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Capitolo I - Analisi del dato costituzionale 
1. Il dettato dell'art. 15 della Costituzione 
 
Parlare delle intercettazioni significa avvicinarsi alla Carta 
costituzionale al fine di comprendere la portata e l’estensione dei 
diritti inviolabili e le inscindibili limitazioni, con l’effetto di 
ragionare sulle opportune regole per l’attuazione e il rispetto 
della riconosciuta libertà e segretezza di comunicare. 
L’art. 15 Cost. risponde perfettamente alla realizzata 
intenzione del legislatore di servire norme precise, semplici e 
chiare: “La libertà e la segretezza della corrispondenza e di ogni 
altra forma di comunicazione sono inviolabili. La loro limitazione 
può avvenire soltanto per atto motivato dell’autorità giudiziaria 
con le garanzie stabilite dalla legge”.  
A tal proposito nella seduta del 26 marzo 1947 
dell’Assemblea Costituente, da più parti, si è detto che “da che 
mondo è mondo, ogni e qualsiasi Costituzione, dopo 
l’affermazione dei diritti fondamentali di libertà, prevede i casi 
nei quali questa può essere limitata”1. Più specificatamente è 
stato posto l’accento a giustificazione delle limitazioni della 
libertà sul centrale aspetto di fondare un compiuto equilibrio, 
una compiuta sintesi fra libertà (ovvero diritti naturali, innati, di 
libertà) e autorità (ovvero il complesso degli interessi necessari 
alla vita e allo sviluppo delle società organizzate). 
                                                        
1 G. BETTIOL, Atti dell’Assemblea Costituente, seduta del 26 Marzo (presidenza del 
presidente TERRACINI indi del vicepresidente TARGETTI). Anche V. TIERI, Atti 
dell’Assemblea Costituente, seduta del 26 Marzo 1947, pag. 2490, pone in evidenza 
come la Costituzione (attualmente all’art 15), “tutela la libertà e la segretezza della 
corrispondenza, ma appena finito di tutelare tale libertà e tale segretezza, già si 
preoccupa del modo di limitarla”.  
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Ed è proprio sul criterio della proporzione tra sacrificio della 
libertà e segretezza di comunicare e necessità (pubblica) di 
comprimerle, che va individuato il complesso punto di stabilità 
della disciplina in materia di intercettazioni di comunicazioni o 
conversazioni, come mezzo finalizzato alle determinazioni 
inerenti l’esercizio dell’azione penale.  
Il Costituente ha così imposto una doppia riserva, di legge e di 
giurisdizione, a tutela della libertà e segretezza delle 
comunicazioni. 
Al contrario, laddove non siano osservate le garanzie 
ordinarie per limitare, nei limiti consentiti, la libertà e la 
segretezza della corrispondenza, si travolge l’intravolgibile, con 
l’intrinseco effetto che la comunicazione intercettata risulta priva 
di qualsiasi efficacia probatoria (è inutilizzabile). 
E’ ormai pacifico che la segretezza della corrispondenza  
rappresenti un aspetto essenziale della stessa inviolabilità della 
persona e non a caso è direttamente riconducibile nella categoria 
dei diritti inviolabili dell’uomo (art. 2 Cost.). 
La segretezza verrebbe lesa ogni qual volta una 
comunicazione segreta sia percepita da un estraneo ovvero da un 
soggetto diverso rispetto al destinatario 
Al termine “comunicazione” il significato da attribuire va 
individuato in quei rapporti diretti ancorché mediati, consistenti 
nella trasmissione di idee e notizie che una persona fa ad una o 
più persone col mezzo di cose in grado di fissare, trasmettere e 
ricevere l’espressione del pensiero. 
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Rispetto alla più ampia nozione di “espressione del pensiero”, 
caratteri propri della comunicazioni sono la intersoggettività e 
l’attualità: intersoggettività della comunicazione nel senso che 
l’espressione dell’idea e della notizia deve essere formulata da un 
soggetto (mittente) al fine di farla pervenire nella sfera 
conoscitiva di uno o più soggetti, mentre l’attualità precisa la 
contestualità e la durata nel tempo della comunicazione2. 
Ciò premesso, la segretezza della comunicazione deve 
emergere sotto il profilo strettamente oggettivo, vale a dire, 
prendendo in considerazione le caratteristiche e le modalità con 
cui essa si realizza. 
Ad esempio, il dialogo fra persone che discutono in un luogo 
affollato non potrebbe dirsi segreto, in quanto chi effettua una 
tale conversazione accetta il rischio che chiunque possa 
percepire le sue parole; viceversa, deve riconoscersi carattere 
segreto alle parole pronunciate da un soggetto nella propria 
abitazione alla presenza del solo destinatario della 
conversazione ovvero attraverso l'utilizzazione di peculiari 
strumenti tecnici (come telefoni fissi o mobili, computer ecc.), 
che almeno astrattamente garantiscono all'utente un accesso 
esclusivo, creando così un aspettativa di segretezza. In tutti 
questi casi l'eventuale captazione da parte di altri dovrebbe 
considerarsi intercettazione. 
Su un piano diverso (dalla segretezza), sia pur strettamente 
interdipendente, opera il principio di libertà delle comunicazioni: 
è libero l'atto comunicativo che non subisce coercizioni o 
restrizioni indebite da parte dei privati o pubblici poteri. 
                                                        
2 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag. 9.  
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2. Le garanzie predisposte dal legislatore in tema di libertà e 
segretezza delle comunicazioni. Il significato della locuzione 
“con le garanzie stabilite dalla legge” dell'art. 15 della 
Costituzione 
 
Allo scopo di preservare questi valori da possibili, o meglio, 
probabili interferenze, il Costituente si è preoccupato di 
delimitare le ipotesi di compromissione attraverso la 
predisposizione di un articolato e complesso sistema di garanzie. 
La più rilevante tra queste garanzie è quella che fa rinvio al 
legislatore ordinario per indicare le ipotesi nelle quali la libertà e 
la segretezza possono essere limitate; ma la locuzione “con le 
garanzie stabilite dalla legge”, utilizzata nel 2' comma 
dall'articolo 15 Cost. assume un significato diverso rispetto alla 
espressione “nei soli casi e modi stabiliti dalla legge”, presente 
nell'articolo 13 Cost., al quale l'articolo 14 Cost. rinvia. 
La riserva di legge richiamata dall'articolo 15 Cost. non va 
appunto intesa in senso strettamente formale, occorrendo la 
predisposizione di ulteriori garanzie in modo tale da garantire un 
bilanciamento corretto tra l'esigenza dell'accertamento penale 
con la libertà e la segretezza della corrispondenza dei singoli 
individui.3 
Infatti il raffronto tra l'articolo 15, comma 2, Cost., e l'articolo 
13 Cost., suggerirebbe una tutela più assorbente; l'espressione 
utilizzata nell'articolo 15 Cost., nel riferirsi alle garanzie stabilite 
dalla legge, sembra alludere a maggiori garanzie rispetto alla 
mera predeterminazione dei casi e dei modi nei quali si ammette 
                                                        
3 In tal senso, A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996,  
pag. 5. 
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la limitazione del valore costituzionale; ma presenta lo 
“svantaggio” di operare un rinvio aperto, che di fatto può 
tradursi in un vuoto normativo. 
La Corte Costituzionale con la sentenza 6 Aprile 1973 n. 34 
ebbe il grande merito di rimediare in via interpretativa a quello 
che, in dottrina4, era stato ritenuto un serio difetto dell'articolo 
15 Cost.: imporre al legislatore la fissazione di “garanzie” senza 
specificare quali esse siano. 
Infatti la Corte, oltre a chiarire i parametri che dovevano 
guidare l'autorità giudiziaria nella decisione sul provvedimento 
autorizzativo delle intercettazioni, si impegnò in una 
difficilissima ricostruzione dell'intero istituto, volta ad 
individuare quali, tra le possibili cautele, dovessero essere 
considerate come doverose. 
La sindacabilità, nel corso del procedimento, del decreto di 
autorizzazione ed il conseguente divieto di utilizzare i risultati 
ottenuti qualora quel provvedimento risultasse carente; l'obbligo 
del segreto per chiunque partecipi alle operazioni d'ascolto; il 
dovere di acquisire agli atti solo il materiale probatorio rilevante 
per il giudizio; la predisposizione di servizi tecnici atti ad 
assicurare un controllo effettivo dell'autorità giudiziaria sulle 
intercettazioni in corso emersero, come elementi costituenti il 
“nucleo minimo” di tutela, cioè come l'insieme delle garanzie 
indispensabili per la legittimità costituzionale delle 
intercettazioni. 
La Corte riteneva che diversamente si avrebbe avuto “una 
sorta di rinvio in bianco” alla potestà del legislatore e quindi del 
                                                        
4 Così, G. TREVES, La difesa della libertà individuale nella nuova Costituzione, in RIV. Dir. 
pubbl., 1947, I, pag 134. 
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giudice, le cui decisioni sarebbero state praticamente 
incontrollabili”5. 
La forza degli “inviti” formulati dalla Corte per un sollecito 
intervento delle Camere, nonché le proteste dei mass-media per 
la scoperta, in quello stesso periodo, di un clamoroso scandalo di 
spionaggio politico6, attuato per mezzo di innumerevoli 
intercettazioni illegali, spiegano il veloce e radicale 
rinnovamento dell'istituto attuato dalla legge 8 Aprile 1974 n. 98, 
minuziosa regolatrice di presupposti, forme, modalità esecutive, 
sanzioni: molti dei suggerimenti della Consulta vi risultarono 
trasfusi, conservandosi fino ad oggi; il che è prova di una 
decisione coraggiosa, che seppe tracciare con forza le linee della 
successiva riforma. 
Molto presto, però, la necessità di fronteggiare dilaganti 
fenomeni eversivi spinse il legislatore ad una brusca sterzata7; 
tra le varie innovazioni della novella del '788 spiccano: la 
possibilità di prorogare per un numero imprecisato di volte i 15 
giorni originariamente previsti come limite temporale alla durata 
delle operazioni; l'introduzione dell'autorizzazione in forma 
orale; l'utilizzabilità dei risultati delle intercettazioni anche in 
procedimenti diversi da quelli per i quali le notizie erano state 
                                                        
5 Così, G. ILLUMINATI, La disciplina processuale delle intercettazioni, Giuffrè, Milano, 
1983, pag. 7. 
6 A questo proposito G. DE LUNA, Le ragioni di un decennio 1969-1979. Militanza , 
violenza, sconfitta, memoria, Feltrinelli, Milano, 2009 “c’è una lunga litania di tentativi 
di colpi di Stato, depistaggi, insabbiamenti che accompagna la storia dei servizi segreti 
nell’Italia repubblicana. Ricordiamo, fra gli altri, i 150.000 dossier del Sifar (Servizio 
Informazioni Forze Armate, 30/03/1949-18/11/1965) e in tempi molto vicini a noi, i 
20.000 fascicoli illegali prodotti dai servizi di sicurezza e informazione venuti alla luce 
nel 1999; le migliaia di documenti, frutto di indagini clandestine e illecite condotte – 
attraverso l’utilizzo di banche dati istituzionali – da un’associazione a delinquere che 
comprendeva impiegati della Telecom insieme ai servizi segreti nazionali e 
internazionali, ritrovati 2006.” 
7 Com’è noto, il d.l. 21 Marzo n. 59 fu emanato 5 giorni dopo il sequestro dell’on. Moro. 
8 Rif. d.l. 21 Marzo 1978, n. 59 (convertito nella l. 18 maggio 1978, n.191). 
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raccolte; l'intercettazione cosiddetta preventiva che sfugge ad 
ogni controllo, compreso quello di costituzionalità, perché non 
appare mai, né dentro né fuori il processo9. 
Prima dell'avvento della Costituzione la libertà di 
comunicazione poteva essere limitata anche dalla polizia 
giudiziaria: sia il codice di rito del 1913 sia quello del 
1930(rispettivamente agli articoli 170 comma 3, e 266 comma 3) 
permettevano difatti agli organi di polizia giudiziaria interventi 
di propria iniziativa, mentre la disciplina attuale affida loro 
compiti prettamente esecutivi10. 
La volontà del Costituente è stata quella di garantire con 
maggiore incisività i diritti contenuti nell'articolo 15 Cost., 
precludendo alla polizia interventi autonomi (seppur in via 
eccezionale e di urgenza), a differenza di quanto accade per la 
libertà personale e per quella domiciliare che vede una 
legittimazione all’intervento della polizia giudiziaria seppure in 
una logica di eccezionalità ed urgenza. 
La ratio della maggiore tutela si rinviene nel fatto che – 
mentre nella limitazione della libertà personale e, entro certi 
limiti, della libertà domiciliare, esse vanno a colpire soltanto 
l'indagato – nelle limitazioni della libertà di comunicazione, le 
misure restrittive incidono anche su un altro soggetto, sia esso 
l'interlocutore telefonico, telematico. 
Condivisibile appare quindi la scelta del legislatore di 
innalzare il livello di tutela: non perché la libertà e la riservatezza 
                                                        
9 Così G. FUMU, Commento all'art. 266, in coordinato da M. CHIAVARIO, vol. II, Utet, 
Torino, 1990, pag. 733. 
10 Così A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag. 12-13.  
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nelle comunicazioni abbiano un valore maggiore o prevalente 
rispetto alla libertà personale o domiciliare, bensì perché sotto il 
profilo oggettivo sono diverse le tecniche applicabili per la 
limitazione dei relativi diritti. Le misure che restringono la 
segretezza delle comunicazioni infatti, come già detto, incidono 
anche su altri soggetti oltre l'indagato; inoltre, quest'ultimo, 
essendone inconsapevole, non può esercitare alcun controllo o 
verifica come avviene invece per le perquisizioni, alle quali può 
presenziare o farsi assistere11. 
Dubbi ermeneutici sono stati avanzati in relazione al 
significato da attribuire alla locuzione “autorità giudiziaria” di cui 
all’art. 15 Costituzione: se l'opinione prevalente a cui si aderisce, 
vi riconduce, oltre al giudice, il pubblico ministero12; secondo 
l'orientamento difforme, l'articolo in esame, pur riferendosi 
all'autorità giudiziaria, legittimerebbe soltanto l'organo 
giurisdizionale a comprimere la libertà e la segretezza delle 
comunicazioni13. 
Tale interpretazione viene dedotta sia dal confronto con 
l'analoga locuzione contenuta nell'articolo 13 commi 2 e 3 Cost., 
la quale è interpretata in senso restrittivo e come sinonimo di 
giudice, sia dall'articolo 111 Cost., secondo cui i provvedimenti 
sulla libertà personale sono pronunciati dagli organi 
giurisdizionali; dunque non vi sarebbero ragioni per giungere ad 
                                                        
11 Aderiscono a tale ricostruzione A. VELE, “Le intercettazioni nel sistema processuale 
penale tra garanzie e prospettive di riforma”, CEDAM, 2011; tra gli altri, A. PACE, 
Commento all’art. 15, in Commentario della Costituzione, a cura di G. BRANCA, 
Zanichelli, Bologna, 1977, pag. 88; A. CAMON, “Le intercettazioni nel processo penale”, 
Giuffrè, Milano, 1996, pag. 3.    
12 In tal senso, P. BARILE - E. CHELI, Corrispondenza, cit., pag. 740; G. ILLUMINATI, La 
disciplina processuale delle intercettazioni, Giuffrè, Milano 1983, pag. 59; A. CAMON, Le 
intercettazioni nel processo penale, Giuffrè, Milano, pag. 108. 
13 In tal senso, A. PACE, Libertà personale, in Enc. giur., Vol. XXIV, Milano, 1974, pag. 
309, L. FILIPPI, L’intercettazione di comunicazioni, Giuffrè, Milano, 1997 , pag. 61 e ss; 
C. TAORMINA, Diritto processuale penale, Giappichelli, Torino, 1995, pag. 313 e ss. 
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una conclusione diversa riguardo alla libertà garantita 
dall'articolo 15 Cost. 
Ne discende che, su questo piano, si colloca il problema della 
legittimità costituzionale delle intercettazioni disposte di propria 
iniziativa dal pubblico ministero. 
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Capitolo II - Nozione di intercettazione 
1. Cosa si intende per intercettazione? 
 
L'intercettazione di conversazioni o comunicazioni è 
inquadrata e definita giuridicamente nel codice di procedura 
penale come mezzo di ricerca della prova, proiettata a ricercare 
fonti (elementi) di prova essenziali alla finalità del procedimento 
penale. 
Ora, la definizione di intercettazione, pur non essendo 
esplicitamente prevista dal codice di procedura penale (artt. 266-
271 c.p.p.), è fondamentale per esaltarne l'autonomia 
concettuale. 
L’intercettazione è un’attività d’indagine effettuata con 
determinati strumenti, svolta all’insaputa delle persone, 
captando l’interazione comunicativa che avviene tra persone a 
distanza per via telefonica, informatica o telematica (art. 266 bis 
c.p.p.), nonché la conversazione tra persone presenti 
(intercettazioni ambientali), nell’ambito della propria sfera 
privata, ed operata da un soggetto del procedimento penale in 
maniera clandestina14; perciò, oltre a presentare quel carattere 
                                                        
14 Cass., Sez. un. 28 maggio 2003, Torcasio, in Cass. Pen., 2005, pag. 1996, secondo cui 
l'intercettazione si configura quando la captazione occulta e contestuale di una 
comunicazione o conversazione tra due o più soggetti, che agiscono con l'intenzione di 
escludere altri e con le modalità oggettivamente idonee allo scopo, viene attuata da un 
soggetto estraneo alla stessa mediante strumenti tecnici di percezione tali da 
vanificare le cautele ordinariamente poste a protezione del suo carattere riservato; 
sulla stessa linea, in dottrina si osserva che per intercettazione si intende la presa di 
conoscenza, effettuata clandestinamente da un terzo, con l'impiego di mezzi meccanici 
o elettronici di captazione del suono, di comunicazioni riservate che non avvengono in 
forma scritta; cfr P. G. GROSSO Intercettazioni telefoniche, in Enc. Dir., Vol. 21', 1971, p 
889; G. ILLUMINATI, La disciplina processuale delle intercettazioni, Giuffrè, Milano,  
1983, pag. 37; G. FUMU, Sub artt. 266-271, Commento al nuovo codice di procedura 
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di sorpresa presente negli altri mezzi di ricerca della prova – 
perquisizioni, ispezioni, sequestro – fonda la sua forza nell’essere 
penetrante nell’interesse della giustizia, mortificando però la 
libertà e segretezza delle comunicazioni non solo dell’indagato, 
ma anche dei terzi estranei alle indagini preliminari. 
Senza ombra di dubbio l'efficacia investigativa di tale mezzo, 
che il più delle volte riesce a captare addirittura confessioni, 
implica un’accorta disciplina. 
La giurisdizione infatti aspira ad ottenere risultati secondo 
l'obiettivo tracciato dal sistema delle norme costituzionali (artt. 
2, 14, 15 e 112 Cost.) e dunque nel rispetto delle libertà 
fondamentali dell’individuo. 
Del resto la definizione così delineata rappresenta un 
momento centrale per comprendere quando si è in presenza di 
intercettazioni di comunicazioni – con l'effetto di invocarne la 
disciplina prevista dall'articolo 15 Cost. – e quando invece si è al 
di fuori delle stesse. 
A titolo di esempio si pensi al sequestro di corrispondenza, 
che, pur ricevendo protezione dall'art. 15 Cost., non rientra nella 
disciplina delle intercettazioni in senso stretto, a causa del 
diverso oggetto, implicando così una differenza sul piano 
strutturale. 
Difatti la corrispondenza, essendo costituita da un documento 
contenente una comunicazione, può essere oggetto di 
apprensione coattiva, laddove sussistano i presupposti per 
l'applicazione della disciplina del sequestro, esulando 
                                                                                                                                
penale, coordinato da M. CHIAVARIO, Vol. II, Utet, Torino, 1990, pag. 774; L. FILIPPI, 
L'intercettazione di comunicazioni, Giuffrè, Milano, 1997. 
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dall'intercettazione in quanto trattasi di una comunicazione 
precostituita, diversamente dallo strumento intercettativo che si 
fonda su una interferenza o intromissione attraverso determinati 
dispositivi offerti dalla tecnica, rivolte ad apprendere in tempo 
reale le comunicazioni. 
 Da ciò si estrae un concetto che deve ritenersi 
particolarmente rilevante e significativo e cioè quello della 
“contestualità”. 
Sembra, infatti, doversi desumere che, ai fini della ritualità 
dell'intercettazione debba sussistere una effettiva “contestualità” 
tra captazione della conversazione, registrazione e trasmissione 
del dato fonico oggetto di registrazione. 
Il principio della contestualità parrebbe rivestire centrale 
importanza nel sistema e nell'assetto normativo attuale, 
nell'ottica della possibilità di assicurare un pieno controllo da 
parte dell'Autorità Giudiziaria in ordine alla legittimità 
dell'attività di intercettazione rispetto al diritto 
costituzionalmente tutelato della riservatezza delle private 
comunicazioni. 
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2. Natura dell'istituto tra vecchio e nuovo codice 
 
Per quanto riguarda invece la natura dell'istituto, la dottrina 
meno recente15 considerava spesso l'intercettazione come una 
sottospecie del sequestro; oltre a ragioni storiche, militava in 
questo senso la sistematica del vecchio codice di procedura 
penale, che regolava le intercettazioni all'art. 226, rubricato 
“Sequestro di carte sigillate; facoltà relative alla corrispondenza”; 
l'oggetto dell'apprensione coattiva, in questa logica, era il 
colloquio. 
Effettivamente qualche analogia accomuna i due istituti: 
entrambi presuppongono che chi dovrà subire la misura non ne 
sia informato; entrambi sono volti ad immettere nel processo 
un'entità (una res o un dialogo) formatasi al di fuori del processo 
stesso; entrambi violano la segretezza delle comunicazioni. 
A prima vista possiamo notare come il sequestro di 
corrispondenza possa sembrare una misura che colpisca solo il 
mittente; ma l'impressione svanisce non appena proviamo ad 
immedesimarci col destinatario della lettera sequestrata: 
qualcuno si è introdotto nella sua sfera privata, leggendo 
qualcosa che doveva ignorare; e forse quella lettera conteneva 
dati assolutamente irrilevanti per il mittente, ma molto personali 
per il destinatario16. 
Il codice odierno, invece, rifiuta l'equiparazione, essendo 
ormai maturata la consapevolezza delle irriducibili differenze tra 
                                                        
15 Cfr. G. BELLAVISTA, Lezioni di diritto processuale penale, 3° edizione, Giuffrè, Milano, 
1965, pag. 248; V. GREVI, Appunti in tema di intercettazioni telefoniche operate dalla 
polizia, in Riv. it. dir. e proc. pen., 1967, pag. 727, nota 8. 
16 In tal senso, A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996,  
pag. 15. 
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
14 
i due mezzi di ricerca della prova: il sequestro è un atto “a 
sorpresa”, ma palese; invece chi intercetta deve per forza 
lavorare nell'ombra. 
In aggiunta, mentre sequestrare una lettera (o qualsiasi altro 
oggetto di corrispondenza) vuol dire bloccare la corrispondenza, 
impedendo al destinatario di riceverla, nell'intercettazione gli 
interlocutori ricevono messaggi e rispondono: il colloquio segue 
il suo corso normale, anche se qualcuno si è “inserito”. 
E' soluzione tecnicamente corretta, perciò, dedicare alle 
intercettazioni un capo autonomo e distinto da quello relativo 
agli altri mezzi di ricerca della prova 
 
 
3. Elementi caratterizzanti la fattispecie 
 
Come il precedente, il nuovo codice non definisce 
l'intercettazione; fa però intendere, abbastanza chiaramente, che 
essa implica la presa di conoscenza di un dialogo: l'articolo 268 
(Esecuzione delle operazioni) commi 1 e 2 c.p.p., prescrive infatti 
che i colloqui siano registrati e trascritti nel verbale. 
Secondo l'opinione preferibile, occorrono altri tre requisiti, 
attinenti rispettivamente all'oggetto, alle modalità tecniche ed 
all'autore delle operazioni. 
Dunque, per poter parlare di intercettazione, la 
conversazione deve essere riservata, cioè attuata in modo da 
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poter consentire la sua apprensione da un numero limitato di 
soggetti.  
Secondo alcuni Autori 17 è necessario che i destinatari siano 
determinati; sembra, invece, sufficiente la determinabilità, cioè il 
loro appartenere ad un genere chiuso, per quanto ampio. 
Il fax diretto al consiglio di amministrazione di un'azienda, ad 
esempio, individua una serie di soggetti, non già individuati da 
prima – taluni potrebbero essere sconosciuti al mittente – ma 
determinabili in base a criteri obiettivi; ciò nonostante il 
messaggio è riservato e soggetto alla disciplina dell'art. 15 Cost. 
Diversamente manca il presupposto della tutela e non c'è 
bisogno dell'autorizzazione del giudice, nel caso di colui che 
comunica con altri ad alta voce incurante di eventuali ascoltatori; 
così come chi comunica tramite onde radio libere captabili, se un 
terzo si sintonizza sulla stessa lunghezza d'onda18. 
Altro elemento del concetto di intercettazione riguarda 
l'operatore: la captazione deve essere svolta da un terzo, essendo 
necessario che la sua attività sia ignota ai conversanti. 
E' necessario, secondo una delle tesi meno recenti in tema di 
intercettazioni19 che tutti gli interlocutori ne restino all'oscuro: 
se anche uno solo sapesse, non si avrebbe intercettazione. 
                                                        
17 P. BARILE- E. CHELI, Corrispondenza (libertà di), in Enciclopedia del diritto, vol. 10', 
Milano, 1992, p. 744. 
18 Cass., sez., I, 27 maggio 1991, Di Mauro, in Arch. Nuova proc. Pen., 1991, pag. 792. 
19 Così, G. ILLUMINATI, La disciplina processuale delle intercettazioni, Giuffrè, Milano, 
1983, pag.35.; E. BERTUGLIA, P. BRUNO, Le intercettazioni nel nuovo codice di 
procedura penale, in Riv., Guardia fin., 1990, pag. 1328. 
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Non sembra questa un'opinione accettabile, quello alla 
segretezza è un diritto soggettivo che appartiene 
individualmente ad entrambi i colloquianti20. 
Questo diritto può essere definito, dal punto di vista 
processuale, come “diritto a non essere intercettato” senza un 
previo decreto del giudice o del pubblico ministero; 
immaginiamo l'ipotesi secondo cui, se solamente il consenso di 
uno degli interlocutori rendesse superfluo il provvedimento del 
magistrato, ci si troverebbe di fronte ad un potere riconosciuto 
ad un privato di interferire unilateralmente nella sfera giuridica 
altrui: dovremo ipotizzare, in tal caso, un diritto potestativo che 
non ha riscontro nel dettato normativo. 
Vi è in tal senso un dato codicistico a sostegno di tale tesi: 
l'art. 266 c.p.p. lettera f). 
L'articolo 266 lettera f) fa riferimento all'ipotesi criminosa 
della molestia o al disturbo alle persone con il mezzo del 
telefono: è pacifico che di tale reato si venga a conoscenza, nella 
maggioranza dei casi, su denunzia della persona offesa, ed è 
proprio quest'ultima a sollecitare la richiesta di intercettazione. 
In tali casi siamo proprio in presenza di un ascolto di 
conversazioni telefoniche effettuato di nascosto solamente 
rispetto ad uno dei colloquianti, con la consapevolezza dell'altro 
di essere intercettato. 
In tali ipotesi il legislatore ha previsto un intercettazione vera 
e propria, sebbene uno dei soggetti del dialogo sia a conoscenza 
di essere ascoltato. 
                                                        
20 In tal senso, G. MORSILLO, La tutela del diritto alla riservatezza, Giuffrè, Milano, 
1966, pag. 281. 
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Il principio, che implicitamente risiede nell'art. 266 c.p.p. 
lettera f), assume un'importante funzione garantistica: si vuole 
reprimere gli abusi che potrebbero verificarsi qualora si 
attribuisse agli organi di polizia giudiziaria il potere di effettuare 
controlli o intercettazioni telefoniche a semplice sollecitazione da 
parte di un interlocutore e, quindi, senza la necessaria e 
preventiva autorizzazione del giudice per le indagini preliminari. 
La terza caratteristica dell'istituto in esame è l'utilizzazione di 
strumenti meccanici od elettronici che permettano di superare i 
confini del naturalmente percepibile: ad esempio porre un 
semplice registratore, preventivamente nascosto, nella stanza 
dove avverrà il colloquio. 
 
 
4. Fattispecie diverse dalle intercettazioni 
4.1 Le registrazioni di conversazioni ad opera di un 
interlocutore privato 
 
Al fine di inquadrare una determinata attività nell’area 
dell'intercettazione, è utile far riferimento alla nozione di 
intercettazione come appena enucleata e, quindi agli elementi 
che caratterizzano tale mezzo di ricerca della prova. 
Così, non si ha intercettazione quando la conversazione è 
registrata da uno degli interlocutori senza che l'altro ne sia a 
conoscenza, in quanto la terzietà del captante è un elemento di 
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distinguo nell'ottica di verificare in concreto l'esistenza o meno 
della violazione della segretezza21. 
Tuttavia, ha suscitato interesse, sia in dottrina che in 
giurisprudenza, l’ipotesi di colloqui intercorsi tra due o più 
soggetti incorporati in una base fonografica, in relazione alla 
corretta qualificazione giuridica del nastro registrato e 
conseguentemente al regime di utilizzabilità degli stessi. 
A parere delle Sezioni Unite22, non suscita particolari 
problemi il caso in cui la registrazione sia effettuata da un 
privato e il documento fonografico venga, quindi, ad esistenza al 
di fuori del processo e di ogni attività investigativa, assumendo 
una propria autonomia strutturale (art. 234 c.p.p.); attraverso 
una registrazione così eseguita non si viola la segretezza della 
comunicazione23, bensì la riservatezza in quanto il contenuto 
della conversazione segreta viene rivelata a terzi da parte di uno 
dei comunicanti. 
D’altro canto l’interesse alla riservatezza non risulta tutelato 
costituzionalmente e, di conseguenza, soccombe rispetto 
all'interesse pubblico dell'accertamento della verità processuale. 
Vi è però dottrina minoritaria24 che in una particolare 
situazione ha osservato che la differenza tra segretezza e 
riservatezza non sarebbe data dalla natura del soggetto che 
opera l'intromissione, ma dal mezzo impiegato per la 
                                                        
21 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag. 52. 
22 Cass., sez. un., 28 maggio 2003 n. 36747, Torcasio, in Giur. it., 2004, pag 540. 
23 Così, Vele, Le intercettazioni nel sistema processuale penale tra garanzie e prospettive 
di riforma, CEDAM, 2011, pag. 53.  
24 Così, F. CAPRIOLI, Intercettazioni e registrazione di colloqui tra persone presenti nel 
passaggio dal vecchio al nuovo codice di procedura penale, in Riv. it. dir. proc. pen., 1991, 
pag. 153. 
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riproduzione del suono, con la conseguenza che, nel caso in cui i 
terzi ascoltassero la registrazione, si configurerebbe una vera e 
propria intercettazione, sia pure ascoltata successivamente allo 
svolgimento, in quanto i terzi verrebbero a conoscere il 
contenuto del dialogo come se fossero stati presenti alla 
conversazione. 
La Corte di Cassazione25 non è dello stesso avviso, 
affermando che “la riservatezza è costituzionalmente garantita 
nei limiti in cui la stessa va ad incidere su alcuni diritti di libertà. 
Immaginare che il Costituente abbia voluto imporre il silenzio 
indiscriminato su ogni comunicazione interpersonale è cosa 
contraria alla logica oltre che alla natura stessa degli uomini. La 
riservatezza può essere una virtù, ma non è sicuramente un 
obbligo assoluto, imposto addirittura da una norma 
costituzionale, immediatamente precettiva”.  
Sul punto le Sezioni Unite confermano la prevalente 
giurisprudenza per la quale le registrazioni, attuate dal privato 
partecipante alla conversazione e di propria esclusiva iniziativa, 
rivestono la funzione di documentare, impiegando strumenti 
meccanici, il contenuto di una conversazione privata, libera e con 
accettazione del contenuto e dell'argomento. 
La giurisprudenza è concorde nell'affermare che il solo diritto 
astrattamente opponibile all'altro colloquiante è che 
l'informazione non sia da costui diffusa senza il consenso del 
primo: ma anche tale argomentazione cede di fronte all'esigenza 
di formazione della prova. 
                                                        
25 Cass., sez. un., 28 maggio 2003 n. 36747, Torcasio, pag. 1996, in Giur. it., 2004, pag 
540. 
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In questa ipotesi l'utilizzazione della registrazione non incide, 
come invece accade per le intercettazioni, sulla libertà e 
segretezza delle comunicazioni, bensì sulla riservatezza, ovvero 
sull'interesse a che la notizia non venga diffusa senza motivo. 
Come già detto la riservatezza è destinata a soccombere di 
fronte all'esigenza dell'accertamento della verità. 
L'acquisizione al processo della registrazione effettuata con 
queste modalità, non rientrando nel novero delle intercettazioni, 
presenta la struttura del documento (art. 234 c.p.p.) in cui è 
incorporata la conversazione registrata. 
Dunque il nastro su cui è incisa la registrazione altro non è 
che la documentazione fonografica della conversazione di due o 
più persone senza che uno degli interlocutori sappia della 
registrazione. 
La ricerca di strumenti normativi per tutelare la riservatezza 
in questa sede non sarebbe allora illogica, dal momento che la 
prova documentale, pur non configurandosi come 
intercettazione, ha ad oggetto il contenuto rappresentativo di 
una comunicazione di due o più persone senza che uno degli 
interlocutori sia a conoscenza della registrazione. Per cui non è 
fuor di luogo pensare che un simile documento, nel momento in 
cui fa ingresso nel procedimento penale, possa far emergere un 
problema di tutela della riservatezza delle comunicazioni; 
sarebbe pertanto opportuno prevedere per i documenti 
fonografici specifiche regole processuali per escludere quel 
contenuto della conversazione estraneo all'oggetto del processo, 
diversamente da come avviene oggi, laddove il giudice, valutando 
l'ammissibilità del mezzo di prova secondo i criteri previsti 
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dall'articolo 190 c.p.p. ammette la fonte (base fonografica) con il 
suo integrale contenuto26. 
Per il documento ˗˗ in quanto tale ˗˗ il problema sorge nel 
momento della richiesta-ammissione del mezzo di prova (sede 
naturale dello stesso), a differenza delle intercettazioni ˗˗ atto 
d'indagine ˗˗ che per la loro natura confluiscono nel fascicolo per 
il dibattimento, con la conseguenza che la tutela della 
riservatezza non può che essere anticipata nella fase di stralcio. 
La Corte Costituzionale27, pur occupandosi specificatamente 
del tema intercettazioni, rappresenta un prezioso punto di 
riferimento del ragionamento qui disegnato, nel momento in cui 
afferma il principio secondo cui violerebbe entrambe le norme 
costituzionali (artt. 2 e 15 Cost.) un sistema che, senza soddisfare 
gli interessi di giustizia, in funzione dei quali è consentita la 
limitazione della libertà e della segretezza delle comunicazioni, 
autorizzasse la divulgazione di comunicazioni telefoniche non 
pertinenti al processo. 
 
 
 
 
 
                                                        
26 Così. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag. 54. 
27 Corte Costituzionale, 6 aprile 1973 n. 34. 
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4.2 La registrazione ad opera dell’agente “attrezzato per il 
suono” 
 
Problemi invece nascono quando il documento viene formato 
per iniziativa di un operatore di polizia giudiziaria: in tal caso 
assume rilevanza la particolare qualità del soggetto partecipe. 
Il documento fonografico non risulta utilizzabile, in quanto 
viola specifiche regole di acquisizione della prova, nel caso di 
registrazione di colloqui intercorsi tra operatori di polizia 
giudiziaria e loro informatori, effettuata ad iniziativa dei primi 
all’insaputa dei secondi28.  
In particolare l’art. 195, 4° comma, c.p.p., vieta l’acquisizione: 
delle sommarie informazioni assunte dalle persone che possono 
riferire circostanze utili ai fini delle indagini, per le quali 
l’articolo 357, 2°comma, lettera c), c.p.p., prescrive la redazione 
di apposito verbale; delle informazioni assunte, anch’esse da 
verbalizzare, dalle persone imputate in procedimento connesso o 
collegato; delle sommarie informazioni rese e delle spontanee 
dichiarazioni ricevute da soggetti indagati, per le quali pure è 
prescritta la redazione del verbale, secondo l’art. 357, 2°comma, 
lettera b), c.p.p.; del contenuto narrativo di denunce, querele ed 
istanze presentate oralmente e soggette a verbalizzazione, e che 
comunque, ove contengano sommarie informazioni testimoniali, 
sono riconducibili alla previsione degli artt. 351 e 357, 2°comma, 
lettera c), c.p.p. 
Ne consegue che “non possono essere acquisiti al processo e 
non possono essere utilizzati, come materiale probatorio, 
                                                        
28 Così, D. DAWAN, Divieti probatori e raccolta di documenti fonografici da parte della 
polizia giudiziaria, in Dir. pen. e proc., n. 1, 2004, pag. 80. 
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documenti fonografici rappresentativi di sommarie informazioni 
rese alla polizia giudiziaria (e da questa clandestinamente 
registrate) da persone a conoscenza di circostanze utili ai fini 
delle indagini, perché in  tale maniera, si renderebbe il processo 
permeabile da apporti probatori unilaterali degli organi 
investigativi e soprattutto si aggirerebbero le regole sulla 
formazione della prova testimoniale nel contraddittorio 
dibattimentale”29.  
Tuttavia quando l’autore della conversazione è il c.d. 
confidente, e questi agisce sulla base di direttive impartitegli 
dalla polizia, la stessa giurisprudenza si mostra meno sicura, 
come dimostra un’intricata vicenda giudiziaria di qualche anno 
fa30. 
Simili fenomeni sono stati definiti appunto come “operazioni 
effettuate da un agente segreto attrezzato per il suono”. 
La domanda che ci si pone è se siano ammissibili ed 
utilizzabili documenti fonici di tale tipo, in assenza di 
autorizzazione da parte dell’autorità giudiziaria. 
Alcuni Autori31 sostengono che quello dell’agente segreto 
attrezzato per il suono sia un escamotage, volto ad aggirare le 
                                                        
29 Cass., sez. un., 28 Maggio 2003 n. 36747, Torcasio, in www.cortedicassazione.it.   
30 In breve, questi i termini della questione: Francesco Miano, noto boss della mafia 
catanese detenuto presso la casa circondariale di Torino, si dichiarò disposto a 
collaborare con l’autorità di polizia in ordine alle indagini su alcuni efferati delitti (tra 
altri, il sequestro di Marco Gatta e quello di Paolo Alessio e l’attentato, poi fallito, nei 
confronti del giudice istruttore dott. Sorbello); munito da parte di un ufficiale della 
Digos, di un piccolo registratore, occultato sulla sua persona, e sfruttando la posizione 
di prestigio di cui godeva nell’ambiente carcerario, Miano, conversando con altri 
detenuti, riuscì ad accumulare un materiale ingente, rilevatosi preziosissimo. 
31 Cfr. G. DEAN, In tema di indebita registrazione delle conversazioni fra persone 
detenute: dall’art. 225 quinquies c.p.p. 1930 all’art. 266 c.p.p. 1998 in Giur. it., 1990, II, c. 
9 s.; G. L. FABBRI, Utilizzabilità processuale della registrazione di colloqui tra detenuto e 
confidente di polizia, in Cass. pen. 1987, pag. 2241. 
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regole che disciplinano l’interrogatorio: in primo luogo, il diritto 
all’assistenza del difensore e la facoltà di non rispondere. 
Secondo tale teoria, “l’informatore va qualificato come una 
longa manus, o quale strumento della polizia, cui è comunque 
riconducibile quell’attività, perciò soggetta ai limiti previsti dalla 
legge”32. 
In giurisprudenza, invece, questa teoria di solito viene 
respinta, osservando come l’interrogatorio sia un atto tipico, in 
nessun modo delegabile dalla polizia giudiziaria ad un soggetto 
privato (quale il confidente)33. 
Ma quel che più conta è che le norme sull’interrogatorio 
appaiono pensate e giustificate proprio in considerazione 
dell’atto; trovarsi di fronte a pubblici ufficiali che contestano 
un’imputazione e incalzano con domande spesso sottili e solo 
apparentemente innocue è per molti versi traumatico: si possono 
subire intimidazioni o quantomeno, ci si trova in una situazione 
di sudditanza psicologica.34 
Tutto ciò non vale quando si parla ad un soggetto privato: 
nessuna pressione, nessun  timore; solo il rischio di non scegliere 
bene a chi confidare i propri segreti. 
La Corte Costituzionale35 alla domanda “se l’intercettazione 
telefonica violi il diritto di non rispondere” (riconosciuto come 
connaturale al diritto di difesa di cui all’art. 24 Cost.), diede una 
                                                        
32 Così, G. L. FABBRI, Utilizzabilità processuale della registrazione di colloqui tra 
detenuto e confidente di polizia,  in Cass. pen., 1987, pag. 2241. 
33 App. Torino, 15 maggio 1987, Cianci, in Giur. cost., 1998, II, pag. 222; App. Torino, 23 
novembre 1987, Belfiore, in Giur. cost., 1998, II, pag. 222. 
34 Così, A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano 1996, pag. 44. 
35 Corte Costituzionale, 6 Aprile 1973 n. 34. 
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
25 
risposta che si attaglia perfettamente al tema che si sta 
affrontando in questo momento. 
Essa riferì che la garanzia dello ius tacendi è stata introdotta 
nel nostro ordinamento “unicamente con riferimento alla 
situazione […] in cui l’inquisito viene posto a contatto diretto con 
l’autorità procedente”. Situazione diversa rispetto a quella 
dell’ammissione di responsabilità al telefono: “in questo caso il 
soggetto non è posto a confronto diretto con l’autorità, non è da 
questa sollecitata a rispondere; il diritto al silenzio “non ha 
alcuna ragione e possibilità di operare”36. 
Da ciò deriva che le registrazioni acquisite grazie all’ausilio 
dell’agente attrezzato per il suono risultino utilizzabili; il 
problema consiste nel capire sotto quale disciplina devono 
essere ricomprese tali operazioni. 
Sebbene l’argomento abbia formato oggetto di una non 
risalente pronuncia delle Sezioni Unite37, è utile ripercorrere le 
tappe del dibattito che ne hanno scandito le analisi. 
Circa la qualificazione dell’operazione la giurisprudenza non 
ha mai raggiunto una posizione univoca, contendendosi il campo 
due ricostruzioni contrapposte. 
La teoria maggioritaria muove dalla considerazione del 
difetto del requisito della terzietà in capo all’agente rispetto 
all’oggetto di captazione, dato che riveste il ruolo di 
interlocutore. Ne discenderebbe l’esclusione della disciplina delle 
intercettazioni, degradando la registrazione a mera 
                                                        
36 Le citazioni sono da Corte costituzionale 6 Aprile 1973 n. 43. Nello stesso senso cfr. 
Cass. sez. VI, 1 febbraio 1944, Cuozzo, in Arch. nuova proc. pen. 1994,p. 591; V. 
GREVI,“Nemo tenetur se detegere”. Interrogatorio dell’imputato e diritto al silenzio nel 
processo penale italiano, Milano, Giuffrè 1972, pag. 244 s. 
37 Cass., sez. un., 28 maggio 2003, n. 36747, Torcasio, C.E.D. Cass., RV. 225465. 
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memorizzazione dell’avvenuto colloquio, peraltro surrogabile 
dalla testimonianza dell’agente sul suo contenuto. In tal modo si 
accoglie una qualificazione in termine di prova documentale, ai 
sensi dell’art. 234 c.p.p. del supporto fonografico ottenuto38. 
Ben diverse le conclusioni dell’opposto filone 
giurisprudenziale, che, sul rilievo dell’iniziativa dell’operazione, 
pur sempre risalente alla polizia giudiziaria, ravvisa nell’agente 
la longa manus di quest’ultima ovvero un “mero strumento 
materiale” per eseguire un’intercettazione, eludendone la 
disciplina39. Da tale premessa si è dedotta l’inutilizzabilità dei 
risultati, traendo argomento dal difetto del provvedimento 
autorizzativo, della sua motivazione, o, ancora, dalla difformità 
del procedimento da quello tipico. 
Al fine di dirimere la questione è necessario soffermarci sulle 
possibili modalità operative adottate dall’agente attrezzato per il 
suono. 
Se, infatti, l’incaricato è dotato di congegni ricetrasmittenti, 
come tali idonei a consentire una captazione simultanea del 
dialogo da parte della polizia giudiziaria, saranno rinvenibili i 
requisiti della terzietà del captante, rivestito della qualifica 
soggettiva richiesta dalla legge, e la contestualità tra atto 
comunicativo e occulta captazione40. In questo caso è corretto 
l’inquadramento alla stregua dell’intercettazione, al quale non 
                                                        
38 Cass., sez. II, 5 novembre 2002, Modelfino, in Dir. pen. proc., 2003, pag. 291; Cass., 
sez. I, 14 aprile 1999, Iacovone, in C.E.D. Cass., RV. 213457; Cass., sez. I, 2 marzo 1999, 
Cavinato, in C.E.D. Cass., RV. 213697. 
39 Cass. sez. I, 23 gennaio 2003, Lentini, in C.E.D. Cass., RV. 223570. 
40 In questo senso, Cass., sez. I, 23 gennaio 2003, Lentini, in C.E.D. Cass., RV. 223570 ; 
sulle medesime posizioni, L. FILIPPI, L'intercettazione di comunicazioni, Giuffrè, Milano, 
1997, pag. 38. 
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osta la circostanza che uno degli interlocutori sia consapevole 
della captazione. 
Mentre la semplice registrazione della conversazione da 
parte dell’agente in difetto dei requisiti citati41, non potrà essere 
ravvisabile come intercettazione. 
In tal caso si pone il problema della riconducibilità della 
riproduzione fonica alla categoria delle prove documentali. 
Per quanto abbia finito per prevale in sede giurisprudenziale, 
l’assunto non sembra condivisibile42. Invero, ai sensi dell’art. 234 
c.p.p., la prova documentale viene definita come qualsiasi 
supporto rappresentativo di “[…] fatti, persone o cose mediante 
la fotografia, la cinematografia, la fonografia o qualsiasi altro 
mezzo. 
La prova documentale risulta per definizione extra costituita, 
potendosi identificare unicamente in una res formatasi al di fuori 
del procedimento penale. 
Tale è senza dubbio, come già osservato in precedenza, la 
registrazione effettuata dal privato cittadino di propria iniziativa, 
o accidentalmente, di un colloquio di cui prenda parte. 
Mentre le registrazioni ottenute mediante l’agente attrezzato 
per il suono parrebbero di natura atipica. 
                                                        
41 In tal senso C. MARIANELLI, Intercettazioni processuali e nuovi mezzi di ricerca della 
prova, Giappichelli, Torino, 2007, pag. 39. 
42 In tal senso C. MARIANELLI, Intercettazioni processuali e nuovi mezzi di ricerca della 
prova, Giappichelli, Torino, 2007, pag. 40  
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Il tribunale di Milano in una recente ordinanza43, ha stabilito 
che l’effettuazione di registrazioni attraverso apparecchi forniti o 
predisposti dalla polizia giudiziaria, e collocati su persona 
destinata a partecipare a colloqui di interesse investigativo, deve 
essere autorizzata quanto meno mediante un provvedimento del 
pubblico ministero. 
Il provvedimento in questione si è allineato con  
l’orientamento espresso dalla Corte di Cassazione44 qualche anno 
prima . 
Nella motivazione della sentenza della Suprema Corte, si 
legge che le operazioni attuate “d’intesa con la polizia giudiziaria 
e con apparecchiature da questa fornite […] venendo ad incidere 
sul diritto alla segretezza delle conversazioni e delle 
comunicazioni , tutelato dall’art. 15 Cost., a differenza della 
registrazione effettuata di iniziativa da uno degli interlocutori 
richiede un controllo dell’autorità giudiziaria. Ma tale controllo 
non implica la necessità di osservare le disposizioni relative 
all’intercettazione di conversazioni o comunicazioni di cui agli 
artt. 266 c.p.p. e seguenti, in quanto le registrazioni fonografiche, 
per il diverso livello di intrusione nella sfera di riservatezza che 
ne deriva, non possono essere assimilate, nemmeno nell’ipotesi 
considerata, alle intercettazioni telefoniche o ambientali e non 
possono, quindi, ritenersi sottoposte alle limitazioni e alle 
formalità proprie di queste ultime […]. Le registrazioni 
fonografiche eseguite da uno degli interlocutori con strumenti di 
captazione forniti dagli organi investigativi, al contrario, essendo 
effettuate col pieno consenso di uno dei partecipi alla 
                                                        
43 Tribunale di Milano, sez. VII, ordinanza 13 marzo 2012, Est. Barazzetta, in Diritto 
penale contemporaneo, 1/2012, pag 163.  
44 Cass., sez., VI, 21 giugno 2010, n. 23742, Angelini, in Guida dir., 2010, 38, pag 75 e ss. 
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conversazione, implicano un minor grado di intrusione nella 
sfera privata; sicché, ai fini della tutela dell’art. 15 Cost., è 
sufficiente un livello di garanzia minore, rappresentato da un 
provvedimento motivato dell’autorità giudiziaria, che può essere 
costituito anche da un decreto del pubblico ministero”45. 
Dunque, il tribunale di Milano ha ritenuto sufficiente un 
provvedimento “generale” di autorizzazione riferito a richieste 
complessivamente proposte dagli investigatori, ma ha 
considerato inutilizzabili le registrazioni effettuate, nelle stesse 
condizioni, senza alcuna preventiva autorizzazione del 
magistrato inquirente. 
La decisione della Cassazione46 avrebbe forse richiesto uno 
sforzo di più adeguata coerenza. Se davvero la riferibilità della 
registrazione ad uno dei partecipanti diminuisce il livello di 
intrusione nella sfera privata, non si comprende perché la 
riservatezza trovi nell’ipotesi dell’“agente segreto attrezzato per 
il suono” una tutela più ampia di quella garantita nei confronti di 
un interlocutore non supportato dalla polizia giudiziaria. 
Trattandosi in entrambi i casi di consentire, sia pur per il tramite 
di una persona ammessa al colloquio, la cognizione “sonora” 
della comunicazione da parte di soggetti che non erano presenti, 
e che i partecipi non avevano inteso ammettere. 
La verità è che, come mostra di ben comprendere il Tribunale 
di Milano, il principio in esame enuclea una “speciale 
riservatezza” opponibile solo alla polizia giudiziaria . 
                                                        
45 Così, G. LEO, Necessario il provvedimento autorizzativo dell’Autorità giudiziaria per il 
ricorso al cd. “agente attrezzato per il suono, in Diritto Penale Contemporaneo, 1/2012, 
pag. 166. 
46 Cass., sez., VI, 21 giugno 2010, n. 23742, Angelini, in Guida dir., 2010, 38. 
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La logica non è quella , tipica dell’art. 2 Cost., di una 
protezione dei “contenuti” della privatezza, opponibili a 
chiunque, ma si orienta piuttosto alla specifica garanzia contro la 
forza pervasiva del potere pubblico, a titolo di bilanciamento tra 
le esigenze di accertamento dei reati e quelle di tutela dei diritti 
fondamentali degli individui47. 
 
 
4.3 Impedimento e interruzione di comunicazioni 
 
Anche nel caso di impedimento ed interruzioni di 
comunicazioni, senza ombra di dubbio, non si ricade nella 
categoria delle intercettazioni, questo perché in entrambi i casi 
non si perviene ad apprendere il contenuto della conversazione. 
L'impedimento evoca un'attività volta ad ostacolare una 
comunicazione in modo tale che non possa neppure iniziare, 
l'interruzione allude ad un colloquio già in atto48. 
Di interesse è che nel vecchio codice questi due interventi 
erano assoggettati al regime giuridico per le intercettazioni in 
senso stretto; nel nuovo codice, invece, la previsione è 
scomparsa. 
Ad oggi l'art. 284 c.p.p. (arresti domiciliari) al comma 2' 
mantiene il potere (già previsto dal codice del 1930 all’art. 254-
                                                        
47 Così, G. LEO, Necessario il provvedimento autorizzativo dell’Autorità giudiziaria per il 
ricorso al cd. “agente attrezzato per il suono, in Diritto Penale Contemporaneo, 1/2012, 
pag. 166. 
48 In tal senso, CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996, 
pag. 24-25. 
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
31 
quater c.p.p.) di imporre limiti o divieti alla libertà di 
comunicazione dell'imputato agli arresti domiciliari49, mentre 
non pare che la norma riproponga l'interruzione di un colloquio. 
La norma sopracitata consente senz'altro di disattivare 
l'utenza telefonica: solo in questo ambito, dunque, sopravvive la 
facoltà di “impedimento”. 
 
 
                                                        
49 ovviamente il giudice deve motivare l'eventuale apposizione di tali limiti: l'art 284 
comma 2 c.p.p. non lo dice in modo esplicito, ma vale senz'altro l'art. 15 comma 2 Cost.; 
cfr. Cass., sez. VI, 2 febbraio 1995, Paziente, in Arch. Nuova procedura penale, 1995, pag. 
921. 
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
32 
Capitolo III - Tipologie di captazione 
1 Le intercettazioni disciplinate dal codice 
1.1 I limiti di ammissibilità delle intercettazioni telefoniche 
 
La disciplina delle intercettazioni è collocata tra i mezzi di 
ricerca della prova, ovvero nel titolo III del c.p.p. e più 
precisamente nel capo IV che prende il nome appunto di 
“Intercettazioni di conversazioni o comunicazioni”. 
Il legislatore in questo Capo ha dettato un complesso di 
norme che possono ritenersi le regole “ordinarie” in materia di 
ammissibilità delle operazioni di intercettazione telefonica. 
Esse sono rinvenibili all'art. 266 c.p.p., secondo cui al primo 
comma “l'intercettazione di conversazioni o comunicazioni 
telefoniche e di altre forme di telecomunicazioni è consentita nei 
procedimenti relativi ai seguenti reati: 
a) delitti non colposi per i quali è prevista la pena 
dell’ergastolo o della reclusione superiore nel massimo a 
cinque anni determinata a norma dell’articolo 4; 
b) delitti contro la pubblica amministrazione (c.p. 314 ss.) per i 
quali è prevista la pena della reclusione non inferiore nel 
massimo a cinque anni determinata a norma dell’articolo 4; 
c) delitti concernenti sostanze stupefacenti e psicotrope;  
d) delitti concernenti le armi e le sostanze esplosive;  
e) delitti di contrabbando; 
f) reati di ingiuria (c.p. 594), minaccia (c.p. 612), usura (c.p. 
644), abusiva attività finanziaria, molestia o disturbo alle 
persone col mezzo del telefono (c.p. 660) 
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f-bis) delitti previsti dall’articolo 600-ter, comma 3, del codice 
penale, anche se relativi al materiale pornografico di cui 
all’articolo 600-quater.1 del medesimo codice”. 
L'articolo 266 c.p.p. al primo comma prevede dunque i 
presupposti formali di ammissibilità dello strumento di ricerca 
della prova. 
Per effettuare le intercettazioni occorre rispettare delle 
condizioni, prima fra tutte la natura del reato per cui si indaga. 
Non ogni reato consente di ricorrere a tale mezzo di ricerca della 
prova, ma è possibile farlo solamente in relazione a talune ipotesi 
previste tassativamente. 
Il precedente assetto dell’istituto rifiutava qualsiasi criterio di 
proporzione fra la gravità del reato su cui si indagava e la 
compressione di una libertà inviolabile: perciò, secondo molti 
Autori, realizzava un sistema costituzionalmente eccepibile50. 
Sarebbe stata illegittima costituzionalmente una disciplina 
che prevedesse l’attribuzione di un invasivo potere dell’autorità 
giudiziaria nella segretezza delle comunicazioni senza 
predeterminare per quali reati potesse essere consentito51. 
E fu così che nel 1974 il legislatore introdusse un elenco 
tassativo delle fattispecie che permettono di disporre 
                                                        
50 Anche sé, prima dell’entrata in vigore della legge 8 aprile 1974 n. 98, è stato possibile 
ricorrere alle intercettazioni qualunque fosse la notitia criminis, anche se riguardava 
una fattispecie bagatellare; Cfr. V. GREVI, Appunti in tema di intercettazioni telefoniche 
operate dalla polizia giudiziaria, in Riv. dir. proc. pen., 1967, pag. 733. 
51 Su questo piano, cfr. G. ILLUMINATI, La disciplina processuale delle intercettazioni, 
Giuffrè, Milano, 1983, pag. 74, secondo il quale “sarebbe in effetti irrazionale, oltre che 
probabilmente inadeguato dal punto di vista delle garanzie costituzionalmente 
doverose, che un mezzo di indagine così gravemente limitativo dei diritti individuali 
potesse essere disposto per qualunque reato – magari contravvenzionale - 
indipendentemente dalla sua natura e dalla sua rilevanza sociale”. 
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l’intercettazione, estendendo ad un mezzo di ricerca della prova 
una soluzione nata per le misure cautelari52. 
Rientrano quindi nella categoria dei presupposti formali 
l’elenco dei reati ammessi all’intervento captativo, che segue un 
criterio quantitativo (lettera a,b), integrato da un criterio 
qualitativo, secondo cui, con riguardo a specifici caratteri del 
reato, risulti particolarmente efficace l’intervento captatorio 
(lettera c,d,e,).53 
Alla lettera f) invece, vi sono quei reati per i quali si consente 
il ricorso allo strumento intercettativo sulla base delle 
caratteristiche concrete della condotta. Il reato di molestie o 
minacce telefoniche nonostante sia un reato di competenza del 
giudice di pace, rispetto al quale è dunque evidente che non 
possa ritenersi come reato di particolare gravità, viene 
comunque sussunto nella categoria dei reati accertabili con lo 
strumento intercettativo, allorché sia proprio attraverso il mezzo 
del telefono che viene compiuto l'illecito. 
Il legislatore ha tenuto conto che in tale circostanza poteva 
essere molto funzionale ed importante l'utilizzo di questo mezzo 
di ricerca della prova. 
Peraltro, con riguardo alle tipologie criminose, va 
rammentato che nell'ipotesi in cui un intercettazione venga 
ritualmente ordinata per un reato per il quale in astratto si 
preveda la pena massima superiore a cinque anni, e 
successivamente l'imputazione venga mutata in un'altra 
sanzionata più lievemente, la prova acquisita è utilizzabile; 
                                                        
52 Si vede la già citata l. 8 aprile 1974, n 98. 
53 In tal senso, docente Prof. G. ALFREDO, La disciplina delle intercettazioni tra 
presupposti di legittimità, divieti d’uso e distruzione, 2012/2013, pag. 9. 
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infatti, come si vedrà meglio successivamente, il divieto di cui 
all'art. 271 c.p.p. è imposto con riferimento ai procedimenti 
adottati in casi non consentiti: se l'atto è invece legittimo, i suoi 
risultati mantengono tale carattere anche se la modifica della 
qualificazione giuridica del reato fa diventare, con valutazione 
postuma, non più conforme alla previsione processuale, la 
intercettazione eseguita54. 
Naturalmente si potrebbe notare che anche altri mezzi di 
ricerca della prova incidono su diritti costituzionalmente 
rilevanti; basterebbe pensare alle perquisizioni, consentite per 
qualsiasi notizia di reato. Però le intercettazioni, come abbiamo 
già notato, presentano una caratteristica davvero notevole: 
coinvolgono sempre ed inevitabilmente soggetti estranei 
all'ipotesi delittuosa. 
Da tener presente che negli ultimi anni è stata aggiunta, alle 
ipotesi previste dall'art. 266 c.p.p., la lettera f-bis), introdotta 
dalla L. 3 agosto 1998, n. 269. 
Tale norma ha esteso la possibilità di ricorrere ad 
intercettazioni anche per i reati concernenti lo sfruttamento 
della prostituzione, della pornografia, del turismo sessuale in 
danno ai minori.  
La parole “anche se relativi al materiale pornografico di cui 
all'art. 600-quater.1 del medesimo codice” sono state inserite 
dall'art. 13, L. 6 febbraio 2006, n 38., la quale dispone regole in 
materia di lotta contro lo sfruttamento sessuale dei bambini e 
della pedopornografia anche a mezzo internet. 
 
                                                        
54 Cass., sez. III, 28 febbraio 1994, Roccia, in C.E.D. Cass., RV. 197616. 
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1.2 I presupposti sostanziali: “i gravi indizi di reato” e 
“l'assoluta indispensabilità ai fini della prosecuzione delle 
indagini” 
 
Dopo aver trattato dei presupposti formali di ammissibilità 
dello strumento di ricerca della prova passiamo ad analizzare i 
presupposti sostanziali di cui all'articolo 267 c.p.p., ovvero quelli 
che legittimano la consistenza oggettiva per l'attivazione 
dell'intercettazione: i “gravi indizi di reato” e “l'assoluta 
indispensabilità ai fini della prosecuzione delle indagini”. 
Che cosa bisogna intendersi per “gravi indizi di reato” di cui 
all'art. 267 c.p.p.? 
La dicitura “gravi indizi di reato” ha generato una vivace 
riflessione sul significato del termine “indizio”.  
In un primo momento è necessario comprendere se l'indizio 
di cui all'art. 267 c.p.p. sia assimilabile al quadro indiziario di cui 
all'art. 273 c.p.p. (in tema di misure cautelari), ovvero alle prove 
indiziarie di cui all'art. 192 comma II c.p.p. 
Gli indizi richiesti per l'autorizzazione del mezzo di ricerca 
della prova non appaiono assimilabili, sia al quadro indiziario di 
cui all'art 273 c.p.p., che a quello di cui all'art 192 c.p.p., in quanto 
vengono acquisiti con valutazioni diverse in forza dell'autonomia 
strutturale e finalistica delle fasi55. 
                                                        
55 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag. 77. 
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Infatti, nonostante alcuni Autori 56 lo abbiano sostenuto, l'art. 
192 c.p.p. (in tema di valutazione della prova) non pare 
applicabile al caso del decreto autorizzativo di 
un'intercettazione. 
In primo luogo, la differenza fondamentale con gli indizi di cui 
all'art. 192 c.p.p. è che non sono richiesti, ai fini dell'emissione di 
un provvedimento coercitivo, i caratteri della precisione e 
concordanza. 
Essendo sufficiente che tali indizi siano idonei a dimostrare, 
con elevato grado di probabilità, la sussistenza della condotta 
criminosa ipotizzata, riferibile all'indagato. Dunque probabilità e 
non certezza. 
Al giudice, dunque, nel momento in cui dispone 
l'intercettazione, si richiede una valutazione certamente meno 
stringente rispetto a quella che deve fondare l'affermazione di 
responsabilità57. 
Inoltre, sebbene l'articolo 267 comma 1 c.p.p. faccia 
riferimento al termine “indizi” in una visione pluralistica, basta 
un solo elemento per supportare la richiesta di autorizzazione, 
dal momento che è necessario la forza persuasiva dello stesso e 
non la pluralità degli elementi58. 
                                                        
56 Così A. NAPPI, Guida al codice, cit., p. 132; F. TABANELLI, Le intercettazioni 
telefoniche tra vecchio e nuovo codice di procedura penale, in Nuovo dir., 1992, p. 311, 
contra, C. TAORMINA, Diritto processuale penale, vol. I, Giappichelli, Torino, 1995, p. 
326. 
57 Così, A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996, pag. 72. 
58 In tal senso, C. TAORMINA, Diritto processuale penale, vol. I, Giappichelli, Torino, 
1995, pag. 326, riferendosi più specificatamente al termine indizio più che all'elemento 
indagine. 
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A dire il vero la prassi si è mostrata a volte troppo indulgente 
nel vagliare le richieste di autorizzazione: basti appunto pensare 
a quelle pronunce che affermano la legittimità di intercettazioni 
disposte sulla base di semplici sospetti59. 
Anche se bisogna essere a conoscenza che ci si trova in una 
fase (delle indagini preliminari) in cui tutti gli elementi a carico 
sono ancora fluidi e perfettibili; per questo motivo non sembra si 
possa negare il ricorrere all’intercettazione in tutti quei casi in 
cui l’addebito provvisorio non sia ancora ben definito. 
Quindi occorre considerare la possibilità, ammessa dalla 
prassi giurisprudenziale, di ricorrere allo strumento 
intercettativo tutte le volte in cui gli indizi di reato lascino aperte 
più possibilità tra una fattispecie contenuta nell’elenco tassativo 
di cui all’art. 266 c.p.p. I comma e altra fattispecie estranea ad 
esso60. 
Anche se parte della dottrina61 ha affermato che 
l’autorizzazione non può essere semplicemente concessa se 
l’ipotesi di reato non sia chiaramente definita. 
La discordanza tra le due opinioni potrebbe essere risolta in 
tale modo: se le fattispecie penali ipotizzabili rientrano in quelle 
indicate negli articoli 266 e 266-bis c.p.p. non dovrebbero 
sorgere problemi; problemi sorgono invece nel caso in cui le 
fattispecie ipotizzabili non rientrano tutte negli articoli appena 
sopracitati. 
                                                        
59 Cass., sez. IV, 23 Febbraio 1989, in Riv. pen., 1990, pag. 495; Cass., sez. VI, 27 giugno 
1988, Riv. pen., 1989, pag. 626. 
60 Cass., sez. I, 12 marzo 1990, Bicici, in Giust. pen., 1991, III, pag. 424. 
61 Così, G. ILLUMINATI, La disciplina processuale delle intercettazioni, Giuffrè, Milano, 
1983, pag. 75. 
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Prendiamo ad esempio il caso in cui vi sia in dubbio se il 
privato si trovasse in posizione di parità rispetto al funzionario, 
oppure fosse invece stato sopraffatto dal così detto metus 
potestatis, con la conseguenza di far sorgere incertezza solo sulla 
qualificazione giuridica del fatto, concussione o corruzione, ma 
non sulla legittimità dell’intercettazione prevista per entrambe le 
ipotesi criminose. 
In tale caso non ci dovrebbero esser problemi in quanto le 
fattispecie penali ipotizzate, quali corruzione e concussione, 
rientrano nella catalogazione per cui è ammissibile l’utilizzazione 
dello strumento intercettativo. 
Diverso invece sarebbe il caso in cui gli “indizi” lascino aperte 
più possibilità, delle quali solamente una o alcune di esse  
rientrino nella catalogazione di cui agli art 266 e 266-bis c.p.p. 
In tal caso non pare corretto l’orientamento della prassi, il 
quale ammette senza problemi l’intercettazione. 
Ad esempio si può ipotizzare la circostanza in cui il presunto 
delitto sia oscillante tra le ipotesi di concussione ed il semplice 
abuso d’ufficio. Premettendo che l’intercettazione non è 
ammessa per il secondo reato (abuso d’ufficio), non basta che gli 
indizi rendano molto probabile che sia stato commesso  il reato 
di concussione: è necessario che debba risultare più 
verosimilmente la concussione rispetto al semplice abuso di 
ufficio, ovvero devono ricorrere i “gravi indizi” per il reato di 
concussione. 
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E’ intervenuta anche recentemente la Cassazione62 asserendo 
che: in tema di intercettazione di conversazioni o comunicazioni, 
il presupposto dei gravi indizi di reato va inteso non in senso 
probatorio, ossia come valutazione del fondamento dell’accusa, 
ma come vaglio di particolare serietà delle ipotesi delittuose 
configurate, le quali  non devono risultare meramente ipotetiche, 
essendo al contrario richiesta una sommaria ricognizione degli 
elementi dai quali sia dato desumere la seria probabilità 
dell’avvenuta consumazione di reato. 
In altre parole va escluso che al presupposto “gravi indizi di 
reato” possa essere attribuito un connotato di tipo “probatorio” 
in chiave di prognosi, seppure indiziaria, di colpevolezza, posto 
che ciò che è dirimente è l’esistenza di un fatto storico integrante 
una determinata ipotesi di reato. 
In una tale prospettiva, la motivazione del decreto 
autorizzativo non deve esprimere una valutazione sulla 
fondatezza dell’accusa, ma solo un vaglio di effettiva serietà del 
progetto investigativo, conseguendone che la principale funzione 
di garanzia della motivazione del decreto risiede 
nell’individuazione della specifica vicenda criminosa cui 
l’autorizzazione si riferisce, in modo da prevenire autorizzazioni 
in bianco63. 
Anche se come afferma la Cassazione64, i gravi indizi di reato 
non devono essere intesi in senso probatorio  (ossia come 
valutazione del fondamento dell’accusa), ma come vaglio di 
                                                        
62 Cass., sez. IV, 26 Febbraio 2010 n. 10902, Morabito, in C.E.D. Cass., RV. 246688.  
63 Cass., sez. I, 16 gennaio 1985 n. 1079, in C.E.D. Cass., RV. 201238. 
64 Cass., sez. V,  8 ottobre 2003 n. 41131, in C.E.D. Cass., RV. 227054 
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particolare serietà delle ipotesi delittuose configurate, che non 
devono risultare meramente ipotetiche. 
Fino ad ora si è parlato dei “gravi indizi di reato”, da tener 
ben distinti da quelli di reità. 
I gravi indizi di reato, a differenza dei gravi indizi di 
colpevolezza di cui all’art. 273 c.p.p. (in tema di condizioni 
generali di applicabilità delle misure cautelari) , devono attenere 
all’esistenza dell’illecito penale e non alla colpevolezza di un 
determinato soggetto, il quale può essere del tutto ignoto nel 
momento in cui il mezzo intercettativo viene disposto. 
In merito, la Corte di Cassazione65 si è espressa sui gravi 
indizi di reato affermando che, ai sensi dell’articolo 267 comma I 
c.p.p., questi costituiscono presupposto per il ricorso alle 
intercettazioni, attengono all’esistenza del reato e non alla 
colpevolezza di un determinato soggetto. Dunque per procedere 
ad intercettazione non è necessario che detti indizi siano a carico 
di soggetti le cui comunicazioni debbano essere, a fine di 
indagine, intercettate. 
Ciò si desume infatti dalla struttura e finalità delle norme che 
autorizzano le intercettazioni. 
Ai fini della tutela collettiva, le norme che autorizzano le 
intercettazioni prevedono che, in via eccezionale, in conformità 
dell’art. 15 II comma Cost., sia ammessa la violazione del diritto 
alla segretezza e di ogni altra forma di comunicazione, anche nei 
confronti di un soggetto che non sia indagato. 
                                                        
65 Cass., sez. V, 7 febbraio 2003 n. 38413, Alvaro, in C.E.D. Cass., RV. 227411. 
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E’ evidente che i gravi indizi di reato ruotano attorno al 
profilo oggettivo (“fatto storico” integrante ad una determinata 
fattispecie giuridica) e non soggettivo (colpevolezza 
dell’indagato-imputato), come nel caso della misura cautelare. 
I gravi indizi di reato non costituiscono l’unica condizione per 
attivare le intercettazioni; ulteriore requisito è quello 
dell’assoluta indispensabilità dell’intercettazione ai fini della 
prosecuzione delle indagini. 
Quanto alla “assoluta indispensabilità” dell’intercettazione “ai 
fini della prosecuzione delle indagini” si è detto rispettivamente 
che gli elementi probatori non possono essere acquisiti con altri 
mezzi di indagine66 ed inoltre che il procedimento sia già avviato, 
con la conseguenza che l’intercettazione non può essere 
autorizzata come primo atto di indagine67. 
Infatti, in un ordinamento in cui il diritto alla segretezza della 
corrispondenza costituisce una libertà fondamentale, il ricorso 
all’intercettazione dovrebbe sempre rappresentare l’extrema 
ratio; quando bastino testimonianze, ricognizioni, documenti e 
via dicendo, è corretto evitare di ledere quello stesso diritto68- 
 
 
 
 
                                                        
66 Così, G. SPANGHER, La disciplina italiana delle intercettazioni di conversazioni o 
comunicazioni, in Arch. pen., 1994, pag. 7. 
67 Così, A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996, pag  77. 
68 Così, A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996, pag 76. 
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
43 
1.3 La formula aperta dell'art. 266 c.p.p. e la disciplina 
delle intercettazioni telematiche (art. 266-bis c.p.p.) 
 
A questo punto è importante soffermarsi, nell’analisi del 
dettato normativo dell'art. 266 c.p.p., sulle parole “altre forme di 
telecomunicazione”. 
Il legislatore del 1988 ha dunque preferito adottare una 
formula non solo ampia ma, ciò che più conta, “aperta”: si parla 
infatti di “intercettazione di conversazioni o comunicazioni 
telefoniche e di altre forme di telecomunicazione”69. 
Da tale formula il concetto normativo di intercettazione 
riceve una notevole forza espansiva, capace di ricomprendere le 
acquisizioni della scienza elettronica. 
La legge 23 dicembre del 1993 n. 547, grazie  all'articolo 11,  
ha aggiunto dopo l’art. 266 c.p.p., il 266-bis rubricato 
“Intercettazioni di comunicazioni informatiche o telematiche”. 
Tale articolo dunque è stato introdotto anni prima della 
diffusione capillare delle comunicazioni telematiche nel nostro 
paese, dimostrando una certa lungimiranza anche se ha fatto 
                                                        
69 “Non meglio individuate”, nota F. CORDERO, Codice di procedura penale commentato, 
2a edizione, Utet, Torino, 1992, p. 306, sub art. 266; ma è proprio questo il significato 
di una normativa proiettata per il futuro. Corrispondentemente, appariva troppo 
ristretta l'originaria rubrica del capo IV (titolo III, libro III) , che nel progetto 
preliminare era ancora “Intercettazioni telefoniche”, essa veniva modificata in quella 
attuale (“Intercettazioni di conversazioni o comunicazioni) nel passaggio al progetto 
definitivo (cfr. la relazione al testo definitivo, in Gazz. Uff., 24 ottobre 1988, serie 
generale n. 256, supplemento ordinario n. 2, p. 183). 
Queste esplicite correzioni, in base ai noti principi della gerarchia delle fonti , si 
rendevano necessarie : nessun dubbio può sorgere sul fatto che l'art. 15 Cost. abbia una 
portata storicamente variabile, tale da comprendere ogni nuova forma di 
comunicazione; cfr., per tutti, A. PACE, Commento art. 15, , in Commentario della 
Costituzione, a cura di G. BRANCA, Zanichelli, Bologna, 1977, pag. 87. 
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sorgere grossi problemi interpretativi; a tal proposito la dottrina 
ha elaborato due opposte tesi, una “estensiva” e l'altra 
“restrittiva”. 
Secondo la tesi estensiva70 l'art. 266-bis c.p.p. ha una portata 
più ampia di quanto possa sembrare a prima vista. La norma non 
richiede che l'uso di tecnologie informatiche sia elemento 
costitutivo del reato, ma solamente che il reato sia commesso con 
tali strumenti; nella previsione normativa rientrano sia quelli che 
sono necessariamente posti in essere con l'ausilio di simili 
congegni (ad esempio l'accesso abusivo ad un sistema 
informatico o telematico di cui all'art 615-ter c.p.), sia reati a 
forma libera che occasionalmente siano commessi a mezzo di 
computer. 
Mentre la tesi restrittiva (sostenuta da Ugoccioni71 e Filippi72) 
sostiene che la tassatività delle ipotesi ricavata da una lettura 
combinata dell'art. 266 c.p.p. con l'art. 266-bis c.p.p. non può 
venir meno, altrimenti si poterebbe ravvisare una disparità di 
trattamento tra diversi imputati di uno stesso reato commesso 
con modalità tecniche differenti, le une legittimanti e le altre 
no73. 
                                                        
70 R. BORRUSO, La tutela del documento e dei dati, in R. BORRUSO, G. BUONOMO, G. 
CORASANITI, G. D’AIETTI, Profili penali dell’informatica, Milano, 1994, pag. 34, 
denomina “reati informatici propri” quelli in cui l'evento non potrebbe mai verificarsi 
senza il computer, “reati informatici impropri” quelli in cui l'uso del computer si 
configura solo come una delle possibili modalità della condotta criminosa (si pensi alla 
diffusione per via informatica di false quotazioni di borsa, in relazione al diritto di 
aggiotaggio che potrebbe essere commesso con altre modalità). 
71 Così, L. UGOCCIONI, Criminalità informatica, in Legislazione Penale, 1996, pag. 140-
144. 
72 In tal senso, L. FILIPPI, L'intercettazione di comunicazioni, Giuffrè, Milano, 1997. 
73 Così, C. Di MARTINO, T. PROCACCINATI, Le intercettazioni telefoniche, CEDAM, 
Padova, 2001, pag. 47. 
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La Corte di Cassazione74 ha chiarito la questione affermando 
che la novità dell'art. 266-bis c.p.p. sta proprio nell'aver esteso 
l'ambito di ammissibilità delle intercettazioni ai procedimenti 
aventi ad oggetto i “computer crime”, ma anche nell'aver 
consentito l'intercettazione di flussi di dati (bit), nell'ambito dei 
singoli sistemi oppure intercorrenti tra più sistemi. 
Di fondamentale importanza, per comprendere la differenza 
che intercorre tra intercettazioni informatiche e telematiche, è 
considerare quale significato la dottrina abbia attribuito alle 
espressioni “sistema informatico” e sistema telematico” 
Secondo parte della dottrina75, un sistema informatico è un 
complesso costituito da più elaboratori elettronici collegati tra 
loro per scambiare dati, ma può essere costituito da un solo 
elaboratore, purché collegato (fisicamente) ad una serie di altre 
macchine informatiche, dette periferiche, per la realizzazione 
specifica di una funzione o applicazione. 
Mentre un sistema telematico è un sistema in cui gli 
elaboratori non sono in permanenza collegati tra loro da un cavo 
di connessione, ma utilizzano cavi telefonici e modulatori di toni, 
satelliti artificiali. 
Secondo tale teoria, ciò che distingue principalmente il 
sistema informatico dal sistema telematico è dunque soltanto il 
metodo utilizzato per la trasmissione dei dati a distanza: i sistemi 
informatici sono collegati direttamente attraverso il cavo, i 
sistemi telematici sono collegati attraverso le linee telefoniche o 
satellitari. 
                                                        
74 Cass., sez. un., 24 settembre del 1998 n 21, in Cass. pen. 1999, pag. 465. 
75 Così, C. DI MARTINO, T. PROCACCINATI, Le intercettazioni telefoniche, CEDAM, 
Padova, 2001, p. 44-45. 
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Da questo orientamento dottrinale maggioritario si deduce 
che la discriminante intercorrente tra sistema informatico e 
sistema telematico si basi sulla presenza o assenza del cavo. 
Ma allora come si considerano i collegamenti tra due 
computer basati sul bluetooth e sul wireless? Vanno considerati 
telematici o informatici? 
L'orientamento dottrinale ci imporrebbe di catalogarli come 
collegamenti telematici, dato che non sfruttano l’utilizzo del cavo 
di rete. 
Da tener presente che tale definizione tecnica di sistema 
informatico e telematico, coniata dalla dottrina,  diverge dalla 
definizione che viene data dalla ingegneria delle 
telecomunicazioni: la quale intende come sistema informatico 
una serie di altre macchine informatiche, meglio dette periferiche 
collegate tra loro per la realizzazione specifica di una funzione o 
applicazione. 
Sostanzialmente la discriminante non si basa sul 
collegamento, bensì dalla funzione di dipendenza delle macchine 
verso un unico scopo correlato dalla dipendenza dell'una e 
dell'altra macchina per l’espletamento delle loro funzioni o di 
una determinata funzione. 
In altre parole, secondo l'ingegneria delle telecomunicazioni, 
può essere considerato sistema informatico anche un singolo 
computer con periferiche (scanner, stampante, monitor, 
riproduttori audio) o anche più computer che dipendono dal 
funzionamento l'uno dell'altro come terminali stupidi76 per la 
                                                        
76 Così, N. PALAZZOLO, Corso di informatica giuridica, Torre, Catania, 1998, pag. 5. 
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consultazione di situazioni situate in “remoto” e quindi da 
considerare come una periferica del sistema centrale. 
Invece il sistema telematico è la interconnessione di più 
sistemi informatici, che venga tramite cavo o tramite qualsiasi 
altro sistema (wireless, bluetooth) o tramite cavi telefonici, 
capaci di scambiare informazioni  e di comunicare tra loro, 
adempiendo all'applicazione alla loro funzione 
indipendentemente l'una dall'altra77. 
Oggetto dell'intercettazione è la comunicazione intercorrente 
tra due o più elaboratori anche se connessi in una rete locale 
L.A.N.  (Local Area Network). 
Sul punto è intervenuta la Cassazione78, definendo il concetto 
di “sistema informatico” secondo la ricorrente espressione 
utilizzata nella legge 23 dicembre 1993, n. 547, che ha introdotto 
nel codice penale i cosiddetti computer's crimes. 
Essa lo definisce come “un complesso di apparecchiature 
destinate a compiere una qualsiasi funzione utile all'uomo, 
attraverso l'utilizzazione (anche parziale) di tecnologie 
informatiche, che sono caratterizzate ˗˗ per mezzo di un'attività 
di “codificazione” e “decodificazione” ˗˗ dalla “registrazione” o 
“memorizzazione”, per mezzo di impulsi elettronici, su supporti 
adeguati, di “dati”, cioè di rappresentazioni elementari di un 
fatto, effettuata attraverso simboli (bit), in combinazioni diverse, 
e dalla elaborazione automatica di tali dati, in modo da generare 
“informazioni”, costituite da un insieme più o meno vasto di dati 
                                                        
77 Così, COUCH LEON, Fondamenti di Telecomunicazioni, Apogeo, Milano, 2002, pag. 38-
41.  
78 Cass., sez. VI, 4 ottobre 1999 n. 3067, Piersanti, in C.E.D. Cass., RV. 214945. 
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organizzati secondo una logica che consenta loro di esprimere un 
particolare significato per l'utente. 
 
 
1.4  Impianti interni ed esterni alla Procura 
 
Le operazioni di intercettazioni, in base all'articolo 268 
comma 3 c.p.p., in ossequio alla direttiva79 di cui al punto d) 
dell'art. 2, possono essere compiute esclusivamente per mezzo 
degli impianti installati presso la procura della Repubblica; 
“tuttavia quando tali impianti risultano insufficienti o inidonei ed 
esistono eccezionali ragioni di urgenza, il pubblico ministero può 
disporre, con provvedimento motivato, il compimento delle 
operazioni mediante impianti di pubblico servizio o in dotazione 
dell'autorità giudiziaria”. 
La situazione di normale utilizzo degli impianti esistenti 
presso la Procura può, quindi, essere derogata in presenza di due 
requisiti: il primo prevede, in via alternativa, la insufficienza 
ovvero l’inidoneità degli impianti in dotazione alla procura; il 
secondo presuppone l’esistenza di ragioni di eccezionale 
urgenza, che non permettano di attendere il ripristino della 
situazione che consentirebbe lo svolgimento di intercettazioni 
tramite gli impianti ordinari di captazione. 
 Le eccezionali ragioni di urgenza, che autorizzano il pubblico 
ministero a disporre il compimento delle operazioni mediante 
impianti in dotazione della polizia giudiziaria, si riferiscono 
                                                        
79 direttiva n. 41 della legge delega del 16 febbraio del 1987. 
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ovviamente alla sola ipotesi in cui gli impianti esistenti presso la 
procura della Repubblica siano insufficienti, potendosi ritenere 
che, trascorso un ragionevole periodo di tempo, l'intercettazione 
autorizzata possa essere eseguita. Inoltre il presupposto 
dell'urgenza deve ricorrere anche nella diversa ipotesi in cui gli 
impianti siano ritenuti inidonei, dal momento che il ricorso ad 
uno strumento di ricerca della prova non può essere 
condizionato dal tempo necessario all'ufficio giudiziario per 
dotarsi di attrezzature più moderne ed efficienti80. 
E' opportuno sul punto ricordare ai fini dell'individuazione 
della ratio della legge, le indicazioni fornite all'epoca dalla già 
richiamata sentenza della Corte Costituzionale81. 
Essa aveva statuito che qualsiasi compressione del diritto di 
libertà e di segretezza di ogni forma di comunicazione dovesse 
essere subordinata al rispetto di precise garanzie, non soltanto di 
ordine giuridico ma anche di ordine “tecnico”, finalizzate alla 
possibilità che l'autorità giudiziaria eserciti, anche di fatto, il 
controllo necessario ad assicurare che si proceda soltanto alle 
intercettazioni autorizzate, solo a queste e nei limiti 
dell'autorizzazione82. 
Si evince, attraverso la disamina della giurisprudenza che 
l’obbligo di motivazione del decreto da parte del pubblico 
ministero, al fine di disporre il compimento delle operazioni 
mediante impianti esterni, costituisce l’attuazione di quel livello 
minimo di garanzie desumibile dall’art. 15 Cost., direttamente 
                                                        
80 Cass., sez. V, 9 maggio 2002, p.m. in proc. Pinto, in C.E.D. Cass., RV. 223547. 
81 Corte Costituzionale, 6 Aprile 1973 n. 34.  
82 Corte Costituzionale, 6 Aprile 1973 n. 34, in Giur. Cost., 1973, pag. 316, con nota di 
GREVI, Insegnamenti, moniti e silenzi della Corte costituzionale in tema di 
intercettazioni. 
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proporzionale all’incidenza del mezzo invasivo sul diritto alla 
libertà e alla segretezza delle comunicazioni garantito dalla Carta 
fondamentale83. 
Il riferimento a tale premessa deve essere indirizzato all’art. 
111 Cost., comma 6, il quale impone che i provvedimenti 
debbono essere motivati, in quanto tale obbligo non costituisce 
“solo un principio di rilevanza costituzionale, ma è anche una 
regola basilare di civiltà giuridica”, perché è proprio attraverso 
l’apparato argomentativo dell’atto che si rende possibile 
conoscere il percorso logico seguito dal magistrato e, di 
conseguenza, consentire un’effettiva tutela dei diritti garantiti 
costituzionalmente84. 
Nonostante il potere di emettere il decreto motivato 
appartenga indiscutibilmente al pubblico ministero, va 
comunque tenuto presente che è al giudice attribuito 
l’insostituibile vaglio di controllo sull’adozione dello stesso solo 
in fase di valutazione sulla utilizzabilità e non in fase di 
autorizzazione. 
In tal modo viene assicurato il controllo sul provvedimento, la 
contezza del riscontro circa la sussistenza dei presupposti 
sindacati, l’aver proceduto “alla valutazione relativa al 
contemperamento dei due interessi costituzionali protetti e da 
                                                        
83 Così, F. INSOM, Sussulti giurisprudenziali sulla questione delle intercettazioni 
telefoniche, mediante l’impiego di impianti esterni alla procura, in Giurisprudenza 
italiana, UTET, 2010, pag. 27. 
84 Così, V. CAMPILONGO, L’obbligo di motivazione in tema di intercettazioni di 
conversazioni o comunicazioni, questioni interpretative e problemi applicativi, in Cass. 
pen., 2005, pag. 3196.  
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ultimo l’aver proceduto al corretto uso del potere attribuitogli”85 
. 
 C’è da dire che in primo momento la Cassazione86 riteneva 
che l’obbligo di motivazione venisse correttamente assolto con il 
semplice riferimento all’insufficienza o idoneità degli impianti 
della procura, “non essendo esigibile anche la specifica 
indicazione delle ragioni di tali carenze” 
Mentre successivamente la Suprema Corte87, in base al 
combinato disposto degli artt. 268 comma III e 271 comma I 
c.p.p., ha sostenuto che siano inutilizzabili i risultati delle 
operazioni di intercettazione quando il provvedimento che ne 
dispone l’esecuzione con impianti diversi da quelli installati 
presso la procura della Repubblica manchi di motivazione. La 
mancanza di motivazione si verifica anche quando essa sia 
apparente, ovvero semplicemente ripetitiva della formula 
normativa oppure del tutto incongrua rispetto al provvedimento 
che deve giustificare88. 
Per quanto concerne invece le intercettazioni ambientali, per 
lungo tempo la maggior parte della dottrina89 ha sostenuto che la 
disciplina dell’art. 268 comma III c.p.p., non fosse a queste 
applicabile: potendosi quest’ultime realizzare solo a mezzo di 
apparecchiature vicine alla fonte sonora, richiedendo così l’uso di 
                                                        
85 Così, A. GAITO, Le intercettazioni tra norma e prassi, in Materiali per un corso di 
procedura penale, Padova, 1995, pag. 65. 
86 Cass., sez. II, 5 maggio 2000 n. 2539, Papa, in C.E.D. Cass., RV. 216296. 
87 Cass., sez. I, 17 gennaio 2003 n. 4792, Vollaro, in Guida dir., 2003, n. 20, pag. 100.  
88 Così, E. APRILE - F. SPIEZIA, Le intercettazioni telefoniche ed Ambientali. Innovazioni 
tecnologiche e nuove questioni giuridiche, Giuffrè, Milano, 2004, pag.31. 
89 Così, L. FILIPPI, L’intercettazione di comunicazione, Giuffrè, Milano, 1997, pag. 116; F. 
CAPRIOLI, Intercettazioni e registrazioni di colloqui tra persone presenti nel passaggio 
dal vecchio al nuovo codice di procedura penale, in Riv. It. e proc. pen., 1991, pag. 171. 
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strumenti istallati in luoghi diversi rispetto alle procure della 
Repubblica. 
In passato, per tali tipi di operazioni di intercettazione era 
tecnicamente impossibile l’utilizzazione degli impianti installati 
presso gli uffici della procura, in quanto vi era la necessità di 
collocazione degli apparati di ascolto in prossimità degli apparati 
o luoghi intercettandi90. 
Anche se l’art. 268 comma 3 c.p.p. parla genericamente di 
compimento delle operazioni di intercettazioni, il legislatore 
aveva inteso riferirsi solamente alle intercettazioni telefoniche.  
E che questa sia la lettura più corretta, lo si desume dalla 
legge 16 febbraio 1987, n. 81, che per un verso non cita in alcun 
modo le intercettazioni di conversazioni tra presenti, e per un 
altro, al punto d), aveva espressamente stabilito la necessità della 
“individuazione degli impianti presso cui le intercettazioni 
telefoniche possono essere effettuate”. 
Infatti, era quella telefonica l’unico tipo di intercettazione per 
il quale in precedenza si era posto il problema di evitare che le 
operazioni di ascolto e registrazione potessero avvenire in luoghi 
diversi dagli uffici delle procure. 
Nonostante tali considerazioni, la Corte  di Cassazione91 ha 
statuito che l’obbligo per il pubblico ministero di motivare 
l’eccezionale impiego di impianti installati fuori dalla procura 
                                                        
90 Così, E. APRILE - F. SPIEZIA, Le intercettazioni telefoniche e ambientali. Innovazioni 
tecnologiche e nuove questioni giuridiche, Giuffrè, Milano, 2004, pag. 34. 
91 Cass., sez. I, 17 Gennaio 2003 n. 4762, Vollaro, in Guida dir., 2003, n. 20, pag. 100. 
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della Repubblica vale anche per l’esecuzione delle intercettazioni 
ambientali. 
La motivazione consiste nel fatto che l’art. 268 comma 3, ed il 
richiamo all’art. 266 c.p.p., non permettono di distinguere le 
intercettazioni telefoniche e di altre forme di telecomunicazione 
dalle intercettazioni tra presenti. 
 
 
1.5 Le intercettazioni ambientali, anche nei luoghi di 
privata dimora 
 
L’art. 266 c.p.p. al comma II dispone che “Negli stessi casi (di 
cui al primo comma) è consentita l’intercettazione di 
comunicazioni tra presenti”. Tuttavia, qualora queste avvengano 
nei luoghi indicati dall’art. 614 del codice penale, 
l’intercettazione è consentita solo se vi è fondato motivo di 
ritenere che ivi si stia svolgendo l’attività criminosa.” 
Sicché sono da definirsi “ambientali” le intercettazioni di 
dialoghi che, svolgendosi tra persone simultaneamente presenti 
nello stesso luogo, non richiedono l’ausilio di strumenti tecnici 
per la trasmissione del suono92. 
E’ importante tener presente che alle captazioni ambientali 
(dunque tra presenti) sarà applicabile l’intera disciplina in 
materia di intercettazioni (artt. 266-271 c.p.p.), se in queste 
effettivamente ricorreranno tutti gli “elementi” integranti il 
                                                        
92 Così A. CAMON, Le intercettazioni nel processo penale, Giuffrè, Milano, 1996, pag. 175. 
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concetto stesso di intercettazione: il dialogo captato dovrà essere 
riservato; è necessario che l’ascolto sia reso possibile da 
particolari congegni elettronici; l’operazione di captazione si 
dovrà svolgere all’insaputa almeno di uno degli interlocutori. 
L’elemento distintivo con le captazioni “ordinarie” è dunque 
segnato dalle modalità del colloquio tra le persone intercettate: a 
viva voce, anziché tramite telefono o computer. 
L’art. 266 comma II c.p.p., richiede come condizione atta a 
legittimare le intercettazioni ambientali in luoghi di privata 
dimora (614 c.p.), che vi sia il “fondato motivo di ritenere che ivi 
si stia svolgendo l’attività criminosa”. 
Di assoluta attualità e concretezza è appunto il tema della 
corretta individuazione del requisito richiesto dalla norma 
affinché possa dirsi che in un dato luogo si stia svolgendo 
l’attività criminosa. 
Il legislatore del 1988 si era mosso nella direzione di  porre 
dei limiti  al fine di garantire quel “minimo spazio vitale per la 
tutela della personalità di ciascuno”93; era necessario che una 
norma come l’art. 266, secondo comma c.p.p., ponesse un argine 
a questo potere di intercettare comunicazioni o conversazioni tra 
presenti, nei luoghi di privata dimora. 
Secondo parte della dottrina94, il legislatore avrebbe però 
ecceduto nella tutela accordata, in quanto l’art. 266 secondo 
comma c.p.p. fissa due limiti che nel complesso configurano una 
                                                        
93 Così, V. GREVI, Un caso di registrazione di colloqui tra persone presenti, in Indice pen. 
1976, pag. 495. 
94 In tal senso, F. CORDERO, Procedura penale, Giuffrè, Milano, 1995, pag 739; F. 
CAPRIOLI, Intercettazione e registrazione di presone presenti nel passaggio tra vecchio e 
nuovo codice di procedura penale, in Riv. it. dir. proc. pen., 1991, pag. 172. 
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norma molto severa: uno temporale, ovvero che il reato debba 
essere in corso di compimento; l’altro spaziale, quindi che 
l’intercettazione debba colpire il luogo in cui il delitto viene 
perpetrato. 
Il primo limite è quello che desta maggiori preoccupazioni: il 
limite temporale ammette che l’intercettazione possa essere 
legittima solamente nel caso in cui operi contemporaneamente al 
momento perfezionativo del reato, anche se la logica degli 
strumenti di indagine volti alla ricerca della prova implicano per 
la normalità dei casi interventi post factum. 
Di conseguenza sembrerebbe non ammissibile 
l’intercettazione ambientale in luoghi di privata dimora prima 
che il reato sia commesso, oppure dopo il fatto di reato. 
E’ da dire perciò che una interpretazione alla lettera di tale 
requisito potrebbe rendere ammissibili le intercettazioni 
domiciliari alle sole indagini c.d. di durata (come il sequestro di 
persona), escludendone invece delitti a consumazione istantanea 
(come l’omicidio). 
La tesi secondo cui sono legittime le intercettazioni 
domiciliari dirette a captare colloqui relativi a condotte di 
progettazione o preparazione materiale del delitto95, non sembra 
possa essere condivisibile, in quanto l’art. 266 comma II  c.p.p. ha 
un significato preciso: l’“attualità” del reato. 
                                                        
95 Così G. FUMU, Commento al nuovo codice di procedura penale, coordinato da M. 
CHIAVARIO, Vol. II, Utet, Torino, 1990, pag. 778. 
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Quindi il concetto di attualità del reato, che possiamo 
reputare equivalente a quello di flagranza96, non permette di 
considerare come ammissibili quelle intercettazioni ambientali 
domiciliari riguardanti situazioni che non raggiungano 
un’intensità almeno tale da poter qualificare l’attività criminosa 
captata come tentativo. 
Anche se bisogna considerare che la formula “fondato motivo 
di ritenere …” non postuli affatto che detta attività risulti poi 
essere stata effettivamente sussistente. Essendo invece da 
considerare sufficiente, sulla base del testuale dettato normativo, 
che quell’attività in questione potesse, con giudizio ex ante, 
ragionevolmente ritenersi la sussistenza all’atto dell’emanazione 
del provvedimento di autorizzazione all’effettuazione delle 
operazioni 97. 
Se questo è vero, basta che gli elementi indizianti posti a base 
del decreto siano plausibili per poter utilizzare i dati 
dell’intercettazione, anche se risultasse ex post che la flagranza 
non sussisteva, o che il reato era sì in corso di compimento ma in 
un luogo diverso da quello sottoposto ad intercettazioni, oppure 
che non si assurgeva ancora a quel livello di idoneità ed univoca 
direzione degli atti richiesto dall’art. 56 c.p.  
In questo senso una prassi consolidata piuttosto lassista 
quanto ai requisiti minimi dell’autorizzazione, spiega i diffusi 
timori di “lasciapassare” inattaccabili98. 
                                                        
96 Cfr. V. GREVI, Nuovo codice di procedura penale e processi di criminalità organizzata: 
un primo bilancio, in Processo penale e criminalità organizzata, a cura di V. GREVI, 
Laterza, Bari, 1993, pag. 24 s. 
97 Cass., Sez. I, 12 dicembre 1994 , Manzi, in C.E.D. Cass., RV. 200242. 
98 Cass., sez. I, 12 dicembre 1994, Manzi, in Giust. Pen., 1995, III, pag. 601 
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La giurisprudenza più recente99 ha evidenziato che il 
presupposto dell’attività criminosa può essere anche ulteriore 
rispetto ai fatti criminosi già emersi a seguito delle indagini 
pregresse, in quanto non essendo siffatta limitazione prevista né 
espressamente né implicitamente dalla legge. Prosegue la corte 
dicendo che “in ogni caso, l’attività diretta alla assicurazione del 
profitto del reato, pur essendo posta in essere post delictum, 
attiene comunque alla condotta delittuosa consumata, della quale 
costituisce il completamento “economico” o, se si vuole, una delle 
“conseguenze ulteriori”, il che autorizza a definirla “attività 
criminosa” ai sensi e per gli effetti dell’art. 266, secondo comma, 
c.p.p.” 
Per completezza va ricordato che tale presupposto non opera, 
ex art. 13, d.l. 13 maggio 1991, n. 152 nell’ambito dei 
procedimenti di criminalità organizzata o di minaccia col mezzo 
del telefono. 
Adesso è necessario soffermarsi sulla corretta individuazione 
di che cosa debba intendersi per la locuzione “luoghi di privata 
dimora”, ai sensi e per gli effetti di cui all’art. 614 c.p., contenuta 
nell’art. 266, secondo comma, c.p.p. 
 La Suprema Corte100 ha chiarito che per luoghi di privata 
dimora devono ritenersi, oltre all’abitazione vera e propria, quei 
luoghi che assolvono, attualmente e concretamente, la funzione 
di proteggere la vita privata (riposo, alimentazione, 
amministrazione, occupazioni professionali o di svago) di coloro 
che li posseggono. Ne consegue però che non tutti i locali dai 
quali il possessore abbia diritto di escludere le persone a lui non 
                                                        
99 Cass., sez. VI, 19 gennaio 2004 n. 10776, in C.E.D. Cass., RV. 229515. 
100 Cass., sez. I, 20 dicembre 1991 n. 5023, Marsella, ivi, pag. 989. 
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gradite possono considerarsi luoghi di privata dimora , in quanto 
lo ius excludendi alios ex art. 614 c.p. (e quindi ex art. 266 secondo 
comma) non è fine a se stesso, ma serve a tutelare il diritto alla 
riservatezza nello svolgimento di alcune manifestazioni della vita 
privata della persona che l’art. 14 Cost. garantisce, proclamando 
l’inviolabilità del domicilio101. 
Per quanto riguarda l’abitacolo delle autovetture, secondo 
l’orientamento nettamente prevalente, si tratta di spazio 
destinato naturalmente al trasporto dell’uomo o al trasferimento 
di oggetti da un posto all’altro e non ad abitazione, con la 
conseguenza che non può essere considerato luogo di privata 
dimora, salvo che – rientrando tra le libertà la facoltà di scegliere 
lo spazio più congeniale in cui dimorare – sin dall’origine sia 
strutturato e venga di fatto utilizzato come tale, oppure sia 
destinato, in difformità della sua naturale funzione, ad uso di 
privata abitazione. 
Infatti secondo la Cassazione102, ai fini della individuazione 
delle condizioni e dei limiti di ammissibilità delle intercettazioni 
di comunicazioni tra presenti, rientrano nel concetto di privata 
dimora tutti quei luoghi che, oltre all’abitazione, assolvano alla 
funzione di proteggere la vita privata e che siano perciò destinati 
al riposo, all’alimentazione, alle occupazioni professionali e 
all’attività di svago, tra cui va ricompreso l’abitacolo di una 
autovettura, adibita di regola, ai trasferimenti da e per il luogo di 
lavoro e di svago. “E’ pertanto legittima l’intercettazione di 
colloqui tra presenti che si svolgono all’interno di un’autovettura 
quando esista il fondato motivo che ivi si stia svolgendo attività 
                                                        
101 Così, E. APRILE - F. SPIEZIA, Le intercettazioni telefoniche e ambientali. Innovazioni 
tecnologiche e nuove questioni giuridiche, Giuffrè, Milano, 2004, pag. 65. 
102 Cass., sez. II , 12 marzo 1998 n. 1831, in C.E.D. Cass., RV. 211142. 
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criminosa, da intendersi come prognosi da formulare con 
giudizio all’atto di emanazione del provvedimento di 
autorizzazione, giacché in tal caso l’interesse all’inviolabilità del 
domicilio trova il limite della tutela di interessi generali, 
anch’essi costituzionalmente protetti, ravvisabili nell’esigenza di 
esercitare l’azione penale che, ex art. 112 è obbligatoria”. 
La giurisprudenza più recente103 invece ritiene che l’abitacolo 
di un’autovettura non possa essere considerato luogo di privata 
dimora: in quanto esso è sfornito dei requisiti minimi 
indispensabili per potersi risiedere in modo stabile per un 
apprezzabile lasso di tempo, né tanto meno appartenenza a 
privata dimora, in quanto non collegato in rapporto funzionale di 
accessorietà o di servizio con la stessa; in quanto secondo la 
Cassazione104 esso è spazio destinato naturalmente al trasporto 
di persone o al trasferimento di oggetti da un luogo a un altro ed 
in quanto sfornito dei conforti minimi necessari per potervi 
risiedere stabilmente per un apprezzabile lasso di tempo, giacché 
in esso non si compiono di norma atti caratteristici la vita 
domestica. 
  
                                                        
103 Cass., sez. V, 25 maggio 2004 n. 43426, in C.E.D. Cass., RV. 230096.  
104 Cass., sez. VI, 17 ottobre 2006 n. 4125, Cimino, in C.E.D. Cass., RV. 235600 
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2 Altre forme di captazione non disciplinate dal codice 
2.1 La disciplina delle videoregistrazioni tra documenti ed 
intercettazioni 
 
Passiamo adesso a trattare delle videoregistrazioni per le 
quali il legislatore del 1988 non aveva previsto una disciplina ad 
hoc all’interno del c.p.p. 
Ancora oggi lo stesso codice, non facendo riferimento ad una 
disciplina per le immagini, carpite, intercettate, non dice niente 
circa la loro collocazione all’interno della sistematica probatoria. 
La domanda allora sorge spontanea: quale disciplina deve 
trovare applicazione per le videoregistrazioni? 
Per rispondere a tale quesito, è necessario interrogarsi su quali 
siano le finalità di tali videoregistrazioni; in altre parole laddove 
la registrazione cinematografica venga impiegata in occasione di 
un atto tipico – si ipotizzi durante un rilievo, un’ispezione, una 
perquisizione, una ricognizione, una perizia – siamo di fronte ad 
una documentazione (art. 234 c.p.p.)105. 
L’elemento caratterizzante di simili situazioni parrebbe 
essere l’uso palese della telecamera; questo modus operandi 
renderebbe infatti evidente che si versi nel caso paradigmatico di 
esecuzione di riprese video a fine meramente documentativo. 
Dunque possiamo sostenere che l’esecuzione della 
videoripresa integri, a contrario dell’ipotesi sopracitata, 
                                                        
105 In tal senso, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 189.  
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sostanzialmente un autonomo atto di indagine (e non un 
documento come ai sensi dell’art. 234 c.p.p.), quando è 
funzionale a carpire conoscenze inaccessibili agli inquirenti per 
mezzo delle ordinarie capacità sensoriali oppure in assenza di 
una loro attività di osservazione visiva. 
Non ci rimane a questo punto da interrogarsi su quale sia la 
qualificazione giuridica di tali operazioni, visto che il codice di 
rito in questa circostanza non ci fornisce utili indicazioni. 
La questione è rilevante in quanto al profilo menzionato è 
strettamente collegato quello della disciplina applicabile. 
Nell’assenza di disposizioni processuali relative alle riprese 
visive occulte, giurisprudenza e dottrina hanno dibattuto 
sull’ammissibilità e legittimità di questo modus operandi, nonché 
sull’utilizzabilità delle immagini captate dalle telecamere. 
Parte della dottrina106 ha detto che “le riprese visive sono […] 
consentite, sia nel domicilio che fuori, in quanto nessuna norma 
processuale le vieta  [… né] potrebbe invocarsi l’intervento delle 
norme costituzionali (art. 14 Cost.) […], perché esse non 
integrano divieti probatori in senso proprio”. 
                                                        
106 Così, N. GALANTINI, Inosservanza di limiti probatori e conseguenze sanzionatorie, in 
Cass. pen., 1991, pag. 215. Negli stessi termini F. CORDERO, Procedura penale, Giuffrè, 
Milano, 1991, pag. 697: “Sia o non sia scelta calcolata, qui i confini della tutela 
regrediscono: l’art. 226-quinquies escludeva “notizie ed immagini” ottenute con 
indebite interferenze nel domicilio; l’attuale testo ignora l’argomento. L’intercettazione 
è regolata solo rispetto al dato acustico. Ammissibili, dunque, fotografie e film. 
Conclusione sicura rispetto agli spazi liberi […].Quanto al domicilio, l’ipotetico divieto 
non affiora analogicamente (quali premesse?), ne risulta dall’art. 14 Cost. […] finché 
l’art 189 c.p.p. non sia dichiarato illegittimo “nella parte in cui” non esclude prove 
ottenute con indebite interferenze nella vita privata domestica, niente osterà all’uso 
processuale del documento foto o cinematografo, dovunque sia situata l’immagine, nel 
domicilio o fuori, e comunque fosse avvenuta la ripresa (ad esempio con un 
apparecchio ottico che veda attraverso i muri)”. Più recentemente aderiscono a tale 
impostazione, tra gli altri, F. CAPRIOLI, Riprese visive nel domicilio e intercettazioni “per 
immagini”, in Giur. Cost., 2002. pag. 2196-2197; C. MARIANELLI, Intercettazioni 
processuali, pag., 151, 215. 
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Vi è stato anche chi ha ritenuto di poter individuare qualche 
limite: vista la mancanza di una regolamentazione legislativa dei 
“casi” e dei “modi” dell’intrusione, ci si troverebbe di fronte ad 
una prova incostituzionale107. 
A tal proposito, a dirimere tali contrasti dottrinari, è 
intervenuta la Corte di Cassazione108 che si è occupata delle 
captazioni eseguite di nascosto dalla polizia giudiziaria 
all'interno dell'abitazione di una persona indagata per il reato di 
associazione a delinquere finalizzata al traffico di stupefacenti. 
Da precisare che l'operazione investigativa fu realizzata 
dietro autorizzazione all'effettuazione di intercettazioni 
ambientali da parte del giudice per le indagini preliminari, ed in 
base al provvedimento attuativo del pubblico ministero. 
Si è posto dunque il problema di stabilire l'utilizzabilità o 
meno delle immagini così acquisite. 
Sul punto la Suprema Corte ha chiarito che, in tema di 
intercettazioni di conversazioni o comunicazioni, poiché la 
nozione di comunicazione consiste nello scambio di messaggi fra 
più soggetti, in qualsiasi modo realizzati (ad esempio, tramite 
colloqui orale o anche gestuale), e poiché l'attività di 
intercettazione è appunto diretta a captare tali messaggi, non è 
consentito, attraverso l'attivazione di intercettazioni ambientali, 
realizzate con la collocazione di una videocamera nascosta 
all'interno di un appartamento, carpire immagini relative alla 
                                                        
107 Così, A. CAMON, Le riprese visive come mezzo d’indagine: spunti per una riflessione 
sulle prove incostituzionali, in Cass. pen., 1999, pag. 1211. 
108 Cass., sez. VI, 10 novembre 1997 n. 4397 in  Cass. Pen., 1999, pag. 1188. 
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mera presenza di cose o persone o ai loro movimenti, non 
funzionali alla captazione di messaggi. 
In altre parole, sul presupposto che la nozione di 
“comunicazione fra presenti” utilizzata al 2' comma dell'articolo 
266 c.p.p. (in tema di intercettazioni ambientali) sia tanto ampia 
da abbracciare non soltanto i colloqui orali, ma anche quelli a 
carattere gestuale, purché consapevoli e volontari, il giudice di 
legittimità ha sostanzialmente assimilato le captazioni visive 
intradomiciliari alle intercettazioni ambientali  per la parte in cui 
attestavano lo scambio di messaggi tra persone, in qualunque 
modo realizzato, viva voce o tramite gesti. 
In sintesi la Suprema Corte ha legittimato le captazioni visive 
intradomiciliari per i c.d. “atti comunicativi”, mentre per i c.d. 
“atti non comunicativi” (si pensi ad esempio a movimenti e azioni 
prive di finalità comunicative, oppure alla mera presenza di cose 
e di persone) si è negata l'applicazione del regime normativo 
concernente le intercettazioni e si è statuita l'inutilizzabilità delle 
relative immagini”109. 
Il problema ora consiste nel verificare che disciplina 
applicare a tali captazioni di immagini intradomiciliari di “atti 
comunicativi”. 
In assenza, al momento, di una disciplina normativa, occorre 
ricavare dal sistema il limite all'intercettazione di immagini e le 
regole per le altre situazioni di videoriprese. 
Innanzitutto nessun problema si pone per le riprese visive di 
ciò che avviene nei luoghi pubblici o aperti al pubblico, dal 
                                                        
109 In tal senso, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 200. 
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momento che in questo caso, la registrazione delle immagini 
costituisce un mezzo di documentazione e non di intercettazione. 
Diversamente, invece, come già preannunciato, si pone la 
questione nei casi in cui le riprese audiovisive avvengano nei 
luoghi di privata dimora dovendosi, in tali situazioni, tener conto 
non solo della norma costituzionale a tutela delle comunicazioni 
(art. 15 Cost.), ma anche di quella a garanzia della libertà 
domiciliare garantita dall'art. 14 Cost. 
E a questo proposito che un giudice di merito110 ha sollevato 
la questione di legittimità costituzionale che ha permesso alla 
Corte Costituzionale111, di tracciare un primo quadro 
sull'argomento. 
A dir il vero tale autorevole intervento della Consulta non è 
stato affatto risolutivo, presentando profili di ambiguità che 
hanno senz'altro alimentato il perdurare dei contrasti 
giurisprudenziali112. 
Nel corso del procedimento per i reati di favoreggiamento e 
sfruttamento della prostituzione, il giudice per le indagini 
preliminari aveva autorizzato l'esecuzione di intercettazioni 
ambientali all'interno di un locale notturno dove si supponeva 
avvenisse l'attività criminosa. 
                                                        
110 il giudice per le indagini preliminari del tribunale di Alba, con ordinanza 5 luglio 
2000, Di Sarno, in G.U., 2000, n. 45.  
111 Corte costituzionale, 24 aprile 2002 n. 135. 
112 In tal senso, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 206.  
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Il provvedimento attuativo del pubblico ministero aveva 
disposto l'installazione, in aggiunta alle microspie, anche  di 
videocamere. 
La scelta dell'occhio elettronico fu azzeccata in quanto fu 
possibile carpire immagini di alcune ballerine dell'esercizio 
impegnate in rapporti sessuali con i clienti, mentre 
l'intercettazione delle conversazioni risultò infruttuosa a causa 
dell'elevato volume della musica. 
La valenza probatoria dei filmati in questione, indicati tra le 
fonti di prova a carico nella richiesta di rinvio a giudizio, fu messa 
in discussione nel corso dell'udienza preliminare dalla difesa 
dell'imputato, la quale  osservò  come  ˗˗  in  assenza di specifica  
disciplina processuale ˗˗ la giurisprudenza di legittimità si sia 
espressa in modo contrastante riguardo alla possibilità di 
effettuare  riprese  visive  a  fini di indagine in luoghi di privata 
dimora: avendo essa affermato ora che l'operazione resta 
preclusa in radice,  fuori  dei  casi in cui risulti strettamente 
funzionale alla intercettazione di  comunicazioni non verbali tra 
presenti, dal principio  dell'inviolabilità  del  domicilio  sancito  
dall'art. 14 Cost.; ora, invece, che la videoregistrazione deve 
essere autorizzata a norma  dell'art. 266, comma 2,  c.p.p., e cioè 
in conformità della disciplina   prevista  per  le  intercettazioni 
ambientali; ora,  infine,  che  è necessario e sufficiente, in base 
agli artt. 189 c.p.p. e  14  Cost.,  un  atto  motivato dell'autorità  
giudiziaria  e,  dunque,  anche  un provvedimento del pubblico 
ministero. 
Ad  avviso  del  giudice  a quo la prima tesi non potrebbe 
essere condivisa,  in  quanto  lo  stesso art. 14 Cost. prevede 
"limiti e deroghe" al principio di inviolabilità del domicilio a 
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salvaguardia di altri valori costituzionali, tra i quali 
l'accertamento e la repressione dei reati; e neppure la seconda, 
non sussistendo  i  presupposti per estendere analogicamente 
alle riprese visive  le  disposizioni  in tema di intercettazioni di 
comunicazioni tra  presenti,  stante  anche  la previsione dell'art. 
189 c.p.p. (in tema di prove non disciplinate dalla legge). 
La  lettura  corretta  del  quadro  normativo sarebbe pertanto 
la terza (sufficienza dell'atto motivato dell'autorità giudiziaria): 
lettura a fronte della quale, tuttavia, la disciplina del mezzo di 
ricerca  della prova in questione verrebbe a porsi in contrasto 
tanto con il principio di uguaglianza ˗˗ avuto riguardo, quale 
tertium comparationis all'ipotesi regolata dall'art. 266, comma 2, 
c.p.p. ˗˗ quanto con lo stesso art. 14 Cost.   
Va fatto presente che l'effettuazione di riprese visive  
comporterebbe, difatti, una limitazione della inviolabilità del 
domicilio equivalente, se non addirittura maggiore,  rispetto  
all'intercettazione di comunicazioni fra presenti: sarebbe 
pertanto irragionevole che a quest'ultima possa procedersi  solo 
in base a provvedimento del giudice ed entro precisi limiti,  tanto 
di ammissibilità che temporali, mentre per le riprese visive  basti  
un  provvedimento,  sia  pur  motivato,  del  pubblico ministero. 
L'articolo 14 Cost., d'altro canto, non si limita a richiedere, ai 
fini della compressione della libertà di domicilio, un 
provvedimento motivato  dell'autorità  giudiziaria,  ma  postula 
altresì che tale provvedimento  sia  adottato  "nei  casi  e  nei 
modi stabiliti dalla legge": imponendo, così, una compiuta 
disciplina legislativa delle ipotesi e delle modalità   di  limitazione  
di detto diritto fondamentale, nella specie mancante. 
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Quanto,  infine,  alla  rilevanza  della questione, il rimettente 
rimarca come nel  procedimento a quo le riprese visive siano 
state eseguite in  forza di un provvedimento motivato del solo 
pubblico ministero ed in un  luogo  che, per le sue caratteristiche, 
doveva considerarsi  di privata dimora: con la conseguenza che il 
quesito di costituzionalità risulterebbe decisivo ai fini 
dell'utilizzabilità delle riprese stesse. 
Posto di fronte all'eccezione di inutilizzabilità, il giudice 
dell'udienza preliminare del Tribunale di Alba non ha intravisto 
altra strada che quella dell'incidente di costituzionalità. 
L'Avvocatura erariale negò la sussistenza del preteso 
contrasto con  l'art. 14 Cost., ritenendo soddisfatto, nella specie, il 
livello minimo  di  garanzie  previsto  dal precetto costituzionale, 
il quale richiede, ai fini della limitazione del "diritto alla 
riservatezza", un provvedimento motivato dell'autorità  
giudiziaria  (e, quindi, anche  del  pubblico ministero): sarebbe, 
poi, la motivazione di tale provvedimento a dover  rendere  conto  
degli scopi perseguiti e dell'esistenza di esigenze  investigative  
ricollegabili  al  fine, costituzionalmente protetto, di prevenzione 
e repressione dei reati.  
Non  sarebbe  del  pari  compromesso l'art. 3 Cost., in quanto 
la valutazione del carattere più o meno "invasivo" della 
captazione di immagini rispetto all'intercettazione di 
comunicazioni fra presenti costituirebbe apprezzamento 
discrezionale del legislatore, il quale, nel  rispetto  dei  limiti  
stabiliti  dall'art. 14 Cost., rimarrebbe libero di dosare le garanzie 
che assistono ciascun mezzo di ricerca della prova”113. 
                                                        
113 Corte Costituzionale, 24 aprile 2002 n. 135. 
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Per giungere a tale pronuncia, innanzitutto, la Consulta si è 
soffermata su un'indispensabile “verifica pregiudiziale” 
consistente nello stabilire se lo strumento investigativo in esame 
fosse vietato in assoluto dalla Costituzione. 
Una simile presa di posizione si è resa necessaria perché, sia 
in dottrina che in giurisprudenza, era riaffiorata la tesi secondo 
cui le riprese investigative intradomiciliari sarebbero bandite 
dalla Costituzione in quanto estranee agli atti espressamente 
consentiti dall'art. 14 Cost. 
A tal proposito, la Corte114 ha sostanzialmente rigettato l'idea 
secondo cui le riprese siano di per sé vietate dalla Costituzione, 
indipendentemente dal livello di garanzie di cui la legislazione 
ordinaria le circondi, e ha abbracciato un interpretazione 
evolutiva dell'art. 14 Cost.115 
Si è infatti negato che le intrusioni nel domicilio per finalità di 
giustizia menzionate dall'art 14 Cost. integrino un numero 
clausus. 
Secondo la Consulta il riferimento, nell'art. 14, comma II Cost., 
alle ispezioni, perquisizioni e sequestri non è espressivo 
dell'intento di “tipizzare” le limitazioni permesse, escludendo 
quelle non espressamente contemplate. 
Una volta quindi escluso che le videoregistrazioni nel 
domicilio si scontrino con assoluto divieto, ad avviso della Corte, 
nei casi di captazioni di immagini non comunicative, verrebbe in 
considerazione soltanto un'intrusione del domicilio.   
                                                        
114 Corte Costituzionale, 24 aprile 2002 n. 135.  
115 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 209. 
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La sentenza della Corte Costituzionale n. 135/2002 conclude 
con un breve passaggio, la cui equivocità ha contribuito ad 
alimentare le incertezze anziché porvi fine: “l'ipotesi della 
videoregistrazione che non abbia carattere di intercettazione di 
comunicazioni potrebbe perciò essere disciplinata soltanto dal 
legislatore, nel rispetto delle garanzie costituzionali dell'art. 14 
Cost.; ferma restando, per l'importanza e la delicatezza degli 
interessi coinvolti, l'opportunità di un riesame complessivo della 
materia da parte del legislatore stesso”. 
Quanto l'uso del significato “potrebbe” abbia contribuito a 
rendere ambiguo il significato di questa frase – fra le cui righe si 
può forse leggere la dichiarazione di inammissibilità delle riprese 
visive domiciliari, che però non viene mai formulata in modo 
esplicito dalla Consulta – è dimostrato dalle opposte letture che 
fin da subito la dottrina e giurisprudenza ne hanno offerto.116 
Secondo l'opinione prevalente117 la videoripresa di 
comportamenti non comunicativi contrasta con il diritto 
all'inviolabilità domiciliare e, in quanto tale, è da considerarsi 
inammissibile. 
Mentre alcuni Autori118 sostengono esattamente l'opposto: 
ovvero che la Corte Cost., con tale sentenza, neghi che dall'art. 14 
2' comma Cost. sia desumibile un divieto istruttorio . 
                                                        
116Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza statunitense 
e spunti per la comparazione, CEDAM, 2008, pag. 213. 
117 Così, F. CAPRIOLI, Riprese visive nel domicilio e intercettazioni “per immagini”, in 
Giur. Cost. 2002, pag., 2179 e 2197; C. SELMI, Captazione visiva e libertà domiciliare, in 
Giust. pen., 2003, I, pag. 60; R. BRICHETTI, Spetta al legislatore regolamentare le riprese 
di tipo non comunicativo, in Guida dir., 2003, n. 20, pag. 74; G. De Falco, Sulle 
videoriprese più ombre che luci. Non basta il dictum delle sezioni Unite, in Dir. e Giust., 
2006, pag. 45, 71. 
118 Così F. CORDERO, Procedura penale, Giuffrè, Milano, 2006, pag. 885. Per conclusioni 
analoghe, V. CAMPILONGO, op. cit., pag. 2200, secondo il quale la pronuncia in 
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
70 
Su tutta questa complessa problematica sono intervenute le 
Sezioni Unite della Corte di Cassazione, chiamate a risolvere la 
questione “se le riprese video filmate in luogo di privata dimora 
siano consentite ove si fuoriesca dall'ipotesi della 
videoregistrazione di comportamenti di tipo comunicativo”. E 
inoltre “se esse siano da ricomprendere nella disciplina delle 
intercettazioni e debbano, quindi, essere disciplinate ai sensi 
dell'art. 266 e ss. c.p.p., oppure rappresentino invece prove 
documentali.  
Si ricordi come la già menzionata sentenza della Corte 
Costituzionale119 non avesse dichiaratamente espresso 
l'inammissibilità delle riprese visive intradomiciliari di 
comportamenti non comunicativi, lasciando non poche ambiguità 
interpretative sulla questione. 
Mentre alcune sentenze della Suprema Corte avevano escluso 
la legittimità nel domicilio di riprese di comportamenti non 
comunicatavi120, altre le avevano invece considerate come “prove 
documentali non disciplinate dalla legge”, previste dall'art. 189 
c.p.p., con il limite del rispetto della libertà morale, la cui 
valutazione sarebbe rimessa di volta in volta al giudice. 
Nel 2006 la Corte di Cassazione a Sezioni Unite121 fa chiarezza 
sulla questione affermando il seguente principio: le riprese video 
di comportamenti “non comunicativi” non possono essere 
                                                                                                                                
questione avrebbe mantenuto nel nostro ordinamento la possibilità di utilizzare un 
mezzo di prova dell'invasività sconcertante. 
119 Corte Costituzionale, 24 aprile 2002 n. 135. 
120 Cass., sez. I, 29 gennaio 2003 n. 16965, in C.E.D. Cass., RV. 224240. Inutilizzabilità 
processuale di ogni altra captazioni di immagini non avente natura di messaggio 
intenzionalmente trasmesso da un soggetto ad un altro.  
121 Cass., sez. un., 28 marzo 2006 n. 26795, Prisco, in C.E.D. Cass., RV. 234269 
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eseguite all'interno del domicilio, in quanto lesive dell'articolo 14 
Cost. Da ciò ne consegue che è vietata la acquisizione ed 
utilizzazione anche in sede cautelare e, in quanto prova illecita, 
non può trovare applicazione nell'art. 189 c.p.p. 
Con tale sentenza è stato risolto il contrasto tra orientamenti 
giurisprudenziali che avevano deciso in maniera difforme sulla 
questione. 
In altre parole le Sezioni Unite hanno escluso che una 
violazione del domicilio che la legge processuale non prevede, 
possa legittimare la produzione di materiale di valore probatorio 
attraverso modalità ˗˗ come quelle stabilite dall'art. 189 c.p.p. ˗˗ 
meno garantistiche di quelle applicabili per i comportamenti 
comunicativi, regolate dagli articoli 266-271 c.p.p.122. 
Dunque, se si fa corretta applicazione dell'art. 189 c.p.p. 
(prove non disciplinate dalla legge), le videoregistrazioni 
acquisite in violazione dell'art. 14 Cost., e cioè quelle 
registrazioni visive di comportamenti non comunicativi 
effettuate attraverso una indebita intrusione nel domicilio, 
devono considerarsi inammissibili, poiché tale norma 
presuppone logicamente la formazione lecita della prova e 
soltanto in questo caso la rende ammissibile. 
Da tener presente che le stesse Sezioni Unite con la sentenza 
in parola, hanno creato una nuova categoria intermedia rispetto 
ai “luoghi pubblici” e ai “luoghi di privata dimora”, ovvero quella 
dei “luoghi riservati diversi dal domicilio”. 
                                                        
122 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 220-221. 
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Attorno alla nuova triade la Suprema Corte farà ruotare un 
sistema multilivello: come già detto in relazione ai luoghi 
pubblici non si intravede alcun limite all'effettuazione di 
videoriprese da parte degli inquirenti, in quanto la natura del 
luogo sembrerebbe comportare un implicita rinuncia alla 
riservatezza; rispetto al domicilio viene sancito un espresso 
divieto di esecuzione di comportamenti non comunicativi; infine, 
con riguardo ai “luoghi riservati diversi dal domicilio” si statuisce 
che le riprese visive sono ammissibili ai sensi dell'art 189 c.p.p., 
purché previamente autorizzate dall'autorità giudiziaria. 
“I luoghi riservati diversi dal domicilio” troverebbero la loro 
tutela non in base all'art. 14 Cost., bensì in base al diritto alla 
riservatezza sancito dall'art. 2 Cost. 
Per “luoghi riservati diversi dal domicilio” devono 
considerarsi quei luoghi nei quali è tutelata l'intimità e la 
riservatezza delle persone che li occupano (come ad esempio i 
bagni pubblici, i privè di un locale notturno), con l'effetto che le 
attività che vi si svolgono non possono essere esposte a 
qualunque genere di intrusione. 
Visto però che il diritto alla riservatezza non ha un'analoga 
tutela rispetto a quella apprestata per il domicilio, le riprese 
effettuate nei suddetti luoghi dalla polizia giudiziaria a scopo di 
indagine, devono ritenersi consentite e suscettibili di 
utilizzazione probatoria a norma dell'art 189 c.p.p., sempre che le 
stesse siano autorizzate da un provvedimento motivato del 
giudice o del pubblico ministero. 
 Per concludere, effettuando le riprese in ambienti non 
costituenti “domicilio”, le Sezioni Unite hanno stabilito le diverse 
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modalità di acquisizione della prova, in considerazione dei luoghi 
oggetto delle riprese. 
La questione però che ha determinato maggiori incertezze è 
quella sull'individuazione del fascicolo in cui far confluire le 
videoregistrazioni eseguite dalla polizia giudiziaria. 
La giurisprudenza è stata in un primo momento per lo più 
propensa al loro inserimento nel fascicolo del dibattimento, ai 
sensi dell'art. 431 (fascicolo per il dibattimento), lettera b) 
c.p.p.123, anche se non accompagnate da un verbale attestante 
modalità esecutive124. 
Ciò sul duplice presupposto che si tratti di atti irripetibili e 
che il termine “verbale” ricomprenda “qualunque categoria di atti 
che raccolgano la prova di un'attività svolta dalla polizia 
giudiziaria”, così riconoscendo la natura di verbale a fotografie 
stampate e filmati125. 
                                                        
123 Cfr. Cass. sez. II, 26 marzo 1997, Baldini, in C.E.D. Cass., RV. 207827 (in riferimento 
alle foto allegate ad una relazione di servizio descrittiva di fatti oggetto di percezione 
diretta); Cass. sez. V, 23 marzo 2004, Dori e altra, in C.E.D. Cass., RV. 227757 
(concernente le immagini estratte da un filmato realizzato da una telecamera installata 
in un luogo pubblico, ossia in corrispondenza di una cassa automatica per il prelievo di 
contanti); Cass. Sez. II, 26 gennaio 2005, Ara e altri , in C.E.D. Cass., RV. 230618 (a 
proposito delle foto e/o filmati integrativi di una relazione di servizio che attestava e 
documentava attività di osservazione e pedinamento) 
124 Cass., sez. I, 8 ottobre 1997 n. 10145, Mangiolfi, in Giust. pen., 1998, III, pag. 504.  
125 Cass., sez. I, 8 ottobre 1997 n. 10145, Mangiolfi, in Giust. pen., 1998, III, pag. 504: 
“L'acquisizione al fascicolo del dibattimento […] dell'inserimento fotografico, appare 
invero del tutto legittima, dovendosi ricondurre quell'inserto nel novero degli atti 
irripetibili, come tali governati dall'art. 431 c.p.p. […]. I rilievi fotografici […] 
legittimamente dovevano essere ricondotti nella categoria degli atti irripetibili, ai sensi 
dell'art. 354 c.p.p. […]. Che la loro acquisizione al fascicolo dibattimentale, fosse 
illegittima per mancanza di un verbale, è poi argomento non condivisibile; quando 
infatti l'articolo 431 c.p.p. lettera b) parla di “verbali di atti non ripetibili compiuti dalla 
p.g.” utilizza una terminologia  (“verbali”) che da un lato ha un carattere generico, 
ricomprendendo qualunque categoria di atti che raccolgono la prova di un'attività 
svolta dalla p.g., ma , dall'altro , ha pregnante riferimento contenutistico, esigendo cioè 
che il “verbale” abbia sempre una sua valenza probatoria, proprio in funzione di ciò che 
attesta […].    
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Un certo indirizzo della dottrina invece si è espresso a favore 
dell'inclusione delle videoregistrazioni effettuate dalla polizia 
giudiziaria  nel fascicolo del dibattimento, purché unitamente al 
verbale delle operazioni, ritenuto assolutamente necessario126. 
Un altro orientamento dottrinale127 ha invece distinto tra 
verbale e filmati, ammettendo l'inseribilità nel fascicolo del 
dibattimento del primo ma non dei secondi, stante la tassatività 
nell'elencazione contenuta nell'art. 431 c.p.p.  
La già richiamata sentenza della Corte di Cassazione a Sezioni 
Unite ha fatto chiarezza sul punto: essa ha precisato che 
solamente le videoregistrazioni effettuate al di fuori del processo 
possono essere introdotte nel processo come documenti (art 234 
c.p.p.) ed assumere quindi valore di prova documentale, mentre 
le altre effettuate nel corso delle indagini costituiscono la 
“documentazione” dell'attività investigativa.  
Quest'ultime però sono suscettibili di utilizzazione 
processuale solamente se riconducibili alla categoria delle c.d. 
prove atipiche, previste dall'art. 189 c.p.p. 
In altri termini le videoregistrazioni effettuate dalla polizia 
giudiziaria, possono essere inserite nel fascicolo per il 
                                                        
126 Così A. CAMON, Le riprese visive come mezzo d’indagine: spunti per una riflessione 
sulle prove incostituzionali, in Cass. Pen., 1999, pag. 1198-1999, il mancato riferimento 
all'interno dell'art. 431 c.p.p. a filmati o audio registrazioni (si pensi alle bobine 
prodotte dalle registrazioni) sarebbe una dimenticanza del legislatore, “attento 
soprattutto alle tradizionali forme di documentazione scritta”. Per rimediare a tale 
vuoto normativo, lo stesso CAMON si è detto favorevole all'inserimento delle 
videoregistrazioni nel fascicolo del dibattimento purché unitamente al verbale delle 
operazioni eseguite. 
127 G. BORRELLI, Riprese filmate nel bagno di un pubblico esercizio e garanzie 
costituzionali, in Cass. pen., 2001, pag. 2447. Nello stesso senso RICRI, op. cit., 578, 
secondo il quale il giudice potrà disporre l’ammissione e l’acquisizione dei filmati in 
giudizio soltanto dopo aver sentito le parti circa le possibili modalità esperibili  (che 
potrebbero essere per esempio, la visione diretta in dibattimento dei medesimi oppure 
una perizia).  
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dibattimento, a norma dell'art. 431 comma I c.p.p., quando 
costituiscono una necessaria integrazione dei verbali di atti non 
ripetibili. 
Ciò non significa che questo basti per attribuire alla 
videoregistrazione valore probatorio. Trattandosi di uno 
strumento conoscitivo atipico, l'utilizzo probatorio dei filmati da 
parte del giudice rende necessario il preventivo vaglio giudiziale 
di ammissibilità in ordine all'assenza di un pregiudizio alla 
libertà morale e all'idoneità del mezzo di assicurare 
l'accertamento dei fatti. Inoltre le parti dovranno essere sentite 
al fine di stabilire le modalità attraverso cui visionare le 
registrazioni128. 
 
 
2.2 I tabulati telefonici e il c.d. “tracciamento” dell’utenza 
telefonica mobile 
 
I tabulati telefonici altro non sono che documenti, forniti dagli 
enti gestori di telefonia in supporto cartaceo o informatico, dai 
quali risultano gli elementi estrinseci delle conversazioni 
telefoniche intercorse tra gli utenti e non il contenuto della 
conversazione. 
In quanto prodotto della stampa dei files di un computer, 
sono pertanto da considerare documenti a tutti gli effetti; ne 
                                                        
128 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 249. 
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consegue che gli stessi sono acquisibili con le modalità 
dell’articolo 234 c.p.p. 
Possiamo dunque ricavare una prima distinzione tra tabulati 
telefonici e intercettazioni: l’acquisizione del tabulato telefonico 
è proiettata a verificare notizie riguardanti il fatto storico 
dell’avvenuta comunicazione, diversamente dalla disciplina delle 
intercettazioni che fonda sul contenuto delle conversazioni e 
comunicazioni. 
Il tabulato telefonico esprime dati di contatto eventualmente 
importanti in un determinato contesto, come le utenze cui 
corrisponde la telefonata intercorsa, se una chiamata è di entrata 
o di uscita, la durata del colloquio, la data e l’ora della telefonata, 
da quale luogo è stata effettuata o ricevuta, se fra le utenze il 
contatto è di natura sporadica oppure frequente129. 
In questo senso il tabulato è uno strumento che, 
contrariamente alle intercettazioni, consente di rivolgere uno 
sguardo investigativo anche al passato, scontando come unico 
limite quello della conservazione temporale dei dati presso le 
compagnie telefoniche130. 
Sull’acquisizione dei tabulati telefonici, prima del 1° gennaio 
2004131, vi erano stati contrastanti orientamenti della Suprema 
Corte, tutti vertenti sulla riconducibilità o meno di tale mezzo di 
ricerca della prova nel genus delle intercettazioni con 
conseguente assoggettabilità alla relativa disciplina. 
                                                        
129 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag.60. 
130 Così, E. APRILE- F. SPIEZIA, Le intercettazioni telefoniche e ambientali. Innovazioni 
tecnologiche e nuove questioni giuridiche, Giuffrè, Milano, 2004, pag. 139. 
131 il 1° gennaio 2004 è entrato in vigore il d.l. n 354/2003, cioè la prima normativa 
regolatrice in materia. 
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Nel 1998 le Sezioni Unite132 intervennero nella materia al fine 
di raccordarsi con i principi già emersi dalla sentenza della Corte 
Costituzionale n. 81 1993, cioè che “l’art 15 Cost., in mancanza 
delle garanzie ivi previste, preclude la divulgazione o comunque 
la conoscibilità da parte di terzi delle informazioni e delle notizie 
idonee ad identificare i dati esteriori della conversazione 
telefonica”. 
In tale decisione, le Sezioni Unite affermarono che non è 
utilizzabile il tabulato contenente l’indicazione dei dati esteriori 
delle conversazioni tutte le volte che sia stato acquisito agli atti 
senza l’autorizzazione motivata dell’autorità giudiziaria. 
Inoltre sottolinearono che per effetto della L. 23 dicembre 
1993 n. 547133, era stata introdotta la previsione, accanto a 
quella delle intercettazioni di conversazioni, anche delle 
intercettazioni del flusso di dati diversi rispetto alla 
conversazione. 
Ciò comportava, secondo le Sezioni Unite, che il divieto di 
utilizzazione previsto dall’art. 271 c.p.p. fosse riferibile anche 
all’acquisizione dei tabulati predetti, tutte le volte che avvenisse 
in violazione dell’art 267 c.p.p., cioè in assenza del prescritto 
decreto motivato134. 
La Corte, in sostanza, effettuò un’equiparazione di disciplina 
tra l’acquisizione dei tabulati e le intercettazioni, pur precisando 
che l’autorizzazione, a differenza di quella prevista per le 
                                                        
132 Cass., sez. un., 13 luglio 1998 n .21, in Cass. pen. 1999. 
133 Modificazioni ed integrazione alle norme del codice penale e del codice di 
procedura penale in tema di criminalità informatica. 
134 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag.63. 
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conversazioni (che deve essere necessariamente preventiva) – 
può anche seguire la dichiarazione di inutilizzabilità di un 
tabulato in quanto i dati in questione sono conservati presso 
l’ente gestore del servizio. 
L’anno successivo però, la Cassazione135 non fu dello stesso 
avviso, in quanto rilevò come l’eventuale successiva 
autorizzazione alle acquisizioni già disposte dal pubblico 
ministero, non potessero avere efficacia sanante essendo 
estraneo al nostro ordinamento processuale penale l’istituto 
della ratifica. 
 Sicché l’inutilizzabilità originaria impedisce del tutto di 
avvalersi del mezzo di prova. 
La sentenza delle Sezioni Unite136 stabilì inoltre che la 
legittima acquisizione può essere disposta, nel corso delle 
indagini preliminari, dal pubblico ministero e dal giudice che 
procede ai sensi dell’art. 267 c.p.p. e, in seguito anche dal giudice 
del dibattimento o di appello, rispettivamente ai sensi degli artt. 
507 c.p.p. (ammissione di nuove prove) e 603 c.p.p. 
(rinnovazione dell’istruzione dibattimentale)137. 
Con una seconda decisione le Sezioni unite138, hanno chiarito 
che ai fini dell’acquisizione dei tabulati contenenti i dati esterni 
identificativi delle comunicazioni telefoniche conservati in 
archivi informatici dal gestore del servizio, è sufficiente il decreto 
motivato dell’autorità giudiziaria,  non essendo necessaria, per il 
                                                        
135 Cass., sez. VI, 23 giugno 1999 n. 2405, in C.E.D. Cass., RV 214925. 
136 Cass., sez. un., 13 luglio 1998 n .21, in Cass. pen. 1999, pag. 465. 
137 I. CALAMANDREI,  Acquisizione dei dati “esteriori” di una comunicazione ed 
utilizzazione delle prove c.d. incostituzionali, in Giur. it., 1999, pag. 1691.  
138 Cass., sez. un., 23 febbraio 2000 n. 6, D’Amuri, in Cass. pen., 2000, pag. 2595. 
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diverso livello di intrusione di riservatezza che ne deriva, 
l’osservanza delle disposizioni relative alle intercettazioni di 
conversazioni o comunicazioni di cui agli articoli 266 e seguenti 
c.p.p.139 
La Cassazione140 ha inoltre chiarito che il decreto di 
acquisizione dei tabulati, relativi al traffico telefonico di 
un’utenza, può essere motivato in collegamento alle ragioni 
esposte nell’informativa della polizia giudiziaria che segnala 
l’importanza e l’interesse dei tabulati ai fini della prosecuzione 
delle indagini. 
Nella specie, la Corte ha ritenuto che il decreto del pubblico 
ministero fosse sufficientemente motivato con la semplice 
formula “visto si autorizza quanto richiesto”, in quanto si tratta 
di una motivazione per relationem che consente di individuare la 
condivisione da parte dell’autorità giudiziaria delle ragioni 
esposte dagli organi di polizia. 
Alla stregua di quanto esposto, non dovrebbero esistere 
particolari problemi interpretativi in ordine al distinguo tra 
tabulati e intercettazioni telefoniche, con la conseguenza che 
l’equivoco equiparativo, potrebbe implicare un danno alla 
funzionalità del sistema processuale nel suo complesso. 
Per cui una non calibrata limitazione, intesa come eccesso di 
presupposti per l’acquisizione dei tabulati (si pensi ai gravi-
sufficienti indizi di reato e limiti quantitativi e qualitativi in 
relazione alla fattispecie legale astratta), rischierebbe di 
concedere al principio di segretezza dei dati esterni un valore 
                                                        
139 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag. 63-64. 
140 Cass., sez. VI, 24 ottobre 2003 n. 46776, in C.E.D. Cass., RV. 227703. 
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superiore rispetto all’esigenza connessa alle attività di 
accertamento e repressione dei reati; ciò non è pensabile, in 
quanto le esigenze di tutela dei  dati esterni della comunicazione 
non possono che limitare con minore intensità il diritto 
dell’accertamento141. 
Una questione importante attiene all’elevato grado di 
capillarità e invasività delle conoscenze, fornite da tale 
particolare mezzo di ricerca della prova che coinvolge anche 
profili di carattere sostanziale. 
Se esigenze di giustizia e repressione dei reati resistono 
legittimamente alla tutela della privacy, imponendo a tal fine, in 
deroga, la conservazione dei dati, c’è un solo modo di pervenire 
ad un equilibrio ragionevole tra gli interessi in conflitto: occorre 
che la conservazione sia definita nelle finalità, (c.d. “principio di 
finalità”), circondata dalle cautele idonee ad impedirne un uso 
per finalità diverse, (c.d. “principio di sicurezza”) e soprattutto, 
limitata nel tempo, (c.d. “principio di temporaneità”)142. 
La materia nel corso degli anni ha subito varie modifiche, fino 
a giungere alla regolazione da parte del d.lgs. n. 109 del 2008143, 
anch’esso intervenuto sull’art. 132 del d.lgs. n. 196 del 2003. 
In precedenza, i dati relativi al traffico telefonico ed i dati 
relativi al traffico telematico venivano conservati per un certo 
periodo di tempo (ventiquattro mesi per i primi e sei mesi per gli 
                                                        
141 Così, A. VELE, Le intercettazioni nel sistema processuale penale tra garanzie e 
prospettive di riforma, CEDAM, 2011, pag.68. 
142 In tal senso, G. E. VIGEVANI, Commento all’art. 132, in V. ITALIA, Codice della privacy 
(Commento al decreto legislativo 30 giugno 2003, n. 196 aggiornato con le più recenti 
modifiche legislative 
143 D.lgs. 30 maggio 2008, n.109 “Attuazione della direttiva 2006/24/CE riguardante la 
conservazione dei dati generati o trattati nell’ambito della fornitura di servizi di 
comunicazione elettronica accessibili al pubblico o di reti pubbliche di comunicazione e 
che modifica la direttiva 2002/58/CE”. 
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altri per l’accertamento di qualsiasi reato). Tali dati potevano 
essere acquisiti con provvedimento del pubblico ministero senza 
autorizzazione del GIP, ed era anche prevista la possibilità di 
acquisire i dati (previa autorizzazione del giudice) anche 
relativamente a periodi precedenti (ulteriori ventiquattro mesi 
per il traffico telefonico e ulteriori sei mesi per il traffico 
telematico) tramite autorizzazione del giudice144. 
Grazie al d.lgs. n 109/2008 è stato previsto un unico termine 
ed un'unica procedura: in particolare la nuova versione 
dell’articolo 132 del d.lgs. 196/2003 prevede che i dati relativi al 
traffico telefonico vengono conservati dal gestore per 
ventiquattro mesi dalla data della comunicazione, per finalità di 
accertamento e repressione dei reati, mentre, per le medesime 
finalità, i dati relativi al traffico telematico (esclusi comunque i 
contenuti delle comunicazioni), vengono conservati per dodici 
mesi dalla data della comunicazione. 
Entro tali termini i dati possono essere acquisiti presso l’ente 
gestore con decreto motivato del pubblico ministero anche su 
istanza del difensore dell’imputato, della persona sottoposta alle 
indagini, della persona offesa e delle altre parti private. 
A questo punto non ci rimane che trattare della differenza 
intercorrente tra  l’acquisizione dei tabulati telefonici dal mezzo 
di ricerca della prova che va sotto il nome di attività di 
tracciamento dei telefoni. 
In questa sede ci occuperemo in particolare del c.d. 
tracciamento dei telefoni mobili. 
                                                        
144 D.l. n. 354/2003 convertito con mod. in l. 26 febbraio 2004 n. 45; d.l. n. 144/2005 
convertito in l. 31 luglio 2005 n.155. 
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Quest’ultima operazione, definita tracciamento, comporta 
l’acquisizione dei dati esterni relativi non in una fase successiva 
(come avviene nel caso dei tabulati telefonici quando la 
comunicazione è ormai avvenuta da tempo), ma sotto forma di 
tracciamento in tempo reale delle sue comunicazioni. 
Non va tuttavia trascurato che i dati acquisiti mediante 
“tracciamento” o “localizzazione” dell’utenza telefonica mobile, 
possano essere acquisiti a prescindere dall’effettuazione di 
telefonate, purché il cellulare sia acceso. 
Se ci si interroga sulla qualificazione giuridica e sulla 
disciplina applicabile a tale forma di monitoraggio elettronico, 
dovrebbe essere ormai pacifico che in essa non possa ravvisarsi 
una forma di intercettazione comunicativa ai sensi degli artt. 266 
e 266-bis ss. c.p.p. Benché connessi ad attività comunicativa, i 
dati relativi al posizionamento del cellulare non attengono al 
contenuto della comunicazione, ma rientrano nell’ampia 
categoria dei dati esterni delle comunicazioni145. 
A rigor di logica si dovrebbe presumere che il c.d. 
tracciamento dell’utenza telefonica, al pari dell’acquisizione dei 
tabulati telefonici, debba richiedere almeno l’autorizzazione da 
parte dell’autorità giudiziaria. 
L’articolo 132 del codice della privacy però tace 
sull’acquisizione del dato in tempo reale. 
Tale articolo regolamenta soltanto l’acquisizione di tabulati 
relativi al traffico telefonico e telematico, cioè a dati preesistenti 
rilevati e conservati dal gestore di telefonia. 
                                                        
145 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 260. 
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Da ciò si desume che oggigiorno tale mezzo di ricerca della 
prova atipico rimane, senza alcuna limitazione, nella piena 
disponibilità della polizia giudiziaria. 
Tuttavia parte della dottrina146 ha ritenuto auspicabile che il 
tracciamento dell’utenza telefonica mobile sia assistito da un 
provvedimento autorizzativo dell’autorità giudiziaria, in quanto 
tale strumento investigativo potrebbe incidere oltre che al più 
ampio  diritto alla riservatezza, in particolare sulla libertà di 
circolazione. 
 
 
2.2 La localizzazione tecnologica tramite GPS 
 
La localizzazione si avvale di strumenti in grado di 
permettere agli inquirenti di seguire in modo occulto, o di 
ricomporre ex post, gli spostamenti di un soggetto sul territorio, e 
così di accertare la sua ubicazione in uno specifico momento147. 
Innanzitutto essa può avvenire con modalità dinamiche e in 
tempo reale: in tal caso rappresenta una sorta di equivalente del 
pedinamento classico, incentrato sul controllo e inseguimento a 
vista del sorvegliato. 
Nel caso del “pedinamento elettronico” però l’inseguimento, a 
differenza di quanto avviene nel pedinamento classico, si 
                                                        
146 Così, A. CAMON, L’acquisizione dei dati sul traffico delle comunicazioni, in Riv. it. dir. e 
proc. pen. 2005, pag. 633. 
147 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 251. 
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concretizza in maniera indiretta, in quanto non vi è la necessità 
di tallonare fisicamente il soggetto da monitorare. 
Occorre avvertire che in questa sede sarà preso in 
considerazione soltanto il caso in cui la localizzazione 
tecnologica d’un soggetto in movimento avvenga tramite GPS. 
Allora è necessario interrogarsi su quale sia il regime 
giuridico di tale tecnica investigativa e, in particolare se esistano 
restrizioni all’operato della polizia giudiziaria, al livello di legge 
ordinaria o sul piano costituzionale. 
Il GPS (Global Position System) consente di conoscere l’esatta 
posizione sul suolo terrestre di un determinato oggetto sul quale 
è stato apposto un apposito dispositivo. 
Tale strumento investigativo si presenta particolarmente 
efficace nei c.d. “pedinamenti a distanza”, in quanto è sufficiente 
l’installazione del relativo dispositivo (ad esempio sopra 
un’autovettura) al fine di conoscere tempi e luoghi di 
spostamento dello stesso sul territorio. 
Si è posto il problema della necessità o meno di 
autorizzazioni per procedere alle c.d. “intercettazioni GPS” sul 
presupposto che tali non sono esplicitamente disciplinate nel 
codice di procedura penale, dato che al momento della stesura 
dello stesso un sistema di tale natura non era ancora stato 
realizzato. 
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Il problema è stato affrontato dal giudice di legittimità in un 
procedimento per i delitti di associazione a delinquere e furto 
aggravato148.  
I ricorrenti avevano impugnato il provvedimento cautelare 
adducendo l’inutilizzabilità delle informazioni ottenute 
attraverso l’attività di rilevazione satellitare eseguita di propria 
iniziativa dalla polizia giudiziaria. 
Ad avviso della difesa si sarebbe trattato di “una vera e 
propria attività di intercettazione”, in quanto tale necessitante 
dell’autorizzazione per le indagini preliminari. 
La Corte di Cassazione ha disatteso tali censure negando 
fermamente che la localizzazione di una persona (o di un 
oggetto) in movimento possa essere ricondotta nell’ambito del 
regime normativo riguardante le intercettazioni di 
comunicazioni, di cui agli artt. 266-271 c.p.p.149 
Ancorché realizzata con modalità e tecnologie similari a 
quelle impiegate per l’esecuzione delle intercettazioni, la Corte di 
Cassazione osservò che “la localizzazione di una persona (o di un 
oggetto) mai può essere considerata un’attività di 
intercettazione” in ragione dell’irriducibile eterogeneità della 
natura del quid captato nelle due situazioni poste a confronto. 
“E’ evidente che il concetto di intercettazione, pur mai 
esplicitamente definito dal legislatore, è relativo ad una attività 
di ascolto (o lettura) e  captazione di comunicazioni tra due o più 
persone. Consiste, in un certo senso, nel sequestro di un bene 
                                                        
148 Cass., sez. V, 27 febbraio 2002 n. 16130, Bresciani e altri, in Dir. pen. proc., 2002, 
pag. 964. 
149 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 252. 
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immateriale: il contenuto di una comunicazione. Ad esso rimane 
estranea l’attività di indagine volta a seguire i movimenti sul 
territorio di un soggetto, a localizzarlo e dunque a controllare – a 
distanza – non il flusso delle comunicazioni che lo stesso invia o 
riceve, ma la sua presenza in un determinato luogo in un certo 
momento, nonché  l’itinerario seguito, gli incontri avuti”150. 
La Corte di Cassazione, con tale sentenza, ha ritenuto in 
primo luogo che la localizzazione tramite l’impiego del GPS sia 
“una modalità tecnologicamente caratterizzata di pedinamento”, 
come tale rientrante nei mezzi di ricerca della prova c.d. atipici o 
innominati. 
In secondo luogo che tale forma di monitoraggio, non 
realizzando una compressione del diritto alla libertà e alla 
segretezza delle comunicazioni di cui all’art. 15 Cost., non 
richieda un’autorizzazione motivata dell’autorità giudiziaria151. 
Pressoché unanimemente, si è schierata la dottrina152 con la 
giurisprudenza di legittimità, ritenendo inapplicabile all’attività 
in questione il regime normativo previsto per le intercettazioni. 
Il rilevamento mediante GPS dunque è stato ritenuto come un 
mezzo di ricerca della prova atipico, compatibile con i 
                                                        
150 Cass., sez. V, 27 febbraio 2002 n. 16130, Bresciani e altri, in Dir. pen. proc., 2002, 
pag. 964. 
151 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 254. 
152 In tal senso, A. LARONGA, L’utilizzabilità probatoria del controllo a distanza eseguito 
con sistema satellitare g.p.s., in Cass. pen., 2002, pag., 3051; E. APRILE – F. SPIEZIA, Le 
intercettazioni telefoniche e ambientali. Innovazioni tecnologiche e nuove questioni 
giuridiche, Giuffrè, Milano, 2004, pag. 156-157; Adesivo sul punto anche PERETOLI, op. 
cit., 96 e 101, il quale tuttavia sottolinea la forte analogia tra le intercettazioni e il 
rilevamento satellitare, riguardando entrambi un flusso normativo, e pertanto invoca 
l’applicazione della soluzione elaborata dalla giurisprudenza in tema di tabulati 
telefonici, al fine di salvaguardare il diritto alla riservatezza. Contra, VELANI, op. cit., 
2375, secondo cui l’intrusività del mezzo in questione giustificherebbe l’applicazione 
all’indagine satellitare degli stessi limiti stabiliti dall’art. 266-271 c.p.p.  
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presupposti sostanziali dell’art. 189 c.p.p., in quanto non è 
dubitabile la sua idoneità all’accertamento e l’assenza di un 
pregiudizio alla libertà morale della persona. 
Per quanto concerne invece le modalità di acquisizione al 
processo (e di utilizzo probatorio) dei risultati del rilevamento 
satellitare, si prendono in considerazione quelle elaborate in 
riferimento ai filmati prodotti dalle riprese investigative in 
luoghi pubblici. 
Il “pedinamento elettronico” tramite GPS è stato reputato un 
atto irripetibile, da documentare necessariamente con verbali. 
Alcuni Autori153 sostengono che i supporti magnetici su cui 
sono stati registrati i dati appresi, dovrebbero trovare 
collocazione nel fascicolo del dibattimento, ai sensi dell’art. 431, 
lettera b) c.p.p.  
Tale impostazione della Corte di Cassazione, da un lato nega 
che la localizzazione mediante GPS costituisca una compressione 
del diritto alla libertà e segretezza delle comunicazioni, e ciò pare 
condivisibile, ma dall’altro la Corte non si interroga in ordine al 
possibile coinvolgimento di altri valori costituzionali passibili di 
lesione, come il più generale diritto alla riservatezza154. 
                                                        
153 In tal senso, LARONGA, L’utilizzabilità probatoria del controllo a distanza eseguito 
con sistema satellitare g.p.s., in Cass. pen., 2002, pag., 3059. che richiama ad avallo di 
tale conclusione gli argomenti svolti da CAMON, Le riprese visive come mezzo di 
indagine: spunti per una riflessione sulle prove incostituzionali, in Cass. pen., pag. 1999; 
1198; E. APRILE – F. SPIEZIA, Le intercettazioni telefoniche e ambientali. Innovazioni 
tecnologiche e nuove questioni giuridiche, Giuffrè, Milano, 2004, pag. 162-163. 
154 In tal senso, PERETOLI, Controllo satellitare con GPS: pedinamento o 
intercettazione?, in Dir. pen. e processo, 2003, pag. 96, il quale ravvisa una lesione del 
diritto alla riservatezza; A. CAMON, L’acquisizione dei dati sul traffico delle 
comunicazioni, in Riv. it. dir e proc. pen., 2005, pag. 632-633, il quale ravvisa una lesione 
alla libertà di circolazione. 
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Così i primi dubbi di compatibilità costituzionale hanno 
investito le operazioni preparatorie, ovvero la collocazione del 
terminale all’interno dell’autovettura, considerata dalla dottrina 
prevalente, per un certo periodo di tempo, “domicilio”155. 
La giurisprudenza ha aggirato il problema degli adempimenti 
prodromici alle attività captative, negando il carattere 
domiciliare all’autovettura156. 
Si potrebbe però oggigiorno ricomprendere l’autovettura 
all’interno della categoria intermedia dei “luoghi riservati diversi 
dal domicilio”, e ciò comporterebbe, in virtù del decisum delle 
Sezioni Unite157 che ha coniato la riferita categoria, almeno la 
necessità di un provvedimento autorizzativo del pubblico 
ministero qualora l’installazione del sensore GPS sia posto 
all’interno dell’abitacolo158. 
Inoltre alcuni Autori hanno messo in risalto come l’indagine 
satellitare determini un’evidente limitazione del diritto alla 
                                                        
155 Così, C. MARIANELLI, Intercettazioni processuali e nuovi mezzi di ricerca della prova, 
Giappichelli, 2007, pag. 248. Rispetto all’indagine satellitare, il problema della 
legittimità dell’intrusione degli organi investigativi per l’installazione del ricevitore è 
accentuato dal fatto che, mancando una specifica disciplina della materia, l’utilizzo del 
GPS solitamente avviene senza un previo provvedimento dell’autorità giudiziaria. 
Pertanto, la soluzione ermeneutica spesa in favore della legittimità della collocazione 
delle microspie al fine delle intercettazioni ambientali – cioè quella per cui 
l’autorizzazione alle intercettazioni conterrebbe, implicitamente, anche 
l’autorizzazione all’installazione dei dispositivi di captazione – non sembrerebbe 
praticabile.  
156 Cass., sez. I, 20 dicembre 2004 n. 2613, Bolognino, in C.E.D Cass., RV. 230532; Cass., 
sez. VI, 17 ottobre 2006 n. 4125, in Cass. pen., 2008, pag. 683;   Cass., sez. I, 24 febbraio 
2009n. 13979, in C.E.D. Cass., RV. 243556.  
157 Cass., sez. un., 28 marzo 2006 n. 26795, Prisco, in C.E.D. Cass., RV. 234269 
158  Contra, VELANI, Nuove tecnologie e prova penale: il sistema d’individuazione 
satellitare gps, in Giur. it., 2003, pag. 2374: “Poco importa se nel caso specifico 
l’autovettura possa essere ricondotta o meno alla nozione di privata dimora […] perché 
il sistema satellitare non effettua alcuna captazione di attività personali compiute 
all’interno del domicilio”.  
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riservatezza159, il quale “comprende anche aspetti della vita 
privata quali i luoghi frequentati o la circolazione dei singoli sul 
territorio”160. 
Si è infatti detto che, se lasciato fuori da qualunque limite, il 
controllo realizzabile mediante GPS inciderebbe, in maniera 
incisiva, sulla libertà  di circolazione di cui all’art. 16 Cost.161, da 
intendersi come comprensiva del diritto di riserbo sui propri 
spostamenti162. 
Perciò parte della dottrina163 ha suggerito di colmare la 
riserva di legge prevista dall’art. 16 Cost. mediante una lettura 
estensiva del codice della privacy, nella parte relativa ai tabulati 
telefonici. 
Visto che questi ultimi contengono dati relativi all’ubicazione 
del soggetto, è sembrato opportuno costruire un regime unico 
per entrambe le fattispecie164: se così fosse, si sottrarrebbe il 
monitoraggio mediante GPS alla libera disponibilità della polizia 
giudiziaria. 
                                                        
159 Così, PERETOLI, Controllo satellitare con GPS: pedinamento o intercettazione?, in Dir. 
pen. e processo, 2003, pag. 96; VELANI, Nuove tecnologie e prova penale: il sistema 
d’individuazione satellitare gps, in Giur. it., 2003, pag. 2373; E. APRILE – F. SPIEZIA, Le 
intercettazioni telefoniche e ambientali. Innovazioni tecnologiche e nuove questioni 
giuridiche, Giuffrè, Milano, 2004, pag. 160, che tuttavia negano al diritto della 
riservatezza rango costituzionale. 
160 Così, VELANI, Nuove tecnologie e prova penale: il sistema d’individuazione satellitare 
gps, in Giur. it., 2003, pag. 2373. Si rammenti che la frequentazione di un luogo spesso 
non è neutra, ma rivela abitudini, gusti, affiliazioni a gruppi, condizioni personali, 
opinioni politiche e religiose, insomma, tutta una serie di informazioni che 
contribuiscono a costruire l’identità della persona. 
161 A. CAMON, L’acquisizione dei dati sul traffico delle comunicazioni, in Riv. it. dir e proc. 
pen., 2005, pag. 633. 
162 Così, G. DI PAOLO, “Tecnologie del controllo” e prova penale. L’esperienza 
statunitense e spunti per la comparazione, CEDAM, 2008, pag. 258. 
163 Auspicano un intervento legislativo in materia, A. CAMON, L’acquisizione dei dati sul 
traffico delle comunicazioni, in Riv. it. dir e proc. pen., 2005, pag. 632 e 634;  
164 A. CAMON, L’acquisizione dei dati sul traffico delle comunicazioni, in Riv. it. dir e proc. 
pen., 2005, pag. 634-635.  
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La Corte di Cassazione165 al contrario ha affermato, 
nonostante le teorie sopra esposte da una parte della dottrina,  
anche in tempi relativamente recenti, che: “sono utilizzabili nel 
giudizio abbreviato i risultati della localizzazione mediante il 
sistema di rilevamento satellitare (GPS) degli spostamenti di una 
persona sul territorio, mediante l’acquisizione delle annotazioni 
e rilevazioni di servizio della polizia giudiziaria circa le 
coordinate segnalate dal sistema di rilevamento, in quanto 
costituiscono il prodotto di un’attività di investigazione atipica 
assimilabile al pedinamento e non alle operazioni di 
intercettazione”. 
  
                                                        
165 Cass., sez. I, 7 gennaio 2010 n. 9416 in C.E.D. Cass., RV. 246774.   
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Capitolo IV - Intercettazioni di comunicazioni che si svolgono 
attraverso tecnologie innovative 
 
1. Nuovi mezzi di ricerca della prova: la online 
surveillance e la c.d. online search 
 
La tecnologia informatica, da qualche anno a questa parte, ha 
reso esperibili forme d’intrusione particolarmente invasive nella 
sfera privata dell’indagato. 
L’utilizzo dei c.d. “programmi spia”, denominati anche 
“trojan”, ha permesso di monitorare sia il flusso di comunicazioni 
riguardanti sistemi informatici o telematici, sia di monitorarne il 
contenuto. 
Per sistema informatico, la giurisprudenza166 ha inteso ogni 
apparecchiatura più o meno complessa “destinata a svolgere 
qualsiasi funzione utile all’uomo attraverso l’utilizzazione, anche 
solo parziale di tecnologie informatiche. 
Quest’ultime sono caratterizzate dalla compresenza di tre 
aspetti fondamentali: la registrazione o memorizzazione per 
mezzo di impulsi elettronici e su supporti adeguati di dati 
rappresentati attraverso simboli (bit) numerici (codice) in 
combinazione diverse; l’elaborazione automatica da parte della 
macchina dei dati così registrati o memorizzati; l’organizzazione 
                                                        
166 Cass., sez. VI, 4 ottobre 1999, Piersanti, in Cass. pen. 2000, pag. 1611. 
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di tali dati secondo una logica che consenta loro di esprimere un 
particolare significato per l’utente167. 
Da tale definizione si può intuire che un sistema telematico 
sia costituito da più sistemi informatici collegati tra di loro: per 
esempio via modem o anche via radio se connessi con tecnologia 
wireless. 
L’orientamento giurisprudenziale ha trovato, in seguito, 
conferma nell’art. 1 della Convenzione europea di Budapest del 
2001, la quale ha definito come sistema informatico “qualsiasi 
apparecchiatura o gruppo di apparecchiature interconnesse o 
collegate, una o più delle quali, in base ad un programma, 
compiono l’elaborazione di dati”168. 
Nella nozione sopra riportata, rientrano sia lo smartphone 
come anche il supercalcolatore capace di gestire un numero 
indeterminato di utenti simultaneamente a esso collegati via 
terminale. 
Importante precisare che il monitoraggio di un sistema 
informatico o telematico, così definiti, attraverso l’utilizzo di 
“programmi spia”, non provoca alcuna interferenza qualitativa 
sulle prestazioni rese dal dispositivo interessato, sia esso un 
computer o una connessione internet. Inoltre e proprio in 
conseguenza di quanto appena detto, il destinatario nulla può 
                                                        
167 Così, G. STALLA, L’accesso abusivo ad un sistema informatico o telematico, in 
Relazione tenuta in occasione della giornata di studio su “Informatica ed evoluzione del 
diritto” , in www.penale.it, 27 Febbraio 2003 
168 Così, recita l’art. 1 della Convenzione europea di Budapest del 23 novembre 2001: 
“Computer system” meansany device or a group of interconnected or relateddevices, 
one or more of which, pursuant to a program, performs, automatic, processing of data”. 
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sospettare del monitoraggio in corso, giacché avviene in modalità 
silente169. 
Esistono due modelli di monitoraggio, la c.d. online 
surveillance e la c.d. online search o one time copy.  
La prima tipologia consente un monitoraggio costante delle 
attività compiute in rete, in entrata o in uscita, da un dispositivo 
informatico. 
La seconda permette l’acquisizione, mediante copia, di dati 
contenuti all’interno delle memorie di un dispositivo informatico 
(personal computer, smartphone etc.)170. 
Sostanzialmente siffatti strumenti investigativi svolgono 
funzioni differenti: la c.d. online surveillance permette di captare 
il flusso telematico dei dati, mentre la c.d. online search o one 
time copy consente di captare il contenuto di un sistema 
informatico. 
Non ci resta a questo punto che verificare la conformità di tali 
innovativi strumenti investigativi ad uno degli atti di indagine 
tipizzati dal codice di procedura penale. 
E se questi non appartengono al novero degli atti di indagine 
tipizzati, occorrerà verificare se possano almeno essere 
ricompresi nella categoria delle c.d. prove atipiche previste 
dall’articolo 189 c.p.p. 
Come già detto, l’online surveillance ha ad oggetto il flusso di 
dati trasmessi da un sistema informatico ad un altro. 
                                                        
169 In tal senso, S. COLAIOCCO, Nuovi mezzi di ricerca della prova: l’utilizzo dei 
programmi spia, in Arch. pen. 2014, n.1, pag. 2.  
170 In tal senso, S. COLAIOCCO, Nuovi mezzi di ricerca della prova: l’utilizzo dei 
programmi spia, in Arch. pen. 2014, n.1, pag. 3.  
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Ciò consente a tale tipo di strumento investigativo la 
captazione del flusso telematico, che si genera ad esempio, 
quando si utilizza una rete Internet. 
Si fa dunque riferimento  alla captazione delle conversazioni 
originate dal software Skype, da qualsiasi chat, e-mail, sms o 
mms. 
Secondo la  giurisprudenza, tale mezzo di ricerca della prova, 
deve essere ricompreso, ai sensi dell’art. 266-bis c.p.p., nel 
novero delle intercettazioni di comunicazioni informatiche o 
telematiche.  
Ciò perché l’art. 266-bis c.p.p. consente la captazione, o in altri 
termini il controllo continuo del flusso di comunicazioni relativo 
a sistemi informatici o telematici ovvero intercorrente tra più 
sistemi. 
La Corte di Cassazione171 ha ritenuto legittima tale tipologia 
di monitoraggio, a condizione che siano rispettati i requisiti 
richiesti dall’art. 266-bis c.p.p. 
Risulta dunque che il solo dato dinamico possa essere oggetto 
d’intercettazione con le procedure di cui all’art. 266-bis c.p.p. e, 
quindi, il flusso dei dati da un sistema informatico a un altro. 
In altri termini, ciò che è esclusa è l’acquisizione di dati 
contenuti in memoria poiché non costituiscono oggetto di 
trasmissione attraverso dispositivi informatici. 
A tal proposito appare aperta la questione relativa 
all’inquadramento tra i sistemi informatici di alcuni dispositivi 
                                                        
171 Cass. sez. I, 14 febbraio 2005 n. 12901, in C.E.D. Cass., RV. 23159. 
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accessori o di necessario o comunque frequente utilizzo: la 
tastiera e la stampante. Questi, possono essere intesi come 
dispositivi informatici? 
Se così fossero classificati, sarebbe captabile, ai sensi dell’art. 
266-bis c.p.p., il flusso di dati che il dispositivo centrale riceve 
dalla tastiera e che, eventualmente poi dal dispositivo centrale 
sia inviato alla stampante. In caso contrario, e forti perplessità 
desta soprattutto l’inquadramento della tastiera quale 
dispositivo informatico172, tale captazione non rientra nel novero 
delle intercettazioni di cui all’art. 266-bis c.p.p. 
Infatti nell’ipotesi in cui si sia alla presenza di un unico 
sistema informatico, non ricorre una situazione dinamica, ovvero 
un flusso di dati tra più sistemi, come richiesto dall’art. 266-bis 
c.p.p. che consente solamente “l’intercettazione del flusso di 
comunicazioni relativo a sistemi informatici o telematici ovvero 
intercorrente tra più sistemi. 
A differenza di quanto detto finora, l’attività c.d. online search 
o one time copy, si caratterizza per l’acquisizione mediante copia 
dei dati contenuti all’interno delle memorie di un sistema 
informatico. 
Tale forma di monitoraggio sembrerebbe affiancarsi 
all’istituto delle perquisizioni, tanto che lo strumento 
investigativo in parola viene spesso definito quale “perquisizione 
online”. 
In realtà emergono da una prima analisi molteplici punti di 
divergenza, che non consentono di ricondurre la c.d. online 
                                                        
172 In tal senso, S. COLAIOCCO, Nuovi mezzi di ricerca della prova: l’utilizzo dei 
programmi spia, in Arch. pen. 2014, n.1, pag. 4.  
Le intercettazioni di comunicazioni alla luce delle nuove tecnologie 
96 
search alla disciplina tipica delle perquisizioni (artt. 247 e ss. 
c.p.p.). 
Quest’ultime sono indirizzate alla ricerca del corpo del reato e 
delle cose pertinenti al reato che in caso di ritrovamento, devono 
essere necessariamente sequestrate; le c.d. perquisizioni online 
prescindono dalla ricerca del corpo del reato e/o delle cose 
pertinenti al reato e non sfociano necessariamente in un 
sequestro173. 
Inoltre è interessante osservare come le “perquisizioni 
online” per essere fruttuose, devono restare ignote all’indagato 
durante tutto il corso del loro svolgimento. 
Mentre le perquisizioni tradizionali richiedono una serie di 
adempimenti al fine di tutelare l’indagato. 
Fanno parte di tali adempimenti: la notifica del decreto 
motivato, la possibilità per l’indagato di nominare un difensore di 
fiducia che assista alla perquisizione ovvero, in mancanza, la 
designazione di un difensore d’ufficio.  
Occorre quindi determinare se tali attività di online search 
rientrino o meno nel novero delle ispezioni. 
Come si desume dall’articolo 244 c.p.p. le ispezioni sono volte 
a fotografare una situazione di fatto suscettibile di modifica. 
La funzione dall’online search invece risulta estranea da 
quella tipicamente statica delle ispezioni, in quanto può essere 
prolungata nel tempo. 
                                                        
173 In tal senso, S. COLAIOCCO, Nuovi mezzi di ricerca della prova: l’utilizzo dei 
programmi spia, in Arch. pen. 2014, n.1, pag. 5. 
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Inoltre l’ispezione tradizionale, ai sensi dell’art. 244 c.p.p., 
viene sottoposta normalmente a termini di preavviso e, anche nei 
casi di maggior urgenza, è sempre fatta salva la facoltà del 
difensore di intervenire. 
Non rientrando tra i mezzi tipici della prova, non ci resta che 
volgere lo sguardo all’art. 189 c.p.p. per verificare l’accessibilità 
dell’attività di online search al processo penale. 
Recentemente la Corte di Cassazione174, ha catalogato tra le 
prove atipiche (art. 189 c.p.p.) l’impiego di un trojan da parte 
dell’Autorità giudiziaria per finalità investigative, in grado di 
introdursi all’interno di un personal computer e di acquisire da 
remoto tutto il suo contenuto. 
Nella c.d. sentenza Virruso ci si è interrogati sulla legittimità 
del decreto con cui il pubblico ministero  aveva richiesto 
l’acquisizione dei dati contenuti in  un personal computer di un 
ente pubblico. 
In particolare, il decreto aveva disposto la registrazione non 
solo dei files esistenti, ma anche dei dati che sarebbero stati 
inseriti in futuro nel personal computer , in modo da acquisirli 
periodicamente. 
Nella specie l’attività autorizzata dal pubblico ministero 
consisteva nel prelevare e copiare documenti memorizzati 
sull’hard disk dell’apparecchio in uso dall’indagato, che lavorava 
negli uffici di un Comune, e aveva avuto ad oggetto non un “flusso 
di comunicazioni”, richiedente un dialogo con altri soggetti, ma 
una relazione operativa tra microprocessore e video del sistema 
                                                        
174 Cass., sez. V, 14 ottobre 2009 n. 16556, Virruso, in C.E.D. Cass., RV. 246952.  
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elettronico, ossia ad attività confinate all’interno dei circuiti del 
personal computer175. 
La Suprema Corte ha escluso come il ricorso al captatore 
informatico, espediente tecnico in grado di acquisire 
informazioni presenti e future sul personal computer, potesse 
ritenersi in conflitto con le tutele garantite dagli artt. 14 e 15 
Cost. 
Questo perché, secondo i supremi giudici, l’apparecchio non 
era collocato in un luogo di privata dimora, bensì in un luogo 
aperto al pubblico. 
Per tali ragioni ha considerato di poter ricondurre l’attività di 
captazione nel novero delle prove atipiche. 
La Corte ha di fatto ritenuto legittimo il decreto del pubblico 
ministero, in quanto tale provvedimento ha riguardato 
l’estrapolazione dei dati e non il flusso di comunicazioni già 
contenute nel personal computer, e ha ritenuta corretta la 
captazione quale prova atipica sottraendola alla disciplina 
descritta dagli artt. 266 ss. c.p.p. 
Secondo parte della dottrina176 non pare convincente 
l’argomento utilizzato dalla Corte per negare  l’inviolabilità del 
domicilio. La c.d. sentenza Virruso non tiene conto appunto del 
concetto di domicilio informatico. 
Utile a tale riguardo ricordare come il legislatore, con la legge 
n. 547 del 1993 e successivamente con la legge n. 48 del 2008, 
abbia introdotto la figura del domicilio informatico, ove si esplica 
                                                        
175 Cass., sez. V, 14 ottobre 2009 n 16556, Virruso, in C.E.D. Cass., RV. 246952. 
176 Così, L. BATTINERI, La perquisizione online tra esigenze investigative e ricerca 
atipica della prova, in Sicurezza e Giustizia, n. 4, 2013, pag. 45. 
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oramai buona parte delle attività quotidiane degli individui e ove 
ognuno esprime la propria personalità con la conseguente facoltà 
di escludere terzi non graditi. 
In tal senso il domicilio informatico acquista una propria 
rilevanza e grazie all’esercizio dello ius excludendi è possibile 
accedervi solo attraverso chiavi di accesso, o comunque 
superando le misure di sicurezza177. 
Si osserva in giurisprudenza che ciò che conta al fine di 
valutare se tale mezzo atipico di ricerca della prova presenti 
punti in conflitto con le garanzie in tema di domicilio, non è la 
collocazione spazio-temporale del sistema informatico bensì la 
possibilità o meno di ritenere che l’apparato interessato 
costituisca proiezione del domicilio fisico del privato che ne fa 
uso. 
Dunque, non sussisterebbe la violazione del domicilio 
informatico quando la captazione unidirezionale di informazioni 
avesse ad oggetto un computer messo a disposizione di una 
platea indifferenziata di utenti e destinato alla effettuazione di 
operazioni non aventi alcuna attinenza con la sfera strettamente 
personale di chi ne fruisce. 
Altrimenti, trattandosi di un ingerenza pur sempre 
domiciliare, tale tipologia di captazione dovrebbe ritenersi 
illecita in quanto effettuata in assenza di una norma attuativa 
della riserva di legge fissata dall’art. 14 Cost. 
La prova così formata non avrebbe alcuna possibilità di 
filtrare nel processo attraverso l’art. 189 c.p.p.  
                                                        
177 Cass., sez. V, 18 dicembre 2012 n. 18497., in C.E.D. Cass., RV 255924 
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La già citata sentenza Virruso178 sembra anche aver disatteso 
la linea interpretativa in tema di prova atipica fatta propria dalle 
Sezioni Unite del 2006179, concernente le riprese visive nel 
domicilio.  
La Corte afferma che per prova non disciplinata dalla legge, il 
codice si riferisce immediatamente alla mancanza di una 
disciplina che concerna sotto l’aspetto processuale la prova da 
assumere, ma è anche vero che non può considerarsi non 
disciplinata dalla legge la prova basata su un’attività che la legge 
vieta. 
Da ciò infatti sembrerebbe inammissibile l’utilizzo, da parte 
della polizia giudiziaria,  dei programmi spia al fine di captare il 
contenuto di un dispositivo informatico in quanto si integrerebbe 
la fattispecie dell’art. 615-ter (accesso abusivo ad un sistema 
informatico o telematico). 
Secondo le indicazioni della Corte180 l’art 189 c.p.p. 
consentirebbe, a certe condizioni, l’ingresso nel processo di 
prove non disciplinate dalla legge, ma non rende ammissibile per 
ciò solo ogni attività posta in essere ai fini investigativi e 
probatori della polizia giudiziaria e dall’autorità giudiziaria. 
Se ne deduce che non pare di alcun pregio la considerazione 
secondo cui l’accesso ad un sistema informatico non sarebbe 
abusivo, in quanto legittimato dall’autorità giudiziaria alla sola 
condizione che dal provvedimento emerga la sussistenza di 
ragioni investigative. 
                                                        
178 Cass., sez. V, 14 ottobre 2009 n 16556, Virruso, in C.E.D. Cass., RV. 246952. 
179 Cass., sez. un., 28 marzo 2006 n. 26795, Prisco, in C.E.D. Cass., RV. 234269  
180 Cass., sez. un., 28 marzo 2006 n. 26795, Prisco, in C.E.D. Cass., RV. 234269. 
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In tal modo infatti si finirebbe per rendere legittima, 
attraverso l’art. 189 c.p.p., ogni attività di regola vietata dalla 
legge al solo ricorrere di esigenze investigative181. 
Questo come se la sussistenza di esigenze investigative fosse 
idonea a giustificare qualsiasi compressione dei diritti 
riconosciuti dall’ordinamento giuridico, affermazione 
evidentemente non condivisibile in quanto “nel nostro sistema 
giuridico il fine non giustifica in mezzi182”. 
In sintesi possiamo concludere che la captazione mediante 
“programmi spia”, può svolgersi attraverso una molteplicità di 
attività sottoposte a diversa disciplina a seconda delle loro 
caratteristiche. 
Alcuni di questi programmi rientrano nell’attività disciplinata 
agli articoli 266 c.p.p. e seguenti: come l’attivazione di un 
microfono o della web cam, se presenti sul sistema informatico, 
in quanto attività del tutto equiparabili alla registrazioni 
fonografiche l’una o alle videoriprese l’altra. 
Altri programmi invece premettono di captare il flusso 
telematico di dati (c.d. online surveillance). La c.d. online 
surveillance rientra nel novero delle intercettazioni di 
comunicazioni informatiche o telematiche, ai sensi dell’art 266-
bis c.p.p., nella misura in cui captano flussi che si risolvono in 
comportamenti comunicativi. 
Infine l’utilizzo di programmi spia in grado di captare il 
contenuto passato, presente e futuro di un sistema informatico 
                                                        
181 In tal senso, S. COLAIOCCO, Nuovi mezzi di ricerca della prova: l’utilizzo dei 
programmi spia, in Arch. pen., 2014, n.1, pag. 11. 
182 Cass., sez. V, 13 febbraio 2009 n. 17923, in C.E.D. Cass., RV. 243611. 
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(c.d. attività di online search o one time copy) sembra non essere 
tuttora ammissibile nel nostro ordinamento183. 
Questo perché tale forma di monitoraggio non rientra nei 
mezzi di ricerca della prova tipizzati dal legislatore e nella c.d. 
prova atipica di cui all’art. 189 c.p.p., per i motivi 
precedentemente enunciati.   
 
  
                                                        
183 In tal senso, S. COLAIOCCO, Nuovi mezzi di ricerca della prova: l’utilizzo dei 
programmi spia, in Arch. pen. 2014, n. 1, pag. 12 
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2. Le intercettazione degli S.M.S. 
 
Com’è noto, i cellulari GSM e quelli di nuova generazione 
permettono la trasmissione di brevi messaggi scritti che 
appaiono sul video dell’apparecchio (c.d. s.m.s. – short message 
service). 
Al riguardo, è fin troppo evidente che l’intercettazione di un 
s.m.s. deve essere autorizzata dal giudice, trattandosi a tutti gli 
effetti dell’acquisizione del contenuto di una comunicazione: 
operazione che materialmente viene eseguita attraverso il 
tracciamento dell’utenza sottoposta a controllo. 
Ciò che è opportuno, in questa sede, porre in luce è che, in 
mancanza di una intercettazione contestuale alla trasmissione 
del messaggio, il contenuto dello stesso non può più essere 
“recuperato”, in quanto i gestori non possono conservare nella 
memoria dei loro computers il testo degli s.m.s., poiché si 
tratterebbe di un’iniziativa in contrasto con le disposizioni 
dell’art. 35 della legge n. 675/1996 in materia di tutela della 
privacy.184 
 
3. Le intercettazioni a mezzo Skype 
 
Skype rappresenta uno dei programmi maggiormente 
utilizzati che consente la comunicazione a distanza sia in forma 
scritta (c.d. messaggistica istantanea o chat) sia in forma orale 
                                                        
184 Così, E. APRILE-F. SPIEZIA, Le intercettazioni telefoniche ed Ambientali. Innovazioni 
tecnologiche e nuove questioni giuridiche, Giuffrè, Milano, 2004, pag.108. 
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(sistema VoIP “Voice over IP”) utilizzando apparecchi quali 
computer, smartphone o tablet nei quali il programma è stato 
installato. 
La particolare tecnologia su cui si fonda il suo funzionamento 
rende queste conversazioni difficilmente intercettabili 
utilizzando le tecniche tradizionali di intercettazioni di 
comunicazioni telematiche o informatiche185. 
Ciò perché il flusso dei dati avviene tramite pacchetti 
trasmessi in rete186, dopo essere stati cifrati tramite algoritmi 
segreti. 
La criptazione, utilizzata dagli sviluppatori del software, 
assicura un elevato grado di protezione della comunicazione. 
Per utilizzare Skype non è sufficiente che sia installato sul 
dispositivo informatico che si intende utilizzare, ma è altresì 
necessario che l’utente abbia un proprio account Skype. 
Dunque l’utente registrato può da qualsiasi dispositivo 
accedervi tramite le credenziali di accesso personali. 
La procedura di autenticazione risulta possedere un elevato 
grado di sicurezza, in quanto il software genera delle password 
monouso temporanee ogni qualvolta si intrattiene una 
comunicazione. 
Un’altra funzionalità del programma è quella di consentire di 
telefonare anche da un apparecchio informatico verso le 
tradizionali utenze di rete fissa o mobile (SkypeOut). 
                                                        
185 Così, M. TROGU, Le intercettazioni di comunicazioni a mezzo Skype, in Processo 
penale e giustizia, n. 3, 2014, pag. 102. 
186 Il software in questione sfrutta la rete internet o una LAN (Local Area Network) 
quale canale di comunicazione ed il trasferimento di dati avviene in formato digitale. 
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Quando la chiamata viene inoltrata, il flusso di dati sfrutta la 
rete Internet, grazie alla quale giunge in prossimità del telefono 
chiamato. Per quest’ultima tratta viene utilizzata la rete 
telefonica.  
Questa operazione normalmente avviene grazie all’intervento 
del fornitore locale dei servizi telefonici, che decifra e 
decomprime i dati prima di immetterli nella rete telefonica187. 
Il passaggio dalla rete internet a quella telefonica rende molto 
difficile identificare l’indirizzo IP188 del chiamante, e di 
conseguenza capire dove si trovi il dispositivo utilizzato. 
La trasmissione dei dati garantita da Skype ha fatto sì che tale 
strumento venga utilizzato anche da parte di chi scientemente 
intende sottrarsi ad eventuali indagini, in quanto con esso ci si 
trova a disporre di uno strumento di comunicazione 
apparentemente inviolabile da parte dell’autorità giudiziaria. 
L’unica soluzione al fine di intercettare le comunicazioni a 
mezzo Skype appare essere quella di introdurre nell’apparecchio 
intercettato un programma spia. 
Il programma permette di captare le voci degli interlocutori 
prima della criptografia, se in uscita, e dopo la loro decifratura, se 
in entrata189. 
                                                        
187 Così, M. TROGU, Le intercettazioni di comunicazioni a mezzo Skype, in Processo 
penale e giustizia, , n. 3, 2014, pag. 103. 
188 Internet Protocol address: è un numero che identifica univocamente un dispositivo 
collegato ad una rete Internet. 
189 Così, S. MARIOTTI – S. TACCONI, Sulle problematiche investigative e di sicurezza alle 
comunicazioni VoIP, in Dir. Int., n.6, 2008. 
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Inoltre, nel caso di videochiamate, i programmi spia possono 
essere progettati anche per captare le immagini che vengono 
trasmesse, così come i dati di altra natura (chat). 
Per quanto riguarda la disciplina applicabile alle 
intercettazioni di comunicazioni a mezzo Skype, parte della 
dottrina190 è fermamente convinta che si debba far riferimento 
alle intercettazioni di comunicazioni informatiche e telematiche 
(art. 266-bis c.p.p.). 
Da tener presente che, al fine di poter intercettare le suddette 
comunicazioni, il programma spia deve essere inserito nel 
domicilio informatico, a cui si estende però la tutela apprestata 
dall’art. 14 Cost.  
Difatti secondo alcuni Autori191, essendo la violazione del 
domicilio informatico non inquadrabile in alcuno dei modi di 
limitazione della libertà costituzionalmente ammessi (quali 
ispezioni, perquisizioni o sequestri), dovrebbe ritenersi un 
operazione vietata. 
Ammettere limitazioni delle libertà individuali diverse da 
quelle espressamente previste dalla Costituzione equivarrebbe 
ad assegnare al legislatore ordinario un potere i cui limiti non 
sono preventivamente definibili, minando i fondamenti dello 
Stato di diritto. 
                                                        
190 In tal senso, S. DE FLAMMINEIS, Le intercettazioni telematiche, in Dir. pen. proc., 
2013, pag. 992. 
191 Così, A. SCELLA, Dubbi di legittimità costituzionale e questioni applicative in tema di 
intercettazioni ambientali compiute in luogo di privata dimora, in Cass. pen., 1995, pag. 
992; A. PACE, Problematica delle libertà fondamentali. Parte speciale, CEDAM, Padova, 
1992, pag. 223. 
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Nonostante tale orientamento, la Corte Costituzionale192 ha 
considerato costituzionalmente legittimi anche i modi di 
compressione delle libertà domiciliari non tipizzati dall’art. 14 
Cost., rendendo quindi legittimi l’utilizzo di programmi spia ai 
fini investigativi. 
Mentre un altro orientamento dottrinale193 afferma che,  
anche laddove si volesse sposare la tesi per cui la legge potrebbe 
prevedere casi e modi ulteriori rispetto a quelli elencati dall’art. 
14, comma II Cost., di limitazione della libertà domiciliare, la 
disciplina codicistica delle intercettazioni informatiche indica 
solo i casi ma non i modi in cui il domicilio informatico può 
essere limitato, dal che discende il mancato rispetto della riserva 
di legge. 
Tenendo conto delle differenti tesi sull’argomento inerenti alle 
intercettazioni di comunicazioni a mezzo Skype, si deve  
considerare predominante quella che le equipara alle 
intercettazioni di comunicazioni informatiche o telematiche. 
Questo perché anche nelle intercettazioni di comunicazioni a 
mezzo Skype l’oggetto della captazione è “un flusso di 
comunicazioni relativo a sistemi informatici o telematici ovvero 
intercorrente tra più sistemi”. 
 
  
                                                        
192 Corte Costituzionale, 24 Aprile 2002 n. 135. Sulla stessa linea anche Cass., sez. un., 
28 marzo 2006 n. 26795, Prisco, in C.E.D. Cass., RV. 234269. 
193 Così, M. SCAPARONE, Procedura penale, Vol. I, Giappichelli, 2013, pag. 67, rimarca 
che la riserva di legge di cui all’art. 14 Cost. è assoluta e quindi implica che “ le 
disposizioni di legge, che esse esigono, siano determinate, cioè non attribuiscano poteri 
discrezionali troppo ampi agli organi incaricati dalla loro applicazione, e […] non 
applicabili per analogia”. 
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