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Quantum error correction (QEC) and fault-tolerant quantum computation represent
one of the most vital theoretical aspect of quantum information processing. It was well
known from the early developments of this exciting field that the fragility of coherent
quantum systems would be a catastrophic obstacle to the development of large scale
quantum computers. The introduction of quantum error correction in 1995 showed
that active techniques could be employed to mitigate this fatal problem. However,
quantum error correction and fault-tolerant computation is now a much larger field
and many new codes, techniques, and methodologies have been developed to implement
error correction for large scale quantum algorithms. In response, we have attempted to
summarize the basic aspects of quantum error correction and fault-tolerance, not as a
detailed guide, but rather as a basic introduction. This development in this area has been
so pronounced that many in the field of quantum information, specifically researchers
who are new to quantum information or people focused on the many other important
issues in quantum computation, have found it difficult to keep up with the general
formalisms and methodologies employed in this area. Rather than introducing these
concepts from a rigorous mathematical and computer science framework, we instead
examine error correction and fault-tolerance largely through detailed examples, which
are more relevant to experimentalists today and in the near future.
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I. INTRODUCTION
The micro-computer revolution of the late 20th century
has arguably been of greater impact to the world than
any other technological revolution in history. The advent
of transistors, integrated circuits, and the modern micro-
processor has spawned literally hundreds of devices from
pocket calculators to the iPod, all now integrated through
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2an extensive worldwide communications system. How-
ever, as we enter the 21st century ever increasing compu-
tational power is driving us quickly to the realm where
quantum physics dominates. The component size of indi-
vidual transistors on modern microprocessors are becom-
ing so small that quantum effects will soon begin to domi-
nate. Unfortunately, quantum mechanical behaviour will
tend to result in unpredictable and unwanted operation
in classical microprocessor designs. We therefore have
two choices: keep trying to suppressing quantum effects
in classically fabricated electronics or move to the field of
quantum information processing (QIP) where we exploit
them. This leads to a paradigm shift in the way we view
and process information and has commanded consider-
able interest from physicists, engineers, computer sci-
entists and mathematicians. The counter-intuitive and
strange rules of quantum physics offers enormous possi-
bilities for information processing and the development
of a large scale quantum computer is the holy grail for
many researchers worldwide.
While the advent of Shor’s algorithm (Sho97) certainly
spawned great interest in quantum information process-
ing, demonstrating that quantum algorithms could be
far more efficient than those used in classical computing,
there was a great deal of debate surrounding the practi-
cality of building a large scale, controllable, quantum sys-
tem. It was well known even before the introduction of
quantum information that coherent quantum states were
extremely fragile and many believed that to maintain
large, multi-qubit, coherent quantum states for a long
enough time to complete any quantum algorithm was un-
realistic (Unr95). Additionally, classical error correction
techniques are intrinsically based on a digital framework,
unlike quantum computing where the readout of qubits
is digital but actual manipulations are analogue. There-
fore, how can we adapt the vast knowledge gained from
classical coding theory to the quantum regime?
Starting in 1995, several papers appeared, in rapid suc-
cession, proposing codes which were appropriate to per-
form error correction on quantum data (Sho95; Ste96a;
CS96; LMPZ96; BSW96). This was a key theoreti-
cal development needed to convince the general commu-
nity that quantum computation was indeed a possibility.
Since this initial introduction, the progress in this field
has been extensive.
Initial research on error correction focused heavily
on developing quantum codes (Ste96c; Ste96b; Got96;
PVK97; KL97; Kni96), introducing a more rigorous the-
oretical framework for the structure, properties and op-
eration of QEC (BSW96; KL00; CRSS98; Got97; CG97;
KLV00). Additionally, the introduction of concepts such
as fault-tolerant quantum computation (Sho96; DS96;
Got98; KLZ98; Got00) leading directly to the thresh-
old theorem for concatenated QEC (KLZ96; ABO97).
In more recent years, QEC protocols have been de-
veloped for various systems, such as, continuous vari-
ables (LS98; Bra98; vL08; ATK+09), ion-traps and other
systems containing motional degrees of freedom (ST00),
adiabatic computation (JFS06) and globally controlled
quantum computers (BBK03). Work also continues
on not only developing better (and in some ways,
more technologically useful) protocols such as subsys-
tem codes (KLP05; KLPL06; Bac06) and topological
codes (Kit97; DKLP02; BMD06; BMD07b; BMD07a;
RHG07; FSG09). Advanced techniques to analyse fault-
tolerant thresholds (AGP08; PR12; BMD08; BAO+12)
have also been developed to implement error correction in
a fault-tolerant manner with concatenated codes (Ste97a;
Ste02; DA07; Kni05) and topological codes (BMD07b;
KBAMD10; Bom11).
Along with QEC, other methods of protecting quan-
tum information were also developed. These other tech-
niques would technically be placed in a separate cate-
gory of error suppression rather than error correction.
The distinction between error suppression and error cor-
rection is also known as passive and active QEC, the
latter terminology is much more prevalent in the the-
oretical community. The most well known techniques
of error suppression are protocols such as decoherence
free subspaces (DFS) (PSE96; DG97; LCW98; DG98b;
ZR97b; ZR97a; DG98a; LW03). DFS protocols are pas-
sive, encoding information in a subspace which is in-
variant under the dynamics that generate errors. Ac-
tive methods for error suppression include applying re-
peated rotations to qubits such that these rotations, com-
bined with the natural dynamics that induce errors par-
tially cancel. These methods were initially referred to
as Bang-Bang control (VL98; VT99; Zan99) and devel-
oped primarily for NMR systems. In recent years these
techniques have been further generalized and optimized
for use in essentially all quantum information processing
systems (VKL99; FLP04; VK03; VK05; KL05; Uhr07).
These more advanced techniques are now routinely cat-
egorized as dynamical decoupling protocols. As with
QEC, this field is vast, incorporating well established
ideas from quantum control to create specially designed
control sequences to suppress errors before more resource
intensive encoding is applied.
This review deals exclusively with the concepts of
QEC and fault-tolerant quantum computation. Many
papers have reviewed error correction and fault-
tolerance (Got97; NC00; Got02; KLA+02; Ste01;
Got09), however to cater for a large audience, we attempt
to describe QEC and fault-tolerance in a more basic man-
ner, largely through examples. Instead of providing a
more rigorous review of error correction, we instead fo-
cus on more practical issues involved when working with
these ideas. For those who have recently begun inves-
tigating quantum information processing or those who
are focused on other important theoretical and/or exper-
imental aspects related to quantum computing, searching
through this enormous collection of work is daunting es-
3pecially if a basic working knowledge of QEC is all that
is required. This review of the basic aspects of QEC
and fault-tolerance is designed to allow those with lit-
tle knowledge of the field to quickly become accustomed
to the various techniques and tricks that are commonly
used. The examples in this review are selected due to
their relative simplicity. For individuals seriously inter-
ested in examining new ideas for QEC and fault-tolerant
computation we strongly advise that the references cited
throughout are consulted.
We begin the discussion in section II where we describe
some preliminary concepts on the required properties of
any quantum error correcting protocol. In section III we
review some basic noise models from the context of how
they influence quantum algorithms. Section IV intro-
duces quantum error correction through the traditional
example of the 3-qubit code, illustrating the circuits used
for encoding and correction and why the principle of
redundant encoding suppresses the failure of encoded
qubits. Sections V and VI introduce the first examples
of complete quantum codes, Shor’s 9-qubit code and a 4-
qubit error detection code. Sections VII and VIII intro-
duces the stabiliser formalism, demonstrating how QEC
circuits are synthesized once the structure of the code is
known. In section IX we briefly return to noise models
and relate the abstract analysis of QEC, where errors are
assumed to be discrete and probabilistic, to some of the
physical mechanisms which can cause errors. Sections X
and XI introduce the concept of fault-tolerant error cor-
rection, the threshold theorem and how logical gate op-
erations can be applied directly to encoded data. We
then move onto circuit synthesis in section XII, present-
ing a fault-tolerant circuit design for state preparation
using the 7-qubit Steane code as a representative exam-
ple. Finally, in section XIV, we review specific codes for
qubit loss and examine two more modern techniques for
error correction. We briefly examine quantum subsystem
codes (KLP05; KLPL06; Bac06) and topological surface
codes (DKLP02; FSG09) due to both their theoretical
elegance and their increasing relevance in quantum ar-
chitecture designs (IFI+02; DFS+09; SJ09; MLFY10).
II. PRELIMINARIES
Before discussing quantum errors and how they can
be corrected, we first introduce the basics of qubits and
quantum gates. We assume a basic working knowledge
with quantum information (EJ96; NC00) and this brief
discussion is used simply to define our notation for the
remainder of this review.
A. Basic structure of the qubit
The fundamental unit of quantum information is the
qubit. Unlike the classical bit, the qubit can exist in
coherent superpositions of its two states, denoted as |0〉
and |1〉. These basis states can be, for example, photonic
polarization, atomic spin states, electronic states of an
ion or charge states of superconducting systems. An ar-
bitrary state of an individual qubit, |φ〉, can be expressed
as,
|φ〉 = α |0〉+ β |1〉 (1)
where |0〉 and |1〉 are the two orthonormal basis states
of the qubit and |α|2 + |β|2 = 1. Quantum gate opera-
tions are represented by unitary operations acting on the
Hilbert space of a collection of qubits. Unlike classical
information processing, conservation of probability for
quantum states require that all operations be reversible
and hence unitary.
When describing a quantum gate on an individual
qubit, any dynamical operation, G, is a member of the
unitary group U(2), which consists of all 2 × 2 matrices
where G† = G−1. Up to a global (and unphysical) phase
factor, any single qubit operation can be expressed as a
linear combination of the generators of SU(2) as,
G = cIσI + cxσx + cyσy + czσz (2)
where,
σx =
(
0 1
1 0
)
, σy =
(
0 −i
i 0
)
, σz =
(
1 0
0 −1
)
, (3)
are the Pauli matrices, σI is the 2 × 2 identity matrix,
cI is a real number, and (cx, cy, cz) are complex numbers
satisfying,
|cI |2 + |cx|2 + |cy|2 + |cz|2 = 1,
<(cIc∗x) + =(cyc∗z) = 0,
<(cIc∗y) + =(cxc∗z) = 0,
<(cIc∗z) + =(cxc∗y) = 0.
(4)
Here < and = are the real and imaginary components
respectively.
B. Some general requirements of quantum error correction
Although the field of QEC is largely based on clas-
sical coding theory, there are several issues that need to
be considered when transferring classical error correction
techniques to the quantum regime.
First, coding based on data-copying, which is exten-
sively used in classical error correction cannot be used
due to the no-cloning theorem of quantum mechan-
ics (WZ82). This result implies that there exists no trans-
formation resulting in the following mapping,
U(|φ〉 ⊗ |ψ〉) = |φ〉 ⊗ |φ〉 ∀ |φ〉 . (5)
4i.e. it is impossible to perfectly copy an unknown quan-
tum state. This means that quantum data cannot be
protected from errors by simply making multiple copies.
Secondly, direct measurement cannot be used to effec-
tively protect against errors, since this will act to destroy
any quantum superposition that is being used for com-
putation. Error correction protocols must therefore be
employed, which can detect and correct errors without
determining any information regarding the qubit state.
Unlike classical information, qubits are susceptible to
both traditional bit errors |0〉 ↔ |1〉, and also phase er-
rors |0〉 ↔ |0〉, |1〉 ↔ − |1〉. Hence any error correction
procedure needs to be able to simultaneously correct for
both. Finally, errors in quantum information are intrin-
sically continuous (i.e. qubits do not experience full bit
or phase flips but rather an angular shift of the qubit
state by any angle). This issue will be discussed in more
depth in Section IX
At its most basic level, QEC utilizes the idea of redun-
dant encoding. This is where the total size of the Hilbert
space is expanded beyond what is needed to store a sin-
gle qubit of information. This way, errors on individual
qubits are mapped to large set of mutually orthogonal
subspaces, the size of which is determined by the num-
ber of qubits utilized in the code. Finally, the error cor-
rection protocol cannot allow us to gain information re-
garding the coefficients, α and β of the encoded state; as
doing so would collapse the system.
III. QUANTUM ERRORS: CAUSE AND EFFECT
Before we begin discussing the details of QEC, we first
examine some of the common sources of errors in quan-
tum information processing and contextualize what they
imply for computation. We will consider several impor-
tant sources of errors and how they influence two trivial,
single qubit quantum algorithms.
The first algorithm is a computation consisting of a
single qubit, initialized in the |0〉 state undergoing N
identity operations. If this algorithm is performed per-
fectly the final state is,
|ψ〉final =
N∏
i
Ii |0〉 = |0〉 , (6)
where I ≡ σI is the identity gate. Measurement of the
qubit in the |0〉, |1〉 basis will consequently yield the result
0 with a probability of unity.
The second illustration is an algorithm of three gates,
|ψ〉final = HIH |0〉 = HI
1√
2
(|0〉+ |1〉)
= H
1√
2
(|0〉+ |1〉)
= |0〉 .
(7)
This algorithm will ideally yield a result |0〉 with prob-
ability of 1 when measured in the |0〉, |1〉 basis. This
algorithm implements two H ≡ Hadamard operations
separated by a wait stage, represented by the Identity
gate.
We examine, independently, several common sources
of error from the effect they have on these two quan-
tum algorithms. Hopefully, this introductory section will
show that while quantum errors are complicated physi-
cal effects, in QIP the relevant measure is the theoretical
success probability of a given quantum algorithm.
Errors that exist on any quantum system are highly
dependent on the specific physical mechanisms that gov-
ern the system. The situations that follow are only basic
illustrative examples which can often arise in discussions
related to errors and QEC. It is important to stress that
the types of errors and the way in which they are ana-
lyzed needs to be considered in the context of the physical
system under consideration.
A. Coherent quantum errors: Gates which are incorrectly
applied
The first possible source of error is coherent, system-
atic control errors. This type of error is typically asso-
ciated with incorrect knowledge of the system dynam-
ics. Namely, otherwise perfect control assuming a sys-
tem governed by a Hamiltonian H ′ when the actual sys-
tem dynamics is governed by H. As qubit systems must
be characterized prior to being used (PCZ97; CSG+05),
finite experimental resolution with these processes will
lead to coherent control errors. As these errors are co-
herent inaccuracies applied to the qubit, they can be mit-
igated using coherent techniques such as composite pulse
sequences (LF79; Lev86; BHC04; Jon09). Other control
errors (e.g. arising from fluctuations in control fields)
are not coherent processes and are dealt with in a similar
way to environmental coupling described further on.
As this source of error is coherent and systematic it
causes you to apply the same, undesired gate operation
and can be analyzed without moving to the density ma-
trix formalism. With respect to the first of our algo-
rithms, we are able to model this several different ways.
To keep things simple, we assume that incorrect charac-
terization of the control dynamics leads to a gate which
is not σI , but instead introduces a small rotation around
the X-axis of the Bloch sphere. This results in the state,
|ψ〉final =
N∏
eiσx |0〉 = cos(N) |0〉+ i sin(N) |1〉 . (8)
We now measure the system in the |0〉, |1〉 basis. Due to
these errors, the probability of measuring the system in
the |0〉 or |1〉 state is,
P (|0〉) = cos2(N) ≈ 1− (N)2,
P (|1〉) = sin2(N) ≈ (N)2. (9)
5Hence, the probability of error in this trivial quantum
algorithm is given by perror ≈ (N)2, which will be small
given that N 1. The systematic error in this system is
quadratic in both the small systematic over rotation and
the total number of applied identity operations. This is
expected as this rotational error always acts in the same
direction every time it is applied.
B. Environmental decoherence
Environmental decoherence is another important
source of errors in quantum systems. We will take a
simple decoherence model and examine how our second
algorithm behaves. Later in section IX we will illustrate
a more complicated decoherence model that arises from
standard mechanisms.
Consider a very simple environment, which is another
two level quantum system. This environment has two
basis states, |e0〉 and |e1〉, that satisfy the completeness
relations,
〈ei| ej〉 = δij , |e0〉 〈e0|+ |e1〉 〈e1| = I. (10)
We will also assume that the environment couples to
the qubit in a specific way. When the qubit is in the
|1〉 state, the coupling flips the environmental state,
while if the qubit is in the |0〉 state nothing happens
to the environment. Finally, this model assumes the sys-
tem/environment interaction only occurs during the wait
stage of the algorithm (while the Identity gate is being
applied). As with the first algorithm we should measure
the state |0〉 with probability one. The reason for utiliz-
ing the second of our algorithms in this example is that
this specific decoherence model acts to reduce coherence
between the |0〉 and |1〉 states. Therefore, we require
a coherent superposition to observe any effect from the
environmental coupling. We assume the environment is
initialized in the state, |E〉 = |e0〉, and then coupled to
the system,
HIH |0〉 |E〉 = 1
2
(|0〉+ |1〉) |e0〉+ 1
2
(|0〉 − |1〉) |e1〉 (11)
As we are considering environmental decoherence, pure
states will be transformed into classical mixtures, hence
we now move into the density matrix representation for
the state HIH |0〉 |E〉,
ρf =
1
4
(|0〉 〈0|+ |0〉 〈1|+ |1〉 〈0|+ |1〉 〈1|) |e0〉 〈e0|
+
1
4
(|0〉 〈0| − |0〉 〈1| − |1〉 〈0|+ |1〉 〈1|) |e1〉 〈e1|
+
1
4
(|0〉 〈0| − |0〉 〈1|+ |1〉 〈0| − |1〉 〈1|) |e0〉 〈e1|
+
1
4
(|0〉 〈0|+ |0〉 〈1| − |1〉 〈0| − |1〉 〈1|) |e1〉 〈e0| .
(12)
As we have no access to the environmental degrees of
freedom, we trace over this part of the system, giving,
TrE(ρf ) =
1
4
(|0〉 〈0|+ |0〉 〈1|+ |1〉 〈0|+ |1〉 〈1|)
+
1
4
(|0〉 〈0| − |0〉 〈1| − |1〉 〈0|+ |1〉 〈1|)
=
1
2
(|0〉 〈0|+ |1〉 〈1|).
(13)
Measurement of the system will consequently return |0〉
50% of the time and |1〉 50% of the time. This final
state is a complete mixture of the two qubit states and
is consequently a classical system. The coupling to the
environment removed all the coherences between the |0〉
and |1〉 states and the second Hadamard transform, in-
tended to rotate (|0〉 + |1〉)/√2 → |0〉, has no effect on
the qubit state.
As we assumed that the system/environment coupling
during the wait stage causes the environmental degree of
freedom to “flip” (when the qubit is in the |1〉 state) this
decoherence model implicitly incorporates a temporal ef-
fect. The temporal interval of the identity gate in the
above algorithm is long enough to enact the controlled-
flip operation. If we assumed a controlled rotation that is
not a full flip on the environment, the final mixture will
not be 50/50. Instead there would be a residual coherence
between the qubit states and an increased probability of
our algorithm returning a |0〉. Section IX revisits the de-
coherence model and illustrates how time-dependence is
explicitly incorporated.
C. Simple models of loss, leakage, measurement and
initialization
Other sources of error such as qubit initialization, mea-
surement errors, qubit loss and qubit leakage can be mod-
eled in a very similar manner. As with coherent con-
trol errors and environmental decoherence, the specifics
of other error channels can be modeled in a coherent
or incoherent manner, depending on the physical mech-
anisms. The examples shown below are commonplace
within QEC analysis and adequately apply to a large
number of systems.
Measurement errors can be modeled in the same way
as environmental decoherence, acting incoherently on the
system. Measurement errors can be described in two
slightly different ways. The first it to use the following
positive operator value measures (POVM’s),
F0 = (1− pM ) |0〉 〈0|+ pM |1〉 〈1| ,
F1 = (1− pM ) |1〉 〈1|+ pM |0〉 〈0| ,
(14)
where pM is the probability of measurement error. These
are not measurement projectors as F 20 6= F0 and F 21 6= F1.
The second method is to apply the following mapping to
6the qubit,
ρ→ ρ′ = (1− pM )ρ+ pMXρX (15)
followed by a perfect measurement in the (|0〉 , |1〉) basis.
These two models give exactly the same probabilities for
each outcome. Defining A0 = |0〉 〈0| and A1 = |1〉 〈1| as
the measurement projectors onto the (|0〉 , |1〉) basis we
find,
Tr(F0ρ) = (1− pM )Tr(A0ρ) + pMTr(A1ρ),
Tr(F1ρ) = (1− pM )Tr(A1ρ) + pMTr(A0ρ),
(16)
Tr(A0ρ
′) = (1− pM )Tr(A0ρ) + pMTr(XA0Xρ)
= (1− pM )Tr(A0ρ) + pMTr(A1ρ),
Tr(A1ρ
′) = (1− pM )Tr(A1ρ) + pMTr(XA1Xρ)
= (1− pM )Tr(A1ρ) + pMTr(A0ρ).
(17)
Hence, either method will result in the same probabilities
for a given value of pM . The difference between these two
models is the state the measured qubit is projected to.
When using the POVM’s in Eq.(14), the collapsed
state of the qubit is given by,
ρ→ MiρM
†
i
Tr(Fiρ)
i = 0, 1, (18)
where,
M0 =
√
1− pM |0〉 〈0|+√pM |1〉 〈1| ,
M1 =
√
1− pM |1〉 〈1|+√pM |0〉 〈0| .
(19)
Therefore the resulting state, after measurement, will not
be initialized in a known state. If the second model is
used, then the system is initialized to either |0〉 or |1〉 de-
pending on which projector is used. To see this explicitly,
consider the state,
1√
2
(|0〉+ |1〉) . (20)
Using both models, the probability of measuring |0〉 is
1/2 (as the above state is invariant under a bit-flip er-
ror). If the POVM model is used (using the F0 and M0
operators), the state after measurement is,√
(1− pm) |0〉+√pm |1〉 . (21)
The collapsed state, after measurement, is a superposi-
tion of |0〉 and |1〉, with amplitudes related to pm. If we
use the second model (using the projector A0), the state
after measurement is simply |0〉. As measurement is gen-
erally followed by either discarding the qubit or reinitial-
izing it in a known state, both models can generally be
used interchangeably with no adverse consequences.
Qubit loss is modeled in a slightly different manner.
When a qubit is lost, it is effectively removed from the
system. This channel can be modeled by simply tracing
out the lost qubit, Tri(ρ), where i is the index of the lost
qubit. This reduces the dimensionality of the qubit space
by a factor of two.
The loss of the physical object means that it cannot be
directly measured or coupled to any other ancillary sys-
tem. Even though this model of qubit loss (with regards
to the information stored on the qubit) is equivalent to
incoherent processes such as environmental coupling, cor-
recting this type of error requires additional machinery
on top of standard QEC protocols. Standard correction
protocols can protect against the loss of information on
a qubit, provided that the physical object still exists in
the computer. Therefore, an initial non-demolition de-
tection must be employed (which determines if the qubit
is actually present without performing a projective mea-
surement on the computational state) before standard
correction can correct the error. Provided that these non-
demolition protocols are employed, loss actually becomes
a preferred channel in error correction. If a loss event is
detected and the quit is replaced, this heralds the qubit
experiencing the error. This additional information can
be used within error correction protocols to increase per-
formance.
Initialization of the qubit can be modeled either us-
ing a coherent systematic or incoherent process. If an
incoherent model is employed, initialization can be mod-
eled essentially the same way as imperfect measurement.
If we have a probability pI of initialization error (where
pI encapsulates the internal mechanisms that introduce
errors) and we initialize the qubit in the |0〉 state, the
initial state of the system is given by the mixture,
ρi = (1− pI) |0〉 〈0|+ pI |1〉 〈1| . (22)
In contrast, we could consider an initialization model
which is achieved via a coherent unitary operation where
the target is the desired initial state. In this case, the
initial state is pure, but contains a non-zero amplitude
of the undesired target, for example,
|ψ〉 = α |0〉+ β |1〉 , (23)
where |α|2 + |β|2 = 1 and |β|2  1. The interpretation of
these two types of initialization models is identical to the
coherent and incoherent models presented. Again, the
effect of these types of errors relates to the probabilities
of measuring the system in an erred state.
One final type of error that we can briefly mention is
qubit leakage. Qubit leakage manifests due to the fact
that most systems utilized for qubits do not consist of
just 2 levels. For example, Fig 1 (from Ref. (Ste97b))
illustrates the energy level structure for a 43Ca+ ion uti-
lized for ion trap quantum computing. The qubits in this
system are defined with two electronic states, however the
system itself contains many more levels (including some
which are used for qubit readout and initialization). As
7FIG. 1 (from Ref. (Ste97b)) Energy level structure for the
43Ca+ investigated by the Oxford ion-trapping group. The
structure of this ion is clearly not a 2-level quantum system.
Hence leakage into non-qubit states is an important factor to
consider.
with systematic errors, leakage can occur when improper
control is applied to such a system. In the case of ion-
traps, qubit transitions are performed by focusing finely
tuned lasers resonant on the relevant transitions. If the
laser frequency fluctuates or additional levels are not suf-
ficiently detuned from the qubit resonance, the following
transformation could occur,
U |0〉 = α |0〉+ β |1〉+ γ |2〉 , (24)
where the state |2〉 is a third level, which is now popu-
lated due to improper control. The actual effect of this
type of error can manifest in several different ways. As
quantum circuits and algorithms are fundamentally de-
signed assuming the computational array is a of 2-level
systems, the transformation shown in Eq. (24) (which
in this case is operating over a 3-level space) will natu-
rally induce unwanted dynamics. Another important im-
plication of applying non-qubit operations is how these
levels interact with the environment and hence how de-
coherence effects the system. For example, in the above
case, the unwanted level, |2〉, may be extremely short
lived leading to an emission of a photon and the system
relaxing back to the ground state. For these reasons,
leakage is one of the most problematic error channels to
correct using QEC. In general, leakage induced errors
need to be corrected in a similar manner to loss, which
can also be thought of as a leakage process into a vac-
uum state. Non-demolition techniques are first required
to determine if the system is still confined to the qubit
subspace (Pre98; GBP97; VWW05) after which standard
correction protocols can be utilized. As with qubit loss,
if these additional protocols are employed, leakage errors
are heralded and the performance of the resulting error
correction will increase.
Another well known method is to use a complicated
pulse sequence which acts to re-focus an improperly con-
fined operation back to the qubit subspace (WBL02;
BLWZ05). This can be advantageous as it does not re-
quire additional qubit resources.
Leakage effects arise from multiple sources, and the
best method for correction is often heavily dependent
on the error mechanisms. One example is when inter-
nal fluctuations in the system change otherwise perfect
qubit dynamics. Unfortunately this leakage source gen-
erally cannot be predicted and/or characterized and so
dedicated leakage protection will need to be employed.
A second source is imprecise fabrication of an other-
wise perfect qubit system. This source of leakage can,
in principal, be engineered away, thereby eliminating the
need for specialized leakage correction. In the context
of mass manufacturing of qubit systems, leakage would
ideally be quantified immediately after the fabrication of
a device (DSO+07) to eliminate these systematic leak-
age errors. If a particular system is found to be im-
properly confined to the qubit subspace, it would simply
be discarded. Employing characterization at this stage
could potentially eliminate the need to implement a large
amount of leakage protection in the computer, shorten-
ing gate times and ultimately reducing error rates in the
computer.
In this section we have presented a very basic set of
examples to explain some of the ideas of quantum errors
and how they effect the success of a quantum algorithm.
Section IX will return to a more realistic set of error
models. For those interested in a more complete treat-
ment of quantum errors we encourage readers to refer
to (Got97; NC00; Got02; KLA+02; Ste01; Got09).
IV. THE 3-QUBIT CODE: A GOOD STARTING POINT
FOR QUANTUM ERROR CORRECTION
The 3-qubit bit-flip code is traditionally used as a basic
introduction to the concept of quantum error correction.
8It should be emphasized that the 3-qubit code does not
represent a full quantum code. This is due to the fact
that the code cannot simultaneously correct for both bit
and phase flips [Sec. IX]. This code is a repetition code
extended by Shor (Sho95) to construct the 9-qubit quan-
tum code, demonstrating that QEC was possible.
The 3-qubit code encodes a single logical qubit into
three physical qubits with the property that it can correct
for a single, σx, bit-flip error. The two logical basis states
|0〉L and |1〉L are defined as,
|0〉L = |000〉 , |1〉L = |111〉 , (25)
such that an arbitrary single qubit state |ψ〉 = α |0〉+β |1〉
is mapped to,
α |0〉+ β |1〉 → α |0〉L + β |1〉L
= α |000〉+ β |111〉
= |ψ〉L .
(26)
Fig. 2 illustrates the quantum circuit required to encode
a single logical qubit via the initialization of two an-
cilla qubits and two CNOT gates. The reason that this
FIG. 2 Quantum Circuit to prepare the |0〉L state for the 3-
qubit code where an arbitrary single qubit state, |ψ〉 is coupled
to two freshly initialized ancilla qubits via CNOT gates to
prepare |ψ〉L.
code is able to correct for a single bit-flip error is the
binary distance between the two codeword states. No-
tice that three individual bit flips are required to take
|0〉L ↔ |1〉L, hence if we assume |ψ〉 = |0〉L, a single bit
flip on any qubit leaves the final state closer to |0〉L than
|1〉L. The distance between two codeword states, d, de-
fines the number of errors that can be corrected, t, as,
t = b(d− 1)/2c. In this case, d = 3, hence t = 1.
How are we able to correct errors using this code with-
out directly measuring or obtaining information about
the logical state? Two additional ancilla qubits are
introduced, which are used to extract syndrome infor-
mation (information regarding possible errors) from the
data block without discriminating the exact state of any
qubit. The encoding and correction circuit is illustrated
in Fig. 3. Correction proceeds by introducing two ancilla
qubits and performing a sequence of CNOT gates, which
checks the parity of the three qubit data block. For the
sake of simplicity we assume that all gate operations are
perfect and the only place where the qubits are suscepti-
ble to error is the region between encoding and correction
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FIG. 3 Circuit required to encode and correct for a single
σx-error. We assume that after encoding a single bit-flip oc-
curs on one of the three qubits (or no error occurs). Two
initialized ancilla are then coupled to the data block which
only checks the parity between qubits. These ancilla are then
measured, with the measurement result indicating where (or
if) an error has occurred, without directly measuring any of
the data qubits. Using this syndrome information, the error
can be corrected with a classically controlled σx gate.
(As illustrated in Fig 3). We will return to this issue in
section X when we discuss fault-tolerance. We also as-
sume that at most a single, complete bit flip error occurs
on one of the three data qubits. Table I summarizes the
state of the whole system, for each possible error, just
prior to measurement.
Error Location Final State, |data〉 |ancilla〉
No Error α |000〉 |00〉+ β |111〉 |00〉
Qubit 1 α |100〉 |11〉+ β |011〉 |11〉
Qubit 2 α |010〉 |10〉+ β |101〉 |10〉
Qubit 3 α |001〉 |01〉+ β |110〉 |01〉
TABLE I Final state of the five qubit system prior to the
syndrome measurement for no error or a single X error on
one of the qubits. The last two qubits represent the state
of the ancilla. Note that each possible error will result in a
unique measurement result (syndrome) of the ancilla qubits.
This allows for a σx correction gate to be applied to the data
block which is classically controlled from the syndrome result.
For each possible situation, either no error or a single
bit-flip error, the ancilla qubits are flipped to a unique
state based on the parity of the data block. These qubits
are then measured to obtain the classical syndrome re-
sult. The result of the measurement will then dictate if
a correction gate needs to be applied. This is illustrated
in Table. II.
Provided that only a single error has occurred, the data
block is restored. At no point during correction do we
gain any information regarding the coefficients α and β,
hence superpositions of the computational state will re-
main in-tact during correction.
This code will only work if a maximum of one error
occurs. The 3-qubit code is a d = 3 code, hence if t > 1,
then the resulting state becomes “closer” to the wrong
9Ancilla Measurement Collapsed State Consequence
00 α |000〉+ β |111〉 No Error
01 α |001〉+ β |110〉 σx on Qubit 3
10 α |010〉+ β |101〉 σx on Qubit 2
11 α |100〉+ β |011〉 σx on Qubit 1
TABLE II Ancilla measurements for a single σx error with
the 3-qubit code. Each of the four possible results correspond
to either no error or a bit flip on one of the three qubits.
logical state. This can be seen in Table. III when track-
ing multiple errors through the correction circuit. In
Error Location Final State, |data〉 |ancilla〉 Assumed Error
Qubit 1 & 2 α |110〉 |01〉+ β |001〉 |01〉 σx on Qubit 3
Qubit 2 & 3 α |011〉 |11〉+ β |100〉 |11〉 σx on Qubit 1
Qubit 1 & 3 α |101〉 |10〉+ β |010〉 |10〉 σx on Qubit 2
Qubit 1, 2 & 3 α |111〉 |00〉+ β |000〉 |00〉 No Error
TABLE III Ambiguity of syndrome results when multiple er-
rors occur.
each case, we assume that the total number of errors is
> d/2, therefore our correction takes us to the wrong log-
ical state. In every case where t > 1 our mis-correction
induces a logical bit flip, causing the code to fail.
To be absolutely clear on how QEC acts to restore the
system and protect against errors let us now consider a
different and slightly more physically realistic example.
We will assume that the errors acting on the qubits are
coherent rotations of the form U = exp(iσx) on each
qubit, with  1. We choose coherent rotations so that
we can remain in the state vector representation. This
is not a necessary requirement, however more general in-
coherent mappings would require us to move to density
matrices.
We assume that each qubit experiences the same error,
hence the error operator acting on the state is,
|ψ〉E = E |ψ〉L ,
E = U⊗3 = (cos()σI + i sin()σx)⊗3
= c0σIσIσI
+ c1(σxσIσI + σIσxσI + σIσIσx)
+ c2(σxσxσI + σIσxσx + σxσIσx)
+ c3σxσxσx.
(27)
where,
c0 = cos
3(),
c1 = i cos
2() sin(),
c2 = − cos() sin2(),
c3 = −i sin3().
(28)
Now let’s examine the transformation that occurs when
we run the error correction circuit in Fig. 3. This is
represented via the unitary transformation, UQEC, over
both the data and ancilla qubits,
UQEC(E |ψ〉L |00〉) = c0 |ψ〉L |00〉
+ c1σxσIσI |ψ〉L |11〉
+ c1σIσxσI |ψ〉L |10〉
+ c1σIσIσx |ψ〉L |01〉
+ c2σxσxσI |ψ〉L |10〉
+ c2σIσxσx |ψ〉L |11〉
+ c2σxσIσx |ψ〉L |01〉
+ c3σxσxσx |ψ〉L |00〉
(29)
Once again, the ancilla block is measured and the ap-
propriate correction operator is applied, yielding the re-
sults (up to renormalisation) shown in Table. IV. In each
Ancilla Measurement Collapsed State (with correction)
00 c0 |ψ〉L + c3σxσxσx |ψ〉L
01 c1 |ψ〉L + c2σxσxσx |ψ〉L
10 c1 |ψ〉L + c2σxσxσx |ψ〉L
11 c1 |ψ〉L + c2σxσxσx |ψ〉L
TABLE IV Resulting logical state after a round of error cor-
rection with the 3-qubit code.
case, after correction (based on the syndrome result), we
are left with approximately the same state, a superpo-
sition of a “clean state” with the logically flipped state,
σxσxσx |ψ〉. Let us now examine in detail the amplitudes
now associated with each term in these states. If we con-
sider the unitary U acting on a single, unencoded qubit,
the rotation takes the state |ψ〉 to,
U |ψ〉 = cos() |ψ〉+ i sin()σx |ψ〉 , (30)
Consequently, the fidelity of the single qubit state is,
Funencoded = | 〈ψ|U |ψ〉 |2 = cos2  ≈ 1− 2 (31)
In contrast, the worst case fidelity1 of the encoded qubit
state after a cycle of error correction is,
Fno error detected =
|c0|2
|c0|2 + |c3|2
=
cos6()
cos6() + sin6()
≈ 1− 6,
(32)
1 worst case fidelity assumes that the state |ψ〉L is orthogonal to
the state σxσxσx |ψ〉L.
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with probability 1− 32 +O(4) and
Ferror detected =
|c1|2
|c1|2 + |c2|2
=
cos4() sin2()
cos4() sin2() + sin4() cos2()
≈ 1− 2,
(33)
with probability 32 +O(4). This is the general idea of
how QEC suppresses errors at the logical level. During
a round of error correction, if no error is detected, the
error on the resulting state is suppressed from O(2) to
O(6). If a single error is detected, the fidelity of the re-
sulting state remains the same. As the 3-qubit code is a
single error correcting code, if one error has already been
corrected then the failure rate of the logical qubit is con-
ditional on experiencing one further error (which will be
proportional to 2). As  1 the majority of correction
cycles will detect no error and the fidelity of the resulting
encoded state is higher than when unencoded.
It should be stressed that no error correction
scheme will, in general, fully restore a corrupted
state to the original logical state. The resulting state
will generally contain a superposition or a mixture of
a clean state and a logically erred state depending on
whether the error process is coherent or incoherent. The
point is that the fidelity of the corrupted states, at the
logical level, is greater than the corresponding fidelity
for unencoded qubits. Consequently the probability of
measuring the correct result at the end of a specific algo-
rithm increases when the system is encoded. The exam-
ple shown here is somewhat unphysical. i.e. it assumes
perfect gate operations, errors that only consists of σx-
rotations at a specific point in the circuit. In the coming
sections we will introduce the concepts necessary when
relaxing these assumptions.
V. THE 9-QUBIT CODE: THE FIRST FULL QUANTUM
CODE
The nine qubit error correcting code was first devel-
oped by Shor (Sho95) in 1995 and is based largely on the
3-qubit repetition code. The Shor code is a degenerate2
single error correcting code, able to correct a logical qubit
from one bit-flip, one phase-flip or one of each, on any of
the nine physical qubits. This code is therefore sufficient
to correct for an arbitrary single qubit error [Sec. IX].
2 Degenerate quantum codes are ones where different types of er-
rors have the same effect on the codestates.
The two basis states for the code are,
|0〉L =
1√
8
(|000〉+ |111〉)(|000〉+ |111〉)(|000〉+ |111〉)
|1〉L =
1√
8
(|000〉 − |111〉)(|000〉 − |111〉)(|000〉 − |111〉)
(34)
and the circuit to perform the encoding is shown in Fig. 4.
Correction for X errors, for each block of three qubits
FIG. 4 Circuit required to encode a single qubit with Shor’s
nine qubit code.
encoded to (|000〉 ± |111〉)/√2 is identical to the three
qubit code shown earlier. By performing the correction
circuit shown in Fig. 3 for each block of three qubits, sin-
gle σx ≡ X errors can be detected and corrected. Phase
errors (σz ≡ Z) are corrected by examining the sign dif-
ferences between the three blocks. The circuit shown in
Fig. 5 achieves this. The first set of six CNOT gates com-
pares the sign of blocks one and two and the second set of
CNOT gates compares the sign for blocks two and three.
Note that a phase flip on any one qubit in a block of three
has the same effect, this is why the 9-qubit code is re-
ferred to as a degenerate code. In other error correcting
codes, such as the 5- or 7-qubit codes (Ste96a; LMPZ96),
there is a one-to-one mapping between correctable errors
and unique states. In degenerate codes such as the 9-
qubit code, the mapping is not unique. Hence provided
we know in which block the error occurs it does not mat-
ter which qubit we apply the correction operator to.
As the 9-qubit code can correct for a single X error
in any one block of three and a single phase error on
any of the nine qubits, this code is a full quantum error
correcting code. Even if a bit and phase error occurs
on the same qubit, the X correction circuit will detect
and correct for bit flips, while the Z correction circuit
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FIG. 5 Circuit required to perform Z-error correction for the 9-qubit code.
will detect and correct for phase flips. As mentioned,
the X error correction does have the ability to correct
for up to three individual bit flips (provided each bit flip
occurs in a different block of three). However, in general,
the 9-qubit code is only a single error correcting code as
it cannot handle multiple errors if they occur in certain
locations.
The 9-qubit code is in fact related to a useful class of er-
ror correcting codes known as Bacon-Shor codes (Bac06).
These codes have the property that certain subgroups of
error operators do not corrupt the logical space. For
example, In the 9-qubit code, specific pairs of phase
errors do not corrupt the logical states. Bacon-Shor
codes are very nice codes from a computer architectural
point of view. Error correction circuits and gates are
generally simpler, allowing for circuit structures more
amenable to the physical restrictions of a computer ar-
chitecture (AC07). Additionally, Bacon-Shor codes cor-
recting a larger number of errors have a similar structure.
Therefore, are able to perform dynamical switching be-
tween codes, in a fault-tolerant manner. This allows us
to adapt the amount of error correction to better reflect
the noise present at a physical level (SEDH08). We will
return and revisit these codes later in section XIV.A.
VI. QUANTUM ERROR DETECTION
So far we have focused on the ability not only to de-
tect errors, but also to correct them. Another approach is
to not enforce the correction requirement. Post-selected
quantum computation, developed by Knill (Kni05)
demonstrated that large scale quantum computing could
be achieved with much higher noise rates when error de-
tection is employed instead of more costly correction pro-
tocols. The basic idea in post-selected schemes is to en-
code a large number of ancilla qubits with error detecting
circuits. Sets of encoded qubits which pass error detec-
tion are selected and further utilized as encoded ancillas
for error correction. In general, error detection is faster
and requires fewer qubits than performing active error
correction. By producing and verifying large numbers
of encoded ancillas which are post-selected after verifi-
cation, error correction can be performed without data
qubits waiting as long for appropriate ancilla to be pre-
pared, decreasing the number of errors that need to be
corrected. One of the downsides to these types of schemes
is that although they lead to large tolerable error rates,
the resource requirements are much higher.
The simplest error detecting circuit is the 4-qubit
code (GBP97). This encodes two logical qubits on to
four physical qubits with the ability to detect a single
error on either of the two logical qubits. The four basis
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states for the code are,
|00〉 = 1√
2
(|0000〉+ |1111〉),
|01〉 = 1√
2
(|1100〉+ |0011〉),
|10〉 = 1√
2
(|1010〉+ |0101〉),
|11〉 = 1√
2
(|0110〉+ |1001〉).
(35)
Fig. 6 illustrates the error detection circuit that can be
utilized to detect a single bit and/or phase flip on one of
these encoded qubits. If a single bit and/or phase flip oc-
curs on one of the four qubits then the ancilla qubits will
be measured in the state |1〉. For example, let us consider
the cases when a single bit flip occurs on one of the four
qubits. The state of the system, just prior to the mea-
surement of the ancilla, is given in Table. V. Regardless
Error Location Final State, |data〉 |ancilla〉
No Error |ψ〉L |00〉
Qubit 1 X1 |ψ〉L |10〉
Qubit 2 X2 |ψ〉L |10〉
Qubit 3 X3 |ψ〉L |10〉
Qubit 4 X4 |ψ〉L |10〉
TABLE V Qubit and ancilla state, just prior to measurement
for the 4-qubit error detection code when a single bit-flip has
occurred on at most one of the four qubits.
of the location of the bit flip, the ancilla system is mea-
sured in the state |10〉. Similarly if one considers a single
phase error on any of the four qubits the ancilla mea-
surement will return |01〉. In both cases no information
is obtained regarding where the error has occurred, hence
it is not possible to correct the state. Instead the circuit
can must reset and re-run.
VII. STABILISER FORMALISM
So far we have described error correcting codes from
the state vector representation of their encoded states.
This is a rather inefficient method for describing the
codes as the state representations and circuits will differ
from code to code. Consequently we would like a rep-
resentation that has a generalised method for error cor-
rection and circuit construction, regardless of the code
used. The majority of error correcting codes that are
used within the literature are members of a class known
as stabilizer codes. Stabilizer codes are very useful to
work with. The general formalism applies broadly and
there exists general rules to construct preparation cir-
cuits, correction circuits and fault-tolerant logical gate
operations once the stabilizer structure of the code is
known.
The stabilizer formalism was first introduced by Daniel
Gottesman (Got97) and uses the Heisenberg representa-
tion for quantum mechanics. Describing quantum states
in terms of operators rather than the states. A state |ψ〉
is defined to be stabilized by some operator, K, if it is a
+1 eigenstate of K, i.e.
K |ψ〉 = |ψ〉 . (36)
For example, the single qubit state |0〉 is stabilized by
the operator K = σz, i.e.
σz |0〉 = |0〉 . (37)
We can definine multi-qubit states in the same way, by
examining some of the group properties of multi-qubit
operators.
Within the group of all possible, single qubit opera-
tors, there exists a subgroup, denoted the Pauli group,
P, which contains the following elements,
P = {±σI ,±iσI ,±σx,±iσx,±σy,±iσy,±σz,±iσz}.
(38)
By utilizing the commutation and anti-commutation
rules for the Pauli set, {σi}i=x,y,z,
[σi, σj ] = 2iijkσk, {σi, σj} = 2δij , (39)
where,
ijk =
{ +1 for (i, j, k) ∈ {(1, 2, 3), (2, 3, 1), (3, 1, 2)}
−1 for (i, j, k) ∈ {(1, 3, 2), (3, 2, 1), (2, 1, 3)}
0 for i = j, j = k, or k = i
(40)
and
δij =
{
1 for i = j
0 for i 6= j (41)
it is easy to show that P forms a group under matrix
multiplication.
The Pauli group extends over N -qubits by simply tak-
ing the N fold tensor product of all elements of P, de-
noted as,
PN = P⊗N . (42)
An N -qubit stabilizer state, |ψ〉N is then defined by the
N generators of an Abelian (all elements commute) sub-
group, G, of the N -qubit Pauli group,
G ={ Ki | Ki |ψ〉 = |ψ〉 , [Ki,Kj ] = 0, ∀ (i, j)} ⊂ PN .
(43)
The state |ψ〉N can be equivalently defined either through
the state vector representation or by specifying the gener-
ators of the stabilizer group, G. As each stabilized state,
|ψ〉, satisfies, K |ψ〉 = |ψ〉, and each stabilizer is Hermi-
tian, each stabilizer squares to the identity, K ·K = I.
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FIG. 6 Circuit required to detect errors in the 4-qubit error detection code. If both ancilla measurements return |0〉, then the
code state is error free. If either measurement returns |1〉, an error has occurred. Unlike the 9-qubit code, the detection of an
error does not give sufficient information to correct the state.
Many extremely useful multi-qubit states are stabi-
lizer states, including two-qubit Bell states, Greenberger-
Horne-Zeilinger (GHZ) states (GHZ89; GHSZ90), Clus-
ter states (BR01; RB01) and codeword states for QEC.
As an example, consider a three qubit GHZ state,
|GHZ〉3 =
|000〉+ |111〉√
2
. (44)
This state can be expressed via any three linearly inde-
pendent generators of the |GHZ〉3 stabilizer group,
K1 = σx ⊗ σx ⊗ σx ≡ XXX,
K2 = σz ⊗ σz ⊗ σI ≡ ZZI,
K3 = σI ⊗ σz ⊗ σz ≡ IZZ,
(45)
where the right-hand side of each equation is the short-
hand representation of stabilizers. Similarly, the four or-
thogonal Bell states,
∣∣Φ±〉 = |00〉 ± |11〉√
2
,
∣∣Ψ±〉 = |01〉 ± |10〉√
2
,
(46)
are stabilized by the operators, K1 = (−1)aXX, and
K2 = (−1)bZZ, where [a, b] ∈ {0, 1}. Each of the four
Bell states correspond to the four ±1 eigenstate combi-
nations of these two operators,
Φ+ ≡
(
K1 = XX
K2 = ZZ
)
Φ− ≡
(
K1 = −XX
K2 = ZZ
)
Ψ+ ≡
(
K1 = XX
K2 = −ZZ
)
Ψ− ≡
(
K1 = −XX
K2 = −ZZ
) (47)
VIII. QUANTUM ERROR CORRECTION WITH
STABILISER CODES
The use of the stabilizer formalism to describe quan-
tum error correction codes is extremely useful since it
allows easy synthesis of correction circuits and also al-
lows for quick determination of what logical operations
can be applied directly on encoded data. The link be-
tween stabilizer codes and stabilizer states comes about
by defining a relevant coding subspace within the larger
Hilbert space of a multi-qubit system.
To illustrate this reduction let us examine a simple two
qubit example. A 2-qubit system has a Hilbert space
dimension of four, however if we require that this two
qubit state is stabilized by the XX operator, then there
are only two orthogonal basis states which satisfies this
condition,
|0〉L ≡
1√
2
(|01〉+ |10〉) , |1〉L ≡
1√
2
(|00〉+ |11〉) ,
(48)
which can be used to define a effective logical qubit.
Hence by using stabilizers we can reduce the size of the
Hilbert space for a multi-qubit system to an effective
single qubit system. In the context of QEC, the sta-
bilizers that are used to define the logical subspace are
utilized to detect and correct for errors. A stabilizer code
is therefore a subspace defined via stabilizer operators for
a multi-qubit system.
Returning to QEC, the example we focus on is the most
well known quantum code; the 7-qubit Steane code first
proposed in 1996 (Ste96a). The 7-qubit code is defined
as a [[n, k, d]] = [[7, 1, 3]] quantum code, where n = 7
physical qubits encode k = 1 logical qubit with a distance
between basis states d = 3, correcting t = b(d−1)/2c = 1
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error. As the code contains a single logical qubit, the code must contain two valid code states: |0〉L and |1〉L basis
states which are, in state vector notation,
|0〉L = 1√
8
(|0000000〉+ |1010101〉+ |0110011〉+ |1100110〉+ |0001111〉+ |1011010〉+ |0111100〉+ |1101001〉),
|1〉L = 1√
8
(|1111111〉+ |0101010〉+ |1001100〉+ |0011001〉+ |1110000〉+ |0100101〉+ |1000011〉+ |0010110〉).
(49)
For a general 7-qubit state, the total dimension of the
Hilbert space is 27. For a single logically encoded
qubit, we must restrict this to a 2-dimensional subspace
spanned by the states in Eq. (49). This reduction can be
clearly seen via stabilizers.
The stabilizer set for the 7-qubit code is fully specified
by the six operators,
K1 = IIIXXXX, K2 = XIXIXIX,
K3 = IXXIIXX, K4 = IIIZZZZ
K5 = ZIZIZIZ, K6 = IZZIIZZ.
(50)
Each of the valid codestates for the 7-qubit code are sta-
bilized by these operators. As the dimensionality of a
7-qubit system is 27 and there are six stabilizers, the to-
tal dimension of this subspace defined by the stabilizer
group is 27−6 = 2. The stabilizer set now defines an effec-
tive 2-dimensional subspace, and thus a single encoded
qubit3.
The final operator fixes the encoded state to one of
the two codewords. For the Steane code this operator
is Z¯ = ZZZZZZZ = Z⊗7, where Z¯ |0〉L = |0〉L and
Z¯ |1〉L = − |1〉L. Notice that these generators for the
stabilizer set separate into elements consisting solely of
X or Z operators. This defines the code as a Calderbank-
Shor-Steane (CSS) code. CSS codes are useful since they
allow for the straightforward application of several logical
gate operations directly to the encoded data [Section XI].
Although the 7-qubit code is the most well-known sta-
bilizer code, there are other stabilizer codes which en-
code multiple logical qubits and correct for more er-
rors (Got97). Despite these advantages, larger codes
generally require more complicated error correction cir-
cuits. As the complexity of the error correction circuits
increase, adapting such codes to physical computer archi-
tectures becomes more difficult. Tables VI and VII show
the stabilizer structure of two other well-known codes.
3 In general, for an n qubit system, the total dimensionality of the
Hilbert space is 2n, if a stabilizer set is defined over this system
containing k multiplicativity independent generators, then the
dimension of the subspace is 2n−k and therefore the stabilizer
set defines a subspace containing n− k logical qubits.
The 9-qubit code (Sho95) examined earlier, and the 5-
qubit code (LMPZ96) which represents the smallest pos-
sible quantum code that corrects for a single error.
K1 Z Z I I I I I I I
K2 Z I Z I I I I I I
K3 I I I Z Z I I I I
K4 I I I Z I Z I I I
K5 I I I I I I Z Z I
K6 I I I I I I Z I Z
K7 X X X X X X I I I
K8 X X X I I I X X X
TABLE VI The eight stabilizers for the 9-qubit Shor code,
encoding nine physical qubits into one logical qubit to correct
for a single X and/or Z error.
K1 X Z Z X I
K2 I X Z Z X
K3 X I X Z Z
K4 Z X I X Z
TABLE VII The four stabilizers for the [[5,1,3]] quantum
code, encoding five physical qubits into one logical qubit to
correct for a single X, Y or Z error. Unlike the 7- and 9-
qubit codes, the [[5,1,3]] code is a non-CSS code, since the
stabilizer set does not separate into X and Z sectors. Addi-
tionally, this code can only correct a single error where as the
7- and 9-qubit codes can correct for a maximum of 2 errors (a
single X and Z error provided they occur on different qubits)
A. State preparation
Using the stabilizer structure for QEC codes, the log-
ical state preparation and error correcting procedure is
straightforward. Recall that valid codeword states are
defined as simultaneous +1 eigenstates of each generator
of the stabilizer group. In order to prepare a logical state
from an arbitrary input, we need to project qubits into
eigenstates of each of these operators.
Consider the circuit shown in Fig. 7. For an arbitrary
input state, |ψ〉I , an ancilla which is initialized in the
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FIG. 7 Quantum Circuit required to project an arbitrary
state, |ψ〉I into a ±1 eigenstate of the Hermitian operator,
U = U†. The measurement result of the ancilla determines
which eigenstate |ψ〉I is projected to and since the operator,
U is Hermitian and unitary can only have the two eigenvalues
±1.
|0〉 state is used as a control qubit for a unitary and
Hermitian operation (U† = U , U2 = I) on |ψ〉I . After
the second Hadamard gate is performed, the state of the
system is,
|ψ〉F =
1
2
(|ψ〉I +U |ψ〉I) |0〉+
1
2
(|ψ〉I−U |ψ〉I) |1〉 . (51)
The ancilla qubit is then measured in the computational
basis. If the result is |0〉, the input state is projected to
(neglecting normalisation),
|ψ〉F = |ψ〉I + U |ψ〉I . (52)
Since U is unitary and Hermitian, U |ψ〉F = |ψ〉F , hence
|ψ〉F is a +1 eigenstate of U . If the ancilla is measured
to be |1〉, then the input is projected to the state,
|ψ〉F = |ψ〉I − U |ψ〉I , (53)
which is the −1 eigenstate of U . Therefore, provided U
is Hermitian, the general circuit of Fig. 7 will project
an arbitrary input state to a ±1 eigenstate of U .4 This
procedure is well known and is referred to as either a
“parity” or “operator” measurement (NC00).
From this construction it should be clear how QEC
state preparation proceeds. Taking the [[7, 1, 3]] code
as an example (the following technique is not unique or
optimal for preparing and correcting the 7-qubit code
(Ste97a; Ste02) but once this idea is understood, read-
ers should have little difficultly understanding other cor-
rection techniques), 7-qubits are first initialized in the
state |0〉⊗7. The circuit shown in Fig. 7 is applied three
times with U = K1,K2,K3, projecting the input state
into a simultaneous ±1 eigenstate of each X generator
of the stabilizer group for the [[7, 1, 3]] code. The result
4 An operator, U , which is both Hermitian and unitary can only
have eigenvalues of ±1
of each operator measurement is then used to classically
control a single qubit Z gate which is applied to one of
the seven qubits at the end of the preparation. This sin-
gle Z gate converts any −1 projected eigenstates into
+1 eigenstates. Notice that the final three stabilizers do
not need to be measured due to the input state, |0〉⊗7,
already being a +1 eigenstate of K4,K5 and K6. Ad-
ditionally as the state |0〉⊗7 is also a +1 eigenstate of
K7, the initial state will be |0〉L state. Fig. 8 illustrates
the final circuit, where instead of one ancilla, three are
utilized to speed up the state preparation by performing
each operator measurement in parallel.
M0 H H
K
M0 H H
M0 H H
KK
0
0
Z
i
1
2
3
1 2 3
1
7
i = 1    +2     + 4   
M M M
2 3 1
FIG. 8 Quantum circuit to prepare the [[7, 1, 3]] logical |0〉
state. The input state |0〉⊗7 is projected into an eigenstate
of each of the X stabilizers shown in Eq. (50). After each
ancilla measurement the classical results are used to apply
a single qubit Z gate to qubit i = 1M2 + 2M3 + 4M1 which
converts the state from a −1 eigenstates of (K1,K2,K3) to
+1 eigenstates.
As a quick aside, let us detail exactly how the rele-
vant logical basis states can be derived from the stabi-
lizer structure of the code by utilizing this preparation
procedure. We will use the stabilizer set shown in Ta-
ble VII to calculate the |0〉L state for the 5-qubit code
as we have not yet explicitly shown the state vectors for
the two logical state. The four stabilizer generators are
given by,
K1 = XZZXI, K2 = IXZZX,
K3 = XIXZZ, K4 = ZXIXZ.
(54)
In an identical way to the 7-qubit code, projecting an
arbitrary state into a +1 eigenstate of these operators
define the two logical basis states, |0〉L and |1〉L. The
logical operator, Z¯ = ZZZZZ, then fixes the state to
either |0〉L or |1〉L. Therefore, calculating |0〉L from some
initial un-encoded state requires us to project the initial
state into a +1 eigenstate of these operators. If we take
the initial, un-encoded state as |00000〉, then it is already
a +1 eigenstate of Z¯. Therefore, to find |0〉L we simply
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calculate,
|0〉L =
4∏
i=1
(I⊗5 +Ki) |00000〉 , (55)
up to normalization. Expanding out this product, we
find,
|0〉L =
1
4
( |00000〉+ |01010〉+ |10100〉 − |11110〉+
|01001〉 − |00011〉 − |11101〉 − |10111〉+
|10010〉 − |11000〉 − |00110〉 − |01100〉−
|11011〉 − |10001〉 − |01111〉+ |00101〉).
(56)
Note, that the above state vector does not match up with
those given in (LMPZ96)5. However, these vectors are
equivalent up to local rotations on each qubit.
B. Error correction
Error correction using stabilizer codes is an extension
of the state preparation. Consider an arbitrary single
qubit state that has been encoded as,
α |0〉+ β |1〉 → α |0〉L + β |1〉L = |ψ〉L . (57)
Now assume that an error occurs on one (or multiple)
qubits which is described via the operator E, where E is
a combination of X and/or Z errors over the N physical
qubits of the logical state (and therefore an element of
the N -qubit Pauli group, PN ). By definition of stabilizer
codes, Ki |ψ〉L = |ψ〉L, i ∈ [1, .., N − k], for a code en-
coding k logical qubits. Hence the erred state, E |ψ〉L,
satisfies,
KiE |ψ〉L = (−1)mEKi |ψ〉L = (−1)mE |ψ〉L . (58)
where m is defined as m = 0, if [E,Ki] = 0 and m = 1, if
{E,Ki} = 0 (E and K are Pauli group operators and all
Pauli group operators either commute or anti-commute).
Therefore, if the error operator commutes with the stabi-
lizer, the state remains a +1 eigenstate of Ki, if the error
operator anti-commutes with the stabilizer then the log-
ical state is flipped to a −1 eigenstate of Ki.
The general procedure for error correction is identical
to state preparation. Each of the code stabilizers is se-
quentially measured. Since a error free state is already
a +1 eigenstate of all the stabilizers, errors which anti-
commute with any of the stabilizers describing the code
will flip the relevant eigenstate and consequently measur-
ing the parity of these stabilizers will return a result of
|1〉. Taking the [[7, 1, 3]] code as an example, if the error
5 The stabilizer formalism was introduced after the 5-qubit code.
operator is E = Xi (where i = 1, ..., 7), representing a
bit-flip on any one of the 7 physical qubits, then regard-
less of the location, E will anti-commute with a unique
combination of K4,K5 and K6. Hence the classical re-
sults of measuring these three operators will indicate if
and where a single X error has occurred. Similarly, if
E = Zi, then the error operator will anti-commute with
a unique combination of, K1,K2 and K3. Consequently,
the first three stabilizers for the [[7, 1, 3]] code correspond
to Z error correction while the second three stabilizers
correspond to X error correction. Note that correction
for Pauli Y errors is achieved by correcting in the X and
Z sector since a Y error on a single qubit is equivalent to
both an X and Z error on the same qubit, i.e. Y = iXZ.
The circuit shown in Fig. 9 illustrates the circuit for
full error correction with the [[7, 1, 3]] code. As you can
see it is simply an extension of the preparation circuit
shown in Fig. 8, where all six stabilizers are measured
across the data block. Even though we have specifically
used the [[7, 1, 3]] code as an example, this procedure for
error correction and state preparation will work for all
stabilizer codes (although other correction procedures are
possible (Ste97a; Ste02; Kni05)).
IX. DIGITIZATION OF QUANTUM ERRORS
Up until now we have remained fairly abstract regard-
ing the analysis of quantum errors. Specifically, we have
examined QEC from the standpoint of a discrete set of
Pauli errors occurring at certain locations within a larger
quantum circuit. In this section we examine how this
analysis of errors relates to some of the more realistic pro-
cesses such as environmental decoherence and systematic
gate errors.
Digitization of quantum noise is often assumed when
people examine the stability of quantum circuit design
or attempt to calculate thresholds for concatenated er-
ror correction [Section. X.D]. However, the link between
discrete Pauli errors to more general, continuous noise
only makes sense when we consider the stabilizer nature
of the correction procedure. Recall from section VII that
correction is performed by re-projecting a potentially cor-
rupt data block into +1 eigenstates of the code stabiliz-
ers. A general continuous mapping from a “clean” code-
word state to a corrupt one will not be eigenstates of
the code stabilizers. Instead they will be in superposi-
tions of eigenstates. Measuring the parity of each of the
stabilizers acts to digitize the quantum noise. We will
first introduce how a coherent systematic error, caused
by imperfect implementation of quantum gates, are dig-
itized during correction, after which we will briefly dis-
cuss environmental decoherence from the standpoint of a
Markovian decoherence model.
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FIG. 9 Quantum circuit to to correct for a single X and/or Z error using the [[7, 1, 3]] code. Each of the six stabilizers are
measured, with the first three detecting and correcting for Z errors, while the last three detect and correct for X errors.
A. Systematic gate errors
We have already shown a primitive example of how
systematic gate errors are digitized into a discrete set of
Pauli operators in Sec. III. However, in that case we only
considered a very restrictive type of error, namely the
coherent operator U = exp(iX). We can easily extend
this analysis to cover all types of systematic gate errors.
Consider an N qubit unitary operation, UN , which is
valid on encoded data. Assume that UN is applied in-
accurately such that the resultant operation is actually
UN . Given a general encoded state |ψ〉N , the final state
can be expressed as,
UN |ψ〉L = UEUN |ψ〉L =
∑
j
αjEj |ψ2〉L , (59)
where |ψ2〉L = UN |ψ〉L is the perfectly applied N qubit
gate, (the stabilizer group for |ψ′〉L remains invariant un-
der the operation UN [see Sec. XI]) and UE is a coher-
ent error operator which is expanded in terms of the N
qubit Pauli Group, Ej ∈ PN . Now append two ancilla
blocks, |A0〉X and |A0〉Z . These are generally initial-
ized to the state that corresponds to no detected errors
(but can be other initial states up to a redefinition of the
measurement results) and are used for X and Z correc-
tion. We then run the syndrome extraction procedure,
which we represent by the unitary operator, UQEC. It
will be assumed that |ψ〉L is encoded with a QEC code
which can correct for a single error (both X and/or Z),
and the error operators Ej are a maximum of weight
one (i.e. Ej contains at most one non-identity term e.g.
E1 = X1 ⊗ I⊗(N−1)) 6, hence there is a one-to-one map-
6 This assumption is for demonstration purposes. In reality, all
qubits will experience errors and hence Ej can be of higher weight
ping between the error operators, Ej , and the orthogonal
basis states of the ancilla blocks,
UQECU
′
N |ψ〉L |A0〉X |A0〉Z
= UQEC
∑
j
αjEj |ψ′〉L |A0〉X |A0〉Z
=
∑
j
αjEj |ψ′〉L |Aj〉X |Aj〉Z .
(60)
The above assumes a non-degenerate quantum code7.
The ancilla blocks are then measured, projecting the data
blocks into the state Ej |ψ′〉L with probability |αj |2. Af-
ter measurement the correction E†j is applied based on
the syndrome result. As the error operation Ej is simply
an element of PN , correcting for X and Z independently
is sufficient to correct for all error operators (as Y errors
are corrected when a bit and phase error is detected and
corrected on the same qubit).
For well designed gates, very small systematic inac-
curacies lead to the expansion co-efficient α0 ≈ 1, with
all other coefficients, αj 6=0  1. Hence during correc-
tion there will be a very high probability that no er-
ror is detected. This is the digitization effect of QEC.
Since codeword states are eigenstates of the stabilizers,
re-projecting the state when each stabilizer is measured
forces any continuous noise operator to collapse. The
strength of the error is then related to the probability
(up to a weight N operator on an N qubit system). The ability
of the error correction code to correct for higher weight errors
depend on how all these Ej map the ancilla states under UQEC.
7 A degenerate quantum code is one where multiple unique errors
can map to the same state, in the case of Eq. (60) this would
mean two operators Ej and E
′
j , under the unitary UQEC map
|A0〉X and |A0〉Z to the same ancilla state
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that the data block collabses to a specific Pauli error
acting on the codestate. The physical mechanisms which
are used to construct quantum gates is what determines
the form of UE and hence the form of the error operators,
Ej and their respective coefficients, αj .
B. Environmental decoherence
A complete analysis of environmental decoherence in
relation to quantum information is a lengthy topic. In-
stead of a detailed review, we will instead present a sim-
plified example to highlight how QEC relates to environ-
mental effects.
The Lindblad formalism (Gar91; NC00; DWM03) pro-
vides an elegant method for analyzing the effect of de-
coherence on open quantum systems. This model does
have several assumptions, most notably that the envi-
ronmental bath couples weakly to the system (Born ap-
proximation), the system and environment are initially
in some separable state and that each qubit experiences
temporally un-correlated noise (Markovian approxima-
tion). While these assumptions are utilized for a variety
of systems (BHPC03; BM03; BKD04), it is known that
they may not hold in some cases (HMCS00; MCM+05;
APN+05; ALKH02). This is particularly important
in superconducting systems, where decoherence can be
caused by small numbers of fluctuating charges which in-
duces coloured noise therefore violating the assumption
of non-markovian dynamics. In this case more specific
decoherence models need to be considered.
Using this formalism, the evolution of the density ma-
trix can be written as,
∂tρ = − i~ [H, ρ] +
∑
k
ΓkLk[ρ], (61)
where H is the Hamiltonian, representing coherent, dy-
namical evolution of the system and Lk[ρ] = ([Lk, ρL†k]+
[Lkρ, L
†
k])/2 represents the incoherent evolution. The op-
erators Lk are known as the Lindblad quantum jump
operators and are used to model specific decoherence
channels, with each operator associated with some rate
Γk ≥ 0. This differential equation is known as the quan-
tum Louiville equation or more generally, the density ma-
trix master equation.
To link Markovian decoherence to QEC, consider a
special set of decoherence channels which represent a
single qubit undergoing dephasing, spontaneous emis-
sion and spontaneous absorption. This helps to simplify
the calculation. Dephasing of a single qubit is mod-
eled by the Lindblad operator L1 = Z while sponta-
neous emission/absorption are modeled by the operators
L2 = |0〉 〈1| and L3 = |1〉 〈0| respectively. For the sake of
simplicity, we assume that absorption/emission occur at
the same rate, Γ. Although this is unphysical, it does
simplify the calculation significantly for this example.
The density matrix evolution is given by,
∂tρ = − i~ [H, ρ] + ΓZ(ZρZ − ρ) +
Γ
2
(XρX + Y ρY − 2ρ).
(62)
If we assumed that the qubit is not undergoing any co-
herent evolution (H = 0), i.e. a memory stage within
a quantum algorithm, then Eq. (62) can be solved by
re-expressing the density matrix in the Bloch formal-
ism. Set ρ(t) = I/2 + x(t)X + y(t)Y + z(t)Z, then
Eq. (62) with H = 0 reduces to ∂tS(t) = AS(t) with
S(t) = (x(t), y(t), z(t))T and
A =
−(Γ + 2Γz) 0 00 −(Γ + 2Γz) 0
0 0 −2Γ
 . (63)
This differential equation is easy to solve, leading to,
ρ(t) = [1− p(t)]ρ(0) + px(t)Xρ(0)X
+ py(t)Y ρ(0)Y + pz(t)Zρ(0)Z,
(64)
where,
px(t) =py(t) =
1
4
(1− e−2Γt),
pz(t) =
1
4
(1 + e−2Γt − 2e−(Γ+2Γz)t),
p(t) = px(t) + py(t) + pz(t).
(65)
If this single qubit is part of an encoded data block, then
each term represents a single error on the qubit expe-
riencing decoherence. Two blocks of ancilla qubits, ini-
tialized to the state corresponding to no detected error,
are added to the system. The error correction protocol
is then run. Once the ancilla qubits are measured, the
state will collapse to no error with probability 1 − p(t),
or a single X,Y or Z error, with probabilities px(t), py(t)
and pz(t) respectively. Although the above example is
somewhat artificial, the above should allow the reader to
perform their own calculations for expected QEC error
rates given a more physical complete error models.
We can also see how temporal effects are incorporated
into the error correction model. The temporal integra-
tion window t of the master equation will influence how
probable an error is detected for a fixed rate Γ. The
longer between correction cycles, the more probable the
qubit experiences an error.
C. More general mappings
Both the systematic gate errors and the errors induced
by environmental decoherence illustrate the digitization
effect of QEC. However, we can generalize digitization
to other mappings of the density matrix. In this case
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consider a more general Krauss map on a multi-qubit
density matrix,
ρ→
∑
k
A†kρAk, (66)
where
∑
A†kAk = I. For the sake of simplicity let us
choose a simple mapping where A1 = (Z1 + iZ2)/
√
2 and
Ak = 0 for k 6= 1. This mapping essentially represents
dephasing on two qubits. However, this type of map-
ping (when considered in the context of error correction)
represents independent Z errors on either qubit one or
two.
The above discussion assumes that we are working with
a non-degenerate quantum code. If the code is degener-
ate, i.e. if the errors Z1 and Z2 have the same effect
on the codestates then the correction protocol does not
simplify this error mapping as described above.
To illustrate, first expand out the density matrix (ne-
glecting normalization),
ρ→ A†1ρA1 = Z1ρZ1 +Z2ρZ2− iZ1ρZ2 + iZ2ρZ1. (67)
Note that only the first two terms in this expansion, on
their own, represent physical mixtures. However, the
last two off-diagonal terms are removed by the process
of syndrome extraction and are irrelevant in the context
of QEC. To illustrate, we assume that ρ represents a
protected qubit, where Z1 and Z2 are physical errors on
qubits comprising the code block. As we are only con-
sidering phase errors in this example, we will ignore X
correction (but the analysis automatically generalizes if
the error mapping contains X terms). A fresh ancilla
block, represented by the density matrix ρz0 is coupled to
the system and the unitary UQEC is run,
U†QECρ
′ ⊗ ρz0UQEC = Z1ρZ1 ⊗ |Z1〉 〈Z1|
+ Z2ρZ2 ⊗ |Z2〉 〈Z2|
− iZ1ρZ2 ⊗ |Z1〉 〈Z2|
+ iZ2ρZ1 |Z2〉 〈Z1| ,
(68)
where |Z1〉 and |Z2〉 represent the two orthogonal syn-
drome states of the ancilla that are used to detect phase
errors on qubits one and two respectively. The important
part of the above expression is that when the syndrome
qubits are measured, the state collapses to,
ρ→ 〈Z1| ρ |Z1〉 |Z1〉 〈Z1|
Tr(ρ |Z1〉 〈Z1|)
or ρ→ 〈Z2| ρ |Z2〉 |Z2〉 〈Z2|
Tr(ρ |Z2〉 〈Z2|) .
(69)
The two cross terms in the above expression are never
observed. In this mapping the only two possible states
that exist after the measurement of the ancilla system
are,
Z1ρZ1 ⊗ |Z1〉 〈Z1| with Probability = 1
2
,
Z2ρZ2 ⊗ |Z2〉 〈Z2| with Probability = 1
2
.
(70)
Therefore, not only are the cross terms eliminated via er-
ror correction but the final density matrix again collapses
to a single error perturbation of “clean” codeword states
with no correlated errors.
Consequently, it is common in standard QEC analysis
to assume that discrete X and/or Z errors are applied
stochastically to each qubit after each elementary gate
operation, measurement, initialization and memory step
with some probability p. The QEC protocol itself digi-
tizes the continuous noise, either coherent or incoherent
errors, into a discrete set of bit and/or phase flips. The
set of discrete errors is determined by the set of errors
that are distinguishable by the quantum code used. The
magnitude of the continuous error is translated to the
probability of detecting a discrete error. In this way er-
ror correction can be analyzed by assuming perfect gate
operations and discrete, probabilistic errors. The proba-
bility of these errors occurring can then be independently
calculated via analysis of the physical mechanisms which
produce errors. While a local, stochastic error model
is generally the most common, depending on the physi-
cal system under consideration and the type of quantum
codes being used a more complicated analysis may be
needed (Pre98).
X. FAULT-TOLERANT QUANTUM ERROR
CORRECTION AND THE THRESHOLD THEOREM
Section VII detailed the protocols required to correct
for quantum errors, however in the discussion so far, we
have implicitly assumed the following,
1. Errors only occur during “memory” regions, i.e.
when quantum operations or error correction are
not being performed and ancilla qubits are error
free.
2. The quantum gates themselves do not induce any
systematic errors within the logical data block.
Clearly these are two very unrealistic assumptions.
Fault-tolerant QEC is how we address these two issues.
As the name suggests, fault-tolerance is a design method-
ology that allows us to tolerate faults, allowing QEC to
remain effective. Combining error correction techniques
with fault-tolerance allows us to design correction proce-
dures and logical gate operations such that they can still
function when the above assumptions are relaxed.
20
A. Error propagation
Before discussing the nature of fault-tolerant computa-
tion, we first examine how errors can propagate in quan-
tum circuits. There are essentially two dominant chan-
nels that can cause errors to be copied, the first is quan-
tum gates. For obvious reasons, gates operating on single
qubits do not copy errors, however quantum gates which
couple qubits can cause errors to propagate.
For example, take the two qubit state Ej |ψ〉, where
Ej = {X1I2, Y1I2, Z1I2, I1X2, I1Y2, I1Z2} are each single
qubit errors (either on qubit one or two respectively). We
now perform a CNOT operation, U =CNOT, where the
control is qubit one. This gives,
UEj |ψ〉 = (UEjU†)U |ψ〉 , (71)
using the identity (U†U) = I. The effect of the gate is
to transform the error Ej to E
′
j = (UEjU
†). For the six
single qubit errors, this gives,
U(X1I2)U
† = X1X2,
U(Y1I2)U
† = Y1X2,
U(Z1I2)U
† = Z1I2,
U(I1X2)U
† = I1X2,
U(I1Y2)U
† = Z1Y2,
U(I1Z2)U
† = Z1Z2.
(72)
Therefore, the CNOT gate copies X errors from the con-
trol qubit to the target and copies Z errors from the
target to the control. Error propagation rules for any
multi-qubit unitary can also be calculated for an arbi-
trary gate, U , and error, E.8
The above example assumes a perfect 2-qubit gate op-
eration, however the gates themselves can also introduce
multiple errors when they fail. In the case of coherent
errors, an arbitrary 2-qubit unitary, U , can be written in
the form, UEUp, where Up is the perfectly applied gate
and UE is some coherent error operator. This error op-
erator can be expressed as a linear combination of the
2-qubit Pauli group,
UE =
4∑
(i,j)=1
di,j σi ⊗ σj , [σ1, σ2, σ3, σ4] = [I,X, Y, Z]
(73)
Therefore inaccurate application of the gate Up (includ-
ing complete failure) can introduce a single X,Y or Z
error to each of the two qubits or it can introduce an er-
ror to both qubits (the details of what kind of errors can
8 If U is not a member of the Clifford group (operators which map
Pauli operators to Pauli operators) then E will map to a linear
combination of Pauli errors.
be introduced by faulty gates is dependent on the mecha-
nisms causing the failure). Therefore, not only can gates
coupling qubits copy pre-existing errors but a single fail-
ure event can introduce errors on both qubits involved in
the interaction. Correlated errors also occur in the den-
sity matrix representation when incoherent noise causes
gate inaccuracies. This generalizes for higher order op-
erations, e.g. errors on three qubit gates can introduce
errors on all three qubits, etc.
M
X|ψ〉 XM |ψ〉
FIG. 10 Error propagation due to measurement error. If the
measurement result for qubit one is faulty, we inadvertently
introduce an error to the second qubit.
A second process which can cause errors to cascade
is the classical correction of quantum data from a mea-
surement result9. Take the circuit shown in Fig. 10. The
measurement result on the top qubit is used to determine
if the gate, X, is applied to the second qubit. In this case
the gate is applied if the upper qubit is measured in the
state |1〉. If we now assume that this measurement is
faulty, then with some probability the “classical” infor-
mation extracted from the measurement device is wrong.
Therefore the correction that is applied to the second
qubit should not have been applied. Not only has a bit
flip error now occurred on qubit one (due to the inaccu-
rate measurement result), but we also have accidentally
introduced a bit flip error on the second qubit due to this
inaccurate information.
Hence gates which couple qubits and measurement er-
rors (which subsequently control further quantum gates)
can copy errors from qubit to qubit.
B. Concatenation
Concatonation is where an group of encoded qubits are
further encoded (not necessarily with the same error cor-
rection code). This forms a second level encoded qubit
which Fig. 11 illustrates for the [[7, 1, 3]] code. Starting
with a group of unencoded qubits, we first encode into
level-1 logical qubits, each containing a block of seven.
Each of these logical qubits are now protected with a dis-
tance three quantum code. If we now take seven of these
level-1 logical qubits are perform the same encoding op-
eration (using valid encoded gate operations, discussed
9 It should be noted that this process is equivalent to directly
coupling qubits with quantum gates and then measuring one of
the qubits, hence errors will be copied in the same manner as
direct coupling.
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Unencoded Qubits
Level-1 Encoded Qubits
Level-2 Encoded Qubit
FIG. 11 Illustration explaining the concept of concatenation with the [[7, 1, 3]] code. 49 physical qubits are first encoded into
seven level-1 logical qubits (seven blocks of seven qubits). These seven logical qubits are then encoded into a level-2 logical
qubit. This level-2 qubit can correct unto a maximum of 3
2−1
2
= 4 errors on the 49 physical qubits forming the encoded block.
in the following sections) we form a level-2 logical qubit.
This is now a block containing 49 physical qubits and
has a code distance of 32 = 9. A level-2 logical qubit
can therefore be faithfully recovered if four or less errors
occur on any of the 49 physical qubits. This process can
be repeated indefinitely, for g levels of concatenation, the
encoded state will consist of 7g physical qubits and have a
code distance of 3g, allowing for the correction of 3
g−1
2 in-
dividual errors. Hence for a concatenation scheme, both
the number of physical qubits required and the number of
errors it can correct scale exponentially (with the number
of qubits growing faster than the number of correctable
errors)
C. Fault-tolerance
The concept of fault-tolerance in computation is not
a new idea, it was first developed in relation to classi-
cal computing (Neu55; G8´3; Avi87). However, in recent
years the precise manufacturing of digital circuitry has
made large-scale error correction and fault-tolerant cir-
cuits largely unnecessary.
The basic principle of fault-tolerance is that the cir-
cuits used for gate operations and error correction proce-
dures should not cause errors to cascade. As shown in the
previous section, gates which couple multiple qubits and
measurements which are used to control a quantum op-
eration can cause errors to be copied. How do we design
operations to avoid cascading errors in quantum algo-
rithms?
This can be seen more clearly when we look at a sim-
ple CNOT operation between two qubits [Fig. 12]. In this
circuit we are performing a sequence of three CNOT gates
which act to take the state |111〉 |000〉 → |111〉 |111〉. In
Fig. 12a we consider a single X error which occurs on
the top most qubit prior to the first CNOT. This sin-
gle error will cascade through each of the three gates
such that the X error has now propagated to four qubits.
Fig. 12b shows a slightly modified design that implements
the same operation, but the singleX error now only prop-
agates to two of the six qubits. If we consider each block
of three as a single logical qubit, then the staggered cir-
cuit will only induce a total of one error in each logical
block, given a single X error occurred somewhere during
the circuit. Therefore, one of the standard definitions of
fault-tolerance is,
fault-tolerant circuit element: A single error will cause
at most one error in the output for each logical qubit
block.
It should be stressed that the idea of fault-tolerance
is a discrete definition, either a certain quantum opera-
tion is fault-tolerant or it is not. What is defined to be
fault-tolerant can change depending on the error correc-
tion code used. For example, for a single error correcting
code, the above definition is the only one available, since
any more than one error in a logical qubit will result in
the error correction procedure failing. However, if the
quantum code employed is able to correct multiple er-
rors, then the definition of fault-tolerance can be relaxed,
i.e. if the code can correct three errors then circuits may
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FIG. 12 Two circuits to implement the transformation |111〉 |000〉 → |111〉 |111〉. Subfigure a) shows a version where a single
X error can cascade into four errors while Subfigure b) shows an equivalent circuit where the error only propagates to a second
qubit.
be designed such that a single failure results in at most
three errors in the output (which is then correctable). In
general, for an code correcting t = b(d − 1)/2c errors,
fault-tolerance requires that ≤ t errors during an opera-
tion does not result in > t errors in the output for each
logical qubit.
D. Threshold theorem
The threshold theorem is truly a remarkable result
in quantum information and is a consequence of fault-
tolerant circuit design and the ability to perform dy-
namical error correction. Rather than present a detailed
derivation of the theorem for a variety of noise models,
we will instead take a very simple case where we utilize
a quantum code that can only correct for a single er-
ror, using a model that assumes uncorrelated errors on
individual qubits. For more rigorous derivations of the
theorem see (ABO97; Got97; Ali07).
Consider a quantum computer where each physical
qubit experiences either an X and/or Z error indepen-
dently with probability p, per gate operation. Further-
more, it is assumed that logical gate operations and er-
ror correction circuits are designed according to the rules
of fault-tolerance and that a cycle of error correction is
performed after each elementary logical gate operation
using a code that corrects for a single error ([[n, k, 3]]
code). If an error occurs during a logical gate operation,
then fault-tolerance ensures this error will only propa-
gate to at most one error in each block, after which a
cycle of error correction will remove the error. Hence
if the failure probability of un-encoded qubits per time
step is p, then a single level of error correction will en-
sure that the logical step fails only when two (or more)
errors occur. Hence the failure rate of each logical op-
eration, to leading order, is now p1L = cp
2, where p1L is
the failure rate (per logical gate operation) of a level-1
logical qubit and c is the upper bound for the number
of possible 2-error combinations which can occur at a
physical level within the sequence of operations consist-
ing of a correction cycle, the logical gate operation and
a second correction cycle (Ali07). We now concatenate,
encoding the computer further, such that a level-2 log-
ical qubit is formed. We assume this is done using the
same [[n, k, 3]] quantum code level-1 encoded qubit. It
is assumed that all error correcting procedures and gate
operations at level-2 are self-similar to the level-1 opera-
tions (i.e. the circuit structures for the level-2 encoding
are identical to the level-1 encoding). Therefore, if the
level-1 failure rate per logical time step is p1L, then by the
same argument, the failure rate of a level-2 operation is
given by, p2L = c(p
1
L)
2 = c3p4. This iterative procedure is
then repeated up to level-g, such that the logical failure
rate, per time step, of a level-g encoded qubit is given by,
pgL =
(cp)2
g
c
. (74)
Eq. (74) implies that for a finite physical error rate, p,
per qubit, per time step, the failure rate of a level-g en-
coded qubit can be made arbitrarily small if cp < 1.
This inequality defines the threshold. The physical er-
ror rate experienced by each qubit per time step must
be pth < 1/c to ensure that multiple levels of concate-
nated error correction reduces the failure rate of logical
components.
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Hence, provided sufficient resources are available, an
arbitrarily large quantum circuit can be successfully im-
plemented to arbitrary accuracy, once the physical error
rate is below threshold. The calculation of thresholds
is therefore an extremely important aspect to quantum
architecture design. Initial estimates at the threshold,
which gave pth ≈ 10−4 − 10−6 (Kit97; ABO97; Got97),
did not sufficiently model the physical architectures.
Recent results (SFH08; SDT07; SBF+06; MCT+04;
BKSO05) have been estimated for more realistic quan-
tum processor architectures, showing significant differ-
ences in threshold when architectural considerations are
taken into account. Many of these estimates are sum-
marised in Table. VIII with a brief description of the
constraints considered by the model. We order the en-
tries by the level of detail presented in each of the papers
with regards to physical implementation of fault-tolerant
error correction protocols on realistic quantum architec-
tures.
From the above table you can see the differences in
threshold that occur once more specific architectural con-
siderations are taken into account. This variation is heav-
ily dependant on what error models are assumed in the
analysis, if qubit transport can be done directly (such in
ion traps where the qubits are physically moved through-
out the computational array) or via the application of
SWAP gates (required in condensed matter systems such
as P:Si, Quantum Dots or NV defects in Diamond) and
what is the structure of the QEC code that is ultimately
used. In terms of concatenated QEC codes, the major-
ity of analysis was done using the [[7, 1, 3]] steane code
and only the results of Knill (Kni05) show a threshold
of the order of 1%. However, the results of Knill have
not yet been adapted to a physical architecture and it re-
mains unclear if the constraints of a 1D, 2D or 3D nearest
neighbour architecture will reduce the threshold to that
of other concatenated codes and/or substantially increase
qubit resources to achieve a high threshold.
Currently, the most detailed architectural designs are
based on topological cluster codes (RHG07) and surface
codes (Kit97; DKLP02; FSG09). The general framework
for this type of error correction is discussed later in Sec-
tion XIV.B. These codes are promising for large scale
computers as they exhibit significantly higher thresholds
to concatenation and they have an intrinsic structure
that is compatible with 2D or 3D nearest Neighbour ar-
chitectures.
XI. FAULT-TOLERANT OPERATIONS ON ENCODED
DATA
Sections VII, VIII and X showed how fault-tolerant
QEC allows for any quantum algorithm to be run to ar-
bitrary accuracy. However, the results of the threshold
theorem assume that logical operations can be performed
directly on the encoded data without the need for con-
tinual decoding and re-encoding. Using stabilizer codes,
a large class of operations can be performed on logical
data in an inherently fault-tolerant way.
If a given logical state, |ψ〉L, is stabilized by K, and
the logical operation U is applied, the new state, U |ψ〉L
is stabilized by UKU†, i.e,
UKU†U |ψ〉L = UK |ψ〉L = U |ψ〉L . (75)
In order for the codeword states to remain valid, the sta-
bilizer set for the code, {Gi} ∈ G, must remain fixed
through every operation. Hence for U to be a valid oper-
ation on the data, UGiU
† = Gj , Gj ∈ G ∀i. As a short-
hand notation, we express this relationship as UGU† = G.
A. Single qubit operations
For an elementary operation A, the equivalent logical
operator A¯ will now be formed via a sequence of elemen-
tary operations on the physical qubits comprising the
code block. The logical X¯ and Z¯ operations on a single
encoded qubit are the first examples of valid codeword
operations. Taking the [[7, 1, 3]] code as an example, X¯
and Z¯ are given by,
X¯ = XXXXXXX ≡ X⊗7,
Z¯ = ZZZZZZZ ≡ Z⊗7. (76)
Since the single qubit Pauli operators satisfyXZX = −Z
and ZXZ = −X then, X¯KiX¯ = Ki and Z¯KiZ¯ = Ki for
each of the [[7, 1, 3]] stabilizers given in Eq. (50). The fact
that each stabilizer has a weight of four guarantees that
UKU† picks up an even number of −1 factors. Since the
stabilizers remain fixed, the operations are valid. How-
ever, what transformations do Eq. (76) actually perform
on encoded data?
For a single qubit, a bit-flip operation X takes |0〉 ↔
|1〉. Recall that for a single qubit Z |0〉 = |0〉 and
Z |1〉 = − |1〉, hence for X¯ to actually induce a logi-
cal bit-flip it must take, |0〉L ↔ |1〉L. For the [[7, 1, 3]]
code, the final operator which fixes the logical state is
K7 = Z⊗7, where K7 |0〉L = |0〉L and K7 |1〉L = − |1〉L.
As X¯K7X¯ = −K7, any state stabilized by K7 becomes
stabilized by −K7 (and vice-versa) after the operation of
X¯. Therefore, X¯ represents a logical bit flip. The same
argument can be used for Z¯ by considering the stabilizer
properties of the states |±〉 = (|0〉 ± |1〉)/√2. Hence, the
logical bit- and phase-flip gates can be applied directly
to logical data by simply using seven single qubit X or
Z gates, [Fig. 13].
Two other useful gates which can be applied in this
manner is the Hadamard rotation and phase gate,
H =
1√
2
(
1 1
1 −1
)
, P =
(
1 0
0 i
)
. (77)
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Relevant Work Code Threshold Geometric Constraints Architectural context.
(ABO08) [[7, 1, 3]] O(10−6) A.I.a None
(Got97) [[7, 1, 3]] O(10−4 − 10−6) A.I. None
(KLZ96) [[7, 1, 3]] O(10−6) A.I. None.
(PR12) [[23, 1, 7]] O(10−3) A.I. None
(Kni05) 4- and 6-qubit detection O(10−2) A.I. None.
(BAO+12) Toric Code 18% 2D NNb array, P.B.C.c None, Theoretical upper boundd
(MCT+04) [[7, 1, 3]]e O(10−4) A.I. with movement penalty Specific to Ion-Traps
(SFH08) [[7, 1, 3]] O(10−6) Bilinear NN array Kane P:Si system (Kan98)
(SBF+06) [[7, 1, 3]] O(10−7) variable width NN array General NN systems
(SDT07) [[7, 1, 3]] O(10−5) 2D NN arrays General NN systems
(FTY+07) [[7, 1, 3]] O(10−6) Bilinear NN array Superconducting qubits
(BKSO05) [[7, 1, 3]] O(10−9) A.I. with movement penalty Ion-Traps
(RHG07) Topological Cluster O(10−2 − 10−3) 3D NN array Photonic Qubits (DFS+09)
(WFSH10) Surface Codes O(10−2 − 10−3) 2D NN array Quantum Dots, Diamond (JMF+12; YJG+12)
a Arbitrary interactions
b Nearest Neighbour
c Periodic Boundary conditions
d This result is calculated assuming perfect quantum gates and is known as the code capacity.
e Only a preliminary estimate
TABLE VIII Various threshold estimates, associated geometric constraints and architectural considerations when performing
the calculation. We have ordered the table with respect to the level of architectural detail that has been developed compatible
with the threshold result. Note that this is not an exhaustive list.
These gates are useful since when combined with the
two-qubit CNOT gate, they can generate a subgroup
of all multi-qubit gates known as the Clifford group
(gates which map Pauli group operators back to the Pauli
group). Again, using the stabilizers of the [[7, 1, 3]] code
and the fact that for single qubits,
HXH = Z, HZH = X,
PXP † = iXZ, PZP † = Z,
(78)
a seven qubit bit-wise Hadamard gate will switch X
with Z and therefore will simply flip {K1,K2,K3} with
{K4,K5,K6}, and is a valid operation. The bit-wise
application of the P gate will leave any Z stabilizer in-
variant, but takes X → iXZ. This is still valid, since
provided there are a multiple of four non-identity opera-
tors for each generator of the stabilizer group, the factors
of i will cancel. Hence seven bit-wise P gates is valid for
the [[7, 1, 3]] code.
What do these logical operators do to the logical state?
For a single qubit, the Hadamard gate flips any Z sta-
bilized state to a X stabilized state, i.e |0, 1〉 ↔ |+,−〉.
Looking at the transformation of K7, using H¯ = H⊗7 we
have, H¯K7H¯ = X⊗7. Therefore, the bit-wise Hadamard
gate, H¯, is the logical Hadamard operation. The single
qubit P gate leaves a Z stabilized state invariant, while
an X eigenstate becomes stabilized by iXZ. Hence, de-
noting P¯ † = P⊗7, P¯ (X⊗7)P¯ † = −i(XZ)⊗7 and the bit-
wise gate, P¯ †, is the logical P † gate. Similarly, bit-wise
gate, P¯ = P †⊗7, enacts a logical P gate [Fig. 13]. Each
of these fault-tolerant operations on a logically encoded
block are commonly referred to as transversal operations.
A transversal operation can be defined as a logical oper-
ator which is formed by applying the individual physical
operators to each qubit in the code block (or between
two equivalent physical qubits in the case of entangling
operations such as the CNOT gate shown below). The
physical operations forming a transversal logical oper-
ator need not be the same, for example in Fig.13, the
P¯ † gate is formed via individual P operations and visa
versa. Hence, valid transversal gates may possibly be
constructed from a set of physical operations which are
unique to each qubit.
B. Two-qubit gate
A two-qubit logical CNOT operation can also be ap-
plied in the same way, as a transversal bit-wise operation
of individual CNOT gates between corresponding phys-
ical qubits. For un-encoded qubits, a CNOT operation
performs the following mapping on the two qubit stabi-
lizer set,
X ⊗ I → X ⊗X,
I ⊗ Z → Z ⊗ Z,
Z ⊗ I → Z ⊗ I,
I ⊗X → I ⊗X.
(79)
Where the first operator corresponds to the control qubit
and the second operator corresponds to the target. Now
consider the bit-wise application of seven CNOT gates
between logically encoded blocks of data [Fig. 14]. First
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FIG. 13 Bit-wise application of single qubit gates in the [[7, 1, 3]] code. Logical X, Z H and P gates can trivially be applied
by using seven single qubit gates, fault-tolerantly. Note that the application of seven P gates results in the logical P¯ † being
applied and vice-versa.
the stabilizer set must remain invariant,
CNOT G CNOT = {CNOT (Ki ⊗Kj) CNOT} = G.
(80)
i.e. each element in G must be mapped to another ele-
ment of G. Table IX details the transformation for all the
stabilizer generators under seven bit-wise CNOT gates,
demonstrating that this operation is valid on the [[7, 1, 3]]
code. The transformations in Eq. (79) are trivially ex-
tended to the logical space, showing that seven bit-wise
CNOT gates invoke a logical CNOT operation.
X¯ ⊗ I → X¯ ⊗ X¯,
I ⊗ Z¯ → Z¯ ⊗ Z¯,
Z¯ ⊗ I → Z¯ ⊗ I,
I ⊗ X¯ → I ⊗ X¯.
(81)
The issue of fault-tolerance with these logical opera-
tions should be clear. The X¯,Z¯, H¯, P¯ † and P¯ gates are
trivially fault-tolerant since the logical operation is per-
formed through seven bit-wise single qubit gates. The
logical CNOT is also fault-tolerant since each two-qubit
gate only operates between counterpart qubits in each
logical block. Hence if any gate is inaccurate then, at
most, a single error will be introduced in each block.
In contrast to the [[7,1,3]] code, let us also take a quick
look at the [[5,1,3]] code. Unlike the 7-qubit code, the full
set of Clifford gates cannot be implemented in the same
transversal manner. To see this clearly we can examine
how the generators of the stabilizer group for the code
transforms under a transversal Hadamard operation,
K1 = X Z Z X I
K2 = I X Z Z X
K3 = X I X Z Z
K4 = Z X I X Z
H⊗5−−−→
Z X X Z I
I Z X X Z
Z I Z X X
X Z I Z X
(82)
The stabilizer group is not preserved under this trans-
formation and therefore is not a valid logical operation
for the [[5,1,3]] code. One thing to briefly note is that
there are methods for performing logical Hadamard and
phase gates on the [[5,1,3]] code (Got97). However, it
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Ki ⊗Kj K1 K2 K3 K4 K5 K6
K1 K1 ⊗ I K1 ⊗K1K2 K1 ⊗K1K3 K1K4 ⊗K1K4 K1K5 ⊗K1K5 K1K6 ⊗K1K6
K2 K2 ⊗K1K2 K2 ⊗ I K2 ⊗K2K3 K2K4 ⊗K2K4 K2K5 ⊗K2K5 K2K6 ⊗K2K6
K3 K3 ⊗K3K1 K3 ⊗K3K2 K3 ⊗ I K3K4 ⊗K3K4 K3K5 ⊗K3K5 K3K6 ⊗K3K6
K4 K4 ⊗K1 K4 ⊗K2 K4 ⊗K3 I ⊗K4 K4K5 ⊗K5 K4K6 ⊗K6
K5 K5 ⊗K1 K5 ⊗K2 K5 ⊗K3 K5K4 ⊗K4 I ⊗K5 K5K6 ⊗K6
K6 K6 ⊗K1 K6 ⊗K2 K6 ⊗K3 K6K4 ⊗K4 K6K5 ⊗K5 I ⊗K6
TABLE IX Transformations of the [[7, 1, 3]] stabilizer generators under the gate operation U =CNOT⊗7, where G → U†GU .
Note that the transformation does not take any stabilizer outside the group generated by Ki ⊗Kj (i, j) ∈ [1, .., 6], therefore
U =CNOT⊗7 represents a valid operation on the codespace.
7
7
FIG. 14 Bit-wise application of a CNOT gate between two
logical qubits. Since each CNOT only couples correspond-
ing qubits in each block, this operation is inherently fault-
tolerant.
essentially involves performing a valid, transversal, three
qubit gate and then measuring out two of the logical an-
cilla. Although it has been demonstrated that a valid
set of transversal operations for universal computing is
incompatible with a quantum code that correct an arbi-
trary single error (EK09), it has not been shown that a
non-CSS code cannot have a transversal set of operations
generating the Clifford group. This example is used to
illustrate the transformation for an invalid logical opera-
tion on an encoded state.
While these gates can be conveniently implemented on
error protected data, they do not represent a universal set
for quantum computation. In fact it has been shown that
by using the stabilizer formalism, these operations can be
efficiently simulated on a classical device (Got98; AG04).
In order to achieve universality one of the following gates
are generally added to the available set,
T =
(
1 0
0 eipi/4
)
, (83)
or the Toffoli gate (Tof81). Applying them in a simi-
lar transversal way, for the majority of stabiliser codes,
transform the stabilizers out the group and is conse-
quently not a valid operation. Circuits implementing
these two gates in a fault-tolerant manner have been de-
veloped (NC00; GC99; SI05; SFH08), for various codes
(most often the [[7, 1, 3]] code) but at this stage the cir-
cuits are complicated and resource intensive. This has
practical implications to encoded operations. If univer-
sality is achieved by adding the T gate to the list, arbi-
trary single qubit rotations require long gate sequences
(utilizing the Solovay-Kitaev theorem (Kit97; DN06)) to
approximate arbitrary logical qubit rotations and these
sequences often require many T gates (Fow05). Finding
more efficient methods to achieve universality on encoded
data is therefore still an active area of research.
XII. FAULT-TOLERANT CIRCUIT DESIGN FOR
LOGICAL STATE PREPARATION
Section X introduced the basic rules for fault-tolerant
circuit design and how these rules lead to the thresh-
old theorem for concatenated error correction. However,
what does a full fault-tolerant quantum circuit look like?
Here, we introduce a full fault-tolerant circuit to prepare
the [[7, 1, 3]] logical |0〉 state. As the [[7, 1, 3]] code is a
single error correcting code, we use the one-to-one defini-
tion of fault-tolerance and therefore only need to consider
the propagation of a single error during the preparation
(any more that one error during correction represents a
higher order effect and is ignored).
As described in Section VII, logical state preparation
can be done by initializing an appropriate number of
physical qubits and measuring each of the X stabiliz-
ers that describe the code. Therefore, a circuit which
allows the measurement of a Hermitian operator in a
fault-tolerant manner needs to be constructed. The gen-
eral structure of the circuit used was first developed by
Shor (Sho96), however it should be noted that several
more recent methods for fault-tolerant state preparation
and correction now exist (Ste97a; Ste02; DA07; Kni05).
The circuits shown in Fig. 15a and 15b, which measure
the stabilizer K1 = IIIXXXX are not fault-tolerant,
since a single ancilla is used to control each of the four
CNOT gates. As CNOT gates can copy X errors [Fig.
12], a single X error on this ancilla can be copied to
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multiple qubits in the data block. Instead, four an-
cilla qubits are used which are prepared in the state
|A〉 = (|0000〉+|1111〉)/√2. This can be done by initializ-
ing four qubits in the |0〉 state and applying a Hadamard,
then a sequence of CNOT gates [Fig. 15c]. Each of these
four ancilla are used to control a separate CNOT gate,
after which the ancilla state is decoded and measured.
By ensuring that each CNOT is controlled via a separate
ancilla, any X error will only propagate to a single qubit
in the data block. However, during the preparation of the
ancilla state there is the possibility that a single X er-
ror can propagate to multiple ancilla, which are then fed
forward into the data block. In order to combat this, the
ancilla block needs to be verified against possible X er-
rors. Tracking through all the possible locations where a
single X error can occur during ancilla preparation leads
to the following unique states.
|A〉1 =
1√
2
(|0000〉+ |1111〉),
|A〉2 =
1√
2
(|0100〉+ |1011〉),
|A〉3 =
1√
2
(|0010〉+ |1101〉),
|A〉4 =
1√
2
(|0001〉+ |1110〉),
|A〉5 =
1√
2
(|0111〉+ |1000〉),
|A〉6 =
1√
2
(|0011〉+ |1100〉),
(84)
From these possibilities, the first four states correspond
to no error or at most one bit flip and the last two states
correspond to multiple errors cased by errors copied by
the CNOT operations. In fact, only the last state, |A〉6,
needs to be identified since two bit flip errors exist on
the ancilla state. To verify this ancilla state, a fifth an-
cilla is added, initialized and used to perform a parity
check on the ancilla block. This fifth ancilla is then mea-
sured. If the result is |0〉, the ancilla block can be cou-
pled to the data. If the ancilla result is |1〉, then either
a single error has occurred on the verification qubit or
the ancilla state has been prepared in either the |A〉5
or |A〉6 state. In either case, the entire ancilla block is
reinitialized and prepared again. This is continued until
the verification qubit is measured to be |0〉 [Fig. 16].
The re-preparation of the ancilla block protects against
multiple X errors, which can propagate forward through
the CNOT gates. Z errors propagate in the other di-
rection. Any Z error which occurs in the ancilla block
will propagate straight through to the final measurement.
This results in the measurement not corresponding to
the actual errors which have occurred and can result in
mis-correction once all stabilizers have been measured.
To protect against this, each stabilizer is measured 2-3
times and a majority vote of the measurement results
taken. As any additional error represents a second or-
der process, if the first or second measurement has been
corrupted by a Z error, then the third measurement will
only contain additional errors if a higher order error pro-
cess has occurred. Therefore, we are free to ignore this
possibility and assume that the third measurement is er-
ror free. The full circuit for [[7, 1, 3]] state preparation is
shown in Fig. 17, where each stabilizer is measured 2-3
times. The total circuit requires a minimum of 12 qubits
(7-data qubits and a 5-qubit ancilla block).
As you can see, the circuit constructions for full fault-
tolerant state preparation (and error correction) are not
simple circuits. However, they are easy to design in
generic ways when employing stabilizer coding.
XIII. LOSS PROTECTION
So far we have focused the discussion on correction
techniques which assume that error processes maintain
a qubit structure to the Hilbert space. As we noted in
section III.C, the loss of physical qubits within the com-
puter violates this assumption and in general requires
additional correction machinery beyond what we have al-
ready discussed. This section examines a basic correction
techniques for qubit loss. Specifically, we detail one such
scheme which was developed with single photon based
architectures in mind.
Protecting against qubit loss requires a different ap-
proach than other general forms of quantum errors such
as environmental decoherence or systematic control im-
perfections. The cumbersome aspect related to correct-
ing qubit loss is detecting the presence of a qubit at the
physical level. The specific machinery that is required for
loss detection is dependent on the underlying physical ar-
chitecture, but the basic principal is that the presence or
absence of the physical qubit must be determined with-
out discriminating the actual quantum state.
Certain systems allow for loss detection is a more
convenient way than others. Electronic spin qubits,
for example, can employ Single Electron Transistors
(SET) to detect the presence or absence of the charge
without performing measurement on the spin degree of
freedom (DS00; CGJH05; AJW+01). Optics in con-
trast requires more complicated non-demolition measure-
ment (MW84; IHY85; POW+04; MNBS05). This is due
to the fact that typical photonic measurement is per-
formed via photo-detectors which have the disadvantage
of physically destroying the photon.
Once the detection of the presence of the physical qubit
has been performed, a freshly initialized qubit can be
injected to replace the lost qubit. Once this has been
completed, the standard error correcting procedure can
correct for the error. A freshly initialized qubit state,
|0〉 can be represented as projective collapse of a general
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FIG. 15 Three circuits which measure the stabilizer K1. Subfigure a) represents a generic operator measurement where a
multi-qubit controlled gate is available. Subfigure b) decomposes this into single- and two-qubit gates, but in a non-fault-
tolerant manner. Subfigure c) introduces four ancilla such that each CNOT is controlled via a separate qubit. This ensures
fault-tolerance.
qubit state, |ψ〉 6= |1〉, as,
|0〉 ∝ |ψ〉+ Z |ψ〉 . (85)
If we consider this qubit as part of an encoded block,
then the above corresponds to a 50% error probability
of experiencing a phase error on this qubit. Therefore,
a loss event that is corrected by non-demolition detec-
tion and standard QEC, 50% of the time, will result in
a detection event in the QEC cycle and, in the absence
of other errors, correction. The probability of loss needs
to be at a comparable rate to standard errors as the cor-
rection cycle after a loss detection event will, with high
probability, detect an error.
If a loss event is detected and the qubit replaced, the
error detection code shown in section VI becomes a single
error correction code. This is due to the fact that via the
identification of the loss event, these errors subsequently
have known locations. Consequently error detection is
sufficient to perform full correction, in contrast to the er-
ror channels we have already considered where in general
the location is unknown.
A second method for loss correction is related to sys-
tems that have high loss rates compared to systematic
and environmental errors, for example in optical systems.
Due to the high mobility of single photons and their rel-
ative immunity to environmental interactions, loss is a
major error channel that generally dominates over other
error sources. The use of error detection and correction
codes for photon loss is undesirable due to the need for
non-demolition detection of the lost qubit. While tech-
niques for measuring the presence or absence of a pho-
ton without direct detection have been developed and
implemented (POW+04), they require multiple ancilla
photons and controlled interactions. Ultimately it is
may be more desirable to redesign the loss correction
code such that it can be employed directly with photo-
detection rather than more complicated non-demolition
techniques (YNM06).
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FIG. 16 Circuit required to measure the stabilizer K1, fault-tolerantly. A four qubit GHZ state is used as ancilla with the
state requiring verification against multiple X errors. After the state has passed verification it is coupled to the data block and
a syndrome is extracted.
One such scheme was developed by Ralph, Hayes and
Gilchrist in 2005 (RHG05). This scheme was a more
efficient extension of an original parity encoding method
developed by Knill, Laflamme and Milburn (KLM01).
The general parity encoding for a logical qubit is an N
photon GHZ state in the conjugate basis, i.e,
|0〉NL =
1√
2
(|+〉⊗N + |−〉⊗N ),
|1〉NL =
1√
2
(|+〉⊗N − |−〉⊗N ),
(86)
where |±〉 = (|0〉 ± |1〉)/√2. The motivation with this
type of encoding is that measuring any qubit in the |0, 1〉
basis simply removes it from the state, reducing the re-
sulting state by one,
P0,N |0〉NL = (IN + ZN ) |0〉NL
=
1√
2
(|+〉N−1 + |−〉N−1) |0〉N = |0〉N−1L |0〉N ,
P1,N |0〉NL = (IN − ZN ) |0〉NL
=
1√
2
(|+〉N−1 − |−〉N−1) |1〉N = |1〉N−1L |1〉N ,
(87)
where P(0,1),N are the projectors corresponding to mea-
surement in the |0, 1〉 basis on the N -th qubit (up to
normalization). The effect for the |1〉L state is similar.
Measuring the N -th qubit in the |0〉 state simply removes
it from the encoded state, reducing the logical zero state
by one, while measuring the N -th qubit as |1〉 enacts a
logical bit flip at the same time as reducing the size of
the logical state.
Instead of introducing the full scheme developed
in (RHG05), we instead give the general idea of how such
encoding allows for loss detection without non-demolition
measurements. Photon loss in this model is assumed
equivalent to measuring the photon in the |0〉 , |1〉 basis,
but not knowing the answer [Sec III.C]. Our ignorance
of the measurement result could lead to a logical bit-flip
error on the encoded state, therefore we require the abil-
ity to protect against logical bit-flip errors on the above
states. As already shown, the 3-qubit code allows us to
achieve such correction. Therefore the final step in this
scheme is encoding the above states into a redundancy
code (a generalized version of the 3-qubit code), where
an arbitrary logical state, |ψ〉L is now given by,
|ψ〉L = α |0〉N1 |0〉N2 ... |0〉Nq + β |1〉N1 |1〉N2 ... |1〉Nq (88)
where |0〉N , |1〉N are the parity encoded states shown in
Eq. (87) and the fully encoded state is q-blocks of these
parity states.
This form of encoding protects against the loss of
qubits by first encoding the system into a code structure
that allows for the removal of qubits without destroy-
ing the computational state and then protecting against
logical errors that are induced by loss events. In effect,
it maps errors un-correctable by standard QEC to error
channels that are correctable, in this case qubit loss →
qubit bit-flip. Even though this code can be used to con-
vert loss events into bit-flips, the size of the code will
steadily decrease as qubits are lost.
This general technique is common with pathological er-
ror channels. If a specific type of error violates the stan-
dard “qubit” assumption of QEC, additional correction
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FIG. 17 Circuit required to prepare the [[7, 1, 3]] logical |0〉 state fault-tolerantly. Each of the X stabilizers are sequentially
measured using the circuit in Fig. 16. To maintain fault-tolerance, each stabilizer is measured 2-3 times with a majority vote
taken.
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techniques are always required to map this type of error
to a correctable form, consequently additional physical
resources are usually needed.
XIV. SOME MODERN DEVELOPMENTS IN QUANTUM
ERROR CORRECTION
Up until this stage we have restricted our discussions
on error correction to the most basic principals and codes.
The ideas and methodologies we have detailed represent
some of the introductory techniques that were developed
when error correction was first proposed. For readers
who are only looking for a basic introduction to the field,
you can quite easily skip the remainder of this paper as
we will now examine some of the more modern protocols
that are utilized when considering the construction of a
large scale quantum computer.
Providing a fair and encompassing review of the more
modern and advanced error correction techniques that
have been developed is far outside our goal for this re-
view. However, we would be remiss if we did not briefly
examine some of the more advanced error correction tech-
niques that have been proposed for large scale quantum
information processing. For the remainder of this discus-
sion we choose two closely related error correction tech-
niques, subsystem coding and topological coding which
have been receiving significant attention in the fields of
architecture design and large scale quantum information
processing. While some readers may disagree, we review
these two modern error correction protocols because they
are currently two of the most useful correction techniques
when discussing the physical construction of a quantum
computer.
We again attempt to keep the discussion of these tech-
niques simple and provide specific examples when pos-
sible. However, it should be stressed that these error
correcting protocols are far more complicated than the
basic codes shown earlier. Topological error correction
alone has, since its introduction, essentially become its
own research topic within the broader error correction
field. Hence we encourage the reader who is interested
to refer to the cited articles below for more rigorous and
detailed treatment of these techniques.
A. Subsystem codes: Bacon-Shor codes
Quantum subsystem codes (KLP05; KLPL06; Bac06)
are one of the newer and highly flexible techniques to im-
plement quantum error correction. The traditional sta-
bilizer codes that we have reviewed are more formally
identified as subspace codes, where information is en-
coded in a relevant coding subspace of a larger multi-
qubit system. In contrast, subsystem coding identifies
multiple subspaces of the multi-qubit system as equiva-
lent. Specifically, multiple states are identified with the
logical |0〉L and |1〉L states. Rather than review the sub-
system codes in general, we will focus on a subset of these
codes known as Bacon-Shor codes (Bac06).
The primary benefit to utilizing Bacon-Shor (BS)
codes is the general nature of their construction. The
description of arbitrarily large error correcting codes
is conceptually straightforward, error correction circuits
are much simpler to construct (AC07), and the gen-
erality of their construction introduces the ability to
perform dynamical code switching in a fault-tolerant
manner (SEDH08). This final property gives BS cod-
ing significant flexibility as the strength of error correc-
tion within a quantum computer can be changed fault-
tolerantly during operation of the computer.
As with the other codes presented in this review, BS
codes are stabilizer codes but now defined over a square
lattice. The lattice dimensions represent the X and Z
error correction properties and the size of the lattice in
either of these two dimensions dictates the total number
of errors the code can correct. In general, a C(n1,n2)
BS code is defined over a n1 × n2 square lattice which
encodes one logical qubit into n1n2 physical qubits with
the ability to correct at least bn1−12 c Z errors and at
least bn2−12 c X errors. Again, keeping with the spirit of
this review, we focus on a specific example, the C(3,3)
BS code. This code, encoding one logical qubit with 9
physical qubits can correct for one X and one Z error.
In order to define the code structure we begin with a
3 × 3 lattice of qubits, where qubits are identified with
the vertices of the lattice. Note that this 2D structure
represents the structure of the code, it does not imply
that a physical array of qubits must be arranged into
a 2D lattice. Fig. 18 illustrate three sets of stabilizer
operators which are defined over the lattice. The first
group, illustrated in Fig. 18a. is the stabilizer group, S,
which is generated by the operators,
S = 〈Xi,∗Xi+1,∗;Z∗,jZ∗,j+1 | i ∈ Z2; j ∈ Z2〉, (89)
where we retain the notation utilized in (AC07;
SEDH08). Ui,∗ and U∗,j represent an operator, U , acting
on all qubits in a given row, i, or column, j, respectively,
and Z2 = {1, 2}. The second relevant subsystem is known
as the gauge group [Fig. 18b.], T , and is described via the
non-Abelian group generated by the pairwise operators
T = 〈Xi,jXi+1,j ;Zj,iZj,i+1 | i ∈ Z2; j ∈ Z3〉, (90)
The third relevant subsystem is the logical
space [Fig. 18c], L, which can be defined through
the logical Pauli operators
L = 〈Z∗,1;X1,∗〉. (91)
The stabilizer group S, defines all relevant code states,
i.e. every valid logical space is a +1 eigenvalue of this
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FIG. 18 Stabilizer structure for the C(3,3) code. Subfigure a)
gives two of the four stabilizers from the group S. Subfigure b)
illustrates one of the four encoded sets of Pauli operators from
each subsystem defined with the Gauge group, T . Subfigure
c) gives the two logical operators from the group L which
enact valid operations on the encoded qubit.
set. For the C(3,3) code, there are a total of nine physi-
cal qubits and a total of four independent stabilizers in S,
hence there are five degrees of freedom left in the system
which can house 25 logical states which are simultaneous
eigenstates of S. This is where the gauge group, T , be-
comes relevant. As the gauge group is non-Abelian, there
is no valid code state which is a simultaneous eigenstate
of all operators in T . However, if you examine closely
there are a total of four encoded sets of Pauli opera-
tions within T . Fig 18b. illustrates two such sets. As
all elements of T commute with all elements of S we can
identify each of these four sets of valid “logical” qubits to
be equivalent, i.e. we define {|0〉L , |1〉L} pairs which are
eigenstates of S and one abelian subgroup of T and then
ignore exactly what gauge group we are in10. Therefore,
each of these gauge states represent a subsystem of the
code, with each subsystem logically equivalent.
10 Provided we are in eigenstates of S we can, in principal, be in
superpositions of eigenstates of the operators in T . However, the
error correction procedure for the BS code projects us back to
eigenstates of the gauge operators.
The final group we consider is the logical group L. This
is the set of two Pauli operators which enact a logical X
or Z gate on the encoded qubit regardless of the gauge
choice and consequently represent true logical operations
to our encoded space.
In a more formal sense, the definition of these three
group structures allows us to decompose the Hilbert
space of the system. If we let H denote the Hilbert space
of the physical system, S forms an Abelian group and
hence can act as a stabilizer set defining subspaces of H.
If we describe each of these subspaces by the binary vec-
tor, ~e, formed from the eigenvalues of the stabilizers, S,
then each subspace splits into a tensor product structure
H =
⊕
~e
HT ⊗HL, (92)
where elements of T act only on the subsystem HT and
the operators L act only on the subsystem HL. In the
context of storing qubit information, a logical qubit is
encoded into the two dimensional subsystem HL. As the
system is already stabilized by operators in S and the
operators in T act only on the space HT , qubit informa-
tion is only altered when operators in the group L act on
the system.
This formal definition of how BS coding works may
be more complicated than the standard stabilizer codes
shown earlier, but this slightly more complicated coding
structure has significant benefits when we consider how
error correction is performed.
In general, to perform error correction, each of the
stabilizers of the codespace must be checked to deter-
mine which eigenvalue changes have occurred due to er-
rors. The stabilizer group, S, consist of qubit operators
that scale with the size of the code. In general, for a
n1 × n2 lattice, the X stabilizers are 2n1 dimensional
and the Z stabilizers are 2n2 dimensional. If techniques
such as Shor’s method [Section XII] were used, we would
need to prepare a large ancilla state to perform fault-
tolerant correction, this is clearly undesirable. This prob-
lem can be mitigated due to the gauge structure of these
codes (AC07).
Each of the stabilizers in S are simply the product of
certain elements from T , for example,
X1,1X1,2X1,3X2,1X2,2X2,3 ∈ S
=(X1,1X2,1).(X1,2X2,2).(X1,3X2,3) ∈ T .
(93)
Therefore if we check the eigenvalues of the three, 2-qubit
operators from T we are able to calculate what the eigen-
value is for the 6-dimensional stabilizer. This decompo-
sition of the stabilizer set for the code can only occur
since the decomposition is in terms of operators from T
which, when measured, has no effect on the logical infor-
mation encoded within the system. In fact, when error
correction is performed, the gauge state of the system
will almost always change based on the order in which
the eigenvalues of the gauge operators are checked.
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This exploitation of the gauge properties of subsys-
tem coding is extremely beneficial for the design of fault-
tolerant correction circuits. As the stabilizer operators
can now be decomposed into multiple 2-dimensional op-
erators, fault-tolerant circuits for error correction do not
require any encoded ancilla states. Furthermore, even if
we decide to scale the code-space to correct more errors
(increasing the lattice size representing the code), we do
not require measuring operators with higher dimension-
ality. Fig 19 taken from Ref. (AC07) illustrates the fault-
tolerant circuit constructions for Bacon-Shor subsystem
codes. As each ancilla qubit is only coupled to two data
(a) (b)j, k
j+1, k
|+〉 • • H
k, j
•
k, j+1
•
|0〉
FIG. 19 (From Ref. (AC07)) Circuits for measuring the
gauge operators and hence performing error correction for
subsystem codes. Subfigure a) measures, fault-tolerantly, the
operator Xj,kXj+1,k with only one ancilla. Subfigure b) mea-
sures Zk,jZk,j+1. The results of these two qubit parity checks
can be used to calculate the parity of the higher dimensional
stabilizer operators of the code.
qubits, no further circuit constructions are required to
ensure fault-tolerance11. The measurement results from
these 2-dimensional parity checks are then combined to
calculate the parity of the higher dimensional stabilizer
of the subsystem code.
A second benefit to utilizing subsystem codes is the
ability to construct fault-tolerant circuits to perform dy-
namical code switching. Dynamical code switching is a
technique that could be utilized when noise sources are
highly biased. In many systems the physical mechanisms
which lead to errors are not symmetric in X and Z. For
example, simple Markovian dephasing introduces only Z
errors into the system and in all circumstances is the
more dominant error channel.
One technique is to use concatenation in a clever way.
The QEC codes we have largely examined in this review
are symmetric in the X and Z sector. The 5-, 7- and 9-
qubit codes correct for one X error and one Z error. Al-
iferis and Preskill considered a concatenated code, where
the lower level code is a simple n qubit repetition code
[Section IV] that only corrected for Z errors (AP08). By
utilizing this lower level code, they symmeterize the Z
and X noise (the size of the n qubit code is determined
by the level of asymmetry in the physical noise). The
11 It should be noted that for higher distance BS codes, specifically
for d ≥ 5, multiple measurements for each syndrome are required
to ensure fault-tolerance
subsequent levels are standard QEC codes, but it now
operates at the next encoded level which will operate
with symmetrical rates for logical X and Z errors. By
utilising the simpler n-qubit repetition code at the lower
level, qubit resources are reduced, compared to using a
symmetric code at every level. This work was extended
and adapted to a realistic model in superconducting sys-
tems (ABD+09).
Asymmetric coding may also be required if the noise
acting on a quantum computer changes over the course
of its operation. In this case it may be require to switch
from a symmetric code to a asymmetric code, dynami-
cally. Naively, this can be done be simply decoding all
qubits and then re-encoding them with the new code.
However, this procedure would not be fault-tolerant, as
any error that occurs to the system when it is decoded
will propagate through to the new encoded state. A sec-
ond technique would be to encode the system with an
asymmetric code at the next level of concatenation and
then decode the lower level. However, when utilizing the
BS codes, we can perform this code switching in a dif-
ferent way. As noted before, the C(n1, n2) code corrects
for bn1−12 c X errors and bn1−12 c Z errors. The ability to
convert between two codes, C(n1, n2) and C(n′1, n′2), in a
fault-tolerant manner would allow for us to dynamically
change the strength (or asymmetry) of the error correc-
tion whenever noise rates fluctuate in the computer. It
was shown in Ref. (SEDH08) how such switching can be
achieved, allowing for the fault-tolerant conversion be-
tween arbitrary sized QEC codes.
B. Topological codes
A conceptually similar (but technically distinct) cod-
ing technique to the Bacon-Shor subsystem codes is the
idea of topological error correction, first introduced with
the Toric code of Kitaev in 1997 (Kit97). Topological
coding is similar to subsystem codes in that the code
structure is defined on a lattice (which, in general, can be
of dimension ≥ 2) and the scaling of the code to correct
more errors is conceptually straightforward. However, in
topological coding schemes the protection afforded to log-
ical information relies on the unlikely application of error
chains which define non-trivial topological paths over the
code surface.
Topological error correction is a complicated area of
QEC and fault-tolerance and any attempt to fairly sum-
marize the field is not possible within this review. In
brief, there are two ways of approaching these schemes.
The first is simply to treat topological codes as a class
of stabilizer codes over a qubit system. This approach
is more amenable to current information technologies
and is being adapted to methods in cluster state com-
puting (RHG07; FG09), optics (DFS+09; DMN11), ion-
traps (SJ09) and superconducting systems (IFI+02). The
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second approach is to construct a physical Hamiltonian
model based on the structure of the topological code or
choose systems which appear to exhibit topological or-
der. This leads to the more complicated field on anyonic
quantum computation (Kit97). For example, the cod-
ing structure of the Toric code (Kit97) can be treated
as a physical Hamiltonian system, with the ground state
corresponding to the logical states of the code (in the
case of the Torus it is a 4-fold degenerate ground state
corresponding to two encoded qubits). Excitations from
the ground state of this Hamiltonian correspond to the
creation of anyonic quasi-particles and are energetically
unfavourable (since their physical Hamiltonian symme-
tries reflect the coding structure imposed).
This and other models of anyonic computation utilise
quasi-particles that exhibit fractional quantum statistics
(they acquire fractional phase shifts when their posi-
tions are exchanged twice with other anyons, in contrast
to Bosons or Fermions which always acquire ±1 phase
shifts). The unique properties of anyonic systems there-
fore allow for natural, robust, error protection. How-
ever, the major issue with this model is that it relies on
quasi-particle excitations that do not, in general, arise
naturally. Although certain physical systems have been
shown to exhibit anyonic properties, most notably in the
fractional quantum hall effect (NSS+08). However, it
is a daunting task to both manufacture a reliable any-
onic system and to reliably design and construct a large
scale computing system. Note: Recently it has been
shown that anyonic models based on the 2D codes il-
lustrated in this section do not exhibit self-correcting
properties (KC08; BT09). Higher dimensional topologi-
cal coding models, currently a minimum of 4D, are actu-
ally required to implement self-correcting quantum mem-
ories (AHHH10).
As there are several extremely good discussions of both
anyonic (NSS+08) and non-anyonic topological comput-
ing (DKLP02; FSG09; FG09), we will not review any
of the anyonic methods for topological computing and
simply provide a brief example of one topological cod-
ing scheme, namely the surface code (BK01; DKLP02;
FSG09). The surface code for QEC is a desirable er-
ror correction model for several reasons. As it is de-
fined over a 2-dimensional lattice of qubits it can be
implemented on architectures that only allow for the
coupling of nearest neighbour qubits (rather than the
arbitrary long distance coupling of qubits in separate
regions of the computer). The surface code also ex-
hibits one of the highest fault-tolerant thresholds of any
QEC scheme, recent simulations estimate a threshold
approaching 1% (RHG07; WFSH10). Finally, the sur-
face code has been analysed with respect to loss er-
rors, showing a high tolerance when such errors are her-
alded (SBD09). This subfield of error correction has been
heavily researched in recent years. Methods in statisti-
cal physics are now routinely utilised to help calculate
fault-tolerant thresholds (BMD08; KBMD09; BAO+12;
ABKMD12), more advanced coding models and methods
for computing with these models are under investigation
(BMD07b; BMD07a; KBAMD10; Bom11; Fow12). This
section will present a basic introduction, hopefully read-
ers will feel more comfortable studying these advanced
techniques afterwards.
The surface code, as with subsystem codes, is a stabi-
lizer code defined over a 2-dimensional qubit lattice, as
Fig. 20 illustrates. We identify each edge of the 2D lattice
with a physical qubit. The stabilizer set consists of two
types of operators. The first is the set of Z⊗4 operators
which circle every lattice face (or plaquette). The second
is the set of X⊗4 operators which encircle every vertex of
the lattice. The stabilizer set is consequently generated
by the operators,
Ap =
⊗
j∈b(p)
Zj , Bv =
⊗
j∈s(v)
Xj , (94)
where b(p) is the four qubits surrounding a plaquette and
s(v) is the four qubits surrounding each vertex in the
lattice and identity operators on the other qubits are im-
plied. First note that all of these operators commute
as any plaquette and vertex stabilizer will share either
zero or two qubits. If the lattice is not periodic in ei-
ther dimension, this stabilizer set completely specifies one
unique state, i.e. for a N×N lattice there are 2N2 qubits
and 2N2 stabilizer generators. Hence this stabilizer set
defines a unique multi-qubit entangled state which is gen-
erally referred to as a “clean” surface. Detailing exactly
how this surface can be utilized to perform robust quan-
tum computation is far outside the scope of this review
and there are several papers to which such a discussion
can be referred (RH07; RHG07; FSG09; FG09). Instead,
we can quite adequately show how robust error correction
is possible by simply examining how a “clean” surface can
be maintained in the presence of errors. The X and Z
stabilizer sets, Ap and Bv define two equivalent 2D lat-
tices which are interlaced, as Fig. 21, illustrates. If the
total 2D lattice is shifted along the diagonal by half a cell
then the operators Bv are now arranged around a plaque-
tte and the operators Ap are arranged around a lattice
vertex. Since protection against X errors are achieved by
detecting eigenvalue flips of Z stabilizers and visa-versa,
these two interlaced lattices correspond to error correc-
tion against X and Z errors respectively. Therefore we
can quite happily restrict our discussion to one possible
error channel, for example correcting X errors (since the
correction for Z errors proceeds identically when consid-
ering the stabilizers Bv instead of Ap).
Fig 22a. illustrates the effect a single X error has
on a pair of adjacent plaquettes. Since X and Z anti-
commute, a single bit-flip error on one qubit in the sur-
face will flip the eigenvalue of the Z⊗4 stabilizers on the
two plaquettes adjacent to the respective qubit. As single
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FIG. 20 General structure of the surface code. The edges
of the lattice correspond to physical qubits. The four qubits
surrounding each face (or plaquette) are +1 eigenstates of the
operators Ap while the four qubits surrounding each vertex
are +1 eigenstates of the operators Bv. If all eigenstate con-
ditions are met, a unique multi-qubit state is defined as a
“clean” surface.
qubit errors act to flip the eigenvalue of adjacent plaque-
tte stabilizers we examine how chains of errors affect the
surface. Figs 22b. and Fig. 22c. examine two longer
chains of errors. As you can see, if multiple errors occur,
only the eigenvalues of the stabilizers associated with the
ends of the error chains flip. Each plaquette along the
chain will always have two X errors occurring on different
boundaries and consequently the eigenvalue of the Z⊗4
stabilizer around these plaquettes will flip twice.
If we now consider an additional ancilla qubit which
sits in the center of each plaquette and can couple to
the four surrounding qubits, we can check the parity by
running the simple circuit shown in Fig 23. If we as-
sume that we initially prepare a perfect “clean” surface
we then, at some later time, check the parity of every
plaquette over the surface. If X errors have occurred on
a certain subset of qubits, the parity associated with the
endpoints of error chains will have flipped. We now take
this 2-dimensional classical data tree of eigenvalue flips
and pair them up into the most likely set of error chains.
Since it is assumed that the probability of error on any
individual qubit is low, the most likely set of errors which
reflects the eigenvalue changes observed is the minimum
weight set (i.e. connect up all plaquettes where eigenval-
ues have changed into pairs such that the total length of
all connections is minimized). This classical data process-
ing is quite common in computer science and minimum
weight matching algorithms such as the Blossom pack-
age (CR99; Kol09) have a running time polynomial in
the total number of data points in the classical set. Once
this minimal matching is achieved, we can identify the
likely error chains corresponding to the end points and
correction can be applied accordingly.
The failure of this code is therefore dictated by error
chains that cannot be detected through changes in pla-
quette eigenvalues. If you examine Fig 24, we consider
an error chain that connects one edge of the surface lat-
tice to another. In this case every plaquette has two
associated qubits that have experienced a bit flip and no
eigenvalues in the surface have changed. Since we have
assumed that we are only wishing to maintain a “clean”
surface, these error chains have no effect, but when one
considers the case of storing information in the lattice,
these types of error chains correspond to logical errors
on the qubit (BK98; FSG09). Hence undetectable errors
are chains which connect boundaries of the surface to
other boundaries (in the case of information processing,
qubits are artificial boundaries within the larger lattice
surface). It should be stressed that this is a simplified de-
scription of the full protocol, but it does encapsulate the
basic idea. The important thing to realize is that the fail-
ure rate of the error correction procedure is suppressed,
exponentially with the size of the lattice. If we consider
an error model where each qubit experiences a bit flip,
independently, with probability p, then an error chain of
one occurs with probability p, error chains of weight two
occur with probability O(p2), chains of three O(p3) etc.
If we have an N × N lattice and we extend the surface
by one plaquette in each dimension, then the probability
of having an error chain connecting two boundaries will
drop by a factor of p (one extra qubit has to experience
an error)12. Extending an N×N lattice by one plaquette
in each dimension requires O(N) extra qubits, hence this
type of error correcting code suppresses the probability
of having undetectable errors exponentially with a qubit
resource cost which grows linearly.
As we showed in Section X, standard concatenated
coding techniques allow for a error rate suppression which
scales with the concatenation level as a double exponen-
tial while the resource increase scales exponentially. For
the surface code, the error rate suppression scales ex-
ponentially while the resource increase scales linearly.
While these scaling relations might be mathematically
equivalent, the surface code offers much more flexibility
at the architectural level. Being able to increase the error
protection in the computer with only a linear change in
the number of physical qubits is far more beneficial than
using an exponential increase in resources when utilizing
12 The reduction is not exactly p as there is a combinatorial factor
that accounts for all the possible extra error chains that are now
possible.
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FIG. 21 The surface code imbeds two self similar lattices that are interlaced, generally referred to as the primal and dual
lattice. Subfigure a) illustrates one lattice where plaquettes are defined with the stabilizers Ap. Subfigure b) illustrates the dual
structure where plaquettes are now defined by the stabilizer set Bv. The two lattice structures are interlaced and are related
by shifting along the diagonal by half a lattice cell. Each of these equivalent lattices are independently responsible for X and
Z error correction.
X
X X X XX
b) c)a)
FIG. 22 Examples of error chains and their effect on the eigenvalues for each plaquette stabilizer. Subfigure a). A single X
error causes the parity of two adjacent cells to flip. Subfigures b) and c). Longer chains of errors only cause the end cells to
flip eigenvalue as each intermediate cell will have two X errors and hence the eigenvalue for the stabilizer will flip twice.
concatenated correction. Specifically, consider the case
where a error protected computer is operating at a logi-
cal error rate which is just above what is required for an
algorithm. If concatenated error correction is employed,
then adding another later of correction will not only in-
crease the number of qubits by an exponential amount,
but it will also drop the effective logical error rate far
below what is actually required. In contrast, if surface
codes are employed, we increase the qubit resources by
a linear factor and drop the logical error rate sufficiently
for successful application of the algorithm.
We now leave the discussion regarding topological cor-
rection models. We emphasize again that this was a
very broad overview of the general concept of topolog-
ical codes. There are many details and subtleties that
we have deliberately left out of this discussion and we
urge the reader, if interested, to refer to the referenced
articles for a more thorough treatment of this topic.
XV. CONCLUSIONS AND FUTURE OUTLOOK
This review has hopefully provided a basic introduc-
tion to some of the most important theoretical aspects of
QEC and fault-tolerant quantum computation. The ul-
timate goal of this discussion was not to provide a rigor-
ous theoretical framework for QEC and fault-tolerance,
but instead attempted to illustrate most of the impor-
tant rules, results and techniques that have evolved out
of this field. Hopefully this introduction will serve as
a starting point for individuals introducing themselves
to this topic. For those wishing to continue research
into the QEC field, we highly recommend consulting the
papers referenced throughout this review and especially
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FIG. 23 Subfigure a). Lattice structure to check the parity
of a surface plaquette. An additional ancilla qubit is coupled
to the four neighboring qubits that comprise each plaquette.
Subfigure b). Quantum circuit to check the parity of the Z⊗4
stabilizer for each surface plaquette.
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FIG. 24 Example of a chain of errors which do not cause any
eigenvalue changes in the surface. If errors connect bound-
aries to other boundaries, the error correction protocol will
not detect them. In the case of a “clean” surface, these error
chains are invariants of the surface code. When computa-
tion is considered, qubit information are artificial boundaries
within the surface. Hence if error chains connect these infor-
mation qubits to other boundaries, logical errors occur.
Refs. (Got97; NC00; Got02; KLA+02; Ste01; Got09)
which provide a more mathematically rigorous review of
QEC and fault-tolerance.
We not only covered the basic aspects of QEC through
specific examples, but also we have briefly discussed how
physical errors influence quantum computation and how
these processes are interpreted within the context of
QEC. One of the more important aspects of this review is
the discussion related to the stabilizer formalism, circuit
synthesis and fault-tolerant circuit construction. Stabi-
lizers are arguably the most useful theoretical formalism
in QEC as once it is sufficiently understood, most of the
important properties of error correcting codes can be in-
vestigated and understood largely by inspection.
The study of QEC and fault-tolerance is still and active
area of QIP research. Although the library of quantum
codes and error correction techniques are vast there is
still a significant disconnect between the abstract frame-
work of quantum coding and the more physically realistic
implementation of error correction for large-scale quan-
tum information processing.
There are several future possibilities for the direction of
quantum information processing. Even with the develop-
ment of many of these advanced techniques, the physical
construction and accuracy of current qubit fabrication is
still insufficient to obtain any benefit from QEC. Many
in the field now acknowledge that the future development
of quantum computation will most likely split into two
broad categories. The first is arguably the more physi-
cally realistic, namely small qubit applications in quan-
tum simulation. Beyond these smaller qubit applications,
we move to truly large scale quantum computation, i.e.
implementing large algorithms such as Shor on qubit ar-
rays well beyond 1000 physical qubits. This would un-
doubtably require active techniques in error correction.
Future work needs to focus on adapting the many codes
and fault-tolerant techniques to the architectural level.
As we noted in section X.D, the implementation of QEC
at the design level largely influences the fault-tolerant
threshold exhibited by the code itself. Being able to ef-
ficiently incorporate both the actual quantum code and
the error correction procedures at the physical level is
extremely important when developing an experimentally
viable, large-scale quantum computer.
There are many differing opinions within the quan-
tum computing community as to the future prospects
for quantum information processing. Many remain pes-
simistic regarding the development of a million qubit de-
vice and instead look towards quantum simulation in the
absence of active error correction as the realistic goal of
quantum information. However, in the past few years,
the theoretical advances in error correction and the fan-
tastic speed in the experimental development of few qubit
devices continues to offer hope for the near-term con-
struction of a large scale computer, incorporating many
of the ideas presented within this review. While we could
never foresee the possible successes or failures in quan-
tum information science, we remain hopeful that a large
scale quantum computer is still a goal worth pursuing.
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