The current study aims to elaborate on the link between perceptions of interactional justice (IJ) -a specific type of organisational justice that reflects how an employee is treated by an authority figure -and internet behaviour. We first discuss what is unique about internet behaviour by focusing on two cyber activity categories, cyberloafing and cybercivism, performed by university instructors. Drawing on prior research suggesting that judgments about the supervisor may create schemas that can determine subsequent responses, we predict stronger influences of IJ on internet behaviour in those employees who display higher rather than lower liking for their supervisor and satisfaction with supervisor performance. Furthermore, just as prior research found for conventional deviance and citizenship, the paper hypothesises that cyberloafing and cybercivism are negatively inter-correlated. The results do not support main effects of IJ on these internet behaviours, while employees with comparatively high satisfaction with their supervisor's performance responded to IJ with less cyberloafing and more cybercivism. Contrary to expectations, the predicted inter-correlation was not supported and employees with relatively high liking for the supervisor responded to IJ by displaying more cyberloafing and the same cybercivism. Finally, the threeway interaction terms decreased cyberloafing but failed to increase cybercivism. Implications for research and practice are discussed.
Introduction
In recent years, due to the omnipresence of information and communication technologies (ICTs) at work, organisational behaviour scholars have paid a considerable amount of attention to employees' cyber activity. Two examples of this cyber activity at work are cyberloafing (e.g., Lim, 2002; Lim and Teo, 2005) , or the employees' misuse of the company's internet resources, and cybercivism (Zoghbi-Manrique-de-Lara, 2007) , or the citizenship usage of these resources. Generally conceptualised as deviant workplace behaviour, the term cyberloafing is defined by Lim (2002) as employees' voluntary use of their companies' internet access for non-work-related purposes during working hours. Cyberloafing has become an important issue for organisations. Malachowski (2005) refers to this inappropriate use of the internet as the most common way for employees to waste time at work. Anecdotal evidence from Fox (2007) also suggests that some employees spend as many as 5-6 h a day surfing the internet at work. The term cybercivism, on the other hand, has been used to describe organisational citizenship behaviour (OCB) performed over the internet (Zoghbi-Manrique-de-Lara, 2007) . These exemplary behaviours that employees display discretionally and that promote their organisation's effectiveness (Organ, 1988) would include helping users by responding to misdirected e-mails and taking care of the organisation's network by avoiding virus risks and other threats. Described in these terms, cybercivism may have beneficial consequences for organisations, such as preventing information security incidents originating from within the organisation and favouring the e-service provided via the internet.
Organisational research literatures offer two main strategies for managing these 'internet behaviours' at work (so referenced hereinafter):
• extrinsically-oriented coercive strategies (from Lat. coercĭo, -ōnis: to contain, restraint, repression), where employees' behaviour is enforced by external contingencies in their environment (e.g., Liao et al., 2010; Zoghbi-Manrique-de-Lara et al., 2006; Henle and Blanchard, 2008) • intrinsically-oriented self-regulatory strategies, which are linked to intrinsic motivational models of human behaviour.
The presence of the latter approach within the literature on employee cyber activity is significant. Lim (2002) and Lim and Teo (2005) found, for example, that designing a workplace perceived by employees as fair can be an effective self-regulatory strategy to manage cyberloafing. Thus, they found employees to be less prone to engaging in cyberloafing to the extent to which managers elicit perceptions of organisational justice.
Prior research on cybercivism, on the other hand, indicates that it follows similar patterns (Zoghbi-Manrique-de-Lara and Melián-González, 2009).
Intrinsically-oriented self-regulatory strategies for managing internet behaviour at work have incorporated a limited number of the advances made in the field of organisational justice (e.g., Henle et al., 2009; Lee et al., 2004) . While coercive practices appear to be solidly based on the existing research in successfully tackling cyber activity at work (e.g., Henle and Blanchard, 2008; Liao et al., 2010; Zoghbi-Manrique-de-Lara et al., 2006) , organisational academics have seldom discussed intrinsically-oriented self-regulatory practices, beyond emphasising the benefits of general perceptions of fair procedures, equitable distributions of rewards and respectful treatment of the supervisor (e.g., Beugré, 2006; Henle et al., 2009 ). Most of the scant attention paid to fairness in this respect has only focused on mixed strategies which try, by incorporating organisational justice, to lead cyber loafers and civic employees to perceive control mechanisms as fair and legitimate (Hovorka-Mead et al., 2002; Stanton, 2000) and punishment as just (e.g., Ball et al., 1994) . Unfortunately, this has not occurred in the case of intrinsically-oriented self-regulatory strategies focusing on the role that a fair authority figure can play in supervising internet behaviour in the workplace and how employee feelings affect the supervising role of that fair authority. Furthermore, some studies suggest (Maruping and Agarwal, 2004) that not all of the conventional literature is necessarily relevant or directly applicable to cyber activity. There are contextual specificities (such as perceived anonymity, fewer social sanctions, less recognition and social distance, among others) that may cause internet behaviours to have unique features compared to conventional citizenship and deviance.
To further examine an intrinsically-oriented strategy based on internet behaviour and fair supervision, we should first consider focusing on interactional justice (IJ), since this specific type of organisational justice particularly reflects how employees are treated by their supervisors (Bies and Moag, 1986) . Although a general prediction in the organisational and social psychology literature is that employee behaviour is often triggered by a provocative event or series of events (Weiss and Cropanzano, 1996) , we agree with Aquino et al. (2004) when they state that "… not everyone who is treated unjustly by his or her supervisor at work responds by engaging in deviance" (p.1002), and with Folger and Skarlicki (1998) when they question whether IJ (hereinafter IJ) is able to predict retaliation in the workplace (unless IJ is also perceived as a lack of interpersonal sensitivity). Thus, by itself, the IJ-internet behaviour link appears to be overly reductionist in modelling employees' reactions to IJ. In predicting associations between IJ and internet behaviour, we expect them to be weak but likely to be strengthened by uncovering conditions under which IJ ultimately triggers internet behaviour. In so doing, this paper aims to contribute to helping fair authority figures to become more effective in managing internet behaviour, thus leading to the success of intrinsically-oriented supervisory strategies.
Implicit leadership theories (e.g., Bass, 1990; Lord et al., 2001) suggest that judgments about the supervisor may create mental models or frameworks that can determine previous conditions under which employees interpret supervisory events. This paper is based on these theories and proposes liking for the supervisor and subordinates' appraisals of managers as parts of these 'frameworks of emotions and cognitions' about the supervisor under which employees might interpret IJ events. We suggest these two constructs specifically because, as Judge et al. (2006) suggested, affective and cognitive mechanisms can explain how and when an employee reacts to interpersonal indignities.
Liking for the supervisor appears to have a clear emotional component and prior literature on emotional feelings at work has reported emotions as powerful triggers for behaviour among employees facing injustice (see also, e.g., Skarlicki and Latham, 1997; Organ et al., 2006) . In addition, as Bernardin (1986) suggested, subordinates' appraisals of managers are important cognitions in determining employee behaviour. Prior research on internet behaviour has reported cognitive mechanisms (e.g., neutralisation) as likely to be present in employees' minds as an explanation for why they respond to IJ in the form of internet behaviour (Lim, 2002; Lee and Allen, 2002) .
Finally, since some prior research has supported conventional deviance and citizenship as two distinct but negatively correlated constructs (e.g., Kelloway et al., 1999) , we expect the two internet behaviours to be significantly negatively inter-correlated. In sum, the structure of the present paper is as follows. First, it will discuss the theoretical distinctiveness of the two internet behaviours under study, based on conventional deviance and citizenship, to finally test whether they are negatively correlated. Meanwhile, we plan to examine whether feelings of liking for the supervisor and employees' satisfaction with the supervisor's performance (even jointly) positively moderate (either intensifying or 'triggering') the influence of IJ on internet behaviour. As far as we know, there has been no previous empirical work on these predictions.
Theoretical background and hypotheses

The uniqueness of internet behaviour
To date, even though the two studied cyber activities have been clearly described and defined by the literature, a scholarly discussion about what is unique about employees' internet behaviour, compared to conventional deviance and citizenship, is still pending. Zoghbi-Manrique-de-Lara (2007) defined cybercivism as any "IT extra-role behaviour that includes a voluntary act by employees -while using internet access during office hours -intended to care for the company's information system and help its users" (p.44). At a glance, this definition appears to suggest that cybercivism is just care and help while online, but it does not clarify that these behaviours have to be delivered online. Furthermore, as in the case of conventional citizenship, cybercivism is an extra-role behaviour [to use the Van Dyne et al. (1995) terminology] and shares the same targets found in Williams and Anderson (1991) for conventional citizenship -i.e., individuals and the organisation as a whole. On the other hand, by defining cyberloafing as "... non-job related web sites for personal purposes", Lim (2002, p.677) does not appear to conceptualise cyberloafing as a distinct form of conventional deviance either. Instead, cyberloafing seems to be considered workplace production deviance that merely targets the internet resources of the organisation (e.g., Lim, 2002; Lim and Teo, 2005) . Hence, what is really unique about internet behaviour?
Since internet behaviour is a human activity, it stems from real rather than virtual behaviour. Thus, the actions of connecting to the internet, reading and writing responses to misdirected e-mails, or wasting time at work, for instance, are verifiable acts of internet behaviour from a strictly real perception. Unlike conventional deviance, these behaviours are carried out by employees while they are connected online, raising the probability that they constitute virtual activity. Indeed, employees' internet behaviour involves 'logging out' other users and ignoring their e-mails, delaying online work, increasing their presence in virtual groups, accepting a proposed plan of action online, or just being 'available' to user needs. Even though these behaviours can be the object of a real perception, it is clear that they cannot be considered as merely misusing (or citizenship using) the internet resources of the organisation. Indeed, as stated in Organ (1997) regarding conventional citizenship, cybercivism appears to support the technical core of the organisation, but over the internet. Thus, by capturing 'facilitative' behaviours, cybercivism may be helpful in facing specific difficulties of virtual contexts that are not present in face-to-face settings -e.g., the distance that virtual contexts create. Concerning cyberloafing, on the other hand, prior research also provides evidence suggesting that cyberloafing not only influences employees' work and emotions as a human-computer interaction phenomenon (Lim and Chen, 2012) , but it can also harm targets via the internet (Zoghbi-Manrique-de-Lara, 2011). Furthermore, internet behaviour can be harmful or beneficial for reasons (e.g., leading other individuals or client-users to log out) that are very different from those existing in face-to-face contexts (e.g., upsetting them while waiting at their desks). Table 1 Comparison between internet behaviour and conventional OCB and deviance
Internet behaviour Conventional OCB and deviance
Medium in which they mostly take place In the case of cyberloafing, it may be counter-productive, innocuous and even beneficial (e.g., to cope stress) (Bock and Ho, 2009; Lim and Chen, 2012; Zoghbi-Manrique-de-Lara, 2011 ).
In the case of cybercivism, it is, per se, productive, by supporting the technical core across the internet as a contextual activity (e.g., increasing presence in virtual groups) (Borman and Motowidlo, 1997) .
In both cases, they impact performance as con-textual activities (Borman and Motowidlo, 1997) Conventional deviance is, per se, counter-productive and usually interferes with the technical core itself (e.g., employee theft).
Conventional OCB sup-ports the technical core by merely considering internet as a technical resource (e.g., increasing its effective functioning) (Yen et al., 2008) Virtual communication is indeed a breeding ground for misinterpretations and cybercivism can include frequent over-emphasised expressions (Ferguson and Ferguson, 1988; Walther, 1992) .
Visibility is limited by the need of others to access the virtual medium.
This perceived anonymity can inhibit personality and place contextual constraints on behaviour.
Possibility that it does not come from the actions of a real person
Anecdotal (e.g., to use e-mail for harassment purposes at work)
Employee motivation
Perceived anonymity and the greater social distance in virtual contexts can cause internet behaviour to be driven by social sanctions and recognition to a lesser extent (IJsselsteijn et al., 2003; Lea and Spears, 1992) .
Motivation is not limited by virtual obstacles
If internet behaviour is able to operate over the internet, we are talking about behaviours that 'exist' fundamentally as a consequence of the mechanisms that support the internet context; thus, the ontology of these behaviours should be linked to this fact. Otherwise, can we talk about the behaviours without simultaneously considering the medium through which they are delivered? It is clear that the behaviour is an immutable fact: when it has already happened -whatever it is -it cannot be changed. However, depending on the particular specificities of the context, the targets might experience it differently. As the 'context' in which these cyber activities are conducted becomes a very different sort of operating environment and the mediating technology in some way constrains the breadth of the behaviour (Lea and Spears, 1992) , the fundamental nature of the interactions in internet and face-to-face environments is different. Employees cope with this fact by shaping a behaviour that is more capable of addressing these contextual contingencies efficiently (e.g., using online help resources such as gestural icons or over-emphasised expressions, among others). Unlike when engaging in conventional citizenship and deviance, employees can sense social distance from other users to a greater extent, as well as greater anonymity and less recognition and likelihood of being socially sanctioned (IJsselsteijn et al., 2003) . Therefore, employees cannot self-report their internet behaviour as being equal to other acts of conventional citizenship and deviance, since they lose control of how their internet behaviours are experienced (Ferguson and Ferguson, 1988) . Although employees are just behaving while online, they are likely to exhibit internet behaviours articulated in specific ways and as distinct behaviours. Table 1 summarises the key points of the above discussion.
The moderating role of liking for the supervisor and satisfaction with supervisor performance
IJ comprises both interpersonal justice, or the degree to which those in authority treat individuals with dignity, respect and politeness and informational justice, or the extent to which communication between supervisors and subordinates is clear, candid and sufficient (Greenberg, 1993) . As Judge et al. (2006) found, the influences of IJ on employee behaviour actually involve cognitions (e.g., disparity provoked by evaluations about supervisor misinformation) as well as emotions (e.g., outrage/trust provoked by interpersonal mis/treatment). As internet behaviours are either affect-driven or judgment-driven, it is expected that employee perceptions of IJ will motivate cybercivism and discourage cyberloafing.
H1a Employees' perceptions of IJ and cyberloafing are negatively associated.
H1b Employees' perceptions of IJ and cybercivism are positively associated.
As mentioned above, implicit leadership theories (Bass, 1990; Lord et al., 2001) suggest that employee judgments about the supervisor may create 'schemas' that can determine conditions under which employees interpret the supervisor's performance. Since employees' liking and satisfaction with the supervisor's performance are affective and evaluative feelings, respectively, they are likely to affect employee behaviour by interacting on the above-mentioned emotional and cognitional aspects of IJ. Thus, by exacerbating or diluting the emotional and cognitional aspects of IJ in employees' minds, satisfaction with and liking for the supervisor could trigger internet behaviour.
As an example, employees who rate highly 'the performance that their boss has always shown' would act under the influence of this previous positive judgment, be more likely to overrate the supervisor's informational justice (i.e., in informing clearly and sufficiently) and excuse faults in this regard. Under these preconceived 'cognitive frameworks', satisfaction with supervisor performance is likely to play a decisive role in determining whether or not the employee engages in internet behaviour in the end.
H2a Satisfaction with their supervisors' performance strengthens the negative relationship between employees' perceptions of IJ and cyberloafing.
H2b Satisfaction with their supervisors' performance strengthens the positive relationship between employees' perceptions of IJ and cybercivism.
However, as discussed above, since internet behaviour can be affect-driven, it may also be the result of an employee's emotional state induced by a lack of IJ. Thus, with implicit leadership theories in mind, Weiss and Cropanzano (1996, p.37) state that "affective traits appear to act as latent predispositions", and individuals involved in negative affectivity are 'predisposed to react more strongly to negative events'. With these ideas as a guide, we would suggest that an employee who likes his or her supervisor may reduce the importance of episodes of anger originated by an IJ event. In this respect, the employee might recognise that "again and again, although my boss makes me angry (because of interpersonal unfairness), once I can appreciate his or her friendliness, my anger disappears". Under this liking for the supervisor, emotional states generated by IJ may be neutralised (or exacerbated); hence, liking for the supervisor may ultimately arbitrate whether or not employees respond to IJ with internet behaviour.
H3a Employees' liking for their supervisors strengthens the negative relationship between employees' perceptions of IJ and cyberloafing.
H3b Employees' liking for their supervisors strengthens the positive relationship between employees' perceptions of IJ and cybercivism.
The joint moderating role of liking for the supervisor and satisfaction with supervisor performance
A reasonable principle in the social psychology literature is that individuals' emotional and cognitive processes are not two 'watertight compartments', but they actually perform interdependently. Therefore, in trying to control their own emotional states, individuals frequently cope with un/pleasant emotions by using rationalisations and judgments, thus expanding their perspectives. However, individuals' judgments are also at risk of being biased if they are contaminated by positive or negative emotions. These transverse influences suggest a three-way interaction in which liking for the supervisor and satisfaction with the supervisor's performance would significantly interact on internet behaviour together with IJ. As an example, an employee high in both satisfaction with supervisor performance and liking would be likely to make an effort to excuse the unfair treatment (IJ) of his or her supervisor, "given that he/she always shows efficient performance, and I like him or her…" Thus, the combination of liking and satisfaction with the supervisor's performance would generate a more powerful condition that is able to further reinforce the relationship between IJ and internet behaviour.
H4a There will be a three-way positive interaction effect of employees' perceptions of IJ, satisfaction with their supervisors' performance and liking for their supervisors on cyberloafing.
H4b There will be a three-way positive interaction effect of employees' perceptions of IJ, satisfaction with their supervisors' performance and liking for their supervisors on cybercivism.
Inter-correlation between the two studied categories of internet behaviour
Past research has pointed out the symmetry between conventional citizenship and deviance and the fact that the two behaviours are separate but correlated constructs (Kelloway et al., 1999) . In addition, Spector and Fox (2002) developed an integrative model of 'voluntary work behaviour' that supports the notion that citizenship and counterproductive behaviours in traditional contexts follow opposite paths. Without doubt, internet behaviours unrelated to normal job duties show a certain parallelism to these conventional citizenship and deviance patterns, suggesting that they may be intercorrelated as well (see Figure 1 ).
H5
The two studied categories of internet behaviour (i.e., cyberloafing and cybercivism) are negatively inter-correlated. 
Method
Procedure and sample characteristics
Data were collected from 270 (17.46%) of the 1547 teachers at a Spanish state university by means of a questionnaire that was posted on the intranet and could be accessed via a link in the e-mails asking for collaboration. The sample comprised 64.6% males and 35.4% females and while 40% were 40 years old or younger, only 4.2% were older than 60. Most (68%) of the sample held tenured positions, while the remainder did not. We found no contextual conditions leading us to presume varying willingness to respond. In recent years, the university's internet policy to combat inappropriate use has been increasingly enforced. Unfortunately, at this time, no parallel policies to promote citizenship web usage have been developed. The research project received prior official approval. In addition, IP addresses were unidentifiable and the potential respondents were so informed in order to avoid reticence and interference in their responses. Eventually, there were 270 valid responses, after five were rejected due to incorrect completion and seven due to incoherent information.
Measures
All the items were scored on a seven-point scale ranging from (1) strongly disagree to (7) strongly agree, and from (1) never to (7) constantly, in the case of internet behaviour. The items are presented in the Appendix. The Cronbach's alpha values are shown on the main diagonal of the correlations table (Table 2 ).
• IJ: We used six items from the scale developed by Moorman (1991) regarding subordinates' perceptions of how fairly their supervisors treat them.
• Employee liking for the supervisor: We used the three-item scale developed by Wayne and Ferris (1990) and Wayne and Liden (1995) to measure supervisor liking for the subordinate, with higher scores representing a more positive affect. We changed the referent from 'supervisor' to 'employee'.
• Satisfaction with the supervisor's performance: Satisfaction with supervisor performance was assessed with a four-item measure developed by the author after a review of the literature on leadership (Bass, 1990; Lord et al., 2001) . Two reverse-scored items were automatically recoded.
• Cyberloafing: We used a five-item scale adapted from the one proposed by Lim (2002) to assess cyberloafing, which originally included eight items referring to browsing activities and three referring to e-mail activities. We selected four of the former and one of the e-mail activities, which combined Lim's 'send' and 'read' e-mail. Lim's third item, 'check' e-mail, was omitted, since we believe it overlaps with 'read' e-mail. One-dimensionality of the scale is expected. All the chosen items refer to presumed surfing misuse according to the university policy and normative on internet usage.
• Cybercivism: We used Zoghbi-Manrique-de-Lara's (2007) three-item scale to assess cybercivism. The coefficient alpha for the loaded three-item scale was 0.685, close to the recommended alpha of 0.70 (Nunnally, 1978) .
• Control variables: Drawing on the literature, gender (0 = male, 1 = female) and age (1 = from 23 to 30; 2 = 31-40; 3 = 41-50; 4 = 51-60; 5 = 61-70; 6 = 71-75) could co-vary with our in/dependent variables (Aquino et al., 2004) . As the sample comprises university teachers, the doctoral degree was also include (1 = yes, 2 = no).
We used structural equation modelling (SEM) to ensure that the above variables were five separate constructs. To that aim, we inspected the fit of the five-factor structure for all the data in the study, and then examined how it differs from the fit for the one-factor structure. Table 2 Means, standard deviations, correlations and reliabilities 
Results
The CFA results showed that the five-factor solution was acceptable (χ 2 = 330.314, p < 0.001; GFI = 0.900, CFI = 0.961, NFI = 0.919, RMSEA = 0.056). An inspection of the CFA results, shown in full detail in the Appendix, reveals that the indices are 0.90 or above and the RMSEA is close to 0.05, providing support for the distinctiveness of the five constructs used in this study. In addition, the five-factor model was significantly better, Δχ 2 (10) = 969,892, p < 0.05, than the one-factor model (χ 2 = 1,300.206, p < 0.001, GFI = 0.633, CFI = 0.712 NFI = 0.680, RMSEA = 0.148). This finding also provides support for the distinctiveness of the five constructs used. Table 2 shows the scale means, standard deviations, reliabilities and correlations (r). The main diagonal shows the alphas. The results in Table 2 do not support H5 concerning the inter-correlation between the two studied categories of internet behaviour (r = 0.00; p n.s.). H2 to H4 were then tested using multiple hierarchical regressions (Cohen and Cohen, 1983) , with the internet behaviours as the dependent variables (Table 2 ). We performed four steps. First, the control variables were entered in Step 1, followed by the justice construct and liking for the supervisor and satisfaction with supervisor performance in Step 2. The two-way interactions were added in Step 3. Finally, the calculations end with the addition of the three-way interaction in Step 4. The variables were centred in order to reduce multicollinearity (Aiken and West, 1991) . Table 3 presents the results, including the standardised beta coefficients. Table 3 also shows R 2 at each step in the regressions, as well as the significance of the beta weights for the individual predictor variables in the final step. The statistical significance of the change in R 2 when the interaction terms were added was appraised to test the hypothesised moderating effects of liking for the supervisor and satisfaction with supervisor performance.
Table 3
Results of hierarchical regression analyses
Cyberloafing Cybercivism
Step 1 Notes: N = 270. Levels of significance: †p < 0.1; *p < 0.05; **p < 0.01 and ***p < 0.001.
Although the interaction effects are actually the main interest in this study, none of the independent variables showed a significant main effect on any of the internet behaviours. These results lead us to reject H1a and 1b. Next, two-way and three-way interactions were applied to test H2 to H4 (Steps 3 and 4; Table 3 ). Table 3 shows how the two-way interactions jointly explained a significant amount of incremental variance (ΔR 2 = 0.041; p < 0.001) in the case of cyberloafing, but almost negligible variance in cybercivism (ΔR 2 = 0.018; p < 0.1). An inspection of the individual two-way interactions also revealed a significant moderating effect of satisfaction with supervisor performance on the relationship between IJ and cyberloafing (B = -0.239; p < 0.001) and cybercivism use (B = 0.157; p < 0.05). This pattern supports H2a and H2b. An unexpected result occurred in the two-way interaction concerning employees with high, rather than low, liking for the supervisor. They actually displayed more cyberloafing (B = 0.164; p < 0.05) and an insignificant amount of cybercivism (B = -0.064; p n.s). These figures force us to reject H3a and H3b.
Finally, an examination of the three-way interactions (Step 4; Table 3) revealed that liking for the supervisor and satisfaction with supervisor performance jointly had a significant moderating effect on the IJ-cyberloafing link (B = -0.210; p < 0.05), but they failed to predict cybercivism (B = -0.111; p n.s.). Thus, Step 4 also displays how the three-way interaction explains a significant amount of incremental variance in the case of cyberloafing (ΔR 2 = 0.018; p < 0.05), but an insufficient amount in the case of cybercivism (ΔR 2 = 0.005; p n.s.). These results support H4a, but not H4b. As Table 3 shows, the final adjusted R square for cybercivism is 0.014, thus suggesting that the model has very little explanation power for cybercivism. This forces us to drop the further analyses and discussion on the cybercivism results and focus only on cyberloafing.
The significant effects of the different interactions on internet behaviour involving satisfaction with supervisor performance, liking for the supervisor and IJ are represented graphically in Figure 2 , following the method recommended by Aiken and West (1991) . Figure 2 graphically presents the three-way interaction effects on cyberloafing. Only under combinations of liking for the supervisor and high levels of satisfaction with supervisor performance does IJ decrease cyberloafing. In contrast, IJ increases the level of cyberloafing activities under conditions of high liking for the supervisor and, in a spectacular fashion, when liking for the supervisor interacts with low satisfaction with supervisor performance.
Discussion
We can make several observations about the theoretical and practical implications of this study. Some refer to • the nature of these behaviours, especially when compared to conventional OCB and deviance • other implications seem to help to develop an intrinsically-oriented management strategy in a separate stream of the classic coercive control-punishment duo.
The challenge of this work focuses on the figure of the supervisor as a fair authority figure. Beyond simply suggesting that perceptions of fair treatment may help to self-regulate internet behaviour, this study incorporates frequent feelings toward the figure of the supervisor and develops an intrinsically-oriented pattern that is practical and consistent with what happens during a normal work day.
• in addition to internet behaviour, this study also develops certain aspects of the literature on citizenship in general, especially focusing on the relationship between liking and appraisal of performance, which may also be contributing to internet behaviour.
First, contrary to expectations, there is no association between cyberloafing and cybercivism. They may not perform similarly to conventional deviance and citizenship, thus suggesting that employees may engage in both internet behaviours in a parallel way. Past research has pointed out the symmetry of conventional citizenship and deviance, by suggesting that these two behaviours are separate but correlated constructs (Kelloway et al., 1999) . Apparently, consistent with the Fox and Spector (2006) discussion, the same employees who engage in conventional deviance could not concurrently engage in citizenship. This idea is not supported by our results with regard to the two studied categories of internet behaviour, since they appear to be two roles that can be performed by the same actor in a parallel manner. That is, employees could independently display negative (even ignoring constraints imposed by supervisors) and positive forms of internet behaviours as an unavoidable way to accomplish work or personal goals. This finding offers new insights into cyber behavioural reactions to IJ, by suggesting that the same managerial tools for eliciting cybercivism reactions may not be useful for discouraging cyberloafing, which could make the supervision of these behaviours more complicated. The distinct results of this study in predicting these two types of internet behaviour, using the same predictors, might be an indication of this.
The virtual component that is clearly present in the ontology of these two types of behaviours may influence these results. Neither does cyberloafing always seem to be a counter-productive reaction aimed at harming the organisation, nor does cybercivism always imply reciprocation for fair treatment by the supervisor. This assumption, usually framed within social exchange theory (Blau, 1964) , suggests that an employee can use internet behaviours as a way of harming or rewarding (reciprocate for) his or her unjust organisation (or his/her supervisor, as an enactor of this in/justice). Elaborating on this quid pro quo rationale, in the case of cyber activity, the sources and foci of the employee reciprocation might be on both sides of the internet. As a result, although different employee feelings about the supervisor -liking, efficiency, and fairness (IJ) -would motivate different types of internet behaviours, they also have 'their own (virtual) WORLD'. When we focus on their virtual character, what are the motivations for internet behaviours? The answer to this question may involve studying 'the world of relationships' that each employee deploys over the internet.
Second, in any event, this study provides a new view of internet behaviour by developing specific managerial implications. By considering employee feelings about the supervisor, intrinsically-oriented self-regulatory strategies that focus on the role a fair authority figure can play in supervising internet behaviour may work better. As we suggested, surrounding and embedded in the relationship between IJ and employee behaviour, there are
• emotions
• rationalisations.
Cybercivism appears to be behaviour that is not sensitive to employee emotions about the supervisor and is only triggered by IJ events when they interact with employee satisfaction with the supervisor's performance. However, as shown above, there are shortcomings in the explanation power of the cybercivism model that lead us to reject further discussion of its merits. The results on cyberloafing seem to be closer to our predictions. Cyberloafing seems to be influenced by both cognitive and affective mechanisms. This finding would extend prior research by Lim and Teo (2005) , who only reported the involvement of rational neutralisations in the IJ-cyberloafing link. Although further examination of cyberloafing influences showed inconsistency, interacting with IJ, satisfaction with supervisor's performance was shown to decrease internet misuse, whereas, contrary to our expectations, liking for the supervisor actually increased it. These results confirm Mahatanankoon's (2006) predictions that social factors perform as moderating constraints that may limit or inhibit employees' responses to provocations with cyberloafing.
Meanwhile, support for the three-way interaction was encountered, showing the predicted negative effects on employees' cyberloafing. Figure 2 shows these results in detail. As we can see in Figure 2 , the presence of high satisfaction with supervisor performance plays a key role in the ability of the three-way interaction to decrease internet misuse. Thus, high levels of satisfaction with supervisor performance, regardless of the different levels of liking for the supervisor, are always present when internet misuse decreases. Consistently, when low levels of satisfaction with supervisor performance are present, cyberloafing always increases through IJ and very significantly when employees score high (rather than low) on liking for the supervisor. This finding seems to support the virtues of supervisors managing cyberloafing by combining both fairness and high performance. The results in Figure 2 also seem to question the ability of liking for the supervisor to decrease cyberloafing when performed through the three-way interaction. Certainly, internet misuse appears to be sensitive to liking for the supervisor, but the results clearly seem to reject the idea that this sensitivity may lead to beneficial influences and less cyberloafing. In fact, only when employees score both high on satisfaction with supervisor performance and low on liking for the supervisor is there a clear interacting influence that decreases cyberloafing (Figure 2 ). This result suggests that liking for the supervisor elicits the employee's perceptions that the supervisor has a good relationship with him or her and tolerates these behaviours, which means the employee may be more likely to engage in cyberloafing during the work day. As Garrett and Danziger (2008a) suggest, employees may use the internet for personal purposes at work for many of the same reasons that they use it elsewhere. The employee may even feel that the supervisor is confident that he or she is not doing anything that would harm the organisation. This reasoning may coincide with prior research pointing to employee beliefs that cyberloafing is not serious misconduct per se (e.g., Blanchard and Henle, 2008; Lim and Chen, 2012) . It should also be pointed out that our sample is composed of higher-status employees (university instructors) who, contrary to conventional wisdom, engage in significantly more frequent cyberloafing (Garrett and Danziger, 2008b) . In any event, liking for the supervisor alone does not appear to clearly follow the predicted patterns theoretically discussed; that is, liking for the supervisor is not able to translate either affective or cognitive states of unfairness into productive internet behaviour. Finally, as we noted earlier, extensive research has focused on the relationship between liking and appraisal of performance (Bolino and Turnley, 2003; Ferris et al., 1994; Wayne and Ferris, 1990; Wayne and Liden, 1995) and addressed the citizenship behaviour consequences of this liking (Bolino et al., 2006) . However, a focus on top-bottom hierarchical approaches (liking for and performance of subordinate) dominates these studies and so they disregard bottom-top approaches in predicting subordinate citizenship. Our findings lack support for moderating influences of subordinates' appraisals of managers and their liking for the supervisor on their cybercivism. Nevertheless, they represent an extension of the above-mentioned research in this area and on internet behaviour in general.
Limitations and future research
This study opens up several avenues for future research. First, there is a need for more research on the lack of sensitivity of cybercivism to the affective mechanisms and on 'the erratic employee engagement in cyberloafing'. Second, we consider that a complete approach to virtual citizenship and counterproductive behaviours remains unexplored in this paper. Given that ICTs appear capable of creating virtual behaviour, internet behaviour can not only be delivered online, but it can also comprise behaviour that does not come from the actions of a real person. In that case, future research could consider influences on internet behaviour that are not always the result of the action of a 'real supervisor'. Finally, since the virtual environment presents very serious social and psychological impediments to the accomplishment of virtual work, additional fundamental research about the role that internet behaviour plays within virtual groups seems necessary.
Our study has strengths, but we also acknowledge that it has several weaknesses. First, it might suffer from mono-method/source bias. Second, the surveyed teachers have certain job conditions that are often inherent to their particular roles in universities and workers in the public sector. For instance, the teachers' immediate bosses probably have fewer opportunities to lead them than employers in the private sector do. Consequently, the performance of the constructs used in the present study, as well as their implications, could vary. Lastly, the data stem from a limited universe, raising concerns about the generalisability of the findings. This paper, on the other hand, contributes to a better understanding of internet behaviour and its two-fold nature. By uncovering reasons that IJ ultimately triggers internet behaviour, it contributes to the success of intrinsically-oriented supervisory strategies by allowing fair authority figures to become more effective in managing internet behaviour. In addition, the suggestion that the two studied categories of internet behaviour may be not inter-correlated, and can hence be performed in a parallel manner, seems to open new avenues to successfully supervise these behaviours. The appropriateness of the supervisor profile should be a key issue when considering the management and promotion of desired internet behaviour, since both IJ and an alternative range of employees' healthy feelings about the supervisor seem necessary.
