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purposes.	However,	 in	 the	context	of	neoliberal	capitalism	where	 the	 traditionally	distinct	





technology	 and	 consumer	 research	 literature	 to	 suggest	 the	 theoretical	 framework	 of	
seductive	 surveillance	 in	 order	 to	 shed	 light	 on	 the	 reasons	 why	 individuals	 ‘willingly’	
participate	to	their	surveillance.	The	discourse	analysis	of	thirteen	focus	groups	-	conducted	
amongst	students	in	British	universities	-	and	follow	up	emails	showed	that	participants	have	
developed	a	dependent	 relationship	with	 their	 smartphones	based	on	notions	of	 security,	
gamification,	immediacy	and	neophilia.		
These	discursive	patterns	reveal	participants’	seduction	to	smartphones	and	consequently	to	
surveillance.	 This	 seduced	 position	 sheds	 light	 on	 the	 three	 ‘resistant’/power	 diagnostic	
discourses	 emanating	 from	 the	 analysis:	 resignation,	 avoidance	 and	 responsibilization,	 all	
being	negotiation	strategies	with	surveillance	as	form	of	power	which	unfold	in	different	ways	
and	enabled	the	person	to	remain	seduced.	Surveillance	met	different	resistance,	as	power	
diagnostic	 discourse,	 depending	 on	 the	 acknowledgement	 of	 the	 ‘face’	 of	 the	 surveillant	
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of	 this	 family	 [mobile	 media]	 and	 the	 most	 studied”	 (Fortunati,	 2014:	 21).	 Furthermore,	
mobile	phones	are	not	 just	mobile,	 accompanying	 the	user,	 but	 “they	are	wearable;	 they	
assimilate	with	the	aura	of	the	human	body	and	harmonize	with	outfits”	(Fortunati,	2014:	22).		
	















cultural	 industries	construct	 in	collaboration	 the	“cultural	 imaginary	of	 the	mobile	phone”	





Mobile	media	 studies	 have	 focused	mainly	 on	 young	 generation	 as,	 according	 to	 Goggin	
(2013:	84),	“many	researchers	thought	there	was	an	intimate	connection	between	mobiles	
and	 youth,”	 as	 mobile	 phones	 “offered	 new	 possibilities	 for	 the	 reconfiguration	 of	









engage	 with	 them.	 Goggin	 (2013:	 84)	 briefly	 refers	 to	 the	 surveillant	 aspects	 of	 mobile	
phones,	 limiting	 them	 to	 the	 parental	 context.	 From	 a	 surveillance	 studies	 perspective,	
though,	it	has	been	argued	that	“[t]he	ubiquity	of	smartphones	has	given	the	mobile	carriers	
a	wealth	of	marketable	data	 since	 smartphones	are	personalized	devices	 that	know	more	
about	their	owners	than	any	other	product	on	the	market”	(Rose,	2012:190).	The	collection	
of	 location	and	communications	data	 from	mobile	devices	has	 raised	a	 series	of	 concerns	







2004;	 Andrejevic,	 2012;	 Ball	 and	Webster,	 2003;	 Graham	 and	Wood,	 2003;	 Taylor,	 2002;	
Bennett	 and	 Regan,	 2002),	 the	market	 (see	 for	 example	 Sandoval,	 2012;	 Zurawski,	 2011;	
Pridmore;	2008;	Andrejevic,	2007;	Samatas,	2004),	the	workplace	(see	for	example	Ball,	2010,	
2001;	Allen	et	al.,	2007;	Introna,	2002),	schools	(see	for	example	Taylor	and	Rooney,	2016;	
Hope,	 2009,	 2005;	 Taylor,	 2013;	 Gallagher,	 2010;	 Piro	 2008),	 the	 mega	 events	 (see	 for	
	[13]	
	
example	 Bennett	 and	 Haggerty,	 2014;	 Fussey	 and	 Coaffee,	 2012,	 2011;	 Giulianotti	 and	
Klauser,	2011;	Samatas,	2011,	2007;	Boyle	and	Haggerty,	2009)	and	public	and	private	spaces.	
	
This	 study	 develops	 and	 applies	 the	 theoretical	 framework	 of	 seductive	 surveillance	 to	
explore	and	understand	everyday	surveillance	occurring	through	digital	personal	devices	such	
as	 mobile	 phones.	 Seductive	 surveillance	 draws	 upon	 literatures	 of	 design,	 consumer	
research	 and	 organizational	 studies,	 along	 with	 the	 writings	 of	 Bauman	 (2000)	 on	 Liquid	
modernity	 and	 situating	 the	 phenomenon	 in	 question	 within	 Foucault’s	 theorization	 of	
neoliberalism.	 Katz	 (2008:	 441)	 argues	 that	 the	 use	 of	 technology	 has	 an	 “irresistible	
sweetness”	 and	 that	 “over	 time	 people	 become	 inured	 to	 such	 practices”.	 Thus,	 the	
theoretical	framework	of	seductive	surveillance	aims	to	examine	how	mobile	phones	become	








addressed	 (Ball,	 2009).	 Resistance	 is	 understood	 in	 the	 present	 study	 as	 a	 “diagnostic	 of	
power”	 (Abu-Lughod,	 1990:	 41;	 Cresswell,	 2000)	 meaning	 that	 resistance	 indicates	 the	
different	forms	of	power	relations.	This	understanding	of	resistance	follows	Foucault’s	(1982)	
suggestion	of	exploring	power	 relations	 taking	as	a	 starting	point	 the	 forms	of	 resistance.	
	[14]	
	












Following	 the	discussion	on	 the	 research	background,	 it	becomes	evident	 that	 there	 is	an	
increasing	interest	in	the	impact	of	the	use	of	Internet	on	everyday	life,	especially	with	the	





that	 the	 way	 in	 which	 this	 relationship	 was	 articulated	 indicated	 a	 degree	 of	 seduction,	
shaping	a	dependent	relationship	which	even	exposed	features	of	addiction.	The	relationship	
with	 their	devices	defined	 their	 reactions	 to	surveillance	as	 the	seduced	position	was	one	
	[15]	
	




The	 findings	 have	 subsequent	 theoretical	 implications	 for	 surveillance,	mobile	media	 and	
consumer	research	studies	exploring	resistance	to	everyday	surveillance	drawing	upon	the	
framework	 of	 seductive	 surveillance,	 and	 practical	 implications	 for	 policy	 makers	 and	

















approach	 to	 the	 world.	 This	 is	 definitely	 a	 limitation	 of	 any	 qualitative	 study	 without	
undermining	its	value	and	contribution	to	the	body	of	knowledge,	as	the	researcher	puts	their	
own	piece	in	this	puzzle	that	is	called	reality	and	we	aim	to	understand.	Fineman	(1993:	222)	
embraces	 this	 unavoidable	 involvement	 on	 the	 part	 of	 the	 researcher	 arguing	 that	 “the	




has	certainly	 influenced	my	 interest	 in,	and	perception	of	 the	research	topic.	Having	been	




democracy,	 such	 as	 freedom	 of	 expression	 became	 central	 to	 my	 beliefs.	 The	 Greek	
universities,	 though,	 have	 another	 distinctive	 characteristic	 that	 influenced	 my	 future	













explore	 in	my	MA	dissertation	how	Greek	newspapers	 framed	their	 introduction.	 It	 is	also	








fundamental	 values	 for	democratic	 societies	based	on	my	 readings	 and	 the	 stories	of	 the	
military	junta.	Samatas	(2005),	a	Greek	sociologist	who	writes	on	issues	of	mass	surveillance,	
describes	the	challenges	of	studying	surveillance	 in	Greece,	but	also	how	the	sociocultural	
background	 of	 the	 military	 regime	 raises	 challenges	 for	 the	 researchers	 themselves.	 The	
engagement	with	readings	on	social	constructivism	and	poststructuralism,	though,	changed	
my	 ideas,	beliefs	and	consequently	my	discourse.	Recognizing	and	 taking	 into	account	my	
constructions	 of	 reality	 in	 regard	 to	 surveillance,	 I	 aimed	 to	 limit	 my	 prejudice,	 listen	 to	
participants’	 discourses	 and	 understand	 how	 they	 experience	 and	 articulate	 surveillance.	
Furthermore,	I	was	31	years	old	when	collecting	the	data	and	I	am	a	female	researcher,	which	







The	 thesis	 consists	of	eight	chapters	 that	are	briefly	described	here,	offering	 the	 reader	a	
broad	 guide	 and	 the	 rationale	 behind	 the	 structure.	 Following	 the	 introductory	 chapter	
defining	the	subjective	experience	of	surveillant	aspects	of	mobile	phones	as	the	focus	of	the	












technologies.	 Thus,	 Chapter	 3	 introduces	 and	 develops	 the	 theoretical	 framework	 of	
seductive	surveillance.	Looking	at	the	personal	digital	gadgets	as	products	of	consumption,	
the	chapter	draws	on	design,	consumer	culture	theory	and	organizational	studies	to	explore	













Subsequently,	 Chapter	 5	 presents	 and	 discusses	 the	 ontological	 and	 methodological	







Chapter	 6	 explores	 how	 participants	 of	 the	 study	 articulated	 their	 relationship	with	 their	
smartphone	devices.	Constructing	notions	of	security,	gamification,	immediacy	and	neophilia	
around	their	devices,	they	show	the	subjugation	to	the	seductive	process	that	results	in	what	




to	 the	 surveillant	 aspects	 of	 smartphone	 devices.	 The	 analysis	 presents	 the	 emerging	
negotiation	 strategies	 that	 participants	 described	 –	 resignation,	 avoidance	 and	




research	 questions	 and	 the	 research	 design	 of	 the	 study.	 Then,	 it	 discusses	 the	 research	
questions,	followed	by	the	reflections	and	limitations	of	the	thesis.	It	continues	by	presenting	
the	contributions	of	the	study	stating	that	at	a	theoretical	level	it	offers	a	conceptualization	
of	 everyday	 surveillance	 that	 can	 be	 used	 as	 an	 analytical	 tool	 to	 further	 explore	 the	
phenomenon	and	understand	the	reasons	why	people	participate	in	their	surveillance.	Within	
an	 empirical	 context,	 visual	 vignettes	 are	 suggested	 as	 a	methodological	 tool	 that	 can	be	
valuable	when	exploring	the	subjective	experience	of	surveillance.	Finally,	 it	 is	argued	that	
the	 findings	emanating	 from	 the	 study	offer	 valuable	 insights	 for	policy	makers	 to	 inform	
legislation	 in	 regard	 to	 surveillance	 practices,	 and	 educators	 who	 need	 to	 construct	 an	
alternative	 discourse	 about	 the	 use	 digital	 devices	 in	 everyday	 life,	 including	 educational	








and	 legal	 implications	has	been	 increasingly	 the	subject	of	debate	among	academics	 from	
multiple	 fields,	 such	 as	 sociology,	 law,	 organization,	media	 and	 security	 studies.	 Recently	
though,	surveillance,	has	received	a	wide	array	of	uses	both	in	different	disciplines	and	in	the	
interdisciplinary	 field	 of	 surveillance	 studies	 losing	 its	 strong	 critical	 stance.	 Surveillance	
practices	have	also	received	varied	treatment	by	the	media.	Barnard-Wills	(2011),	based	on	a	
discursive	 analysis	 of	 UK	 newspapers,	 found	 that	 surveillance	 practices	 are	 represented	
within	two	discursive	patterns:	appropriate	surveillance,	which	is	evaluated	within	discourses	
of	crime	prevention,	counter-terrorism	and	national	security;	and	inappropriate	surveillance,	
which	 is	 evaluated	 within	 discourses	 of	 privacy,	 Big	 Brother	 and	 personal	 liberty.	 This	
evaluation	of	surveillance	practices	by	media	suggests	binary	understanding	of	surveillance.	
This	means	that	surveillance	can	be	understood	either	as	an	appropriate	means	for	national	












in	 other	Western	 countries	 such	 as	 Germany	 (Möllers	 and	Hälterlein,	 2013).	 This	 tension	
between	security	and	privacy	leads	to	the	argument	of	‘nothing	to	hide,	nothing	to	fear’	that	

































define	 and	 regulate	 social	 life	 through	 principles	 of	 the	 market”	 (Gane,	 2012:	 613).	 This	










society	 and	 the	 economic	 processes	 any	 longer,	 but	 it	 rather	 ensures	 that	 competitive	
	[24]	
	































The	 main	 difference	 then	 in	 digital	 surveillance	 lies	 in	 the	 very	 operating	 principle	 of	
digitization.	 Digitization	 of	 media	 information	 and	 communication	 technologies	 is	 what	
enables	different	media	to	communicate	with	each	other,	as	they	are	using	compatible	signal	
systems	based	on	 the	binary	 code	of	 zeros	 and	ones.	 From	a	medium	 theory	perspective	
Kittler	 (1999:1-2)	 argues	 that	 the	 “digitization	 of	 channels	 and	 information	 erases	 the	
differences	 among	 individual	 media.	 […]	 And	 once	 optical	 fiber	 networks	 turn	 formerly	
















applauded	 amid	 promises	 of	 “new	 prosperity,	 new	 democratic	 and	 educational	
opportunities”.	 The	 ‘Network	 Society’	 (Castells,	 1998),	 a	 term	 that	 is	 often	 used	
interchangeably	 with	 the	 ‘Information	 Society’,	 focuses	 on	 these	 opportunities	 and	 the	
empowerment	 of	 citizens	 by	 the	 creation	 of	 a	 ‘global	 village’.	 Telecommunication	










societal	 risks	 stemming	 from	 technological	 capacities	of	 automated	data	 collection.	 These	
risks	 were	 mainly	 associated	 with	 state	 surveillance	 as	 a	 form	 of	 asymmetrical	 power	






However,	 the	 shift	 to	digital	 forms	of	 surveillance	 is	 not	 the	only	distinctive	difference	of	





“to	 ensure	 their	 compliance	 as	 a	 disciplined	 force”	 (Lyon,	 1994:25)	 and	 computer-based	
technologies	such	as	emailing	monitoring	(Ball,	2010;	Ball	and	Wilson,	2000;	Ball	and	Margulis,	
2011)	to	assure	productivity.	In	a	broader	context,	the	systemic	and	systematic	monitoring,	




























(Ceyhan,	2012).	While	the	concept	of	biopower	 is	of	 limited	use	within	the	context	of	 the	
thesis,	what	is	of	importance	regarding	the	relationship	between	security	and	surveillance,	is	
that	 “contemporary	 biopower”	 expands	 from	 “the	 sole	 control	 of	 populations	 through	
sexuality	and	health”	to	include	unique	physical	characteristics	of	the	body	such	as	biometrics,	
but	also	behavioural	and	consumer	patterns,	 thoughts	and	beliefs	 (Ceyhan,	2012:44).	This	






“ignoring	 what	 they	 [individuals]	 are	 and	 even	 their	 very	 existence,	 but,	 on	 the	
contrary,	 as	a	 very	 sophisticated	 structure,	 in	which	 individuals	 can	be	 integrated,	
under	 one	 condition:	 that	 this	 individuality	 would	 be	 shaped	 in	 a	 new	 form	 and	
submitted	to	a	set	of	very	specific	patterns.	In	a	way,	we	can	see	the	state	as	a	modern	
matrix	of	individualization	or	a	new	form	of	pastoral	power.”		
This	 new	 form	 of	 power	 needs	 to	 know	 everything	 about	 the	 individuals	 even	 their	







by	 predicting	 the	 contingent,	 potential	 risks	 (Ceyhan,	 2012;	 Leese,	 2015)	 as	 security	 is	





















be	 the	main	 tool	 in	 the	 hands	 of	 the	 state	 to	watch	 individuals	 and	 “classify	 populations	
according	to	their	degree	of	threat”	(Amoore,	2006:	337).	Monitoring,	tracking,	and	profiling	
are	 used	 in	 the	 name	 of	 national	 and	 global	 security,	 with	 the	 promise	 that	 the	 more	




future	 risks	 should	 be	 anticipated	 and	 pre-empted	 through	 data.	 This	 categorization	 of	
members	of	a	population	as	more	or	less	risky,	though,	is	a	socially	constructed	division	that	
influences	 the	 lives	 of	 people	 based	 on	 how	 they	 are	 classified,	 as	 these	 judgements	 are	
																																																						











watching	 not	 the	 physical	 body	 but	 the	 data	 collected,	 what	 has	 been	 called	 “dividuals”	








actions	 are	 under	 surveillance	 and	 become	more	 important	 than	 the	 physical	 bodies.	 To	
further	 explain	 the	point	 here,	 in	 digital	 surveillance	data	 can	be	 collected	 from	different	
platforms	and	linked	together,	providing	more	thorough	information	about	an	individual	than	
surveillance	 of	 the	 physical	 body	 would	 offer.	 Data	 from	 social	 network	 platforms,	 for	
example,	 can	 be	 monitored	 by	 the	 police	 for	 investigation	 purposes	 as	 with	 the	 2011	































‘false	 positives’	 that	 are	 usually	 based	 on	 ‘risky’	 characteristics	 constructed	 about	 certain	
groups	of	the	population	(De	Goede,	2008;	Heath-Kelly,	2012).	These	‘false	positives’	though	
are	 often	 translated	 into	 real	 costs	 in	 terms	 of	 human	 lives,	 for	 example,	 an	 immigrant	
misidentified	as	being	involved	in	the	terrorist	attempts	based	on	CCTV	photos	was	shot	dead	



























Companies	 use	 new	 technologies	 in	 the	 workplace	 context	 to	 increase	 the	 employees’	
productivity	as	seen	already.	Corporate	entities	though	use	consumers’	data	generated	by	the	
digital	 technologies	 to	also	 improve	 their	 services	and	enhance	“customer	value	and,	as	a	
result,	shareholder	value”	by	applying	customer	relationship	management	techniques	(Payne	
and	Frow,	2005:	167).	Such	marketing	strategies	aim	at	developing	services	and	products	by	






searches	 online,	 are	 used	 by	 the	 companies	 as	 marketing	 tools	 to	 target	 offers	 and	
promotions	 to	 the	 customers	 or	 potential	 customers	 based	 on	 their	 consumer	 profile.	
Therefore,	within	the	“consumer	surveillance”	context,	the	“consumers	and	their	associated	
consumption	 contributes	 to	 and	 is	 reliant	 upon	 the	 “personal	 information	 economy”	











digital	 technologies	 as	 a	 systemic	 information	 gathering	 mechanism	 that	 enables	 the	
monitoring,	 collection,	 storage	 and	 sorting	 of	 individuals’	 data.	 It	 addressed	 the	 use	 of	
surveillance	techniques	by	the	state	and	the	market	in	a	neoliberal	context	raising	ethical	and	
social	 implications	 as	 personal	 data	 generated	 via	 online	 activities	 can	 be	 “processed,	
manipulated,	traded	and	used	to	influence	us	and	to	affect	our	life	chances”	(Lyon	2001:	108).	
Information	gathering	and	processing	can	operate	in	favour	of	the	population	as	for	example	
digital	 health	 records	 can	 contribute	 to	 cost	 cuts	 for	 the	 government	 and	doctors	 can	be	
aware	of	the	history	of	the	patient	at	any	given	time	(Fisher	and	Monahan,	2008;	Monahan	
and	 Wall,	 2002).	 Thus,	 the	 study	 by	 no	 means	 aims	 to	 underestimate	 the	 benefits	 that	
individuals	enjoy	using	ICTs.		
	










The	 celebratory	entrance	of	digital	 technologies	 in	everyday	 lives	urged	 the	need	of	 their	
systematic	study	from	a	surveillance	approach.	The	definition	of	surveillance	though	is	still	
ambiguous	in	academia	(Allmer,	2011;	Fuchs,	2011).	This	ambiguity	and	contested	nature	of	
the	definition	can	result	 in	different	 interpretations	among	academics	exploring	the	 issues	
surrounding	 surveillance	 practices.	 Contributing	 to	 the	 body	 of	 knowledge	 in	 surveillance	
studies,	it	is	necessary	to	firstly	explore	how	surveillance	is	understood	and	used	in	the	field.	
Surveillance	as	a	concept	is	often	interchangeably	used	with	monitoring,	which,	compared	to	
surveillance,	 has	 a	more	 positive	 or	 neutral	 connotation	 (Ball,	 2010),	 lacking	 the	 political	
context	within	which	surveillance	is	discussed	in	the	present	study.	Thus,	this	section	presents	




















On	 the	 definition	 of	 surveillance,	 Fuchs	 (2011a)	makes	 a	 distinction	 between	 neutral	 and	
negative	concepts,	whereas	Allmer	(2011)	more	crudely	cleaves	approaches	to	surveillance	
under	the	general	categories	of	panoptic	and	non-panoptic	within	the	academic	debate.	Even	
though	 such	 categorizations	 are	 rather	 generic	 reducing	 academic	 arguments	 to	 a	 binary	
understanding	 of	 the	 complex	 concept	 of	 surveillance,	 both	 scholars	 stress	 the	 need	 to	
explore	modern	surveillance	based	on	the	political	economy	context	as	that	 identifies	and	
defines	 the	 purposes	 of	 the	 systemic	 and	 systematic	 data	 collection.	 According	 to	 Allmer	
(2011),	 non-panoptic	 understandings	 attribute	 a	 more	 neutral	 and	 general	 meaning	 to	
surveillance.	These	approaches	explore	surveillance	as	“a	plural	technical	process”	(Allmer,	
2011:	 569)	 that	 may	 have	 different	 effects.	 They	 focus	 on	 the	 administrative	 role	 of	
information	gathering	not	explicitly	or	necessarily	related	to	concepts	such	as	spying.	Fuchs	
(2011a:	 110–1)	 understands	 neutral	 concepts	 of	 surveillance	 similarly	 to	 non-panoptic	
approaches,	as	attributing	to	surveillance	“an	ontological	quality	of	all	societies	or	all	modern	
societies	 and	 identifying	 besides	 negative	 aspects	 also	 actual	 or	 potential	 qualities	 of	
	[38]	
	





Fuchs	 lists	 a	 number	 of	 scholars	 who	 define	 surveillance	 within	 the	 administration	 and	
organization	context	of	modern	states	(such	as	Dandeker,	1990;	Giddens,	1987)	and	argue	









suggests	 untargeted	 surveillance	 as	 it	 is	 considered	 “to	 be	 least	 costly	morally	 and	most	
efficient	when	used	as	 a	means	of	 enforcing	 the	 rules	of	 a	 specific	 activity	or	 institution”	
(Hadjimatheou,	2013:	187).	If	an	entire	population	is	subject	to	surveillance	then	it	could	be	
argued	 that	 no	 particular	 group	 is	 targeted,	 so	 there	 is	 no	 risk	 of	 discrimination	 while	
surveillance	holds	onto	the	positive	attribute	of	securitization	supporting	the	arguments	of	
some	 scholars	 that	 this	 kind	 of	 methods	 contribute	 towards	 a	 more	 democratizing	











population	 in	 underdeveloped	 countries	 to	 receive	 state	 benefits,	 as	 is	 the	 case	with	 the	
Indian	ID	system	(Lyon,	2008),	which	might	not	be	possible	if	there	were	no	documentation.	


















resort,	 what	 is	 the	 likelihood	 of	 success	 of	 the	 operation	 and	 whether	 surveillance	 is	 a	
proportionate	 response”.	 However,	 this	 kind	 of	 evaluation	 regarding	 the	 justification	 of	
surveillance	mechanism	 cannot	 be	 applied	 to	 the	 context	 of	 everyday	 surveillance	 (Lyon,	
2001)	 discussed	 in	 the	 study,	 where	 surveillance	 is	 ubiquitous,	 not	 directed	 and	 occurs	
through	personal	digital	gadgets.	Thus,	the	political	context	becomes	urgent	to	be	explored	























have	 softened,	 becoming	 malleable	 and	 rapidly	 adaptive	 in	 a	 world	 of	 software	 and	
networks”.	 Data	 can	 be	 garnered	 from	 different	 devices,	 different	 geographical	 spaces,	
different	 purposes,	 and	 different	 institutions.	 Based	 on	 these	 characteristics	 of	 liquidity,	
Bauman	and	Lyon	(2012)	coined	the	term	of	“Liquid	Surveillance”	to	describe	the	modern	







195),	 evaluating	 workplace	 surveillance	 from	 an	 ethical	 perspective,	 conclude	 that	
surveillance	can	be	“neither	good,	nor	bad,	but	dangerous”	paraphrazing	Foucault’s	(1980)	
influential	 conceptualization	 of	 power.	 They	 argue	 that	 in	 modern	 societies	 digital	













implications	 that	 information-gathering	 practices	 may	 have.	 This	 is	 the	 approach	 of	 the	
present	 study	 towards	 surveillance,	 highlighting	 the	 accumulative	 power	 that	 can	 be	
excercised	over	individuals.	Writing	on	digital	surveillance,	or	“new	surveillance”	Marx	(2005)9	
proposes	the	following:	
The	 new	 surveillance	 relative	 to	 traditional	 surveillance	 has	 low	 visibility,	 or	 is	
























The	 importance	of	 the	appropriate	use	of	one’s	personal	data	 is	 stressed	 in	 the	European	
Union	legal	framework.	As	stated	in	Section	I,	Article	6	of	the	EU	Data	Protection	Directive	
95/46/EC,	“personal	data	must	be	collected	for	specified,	explicit	and	legitimate	purposes	[…]	










for	 marketing	 purposes.	 Lodge	 (2010:	 12),	 referring	 to	 disproportionality	 of	 the	 use	 of	
biometric	 data,	 introduces	 the	 term	 “mission	 creep”,	 to	 explain	 how	 a	 technological	
application	that	is	used	in	a	certain	context	can	be	used	in	a	different	one	without	the	prior	





everybody	can	collect	 the	same	amount	of	 information,	 so	 there	 is	an	asymmetry	 in	both	































which	 required	 the	 subjects	 who	 were	 willing	 to	 work	 and	 increasingly	 desirous	 of	 the	




2015:	 1898).	 Subjects	 then,	 in	 this	 form	 of	 power	 relations	 are	 formulated	 though	 the	
	[46]	
	
dependence	 on	 the	 production/consumption	 circle	 and	 the	 construction	 of	 their	 identity	
around	consumption.		
	
Therefore,	 David	 Lyon	 argues	 that	 (1994:	 225)	 “contemporary	 surveillance	 must	 be	
understood	 in	 the	 light	 of	 changed	 circumstances,	 especially	 the	 growing	 centrality	 of	




necessary	 to	 operate	 these	 devices	 do	 not	 belong	 to	 the	 state	 but	 to	 private	 companies.	















well	 (Lyon,	2007).	However,	 this	 study	argues	 that	 the	above	qualities	 could	be	coined	as	







The	preceding	paragraphs	 explored	 the	 emergence	of	 surveillance	 and	 its	 employment	 in	
modern	society.	Surveillance	as	a	concept	has	been	used	in	various	fields,	from	epidemiology	
to	urban	studies,	organization	studies	and	sociology.	Thus,	the	attributes	given	to	the	concept	
vary	 significantly.	 In	 social	 sciences	 context,	 surveillance	 as	 a	 process	 of	 systematic	
information	gathering	and	classification	of	population	has	emerged	to	assist	the	organization	
of	institutions	such	as	state	adopting	the	principles	of	market	in	a	neoliberal	context	that	is	























capture	 the	 intrusiveness	and	pervasiveness	of	 this	process	 in	 the	digital	 era,	 and	neither	





















However,	 the	use	of	 new	 technologies	 in	 everyday	 life	 such	 as	 laptops,	 smartphones	 and	
tablets	 is	widespread	(Ofcom,	2013)	as	their	digitization	and	mobility	offer	great	advances	
and	 offer	 a	 range	 of	 capabilities	 from	 information	 and	 entertainment	 to	 socialization,	
consumption,	 and	 any	 kind	 of	 online	 transactions.	 The	 recent	 Ofcom10	 reports	 show	 the	
extensive	dependency	on	the	Internet	and	the	use	of	digital	devices	in	the	UK	society,	which	









people	 contribute	 to	 their	 own	 surveillance,	 providing	personal	 information	 through	 their	
everyday	interaction	with	digital	devices	from	contactless	cards	to	smartphones	and	wearable	






















such	 as	 ICTs,	 through	 specific	 discourses,	 seduce	 users	 into	 participating	 in	 their	 own	
surveillance	by	providing	personal	data,	without	which	“reproduction	of	 this	 [surveillance]	
apparatus	would	be	impossible”	(Murakami	Wood	and	Ball,	2013:	48).	Exploring	the	process	
of	 seduction	 from	 an	 organizational	 studies	 perspective	 I	 portray	 the	 ways	 in	 which	
employees	align	their	interests	to	the	ones	of	the	companies’	expanding	their	working	hours	
without	coercion.	The	last	chapter	explained	that	neoliberal	ideas	project	market	values	into	
non-market	 spheres	 such	 as	 the	 state.	 In	 this	 chapter,	 I	 explore	 how	 they	 expand	 into	
everyday	surveillance.	The	study	responds	to	Lyon’s	(2010)	long-standing	inquiry	about	the	
way	 that	 seduction	 operates	 in	 the	 context	 of	 surveillance,	 developing	 his	 concept	 of	
“categorical	seduction”	that	as	he	noted	needs	further	explanation.				
3.2 Exploring	Seduction	
Seduction	 operates	 at	 multiple	 levels,	 from	 technology	 to	 marketing	 discourses	 and	
governance	as	defined	in	the	broader	spectrum	of	society’s	organization.	This	study,	focusing	
on	surveillance	through	digital	devices	that	users	purchase,	such	as	smartphones,	explores	






the	 brands	 has	 been	 explored	 within	 a	 “human	 relations	 model”	 (Newman,	 2001:	 418).	
Marketing	uses	the	language	of	“courtship	and	seduction”	(Newman,	2001:	419)	to	build	a	
strong,	 loyal	 relationship	 between	 the	 product	 and	 the	 consumer.	 Conducting	 a	 critical	
	[52]	
	
analysis	 of	 marketing	 rhetoric,	 Fischer	 and	 Bristor	 (1994)	 argue	 on	 the	 construction	 of	






























freedom,	 which,	 as	 a	 governmental	 form	 it	 then	 proceeds	 to	 consume”.	 In	 this	 sense,	
individuals	subjugated	to	neoliberal	discourses	reproduce	the	principles	of	the	market	as	a	








2000).	 To	 take	 a	 very	 basic	 example,	 a	 letter	 would	 take	 quite	 a	 long	 time	 to	 reach	 the	
recipient,	 and	 the	 response	 even	 longer.	 In	 contrast,	 emails	 reduce	 the	 time	 of	 written	
communication.	 Face	 calls	 through	 smartphone	 devices	 and	 computer-based	 software	
programmes	 such	 as	 the	 popular	 Skype	 are	 an	 even	 better	 example	 to	 demonstrate	 the	
																																																						
13	This	argument	of	course	has	 limitations	and	refers	mainly	 to	 the	Western	 lifestyle.	Furthermore,	 I	am	not	













buy	 printed	 circuit	 boards	 or	 lithium-ion	 battery	 packs	 or	 LED	 panels;	 they	 buy	 tablet	
computers	and	automobiles	and	televisions	[…]	that	have	been	rendered	more	or	less	useful	
and	enjoyable	by	design”.	The	point	Katz	is	making	here	is	that	people	do	not	buy	the	product	

























humanised	 model	 of	 romantic	 relations	 as	 seen	 in	 the	 marketing	 literature	 earlier	 (see	






the	 seducer	 and	 the	 seduced,	 are	 not	 involved.	 The	 main	 concern	 here	 is	 the	 unequal	





circle	 of	 endless	 consumption	 that	 is	 based	 on	 desire	 (Belk,	 Ger	 and	 Askegaard,	 2003)14.	




never-ending	 desires,	 and	 designers	 want	 to	 produce	 newer	 products	 meeting	 people’s	
desires,	and	of	course		creating	new	ones.	The	time	distance	between	these	two	ends,	the	
consumption	and	the	production	is	shrinked	as	“[l]ongevity	of	use	tends	to	be	shortened	and	
the	 incidents	of	 rejection	and	disposal	 tend	 to	become	ever	more	 frequent	 the	 faster	 the	
objects’	capacity	to	satisfy	(and	thus	to	remain	desired)	 is	used	up”	(Bauman	and	Donskis,	
2013:	15).	Therefore,	it	could	be	argued	that	both	designers	and	consumers	are	seduced	by	





products	 is	 called	 neophilia	 (Campbell,	 1992)	 for	 which	marketing	 and	 advertising	 play	 a	
significant	 role.	 Flew	 (2013:	 61),	 reviewing	 Baudrillard’s	 work,	 explains	 that	 through	









advertised	as	“forward	 thinking”	with	Apple	claiming	on	 their	website	 that	“It’s	not	 just	a	
product	 of	 what’s	 technologically	 possible.	 But	what’s	 technologically	 useful.	 It’s	 not	 just	









but	 they	promote	the	development	of	 feelings	 towards	 them.	 In	 this	 respect,	 seduction	 is	
even	more	obvious	as	the	process	that	originally	referred	to	humans,	now	expands	towards	
devices.	In	the	official	advertisement	below	(Image	1),	the	marketing	language	“Loving	it	is	
easy”	makes	 this	 point	 clear.	 In	 a	 consumer	 society,	 feelings	 of	 love	 usually	 reserved	 for	
humans	 or	 animals,	 that	 may	 develop	 similar	 feelings	 in	 return,	 are	 also	 directed	 to	










Hoch	 (2002),	 writing	 from	 a	 consumer	 research	 approach,	 provides	 another	 aspect	 of	
seduction:	that	of	experience.	According	to	Hoch	(2002),	 learning	from	experience	is	more	
seductive	 than	 educational	 learning;	 therefore,	 consumers	 show	more	 trust	 in	 their	 own	




on,	 but	 this	 does	 not	 mean	 that	 we	 know	 how	 the	 television	 operates	 beyond	 its	
functionalities	as	most	of	us	do	not	have	that	level	of	technical	knowledge.	Hoch	(2002:	452)	
argues	 that	 “experience	 often	 proceeds	 as	 seduction”	 in	 four	ways.	 First,	 because	 of	 the	
engaging	nature	of	experience,	consumers	feel	they	learn	first-hand	from	experience	as	it	is	




experiences.	 Another	 important	 element	 of	 experience	 as	 seduction	 is	 what	 Hoch	 calls	
pseudodiagnosticity,	 for	 the	 information	 that	 the	 user	 gathers	 from	 the	 experience	 is	









This	 rationalization	 of	 product	 experience	 is	 interpreted	 within	 a	 neoliberal	 context	 as	
subjugation	 to	market	 values.	 Consumers	 seem	 to	 ignore	 negative	 attributes	 such	 as	 the	
surveillant	 aspects	 of	 the	 smartphones	 and	 concentrate	 on	 the	 ones	 of	 neophilia	 and	
competition	for	example.	In	this	sense,	the	term	pseudodiagnosticity	can	be	understood	here	
within	a	political	analysis	of	neoliberalism,	rather	than	a	psychoanalytical	 feature.	 It	 is	 the	
neoliberal	 rationality	 through	 which	 individuals	 interpret	 the	 information	 given	 about	 a	
product	in	a	specific	way,	the	one	preferred	by	the	market.	In	this	sense,	this	rationalization	










Studies	 in	 consumer	 research	 have	 also	 addressed	 the	 concept	 of	 seduction	 in	 terms	 of	





















everyday	 life	 from	 analogue	 to	 digital	 and	 hence	 the	 “consensus”	 to	 all	 the	 subsequent	
changes	did	not	appear	to	be	a	dilemma	for	the	consumers.	Technology	moves	forward	and	

















market	 value	 that	 governs	 everyday	 life;	 competition.	 Furthermore,	 seduction	 entails	 the	
characteristic	of	enticement,	which	“makes	use	of	promises	and	opportunities,	not	threats	or	
coercion”	(ibid.:	6).	Any	seduction	process	can	also	relate	to	corruption,	where	the	seduced	






seduction.	However,	he	argues	 that	 individuals	usually	do	not	exercise	 this	 choice	as	“the	




to	 a	 continuum,	which	 extends	 from	 political	 government	 right	 through	 to	 forms	 of	 self-
regulation,	 namely	 ‘technologies	 of	 the	 self’”	 (Lemke,	 2001:	 201).	 The	 state	 reshaped	 in	
neoliberalism	 has	 developed	 new	 strategies	 of	 intervention	 ‘rendering	 individual	 subjects	
‘responsible’”	(ibid.)	even	for	societal	issues	and	thus,	reconstructing	those	problems	of	‘self-
care’	 (ibid.).	 As	 Lemke	 (2001:	 201)	 nicely	 explains	 Foucault’s	 conceptualization	 of	






of	 the	 concept	 is	 out	 of	 the	 scope	 of	 this	 study	 but	 its	 importance	 lies	 in	 relation	 to	 the	
framework	of	seductive	surveillance,	in	the	ways	by	which	seduced	subjects	are	constituted	







perspective.	 Furthermore,	 drawing	 upon	 design	 technology	 and	 consumer	 research	
literature,	 it	 is	 argued	 that	 the	 seduction	 process	 is	 deployed	 to	 tempt	 consumers	 into	
purchasing	 and	 using	 digital	 gadgets,	 whereas	 organizational	 studies	 shed	 light	 on	 the	
neoliberal	discourses	of	enticement	rather	than	enforcement.	These	seduction	elements	are	
communicated	 to	 individuals	 via	 the	use	of	 language	 that,	 according	 to	poststructuralism,	
does	not	reflect	“an	independent	reality,	[rather]	language	constitutes	meanings”	(Weedon,	








abrogation	of	 the	precautionary	principle,	 the	 lie	of	disembodied	 information,	 the	
reality	of	unobservable	data	mining,	 the	erosion	of	 the	principle	of	consent	as	 the	






their	everyday	 life	at	an	 individual	 level,	eschewing	the	risks	of	 their	use	 in	the	context	of	
liquid	surveillance.	Means	of	surveillance	are	articulated	within	discourses	of	convenience,	
efficiency	 and	 pleasure	 creating	 the	 belief	 that	 people	 make	 use	 of	 technology	 on	 their	
benefits,	thus	have	control	over	it	(Van	der	Laan,	2004).	This	perception	of	people	controlling	
technology	simply	because	they	use	it	is	one	of	the	key	promises	that	the	market,	both	from	



















and	 the	 Internet	 in	 general	 can	have	 in	 the	political	 debates	 and	how	 they	 can	empower	
citizens	to	communicate	their	opinions	across	the	globe	and	raise	their	voice	(Howard	et	al.,	
2011).	These	celebratory	aspects	of	digital	technologies	are	used	in	support	of	the	arguments	
regarding	 empowerment	 of	 freedom	 of	 expression,	 inclusion	 and	 ultimately	 democracy	
constructing	people’s	views	on	digital	technologies.	However,	the	talk	of	technology	solely	
within	 discourses	 of	 efficiency	 and	 empowerment	 disregards,	 or	 at	 least	 minimizes	 the	
political	context	within	which	these	technologies	are	used,	and	consequently	the	societal	risks	
emerging	 through	 the	 use	 of	 their	 data	 for	 different	 purposes	 and	 by	 differet	 agents.	 To	












briefly	 discussed	 earlier,	 this	 social	 convergence	 that	 boyd	 describes	 has	 further	 societal	









people	 use	 their	 smartphone	 devices	 to	 communicate	 with	 their	 friends	 or	 surf	 on	 the	
Internet	(perceived	as	‘means	of	information’),	when	at	the	same	time	the	data	generated	by	
these	 devices	 might	 be	 collected	 and	 stored	 by	 other	 agents	 for	 surveillance	 purposes	
(perceived	as	 ‘means	of	 surveillance’).	 Information	and	 communication	devices	 that	users	
interact	with	for	information,	entertainment	and	communication	purposes	can	be	accessed	


















In	 the	 consumer	 surveillance	 context,	 companies	 make	 use	 of	 people’s	 online	 activities	
increasing	their	profit	tailoring	and	personalising	their	marketing	techniques,	products	and	
services	 (Pridmore,	2012).	 The	exploitation	of	digital	 labour	 is	 an	established	argument	 in	
surveillance	 and	 critical	 media	 studies	 exploring	 users	 as	 labourers	 in	 their	 surveillance	
(Andrejevic,	 2002,	2011;	 Fuchs,	2013;	Murakami	Wood	and	Ball,	 2013),	 in	 contrast	 to	 the	
mainstream	 media	 coverage	 of	 technology	 where	 societal	 issues	 emerging	 from	 digital	
surveillance	 are	 limited	 to	 privacy	 (Pavone	 and	 Degli	 Esposti,	 2010,	 Barnard-Wills	 2011,	
Möllers	and	Hälterlein,	2013).		
	
Marketing	 companies	 redesign	 their	 market	 research	 techniques	 from	 the	 online	 data,	




techniques	 attempt	 to	 trigger	 consumers	 into	 a	 vicious	 circle	 of	 buying	 new	 products	 or	










via	 communication	 technologies.	 The	question	emanating	 from	 this	 is	 ‘why	do	 individuals	
willingly	participate	in	this	process?’	Following	the	literature	on	seduction,	it	can	be	argued	
that	 individuals	do	not	 just	voluntarily	participate	 in	their	own	surveillance,	but	rather	are	
seduced	 into	 it.	 Abe	 (2009),	 exploring	 the	 introduction	 of	 the	 celebratory	 aspects	 of	 the	
Internet	in	Japan,	argues	that	even	if	the	surveillant	aspect	of	new	media	is	acknowledged,	
the	seductive	element	of	 interactivity	 tempts	users	 to	engage	with	 them.	 In	particular,	he	
argues	that	it	is	“fair	to	say	that	we	have	been	fascinated	by	myths	that	tell	us	of	the	coming	
new	era	[…]	a	more	liberating	and	empowering	one”	(ibid.:	74)	and	so	interactivity	promises	
further	 liberation	 and	 empowerment	 but	 at	 the	 same	 time	more	 engagement	 and	more	
personal	data.			
	
Technological	 developments	 distract	 users’	 attention	 from	 the	 surveillant	 aspects	 of	 the	
devices.	 Lyon	 (2002:	 244)	 underlines	 users’	 focus	 on	 “convenience	 and	 efficiency”	 that	
technologies	 offer	 rather	 than	 the	 “surveillance	 aspects	 of	 these	 technologies”,	 and	 he		
explains,	this	is	a	result	of	the	“disappearing	body”	as	people	can	do	more	things	remotely.	
People	 can	 do	 things	 electronically	 without	 the	 need	 to	 physically	 be	 present	 for	 these	
actions.	For	example,	instant	messages	or	the	exchange	of	emails	take	place	via	technological	
devices,	so	people	involved	are	not	aware	of	who	else	might	have	access	to	their	interaction.	







devices	makes	 surveillance	 invisible	 and	 as	 Ball	 (2009:	 641)	 argues	 individuals	may	 seem	




and	 entropic	 imaginary	world	 as	 the	Other,	 against	which	 the	 real	world	with	 its	 evident	
stabilities	can	be	contrasted”.	In	this	mass	surveillance	operated	by	machines	and	algorithms,	
individuals	gain	a	confidence	that	their	data	are	not	abused	or	remain	anonymous	in	this	huge	






the	 communication	 between	 the	 databases.	 Furthermore,	 the	 users	 do	 not	 have	 a	
comprehensive	understanding	of	the	process	of	their	data	into	the	devices.	Users	can	interact	
with	 their	 smartphones,	 but	 they	 do	 not	 see	 what	 happens	 behind	 the	 screen	 and	 the	









surveillance	 society	 is	 the	 reverse	 image	 of	 the	 information	 society.	 Could	 it	 be	 that	
individuals	 lack	 of	 awareness,	 that	 they	 are	 exposed	 to	 surveillance	 when	 using	 digital	
information	technologies,	the	reason	why	they	hand	over	more	data?	Or	do	they	comply	with	









because	of	 the	dominant	 ideology	 that	 the	 interests	of	 the	market	and	consumer	align	as	
discussed	 already.	 Language	 plays	 a	 crucial	 role	 in	 the	 seduction	 process,	 being	 the	
intermediary	 of	 seductive	 practices	 such	 as	 engagement	 and	 commitment	 to	 the	 new	
technologies	 regarding	 the	 promises	 they	make	 to	 the	 users.	 At	 the	 same	 time,	 though,	




users	 to	 enjoy	 new	 experiences17.	 Thus,	 the	 discourses	 surrounding	 these	 technologies	
impose	on	the	users	precisely	this	ideology.	Smartphone	advertisements	use	slogans	such	as	







and	 tech-savvy	 and	 have	 a	 mobile	 lifestyle”	 (Fuchs,	 2013)19	 in	 accordance	 to	 Althusser’s	
theory	 of	 interpellation	 (2006).	 Interpellation	 is	 a	 process	 through	 which	 individuals	 are	
constructed	as	subjects	via	the	ruling	ideology	served	by	socio-political	institutions.	However,	






















Lyon	 (2003a:	26)	 suggests	 surveillance	 is	on	a	 spectrum	“from	hard,	 centralized,	panoptic	
control	 to	 soft,	 dispersed,	 persuasion	 and	 influence”.	 As	 he	 explains,	 at	 one	 end	 of	 the	
spectrum	lies	the	“categorical	suspicion”	which	he	attributes	to	policing	and	on	the	other	the	
“categorical	 seduction”	 that	 is	attributed	 to	consumption	 (ibid.).	Hier	 (2003:	408)	explains	
“categorical	 seduction”	 as	 “involving	 participatory	 forms	 of	 surveillance	 where	more	 and	
more	 personal	 information	 is	 offered	 up	 by	 consumers	 who	 are	 seduced	 by	 consumer	
convenience	 and	 rewards”	 and	 following	 Lyon’s	 (2003)	 writings	 contrasts	 it	 to	 that	 of	
“categorical	suspicion”	“which	entails	profiling	of	any	number	of	socially	perceived	dangerous	
groups”.	Hier	(2003),	seems	though	to	explore	the	two	extreme	positions	of	the	surveillance	
spectrum	 in	 a	 binary	 manner,	 where	 seduction	 sits	 on	 one	 end	 only	 with	 consumption	
practices	 and	 is	 built	 around	 the	 notions	 of	 convenience	 and	 rewards.	 In	 a	 neoliberal	
environment	as	explored	earlier,	security	and	consumerism	are	not	separated,	as	they	follow	








From	 the	 above,	 it	 is	 evident	 that	 seduction	 is	 a	 process	 that	 individuals	 are	 constantly	
exposed	 to	 by	 the	 rationalization	 of	 neoliberal	 governmentality,	 the	 consequent	modern	
lifestyle,	the	design	process	of	the	product,	the	marketing	process	and,	finally,	the	use	of	the	
product.	In	the	context	of	digital	gadgets,	as	this	study	argues,	consumers	are	seduced	into	
using	 the	 devices	 and	 all	 the	 relevant	 applications,	 which	 demand	 uploading	 ever	 more	







distance	 and	 time	 have	 been	 integrated	 in	 our	modern	world,	 as	 Elliott	 and	 Urry	 (2006)	













company	 that	 allowed	 users	 to	 access	 Internet	 services.	 Blackberry	 seemed	 to	 be	 a	well-
established	 telecommunication	 company	 but	 its	 audience	 was	 “limited	 to	 enterprise	
customers”	(Islam	and	Want,	2014:	89).		
	
A	 turning	 point	 for	 the	 smartphones	 was	 the	 deployment	 of	 3G	 networks	 that	 allowed	
“increasing	speeds	and	the	reach	of	high-speed	data”	(ibid).	The	increasing	speeds	(with	the	
deployment	 of	 4G	 even	 today)	 for	 access	 to	 the	 Internet	 made	 smartphones	 ever	 more	
popular	as	users	could	practically	use	their	phone	devices	as	their	personal	computers.	This	





miss	 their	mobile	 phone	 as	 their	 television	 (30	 percent)	 –	 this	 is	 unchanged	 since	 2011”.	
Consequently,	it	is	clear	that	the	use	of	smartphone	devices	has	been	naturalized	in	everyday	
practices.	A	recent	Ofcom	report	of	2015	is	even	more	apocalyptic,	disclosing	that	fully	90	










percent;	 Ofcom,	 2013).	 The	 percentages	 regarding	 the	 ownership	 of	 smartphones	 are	
interestingly	 high,	 with	 just	 over	 three-quarters	 of	 respondents	 (77	 percent)	 aged	 16–24	
reported	 owning	 one	 (Ofcom,	 2013).	 Additionally,	 in	 the	 overall	 population,	 “[f]ifty-one	
percent	of	UK	adults	now	own	a	smartphone.	Smartphone	sales	made	up	three-quarters	(74	
percent)	of	all	handset	sales	[…]	and	overall	take-up	rose	to	51	percent	in	the	same	period.	
However,	 among	mobile	 Internet	 users’	 take-up	 is	 even	 higher,	with	 96	 percent	 of	 users	
owning	 a	 smartphone”	 (Ofcom,	 2013).	 People	 seem	 to	 use	 their	 smartphone	 devices	








be	 ready	 to	 invest	 a	 serious	amount	of	money	 to	 get	 the	 latest	models	of	 their	 favourite	
smartphone	company.	A	characteristic	example	of	this	is	sales	of	Apple’s	iPhones	5s	and	5c	


























products	 altogether.	 However,	 corporations	 are	 not	 an	 entity	 isolated	 from	 the	 broader	
societal	 organization	 and	 thus,	 seduction	 processes	 are	 integrated	 in	 a	 neoliberal	


























value	 for	 companies,	 as	 through	 data	 mining	 techniques	 and	 relevant	 algorithms	 these	
consumers	 can	 maximize	 profits	 for	 the	 market	 and	 support	 state	 surveillance	 practices	
raising	great	concerns	over	these	societal	implications.	Thus,	everyday	surveillance	occurring	












The	 previous	 chapter	 set	 out	 the	 theoretical	 framework	 of	 seductive	 surveillance	 as	 an	
analytic	tool	to	assist	the	understanding	of	everyday	surveillance	and	individuals’	(in	this	study	













institutions,	 namely	 the	 state	 and	 the	 market,	 and	 not	 on	 peer-to-peer	 surveillance.	
Surveillance	between	users	such	as	colleagues,	 friends,	parents	and	so	on	can	surely	have	





Mass	 surveillance	 is	performed	by	 institutions	 that	have	access	 to	different,	 and	merging,	
databases.	 Furthermore,	 this	 type	 of	 surveillance	 is	 based	 on	 the	 surveillance	 -	 industrial	
complex	 between	 the	 state	 and	 the	market.	 The	 companies	 build,	 promote	 and	 sell	 the	
technology	 through	 which	 surveillance	 operates	 for	 both	 civilian	 uses	 (the	 case	 of	
smartphone,	 Fitbit)	 and	 state	 ones	 (body	 scanners,	 biometric	 passports).	 Following	




of	 the	 users.	 Furthermore,	 following	 the	 Foucauldian	 (1982)	 conceptualization	 of	 power	
according	to	which	power	goes	hand	in	hand	with	resistance,	the	concept	of	resistance	will	
be	discussed.	Even	though	it	is	argued	that	technology’s	‘sweetness’	is	irresistible	(Katz,	2008:	





are	 established	 seeing	 resistance	 as	 a	 ‘diagnostic	 of	 power’	 (Abu-Lughod,1990:	 41).	 This	
theorization	 of	 resistance	 reveals	 the	 ways	 that	 power	 operates	 based	 on	 the	 forms	 of	






This	 approach	 to	 resistance	 has	 received	 criticism	 as	 ‘decaf	 resistance’	 (Contu,	 2008:	 4)	
arguing	that	it	has	disconnected	resistance	from	its	roots	of	radical	actions	on	changing	power	
relations,	grounding	the	objections	on	the	conceptualization	of	power.	However,	this	criticism	
usually	 comes	 from	 the	 conceptualization	of	 power-	 as	 -possession,	 as	 I	will	 argue	 in	 this	
chapter,	and	does	not	allow	for	the	study	of	the	dynamic	nature	of	power	relations	 in	the	
context	of	everyday	 life.	Thus,	 this	 study	employs	 resistance	as	a	 ‘diagnostic	of	power’	 to	








on	 the	ways	 that	 seductive	 surveillance	 is	 understood	 as	 a	 form	 of	 power.	 The	 common	
elements	of	power	are	the	characteristics	of	hierarchy	and	domination,	implying	that	“power	

















submissive	 parties.	 The	 dyadic	 conceptualization	 of	 power	 restricts	 power	 relations	 in	 an	
apriori	 fixed	 and	 static	 “set	 of	 (probably	 unacknowledged)	 value	 assumptions	 which	
predetermine	 the	 range	 of	 its	 empirical	 application”	 (Lukes,	 2005:	 30).	 In	 an	 attempt	 to	
overcome	 these	 challenges	 Lukes	 suggests	 that	 power	 has	 the	 ability	 to	 form	 certain	
“perceptions,	cognitions	and	preferences”	 in	order	to	avoid	any	opposition	(Lorenzi,	2006:	
92).	Lukes	(1974:	22)	argues	that	it	is	not	the	individual	acts	alone	that	assist	the	system	to	be	
sustained	 "but	 also,	most	 importantly,	 by	 the	 socially	 structured	 and	 culturally	 patterned	




















the	 dominated,	 and	 more	 particularly	 their	 willing	 compliance	 (Lorenzi,	 2006:	 87).	
Furthermore,	it	excludes	the	analysis	of	power	as	“a	productive	network,	which	runs	through	
the	whole	social	body”	(Foucault,	1980:	119)	that	provides	insights	on	the	ways	that	power	
relations	 are	 shaped	 and	 reproduced.	 These	 approaches	 furthermore	 often	 present	 the	
subordinate	as	conscious	of	the	power	positions	which	cannot	explain	forms	of	power	like	
seductive	 surveillance	 when	 power	 relations	 are	 not	 clear	 as	 consumers	 purchase	 digital	
gadgets	ignoring	or	disregarding	the	surveillant	aspects	of	their	devices	(Harper	et	al.,	2013;	









first	 of	 all	 perceive	 digital	 gadgets	 as	 a	 form	 of	 power	 and	 either	 actively,	with	 their	 full	
consent,	 adopt	 the	 values	 of	 the	market	 or	 passively	 accept	 it.	 Seductive	 surveillance	 as	




Foucault’s	 (1979:	93	cited	 in	Howarth,	2010:	316)	approach	on	power,	even	 though	more	





that	 it	 is	not	 just	excercised	over	people	but	rather	 through	them	as	“its	capillary	 form	of	
existence	[…]	reaches	into	the	very	grain	of	individuals,	touches	their	bodies	and	inserts	itself	
into	 their	 actions	 and	 attitudes,	 their	 discourses,	 learning	 processes	 and	 everyday	 lives”	





do	 not	 correlate	 consuming	 products	 and	 everyday	 practices	 such	 as	 loyalty	 cards	 and	






discourses	 of	 control,	 power,	 or	 totalitarianism”	 (Zurawski,	 2011:	 522).	 Additionally,	
Murakami	Wood	and	Ball	(2013),	following	similar	arguments	in	surveillance	studies	(Gandy,	
2007),	stress	that	marketing	practices	such	as	customer-relationship	management	support	





as	 means	 of	 control.	 Thus,	 in	 a	 Foucauldian	 approach,	 it	 can	 be	 argued	 that	 seductive	
surveillance	as	a	form	of	power	tempts	consumers	into	purchasing	the	devices	and	uploading	
ever	 more	 personal	 data,	 extending	 from	 name	 and	 location	 to	 health	 conditions	 and	
























framework	of	 seductive	 surveillance	users	 are	not	only	 ‘surveilled’	 but	 seduced	 surveilled	
subjects	 and	 this	 section	 explores	 the	 concept	 of	 subjugation	 in	 order	 to	 explore	 the	














labor	 –	 relations	 between	 things,	 rather	 than	 relations	 between	 people”	 (Hudson	 and	





about	 the	production	process.	Similarly,	 in	 the	context	of	smartphone	devices,	 it	could	be	
argued	that	consumers	are	not	aware,	or	do	not	directly	think	at	the	time	of	the	purchase,	















idea	 of	 empowerment	 through	 technology	 is	 masking	 the	 risks	 of	 surveillance	 but	 they	
continue	to	follow	this	idea	of	empowerment.		
	










However,	 as	 discussed	 already	 the	 risks	 of	 surveillance	 practices	 are	 neither	 simple	 nor	
obvious	and	the	relationship	between	the	state	and	the	market	surveillance	is	a	complex	one	
promoting	 technology	within	 discourses	 of	 empowerment	 and	 security.	 Žižek	 argues	 that	
people	know	how	things	are	disregarding	the	assymetry	in	power	relations	that	creates	the	
knowledge	of	 reality,	meanings	 and	 thus	 subject	 positions	 (Foucault,	 1980).	 Furthermore,	
even	in	cases	where	an	alternative	view	of	technology	as	surveillance	is	more	obvious	such	as	














ones	might	 use	 their	 data	 for	 other	 purposes	 than	marketing.	 Users	might	 not	 have	 the	
knowledge	 to	 reflect	 on	 the	 neoliberal	 governmentality	 and	 the	 certain	 subject	 positions	
created	 resulting	 in	 exclusion,	 discrimination,	 social	 profiling	 and	 so	 on	 for	 populations	
management	 purposes.	 Both	Marx’s	 and	 Žižek’s	 arguments	 fall	 in	 dualism,	 understanding	
power	as	a	possession	and	therefore,	there	is	always	a	dominant	and	a	submissive	party	so	
that	the	subject	positions	are	fixed	disregarding	the	complexity	of	social	phenomena	such	as	









have	 been	 extensiveley	 explored	 in	 organization	 studies	 literature	 addressing	 power	 -	

















excess	of	 the	probability	 of	 either	 achieving	 the	outcome,	or,	 if	 achieved,	 the	benefits	 so	
obtained”	 (1989:	 222).	Newton	 (1998)	holding	 a	 critical	 stance	 towards	 Foucauldian	work	
regarding	 the	 exploration	 of	 subjectivity	 and	 organization	 argues	 that	 such	 work	 has	






agency	 as	 forming	 social	 structure	 (Newton	 1998:	 416).	 However,	 this	 is	 a	 distortion	 of	
















the	ways	 that	 people	 construct	 their	 subjectivity	within	 the	 power	 relations	 of	 seductive	
surveillance.	The	question	then	is	not	limited	to	whether	people	know	too	well	or	too	little,	






Digital	 devices	 users	 construct	 their	 subjection	 to	 consumption	 practices	 but	 the	 power	












the	 recognition	 of	 an	 extensive	 familiarity	 with	 digital	 technologies	 in	 comparison	 to	 the	
previous	 generations.	 This	 characteristic	 can	 be	 very	 relevant	 for	 the	 exploration	 of	 the	


















operate	 then	 freedom	 of	 choice	 is	 a	 preposition	 but	 directed	 towards	 practices	 that	
reproduce	the	dominant	discourses	in	order	to	sustain	specific	power	relations.		
	
In	 the	 case	 of	 seductive	 surveillance	 then,	 the	 individuals	 are	 directed	 by	 the	 seduction	
mechanism	towards	their	participation	to	their	surveillance	through	the	digital	gadgets	that	
provide	them	with	a	sense	of	security	from	the	potential	threats	and	belonging	to	modernity	
and	 their	 era.	 Furthermore,	 Knights	 and	Willmott	 (ibid.)	 argue	 that	 the	 driving	 force	 for	







securing	 their	 identity	 through	 consumption.	 The	 desire	 of	 having	 the	 latest	 smartphone	
technology	in	order	to	belong	to	the	modern	society	and	define	oneself	through	is	a	method	
of	 seduction	which	 according	 to	 Bauman	 and	Donskis	 (2013:	 21)	 draws	 people	 into	 their	
“enslavement”	 in	 a	 consumerist	 society.	 Using	 social	 networks	 may	 serve	 this	 need	 for	
security	and	belonging,	as	 individuals	do	not	want	to	feel	 left	out	 in	an	on-going	changing	
environment.		
	


















Clarke,	 Knights	 and	 Jarvis	 (2012),	writing	 from	an	organizational	 perspective	 observe	 that	
academics	work	over	hours,	as	their	identity	aligns	with	the	values	of	their	profession,	so	that	





identity	 is	 never	 fixed	 constructed	within	 power	 relations.	 Young	 people	 aim	 to	 gain	 the	





external	 conditions	 of	 action,	 but	 more	 or	 less	 continuously	 reflect	 upon	 them	 and	
reconstitute	them	in	the	light	of	their	particular	circumstances”.	His	theory	on	human	agency	
implies	 that	 individuals	are	 informed	of	conditions	 that	are	external	 to	 them	falling	 into	a	









in	 thought	and	practice	people	accept,	 resist	and	play	with	discursive	practices”	 (Newton,	
1998:	 434).	 The	 possible	ways	 of	 negotiation	 and	 resistance	 to	 seductive	 surveillance	 are	
discussed	in	the	following	section,	looking	first	at	the	concept	of	resistance	in	general.		
4.4 Resisting	to	‘Seductive	Surveillance’	
Foucault	 (1982:781)	writing	on	 the	power	relations	 that	are	never	 fixed	and	consequently	
neither	the	subject	positions	argues	that	“there	are	three	types	of	struggles:	either	against	
forms	 of	 domination	 (ethnic,	 social,	 and	 religious);	 against	 forms	 of	 exploitation	 which	




















Foucault’s	 conceptualization	 of	 domination,	 power,	 discourse	 and	 freedom,	 offers	 an	 in-
depth	 understanding	 of	 power	 arguing	 that	 for	 Foucault,	 power	 relations	 are	 structured	
within	 systems	 of	 control	where	 freedom	 is	 limited.	 Power	 relations	 in	 such	 systems	 are	
asymmetrical,	 thus	 “confining	 [subject]	 to	 sedimented	positions	within	 a	 social	 structure”	
(Howarth,	 2013:	 191).	 In	 the	 case	 of	 seductive	 surveillance	 as	 power,	 then,	 the	 resulting	





Literature	 on	 power	 that	 follows	 a	 Foucauldian	 approach	 suggests	 that	 power	 is	
interconnected	with	resistance	and,	moreover,	they	shape	each	other	(Ball,	2002;	Ball	and	










“diagnostic	 of	 power”	 (Abu-Lughod,	 1990:	 41)	meaning	 that	 the	 exploration	of	 resistance	







“secure	 their	 sense	 of	meaning,	 identity	 and	 reality”	 (Knights,	 2002:	 582).	 Consequently,	













“disregards	 concerns	 about	 data	 protection	 and	 consumer	 surveillance”	 (Zurawski,	 2011:	
	[99]	
	











Like	 the	 concept	 of	 power,	 resistance	 seems	 problematic	 to	 define	 as	 Hollander	 and	
Einwohner	 (2004:	 533)	 stress	 that,	 even	 though	 there	 has	 been	 “a	 rapid	 proliferation	 of	

























As	 the	 relationship	 between	 power	 and	 resistance	 is	 complex	 and	 dynamic,	 the	 roles	 of	
subordinate	 and	 dominant	 can	 also	 change	 depending	 on	 the	 circumstances.	 Thus,	 they	
suggest	the	Foucauldian	term	‘struggle’	 to	capture	the	complex	nature	of	this	relationship	
depicting	 it	 as	 an	 “interconnected	 dynamic”.	 The	 social	 element	 is	 very	 important	 in	 this	
context	as	a	collective	and	communicative	interaction.	Struggle	is	seen	as	a	social	engagement	
that	 “entails	 political	 change,	 communication	 and	 categorisation,	 constitutive	 self-
consciousness	 and	 creativity”	 (Fleming	 and	 Spicer,	 2008:	 306).	 However,	 resistance	 to	
subjugation	needs	the	awareness	of	the	subject	position,	which	in	a	consumer	society	appears	














were	 introduced	 to	 the	public,	 there	was	 strong	opposition	 regarding	health,	 privacy	 and	
religious	 issues,	 so	 technology	 was	 converted	 to	 allay	 these	 concerns	 (Georgiou	 and	
Troullinou,	2012).		
	
Reshaping	 the	 technology	 made	 it	 easier	 for	 the	 public	 to	 accept	 the	 technological	
infrastructures,	but	whether	the	changes	were	adequate	to	meet	the	requirements	of	human	
rights	is	still	debatable.	The	changes	to	privacy	settings,	or	the	adjustment	to	body	scanners,	












react	 within	 a	 dominant	 ideology	 such	 as	 consumption	 that	 “provides	 comfort,	 satisfies	
physical	 needs	 and	 ultimately	 contributes	 to	 the	 construction	 of	 one’s	 self	 and	 the	
communication	 to	 the	 others”	 (Cherrier,	 2009:	 181)?	 According	 to	 literature	 on	 anti-
consumption,	 there	are	 two	 types	of	 consumer	or	 resistant	 identities	 according	 (Cherrier,	




the	 context	 of	 surveillance,	 could	 this	 analysis	 help	 to	 understand	 resistance?	 Could	 we	
consider	 that	 one	who	 resists	 surveillance	 as	 a	mechanism	 in	 regard	 to	 social	 values	 and	
human	 rights	would	 be	 categorized	 as	 a	 hero	 identity,	 where	 the	 individuals	 resisting	 by	
repositioning	themselves	in	society	would	be	categorized	as	a	project	identity?	This	type	of	
categorization	 of	 resistant	 identities	 seems	 somewhat	 artificial	 and	 falls	 to	 an	 unhelpful	







So,	 the	 	question	 is	what	 can	drive	 consumers	 to	 resist	 consumption,	 to	which	 Lee	et	 al.,	
(2009)	 give	 a	 different	 perspective	 discussing	 brand	 avoidance.	 They	 claim	 that	 there	 are	
three	 types	 of	 brand	 avoidance:	 experiential,	 identity	 and	 moral.	 Experiential	 type	 of	
avoidance	 refers	 to	 consumers	 who	 had	 a	 negative	 experience	 themselves,	 which	 is	
interesting	 from	 a	 surveillance	 point	 of	 view.	 Similarly,	 Wells	 and	 Wills	 (2009)	 suggest,	
individuals	resist	as	a	“reaction	to	specific	risks	and	costs	caused	by	surveillance”	and	not	to	
the	 surveillance	 as	 such	 (Wells	 and	 Wills,	 2009:	 273),	 thus	 suggesting	 that	 a	 negative	
experience	revealing	the	surveillant	aspects	of	their	devices	and	the	potential	risks	such	as	
being	victims	of	 identity	 fraud	may	 lead	them	to	resist	specific	 technologies.	Paraphrasing	
then	Hoch’s	(2002)	argument	that	product	experience	is	seductive,	it	could	be	argued	that	a	
negative	product	experience	could	disrupt	the	seduction	process,.	However,	in	cases	like	the	
above,	 subjects	 do	 not	 resist	 surveillance	 as	 a	mechanism	but	 rather	 particular	means	 or	
aspects	of	surveillance	based	on	certain	negative	experiences.	The	identity	type	of	avoidance	
refers	to	users	who	avoid	brands	whose	image	does	not	comply	with	the	individual’s	identity	





The	 ideological	 beliefs	 of	 the	 individual	 seem	 to	 be	 important	 within	 the	 context	 of	
surveillance	 studies	 as	 well,	 as	 Ball	 and	 Margulis	 (2011:	 120)	 acknowledge	 that	 the	
importance	 of	 personal	 beliefs	 in	 terms	 of	 employee	 monitoring	 can	 determine	 their	




argue	 that	 attitudes	 towards	 monitoring	 can	 shift	 to	 be	 more	 positive	 following	 some	
strategies,	such	as	“social	relations,	better	task	design,	and	by	the	nature	of	the	organizational	




refers	 to	 “resistance	 through	 persistence”,	 which	 is	 described	 as	 a	 “converse	 strategy	 of	
extracting	 information	 from	management”	 (ibid.).	He	 suggests	 that	 the	 second	 strategy	 is	
more	viable	and	effective	as	 the	workers	gain	more	 information	 in	order	 to	challenge	 the	
decision	making.	In	terms	of	the	phenomenon	in	question	in	the	context	of	the	present	study,	




makes	 this	almost	 impossible.	According	 to	 the	second	strategy,	users	could	get	 informed	
about	 how	 surveillance	 processes	 work	 in	 order	 to	 challenge	 the	 gathering	 of	 personal	













fixing	 and	 capitalizing	 on	 one’s	 own	 selfhood”	 (Braidotti,	 2011:	 Location	 129).	 Thus,	
“resistance	also	serves	as	a	 force	 for	 imprisoning	 individuals	 in	an	 identity”	 (Bloom,	2013:	





















resistance,	 possibly	 different	 identities	 of	 the	 self.	 As	 discussed	 in	 this	 section,	 the	





these	 actions,	 the	 surveilled	 subject	 needs	 to	 know	 its	 surveilled	 position	 as	 empirical	
research	shows	that	more	privileged	social	groups	might	appear	‘immune’	to	forms	of	pubic	









a	 consumer	 therefore	 resisting	 the	 power	 relations	 within	 the	 consumption	 and	 not	



















subject	 positions	 as	 explicit	 state	 or	 organizational	 surveillance	 that	 occurs	 through	













swipe	 their	 loyalty	 cards,	 make	 cell-phone	 calls,	 present	 their	 passports,	 surf	 the	
Internet,	take	breathalyzer	tests,	submit	to	face	iris	scans	and	walk	openly	past	CCTV	
cameras	 in	 routine	 ways.[…]	 If	 people	 did	 hesitate,	 let	 alone	 withdraw	 willing	
cooperation,	everyday	social	life	as	we	know	it	today	would	break	down.		
	




this	 study	 focuses	 on	 everyday	 surveillance	 where	 users	 could	 withdraw	 participation	 in	
different	ways.	The	ways	that	users	come	to	terms	with	exposure,	as	Ball	(2009)	suggests,	will	
shed	light	on	the	power	relations	occurring	through	everyday	practices	of	surveillance	and	
will	 also	 contribute	 to	 the	 academic	 body	 of	 knowledge	 regarding	 the	 ways	 that	 users	




















study	 that	 explores	whether	 smartphone	users	 are	 subjected	 to	 seductive	 surveillance	by	
looking	at	their	experiences	and	views	on	their	relationship	with	their	devices	and	how	they	





explicit	 means	 of	 surveillance,	 such	 as	 CCTV	 cameras	 and	 body	 scanners	 (e.g.	 Brands,	




everyday	 sociocultural	 practices,	 meaning	 activities	 that	 have	 been	 normalized	 in	 their	
sociocultural	environment,	has	not	been	a	central	topic	of	research	(Gilliom,	2006;	Harper	et	
al.,	 2013).	 Lyon	 et	 al.	 (2012:	 4)	 suggest	 that	 “the	public	 has	 enthusiastically	 or	 resignedly	
accepted	such	technologies”,	while	Harper	et	al.	(2013:	187)	argue	that	such	“acceptance	of	
surveillance	 technologies	may	 actually	 be	much	more	 complex”.	 Therefore,	 the	 empirical	
analysis	 contributes	 to	 a	 better	 understanding	 of	 the	 complex	 nature	 of	 individuals’	










in-depth	 understanding	 of	 the	 phenomenon	 conducting	 a	 discursive	 analysis	 of	 students’	
(aged	18–2428)	articulation	of	their	relationship	with	their	devices.	This	research	focuses	on	
young	users	who	are	perceived	as	more	dependent	on	ICTs.	Furthermore,	this	age	group	is	
more	 familiar	with	 these	 technologies	which	 is	 part	 of	 their	 everyday	 life	 (Huntley,	 2006;	







the	 use	 of	 smartphone	 devices	 and	 more	 specifically	 the	 location-tracking	 systems	 they	






to	understand	how	 individuals	negotiate	 the	 surveillant	aspects	of	 the	devices	acting	as	a	
diagnostic	analysis	of	power	relations.	Thus,	the	main	research	questions	of	the	study	are:		
	















the	 claims	 or	 assumptions	 made	 about	 the	 ways	 in	 which	 it	 is	 possible	 to	 gain	










and	 relativism	 on	 the	 other29	 (Benton	 and	 Craib,	 2010).	 Realism	 generally	 accepts	 that	 a	
reality	exists	as	a	separate	entity	where	the	researcher	is	invited	to	empirically	test	pre-set	
hypotheses	 in	order	to	discover	the	“truth”	 (Guba	and	Lincoln,	1994:	109–110).	Positivists	
whose	 epistemology	 is	 informed	 by	 a	 realist	 ontology	 “focus	 exclusively	 on	 the	 logic	 of	
accessing	 and	 gaining	 knowledge	 about	 the	 world	 without	 inquiring	 into	 the	 ultimate	
character	of	things,	social	relations,	and	processes”	(Howarth,	2013:	94,	 italics	 in	original).	
Relativism	 does	 not	 accept	 the	 existence	 of	 one	 reality	 separate	 from	 individuals	 and	
subsequently	there	cannot	be	one	‘truth’	to	be	discovered.	Instead,	it	suggests	that	there	are	
multiple	realities	that	are	constructed	within	specific	time	and	space	limits	(Guba	and	Lincoln,	
1994;	 Järvensivu	 and	 Törnroos,	 2010).	 Social	 constructivism	 as	 an	 epistemology	 fitting	
relativist	 ontology	 will	 be	 further	 discussed	 in	 this	 section.	 The	 ontological	 and	


















questions	 that	 presuppose	 their	 common	 and	 shared	 understanding	 of	 concepts	 such	 as	
privacy.	These	methods	also	seem	to	assume	participants’	interest	in,	and	acknowledgement	
of,	 these	concepts	 in	 their	everyday	 life.	For	example,	 if	 somebody	 is	asked	whether	 they	





findings	 that	 result	 in	 “‘troubling	 paradoxes”	 (Miltgen	 and	 Peyrat-Guillard,	 2014:	 15)	 by	
focusing	on	talk	relating	to	the	use	of	smartphones.	Large-scale	surveys	“decontextualised	
‘attitude’	 that	 does	 not	 do	 justice	 to	 the	 complex	 way	 in	 which	 people	 negotiate	 their	
relationship	with	 topics	 in	 talk”	 (Harper	 et	 al.,	 2013:176).	A	positivist	 perspective	 is	 often	

















as	objective	 truth”	 (Jørgensen	and	Phillips,	2002:	5).	 The	 researcher/scientist	 asks	 specific	
questions	that	inform	the	way	knowledge	is	created	in	a	given	and	limited	context	without	












at	 the	natural	world	decided	by	humans,	 for	 scientists	 attribute	 specific	 characteristics	 to	
living	organisms	to	be	able	to	study	them,	to	make	sense	of	them.	A	biologist	will	explore	the	
animal	in	terms	of	its	biological	existence	for	example,	whereas	a	sociologist	might	explore	
















Berger	 and	 Luckman	 (1991:	 37)	 focus	 on	 the	 correspondence	 of	 meanings	 between	 the	
members	 of	 a	 society	 in	 the	 creation	 and	maintenance	 of	 the	 so-called	 ‘common	 sense’	
	[117]	
	
assumptions	 about	 the	 reality	 of	 the	world,	mainly	 through	 the	 deployment	 of	 language.	
Language	is	used	to	interpret	and	communicate	personal	experiences,	while	at	the	same	time	
these	 experiences	 are	 created	 by	 the	 language.	 Thus,	 language	 is	 politicized	 and	 plays	 a	
significant	role	 in	a	social	constructivist	approach	as	 it	produces	and	reproduces	meanings	
and	 legitimizes	 institutions,	while	 being	 an	 institution	 itself.	 Language	 therefore	 does	 not	
reflect	an	existing	 reality	but	“is	 structured	 in	patterns	or	discourses.	 […]	These	discursive	
patterns	 are	maintained	 and	 transformed	 in	 discursive	 practices”	 (Jørgensen	 and	 Phillips,	
2002:	12).	For	this	reason,	the	researcher	has	to	explore	how	these	patterns	that	formulate	
‘common-sense’	 knowledge,	 are	 created,	 shared	 and	 maintained	 by	 the	 members	 of	 a	
society.	It	is	therefore	pertinent	to	adopt	discourse	analysis	as	a	method	in	this	research	will.		
	
“The	 Social	 Construction	 of	 Reality”	 by	 Berger	 and	 Luckman	 presented	 a	 “general	 and	
systematic	account	of	the	role	of	knowledge	in	society”	(1991:	207),	responding	to	positivist	
approaches	 in	 exploring	 social	 phenomena.	 The	 scientific	 approach	 to	 reality	 as	 a	 social	
construction	opened	the	doors	for	social	scientists	to	an	interpretation	that	generated	new	










focus	 of	 their	 work	 is	 the	 primary	 conceptualization	 of	 social	 constructivism,	 rather	 than	
power	relations.	In	this	sense,	it	can	be	argued	that	poststructuralists	push	the	boundaries	of	







a	 systematic	 evaluation	 of	 different	 interpretations	 of	 poststructuralism,	 suggests	
“poststructuralist	thinking	to	be	a	practice	of	reading,	interpreting,	criticizing,	and	evaluating.	
It	is	thus	a	particular	way	of	doing	philosophy	and	social	theory	that	generates	and	explores	
new	possibilities”	 (italics	 in	original).	Poststructuralism	can	be	criticized	on	 the	grounds	of	
relativity,	 as	 it	 acknowledges	 the	 contingency	 and	 historicity	 of	 social	 relations	 (Howarth,	
2013:	 13).	 However,	 these	 limits	 of	 the	 knowledge	 are	 folded	 “back	 on	 to	 the	 core	 of	
knowledge	and	on	to	our	settled	understanding	of	the	true	and	good.	[…]	It	means	that	any	













The	 aim	 of	 this	 research	 is	 to	 explore	 how	 young	 users	 articulate	 their	 relationship	with	
smartphone	 devices	 in	 order	 to	 explore	whether,	 and	 how,	 they	 understand	 surveillance	
conducted	via	their	devices.	The	present	study	is	a	qualitative	and	exploratory	research	as	it	
focuses	on	the	subjective	level	of	surveillance	by	seeking	an	in-depth	understanding	of	the	







Harper	 et	 al.	 (2013)	 and	 Lee	 and	 Cook	 (2014),	 have	 explored	 subjective	 awareness	 of	








which	 has	 been	 recently	 characterized	 as	 a	 society	 obsessed	 with	 smartphones	 (Ofcom,	
2015).	In	this	section,	the	aim	is	to	justify	why	choosing	a	single	case	is	a	legitimate	method	

















phenomenon,	 or	 an	 event,	 chosen,	 conceptualized	 and	 analysed	 empirically	 as	 a	
manifestation	of	a	broader	class	of	phenomena	or	events”	 (Venneson,	2008:	226).	By	 this	
token,	the	study	explores	the	phenomenon	of	seductive	surveillance	via	smartphones	as	an	






Tharenou	 et	 al.,	 (2007:78)	 do	 not	 see	 the	 case	 study	 “as	 a	 particular	 method	 of	 data	
























devices,	 the	 decision	 on	 the	method	 for	 data	 collection	 proved	 to	 be	 a	 challenging	 one.	
Initially,	 semi-	 structured	 interviews	were	 considered	 as	 the	most	 straightforward	 tool	 to	




the	 PhD	process)	 and	 the	 discussion	with	 the	 examiners,	 I	was	 convinced	 that	 interviews	
might	have	been	a	convenient	tool,	but	not	the	most	appropriate	to	explore	users’	discursive	
patterns	around	the	use	of	smartphone	devices	 in	everyday	 life.	 Instead,	 focus	groups	are	









These	 ‘unformalized	 groups	 of	 discourses’	 created	 at	 the	 moment	 of	 the	 exposure	 to	






collection	method	 that	 “locates	 the	 interaction	 in	a	group	discussion	as	 the	 source	of	 the	
data”,	acknowledging	 the	moderator’s	 role	 in	 the	construction	of	 the	discussion	 (Morgan,	
1997:	130).	Participants	join	a	focused	conversation	on	a	topic	relevant	to	them	among	people	
who	have	similar	sociocultural	characteristics	(Rabiee,	2004).	The	size	of	the	focus	groups	is	
not	 a	 query	 to	 which	 researchers	 have	 a	 definite	 answer	 for	 as	 the	 requirement	 for	 a	









interviews	 (Morgan,	 1996:	 133–134).	 Follow-up	 interviews	 are	 used	 with	 individual	
participants,	aiming	to	“explore	specific	opinions	and	experiences	in	more	depth,	as	well	as	
to	 produce	 narratives	 that	 address	 the	 continuity	 of	 personal	 experiences	 over	 time”	
(Morgan,	1996:	134).	 To	explore	any	alteration	 in	discourses	after	 reflection	on	 the	 focus	
group	discussion,	 this	 study	employs	 individual	 interviews	as	a	 complimentary	method.	 In	
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case	 of	 alteration	 in	 discourses,	 the	 research	 aims	 to	 understand	 the	 sources	 of	 such	
differences	(Morgan,	1993).		
5.3.3 Email	interviews	








their	 everyday	 communication.	 Literature	 on	 this	 method	 suggests	 that	 the	 participants	










































































the	 purpose	 of	 this	 study	 well.	 Constructing	 the	 two	 reference	 points	 around	 which	











































they	 need	 the	 information	 to	 operate,	 such	 as	 Google	 Maps.	 Location	 tracking	 is	 also	 a	





and	 the	 movement	 of	 the	 person	 but	 also	 combine	 these	 data	 with	 other	 information	
uploaded	on	the	web	through	the	smartphones.	For	this	reason,	location	tracking	system	is	













The	 visual	 vignettes	 were	 produced	 in	 accordance	 with	 the	 purposes	 of	 the	 study	 so	 I	
developed	three	visual	vignettes	to	explore	the	discursive	patterns	around	the	smartphones	
and	location	tracking.	The	visual	vignettes	were	not	created	on	the	basis	of	a	fixed	scenario,	




entertainment.	 Apart	 from	experts	 describing	 those	 positive	 aspects	 (part	 of	 the	 Surprise	
video),	applications	that	operate	based	on	and/or	make	use	of	the	location	tracking	system	





































the	 location	 tracking	 system.	 Participants	were	 then	 invited	 to	 express	 their	 thoughts	 on	











A	 final	 stage	was	 initially	 considered	 as	 a	 task	 for	 the	 participants.	 They	were	 invited	 to	
download	a	popular	dating	application	–	Tinder	–	after	 reading	 the	 terms	and	conditions.	
























system	 did	 not	 seem	 adequate	 to	 enable	 the	 creation	 of	 knowledge	 around	 the	 topic.	
However,	the	critical	visual	vignette	proved	to	be	an	appropriate	material	for	a	rich	discussion	
on	the	surveillant	aspects	of	smartphones,	as	this	stage	arguably	lasted	longer	indicating	a	


















In	 light	 of	 the	 objectives	 of	 the	 study,	 the	 target	 population	 is	 constituted	 by	 young	
smartphone	users	aged	18–24	years	old	(the	Ofcom	reports	classify	young	users	as	aged	16–
24,	but	the	ethics	approval	would	be	harder	to	obtain	for	participants	classed	as	minors).	The	





























twelve	 participants,	 my	 experience	 of	 focus	 groups	 suggested	 otherwise.	 Even	 groups	
consisting	of	two	participants	generated	as	rich	data	as	groups	of	eight,	even	though	they	
were	 shorter	 especially	when	 participants	 knew	 each	 other	 before.	 In	 fact,	 larger	 groups	
created	lots	of	noise,	and	it	was	not	easy	for	many	participants	to	express	their	opinion.	Even	
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consequently	 discourse	 analysis	 follows	 a	 Foucauldian	 approach	 in	 accordance	 with	 the	
theoretical	 framework	 discussed	 so	 far.	 There	 has	 been	 great	 academic	 tension	 on	 the	














exposing	 analysis	 as	 “the	 cultural	 repertoire	 of	 discourses”	 available	 to	 the	 participants	
(Arribas-Ayllon	and	Walkerdine,	2008:	99).	So,	the	researcher	is	enabled	to	interrogate	“the	
connections,	encounters,	supports,	blockages,	plays	of	forces,	strategies,	and	so	on	which	at	
a	 given	moment	 establish	what	 subsequently	 counts	 as	 being	 self-evident,	 universal,	 and	
necessary”	(Foucault,	1991:	76).		
5.4.1 Discourse	analysis		
In	 a	 qualitative	 exploratory	 study,	 the	 stages	 of	 data	 collection	 and	 data	 analysis	 are	 not	
completely	separated,	for	the	researcher	conducts	a	primary	analysis	while	collecting	data	
that	 in	 turn	 inform	 the	 process	 (Wills,	 2009).	 To	 explore	 the	 discursive	 patterns	 and	
consequently	 the	 complex	 social	 phenomenon	 of	 everyday	 surveillance	 via	 smartphone	











in	which	 processes	 of	 ideology	 and	 power	 find	 their	 way	 into	 the	 little	 stories	 of	
everyday	life.	
	
What	 constitutes	 discourse	 theory	 has	 not	 achieved	 a	 consensus,	 as	 it	 is	 interpreted	





analytical	 terms,	 products	 of	 discourse”.	 Discourse	 approaches	 have	 their	 origins	 in	
structuralist	 and	 poststructuralist	 theories	 of	 language	 as	 the	 only	 “access	 to	 reality”	
(Jørgensen	 and	 Phillips,	 2002:8).	 Through	 discourse	we	 attribute	meaning	 to	 objects	 and,	
thus,	discourse	analysis	explores	how	these	meanings	are	constructed	and	at	the	same	time	
always	 constructing	 the	 objects.	 Discourses	 are	 therefore	 dynamic	 and	 not	 only	 produce	
power	 relations	 through	 which	 subjectivities	 occur,	 discourses	 also	 reproduce,	 resist	 and	
reshape	these	relations	and	so	subjectivities	as	well	(Knights	and	Vurdubakis,	1994).	Through	
discourse	 analysis	 the	 study	aims	 to	 identify	 and	analyse	 the	power	 relations	 and	 subject	
positions	constructed	by	the	participants	around	the	use	of	smartphone	devices.	The	different	
approaches	on	the	discourse	analysis	are	result	of	the	different	interpretations	of	the	concept	
(Alvesson	and	Karreman,	2000)	and	therefore,	 it	 is	 important	for	the	researcher	to	define,	















becoming	 subjects	 to	 dominant42	 discourse,	 resisting,	 reshaping	 or	 reproducing	 it.	 The	
meaning	of	any	object	“depends	upon	a	socially	constructed	system	of	rules	and	significant	
differences”	(Howarth,	Nnorval	and	Stavrakakis,	2000:	3),	adding	to	Foucault’s	definition	of	












think	 of	 it	 as	 “existing	 because	 of	 a	 complex	 set	 of	 practices	 which	 try	 to	 keep	 them	 in	
circulation	and	other	practices	which	try	to	fence	them	off	from	others	and	keep	those	other	
statements	 out	 of	 circulation”.	 This	means	 that	 discourses	 are	not	 coherent	 thus,	 subject	
positions	are	never	solid	and	fixed	for	they	are	formed	through	multiple	discourses	that	are	




are	pragmatic	 and	analytical,	 and	 strictly	 internal	 to	 the	 category	of	discourse”	 (Howarth,	
Norval	 and	Stavrakakis,	 2000:	4).	 The	 subject	position	 that	 seems	 to	be	accepted	without	
conflict,	 is	the	result	of	ruling	ideology	where	“alternative	possibilities	have	been	excluded	
and	a	particular	discourse	has	been	naturalised”	 (Jorgensen	and	Phillips,	2002:	41).	 In	 the	
context	of	the	study,	then,	I	explore	whether	users	have	naturalized	the	ruling	ideology	of	
neoliberalism	that	indicates	technology	as	an	a	priori	positive	development	in	society.	Thus,	
the	 analysis	 investigates	 the	 discursive	 patterns,	 the	 processes	 through	which	 individuals	
become	subjected	to	them	and	the	ways	they	might	resist.	So,	the	focus	needs	to	be	on	the	
















1145),	 whereas	 in	 practice	 the	 boundaries	 between	 the	 different	 versions	 of	 discourse	
analysis	 are	 not	 always	 that	 distinct.	 The	 authors	 call	 for	 constant	 reflection	 on	 the	
researcher’s	interpretation	of	discourse,	how	it	is	applied	in	their	analysis	and	how	they	treat	
their	 data.	 The	 present	 research	 broadly	 sits	 within	 a	 “meso-discourse	 approach”	 of	 this	
typology,	where	analysis	is	“relatively	sensitive	to	language	use	in	context	but	interested	in	













produced	 that	 assisted	 the	 understanding	 and	 interpretation	 of	 the	 relevant	 discursive	
patterns,	in	contrast	to	thematic	analysis	approach,	which	treats	themes	as	“an	end	in	itself”	
(Harper	et	al.,	2013:	179).	The	themes	were	merged	into	categories	that	could	be	explored	as	
discursive	 practices	 for	 closer	 examination,	 following	 a	 ‘cyclical	 process’	 (Potter	 and	
Wetherell,	1987)	where	analysis	and	coding	overlap	and	are	mutually	constitutive.			
	
The	 analysis	 of	 the	 discursive	 patterns	 was	 organized	 around	 two	 broad	 topics:	 the	
articulation	of	young	users’	relationship	with	the	smartphones	(Chapter	6)	and	the	way	they	
come	 to	 terms	 with	 the	 surveillant	 aspects	 of	 smartphones	 (Chapter	 7).	 The	 first	 topic	
explored	 the	variation	of	discursive	practices	 in	 the	way	 that	participants	articulated	 their	
relationship	 with	 the	 smartphone	 devices.	 Interrogating	 the	 data,	 the	 focus	 was	 on	 how	




construct	 or	 resist	 the	 surveilled	 subject	 position.	 The	 data	 strongly	 suggested	 seductive	
surveillance	 as	 an	 analytical	 tool	 to	 better	 understand	 the	 everyday	 surveillance	 through	







affects	 the	 way	 that	 reality	 is	 perceived	 and	 understood.	 Questions	 such	 as	 research	
intentions	and	conflict	of	interests	with	potential	funding	bodies	should	be	addressed43.	The	
aim	 of	 the	 research	 is	 the	 contribution	 to	 knowledge,	 thus	 the	 research	 design	 and	 its	
application	 need	 to	 ensure	 that	 there	 is	 no	 control	 or	manipulation	 of	 the	 findings	 from	
external	sources	(such	as	funding	bodies)44.	Furthermore,	the	researcher	should	reflect	on	
any	 influences	 leading	 the	 research	 questions	 and	 the	 theoretical	 approach,	 so	 that	 the	
reader	acknowledges	how	the	author	constructs	their	social	reality	and	interprets	the	data.	















research45.	 Furthermore,	 participants	 were	 provided	 with	 a	 summary	 that	 explained	 the	
purposes	of	 the	study	(Appendix	3)46	and	all	 the	relevant	 information	before	agreed	upon	























I	 explained	 the	 purpose	 of	 the	 research	 to	 the	 participants	 and	 circulated	 the	 informed	
consent	 agreement	 before	 focus	 groups	 meetings.	 Participants	 were	 invited	 to	 ask	 any	






















particular	 case	 of	 smartphones,	 exploring	 the	 discursive	 practices	 around	 these	 devices	
constructing	and	analysing	the	surveillance	experiences.		
	
















my	 research	 interests.	 The	 focus	 group	 method	 was	 aimed	 mainly	 at	 the	 participants	
interacting	with	 each	 other,	 but	 the	 researcher’s	 intervention	 through	 questions	 and	 the	








vignettes	 were	 designed	 based	 on	 stories	 that	 have	 been	 in	 the	 media	 and	 were	 not	
constructed	as	futuristic	fixed	scenarios.	However,	they	(re)produce	discourses	in	a	certain	








The	discursive	practices	were	produced	by	 the	participants	of	 the	 study	 in	 relation	 to	 the	













group	 discussions	 and	 email	 interviews.	 Chapter	 6	 explores	 the	 discourses	 surrounding	
smartphones	and	location	tracking	applications,	responding	to	the	question	of	young	users’	
articulation	 of	 their	 relationship	 with	 smartphone	 devices.	 The	 aim	 is	 to	 interpret	 the	









discusses	 the	 results	 of	 the	 analysis	 of	 focus	 groups	 and	 email	 responses	 examining	 the	












the	 Internet	 and	 user-friendly	 interface,	 they	 are	 nevertheless	 the	 predecessors	 of	
smartphones	that	are	the	focus	of	this	study.	This	gradual	transition	from	a	mobile	phone	to	
																																																						
47	 From	 now	 on,	 the	 use	 of	 the	 term	 smartphones	 also	 includes	 the	 location	 tracking	 system	 and	 relevant	
applications.		
48	Neophilia	is	a	word	deriving	from	the	Greek	νέο	(noun	new,	novelty)	+	φιλία	(love,	affinity),	and	means	‘affinity	
























































A	 climate	 of	 fear	 and	 danger	 is	 seemingly	 omnipresent,	 and	 circulating	 these	 types	 of	
discourses	 both	 reflects	 and	 reproduces	 these	 ideas.	 This	 fear	 has	 been	 exacerbated	









to	 be	 advanced,	 as	 the	 location	 tracking	 and	 relevant	 applications50	 enable	 access	 to	 the	
device	 remotely.	 The	 discourse	 of	 dangerization	 is	 linked	 to	 securitization	 in	 an	 effort	 to	













The	 media	 present	 success	 stories	 of	 crime	 detection	 that	 reinforce	 the	 discourses	 of	














…	When	 it’s	off,	 like	when	 the	battery’s	dead,	 I	honestly	 feel	 that	 if	 I	died	no	one	
would	 know	 for	 ages.	 [Laughter]	 It’s	 really	 bad!	 It’s	 terrible!	 But	 I	 genuinely	 feel	
worried	when	I	don’t	have	my	phone	on	me,	and	scared,	as	well.	If	I’m	come	on	the	




As	 Sade	 claims,	 the	 sudden	 removal	 from	 her	 device	 creates	 feelings	 of	 worry	 and	 fear,	
reconstructing	the	dependence	on	communication	technologies	for	purposes	of	security	and	
safety.	 The	 dangerization	 of	 society	 has	 led	 “to	 continuous	 detection	 of	 threats	 and	










provide	 her	 with	 a	 reassurance	 that	 was	 not	 available	 in	 the	 past,	 in	 a	 world	 without	
smartphone	 devices,	 and	 this	 discourse	 of	 security	 is	 in	 accordance	 with	 those	 used	 by	


























have	access	 to	 this	data	and	how	 the	data	 can	be	used,	 forwhen	 the	device	 is	able	 to	be	
tracked,	so	 too	 is	 the	carrier./user	This	 is	a	concern	 that	participants	discussed	within	 the	
discussion	 of	 the	 surveillant	 aspects	 of	 the	 smartphone	 devices	 presented	 in	 the	 critical	
vignette	 and	 that	 will	 be	 explored	 in	 the	 following	 chapter.	 Furthermore,	 participants	







benefits	 of	 location	 tracking	 system	and	 relevant	 applications,	 illustrated	 the	discourse	of	
dangerization	and	the	normalization	of	securitization	through	the	use	of	smartphones.	Most	
participants	 identified	 with	 this	 position,	 accepting	 as	 common	 knowledge	 the	 aspects	



















Some	 of	 the	 positive	 uses	 of	 location	 tracking	 I	 have	 seen	 (police	 investigations,	



























































wanted	 to	 play	 with.	 Rey	 (2014:	 282),	 drawing	 upon	 Baudrillard’s	 work,	 contextualizes	
gamification	as	“a	process	that	transforms	commodities	into	hypercommodities”	for	it	is	not	
the	 product	 consumed	 per	 se	 but	what	 it	 signifies.	 Therefore,	 for	 the	 participants,	 when	
obtained	their	first	device,	it	was	not	within	the	context	of	the	functionalities	of	a	phone	but	
those	of	a	game.		





The	 game	 elements	 of	 a	 mobile	 phone	 device	 were	 increased	 with	 the	 entrance	 of	




of	 entertainment	 are	 more	 important	 than	 the	 basic	 function	 of	 the	 phone	 device.	
Applications	 for	 messaging	 such	 as	 Snapchat	 are	 described	 within	 the	 purpose	 of	
entertainment	rather	than	in	terms	of	communication,	so	“the	commodity	is	made	secondary	
to	the	game	so	that	game	play	is	the	thing	really	being	purchased”	(Rey,	2014:	283).	It	could	





























Sara	 articulates	 the	 purchase	 of	 her	 smartphone	 on	 social	 grounds	 as	 her	 friends	 were	
organizing	 their	 events	 using	 messaging	 applications,	 so	 the	 non-smartphone	 user	 is	
constructed	as	‘not	being	a	member	of	the	team’.		
Well,	it	was	[purchasing	a	smartphone]	because	I	found	like	that	my	friends	were	all	








technological	 characteristics.	 Discussing	 the	 reasons	 why	 participants	 obtained	 their	
smartphone,	Gabriela,	a	young	girl	who	characterizes	herself	as	‘flashier’,	meaning	she	follows	
fashion,	 focuses	 on	 the	 aesthetic	 characteristics	 of	 her	 iPhone.	 She	 articulates	 her	
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smartphone	 as	 a	 fashionable	 gadget,	 distinguishing	 herself	 from	 users	 who	 pay	 more	
attention	to	technological	characteristics	of	the	phone.		
















that	 constructs	 a	 “society	 of	 control”	 (Deleuze,	 1992)	 “where	 motivated	 subjects	 are	






governmentality	 of	 the	 society,	 that	 seduces	 smartphone	 users	 into	 further	 consumption	
practices.			
	
The	 reproduction	of	 gamification	 that	 shifts	 the	 focus	on	 the	game	aspects	of	 the	gadget	
rather	than	its	use	as	a	phone,	also	contributes	to	the	collapse	and	blurring	of	the	borders	
between	 work	 and	 entertainment.	 The	 Internet,	 access	 to	 which	 is	 the	 key	 feature	 of	
























they	are	 spared	alienation”	 (Rey,	2014:	280),	 so	 from	a	Foucauldian	approach,	 “work	and	
leisure	time	are	no	longer	inimical	opposites,	but	tend	to	supplement	each	other”	as	“labour	

















as	 smartphones	 are	 based.	 This	 perspective	 offers	 another	 insight	 as	 to	 understand	why	
young	people	have	become	so	obsessed	with	smartphones	(Ofcom,	2015),	for	these	values	
according	to	Tomlinson	(2003:	58)	are	“the	redundancy	of	effort,	the	ubiquity	of	presence,	













Internet,	 through	 the	 computers	 here,	 in	 everyday	 life.	 “With	 a	 smartphone”	 as	 the	









































Fiona,	 at	 the	 same	 time	 like	 you	 said	no	Snapchat	but	 it’s	 funny,	because	a	 lot	of	
people	I	know	get	in	touch	[using	Snapchat].	It’s	just	sending	pictures	over	captions,	













































-based.	 However,	 these	 applications	 have	many	more	 features	 than	 the	 traditional	 texts	

























another	 discourse	 seems	 to	 be	 dominant,	 that	 of	 novelty	 (Hang	Wong	 et	 al.,	 2012:	 160).	
Bauman	 (2000)	 argues	 that,	 in	 capitalism,	 objects	 are	 deliberately	 not	 durable,	 for	




not	 refer	 just	 to	 the	 designed	 obsolescence	 of	 the	 product	 but	 to	 their	 technological	
improvement	 as	well,	 as	 demonstrated	by	 the	upgrade	of	 a	 previous	model.	 Participants’	























between	 a	 working	 and	 a	 non-working	 mode	 of	 the	 device.	 Different	 operating	 systems	






















an	 established	 company	 in	 regard	 to	 smartphones	offering	 secure	 email,	 but	 Blackberry’s	
success	 was	 soon	 limited	 among	 business	 people,	 failing	 to	 meet	 the	 latest	 technical	
characteristics	developed	and	adopted	by	competitors.	This	case	was	notably	brought	up	in	






Well,	 the	 Blackberry,	 I	 know,	 when	 it	 first	 came	 out	 was	 kind	 of	 considered	 a	











I	got	it,	 it	was	like,	whoa,	this	 is	the	future,	wow,	this	 is	to	browse	and	a	couple	of	
years	later,	literally	two	or	three	years	later,	it	was	like,	how	could	I	ever	have	used	
that,	it’s	impossible.	(fg1)	
Jake	 describes	 eloquently	 the	 notion	 of	 obsolescence	 within	 the	 dominant	 discourse	 of	
neophilia	 and	 also	 their	 superficiality	 and	 flickle	 approach	 to	 once	 prized	 possessions	





of	 use	well	 before	 that	 date,	 dwarfed,	 devalued	 and	 stripped	of	 their	 allurements	 by	 the	
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competition	 of	 'new	 and	 improved'	 offers”.	 This	 passage	 explains	why	 the	 old	 Blackberry	


























Participants	 articulated	 the	 functionalities	 of	 a	 mobile	 phone	 device	 as	 ‘needs’,	 and	 the	








participants,	 thus	 the	 particular	 term.	 Participants’	 articulation	 of	 the	 first	 mobile	 phone	
devices	 they	 obtained	 disclosed	 notions	 of	 neophilia.	 The	 term	 ‘painful’	 is	 reminiscent	 of	
neophilia	whereby	the	experience	of	a	phone	device	not	connected	to	the	Internet	provokes	
a	 seemingly	 unsatisfied	 desire.	 The	 subsequent	 dependent	 relationship	 that	 participants	
articulated	 to	 have	 developed	with	 their	 smartphone	devices	 as	 a	 result	 of	 the	 seductive	
characteristics	presented	in	this	chapter	so	far,	is	explored	in	the	following	section.		
6.6 Dependency	


















‘everything’,	 though,	was	 indicative	 of	 the	 participants’	 heavy	 use	 of	 the	 devices	 and	 the	
unanimity	of	their	response	reveals	a	normalization	of	smartphones’	use,	indicating	addictive	










Halley	echoes	McLuhan’s	 (1964)	 theory	of	media	as	extensions	of	man,	which	argues	 that	
media	change	the	society	as	they	enable	different	relations,	in	accordance	with	Coeckelberg’s	
paradox	 of	 proximity	 seen	 in	 the	 previous	 section.	 Halley	 articulates	 the	 use	 of	 the	
smartphone	as	an	extension	of	herself,	not	an	object	exterior	to	herself.	This	way	of	talking	
about	smartphones	indicates	the	integration	of	the	device	in	her	life	cutting	out	alternative	
ways	 of	 talking	 about	 the	 devices	 such	 as	 surveillance.	 Following	 McLuhan’s	
conceptualization,	according	 to	which	media	 influence	 society	 regardless	of	 their	 content,	
participants’	articulation	of	smartphones	shows	how	the	devices	have	affected	the	way	they	
organize	their	everyday	life,	relying	heavily	on	them.	However,	they	talk	about	it	as	something	
external	 imposed	 on	 them,	 rather	 than	 seeing	 themselves	 as	 part	 of	 these	 power	






























stressed	 if	 I	 didn’t	 have	 it,	 because	 I’d	 think	 like,	 how	 do	 I	 really	 know	 what’s	
happening,	what	 if	someone	has	messaged	me,	what	 if	someone	has	rung	me	etc.	
(Anna,	fg3)		
Anna,	deploys	notions	of	withdrawal	 symptoms	while	 articulating	her	dependency	on	 the	



















here	and	my	phone	died.	 	And	 I	couldn’t	 remember	half	my	shopping	because	my	
shopping	list	was	on	my	phone.		And	that	was	not	so	great	so	…	
So	 far,	 the	 importance	 of	 the	 smartphone	device	 has	 been	 articulated	 on	 the	 grounds	 of	
Internet	connection	that	was	not	possible	with	earlier	mobile	phones,	but	here,	Mia	describes	













The	 language	 used	 by	 the	 participants	 in	 relation	 to	 their	 smartphones	 depicts	 a	 strong	
attachment	to	their	devices.	These	participants	describe	the	case	of	the	smartphone	battery	
going	 flat	 using	 terms	 of	 sorrow	 such	 as	 ‘die’,	 ‘feeling	 of	 loss’,	 commonly	 used	 for	 losses	
experienced	 in	 relation	 to	 people,	 rather	 than	 objects	 similar	 to	 the	marketing	 language	











































as	 passive	 subjects	 to	 the	 dominant	 discourses.	 Their	 seduction	 to	 the	 discourses	 around	
technologies	was	justified	by	the	participants	on	the	basis	of	the	benefits	which	is	a	result	of	






Karun	was	within	a	 focus	group	 that	 led	 the	discussion	 to	a	very	critical	evaluation	of	 the	

















Anna	 articulated	 a	 struggle	 in	 terms	 of	 her	 justification	 as	 to	 the	 reasons	 why	 they	 (the	













have	 been	 used	 to	 describe	 the	 first	 mobile	 device	 were	 reproduced	 in	 the	 context	 of	
smartphones.	 This	 gradual	 shift	 from	mobile	phone	device	 to	 the	 smartphone,	where	 the	




the	 consumers	 in	 stages	 that	 appear	 to	 be	 insignificant,	 but	 amount	 to	 a	 great	 deal	 of	
significance	 (Deighton	 and	 Grayson,	 1995).	 The	 smartphone	 was	 articulated	 through	
discourses	of	security	and	gamification	similarly	to	the	earlier	mobile	phones	and	expanded	
to	 immediacy	 and	 neophilia52.	 These	 discourses	 can	 be	 interpreted	 as	 elements	 of	 the	
seductive	process	that	led	to	a	dependent	relationship	as	participants	described	it.			
	
In	 a	world	where	 risk	 and	 potential	 dangers	 are	 always	 present,	 participants	 constructed	
strong	opinions	over	 security	 and	 safety	 that	 smartphones	 is	 argued	 to	 serve.	 Positioning	




Foucault	 ‘pastoral	 power’,	 as	 a	 result	 of	 pervasive	dangerization	 to	maintain	 the	parental	











Following	 this,	 the	 analysis	 showed	 the	 construction	 of	 gamification	 discourse	 around	
smartphones.	 Within	 this	 discourse,	 the	 design	 of	 the	 smartphones	 appeared	 to	 be	 an	










Through	 the	 analysis,	 notions	 of	 obsolescence	 were	 repeated	 constructing	 the	 discourse	
neophilia,	which	generally	means	the	affection	for	anything	new.	In	this	context,	participants	





advertisements	 organised	 consumer	 choice	 around	 variability,	 novelty	 and	 fashion”.	 Even	
though	 this	 quote	 can	 be	 read	 as	 reducing	 agency,	 it	 can	 be	 argued	 that	 these	 are	 the	

















power	 relations	 provoked	 these	 discursive	 patterns,	 where	 participants	 reported	 to	 have	








studies	 specifically,	 seems	 to	 be	polarized;	 at	 one	 end	of	 the	 spectrum	are	 creativity	 and	
empowerment	 and	 at	 the	 other	 is	 surveillance	 (Gauntlett,	 2015:	 7).	 This	 means	 that	
technologies,	 as	 seen	 already	 in	 the	 literature	 review,	 can	 be	 discussed	 either	within	 the	
discourse	of	 information	society	where	technologies	serve	the	user,	or	within	surveillance,	






This	 analysis	 focuses	 on	 the	 codes	 that	 concerned	 participants’	 reactions	 to	 negative	
associations	 with	 surveillance	 which	 were	 provoked	 by	 the	 research	 design	 using	 the	
vignettes.	As	 I	 shall	 argue	 in	 this	 chapter,	participants	negotiate	 the	 surveillant	aspects	of	
smartphones	 constructing	 the	 notions	 of	 resignation,	 avoidance	 and	 responsibilization	 to	
conform	to	the	normalization	of	surveillance.	This	arguably	has	the	effect	of	maintaining	their	
position	 as	 seduced	 surveilled	 subjects,	 minimizing	 or	 rationalizing	 away	 any	 potential	





well	 as	 trade-off	 arguments	 to	 construct	 their	 resignation	 to	 surveillance.	 Most	 of	 the	
participants	 when	 exposed53	 to	 surveillance	 articulated	 feelings	 of	 shock,	 discomfort	 and	


























life.	 Like	 knowing	 everything,	 like	 every	 step	 you	 take,	 every	 day	 you	 go	 there.	 It	
doesn’t	sound	appealing;	it	doesn’t	sound	that	safe.		




have	 everything,	 they	 shouldn’t	 have	 all	 the	 information	 because	 sometimes	 you	













a	 bin	 for	 data	 collection	 purposes.	 The	 exposure	 to	 this	 surveillance	 mechanism	 was	
negotiated	 within	 the	 discourse	 of	 security	 as	 seen	 before	 but	 mainly	 within	 advertising	
purposes	 denying	 further	 direct	 impacts	 from	 such	 surveillance	 practices.	 Most	 of	 the	
participants	related	this	data	collection	practice	to	targeted	advertisements	that	appear	on	










these	 practices,	 which	 they	 called	 ‘ad-blindness’.	 This	 ‘cynical	 distance’,	 results	 a	 dis-












and	 thus,	 she	positioned	herself	as	with	no	power.	This	could	be	 read	as	she	 is	no	 longer	
seduced	and	actively	participated	in	her	surveillance	with	full	knowledge	which	would	have	







to	 the	 decision	 she	needs	 to	make	 in	 regard	 to	 this	 trade-off	 posed	by	 the	 design	 of	 the	
applications.	Having	spent	over	a	year	with	her	smartphone,	a	key	feature	of	which	are	the	
applications,	she	reports	her	resignation	over	the	rejection	of	their	use.	Similarly,	there	were	




their	 resignation,	 though,	 owing	 to	 their	 familiarization	 with	 -even	 dependency	 on-	 their	
devices	as.	Participants	resigned	to	the	location	tracking	operating	system	characterized	the	












between	different	practices.	 I	 chose	 to	use	 the	 term	resignation	over	compliance	as	most	
participants	 did	 not	 position	 themselves	 as	 submissively	 accepting	 surveillance	 practices,	
instead,	 they	 built	 a	 justification	 of	 their	 decision	 to	 accept	 data	 collection	 in	 a	way	 that	











the	 participants	 lie	 on	many	 and	 different	 dimensions	 of	 everyday	 life,	 which	makes	 the	
means	of	surveillance	“domesticated,	normal,	unremarkable”	Bauman	et	al.	(2014:	142)	and	
so	people	disregard	the	surveillance	practices.		
I	 think	 it	 is	 for	 some	 people	 it’s	 probably	 just	 a	 quite	 a	 small	 price	 to	 pay	 for	 a	
smartphone.	I	don’t	think	anybody	is	going	to	be	living	without	a	smartphone.	(Mania,	
fg6)	
Smartphones	 were	 described	 among	 the	 participants	 as	 a	 necessity	 in	 modern	 societies,	
constructing	surveillance	techniques	as	a	‘price’	people	have	to	pay	to	be	part	of	modernity.	
However,	 participants	 seemed	 to	 construct	 their	 reality	 through	 their	 own	 subjectivity,	
arguing	that	everybody	in	modern	societies	owns	a	smartphone	deviceignoring	those	who	do	
not	possess	one,	thus	normalizing	the	use	of	smartphones	and	resigning	themselves	to	any	
negative	 aspects.	 This	 cynical	 stance	 that	 participants	 take	 as	 to	 surveillance	 techniques	
occurring	through	their	smartphone	devices	can	be	interpreted	through	Žižek’s	(1989)	theory	
of	fetishism.	According	to	this	interpretation,	participants	adopt	a	“cynical	consciousness”	in	
regard	 to	 surveillance	 and	 thus,	 even	 though	 they	 recognize	 its	 existence,	 they	 resign	
themselves	to	being	at	ease	and	enjoying	the	use	of	smartphone	devices.	In	the	context	of	
commodity	 fetishism,	 participants’	 trade-off	 arguments	 show	 the	 perception	 of	 concepts	
such	as	privacy	on	the	basis	of	economic	value.	This	could	be	interpreted	as	a	key	feature	of	
neo-liberal	 capitalism	 drawing	 upon	 Foucauldian	 approaches,	 explaining	 how	 “the	 social	


















not	 use	 money	 in	 the	 exchange	 for	 a	 commodity,	 rather	 they	 share	 their	 data	 with	 the	










of	 the	 participants,	 though,	 articulated	 this	 subject	 position	 in	 relation	 to	 the	 technology	
through	which	surveillance	operates.	Ascribing	an	agency	to	the	technology,	they	articulated	




how	 surveillance	 as	 a	 form	 of	 power	 operates,	 where	 the	 “watcher”	 was	 presented	 as	
unknown,	 and	 the	 technology	 used	 as	 impenetrable.	 Within	 these	 discourses,	 then,	 the	




and	because	 it’s	a	machine	you	can’t	do	anything	against	 it.	 	Even	 if	your	phone	is	
turned	off	they	can	still	track	you,	it’s	possible.	So	it’s	…	there	is	no	way	anymore	to	













In	 the	previous	 section	 I	 explored	 the	 strategy	of	 resignation	 in	 the	way	 that	participants	
articulate	how	they	come	to	terms	with	the	surveillant	aspects	of	smartphone	devices.	The	
main	 discourses	 around	 resignation	 as	 emerged	 through	 the	 analysis	 were	 futility,	
powerlessness	and	trade-off.	In	this	section,	the	strategy	of	avoidance	will	be	explored	where	
participants	constructed	their	 subject	position	by	placing	surveillance	mechanisms	beyond	
their	 sphere	 of	 concern	 as	 they	 drew	 a	 line	 between	 themselves	 and	 surveillance	 as	 a	
mechanism	 of	 scrutiny.	 The	 discursive	 patterns	 around	 this	 strategy	 were	 the	 lack	 of	
awareness	around	the	operation	of	surveillance	and	the	denial	of	positioning	themselves	as	
subjects	of	 interest	 in	 this	 process.	 Building	on	 these	discourses,	 participants	 avoided	 the	
exposure	to	surveillance	that	required	them	to	negotiate	their	position	as	surveilled	subjects.		

















surveilled	 subject	 positions	 and	 the	 direction	 of	 users’	 focus	 on	 the	 positive	 attributes	 of	











in	 accordance	 with	 Lyon’s	 argument	 (2002:	 244)	 that	 users	 focus	 on	 “convenience	 and	



































and	 justified	 the	 active	 choice	 of	 not	 knowing	 about	 surveillance	 practices,	 avoiding	 the	









tracked	and	things	 like	that,	 it	was	a	bit	weird	but	then	I	was	a	 little,	 like,	 I	almost	
didn’t	believe	it	in	a	way,	like	if	I	was	to	pick	up	a	phone,	I	wouldn’t	know	where	to	




context	 of	 technology	 as	 described	 above	 but	 also	 on	 the	 alienation	 from	 the	 potential	
identity	as	a	surveilled	subject.	The	visualization	of	a	smartphone	user’s	data	generated	by	
the	 phone	masts	 in	 the	 vignette	 brought	 forward	 discourses	 of	 lack	 of	 knowledge	 about	
technology,	 the	 participant	 claimed	 that	 it	 was	 hard	 to	 believe	 that	 such	 information	 is	
available	 as	 it	 was	 so	 far	 out	 of	 her	 experience	 and	 skills.	 Upon	 the	 realization	 of	 the	
	[201]	
	








Sara	positioned	herself	 as	 an	 innocent	 citizen,	 thus	not	 concerned	about	 surveillance	and	
participants	deploying	these	discursive	arguments	tried	to	reconfigure	potential	subjectivities	
in	this	respect	by	arguing	they	have	nothing	to	hide.	They	constructed	potential	surveilled	
subjects	 for	whom	surveillance	would	be	 legitimate,	 such	as	 criminals	or	people	of	public	
interest,	e.g.	politicians	and	celebrities	 rationalizing	 the	 surveillance	 system.	This	position,	
though,	can	also	be	interpreted	through	the	lenses	of	research	in	surveillance	and	business	
studies	 that	argues	 individuals	 resist	when	 they	have	a	negative	experience	so	when	 they	




The	 process	 of	 thinking	 in	 terms	 of	 ‘cost–benefit	 calculations’	 (Lemke,	 2001:	 200),	 seen	























not	 for	bad	things,	but	 for	developing	useful	gadgets	that	you	can	use	 in	your	 life,	
those	kind	of	things.	(Matthew,	fg3)	








	I	 think	 it’s	 a	 good	 thing	 in	 a	 sense	 because	 it	 means	 they	 want	 to	 better	 our	








economy	of	personal	 information	 stress	 the	use	of	 data-mining	 techniques	 to	predict	 not	
what	would	be	useful	to	consumers	-based	on	Bauman’s	(2000)	argument	that	today’s	desires	


















































In	a	 similar	way,	participants	articulated	 trust	 in	government,	arguing	 that	 they	employed	
















they	 actually	 check	 your	 Facebook	profile,	 and,	 obviously,	 I’m	 very	Western.	 So	 it	
wouldn’t	serve	me	well.	
Mania:	 In	 reaction	 to	 what	 she	 said,	 coming	 from	 [a	 European	 country]	 which	 is	
supposed	to	be	democratic,	I’m	less	worried	about	what	the	state	could	hear	about	


















here,	 as	 this	 is	 the	 essence	 of	 Othering,	 differentiating	 and	 constructing	 ourselves	 as	
superiors.	 In	 Foucauldian	 terms	 this	 can	be	explained	as	normalization	of	power	 relations	
achieved	through	‘dividing	practices’,	here	seen	as	‘us’	(democratic	societies)	versus	‘them’	
(countries	 in	 political	 crisis)	 (Foucault,	 1975,1980,	 1982,	 1988).	 The	 participant	 from	 the	







a	 face,	whereas	 in	 democratic	 societies	 the	 surveillance	 is	 faceless	 and	 the	 ‘watcher’	 not	





responsibilization	 over	 their	 exposure	 as	 a	 negotiation	 strategy	 to	 surveillant	 aspects	 of	
	[208]	
	










discussions.	 The	 analysis	 of	 the	 data	 in	 this	 section	 will	 shed	 light	 on	 understanding	 the	
‘privacy	 paradox’	 (Barnes,	 2006;	 Miltgen	 and	 Peyrat-Guillard,	 2014;	 Taddicken,	 2013)	
discussed	in	the	literature.	This	paradox	argues	on	the	inconsistency	between	users’	concerns	
over	 their	 privacy	 and	 their	 online	 behaviour.	 Following	 the	 sections	 on	 resignation	 and	























Karen:	So	 sometimes	 it’s,	 like,	working	 in	 the	background.	 If	 you	 like	weather	and	
stuff.	(fg12)	
	


















Even	 though	 the	 participants	 did	 not	 articulate	 a	 clear	 understanding	 of	 how	 the	 system	
operates,	they	argued	nevertheless	that	others	can	have	access	to	their	data	only	if	they	allow	






































































location	 in	 information	 I	share,	especially	on	Twitter,	as	 I	have	no	privacy	settings.	
However,	I	am	not	concerned	about	including	it	on	apps	where	I	have	chosen	who	
can	 follow	me,	 such	as	 Instagram	or	Strava,	 since	 I	enjoy	 the	 location	services	 too	
much	on	 these	apps	as	 they	 record	where	my	photos	were	 taken	and	my	 running	
routes	respectively.	(Ela,	fg4)	
The	main	discursive	pattern	appeared	in	the	email	questions	that	reflected	on	focus	group	






















conforming	 to	 surveillance	 and	 submitting	 to	 its	 powers	 by	 restricting	 the	 freedom	 of	
expression.	 The	way	 participants	 talk	 about	 this	 negotiation	 strategy	 does	 not	 indicate	 a	
purpose	to	disrupt	the	system	rather	that	risks	of	surveillance	are	an	outcome	of	their	actions	
implying	that	surveillance	is	not	dangerous	when	you	behave.		




censorship	 (Duguay,	2016;	Hogan,	2010).	Calia	argued	 that	 she	would	never	put	on	 social	
networks	something	that	she	would	not	 like	to	be	known	about	her,	 implying	her	concern	
that	what	she	might	post	online	could	be	used	directly,	or	in	the	future	against	her.	In	almost	
no	cases,	participants	 seemed	 to	demand	 their	 right	of	 freedom	of	expression,	which	 is	a	
cornerstone	of	democratic	societies.	As	seen	earlier	they	have	rationalized	the	surveillance	
itself,	mainly	for	the	‘bad	data	subjects’	(McCahill	and	Finn,	2014)	even	when	it	actually	results	
in	 the	 infringement	of	 liberty	 as	 this	 is	 not	how	 they	articulate	 it.	 They	 responded	 to	 the	
surveillant	 aspects	 by	 controlling	 their	 exposure,	 and	 constructing	 a	 compliant	 position	
	[215]	
	






















































Following	 the	 analysis,	 emerges	 the	 paradox	 between	 the	 avoidance,	 resignation,	 active	




power	 over.However,	 they	 referred	 to	 their	 responsibility	 over	 their	 data	 management	


















to	surveillance	seduced	by	 the	notions	around	smartphones	explored	 in	Chapter	6.	 In	 this	
context,	these	strategies	show	that	conformity	is	not	a	position	that	subjects	simply	consent	
to	and	adopt,	accepting	the	total	mechanism	of	surveillance.	These	positions	are	not	mutually	










lack	 of	 awareness	 or	 understanding	 about	 the	 operation	 of	 mass	 surveillance	 and	 the	
potential	risks	to	society,	including	themselves.	The	next	concluding	chapter,	will	elaborate	
on	and	further	discuss	these	chapters	of	analysis	through	the	lenses	of	the	existing	literature	






This	 concluding	 chapter	 links	 the	 findings	 and	 literature,	 while	 addressing	 the	 research	
questions.	The	reflections	and	limitations	of	the	study	are	discussed	before	setting	out	the	
contribution	that	 is	offered	 in	theoretical,	empirical	and	societal	contexts.	 I	argue	that	the	




and	 critical	 consumer	 studies,	 especially	 in	 terms	 of	 technological	 products.	 The	 analysis	
showed	 that	 participants	 did	 not	 simply	 accept	 the	 surveillant	 aspects	 of	 their	 devices,	
supporting	recent	studies	that	raise	concerns	over	users’	awareness	and	limitation	of	choices	
leading	them	to	trade-off	arguments	incompatible	with	democratic	values	(Dencik	and	Cable,	
2017;	 Turow	 et	 al.,	 2015).	 This	 chapter	 also	 makes	 suggestions	 for	 policy	 makers	 and	
educators.	Concluding,	recommendations	for	further	research	are	made	as	the	study	was	an	












though,	 within	 the	 discourse	 of	 ‘risk	 society’	 (Beck,	 1992),	 surveillance	 has	 come	 to	 be	
discussed	 in	 terms	 of	 its	 pre-emptive	 capabilities	 (van	 Brakel,	 2016).	 This	 approach	 has	
resulted	 in	 suggestions	 on	 ‘untargeted	 surveillance’	 (Hadjimatheou,	 2014)	 as	 a	 way	 to	
overcome	 ethical	 issues	 such	 as	 social	 discrimination	 of	 targeted	 surveillance	 practices.	




In	 this	 context,	 the	 public	 debate	 on	 surveillance	 focuses	 on	 the	 appropriate	 practices	 of	
surveillance	techiques	and	tools	in	the	name	of	security	reducing	the	surveillance	mechanism	





[a]ny	 critical	 analysis	 of	 the	 modern	 surveillance	 state	 must	 move	 beyond	
documenting	abuses	of	state	power	to	address	how	government	repression	has	been	
allowed	 to	 proceed	 unchecked,	 and	 even	 to	 flourish,	 through	 its	 support	 of	 an	














and	work.	 As	 digital	 gadgets	 are	mainly	 a	 product	 that	 industry	 develops	 and	markets	 to	
attract	 consumers,	 they	 were	 explored	 through	 the	 literatures	 of	 design	 and	 consumer	
research.	 Exploring	 digital	 gadgets	 as	 products	 of	 consumption	 offer	 further	 insights	 in	
understanding	 people’s	 participation	 to	 surveillance	 practices,	 emphasizing	 the	 neoliberal	
governmentality	of	society.	Focusing	on	the	seduction	process,	organization	studies	literature	














what	 positions	 they	 articulate,	 the	 study	 employed	 focus	 groups	 as	 a	 method	 for	 data	
collection,	 using	 visual	 vignettes	 to	 construct	 or	 reconstruct	 the	 seemingly	 contradictory	
discourses	of	seduction	and	surveillance.	Furthermore,	reflective,	structured	email	interviews	
complemented	the	data	collection	process	to	further	explore	whether	the	discussion	on	the	
surveillant	 aspects	 of	 smartphones	 had	 an	 impact	 on	 the	 articulation	 of	 the	 relationship	
participants	developed	with	their	devices.	The	study	chose	to	focus	on	young	users	(18–24)	
as	 they	 are	 reported	 to	 be	 heavy	 users	 of	 such	 devices	 (Ofcom,	 2015)	 and	 have	 been	
characterized	as	‘digital	natives’	as	they	have	been	raised	in	the	digital	era	(Prensky,	2001).				
	
The	 questions	 that	 the	 study	 set	 out	 to	 explore	 within	 the	 phenomenon	 of	 subjective	
experience	of	everyday	surveillance	were:	How	do	young	smartphone	users	living	in	the	UK	
articulate	the	relationship	with	their	devices?	To	what	extent	does	awareness	of	these	devices	






How	 do	 young	 smartphone	 users	 living	 in	 the	 UK	 articulate	 the	 relationship	 with	 their	
devices?	
The	 first	 research	 question	 set	 out	 in	 the	 study	 explored	 participants’	 articulation	 of	
smartphones’	 use	 and	 the	 characteristics	 that	make	 the	devices	 so	popular	 among	 young	
people,	to	the	point	that	they	are	characterized	as	being	obsessed	with	them	(Ofcom,	2015).	
The	analysis	presented	 in	Chapter	6	 shed	 light	on	 this	question,	discussing	 the	notions	of	
security,	gamification,	 immediacy,	neophilia	and	the	resultant	dependent	relationship	with	
the	devices	that	emerged	 in	the	analysis.	The	discursive	patterns	around	the	smartphones	
revealed	 the	 seductive	 characteristics	 in	 terms	of	both	 the	 smartphones	and	applications’	
design.	The	findings	also	suggested	a	seductive	process	within	the	use	of	smartphones	in	a	






framework	 of	 seduction	 presented	 in	 Chapter	 3	 explored	 generally	 the	 definition	 of	 the	
concept	and	the	process	of	seduction.	The	analysis	supported	the	theorization	of	seduction	
and	offered	 further	 insights	 on	 the	 characteristics	 that	make	 the	product	 and	 its	 services	
seductive.	 Furthermore,	 the	 notion	 of	 security	 appeared	 prominent	 in	 the	 discussions,	
contributing	 to	 the	 concept	 of	 seduction	 and	 indicating	 the	 dominant	 ideology	 of	










threat,	 which	 enables	 pastoral	 forms	 of	 power	 to	 become	 dominant.	 In	 this	 context,	
smartphones	were	articulated	by	the	participants	as	a	safety	tool	that	can	always	be	available	







they	 argued	 the	 smartphones	made	 them	 feel	 safer.	 So,	 security	 appeared	 as	 a	 relevant	
concept	for	the	participants	revealing	its	complex	nature	including	oppositional	modes	that	







Turning	 to	 the	 technology	 as	 such,	 discourses	 of	 seduction	 as	 a	 process	 of	 temptation	
appeared	very	clearly.	As	Edgerton	(2011:	ix)	argues,	technology	“has	been	closely	linked	with	
invention	 (the	 creation	 of	 a	 new	 idea)	 and	 innovation	 (the	 first	 use	 of	 a	 new	 idea)”.	 This	




























(Scholz,	2013:	1).	This	 simplicity	of	 joining	 the	game	appeared	as	an	attractive	element	 in	




another	 technique	to	 involve	users	 in	 their	own	surveillance	that	contributes	 to	economic	
proliferation	for	the	market,	and	further	societal	control	for	the	state.	Bauman	et	al.	(2014:	
142)	argue	that	the	element	of	fun	is	a	key	factor	for	the	acceptance	of,	even	though	I	would	




was	 the	 notion	 of	 immediacy	 that	 contributes	 to	 the	 convenience	 smartphones	 offer.	 In	
accordance	with	recent	studies	(Lee	and	Cook,	2015),	immediacy	was	a	repeated	discursive	
pattern	 among	 the	 users,	 making	 smartphones	 very	 useful	 for	 their	 everyday	 life	 and	
contributing	to	the	development	of	a	dependent	relationship.	Smartphones	were	articulated	
















devilish	 and	 teenagers	 as	 constitutionally	 incapable	 of	 having	 agency	 in	 response	 to	 the	
temptations	 that	 surround	 them”.	 However,	 the	 study	 explored	 the	 notions	 related	 to	
addiction	 in	 a	 productive	manner,	 as	 a	way	 to	 understand	why	 and	 how	participants	 are	
seduced	 by	 technology	 developing	 an	 irrational	 relationship	 with	 it	 (Stivers,	 2004:	 107)	
exposing	the	power	relations	of	seductive	surveillance.	The	aim	of	the	study	was	not	to	make	
a	sterile	 judgment	as	to	the	widespread	use	of	smartphones	but	rather	to	understand	the	
























to	 the	 surveillant	 aspects	 of	 their	 smartphones.	 The	 way	 they	 negotiated	 surveillance	





over	 surveillance	 shed	 light	 on	 the	 power	 relations	 within	 everyday	 surveillance	 that	
appeared	to	be	seductive.	In	this	sense,	resistance	as	a	conceptual	framework	was	used	to	
inform	the	analysis	as	a	“diagnostic	of	power”	 (Abu-Lughod,	1990:	41)	according	to	which	
resistance	can	be	used	 to	explore	 the	power	 relations	and	 the	methods	used	 to	establish	
them.		
	




















censorship.	 In	 contrast,	 the	 ‘tangible	 Other’,	 the	 surveillant	 Other	 who	 could	 be	 in	 close	























The	 avoidance	 strategy	 is	 a	 more	 passive	 resistant	 discourse	 that	 does	 not	 oppose	





















feel	 powerless	 to	 act	 upon	mass	 surveillance,	 to	which	 they	 appear	 to	 be	 sympathetic	 in	
	[232]	
	












experience	of	surveillance	through	online	activities	“[i]t	 is	 the	breadth	of	exposure,	 rather	
than	exposure	itself,	that	is	the	issue.”		
	
The	negotiation	 strategy	of	 responsibilization	 through	data	management	 referred	 to	both	
technological	solutions	achieved	by	adjusting	the	privacy	settings	of	their	devices	and	relevant	
applications	where	 possible,	 and	 the	 self-censorship	 as	 to	what	 kind	 of	 information	 they	
upload	on	the	web.	Interestingly,	this	strategy	offers	insights	on	the	‘nothing	to	hide,	nothing	
to	fear	argument’,	as	this	rhetoric	implies	that	“privacy	is	necessary	only	for	those	who	have	
something	 to	 hide”	 (boyd,2014:	 63)	 undermining	 the	 right	 to	 freedom	 of	 expression.	
However,	the	main	point	about	the	data	management	strategy	is	that	it	implies	participants’	




thus,	 ‘immune’	 to	 surveillance	practices	 that	are	directed	 towards	 the	 ‘bad	data	 subjects’	








settings	 but	 they	 did	 not	 report	 more	 ‘inconvenient’	 ways	 of	 data	 management	 such	 as	
encryption	systems	whereas	there	are	also	data	collected	automatically	by	the	device	upon	






Following	 the	 analysis,	 the	 privacy	 paradox	 does	 not	 seem	 such	 a	 paradox	 anymore	 as	
participants	 articulated	 their	 responsibility	 on	 the	 way	 they	 use	 their	 smartphones	 and	
relevant	 applications	without	 giving	 up	 on	 the	 socialization	 through	 them	 (Lee	 and	 Cook,	





[…]	 characteristically	 develop	 indirect	 techniques	 for	 leading	 and	 controlling	 individuals	
without	at	the	same	time	being	responsible	for	them”	(Lemke,	2001:	201).	In	this	sense,	the	
mechanism	 of	 surveillance	 is	 successful,	 as	 on	 the	 one	 hand	 participants	 articulated	




The	 study	 in	 both	 a	 theoretical	 and	 empirical	 sense	 contributes	 to	 the	 understanding	 of	
everyday	surveillance	on	a	subjective	 level.	The	concept	of	everyday	surveillance	refers	 to	
surveillance	occurring	through	implicit	means	of	surveillance	that	monitor,	collect,	store	and	
manipulate	 users’	 data.	 These	means	 are	 related	 to	 digital	 gadgets	 that	 people	 purchase	
themselves,	such	as	in	the	case	of	the	smartphones,	where	the	main	discourse	around	them	











their	 teenage	 years.	 This	 means	 that	 younger	 generations	 that	 are	 introduced	 to	 digital	








a	 specific	 socioeconomic	 background	 but	 covered	 in	 certain	 extent	 the	 cultural	 diversity.	
People	 from	different	countries,	different	educational	 levels	and	 financial	 situations	might	
























tool	 to	 explore	 and	 further	 understand	 users’	 engagement	 with	 digital	 gadgets,	 and	
consequently	 their	 participationin	 their	 own	 surveillance,	 providing	 ever	 more	 data	
(Andrejevic,	2012).	It	illuminated	the	privacy	paradox	as	discussed	in	academia	(Barnes,	2006;	
Miltgen	 and	 Peyrat-Guillard,	 2014;	 Taddicken,	 2013)	 and	 the	 binary	 argument	 of	 total	
acceptance	or	 rejection	of	 relevant	 technologies	 (Lyon	et	al.,	 2012:	4).	 The	analysis	offers	
insights	 into	 the	 notions	 on	 which	 seduction	 is	 constructed,	 showing	 the	 struggles	 and	
complexities	of	the	phenomenon	of	everyday	surveillance	and	the	surveilled	subject	position.	
The	characteristics	of	seduction	serve	the	surveillance	mechanism,	tempting	users	to	engage	
with	 the	 devices	 providing	 personal	 information,	 while	 downplaying	 the	 risks	 of	 mass	






Indeed,	 in	 the	 case	 of	 the	 closer	 proximity	 of	 the	 surveillant	Other	 or	 lateral	 surveillance	
(Andrejevic,	2002),	participants	employed	different	strategies	 in	their	negotiation	with	the	




academic	and	a	 societal	 level.	 In	 terms	of	 the	academic	body	of	 knowledge,	 it	 provides	a	
different	 theorization	 of	 everyday	 surveillance	 contributing	 to	 the	 exploration	 of	 this	
underdeveloped	phenomenon,	where	it	also	suggests	a	different	methodological	approach	
employing	the	visual	vignettes.	In	regard	to	the	societal	impact	of	the	study,	drawing	upon	















gadgets,	 contrary	 to	 explicit	 state	 or	 workplace	 surveillance,	 the	 study	 introduces	 a	
theoretical	 framework	 involving	 the	 original	 concept	 of	 seductive	 surveillance.	 These	
theoretical	lenses	support	the	study	of	surveillance	as	form	of	power	relations	that	within	“a	





individuals	 themselves.	 They	 are	 designed	 as	 products	 to	 be	 attractive,	 where	 values	 of	
organization	 loyalty	 are	 employed	 to	 engage	 the	 consumers.	 Thus,	 seductive	 surveillance	
draws	 upon	 consumer	 research,	 design	 and	 organizational	 studies	 to	 offer	 further	
understanding	 on	how	 seduction	operates	 in	 a	 neoliberal	 context.	 People	 are	 seduced	 to	
everyday	use	of	digital	gadgets	and	relevant	applications	that	are	means	of	surveillance,	thus	
people	 are	 seduced	 to	 surveillance	 mechanism.	 This	 theoretical	 framework	 offers	 an	
alternative	 analytic	 tool	 for	 surveillance	 studies,	 enhancing	 our	 understanding	 of	 public’s	
engagement	 with	 their	 surveillance,	 as	 being	 both	 a	 condition	 and	 consequence	 of	 this	
seduction	with	digital	gadgets.		
	






the	risks	of	surveillance	while	disregarding	the	 ‘irresistible	sweetness’	of	 technology	 (Katz,	
2008)	and	the	impact	on	users’	behavioural	practices	in	regard	to	their	digital	gadgets.	Thus,	
the	 concept	 of	 seductive	 surveillance	 conntributes	 to	 the	 exploration	 of	 the	 resistant	
discourses	in	a	subjective	level.	The	study	understands	resistance	to	everyday	surveillance	as	




Seductive	 surveillance	 as	 form	 of	 power	 created	 three	 ‘resistant’/power	 diagnostic	




‘privacy	 paradox’	 arguing	 that	 it	 is	 questionable	 as	 to	 whether	 seductive	 surveillance	 is	
ultimately	irresistible	as	there	are	multiple	struggles	involved.	Furthermore,	these	diagnostic	





framework	 of	 seductive	 surveillance	 offers	 theoretical	 underpinnings	 on	 better	






The	 attitudes	 of	 the	 public	 towards	 surveillance	 have	 been	 explored	 mainly	 from	 a	







Surveillance	mechanism	 is	 a	 complicated	 system	 for	 the	 lay	public	 to	understand	and	 the	
concepts	of	privacy	can	be	interpreted	in	different	ways.	Furthermore,	it	seemed	that	the	the	
“cultural	 repertoire	 of	 discourses”	 available	 to	 the	 participants	 (Arribas-Ayllon	 and	
Walkerdine,	2008:	99)	was	limited	revealing	the	seductive	nature	of	such	surveillance	tools	
and	techniques.	A	qualitative	approach	adds	to	further	understanding	how	people	articulate	
such	 complex	 notions.	 The	 qualitative	 studies	 exploring	 the	 subjectivity	 within	 everyday	
surveillance	 have	 employed	 interviews,	 questionnaires	 and	 media	 analysis	 based	 on	 the	
public’s	experience	of	how	they	use	digital	gadgets	and	their	online	behaviour	(Harper	et	al.,	







digital	 stories,	 that	 are	 similar	 to	 what	 is	 here	 termed	 as	 visual	 vignettes,	 have	 been	















explore	 the	 differentiation	 in	 users’	 articulation	 around	 surveillance	 technologies,	 it	 is	
suggested	to	visualize	the	real	risks	of	surveillance	and	explain	through	simple	examples	the	

















mainly	 revealed	 the	 rejection	 of	 the	 surveilled	 subject	 position,	 on	 the	 basis	 they	 do	 not	
belong	to	social	groups	for	which	surveillance	practices	would	be	justified,	and	the	doubt	on	
the	 extent	 to	 which	 the	 surveillance	 mechanism	 operates	 -what	 can	 be	 technologically	












the	 trade-off	 argument,	 marketers	 give	 policymakers	 false	 justifications	 for	 allowing	 the	





be	 surveillance	 practices	 such	 as	 discrimination	 or	 social	 profiling	 and	 limitation	 of	 the	
freedom	 of	 expression.	 Indeed,	 the	 limitation	 of	 their	 freedom	 of	 expression,	 presented	






could	 employ	 to	 protect	 their	 data,	 such	 as	 encryption.	 They	 embraced	 the	 brands	 of	
smartphones	and	applications	that	promise	advanced	security	settings	and	methods	for	their	
data	 but	 they	did	 not	 elaborate	on	 their	 skills	 and	 technological	 potentials	 to	 disrupt	 the	
surveillance	 mechanism.	 Following	 the	 analysis,	 this	 receives	 two	 dimensions	 of	
interpretation;	participants	were	technologically	illiterate	and	to	obtain	such	knowledge	and	
apply	this	kind	of	control	over	the	data	are	time	consuming.	Seduction	operates	mainly	on	

























































particular	 group	 and	 in	 a	 particular	 society.	 However,	 different	 social	 groups	 in	 different	
contexts	 might	 articulate	 a	 different	 relationship	 with	 their	 smartphone	 devices	 as	 for	
example	they	might	be	seen	as	a	‘survival	kit’	for	the	refugees	crossing	the	borders,	where	
the	same	device	could	be	used	for	surveillance	purposes.	Thus,	future	research,	comparisons	
along	 different	 social	 groups	 could	 explore	whether	 seductive	 surveillance	meets	 greater	







(2015:	 675)	 argue	 “[r]esistance	 (Mann	 et	 al.,	 2002),	 acceptance	 (Marwick,	 2012)	 and	
redirection	(Andrejevic,	2002)	of	surveillance	are	all	possible,	yet	there	are	few	examples	of	
how	individuals	(dis)engage	with	or	experience	surveillance”.	Thus,	the	study	focusing	on	the	










The	 study	 offers	 a	 further	 understanding	 of	 the	 operation	 of	 neoliberal	 rationality	 in	 the	
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At	 the	 beginning	 of	 the	 focus	 group	 the	 researcher	 will	 present	 herself	 and	 explain	 the	






















































































their	smartphone	devices	and	the	ways	 in	which	they	use	these	devices.	 In	particular,	 the	
research	will	focus	on	how	young	users	perceive	the	location	tracking	systems	which	enable	
many	of	the	apps	on	their	phones.		




















the	 researcher.	The	video	 recordings	will	be	only	 seen	by	 the	 researcher	 in	 charge.	Video	








































































































the	 information	 I	am	providing	may	be	 looked	at	by	 responsible	 individuals	
and	under	 the	supervision	of	 the	principal	 investigator	of	 this	 study	 for	 the	
purpose	of	transcribing	the	recoded	focus	group	meeting,	or	for	contributing	
to	the	understanding	of	the	matter.	I	give	permission	for	these	individuals	to	














































principal	 investigator	 (E:	 pinelopi.troullinou@open.ac.uk;	 T:	 +44(0)	 1908655019).	 If	 you	 have	 any	
question	about	your	rights	as	a	research	participant	in	the	study,	please	contact	the	Open	University	
Human	Research	Ethics	Committee	via	email	at	research-ethics@open.ac.uk.	Please	print	a	copy	of	
this	consent	form	and	information	sheets	for	your	records,	if	you	desire	so.	
£		I	have	read	and	understood	terms	and	conditions	of	the	study.	I	certify	that	I	am	18	years	old	or	
older.	I	am	willing	to	take	part	in	this	study	and	this	is	a	voluntary	act.	
	
	
