Abstract. State-space explosion is a major obstacle in verification of time-critical distributed systems. An important factor with a negative influence on the tractability of the analysis is the size of constants that clocks are compared to. This problem is particularly accented in explicit state-space exploration techniques. We suggest an approximation method for reducing the size of constants present in the model. The proposed method is developed for Timed-Arc Petri Nets and creates an under-approximation or an over-approximation of the model behaviour. The verification of approximated Petri net models can be considerably faster but it does not in general guarantee conclusive answers. We implement the algorithms within the open-source model checker TAPAAL and demonstrate on a number of experiments that our approximation techniques often result in a significant speed-up of the verification.
Introduction
Formal verification of time-dependent systems has been an active area of research for the last two decades or so. There are two prominent models that involve timing: timed automata (TA) [1] and different time extensions of Petri nets like Time Petri Nets (TPN) [22] and Timed-Arc Petri Nets (TAPN) [5, 15] . Both symbolic 1 and explicit time-representation techniques have been developed for these models. For TA and TPN, it is well known [4, 25] that the explicit (discrete-time) semantics coincide up to reachability with the continuous (realtime) semantics on time models with closed (non-strict) clock guards. A similar result can be proved also for TAPNs. The state-space exploration techniques for continuous semantics usually rely on symbolic zone-based abstractions (using the DBM data structure [12] ). On the other hand, the discrete state-spaces can be searched in a direct manner where the clock values are remembered explicitly. The explicit approach can successfully compete with the symbolic one, as long as the constants in clock guards are reasonably small [6, 19, 17, 3, 16] . As the sizes of constants grow, the models become increasingly more difficult to verify, in particularly in case of explicit verification techniques.
As a motivating example, consider a design of a task scheduling algorithm for an embedded system where timing constraints are obtained from real physical measurements given in nanoseconds. Here a worst-case and best-case execution time of a certain task can be in the interval from 117 to 185 nanoseconds, while having the period of 10000 nanoseconds (the timing is taken from the model of a LEGO Mindstorm scheduling algorithm [14] created by software engineering students at Aalborg University). If a model of the task scheduling algorithm is populated with a larger number of components at this precision level, checking for the schedulability becomes quickly intractable. However, we may instead of the measured values approximate that the task duration is between 1 to 2 time units with the period of 100 units, abstracting away the precise timing and hence extending the task execution window. In case we succeed to verify that the system is schedulable under this abstraction (as it is the case for the LEGO scheduler), the schedulability of the original system is established as well.
Our contribution is a methodology that allows us to perform automatically such abstractions. The technique is demonstrated on the model of timed-arc Petri nets. The main idea is that time intervals of the form [a, b] , where a ≤ b are nonnegative integers, can be divided by a given approximation constant r and become [ a/r , b/r ] in case of over-approximation and [ a/r , b/r ] in case of under-approximation. By doing this, the constants used in the net are reduced, resulting possibly in large (even exponential) savings in verification time and memory. However, over-approximated nets allow for more behaviour while the under-approximated ones contain less behaviour and this may result in inconclusive verification answers. We discuss the correctness of the approximation techniques in the continuous as well as discrete semantics and both for the reachability and liveness properties. The approximation algorithms are implemented in a publicly available, open-source model checker TAPAAL [10] , including a suitable GUI support, and we demonstrate its applicability on a number of case studies, ranging from academic examples to real-world inspired scenarios. For example in the LEGO case study [14] , it takes 3366 seconds (more than 56 minutes) to verify that all tasks meet their deadlines, while if we over-approximate the intervals by dividing them with r = 10 it takes 36 seconds and with r = 50 only 7 seconds, still providing conclusive answers.
Related Work. Abstraction techniques like over-approximation [9] and underapproximation [21, 24] have been studied in the past, including a counter-example guided abstraction methodology [8] where spurious counter-examples are used to refine the current approximation. Our approach is inspired by these techniques but focuses exclusively on the refinement of timing information and efficient feasibility analysis of the generated traces. State equations [23] and linear programming are often used to over-approximate the reachable space-space of untimed Petri nets. This technique is efficient, however, the timing information is completely disregarded, resulting often in inconclusive answers for timed nets. The authors in [13] suggest an algorithm for under-and over-approximations of timed safety automata by approximating the union operation on zones. Our method is not based on zones and it is targeted instead towards explicit state-space
