Social Commerce as a Driver to Enhance Trust and Intention to Use Cryptocurrencies for Electronic Payments by Mendoza-Tello, Julio C. et al.
Received July 31, 2018, accepted September 2, 2018, date of publication September 10, 2018, date of current version October 8, 2018.
Digital Object Identifier 10.1109/ACCESS.2018.2869359
Social Commerce as a Driver to Enhance Trust
and Intention to Use Cryptocurrencies
for Electronic Payments
JULIO C. MENDOZA-TELLO1, HIGINIO MORA 2, FRANCISCO A. PUJOL-LÓPEZ2,
AND MILTIADIS D. LYTRAS 3,4
1School of Computer Engineering, Central University of Ecuador, Quito 170129, Ecuador
2Department of Computer Science Technology and Computation, University of Alicante, 03690 Alicante, Spain
3School of Business, The American College of Greece, 15342 Athens, Greece
4King Abdulaziz University, Jeddah 21589, Saudi Arabia
Corresponding author: Higinio Mora (hmora@ua.es)
This work was supported in part by the Spanish Research Agency (AEI) and in part by the European Regional Development
Fund (FEDER) through project CloudDriver4Industry under Grant TIN2017-89266-R.
ABSTRACT The deployment of cryptocurrencies in e-commerce has reached a significant number of
transactions and continuous increases in monetary circulation; nevertheless, they face two impediments: a
lack of awareness of the technological utility, and a lack of trust among consumers. E-commerce carried out
through social networks expands its application to a new paradigm called social commerce. Social commerce
uses the content generated within social networks to attract new consumers and influence their behavior.
The objective of this paper is to analyze the role played by social media in increasing trust and intention
to use cryptocurrencies in making electronic payments. It develops a model that combines constructs from
social support theory, social commerce, and the technology acceptance model. This model is evaluated using
the partial least square analysis. The obtained results show that social commerce increases the trust and
intention to use cryptocurrencies. However, mutual support among participants does not generate sufficient
trust to adequately promote the perceived usefulness of cryptocurrencies. This research provides a practical
tool for analyzing how collaborative relationships that emerge in social media can influence or enhance
the adoption of a new technology in terms of perceived trust and usefulness. Furthermore, it provides a
significant contribution to consumer behavior research by applying the social support theory to the adoption
of new information technologies. These theoretical and practical contributions are detailed in the final
section of the paper.
INDEX TERMS Cryptocurrencies, trust, social commerce, social support, technology acceptance model.
I. INTRODUCTION
Bitcoin is a decentralized Peer-to-Peer (P2P) payment sys-
tem, whose innovative characteristic is establishing trust
between two unknown entities without the need for a central
authority to certify the accuracy and integrity of the trans-
actions. In such a way, Bitcoin is a digital representation
of value that does not need to be issued by a credit insti-
tution or central bank. In some cases, it can be used as an
alternative to money [1]. Bitcoin provides the bases for other
new virtual currencies which employ similar characteristics
and algorithms [2]. Virtual currencies are based on strong
cryptographic methods. For this reason, they are also named
cryptocurrencies [3], [4].
Currently, Bitcoin is gaining its place in e-commerce.
The latest data report continuous increase both in Bitcoins
circulating on the internet and in number of transactions per
day [5]. However, despite this growth in transactions, cryp-
tocurrencies are not yet widely used in electronic commerce.
They face two main impediments in their deployment:
(i) The characteristics and coverage capacities of their
underlying technology are still unknown [6], [7], even
by cryptocurrency users themselves. The technologi-
cal foundations of cryptocurrencies and their utility is
a mystery for new users and also for new business
enterprises [8].
(ii) There is a lack of perceived trust by the consumer
that determines their low acceptance [9]. Cryptocurren-
cies propose a disruptive way of carrying out trans-
actions on the web. The reliability of transactions is
delegated to a cryptographic test and the intervention
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of a control authority is excluded [3]. However, peo-
ple are unwilling to trust a faceless infrastructure [9],
that is infrastructure without the traditional banking of
a central authority or institution. These aspects have
diminished the perceived usefulness and trust in their
use [10].
An environment that promotes trust among users is social
networks. Through the social links that arise from these net-
works, a new paradigm called social commerce (s-commerce)
emerges [11]. This paradigm provides the necessary tools to
establish confidence [12]. As with cryptocurrencies, social
networks overcome geographic barriers and provide freedom
of behavior to the user. Users can take advantage of the
experiences of others to understand the utility of a given
technology, and this influences the decision to use.
Social media applications provide easy and effective ways
for communication, sharing of opinions and exchange of
information [13]. The communication media are the back-
bone of social commerce, and extend the functionalities of
electronic commerce to create trust in the adoption of new
technologies [13].
Since trust is a critical aspect in e-commerce and a good
metric to analyze the degree of influence on users [14],
themain objective of this research is to study the role played
by social media in increasing trust and intention to use cryp-
tocurrencies for electronic payments.
In order to achieve this goal, an analysis of the key
strengths of cryptocurrencies and an extensive field work
were developed. The novelty of this approach adds the behav-
ioral perspective in using the new payment instruments for
e-commerce transactions.
This research makes contributions to theory and practice
of social commerce in relation to novel electronic payment
methods: firstly, the theory of social support in the adop-
tion of new information technologies is extended; secondly,
a reliable model is provided to analyze the trust, risk and
intention of using cryptocurrencies, and; finally, this model
allows professionals, entrepreneurs and researchers to better
understand the role of social media in the intention to use
cryptocurrencies.
The sections of this document are structured as follows:
section two presents the background and review of the lit-
erature; section three describes the research model; section
four presents the research methodology, the analysis of the
data and the results obtained; and finally, the conclusions are
presented in section five, along with the contributions of the
paper and future areas of research.
II. BACKGROUND AND LITERATURE REVIEW
The following subsections discuss the state-of-the-art of the
aspects related to this research. There are many research
works on the topics involved due to disruptive nature of cryp-
tocurrencies in society and their implications on e-commerce.
In this section, only the most recent and representative works
are analyzed. Likewise, a summary of the most outstanding
studies of social commerce in the context of social support
is presented. In addition, a summary of the reference disci-
plines used in the research is presented.
A. CRYPTOCURRENCIES
A cryptocurrency is a type of virtual currency based on
cryptographic principles and decentralized management. The
transactions are managed through two main innovations: P2P
and blockchain. Blockchain is a public access ledger that
records and organizes all transactions within blocks. The
credibility of each transaction is based on the veracity of a
cryptographic test provided by the network. As a P2P system,
the transactions are replicated, validated and updated, in such
a way that they coincide in each node of the network [3].
Cryptocurrencies offer a completely decentralized network
independent of the influence of any central and govern-
ment authority. These advances provide an ingenious form of
payment that includes the creation and transfer of currency
between the users of electronic commerce platforms [15].
The added value of cryptocurrencies in e-commerce come
from: (i) their utility as payment method and (ii) the trust they
provide to users:
(i) The use of cryptocurrencies provides financial and pay-
ment freedom, that is a user can conduct transactions
(send and receive money) with any user with no restric-
tions and regardless of their geographic location. The
lack of restrictions and the elimination of a third party
intermediary are taken advantage of by those users who
do not want to pay high international rates for remittance
services, providing efficient and lucrative savings for the
user in each transaction [16]. Bitcoin offers an alterna-
tive method of payment for the purpose of carrying out
monetary transactions quickly and with low operating
costs [2]. The cost of a transaction processed on the
blockchain is based on the volume of data transmitted
instead of the monetary value exchanged [17]. The char-
acteristic of divisibility (number of digits) is supported
by cryptocurrencies based on the blockchain and allows
for the execution of micropayments and donations [17].
(ii) Trust plays a key role in s-commerce [12]. The mathe-
matical basis of the cryptocurrencies are designed for
establishing trust between unknown identities without
the need for a third party [3]. Cryptocurrencies rely
on the authenticity of a cryptographic test provided by
the network, instead of relying on a central entity [18].
The use of blockchain as the supporting technology
for cryptocurrencies provides transparency, integrity and
accurate identification in recording transactions, so that
any user node can verify them [3]. Bitcoin is irre-
versible and provides mechanisms to prevent the double
spending of money, that is, the use of the same cur-
rency in multiple transactions [19]. The proof-of-work
is the cryptographic mechanism capable of resolving the
duplicate expenditure problem, any attacker would need
to employ an enormous computational effort to modify
the transactional history of the network [19].
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TABLE 1. Representative prior research studies on social perspective of cryptocurrencies.
On the other hand, users and investors perceive some
risks when they operate with cryptocurrencies. For example,
double-spending risk [20]. Fortunately, intensive research is
developing to avoid the risks and to improve security of this
monetary system [15], [18], [21]. Another consideration that
deserves attention is the impossibility of recovering user-
caused errors, like the loss of the wallet and the mistaken
entry of a sending/receiving address, since once a transaction
is executed, there is no way to recover the coins due to the
irreversible nature of bitcoin [22], [23]. The characteristic of
anonymity hides a user’s identity by providing an encrypted
public address. Anonymity gives criminals an advantage in
that they can hide their personal information, intentions and
the origin of the funds, which creates ideal scenarios for illicit
activities [1]. Due to the lack of laws and regulations acting
as legal protection, the value of bitcoin over a regular basis
is very volatile and therefore the risk is higher than for any
currency [16]. Table 1 contains a representative summary
of previous research on social perspective of cryptocurren-
cies and shows the main findings related to trust, behavior,
user analysis and perceived usefulness as payment method.
Unlike previous studies, this research adds the paradigm of
social commerce and social support theory to analyze the
behavioral perspective of using cryptocurrencies in electronic
transactions.
B. SOCIAL COMMERCE AND SOCIAL SUPPORT
Social commerce emerges as a new paradigm in the evolu-
tion of e-commerce which highlights technological advances
made in constructing a new socially-oriented business
model [24], [25]. Social commerce involves various disci-
plines, such as marketing, sociology, psychology and com-
puter sciences [26].
S-commerce can be defined as ‘‘an internet-based commer-
cial application, leveraging social media and web 2.0 tech-
nologies which support social interaction and user-generated
content in order to assist consumers in their decision-making
and acquisition of products and services within on-line mar-
ketplaces and communities’’ [27]. S-commerce involves all
of the stakeholders along a value chain in a collaborative
and participatory way [24]. In s-commerce, consumers have
the following roles: consumer of products/services, user of
information technologies [28] and owner of their informa-
tion [29]. S-commerce allows consumers to generate content
by integrating social media and e-commerce platforms [14].
Social media has increased and the access barriers have
reduced [40]. The social commerce technologies provide
facilities for the consumer to acquire the necessary informa-
tion to join an online community [25]. Advances in commu-
nication media technologies allow the incorporation of social
functionalities (such as recommendations, referrals, ratings,
reviews, forums and communities) into electronic commerce
platforms [13]. Consumers use social media due to: the
search for information about a product or technology; the
need to share knowledge, information and experiences with
others [14], and; the need to establish relationships of trust
with each other [14]. Hence, social media applications lead
to the propagation of information in electronic commerce
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TABLE 2. Prior research of social commerce focused on social support.
FIGURE 1. Summary of reference disciplines used in the research model.
and increase the participation of users. The social network
provides guidelines for: integration, social support and links
of an individual in the network [41].
Members of an online community participate in collab-
orative activities to provide support to others [25]. In this
way, social media environment induces emotional and infor-
mational support [13]. This social support arises from the
conduct of interpersonal relationships, and it is the perception
of being cared for, receiving responses and assistance from
their social group [41]. The support consists of providing
information, recommendations, knowledge and emotional
help to other members of a social environment. Social support
can generate trust, commitment and influence the behavioral
intention to use a service, product or technology [25]. In the
case study conducted through this work, the technology is
cryptocurrency.
Previous studies have investigated social commerce in the
context of social support, from the behavioral point of view.
In Table 2, a summary of these studies is shown. In con-
trast to previous studies, this research analyzes the effects
of social commerce and social support from a psychological
point of view, which is a key feature on user trust about the
perceived usefulness and intention to use of cryptocurrencies.
According to this objective and to the review of the literature,
a research model is defined in section 3.
C. SUMMARY OF REFERENCE DISCIPLINES USED IN THE
RESEARCH MODEL
The research involves the study of two groups of disci-
plines or fields of study:
(i) Cryptocurrencies, which corresponds to the specific
domain of study in the technical, social and eco-
nomic aspects. These are cross-sectional considerations
throughout the study.
(ii) Theory and support techniques to enable defining the
variables and hypotheses included in the researchmodel
(section 3). In addition, within this field of study,
the technique for validation and evaluation of the out-
comes is included (section 4).
Figure 1 shows a summary of the reference disciplines used
in this investigation.
III. RESEARCH MODEL AND DEVELOPMENT OF
HYPOTHESES
This work develops a model to study the role played by
social commerce in improving perceived trust and intention to
use cryptocurrencies for electronic payments. In this process,
the variables (or constructs) was classified into 3 groups:
technology acceptance constructs (perceived usefulness and
intention to use), specific constructs of adoption (perceived
trust and perceived risk), and social commerce usage and
social support constructs.
Trust is linked to perceived usefulness in order to explain
and predict consumer behavior when using cryptocurrencies.
Social commerce and social support are used to analyze
whether the adoption of cryptocurrencies (intention to use
and perceived usefulness) is improved through trust. Social
commerce usage and social support are constructs that allow
us to examine whether the collaborative and social relation-
ships of the participants enable improvement of the trust and
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FIGURE 2. Proposed research model.
acceptance of cryptocurrencies as a means of payment. Social
commerce usage and social support are factors that allow us
to investigate whether social features improve the perceived
trust of cryptocurrencies and, in turn, reduce the perceived
risk of use. Based on the supporting literature presented in
the previous section and in the definition of the constructs,
the hypotheses of the model are proposed. The research
model is shown in figure 2.
A. PERCEIVED USEFULNESS AND INTENTION TO USE
Some investigations have focused their studies on technologi-
cal acceptance models. Amongst them, two models stand out:
TechnologyAcceptanceModel (TAM) andUnified Theory of
Acceptance and Use of Technology (UTAUT). Both models
are characterized by explaining the acceptance of technol-
ogy based on behavioral intention [46]. TAM facilitates the
understanding of behavioral intention and helps predict the
adoption of a new technology in a variety of contexts [46].
TAM has been widely studied for its predictive power and
simple application in information systems [47]. For its part,
UTAUT is an important theory of IT acceptance based on the
original TAM constructs [48].
‘Perceived usefulness’ is a TAM construct that
influences behavioral intention [47]–[49]. Similarly, ‘Per-
formance expectancy’ is a UTAUT construct, based on the
original construct of perceived usefulness. The definitions
and items of both constructs are quite similar [48], [49] and
they agree on the same approach [46]. In a comparative study
conducted by Rahman et al. [46], it was demonstrated that
both constructs have high correlations with each other and
similar effects on behavioral intention. In a nutshell, both
constructs possess similar statistical evidence [46]. However,
TAM explains a greater amount of variance and information
about behavior intention than UTAUT [46].
Unlike the previous ones, the perceived utility (TAM) is
a common and simple determinant of understanding during
all the stages of specification of requirements, development
and adoption of an early disruptive technology [50]. For
these reasons, this research prefers to use the term perceived
usefulness instead of performance expectancy to define ‘‘the
degree to which a person believes that the use of cryp-
tocurrencies in electronic payments will improve their job
performance’’ [48], [49].
In addition, ‘behavioral intention’ can be considered as a
dependent variable that is useful for the study of the accep-
tance of technology in early stages [51]. In the context of
IT implementation, cryptocurrencies are at an early stage
of innovation. Hence, this research defines the ‘‘intention to
use’’ as ‘‘the intention of a person to use cryptocurrencies in
electronic payments’’ [48].
The technological innovation of cryptocurrencies is inde-
pendent of geographical location and can cross the borders of
countries. In addition, the absence of physical representation
(paper or metal) contributes to a significant saving in the costs
of production, transportation and handling of currency [22].
In this way, cryptocurrencies offer a fast payment method
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with low transaction costs and free from intermediationwhich
favours its use for: purchase, sale and exchange of goods and
services; sending of international remittances to any person in
the world; the execution of micro-payments and donations,
and; investment and savings. In essence, cryptocurrencies
provide an open and portable payment platform for any user,
and gives it with freedom of action for sending payments
anywhere [6].
From all the above, the first proposed research hypothesis
is as follows:
 Hypothesis 1. Perceived usefulness has a positive effect
on the intention to use cryptocurrencies.
B. PERCEIVED RISK
The perceived risk is the feeling of uncertainty regarding the
negative results of an event or situation, such as the use of
a product or service. Thus, perceived risk is an important
factor that influences perceived utility and purchase intention
in commerce [52], [53]. In this work, it is defined as ‘‘the
expectation of losses associated with electronic payments
using cryptocurrencies’’.
The most innovative use of cryptocurrency is the ability
to deploy a decentralized payment network, but this service
is hindered by the apparent lack of guarantee in its oper-
ations and the volatility of its value function [16]. In this
manner, one important reason for uncertainty among users
is the inability of cryptocurrency to maintain stable prices;
this feature makes it difficult to comply with its function as a
unit of account. Besides this, the risks inherent to the lack
of regulation, speculation activities, vulnerability to cyber-
attacks, prevent their growth as a global currency [22]. Other
aspects which affect risk and vulnerability are irreversibil-
ity of transactions, impossibility of key recovering due to
forgetfulness or loss, and theft of wallets [6], [9]. Hence,
the research proposes the following hypotheses related to
risks perception:
 Hypothesis 2. Perceived risk has a negative effect on the
perceived usefulness of cryptocurrencies.
 Hypothesis 3. Perceived risk has a negative effect on the
intention to use cryptocurrencies
C. TRUST
A concept related to the risk construct is the ‘perceived trust’.
Trust is a predominant factor in human behavior and influ-
ences the intention to perform electronic transactions [12].
Individuals will only conduct e-commerce transactions when
there is trust [12]. Trust helps to reduce social complexity,
vulnerability and the risk perceived by a user when engaging
in an electronic commerce transaction [54].
This research uses the following definition of ‘‘trust’’: ‘‘the
willingness to take risks based on the belief, expectation,
competence and integrity of electronic payments made with
cryptocurrencies’’ [55]. Belief leads to behavioral intentions
based on trust [10].
In virtual currencies transactions, trust is provided by
strong cryptographic methods supported by a distributed
P2P system and the blockchain innovation [18]. Cryptocur-
rencies and blockchain allows anyone who has access to the
internet to verify the authenticity of their information. In this
way, cryptocurrencies are difficult to forge. Any user wishing
to forge a transaction will be frustrated by the large amount of
computational power that will have to be used to completely
rebuild the entire blockchain [31].
Furthermore, the trust also refers to the integrity, confiden-
tiality and security of the data in a transaction [56]. Regard-
ing this matter, cryptocurrencies use cryptographic methods
that guarantee confidentiality. Cryptocurrencies are reliable
because they provide a transparent method of impersonal ver-
ification without intermediaries, which reduces transaction
costs, maintains credibility in the system and motivates their
usage [57].
This research proposes the following research hypotheses
related to trust:
 Hypothesis 4. Perceived trust has a positive effect on the
intention to use cryptocurrencies.
 Hypothesis 5. Perceived trust has a negative effect on the
perceived risk of using cryptocurrencies.
 Hypothesis 6. Perceived trust has a positive effect on the
perceived usefulness of cryptocurrencies.
D. SOCIAL COMMERCE AND SOCIAL SUPPORT
The concept of s-commerce arose in order to improve col-
laboration and relations of trust in electronic commerce,
by adapting collaborative tools in social communication
media [24]. The use of web 2.0 improves the participation
of users in social networks [27].
This research uses the following definition of ‘‘social com-
merce usage’’ as ‘‘the use of social media, online media that
support social interaction and user contributions, to increase
trust and intention to use cryptocurrencies in electronic pay-
ments’’ [58]. Through social commerce, users obtain emo-
tional and informational values that encourage them to partic-
ipate in their community. The main value that users obtain in
collaborative interactions is social support [44], [45]. Hence,
this research defines ‘‘social support’’ as ‘‘the perceived
attention, love and support of the members of a group to use
cryptocurrencies in electronic payments’’ [25].
Through P2P networks, cryptocurrencies eliminate the
hierarchical structures of a society to promote collabora-
tion and equal opportunities. The use of cryptocurrencies
in payment and social networks allows a more inclusive
financial and learning participation. In this way, cryptocur-
rencies provide global access without cultural, social and
economic restrictions. Hence, the research proposes the fol-
lowing hypothesis related to social commerce usage:
 Hypothesis 7. Social commerce usage has a positive
effect on social support for using cryptocurrencies
In addition, s-commerce leads to a significant amount
of social and emotional support which increases trust [12].
User evaluations and information provided by a reliable
source affect the intention to use [43], and it is clear that
recommendations from friends and customers increase trust
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and loyalty toward a brand or product [26]. Social support
generated in social communities improves confidence and
commitment to use a specific product or service [25]. Social
interactions by nature have the ability to influence decision
and behavioral intention [13], [59], and they produces a pos-
itive and directly proportional impact on the behavior of the
consumer [14]. Hence, the research proposes the following
additional hypotheses related to social commerce usage:
 Hypothesis 8. Social commerce usage has a positive
effect on the perceived trust in using cryptocurrencies.
 Hypothesis 9. Social commerce usage increases the
intention to use cryptocurrencies.
 Hypothesis 10. Social support has a positive effect on
the perceived trust in using cryptocurrencies.
 Hypothesis 11. Social support increases the intention to
use cryptocurrencies.
Users create and share information by means social
commerce. This trend definitely affects the confidence and
intention to use a product [26]. Through social and collabo-
rative support, users develop social identity with the online
social community and naturally, they can mitigate the per-
ceived risks in the intention to use a product [52]. Therefore,
social support information can reduce the perceived risk and
uncertainty with regard to a certain product or service [43].
According to this, the research proposes the following last
hypotheses related to these concepts:
 Hypothesis 12. Social support has a negative effect on
the perceived risk of using cryptocurrencies.
 Hypothesis 13. Social commerce usage has a negative
effect on the perceived risk of using cryptocurrencies.
IV. EVALUATION AND RESULTS
A. SOURCE OF DATA
After creating the research model, a questionnaire was
designed comprised of 6 variables (or constructs): perceived
usefulness (4 items), intention to use (3 items), perceived
risk (4 items), perceived trust (3 items), social commerce
usage (4 items) and social support (6 items), as indicated in
Appendix A. The questionnaire was prepared based on the
academic literature on cryptocurrencies and reports published
by governmental and banking authorities. The ranges of mea-
surement follow the 7-point Likert scale (1: totally disagree
to 7: totally agree).
The survey was mainly distributed at the University of
Alicante and at businesses in the city of Alicante, including
libraries and shopping centers (Alicante is a Spanish city
of medium size located at the east of the country on the
Mediterranean coast). Colleagues from various universities
encouraged their students to distribute the questionnaire and
collect answers. The survey was responded to by 125 partic-
ipants with the following age distribution: 18-24 years old
(50%), 25-34 (24%), 35-50 (20%), and over 50 (6%). Partic-
ipants by their occupation were: university and postgraduate
students (52%), professors (8%), business managers (10%),
company employees (25%), government workers (5%).
The participants’ level of education was: university
students (40%), graduates (38%), postgraduates (12%) and
others (10%). Next, the data and results were analyzed.
B. DATA ANALYSIS METHODS
The technique employed to evaluate the model was PLS (Par-
tial Least Square). PLS is a multivariate method of analysis
used to estimate Structural Equation Models (SEM) based on
variance [60]. PLS-SEM provides a set of predictive tools to
evaluate and validate exploratory models in the initial stages
of development of a theory [61]. In order to statistically
evaluate the model, PLS uses a resampling method called
bootstrapping. Bootstrapping defines confidence intervals of
the parameters of the model and generates a set of sub-
samples from the original sample. Thus, bootstrapping is
adequate when the presumption of normality is in doubt [60].
In this way, PLS works efficiently to estimate path models
whose sample size is small [61].
According to Ringle and Sinkovics [61] and
Barclay et al. [62], ‘‘a rule of thumb for robust PLS path
modeling estimations suggests that the sample size be equal
to the larger of the following: ten times the largest number
of structural paths directed at a particular construct in the
inner pathmodel’’.Applying this rule of thumb for the current
study: the sample size is 125, the variable with the highest
number of direct impacts (5) is ‘‘intention to use’’, and the
minimum sample size required is 50 (10∗5 = 50). Therefore,
our sample size is adequate for PSL estimation procedures.
PLS-SEM uses a similar approach to factorial analysis of
major components. PLS combines analysis of principal com-
ponents, path and regression [60]. A path model includes a set
of latent variables (or constructs). It is defined by two com-
ponents: a structure model and a measurement model [61].
PLS-SEM is useful for analyzing constructs and, at the same
time, to evaluate the structural model [60], [61]. There-
fore, PLS-SEM is appropriate for the proposed analysis and
research.
The first step is to validate the measurement model, to then
generate the estimates using the bootstrapping technique with
500 resamples. The software used in the evaluation is Smart-
PLS version 3 [63].
C. EVALUATION OF THE MEASUREMENT MODEL
The evaluation of the measurement model is important
because it guarantees that the results to obtain in later phases
will be: (i) reliable and (ii) valid.
(i) In order to evaluate the reliability of the constructs, two
indices are used: Cronbach’s alpha and composite relia-
bility. The internal consistency reliability represents the
homogeneity in the constructs. According to Hair et al.
[64], the suggested value for both indices should be
greater than 0.7; although for exploratory investigations
a value of 0.60 is considered to be acceptable. The reli-
ability of the indicators is evaluated through their factor
loading, whose value must be greater than 0.5 [64].
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TABLE 3. Construct reliability and convergent validity.
TABLE 4. Discriminant validitys.
In the proposed model, reflective indicators are used.
The results obtained demonstrate that the indices of
internal consistency reliability of the constructs exceed
the value of 0.81 (Table 3), and that the factor loading
of the indicators is between 0.744 and 0.983 (appendix
B). Therefore, the measurement model satisfies the reli-
ability criteria.
(ii) A construct should satisfy the criteria of validity, that
is high correlations between the items within the same
construct (convergent validity), and low correlations
between the items in different constructs (discriminant
validity) [65]. The Average Variance Extracted (AVE)
is a convergent measure of validity, whose suggested
value should be above 0.5 [65]. As show in Table 2, AVE
values for each construct exceed the 0.5 threshold and
demonstrate that the model also meets the convergent
validity criteria. Discriminant validity is evaluated using
the criteria suggested by Chin [65]. As show in Table 4,
the correlation between any two constructs is less than
the square root of the AVE shared by the indicators
within the construct. The discriminant validity can also
be evaluated through a cross-loading analysis [65].
As show in Appendix B, each block of indicators has
a greater load within their respective construct than
in the others. According to these two criteria (Fornell
and cross-loading), it was demonstrated that the model
meets the discriminant validity criteria.
D. EVALUATION OF THE STRUCTURAL MODEL
The structural model is evaluated after proving that the mea-
surementmodel satisfies the criteria of reliability and validity.
One of the tasks in evaluating the structural model is testing
the hypothesis, whose results make it possible to analyze
(i) the standardized path coefficients and (ii) the coefficient
of determination (R2).
(i) The path regression coefficients represent the magni-
tude in which each predictive variable contributes to
the variance of an endogenous variable. Each path is
evaluated with respect to its sign, absolute value and
significance using the bootstrapping technique [61].
According to Chin [65], the standardized paths should
be at least 0.2, and ideally above 0.30 in order to be
considered significant; values between 0.1 and 0.2 can
be considered asmoderate relationships. Figure 3 shows
the standardized path coefficients (with their respective
t value). All of the hypotheses are supported except for
hypotheses H2, H3, H11 and H12.
(ii) The coefficient of determination (R2) represents the
amount of variance explained in each endogenous
variable by its predictor variables [65]. R2 represents
the amount of variance within the construct that is
explained by the model. According to the results,
the model explains 17% of social support, 19.5% of per-
ceived usefulness, 46.4% of perceived trust, 48.1% of
intention to use and 57.3%of perceived risk. In Figure 3,
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FIGURE 3. PLS results of structural model.
all of the R2 values are greater than 10%, the minimum
threshold suggested [66].
1) MEDIATION ANALYSIS
A direct effect is the relationship that ties together two con-
structs. An indirect effect is a sequence of relationships with
the intervention of at least one construct [65]. Although indi-
rect effects of less than 0.08 are trivial, the total combination
of all of the effects can be substantial [64]. Table 5 shows a
summary of effects
2) EFFECT SIZE
The effect size (f2) is the degree of impact that one indepen-
dent variable has on another dependent variable. f2 helps to
identify whether a variable is essential in the model. Values
of 0.02, 0.15 and 0.35 for f2 can be considered to be small,
medium and large, respectively [61]. The results for f2 are
shown in table 6.
V. DISCUSSION AND CONCLUSIONS
A. SUMMARY OF RESULTS
The model presented meets the requirements of reliability
and validity (convergent and discriminant). The testing of the
hypothesis shows that:
(i) Social commerce usage increases perceived trust (H8),
social support (H7), intention to use (H9) and reduces
perceived risk (H13); social support increases perceived
trust (H10); perceived trust reduces the perceived risk
(H5), increases the intention to use (H4) and the per-
ceived usefulness (H6); perceived usefulness increases
intention to use (H1).
(ii) The effects of social support on perceived risk (H12)
and intention to use (H11) are not supported. Our
results could not be consistent with Lu et al. [54] and
Bai et al. [43], as social network users are able to find
the social support that backs their behavior intention
and reduces the perceived uncertainty of the online
environment. One possible explanation is that users of
cryptocurrencies are not very expressive or effective in
their social relationships, unlike traditional users of any
social media [36]. Perhaps due to illicit activities behind
using crypto currencies. Thus, social support may not be
perceived or adequate [67].
(iii) The effects of perceived risk on perceived utility (H2)
and on the intention to use (H3) were not supported.
Our results could not match Christensen results [68],
who affirms that the characteristics of a disruptive
technology involve risk and uncertainty, which affect
the viability and behavior. There are some possibili-
ties that can explain these results. Firstly, 90% of the
respondents are students and professionals in computer
science and related disciplines. Our respondents are
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TABLE 5. Summary of effects.
TABLE 6. Effect size.
adequately trained (in topics related to cryptocur-
rencies) and are aware of the perception of risk.
Secondly, most respondents are classmates and cowork-
ers, they may have developed a certain social identity
in their respective university communities. In turn,
social identity can provide the sense of protection
to its members and mitigate the perception of risk
on perceived utility and behavioral intention [52].
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Finally, users may be aware that the evasion of legal
supervision carries benefits despite the inherent risks of
using cryptocurrencies [69].
The model, through the variance (R2), explains 17% of
social support, 19.5% of perceived usefulness, 46.4% of
perceived trust, 48.1% of intention to use and 57.3% of
perceived risk. Once the hypothesis testing was completed,
the following results were obtained:
(iv) The effects on intention to use, by order of magni-
tude, are: perceived usefulness (path = 0.332, f2 =
0.167), perceived trust (path = 0.209, f2 = 0.029) and
social commerce usage (path = 0.177, f2 = 0.031).
The perceived usefulness has a medium effect on the
intention to use. Social commerce usage and perceived
trust are not strong predictors of intention to use. One
possible explanation for the low intention to use is
that the characteristics of disruptive technologies are
poorly valued and appreciated in the early stages of
innovation [70].
(v) The effects on perceived risk, by order of magnitude,
are: perceived trust (path = −0.649, f2 = 0.528) and
social commerce usage (path = −0.189, f2 = 0.046).
Perceived trust has an important degree of effect on
the perceived risk. Social commerce usage has a small
effect on perceived risk. However, due to the inter-
vention of perceived trust, the indirect effect of social
commerce usage (-0.398) on perceived risk is stronger
than the direct effect (-0.189). The results concur with
Shanmugam et al. [12] in that social commerce usage
influence the behavior of the user through perceived
trust.
(vi) The effects on perceived trust, by order of magnitude,
are: social commerce (path = 0.577, f2 = 0.515)
and social support usage (path = 0.196, f2 = 0.060).
The effect of social commerce usage on social support
is significant (path = 0.412), its effect size is medium
(f2 = 0.205). The results fulfil the criteria of Hajli [14],
whose findings suggest that social commerce usage
(0.412) leads to support (emotional and informational).
The issue of cryptocurrencies generates social inter-
action of users on the web. This result demonstrates
that social commerce usage increases perceived trust
(0.577), however, the mutual support (0.196) among the
participants of a social environment does not generate
sufficient trust to use cryptocurrencies. According to the
results shown in table 7, users are willing to request
suggestions on the use of cryptocurrencies, but even
they are not willing to give their recommendation to
other users. Our results suggest that if a potential user of
cryptocurrency prefers to ask for recommendations, it is
due to curiosity, and that the lack of behavioral intent is
because users are waiting for others to act [71].
(vii) The effect of perceived trust on perceived usefulness
is significant (path = 0.356), its effect size is small
(f2 = 0.071). The indirect effect of social commerce
usage (0.297) on perceived usefulness is significant.
In contrast, the indirect effect of social support (0.076)
on perceived usefulness is minimal. This result shows
that social functionalities promote the usefulness of
cryptocurrencies (0.297); however, the perceived social
support is not transmitted adequately (0.076). Our
results suggest that the information generated through
social support does not generate enough confidence to
adequately promote the perceived utility. The results
shown in table 7 indicate that users do not fully per-
ceive the disruptive usefulness of cryptocurrencies. This
statement is valid because the information on a disrup-
tive technology is scarce and does not provide sufficient
grounds to make a decision on use [68]. Paradoxi-
cally, although social media platforms are providers of
social support (0.412), the lack of specialized informa-
tion [6], [7] could lead to stressful support searching
by users, which means low-skilled and perceived social
support [67].
B. CONTRIBUTION TO RESEARCH AND PRACTICE
This research makes contributions to both theory and prac-
tice. Interms of theory, a valid and reliable model is developed
to analyze the role played by social media in increasing trust
and intention to use cryptocurrencies in making electronic
payments. Our model is based on the combination of: the
theory of social support, social commerce and the technology
acceptance model. Therefore, our model provides guidelines
on how social commerce can influence the trust and per-
ceived usefulness of a technology (such as cryptocurrencies)
to promote its use. In this way, the model extends the the-
ory of social support in the adoption of new information
technologies.
In terms of practice, the research model can be applied
to a specific social network and it enables researchers and
practitioners to better understand the following aspects:
(a) The inherent nature of cryptocurrencies. The paper
explains the added value of cryptocurrencies and their
disruptive way of making transactions. In addition,
through a survey, the paper identifies the risks that cause
the user uncertainty and discourage their usage.
(b) The role of social commerce in the creation of trust.
Social networks provide the functionalities for human
communication. The social features enable the monitor-
ing and analysis of perceived trust. Trust is a determin-
ing factor in generating a competitive advantage in the
cryptocurrency market. This factor serves as a statistical
indicator for the development of new advertising strate-
gies, marketing and investment campaigns.
(c) The role of social support in the reduction of perceived
risk. The risks of using cryptocurrencies are clear in
relation to volatility, lack of regulations and attacks
on the network. A good option is to request advice,
suggestions and sufficient information available before
making electronic transactions with cryptocurrencies.
Social networks have the ability to innovate and improve
learning through opinions, comments and interpersonal
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TABLE 7. Questionnaire and obtained statistic results.
relationships. These social actions can improve the
intention to use and decrease the perceived risk in online
environments.
(d) The role of social commerce in the adoption of cryp-
tocurrencies. The financial market monitors the price
and profit variations of cryptocurrencies. In turn, this
is a reason for individuals to exchange opinions in
the forums. Social networks play an important role as
an instrument for promotion and added value in the
adoption of cryptocurrencies by potential users. Social
networks become the mechanism that enables the intro-
duction of cryptocurrencies into society. Therefore,
social networks become a qualitative and quantitative
analysis tool in relation to the acceptance of a disruptive
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TABLE 8. Cross-loading.
technology (such as cryptocurrencies). Comments and
suggestions are the inputs for predicting the intention to
use. The model allows analysis of the predictive power
of social media in human behaviour.
C. LIMITATIONS AND FUTURE RESEARCH
This study has some limitations. Firstly, the data analysis
only corresponds to 125 samples, however PLS-SEM is an
efficient method to estimate models with small sample sizes.
90% of the participants have studied at university and only
10% do not belong to this category. Therefore, our sample is
limited to a specific level of formal education. Future research
should consider a greater number and diversity of respon-
dents, in order to analyze specific groups of data (age, gender,
culture [59]), which will reveal important implications in the
context of cryptocurrencies. Secondly, although the research
reveals significant findings from the behavioral point of view,
this study does not include all the social factors that affect the
intention to use cryptocurrencies. Future research can expand
the current study in various ways. For example, as H2 and
H3 were not supported, the consideration of a new factor
called social identity [52], could confirm whether this con-
struct moderates the effects of risk on perceived utility and
intention to use. In the same way, since H11 and H12 were
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not supported, the addition of a new factor called shared
language [72], could confirm if this variable moderates the
effects of social support on the perceived risk and intention to
use. In summary, it is suggested that future research explores
other paradigms and theoretical social perspectives in order






FACTOR LOADING OF THE INDICATORS
See Table 8.
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