Crosstalk elimination is difficult because crosstalk may exist in multiple frequency bands, which may change over time due to environmental factors. Efforts to remove crosstalk (using filtration techniques) were reported as early as 1986 (8). Today, the Traffic Detector Handbook gives detailed instructions for avoiding and removing crosstalk (2); however, the transient nature of crosstalk makes it hard to know when to apply the mitigating measures.
Electromagnetic sensors, such as inductive loops and microloops, are widely used for vehicle detection. However, electrical coupling can occur between detection devices and result in electrical noise called crosstalk, which significantly degrades detection operation. Techniques such as channel scanning and frequency separation have been used to mitigate crosstalk; however, crosstalk is often transient because of environmental conditions and not always observed easily. This paper presents a crosstalk detection algorithm based on 156 h of training data taken from 12 sensors (inductive and microloop) and applies it to approximately 14 h of data collected from seven sensors (four inductive loops and three microloops) to demonstrate an automated method to identify periods when crosstalk occurs. The paper concludes by recommending the use of this approach for system acceptance and ongoing monitoring of sensor health.
Electromagnetic sensors, particularly inductive loops and microloops, have been used for vehicle detection since the late 1960s (1) . Although robust, these devices are susceptible to crosstalk due to interference from adjacent electrical devices. Crosstalk may lead to false detections and cause severe problems in detector operation (2-4). Several authors have described crosstalk in electromagnetic detection systems as a challenge to be addressed (2) (3) (4) (5) (6) (7) . Crosstalk noise can cause false detections, degrade vehicle count information, cause errors in estimation of demand at intersections, and cause poor segmentation for vehicle matching and speed estimation algorithms.
Inductive loops and microloops are sensors whose inductance varies in response to a vehicle. The change in inductance is manifested as a frequency change in a tuned circuit and is measured by a detector card. The detector cards used in this study measure this change in frequency by comparison with a standard 32-MHz crystal oscillator and were provided by Eberle Design Inc. (EDI) and 3M. The difference in the period of the loop oscillator waveform and the period of a reference waveform (corresponding to no vehicle present) is reported as a number of "counts" of the standard 32-MHz oscillator. A timevarying series of these measurements in counts is called a "signature" in this paper.
Crosstalk is typically caused by inductive or capacitive coupling between closely placed loops or closely spaced lead in wires operating at similar frequencies (2) . Poor-quality connections and wires sharing a common conduit are two of the factors that aggravate this coupling (2) . to 7 can be eliminated by adjusting the frequency settings of the detector cards. This implies that the noise is due to crosstalk between the sensors. In addition, Test IDs 1 to 4 have a periodic nature that is indicative of crosstalk. For these reasons, the authors believe that the noise being detected is in fact crosstalk.
CROSSTALK DETECTION ALGORITHM
This section develops a crosstalk detection algorithm. The first subsection begins by describing the qualitative features of data with and without crosstalk. The data are then analyzed in the frequency domain by using the Fourier transform. An algorithm for measuring the spectral energy due to crosstalk is subsequently proposed. Finally, the algorithm is trained to differentiate between data with and without crosstalk.
Characterization of Signatures with Crosstalk in Time Domain
The time-varying waveform corresponding to the change in oscillating frequency of the sensor circuit due to a passing vehicle is termed a "signature."
Ideally, the detector's oscillation frequency is influenced only by the presence of a vehicle over the sensor. But, in some situations, the signals of independent detector circuits may be coupled to each other and causes a spurious change in the oscillation frequency, which here is being called crosstalk. This is illustrated in Figure 1 , which shows a 2.5-h signature train containing varying levels of crosstalk. Figures 1a, 1b, and 1c show three 10-s segments extracted from the longer train of Figure 1d . In Figure 1a , no crosstalk is evident while Figures 1b  and 1c show increasing levels of crosstalk interference. The crosstalk in this example manifests itself as random noise added to the vehicleinduced signatures. Figure 2 shows another form of crosstalk, which is manifested as sinusoidal harmonics in the signal. This is similar to the beating effect of two frequencies observed from two instruments at extremely close frequencies (or pitches). Both the more-random and beating types of crosstalk include high-frequency noise. This noise can be separated from the signature influenced by the vehicles because the effect of vehicles on the sensor is limited by their speed and the size of their metallic components that affect the sensor. These factors generate waveforms that tend to stay below 10 Hz. Therefore, the energy in the signatures at frequencies more than 10 Hz must be primarily due to crosstalk interference.
Characterization of Signatures with Crosstalk in Frequency Domain
Because crosstalk and vehicular signatures can be separated in frequency, a frequency domain analysis is useful. The fast Fourier transform (FFT) is used to determine the contribution of each frequency to the signal. The frequency domain representation of each 1,000-sample block of the signal is then generated. This corresponds to approximately 10 s of data. The magnitude of the frequency content of the signal can then be analyzed. The top pair of plots shows that, if there is no vehicle and no crosstalk, there is nothing in the time domain or frequency domain. The second pair shows the time and frequency domain plots of a signature that is only affected by a vehicle. As discussed in the preceding section, the frequency of the vehicle is limited to about 10 Hz. The purely crosstalk signature and frequency representation in the third row show that the crosstalk-influenced signature has frequency components in all possible frequencies. Because the time domain signature is sampled, the possible frequencies are from 0 Hz to half the sampling frequency. The last signature has crosstalk effects and is also affected by a passing vehicle. The effects are superimposed in the time and frequency domain such that the fourth pair resembles the second and third pair added together. The following discussion develops an algorithm to detect crosstalk.
Spectral Energy Analysis
From the observations in the first two subsections, a metric to characterize the amount of crosstalk is now proposed. . The Gaussian window is chosen as it has the minimum time-bandwidth product among all tapered windows, allowing for maximum resolution in the frequency domain. A rectangular window was not chosen because of its high side lobes in the frequency domain, which reduce spectral resolution.
The resulting windowed data vector s -[n] is then considered in the frequency domain using an FFT to yield the frequency domain signal
From the frequencies of signatures shown in Figures 3e and 3f, it may be deduced that detections usually lie in the 0-to 10-Hz range while crosstalk affects the band outside this range. Hence, the out-of-band spectral energy is used as a measure for the amount of crosstalk. The 0-to 10-Hz frequency range corresponds to the discrete range where k = FFT index, F s (= n total /T) = sampling rate, n total = total number of samples in data set, and T = total duration of data set.
The out-of-band energy for x -[n] is labeled E -out in Figure 4a and is found by summing the magnitude of S -[k] over the range shown in
total is then found as the total spectral energy from positive frequencies in S -[k], corresponding to the discrete range E -out is then divided by the maximum of E -total over the previous M vectors, where M is large enough that E -total includes a window with a vehicle and thus characterizes the total possible spectral energy in a signature. This number M can be set on the basis of traffic conditions. The ratio E out /max{E total:past } is expressed as a percentage to make the crosstalk index less dependent upon the installation.
This percentage is labeled T -(x) in Figure 4a and referred to as the crosstalk index throughout this paper. The evaluation of threshold γ and the binary crosstalk indicator b -(x) is presented in the next subsection.
Determination of Crosstalk Index Threshold
This crosstalk index is evaluated for 156 h of data collected from 12 sensors at an installation that has shown no signs of crosstalk. A histogram of the points for these crosstalk indices is shown in Figure 4b . This is a statistically significant data set with which to characterize the algorithm's performance over data with no crosstalk. In the Neyman-Pearson framework, this is the null hypothesis. Even though the distribution does not appear to be Gaussian, a Gaussian distribution is assumed to characterize this crosstalk index.
Neyman-Pearson is a theory framework from statistics. The property being used for this analysis is that the false alarm rate can be chosen through the threshold with knowledge only of the null hypothesis.
The distribution is found to have a mean of µ = 5.03 and a variance of σ = 1.07. With these values and the Gaussian assumption, a threshold can be set by limiting the probability of Type I error (e.g., detecting crosstalk when it is not present) to .001%. The threshold is found by applying the following formula:
where p is the probability of Type 1 error as defined above and Q(x) is the complementary cumulative distribution functions (CDFs) of a Gaussian random variable (9) . A threshold of γ = 10.11% is thus obtained and is shown as the solid vertical line in Figure 4b . This means that any crosstalk index above 10.11% will be flagged as an indication of crosstalk. Finally, the crosstalk index is passed through a threshold function that is based on the estimated threshold γ, which produces a binary crosstalk indicator b -(x). The binary indicator turns on when the crosstalk index T -(x) crosses the calculated threshold γ = 10.11% and stays off otherwise. This indicates that crosstalk is present when T -(x) is larger than γ and absent otherwise.
RESULTS FROM CROSSTALK DETECTION ALGORITHM
The results section shows that the crosstalk detection algorithm accurately detects both the random noise and ringing types of crosstalk by analyzing 14 h of data from seven sensors (four inductive loops and three microloops). It also shows that this algorithm can be used to characterize the severity of the crosstalk if it exists. Figure 5 shows the application of the algorithm to data set Test ID 1, which exhibits the random noise type of crosstalk that tends to come and go over long periods. As expected, the crosstalk index T - 
100 × can be seen to increase significantly in regions where severe crosstalk exists (e.g., around both 4,000 and 8,500 s). It also shows affected areas around 2,000 and 6,500 s that are not readily apparent on a macroscopic view of the data but were verified to have crosstalk, as previously shown in Figure 1b . Figure 6 shows the application of the algorithm to data sets Test IDs 2 and 3. The crosstalk detection algorithm performed similarly on these data sets as on Test ID 1. One unexpected spike occurred in the crosstalk index at approximately 2,404 s in Figure 6b . This can be attributed to a communication error at that time, as the detailed signature shows in Figure 7a . The offending signature, labeled (i) in Figure 7a , shows the signal dropping in magnitude in an infinitesimally small time, causing a high-frequency component. This frequency lies outside the normal signature frequency band, and its effect is reflected as the spike labeled (ii) in the crosstalk index shown in Figure 7b . Test ID 4 also performed similar to Test ID 2 because it is a similar type of crosstalk. Figure 8 shows the application of the algorithm to data sets Test IDs 5 and 6. Test ID 5 shows an example of a sensor that is unaffected by crosstalk. The crosstalk index remains close to zero throughout Crosstalk Index(%) the entire data set. Test ID 6 shows continuous crosstalk that is clearly seen in the original signal in Figure 8c and in the crosstalk index Figure 8d . Figure 9 shows two ways of visualizing the crosstalk in Test ID 1. The binary crosstalk indicator shown in Figure 9a clearly shows the times at which crosstalk was present in the signal. Figure 9b shows the severity of the crosstalk. A threshold of approximately 10 was chosen in the algorithm development section. When this threshold is used, no crosstalk is present 83.8% of the time and crosstalk is present 16.2% of the time. Figure 10 shows the crosstalk index, binary crosstalk indicator, and CDFs for Test ID 2, a data set for which crosstalk tends to come and go over time. Test IDs 3 and 4 have similar plots not shown. Test ID 5 represents the data sets with no crosstalk. Test ID 6 represents the data sets with continuously ringing crosstalk. Test ID 7 is similar to Test ID 6 but is not shown. The evidence that this crosstalk detector works is that the intermittent crosstalk shown in Figure 10a yields only crosstalk detected 12% of the time in Figure 10b . Likewise, there is no crosstalk in Figure 10c , and crosstalk is detected 0% of the time. Figure 10e shows continuous ringing crosstalk and Figure 10f shows a corresponding high percentage of crosstalk of 69.3%.
FIGURE 4 Development of metric threshold that uses test statistic developed by frequency analysis

FUTURE APPLICATIONS
Through Figure 11 comes the suggestion of a possible implementation of the algorithm on portable diagnostic equipment. This equipment could monitor the performance of several sensors and provide a log of crosstalk activity. The hardware would acquire data and run the algorithm continuously. The hardware could be configured to produce a report of the system's health that may be used to assess the performance of the system during an extended period, say 24 h. Table 1 shows a report for a short duration that is based upon the data sets identified in Table 2 .
This type of algorithm can be implemented by a simple microcontroller with an inexpensive FFT chip. In the short term, it could be done as an external interface through the data port of the detector card and the same interface used for collecting the data. In the longer term, this type of algorithm could be implemented on the detector card itself, with no external hardware required. Figure 11 offers a hypothetical report that may be generated by using the crosstalk detection system. Looking at the final column containing statistics of crosstalk, installation staff may easily discern that Channels 4, 6, and 8 have significant amounts of crosstalk and need attention. Longer term, because crosstalk can usually be removed by separating the frequency of channels that have drifted into a common frequency band, the system might ultimately evolve to the point where it could automatically configure the frequency settings of the detector cards.
CONCLUSION
This paper proposes a theoretically sound model that is signalprocessing based to quantify the out-of-band energy due to crosstalk in a loop detector signal. Examples of different types and magnitudes of crosstalk are illustrated in Figures 1 and 2 . Figure 3 is used to demonstrate that the frequency domain analysis of the signatures vividly illustrates the presence of crosstalk. Figure 4 introduces a model that is signal-processing based to identify a crosstalk index from out-of-band energy observed in the frequency domain analysis.
The application of this crosstalk index to more than 14 h of raw loop detector data is presented in Figures 5 through 8 . Figure 9 shows how the probabilistic threshold estimated in Figure 4 can be applied to produce a binary characterization of the presence or absence of crosstalk. The application of this binary indicator function to the 14 h of crosstalk indices is summarized in Figure 10 and tabulated in Table 1 . The paper recommends the development of a diagnostic device that can plug into existing loop detector cards, collect data over an extended period (several days), and produce tabular reports, similar to that shown in Table 1 , which indicate the proportion of time that a loop detector channel experiences crosstalk. The authors envision that such a device would drill down the reporting capability to examine data archives in a format similar to that shown in Figure 9 for a user-defined time window.
