Abstract. In this paper the design of a Domotic Model applied on an educational setting, according to the proposed model, users can access environment seamlessly, anytime, anywhere shown by different mobile devices to information and services available within the different domains of work (administrative areas, classrooms, libraries, etc.). available to this environment. The proposed model seeks to be independent of the technology that is implemented (Wi-Fi, Bluetooth, etc..) And any network topology (wired, wireless, P2P, etc.) the proposed model fits the concept of Internet of Things and define a concept of "Virtual Domotic" beacuse extending the concept to larger workspaces and mobile.
Introduction
In the last years, the technological advance on domotic systems, mobile computing systems and wireless networks has been too relevant. These technologies make out an important basis in the current development schemes, so the provision of services for each technology represents a challenge for technological development, scientific and research communities.
Domotic means automation (provision of services for the management of resources, security, communications, comfort and leisure) within a limited and closed space. This concept has been classified according to the extension of the space that it can cover. There are three main elements into this classification: Domotic, which acts on the extension of small buildings as homes. Inmotic, that operates on the extension of buildings such as hospitals or offices, and Urbotic which unfolds on cities covering tertiary buildings and outdoor urbanization [1, 2] . Mobile computation involves a simple concept: information process without wires, whereas the mobile device is not visibly connected to any computer. This concept includes two fundamental technological advances: wireless networks for data transmission (implemented on various wireless technologies such as Wi-Fi, Wimax, Bluetooth, etc.), and the miniaturization of computer device components that allows the development of more robust mobile devices, with a bigger capacity for processing (PDA's, Laptops, NoteBooks, SmartPhones, etc.). Their own portability has become them in a clothing accessory; an indispensable tool for every day.
Ubiquitous computing is based on the device perception capacity; it aims to build devices and highly sensitive systems that detect user's actions and environmental changes, in the same way as another person could do it. Once the user comes into the domain field, the devices may act according user's demand in order to provide him services for his requirements, in a totally transparent way [3] . Because of different aspects about the Administration and the security of the information, it becomes necessary to integrate and to divide networks into different topologies and administration logical distributions which aim a restructure in the global access and in the available services. By a Division of a network into domains (limited spaces, inside of which, there is some connection between devices) [4] [7], we'll have access to information that will be useful, because it will be focused on the staff and on the executed activity in such domains. This scheme of work claims to provide automatically several available services that are trying to deal with this administration at the level of communication protocols to improve the security of the system [5] [8] .
Taking into account all these aspects, domotic, mobile computing and ubiquitous computing can provide several solutions to problems of diverse nature, which can range from simple consultation and/or information exchange to systems that allow users to collaborate from anywhere and at any time, so the main objective of this work is to develop a model, which will have as goal to offer to the educational environment user an access to the information and/or to the services of each work domain, in a transparent way from anywhere, at any time, providing him in this way, comfort within the educational environment. In the model proposed in this document, we take advantage of Virtual Domotic concept which let us out extend the original concept of Domotic, about automate certain limited space, taking the automation towards more spaces as it is the educational environment (all the buildings and physical facilities inside an educational campus) covering it completely.
Below, section 2 describes the model to develop. Section 3 explains model design and its development. Finally, in section 4, we give you a conclusion of the whole work and after that, we comment about future work.
Virtual Domotic System Model
The Virtual Domotic System Model (VDSM) (Fig. 1) is made up by modules of discovery, identification, services reporting, collection services and interaction network. The VDSM modules are described below: Network discovery module.
Identification
module.
Presentation services module.
Obtaining services module.
User interaction module.
Fig. 1. Virtual Domotic System Model
Network discovery module.-In this module, the user's mobile device detects the network or domain from the educational environment using access points, in order to start the communication between the device and the domain, where the access point perceives through the MAC address of the mobile device, if you are a user already registered in the database of the server. Identification module.-This module performs validation on the server, by an identifier (password) that the user employs to register himself into the domain and in order to get access to the services. If the user's identification is positive, it proceeds to give him access to the domain and provide him the legal services. Services Presentation module.-This module performs the services administration which each user accounts. It undertakes to present the services to the user in an organized and available way, when they are required. This module depends on the identification module, because in order to establish the services administration, the user needs previously require authentication. Services Obtaining module.-This module implements the connection and the disconnection between the server and services domains. Also, the module presents depends on the identification module in order to establish the connection previously required for authentication by the user. User interaction module.-It is the last of the modules and it is responsible for initializing the application by the user and display the response to that request, i.e. the denial or the delivery of information and/or services required according to the user's profile. This interaction should be simple, transparent and ubiquitous.
VDSM Architecture
For VDSM Architecture, we use the Unified Modelling Language (UML). Afterwards, based on the general model use case, we're going to establish the different states in which the VDSM will go through. A) VDSM Design. In order to satisfy with the expectative of the VDSM, we will divide the whole system in five use cases based on the VDSM modules ( Figure 2) . The user will interact directly with each one of use cases. In the first case, user's computer identifies a network and it attempts to get access in order to receive the services that exist within it. The network assigns a valid address and links it with the next module.
The second case identifies the user. It refers to the ID module which identifies and authenticates the user. The authentication server will send the user an identification request. Then, the user will reply to the server and if it determines that the user answered correctly, the request will give him access to services according his preset profile. If the user does not fulfill the request, any access to the local network will be denied, so he'll get limited access.
The third case involves the service presentation module which is responsible for organizing the available services. In this way, the user can easily decide which service he'll use.
In the fourth case, the user requests a service according his profile which is previously identified. In this way, we set out and close the connection between the user and the services.
The final case is the interaction that the user has with the services. This one should be transparent and simple as possible each time the user requests information.
VDSM Implementation testing
VDSM architecture will be implemented within an educational environment, in order to ensure a functional model. Currently, we are pre-testing before take it to an educational environment. The network for this pre-testing is formed by:
• S.O.Ubuntu (VMWare) server.
• Access point Linksys WRT54G Wi-Fi 802. 11b/g (OS OpenWRT).
• S.O. Windows XP (user) Laptop Compaq • An educational services server (AAVAE). These are modular tests, so we have carried out as follows:
A) Network discovery module.
First of all, we have configured a Linksys AP (model WRT54GS), where successfully, we have uploaded a Linux distribution called OpenWRT, which is able to program a Shell in charge to update each certain time, users connected list to the AP.
After that, we have developed in a Java language (within the server), a program that will be retrieving the users connected list to the AP. Also, it will be verifying in a database (within the server), the MAC address of the users connected to the AP. In this way, once a new user connected to the AP has already registered in the database, this module will pass control to the next one, in order to identify the user and give him access to the services according his profile. B) Identification module. According to the concept described in the 802.1X standard, we will implement an authentication server that will verify the authenticity of the user using the data that are sent because of the connection with the AP.
The new user is redirected to an HTML page where we inform him that it is necessary to carry out a prior authentication before access to the network services. To request data from the user, it establishes a secure communication, which presents to the user a template where should type the data required for authentication.
In this Authentication Server Module, we'll use RADIUS server to provide an authentication decision-making centralized mechanism. C) Services Presentation Module. In this module we are reusing the AAVAE system and its services (located on a services server) that are submitted to the user according to his profile, so he won't need to identify himself once again. AAVAE (Fig. 3) is an architecture that will provide virtual educational services to IPN teachers and students, in order to interact in a synchronous and asynchronous mode, using tools such as streaming video, archives management, forums and chat. This module tests the AAVAE system connection with the different repositories where the information and/or services are offered by this system to users, in order to be sure that this process will be in a transparent way. E) Interaction module. Fig. 4 shows the user interface. This will be simple for a no expert user, who will use without any problem, all the available services. The user will only select one of the services offered on the screen, in order to have access to them. Through this system, the user will have one additional support tool for his education.
Conclusions and future work
The main contribution of the proposed model is to provide comfort to the users of the educational environment system, on the basis of mobility allowed by acting, given them saving time and effort in the access to the information and/or services.
Besides, this research helps us to extend Domotic concept toward a Domotic Virtual concept, because it not only covers certain areas or buildings within the environment, it contemplates the whole educational environment according to the different available domains.
Mobile networks are becoming more common in educational institutions. Nowadays, it becomes a mean objective to achieve a computing ubiquitous which ensure a total interactivity at any time and from everywhere. In this way, this project is focused on bring us closer to such objectives, attempting to develop an environment capable of providing the required services for a specific users, always in the most transparent way.
The system could be also a perfect basis to develop a ubiquitous computational environment anywhere that warrants it, establishing a protocol for the implementation of services by different mobile devices.
The application of this model is applied in many environments:
• Health. In this environment, it can be implemented in a hospital. For example, a patient can book a medical consultation by his cell phone, instead to make an appointment with the receptionist. Also, we can obtain information from a hospitalized patient. Furthermore, the doctor could review his daily agenda.
• Cultural. It can be implemented at museums where visitors will use their mobile devices to get information of locations, paintings, sculptures, exhibitions, etc.
