Abstract. Quantum secret sharing (QSS), quantum secure direct communication, and quantum teleportation, which are all included under quantum key distribution, are used to share or distribute a secure key in a quantum environment. We emphasize cooperation between communicating parties to eliminate un-trustworthy members and to improve the strength of the key.
Introduction
QSS, which was first proposed in [1] , is a generalization of classical secret sharing, and can be used to distribute both classical messages and quantum information. When QSS is fully realized, it is likely to play a key role in protecting secret quantum information. This may include the secure operations of distributed quantum computation, sharing difficult-to-construct ancillary states, and the joint sharing of quantum money, among many more applications. There has been a significant amount of research focus on QSS from both a theoretical and experimental perspective. QSS prevents eavesdroppers from obtaining information about the key. It does this by breaking the key into parts, and allowing reconstruction to occur only with the parties working together. There is also a need to check for eavesdroppers during the process [2] .
to use the quantum states to generate a secret cryptographic key that will be shared among the communicating parties [5] .
In general, QKD can be summarized into three phases, the bit-transmission phase, the channel-estimation phase, and the post-processing phase. During bit transmission, the bits are transmitted be-tween the communicating parties. During channel estimation, the communicating parties estimate the channel and the amount of information that has been leaked to an adversary. The final step is the post-processing phase, where the parties share the secret key depending on the bit sequence used in the bit-transmission phase [6] .
QKD systems require the use of dedicated fiber optic cable because QKD is very sensitive to noise and losses. Noise and losses affect the overall performance of the system, so it is very important for them to be minimized [7] .
Although QKD shows promising signs of providing unconditional secure key distribution, it still has problems such as low key-generation speeds, costly equipment for key generation, and short transmission distances compared to currently used technologies [8] . It has been reported that there are two important problems that need to be considered in order to achieve high speed QKD systems. These are the keydistillation step (i.e., sifting, privacy amplification, error correction frame synchronization, and random permutation) and the photon-transmission step. Table 1 shows some of the properties of bits that may not be true at the quantum mechanical level [9] . These assumptions are of great importance in this study. False. Reading a qubit that is initially in a superposition will change the qubit. Reading one bit in computer memory has no effect on any other (unread) bit in the memory True False. If the bit being read is entangled with another qubit, reading one qubit will affect the other. To determine the result of a computation, you must run the computer.
True
False.
Proposed Quantum Sharing Protocol
We presented a QSS protocol between two parties. Our protocol does not depend on quantum entanglement, which is used in most QSS protocols; these protocols directly encode the qubits, making them easy to realize and implement. Authentication is done before the parties can start the process. This is done to prevent unauthorized individuals from masquerading and taking part in the key-sharing process. Table 2 . Qubit coding for two-party quantum secret sharing.
This two-party quantum secret-sharing protocol is described as the basis for the other protocols, where the number of users exceeds two. Suppose we have two individuals, A and B. Let A be the one to initiate the whole process: 
Conclusions
QSS scheme that encourage cooperation between two parties has been proposed. The proposed protocol has many advantages, which include ease of scalability because as the number of parties increases, the complexity of the system will not increase as in other protocols. The use of the shift operation on the key also enhances the security of the key.
