This research attempts to fill two recently identified gaps in Supply Chain Risk Management (SCRM) research, specifically the lack of a common framework and limited empirical research. This research first attempts to determine if ISO 31000:2009 provides a foundation to advance SCRM research by standardizing the SCRM research framework, terms, and risk treatment categories. Secondly, it attempts to determine if ISO 31000:2009 is a useful framework for managers to link SCRM to enterprise risk management (ERM) when executing SCRM. Currently, there is no research that explicitly links SCRM to the ISO 31000:2009 ERM standard. In this study, longitudinal survey data were analyzed, and follow-up discussions with managers were used to achieve the research purpose. It was determined that current SCRM research frameworks have similarities with each other, but they also diverge to some extent. The ISO 31000:2009 framework encompasses existing SCRM frameworks, but it is more exhaustive than that, which includes the need for developing a strategic context for risk management and for ongoing performance monitoring. It is suggested that ISO 31000:2009 provides a foundation for extending and advancing future SCRM research. It was also found that firms increasingly recognize the importance of systematic SCRM, but SCRM integration and skills are lacking. Topics for future research are proposed, including for example using ISO 31000:2009 as a research foundation, potential outsourcing of SCRM, appropriate organizational structure for SCRM, deployment of IT, and SCRM return on investment.
Introduction
This Enterprise risk management (ERM) has been identified as a key strategic issue for business [1] . ERM presents a systematic approach toward managing corporate risks and it is a driver of company success [2, 3] . However, adoption of ERM is not widespread [4] . ISO 31000:2009 is intended to support firms in their development and implementation of ERM strategy, structure, and process. Supply chain risk management (SCRM) has also taken on increased importance for firms, particularly as global sourcing has increased, companies have "leaned out" their supply chains, and product cycle times have become shorter. ERM is supported by SCRM by positively impacting customer satisfaction, costs, delivery and quality performance [5] [6] [7] [8] .
It has been suggested that despite an increasing literature focused on ERM, the broad topic of ERM research is under-developed [1] . It has also been suggested that despite more research into SCRM, there are gaps in SCRM research as well [9] . This research is motivated by the idea that SCRM research will advance more effecttively if there is a consensus on what constitutes SCRM and the assessment that there is a lack of empirical SCRM research [7] . Two primary research questions are explored: 1) How do the current SCRM frameworks proposed by researchers map to the ISO 31000:2009 ERM standard? and, 2) What are the past, current, and future risks and risk management strategies reported by firms, and how do they map to ISO 31000:2009? Longitudinal data are analyzed to address the questions. Managerial implications and future research suggestions are developed based on the responses.
The findings indicate that despite firms that are reporting an increased recognition of SCRM importance, SCRM approaches tend to be ad-hoc rather than integrated. It was also found that actual SCRM practices and proposed SCRM frameworks all map well to ISO 31000. Thus, for practitioners, ISO 31000 provides a foundation for linking SCRM to ERM, and for developing SCRM strategy and processes. For researchers, ISO 31000 provides a reasonable framework that could accelerate the understanding of SCRM.
In the next section, the literature review discusses gaps in SCRM research, explores the ISO 31000 ERM standard, compares existing SCRM frameworks with ISO 31000, then briefly identifies supply risks and SCRM practices. The methodology is then presented and the survey data results are then summarized. Finally, the results are interpreted and discussed, using qualitative feedback from practitioners to support the discussion.
Literature Review

CRM Research Gaps
The advancement of any field or strategic initiative (e.g., Total Quality Management, Mass Customization, Just-InTime Manufacturing, Supply Chain Risk Management) requires empirically based research whose thrust is the development and validation of frameworks, concepts and measurement instruments. For example, the TQM discipline required that an operational definition and standardized framework be developed and validated in order for theory building to advance (see for example [10] [11] [12] [13] [14] [15] ). By doing so, the TQM discipline moved from the important contributions of anecdotes and case studies (the current state of SCRM research) to testable models and specific research hypotheses, linking the theoretical concept of TQM to empirical indicants. Operational definitions and standardized frameworks have contributed to TQM theory-building by identifying the constructs associated with TQM, developing scales for measuring these constructs, and empirically validating the scales. The SCRM research is in its infancy stages and requires the same type of research.
Global competitive landscapes and increasingly complex supply chain processes and partnerships, coupled with increased requirements to comply with regulations, laws and industry guidelines has heightened awareness that firms may benefit from a systematic approach to risk management. SCRM has garnered significant academic, consultant, and practitioner interest over the last decade as a way to not only mitigate risk, but to take advantage of risk opportunities [2, 16] . SCRM is a process for identifying, analyzing and proactively planning responses to a portfolio of risks [17, 18] .
Though effective SCRM can provide significant benefits for a firm [2, 3] , a relatively small percentage of firms have a detailed understanding of this integrated process, and adoption of SCRM is rather limited [18] . Ad hoc approaches to risk management by various "silos" in an organization leads to duplication of resources, uncoordinated planning, and less efficient and effective risk management processes [2] . Varying frameworks have been proposed to support and standardize implementation of systematic SCRM. Sample frameworks include the Joint Australia/New Zealand AS/NZ 4360-2004, the Turnbull Guidance, and the ISO 31000 standards for risk management. SCRM and related frameworks are not without detractors. There is a lack of empirical research into the effectiveness of SCRM in general [2] and the specific frameworks in particular. Other detractors note that implementing SCRM requires a substantial commitment of resources (time, personnel, money) that aren't likely to be available during lean times, and a cultural shift of the entire organization [19] without an appropriate return on such efforts [20] . However, with appropriate planning and execution, SCRM frameworks may be implemented by any organization, from large to small firms [18, 19] . Other SCRM frameworks have also been proposed [8, [21] [22] [23] . There are many similarities in these frameworks, though there is no consensus on the scope of SCRM [7] . In some cases, the concepts are the same, but the terms used are slightly different (e.g., risk assessment versus risk evaluation) and some frameworks do not explicitly identify key processes (e.g., monitoring and review).
Sodhi, Son and Tang [7] identified multiple SCRM research gaps and recommended ways to close the gaps. One gap they identified is a lack of consensus regarding the definition and scope of SCRM. They suggested that there is a great need to reach a consensus on such issues in order to better communicate with company executives and practitioners, and to more quickly advance SCRM research. They also suggest that SCRM is a subset or extension of ERM [7] . Given their suggestions, the ISO 31000 ERM framework, developed by and for practitioners, was identified as a potential consensus framework for SCRM that could fill the research gap. Another gap they identified was a lack of empirical SCRM research, particularly in regard to understanding current practice. This empirical research focuses on current practice and is one important first step toward filling the empirical research gap.
ERM, ISO 31000:2009 and SCRM Frameworks
Enterprise risk management (ERM) is a holistic approach to identify and manage corporate-wide risks to achieve long-term success [3] . Though ERM is an increasingly important topic for practitioners and researchers [2] , it is not widely adopted [24] . ISO 31000 Risk Management Principles, released by the International Organization for Standardization (ISO), presents a set of principles, framework and processes for achieving ERM [25] . Given the clout and impact of prior ISO standards, ISO 31000 will likely become a globally adopted format for ERM [26] . ISO 31000 was built upon the foundation established by the AS/NZS 4360 process [27] , which has been used and tested over time. ISO 31000 intends to support risk management across all functions of an organization, including supply, finance, and operations for example. ISO Guide 73:2009 [28] , provides definitions to support understanding and implementation of ISO 31000.
ISO 31000 identifies eleven principles for effective ERM: create value; be an integral part of all processes; be integrated with decision making; explicitly examine uncertainty; be systematic, structured and timely; rely on best available information; be tailored to specific needs; account for human and cultural factors; be transparent and inclusive; be responsive to change; and facilitate continual improvement [25] . The ISO 31000 framework emphasizes integration of risk management practices throughout the value chain to support corporate decisionmaking [25] .
ISO 39000:2009 Clause 5, Risk Management Process, is the focus of this research. The process consists of five integrated segments (Figure 1 ). There is a high level of integration and iteration within the risk management processes [29] . Clause 5.2, Communication and Consultation, calls for continuous risk information collection and dissemination by involving all stakeholders. Clause 5.3, Establishing the Context, develops objectives and sets the foundation (e.g., culture, organization, resources, responsibilities, etc.) for achieving those objectives.
Clause 5.4, Risk Assessment, presents three interdependent activities: identifying risks, analyzing risks, and evaluating risks. Risk identification (5.4.2) is a systematic process to understand and categorize risk, and to identify risk drivers. Risk analysis (5.4.3) involves evaluation of risk impacts and the likelihood of occurrence. Risk evaluation (5.4.4) prioritizes risks, and identifies which risks may require treatment. Some risks may be acceptable while others are not. An "acceptable risk" is one for which the perceived benefits outweigh the costs of a possible treatment.
Risk treatment (5.5) selects the appropriate options for treating or modifying risks. Such options include: acceptance of risk to realize competitive advantages; avoidance of risk by not engaging in the activity; reduction or removal of the impact or probability of the risk; or distribution of risk by sharing or transferring the risk. Monitoring and review (5.6) involves ongoing analysis of the risks encountered, and assessment of risk treatment effectiveness.
SCRM frameworks have also been proposed [8, [21] [22] [23] . There are many similarities in these frameworks, though there is no consensus on the scope of SCRM [7] . In some cases, the concepts are the same, but the terms used are slightly different (e.g., risk assessment versus risk evaluation) and some frameworks do not explicitly identify key processes (e.g., monitoring and review). Though SCRM frameworks and ISO 31000 share overlapping concepts, the ISO 31000 standard provides a more comprehensive framework. It requires "establishment of the context," a critical step for holistic risk management and for linking SCRM with ERM. ISO 31000 also emphasizes "monitoring and review" to create a closed-loop process. ISO 31000 was used in this research to explore SCRM rather than any of the proposed SCRM frameworks, because it is more comprehensive and is expected to become an internationally adopted approach to risk management [26] . Further, Sodhi, Son, and Tang [7] suggest that SCRM is an integral component of ERM, and that there is a need to reach consensus regarding the scope of SCRM in order to advance research in this field. ISO 31000 provides the framework for integrating SCRM and ERM, and for driving consensus on the scope of SCRM.
Supply Chain Risks and Practices
Firms face multiple supply risks, whether in combination or isolation, such as supplier reliability/failure, currency exchange, commodity cost volatility, banking and government regulations, bankruptcy, material shortages, logistics failures, demand change, diminishing capacities, return policy, port security, legal liabilities, insurance coverage, tax issues, natural disasters, intellectual property, skilled labor, language, strikes, property laws, infrastructure, contract failure, contamination, fraud, information, theft, etc. [8, [30] [31] [32] [33] . Each risk might require a specific SCRM technique [34] .
There are a variety of definitions for SCRM. In general, SCRM may be defined as managing supply risks through collaboration or coordination with supply partners to achieve sustainable profitability and continuity [35] . SCRM treatment options include evaluation and trust building [36] , use of dual sources [37] , environmental scanning [38] , combined capacity reservation contracts and spot markets [39] , supply chain modeling and information systems integration [40] , qualification and use of capable suppliers 23], supplier quality management initiatives [41] , buffer inventory [35] , contingency plans [22] , credit analysis [42] , strategic sourcing and flexibility [43] , forward buying or hedging [33] and supplier development [44] . Despite the plethora of risks and risk management approaches, few firms have a structured SCRM approach [45] .
Methods
The focus of this research is exploratory in nature (rather than confirmatory). Field-based data and survey collection methods were used to ensure that the important variables were identified. It also helped us develop an understanding of why these variables might be important [46, 47] . This research examined how current SCRM research frameworks and actual business practices align with the ERM standard ISO 31000:2009, and identified past, current and future SCRM experiences of firms. A purposeful sample was used in this exploratory research [46, 48] . Key criterion included that the company would agree to identify an informed respondent, reply in a timely manner to a scaled and open ended survey, and be willing to participate in follow-up questions as needed. All targeted respondents support supply chain management higher education, and are involved with professsional supply associations such as the Institute of Supply Management, Association of Operations Management, and Council of Supply Chain Management Professionals. The method followed was similar to the grounded theory development methodology suggested by Glasser and Strauss [49] . In instances where a well-developed set of theories regarding a particular branch of knowledge does not exist, Eisenhardt [46] and McCutcheon and Meredith [50] suggest that theory building can best be done through limited sample sizes. Several industries were chosen for this study to achieve some level of generalizability. The first survey was sent to 67 contacts in 2009, yielding 46 responses (68% response rate). The second survey was distributed two years later in 2011 to 58 contacts, yielding 38 usable responses (66% response rate). Both surveys were nearly identical with regard to format, and all items discussed in this paper are identical in terms of content. For each survey, the non-respondents suggested that they either: 1) didn't have time to fill out the survey within the window of time provided; or 2) company policy prevented them from fully participating. Early to late respondent survey comparisons were made to analyze potential non-response bias [51] . The mean values for seven randomly selected questions were compared between the first 25% of responses and the last 25% of responses. No statisticcally significant differences were found between responses. The majority of non-respondents indicated that either company policy prevented them from participation in this particular survey or that resources were constrained when the survey was distributed.
Similar to much of the research in operations strategy, a single industry ideally would have been chosen. Fo-cusing on a single industry controls for variance due to industry specific conditions. Industries may also differ in the consensus understanding of the meaning of terms. Controlling for industry effects can compensate for variability between industries, in terms of work force management, general market conditions, degree of unionizetion, etc. Controlling for these industry-specific differences through the focus on one industry also means that firm-specific variance is highlighted in subsequent analyses. Restricting the sample permits the control of several variables that often differ between industries, including the scope and complexity of risk management concerns. At the same time, one would have to identify a specific industry where the types of SCRM issues and range of programs used offer sufficient variability for study. This variability within that sample would then provide a basis for external generalizability. However, no single industry was selected because there has not been one that has been a leader in implementing progressive SCRM strategies. Furthermore, no single industry has already been the focus of many empirical studies that address SCRM. Given these circumstances and the infancy stages of this topic area, aggregation of survey results among widely varying industries was justified and the route taken.
Data Analysis
Four profile characteristics of respondents to each survey were compared using t-tests assuming unequal variances (Tables 2 through 5). There were no statistically signifycant differences in any of the characteristics, suggesting that comparison of other survey data was valid. Table 6 lists respondent job titles for each survey. 
Over $100B 2 3
Total 46 38 t-test (p = 0.25). 
SCRM Process
Survey data were grouped according to ISO 31000 Clause 5 process segments. The data tables are sorted by the highest mean score or the highest ranking based on survey two data. "Agree/disagree" questions were scaled from "1 = strongly disagree" to "7 = strongly agree". "Extent of use" questions were scaled from "1 = not used" to "7 = extensively used." Communication and Consultation Clause 5.2: There were no statistically significant differences in the communication and consultation practices ( Table 7) . Information gathering and establishing communications with suppliers remain paramount approaches. However, concerns exist whether supply risk information is accurate and readily available. There may be a somewhat increased use of data warehousing and demand signal repositories, though neither change was statistically significant.
Establishing the Context Clause 5.3: Contextual factors were grouped according to need, approach, budget, and organization (Table 8) , consistent with general guidelines proposed by ISO 31000. There was a statistically significant increase in the recognition that much can go wrong in a supply chain without systematic risk analysis. SCRM is recognized as a strategic issue, but the lack of a single set of tools or technologies makes implementation a challenge. The supply chain organization seems to lack key risk management skills and has a limited understanding of corporate risk management strategy.
SCRM budgets are shown in Table 9 . The response rate was not 100% for this question due to competitive concerns. There was no significant difference in spending plans between the two data sets. most firms will keep SCRM spending at current levels or increase spending in the future. Table 11 suggests that purchasing/supply generally takes ownership of SCRM investments, though Table 12 suggests the SCRM budget generally does not come from a specific SCRM budget. Risk Assessment Clause 5.4: There were no statisticcally significant differences in the risk assessment practices ( Table 13) . Specific risk factors such as supplier reliability, relocating facilities overseas and filling spikes in demand are carefully assessed. A relatively small percentage of firms anticipate that they will exploit risk to an advantage by taking calculated supply chain risks.
Respondents identified the top five risks that they face ( Table 14) . The most persistent risks seem to be supplier failure/reliability, supplier bankruptcy, commodity cost volatility, natural disaster, logistic failures and geopolitical events. Respondents were also asked which risks would decrease, remain the same, or increase during the next two years ( Table 15) . Some of the highest-rated risk factors such as currency exchange rates and government regulations require that SCRM be integrated with ERM in order to most effectively treat the risk.
Risk Treatment Clause 5.5: There were no statistically significant differences in the risk treatment practices (Table 16 ). When risk is accepted, inventory management and buffering is a widely used option. Risk reducetion emphasized using approved suppliers, while risk sharing emphasized supplier partnering and development.
Monitoring and Review Clause 5.6: There was a statistically significant increase in the monitoring and review practice of using credit and financial data analysis (Table  17) . Firms extensively monitor supply chain and SCRM performance using a variety of techniques such as measurement systems, supplier visits, and supplier process monitoring. Relatively few firms benchmark SCRM processes to those of competitors. Firms appear to be somewhat satisfied with supply chain performance (Table 18). There was a statistically significant decrease in satisfaction with damage free and defect free delivery, and a statistically significant increase in satisfaction with reduced material price volatility.
Discussion
The following research limitations should be kept in mind as the data are interpreted and discussed. The sample size was by design relatively small to ensure a relatively high response rate and to secure participation in following-up interviews. Future research should consider a larger sample. The research findings are based on perceptual data, and while com on to survey work, future m Government regulations (SOX, SEC, Clean Air Act, OSHA, EU) 9 5
Intellectual property infringement 7 5
Lack of trust with partners 7 5
Diminishing capacities (financial, production, structural, etc.) 10 5
Contamination exposures-food, germs, infections 3 5
Legal liabilities and issues 5 4
Return policy and product recall requirements 2 4
Attracting and retaining skilled labor 8 4
Currency exchange, interest, and/or inflation rate fluctuations 7 4 research should include objective measures (e.g., actual risk reduction outcomes, actual budget, etc.). Responses came mostly from manufacturing firms and future research should include a greater number of service firms to increase generalizability. Also, the decision to obtain ISO 31000 registration is not always straightforward for managers since many issues still surround the ERM standard. Although ISO 31000 addresses several criticisms of previous ERM frameworks [8, [21] [22] [23] , it is still met with uncertainty and this uncertainty could have impacted the survey findings. Most of this uncertainty is related to perceived weaknesses with regard to its ability to deliver real benefits and a continued over-emphasis on bureaucratic processes and documentation. Other criticisms generally concern inappropriate misapplication or extension of its use in companies, and the effect this can have on organizational resources and culture. While the criticism focuses on the standard, the problems typically arise from a failure of organizations to understand the underlying philosophy of the standard and the idea, which is a process-driven systematic approach to ERM.
Longitudinal Data Analysis and SCRM Trends
The primary reason for using longitudinal data was to determine if over time the ISO 31000 framework provided a foundation for both researchers and managers to discuss, examine, and/or implement SCRM strategies and practices. There is a reasonable alignment between proposed SCRM frameworks, actual SCRM practices and ISO 31000:2009. So, if it is true that adopting a consensus framework for SCRM research will enable better communication between researchers and practitioners, so that such a common framework would enable more efficient and effective research to close research gaps [7] , then ISO 31000:2009 provides a reasonable foundation. A secondary reason for employing longitudinal data was to identify trends in supply risks, strategies, and practices. There were only four statistically significant changes identified. There was an increase in agreement that without a systematic analysis technique to assess risk, much can go wrong in a supply chain. As will be discussed subsequently, it doesn't appear that this awareness has translated into SCRM being raised to a strategic corporate level through linkages with ERM, or into an increased allocation of resources for SCRM. ISO 31000 may provide a foundation for practitioners to remedy those situations.
There was a statistically significant increase in the use of credit and financial data analysis, likely driven by the high level of supplier failures and bankruptcies over the last decade. Firms reported statistically significant better performance in terms of reducing material price volatility. It is not possible to identify specific drivers of this improved performance without controlling for many broad economic factors. Hedging strategies were not widely used, so this is unlikely a driver. Perhaps the relatively high use of supplier partnering, approved supplier lists and increased use of supplier financial health assessment helped create some price stability. There was a decrease in satisfaction with damage-free and defect-free delivery performance. Again, the direct causes of this outcome are not readily identifiable. The examination of direct cause and effect relationships was beyond the scope of this research. It was also clear that some of the survey responses were linked to the economic recession conditions of 2008. For example, a major risk and source of supply chain disruption was supplier bankruptcy, for which most buying organizations were not proactively evaluating. Future research should explore such relationships and over a period of time that goes beyond the two years covered in this study to see how companies have managed this and other risk issues since.
SCRM Practices Relative to ISO 31000 Clauses
Clause 5.2 Communication and Consultation: The importance of reliable and timely information communicated throughout the value chain was evident. One manager highlighted this importance: "We have a very intricate web of parts supply. It can be very difficult to get accurate information about our suppliers and even our own company overseas. Many times, it is difficult to know where to obtain information accurately and reliably. So, even if we have a perfect system or structure in place to manage risk, it depends on the input of reliable data that accurately identifies the risk. The old "garbage in/garbage out' theory applies." Not only was the ability to find reliable information a challenge for some firms, the ability to share information quickly was also a challenge. One manager noted that the major failure mode was "information speed that is too reactive versus proactive." Some firms indicated that such challenges can be overcome by matching information research efforts with project needs: "In many cases getting good information can be as simple and cheap as subscribing to a few periodicals, or as complex and expensive as hiring outside consultants. It really depends on the business that you're in and the needs of the company." Clause 5.3 Establishing the Context: Proposed SCRM frameworks as well as SCRM strategies and practices used by respondents align well with the ISO 31000 process. However, it does not appear that the firms are proactively using ISO 31000 or any other such integrative framework for SCRM. Even at firms with seemingly advanced SCRM practices, the linkage to ERM seems a bit weak. One manager stated that "supply risk management is handled at the plant location level and not from the corporate level. This is created by a 'we have always done it this way' mentality. It has always worked in the past because changes to production plans have never fluctuated like this before, both up and down. This challenge is preventing us from accurately assessing which suppliers are at risk and why, and assessing this early enough to do something about it." ISO 31000 states that upper managers need to take the lead in ERM and SCRM to establish the appropriate culture, organization, budget, resources, and processes for managing risks. A few respondents suggested that their firms have recently taken steps in this direction, as exemplified by one manager's comment: "Resources have been allocated to SCRM as we have increased the amount of Full Time Headcount dedicated to supply chain activities across the company. We have also received IT prioritization for projects that will help us understand exposure related to certain supply relationships and allow us to take action on those. As we continue to broaden our business and create revenue streams generated from 100% supplied product, we have a more direct association of revenue risk with the supply chain."
Such strategic linkage of SCRM to ERM was not universal. When support from upper management was lacking, most respondents suggested that it was up to the supply group to make a solid business case for SCRM, as summarized by one manager: "As supply managers, we need to have an effective way to tie a supplied product or component back to actual revenue generated from that product or component. Many companies including ours need to make the process easier and more visible to upper management once the data is retrieved. The financial impact-favorable or unfavorable-as well as the financial risk and exposure should be captured by the supply managers and communicated up through upper management."
The lack of SCRM linkage to ERM is further evidenced in the organization section of Table 8 . Few supply personnel understand government legislation, geopolitical issues, or the activities being performed by the firm's risk management group. Perhaps supply chain curriculum needs to put a greater emphasis on such issues, or companies need to hire supply personnel with more varied experiences and backgrounds.
Despite "non-trivial" amounts being spent on SCRM and most firms increasing the budget for SCRM, the overall perspective was that budgets were not sufficiently "high." Supply managers suggested that their ability to mitigate supply chain risks was often limited by a lack of money, time, or people. The current business environment and focus on lean operations suggested that secureing more resources for SCRM is now even more challenging. One manager stated: "In the current state of the economy with pressure for reduced cost and leaner manufacturing, it's harder to have the resources-people and funding-to be fully prepared for these risks, which greater puts a company in the face of danger." As stated earlier, it is up to the supply manager to make a business case for SCRM. Perhaps it is the failure to make a business case that explains why the budget for SCRM most often is established in departments other than supply.
Relatively few firms indicated that their company takes a proactive risk management approach. The firms that had this perspective recognized that communications and involvement with upper management was the key: "Our top management has a reoccurring meeting where various plants get together and discuss suppliers that are putting our business at risk. Sources of risk can be financial-bankruptcy, paying sub suppliers, resources and capacity risk, or price risk. Meeting on these issues frequently allows top management to be aware of the issues and adjust business outlooks if needed." Clause 5.4 Risk Assessment: Most firms identify a wide range of risks and then prioritize those risks in terms of potential impact and/or likelihood of occurrence. One manager cautioned that focusing on high priority risks makes good sense, but perhaps it is the interaction of multiple moderate risks that in combination result in the most significant risk. Future research might examine the use of "design of experiments" to assess risk. The most frequently cited and persistent risk factor was supplier failure/reliability. Some firms recognized that part of the problem is their own doing. One manager commented that "the automotive industry and their negotiating techniques have ruined and shut down suppliers. The cost pressures are immense in today's economy, forcing customers to squeeze their suppliers." Future research may explore the impact that internal company processes (e.g., lean initiatives, cost reduction or target costing programs, product variety and proliferation) have on creating supply risks.
Quite a few of the most frequently cited and increasing risk factors are beyond the control of supply managers (e.g., natural disasters, geopolitical events, increasing government regulations, currency fluctuations, etc.). Companies tend to treat such risks using dual sourcing or buffer inventories. Somewhat surprising was that fewer firms used hedging strategies or speculation techniques. Perhaps this was due to the lack of supply personnel understanding such issues as previously discussed.
Clause 5.5 Risk Treatment: Partnerships were extensively used to share risks, though few firms used joint technology development to share risk. This is somewhat surprising because it is generally agreed that risk management is most efficient and effective when done early in a product lifecycle. Given an increasing focus on "open innovation" in the last decade, perhaps more firms will partner not only for innovation but for risk reduction as well during new product development. One manager commented that this will be a challenge because SCRM analysis takes time and anything that might hold up new product development time is unlikely to be implemented.
Companies rely extensively on qualification of approved suppliers to reduce risks. One manager commented that such lists are important, but the assessments are generally based on past performance and may not be indicative of future performance. Forward-looking risk assessment measures tended to be limited and very subjective. One respondent indicated that forward looking measures such as supplier scalability (e.g., supplier ability to develop global reach) and supplier-supply chain management skills (i.e., supplier's ability to manage its own supply chain) needed to be included in supplier qualification systems to prevent future risks.
Clause 5.6 Monitoring and Review: Without ongoing monitoring and control, supplier performance may degrade after qualification, and then risks will surface over time. Companies monitor and control SCRM and supply chain performance using traditional performance measures such as cost, quality, delivery, etc. Though SCRM impacts such performance outcomes, most firms would like to develop risk specific measures to help them make the business case for more investments in SCRM. One manager commented: "I think we could have more clear-cut metrics that are directly related to supply chain risk, rather than some of the indirect ones that we have now. But to create new metrics always requires funding, which at this time isn't being used for more metric development." In the meantime, firms will continue to monitor performance by conducting traditional supplier visits and using supplier scorecards. Without knowing in advance how to measure SCRM strategy performance, one option is to adopt a learning organization perspective as suggested by one manager: "I'm not sure we have an official way of reviewing if a risk strategy was as effecttive as others. If we avoided a risk, we consider that a success. If we still got exposed to a risk despite our strategy, we'll review lessons learned and then adjust the strategy to incorporate that."
Supply managers are rarely compensated specifically for SCRM efforts, in part due to the difficulty of proving that without risk treatment the result would have been worse. Compensation for "risk management" is generally based on traditional supply chain performance measures and one manager stated: "Risk performance evaluation is tracked through the review process, and performance ratings are given based on performance to key objectives. Employees also receive a bonus based on actual business performance-we reduce risk, business performance is strong." In most cases however, there was no specific bonus or compensation for risk management: "Typically the people working on risk management are the same people working with the suppliers on a daily basis, so no further compensation is given. At a global supply chain management level, risk management is a larger part of their day-to-day responsibilities, but more from a coordination of efforts level than a working level, and still no additional compensation."
Respondents seemed relatively satisfied with supply chain performance along multiple dimensions, though all respondents recognized the need for continuous improvement. Some progress was made in controlling price volatility as previously discussed. Again, whether or not these performance outcomes can be directly tied to SCRM is unclear.
Implications for Managers
The findings suggest that firms are very concerned about supply chain risks and that they spend significant effort managing those risks. However, it doesn't seem that firms take a long-term approach to SCRM by integrating such efforts with ERM, and that making a business case for SCRM will remain a challenge. One manager stated: "We don't have a dedicated set of resources for risk management. We take the approach that it's everyone's responsibility. Good in theory, but during very busy parts of the year, other commitments may take the focus off risk management, thus leaving us open to issues. The challenge in creating a dedicated group to manage this is always money. Is it worth it? To overcome this, you'd need to look at the cost of the resources, people, and technology and balance that against the costs that are avoided by having the group in place. This calculation would likely involve a lot of soft costs and could be difficult to get agreement on, thus making it a tougher sell." This perspective was shared by many respondents to our survey. Given that SCRM efforts map well to the ISO 31000 standard, perhaps supply managers will be able to strengthen the business case for SCRM and create a linkage of SCRM to ERM by deploying the "missing link," the ISO 31000 standard.
Implications for Researchers
A few future research topics were already presented in the discussion section. For example, research that includes service purchases and/or service firms is warranted. The exploration of direct cause-and-effect relationships is also of interest (e.g., what is the best response to a parts shortage caused by a hurricane versus a parts shortage driven by limited supply capacity?). A suggestion was also made that examining the impact and treatment of the interaction of risks might advance our understanding of SCRM. Further, research regarding the impact of buying firm strategy and process (e.g., lean initiatives, cost reduction, product proliferation) on driving supply risks was suggested. The following topics expand on such issues. Topic 1: Can our understanding of SCRM be supported and accelerated by adoption of the ISO 31000 framework? The literature review suggested that ISO 31000 is more comprehensive than current SCRM frameworks, that SCRM is considered a subset of ERM [7] , and that ISO 31000 may become an internationally implemented ERM standard [26] . Perhaps SCRM researchers should adopt the ISO 31000 framework so that agreement on definitions, terms, scales, etc., will be reached to support in-depth SCRM research.
Topic 2: Does ERM/SCRM provide appropriate return on investment? Firms with well established SCRM strategies and structures respond more effectively, at least in the short term, to major supply disruptions than firms without such structures. However, such significant disruptions tend to be rare. It has been suggested that different structures and approaches to SCRM provide different results. For example, one effort found that SCRM implementation impacts supply performance, but reactive SCRM provided better disruption resilience and reduction of the bullwhip effect while preventive SCRM provided better values concerning flexibility and safety stocks [52] . Ultimately, does an established department, system, and resources dedicated to SCRM pay for itself in the long term, and if so, what is the appropriate structure?
Topic 3: Related to Topic 2, what is the most effective organizational structure for effective SCRM? Initiatives such as Six Sigma have called for different levels of specialization (e.g., black and green belts), yet they still maintained that quality is the responsibility of each person. Even lean initiatives call for a somewhat hierarchical structure of expertise (e.g., group leader, team leader), yet they maintained that waste reduction and flow are everybody's responsibility. Should a separate SCRM department be created, or should it be part of the ERM organization? Should a hierarchical structure of risk experts be developed, or should SCRM be part of each supply person's everyday responsibilities? Or, perhaps the most effective SCRM approach would be to outsource it. The increased use of 3PL/4PL, supply chain consultants, information brokers and analysts such as D&B, government or industry regulations (e.g., GAAP, SOX, etc.) and international standards (e.g., ISO 9000, ISO 14000) already provide support for SCRM outsourcing.
Topic 4: To what extent should SCRM be integrated into new product development efforts? Collaboration with suppliers for new product development has increased in the past decade. A primary objective of such efforts is to innovate, but part of all such processes are to address technology risks early. How can firms most effectively "design for supply risk" without delaying new product development efforts. Perhaps the "rapid plant assessment" process [53] provides a good starting point for a "rapid risk assessment" process.
Topic 5: What is the role for IT, and how can companies more efficiently integrate new IT to support SCRM? This research suggested that firms use IT for SCRM by gathering and disseminating data, communicating with suppliers, measuring performance, and managing inventtory. However, few firms used IT for SCRM by creating data warehouses, integrating supplier into new product development, analyzing network designs analysis, or optimizing inventory. Advancements in IT applications, including for example cloud computing, tablets and mobile devices, enable firms to gather and distribute realtime data. Research that identifies proper strategies for the use and effective adoption of such tools is warranted.
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