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 In vehicular ad hoc networks (VANETs), transmission power is a key factor in several performance 
measures, such as throughput, delay, and energy efficiency. Vehicle mobility in VANETs creates a highly 
dynamic topology that leads to a nontrivial task of maintaining connectivity due to rapid topology changes. 
Therefore, using fixed transmission power adversely affects VANET connectivity and leads to network 
performance degradation. New cross-layer power control algorithms called (BL-TPC 802.11MAC and DTPC 
802.11 MAC) are designed, modeled, and evaluated in this paper. The designed algorithms can be deployed 
on smart cities,  highway and urban city roads. The designed algorithms improve VANET performance by 
adapting transmission power dynamically to improve network connectivity. The power adaptation is based 
on inspecting some network parameters, such as node density, network load, and MAC queue state, and then 
deciding on the required power level. Obtained results indicate that the designed power control algorithm 
outperforms the traditional 802.11p MAC considering the number of received safety messages, network 
connectivity, network throughput, and the number of dropped safety messages. Consequently, improving 
network performance means enhancing the safety of vehicle drivers in smart cities, highway, and urban city. 
 















































   A vehicular ad hoc network (VANET) is a type of mobile ad hoc network designed to provide 
communications among adjacent vehicles and between vehicles and fixed road-side equipment [1]. This 
network type has been established as an intelligent transportation system (ITS) to improve the performance 
of the transportation systems. The main ITS aims to improve road safety and reduce traffic congestions, fuel 
consumption, and waiting times in the urban cities, highways as well as smart cities [2],[3]. In addition to 
intelligent algorithms, integrating sensing devices, embedded computers, digital maps, global positioning 
system, and wireless communications devices is helpful for the development of several application types for 
ITS to improve road safety[4]. The updated information supplied by integrating these systems can be helpful 
for drivers in acquiring real-time data concerning the road conditions, thus allows them to make fast reactions 
[5]. In wireless networks, the power of transmission has a significant impact on wireless medium sharing 
because it is responsible for the determination of the signal strength at the receiver, the range of the 
transmission, and the interference produced for other network receivers. Thus, the transmission power is 
considered to be one of the main factors in numerous performance measures, such as delay, throughput, 
energy efficiency, and connectivity [6]. The reduction in the transmission power level can decrease the energy 
consumption for communications and increase the spatial reuse of wireless media to enhance the efficiency 
of wireless networks [7]. However, the increase in the transmission power level also raises the transmission 
range of the nodes. Thus, the average number of required hops in every route in a network is reduced. 
Consequently, a decrease in the total delay of the transmission is observed in every route [8]. The density of 
the vehicle frequently and rapidly changes in VANET due to high node mobility, which leads to changes in 
vehicle distribution and connectivity graph (network topology) [9]. In heavy traffic congestions, the vehicles 
could be adjacent to each other in a couple of meters, whereas the distance could reach over a hundred meters 
on sparsely populated roads. Thus, VANETs face the non-trivial issue of connectivity maintenance because 
of the rapid topology change. For example, when vehicles are distributed densely in the transmission range 
of one another, numerous nodes must share the medium. Such sharing causes  collisions, contentions, and 
delays, thus reducing the network capacity. However, some vehicles cannot reach their neighbors beyond the 
transmission range of each other due to the sparse distribution of vehicles and the use of fixed transmission 
power (fixed transmission range); thus, some vehicles are isolated, and safety messages and other information 
cannot be received or sent among the isolated vehicles [10]. Therefore, using a fixed transmission power in 
vehicles produces a fixed transmission range, which adversely affects VANET connectivity and leads to 
many performance issues and message overheads [11], [12]. 
  This paper mainly aims to propose a solution for connectivity issues in VANETs by designing a new 
transmission control power algorithm. The proposed algorithm adjusts the transmission range adaptively 
according to vehicle density. Such an adjustment aims to maintain vehicle connectivity under different 
network scenarios to improve the performance of this type of network. 
  In multi-hop communication applications, many  factors affect the communication. However, under normal 
circumstances, one-hop safety messaging scenarios, such as a collision accident safety application, the 
transmission power of the node is crucial in reaching all one-hop neighbors. Therefore, the one-hop distance 
depends on the transmission power that the node uses to transmit the safety message. Therefore, the optimal 
selection of the transmission power for setting its one-hop distance will be crucial in one-hop connectivity in 
VANETs. The main key contributions of this paper are summarized as follows. 
 
• Improving the connectivity of VANETs by proposing cross-layer, bi-level, and dynamic transmission 
power control algorithms depending on the information studied at the application layer. The proposed 
transmission power algorithms produce a variable transmission range, which leads to network 
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connectivity maintenance, with high throughput value , and decreases the number of drooped packets  
Consequently, the VANET network is improved. 
 
• Comparing and analyzing the performance of the proposed algorithms considering the traditional fixed 
transmission power algorithm 80.211p MAC and with others available cross layer algorithms. 
 
   The rest of this paper is organized as follows. Section 2 presents the related work of other authors. Section 
3 describes the dedicated short-range communication (DSRC) overview. Section 4 discusses the problem 
formulation. Section 5 represents the proposed methodology. Section 6 demonstrates the experimental setup. 
Section 7 explains the performance evaluation. Section 8 presents a comparison for related broadcast 
algorithms. Section 9 finally concludes the paper. 
 
2. RELATED WORK 
Many studies considered the VANET problems and started searching and solving its issues because the 
most popular problem is selecting the proper transmission ranges of the packet. M. I. Ansari et al.[13]  
proposed an adjustment transmission power called Adaptive-Transmission-Power Ad Hoc On-Demand 
Distance Vector (ATP-ADOV) routing protocol. The ATP-AODV controls the transmission power 
adaptively. The proposed routing protocol reduces the overall energy consumption and improves the life 
duration of the contributing mobile node, thus enhancing the network lifetime. The results show that a good 
enhancement on the energy consumption and lifespan of the overall network is observed during the 
application of the ATP-AODV protocol. M. Abdelkader et al. [14] proposed a new cross-layer design called 
CLD based on IEEE802.11p. The proposed design evaluates the performance at various transmission models 
(two-Ray, free space, and log-normal). The output result shows that the packet delivery ratio is satisfactory 
from the perspective of the proposed approach. The minimum delay percentage is also inversely proportional 
to the number of vehicles. A. Sarfaaraz et al. [15] introduced a power control algorithm called the CLPC. 
This cross-layer optimization design collects information regarding the receiver signal of the node by using 
a hello message. Each node can construct the (average minimum and maximum) ranges by using an adaptive 
transmission power mechanism. The result shows that the proposed approach demonstrates a typical 
transmission range and efficient communication. K. Kunavut. [16] suggested an innovative approach for 
adaptive topology controls to allow every one of the nodes to optimize its transmission range and obtain 
compromising network connectivity levels simultaneously. Results have shown that the suggested approach 
outperformed the traditional algorithm considering end-to-end delay, collisions, and energy consumptions. 
D. B. Rawat Et al. [17] presented an innovative approach to adapt transmission power dynamically and the 
size of the contention window to enhance the efficiency of information dissemination in VANETs. The 
presented method includes the mechanism of the enhanced distributed channel access of 802.11e and utilizes 
a joint method for the adaptation of the transmission power at the physical (PHY) layer and the parameters 
of quality-of-service at the layer of the media access control (MAC). The obtained results from simulations 
reveal the realization of a sufficient throughput with lower delays compared with that using the default 
scheme. in [18] H. Chang et al. proposed a new power control algorithm to adjust the transmission 
power/range for controlling the congestion in communication in VANETs. The authors showed that the new 
proposed algorithm gave a high sensibility for the surrounding vehicle's status via maintaining the load in the 
channel below the threshold. the results showed that the new  power control algorithm handle with  the 
congestion in the  communication channel fairly  to target the allowed threshold  in various  traffic situations. 
W. Xue-wen et al. [19] developed an innovative broadcast approach for the VANETs, which is referred to as 
the transmission range adaptive broadcast (TRAB).  They also calculated the waiting time for selecting the 
nodes of the relay to ensure that fewer relay nodes are utilized to forward emergency packets. Moreover, the 
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TRAB  ensures the reliability of the dissemination through the adoption of the following two answering 
mechanism types: the explicit ACK and the implicit ACK. The simulation results indicate that (TRAB) 
outperformed the available typical algorithms of broadcasts for VANETs according to the broadcast 
redundancy suppression, reliability, and real-time performance. P. J. Wan et al. [20] demonstrated a range 
assignment to nodes in VANETs and performed an analysis of the exact asymptotic distributions of a critical 
radius of transmission for k-connectivity; the following two methods have been implemented: the 1-nearest 
neighbor range assignments and the uniform assignment range. S. A. A. Shah et.al. [21] designed a 
multimetric power controller (MPC). this approach depends on uses the channel status and application 
requirement to estimate the needed transmission power/range to send the safety messages. the results showed 
that the proposed algorithm gave the best coverage for different messages and in turn, will improve the 
awareness by minimizing the collision in the beacons.  Y. Zhuang et al. [22] presented a time and location-
critical (TLC) model for disseminating EMs. This model facilitates the broadcast of messages of different 
importance levels to various distances simultaneously. Owing to these characteristics, (TLC) has been well-
fitted for the requirements of advanced travel planning and instant collision avoidance in VANETs.  
3. DEDICATED SHORT RANGE COMMUNICATION (DSRC) OVERVIEW 
DSRC [23] can be defined as a wireless radio technology based on Wi-Fi to assist data exchange in a short 
and high dynamic network. In 1999, the Federal Communication Commission of the United States of 
America specified 75 MHz of the DSRC spectrum at 5.9 GHz, which is used for the communications between 
the vehicles (V2V) and between the vehicles and the roadside units (V2I) [24].  DSRC was described in [25] 
as a key technology for the next generation of safety vehicular communication. Broadcasting was considered 
to be one of the substantial services in DSRC. The technology was designed to be incorporated in the 
automotive industry. DSRC is a group of protocols and criteria that contains all parts of the layers; its PHY 
and MAC layers have been defined in IEEE 802.11p, which belongs to the 802.11 family. The DSRC 
properties are represented in low connection delay and high data transfers [26], [27]. The DSRC contains 
seven channels (CH172–CH 184) as shown in Figure 1. 
 
 
Figure 1 DSRC spectrum frequencies and IEEE1609.4 protocol operations 
 
    Each channel reserved 10 MHz, while the remaining 5 MHz is reserved for guard band. CCH178 is used 
as a control channel. The DSRC channels can be summarized into the following two categories: a control 
channel (CCH) and service channels (SCHs). The 1st and 7th channels are dedicated to applications of high 
availability low latency and intersection, respectively. The middle (i.e., the 4th channel) is for controlling 
various values of transmission power and a node, which is not permitted to occupy the channel for more than 
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200μs at each time. The 2nd and 3rd channels are for medium-range services (with a limited transmission 
power of 33 dBm) and may be bonded to one 20 MHz channel. The 5th and 6th channels (may also be 
bonded) are for short-range services (with a limited transmission power equal to 23 dBm). The main aim is 
to enable the applications of public safety, which can save lives and enhance traffic  flow [28], [29]. The 
DSRC works with different kinds of data rate transfer, such as 3, 4, 5, 6, 9, 12, 18, 24, and 27 Mbps, for the 
10 MHz channel, and 6 Mbps is the most optimal data rate transfer [30]. The vehicular network works on 
DSRC bands, which can be regarded as a key enabler technology for the new marketing of the ITS. The 
IEEE1609 Standard for Wireless Access in Vehicular Environments (WAVE) [31], which allows the 
cohabitation of safety/non-safety applications in a vehicular network, was proposed to improve the 
performance for the multichannel operation of the vehicular network. The limited support of WAVE 
1609.4/802.11p under the NS2 (v-2.35) software presents a challenge in evaluating the performance of the 
1609.4-based VANETs. The basis of the IEEE 1609 standards family is the IEEE 802.11p standard, which 
defined PHY and MAC layers and heavily relies on previous standards for wireless LANs [32], [33]. 
4. PROBLEM FORMULATION 
    The Nakagami propagation model has been comprehensively defined in [34] as a general mathematical 
radio channel modeling with fading. In comparison with available models (two-ray ground and shadowing), 
the RF model of Nakagami includes additional configurable parameters to allow close representations of 
wireless communication channels. This model is capable of modeling from an optimal free space channel to 
an adequate fading channel on the highway, even to an intensely fading channel in the urban communities. 








], 𝑥𝑥 ≥ 0,𝛺𝛺 > 0,𝑚𝑚 ≥ 1/2,         (1) 
 
   where Ω represents the projected distribution value and can be defined as the mean value of the received 
power, and m represents the parameter of fading or shape and gamma function, which is defined as Γ(𝑚𝑚). 
The corresponding power pdf (square of the signal amplitude) at the specified distance may be obtained 









],−𝑥𝑥 ≥ 0         (2) 
 
   The IEEE802.11p simulation framework of NS2 supports the RF model of Nakagami. The values of m and 
Ω are the distance functions. Therefore, the Nakagami model can be defined by the following two functions: 
m (d) and Ω (d). 
   In the free-space model, the Friis transmission equation (3) was utilized to calculate the power received 
from one of the antennas (with gain G1) in the case of the transmission from another antenna (with gain G2), 
which is separated by a distance R and operating at frequency or lambda wavelength. According to the free-
space model, received power is generally computed as follows: 
 
                         𝑃𝑃𝑟𝑟 =
𝑃𝑃𝑡𝑡 × G𝑡𝑡 × G𝑟𝑟 × 𝜆𝜆2
(4 × 𝜋𝜋 × d)2 × L
,                              (3) 
 
where 𝑃𝑃𝑟𝑟 is the received power, G𝑡𝑡 is the transmitter antenna gain, Gr is the received antenna Gain, λ is the 
wavelength, L is the system loss, and d is the distance between the transmitter and receiver. After modifying 
equation (3) the transmission power can calculate  as follows:  
 
                     𝑃𝑃𝑡𝑡 =
𝑃𝑃𝑟𝑟 × G𝑡𝑡 × G𝑟𝑟 × 𝜆𝜆2
(4 × 𝜋𝜋 × d)2 × L
 ,                               (4) 
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Under the NS2(V-2.35) implementation of 802.11p, the following expression can be used to resolve the 
transmission power considering the distance as follows: 
 
Pt = (3.162e-12) / Y. 
 
   Where 3.162e-12 is the received Signal Strength equivalent to -85 dBm, it is wireless interface sensitivity 
defined in the standard and Y = (Gt *Gr * M * M)/1.  M can be defined as λ/(4 *π*d) where π  = 3.14, Gt = 
Gr=5.118, f = 5.9e9 Hz, c= 3.0e8 m/s and λ= c/f =3.0e8/5.9e9 = 3/59. 
 
5. PROPOSED METHODOLOGY 
   Under a typical VANET scenario, safety applications, such as a “vehicle collision avoidance,” can be 
regarded as a basic application that always runs on vehicles for their safety. A typical “collision avoidance” 
application is a one-hop-based safety messaging application. Furthermore, most of the safety applications of 
VANETs are one- or multi-hop broadcast-based applications. Thus, at least one one-hop safety messaging 
application, such as a “collision avoidance” application, is assumed to run on the network. The optimal 
selection of the transmission power for setting its one-hop distance will be crucial in one-hop connectivity in 
VANETs. If a node transmits an emergency message, then at least one of its neighbors should receive that 
message. The sent node may obtain help from the received node or the received node may broadcast that 
message to their neighbors. Therefore, the transmission power used for one-hop message transmission is 
crucial for the efficient collision-free operation of VANETs. 
   Two novel cross-layer design transmission power control algorithms are proposed in this paper based on 
transmission power/range to maintain connectivity between vehicles on roads. These algorithms are as 
follows: 
 
• Bi-Level Transmission Power Control (BL-TPC) 
• Dynamic Transmission Power Control (DTPC) 
 
   The cross-layer design for both algorithms is based on the inspection of some network parameters at the 
application layer and the instruction of the MAC/Physical layers to change the transmission power 
dynamically considering the values of inspected parameters. The proposed algorithms implemented a 
neighborhood information gathering mechanism at the application layer. At each node, the “active” number 
of “current” neighbors of a moving vehicle is collected and the nearest and farthest node/vehicle are resolved 
only by monitoring the collision avoidance messages from its one-hop neighbors. By contrast, the necessary 
Tx power needed to transmit the safety message up to a particular distance considering the propagation model 
in use can be resolved. The transmission power/range of the node at the MAC/Physical Layer can be set on 
the basis of the instructions received from the application layer. The safety messaging application running 
on the vehicles will periodically send collision avoidance safety messages. Each safety message broadcasted 
from the vehicle contains the current location of the vehicle that is transmitting the safety messages. 
 
A. Cross-Layer, Bi-Level Transmission Power Control Algorithm (BL-TPC) 802.11p MAC Algorithm 
  The (BL-TPC) algorithm can be applied to each vehicle to increase road safety and save the lives of drivers. 
BL-TPC can only increase the transmission power by a percentage value. The operational concepts of this 
algorithm are based on the vehicle movement on the sparse region of the highway due to high speeds. 
Therefore, the transmission power must be increased. This algorithm is suitable for long vehicles (e.g. trucks 
and Trailer) which are restricted to move at highways and not allowed to move inside cities, in other words, 
we can say it is suitable to deploy when increasing Tx is much required.  In this proposed algorithm, the 
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neighborhood density is used as the main parameter to decide the transmission power at each node (vehicle). 
In the designed algorithm, in addition to the normal function, the safety application running at the vehicle 
will attempt to estimate the number of neighbors and its distances and predict its movement in a dense or 
sparse region. If a vehicle realizes that it is moving at a sparse region, then the vehicle will increase its 
transmission power by instructing the MAC layer to set an appropriately high transmission power. The 
increased transmission power will facilitate the sending of future messages to a slightly far distance from the 
sparse region to reach its distant neighbors. 
 
    In the designed algorithm, the vehicle starts transmission of the safety message with the default 
transmission power/range (250 m). Each broadcasted safety message contains the current location of the 
vehicle, vehicle direction, vehicle speed, vehicle ID, and timestamp of sending the message as described in 
(steps 1, 2, and 3), as shown in table 1. The vehicle that sent the safety message starts estimating the number 
of neighbors and its distances and attempt to predict movement in a dense region or not. If the vehicle detects 
traffic on the road, then the vehicle will transmit the message at the default transmission power (step 4). The 
vehicle can realize the environments of the region (dense or sparse) in several ways. If the number of received 
safety messages is comparatively low or the frequency of the received safety messages is less, then the vehicle 
can understand its movement in a sparse location. Even after the vehicle realized its movement in a sparse 
region, parameters must be checked before increasing the transmission power/range as presented in (steps 5 
and 7) in Table 1. The node maintains a “recent neighbors list” based on the received messages. Then, a 
lower number count in the “recent neighbors list” will signify the vehicle movement in a sparse location. The 
vehicle will inform the MAC/PHY layer to increase its transmission power (default transmission range + 
50% default transmission range) to send its messages to a slightly far distance from the sparse region to reach 
its distant neighbors (Steps 9 and 10). Tables 1 and 3 show the operation concepts of the BL-TPC algorithm 
at the sender and receiver side, respectively and  figure 2. Shows diagram briefly  explains the process at the 





Table 1 ALGORITHM FOR BL-TPC (SENDER SIDE 
Step 1: Create new safety Message 
Step 2: Set the time stamp T and  message ID to the created  message 
and other message specification 
Step 3: Broadcast the message with default transmission    power 
(default Tx Power) 
Step 4: Check Neighbor Count and  if higher than sparse neighbor  
GOTO step 3 
Step 5: Else check if the time expired without finding any receiver 
Step 6: If yes current dropped message and GOTO  step 1 
Step 7: Else Check if the Tx power larger than Max allowed Tx Power 
Step 8: If yes GOTO step 3 
Step 9: Else increase Tx power to be (New Tx Range =   Default Tx 
Range + Default Tx Range / 2). 
Step 10:Broadcast the message 








Figure 2. Flowchart for BL-TPC 802.11p MAC Algorithm Operation Concept  infrastructure 
 
B. Dynamic Transmission Power Control (DTCP) Algorithm (DTCP) 802.11p MAC Algorithm 
    The Dynamic Transmission Power Control (DTPC) algorithm facilitates the flexible transmission of the 
safety message by the sender node, which may increase or decrease the transmission power/range as needed. 
This algorithm increases the Tx range to a maximum amount if it senses movement in the sparse region and 
decreases the Tx range below the default Tx range if it senses a high number of neighbors. Therefore, this 
power control algorithm is suitable in smart cities/urban cities and in the highways. The power level is 
increased or decreased dynamically according to the neighborhood density and the operational concept of the 
DTPC. This algorithm is most suitable for vehicles that move inside cities which also can use the highway 
for traveling between cities. this algorithm can be used with vehicles restricted to moves in highways. but the 
minimize option will be useless or rarely,  as we mentioned before the sparse area in the highway is dominant, 
and increasing Tx is required as in (BL-TPC).  
In DTPC, the vehicle starts transmission of the safety message with the default transmission power/range 
(250 m). Each broadcasted safety message contains the current location of the vehicle, vehicle direction, 
vehicle speed, vehicle ID, and timestamp of sending the message as shown in Table 2 (steps 1, 2, and 3). The 
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neighborhood density and the interface queue size of the vehicle are used to decide on setting the transmit 
power level. If the vehicle senses that the queue size is larger than the threshold, then the node is well-
connected and can broadcast the safety message (step 4). 
   The vehicle that sent the safety message starts estimating the number of neighbors and its distances and 
attempts to predict the movement in a dense or sparse region. If the creator of the safety message estimates 
its movement in the dense region by checking the neighbor count (step 5), then the transmitting power will 
be decreased as needed (step 13); if it estimates movement in a sparse region, then the transmitting power 
will be increased as needed (step 10). Checking the expiry time is also important because the message will 
be dropped, and the transmitter will rebroadcast the message until an active receiver is found if the safety 
message does not find a receiver (steps 6 and 7). The process of changing the transmission power/range of 
the node at the MAC/PHY layer is based on the instructions received from the application layer. Tables 2 
and table 3 show the operation concepts of the DTPC algorithm at the sender and receiver side, respectively 
and figure 3 shows a diagram briefly explains the process at the transmitting end of DTPC 802.11p MAC 
Algorithm Operation Concepts. The safety application running on the vehicle will generally receive such 
safety messages and understand the distance and its nearest vehicle by periodically inspecting the safety 






Table 2 ALGORITHM FOR DTPC (SENDER SIDE) 
Step 1: Create new safety Message 
Step 2: Set the time stamp T and  message ID to the created message 
and other message specification 
Step 3: Broadcast the message with default transmission power 
(default Tx Power) 
Step 4: Check if the Queue Size is larger than the Threshold if yes 
broadcast the message 
Step 5: Else, Check Neighbor Count and  if it higher than sparse 
neighbor  Go to step 13 
Step 6: Else check if the Time expired without finding any receiver 
Step 7: If yes DROP the current message and GOTO step 1 
Step 8: Else Check if the Tx power LARGER than Max allowed Tx 
Power 
Step 9: If yes GOTO step 3 
Step 10:  Else INCREASE Tx power to be (New Tx Range = Default 
Tx Range + Default Tx Range / 100* Increment Percentage). 
Step 11: Broadcast the message 
Step 12: GOTO Step 1 
Step 13: Decrease the Tx power level by Default Tx Range  - (Default 
Tx Range /100* Increment Percentage) 
Step 14: Broadcast the message 







Figure 3.  Flowchart for DTPC 802.11p MAC Algorithm Operation Concepts 
 
 On receiving each safety message at the application layer, the neighborhood parameters will be updated 
considering the new safety message content as shown in table 1 (Step 1). The collision avoidance kind of 
one-hop safety messaging is a basic and unavoidable application that exists on every basic VANET 
infrastructure (step 2). Table 3 indicates the storage of neighborhood information in a buffer as explained in 
 12 
steps 3, 4, and 5.  Figure 4 shows  diagram briefly explains the process at the receiving end. which explains 
how the neighborhood information is stored in a buffer. The buffer works as a circular buffer and starts 
overwriting its old content with a new one once it becomes full. Therefore, the buffer contains the latest 




Table 3 ALGORITHM FOR BL-TPC& DTPC (RECEIVER SIDE) 
Step 1: Vehicle received a packet 
Step 2: Do default action (like collision avoidance) 
Step 3: Update Neighbor Info Buffer at “Index I” 
Step 4: If the buffer full set the buffer flag as true and free the 
message 









6. EXPERIMENTAL SETUP 
   All evaluation models for the analysis of the proposed algorithms  are  built  using the  network  simulator 
(NS2 v-2.35) [35] and VANET Mobisim traffic simulator (VANETMOBISIM) [36]. The performance of the 
proposed design is implemented in the following types of mobility scenarios: 
 
1:  The first scenario is called the Manhattan grid topology, which defines the mobility of vehicles in an 
urban city/smart city as shown in Figure 5. The set parameter of this scenario is shown in Table 4, which 
demonstrates the information related to the vehicles that are moving in the urban city. VANETMOBISIM 
provides a realistic movement that helps in studying the movement of cars on the road. Deployed (20–100) 









 2: The second scenario is the Freeway topology, which is defined as the mobility of the vehicles at the 
highway as shown in figure 6. In VANETMOBISIM, creating methods using the needed parameters is easy. 
Table 4 shows the test methods created for the proposed algorithms to increase road safety during the highway 





Figure 6 Highway VANET Simulated Scenario 
 
 
Table 5 contains the significant NS2(v-2.35) parameters used during testing of the proposed algorithms under 
the NS2(v-2.35), table 5 also contains some important DSRC/802.11p physical and MAC layer parameter 
settings under the NS2(v-2.35) simulator. 
 
Safety Messages Sent (Nos): The total number of sent safety messages, which are used as a metric to 
measure the performance of message generation as shown in Equation (5). 
 
𝑁𝑁𝑁𝑁𝑁𝑁 = ∑𝑆𝑆𝑖𝑖(𝑡𝑡),                                      (5) 
 
Where:  
𝑆𝑆𝑖𝑖(𝑡𝑡)= total number of generated safety messages at unit time. 
 
Safety Messages Received (Nor): The total number of received safety messages, which are used as a metric 
to measure the performance of successful message delivery, as shown in Equation (6). 
 
 
Nor = ∑𝑆𝑆𝑖𝑖(𝑡𝑡) −  ∑𝐷𝐷𝑖𝑖 (𝑡𝑡),                     (6) 
 
Where: 
𝐷𝐷𝑖𝑖(𝑡𝑡)= total dropped safety messages at unit time. 
𝑆𝑆𝑖𝑖(𝑡𝑡)= total number of generated safety messages at unit time. 
 
 
Network Throughput (kbps): The ratio of “Size of Total Safety Messages Received” to the duration of the 
communication, as shown in Equation (7). 
 
                     𝑇𝑇𝑖𝑖(𝑡𝑡) =  
𝑅𝑅𝑖𝑖(𝑡𝑡)
𝑡𝑡𝑖𝑖
 ,                                 (7) 
Where: 
𝑅𝑅𝑖𝑖(𝑡𝑡):  Size of the total number of safety messages received                  
 𝑡𝑡𝑖𝑖 :     Total communication time. 
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Dropped Message:  The difference between the total safety messages sent by the source node and the 
received message by the destination. The expression of a dropped message is shown in Equation (8) as 
follows: 
 
Dropped Messages 𝐷𝐷= 𝑆𝑆𝑖𝑖(𝑡𝑡) − 𝑅𝑅𝑖𝑖(𝑡𝑡),                   (8) 
 
Network Connectivity (%): The ratio of “Total Safety Messages Generated” to the “Total Safety Messages 
Successfully Received” at its one-hop neighbors, as shown in Equation (9). 
 
Network connectivity (%) =     𝑅𝑅𝑖𝑖(𝑡𝑡)
𝑆𝑆𝑖𝑖(𝑡𝑡)
× 100%.        (9) 
 
 
Table 4 VANETMOBISIM Parameters in Urban City and Highway Scenarios and Some NS2(v-2.35) Parameters 
Mobisim Parameters for Urban City 
VANET 
Mobisim Parameters for Highway 
VANET 
 
Other parameters of  NS2(v-2.35) Simulation 
 
Parameter Value Parameter Value Parameter Value 
Models Manhattan Models Free Way The  Periodic Safety Message 




Range Algorithms Null Power 
Algorithm 
Range Algorithms Null Power 
Algorithm 
Modulation Schemes QAM16 And ½  Rate: 24 
Mbps 
Height, Width 2000m,2000m Height, Width 2000m Initial Tx Ranges 250m 
Dir12lanespace 20 Dir12space 20 Broadcast Variance 0.05 
Line num. 2 Dir1,2lanespace 10 Safety Message Size 100 
Max Acceleration 2 Max Acceleration 2 Number of Vehicles 20, 40, 60, 80, 100 
Positive 
Acceleration Ratio 
2.0 Positive Acceleration 
Ratio 
2.0 Interface Queue Drop Tail / Pri-queue 
Max Simulation 
Time 
300 Max Simulation 
Time 
300 Queue Length 20 
Max Speed 20 Max Speed 20 Antenna Omni Antenna 
Min Speed 5 Min Speed 5 Topographical Area 2000m X 2000m 
Safe Distance 
Ratio 
2.0 Safe Distance Ratio 2.0 Simulated Traffic Duration 30second 
Max Pause Time 10 Max Pause Time 10 Mac Default 802.11p, 802.11p 




Table 5 Important DSRC/802.11p Parameters for MAC/PHY Settings 
Important DSRC/802.11p MAC Parameter Settings Important  DSRC/802.11p PHY Parameter Settings 
Parameter Value Parameter Value 
Cw. min_ 15 PHY Carrier sense Thresh 3.162e-12 (-85 dBm) 
Cw. max_ 1023 PHY Pt Calculated Based on The Necessary Tx 
Distance 
Slot time_ 0.000013 PHY freq. 5.9e+9 
SIFS_ 0.000032 PHY noise floor 1.26e-13 (-99 dBm for 10mhz Bandwidth) 
Short retry limit_ 7 PHY L 1.0 (Default Radio Circuit Gain/Loss) 
Long retry limit_ 4 PHY Power Monitor Thresh 6.310e-14 (102dbm Power Monitor  
Sensitivity) 
Header duration_ 0.000040 PHY HeaderDuration 0.000040 
Symbol duration_ 0.000008 PHY BasicModulationScheme_ 0,1,2,3 
Basic modulation scheme_ 0,1,2,3 PHY Preamble Capture Switch 1 
Use_802_11a_Flag_ True PHY Data Capture Switch 0 
RTS Threshold_ 2346 PHY SINR Preamble Capture 2.5118(4 Db) 
MAC_DBG 0 PHY SINR Data Capture_ 100.0( 10 Db) 
Logbackoff 1 PHY trace dist._ 500 
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7. PERFORMANCE EVALUATION 
 
A. Number of Safety message received Analysis 
Figure 7.shows the total numbers of received safety messages in Highway and Urban City VANET network 
scenarios. During this test, the default transmission range is initiated  to be 250 m, modulation scheme 
QAM16 with ½ coding rate is used, speed is 20 m/s, and safety message interval is 0.1 with  safety message 
size of 100 bytes. Six plots are available: three plots for the highway and three plots for the urban city. Each 
plot corresponds  to different transmission power control algorithms (802.11p MAC, BL-TPC MAC, and  
DTPC MAC). The  plots  show that the BLTPC and DTPC algorithms provide better  performance than the 
default MAC algorithm for both scenarios because the designed algorithms (BL-TPC and DTPC) handle the 
required power dynamically rather than 802.11p MAC, which deals with transmission power steadily. 
Moreover, these plots reveal that the DTPC 802.11p MAC increases the number of received messages to 
94% compared with the traditional 802.11p MAC. Meanwhile, BLTPC 802.11p MAC increases the number 
of received messages to 50% compared with the traditional MAC 802.11p. This finding is due to DTPC, 
which is more flexible than BLTPC considering power management. 
 
 
Figure 7 Total number of Received safety Messages vs. Number of vehicles on Highway and Urban city Scenarios 
 
B. Network Connectivity Analysis 
    Figure 8 shows the one-hop network connectivity versus the number of vehicles in highway and urban city 
scenarios. During this test, the default transmission range is initiated to be 250 m, safety message size is 100 
bytes, modulation scheme QAM16 with ½ coding rate is used, speed is 20 m/s, and safety message interval 
is 0.1. Six plots are available: three plots for the highway and three plots for the urban city/smart city. Each 
plot corresponds to different transmission power control algorithms (802.11p MAC, BL-TPC MAC, and 
DTPC MAC). The figure depicts that with an increasing number of vehicles, the BL-TPC and DTPC 
performance is better than the performance of 802.11p MAC because it reached 99.7 % and 99.5% 
connectivity at 100 vehicle density for DTPC and BLTPC, respectively, in both scenarios. The BL-TPC and 
DTPC power control algorithms can efficiently deal with rapid network topology changes by dynamically 
varying transmission power according to network topology. Moreover, the figure shows that the change in 




Figure 8 Network Connectivity at Highway and Urban City Scenarios 
 
 
     Figure 9 shows the one-hop network connectivity and the number of received messages versus vehicle 
speed in an urban city scenario. During this test, the transmission range initiates to 250 m, the number of 
vehicles is maintained at 60, and the safety message interval is set as 0.1. Six plots are available: three plots 
for network connectivity and three plots for a number of the received messages. Each plot corresponds to 
different transmission power control algorithms (802.11p MAC, BL-TPC MAC, and DTPC MAC). The 
figure demonstrates that the designed power control algorithms (BL-TPC and DTPC) provide effective 
adaptation to fast network topology changes. This result leads to fast maintenance in network connectivity 
than that in traditional 802.11p MAC because the designed algorithms improve the network connectivity to 
98% compared with traditional 802.11p MAC. By contrast, the figure shows that the increase in vehicle speed 
has a slight effect on network connectivity when using DTPC and BLTPC algorithms. Figure 9 also shows 
the total numbers of received safety messages in the VANET network versus vehicle speed. The figure 
demonstrates that the performance of DTPC and BL-TPC outperforms that of the traditional power control 
algorithm 802.11p MAC with an increase in vehicle speed. By contrast, the figure shows that the number of 
received safety message increases when using BL-TPC and DTPC with an increase in vehicle speed. 
Meanwhile, the number of received safety message decreases when the vehicle speed is increased without 
any algorithm. The BL-TPC and DTPC can change the transmission power dynamically according to the 
vehicle density, while the traditional 802.11p MAC uses fixed power and cannot deal with the nontrivial task 
of maintaining connectivity due to rapid topology changes. 
 
 
Figure 9 Total Number of Received Safety Messages and Network Connectivity vs. Different Vehicle Speed 
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C. Throughput Analysis 
    Figure 10 shows the average network throughput versus the number of nodes in two different VANET 
scenarios (Highway and Urban City). During this test, the default transmission range is 250 m, modulation 
scheme QAM16 with ½ coding rate is used, safety message size is 100 bytes, speed is 20 m/s, and safety 
message interval is 0.1. Six plots are available: three plots for highway and three plots for the urban city/smart 
city, in which each plot corresponds to different power control algorithms (802.11p MAC, BL-TPC MAC, 
and DTPC MAC). The figure depicts that the average network throughput using the designed power control 
algorithm outperforms that using the traditional algorithm (fixed power algorithm). This finding is because   
BL-TPC and DTPC can maintain network connectivity flexibly by changing transmission power dynamically 
according to network topology. Using dynamic transmission power improves network connectivity, which 








D. Number of Dropped Messages Analysis 
   Figure 11 shows the number of dropped messages versus the number of vehicles in two different VANET 
scenarios (highway and urban city). During this test, the default transmission range is 250 m, safety message 
size is 100 bytes, modulation scheme QAM16 with ½ coding rate is used, speed is 20 m/s, and safety message 
interval is 0.1. Six plots are available: three plots for highway and three plots for the urban city. Each plot 
corresponds to different power control algorithms (802.11p MAC, BL-TPC MAC, and DTPC MAC). Figure 
11 shows that the number of lost messages increases with vehicle number due to node contention. Moreover, 
the figure demonstrates that the number of lost messages when using BL-TPC and DTPC is less than that 
using the traditional 802.11p MAC algorithm. This finding is due to the dynamic changes in power using 
BL-TPC and DTPC according to node density. By contrast, the power is kept fixed using 802.11p MAC 




Figure 11 Dropped Messages in Highway and Urban City Scenarios 
 
 
   Figure 12 shows the number of dropped messages versus vehicle speed in an urban city scenario. During 
this test, the transmission range is 250 m, the number of vehicles is maintained at 60, and the safety message 
interval is set to 0.1. Three plots are available, and each plot corresponds to different power control algorithms 
(802.11p MAC, BL-TPC MAC, and DTPC MAC). The figure demonstrates that the designed power control 
algorithms (BL-TPC and DTPC) provide better performance than the traditional one 802.11p MAC. The BL-
TPC and DTPC algorithms can dynamically adapt transmission power according to network topology and 
demonstrate fast and continuous changes due to high vehicle speed. By contrast, the figure shows that 
increasing vehicle speed has a slight effect on network throughput when using DTPC and BLTPC algorithms. 
Furthermore, the figure demonstrates that the number of lost messages using BL-TPC and DTPC is less than 
that using the traditional 802.11p MAC power algorithm. Moreover, the BL-TPC and DTPC algorithms 
decrease the loss of messages by 9% and 40%, respectively, because both designed algorithms are based on 




Figure 12  Dropped Messages and Network Throughput vs Different Vehicle Speed 
 
8. COMPARISON  
    As previously mentioned in this paper, the network connectivity is the most important factor that affects 
the performance of the VANET. Therefore, achieving high network connectivity leads to improved network 
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throughput and packet delivery ratio and decreased number of lost packets. Network connectivity is affected 
by network density and node speed. This section presents a simple comparison between the developed 
algorithms and some other power control algorithms demonstrated in related work. Table 6 shows that the 
developed algorithms adapt the power to maintain network connectivity, and the connectivity is nearly fixed 
despite the increase in vehicle density or speed. This finding is because the design of the developed 
algorithms is based on an estimation network environment (density and speed) at the application layer and 
then adapts transmission power at PHY/MAC layers. Meanwhile, the network connectivity using other 
algorithms strongly decreases at increasing vehicle speed because its design is based on routing protocols. 
Therefore, speed and density are crucial parameters that affect network connectivity. 
 
 
Table 6 Comparison between the previous algorithms and the designed algorithms 
9. CONCLUSION 
VANETS are developed as a part of the ITS. This type of network is a standalone network that works without 
the internet. Each node can send and receive messages with neighbors that are located within its transmission 
range. In VANET, the density of the vehicles frequently and rapidly changes due to high node mobility, 
which leads to changes in vehicle distribution (change network topology) and the connectivity graph. 
Therefore, transmission power is crucial in maintaining network connectivity. New power control algorithms 
were designed, modeled, and evaluated in this paper. The design of developed algorithms is based on a cross-
layer design between application, mac, and physical layers. The design algorithms were named as BLTPC 
and DTPC. Both algorithms can change transmission power dynamically according to network node density 
to maintain connectivity between vehicles on the road. The obtained results show that the designed power 
control algorithms improve network connectivity  between the vehicle in dense and sparse regions. 
Meanwhile, network throughput and the number of lost messages are improved. Our  future works will 
address the issues in the design of dynamic, optimum transmission power control algorithms by reducing 
possible message overheads. If one algorithm can set an optimum transmission power level at each node in 
the VANET without increasing message overheads, then this algorithm will improve the network 
connectivity with respect to minimize the overload messages  and dropped message under VANET and show 
the ways to improve the performance little further. Thus, the performance of normal one-hop safety messages 
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