Digital image watermarking is implemented using fuzzy logic approach based on transform domain. Fuzzy logic is an approach based on "degrees of truth" rather than usual "true or false" i.e., Boolean logic. In this paper, we use a reference image instead of original image. To get a reference image Directive contrast and Threshold value are calculated for middle and high frequency bands. A transform domain with the help of fuzzy logic system is used to embed the watermark in the reference image. Here fuzzy logic is used to find the alpha value that is used to embed the watermark. Watermark embedding is based on DWT and Singular Value Decomposition (SVD). After decomposing the cover image into four bands, SVD is applied to one of the frequency bands, and embed the same watermark data by modifying the singular values. Attacks are also performed on watermarked image. Quantitative measures like PSNR, NCC are also calculated to test the watermarked image and also extracted watermarks with and without attacks
INTRODUCTION
The development of digital technology brings a demanding of digital data protection. Among different protection techniques, digital watermarking appears as an effective solution. Digital image watermarking is a technique used to hide the information in the image for copy right protection. The main issues to be considered in the watermarking are imperceptible, robustness, blindness and capacity. Imperceptible is required so that a watermark may remain invisible in order to maintain its secrecy i.e., the quality of image should not be destroyed. Robustness means that a watermark is able to effectively resist on common digital image attacks, such as low pass filtering, cropping, and rotation. Capacity is defined as a technique used to embed the maximum watermark.
The two techniques to embed watermark are spatial domain techniques [6, 7] and transform domain techniques [8] [9] [10] . Due to poor fidelity and robustness spatial domain is not that suitable for watermark embedding. Watermark in frequency domain can be embedded in any transforms like DCT(Discrete domain transform) ,DWT(Discrete wavelet transform) etc.
A wavelet based watermarking exploiting HVS (human visual system) was proposed by Barni et al. [11] . Chaotic logistic map based watermarking was proposed by Dawei et al. [12] .This watermarking algorithm illustrated robustness against geometric attacks and susceptible to common attacks . Liu et al. [3] proposed SVD based watermarking , in which singular values of cover image are modified by adding watermark and extraction is reverse process. Sridevi et al [5] presented a watermarking method based on DWT and Singular Value Decomposition (SVD). Watermark is embedded by modifying the singular values. A robust reference watermarking method is proposed by Joo et al. [4] . Watermark is embedded at locations where the variation between the lower bands of both cover image and reference image is minute.
Liu et al. [3] tailored Joo's scheme. Reference image is constructed where all the high frequency components are initialized to zero. A location is computed using some equation which is based on the variation between cover image and reference image. The value of the equation decides the watermark embedding.
A new reference watermarking technique proposed by Bhatnagar etal [2] .the DC (directive contrast )for each sub band is calculated and Reference image is constructed by setting l the wavelet coefficients to zero which have DC less than a given threshold. In the modified singular values watermark is embedded in the reference image.
David J. Coumou et al. [1] projected a watermarking technique where a fuzzy inference system is used to compute the positions of the watermark which will achive both robustness and fidelity This paper mainly focuses on DWT and SVD. Fuzzy logic is applied for finding the pixel adjustment, to embed watermark for achieving fidelity. Here new reference image is formed using directive contrast and threshold. The difference between cover image and reference image is found..Based on the difference fuzzy logic is applied to find the pixel adjustment.
PRELIMINARIES
The Preliminaries are discussed below.
Discrete Wavelet Transform
The Discrete Wavelet Transform (DWT) (fig 1) is achieved by filtering the signal through a series of digital filters at different scales.An outstanding space and frequency energy compaction is provided by wavelet techniques and hence DWT has received an interest in several signal and image processing applications.
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It is important to note that each singular value specifies the luminance of an image layer while the corresponding pair of singular vectors specifies the geometry of the image layer. In SVD-based watermarking, several approaches are possible. A common approach is to apply SVD to the whole cover image.
[5]
FUZZY LOGIC
The principle of fuzzy logic reaches the human approach in the sense that the variables treated are not binary but of variable linguistic relatives of human language as high contrast, a lot more clearly, very textured, very homogeneous etc. Moreover, these linguistic variables are processed with rules that refer to some knowledge of system. The fuzzifier and the defuzzifier have the role of converting external information in fuzzy quantities and vice versa. 
Knowledge Base:
It mainly consists of database and rule base. The data base defines the membership functions of the linguistic variables. The rule base consists of a set of IF-THEN rules that can be given by a human expert or also can be extracted from the linguistic description of the data.
Inference Engine:
It is a general control mechanism that exploits the fuzzy rules and the fuzzy sets defined in the Knowledge Base in order to reach certain conclusion.
De-Fuzzifier:
It transfers the fuzzy sets into crisp outputs. 
PROPOSED METHOD
The Proposed method for embedding watermark in the cover image is discussed below
Fuzzy Rules
In this paper, fuzzy rules are applied on the intensities of pixel values as in [1] .
1. Inputs to Fuzzy are collected from the sub images that connect to each corner of sub image that is being manipulated to embed the watermark feature. 2. Fuzzifier identifies the four input sub images with the labels par_1, par_2, par_3, par_4. (The mean intensity of the pixel elements contained in each input sub-image is calculated as the inputs to Fuzzy) 3. Each input is composed of three membership functions that are based on the gray scale of Black, Gray, and White. 4. The insertion sub image is manipulated sub image for the watermark feature. 5. The output of Fuzzy is pixel adjustment (PixAdj) applied uniformly to watermark and is based on the Three output membership function Minimum (min), Medium (med), Maximum (max). 6. These rules correlate the amount of adjustment applied to the pixels in watermark with the intensity of the pixels contained in par_1, par_2, par_3 and par_4.
The fuzzy membership functions are shown in fig 3. 
Watermark embedding[5]
The steps for embedding the Algorithm is 
RESULTS
In order to explore the performance of the proposed watermarking algorithm, MATLAB platform is used and a number of experiments are performed on different images. The sample images are shown in Fig 5(a-h) 
CONCLUSION
A robust watermarking using fuzzy logic approach based on DWT and SVD algorithm was implemented .SVD is a convenient tool for Watermarking in Discrete Wavelet Transform domain. The fuzzy logic decided how much of watermark has to be added to the cover image, which is based on the image properties .The Singular Values (k) increases, the value of PSNR is not varying much. Different attacks are implemented .The noise attack is not resistant to the algorithm The PSNR values of retrieved watermark is very low but the visual quality is good. This investigation may be further extended to multiple levels of DWT decomposition and different watermark representations .In SVD watermarking , singular values are embedded into singular values, instead of singular values any other vector that represents some information may be used.
