Abstract-A watermarking technique based on the frequency domain is presented in this paper. The one of the basic demands for the robustness in the watermarking mechanism should be able to dispute the JPEG attack since the JPEG is a usually file format for transmitting the digital content on the network. Thus, the proposed algorithm can used to resist the JPEG attach and avoid the some weaknesses of JPEG quantification. And, the information of the original host image and watermark are not needed in the extracting process. In addition, two important but conflicting parameters are adopted to trade-off the qualities between the watermarked image and the retrieve watermark. The experimental results have demonstrated that the proposed scheme has satisfied the basic requirements of watermarking such as robustness and imperceptible.
I. INTRODUCTION
Digital watermarking is an effective and common technique to protect intellectual property rights [1] [2] [3] [4] [5] . Most of watermarking techniques [6] [7] [8] , the watermark will be embedded into the frequency domain instead of the spatial domain for the robustness of the watermarking mechanism. The DCT coefficients of the host image will be modify in order to hide the watermark by using the embedding rule and the information of the watermark. For the DCT coefficients which are modified in the highfrequency region, the affect for the quality of the image is slight. However, the watermark will be damaged for the signal processing. On the other hand, although the information is hided into the low-frequency region can avoid JPEG compression attacks. But the quality of the host image would be destroyed seriously. Therefore, the watermark had been chosen to embed into the middlefrequency region mostly [3] [4] [5] [6] [7] [8] [9] [10] [11] . But sometime, the original host image and watermark are needed in the extracting process [4] .
Until now, the various watermarking techniques are proposed and have been highly effective on academic aspect of watermarking. A VQ-based digital watermarking scheme with the codebook expansion method is presented in [11] [12] . Some of these techniques are simple and effective, but the embedded watermark is fragile. Recently, the methods using the soft computing are introduced to optimum the scaling parameters intelligently in order to trade-off the qualities between the host image and the retrieved watermark [6, 14] . However, these mechanisms are not designed as oblivious. A hybrid watermark technique based on Genetic Algorithm (GA) and Particle Swarm optimization (PSO) is developed in [15] . Although two complementary watermarks are embedded simultaneously to provide higher detection response, each watermark could resist a specific class of attacks. Until the correspondence between the communication and the data hiding is proposed, the digital watermarking technique is regarded as a communication problem. Therefore, the error correcting codes are used to raise the robustness of the watermark [11, [16] [17] . For the oblivious watermarking technique [8] [9] [10] 19] , the watermark would be extracted without the original image by comparing and modifying the DCT coefficients of each two blocks. Thus, the data of the media didn't need to save twice.
The clearly fact is that almost all of the digital contents transmitting over the network belong to the compressed file for the consideration of the frequency bandwidth. The JPEG is a popular compacting format of file to travel the media over the internet. Nevertheless, two similar DCT coefficients will be quantified to the same rank in JPEG quantification. Thus, this question discussed above will cause the mistake of the extracting watermark from the watermarked image with lossy JPEG compression. Furthermore, the robustness and imperceptibility are the two important factors for the watermarking scheme, but they are opposite to achieve [18] .
In this paper, a modified algorithm is presented to improve the defect of the JPEG quantification in order to reduce the bit error rate (BER) of the retrieved watermark. Addition, two parameters are regarded as the controlling factors. They are used to adjust the value of the DCT coefficient in order to trade-off the qualities between the watermarked image and retrieve watermark. Moreover, the proposed algorithm is design as a blind mechanism. Thus, the original image and watermark are not needed for extracting watermark.
II. THE BASIC OF CONCEPT

A. JPEG Quantization
It is well known that JPEG is a most commonly lossy compression standard for the digital contents traveling over the internet. To achieve the robustness for resisting the JPEG compression attacks, one watermarking scheme will be designed with the quantization algorithm of JPEG. Now discuss as follow. The overall block process of JPEG encoder and decoder is shown in Figure 1 .
First, the original image was partitioned into blocks of size 8 8 × without overlap. Second, these blocks must be DCT transformed from the spatial domain to the frequency domain. Third, the quantization is performed as follow: ′ is retrieved by the de-quantization as follow:
However, in JPEG quantization, there is a question as shown in Table 1 . The two similar DCT coefficients will be quantified to the same quantization rank. It will cause the mistake of the retrieved watermark extracting from the watermarked image with lossy compression. Thus, a modify method is proposed in this presented scheme to improve the above weakness.
B. Watermarking in the Frequency Domain
The basic idea to embed watermarking into the frequency domain is to modify the value of the DCT coefficients. It is clearly to find that the data loss of JPEG 
compression comes from the quantization in (1) and the de-quantization in (2) process. It can be easily found that the value of v u Q , at the high frequency region is higher so that the data will divided higher quantization value to product more loss. Therefore, if the watermark is embedded into high frequency region, it will be not to against the JPEG attack. On the other hand, while the watermark is hidden at low frequency region, the host image will be destroyed seriously. Therefore, the watermark will be hidden in the middle frequency region.
C. Permutation
The pixel permutation is performed on the watermark. The permutation process is defined by chaos mapping function. Let γ T denote the permutation matrix is as follow:
For any positive integer γ , the minimum number
, where 2 I is belong the 
D. Idea of Optimum
The idea of optimum is used to trade-off the qualities between the retrieve watermark and the watermarked image. Here, Δ , Γ are regarded as two scaling factors. They are used to adjust the value of the DCT coefficient in the embedding process. The intention of Δ is to reduce the variance quantity in DCT coefficient under the embedding rule. The Modification of DCT coefficient in case 2 (resp. case 3) of the embedding process is shown in Figure 2 (resp. Figure 3) . The operation of Γ is as a boundary factor. In other word, the watermark bit will be give up if the variance quantity of DCT coefficient is over than the Γ . Where 
III. WATERMARKING EMBEDDING
The proposed watermarking mechanism is to hide the permuted watermark into the middle frequency region in order to provide robustness. The procedure of the embedding the watermark into the host image are developed and is shown in Figure 4 .
First, the permuting operation is performed on the watermark w of size 128 128×
with the γ T to obtain the permuted watermark p w which is given by
On the host image f of size 256 256 × , a block partition operation is adopted to product blocks of size 8 8 × without overlap. The block transform of the block Figure 2 . Modification of DCT coefficient in case 2 of the embedding process image p f using DCT is denoted as
. Where, these blocks are sequentially labeled as l C , for 1023 0 ≤ ≤ l . To continue, the 16 elements are collecting out from the middle frequency coefficients. The modification operation for these 16 coefficients according the watermark and rules 1 as follows:
) denotes the middle coefficient on block l C (resp. 1 − l C ); j w′ denotes the permuted watermark bit will be embedded into the l C ; ) ( j Q denotes the quantification of corresponding to the quantization table in JPEG standard. Two parameters, Δ and Γ , are used to control the value of the DCT coefficient. These 16 coefficients which had be modified are restored back into F to obtain the new frequency domain image G . After the operation of Inverse DCT, a watermarked image g is obtained.
III. WATERMARKING EXTRACTING
The proposed watermarking scheme is designed as oblivious. Therefore, the original host image and watermark are all not necessitated in the extracting process. The procedure of the extracting the watermark from the watermarked image g is presented and is given in Figure 5 .
On the watermarked image g of size 256 256 × , a block partition operation is adopted to product blocks of size 8 8× without overlap. The block transform using DCT is used to obtain G . Next, the 16 elements which are the same positions as in the embedding method is collected out from the middle frequency coefficients.
Retrieve the permuted watermark according the rule 2 as follow: Finally, the retrieved watermark w′ is obtained by the reversing permutation with chaos map function.
IV. EXPERIMENTAL RESULTS
To demonstrate the robustness of the proposed scheme, the algorithm has been simulated using C++ program. The host images of size 256 256× are 8-bit gray level images and the watermarks of size 128 128× are binary images. And, one watermark and five host images (i.e., Lena, F16, Pepper, Baboo, and Girl) are used to test.
The peak signal noise rate (PSNR) is used to estimate the quality between the original image and the watermarked image, which denote as f and g , respectively. The PSNR is defined as Table 3 , and Table 4 show the quality of the watermarked images and retrieved watermarks, in which different values of the two scaling factors Γ and Δ for the different host images. Where, Table 5 shows the quality of the watermarked images and retrieved watermarks, in which different host images. It can be found that the qualities (PSNR) of the watermarked image with respect to the host image are more than 33dB in average for the proposed method. Now, we describe the results we conducted to analyze the affect of JPEG lossy compression on the watermarked image. The retrieved watermarks extracted from the watermarked images with lossy JPEG compression for the different watermarking techniques are shown. The qualities of the retrieved watermarks under various JPEG compression rate for [8] (resp. the proposed algorithm) are shown in Table 6 (resp. Table 7 ). It is obviously that Table 8 shows the quality of retrieved watermark under attack in rotation for the proposed algorithm. It can be found that the qualities (NC) of the retrieved watermark with respect to the watermark are more than 0.92 in average for the proposed method. Table 9 shows the quality of retrieved watermark under attack in resize for the proposed algorithm. It is clearly that the proposed algorithm could not be used to resist the resize attack.
From discuss above, the proposed mechanism for watermarking is robust for the attacks which are JPEG compression and rotation. And, the quality of the watermarked image is still good. In other word, the proposed technique is robust to JPEG compression and rotation. Moreover, the original image and watermark are not necessitated in the extracting process.
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