Abstract-
INTRODUCTION
The experienced growth in the use of digital networks has led to the need for the design of new communication networks with higher capacity. The telecommunication industry is also changing, with a demand for a greater range of services, such as video conferences, or applications with multimedia contents. The increased reliance on computer networking and the Internet has resulted in a wider demand for connectivity to be provided "any where, any time", leading to a rise in the requirements for higher capacity and high reliability broadband wireless telecommunication systems.
Broadband availability brings high performance connectivity to over a billion users' worldwide, thus developing new wireless broadband standards and technologies that will rapidly span wireless coverage. Wireless digital communications are an emerging field that has experienced a spectacular expansion during the last several years. Moreover, the huge uptake rate of mobile phone technology, WiMAX (Wireless Interoperability for Microwave Access) and the exponential growth of Internet have resulted in an increased demand for new methods of obtaining high capacity wireless networks [1] .
Worldwide Interoperability for Microwave Access, known as WiMAX, is a wireless networking standard which aims for addressing interoperability across IEEE 802.16 standard-based products. WiMAX defines a WMAN, a kind of a huge hotspot that provides interoperable broadband wireless connectivity to fixed, portable, and nomadic users. It allows communications which have no direct visibility, coming up as an alternative connection for cable, DSL3, and T1/E1 systems, as well as a possible transport network for Wi-Fi hot-spots, thus becoming a solution to develop broadband industry platforms. Likewise, products based on WiMAX technology Security, Vol. 6, No.2, 2009 can be combined with other technologies to over broadband access in many of the possible scenarios of utilization.
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WiMAX will substitute other broadband technologies competing in the same segment and will become an excellent solution for the deployment of the well-known last mile infrastructures in places where it is very difficult to get with other technologies, such as cable or DSL, and where the costs of deployment and maintenance of such technologies would not be profitable. In this way, WiMAX will connect rural areas in developing countries as well as underserved metropolitan areas. It can even be used to deliver backhaul for carrier structures, enterprise campus, and Wi-Fi hot-spots. WiMAX offers a good solution for these challenges because it provides a cost-effective, rapidly deployable solution [2] .
Additionally, WiMAX will represent a serious competitor to 3G (Third Generation) cellular systems as high speed mobile data applications will be achieved with the 802.16 specification.
WiMAX is especially popular in wireless applications because of its resistance to forms of interference and degradation (multipath and delay spread). In short, WiMAX delivers a wireless signal much farther with less interference than competing technologies. However, the higher the number of bits per symbol, the more susceptible the scheme is to intersymbol interference (ISI) and noise. Intersymbol interference occurs due to time dispersion when in a multipath environment, the time delay between the various signal paths is a significant fraction of the transmitted signal's symbol period, a transmitted symbol may arrive at the receiver during the next symbol period and cause intersymbol interference (ISI). At higher data rates, the symbol time is shorter; hence, it takes only a smaller delay to cause ISI. This makes ISI a bigger concern for broadband wireless and mitigating it more challenging. Equalization is the conventional method for dealing with ISI but at high data rates requires too much processing power. OFDM has become the solution of choice for mitigating ISI in broadband systems, including WiMAX to add different guard intervals. Moreover, in the digital implementation of WiMAX, the ISI can be completely eliminated through the use of a guard time intervals [3] . And what modulation technique is used in WiMAX systems is mandatory. Generally the signal-to-noise ratio (SNR) requirements of an environment determine the modulation method to be used in the environment. QPSK is more tolerant of interference than either 16-QAM or 64-QAM [4] .
To conclude, guard interval gives two fold advantages, first occupying the guard interval, it removes the effect of ISI (Inter Symbol Interference) and by maintaining orthogonality it completely removes the ICI (Inter Carrier Interference) [5] . Thus a good system design will make the guard interval as short as possible while maintaining sufficient multipath protection.For any duplexing, all SSs (Subscriber Stations) shall acquire and adjust their timing such that all uplink OFDM symbols arrive time coincident at the BS to a accuracy of ±25% of the minimum guard-interval or better [6] .
II. SIMULATION MODEL
This structure corresponds to the physical layer of the WiMAX/IEEE 802.16 WirelessMAN-OFDM air interface. In this setup, The input binary data stream obtained from a segment of recorded audio signal is ensured against errors with forward error correction codes (FECs) and interleaved. The complementary operations are applied in the reverse order at channel decoding in the receiver end. The complete channel encoding setup is shown in above Figure 1 . The complementary operations are applied in the reverse order at channel decoding in the receiver end. The complete channel encoding setup is shown in above Figure 1 .
FEC techniques typically use error-correcting codes (e.g., RS, CC) that can detect with high probability the error location. These channel codes improve the bit error rate performance by adding redundant bits in the transmitted bit stream that are employed by the receiver to correct errors introduced by the channel. Such an approach reduces the signal transmitting power for a given bit error rate at the expense of additional overhead and reduced data throughput (even when there are no errors) [7] . The forward error control (FEC) consists of a Reed-Solomon (RS) outer code and a ratecompatible Convolutional Code (CC) inner code. A block Reed Solomon (255, 239, 8) code based on the Galois field GF ( 2 8 ) with a symbol size of 8 bits is chosen that processes a block of 239 symbols and can correct up to 8 symbol errors calculating 16 redundant correction symbols. Reed Solomon Encoder that encapsulates the data with coding blocks and these coding blocks are helpful in dealing with the burst errors [8] . The block formatted (Reed Solomon encoded) data stream is passed through a convolutional interleaver. Here a code rate can be defined for convolutional codes as well. If there are k bits per second input to the convolutional encoder and the output is n bits per second, the code rate is k/n. The redundancy is on not only the incoming k bits, but also several of the preceding k bits. Preceding k bits used in the encoding process is the constraint length m that is similar to the memory in the system [9] , where k is the input bits and n is the number of output bits -is equal to ½ and the constraint length m of 7. The convolutionally encoded bits are interleaved further prior to convert into each of the either three complex modulation symbols in QPSK, 16-QAM, and 64-QAM modulation and guard intervals is added to the data once the data is converted into time domain and ready to be transmitted. The addition of guard interval to the data before it is actually transmitted helped the data to cater the problems related to the multipath propagation and provided a resistance against ISI. IEEE 802.16 allows the insertion of guard time intervals of various lengths such 0.25, 0.125, 0.0625 and 0.03125 is added to the WiMAX symbol before it is transmitted. Guard interval is a copy of the last part of OFDM symbol which is appended to the front of transmitted OFDM symbol [10] . The length of the guard interval must be chosen as longer than the maximum delay spread of the target multipath environment. The transmitted data is then fed into the SUI-1 and AWGN channels. At the receiver side, guard interval is removed before any processing starts. As long as the length of guard interval is larger than maximum expected delay spread, all reflections of previous symbols are removed and orthogonality is restored. The orthogonality is lost when the delay spread is larger than length of guard interval.
The simulated coding, modulation schemes and also noisy fading channels used in the present study is shown in Table 1 . In OFDM modulator, the digitally modulated symbols are transmitted in parallel on subcarriers through implementation as an Inverse Discrete Fourier Transform (IDFT) on a block of information symbols followed by an analog-to-digital converter (ADC). To mitigate the effects of inter-symbol interference (ISI) caused by channel time spread, each block of IDFT coefficients is typically presented by a different length of guard intervals. At the receiving side, a reverse process (including deinterleaving and decoding) is executed to obtain the original data bits. As the deinterleaving process only changes the order of received data, the error probability is intact. When passing through the CC-decoder and the RS-decoder, some errors may be corrected, which results in lower error rates [11] .
III. SIMULATION RESULTS
In this section, we have presented various BER vs. SNR plots for all the essential modulation and coding profiles in the standard on different channel models obtained from simulation experiments. We analyzed audio signal to transmit or receive data as considered for real data measurement. Here uses 8 bits per sample at a sampling frequency of 8 kHz. Now we will present the simulation results both in terms of validation of implementation and values for various parameters that characterize the performance of the physical layer. The main procedure also contains initialization parameters, input data and delivers results. The parameters that can be set at the time of initialization are the number of simulated OFDM symbols, guard interval length, modulation and coding rate, range of SNR values and (SUI-1 and AWGN) channel models for simulation. Figure 2 In figure 3 with SUI-1 channel model, the BER performance of 0.25 guard intervals in case of 16-QAM modulation in ½ convolutional code rate is found no to be suitable for transmission but better performance is shown for QPSK modulation. It is also shown in this figure that the performance of 16-QAM with adding different guard intervals is significant with respect to SNR value. 
