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Spinning a Tighter Web:
The First Amendment
and Internet Regulation'
I think it probable that civilization somehow will last as long
as I care to look ahead - perhaps with smaller numbers, but
perhaps also bred to greatness and splendor by science. I think it
not improbable that man ...may have cosmic destinies that he
does not understand. 2
When Oliver Wendell Holmes made this statement over eighty years
ago, it is unlikely he predicted just how far we, as a civilization, would
actually come. However, strangely enough, his general prediction was quite
accurate. Science has enabled us to achieve greatness and splendor - in
fields such as medicine, technology, engineering and transportation.
Furthermore, the information revolution, cyberspace, and the virtual world
represent the "cosmic destiny" of mankind that no one completely
understands.
Over eighty years ago, neither technology nor communications
possessed the unique capabilities of computer technology today.
Undoubtedly, the Framers of the Constitution would be astounded at the
progress this nation has made over the years. Most likely, they did not
contemplate an invention such as the Internet, but "[t]he life of the law has
not been logic: it has been experience." 3 As new developments have arisen
in the areas of transportation, communications, education, civil rights and
fundamental rights, the various branches of government have strived to

1. The author would like to note that all research in this article has been updated
through March 1, 1997. By the time of publication, the issue of Internet regulation may have
changed, either through new legislation or judicial decisions.
2. Speech at a Dinner of the Harvard Law School Association of New York (Feb.
15, 1913), in THE OCCASIONAL SPEECHES OF JUSTICE OLIVER WENDELL HOLMES 1880-1931,
at 173 (compiled by Mark DeWolfe Howe) (1962). In this speech, Justice Holmes spoke
mainly about the joys and disappointments of sitting on the bench. He posited reasons for
the widespread dissatisfaction with life in that time. Public opinion revolved largely around
discontent with the standard of living, i.e., ownership of property, money, high taxes. Justice
Holmes believed that given that present state of the law, the main remedy was for us to grow
more civilized.
3. OLIVER WENDELL HOLMES, JR., THE COMMON LAW 1 (1881).
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accommodate change and growth." Such advancements, however, create
the need to strike a balance between preserving individual freedoms and
pursuing the collective growth of the nation. This balance is nowhere more
crucial than in the computer revolution - a revolution which is growing

rapidly - nationally and even globally.'

Although cyberspace raises numerous controversial issues,6 this
comment is devoted specifically to Internet regulation of sexually-oriented
material. Part I presents a history of the Internet - its origins, its

definition, and its scope. Part II continues with a discussion of the history

of telecommunications regulation. Part I discusses the Communications
Decency Act of 1996 which targets indecent and obscene communications
by means of an interactive device. Finally, Part IV concludes by
considering the issues that arise when regulating such a revolutionary
medium and suggests that the absence of Internet regulation may be the
most feasible solution for the time being.
I. HISTORY OF THE INTERNET
The Internet is part of cyberspace 7 -

a universe all its own. Due to

4. The legislative branch has periodically enacted new legislation over the years
involving transportation, such as regulation of railroads, interstate commerce and airplanes.
Furthermore, in the area of telecommunications, Congress has promulgated regulations of
radio and television broadcast, telephones and cable television. In the area of civil rights,
Congress has aggressively passed laws to promote racial equality. With respect to
fundamental rights, Congress has passed much legislation protecting certain fundamental
rights, such as the right to marry, the right to free speech, the right to education and the right
to privacy. In enacting such legislation, the Supreme Court has exercised its power as stated
by Chief Justice John Marshall in Marbury v. Madison, 5 U.S. 137, 177 (1803), "It is
emphatically the province and duty of the judicial department to say what the law is."
5. The specific focus of this Comment is the Internet. For discussion of the Internet,
see infra Part I.
6. E.g., Cyber Promotions, Inc. v. American Online, Inc., 948 F. Supp. 436 (E.D.
Pa. 1996) (addressing the issue of private companies sending subscribers unsolicited e-mail);
142 CONG. REC. S 12126 (daily ed. Oct. 1, 1996) (statement of Sen. Lautenberg) (discussing
a bill which would require regulations limiting the advertising of cigarettes and tobacco over
the Internet); Jo-Ann M. Adams, ControllingCyberspace:ApplyingtheComputerFraudand
Abuse Act to the Internet, 12 COMPUTER & HIGH TECH. L.J. 403 (1996) (discussing various
computer crimes proscribed by the Computer Fraud and Abuse Act of 1986 and proposing
a change to that Act).
7. WILLIAM GIBSON, NEUROMANCER 51 (1984). In the book, "cyberspace" was used
to describe the virtual space in which the characters interacted. Initially, Mr. Gibson coined
the term "cyberspace" for his short story "Burning Chrome," but the concept was fully
described in his novel NEUROMANCER. Dennis Kneale, From the Man Who Named
Cyberspace,A New Trip, WALL ST. J., Sept. 26, 1996, at B8. As a teenager, Mr. Gibson
was fascinated by science fiction and inspired to create "[a] navigable, iconic 3D interface
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its vast expanse and incredible capabilities, some new users are apprehensive

about this technology. In basic terms, the Internet can be thought of as a
giant network8 which includes an extremely powerful arrangement of
These interconnected computers can
internetworking capabilities. 9
seconds, enabling people to communiof
matter
in
a
information
exchange
cate with individuals, interest groups, or the world in general.' 0 Visually,

the Internet can be viewed as over seven million different computers
seamlessly connected around the world in a gigantic cloud of 60,000

networks." Realistically, it is impossible to measure the exact size of the
Internet.' 2

that, in effect, represented all of the data in the world" after visiting a Vancouver video
arcade. Id. Other electronic network users have adopted the term "cyberspace" to refer to
the entire experience of interactive communication through computer networks, both visually
and textually. Dominic Andreano, Cyberspace:How Decent Is The Decency Act?, 8 ST.
THOMAS L. REv. 593, 595 n.9 (1996); seealsoACLU v. Reno, 929 F. Supp. 824, 831 (E.D.
Pa. 1996) (describing cyberspace as a decentralized global medium that links people,
institutions, corporations and governments world-wide).
8. This giant network connects numerous smaller groups of linked computer
networks. Reno, 929 F. Supp. at 830. It can be thought of as "a network of networks." Id.
Networks connect computers to each other. Networks can be either "closed," meaning they
are not linked to other computers or networks, or they can be "open," meaning a network is
connected to other networks. Id. at 831 (stating that these linked networks and computers
make up the Internet). For a more detailed discussion about networks, see HENRY H.
PERRITT, JR., WHAT LAWYERS NEED TO KNOW ABOUT THE INTERNET 26-29 (1996).
9. These networks, which comprise the Internet, allow users to reach one another
across the world, as well as provide users with sources of information from anywhere in the
world. Anne Wells Branscomb, Anonymity, Autonomy, and Accountability: Challengesto
the FirstAmendment in Cyberspace, 104 YALE L. J. 1639, 1639 n.5 (1995); see also Reno,

929 F. Supp. at 831 (stating that the Internet is an international system which allows virtually
instantaneous communication globally). See generally PERRrr, supra note 8, at 25-33

(providing definitions and explanations of basic technological terms and concepts).
10. See Reno, 929 F. Supp. at 831.
11.. CYBERPORN: PROTECTING OUR CHILDREN FROM THE BACK ALLEYS OF

THE

INTERNET: JOINT HEARING BEFORE THE SUBCOMM. ON BASIC RESEARCH AND THE SUBCOMM.

ON TECH. OF THE COMM. ON SCIENCE, H.R. REP. NO. 104-16, at 24 (1995) [hereinafter
JOINT HEARING]. The connections allow users to share information and resources with any

other computer linked to the giant network. Id.
12. Reno, 929 F. Supp. at 831. It has only been in recent years that the Internet has
experienced such tremendous growth. Id. In Reno, the parties stipulated to the Findings of

Fact. Id. at 830. Between 1981 and 1989, the Internet has grown from 300 linked computers
to 90,000 computers. Id. at 831. In 1993, the number grew to over one million. Id. In
January 1995, host computers numbered approximately 4.9 million in 90 different countries.
JOINT HEARING, supra note 11, at 10. Today, host computers number over 9.4 million.
Reno, 929 F. Supp. at 831. However, in all likelihood, the number of Internet users greatly
exceeds 9.4 million because this number does not include personal computers used by
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Not surprisingly, "[m]uch technology owes its birth to the pressures of
wartime, as in the old saying, 'Necessity is the mother of invention.""' 3
During the Cold War, when the United States needed to communicate safely
and quickly, technology grew rapidly in the form of both advanced
weaponry and networking research.' 4 In 1957, when the USSR launched
Sputnik, 5 the United States, fearing it would fall behind in the "space
race," formed the Advanced Research Projects Agency (ARPA) to
"compete" with the Russians. 6 In 1969, the Department of Defense
commissioned ARPANET' 7 to research networking possibilities. 8 More
individuals who access the Internet using modems. See id. By the year 1999, the number
of users is predicted to reach 200 million. Id.
13. Robbie Huffman, The Origins and the Future of the Internet: Of Secret Codes,
Superhighways,and Sputnik(visited Sept. 22, 1996) <http://cs.centre.edu/-huffman/serious/
history.html>.
14. Id. The Cold War was a period when the United States focused on defense. In
addition to better bombs and the Star Wars defense project, computer research progressed
during the Cold War. Id. Computers were once regarded as mere "number crunchers," but
are now viewed as versatile instruments which provide limitless information. See id.
(discussing the relevance of the computer to war technology during World War II and
providing a background for understanding Ihternet history).
15. Sputnik was the first artificial earth satellite. Robert H'obbes' Zakon, Hobbes'
Internet Timeline vJ.3a (visited Sept. 22, 1996) <http://www.amdahl.com/internet/events/
timeline.html>.
16. ARPA was created by the U.S. Department of Defense. Barbara Kantrowitz &
Adam Rogers, The Birth of the Internet,NEWSWEEK, Aug. 8, 1994, at 56. Two scientists
who played integral roles in ARPA were J.C.R. Licklider and Robert Taylor. Id. In fact,
in 1968, Licklider and Taylor published a paper setting out the notion that computers could
act as communications devices. Id. Its specific goal was to keep United States' military
technology more advanced than Russia's, although it still contributed to general science.
Huffman, supra note 13. Today, however, ARPA is known as DARPA (Defense Advanced
Research Projects Agency).
17. ARPANET was a decentralized computer information network, deriving its name
from the organization that sponsored it (ARPA). See Huffman, supra note 13. The idea for
the network actually existed in 1964, when Paul Baran developed a plan for a decentralized
network. See Huffman, supra note 13. But see Zakon, supra note 15 (stating in time-line
format that Paul Baran's idea for networking occurred in the year 1962). "The initial plan
was to link four sites: UCLA, the University of California at Santa Barbara, the Stanford
Research Institute and the University of Utah." Kantrowitz & Rogers, supra note 16, at 56.
For a more detailed discussion about the first successful link between the sites at UCLA and
Stanford, see Kantrowitz & Rogers, supra note 16, at 56.
18. Finding a network that lacked a central site was critical because during the 1960s,
communications were centralized. Consequently, in the event of a nuclear attack, destruction
of the central location would result in the destruction of communications to portions of the
country. Huffman, supra note 13. From the beginning, ARPANET's key features were its
decentralization, self-maintained links between networks, communication without human
involvement and automatic re-routing of communications if any link was damaged or
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specifically, ARPANET was a network which linked computers and
computer networks.' 9 ARPANET worked by breaking information down
into "packets" which are addressed to a specific computer.2" The packets
travel from node to node2 ' toward the destination.22
Through the 1970s, the number of nodes continued to increase
rapidly. 23 By 1981, there were linked experimental sites, and as research
evolved, electronic mail became popular. 24 As the network gradually
expanded to include universities, corporations and individuals from around

the world, its name went from ARPANET to "DARPA Internet" and then
simply "Internet.

25
'

No single entity administers or owns the Internet.26

Today, the Internet is still growing rapidly. This growth trend is expected

to generate close to 120 million Internet-connected computers by the year
2000.27
Although the Internet is neither a tangible nor physical entity, it is
possible to discern what the Internet is not. 2s The Internet does not include
online providers, Bulletin Board Service providers or several other computer

unavailable. Reno, 929 F. Supp. 824, 831 (E.D. Pa. 1996). These features enable research
and communications to stay intact, despite possible damages to individual networks during
a war. Id.
19. These networks were owned by the military, defense contractors, and university
laboratories conducting defense-related research. Reno, 929 F. Supp. at 831.
20. Huffman, supra note 13; see also infra notes 28-33 and accompanying text
(referring to the Internet as "packet-switching protocols").
21. A node is simply a network site. Kantrowitz & Rogers, supra note 16, at 56.
22. Id. The packets do not travel on a fixed route; this allows flexibility in case
numerous nodes fail. Id.
23. Huffman, supra note 13.
24.

Id.

25. Reno, 929 F. Supp. 824, 831 (E.D. Pa. 1996). Between 1971 and 1981, more
than 200 sites were added to the network. Kantrowitz & Rogers, supra note 16, at 56.
During the 1980s, the Internet experienced great demand due largely to the vast amount of
information traveling around the Internet. Huffman, supra note 13. To deal with the large
amount of information, in 1984, the National Science Foundation attempted to create a
"backbone" of fast links between supercomputers. Id. This "backbone" was referred to as
the NSFnet. Id. After 1984, the NSFnet was upgraded regularly and eventually, in 1990,
the original ARPANET system was decommissioned. Id.
26. Reno, 929 F. Supp. at 832. It is the result of hundreds of thousands of computer
operators who independently use common data protocols to exchange information and
communicate with one another. Id. Furthermore, no single entity controls all of the
information disseminated on the Internet. Id.
27. JOINT HEARING, supra note 11, at 25. The anticipated growth is predicated upon
the continued increases in PCs, service providers, and low-cost networking hardware. Id.
28. Id. at 24.
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networks.29 A better way to understand the distinction is to keep in mind
that the Internet is the intangible infrastructure of networks - "a suite of
digital communications - packet-switching protocols30 that ... create..
. a virtual, interactive overlay network." 3 ' Characteristics which make the
Internet unique are: it has an open architecture which does not require
individuals to use the same hardware or software to communicate; every
computer connected to the Internet has a unique address; it has a distributed
architecture which allows various persons or entities to supply and operate
different Internet nodes; and there is no charge for access to other nodes on
the Internet. 2 There are, however, other systems, networks, and providers
which enable users to access the Internet.33

29. Id. Examples of what the Internet does not include are the Cleveland Free-Net
Community Computer System and the Commercial Internet Exchange Association. Reno, 929
F. Supp. at 833. The Cleveland Free-Net Community Computer System, established in 1986,
provides individuals in the community with a local link to the Internet. Id. The Commercial
Exchange Association provides Internet access via modem. Id. Examples of providers are
America Online, CompuServe, the Microsoft Network, and Prodigy. Id. These providers
typically offer access to the Internet through a local telephone number. Id. Using these
services, subscribers can take advantage of the extensive content within the online service,
but use the resources of the Internet as well. Id. Bulletin Board Systems (BBSs) are
basically local dial-in-computer services. Id. Depending on the number of linked computers
and telephone lines, one or many users may use the system simultaneously. Id. at 833-34.
Typically, "Bulletin Board" services are relatively inexpensive to set up and enable friends,
members, subscriber or customers to exchange ideas and information. See id. at 833. All
of these features are usually provided to users for some type of monthly or hourly fee. See
generally id. 833-34 (discussing in detail the different means by which individuals may
access the Internet). Recently, however, several companies have concluded that their
$19.95-a-month flat rate unlimited Internet access may not be sufficient to generate profits.
Jared Sandberg & Thomas E. Weber, Why the $19.95 InternetFeesMay Not Last, WALL ST.
J., Dec. 24, 1996, at B I. Thus, some major providers, such as NetCom and CompuServe
have dropped this flat-rate program; however, giants such as AT&T, America Online Inc.,
and MCI say they plan to continue with the flat rate system to remain competitive. Id. at B 1,
B6.
30. Protocols are a set of technical standards that multiple networks can use.
Kantrowitz & Rogers, supra note 16, at 56.
31. Conversation with Lewis M. Branscomb, Professor of Science and Technology
Policy, John F. Kennedy School of Government, Harvard University, former Chief Scientist
of IBM and Director of the John F. Kennedy School of Government Project on the National
Information Infrastructure (Feb. 1995), quoted in Branscomb, supra note 9, at 1639 n.5.
32. PERRITT, supra note 8, at 1-2 (providing a brief explanation about the unique
characteristics of the Internet).
33. See supra text accompanying note 26. Accessing the Internet is a function which
allows users to share ideas about almost any topic, to learn and research various subjects, and
to correspond with friends and family. See JOINT HEARING, supra note 11, at 25.
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The Internet is extremely versatile. Obtaining access to the Internet involves a simple process of finding a computer with a modem to connect the
computer to the telephone.34 Although there are many ways to communicate
and retrieve information off the Internet, the most common means of communication fit into six categories: one-to-one messaging (such as "email""), one-to-many messaging (such as "listserv"a6), distributed message
databases (such as USENET newsgroups37 ), real time communication (such
as "Internet Relay Chat""), real time remote computer utilization (such as

34. Typically, the computer is an IBM compatible running Microsoft Windows or an
Apple Macintosh. Andreano, supra note 7, at 595.
35. E-mail, an increasingly common mode of communication, is electronic mail.
Practically, e-mail is similar to sending a first-class letter, but a user can address and transmit
a message to more than one individual. Reno, 929 F. Supp. 824, 834 (E.D. Pa. 1996).
However, e-mail typically reaches its destination more quickly. See id. Unfortunately, e-

mail is not as secure and users on intermediate computers between the sender and recipient
can access and view the message. Id.
36. A "listserv" is an automatic mailing list service which allows groups interested in
particular subjects of interest to communicate with one another. Id. at 834. Listservs may be
"open" - allowing users to add or remove their names from the mailing list without direct
human involvement. Id. Listservs may also be "closed" - allowing users to add their names
to amailing list via a human moderator. Id. For a brief discussion of how listservs operate, see
id.
37. Distributed message databases are user-sponsorednewsgroupswhich cover almost
all possible topics of interest. Id. at 834. Newsgroups are simply open forums and
exchanges about specific topics. Id. Unlike listservs, however, users can access the database
at any time and do not need to subscribe to the discussion mailing list. Id. at 834-35.
Newsgroups may be "moderated" - meaning all messages to the newsgroup are forwarded
to one person who screens them for topic relevance or "unmoderated" - meaning messages
are automatically forwarded to all adjacent USENET servers. Id. It isinteresting to note that
unmoderated newsgroups appear to be the norm. Id. at 835 n.10. For a brief discussion of
how USENET newsgroups function, see id. at 835.
38. Real time communication is communication which allows users on the Internet
to carry on an impromptu dialogue, in "real time" as opposed to sending a message which
the receiver accesses hours or even days later. See id. at 835. "Talk" is the form of
communication which allows one-to-one communication. Id. "Internet Relay Chat" (IRC)
is similar to a telephone party line, using a keyboard instead of a telephone. Id. IRC enables
two or more users to type messages to each other which appear almost immediately on the
other users' computer screens. Id. For a brief discussion of IRC, see id.
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"Telnet"39 ), and remote information retrieval ° (such as "ftp," "gopher,"
and the "World Wide Web."'
The sixth category is by far the most frequently used. Today, the World
Wide Web has become a popular method of finding information quickly and
easily. 42 Typically, Web sites begin with a "Home Page" which provides
the "visitor" with an introduction and a list of subjects available at that
site. 43 Although the World Wide Web and the Internet are constantly
described as being "global," many non-Americans feel that they are U.S.focused." Much of the content is U.S. generated and the sites are mainly
39. Real time remote computer utilization is the method of communication where
users access and control remote computers in "real time" using "Telnet." Id. at 835.
Basically, "Telnet" allows users to log onto and use some remote computer to run any
program which any off-site user is permitted to run. Andreano, supra note 7, at 596. For
instance, by using "Telnet," a researcher at one university can easily use the computing power
of a supercomputer at a different university. Reno, 929 F. Supp. at 835.
40. Remote information retrieval is probably the most well-known category of
communication on the Internet. ACLU v. Reno, 929 F. Supp. 824, 835 (E.D. Pa. 1996). A
very common function of the Internet is the search for and retrieval of information on remote
computers. See id. The three main methods to locate and retrieve information from the
Internet are File Transfer Protocol (FTP), "Gopher," and the World Wide Web ("the Web").
Id. at 835-36. FTP is the standard which lists computer files available on a remote computer
and transfers these files to a user's local computer. Id. at 835. Gopher is a program and
format which guides a user's search through available resources on a remote computer. Id.
at 835-36. The Web uses a "hypertext" formatting language called hypertext markup
language (HTML) which allows programs using the Web to display graphics, text, sounds
and moving video. Id. at 836. HTML documents also use "hyperlinks" which allow a user
to "click" on the description of the resource using a computer source and be connected to that
resource. Id. For a more detailed explanation about the mechanics and history behind the
Web, see id. at 836-38. See also Andreano, supra note 7, at 596 n.16 (providing one
commentator's description of "hypertext").
41. Reno, 929 F. Supp. at 834.
42. See Andreano, supra note 7, at 596. The Web is a hypertextsystem, meaning that
Web documents typically have pointers which allow the user to access other html documents
located on a Web server or on the server where the pointer is located. PERRITT, supra note 8,
at 32. The Web pointers are formatted in the UniversalResourceLocator (URL) standard,
which identifies the Internet node containing the resource and the file name of the node. Id.
For a more detailed discussion of how the Web functions, see PERRITT, supranote 8, at 30-33.
43. See Andreano, supranote 7, at 596-97 (providing a description of how to proceed
on a Web site). A number of systems have been developed to allow users to search the Web
for specific information at all of the public sites which are part of the Web. Reno, 929 F.
Supp. at 837. These services, known as "search engines" include Yahoo, Magellan, Altavista,
Webcrawler, and Lycos. Id.
44. Robin Frost, Web's Heavy US. Accent Grates On OverseasEars, WALL ST. J.,
Sept. 26, 1996, at B6. The Internet may very well be geared towards Americans because the
Internet originated in the U.S. and the telecommunications companies are private ones. See
id.
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presented in the English language.4 However, there are signs of change
and indications that service providers are attempting to create specific country
content by creating foreign-language Web sites. 6 As the twenty-first
century draws near, global promoters and Intemet-service providers seem
confident that the Internet will evolve to reach international horizons.4
In addition to the overwhelming amount of information available
through the Internet, the low-cost for Internet use also makes this mode of
information retrieval more desirable. Although the Internet is continually
growing, users typically do not incur large costs because institutions which
provide direct connections through a mid-level network usually absorb the
costs instead of passing them on to the user.4" Specifically, the main costs
are spread among its primary users, namely, universities, national laboratories, corporations and governments.49
Since 1969, the number of Internet users has steadily increased.5"
Due to its multiple capabilities, low-cost and convenience, this number is
expected to increase. Furthermore, because of the wide array of information
accessible through the Web, as well as the availability of online material,
parents and government entities have expressed concern because children
now have the ability to access "inappropriate" material.5 ' Due to the
nature of some of this material, Internet regulation has suddenly become a

45. Id. As Bob Rosenschein, president and chief executive officer of a Jerusalembased multilingual software company said, "We have to put the World Wide into the Web."
Id.
46. Id. at B8. For example, Yahoo!, in partnership with Tokyo-based Softbank Corp.,
launched a Japanese version of its main search and index site called "Yahoo! Japan." Id.
Furthermore, Globalink Inc. manufactures Web Translator, a package which translates Web
pages to or from English, German, French and Spanish in minutes; however, the program
needs work because the translations are frequently difficult to understand. Id. at B6.
47. See Frost, supra note 44, at B6, B8 (providing a brief description of how the
Internet has become less U. S.-centric and how education, attitude and privatization oftelecom
monopolies will help promote Internet globalization).
48. JOINT HEARING, supra note 11, at 10. Universities, government agencies, and
other institutions absorb Internet connection costs by including the costs in their data
processing budgets. Id.
49. JOINT HEARING, supra note 1I, at 10. As a result, many Internet users consider
Internet use "free." Id. But see Sandberg & Weber, supra note 29, at B I, B6 (discussing
how companies are considering restructuring their current $19.95 monthly rates for unlimited
Internet access due to low profits).
50. See supra text accompanying note 12.
51. See Reno, 929 F. Supp. 824, 838 (E.D. Pa. 1996). "Inappropriate" material may
include categories such as extreme violence, nudity, gross depictions, drugs/drug culture and
sexual acts. See id. at 840.
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hot topic of discussion. 2 The key question seems to be what type of
telecommunications technology, if any, does the Internet most closely
resemble?
II. TELECOMMUNICATIONS REGULATION: WHAT IS THE INTERNET LIKE?
Over the years, the area of telecommunications has steadily expanded.
Today telecommunication includes radio and television broadcasting, cable
television, telephone technology and computer networks (such as the
Internet). With the evolution of different technologies, the government has
consistently attempted to regulate each of these "categories." A brief
examination of regulations in broadcasting, cable television and telephone
technology provides a useful foundation for understanding how the federal
government first attempted to regulate the Internet in 1996."
A. BROADCAST: RADIO AND TELEVISION

Broadcasting uses airwaves to transmit video and/or audio programming
to televisions arid radios within reach of its signal.5 4 Due to the limited
number of frequencies available to broadcasters, the Federal Communications Commission (FCC) has the authority to license broadcasters based on
"public interest, convenience, and necessity."" In addition to licensing
broadcasters, the FCC was also granted limited power to regulate content.56
In Section 29 of the Radio Act of 1927,"7 as the licensing authority,
the FCC was not given "the power of censorship over the radio communications or signals transmitted by any radio station, and no regulation or
condition shall be promulgated . . . which shall interfere with the right of
free speech . . . ."" However, despite this express limitation, courts have
been acknowledged that the FCC has some power to regulate the radio
waves. For example, in KFKB Broadcasting Ass'n v. Federal Radio

52. JOINT HEARING, supra note 11, at 24.
53. The first "real" attempt to regulate the Internet occurred in February 1996 with
the Communications Decency Act (CDA). 47 U.S.C.S. § 223(d) (Law Co-op. 1995 & Supp.
1997). For wording of text, see infra note 138.
54. Broadcast stations radiate electromagnetic signals from a single transmitting
antenna. Thus, transmission travels from one broadcaster to multiple receivers within the
central antenna's range. Andreano, supra note 7, at 604.

55.

47 U.S.C. § 309(a) (1988). The FCC has authority to grant licenses under the

58.

47 U.S.C. § 326 (1982) (emphasis added).

Communications Act of 1934. Id.
56. See infra notes 61, 63 and accompanying text.
57. Section 29 of the Radio Act is codified at 47 U.S.C. § 326 (1982).
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Commission, 9 a federal Court of Appeals affirmed the Federal Radio
Commission's (FRG) authority to refuse to renew a broadcaster's license,
declaring that the FRC60 could consider the broadcaster's past conduct and
refuse to renew the license because the FRC found that the broadcasts did
not serve the public interest.6 Moreover, in Trinity Methodist Church,
South v. Federal Radio Commission,62 the Court of Appeals upheld the
Commission's authority to refuse license renewal to a broadcaster who had
abused the license. 63 Although the Court of Appeals reasoned that the
broadcaster abused his license, the court was essentially permitting the FRC
to restrict the content of the broadcast. 6 Both the FRC and the FCC have
interpreted the provision in the Radio Act as granting them the right to
refuse licenses based on the nature of the broadcasts.66 Thus, although a
prohibition on censorship exists, practially speaking, it has been construed
to acknowledge that the FCC's regulatory duties include the power to review
the content of completed broadcasts.6" In effect, such an interpretation
shows that, with respect to broadcast media, First Amendment rights are by
no means absolute.68

59.
60.

47 F.2d 670 (D.C. Cir. 1931).
The Federal Radio Commission eventually became the Federal Communications

Commission (FCC).
61. KFKB Broad., 47 F.2d at 672. In this case, a doctor who controlled a radio station
and a pharmaceutical association frequently broadcast segmentswhich consisted of answering
listeners' medical questions and prescribing medication. The Court of Appeals found that the
FRC had authority to refuse to renew the broadcaster's license because the broadcasts served
-the doctor's private interests. Furthermore, the court found that the FRC did not engage in
censorship because the FRC made no attempt to scrutinize the doctor's broadcasts before they
were released on the air. Id.
62. 62 F.2d 850 (D.C. Cir. 1932).
63. Id. at 851. In Trinity, the broadcast station was managed by a minister who
constantly referred to "pimps" and "prostitutes" and made verbal attacks on the Roman
Catholic Church. Id. The Court of Appeals acknowledged the minister's First Amendment
rights, but stated that the Commission was not precluded from regulating broadcasts that
"offend the religious susceptibilities of thousands... or offend youth and innocence" with
sexually immoral words. Id. at 853.
64. Id. at 851.
65. See supra notes 59-63 and accompanying text.
66. See, e.g., Anti-Defamation League v. FCC, 403 F.2d 169 (D.C. Cir. 1968); Office
of Communication of United Church of Christ v. FCC, 359 F.2d 994 (D.C. Cir. 1966).
67. FCC v. Pacifica Found., 438 U.S. 726, 735 (1978).
68. In PacificaFound., the Court stated that "censorship" prohibited by the Radio Act
did not include review of program content. Id. at 737. Furthermore, the Court reasoned that
the statute's legislative historyshows no intent to prohibit the FCC from regulating broadcast
of "obscene, indecent, or profane language." Id.
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Initially, in 1969, the FCC developed the Fairness Doctrine which
required that discussion of public issues receive fair coverage on each
side.69 In Red Lion Broadcasting Company v. FCC, the Supreme Court
found that granting renewal of licenses based on a willingness to present
representative community views on controversial issues is consistent with the
First Amendment70 goal of protecting freedom of speech and the press.7'
Subsequently, in FCC v. Pacifica Foundation,72 the Supreme Court
declared that First Amendment rights are not absolute in the context of radio
In Pacifica, a radio station which aired an afternoon
broadcasting."
broadcast of George Carlin's satiric monologue entitled "Filthy Words" was
enjoined from airing the broadcast when a man who heard the broadcast
with his young son complained to the FCC.74 In the monologue, George
Carlin, a "social satirist" attempted to portray contemporary society's
attitude toward language by listing and repeating words generally not spoken
over public airwaves."
Most notably, however, the Court upheld the FCC's power to regulate
the content of material that was considered "indecent" within the meaning
of 18 U.S.C. § 1464 which proscribes obscene language over radio

69. Red Lion Broad. Co. v. FCC, 395 U.S. 367, 369 (1969). For a brief explanation
of the Fairness Doctrine, see id. at 369-70.
70. The First Amendment states in part "Congress shall make no law... abridging
the freedom of speech or of the press. . . ." U.S. CONST. amend. I.
71. Red Lion Broad., 395 U.S. at 394.
72. 438 U.S. 726 (1978).
73. Id. To resolve the First Amendment challenge raised by the radio station, the
Court examined both the content and context of the Carlin monologue. The content was
considered vulgar, offensive and shocking. Id. at 747. In fact, the Court noted that "[o]ur
society has a tradition of performing certain bodily functions in private, and of severely
limiting the public exposure or discussion of such matters. Verbal . . . acts exposing those
intimacies are offensive irrespective of any message that may accompany the exposure." Id.
at 745 n.23. Furthermore, the context of the monologue was distinguishable from other
forms of communication because it was transmitted via radio broadcast. Id. at 748. The
Court reasoned that unlike newspaper publishers, radio broadcasters receive less First
Amendment protection. Id.
74. Pacifica,438 U.S. at 729-30. The radio station did caution listeners before the
broadcast that it contained language that might be offensive to some. Id. at 730. The Court,
however, stated that prior warnings are insufficient to give broadcaster constitutional
immunity. See id. at 748-49. The Court stated that "[t]o say that one may avoid further
offense by turning off the radio when he hears indecent language is like saying that the
remedy for an assault is to run away after the first blow." Id. at 748-49.
75. Pacifica,438U.S. at 730. The monologue contained "sensitive language" which
the radio station acknowledged might offend some people. Id. For the verbatim transcript
of "Filthy Words" as prepared by the FCC, see Pacifica,438 U.S. at 751-55.
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waves. 76 The Court recognized that the Carlin monologue was undeniably
"speech" within the purview of the First Amendment, 77 but that past cases
have demonstrated that the First Amendment does not prohibit all governmental regulation.78 Ultimately, the Pacifica holding emphasized the
notion that offensive speech does not automatically warrant government
regulation.79 To warrant regulation, speech must offend in the way
obscenity offends,"0 possess little social value,8 ' and be expressed in an
76.

Pacifica,438 U.S. at 741.

More specifically, the term "indecent" applies to

language which exposes children to sexual or excretory activities and organs in a patently

offensive manner. Id. at 732. "Patently offensive" is typically measured by contemporary
community standards. Id. In Pacifica,there were two statutes at issue. The first statute was
18 U.S.C. § 1464 (1982), which provides that "Whoever utters any obscene, indecent, or
profane language by means of radio communication shall be fined not more than $10,000 or

imprisoned not more than two years, or both."

The second statute was § 303 of the

Communications Act of 1934, which allowed the FCC to "from time to time ...generally
encourage the larger and more effective use of radio in the public interest." 47 U.S.C. § 303

(g) (1982).
77.

Pacifica,438 U.S. at 744.

78. See, e.g., Chaplinsky v. New Hampshire, 315 U.S. 568 (1942) (finding that

"fighting words" are not protected by the First Amendment); Schenck v. United States, 249
U.S. 47, 52 (1919) (illustrating the idea that not all words are protected by the First

Amendment by using the now-famous example of falsely crying "fire!" in a crowded theater).
79.

Pacifica,438U.S. at 745. However, it is entirely possible that utterances of four-

letter words may occasionally be protected even though they may ordinarily lack political,
social or artistic value. Id. at .746-47. E.g., Cohen v. California, 403 U.S. 15, 26 (1971)
(holding that a man wearing a jacket bearing the phrase "Fuck the Draft" was engaging in

profane, offensive speech which wasprotectedbythe First Amendment). Furthermore, the
heart of the First Amendment lies in the notion that government should stay removed from
the free exchange of ideas in the marketplace. See, e.g., Ashutosh Bhagwat, Of Marketsand
Media: The First Amendment, The New Mass Media, and the Political Components of
Culture, 74 N.C. L. REv. 141, 143 (1995) (concluding that a free marketplace without
government interference is the best means to disseminate goods and ideas freely); Amy Knoll,
Comment, Any Which Way But Loose; Nations Regulate the Internet, 4 TUL. J. INT'L &
COMP. L. 275, 279 (1996) (suggesting that freedoms of speech and expression thrive in a
marketplace free from government suppression).
80. Obscenity and profanity have historically been classified as statutory crimes. Roth
v. United States, 354 U.S. 476,482 n. 12 (1957) (citing sources which support the contention
that in 1792, thirteen of the fourteen states classified obscenity and profanity as statutory
crimes). In Roth, the Court defined obscene material as that "which deals with sex in a
manner appealing to prurient interest." Id. at 487. "Prurient interest" means "[a]n obsessive
interest in immoral and lascivious matters. An excessive or unnatural interest in sex."
BLACK'S LAW DICTIONARY 1226 (6th ed. 1990). The Court noted that obscene material is
not the equivalent of sex because sex is often portrayed in art, literature and scientific works.
Roth, 354 U.S. at 487. In such cases, the material is protected by the First Amendment.
Id.; see also Miller v. California, 413 U.S. 15, 20-23 (1973) (discussing Roth v. United
States, 354 U.S. 476 (1957), and A Book Named "John Cleland's Memoirs of a Woman of
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"inappropriate" setting. 82 The Court emphasized its holding should be
construed narrowly due to specific variables present in this case. 3 Thus,
although all forms of communication raise First Amendment issues,
broadcasting has received very little First Amendment protection. 4
B. CABLE TELEVISION

Over the years, the cable television

tered increasing government regulation.

5

6

industry has grown and encoun-

Cable television functions by

87
sending video programming as analog signals over coaxial cables. Like
broadcasting, cable transmission is mainly one-way. Unlike broadcasting
where the viewer receives only what the broadcaster chooses to transmit,
cable systems allow subscribers to select from various plans of cable

service. 8

Whereas cable operators once carried only broadcast signals, since the
late 1970s and 1980s, several independent cable programmers have been

Pleasure" v. Attorney General of Mass., 383 U.S. 413 (1966), two landmark cases in the
history of the Court's obscenity decisions). See generally Miller, 413 U.S. at 23-26
(articulating the dangers of regulating forms of expression, but opining that state legislature
may provide sufficient regulatory schemes).
81. Chaplinsky, 315 U.S. at 572.
82. See FCC v. Pacifica Found., 438 U.S. 726, 745-48 (1978). The FCC conceded
that the content of the monologue might have been less objectionable if broadcast during late
evening hours when children were less likely to be in the audience. Id. at 760 (Powell, J.,
concurring). As the majority pointed out, the FCC was most concerned with childrens'
unsupervised use of the radio. Id. at 731 n.2.
83. Id. at 750 (suggesting that factors such as time of day, content and method of
transmission impacted the Court's decision).
84. Id. at 748.
85. Cable television was originally known as Community Antenna Television
("CATV"). Kathy L. Cooper, Comment, The Cable Industry: Regulation Revisited in the
Cable Television Consumer Protection and Competition Act of 1992, 1 CoMMLAW
CONSPECTUS 109, 110 n.8 (1993) (explaining in more detail how the name CATV evolved).
86. Bhagwat, supra note 79, at 150-53. Some examples of cable legislation are the
Communications Act of 1984 and the 1992 Cable Act. 47 U.S.C. §§ 531-532 (1994).
87. Note, The Message in the Medium: The First Amendment On the Information
Superhighway, 107 HARV. L. REV. 1062, 1065 (1994) [hereinafter The Message in the
Medium]. Analog signals are measurable impulses of voltage. Id. In other words, cable
television is essentially a system which delivers programs to consumers through cable or
optical fibers which enter the consumer's residence or business and are directly connected to
the television. Turner Broad. Sys., Inc. v. FCC, 512 U.S. 622, 627-28 (1994).
88. TurnerBroad., 512 U.S. at 629. A plan or "tier" may consist of local broadcast
stations plus several programming networks such as CNN, MTV, ESPN, TNT, C-SPAN and
Nickelodeon. Id.
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formed. 9 Furthermore, in recent years, cable operators have increased

profits by paying for the signals of independent cable programmers. 90
Thus, cable television has become a profitable industry and provided its

viewers with increased program selection. 9

With the growth of the cable industry, federal regulation under the FCC
was initiated based on the concern that cable industry growth might threaten
the broadcast industry and "free" television benefits.92 The first major step
in cable legislation occurred with the Cable Communications Policy Act of
1984 ("1984 Act").93 The 1984 Act was enacted to establish a uniform
national policy for broadband telecommunications, thereby eliminating
conflicts between local and federal attempts to regulate the cable industry.94
Significantly, the 1984 Act prohibited most rate regulation of cable
services" and stated that cable systems would not be regulated as common

89. Bhagwat, supra note 79, at 146. Cable operators own the physical cable network
and transmit the cable signal to the viewer while cable programmers produce television
programs and sell or license them to cable operators. Turner Broad., 512 U.S. at 628.
Typically, cable operators will pay these independent programmers to carry their signals,
rather than programmers paying operators to carry their signals. Bhagwat, supra'note79, at
146-47. The independent cable programmers include MTV, HBO, the Discovery Channel,
CNN, C-SPAN, Nickelodeon, and many others. Id; see also id. at 146 n. 16 (discussing
further how independent programmers function). See generally Bhagwat,supra note 79, at
147 (discussing impact of the growth of independent cable programming).
90. Subscribers who select "premium" channels such as HBO in addition to the basic
package pay additional monthly fees. See The Message in the Medium, supra note 87, at
1065. The basic package typically includes all local stations and community programming.
91. In fact, cable systems now carry close to seventy-five channels of programming,
but with developing technology, that number may eventually exceed five hundred. Id.
92. Bhagwat, supra note 79, at 151 & nn.36-37 (citing cases which deal with the
FCC's regulation of the cable industry and sources discussing the history of the FCC's mustcarry regulations). For an excellent discussion of the progression of federal regulation in
the cable television industry, see id. at 150-55.
93. 47 U.S.C. §§ 521-59 (1994). Many of the provisions have been amended by the
1992 Cable Act. Before 1984, however, there were a few inconsistent attempts to regulate
the cable television industry. See Keth A. Ditthavong, Pavingthe Way for Women on the
Information Superhighway: CurbingSexism Not Freedoms, 4 AM. U. J. GENDER & L. 455,
486 n.231 (1996) (providing citations to cases which have struck down previous federal
regulations of the cable industry).
94. See Rafael G. Prohias, Comment, Longer Than the Old Testament, More
Confusing Than the Tax Code: An Analysis of the 1992 Cable Act, 2 COMMLAW CONSPECTus 81, 82 (1994). For a background of the 1984 Act, see Daniel Brenner, Cable Television
and the Freedom of Expression, 1988 DuKE L.J. 329, 350-52 (1988). For a detailed
discussion about the 1984 Act and deregulation of the cable industry, see Cooper, supranote
85, at 112-14.
95. 47 U.S.C. § 543 (1994).
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carriers.9 6 As a result of the 1984 Act, operators retained their right to
97
select programming that would be carried on their systems, but commercial programmers unaffiliated with the cable operators were allowed access
to the operators' audiences through the implementation of leased access
channels. 98
The next significant regulation within the cable industry occurred with
the passage of the Cable Television Consumer Protection and Competition
Act of 1992 ("1992 Cable Act"). 99 With the implementation of the 1992
Cable Act, the cable industry went from an essentially unregulated industry
to one that was heavily regulated. The 1992 Cable Act imposed extensive
rate regulations, must-carry provisions and restrictions on distribution of
0 0 The
indecent programs on leased access and public access channels.'
controversy with the 1992 Cable Act, however, lay with the potential
infringement of First Amendment rights.O'
Soon after the 1992 Cable Act was passed, a group of cable operators
and programmers initiated a constitutional challenge to the must-carry
°2
provision in Turner BroadcastingSystem, Inc. v. FCC.' In that case, the
Court held that must-carry provisions served important government interests,
by promoting the continuing availability of free television programming and
guaranteeing that an important part of the nation's communication system
stays intact." 3 Although the Turner court did not resolve the constitutionality of the must-carry provisions, it did adhere to standards for First

96. 47 U.S.C. § 541(c) (1994).

97. Bhagwat, supra note 79, at 151.
98. Id.; see also id. at n.42 (providing citations to statutes and legislative history
behind the 1984 Act). A "leased access" channel is one which federal law requires a cable
system operator to reserve for commercial lease by unaffiliated third parties. Denver Area
Educ. Telecomms. Consortium, Inc. v. FCC, 116 S. Ct. 2374, 2381 (1996). About ten to
fifteen percent of a cable system's channels are leased access channels. Id.
99. 47 U.S.C. §§ 521-555 (1994).
100. See Cooper, supra note 85, at 118-25 (providing detailed description of the "proconsumer" and "pro-competitive" provisions of the 1992 Act and how these provisions
coincide with Congressional objectives); see also Bhagwat, supra note 79, at 153-56
(providing a summary of several significant sections in the 1992 Act).
101. See Bhagwat, supra note 79, at 186. See generally Brenner, supra note 94
(discussing how the First Amendment applies to cable television and suggesting that
regulations do not necessarily destroy free expression values).
102. 512 U.S. 622 (1994). For an in-depth discussion and analysis of the Turner
opinion, see Bhagwat, supra note 79, at Part I.
103. Turner Broad. Sys., Inc. v. FCC, 512 U.S. 622, 646-47 (1994). The Court further
found that the must-carry provisions were not designed to promote a certain type of speech,
but rather to ensure that all Americans will have access to free television programming. Id.
at 649.
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Amendment review of cable regulation.'0 4 The articulated standard, which
the Turner Court agreed should be applied to the must-carry provisions,

consisted of the familiar two-tiered approach of using either "strict

scrutiny"' 5 or a "balancing test"'0 6 to examine the regulation at issue. 0 7 The Court ultimately applied heightened scrutiny review because
the provisions at issue were content-neutral.108
Although First Amendment issues with respect to cable television have
not been completely settled, the Court struck down two provisions of the
1992 Cable Act in Denver Area Telecommunications Consortium, Inc. v.
FCC.'19 One provision allowed cable system operators to prohibit patently
offensive or indecent programming on public access channels.'
The
other provision struck down by the Court was the "segregate and block"
provision. The Court found that the "segregate and block" provision was

a violation of the First Amendment because the provision enabled some
operators to regulate the content of their programming. "' The holding

104. Id. at 638-41. The must-carry provision required cable operators to carry, upon
request, signals of local commercial television stations, up to a specified maximum. See 47
U.S.C. § 535(b)(1) (1994). Moreover, the provision required similar must-carry obligations
for signals of qualified noncommercial educational television stations. See 47 U.S.C. §
535(b)-(c). In Turner Broad., the Court ultimately held that when cable television operators
are subjected to content-neutral regulation, intermediate (heightened scrutiny) review, not a
"mere rationality" standard should be used. Turner Broad., 512 U.S. at 640-41. The
majority in Turnerconcluded that the must-carry rules were content-neutral. See id. at 652.
Content-neutral regulation refers to regulation that disregards the content of the regulated
speech. See Ward v. Rock Against Racism, 491 U.S. 781, 791 (1989). But cf infra note
105 and accompanying text (stating definition of content-basedregulations).
105. In the cable television cases, the strict scrutiny standard is applicable to contentbased regulations. Content-based regulations are those that favor or disfavor particular
underlying messages. Turner Broad., 512 U.S. at 642.
106. The balancing test referred to is more commonly known as the Ward/O'Brien test.
This test evolved as the result of legislation regulating conduct with expressive elements, see
United States v. O'Brien, 391 U.S. 367, 376 (1968), and decisions involving government
regulation of speech on government-owned property (Ward v. Rock Against Racism, 491
U.S. 781 (1989)). See also Bhagwat, supra note 79, at 166-73 (discussing at length the
Ward/O'Brien test in relation to developments and expansions in the Court's First
Amendment jurisprudence).
107. See Bhagwat, supra note 79, at 156.
108. Turner Broad., 512 U.S. at 640-41. See also supra note 104 and accompanying
text.
109. 116 S. Ct. 2374 (1996).
110. Id. at 2381. However, the Court did find that a third provision of the 1992 Cable
Act, which permitted cable operators to prohibit patently offensive or indecent programming
on leased access channels was consistent with the First Amendment. Id.
11. See id. at 2381. The "segregate and block" provision required leased channel
operators to segregate and block programming that the "operator reasonably believes
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appears to reflect the majority's view that promoting diversity of speakers
and speech is consistent with First Amendment jurisprudence.
C. TELEPHONE

"Modem telephonic technology permits the pervasive transmission of
'2
vast quantities of information, as well as Shakespeare, Shaw, and smut.""
While the government has traditionally regulated telephone service and
access, it has been relatively recently that dial-a-pom" 3 has become the

subject of much litigation." 4 In fact, it was in the 1980's that Congress
initiated regulation of the dial-a-pom industry due to increasing public
the harmful effects of pornography" 5 on the nation's
concern about
6
children.1

The first attempt to regulate dial-a-por began in 1983 with Congres-

sional approval of an amendment to the Communications Act of 1934.'

describes or depicts sexual or excretory activities or organs in a patently offensive manner.
Id. at 2380.
112. Carlin Communications v. Mountain States Tel. and Tel. Co., 827 F.2d 1291,
1292 (9th Cir. 1987).
113. Dial-a-porn is the phrase coined to refer to telephone services that provide
sexually explicit recorded or live messages to callers. Elizabeth J. Mann, Comment,
Telephones, Sex, and the FirstAmendment, 33 UCLA L. REv. 1221, 1221 (1986). A
prerecorded message lasts from thirty seconds to two minutes and 50,000 callers can access
the message hourly through a single telephone number. Id. at 1223. The content of
messages varies. Some provide callers with descriptions or depictions of actual or simulated
sexual behavior, but others attempt to elicit pleasant images including tranquil environments,
companionship and sexual satisfaction. Id. at 1224. Dial-a-porn services are technically
referred to as Mass Announcement Network Services and can be accessed through a 976
exchange. Id. at 1223 n. 11. In addition to dial-a-porn services, the 976 exchange provides
access to other services as well. Id. Callers using the 976 exchange are charged a local
exchange cost plus an additional charge for the service. Id.
114. See, e.g., Sable Communications of Cal., Inc. v. FCC, 492 U.S. 115, 119(1989).
Dial-a-porn has become more prevalent within the last decade and it has proved to be a
profitable business. The New York City dial-a-porn service received six to seven million
calls a month in a six-month period from November 1984 to April 1985. See Carlin
Communications, Inc. v. FCC, 787 F.2d 846, 848 (2d Cir. 1986).
115. "Pornography" derives from the Greek, porne, meaning prostitute and graphein,
meaning to write. WEBSTER'S NEW WORLD DICTIONARY 1109 (2d college ed. 1986). The
word is now defined as "writings, pictures, etc. intended primarily to arouse sexual desire [or]
the production of such writings, pictures, etc." Id.
116. See Dial Info. Servs. Corp. of N.Y. v. Thornburgh, 938 F.2d 1535, 1537 (2d Cir.

1991).
117. Id. at 1537 (noting that subsection (b) was added to 47 U.S.C. § 223 and briefly
quoting the wording of the 1983 version).
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Subsequently, in 1985,"' 1987,"9 and 1988,120 the FCC attempted to
create additional regulations. One year after the 1988 revision, the Supreme
Court addressed a First Amendment challenge to the new dial-a-porn
restrictions in Sable Communications of California, Inc. v. FCC.'21 In
Sable, the Court held that prohibiting obscene telephone messages was
constitutional, but denying adults access to indecent telephone messages
violated the constitutional rights of these individuals. 22 Furthermore, the
Court declared that "[s]exual expression which is indecent but not obscene
is protected by the First Amendment; and ... [t]he Government may...
regulate the content of constitutionally protected speech in order to promote
a compelling interest' 23if it chooses the least restrictivemeans to further the
articulatedinterest.' 1

118. Id. (describing briefly the FCC's failed attempt in 1985 to enact a regulation
which required adults to obtain access codes from the provider before access was permitted).
119. Id. (describing briefly the FCC's 1987 regulation which rejected blocking
techniques and allowed broadcasters to raise certain defenses to violations of the statute
prohibiting the transmission of indecent messages by telephone).
120. In November 1988, Congress enacted a new version of 47 U.S.C. § 223(b), which
provided in part that, "Whoever knowingly--(A)... by means of telephone, makes (directly
or by recording device) any obscene communication for commercial purposes to any person
...(B).. .shall be fined.., or imprisoned not more than two years, or both." 47 U.S.C.
§ 223(b)(l)(A)-(B) (1996) (emphasis added). In addition, the statute also provides that
"[w]hoever knowingly--(A) . . . by means of telephone, makes (directly or by recording
device) any indecentcommunication ... shall be fined not more than $50,000 or imprisoned
not more than six months, or both." 47 U.S.C. § 223(b)(2)(A)-(B) (1996) (emphasis added).
It is interesting to note, however, that in April 1988, § 223(b) placed the prohibition against
obscene and indecent commercial telephone messages in the same subsection. Sable, 492
U.S. at 123 n.4. The distinction between "obscenity" and "indecency" has been addressed
over the years. See, e.g., Sable, 492 U.S. at 126 (recognizing that indecent material or sexual
expression is protected by the First Amendment); Miller v. California, 413 U.S. 15, 24-25
(1973) (adopting the Roth Court's standard of obscenity); A Book Named "John Cleland's
Memoirs of a Woman of Pleasure" v. Attorney General of Mass., 383 U.S. 413, 418 (1966)
(articulating a new test of obscenity by adding a third element to the standard set forth in
Roth); Roth v. United States, 354 U.S. 476, 487 n.20 (1957) (setting forth standards to
determine whether material is obscene); Thornburgh,938 F.2d at 1541 (noting that the FCC's
most recent definition of "indecent" can be traced to the radio broadcasting context). But see,
e.g., Miller,413 U.S. at 22 (stating that although the Court initially articulated an obscenity
standard in Roth, the majority of the Court has frequently disagreed as to its application); id.
at 37-38 (Douglas, J., dissenting) (opining that the Court has failed in its repeated attempts
to define obscenity over the years).
121. 492 U.S. 115 (1989).
122. Id. at 124, 131.
123. Id. at 126 (emphasis added). The interest in preserving the physical and
psychological welfare of minors includes shielding them from questionable literature which
may be indecent and obscene. See id. at 126-27. In Sable, the Court reasoned that the
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It has been well settled by the Court that the government has an interest
in protecting children from sexually related material. 24 The arena of
telephone regulation, specifically dial-a-porn regulation,' 25 has faced
repeated First Amendment challenges.'2 6 With respect to indecent or
obscene expression, the Court typically balances the interest of minors
against the interests of adults.'27 In Roth v. United States, 12 the Court
articulated that the standard for determining whether material was obscene
was whether the dominant theme as a whole appeals to a prurient interest
in sex and whether the material conflicts with "the common conscience of
the community. ' Over the years, the Court has attempted to articulate

standards to be used in determining what is obscene, but perhaps it is trying
to define the undefinable. 3 ' For example, Justice Stewart's reply of "I
know it when I see it"''

suggests that an obscenity "standard" may not

Government's proposed total ban on indecent commercial telephone communications was not
narrowly tailored to achieve its legitimate interest in protecting children because there were
other less restrictive alternatives available. Id. at 126, 128. Two years later, in Dial Info.
Servs. of N.Y. v. Thornburgh, 938 F.2d 1535 (2d Cir. 1991), the Second Circuit applied the
"least restrictive means test" and upheld 47 U.S.C. §§ 223(b)-(c), which establishes a defense
for providers who comply with telephone company presubscription procedures. Dial Info.,
938 F.2d at 1538, 1541; see also supra note 106 and accompanying text. See generally47
U.S.C. §§ 223(b)-(c) (1996).
124. See supra notes 120, 123 for examples of cases.
125. 47 U.S.C. § 223(b) (1996). For text of § 223(b), see supra note 120.
126. See, e.g., Dial Info., 938 F.2d at 1536-37 (stating that plaintiffs raised a First
Amendment challenge because they were purveyors of pornography and characterized their
activities as disseminating, receiving and exchanging information by telephone).
127. Mann, supranote 113, at 1233-34; see alsosupranotes 105-06 and accompanying
text.
128. 354 U.S. 476 (1957).
129. Id. at 487 n.20, 490. The Roth court upheld a criminal obscenity statute according
to the proper standard of obscenity which the trial court below followed. Id. at 489-90, 492.
Later, in A Book Named "John Cleland's Memoirs of a Woman of Pleasure" v. Attorney
General of Mass., 383 U.S. 413 (1966), the Court added a third element requiring that
material be "utterly without redeeming social value" before it is deemed obscene. Id. at 418.
130. See, e.g., Jacobellis v. Ohio, 378 U.S. 184, 197 (1964) (Stewart, J., concurring);
see also Miller v. California, 413 U.S. 15, 40 (1973) (Douglas, J., dissenting) (stating that the
Court has created and recreated the obscenity standard and stating that there really are no
constitutional guidelines for deciding what is and what is not obscene). In his dissent, Justice
Douglas further opined that "[o]bscenity cases usually generate tremendous emotional
outbursts ....
They have no business being in the courts." Id. at 41 (Douglas, J., dissenting).
131. Jacobellis,378U.S. at 197 (Stewart, J., concurring). Justice Stewart stated that
although he did not know how to define obscenity, he knew it when he saw it. See id.
Furthermore, in Justice Stewart's opinion, the motion picture involved was not obscene. Id.
In Jacobellis,the Supreme Court reversed a defendant's conviction for possessing and
exhibiting an obscene film in violation of an Ohio statute. Id. at 185-87.
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be realistic because each individual may have a different notion of what
constitutes obscenity. Although the telephone industry may be in a

quagmire on the obscenity issue, the FCC has continually asserted the

government's interest in protecting users from intrusion of unwanted calls
in the home as well as protecting children from obscene and indecent
communications.' 32
Due to the unique nature of telephones,'33 courts have differed on
how to treat this medium of communication.'34 In Carlin Communications, Inc. v. Mountain States Telephone and Telegraph Co., the court
opined that a phone company resembles a small radio station rather than a
common carrier.'36 Arguably, however, telephone speech and cable
communication share similar characteristics. Cable television requires
consumers to consciously pay additional fees to receive certain programs
and similarly, telephones require direct actions by the caller and receiver,
unlike radio and television broadcasts.'

Despite the differing theories about how the dial-a-pom industry should

be regulated, it is well settled that each medium of expression presents
special First Amendment problems.'
Thus, as the nation ventures into
the twenty-first century witnessing new developments in computer
communications, Internet regulation has inevitably become a hot topic of
controversy. Currently, the most far reaching and highly controversial piece
of Internet regulation is the Communications Decency Act of 1996.' 3

132. Mann, supranote 113, at 1234-35. However, the scope of indecency laws remains
unsettled. See Carlin Communications, Inc. v. Mountain States Tel. and Tel. Co., 827 F.2d
1291, 1294 n.3 (9th Cir. 1987).
133. See generallyMann, supra note 113, at 1234-36 (discussing the unique nature of
the telephone).
134. See supra note 132 and infra note 136 and accompanying text.
135. 827 F.2d 1291 (9th Cir. 1987).
136. Carlin,827 F.2d at 1294. The court noted that the telephone was the medium
used to broadcast Carlin Communications' messages. Id. In fact, dial-a-porn is unique
because it allows thousands of individual callers to receive the same recorded message
simultaneously. Id.
137. See generallyMann, supra note 113, at 1242-46 (discussing existing regulations
in the dial-a-porn industry and opining that telephone communications should not be treated
like radio communications).
138. FCC v. Pacifica Found., 438 U.S. 726, 748 (1978).
139. 47 U.S.C.S. § 223(d) (Law Co-op. 1995 & Supp. 1997). § 223(d) states in full:
Whoever (1) in interstate or foreign communications knowingly(A) uses an interactive computer service to send to a specific person or
persons under 18 years of age, or (B) uses any interactive computer service
to display in a manner available to a person under 18 years of age, any
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ACT OF 1996

A. BACKGROUND OF THE COMMUNICATIONS DECENCY ACT

With the information revolution of the twentieth century, the Internet
has become a more common mode of communication. In addition, with
developments in communication technology, information about virtually
anything in the world is accessible at the touch of an individual's fingertips."4 The ability to retrieve a vast array of information, however, does
not come without a price. That "price" is essentially regulations and restrictions. The world of the Internet may be unique, but, like other forms of
telecommunications, "' it is not immune from government regulation." 2
The Communications Decency Act ("CDA") is targeted towards
telecommunications in cyberspace. 43 The CDA, which was signed into
law by President Clinton on February 8, 1996,144 was first proposed by

comment, request, suggestion, proposal, image, or other communication
that, in context, depicts or describes, in terms patently offensive as
measured by contemporary community standards, sexual or excretory
activities or organs, regardless of whether the user of such service placed
the call or initiated the communication; or
(2) knowingly permits any telecommunications facility under such
person's control to be used for an activity prohibited by paragraph (1) with
the intent that it be used for such activity, shall be fined under Title 18,
United States Code, or imprisoned not more than two years, or both.
140. For discussion of the origins of the Internet and how the Internet functions, see
supra Part I.
141. For discussion of broadcast regulation, see supra Part II.A. For discussion of
cable regulation, see supra Part II.B. For discussion of telephone regulation, see supra Part
II.C.
142. The specific regulation discussed in this Comment is § 223(d) of the Communications Decency Act of 1996. The CDA can be found at 47 U.S.C. § 223(a)-(h) (1996).
143. The CDA is codified at 47 U.S.C. § 223. See 141 CONG. REC. § 8087, S80898091 (daily ed. Jan. 9, 1995) (statement of Sen. Exon). The bill was adopted by Congress
with modifications. See H.R. REP. No. 104-458, at 187-88 (1996), reprinted in 1996
U.S.C.C.A.N. 10, 201.
144. Telecommunications Act of 1996, Pub. L. No. 104-104, 110 Stat. 56. As 47
U.S.C.S. § 609 (1996) states, P. L. 104-104, Title V, Subtitle A, § 501, 110 Stat. 133 may
be cited as the "Communications Decency Act of 1996." The CDA was part of the
Telecommunications Act of 1996. The original version of the CDA was proposed by
Senators James Exon and Dan Coats in 1995. They sought to extend the regulations of the
dial-a-porn industry (47 U.S.C. § 223(b)) into the arena of computer networks. See Philip
Elmer-Dewitt, On A Screen Near You; It's Popular,Pervasiveand SurprisinglyPerverse,
According to the FirstSurvey of Online Erotica. And There's No Easy Way to Stamp It Out,
TIME, July 3, 1995, at 38. The original version of Senator Exon's bill passed in the Senate
on June 14, 1995. 141 CONG. REc. 58310, S8310 (daily ed. June 14, 1995) (statement of
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Senator James Exon' 45 in 1995. After acknowledging the dramatic
increase in Internet activity, the Senator expressed the opinion that the
legislature should "make that superhighway [the Internet] a safe place for
our children and our families to travel on."' 46 As chief sponsor of the
CDA, Senator Exon proposed the Act to modernize the rules in the
telecommunications industry. 4 7 The CDA attempts to update the Communications Act of 1934,"4S which was drafted with telephone technology in
mind.' 49

Presiding Officer). However, the proposed bill presented problems because it made online
service providers criminally liable for any obscene communications that passed through their
systems. Elmer-Dewitt, supra,at 42. Such penalties would virtually put all providers at risk
of criminal penalties. Id. In addition, after the bill passed in the Senate, Senator Leahy
criticized the harsh penalties and proposed that there was a better alternative to protect
children from filthy material on the Internet than via the Exon bill. 141 CONG. REC. S83 10,
8330 (daily ed. June 14, 1995) (statement of Sen. Leahy); see also, e.g., 141 CONG. REC.
S8310, S8330-8331 (daily ed. June 14, 1995) (discussing an alternative amendment to
protecting children from Internet obscenity); see also John Schwartz, House Vote Bars
Internet Censorship;Amendment to Communications Bill Seems in Conflict with Senate,
WASH. POST, Aug. 5, 1995, at AI I (noting that the House approved an amendment that
expressly prohibited Internet censorship by the government which appeared to directly
conflict with the Exon amendment). Doubts were expressed about whether the CDA would
actually become law. Linda Bridges, Exon Amendment is Wake-Up Call,PC WEEK, July 10,
1995, at 57.
145. Senator James Exon is a Democrat from Nebraska. See David M. Nadler, Good
Callon InternetSmut, NAT'L L.J., July 29, 1996, at A19 (summarizing the holding in ACLU
v. Reno and expressing approval of the Court's decision).
146. 141 CONG. REc. S8087, 8087 (daily ed. June 9, 1995) (statement of Sen. Exon).
147. Id. at 58088. Senator Exon explicitly stated that § 223(d) was to be added to
assure that no other Federal statute would be limited or affected by the CDA. Id. at S8089.
Furthermore, the Exon bill sought to prevent "money makers.., many of them.., perverts
but very smart perverts from advertising free on the Internet system to pollute ... our
children and our grandchildren." Id. at S8090. To illustrate his point about the seriousness
of pornography on the Internet, Senator Exon presented his infamous "blue book." Id. at
S8089. The "blue book" contained samples of what sexually graphic material is accessible
through the Internet today free of charge. Id. For a more detailed discussion of the "blue
book," see id.
148. See 47 U.S.C.S. § 609 (Law Co-op. 1995 & Supp. 1997) (providing citation and
history of the Communications Act of 1934).
149. See 141 CONG. REc. S8087-8088 (daily ed. June 8, 1995) (statement of Sen.
Exon). Senator Exon expressed concern that although current laws were sufficient to protect
new and old users from harassment, obscenity, and indecency, they were outdated. The
revisions to the 1934 Act would enable the regulations which were once obsolete to apply
to new services and products. See id.
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The Senate bill updated § 223(a) to replace the word "telephone" with

"telecommunications services."' 50 Most notably, however, an intent
requirement was added to § 223(a)(1)(A)' 5 ' so that liability for "obscene"
communications is dependent on intent." 2 In addition, the statute provided defenses to assure that providing access to interactive computers will not
automatically incur liability.'53 Finally, and most significantly, § 223(d)
was added to prohibit the use of an "interactive computer service" '54 to

make obscene communications available to minors.155

As previously stated, the original purpose of the CDA was to make the
Internet a safe place for everyone to travel, 56 essentially a declaration that
obscenity has no place on the Internet. To that end, the CDA targets both
"indecent" and "patently offensive" communication. In § 223(a)(1)(A),' 1 7
the focus is "indecent" communication, as established in FCC v. Pacifica
Foundation.5 5 Although the notion of "indecency" has varied slightly
depending on the applicable communications medium, the basic premise has

150.
151.

H.R. REP. No. 104-458, at 187 (1996), reprinted in 1996 U.S.C.C.A.N. 10, 201.
47 U.S.C. § 223(a)(l)(A) (1996) (emphasis added) states:

Whoever

-

(1) in interstate or foreign communications -

(A) by means of a telecommunications device knowingly -

(i) makes,

creates, or solicits, and (ii) initiates the transmission of, any comment,
request, suggestion, proposal, image, or other communication which is
obscene, lewd, lascivious, filthy, or indecent, with intent to annoy, abuse,
threaten,or harassanotherperson;.., shall be fined under title 18, United

States Code, or imprisoned not more than two years, or both.
152. H.R. REP. No. 104-458, at 187 (1996), reprintedin 1996 U.S.C.C.A.N. 10, 201.
153. H.R. REP. No. 104-458, at 187-88 (1996), reprintedin 1996 U.S.C.C.A.N. 10,
201. For a list of available defenses under this statute, see 47 U.S.C.S. § 223(e) (Law Co-op.
1995 & Supp. 1997).
154. "Interactive computer service" is defined as "any information service, system, or
access software provider that provides or enables computer access by multiple users to a
computer server, including specifically a service or system that provides accessto the Internet
and such systems operated or services offered by libraries or educational institutions." 47
U.S.C.S. § 223(e)(2) (Law Co-op. 1995 & Supp. 1997).
155. H.R. REP. No. 104-458, at 187 (1996), reprintedin 1996 U.S.C.C.A.N. 10, 201.
For text of 47 U.S.C. § 223(d), see supra note 139. Cf 141 CONG. REc. S8087, 8090-8091
(daily ed. June 9, 1995) (statement of Sen. Exon) (setting forth the proposed revisions to the
Communications Act of 1934, some of which were eventually incorporated into the CDA).
156. See 141 CONG. REc. S8087, 8087 (daily ed. June 9, 1995) (statement of Sen.
Exon).

157. For exact wording of § 223(a), see infra note 173.
158. 438 U.S. 726 (1978); see also, e.g., supra notes 73-76; Sable Communications of

Cal., Inc. v. FCC, 492 U.S. 115 (1989) (establishing the principle that the federal government
has a compelling interest in shielding minors from indecency).
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remained constant. 59 Thus, since this "indecency" standard has withstood
challenges in the telephone, cable and broadcast radio contexts, history
suggests 60that perhaps it should similarly prevail in a computer-media
context. 1
At the heart of the "indecency" standard lies the "patently offensive"
concept. "Patent offensiveness" can be determined by examining the
content of the description or depiction at issue.' 6' In other words, "patent
offensiveness" should be determined on a case-by-case basis. Applying a
"patently offensive" standard involves "the intention to be patently
offensive, and a patently offensive result."' 6 2 To be "patently offensive,"
material must meet both criteria because there is some material that may be
offensive, but "is quite obviously intended to edify and educate ... ,63
Without the element of intent, individuals such as artists and authors would
be unfairly penalized.'" Thus, the rationale behind applying an indecency
Amendment rights
standard is that it allegedly poses no serious risk to First
61
growth.
Internet
or
speech
chill
likely
not
and should
166

B. ACLU V. RENO

On February 8, 1996, the day President Clinton signed the Telecommunications Act of 1996 167 into law, the American Civil Liberties Union
(ACLU)' n filed an action in the United States District Court for the
Eastern District of Pennsylvania challenging the constitutionality of the
CDA. The plaintiffs challenged the CDA, contending that the provisions
directed towards Internet communications, which might be deemed
159. H.R. REP. No. 104-458, at 188-89 (1996), reprintedin 1996 U.S.C.C.A.N. 10,
202. It has been well-settled that "indecency" constitutes "patently offensive descriptions of
sexual and excretory activities." See id.
160. H.R. REP. No. 104-458, at 189 (1996), reprintedin 1996 U.S.C.C.A.N. 10, 202.
161. Id.
162. H.R. REP. No. 104-458, at 189 (1996), reprintedin 1996 U.S.C.C.A.N. 10, 203
(emphasis added).
163. Id. In fact, such material may often have serious redeeming value. Id. (emphasis
added).
164. Id.

165. Id. Congress did not feel that applying an indecency standard would restrict the
nature of conversations and communications over the Internet or impair the serious, literary,
and artistic works that currently circulate freely on the Internet. See id.
166. 929 F. Supp. 824 (E.D. Pa. 1996).
167. See supra notes 142, 144 and accompanying text.
168. In this case, the ACLU was the leading plaintiff. Reno, 929 F. Supp. at 827.
Plaintiffs also include various organizations and individuals associated with computer or
communications industries, or those who publish or post Internet materials or belong to
various citizen groups. Id.
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"indecent" or "patently offensive" to minors, infringed on their constitutional

rights. "69

Pursuant to § 561(a) 7 ' of the CDA, the Chief Judge of the

United States Court of Appeals for the Third Circuit appointed a three-judge

panel to assess the constitutionality of the two challenges.' 7 '
Initially, the plaintiffs sought a preliminary injunction to prevent

enforcement of § 223(a) and § 223(d) of the CDA.' 72 As stated in the

text of § 223(a), pursuant to the "indecency" provision, an individual may
be fined or imprisoned for transmitting any obscene or indecent message by
means of a telecommunications device. "
Likewise, § 223(d), the

169. Reno, 929 F. Supp. at 827. The plaintiffs. focused their challenge on two
provisions, namely 47 U.S.C. §§ 223(a) and (d). Minors are defined as those individuals under
the age of eighteen. 47 U.S.C. § 223(d). For the exact wording of these sections, see supra
note 139 and infra note 173. The plaintiffs in Reno specifically asserted that these two
provisions infringed on rights protected by the First Amendment and the Fifth Amendment
Due Process Clause. Reno, 929 F. Supp. at 827. The First Amendment states in part that
"Congress shall make no law.., abridging the freedom of speech, or of the press .. " U.S.
CONST. amend. I. The Due Process Clause states that "No person.., shall.., be deprived
of life, liberty, or property, without due process of law ....
U.S. CONST. amend. V.
170. § 561(a) of the CDA provides for expedited review in the event of constitutional
challenges. Act of Feb. 8, 1996, Pub. L. No. 104-104, Title V, Subtitle C, § 561(a), 110
Stat. 142 states in part:
Three-judge district court hearing. Notwithstanding any other provision of
law, any civil action challenging the constitutionality, on its face, of this
title or any amendment made by this title, or any provision thereof, shall
be heard by a district court of 3 judges convened pursuant to the provisions
of section 2284 of title 28, United States Code.
171. Reno, 929 F. Supp. at 828. The three-judge panel consisted of Chief Circuit
Judge Dolores K. Sloviter of the United States Court of Appeals for the Third Circuit and
District Judges Buckwalter and Dalzell. Id.
172. Id. at 828. In order for the three-judge panel to grant a preliminary injunction,
the plaintiffs must show that they are likely to prevail on the merits and will suffer
irreparable harm if the injunction is not granted. Id. at 851. For text of § 223(a), see infra
note 173. For text of § 223(d), see supra note 138.
173. 47 U.S.C. § 223(a) (1996) states in full:
(a) Whoever (1) in interstate or foreign communications
(A) by means of a telecommunications device knowingly (i) makes, creates, or solicits, and
(ii) initiates the transmission of any comment, request, suggestions,
proposal, image, or other communication which is obscene, lewd,
lascivious, filthy, or indecent, with intent to annoy, abuse, threaten, or
harass another person;
(B) by means of telecommunications device knowingly (i) makes, creates, or solicits, and
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"patently offensive" provision, penalizes an individual who transmits
patently offensive messages via an interactive computer service. 74 Chief
Judge Sloviter noted that the two provisions are unique because they are
both criminal provisions, but the two provisions are not constructed in a
5
parallel fashion.

17

The three-judge panel's opinion includes a separate opinion authored
by each of the three judges. The panel unanimously declared the CDA
unconstitutional.7 7 The Chief Judge's opinion begins with a description
of the applicable standard of review, namely strict scrutiny, because a
restriction on speech is at issue. 77 In strict scrutiny review, the govern(ii) initiates the transmission of any comment, request, suggestion,
proposal, image, or other communication which is obscene or indecent,
knowing that the recipient of the communication is under 18 years of age,
regardless of whether the maker of such communication placed the call or
initiated the communication;
(C) makes a telephone call or utilizes a telecommunications device,
whether or not conversation or communication ensues, without disclosing
his identity and with intent to annoy, abuse, threaten, or harass any person
at the called number or who receives the communications;
(D) makes or causes the telephone of another repeatedly initiates
communication with a telecommunications device, during which conversation or communication ensues, solely to harass any person at the called
number or who receives the communication; or
(2) knowingly permits any telecommunications facility under his control
to be used for any activity prohibited by paragraph (1) with the intent that
it be used for such activity, shall be fined under Title 18, United States
Code, or imprisoned not more than two years, or both.
Although "telecommunications device" specificallydoes not include an "interactive computer
service," which is covered under § 223(d)(1), § 223(a) was applicable in ACLU v. Reno
because both parties agreed that a modem is a telecommunications device. Reno, 929 F.
Supp. 824, 828 n.5 (E.D. Pa. 1996).
174. For full text of § 223(d), see supra note 139.
175. Reno, 929 F. Supp. at 850. Congress does not define "indecent" in § 223(a),
despite Congress' familiarity with the terminology from FCC v. PacificaFound.Id. at 850.
(For full text of § 223(a), see supra note 173). However, in § 223(d)(l)(B), Congress uses
"descriptions of sexual or excretory activities or organs," to describe the term "patently
offensive." Reno, 929 F. Supp. at 850. (For exact wording of § 223(d), see supranote 139).
176.

Reno, 929 F. Supp. at 857-58, 867.

177. See id. at 851. The CDA is clearly a government-imposed content-based
restriction on speech. Thus, a strict scrutiny standard is applicable. Id. The Chief Judge
relies mainly on the U.S. Supreme Court case of Sable Communications of Cal., Inc. v. FCC,
492 U.S. 115 (1989). For a brief discussion of Sable, see supranote 123 and accompanying
text. Under such strict scrutiny, the CDA would only be upheld if it is justified by a
compelling government interest and narrowly tailored to effectuate that interest. ACLU v.

Reno, 929 F. Supp. at 851. The government's asserted compelling interest is shielding
minors from access to indecent materials. Id. at 852. Furthermore, the government cites
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ment must assert a compelling interest and demonstrate that the means is
narrowly tailored to effectuate that interest. In this case, the Chief Judge
concluded that the government did not successfully demonstrate a compelling government interest in shielding minors from all possible patently
offensive images on the Internet.' 78 Then, the opinion proceeds with a
discussion of the overinclusiveness of the CDA. 7 9 The Chief Judge
concludes by stating that the preliminary injunction should be granted
it is very likely the plaintiffs will prevail on the merits of the
because
0
case.18
Supreme Court authority which has stated that there is a compelling interest in protecting
minors from arguably obscene materials. ACLU v. Reno, 929 F. Supp. 824, 852 (E.D. Pa.
1996), citing Sable Communications of Cal., Inc. v. FCC, 492 U.S. 115, 126 (1989); New
York v. Ferber, 458 U.S. 747, 757 (1982); Fabulous Assocs., Inc. v. Pennsylvania Pub. Util.
Comm'n, 896 F.2d 780, 787 (3d Cir. 1990). However, Chief Judge Sloviter points out that
the likelihood of a very young child "randomly surfing the Web" and coming across
"indecent" or "patently offensive" material is relatively low. Reno, 929 F. Supp. at 852.
178. Reno, 929 F. Supp. at 853. The Chief Judge states that "the government has made
no showing that it has a compelling interest in preventing a seventeen-year-old minor from
accessing patently offensive images. Id. The Chief Judge reasons that part of the rationale
for rejecting the government's asserted compelling interest is the statute's vagueness. See id.
at 852. For instance, materials such as the Broadway play "Angels in America," acceptable
by New York standards and concerning homosexuality and AIDS portrayed in graphic
language, might be objectionable by smaller, more "conservative" communities. Such a play,
which won two Tony Awards and a Pulitzer Prize for its author, would undoubtedly be
available to some students. However, if available on the Internet, it would also fall within
the scope of the CDA. See id. at 852-53. Furthermore, illustrations of non-obscene material
which are likely to be available on the Internet, would also be subject to the CDA's criminal
provisions. Id. at 853. Examples of such materials are photographs featured in National
Geographic, sculptures in India of couples copulating in numerous positions, and a written
description of a brutal prison rape. Id. Finally, plaintiffs presented testimony that material
that could be considered indecent, such as rape or AIDS information, may be important to
older minors, and some witnesses expressed the belief that graphic material provided by their
organizations could help save lives. Id.
179. In addressing the reach of the statute, the Chief Judge concludes that the CDA is
overly broad and "reaches speech subject to the full protection of the First Amendment, at
least for adults." Reno, 929 F. Supp. at 855. The Chief Judge reasoned that the legislative
history of the CDA indicates that Congress did not intend to limit its application to
commercial purveyors of pornography. Id. In Chief Judge Sloviter's opinion, if Congress
truly intended to limit the scope of the statute, the statute's language would necessarily have
reflected this because arguably, Congress possesses vast knowledge and experience on how
to limit a statute to certain entities. See id. After all, Congress did limit the scope of the
dial-a-porn statute to communications of a commercial nature. See 47 U.S.C. § 223(b)(2)(A)
(1996). For partial text of § 223(b), see supra text accompanying note 120.
180. Congress apparently sought to reach farther with the CDA because it did not
define "patently offensive" or "indecent" to exclude material of serious value. Reno, 929 F.
Supp. at 855. As previously stated, the CDA does not define "indecent" or "patently
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Judge Buckwalter's opinion concurs with Chief Judge Sloviter's. He
finds that the CDA is overbroad and does not meet the strict scrutiny
8 In his opinion,
standard as applied in Sable Communications."'
the words

"indecent," "in context," and "patently offensive" are unconstitutionally

vague;182 consequently, the CDA violates the First and Fifth Amendments. "83
'
Lastly, Judge Buckwalter addresses the issue of whether
"community standards" apply in cyberspace. 4 In noting that "community

offensive." See supra text accompanying note 175. Thus, if "indecent" is read parallel to
"patently offensive," the terms would encompass a wide range of material from films to plays
to books, many of which may very well be considered offensive by some community
standards, but which also possess some serious literary, artistic, political or scientific value.
See id. at 855. Consequently, speakers who display arguably indecent content on the Internet
may be forced to choose between silence and risk of prosecution. Id. The court cannot
narrow the statute because the judicial function is only limited to reviewing the statute to
determine compliance with constitutional standards. Id. at 855.
181. Id. at 858. For discussion of Sable, see supra notes 123 and accompanying text.
182. Reno, 929 F. Supp. at 858. The issue of vagueness as related to due process is
discussedbriefly in Grayned v. City of Rockford, 408 U.S. 104, 108-09 (1972). In Grayned,
the Court essentially stressed the danger of vague laws because they trap both the accused
and the law enforcer and intrude on areas of basic FirstAmendment freedoms. Grayned,408
U.S. at 108-09. However, Judge Buckwalter notes that a vagueness challenge to a statute will
not always prevail. Specifically, he recalls Justice Holmes' statement in Nash v. United
States, 229 U.S. 373 (1913), which rejected a vagueness challenge. Justice Holmes stated
that "the law is full of instances where a man's fate depends on his estimating rightly, that
is, as the jury subsequently estimates it, some matter of degree. If his judgment is wrong,
not only may he incur a fine or a short imprisonment... he may incur the penalty of death."
Nash, 229 U.S. at 377. In concluding that the CDA is unconstitutionally vague, Judge
Buckwalter focuses on prior cases which have addressed vagueness issues as well as the
unique features of the Internet. Reno, 929 F. Supp. at 861. For a more detailed discussion
of the vagueness issue, see id. at 860-62.
183. ACLU v. Reno, 929 F. Supp. 824, 858 (E.D. Pa. 1996). For the exact language
of the First and Fifth Amendments, see supra note 169. Both parties agreed that the statute
encompasses protected speech. Reno, 929 F. Supp. at 859. Moreover, the CDA provides
criminal sanctions, invoking both the First and Fifth Amendments. Id. The rationale behind
the emphasis on Due Process is well settled. See id. at 860. If the Government has the
ability to put citizens in jail for exercising protected speech, the law which imposes that
penalty should clearlydefine the prohibited speech. Id. (citing numerous cases to illustrate
this proposition).
184. ACLU v. Reno, 929 F. Supp. at 863. The other issue Judge Buckwalter discusses
is the proposition that citizens should rely on prosecutors to apply the statute constitutionally.
Id. For discussion of this proposition, see id. at 864. With respect to the applicability of
"community standards," Judge Buckwalter notes that the Government does not offer any
suggestion of what the "national standard or nationwide consensus" is regarding patent
offensiveness. See id. at 863. Furthermore, Judge Buckwalter is not persuaded by the Government's arguments that the term "indecent" is necessary in the CDA to protect children from
material not covered by obscenity laws. Id. After examining the Government's arguments,
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standards" should be clearly defined, Judge Buckwalter stresses the

importance of the legislatures' duty to carefully draft legislation, especially

with respect to the unique character of the Internet."s5
In Judge Dalzell's opinion, he concludes that the plaintiffs will not
likely succeed on a vagueness challenge to the CDA.' s6 However, he
states that the plaintiffs' fear of prosecution under the CDA is legitimate,
given the precedent set forth by Pacifica and other courts." 7 Finally,

Judge Buckwalter finds that a single national standard would not be feasible. As support, he
quotes Miller v. California, 413 U.S. 15,30 (1973), which stated "Our nation is simply too big
and too diverse for this Court to reasonably expect that such standards [of what is patently
offensive] could be articulated for all 50 states in a single formulation." See also Mike
Godwin, VirtualCommunity Standards: BBS ObscenityCase RaisesNew Legallssues(visited
Nov. 5, 1996) <http://www.eff.org/pub/Censorship/obscen-virtcomstds_godwin.article>
(describing the Miller obscenity "test" in laymen's terms). In all likelihood, a uniform
community standard would undoubtedly have a chilling effect on Internet users' exercise of
free speech. See ACLU v. Reno, 929 F. Supp. 824, 863 (E.D. Pa. 1996).
185. Reno, 929 F. Supp. at 865. The importance of clear, well defined legislation is
to provide the enforcer of statutes with clear and precise standards as well as to aid the
potential violator. Id. In statutes such as the CDA,. which legislate in new areas (the
Internet), ambiguity creates confusion and the potential for arbitrary enforcement of the
statute. See id. at 864-65.
186. Reno, 929 F. Supp. at 867. Judge Dalzell recognizes that the CDA requires strict
review for vagueness because it is a criminal statute which attempts to infringe on protected
rights. Id. at 869. He relies primarily on the prior cases which have sufficiently defined both
"obscenity" and "indecency." Id.; see, e.g., Alliance for Community Media v. FCC, 56 F.3d
105 (D.C. Cir. 1995), aff'd in part rev 'd in part sub nom., Denver Area Educ. Telecomms.
Consortium, Inc. v. FCC, 116 S. Ct. 2374 (1996); Sable Communications of Cal., Inc. v.
FCC, 492 U.S. 115 (1989); FCC v. Pacifica Found., 438 U.S. 726 (1978); Miller v.
California, 413 U.S. 15 (1973). In addition, however, Judge Dalzell notes that legislative
history indicates that Congress probably intended both § 223(a) and § 223(d) to refer to the
identical type of proscribed speech. ACLUv. Reno, 929 F. Supp. at 869, 869 n.6. Although
two terms - "indecent" and "patently offensive" - are used in the CDA, Congress could
not have intended for this distinction alone to change the scope of the statute. Id. at 868-69.
Therefore, although the terms are probably intended to refer to the same type of speech, §
223(d) reaches the "display" of indecent speech while § 223(a) reaches the making, creation,
transmission, and initiation of indecent speech. Id. at 869 n.6.
187. Reno, 929 F. Supp. at 872. Although the government argues that the plaintiffs
will not likely face risk of prosecution because the content of their speech is educational and
political in nature, this does not defeat plaintiffs' claim. Id. at 870. Judge Dalzell
acknowledges that in light of prior case holdings, such as Pacifica, it is not clear that
community standards have changed so much since 1978 that the an online equivalent of the
Carlin monologue would be immune from the CDA. Id. at 872; see also Pacifica,438 U.S.
at 751-55 (providing verbatim transcript of George Carlin's "Filthy Words" monologue, as
prepared by the FCC). For further support that plaintiffs' fear of prosecution could be
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Judge Dalzell examines the unique attributes of the Internet in comparison
to other mass communication media. 8' As a result of the special qualities
of the Internet, Judge Dalzell grants the preliminary injunction and
concludes that the CDA would be unconstitutional because it would have
disruptive effects on Internet communications and unnecessarily infringe on
protected speech. 8 9
In ACLUv. Reno, the plaintiffs' motion for preliminary injunction was
unanimously granted by the three-judge panel. 9 ' On the day the ACLU
filed suit in Pennsylvania challenging the CDA,' 9' a similar suit was filed
in the United States District Court for the Southern District of New
York.'92 The New York District Court also addressed a First Amendment
challenge to § 223(d) of the CDA'9 3 brought by Joe Shea, an editor,
publisher and part-owner of an electronically distributed newspaper. 94 In
declaring § 223(d) unconstitutional, the three-judge panel in New York
concluded that the plaintiff will not likely succeed on the vagueness

legitimate, Judge Dalzell briefly describes several cases which have addressed the issue of
indecent speech. See Reno, 929 F. Supp. at 871-72.
188. Reno, 929 F. Supp. at 872-74, 879-82. Judge Dalzell states that "the Supreme
Court's First Amendment jurisprudence compels us to consider the special qualities of this
new medium [the Internet] in determining whether the CDA is a constitutional exercise of
governmental power." Id. at 872. Judge Daizell concludes that the CDA is unconstitional
and Congress does not have power under the First Amendment to regulate protected speech
on the Internet. 1d.
189. See id. at 883. For an excellent discussion of Judge Dalzell's opinion and the key
points he makes, see Jeffrey Rosen, The End of Obscenity, THE NEW REPUBLIC, July 15 &
22, 1996, at 6.
190. Reno, 929 F. Supp. at 825. A preliminary injunction is "[a]n injunction granted
at the institution of a suit, to restrain the defendant [in this case, the Government] from doing
or continuing some act, the right to which is in dispute, and which may either be discharged
or made perpetual, according to the result of the controversy .......
BLACK'S LAW
DICTIONARY 784-85 (6th ed. 1990); see also FED. R. Civ. P. 65.
191. Both the suits in Pennsylvania and New York were filed on February 8, 1996.
This was the date the CDA was signed into law by President Clinton. ACLU v. Reno, 929
F. Supp. 824, 826-27 (E.D. Pa. 1996).
192. Shea v. Reno, 930 F. Supp. 916, 922 (S.D.N.Y. 1996). The court acknowledges
the Pennsylvania court's decision in ACLU v. Reno, but states that it does not preclude the
New York court from deciding the case before it. Id. at 924. For an excellent summary of
the Shea v. Reno holding, see Martin Flumenbaum & Brad S. Karp, The Communications
Decency Act and the Internet,N.Y. L.J., Aug. 28, 1996, at 3.

193. Shea, 930 F. Supp. at 922. As in the ACLU v. Reno opinion, the New York court
begins its opinion with a description about the unique features and capabilities of the Internet.
Id. at 925-34. Compare with ACLU v. Reno, 929 F. Supp. 824, 830-49 (E.D. Pa. 1996)
(describing the nature of cyberspace in great detail).
194. Shea, 930 F. Supp. at 923. The newspaper, called The American Reporter,was
distributed via electronic means. Id.
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claim, 95 but will likely succeed on an overbreadth challenge.' 96 Thus,

similar to the ACLU v. Reno holding, the plaintiff in Shea v. Reno was also
the Government from investigatgranted a preliminary injunction prohibiting
197
ing or prosecuting under § 223(d).

These two seminal cases, which were brought simultaneously with the

enactment of the CDA reflect strong public sentiment that restrictions on
speech should not easily pass muster. Considering the value Americans
place on freedom of speech and freedom of expression, this comes as no

surprise. Although the CDA asserts a worthy goal, protecting minors from

pornographic material, perhaps "the most effective means to protect children
from such material lies with the parent, [and] not with the government."' 98
For the government, however, the CDA is not completely doomed.' 99
195. Shea, 930 F. Supp. at 923. The plaintiff's first challenge was that the CDA was
void for vagueness because it gives ordinary citizens insufficient notice about the particular
conduct which will subject them to prosecution or criminal liability. Id. at 922. In the
vagueness discussion, the court notes that § 223(d) encompasses the FCC's definition of
indecency as defined by the Pacifica Court. Id. at 935. For brief discussion of the
terminology defined in Pacifica,see supra notes 73-76. Furthermore, this court interprets
the Pacificaholding as indicative of "foreclosure [of] a vagueness challenge to the FCC's
definition for indecency in the broadcast medium." Id. (citing several cases which have
accepted the implicit understanding that the FCC's definition of "indecency" would survive
a vagueness challenge). As a result, the court states that the standard set forth by Pacifica
has merely been replicated by § 223(d), which should not render § 223(d) vague. Id. at 936.
Finally, the court rejects plaintiff's argument that assessing a work's "context" to determine
"patent offensiveness" and applying "community standards" is highly unpredictable and
subjective. See id. For more discussion about the court's reasoning for rejecting these two
arguments, see id. at 936-39.
196. Id. at 922. The court explains that the plaintiff has presented two overbreadth
claims, but the court only addresses one, namely whether the statute constitutes an overly
broad restraint on protected communications between adults. Id. at 940. In concluding that
the CDA is an overly broad restraint on speech between adults, the Court states that "the
CDA can be expected to chill the First Amendment rights of adults to engage in the find of
expression that is subject to the CDA's criminal penalties .... " Id. at 941. Furthermore,
the court examines statutory defenses provided by the CDA under § 223(e), but ultimately
concludes that there is no persuasive evidence that a substantial proportion of Internet content
providers can transmit material potentially within the scope of the CDA without fear of
prosecution. Id. at 942-48. Interestingly, the court notes that in this case, the circumstances
do not permit the court to save part, or all of the statute, either by limiting its scope or
construing the language narrowly. Id. at 948-49.
197. Id. at 950. The injunction prevents investigations or prosecution based on an
alleged display or transmission of indecent material, but not obscene material. Id.
198. Kurt D. Olender, Keep Internet Content Regulation with Users, N. J. LAW., July
22, 1996, at 7.
199. The Justice Department seems to believe that parts of the CDA are salvageable,
even though the Court remains loyal to First Amendment doctrine. See Tony Mauro,

1997]

SPINNING A TIGHTER WEB

Because of the expedited review provided by the CDA, appeals from any
judgment entered by a three judge panel are reviewable by direct appeal to
the United States Supreme Court. 00 The Supreme Court granted certoriari
in Reno v. ACLU on December 6, 1996.20
V. ANALYSIS
A. ISSUES RAISED BY INTERNET REGULATION

With the passage of the CDA and the subsequent decisions in ACLU
v. Reno and Shea v. Reno, Internet regulation will undoubtedly continue to
generate widespread controversy. Furthermore, as we move into the twentyfirst century, we will inevitably make countless advancements in both
technology and communications. However, as history has illustrated, with
new-media and innovation comes government regulation. Although the
Internet enables users to access infinite amounts of data and communicate
trans-continentally within seconds, it also boasts a "red-light district" which
consists of content that may be "unsuitable" for younger individuals. 2
Courtside;PresidentialPolitics,
PossibleLandmarks Loom for High Court, TEX. LAW., Oct.
21, 1996, at 6.
200. Act of Feb. 8, 1996, Pub. L. No. 104-104, Title V, Subtitle C, § 561(b), 110 Stat.
142 states in full:
(b) Appellate Review - Notwithstanding any other provision of law, an
interlocutory or final judgment, decree, or order of the court of 3 judges in
an action under subsection (a) holding this title or an amendment made by
this title, or any provision thereof, unconstitutional shall be reviewable as
a matter of right by direct appeal to the Supreme Court. Any such appeal
shall be filed not more than 20 days after entry of such judgment, decree,
or order.
For text of § 561(a), see supra note 170.
201. ACLU v. Reno, 929 F. Supp. 824 (E.D. Pa. 1996), cert. granted, (U.S. Dec. 6,
1996) (No. 96-511). Both the government and the ACLU have already filed briefs with the
Court. The ACLU brief was filed by the firm Schnader Harrison Segal & Lewis and has the
distinction of being the first brief ever to be sent to the Court on CD-ROM - a "cyberbrief."
Shannon P. Duffy, 'Cyberbrief'Shows Web's Workings, THE LEGAL INTELLIGENCER, Feb.
21, 1997, at 1. This "cyberbrief" is also available on the firm's Internet homepage,
<http://www.SHSL. com>. On Wednesday, March 19, 1997, the United States Supreme Court
heard oral arguments in ACLU v. Reno. Tony Mauro, Arguing On-Line Indecency,BROWARD
DAILY Bus. REv., March 24, 1997, at Al. Deputy Solicitor General Seth Waxman defended
the CDA, and Bruce Ennis Jr. of Jenner & Block attacked the act's consitutionality. Id. See
Justice Department,ACLU Square Off Before Supreme Court in CDA Appeal, COMPUTER
ONLINE INDUSTRY LITIGATION REPORTER, April 1, 1997, at 23932 (providing brief highlights
of the oral arguments).
202. The term "red-light district" is used by this author to designate Internet material
which may be considered "unsuitable" for children.
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This "red-light district" and government plans to regulate it have recently

become a hot topic of debate within various print media.2" 3 Unlike any

other media before it, however, the Internet has posed several new issues
that must be addressed before allowing the government to regulate its
boundaries.
The Internet's primary purpose is to promote and facilitate the
exchange of ideas without regard for physical barriers and distance. The

most obvious reason that the Internet should remain free from regulation and
free from government interference is because it possesses unique attributes

which require such freedom. The underlying basis of cyberspace is
essentially "a technology designed to bring together like-minded individuals,
regardless of where they live, work, or play, to engage in the creation of a
new type of democratic community: a community unbounded by geographFurthermore, unlike any
ical, temporal, or other physical barriers."2 4
and no controls. The
editors,
no
other media, the Internet has no owner,

Internet represents virtual reality 20 5 and the individuals who "interact"
make up the virtual community.20 6

It is a world where space, time and

physical circumstances are irrelevant. As many opponents of the CDA
argue, the Internet is unlike any other type of medium;20 7 it is global in
203. See, e.g., Gary Spencer, PatakiSigns Bill ProhibitingIndecency on the Internet,
N.Y. L.J., Sept. 12, 1996, at 1;Elmer-Dewitt, supranote 143, at 38; Warren Caragata, Crime
in Cybercity,MACLEAN'S, May 22, 1995, at 50; Joe Chidley, From S&M to Bestiality,Porn
Flourisheson the Internet, MACLEAN'S, May 22, 1995, at 58; James C. Harrington, Should
the Plug be Pulledon Cyberporn?Beware of ChillingFreedomof Expression,THE DALLAS
MORNING NEWS, April 9, 1995, at IJ.
204. Branscomb, supra note 9, at 1640.
205. One author defines "virtual reality" as that state which "can be induced to varying
degrees through any communication technology - print, film, video, text-only computer
networks" with immersiveness and interactivity being the key qualities. STEPHEN DOHENYFARINA, THE WIRED NEIGHBORHOOD xiii (1996). By contrast, the philosophical definition
of "real" is "existing objectively; actual (not merely possible or ideal), or essential, absolute,
ultimate (not relative, derivative, phenomenal, etc.)." WEBSTER'S NEW WORLD DICTIONARY
1182 (2d college ed. 1986).
206. The virtual community consists of what one author refers to as "lifestyle
enclaves." DOHENY-FARINA, supra note 205, at 50. These enclaves describe only parts of
the community members' lives, as opposed to interdependence in their public and private
lives. Id. In a virtual community, there is only a need for isolated individuals to bond
through similar lifestyles;as a result, virtual community only provides a sense of community.
Id. For an excellent discussion of how the virtual community is NOT the ideal community,
see id. at 41-54. In this book, the author does not portray technology as an evil, but he does
suggest that while the Internet has offered individuals a taste of the virtual experiences, it has
also, to society's detriment gradually caused us to abandon our real, dying, physical world.
See generally id.
207. See, e.g., Andreano, supra note 7.
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nature, private in domain2 .8 and even public to a certain degree.2" 9
Arguably, to regulate such a medium would be to destroy the very essence
of the Intemet.2" °
As in every medium, the Internet relies on First Amendment protec2
tion. ' In the past, media regulation has largely rested on technological
characteristics as a justification for government regulations.2 12 With
Internet regulation, it is possible that courts, in attempting to regulate such
an intricate medium, will focus too heavily on the complex technology
involved as an indication of appropriate First Amendment protection.2 3
Freedom of speech and expression have historically been principles which
the American people value. Consequently, these freedoms should be
protected at all costs.
Admittedly, other media, such as radio broadcast, cable television and
telephone, are currently regulated by the government, but as previously
discussed, cyberspace is a world unlike any other. Its unique attributes
combined with First Amendment principles strongly advocate exclusion
from the laws of this world.2 14 One commentator suggests that cyberspace

208. The Internet can be considered private in domain because it involves users
consciously choosing which materials they desire to access. See also JOINT HEARING, supra
note II, at 25.
209. The Internet can be considered public because it enables messages to be

disseminated to large groups of people and also allows people to engage in group

"conversations" in "chat rooms." See ACLU v. Reno, 929 F. Supp. 824, 835 (E.D. Pa.

1996).
210. One commentator suggests that "what... technology giveth, the technology can
taketh away." David Post, UnderstandingtheTechnoEvolution, THE AM. LAW., Sept. 1996,
at 104. In other words, if someone develops an effective method to determine the identity
or age of a user on the Internet or invents a feasible way for an Internet speaker to limit the
geographical scope of his speech or creates a system to screen the location of an incoming
request, then perhaps the constitutionality of regulatory action may change. Id.
211. The vision behind the First Amendment has typically been phrased as a
marketplace of ideas free from government suppression." See Abrams v. United States, 250
U.S. 616, 630 (1919) (Holmes, J., dissenting).
212. For a discussion of technology-based regulations, see The Messagein the Medium,
supra note 87, at 1069-81.
213.

The Message in the Medium, supra note 87, at 1083. The court should simply

rely on the factual background when addressing First Amendment concerns. It is important
to note that the First Amendment protects messages, not media. Id. For an excellent
discussion of the First Amendment interests at stake on the information superhighway, see
id. at 1084-87.
214. As one commentator suggests, it would be necessary to invent a "First
Amendment" in cyberspace - a balancing tool for the rights of speech and protection of
other interests. As the First Amendment in the real world is not absolute, this proposed
cyberspace First Amendment would likewise impose some rules. David R. Johnson, Volume
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may be analogized to public space. If that were the case, accessing the
Internet would be the equivalent of walking on a public street and
encountering various types of entertainment, annoying people and even
offensive behavior." 5 Finally, although proponents of Internet regulation
advocate an interest in protecting our nation's children from pornographic
material, restrictions on such material may be weakened because the
distinction between home and other places have become blurred with the
development of the Internet." 6 Therefore, due to the multiple speakers
and the context of such regulations, perhaps the most effective method of
regulation lies with users. In fact, one commentator has suggested that
contrary to popular belief, pornography is actually valuable to society." 7
For instance, fear of children accessing por may create more incentive for
parents to become computer-literate in order to screen their children's
use.

2 18

In addressing the First Amendment issue, the issue of censorship
inevitably arises. Censorship is the prohibition of publication, distribution
or production of material arguably obscene, indecent or immoral. 9
Through the evolution of the telecommunications industry, it has been
accepted that "obscene" materials are not protected by the First Amendment.220 The idea of censorship is an old debate, even dating back to the
time of Plato.22' Censorship of obscene, pornographic materials seems to
arise from the concern that such materials will destroy the "morals of
America." The reason that censorship - in any medium - is disfavored
lies mainly with its subjectivity. After all, what offends one may titillate
Controls in Cyberspace? -Hard First Amendment Questions in the Age of Electronic

Networking(last modified Sept. 22, 1994) <http://www.eff.org/pub/Censorship/cyber first_
amend_johnson.article>.
215. Johnson, supra note 214.

216. Information can be transmitted and received in the home, office and virtually any
place which is equipped with a computer and modem. Thus, perhaps privacy protected in
the home should be extended outside the home when cyberspace is at issue.
217. Peter Johnson, PornographyDrives Technology: Why Not to Censorthe Internet,
49 FED. COMM. L. J. 217 (1996).
218. Id. at 224; see also id. at 223-24 (discussing various values of porn to society).
For an excellent history of how pornography has evolved in various media, see id. at 217-23.
219. Censorship is defined as the "review of publications, movies, plays, and the like
for the purpose of prohibiting the publication, distribution, or production of material deemed
objectionable as obscene, indecent, or immoral. Such actions are frequently challenged as
constituting a denial of freedom of press and speech." BLACK'S LAW DICTIONARY 224 (6th
ed. 1990).
220. See generallyRoth v. United States, 354 U.S. 476 (1957) (discussing obscenity
and noting that obscenity is considered a statutory crime).
221.

See

CENSORSHIP: FOR & AGAINST

6 (1971).
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another may be only mildly entertaining to a third person.222 In other
words, censorship tries to protect the minds and morals of other people by
imposing the standards of the majority on the minority.223
Not surprisingly, there remains widespread debate on censorship of
certain materials on the Internet. One key problem with trying to censor the
Internet is that "the Net interprets censorship as damage and routes around
'
Like other forms of telecommunications, the Internet should not be
it."224
exempt from some form of censorship simply because it possesses unique
features. However, the bottom line is that censorship probably generates
more harm than good. Human nature causes people to instinctively gravitate
'
The
towards the "forbidden," "the shocking," and the "mysterious."225
Internet, being the ultimate enigma, encompasses all these qualities and
more. By censoring the Internet, it would not be surprising to see an
increase in the number of children actively searching for a glimpse of
In other words, combating pornography by
pornographic material.
censoring it may not be the most effective solution. The reality is that
pornography exists. As long as people want to see it, it will thrive. Perhaps
the more practical solution is simply to reduce the hype about sex on the
Internet and focus on the healthier, more positive aspects of the Internet.22 6
By disallowing censorship, we are also promoting democracy. The
institution of democracy embodies the freedom of each individual to develop
an autonomous character and unique ideas in whatever way a person
chooses.227 In the process of encouraging individual freedom, democracy
thrives best in an environment unhampered by excessive government
regulation. In addition to advancing democracy, prohibiting censorship on
the Internet would also protect individual privacy. What an individual

222. CENSORSHIP, supra note 221, at 8. This book is interesting because it presents
varying viewpoints about censorship, including the views of Charles H. Keating, Jr., Eugene
McCarthy, and Nat Hentoff. See generally id.
223. Id. at 63 (quoting Carey McWilliams, a activist in the liberal movement, editor
of The Nation, and author of several books).
224. Elmer-Dewitt, supra note 144, at 45 (quoting Internet pioneer John Gilmore).
225. This term is referred to as the "gaper phenomenon" by University of Chicago
sociologist Edward Laumann. Elmer-Dewitt, supranote 144, at 42. Mr. Laumann states that
"[t]here is a curiosity for things that are extraordinary and way out." Id.
226. Carlin Meyer, a professor at New York Law School, argues that sex on the
Internet might actually be good for young people because it allows them to explore the
forbidden and the unknown in a safe, unembarrassed environment. Id. at 45. This article also
suggests that the issue of censorship on the Internet is not surprising due to the history of
pornography and democracy. See id.
227. Harrington, supra note 203, at 1J.
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chooses to view on the Internet in the home is that individual's busi228

ness.

Even if the government is permitted to enact content-based regulations,
actual implementation of such regulations presents problems that may be
difficult, if not impossible to overcome. First, Internet speech originates
with numerous speakers and may be distributed to an infinite number of
individuals as well. Messages regularly travel interstate, internationally and
inter-continentally. Does the government have the ability to censor the
speech of each speaker who violates its regulations and enforce criminal
penalties against every violator?229 Second, criminal prosecutions for every
violation would serve not only to needlessly crowd court dockets, but also
chill First Amendment rights and encourage frustrated parents to seek
remedies against online service providers.
As previously noted, the Internet is not owned or controlled by any one
entity. It has no boundaries and is not subject to the laws of any single
nation. However, this is not for lack of effort. Several nations have already
begun regulating the Internet. 230 Naturally, the legislation passed by each
nation is not the same, but the common goal appears to be protecting some
type of material from curious eyes.2 1' The problem behind regulation,
however, is whether other countries are bound by regulations passed in other
nations. After all, can an individual assert First Amendment rights in
Europe or Australia? Thus, regardless of the legislative scheme the United
States chooses to impose, it may consequently face lack of compliance by
overseas entities as well as inability to enforce any penalties.232 Theoreti228. Id.; see also Stanley v. Georgia, 394 U.S. 557 (1969) (interpreting the First
Amendment to mean that a state has no business telling a man, sitting in his own home, what
books he may read or what films he may watch).
229. One commentator has argued that the difficulty of regulating the Internet is no
excuse for failing to face the challenge. In fact, she states that "maintaining a civilized
society has never been easy." 142 CONG. REc. S2095 (daily ed. Mar. 14, 1996) (quoting
Arianna Huffington, Some InternetFare Worse Than Indecent, OMAHA WORLD HERALD,
Mar. 13, 1996). But cf Steve Russell, Confessionsof an Indecent Subversive, TEX. LAW.,
Sept. 9, 1996, at 28 (stating that if child protection were genuinely one of Congress'
priorities, then spending for education, child nutrition and medical care would increase
accordingly). Russell states, "[a] Congress that will stand for ignorant children, hungry
children or sick children but draws the line at children seeing 'dirty words' is a Congress
with no respect for the common sense of the voters." Id.
230. Some of these countries are the United States, Poland, Belarus, Croatia, Germany,
France, Singapore and China. See generally Knoll, supra note 79 (providing discussion of
how various nations have attempted to regulate the Internet).
231. Knoll, supra note 79, at 299.
232. See Knoll, supranote 79, at 286 (discussingthe European Commission's response
on the issue of how to handle Internet messages that are inconsistent with public morals).
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cally, Internet regulation makes sense, but from a practical standpoint, it
would be nearly impossible. The Internet knows no borders; it has no
limits. Thus, it is very unlikely Internet users in France or Saudi Arabia
would be eager to have their messages screened by United States censors.
B. ALTERNATIVES TO GOVERNMENT REGULATION

In addition to the difficulty of implementing Internet regulations, the
primary argument against enacting such regulation is that there are
alternative means to promoting the government's interest in shielding minors

from pornography. One less restrictive and easily implemented alternative

is encouraging parental control. Instead of requiring online service
providers to restrict their content, the more viable solution is to place
responsibility of monitoring a child's Internet use with parents, not the
government. 3 3 By doing this, not only would we preserve the free
discussion of various issues, but we would also be making the Internet a
safer place for the Constitution.
A second alternative, which has gradually developed during the history
of the Internet, is self-regulation. Self-regulation can be defined in two
different ways. The first is "netizenregulation."234 This form of regulation consists of "netiquette" - conventions and guidelines Internet users
follow when accessing Internet features." a An example of this form of
self-regulation is when users come across ads or comments which are posted
inappropriately in certain locations, they may "flame" these indiscreet

Practically speaking, content providers overseas do not have a legal obligation or incentive
to restrict the content or subject matter availability worldwide. Olender, supra note 198, at
7. In fact, much of the pornography accessible on the Internet comes from sources outside
the United States. Id. Another problem lies with priorities. If an alleged crime is not illegal
in that country, the case would have low priority. As a result, the investigation would
proceed slowly. See Caragata, supra note 203, at 50. As one commentator discusses, the
problems of enforcing one nation's laws on the Internet are illustrated by a case where a
bookmaker based on the island of Antigua took bets on Canadian and American sports events,
paying bets by bank transfers. The question remains, is this virtual casino legal? Id.
233. In recent years, online providers, such as America OnLine have created software
which enables parent and educators to take responsibility for what children see on the
Internet. E.g., JOINT HEARING, supranote 11, at 74-75, 116-19; Ann Sjoerdsma, Candidates'
"Quick Fixes" Tread on Our Civil Liberties,THE VIRGINIAN-PILOT, Nov. 4, 1996, at A9;
Mike Godwin, Children, ChildAbuse, and Cyberporn:A Primerfor Clear Thinkers (visited
Nov. 5, 1996) <http://www.eff.org/pub/Censorship/kids and cyberporngodwin.article>.
234. "Netizen regulation" simply refers to individual Internet users actively
participating to "regulate" the Internet.
235. In fact, "netiquette" was the only form of Internet regulation prior to the CDA of
1996. Andreano, supra note 6, at 609.
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users.236 With "netizen regulation," the Internet is not subject to government control, but rather, is policed by members of its own "community."
The second form of self-regulation is cyberjurisdiction. Because
cyberspace is consistently deemed a unique medium that should not be
subject to the laws of the geophysical world, cyberlaws, created strictly for
the Internet would seem to be a logical solution. In the history of
telecommunications, it is well settled that obscenity is determined by a
'
"local community standard."237
Since the Internet is often described as a
"virtual community," it would be appropriate for the Internet to have a
"virtual community standard," especially with respect to what material is
acceptable.
Who would set such standards? One possibility is for an international
entity, such as the United Nations, to create a new division devoted to
developing this "virtual standard." This division of the United Nations
could appoint individuals to an Executive Board. In turn, the Executive
Board could set up a Web site enabling users around the world to apply for
a position to participate in the "Virtual Community Organization" (VCO).
Through this Web site, applicants can read about the goals, procedures and
purpose of the VCO, which is mainly to establish a uniform "virtual
community standard." Interested applicants could then submit qualifications
and express interest via e-mail to the Executive Board which would review
and select people for the VCO from the available pool of applicants.
Once selected, members of the VCO would receive a password to enter
a VCO chat room. Access to the chat room would be limited to those
individuals with passwords. In order to facilitate communication, members
of the VCO could set up meeting times and simultaneously log-on to the
chat room and conduct general meetings. The VCO meetings would mainly
consist of discussion, debate, and eventually an articulation of a coherent,
feasible "virtual community standard." In addition, the VCO could also
discuss practical issues, possible penalties, enforceability and implementation
of this virtual standard. Ideally, however, if a virtual standard was
236. "'Flaming' is a verbal attack in cyberspace." Lawrence Lessing, The Path of
Cyberlaw, 104 YALE L.J. 1743, 1746 n. 10 (1995). But see DOHENY-FARINA, supranote 205,
at 55 (describing flaming as "merely a symptom of the lack of real community amid this
impoverished thing called virtual community"). Outraged "netizens" may even throw other

users off the Internet, as in a "neighborhood watch." For example, two lawyers were
"thrown" off the Internet for advertising in an area that restricted such advertising. An irate
protester created a phone beeper which called forty times a night, filling the voice-mail
system of the attorneys' law offices with electronic garbage. Andreano, supranote 7, at 610.
237. See Roth v. United States, 354 U.S. 476, 487 n.20 (1957); see also A Book
Named "John Cleland's Memoirs of a Woman of Pleasure" v. Attorney General of Mass.,
383 U.S. 413, 418 (1966).
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established, each nation would cooperate by complying with these standards
and enforcing penalties against violators.
Admittedly, there are numerous flaws to the proposed method for
establishing a "virtual community standard." Among these flaws is the
possibility that users will completely disregard the standard. Another
problem is the issue of who would monitor the actions and decisions of the
members of the VCO? However, regardless of the way in which a standard
is determined, restrictions or regulations of the Internet should ultimately be
established by those who understand and participate in cyberspace.23
The future of Internet regulation remains uncertain. In the midst of this
debate, however, perhaps the solution to regulating this advanced technology
will come in the form of technology itself. In other words, it is not
altogether unfathomable that some day someone may develop technology
that enables an Internet user to limit the geographical scope of his speech.
With cyberspace, nothing seems impossible.
V. CONCLUSION

In the United States, it is well settled that the First Amendment is not
absolute. That notion evolved over time, based on changing media,
communications, and community standards. Times have changed. As a
result, we now face the twenty-first century with sophisticated technology,
almost instantaneous communication and the intangible Internet. Unlike any
other media before it, since its "invention" in 1969 it has surpassed
estimates for its growth. Undoubtedly, it will continue to grow, both
nationally and globally. Thus, to restrict the free exchange of ideas and
information - the purpose for which the Internet was created - is to halt
the progress we have made in the communications industry.
The issue of cyberpom exists, but like many other issues, it has been
'
"sensationalized" by the media and the press. 39
In other words, pornography on the Internet may not be as serious as the public believes. Since its
inception, the focus of the Internet has been to foster the communication and
development of ideas, as well as to expose individuals to new ideas. The
Internet accomplishes this goal quickly and efficiently, through virtual

238. In her discussionabout self-governance and cyberjurisdiction, one author discusses
the development of cyberlaws. Branscomb, supra note 9, at 1665-71. The author explains
the concerns and issues raised in attempting to establish a constitution for cyberspace. Id.
Additionally, various groups have taken the initiative to form task forces for industry selfregulation. Bridges, supra note 144, at 57.
239. See, e.g., 141 CONG. REC. S15152, 15153 (daily ed. Oct. 10, 1995) (statement of
Sen. Feingold); Godwin, Children, Child Abuse and Cyberporn, supra note 233.
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reality and the virtual community. The Internet is the epitome of freedom
- it's fast, safe, powerful, omnipresent, and best of all, there are no rules.
ANGELA

E. Wu

