Rule 1. Recognize the Need for a Threat Management Process
Courts resolve disputes. They provide a neutral arena for judging emotionally charged controversies.
Disputants bring their quarrels before the bench. Each wants his or her claim sustained, each requests vindication. Most who stand before the court ultimately accept the court's rulings, however adverse to their own interests. But some will not and only care for the result that most benefits them. When these individuals' views clash with the court's decision, violence may result.
Why do courts need threat management programs?
Because angry individuals, once denied their own sense of justice, may turn to violence for exoneration, vengeance, or even salvation. They may direct their anger, revenge, and fears at the officials who personify the judicial process: the judges, prosecutors, clerks, and others who work within the system. So it is no coincidence when these attacks occur at the courthouse, as the building itself symbolizes both dispensed and desired justice. Without a competent threat management process to identify, assess, and manage potential threats, the justice system risks missing any opportunity to intervene and defuse the situation.
In addition, the number of these disgruntled individuals appears to be growing. Reports at the federal level show a steady increase throughout the 1990s in inappropriate communications or contacts 1 Clearly, a ground shift occurred that resulted in a significant increase in the risk to federal judicial officials. With information on these variables, the threat manager can manage current cases, crossreference previous cases, share information on contentious cases or problem individuals as a case works its way up the appellate process or across jurisdictions, and create an institutional memory for that judicial setting.
Whatever system is created, it should be designed for easy sharing with other agencies and jurisdictions, ideally as part of regional and national information sharing networks.
Rule 5. Establish Liaison With Other Agencies
It is absolutely vital for the threat manager to reach out beyond the courthouse to make contact with law enforcement agencies, private security firms that provide protective services, and other judicial entities.
The threat manager must have information flowing from all sources, both inside and outside the courthouse, because only through information can the threat manager begin to fill in the pieces of the puzzle. Information from disparate sources can link one IC&C to another and reveal relationships, motives, past behaviors, and previous actions of the subject-in and out of court.
Rule 6. Use Consistent and Valid Threat Assessment Methods
After receiving the initial IC&C report and gathering as many facts as are immediately available, the threat manager must next make an initial assessment from The threat manager should always provide some protective response every time an IC&C is reported.
Protective responses range from providing a security briefing at a minimum to a fullfledged protective detail or target relocation at the maximum. The selection of the appropriate protective response should be directly proportioned to the assessment and findings of any protective investigation.
Always providing some level of protective response serves two purposes. First, it enhances the protectee's security. Even a security briefing reminds the protectee to take simple precautions and be aware of and immediately report any suspicious incidents. Naturally, going up the scale of protective responses adds even more security. Provided that each response is in proportion to the threat assessment, the results of the protective fact finding, and the success of the threat management strategies, the threat manager will maintain a balance between needed security and limited resources.
Second, always implementing some degree of protective response sends a positive signal to the protectee. It helps underscore the threat manager's professionalism, competence, and concern. That signal will help allay the protectee's fears and give him or her the reassurance that everything necessary is being done.
Rule 10. Manage Cases Appropriately
Threat management cases are seldom open and shut.
They begin when an IC&C, not necessarily a crime, has been directed toward a protectee. But unlike criminal cases, they have no climactic point of closing. 
