Abstract-Software piracy worldwide has resulted in serious industrial, academic and economic consequences. However, the problem can be solved if the root causes can be identified. Personality traits are said to be an effective positive influence on unethical behaviour. For this reason, personality traits could be a predictor for software piracy. This study investigates personality traits as a factor in students' intention to pirate software by enhancing the Theory of Planned Behaviour (TPB) model. The objective of this current research is to provide a preliminary test on the personality traits with the TPB model in software piracy behaviour in order to determine the reliability and validating instruments.The personality traits used in this study were extraversion, agreeableness, conscientiousness, neuroticism and openness according to Big Five Inventory (BFI). A survey was conducted to achieve the research objective. Questionnaire was carried out on 40 computer sciences students to determine how reliable and valid it would be to proceed with further research. This study has been compared with previous studies, and several minor modifications of the instrument were made. All the instruments were validated and applied in the actual study. The results of factor analyses confirm and refine the reliability of the instruments for both big five personality variables and TPB elements in software piracy. The findings could also be helpful to information systems practitioners and academics in the implementation of measures to reduce the incidence of software piracy among students.
I. INTRODUCTION
With the breakthrough of advanced Information Technology (IT), people now depend on the computer to perform and complete many tasks, at work and at home. The easy access to Information Technology (IT) has also created opportunities for software piracy, which has become a serious problem [1] asit can be defined as a type of intellectual property fraud and unauthorised copying of software. TIIegally downloaded software is widespread and costing millions in annual losses to industry and society. A survey of Business Software Alliance (BSA) indicated that the global rate of unlicensed installed Personal Computer (PC) software increased from 42% in 2011 to 43% in 2013. This shows the attraction and popularity of software piracy. This has spawned 978-1-4673-8227-4 Many theories have been applied to further understand and prevent software piracy behaviour with some suggesting that ethically, individual behaviours may be different depending on personal factors [2] , [3] . However, there has been ample proof ofthe wide variance in of personal factors in several research areas. Many models have indicated how individual personal factors can significantly affect the intention to engage in ethical or unethical behavior [2]- [8] . It should be noted through that a gap exists regarding theoretical support in education related to individual personal factors of university students towards ethical or unethical behaviour.
Previous research has investigated personality traits in unethical behaviour in the academic context [9] . Good personality can reduce unethical behaviour. Personality traits have been examined with unethical behaviour but never in relation to software piracy. Personality is important because it is an integral part of individual factors that can potentially affect ethical and unethical decision making. Therefore, this study on piracy behaviours (eg. illegal downloaded software, used and shared) focuses on computer science students. This study specifically makes a preliminary assessment of software piracy behaviour of students based on their personality traits. Using the Theory of Planned Behaviour (TPB), intention behaviour was also examined according to attitude towards software piracy behaviour, subjective nonn and perceived behavioural control. This paper is structured as follows: firstly, we briefly review the existing literature on software piracy and related theory and background; secondly, a research model is proposed, followed by thirdly, the research methodology and fourthly, a preliminary study to ensure all the instruments used are suitable for further study. Finally, the findings of the preliminary study are reported along with a discussion and conclusion for future research possibilities.
IT. LITERATURE REVIEW
The current trend of software piracy misuse in organisations and education is widespread and increasing at an alarming rate. Many factors contribute to software piracy behaviour. Among them are social [10]-[12] , demographic background [13] , human factors [14] , [15] , economic factor, which are the most significant among others. For instance, [13] investigated the demographic factor among undergraduates and their attitude towards software piracy. The results indicated that monthly family income has a positive relationship with software piracy attitude. The findings of this study are also contrary to those of other studies in terms of gender and age. It was found that there is no significant relationship between gender, age and students' attitude towards software piracy. Besides, PC ownership, computer experience, duration of computer usage in a week, computer knowledge level, and religiosity do not significantly affect students' attitude towards software piracy. On the other hand, software piracy is a major problem for the software industry, and impacts negatively on software developers in particular and the software industry as a whole. A software developer devotes much time in developing its software and software piracy can de-motivate the developers. Respect for their intellectual property rights and showing appreciation by purchasing genuine software will motivate developers to continue developing and improving their software. The improvement of their products will directly help users to manage more tasks more efficiently. However, the findings of the current research on software piracy are inconclusive and give rise to the need for the development of a model that will be able to combat software piracy behaviour. Ironically, at the same time, the availability of more sophisticated and efficient software and the greater expertise of users has meant that those who are so inclined are more able to engage in software piracy.
Software piracy has been recognised as social behaviour in the computer technology realm. A model of software piracy behaviour should be developed to increase awareness of the problem of software piracy as well as the consequences to computer users in general. We must firstly identifY the root cause of the problem of software piracy so that various alternatives can be considered to minimize the problem. However, a closer look reveals several limitations in this stream of research. [16] are not discussed in this paper because the TPB model is a validated model and has confirmation of their usefulness in investigating unethical behaviour. However, a summary of the TPB theories mentioned above gives an insight into the process behind the software piracy 253 behaviour of the individual and the factors involved. Using TPB ( Figure 1 ) as a framework, this paper amalgamates these factors into a software piracy model (see Figure 2) . As is shown, there is an extension made to the TPB framework using the personality trait factors. On the other hand, several personality traits have been used to test their effectiveness on behaviour. According to an updated systematic literature review of [20] , the Big Five personality traits has been argued to yield more effective results in software engineering. This is because the human factor, especially personality, is believed to be a source of many benefits to software project and software product [21] . Activities of software engineering consist of system development life cycle, and many others. Personality plays an important role that could lead to software project success. Generally, several personality traits instruments have been applied to better understand the software engineer 's behaviour. Personality of each individual could bring significant costs to any software development project. As a result, the selection of different types of personality will enhance the success of the project development [22] .Similarly with unethical behavior, such as software piracy, if the personality of the software engineer could be recognised perhaps the rate of committed software piracy behaviour could be reduced.
Elements in the Big Five personality traits include extraversion, agreeableness, conscientiousness, neuroticism, and openness,which have been tested in many areas especially in various fields of psychology. However, it has been applied to predict/explain unethical behaviour, particularly online behaviour such as Internet Trigger Academic Dishonesty, music piracy, and digital piracy, which have been accessed using the Big Five personality traits.
Past research has identified personality traits as a potential predictive factor influencing unethical behaviour such as music piracy [23] , knowledge sharing behaviour [24] , unethical Internet academic behavior [9] , all of which have been well documented. Personality traits are commonly thought of as feelings or actions that make people different [25] . It is believed that personality traits generally remain stable for life but a person' s behaviour could be changed due to the environment or adaptation to a particular situation. Personality traits of the Big Five personality, the Big Five Inventory [26] have been much discussed in previous research. Personality traits involve the variables of extraversion, agreeableness, conscientiousness, neuroticism, and openness which are related negatively to unethical behaviour [9] , [23] . Suggestions to test personality have been made by [27] m order to get a better understanding of unethical behaviour.
Extraversion has been shown to be positively related to knowledge sharing attitudes [24] and studies have suggested that individuals in high extraversion enjoy human interactions with other related outgoing activities connected with social society. In contrast, people who are introverted are likely to prefer time spent alone and with little inclination to communicate with others in social activities. Therefore, people who are extroverted are related negatively and significantly with software piracy intention in this study. Agreeableness mostly comes from people who have cooperative values and interpersonal relationships with others. People who have these values view the people around them optimistically [9] . Meanwhile, for those who score low on agreeableness there is a tendency not to trust the people around them and are likely to have a sense of insecurity in thier relationships. Therefore, agreeableness is negatively and significantly related to software piracy intention in this study.
Conscientiousness refers to those who are hard working and reliable and follow rules and regulation [9] . Those who are weak in this personality will be less goal-oriented, therefore, have a tendency to engage in unethical behaviour such as software piracy, which would likely be avoided by those with conscientiousness. Neuroticism refers to an individual's negative mood, such as anxiety, nervous tension, and depression. In contrast, people who are emotionally stabile seldom abuse the use ofTnternet [9] . On the other hand, hose who score high in neuroticism, tend to be categorized with anxiety and will not have high intention in software piracy. Therefore, neuroticism has a negative and significant relation with software piracy in this study. Openness is the quality of those who are curious and who prefer ideas and exprerience. For those who score high in openennes tend to explore things that attract them. The greater their curiosity, they more they will explore their object of interest in order to get the satisfaction of trying and gaining knowledge. Therefore, openness has a positive and significant relationship with software piracy in this study.
The influence of personality traits in unethical behaviour has led to more intended investigation of the role of personality in the Information System domain [28] . Moreover, the findings from the literature review, found that many researchers based their investigations on TPB. This theory is believed to be the most appropriate and most significant for the prediction of unethical behaviour. Most of the previous studies investigated the intention to pirate software instead of actual behaviour. However, this model still needs further enhancements to be able to provide a better explanation of software piracy behaviour. This study has attempted to provide a preliminary test on the personality traits with the TPB model in software piracy behaviour in order to determine the reliability and validating instruments.
Ill. PROPOSED RESEARCH MODEL
After reviewing previous research, the TPB model, which includes attitude towards behaviour, subjective norm, perceived behavioural control, and intention is enhanced by adding the Big Five personality in software piracy. The Big Five personality has dimensions such as extraversion, agreeableness, conscientiousness, neuroticism and openness. The model has demonstrated the several main elements including attitude towards illegal downloading software, using pirated software and sharing pirated software, subjective norms, perceived behavioural control, personality traits including extraversion, agreeableness, conscientiousness, neuroticism and openness as the independent variables and intention software piracy as the dependent variable (see Figure  2) . The actual behaviour of software piracy has been eliminated from this study. No previous studies have tested this Big Five personality with software piracy. However, [9] in this model has tested unethical academic dishonesty behaviour. When relating to software piracy, these main constructs are defined as: 254 1. Attitude towards behaviour is an individual feeling to engage in software piracy for own use, illegally download software and share pirated software.
2. Subjective norm is an individual perception of whether culture, peers or education would influence an individual to engage in software piracy for own use, illegally download software and share pirated software.
3. Perceived behavioural control is viewed as the ease or difficulty of engaging in software piracy for own use, illegally download software and share pirated software.
4. Extraversion refers to the behaviour of an individual who is active and socially communicates with others.
5. Agreeableness refers to an attitude of being friendly, but not show off behaviour.
6. Conscientiousness refers to an individual's hard work, competence, and self-discipline.
7. Neuroticism refers to an individual with a negative mood, such as anxiety, nervous tension and depression.
8. Openness is associated with curiosity, being imaginative and being autonomous in life.
9. Intention to engage in software piracy is the subjective probability of one's engagement in unethical behaviour to pirate software for own use, illegally download software and share pirated software. 
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A. Sampling Procedures and Participants
The quantitative approach of this study employed survey method to achieve the research objective. Undergraduate computer science students in a public university in the Klang Valley, Malaysia were selected to participate in this research. Previous studies indicated that software piracy was prevalent among university students and most of them assumed that purchasing, using or sharing pirated software was ethically acceptable behavior [1] . According to [29] - [31] , students from computer science background can be future professionals in the workplace. The tendency to commit software piracy is higher among them than among students in other fields of study. A preliminary study was run to determine the reliability and validity for further study.
B. Instrument Used
There are three parts in the questionnaire. Part 1 requests for the basic information on respondent's background, which has been specially designed to collect demographic information. Part 2, contains the items pertaining to attitude towards behaviour (4 items), subjective norm (4 items), perceived behavioural control (4 items), while the 4 items on intention of software piracy behavior were adopted and adapted from [17] , [32] , and lastly, 44 (BFI) measurement items were adopted from [33] . These items are representative of five personality variables: extraversion (8 items), agreeableness (9 items), conscientiousness (9 items), neuroticism (8 items), and openness (10 items). Also in this Part 2, the five-point Likert scale is used, which comprises (1) strongly disagree, (2) disagree, (3) neutral, (4) agree, and (5) strongly agree to assess participant 's agreement with each item statement.
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C. Data Collection
Respondents were selected from among computer science undergraduate students, who were surveyed during lecture sessions. The selected students were given a briefing on the purpose of this research and told that they had the option to participate in that study or decline after completing the questionnaire. Selected participants were requested to complete a survey which included demographic information; besides several other instruments were also used in order to achieve the objective of the research. As the sample frame had been carefully selected and was relevant to the research goals, the expected importance of the survey' s content to respondents is high. The average time taken for each respondent to complete the questionnaire was about 20 minutes.
D. Data Analysis
Several methods were employed in the analysis of the data, such as analysing the reliability and factor analysis to evaluate the validity of the construct. To guarantee that all elements and items in the instruments were valid and reliable for further investigations, data reduction process through factor analysis with principle component and varimax rotation techniques were implemented, and then reliability tests with Cronbach alpha for a reliability score on the instrument were performed. The remaining items were put through reliability analysis. The findings were then triangulated with exploratory factor analysis conducted on about 70 students taking part in a preliminary test.
V. RESULTS OF PRELIMINARY STUDY
A. Personal Profile of Respondents
In order to describe the profile of the participants, descriptive statistics were employed, focusing on gender, age, current semester, CGP A, race and reI igion.
From the preliminary study, there were only 40 data sets from 70 students that were considered valid after data screening. The breakdown of the participants ' profiles is as fellows (Table I ) : (1) males make up 95% while females comprise 5%; (2) age range is from 19 to 26 years, with a mean of 22.9 years; (3) three-quarters of the respondents (32 students; 80%) had obtained average CGP A between 2.6 and 3.5, indicating moderate academic achievement for the majority of the respondents; (4) others (international students) make up 65% while 17.5 % are Malays and only 5 % Chinese; (5) Muslims make up 80%, 10% are Hindus and 7.5% are Buddhists and 2.5 % are Christians. 
B. Result of Reliability Test and Factor Analysis
Table IT provides information on the results for the reliability coefficient test. An instrument is considered reliable if the reported Cronbach's alpha is at least 0.7. The rule of thumb for Cronbach's alpha that is suggested by [34] is as follows:> 0.9 is considered as "Excellent", 0.8 is "Good", > 0.7 is "Acceptable", > 0.6 is "Questionable", > 0.5 is "poor" and < 0.5 is "Unacceptable". The item with factor loading below 0.5 thresholds was deleted, and the reliability test was continued. The remaining items were then put through a reliability test and factors with a value less than 0.7 were deemed unreliable and thus eliminated from the study [35] . Futhermore, the value of Cronbach' s alpha for each variables was compared with previous studies [17] , [32] for TPB model elements and [24] , [28] studies for Big Five personality traits.
After omission ofthe unreliable items, all of the remaining items were found to be reliable with the results of reliability test above 0.7, which showed "Acceptable" and "Good" reliability. The Cronbach's alpha values for all instruments were as follows: attitude towards behaviour(a=0.865), subjective norm (a= 0.846), perceived behavioural control (a= 0.834), personality traits (ex.1raversion (a= 0. 788), agreeableness (a= 0.818), conscientiousness (a= 0. 770), neuroticism (a= 0.752), and opelUless (a= 0.828), and intention (a= 0.870). Table II shows computed Cronbach's alpha of the previous study and this study. All the instruments have high reliability with Cronbach's alpha ranging from 0.752 to 0.870. The Cronbach' s alpha values of elements in TPB model such as attitude towards behaviour, subjective norm, perceived behavioural control indicate "Good" reliability and almost the same compared to previous study. On the other hand, the result of personality traits for five elements was a bit low compared with previous studies. A 256 total of 22 questions in the personality trait instrument were removed for reasons of low reliability and low factor loading. The possible explanation for this result could be due to the different context of the study. In [28] study, they had used professional and online survey for data collection. However, the reliability results of personality traits in this study were shown to have higher reliability compared with [24] study. This is because they conducted the instrument among students in Malaysia. Therefore, the remaining items were found to be of relevance to the context of Malaysia and thus retained for future analysis.
This finding indicates that all the instruments are valid and relevant for use in the Malaysian environment context. All the factor loading values are above 0.5 and suitable to proceed with the actual study later. Due to the increasing use by students of computers and the Internet to perform various tasks, there has been a rise in the unethical use of software. The literature that examines unethical behaviour shows that there is a need to investigate the problem of software piracy among students in institutions of higher learning as these students will be the future workforce and leaders in this age of information technology.
In this study, a valid and reliable instrument was tested for all variables adapted. This preliminary study will aid the research to further investigate the issue in the future. Using TPB model to have a better understanding of the factors that influence intention of software piracy,it is believed that the findings derived from the enhanced personality traits with a TPB model in software piracy adoption will aid the researcher to further investigate the issue in the future. The reliability test results reveal that empirical study can be expanded and lead to model validation. The next steps would involve selecting a large sample from another university and empirically run the study. Future research could investigate the various constructs employing Structural Equation Modelling (SEM) to validate the research model. SEM is proposed as it provides model fit and allows for the simultaneous running of the tested links in the study, which were scrutinised without being influenced by measurement error. Furthermore, with this model, perhaps software piracy can be detected and a proper solution can be introduced to reduce the frequency of software piracy behaviour.
