This article is about the Eurasian Group on Combating Money Laundering and financing of terrorism. The history of group is studied, as well as its structure and functions. The examples of the results of group's activities are presented, the conclusion is made about its role in the region and the role of Russia in group's development.
In addition to the Secretariat, working groups for specific activities are created by the plenary session's decision. According to the working groups' mandate, plenary session defines their order of formation, functions and accountability. There are currently three permanent working groups:
• Working group on mutual assessment and law issues;
• Working group on typologies and countering terrorism and organized crime;
• Working group on technical assistance;
WGTA could be distinguished from the other EAG working groups by its functions. It performs many tasks, among them -assessment of the EAG member-states' needs in technical assistance in cooperation with other working groups and international organizations; interaction with concerned EAG observer states and organizations as well as the organizations, which are part of the EAG assistance infrastructure, including ITMCFM, for coordination of the EAG member-states' technical support and carrying out of the educational activities, based on the needs, identified during the assessment and the mutual evaluations reports. WGTA activity plays an important role in development of the anti-laundering system in the AEG member-states. Russia has been adopting and accumulating the experience of the FATF member-states and FIUs for many years, and it also has been developing its own IT system. Now it is ready to interact with concerned states to exchange experience and promote its own projects. However, technical assistance is not the only field of interaction between the EAG memberstates. However, it is possible to detect new risks, which EAG member-states could face relatively soon. Use of digital currencies and payments, made with these "virtual money"
can bear potential risks not only for financial institutions, but also for the national AML/CFT systems as their origin can't be identified. The EAG member states adhere to a flexible approach to regulation of the cryptocurrency market. For example, in China the legislative approach in this field is in a process of formation. China has become the first state to take a strict approach to ICO (Initial coin offering), and then to bitcoin and to exchanges, which trade in crypto currency. In PRC the digital currency is described as a virtual item (non-monetary digital asset). The ban on ICO is in force since September, 2017. Imposition of this ban has significantly shaken quotations in the international market of cryptocurrencies.
In the meantime, possession of crypto-currency by individuals and crypto-currency transactions between them are allowed. In spite of strict restrictions on operations with Bitcoin, China controls Bitcoin as a payments system through its manufacturers of the specialized equipment for mining.
Insecurity of cryptocurrencies along with the high speculative interest and the increasing number of roguish schemes bear the risks for citizens and financial systems.
In this regard it is offered to consider a question of risks of virtual currencies at the session of the EAG working group.
In just 13 years the Eurasian group on combating money laundering and financing of terrorism has evolved from the Russian idea about the regional FATF-like group to the independent mechanism, which successfully operates within the region and outside of it, contributing to the international cooperation in AML/CFT. The exchange of the experience, information and knowledge helps EAG member states to adapt and improve the AML/CFT internal systems in compliance with the international standards.
And joint efforts allow them to combat the financial crimes, financing of terrorism and drug trafficking.
