This study examines the factors that contribute to internet abuse intention among employees of SMEs in the services sector in Malaysia. Modified Theory of Planned Behaviour (TPB) model has been adopted as the theoretical framework. Primary data has been collected from 500 SMEs" employees who have access to the internet at their workplace through self-administered survey questionnaire. Attitude, subjective norms, perceived behavioural control, moral norms and external locus of control are positively related to internet abuse intention. This research has included the additional variables, moral norms (internal variable) and external locus of control (external variable) to enhance the TPB model. This research will contribute to the employers who intend to reduce the internet abuse behaviour of their employees in the workplace and as a reference for future researchers on similar topics.
INTRODUCTION
has stated that the internet was seen as one of the things that can influence our daily life because internet users are likely to spend most of their leisure time in the cyber community. Internet abuse can be defined as an individual"s inability to restrain his or her internet usage, and may eventually result in a feeling of distress and causes their daily activities to be functionally impaired (Shapira et al., 2003) . Small and Medium Enterprises (SMEs) are legally independent companies that have contributed 21.4% to the overall GDP growth in the services sector in Malaysia for the year 2015 according to the official website of SME Corporation Malaysia. The occurrence of internet abuse in a workplace may jeopardize the organization regarding increase in infrastructure and internal security costs, as well as possible risks related to organization"s civil and legal liabilities (Conlin, 2000; Verespej, 2000) . This concern has become a serious issue in many countries, of which Malaysia is one of them. It is believed that this "plague" has infected a great number of employees in Malaysia and this situation is worsening day by day.
In this research, internet abuse is defined as the personal use of internet for non-work-related activities during working hours through electronic devices such as computer and mobile phone. This study mainly focuses on investigating the factors that cause the internet abuse intention among employees of SMEs which includes all the micro, small and medium-sized enterprises in the services sector.
Problem Statement
The internet abuse can be seen as an intensifying issue in Malaysia. Therefore, it is important to acknowledge the existence of this problem. Cheng (2013) reported in the Star Online that employees in Malaysia with regular working hours of 9 a.m. to 5 p.m. spend a total of 4 hours being productive. Rosli et al. (2015) mentioned that the internet abuse phenomenon is affecting small and medium enterprises (SMEs) in Malaysia. By referring to SME Corporation Malaysia (2015/16) there has been a sharp increase in Information and Communication Technology (ICT) adoption among the SMEs in Malaysia in recent years. Rosli et al. (2015) further stated that it is possible for employers to encounter lawsuits if their employees have used the company network to access pornography or to post inappropriate comments in various online forums. Numerous studies have addressed these concerns. However, these studies have some deficiencies. In a similar study, Jamaluddin et al. (2015) have distributed their questionnaires by using the convenience sampling method to only 12 organizations in Kuala Lumpur and Melaka.
We have extended the research to cover four States in Malaysia, which were Selangor, WPKL, Johor and Perak as these States have the highest rankings in the total SME establishments.
LITERATURE REVIEW

Theory of Planned Behaviour
Theory of Planned Behaviour (TPB) explains how attitudes and social norms of individuals may affect their intention to behave in a particular way (Pee et al., 2008) . TPB is a model extended from the Theory of Reasoned Action (TRA) (Ajzen, 1991) . The main assumption of both TRA and TPB models is that individuals are rational in considering their behaviours and actions. TPB has been widely applied and cited by many past researches (Morris et al., 2012b) . It is well accepted as a model with a strong predictive function and as a well established model to forecast intention. Attitude, subjective norms and perceived behavioural control are the variables of the TPB model.
Attitude is the possibility of carrying out a certain action derived from the belief and the outcome assessment (Henle et al., 2010) . Subjective norm is the influence derived from the perception of those who are important to the individual in performing an act (Tan et al., 2015) . Perceived behavioural control is which an individual belief that he or she can overmaster the personal resources to perform certain behaviour (Ko and Jin, 2017) .
However, the determinants of intention are not bound by the three factors of the TPB model (Ajzen, 1991) .
According to Huang and Chen (2015) the TPB has overlooked on the explicit motivational content as a possible enticement of intention to perform an actual behaviour. Many other determinants may influence behaviour. Many researchers have modified the TPB model. The addition of external locus of control and moral norms is used in this study to fill the lack of the original TPB model.
Internet Abuse Intention
Internet abuse intention can be defined as any voluntary act of an employee to use the company"s internet to browse web sites and examine personal e-mail during their working hours (Lim, 2002) . Harrison et al. (1997) stated that intention construct has been adopted by many studies, as it can predict the actual behaviour accurately. Theory of Planned Behaviour (TPB) model proposed by Ajzen (1985) suggests that people will behave according to their intentions and perceptions of control over the behaviour. Similarly, the study by Woon and Pee (2004) has examined the effects of job satisfaction, affect, social factors, perceived consequences, habit, and facilitating conditions on internet abuse intention and all the factors were found to influence the internet abuse intention, which eventually lead to the behaviour of internet abuse. Moreover, Francis et al. (2004) mentioned that although the relationship between an individual"s intention and actual behaviour is imperfect, intention can be utilized as an understudy measure of behaviour. Hence, this study proposes to determine what factors will cause the internet abuse intention.
External Locus of Control
External locus of control is where a person believes that his or her future success is due to external causes (Rotter, 1966) . Some researchers have found that it may significantly affect the decision to perform a certain behaviour (Chonko et al., 2002; Hume et al., 2006) . According to Poškus (2015) by integrating moral norms, it can aid to curb the lack of regards towards an individual"s moral aspects to behaviour.
Moral Norms
Moral norms refer to an individual"s belief in moral righteousness when performing certain behaviour. The addition of moral norms has resulted in an increase in intention towards certain behaviours (Taneja, 2006) .
According to the study of Botetzagias et al. (2015) moral norms have an extensive positive effect on the intention.
In his study, moral norms were the second most important predictor to explain the recycling intention. An individual may be determined to act morally when there are internal feelings regarding the moral obligation for particular actions. Gino et al. (2011) explained that moral identity has moderated the relationship between selfregulatory resource depletion and dishonesty, in which such relationship has been weaker for the participants with high moral identity. Moral norms are closely associated with an individual"s consideration in terms of self-moral worth instead of the outcomes of the behaviour (Huang and Chen, 2015) .
The Relationship between Attitudes and Internet Abuse Intention
Attitudes have been found to be a substantial factor in the prediction of behaviour (Glasman and Albarracin, 2006) . Lau et al. (2003) found that an individual"s attitude towards internet abuse does play a role in internet abuse intention and behaviours. Individuals with positive attitudes towards internet abuse are more likely to commit internet abuse at work (Liberman et al., 2011; Lim and Chen, 2012; Askew et al., 2014) . Hence, the hypothesis is developed as below:
H1:
There is a positive relationship between attitudes and internet abuse intention.
The Relationship between Subjective Norms and Internet Abuse Intention
Based on the past studies of Henle et al. (2010) ; Moody and Siponen (2013) and Tan et al. (2015) subjective norms is a significant independent variable that will positively influence the intention of an individual to perform certain behaviour. Therefore, the following hypothesisis is formulated:
H2: There is a positive relationship between subjective norms and internet abuse intention.
The Relationship between Perceived Behavioural Control (PBC) and Internet Abuse Intention
The past studies of Ko and Jin (2017) ; Liao et al. (2010) have shown that higher level of PBC will result in a greater intention to avoid Internet misuse on the employees" perspective. This leads to the following hypothesis:
H3:
There is a positive relationship between perceived behavioural control and internet abuse intention.
The Relationship between Moral Norms and Internet Abuse Intention
Several previous empirical studies have concluded that there is a significant relationship between moral norms and the intention to certain behaviour. According to Botetzagias et al. (2015) moral norms have an extensive positive effect on the intention, similar to the study of Taneja (2006) . Gino et al. (2011) moral norms are positively related to the intention of performing an immoral act. Hence, the following hypothesis is suggested:
H4:
There is a positive relationship between immoral norms and internet abuse intention
The Relationship between External Locus of Control (ELOC) and Internet Abuse Intention
Past studies by Vitak et al. (2011) and Chak and Leung (2004) have agreed that individuals with external locus of control will have lower self-control ability over internet use and they tend to spend more time on the internet.
Similarly, Davis et al. (2002) have concluded that people who possess high ELOC are more likely to be involved in internet abuse at work. With this, the following hypothesis is developed:
H5: There is a positive relationship between external locus of control and internet abuse intention
Proposed Research Model
The proposed research model is shown in Figure 1 .
Figure-1. Proposed research model. Source: Adopted from: Ajzen (1985) ; Ajzen and Driver (1992) ; Jamaluddin et al. (2015) 3. METHODOLOGY
Research Design
The quantitative data collection technique is applied in this research as numerical data gathered from questionnaire survey are measurable and quantifiable (Zikmund et al., 2010) . According to Sedgwick (2014) crosssectional study is adopted when all the measurements are acquired at a single point in time. Cross-sectional studies are also used to identify commonness, and it is quick and easy (Mann, 2003) . Hence, data for this research were collected on 3 months basis from 3 rd October 2016 to 10 th January 2017 by using the cross-sectional approach.
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Population
The target population of this study is all the employees of SMEs in Malaysia who have the access to the internet in the workplace. As retrieved from the official website of SME Corporation Malaysia, the Economic Census 2011 reported that SMEs accounted for 97.3%, which amounted to 645,136 of total business establishments in 2010. Selangor, WPKL, Johor and Perak are the four States with the highest rankings in the total SMEs establishments. Hence, our focus narrows down to the services sector in these four States.
Sampling
The sample is used as it is unfeasible to test data from every single element and that it may, at times, produce more reliable results than the entire population (Sekaran and Bougie, 2013) . Taking a sample also requires lower cost (Cooper and Schindler, 2008) .
The cluster random sampling method is used in this study. The researchers classify the population into groups, called clusters which often naturally occur in the population (Teddlie and Yu, 2007) . The population was put into clusters by the States. The sample was further selected from the four clusters by utilizing simple random sampling, where each of the population has equal chances to be selected (Cooper and Schindler, 2008) . The Comprehensive Business Directory for Small & Medium Enterprises Malaysia has been used as the sampling frame.
The minimum requirement for population of above 500,000 is 384 samples (Krejcie and Morgan, 1970) . Our population size is 645,136. Hence, 500 questionnaires have been distributed to our target respondents.
Research Instrument
Self-administered questionnaire was used in this study, because it is convenient, less time consuming and does not have any specific skill requirement compared to semi-structured and in-depth interview. In addition, this survey method can also be delivered to a numerous respondents at the same time (Hair et al., 2011) . Table 1 shows the measurement of each variable contained in the questionnaire. 5-point Likert scale was employed in this study. 5-point Likert scale ranged from (1) "Strongly disagree" to (5) "Strongly agree". 5-point Likert scale is convenient for the respondents to view and choose based on the list of scale descriptors (Maringka, 2012) .
Constructs Measurement
DATA ANALYSIS
SAS Enterprise Guide 7.1 was used in this study to analyse the data collected from survey questionnaire.
Pilot Test
It is important to conduct the pilot test before distributing the questionnaires in a large number. Thabane et al.
(2010) defined a pilot test as an investigation way to test the feasibility of procedures and methods that may be useful for the following large scale study. It is sufficient to examine the validity of survey if 20 respondents participate in the pilot test (Arain et al., 2010) . Hence, 20 target respondents were selected to conduct the pilot test and this took place at SMEs in Ipoh, Perak State. Table 3 shows the demographic profile of the respondents. Overall, most of the respondents are females aged 20 to 29 with Bachelor"s Degree qualification, who have working experience up to 5 years and are using the internet for 1 to 5 hours at work.
DESCRIPTIVE ANALYSIS
Demographic Profile of the Respondents
Central Tendencies Measurement of Constructs
Based on Table 4 , the constructs have the mean values in the range of 2.29250 to 3.50500. The results indicate that the constructs are dispersed between disagree to agree. This table also lists out the standard deviations which delegate the dispersion of the data of every item. We can obtain the information that the lowest standard deviation is 0.84482 while the highest figure is 1.17176. 
Normality and Reliability Test
The outcome of the variable"s items based on the normality test and reliability test is shown in This study has employed reliability test for each variable. According to Webb et al. (2006) variables are treated as reliable if the Cronbach"s Alpha has reached a value of 0.7. Therefore, the assumptions of reliability for all the items in table 5 are considered as reliable. Table 6 shows that the correlation values between the independent variables show a positive correlation ranging from 0.11364 to 0.42751. The dependent variable has a positive relationship with all the independent variables which ranged from 0.29019 to 0.61047. Since none of the correlation values are higher than 0.90, no multicollinearity problem has been revealed in this research (Hair et al., 2009 research. Furthermore, p-value with a figure less than 0.05 indicates that at least one of the five independent variables can be used to explain and model the dependent variable. As a conclusion, the relationship between all the five factors and IAI (DV) in this research study is significant. Table 9 shows that AT (p < 0. 
Pearson's Correlation Analysis
DISCUSSION, CONCLUSION AND IMPLICATIONS
Discussion of Major Findings
The results show that attitudes, subjective norms, perceived behavioural control, external locus of control and immoral norms are positively related to internet abuse intention. Attitudes achieved a p-value of <0.0001 which illustrates attitudes is positively related to the intention of abusing the internet among employees of SMEs in the services sector in Malaysia. The results statistically prove that there is a significant relationship between attitudes and internet abuse intention since the p-value is below 0.05. According to Rosli et al. (2015) an undesirable attitude led by emotional instability, introversion and non-conscientious are significantly correlated with internet abuse intention. In accordance to the study of Liberman et al. (2011) attitudes towards internet abuse behaviours are positively related to internet abuse. In addition, past studies have also determined that involvement, beliefs and commitment as several aspects of attitudes can be a strong determinant to explain the willingness of employees to commit an act of computer abuse (Lee and Lee, 2002) .
Subjective norms show a positive relationship and significant impact on the internet abuse intention towards the employees of SMEs in the services sector of Malaysia. The result of the p-value for this variable is less than 0.0001. This implies that the internet abuse intention is affected by subjective norms of the respondents since the pvalue is less than 0.05. Generally, the higher an individual"s subjective norm is, the greater the internet abuse intention. The result generated by this study conforms to the researches by Moody and Siponen (2013) and Henle et al. (2010) . Moody and Siponen (2013) results showed that the personal self-concept is important for the intention of internet abuse, and the self-concept is mostly influenced by the supervisor and peer culture. Moreover, Henle et al. (2010) have found that subjective norms are one of the causes for organizational misbehaviour, including time theft.
Perceived behavioural control (PBC) as one of the independent variables in our research also satisfied the requirement of p-value < 0.05. Thus, the result shows that PBC has a positive relationship with IAI among employees of services sector in Malaysia. However, it is the highest p-value figure comparable to other variables due to the p-value figure for other independent variables are <.0001.The findings for this variable are aligned with Liao et al. (2010) which indicates that the more the user comprehends the mechanisms of internet abuse, the higher probability that the user gets the thoughts to internet abuse. Research by Taneja (2006) also established that this variable had a significant relationship towards internet abuse intention.
In the context of this study, Immoral norm has a positive and significant relationship with IAI. The p-value generated from the MLR analysis has shown a value of <.0001 which is below 0.05. This illustrates the significant relationship between the MN and the intention to internet abuse by the employees of services sector in Malaysia.
Generally, the greater the MN of employees, the lower the IAI. Several past studies can back this result. In the study of Taneja (2006) it has been found that MN of user has a significant effect on the intention of usage of information system (IS) assets adversely. According to the research done by Godin et al. (2005) MN has an important impact on whether people endorse their intentions. In another study, MN has been proved to have a significant impact on the intention of knowledge sharing (Huang and Chen, 2015) .
There is a significant relationship between ELOC and the IAI among the employees of services sector in Malaysia. The p-value generated from the MLR analysis shows a value of <.0001 which is lower than 0.05. This indicates that the hypothesis is supported and it means ELOC has a positive relationship with IAI. The greater the ELOC of employees, the higher the IAI among employees of services sector in Malaysia. Our result is supported by the study of Blanchard and Henle (2008) which proved that employees with high ELOC will have higher chance of abusing internet as they believed that the probability of getting caught on the action of internet abuse action during working hours was purely by chance or because they were unlucky from the employees" perspective. Moreover, past researchers also concluded that ELOC will influence employees" internet addictions and finally lead to internet abuse (Chen et al., 2008) . Bellamy and Hanewicz (2002) did a similar study and found that ELOC is related to an increased risk of internet abuse. 
Theoretical Implications
Practical Implication
Firstly, many of the past studies have analysed the internet abuse intention among adolescents, generation X and generation Y but not in the workplace. Therefore, here is a study about internet abuse intention in the workplace and it had narrowed down the scope into only on SMEs in the services sector so that this research is more specific to this target respondents.
Internet abuse intention among employees had created serious productivity matters and legal issues towards the organizations. From the consequences of this research, employers will have a clearer guideline to handle the occurrence of employee"s internet abuse intention. On the other hand, employers will also able to manage this issue in a proper and efficient way. By understanding the factors of internet abuse intention among employees, employers also can plan appropriate measures to deal with this issue.
Limitations and Recommendations for Future Research
Several limitations have been noticed in this study. Firstly, our research focused on the services sector and four In addition, our study has generally focused on all the micro, small and medium-sized SMEs. Future researchers are suggested to carry out their study by specializing on the size of SMEs selected. Employees in different sizes of SMEs may behave differently for the intention of abusing internet in the workplace. Besides, the targeted respondents in this study were mainly located in the middle and south Malaysia. It is strongly suggested that similar research be conducted to investigate the factors of internet abuse intention of employees in north Malaysia as they might have a different mindset for internet abuse compared to employees of the middle and south Malaysia.
Moreover, self-administered survey questionnaire method has been adopted to collect all the data for this research. It is a self-report method as target respondents are assumed to respond to the questionnaires accurately.
However, there is a possibility that people might answer the questionnaires incorrectly. Besides, collecting back the self-administered survey questionnaire may be time-consuming and there is also a chance that researchers cannot collect back their survey questionnaire. The face-to-face interview method is recommended to collect reliable and accurate data as interviewers are allowed to take advantage of social or nonverbal cues to gain additional information from the interview (Emans, 1986) . 
