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This paper is intended to advance an effective printing forgery prevention 
algorithm basing on digital watermarking technology. 
We analyze several theories which the algorithm will be involved, and fully 
consider visibility, robust and security of the embedded image. According to the 
difference of embedded watermark, the algorithm has two parts as follows: 
First, we assume that the embedded watermark is binary image. The original 
image is transformed by 88×  block Hadamard. The embedded watermark is 
shuffled and we get the key. Then the watermark is embedded through changing the 
polarity of transform coefficients. 
Second, we assume that the embedded watermark is a string. Spread spectrum the 
watermark, then the watermark is embedded the same way as the binary image.  
The print-scan image should be preprocessed before extract watermark. First we 
detect the print-scan image edge which using Sobel operator of edge detection. Then 
the print-scan image is emended by Radon Transform. Finally, it is resumed the 
original size, and we extract the watermark. 
The results show that the algorithm can extract watermark in various attacks and 
makes a good effect on the forgery prevention. 
 

















































第三章 Hadamard 变换、扩频方法、置乱技术及打印扫描后图像预处理方法…28 
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约有 7.5 亿美元。据估计，全球防伪市场的年总值为 2000 亿美元，国内防伪市
场年总值可达 500 多亿元人民币[1]。  
传统防伪技术虽然能在一定程度上起到很好的防伪作用，但也有很多缺点：


















































     2. 美国：通过印刷制版产生含有数字水印的商标及包装等 
































判断水印的有无，快速辨识真伪。 为著名的是 Patchwork 算法， 这种技术随机
地在图像中选择 N 对象素 ( , )i ja b ，如果 ia 象素的值被增加 1，那么 jb 就被相应地







    IBM 东京研究实验室提出了用数据隐藏（data hiding）作为解决方案来鉴定
数字化照片的来源，证实数字化照片的完整性，判断照片是否被篡改以及定位篡
改的地方。 
    IBM 东京研究实验室与 Yasuda Fire & Marine (YFM)公司联合开发了一种作































4. AlpVision 公司的数字水印技术 






    PhotoCheck 软件则提供了一种简单有效的方法来防止证件被伪造。它是将
表示使用者身份的文字或序列号嵌入到特定的图片中，如使用者的照片，该图片
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