In wireless sensor network, two scenarios are combined which involve either short-range or long-range communications. IEEE 802.15.4g and IEEE 802.11 are considered in machine to machine environments, because they can utilize the identical frequency band. The performances of the physical modes of the IEEE 802.15.4g and the IEEE 802.11 standards are presented and are compared in terms of the bit error rate and throughput when additive white Gaussian noise, shadowing, and multipath fading channels are assumed. The numerical results show that IEEE 802.11 is more vulnerable than IEEE 802.15.4g in the shadowing channels when compared to the AWGN channel. For the multipath fading channel, IEEE 802.11 performs better than IEEE 802.15.4g. It is necessary that adequate communication is configured depending on the required performance characteristics, / 0 , service coverage, and channel environments.
Introduction
The Korea Communications Commission has defined machine to machine (M2M) services as those that intelligently collect, process, and communicate information through machines as the communication, broadcast, and internet infrastructure expand to the man to machine and machine to machine domains. M2M communications can use all types of wired and wireless networks depending on the purpose and requirements for a wide variety of applications [1] . M2M communication may transmit data using short-range wireless technology such as Zigbee, Bluetooth, or Wi-Fi Direct. In addition, this scheme can be combined with existing communication methods such as wireless LAN or cellular 2G/3G/4G [2] . When M2M communications operate over a cellular network, the system can communicate with an assigned IP address or through the short message services (SMS) to efficiently use the energy and network resources. The communication method that is used for M2M networks needs to be optimized in order to meet the requirements of specific applications. IEEE 802.15 and IEEE 802.15.4 standards specify communication systems for a wireless personal area network (WPAN). IEEE 802.15.4g defines a Smart Utility Network (SUN) as a network in which the physical layer is included within the WPAN that operates at a low data rate while the MAC layer reflects changes over the existing IEEE 802.15.4 network [3] . The SUN is a next-generation utility sensor network that efficiently controls and manages utilities through an information network, including electricity, water, gas, and sewage services. This network employs sensors that measure data from the environment. This data is used to monitor machines and to transmit commands over an unlicensed frequency band. For such applications, network technology is essential to properly transmit and receive the measured data and the control messages.
The Wi-Fi Alliance published the Wi-Fi P2P (peer-topeer) standard for peer-to-peer communications [4] . Wi-Fi P2P may be used to transmit data through a direct connection between different machines. This transmission differs to a traditional centralized system where devices must connect to an access point (AP). When compared with the existing direct-communication technologies such as Zigbee or Bluetooth, Wi-Fi P2P can achieve a faster data rate for transmissions and can also construct a wider network with a longer distance between nodes. In addition, a firmware upgrade and middleware transplants to Wi-Fi-embedded equipment can support Wi-Fi P2P because this standard supports most wireless LAN specifications except for IEEE 802.11b. As most Wi-Fi chips support IEEE 802.11g or IEEE 802.11n, Wi-Fi P2P can widely achieve direct-communication between devices [5] . Figure 1 illustrates the use of M2M communications for public facilities. Due to the disparate and geographically dispersed nature of the public facilities, it is practically impossible to connect all facilities through a wired network. Instead, the network is organized through a combination of shortand long-range communication technologies. Figure 1 shows how communications among public facilities within a specific region can be constructed: in addition to short-range communications, public facilities use long-range communications between controllers in different regions or between a controller and a server in a region [6] . The efficiency of the transmission of information, power consumption, and safety in an M2M network depends on how the network is built, either as a uniform or as a mixture-type network.
To improve the efficiency of M2M wireless sensor networks (WSNs), the transmission data rate, distance, reliability, system complexity, and cost should be considered, because a combination of various communication methods has usually been employed rather than a single scheme. Therefore, communication methods in common frequency bands should be investigated to determine the optimum M2M communications methods that can be selected depending on the expected performance and transmission distance. In this paper, a computer simulation for M2M environments is used to compare the performance of the IEEE 802.15.4g and the Wi-Fi P2P WSNs standards. The channel model is assumed to have additive white Gaussian noise (AWGN), shadowing, and multipath fading. We selected several physical (PHY) modes of the orthogonal frequency division multiplexing (OFDM) in IEEE 802.15.4g and IEEE 802.11 to investigate the impact of different parameters on their performance. This paper is organized as follows. Section 2 introduces SUN and Wi-Fi P2P WSN in an M2M environment. In Section 3, the numerical results are presented and discussed. Finally, Section 4 concludes this paper. Table 3 shows the data rate for IEEE 802.11 OFDM PHY with a channel bandwidth of 5 MHz.
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Numerical Results
The IEEE 802.11 and 802.15 series can be used over the 2.4 GHz frequency band. Table 5 shows the systems and parameters that are considered with MR-FSK and MR-OFDM for IEEE 802.15.4g and OFDM for IEEE 802.11 in Wi-Fi P2P. The bit error rate (BER) and throughput are investigated through a simulation. The channel is modelled with AWGN, shadowing, and multipath fading [7] . Basically, the channel models in the M2M environments include AWGN and shadowing because the machines are assumed to be located at a fixed position without mobility. Shadowing is considered by using the Suzuki channel model [8] . In addition, fading channels are considered with four types of channels for rural area, typical urban area, bad urban area, and hilly terrain, as shown in Table 6 [7]. The 2-path Rayleigh fading channel is assumed to have the same Doppler frequency. max represents the maximum Doppler frequency, SP loss is the second-path loss, and SP delay is the second-path delay. For the AWGN and shadowing channels, specific forward error correction (FEC) is neglected to describe the uncoded performances gap among the PHY modes [9] . For the fading channel, the FEC in the specification of the existing IEEE 802 series is considered to show the coded performances. A zero-forcing (ZF) scheme is assumed for channel estimation, and the frame error rate (FER) is calculated as follows:
where fr is the average frame length in Table 5 . Figure 2 presents the BER performance for each of the PHY modes in the AWGN channel. In Figure 2 , the OFDM performance at a data rate of 200 kbps and 800 kbps in IEEE 802.15.4g shows a similar tendency. Meanwhile, FSK needs an additional 5 dB in order to maintain a BER of 10 −3 in comparison to the OFDM. It is beneficial to use FSK when a low complexity and an inexpensive structure are required, and OFDM when system performance needs to improve. When a high throughput performance over various traffic characteristics is required, one of the PHY modes in the IEEE 802.11 standard (BPSK, QPSK, 16QAM, and 64QAM) can be considered because the BER performance of each is distinct. Figure 3 presents the throughput performance of each PHY mode in the AWGN channel, and the OFDM in IEEE 802.15.4g provides more than 90% throughput at an / 0 of 5 dB. Meanwhile, FSK can provide the same throughput when the / 0 becomes 12 dB. Therefore, a suitable communication mode needs to be selected based on the throughput performance that is required. In addition, it is important to take the coverage distance into account because the IEEE 802.15.4g standard supports a distance of up to 20 km. Meanwhile, IEEE 802.11 supports a maximum of up to 450 m. Therefore, the IEEE 802.15.4g standard is suitable when long-range communication is necessary. After selecting the communication mode, we need to choose the PHY mode based on the complexity and data rate that are required. Figure 4 shows the BER of each PHY mode in the shadowing channel. In contrast to the AWGN case shown in Figure 2 , the performance of the IEEE802.11 OFDM configuration becomes worse than that of the IEEE802.15.4g OFDM configuration. This is because the higher modulation, such as 16QAM and 64QAM, is vulnerable to the shadowing channel. Note that the performance of 16QAM for IEEE 802.11 crosses that of FSK for IEEE 802.15.4g at an 8 dB SNR. Figure 5 presents the performance of each PHY mode in the shadowing channel in terms of throughput. When compared with Figure 3 in the AWGN channel, IEEE 802.11 appears more vulnerable than IEEE 802.15.4g in the shadowing channels. Therefore, the FSK in IEEE 802.15.4g provides reasonable performance even for the shadowing channel. In addition to its simple structure, this performance makes FSK in IEEE 802.15.4g an appealing choice. Furthermore, the OFDM exhibits the best performance, unlike the BER in Figure 4 , because the average frame lengths of the IEEE 802.11 OFDM are longer than those of the IEEE 802.15.4g. As / 0 increases, the performance in terms of the BPSK and QPSK for IEEE 802.11 approaches that of OFDM for IEEE 802.15.4g. Figures 6, 7, 8, and 9 show the BER performances for each PHY mode in the fading channels. In general, the difference in the performance of the PHY modes decreases, and, more specifically, IEEE 802.11 exhibits better performance than IEEE 802.15.4g because IEEE 802.11 has been designed to reduce the fading effects due to its mobility, for example, in the design of the interleaver for the FEC. As the channel deteriorates from Figures 6 to 7 between the OFDM in IEEE 802.15.4g and the 16QAM in the IEEE 802.11. This means that the benefit that IEEE 802.11 provides in terms of multipath fading becomes even stronger. The BER performance of the OFDM for the IEEE 802.15.4g in the multipath fading channels 1, 2, 3, and 4 in Table 6 is shown in Figure 10 . In Table 6 , channel 1 represents a rural area without a multipath component. Channel 2 represents a typical urban area where path loss for the second-path is very large. Therefore, the multipath component can be neglected, and thus channel 2 seems to be similar to channel 1. component has a small path loss. This means that the effects resulting from multipath signals may severely affect the channel models. Channel 4 shows hilly terrain where the delay in the second component is different from that of others. In Figure 10 , the performance for channel 3 becomes better than the others, which is similar to what happens in channel 1. The reason why channel 3 shows good performance is that channel 3 can provide more diversity gain in the frequency domain rather than in the time domain. 
Conclusion
In this paper, we compared the performances of each PHY mode for IEEE 802.15.4g (SUN) and IEEE 802.11 (Wi-Fi P2P) WSN in various M2M environments. The performance of the different configurations was investigated in terms of the BER and throughput with AWGN, shadowing, and multipath fading channels. The numerical results show that IEEE 802.11 is more vulnerable than IEEE 802.15.4g in the shadowing channels relative to the AWGN channel. Therefore, the FSK in IEEE 802.15.4g is very attractive. In the multipath fading channel, IEEE 802.11 performed better than IEEE 802.15.4g because IEEE 802.11 has been designed to focus more on reducing the fading effects of mobility. It has been shown that a suitable communication mode can be selected based on required performance, / 0 , service coverage, and the channel environment. Further research will be performed on specific algorithms to provide for efficient WSN operation.
