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Introduction
In this paper, I will address some of the main strategic issues that are of concern to libraries in the area of digital preservation.  In the same way that there has been an explosion of information in digital form there is an equal explosion of information on digital preservation and this paper can only therefore take a broad view of the landscape.  Much of the paper is based on the excellent background document on digital preservation by Maggie Jones and Neil Beagrie recently published by the British Library on behalf of the UK Digital Preservation Coalition, ‘Preservation Management of Digital Materials: a handbook’ ​[1]​.
The Problem
The following quote sets the context for the paper:
“As we move into the electronic era of digital objects it is important to know that there are new barbarians at the gate and that we are moving into an era where much of what we know today, much of what is coded and written electronically, will be lost forever.  We are, to my mind, living in the midst of digital Dark Ages; consequently, much as the monks of times past, it falls to librarians and archivists to hold to the tradition which reveres history and the published heritage of our times.​[2]​”
Several information scientists, historians, and philosophers have begun to speak of our time as the digital dark ages.  Similar to the period before the printing press, where a small group (monks and scribes) preserved what they could of the cultural heritage, which was lost through the imperfections of oral tradition, we are facing similar losses of our heritage, not just cultural and historical, but scientific and technical.  However, unlike the 15th Century where the saviour was technology in the form of the printing press, the losses of the 20th and 21st centuries are being caused by a technology, used without consideration for the future ​[3]​.  While there is as yet only largely anecdotal evidence, it is certain that many potentially valuable digital materials have already been lost.  Some of these may have disappeared already without ever having reached a wider audience than the original creators.  At the very least, this constitutes failure fully to maximise the potential benefits of the investment expended in creating these digital materials.  However, often through the pressure of librarians and archivists, preservation and long-term management of digital information has now emerged as a central issue in the shift to network-based scholarly publishing, and more recently as a broad and fundamental social and public policy question for society.  
More and more information is being created in digital form, either through converting existing materials to digital form or, increasingly, ’born digital’, where there is no other format but the digital original.  There are increasing expectations in all spheres of life that the information we all need will be remain available on the Internet or at least in an offline digital format, such as CD-ROM.  The increasing proliferation of digital information, combined with the considerable challenges, associated with ensuring continued access to digital information, means that it is imperative that there be concerted action to overcome these challenges.  In science and technology, categories of digital information can include basic scientific data generated by experiments, grey and report literature, the personal papers of scientists including their email correspondence, web sites and the core refereed scientific literature.
Definitions
It would be useful firstly to look at some definitions.  The term ‘digital preservation’ refers to the series of managed activities necessary to ensure continued access to digital materials for as long as necessary, and the purpose of digital preservation is to ensure protection of information of enduring value for access by present and future generations ​[4]​.  We can identify three time spans for the preservation of digital materials:
	Long-term preservation - Continued access to digital materials, or at least to the information contained in them, indefinitely.
	Medium-term preservation - Continued access to digital materials beyond changes in technology for a defined period of time but not indefinitely.
	Short-term preservation - Access to digital materials either for a defined period of time while use is predicted, but which does not extend beyond the foreseeable future and/or until it becomes inaccessible because of changes in technology.
How are Digital Materials Different?
The challenges in maintaining access to digital resources over time are related to notable differences between digital and paper-based material: 
	Machine Dependency.  Digital materials all require specific hardware and software in order to access them.
	The speed of changes in technology means that the timeframe during which action must be taken is very much shorter than for paper.  Timeframes during which action needs to be taken is measured in a few years, perhaps only 2-5, as opposed to decades or even centuries we associate with the preservation of traditional materials.  Technology obsolescence is generally regarded as the greatest technical threat to ensuring continued access to digital material.
	Fragility of the media.  The media digital materials are stored on is inherently unstable and without suitable storage conditions and management can deteriorate very quickly even though it may not appear to be damaged externally.
	The ease with which changes can be made and the need to make some changes in order to manage the material means that there are challenges associated with ensuring the continued integrity, authenticity, and history of digital materials.
	The implications of allocating priorities are much more severe than for paper.  A digital resource which is not selected for active preservation treatment at an early stage will very likely be lost or unusable in the near future.  The nature of the technology requires a life-cycle management approach to be taken to its maintenance.  A continual programme of active management is needed from the design and creation stage if preservation is to be successful.
Current Preservation Strategies ​[5]​
It is worth looking at the two primary preservation strategies and at a range of secondary preservation strategies identified by Jones and Beagrie.  As digital media are subject to destruction and deterioration in new ways, the possibility unintended loss can be avoided if basic procedures are adapted to the needs of the technology.  Precautions can be taken which will help significantly to reduce the danger of loss and include: 
	Storing in a stable, controlled environment.
	Implementing regular refreshment cycles to copy onto newer media.
	Making preservation copies (assuming licensing/copyright permission).
	Implementing appropriate handling procedures.
	Transferring to ‘standard’ storage media.
Probably the most commonly used preservation strategy, which is more a surrogate for preservation, is to transfer digital information from less stable magnetic and optical media by printing page images on paper or microfilm.  It seems ironic that just as libraries and archives are discovering digital conversion as a cost-effective preservation method for certain deteriorating materials, much information that begins its life in electronic form is printed on paper or microfilm for safe, secure long-term storage.  Yet, high-quality acid neutral paper can last a century or longer while archival quality microfilm is projected to last 300 years or more.  Paper and microfilm have the additional advantage of requiring no special hardware or software for retrieval or viewing.  Perhaps this explains why in many digital conversion projects, the digital images serve as a complement to rather than a replacement for the original hard copy materials. 
Migration 
The first of the preservation strategies is Migration and Jones and Beagrie define this as “the periodic transfer of digital materials from one hardware/software platform to another, or from one generation of computer technology to a subsequent generation”.  It essentially requires the constant moving of digital information to new platforms to ensure that the information can continue to be accessed by ensuring that the digital information is re-encoded in new formats before the old format becomes obsolete.  However the speed to technological advances are difficult to keep up with:
	5 1/4 inch floppy disks have been superseded by 3 1/2 inch floppy disks;
	There have been several upgrades to Windows software since it was first introduced and it would now be very difficult to convert from earlier versions to the current versions; 
	Thousands of software programs common in the early 1990s are now extinct and unavailable.
For a migration strategy to be successful it is necessary to have very well established procedures for the moving of the digital information, this strategy can be expensive, time-consuming and complex, and questions need to asked on how scalable such a strategy is, and it needs to be done regularly and with rigorous quality control to ensure that the information is not corrupted or lost.
Emulation
The second major strategy is emulation and this is defined by Jones and Beagrie as “a means of overcoming technological obsolescence of hardware and software by developing techniques for imitating obsolete systems on future generations of computers.”  The aim is to program future powerful computer systems to emulate older, obsolete computer platforms and operating systems as required.  Such a strategy is championed by Rothenberg ​[6]​ and is also been known as the ‘Digital Rosetta Stone’ strategy, after the ancient stone tablet which had writing on it in two languages (Egyptian and Greek), using three scripts (hieroglyphic, demotic and Greek), and which enabled the translation of Egyptian hieroglyphics.  The analogy with the stone is that preserving digital information by emulation is similar to packing the translation mechanism with the digtial information, which will allow us to decipher digital information into the future as long.  Emulation method requires the detailed specification of the original hardware, the original software and the original operating system to be preserved along with the original digital document so that it can be recreated in the future and the information deciphered.  Amongst other issues, this strategy requires rigorous documentation so that the recreation can take place and because of software copyright issues it may not be possible to unpack and preserve the details of the total digital infrastructure on which access to the information depends.  Simply copying (refreshing) digital materials onto another medium, encapsulating content and software for emulation, or migrating content to new hardware and software, all involve activities which can infringe copyright unless statutory exemptions exist or specific permissions have been obtained from rights holders. 
Secondary Preservation Strategies
Jones and Beagrie also outline a range of secondary preservation strategies which can work in the short- or medium-term.  These include preserving the hardware that was used to create and access the information in the form of a ‘computer museum’.  Ensuring that the creators and storers of digital information adhere to open standards and by encouraging software producers to ensure that there products are backwards compatible so that digital information can be read on earlier versions of the software.  The work on persistent identifiers by, for example, the International Digital Object Identifier Foundation (DOI) which is building a system for the management of intellectual content is aims to have a naming system which avoids the problems of broken URLs.
Responsibility
The responsibility for the preservation of digital information is not yet clearly defined and there is an increasing need to go beyond the confines of individual organisations, or even countries, to maximise the benefits of the technology, address issues such as copyright, and also to overcome the challenges cost-effectively.  Most organisations readily acknowledge the benefits of increased collaboration but also indicate the difficulties of differing agendas and timescales, not to mention different funding mechanisms.  Preservation has always been one of the institutional responsibilities of libraries, not of all libraries of course, but of what have become known as ‘research libraries’ and as digital material became commonplace in libraries that the issue of how to preserve access to this material was taken up by librarians.  However, the preservation of digital material presents qualitatively different challenges.  A number of players are active in the area of digital preservation and there is work going on in many countries to establish national co-operative models for digital preservation. ​[7]​, ​[8]​
	In the UK, a Digital Preservation Coalition has been established ​[9]​. 
	The National Library of Australia has established PADI (Preserving Access to Digital Information) ​[10]​, a subject gateway to digital preservation resources. 
	The Council on Library and Information Resources (CLIR) and the Digital Library Foundation (DLF) have published several reports designed to increase awareness of the problem and what research is being done to address it. 
	Organisations have worked hard to establish standards and best practices.  The Online Computer Library Center (OCLC) and the Research Libraries Group jointly have formed the Digital Preservation Commons and have developed working documents to establish best practices: ‘Attributes of a Digital Archive for Research Repositories and A Metadata Framework to Support the Preservation of Digital Objects’  ​[11]​. 
	Practical experiments have been funded.  The Andrew W. Mellon Foundation has funded seven US universities to work with publishers to plan for digital repositories for e-journal content.  
	Through PubMed Central, the National Library of Medicine in the USA acts as a digital archival repository for medical publications and other medical information. 
	The Library of Congress is developing a national strategy for preserving digital information in the USA. 
	The STM publishers, Elsevier and the Royal Library, the National Library of The Netherlands, have announced a new agreement for the long-term e-preservation of digital copies of all Elsevier journals available on its Science Direct platform.  The Library, together with IBM, will take responsibility for migrating the content and associated software as technologies change.  
	The Mellon Foundation is funding a number of libraries in the USA to explore the implications of preserving scholarly e-journals. ​[12]​
Despite these encouraging developments, at the present time the question of who should be responsible for ensuring long-term preservation is by no means as established in the digital environment as it is in the analogue environment.  It could include a range of organisations including 
	libraries or library consortia, though of course most libraries lease rather than own the digital information that they provide access to; 
	publishers, though their record on the preservation of their print archives has not always been exemplary; 
	trusted third parties such as OCLC, who might take on this role on behalf of publishers and libraries; 
	publication service providers such as subscription agents, who are in some cases seeking a new role as many libraries now lease their digital material direct from publishers; 
	national libraries and national archives are in some countries taking on the responsibility for the legal deposit of digital material as they have been charged with the deposit of printed material; 
	the growth of OAI institutional archives could provide a framework for preservation of the digital output of institutions, but questions have to be asked on how much resource institutions will be willing to devote to this and whether institutions will be able to create a strong corporate culture which overrides traditional demarcations and responsibilities; 
	the OAIS (Open Archival Information System) ​[13]​ might provide a framework for subject preservation; and finally 
	there is even a possibility that creators or funders of digital information might take some responsibility for the long-term preservation of their output. 
Life-Cycle Management
In order to have more chance of preserving the information, it has been seen that decisions need to be made at the creation stage and this is best placed in the context of Life-Cycle Management – a concept that is well-established in the records management domain and looks at the whole life of an information resource from creation, to selection, to cataloguing and identification, to storage, retention and above all access and use.  Preserving digital assets cannot happen as an afterthought, it must be planned; medial degrade (e.g. magnetic particles lose their properties and dye layers on optical media breakdown), technological developments make systems obsolete, or information is rendered inaccessible by changes in encoding formats ​[14]​.  It begins by ensuring that the creator of the digital information, often a working scientist, is aware of the preservation implications of their output.  ICSTI (International Council for Scientific and Technical Information), is an organisation that is active in working with the creators and the national and international scientific unions to raise their awareness of the need to preserve digital information.  ICSTI has in its membership organisations that create, disseminate and use scientific and technical information ​[15]​ and is particularly active in the area of digital preservation, organising conferences and commissioning reviews.  ICSTI has recently issued an Advocacy Document to encourage the scientific community, especially the National Scientific Academies and those in a position to influence scientific and government policies, to take seriously the issue of the long-term preservation of the scientific data and information that is now produced in exclusively digital format.  Creators of digital materials need to be able to understand the implications of their actions in terms of the medium to long-term viability of the digital material they create.  
I began the paper with a dire warning about digital Dark Ages and, as the literature of digital preservation is full of such gloomy warnings, I will end with another dire warning from the US Research Libraries Group:
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