Article analyzes chosen aspects of Internet of Things (IoT) in general and in regards to its specific uses in agriculture, which is one of the areas where IoT is commonly implemented. It serves as a primary delve into the issues of IoT as part of the grant received from Internal Grant Agency of Faculty of Economics and Management at CULS Prague called "Potential use of the Internet of Things, with emphasis on rural development and agrarian sector". Article overviews IoT equipment categorization, platforms, standards and network solutions. It focuses on network infrastructure, which is the foundation for IoT implementation. The specific environmental conditions of Czech Republic are also taken into account. Lastly, basic development trends of IoT are defined.
Introduction
IoT is an environment where objects, animals or people are equipped with unique identifiers capable of data transmission over Internet network without the need for human-human or humancomputer interaction (Gluhak et al., 2011) . According to Juniper Research (Juniper Research, 2015) over 13,4 billion device were connected to the internet as part of IoT in 2015 and there is expected increase by 185% to 38,5 billion devices by year 2020. IoT has uses is almost every area of modern society (Vermesan and Friess, 2013) . Among the major areas are Smart Health Care, Smart Cities, Smart Industry, Autonomous Vehicles, Smart Agriculture, Precision Agriculture, Smarth Homes and others (Shang et IoT has great potential and is one of the key areas for future development of internet services. Major IT companies and most countries are keen to explore IoT issues. New uses of IoT are being searched for and established, but most of the effort is in the area of solution standardization (Jazayeri et al., 2015 
Materials and methods

Results and discussion
IoT protocols, platforms and standards 
IoT networks
Connection to the internet is a base necessity of proper IoT device operation, in many casing such connection is wireless. Connection technologies that being deployed use various standards and can be classified based on several distinct parameters. The most common classifications for wireless connections are based on:
-energy consumption -uplink data rate -downlink data rate -packet size -devices per access point -topology -range -end node transmit power -frequency band -channel width IoT comprises of many technologies that very originally developed for different purpose like GSM, LTE, Bluetooth, Wi-Fi but also uses many technologies and networks specifically designed for use in IoT. Those are for instance SigFox, LoRaWAN, IEEE P802.11ah (low power Wi-Fi), Dash 7 Alliance Protocol 1.0, RPMA, nWave (Quinnell, 2015) . The main characteristic of network specifically designed for IoT usage is their low energy consumption. It is estimated that new technologies will be able to operate for many years maybe even decades using only simple battery. That is because unlike older technologies where the data transfer was the most energy demanding, newer devices have much lower consumption in that area and the most energy consuming part of the device is the sensor itself. Figure 3 represents topology of IoT network using LoRaWAN (LoRa Alliance, 2016) technology. Data is obtained from devices using gateway which forwards it to the cloud, where it is stored and then transferred to end users through API. This communication model allows for secure and relatively easily expandable network. The main disadvantage of this type of solution is the time delay necessary for the data to be stored in cloud after being obtained (for instance from thermal sensors) and the final data usage or display. This delay can be very limiting and in some cases can render this solution completely unusable (building security etc.).
The fundamental requirement of IoT usage is network infrastructure. Due to historical development there is significant difference between Czech Republic and other developed in terms of high speed internet infrastructure (both cable and wireless). For purposes of IoT development a specialized infrastructure has to be established. At present time, three alternative networks are being established in Czech Republic that are specifically focused on servicing IoT devices. Company Czech Radio Communications is building a wireless network based on LoRa technology (České Radiokomunikace, 2016). Mobile operator T-Mobile is building a SigFox based network (Pospíšil, 2015) in cooperation with SimpleCell Networks. Third subject is Things Ltd, which is building a LoRaWAN technology based network with help of local internet service providers. The last named network might become partially free of charge.
Networks are being constructed in non-licensed range by private sector which could results in problems similar to those of high-speed internet and outdoors Wi-Fi in many areas of Czech Republic. The absence of government level policies in this sector will likely cause Czech Republic to further lag behind other countries.
IoT device classification
In general, any device connected to the internet fall into the IoT category. With that in mind, there are many distinct devices, which can be further classified based on many criteria: -purpose of use -type of internet connection -type of device (sensor, server etc.) -device dimensions -energy consumption
IoT development trends
IoT devices can be used in almost every area of human activity and accordingly in almost every area the issues of IoT are being dealt with. It is estimated (Juniper Research, 2015) , that by 2020 approximately 38.5 billion devices will be connected to the Internet. 
