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I N F O R M A T I O N  T E C H N O L O G Y  A N D  C O M M U N I C A T I O N S  S E R V I C E S  
The TEAL (Technology Enhanced Active Learning) Classroom in Glasgow 
128 was a concept initiated by ITACS in collaboration with the Operations 
Research Department and christened in January 2010.   The model is a 
replication of a design developed at MIT with the commitment of sup-
porting collaborative work by multiple student groups in a classroom 
environment.  
 
The learning technology has evolved since 2010, therefore, the partnership continuance with 
Operational Research ensued, resulting in a completely upgraded system with new features that 
meet and exceed all departmental and university functional requirements.   
 
The TEAL classroom includes four round 10-student collaboration tables with a 55” High Defini-
tion video display positioned adjacent to each table in addition to two lamp-free, Laser/LED pro-
jectors (the first at NPS) at both ends of the room.  
 
The TEAL Rooms’ instructors are equipped with a lectern that broadcasts any mobile device, as 
well as displays content on both projectors and all of the table displays.  We’ve also provided 
ability for students to display their content from mobile device connected to any of the tables. 
 
Two additional breakthrough capabilities were integrated; Table-Top Video Capture and Vide-
oconferencing (VTC).   We recently illustrated the value of these capabilities by recording table-
top Wargaming exercises with the HD video cameras.  Looking forward to employing VTC capabil-
ity so as to include Program Sponsors during live sessions, and/or delivery of instruction to re-
mote sites. 
 
Please join us for the TEAL Room Ribbon Cutting ceremony on February 24 at 3:30!   
Cybersecurity  - Social Networking Site (SNS) 
 
To review your 
annual training 
requirements, 
please visit NPS’ 
Online Training and 







    The recent compro-
mise of U.S. Central 
Command’s Twitter 
and YouTube accounts 
provides a stark re-
minder of the im-
portance of properly 
safeguarding and managing your passwords for 
social networking sites (SNS), especially if those 
sites are affiliated with a professional organiza-
tion and managed by more than one individu-
al.  Although no classified information was com-
promised, incidents such as these can signifi-
cantly damage an organization’s reputa-
tion.  Also, do not assume that your personal 
account is not worthy of being targeted; there 
are many reasons (e.g. financial) that hackers 
find these accounts attractive.   
     Here are three quick tips you can use to safe-
guard your SNS accounts: 
1) Pick strong passwords. (And don't use the 
same password on two sites: if remember-
ing complex and numerous passwords is 
too difficult, try a password manager) 
2) Use two-factor authentication for any ser-
vices that support it. 
3) For team-operated social media ac-
counts, limit the number of people with 
write access. 
 Technology Assistance Center (TAC) 
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   TAC (aka IT Help Desk) assists NPS’ students, faculty and staff with their IT needs.   We are located in Ingersoll Hall 
(Bldg. 330) Room 151.  Our normal hours of operation are Mon—Thurs 0800—1600 Fri 0800-1315 and 1445-1600.  We 
can be reached by calling (831-656-1046),   e-mailing (tac@nps.edu), or walk-in.  Our Wiki page (wiki.nps.edu/TAC) has 
instructions and links that can be very helpful in assisting with your needs.   Below are the statistical comparisons for 
TAC customer assistance numbers in FY15 vs FY14: 
January Stats: 
FY15 =  3,148  vs.  FY14 =  3,497   -10% 
Customer Assistance Type—TAC: 
 Phone: calls made to the TAC 
 Email:  emails sent to the TAC for assistance 
 Tech: technician dispatched to user office 
 Walk-in: customer assistance in the TAC 
Jan-15 
Tax identity theft happens when someone files a phony tax return using your personal information 
— like your Social Security number — to get a tax refund from the IRS. It also can happen when 
someone uses your Social Security number to get a job or claims your child as a dependent on a tax 
return. Tax identity theft has been the most common form of identity theft reported to the Federal 
Trade Commission (FTC) for the past five years.  
     Tax identity thieves get your personal information in a number of ways. For example:  
 Someone goes through your trash or steals mail from your home or car 
 Imposters send phony emails that look like they’re from the IRS and ask for personal information 
 Employees at hospitals, nursing homes, banks, and other businesses steal your information 
 Phony or dishonest tax preparers misuse their clients’ information or pass it along to identity thieves 
     So what can you do about it? To lessen the chance you’ll be a victim: 
 File your tax return early in the tax season, if you can, before identity thieves do 
 Use a secure internet connection if you file electronically. Don’t use unsecure, publicly available Wi-Fi hotspots at 
places like coffee shops or a hotel lobby 
 Mail your tax return directly from the post office 
 Shred copies of your tax return, drafts, or calculation sheets you no longer need 
 Respond to all mail from the IRS as soon as possible 
 Know the IRS won’t contact you by email, text, or social media. If the IRS needs information, it will first contact you by 
mail. 
 Don’t give out your Social Security number (SSN) or Medicare number unless necessary. Ask why it’s needed, how it’s 
going to be used, and how it will be stored.  
 Get recommendations and research a tax preparer thoroughly before you hand over personal information  
 If your SSN has been compromised, contact the IRS ID Theft Protection Specialized Unit at 800-908-4490 
 Check your credit report at least once a year for free at annualcreditreport.com to make sure no other accounts have 
been opened in your name 
Ready for Tax Season? 
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Changing Your Information in Outlook's Global Address Book 
Examples of this are your rank, office location or phone number. These are things you 
can update yourself via Python. The first step is to log into Python (via VPN if off-
campus), using your ERN network user name and password. In the left column, select 
"My Profile". 
If changing something such as Rank, go to the "Employee Category" area and update your information.  Then click the 
"Apply Changes" button at the bottom of that area. 
If changing something such as your phone number or office location, scroll down to the area called "Department Assign-
ments (Phone Book Update)". Click the "Update" icon at the left side of that area containing your current information. 
Update your information in the new window that appears, then click the "Update" button at the bottom of it. 
When you are finished in Python, return to the column where you had selected "My Profile" and click either "Exit" or "Exit 
& Close Browser". 
The changes you made will not appear instantly in the Global Address Book of Outlook. At most, it may take a week. If the 
information is not showing there within a week, contact the TAC. Also, if you are unable to change your rank, please con-
tact us. 831-656-1046, Mon – Fri. 0730 – 1700. 
Changes to other information, e.g. a personal email address, must be done by the Registrar's office. 
Operating 
Systems 
Developer Tools Applications 
Windows 7 Visual Studio 
2010/2012/2013 
VMware Fusion & 
Workstation 
Windows 8.1 Windows Phone and 
App Hub 
IBM SPSS 
DreamSpark Premium and VMware 
Academic Program 
 
Naval Postgraduate School is a participant in DreamSpark  
Premium and VMware Academic Programs. These programs 
provide a cost-effective way to put VMware products and     
Microsoft developer tools, platforms and servers in labs and 
classrooms, and on their students’ and faculty’s computers for 
learning and research purposes. It reduces lab costs and 
teaching budgets. 
DreamSpark and VMware Academic entitlement is available 
while you are affiliated with NPS. There are no perpetual rights 
to keep software after you depart NPS. In order to review a 
complete list and obtain access please visit:  
https://wiki.nps.edu/x/6QNIBw 
A partial list is available below. 
IT Scheduled Maintenance 
 Who:  NPS faculty, staff, and students utilizing the network. 
 What: ITACS coordinates with representatives from the academic, administrative, and technical areas to plan and sched-
ule maintenance events that affect services, which may cause  services to be unavailable for up to 5 hours.  
 When: Every Tuesday from 1730-2130.  
 Where: Visit the NPS Intranet Home page for the latest IT maintenance announcements.  
 Unplanned Emergency: Maintenance or special circumstances (power outages or hardware failures, for example) that 
require downtime are announced as necessary.  














     The Information Technology Task 
Force (ITTF) provides an open forum for 
the review of NPS’ Information Tech-
nology strategic decision-making.  The 
ITTF provides guidance and input to the 
Chief Information Officer (CIO) and Di-
rector of ITACS in the development and 
annual update of the NPS ITACS strate-
gic plan.   
     ITTF meets on a monthly basis.  A 
meeting was held 15 Jan 2015 and the 
main topics discussed were: 
     Demo of Library’s Use of LifeRay ~ 
Cybersecurity Year in review ~ ITPR 
Year in Review  
    Demo of Library’s use of LifeRay dis-
cussed the Library’s websites’ migration 
from the old system, Rythmics, to the 
new one, LifeRay.  It has a cleaner more 
user friendly feel.  The site is much easi-
er to navigate.  The migration to the 
new web site was launched on 29 Dec 
2014.    Check it out! 
     Cybersecurity Year in review talked 
about the statistics of incidents from 
calendar year’s 2011—2014.  The stats 
were from NCDOC, HPC, Internal Inci-
dents and Abuse tickets.  Twitter and 
YouTube sites were compromised and 
we were reminded about the use of 
strong passwords. 
     ITPR Year in Review is a part of NA-
VY’s Information Technology Acquisition 
Approval Process (ITAAP).   This review 
is to ensure any IT purchase falling un-
der the rules of this process are proper-
ly screened for purchase.  This process 
is all done through KFS.  There are ob-
ject codes entered triggering the re-
view.  Part of this review is to see if the 
item is compatible with our network or 
software requests of software which 
ITACS might have and is available to 
the end user.  
   All meeting agendas, comments/
ideas, links and presentations are post-
ed on the Information Technology Task 
Force Wiki page: 
 https://wiki.nps.edu/x/qYCWEQ  
(case sensitive). 
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12 13 14 
15 16 17 
*1730 - 2130 
Maintenance  
18 19 20 21 
22 23 24 
*1730 - 2130 
Maintenance  
25 26 27 28 
       *1730 - 2130  Maintenance on System-Wide Network and Email 
