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Guest editorial
Introduction to the special issue on PerCom 2005
We would like to welcome you to the Special Issue on Pervasive Computing and
Communications. This issue contains extended versions of four papers presented at
the Third IEEE International Conference on Pervasive Computing and Communications
(PerCom 2005), held March 8–12, 2005 in Kauai, Hawaii. First, we discuss the paper
selection process for the special issue and then introduce the selected papers and their
contributions.
Out of the 31 full papers, we selected nine papers and invited the authors to submit
extended versions of their conference contributions to the special issue. These submissions
underwent a careful and rigorous peer-review process, and ultimately four papers were
accepted for the special issue. The selected papers cover a wide range of topics:
technologies and solutions for intelligent environments, vehicle-to-vehicle streaming
architecture, security in the embedded Internet and mobile data collection in sensor
networks. We will briefly elaborate on each paper to give readers a brief overview of the
special issue.
In the paper “Managing Adaptive Versatile Environments”, authors G. Michael
Youngblood, Diane J. Cook and Lawrence B. Holder present challenges and solutions
of the MavHome (Managing an Adaptive Versatile Home) project. They aim to develop
and integrate components into MavHome that enable the intelligent environments of the
future. In particular, the presented solutions of MavHome are intended to maximize the
comfort of inhabitants, minimize the consumption of resources and maintain safety and
security inside the home environment. The MavHome approach focuses on the automation
of intelligent environments and includes solutions to challenges such as modeling of
inhabitant activities, inclusion of the models into the adaptive home system for continued
learning and control, and others. The empirical evaluations of the MavHome approach
have proven its effectiveness at reducing inhabitant interactions in simulated and real
environments.
The authors Meng Guo, Mostafa H. Ammar and Ellen W. Zegura present the V3
architecture for a live video streaming service among moving vehicles, in the paper
“V3: A Vehicle-to-Vehicle Live Video Streaming Architecture”. The challenge addressed
by the V3 architecture is to provide video streaming over vehicle-to-vehicle (V2V)
networks, which are frequently partitions, and whose data sources are mobile and transient.
The authors adopt a store-carry-and-forward approach to transmitting video data in a
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partitioned V2V network and develop a novel signaling mechanism to support video
streaming to a single receiver as well as multicasting to multiple receivers. Simulation
results show clearly the feasibility and acceptable performance of the V3 architecture.
The paper, “Sizzle: A Standard-based Security Architecture for the Embedded Internet”,
authored by Vipul Gupta, Michael Wurm, Yu Zhu, Matthew Millard, Stephen Fung, Nils
Gura, Hans Eberle, and Sheueling Chang Shantz, earned the PerCom 2005 Best Paper
Award. The paper demonstrates that elliptic curve cryptography not only makes public-
key cryptography feasible on “mote”-like embedded devices, but enables such devices to
host a complete secure web server stack that runs efficiently within very tight resource
constraints. The authors developed a small-footprint HTTPS stack, named Sizzle, which
runs on multiple generations of the Berkeley/Crossbow motes. Sizzle is the world’s
smallest secure web server and it can be embedded inside many home appliances and
personal medical devices, allowing remote monitoring and control without sacrificing end-
to-end security.
Mobile data collection via wireless sensors is becoming an integral service of many
pervasive environments, and hence middleware solutions running on sensor networks
are of great interest to service providers building smart homes, and other pervasive
infrastructures. The paper “Mobile Data Collection in Sensor Networks: The TinyLIME
Middleware”, authored by Carlo Curino, Matteo Giani, Marco Giorgetta, Alessandro
Giusti, Amy L. Murphy, and Gian Pietro Picco, describes a novel middleware for wireless
sensor networks, called TinyLIME, that departs from the traditional setting where sensor
data is collected by a central monitoring station. TinyLIME enables multiple mobile
monitoring stations to access the sensors in their proximity and share the collected data
through wireless interfaces. Furthermore, TinyLIME makes sensor data available through
a tuple space interface, giving the impression of shared memory between applications
and sensors, and it delivers features such as data aggregation and power-awareness. The
middleware system is implemented and extensively validated on Crossbow MICA2 motes.
We hope that you will find the selected papers interesting and stimulating in your further
research and development.
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