This paper aims to consider the better effectiveness of an audit after the use of ERM 2017 or ISO 31000. To do this COSO existence and evolution will be considered and related to the biggest financial scandals and its output in terms of control schedules. Some criticisms to COSO Cube will be pointed out and the new ERM 2017 will be described. ISO 31000 will be considered as an alternative guideline to be used as to the Risk Management of any organization. A comparison between the two sets of Risk management will be achieved. The audit process after grasping that the company has risk management will be developed in a much assured way once for audit objectives these are different but valid schemes of risk management control. This study contributes as a challenge for the researchers and practitioners in the organizations to take into account. This way as future research perspective one could suggest the identification of organizations using one scheme (ERM) or another (ISO) analyse and compare them to evaluate their particular effectiveness and accrued value.
Introduction
This paper intends to look at COSO principles as something crucial for the achievement of any audit, particularly as concerns Enterprise Risk Management (ERM). At the same time it aims to reflect about the use of ISO 31000 as an alternative guideline for risk management.
For this in the item numbered as 1 the financial scandals will be named as a mobile for the development and implementation of control procedures and measures attributed to the internal control. Then in item number 2 COSO will be considered as committee that should rule the enterprise supervision as to internal control. Within this scope of analysis ERM -Enterprise Risk Management will be considered in its initial version and updated version of 2017. Item number 3 will deal with some criticisms to COSO. At last item number 4 will consider ISO 31000 and ERM 2017 as different alternatives to embrace risk management. By the end, as a conclusion a brief reflection about these different risk control issues ERM or ISO and their effect on audit will be considered.
Financial scandals
Enron, Parmalat, Worldcom among many others were financial frauds that shocking the finance world deceived the stakeholders promising high dividends for something that was worth nothing at all (Merton, Peron,1993; Anomaly et al 2014; Donaldson, Preston 1995) .
Companies using fraudulent devices tried to increase profits on behalf of the dissimulation of the debt, the false increase of the assets value, schemes that constructed accrued income thus facilitating good profits and high dividend distribution. High dividends make the shareholders happy and greedy for more and more. Companies do feel happy too because people want to get inside them and buy their capital. Thus, money comes in and shareholders are glad because they get more and more money. Yet they do not pay attention to the accuracy of the disclosure of the financial statements. They just believe in it and all the people involved in their process. Until someone shows some evidence about reality revealing that the financial statements disclosed by the company are not true at all. This way, stakeholders are defrauded (Donaldson, Preston 1995) . Their expectation is one and the reality seems to be quite different. These events were violating the main ideas of the following theories: 
Theories
Literature source ACCOUNTING Ahmed, 2004; Wolk et al, 2008 CORPORATE SOCIAL RESPONSIBILITY (CSR) Dion, 2001; Frynas, Stephan, 2015 POLITICAL ECONOMY Anomaly et al,2014 Suchman, 1995 STAKEHOLDER Donaldson, Preston, 1995 INSTITUTIONAL Bruton et al, 2010 ETHICS Dion, 2001 Frynas, Stephan, 2015 BUSINESS Merton, Peron 1993 As to the Accounting theory all the principles associated to the preparation and elaboration of the financial statements were broken and overpassed (Ahmed, 2004; Wolk et al, 2008) . This way if the disclosure of the financial statements is not trustful the CSR theory (Dion, 2001; Frynas, Stephan, 2015) is also being outraged. The stakeholders (Donaldson, Preston, 1995) have been deceived and this has in impact on companies that crosses all directions -the society, the shareholders, the employees, the government and other. As companies fail and go to bankruptcy all the principles and ideas that literature refers about economic and political principles (Anomaly et al, 2014) are put aside. All the concepts and ideas to be considered in order to rule effectively an organization are violated and this has hard consequences on the business (Merton, Peron, 1993) as a whole. By the end one could question as well the principles of legitimacy (Suchman, 1995) when considering that the right things on the right place were not working at all. This means that the values, tradition and culture of the organization were put aside and the inherent hierarchy was violated. So this leads us to the institutional perspective (Bruton et al, 2010) and the ethical issues (Dion, 2001) 
LEGITIMACY

COSO -Committee of Sponsoring Organizations of the Treadway Commission
The financial scandals, essentially those occurring from 2001 in the USA, made some hard reaction on the supervising financial entities. COSO -Committee of Sponsoring
Organizations of the Treadway Commission, impelled by SEC -Securities Exchange Commission, issued procedures and guidelines for the reinforcement of the organization´s internal control and risk management. Let us look at COSO evolution from its creation (table   2) . 
com/new-coso-erm-framework-out-for-comment
The transformation of the COSO ERM cube in a COSO ERM process makes a new approach of risk management: a process that is a way of transforming the inputs into outputs. It means that the perspective of ERM for any kind of organization has an input of deep knowledge of the mission, vision and core values of the organization what becomes crucial for grasping the risks associated at the tone of the top. This belief usually got from the top management combined with the good management of resources of the organization -human and materialwill enhance a good performance. To reach this increased performance we must take care and look at the organization under a risk framework perspective: risk governance and culture associated to the top of the hierarchy; risk strategy linked to objective setting connected to the strategic business units; risk in execution meaning that risk found in the areas or sectors is being treated; risk information communication and reporting should inform all the parties involved in the organization about the state of art of the specific and related risk environment; at last this process of risk analysis makes a final evaluation of its existence -it shall monitor the enterprise risk management performance. Perhaps this will be a hard part to be reached.
To perform effectively ERM a large and deep risk analysis must be done because the points and reasons for events presenting a risk are so many and so different that when an evaluation of a risk is done another may emerge that was not previously estimated. Yet this new COSO ERM seems to be quite different from the previous one. One may say that this COSO update is eventually a reaction to all the criticisms and suggestions that have been done about it along the years. Literature, as it can be seen next, revealed some opinions that were quite far away from the traditional inspiration of COSO described in a closed risk management cube.
Some criticism about COSO
Demidenko and MacNutt (2010) referred that besides accruing some theoretical text to the debate on good governance and ethics of enterprise risk management (ERM) an ethical maturity scale based on duty and responsibility for practical implementation to ensure better governance should be considered.
Williamson (2007) says that COSO's (2004) framework on Enterprise Risk Management
(ERM) makes a valuable contribution to the emerging practice of ERM, but suffers serious limitations. It fails to provide a workable standard for identifying ERM effectiveness. Its definition of 'risk' diverts attention from opportunities and from uncertainties that fall outside its closed rational systems perspective. By taking a command and control approach, it ignores shared management of uncertainties with external parties and social implications of ERM. As a result, threats will be created if this framework is widely followed, which seems likely as ERM is institutionalised within regulations, professional practice and expected norms of good management. Besides, a Canadian survey from 2007 considering the COSO approach revealed that the major technical weaknesses of COSO ERM were the following: 
Technical weaknesses of COSO ERM
It is internally focused and the context is not "Risk responses", "control activities" and established in terms of both external and internal factors and influences "monitoring" are confused. Control is used as both a verb and a noun Stakeholders and their objective are ignored in terms of setting risk criteria Risks are said to "occur" and likelihood is when risks occur Risks are seen as events, not associated with the effect of uncertainty on objectives Inherent risk is used: this is seen as a highly confusing and flawed concept that is unnecessary. Risk is incorrectly estimated in terms of the likelihood of an event and its consequences. This produces 'phantom risks' and does not lead to effective and appropriate risk treatment "Risk appetite" and "risk tolerance" are mixed up and confused. They are dealt with in a naive and simplistic way Risks are only seen in a negative light and risk treatment (response) is only about mitigation
The description of the risk management process is mixed up with the framework required for the effective implementation of risk management through integration Source: Canadian Survey 2007 These criticisms seem to have been considered in this new COSO ERM 2017. Instead of a cube we get a process with a way in and a way out considering the culture event -a most important issue that was not mentioned in the previous scheme. Besides this new approach of COSO we should mention that many companies have used an alternative solution -ISO 31000.
ISO 31000 versus ERM 2017
Many companies prefer to use this standard on Risk Management (ISO 31000) because it is easier to work with. This standard content is in brief summarized below in Figure 2 and detailed information is described in annex 1: com.au/resource-material/iso-31000-2009-setting-a-new-standard-for-riskmanagement Establish the context: first of all the company has to define the context for the risk analysis and it means the limits of the organization activity development that can be affected by risk. This way we are defining the scope of application of the risk analysis.
For this, some features of the company will be considered: the environment, the values, the hierarchy, the leadership and the aim of the organization. This almost fits in the input of New COSO ERM.
Risk assessment: risk must evaluated as to the above mentioned context -it must be identified, analysed and evaluated. Across the organization following the structure the context risk is being identified. Next its origin will be analysed and the occurring effects will be evaluated. Only when these phases are surpassed can one have an idea of how much that risk matters -its importance or relevance.
Risk treatment: this is the last phase of the process. It means all the needed procedures to be undertaken in order to prevent risk from happening.
After ISO 31000 implementation in an organization, all these steps -context, risk assessment and risk treatment -must be continuously monitored and reviewed through the achievement of audit. The final conclusions are addressed and communicated to all the people involved in the organization process hierarchy. It seems to be a simple and easy way to face and position the organization's risks. A comparison between the New Process of COSO -ERM and ISO 31000 can be done: The numbers used in the above mentioned table as to ISO 31000 will be used to identify the equivalent subjects about ERM 2017 in table 6: Table 6 . COSO -ERM 2017 From table 5 taking the numbers referred as to ISO 31000 we follow from nr. 1 to nr. 5. For ERM 2017 this is done at the end measuring the performance of the company after implementing the risk management (5).
3. Risk treatment for ISO means that something was really done. All the needed procedures were undertaken in order to prevent risk happening. For COSO this may stand in the last phase -monitor ERM performance (5).
4. While for ISO "Consultation and communication" this is something present in each part of the process, for ERM 2017 it appears quite at the end of the process (4) 5. Monitor and review belongs either as to ISO or as to ERM 2017. While for ISO it is an interactive process applicable in each moment of each stage of the process for ERM it lays after risk management and intends to evaluate its performance in the company.
Conclusion
It is well known that a good control of the internal procedures of any kind of organization will help the audit process, enabling some assurance about the opinion concerning the respective financial statements.
Following literature (Williamson, 2007; Demidenko and MacNutt, 2010) COSO was considered on a challenging perspective. ERM 2017 was described and ISO 31000:2009 (on Risk Management) was considered as an alternative to it. The two set of guidelines were considered and compared on a risk management basis. The contents of both (ISO versus ERM) were analysed and it must argued that they are quite focused on the same issues having small variances of application. Yet it seems that ISO was quite innovative a long time before ERM update just achieved in 2017.
Their application will depend on the organization profile and likeliness for a different use of risk guidelines. Companies used to work with ISO -mainly the ones that have the ISO 9001 quality certification, probably will deal better with ISO 31000. Yet one must say that this new version of ERM seems to be a version quite adapted to the global market and to the organizations therein standing.
Future research developments
As future research perspective one could suggest the identification of organizations using one scheme (ERM) or another (ISO) analyse and compare them and try to evaluate their particular effectiveness and accrued value.
