Abstract
Introduction
In the last few years, Cloud computing is considered as a model for providing a variety of services called Cloud services. Cloud services with its distributed applications are a good investment because the cost of this service is simple and inexpensive for the establishment and operation [1] [2] [3] [4] [5] . The various benefits of Cloud computing have fueled both public and private sectors worldwide to increase the adoption of such technology in the last couple of years. Although we have witnessed a rapid adoption of Cloud computing in industry, several key challenges such as security, trust, privacy, etc. [1] [2] [3] [4] [5] [6] remain and they have an effect on the adoption Cloud computing technology.
Indeed, with Cloud computing adoption, various challenges arise because of several reasons. First, Cloud is provisioned at three different levels namely, Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS) which make it difficult to give end-to-end secure solutions to such services [2] . Second, it is hard to measure the service consumer's willingness to rely on a cloud service provider depending on the promised service qualities (i.e., trusting Cloud computing) [4] . Finally, maintaining the high availability of Cloud services where consumers can rely on such services anytime from anywhere on any device (e.g., the Amazon Web Services (AWS) breakdown that actually disadvantaged many business websites [7] ).
This research study reveals the status of Cloud computing adoption in the Middle East using tangible evidence from Saudi universities. The analysis of this study gives a holistic view of the motivations behind the Cloud computing adoption along with the key challenges impacting the Cloud computing adoption in Saudi Arabia which do not necessarily match the worldwide perception for Cloud computing adoption. Furthermore, the findings of this study also highlight other interesting results such as the usage of • We collected data from more than 300 participants from 5 different Saudi Arabian universities (i.e., including IT students, IT faculty members and employees of IT departments).
• We conducted an extensive statistical analysis of the collected data and presented the results.
The remainder of the article is organized as follows. The related work is discussed in Section 2. In Section 3, we overview the cloud computing characteristics, models and deployment models. In Section 4, we present the research model including its motivators and inhibitors dimensions, questionnaire design, and data collection. In Section 5, we present the analysis of our study and discuss the implications of the results. Finally, we offer some concluding remarks in Section 6.
Related Work
In the last decade, several research works explored the significance of the adoption and technology acceptance of Cloud computing [8] [9] [10] [11] . For example, Lian et al. [8] , investigated the strict factors that effect on the ruling of adopting Cloud computing technology in Taiwan's hospital industry. They proposed a research model based on several dimensions including human, technology, organization, and environment by examining multiple factors such as data security, complexity, compatibility, costs, highlevel manager's support, government policy, etc. Gupta, et al. [9] focused on elements which impact on the decision of adopting Cloud computing in small Singaporean businesses. Particularly, they present five factors that can reduce the Cloud usage including cost, reliability, convenience, the ease of use, collaboration, sharing and security and privacy. Opitz et al. [10] examined the acceptance of Cloud computing technology for German information technology departments. They proposed a research model based on image, job relevance, perceived usefulness, etc.
In contrast to above previous works, we check the usage and the acceptance of Cloud computing technology in Saudi Arabia via conducting an extensive statistical analysis on data collected from more than 300 participants from 5 different Saudi Arabian universities. In particular, we propose a two-dimensional research model namely motivators and inhibitors. The motivators' factors include measured services, broad network access, self-service, and rapid elasticity. The inhibitors' factors include security, privacy, trust, compliance, reliability and availability, service delivery and pricing, interoperability and complexity, and vendor lock-in.
Background
The Cloud computing represents a model to enable the ubiquitous, comfortable, selfservice network access in order to make a configurable shared pool for computing resources [1] [2] [3] [4] . For example, servers, networks, applications, storage, and platforms are leased as services. These services can be quickly provided and freed with low management potential or service provider interaction. The main components and characteristics of Cloud computing are minimal cost, agility and location independence, high reliability, high scalability, multi-tenancy, sustainability and security. Cloud services are given via the major vendors like IBM, Microsoft, Google, Amazon, Apple, etc. The business of Cloud computing is growing fast with new Cloud service providers joining the Cloud service market. Thus, it is difficult to predict the affection of Cloud computing on both society and information technology.
Cloud Computing Characteristics
The following features of Cloud computing can be considered as an adoption factor for Cloud computing:
• Self-service (On-demand): Without human interaction, users can provision Cloud computing resources, and this is particularly carried out through a management console.
• Broad network access: Can be attainable through the client platforms by supporting heterogeneous network such as mobile workstations and devices.
• Resource pooling: Serving many consumers from the same physical device purse via firmly separating the present resources at the rational level (i.e., virtualization) [12] .
• Rapid flexibility: Resources are provisioned and freed on request and/or automated according to parameters (i.e., elasticity) or triggers. This is to assure that any application running on the Cloud service has the required resources that it requires at any period of time.
• Measured services: the resource usage is transparently explored, reported and measured based on the utilization (i.e., pay as you go or pay for use). The more resources we use the higher will be the cost. Cloud services like hosting data center, network security management and other applications can be easily measured for billing purposes.
Cloud Computing Models
According to the Cloud computing standard developed via the National Institute of Standards and Technology (NIST) [13] , the Cloud computing models include:
• Infrastructure as a Service (IaaS): This model is the establishment part of the Cloud computing models in which the consumer can lease the computing, storage and the communication resources prerequisite within virtual machines given via a Cloud provider such as Amazon's EC2.
• Platform as a Service (PaaS): This model is the integration portion of the Cloud computing models and resides on top of the IaaS model to assure the system integration with no human interaction. With PaaS, users can provision the virtualization middleware of Cloud. The motivation behind using PaaS is to allow a Cloud consumer developing his specific software such that the Cloud provider delivers the programming language and software tools support as needed (e.g., Google App).
• Software as a Service (SaaS): This model is the application portion of the Cloud which resides on top of PaaS model to provision remote access. This model enables Cloud consumers to distantly access their saved data at any time using provided applications via Cloud provider (e.g., Windows Live Mesh (WLM) and Google Docs (GD)).
Other researchers [14] have creatively identified other sub-models such as front end, back end, and Cloud-based delivery and the network that is used, for example, Databaseas-a-Service, Storage-as-a-Service , Process-as-a-Service, Information-as-a-Service, Platform-as-a-Service, Application-as-a-Service, Security-as-a-Service , Integration-as-aService, Testing-as-a-Service, Management-as-a-service and Infrastructure-as-a-Service.
Collectively, they are referred to as XaaS. These models play a major vital role in the Cloud computing structure.
Cloud Computing Deployment Models
Based on the Service-Level Agreement (SLA) that is established between the service providers and consumers, all cloud computing services including IaaS, PaaS, and SaaS are provisioned using four different deployment models including:
• Private Cloud: in this deployment model, computing resources are provisioned for a specific society like a business organization, which includes interactions among several consumers (e.g., several business units).
• Community Cloud: in this deployment model, computing resources are provisioned for several organizations (i.e., a community) in order to verify a confident goal such as security requirements, high performance or reduced costs.
• Public Cloud: in this deployment model, computing resources are provisioned for the public like academic, business organizations, government, an individual Cloud consumer or a combination of these types of Cloud consumers.
• Hybrid Cloud: in this deployment model, computing resources are provisioned using a combination of the aforementioned deployment models. For example, the public and private Cloud computing deployments models can be arranged to be used together through a hybrid deployment model.
Methodology

Research Model
Our proposed model relies on the framework presented in [15] which reveals critical factors of the usage and acceptance of an innovative IT technology in a particular organization coupled with the challenges for the Cloud computing adoption, which is presented in [1, 2, 4] . In this study, we propose a two-dimensional research model namely motivators and inhibitors for the technology acceptance of Cloud computing as depicted in Figure 1. 
Motivators Dimension:
This dimension represents the motivating factors that affect the organization's intention in accepting Cloud computing technology which include:
• Measured services: Instead of purchasing resources which may not be affordable for many cases, resources can be rented based on the utilization where the usage is monitored, measured and reported transparently by Cloud providers (i.e., pay for use or pay as you go). The more resources one utilizes the higher is the cost. We consider this factor because it makes Cloud computing affordable even for new companies' start-ups which motivate consumers to use such technology.
• On demand (Self-service): Instead of manually provisioning resources, the computing resources can be automatically provisioned by consumers with no human interaction required by Cloud providers. Such provisioning is usually done through a management console with a web-based self-service portal. We consider this factor because it motivates consumers by giving them the power to manage Cloud services.
Figure 1. Research Model
• Broad network access: Cloud services can be accessible from anywhere within the supporting platforms of heterogeneous client network such as mobile workstations and devices which can help in sharing data over the network. We consider this factor because it motivates consumers by giving them the ability to access data from anywhere, at any time from any device.
• Rapid elasticity: Resources are provisioned automatically on-demand according to parameters or triggers (i.e., elasticity). To make certain that the running application on the Cloud service will have the required resources that it needs at any point of time. We consider this factor because it motivates consumers in which the dynamic needs of Cloud consumers can be satisfied through rapid elastically of computing resources.
Inhibitors Dimension:
This dimension represents the challenging factors that will affect the organization's intention in accepting Cloud computing technology which includes:
• Security, Privacy and Trust: The major problem with Cloud computing is how it statements the privacy concerns of businesses planning and security in order to embrace it. The fact that the treasured enterprise data will be stored somewhere in the cloud increases thoughtful security, privacy and trust concerns. Various attacks and hacking methods for Cloud structure can impact on many clients decision on embracing cloud technology.
• Compliance: Based on the Service-Level Agreement (SLA) that is established between the service providers and consumers, it is crucial that the Cloud provider meets the agreed Quality of Service requirements in order to gain the consumer's trust.
• Availability and Reliability: around-the-clock provisioning of cloud service with poor detection of failures often leads to repeated outages. Therefore, it is significant to explore the provided service by using third-party tools or internal ones.
• Pricing and Service Delivery: It is hard to determine the involved costs because of the nature of on-demand cloud services. The cost assessment and budgeting are very challenging if the providers have no moral and comparable benchmarks to deal with. In addition, although in some cases businesses may save money for the used hardware but they have to devote more for the communication bandwidth. It can be a little cost to small-scale applications but ominously high for many large-scale and data-intensive applications.
• Interoperability and Complexity: the service of Cloud computing should have the ability to seamlessly incorporate with on-premise information technology infrastructure with little or no complexity involved.
• Vendor Lock-in: Lock-in cost makes a Cloud consumer dependent on a specific Cloud provider for particular services and resources which in turn prevents the consumer from using other Cloud services provided by other providers without substantial switching costs. Lock-in costs create barriers (i.e., create monopolies in the Cloud market) to the Cloud market which may result in increased services' prices.6b
Questionnaire Design
In this work, we explore the usage and the acceptance of Cloud computing technology. We collected data from more than 300 participants (i.e., including IT students, IT faculty members and employees of IT departments) from 5 different Universities in Saudi Arabia. We conducted a cross-sectional investigation to estimate our proposed model.
The questionnaire used has three sections. For the first section, the participants were asked for their contact data and whether they are concerned with Cloud computing/Cloud services knowledge. This was done to make sure that the participants are familiar with Cloud computing. It is being noted that the first section is marked as optional. In the second section, the participants are asked for general organization data even if the university participating already uses the technology of Cloud computing and if so, why, how and what kind of Cloud services model, etc. Additionally, the participants considered the preferred strategy used in Cloud services deployment (i.e., in that university). The third section investigates Cloud computing issues such as trust, security, privacy, service reliability, pricing, etc. All items are assigned with a 5-point Likert scale that is ranging from "Not serious" to "very serious" or "Strongly disagree" to "Strongly agree" [11] . The questionnaire contained five to seven question elements per variable in our proposed model. Additionally, the last section also contains open questions in which the participants have the ability to enter any comments, thoughts or criticisms about Cloud computing.
Data collection
Our proposed paper-based questionnaire was directed out by mailing to IT faculty members and students, and IT departments employees in five different universities in Saudi Arabia including i) "King Abdulaziz University", ii) "King Saud University", iii) "Imam Muhammad ibn Saud Islamic University", iv) "Taibah University" and v) "Umm al-Qura University". All letters enclosed with a manually signed cover letter to precise appreciation to the participants for their participation in the survey as well as the questionnaire self-addressed envelope. The participants were asked to return the questionnaire for open-handed a response time of nearly five weeks. We already received 300 postal replies out of 450 samples (i.e., the rate response of amounting is to 66.67%). Figure 2 illustrates the personal data about participants in the use of Cloud services. 58% of the participants were female and 42% were male. We also note that the highest number of participants is undergraduate university students in the age group 20-25. Moreover, there is a wide variety of devices used by the participants to access Cloud services and these devices include laptops, smartphones, PCs and tablets (Figure 2 ). This means that Saudi Cloud consumers also use the Mobile Cloud computing technology.
With mobile, a large number of computing possessions are deployed and managed in the form of mobile services to allow mobile devices with limited resources to perform complex computations that require lots of computing resources with higher processing and storage capabilities. 
Data Analysis and Results
Our research goal was to collect information about the usage and technology acceptance of Cloud computing based on the individuals' perspectives at different universities in Saudi Arabia including "King Abdulaziz University", "King Saud University", "Imam Muhammad ibn Saud Islamic University", "Taibah University" and "Umm al-Qura University". By using the results obtained, we hope to better understand the current status about the Cloud computing adoption and technology acceptance in Saudi Arabia.
Cloud Services Motivators and Usage
The answers to several questions about the participants' motives for Cloud services usage are shown in Figure 3 . The results demonstrate the way participants use Cloud services, in addition to, why, how, as well as the kind of used Cloud services. As shown in Figure 3 , 68% of participants say that they personally use Cloud services whereas 60% of participants say that their universities use Cloud services. In addition, we note that the top two motivators are general network access and self-service scoring 51% and 23% respectively. 68% of the participants use Cloud services for storage and web hosting and this result matches the highest results for selected Cloud services models where 47% of the participants or their organizations use IaaS whereas only 43% of participants prefer to use SaaS. Furthermore, we note that 39% of the participants favor the private Cloud deployment model which is true for universities whereas 25% prefer the hybrid Cloud deployment model which is more affordable. We also observe that 28% of participants are using Cloud service with confidence, while 47% are currently using Cloud services on a trial basis. However, only 8% of the participants are not willing to use Cloud services at all. 
Cloud Computing Technology Acceptance Inhibitors
Although Cloud computing exhibits various benefits linked to its characteristics, however, with the accelerated adoption of Cloud computing, several concerns arise. Figure 4 shows the Cloud computing technology acceptance inhibitors such as security, privacy, reliability, pricing, etc. Here, all items were to a 5-point Likert scale that be ranged from "Not serious" to "very serious". Several inhibitors are consistently cited in the discussion of Cloud computing adoption. Figure 4 depicts how the inhibiting concerns can impact on the decision of Cloud computing technology from the perspective of Saudi Arabian consumers. Based on the results shown in the figure we can observe that the top 5 inhibitors for Cloud adoption and technology acceptance are privacy, compliance, security, reliability, and availability respectively. In addition, 41% to 58% of participants think that these inhibitors are quite serious to very serious inhibitors for the Cloud computing adoption. In contrast, the other 5 inhibitors (i.e., complexity, vendor lock-in, pricing, trust, and interoperability respectively) for Cloud adoption and technology acceptance have a lower impact on Cloud computing adoption scoring between 24% and 40%. 
Impact of Cloud Computing on the Consumer in Saudi Arabia
In this work, we argue that it is crucial to study the impact of Cloud computing on the participants. Therefore, a set of statements was presented to the participants about the impact of Cloud computing on them. Figure 5 shows the scale of agreement or disagreement about the participants' views about those statements. All items of this figure assigned with a 5-point Likert scale which ranged from "Strongly agree" to "Strongly disagree". Based on the results shown in Figure 5 we note that, 30% of the participants think that Cloud services made their work/study not enjoyable whereas 37% think that it made their work/study enjoyable. Additionally, 48% agree or strongly agree that they can rely on Cloud services to do their work while only 27% disagree or strongly disagree. Furthermore, 45% of the participants agree or strongly agree that Cloud services are safe to back up their personal data. However, 53% of the participants worry about their personal data, pictures, and videos being abused in the Cloud. We also note an interesting result from Figure 5 that 60% of the participants say that they do not have any difficulties to cope with Cloud services.
Summary of Results and Discussions
The findings of our research indicate that the most challenging factor which will impact on the organization decision in Saudi Arabia to approve the technology of Cloud computing is the availability of Cloud services. This result is not surprising because of some outage incidents that happened to famous Cloud services which actually took down many business web sites. Such incident will influence the consumers' opinion in adopting Cloud computing technology indeed. Therefore, Cloud service providers need to pay close attention to such issues because maintaining high availability of Cloud services where consumers can rely on such services anytime from anywhere and on any device will improve the acceptance of Cloud computing technology. This is true because our research also indicates that the most motivating factor affecting the organization's intention in accepting Cloud computing technology is ubiquitous network access.
The results obtained in our study are quite different from the previous research work conducted in other countries. For example, in Taiwan [8] , the most challenging elements which will impact on hospitals' decision in Taiwan to approve the technology of Cloud computing is data security. However, in Singapore [9] , the most challenging factor that will affect small Singaporean businesses to adopt Cloud computing technology is the reliability of Cloud services. This proves that the perception for the adoption and technology acceptance of Cloud computing actually differs based on the country where the research work is conducted. Furthermore, the findings of our research indicate that most of the consumers in Saudi Arabia use Cloud services for storage and web hosting which gives the Cloud services providers a hint to invest more in IaaS Cloud services in that region. Moreover, other findings indicate that Saudi Cloud consumers use Mobile Cloud computing technology and that can be observed in the devices used by the participants to access Cloud services. Thus, more development in Mobile Cloud computing technology means more usage and improved adoption of Cloud computing technology.
Conclusion
People sometimes avoid new things fearing from the risk that they might experience. However, based on the benefits that these new things may bring and sometimes out of pure curiosity, people do override such fears. Similarly, consumers have both motivators and inhibitors about Cloud computing. In this work, the motivators and inhibitors of the usage and technology acceptance of Cloud computing are examined in Saudi Arabia. The contributions of our work include the proposed two-dimensional research model namely motivators and inhibitors. This study identifies several factors for each dimension which can help decision makers in large Saudi Arabian organization to move a step further towards making a better decision regarding the adoption of cloud computing. Based on the statistical analysis on the data collected from more than 300 participants from 5 different universities in Saudi Arabia, we found that the most challenging factor facing the adoption of Cloud computing is the availability of Cloud services whereas the two highest motivators for using Cloud computing from the perspective of Saudi Cloud consumers are ubiquitous network access and on demand (self-service). These findings are quite different from other studies; therefore further research on comparing these results can give a global view of the current status of the perception of Cloud computing adoption.
