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Abstract 
An optical system which is composed of a Fresnel diffraction and a Fourier transformation is put forward for the real-
valued encryption of a digital image. A digital image first undertakes a Fresnel diffraction, then the diffraction field is 
enlarged and coded with a random phase mask. The coded system undertakes a Fourier transformation. The real part 
of the transformation field is used as an encrypted image. In decrypting process, the addition of encrypted image and 
the Fourier transformed of the random phase first undertakes an inverse Fourier transformation. A quarter part of the 
inverse Fourier transformation field is extracted and undertaken a simple operation. Finally the extracted field 
function takes an inverse Fresnel transformation. The original image can be restored from the intensity values of the 
final image. The system of encryption and decryption is not only simply, but also there are more keys in the system. 
Therefore the safety of encryption and decryption is increased. Besides this, the real-valued encrypted image is easily 
operated for a computer. 
© 2011 Published by Elsevier Ltd. 
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1. Introduction
The information safety is important for the transformation and storage of a digital image. Because
optical systems have the parallel treatment for a two-dimensional data, optical methods to encrypt and 
decrypt a digital picture have been emphasized [1-8].  Usually the encrypting image is complex number. 
Sometimes in application it is convenient to storage and to show an image by real number. If we neglect 
the imaginary number of a digital image, it will be distorted for the encryption of an image. In references 
[9] and [10] a real-valued encryption of a digital image is put forwards. In this real-valued encryption a 
phase image multiplied by a random phase mask makes a Fourier transformation and the real part of the 
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result is taken as an encrypted image, Furthermore  a method to accurately restore original digital image 
is given. Fresnel diffraction have been used in optical image encryption [11,12]. In this paper we present 
a real-valued encryption of an image by an optical system of a Fresnel diffraction and a Fourier transform. 
Because there are more keys in the system, this will strengthen the safety of the optical encryption. First 
we give the image encrypting process, then we provide the corresponding decrypting process. Finally we 
give the computer simulation and make a summary.  
2.  The image encrypting process 
The optical system of the real-valued encryption for a digital image is shown in Fig.1.  
                                                        
          
Fig.1.  The process for the real-valued encryption of a digital image 
The original image is ),( yxf . We put the original image function in the plane 0Σ .  Assuming that a 
monochromatic plane light incites the plan 0Σ . The system first takes a Fresnel diffraction and reaches at 
plane 1Σ . The optical function in plane 1Σ  is written as  





iyxfcyxu −+−= ∫∫ λπ ,                                  (1) 
where 1c   is a constant.  
We enlarge the image function ),( 11 yxu by ),( 11 yxO  as follows 










,                                                  (2) 
where ),( 110 yxr  is a random matrix, which value is limited in the region (0, 1). Furthermore we make a 
Fourier transformation and the light field propagates at plane 2Σ  and the light field can be expressed as  
          11212111222 )/][2exp(),(),( dydxfyyxxiyxOcyxv ∫∫ +−= λπ ,                                                 (3) 
where 2c  is a constant. We take the coded image by the real part of the optical field function ),( 22 yxv .
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3. The image decrypting process 
The decrypting process is shown in Fig. 2.  
Fig. 2. The diagram of decrypting process 
Assuming that the optical field function in plane '2Σ  is  
))','((2/))','(*)','(()','(' 22222222 yxRFFTyxvyxvyxv ++= ,                                         (4) 
where FFT denotes Fourier transformation, and the function R is defined as  










.                                                                      (5) 
The decrypting process first undergoes an inverse Fourier transformation and the light reaches at plane 
'1Σ . The optical light field in plane '1Σ  can be written as  
'')/]''''[2exp()','(')','(' 22212122311 dydxfyyxxiyxvcyxu ∫∫ += λπ  .                                  (6) 
According to the characteristics of the Fourier transformation and the space inversion property of the 
function )','(' 11 yxu , in theory the upper left 1/4 corner of the matrix )','(' 11 yxu should be 
)','(
11
)','( 110110 2/)','( yxriyxri eyxue ππ + . We take the upper left 1/4 part of the matrix )','( 11 yxu ′  as a 
function )','( 11 yxu ′′ . We define another function )','(' 11 yxU  as follows 
                 ]1)','(''))','([exp(2)','(' 1111011 −−= yxuyxriyxU π .                                                       (7) 
Through an inverse Fresnel diffraction the light field propagates at plane '0Σ , the field function in 






iyxUcyxo −+−−= ∫∫ λπ .                               (8) 
We can restore the original image from the intensity 
2
00 )','( yxo .    
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4. The computer simulation  
We take original  image which size is 350 350× pixels as shown in Fig. 3.  
Fig. 3. an original image
In our optical system we  assume the wavelength 510328.6 −×=λ cm, the distance 8.15=z cm, the 
focal length 8.15=f cm, the coded image at plane 2Σ  is shown in Fig.4.   
          
 Fig.4   The coded image
The decrypting image is shown in Fig. 5.   The decrypting effect is perfect because there is no zero 
state term compared with optical holography.  
Fig. 5  The decoded image 
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5. Conclusion 
In this paper we put forwards an optical system which is composed of a Fresnel diffraction and a 
Fourier transformation and use the system for image encrypting process. The decrypting process is just 
the opposite of the encryption and it contains an inverse Fourier transformation and an inverse Fresnel 
diffraction. One characteristic of the encrypting process is that the coded image is real. That will be 
convenient for printing and storage. Comparing with the single Fourier transformation for image 
encryption, there are more keys in our image encrypting system. That will strengthen the encrypting 
safety.
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