Abstract
Service Discovery Entities and interaction patterns
The basic interaction pattern between requesters and providers of services during a typical service discovery task, as shown in Figure 1 . After a successful discovery phase, additional communication between client and provider will be necessary in most cases. This information exchange is modeled by a Service Invocation and Invocation Acknowledgment handshake. Naturally, more or other data messages can be exchanged. End to end routing of data messages between client and provider will be needed [2] .
Service Discovery Protocols
Service discovery protocols play a key role in wireless sensor networks. They provide to the mobile nodes a functionality that enables them to advertise and discover service providers. There is a number of existing service discovery protocols. These include Sun Microsystems' Jini, IETF's Service Location Protocol, and Bluetooth's Service Discovery Protocol.
Figure1 : Entity Interactions

Jini
Sun Microsystems has developed a distributed service-oriented architecture called Jini for the Java programming environment. It runs above RMI (TCP and IP). Service providers look for and register offers with lookup servers. Registration means uploading, in a lookup server, a service object and values of descriptive service attributes.Clients look for services by contacting the lookup servers and sending requests with conditions on service attributes. When requests can be granted, service objects are downloaded in the clients. They serve as local proxies to remote service providers.
Jini can work without lookup servers by using a technique called peer lookup. With the peer lookup approach, the clients request particular services by sending messages called identification. Registration messages are returned directly by the service providers to the clients, which hence get the service object and service attributes.
Service Location Protocol(SLP)
The Service Location Protocol is a service discovery protocol designed for IP networks. It runs above UDP. SLP defines three types of agents: User Agent (UA), Service Agent (SA), and Directory Agent (DA). UAs are clients, SAs are service providers, and DAs are repositories of service advertisements.
The flow of interactions in SLP is as follows. DAs advertise their presence to UAs or SAs with the Directory Agent Advertisement (DAAdvert) message. SAs respond to this message using the Service Registration (SrvReg) message to register service offers. A service offer consists of a URL and values of descriptive attributes. A URL is a service access point (SAP) to a service provider, in other words it provides all the information required to establish a communication.
Bluetooth's Service Discovery Protocol
Bluetooth wireless technology, developed by the Bluetooth Special Interest Group, is a short-range communicating system for devices, operating in the 2.4GHz ISM band. It is robust, low-power and low-cost.
Service discovery in Bluetooth environment is qualitatively different from that of a traditional network, supporting limited functionality. It is optimized for the highly dynamic nature of Bluetooth communications. Bluetooth SDP provides a means for application to discover available services and determine their characteristics. SDP involves communication between an SDP server and client. A list of service records describing characteristics of a single service are maintained by the server. An SDP client retrieves information from a service record by issuing an SDP request to the SDP server.
Universal Plug and Play
Universal Plug and Play, developed by Microsoft, is designed to bring easy-to-use, exible, standards-based connectivity to ad-hoc or unmanaged networks whether at home, in a small business, public spaces, or attached to the Internet. UPnP supports zero-configuration, "invisible" networking, and automatic discovery for a breadth of device categories from a wide range of vendors. This means a device can dynamically join a network, obtain an IP address, advertise its capabilities, and learn about the presence and capabilities of other devices.
UPnP technology is broad in scope in that it targets home networks, proximity networks, and networks in small businesses and commercial buildings. It enables data communication between any two devices under the command of any control device on the network. UPnP aimes to provide secure connections
4.Service discovery in wireless sensor networks
The wireless sensor networks have several characteristics that set them apart from the "traditional" wired and wireless networks [2] . These differences make the large body of research in "classical" SD protocols not directly applicable to the problem at hand.
One of the basic properties of the wireless sensor networks is their application specific nature.The nodes in a WSN cooperate together in order to jointly solve one or more clearly defined tasks or applications. This is in a a contrast to the traditional networking architectures that provide a general communication infrastructure that is more or less application agnostic.
This has a significant impact on the SD functionality that traditionally has to create a binding between the requested service/resource description and the Identification (ID) of the node(s) in the network that provide(s) such a service. The semantic routing protocols that operate without globally unique IDs make such a direct binding unnecessary. Here the main task of the SD component would be to support the reconfiguration capability of the network and to build repositories of the available semantic attributes and other concepts. Internally, these repositories will facilitate the cooperation between the nodes in the network. On the edge, they will support the interaction with the human operator(s) and the interfacing with the external networks. Nevertheless, there are some particular tasks in a WSN that require an ID-centric communication.
Regardless of the data-centric or ID-centric nature, the SD implementation has to be streamlined and should contribute to the overall energy-efficiency of the protocol stack. The number of generated messages is the main factor determining the scalability of the protocol. Thus, every attempt should be made to reduce it. The tight integration between the routing and the SD functionality has been suggested as a promising approach to this end. The sharing of the available state information and the lowered control overhead (due to the piggybacking) can significantly increase the scalability of the implementation making it appropriate for the resource constrained WSN setting.
Conclusion
This paper has introduced some of the key service discovery technologies, the main features and architecture components. Along with the discussed protocols there is and is being developed a range of approaches improving shortcomings of the existing protocols. In the upcoming years many changes and competitions in the service discovery development are expected.
