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Introduction
A lot of new artifacts come into our daily life, such as social network service, ubiquitous computing, cloud computing, etc. While the new artifacts bring benefits to users, they also generate numerous privacy concerns. According to a poll, 94% of American consumers consider online privacy important [32] . Statistics Canada [31] reported that 74% were concerned or very concerned about online privacy.
Governments, organizations, and individuals have tried to establish ways to protect online information privacy [1] [2] [3] . Especially, Internet users will possibly take different types of privacyprotective behavior when they feel their privacy information is threatened. Almost 95% of the Internet users surveyed have declined to provide personal information to online companies at one time or another, which means that many customers may not really trust an online company when making purchases online [14] . IS researchers have focused on privacy concern and other facts related to privacy concern. Culture is found to affect privacy concern in several crosscultural studies [5, 21, 22] . Although some researchers have suggested several privacy-protective behaviors, culture difference is not considered when studying privacy-protective behaviors.
The objective of this paper is to focus on Internet users' privacy-protective behavior, when they feel online companies threaten their information privacy. This study integrates existing research about privacy-protective behavior and rebuilds the privacy-protective behavior model. Then, this study compares the difference between Korea and China, and tries to explain the difference by cultural values.
The remainder of this paper is organized as follows：the next section reviews the existing literature; the third section presents the research model; the following section describes how the research is conducted; the fifth section presents results; the discussion section follows, and the final section concludes with implications, limitations, and directions for further research.
Literature Review
Privacy Concern
Internet users' personal information is now a commodity which is routinely bought, sold, and Information privacy concerns refer to the extent to which an individual is concerned about organizational practices related to the collection and use of his or her personal information [29] .
It is not only the concern about the information disclosure, but also the degree of control that Internet users have over the collection of information and its subsequent use by online companies. Because of a variety of factors such as culture, regulatory laws, past experiences, and personal characteristics, Internet users exhibit different levels of concerns about information privacy [20] . Internet users' privacy concerns have received considerable attention as one of the salient factors that determine their willingness or unwillingness to disclose personal information to online companies [10, 20, 29] .
Privacy-Protective Bbehaviors
Internet users who are concerned about their online information privacy would be cautious in most of their Internet-based activities. They might think that online companies maybe misuse their personal information and lead to considerable loss [10, 33] . Thus, Internet users will take some kinds of privacy-protective behavior, such as complaint or negative word-of-mouth [23] , supplying false or fictitious information to a website [18] , managing the use of cookies [9] , and even refusing to purchase from particular websites [8] to prevent such opportunism and minimize the loss from misuse. Some researchers identified three kinds of customer behavio r：exit the relationship with sellers, voice their dissatisfaction to the seller, and show loyalty to the seller by neither exiting nor voicing [13, 27, 28] . Singh [28] also expanded the taxonomy to three categories：voice (complaints directed at the seller or manufacturer), private (informal complaints involving friends and relatives such as negative word of mouth), and third party responses (formal complaints directed toward public agencies not directly involved in the exchange). Cho et al. [7] classified privacy-protection behaviour into three types：the avoid- 
Research Model and Hypotheses
Research Model
A research model was developed to investigate the impact of privacy concern on privacy-protective behaviors [ Figure 1 ].
Refusal may take place in various situations.
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<Table 1> Active privacy-protective behaviors Behavior Definition Source
Refusal "Refusal" refers to Internet users' refusal to provide their personal information to online companies. [19, 30] "Refrain" represents users' refusal to use the web site that asks them to provide personal information.
[34]
"Refusal" to e-Commerce means unwillingness to provide personal information and use the website.
[4]
"Refusal" means Internet users refuse to purchase and visit online companies' website, or even refuse to register [17, 19, 24, 25, 34] Misrepre sentation "Misrepresentation" means to falsify the personal information or incorrect personal information submitted to online companies. [19, 24, 25, 30, 34] "Fabricate" refers to young adolescents' efforts to falsify their information or provide incomplete information. [19, 25, 34] Removal "Removal" means deleting his or her personal information from online companies' databases.
[ 24, 29, 30] "Removal" means to request removal from mailing lists. [25] <Table 2> Passive Privacy-Protective Behaviors [30]
Internet users with no privacy concern will recommend online companies' website to others.
[17]
Negative remark or comments about a website [17] Complaint "Complaint" means to contact the company or independent third-party privacy-protection groups for complaining.
[ 24, 30] "Flaming" means to send highly negative messages. [25] Internet users may notify Internet service providers about unsolicited e-mail.
[25]
Seeking "Seek" refers to one's efforts to ask others for advice or to read the privacy statement.
Use of privacy enhancing technologies [19, 24] Privacy concern Internet users would refuse to provide personal information to online companies, refuse to purchase from those online companies' websites, and even refuse to use such websites [4, 17, 19, 25, 30, 34] . Internet users without privacy concerns will show three behaviors：willingness to provide personal information, acceptance of ecommerce, and willingness to use Internet [4] .
Internet users with privacy concern may refuse to provide personal information in response to a request from online companies [10] . Internet users'
"refusal" includes refusal to register for a mem- Misrepresentation describes the following behaviors：Internet users will provide incorrect or incomplete personal information to online companies which may threaten their privacy [19, 25, 30, 34] . Misrepresentation is a "guerilla tactic"
used by individuals in order to defend their privacy. Over 30% of Internet users admitted to routinely giving false or fictitious information to websites [8] , while more than half (51%) reported that they falsified or misrepresented data at least occasionally [11] . Obviously, Internet users' falsification of their personal information to online companies will be a less costly and more convenient choice. The next hypothesis is：
H2：If privacy concern is higher, Internet users' misrepresentation to give incorrect and incomplete information to online companies would be stronger.
Removal can be considered as a privacy-protective behavior that Internet users will remove their personal information from online companies' database or mailing lists when they feel privacy threatened. Internet users' "removal" is a specific action that can be taken in response to an information privacy threat by removal of their personal information from online companies' databases [29, 30] . This leads to the following hy- In this paper, if Internet users feel privacy threatened by online companies, they may give "negative word-of-mouth", which means to share their negative experiences with others, not to recommend online companies' website to others, and to give negative remarks about online companies [17] . This suggests： primary goal of taking public action is to seek a specific remedy [26] . Dissatisfied customers generally take action through third-party organizations when they do not obtain satisfactory redress by direct complaints [27] . Thus, we propose： 
Research Method
This section describes the scale development, the sample, and data collection process.
Scale Development
Most of the measurement scales for research constructs in this study were adapted from earlier studies in which the measurement scales were proven to be reliable and valid. This study measured the privacy concern with four dimensions：collection (COLL), errors (ER), unauthorized secondary use (US), and improper access (IA), using multiple items on seven-point Likert scales. And also, this study measured the six specific kinds of privacy-protective behaviors： refusal, misrepresentation, removal, word-ofmouth, complaint, and seeking, using multiple items on seven-point Likert scales (Refer to <Table 3>).
The survey questionnaires were translated into Korean and Chinese. Nine Korean student and seven Chinese students were asked to do a pilot test. After the pilot study, minor changes to some questions were made. The order of this study's survey questionnaires was randomized so that more reliable data could be collected.
Data Collection
The Among all of the Chinese respondents, 99.6% were students; 79.3% were between 21～25 years old; and 52.4% were female. They also reported that 67.8% of them spent about 1～3 hours a day on average on the Internet and 46.3% had used the Internet for more than 5 years. Among all of the Korean respondents, 99.6% were students; 71.7% were between 21～25 years old; and 49.6% were female. They also reported that 67.6% of them spent about 1～3 hours a day on average on the Internet and 96.7% had used the Internet for more than 5 years.
Data analysis and Results
EFA(Exploratory Factor Analysis)
First of all, this study used exploratory factor analysis in order to examine the relationships among variables and to determine whether data can be condensed or summarized into a smaller set of factors. Varimax for factor rotation was used. As shown in <Table 4>, all items were fallen into five factors：privacy concern, refusal, com- The reliability analysis showed that the Cronbach's alpha values of all factors were over 0.7, which meant these factors have good reliability.
Structural Equations Modeling
The structural equation modeling was used. It is particularly useful in testing the research model that contains multiple equations involving dependence relationships.
Confirmatory Factor Analysis
Confirmatory factor analysis (CFA) was used to assess the measurement quality of constructs.
CFA can test or confirm a specified relationship.
Each item can only load on its prespecified fac- The fit indices of the measurement model (χ 
Convergent and Discriminant Validity
Convergent validity is the degree to which a manifest variable is similar to other variables that measure the same construct, while operationalization is not similar to (diverges from) other operationalizations [6] . As shown in on diagonal cells of Table 6 , all the average variance extracted (AVE) values of the overall data are higher than 0.5, which means the items in this study have convergent validity.
All the squares of correlation coefficients between factors are lower than AVE, which also means the items in this study have discriminant validity.
SEM Analysis
The SEM analysis was followed to determine In contrast, the Chinese data supported all four dependence relationships from privacy concern to refusal, complaint, seeking, and misrepresentation. The standard regression weights between privacy concern and four types of privacy-protective behavior were not much different, although active privacy-protective behavior (complaint and seeking) is a little stronger than passive privacy-protective behavior (refusal and misrepresentation).
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The statistical difference between the two countries was also tested using between-group analysis of AMOS. For the free model, all the path coefficients are set free.
In the constrained model, each of the path coefficients of two countries was set to be the same respectively, and then compare the increase in χ
2
. As the degree of freedom increased by 1, the increases of χ 2 were all less than 3.84, so the hypothesis that the path coefficients are the same for two countries can't be rejected, which means there are no difference in the relationship of privacy concern and privacy-protective behavior between Korea and China.
Discussion
The relationship between privacy concern and misrepresentation is significant with Chinese data but not significant with Korean data. South 
Conclusion
The main objective of this study is to find the Secondly, the sample is mainly college students, which may make the generalizability of this study very limited. Future research with more diverse samples is needed.
Finally, two types of privacy-protective behavior (removal and word-of-mouth) were not included in the final research model. More refined questions for the deleted factors and more responses may be necessary.
