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This thesis focuses on proposing a SIAM dashboard for an industrial manufacturing com-
pany. The case company utilizes SIAM (Service Integration and Management) for manag-
ing their company’s IT services and vendors, but at the start of this thesis there was no 
real-time information easily available for the managers working at the SMO (Service Man-
agement Office) regarding the IT service and core process performance. There were also 
no standardized KPIs for measuring IT service and core process performance. 
 
This thesis was conducted as a case study, with data collected from the case company ex-
perts working within the SMO (SIAM function). The data used in this study is based on 
confidential case company interviews (3), case company workshop (1), and validation pro-
vided by the case company experts working within the SMO. 
 
This thesis proposed a SIAM Dashboard for the case company, which was built based on 
a comprehensive collection of available knowledge and best practice gathered from trusted 
sources (ITIL® 2011, IT Service Management Forum). 
 
As a result, the SIAM KPIs were standardized to be used within the case company. In ad-
dition, the SIAM Dashboard proposed in this thesis was implemented in the case company 
ITSM tool and now provides real-time information for the managers working within the 
SMO regarding IT service and core process performance. 
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List of abbreviations 
CI Configuration Item. A component of an infrastructure that currently is, or 
soon will be under configuration management. 
CMDB Configuration Management Database. A repository that acts as a data 
warehouse for information technology (IT) installations. 
ITIL Information Technology Infrastructure Library. A set of detailed IT Service 
Management practices that focuses on aligning IT services with the needs 
of business. 
ITSM Information Technology Service Management. A collection of processes, 
procedures and policies that are performed by an organization in order to 
be able plan, design, deliver, operate and control IT (Information Technol-
ogy) services offered to customers. 
KEDB Known Error Database. Created by Problem Management and used by In-
cident and Problem Management to manage all Known Error Records. 
KPI Key Performance Indicator. A type of performance measurement, which 
indicates how an organization is performing in a certain activity which it 
engages in. 
OLA  Operational Level Agreement. Defines the interdependent relationships in 
support of a service-level agreement (SLA). 
SIAM Service Integration and Management. A management approach and prac-
tice for managing multiple suppliers of services and integrating them to pro-
vide a single business-facing IT organization. 
SLA Service Level Agreement. A commitment between a service provider and 
a client regarding aspects of the service, such as quality, availability, re-
sponsibilities etc. 
SMO Service Management Office. A SIAM best practice function. Includes peo-
ple and tools for running SIAM inside an organization. 
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1 Introduction 
This thesis focuses on producing an optimal SIAM (Service Integration and Manage-
ment) Dashboard for a case company. The purpose of SIAM Dashboard is to be used 
for real-time performance monitoring of the case company’s IT services and core process 
performance.  
In this thesis, a SIAM Dashboard was developed by analyzing multiple case company 
interviews, available knowledge, and by collecting data and knowledge about the case 
company’s current SMO practices, and SIAM Dashboard and KPI requirements. The 
target of the project was to develop a SIAM Dashboard for the case company, which 
could be implemented and used in the case company’s Service Management Office 
(SIAM function). The SIAM Dashboard would be used by the head of SMO and the ser-
vice managers of the case company for measuring and monitoring IT service and core 
process performance. The SIAM Dashboard offers a starting point for the case company 
to start measuring their IT service and core process performance in a standardized way. 
1.1 Business Context 
The case company is an internationally operating large-sized industrial manufacturing 
company. The organization has production facilities on all continents and delivers its 
products for global markets. The general key focus areas for industrial manufacturing 
companies, such as the case company, are operative efficiency and cost management, 
product and production development, technology and innovation management, regula-
tion and traceability compliance, and environmental concerns and considerations. 
IT (Information Technology) has taken big leaps and is still constantly developing at a 
rapid pace. In the past few years the role of IT in the case company has changed signif-
icantly compared to what it used to be. In the early days, IT was considered as a support 
function and it was mostly separated from the business itself. The role of IT had tradi-
tionally been to provide and maintain the necessary IT capabilities for the case com-
pany’s use, and previously it was not considered as one of the most crucial parts which 
was required for running a successful business. Now, the IT’s role is to bring value by 
working alongside the business towards the same goals as an enabler, instead of being 
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a supporting function. This development has changed how the IT services and the core 
processes are deployed, operated and measured within the case company’s ITSM. 
1.2 Business Challenge, Objective and Outcome 
The business challenge regarding this thesis is that the case company utilizes SIAM 
(Service Integration and Management) for managing their company’s IT services and 
vendors, but there is no real-time information easily available for the managers working 
at the SMO (Service Management Office) regarding the IT service and core process 
performance. The SMO consists of service managers and their supervisor, the head of 
SMO. The goal of the SMO is to execute SIAM best practice using the right tools and 
expertise. Each service manager is responsible for a group of IT services in the com-
pany, and they report the status to their supervisor on a weekly basis. The data is avail-
able in the ITSM tool, but it has to be gathered manually by the service managers. This 
action has to be performed regularly in order to keep the information up-to-date, which 
consumes a considerable amount of time from the service managers. Because the time 
is limited, the service managers do not have time to focus on all relevant KPIs (Key 
Performance Indicators) regarding SIAM, which indicate the IT service and core process 
performance. There is no standardized way for choosing or analyzing KPIs. The service 
managers choose their own KPIs for their services. 
Accordingly, the objective of this thesis is to define a SIAM Dashboard for the case com-
pany, that increases the ability to deal with the challenges the case company is currently 
facing without a real-time SIAM monitoring system. This includes defining and standard-
izing the SIAM KPIs to be used by the case company’s head of SMO and the service 
managers in the SMO. The SIAM Dashboard is for measuring the IT service and core 
process performance which are managed by SMO (SIAM function). 
The outcome of this thesis is a SIAM Dashboard and KPIs that can be used by the case 
company’s head of SMO and service managers for measuring and evaluating the IT 
service and core process performance which are related to SIAM. This is carried out by 
using available knowledge and gathering information from the leading experts inside the 
case company. The SIAM Dashboard will be implemented into the ITSM tool utilized by 
the case company. 
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1.3 Thesis Outline 
The scope of this thesis is limited to defining the SIAM Dashboard and choosing the 
optimal KPIs for the SIAM Dashboard used by the case company based on existing in-
formation. This thesis does not focus on the technical aspects of implementing the SIAM 
Dashboard into the ITSM tool. This thesis does not focus on improving the case com-
pany’s SIAM practices or SIAM as a concept in general. 
This study was conducted by: (1) Performing a current state analysis on the case com-
pany SMO practices. (2) Gathering and analyzing available literature regarding ITIL and 
SIAM Dashboards. (3) Holding a workshop with the case company experts. The purpose 
of the workshop was to analyze the current state analysis and the available knowledge 
together with the case company experts and define the SIAM Dashboard and KPI re-
quirements for the case company based on this information. (4) Building a SIAM Dash-
board pilot based on the current state analysis, available knowledge, and information 
received from the workshop. (5) Validating the proposal with the case company experts. 
This thesis is written in 7 sections. Section 1 is the introduction. Section 2 discusses the 
method and the material used for conducting this thesis. Section 3 is the current state 
analysis. Section 4 overviews the available knowledge and best practice. Section 5 pre-
sents the building of the proposal. Section 6 reveals the results of the proposal validation. 
Finally, section 7 includes the summary and evaluation of the result. 
2 Method and Material 
This chapter describes the research design, thesis plan, and data collection and analysis. 
Each sub-chapter includes a figure or a table that illustrates the contents. 
2.1 Research Design 
This thesis is conducted in five different steps, and the steps pictured in the research 
design diagram below. The steps will be elaborated in more detail after Figure 1.  
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As shown in the Figure 1 above, this study starts with describing the objective for the 
thesis. The objective for this thesis is to define SIAM Dashboard and KPIs for an indus-
trial manufacturing company that can increase the ability to deal with the challenges the 
case company is currently facing without a real-time SIAM monitoring system based on 
current information. The SIAM Dashboard measures the performance of vendors, IT ser-
vices and core process performance which are managed by SMO (SIAM function). 
Figure 1. Research design of this thesis 
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In the next step, after the objective is defined the thesis examines the current state of 
the case company regarding on what kind of challenges the case company is currently 
facing regarding measuring IT service and core process performance. This is done by 
interviewing the case company on current SMO practices, and it focuses on analyzing 
the strengths and weaknesses of the current practices. The outcome of this step is an 
overview of the case company’s current state regarding measuring IT service and core 
process performance, and topics to be scrutinized in the literature review. 
In the next step, the literature and available knowledge is investigated, focusing on build-
ing knowledge regarding ITIL KPI best practice, and a SIAM Dashboards example. The 
goal of this step is to gather knowledge that can be applied to defining the SIAM Dash-
board and KPIs for the case company in this thesis. The outcome of this stage is to obtain 
the knowledge required for building the proposal stage. 
In the next step, the case company workshop is initiated and the work for building the 
proposal starts. The current state of the SMO is discussed, and the available knowledge 
is analyzed together with the case company experts in order to define the SIAM Dash-
board and KPI requirements for the case company. The goal of this step is to identify the 
key requirements for the SIAM Dashboard and KPIs based on the material discussed, 
and to define the optimal SIAM Dashboard and KPIs for the case company based on this 
information. The outcome of this stage is a pilot version of the SIAM Dashboard and 
KPIs, which will be released in the case company’s production environment. 
In the final step, the defined SIAM Dashboard and KPIs will be validated by the case 
company. Feedback and improvement points will be gathered from the case company 
regarding the SIAM Dashboard and KPIs. The goal of this step is to make the final ad-
justments to the SIAM Dashboard and KPIs based on the feedback received, so that the 
SIAM Dashboard and KPIs correspond to the case company’s needs. The outcome of 
this step is the final version of the SIAM Dashboard and KPIs, which will be running in 
the case company’s production environment. 
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2.2 Thesis Plan 
This thesis will follow a schedule plan described in Figure 2 below. The first phase (Week 
1) concentrates on building an understanding about the thesis goals. This includes de-
fining the business challenge, objective and outcome. The second phase (Week 2) fo-
cuses on building the research design, thesis plan, data collection and analysis. The third 
phase (Week 3) focuses on building the current state analysis. The fourth phase (Weeks 
4-5) concentrates on gathering the available knowledge and best practice. The fifth 
phase (Weeks 6-8) focuses on building the proposal. The sixth and final phase (Week 
9) concentrates on validating the proposal and presenting the final version. 
 
Figure 2. Thesis schedule 
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This thesis is a real-life business project commissioned by the case company and based 
on a variety of information inputs and analysis of multiple data sources. The data sources 
and data analysis are described in detail in the next chapter. 
2.3 Data Collection and Analysis 
The data was gathered in three points that included three different case company inter-
views and a case company workshop. The data for the thesis are shown in Figure 3 
below. 
 
Figure 3. Details of the data used in the current state analysis (Data 1), proposal building (Data 2), 
and validation (Data 3) 
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As seen in Figure 3 above, the data was collected in three (3) different rounds. In the 
first round (Data 1), the current state of the case company regarding measuring IT ser-
vice and core process performance was discussed with the Head of SMO and the Ser-
vice Managers in the case company interviews. 
In the next round (Data 2), the current state analysis was discussed, and the available 
knowledge regarding ITIL KPI best practice and SIAM Dashboards example were ana-
lyzed together with the Head of SMO and the Service Managers in the case company 
workshop. The case company SIAM Dashboard and KPI requirements were defined 
based on this analysis. 
In the last round (Data 3), the proposal was validated together with the Head of SMO 
and the Service Managers in the case company interview. 
3 Current State Analysis of the SMO practices 
This section overviews the current state of SMO and the current IT service and core 
process performance measuring practices. The current state analysis is based on case 
company interviews conducted with the head of SMO and the service managers. 
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3.1 Overview of CSA Stage 
The current state analysis was conducted in two steps. First, information about the SMO 
practices was collected from the case company in order to build understanding of the 
current state of SIAM performance measuring. After that, the focus was on analyzing the 
strengths and weaknesses of the current SMO practices and KPIs. This analysis was 
done by interviewing the service managers and the head of SMO from the SMO function 
and discussing the IT service and core process performance measuring practices. The 
analysis also included researching of internal documents provided by the case company. 
3.2 Background of the SMO 
The input for the existence of SMO comes from the case company’s strategy. The case 
company focuses on increasing the creation of value covering all areas of the organiza-
tion, including IT. The organization has outsourced most of the IT in the recent years. By 
choosing to utilize IT services from trusted vendors, the case company is able to focus 
their development and expertise on the industrial manufacturing area, which is the or-
ganization’s key business area. 
According to the case company’s internal documents, the SMO ensures the SIAM com-
pliance which means managing the multi-supplier environment according to the SIAM 
best practice. The SMO is responsible for five different service areas: Service desk, ap-
plication services, end user services, network services, and infrastructure services. In 
the Figure 4 below, you can see the high-level structure of the case company IT. 
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The SMO (SIAM function) consists of SIAM practices, people, and ITSM tool. The target 
of the SMO is to steer and develop service processes, ensure the quality of service op-
erations, and guide and monitor the service providers. The SMO is directly connected to 
the business organization, where the business functions are located, and the input for 
the SMO comes straight from the business organization. 
3.3 Current SMO practices 
According to the interview with the head of SMO, it is the SMO’s responsibility to provide 
the practices, people, and tools required for managing the services and vendors accord-
ing to the SIAM best practice. The SMO currently consists of a group of service manag-
ers and their supervisor, the head of SMO. The main focus for the service managers is 
to ensure the availability of services for the use of the organization. Each of the service 
manager has their own service area they are responsible for, which can consist of differ-
ent types of services provided by multiple vendors.  
Based on the interview with the head of SMO, the service managers report the status of 
their service area to the head of SMO on a weekly basis, or more frequently if the situa-
tion requires so. These situations arise when there is an exceptionally high number of 
incidents, problems and changes at the same time. These situations can also arise if the 
level of difficulty within the incidents, problems and changes is very challenging. The 
head of SMO’s responsibility is to escalate the issues when required in order to get the 
Figure 4. SIAM service areas managed by SMO 
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resources for solving a critical state. This is important in situations when a root-cause for 
a problem has not been identified, and there is a risk for the problem to cause more harm 
in the SIAM ecosystem if not solved properly. 
One of the service managers explained in the case company interview that the reporting 
is done as follows, the service managers manually gather data regarding the key perfor-
mance indicators from the ITSM tool (e.g. active major incidents, number of open inci-
dents, active problems by status etc.), the service managers then analyze the data and 
compose the information into a file-form that can be easily reviewed (e.g. MS Excel, 
Powerpoint). The material is then reviewed together with the head of SMO, the infor-
mation is compared with the historical data, and the required actions based on the infor-
mation are then defined together. The main target is to maintain an overall service level 
within the SMO, which is effective in terms of cost and functionality. 
The service managers were currently creating reports based on data received from the 
following ITIL processes within the SMO: Incident management, request fulfilment, con-
figuration management, and change management. 
3.4 Strengths of the current SMO practices 
The head of SMO stated in the interview that the roles inside the SMO are clear at the 
moment. The SMO consists of a group of service managers and the head of SMO is their 
supervisor. Each service manager has a clearly defined service area which they are re-
sponsible for. When service managers hold the responsibility over same certain specific 
vendors and services, deep knowledge and experience regarding these is able to be 
generated. Based on this knowledge and experience, the service managers are able to 
do better day-to-day decisions and deal better with unexpected situations. 
According to the case company interviews, the head of SMO leads the SIAM function 
and is responsible for the overall service level. In case of problems, the service managers 
share the information with the head of SMO, who then escalates the issue, so that the 
problem can solved as soon as possible. The head of SMO’s responsibility is to give the 
support to the service managers that they require in order to be as effective as possible. 
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3.5 Weaknesses of the current SMO practices 
One of the service managers described in an interview that each of the service managers 
has their own service areas, and each of the service managers are able to choose their 
own KPIs to follow. There is no standardized collection of KPIs for all service managers, 
just some general guidelines that can be adapted. Each of the service managers has 
their own approach on their chosen KPIs, depending on which success factors they rely 
on with different services and processes. According to the head of SMO, this means that 
because the service managers have a limited amount of time for gathering the KPI data 
from the ITSM tool, they might not be aware of all important aspects regarding their ser-
vice area. It can also be challenging to compare the overall performance between differ-
ent service areas, if the chosen KPIs are not consistent. Also, because the service man-
agers gather the KPI data from the ITSM tool in certain intervals, they might not be ac-
curate anymore at the time they present the information for the head of SMO. 
Based on the case company interviews, as each service manager is responsible and 
focused on their own service area, they are not fully aware of the status of the services 
and vendors as a whole. According to the head of SMO, miscommunications between 
service managers can lead to a situation where challenges in one of the service man-
ager’s service area start affecting another service manager’s services and vendors. This 
means that finding the root-cause can be more difficult and time-consuming from the 
service managers’ perspective. 
The head of SMO stated in one of the interviews that the service managers require a lot 
of time for gathering the key data from the ITSM tool, which is the status of incident 
management, change management, problem management and other core process ar-
eas, because it is being done manually. This means that a significant part of service 
managers’ time is used for something that could be potentially automated, and this time 
is taken away from using it in higher priority tasks. 
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3.6 Summary 
The summary of the current state analysis is as follows. According to the case company’s 
internal documents, the SMO’s main objective is to serve the business organization by 
effectively managing the multi-supplier environment according to SIAM best practice. 
This includes managing the performance of services and vendors within the ITSM. The 
SMO manages the case company’s IT services: Service desk, application services, end 
user services, network services, and infrastructure services. Based on the interviews 
with the head of SMO and the service managers, the SMO consists of group of service 
managers and their supervisor, the head of SMO. Each service manager has their own 
service area they are responsible for, and each service manager reports their service 
area’s performance to the head of SMO on a weekly basis. The head of SMO is respon-
sible for the overall performance of the SMO. In cases of challenges occurring in the 
service areas, the head of SMO is responsible for escalating the issues, so that the chal-
lenges can be addressed properly in order the problems to be solved. 
Based on the case company interviews, the strength of the current SMO practices are 
that the roles and responsibilities are clearly defined. The main challenge is that the 
service managers choose their own KPIs for measuring their IT services and core pro-
cess performance. The KPIs are not standardized because each service manager has 
their own view on the success factors regarding their IT services and core processes. 
This means that because different indicators for success are used, there is no common 
understanding regarding the IT service and core process success factors between the 
service managers. This means that the service managers might not be fully aware of the 
status of the SMO’s IT service and process performance outside their own service area, 
and this can make finding root-causes harder in situations where challenges from other 
parts of the SMO start affecting service manager’s own service area. 
When the service managers are using different KPIs, this can also make comparing the 
overall performance between different service areas more challenging for the head of 
SMO. Another challenge the service managers face at the moment, is that they have to 
gather the data manually from the ITSM tool. There is currently no real-time information 
easily available for the service managers regarding the performance of IT services and 
core processes. 
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In the Figure 5 below is a summary table of the weaknesses and literature relevant re-
garding the weaknesses: 
Weaknesses  Relevant literature 
 
No unified, consistent or standardized 
KPIs for measuring the IT service and 
core process performance.  
 
No common understanding about the IT 
service and core process success fac-
tors. 
 
No real-time information regarding IT 
service and core process performance. 
 
 
 
 
 
• ITIL metrics and KPIs 
 
• ITIL critical success factors 
 
• SIAM Dashboards 
Figure 5. Summary of weaknesses and the relevant literature 
As described in the figure above, one of the first weaknesses discovered regarding the 
current SMO practices was that there were no standardized KPIs for measuring the IT 
service and core process performance used by the service managers. The processes 
which were currently monitored by the service managers within the SMO consisted of 
the following ITIL processes: Incident management, request fulfilment, configuration 
management, and change management. For this reason, in order to obtain the infor-
mation required for standardizing the KPIs used in the SMO, the focus in researching 
the relevant literature regarding this would be on ITIL metrics and KPIs. Because the 
nature of the service managers’ daily work is highly operational and the ITIL processes 
currently monitored are a part of the ITIL Service Operation lifecycle, this part of ITIL will 
be highly focused on in the next chapter. The goal would be to gather the metrics and 
KPIs which are most commonly used within ITIL and recognize the most important KPIs 
in terms of measuring IT service and core process performance, which could be used for 
standardizing the KPIs within the SMO. These KPIs would also be used in the building 
of the case company SIAM Dashboard proposal. 
Another weakness revealed in the current state analysis was that there was no common 
understanding about the success factors related to IT service and core process perfor-
mance. For this reason, in order to be able to create a common understanding regarding 
the critical success factors of the IT services and (ITIL) core processes, the focus in 
studying the relevant literature regarding this would be on ITIL critical success factors. 
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The goal would be to understand that what are the common critical success factors rec-
ognizes within ITIL and apply this information in creating a common understanding within 
the SMO regarding the IT service and core process success factors. These critical suc-
cess factors would also be used in the building of the case company SIAM Dashboard 
proposal. 
One of the weaknesses which was also identified was that the SMO currently had no 
real-time information available regarding IT service and core process performance. This 
was also one of the first reasons when a need for a SIAM Dashboard was initially recog-
nized. For this reason, in order to be able to define the optimal SIAM Dashboard for the 
case company, it would be logical to analyze examples of the SIAM Dashboards that 
have been built so far. The goal would be to gather knowledge regarding the current 
SIAM Dashboard best practice. This knowledge would also be used in the building of the 
case company SIAM Dashboard proposal. 
4 Available Knowledge and Best Practice on ITIL processes and SIAM 
Dashboards 
This chapter discusses the available knowledge and best practice on ITIL KPIs, and 
SIAM Dashboards. The first part of this chapter focuses on the ITIL Service Operation 
processes. This is relevant for the SMO (SIAM function) as it is built on top of ITIL pro-
cesses. This part focuses on understanding the critical success factors and metrics 
which are generally used within the chosen ITIL processes. The second part shows an 
example of a SIAM Dashboard, which was built based on the best practice of six different 
companies. This part focuses on the KPIs utilized in this SIAM Dashboard example and 
the reasons behind them. 
4.1 ITIL Service Operation processes 
The Service Operation in terms of ITIL best practice is highly focused on managing day-
to-day activities and the enabling technology. As a part of the service management lifecy-
cle, the Service Operation is responsible of the execution and performance of the pro-
cesses that optimize the cost and quality of services. As part of the organization, the 
Service Operation is responsible for enabling the business to achieve its objectives. As 
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part of the world of technology, the Service Operation is responsible for the efficient 
functioning of the components that support the services. All of the functions, processes 
and activities in the Service Operation have been designed in a way, so that they can 
deliver a specified and agreed level of services, which can be delivered in an ever-chang-
ing environment. The different processes of Service Operation will be described in detail 
in the chapters below. (Cannon, D. 2011) 
The main focus in the chapters below is in understanding the critical success factors 
related to each process, and the metrics related to each process which define the status 
and success of the process itself. 
4.1.1 Event management 
Event management is a process which monitors all of the events that occur inside the IT 
Infrastructure. The main focus is to enable active operation and to detect and escalate 
abnormal conditions. Any detectable or discernible occurrence can be described as an 
event when it has significance for the management of the IT infrastructure or the delivery 
of IT service and evaluation of the impact an inconsistency might cause to the services. 
Events are generally notifications that are created by an IT service, a configuration item 
(CI) or a monitoring tool. (Cannon, D. 2011) 
The purpose of the event management process is to provide the ability to detect events, 
make sense of them and determine the appropriate control over them. The event man-
agement is the foundation for operational monitoring and control in the Service Opera-
tion. Event management serves as the entry point for the execution of multiple Service 
Operation processes and activities. It provides the means for comparing actual perfor-
mance against the design standards and SLAs. (Cannon, D. 2011) 
Achieving the correct level of filtering is one of the most important critical success factors 
in terms of event management. This is often very complicated because the significance 
of the events changes. There are three keys to the correct level of filtering, which are: 
Integrate the event management into all service management processes where possible 
(this ensures that only the events which are significant to these processes are reported), 
design the new services with the event management process in mind, and lastly, trial 
and error (there will always be classes of events that are not properly filtered, so it is not 
possible to fully prepare for everything). (Cannon, D. 2011) 
17 
  
The metrics for checking the effectiveness and efficiency in terms of the event manage-
ment process are shown in the Figure 6 below. 
 
Figure 6. Event management metrics according to ITIL (Cannon, D. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the quan-
tity of events which is divided based on the type (category, significance etc.). 
4.1.2 Incident management 
According to ITIL terminology, an incident is defined as following: “An unplanned inter-
ruption to an IT service or reduction in the quality of an IT service. Failure of a configu-
ration item that has not yet impacted service is also an incident, for example failure of 
one disk from a mirror set.” (Cannon, D. 2011) Incident management process is for man-
aging with all incidents, consisting of failures, questions and queries reported by users 
(usually to the Service Desk), technical staff, or automatically identified and reported by 
event monitoring tools. For major incidents, there is a separate procedure used which 
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has shorter timescales and greater urgency. It must be agreed on what constitutes as a 
major incident and it has to be ideally mapped on to the overall incident prioritization 
system, so that they can be properly managed through the major incident process. (Can-
non, D. 2011) 
The purpose of the incident management process is to restore normal service operation 
as quickly as possible and minimize the harmful effect on the business operations. Also, 
to ensure that the best possible levels of service quality and availability are maintained. 
Because the incident management process is highly visible to the business, its value is 
easier to demonstrate compared to most areas in Service Operation. This is also the 
reason that incident management is often among the first processes to be implemented 
in service management projects. (Cannon, D. 2011) 
There are a few critical success factors for successful incident management process. 
First of all, a key to a successful incident management is a good service desk. Secondly, 
clearly defined targets to work with defined in the SLAs. Thirdly, an adequate customer-
oriented and technically trained support staff with the right skills at all stages of the pro-
cess. Fourthly, integrated support tools to drive and manage the process. And lastly, 
OLAs and UCs that are capable of influencing and shaping the right behavior of all sup-
port staff. 
The metrics for checking the effectiveness and efficiency in terms of the incident man-
agement process are shown in the Figure 7 below. 
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Figure 7. Incident management metrics according to ITIL (Cannon, D. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the quan-
tity of incidents and the percentage of different incidents according to status. Other as-
pects are included in the metrics as well, such as cost, handling, resolving etc. 
4.1.3 Request fulfilment 
Service request is a term which is used as a universal description for many different 
types of demands that are guided to the IT department by the users. Many of the service 
requests are small changes which are low cost, low risk, frequently occurring, and so on. 
This can be something like a request to install a software onto a certain workstation or a 
request for a new password. Because of the scale and frequent, low-risk aspects, the 
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service requests are better managed by a separate process, instead of burdening the 
incident and change management processes. (Cannon, D. 2011) 
The purpose of the request fulfilment process is to manage the service requests received 
from the users. The request fulfilment process has following objectives: Firstly, providing 
a channel that users can utilize to request and receive basic services, including a prede-
fined approval and qualification process. Secondly, providing the information to the users 
and customers regarding availability of services and the procedure for receiving them. 
Thirdly, sourcing and delivering the components of the requested basic services. And 
lastly, assisting with basic information, complaints or comments. (Cannon, D. 2011) 
There are a few critical success factors that the request fulfilment process depends on. 
Firstly, that there is a mutual understanding of what services are going to be standardized 
and who is authorized to request them. It is important that the costs regarding the ser-
vices are agreed on, and any variances in terms of services are defined. Secondly, that 
the publication of services would be done to the users as a part of the service catalogue 
(ITIL Service Design) where the services can be easily accessed. Thirdly, that there is a 
standard fulfilment procedure defined for each of the service which are being requested, 
including every procurement policy and the ability to set up purchase orders and work 
orders. Fourthly, that there is a single point of contact used for requesting services. This 
is usually provided by the Service Desk or Intranet but can be automated directly to the 
request fulfilment or procurement system as well. Finally, that there are the self-service 
tools which are required to provide a front-end interface to the users. It is important that 
these also integrate fully with the back-end fulfilment tools, which are generally managed 
through incident management or change management. (Cannon, D. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the request fulfilment 
process are shown in the Figure 8 below. 
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Figure 8. Request fulfilment metrics according to ITIL (Cannon, D. 2011) 
As shown in the figure above, the main focus in the metrics breaks down in the quantity, 
type, and effect of service requests. 
4.1.4 Problem management 
According to ITIL, a problem is defined as a cause of one or more incidents. The problem 
management process has the responsibility of controlling the lifecycle of all problems. 
The main focus for the problem management is to prevent problems and incidents, min-
imize the impact of incidents that cannot be prevented and remove recurring incidents. 
(Cannon, D. 2011) 
Together with change management and incident management, problem management 
works to ensure that the IT service availability and quality are increased. In case of inci-
dents are being resolved, the information regarding the resolution is recorded. This in-
formation can be used later for speeding up the resolution time of incidents. As a result, 
this benefits in less downtime and less disruption caused by incidents to the business 
critical systems. The problem management process creates value by increasing the 
availability of IT services and the productivity of IT and business staff and decreasing the 
expenditure on workarounds that do not work, as well as the cost of effort assigned in 
fire-fighting and resolving repetitive incidents. (Cannon, D. 2011) 
22 
  
The problem management is highly dependent on the establishment of a well-functioning 
incident management process and tools. Effective incident management process en-
sures that problems can be identified and worked on as much as possible in the pre-
qualification stage. The critical success factors in terms of the problem management 
process are highly connected to the incident management. Firstly, that there is an effec-
tive linking between the incident and problem management tools. Secondly, that there is 
an ability to relate problem and incident records. Thirdly, that there is a good working 
relationship between the first-line, second-line, and third-line staff. And finally, that it is a 
good understanding of the business impact by all of the staff working with the problem 
resolution. (Cannon, D. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the problem manage-
ment process are shown in the Figure 9 below. 
 
Figure 9. Problem management metrics according to ITIL (Cannon, D. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the quan-
tity, percentage, cost and effect of different problems. 
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4.1.5 Access management 
Access management process is responsible of granting the right for users to use services 
and preventing access from users that are non-authorized. Access management pro-
vides the rights to different services to different users based on the policies and actions 
that are defined in security management and availability management ITIL processes. 
(Cannon, D. 2011) 
Access management process creates value in following ways: It provides controlled ac-
cess to services from users and this enables the organization to maintain the confidenti-
ality of its information more efficiently. It provides a right level of access for the employ-
ees to execute their duties. It decreases the probability of an unexperienced user making 
errors using a critical service. It provides a capability for auditing the use and abuse of 
services and to more easily deny access when necessary. And finally, it may be required 
for regulatory compliance, for example with SOX, HIPAA, and COBIT. (Cannon, D. 2011) 
In order to be successful, the access management would consist of multiple technical 
capabilities, for example: Having the ability to identify a user reliably, as well as the ap-
prover. Having the ability to identify if the user qualifies to be authorized for certain ac-
tions and having the ability to link multiple access rights to a certain user type. To sum-
marize, the success of the access management is highly dependent on a system that is 
able to perform the actions that are required in order to give the right authorizations to 
the right users, while protecting the organization’s business critical information and func-
tions. (Cannon, D. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the access manage-
ment process are shown in the Figure 10 below. 
 
Figure 10. Access management metrics according to ITIL (Cannon, D. 2011) 
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As shown in the figure above, the main focus in the metrics is in understanding the quan-
tity of requests and accesses, as well as the incidents related to them. 
4.1.6 Other ITIL processes related 
There are also other processes in ITIL which are related to the ITIL Service Operation 
processes, but they are covered in the other lifecycle phases. The other ITIL lifecycle 
phases are: Service Strategy, Service Design, Service Transition, and Continual Service 
Improvement. 
As well as in the Service Operation processes, the main focus in the chapters below is 
in understanding the critical success factors related to each process, and the metrics 
related to each process, which define the status and success of the process itself. 
4.1.6.1 Change management 
The purpose of the change management process is to enable beneficial changes to be 
made and control the lifecycle of all changes. In an organization, changes are performed 
for different reasons, and they can be proactive (changes initiated from search of busi-
ness benefits, e.g. reduce of costs, improvement of services, increase of effectiveness 
etc.) and reactive (resolving problems and adapting to the change) by nature. The 
change management process is a part of the ITIL Service Transition. (Lacy, S. 2011) 
The change management process has to ensure that the objects being measured have 
a certain meaning. For example, it can be easy to count the number of incidents which 
are going to create changes, but it is much more important to understand the underlying 
causes of these changes, and to identify the trends. If not controlled properly, changes 
can have a negative impact on the business. (Lacy, S. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the change manage-
ment process are shown in the Figure 11 below. 
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Figure 11. Change management metrics according to ITIL (Lacy, S. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the quan-
tity and the type of different changes, as well as understanding the successfulness of 
changes and the root-causes behind that. 
4.1.6.2 Service asset and configuration management 
The service asset and configuration management process is responsible for effectively 
managing organization’s assets and configurations that enables efficient running of the 
business. The purpose of the service asset and configuration management consists of 
following objects: Firstly, to identify, manage, report, audit and verify different service 
assets and configuration items (CIs). And secondly, to account for, manage and secure 
the integrity of different service assets and configuration items throughout the service 
lifecycle, so that only authorized components are utilized, and authorized changes are 
26 
  
being made. The service asset and configuration management is a part of the ITIL Ser-
vice Transition. (Lacy, S. 2011) 
The goals of the configuration management consist of following objects: Firstly, support-
ing the business and the customer with controlling the objectives and requirements. Sec-
ondly, providing accurate and up-to-date configuration information to enable optimal de-
cision making. Thirdly, decreasing the quality and compliance issues caused by false 
configuration of assets and services. And finally, optimizing the service assets, configu-
rations, capabilities and resources utilized by the organization. (Lacy, S. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the service asset and 
configuration management process are shown in the Figure 12 below. 
 
Figure 12. Service asset and configuration management metrics according to ITIL (Lacy, S. 2011) 
As shown in the figure above, the main focus in the metrics is in optimizing the cost and 
performance of the service assets and configurations. 
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4.1.6.3 Release and deployment management 
The release and deployment management process is responsible of the planning, sched-
uling and controlling the movement of releases to test and production environments. The 
primary target for the release and deployment management is securing the integrity of 
the production environment and ensuring that the correct components are released. This 
includes objectives such as the following: Defining and agreeing the release and deploy-
ment plans together with the stakeholders and customers, ensuring each release pack-
age is composed using assets and service components that are compatible with each 
other, ensuring that all release and deployment packages are able to be tracked etc. The 
release and deployment management is a part of the ITIL Service Transition. (Lacy, S. 
2011) 
In order to run a successful release and deployment management process, it includes 
following critical success factors: Firstly, the new or changed service capability and re-
sources are established in the target environment or deployment group. Secondly, the 
new or changed service has been checked against the Service Design. Thirdly, the ser-
vice capability has been confirmed in a pilot deployment. And lastly, re-usable test mod-
els are created which can be used for regression testing in upcoming releases. (Lacy, S. 
2011) 
The metrics for judging the effectiveness and efficiency in terms of the release and de-
ployment management process are shown in the Figure 13 below. 
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Figure 13. Release and deployment management metrics according to ITIL (Lacy, S. 2011) 
As shown in the figure above, the main focus in the metrics is in performance, challenges, 
customer satisfaction, cost and resource aspects. 
4.1.6.4 Capacity management 
The capacity management process is responsible of ensuring that the capacity of IT ser-
vices and the IT infrastructure is adequate in delivering the agreed service level targets 
effectively in terms of time and cost. The objectives of the capacity management include 
the following objects: Firstly, producing and maintaining a capacity plan, which mirrors 
the current and upcoming needs of the business. Secondly, providing guidance to all 
other areas of IT and the business regarding all issues in terms of capacity and perfor-
mance. Thirdly, ensuring that the service performance meets all of the agreed perfor-
mance targets. Fourthly, assisting with the diagnosis and resolution of the incidents and 
problems that are related to capacity and performance. Fifthly, assessing the impact of 
all changes which are in the capacity plan, as well as the capacity and performance of 
the resources and services. And finally, ensuring that proactive measures for improving 
the service performance are implemented cost effectively. The capacity management is 
a part of the ITIL Service Design. (Hunnebeck, L. 2011) 
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The main critical success factors for the capacity management process are the following: 
Firstly, having correct business forecasts. Secondly, having knowledge of current and 
upcoming technologies. Thirdly, having an ability to execute cost effectiveness. And fi-
nally, having an ability to plan and implement the adequate IT capacity matching with the 
business needs. (Hunnebeck, L. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the capacity manage-
ment process are shown in the Figure 14 below. 
 
Figure 14. Capacity management metrics according to ITIL (Hunnebeck, L. 2011) 
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As shown in the figure above, the main focus in the metrics is in forecasting the business, 
understanding the current and future technologies, demonstrating the cost-effectiveness, 
and matching the IT capacity with the business needs. 
4.1.6.5 Availability management 
The availability management process targets to define, plan, analyze, measure and im-
prove the availability of IT services. The process makes sure that all processes, tools, 
roles, and IT infrastructure are suitable regarding agreed availability goals. The objec-
tives of the availability management consist of following items: Firstly, producing and 
maintaining a suitable availability plan that reflects the needs of the business. Secondly, 
providing guidance to all areas of IT and business regarding availability. Thirdly, ensuring 
that service availability meet the agreed targets. Fourthly, recognizing and resolving 
availability related incidents and problems. Fifthly, assessing the impact of all changes 
on availability plan and the capacity and performance of services and resources. And 
finally, ensuring that proactive measures are used for improving availability of services 
in a cost-effective manner. The availability management is a part of the ITIL Service 
Design. (Hunnebeck, L. 2011) 
The main critical success factors for the availability management process are the follow-
ing: Firstly, managing the availability and reliability of IT services. Secondly, satisfying 
the business needs regarding access to IT services. Thirdly, ensuring the availability of 
the IT infrastructure as it is agreed in the SLAs with an optimal cost. (Hunnebeck, L. 
2011) 
The metrics for judging the effectiveness and efficiency in terms of the availability man-
agement process are shown in the Figure 15 below. 
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Figure 15. Availability management metrics according to ITIL (Hunnebeck, L. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the avail-
ability and reliability of the IT services, matching IT services with business needs and 
cost of the availability of IT infrastructure. 
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4.1.6.6 Knowledge management 
The knowledge management process targets to gather, store, analyze and share infor-
mation and knowledge inside an organization. The main purpose of the knowledge man-
agement is to reduce the need for rediscovering knowledge and as a result of that, im-
prove efficiency. The objectives of the knowledge management include the following 
items: Firstly, enable the service provider to be more efficient, reduce cost, and increase 
satisfaction. Secondly, ensure that the staff has a common understanding of the value 
their services are providing to customers. And thirdly, ensure that the service provider 
staff has sufficient information regarding their services. The knowledge management 
process is a part of the ITIL Service Transition. (Lacy, S. 2011) 
An effective knowledge management is a powerful tool for users across all roles and 
stages of the service lifecycle. It is a well-functioning practice for people to share infor-
mation, data and knowledge regarding IT services. It is recommended, that there would 
be a one and single system for knowledge management. (Lacy, S. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the knowledge man-
agement process are shown in the Figure 16 below. 
 
Figure 16. Knowledge management metrics according to ITIL (Lacy, S. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the effects 
of organization’s knowledge in terms of errors, cost, efficiency etc. 
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4.1.6.7 IT service continuity management 
The IT service continuity management process targets to control the risks that can criti-
cally impact IT services. This process is responsible of ensuring that the IT service pro-
vider is able to always provide according to the minimum agreed service levels. The 
service continuity management is closely connected to the business continuity manage-
ment. The main objectives of the IT service continuity management consist of the follow-
ing items: Firstly, maintaining a set of IT service continuity plans and IT recovery plans. 
Secondly, completing regular business impact analysis (BIA) exercises and ensuring that 
the continuity plans are up-to-date. Thirdly, conducting risk analysis and management 
exercises. Fourthly, providing guidance to all the areas of IT and business regarding on 
continuity and recovery aspects. Fifthly, ensuring that suitable continuity and recovery 
practices are utilized in order to meet the agreed business continuity targets. Also, as-
sessing the impact of changes regarding the IT service continuity and IT recovery plans, 
and ensuring that proactive practices regarding the availability of services are utilized in 
a cost-effective manner. And finally, negotiating and agreeing the contracts with the sup-
pliers regarding the provision of necessary recovery capability which can support the 
continuity plans. The IT service continuity management process is a part of the ITIL Ser-
vice Design. (Hunnebeck, L. 2011) 
The main critical success factors for the IT service continuity management process are 
the following two items: Firstly, that the IT services are delivered and that they can be 
recovered so that they meet the business objectives accordingly. And secondly, that 
there is awareness in all parts of the organization regarding the business and IT service 
continuity plans. (Hunnebeck, L. 2011) 
The metrics for judging the effectiveness and efficiency in terms of the IT service conti-
nuity management process are shown in the Figure 17 below. 
34 
  
 
Figure 17. IT service continuity management metrics according to ITIL (Hunnebeck, L. 2011) 
As shown in the figure above, the main focus in the metrics is in understanding the con-
tinuity of IT services and all the aspects of ensuring the availability to the minimum 
agreed service levels. 
4.2 SIAM Dashboard example 
Measuring SIAM and SIAM Dashboard are both still relatively new subjects in the field 
of IT service management, and there is not a lot of best practice widely available regard-
ing these subjects. This chapter demonstrates an example of a SIAM Dashboard pub-
lished by itSMF Finland (IT Service Management Forum), which was built by combining 
SIAM best practice from six SIAM forerunner companies from Finland. This example of 
a SIAM Dashboard was proposed by industrial engineering students from Metropolia 
University of Applied Sciences in 2017, who collected the data from different companies, 
analyzed the results, and built the SIAM Dashboard based on the analyzed information. 
(Palomäki, et al. 2017) 
The SIAM Dashboard was divided to four different parts: Service management office 
(SMO) dashboard, service desk dashboard, major incident management dashboard, and 
customer satisfaction dashboard. The purpose of separating the SIAM Dashboard into 
different parts is to make the using of the SIAM Dashboard easier for the user, as a large 
amount of data and information can be distributed logically into separate views. Each of 
the SIAM Dashboard parts are targeted for a specific function in SIAM, e.g. SMO KPIs 
for the indicators from the service management office. (Palomäki, et al. 2017) 
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The first part of the SIAM Dashboard (Palomäki, et al. 2017) – SMO KPIs are shown in 
the Figure 18 below. 
 
Figure 18. SIAM Dashboard, SMO KPIs (Palomäki, et al. 2017) 
It is shown in the figure above, that according to this SIAM Dashboard example the SMO 
part focuses in the following objects: Number of open incidents, number of open service 
requests, service desk performance, number of security breaches per month, overall 
customer satisfaction level, percentage of SLA requirements met, percentage of OLA/UC 
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requirements met, service transition success rate, number of major incidents, incident 
business impact, the overall performance of the SMO, and the completeness of open 
development projects. (Palomäki, et al. 2017) 
The second part of the SIAM Dashboard (Palomäki, et al. 2017) – Service Desk KPIs 
are shown in the Figure 19 below. 
 
Figure 19. SIAM Dashboard, Service Desk KPIs (Palomäki, et al. 2017) 
It is shown in the figure above, that according to this SIAM Dashboard example the Ser-
vice Desk part focuses in the following objects: Number of incidents, number of open 
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incidents, number of open service requests, number of service requests, number of inci-
dents solved with first point of contact, percentage of SLA requirements met, percentage 
of OLA/UC requirements met, average incident end-to-end resolution time, number of 
major incidents, number of incidents about to breach SLA, percentage of tickets that 
were not accepted by the user, and customer satisfaction. (Palomäki, et al. 2017) 
The third part of the SIAM Dashboard (Palomäki, et al. 2017) – Major Incident KPIs are 
shown in the Figure 20 below. 
 
Figure 20. SIAM Dashboard, Major Incident KPIs (Palomäki, et al. 2017) 
It is shown in the figure above, that according to this SIAM Dashboard example the Major 
Incident part focuses in the following objects: Number of major incidents, number of open 
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major incidents, number of major incidents where root cause has not yet been defined, 
average resolution time of major incidents, percentage of SLA requirements met, per-
centage of OLA/UC requirements met, major incident business impact, number of recur-
ring major incidents, and the status of latest major incident report. (Palomäki, et al. 2017) 
The fourth and last part of the SIAM Dashboard (Palomäki, et al. 2017) – Customer Sat-
isfaction KPIs are shown in the Figure 21 below. 
 
Figure 21. SIAM Dashboard, Customer Satisfaction KPIs (Palomäki, et al. 2017) 
According to this SIAM Dashboard example the Customer Satisfaction part focuses on 
the following objects, which are questions directed to the user: Satisfied to helpdesk, 
satisfied to maintenance, satisfied to performance, value to the business, easy to use, 
flexibility, NPS, would recommend, and the overall. (Palomäki, et al. 2017) 
4.3 Summary of the available knowledge 
The knowledge regarding ITIL Service Operation processes consisted of key information 
regarding the core processes of the ITIL Service Operation and other core processes 
(from other ITIL lifecycle phases), which are closely related to the ITIL Service Operation 
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(e.g. Change management, capacity management, availability management etc.). The 
key information discussed with each core process consisted of information regarding the 
overview, purpose, metrics and critical success factors. This key information, especially 
the metrics and success factors of each core process discussed will be discussed in a 
workshop together with the head of SMO and the service managers. In the workshop, 
the focus is on defining which of the core process metrics will benefit the SMO the most 
when they are (and can be) monitored, and these metrics can be used in the final SIAM 
Dashboard which is built for the case company. 
The knowledge regarding SIAM Dashboards discussed one example of a SIAM Dash-
board, which consisted of four (4) different views and KPIs for the users. These different 
views of the SIAM Dashboard focused on different areas inside SIAM. The areas con-
sisted of the following: SMO, Service Desk, Major Incident Management and Customer 
Satisfaction. This example of a SIAM Dashboard was built by combining SIAM best prac-
tice from six SIAM forerunner companies from Finland. 
The knowledge regarding ITIL Service Operation metrics and critical success factors, 
and SIAM Dashboards gathered in this chapter will be used for building the SIAM Dash-
board proposal. The summary of the knowledge gathered is demonstrated in the Figure 
22 below. 
 
Figure 22. Summary of knowledge gathered for building the SIAM Dashboard proposal 
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As shown in the figure above, the knowledge regarding ITIL critical success factors, ITIL 
metrics and the SIAM Dashboard reference will be used in building of the SIAM Dash-
board proposal. Next, a case company workshop will be held together with the service 
managers and the head of SMO where the SIAM Dashboard and KPI requirements will 
be determined. This workshop will be discussed in the following chapter. 
After the SIAM Dashboard and KPI requirements have been determined, the SIAM Dash-
board proposal can be built by using the critical success factors, metrics, and the SIAM 
dashboard reference gathered in this chapter. 
5 SIAM Dashboard proposal for the case company 
This chapter merges the results of the current state analysis and the available knowledge 
towards building the proposal. The main focus in this chapter will be in building the SIAM 
Dashboard proposal which is designed for the case company. 
The proposal is built based on Data 1 (case company interviews on current SMO prac-
tices) discussed in chapter 3, Data 2 (case company workshop on SIAM Dashboard and 
KPI requirements) which will be described in chapter 5.3 below, and by using applicable 
elements of available knowledge and best practice discussed in chapter 4. Details of 
building the SIAM Dashboard for the case company are described in the chapters below. 
This chapter first goes through the overview of key findings from the Data 1 and Available 
Knowledge. Then, it discusses the building of the SIAM Dashboard proposal for the case 
company where the methods used for building the SIAM Dashboard are described. After 
this, the SIAM Dashboard and KPI requirements are defined together with the head of 
SMO and the service managers by analyzing the contents of Available Knowledge (chap-
ter 4). This is followed by the proposal of the case company SIAM Dashboard. This 
chapter then ends with a summary of the SIAM Dashboard proposal for the case com-
pany. 
A summary of the data collection is presented in the Figure 23 below. 
41 
  
 
Figure 23. Summary of the data collection 
The figure above describes the different data required for this thesis. So far, the Data 1 
(Case company interviews on current SMO practices) has been collected. The Data 2 
(SIAM Dashboard and KPI requirements) will be gathered and discussed in this chapter. 
And finally, the Data 3 (Feedback on the SIAM Dashboard and KPIs) will be collected 
and analyzed in chapter 6 (Validation of the proposal). 
5.1 Overview of key findings from Data 1 and Available Knowledge 
Based on the findings made in Data 1 (chapter 3), the main challenge is that there is 
currently no standardize set of KPIs available for the service managers for measuring 
their IT services and core process performance. The main weakness is that because 
different indicators for success are used, there is currently no common understanding 
regarding the IT service and core process success factors between the service manag-
ers. There are currently no unified, consistent or standardized KPIs for measuring the IT 
service and core process performance available for the service managers. 
The goal is to gather and standardize a set of KPIs based on the case company SMO 
requirements and provide the SMO real-time information regarding the performance of 
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the performance of the IT services and core processes (e.g. status of incident manage-
ment, change management, problem management and other core processes). 
The available knowledge provided understanding regarding the core processes of the 
ITIL Service Operation and the other core processes which are closely related to the ITIL 
Service Operation. The available knowledge most importantly discussed a lot of infor-
mation regarding the metrics and the critical success factors which are generally used 
within these areas. This part also discussed one example of a SIAM Dashboard, which 
consisted of four (4) different views and KPIs for the users. These different views of the 
SIAM Dashboard focused on different areas inside SIAM. This SIAM Dashboard was 
built by combining SIAM best practice from six SIAM forerunner companies from Finland. 
5.2 Building of the SIAM Dashboard proposal for the case company 
The building of the SIAM Dashboard proposal for the case company was started with a 
workshop, which was held together with the case company’s head of SMO and the ser-
vice managers to discuss the case company SIAM Dashboard and KPI requirements. In 
this workshop, the material from chapter 4 was analyzed in-depth focusing on the ITIL 
metrics and critical success factors, and the SIAM Dashboards (examples). The main 
focus in the workshop was to gain understanding about the most important areas of the 
SMO in terms of IT service and core process performance and choose the relevant KPIs 
based on this information. 
The metrics and critical success factors from chapter 4.2 were reviewed together with 
the head of SMO and the service managers, and this provided the background info on 
what metrics are commonly used according to ITIL best practice. The SIAM Dashboards 
examples from chapter 4.3 were also reviewed, and this provided a benchmark for build-
ing the SIAM Dashboard for the case company. Based on these SIAM Dashboards ex-
amples, it was decided that the SIAM Dashboard for the case company will also be sep-
arated into different parts. The main purpose of dividing the SIAM Dashboard into parts 
is to make using of the SIAM Dashboard easier for the users, by not making the user 
view cluttered. 
The outcome of the SIAM Dashboard proposal for the case company is a SIAM Dash-
board pilot, which is the first version of the SIAM Dashboard. The SIAM Dashboard pilot 
43 
  
will be proposed to be implemented in the case company ITSM tool and to be tested over 
a certain period. It will then be validated together with the head of SMO and the service 
managers. In this validation, the fit of the SIAM Dashboard will be evaluated against the 
case company requirements, and the final adjustments will be done based on this infor-
mation. 
5.3 SIAM Dashboard and KPI requirements 
The input for the case company SIAM Dashboard comes from the ITIL processes which 
the SMO (SIAM function) is built on. Currently, there is a lot of information regarding the 
IT service and core process performance available from the ITIL processes in the case 
company’s ITSM tool. The first step is to define the most important key process areas 
(and the key information) which should be monitored by the case company’s head of 
SMO and the service managers. The head of SMO and the service managers are the 
main users of the SIAM Dashboard, and the importance of the key process information 
will be evaluated based on their knowledge and experience. The focus will be on defining 
KPIs that can be executed easily by using the information available from the ITSM tool. 
There were five most important process areas which were raised by the head of SMO 
and the service managers: Incident management, change management, request fulfil-
ment, problem management and knowledge management. The importance of these pro-
cess areas was recognized in the CSA stage and confirmed in the beginning of building 
of the proposal stage by the head of SMO and the service managers. More detailed 
information regarding the importance of these process areas is analyzed in the chapters 
below. 
5.3.1 Incident management 
According to the head of SMO and the service managers, the most important area to 
focus on in terms of measuring IT service and core process performance is incident (and 
major incident) management. This area is the most critical because incidents (and espe-
cially major incidents) can directly affect the levels of service availability. When critical 
incidents occur, and services are not available, this can instantly cause problems for the 
business. This will create costs coming from the business organization not being able to 
utilize the needed IT services, and create costs required for fixing the problem. 
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After analyzing the metrics and critical success factors described in Figure 7 (Incident 
management metrics according to ITIL) together with the head of SMO and the service 
managers, the conclusion was the following: In incident (and major incident) manage-
ment it is important to be aware of the quantity of incidents and understand how they can 
be categorized. By categorizing incidents, they can be efficiently organized and solved 
in the right order, from the most urgent to the least urgent. It is important that in the SIAM 
Dashboard, it is possible to easily understand: How many incidents there are, what is 
their priority and what is their status. It is important to separate the major incident indica-
tors from the regular incident indicators, so that for example the trends of major incidents 
specifically can be understood easily. 
As the case company has different locations where it operates, the incidents can also be 
categorized by the location. This helps the SIAM Dashboard user understand the current 
state regarding incidents in general and in different locations. Incidents can also be cat-
egorized by their state (new, in progress, on hold). One of the important differentiators 
between the incidents is also how old is the incident. For example, in case where there 
are many incidents that are older than 30 days, that might give some valuable information 
regarding situation in the SMO and the on the capability for solving incidents. The head 
of SMO also stated that the SLA (service level agreement) compliance is an important 
aspect to follow in terms of incidents and major incidents. This is to be aware of the 
breaches caused by the incidents, so that reacting can be quick. 
According to the head of SMO and the service managers, it is also important to see how 
many incidents and major incidents are caused by certain services. Security incidents 
are also a risk for the case company, and it is critical to understand which services are 
causing them. One of the service managers pointed out that changes can also cause 
incidents, and it is important that these can also be monitored. Another important aspect 
is the average end-to-end resolution time, this can be used for comparing the resolution 
time of incidents according to services and priority. The final aspect that was discussed 
with the head of SMO and the service managers in terms of incidents, was the im-
portance of understanding how many of the incidents are resolved using knowledge ar-
ticles. This indicator helps the SMO understand that what part of the incidents can be 
handled autonomously. The creation of knowledge articles takes effort, and this is crucial 
for understanding the value that comes out from it. 
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5.3.2 Change management 
The head of SMO and the service managers believe that change management has a 
very high importance when it comes to measuring IT service and core process perfor-
mance. This is because it is important to be aware of the changes that are happening 
and have already happened as they can affect the SMO in many different ways (e.g. 
cause incidents, problems, etc.). 
After analyzing the metrics and critical success factors described in Figure 11 (Change 
management metrics according to ITIL) together with the head of SMO and the service 
managers, the conclusion was the following: In change management it is important to be 
aware of the quantity of changes in different areas and understand how they can be 
categorized. Changes can be divided into different types (e.g. normal, standard, emer-
gency, etc.) and states (e.g. new, under assessment, closed, etc.). Regarding different 
change types, emergency changes is something that should be highly focused on. This 
is because the emergency changes usually hold more risk compared to other change 
types, and these should be monitored with close attention. Also, there are changes that 
are implemented outside of the change window. These can also hold more risk compared 
to standard changes, which means that they also should be monitored. 
According to the head of SMO, it would also be important to see the status of the changes 
planned for the ongoing week. This helps the SIAM Dashboard user to understand the 
progress regarding the changes planned for the ongoing week. One of the service man-
agers also pointed out that it is important to understand how the changes correlate with 
different vendors. This is to see the change behavior and development in terms of differ-
ent vendors. 
5.3.3 Request fulfilment 
In terms of measuring IT service and core process performance, the service managers 
and the head of SMO stated that request fulfilment is also an important process to mon-
itor. This is because even if the requests are low cost, low risk, frequently occurring etc., 
the overall quantities of the different service requests and the ratio between the service 
requests and changes are important to understand. 
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After analyzing the metrics and critical success factors described in Figure 8 (Request 
fulfilment metrics according to ITIL) together with the head of SMO and the service man-
agers, the conclusion was the following: In request fulfilment it is important to be aware 
of the quantities of service requests and the time used for handling them. The service 
requests can also be divided to different stages (e.g. logged, WIP, closed, etc.). Accord-
ing to the service managers, it is also important to understand if the service requests are 
completed within agreed timelines, because if not, there can be underlying problems that 
are causing this that require immediate attention. Another aspect that is also important 
is the average cost of the service requests divided by type. However, this requires a bit 
more effort as the calculations have to be done and maintained by someone in the case 
company, so that the information is always correct. The head of SMO also added that 
the client satisfaction is also important what comes to understanding IT service and core 
process performance. For example, if the client satisfaction is suddenly steeply decreas-
ing, this can be a message from a critical underlying problem that needs to be solved as 
soon as possible. 
5.3.4 Problem management 
Problem management is an important process to monitor in terms of IT service and core 
process performance according to the head of SMO and the service managers. This is 
because problems can be potential threats that can in the worst case affect the IT service 
availability or quality. By being able to monitor this process, the head of SMO and the 
service managers are able to react to possible threats accordingly. 
After analyzing the metrics and critical success factors described in Figure 9 (Problem 
management metrics according to ITIL) together with the head of SMO and the service 
managers, the conclusion was the following: In problem management it is most important 
to be aware of the quantity of the problems. According to the head of SMO, it is important 
to monitor if the problems can be resolved within the SLA targets. This can indicate if 
there are further actions that should be taken, in case where the SLAs are constantly 
violated. The head of SMO also emphasizes the importance of the average cost of han-
dling a problem. As in the request fulfilment, this also requires effort as the calculations 
have to be done and maintained by someone in the case company, so that the infor-
mation is always correct. 
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5.3.5 Knowledge management 
The head of SMO and the service managers stated that the knowledge management is 
also an important process to monitor in terms of IT service and core process perfor-
mance. This is because it is important to understand how much of the stored knowledge 
can be exploited for the use of the case company. 
After analyzing the metrics and critical success factors described in Figure 16 
(Knowledge management metrics according to ITIL) together with the head of SMO and 
the service managers, the conclusion was the following: In knowledge management it is 
most important to understand the quantities of knowledge articles published for different 
services. This indicates the knowledge activities related to services, if the activity is high 
and a lot of knowledge is built on a certain service, this can for example decrease the 
average time required for fixing a problem related to this service. The service managers 
stated that a lot of information regarding the use of knowledge articles could be used for 
indicating different success factors. For example, how the knowledge articles have im-
proved accessibility of services by decreasing downtime, how the knowledge articles 
have reduced the time needed for maintaining certain services, etc. However, defining 
the important KPIs regarding this can be challenging, as this type of information can be 
categorized as more of “nice to have” instead of “must have”. 
5.3.6 The SIAM Dashboards 
The SIAM Dashboards examples from the chapter 4.3 were reviewed with the head of 
SMO and the service managers. After analyzing the dashboards more in-depth, several 
items regarding the dashboards were discussed. According to the head of SMO, the 
SMO KPIs consisted of very straight-forward and important KPIs. The head of SMO and 
the service managers stated that the most important KPIs according to their experience 
were the open incidents, open service requests, security breaches per month, customer 
satisfaction, SLA requirements met and the major incidents. Measuring incident business 
impact would also be a very powerful indicator to be used in the SIAM Dashboard, but 
implementing and maintaining this type of KPI can be challenging. It is not quite clear 
how much time and expertise defining the required variables would consume. This would 
also require someone take the responsibility of making sure that this data is accurate for 
the use of the case company. According to the head of SMO, measuring the overall 
performance of the service desk and the SMO KPIs can be challenging. It can be difficult 
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to define the percental value of each KPIs within the service desk and SMO, and this is 
the reason why it can be very hard to indicate the overall performance for a certain area 
just by using one KPI. 
The head of SMO and the service managers had the following thoughts regarding the 
service desk KPIs. The dashboard consisted of very important KPIs as well, but they 
were also a bit overlapping with the SMO KPIs. According to the head of SMO and the 
service managers, the important KPIs from the service desk dashboard included the 
number of incidents, open incidents, open service requests, number of service requests, 
SLA requirements met, average end-to-end resolution time and open major incidents. 
One of the service managers noted that in the service desk dashboard, the “number of 
incidents” KPI was measured by the total number of incidents in the last 30 days. This is 
an import approach to measuring incidents in past time as the average can be easily 
monitored by using this indicator. With this KPI, it can be compared if the total number 
of incidents in the last 30 days is higher or lower compared to the general average or 
target set for this KPI. Whether the value is higher or lower, this value describes the level 
of load regarding the incidents and the potential risk level which correlates with the value. 
The major incident KPIs were also reviewed by the head of SMO and the service man-
agers, in which they stated as following: The major incident KPIs are very important and 
certain KPIs will also be used in the SIAM Dashboard which is built for the case company. 
Number of open major incidents, SLA requirements met, and average resolution time 
are very important KPIs to monitor in terms of measuring IT service and core process 
performance according to the head of SMO and the service managers. Business impact 
is a very important KPI, but also in this case the defining and maintaining of the correct 
variables and data can be challenging and might require more resources to be used in 
order to be able to gain the desired value. 
The head of SMO and the service managers also reviewed the customer satisfaction 
KPIs, and the conclusion was following: In terms of measuring IT service and core pro-
cess performance these KPIs are very important, but the SMO is limited in using the data 
which is available in the ITSM tool. By using this example, the customer satisfaction 
indicators and the questionnaires which are sent to the users and used as input for these 
KPIs would have to be completely rebuilt. The customer satisfaction is something that 
should and will be considered when assessing the IT service and core process perfor-
mance, but it will be done separately outside the SIAM Dashboard. 
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As discussed in the SIAM Dashboards example in chapter 4.3, SIAM Dashboard is a set 
of indicators which can be divided into different parts. The main reason for separating 
the SIAM Dashboard into different parts is to make the using of the SIAM Dashboard 
easier for the user, as a large amount of data and information can be distributed logically 
into separate views. It is decided by the head of SMO and the service managers that the 
SIAM Dashboard will be divided into different parts, but not by key areas. Different key 
areas will be presented together in the different parts of the SIAM Dashboard. The rea-
son for this is that by using this approach the users of the SIAM Dashboard are able to 
get the most important information from different key areas in the same view. This makes 
it easier to understand the overall IT service and core process performance regarding 
SIAM, without the need to search through different key areas separately. 
5.3.7 Specifications of the case company SIAM Dashboard 
According to the head of SMO, the target is to provide a clear, but a comprehensive 
SIAM Dashboard which gives the user the most important information regarding IT ser-
vice and core process performance. 
The SIAM Dashboard built for the case company will be separated into three different 
dashboards consisting of different KPIs. The dashboards are divided as following: Ser-
vice Manager – Current State Dashboard, Service Manager – Last Month Dashboard, 
and SMO Dashboard. The Service Manager – Current State Dashboard presents the 
KPIs that provide relevant information of the current state regarding the IT services and 
core process performance the service manager is responsible for. The Service Manager 
– Last Month Dashboard presents the KPIs that provide relevant information regarding 
the IT services and core process performance the service manager is responsible for 
from a past perspective. The Service Manager – Last Month dashboard can also include 
KPIs which measure the items from a longer period, for example longer than 30 days. 
The final dashboard, SMO Dashboard focuses on the KPIs providing information from 
the SMO on a high-level. The main focus in the SMO Dashboard is on ticket trends, 
presenting the overall quantities of different items such as incidents, problems, service 
requests, etc. This is to provide a comprehensive overview of the SMO that includes all 
the relevant KPIs the head of SMO requires for SMO performance monitoring and case 
company reporting purposes. 
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The decision was made together with the head of SMO and the service managers, that 
only the most important processes and KPIs are presented in the SIAM Dashboard. Be-
cause the SIAM Dashboard is used as a day-to-day tool by the service managers and 
the head of SMO, the main goal is to keep the SIAM Dashboard easily readable focusing 
on quality of the KPIs and avoiding filling the SIAM Dashboard quantitively with unnec-
essary KPIs. Because incident (and major incident) management and change manage-
ment are so important by holding business critical aspects, the SIAM Dashboard is highly 
focused on these two areas. The most important request fulfilment, problem manage-
ment and knowledge management KPIs are also presented in the SIAM Dashboard, but 
because the quantity of the KPIs are limited to a certain amount, they will not be pre-
sented as much due to the higher importance of incident management and change man-
agement. The SIAM Dashboard KPIs will be divided as following: 
The Service Manager – Current State Dashboard will consist of twelve (12) different 
KPIs. Five (5) incident management KPIs, three (3) change management KPIs, one (1) 
request fulfilment KPI, one (1) problem management KPIs, and two (2) general KPIs. 
The Service Manager – Last Month Dashboard will consist of nineteen (19) different 
KPIs. Ten (10) incident management KPIs, five (5) change management KPIs, three (3) 
request fulfilment KPIs, and one (1) knowledge management KPI. 
The SMO Dashboard will consist of twenty-one (21) different KPIs. Eleven (11) incident 
management KPIs, four (4) change management KPIs, and six (6) general KPIs. 
5.4 The case company SIAM Dashboard proposal 
This chapter first shows the Service Manager, Current State dashboard. Secondly, it 
shows the Service Manager, Last Month dashboard. And thirdly, it shows the SMO dash-
board. This chapter also shows an overview of the case company SIAM Dashboard 
within the ITSM tool. 
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5.4.1 SIAM Dashboard – Service Manager, Current State 
The Service Manager, Current State dashboard and KPIs for measuring IT service and 
core process performance are shown in the table below. The KPIs have been hidden for 
confidentiality reasons. 
 
KPIs 
Easily 
measurable 
 
How to measure 
Incident KPIs   
Incident KPI 1 - - 
Incident KPI 2 - - 
Incident KPI 3 - - 
Incident KPI 4 - - 
Incident KPI 5 - - 
Change KPIs   
Change KPI 1 - - 
Change KPI 2 - - 
Change KPI 3 - - 
Other KPIs   
Other KPI 1 - - 
Other KPI 2 - - 
Other KPI 3 - - 
Other KPI 4 - - 
This Service Manager – Current State dashboard focuses on the KPIs that provide rele-
vant information of the current state regarding the IT services and core process perfor-
mance the service manager is responsible for. 
5.4.2 SIAM Dashboard – Service Manager, Last Month 
The Service Manager, Last Month dashboard and KPIs for measuring IT service and 
core process performance are shown in the table below. The KPIs have been hidden for 
confidentiality reasons. 
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KPIs 
Easily 
measur-
able 
 
How to measure 
Incident KPIs   
Incident KPI 1 - - 
Incident KPI 2 - - 
Incident KPI 3 - - 
Incident KPI 4 - - 
Incident KPI 5 - - 
Incident KPI 6 - - 
Incident KPI 7 - - 
Incident KPI 8 - - 
Incident KPI 9 - - 
Incident KPI 10 - - 
Change KPIs   
Change KPI 1 - - 
Change KPI 2 - - 
Change KPI 3 - - 
Change KPI 4 - - 
Change KPI 5 - - 
Other KPIs   
Other KPI 1 - - 
Other KPI 2 - - 
Other KPI 3 - - 
Other KPI 4 - - 
The Service Manager – Last Month dashboard focuses on the KPIs that provide relevant 
information regarding the IT services and core process performance the service manager 
is responsible for from a past perspective. The Service Manager – Last Month dashboard 
can also include KPIs which measure the items from a longer period, for example longer 
than 30 days. 
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5.4.3 SIAM Dashboard – SMO 
The SMO dashboard and KPIs for measuring IT service and core process performance 
are shown in the table below. The KPIs have been hidden for confidentiality reasons. 
KPIs Easily 
measurable 
How to measure 
Incident KPIs   
Incident KPI 1 - - 
Incident KPI 2 - - 
Incident KPI 3 - - 
Incident KPI 4 - - 
Incident KPI 5 - - 
Incident KPI 6 - - 
Incident KPI 7 - - 
Incident KPI 8 - - 
Incident KPI 9 - - 
Incident KPI 10 - - 
Incident KPI 11 - - 
Change KPIs   
Change KPI 1 - - 
Change KPI 2 - - 
Change KPI 3 - - 
Change KPI 4 - - 
Other KPIs   
Other KPI 1 - - 
Other KPI 2 - - 
Other KPI 3 - - 
Other KPI 4 - - 
Other KPI 5 - - 
Other KPI 6 - - 
SMO dashboard focuses on the KPIs providing information from the SMO on a high-
level. The main focus in the SMO dashboard is on ticket trends, presenting the overall 
quantities of different items such as incidents, problems, service requests, etc. This is to 
provide a comprehensive overview of the SMO that includes all the relevant KPIs the 
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head of SMO requires for SMO performance monitoring and case company reporting 
purposes. 
5.5 The case company SIAM Dashboard pilot 
After the case company SIAM Dashboard proposal was built, it was presented to the 
head of SMO and the service managers. The SIAM Dashboard and the KPIs chosen for 
the proposal were reviewed and approved by the head of SMO and the service manag-
ers. After the approval, the next steps were agreed on. It was decided by the head of 
SMO and the service managers that the SIAM Dashboard proposal would be piloted as 
it was proposed. 
The SIAM Dashboard proposal would be implemented in the case company’s ITSM tool, 
and it would be piloted over a two (2) week period. Within this period, the head of SMO 
and the service managers would test the performance of the SIAM Dashboard in prac-
tice. The SIAM Dashboard would be used on a day-to-day basis by the head of SMO 
and the service managers to monitor and measure IT service and core process perfor-
mance from the service managers’ individual perspective, and the head of SMO’s high-
level perspective. The evaluation would be then performed based on how well it could 
be used for that purpose, and if there are any gaps or point of improvements noticed, the 
SIAM Dashboard and the KPIs would be adjusted accordingly. 
 
5.6 Summary of the SIAM Dashboard proposal for the case company 
This chapter first provided an overview of the key findings made in the Current State 
Analysis and the Available Knowledge stages. This included discussing the main chal-
lenge discovered in the CSA stage, which was that there is currently no standardized 
KPIs available for the service managers for measuring IT services and core process 
performance. The main weakness is that because different indicators for success are 
used, there is currently no common understanding regarding the IT service and core 
process success factors between the service managers. Based on this, the goal is to 
gather and standardize a set of KPIs based on the case company SMO requirements 
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and provide the SMO real-time information regarding the performance of the perfor-
mance of the IT services and core processes. This also included discussing the Available 
Knowledge related to the main challenge and weakness, which most importantly con-
sisted of the metrics and the critical success factors which are generally used within ITIL 
Service Operation and other closely related core processes. 
After the overview of the key findings were analyzed, the building of the SIAM Dashboard 
proposal was discussed which provided understanding regarding how the case company 
SIAM Dashboard proposal was built. It was started with a workshop which was held 
together with the head of SMO and the service managers. The focus in the workshop 
was to define the SIAM Dashboard and KPI requirements, by using the conclusions from 
the Current State Analysis stage, and the knowledge regarding the ITIL metrics and crit-
ical success factors as a reference. The outcome of the SIAM Dashboard proposal for 
the case company is a SIAM Dashboard pilot, which will be proposed to be implemented 
in the case company ITSM tool and to be tested over a certain period. Finally, the SIAM 
Dashboard pilot will be validated together with the head of SMO and the service manag-
ers after the testing period, and the final adjustments to the case company SIAM Dash-
board will be done based on their feedback. 
The most important process areas within the SMO were defined together with the head 
of SMO and the service managers. They consisted of the following: Incident manage-
ment, change management, request fulfilment, problem management and knowledge 
management. Because incident (and major incident) management and change manage-
ment are so important by holding business critical aspects, the SIAM Dashboard will be 
highly focused on these two areas. It was also decided that the SIAM Dashboard for the 
case company would be divided to different views, in order to make it easier to under-
stand for the SIAM Dashboard user. The case company SIAM Dashboard was separated 
into three different parts: Service Manager – Current State Dashboard, Service Manager 
– Last Month Dashboard, and SMO Dashboard. The case company SIAM Dashboard 
proposal (SIAM Dashboard pilot) and the chosen KPIs are described and analyzed in 
more detail in this chapter. 
The SIAM Dashboard proposal was presented to the case company head of SMO and 
the service manager. After the SIAM Dashboard and the KPIs were approved, the SIAM 
Dashboard pilot was started by implementing the SIAM Dashboard to the ITSM tool. The 
SIAM Dashboard was piloted in the case company over a two (2) week period, where 
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the head of SMO and the service managers utilized the SIAM Dashboard in their day-to-
day operations, measuring and monitoring IT service and core process performance 
within the SMO. The SIAM Dashboard would be adjusted and improved according to the 
feedback received from the head of SMO and the service managers after the two-week 
SIAM Dashboard piloting period. 
6 Validation of the proposal 
This section describes the results of validation of the Proposal developed and imple-
mented in chapter 5. This first describes a short overview of the validation stage. After 
this, an overview of the SIAM Dashboard within the ITSM tool is shown. Then this chapter 
focuses on analyzing the feedback and evaluation of the case company SIAM Dash-
board proposal. And finally, this chapter presents the summary of the validation of the 
case company SIAM Dashboard proposal. 
6.1 Overview of the validation stage 
The SIAM Dashboard proposal was implemented by the case company and it was piloted 
over a two (2) week period by the head of SMO and the service managers. The focus on 
the SIAM Dashboard pilot was on using the SIAM Dashboard on a day-to-day basis and 
evaluating if the SIAM Dashboard was able to provide all the critical information regard-
ing the IT service and core process performance that the head of SMO and the service 
managers required in their daily work. 
6.2 Overview of the case company SIAM Dashboard within the ITSM tool 
In this section, an overview of the SIAM Dashboard implemented in the case company 
is shown consisting of screenshots taken from the case company ITSM tool. 
Screenshots from the case company SIAM Dashboard presented in Figure 24 below. 
The KPIs have been hidden for confidentiality reasons. 
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Figure 24. Overview of the Service Manager – Last Month Dashboard 
The figure above demonstrates the Service Manager – Last Month Dashboard interface. 
The SIAM Dashboard interface consists of the navigation panel on the left, and it pre-
sents four (4) different KPIs on the right. The names of the KPIs, services and scales 
have been hidden for confidentiality reasons. 
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Figure 25. Overview of different KPIs used in the SIAM Dashboard 
The figure above demonstrates different types of KPIs used in different SIAM Dashboard 
views (Service Manager – Current State, Service Manager – Last Month, and SMO). The 
names of the KPIs, services and scales have been hidden for confidentiality reasons. 
6.3 Feedback and evaluation of the proposal 
The feedback received from the head of SMO was that the SIAM Dashboard performed 
well over the two-week period. It was tested that the SIAM Dashboard was able to pro-
vide a comprehensive overview of the SMO’s status on a high level in real-time, which 
was not possible before. The most important aspect according to the head of SMO was 
that the critical core processes (e.g. incident and major incident management) could now 
be monitored in real-time, and in case of emergencies the head of SMO would now be 
able to react immediately by escalating and assigning more resources in order to solve 
the situation accordingly. The head of SMO had no improvement points at the moment 
regarding the SIAM Dashboard. 
The service managers also agreed that the SIAM Dashboard was able to deliver the 
required information and insights regarding the IT service and core process performance 
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to the service managers on an individual level. The service managers stated that they 
were now able to have a clear overview of their own service areas. According to the 
service managers, the most important aspect was that now all of the service managers 
had the same standardized KPIs for measuring IT service and core process perfor-
mance. There was now a clear set of KPIs where the incident and change management 
are prioritized, supported with the most important KPIs from the other process areas. 
The service managers assessed that the number of KPIs was also optimal, there was 
not too many KPIs added to the same view making it cluttered, and there was not too 
few KPIs to be displayed which would make it too restricted in terms of being able to 
measure the IT service and core process performance in an optimal way. This also ben-
efits the head of SMO, who is now able to compare the different service areas with each 
other on the high-level perspective, as the different service areas utilize the same KPIs 
for measuring IT service and core process performance. One of the key benefits from 
the SIAM Dashboard for the service managers is also that now the service managers do 
not have to use any time in searching for important information manually from the ITSM 
tool, as the information can be analyzed directly from the ITSM in real-time. The service 
managers had no improvement points regarding the SIAM Dashboard. Based on this 
information, improvements or adjustments will not be made to the case company SIAM 
Dashboard. 
The SIAM Dashboard implemented in the case company was designed to balance the 
weaknesses the SMO currently had and increase the efficiency of the SMO, and accord-
ing to the head of SMO and the service managers the SIAM Dashboard is able to serve 
the purpose it was designed for. The SIAM Dashboard and the KPIs chosen established 
a common understanding within the SMO regarding the IT service and core process 
success factors and standardized how the IT service and core process performance 
could be measured. The SIAM Dashboard provided a tool for the head of SMO and the 
service managers, which could be used for monitoring IT service and core process per-
formance in real-time. It also removed the need for the head of SMO and the service 
managers having to manually search for the critical information from the ITSM tool. 
The value the SIAM Dashboard brings to the case company consists of the following 
elements: The standardized KPIs and methods for measuring IT service and core pro-
cess performance provide a clear foundation for measuring the SMO performance. Com-
pared to the methods and practices used before, when the service managers were able 
to decide their own KPIs to be used in their own service areas, the overall performance 
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of different service areas was hard to define accurately, as they could not be compared 
directly to each other. By unifying the KPIs and creating a common understanding re-
garding the success factors of IT service and core process performance, the SMO is now 
able to easily process the information received from the SIAM Dashboard ensuring effi-
cient day-to-day operations. Because the SIAM Dashboard provides all of the required 
information in real-time, especially regarding incident management and change manage-
ment, the SMO is able to react to different emergencies and apply the required measures 
to these emergencies faster than before. This also decreases the potential negative im-
pact on the business organization and therefore also reduces the potential costs that 
could be created by untreated incidents and problems. Compared to the methods used 
before, the head of SMO and the service managers are able to save time by using the 
SIAM Dashboard to search for the information which they had to search manually from 
the ITSM tool before the SIAM Dashboard was implemented. This creates more time for 
the head of SMO and the service managers for higher priority activities, and therefore 
increases the value received by the case company compared to the value invested to 
the SMO. 
6.4 Summary of validation of the proposal 
The SIAM Dashboard proposal was implemented in the case company and it was piloted 
over a two (2) week period by the head of SMO and the service managers. The head of 
SMO and the service managers utilized the SIAM Dashboard on a day-to-day basis in 
order to see if there were any flaws or improvement points to be found. 
According to the head of SMO, the SIAM Dashboard was able to provide a comprehen-
sive overview of the SMO’s status on a high level in real-time, and incident and major 
incident management was now able to be monitored more efficiently than before. The 
service managers also gave good feedback on the SIAM Dashboard. The service man-
agers stated that the SIAM Dashboard was able to deliver the required information and 
insights regarding the IT service and core process performance to the service managers 
on an individual level, and most importantly the service managers now had the same 
standardized KPIs for measuring IT service and core process performance. The head of 
SMO and the service managers had no improvement points for the SIAM Dashboard 
implemented in the case company at the moment. Based on this information, improve-
ments or adjustments will not be made to the case company SIAM Dashboard. 
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According to the head of SMO and the service managers the SIAM Dashboard is capable 
to serve the purpose it was designed for. The SIAM Dashboard and the KPIs chosen 
established a common understanding within the SMO regarding the IT service and core 
process success factors and standardized how the IT service and core process perfor-
mance could be measured. 
From the value perspective, according to the head of SMO and the service managers, 
the standardized KPIs and methods for measuring IT service and core process perfor-
mance provide a clear foundation for measuring the SMO performance. By unifying the 
KPIs and creating a common understanding regarding the success factors of IT service 
and core process performance, the SMO is now able to easily process the information 
received from the SIAM Dashboard ensuring efficient day-to-day operations. Because of 
the real-time and accurate information received by the SMO, it is now able to react to 
different emergencies and apply required measures faster compared to old methods. 
This decreases the potential negative impact to the business organization. Because the 
head of SMO and the service managers do not have to use time to manually search for 
the critical information from the ITSM tool, their valuable time can now be used for higher 
priority targets. This increases the value received from the SMO from the business or-
ganization perspective. 
7 Summary and conclusions 
This chapter first presents the executive summary of this thesis. Secondly, this chapter 
goes through the results and conclusions. And finally, this chapter discusses the final 
words regarding this thesis. 
7.1 Executive summary 
The business challenge regarding this thesis was that the case company was utilizing 
SIAM (Service Integration and Management) for managing their company’s IT services 
and vendors, but there was no real-time information easily available for the managers 
working at the SMO (Service Management Office) regarding the IT service and core pro-
cess performance. There was no standardized way for choosing or analyzing KPIs. Each 
of the service managers were choosing their own KPIs for measuring their services. 
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The objective of this thesis was to define a SIAM Dashboard for the case company, that 
would increase the ability to deal with the challenges the case company was currently 
facing without a real-time SIAM monitoring system. 
The desired outcome for this thesis was to build a SIAM Dashboard with KPIs that could 
be used by the case company’s head of SMO and service managers for measuring and 
evaluating the IT service and core process performance which are related to SIAM. The 
SIAM Dashboard was planned to be implemented into the ITSM tool utilized by the case 
company. 
The SIAM Dashboard proposal in this thesis was built by using available knowledge (de-
tails in chapter 4) together with the SIAM Dashboard and KPI requirements defined to-
gether with the case company service managers and the head of SMO (details in chapter 
5). The most important process areas within the SMO were defined together with the 
head of SMO and the service managers. They consisted of the following: Incident man-
agement, change management, request fulfilment, problem management and 
knowledge management. Because incident (and major incident) management and 
change management are so important by holding business critical aspects, the SIAM 
Dashboard would be highly focused on these two areas. The SIAM Dashboard proposal 
consisted of three different parts: Service Manager – Current State Dashboard (consist-
ing of 12 KPIs), Service Manager – Last Month Dashboard (consisting of 19 KPIs), and 
SMO Dashboard (consisting of 11 KPIs). 
This SIAM Dashboard proposal was approved by the case company service managers 
and the head of SMO, and it was implemented to the case company ITSM. The SIAM 
Dashboard proposal was piloted successfully over a two (2) week period. The SIAM 
Dashboard was utilized in the SMO’s day-to-day operations, and the SIAM Dashboard 
was validated after the piloting period by the case company service managers and the 
head of SMO. 
According to the head of SMO, the SIAM Dashboard was able to provide a comprehen-
sive overview of the SMO’s status on a high level in real-time, and incident and major 
incident management was now able to be monitored more efficiently than before. The 
service managers also gave good feedback on the SIAM Dashboard. The service man-
agers stated that the SIAM Dashboard was able to deliver the required information and 
insights regarding the IT service and core process performance to the service managers 
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on an individual level, and most importantly the service managers now had the same 
standardized KPIs for measuring IT service and core process performance. The head of 
SMO and the service managers had no improvement points for the SIAM Dashboard 
implemented in the case company. Based on this information, improvements or adjust-
ments were not required to be made to the case company SIAM Dashboard. 
Because of the real-time access to accurate information regarding IT service and core 
process performance, the SMO is now able to react to different emergencies and apply 
required measures more efficiently compared to the former practices. The head of SMO 
and the service managers also no longer have to use time to manually gather the infor-
mation required from the ITSM tool and their time can now be used for higher priority 
targets. 
7.2 Thesis evaluation: Objective vs. Results 
From the thesis evaluation perspective, the objective for this thesis was to define a SIAM 
Dashboard for the case company, that would increase the ability to deal with the chal-
lenges the case company was currently facing without a real-time SIAM monitoring sys-
tem. This included defining and standardizing the SIAM KPIs to be used by the case 
company’s head of SMO and the service managers within the SMO. The SIAM Dash-
board would be used for measuring the IT service and core process performance which 
are managed by SMO (SIAM function). 
It was concluded that the proposed SIAM Dashboard was suitable for the use of the case 
company. The SIAM Dashboard helped to deal with the challenges the case company 
was currently facing. The SIAM KPIs were standardized to be used within the case com-
pany SMO. The SIAM Dashboard and the KPIs both received positive feedback from the 
head of SMO and the service managers who tested the SIAM Dashboard proposal over 
a two (2) week period. This means that the validity of the SIAM Dashboard proposal is 
sufficient, and the objective was reached successfully. The SIAM Dashboard proposal 
was built based on a comprehensive collection of available knowledge and best practice 
gathered from trusted sources (ITIL® 2011, IT Service Management Forum). This means 
that the reliability of the SIAM Dashboard proposal is justifiable. The SIAM Dashboard 
provides the case company a foundation for measuring IT services and core process 
performance that is built based on the industry best practice. 
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7.3 Final words 
This thesis gave a comprehensive insight into an industrial manufacturing company’s IT 
service management. During this thesis, my knowledge regarding the key concepts 
around Service Integration and Management was increased, as well as my understand-
ing on what it requires to be able to successfully conduct SIAM processes according to 
the best practice. 
One of the most interesting aspects during working on this thesis was to see and under-
stand in practice how the business organization creates the drivers for the IT, and how 
the IT realizes the value for the business organization. 
The possibilities and the potential of IT are constantly changing and growing, the busi-
ness people and the IT people are sharing same interests and goals, and the IT is rec-
ognized as one of the main value creators in the core of business. 
It is clear that managing and executing optimal IT service management practices is one 
of the modern cornerstones of running a successful business, regardless of which indus-
try the company is in. 
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Appendix 1 – SIAM Knowledge 
This appendix elaborates SIAM as a concept and describes the knowledge rele-
vant regarding the concept. 
8 Overview of SIAM 
The IT landscape has become extensively more complex compared to the genesis of 
ITIL: The business dependency on IT is constantly growing, business is more demanding 
and there are high expectations of guaranteed performance, IT refresh and innovation 
cycles are shorter, sourcing and multi-sourcing are no longer separate fields, and at the 
same time, there is an expectation of agility and advancements from contracted partners. 
SIAM is a recognizably evident adaption of the ITIL best practice framework that pursues 
to provide the key to the effective management of the multi-provider model in existence 
in most modern companies. The key to success is the ability to handle the challenge of 
cross-functional, cross-process, cross-provider integration while finding an efficient ap-
proach for managing this delivery environment and assuring value-based outcomes. 
(Dorst, S. 2015) 
SIAM is an adaptation of ITIL that focuses on coordinating internal and external suppliers 
and their services in a cost-effective way in order to achieve the end-to-end service levels 
required to support the goals of the business functions in an organization. (Vromant, J. 
2014) SIAM is not a process. It is a service capability and set of methods in a body and 
approach that base on, build up, and complement every part of the ITIL practices. SIAM 
consists of approaches for supplier coordination, integration, collaboration, interopera-
bility and delivery. This forms a foundation where all parties understand their role, re-
sponsibilities, context and are empowered to deliver, as also being held accountable for 
actions and outcomes. (Holland, K. 2015) 
The goal for SIAM is to give a single point of visibility and control for the service man-
agement and delivery of all services in use, provided by the suppliers. This is achieved 
by taking end‑to‑end responsibility for the performance and delivery of services to the 
consumers, coordinating the delivery, integration, and interoperability across multiple 
suppliers and services, assuring supplier performance, making sure that the services 
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meet the business needs efficiently, and by providing the required governance over the 
suppliers on behalf of the business. (Holland, K. 2015) 
The initial service and supplier landscapes are going through a significant change and 
the service management functions that were set up to manage these are no longer opti-
mal for that use. This requires a shift in the way that these services and their suppliers 
are managed. (Holland, K. 2015) 
There are many drivers for the adoption of SIAM focused models, examples are shown 
in the Figure 26 below. 
 
Figure 26. Drivers for adopting SIAM (Holland, K. 2015) 
As shown in the figure above, when there are many different services becoming com-
moditized in an IT environment and where multiple vendors are required to work together 
in order to provide business critical services for the customer, many organizations are 
using more time on the management of suppliers than actually delivering services. The 
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organizations are considering SIAM to effectively manage the end-to-end picture of ser-
vice provision, coordinate the actions of multiple service providers, and provide a single 
source of truth regarding service performance. SIAM is also considered as a powerful 
tool in developing new services and strategies, optimize delivery through people, pro-
cesses, tools and suppliers, and ensure smooth performance of daily operations, ena-
bling organizations to focus on more progressive activities. (Scopism. 2017) 
8.1 SIAM performance 
High performing SIAM implementation is dependent on the co‑operation and involve-
ment of the suppliers and the business. Effective SIAM pursues to combine the benefits 
of best‑of‑class based multi‑sourcing of services with the simplicity of single sourcing, 
minimizing the risks and threats which are common in multi‑sourced approaches and 
hiding the supply chain complexity from the consumers of the services. In cases where 
policy and execution can no longer be fully determined by a single authority, the SIAM 
practices are used for steering the development of supply chains into supply networks. 
(Holland, K. 2015) 
When executed successfully SIAM can be enabled to reach its full potential, but without 
competent governance, coordination and collaboration, there will be service perfor-
mance concerns including: A lack of transparency for the end-to-end service, incomplete 
awareness and inability to report on end-to-end service performance, no control of ser-
vice levels across the end-to-end service, and service performance that is not aligned to 
business requirements. (Scopism. 2017) 
With the SIAM multi-provider model, providers may each be eager to deliver services, 
but they are not always working as effectively as they could when viewed from a cus-
tomer or end-to-end perspective. The challenge is that issues fall into the gaps between 
the service provider modules, often leading to finger pointing, degradation of relation-
ships between the providers and eroding customer confidence. This creates a demand 
for more defined and cohesive control structures that allow managing the service provid-
ers in a consistent and efficient way. The target is high performance across a portfolio of 
services that meets the needs of the users of the services. This is where the need for 
SIAM comes from and the challenge to design such a structure begins. (Dorst, S. 2015) 
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8.2 SIAM structure 
The SMO which is the SIAM function, operates between the suppliers and the business 
which supports and enables the integration of the services offered by multiple (internal 
and external) service providers. (Vromant, J. 2014) 
There is no single ‘best’ SIAM model which would fit for every organizations’ needs. Each 
organization develops its own SIAM model based on the organization’s requirements, 
the services that are in scope, and the outcomes that are desired. As there are variations 
between different SIAM models, they still share common characteristics, as shown in the 
Figure 27 below. (Scopism. 2017) 
 
Figure 27. A high-level SIAM model (Scopism. 2017) 
As shown in the figure above, the SIAM structural elements consist of three main layers: 
The customer organization layer, the service integrator layer, and the service provider 
layer. 
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The customer organization layer typically consists of business units such as human re-
sources, finance, sales, and customer organization’s own internal IT function who are 
the different consumers of services. The organization typically also have their own cus-
tomers who consume their products and services. The customer organization is the 
owner of the contractual relationships with external service providers and external ser-
vice integrators. The customer organization holds retained capabilities, which are func-
tions responsible for architectural, strategic, business engagement and corporate gov-
ernance actions. These functions typically continue working under the direct control and 
ownership of the customer organization. The retained capabilities also include all respon-
sibilities and accountabilities that must remain on the customer side for regulatory or 
legislative reasons. Some examples of retained capabilities are: Enterprise architecture, 
policy and standards management, procurement, contract management, demand man-
agement, financial and commercial management, service portfolio management, corpo-
rate risk management, and governance of the service integrator; based on achievement 
of business outcomes. The service integrator layer is independent from the retained ca-
pabilities, also in cases where it is internally sourced. (Scopism. 2017) 
In the SIAM ecosystem, the service integrator layer is where the end-to-end service gov-
ernance, integration, management, assurance and coordination is conducted. The focus 
of the service integrator layer is on implementing an efficient cross-service provider or-
ganization, ensuring that every service provider is contributing to the end-to-end service. 
The service integrator layer provides operational governance over the service providers 
and has a direct relationship with the customer organization and service providers. There 
can be one or more organizations, including the customer organization, providing the 
service integrator layer. In cases where the service integrator layer is provided by several 
organizations, it is important that it is still seen as a single logical service integrator. The 
service integrator layer can consist of one or more teams of people. (Scopism. 2017) 
There are multiple service providers inside a SIAM ecosystem. Each of the service pro-
viders are responsible for the delivery of one or more services to the customer. The 
service provider is responsible for managing the different components that are used to 
deliver its services and operating its own processes. The service providers can be a part 
of the customer organization or they can be external to it. An internal service provider is 
a team of people or a department which is a part of the customer organization, the per-
formance is generally managed by utilizing agreements and targets. An external service 
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provider is an organization which is not a part of the customer organization, the perfor-
mance is generally managed by utilizing service level agreements (SLAs) and a contract 
with the customer organization. Some examples of the services that are provided by the 
service providers in a SIAM model are: Desktop services/end user computing, data cen-
ter, hosting, security, network/LAN/WAN, cloud services, printing services, voice and 
video (VVI), application development, support and maintenance, and managed services. 
If the customer organization retains its own internal IT capability, this would still be seen 
as an internal service provider, which is governed by the service integrator. For defining 
the services’ importance to the customer organization and the approach on how to gov-
ern and assuring certain services, it can be helpful to categorize the service providers 
inside a SIAM ecosystem. There are three common categories which can be used for 
categorizing service providers in a SIAM ecosystem: Strategic service provider, tactical 
service provider, and commodity service provider. The SIAM is applied to all of the cat-
egories, but it is important that the relationship and the amount of control required are 
defined individually. (Scopism. 2017) 
8.3 SIAM component model 
SIAM is a set of different capabilities, which all have their own processes, functions, 
activities, and principles. A SIAM model groups these capabilities into related compo-
nents in a logical manner. The SIAM provider is not able to operate in isolation, it also 
requires specific support and involvement from the business organization in different ar-
eas, where the input from the business is required for different reasons in different situ-
ations in order to be able to conduct an effective SIAM model. These typically include 
areas such as: Enterprise architecture, program management, project management, 
systems integration, commercial procurement, and business analysis. (Holland, K. 2015) 
One of the generally used examples of a SIAM component model is the SIAM Enterprise 
Model, which was first created in 2012 and used by the UK Public Sector. This model 
and its variations have been universally adopted in different UK public sector organiza-
tions. There are many different SIAM models currently in use in different organizations, 
but many of them consist of a similar set of components. (Holland, K. 2015) 
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An example of the UK Public Sector’s SIAM Enterprise Model is shown in the Figure 28 
below. 
 
Figure 28. UK Public Sector’s SIAM Enterprise Model (Holland, K. 2015) 
As shown in the figure above, there are many various components in the SIAM model 
and the delivery of each component can be sourced from the business organization or 
externally, or from both in combination. The sourcing choice typically depends on the 
following aspects: The existence of SIAM capability in the business, the maturity and 
capacity of the SIAM capability, size and complexity of the business, services and the 
supplier landscape. The SIAM Enterprise Model consists of individual SIAM components 
where each of the components focus on a specific related processes and activities. (Hol-
land, K. 2015) 
As SIAM models are often defined as a group of certain components and processes, but 
it is important to remember that it also requires a lot consideration on people, partners 
and products as well. The Figure 29 below demonstrates what process areas and capa-
bilities an effective SIAM model consists of. (Holland, K. 2015) 
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Figure 29. Process areas and capabilities of effective SIAM models (Holland, K. 2015) 
In addition to the figure above, some SIAM models also include a centralized Service 
Desk function, which deals with the incident management, service request management, 
and access management. This is because the Service Desk function can also be con-
sidered as a service that can be provided by a separate service provider. (Holland, K. 
2015) 
9 Core SIAM components 
There are set of components that are generally referred as the “Core SIAM”, because 
they are common to all SIAM models and form the foundation of what a SIAM provider 
is responsible of. (Holland, K. 2015) 
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9.1 SIAM Design 
The SIAM Design component conducts the design of SIAM processes, policies, tem-
plates, information exchanges, metrics, structures, and service level models that are 
necessary for SIAM. It is also responsible for activities such as designing the impact 
assessments of new services against the SIAM model. The SIAM Design focuses on the 
creation, updating, and improving the SIAM operating model. The SIAM Design compo-
nent consist of following processes: Design coordination, availability management de-
sign, and capacity management design. (Holland, K. 2015) 
9.2 Service Catalogue and Portfolio Management 
The Service Catalogue and Portfolio Management component focuses on the creation 
and management of the service catalogue and portfolio management which are used by 
the SIAM provider, the suppliers, and the business. The catalogues’ principles, methods 
and techniques are based on the ITIL Service Strategy and Service Design best practice. 
The component consists of following processes: Service portfolio management and ser-
vice catalogue management. (Holland, K. 2015) 
9.3 Toolset integration 
The Toolset integration component conducts the selection, implementation, and config-
uration of appropriate SIAM tools to support the SIAM model. The Toolset integration 
focuses on the integration of the toolsets utilized by the SIAM provider and the suppliers. 
The Toolset integration component consists of following tools: Tools to support the exe-
cution of processes within the SIAM provider, service alerting and monitoring tools, de-
cision support systems, diagnostic tools, discovery tools, security tools, reporting tools, 
and analytical tools. (Holland, K. 2015) 
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9.4 Multi-supplier coordination 
The Multi-supplier coordination component conducts coordination of the process execu-
tion over multiple suppliers, ensuring a harmonized operation of the services for the us-
ers. The component also provides the capability to recognize the potential impacts of 
one supplier’s activities to another supplier’s services, this is to predict and prevent any 
adverse situations. The Multi-supplier coordination component consists of following pro-
cesses: Change management for changes that affect multiple suppliers, major incident 
management for major incidents involving multiple suppliers, problem management for 
problems involving multiple suppliers, release planning and release conflict resolution, 
capacity management providing the demand to all affected suppliers, innovation, and 
continual service improvement. (Holland, K. 2015) 
9.5 Business and service continuity 
The Business and service continuity component is responsible over the actions which 
are required in order to create and maintain the integrated business and continuity plans. 
This includes also the design, implementation and improvement of processes, creation, 
maintenance and testing of the integrated continuity plans, testing, and maintenance. 
The business and service continuity component consists of following processes: IT ser-
vice continuity management, and business continuity management. (Holland, K. 2015) 
9.6 Operational management SIAM components 
The operational management SIAM components are concerned of the operational man-
agement instead of governance. Including them in the SIAM model help the standardi-
zation and economies of scale. The capabilities of the operational management can be 
provided to internal and external suppliers. (Holland, K. 2015) 
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9.7 Service Desk 
The service desk function is provided for the SIAM model by this component, and it is 
usually also the only service desk for all services. In some SIAM models used by organ-
izations, all of the incidents are reported to the service desk. In cases where the incidents 
cannot be resolved, they are escalated to the appropriate supplier by the service desk. 
This provides a single point of contact, but it adds an additional handoff to the process 
between the user and the suppliers, which is the reason why it may not be the most 
optimal solution. The other solution is to allow users to report the incidents directly to the 
supplier’s service desk, but this can only function in cases when the suppliers of the 
services are clear to the user. It is important that the incident management and the event 
management processes are completely integrated with other SIAM components in order 
to function properly. The Service Desk component consists of following processes: Inci-
dent management, request fulfilment, and access management. (Holland, K. 2015) 
9.8 Operational Service Management 
 
The Operational Service Management component gives a service management capabil-
ity for the Service Operation and Service Transition processes. While other SIAM com-
ponents provide the governance, coordination and integration capabilities that are re-
quired in SIAM, the Operational Service Management component provides the opera-
tional capabilities. The Operational Service Management component consists of follow-
ing processes: Incident management, problem management, change management, re-
lease and deployment management, service validation and testing, service asset and 
configuration management, capacity management, availability management, and IT ser-
vice continuity management. (Holland, K. 2015) 
 
9.9 Operations bridge 
The Operations bridge component gives an IT operations function which will perform 
activities such as service monitoring and alerting, housekeeping, event management, 
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health checks, and batch management. The Operations bridge component consists of 
following processes: IT operations control, technical management, event management, 
and incident management. (Holland, K. 2015) 
