ABSTRACT: In today's world, a large number of data is available on the Internet. It is almost impossible to deal with numerous challenges like copyright protection, content identification, verification and authentication of digital data. Watermarking is a technique that is used all over the world to solve the issue of copyright protection. Digital watermarking is used due to its wide range of applications from copyright protection, protection of digital data, digital fingerprinting to author authentication to many more. This paper mainly deals with a different video watermarking technique based on frequency domain and their comparison is evaluated on the basis of Peak-Signal-To-Noise (PSNR) Ratio. This comparison is done in the MATLAB/Simulink which is an interactive tool for simulation purposes.
I. INTRODUCTION
With the recent advancements in the field of network technology the issue of protection of digital data has become more prominent these days. Due to the digital nature of data, it is possible that the multimedia data (video, image, audio, text, etc.) can be copied, multiplied, modified without the knowledge of the person who own the data [1] . The trends of piracy of multimedia data are hiking at the fast pace. Digital watermarking is a tool to address this problem of digital piracy. It is a technique that embeds mark/logo into the original multimedia data that represents the identity of the owner [2] . This mark/logo that is hidden in the document is termed as the watermark. This watermark could be visible or invisible to the viewer depending upon the choice of the person that embeds it into the document. This whole process of embedding watermark into digital data is called as digital watermarking. The embedded watermark could be retrived/extracted at the another end. There are separate techniques for retriving watermark .
Watermarking is generally divided into:
 Visible Watermarking  Invisble Watermarking In this paper, visible watermarking is applied in which the watermark is visible to the user. In invisible watermarking technique, the watermark is not visible to the user under normal viewing condition.
II. RELATED WORK
A lot of work has been done in the field of digital watermarking by several authors. Abhishek Basu [3] implemented the real time application of DSP using SysGen in MATLAB. He formulated an architecture of the information hiding network. In this network, he embedded information into host image in the form of bits. Design and implementation are carried out using Spatron-3A DSP. Rohollah Mazrae Khoshki [4] implemented FPGA based image watermarking system. The system is developed in the MATLAB/Simulink environment and ALTERA DSP builder that is integrated with inbuilt embedder coder in Simulink. It is quite easy and very portable to achieve the implementation of the watermark on FPGA board. Anumol T J [5] checked the quality of watermarking through calculating various parameters like colour correction, image correlation, PSNR etc. Conversion of RGB into HSV image is carried out and DWT is appied to it for the watermarking purpose. Sabyasachi Padhihary [6] desrribed Redundant DWT to overcome the defects of DWT based watermarking techniques. He concluded that RDWT is robust to watermarked image. PSO has used to find the scaling factor. Ranjit Kumar S [7] implemented watermarking technique using 2D-DWT/IDWT compression and decompression methods. Simulation result is carried out in Simulink and conclusions drawn on the basis of simulation results.
III. DIGITAL WATERMARKING TECHNIQUES
Digital watermarking techniques could be divided into two types:
Frequency domain is widely used for the digital watermarking technique. In frequency domain methods, the conversion of the original image into the frequency domain with the help of transform is carried out. Discrete Fourier Transform (DFT), Discrete Cosine Transform (DCT), Discrete Wavelet Transform (DWT) are the transforms used for this purpose. The watermark/logo is embedded into the mid frequency range to obtain more perceptibility and robustness. In this paper, watermarking based on DFT, DCT and DWT is implemented in Simulink. Simulink is an interactive tool that integrates the real time application with the simulation environment [8] . The user has the ability to see the results instantly and the ability to dynamically change the parameters of interest to make it more user friendly.
A. Discrete Fourier Transform
The DFT/FFT algorithm computes the Discrete Fourier Transform having a sample size such that has an integer power of 2. The algorithm divides the whole block into Radix-2 or Radix -4 decomposition and either Decimation-in Time or Decimation-in Frequency is applied to it [9] . The formula for computing DFT is given as:
where t = 0, 1,………, N-1 X(t) is a sequence of t = 0, 1,…….., N-1.
The inverse DFT is computed as:
where n = 0, 1,…….., N-1
The watermarking is carried out by converting the image into the frequency domain using DFT and the watermark is embedded by converting it into suitable bit format and both are combined. Inverse DFT is then applied in the subsequent step. The image that is obtained at this step is the watermarked image.
B. Discrete Cosine Transform
In Discrete Cosine Transform the original image is converted into the frequency components which is the sinusoidal sum of different frequency and magnitude [10] . The formula for calculating DCT is given by the formula: here, 0≤m≤M-1 0≤n≤N-1 The watermark is embedded into the sub band of the mid frequency band. The visibility of image in the mid frequency sub band remains unaffected when it is removed by compression techniques [11] . It gives an efficient method of inserting watermarks into the host image.
C. Discrete Wavelet Transform
Discrete Wavelet Transform divides the image into sub bands. Small waves which are called wavelets transform an image into the frequency domain [12] . This transform is advantageous than the others transforms. Applying DWT on the digital image divides it into four non overlapping sub bands called LL, LH, HL and HH [13] . Coarse scale of DWT coefficients is represented by LL while fine scale coefficients are represented by LH, HL and HH sub bands.
IV. IMPLEMENTATION OF WATERMARKING TECHNIQUES IN SIMULINK
The implementation of the digital watermarking techniques in frequency domain will be implemented in MATLAB Simulink. Simulation results of the proposed model is interactive and friendly to the end-user [14] . In MATLAB Simulink, the user has the choice to dynamically adapt to the varying situations. A usr has the choice to create block based model, simulate it, creation of codes and validation of the model. Simulink has a vast library that contains a large repository of in built functions [15] . From this library, the user has a option to choose any function of his choice. In these proposed models, the 2D DCT, 2D DFT and 2D DWT are taken from the library of Simulink.
The Simulink models for watermarking technique has been proposed using the Discrete Fourier Transform (DFT), Discrete Cosine Transform (DCT) and Discrete Wavelet Transform (DWT) and the models are as shown below in figures. The Fig 2 shows the Simulink model for digital watermarking using Discrete Cosine Transform. It consists of image from file, multimedia file, image data type conversion, resize, DFT, IDFT blocks. The result is shown in the video viewer.
One of the input block is for the original video while the another block is for the watermark image. The watermark image is embedded into the original video by resizing it into the suitable size and applying transform to it. Inverse tramsform is applied at the reverse end. 
V. RESULTS AND CONCLUSION
Calculation of Peak-signal-To-Noise ratio is carried out in order to compare the performance of different techniques. Attacks shows different responses under different conditions. Hence it is important to study the responses of attacks. PSNR for the DFT, DCT and DWT has been calculated under different attacking situations. The value of PSNR is in dB.
The PSNR is calculated for various attacks and their comparison is shown below in the 
