ABSTRACT
INTRODUCTION
Radio frequency identification (RFID) is a prevailing technology that uses radio waves to identify, describe, localize, track and trace the products in supply chains. Each product in a supply chain has a tag affixed to it, which contains a unique identifier that can be used to identify a product by all supply chain participants [1] . Considering the great importance of supply chain integration, Huq et al. (2010) emphasized the importance of control over the flows of resources, goods and products [2] . In order to implement and constantly improve the efficiency of the control, it is necessary to receive reliable information in real time. The RFID provides such information as an automatic identification and data capturing system. Zhang et al. (2011) pointed out that the main aims of installing this system are higher security, reduced costs, improved quality and higher speed of logistics services, better identification of bottlenecks and operational disadvantages, as well as reducing the possibilities of loss or theft of cargo [3] . Yang et al. (2010) emphasized that the continuous tracking and tracing of cargo are of particular importance in the cases of high specific value shipments and increasing the overall efficiency of logistics management [4] . Besides barcode, GPS (Global Positioning System) and GSM (Global System for Mobile Communications), the main technology used for logistics tracking and tracing is the RFID. In supporting the importance of this technology, Musa et al. (2014) emphasized the RFID capabilities of identifying intraand inter-enterprise location and visibility of resources, along with providing collaboration and integration through the whole supply chain network [5] . The great importance of visibility of goods in transport in terms of their monitoring and transparency in real time, since a decade and a half, was in focus of a number of authors [6, 7] . Later on, the importance of complete logistics information integration in the supply chain, which contributes to the efficient cooperation of all participants, has been highlighted [8, 9] . Current studies of RFID in
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AND A CLOUD PERSPECTIVE WITH FOCUS ON SOME TRANSITIONAL ECONOMIES S. Bauk, M. Drašković, A. Schmeink: Challenges of Tagging Goods in Supply Chains and a Cloud Perspective with Focus... supply chains are focused on inventory management, logistics and transport, assembly and manufacturing, asset tracking and object location, environment sensors [10, 11] , etc. Also, by maturing RFID and cloud computing, using web based software to track and trace RFID-enabled objects around the world became the mainstream business tool [12] . Undoubtedly, the deployment of RFID technology is a challenging task in terms of costs, complexity, difficulties pertaining data management and maintenance, etc., especially for small and medium-size enterprises, as well as for those which function in the transitional economies (e.g. some Western Balkan countries). Accordingly, the rest of the paper is organized as follows: Section 2 gives an overview of some pros and cons of deploying RFID tagging and advanced back-end info-communication systems; Section 3 presents the outcomes of the survey conducted among the experts in logistics (i.e. among university professors, assistants, and entrepreneurs with university diplomas from Montenegro, Serbia, and Bosnia and Herzegovina) with the aim of stressing the key difficulties while introducing RFID technology into supply chains in the transitional environment; and, Section 4 proposes a model for adopting cloud services in such conditions in order to overcome or mitigate the existing impediments.
PROS AND CONS OF TAGGING GOODS IN SUPPLY CHAINS
The RFID technology has many advantages compared to bar code. It has a much higher capacity for the transmission of information. Also, it has the ability of parallel, simultaneous reading of multiple tags, and not exclusively in the line of sight. It can save additional information about the location, past events related to the products, information on the destination, quantity in stock, etc. This technology co-works at hybrid-platforms with wireless sensors that can monitor the conditions of perishable foods in transport, for instance, and trigger the actuators that automatically regulate the temperature and humidity inside refrigerators and/or frigo containers. In addition, RFID provides higher security, accuracy and efficiency; it speeds up the processes and reduces the cost of storage, handling and distribution. It has impact on improving sales at the expense of reducing the number of products disappeared in stocks [13] . Besides, Wamba et al. (2013) emphasized the importance of RFID for enabling interaction with other supply chain information systems, intra-and inter-organizational business transactions, creating the potential for business transformation in the supply chain and initiating transactions called "smart processes" [14] . They also highlighted the positive impact of RFID on reducing administration costs through re-engineering of the supply chain. Furthermore, RFID is today one of the pillars of the Internet of Things (IoT) paradigm, in addition to the networks of wireless sensors, middleware, cloud computing and IoT software. Also, it can be considered as one of the basic constituent elements of Cloud Internet of Things (CIoT) concept [15, 16] , which is particularly interesting from the standpoint of further development of supply chain management, 3PL and 4PL services.
On the other side, Li et al. (2006) pointed out that the usage of RFID is debatable and controversial, due to three main reasons: "(1) technical standards are not final; (2) business benefits or return on investments are unclear; and (3) there is lack of industry-wide adoption" [13] . Even though this was stated ten years ago, these statements are still actual to a certain extent. Technical standards are improved, but standardization in this domain has not been completed, e.g., there are different types of RFID-WSN (wireless sensor network) integration architectures [17] , but due to the best of our knowledge, there is no common RFID-WSN platform at the physical and transmission layers. Namely, RFID and WSNs have been conceived as different technologies, but they have to co-work along the supply chains (of perishable food, dangerous goods, etc.). There are also some barriers due to the lack of understanding the approaches to integrate the RFID technology into the existing IT/IS front-and back-end infrastructure. Another big problem is that RFID creates huge volumes of data (10-100 times the data of a bar code) that are difficult to manage with conventional computers [18] . Knowledge discovery in RFID-enabled goods, or in the sphere of the so-called RFID-cuboids, requires novel big data approaches and it is a new and underexplored field [19] . In addition, there are certain problems related to inventory inaccuracy, so-called bullwhip effects, and the needs for rethinking replenishment policies and techniques, etc. The scheme given in Figure 1 summarizes some RFID pros and cons.
PILOT STUDY OF TAGGING GOODS IN SUPPLY CHAINS CHALLENGES IN THE TRANSITIONAL ECONOMIES
In addition to the above given short review in the field of (dis)advantages of implementing the RFID in supply chains, throughout the survey, we ranked and analysed some of the key challenges in adopting this technology in the transitional environment. It should be pointed out that we were faced with discontinuity in publishing review articles on RFID pros and cons in leading journals during the recent years. Namely, the reference [20] is the latest one of this kind, while some other, rather fragmental aspects of monitoring and controlling goods in supply chains have been recently considered [21, 22] . It seems that with the development of this technology and after its adaptation by the biggest companies, this became a "cold" research field. However, this issue deserves to be put on the agenda again, particularly if we consider transitional economies, with the attempt to overcome or alleviate digital gaps. In this regard, we have realized a survey among experts in the field of logistics (university professors and assistants, as well as entrepreneurs with university degrees), selected from three countries of the Western Balkans (Montenegro, Serbia, and Bosnia and Herzegovina). We were trying to provide a larger number of respondents with appropriate competences and with a high level of logical thinking. Since we have the most professional and personal contacts in Montenegro, Serbia and Bosnia and Herzegovina that was a pragmatic motive to do our research over this sample. Besides, we have recently carried out a similar analysis over considerably smaller sample of respondents [23] from Montenegro, and we aim at broadening our observations over a larger number of consciously and knowingly answered polls. We succeeded, after several attempts, to collect approximately 50 answered polls from each of these countries, while the number of responders from academia was considerably greater in comparison to those from the field of industry and logistics. Besides, it is worth mentioning that we had previously done some analyses on the low level of institutional rationality in these three transitional economies, and concluded that it has a huge impact on the progressive transformations in these countries, including digital divide overcoming [24] .
Survey analyses and their validity
The respondents (n=150) were firstly asked to rank the complexity of some crucial problems of implementing RFID technology in supply chains: C1-security and privacy, C2-technology issues, C3-costs, and C4-standardization. Each of these criteria is composed of a set of corresponding sub-criteria ( Table 1) . These dimensions are recognized in [20] , i.e. in the latest review paper of such kind published in a highly rated journal, to the best of our knowledge. If we take into account the last stated, and the gap in adopting and exploiting the advanced info-communication systems in the considered countries, then it can serve as a justification of our choice. The ranking is made in such a way that to each group of criteria (C1-C4), listed in Table 1 , the experts assigned the respective rank 1, 2, 3, or 4, in accordance to their subjective estimation based on the knowledge in the field, experiences, and intuition. Rank 1 belongs to the most serious set of barriers in The aggregate rank of the four selected criteria (C1-C4) over the respondents' estimations is determined by means of normalized average weight coefficients per criteria [24, 25, 26] . The idea of evaluating these weight coefficients is associated with the sum of ranks of each criterion, with respect to the assessments of the respondents (Formula 1):
where, c q -is the sum of ranks of each criterion, while q is the number of criteria (4), and p is the number of respondents (150); and, c qp is rank of the q-th criteria estimated by the p-th respondent. The average weight coefficient for each criterion is calculated by Formula 2: w c
The normalized average weight coefficients are then calculated by Formula 3: w w
The aggregate or final rank of analysed criteria (C1-C4) according to their severity, assessed by the 150 selected respondents (R1-R150), is processed by the equations (1)- (3), while the results are presented in Table 2 . The criteria with the highest , wqn have the highest rank. This logic is applied to the rest of the analysed criteria. The calculus is realized in Excel by an Inter(R) Core™ i5 processor on 2.4 GHz (4GB RAM).
In addition, the experts were asked to assess the complexity of the problems associated with the sub-criteria within the main criteria sets (C1-C4), with one mark on a scale of 1 to 5, where 1 represents the lowest and 5 the highest rating problem in accordance to their perception, experiences and expertise in the domain. Then, the average score for each of the sub-criteria is calculated and the secondary level ranking of sub-problems or sub-criteria is made. The results are shown in Table 3 . These calculations are realised in Excel, too. In accordance to the obtained final rank, the costs of implementation are seen as the biggest problem in adopting RFID in supply chains. Then, the second position belongs to the standardization problems. These standards are still developing [27, 28] , and we have to mention, once again, the lack of common RFID-WSN platform at physical and transmission layers, although there are several successful RFID-WSN applications of different kind. The third place is occupied by the technological issues like: needs for engaging external experts, outsourcing needs, tags reading and positioning errors, etc. The participants' security and privacy problems are rated as the lowest impediments. Albeit, it is to be pointed out that this problem should not be neglected; on the contrary. As the number of deployed RFID devices grows, the number of possible attacks grows at the same time as well. This is in collision with the intention of tagging goods on the level of each single item, and it deserves further investigations. After ranking the challenges in the prospective implementation of the RFID in supply chains in considered transitional economies, the Spearman's bi-variant correlation coefficients are calculated by Formula 4 for each pair of the considered criteria sets. The Spearman's rank correlation coefficient (r s ) is a well-known, reliable and fairly simple method of testing both the strength and the direction (positive or negative) of any correlation between two variables [23] . It is calculated by For-
where, r s is Spearman's rank correlation coefficient; d is the difference between two considered variables ranks; and n is the number of pairs of criteria compared by the respondents (i.e. 150 per each pair of considered criteria). In all the considered cases, Spearman's correlation coefficients, i.e.6r s >0.99, that means a strong positive correlation between the main sets of critical issues for employing RFID in supply chains in accordance to the experts' assessments ( Table 4) . These results have strong statistical significance (6r s 2 >0.99), too. The calculations are made like in the previous two cases in Excel. A sample of correlation coefficients calculus between pairs cost-technology issues (C,T) and technology issues-security & privacy (T,S&P) is given in Table 5 . The correlation coefficients between other pairs of main criteria sets are calculated in the same way.
Also, we would like to examine in some more detail the correlation between groups of sub-criteria within the main criteria sets, e.g. between technology issues (T: C21, C22, C23, C24) on the one side, and costs (C: C31, C32, C33), standardization (S: C41, C42), and security and privacy (S&P: C11, C12, C13) on the other.
These correlation coefficients are shown in Table 6 , and they are obtained by the calculus in SPSS (ver. 16.0).
Within this context, we are particularly interested in: How the need for outsourcing (C24) correlates with other considered sub-criteria? -On the basis of the results given in Table 6 , the following can be observed: -There is a strong positive correlation (0.513) between concerns about the need for outsourcing (C24) and the ownership transfer issues between seller and buyer (C12). In the next section, it will be shown that outsourcing in a cloud is the most convenient model for adopting and implementing RFID-enabled goods in supply chains in the transitional economies. Therefore, this problem should be the problem of designers and providers of cloud services, but not of the users. However, it is good that the users are aware of this, since they should consider this issue in advance with potential providers of cloud services and regulate it through a contract; -There is a medium positive correlation between the need for outsourcing (C24) and the standardization issues alleviating the regulatory aspect differences among countries (C42), and developing standards for ensuring interoperability at the global level (C41). These correlation coefficients are 0.369 and 0.357, respectively. As in the previous case, within the conditions of outsourcing in a cloud, standardization is a concern of the designers and providers of cloud services, more than of the users; -There is a strong negative correlation between the need for outsourcing and the returns on investment vagueness (C32), along with the difficulties in estimating opportunity costs and the risk of obsolescence (C33). These coefficients are -0.830 and -0.548, respectively. It means that the need or the necessity of outsourcing in a cloud implies considerably less problems with these risks from the aspect of the users. These risks will be transferred, to a certain extent, from the user to the provider of cloud services. -It might also be worth to point out the high correlation coefficients between: -The need for engaging external experts (C23) and ownership transfer issues between seller and buyer (C12), which is 0.722. It is a question of confidence between the user and external expert(s) and it can be regulated through contact; -Tag reading errors (C21) and concerns about standardization at the global level (C41) have a strong positive correlation (0.675). However, the problem of global standardization is currently on the road to be overcome by adopting the EPC Gen2 standard [27] , and by implementing some white papers supported by China and EU countries [28] ; if we abstract the absence of the unique RFID-WSN platform;
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Table 6 -Correlation between groups of variables (T vs. C, S, S&P)
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Table 4 -Correlation coefficients between pairs of analysed criteria (S) & (T) (C) & (S&P) (S) & (S&P) (T) & (S&P) (C) & (S) (C) & (T)

Legend: (S) -standardization, (T) -technology, (C) -costs, (S&P) -security and privacy
-Tag localizing errors (C22) and securing data safety and customer privacy (C11) have a large negative correlation (-0.763). Statistically it has sense, but from the practical aspect it cannot be recommended as a way for providing customers' safety and privacy. The appropriate mechanisms of reducing tag localizing errors and uprising customers' safety and privacy are to be developed simultaneously.
The relations between other considered sub-criteria with high positive or negative correlation coefficients, with the appropriate level of statistical significance, can be interpreted by analogy.
CONCERNING CLOUD PERSPECTIVE IN ADOPTING RFID IN SUPPLY CHAINS
On the basis of the overview of the pros and cons of implementing RFID in supply chains and the statistical analysis of the survey conducted among the professionals from academia and the logistics sector in Montenegro, Serbia, and Bosnia and Herzegovina, in this section we would like to propose a model for adopting this advanced technology through the cloud. In that regard, firstly we shall give a short review of cloud models, including the methodological framework for assessing users' commitment to a certain type of sourcing in the cloud (4.1). Then, we shall propose, at the logical level, a model for adopting cloud in the developing countries which function in the transitional circumstances (4.2).
Blending cloud and RFID technology
Cloud computing is a model in which any and all resources: application software, processing power, data storage, backup facilities, development tools, etc., are delivered as a set of services via the Internet (or Intranet). Since cloud computing is relatively new and growing rapidly, the definitions and terminology are still in the state of flux [29, 30, 31] . Three basic models within the cloud concept are well-know and they are briefly described below: -SaaS (software as a service): It is a delivery model for software in which the company, or other customers, pay for software on the pay-per-use basis instead of buying the software outright; -PaaS (platform as a service): It is a delivery model for software identical to SaaS with the additional features, as the ability to customize data entry forms, screens, reports, and as the access to software development tools to change the way in which the software works; -IaaS (interface as a service): It is a delivery model in which the customer acquires all the technology needs: storage hardware, network equipment, application software, operating system, data backup facilities, processing capabilities, etc.
The possibilities of using cloud today are huge, whether it comes to the public (based on the Internet), or private one (based on the Intranet). The public cloud, as its name suggests, comprises cloud services that exist in the Internet offered to anyone and any business. On the other hand, a private cloud is a cloud computing service established and hosted by an organization on its internal network and available only to employees and departments in that organization. Thus, a private cloud does not exist on the Internet, but rather within a specific organization of Intranet [29] . There are also possibilities of using community or hybrid cloud [32] . The relationships between partners in cloud (users, service operators, service designers, etc.) are regulated by SLA (Service Level Agreement). The SLA regulates the user's requirements and operator's obligations in terms of time, privacy, security, availability, reliability and determined procedures for data recovery. It specifies the price and method of penalty payment if the contract is breached for some reason, etc. Figure 2 shows the costs of implementing RFID in supply chains and the main cloud concepts: SaaS, PaaS, and IaaS. This scheme can give an insight to the managers and stakeholders in the logistics sector of the considered countries into the relations between tagging goods in supply chains and cloud services. Direct costs of hardware should be replaced by IaaS costs; software ones by SaaS and/or PaaS, while cost of engaging external experts for the needs of system integration running and maintenance should be replaced by SaaS, PaaS and/or IaaS including their combinations when it is necessary, depending on the individual needs and preferences. The initial costs of deploying SaaS, PaaS, and/or IaaS are in any case considerably lower than the costs of buying this technology and its "in-house" setting, running and maintenance.
However, the question is: Which kind of sourcing in a cloud should be the most convenient in the case of the developing countries [33, 34, 35] , like Montenegro, Serbia, and Bosnia and Herzegovina? -On the basis of the literature review of rather scarce available resources in the domain of outsourcing motives and decisions [36, 37, 38] , it can be concluded that outsourcing as a service is the most suitable option for the considered transitional economies. On the second place might be placed standardization of commodities and strategic partnership, and on the third one -insourcing that seems presently unacceptable for the current needs of the analysed countries (Figure 3) . These statements are explained in some more detail within the next paragraph. [38, p. 13] Firstly, the models of "moving" logistics into cloud are briefly described as follows: -Insourcing: It is the opposite of outsourcing. The activities of tagging and tracking goods in supply chains should be performed by the internal resources. Currently, insourcing seems inappropriate for the analysed countries, without the staff capacity and other resources increasing; -Standardization of commodities: It means that IT/ IS is not seen as a source that provides sustainable competitive advantages for the company. As consequence, the IT/IS can be freely shared with competitors without facing competitive disadvantage or losing the competitive advantage; -Strategic partnership: It aims at gaining access to complementary resources and capabilities that are not present internally. However, the company retains the ownership and the control over the IT/ IS that is linked to its strategic needs;
-Outsourcing: It implies that the rights are owned by the supplier during the delivery process as it owns the required resources for the IT/IS development. The responsibility for delivery is exclusively on the part of the external supplier. This model seems the simplest and the most acceptable in the case of the considered Western Balkan countries.
Afore described sourcing models are to be placed in the matrix of the logistics company's strategic value, on the one side, and the presence of appropriate resources, on the other. The lower the strategic value of certain activity (i.e., RFID-enabling goods in supply chains) and the related expertise in the IT/IS development, the more the company is willing to outsource. When it comes to the presence of appropriate resources, the less the company's resources own appropriate experiences, the more it will seek to overcome the knowledge gap by accessing external, complementary resources and capacities. As they have been operating since decades in the transitional environment, Montenegro, Serbia, and Bosnia and Herzegovina have low levels of strategic value when it comes to enhancing supply chains through tagging goods as well as other necessary resources in terms of human, organizational and physical capital. Therefore, outsourcing in a cloud should be taken as an optimal solution in the initial stage of adopting RFID technology for providing seamless goods' stream and related activities. 
A model for adopting RFID
In accordance to the results of the statistical analysis given in Section 3 and on the basis of the previously given short review of sourcing models, a model has been proposed here for adopting outsourcing in a cloud, while deploying RFID in supply chains within the context of the transitional economies ( Figure 4) . As a reference for our model we also used a similar one developed by Humphery et al. (2016) and examined in [39] .
In the centre of our model is outsourcing in a cloud as the most convenient sourcing model in the transitional conditions. This sourcing model can include SaaS, PaaS and/or IaaS services, within the frame of public, private, community, or hybrid cloud, while the relations between the users, providers and designers of the services are regulated by SLA (Service Level Agreement). The model is influenced by previously analysed barriers for implementing RFID into supply chains, while there is a strong negative correlation between the need for outsourcing on one side, and the risks of returns of investments vagueness and technology obsolesces, on the other, as shown in Section 3. Besides, the adoption of advanced RFID technology in supply chains should be motivated by the intent to adopt cloud. This intention is (in)directly influenced by the multidimensional nature of technology adoption and innovation diffusion (innovation factors) [40, 41] . However, innovation diffusion and adoption must take into consideration the existing economic and socio-cultural conditions of the adopter, i.e., the contextual factors. These innovation and contextual factors also affect indirectly the primary RFID adoption concerns (dashed lines in Figure 4 ). If these factors are on the lower level, their influence of the considered barriers in RFID adoption will be greater and vice versa.
By using positive deterministic paradigm, there is a positive correlation between innovation factors like: relative advantage (in comparison to the existing technologies), trialability, observability, demonstrable results, usefulness and ease of use, and the user's intent to adopt new technology. On the other hand, the complexity of new technology is negatively correlated to the intent of its adoption. The strength of these correlations should be examined at the level of each individual adoption case. When it comes to the contextual factors, one has to be aware that potential users do not have the same level of infrastructure at their disposal, e.g. access to the infrastructure (Internet) is not the same in urban and rural areas, etc. Socio-cultural attributes considerably vary from area to area, and their influence on the attempt to adopt RFID-tagging through outsourcing in a cloud should be examined also at the level of each particular case. The same is with the user's awareness about the need of adopting new technology, the level of their education, and their geographical location. According to some previous studies [39, 42] The contextual and innovation variables and their mutual cross-correlations with the RFID adoption concerns and the core outsourcing model in a cloud should be examined due to the individual needs and preferences of the potential user(s) and this may be the subject of another research study. Apart from that, the information about the RFID technology impediments and cloud sourcing models opportunities, can serve as a key point in opening a discussion about the adoption of these advanced technologies. Enhancing such discussion, starting from the research community, was in fact our primary goal. Therefore, this pilot study can be used as an instrument for raising the awareness of the managers and stakeholders in the considered transitional economies about the necessity of the logistics innovation towards overcoming the existing technological gaps.
CONCLUSIONS
The paper gives an overview of pros and cons of adopting RFID technology in supply chains with a reference to the transitional economies in three Western Balkan countries (Montenegro, Serbia, and Bosnia and Herzegovina). Also, it proposes outsourcing in a cloud as a model which is theoretically most convenient for small and medium-size enterprises in the developing economies. On the basis of the results of the survey conducted among the experts in logistics in aforementioned countries, and the survey of the sourcing models in a cloud, the following can be concluded: -Considered barriers in implementation of RFID into supply chains, have been ranked by the experts as follows: (1 st ) costs, (2 nd ) standardization, (3 rd ) technological issues, and (4 th ) security & privacy concerns; -There is a strong positive bi-variant correlation, with the statistical significance, between each pair of the considered sets of criteria (barriers) in the survey (Spearman's coefficients: 6r s >0.99 and 6r s 2 >0.99); -There are strong negative cross-correlations between sub-criteria: the need for outsourcing, on the one side, and the returns on investment vagueness (-0.830) and the difficulties in estimating opportunity costs and risk of obsolescence (-0.548), on the other. This means that these risks can be overcome by outsourcing. It strongly supports our hypothesis that tagging goods in supply chains in the considered developing countries should be moved into the cloud; -The methodological framework for adopting different sourcing models is applied to the analysed developing countries, and outsourcing in a cloud is proposed as the most suitable one, due to the scarcity of financial, technological and human resources in these countries; -The advanced technology adoption model in developing countries is proposed at the logical level by taking into account the previously analysed barriers in implementing RFID in supply chains, along with some innovations and contextual factors. The outsourcing in a cloud is in the centre of this model, while the intent of its adoption is influenced by the users' individual needs and preferences including their economic and socio-cultural attributes.
Further research should include the in-depth interviews and discussions with managers and stakeholders in the transitional economies on this topic, beside the polls. Also, technology innovations and contextual factors that affect adopting cloud solutions should be assessed at the individual level(s). These analyses should also include comparing the objective initial costs of implementing the entire technology and cloud outsourcing model costs, on the concrete examples. The issues of stability and interoperability between the supply chain participants in both physical and cloud realms are to be taken into consideration as well. 
