We propose in this paper to study different color spaces for representing an image for the face authentication application. We used a generic algorithm based on a matching of keypoints using sift descriptors computed on one color component. Ten color spaces have been studied on four large and significant benchmark databases (ENSIB, FACES94, AR and FERET). We show that all color spaces do not provide the same efficiency and the use of the color information allows an interesting improvement of verification results.
Introduction
Biometric technologies are now present in our daily life environment. Among all the existing biometric modalities, 2D face authentication and identification remains a great challenge [1, 10] . Nowadays, all images captured by classical devices such as webcams, mobile phones or video monitoring cameras are colored ones and are represented in the RGB color space. Nevertheless, many proposed face recognition methods in the literature process only gray-scale images (only use of the luminance information). One classical approach to develop a color face verification system is to consider it as a multimodal system where the verification scores for the three color components are fused. The objective of this paper is to answer many questions within this context: Which gain can we expect using the color information instead of using only the luminance ? Is there one or multiple color spaces for the representation of the image in order to obtain better performances for face verification ? Is it interesting to fuse different color spaces considering the performance and the computation time ? This paper is organized as follows. Section two describes previous works in the literature concerning the study in color spaces for face recognition. In section three, we detail the proposed method using a generic face verification system and 10 different color spaces. Section four illustrates the experimental results on four large face benchmarks. We conclude and give some perspectives of this work in section five.
Previous works
We can find in the literature some studies on color spaces for face recognition. One of the first work on this topic has been done in 1999 by Torres et al. [11] . This work was done on a very small database composed of 120 images on four color spaces where none significant difference had been noticed between them. Yoo et al. [13] made a comparative study on color spaces for face recognition. Their system used multiple images for the enrolment and EigenFace as training algorithm. They put into obviousness that the efficiency of the color spaces were dependent of the face alterations (expression, illumination...). The color space YCbCr was identified as an interesting color one for this application. Sadeghi et al. [9] proposed an interesting study on color spaces for face verification. Multiple color spaces have been studied and fused for the verification process. Authors proposed a method to automatically defining the set of color spaces to use for the verification process. Yand and Liu derived in 2008 a discriminant color space from the RGB one to increase the performance [12] . They obtained verification results 10% better than using the RGB color space. We can notice that none of these studies has been realized on a single image enrolment context. This kind of approach does not require any learning and highlights the efficiency of a color space. Moreover, generally only one benchmark database has been used, it is so difficult to say if these results can be generalized in all cases. In order to contribute to solve this problem, we propose a new study.
Developed method
For this study, we use a generic face biometric system based on the computation of the well known SIFT descriptors (simplified version of the system published in [8] ). As pre-processing, histogram equalization is used to normalize the registered face photometrically [9] . The computation of the face pattern is described in Figure 1 , it is used both for the enrolment and verification steps.
Figure 1. Computation of the pattern
In order to verify the identity of an individual (in the context of a single enrolment biometric system), we have to compute a similarity measure between its template and a new capture. We used a method based on the double associations of the two sets of detected keypoints proposed in [8] . In this case, the number of associations (matched keypoints) corresponds to the similarity of the two faces. The processing of color images for face verification can be solved by a multimodal approach consisting in merging the verification scores for different color components (see Figure 2) . We used as normalization method the tanh algorithm as it provides better results [3] . The sum of the normalized scores is used as fusion function because it is simple and generally efficient. In this paper, we have studied 10 color spaces: GRAY (luminance), RGB (Red, Green, Blue), HSV (Hue, Saturation, Value), YCbCr (luma, blue and red chroma), HSL (Hue, Saturation, Luminance), OTHA (color space for segmentation), YIQ (NTSC standard), CMY (Cyan, Magenta, Yellow), CIE XYZ (human color perception) and CIE La*b* (derivative of CIE XYZ). 
Experimental results
We detail in this section the experimental protocol and the results we obtained. For the performance evaluation process, we used four significant benchmark databases of different difficulties with many artifacts (illumination, pose variation, occlusion):
1. FACES94 Database [5] : This database is composed of 152 individuals and 20 samples per individual. These images have been captured in regulated illumination and the variation of expression is moderated (see Figure 3 ). The first sample is used as reference. 
Figure 6. Samples from ENSIB
We apply the generic biometric system described in Figure 1 on one color component. This comparative study has aim to determine the color components (i.e. transformation) that provide the best performance for face verification. Results have to be considered relatively to each others. We describe the performance of one color component based on the EER value (Equal Error Rate). It corresponds to the behavior of a biometric system for the value of the decision threshold set as a compromise between the FAR (False Acceptance Rate) and the FRR one (False Rejection Rate). We use a single image for the enrolment, that means no learning is realized (the reliability of the color space is not biased). is different for these four benchmarks meaning some databases are easier to process (as for example, the same algorithm gives a performance 200 times better for FACES94 than for FERET). Second, the behavior of the different color components is relatively different for all databases (we put in bold the three better results for each database). Results given by the different color components for FACES94 and ENSIB are similar, this is due to the fact that no illumination alteration is present for these databases (which may influence the color component efficiency). Third, we can see that in most cases, many color components give better results than the luminance information (GRAY raw). These results show that no color component provides the best results in all the cases, the use of the four databases was really necessary. Table 2 . Performance evaluation using color information: value of the EER in %
We fusion each component among a color space using the process described in Figure 2 . Table 2 gives the performance we obtain by taking into account the color information. When none illumination alteration is present in the database (FACES94 and ENSIB), the La*b* color space gives one of the best result. In the other cases, the RGB color space is a good candidate. We can notice for the most difficult database (FERET) the benefit to take into account the color information as it permits to divide by 2 the EER value compared to the GRAY one. The "TOTAL" row corresponds to the fusion of all color spaces. For the Faces94 database, this fusion does not improve the performance (all the EER values were already low). In all other cases, we obtain the best results but the difference is not significant compared to the use of the best color space as the computation time is multiplied by ten.
Conclusion and perspectives
We presented in this paper a study on color spaces for face authentication. We showed on four significant face databases that the ten studied color spaces have different behaviors. This conclusion was made possible because we used four different databases which is one of our main contribution. We put into obviousness the benefit of the CIE La*b* and RGB color spaces for this application. The benefit of the color information was also illustrated.
We intend to work in the future on the definition of color spaces best suited for face verification especially in terms of performance and robustness.
Acknowledgments
Portions of the research in this paper use the FERET database of facial images collected under the FERET program, sponsored by the DOD Counterdrug Technology Development Program Office.
