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         The paradigm shift from traditional branch banking to electronic 
banking; the newly emerged service delivery channels and rapidly increasing 
penetration rates of e-banking are the motivators of this study. Innovations 
in telecommunications have led to usage of electronic services and products 
in banking. The purpose of this research is to investigate the readiness of the 
Palestinian banking sector to adopt e-banking technology by shedding light 
on a number of different success and obstacles factors. 
 
This research has been conducted as a quantitative one based on a survey 
inquiry. The target to our survey was the information and technology 
department of the thirteen banks operate in Gaza strip. Thirty of the 
distributed questionnaires were retrieved and analyzed. 
 
In general, the banking sector in Palestine has a variety of e-banking 
technologies. However there are different success and obstacles factors 
which influence the adoption readiness. The results shows that the success 
factors that enhance the adoption process and seen as the most important and 
introduced by the banks are: usefulness of the services to the bank, security 
availability to the services, convenience of the services, advertisement ways 
used to Persuading customers about e-banking, ease of use, and finally 
customer support. The obstacles factor that may hinders the adoption process 
are: expensive cost: cost of infrastructure, maintenance and other different 
costs, appropriate environment: such as the fast spread of the internet and IT 
personnel, acceptance from customers: if the bank didnt make effort to  
 II 
understand what customer need and if there is no trust between the bank and 
its customers the ability to adopt and accept the e-banking will decrease and 
Lack of security: e-commerce legislation, privacy policy and authentication. 
 
It is recommended that more effort must done in educating customers about 
the benefits of using e-banking services and products, need  support from 
PMA (Palestinian Monetary Authority) to adopt e-banking by set new laws 
and legislations, the managements of the bank should build a strong system 
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LIST OF TERMINOLOGIES 
ELECTRONIC-BANKING   
 
The remote delivery of new and traditional banking 
products and services through electronic delivery 
channels. 
INTERNET BANKING                         Also called online banking, is the use of the Internet 
as a remote delivery channel for banking services, 
including traditional services, such as opening a 
deposit account or transferring funds among 
different accounts, as well as new banking services, 
such as electronic bill presentment and payment, 
which allow customers to receive and pay bills over a 
banks Web site. 
TV-BASED BANKING                          Is a financial service provided to mass consumers 
through satellite digital TV. The users can conduct 
such businesses as funds allocating, savings 
transfer, balance checking and ask for materials as 
well. Deals with trust investment and foreign 
exchange transactions can also be carried out via 
TV. 
MOBILE BANKING                              Also known as M-Banking, is a term used for 
performing balance checks, account transactions, 
payments etc. via a mobile device 
PC BANKING                                   Is a service that allows a bank customer to obtain  
account information and perform certain bank 
transactions through a personal computer 
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The future of banking sector belongs to companies which can not only offer 
products and services fallen with needs of an individual client, but can provide 
them at anytime and anywhere as well Tom Peterson (Binda, 2005). 
Technological innovations are the most important source of economic growth. 
Rapid advancements in technology, if properly and timely captured and 
implemented in production, contribute to sustained economic development of a 
country. Conversely, a country that fails to benefit from new technologies, or 
even delays their implementation,eventually finds itself persistently lagging 
behind the others (Andriy, 2001). 
One of the most important and the most dynamic spheres of innovations is the 
new economy, which came into being through the revolutions in electronics, 
computers, computer networks and eventually the development of the Internet. 
Some part of the economy has moved into electronic space. The physical market 
is being gradually replaced or at least supplemented by the virtual one (Andriy, 
2001). 
Therefore, the new economy, also called cyber-economy, constitutes a new 
paradigm of business. On this virtual market electronic-business(E-business) is a 
new form of an exchange of resources by means of information technology 
systems and internet technologies, conducted on-line through electronic 
connections and an information exchange by use of electronic multimedia such 
as Internet, cable and satellite television, telephony, electronic cards, Intra and 
Extranet at the national and international level. It consists of electronic trading, 
business intelligence and technological, capacities to self-service business 




 e-business is a new source of speed, innovation initiatives, efficiency and new 
ways to create values in the organization (Binda, 2005). 
But the technological changes affect not only production and trade, or in other 
words real economy, but also financial intermediaries and banks in particular. 
Thus, virtual production and electronic commerce come hand in hand with 
electronic banking. Therefore, banks are trying to attract customers in different 
ways. The most trivial way is in raising interest rates. It is a rival way and all 
banks that engage in the price war eventually loose. Additionally, this way did 
not prove to be efficient because of growing costs and an unstable clientele in 
search of higher interest rates on deposits. There are also non-rival ways to 
attract customers. Nowadays, the most popular way is in making financial 
innovations and introductions of new products to the market. Electronic banking 
is becoming the way for development of banking system. 
For the purpose of optimal regulation and stimulation of electronic banking it is 
important to understand which banks are most likely to adopt electronic banking 
before others (Andriy, 2001). 
As expected the adopters of electronic banking had a high use of Information 
Technology (IT) (Cameron and Joyce, 2001). 
To succeed in the e-banking arena, companies need to identify the basic IT 
technologies to build the basic infrastructure. Also current business designs and 
organizational models are insufficient to meet the challenges of doing business 
in the e-commerce era. Therefore one critical issue is re-engineering of the 
business processes which also include technological processes and security, 
which may include protection of consumers' personal data and safe transactions 
to prevent frauds, is paramount for the growth of any sort of  
 
 
online trade, including e-banking. Security includes secure transactions as well 
as secure front end and back end systems (Shah and others, 2005). 
For these importances of electronic banking system, the objective of this 
research is to identify and describe the success and obstacles factors that 
influencing the adoption of electronic banking in the Palestinian banking sector. 
 
1-2 THE PROBLEM STATEMENT: 
         The e-banking is a new technology in Palestine which means it needs a lot 
of efforts and sources to be adopted by our banks so we will identify the needed 
sources by answering the following questions 
The problem statement can be summarized by answering the following main 
question: 
Does the Palestinian banking sector ready to adopt the electronic banking 
system? 
Other related questions are as follows: 
1-What are the success factors of e-banking adoption? 
2-What are the obstacles factors of e-banking adoption? 
3-Do banks have enough sources for e-banking adoption? 
 
1-3 RESEARCH  VARABILES: 
 
    Dependant variable: success and obstacles of e-banking 
    Independent variables are as follows: 
   1- Success variables; 
    1.1 Security availability (security of data transactions and privacy) 
    1.2 Customer supply 
 
 
    1.3 Ease of use 
    1.4 Convenience 
    1.5 Advertisement 
    1.6 Usefulness (Enlarging geographical reach, Enlarging client satisfaction)  
   2- Obstacles variables; 
   2.1 Expensive cost (high cost of technologies) 
   2.2 Acceptance from customers  
   2.3 Lack of security  
   2.4 Appropriate environment  
 
1-4 RESEARCH HYPOTHESES: 
 
 H1: There is a significant relation between availability of adoption factors and 
e-banking success. 
This hypothesis can be divided to the following sub-hypotheses: 
H1.a: there is a significant relation between security availability and electronic 
banking success. 
H1.b: there is a significant relation between customer supply and electronic 
banking success. 
H1.c: there is a significant relation between ease of use and electronic banking 
success. 
H1.d: there is a significant relation between convenience and electronic banking 
success. 
H1.e: there is a significant relation between advertisement availability and 
electronic banking success. 
 
 
H1.f: there is a significant relation between usefulness and electronic banking 
success. 
 
H2: There is a significant relation between determining obstacles factors and 
electronic banking success. 
This hypothesis can be divided to the following sub-hypotheses: 
H2.a: there is a significant relation between expensive cost and electronic 
banking success  
H2.b: there is a significant relation between acceptance from customers and 
electronic banking success. 
H2.c: there is a significant relation between lack of security and electronic 
banking success. 
H2.d: there is a significant relation between an appropriate environment and 
electronic banking success. 
 
1-5  IMPORTANCE OF THE RESEARCH 
       Arises from the following points: 
 
 First: the importance of the electronic banking itself through the benefits 
that it can contribute in serving customers and also the bank 
developments, as the technology today is becoming the main success 
element in any sector  
 
 Second: it attempts to evaluate the readiness of the banking sector in Gaza 
strip to adopt an electronic banking system with all the difficulties  
 
 
it may force due to the current circumstances in Gaza that arises from 
occupation and it effects in the development process.  
 
 Third: it is considered to be the first study in Palestine regarding 
electronic banking services 
 
 Fourth: study the readiness of the banking sector in implementing the 
electronic banking system will explain the benefits of this system which 
may encourage many banks that dont have this system in implementing 
it. 
 
1-6 OBCETIVES OF THE RESEARCH: 
 
       The main objectives of this research are as follows:  
 
1- To identify the benefits of implementing the electronic system to the 
banks customer and for the banking processes itself. 
2- To identify the obstacles in implementing the electronic system in 
Palestine. 
3- To identify the banking systems development processes in Palestine. 
4- To identify the key requirements for adopting the electronic banking 
systems in Palestine, these needs are: the technological infrastructure 
(software and hardware with regard to the system security), the qualified 
man power and the collaborated environment between Banks in order to 










For the purpose of this study the descriptive analytical method will be 
used.  
1-7-1: Data Collection: 
1. Secondary resources: the researcher will utilize the relevant 
literature, and publications related to the subject of the study. 
2. Primary resources: needed data is collected from the 
population of the study through a questionnaire designed to 
cover variables of the research and by surfing the banks` 
websites. 
           1-7-2: The Population and the Sample of the research: 
              The population of the study consists of the operating banks in Gaza 













Table 1.1: Banks in Gaza strip 
 Bank name 
1 Bank of Palestine 
2 Palestine Islamic bank 
3 The Palestine investment bank 
4 Arab Islamic bank 
5 Al-Quds bank for development and 
investment 
6 Bank of Jordan 
7 Cairo Amman bank 
8 The housing bank of trade and 
finance 
9 Egyptian Arab land bank 
10 The principle bank of development 
and agriculture credit  
11 The Arab bank 
12 The commercial bank of Palestine 
13 Palestine international bank 
 
 
  1-7-3: The Sampling: 
             The technology and information system departments in the thirteen 





Table 1.2: The targeted banks in the research 
 Bank name Number  
1 Bank of Palestine 5 
2 Palestine Islamic bank 6 
3 The Palestine investment bank 2 
4 Arab Islamic bank 2 
5 Al-Quds bank for development and 
investment 
2 
6 Bank of Jordan 5 
7 Cairo Amman bank 6 
8 The housing bank of trade and 
finance 
2 
9 Egyptian Arab land bank 1 
10 The principle bank of development 
and agriculture credit  
2 
 
The Arab bank and the commercial bank of Palestine were excluded from the 
research because of the refusal of the bank's board to participate in the 
researcher, also Palestine international bank was excluded of the research since 











1-8:    PREVIOUS STUDIES: 
 
1.8.1   The study of Aghdassi and others (2007) titled association between 
strategic values and e-banking adoption in Iranian banks 
           This research attempts to understand strategic value of e-banking for 
Iranian banks and examine the causal effect of perceiving e-banking as a value 
and its adoption.  
The researchers propose an e-banking adoption model that is identifying five 
factors that have been found to be influential in the perception of strategic value 
of IT: performance support, operational support, managerial productivity, and 
strategic decision aids. They  also identified eight factors that influence 
electronic banking adoption: organizational readiness, Infrastructural readiness, 
external dependency, Intangible pressure, persuasive pressure, perceived ease of 
use, and perceived usefulness. Data are collected via a questionnaire-based 
survey from Decision maker unit of Iranian Banks. 
Two hundred questionnaires were distributed to respondents and One hundred 
and sixty individuals completed the survey for a response rate of 80%. 
In order to test the model, a statistical analysis was conducted in two stages. The 
first step employed factor analysis to measure whether the number of factors and 
loadings of items involved in the two main constructs (perceived strategic value 
and adoption) conform to the proposed model, canonical analysis was utilized in 
the second step in order to explore how the perceptions of strategic value 
influence the decision to adopt e-commerce.  
The finding of this study indicate that in a developing country like Iran and a big 
industry like banking, although the items of the adoption factors model are 
  
 
applied, the story is a bit different. In this country the e-commerce adoption 
specifically e-banking adoption is in its beginning stages. And still there are lots 
of gaps. These gaps could be technological, economical, socio-cultural, 
geopolitical and other gaps. 
Although the factors in this research were examined, yet there are other factors 
that can be put in the model. However six other factors were replaced with two 
factors (Organizational Support) and (External Pressure) in the model as a result 
of factor analysis, three to the PSV (Performance Support, Operational Support 
and Relationship Support) and three to the Adoption (Infrastructural Readiness, 
Intangible pressure, Persuasive pressure, External dependency). 
Finally the result of this study can be expressed such that bank managers' 
perception through e-commerce is very positive and effective in their adoption 
trend. It can defiantly make their steps towards such an important issue faster 
and help them to remove impediments more rapidly. Thus, interventions toward 
changing managers perceptions about the strategic value of e-banking can be 
devised in order to increase the adoption/utilization of electronic banking by 
banks. 
 
1.8.2 The study of daghfous and toufaily (2007) titled the adoption of  E-
banking by Lebanese banks :success and critical factors 
           This research was conducted on the factors that can lead to success on 
adoption of e-banking and the other factors that can constitute a barrier to its 




can accelerate or, on the contrary, slow the adoption of this electronic mode of 
distribution and communication by the banks, by analyzing the case of the 
Lebanese market.  
In order to test the validity of the theoretical framework structured survey was 
used, it consist of a fifty-minute personal interview questionnaire that was given 
to e-banking managers or to information technology managers of all the banks 
on the official list of institutions operating on the Lebanese market, with a total 
of 57 banks, 31 of them operate internationally and 26 are strictly local. 
The degree of adoption of e-banking by an institution is measured by the rate of 
use of seven types of electronic distribution and communication channels of 
financial services. These channel are TV banking, mobile banking, 
automated teller machine, phone banking, PC banking, extranet 
banking, internet banking. 
The result of the analysis show that the total sample is made up primarily of 
banks which adopt e-banking at a lower level (71.7%), and secondly, of banks 
which adopt e-banking at a moderate level (20.8%)  
The banks which have high level of adoption rate represent only 7.5% of the 
total sample. Foreign and national banks with international activities have a 
higher level of adoption, confirming that international banks are, on average, 
more willing to introduce new e-banking channels than banks with exclusively 
local activities.  
The rate of adoption for each type of electronic channel indicates that the most 







In order to test the hypothesis about the relationship between the degree 
organizational adoption of new e-banking channels and the organizational, 
structural and strategic variables bivariate associative test are used, the results 
show that the organizational variables (bank size, functional divisions, technical 
staff, technical infrastructure, perceived risks, decision makers` international 
experience and mastery of innovation) are variables which exert significant 
impact on the adoption of e-banking, among the structural characteristics, the 
result reveal that internal technological environment of the bank is a very 
important factor in determining the adoption of e-banking, also the result show 
that banks which are developing in the international scale are more likely to 
adopt e-banking innovations. Finally the result of the study indicate that extent 
of penetration of e-banking in the growth phase of an emerging market has an 
important correlation with the improvement of commercial performance.  
 
  1.8.3   The study of Khalfan, and others (2006) titled Factors influencing 
the adoption of internet banking in Oman: a descriptive case study 
analysis 
           This research has been focused on identifying and highlighting the main 
potential factors or impediments that are currently inhibiting the incorporation or 
adoption of electronic commerce (EC) applications expansion in the Omani 
Banking sector. Data, obtained for the first time, were collected using semi-
structured interviews and survey questionnaire as well as reviewing some bank 
documents. 
The study explores the slow uptake of EC applications in the banking industry. 




factors, both internal (i.e. organizational) and external (i.e. industrial), that are 
responsible for the slow utilization of EC applications. The results provide a 
pragmatic picture about the adoption of EC applications in the core financial 
sector domain of Oman. One of the main findings is that security and data 
confidentiality issues have been a major barrier. The banking sector was 
reluctant to use e-commerce applications as they felt that transactions conducted 
electronically were open to hackers and viruses, which are beyond their control. 
Lack of top management support was found to be an inhibiting factor in the 
adoption of electronic commerce applications. In general, banks in the Arab 
Gulf region have been 'quite slow' to launch e-banking services. While they are 
convinced that online services reduce overheads significantly, a mixture of 
customer insecurities, technology investment costs and a lack of market-
readiness have all conspired to make e-banking 'unattractive'. These inhibiting 
factors need to be identified and then addressed, so that the banking sector in 
Oman can exploit the potential advantages of EC to remain competitive. 
1.8.4   The study of Khalid and others (2006) titled Customer Satisfaction 
with internet banking web Site: Case study on the Arab Bank 
             This research was conducted on the customer satisfaction with internet 
banking web site for the Arab Bank. The covered factors in this paper were: 
customer support, security, ease of use, digital products/services, transaction and 
payment, information content, and innovation. Of the 260 distributed structured 





Spearman-Broun, Guttmann Coefficients, regression techniques, correlations, T-
test and F-test were used to analyze the questionnaire  
The results showed that there is a narrow-based satisfaction with internet 
banking in all factors through a multi-regression; the researchers found out that 
all factors have an impact on the customer satisfaction, and they have found that 
the relation was positive. A positive relation exists for all factors except for 
information content; they recommend that the organization must improve the 
customer satisfaction through improving all factors or other means as 
considering customer behavior, being careful with customer relation 
management, online market research and business intelligence.  
Finally, there is no relation between all demographics data and customer 
satisfaction because there is a high computer literacy among customers 
 
1.8.5   The study of Shah, and others (2005) titled: A Survey of Critical    
Success Factors in e-Banking. A research conducted in U.K 
             This study aims to determine the critical issues related to financial sector 
organizations when they establish businesses online. The survey targeted the 
financial sector in the UK. A 510 of medium and large size organizations from 
the financial industry listed in the euro money bank register in U.K were 
invited to participate, out of 510 questionnaires sent, a total of 114 were returned 
giving a 22.4% response rate. The focus was mainly on senior IT managers.  
The study indicates that Understanding the CSFs in e-banking is important for 
senior management of banking related organizations, because it would 




The analysis of the study indicates two major types of statistical analyses were 
conducted, descriptive statistical analyses and factor analysis. In descriptive 
analyses, the factors (or variables) were ranked in order of their mean score, the 
highest score being the most important and so on. The top six factors in order of 
importance were: user-friendly website, systems security, support from top 
management, fast responsive customer service (better that usual), promotion of 
electronic commerce within organization, and all time availability of services 
and rapid delivery of services. 
Factor analysis, which was done to group together, related variables to uncover 
factors (in terms of factor analyses), found the following factors to be critical 
for the success in e-banking. Issues related to organizational flexibility and 
speed of services delivery were found to be at the top of the importance list. 
Issues related to organizational flexibility and speed of services delivery were 
found to be at the top of the importance list. Business processes and systems 
integration and enhanced customer services were next in the list of importance. 
1.8.6    The study of Kassim (2005) titled E-banking service quality: gaps 
in the Qatari banking industry 
               This study investigates the discrepancy between customer's 
expectation and perception towards the e-banking services in Qatar. The sample 
in this study consisted of respondents who are users of the e-banking services. A 
data set to test the proposed model came from self-administered survey of a 
convenience sample of retail banking customers. A questionnaire  
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was distributed to 100 retail-banking customers in Doha. Out of a total of 100 
questionnaires, only 62 were useable. A cross-sectional survey design was 
adopted which questioned respondents on e-banking services 
Investigating the expectation and perception of the quality of service, customer 
gave the highest score of 3.26 for the functionality of the ATM machines. 
Meanwhile, the lowest score of 2.83 was for the e-banking services. Compared 
to the perception of the quality of service, the customers collectively gave the 
highest score of 3.18 for the availability of the ATM machines. The lowest score 
of 2.70 was given to the role of bank personnel in assisting the customers with 
the e-banking services. SERVQUAL method developed by Parasuraman et. al. 
(1985) was used to calculate the difference in the score between the five items. 
The negative score indicated the existence of service quality gap, where 
customers were not having their expectations met by actual service performance. 
The findings showed that there were some differences in magnitude of gap score 
among the five items of the e-banking services: Internet/Telephone/SMS, 
personnel assistance, instructions, ATM machines and functionality of the ATM 
machines. The result also showed that one item of e-banking services had 
positive gap score, that is, the quality of the Internet/Telephone/SMS banking 
services (0.05). All the other four items indicated that the quality of service fell 
short of the customer's expectation; the customers were generally not satisfied 
with the service providers. Nevertheless, each item of quality of the e-banking 
services showed differences with respect to the size and gap score. The list of 
the five items could be ranked from the biggest score to the smallest score. After 




insights into the mean differences between perception and expectation levels of 
the e-banking service quality. The results showed that customers' perception of 
the e-banking service quality did not meet their expectations. Moreover, the 
priority or rank ordering showed that "instructions" as being the most important 
item, followed in turn by "personnel assistance", "functionality of ATM 
machine", "ATM machines" and "Internet/Telephone/SMS". The findings of this 
study provide initial direction in determining the optimum service quality 
attributes pertaining to e-banking services. The largest discrepancies between 
what were expected by the customers and what were delivered by the bank were 
found in the availability of the instructions and personnel assistance on how to 
use the e-banking services and the functionality of the ATM machines.  Indeed, 
bank managers should invest resources to enhance overall service quality. 
Management and employees should strive to find out what customers expect (in 
terms procedure handling, efficiency, accessibility and updated information 
about products and services) when designing strategies to enhance overall 
service quality. This implies an extensive and continuous training program a 
bank needs to carry out for its employees. 
1.8.7    The study of Leelapongprasut and others (2005) titled: A Quality 
Study of Internet Banking in Thailand 
            The research aim to study a level of Internet Banking services quality in 
Thailand and for comparing the overall services quality of Internet Banking and 
factor of Internet Banking service between each bank and each dimension of 






The sampling groups in this research are customer who use the banking service 
via Internet system and the customer of D-Computer Co., Ltd. who usually use 
Internet Banking services such as inquiry about outstanding balance, fund 
transfer between accounts, and transfer payment for public utility. The sampling 
group specification of this research must use Internet Banking services at least 
once a month. The research tools are questionnaires in the Web page form. 
Questionnaires are adapted from the tools that are used to evaluate the service 
quality called The dimension of quality by David A. Garvin by evaluating the 
quality of eight dimensional services: Performance, Features, Reliability, 
Conformance, Durability, Aesthetics, Serviceability and Perceived quality. 
During the sampling survey, 300 questionnaires were received that were 
answered completely. For information analysis, the researches use the 
fundamental statistics to analyze the characteristics of sampling group and test 
the relative variable factor by means of Chi-square and obtain the result to build 
a variance factor linear prototype.  
The results of the study were as follows:  
1. The quality level of internet banking service of commercial banks in 
Thailand in the perspective of performance was different in each bank.  
2. By weighting the importance of criteria used to evaluate the Internet 
Banking service quality in Thailand, the most important was the 
dimension of reliability, serviceability and durability. The less important 








1.8.8   The study of Kerem (2003) titled Adoption of electronic banking: 
underlying consumer behavior and critical success factors. Case of Estonia 
              The primary aim of the study is to further the understanding how do 
consumers perceive electronic banking in the heyday of interactive channels in 
Estonia, as Estonia is internationally renowned for being a pioneer in the 
acceptance of new technologies. 
The study tries to answer the following questions: 
1. Which factors influence the customers' propensity to use electronic banking as 
a primary banking channel. 
2. What are the main characteristics of the heavy users of electronic banking and 
what are the main obstacles for further adoption of electronic banking. 
3. What are the critical success factors of the Estonian Internet banking? 
The necessary data will be gathered through a survey conducted among the bank 
customers and interviews conducted with the leading banking professionals and 
industry experts. Firstly A series of in depth interviews was conducted with 
leading industry experts in Estonia. The selection criterion for the respondents 
was mainly their involvement with the development of Internet banking systems 
from the early days of its emergence. Most of the respondents are still working 
in the leading banks. The number of respondents was 5 which are sufficient 
considering that in the Estonian market there are two leading banks whose 
decisions in the field of electronic banking are step by step followed by the 
smaller players. To gain deeper understanding of the developments of internet 
banking also a number of short e-mail interviews were conducted with 
specialists from companies that have established cooperative internet based 
services together with the banks. 
 
The second part of the research is an extensive bank customer survey conducted 
employing the customer database of Eesti Ühispank, the second largest bank of 
Estonia. The survey was conducted via Internet and also via traditional mail. 
Only the data collected via electronic channel is available for analysis. The 
response rate for the survey was 23.85%, 954 respondents out of 4000 
customers. 
The survey conducted for this research addressed six different issues influencing 
the adoption of Internet banking (Better prices, Recommendations, Better 
service, Marketing efforts, Better access and higher privacy). The most 
important factors in starting to use Internet banking are first and foremost better 
access to the services (convenience), better prices and higher privacy. Better 
service (i.e. preferring self service over office service) was also of above the 
average importance. Two factors that the respondents did not consider relevant 
to their adoption decision were banks' marketing activities and personal 
recommendations from friends and colleagues. 
Also the survey conducted six main obstacles (computers are difficult, no access 
to internet, internet banking is expensive, low security, have had no chance to 
try and I prefer personal contact) in adopting Internet banking (results of a 
preliminary study, 100 respondents), the most important factors discouraging the 
use of Internet banking are lack of Internet access and not having a chance to try 
out Internet banking in a safe environment 
Finally the research indicates that banks activities alone may not be sufficient in 
achieving growth if general infrastructure, economic environment and 
government initiatives are not supportive. Although the usage levels of Estonian 





 European countries and comparable to the adoption rates in the Scandinavian 
countries it is clear that still a potential for further growth exists. 
 
1.8.9    The study of Hoppe and others (2001) titled Factors Affecting the   
Adoption of Internet Banking in South Africa: a Comparative Study 
              This research was conducted on identifying the attitudinal, social and     
perceived behavioral control factors that might influence the adoption of Internet 
banking. The research framework based on the theory of planned behavior and 
the diffusion of innovations theory developed by a previous research on 
Singapore. 
The results were largely in agreement with those obtained in the Singapore 
study. It was confirmed that attitudinal and perceived behavioral control factors, 
rather than social influence play a significant role in influencing the intention to 
adopt Internet Banking services. The aim of the study was to collect South 
African data in order to test out the hypotheses regarding the factors, which 
affect adoption of Internet banking and compare these results with those 
collected in other countries. 
An online questionnaire was used to collect empirical data for this study.    This 
was considered to be most appropriate, because the questions are only relevant 
to Internet users and the hypotheses are best tested using a sample of this group 
rather than the general South African population. A few hardcopies of the 
questionnaire were also prepared 
The results show that intention to adopt Internet banking can be predicted by 
attitudinal factors, perceived behavioral control factors to a lesser degree, and     
not by subjective norms. All attitudinal factors except banking needs are found 
to be significant, with complexity and risk showing a negative relationship. 
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Possible reasons why banking needs are not related include the design of the    
measuring instrument. Possibly not enough was done to localize the list of 
banking products provided for respondents to choose from. 
The opinions of friends, family and other consumer-relevant groups are found          
to have no significant relationship with the intention to adopt Internet banking. 
This is in agreement with the results obtained in Singapore, and suggests that the 
opinions of peers are not important with an innovation such as Internet banking. 
Availability of information about Internet banking online may reduce the need 
for potential adopters to seek out the opinions of peer groups. 
Of the three perceived behavioral control factors, technology support could not 
be included as a factor do to inadequate factor loading, and so could not be 
tested. Self efficacy was found to be an influential factor, and government 
support was not. Support for self-efficacy is in agreement with the results 
obtained in Singapore, whereas rejection of government support is in contrast 
with them. Possible reasons for this would include differences in how 
government is viewed in the two countries and may also include differences in 
how government policy relates to online security and e-commerce in the two 
countries. 
 
1.8.10   The study of Yang (1997) titled: The security of electronic 
banking 
                This study aims to identify the challenges that oppose electronic 
banking which are the concerns of security and privacy of information. 
The study indicates that the solutions to the security issues require the use of 
software-based systems or hardware-based systems or a hybrid of the two. These 




private and public keys, and digital signatures to form software packets known 
as Secure Electronic Transaction used by MasterCard and Pretty Good Privacy. 
Hardware-based solutions such as the Smartcard and the MeChip provide better 
protection for the confidentiality of personal information. 
Software-based solutions have the advantage over hardware-based solutions in 
that they are easy to distribute and are generally less expensive. 
1.8.11   SUMMARY OF THE RELATED STUDIES: 
Review of previous studies shows that understanding the critical success factors 
(CSFs) in e-banking is important for senior management of banking related 
organizations, because it would potentially help them improve their strategic 
planning process. 
Success factors can differ according to the organization strategies, also some 
studies adopt the factors from a tool called the dimension of quality by David 
.Garvin, also the factors can be internalorganizational) or external (industrial) 
The main obstacles and barriers that oppose e-banking adoption are the concerns 
of security, privacy of information and technology investment cost. 
Also the literature review indicates that according to the customers there are 
different factors that influencing the adoption of e-banking such as 
demographics, advantages perception, and other factors related to the services 
itself & how to be accepted and used by the customers, which differ from 
country to another country reflecting the economical and technological 
development in each country. 
 
In this research we will identify different number of success and obstacles 
factors that affect the adoption process in the Palestinian banks by using a 
structured questionnaire contains many questions regarding these factors. 
1.9   RESEARCH LIMITATIONS AND DIFFICULTIES: 
Electronic banking is a new and broad subject, so it has many dimensions that 
can be covered so there are no one research could cover all its aspects. 
There are some difficulties the researcher has faced such as the difficulty to get 
any reference from abroad because of the political situation, a also some banks 
refused to cooperate in answering the questionnaire  
 
1.10   STRUCTURE OF THE RESEARCH: 
This thesis consist of six chapters, as shown in figure 1.1, chapter 1 contains an 
introduction to the research, the statement of the problem, research questions, 
objectives and limitations. The second and third chapters are one block and 
represent a review of literature that provides detailed background and 
summarize relevant research. The next chapter presents General overview of the 
electronic banking system. The third chapter presents electronic banking 
innovation, the regularity environment and the risks of e-banking. The fourth 
chapter presents the research methodology. The fifth chapter presents research 
results, discussed where possible in the light of previous researches, and the 
results of the hypotheses testing. Finally the sixth chapter presents conclusion 
and recommendations drawn from the findings, and recommendations for 
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2.1    INTRODUCTION : 
 
     This chapter discusses the electronic banking definition in general, identifies 
the basic e-banking services and types, provides a general summary on e-
banking forms and technologies, and finally shows advantages and 
disadvantages of providing e-banking systems. 
 
2.2   ELECTRONIC BANKING DEFENTIONS: 
 
E-banking has a variety of definitions all refer to the same meaning, the 
following section show some of these definitions  
 
Electronic banking, also known as electronic funds transfer (EFT), is simply the 
use of electronic means to transfer funds directly from one account to another, 
rather than by check or cash. 
The term electronic banking often refers to online banking/Internet banking 
which is the use of the Internet as a remote delivery channel for banking services 
(Furst, Lang, & Nolle, 2002 pp.5). With the help of the internet, banking is no 
longer bound to time or geography. Consumers all over the world have 
relatively easy access to their accounts 24 hours per day, seven days a week. 
Another definition of electronic banking Electronic banking is the use of a 
computer to retrieve and process banking data (statements, transaction details, 
etc.) and to initiate transactions (payments, transfers, requests for services, etc.) 
directly with a bank or other financial services provider remotely via a 
telecommunications network (Yang, 1997 pp.2). It should be noted that 
electronic banking is a bigger platform than just banking via the internet. 
Electronic banking can be also be defined as a variety of platforms such as 
internet banking or (online banking), TV-based banking,  
 
mobile phone banking, and PC banking (or offline banking) whereby customers 
access these services using an intelligent electronic device, like a personal 
computer (PC), personal digital assistant (PDA), automated teller machine 
(ATM), point of sale (POS), kiosk, or touch tone telephone (Alagheband, 2006 
pp.11). 
Banks offer Internet banking in two main ways. An existing bank with physical 
offices can establish a Web site and offer Internet banking to its customers as an 
addition to its traditional delivery channels. A second alternative is to establish a 
virtual, branchless, or Internet-only bank almost without physical offices. 
Virtual banks may offer their customers the ability to make deposits and 
withdraw funds via ATMs or other remote delivery channels owned by other 
institutions. (Furst, Lang, & Nolle, 2002 pp.5). 
 
2.3  TYPES OF ELECTRONIC BANKING: 
 
According to the office of Comptroller of the Currency there are three types of 
e-banking classified by degree of functionality, they are as follow: 
 
- First type-informational (information-only systems): is the basic level of e-
banking. Typically, the bank has marketing information about the banks 
products and services such as (advertisements or promotional material) on a 
stand-alone server. The informational systems typically have no path between 
the server and the banks internal network. Appropriate controls therefore must 
be in place to prevent unauthorized alterations to the banks server or web site. 
(Federal deposit insurance corporation, 1998) In these systems, the publisher 
(generally, the bank) defines the information to be made available. In this sense, 
the publisher is simply communicating  
 
electronically what has traditionally been made available in print and through 
other media. The electronic format provides a more cost efficient channel that 
offers greater flexibility in terms of audience, content, and geography. Although 
these sites are generally marketing oriented, each can contain as little or as much 
information as the publisher desires, and can be linked to other sites that provide 
additional information. 
- Secondtype-communicative (electronic information transfer Systems): This 
type of e-banking system allows some interaction between the banks systems 
and the customer. The interaction may be limited to electronic mail; account 
inquiry, loan applications, or static file updates (name and address changes). 
Because these servers may have a path to the banks internal networks, 
appropriate controls need to be in place to prevent, monitor, and alert 
management of any unauthorized attempt to access the banks internal networks 
and computer systems. 
- Third type-transactional (fully transactional information systems): This level 
of e-banking allows customers to execute transactions. Since a path typically 
exists between the server and the banks or outsourcers internal network, it 
must have the strongest controls. Customer transactions can include accessing 










Table 2.1: Types of e-banking services classified by functions 
Function  Level of interactivity 




Means of Contact, 
Special events 







Interface customization,  
 
Advertisements 
Transactional Opening accounts,  
 
Check book requests  
 






























Source: Guru, et al.(2004) 
 
 
2.4   ELECTRONIC BANKING SERVICES: 
E-banking products and services can include wholesale products for corporate 
customers as well as retail and fiduciary products for consumers services 
dependent on used accessible channel. 
Some examples of these products and services include: (Binda, 2005) 
-  Cash management. 
-  Wire transfer. 
-  Automated clearinghouse (ACH) transactions. 
-  Bill presentment and payment. 
-  Balance inquiry. 
-  Funds transfer. 
-  Downloading transaction information. 
-  Loan applications. 
 
-  Investment activity. 
-  Orders instructions, 
-  Stocks and shares trade, 
-  Credits acceptance, 
-  Accepting credit cards applications, 
-  Reviewing the calendar of dates and deadlines, 
-  Reviewing the history of carried out operations, 
-  Tax accounts, 
-  Sending orders and messages by means of text message system, 
-  Aggregation of financial services 
as well as associated financial services i.e. insurance, leasing, investment or 
retirement services. 
Table 2.2: Classification of chosen e-banking services   
Products improving comfort  
 
- Mobile banking 
- Mobile payments 
- SMS alerts 
Services for third parties - Internet payments 
- Payments of taxes on-line 
- Payments of bills 
Other financial products - Life insurance 
- Vehicle insurance 
Investment products - Opening and managing deposit 
accounts 
- Purchase sales of investment funds 
securities 
- Purchase sales of bonds and other 
investment instruments 
Bank loan products - Bank loans applications 
- Credit cards applications 
Simple banking products - Opening, closing, managing an 
account 
- Domestic and international money 
transfers 
- Standing orders 
- Direct debits 
- Debit cards applications 
Sources: Binda ( 2005) 
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2.5     EELCTRONIC BANKING FORMS AND           
TECHNOLOGIES  
 
 Automated Teller Machines (ATMs) also called 24-hour tellers are electronic 
terminals which give consumers the opportunity to bank at almost any time. To 
withdraw cash, make deposits or transfer funds between accounts, a consumer 
needs an ATM card and a personal identification number. 
Direct Deposit and Withdrawal Services allow consumers to authorize 
specific deposits, such as paychecks or social security checks, to their accounts 
on a regular basis. 
Point-of-Sale Transfer Terminals allow consumers to pay for retail purchase 
with a check card, a new name for debit card. This card looks like a credit card 
but with a significant difference the money for the purchase is transferred 
immediately from your account to the store's account (Deutsche Bundes bank, 
2000 pp.44-45). 
Personal Computer (PC banking) offer consumers the convenience of 
conducting many banking transactions electronically using a personal computer. 
Consumers can view their account balances, request transfers between accounts 
and pay bills electronically from home or office phone lines (either analog by 
modem  or using an ISDN adapter). 
Basically, there are two types of PC banking: 
The first type is online banking, in which bank transactions are conducted within 
closed networks. The customer needs specialized software provided by his bank. 
The second type is Internet banking, unlike closed networks, Internet banking 
perm its the customer to conduct transactions from any terminal with access to 
the Internet (Deutsche Bundes bank, 2000 pp.44-45). 
 
Smart card is a plastic card containing microchips, which provides the capacity 
of processing and storing data. It has a complex structure capable of performing 
multiple functions. The transaction data sorted on the card later is read by 
computers to update the cards records 
Smart cards can be classified into three main categories  
1- Smart card as a medium of payment : is used to replace cash for 
transactions  (i.e. stored-value or prepaid card or electronic-purse) 
2- Smart cards as information managers: it has a capacity for information 
storage and processing capability because of embedded computerized 
memory and processing power. 
3- Smart cards as customized delivery systems: this the future of the smart 
card with the progression in memory and processing power, it will be able 
to carry screen sets and personal information that will possibly make the 
smart cards the ultimate in personal and mobile computing. 
Home banking services (internet / extranet banking) is an electronic home  
banking system using web technology. Bank customers are able to conduct their 
business transactions with the bank through personal computers, the basic 
computer-based communication systems in home banking can be divided into 
three types: 
1- The internet which allow any person or corporation to access the banks 
web pages through the World Wide Web. 
2- The intranet is a private network designed to limit access within given 
institutions that require web browser technology. Banks use intranets for 
sharing internal information, work-group collaboration, and 
communication between a bank and particular clients. 
3- The extranet is a system by which banks can provide internet/intranet 
access to customers and suppliers. 
 
Mobile banking is a service that enables the customers to conduct some 
banking services such as account inquiry and funds transfer, by means of textual 
news SMS as well as WAP banking. 
Electronic fund transfer at point of sale (EFTPOS) is simply the use of 
electronic means to transfer funds directly from one account to another usually a 
retailers account, authorized at the point of sale using a debit card and personal 
identification number (intrapairot, 2000; Binda, 2005). 
TV banking is one of the newest solutions in the field of communication 
between client and bank with the usage of satellite TV, cable TV, telenewspaper 
and telephoning. The client may check his account in the telenewspaper. 
However, it should be proceed by telephone contact with bank. After giving the 
account password, the client receives the number of page in the telenewspaper 
or by sending coded data by digital TV (decoder is necessary in this case. Those 
who already possess such device are able to contact with bank in this new way 
(satellite TV and telephone). 
also there are many types of e-banking technologies such as: Cash dispensers, 
Call Centre, Voice-IVR, Mobile banking (SMS banking, make possible to 
manage the bank account by means of textual news SMS as well as WAP 
banking, allowing for interactive contact of the client with the bank by means of 












Fig 2.1 forms of e-banking technologies 
 
Source: constructed by the researcher  
 
 
2.6 ELECTRONIC BANKING SERVICES UTILIZED BY      
BANKS IN GAZA STRIP: 
 
        In this section the researcher will identify the various e-banking services 
and the features of the banks` websites, this information were obtained by 
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1 Bank of Palestine Y Y Y Y Y N Y Info* Y N Y N N N N 
2 Palestine Islamic 
bank 
Y N N Y N N N Info* Y N N N N Y N 
3 The Palestine 
investment bank 
Y N N N Y N N Info* Y N N N N N N 
4 Arab Islamic bank Y N N Y N N N Info* Y N N Y N Y N 
5 The commercial 
bank of Palestine 
Y Y N N Y N N Info * Y N Y N N N N 
6 Palestine 
international bank 
Y N N Y N N N Info* N N N N N N N 
7 Al-Quds bank for 
development & 
investment 
Y N N N N N N Info* Y Y Y Y N N N 
8 Arab bank Y Y Y Y Y Y Y Comm** Y N N Y N Y N 
9 Bank of Jordan Y Y Y Y Y Y Y Info* Y N Y Y N Y N 
10 Cairo Amman bank Y N N Y Y N N Info* Y N N N N N N 
11 The housing bank of 
trade and finance 
Y N N Y Y N Y Trans*** Y Y N Y N Y Y 
12 Egyptian Arab land 
bank 
Y N Y N N N y Comm** Y Y N N N N N 
13  The principle bank of development and agriculture credit  Has no website  
 The percentage of banks utilize electronic banking services and products and websites features 
 The percentage of 







































An analysis of the different types of e-banking services and features introduced 
in the banks website to help the bank customers utilized by banks in Gaza strip 
is presented in table (2.3) the focus on the analysis is on the seven main e-
banking services and a brief analysis on the features introduced in the websites 
and identify the types of the website according to the main three types identified 
in literature namely informational, transactional and communicational. The 
information was basically from the banks` websites. 
According to the analysis, all but one bank have website (92.30%) which is 
The Principle Bank of Development and Agriculture Credit 
As indicated in table (2.3), it was found that the most popular electronic banking 
services introduced  by banks in Gaza strip are ATMs 61.53%  and credit cards 
54% followed by internet banking 38.46%, SMS and phone banking by the same 
percentage 30.76% and the less popular is mobile banking 15.38%. 
Also it was found that:-  
- 85% of the websites have an index of its contents 
- 41.66% of the websites have frequently asked question and keyword 
search function  
- 25% of the websites have customer feedback function and help function. 
- 8.33% of the websites have an application forms 






2.7 FACTORS AFFECTING THE E-BANKING                                 
TECHNOLOHIES GROWTH: 
  
The participation in e-banking differs and depends on the access to technology, 
the infrastructure development, lawful-administrative regulations, banking 
culture, e-banking culture and the costs of exploitation. 
Such factors influence distributive channel groups with a different growth 
potential (Figure. 2.2). Little growth potential: little functioning, (telephone 
banking) or high cost of exploitation (TV banking and Home-banking), as well 
as, high growth potential (internet banking, virtual banking, mobile banking) 
with low exploitation costs. 
 
Fig
ure 2.2 e-banking access channels and their growth potential (Binda, 2005) 
 
 
2. 8  FACTORS INFLUNCING ABSORBING OF  
        E-BANKING TECHNOLOHIES: 
 
E-banking is not developing evenly. The pace differs by countries of the world. 
It does not entirely depend on the economic development of a 
 
 
 country, it is rather an outcome of many factors influencing absorbing of these 
services but also of many barriers which arise in the context of new electronic 
technologies and related risks and illegal activities such as dirty money washing, 
selling non-existing bonds and hacker activities. Hence, this issue being a very 
complex one should be analyzed from three points of view (Figure 2.3), taking 
into consideration such factors as the total number of users of e-banking, level of 
market penetration as a percentage of all clients of a bank, level of market 
penetration as a percentage of the population and finally level of market 
penetration as a percentage of the Internet users (Hoppe, Newman, & Mugera, 
2001 pp.8-9; Binda, 2005 pp.1504) 
 
The basic factor influencing absorbing the services is the access to technologies 
and the level of development of tele-computer infrastructure. 
This development is closely connected with the wide availability of personal 
computers and the internet channels which, in turn, has an impact on technical 
culture of information society. 
The indirect factor of e-banking services absorption are costs related to creating 
the access to new developments in technology, mainly using the telephone line 
and wide-wavelength access to the net. Another salient issue is the so called 
level of saturation of the access to the internet. 
Another important issue is the trust customers have in e-banking services. 
Another group of factors connected with penetration of Internet banking services 
are: confidence to financial institutions, electronic banking culture and internal 
procedures of banks` operations. 
The last group includes the following economy factors: service prices, level of 
clients` affluence, scale and pace of society education. 
 
However, using systems and ICI tools in operations of financial institutions, 
including banks, are regulated by according law acts and rules. 
 
The second groups of factors that have a restraining effect on development of 
electronic banking consist of internal banks` procedures that are not tailored to 
substantial, organizational and time aspects. 
In other words, e-banking is not a banking product; rather, it describes the way 
transactions are conducted (intrapairot, 2000; Binda, 2005). 
 
 




2.9   ADVANTAGES OF E-BANKING: 
Despite the e-banking leads to segmentation of the market, products and services 
(this may derive from the level of service complication, its value and the 
security of transactions), it offers a certain advantages over the traditional 
banking methods  
Some of these advantages are: 
- Time saving: A customer can bank without physically visiting a branch. 
 
 
- Convenience: Accounts can be paid and funds transferred without queuing or 
writing out cheqeus. 
- Accessibility: Services are available seven days a week, twenty-four hours a 
day. 
- Confirmation: Transactions are executed and confirmed almost immediately. 
- Range: Customers can do anything from checking on an account balance to 
applying for a mortgage. 
- Security: Customers can choose their own PIN, preventing unauthorized access 
to their accounts. 
- Safety: Reduces the need to carry large amounts of cash. 
- Spreading: bank without borders (borderless bank), which allows to realize the 
order from different place (without space limit). 
- Competitiveness: Enlarging the competitiveness of the bank on the market of 
bank services and enlarging client satisfaction this can lead to the growth of his 
loyalty towards the bank (Hoppe, Newman, & Mugera, 2001 pp.8-9; Binda, 
2005 pp.1504) 
 
2.10     DISADVANTAGES OF E-BANKING: 
Electronic banking also has several disadvantages these include: 
 
- Cost: Internet banking has certain systems requirements such as accessibility to 
computers, computer type, memory, screen resolution and browsers, which 
prove to be an additional cost to the customer when compared to traditional 
banking methods or other online banking services such as ATMs. 
- Cash availability: Currently, a customer cannot make deposits or withdrawals 
when using Internet banking. 
 
- Security: This can also be a disadvantage as there is the threat from computer 




2.11 SUMMARY  
Electronic banking is a system basically depends on the using of the internet 
with any electronic mean to do any banking transaction. 
 
All forms and kinds of electronic banking are classified in to three types  
(Informational, communicational and transactional). 
 
In Palestine, the indications are that the electronic banking services/features 
have not fully been utilized and most of the services are informational. 
 
Finally, there are many factors affecting the growth and the absorbing of the e-
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3.1   INTRODUCTION 
This chapter is divided virtually into two parts the first part represent a board 
review of the innovation of electronic banking and the various types of 
electronic payments systems. 
The second part represents the risks associated with e-banking activities and the 
risk management of those risks that the bank must consider to avoid them. 
 
3.2  THE HISTORY OF ELECTRONIC BANKING: 
Electronic innovation in banking can be traced back to 1970s when the 
computerization of financial institutions gained momentum. However, a visible 
presence of this was evident to the customers since 1980, with the introduction 
of the automated teller machine (ATM). Innovative banking has grown since 
then, aided by technological developments in the telecommunications and 
information technology industry. The early decade of the 1990s witnessed the 
emergence of automated voice response (AVR) technology. By using the AVR 
technology, banks could offer telephone banking facilities for financial services. 
With further advancements in technology, banks were able to offer services, 
through personal computers owned and operated by costumers at their 
convenience, through the use of intranet propriety software. The users of these 
services were, however, mainly corporate customers rather than retail ones 
(sohail and shanmugham, 2003). The security first network bank was the first 
internet banking in the world that was built in 1995, USA. After that some 
famous banks introduced their internet banking one after another, such as 





3.3   THE INNOVATION OF ELECTRONIC BANKING:   
 The mainstream economic theory treats electronic banking as a financial 
innovation that is effectuated by a vision of bank as a profit-generating facility. 
It follows then, that A change in the financial environment will stimulate a 
search by financial institutions for innovations that are likely to be profitable. 
(Mishkin 2000, p. 239). 
Starting in the 1960s, individuals and financial institutions operating in 
financial markets were confronted with drastic changes in the economic 
environment: Inflation and interest rates climbed sharply and became harder to 
predict, a situation that changed demand conditions in financial markets. The 
rapid advance in computer technology changed supply conditions. In addition, 
financial regulations became more burdensome. Financial institutions found that 
many old ways of doing business were no longer profitable; the financial 
services and products they had been offering to the public were no longer 
selling. Many financial intermediaries found that they were no longer able to 
acquire funds with their traditional financial instruments, and without these 
funds they would soon be out of business. To survive in the new economic 
environment, financial institutions had to research and develop new products 
and services that would meet customer needs and prove profitable, a process 
referred to as financial engineering. In their case, necessity was the mother of 
innovation (Mishkin 2000, p. 239) 
Another view of innovations identifies the driving forces for the transition to e-
banking technology:  First, innovations have responded to market demands for 
risk-sharing, risk pooling, hedging and spatial transfers of resources that are not 




 needs for lower transactions costs or increased liquidity. Third, innovations 
have reduced asymmetric information between trading parties and improved the 
monitoring of the performance of principals by agents. Fourth, innovations have 
facilitated the avoidance of taxes, regulatory and accounting constraints" 
(Andriy, 2001 pp. 4-6). 
 
3.2.1 Transition from traditional banking systems to branchless 
           banking systems:  
The transition to the virtual banks can be traced in four phases (by the 
Indian institute of management Bangalore): 
Phase 1 
Automated telling machines (ATMs) and telephones 
 Once a revolutionary way of banking  are now widely accepted. The 
customer benefited mainly from convenience of access. The 24-hour availability 
of these services met the latent needs of the customers, while the emergence of 




This stage witnessed the emergence of personal computers and online services. 
Here, the customers (mostly corporate) are linked to the bank through dedicated 
lines and transactions are carried out. The latter part of this stage saw the 
emergence of the Internet as a medium for carrying out banking transactions. 
The Internet broke the barrier of proprietary networks and was instrumental in 




Phase 3  
This stage is witnessing the concept of e-cash. Customers are able to store cash 
in electronic forms in their accounts and use these to perform transactions. E-
Cash is rendering geographic spread obsolete and some banks are offering 
access to two-way interactive video. 
 
Phase 4 
The three-wave methodology is integral in mapping the movement of banking 
from simple ATMs and telephone banking to the Internet stage. Thus, further 
services have become technologically enabled, in that one can offer advanced 
services due to the popularity of the Internet and the technology contained 
therein (Ganesh, 2004 pp.24). 
 
3.4  ELECTRONIC PAYMENT SYSTEMS 
Electronic payment systems resemble traditional systems because both are 
derived from a common monetary model. In this sense, electronic systems are 
simply alternative means to deliver traditional banking and related products and 
services. Both must complete the same general steps within the payment cycle to 
reach finality: payment entry, settlement, and distribution. 
Electronic payment systems can be broadly categorized according to system 
components, process methodology, and system structure (Federal Deposit 
Insurance Corporation, 1998). 








Table 3.1: characteristics of electronic payment systems 
 
 
Characteristics of electronic payment systems 
System components  - System hardware (i.e PC, card reader, ATM, 
etc.) 
- Chip versus magnetic strip technology 
- Card versus computer-based systems 
Process methodology - batch versus real-time processing 
- online versus offline access 
System structure - legal currency versus branded (proprietary) 
value 
- singles versus multiple currency 
- debit versus stored value based systems 
- open versus closed systems 
- reloadable versus single use systems 
- controlled versus secured access 
- single versus multiple purpose 
- integrated versus stand alone systems 
- user anonymity 
- payment mechanics (buyer and seller 
interaction) 
- payment system settlement (processing) 
- transaction size (micro or large-dollar 
payments) 
- geographic reach  




3.4.1    Conventional Payment Process  
A conventional process of payment and settlement involves a buyer-to-seller 
transfer of cash or payment information (e.g. credit card or check). The actual 
settlement of payment takes place in the financial processing network. A cash 
payment requires a buyer's withdrawal from his bank account, a transfer of cash 
to the seller, and the seller's deposit of the payment to his account. Non-cash 
payment mechanisms are settled by adjusting, i.e. crediting and debiting, the 
appropriate accounts between the banks based on payment information 
conveyed via check or credit card. 
 
Figure 3.1 is a simplified diagram for both cash and non-cash transactions. Cash 
moves from the buyer's bank to the seller's bank through face-to-face exchanges 
in the market. If a buyer uses a non-cash method of payment, payment 
information instead of cash flows from the buyer to the seller, and ultimately 
payments are settled between affected banks who notationally adjust accounts 
based on the payment information. In real markets, this clearing process 
involves some type of intermediaries such as credit card services or check 












Figure 3.1 a simplified model of transaction  
 
The 'information' conveyed to settle payments can be one of the following: 
A- Information about the identities of the seller and the buyer and some 
instruction to settle payments without revealing financial information  
B- Financial information such as credit card or bank accounts numbers 
(including checks and debit cards)  
C- Actual values represented by digital currency  
 
There have been over two dozens proposed Internet payment standards or 
protocols. These range from Anonymous Internet Mercantile Protocols by 
AT&T Bell Labs (http://www.bell-labscom) to Conditional Access for Europe 
(CAFE) for the European community, to Secure Electronic Transaction (SET) 
 
promoted by MasterCard (http://www.mastercard.com) and Visa 
(http://www.visa.com). 
Many software and hardware products based on these open standards are being 
offered, including CyberCash, Digicash, Mondex, NetBill and NetCheque. 
While the diversity of these products is an indication of healthy competition, it 
does make it confusing for ordinary Internet users and merchants to choose an 
appropriate payment mechanism. Despite of these various standards and 
protocols electronic payment systems can be broadly classified into three 
groups: payment through an intermediary, payment based on EFT and payment 
based on electronic currency. 
 
Type 1: Payment through an IntermediaryPayment Clearing Services 
When face-to-face purchase is replaced with on-line commerce, many aspects of 
a transaction occur instantly, under which various processes of a normal 
business interaction are subsumed. For example, a typical purchase involves 
stages of locating a seller, selecting a product, asking a price quote, making an 
offer, agreeing over payment means, checking the identity and validity of the 
payment mechanism, transferring of goods and receipts. In order to be used as a 
substitute for face-to-face payments, online payment systems must incorporate 
all or some of these stages within their payment functions. 
Figure 3.2 shows a stylized transaction for online commerce using an 
intermediary. In this model, the intermediary not only settles payments, it also 
takes care of such needs as confirming seller and buyer identities, authenticating 
and verifying ordering and payment information and other transactional 
requirements lacking in virtual interactions. In the figure (3.2), two boxes 
delineate online purchasing and secure or off-line payment clearing  
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processes. Payment settlement in this figure follows the example of the 





Figure 3.2: transactions with an intermediary 
 
The payment information transmitted by the buyer may be one of three types. 
First, it may contain only customer order information such as the identity of the 
buyer and seller, name of the product, amount of payment, and other sale 
conditions but no payment information such as credit card numbers or checking 
account numbers. In this case, the intermediary acts as a centralized 
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 commerce enabler maintaining membership and payment information for both 
sellers and buyers. A buyer need only send the seller his identification number 
assigned by the intermediary. Upon receiving the purchase order, the 
intermediary verifies it with both the buyer and seller and handles all sensitive 
payment information on behalf of both. 
 
Type 2: Payment Based on EFTTraditional Funds Transfer 
The second type of payment systems does not depend on a central processing 
intermediary. Instead, sensitive payment information (such as credit card or 
bank account number) is transmitted along with orders, which is in effect an 
open Internet implementation of financial electronic data interchange (EDI) (see 
figure 3.3). An electronic funds transfer (EFT) is a financial application of EDI, 
which sends credit card numbers or electronic checks via secured private 
networks between banks and major corporations. To use EFTs to clear payments 
and settle accounts, an online payment service will need to add capabilities to 
process orders, accounts and receipts. In its simplest form, payment systems 
may use digital checks simply an image of a check and rely on existing 
payment clearing networks. The Secure Electronic Transaction (SET) 
protocola credit card based system supported by Visa and MasterCarduses 
digital certificates, which are digital credit cards. We call this type of payment 
system as notational funds transfer system since it resembles traditional 
electronic fund transfers and wire transfers which settle notational accounts of 






Figure 3.3: traditional funds transfer system 
 
Traditional funds transfer systems differ from payment clearing services in that 
the 'payment information' transferred online contains sensitive financial 
information. Thus, if it is intercepted by a third party, it may be abused like 
stolen credit cards or debit cards. A majority of proposed electronic payment 
systems fall into this second type of payment systems. 
 
Type 3: Payment Based on Electronic Currency 
The third type of payment systems transmits not payment information but a 
digital product representing values: electronic currency. The nature of digital 
currency mirrors that of paper money as a means of payment. As such, digital 
currency payment systems have the same advantages as paper currency 
payment, namely anonymity and convenience. As in other electronic payment 
systems.  






Figure 3.4: digital currency payment system 
 
The only difference from figure is that the intermediary in figure 3.4 acts as an 
electronic bank which converts outside money (e.g. U.S. currency), into inside 
money (e.g. tokens or e-cash) which is circulated within online markets (Choi, 
Stahl & Whinston, 2003 pp.3-7). 
 
3.5    CREATING AN ENABLING REGULARTY      
ENVIROMENT  
 The environment for electronic banking is influenced by the:  
A- An evolution of the financial and retail sectors: The nature of the financial 




 of product features, interoperability, potential volume drivers and basic 
financial literacy. 
B-Level of financial literacy: The level of financial literacy influences 
communication of the product, the nature of the distribution channel and the 
nature of transactions made. 
C-Regulatory and policy environment: The regulatory and policy environment 
should be supportive of electronic banking. This includes appropriate banking 
regulations and communications, security, and information policies (Cracknell, 
2004 pp.2). 
Also the most important areas of the regulatory framework for e-banking are 
telecommunications, security and related public and private key infrastructure, 
information and privacy, and contract enforcement. 
 
Telecommunications 
Regulation of telecommunication must privatize post and telegraph 
administrations, improve licensing of competitive operators, enhance mandatory 
interconnections and unbundled public switched telephone networks, implement 
independent regulatory bodies, and implement proper pricing regulations. 
Improving access to telecommunications for a larger portion of the population is 
especially important in emerging markets. 
 
Electronic security and infrastructure 
Both providers and consumers of e-banking view security as a constraint and a 
concern. Serious operational risks and potential liabilities are associated with 
security breaches in the transfer of funds or instructions and the actual theft of 
identification information over the Internet. In response, encryption techniques 
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and various protocols (secure socket layer, Financial Interchange Extended 
language) have been developed. Actual penetrations into banks are understated 
because of the damaging implications for banks reputations. 
For the whole set of security arrangements that is, the so-called public key 
infrastructure to work, four functions must be present: authentication (knowing 
the parties when exchanging information), integrity (messages cannot be 
changed during transmission), no repudiation (agreements cannot be later 
denied), and confidentiality (messages cannot be read or copied by unauthorized 
users) (Furst, Glaessner & Kellerman, 2001).  
One approach to improving authentication that is being employed is the use of 
public and private keys. Authorities will have to address three main issues in 
designing a countrys public key infrastructure. First, adequate penalties are 
needed for unauthorized access to or tampering with computer systems and 
Websites penalties akin to those for other crimes. Second, a proper certification 
process is needed for public and private keys, as are secure systems for storing 
such keys and adequate cross-certification for private key providers. Third, 
government may need to set minimum authentication or certification standards 
while preserving incentives for private solutions. Regulations should be flexible 
enough to allow for creative use of new technologies (such as biometrics) in 
improving authentication processes(Claessens, Glaessner & Klingebiel, 2002 
pp.24-29). 
 
Information and privacy 
E-banking makes it easier to manage customers and to customize products. For 
example, a financial institution linked with an Internet service provider can use 
information culled from a customers Web use to offer the customer  
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new financial products. But such efforts must respect peoples desire for privacy 
and confidentiality. Information about a person or business can increasingly be 
seen as a property right that people can voluntarily share with others. That 
property right must be clearly defined through information and privacy 
standards. Such standards should address four issues: notice, choice, access, and 
security. Individuals must be given notice of what information is being collected 
and how it is being used. They need to be given a choice of whether to allow 
such collection. Once the information has been collected, the provider of such 
information must have access to it, and the collector must ensure its security. 
Privacy standards will mainly require private sector actions, but these need to be 
backed by government privacy frameworks within and across countries. 
Moreover, privacy and secrecy laws should not become barriers to the 
development of e-banking. Thus general secrecy laws, along with other statutes 
such as bank secrecy laws, need to permit the sharing of not only negative but 
also positive credit information. As the Internet expands, standards for 
information and privacy will increasingly need to be global. (Goldberg, Dages, 
& Kinney 1999). 
 
Contract enforcement 
Poor contract enforcement hinders finance and commerce regardless of the 
delivery channel. But new technology can lower the costs of contract 
verification and enforcement. The Internet increases the amount and speed of 
available information and can easily link disparate sources of information. It can 
assist, for example, in the automation and efficiency of registries. With digital 
signatures, credit risk assessments can be made much faster and more efficient. 




 for collateralized loans extended from remote locations. E-banking will thus 
make cross-border dispute resolution and contract enforcement more important 
(Furst, Glaessner & Kellerman, 2001). 
 Technology can help enforce contracts directly. When foreclosing because of 
late payments, for example, a lender can use remote devices to shut off and track 
down a leased car. Technology also allows for better methods of ensuring 
perfection of a security interest in collateral in a dematerialized environment, 
because databases can be linked directly. Finally, smart cards and other 
multipurpose cards use technology to bypass many standard contract 
enforcement mechanisms. (Claessens, Glaessner & Klingebiel, 2002). 
 
Financial and market infrastructure 
Laws and systems are a crucial element of financial infrastructure. As noted, e-
banking will allow for a more functional, rather than institutional, approach to 
financial sector development. This implies that the laws governing financial 
contracts will become more important than the laws governing institutions that 
operate in the financial sector. 
Laws on secured transactions and capital market dealings, for example, will 
become more important than laws on commercial banks and insurance 
companies. To date the impact of new technologies has been most pronounced 
in wholesale and securities markets, but gains are also becoming evident in retail 
markets. In Estonia and Finland, for example, many retail financial transactions 
are done electronically. A good technology infrastructure thus becomes key. 
Finally, linking financial service providers Nor more broadly, entire financial 
systems in emerging markets to countries with more sophisticated technology 
will allow them to benefit without having to invest in  
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expensive systems and demanding oversight structures. Stock markets in smaller 
emerging markets, for example, could be linked to and integrated with those in 
larger markets Claessens, Glaessner & Klingebiel, 2002). 
 
Consumer protection 
E-banking and related innovations have made it possible to stratify customers 
through electronic customer relationship management and to customize financial 
services. These developments can create risks for consumers. For example, 
information from an online bank account could be misused in others parts of a 
financial institution or elsewhere. At the same time, technological developments 
make it easier for authorities to enforce existing regulations protecting 
customers because electronic audit trails are assured and Internet service 
providers can be required to provide information to authorities (Furst, Glaessner 
& Kellerman, 2001). 
Policy decisions must reflect the choices of consumers and the incentives of 
financial service providers and Internet service or application software 
providers. The key policy step will be to require increased disclosure and greater 
transparency on the terms of financial services offered over the Internet. Better 
privacy and security standards will also help consumers. 
Rules are also needed that limit the scope for conflicts of interest within 
financial institutions and between financial institutions and Internet-related 
firms. For example, limits may be needed on cross selling products within 
financial institutions. Governments may also need to clarify the liability of 
financial service providers for services contracted out, such as Internet banking 
software, as recommended by the Electronic Banking Group of the Basel 
Committee on Banking Supervision. E-banking can more easily involve 
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 outright fraud, theft, and other abuses hurting small consumers and impinging 
on the confidence in and use of e-banking. Actions such as the development of a 
cyber-force (as is becoming common among securities regulators) can help 
weed out the worst offenders and send clear signals. But there will remain 
severe limits on governments ability to prevent misuse, making disclosure more 
necessary. These risks also highlight the need for more extensive consumer 
education, which could be provided through creative private-public 
partnershipsClaessens, Glaessner & Klingebiel, 2002). 
 
3.6    RISKS OF ELECTRONIC BANKING SYSTEMS  
The use of an electronic channel to deliver products and services introduces 
unique risks due to the increased speed at which systems operate and the broad 
access in terms of geography, user group, applications, databases, and peripheral 
systems.  For instance, an information-only web site used for advertising 
purposes may be inappropriately altered by unauthorized parties. Electronic mail 
containing confidential or proprietary information may be distributed in error. 
Networked systems that are directly connected to a banks central operating 
system or main database might be accessed by unauthorized parties, revealing 
sensitive data or applications. System failures have also occurred due to power 
outages and system defects. 
 
3.6.1     Specific Risks to Electronic Systems  
But the threat of failure or compromise in any system is significantly more 
pronounced in an environment of interconnected computer systems. As such, it 
is deserving of particular attention. Potential causes of a system compromise  
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include natural disasters, participant failure, or system attacks which are 
described more fully in table (3.2) below: 
Table 3.2: specific risks to electronic systems  
  Risk Description  
1 Natural disasters: The risks presented by natural disasters grow as 
the geographic reach of a network expands. For 
instance, the server equipment for a particular 
system might be distantly located, requiring public 
telecommunications networks for access. An 
interruption at any point along the connection 
might impact service. 
2 System attacks: Internal or external attacks may be undertaken to 
deny service to others, access databases, 
manipulate applications, or alter financial 
outcomes. Beyond financial gain, motives can range 
from simply trying to overcome system security 
(the challenge) to commercial espionage. Many 
perpetrators attempt to hide evidence of the attack, 
making it more difficult to identify the source or 
methods employed. 
3 Participant failure  The failure of one or more participants in a 
payment system can have a significant financial 
impact on all participants. For instance, 
membership contracts may require that all 
participants share in the financial loss from an 
individual failure. In a worst-case scenario, a 
significant individual failure might cause other 
participants, and the entire system, to fail. Because 
trust and confidence are critical, public reaction to 
a minor failure could jeopardize an entire system 
Sources: Federal Deposit Insurance Corporation (1998)  
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3.6.2     Risks associated with e-banking activities  
Electronic banking creates new risk management challenges for banks. 
Typically, all risks associated with traditional banking and products may be 
impacted with the introduction of e-banking services. However, there are six 
major categories of risk specifically associated with e-banking for bank 
supervision purposes. 
 
The risks are strategic, operational/transaction, technology, business, 
reputation and legal. 
(1) Strategic Risk is the current and prospective impact on earnings or capital 
arising from adverse business decisions, improper implementation of decisions, 
or lack of responsiveness to industry changes. Ideally, an e-banking service 
should be consistent with the banks overall financial strategy. The planning and 
decision making process should focus on how specific business needs are met or 
enhanced by the e-banking product, rather than focusing on the product as an 
independent business objective. Strategic vision should determine how the e-
banking product is designed, implemented, and monitored. The overall strategic 
vision of the licensee should influence how the e-banking product is designed 
and implemented  
 
(2) Operational/Transaction Risk arises from fraud, processing errors, system 
disruptions, and the inability to deliver products or services, maintain a 
competitive position, and manage information. In the provision of e-banking 
services, banks often rely on outsourced software companies. They require the 
proper management of information systems and the right capacity to service 




for banks to be sure that they can deliver products and services in the event of 
adverse circumstances (Deutsche Bundesbank, 2000) 
 
(3) Technology Risks are risks related to any adverse outcome, damage, loss, 
disruption, violation, irregularity or failure arising from the use of or reliance on 
computer hardware, software, electronic devices, online networks, and 
telecommunications systems. These risks can also be associated with systems 
failures, processing errors, software defects, operating mistakes, hardware 
breakdowns, capacity inadequacies, network vulnerabilities, control weaknesses, 
security shortcomings, malicious attacks, hacking incidents, fraudulent actions 
and inadequate recovery capabilities. 
 
(4) Business Risk  In some circumstances, due to the more savvy nature of the 
e-banking consumer, traditional banking risk, such as credit risks, interest rate 
risk, liquidity risk, and foreign exchange risk are elevated (The Central Bank of 
The Bahamas, 2006  pp.3-5). 
 
(5) Reputation Risk arises from negative public opinion. A licensees 
reputation can be damaged by e-banking services that are poorly executed or 
otherwise alienate customers and the public. It is important that customers 
understand what they can reasonably expect from a product or service and what 
special risks and benefits they incur when using the system. Customer education 






(6) Legal Risk is the risk to earnings or capital arising from violations of, or 
nonconformance with, laws, rules, regulations, or ethical standards. The need to 
ensure consistency between paper and electronic advertisements, disclosures, 
and notices increases the potential for legal violations. Regular monitoring of the 
licensees websites will help ensure compliance with applicable laws, rules, and 
regulations (The Central Bank of The Bahamas, 2006 pp.3-5). 
 
3.6.3   Risk management  
Risk management is the ongoing process of identifying, measuring, monitoring, 
and managing potential risk exposure. With respect to electronic delivery and 
payment systems, the process should encompass all significant operational, 
legal, and reputation risk areas (Federal Deposit Insurance Corporation, 1998 
pp.9). 
In order to mitigate the risks associated with all e-banking businesses, banks 
should have in place a comprehensive risk management process that assesses 
risks, controls risk exposure, and monitors risks. This comprehensive risk 
management framework should be integrated into the banks overall risk 
management framework. The risk management process should be supported by 
appropriate oversight by the board of Directors and senior management and 
carried out by staff with the necessary knowledge and skills to deal with the 
technical complexities of new e-banking developments (Central Bank of 






3.6.4     Principles for managing risk in electronic banking  
 Therefore the Electronic Banking Group of the Basel Committee on Banking 
Supervision identifies 14 key risk management principles for e-banking table 
(3.3). Banks and their supervisors should consider these principles when 
formulating risk management policies and processes for electronic activities  
 
Table 3.3: Principles for managing risks in online banking  
   Principle For Managing 
Risks 
 Description  
1 Management oversight: Effective management oversight of the 
risks associated with e-banking needs to 
be in place, and e-banking risk 
management should be integrated with 
overall risk management. 
2 Management of outsourcing and 
third party dependencies: 
Comprehensive, well-defined, ongoing 
oversight is needed for managing 
outsourced relationships and third party 
dependencies supporting e-banking, 
including adequate prior due diligence. 
3 Segregation of duties:   Appropriate measures are needed to 
ensure proper segregation of duties in e-
banking systems, databases, and 
applications. 
4 Proper authorization measures 
and controls in systems, databases, 
and applications: 
Appropriate authorization measures and 
proper controls need to be in place for e-
banking systems, databases, and 
applications. 
5 Clear audit trail for e-banking 
transactions: 
A clear audit trail is needed for all e-
banking transactions. 
6 Authentication of all entities, Banks should authenticate the identity 
 
counterparts, and data: and origin of all entities, counterparts, 
and data transmitted over the Internet. 
7 Non-repudiation (accountability) 
for e-banking transactions: 
Non-repudiation should be ensured to 
hold users accountable for e-banking 
transactions and information. 
8 Comprehensive security control: Banks should ensure the appropriate use 
of activities and properly safeguard the 
security of e-banking assets and 
information. 
9 Integrity of transactions, records, 
and information: 
Banks should prevent unauthorized 
changes to and ensure the reliability, 
accuracy, and completeness of e-banking 
transactions, records, and information. 
10 Appropriate disclosure: To avoid legal and reputation risks, 
including for cross-border activities, 
banks should have adequate disclosure 
for e-banking services. 
11 Confidentiality and privacy of 
customer information: 
The confidentiality of customer 
information and adherence to customer 
privacy requirements should be ensured. 
12 Business continuity and 
contingency plans to ensure the 
availability of systems and 
services: 
Plans should ensure that e-banking 
systems and services are available to 
customers, internal users, and 
outsourced service providers when 
needed. 
13 Incident response planning: Incident response plans should be in 
place to manage and minimize problems 
arising from unexpected events 
including internal and external attacks 
that hamper the provision of e-banking 
systems and services. 
 
14 Role of supervisors: Bank supervisors should assess banks 
management structures, practices, 
internal controls, and contingency plans 
for e-banking   
Source: Electronic Banking Group of the Basel Committee on Banking Supervision 
 
3.6.5   Customer security and education 
An important aspect of customer security and risk management is customer 
education. Therefore, banks should pay special attention to the provision of 
easy-to-understand and prominent advice to their customers on e-banking 
security precautions. Bank suggests the use of multiple channels, such as 
websites, messages printed on customer statements, promotional leaflets, or 
even direct staff communication with customers, to reinforce certain key 
precautionary measures. 
Security precautionary advice for customers should cover, at a minimum, the 
following issues:- 
 Password and user ID selection and protection; 
 Customers should be reminded not to disclose their personal information to       
unauthorized persons or to any doubtful websites; and 
 Reminders not to access e-banking services through public or shared computers 
(Claessens, Glaessner & Klingebiel, 2002). 
 
3.6.6     Cross boarder electronic banking activities 
Before engaging in cross-border e-banking transactions, banks should ensure 
that adequate information is disclosed on their websites to allow potential 




whether it has the relevant regulatory license(s) before they establish the 
business relationship. This information will improve transparency and minimize 
legal and reputation risk associated with cross border e-banking activities (The 
Central Bank of The Bahamas, 2006 pp.9-10). 
 
3.6.7      Legal Issues 
A. Banks are obliged not only to establish the identity of their Customers but 
also enquire about their integrity and reputation. To this end, accounts should be 
opened only after proper introduction and physical verification of the identity of 
the customer.  
B. Digital signature should not be relied on solely as evidence in e-banking 
transactions. 
C. There is an obligation on banks to maintain secrecy and confidentiality of 
customers accounts. In e-banking scenario, there is the risk of banks not 
meeting the above obligation. Banks may be exposed to enhanced risk of 
liability to customers on account of breach of secrecy, denial of service etc 
because of hacking /other technological failures. Banks should, therefore, 
institute adequate risk control measures to manage such risks. 
D. Banks should protect the privacy of the customers data by ensuring: 
i. that customers personal data are used for the purpose for which they are 
compiled. 
ii. Consent of the customer must be sought before the Data is used 
iii. Data user may request, free of cost for blocking or rectification of inaccurate 
data or enforce remedy against breach of confidentiality 





E. In e-banking, there is very little scope for the banks to act on stop payment 
instructions from the customers. Hence, banks should clearly notify the 
customers the time frame and the circumstances in which any stop-payment 
instructions could be accepted.  
F. While recognizing the rights of consumers under, banks engaged in e-banking 
should endeavor to insure themselves against risks of unauthorized transfers 
from customers accounts, through hacking, denial of services on account of 
technological failure etc, to adequately insulate themselves from liability to the 
customers.  
G. Agreements reached between providers and users of e-banking products and 
services should clearly state the responsibilities and liabilities of all parties 
involved in the transactions (Central Bank of Nigeria, 2003 pp.10) 
 
3.7 SUMMARY 
Technological developments in the telecommunication and information 
technology industry have lead to the electronic innovation in banking with the 
introduction of the ATM in 1970s. 
The transition to the virtual banks is divided into four stages: 
1- ATM and Telephone banking 




The electronic payment systems like the traditional system must complete the 
same general steps within the payment cycle to reach finality. 
The electronic payment systems can be classified into three groups:  
 
- payment through an intermediary  
- payment based on EFT 
- payment based on electronic currency 
The environment for electronic banking is influenced by many factors: 
- evolution of the financial and retail sectors  
- level of financial literacy 
- regulatory and policy environment  
- telecommunication  
- electronic security and privacy 
- contract enforcement 
- financial and market infrastructure 
- consumer protection 
The use of electronic channels to deliver products and services introduces many 
risks that can affect the success of the system. Therefore the electronic banking 
group of Basel committee on banking supervision identifies 14 key risk 
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4.1    INTRODUCTION: 
 
         The following chapter in methodology will define different research 
method used in this study and explain the chosen methods. It will further 
describe the research purpose, research strategy and data collection method and 
analysis approach. Furthermore, this chapter describes the way the data for the 
study has been collected and techniques used to analyze the data. In addition, the 
issue of the reliability and validity of the presented study is discussed  
 
4.2  RESEARCH TECHNIQUES: 
           There are several techniques which could be used to carry out the 
research based on research problem area. When dealing with research problem, 





Exploratory: is often conducted when problem is not well known or it has not 
been clear defined as yet, or its real scope is as yet unclear (Yin, 1994). 
 
Descriptive approach: is used to obtain information concerning the current status 
of the phenomena to describe what exists with respect to variables or 






My research purpose and research question reveal that this study is mainly 
exploratory because the data has been collected through questionnaires and 
conducted case study to explore the success and obstacles factors that affect the 
readiness for e-banking adoption in the Palestinians` banks. 
 
Explanatory: this is a research type in which the primary goal is to understand 
the nature or mechanisms of the relationships between the independent and 
dependant variables. This approach used when its necessary to show that one 
variable causes or determines the values of other variable (zikmund, 1994). 
 
4.3 RESEARCH APPROACH: 
       There are two basic types of research approaches, qualitative and 
quantitative. In the quantitative approach, results are based on numbers and 
statistics that are presented in figures, whereas in the qualitative approach where 
focus lies on describing an event with the use of words.  
 
In this thesis, different factors which have been emerged from literature review 
are tested in an empirical way in order to see that how much they have been 
effective in the adoption process. Since all the results presented in numbers and 
statistical analysis has been done, quantitative approach is seen as being 








4.4 RESEARCH STRATEGY: 
      Research strategy is a general plan which shows that how this research will 
go and how researcher will answer the questions that has been set by the 
researcher. It will contain clear objectives, derived from research question 
specify the source from which researcher intend to collect data and consider the 
constraints that researchers will inevitably have such as access to data, time, 
location and money (saunders al et., 2000). 
 
Table 4.1   relevant situations for different research strategy  









Experiment How, Why Yes Yes 










History How, why No No 
Case study How, why No Yes 
    Source: (Yin, 1994) 
 
Since this thesis aims to find out the factors that influence the adoption of 
electronic banking services, the strategy, which suits for this study, is a 
 
 
 survey. Survey is a technique in which information is collected from a sample 
of people through a questionnaire (zikmund, 1994).  
 
4.5 TARGET POPULATION: 
       The aim of this research is to investigate the readiness of the Palestinians` 
banking systems to adopt the e-banking system by study the effective success 
and obstacle factors which took places at the technology and information 
system departments in the thirteen banks operate in Gaza are targeted, and due 
to the small size of the target population the census method will be used to 
collect the data from the thirteen bank operate in Gaza strip. 
 
4.6 DATA COLLECTION: 
      This thesis is based on both secondary and primary data. 
 
4.6.1  Secondary Data In The Research: 
         Most of the secondary data that have been used in the theoretical chapters 
have been obtained from different resources such as: books, journals, articles 
published free on the internet, thesis and dissertation available at the university 
library or from online libraries of other universities, papers from online database 
resources and surfing the banks` website for obtaining information about the 
different features of the services and products introduces  
          
 
4.6.2  Primary Data In  The Research: 
        The questionnaire survey was chosen as the main method for primary data 
collection.  
 
4.6.2.1   Pilot Study: 
It is customary practice that the survey instrument should be piloted to measure 
its validity and reliability and test the collected data. The pilot study was 
conducted by distributing the prepared questionnaire to panels of experts having 
experience in the same field of the research to have their remarks on the 
questionnaire.  
Eight expert representing two panels were contacted to assess the questionnaire 
validity. The first panel, which consisted of six experts from the faculty of 
commerce in the Islamic university, was asked to verify the validity of the 
questionnaire topics and its relevance to the research objective. The second 
panel, which consisted of two experts in statistics, was asked to identify that the 
instrument used was valid statistically and that the questionnaire was designed 
well enough to provide relations and tests among variables.  
 Expert comments and suggestions were collected and evaluated carefully. All 
the suggested comments and modifications were discussed with the studys 
supervisor before taking them into consideration.  At the end of this process, 
some minor changes, modifications and additions were introduced to the 
questions and the final questionnaire was constructed. 
 
 
4.6.2.2 Questionnaire Design and Content                           
           According to the review of literature and after interviewing experts who 
were dealing with the subject at different levels, all the information that could 
help in achieving the study objectives were collected, reviewed and formalized 
to be suitable for the study survey and after many stages of brain storming, and 
reviewing executed by the researcher with the supervisor, a questionnaire was 
developed with closed and open-ended questions.  
The questionnaire was designed in the Arabic language as most members of the 
target population were unfamiliar with the English language and to be more 
understandable. An English version was attached in (Appendix B). Unnecessary 
personal data, complex and duplicated questions were avoided. The 
questionnaire was provided with a covering letter which explained the purpose 
of the study, the way of responding, the aim of the research and the security of 
the information in order to encourage high response.  
 
The questionnaire design was composed of three sections to accomplish the aim 
of the research, as follows  
1. The first section contained two parts, A. Background Information  
2. The Candidate and the bank and B. the Banks website. 
3. The second section is about Success Factors For E-Banking Adoption 
included six fields as follows:  
 The first field contained information about Security Availability. 
 The second field contained information about Customer Support. 
 The third field contained information about Ease of Use. 




 The fifth field contained information about Advertisement. 
 The sixth field contained information about Usefulness. 
The third section is about Obstacles Factors In E-Banking Adoption included 
three fields as follows 
 The seventh field contained information about Expensive Cost.                                         
 The eighth field contained information about Acceptance from 
Customers. 
 The ninth field contained information about Lack of Security.                                                                                        
 The tenth field contained information about Appropriate Environment. 
 
4.7 DATA ANALYSIS: 
       To achieve the research goal, researcher used the statistical package for the 
social science (SPSS) for manipulating and analyzing the data. The research 
utilizes the following statistical tools: 
1- Frequencies and Percentile 
2- Alpha-Cronbach Test for measuring reliability of the items of the 
questionnaires 
3- Spearman correlation coefficients for measuring validity of the items of the 
questionnaires. 
4- SpearmanBrown Coefficient 







4.8 DATA MEASURMENT                           
               In order to be able to select the appropriate method of analysis, the 
level of measurement must be understood. For each type of measurement, there 
is/are an appropriate method/s that can be applied and not others.                      In 
this research, ordinal scales were used. Ordinal scale is a ranking or a rating data 
that normally uses integers in ascending or descending order. The numbers 
assigned to the agreement or degree of influence (1, 2, 3, 4, 5) do not indicate 
that the interval between scales are equal, nor do they indicate absolute 
quantities. They are merely numerical labels (Naoum, 1998).  Based on Likert 





Disagree Neutral Agree 
Strongly 
Agree 1 
Scale 1 2 3 4 5 
 
 
Item No Low Medium     Always   Very always 
2 
Scale 1 2 3 4 5 
 
4.9 EVALUATION OF THE RESEARCH: 
     Selection of a research instrument affects the validity and reliability of the 
research, in the following two sections the research will be evaluated based on 








4.9.1  Validity of the Questionnaire: 
         Validity refers to the degree to which an instrument measures what it is 
supposed to be measuring (Pilot and Hungler, 1985). Validity has a number of 
different aspects and assessment approaches. There area two ways to evaluate 
instrument validity: content validity and statistical validity, which include 
criterion-related validity and construct validity. 
 
4.9.1.1 Content Validity of the Questionnaire: 
            Content validity test was conducted by consulting two groups of experts. 
The first was requested to evaluate and identify whether the questions agreed 
with the scope of the items and the extent to which these items reflect the 
concept of the research problem. The other was requested to evaluate that the 
instrument used is valid statistically and that the questionnaire was designed 
well enough to provide relations and tests between variables. The two groups of 
experts did agree that the questionnaire was valid and suitable enough to 
measure the concept of interest with some amendments.     
 
 4.9.1.2     Statistical Validity of the Questionnaire                          
          To insure the validity of the questionnaire, two statistical tests should be 
applied. The first test is Criterion-related validity test (spearman test) which 
measures the correlation coefficient between each item in the field and the 
whole field. The second test is structure validity test (spearman test) that used to 
test the validity of the questionnaire structure by testing the validity of each field 
and the validity of the whole questionnaire. It measures the correlation 
coefficient between one filed and all the fields of the questionnaire that have the 
same level of similar scale.  
 
 
  4.9.1.2.1       Criterion Related Validity: 
         Internal consistency of the questionnaire is measured by finding the 
correlation coefficients between each paragraph in one field and the whole filed. 
Tables (4.2-4.11) (Appendix A) shows the correlation coefficient and the p-
value for each field items. As show in the table the p-Values are less than 0.05 
or 0.01, so the correlation coefficients of this field are significant at á = 0.01 or  
á = 0.05, so it can be said that the paragraphs of this field are consistent and 
valid to be measure what it was set for. 
 
 
4.9.1.2.1       Structure Validity of the Questionnaire   
 
Structure validity is the second statistical test that used to test the validity of the 
questionnaire structure by testing the validity of each field and the validity of the 
whole questionnaire. It measures the correlation coefficient between one filed 
and all the fields of the questionnaire that have the same level of liker scale.  
As shown in table 4-12 (Appendix A) , the significance values are less than 0.05 
or 0.01, so the correlation coefficients of all the fields are significant at á = 0.01 
or  á = 0.05,  so it can be said that the fields are valid to be measured what it was 
set for to achieve the main aim of the study   
 
4.9.2    Reliability of the Research                             
The reliability of an instrument is the degree of consistency which measures the 
attribute; it is supposed to be measuring (Polit & Hunger, 1985). The less 
variation an instrument produces in repeated measurements of an attribute, the 
higher its reliability. Reliability can be equated with the stability, consistency, or 




of people on two occasions and then compares the scores obtained by computing 
a reliability coefficient (Polit & Hunger, 1985). 
It is difficult to return the scouting sample of the questionnaire-that is used to 
measure the questionnaire validity to the same respondents due to the different 
work conditions to these samples.  Therefore two tests can be applied to the 
scouting sample in order to measure the consistency of the questionnaire. The 
first test is the Half Split Method and the second is Cronbach's Coefficient 
Alpha.  
 
4.9.2.1 Half Split Method                           
This method depends on finding Pearson correlation coefficient between the 
means of odd rank questions and even rank questions of each field of the 
questionnaire. Then, correcting the Pearson correlation coefficients can be done 
by using Spearman Brown correlation coefficient of correction. The corrected 
correlation coefficient (consistency coefficient) is computed according to the 
following equation:  
Consistency coefficient = 2r/(r+1), where r is the Pearson correlation coefficient. 
The normal range of corrected correlation coefficient  (2r/ r+1) is between 0.0 
and + 1.0 As shown in Table 4-13 (Appendix A), all the corrected correlation 
coefficients values are between 0.7843 and 0.8780 and the significant (á ) is less 
than 0.05 so all the corrected correlation coefficients are significance at á = 
0.05. It can be said that according to the Half Split method, the dispute causes 







4.9.2.2   Cronbachs Coefficient Alpha                            
 
           This method is used to measure the reliability of the questionnaire between 
each field and the mean of the whole fields of the questionnaire. The normal 
range of Cronbachs coefficient alpha value between 0.0 and + 1.0, and the 
higher values reflects a higher degree of internal consistency. As shown in Table 
4.14 (Appendix A) the Cronbachs coefficient alpha was calculated for the first 
field of the causes of claims, the second field of common procedures and the 
third field of the Particular claims. The results were in the range from 0.8127 
and 0.9245. This range is considered high; the result ensures the reliability of the 
questionnaire.   
 
 
4.10    SUMMARY: 
        Several data collection and analysis methodologies that can be used for 
research was examined, among them questionnaire survey was selected an 
appropriate tool for satisfying this research objectives. The questionnaire was 
designed, tested and distributed on technology and information departments in 
the 13 banks operate in Gaza strip 30 questionnaire were retrieved giving a net 
response rate of (86%).  
 
The validity and reliability of the research were discussed at the end of this 
















DATA ANALYSIS OF RESEARCH RESULTS 
 
5.1  INTRODUCTION 
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5.1   INTRODUCTION: 
      In this chapter the analysis and the interpretations of the data collected by the 
questionnaire will be presented first, while the hypotheses testing will be 
represented at the end of the chapter 
 
5.2   ANALYSIS AND INTERPRETATION OF THE DATA: 
       This section represents the outcome of the analysis and the interpretation of 
the data collected by the questionnaire along with other related surveys. As 
described in the previous chapter the questionnaire has been structured in three 
parts: a) characteristics of the respondents, their banks and Banks website; b) 
the success factors for e-banking adoption; c) the obstacles factors for e-banking 
adoption.  
  
5.2.1    Characteristics of The Respondents and Their Banks    
5.2.1.1 Respondent Characteristics and their banks 
 1 - Position/Title: 
Table 5-1 shows that 13.3% of the respondents` works as a manager, and 16.7% 
works as assistance managers, and 33.3% works as a post department, and 
36.7% works as other positions 
Table 5.1: Position/Title 
Position/Title Frequency Percent 
Manager   
Assistant manager   
Post of department   
Others   





2-Highest educational degree held:  
 
Table 5-2 shows that 26.7% of the respondents` highest educations are masters 
degree, and 70.0% holds bachelors degree, and 3.3% are diploma or less. 
 
Table 5.2: Highest educational degree held 
Highest educational degree held Frequency Percent 
Doctorate   
Masters degree   
Bachelors degree   
Diploma or less   
Total    
 
 
3-Total year of experience in this field 
 
Table 5-3 shows that 43.3% of the respondents` total year of experience are less 
than 5 years, and 26.7% of them have a total year of experience between 5-10 
years, and 30.0% of the respondents` total years of experience are more than 10 
years. 
 
Table 5.3: Total year of experience in this field 
Total year of experience in 
this field 
Frequency Percent 
Less than 5 years   
5-10 years   
More than 10 years   
Total   
 
 
4-Your bank's total assets are 
 
Table 5-4 shows that 56.7% of the total assets are Less than $200 million and 
16.7% of the total assets are between $200 million to $500 million, and 26.7% of 







Table 5.4: Your bank's total assets are 
Your bank's total assets are Frequency Percent 
 Less than $200 million   
 Between $200 million to $500 million    
 More than $500 million   
Total   
 
 
5-Your banks total deposits  
Table 5-5 shows that 53.3% of banks total deposits are Less than $200 million 
and 16.7% of banks total deposits are between $200 million to $500 million, 
and 30.0% of banks total deposits are more than $500 million 
 
Table 5.5: Your banks total deposits 
Your banks total deposits are Frequency Percent 
Less than $ 200 million   
Between $ 200 million to $ 500 million    
more than $ 500 million   
Total   
 
 
6- Your banks credit facilitations and loans  
Table 5-6 shows that 63.3% of the banks credit facilitations and loans are less 
than $100 million, and 16.7% of the banks credit facilitations and loans are 
between $100 million to $250 million, and 20% of the banks credit facilitations 
and loans are more than $250 millions 
 
                        Table 5.6: Your banks credit facilitations and loans  
Your banks credit facilitations and loans are Frequency Percent 
Less than $ 100 million    
Between $ 100million to $ 250 million   
 More than $ 250 million   
Total   
 
 
7- Your banks capital used in financing the e-banking services and 
products from the banks total capital 
Table 5-7 shows that 80.0% of the banks capital used in financing the e-
banking services and products from the banks total capital are less than 10%, 
and 13.3% of the banks capital used in financing the e-banking services and 
products from the banks total capital are from  10% - 30 %, and 6.7% of the 
banks capital used in financing the e-banking services and products from the 
banks total capital are  from 30% - 70 %. 
 
Table 5.7: 
Banks capital used in financing the e-banking services and products from the banks 
total capital 
banks capital used in financing the 
 e-banking services and products 
 from the banks total capital 
Frequency Percent 
less10 %   
10% - 30 %    
30% - 70 %   
 More than 70%   
Total   
 
5.2.1.2 General information about the Banks website 
 
8- Does the bank have a website? If the answer is yes answer the following 
questions 
 
Table 5-8 shows that 67.7% of the respondents agree that their banks have a 
website, and 23.3% agrees that their banks have no website 
 
Table 5.8: 
The availability of web site for the bank 
Does the bank have a website? If the  
answer is yes answer the following questions 
Frequency Percent 
Yes   
No   
Total   
 
9- How many times the website visited daily  
 
Table 5-9 shows that 13.3% of the respondents agree that the website visited daily 
from 1-3 times, and 56.7%  agree that the website visited daily from 4-7 times, 
and 3.3% agree that the website visited daily from 8-10 times. 
 
Table 5.9: 
Number of times the website visited daily 
How many times the website visited daily Frequency Percent 
1-3 times   
4-7 times   
8-10 times   
More than 10 times   
Total   
 
 
10- To which age do most of the e-banking customers belong?  
 
Table 5-10 shows that 13.3% of the respondents agree that most of the e-banking 
customers belong 18-25 years, and 56.7% agrees that most of the e-banking 
customers belong 26-40 years, and 3.3% agrees that most of the e-banking 
customers belong 40-65 years 
 
Table 5.10: 
Ages of most of the e-banking customers 
To which age does most of the e-banking customers belong Frequency Percent 
18-25 years   
26-40 years   
40-65 years   
More than 65 years   





11-Which service and product is the most accepted by the banks customers  
 
Table 5-11 shows that 46.7% of the respondents agrees that the most service and 
product accepted by the banks customers are ATM, and 3.3% agrees that the 
most service and product  accepted by the banks customers are SMS, and 3.3% 
agrees that the most accepted service and product by the banks customers are 
Mobile phone, and 16.7% agree that the most service and product by the banks 
customers are electronic cards, and 3.3% agree that the most accepted service and 
product by the banks customers are internet and 3.3% agree that the most 




Most accepted service and product by the banks customers 
11-Which service and product is the most accepted by the 
banks customers 
Frequency Percent 
ATM   
SMS   
Mobile phone   
electronic cards ( visa, credit etc)   
Internet   
Other   
Total   
 
 
12. When did the banks website become active? 
 
Table 5-12 shows that 33.3% of the respondents agrees that the banks website 
become active from less than 5 years, and 36.7% agrees that the banks website 
become active since 5-10 years, and 3.3% agrees that the banks website become 






First time the web site become active 
When did the banks website become active Frequency Percent 
Less than 5 years   
5-10 years   
More than 10 years   




5.2.2 Success Factors for E-Banking Adoption 
       This section represents the outcome of the analysis for the success    factors 
for the data colleted by the questionnaire. 
 
A. Security Availability 
Table 5-13 shows the findings of this section which investigated the security 
availability in the banks` e-banking services. 
 
Table 5.13: 





































































0.001 77.33 3.87 22 4 4 
13- The bank provide maintenance (updating and/or changing 
information) to the e-banking services 
6 0.007 73.33 3.67 19 6 5 14- Is the banks` website reviewed internally 
2 0.000 90.00 4.50 28 1 1 15- Is the banks` ATM had been audited  internally 
1 
0.000 90.67 4.53 30 0 0 
16- Does the bank provide a virus protection software on its 
server and workstation 
3 
0.000 89.33 4.47 30 0 0 
17- Does the management keep up-to-date on addressing newly 
disclosed security to the computer operating system and 
application software 
4 
0.000 80.00 4.00 22 7 1 
18- Does the  bank warn users to avoid using an easy password 
that can be sensitive 
 
3 
0.000 89.33 4.47 28 1 1 
19- Does the bank introduce the feature of ( access restricted) 
after limited times of  unsuccessful  password entry attempt 
 
      
20- Which of the following process the bank use to identify its 
customers: 
 
1 0.146 76.67 3.83 3 18 9 - Finger print 
2 0.011 73.33 3.67 18 7 5 - ID #  
3 1.000 60.67 3.03 7 17 6 - Digital signature 
 0.000 80.07 4.00 27 0 3 All items 
 
In general the results for all statements of the field shows that the average 
mean equal 4.00 and the weighted mean equal 80.07% which is greater than 
60% and the number of positive signs are greater than the negative signs 
and the p-value equal 0.000 which is less than 0.05, which means the 
respondents of the sample agrees that the Security Availability is an 
important factor in adopting e-banking and they agree about the average of 
security availability in their banks. This finding was consistent with the 
findings of Khalfan and others (2006) who found security is the one of the 
most important factors influencing the adoption of internet banking in 
Oman with a mean of 4.04. Security is perhaps the most feared problem on 
the internet. Banks and customers take a very high risk by dealing 
electronically. 
Also the findings of kerem (2003) rank higher privacy as the second 
important factor that affect the decision to adopt internet banking by 
customers with a percentage of 21.4% extremely important factor chosen 







B. Customer Support 
Table 5-14 shows the findings of this section which investigated the customer 
support as a success adoption factor 
 
Table 5.14 






































































0.000 42.67 2.13 2 10 18 
21- The management of the bank 
provide training courses in how to 
use the system for their customers 
5 
0.078 45.33 2.27 8 4 18 
22- Banks` customers can have more 
than one account for the same 
service 
2 
0.002 77.33 3.87 20 6 4 
23- Banks` customers can use the 
same account for more than one 
services 
2 
0.001 77.33 3.87 22 4 4 
24- The bank introduce a brochures 
or instruction manual in how to use 
the service helping their customers 
4 
0.134 48.67 2.43 7 8 15 
25- The bank provide the possibility 
to recover passwords rather than 
create a new account if it lost  
3 
0.700 59.33 2.97 15 3 12 
26- Does the ability for change any 
personal information are accessible 
easily for customers without going 
through the registration process 
1 
0.023 74.00 3.70 18 6 6 
27- Are customers given a complete 
and transparent review of the cost 
associated with the use of the 
payment system 
 0.990 60.67 3.03 15 0 15 All items 
 
According to the analysis the most common way used in providing customer 




associated with the use of the chosen payment systems, secondly providing the 
feature of using the same account for more than one service and introducing a 
brochures or instruction manual in how to use the service to help customers have 
the same important percentage, the least common ways in providing customer 
support are: provide training courses in how to use the system for the banks` 
customers, banks` customers can have more than one account for the same 
service, providing the possibility to recover passwords rather than create a new 
one if it lost and finally provide the ability to change any personal information 
are accessible easily for customers without going through the registration 
process. 
In general the results for all  statements of the field show that the average 
mean equal 3.03 and the weighted mean equal 60.67 % and the sig equal 
0.990 which is greater than 0.05, which means the respondents of the 
sample agrees that Customer Support provided by banks are not good 
enough to adopt e-banking services.  This finding was consistent with the 
findings of Khalid and others (2006) with a mean equal to 2.6623 the 
difference in the mean was because of the 208 respondent used in Khalid 
research. 
 
C- Ease of Use 
Table 5-15 shows the findings of this section which investigated the ease of use 










































































Ease Of Use 
2 
0.000 82.00 4.10 21 8 1 
28- The management of the bank 
provide training courses for its stuff 
when introducing new services 
7 
0.815 57.33 2.87 8 12 10 
29- The difficulty in new technology 
decrease the acceptance from 
customers 
5 0.000 76.67 3.83 20 9 1 30- The user interface is easily used  
6 
0.000 72.67 3.63 16 13 1 
31- the user interface is of a familiar 
payment application 
1 
0.000 86.00 4.30 24 5 1 
32- Does the bank determine the 
amount of money customer can  
(withdraw/pay) when using e-banking 
services 
4 
0.002 76.67 3.83 20 6 4 
33- Has management established a 
program and/or procedure for 
customer support and supply 
3 
0.000 78.00 3.90 24 2 4 
34-Has management established a 
program and/or procedure for 
customer demand and complaints 
 0.000 75.62 3.78 28 0 2 All items 
 
According to the table banks provide different ways in making the use of  
e-banking services easy and acceptable ranked from 1 as the most common way 
used to 6 as the least common way.  
For general the results for all  statements of the field show that the average 
mean equal  3.78 and the weighted mean equal  75.62%  which is  greater 
than  "60%"  and the number of positive signs are greater than the 
negative signs and the p-value equal 0.000 which is less than 0.05, which 
means that the respondents of the sample agrees that  Ease 
 
 
 Of Use is a good factor in measuring the ability to adopt  e-banking  and 
banks in Palestine provide the best ways to make the e-banking services and 
products easily used by their customers also the study of Khalid and others 
(2006) support the finding of our study by having a mean equal to 3.1923 
which show that there is a clear agreement about the importance of making 
the e-service easily used, also the support for this result is in line with the 
result found by Hoppe and others (2001) that suggest that the more 
complex a new technology is perceived to be, the less likely it is that it will 
be adopted and in this research suggest that the more ease of use the e-
banking service the more likely to be adopted. 
 
D- Convenience 
Table 5-16 shows the findings of this section which investigated the 
convenience as another success factor 
 
Table 5.16; 





































































0.000 84.67 4.23 24 5 1 
35- Are links checked for accuracy and 
functionality 
2 
0.000 86.00 4.30 26 4 0 
36- Are interactive programs checked 
for accuracy and functionality  
6 
0.093 66.67 3.33 16 7 7 
37- When using an electronic form of 
payment does the bank provide the 
function of attach invoices, bills , etc.. 
5 
0.043 70.00 3.50 18 5 7 
38- Is the function of multiple (batch) 
payments ( executing several payments 
at once) available 
 
4 
0.000 81.33 4.07 22 6 2 
39- Does bank provide the ability to 
cancel a payment any time before 
committing to it 
1 
0.000 87.33 4.37 26 2 2 
40- Banks` customers have the ability 
to find out at any moment how much 
money they have 
4 
0.000 81.33 4.07 23 4 3 
41- Banks` customers can access any 
time to the service which have an 
account on it  
 0.000 79.62 3.98 26 0 4 All items 
 
In general the results for all  statements of the fields showed that the 
average mean equal  3.98 and the weighted mean equal  79.62%  which is  
greater than  "60%"  and the number of positive signs are greater than the 
negative signs and the sig equal 0.000 which is less than 0.05, which means 
that the respondents of the sample agrees that the Convenience is a good 
indicator as a good adoption factor used by banks, these finding are 
supported a line with the result found by kerem (2003) which imply that the 
most important factors in starting to use Internet banking are first and 
foremost better access to the services (convenience), with a percentage of 
29.9% chosen by (952 respondents).  
Table 5-16 also illustrate the different items used to test the convenience factor 
by rank them according to the most used way from 1 to 6  
 
E- Advertisement 
Table 5-17 shows the findings of this section which investigated advertisement 












































































   
   
42- How important are the following 
factors bank use to advertise for its new 
products and service 
0.263 68.67 3.43 13 10 7 - Advertising on the net 
0.000 83.33 4.17 24 3 3 - Conventional news media 
0.000 83.33 4.17 22 7 1 - Banks publications 
0.001 70.67 3.53 11 19 0 -Others (specify) 
0.000 80.67 4.03 20 10 0 
43- Using of different advertisement styles 
increases the acceptance of e-banking 




   
44- How important are the following 
factors bank use to prompt customers to 
use its e-banking products and services 
0.000 76.67 3.83 17 12 1 - Not having to carry and handle cash 
0.263 77.33 3.87 20 8 2 - Easy and safe payment 
0.000 83.33 4.17 24 4 2 - Protect from theft or losing 
0.000 78.00 3.90 26 0 4 All items 
 
In general the results for all  statements of the fields showed that the 
average mean equal  3.90 and the weighted mean equal  78.00%  which is  
greater than "60%" and the number of positive signs are greater than the 
negative signs and the sig equal 0.000 which is less than 0.05, which means 
the respondents of the sample agrees that the Advertisement is an 
important success factor that affect the adoption and were agreed about its 
importance with a mean of 3.90 this result is agreed with the findings of 
Khalfan, and others (2006) the result 
 
 indicate that using of traditional way of marketing when adopting the e-
banking may considered as a potential barriers 
 
F- Usefulness 
Table 5-18 shows the findings of this section which investigated usefulness as 
another success factor 
Table 5.18: 

































































     
45- Reasons behind introduction of e-
banking services where 
0.000 85.33 4.27 26 4 0 - Because of competition 
0.000 86.67 4.33 27 3 0 - Retain customers 
0.000 75.33 3.77 20 9 1 - Customers` request 
0.000 85.33 4.27 26 4 0 - Time saving 
0.000 79.33 3.97 23 6 1 - Convenience 
0.003 71.33 3.57 17 10 3 - Profit 
0.000 93.33 4.67 28 1 1 - Improve bank image 
0.000 89.33 4.47 28 2 0 - Connecting with global banks  
0.000 85.33 4.27 27 2 1 - Eliminate geographical barriers 
0.000 88.67 4.43 27 3 0 - Quality services 
0.004 68.67 3.43 9 21 0 - Other (explain) 
0.000 84.67 4.23 28 0 2 
46- E-banking services eliminate the 
burden of paper usage 
0.000 78.00 3.90 26 4 0 
47- The productivity of your bank has 
increased since you introduce e-banking 
0.000 83.33 4.17 27 3 0 
48- Testing done with employees before  
offering the service to the public 
0.000 77.33 3.87 20 9 1 
49- E-banking training provided to other 
officers and employees of the bank 
0.000 82.13 4.11 26 0 4 All items 
 
 
In general the results for all statements of the fields showed that the 
average mean equal  4.11 and the weighted mean equal  82.13%  which is  
greater than " 60%" and the number of positive signs are greater than the 
negative signs and the sig equal 0.000 which is less than 0.05, which means 
the respondents of the sample agrees that Usefulness is a good factor to 
measure the success of e-banking adoption, the support of this factor is in 
line with the result found by Hoppe and others (2001) This shows quiet 
conclusively that across different populations, perceived relative advantage 
has a positive influence on the adoption of Internet Banking and that 
Internet users who feel that Internet banking is compatible with their 
values are more inclined to adopt. 
 
Note : the Technology Acceptance Model defined perceive advantage as the perceived 
usefulness. 
 
Finally Table 5-19 shows the result of the importance of the success factors 
Table 5-19: 
Success factors in e-banking adoption 
Factor Mean Rank 
 
Security availability 4.00 2 
Customer support 3.03 6 
Ease of use 3.78 5 
Convenience 3.98 3 
Advertisement 3.90 4 
Usefulness 4.11 1 
 
 
 Usefulness is considered to be the first and most important factor with a mean 
equal 4.11 the second factor is security availability with a mean equal 4.00,  
convenience ranked as the third important success factor with a mean equal to 
3.98, fourth important factors is advertisement with a mean equal to 3.90, 
the fifth factor according to the importance is ease of use with a mean equal to 
3.78 and finally the sixth and latest important factor is customer support with 
a mean equal to 3.03.   
 
5.2.3   Obstacles Factors In E-Banking Adoption 
This section represents the outcome of the analysis for the obstacles factors for 





G- Expensive Cost  
  Table 5-20 shows the findings of this section which investigated the expensive 
cost as the first obstacle factor 
Table 5.20: 































































0.000 80.00 4.00 26 4 0 
50- Does the bank conduct a formal risk 
assessment of e-banking products and 
services prior to its actual implementation 
0.031 66.67 3.33 14 12 4 
51- The high infrastructure cost decrease 
the ability to adopt e-banking 
0.000 80.00 4.00 22 8 0 
52- E-banking can help the bank offer 
more complex products of an equivalent 
 
 
 quality with lower costs to more potential  
customers 
0.013 69.33 3.47 14 13 3 
53- The banks` operating and maintenance 
cost has been  reduced  since introducing 
e-banking 
0.004 96.00 4.80 14 14 2 
54- Return on investment justifications 
increase the ability to adopt e-banking 
0.000 78.40 3.92 26 0 4 All items 
         
In general the results for all  statements of the field show that the average 
mean equal  3.92 and the weighted mean equal  78.40%  which is  greater 
than  "60%" and the number of positive signs are greater than the negative 
signs and the sig equal 0.000 which is less than 0.05, which means the 
respondents of the sample agrees that Expensive Cost is an obstacle of 
adoption this finding is agreed with the result of Khalfan, and others (2006) 
that there is a  High transaction fee for using e-commerce with a mean 
equal to 3.20, also the findings of daghfous and toufaily (2007) indicate that 
if the bank has the total capacity to recover the e-banking adoption cost the 
adopting will succeed. 
 
H- Acceptance from Customers       
Table 5-21 show the findings of this section which investigated acceptance from 
customers as an obstacle factor 
    
 
Table 5.21: 






























































Acceptance From Customers 
0.000 76.00 3.80 23 5 2 
55- The bank make efforts to understand 
customers` requirements on a regular basis  
0.000 82.67 4.13 25 5 0 
56- Does the bank create awareness of 
customers` products and services 
0.017 72.00 3.60 17 8 5 
57- The bank make a survey on the 
acceptance on its e-banking products and 
services among its customers 
0.004 67.33 3.37 16 11 3 
58- The trust of personal contact decrease 
the acceptance of e-banking 
0.008 72.00 3.60 15 12 3 
59- The lack of e-banking knowledge 
decrease the acceptance of it 
0.001 74.00 3.70 25 0 5 All items 
           
 
In general the results for all  statements of the fields shows that the average 
mean equal  3.70 and the weighted mean equal 74.00% which is greater 
than  "60%" and the number of positive signs are greater than the negative 
signs and the sig equal 0.001 which is less than 0.05, which means the 
respondents of the sample agrees that the Acceptance From Customers is 
good indicator for the success, this factor is supported by the findings of 
daghfous and toufaily (2007) which showed that the impact of the adoption 
of e-banking had a positive and significant correlation with the relation 
established with the customers and such an adoption shows that the bank is 
innovating and following the technological development and thereafter 
increasing the satisfaction of its customers and of its competitive 
advantages, this result is also agreed 
 
 with the findings of kerem (2003) which showed that better service (i.e. 
preferring self service over office service) was of above the average 
importance, in the same research the lack of personal contact considered as 
one of the main obstacles that can affect the adoption of e-banking 
 
 
I- Lack of Security 
Table 5-22 shows the findings of this section which investigated lack of security 
as an obstacle factor 
Table 5.22: 
































































Lack Of Security 
0.000 76.67 3.83 20 9 1 
60- Is bank identified his responsibilities 
in the event of unauthorized access to their 
customers` account 
0.000 75.33 3.77 18 11 1 
61- The lack of  e-commerce legislation 
decrease the ability to adopt e-banking 
0.000 83.33 4.17 24 5 1 
62- Privacy policy on the customers 
information are identified by the bank 
0.000 36.67 1.83 2 7 21 
63- Employees have to access to 
customers` passwords and information 
0.045 68.00 3.40 21 0 9 All items 
 
In general the results for all  statements of the fields shows that the average 
mean equal  3.40 and the weighted mean equal  68.00%  which is greater 
than "60%" and the number of positive signs are greater than the negative 
signs and the sig equal 0.045 which is less than 0.05, which means that the 
respondents of the sample agrees that there is Lack Of  
 
 
Security which may affect the adoption of e-banking and be an important 
obstacle, this result is in a line with the findings of Khalfan, and others 
(2006) which indicate that the Security issues( illegal use of computers) 
with a mean of 3.72 is an important e-banking adoption barrier, also the 
findings of Hoppe and others (2001) consider the need for secure 
transactions are critical to the success of e-banking. 
 
J- Appropriate Environment 
Table 5-23 shows the findings of this section which investigated lack of security 
as an obstacle factor 
Table 5.23; 


































































0.000 84.67 4.23 25 3 2 
64- The fast spread of the internet increase 
the need for e-banking 
0.000 83.33 4.17 25 3 2 
65- The use of e-banking decreased time 
spent on banking  
0.000 76.00 3.80 20 9 1 
66- The number of your clients has 
increased since you introduced e-banking  
0.000 80.00 4.00 23 7 0 
67- IT personnel participate in training 
programs regarding e-banking 
0.000 77.33 3.87 23 6 1 
68- Management establish adequate 
procedure for monitoring and addressing 
customer problems regarding e-banking 
products and services 
0.004 69.33 3.47 18 8 4 
69- The monetary authority motivate 
banks to introduce e-banking through 
introduce the best requirements  
0.000 76.00 3.80 21 7 2 
70- Compatibility of IT planning with the 
bank strategy increase the ability to adopt 
e-banking 
0.002 78.10 3.90 24 0 6 All items 
 
 
In general the results for all  statements of the fields shows that the average 
mean equal  3.90 and the weighted mean equal  78.10%  which is  greater 
than "60%" and the number of positive signs are greater than the negative 
signs and the sig equal  0.002 which is less than 0.05, which means the 
respondents of the sample agrees that Appropriate Environment is an 
important factor the affect the adoption and must measured perfectly, this 
finding is supported by the findings of Khalfan, and others (2006) which  
consider government support, as an important and should be emphasized 
and increased through a number of new measures. Mowery and 
Rosenberg (1979) suggested that government policies that enhance the 
ability of organizations to compete in the marketplace have a strong 
positive influence on the technology developments. In the same research it 
was found that low level of existing software with a mean value equal 3.44. 
It is widely believed that the technology is changing very rapidly, including 
both hardware and software. Also limited resources considered to be 
another important factor It has been found in this study that the resources 
offered to the IT people can often be described as limited. Resources can 
mean many things. For example, it could include, software, hardware, 
skilled IT manpower, the budget allocated for various educational and 
training programs, etc, this also agreed with  the findings of Hoppe and 
others (2001) which stated that Facilitating conditions which refers to 
objective factors in the environment that make an act easy to perform. In 
terms of Internet usage this would refer to technological resources and 
infrastructure that are available. The findings of Aghdassi and others 
(2007) considered Organizational readiness and Infrastructural Readiness, 




considered to be influencing in e-banking adoption, also in the research 
done by daghfous and toufaily (2007) the findings support the argument 
that a bank with a more developed technical infrastructure, such as a 
presence of telecommunication infrastructures, multimedia, networks, 
electronic platforms, a secured network architecture which enables 
communication with clients, secured partners and privacy, will more likely 
introduce e-banking services and products. 
 
Finally Table 5-24 shows the obstacles that considered being a barrier in 
 e-banking adoption. 
Table 5.24: 
Obstacles factor for e-banking adoption 
Factor Mean Rank 
Expensive cost 3.92 1 
Acceptance from customers 3.70 3 
Lack of security 3.40 4 
Appropriate environment 3.90 2 
 
The first one is expensive cost with a mean of 3.92, secondly appropriate 
environment with a mean equal to 3.90, the third obstacle according to the 
respondent is acceptance from customers with a mean equal to 3.70, the fourth 
and final barrier is lack of security with a mean equal to 3.40  
 
5.3   TEST OF HYPOTHESE 
This section represents the outcome of the analysis for the research hypotheses. 
 
5.3.1 The First Hypothesis 
H1: There is a significant relation between availability of adoption factors and e-
banking success. 
 
This hypothesis can be divided to the following sub-hypotheses:   
H1.a: there is a significant relation between security availability and 
electronic banking success at significant level 0.05. 
 
To test this hypothesis we used a spearman test and the results are shown in 
table 5-25. 
Table 5.25: 
Correlation between security availability and electronic banking success 
security availability Analysis's Spearman's rho 
. Correlation Coefficient 




      The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
 The result show that the spearman coefficient correlation equal 0.756 which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 





H1.b: there is a significant relation between customer supply and electronic 
banking success at significant level 0.05. 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-26. 
Table 5.26: 
Correlation between customer supply and electronic banking success 
customer supply analysis's Spearman's rho 
. Correlation Coefficient 




The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 The result show that the spearman coefficient correlation equal 0.655 which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between customer supply and electronic banking success at significant level 
0.05. 
 
H1.c: there is a significant relation between ease of use and electronic 
banking success at significant level 0.05 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-27  
Table 5.27: 
Correlation between ease of use and electronic banking success 
ease of use analysis's Spearman's rho 
. Correlation Coefficient 




The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
The result show that the spearman coefficient correlation equal   which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant 
 
 
 relation between ease of use and electronic banking success at significant level 
0.05. 
 
H1.d: there is a significant relation between convenience and electronic 
banking success at significant level 0.05. 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-28. 
Table 5.28 
Correlation between convenience and electronic banking success 
Convenience Analysis's Spearman's rho 
. Correlation Coefficient 




The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
 The result show that the spearman coefficient correlation equal   which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between convenience and electronic banking success at significant level 0.05. 
 
H1.e: there is a significant relation between advertisement availability and 
electronic banking success at significant level 0.05. 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-29. 
Table 5.29 
Correlation between advertisement availability and electronic banking success 
advertisement 
availability 
analysis's Spearman's rho 
. Correlation Coefficient 




          The critical r value at degrees of freedom "28" and significant level 0.05  is  equal 0.361 
 
 
The result show that the spearman coefficient correlation equal   which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between advertisement availability and electronic banking success at significant 
level 0.05. 
 
H1.f: there is a significant relation between usefulness and electronic 
banking success at significant level 0.05. 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-30. 
Table 5.30: 
Correlation between usefulness and electronic banking success 
usefulness analysis's Spearman's rho 
. Correlation Coefficient 




The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
 The result show that the spearman coefficient correlation equal which is 
greater than the critical r value which is equal 0.361 at degrees of freedom"28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between usefulness and electronic banking success at significant level 0.05. 
 
5.3.2   The Second hypothesis 
 
H2: There is a significant relation between determining obstacles factors and 
electronic banking success. 
 





H2.a: there is a significant relation between expensive cost and electronic 
banking success at significant level 0.05  
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-31. 
Table 5.31: 
Correlation between expensive cost and electronic banking success 
expensive cost analysis's Spearman's rho 
. Correlation Coefficient 




           The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
The result show that the spearman coefficient correlation equal   which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between expensive cost and electronic banking success at significant level 0.05. 
 
H2.b: there is a significant relation between acceptance from customers and 
electronic banking success at significant level 0.05. 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-32. 
Table 5.32 
Correlation between acceptance from customers and electronic banking success 
acceptance from 
customers 
Analysis's Spearman's rho 
. Correlation Coefficient 
. Sig. (2-tailed) 
electronic banking 
success 
            The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
 
The result show that the spearman coefficient correlation equal 0.694 which is 
greater than the critical r value which is equal 0.361 at degrees of freedom"28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between acceptance from customers and electronic banking success at 
significant level 0.05. 
 
H2.c: there is a significant relation between lack of security and electronic 
banking success at significant level 0.05. 
 
To test the hypothesis we used a spearman test and the results are shown in table 
5-33. 
Table 5.33: 
Correlation between lack of security and electronic banking success 
lack of security Analysis's Spearman's rho 
. Correlation Coefficient 




The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
 The result show that the spearman coefficient correlation equal  which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between lack of security and electronic banking success at significant level 0.05. 
 
H2.d: there is a significant relation between the appropriate environment 
and electronic banking success at significant level 0.05 
 
 





Correlation between appropriate environment and electronic banking success 
appropriate 
environment 
Analysis's Spearman's rho 
. Correlation Coefficient 




          The critical r value at degrees of freedom 28 and significant level 0.05 is equal 0.361 
 
 The result show that the spearman coefficient correlation equal 0.798 which is 
greater than the critical r value which is equal 0.361 at degrees of freedom "28", 
which mean we fail to reject the hypothesis so there is a significant relation 
between the appropriate environment and electronic banking success at 








































           The main goal of this research is to answer the problem statement 
question which is: Does the Palestinian banking sector ready to adopt the 
electronic banking system? In order to answer the research problem we identify 
different factors that can affect the adoption of e-banking, these factors were 
extracted from related theories and literature review to adoption of new 
technology. 
 
The findings of this research indicate that there are different success and 
obstacles factors which influence the adoption readiness these factors may differ 
from bank to bank and from place to place. These factors can internal,  
(i.e. organizational) and external (i.e. industrial), or from customer, and each 
bank use different ways and manners to enhance the adoption.  
 
According to our findings the success factors that enhance the adoption process 
and seen as the most important and introduced by the banks are:  
 Usefulness of the services to the bank. 
 Security availability to the services. 
 Convenience of the services. 
 Advertisement ways and styles used to Persuasion and informing 
customers about the services and products. 
 Ease of use of the services and products even by the banks` employees 
or the outside customers. 
 Finally customer support is the last success factor which mean that how  
banks support their customers when using the e-banking  
 
services and provide to them different features to encourage them use the 
e-banking. 
so from our findings, the usefulness factor is the most important and best 
introduced is usefulness, and the least supported factor that need more caring 
from the bank is customer support. 
 
The obstacles factors according to the findings that influence and may hinder 
the adoption process are: 
 Expensive cost: the high infrastructure cost, the high cost of 
maintenance and the other different issues that decrease the power on 
adoption. 
 Appropriate environment: availability of the appropriate environment 
such as the fast spread of the internet and IT personnel affect the 
adoption process (the more the availability of the appropriate 
environment the more the success of the adoption will be). 
 Acceptance from customers: if the bank didnt make effort to 
understand what customer need and if there is no trust between the bank 
and their customer the ability to adopt and accept the e-banking will 
decrease.  
 Lack of security: the e-commerce legislation, privacy policy and 
authentication is an important issues and must introduced carefully. 
Also form the findings we can conclude that banks` customers, the monetary 







By surfing the banks` websites we find that none of the banks` websites has an 
online catalogues. 
 
6.2  RECOMMENDATIOS: 
            e-banking adoption is a new financial evolution specially in the middle 
east area, but its an important issue because it has a great impact in the whole 
banking system, but in the same time its difficult and need a lot of efforts to be 
adopted and accepted by the banking system itself and by customers, so it need a 
lot efforts to succeed. Moreover the researcher recommends the following 
points: 
 
 The management of the bank must spend more effort in conducting 
customers about the benefits of using e-banking services and products, by 
using different ways such as make offers if using any kind of e-services or 
e-products, develop new ways to advertise about the      products. 
 
 The Palestinian Monterey Authority must encourage banks to adopt e-
banking by set new laws and legislations and identify the privacy policies 
when introduce any new services to the customers.  
 
 The managements of the bank should build a strong system security to 
attract customers and build their trusts. 
 




 Finally, banks should devote sufficient effort and assign enough resources 
for developing their website.  
 
6.3 FUTURE RESEARCH  
       Electronic banking is totally a new technology. There are penalty of issues, 
which influence the adoption of it. In this study I only tried to explore only a 
small number of factors that influence the readiness of the adoption. 
As such there is still room for further investigation of the adoption of                   
e-banking. 
 
Further researches, could  
 
1- Study different factors by using different method and viewpoints. 
 
2- Work in studying the adoption from the customer viewpoints. 
 
3- Focus more in the security and basic infrastructure for the adoption. 
 
4- Study in-depth different technologies in e-banking such as: mobile banking or 
internet banking 
 








Aghdassi, M., Persson, L., & Ghasemi, R. (2007). Association between strategic values 
and e-banking adoption in Iranian banks, research paper, industrial marketing and 
purchasing group, retrieved from http://www.impgroup.org/uploads/papers/4803.doc 
 
 
Alagheband, P. (2006). Adoption of electronic banking services by Iranian customers, 




Andriy, C. (2001) electronic banking in Ukraine : the factors in decision-making,  MA 
thesis, National University of Kyiv-Mohyla Academy, retrieved from  
http://www.eerc.kiev.ua/research/matheses/2001/Chornyy_Andriy/body.pdf 
 
Bank of international settlements, (2003). Risk management principles for electronic 
banking, working paper, retrieved from  http://www.bis.org/publ/bcbs98.pdf?noframes=1 
 
 
Binda, J. (2005). banking services and payment systems : selected problems of e-economy 




Cameron, D. and Joyce, P. (2001). The Adoption and Use of Electronic Banking by SMEs 
in Australia: An Exploratory Study, research paper published by scientific literature 





Central Bank of The Bahamas, supervisory and regulatory guidelines, June (2006). 




Central bank of Nigeria, supervisory and regulatory guidelines, August (2003). 










Cheung, W., Chang, M. K., &  Lai, V. S. (2000). Prediction of Internet and 
World Wide Web Usage At Work: A Test of am Extended Triandis Model, 
Journal of Decision Support Systems, Vol.30, No.1, pp. 83-100. 
 
 
Claessens, S., Gleassner, T., & Klingebiel, D. (2002). Electronic finance: a new approach 





Cracknell, D. (2004). Electronic banking for the poor, micro save briefing note #31, the 




Daghfous, N. and  Toufaily, E. (2007). The adoption of E-banking by Lebanese banks: 
success and critical factors,  research paper, Universte du Quebec a Montreal  
Retrieved from http://www.esg.uqam.ca/recherche/document/2007/02-2007.pdf 
 
 
Deutsche  Bundesbank, Monthly Report, December (2000). Electronic banking 





Federal deposit insurance corporation, division of supervision. (1998). Electronic 





Frust, K., Glaessner, T., & Kellerman, T. (2001). Internet security and financial services, 
working paper from World Bank, D.C. 
 
 
Furst, K., Lang, W., & Nolle, D. E. (2002). Internet banking : developments and prospects, 
working paper from office of the comptroller of the currency, administration of national 







Ganesh, J. (2004), Internet Banking Readiness Assessment, sector overview, Indian 
Institute of Management Bangalore. 
 
 
Goldberg, L. Dages, G., & Kinney, P. (1999). Lending in emerging markets: foreign and 
domestic banks compared, Working Paper from federal reserve bank of New Yourk, New 
Yourk , N.Y 
 
 
Hoppe, R., Newman, P., & Mugera, P (2001). Factors affecting the adoption of internet 




Intrapairot, A. (2000). A study on the adoption and diffusion of information and 
communication technologies in the banking industry in Thailand using multiple-criteria 
decision making and system dynamics approaches, Ph.D thesis, Curtin University of 
Technology   
 
 
Kerem, K. (2003). Adoption of electronic banking : underlying consumer behavior and 
critical success factors. Case study of Estonia, paper presented at the 2003 conference of 





Khalfan, A. M., Alrefaei, Y. S., & Al-Hajery, M. (2006). Factors influencing the adoption 
of internet banking in oman: a descriptive case study analysis, international journal of 
financial services management, Vol. 1, No.2/3, pp.155-172 
 
 
Khanfar, A. K., Rashed, A., Elzamly, M. A., & Elmasri, A. A. (2006). Customer 
Satisfaction with internet banking web Site (Case study on the Arab Bank), research 
paper, The Arab Academy for Banking and Financial Sciences, Jordan. 
 
 
Leelapongprasut, P., Praneetpolgrang, P., & Paopoun, N. (2005). A quality study of 
internet banking in Thailand, international journal of the computers, the international 








Mishkin, F. S. (2000), The regulatory and public policy agenda for effective intermediation 




Mowery, D. and Rosenberg, N. (1979), The influence of market demand upon innovation: 




Naoum, S. (1998). Dissertation Research and Writing for Construction Students, (2nd. ed), 
linacer house, Jordan Hill, Oxford OX28DP  
 
 
Polit, D. and Hungler, B. (1985), Essentials of Nursing Research: Methods and 
Application, J.B. Lippincott Co., Philadelphia. 
 
 
Saunders Mark, N. K., Lewis, P., & Thornhill, A. (2000).  Research Methods for Business 
Students, (2nd ed), Prenice Hall, England 
 
  
Shah, M. H.,  Branhganza, A., Khan, S., &  Xu, M. (2005) A survey of critical success 
factors in e-banking, European and Mediterranean conference on information  systems, 
U.K, retrieved from http://www.iseing.org/emcis/EMCIS2005/pdfs/18.pdf 
 
 
Sohail, M. S. Shanmugham, B. (2003). E-banking and customer preferences in Malaysia: 
an empirical investigation, information sciences-informatics and computer science. An 
international journal, Vol. 150, Issue3-4, internet computing pp. 207-217 
 
 
The Office of the Comptroller of the Currency, administrator of national banks, 





Yang, Y. (1997). The security of electronic banking, presented at the national information 









Whinston, A. B., Choi, S., & Stahl, D. O. (2003). The economics of electronic commerce,  
1st ed, idea group publishing, Hershey PA 
 
 

















Spearman correlation between the each item of ( Security Availability) and the whole field 
p-value 
Spearman 
correlation Security Availability 
. . 13- The bank provide maintenance (updating and/or changing 
information) to the e-banking services 
. . 14- Is the banks` website reviewed internally 
. . 15- Is the banks` ATM had been audited  internally 
. . 16- Does the bank provide a virus protection software on its server 
and workstation 
. . 
17- Does the management keep up-to-date on addressing newly 
disclosed security to the computer operating system and application 
software 
. . 18- Does the  bank warn users to avoid using an easy password that 
can be sensitive 
. . 19- Does the bank introduce the feature of ( access restricted) after 
limited times of  unsuccessful  password entry attempt 
. . 
20- Which of the following process the bank use to identify its 
customers: 
 
. . - Finger print 
. . - ID #  



















Spearman correlation between the each item of (Customer Support) and the whole field 
p-value 
Spearman 
correlation Customer Support 
. . 21- The management of the bank provide training courses in 
how to use the system for their customers 
. . 22- Banks` customers can have more than one account for the 
same service 
. . 23- Banks` customers can use the same account for more than 
one services 
. . 24- The bank introduce a brochures or instruction manual in 
how to use the service helping their customers 
. . 25- The bank provide the possibility to recover passwords 
rather than create a new account if it lost  
. . 
26- Does the ability for change any personal information are 
accessible easily for customers without going through the 
registration process 
. . 27- Are customers given a complete and transparent review of 





Spearman correlation between the each item of (Ease Of Use) and the whole field 
p-value 
Spearman 
correlation Ease Of Use 
. . 28- The management of the bank provide training courses for 
its stuff when introducing new services 
. . 29- The difficulty in new technology decrease the acceptance 
from customers 
. . 30- The user interface is easily used  
. . 31- the user interface is of a familiar payment application 
. . 32- Does the bank determine the amount of money customer 
can  (withdraw/pay) when using e-banking services 
. . 33- Has management established a program and/or procedure 
for customer support and supply 
 . 34-Has management established a program and/or procedure 











. . 35- Are links checked for accuracy and functionality 
. . 36- Are interactive programs checked for accuracy and 
functionality  
. . 37- When using an electronic form of payment does the bank 
provide the  function of attach invoices, bills , etc.. 
. . 38- Is the function of multiple (batch) payments ( executing 
several payments at once) available 
. . 39- Does bank provide the ability to cancel a payment any time 
before committing to it 
. . 40- Banks` customers have the ability to find out at any 
moment how much money they have 
. . 41- Banks` customers can access any time to the service which 








. . 42- How important are the following factors bank use to 
advertise for its new products and service 
. . - Advertising on the net 
. . - Conventional news media 
. . - Banks publications 
. . -Others (specify) 
. . 
43- Using of different advertisement styles increases the 
acceptance of e-banking service by customers 
 
. . 44- How important are the following factors bank use to 
prompt customers to use its e-banking products and services 
. . - Not having to carry and handle cash 
. . - Easy and safe payment 














45- Reasons behind introduction of e-banking services where 
 
 
. . - Because of competition 
. . - Retain customers 
. . - Customers` request 
. . - Time saving 
. . - Convenience 
. . - Profit 
. . - Improve bank image 
. . - Connecting with global banks  
. . - Eliminate geographical barriers 
. . - Quality services 
. . - Other (explain) 
. .  
. . 46- E-banking services eliminate the burden of paper usage 
. . 47- The productivity of your bank has increased since you 
introduce e-banking 
. .  
. . 48- Testing done with employees before  offering the service to 
the public 
. . 49- E-banking training provided to other officers and 



















Spearman correlation between the each item of (Expensive Cost) and the whole field 
p-value 
Spearman 
correlation Expensive Cost 
. . 
50- Does the bank conduct a formal risk assessment of e-
banking products and services prior to its actual 
implementation 
. . 51- The high infrastructure cost decrease the ability to adopt e-
banking 
. . 
52- E-banking can help the bank offer more complex products 
of an equivalent quality with lower costs to more potential  
customers 
    53- The banks` operating and maintenance cost has been  
reduced  since introducing e-banking 









Spearman correlation between the each item of (Acceptance from Customers) and the whole field 
p-value 
Spearman 
correlation Acceptance From Customers 
    55- The bank make efforts to understand customers` 
requirements on a regular basis  
    56- Does the bank create awareness of customers` products and 
services 
    57- The bank make a survey on the acceptance on its e-
banking products and services among its customers 
     
    58- The trust of personal contact decrease the acceptance of e-
banking 









Spearman correlation between the each item of (Lack Of Security) and the whole field 
p-value 
Spearman 
correlation Lack Of Security 
    60- Is bank identified his responsibilities in the event of 
unauthorized access to their customers` account 
    61- The lack of  e-commerce legislation decrease the ability to 
adopt e-banking 
    62- Privacy policy on the customers information are identified by 
the bank 








Spearman correlation between the each item of (Appropriate Environment) and the whole field 
  
Spearman 
correlation Appropriate Environment 
    64- The fast spread of the internet increase the need for e-banking 
    65- The use of e-banking decreased time spent on banking  
    66- The number of your clients has increased since you introduced 
e-banking  
    67- IT personnel participate in training programs regarding e-
banking 
    68- Management establish adequate procedure for monitoring and 
addressing customer problems regarding e-banking products and 
services 
    69- The monetary authority motivate banks to introduce e-banking 
through introduce the best requirements  
   70- Compatibility of IT planning with the bank strategy increase 






















1 Security Availability     
2 Customer Support     
3 Ease Of Use     
4 Convenience     
5 Advertisement     
6 Usefulness     
7 Expensive Cost     
8 Acceptance From Customers     
9 Lack Of Security     
10 Appropriate Environment     
 
Table 4.13: 
Split-Half Coefficient method 






1 Security Availability .6160 0.7624 0.000 
2 Customer Support .7546 0.8601 0.000 
3 Ease Of Use .6981 0.8222 0.000 
4 Convenience .8225 0.9026 0.000 
5 Advertisement .7958 0.8863 0.000 
6 Usefulness .6472 0.7858 0.000 
7 Expensive Cost  0.8107 0.000 
8 Acceptance From 
Customers 
.6638 0.7979 0.000 
9 Lack Of Security .7020 0.8249 0.000 
10 Appropriate 
Environment 
 0.8222 0.000 


















for ReliabilityCronbach's Alpha 
Number Field Cronbach's Alpha 
1 Security Availability 0.8016 
2 Customer Support .8714 
3 Ease Of Use  
4 Convenience .8049 
5 Advertisement .6812 
6 Usefulness 0.6339 
7 Expensive Cost  
8 Acceptance From Customers .8287 
9 Lack Of Security .8583 
10 Appropriate Environment 0.8427 

























Experts who reviewed the questionnaire (faculty of commerce) 
Table c.1 
# Name 
1 Dr. Essam Al Buhisi 
2 Dr. Majed Al Frra 
3 Dr. Nafez Barakat 
4 Dr. Rushdi Wadi  
5 Dr. Salem Helles 
6 Dr. Samer Safi  
7 Dr. Sami Abu El Rouss 
8 Dr.yousif Bahar 
  
 
Experts who reviewed and edited the thesis language  
Table c.2 
# Name  
1 Mohammad Mydeen Abdul Sukkur - Quality Assurance Manager 
Group Internal Audit - Dubai Islamic Bank Group 
2 Samer Khalil Awad - Senior Information Systems Auditor 





Questionnaire and cover letters 
 
Readiness of the Palestinian banking sectors in adopting the electronic 
banking system (exploratory study) 
 
Department of business administration 
The Islamic university of Gaza 
Survey questionnaire 
 
Dear sir /madam 
Thank yon for agreeing to participate in this research study on readiness of the 
Palestinian banking sectors in adopting the electronic banking system.  
This questionnaire aims to study the success and obstacles factors that affect the 
adaptation of electronic banking in Palestine. 
Please find attached a brief survey for you to complete. Your participation in 
this survey is strictly confidential. Your individual responses will be anonymous 
and will not be made available to other sources.  Your responses will provide me 
a base for greater insight and understanding of studies subject. Your 
participation is completely voluntary and this survey should on take about 30 
minutes to complete 
 
Thanks for helping me completing this project 
Sincerely, 
Malak Abu Jaber 
 
Part I  Background Information 
A. Background Information About The Candidate and the bank 
1- Position/Title?   
 Doctorate 
 Masters degree 
 Bachelors degree 
2- Highest educational degree held? 
 Diploma or less 
3- Total year of experience in this field?  
  Less than $ 200 million 
 Between $ 200 million to $ 500    
million 
4- Your bank's total assets are: 
 More than $ 500 million 
 Less than $ 200 million 
 Between $ 200 million to $ 500 
5- Your banks total deposits are: 
 million More than $ 500 million 
 Less than $ 100 million  
 Between $ 100 million to $ 250 
million 
6- Your banks credit facilitations and 
loans are: 
 More than $ 250 million 
  Less than 10% 
 Between 10% to 30% 
 Between 30% to 70% 
7- Your banks capital used in financing 
the e-banking services and products 
from the banks total capital 
 greater than 70% 
 
 
B. General information about the Banks website 
           YES         NO 8- Does the bank have a website? If the 
answer is yes answer the following 
questions   
 One time to three times 
 Between three to seven times 
 Between seven to ten times 
9- How many times the website visited 
daily  
 Greater than ten times 
 Between 18 to 25 years old 
 Between 25 to 40 years old 
 Between 40 to 65 years old 
10- To which age does most of the e-
banking customers belong  
 Older than 65 years old 
 ATM 
 SMS 
 Mobile phone 
 electronic cards ( visa, credit etc) 
 Internet  
11-Which service and product is the 
most accepted by the banks customers 
 Other ? specify 





Part II : Success Factors For E-Banking Adoption 
 
A.    Security Availability                             never    rarely     sometimes   often     always 
13- The bank provide maintenance 
(updating and/or changing information) 
to the e-banking services 
     
14- Is the banks` website reviewed 
internally 
     
15- Is the banks` ATM had been audited  
internally 
     
16- Does the bank provide a virus 
protection software on its server and 
workstation 
     
17- Does the management keep up-to-
date on addressing newly disclosed 
security to the computer operating 
system and application software 
     
18- Does the  bank warn users to avoid 
using an easy password that can be 
sensitive 
     
19- Does the bank introduce the feature 
of ( access restricted) after limited times 
of  unsuccessful  password entry attempt 
     
20- Which of the following process the 
bank use to identify its customers: 
 
 
- Finger print      
- ID #       







B. Customer Support 
 Always Often Sometimes Rarely never 
21- The management of the bank 
provide training courses in how to use 
the system for their customers 
     
22- Banks` customers can have more 
than one account for the same service 
     
23- Banks` customers can use the same 
account for more than one services 
     
24- The bank introduce a brochures or 
instruction manual in how to use the 
service helping their customers 
     
25- The bank provide the possibility to 
recover passwords rather than create a 
new account if it lost  
     
26- Does the ability for change any 
personal information are accessible 
easily for customers without going 
through the registration process 
     
27- Are customers given a complete and 
transparent review of the cost associated 
with the use of the payment system 
     
 
 
C- Ease Of Use                                              always    often    sometimes  rarely     never 
28- The management of the bank 
provide training courses for its stuff 
when introducing new services 
     
29- The difficulty in new technology 
decrease the acceptance from customers 
     
30- The user interface is easily used       
31- the user interface is of a familiar 
payment application 
     
32- Does the bank determine the amount 
of money customer can  (withdraw/pay) 
when using e-banking services 
     
33- Has management established a 
program and/or procedure for customer 
support and supply 
     
34-Has management established a 
program and/or procedure for customer 
demand and complaints 





D- Convenience                                             never    rarely   sometimes    often      always 
35- Are links checked for accuracy and 
functionality 
     
36- Are interactive programs checked 
for accuracy and functionality  
     
37- When using an electronic form of 
payment does the bank provide the  
function of attach invoices, bills , etc.. 
     
38- Is the function of multiple (batch) 
payments ( executing several payments 
at once) available 
     
39- Does bank provide the ability to 
cancel a payment any time before 
committing to it 
     
40- Banks` customers have the ability to 
find out at any moment how much 
money they have 
     
41- Banks` customers can access any 
time to the service which have an 
account on it  






42- How important are the following 
factors bank use to advertise for its new 
products and service 
                   Important 
Low                                                   high 
1               2             3             4            5 
42.1- Advertising on the net      
42.2- Conventional news media      
42.3- Banks publications      
42.4-Others (specify)      
43- Using of different advertisement 
styles increases the acceptance of e-
banking service by customers 
 
     
44- How important are the following 
factors bank use to prompt customers to 
use its e-banking products and services 
                   Important 
Low                                                    high 
1                  2           3             4             5 
44.1- Not having to carry and handle 
cash 
     
44.2- Easy and safe payment      







45- Reasons behind introduction of 
e-banking services where 
 
 
   
Strongly 
disagree                                       
 
disagree 
     Dont 
know  
   
agre
e 
      
strongly 
agree  
45.1- Because of competition      
45.2- Retain customers      
45.3- Customers` request      
45.4- Time saving      
45.5- Convenience      
45.6- Profit      
45.7- Improve bank image      
45.8- Connecting with global banks       
45.9- Eliminate geographical 
barriers 
     
45.10- Quality services      
45.11- Other (explain)      
 never rarely sometimes often always 
46- E-banking services eliminate the 
burden of paper usage 
     
47- The productivity of your bank 
has increased since you introduce e-
banking 
     
 never rarely sometimes often always 
48- Testing done with employees 
before  offering the service to the 
public 
     
49- E-banking training provided to 
other officers and employees of the 
bank 













Part III : Obstacles Factors In E-Banking Adoption 
 
 





Agree Strongly  
agree 
50- Does the bank conduct a formal risk 
assessment of e-banking products and 
services prior to its actual 
implementation 
     
51- The high infrastructure cost 
decrease the ability to adopt e-banking 
     
52- E-banking can help the bank offer 
more complex products of an equivalent 
quality with lower costs to more 
potential  customers 
     
53- The banks` operating and 
maintenance cost has been  reduced  
since introducing e-banking 
     
54- Return on investment justifications 
increase the ability to adopt e-banking 
     
 
 
H- Acceptance From Customers                      






55- The bank make efforts to 
understand customers` requirements on 
a regular basis  
     
56- Does the bank create awareness of 
customers` products and services 
     
57- The bank make a survey on the 
acceptance on its e-banking products 
and services among its customers 







58- The trust of personal contact 
decrease the acceptance of e-banking 
     
59- The lack of e-banking knowledge 
decrease the acceptance of it 











60- Is bank identified his responsibilities 
in the event of unauthorized access to 
their customers` account 
     
61- The lack of  e-commerce legislation 
decrease the ability to adopt e-banking 
     
62- Privacy policy on the customers 
information are identified by the bank 
     
63- Employees have to access to 
customers` passwords and information 
     
 
 







64- The fast spread of the internet 
increase the need for e-banking 
     
65- The use of e-banking decreased time 
spent on banking  
     
66- The number of your clients has 
increased since you introduced e-
banking  
     
67- IT personnel participate in training 
programs regarding e-banking 
     
68- Management establish adequate 
procedure for monitoring and 
addressing customer problems 
regarding e-banking products and 
services 
     
69- The monetary authority motivate 
banks to introduce e-banking through 
introduce the best requirements  
     
70- Compatibility of IT planning with 
the bank strategy increase the ability to 
adopt e-banking 
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ήδϟ΍ΔϤϠϜϟΔΤΟΎϨϟ΍

ϚѧϨΒϟ΍ΎϬϣΪΨΘδѧϳΔѧϴϟΎΘϟ΍ϕήѧτϟ΍Ϧϣϱ΃
ϩ΅ϼϤϋϒϳήόΘϟ

20.1ϊΒλϷ΍ΔϤμΑ
20.2ϒϳήόΘϟ΍Ϣϗέ
20.3ϲϧϭήΘϜϟϻ΍ϊϴϗϮΘϟ΍
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
Νϻϡ΍ΪΨΘγϻ΍ΔϟϮϬγΎϤ΋΍ΩΎΒϟΎϏΎϧΎϴΣ΃΍έΩΎϧ
ѧѧѧѧѧϴΒϳέΪΗΕ΍έϭΩϚѧѧѧѧѧϨΒϟ΍Γέ΍Ω·ήϓϮѧѧѧѧѧΗΔ
ΞΘѧѧѧϨϣϭ΃ΔѧѧѧϣΪΧϱ΃ϢϳΪѧѧѧϘΗΪѧѧѧϨϋΎѧѧѧϬϴϔχϮϤϟ
ΪϳΪΟϲϧϭήΘϜϟ΍

ΎѧѧѧϴΟϮϟϮϨϜΘϟ΍ϡ΍ΪΨΘѧѧѧγ΍ϲѧѧѧϓΔΑϮόμѧѧѧϟ΍
˯ϼϤόϟ΍ϦϣϝΎΒϗϹ΍ΔϠϗϰϟ·ϱΩΆΗΪϗΓΪϳΪΠϟ΍

ϡ΍ΪΨΘѧѧѧѧγϻ΍ΔϠϬѧѧѧѧγϡΪΨΘδѧѧѧѧϤϟ΍ΔѧѧѧѧϬΟ΍ϭ
ΘϤΘΗϭϊΔϧϭήϤϟΎΑ

ΕΎѧϘϴΒτΗϞѧΜϣΔѧϓϮϟ΄ϣϡΪΨΘδϤϟ΍ΔϬΟ΍ϭ
ΔϓϭήόϤϟ΍ϊϓΪϟ΍

ώϟΎΒϤϟ΍ϦϣϰμϗϷ΍ΪΤϟ΍ϚϨΒϟ΍ΩΪΣϞϫ
ϞѧѧѧϴϤόϟ΍ϊϴτΘδѧѧѧϳϲѧѧѧΘϟ΍ΔѧѧѧϴϟΎϤϟ΍ΎϬΒΤѧѧѧγ
ΎϬόϓΩϲϧϭήΘϜϟϻ΍ϡΎψϨϟ΍ϡ΍ΪΨΘγ΍ΪϨϋ

ϚѧϨΒϟ΍ϡΎѧϗϞϫΔѧϣίϼϟ΍Ξϣ΍ήѧΒϟ΍ήϴϓϮѧΘΑ
˯ϼϤόϟ΍ϢϋΩϭΕΎϣΪΨϟ

Δѧϣίϼϟ΍Ξϣ΍ήѧΒϟ΍ήϴϓϮѧΘΑϚѧϨΒϟ΍ϡΎѧϗϞϫ
˯ϼϤόϟ΍ϱϭΎϜηϭΕΎΒϠσϲϘϠΘϟ

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
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ΩΎΒϟΎϏΎϧΎϴΣ΃΍έΩΎϧϻΔϤ΋ϼϤϟ΍ΎϤ΋΍Ω
ςΑ΍ϭήѧϟ΍ϞѧϤϋϭΔѧϗΩϦѧϣΪѧϛ΄Θϟ΍ϢΘϳϞϫ
ΕΎϣΪѧѧѧѧѧѧѧΨϟ΍ϭϲѧѧѧѧѧѧѧϧϭήΘϜϟϻ΍ϊѧѧѧѧѧѧѧϗϮϤϟ΍ϲѧѧѧѧѧѧѧϓ
ϯήΧϷ΍ΔϴϧϭήΘϜϟϻ΍

ѧϛ΄Θϟ΍ϢΘѧϳϞϫΪΞϣ΍ήѧΒϟ΍ϞѧϤϋϭΔѧϗΩϦѧϣ
ΔϴϧϭήΘϜϟϻ΍ΕΎϣΪΨϠϟΔϴϠϋΎϔΘϟ΍

ϊϓΪѧѧѧϟ΍ϕήѧѧѧτϟϞѧѧѧϴϤόϟ΍ϡ΍ΪΨΘѧѧѧγ΍ΪѧѧѧϨϋ
ϕΎѧϓέ·ΔѧϴϧΎϜϣ·ϚѧϨΒϟ΍ήϓϮѧϳϞѧϫΔѧϴϧϭήΘϜϟϻ΍
Ϯϔϟ΍ΏΎδΤϟ΍ϑϮθϛϭήϴΗ΍Φϟ΍

ϊѧϓΩΔѧϴϠϤϋϦϣήΜϛ΃˯΍ήΟ·ΔϴϧΎϜϣ·Ϟϫ
ϚϨΒϟ΍ϯΪϟΓήϓϮΘϣΓΪΣ΍ϭΓήϣΕΎόϓΩ

ϞΒϗΔϴϠϤϋϱ΃˯Ύϐϟ·ϞϴϤόϟ΍ϊϴτΘδϳϞϫ
ΎϬϴϠϋΪϴϛ΄Θϟ΍

ϢϬΘϓήѧѧѧѧѧѧόϣϚѧѧѧѧѧѧϨΒϟ΍˯ϼѧѧѧѧѧѧϤϋϊϴτΘδѧѧѧѧѧѧϳ
ϥΎϛΖϗϭϱ΃ϲϓϲϟΎϤϟ΍ϢϫΪϴλέ

ϼѧѧѧϤϋϊϴτΘδѧѧѧϳϰѧѧѧϟ·ϝϮΧΪѧѧѧϟ΍ϚѧѧѧϨΒϟ΍˯
ϥϭΪϳήϳΖϗϭϱ΃ϲϓΎϬΑϦϴϛήΘθϤϟ΍ΔϣΪΨϟ΍
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ΎϬϣΪΨΘδѧϳΔϴϟΎΘϟ΍Ϟϣ΍Ϯόϟ΍ΔϴϤϫ΃ϯΪϣΎϣ
ϪѧѧѧѧΗΎΠΘϨϣϭϪѧѧѧѧΗΎϣΪΧϦѧѧѧѧϋϥϼѧѧѧѧϋϺϟϚѧѧѧѧϨΒϟ΍
ΓΪϳΪΠϟ΍ΔϴϧϭήΘϜϟϻ΍
ΔϴϤϫϷ΍ΔΟέΩ
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42.3ϚϨΒϟ΍Ε΍έϮθϨϣ
42.4ήϛΫ΍ˮϚϟΫήϴϏ
ϲѧѧϓΔѧѧϔϠΘΨϣΐϴϟΎѧѧγ΃ϭρΎѧѧϤϧ΃ϡ΍ΪΨΘѧѧγ΍
ϰѧѧѧѧϠϋϦ΋ΎѧѧѧѧΑΰϟ΍ϝΎѧѧѧѧΒϗ·ϦѧѧѧѧϣΩ΍ίϥϼѧѧѧѧϋϹ΍
ΔϴϧϭήΘϜϟϻ΍ΔϴϜϨΒϟ΍ΕΎϣΪΨϟ΍

ϲѧѧΘϟ΍ΔѧѧϴϟΎΘϟ΍Ϟѧѧϣ΍Ϯόϟ΍ΔѧѧϴϤϫ΃ϯΪѧѧϣΎѧѧϣ
ϰѧϠϋϩ΅ϼѧϤϋϊΠθϳϭΚΤϴϟϚϨΒϟ΍ΎϬϣΪΨΘδϳ
ΎѧѧѧѧѧѧѧΠΘϨϤϟ΍ϭΕΎϣΪѧѧѧѧѧѧѧΨϟ΍ϰѧѧѧѧѧѧѧϠϋϝΎѧѧѧѧѧѧѧΒϗϹ΍Ε
ΔϴϧϭήΘϜϟϻ΍
ΔϴϤϫϷ΍ΔΟέΩ
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44.1ϞѧѧѧϣΎόΘϟ΍ϭϞѧѧѧϤΣϰѧѧѧϟ·ΔѧѧѧΟΎΤϟ΍ϡΪѧѧѧϋ
ΩϮϘϨϟΎΑ
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44.2ϪϨϣ΁ϭΔϠϬγΔϘϳήσ
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˯΍έϭΔѧѧѧѧѧѧѧѧϨϣΎϜϟ΍ΏΎΒѧѧѧѧѧѧѧѧγϷ΍
ΔϴϓήμѧѧѧѧѧϤϟ΍ΕΎϣΪѧѧѧѧѧΨϟ΍ϝΎѧѧѧѧѧΧΩ·
ΔϴϧϭήΘϜϟϻ΍
νέΎόϣ
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45.1ΔδϓΎϨϤϟ΍
45.2Ϧ΋ΎΑΰϟ΍ϰϠϋ˯ΎϘΑϹ΍
45.3Ϧ΋ΎΑΰϟ΍ϦϣΐϠτϟ΍
45.4ΖϗϮϟ΍ήϴϓϮΗ
45.5ΔϤ΋ϼϤϟϭΔΣ΍ήϟ΍
45.6΢Αήϟ΍ΓΩΎϳί
45.7ϚϨΒϟ΍ΓέϮλϦϴδΤΗ
45.8ϙϮѧѧѧѧѧϨΒϟ΍ϊѧѧѧѧѧϣϝΎμѧѧѧѧѧΗϻ΍
ΔϴϤϟΎόϟ΍
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˯ΐѧѧѧѧϋϦѧѧѧѧϣϞѧѧѧѧϠϘΗΔѧѧѧѧϴϧϭήΘϜϟϻ΍
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ΔϴϓήμѧѧѧѧѧѧѧϤϟ΍ΕΎϣΪѧѧѧѧѧѧΨϟ΍ϢϳΪѧѧѧѧѧѧϘΗ
ΔϴϧϭήΘϜϟϻ΍
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ϞѧΧ΍ΩΕΎϣΪѧΨϟ΍ΐѧϳήΠΗϢΘϳ
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έϮϬϤΠϠϟ
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ϰѧѧѧϠϋΐϳέΪѧѧѧΘϟ΍ήϴϓϮѧѧѧΗϢΘѧѧѧϳ
ϻ΍ΕΎϣΪѧѧѧΨϟ΍ϡ΍ΪΨΘѧѧѧγ΍ΔѧѧѧϴϧϭήΘϜϟ
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νέΎόϣΩΩήΘϣϖϓ΍Ϯϣϖϓ΍Ϯϣ
ΓΪθΑ
ϢϴѧϴϘΗ˯΍ήΟΈѧΑϚѧϨΒϟ΍ϡΎѧϗϞѧϫ
ϲϓήμѧϤϟ΍ϡΎψϨϟ΍ϖϴΒτΗήσΎΨϤϟ
ϟϲϠόϔϟ΍άϴϔϨΘϟ΍ϞΒϗϲϧϭήΘϜϟϻ΍Ϫ
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ΔѧѧѧѧѧѧϴϨΒϟ΍ϒϴϟΎѧѧѧѧѧѧϜΗωΎѧѧѧѧѧѧϔΗέ΍
ϲѧѧѧѧѧϧϭήΘϜϟϻ΍ϡΎѧѧѧѧѧψϨϠϟΔϴѧѧѧѧѧγΎγϷ΍
ϰѧѧϠϋΓέΪѧѧϘϟ΍ξϴѧѧϔΨΗϲѧѧϟ·ϱΩΆѧѧϳ
ϪϘϴΒτΗ
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ϲϓήμѧѧѧѧѧѧѧѧѧѧѧѧѧϤϟ΍ϡΎѧѧѧѧѧѧѧѧѧѧѧѧѧψϨϟ΍
ΕΎϣΪѧѧѧѧѧѧѧΧήϓϮѧѧѧѧѧѧѧϳϲѧѧѧѧѧѧѧϧϭήΘϜϟϻ΍
ϰѧϠϋ΃ΓΩϮѧΟΕ΍ΫΔѧϴϜϨΑΕΎΠΘϨϣϭ
ΔѧѧѧѧϔϠϜΘΑϭϱΪѧѧѧѧϴϠϘΘϟ΍ϡΎѧѧѧѧψϨϟ΍Ϧѧѧѧѧϣ
ΔπϔΨϨϣ

ϞϴϐθѧѧΘϟ΍ϭΔϧΎϴμѧѧϟ΍ϒϴϟΎѧѧϜΗ
άѧѧϨϣϚѧѧϨΒϟ΍ϯΪѧѧϟΖπѧѧϔΨϧ΍ϢϳΪѧѧϘΗ
ϲϧϭήΘϜϟϻ΍ϡΎψϨϟ΍

ϰѧϠϋΪѧ΋Ύόϟ΍ΓΩΎѧϳίΕ΍έήѧΒϣ
ϖѧѧϴΒτΗΔѧѧϴϠΑΎϗϦѧѧϣΩ΍ίέΎϤΜΘѧѧγϻ΍
ϲϧϭήΘϜϟϻ΍ϡΎψϨϟ΍
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ΓΪθΑ
νέΎόϣΩΩήΘϣϖϓ΍Ϯϣϖϓ΍Ϯϣ
ΓΪθΑ
ϞѧΟ΍ϦѧϣΩϮϬΠϣϝάΒϳϚϨΒϟ΍
ϞϜθѧѧѧΑϩ΅ϼѧѧѧϤϋΕΎѧѧѧΟΎϴΘΣ΍ϢѧѧѧϬϓ
ϱέϭΩϭϢψΘϨϣ

ΔѧѧѧϴϋϮΗϰѧѧѧϠϋϚѧѧѧϨΒϟ΍ϞѧѧѧϤόϳ
ϪΗΎϣΪΧϭϪΗΎΠΘϨϤΑϦ΋ΎΑΰϟ΍

˯ΎμϘΘγ΍˯΍ήΟΈΑϚϨΒϟ΍ϡϮϘϳ
ΕΎϣΪѧΨϠϟϩ΅ϼѧϤϋϝϮΒϗϯΪϣϦϋ
ϲѧѧѧѧѧΘϟ΍ΔѧѧѧѧѧϴϧϭήΘϜϟϻ΍ΕΎѧѧѧѧѧΠΘϨϤϟ΍ϭ
ΎϬϣΪϘϳ

ϝΎμѧѧѧѧѧѧΗϻΎΑϦ΋ΎѧѧѧѧѧѧΑΰϟ΍ΔѧѧѧѧѧѧϘΛ
ϦѧѧϣξѧѧϔΨϳϲμѧѧΨθϟ΍ϞѧѧϣΎόΘϟ΍ϭ
ϧϭήΘϜϟϻ΍ϡΎψϨϟ΍ϰϠϋϝΎΒϗϹ΍ϲ

ΔѧѧѧѧϓήόϤϟ΍ΔѧѧѧѧϠϗΎѧѧѧѧϴΟϮϟϮϨϜΘΑ
ΎϬϠΒϘΗϦϣϞϠϘϳΔϴϧϭήΘϜϟϻ΍ϙϮϨΒϟ΍
Ϧ΋ΎΑΰϟ΍ϯΪϟ

 
 
ϡϦϣϷ΍ΔϠϗ
νέΎόϣ
ΓΪθΑ
νέΎόϣΩΩήΘϣϖϓ΍Ϯϣϖϓ΍Ϯϣ
ΓΪθΑ
ΗΎϴϟϭΆδѧѧϣϚѧѧϨΒϟ΍ΩΪѧѧΣϪϲѧѧϓ
ϝϮѧѧѧѧΨϤϟ΍ήѧѧѧѧϴϏϝϮѧѧѧѧλϮϟ΍ΔѧѧѧѧϟΎΣ
ϪϨ΋ΎΑίΕΎΑΎδΤϟ

ΓέΎѧѧѧѧΠΘϟ΍ΕΎόϳήθѧѧѧѧΗκѧѧѧѧϘϧ
ΓέΪѧѧϘϟ΍ΔѧѧϠϗϰѧѧϟ·ϯΩ΃ΔѧѧϴϧϭήΘϜϟϻ΍
ϖϴΒτΗϰϠϋΔϴϧϭήΘϜϟϻ΍ϙϮϨΒϟ΍

ϰѧϠϋΔϳήδѧϟ΍ϭΔϴλϮμѧΨϟ΍
ϞѧΒϗϦϣΔϓήόϣ˯ϼϤόϟ΍ΕΎϣϮϠόϣ
ϚϨΒϟ΍

ϝϮΧΪѧϟΎΑϦϴϔχϮϤϟ΍ϡϮϘϳϞϫ
ΔϴμѧΨθϟ΍Ϧ΋ΎѧΑΰϟ΍ΕΎѧϣϮϠόϣϰϟ·
ΔѧѧλΎΨϟ΍ήδѧѧϟ΍ΕΎѧѧϤϠϛΔѧѧϓήόϣϭ
ϢϬΑ


ϥΔϤ΋ϼϤϟ΍ΔΌϴΒϟ΍
νέΎѧѧѧѧѧѧѧѧόϣ
ΓΪθΑ
νέΎόϣΩΩήΘϣϖϓ΍Ϯϣϖϓ΍Ϯϣ
ΓΪθΑ
ΔϋήγΩ΍ίΖѧϧήΘϧϻ΍έΎθΘϧ΍
ϙϮѧѧѧѧѧѧѧϨΒϟ΍ϰѧѧѧѧѧѧѧϟ·ΔѧѧѧѧѧѧѧΟΎΤϟ΍Ϧѧѧѧѧѧѧѧϣ
ΔϴϧϭήΘϜϟϻ΍

ϑέΎμѧѧѧѧѧѧѧѧѧѧϤϟ΍ϡ΍ΪΨΘѧѧѧѧѧѧѧѧѧѧγ΍
ΖѧѧѧѧϗϮϟ΍ϦѧѧѧѧϣϞѧѧѧѧϠϗΔѧѧѧѧϴϧϭήΘϜϟϻ΍
ϝΎѧѧѧѧѧѧѧѧϤϋϷ΍ϲѧѧѧѧѧѧѧѧϓϕήϐΘδѧѧѧѧѧѧѧѧϤϟ΍
ΔϴϓήμϤϟ΍

άѧϨϣΪѧϳ΍ΰΗϲѧϓϦ΋ΎѧΑΰϟ΍ΩΪѧϋ
ΕΎѧѧѧѧѧѧΠΘϨϤϟ΍ϭΕΎϣΪѧѧѧѧѧѧΨϟ΍ϢϳΪѧѧѧѧѧѧϘΗ
ΔϴϧϭήΘϜϟϻ΍

ΕΎѧѧѧϣϮϠόϤϟ΍ϢѧѧѧψϧϦϴϔχϮѧѧѧϣ
Ε΍έϭΪѧϟ΍ϲѧϓϥϮϛέΎθϳΔѧϴΒϳέΪΘϟ΍
ΔϴϧϭήΘϜϟϻ΍ϙϮϨΒϟΎΑΔϘϠόΘϤϟ΍

˯ΎθѧѧѧϧΈΑϚѧѧѧϨΒϟ΍Γέ΍Ω·ΖѧѧѧϣΎϗ
ϦѧѧϣΔΒѧѧγΎϨϤϟ΍ΕΎѧѧϴϠϤόϟ΍ϭϕήѧѧτϟ΍
ϞϛΎθѧѧѧϤϟ΍ΔѧѧѧϓήόϣϭΪѧѧѧϳΪΤΗϞѧѧѧΟ΍
ΕΎѧѧѧΠΘϨϤϟ΍ϭΕΎϣΪѧѧѧΨϟΎΑΔѧѧѧϘϠόΘϤϟ΍
έϮϬϤΠϠϟΎϬϣΪϘΗϲΘϟ΍ΔϴϧϭήΘϜϟϻ΍

ΰѧѧѧϴϔΤΘΑΪѧѧѧϘϨϟ΍ΔτϠѧѧѧγϡϮѧѧѧϘΗ
ϲѧϧϭήΘϜϟϻ΍ϡΎѧψϨϟ΍ϢϳΪѧϘΘϟϙϮѧϨΒϟ΍
ήσϦѧѧѧѧϋϞπѧѧѧѧϓϷΎϬϤϳΪѧѧѧѧϘΗϖѧѧѧѧϳ
ρϭήθϟ΍ϭΕΎΒϠτΘϤϟ΍

ΔϴΠϴΗ΍ήΘѧѧγ·ϦϴΑΎѧѧϣϖѧѧϓ΍ϮΘϟ΍
ΪѧѧϳΰϳΔѧѧϴϧϭήΘϜϟϻ΍ΔѧѧτΨϟ΍ϭϚѧѧϨΒϟ΍
ϡΎѧѧψϨϟ΍ϖѧѧϴΒτΗϰѧѧϠϋΓέΪѧѧϘϟ΍Ϧѧѧϣ
ΔϴϧϭήΘϜϟϻ΍ϙϮϨΒϟ΍

 
 
