The day-by-day increase in digital loads draws attention towards the need for an efficient and compatible distribution network. An LVDC distribution network has the capability to fulfill such digital load demands. However, the major challenge of an LVDC distribution network is its vulnerability during a fault. The need for a high-speed fault detection method is inevitable before it can be widely adopted. This paper proposes a new fault detection method which extracts the features of the current during a fault. The proposed fault detection method uses the merits of overcurrent, the first and second derivative of current, and signal processing techniques. Three different features are extracted from a time domain current signal through a sliding window. The extracted features are based upon the root squared zero, second, and fourth order moments. The features are then set with individual thresholds to discriminate low-, high-, and very high-resistance faults. Furthermore, a fault is located through the superimposed power flow. Moreover, this study proposes a new method based on the vector sum of positive and negative pole currents to identify the faulty pole. The proposed scheme is verified by using a modified IEEE 13 node distribution network, which is implemented in Matlab/Simulink. The simulation results confirm the effectiveness of the proposed fault detection and identification method. The simulation results also confirm that a fault having a resistance of 1 mΩ is detected and interrupted within 250 µs for the test system used in this study.
Introduction
An LVDC distribution network has several advantages over a traditional AC distribution network. Apart from its easy integration with distributed generation such as renewable energy sources, an LVDC distribution network can supply more power to the consumers than its AC counterpart with the same cable size [1] [2] [3] . The use of a DC distribution network to supply sensitive electronic loads will have lower losses compared with a conventional AC un-interruptible power supply solution due to fewer power conversion steps. Since the DC loads are supplied with a DC network, the rectifiers inside the loads can be removed and the losses can be lowered [3, 4] . Additionally, Reference [3] states that in a three-wire network, DC is superior to AC. Several other studies have shown that a DC distribution network is more efficient than a traditional AC distribution network. In Reference [5] , it has been determined that a DC network is better than AC network in the following ways:
• A DC network is more suitable for renewable energy generators, such as photovoltaic panels, fuel cells, and energy storage systems such as batteries, which are DC based.
• DC loads currently represent almost 50% of the whole building consumption, which can be supplied through a DC network.
•
The future integration of electric vehicles in the distribution network will increase the consumption of DC devices (batteries) in the buildings.
• DC distribution networks are more efficient than their AC counterparts, since there is no skin effect or reactive power in DC networks.
Interconnecting and distributing energy through a DC distribution network avoids unnecessary DC/AC and AC/DC conversions which produce losses.
The study also states that LVDC distribution networks have already been implemented for demonstration purposes in different parts of the world such as in Fukuoka, the island city of Japan. In Reference [6] , it has been reported that the end-user DC loads are supplied power through internal AC/DC converters, which produce losses and heat. Therefore, a DC power supply to the DC loads will get rid of the internal AC/DC converters, which will increase the overall efficiency of the distribution network and the device as well. However, the main problem in its implementation is its vulnerability during a fault. This is because of the lack of ability of a converter to withstand against a DC fault, and lack of availability of digital protection devices and standards. These issues must be resolved before the commercialization of an LVDC distribution network [7] .
An LVDC distribution network can be supplied power from an upstream AC network through a VSC. The VSC technology is widely used for electric power conversion because it can control both active and reactive powers [8] . Apart from its advantages, a VSC is more vulnerable to DC faults, especially to short-circuit faults. The design of a VSC has two different structures in that one is a controlled part which contains IGBT switches, and the other is an uncontrolled part which contains antiparallel diodes. During a fault, the IGBTs are protected through a proper control scheme. However, the antiparallel diodes are exposed to the fault current. Any damage to these diodes could eventually damage the VSC. The fault characteristics of a VSC based DC network have thoroughly been analyzed [9, 10] . The studies show that when a low-resistance fault appears in the line, it causes an underdamping effect and three different stages take place. During the first stage, the IGBT switches of the VSC are blocked for self protection whereas antiparallel didoes are reverse biased until the DC voltage drops below the AC voltage; and the filter capacitor discharges its stored energy in the form of current into the fault. During the second stage, a high transient current circulates in the line through antiparallel diodes of the VSC. This is the most critical stage for a VSC because the antiparallel diodes cannot sustain the high transient current. During the third stage, the VSC turns into an uncontrolled rectifier and supply to the fault until it is interrupted. Even though a low steady-state current flows into the fault through the VSC, the diodes cannot sustain the current for a long duration.
The utmost priority for any protection scheme for a VSC based LVDC distribution network should be high-speed fault detection. Because the only available duration for the VSC based network is the capacitor discharge stage, the later stages can cause damage to the VSC [9] . In addition, the fault current reaches its peak value during the capacitor discharge stage. Therefore, either high-rating circuit breakers must be exploited in the network (which is uneconomical) or the faults must be interrupted well before the fault current reaches its peak value which further reduces the available time to interrupt a fault. Moreover, the other important features of a DC protective relay should be its selectivity and sensitivity. To improve the reliability of the network, a protective scheme must provide a backup strategy as well [11] . Therefore, in recent years, researchers paid attention to solving these protection issues, and different schemes and solutions have been proposed. The most common fault detection methods proposed for DC networks are given in Figure 1 .
Overcurrent based fault detection methods appear to be the most cost effective. However, the fault discrimination is a challenge related to overcurrent based detection [12] . In Reference [13] , a hybrid relay was used to detect DC faults based on overcurrent and undervoltage elements; where the relay generated a fault signal when overcurrent and undervoltage thresholds were surpassed. In Reference [14] , the magnitude of DC voltage along with the fault current was measured to improve the performance of a conventional overcurrent relay. In Reference [15] , a hybrid-passive overcurrent relay was proposed, in which the relay detected a low impedance fault by using the conventional overcurrent method. However, the relay also had an auxiliary circuit consisting of an inductor and a capacitor in parallel. The circuit generated a particular frequency when a fault occured. The generated frequency was further processed by discrete wavelet transform to detect a high-resistance fault. A DC fault causes a rise in the DC current, the rate of change of the current (di/dt), a decrease in DC voltage, and the rate of change of the voltage (dv/dt) which can be employed to detect a DC fault in its early stages [16] [17] [18] . In Reference [19] , a current derivative method is proposed to estimate the fault location with the help of artificial inductive line impedance. The artificial inductive line impedances are small inductors implemented in each feeder. In Reference [20] , a fault detection algorithm was proposed through local current measurements, and first and second order derivatives were used to discriminate a fault. However, the additional inductor in the line generated reactive power losses.
Fault detection methods

di/dt
The rate of change of the voltage (dv/dt) has also been studied to detect a DC fault in its early stages. In Reference [21] , the rate of change of DC reactor voltage with pre-defined thresholds was proposed to detect a fault in a meshed multiterminal High Voltage Direct Current (HVDC) system. The DC reactors were connected at each end of the cable. In Reference [22] , the voltage change rate of a DC current limiting inductor (CLI) has been proposed to detect a fault in a multiterminal AC/DC hybrid distribution network. The CLIs were implemented at each end of a cable. However, the additional reactive components generated reactive power losses in the network lines.
The differential protection method is another well-known technique used to detect a fault in AC systems. It has also been considered for DC networks. In Reference [23] , a differential based fault detection method using a master/slave control technique is proposed. The sensors (slave) at both ends of a line transfer data to the main controller (Master) which generated a fault signal when the difference is above a certain threshold. In Reference [24] , a central processing unit based differential scheme is proposed. In Reference [25] , a high bandwidth communication system based differential scheme was suggested to reduce the derived operating time. However, the differential protection scheme only protects a bounded zone. Therefore, such a method does not suit to a last mile distribution network which has a complex network structure.
Distance protection can effectively be used for long distance transmission lines to estimate the location of a DC fault [9] . However, the challenge with this type of fault detection and location method is the impact of the fault impedance especially for short distance distribution lines. A method is proposed in Reference [26] , where the impedance from a relay until the fault location is determined by an active impedance estimation method.
Signal processing based fault detection methods are gaining attention due the available space for improvement [27, 28] . However, a major concern related to signal processing based fault detection techniques is the computational burden. Hence, the requirement of a fast protection method limits the application of the signal processing based schemes. In Reference [29] , wavelet transform was used to extract a feature vector for the measured quantities. This vector was then fed into an artificial neural network based fault locator. In Reference [30] , wavelet coefficients of current and voltage were analyzed to detect a DC fault. In wavelet/artificial neural network based schemes, specific features of the current and voltage signals are extracted to detect or locate a fault. However, the features are not necessarily the same for all type of DC networks. Therefore, these methods cannot provide a generic protection solution.
The traveling wave method has been extensively studied on HVDC to detect and locate a DC fault [31] [32] [33] . In the traveling wave method, a fault is located by calculating the difference of the arrival time of the traveling wave at both ends of a faulty line [34] . A traveling wave based fault detection and location method can be feasible for long distance transmission lines [35] . However, it is challenging to obtain the exact wave arrival time difference in short distribution lines. Furthermore, continuous disturbances and noises generated by the end user load switching in a last mile distribution network could affect the schemes easily.
In this paper, a new fault detection and identification method is proposed. The proposed scheme uses the merits of overcurrent principle, first derivative of current (∆i), second derivative of current (∆ 2 i), and signal processing techniques to detect a DC fault. In the proposed fault detection method, three different features ( f 1 , f 2 , f 3 ) are extracted from a time domain current signal through a sliding window [36] . The first feature ( f 1 ) uses the root squared zero order moment whereas the second feature ( f 2 ) utilizes the root squared second order moment, and the third feature ( f 3 ) exploits the root squared fourth order moment. The features are then provided with individual thresholds to discriminate between a very high-resistance fault, a high-resistance fault having an overdamped effect, and a low-resistance fault having an underdamped effect in the network. Furthermore, the proposed scheme uses superimposed power flow to locate a DC fault which further depends on the change in current and voltage during a fault. Moreover, a new method has been proposed to identify the faulty pole and type of the fault (i.e., pole-to-pole fault or pole-to-ground fault) through the vector sum (λ) of positive pole current and negative pole current.
The rest of the paper is organized as follows: Section 2 briefly classifies DC networks from the protection point-of-view. Section 3 explains the proposed fault detection, discrimination, location, and identification methods in detail. Section 4 explains the test system, and illustrates and discusses the simulation results. Finally, Section 5 concludes the achievements of the paper.
DC Network Classification
From the protection point-of-view, a DC network can be classified into different types depending on the type of converter used to feed the DC network, the voltage level, the grounding method, and the network configuration. A particular network type bears its own protection challenges. Therefore, protection schemes proposed by the researchers also highlight the challenges associated with a particular network. In addition, a protection method feasible for one type of the DC network may not be feasible for another type of the DC network. Figure 2 classifies different types of DC networks.
Converter Type
A major difference in a DC network fault characteristics depends on the type of converter used to convert AC voltage into DC. A fault in an MMC based DC network reduces the converter output DC bus voltage, but the submodule capacitors of the MMC do not discharge completely [37] . Therefore, during a fault, the full bridge modules remain operational and can produce positive and negative voltage. In its simplest form, the IGBTs can be blocked to stop the current flow [11] . On the other hand, during a fault in a VSC based DC network, the IGBTs are blocked through a proper control scheme, but the filter capacitor discharges its stored energy in the form of current [9] . Moreover, the challenge appears during a low-resistance fault after the capacitor discharge stage where a high transient current 
Voltage Level
The selection of proper voltage level depends on the factors such as power demand, distance to be covered, and safety regulations. For large distances, power is transmitted through an HVDC system. However, LVDC distribution networks are suggested to supply the power to the end-users. MVDC networks are used in between. On the other hand, bulk power is transferred through the HVDC systems from one station to another station whereas the end-users, such as those in residential areas, use relatively small amounts of power which can be supplied through an LVDC distribution network. According to low voltage directive (LVD) 2006/95/EC [38] , a DC voltage level from 1500 Vdc to 75 Vdc between conductors is recommended as being low voltage. Below 75 Vdc, the voltage level is suggested as being extra-low voltage (ELV) [39] . The selection of a particular voltage level does not directly affect the characteristics of a DC fault. However, it affects the intensity or severity of a fault.
Grounding Method
The selection of a proper grounding method for a DC network is a much more complicated issue than that of an AC network when it concerns the safety issues [38, 39] . Ignoring the AC side grounding scheme, the grounding method of the DC network can be generalized into two main categories from protection point-of-view i.e., grounded and un-grounded networks. The grounding location is generally selected at the output of the converter station. The grounding method affects the fault characteristics mainly during a pole-to-ground fault. For example, a pole-to-ground fault in a grounded DC network creates a loop from the fault point to the converter station. On the other hand, in an un-grounded DC network, the first pole-to-ground fault makes the network unintentionally grounded. However, the fault current rises to a certain level. Additionally, a second pole-to-ground fault creates a fault current loop between the two pole-to-ground faults. In addition, the grounding method for a DC system can further be categorized as TT, TN, IT [40] .
Network Configuration
The selection of a proper network topology depends mainly on the economic aspects, reliability, power quality, and availability. However, selection of a proper network topology affects the protection requirements. A brief description is given below:
A radial type distribution network is the most cost effective, which is also a building block network for a shift towards a DC network. The DC network is interconnected with an AC network through single converter station, and the power flows towards downstream loads. This configuration is preferred for distribution networks mainly because of its economical benefits. The protection devices are usually placed upstream of a line. When a fault occurs in a line, it can easily be disconnected from rest of the network through single end disconnection [40] .
A loop or ring type network is more reliable. The DC network is connected through two or more converter stations, and the power can flow bi-directionally. When a fault occurs, each converter responds to the fault according to its own structure, fault type, and location. Protection devices are installed at both ends of a line. During a fault, protection devices at both ends must be disconnected to isolate a faulty line [40] .
An MTDC network is more reliable as compared to a radial or loop type DC network because it is supplied through more than two converter stations. However, a fault detection, location, and interruption in an MTDC network is a complicated task because multiple converters feed the fault [12, 41] .
A microgrid, in general, is the combination of different topologies such as radial, loop, or MTDC [20, 42] . It is also connected through different types of supply sources through converter stations. Therefore, each part of the network can be treated separately, and a centrally controlled protection scheme can be designed for a particular network structure. Another major challenge for a microgrid from the protection point-of-view, is its grid-connected mode and islanding mode of operations. A protection scheme must be adaptive to discriminate both the operating modes and to sense a fault promptly [14] .
In this study, a VSC-based DC network is taken into consideration to supply a last mile LVDC distribution network. The pole-to-pole voltage level is taken as 1500 Vdc, as per standard, and the converter is mid-point grounded. Furthermore, a radial type distribution network is studied because a radial type distribution network is the building block network structure for a shift towards a DC distribution network.
Proposed Protection Scheme
This paper proposes a new fault detection method. The proposed method utilizes the advantages of an overcurrent principle, first derivative of current (∆i), second derivative of current (∆ 2 i), and signal processing techniques. The proposed fault detection method uses multiple thresholds to discriminate low-resistance faults having an underdamped effect, high-resistance faults having an overdamped effect, and very high-resistance faults. These threshold values are easily applicable in the features extracted from the current. Furthermore, a fault location method is also suggested using superimposed power flow. The need for the fault location in a radial type distribution network is due to the fact that the decoupling capacitors of down stream DC/DC converters also discharge into an upstream fault which could cause selectivity issues. Moreover, a fault pole identification is proposed to identify the type of fault i.e., pole-to-pole or pole-to-ground fault. The following subsection describes the proposed methods in detail.
Fault Detection Method
In the proposed fault detection method, the required information is extracted from the time domain current signal through a sliding window, and different features are extracted simultaneously. The derivations used for the proposed method is based upon the Parseval's theorem which states that the sum (or integral) of the square of a function is equal to the sum (or integral) of the square of its transform. Mathematically;
where P[h] is the phase excluded power spectrum, which is the resultant when X[h] is multiplied by its conjugate X * [h] divided by S. The general approach of the features implemented in this study are explained below, whereas Figure 3 describes specifically the way these features are extracted from the current signal and the logic to generate a trip signal. Root squared zero order moment ( f 1 ): The first feature is the representative of signal energy, which is given as:
This feature is used to detect very high-resistance faults due to its relatively slow response compared to other two features.
Root squared second order moment ( f 2 ): The second feature is obtained by computing spectral moments. The time domain signal is processed through the Fourier Transform and then its time differentiation property is applied to obtain the feature. According to the property, the time domain nth derivative of a function (∆ n ) is equal to the product of the spectrum and nth power of frequency index h.
The second order moment is also know as standard deviation and is defined as:
This feature is exploited to target high-resistance faults which have an overdamped effect in the network. The response of this feature is faster than f 1 .
Root squared fourth order moment ( f 3 ): The third feature is also obtained by computing spectral moments. The time domain signal is also processed through the Fourier Transform and then its time differentiation property is applied as explained above.
The response of this feature is extremely fast; therefore, this feature is utilized to detect low-resistance faults having an underdamped response in the network. As mentioned earlier, such faults are very dangerous for the VSC; hence, such faults must be treated immediately. Furthermore, this feature is not exploited for high-resistance faults because of its very high sensitivity. Moreover, these features are set with thresholds to detect a fault, and the next section explains the threshold setting in detail.
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Threshold Setting
A threshold setting for a DC fault current is a very crucial task. Unlike an AC network, a low-resistance fault in a DC network causes a steep rise in the current which could reach its peak value within 1 ms. Therefore, the threshold value must be tight enough so that the fault current does not rise enough to where it becomes difficult for a CB to interrupt the fault. On the other hand, the rise in the current during a transient is also higher than an AC transient because of the low line impedance. Hence, the threshold value must not be low enough so that a transient could not easily cross it to avoid false or unnecessary tripping. This leaves a very narrow margin for the threshold selection.
In this study, more than one threshold values are selected to make the proposed scheme flexible and accurate. As a result, a fault can be detected as early as possible whereas a transient must be skipped. As explained earlier, through the proposed fault detection scheme, f 1 is used to target very high-resistance faults having an overdamped effect in the network; f 2 is set to target the high-resistance faults also having an overdamped effect in the network, whereas, f 3 is set to detect the low-resistance faults that cause an underdamping effect in the network.
The threshold value of f 1 is set as 1.5 of the rated current. The relays definite time delay is set as T f 1 _Delay . This delay time helps the relays to discriminate between a transient and a fault. This delay time can be set considering the network configuration or protection operators priorities.
The threshold value of f 2 is set as four times that of the rated current whereas the relay definite time delay is set as half of the T f 1 _Delay . The reason to set this condition is to make the relay respond promptly to more severe faults. This setting detects relatively low-resistance faults, but still the response of such faults is overdamped.
The threshold value of f 3 is set as short-circuit fault current peak of a maximum fault resistance in a line that can cause an underdamped response to the network, such that R u < 2 √ L line /C − R line . Here, R u is the maximum fault resistance that can cause an underdamping effect in the network. Any fault resistance below the R u further increases the fault current peak. It must be noted here that this also applies to the fault point in the line. Such low-resistance faults are extremely dangerous for the VSC and sensitive devices. Moreover, this threshold current is also much higher than switching transient currents. Therefore, such faults must be interrupted without any delay. Table 1 summarizes the threshold settings. 
Fault Location
In the proposed method, a fault is located through the superimposed power flow which is the product of change in current and change in voltage during a fault.
which further depends on:
and
The change in a quantity during a fault is also termed as a superimposed quantity. The pre-fault voltage is always greater than the fault voltage, so when a fault occurs, the superimposed voltage becomes negative, whereas, the superimposed current depends on the location of the fault. During a forward fault, the superimposed current will be positive; hence, the superimposed power flow will be negative. During a reverse fault, the superimposed current will be negative, because both the superimposed voltage and current become negative during a reverse fault. Therefore, the superimposed power flow will be positive.
Negative for a forward fault.
Positive for a backward fault.
Fault Pole Identification
In the proposed method, the currents of positive and negative DC poles are taken into consideration, and their vector sum (λ) is used to identify the faulty pole and type of the fault, as shown in Figure 4 . During normal operating conditions, the vector sum (λ) of the positive pole current and negative pole current is almost double of the individual pole currents. When a fault appears, the vector sum (λ) of the currents is disturbed depending on the fault type. During a pole-to-ground fault, the affected pole current rises very fast and observes different fault stages. The other healthy pole is disturbed. During a positive pole-to-ground fault, λ approaches the positive pole current. Similarly, during a negative pole-to-ground fault, λ approaches the negative pole current. The only difference is the direction of the pole fault current. This pole fault current direction demonstrates if the pole-to-ground fault is associated with a positive pole or negative pole. However, during a pole-to-pole fault, the λ stays almost double that of the individual pole currents.
Hence, a pole current is either half of λ or equivalent to the λ during a fault. Therefore, a threshold of 1.5 is applied for the individual pole to λ to decide the type of fault. Figure 5 shows a flow chart of the fault detection, discrimination, location, identification, and isolation methods. Where t represents time, and P-G fault, P-P fault, and N-G fault represent positive pole-to-ground, pole-to-pole, and negative pole-to-ground faults, respectively. 
Simulation Results
Test System
The proposed protection scheme is tested on a modified IEEE 13 node radial type LVDC distribution network. The necessary changes were applied in the modified test system, such as the transformer being ignored and the network being supplied through a mid-point grounded VSC converter. The test system was designed in Matlab/Simulink, and the parameters are given in Table 2 . A one line diagram of the test system is shown in Figure 6 . Moreover, 16 window-sized samples were used in this study. 
AC Grid Source
Results
Extensive simulations were performed for different fault locations. However, the faults at locations F1 and F2 are presented considering their severity. The pole-to-pole faults are considered due to their relatively high severity as compared to pole-to-ground faults. The fault locations are shown in Figure 6 . A fault at F2 is more dangerous for the VSC station. Therefore, protection devices must be installed at the VSC output. However, the fault F1 is considered here for detailed study because all the DC/DC converters decoupling capacitors along with the VSC capacitor discharge towards the fault at F2 making the relay R 2 observe the highest level of current. Furthermore, three different fault resistances are targeted for further analysis i.e., 1 mΩ, 1 Ω, and 10 Ω. The effect of 1 mΩ fault resistance was underdamped, whereas the result of the other two fault resistances was overdamped. Figure 7 compares the fault currents and their extracted features. As the fault currents were affected by the fault resistances, similarly, the features were also affected. It can be seen that the fault current reached its peak value (which is almost 30 times of the rated current for 1 mΩ fault resistance) within 1 ms at the relay R 2 . Therefore, either the circuit breaker rating must have been that high or the protection scheme needs to operate fast enough to interrupt the fault before the fault current reaches its peak value. It can be seen that the initial rate of rise of the currents during faults at F1 are the same because the fault location did not change. However, as a result of different fault resistances the current peaks are different, which also affected the current features. Figure 8 shows the superimposed power flow of both the faults i.e., F1 and F2 for the relay R 2 . The relay observed negative superimposed power flow for a forward fault and positive superimposed power flow for a backward fault. The positive superimposed power flow appeared in the radial type network due to the reverse flow of currents from the downstream capacitors' discharge. For fault pole identification, Figure 9 shows the currents of pole-to-pole, positive pole-to-ground, and negative pole-to-ground faults. As discussed earlier, during a pole-to-pole fault, the vector sum (λ) is almost double that of both the pole currents, whereas for a pole-to-ground fault, the fault pole current is almost the same to the vector sum (λ) because the other healthy line is not affected much. Since f 3 is used to detect low-resistance faults having an underdamping effect, such faults must be detected immediately. Therefore, the threshold was set as per R u with no time delay being set for the relay. However, the circuit breaker operating time was considered as being 50 µs in this study. For a fault with 1 mΩ, the current reached a peak value of 9 kA within 1 ms. The fault was cleared through f 3 at almost 4.5 kA which is well before the fault current reached its peak value as shown in Figure 10 . Similarly, f 2 was exploited to target the faults having a high-fault resistance with an overdamping effect. The threshold was set as 4 times that of the rated current, with a relay definite time delay T f 2 _Delay of 100 µs (which was half of the T f 1 _Delay ). The fault with 1 Ω was detected through f 2 , as shown in Figure 11 . It must be noted that the fault current peak was much lower than the 1 mΩ fault, but was still detected before the fault current reached to its peak value. Finally, f 1 was used to detect the faults having very high-fault resistance and an overdamping effect. The threshold value for f 1 was set as 1.5 of the rated current. The relay's definite time delay was set as 200 µs. This delay time also helped to differentiate between a transient or disturbance and a fault. A comparison of the interrupted and un-interrupted fault currents for the 10 Ω fault is shown in Figure 12 . All three interrupted fault currents are compared and shown in Figure 13 . There threshold values in terms of actual current are shown. The low resistance with 1 mΩ fault is interrupted within 250 µs which is much faster than the other high-resistance faults. However, the high-resistance faults are interrupted with a certain delay to discriminate between a transient and a fault. 
Discussion
The simulation results confirm that the proposed fault detection method is helpful to discriminate between low-, high-and very high-resistance faults. The low-resistance faults affect the VSC and other sensitive devices the most. Hence, such types of the faults must be interrupted as soon as possible. Therefore, f 3 interrupted a 1 mΩ fault within almost 250 µs. Such a fast interruption scheme does not allow the fault current to reach a high value. Moreover, the high-and very high-resistance faults were interrupted within a certain time delay to discriminate between a transient and a fault to avoid unnecessary interruption.
It can be seen that unlike a traditional AC network, the reverse current flows in a radial system of the DC network. Therefore, the relays must be capable of locating a DC fault even in a radial system, which was successfully done here through superimposed power flow. The faulty pole was identified through the vector sum (λ), which can easily discriminate the type of fault which appears in the network.
Comparison with Other Schemes
The proposed fault detection method can discriminate between low-, high-, and very highresistance faults. On the other hand, overcurrent or first derivative of current based fault detection methods cannot discriminate between different faults because these methods are exploited with single threshold values. A drawback of the second derivative of the current is that it is highly sensitive; hence, it can generate a false trip signal during switching transients or other noises. Therefore, through a combination of these methods, the drawbacks of these methods are eliminated. Moreover, as a result of certain limitations, some fault detection methods may not be feasible for a VSC based last mile LVDC distribution network. However, the proposed method fulfills all the requirements of fault detection for a last mile LVDC distribution network. Table 3 compares different fault detection methods with the proposed scheme and their feasibility for a last mile LVDC distribution network. The condition for a communication based fault detection method is set as unreliable here. 
Conclusions
This paper proposed a new method and strategy to detect and discriminate DC faults based on their severity. The proposed fault detection method uses the merits of the overcurrent principle, first derivative of current ∆i, second derivative of current ∆ 2 i, and signal processing techniques. These methods contain drawbacks when exploited individually. A low-resistance fault having underdamping response can cause maximum damage to the VSC within 1 ms. Hence, such a fault must be interrupted as soon as possible. Through the proposed scheme, such a fault was detected and interrupted within 250 µs well before the fault current reached its peak value, which fulfills the requirements of a high-speed fault detection and interruption. In addition, the proposed fault detection method can discriminate between high-resistance faults and transients through two applied delay times. A high-resistance fault of 1 Ω was interrupted within 350 µs whereas a very high-resistance fault of 10 Ω was interrupted within 2 ms. Such delays do not affect the VSC because as the fault resistance increases the capacitor discharges slowly. Furthermore, through the vector sum (λ) of pole currents, the information regarding the fault type (i.e., pole-to-pole fault or pole-to-ground fault) can be received. Above all, the proposed fault detection method also draws attention to the design of a new standard inverse time overcurrent relay for DC networks; such a relay has been used economically for conventional AC networks through the years. The future study will be carried out to design such a type of protective relay. 
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