In this paper, first, we utilize the Lowner-John ellipsoid of a convex set to hide the lattice data information. We also describe the algorithm of information recovery in polynomial time by employing the ToddKhachyian algorithm. The importance of lattice data is generally due to their applications in the homomorphic encryption schemes. For this reason we also outline the general scheme of a homomorphic encryption provided by Gentry.
Introduction
The classical model for invisible communication was firstly presented by Simmons [8] . Alice and Elena are imprisoned. They want to make an escape plan. Turnkey fully supervises them, and any suspicious message would corrupt their relationship. Suspicious statements include statements code, which might be inaudible. So they ought to situate their important information inside a normal text patterns to not arouse suspicion. This is called steganography [1, 7, 8] . For example, Elena can send Alice a post-modern painting, data cover space, and the turnkey cannot understand whether the painter follows any special purpose through the geometrical forms.
The first applicable version of the Fully Homomorphic Encryption was introduced by Gentry in his PhD thesis and then improved by Smart, Vercauteren, Gentry and Halevi in [3, 4, 5, 13] . The public key of these schemes corresponds to a basis (skewed basis) for a lattice, while the private key corresponds to another more orthogonal basis (good basis) of the same lattice. A public-key steganography allows two people, who have never exchanged a secret, to send hidden messages over a public channel so that an adversary cannot even detect that these hidden messages are being sent [12] . Our goal in this paper is to introduce a simple way to send secret information, such as the vectors of a lattice vector, using a new steganography method. This method is applicable for binary data, media as well as vectors.
For this purpose, John's uniqueness Ellipsoid theorem and Edges Based data Embedding steganography method are exploited. We hide the vectors information via the maximal length vector of the ellipsoid associated to a convex polytope. We also describe the algorithm of information recovery in polynomial time with the help of the Todd-Khachyian algorithm. This method of steganography is important to improve the security of the encryptions based on the lattices like the Gentry's fully homomorphic encryption. For the sake of completeness and educational purposes we provide a description of a toy model for the fully homomorphic cryptography scheme, based on notes from the Gentry and Halevi speeches and papers [3, 4, 5, 6, 10] 2. Description of the Gentry's scheme for fully homomorphic encryption. The basic of fully homomorphic encryption is somewhat homomorphic encryption. Somewhat homomorphic encryption is a type of encryption which is homomorphic for a special class of functions. This type of encryption is suitable for computing the problems presented by polynomials of small degree. The first semantic secure fully homomorphic encryption was presented by Craig Gentry [3, 4] .
He extend the domain of a somewhat homomorphic encryption which was introduced by Cracker to a broader domain using the method of bootstrapping. We provide a description of the Cracker's method here. Cracker applied a set of polynomials : (1) 
be a set of functions of degree 1 such that 
leads to a polynomial of degree 2.
Note that the cloud servers are able to handle huge data. But, decryption of data's has its own limits. Growing of the degrees under the multiplication is a big problem. Now we present a solution for this problem. 12 .
cc is a polynomial of degree 2. We use a reencryption of 12 . cc via another secret key in such a way that the noise part of multiplication looks like a linear function. First using reparametrizations
of secret key and variables we achieve a degree one polynomial of
On variables. 
Lattice data steganography
The proposed method of data steganography is based on Edges Based data Embedding (EBE) method. In order to hide an ordered set of vectors 
In a metric space, a set is compact provided that any Cauchy sequence of this set owns a convergent subsequence [9] . 
Where is selected so that   gof A is greater than all ellipsoids. By defining the function e as a function which sends the compact convex set T to the largest ellipsoid included in T , we have the following theorem: 
V is a pure steganography system.  Note that in order to provide a space to present effective algorithms; we may replace the steganography set constructed by all convex spaces with the set generated by convex polyhedrons. In fact, any convex polyhedron can be expressed by finite set of numbers. Using these numbers, the polyhedron can be constructed. Also note that instead of using the convex set Y it is possible to utilize the set whose convex hull is Y .
Extraction Algorithm
In this section we provide an approximate extraction algorithm for over steganography plan, when the steganography set is a set of convex polyhedrons. This extraction algorithm is based on the Khachiyan-Todd ellipsoid finding algorithm [11] . 
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There are many other spatial steganography methods such as spread spectrum steganography, LSB steganography, pixel value differencing steganography, code based steganography, mapping based steganography and palette based steganography; see [14, 15, 17, 18] . We compare our result with two of these methods, i.e. spread spectrum steganography and LSB steganography. Spread spectrum spectography considers the problem of blind extracting data embedded over a wide band in a domain of a digital medium. One of the most popular algorithms of this kind is M-IGLS. When the complexity of each iteration of this algorithm is
L is the host image parameter and K and M respectively denote the number of distinct message and length of each message [15] . To compare, we set Km  and Mn  . So in our notation the complexity of each iteration is . This is a polynomial of degree 3 in m and degree 1 in n. So the complexity of our algorithm is higher than the complexity of this algorithm where the length of the hidden data is large and therefore our method is more secure than this algorithm for such a data. On the other hand this algorithm has better security where the number of hidden data is large. Now, we compare our method with the LSB method. LSB method, the Least Significant Bit technique, is the simplest and most popular method of image steganography. In many cases the key-recovery complexity of LSB method is asymptotically a linear function [16] . As a result, the security of our method is very high, however finding the keys are very hard even for friends. In fact, our method is totally different from the previous methods of steganography and it is natural to use this kind of steganography for a few numbers of massages of large length like the special keys of a fully homomorphic encryption or credit cards accounts.
Conclusion
In this paper we applied Lowner-John's ellipsoid to determine a steganography method to hide the messages containing the vectors of the lattices which is important to improve the security of the encryptions based on the lattices. Also we provide a review of the Gentry's idea for a fully homomorphic encryption. As future work we intend to develop algorithms to find the LownerJohn's ellipsoid for "special" convex sets which may result in implementation of the proposed method.
