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Stealing DNA is easy. Take for
example a story that was
reported recently. Man comes
home to find partner and son
disappeared leaving no trace.
Fearing that a lawsuit to regain
contact with the child might fail if
the woman denied his paternity,
he picks up a hairbrush the boy
left behind and gets a DNA test.
Sure enough, it shows that he is
not related to the boy he
considered his son.
The Human Genetics
Commission, an advisory body set
up by the UK government in 1999,
has now published a detailed
report and recommendations on
the issues surrounding the right to
genetic privacy
(http://www.hgc.gov.uk/insideinfo
rmation/). The report concludes
that at the moment the right of
each person to their genetic
information is protected
insufficiently. 
In general, threats to the
privacy of genetic data are likely
to emerge more and more often
in two broadly defined areas:
* where genetic information is
collected and stored for medical
or research purposes, e.g. in
population genetics surveys; and
* where a third party might
have a strong interest in the
information hidden in a person’s
genes, which would include
paternity, insurance, and
employment cases.
In the field of medical tests and
research, the report highlights
the need for a protection system
that the patients and research
subjects can trust in. Without this
trust, major health research
projects, like the BioBank UK
initiative, might fail to find
sufficient numbers of volunteers
to provide genetic and health-
related information. Some
countries with large scale genetic
research programmes, including
Iceland and Estonia, have passed
specific legislation to protect the
privacy of DNA information used
for research. A more general
legislation to outlaw any theft and
misuse of genetic information
would provide the advantage of
covering a broad range of
potential problems. As for the
clinical use of genetic data, the
report acknowledges that
stringent rules for the privacy of
patient information are already
being followed. For instance, the
concept of anonymous samples
may no longer be meaningful in
the near future when a DNA
fingerprint can reveal the origin of
a sample.
In the second problem field,
the third party use of genetic
information, much territory is still
unchartered. A five year
moratorium on the use of genetic
data in the insurance industry
pushes back the insurance
question to 2006, while specific
reports into the employment
aspects are due to be addressed
in other government reports by
2005. In parentage testing, the
report calls for official guidelines
to regulate its use in child
support and immigration cases.
While international bodies
including Unesco’s international
committee for bioethics
(http://www.unesco.org/ibc) and
the Council of Europe have
released documents dealing with
genetic privacy, national
legislation on this issue has only
been passed in places where
large scale projects made it
necessary. Thus, the HGC’s
recommendation to place genetic
information under the protection
of the criminal law might be the
beginning of a new era.
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UK report calls for protection of
genetic privacy
DNA gathered from a used coffee mug could lead to serious breaches
of a person’s genetic privacy. The UK government’s Human Genetics
Commission now recommends making theft of genetic information a
criminal offence, writes Michael Gross.
