Evidence-based SE is an extension of model-based SE that emphasizes not only using SysML or other system models as a basis of program decisions, but also the use of other models to produce evidence that the system models describe a feasible system. Such evidence is generally desired, but often is not produced because it is not identified as a project deliverable in a Data Item Description (DID). Going forward with such unproven solutions frequently leads to large program overruns.
Motivation and Context
Numerous General Accountability Office (GAO) reports (e.g., [1] ) and Standish Reports [2] have shown that a majority of Government and commercial projects are delivered after significant budget and schedule overruns, and with deficiencies with respect to their desired functionality and quality. For Government projects, the GAO reports have identified a major cause of system acquisition project overruns to come from proceeding into development with inadequate knowledge that the system could be developed within the project's budget and schedule. However, the provision of such knowledge is rarely required on Government contracts. In general, it is asked for, but relegated to appear in optional appendices of requirements and design deliverables, where it is among the first things to be dropped if the project has insufficient systems engineering budgets to produce the evidence data.
Similar problems also occur in the commercial sector, for similar reasons. In general, the available outsourcing contract exhibits put evidence of feasibility into optional appendices at best, and the project manager or contract manager's path of least resistance is to use these without modification. Having a Data Item Description (DID) for such evidence that could be put on contract as a first-class deliverable would involve customers and developers in ensuring that planning, estimating, budgeting, scheduling, developing, monitoring progress, and reviewing feasibility evidence would be consistently done.
Based on experience in developing and using such a DID on a very large project, we summarize the content and form of such a DID, and a rationale for its use. The generic definition of feasibility evidence is:
Evidence provided by the developer and validated by independent experts that if the system is built to the specified architecture, it will:
• Satisfy the requirements: capabilities, interfaces, levels of service, project constraints, and evolution directions;
• Support the operational concept;
• Be buildable within the budgets and schedules in the plan;
• Generate a viable return on investment;
• Generate satisfactory outcomes for all of the success-critical stakeholders;
• Resolve all major risks by treating shortfalls in evidence as risks and covering them by risk management plans; • Serve as basis for stakeholders' commitment to proceed.
Such evidence may come from prototypes, models and simulations, benchmarks, safety cases or other forms of analysis, or more simply where possible by pointers to the results from equally or more complex systems that the proposed team has developed.
For complex systems, such evidence is unlikely to be complete. Shortfalls in such evidence are uncertainties or probabilities of loss, which when multiplied by the size of loss, become Risk Exposure. In a milestone decision review, such risks and provided risk mitigation plans can be used to decide whether or not to proceed into the next phase. If the risks are acceptable, as in rapid fielding situations, going forward would be acceptable. If not, as with shortfalls in safety assurance or technology maturity evidence, either deferring commitment to go to the next phase, or going forward with a viable risk mitigation plan may be preferable.
One key factor of the DID is that the content of the evidence be risk-balanced between having too little evidence (often the case today) and having too much (analysis paralysis). Thus, the DID includes a minimum-essential base case of feasibility evidence for simple systems, and a detailed set of evidence for highly complex and critical systems. Intermediate systems, and the simpler parts of complex systems, can use a risk-based approach for tailoring up from the base case by selectively applying appropriate elements of evidence needed for complex and critical projects or elements.
Feasibility Evidence Description (FED) Development Process Framework
The most important characteristic of evidence-based system specifications and plans is that If the evidence does not accompany the specifications and plans, the specifications and plans are incomplete.
This does not mean that the project needs to spend large amounts of effort in documenting evidence of the feasibility of a simple system. The appropriate level of detail for the contents of the FED is based on the perceived risks and criticality of the system to be developed. It is NOT a "one size fits all" process, but rather a framework to help developers and stakeholders determine the appropriate level of analysis and evaluation. As with reused specifications and plans, evidence can be appropriately reused. If a more complex system than the one being reviewed has been successfully developed by the same team, a pointer to the previous project's evidence and results will be sufficient. Table 1 outlines a process that can be used for developing feasibility evidence [3] . The process clearly depends on having the appropriate work products for the phase (Step A). As part of the engineering work, high-priority feasibility assurance issues are identified that are critical to the success of the system development program (Step B). These are the issues for which options are explored, and potentially viable options further investigated (Step C). Clearly, these and the later steps are not performed sequentially, but concurrently NOTE: "Steps" are denoted by letters rather than numbers to indicate that many are done concurrently.
Since the preliminary design and plans are incomplete without the FED, it becomes a first-class project deliverable. This implies that it needs a plan for its development, and that each task in the plan needs to be assigned an appropriate earned value. If possible, the earned value should be based on the potential risk exposure costs, not the perceived available budget. Besides monitoring progress on developing the system, the project needs to monitor progress on developing the feasibility evidence. This implies applying corrective action if progress falls behind the plans, and adapting the feasibility evidence development plans to changes in the project objectives and plans. If evidence generation is going to be complex, it is generally a good idea to perform pilot assessments. The preparations for the commitment review are discussed next.
Commitment Review Process Overview
Figure 1 [3] highlights the activities that need to be performed in preparation for the review, the actual review, as well as the post-review activities and follow-up. The entry criteria include ensuring that the feasibility evidence preparation has been successfully tracking its earned value milestones. The inputs include preparing domain extensions to the core review questions, identifying committed expert reviewers for each of the review questions, and familiarizing them with the review process.
The review meeting will include not only the developer SEs and the expert reviewers, but also the stakeholder upper-management decisionmakers, who will need some context-setting before the developer responses to reviewer issues are discussed. The review exit criteria and tasks include key stakeholder concurrence on the way forward and commitment to support the next phase, as well as action plans and risk mitigation plans for the issues identified.
Fig.1. Overview of Commitment Review Process
The paper continues to summarize the content of the FED DID; to present the FED DID; to summarize experience in using successive versions of it; and to provide conclusions on its content and usage.
Content of the FED DID
The FED DID content begins with an overview, including guidelines for tailoring the FED up from the most simple version, instead of tailoring it down from the most complex version (Tailoring down from complex versions is the usual practice. It creates a situation in which the project manager's path of least resistance is not to tailor down anything, leading to extensive wasted effort on non-value-adding items).
Next, a table is provided with criteria for determining whether a project is simple, complex, or intermediate (often with simple and/or complex parts). The first section to be completed is a simple set of general project information, which can then be tailored up for more complex projects.
The main section is for the feasibility evidence. It begins with a definition of feasibility evidence: basically, evidence that the project plans and specifications are technically and economically feasible, and that they produce satisfactory outcomes for all the success-critical stakeholders. It then has subsections for a hierarchy of Goals, critical success factors (CSFs), and Questions to be assessed at major project decision points. The hierarchy enables tailoring-up from just Goals for simple projects to critical Questions for Intermediate and Complex projects.
The concluding sections provide an example of use of the framework, conclusions, and references. 
Conduct

Overview
The FED Data Item Description provides guidelines for tailoring the content of the FED to be most cost-effective for its system and project. It is not intended to be tailored down from its most detailed content. Instead, it is tailored up from the minimum-essential content for simple (S) projects, or is tailored up for intermediate (I) and complex (C) projects by selectively applying parts of the Complex content. Guidelines are provided in Table 2 for determining whether a project should use an S baseline, a full-C baseline, or a tailored I version. The level of detail in the FED should be risk-driven. If it's risky to exclude something, put it in. If it's not risky to exclude something, leave it out.
The FED and its review by independent experts is the basis for informed risk-based commitment decision making by the project's success-critical stakeholders. It is organized to apply to all of a project's commitment milestones. But its content will vary from milestone to milestone, again with a risk-driven level of detail. Figure 2 provides a set of minimum-essential data elements that are generally sufficient for simple projects. Intermediate and Complex projects would tailor these up to meet their special needs. Example extensions for lesssimple projects are also listed below as candidates for tailoring-up.
For less-simple projects, different parts may have different success-critical stakeholders and schedules. They may require contract information, formatting instructions, version indicators, tables of contents, lists of figures and tables, and pointers to subsidiary information such as applicable policies, formal expert review reports, risk mitigation plans, or other action items. 
Feasibility Evidence
The generic definition of feasibility evidence was provided in section 1. For a Simple-Level system, the feasibility evidence could be as simple as a statement such as, "the system is simpler than two others successfully developed by the same team, based on the company's in-place Enterprise Resource Planning system," along with pointers to information on the two successful systems. For Intermediate and Complex Level systems, a tailoring framework for selecting and organizing needed categories of feasibility evidence is presented next.
A DID Tailoring-Up Framework for Intermediate and Complex Systems
The tailoring framework below was developed as part of a U.S. Department of Defense (DoD) Systems Engineering Research Center (SERC) research project to develop an evidence-based systems engineering risk assessment instrument for application to DoD systems [4, 5] . It is organized into a hierarchy of Goals, critical success factors (CSFs), and Questions. This helps in tailoring-up, as less-critical aspects can be addressed at the Goal or CSF level, and more-critical aspects can be expanded as appropriate into the Question level.
This hierarchy of review questions enables projects to enter single-click higher or lower Impact levels and Evidence of Feasibility levels for each Question, enabling the assessment of its likely project risk. Thus, unimportant aspects can be dropped by assigning them a Little or No Impact level. The Impact levels are quantitative ranges of likely extra project cost to remedy the aspect's shortfall (0-2%; 2-20%; 20-40%; 40-100%), and the Evidence of Feasibility levels are quantitative levels of probability of occurrence of the aspect deficiency (0-.02; .02-2; .2-.4; .4-1.0). These enable the tool to determine a quantitative project risk exposure level for each aspect.
The framework below contains a few U.S. Department of Defense (DoD)-specific terms, reflecting the sponsorship of the research effort. These can be mapped fairly straightforwardly onto other domain terms. For example, the DoD Milestones A and B correspond fairly closely to the completion of the Exploratory and Concept stages of ISO/IEC 15288 on Systems Engineering Processes [6] and of the concurrent-engineering version of the Vee model [7] . They also correspond to the Life Cycle Objectives and Life Cycle Architecture milestones for the Rational Unified Process [8, 9] ), the Foundations and Development Commitment Reviews of the Incremental Commitment Spiral Model [10, 11] , and the Discovery and Architecture milestones of the AT&T Architecture Review Board process [12, 13] .
The DID Tailoring is unclear that any of the currently-available solutions could scale up by a factor of 1000, but it is also unclear how rapidly the future sensor network solution technology will scale up to such levels. The issue is addressed by tailoring in Question 1.4 (b), and identifying this issue as a potential risk to be analyzed by an integrated product team (IPT) of relevant experts, and assessed at the project's Preliminary Design Review (PDR) equivalent of a DoD Milestone B.This plan covers Question 2.1 (b) with respect to pre-Milestone B plans and Question 2.2 (a) with respect to the use of IPTs. Questions 2.2 (b) and (c) are tailored in to review evidence that the IPT's are appropriately staffed with experts, and that they do not over-optimize on scalability at the expense of other KPPs.. Question 2.5 (d) could be added, but it is redundant in this case and is not necessary. The remainder of the tailoringin activities follow up with the plans as prepared. With respect to CSF 3.1 on COTS evaluation and selection, tailoring in a focus on evaluating COTS products for future scalability would be worthwhile. If solution scalability is identified at the PDR as a future risk, Question 4.1 (d) on risk management could be tailored in., and followed up by Question 4.3 (c) on preparation for milestone risk reviews.
Conclusions
Having a Data Item Description for feasibility evidence as a first-class citizen provides an alternative to the current situation in which the path of least resistance is to use a set of deliverables in which evidence preparation and review is optional, and often leads to uninformed milestone decisions and subsequent project overruns. Having a DID which is tailored up from a simple version avoids the path of least resistance of accepting the full set of DID items and producing many non-value-adding evidence items. Treating evidence as a first-class deliverable implies that the evidence to be generated needs to be assessed for useful value, planned for, tracked with respect to plans, reviewed by independent experts, and used as a basis for milestone decisions. The case study shows that the process of tailoring the DID not only enables its efficient use, but also enables the project stakeholders to collaborate, better understand, and plan for addressing the key issues involved in achieving project success.
