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RSUD Salatiga is one of the government-owned hospitals in Central Java province that provide 
health services for the community, one of which is for outpatient services. In the data processing 
management RSUD Salatiga have implemented the Hospital Management Information System 
(SIMRS). Although has been used information technology, its service did not yet performed 
maximaly, so the quality of services in SIMRS needs to analyzed to find out that IT usage is running 
as expected. This study, research used the COBIT framework domain 5 Deliver, Service and 
Support. The purpose of this research are to evaluate, determine the level of capabilities, and the 
improvement strategies of  hospitals IT performance which assessed. This research using 
qualitative method and supported with PAM to show the process that need to be assesed which 
DSS01 and DSS06 these are at level 2 (Managed Process), it means that the process has been 
implemented (planned, monitored and adjusted) and the results can be well defined, controlled and 
maintained. In DSS02, DSS03, DSS04 and DSS05 are at level 1 (Performed Process) that means 
the process has already implemented and achieved. Thus COBIT 5 domain Deliver, Service and 
Support can help to evaluate the performance of IT services at the Hospital Outpatient Installation 
Salatiga. 




RSUD Salatiga adalah salah satu rumah sakit milik pemerintah provinsi Jawa Tengah yang 
menyediakan layanan jasa kesehatan bagi masyarakat yang salah satunya adalah layanan rawat jalan. 
Manajemen pengolahan data RSUD Salatiga telah menerapkan Sistem Informasi Manajemen 
Rumah Sakit (SIMRS). Meskipun sudah diterapkan teknologi informasi, pelayanan yang dilakukan 
belumlah maksimal, untuk mengetahui apakah teknologi informasi sudah berjalan sesuai dengan 
yang  diharapkan, maka dilakukan analisis terhadap kualitas layanan teknologi informasi. Penelitian 
ini menggunakan framework COBIT 5 domain Deliver, Service and Support. Tujuan penelitan ini 
adalah untuk melakukan evaluasi, mengetahui tingkat kapabilitas, dan strategi perbaikan dari kinerja 
TI RSUD yang dinilai. Metode yang digunakan adalah metode kualitatif. Hasil penelitian dari 
pengukuran tingkat kapabilitas dengan menggunakan Process Assessment Model (PAM), 
menunjukan bahwa proses-proses yang diukur yaitu DSS01 dan DSS06 berada pada level 2 
(Managed Process), berarti pada level ini proses telah diimplementasikan mulai dari (direncanakan, 
dimonitor dan disesuaikan) dan hasilnya dapat ditetapkan secara baik, dikontrol dan dijaga. Pada 
DSS02, DSS03, DSS04 dan DSS05 berada pada level 1 (Performed Process) berarti pada level ini 
proses sudah diterapkan dan mencapai tujuan prosesnya. Dengan demikian COBIT 5 domain 
Deliver, Service and Support dapat membantu melakukan evaluasi terhadap kualitas kinerja layanan 
TI pada Instalasi Rawat Jalan RSUD Salatiga. 





Pengelolaan teknologi informasi (TI) yang baik dalam sebuah organisasi atau 
perusahaan dapat meningkatkan efektivitas dan efisiensi kerja. Manfaat lain yang diperoleh 
adalah untuk membantu organisasi dalam memperoleh informasi yang kompetitif, 
menyajikan informasi dalam bentuk yang berguna serta untuk mengirim informasi ke pihak 
lain ataupun ke lokasi lain [1]. 
Rumah Sakit Umum Daerah (RSUD) Salatiga berperan sebagai pusat pelayanan 
kesehatan bagi masyarakat, khususnya di Kota Salatiga. Begitu pula dengan 
perkembangan sistem pelayanan rawat jalan terhadap keluhan pasien atau pelanggan. 
Kualitas pelayanan rawat jalan pada rumah sakit terhadap pasiennya adalah hal yang 
sangat penting, dengan adanya Teknologi Informasi yang ada pada RSUD Salatiga 
diharapkan mampu meningkatkan kepuasan, tidak hanya pegawai melainkan juga bagi 
pasien, sehingga sesuai dengan visi, misi, dan tujuan dari RSUD Salatiga, salah satunya 
adalah “Terwujudnya pelayanan prima di rumah sakit”[2]. Meskipun sudah diterapkan 
teknologi informasi, pelayanan yang dilakukan di Instalasi Rawat Jalan belum berjalan 
dengan maksimal, untuk membuktikan bagaimana Teknologi Informasi (TI) dapat 
memberikan kontribusi lebih terhadap kinerja bisnis agar tujuannya selaras dengan strategi 
bisnis organisasi maka dapat dilakukan dalam pengukuran kinerja. Hasil pengukuran kerja 
tersebut akan digunakan sebagai bahan penentuan tingkat kedewasaan dan dapat dijadikan 
dasar untuk perbaikan berkelanjutan dalam pengelolaan proses TI di organisasi [3]. 
COBIT atau Control Objectives For Information And Related Technology yang 
dikeluarkan oleh ISACA pada tahun 2012. COBIT 5 mengintergrasikan dengan 
framework lainnya, standar dan sumber daya. Diataranya, ISACA’s Val IT and Risk IT, 
Information Technology Infrastructure Library (ITIL) dan International Orgaization for 
Standardization (ISO). COBIT 5 memberikan kerangka komprehensif yang membantu 
organisasi atau perusahaan dalam mencapai tujuan dan menghasilkan nilai melalui tata 
kelola dan manajemen teknologi informasi yang efektif. COBIT 5.0 memiliki dua area 
utama yaitu area tata kelola (governance) dan area manajemen (management). COBIT 5.0 
memiliki 5 domain, yaitu (Evaluate, Direct, and Monitor) EDM, Align, Plan and Organize 
(APO), Build, Acquire and Implement (BAI) , Deliver, Service and Support (DSS) dan  
Monitor, Evaluate and Assess (MEA). Setiap domain memiliki sub-sub domain, seperti 
DSS memiliki sub domain Manage operations, Manage service requests and incidents, 
Manage problems, Manage continuity, Manage security services dan Manage business 
process controls [4]. Penelitian ini berfokus pada DSS yang menitikberatkan pada proses 
pelayanan TI dan dukungan teknisnya yang meliputi keamanan sistem, kesinambungan 
layanan, pelatihan dan pengelolaan data yang sedang berjalan pada RSUD Salatiga. 
 
2. Tinjauan Pustaka 
 
Penelitian terdahulu yang dapat mendukung penelitian ini berjudul “Evaluasi Tata 
Kelola Teknologi Informasi dengan Menggunakan COBIT 4.1 Domain Monitor and 
Evaluate Studi Kasus : Rumah Sakit Umum Daerah Salatiga”. Tujuan penelitian tersebut 
adalah melakukan evaluasi terhadap tata kelola TI yang menekan pada pentingnya semua 
proses TI perlu dikases secara berkala untuk menjaga kualitas dan kesesuaian dengan 
standar yang sudah dietapkan melalui domain monitor and evaluate. Penelitian tersebut 
menggunakan metode deskriptif kuantitatif dengan menyebarkan kuisoner. Hasil penilaian 
dari penelitian tersebut diperoleh dari marturity level bahwa pada domain ME1 monitor 
dan evaluasi kinerja TI berada pada posisi 0.86 yaitu non-existent , domain ME2 monitor 
dan evaluasi pengendalian internal berada pada posisi 1.40 yaitu initial, ME3 monitor dan 
evaluasi memastikan pemenuhan terhadap pemenuhan kebutuhan eksternal berada pada 
posisi 1.1 yaitu initial, ME4 monitor dan evaluasi penyediaan tata kelola TI berada pada 
posisi 0.73 yaitu non-existent[5]. 
Perbedaan dengan penelitian tersebut dengan penelitian sekarang ini adalah penelitian 
tersebut menggunakan Framework COBIT 4.1 domain Monitor and Evaluate. Tujuan 
penelitian tersebut adalah untuk melakukkan evaluasi kinerja sistem informasi, sedangkan 
peneliti saat ini menggunkan Framework COBIT 5.0 domain Delivery, Service and 
Support. DSS menerima solusi yang akan digunakan oleh pengguna akhir (end user). 
Domain ini berkaitan dengan dukungan layanan yang dibutuhkan meliputi pelayanan, 
pengelolaan keamanan dan kelangsungan, dukungan layanan bagi pengguna, manajemen 
data dan fasilias operasional. Penelitian tersebut menggunaan metode kualitatif dengan cara 
melakukan obervasi, kuisoner dan wawancara dalam mengumpulkan data. 
Penelitian kedua berjudul “Analisis Audit Sistem Informasi Berbasis COBIT 5 Pada 
Domain  Deliver, Service, and Support (DSS) (Studi Kasus: SIM-BL di Unit CDC PT 
Telkom Pusat. Tbk)”. Tujuan penelitian tersebut adalah melakukan audit untuk 
mengevaluasi, menilai kapabilitas, dan menyusun rekomendasi terhadap tata kelola TI-
nya. Peneliti menggunakan metode kuantitatif dengan cara melakukan wawancara dan 
kuisoner dalam mengumpulkan data-data. Dari hasil audit, diketahui ada 1 proses yang 
mempunyai Level kapabilitas 3 yaitu DSS04, ada 5 proses yang mempunyai Level 
kapabilitas 4 yaitu DSS01, DSS02, DSS03, DSS05 dan DSS06. Level capability 
keseluruhan yang diperoleh berdasarkan keseluruhan rata-rata adalah 4, yang berarti 
sebagian besar aktifitas pada domain DSS untuk Bina Lingkungan SGM CDC PT Telkom 
telah dilakukan, ada standar penerapan dalam melakukan proses tersebut, telah termonitor, 
terukur, dan telah dilakukan perencanaan prediksi kedepan sudah berjalan dengan baik[6]. 
 Perbedaan penelitian tersebut dengan penelitian sekarang ini tidak hanya menggunakan 
wawancara dan kuisoner tetapi juga observasi dan menggunakan metode kualitatif. 
Penelitian tersebut berfokus pada analisis audit sistem informasi sedangkan peneliti 
sekarang berfokus pada  tata kelola teknologi informasi.  
Penelitian ketiga yaitu berjudul “Analisis Tingkat Kapabilitas Sistem Informasi Rumah 
Sakit Berdasarkan COBIT 5 (MEA 01) Pada RSUD Tugurejo Semarang”. Tujuan dari 
penelitian tersebut adalah untuk mengetahui tingkat kapabilitas dan strategi perbaikan 
untuk proses pengawasan, evaluasi dan penilaian kinerja dan kesesuaian TI. Metode 
pengumpulan data penelitian ini dengan menggunakan studi dokumen, kuisoner dan 
wawancara kemudian dianalisis tingkat kapabilitas dan kesenjangan. Tingkat kapabilitas 
yang didapat dari hasil penelitian yaitu berada level 2 (managed). Hal ini menunjukkan 
bahwa proses pengawasan, evaluasi dan penilaian kinerja, dan kesesuaian TI berada pada 
tahap dikelola[7]. 
Perbedaan penelitian tersebut dengan penelitian sekarang ini adalah penelitian tersebut 
menggunakan COBIT  5 domain Monitor, Evaluate, and Assess (MEA)  yang berfokus pada 
MEA 01 sedangkan peneliti sekarang ini menggunakan COBIT 5 domain Delivery, 
Service and Support. Metode yang digunakan peneliti sekarang tidak hanya studi 
dokumen, kuisoner dan wawancara melainkan menggunakan observasi. 
Berdasarkan penelitian sebelumnya dapat menjadi acuan bagi penulisan penelitian ini, 
untuk melakukan evaluasi terhadap kualitas layanan teknologi informasi RSUD dengan 
menggunakan Framework COBIT 5.0 pada domain Delivery, Service and Support. 
Menurut ISACA(2012), COBIT memiliki lima prinsip, yaitu memenuhi kebutuhan 
Stakeholder, melingkupi tata kelola dan proses kerja End-to-End Enterprise, 
menggunakan sebuah kerangka kerja yang terintegrasi, melakukan pendekatan secara 
menyeluruh untuk  tata kelola dan manjemen dan memisahkan tatakelola dari 
manajemen[8]. 
COBIT 5.0 memiliki 5 domain yang terbagi dalam domain governance dan  
management, masing- masing domain memiliki proses untuk mencapai tujuannya, yaitu 
domain Evaluate, Direct, and Monitor (EDM) terdapat 5 proses, Align, Plan and Organize 
(APO) terdapat 13 proses, Build, Acquire and Implement (BAI) terdapat 10 proses, 
Deliver, Service and Support (DSS) terdapat 6 proses, Monitor, Evaluate and Assess 
(MEA) terdapat 3 proses. COBIT 5.0 yang berfokus pada DSS terdiri dari enam Control 
Objective, yaitu : [9] 
1. DSS 1 - Manage Operation  
Pada proses ini melakukan koordinasi dan melaksanakan kegiatan dan prosedur 
operasional yang dibutuhkan untuk memberikan layanan TI bagi internal dan 
outsourcing. Termasuk pelaksanaan prosedur standar operasi dan kegiatan pemantauan 
yang dibutuhkan. 
2. DSS 2 - Manage Services Requests and Incidents 
Pada proses ini memberikan respon yang tepat waktu dan efektif untuk permitaan 
pengguna dan resolusi semua aktivitas atau kejadian. 
3. DSS 3 - Manage Problems 
Pada proses ini mengidentifikasi dan mengklasifikasi masalah, penyebab masalah dan 
memberikan solusi perbaikan yang tepat. 
4. DSS 4 - Manage Continuity 
Pada proses ini membangun dan memelihara rencana yang memungkinkan bisnis dan 
TI menanggapi kejadian dan gangguan sehingga dapat melanjutkan proses operasi 
bisnis, menjaga ketersediaan informasi pada organisasi. 
5. DSS 5 - Manage Sequrity Services 
Pada proses ini melindungi informasi organisasi untuk mempertahankan tingkat 
resiko keamanan informasi yang dapat diterima organisasi sesuai dengan kebijakan 
keamanan. 
6. DSS 6 - Manage Bussines Process Cotrols 
Pada proses ini mendefinisikan dan mempertahakan kontrol proses bisnis yang tepat 




 RACI (Responsible, Accountable, Consulted, Informed) Chart adalah matrik dari 
semua aktivitas dan wewenang pada organisasi yang membantu dalam mengambil 
keputusan. Berikut penjelasan mengenai diagram RACI : [9] 
1. R (Responsible) 
Merupakan bagian pelaksana yang bertanggung jawab melaksanakan dan 
menyelesaikan tugas yang menjadi tanggung jawabnya. 
2. A (Accountable) 
Merupakan pihak yang harus mengarahkan jalannya aktivitas. 
3. C (Consulted) 
Merupakan pihak yang akan memberikan konsultasi atau saran selama pelaksanaan 
aktivitas. 
4. I (Informed) 
Merupakan pihak yang menerima informasi mengenai pelaksanaan akivitas. 
    
 
 Mapping COBIT 5 
 Hubungan antara tujuan dan strategi bisnis dengan TI haruslah sejalan, maka dari itu 
tujuan TI harus mendukung tujuan bisnis. Dilakukan mapping antara strategi bisnis RSUD 
dengan Enterprise Goals, IT-related Goals dan Process Control. Beberapa tahapan mapping 
atau pemetaan adalah sebagai berikut : 
1. Mapping antara tujuan bisnis dengan Enterprise Goals. 
Mapping tujuan bisnis dengan COBIT 5 adalah langah awal dalam melakukan analisa 
tujuan bisnis RSUD dengan Enterprise Goals. Pemetaan dilakukan dengan 
menggunakan IT Balanced Skorcard berdasarkan empat perspektif. Jika hubungan 
keterkaitan antara tujuan perusahaan yang menjadi objek dengan Enterprise Goals yang 
terpilih pada COBIT 5 sangat kuat, maka diberi tanda “P” yang berarti primary. Jika 
terdapat hubungan yang tidak dominan, maka diberi tanda “S” yang berarti secondary. 
Jika tidak ada hubungan sama sekali maka dikosongkan. 
2. Mapping Enterprise Goals dengan IT-related Goals. 
Mapping Enterprise Goals dengan IT-related Goals adalah untuk memetakan dari hasil 
Enterprise Goals ke dalam IT-related Goals yang masing-masing terdiri dari 17 goals. 
Jika hubungan keterkaitan antara IT-related Goals yang menjadi objek dengan 
Enterprise Goals yang terpilih pada COBIT 5 sangat kuat, maka diberi tanda “P” yang 
berarti primary. Jika terdapat hubungan yang tidak dominan, maka diberi tanda “S” 
yang berarti secondary. Jika tidak ada hubungan sama sekali maka dikosongkan. 
3. Mapping IT-Related Goals dengan Process Control 
Mapping ini berfokus pada IT-Related Goals dengan domain DSS yang akan 
menghasilkan skor hasil proses mapping dari domain DSS mana saja yang akan dari 
digunakan pada tahap selanjutnya.  
 
Process Assessment Model (PAM) 
PAM adalah model dua dimensi yang terdiri dari dimensi kapabilitas dan dimensi 
proses. PAM digunakan sebagai dasar untuk penilaian kemampuan proses TI. Ada dua jenis 
indikator penilaiannya, yaitu : [9] 
1. Indikator proses atribut kapabilitas atau kemampuan (Process Capability Attribute) 
untuk kemampuan tingkat 0 sampai 5. Indikator proses atribu kapabilitas digunakan di 
proses penilaian kapabilitas COBIT 5 berupa : 
a.  Praktik Umum (Generic Practice (GP)) 
b.  Hasil Kerja Umum (Generic work Product (GWP)) 
2. Indikator proses kinerja (process performance) untuk kemampuan tingkat satu, antara 
lain base practice dan work product. 
 
Process Capability Model (PCM) 
Process Capability Model digunakan untuk mengukur tingkat kematangan IT 
enterprise, diadopsi dari ISO/IEC 15504 sebagai standar proses penilaian. Process 
Capability Model menyediakan pengukuran performasi pada proses-proses pada area 
governance dan management. Terdapat enam tingkat kapabilitas model. Tingkat 
kapabilitas suatu proses diukur berdasarkan penilaian terhadap process attributes (PA) 
pada setiap level.  Setiap atribut mendefinsikan aspek tertentu dari kapabilitas proses. PA 
digunakan untuk menilai apakah proses telah mencapai tujuan atau belum. Namun tidak 
berlaku pada level 0 yaitu incomplete karena pada level ini tidak dijalankan atau gagal 
dalam mencapai tujuan proses sehingga tidak memiliki atribut. Berikut tingkat dari 
Process Capability Model beserta PA pada setiap proses : [10]. 
a. Level 0 – Proses Tidak Lengkap (Incomplete Process)  
b. Level 1 – Proses Dilakukan (Performed Process) 
 PA 1.1 Process Performance 
c. Level 2 – Proses dikelola (Managed Process) 
 PA 2.1 Performance Management 
 PA 2.2 Work Product Management 
d. Level 3 – Proses Ditetapkan (Established Process) 
 PA 3.1 Process Definition 
 PA 3.2 Process Deployment 
e. Level 4 – Proses Dapat Diramalkan (Predictable Process) 
 PA 4.1 Process Measurement 
 PA 4.2 Process Control 
f. Level 5 – Proses Dioptimalkan ( Optimising Process) 
 PA 5.1 Process Innovation 
 PA 5.2 Process Optimization 
Setiap Process Attributes (PA) yang dinilai akan menghasilkan empat level rating poin 
sebagai berikut : 
a. N - Not achieved, apabila hasil penilaian antara 0% - 15% 
b. P - Partially achieved, apabila hasil penilaian >15% - 50% 
c. L - Largerly achieved, apabila hasil penilaian >50 – 85% 
d. F - Fully achieved, apabila hasil penilaian >85% - 100% 
 
3. Metode Penelitian 
 
Metode penelitian yang digunakan dalam melakukan penelitian adalah menggunakan 
metode kualitatif. Metode kualitatif dinamakan metode baru, karena popularitasnya belum 
lama, dinamakan metode postpositivistik karena berlandaskan pada filsafat 
postpositivisme. Metode ini disebut juga sebagai metode artistik, karena proses penelitian 
lebih bersifat seni (kurang terpola), dan disebut sebagai metode interpretive karena data 







































            
             
 
Gambar 1 Tahapan Penelitian                      
Tahap awal, dimulai dari proses analisis kebutuhan dan mempersiapkan penelitian, 
melakukan perencanaan penelitian seperti menentukan tujuan penelitian, mengidentifikasi 
masalah, serta menyiapkan literatur yang dibutuhkan, termasuk  surat-surat yang 
dibutuhkan dalam penelitian terhadap objek. 
Tahap studi literatur, dilakukan dengan mengumpulkan dan mempelajari literatur yang 
berhubungan dengan framework COBIT 5 dan studi organisasi yaitu mengenai proses 
bisnis, tujuan dan visi misi organisasi agar dapat membantu memahami materi yang terkait 
serta digunakan untuk menyelesaikan masalah.                                                                    
Proses pengumpulan data, pada tahap ini menggunakan beberapa jenis data, yaitu data 
primer dan sekunder. Data primer diperoleh dari wawancara pada pihak yang terkait di 
RSUD, observasi  mengamati langsung pada objek di lapangan, membandingkan serta 
memperkuat dokumen-dokumen yang diperoleh serta hasil wawancara dan hasil kuisoner. 
Pernyataan kuisoer dibuat berdasarkan aktivitas pada setiap domain Delivery, Service and 
Support. Pada tahap ini ditentukan tabel RACI untuk memudahkan dalam menyebarkan 
kuisoner dan untuk mengetahui pihak siapa saja yang terlibat, siapa yang melaksanakan 
(Responsible), yang bertanggungjawab (Accountable), yang memberi masukan 
(Consulted), dan siapa yang diinformasikan (Informed). Kuisoner diberikan kepada 8 
responden sesuai dengan RACI di RSUD. Kuisoner diberikan ke Kasubag SIMRS, staf 
SIMRS, Koordinator Instalasi Rawat Jalan, staf pelayanan pelanggan atau pasien (3 
orang). Sedangkan data sekunder diperoleh seperti dari berbagai dokumen-dokumen resmi 
dari profil RSUD yaitu visi, misi dan tujuan RSUD. Visi dari RSUD Salatiga adalah 
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Pengolahan dan Analisis Data 
-Mapping  COBIT 5                                                                 -
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Persiapan penelitian               
Analisa kebutuhan 
Mewujudkan Rumah Sakit pendididkan yang mandiri sebagai pilihan utama dengan 
pelayanan yang bermutu, sedangkan Misi RSUD Salatiga adalah  
1. Menyelenggarakan Pelayanan Kesehatan paripurna, berhasil guna dan berdaya guna 
2. Melaksanakan proses Perubahan terus menerus dalam pemenuhan kebutuhan     
pelayanan prima 
3. Meningkatkan kualitas sumber daya manusia melalui pendidikan kedokteran 
berkelanjutan sesuai dengan kebutuhan stratejik 
4. Menyelenggarakan pendidikan, pelatihan dan penelitian pengembangan Ilmu 
Kedokteran 
5.  Meningkatkan Kesejahteraan Karyawan 
Tujuan dari RSUD Salatiga adalah 
1. Terwujudnya RSUD Kota Salatiga sebagai Pusat Pendidikan dan Rujukan Pelayanan 
Kesehatan yang memenuhi standard fisik, peralatan medis, tehnik dan administrasi 
manajemen 
2.   Terwujudnya pelayanan prima di rumah sakit 
3.   Meningkatkan kualitas sumber daya manusia 
4.   Meningkatkan kepuasan dan keselamatan pasien 
5.  Tersedianya eviden base dengan menerapkan Sistem Informasi Manajemen Rumah 
Sakit lebih bermutu sehingga dapat mendukung pelayanan 
6.  Meningkatnya pelaksanaan system reward and punishment dalam mewujudkan 
kinerja rumah sakit dan kesejahteraan karyawan 
Proses pengolahan dan analisa data. Dari semua data yang sudah diperoleh kemudian 
dikumpulkan dan diolah secara sistematis untuk mengetahui kondisi existing mulai dari 
melakukan mapping antara strategi bisnis RSUD dengan Enterprise Goals, Enterprise 
Goals dengan IT-related Goals dan IT-related Goals dengan Process Control untuk 
menentukan domain mana yang akan digunakan dalam penelitian, didapatkan domain 
Delivery, Service and Support dari proses tersebut, hasil kuisoner, wawancara, observasi, 
mengedit, mengklarifikasi, menyajikan data dan menyimpulkan data serta 
membandingkannya dengan proses-proses yang ada pada domain Delivery, Service and 
Support. Kemudian melakukan analisa pada capability level dengan menggunakan 
Process Assessment Model. Analisa capability level digunakan untuk mengukur tingkat 
kematangan pada sistem. Analisa kesenjangan (Gap Analysis) dilkukan untuk mencari 
selisih antara level tingkat kapabilitas yang diperoleh saat ini dengan tingkat yang 
diharapkan. 
Proses membuat dan menyusun temuan dan rekomendasi berdasarkan hasil pengolahan 
dan analisis data pada proses yang dilakukan pada tahap sebelumnya. Temuan dan 
rekomendasi disusun berdasarkan standart COBIT 5.  
Kesimpulan, berdasarkan dari hasil analisa data dan kemudian menghasilkan 
rekomendasi, maka dilakukan penyimpulan yang berupa temuan hasil penelitian dan 











4. Hasil dan Pembahasan 
 
Berikut adalah hasil Mapping antara IT-related Goals dengan Process Control COBIT 
5 yang juga berdasarkan visi, misi dan tujuan RSUD. 
 
Tabel 1 Mapping IT-related Goals dengan Process Control COBIT 5 
 
Berdasarkan Tabel 1 tersebut dapat diketahui bahwa semua domain DSS terpilih dalam 
proses penelitian selanjutnya. Diketahui adanya keterkaitan antara setiap domain process 
dengan IT-related Golas ditunjukkan dengan adanya tanda P (Primary) yang terletak pada 
BSC Dimension Financial,Customer dan Internal.  
1. Domain DSS01 memiliki keterkaitan dengan IT-related Goals yaitu mengelola TI 
terkait risiko bisnis, pengiriman layanan TI sejalan dengan kebutuhan bisnis dan 
optimalisasi aset TI, sumber daya dan kemampuan. Dalam domain ini hal tersebut 
penting dilakukan dalam mengelola operasi pada Instalasi Rawat Jalan agar sesuai 
dengan tujuan bisnis RSUD. 
2. DSS02 memiliki keterkaitan dengan IT-related Goals yaitu mengelola TI terkait risiko 
bisnis dan pengiriman layanan TI sejalan dengan kebutuhan bisnis. Dalam mengelola 
permintaan layanan dan insiden hal tersebut penting untuk dilakukan karena 
menyangkut risiko masalah yang terjadi pada saat keberlangsungan aktivitas serta 
kepuasan pelanggan. 
3. DSS03 memiliki keterkaitan dengan IT-related Goals yaitu mengelola TI terkait risiko 
bisnis, pengiriman layanan TI sejalan dengan kebutuhan bisnis dan optimalisasi aset 
TI, sumber daya dan kemampuan dan ketersediaan informasi yang dapat dipercaya dan 
bermanfaat bagi pengambilan keputusan.  
4. DSS04 memiliki keterkaitan dengan IT-related Goals yaitu mengelola TI terkait risiko 
bisnis, pengiriman layanan TI sejalan dengan kebutuhan bisnis dan ketersediaan 
informasi yang dapat dipercaya dan bermanfaat bagi pengambilan keputusan. Dengan 
mengelola kelangsungan layanan diharapkan dapat menanggapi masalah atau kejadian 
yang timbul dengan baik agar pelayanan di rumah sakit tetap berjalan. 
5. DSS05 memiliki keterkaitan dengan IT-related Goals yaitu kepatuhan IT dan dukungan 
untuk kepatuhan bisnis dengan hukum dan peraturan eksternal dan mengelola TI terkait 
risiko bisnis. Pada proses ini melindungi informasi organisasi untuk mempertahankan 
tingkat resiko keamanan informasi yang dapat diterima organisasi sesuai dengan 
kebijakan keamanan. 
6. DSS06 memiliki keterkaitan dengan IT-related Goals yaitu mengelola TI terkait risiko 
bisnis dan pengiriman layanan TI sejalan dengan kebutuhan bisnis.  Domain ini 
COBIT 5 Process 
IT - related Goals 
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dilakukan untuk mempertahakan kontrol proses bisnis yang tepat untuk memastikan 
bahwa informasi memenuhi persyaratan pengendalian informasi yang relevan. 
Penentuan responden dalam pengukuran capability level perlu dilakukan agar diketahui 
siapa saja responden yang akan memberikan informasi terkait teknologi informasi yang 
digunakan di RSUD. RACI yang dibuat didasarkan pada kerangka COBIT 5. Berikut daftar 
responden berdasarkan RACI dapat dilihat pada Tabel 2. 
 
Tabel 2 Tabel RACI 
 
Fungsional COBIT RACI Chart                  Fungsional  Organisasi 
Head of IT Operations                        Kasubag SIMRS 
Head of IT Development                     Kasubag SIMRS 
Head of IT Administrations                Staf SIMRS 
Bussiness Executive                            Koordinator Instalasi Rawat Jalan 
                                                            Staf pelayanan pasien 
 
Temuan COBIT 5.0 domain Delivery, Service and Support 
Penilaian terhadap semua proses COBIT 5 yang terpilih sesuai dengan panduan COBIT 
Self-Assessment Guide, domain yang terpilih yaitu domain Delivery, Service and Support. 
Domain Delivery, Service and Support memiliki lima sub-domain. Temuan diperoleh dari 
hasil wawancara dan kuisoner yang dijelaskan dalam kondisi existing pada setiap sub-
domain dari hasil analisa Process Assessment Model. Berikut temuan dari sub-domain satu 
sampai lima.  
 
Tabel 3 Kondisi Existing DSS01 Manage Operations 
 
  Proses                                                          Kondisi existing 
DSS01 Terdapat Standart Operasional Procedure (SOP) untuk mendukung 
aktivitas layanan di Instalasi Rawat Jalan. 
 Mematuhi dan menjalankan jadwal aktivitas operasional seperti melakukan 
absensi rutin. 
 Memastikan bahwa standar keamanan yang digunakan telah sesuai 
dengan kebijakan keamanan dan peraturan RSUD.  
  Memastikan  bahwa seluruh data yang digunakan untuk pengolahan telah 
diterima dan diproses sepenuhnya, akurat dan tepat waktu dan memberikan 
output yang sesuai dengan RSUD. 
 Sudah dilakukan monitoring tetapi belum menetapkan metode yang tepat 
untuk melakukan monitoring terhadap infrastruktur TI. 
 Memastikan bahwa fasilitas TI berada pada lokasi yang aman terhadap risiko 
pencurian, perusakan dan bahan kimia. 
 Mengelola Fasilitas TI diatur dalam System Operating Procedure (SOP) dan 
System Maintenance.  
 
Tabel 4 Kondisi Existing DSS02 Manage Services Requests and Incidents 
 
 
Tabel 5 Kondisi Existing DSS03 Manage Problems 
 
  Proses                                                         Kondisi exsisting 
DSS03 SIMRS melakukan identifikasi dan klasifikasi terhadap sumber masalah TI 
yang muncul. Setelah diketahui penyebab atau sumber masalah teridentfikasi, 
segera dilakukan penanganan. Misal jika terjadi error ada beberapa 
kemungkinan, bisa terjadi karena pihak BPJS yang sedang melakukan update 
atau perbaikan, atau dari pihak SIMRS sendiri. Akibat masalah tersebut 
  Proses                                                           Kondisis existing 
DSS02 SIMRS menentukan klasifikasi insiden dan permintan layanan serta skema 
untuk melakukan penanganan dengan cara menangani melalui telepon dan 
datang secara langsung ke tempat kejadian. 
 Memprioritaskan permintaan layanan dan insiden sesuai dengan tingkat 
urgensinya. 
 Melakukan analisa dan mengkalsifikasikan permintaan layanan dan insiden 
dengan mengidentifikasi jenis masalah. 
 Melakukan identifikasi gejala untuk memperoleh penyebab insiden atau 
masalah yang paling sering muncul, agar diketahui apakah gejala tersebut 
bersifat sementara atau permanen sehingga dapat dilakukan antisipasi 
penanganan untuk ke depannya.   
 Melakukan tindakan pemulihan dari insiden yang terjadi dan melakukan 
dokumetasi insiden dan menilai apakah gejala yang ditimbulkan dapat 
digunakan untuk pengetahuan di masa yang akan datang. 
 Mengakhiri atau menutup masalah setelah mendapatkan konfirmasi 
keberhasilan dalam menyelesaikan masalah terhadap pihak yang terkait.  
 Melakukan penelusuran terhadap insiden dan penanganan permintaan serta 
melakukan analisa terhadap insiden yang terjadi dan permintaan layanan 
berdasarkan jenis atau kategori masalah. 
aktivitas bisnis menjadi terhambat dan harus memerlukan waktu untuk 
menanganinya. 
 Membuat laporan untuk menginformasikan kemajuan terhadap penanganan 
masalah, tetapi laporan tersebut tidak rutin dilakukan. 
 Menyelesaikan dan mengakhiri masalah setelah mendapatkan konfirmasi 
keberhasilan dalam menyelesaikan masalah terhadap pihak yang terkait.  
 Melakukan review terhadap penanganan masalah dan keberhasilan dalam 
menyelesaikan masalah atau insiden, tetapi pelaksanaan reveiw tidak rutin 
dilakukan. 
 Dalam penyaluran bantuan layanan insden pada aktivitas yang sedang 
berlangsung mengalami kendala, yaitu tidak adanya tim survey khusus untuk 
menangani insiden yang terjadi. 
 Memastikan bahwa penanggung jawab melakukan pertemuan atau rapat 
secara rutin untuk membahas masalah yang terjadi dan perubahan yang 
direncanakan di masa depan serta membuat laporan untuk memonitor 
penyelesaian masalah, tetapi pada kenyataannya rapat dan pembuatan laporan 
tidak rutin diadakan. 
 
Tabel 6 Kondisi Existing DSS04 Manage Continuity 
 
  Proses                                                        Kondisi existing 
DSS04 Mengidentifikasi peran dan tanggung jawab dalam kelangsungan bisnis dan 
ruang lingkup sudah ditentukan. 
 SIMRS berusaha semaksimal mungkin untuk kelangsungan layanan yang 
diberikan. Terbukti dengan diadakannya pelatihan bagi user atau pegawai 
tentang penggunaan aplikasi. 
 SIMRS mengidentifkasi kemungkinan ancaman yang dapat menyebabkan 
hilangnya kelangsungan aktivitas bisnis dan mengidentifikasi langkah-
langkah yang dapat meminimalisir masalah dan dampak melalui proses 
pencegahan dan ketahanan.  
 SIMRS melakukan analisa dampak aktivitas bisnis untuk mengevaluasi 
terhadap masalah  bisnis dari waktu ke waktu serta dampak yang timbul 
karena masalah tersebut. 
 Informasi bisnis berguna untuk penyelarasan aktivitas layanan TI dengan 
tujuan bisnis sehingga dapat menentukan waktu minimum yang diperlukan 
untuk memulihkan aktivitas bisnis dan dukungan TI berdasarkan lamanya 
gangguan pada aktivitas bisnis yang masih dapat diterima dan waktu 
maksimum gangguan yang dapat ditoleransi. 
 Review report terhadap rencana kelangsungan bisnis dilaporkan saat 
dilakukan rapat koordinasi SIMRS yang seharusnya diadakan dua minggu 
sekali, tetapi pada kenyataannya rapat koordinasi tidak rutin dilakukan. 
 Membuat rekomendasi dan mengkomunikasikan jika terdapat perubahan 
dalam kebijakan, rencana, peran dan tanggung jawab. 
 SIMRS memastikan aplikasi yang akan digunakan telah melalui tahap 
pengujian serta diadakannya pelatihan yang dilakukan bagi pegawai baru 
dan pelatihan bagi karyawan lama apabila terjadi update pada aplikasi yang 
digunakan. 
 Pengujian dan arsip data dan backup data dilakukan secara periodik. 
 
Tabel 7 Kondisi Existing DSS05 Manage Security Services 
 
Proses                                                 Kondisi existing 
DSS05 Dalam menjaga keamanan sistem komputer terhadap serangan virus atau 
malware pihak SIMRS menggunakan anti virus Shadow Defender. 
 SIMRS telah memastikan keamanan jaringan dan keamanan sistem yang 
baik dapat membantu memenuhi kelangsungan dan kebutuhan bisnis. 
 RSUD memliki server sendiri yang berada di kantor SIMRS. 
 Belum ada batasan hak akses bagi user atau pegawai yang menggunakan 
komputer karena setiap komputer yang digunakan user memiliki akun yang 
sama, sehingga user yang lain pun dapat dengan mudah mengaksesnya. 
 Adanya rekam medik secara manual yang disimpan pada ruang khusus dan 
rekam medik otomatis pada komputer yang akan langsung tersimpan di 
server. 
 SIMRS telah melakukan monitoring terhadap keamanan infrastruktur TI 
pada Instalasi Rawat Jalan, tetapi aktivitas monitoring tidak rutin dilakukan.  
 
Tabel 8 Kondisi Existing DSS06 Manage Business Process Controls 
 
   Proses                                                   Kondisi existing 
DSS06 Penyelarasan aktivitas kontrol dan tujuan yang terdapat pada proses bisnis 
Instalasi Rawat Jalan mengacu pada kebijakan RSUD dan Peraturan Mentri 
Kesehatan Salatiga. 
 Informasi dikumpulkan diproses dan disimpan pada elektronik komputer dan 
ditransmisikan di seluruh jaringan ke komputer lain. 
 SIMRS tidak rutin dalam melakukan pengawasan terhadap insiden, eror atau 
masalah TI di Instalasi Rawat Jalan dikarenakan jumlah tenaga kerja yang 
kurang memadai.  
 Peran, tanggung jawab, hak akses dan tingkat kewenangan telah 
didefinisikan dan telah terdapat pada SOP. 
 Laporan hasil peninjauan terhadap aktivitas proses bisnis Instalasi Rawat 
Jalan dilaporkan oleh user atau pegawai kepada pihak SIMRS dan SIMRS 
akan dilakukan rapat koordinasi untuk melakukan koreksi dan evaluasi. 
 Terdapat rekaman CCTV dalam memantau aktivitas kelangsungan bisnis 
pada Instalasi Rawat Jalan. Belum ada rekaman sistem informasi yang 
digunakan untuk memastikan jejak kegiatan informasi dan pertanggung 
jawaban. 
 
Analisis yang sudah dilakukan berdasarkan Process Assessment Model dan persyaratan 
tingkat kapabilitas maka didapatkan hasil dari proses DSS001, DSS02, DSS03, DSS04, DSS05 
dan DSS06. Berikut rangkuman hasil penilaian capability level pada keseluruhan proses 
domain Deliver, Service and Support dalam tabel Process Assessment Results. 
 
Tabel 9 Process Assessment Result 
Process Assessment Result di atas diketahui bahwa DSS01 dan DSS06 berada pada level 
2 (Managed Process), berarti pada level ini proses telah diimplementasikan mulai dari 
(direncanakan, dimonitor dan disesuaikan) dan hasilnya dapat ditetapkan secara baik, dikontrol 
dan dijaga. Pada DSS02, DSS03, DSS04 dan DSS05 berada pada level 1 (Performed Process) 
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Analisis GAP 
Analisis gap dilakukan untuk mengetahui perbedaan proses yang sudah dicapai dengan 
target yang ingin dicapai oleh RSUD pada Instalasi Rawat Jalan sehingga dalam penelitian 
diketahui kekurangan dari proses tersebut dan memberikan rekomendasi untuk memperbaiki 
kekurangan yang ada. Analisa gap disajikan dalam diagram batang agar lebih mudah dipahami 







Gambar 2 Level as is dan to be 
Gambar diagram batang tersebut dapat diketahui bahwa kondisi existing (as is) TI pada 
Instalasi Rawat Jalan RSUD Salatiga pada domain DSS01 dan DSS06 berada pada level 2 
(Managed Process) dan yang ingin dicapai (to be) adalah level 3 (Established Process) 
sedangkan DSS02, DSS03, DSS04, dan DSS05 berada pada level 1 (Performed Process) dan 
yang ingin dicapai (to be) adalah level 2 (Managed Process). Berdasarkan dari perbandingan 
hasil sekarang ini dengan yang ingin dicapai didapatkan gap sebesar 1. Untuk mencapai level 
yang diharapkan maka RSUD mengharapkan adanya perbaikan terhadap pengelolaan TI yang 
meliputi komunikasi, sumber daya TI dan fasilitas TI.  
 
Rekomendasi 
Berdasarkan hasil pengolahan data dan temuan dari proses wawancara dan kuisoner, maka 
didapatkan rekomendasi untuk perbaikan TI ke depannya. Berikut rekomendasi yang 
diperoleh. 
 
Tabel 10 Rekomendasi DSS01 Manage Operasional 
 
Proses                                                        Rekomendasi 
DSS01 SIMRS harus lebih rutin dalam melakukan monitoring atau pemantauan  dan 
perlindungan terhadap fasilitas TI, jangan menunggu ketika adanya 
gangguan atau masalah sehingga kelangsungan aktivitas bisnis pada Instalasi 
Rawat Jalan dapat berjalan dengan baik. 
 Membuat metode yang tepat untuk melakukan monitoring terhadap fasilitas 
TI. Contohnya dengan cara membuat mekanisme monitoring dan jadwal 








DSS01 DSS02 DSS03 DSS04 DSS05 DSS06
to be
as is
 Peraturan tentang kerapian dan kebersihan di lingungan fasilitas TI perlu 
ditingkatkan agar karyawan juga dapat membantu melindungi fasilitas TI 
sehingga dapat meminimalisir bahaya yang dapat muncul. 
 
Tabel 11 Rekomendasi DSS02 Manage Services Requests and Incidents 
 
  Proses                                                   Rekomendasi 
DSS02 Melakukan perbaikan terhadap fasilitas TI dari hardware dan software. 
Untuk memenuhi permintaan layanan dengan lebih baik, sebaiknya tim 
SIMRS datang menuju tempat permasalahan jangan melalui telepon saja 
sehingga masalah dapat cepat ditangani sehingga aktivitas bisnis tidak 
tertunda terlalu lama. 
 SIMRS menentukan metode yang tepat untuk melakukan permintaan 
layanan terkait insiden atau masalah TI sehingga penyelesaian penanganan 
menjadi efisien dan efektif. Contohnya membuat kebijakan dalam 
melakukan permintaan layanan 
 
Tabel 12 Rekomendasi DSS03 Manage Problems 
 
   Proses                                                    Rekomendasi 
DSS03 Meningkatkan komunikasi antara pihak SIMRS dengan pihak BPJS dalam 
kelangsungan proses bisnis sehingga jika terjadi kesalahan atau update pada 
aplikasi tidak mengganggu selama aktivitas proses bisnis berlangsung.  
 Pembuatan laporan atau dokumentasi seharusnya dilakukan secara rutin agar 
diketahui apakah ada peningkatan atau tidak dalam menangani perbaikan 
masalah. 
 
Tabel 13 Rekomendasi DSS04 Manage Continuity 
 
Proses                                                        Rekomendasi 
DSS04 Melakukan penambahan tenaga kerja TI, sehingga ada tim khusus untuk 
menangani masalah atau insiden di Instalasi Rawat Jalan agar penanganan 
masalah lebih efektif. 
 Rapat koordiansi rutin dilakukan oleh SIMRS agar dapat dengan cepat 
melakukan koreksi dan evaluasi terhadap insiden, sehingga dapat 
meminimalisir resiko masalah yang akan muncul dikemudian hari. 
Tabel 14 Rekomendasi DSS05 Manage Security 
 
Proses                                                       Rekomendasi 
DSS05 Pembatasan hak akses pengguna ke aset TI perlu ditingkatkan, mengingat 
adanya kesamaaan akun pada setiap komputer membuat pengguna lain dapat 
mengaksesnya. 
 SIMRS memberikan akses login yang berbeda pada setiap user untuk 
mengantisipasi adanya kecurangan atau masalah, sehingga user dapat 
bertanggungjawab pada komputer dan pekerjaan mereka masing-masing. 
 Membuat sistem monitoring atau pemantauan  dan perlindungan terhadap 
infrastruktur TI, jangan menunggu ketika adanya gangguan atau masalah 
sehingga kelangsungan aktivitas bisnis pada unit Instalasi Rawat Jalan dapat 
berjalan dengan baik.  
 Memberikan peringatan kepada semua karyawan akan kesadaran keamanan 
sistem dan perangkat yang dimiliki. 
 
Tabel 15 Rekomendasi DSS06 Manage Business Process Controls 
 
 Proses                                                       Rekomendasi 
DSS06 Disediakan rekaman sistem informasi, agar pihak SIMRS dapat mengetahui 
aktivitas apa saja yang dilakukan oleh user, sehingga dapat meminimalisir 
resiko dan aktivitas dapat terekam dengan baik. 
 Melakukan review, dokumentasi dan evaluasi terhadap insiden yang terjadi 




COBIT 5 adalah salah satu alat ukur yang dapat digunakan untuk melakukan 
evaluasi terhadap kinerja layanan TI pada Instalasi Rawat Jalan RSUD Salatiga. Dengan 
dilakukan evaluasi dapat diketahui kondisi TI yang terdapat di RSUD sekarang ini. Hasil 
pengukuran tingkat kapabilitas dengan menggunakan Process Assessment Model (PAM), 
menunjukan bahwa proses-proses yang diukur yaitu DSS01 dan DSS06 berada pada level 
2 (Managed Process), berarti pada level ini proses telah diimplementasikan mulai dari 
melakukan perencanaan, monitor dan penyesuaian dan hasilnya dapat ditetapkan secara 
baik, dikontrol dan dijaga. Pada DSS02, DSS03, DSS04 dan DSS05 berada pada level 1 
(Performed Process) berarti pada level ini proses sudah diterapkan dan mencapai tujuan 
prosesnya. Dalam hal ini unit Instalasi Rawat Jalan rata-rata berada pada level 1.  RSUD 
telah menyadari pentingnya pengelolaan TI dalam proses bisnis, terbukti dengan adanya 
pemeliharaan TI dan pelatihan aplikasi bagi pengguna. Oleh karena itu perlu dilakukan 
peningkatan perbaikan agar pemanfaatan TI di unit Instalasi Rawat Jalan dapat digunakan 
dengan maksimal. 
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