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Abstrakt 
V práci je popsána problematika zabezpečení QoS pro r]zné poskytované sluţby 
prostUednictvím IP sítí. Tyto aplikace mají vysoké nároky na parametry QoS jako 
zpoţdEní, ztrátovost a kolísání zpoţdEní.  
Poţadovanou kvalitu zabezpečujeme pomocí r]zných metod, které mají za úkol 
monitorování sítE a Uízení provozu. Jedním z hlavních prvk] QoS, kterému se v této 
práci vEnujeme, jsou metody pUístupové neboli AC metody. Tyto metody mají za úkol 
rozhodovat, zda pUijmou nebo zamítnou nové spojení na základE jeho parametr], aniţ 
by ovlivnily QoS ostatních spojení. Dále se tato práce zabývá problematikou vyuţití 
neuronových sítí v AC metodách. Na závEr práce jsou simulovány a porovnány dvE 
metody, Gaussova metoda a metoda s vyuţití neuronové sítE pro 100, 1 000 a 10 000 
pUístup].   
 
Keywords: AC methods, access control methods, Gaussian method, neuronové 
sítE, QoS. 
Abstract 
In this thesis we describe the problematic of QoS security for various services 
provided through IP network. These applications have high QoS parameter 
requirements such as delay, loss rate and variation of delay.  
We provide the required quality using different methods that are responsible for 
network monitoring and traffic management. One of the main QoS elements we deal 
with in this thesis are AC methods. These methods have the task of deciding whether 
they accept or reject a new connection based on its parameters without affecting the 
QoS of other connections. Furthermore, this thesis deals with the use of neural networks 
in AC methods. At the end two methods are simulated and compared: the Gauss method 
and the neural network utilization method for 100, 1 000 and 10 000 accesses. 
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V dnešní dobE existuje velké mnoţství sluţeb poskytovaných pUes internet zahrnující 
pUenos hlasu pUes internetový protokol (VoIP - Voice over Internet Protocol), Televizní 
vysílání pomocí Internet protokolu (IPTV - Internet Protocol Television), emaily, r]zné 
druhy stream] a chat] v reálném čase, pUenosy velkého mnoţství dat, cloudové sluţby a 
napUíklad i hromadnE hrané online hry (MMO - Massively Multiplayer Online). 
Vzhledem k současnému nár]stu vyuţívání internetových sluţeb i poţadavky na šíUku 
pásma stále stoupají. ŠíUka pásma je však limitována a to jak technologicky tak svou 
dostupností. Dnešní vysoké nároky na šíUku pásma datových sítí mohou snadno 
pUesáhnout jejich kapacitu. Tím dochází k zahlcení sítE následnému zpoţ@ování a po čase 
i ztrátE paket], coţ je značnE neţádoucí. Jako Uešení tohoto problému byla 
implementována sluţba pro zajištEní kvality sluţeb (QoS - Quality of Service). Hlavním 
úkolem QoS je monitorování a následné Uízení datového toku sítí pro efektivnEjší 
vyuţívání daného pUenosové kapacity linky. To vede k potlačení negativních jev] jako je 
výše zmínEné zpoţdEní nebo dokonce ztráta dat pUi pUenosu. Metod vyuţívaných QoS je 
mnoho, a to uţ jak metody Uídící provoz tak rozdElení pUenosové kapacity linky. Tato 
práce je zamEUena na konkrétní metody a to metody pUístupové (AC - Admission 
Control).  
Úkolem tohoto souboru metod je rozhodování, zda bude další spojení navázáno či 
nikoliv. A to tím zp]sobem, ţe na základE r]zný algoritm], mEUení a odhad] zjistí, zda 
má linka dostatečnou kapacitu pro nové pUipojení, aniţ by zhoršilo QoS jiţ existujících 
pUipojení. PrávE díky pUípadnému odmítnutí dalších spojení, které by pUekračovaly 






2 INTERNET PROTOKOL   
Internet protokol (IP - Internet protocol) je základní komunikační datagramový 
protokol určený k pUenosu a smErování dat v sítích. Je schopen adresovat a dále pak 
smErovat pakety od odesílatele k pUíjemci pUes jednu či nEkolik sítí. Kaţdý z tEchto 
paket] se skládá ze dvou částí: hlavičky a datové části. Hlavička je sloţena z Uídících dat, 
mezi nEţ patUí cílová adresa, počáteční adresa, číslo portu, pUípadnE označení aplikace. 
Datová část obsahuje pUenášená data. Nejvíce rozšíUená verze IP protokolu je IPv4 
ačkoliv je v posledních letech nahrazována novou verzí IPv6, a to pUedevším z d]vodu 
nedostatečné adresní kapacity. IPv4 m]ţe poskytnout pouze 232 adres (coţ je nEco pUes 4 
miliardy) zatímco IPv6 nabízí adresní prostor o velikosti 2128 adres [1]. 
2.1 Služby poskytované v IP sítích 
2.1.1 PUenos hlasu internetovým protokolem 
PUenos hlasu internetovým protokolem (VoIP – Voice over Internet Protocol) je 
sluţba, která zahrnuje mnoţství technologií k pUenosu hlasové komunikace a 
multimediálních relací prostUednictvím IP sítí. Vzhledem k tomu ţe sluţba VoIP je 
poskytována stejnou sítí jako ostatní datové sluţby, je d]leţité pro ni zabezpečit určitou 
kvalitu datového pUenosu. Tuto kvalitu ovlivOuje velké mnoţství faktor] jako napUíklad: 
ztrátovost paket], zpoţdEní, rozptyl zpoţdEní, typ kodek] nebo paktizace.   
Oproti vEtšinE aplikací pouţívajících protokol Uízení provozu (TCP - Transmission 
Control Protocol), VoIP vyuţívá protokoly pro transport v reálném čase (RTP -  Real-
time Transport Protocol), uţivatelský datagramový protokol (UDP - User Datagram 
Protocol) a IP protokol. Je tomu tak proto, ţe ačkoli je TCP spolehlivý transportní 
protokol, vyuţívá ke spolehlivému pUenosu potvrzení o doručení a pUípadné znovu-
odeslání paket]. Toto potvrzování a pUípadné znovu-odesílání paket] zp]sobuje značné 
zpoţdEní, které není pro sluţbu VoIP vhodné. Oproti tomu UDP vyuţívá ne pUíliš 
spolehlivý IP protokol na pUenos zpráv mezi koncovými uţivateli. UDP ve spojení s RTP 
zajiš[uje pUenos dat, jako napUíklad hlas nebo video, v reálném čase. RTP nezaručuje 
bezchybný pUenos ani QoS jako TCP. Proto se pro monitorování a Uízení linky pouţívá 





Ztrátovost paket] sluţby VoIP menší neţ 2% je stále pUijatelná, mezi 2-5% uţ je 
znatelný šum a hovor m]ţe být nesrozumitelný, nad 10% je jiţ ztrátovost pUíliš vysoká. 
ZpoţdEní jednotlivých paket] by se mElo pohybovat maximálnE mezi 150-400ms, u 
vyššího zpoţdEní je hlasový pUenos povaţován za nefunkční. Kolísání zpoţdEní by 
nemElo pUekročit 40ms, je Uešeno pouţitím vyrovnávacích pamEtí u kaţdého pUíjemce, 
coţ ale zvyšuje vnímané zpoţdEní [5], [3].  
 
2.1.2 Televizní pUenos pomocí Internet protokolu 
Televizní pUenos pomocí IP (IPTV – Internet protocol television) poskytuje sluţbu 
digitální televize pUes IP protokol. IPTV sluţba zahrnuje tUi prvky: hromadné televizní 
vysílání, video na vyţádání (VoD – Video on Demand) a digitální videorekordér (DVR – 
Digital Video Recorder). Poţadavky na QoS závisí zejména na pouţitých audio a video 
kodecích. R]zné kodeky vyuţívajících r]znou šíUku pásma pro pUenos, je tedy nutné 
vyhradit dostatečnou šíUku pásma pro daný kodek. Pro kvalitní pUenos je tUeba ztrátovost 
a chybovost paket] menší neţ 1%, zpoţdEní do 200ms a kolísání zpoţdEní (jitter) 
maximálnE 50ms [2]. 
 
2.1.3 PUenos dat 
U pUenosu dat je kladen hlavnE d]raz na to, aby data byla pUenesena bez chyb. Proto 
je vyţadována co nejniţší ztrátovost paket], pokud moţno nulová. K pUenosu tohoto typu 
se vEtšinou vyuţívá spojovE orientovaného protokolu TCP, který v pUípadE ztráty nebo 
poškození pUenášených dat zaţádá o opEtovné zaslání. ZpoţdEní ani jeho kolísání není 








3 KVŧLITŧ SLUŽEB 
Kvalita sluţeb (QoS – Quality of Service) je souhrn mechanism], které mají za úkol 
spravovat pUetíţený sí[ový provoz. Toto pUetíţení je zp]sobeno, kdyţ poţadavek na 
zdroje pUekročí celkovou dostupnou kapacitu sítE. Jsou zde sí[ová omezení, kterým se 
nelze vyhnout, jako napUíklad technologické omezení, cena nebo dostupnost 
širokopásmových sluţeb. ŠíUka pásma definuje, jakou pUenosovou kapacitu má sí[. Pokud 
v síti probíhá vEtší mnoţství komunikace, je zapotUebí vEtší pUenosová kapacita. Často 
dochází k tomu, ţe poţadavky na sí[ jsou vyšší neţ co je schopna pUenést. V takovém 
pUípadE zaUízení pozastaví komunikaci, uloţí si vysílané pakety do pamEti a čeká, neţ 
bude mít prostUedky, k jejich poslaní. Tímto pozastavením komunikace dochází ke 
zpoţdEní. Pokud se počet vysílaných paket] stále nesniţuje, m]ţe dojít k situaci, kdy 
zaUízení uţ není schopné další pakety ukládat do pamEti a dojde k zahazování náhodných 
paket]. Aby takto nedocházelo ke ztrátE d]leţitých paket], pouţívají se QoS 
mechanismy. Ty stanoví prioritu r]zných druh] komunikace. NEkteré druhy komunikace 
nejsou tolik náchylné na zpoţdEní, u jiných je zase d]leţitá, aby byla ztrátovost co 
nejniţší. PrávE podle tEchto priorit jim QoS mechanismy pUiUadí potUebné sí[ové zdroje, 
aby data byla doručena co nejefektivnEji. Díky této moţnosti tUídEní je moţné zajistit 






3.1 Zabezpečení QoS 
Základním úkolem QoS je poskytnout jistou úroveO sluţeb, kterou jednotlivé 
aplikace poţadují a to tak, aby tím nebyla negativnE ovlivnEna úroveO sluţeb další 
aplikací. Avšak zajistit takovouto úroveO sluţeb v IP sítích je pomErnE náročné protoţe 
neexistuje jednotná definice pojmu QoS. Je to zp]sobeno tím, ţe poţadavky jednotlivých 
aplikací se liší. A to jak typem aplikace, sí[ovým rozhraním tak i poţadavky samotného 
uţivatele.  
QoS m]ţeme rozdElit do tUech základních skupin v závislosti na pouţitých 
mechanismech a to: 
• Negarantované sluţby (BES - Best-Effort Service). 
• Integrované sluţby (Interserv - Integrated Service),  
• Diferenciované sluţby (Diffserv - Differentiated Services).  
 
3.1.1    Model Best-Effort  
Best-Effort je základní model, ve kterém se pUidElování kapacit neUídí ţádným 
systematickým postupem. SmErovač se snaţí o to, aby všem aplikacím pUidElil stejné 
kapacity a neupUednostOoval tím nEjaké aplikace pUed jinými. Pokud poţadavky na 
pUenos dat pUesahují pUidElenou kapacitu, jsou zaUazeny do fronty a následnE, pokud 
nejsou odeslány, jsou náhodnE zahazovány. Tento zp]sob negativnE p]sobí na celkové 
QoS a mohou nastávat výpadky v pUenosu dat [9].  
3.1.2   Integrované služby 
Pokud vyuţíváme model Integrované sluţby (IntServ – Integrated Services), musí 
kaţdá aplikace pUed začátkem komunikace oznámit síti své poţadavky na parametry 
pUenosu. NapUíklad jakou minimální pUenosovou kapacitu bude vyuţívat, jaké maximální 
zpoţdEní je pUijatelné a jaký vysoká m]ţe být ztrátovost paket]. 
NáslednE sí[ ovEUí, jestli m]ţe tEmto parametr]m vyhovEt a rozhodne, zda naváţe 
nebo nenaváţe spojení. Pokud spojení naváţe, informuje o tom komponenty sítE 




Resource reSerVation Protocol). Tyto komponenty následnE musejí zajistit poţadované 
parametry pUenosu, čímţ zabezpečí odpovídající úroveO QoS. [9]  
3.1.3  Diferencované služby 
Posledním druhem zabezpečení QoS jsou diferencované sluţby (DiffServ – 
Differentiated Services). V současnosti se trend ubírá právE smErem k pouţívání tohoto 
modelu. Oproti IntServ se poţadavky na parametry pUenosu neoznamují pUed navázáním 
spojení. Tím pádem si jednotlivé sí[ové komponenty nemusí drţet stavové informace o 
r]zných pUenosech. Místo toho jsou pakety jednotlivých sluţeb označkovány tak, aby 
bylo jasnE definované, jak se má s daným paketem zacházet. Toto klasifikování pUenos] a 
následné značkování paket] se uskutečOuje pouze na hraničních smErovačích a pUi 
pr]chodu dalšími sí[ovými prvky jsou tyto značky pouze čteny a následnE podle nich 
pUiUazovány do front. Tato značka se u paketu ukládá do pole typu sluţby (TOS - type of 
service) pro verzi IPv4 a do pole tUídy provozu (TC - Traffic Class) pro verzi IPv6 [9].  
3.1.4 Metody Uazení 
 
I. Metoda Uazení paket] „první dovnitU, první ven“ 
Metoda Uazení paket] „první dovnitU, první ven“ je základní metoda Uazení paket]. 
Pakety jsou Uazeny do jediné fronty a následnE zpracovány ve stejném poUadí jako do 
uzlu dorazily. Tato metoda je velmi jednoduchá, avšak ne pUíliš vhodná pro sítE 
vyuţívající aplikace s velkými poţadavky na pUenosové zdroje [9], [10].  
 
II. Metoda Uazení na základE váhy 
Jedna z nejvíce pouţívaných metod Uazení paketu ve smErovačích je metoda Uazení 
na základE váhy paketu (WFQ – Weight Fair Queuing). Vyuţívá Uazení do více front 
v závislosti na p]vodu dat. NáslednE jsou pakety z tEchto front zpracovány a jsou jim 
pUidElena dostupné pUenosové kapacity linky. Tímto postupem metoda zabraOuje situaci, 





III. Metoda prioritního Uazení 
Metoda prioritního Uazení (PQ – Priority Queuing) zajiš[uje prioritní zpracování 
datové toku, který je pro daný typ sítE d]leţitý. Metoda rozdEluje datové toky do front 
s r]znou prioritou. Ty jsou následnE, dle úrovnE priority, zpracovány od nejd]leţitEjší po 
nejménE d]leţité. Pokud není daná úroveO priority prázdná, nejsou zpracovány data 
z niţších úrovní priorit. Tato metoda je vhodná pro sítE s d]leţitou komunikací. Avšak 
v pUípadE pUenosu pUíliš velkého mnoţství dat s vysokou prioritou m]ţe dojít k zahlcení 
pamEtí pro fronty s niţším stupnEm priority a tím ke zhoršení kvality ostatních 
poskytovaných sluţeb [9], [10].  
 
IV. Metoda Uazení podle vlastních požadavk] 
Metoda Uazení podle vlastních poţadavk] (CQ – Custom Queuing) umoţOuje pUímo 
ovlivOovat a mEnit procentuální pomEr pUiUazovaných pUenosových kapacit pro jednotlivé 
aplikace. Pokud aplikace nevyuţívá toto pásmo, pak je moţné jej vyuţívat pro jiný druh 
aplikace.  Tato metoda je určena pro sítE, kde je potUeba zajistit kvalitu sluţby pro více 
typu pUenos]. Aplikace lze identifikovat napUíklad podle vyuţívaných port] [9], [10].  
 
V. Metoda PQ/WFQ 
Tato metoda je kombinací metod PQ a WFQ, avšak fronta PQ zde má pUed frontou 
WFQ absolutní prioritu. Tím docílíme, ţe pUi vyprázdnEní prioritní fronty budou ostatní 
fronty s niţší prioritou obslouţeny rovnomErnE a nEkteré typy komunikace tak nebudou 
úplnE pozastaveny, jako to bylo u metody PQ [9], [10].  
 
VI. Metoda CB/WFQ 
Kombinace metod CB a WFQ. Umoţní rozdElení komunikace aţ na 64 front 
v závislosti na označení, které je jim pUiUazeno v metodE DiffServ. Pro kaţdou frontu pak 
lze pUiUadit relativní nebo absolutní pUenosovou kapacitu. Pokud označení pro danou 
komunikaci neodpovídá ţádnému z kritérií, je pUiUazena do základní fronty a následnE 
zaUazena pomocí metody WFQ. Pomocí této metody je moţno nEkteré druhy komunikace 




VII. Metoda Uazení paket] s nízkým zpoždEním 
Metoda Uazení paket] s nízkým zpoţdEním (LLQ – Low Latency Queuing) je 
rozšíUením metody CB/WFQ které je zamEUena na priorizaci určitých datových tok] a 
minimalizaci zpoţdEní. Tato metoda pracuje tím zp]sobem, ţe je jedna či více front 
prioritních a ty jsou obsluhovány, dokud v nich jsou pakety.  Tento princip je podobný 
metodE PQ, avšak liší se od ní tím, ţe ménE priorizované toky nejsou úplnE zastaveny. 
Tok]m s vysokou prioritou je pUiUazena maximální pUenosová kapacita. Pokud je tato 
hraniční šíUka pUekročena, jsou pakety ve frontE zahozeny. Proto by se tato pUenosová 
kapacita mEla volit rozumnE v závislosti na pUepokládaném provozu. ZároveO však 
chceme zajistit co nejvEtší moţnou pUenosovou kapacitu pro ménE prioritní toky. Tato 
metoda je vhodná pro aplikace na pUenos hlasu, videa a pro aplikace v reálném čase. A to 
z d]vodu minimálního zpoţdEní, jeho rozptylu. ZároveO zajiš[uje dostatečnou 
pUenosovou kapacitu i pro toky s niţší prioritou [9], [10].  
3.2 Parametry kvality služeb 
Hlavními parametry QoS, je soubor veličin, podle kterých určujeme celkovou 
úroveO poskytovaných sluţeb. Tyto veličiny jsou však velmi závislé na sí[ovém vybavení 
trasy mezi zdrojem a cílem. Za účelem poskytnutí co nejlepší kvality sluţeb je tUeba 
poskytnout tyto parametry co nejlepší. 
 
Mezi hlavní parametry  QoS patUí:  
• pUenosová kapacita (bandwidth) [kbit/s],  
• ztrátovost paket] (loss rate) [%],  
• zpoţdEní (latency) [ms],  





3.2.1 ZpoždEní  
 
ZpoţdEní je doba, za kterou datagram urazí cestu mezi dvEma počítači a zpEt. 
Celkové zpoţdEní se skládá z nEkolika typ] zpoţdEní, které vznikají na pUenosové cestE. 
ZpoţdEní sniţuje QoS sítE a je pro uţivatele neţádoucí. NejvEtší vliv má na sluţby 
poskytované v reálném čase kde je zpoţdEní velmi neţádoucí. Mezi tyto aplikace, 
poskytované v reálném čase, patUí napUíklad pUenos hlasu a videa. U tEchto sluţeb 
uţivatel jiţ zaregistruje zpoţdEní vEtší neţ 150ms, pUi hodnotE pUesahující 200ms je 
kvalita pUenosu hlasu velmi nízká. Nad 400ms je spojení prakticky nemoţné a dá se 
povaţovat za nefunkční. ZpoţdEní se dá také omezit r]znými metodami sniţujícími 




3.2.2 Ztrátovost paket] 
 
Tato veličina vyjadUuje procentuální počet paket], které nedorazily do cílové 
destinace v daném čase, oproti celkovému počtu paket] zaslaných. Datové pakety mohou 
být ztraceny z r]zných d]vod], napUíklad: zahlcením sítE, nesprávným smErováním, 
poškozením paketu pUi odesílání nebo pUijímání, pUetíţením pamEti pro jejich dočasné 
uchování. Také r]zné druhy rušení mohou pakety po cestE poškodit natolik, ţe jsou 
zahozeny.  
Pokud dojde k zahlcení sítE tím, ţe jsou poţadovány pUíliš vysoké pUenosové zdroje, 
uchovávají se pakety v dočasné pamEti. Tato pamE[ není nekonečná a je-li linka obsazená 
dlouhou dobu, dochází k pUetíţení pamEtí a následnému zahazování paket]. Pokud jsou 
tyto pakety ztraceny, není moţné je obnovit, ale je moţné poţádat o jejich opakované 
zaslání ze zdroje. To ale zp]sobuje značnou odezvu a u r]zných aplikací pracujících v 
reálném čase je toto Uešení zbytečné. Aby se pUedešlo tEmto ztrátám, pouţívá se sledování 
zatíţení sítE a následné Uazení do front pomocí metod QoS jako Priority Queuing (PQ) 
nebo Custom Queuing (CQ). Tyto metody zabraOují pUeplnEní pamEtí pro dočasné 





3.2.3 Rozptyl zpoždEní  
 
Rozptyl zpoţdEní je hodnota, která udává, jaký je rozdíl mezi referenčním časem 
doručení paketu a reálným časem doručení. Tento rozdíl a[ uţ záporný nebo kladný 
vyjadUuje kolísání zpoţdEní pUi určitém pUenosu. Z toho plyne, ţe by mEl být pokud 
moţno nulový. V ideálním pUípadE by pakety mEly pUicházet bez zpoţdEní a 
v konstantních časových intervalech. Avšak reálnE dochází k r]zným zpoţdEním 
z d]vodu napUíklad pUetíţení sítE nebo zmEny pUenosové cesty. PUípustná velikost 
rozptylu zpoţdEní je r]zná v závislosti na druhu aplikace [12].  
3.2.4 PUenosová kapacita 
PUenosová kapacita udává pUenosovou rychlost, neboli jaký objem dat je daná 
pUenosová cesta schopna pUenést za jednotku času. Z toho plyne, ţe čím vEtší pUenosovou 
kapacitu m]ţeme zabezpečit pro pUenos, tím vEtší pUenosová rychlost bude. Naopak 
nedostatečná pUenosová kapacita m]ţe zp]sobit zpoţdEní a po čase i ztrátu paket] pUi 
pUenosu. Proto je potUeba zvolit pUenosovou kapacitu hlavnE podle typu komunikace a 
druhu aplikací, které budou tuto pUenosovou cestu vyuţívat. Ačkoli je v dnešní dobE u 
vEtšiny pUenosových cest pUenosová kapacita dostatečná, stále mohou vznikat problémy 
pUi pUenosu vEtšího mnoţství dat v aplikacích, které poţadují vEtší pUenosovou kapacitu 







4 METODY TÍZENÍ PTÍSTUPU  
 
Metody Uízení pUístupu (AC – Admission Control) jsou definovány, jako souhrn 
akcí, které sí[ vykoná pUi vytváUení nového spojení a rozhodováním zda toto spojení bude 
pUijaté nebo odmítnuté. Úlohou tEchto metod je udrţovat rovnováhu mezi dvEma 
poţadavky, a to maximálním vyuţitím sí[ových prostUedk] a dodrţením daných 
parametr] spojení. Rozhodovací algoritmus metod AC je první krok pUi navazování 
spojením a následným pUidElováním sí[ových zdroj] tomuto spojení. Tento rozhodovací 
algoritmus musí pUi pUijetí poţadavk] na nové spojení rozhodnout, zda povolit či 
zamítnout navázání spojení vzhledem k současnému vyuţití současných sí[ových zdroj]. 
Nové spojení je moţno navázat pouze pokud jsou dostupné sí[ové zdroje dostatečné, aby 
splnili QoS poţadavky tohoto spojení a naopak neohrozili QoS ţádného z jiţ 
probíhajících spojení. Pokud tyto dostupné zdroje nejsou dostatečné, pokus o navázání 
nového spojení je odmítnut. 
V současné dobE existuje velké mnoţství metod AC a jejich modifikací. NEkteré 
z tEchto metod jsou zaloţeny na r]zných matematických modelech vyuţívající teorii 
pravdEpodobnosti a statistiky. Dalším druhem metod jsou r]zné umElé inteligence, tyto 
pUizp]sobivé metody by mohly nahradit současnE pouţívané metody, které jsou náročné 
na výpočtovou kapacitu. Inteligentní metody AC by také byly schopné učit se a pUedvídat 
vzniklé situace v síti. 
 




kde 軽 je počet pUipojení, 堅沈岫建岻 aktuální pUenosová rychlost, 系 je celková kapacita 
linky a 綱 je ztrátovost paket] .  
 
  




Základní kritéria AC metod jsou: 
• Jednoduchost – co nejménE náročná implementace a výpočtová náročnost 
algoritmu. 
• Rychlost – rozhodovací algoritmus musí být schopen rozhodovat v reálném čase. 
• Flexibilnost – pouţitý algoritmus by mEl být pUizp]sobivý k novým typ]m sluţeb. 
• Robustnost – algoritmus metody musí být schopen pracovat efektivnE i 
v pUípadech částečného nebo úplného nedodrţení pUedpoklad]. 
• Výkonnost – algoritmus by mEl umoţnit vyuţít co nejvEtší vyuţití statického 
multiplexování. 
• Efektivnost – algoritmus by mEl dodrţovat garantovanou kvalitu sluţeb, aby byl 
pouţitelný. 
• Tiditelnost - algoritmus by mEl být schopen Uídit datový tok bez sníţení výkonu 







4.1 Difúzní metoda 
Tato metoda je zaloţena na posuzování statistické pUenosové kapacity na základE 
porovnávání pomocí modelu difúzní aproximace.  Tato difúzní metoda je 
reprezentována dvEma vztahy pro konečnou (FB – Finite Buffer) a nekonečnou (IB – 
Infinite Buffer) kapacitou vyrovnávací pamEti.  V modelu IB je pravdEpodobnost 
ztráty paketu stanovena pomocí pravdEpodobnosti pUetečení pamEti.  Tato 
pravdEpodobnost je formulována, jako pravdEpodobnost pUetečení současné kapacity 
vyrovnávací pamEti  計 u linky s nekonečnE velkou vyrovnávací pamEtí kterou 
m]ţeme vidEt v následující rovnici [14] 
 
 
Pro N zdroj], kde zdroj  件  je charakterizovaný pomocí tUí parametr] -  迎沈 
vrcholová pUenosová rychlost,  堅沈 četnost aktivity zdroje a  決沈  pr]mErná délka trvání 
této aktivity. Mají pouţité veličiny tento význam:  









 詣庁喋 噺 なヂに講 結峽態懲底 岫碇貸寵岻峺結犯貸 岫碇貸寵岻鉄態蹄鉄 般┸ (4.2) 
   
 詣彫喋 噺  購詣庁喋 ┻  (4.3) 
 膏 噺 布膏沈朝沈退怠 ┸ (4.4) 
 膏沈 噺 堅沈迎沈┸ (4.5) 
 購態 噺 布購沈態朝沈退怠 ┸ (4.6) 




Okamţitá odchylka procesu pUijmu paket]  g  lze vypočítat pomocí vztahu [14] 
 
kde hodnota parametru 決沈 噺 怠庭日 označuje stední hodnotu aktivní periody zdroje a 怠廷日 hodnotu stUední neaktivní periody. 
Statistická pUenosová kapacita je definována jako pUenosová kapacita potUebná 
pro zabezpečení pUipojení se ztrátou paket] niţší neţ hodnota 綱 . Pro dva jiţ zmínEné 
modely FB a IB získáme statistickou pUenosovou kapacitu ze vztah] [14] 
 
kde 
Výsledná statistická efektivní pUenosová kapacita je určena jako [14] 
 
 
Algoritmus rozhodující o pUijetí či odmítnutí nového spojení lze shrnout do 
tEchto bod]: 
1. sledování hodnot parametr]  膏 , 購態, 糠 po daných časových intervalech, 
2. v pUípadE navázání nového pUipojení se tyto parametry pUepočítají, aby 
zahrnovaly i parametry nového pUipojení, 
3. vypočítává se hodnota 系帖庁, 
4. pokud je splnEna podmínka 系帖庁 判 系 je nové pUipojení pUijato, 
5. pokud není tato podmínka splnEna, jsou obnoveny staré parametry a 
parametry nového pUipojení vymazány [13], [14].  
  
 ゎ 噺  布膏沈 な 伐 岫な 伐 紅沈劇沈岻態岫紅沈劇沈 髪 紘沈劇沈岻態 ┸朝沈退怠  (4.8) 
 系庁喋 噺 膏 伐 絞 髪 紐絞態 伐 に購態降怠┸ (4.9) 
   
 系彫喋 噺 膏 伐 絞 髪 紐絞態 伐 に購態降態┸ (4.10) 
 絞 噺 に計糠 購態┸ (4.11) 
   
 降怠 噺   盤綱ヂに講匪┸ (4.12) 
   
 降態 噺  健券 岫綱膏ヂに講岻 伐  健券 岫購岻 ┻ (4.13) 




4.2 Gaussova metoda 
Tato metoda slouţící k určení poţadované pUenosové kapacity je pomErnE rychlá a 
jednoduchá. Vyuţívá teorie Gaussova limitního rozdElení, s jejíţ pomocí aproximuje 
rozdElení pravdEpodobnosti souhrnného provozu za pUedpokladu, ţe počet pUipojení N se 
blíţí nekonečnu, a ţádné tEchto pUipojení nemá výraznE dominantní pUevahu. Bylo 
dokázáno, ţe čím vEtší je počet pUipojení, tím více se superpozice blíţí Gaussovu modelu. 
Pokud však počet pUipojení pUíliš nízký není tato metoda pUíliš pUesná [13], [15].  
Pro odhad celkové pUenosové kapacity pak m]ţeme pouţít vztah [15] 
 
 
Kde 膏 je pr]mErná hodnota pUenosové rychlosti, 膏沈 je pUenosová rychlost i-tého 
zdroje j  je standartní odchylka pUenosové rychlosti a 軽 je počet zdroj]. 
 
Analýza Gaussovy metody vede určení pravdEpodobnosti pUetečení kapacity linky 
[13] 
 
a k určení horní hranice pravdEpodobnosti ztráty paket]  
 
  
 系 噺 布膏沈 髪 欠旺布購沈朝沈退怠朝沈退怠 ┻ (4.15) 
 欠嫗 噺 ヂ伐に   綱 伐   に講┻ (4.16) 
 購態 噺 な軽布岫 膏沈 伐  膏岻態朝沈退怠 ┻ 
 
(4.17) 
 鶏墜塚勅追捗鎮墜栂 噺  鶏 煩蕃布堅沈岫建岻朝沈退怠 否 半 系晩 噺  なヂに講 結岫碇貸寵岻鉄態蹄鉄 ┸ (4.18) 




4.3 Další metody Uízení pUístupu 
4.3.1 Metody Uízení pUístupu na základE mEUení 
 
Metody Uízení pUístupu na základE mEUení (MBAC - Measured Based Admission 
Control) se oproti metodám pUístupu zaloţených na parametrech (PBAC - Parameter 
Based Admission Control) jeví jako efektivnEjší. Metody MBAC lépe spravují dostupnou 
pUenosovou kapacitu, protoţe jsou schopné lépe pUerozdElovat dostupnou pUenosovou 
kapacitu pro více uţivatel]/poţadavk]. Tato výhoda plyne z toho, ţe metody MBAC jsou 
zamEUeny na mEUení aktuálního zatíţení sítE. Nové pUipojení vyţaduje pouze minimum 
informací, zbylé informace jsou pUímo doplnEny mEUením. To znamená, ţe metody 
MBAC pracují, oproti metodám PBAC, s reálnými hodnotami namísto pUeddefinovaných 
konstantních parametr]. Nové pUipojení je realizováno tak, ţe počáteční odhad pUenosové 
kapacity je proveden na základE dostupných parametr] a je dále zpUesnEn mEUením. 
Z toho plyne, ţe čím kratší je interval mezi jednotlivými mEUeními, tím více pUipojení 
m]ţe být obslouţeno a efektivnEji rozdElena pUenosová kapacita. Metody MBAC fungují 
na základE rovnic [16] 
kde 系 je pUenosová kapacita,  兼陳  勅津  je reálná rychlost pUenosu všech současných 
pUipojení a 購 je variace mEUených hodnot. Faktor Uízení pUístupu (APF - Admission Policy 
Factor) je konstanta, kterou se vyjadUuje pUísnost nárok] na sí[ a korigují se s její pomocí 
nepUesnosti metody [16], [18].  
 
  
 系墜鳥朕銚鳥 噺 兼陳  勅津 髪 喧津墜塚 髪 欠嫗謬蹄尿  賑韮 鉄 ┸ (4.20) 
   
 岫系墜鳥朕銚鳥 抜 畦鶏繋岻 判 系 伐 欠倦潔結喧建剣懸 券剣┸ (4.21) 
   
 岫系墜鳥朕銚鳥 抜 畦鶏繋岻 伴 系 伐 権欠兼 建券憲建剣┸ (4.22) 




4.3.2 Metody Uízení pUístupu na základE parametr] 
Metody Uízení pUístupu na základE parametr] (PBAC - Parameter Based Admission 
Control) jsou často preferovány i pUes jejich niţší efektivitu díky snadné implementaci. 
Také vzhledem k tomu ţe pracují s parametry pevnE danými a neprovádí jejich mEUení, 
jsou jejich poţadavky na výpočetní kapacitu minimální. Oproti tomu nevýhodou je, ţe 
sí[ové prostUedky mohou být rozdEleny neadekvátnE. NapUíklad ve chvíli kdy nEkterém 
z pUipojení neprobíhá komunikace, stále zabírá pásmo podle svých parametr]. 
V takových pUípadech mohou být zamítnuta nová pUipojení, ačkoli by neovlivOovala 
kvalitu sluţeb jiţ aktivních pUipojení. Tyto metody se dají obecnE vyjádUit jako [17] 
 
 
4.3.3 Algoritmus obyčejného sčítání  
Algoritmus obyčejného sčítání (simple-sum – Simple summary) je jedním 
z nejjednodušších algoritm] AC. Díky tomu je to nejpouţívanEjší kontrolní algoritmus a 
v kombinaci s  metodou WFQ Uazení se často vyuţívá k zajištEní co nejniţšího zpoţdEní. 
Tídí se podle rovnice [13] 
 
 
kde 系陳 je celkový součet jiţ existujících pUenosových rychlostí, 堅津袋怠 je rychlost 
nového spojení a 系 je celková kapacita linky [18]. 
 系 噺 兼 髪 欠嫗購┻ (4.23) 




5 NEURONOVÁ SÍZ  
 
 Jiţ od vzniku prvních počítač] se lidé pokoušejí vytvoUit algoritmus schopný 
napodobit lidský mozek, čímţ vzniklo odvEtví zvané umElá inteligence. Základem umElé 
inteligence je neuronová sí[, coţ je algoritmus, který se inspiruje biologickou neuronovou 
sítí. Neuronové sítE se ve dnešní dobE vyuţívají v UadE analytických a rozhodovacích 
metodách v r]zných oborech lidské činnosti. Ve srovnání s ostatními rozhodovacími 
algoritmy podává extrémnE dobré výsledky zejména díky vEtší rychlosti a dobré 
schopnosti pUizp]sobení se novým podmínkám.  
 Princip u naprogramované neuronové sítE je podobný, jako u biologické 
neuronové sítE. StejnE jako v biologické neuronové síti je i zde základním stavebním 
prvkem nervová buOka - neuron. Jednotlivé neurony jsou vzájemnE propojeny a tyto 
spoje jsou následnE ohodnoceny tzv. váhou.  Toto vzájemné propojení, schopnost 
adaptovat se a učit se na základE trénovaných vzor] dává neuronovým sítím velký 
potenciál v oblasti analýzy dat.  
PrávE schopnost učit se je nejvEtší pUedností neuronových sítí. Schopností učit se 
myslíme zapamatovat si kombinace, které vedly k poţadovanému výstupu a u nových 
vstup] pak v závislosti na své pamEti odhadovat výsledek. To také umoţOuje neuronové 
síti Uešit i silnE nelineární úlohy kde selhávají ostatní klasické modely. NejznámEjší a 







Neuron je základní stavební prvek neuronových sítí. Pouţívá se jako nejjednodušší 
druh neuronové sítE ke klasifikaci lineárnE separovatelných vzor]. Kaţdý neuron se 
skládá ze vstup] opatUenými vahami a  biasu neuronu.  
 
Obr. 5.1:  Model neuronu. 
VnitUní potenciál neuronu reprezentuje suma váţených hodnot vstup] 検, kterou lze 
dopočítat podle vztahu [21] 
kde 捲怠 aţ 捲津 je vektor vstup], 拳怠 aţ 拳津 vektor vah vstup] a 決件欠嫌 pUedstavuje 
doplOkový vstupní neuron s hodnotou +1.  
Neuronová sí[ postavená kolem jediného neuronu, je schopna klasifikace pouze 
dvou tUíd. RozšíUením výstupní vrstvy na více neţ jeden neuron by bylo moţné rozšíUit 
klasifikaci na více tUíd. Jednotlivé tUídy ale musí být lineárnE oddElitelné, aby sí[ 
pracovala správnE [20]. 




5.2 Vícevrstvé neuronové sítE 
Jednovrstvá neuronová sí[ je schopna Uešit pouze omezenou tUídu problém], a to 
lineárnE separovatelné. Toto omezení bylo povaţováno za váţný nedostatek. Proto se 
uvaţovalo o pUidání dalších (skrytých) neuron]. Avšak vyvstal problém, jakým zp]sobem 
by bylo moţné adaptovat váhové koeficienty mezi neurony ve skryté vrstvE. Tento 
problém vyUešil jednoduchý algoritmus, nazývaný metoda zpEtného šíUení chyby. Díky 
tomuto Uešením se vícevrstvé neuronové sítE staly velmi oblíbené a patUí mezi univerzální 
Uešení v r]zných oblastech informatiky, komunikačních technologií a pUírodních vEd [1ř].  
5.2.1 Druhy vícevrstvých sítí 
 
I. Hopfieldova neuronová sí[  
 PUi studování statistických nelineárních kooperativních systém], jako napUíklad 
spinové skla, pUišli fyzici na myšlenku vyuţít jejich vlastnosti k vytvoUení idealizovaných 
neuronových sítí. Chování tEchto systém] je moţné pUirovnat k mozkovým funkcím, jako 
je asociativní vyvolávání z pamEti nebo zapomínání. Hopfieldovy neuronové sítE se často 
označují jako autoasociativní neuronové sítE. PatUí do tUídy bunEčných automat], coţ jsou 
dynamické systémy skládající se z velkého mnoţství dvoustavových či vícestavových 
prvk]. Tyto prvky jsou navzájem propojené, s definovanými pravidly na zmEnu stavu 
prvk], jejichţ makroskopické chování je popsané analytickými rovnicemi. Tyto 
autoasociativní sítE jsou jedním z mnoha zp]sob] vytváUení umElých neuronových sítí a 
modelování mozkových funkcí [1ř]. 
 
II. Rekurentní neuronová sí[ 
Rekurentní neuronová sí[ se vyuţívá pUedevším k analýze posloupností a sekvencí. 
V tradiční neuronové síti jsou jednotlivé vstupy a výstupy navzájem nezávislé. To však 
m]ţe být nevýhoda, snaţíme-li se napUíklad odhadnout následující slovo ve vEtE nebo 
číslo v UadE na základE pUedcházejících hodnot. Tyto sítE se nazývají rekurentní, protoţe 
provádEjí stejné úlohy pro kaţdý prvek sekvence s výsledkem nezávislým na pUechozích 




5.2.2 ŧdaptační algoritmus zpEtného šíUení chyby 
 Adaptační algoritmus zpEtného šíUení chyby, neboli backpropagation, je zaloţen 
na principu učení se z chyby sítE. Učení se skládá ze dvou pr]chod] pUes vrstvy sítE: 
 
 PUechod dopUedu Ěforward passě – zadají se vstupní promEnné, ty se dál šíUí 
vrstvami sítE. Nakonec jsou vypočítány výstupní hodnoty podle vztahu (5.1) 
pro všechny vrstvy. BEhem tohoto pr]chodu jsou váhy mezi neurony pevné a 
nemEní se.  
 ZpEtný pUechod Ěbackward passě – všechny váhy spoj] mezi neurony se 
pUizp]sobí na základE pravidla opravování chyby. Hodnotu chybového signálu 継痛墜痛銚鎮 získáme z rovnice [21] 
  
kde 検痛銚追直勅痛 je poţadovaná hodnota výstupu a 検墜通痛椎通痛 je získaná hodnota 
výstupu. Signál následnE postupuje zpEtnE od výstupní vrstvy ke vstupní. 
BEhem tohoto postupu se upravují váhy spoj], aby pUi pUíštím pUechodu 
dopUedu byly pUesnEjší výsledky [20].  
 
Obr. 5.2: Model zmEny vah spoj] pUi metodE zpEtného šíUení chyby. 




5.3 Neuronové sítE v AC 
 PUi tradiční metodE analýzy chování sítE ve všech moţných situacích pro kaţdý 
kontrolní bod, je kontrolní mechanismus závislý na analytických výsledcích. KonkrétnE 
na sledovaných parametrech, vypočítaných parametrech a funkci pro určení vhodných 
kontrolních parametr] provozu pro kaţdou sledovanou situaci, která je definována. 
Kontrolních mechanizmy pro všechny kontrolní body jsou implementovány v sí[ovém 
ovladači. Tato metoda zp]sobuje nejen to, ţe je tento ovladač velmi komplikovaný, ale 
také není schopný se rychle pUizp]sobit novým zmEnám v sí[ovém provozu nebo novým 
poţadavk]m. Po kaţdé takovéto zmEnE, je totiţ potUeba provést nové simulace a analýzy 
pro nastalou situaci. Oproti tomu za pomoci „učící se“ kontrolní metody pouţívané 
v neuronových sítích, m]ţeme vytvoUit ovladač, který se bude automaticky pUizp]sobovat 
nové situaci. Další výhodou neuronové sítE je její schopnost učit se nelineární funkce 
s velkým mnoţstvím vstup] a výstup]. Toto umoţOuje pUedvídat kvalitu sluţeb 
z pozorovaného provozu a následné optimální nastavení kontrolních hodnot. Neuronová 
sí[ je také schopna aproximovat komplikované vztahy mezi vstupními a výstupními 
promEnnými, a to volbou významných vstup] a následném samostatném odvození 
vlastností parametr] vstupních dat. Tím pádem m]ţe ovladač, vyuţívající princip 
neuronové sítE „učení se“, pUesnE kontrolovat i takové sítE, které mají promEnné 
charakteristiky. Tím by do jisté míry mohly neuronové sítE vyUešit optimalizační 
problémy s pUidElování kapacity spojení. Jsou zde i takové pUizp]sobivé kontrolní 
metody, které nevyuţívají neuronových sítí. Avšak tyto metody nemohou zvládnout 
komplikované nelineární funkce s velkým počtem vstup] a výstupu tak jako neuronové 




6 SIMULŧCE ŧ GRŧFY 
Simulace byly provádEny v programu Matlab, coţ je interaktivní programové 
prostUedí pro počítání s maticemi, vykreslování 2D i 3D graf] funkcí, implementaci 
algoritm], počítačovou simulaci, analýzu a prezentaci dat i vytváUení aplikací. 
Simulace byly provedeny pro 100, 1 000 a 10 000 pUístup] do sítE. Rozhodnutí o 
pUijetí, či zamítnutí pUístupu bylo provedeno na základE Gaussovy metody a metody 
zaloţené na neuronových sítích. Vstupní hodnoty jsou reprezentovány maticí MxN 
náhodných hodnot v rozsahu 0 - 64 000 bit], kde M je počet časových interval] a N počet 
pUístup]. Tyto náhodné hodnoty pUedstavují datový tok kodeku G.711. Časový úsek 
simulace je 200 sekund rozdElených do časových interval]. Tyto intervaly jsou 1s pro 
100 pUístup], 100ms pro 1 000 pUístup] a 10ms pro 10 000 pUístup]. BEhem prvních 100 
sekund jsou navazována jednotlivá spojení, pro kaţdý časový interval jeden pokus o 
spojení. Maximální pUenosová kapacita linky byla stanovena na 3Mb pro 100 pUístup], 
30Mb pro 1 000 pUístup] a 300Mb pro 10 000 pUístup]. U neuronové sítE byla hraniční 
hodnota pUenosového kanálu pro pUijetí nového pUipojení stanovena na ř5% maximální 
pUenosové kapacity linky. 
Pro tento typ simulace jsme zvolili neuronovou sí[ NARNET (Nonlinear 
autoregressive neural network  - nelineární autoregresivní neurální sí[) skládající se z 10 
skrytých neuron] pro 100, 100 skrytých neuron] pro 1 000 a 200 skrytých neuron] pro 
10 000. Odezva sítE byla 2 pro 100, 20 pro 1 000 pUístup] a 50 pro 10 000 pUístup]. Sí[ 







6.1.1 Gaussova metoda 
 
 






Obr. 6.2: Graf zatíţení linky pro Gaussovu metodu se 1 000 pUístupy. 
 
 




6.1.2 Metoda s neuronovou sítí 
 
 





Obr. 6.5: Graf zatíţení linky pro metodu neuronové sítE se 1 000 pUístupy. 
 













Obr. 6.8: Srovnání zatíţení linky pro Gaussovu metodu a neuronovou sí[ se 1 000 pUístupy. 
 







Tab. 6.1: Porovnání jednotlivých parametr] pro obE metody. 
Metoda Gaussova NW┌ヴﾗﾐﾗ┗┠Iｴ ゲｹデｹ 
PﾗLWデ ヮギｹゲデ┌ヮ└ 100 1 000 10 000 100 1 000 10 000 
PﾗLWデ ヮﾗ┗ﾗﾉWﾐ┠Iｴ ヮギｹゲデ┌ヮ└ 58 546 5561 84 877 8826 
 
 
Z graf] je patrné, ţe metoda vyuţívající neuronovou sí[ mnohem efektivnEji vyuţívá 
kapacitu pUenosové linky. To je dáno pUedevším tím, ţe je schopna mnohem pUesnEji 
odhadnout, jak se bude daný datový provoz chovat a podle toho efektivnEji rozdElit 
pUenosovou kapacitu mezi jednotlivé zdroje. Na druhou stranu je ale více náchylná 
k pUekročení maximální kapacity linky, to by mohlo mít za následek zpoţdEní paket] 
nebo jejich pUípadnou ztrátu a tím i sníţení kvality sluţeb. Z tohoto d]vodu jsme pUi 
simulacích omezili efektivní kapacitu pUenosové linky na 95% a 5% celkové pUenosové 
kapacity nechali jako rezervu pro pUípad pUetečení. Tímto krokem jsme sice sníţili počet 
moţných pUipojení, ale zároveO zlepšili kvalitu sluţeb pro ostatních pUipojení.    
Gaussova metoda se oproti metodE vyuţívající neuronové sítE zdá neefektivní. 
Vyplývá to zejména ze skutečnosti, ţe tato metoda je vyuţívána pro svoji jednoduchost a 
schopnost zajistit poţadovanou kvalitu sluţeb. Metoda počítá pro kaţdý zdroj vEtší 
pUenosovou kapacitu neţ je nutné, tím sice značnE omezuje efektivitu rozdElení celkové 
pUenosové kapacity, ale je tím zároveO zajištEna poţadovaná kvalita sluţeb i v krajních 
pUípadech, kdy by napUíklad všechny zdroje začaly vyuţívat svojí maximální pUenosovou 
kapacitu ve stejný okamţik.  
Ačkoli je Gaussova metoda jednoduchá, je závislá na pr]bEţném pUepočítávání 
parametr] pUipojení a pUi vEtším počtu pUipojení m]ţe tato skutečnost negativnE ovlivnit 
rychlost rozhodování. Na rozdíl od neuronové sítE, která dokáţe Uešit daný problém 
víceménE intuitivnE bez dlouhých výpočt]. I to je d]vod proč pro tuto úlohu vychází 







Teoretická části této práce obsahovala úvod do problematiky zajištEní kvality sluţeb 
v IP sítích. Popis r]zných sluţeb poskytovaných v sítích IP a jejich poţadavky na QoS. 
Dále práce pUedstavuje r]zné druhy metod pro zajištEní této kvality. Specificky se vEnuje 
metodám AC. Popisuje r]zné druhy tEchto metod a to i s vyuţitím neuronové sítE. PrávE 
neuronovým sítím se vEnuje poslední teoretická část práce. 
V praktické části práce jsme provedli simulaci AC metod pro Uízení hlasového 
provozu. Simulace byla realizována v programu MATLAB. Cílem simulace bylo 
porovnat efektivitu Gaussovy metody a metody vyuţívající neuronových sítí pro 100, 
1 000 a 10 000 pUístup] a výsledky interpretovat. 
Z výsledk] vyplynulo, ţe Gaussova metoda je výraznE ménE efektivní pUi vyuţití 
pUenosové kapacity kanálu. Naopak je lépe schopna zabránit pUetečení kapacity 
pUenosového kanálu a tím zabránit pUípadnému nepUíznivému ovlivnEní kvality sluţeb. 
Výhodou metody vyuţívající neuronové sítE oproti tomu je, ţe dokáţe efektivnEji vyuţít 
pUenosové pásmo a povolí více pUístup]. Je ale více náchylná k pUetečení maximálního 
kapacity pUenosového kanálu. 






8 SEZNŧM POUŽITÝCH ZKRŧTEK 
AC Admission Control 
 Tízení pUístupu 
APF Admission Policy Factor 
 Faktor Uízení pUístpu 
BES Best-Effort Service  
 Negarantovaná sluţba 
CQ Custom Queuing 
 Metoda Uazení podle vlastních poţadavk] 
Diffserv Differentiated Services 
 Diferencované sluţby 
FB Finite Buffer 
 Omezená vyrovnávací pamE[ 
FIFO First In First Out 
 Základní metoda Uazení paket] „první dovnitU, první ven“ 
IB Infinite Buffer 
 Nekonečná vyrovnávací pamE[ 
IMAP Internet Message Access Protocol 
internetový protokol pro vzdálený pUístup k e-mailové 
schránce prostUednictvím e-mailového klienta 
Intserv Integrated Service 
 Integrované sluţby 
IP Internet Protocol 
 Internetový protokol 
 
IPTV Internet Protocol Television 
 Televizní pUenos pomocí protokolu IP 
IPv4 Internet Protocol 
 Internetový protokol verze 4 
IPv6 Internet Protocol 




LLQ Low Latency Queuing 
 Tezení paket] s nízkým zpoţdEním 
MBAC Measured Based Admission Control 
 Tízení pUístupu podle namEUených parametr] 
MMO Massive Multiplayer Online 
 Hra velkého počtu hráč] online 
NARNET Nonlinear autoregressive neural network 
 Nelineární autoregresivní neurální sí[ 
PBAC Paramater Based Admission Control 
 Tízení pUístupu podle daných parametr] 
POP Post Office Protocol 
Internetový protokol ke stahování emailových zpráv 
ze serveru. 
PQ Priority Queuing 
 Prioritní Uazení 
QoS Quality of Service 
 Kvalita sluţby 
RFC Request For Document 
 Ţádost o dokumenty popisující internetové protokoly 
RSVP Resource ReSerVation Protocol 
 Protokol pro rezervaci sí[ových prostUedk] 
 
RTCP Real-time Transport Control Protocol 
 Tídící protokol RTP 
RTP Real-time Transport Protocol 
 Transportní protokol pro transport v reálném čase 
SMTP Simple Mail Transfer Protocol 
 Internetový protokol určený pro pUenos elektronické pošty 
TC Traffic Class 
 TUída provozu 
TCP Transmission Control Protocol 




TOS Type Of Service 
 Typ sluţby 
UDP User Datagram Protocol 
 Uţivatelský datagramový protokol 
URL Uniform Resource Locator 
 PUesná specifikace umístEní 
VoD Video on Demand 
 Video na vyţádání 
VoIP Voice over Internet Protocol 
 Protokol pro pUenos hlasu internetový protokolem 
WFQ Weighted Fair Queuing 








9 SEZNŧM POUŽITÝCH SYMBOL¥ 
g okamţitá odchylka procesu pUijmu paket]   
i ztrátovost paket] 
j variace stUední hodnoty pUenosové rychlosti 
そ stUední hodnota pUenosové rychlosti 
そi stUední hodnota pUenosové rychlosti i-tého zdroje 
bi stUední hodnotu aktivní doby zdroje 
C Kapacita linky 
Etotal Hodnota chybového signálu 
K  kapacita vyrovnávací pamEti 
L pravdEpodobnost pUetečení  
MmEUené reálná rychlost pUenosu všech současných pUipojení  
N Počet pUístup] 
Ri špičková hodnota pUenosové rychlost 
r i stUední hodnota pUenosové rychlosti 
rn+1 pUenosová rychlost n+1 zdroje 
Ri(t) okamţitá pUenosová rychlost i-tého zdroje 
wi váha i-tého vstupu 
xi hodnota i-tého vstupu 
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