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Abstract 
On the 25th of May 2018 the new data protection regulation will take effect. 
The purpose of GDPR is to protect people’s personal data. GDPR will 
replace the current data protection directive, which in the Swedish judicial 
system has been implemented through PUL. GDPR more closely reflects on 
the digitalised world we live in today. A great hope with GDPR is that the 
current differences in the level of protection of the processing of personal 
data between the EU Member states will decrease. The purpose of the essay 
is to describe GDPR and the upcoming regulations regarding how it will be 
incorporated in the Swedish labour legislation and to investigate what kind 
of protection there is for personal integrity within the working life, 
concerning the processing of personal data. The essay enlightens the news 
and differences that GDPR will bring. The essay also brings up and analyses 
the possible difficulties and consequences that the incorporation of GDPR 
could entail. Big news for the Swedish legislation will be that the so-called 
rule of abuse in PUL will disappear. This will mean that people responsible 
for the processing of personal data will have to adjust to far more 
regulations than before.  
 
The essay states that GDPR will give a registered person a wider access to 
his or hers personal data than before. This could however involve various 
administrative difficulties. The essay further states that the protection that 
could be found in individual work places regarding processing of personal 
data will strengthen after the incorporation of GDPR. GDPR entails some 
news, for example the right to data portability and the execution of the data 
protection impact assessment, as well as privacy by design, which most 
likely will lead to an increased thoughtfulness. The above, along with the 
fact that it will be expensive to break the rules in GDPR due to the new 
regulations on sanction, results in an enhanced protection regarding the 
processing of personal data, which hopefully will lead to a decrease in 
perfunctory processing. 
 2 
Sammanfattning 
Den 25 maj 2018 träder den nya dataskyddsförordningen, GDPR, ikraft. 
Syftet med GDPR är att skydda enskilda personers rätt till personuppgifter. 
GDPR kommer att ersätta det nu gällande Dataskyddsdirektivet, vilket i 
svensk rätt huvudsakligen införlivats genom PUL. GDPR speglar i större 
utsträckning den digitaliserade värld vi lever i. En stor förhoppning med 
GDPR är att de nu rådande skillnaderna för skyddet av behandling av 
personuppgifter mellan EUs medlemsstater ska minska. Uppsatsen avser att 
redogöra för GDPR och de kommande reglerna med syfte att undersöka hur 
GDPR ska infogas i den svenska arbetsrätten samt undersöka vilket skydd 
som återfinns för den personliga integriteten i arbetslivet, i den del som 
berör personuppgifter. Uppsatsen belyser även de nyheter och skillnader 
GDPR medför. Uppsatsen berör och analyserar även de eventuella 
svårigheter och konsekvenser införandet av GDPR kan komma att medföra. 
En stor nyhet för svensk del är att den så kallade missbruksregeln i PUL 
försvinner. Detta innebär att personuppgiftsansvariga kommer att behöva ta 
hänsyn till betydligt fler regler än tidigare.  
 
Uppsatsen konstaterar att GDPR kommer att ge den registrerade större rätt 
till tillgång till sina personuppgifter än tidigare. Detta kan dock komma att 
medföra diverse administrativa svårigheter. Uppsatsen konstaterar vidare att 
det skydd som återfinns på de enskilda arbetsplatserna vad gäller behandling 
av personuppgifter kommer att stärkas till följd av GDPRs ikraftträdande. 
GDPR innehåller nyheter, exempelvis rätten till dataportabilitet och 
utförande av konsekvensbedömningar samt kravet på inbyggt dataskydd, 
dessa kommer med största sannolikhet leda till större grad av 
eftertänksamhet. Ovanstående tillsammans med det faktum att det kommer 
att bli dyrt att bryta mot reglerna i GDPR i och med de nya 
sanktionsreglerna medför ett förstärkt skydd vid behandling av 
personuppgifter, då förhoppningsvis slentrianmässig behandling kan 
undvikas i större utsträckning än tidigare.  
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Förkortningar 
Artikel 29-gruppen Artikel 29-arbetsgruppen för skydd 
av personuppgifter 
 
Dataskyddsdirektivet Europaparlamentets och rådets 
direktiv 95/46/EG av den 24 
oktober 1995 om skydd för 
enskilda personer med avseende på  
behandling av personuppgifter och  
om det fria flödet av sådana  
uppgifter 
 
Dataskyddsförordningen  Europaparlamentets och rådets  
Förordning (EU) 2016/679 av den  
27 april 2016 om skydd för fysiska  
personer med avseende på 
behandling av personuppgifter och  
om det fria flödet av sådana  
uppgifter och om upphävande av  
direktiv 95/46/EG (allmän 
dataskyddsförordning) 
 
Dataskyddskonventionen Europarådets konvention av den 28 
januari 1981 om skydd för enskilda 
vid automatisk data - behandling av 
personuppgifter 
 
EDPB Europeiska dataskyddsstyrelsen 
 
EDPS   Europeiska datatillsynsmannen 
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EKMR Europeiska konventionen den 4 
november 1950 angående skydd för 
de mänskliga rättigheterna och de 
grundläggande friheterna 
 
EU Europeiska unionen 
 
EU-domstolen Europeiska unionens domstol 
 
Europadomstolen Europeiska domstolen för de 
mänskliga rättigheterna 
 
EU-stadgan Europeiska unionens stadga om de 
grundläggande rättigheterna 
 
FN Förenta Nationerna  
 
FEUF Fördraget om europeiska unionens 
funktionssätt 
 
GDPR General Data Protection 
Regulation, 
EUROPAPARLAMENTETS OCH 
RÅDETS FÖRORDNING (EU) 
2016/679 av den 27 april 2016 om 
skydd för fysiska personer med 
avseende på behandling av 
personuppgifter och om det fria 
flödet av sådana uppgifter och om 
upphävande av direktiv 95/46/EG 
(allmän dataskyddsförordning) 
 
ILO International Labour Organization 
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Prop.   Proposition 
 
PUL   Personuppgiftslag (SFS 1998:204) 
 
PUF   Personuppgiftsförordning  
(SFS 1998:1191) 
 
RF   Regeringsformen (1974:152) 
 
SOU   Statens offentliga utredningar 
 
TF  Tryckfrihetsförordningen 
(1949:105)  
 
YGL  Yttrandefrihetsgrundlagen        
(1991:1469)  
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1 Inledning  
1.1 Bakgrund 
Personlig integritet är en mänsklig rättighet.1 Personuppgifter, vilket 
inbegrips i den personliga integriteten, har kommit att bli en ovärderlig 
tillgång och kallas i flertalet sammanhang för ”’the currency of the future’”.2 
I dagens digitaliserade samhälle betalar du med din personliga integritet i 
många hänseenden. Detta tenderar att leda till att gränsen mellan arbetslivet 
och privatlivet suddas ut i en allt mer betydande omfattning än någonsin 
tidigare. I vilken utsträckning har egentligen en arbetsgivare möjlighet att 
kontrollera en anställd? Har arbetsgivaren rätt att ta del av din mail? Är det 
exempelvis tillåtet för en arbetsgivare att kontrollera det material den 
anställde har på sin tjänstetelefon? Har anställda rätt att ta del av de 
uppgifter arbetsgivaren skapar som exempelvis omdömen eller annat 
material? Sist men inte minst, i vilken utsträckning äger vi egentligen våra 
egna personuppgifter?  
 
Skyddet för den personliga integriteten, vid behandling av personuppgifter, 
återfinns främst i Dataskyddsdirektivet, vilket trädde ikraft för över tjugo år 
sedan. Den tekniska och digitala utveckling som skett sedan 
Dataskyddsdirektivet infördes 1995 är stor.3 Den 25 maj 2018 träder GDPR, 
den nya dataskyddsförordningen ikraft.4 GDPR är resultatet av att EU bland 
annat vill minska skillnaderna för skyddet av den personliga integriteten, 
beträffande behandling av personuppgifter, som återfinns i EUs olika 
medlemsstater.5  
 
                                                
1 Artikel 8 EKMR. 
2 Voigt, Von dem Bussche (2017). 
3 Artikel 34 i Dataskyddsdirektivet.  
4 Artikel 99 i GDPR.  
5 SOU 2017:39 s. 73 samt skäl 10 i GDPR. 
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Det finns idag ingen lag som enbart reglerar skyddet för den personliga 
integriteten i arbetslivet, trots att diskussion om sådan lag förts.6 En 
intressant fråga är därför vad GDPR kommer att innebära för skydd av den 
personliga integriteten, innefattat behandling av personuppgifter, när det 
kommer till situationer kopplade till anställningsförhållanden. I vilken grad 
kommer GDPR att förändra nu gällande rätt? Kommer reglerna i GDPR att 
resultera i ett starkare skydd för arbetstagare? Det är mot bakgrund av ovan 
denna uppsats tar sin utgångspunkt.  
1.2 Syfte och frågeställningar 
Det övergripande syftet med föreliggande uppsats är att undersöka vilket 
skydd som finns för den personliga integriteten i arbetslivet, i den del som 
berör personuppgifter. Huvudsakligt fokus är GDPR och hur GDPR ska 
infogas i den svenska arbetsrätten. För att uppnå det övergripande syftet 
ämnar uppsatsen besvara följande frågeställningar: 
 
• Vilket skydd för behandling av personuppgifter finns idag på den 
enskilda arbetsplatsen?  
 
• Vilka problem kan uppstå samt vilka förändringar kommer GDPR 
innebära för den enskilda arbetsplatsen och för den svenska 
arbetsrätten vid infogandet av GDPR? 
1.3 Metod och material 
Metoden som använts för att besvara denna uppsats frågeställningar är 
huvudsakligen en rättsdogmatisk metod, trots att begreppets exakta innebörd 
är något oklar.7 Utgångspunkten för en rättsdogmatisk metod är främst 
användandet av de allmänt accepterade rättskällorna, till vilka förarbeten, 
lagtext, praxis och doktrin tillhör.8 Uppsatsen tar till stor del sin 
                                                
6 SOU 2009:44 s. 17 f.  
7 Kleineman i: Korling, Zamboni (2013) s. 23. 
8 Kleineman i: Korling, Zamboni (2013) s. 21. 
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utgångspunkt i förarbeten och i den kommande lagtexten. Vad gäller praxis 
och doktrin har urvalet varit begränsat vid tidpunkten för uppsatsens 
författande. Detta beror främst på att GDPR ännu inte trätt ikraft. 
Rättskällorna har i denna framställning använts i enlighet med 
rättskälleläran. Med detta förstås att rättskällorna granskats och samtidigt 
värderats utifrån inbördes ordning i dignitet. Lagar, förarbeten och till viss 
del rättspraxis har därför använts för analys av den kommande rättsliga 
regleringen.9  
 
Utöver de allmänt accepterade rättskällorna har bland annat publikationer 
och utlåtanden från Datainspektionen använts. Materialet som 
Datainspektionen tillhandahåller är inte riktat till yrkesverksamma jurister 
utan snarare till allmänheten. Datainspektionen är ansvarig 
tillsynsmyndighet i Sverige. Datainspektionen gör bland annat inspektioner 
och hanterar klagomål från enskilda medborgare samt tar fram vägledningar 
och ger synpunkter på utredningar och lagförslag.10  Innehållet i 
Datainspektionens material har därför funnits intressant då det i vart fall kan 
användas vägledande. 
 
Vidare har vägledande utlåtanden från Artikel 29-gruppen använts. Artikel 
29-gruppen är en oberoende rådgivande grupp från EU-kommissionen, 
vilken arbetar för en enhetlig tolkning av Dataskyddsdirektivet och lämnar 
bland annat utlåtanden kring dess tolkning och tillämplighet.11 Gruppen 
består av företrädare från tillsynsmyndigheter från varje medlemsstat, en 
företrädare för EU-kommissionen samt den europeiske 
datatillsynsmannen.12 Huruvida dessa vägledande utlåtanden kan 
klassificeras som en rättskälla är något oklart, men om svaret är jakande bör 
dess rättskällevärde klassificeras som lågt. Om inte dessa utlåtanden kan 
                                                
9 Bernitz m.fl. (2014) s. 183 ff. 
10 Datainspektionen är den svenska tillsynsmyndigheten 
https://www.datainspektionen.se/om-oss/, hämtad 2017-12-13. Se även 2 § PUF. 
11 EU-kommissionen, Information om Artikel 29-gruppen 
http://ec.europa.eu/newsroom/article29/item-detail.cfm?item_id=605262, hämtad 2017-10-
17. 
12 Artikel 29 i Dataskyddsdirektivet. 
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klassificeras som rättskälla bör de i vart fall kunna användas som 
vägledande rättsligt material, då gruppens rekommendationer och yttranden 
getts ett betydande inflytande.13 Det bör i sammanhanget belysas att till det 
material som denna uppsats bygger på har ett kritiskt förhållningssätt 
tillämpats.  
 
GDPR är en EU-rättslig förordning vilket gör att även en EU-rättslig metod 
har ansetts lämplig att tillämpa för att besvara uppsatsens frågeställningar.14 
Den EU-rättsliga metoden liknar till stor del den rättdogmatiska metoden.  
Metoden avser att tolka de EU-rättsliga källorna utifrån dess syften och 
ändamål.15 Den teleologiska tolkningen, vilken är en annan benämning på 
denna ändamålstolkning, utgår från EU-domstolens tillvägagångssätt och 
praxis.16 EU-rätten har en tydlig normhierarki vilken delas upp i primärrätt, 
sekundärrätt och icke-bindande normgivning. Med primärrätt förstås 
unionsfördraget, funktionsfördraget, EU-stadgan samt allmänna 
rättsprinciper.17 Med sekundärrätt förstås huvudsakligen förordningar, 
direktiv och beslut. Med icke-bindande normgivning menas 
rekommendationer, yttranden, tillkännagivanden, meddelanden samt 
riktlinjer.18 Vad gäller de skäl som återfinns i preambeln till en rättsakt är 
dessa skäl inte på något sätt rättsligt bindande. Dessa skäl kan sedermera 
användas som viktig tolkningsdata.19 
 
Uppsatsen innehåller i vissa delar ett framåtblickande perspektiv. Därför har 
även en rättsanalytisk metod funnits tillämplig. Metoden har en nära 
anknytning till den rättsdogmatiska metoden. Den rättsanalytiska metoden 
har ansetts relevant eftersom det rättsanalytiska angreppssättet innebär en 
möjlighet att inte bara fastställa gällande rätt utan även analysera och 
eventuellt kritisera denna. Materialet som kan användas för analysen 
                                                
13 Bygrave (2014) s. 174. 
14 Reichel i: Korling, Zamboni (2013) s. 109. 
15 Sandgren (2015) s. 43 f , och Reichel i: Korling, Zamboni (2013) s. 109 f. 
16 Reichel i: Korling, Zamboni (2013) s. 115 ff. 
17 Bernitz m.fl. (2014) s. 178 f.  
18 Bernitz m.fl. (2014) s. 179 ff.  
19 Bernitz m.fl. (2014) s. 187.  
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sträcker sig dessutom längre än de traditionella rättskällorna vilka används i 
den rättsdogmatiska metoden.20  
1.4 Avgränsning 
Integritetsfrågor i arbetslivet är ett tämligen brett område och diskussionerna 
och infallsvinklarna är många. För att denna uppsats ska rymmas inom den 
tilldelade ramen måste en avgränsning ske. Genom att ge fokus till ett 
smalare område kan dessutom större klarhet nås. Ett större område skulle 
riskera att leda till en allt för generell genomgång. Uppsatsen kommer därför 
att begränsas till att endast omfatta de delar av integritetsfrågor i arbetlivet 
om berör behandling av personuppgifter. Avgränsningen faller sig tämligen 
naturlig då en av uppsatsens grundstenar är GDPR. Med arbetsplatser avses 
i detta arbete enskilda arbetsplatser i Sverige. Arbetsplatser med 
verksamhetsställe utanför Sverige lämnas därhän. Huvudsakligt fokus 
kommer att ligga på arbetsplatser i Sverige inom den privata sektorn. 
Arbetsplatser inom den offentliga sektorn kommer endast kort att beröras 
för att belysa att skillnader föreligger. Frågor om dataskydd i övriga 
hänseenden lämnas därhän. Arbetet har ett huvudsakligt fokus på GDPR och 
vad GDPR kommer att innebära för den enskilda arbetsplatsen. Vad gäller 
det svenska skyddet som återfinns för den personliga integriteten, 
beträffande behandling av personuppgifter, kommer PUL, 
Dataskyddsdirektivet och GDPR huvudsakligen att behandlas i denna 
uppsats. Relevanta bestämmelser i exempelvis Offentlighets- och 
sekretesslag (2009:400) kommer lämnas därhän. 
1.5 Forskningsläge 
Rätten till personlig integritet har behandlats i både svensk rätt och i EU-rätt 
och utgör ett viktigt rättsområde, då rätten till personlig integritet är en 
grundläggande mänsklig rättighet.21 Uppsatsen bygger i stora delar på 
                                                
20 Sandgren (2015) s. 45 ff. 
21 Artikel 8 i EKMR. 
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bestämmelserna i GDPR, vilken kommer att träda ikraft först i maj 2018.22 
Av denna anledning är urvalet av doktrin på området begränsat vid 
tidpunkten för uppsatsens författande. I det tunna urval som finns bör doktor 
Axel Freiherr von dem Bussche och Paul Voigt nämnas, båda från 
Tyskland. De har under 2017 tillsammans gett ut ”The Eu General Data 
Protection Regulation: A Practical Guide”. Boken är huvudsakligen ämnad 
att ge råd för det praktiska införandet av GDPR men lämnar även en analys 
av det kommande regelverket.23  
 
Rätten till personlig integritet i arbetslivet har varit föremål för flertalet 
utredningar i Sverige, 2009 kom en SOU gällande ett förstärkt skydd för den 
personliga integriteten i arbetslivet. Utredningen behandlade sedermera 
integritetsfrågor i arbetslivet i stort och därmed frågor utöver behandling av 
personuppgifter.24 Vad gäller personlig integritet i arbetslivet kopplat till 
enbart behandling av personuppgifter, kan sammantaget sägas att urvalet av 
material är smalt. Datainspektionen, vilken är ansvarig tillsynsmyndighet 
för behandling av personuppgifter i Sverige, har i ett utlåtande från 2012 
försökt sammanställa hur personuppgifter i arbetslivet får behandlas. 
Datainspektionens utlåtande bygger dock på bestämmelserna i PUL och i 
Dataskyddsdirektivet.25  
 
Mig veterligen finns det vid tidpunkten för denna uppsats författande ingen 
publicerad forskning eller litteratur som behandlar frågor om behandling av 
personuppgifter i anställningsförhållanden med beaktande av de kommande 
reglerna i GDPR. Det bör dock i sammanhanget nämnas att artikel 29-
gruppen har utkommit med ett vägledande utlåtande gällande behandling av 
personuppgifter i arbetslivet där de nya reglerna i GDPR i vart fall tas i 
beaktande.26 
                                                
22 Artikel 99 i GDPR. 
23 Voigt, Von dem Bussche (2017). 
24 SOU 2009:44. Se även SOU 2017:52 som behandlar risker för intrång i den personliga 
integriteten och delbetänkandet i SOU 2016:41 som båda till viss del berör behandling av 
personuppgifter i anställningsförhållanden. 
25 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf, hämtad 
2017-12-13.  
26 Artikel 29-gruppen Opinion 2/2017.  
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1.6 Disposition 
Uppsatsen innehåller sex kapitel. Det första kapitlet är ett inledande kapitel 
där bland annat bakgrund och problemformulering anges. I uppsatsens 
andra kapitel ges inledningsvis en definition av begreppet personlig 
integritet och läsaren får sedan en fortsatt presentation av både den EU-
rättsliga och den svenska rätten, de lege lata. I uppsatsens tredje kapitel ges 
en beskrivning av begreppet personuppgifter. Därefter följer en djupgående 
redogörelse för GDPR i de för uppsatsen relevanta delar. Kapitlet avslutas 
med en kortfattad reflektion. 
 
I det fjärde kapitlet ges läsaren en möjlighet att fördjupa sig i hur GDPR ska 
komma att införlivas i Sverige och i den svenska arbetsrätten. Kapitlet 
redogör även mycket kortfattat för det dataskydd som återfinns i Sverige 
och i EU. Kapitlet belyser vidare ett urval av de nyheter och skillnader 
GDPR kommer att medföra. Kapitlet avslutas med en egen reflektion. 
Uppsatsens femte kapitel fokuserar på GDPR i anställningsförhållanden. 
Inledningsvis definieras några för avsnittet relevanta begrepp. Därefter 
lämnas en presentation av behandling av personuppgifter på den enskilda 
arbetsplatsen, och vilket skydd för behandling av personuppgifter som finns 
idag samt vilket skydd som kommer finnas efter GDPRs ikraftträdande. 
Kapitlet innehåller även exemplifierande praxis samt vägledande utlåtanden 
från Artikel 29-gruppen och Datainspektionen. Avslutningsvis lämnas en 
egen reflektion över bland annat de administrativa svårigheter GDPR kan 
komma att medföra. Det sjätte, och det avslutande kapitlet, innehåller en 
analys av tidigare presenterat material och återkoppling till uppsatsens 
inledande frågeställningar. Uppsatsen avslutas med sammanfattande 
kommentarer. 
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2 Rätten till personlig integritet, 
de lege lata   
2.1 Inledning 
I följande kapitel ges inledningsvis en kortare beskrivning av begreppet 
personlig integritet och dess innebörd. Därefter ger kapitlet läsaren en 
kortare beskrivning av de internationella åtaganden och det EU-rättsliga 
skydd för den personliga integriteten, och i synnerhet för det skydd för 
personuppgifter som återfinns idag. Sedan ges en kort beskrivning av det 
svenska skyddet på området. Kapitlet avslutas med en kort bakgrund till 
behovet av en ny dataskyddsreform. 
2.2 Begreppet personlig integritet  
En exakt innebörd och en allmänt accepterad definition av begreppet 
personlig integritet finns inte, trots att begreppet varit föremål för flertalet 
överväganden.27 Enligt Nationalencyklopedin ska rätten till personlig 
integritet förstås som ”rätt att få sin personliga egenart och inre sfär 
respekterad och att inte utsättas för personligen störande ingrepp”.28  Vad 
som mer precist omfattas av den personliga integriteten är närmast en fråga 
som får avgöras av varje enskild persons subjektiva uppfattning.29 Personlig 
integritet kan även beskrivas som en prima facie-rättighet.30 Oavsett vilka 
värden som läggs i begreppet personlig integritet kan begreppet alltid 
kopplas samman med frågor gällande behandling av personuppgifter.31  
                                                
27 Se bland annat Lagrådsremiss, ett starkt straffrättsligt skydd för den personliga 
integriteten s. 17 samt prop. 2009:10:80 s. 175 och SOU 2004:6 s. 27. 
28 Nationalencyklopedin, integritet 
http://www.ne.se.ludwig.lub.lu.se/uppslagsverk/encyklopedi/lång/integritet, hämtad 2017-
11-15. 
29 SOU 2004:6 s. 27.  
30 Med prima facie-rättighet förstås en giltig och välgrundad rättighet som kan sättas ur 
spel vid konflikt med andra rättigheter som väger tyngre, se prop. 2005/06:173 s. 16, SOU 
1997:39 bilaga 4 s. 801.  
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På grund av svårigheten att definiera begreppet positivt, har försök istället 
gjorts att definiera begreppet genom att fastställa vad som kan utgöra en 
kränkning av den personliga integriteten.32 Varje enskild person har rätt att 
få sin personliga integritet skyddad mot diverse intrång.33 En 
integritetskränkning beskrivs ofta som en förlust av den egna personen, 
alternativt som en förlust av uppgifter tillhörande dig som person. För att få 
en allmän överblick på vad som faktiskt kan utgöra en kränkning av den 
personliga integriteten hänvisas ofta till en av professor Stig Strömholm 
upprättad ”kränkningskatalog”. I denna ”kränkningskatalog” nämns bland 
annat utnyttjande av annans namn eller bild och spridande av förtroliga 
uppgifter som exempel på kränkande handlingar.34  
2.3 Internationella åtaganden och EU-rätt 
Skydd för den personliga integriteten är en mänsklig rättighet sedan FNs 
allmänna förklaring om de mänskliga rättigheterna kungjordes år 1948.35 
Enligt FNs allmänna förklaring gäller bland annat att ingen får utsättas för 
godtyckligt ingripande i fråga om privatliv, hem eller korrespondens. Envar 
ska vara skyddad mot sådana angrepp eller ingripanden.36 
 
Det första lagstadgade skyddet för den personliga integriteten tillkom 
genom den Europeiska konventionen den 4 november 1950 angående skydd 
för de mänskliga rättigheterna och de grundläggande friheterna, hädanefter 
förkortat EKMR. EKMR skyddar i rätten respekt för privat och familjeliv 
samt för korrespondens.37 Denna rätt är en rättighet som inte på något sätt 
                                                                                                                        
 
31 SOU 2004:6 s. 28. 
32 SOU 2004:6 s. 29.  
33 Nationalencyklopedin, integritetskränkning. 
http://www.ne.se/uppslagsverk/encyklopedi/lång/integritetskränkning, hämtad 2017-11-16. 
34 SOU 2004:6 s 29 samt Strömholm SvJT 1971 s. 698 f. Se även SOU 2016:41 s. 139 f.  
35 1948 års Allmänna Förklaring om de mänskliga rättigheterna, Universal Declaration of 
Human Rights (UDHR), adopted and proclaimed by UN General Assembly resolution 217 
A (III) on 10 December 1948. 
36 Artikel 12 1948 års Allmänna Förklaring om de mänskliga rättigheterna, Universal 
Declaration of Human Rights (UDHR), adopted and proclaimed by UN General Assembly 
resolution 217 A (III) on 10 December 1948. 
37 Artikel 8.1 i EKMR. 
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får inskränkas av offentlig myndighet utan stöd i lag, inskränkning får 
endast ske om det anses nödvändigt med hänsyn till vissa i artikeln 
fastställda intressen.38  
 
År 1985 trädde Europarådets konvention om skydd för enskilda vid 
automatisk databehandling av personuppgifter, den så kallade 
Dataskyddskonventionen ikraft. Syftet med konventionen är att särskilt 
säkerställa den enskildes rätt till personlig integritet i samband med 
automatiserad behandling av personuppgifter. Samtliga medlemsstater i EU 
har ratificerat konventionen.39  
 
Det idag mer precisa skyddet för behandling av personuppgifter återfinns i 
Europaparlamentets och rådets direktiv 95/46/EG av den 24 oktober 1995 
om skydd för enskilda personer med avseende på behandling av 
personuppgifter och om det fria flödet av sådana uppgifter, hädanefter 
förkortat Dataskyddsdirektivet. Dataskyddsdirektivet syftar till att skydda 
enskilda personers fri- och rättigheter vid behandling av personuppgifter, 
med särskilt fokus på den enskildas rätt till privatliv.40 Dataskyddsdirektivet 
trädde ikraft för mer än tjugo år sedan och tar ingen nämnvärd hänsyn till 
dagens allt mer digitaliserade värld.41 Rätten till skydd vid behandling av 
personuppgifter återfinns även i fördraget om Europeiska unionens 
funktionssätt, FEUF. Där stadgas att var och en har rätt till skydd för de 
egna personuppgifterna.42 
 
År 2000 antog EUs medlemsstater Europeiska unionens stadga om de 
grundläggande rättigheterna, EU-stadgan. Sedan Lissabonfördragets 
ikraftträdande år 2009 är stadgan rättsligt bindande för samtliga EU-
medlemsstater.43 I stadgan anges rätt till respekt för privatliv, familjeliv och 
                                                
38 Artikel 8.2 i EKMR. 
39 Artikel 1 i Dataskyddskonventionen. Se även SOU 2017:39 s. 66.   
40 Artikel 1 i Dataskyddsdirektivet.  
41 Artikel 34 i Dataskyddsdirektivet. 
42 Artikel 16.1 FEUF.  
43 Lissabonfördraget om ändring av fördraget om Europeiska unionen och fördraget om 
upprättandet av Europeiska gemenskapen, undertecknat i Lissabon den 13 december 2007 
jämför artikel 6.1 i EU-fördraget.  
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kommunikationer.44 Stadgan reglerar närmare skyddet av personuppgifter 
och ger var och en rätt till skydd för personuppgifter. Vidare följer att 
personuppgifter ska behandlas lagligt, med bestämda ändamål, grundat på 
den berörda personens samtycke eller annan laglig eller legitim grund. 
Dessutom har var och en rätt att få ta del av de uppgifter som rör personen i 
fråga och få dessa uppgifter rättade om de skulle innehålla felaktigheter.45  
2.4 Svensk rätt 
Skydd för den personliga integriteten återfinns i svensk grundlag. I 
Regeringsformen, RF, stadgas att den offentliga makten ska utövas med 
respekt för människans frihet, vidare ska det allmänna värna om den 
enskildes privat- och familjeliv.46 I RF stadgas vidare att var och en mot det 
allmänna är skyddad mot intrång i den personliga integriteten, såvida det 
sker utan samtycke eller innebär någon form av övervakning eller 
kartläggning av personliga förhållanden.47 Denna bestämmelse tillkom efter 
att ändringar i RF trädde ikraft år 2011. En av anledningarna till 
omarbetningen var att lagstiftaren bland annat ansåg att tillräcklig vikt inte 
lagts vid integritetsskyddsaspekterna. Ändringarna medförde att skyddet 
mot integritetskränkningar stärktes.48 
 
Sedan 1995 gäller EKMR som lag i Sverige och är inkorporerad i svensk 
rätt genom RF där det framgår att lag eller annan föreskrift inte får meddelas 
i strid med Sveriges åtaganden på grund av EKMR.49 Sverige har vidare 
införlivat Dataskyddsdirektivet främst genom personuppgiftslagen 
(1998:204), PUL, vars huvudsakliga syfte är att skydda enskilda mot att 
deras personliga integritet kränks vid behandling av personuppgifter.50 PUL 
                                                
44 Artikel 7 EU-stadgan. 
45 Artikel 8 EU-stadgan. 
46 1 kap. 2 § 4 st. RF.  
47 2 kap. 6 § 2 st. RF. 
48 Tillägget resulterade i att 2 st. tillkom i 2 kap. 6 § RF. Se bland annat prop. 2009/10:80 s. 
176 samt Magnusson Sjöberg, Klamberg & Öman i: Magnusson-Sjöberg (red.) (2016), s. 
162. 
49 2 kap. 19 § RF. 
50 1 § PUL. 
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utgör det idag gällande skyddet för personlig integritet beträffande 
behandling av personuppgifter i svensk rätt. PUL kompletteras även av 
bestämmelserna som återfinns i personuppgiftsförordningen (1998:1191), 
PUF. 
2.5 Behovet av en ny dataskyddsreform 
I takt med teknikens utveckling har behovet av skydd vid behandling av 
personuppgifter ökat och nya utmaningar har tillkommit beträffande hur 
personuppgifter ska skyddas i vår allt mer digitaliserade och globaliserade 
värld. År 2012 lade kommissionen fram ett förslag om en reformerad 
dataskyddsreglering i EU. Förslaget innebar kortfattat att det idag gällande 
Dataskyddsdirektivet skulle ersättas med en förordning med allmänna EU-
regler beträffande skydd av personuppgifter.51 Rätten till skydd för 
personuppgifter har även kommit att testas flertalet gånger av EU-domstolen 
vilket tyder på dess vikt och relevans.52  
 
Den 27 april 2016 antogs General Data Protection Regulation, 
EUROPAPARLAMENTETS OCH RÅDETS FÖRORDNING (EU) 
2016/679 av den 27 april 2016 om skydd för fysiska personer med avseende 
på behandling av personuppgifter och om det fria flödet av sådana uppgifter 
och om upphävande av direktiv 95/46/EG (allmän dataskyddsförordning), 
hädanefter förkortat GDPR, vilken kommer att ersätta det nu gällande 
Dataskyddsdirektivet och utgöra den generella regleringen av 
personuppgiftsbehandling inom EU.53 Dataskyddsdirektivet har inte bara 
många år på nacken, vilket lett till att det är något föråldrat och inte anpassat 
till dagens teknik, Dataskyddsdirektivet har även inneburit en stor 
diskrepans mellan EU:s medlemsstater. Detta beror till stor del på dess form 
som direktiv.54  
                                                
51 Förslag till Europaparlamentets och rådets förordning om skydd för enskilda personer 
med avseende på behandling av personuppgifter och om det fria flödet av sådana uppgifter 
(allmän uppgiftsskyddsförordning) (COM [2012] 11 final av den 25 januari 2012). 
52 Se bland annat de förenade målen C-465/00, C-138/01 och C-139/01. 
53 Artikel 94 samt artikel 99 i GDPR.  
54 Skäl 10 i GDPR. 
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GDPR är en förordning vilket innebär att GDPR kommer att börja verka 
direkt som lag i samtliga medlemsstater från och med dagen för 
ikraftträdande.55  GDPR är en modern reglering som förhoppningsvis 
kommer att leda till ökad kontroll och en ökad förståelse. En stor 
förhoppning och ett av de bakomliggande huvudsyftena med GDPR är att 
skillnaderna mellan medlemsstaterna ska minska.56  
                                                
55 Enligt artikel 288 FEUF har en EU-förordning allmän giltighet och är direkt tillämplig 
och bindande i alla delar i varje medlemsstat. Detta ska jämföras med EU-direktiv som 
istället verkar genom implementering i nationell rätt.  
56 SOU 2017:39 s.73 samt skäl 10 i GDPR. 
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3 Den nya 
dataskyddsförordningen 
3.1 Inledning 
Detta kapitel har för avsikt att ge läsaren en översikt över det viktigaste 
innehållet i, och de för uppsatsen relevanta delar, i GDPR. GDPR grundas 
till stor del på det idag gällande Dataskyddsdirektivets struktur och innehåll, 
men innebär trots detta en rad förändringar.57 Ett utav de bakomliggande 
syftena med GDPR är att harmonisera skyddet för fysiska personer och 
säkerställa ett fritt flöde av personuppgifter mellan medlemsstaterna.58 
GDPR är tillämpligt på behandling av personuppgifter som sker helt eller 
delvis automatiskt, samt på annan behandling av personuppgifter som ingår 
i/kommer att ingå i ett register.59 GDPR är teknikneutralt, med detta menas 
att bestämmelserna är tillämpliga oavsett vilken teknik som används vid 
behandling av personuppgifter. Det spelar således ingen roll om behandling 
av personuppgifter sker på automatiserad eller på manuell väg.60 En 
registrerad kommer i den fortsatta framställningen användas som ett 
begrepp på de personer vars personuppgifter behandlas enligt GDPR.61 
3.2 Vad är en personuppgift? 
Begreppet personuppgift förklaras i PUL som ”All slags information som 
direkt eller indirekt kan hänföras till en fysisk person som är i livet.”62 
Begreppet är vidsträckt och tenderar lämna ett stort tolkningsutrymme. Art 4 
GDPR definierar en personuppgift enligt följande:  
                                                
57 SOU 2017:39 s. 75.   
58 Skäl 3 samt 10 i GDPR. 
59 Artikel 2.1 i GDPR. 
60 Skäl 15 i GDPR. 
61 Jämför med artikel 4 i GDPR där varje upplysning som avser en identifierad eller 
identifierbar fysisk person benämns som registrerad. En tolkning av begreppet registrerad 
som sedan genomlyses i hela GDPR. 
62 Se definitionen av begreppet personuppgift i 3 § PUL. 
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”varje upplysning som avser en identifierad eller identifierbar 
fysisk person (nedan kallad en registrerad), varvid en 
identifierbar fysisk person är en person som direkt eller indirekt 
kan identifieras särskilt med hänvisning till en identifierare som 
ett namn, ett identifikationsnummer, en lokaliseringsuppgift 
eller onlineidentifikatorer eller en eller flera faktorer som är 
specifika för den fysiska personens fysiska, fysiologiska, 
genetiska, psykiska, ekonomiska, kulturella eller sociala 
identitet.”63 
 
Begreppet personuppgift sträcker sig således betydligt längre än exempelvis 
ett personnummer. En personuppgift kan därför närmre förklaras som en 
uppgift vilken direkt eller indirekt kan kopplas samman med en specifik 
person. Datainspektionen räknar upp bilder och ljudupptagningar på 
enskilda personer som exempel på handlingar som kan utgöra en 
personuppgift. Vidare anger Datainspektionen att krypterade uppgifter i 
olika former som exempelvis IP-nummer även kan räknas som 
personuppgifter, förutsatt att uppgiften går att koppla till en fysisk person.64   
3.3 När är behandling av personuppgifter 
laglig? 
För att kunna besvara frågan vad som utgör en laglig behandling av 
personuppgifter måste det inledningsvis konstateras vad som avses med 
behandling av personuppgifter.65 Enligt definitionen i art 4.2 GDPR utgör 
en behandling: 
 
”en åtgärd eller kombination av åtgärder beträffande 
personuppgifter eller uppsättningar av personuppgifter, 
oberoende av om de utförs automatiserat eller ej, såsom 
insamling, registrering, organisering, strukturering, lagring, 
                                                
63 Artikel 4 i GDPR. 
64 http://www.datainspektionen.se/fragor-och-svar/personuppgiftslagen/vad-ar-en-
personuppgift/, hämtad: 2017-09-14. Se även skäl 30 i GDPR. 
65 Begreppet behandling i GDPR definieras liknande Dataskyddsdirektivet artikel 2.b ”varje 
åtgärd eller serie av åtgärder som vidtas beträffande personuppgifter, vare sig det sker på 
automatisk väg eller inte, till exempel insamling, registrering, organisering, lagring, 
bearbetning eller ändring, återvinning, inhämtande, användning, utlämnande genom 
översändande, spridning eller annat tillhandahållande av uppgifter, sammanställning eller 
samkörning, blockering, utplåning eller förstöring”. 
 22 
bearbetning eller ändring, framtagning, läsning, användning, 
utlämning genom överföring, spridning eller tillhandahållande 
på annat sätt, justering eller sammanförande, begränsning, 
radering eller förstöring.”66 
 
Definitionen av vad som utgör en behandling är vidsträckt. Alla tänkbara 
situationer kopplade till personuppgifter kan komma att utgöra behandling. 
För att behandling av personuppgifter ska rättfärdigas måste behandlingen 
ske på laglig grund. Art 6.1 GDPR stadgar följande:  
 
”1. Behandling är endast laglig om och i den mån som 
åtminstone ett av följande villkor är uppfyllt: 
a) Den registrerade har lämnat sitt samtycke till att dennes 
personuppgifter behandlas för ett eller flera specifika ändamål. 
b) Behandlingen är nödvändig för att fullgöra ett avtal i vilket 
den registrerade är part eller för att vidta åtgärder på begäran 
av den registrerade innan ett sådant avtal ingås. 
c) Behandlingen är nödvändig för att fullgöra en rättslig 
förpliktelse som åvilar den personuppgiftsansvarige. 
d) Behandlingen är nödvändig för att skydda intressen som är 
av grundläggande betydelse för den registrerade eller för en 
annan fysisk person. 
e) Behandlingen är nödvändig för att utföra en uppgift av 
allmänt intresse eller som ett led i den personuppgiftsansvariges 
myndighetsutövning. 
f) Behandlingen är nödvändig för ändamål som rör den 
personuppgiftsansvariges eller en tredje parts berättigade 
intressen, om inte den registrerades intressen eller 
grundläggande rättigheter och friheter väger tyngre och kräver 
skydd av personuppgifter, särskilt när den registrerade är ett 
barn. Led f i första stycket ska inte gälla för behandling som 
utförs av offentliga myndigheter när de fullgör sina uppgifter.”67 
 
Listan i artikel 6 är uttömmande, vilket innebär att alla former av behandling 
som inte räknas upp i artikeln är olagliga. Flera av de rättsliga grunder som 
räknas upp i artikeln är i viss mån överlappande, vilket leder till att flera 
grunder kan vara tillämpliga på en och samma behandling.68 De flesta av de 
                                                
66 Artikel 4.2 i GDPR. 
67 Artikel 6.1 i GDPR. 
68 Artikel 6.1 i GDPR se även SOU 2017:39 s. 104.  
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lagliga grunder som räknas upp återfinns även i det idag gällande 
Dataskyddsdirektivet.69  
3.3.1 Särskilt om samtycke  
Vilket berörts ovan skiljer sig grunderna för laglig behandling i GDPR och i 
Dataskyddsdirektivet inte nämnvärt åt.70 En skillnad är dock att kravet 
beträffande samtycke nu ges en snävare betydelse.71 Om behandling av 
personuppgift grundar sig på samtycke är det upp till den 
personuppgiftsansvarige att visa att ett sådant samtycke föreligger.72 Art 4 
GDPR stadgar att ett samtycke av den registrerade utgör:  
 
”varje slag av frivillig, specifik, informerad och otvetydig 
viljeyttring, genom vilken den registrerade, antingen genom ett 
uttalande eller genom en entydig bekräftande handling, godtar 
behandling av personuppgifter som rör honom eller henne.”73 
 
För att ett samtycke ska vara lagligt gäller således att det rör sig om en 
frivillig viljeyttring, i övrigt ställer GDPR inga formkrav. För att ett 
samtycke ska anses frivilligt måste det föreligga en möjlighet för den 
registrerade att dra tillbaka sitt samtycke, utan att riskera att utsättas för 
någon form av repressalier.74 Samtycke utgör heller ingen laglig grund i de 
fall det råder ett uppenbart ojämlikt förhållande mellan den 
personuppgiftsansvarige och den registrerade, vilket ofta torde bli aktuellt i 
fall då den personuppgiftsansvarige är en offentlig myndighet.75 Artikel 7 
GDPR stadgar de villkor som ställs för ett giltigt samtycke. Den registrerade 
har rätten att när som helst återkalla sitt samtycke. För att avgöra huruvida 
ett samtycke är frivilligt eller inte ska hänsyn ges till huruvida avtalet 
                                                
69 Artikel 6.1 i GDPR motsvarar i stora drag artikel 7 Dataskyddsdirektivet vilken har 
genomförts i svensk rätt genom 10 § PUL. 
70 Se avsnitt 3.3 samt artikel 6 GDPR jämfört med artikel 6 och 7 i Dataskyddsdirektivet. 
71 Jämför artikel 6.1.a GDPR och artikel 7.a i Dataskyddsdirektivet. 
72 Artikel 7 i GDPR en redogörelse för innebörden av personuppgiftsansvar presenteras i 
avsnitt 3.5. 
73 Artikel 4 i GDPR. 
74 Skäl 42 i GDPR. 
75 Skäl 43 i GDPR. 
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alternativt tillhandahållandet av en tjänst gjorts beroende av samtycket till 
behandlingen vilket inte är nödvändig för genomförande av själva avtalet.76  
 
Exempel på giltiga samtycken är en muntlig eller skriftlig förklaring som 
exempelvis en aktivt ikryssad ruta gällande samtycke på internet alternativt 
genom annan förklaring som tydligt visar att den registrerade samtycker till 
behandlingen. Samtycket bör, enligt ett av skälen till GDPR, gälla all 
behandling som utförs för samma ändamål, finns det flera ändamål som 
ligger till grund för behandlingen ska samtycke lämnas till var och ett utav 
dessa. Inaktivitet som exempelvis tystnad eller på förhand ikryssade rutor 
utgör inget giltigt samtycke.77 Vad gäller barns samtycke gäller särskilt 
stadgade regler då barn anses extra skyddsvärda.78  
3.3.2 Särskilt om berättigat och allmänt intresse 
En personuppgiftsansvarigs berättigade intresse kan utgöra en laglig grund 
för behandling av personuppgifter. Detsamma gäller för tredje part förutsatt 
att den registrerades intressen, friheter och grundläggande rättigheter inte 
väger tyngre.79  Ett berättigat intresse kan föreligga då det finns ett 
förhållande, som exempelvis ett anställningsförhållande eller ett 
kundförhållande mellan den registrerade och den personuppgiftsansvarige.80 
Ett annat exempel när berättigat intresse kan anses föreligga är i fall där 
behandling är nödvändig för att säkerställa exempelvis nät- och 
informationssäkerhet.81 Ytterligare ett exempel på när berättigat intresse kan 
anses föreligga är situationer då personuppgifter måste överföras inom en 
koncern eller liknande för administrativa ändamål.82  
 
Behandling som kan anses nödvändig för att utföra en uppgift av allmänt 
intresse är exempelvis behandling som har avgörande betydelse för den 
                                                
76 Artikel 7.3-4 i GDPR. 
77 Skäl 32 i GDPR. 
78 Artikel 8 i GDPR. 
79 Artikel 6.1.f i GDPR. 
80 Skäl 47 i GDPR. 
81 Skäl 49 i GDPR. 
82 Skäl 48 i GDPR. 
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registrerades eller för annans liv. Behandling som grundas på allmänt 
intresse bör endast ske i de fall behandlingen inte kan kopplas till någon 
utav de andra grunderna. Behandling som kan falla inom ramen för allmänt 
intresse är exempelvis behandling som är nödvändig för humanitära skäl 
eller humanitära nödsituationer.83 
3.3.3 Särskilt om fullgörande av avtal och 
rättslig förpliktelse  
Behandling av personuppgifter anses laglig om behandlingen är nödvändig i 
samband med avtal, detsamma gäller även i de fall då det finns en avsikt att 
ingå ett avtal.84 Vad gäller behandling som grundar sig på rättslig 
förpliktelse föreligger ingen rättslig grund för behandling av 
personuppgifter om förpliktelsen ger den personuppgiftsansvarige en allt för 
stor handlingsfrihet. En rättslig förpliktelse måste, vilket förstås av själva 
begreppet grunda sig på lag. Detta innebär dock inte att den rättsliga 
förpliktelsen måste framgå av författning eller liknande.85  
 
Rättslig förpliktelse som laglig grund för behandling av personuppgifter är 
ingen nyhet i GDPR.86 Artikel 29-gruppen har i ett utlåtande från 2006 
uttalat sig om motsvarande bestämmelse i Dataskyddsdirektivet. I uttalandet 
belyser artikel 29-gruppen vikten av att den förpliktelse en behandling 
grundar sig på måste innehålla en uttrycklig hänvisning till arten och syftet 
med behandlingen.87  
                                                
83 Artikel 6.1.e i GDPR samt skäl 46 i GDPR. 
84 Skäl 44 i GDPR. 
85 SOU 2017:39 s. 114. 
86 Jämför artikel 6.1.c i GDPR med regleringen i artikel 7.c i Dataskyddsdirektivet. 
87 SOU 2017:39 s. 114 ff. samt Artikel 29-gruppens Yttrande 6/2014 s. 21. Registeransvarig 
kan förklaras som GDPRs motsvarighet till personuppgiftsansvarig. 
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3.4 Allmänna principer för behandling av 
personuppgifter 
Utöver tidigare redovisade lista för laglig behandling krävs att kraven 
beträffande de allmänna principerna som stadgas i artikel 5 GDPR 
tillgodoses. Artikeln redovisar sju olika principer som ska tillämpas vid 
behandling av personuppgifter. Den första principen stadgar att laglighet, 
öppenhet och korrekthet ska gälla vid behandling av personuppgifter. 
Vidare följer en ändamålsbegränsning vilken innebär att personuppgifterna 
ska ha samlats in för ” […] särskilda, uttryckligt angivna och berättigade 
ändamål”.88 Ett uttryckligt ändamål måste således finnas vid behandling av 
personuppgifter. Den tredje principen stadgar en uppgiftsminimering som 
innebär att behandlingen ska vara relevant och adekvat i förhållande till 
ändamålet med behandlingen. Detta innebär att det inte är acceptabelt att 
behandla uppgifter utan legitim anledning. Fortsatt följer en princip om 
korrekthet. Principen innebär att alla rimliga åtgärder som kan vidtas för att 
säkerställa uppgifternas korrekthet bör vidtas, vid fel ska rättelse ske.89  
 
Den femte principen är principen om lagringsminimering. Med detta menas 
att personuppgifter inte får förvaras så att de möjliggör identifiering av den 
registrerade under en längre tid än för vilken som kan anses nödvändig för 
ändamålen bakom behandlingen.90 Den sjätte principen är principen om 
integritet och konfidentialitet vilket kortfattat innebär att behandlingen av 
personuppgifter ska ske på ett sätt som genererar lämplig säkerhet för 
uppgifterna, och skyddar mot otillåten samt obehörig behandling. Den sista 
principen är principen om ansvarsskyldighet vilket innebär att det är den 
personuppgiftsansvarige som ansvarar för att ovan uppräknade principer 
efterlevs.91  
 
                                                
88 Artikel 5.1.b i GDPR. 
89 Artikel 5.1.a-d i GDPR. 
90 Artikel 5.1.e i GDPR. 
91 Artikel 5.1.d-f i GDPR. 
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Det bör i sammanhanget även nämnas att det står det varje medlemsstat fritt 
att införa mer specifika bestämmelser för att anpassa tillämpningen av 
GDPR.92 Särskilt när det kommer till de krav som uppställs gällande 
villkoret rättslig förpliktelse och villkoret gällande uppgift av allmänt 
intresse.93 
3.5 Personuppgiftsansvar 
Ett av de bakomliggande syftena med GDPR har varit att tydliggöra vilket 
ansvar och vilka skyldigheter de som behandlar personuppgifter har.94 
Enligt artikel 4.7 GDPR definieras en personuppgiftsansvarig enligt 
följande: 
 
”en fysisk eller juridisk person, offentlig myndighet, institution 
eller annat organ som ensamt eller tillsammans med andra 
bestämmer ändamålen och medlen för behandlingen av 
personuppgifter; om ändamålen och medlen för behandlingen 
bestäms av unionsrätten eller medlemsstaternas nationella rätt 
kan den personuppgiftsansvarige eller de särskilda kriterierna 
för hur denne ska utses föreskrivas i unionsrätten eller i 
medlemsstaternas nationella rätt,”95 
 
En personuppgiftsansvarig kan således vara både en fysisk eller en juridisk 
person. Det finns även en möjlighet till gemensamt personuppgiftsansvar i 
de fall personuppgiftsansvariga gemensamt fastställer ändamål och medel 
för behandling av personuppgifter. I de fall ett gemensamt 
personuppgiftsansvar föreligger åligger det de båda ansvariga att under 
öppna former fastställa sina respektive ansvar för fullgörande av de 
åtaganden som följer av GDPR. Oavsett åligger det alltid de 
personuppgiftsansvariga ett solidariskt ansvar gentemot den registrerade.96 
 
                                                
92 Artikel 6.2 i GDPR. 
93 Artikel 6 i GDPR jämfört med artikel 6.1.c samt artikel 6.1.e i GDPR. 
94 Skäl 11 i GDPR. 
95 Artikel 4.7 i GDPR.  
96 Artikel 26.3 i GDPR. 
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GDPR innebär en rad skyldigheter som tillkommer den 
personuppgiftsansvarige. Det åligger bland annat den 
personuppgiftsansvarige att genomföra lämpliga tekniska och 
organisatoriska åtgärder för att säkerställa en enligt förordningen lagenlig 
behandling. Detta med särskilt beaktande av exempelvis behandlingen art, 
sammanhang, omfattning eller ändamål.97 Vidare åligger det den 
personuppgiftsansvarige att kunna visa att de uppförandekoder och 
certifieringsmekanismer som uppställs följs.98 
3.5.1 Personuppgiftsbiträden 
Personuppgiftsbiträde kan vara en fysisk eller juridisk person som behandlar 
personuppgifter för den personuppgiftsansvariges räkning.99 Ett typexempel 
är ett företag eller en myndighet som behandlar personuppgifter för någon 
annans räkning.100 Personuppgiftsbiträden har enligt nu gällande rätt inga 
skyldigheter. I och med GDPRs ikraftträdande nästa år ändras detta. 
Personuppgiftsbiträden kommer då att få enskilda skyldigheter. Exempelvis 
kommer personuppgiftsbiträden bli skyldiga att upprätta 
registerbeskrivningar.101   Det är i sammanhanget viktigt att poängtera att en 
personuppgiftsansvarig inte kan delegera sitt ansvar helt till ett 
personuppgiftsbiträde. Gränsdragningen mellan ett personuppgiftsbiträde 
och personuppgiftsansvarig är dock inte alltid helt glasklar då båda 
exempelvis har en skyldighet att skydda uppgifter.102  
 
Biträde ska behandla personuppgifter enligt instruktion från 
personuppgiftsansvarig. Hanteringen ska regleras i ett så kallat biträdesavtal. 
I biträdesavtalet ska det bland annat tydligt framgå vilken/vilka som är 
föremål för behandlingen, behandlingens varaktighet, art samt ändamål med 
                                                
97 Artikel 24 i GDPR. 
98 Artikel 24 i GDPR samt artikel 40 och artikel 42 i GDPR. 
99 Artikel 4.8 i GDPR. 
100 https://www.datainspektionen.se/fragor-och-svar/eus-
dataskyddsreform/personuppgiftsansvar-och-personuppgiftsbitraden/, hämtad 2017-11-24. 
101 Artikel 28 i GDPR.  
102 Jämför artikel 24 i GDPR med artikel 28 i GDPR. 
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behandlingen.103  I de fall biträde behandlar personuppgifterna för egen 
vinning eller utöver avtalet kan personuppgiftsbiträdet sannolikt ses som 
personuppgiftsansvarig för dessa uppgifter.104 Både biträde och 
personuppgiftsansvarig kan komma att bli sanktionsskyldiga vid 
överträdelse av reglerna i GDPR.105  
3.5.2 Dataskyddsombud 
Vissa organisationer exempelvis myndigheter och andra offentliga organ, 
vilka behandlar personuppgifter i stor omfattning, kommer vara tvungna att 
utse ett datasskyddsombud.106 Dataskyddsombudets huvudsakliga uppgifter 
är att verka rådgivande samt informera den egna organisationen om 
skyldigheter som följer av GDPR. Det åligger även dataskyddsombudet att 
kontrollera att dessa regler efterlevs samt vara kontaktperson för 
tillsynsmyndigheten.107  
3.6 Den registrerades rättigheter 
De registrerade åtnjuter en rad rättigheter enligt GDPR. Varje behandling av 
personuppgifter måste vara laglig och rättvis.108 Vidare råder en 
öppenhetsprincip. Principen innebär att all information som lämnas till den 
registrerade ska vara lättåtkomlig, kortfattad och tydlig samt utformad på ett 
lättförståeligt vis.109 Den registrerade har rätt att alltid få information om när 
behandling av personuppgifter sker, det åligger den personuppgiftsansvarige 
att vidta lämpliga åtgärder för att tillhandahålla den registrerade denna 
information. Informationen kan lämnas antingen muntligen eller 
skriftligen.110 Informationen bör ges i samband med inhämtande av 
personuppgifterna, alternativt om personuppgifterna erhålls från tredje part, 
                                                
103 Artikel 28 i GDPR. 
104 Artikel 28.10 i GDPR. 
105 Artikel 82.2 i GDPR samt skäl 146 i GDPR. 
106 Artikel 37 i GDPR. Det står även andra organisationer fritt att utse ett dataskyddsombud 
även om det inte är obligatoriskt.  
107 Tillsynsmyndigheten i Sverige behandlas närmre i avsnitt 4.3. 
108 Se avsnitt 3.3.3-4 samt skäl 39 i GDPR. 
109 Artikel 12 i GDPR samt skäl 58 i GDPR. 
110 Artikel 12.1 i GDPR. 
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inom en rimlig period.111 Därutöver finns vissa tillfällen när särskild 
information ska lämnas till den registrerade. Exempel på sådana tillfällen är 
då en personuppgiftsincident eller ett dataintrång inträffar eller om det 
föreligger en risk för identitetsstöld eller bedrägeri.112   
 
GDPR skiljer vidare på information av personuppgifter som samlats in av 
den registrerade och personuppgifter som tillhandahållits genom annan 
part.113 Många av den personuppgiftsansvariges skyldigheter är desamma 
oavsett hur personuppgifterna samlats in, men bestämmelserna i de fall 
personuppgifterna tillhandahållits från annan part är mer vidgående och ger 
exempelvis den registrerades rätt att veta varifrån de personuppgifter som 
behandlats inhämtats.114 Oavsett hur personuppgifterna har samlats in har 
den registrerade alltid rätt att få identitet och kontaktuppgifter till den 
personuppgiftsansvarige.115  
 
Den personuppgiftsansvarige ska även lämna information om ändamålen, 
och den rättsliga grund som föreligger samt redovisa eventuella mottagare 
och personer som kan komma att ta del av personuppgiften.116 Vidare följer 
att den personuppgiftsansvarige även ska redovisa en rad andra 
upplysningar som krävs för att säkerställa en rättvis och transparent 
behandling. Ett exempel är att den personuppgiftsansvarige ska redovisa för 
vilken period personuppgifterna kommer att lagras samt att det ges en 
möjlighet för den registrerade att exempelvis få rättelse av felaktig 
uppgift.117 Den registrerade har även rätt att erhålla bekräftelse huruvida 
personuppgifter hänförliga till den registrerade behandlas eller inte, och i de 
fall behandling sker ska den personuppgiftsansvarige ge den registrerade 
                                                
111 Skäl 61 i GDPR. 
112 Artikel 34 i GDPR jämför med definitionen av personuppgiftsincident i artikel 4.12 i 
GDPR ”en säkerhetsincident som leder till oavsiktlig eller olaglig förstöring, förlust eller 
ändring eller till obehörigt röjande av eller obehörig åtkomst till de personuppgifter som 
överförts, lagrats eller på annat sätt behandlats”. 
113 Jämför artikel 13 och artikel 14 i GDPR. En vidare redogörelse för rätten till information 
ges i avsnitt 4.4.2. 
114 Artikel 14.2.f i GDPR. 
115 Artikel 13.1.a och artikel 14.1.a i GDPR. 
116 Artikel 13.1.c. och artikel 13.1.e i GDPR samt artikel 14.1.c. och artikel 14.1.e i GDPR. 
117 Artikel 13.2.a-b i GDPR. Se även artikel 14.2.a-b i GDPR. 
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tillgång till dessa uppgifter. Den registrerade har bland annat rätt att erhålla 
en kopia på de personuppgifter som behandlas och rätt att lämna klagomål 
till tillsynsmyndighet.118   
 
Den registrerade har vidare rätt att utan dröjsmål begära rättelse i de fall 
felaktiga personuppgifter föreligger.119 Den registrerade har även rätt till 
radering utan onödigt dröjsmål, det vill säga en rätt att bli bortglömd. Detta 
kan bli aktuellt om personuppgifterna inte längre är nödvändiga för det 
ändamål som angetts vid behandlingen eller om den registrerade exempelvis 
skulle återkalla sitt samtycke eller på annat sätt invända mot 
behandlingen.120 I de fall rättelse eller radering av en personuppgift sker, 
åligger det den personuppgiftsansvarige att underrätta berörda parter. Detta 
förutsätter dock att det för den personuppgiftsansvarige inte medför en 
oproportionell ansträngning eller i övrigt visar sig vara omöjligt.121 
 
Det finns även en möjlighet för den registrerade, att av den 
personuppgiftsansvarige, i vissa fall få behandling av personuppgift 
begränsad. Detta kan bli aktuellt om den registrerade exempelvis bestrider 
personuppgifternas korrekthet eller om behandlingen av personuppgifterna 
visat sig olaglig, men den registrerade motsätter sig radering och istället 
önskar begränsning av uppgifterna.122  
 
En nyhet med GDPR är rätten till dataportabilitet, vilket innebär att den 
registrerade har rätt att få ut de personuppgifter som berör han eller henne 
på ett strukturerat och användbart sätt. Det står sedan den registrerade fritt 
att överföra dessa uppgifter till en annan personuppgiftsansvarig utan att den 
personuppgiftsansvarige som tillhandahållit uppgifterna hindrar detta. Detta 
gäller under förutsättning att behandlingen grundar sig på samtycke 
                                                
118 Artikel 15 i GDPR observera undantaget från rätten till kopia som återfinns i artikel 15.4 
i GDPR.  
119 Artikel 16 i GDPR. 
120 Artikel 17 i GDPR. 
121 Artikel 19 i GDPR. 
122 Artikel 18 i GDPR. 
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alternativt avtal eller om behandlingen sker automatiserat.123 Vid utövande 
av rätten till dataportabilitet har den registrerade rätt att av den 
personuppgiftsansvarige få en direkt överföring om så är tekniskt möjligt.124  
 
Den registrerade har rätt att när som helst göra eventuella invändningar mot 
behandling av personuppgifter som berör honom eller henne om det finns 
skäl därtill. Detta gäller om behandling grundar sig på ett allmänt intresse 
eller på den personuppgiftsansvariges berättigade intresse. Den 
personuppgiftsansvarige måste då kunna påvisa berättigade skäl för fortsatt 
behandling som väger tyngre än den registrerades intressen och 
rättigheter.125  
 
Den registrerade har även rätt att inte bli föremål för beslut som grundas på 
enbart automatiserad behandling, inbegripet profilering.126 Vilket innebär att 
den registrerade har rätt att inte bli föremål för ett beslut, inbegripet 
åtgärder, som enbart grundar sig på automatiserad behandling, och som 
medför en påtaglig rättsverkan eller på liknande sätt har betydande inverkan.  
Exempelvis kan nämnas ett automatiserat avslag på en e-rekrytering utan 
personlig kontakt eller automatiserat avslag på en kreditansökan.127 
3.7 Sanktioner 
Varje person som lider materiell eller immateriell skada till följd av en 
överträdelse av GDPR har rätt till ersättning från den 
personuppgiftsansvarige eller från personuppgiftsbiträdet för den uppkomna 
skadan.128 Detta under förutsättning att den personuppgiftsansvarige eller 
personuppgiftsbiträdet inte kan visa att den på något sätt inte varit ansvarig 
                                                
123 Artikel 20 i GDPR. 
124 Artikel 20.2 i GDPR. En mer ingående redogörelse för rätten till dataportabilitet ges i 
avsnitt 4.4.3. 
125 Artikel 21 i GDPR. 
126 Artikel 22 i GDPR. 
127 Skäl 71 i GDPR. 
128 Artikel 82 i GDPR. I skäl 146 och artikel 82.2–5 i GDPR preciseras närmare under vilka 
förutsättningar personuppgiftsansvariga och personuppgiftsbiträden kan hållas ansvariga för 
uppkomna skador. 
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för skadan. Begreppet skada ges en bred tolkning mot bakgrund av bland 
annat rättspraxis.129 Vidare åligger det varje tillsynsmyndighet att säkerställa 
att påförande av administrativa sanktionsavgifter ska verka effektivt, 
avskräckande och proportionellt.130 För att avgöra om och eventuellt vilket 
belopp som ska påföras vid överträdelse ska hänsyns tas till en rad olika 
omständigheter vid varje enskilt fall.131 Exempel på omständigheter är 
överträdelsens karaktär, svårighetsgrad, varaktighet, huruvida överträdelsen 
skett genom uppsåtligt handlande eller genom oaktsamhet. Omständigheter 
så som tidigare överträdelser, åtgärder för att minska skadan som vidtagits, 
graden av samarbete med tillsynsmyndighet är också av betydelse.132 
Administrativa sanktionsavgifter kan påföras med ett belopp upp till 20 000 
000 EUR eller, om det gäller ett företag, upp till 4 % av den totala globala 
årsomsättningen, beroende av vilket värde som är högst.133  
 
Till sist åligger det även medlemsstaterna att fastställa regler om andra 
sanktioner vid eventuell överträdelse av GDPR, särskilt för sådana 
överträdelser som inte är föremål för administrativa sanktionsavgifter. 
Sanktionerna ska vara effektiva, proportionella och avskräckande.134 
Exempelvis ska varje medlemsstat fastställa om sanktionerna ska vara av 
straffrättslig eller administrativ art. Medlemsstaterna bör även införa ett 
system med effektiva, proportionella och avskräckande sanktioner om 
förordningen inte harmoniserar administrativa sanktioner eller om det är 
nödvändigt i andra fall.135 
3.8 Egen reflektion 
Ett utav huvudsyftena bakom GDPR är att harmonisera skyddet för fysiska 
personer i EUs olika medlemsstater samt att förstärka rätten till den 
personliga integriteten. De nya bestämmelserna som träder ikraft den 25 maj 
                                                
129 Skäl 146 i GDPR. 
130 Artikel 83.1 i GDPR tillsynsmyndigheten i Sverige preciseras närmre i avsnitt 5.4. 
131 Artikel 83.2. i GDPR. 
132 Artikel 83.2.a-k i GDPR. 
133 Artikel 83.6 i GDPR. 
134 Artikel 84 i GDPR. 
135 Skäl 152 i GDPR. 
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2018 innebär enligt min mening helt klart ett förstärkt och förtydligat skydd 
för den personliga integriteten. En intressant aspekt är den vidsträckta 
definitionen av begreppet personuppgift. Begreppet definieras visserligen i 
GDPR men lämnar trots detta ett visst tolkningsutrymme vilket kan 
resultera i vissa i praktiken svåravgjorda fall.  
 
En annan intressant aspekt är det faktum att samtycke nu kommer att ges en 
snävare betydelse än tidigare. Detta är enligt min mening ett steg i helt rätt 
riktning och är en bidragande faktor till ett förstärkt skydd vid behandling 
av personuppgifter. Vidare kommer personuppgiftsansvarigas skyldigheter 
att förtydligas i och med GDPR och personuppgiftsbiträden kommer att få 
enskilda skyldigheter. Även detta är enligt min mening välkommet och ett 
bidrag till ett förstärkt skydd vid behandling av enskildas personuppgifter.  
 
Avslutningsvis kan det konstateras att det kommer att bli dyrt för de som 
bryter mot bestämmelserna i GDPR. Detta är enligt mig välkommet och 
återspeglar det faktum att rätten till den personliga integriteten är en 
mänsklig rättighet och ett eventuellt intrång i denna rättighet ska stå den 
som ansvarar för överträdelsen dyrt. En intressant fråga att ställa sig i 
sammanhanget är även vilken grad av överträdelser av bestämmelserna i 
GDPR som kommer att leda till ett påförande av 4 % av den globala 
omsättningen i sanktionsavgift, då typexempel på överträdelser som ska 
omfattas inte anges eller definieras närmre än de i artikel 83.2.a-k i GDPR 
uppräknade omständigheterna.  
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4 GDPRs införlivande i den 
svenska arbetsrätten 
4.1 Inledning  
GDPR kommer att ersätta det idag gällande Dataskyddsdirektivet som 
huvudsakligen implementerats i svensk rätt genom PUL. Den väsentligt 
största skillnaden efter införlivandet av GDPR är att enskilda personer 
kommer att äga rätten till sina personuppgifter i en betydligt större 
utsträckning än tidigare.136 Det är ytterst få som redan idag följer de krav 
som kommer att ställas efter GDPRs ikraftträdande.  Följande kapitel 
kommer bland annat redogöra för hur GDPR kommer att infogas i svensk 
rätt och i den svenska arbetsrätten samt för eventuella svårigheter och 
eventuella konsekvenser införandet av GDPR kan komma att medföra. 
Kapitlet behandlar även de för uppsatsens problemformulering viktigaste 
skillnader och nyheter GDPR medför.  
4.2 GDPRs infogande i svensk rätt 
GDPR träder ikraft den 25 maj 2018. Det idag gällande 
Dataskyddsdirektivet upphör samma dag som GDPR träder ikraft.137 
Behandling av personuppgifter som pågår vid GDPRs ikraftträdande ges en 
tidsperiod på två år för att uppfylla de nya reglerna.138 GDPR kommer att 
vara allmänt giltigt, till alla delar direkt bindande, och därmed direkt 
tillämpligt vid ikraftträdandet på grund av dess förordningsform.139 Även 
om GDPR är direkt tillämplig i varje medlemsstat, innehåller GDPR många 
bestämmelser som förutsätter, alternativt ger utrymme för kompletterande 
                                                
136 Jämför bestämmelserna i artikel 10-12 Dataskyddsdirektivet som införlivats genom 23-
26 §§ PUL med kapitel 3 GDPR som särskilt stadgar den registrerades rättigheter.  
137 Artikel 99.2 i GDPR samt artikel 94 i GDPR. 
138 Skäl 171 i GDPR. 
139 Artikel 288 FEUF.  
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nationella bestämmelser.  GDPR har således en viss direktivliknande 
karaktär.140  
 
Det nu gällande Dataskyddsdirektivet implementerades i svensk rätt genom 
huvudsakligen PUL och PUF. GDPR är, för vilket redogjorts ovan, en 
förordning vilket gör att reglerna inte måste implementeras i svensk rätt utan 
GDPR kommer att gälla omedelbart vid dess ikraftträdande. Eftersom 
GDPR börjar verka som lag omedelbart måste nuvarande svenskt skydd i 
PUL samt i PUF upphöra för att undvika olaglig dubbelreglering.141 GDPR 
ger dock medlemsstaterna rätt att, i de fall förordningen föreskriver 
förtydliganden eller begränsningar av den nationella rätten, införliva delar 
av förordningen i nationell rätt. Eventuella bestämmelser som införlivas 
enligt ovan bör enligt skälen till GDPR samlas i en övergripande lag.142  
 
En lag med kompletterade bestämmelser till GDPR har föreslagits i Sverige. 
För att belysa att lagen utgör ett komplement till regleringen i GDPR, och 
därmed inte är heltäckande, har förslag lämnats på att lagen bör benämnas 
”lagen med kompletterande bestämmelser till EU:s dataskyddsförordning” 
alternativt ”förordningen med kompletterande bestämmelser till EU:s 
dataskyddsförordning” även kallad Dataskyddslagen.143 Betänkandet är vid 
tidpunkten för denna uppsats författande föremål för remiss hos lagrådet.144 
4.3 Dataskydd i Sverige och i EU 
Datainspektionen är ansvarig dataskyddsmyndighet i Sverige. 
Datainspektionen är en tillsynsmyndighet som genom att utöva tillsyn ska 
verka för att behandling av personuppgifter inte kränker enskilda individers 
personliga integritet. Datainspektionen lyder direkt under regeringen och är 
                                                
140 SOU 2017:39 s. 74 samt s. 79. 
141 SOU 2017:39 s. 78. 
142 Skäl 8 i GDPR. 
143 SOU 2017:39 s. 79. 
144 Regeringen överlämnade remissen om en ny dataskyddslag till lagrådet den 21 december 
2017. En lagrådsremiss är ett utkast till lag som regeringen lämnar till Lagrådet, vilka 
granskar att förslaget inte strider mot lagstiftningen. Regeringen bearbetar därefter förslaget 
och lämnar det sedan som en proposition till riksdagen. 
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Sveriges nationella tillsynsmyndighet för behandling av personuppgifter.145 
I Datainspektionens uppgifter ingår bland annat att utbilda och informera 
alla som på ett eller annat sätt behandlar personuppgifter, kontrollera att 
lagar efterlevs, hantera frågor och klagomål från enskilda personer samt 
påverka ny lagstiftning.146 Regeringen har nyligen beslutat att tilldela 
Datainspektionen 30 miljoner kronor extra för arbetet med GDPR och 
därmed stärka skyddet för den personliga integriteten.147 
 
Europeiska dataskyddsstyrelsen, EDPB, är ett unionsorgan som inrättas i 
och med GDPRs ikraftträdande. Styrelsen kommer att bestå av 
representanter från samtliga EU-medlemsstaters dataskyddsmyndigheter.148 
Styrelsens uppgift kommer bli att säkerställa en enhetlig tillämpning av 
GDPR. Styrelsen ska bland annat övervaka och säkerställa en korrekt 
tillämpning av GDPR, detta utan att det påverkar de nationella 
tillsynsmyndigheternas uppgifter. Vidare ska styrelsen ge råd och 
vägledning om GDPRs tillämpning och godkänna EU-omfattande 
uppförandekoder och certifieringar.149 
 
Den europeiska datatillsynsmannen, EDPS, övervakar den behandling av 
personuppgifter som görs av EUs olika institutioner och organ. EDPS ger 
bland annat råd, genomför utredningar och hanterar eventuella klagomål. 
Därutöver samarbetar EDPS med EU-medlemsstater ansvariga myndigheter 
för att uppnå ett enhetligt uppgiftsskydd samt följer utvecklingen på 
området för att exempelvis identifiera ny teknik som kan påverka 
uppgiftsskyddet.150 
                                                
145 Förordning (2007:975) med instruktion för Datainspektionen. 
146 http://www.datainspektionen.se/om-oss/, hämtad 2017-11-10. 
147 http://www.dagensjuridik.se/2017/12/datainspektionen-blir-
integritetsskyddsmyndigheten-far-30-miljoner-satsning-pa-gdpr, hämtad 2017-12-19. 
148 Artikel 68 i GDPR. 
149 Artikel 70 i GDPR. 
150Europeiska unionen, om Europeiska datatillsynsmannen https://europa.eu/european-
union/about-eu/institutions-bodies/european-data-protection-supervisor_sv, hämtad 2017-
12-09. 
 38 
4.4 Viktiga skillnader och nyheter  
GDPRs struktur och innehåll påminner till stora delar om det idag gällande 
Dataskyddsdirektivet. I det följande avsnittet kommer de viktigaste 
nyheterna respektive skillnaderna att tas upp. Inledningsvis kan konstateras 
att den registrerades rättigheter har förstärks, den registrerade kommer att 
ges en allt större kontroll över sina personuppgifter än tidigare.151 
Nedanstående redogörelse för nyheter och skillnader är inte på något sätt 
uttömmande. De skillnader och nyheter som tas upp är de som ansetts mest 
relevanta i förhållande till uppsatsens syfte och problemformulering. 
4.4.1 Missbruksregeln försvinner 
I PUL ges en särskild möjlighet för undantag vid behandling av 
ostrukturerat material: 
”Bestämmelserna i 9, 10, 13-19, 21-26, 28, 33, 34 och 42 §§ 
behöver inte tillämpas på behandling av personuppgifter som 
inte ingår i eller är avsedda att ingå i en samling av 
personuppgifter som har strukturerats för att påtagligt 
underlätta sökning efter eller sammanställning av 
personuppgifter. 
Sådan behandling som avses i första stycket får inte utföras, om 
den innebär en kränkning av den registrerades personliga 
integritet.”152 
Exempel på ostrukturerat material är löpande text, publicering av 
personuppgifter på webbplats samt information om personer i mail. Dessa 
typer av personuppgifter har tidigare kunnat behandlas förutsatt att de inte 
utgjort en kränkning av den personliga integriteten.153 PUL har följaktligen 
delat in material i två huvudkategorier, strukturerat samt ostrukturerat 
material.  Vad som utgör strukturerat material är exempelvis register, 
                                                
151 Jämför kapitel 3 i GDPR som stadgar den registrerades rättigheter. Se även SOU 
2017:39 s. 75. 
152 5a § PUL. 
153https://www.datainspektionen.se/dataskyddsreformen/dataskyddsforordningen/missbruks
regeln-upphor/, hämtad 2017-12-09. 
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databaser och dokumenthanteringssystem.154 Sverige införde denna 
möjlighet till undantag först år 2007. Ett av motiven bakom möjligheten till 
särreglering var teknikens utveckling, då regleringen i PUL inte ansetts 
anpassad för ostrukturerad hantering av personuppgifter som används 
vardagligen eller för kommunikation. Att PUL inte anpassats till teknikens 
utveckling hävdade även regeringen skulle riskera resultera i att reglerna i 
PUL i allt för stor utsträckning inte skulle komma att tillämpas i praktiken. 
Införandet av missbruksregeln ansåg regeringen vidare innebära ett förstärkt 
skydd för den personliga integriteten, då införande av missbruksregeln 
skulle medföra en verklighetsanpassning av lagen.155 När GDPR träder 
ikraft försvinner denna särreglering och möjlighet för undantag av 
strukturerat material försvinner. De som idag behandlar personuppgifter 
med stöd av missbruksregeln kommer därmed bli skyldiga att ta hänsyn till 
betydligt fler regler än tidigare.156  
4.4.2 Förstärkt rätt till information och 
redovisande av efterlevnad 
Den registrerades rätt till information utökas och preciseras i GDPR jämfört 
med PUL. Personuppgiftsansvariga måste efter GDPRs ikraftträdande 
informera om vilken rättslig grund samt vilket ändamål som ligger bakom 
behandlingen av personuppgifter. Andra exempel på information som den 
registrerade har rätt till är kontaktuppgifter till de som behandlar 
personuppgifterna, det vill säga personuppgiftsansvarig samt eventuella 
personuppgiftsbiträden eller dataskyddsombud.157 Det åligger enligt GDPR 
den personuppgiftsansvarige att tillhandahålla informationen i en begriplig 
och lättillgänglig form. Vidare ska den personuppgiftsansvarige informera 
om, i den mån det är möjligt, för vilken tidsperiod personuppgifterna 
kommer att lagras. Vidare får den registrerade en rätt att bli informerad om 
                                                
154 Se Öman, Lindblom, Personuppgiftslagen (20 december 2016 Zeteo) kommentaren till 
5a §. 
155 Prop. 2005/06:173 s. 18 ff. samt SOU 2004:6 s. 105 ff. samt Öman, Lindblom, 
Personuppgiftslagen (20 december 2016 Zeteo) kommentaren till 5a §. 
156https://www.datainspektionen.se/dataskyddsreformen/dataskyddsforordningen/missbruks
regeln-upphor/, hämtad 2017-11-04. 
157 Artikel 13-14 i GDPR. 
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rätten till radering samt rätten att återkalla ett eventuellt samtycke. Den 
personuppgiftsansvarige ska dessutom informera den registrerade om 
möjligheten att lämna klagomål till Datainspektionen om misstanke om fel 
föreligger.158  
 
GDPR innehåller vidare en bestämmelse som stadgar att klar och tydlig 
information och kommunikation till den registrerade samt klara och tydliga 
villkor för utövandet av den registrerades rättigheter ska gälla. Det åligger 
den personuppgiftsansvarige att vidta lämpliga åtgärder för att tillhandahålla 
den efterfrågade informationen i en tydlig och lättillgänglig form. Vidare 
stadgas att efterfrågad information ska ges till den registrerade utan onödigt 
dröjsmål men senast en månad från begäran. Vid särskilda omständigheter 
får denna period förlängas ytterligare två månader.159 I de fall 
personuppgiftsansvarig inte vidtar några åtgärder på begäran av den 
registrerade, åläggs den personuppgiftsansvarige att senast inom en månad 
meddela orsaken därtill.160 
 
En annan nyhet med GDPR är att personuppgiftsansvariga kommer att bli 
skyldiga att redovisa i vilken mån de följer de regler som uppställs i GDPR 
vid behandling av personuppgifter vid en eventuell tillsyn, en så kallad 
ansvarsskyldighet. Det åligger således den personuppgiftsansvarige att 
kunna visa på rutiner och processer för efterlevnad av det uppställda 
regelverket.161 Detta kan ske genom exempelvis anslutande till godkända 
uppförandekoder eller certifieringsmekanismer.162 
                                                
158 Artikel 15 i GDPR.  
159 Artikel 12 i GDPR. Tidsperioden för begäran av information får förlängas med upp till 
två månader med beaktande av hur pass komplicerad begäran är samt hur många 
begäranden förfrågan gäller. Det åligger den personuppgiftsansvarige att meddela den 
registrerade om sådan förlängning sker samt orsaken därtill. 
160 Artikel 12.4 i GDPR. Den personuppgiftsansvarige ska därutöver även meddela den 
registrerade om möjligheten att inlämna klagomål till tillsynsmyndighet eller begära rättslig 
prövning.  
161 Artikel 5.2 i GDPR. 
162 Se exempelvis artikel 24.3 samt artikel 32.3 i GDPR. 
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4.4.3 Rätt till dataportalitet och rätten att bli 
bortglömd 
GDPR ger den registrerade en förstärkt rätt att få åtkomst till 
personuppgifter som ska överföras till tredje man. Denna rätt kallas rätt till 
dataportabilitet och blir en nyhet i samband med GDPRs ikraftträdande. 
Rätten till dataportabilitet förenklar för den registrerade att överföra 
personuppgifter från den personuppgiftsansvarige till tredje man. Artikel 20 
i GDPR, vilken reglerar rätten till dataportabilitet, stadgar att den 
personuppgiftsansvarige inte får hindra att överföring efter önskemål från 
den registrerade till tredje man sker, samt att det åligger den 
personuppgiftsansvarige att tillhandahålla det efterfrågade materialet i ett 
strukturerat och allmänt användbart format. Rätten till dataportabilitet gäller 
för alla personuppgifter som rör den registrerade. Med detta förstås således 
både material som den registrerade själv tillhandahållit den 
personuppgiftsansvarige samt övriga personuppgifter som rör den 
registrerade.163 
 
Ovanstående kan jämföras med nu gällande rätt i Dataskyddsdirektivet som 
ger den registrerade rätt till tillgång i det format den 
personuppgiftsansvarige valt. Rätten till dataportabilitet underlättar därmed 
för registrerade eftersom det kommer att bli enklare att kopiera, flytta och 
överföra personuppgifter efter GDPRs ikraftträdande.164 Artikel 29-gruppen 
har skrivit ett utlåtande med vägledande riktlinjer för utövandet av rätten till 
dataportabilitet.165 I utlåtandet konstaterar artikel 29-gruppen att rätten till 
dataportabilitet i många hänseenden påminner om den registrerades rätt till 
tillgång, men utgör ett viktigt komplement till denna.166 Artikel 29-gruppen 
anger vidare att rätten till dataportabilitet kommer att innebära en möjlighet 
att återbalansera förhållandet mellan den registrerade och den 
                                                
163 Artikel 20 i GDPR. 
164 Artikel 12 i Dataskyddsdirektivet jämfört med artikel 15 och artikel 20 i GDPR. 
165 Artikel 29-gruppen Guidelines on the right to data portability.  
166 Artikel 29-gruppen Guidelines on the right to data portability s. 3. 
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personuppgiftsansvarige eftersom den registrerades rättigheter förstärks och 
den registrerade får en ökad kontroll över de egna personuppgifterna.167 
 
Vidare kommer en tydligare rätt till radering införas. Enligt GDPR har den 
registrerade rätt att utan onödigt dröjsmål få sina personuppgifter raderade 
om personuppgifterna exempelvis inte längre är nödvändiga för de angivna 
ändamålen med behandlingen. Detsamma gäller om den registrerade skulle 
återkalla sitt samtycke, eller om personuppgifterna skulle behandlats på 
olaglig grund. Undantag från den registrerades rätt till radering finns om 
exempelvis behandlingen av personuppgifterna skulle vara nödvändig för att 
utöva rätten till yttrande- och informationsfrihet.168 
4.4.4 Konsekvensbedömningar, inbyggt 
dataskydd och anmälan 
Konsekvensbedömningar vad gäller dataskydd är ett nytt tillägg i GDPR. 
Bestämmelsen innebär att en konsekvensbedömning måste göras utav den 
personuppgiftsansvarige om misstanke om att personuppgiftsbehandling kan 
leda till en risk för den registrerades rättigheter och friheter föreligger. Detta 
innebär att den personuppgiftsansvarige före en eventuell behandling måste 
utföra en bedömning av den planerade behandlingens eventuella 
konsekvenser.169  Enligt art 35.7 GDPR ska en konsekvensbedömning i vart 
fall innehålla följande:  
 
”a) en systematisk beskrivning av den planerade behandlingen 
och behandlingens syften, inbegripet, när det är lämpligt, den 
personuppgiftsansvariges berättigade intresse, 
b) en bedömning av behovet av och proportionaliteten hos 
behandlingen i förhållande till syftena, 
c) en bedömning av de risker för de registrerades rättigheter 
och friheter som avses i punkt 1, och 
d) de åtgärder som planeras för att hantera riskerna, inbegripet 
skyddsåtgärder, säkerhetsåtgärder och rutiner för att 
säkerställa skyddet av personuppgifterna och för att visa att 
                                                
167 Artikel 29-gruppen Guidelines on the right to data portability s. 4. 
168 Artikel 17 i GDPR. 
169 Artikel 35 i GDPR. 
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denna förordning efterlevs, med hänsyn till de registrerades och 
andra berörda personers rättigheter och berättigade 
intressen.”170 
 
I de fall personuppgiftsansvarig konstaterar att en behandling skulle kunna 
leda till en hög risk, i de fall åtgärder inte vidtas, ska den 
personuppgiftsansvarige samråda med tillsynsmyndigheten innan eventuell 
behandling sker.171  Artikel 29-gruppen har i ett vägledande utlåtande 
beskrivit konsekvensbedömningar som ”en positiv och användbar åtgärd 
som stödjer efterlevnaden av lagstiftningen”.172 
 
En annan nyhet GDPR medför är det uttryckliga kravet på inbyggt 
dataskydd och dataskydd som standard. Med detta menas att den 
personuppgiftsansvarige bland annat med beaktande av den senaste 
utvecklingen, kostnader, behandlingens omfattning och art, samt 
sammanhang, ändamål och risk ska genomföra lämpliga tekniska och 
organisatoriska åtgärder för att säkerställa att kraven i GDPR efterlevs och 
att den registrerades rättigheter skyddas.173 Exempel på sådana tekniska och 
organisatoriska åtgärder är pseudonymisering eller effektivt införande av de 
i GDPR uppställda dataskyddsprinciperna som exempelvis 
uppgiftsminimering.174 Vidare gäller att den personuppgiftsansvarige ska 
säkerställa att endast de personuppgifter som är nödvändiga för varje 
specifikt ändamål med behandlingen behandlas samt att den registrerades 
personuppgifter, inte utan den registrerades delaktighet, görs tillgängliga för 
obegränsat antal personer.175 
 
Med GDPR införs även en skyldighet för den personuppgiftsansvarige att 
anmäla till tillsynsmyndigheten om det inträffar en så kallad 
personuppgiftsincident. Anmälan ska, om möjligt, ske inom 72 timmar från 
dess inträffande, med personuppgiftsincident förstås en säkerhetsincident 
                                                
170 Artikel 35.7 i GDPR. 
171 Artikel 36 i GDPR. 
172 Artikel 29-gruppen riktlinjer om konsekvensbedömningar s. 21. 
173 Artikel 25 i GDPR. 
174 Artikel 25 i GDPR samt SOU 2017:52 s. 70 f.  
175 Artikel 25.2 i GDPR samt SOU 2017:52 s. 71. 
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som oavsiktligt påverkar behandlingen av personuppgifter. Den registrerade 
ska informeras om incidenten om den sannolikt leder till en hög risk för den 
enskildas rättigheter och friheter.176  
4.4.5 Övriga nyheter 
När GDPR träder ikraft införs även ett nytt gemensamt system med 
administrativa sanktionsavgifter som ska tas ut vid vissa typer av 
överträdelser.177 En annan nyhet i GDPR är att även personuppgiftsbiträden 
kan komma att bli skadeståndsskyldiga under vissa förutsättningar.178 
Vidare kommer Europeiska dataskyddsstyrelsen, EDPB, att verka som nytt 
unionsorgan. Styrelsen har bland annat uppdraget att uttala sig om tolkning 
av GDPR, även vad gäller tillämpning av GDPR i enskilda fall.179 Dessutom 
måste de nationella tillsynsmyndigheterna samverka och samarbeta i en 
större utsträckning än tidigare.180 
4.5 GDPR och den svenska arbetsrätten 
För vilket redogjorts i avsnitt 3.3.1. ställer GDPR ett högre krav på 
samtycke än Dataskyddsdirektivet. Vad gäller samtycke i 
anställningsförhållande har diskussion tidigare förts huruvida samtycke kan 
anses frivilligt eller inte i anställningsförhållanden, eftersom anställda är 
socialt beroende av sin arbetsgivare.181 För att avgöra om det föreligger en 
maktobalans mellan den personuppgiftsansvarige, arbetsgivaren, och den 
registrerade, den anställde, får vägledning tas i varje enskilt fall.182 
 
Både Dataskyddsdirektivet och GDPR innehåller en princip om 
lagringsbegränsning. Principen innebär att personuppgifter inte får bevaras 
under en längre tid än vad som är nödvändigt med hänsyn till ändamålen 
                                                
176 Artikel 4.12 samt artikel 33 i GDPR se även skäl 85 i GDPR. 
177 Artikel 83 i GDPR.  
178 Artikel 82 i GDPR. 
179 Se redogörelsen för EDPB i avsnitt 4.3. 
180 SOU 2017:39 s. 75 ff.  
181 Voigt, Von dem Bussche (2017) s. 225. 
182 Voigt, Von dem Bussche (2017) s. 95. Jämför även med skäl 43 i GDPR. 
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med behandlingen.183 Det är således ändamålen med behandlingen som 
avgör under vilken tid personuppgifter får behandlas. När en anställning 
upphör finns det exempelvis ingen grund för arbetsgivaren att spara mail 
eller uppgifter om en anställd på företagets hemsida. Dessa typer av 
uppgifter bör tas bort inom en rimlig tid, vilket Datainspektionen anser vara 
inom en månad. Vissa typer av personuppgifter kräver vid en anställnings 
avslutande lagring under en längre tid än ovan redovisade exempel. Detta 
kan exempelvis vara på grund utav bestämmelser i lag eller för 
pensionsrelaterade omständigheter.184  
 
GDPR har ingen särskild reglering gällande behandling av personuppgifter i 
anställningsförhållanden, alla bestämmelser i GDPR kan dock appliceras i 
anställningsförhållanden.185 Det finns emellertid en regel i GDPR där 
möjlighet till undantag från bestämmelsen gällande behandling av särskilda 
kategorier av personuppgifter är möjlig, när behandling är nödvändig för 
fullgörande av skyldigheter och rättigheter inom bland annat arbetsrätten.186 
 
Den svenska arbetsmarknadsmodellen innebär att arbets- och 
anställningsvillkor i stor utsträckning regleras genom kollektivavtal. 
Kollektivavtal innehåller bestämmelser som avtalsslutande parter är ålagda 
att följa. Regleringarna i kollektivavtal är även relevanta för tredje man då 
bestämmelserna däri även ska tillämpas i förhållande till oorganiserade 
arbetstagare samt arbetstagare tillhörande annan arbetstagarorganisation.187  
I GDPR ges EUs medlemsstater en möjlighet att säkerställa skyddet för 
anställdas rättigheter och friheter vid behandling av personuppgifter genom 
att i nationell lag eller i kollektivavtal fastställa mer specifika regler än de 
som tas upp i GDPR. Detta gäller särskilt vid exempelvis rekrytering, 
genomförande av anställningsavtal, arbetsledning, vid frågor om 
jämställdhet och mångfald i arbetslivet, vid frågor om hälsa och säkerhet på 
                                                
183 Se 9 i) § PUL samt artikel 5.1.e i GDPR. 
184 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 17 ff., 
hämtad 2017-12-13. 
185 Voigt, Von dem Bussche (2017) s. 224. 
186 Artikel 9.2.b i GDPR. 
187 SOU 2017:39 s. 112 f.  
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arbetsplatsen men även vid avslutande av anställning.188 Vid eventuell 
fastställelse av kompletterade regler ska dessa innehålla specifika och 
lämpliga åtgärder för att skydda den registrerades berättigade intressen, 
grundläggande rättigheter och mänskliga värdighet. Särskild hänsyn ska tas 
till den registrerades möjlighet till insyn i behandlingen, samt huruvida 
eventuell överföring av personuppgifter sker inom en koncern eller inte.189   
 
Medlemsstaterna får i lag eller i kollektivavtal således föreskriva särskilda 
bestämmelser om behandling av anställdas personuppgifter. Denna rätt 
gäller särskilt vid frågor beträffande villkoren för behandling som grundats 
på samtycke från den anställde, vid rekrytering eller i anställningsavtal.190 I 
de fall en medlemsstat väljer att införa kompletterande regler ska dessa 
anmälas till kommissionen senast vid GDPRs ikraftträdande den 25 maj 
2018.191 I Sverige föreslås denna kompletterande lag heta ”lag med 
kompletterande bestämmelser till EU:s dataskyddsförordning” även kallad 
dataskyddslagen. Beslutet om införandet av en komplettering i svensk lag 
befinner sig för lagrådsremiss, vilket redogjorts för i avsnitt 4.2.192  
4.6 Egen reflektion 
Införlivandet av GDPR i den svenska arbetsrätten kommer med största 
sannolikhet innebära konsekvenser och implementeringssvårigheter på den 
enskilda arbetsplatsen. Företag kommer att bli tvungna att skapa nya rutiner 
och nya förhållningssätt till hur de behandlar personuppgifter. En av de 
största utmaningarna med GDPR enligt min mening kommer vara att få 
kontroll på personuppgifter i ostrukturerat material, till exempel i Word-
dokument, mail och i enskilda filer och att sedan tillämpa GDPR även på 
behandling av personuppgifter som tidigare omfattats av missbruksregeln i 
PUL. De nya bestämmelserna i GDPR innebär vidare att 
                                                
188 Artikel 88.1 i GDPR. 
189 Artikel 88.2 i GDPR. 
190 Skäl 155 i GDPR. 
191 Artikel 88.3 i GDPR. 
192 Se avsnitt 4.2 samt SOU 2017:39 s. 79. Regeringen har överlämnat remissen om en ny 
dataskyddslag till lagrådet den 21 december 2017.  
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personuppgiftsansvariga bör tänka på att exempelvis inrätta rutiner för den 
interna kommunikationen som sker via mail och hantering av 
personuppgifter som skapas vid exempelvis medarbetarsamtal, men även se 
till att information till de anställda ges på ett korrekt sätt. Detta för att kunna 
efterleva den registrerades rätt till tillgång och information i absolut största 
möjliga mån, då även ovanstående handlingar är personuppgifter till vilka 
den registrerade har rätt till tillgång till genom kopia enligt artikel 15.3 i 
GDPR. 
 
En annan nyhet som kommer innebära en betydande skillnad för de som 
behandlar personuppgifter är kravet på redovisande av efterlevnad, den så 
kallade ansvarsskyldigheten. Införandet av ansvarsskyldighet innebär att 
personuppgiftsansvariga kommer att behöva ta ett aktivt helhetsgrepp och 
införa ett systematiskt arbete vad gäller behandling av personuppgifter. 
Detta för att kunna visa att de uppställda reglerna följs.    
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5 Personuppgifter i 
anställningsförhållandet 
5.1 Inledning 
I arbetslivet förekommer behandling av personuppgifter i betydande 
omfattning. Exempel på personuppgifter i arbetslivet är allt från lönelistor 
till adressregister. Det finns idag ingen reglering som enbart syftar till att 
skydda personuppgifter i arbetslivet. Det råder istället en ständig balansgång 
mellan arbetsgivarens behov av att behandla personuppgiften ifråga, och 
arbetstagarens anspråk på personlig integritet. Detta kapitel syftar till att ge 
läsaren en inblick i vilken omfattning personuppgifter hanteras i arbetslivet 
och vilka regler som gäller samt vilka regler som kommer att gälla för denna 
hantering. I det följande kommer personuppgiftsansvarig att likställas med 
arbetsgivare i flertalet situationer, detta för att läsaren enklare ska kunna dra 
paralleller mellan arbetsgivare och dess koppling till bestämmelserna i 
GDPR.  
5.2 Definitioner 
Med enskild arbetsplats förstås i detta arbete en typisk arbetsplats där en 
arbetstagare utför arbete för arbetsgivares räkning.193 En viktig fråga inom 
den svenska arbetsrätten är definitionen av begreppen arbetstagare och 
arbetsgivare.194Att kortfattat redogöra för dessa begrepp är en tämligen svår 
uppgift. Med begreppet arbetsgivare ska vidare förstås: 
  
”den fysiska eller juridiska person som är arbetstagarens motpart i ett 
anställningsförhållande”.195 
                                                
193 Jämför med definitionen av begreppet enligt NE ”lokal eller plats där (yrkes)arbete 
utförs” Nationalencyklopedin, arbetsplats. http://www.ne.se.ludwig.lub.lu.se, hämtad 2017-
12-01. 
194 Ds 2002:56 s. 75.  
195 G. Toijer, Festskrift till Hans Stark (2001) s. 367 samt AD 1984 nr 141. 
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Vad gäller det svenska arbetstagarbegreppet definieras det inte i lag. Det har 
dock konstateras att den person som utför arbete för annans räkning mot 
betalning antingen kan anses som arbetstagare eller som uppdragstagare.196 
Begreppen arbetstagare och arbetsgivare, respektive uppdragstagare och 
uppdragsgivare förhåller sig till varandra. I de fall ett avtal finns mellan 
arbetsgivare och arbetstagare ses detta som ett anställningsavtal medan ett 
avtal ingånget mellan en uppdragsgivare och en uppdragstagare ses som ett 
uppdragsavtal.197  
5.3 Arbetsgivares rätt till behandling av 
personuppgifter, de lege lata 
Personuppgifter lagras med största sannolikhet i en betydligt större 
utsträckning på arbetsplatser än vad man kan tro. Det råder, vilket tidigare 
nämnts, en balansgång mellan rätten till skydd för den personliga 
integriteten som arbetstagaren åtnjuter och rätten för arbetsgivaren att 
bedriva näringsverksamhet.198 Behandling av personuppgifter som är 
nödvändig för arbetsgivaren är exempelvis då arbetsgivaren måste fullgöra 
en rättslig förpliktelse som att lämna uppgifter till Skatteverket eller 
liknande.199 Professor Kent Källström, har uttalat att integritetsfrågor i 
arbetslivet inte enbart handlar om rätten till mänskliga rättigheter utan även 
är en fråga om balansen mellan arbetsgivare och arbetstagare i 
avtalsförhållandet parterna emellan.200 Ett antal risker för den personliga 
integriteten i arbetslivet har identifierats i en SOU från 2016. Där 
konstateras bland annat att arbetsgivare som skannar av social media för att 
kartlägga arbetstagares internetanvändning utgör en viss risk för 
                                                
196 Ds 2002:56 s. 76.  
197 Adlercreutz (1964) s. 16 ff. 
198 Jämför de rättigheter för den personliga integriteten arbetstagare åtnjuter som återfinns i 
huvudsakligen PUL med arbetsgivarens rätt att bedriva näringsverksamhet. Jämför även 
arbetsgivarens rätt att behandla personuppgifter om de har ett berättigat intresse se artikel i 
7.c i Dataskyddsdirektivet. 
199 Jämför avsnitt 3.3.3 samt artikel 6 i GDPR. Se även skäl 45 i GDPR. 
200 Källström (2000) s. 85-99. 
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arbetstagares personliga integritet. Detsamma gäller vid upprättande av 
eventuella kompetensdatabaser och vid bakgrundskontroller.201 
 
Det finns idag inget särskilt regelverk för hur personuppgifter ska hanteras i 
förhållandet mellan arbetsgivare och arbetstagare, utöver PUL. PUL kan 
beskrivas som allmänt hållen och kunskap om hur reglerna däri ska förhållas 
till arbetslivet har ansetts önskvärd.202 Av PUL framgår sedermera att 
eventuella avvikelser i annan lag eller förordning ska ges företräde.203 
Eventuella avvikelser i kollektivavtal innefattas dock ej i ovan.204 PUL delar 
upp, vilkets berörts i avsnitt 4.4.1, det material som behandlas i strukturerat 
samt ostrukturerat material. Det material som är ostrukturerat ges en 
möjlighet till undantag från flertalet bestämmelser medan strukturerat 
material omfattas av PUL i sin helhet.205  
 
Den bestämmelse som oftast torde aktualiseras vid arbetsgivares behandling 
av personuppgifter i anställningsförhållanden är 10 § punkten f i PUL. 
Bestämmelsen däri möjliggör behandling av personuppgifter i 
anställningsförhållanden om det är nödvändigt och intresset av att behandla 
uppgifterna är större än arbetstagarens intresse av att uppgifterna inte 
behandlas. Bedömningen är beroende av en avvägning där ovan ställs mot 
varandra.206 Avgörande faktorer är förhållandena på arbetsplatsen, typ av 
verksamhet samt ändamålet bakom behandlingen och vilka regler 
arbetsgivaren satt upp samt vilken information arbetsgivaren tilldelat 
arbetstagarna.207 Av PUL framgår vidare att känsliga personuppgifter är 
tillåtna för den personuppgiftsansvarige att behandla om behandlingen är 
nödvändig för fullgörande av skyldigheter eller utövande av rättigheter inom 
                                                
201 SOU 2017:52 s. 101. 
202 SOU 2017:52 s 102. Observera att inte finns en enskild lag för behandling av 
personuppgifter i anställningsförhållanden i svensk gällande rätt. PUL används därför som 
den mest centrala regleringen vid frågor om integritet i arbetslivet och bygger i stora delar 
på Dataskyddsdirektivets bestämmelser.  
203 2 § PUL. 
204 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 9, 
hämtad 2017-12-13.  
205 Jämför 5a § PUL. 
206 SOU 2016:41 s. 204.  
207 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 17 ff., 
hämtad 2017-12-13. Se även SOU 2016:41 s. 204. 
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arbetsrätten.208 Exempel på sådana skyldigheter och rättigheter är 
efterlevande av lag, enskilda myndighetsbeslut eller kollektivavtal.209 Ovan 
gäller under förutsättning att de allmänna kraven enligt 9 och 10 §§ PUL 
uppfylls, vilket bland annat innebär att behandlingen måste vara laglig och 
behandling ska ske korrekt och med god sed .210 Exempel på behandling av 
personuppgifter som omfattas är behandling i samband med sjuklön eller 
vid rehabilitering av arbetstagare.211 
 
Frågan om en särskild lag för skydd av den personliga integriteten i 
arbetslivet har utretts flertalet gånger men skyddet som tillhandahålls i PUL 
har ansetts tillräckligt.212 I en SOU från 2009 utreddes frågan om införande 
av en lag för skydd mot den personliga integriteten i arbetslivet, utöver det 
skydd som återfinns i PUL.213  I utredningen konstaterades att en särskild 
lag med en generell tillämpning för hela arbetslivet vore att föredra, men 
skyddet i PUL ansågs tillräckligt. Vidare konstaterades att en reglering 
gällande behandling av personuppgifter i kollektivavtal vore att föredra då 
en sådan reglering skulle kunna medföra en precisering av bestämmelserna 
på området och därmed underlätta tillämpningen. För att reglering i 
kollektivavtal ska möjliggöras konstaterades dock att en ändring i PUL 
måste ske då bestämmelserna däri inte enligt gällande lagstiftning får 
frångås.214  
 
Vidare har Datainspektionen uttalat sig om arbetsgivares rätt till behandling 
av personuppgifter i en faktabroschyr om personuppgifter i arbetslivet från 
2012.215 Inledningsvis konstaterar Datainspektionen att arbetstagares 
                                                
208 16 § a) PUL samt SOU 2017:39 s. 167.  
209 Med känsliga personuppgifter förstås uppgifter som avslöjar politiska åsikter, etniskt 
ursprung, ras, religiös eller politisk övertygelse eller medlemskap i fackförening. Se vidare i 
Öman, Lindblom, Personuppgiftslagen (20 december 2016 Zeteo) kommentaren till 16 §. 
210 Se Öman, Lindblom, Personuppgiftslagen (20 december 2016 Zeteo) kommentaren till 
16 §. 
211 Se Öman, Lindblom, Personuppgiftslagen (20 december 2016 Zeteo) kommentaren till 
16 §. 
212 Se bland annat SOU 2009:44 s. 19 f. Se även SOU 2017:52 s. 102 f.  
213 SOU 2009: 44 s. 17.  
214 SOU 2009:44 s. 19.  
215 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf, hämtad 
2017-12-13. 
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integritet i arbetslivet regleras och preciseras genom diverse arbetsrättslig 
lagstiftning samt genom Arbetsmiljöverkets föreskrifter, genom praxis, och 
genom andra riktlinjer som skapas på arbetsmarknaden. PUL tar vid där det 
inte finns särskilda regler för behandling av anställdas personuppgifter.216 
Det åligger arbetsgivaren ett ansvar även för de personuppgifter anställda 
behandlar i tjänsten. Det är vidare arbetsgivarens ansvar att all behandling 
av personuppgifter som sker uppfyller de krav som ställs i PUL. Företag 
som använder sig av sociala medier har ett ansvar för de personuppgifter 
som publiceras däri.217 
 
Arbetsgivare har en arbetsledningsrätt. Av denna följer i princip att en 
arbetstagare måste följa en arbetsledningsorder förutsatt att denna inte 
strider mot lag eller god sed eller på annat sätt kan ses otillbörlig. I denna 
innefattas bland annat att arbetstagare i viss mån kan behöva acceptera en 
övervakning eller kontrollåtgärd från arbetsgivaren.218 Datainspektionen har 
angett att arbetsgivare har rätt att upprätta vissa ramar för de anställda 
gällande användning av arbetsgivarens IT-utrustning och sedan kontrollera 
att dessa regler efterlevs. Som exempel anges att en arbetsgivare har rätt att 
bestämma att tillhandahållen IT-utrustning inte får användas för privat 
internetanvändande eller för privat mail. Det är dock i dessa fall oerhört 
viktigt att arbetsgivaren tydligt informerar sina anställda om de uppställda 
reglerna samt syftet bakom, och eventuella kontroller som kan komma att 
ske.219  
5.3.1 Särskilda regler i offentlig verksamhet 
Utöver de regler som återfinns i PUL omfattas arbetstagare i offentlig 
verksamhet av särskilda regler. Ett exempel är skyddet mot det allmänna, 
det vill säga stat, kommun eller annat offentligt organ kränker den enskildes 
                                                
216 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 8, 
hämtad 2017-12-13. 
217 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 15, 
hämtad 2017-12-13. 
218 SOU 2017:52 s. 265.  
219https://www.datainspektionen.se/Documents/integritetifokus/Integritet%20i%20fokus%2
03-2017.pdf s. 13, hämtad 2017-12-23. 
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personliga integritet, ett skydd som tillhandahålls via bestämmelser i 
regeringsformen, RF.220 Vidare garanteras offentligt anställda i både 
tryckfrihetsförordningen, TF, och i yttrandefrihetsgrundlagen, YGL, 
meddelarfrihet.221  
 
För anställda inom den offentliga sektorn gäller även offentlighetsprincipen.  
Offentlighetsprincipen innefattar bland annat rätten för var och en att fritt få 
ta del av allmänna handlingar som tillhandahålls av en myndighet.222 Denna 
princip kan resultera i att personuppgifter kopplade till arbetstagare i den 
offentliga sektorn kan komma att bli tillgängliga för envar. Vid utlämnande 
av uppgifter i enlighet med offentlighetsprincipen lyder ett frågeförbud 
vilket innebär att myndigheten inte får göra några som helst 
efterforskningar. Detta innebär att arbetsgivare inom den offentliga sektorn 
nästan aldrig kan följa den skyldighet som åligger arbetsgivaren enligt PUL 
att informera arbetstagaren om ändamålet bakom utlämnandet eller till vem 
utlämnandet sker.223   Från offentlighetsprincipen kan vissa undantag göras. 
Ett exempel på detta är privata mailkonversationer eller 
fackförbundsrelaterade meddelanden. Dessa typer av handlingar utgör inga 
allmänna handlingar och kan därför undantas från offentlighetsprincipen.224 
5.3.2 International Labour Organization  
International Labour Organization (ILO), är ett fackligt underorgan till 
FN.225 ILO verkar för att främja social rättvisa, mänskliga rättigheter och 
                                                
220 2 kap 1 § RF. 
221 1 kap 1 § TF samt 1 kap 2 § YGL. 
222 2 kap 1 § TF. 
223 Se 8 § PUL. Enligt bestämmelsen gäller inte PUL i de delar PUL skulle resultera i en 
inskränkning i myndigheters skyldighet att enligt 2 kap TF lämna ut personuppgifter. Se 
även https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 13, 
hämtad 2017-12-13. 
224 För att en handling ska ses som allmän handling ska den utgöra en handling enligt 2 kap 
3 § TF vidare ska handlingen förvaras hos myndighet och slutligen anses inkommen eller 
upprättad hos denna enligt 2 kap 6 § TF och 2 kap 7 § TF. Se även 
https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 13, 
hämtad 2017-12-13.  
225 http://www.ilo.org/global/about-the-ilo/history/lang--en/index.htm, hämtad 2017-10-31.  
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arbetstagarrättigheter.226 År 1997 utgav ILO särskilda riktlinjer beträffande 
skydd för arbetstagares personuppgifter. Syftet med dessa riktlinjer är att 
begränsa behandlingen av personuppgifter för den enskilde arbetstagaren, 
med ett särskilt fokus på begränsande av känsliga uppgifter. ILOs riktlinjer 
är inte på något sätt bindande, syftet bakom riktlinjerna är istället att dessa 
ska användas vägledande vid frågor gällande arbetstagares rätt till skydd för 
sina personuppgifter.227 ILO anger i sina riktlinjer från 1997 att det faktum 
att ett anställningsavtal har ingåtts inte berättigar en arbetsgivare att samla in 
diverse information om arbetstagaren. Insamlande av information bör 
istället ses som ett undantag som behöver rättfärdigas. Vidare anger ILO att 
det inte är arbetstagarens uppgift att efterfråga varför viss information 
önskas, det är arbetsgivarens skyldighet att ange orsaken till insamlande.228 
5.3.3 Artikel 29-gruppen 
I och med antagandet av Dataskyddsdirektivet år 1995 bildades den så 
kallade artikel 29-gruppen. Gruppen består av företrädare från 
tillsynsmyndigheter från varje medlemsstat, en företrädare för EU-
kommissionen samt den europeiske datatillsynsmannen. Artikel 29-
gruppens huvudsakliga uppgift är att verka oberoende och rådgivande för att 
skydda enskilda vid behandling av personuppgifter samt för att bidra till en 
enhetligare tillämpning.229 Exempel på uppgifter som åligger artikel 29-
gruppen är att utreda frågor gällande tillämpning av nationella 
bestämmelser, föreslå förändringar, avge yttranden samt utfärda 
rekommendationer.230  
 
År 2001 skrev artikel 29-gruppen för första gången ett utlåtande om 
behandling av personuppgifter i anställningsförhållanden.231 I utlåtandet 
konstaterades inledningsvis att både arbetsgivare och arbetstagare måste 
                                                
226 http://www.ilo.org/global/about-the-ilo/mission-and-objectives/lang--en/index.htm, 
hämtad 2017-10-31. Se även Seth (2009) s. 21 ff. 
227 Protection of workers personal data: An ILO code of practice s. 9. 
228 Protection of workers personal data: An ILO code of practice s. 12. 
229 Artikel 29 i Dataskyddsdirektivet.  
230 Artikel 30 i Dataskyddsdirektivet. 
231 Artikel 29-gruppen Opinion 8/2001. 
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vara medvetna om att behandling av personuppgifter många gånger sker på 
ren rutin för exempelvis löneutbetalningar eller för skatterättsliga 
förpliktelser. Personuppgifter behandlas många gånger av arbetsgivare redan 
innan en anställning påbörjas och avslutas många gånger långt efter att 
anställningen upphört. Exempel på personuppgifter arbetsgivaren behandlar 
är sjukskrivningar, semesterlistor, löneuppgifter, arbetsreferenser, 
information om familjemedlemmar, omdömen med mera.232 Vidare 
konstaterades bland annat att arbetsgivarens legitima intressen kan motivera 
vissa begränsningar av privatlivet för enskilda personer på arbetsplatsen. 
Artikel 29-gruppen förtydligade dock att det inte finns något affärsintresse 
som kan råda över principer som öppenhet, laglig behandling, legitimitet, 
proportionalitet och nödvändighet vid behandling av anställdas 
personuppgifter.233  
5.4 Exemplifierande praxis 
I dagens samhälle är det enklare än någonsin att få fram uppgifter om en 
särskild person via internet. Modern teknik möjliggör för arbetsgivaren att 
spåra anställda både på arbetsplatsen och i hemmet genom allt från telefoner 
till datorer. Utformningen på dagens teknik möjliggör även övervakning 
utan den övervakades kännedom.234 Nedanstående avsnitt tar upp tre mål 
från Europadomstolen då frågan om anställdas rätt till privatliv enligt 
EKMR har ställts på sin spets. Rätten till privatliv är en mänsklig rättighet, 
vilket framgår av artikel 8 EKMR som ger alla människor en grundläggande 
rätt till respekt för sitt privatliv, familjeliv, sitt hem och sin korrespondens. 
Denna grundläggande rättighet får endast inskränkas av offentlig myndighet 
om det är i enlighet med lagen och är nödvändig i ett demokratiskt samhälle 
för att bland annat säkerställa den nationella säkerheten, den allmänna 
säkerheten eller för att skydda andras rättigheter och friheter.235 
                                                
232 Artikel 29-gruppen Opinion 8/2001 s. 6 f.  
233 Artikel 29-gruppen Opinion 8/2001 s. 28.  
234 Artikel 29-gruppen Opinion 2/2017 s. 9 f. 
235 Artikel 8.1 EKMR. 
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5.4.1 Halford v. The United Kingdom 
I ett mål från 1997 i Europadomstolen hävdade en anställd kvinna på en 
Polismyndighet att hon blivit utsatt för övervakning av hemmet och 
telefonsamtal gjorda på arbetsplatsen. Anledningen till övervakningen 
påstods vara på grund av en konflikt i ett diskrimineringsärende mellan den 
anställde och arbetsgivaren gällande en befordran som uteblivit. Den 
anställde hävdade att övervakningen var ett brott mot artikel 8 EKMR.236  
Vad gäller övervakningen av telefonerna på arbetsplatsen konstaterade den 
nationella instansen att de inte utgjorde ett brott mot artikel 8 EKMR 
eftersom den anställde inte kunde haft någon rimlig förhoppning om 
privatlivet i förhållande till dem. Domstolen var dock av en annan 
uppfattning och angav, med hänvisning till tidigare praxis, att telefonsamtal 
från arbetsplatsen likväl som från hemmet kan omfattas av rätten till 
privatliv och korrespondens i art 8 EKMR. Domstolen angav vidare att det 
inte fanns bevis för att den anställde blivit informerad om att övervakning 
skulle kunna komma att ske. Det fanns heller inga skäl som motiverade 
övervakningen enligt undantagsmöjligheten i artikel 8 EKMR.237 
5.4.2 Copland v. The United Kingdom 
I ett mål från Europadomstolen år 2007 klagade en anställd på övervakning 
arbetsgivaren genomförde på telefonsamtal, mail samt internetanvändande. 
Arbetstagaren ifråga var anställd som assistent på en skola.238 Som 
motivering till övervakningen angavs att tanken bakom övervakningen var 
att kontrollera i vilken omfattning den anställde använde skolrelaterade 
förmåner för eget bruk. Vidare motiverades övervakningen av telefonsamtal 
med hänvisning till analys av skolans telefonräkningar. Övervakning av 
internetanvändandet motiverades med hänvisning till möjligheten att göra 
analys av besöksstatistik, tidpunkter för besök, varaktighet med mera.239 
 
                                                
236 Halford v. The United Kingdom punkt 9-20 i domen. 
237 Halford v. The United Kingdom punkt 41-51 i domen. 
238 Copland v. The United Kingdom punkt 6-17 i domen. 
239 Copland v. The United Kingdom punkt 32-35 i domen. 
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Domstolen konstaterade i målet att anställdas telefonsamtal från 
arbetsplatsen kan skyddas av rätten till privatliv och korrespondens som 
stadgas i EKMR likt resonemanget som fördes i det ovan presenterade 
rättsfallet från 1997. Detsamma gäller för mail och internetanvändande. 
Domstolen förtydligade det faktum att arbetsgivaren inte varnat den 
anställde om att övervakning av telefonsamtal och liknande skulle kunna 
komma att ske. Det konstaterades därför att det var en naturlig följd att den 
anställde därav inte kunnat förvänta sig att privata telefonsamtal gjorda från 
arbetstelefonen skulle komma att övervakas. Domstolen påpekade dock att 
det kan finnas situationer som tillåter arbetsgivaren liknande övervakning, 
om den kan anses nödvändig i ett demokratiskt samhälle. Det finns ingen 
tydlig reglering kring när denna typ av övervakning är acceptabel utan det 
avgörande blir omständigheterna i varje enskilt fall.240 Domstolen fann 
slutligen att överträdelse av artikel 8 EKMR förelåg. Arbetsgivaren hade 
således ingen rätt att övervaka sina anställda som i förevarande fall. 241 
5.4.3 Bărbulescu v. Romania 
I ett fall i Europadomstolen som avgjordes i stora kammaren tidigare i 
höstas, ville en rumänsk medborgare få svar på hur långt en arbetsgivare får 
gå utan att överskrida rätten till privatliv och korrespondens enligt artikel 8 
EKMR.242 Skillnaden i detta fall jämfört med de två ovanstående var att 
arbetsgivaren i fråga var en privat arbetsgivare och inte en offentlig 
myndighet. Bakgrund till fallet var att arbetstagaren fått sparken efter att 
arbetsgivaren upptäckt att arbetstagaren använt en chatt avsedd för 
kundrelaterade frågor för privat bruk.243 Domstolen konstaterade i målet att 
överträdelse av art 8 EKMR hade skett. Som motivering till sitt beslut angav 
domstolen att arbetsgivaren misslyckats med att finna en rättvis balans 
                                                
240 Copland v. The United Kingdom punkt 39-49 i domen. 
241 Copland v. The United Kingdom punkt 45-49 i domen. 
242 Den stora kammaren i Europadomstolen består av 17 domare istället för de 7 som avgör 
i kammaren. Stora kammaren består av Europadomstolens ordförande, vice ordföranden, 
kamrarnas ordförande, den ”nationella domaren” samt andra domare som utses genom 
lottning se artikel 27 i EKMR. Målet i fråga hänsköts till stora kammaren som i motsats till 
kammaren konstaterade att överträdelse av artikel 8 i EKMR hade skett. 
243 Bărbulescu v. Romania punkt 10-24 i domen. 
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mellan arbetstagarens rätt till respekt för sitt privatliv och korrespondens 
och arbetsgivarens rätt att vidta åtgärder för att  kunna exempelvis kunna 
säkerställa driften av företaget. Domstolen konstaterade vidare att den 
nationella domstolen misslyckats med att avgöra om arbetstagaren erhållit 
förhandsmeddelande från sin arbetsgivare med information om att 
meddelanden skulle kunna komma att övervakas. De nationella domstolarna 
misslyckades även med att motivera huruvida arbetsgivaren kunde ha 
använt åtgärder som medfört mindre intrång i den anställdes privatliv och 
korrespondens. Domstolen konstaterade därför att den anställde hade rätt till 
respekt för sitt privatliv och korrespondens enligt EKMR och ansågs därför 
inte tillräckligt skyddad av de nationella myndigheterna.244  
5.5 Arbetsgivares rätt till behandling av 
personuppgifter efter GDPRs 
ikraftträdande 
För att hantering av personuppgifter ska vara laglig enligt GDPR krävs, 
vilket presenterats närmre under avsnitt 2.3.1, att minst ett av de villkor som 
ställs upp i artikel 6 GDPR uppfylls. Listan är, för vilket tidigare redogjorts, 
uttömmande.245 När en laglig grund för behandling av personuppgifter 
föreligger måste den personuppgiftsansvarige, arbetsgivaren, även 
tillhandahålla den registrerade, den anställde, all information om 
personuppgiftsbehandlingen. I vissa situationer, exempelvis hos företag med 
olika dotterbolag riskerar det att bli otydligt vem som har det faktiska 
personuppgiftsansvaret. För att avgöra vem som har det yttersta ansvaret får 
de faktiska omständigheterna i varje enskilt fall bli vägledande.246  
 
Fullgörande av avtal är den förmodligen vanligaste grunden för laglig 
behandling och används exempelvis vid beställningar på nätet och är en 
                                                
244 Bărbulescu v. Romania punkt 124-140 i domen.  
245 Se avsnitt 3.4.1 samt artikel 6.1 GDPR. 
246 https://www.datainspektionen.se/Documents/faktabroschyr-pul-arbetslivet.pdf s. 14, 
hämtad 2017-12-13. 
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nödvändig behandling av personuppgifter för att kunna fullgöra avtalet. För 
att återkoppla till arbetsrätten är fullgörande av avtal nödvändig för att 
exempelvis fullgöra ett anställningsavtal, likaså är fullgörande av rättslig 
förpliktelse nödvändig för att arbetsgivaren ska kunna skicka in 
löneuppgifter eller liknande till Skatteverket.247 Oavsett om arbetsgivaren 
har rätt att hantera sina anställdas personuppgifter utan deras samtycke har 
anställda rätt att få information om vilka personuppgifter som är föremål för 
behandling enligt GDPR.248 Den information den registrerade har rätt till är 
bland annat ändamålen med behandlingen, till vilken/vilka 
personuppgifterna kan komma att lämnas ut, samt om det är möjligt den 
förväntade tidsperioden för behandlingen.249 
 
I ett utlåtande från juni 2017 skriver artikel 29-gruppen ett kompletterande 
utlåtande om databehandling i arbetslivet med anledning av GDPR. 
Utlåtandet syftar till att göra en bedömning av balansen mellan 
arbetsgivarens legitima intressen och vilken förväntad integritet arbetstagare 
kan räkna med.250 I yttrandet konstateras inledningsvis att slutsatsen från 
föregående utlåtande från 2001, att arbetsgivare alltid vid behandling av 
anställdas personuppgifter bör beakta de grundläggande principerna för 
dataskydd, oavsett vilken teknik som används kvarstår. Vidare gäller fortsatt 
samma åsikt gällande att samtycke högst troligt inte utgör en rättslig grund 
för behandling av personuppgifter på arbetsplatsen, förutsatt att de anställda 
inte ges en möjlighet att inte samtycka utan eventuella repressalier.251 I det 
nya utlåtandet skriver artikel 29-gruppen även att ny teknik tillåter och 
möjliggör behandling av personuppgifter på arbetsplatsen i allt högre 
utsträckning än tidigare. Den nya tekniken är dessutom synlig i mindre 
utsträckning än tidigare, och det är oklart i vilken utsträckning anställda 
faktiskt är medvetna om vilken grad arbetsgivaren behandlar 
                                                
247 Jämför avsnitt 3.3.3 samt artikel 6 i GDPR. Se även skäl 45 i GDPR. 
248 Artikel 15 i GDPR. 
249 Mer ingående redogörelse lämnas i avsnitt 3.6. Se även artikel 15 i GDPR. 
250 Artikel 29-gruppen Opinion 2/2017 s. 3.  
251 Artikel 29-gruppen Opinion 2/2017 s. 3. 
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personuppgifter. Teknikutvecklingen har tillika inneburit att gränsen mellan 
arbete och hem suddats ut i en betydande omfattning.252  
 
Vidare skriver artikel 29-gruppen att det är viktigt att belysa det faktum att 
anställda sällan fritt kan lämna eller återkalla ett samtycke med hänsyn till 
det beroende som anställningsförhållandet de facto innebär. I de fall det inte 
finns ett uttryckligt samtycke från den anställde, kan arbetsgivaren komma 
att behandla personuppgifter med anledning av att det exempelvis finns ett 
berättigat intresse. Artikel 29-gruppen skriver att oavsett rättslig grund för 
en eventuell behandling bör ett proportionalitetsprov genomföras innan en 
behandling påbörjas. Syftet med ett sådant proportionalitetsprov är att 
överväga i vilken grad behandlingen är nödvändig för att uppnå ett legitimt 
syfte samt tillse att de åtgärder som vidtas innebär att rätten till bland annat 
privatliv begränsas i minsta möjliga mån. Ett sådant proportionalitetsprov 
kan enligt artikel 29-gruppen med fördel vara en del i den 
konsekvensbedömning som åligger personuppgiftsansvariga enligt 
GDPR.253   
 
GDPR uppmuntrar till införande av så kallade uppförandekoder i syfte att 
specificera tillämpningen av GDPR.254 Integritetskommittén i Sverige har 
fått i uppdrag att utreda hur skyddet för den personliga integriteten kan 
stärkas. De kom i sin utredning, vilken till viss del behandlade 
integritetsfrågor i arbetslivet kopplade till behandling av personuppgifter, att 
regeringen borde besluta om att tilldela Arbetsmiljöverket uppgiften att 
utarbeta uppförandekoder för arbetslivet vid behandling av 
personuppgifter.255 
                                                
252 Artikel 29-gruppen Opinion 2/2017 s. 3 f. 
253 Artikel 29-gruppen Opinion 2/2017 s. 4. Se även artikel 35 i GDPR. 
254 Artikel 40 i GDPR. 
255 SOU 2017:52 s. 29. 
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5.6 Administrativa svårigheter 
GDPR ger den personuppgiftsansvarige ett ansvar för att reglerna i GDPR 
efterlevs. Den personuppgiftsansvarige måste således kontrollera att 
exempelvis laglig grund för behandling av personuppgifter föreligger och 
tillse att de rättigheter den registrerade åtnjuter följs.256 Datainspektionen 
har sammanställt en lista med tretton punkter som personuppgiftsansvariga 
bör tänka på innan GDPR träder ikraft. Några av de frågor Datainspektionen 
anser att en personuppgiftsansvarig bör ställa sig är bland annat: Är 
organisationen medveten om GDPR? vilka personuppgifter hanteras? 
Används missbruksregeln idag?, vilken information ska egentligen lämnas?, 
hur ska den registrerades rättigheter uppfyllas?, med vilket rättsligt stöd 
behandlas personuppgifter?, hur ska samtycke inhämtas? Samt vilka rutiner 
finns vid personuppgiftsincidenter och vilka risker för integritetskränkning 
föreligger med den behandling som utförs?257 
 
Dokument och filer kan många gånger innehålla personuppgifter endast 
kopplade till den registrerade, men dessa dokument och filer kan likväl 
innehålla personuppgifter kopplade till fler än till den registrerade. Detta 
innebär att personuppgiftsansvariga ibland kommer att behöva gå igenom 
enskilda dokument och rent av innehållet i dessa dokument eller filer för att 
avgöra vad som kan lämnas ut.258 Enligt GDPR ska information som den 
registrerade efterfrågar i samband med behandling tillhandahållas den 
registrerades utan onödigt dröjsmål, och senast en månad efter begäran.259 I 
ett fall från Storbritannien ställde en registrerad en förfrågan om 
utbegärande av samtliga personuppgifter till sin bank.260 En av 
                                                
256 Artikel 24 i GDPR. 
257 Listan kan läsas i sin helhet på http://www.datainspektionen.se/Documents/vagledning-
forberedelser-pua.pdf, hämtad 2017-12-10. 
258 Rätten till information och tillgång gäller för den registrerades personuppgifter inte för 
en eventuell tredjeman. Se artikel 15 i GDPR. 
259 Se särskilt artikel 12.3 i GDPR. Observera att tidsperioden om senast 1 månad efter 
begäran kan förlängas. Denna period får vid behov förlängas med ytterligare två månader, 
med beaktande av hur komplicerad begäran är och antalet inkomna begäranden. Se även 
avsnitt 4.4.2. 
260 Elliott v Lloyds TSB Bank Plc & Anor. 
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anledningarna bakom förfrågan var misstanke om missbruk av 
personuppgifterna.261 För att referera mycket kort till domen belyste en 
anställd på banken hur många timmar den registrerades förfrågan hade 
inneburit i ren administrativ tid för de anställda på banken. Tiden uppgavs 
till uppskattningsvis 188 timmar.262 Domen är inte avsedd att användas som 
rättsligt material för denna uppsats, utan är endast tänkt belysa den tid det de 
facto kan ta för en personuppgiftsansvarig att hantera liknande 
förfrågningar. 
5.7 Egen reflektion  
Hur den rent administrera hanteringen av personuppgifter ska gå till för 
företag, vid exempelvis den registrerades rätt att utöva dataportabilitet, och 
den personuppgiftsansvariges skyldighet att tillhandahålla den efterfrågade 
informationen utan onödigt dröjsmål är oförutsebar, eftersom GDPR ännu 
inte trätt ikraft. Personuppgiftsansvaret i GDPR är betydligt mer 
långtgående än tidigare reglering och innebär ett allt större krav på resurser 
och teknisk kompetens. Bland annat kommer personuppgiftsansvar med 
största sannolikhet uppta en allt mer betydande tidsmässig aspekt än 
tidigare. 
 
Omfattningen av själva personuppgiftsansvaret kommer naturligtvis att 
skilja sig åt beroende på mängden personuppgifter som hanteras.  Enligt min 
mening kommer det på företag med en stor mängd personuppgiftshantering 
sannolikt inte räcka med en person som utövar personuppgiftsansvar, utan 
större företag kommer med största sannolikhet behöva omorganisera sig. 
Exempelvis genom inrättande av en särskild avdelning eller liknande. För 
vilket redogjordes i avsnittet ovan kan dokument och filer innehålla 
personuppgifter kopplade till fler än till enbart den registrerade. Detta 
riskerar enligt min mening att kunna leda till långa och krångliga 
administrationstider. Främst för att den registrerades rätt till tillgång är 
                                                
261 Elliott v Lloyds TSB Bank Plc & Anor. punkt 28 i domen. 
262 Elliott v Lloyds TSB Bank Plc & Anor. punkt 91 i domen. 
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förstärkt och därmed kommer innefatta mer material än tidigare, men även 
på grund av att personuppgiftsansvariga kommer behöva skapa rutiner och 
gallringar för hur personuppgifter innehållande tredje mans personuppgifter 
ska hanteras och lämnas ut. 
 
En annan intressant fråga att ställa sig är huruvida den registrerade kan vara 
helt säker på att den information den personuppgiftsansvarige 
tillhandahåller faktiskt är korrekt och uttömmande. Många gånger skulle 
förmodligen undanhållande av vissa personuppgifter gynna den 
personuppgiftsansvarige. Exempelvis vid mailkonversationer eller 
omdömesrelaterade underlag. Svaret bör hursomhelst vara att den 
registrerade alltid bör förutsätta att de underlag som tillhandahålls vid 
begäran är korrekt. Vid misstanke om eventuellt förskingrande bör den 
registrerade kontakta ansvarig tillsynsmyndighet eller vidta rättsliga 
åtgärder. 
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6 Analys och slutsatser 
 
6.1 Skyddet för behandling av 
personuppgifter på den enskilda 
arbetsplatsen 
Att personuppgifter används i en stor utsträckning i dagens digitaliserade 
värld är ingen nyhet. Vad gäller personlig integritet och arbetsliv lämnas 
oftast fokus på frågor relaterade till arbetsgivarens rätt att exempelvis utföra 
drogtester eller annan form av övervakning. Arbetsgivarens rätt att behandla 
personuppgifter är en fråga som tidigare hamnat i skymundan bakom övriga 
frågor kopplade till den personliga integriteten. Skyddet för behandling av 
personuppgifter på den enskilda arbetsplatsen är idag huvudsakligen reglerat 
i PUL och kommer efter GDPRs ikraftträdande huvudsakligen att regleras i 
GDPR. En registrerad, en anställd, har alltid rätt att få information om vilka 
personuppgifter som arbetsgivaren faktiskt behandlar. Den vars 
personuppgifter behandlas får även en ökad rätt till tillgång efter GDPRs 
ikraftträdande.  
 
En laglig grund för behandling av personuppgifter enligt artikel 6 GDPR är 
att samtycke föreligger, vilket även återfinns i Dataskyddsdirektivet, men 
förstärks ytterligare genom införandet av GDPR. Ett samtycke måste vara 
en frivillig viljeyttring. Huruvida en viljeyttring kan anses frivillig eller inte, 
i de fall det råder en uppenbar obalans mellan den registrerade och den 
personuppgiftsansvarige, tenderar vara svåravgjort när det kommer till 
anställningsförhållanden. Artikel 29-gruppen har uttalat att samtycke från 
anställda inte bör utgöra en rättslig grund för behandling av personuppgifter 
så länge de anställda inte ges en möjlighet till att inte samtycka utan 
eventuella repressalier. Detta är en åsikt jag delar med artikel 29-gruppen. 
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Arbetstagare står många gånger, enligt min mening, i ett allt för stort 
beroendeförhållande till sin arbetsgivare. Att inte samtycka till viss 
behandling kan således leda till oönskade konsekvenser. Detta är även ett 
område som behandlas i skälen till GDPR och som diskuterats i avsnitt 3.3.1 
samt avsnitt 5.5. 
 
Arbetsgivaren har rätt att övervaka arbetstagare, i vissa fall. Det är dock 
viktigt att arbetsgivaren är tydlig med att övervakning eller kontroller kan 
komma att ske och är tydlig med det bakomliggande syftet med 
övervakningen eller kontrollerna. För vilket redogjorts i avsnitt 5.3 skulle 
det exempelvis vara tillåtet för en arbetsgivare att besluta om särskilda 
regler för användande av den av arbetsgivaren tillhandahållna tekniska 
utrustningen och dessutom kontrollera efterlevnaden av dessa uppställda 
regler. Arbetsgivare har rätt, med hänvisning till bland annat 
arbetsledningsrätten, att upprätta vissa ramar för de anställda gällande 
användning av arbetsgivarens IT-utrustning och sedan kontrollera att dessa 
regler efterlevs. Ur den praxis som presenterats i avsnitt 5.4. kan utläsas att 
exempelvis avlyssning och övervakning av privata telefonsamtal gjorda med 
arbetstelefon kan innebära en kränkning av rätten till den personliga 
integriteten som återfinns i artikel 8 EKMR, och därmed en kränkning av en 
mänsklig rättighet. Detsamma gäller för mail och internetanvändande. En 
gemensam faktor för de presenterade rättsfallen är att arbetsgivaren i 
samtliga fall inte i tillräcklig omfattning informerat eller på ett bristfälligt 
sätt informerat arbetstagaren om att eventuell övervakning skulle kunna 
komma att ske. Vidare ansågs heller inte de bakomliggande syften som 
arbetsgivarna i samtliga fall motiverade övervakningen med tillräckliga. 
 
En fråga som vidare är intressant att ställa sig är huruvida en enskild lag 
gällande skydd för den personliga integriteten, vilket tidigare diskuterats, 
skulle behövas efter införandet av GDPR, eller om skyddet för den 
personliga integriteten för anställda kan anses tillfredsställt vad gäller skydd 
vid behandling av personuppgifter. Enligt min mening innebär GDPR ett 
helhetsgrepp vad gäller skydd för den personliga integriteten, detta trots att 
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GDPR nästan helt saknar bestämmelser kopplade till arbetsrätten. Alla 
bestämmelser i GDPR kan sedermera appliceras i anställningsförhållanden. 
Att skyddet som uppställs för behandling av personuppgifter efterlevs 
kontrolleras av Datainspektionen. Regeringen har nyligen beslutat att 
tilldela Datainspektionen ytterligare 30 miljoner kronor för arbetet med 
skydd av personuppgifter. Detta indikerar på att regeringen beslutat att satsa 
på skyddet för den personliga integriteten vad gäller behandling av 
personuppgifter. I SOU 2017:52 har det även föreslagits att 
Arbetsmiljöverket ska ta fram så kallade uppförandekoder för behandling av 
personuppgifter i arbetslivet vilket skulle innebära ytterligare förstärkta 
rättigheter för arbetstagare vid arbetsgivarens behandling av 
personuppgifter. 
6.2 GDPR, förändringar och infogande i 
den svenska arbetsrätten 
En central skillnad GDPR medför är att den så kallade missbruksregeln i 
PUL försvinner.  Bestämmelsen har möjliggjort särskilda undantag från 
vissa bestämmelser i PUL vid behandling av ostrukturerat material det vill 
säga bland annat löpande text, publicering av personuppgifter på 
webbplatser samt information om personer i mail med mera. Reglerna i 
GDPR gäller såväl på strukturerat som på ostrukturerat material och tidigare 
möjlighet till undantag vid behandling av ostrukturerat material försvinner 
helt. Detta innebär således en stor omställning då, tidigare undantag nu inte 
längre är möjliga. Undantagen som möjliggjorts i PUL infördes först 2007 
vilket innebär att undantag inte var möjliga dessförinnan. Sverige har även 
varit relativt ensamma om rätten till detta undantag jämfört med övriga 
medlemsstater i EU. Med det sagt tror jag att GDPR kommer leda till stor 
oro vid dess ikraftträdande, eftersom många personuppgiftsansvariga nu 
måste ta hänsyn till betydligt fler regler än tidigare. Jag tror dock att denna 
ändring kommer resultera i en större förståelse och ett förstärkt skydd vad 
gäller behandling av personuppgifter i stort.  Ett av motiven till införandet 
av missbruksregeln i PUL 2007 var att regeln skulle innebära en 
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uppdatering av reglerna i PUL som motsvarade den tekniska utveckling som 
skett sedan PUL infördes i svensk rätt. Detta motiv och argument ter sig 
tämligen motsägelsefullt i förhållande till GDPR, som istället omfattar all 
typ av behandling och inte särskiljer på strukturerat och ostrukturerat 
material.  
 
GDPR kommer med största sannolikhet innebära att nästintill alla företag 
kommer behöva se över hanteringen av personuppgifter eftersom reglerna i 
GDPR är betydligt mer omfattande än de regler som tidigare gällt. En annan 
betydande skillnad GDPR medför är att rätten till tillgång och information 
det vill säga rätten för den registrerade att få ta del av de uppgifter som 
behandlas är större än tidigare. Andra viktiga nyheter är kravet på inbyggt 
dataskydd samt att den personuppgiftsansvarige måste utföra 
konsekvensbedömningar. Enligt min mening kan infogandet av dessa 
bestämmelser leda till eftertänksamhet i större omfattning än vad det gjort 
tidigare. Behandling av personuppgifter anser jag många gånger riskera att 
ske slentrianmässigt och utan närmre eftertanke. Reglerna i PUL som 
undantagit behandling av ostrukturerat material kan anses vara en orsak till 
detta. Denna åsikt skiljer sig mot regeringens som vid införandet av 
missbruksregeln i PUL hävdade att införandet skulle medföra att 
bestämmelserna i PUL skulle ges en verklighetsanpassning och följas i 
större utsträckning om behandling av ostrukturerat material gavs flertalet 
undantagsmöjligheter. 
 
En annan intressant nyhet med GDPR är införandet av rätten till 
datorportabilitet. Denna rätt ger den registrerade dels en rätt till tillgång 
samt en rätt att överföra personuppgifterna till tredje man. Rätten till 
dataportabilitet kommer att ge den registrerade en ökad kontroll över de 
personuppgifter som behandlas och resulterar enligt min mening i en 
utjämning av det maktförhållande personuppgiftsansvariga tidigare besuttit i 
förhållande till den registrerade. Vad som utgör en personuppgift enligt 
GDPR har behandlats i avsnitt 3.2. Att ditt namn är din personuppgift råder 
det inga särskilda tvivel om. Men de fall då ditt namn används utav någon 
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annan är det då en personuppgift som du har rätt till? Svaret är jakande. Att 
även de uppgifter som skapas utav andra är personuppgifter den registrerade 
har en rätt till, är ett faktum som är lätt att bortse ifrån. Detta kan 
exemplifieras genom situationer då en arbetsgivare skapar en uppgift om en 
arbetstagare, exempel genom ett mail med namn på den enskilde 
arbetstagaren eller skapar omdömen. Även denna typ av handlingar utgör 
behandling av personuppgifter, och dessa handlingar utgör därmed 
personuppgifter till vilka den registrerade åtnjuter en rätt till tillgång, enligt 
artikel 15 i GDPR. En synnerligen intressant arbetsrättslig aspekt enligt min 
mening är vidare i vilken grad den utökade rätten till tillgång kan komma att 
medföra förändringar vid exempelvis uppsägningssituationer och huruvida 
exempelvis fackförbund och arbetstagare då kan komma att dra fördelar av 
de nya reglerna i liknande situationer. GDPR innefattar nämligen även 
sådant material som arbetsgivaren skapar om den anställde som exempelvis 
omdömen eller mailkonversationer med arbetstagarens namn det vill säga 
ostrukturerat material. Att ta del av sådana uppgifter har tidigare inte varit 
möjligt för arbetstagare då denna typ av handlingar undantagits från rätten 
till tillgång genom missbruksregeln i PUL. 
 
GDPRs direktivliknande form, vilken möjliggör kompletterande regler i 
EU-medlemsstaternas nationella lagstiftning, riskerar enligt min mening att 
leda till ett eventuellt misslyckande vad gäller målet om ett enhetligt skydd. 
Ett exempel på detta är artikel 88 GDPR där EUs medlemsstater ges en 
möjlighet att säkerställa skyddet för anställdas rättigheter och friheter vid 
behandling av personuppgifter genom att i lag eller i kollektivavtal fastställa 
mer specifika regler än de som tas upp i GDPR. Sådana tillägg riskerar att 
leda till att vissa medlemsstater inför ett starkare skydd än det som ges i 
GDPR. Med detta sagt menar jag inte att denna möjlighet på något sätt kan 
inverka på att skyddet efter GDPR bli sämre i EUs medlemsstater. 
Lägstanivån för skydd av personuppgifter kommer att bli högre i och med 
GDPR, men möjligheten till vissa kompletterande regler i nationell 
lagstiftning kan leda till att vissa länder får ett starkare skydd än andra.  
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Sammanfattningsvis kan konstateras att GDPR inte innebär någon större 
förändring vad gäller arbetsgivarens möjlighet att övervaka den anställde i 
förhållande till nu gällande rätt. Vilket berördes kort under de egna 
reflektionerna i avsnitt 3.7 kommer det bli dyrt att bryta mot reglerna i 
GDPR. Detta är enligt min mening en viktig återspegling utav det faktum att 
rätten till den personliga integriteten de facto är en mänsklig rättighet. Att 
missbruka eller på annat sätt överträda denna rättighet ska vara dyrt. Risken 
för de höga sanktionsavgifterna kommer även med största sannolikhet 
resultera i att personuppgiftsansvariga tillgodogör sig reglerna som gäller i 
GDPR i större utsträckning än vad som kanske tidigare gjorts då de höga 
avgifterna tenderar att ha en avskräckande effekt.  
6.3 Avslutande kommentarer 
Det nu gällande skyddet för behandling av personuppgifter är uppenbart 
förlegat med hänsyn till dagens digitaliserade samhälle. Ett av de 
bakomliggande syftena med GDPR är att klargöra vilka rättigheter den 
registrerade åtnjuter och harmonisera skyddet i EUs medlemsstater. GDPR 
är en förordning men har trots detta en direktivliknande effekt i och med 
dess möjliggörande av nationella tillämpningsregler. Ett av de 
bakomliggande syftena med GDPR är förhoppningen att minska 
skillnaderna för skyddet av den personliga integriteten i EUs medlemsstater. 
Möjliggörandet av nationella tillämpningsregler som GDPR ger i vissa 
hänseenden kan dock komma att leda till att skillnaderna mellan länderna 
till viss del kvarstår även om GDPR helt klart innebär ett helhetsgrepp på 
området. 
 
GDPR innebär en markant förbättring av skyddet för behandling av 
personuppgifter i stort. Den nya regleringen innebär även en möjlighet för 
de som behandlar personuppgifter att ta tillfället i akt och därmed ta ett nytt 
helhetsgrepp för att förstärka skyddet för den personliga integriteten. GDPR 
innehåller inga särskilda bestämmelser för behandling av personuppgifter i 
anställningsförhållanden, alla bestämmelser i GDPR kan dock appliceras 
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däri. Skyddet för anställda i och med GDPRs ikraftträdande är därmed ett 
steg i rätt riktning vad gäller skydd av personuppgifter i 
anställningsförhållanden. GDPR innebär dock inte någon större förändring 
vad gäller arbetsgivarens möjlighet att övervaka den anställde i förhållande 
till nu gällande rätt. Precis som tidigare handlar det om intresseavvägning 
mellan arbetsgivarens behov av kontroll samt den anställdes rätt till bland 
annat privatliv och korrespondens.  
 
Den påtagligt största skillnaden för arbetsgivarna jämfört med nuvarande 
reglering, förutom att hänsyn kommer behövas ta till både strukturerat och 
ostrukturerat material, är de påtagliga sanktionsavgifter som riskerar att bli 
aktuella i de fall bestämmelserna i GDPR inte efterlevs. Risken för dessa 
minst sagt kännbara sanktionsavgifter torde leda till att organisationer och 
företag tar skyddet av personuppgifter på allvar i större utsträckning än 
tidigare.  
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