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INTRODUCCIÓN 
 
 
“Lo primero que tienes que hacer es darte cuenta” 
(‘Someone’s got a hold of my heart’, Bob Dylan) 
 
Madrid, 2 de noviembre de 2009  
 
 
El 97,8% de las canciones consumidas en nuestro 
país son pirateadas. Así se desprende de lo 
recogido en el segundo Observatorio de piratería y 
hábitos de consumo de contenidos digitales, 
elaborado por la consultora estadounidense IDC a 
instancias de la Coalición de Creadores de 
Industrias y Contenidos, integrada por las 
entidades de gestión de derechos de propiedad 
intelectual
1
 y gran parte de la industria 
cinematográfica y musical
2
. 
 
Con un dato tan escalofriante como el recién 
expuesto queda justificada una tesis doctoral sobre 
la materia. Porque detrás de un trabajo de cierta 
envergadura siempre se han de encontrar, como poco, 
una pasión y una convicción. En el caso de quien 
                                                 
1
 Que en España actualmente son, como entidades de 
gestión de derechos de propiedad intelectual de 
autores, la Sociedad General de Autores y Editores 
(SGAE); el Centro Español de Derechos Reprográficos 
(CEDRO); Visual, Entidad de Gestión de Artistas 
Plásticos (VEGAP); y la Asociación de Derechos de Autor 
de Medios Audiovisuales (DAMA). Como entidades de 
gestión de derechos de propiedad intelectual de 
artistas intérpretes o ejecutantes, Artistas 
Intérpretes o Ejecutantes, Sociedad de Gestión de 
España (AIE); y Artistas Intérpretes, Sociedad de 
Gestión (AISGE). Por último, como entidades de gestión 
de derechos de propiedad intelectual de productores, la 
Asociación de Gestión de Derechos Intelectuales 
(AGEDI); y Entidad de Gestión de Derechos de los 
Productores Audiovisuales (EGEDA). 
2
 Vid. noticia en 
http://merlin.obs.coe.int/newsletter.php?year=2010&issu
e=10&id=12905 [última visita 4.11.2010]. 
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esto escribe la pasión es la música, y la 
convicción la de que nuestro sistema jurídico ha de 
reconfigurarse y llegar a ser capaz de impedir que 
una industria como la musical se hunda ante sus 
pasivos ojos. Esta cuestión conforma el tema 
central del trabajo que aquí comienza. 
 
Sobre cómo alcanzar el equilibrio entre los 
intereses de los titulares de derechos de propiedad 
intelectual y los de los usuarios consumidores de 
contenidos musicales protegidos no existe una 
communis opinio en la doctrina ni en la 
jurisprudencia españolas. Más allá, existe entre la 
opinión pública un constante debate no exento de 
virulencia debido a las enconadas posturas que unos 
y otros mantienen. Mientras las asociaciones de 
internautas y usuarios enarbolan conceptos tan 
etéreos como el del libre acceso a la cultura para 
justificar su infractora conducta a la hora de 
acceder a los contenidos protegidos por derechos de 
propiedad intelectual, los titulares de derechos se 
sienten cada vez más indefensos en la salvaguarda 
de sus intereses por vía judicial. 
 
La necesaria delimitación del tema de esta tesis 
pasa por las siguientes consideraciones. En primer 
lugar, el objeto del trabajo se ciñe al ámbito 
estrictamente civil. Quedan excluidos del objeto 
del trabajo por tanto las infracciones de propiedad 
intelectual sobre la obra musical subsumidas en los 
artículos 270 y siguientes de nuestro Código Penal. 
 
En segundo lugar, la perspectiva que se adopta 
para el estudio es puramente jurídica, partiendo 
  9 
del Derecho positivo obrante en los ordenamientos 
jurídicos comunitario y español y manteniéndose 
referencias comparadas con los de otros países 
continentales en los que la problemática social se 
encuentra en un estadio similar. 
 
En tercer lugar, se excluyen del objeto del 
trabajo, pese a dejar anotadas algunas 
consideraciones, las eventuales causas sociales 
que, junto a las lagunas jurídicas, han derivado en 
una preocupante situación para la industria 
española de los contenidos protegidos por derechos 
de autor. 
 
Así delimitado de modo preliminar el tema 
elegido para la investigación, se observará que 
sigue ésta un método inductivo-deductivo, basado en 
la observación y análisis de los datos legales y 
jurisprudenciales, históricos y comparados, 
necesarios para perfilar mejor los conceptos 
existentes, a menudo imprecisos por la falta de 
aquella opinión común. 
 
La primera parte del trabajo, integrada por sus 
cuatro primeros capítulos, nos sitúa en al ámbito 
de la música en la sociedad de la información desde 
una perspectiva primero general e introductoria 
hasta acabar detallando los distintos mecanismos de 
funcionamiento de los modelos de negocio actuales. 
Así, el capítulo I sirve como introducción al 
concepto de obra musical y trata de establecer un 
nexo entre este tipo de obras y la protección que 
sobre ellas ofrece la propiedad intelectual. 
Asimismo, se revisa el concepto de sociedad de la 
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información, fijándose así el escenario tecnológico 
y temporal sobre el que se desarrollará la 
investigación. 
 
En el segundo capítulo se hará un análisis de la 
situación actual en que se encuentra la industria 
musical, que ha entrado en una espiral de 
preocupante hundimiento, muy especialmente en 
nuestro país. Se analizarán desde una perspectiva 
económica e histórica las causas de ese progresivo 
hundimiento, atendiendo al nacimiento de Napster 
como primera red de intercambio de archivos 
musicales protegidos y a la dudosa reacción que 
ante este hecho tuvo la industria discográfica.  
 
En el tercer capítulo, se hará una exposición 
acerca de qué derechos de propiedad intelectual son 
los que concretamente se infringen en el ámbito 
musical y en especial en los comportamientos 
típicos que aquí se analizan. Se detallará la 
naturaleza de tales derechos y en qué medida son 
violados en el proceso técnico de infracción sobre 
las obras musicales. Se procurará asimismo arrojar 
luz sobre algunas de las vías de solución que la 
doctrina viene planteando en torno a esta 
problemática jurídica. 
 
Se cierra así esta primera parte, que fija la 
escena, los derechos y los actores objeto del 
trabajo, con el capítulo IV, en el que nos 
adentraremos en el entramado de los sistemas P2P y 
su entorno, analizando a través de la 
jurisprudencia más reciente los principales casos 
que, a nivel tanto internacional como nacional, han 
  11 
estudiado la naturaleza jurídica de este tipo de 
plataformas, así como la de las páginas web que 
ofrecen enlaces a contenidos protegidos o las 
páginas que ofrecen contenidos en streaming, caso 
de Youtube, con especial atención a las recientes 
sentencias dictadas por la Audiencia Provincial de 
Barcelona en los casos elrincondejesus y 
Megaupload. 
 
En la segunda parte del trabajo, y núcleo 
central del mismo, se centrará el estudio en los 
sujetos responsables de las infracciones de 
derechos objeto de análisis, desde lo usuarios 
hasta los meros intermediarios y especialmente en 
los regímenes de responsabilidad que para estos se 
han fijado en los distintos ordenamientos 
internacionales, comunitario y nacional. La 
panorámica de los sistemas comparados y del europeo 
y su transposición a nuestro ordenamiento nos hará 
ganar una perspectiva de los déficits y posibles 
mejoras a instaurar dentro de nuestro sistema. 
 
En este contexto, es importante precisar que me 
referiré como prestadores de servicios 
intermediarios o ISP de un modo genérico a todos 
los prestadores de servicios en línea, sin entrar a 
diferenciar a esos efectos si el prestador 
proporciona tan sólo acceso a Internet, caso de los 
proveedores de acceso, si proporciona únicamente 
contenidos en línea, como hacen los proveedores de 
contenidos, si ofrecen un espacio para que los 
usuarios alojen sus propios sitios web, caso de los 
proveedores de alojamiento o incluso si prestan 
varios de los anteriores servicios de forma 
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simultánea, lo cual en la práctica resulta habitual 
dificultando por tanto el diferenciar a cada sujeto 
de forma individualizada y exacta. 
 
Por último, la tercera parte del estudio, una 
vez recorridos los sistemas de responsabilidad de 
los sujetos infractores, analizará los mecanismos 
de defensa que la legislación pone a disposición de 
los actores que vean sus derechos infringidos. Se 
repasarán las distintas acciones a emprender y sus 
características, así como alguna de las vías 
alternativas para actuar y alguno de los 
principales obstáculos que la propia legislación 
contiene a la hora de defenderse los intereses de 
los titulares de derechos de propiedad intelectual. 
 
En el presente momento histórico se está 
realizando una transición del modelo industrial al 
modelo digital o informacional
3
, con la inmensa 
transformación que eso supone en el ámbito de la 
difusión y comercialización de las obras musicales. 
Cómo mantener, mientras la tecnología avanza a 
velocidades insospechadas, un respeto por los 
derechos de los creadores, y cómo adaptar la 
articulación de ese respeto desde una perspectiva 
jurídica, es una enorme reto para las futuras 
generaciones de estudiosos de la propiedad 
intelectual.  
                                                 
3
 El Premio Nobel de Economía Paul Krugman ya ha 
afirmado, en la línea de lo anterior, que “todo lo que 
sea digitalizable será digitalizado”. Vid. en este 
sentido 
http://www.nytimes.com/2008/06/06/opinion/06krugman.htm
l [última visita 28.02.2011]. 
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CAPÍTULO I 
 
LA OBRA MUSICAL  Y SU EVOLUCIÓN HISTÓRICA 
COMO OBJETO PROTEGIDO POR LA PROPIEDAD 
INTELECTUAL 
 
 
“Sin música la vida sería un error” 
(Friedrich Nietzsche)  
 
 
1.  INTRODUCCIÓN. APUNTES HISTÓRICOS 
 
Una vez superado el umbral de la segunda década 
de la revolución digital
4
, podemos afirmar que uno 
                                                 
4
 La tecnología que ha permitido el crecimiento 
tan extraordinario de Internet ciertamente lleva 
con nosotros mucho más de veinte años. La 
tecnología digital se remonta a la década de 1930, 
la informática surgió en los años 40 (a no ser que 
deseemos incluir en esta al ábaco), y gran parte de 
la investigación sobre redes digitales de 
conmutación de paquetes comenzó a principios de los 
años 60. Vid.: JOHN NAUGHTON, A BRIEF HISTORY OF THE 
FUTURE: THE ORIGINS OF THE INTERNET 92, 118-19 
(1999); Vid. Leonard Kleinrock, Communication Nets: 
Stochastic Message Flow and Delay (1964). Pero fue 
aproximadamente en 1993 cuando quienes se 
encontraban fuera de la comunidad informática 
comenzaron a enterarse de lo que era Internet y del 
futuro que este pudiera augurar. 
 En septiembre de 1993, el Ministerio de Comercio 
estadounidense publicó su “Programa de acción” para 
la “Infraestructura Nacional de Información,” que 
anunciaba la nueva tecnología en términos 
entusiastas, Declaración sobre políticas de la 
Administración, 58 Fed. Reg. 49,026 (1993); [Vid. 
John Perry Barlow, Declaration of Independence for 
Cyberspace] y ese mismo año llegó a los quioscos el 
primer número de la revista Wired, dedicado al 
nuevo mundo feliz de la red. Desde entonces, la 
expansión de su estructura física, más la adopción 
de estándares técnicos abiertos, ha conllevado sin 
duda cambios excepcionales en el modo en que nos 
comunicamos. Un porcentaje significativo de las 
comunicaciones comerciales e incluso de las 
personales de las clases media y alta de Estados 
Unidos se llevan a cabo en la red de conmutación 
por paquetes en forma de correos electrónicos o 
mensajes de texto. Vid. Ariana Eunjung Cha, 
‘Digital Divide’ Less Clear, WASH. POST, 29 de junio 
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de los asuntos que más acalorado debate despierta 
como consecuencia del cambio tecnológico ocurrido 
en la última década ha sido el estatus legal y 
social de la música. En el año 2000, el asombroso 
crecimiento de la red de Napster, que permitía a 
sus usuarios compartir archivos de música por 
Internet con cuantas personas se quisiera, hizo 
                                                                                                                                               
de 2002, en E1-E2 (que informa sobre un estudio que 
muestra que menos de la mitad de los residentes de 
Estados Unidos con ingresos de entre 15.000 y 
25.000 $ tienen acceso a Internet en casa o en el 
trabajo, en comparación con el 90% de los 
residentes que cuentan con ingresos de más de 
75.000 $). Hay dos avances en particular que 
amenazan esta revolución. 
 El primero ha sido la digitalización de las 
imágenes y los sonidos –los textos– que conforman 
nuestra cultura popular. Vid. Michael W. Carroll, 
Disruptive Technology and Common Law Lawmaking: A 
Brief Analysis of A&M Records, Inc. v. Napster, 
Inc., 9 VILL. SPORTS & ENT. L.J. 5 (2002) (que 
describe el proceso empleado para digitalizar la 
música popular). El segundo ha sido el despliegue 
de redes digitales que cuentan con arquitectura que 
dispersa el control y la autoridad sobre las 
comunicaciones en su mayoría hacia los usuarios 
finales de la red. Al explotar estos avances, los 
creadores del software denominado “peer-to-peer” (o 
P2P, de igual a igual) les han brindado a los 
usuarios finales la posibilidad de formar redes 
privadas virtuales en las que el dispositivo de 
cada uno de estos usuarios finales esté en igualdad 
de condiciones con el resto en la medida en que es 
tanto un “cliente”, que solicita datos, como un 
“servidor”, que los envía. Los usuarios de estas 
redes sirven y reciben muestras digitales de 
imágenes y sonido saltándose los canales 
tradicionales a través de los cuales se habían 
suministrado hasta la fecha las obras de cultura 
popular y haciendo caso omiso de la ley que protege 
los derechos de autor, que ha defendido a los 
medios tradicionales de ventas de la cultura 
popular. El tamaño de las redes P2P no hace más que 
crecer. Por ejemplo, se ha sabido que el sucesor 
más popular de Napster, el Kazaa Media Desktop, se 
ha convertido en el programa informático más 
descargado de la historia de Internet. Vid. Most 
Downloaded Program on the Web?, disponible en 
http://www.cnn.com/2003/TECH/internet/05/23/media.k
azaa.reut/ [última visita 01.03.2011]. 
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saltar a la palestra esta polémica que aún sigue 
sin resolverse
5
. Las transmisiones, cada vez más 
masivas, de archivos de música por Internet han 
suscitado respuestas enfurecidas de editores 
musicales, discográficas y de cantantes, músicos y 
compositores, quienes califican colectivamente como 
ladrones a los millones de usuarios de Internet que 
participan en el intercambio no autorizado de 
música por Internet. Esta acusación se ha 
presentado en juicios, en noticias, en anuncios 
publicitarios y hasta en los Premios Grammy. En 
abril de 2003, representantes de la Recording 
Industry of America Association (RIAA) enviaron el 
siguiente mensaje instantáneo a los miles de 
usuarios de la red P2P Kazaa: “Cuando infringes la 
ley te arriesgas a sufrir sanciones legales. Hay un 
modo muy sencillo de evitar dicho riesgo: NO ROBES 
MÚSICA.”6 
                                                 
5
 Vid. A & M Records, Inc. v. Napster, Inc., 239 
F.3d 1004 (9th Cir. 2001) (que hace responsable a 
Napster de la transmisión no autorizada de archivos 
de música por parte de sus usuarios). Si se desea 
analizar de forma más minuciosa el lado comercial 
del ascenso meteórico de Napster, Vid. JOSEPH MENN, 
ALL THE RAVE: THE RISE AND FALL OF SHAWN FANNING’S 
NAPSTER (2003). Para estudiar la tecnología y los 
aspectos relacionados específicamente con los 
derechos de autor planteados por Napster, Vid. 
Michael W. Carroll, Disruptive Technology and Common 
Law Lawmaking: A Brief Analysis of A&M Records, Inc. 
v. Napster, Inc., 9 VILL. SPORTS & ENT. L.J. 5 
(2002) (que describe el proceso por el cual se ha 
digitalizado la música popular). 
6
 Vid. Amy Harmon, Music Swappers Get a Message on 
PC Screens: Stop It Now, N.Y. TIMES, 30 de abril de 
2003 en D1 (que cita el mensaje instantáneo enviado 
por los representantes de la Recoding Industry of 
America Association a los usuarios de la red para 
compartir archivos de Kazaa). Siguiendo con este 
conflicto, y subiendo en intensidad, la RIAA ha 
obtenido recientemente el derecho a desenmascarar 
la identidad en Internet de quienes transfieren 
archivos de música en redes informáticas P2P. Con 
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Una premisa básica para poder presentar el 
cargo de robo es que la música sea una forma de 
propiedad –un tipo especial de propiedad que pueda 
ser robada por la reproducción y comunicación no 
autorizada de la misma. Entre los millones de 
usuarios de Internet que intercambian archivos de 
música, hay quienes aceptan que, en realidad, están 
realizando un acto de pillaje
7
. No obstante, muchos 
otros rechazan la acusación. Algunos afirman que la 
información desea libertad y que la música, como 
todas las demás formas de expresión cultural 
digitalizada, ya ni puede ni debe tratarse como 
propiedad
8
. Otros aceptan la premisa de que la 
                                                                                                                                               
esta información, la RIAA ha lanzado una campaña 
contra quienes presuntamente han participado en 
transmisiones a gran escala de archivos musicales. 
Vid. Amy Harmon, 261 Lawsuits Filed on Music Sharing, 
N.Y. TIMES, 9 de septiembre de 2003, en A1 (donde 
se describen estos pleitos como la “primera acción 
legal generalizada dirigida a usuarios particulares 
de redes para compartir archivos”). 
7
 Para potenciar el apoyo a la opinión de que el 
intercambio no autorizado de archivos se trata de 
un robo per se, la RIAA ha ofrecido una amnistía a 
quienes hayan participado en el intercambio de 
archivos y deseen confesar públicamente que han 
participado en un robo. Vid. Andy Sullivan, Repent 
Downloaders and Get Amnesty, Reuters, 5 de 
septiembre de 2003 disponible en 
http://www.reuters.com/newsArticle.jhtml;?storyID=3
396175. [última visita 01.03.2011]. 
8
 En uno de los primeros actos de la revolución, 
John Perry Barlow predijo que la digitalización 
supondría un reto insuperable para la legislación 
que defiende los derechos de autor. Vid. John Perry 
Barlow, Selling Wine Without the Bottles on the 
Global Net, Wired, (fecha) (“La propiedad 
intelectual no puede remendarse, actualizarse o 
ampliarse de modo que contenga todas las facetas de 
la expresión digital...”). 
Una década después de que Barlow publicara su 
reto, otro visionario de Internet, William Gibson, 
ha predicho que la tecnología digital e Internet 
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música es una forma de propiedad, pero niegan que 
sus actividades estén violando los derechos de los 
propietarios de la misma. Existe una tercera 
opinión según la cual la música es una forma de 
propiedad compartida. Según ésta, los creadores 
tienen cierto derecho a controlar la venta y 
distribución inicial de la música, pero los 
                                                                                                                                               
suponen la desaparición de los desorbitados pagos 
para los músicos de éxito: 
“Antes de que existieran las tecnologías de 
grabación de audio, había relativamente poco 
que uno pudiera hacer para hacerse rico con 
la música. Los músicos podían tocar por 
dinero, y la prensa dio origen a la 
industria de las partituras, pero la 
verdadera fama, y la riqueza, normalmente 
sólo se conseguían gracias al mecenazgo. El 
nuevo medio que supusieron las grabaciones 
comerciales de audio cambió todo esto y 
supuso la creación de una industria que se 
basaba en un monopolio tecnológico inherente 
de los medios de producción, pues los 
ciudadanos de a pie no podían ni realizar ni 
fabricar tales grabaciones. Este monopolio 
ya quedó atrás. Algunos futuristas, 
fijándose en el papel del músico individual 
en el ámbito de lo digital, han sugerido que 
estamos de hecho dirigiéndonos a una nueva 
versión de la situación precedente, una en 
la que el mecenazgo (muy probablemente 
corporativo y sin ánimo de lucro) volverá 
finalmente a ser el único medio potencial 
que tendrán los músicos para conseguir una 
fama y riqueza relativas. De este modo, la 
situación por la que uno pudiera llegar a 
convertirse en los Beatles, es decir, ocupar 
ese tipo de posición en el mercado, parece 
haber quedado determinada tecnológicamente. 
Y estar limitada tecnológicamente. Los 
medios de producción, reproducción y 
distribución de la música grabada son en la 
actualidad completamente digitales y, por 
consiguiente, están a disposición de 
cualquiera que los desee”. 
William Gibson, conferencia pronunciada en el 
Digital Day del Director’s Guild of America, 17 
de mayo de 2003, disponible en 
http://www.williamgibsonbooks.com/archive/2003_
05_01_archive.asp#200322 [última visita 
01.03.2011]. 
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compradores también tienen derecho a utilizar y 
compartir la música que han comprado
9
. 
 
Este conflicto conceptual sobre el estatus de 
la música se ha puesto de relieve por el cambio en 
las circunstancias esenciales. Hallar una 
resolución para este conflicto y hacer que esta se 
refleje en la legislación en vigor son dos retos 
fundamentalmente complejos que tiene ante sí 
nuestra sociedad. La mayoría probablemente tenga la 
intuición de que durante un largo período de tiempo 
se estuvo produciendo música sin que esta gozara de 
la protección de los derechos de autor, y tal 
intuición es correcta, pero resulta imprescindible 
comprender de un modo más exhaustivo cómo y por qué 
se comenzó a tratar en Occidente la expresión 
musical como una forma de propiedad para evaluar si 
tales razones siguen siendo convincentes
10
.  
 
Los músicos no presentaron reclamación alguna 
en relación con su música durante la mayor parte de 
la historia de la Europa Occidental, desde la 
Grecia clásica hasta el fin del siglo XVI. Aunque 
los griegos establecieron un sistema de notación 
                                                 
9
 Esta última opinión es probablemente la más 
fascinante porque fuerza una confrontación sobre 
cómo han de compartirse los derechos de la obra 
musical intangible y el medio en el que ésta se 
lleva a cabo. 
10
 Vid. PETER DRAHOS, A PHILOSOPHY OF INTELLECTUAL 
PROPERTY 13 (1996) (“La historia también tiene su 
importancia a la hora de realizar un análisis 
económico o consecuencial de la propiedad 
intelectual... Para dichos enfoques, serían 
preferibles los datos reales de la historia como 
medio para comprender los efectos de la propiedad 
intelectual a una teoría a priori.”). 
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musical, la música en sí siguió formando parte de 
una tradición exclusivamente oral hasta bien 
entrada la Edad Media. Además, aunque la música 
como actualidad laboral ha sido una característica 
de la existencia humana desde los albores de los 
tiempos, los compositores no reclamaron la autoría 
sobre sus composiciones más que de forma muy 
ocasional durante la parte final de la Edad Media y 
no comenzaron a hacerlo de forma habitual hasta el 
Renacimiento, con la aparición de la impresión 
musical. En el mundo antiguo y la Europa medieval, 
se consideraba que la música era de inspiración 
divina y circulaba en forma de conocimientos 
subyacentes en las mentes de sus intérpretes y de 
su audiencia. 
 
Durante el Renacimiento, las reclamaciones de 
autoría de composiciones musicales recibieron apoyo 
legal en la forma de privilegios de impresión, la 
concesión real de derechos exclusivos para el uso 
de una tecnología o proceso de impresión particular 
o para publicar tipos de obras específicos o piezas 
concretas. Según dichos sistemas legales, el 
titular del derecho a imprimir música era el 
editor.  
 
En lo que respecta al papel social de los 
músicos profesionales, la sociedad valoró los 
beneficios que suponía contar con músicos 
especializados y profesionales, y encontró una gran 
variedad de medios para financiar su trabajo 
especializado, entre las que se incluyen la 
esclavitud, el mecenazgo y las relaciones 
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mercantiles. Los músicos eran en primer lugar 
intérpretes, y compositores, si acaso, en segundo 
lugar. Todo esto empezó a cambiar durante el 
Renacimiento, pues fue entonces cuando en algunas 
cortes comenzó a haber una demanda suficiente de 
nuevas composiciones ceremoniales como para contar 
con compositores especializados. 
 
En las sociedades sin objetos musicales, el 
control sobre la actividad laboral relacionada con 
la música, ya sea a través de la esclavitud, el 
mecenazgo o las restricciones gremiales, suponía en 
algunos sentidos un control sobre la propia música. 
La edición de música y el crecimiento de la 
sociedad mercantil cambió el centro de atención del 
control sobre los textos mentales de los músicos al 
de los textos impresos y tangibles. La cualidad de 
tangible de la música impresa hizo que fueran más 
concebibles y se consideraran más aceptables las 
peticiones de derechos de propiedad sobre la obra 
intangible que aquella representaba. Los derechos 
de propiedad sobre estos textos que pertenecían a 
sus compositores y editores se consideraron, de 
forma práctica, derechos contra la competencia. 
 
Las alarmantes predicciones que afirman que en 
un mundo sin unos derechos de autor eficaces 
acabaría por desaparecer la música son exageradas. 
Si finalmente se retirara la protección sobre los 
derechos de autor de las obras musicales y 
grabaciones de audio, podemos estar plenamente 
seguros de que se seguiría haciendo música y que 
encontraríamos los medios necesarios para que los 
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músicos y compositores profesionales pudieran 
practicar su arte. Pero también tenemos razones 
para creer que la cantidad y calidad de la música 
producida sería diferente de la que se está creando 
con nuestro sistema actual. Así pues, la historia 
nos ha demostrado que los argumentos sobre si se 
han de salvar o reformar los derechos de autor en 
la música deberán centrarse en la capacidad de 
estos para fomentar la producción musical y 
financiar el sustento de los músicos 
especializados. 
 
 
2.  EL DESARROLLO DE LOS DERECHOS DE PROPIEDAD 
INTELECTUAL SOBRE LA OBRA MUSICAL 11 
 
 
2.1  Las antiguas Grecia y Roma 
 
El hallazgo más interesante del mundo antiguo 
es cuán diferente era el papel de la música en una 
sociedad que, por lo demás, contaba con medios 
reconocidos de comunicar por escrito el pensamiento 
artístico e intelectual. En las instituciones de 
educación superior de ambas orillas del Atlántico, 
los estudiantes todavía han de verse con 
Aristóteles y Platón, entre otros, al analizar 
cuestiones fundamentales sobre cómo definir la vida 
porque su pensamiento sigue teniendo vigencia. 
También seguimos estudiando la poesía y analizando 
e interpretando las tragedias y comedias con las 
                                                 
11
 Siguiendo en este punto a E. FUBINI, La estética 
musical desde la antigüedad hasta el siglo XX, Alianza, 
1994; T.W. ADORNO, Sobre la música, Paidos, 2000 y J. 
LA RUE, Análisis del estilo musical, Labor, 1989. 
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que disfrutaban los antiguos griegos. Al haberse 
expresado de forma tangible, estos antiguos 
escritores lograron alcanzar lo más parecido a la 
inmortalidad de lo que es capaz el hombre.  
 
¿Y qué pasa con sus compositores? ¿Dónde está 
su música? Perdida. Se la llevó el viento. Porque 
la música no sólo no era una forma de propiedad en 
el mundo antiguo, sino que ni siquiera se le dio 
forma física como partituras, pese a disponer de 
herramientas para realizarlo, a saber, un sistema 
de notación musical y papiros. ¿Por qué la élite 
artística e intelectual, que tanta energía invirtió 
en la expresión escrita de la filosofía, la ciencia 
y las artes visuales y dramáticas, no empleó dichas 
herramientas para expresar la música? 
 
La respuesta no puede ser sencillamente que la 
música fuera un arte interpretativo, puesto que 
disponemos de los escritos de los dramaturgos 
griegos. Incluso más revelador es el hecho de que 
los propios dramaturgos no vieron razón alguna para 
plasmar las porciones musicales de sus dramas, una 
música que, como ocurría en los casos de Sófocles y 
Aristófanes, según parece ellos mismos componían. 
La respuesta tampoco puede ser que los antiguos 
fueran indiferentes a la música, pues por sus 
escritos y prácticas sabemos que la consideraban 
sumamente importante y que era una de las artes que 
los jóvenes tenían que aprender. 
 
No podemos ofrecer con certeza respuesta 
alguna, pero parece que los antiguos escribían 
tanto como les parecía necesario. La música escrita 
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describía los modos y herramientas necesarios para 
la ejecución. Lo que se ponía por escrito partía de 
la base de un importante conocimiento previo de los 
intérpretes. Podemos inferir que sus audiencias no 
consideraban la música que escuchaban piezas 
independientes sino variaciones de temas 
familiares, temas que les resultaban conocidos por 
su repetición y que pudiera expresarse en múltiples 
combinaciones y permutaciones. De manera similar, 
pese a que los ganadores de concursos musicales 
alcanzaban un estatus de estrella en las antiguas 
Grecia y Roma, podemos deducir que lo hacían por su 
destreza al manipular las melodías tradicionales de 
modos interesantes y agradables al oído. Porque en 
este mundo, la música se regulaba mediante el 
control sobre la actividad musical, y podemos 
calificar dicho control de muy notable, pues la 
mayoría de los propios intérpretes eran tratados 
como una propiedad. 
 
Así pues, desde el primer momento de lo que a 
menudo se considera en Europa y en la Europa 
Occidental nuestra historia dominante, vemos que el 
desarrollo de la propiedad sobre la música se 
distingue del que más tarde se convertirá en la 
propiedad literaria. En el mundo antiguo vemos tres 
de los elementos esenciales que conforman las 
modernas reclamaciones de autoría en las creaciones 
intelectuales en lo que respecta a la literatura: 
(i) un lenguaje escrito mediante el que se puede 
dar forma de objeto al pensamiento, (ii) 
pensamientos a los que se da forma física en forma 
de manuscritos, y (iii) autores, los creadores, o 
al menos los portavoces, de dichos pensamientos, y 
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que potencialmente pudieran exigir derechos sobre 
las versiones físicas de sus pensamientos. 
Contemplamos incluso el desarrollo del comercio de 
manuscritos, en el que al menos en lo que respecta 
a los objetos tangibles, deben haber existido 
algunos derechos de autor. En el caso de la música 
solo encontramos el primer elemento: un lenguaje 
musical, e incluso su capacidad de dar forma física 
a la expresión musical quedaba limitada por la 
dependencia generalizada de una tradición oral 
previa. No hemos encontrado obras musicales 
independientes que puedan ser objeto de derechos de 
autor, como tampoco aparece el concepto de un 
compositor que pudiera tener la capacidad de hacer 
valer tales derechos. 
 
 
2.2  La Edad Media 
 
En el intervalo de más de mil años comprendido 
entre la caída del Imperio Romano y el 
Renacimiento, los tres avances más importantes que 
resultaron en el tratamiento como bien de la música 
fueron (i) el desarrollo, de nuevo, de la notación 
musical, (ii) la emergencia de la composición 
musical como una actividad diferenciada, y (iii) la 
vindicación legal de las reclamaciones de los 
gremios de los pueblos. relativas a los derechos 
exclusivos de ejecución musical. 
 
La del desarrollo de la notación musical es 
una historia fascinante. La notación es una 
herramienta que permite o bien describir o 
prescribir la interpretación musical, aunque 
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también pudiera haber sido el medio que hubiera 
permitido considerar la música una obra literaria. 
En un principio no se desarrolló en respuesta a 
demandas propias del desarrollo de la música en 
tanto que forma artística, sino como un medio para 
ejercer un mayor control sobre las prácticas 
litúrgicas. Las autoridades políticas y religiosas 
han reconocido siempre el poder propagandista de la 
música durante todo este período. Las eclesiásticas 
insistieron en la notación musical para poder 
identificar y transmitir mejor los textos 
autorizados a los que debían apegarse los fieles. 
Para poder cumplir con dicho objetivo, quienes se 
hallaban implicados en la práctica musical de tema 
religioso impulsaron aún más la capacidad 
descriptiva de la notación musical y, al hacerlo, 
crearon un sistema que liberó las mentes de los 
primeros compositores para que pudieran explorar 
unas expresiones polifónicas más complejas. El 
poder prescriptivo de la notación musical en manos 
de ciertos compositores del norte de Francia les 
resultó demasiado fascinante como para resistirse a 
él, como les había ordenado la Iglesia. 
 
Los primitivos compositores de música 
religiosa fueron teniendo cada vez más conciencia 
de sí mismos, y lo mismo ocurrió con los 
compositores de canciones: los trovadores y otros 
músicos itinerantes. Al pagar por que 
transcribieran sus canciones, los trovadores 
mostraban que entendían que habían creado 
composiciones independientes de las que ellos eran 
creadores, y así expresaban su deseo de que tales 
obras asumieran una forma objetiva que permitiera 
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su preservación incluso después de la desaparición 
del autor, y tuvieron éxito, pues los compiladores 
del siglo y medio siguientes reunirían sus obras en 
cancioneros que han llegado hasta nuestros días. 
 
El desarrollo de la notación, que hace posible 
la cosificación de los objetos musicales, y la 
aparición de compositores como demandantes 
potenciales de derechos legales sobre tales objetos 
fueron avances necesarios para que surgiera el 
concepto de los modernos derechos de autor sobre la 
música. Además, debemos tener en cuenta que si bien 
los autores, con pocas excepciones,  no 
consideraban sus composiciones como una propiedad, 
durante la Edad Media se establecieron derechos 
exclusivos sobre algunos textos musicales. 
 
No quiero decir con esto que la música fuera 
tratada como una propiedad durante la Edad Media, 
pero sí que el proceso de conversión en mercancía 
de esta fue anterior al desarrollo de la edición 
musical, aunque el comercio de textos musicales 
quedara rezagado con respecto del de textos 
literarios. A efectos del presente argumento, 
entendemos que los textos musicales comprenden más 
que meramente la música. Antes de que la música 
escrita volviera a hacer aparición en Europa, los 
propios músicos eran repertorios andantes. Durante 
la parte final de la Edad Media fue el sistema 
gremial el que ejercía control sobre la persona 
física de los intérpretes musicales. Hasta la 
llegada de la imprenta, quienes presentaban 
reclamaciones de derechos exclusivos sobre la 
música no eran sino los miembros del gremio 
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correspondiente contra músicos itinerantes u otros 
rivales locales. En la mayoría de la Europa 
Occidental se promulgaron normas según las cuales 
los únicos que tenían derecho a interpretar música 
dentro de los muros de la ciudad eran los miembros 
del gremio. Las normas consistían en una serie de 
derechos que defendían a los intérpretes más que a 
los compositores como tales, aunque los registros 
indican que sus miembros también componían. Se han 
encontrado algunas pruebas que sugieren que los 
habitantes de los pueblos tenían curiosidad por oír 
las novedades y las piezas de calidad que los 
músicos itinerantes traían consigo, pero se veían 
obligados a asistir a las bodas de los campesinos o 
a fiestas celebradas fuera de los muros de la 
ciudad para poder disfrutar de estas nuevas 
influencias musicales. 
 
Cuando acabó la Edad Media ya existían, o 
estaban surgiendo, las condiciones previas 
necesarias para la aparición de los derechos de 
autor, pero sin el desarrollo conceptual de la 
propiedad intelectual en general y, en cualquier 
caso, este ciertamente no era el caso de la música. 
 
 
2.3  El Renacimiento 
 
Con la llegada del Renacimiento, el control de 
los gremios sobre la interpretación musical se fue 
relajando y el nuevo área de control quedó en manos 
de los editores musicales. La legislación y el 
negocio de la edición musical existentes durante el 
Renacimiento pusieron la base para el moderno 
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complejo legal-comercial-musical. Al aumentar el 
conocimiento de la música, los textos escritos 
asumieron una nueva autoridad y comenzaron a 
considerarse directrices que el compositor daba al 
intérprete. Y comenzamos a tratar la música como 
una forma de propiedad cuando la ley otorgó a los 
editores el derecho a controlar la reproducción de 
dichos textos. No obstante, los derechos de autor 
de los mismos quedaban limitados por el alcance de 
las patentes o privilegios reales o municipales. En 
la práctica, se trataba de derechos válidos y 
ejecutables únicamente contra la competencia 
directa. 
 
Entre el editor, el intérprete y el 
compositor, este último no ha hecho más que empezar 
a surgir como sujeto capaz de exigir derechos de 
autor sobre su música. La mayoría de los 
compositores de música clásica eran más conocidos 
como intérpretes y obtenían la mayoría de sus 
ingresos de esta faceta de su actividad. Era 
precisamente a través de su interpretación como 
daban a conocer sus composiciones. Finalmente, los 
compositores también se convertirían en el objeto 
de relatos en los que se plasmaban nociones 
románticas sobre su creatividad
12
.  
 
 
                                                 
12
 Para consultar descripciones y críticas de la 
opinión romántica sobre la autoría, consúltese THE 
CONSTRUCTION OF AUTHORSHIP: TEXTUAL APPROPRIATION IN 
LAW AND LITERATURE (Martha Woodmansee y Peter Jaszi, 
eds. 1994). 
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3.  APLICACIÓN HISTÓRICA AL DEBATE CONTEMPORÁNEO 
SOBRE EL FUTURO DE LA MÚSICA 
 
 
 
3.1  Herramientas 
 
Como se señaló con anterioridad, las 
condiciones previas para poder cosificar y 
convertir la música en un bien ya estaban presentes 
en el mundo antiguo y volvieron a desarrollarse 
mucho antes del Renacimiento. No obstante, hasta 
donde sabemos, la noción de propiedad de la música 
no tenía lugar en las cosmologías conceptuales del 
mundo antiguo o de la Edad Media. Para comprender 
por qué esto era así tenemos que equilibrar las 
interpretaciones materialista e idealista del 
desarrollo histórico. La presencia de las 
condiciones principales para su conversión en un 
bien no determinó que esta tuviera que producirse. 
De manera similar, la flexibilidad del concepto de 
propiedad privada, que ya se comprendía 
perfectamente en el mundo antiguo y en la Edad 
Media y que incluso se extendió a las propiedades 
intangibles, no estableció necesariamente que la 
música tuviera que entrar en el dominio conceptual. 
Por el contrario, las condiciones preponderantes 
existentes en torno a la economía de la primitiva 
edición musical junto con la flexibilidad 
conceptual de la noción de propiedad según quedaba 
expresada en los privilegios reales se unieron para 
satisfacer las necesidades específicas de las 
autoridades políticas y de los primeros editores 
musicales. 
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El crecimiento desorbitado de Internet y el 
rápido desarrollo de nuevas tecnologías digitales 
han modificado la situación notablemente. Que 
nosotros sepamos, los griegos y los romanos no 
debatieron ni se plantearon si la presencia del 
papiro y de la notación musical hacían posibles 
nuevas concepciones de la música ni si pudiera 
considerarse deseable el concepto de propiedad 
musical. Pero nosotros podemos, y debemos, 
preguntarnos si el cambio en nuestras 
circunstancias hace posible la aparición de nuevos 
conceptos para el estatus legal y social de la 
música. Tales cambios están relacionados con la 
perspectiva fundamental de los griegos según la 
cual la música puede representarse como un tipo de 
código, una forma matemáticamente precisa de este. 
Y los ordenadores son muy buenos cuando se trata de 
procesar códigos matemáticamente precisos. La 
tecnología digital hace posible realizar cambios 
incrementales, intermedios y fundamentales a la 
hora de hacer música. 
 
Entre los cambios incrementales se encuentran 
las propiedades que tan familiares nos resultan 
ahora por las que la tecnología digital reduce en 
gran medida el coste de la grabación, distribución 
y almacenamiento de música grabada
13
. Además de 
ello, esta tecnología también brinda nuevos medios 
de crear música. No debería sorprendernos saber que 
los ordenadores pueden escuchar música, tanto 
                                                 
13
 Vid. Mark McClusky, Making Your Bad Tunes Sound 
Good, WIRED NEWS, 23 de julio de 2002 disponible en 
http://www.wired.com/news/culture/0,1284,53341,00.h
tml. [última visita 01.03.2011]. 
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grabada como en directo, para después analizar y 
traducir lo que oyen en forma de representaciones 
visuales en notación musical. Esto significa que al 
igual que los programas de reconocimiento de voz 
permiten la representación visual del lenguaje para 
quienes no saben leer o no pueden teclear, el 
software de reconocimiento musical hace posible la 
representación visual en forma de notación 
prescriptiva de piezas musicales cantadas o 
interpretadas al propio ordenador por cualquier 
persona que sea analfabeta en términos musicales. Y 
hay programas informáticos para componer piezas que 
amplían las habilidades de los músicos amateur a la 
hora de expresarse en forma de notación musical. 
 
Los cambios intermedios tienen que ver con la 
facilidad con que las tecnologías digitales 
permiten realizar nuevas combinaciones de material 
musical existente, por ejemplo, mezclas, y la 
colaboración a través de Internet. En algunas de 
tales interacciones, el ordenador sirve casi como 
coautor de la pieza musical resultante. Esta clase 
de creación musical fuerza la concepción de los 
derechos de autor porque son muchos los que pueden 
tener derecho potencial a reclamar su autoría sobre 
la pieza resultante. En ese caso, administrar el 
sistema de derechos de autor de dicha música 
resulta más costoso y financiar su producción y 
distribución pudiera dejar de ofrecer ventajas 
comparativas. 
 
Los cambios fundamentales en el modo en que la 
tecnología digital pudiera incidir en la producción 
musical quedan sugeridos por la capacidad que 
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tienen los ordenadores de aprender a compilar
14
 o a 
componer música
15
. No debería resultarnos difícil 
imaginar que llegue el día en que podamos decirle a 
nuestro ordenador que nos ponga algo de música 
relajante y que cumpla con nuestros deseos 
reproduciendo música compuesta en ese mismo 
instante partiendo de una base de datos compleja 
que refleje nuestros gustos y que contenga 
gigabytes de muestras musicales de las que 
inspirarse o a las que imitar. ¿Tendría entonces 
sentido tratar dicha música como una propiedad? Y 
en caso afirmativo, ¿a quién pertenecería? 
 
Todavía no hemos llegado a esta situación, al 
menos la mayoría de nosotros, y no está claro que 
vayamos a preferir unas composiciones generadas por 
ordenador, incluso si, en algunos casos, pudieran 
adecuarse más a nuestras necesidades. A fin de 
cuentas, desde siempre se ha conocido la capacidad 
que tiene la música para crear estados de ánimo o 
incluso para mejorarlos, y si queremos usar la 
música con estos fines, los ordenadores pudieran 
                                                 
14
 Vid. Katie Dean, DJ Robot Turns the Tables, 
WIRED NEWS, 28 de mayo de 2001 (donde se describe 
un ordenador programado para que funcione como DJ, 
disponible en 
http://www.wired.com/news/culture/0,1284,43976,00.html. 
[última visita 01.03.2011]. 
15
 Vid. Karlin Lillington, Singing Is the Rain, 
WIRED NEWS, 20 de septiembre de 2000 (donde se 
describe un programa informático que asocia los 
datos sobre precipitaciones con datos musicales 
para componer piezas tradicionales irlandesas) 
disponible en 
http://www.wired.com/news/culture/0,1284,38850,00.html. 
[última visita 01.03.2011]. 
Los ordenadores también pueden generar poesía o 
letras para las canciones. Para generar un poema de 
este tipo, visite http://www-cs-
students.stanford.edu/~esincoff/poetry/jpoetry.html
. [última visita 01.03.2011]. 
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llegar a ser los más idóneos para producir una 
música que logre el efecto deseado. 
 
Para determinar si el concepto de propiedad en 
la música que inicialmente se le confiere al 
compositor o a los autores de la grabación seguirá 
teniendo sentido, tendremos que plantearnos nuevas 
posibilidades. Primero, tendremos que analizar si 
nuestra relación con la música es, o queremos que 
sea, una experiencia intersubjetiva compartida 
entre el compositor, el intérprete y el oyente a 
través del objeto digital de la música grabada, o 
si la relación de los oyentes es con la música 
grabada como objeto exclusivamente. Entonces 
tendremos que preguntarnos si la propiedad de la 
música es el marco legal idóneo para estructurar 
dicha relación. 
 
En el año 2011, las relaciones intersubjetivas 
parecen ser un elemento esencial para al menos 
algunos tipos de música. En el caso de la mayoría 
de la música popular, el personaje del compositor y 
el del intérprete desempeñan un papel tan 
importante ahora en lo que respecta a cómo reciben 
su música los oyentes como lo hacía cuando los 
editores del Renacimiento comenzaron a promocionar 
las credenciales de sus compositores. Y lo mismo 
puede decirse de las relaciones compositor-público 
si hablamos de la música clásica y de la mayoría 
del jazz. No obstante, existen ciertas formas de 
música instrumental que sirven como poco más que un 
elemento decorativo sonoro, en los que el interés 
de los oyentes reside únicamente en las cualidades 
del objeto musical.  
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De todos modos, no parece probable que en el 
futuro cercano el cambio en las condiciones 
preeminentes vaya a modificar nuestra preferencia 
colectiva por una música que al menos sea compuesta 
y ejecutada en parte por humanos. En tal situación, 
resulta evidente que los cambios en las condiciones 
existentes debidos a la tecnología digital, en lo 
que respecta a la creación musical por parte de 
seres humanos, son lo suficientemente 
significativos como para hacernos reconfigurar o 
modificar nuestras nociones y sistemas sobre 
propiedad musical. 
 
 
3.2  Normativa 
 
La normativa que plasma y articula el concepto 
de los derechos de autor en el ámbito de la música 
se llevó a cabo para cumplir con unos objetivos 
económicos y políticos específicos, y el cambio de 
las condiciones existentes, especialmente de 
aquellas que modifiquen de forma radical la faceta 
económica de la producción y distribución musical, 
nos debería llevar a abandonar tal normativa o a 
revisarla de modo que refleje la nueva realidad 
económica. La normativa de proto-propiedad que 
posteriormente dio lugar a los derechos de autor 
sirvió a los editores musicales del Renacimiento, 
quienes se enfrentaban a unos riesgos económicos 
marcadamente diferentes de los que tienen ante sí 
hoy los productores y distribuidores de música 
grabada. En términos relativos, los costes de 
producción y distribución eran entonces 
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notablemente superiores a los actuales, pero los de 
marketing eran claramente inferiores. 
 
Los derechos que se otorgaban a los editores en 
aquellos tiempos eran mucho más restringidos que 
los que conceden las modernas leyes sobre derechos 
de autor. Los editores sólo podían recurrir a los 
tribunales contra su competencia directa cuando se 
producía una reproducción literal, pero no se 
reconocía fundamento legal alguno en caso de un uso 
derivativo de una composición, como tampoco tenían 
derecho a controlar la interpretación pública de la 
pieza. La protección legal suplementaria era la que 
pudiera proporcionar la arquitectura. Un copista 
tendría que soportar unos costes de copiado 
significativos y quedaría en una situación muy 
semejante a la del editor inicial porque el coste 
para el editor de obtener la pieza musical era 
insignificante. La diferencia principal entre el 
editor inicial y su competencia era que el primero 
tenía que “subvencionar” el coste de producir 
títulos con los que perdía dinero con aquellos que 
resultaban ser más populares. 
 
Los cambios en la tecnología digital han 
reducido drásticamente los costes tanto de la 
publicación inicial como de la publicación 
posterior no autorizada. No podemos decir que estos 
cambios deban hacernos aumentar o disminuir la 
duración o alcance de los derechos de autor sobre 
la música sin antes analizar minuciosamente la 
repercusión que pudiera tener la diferencia en los 
costes de la publicación inicial y del copiado en 
los incentivos para quienes la producen y 
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distribuyen. Deberíamos decidir si el mejor medio 
para financiar la producción y distribución de la 
música sigue siendo alguna forma de derechos de 
autor, y en caso afirmativo, no deberíamos dejar 
que la inercia fuera la que determine el alcance de 
los derechos de autor sobre la música. Por el 
contrario, deberíamos diseñar unos derechos de 
autor que se ajusten a las nueva situación. 
 
 
3.3  Libertades 
 
Uno de los cambios más notables que nuestra 
moderna concepción de la propiedad musical ha 
supuesto es la justificación legal de las 
reclamaciones de derechos de autor sobre los usos 
derivativos de las piezas musicales. A lo largo de 
la historia, los músicos han aprovechado la música 
que les rodeaba y han tomado prestado de ella para 
crear nuevas composiciones. Este dato histórico 
tiene una gran importancia práctica en la 
aplicación de las leyes sobre derechos de autor. 
Conforme al régimen legal en vigor, ¿debería 
considerarse dicho préstamo una intrusión en la 
propiedad de otro compositor? La dicotomía 
idea/expresión limita el alcance de tales 
reclamaciones, pero la implantación de dicho límite 
ha sido en ocasiones especialmente difícil
16
. La 
                                                 
16
 Vid. Bright Tunes Music Corp. v. Harrisongs 
Music, Ltd., 420 F.Supp. 177 (S.D.N.Y.1976) (que 
hizo responsable a George Harrison de una 
infracción por uso derivado inconsciente de una 
canción ya existente). Con relación a la impropia 
secuela de este pleito, consúltese ABKCO Music, 
Inc. v. Harrisongs Music, Ltd., 944 F.2d 971 (2d 
Cir. 1991). 
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utilización de fragmentos musicales que se incluyen 
en otras piezas es también una versión de esta 
antigua práctica que ahora puede hacer que quien la 
utilice incurra en responsabilidad legal. 
 
Pudiera pensarse que un uso razonable 
permitiría una conducta que tiene tan largo 
pedigrí, pero frecuentemente no es el caso. Una 
razón de esto es que los factores codificados de 
usos razonables no tienen en cuenta las prácticas 
tradicionales. Por el contrario, conforme al cuarto 
factor, si el demandante puede demostrar la 
capacidad de convertir en un bien y licenciar lo 
que anteriormente era un uso privilegiado, tal uso 
probablemente no se considere razonable
 17
. Al ir 
convirtiendo los propietarios de los derechos de 
autor en bienes lo que previamente había sido usos 
privilegiados, van moviéndose también los límites 
conceptuales
18
 y va reduciéndose lo que puede 
considerarse un uso razonable. Por consiguiente, 
deberíamos preguntarnos si la tecnología digital, 
que puede utilizarse para facilitar el préstamo 
tradicional, debería llevarnos a reexaminar también 
otros usos como el tratamiento legal de los usos 
derivativos de las piezas musicales. 
 
A lo largo de todo la historia de la 
civilización occidental se han luchado innumerables 
batallas sobre el futuro de la música.  
                                                 
17
 Vid. Paul Goldstein, Copyright’s Highway 
(historia de CCC). 
18
 Vid. Negativland, Two Relationships to a 
Cultural Public Domain, 66 LAW & CONTEMP. PROBS. 239, 
255-62 (2003) (donde se sostiene que la 
reutilización creativa de la música popular debería 
considerarse un uso adecuado). 
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Los avances en la tecnología digital han vuelto 
a alterar el entorno económico hasta el grado de 
que ahora podemos preguntarnos si los derechos 
exclusivos sobre la música que proporciona la 
legislación sobre los derechos de autor sigue 
siendo el mejor medio para llevar a la práctica una 
política que fomente la creatividad musical. 
 
Es importante que quienes nos encontramos 
inmersos en el debate sobre el futuro de la música 
reconozcamos que esta ha formado parte de la 
cultura humana desde el mismo momento en que 
comenzamos a comunicarnos y que el modelo de 
derechos sobre la propiedad para la financiación de 
la producción y distribución musical es un fenómeno 
relativamente reciente y que históricamente ha 
dependido de otros factores. La importancia de 
conservar dicho modelo, deberá derivar de razones 
de ventaja competitiva sobre otros sistemas y no 
únicamente de motivos de necesidad histórica o 
moral. 
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CAPÍTULO II 
 
LA INDUSTRIA MÚSICAL Y SU HUNDIMIENTO. UNA 
VISIÓN HISTÓRICA Y ECONÓMICA A TRAVÉS DE LA 
PROPIEDAD INTELECTUAL 
 
 
“El negocio de la música es una trinchera cruel, un 
largo pasillo de plástico donde hombres buenos mienten 
como perros. Luego está su lado negativo.” 
(Hunter S. Thompson) 
 
 
1.  UNA PANORÁMICA HISTÓRICA. CAUSAS Y AZARES DEL 
HUNDIMIENTO DE UNA INDUSTRIA 
 
 
1.1 Introducción 
 
La descarnada frase del periodista americano 
Hunter S. Thompson que encabeza este capítulo no es 
sino otro de los envenenados clichés derivados de 
la dudosa imagen y la mala prensa que la industria 
musical viene transmitiendo y recibiendo durante 
las últimas décadas. 
 
La alarmante caída de las ventas de música por 
canales legales ha sido una constante desde los 
últimos años del Siglo XX, situación que se viene 
agravando día a día y que tiene en el avance 
tecnológico a su gran aliado y en la propiedad 
intelectual y, por ello, en el patrimonio de los 
titulares de derechos de autor, a su víctima 
propicia. Sin embargo, las políticas de las grandes 
discográficas y del mercado musical en general han 
venido quedando también en entredicho, colaborando 
así al deterioro general que sufre el sector. 
 
El consumo de música, en contra de lo que ocurre 
en ámbitos como el literario, se ha disparado en 
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los últimos años, si bien es un consumo en muchas 
ocasiones ficticio y en gran parte apoyado en un 
almacenamiento masivo e ilícito de los contenidos 
creados por los autores. Con las nuevas tecnologías 
y la oferta de descargas gratuitas disponible, los 
usuarios almacenan en sus equipos unas cantidades 
de música muchas veces superiores a las que 
humanamente pueden consumir a un ritmo normal, dato 
que distorsiona el hecho que se encuentra detrás y 
que no es otro que el del hundimiento económico de 
una industria clave en la economía de cualquier 
país culturalmente desarrollado.  
 
El 15 de julio de 2000 se produjo una reunión en 
Sun Valley (Idaho, Estados Unidos de América) entre 
accioncitas de Napster, pioneros como se explicará 
en el intercambio de archivos en formato MP3 en la 
red, y la plana mayor de Universal, Sony y otras 
discográficas menores
19
. 
 
Con un año de existencia, Napster se acercaba a 
los 22 millones de usuarios, todo un fenómeno en 
Internet. Incluso la famosa estrella Madonna quería 
invertir en la empresa. Sin embargo, había sido 
demandada por la industria de la música grabada. 
Entre bambalinas, se intentaba llegar a un acuerdo 
extrajudicial. Tenía sentido: las encuestas 
revelaban que los adeptos a Napster aceptarían 
pagar una modesta suscripción mensual. Pero la 
cumbre en Idaho resultó un fracaso: Napster ofrecía 
ir a medias con las compañías discográficas, pero 
                                                 
19
 Se conoce en el sector como majors o big four a 
los sellos discográficos Universal Music Group, Sony 
Music Entertainment, Warner Music Group y EMI. 
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éstas exigían más del 90% del pastel
20
. Quizá en ese 
momento tuvo la propia industria en sus manos la 
posibilidad de dar forma a un modelo de negocio 
rentable, definitivo y que iría siempre de la mano 
con el imparable avance tecnológico y el respeto a 
los derechos de autor. Pero ese tren pasó. 
 
 
1.2 Malos números, peores consecuencias 
 
Conforme al último informe anual de la 
Federación Internacional de la Industria 
Discográfica
21
, los ingresos de este sector en 
España cayeron un 17% respecto a 2008, acumulándose 
así una caída de ventas desde 2001 del 71,46%. A 
escala mundial las ventas se desplomaron en torno a 
un 10% en 2009 y un 30% en el tramo acumulado entre 
2004 y 2009. Por primera vez, los formatos 
digitales representaron más de un cuarto, 
concretamente un 27%, del total, habiendo crecido 
durante 2009 las ventas en soporte digital un 12%, 
hasta casi alcanzar lo 30.000 millones de euros. 
 
En el informe de 2010 se hablaba de España como 
de uno de los países con mayor tasa de intercambio 
ilegal de archivos
22
. En 2009 los españoles se 
                                                 
20
 Vid. S. Knopper, Appetite for self-destruction, 
The Spectacular Crash of the Record Industry in the 
Digital Age, Free Press, New York, 2009, p. 139. 
21
 IFPI en sus siglas inglesas. Se puede consultar el 
informe IFPI 2010 en 
http://www.ifpi.org/content/library/DMR2010.pdf [última 
visita 15.08.2010]. 
22
 Vid. “La venta de música cae en España el doble 
que en la UE”, disponible en 
http://www.elpais.com/articulo/cultura/venta/musica/cae
/Espana/doble/UE/elpepicul/20100429elpepicul_4/Tes 
[última visita 16.08.2010]. 
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gastaron 211 millones de euros en música grabada, 
mientras que en 2008 esa cifra fue de 254,4 
millones. Los solistas y grupos españoles, según el 
estudio, sufrieron un recorte de ventas del 65% 
desde 2004. Aunque los formatos digitales se 
apuntan un crecimiento del 10,6%, representando ya 
el 15,3% del mercado español, el batacazo de los 
productos físicos es imparable con un descenso del 
20,6%. 
 
El informe de IFPI situaba a España como uno de 
los peores mercados del continente europeo, con un 
descenso en la venta de música grabada del 43% en 
los últimos cinco años, dato que duplica la media 
europea, cercana al 23%. La caída de las ventas en 
todo el mundo fue del 7,2% respecto a 2008, por lo 
que pasan a suponer cerca de 12.700 millones de 
euros. El mercado digital creció por su parte un 
9,2%, pero ese buen resultado no fue suficiente 
para contrarrestar la caída del 12,7% en las ventas 
en formato físico. En cuanto a los resultados por 
países, el informe destaca el crecimiento de Suecia 
y Corea del Sur, con subidas superiores al 10% tras 
adoptar nuevas y estrictas leyes para la defensa de 
la creación musical, y las caídas de Canadá, con un 
7,4,%, España, 14% y la más acusada de Italia, con 
un 17%. 
 
La situación en nuestro país no hace sino 
empeorar y por noveno año consecutivo para el 
sector 2010 se perfila como un ejercicio con 
números rojos en el balance
23
. Las ventas cayeron 
                                                 
23
 Datos extraídos de 
http://www.promusicae.es/files/imagenes/file/MERCADODIS
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durante el primer semestre un 12,3% respecto al 
mismo periodo del año anterior, hasta alcanzar un 
total de sólo 77 millones de euros. El mercado 
digital legal mantiene su tímida línea ascendente, 
especialmente gracias a los nuevos modelos de 
negocio basados en la publicidad y la suscripción, 
pero todo ello no basta para paliar la sangría en 
el mercado físico de la música grabada. 
 
En 2008 los españoles se habían gastado 126,5 
millones de euros en música grabada durante la 
primera mitad del ejercicio. Este baremo, a 
principios de la década pasada, rondaba los 250 
millones de euros. Ahora, en cambio, la suma de la 
crisis económica generalizada y de la impunidad 
ante el intercambio ilegal de archivos digitales 
protegidos ha propiciado el hundimiento del sector.  
 
Los 76,97 millones de euros en ventas entre el 1 
de enero y el 30 de junio de 2010 constituyen un 
mínimo histórico, desglosándose como sigue: 57,1 
millones de euros corresponden al mercado físico y 
los 19,85 millones restantes provienen de las 
ventas digitales de portales on line o telefonía 
móvil. Es decir, el mercado digital sigue creciendo 
y representa ya el 25,8% de la cada vez menor 
cantidad de músicas que se vende en España. 
 
Sin embargo, el ascenso de los nuevos modelos de 
negocio no es suficiente para enjugar el descalabro 
de los formatos físicos. En el primer semestre de 
2009 se habían vendido soportes físicos por valor 
                                                                                                                                               
COGRAFICO%20(FISICO%20+%20DIGITAL)%201er%20SEMESTRE%202
010.pdf [última visita 16.08.2010]. 
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de 72,4 millones de euros, con lo que la caída de 
ventas en este ámbito supera los 21 puntos 
porcentuales. Las descargas digitales legales han 
pasado, en cambio, de 15,3 a 19,8 millones de 
euros, un 29,5% más. 
 
En lo que a índices de piratería se refiere, y 
una vez analizado el primer y exhaustivo informe 
del Observatorio de Piratería y Hábitos de Consumo 
de Contenidos Digitales realizado por la consultora 
independiente IDC por encargo de la Coalición de 
Creadores e Industrias de Contenidos
24
, se observa 
con preocupación que el sector musical español ha 
dejado de obtener unos ingresos potenciales de 
1.338 millones de euros, y ello a pesar de la 
ingente oferta de música legal existente en la red 
a través de las tiendas y portales de todos los 
grandes operadores. 
 
El informe de IDC, que maneja datos e 
informaciones correspondientes al segundo semestre 
de 2009, demuestra que la música es, con mucho, el 
sector creativo más afectado por el expolio de la 
piratería por Internet. El mundo editorial comienza 
a padecer un índice de piratería digital del 19,7%, 
una cifra que se va hasta el 52,3% en el caso de 
los videojuegos y que se dispara hasta el 83,7% 
para el caso del cine. 
 
Pese a la espectacularidad de estas cifras, la 
situación de los artistas musicales resulta todavía 
                                                 
24
 Vid. resumen ejecutivo del informe en 
http://www.promusicae.es/files/imagenes/file/OBSERVATOR
IO%20IDC%20PARA%20COALICION%20(2010).pdf [última visita 
16.08.2010]. 
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más dramática. De cada cien canciones que se 
descargan en España, casi 96 llegan a su 
destinatario de forma ilegal, sin autorización de 
los titulares de derechos y sin que reporte ningún 
tipo de compensación a los autores, artistas, 
intérpretes y productores. 
 
El análisis de IDC, por último, recoge al menos 
un dato más alentador. De toda esa mayoría 
superlativa de internautas que accede a música de 
forma irregular, el 58,4% declara que estarían 
dispuestos a pagar una cierta cantidad para obtener 
esas canciones de forma legal. Es algo más, en fin, 
que en el ámbito del cine, donde los usuarios en 
esta tesitura representan el 54,8%. 
 
Las consecuencias de todo este río de cifras son 
dramáticas. Así, la industria cultural y creativa 
española
25
 padeció durante el año 2008 un drástico 
recorte de 13.200 puestos de trabajo, de los que 
10.600 corresponden al área audiovisual. Las copias 
ilegales de productos audiovisuales ocasionaron en 
ese mismo período pérdidas por valor de 1.357 
millones de euros al sector minorista, de los 
cuales 436 millones corresponden a la industria 
discográfica. 
 
El informe “Construyendo la economía digital: La 
importancia de la defensa del empleo en las 
industrias creativas de la Unión Europea” 26, 
                                                 
25
 Entendiendo como tal la dedicada a producciones 
musicales, películas, series televisivas y programas 
informáticos. 
26
 Vid. resumen en 
http://www.iccwbo.org/uploadedFiles/BASCAP/Pages/Buildi
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elaborado por la consultora independiente TERA, 
llama la atención sobre el hecho de que la copia 
ilegal se haya convertido en una seria amenaza para 
el crecimiento económico y la creación de empleo en 
la Unión Europea. 
 
En medio del debate sobre el impacto que 
Internet y las nuevas tecnologías están teniendo en 
la industria discográfica, el estudio independiente 
de la prestigiosa consultora hace hincapié sobre un 
aspecto que con frecuencia y de forma interesada 
suele olvidarse, los efectos que la piratería está 
teniendo en el mercado laboral y, en concreto, en 
el de las industrias culturales. 
 
Se trata del primer estudio de ámbito europeo 
que aborda la medición precisa de dos vectores 
clave para el futuro de las industrias más 
afectadas por el fenómeno de la piratería, esto es, 
la música, el cine, la televisión y el software. 
Por un lado, se analiza con minuciosidad la 
contribución de estos sectores al crecimiento de la 
economía en términos de impacto sobre el PIB y 
generación de puestos de trabajo. Por otro, 
cuantifica con datos y cifras las pérdidas 
económicas atribuibles al fenómeno de la piratería, 
principalmente en la modalidad de intercambio a 
través de las redes P2P
27
. Las pérdidas no sólo se 
                                                                                                                                               
ng%20a%20Digital%20Economy%20-%20Spanish.pdf [última 
visita 16.08.2010]. 
27
 Redes peer-to-peer, o red de pares, que permiten 
el intercambio directo de información, en cualquier 
formato, entre los ordenadores interconectados. El 
hecho de que sirvan para compartir e intercambiar 
información de forma directa entre dos o más usuarios 
ha propiciado que hayan sido, y estén siendo, 
utilizadas para intercambiar archivos cuyo contenido 
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miden en su dimensión monetaria, la del lucro 
cesante de mayoristas y minoristas, sino también en 
términos de reducción de puestos de trabajo.  
 
El peso de la industria de la creación en el 
ámbito de la Unión Europea es notorio. Según el 
estudio, el sector da trabajo de forma directa o 
indirecta a 14,4 millones de personas en Europa, un 
6,5% del total de los trabajadores europeos. 
Además, es responsable de un 6,9% del valor añadido 
de la economía europea, que alcanza los 862.000 
millones de euros. 
 
España ocupa, junto al Reino Unido, Alemania, 
Francia e Italia, un lugar medular del trabajo, ya 
que estos cinco mercados representan el 75 por 
ciento del PIB europeo. En nuestro país, siempre 
según los datos del estudio, 1,2 millones de 
personas viven de una forma u otra del sector. De 
ellos, 700.000 son empleos directos. Su esfuerzo 
proporciona 62.000 millones de euros.  
 
En 2008 los consumidores españoles se gastaron 
1.600 millones de euros en productos musicales y 
audiovisuales, lo que supone un 6% del gasto total 
europeo. Sin embargo, la sensación de desánimo es 
generalizada ante la progresiva caída de las 
ventas. Entre 2004 y 2008 se produjo un descenso 
del 24% de media en las industrias en cuestión, 
                                                                                                                                               
está sujeto a las leyes de copyright, lo que ha 
generado una gran polémica entre defensores y 
detractores de estos sistemas. Se analiza 
detalladamente el funcionamiento de estas redes en 
INFRA capítulo IV. 
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pero en el ámbito discográfico la cifra se desploma 
hasta el 57%. 
 
El estudio hace notar que, en el caso específico 
de la música, la piratería fue causa de 436 
millones de pérdidas durante 2008, de los cuales 
413 atribuibles a la piratería digital y 23 a las 
copias físicas. La situación en España, con cerca 
de 2.000 millones de descargas ilegales, merece 
comentarios muy severos en el informe
28
. 
 
El estudio rastrea las previsiones de futuro 
tráfico de contenidos en Internet y perfila dos 
posibles situaciones para 2015. La primera 
presupone que la práctica de la piratería digital 
siga limitándose al intercambio de ficheros en 
redes P2P, lo cual tendría un impacto menos grave, 
aunque aún enorme, en la industria. Y ello a pesar 
de que la firma especializada Cisco Systems cifra 
en 1,3 exabytes, 1.300 millones de gigabytes, el 
tráfico mensual de contenidos P2P en Europa y de 
que el estudio concluye que los 185.000 puestos de 
trabajo perdidos hasta 2008 se convertirían en 
610.000 en 2015. Esta situación supondría el mínimo 
impacto sobre el sector. 
 
La segunda dibuja un escenario en el que a las 
actuales redes de intercambio se le suman nuevas 
                                                 
28
 Así, se dice que “El caso español se caracteriza 
por tener la tasa más alta de piratería de todos los 
países estudiados, tanto en copia física como digital. 
Las pérdidas en tiendas equivalen a un 165% de las 
ventas de grabaciones discográficas en 2008”. Vid. 
http://www.iccwbo.org/uploadedFiles/BASCAP/Pages/Buildi
ng%20a%20Digital%20Economy%20-%20Spanish.pdf [última 
visita 16.08.2010]. 
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técnicas, como el streaming
29
, y otros desarrollos 
tecnológicos. En este caso, las consecuencias 
serían de una gravedad sin precedentes. Si en la 
primera situación las pérdidas, tanto financieras 
como laborales, se triplicarían en 2015, con ésta 
se quintuplicarían hasta alcanzar 1,2 millones de 
parados en el ámbito europeo del sector, así como 
unas pérdidas de 55.000 millones de euros. 
 
 
2.  NAPSTER. EL PRINCIPIO DE UNA NUEVA ERA 
 
En 1999, un joven estadounidense llamado Shawn 
Fanning creó un programa informático para 
intercambiar música con sus amigos a través de 
Internet
30
. Lo llamó Napster, y dos años más tarde 
se convirtió en el juguete preferido de los 
internautas y en la bestia negra del mercado 
discográfico. Al final, la Justicia ordenó el 
cierre de este servicio, pero para entonces Napster 
no sólo era una empresa sino el principio de una de 
las tecnologías más revolucionarias del siglo XX. 
 
                                                 
29
 El streaming consiste en la distribución de audio 
o video por Internet. La palabra streaming se refiere a 
que se trata de una corriente continua, sin 
interrupción. El usuario puede escuchar o ver en el 
momento que quiera. Este tipo de tecnología permite que 
se almacenen en un búfer lo que se va escuchando o 
viendo. El streaming hace posible escuchar música o ver 
videos sin necesidad de ser descargados previamente 
30
 Vid. “Napster, el ‘monstruo’ de las discográficas” 
en 
http://www.elpais.com/articulo/internet/Napster/monstru
o/discograficas/elpportec/20030204elpepunet_4/Tes 
[última visita 16.08.2010]. 
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En sus primeras semanas de vida el programa 
Napster fue descargado por varias decenas de miles 
de internautas, y cuando todavía no había cumplido 
un año, era usado por más de 25 millones de 
usuarios, una cifra que convirtió a este servicio 
en el de mayor crecimiento de Internet. 
 
Pero mientras la popularidad de Napster crecía, 
aumentaban también los recelos de la industria 
musical. Varios grupos, como Metallica y Dr. Dre, 
18 compañías discográficas y la propia Asociación 
de la Industria Fonográfica de EEUU
31
 llevaron a 
Napster a los tribunales y comenzaron el particular 
calvario legal de esta empresa. De nada sirvió que 
le compañía alegara que sólo actuaba como 
intermediaria, pues los servidores de Napster no 
almacenaban canciones. Tampoco valieron los 
intentos de acuerdo con músicos y empresas 
discográficas. En julio de 2001, la juez Marilyn 
Hall Patel ordenó el cierre de Napster hasta que 
pudiera proteger adecuadamente, si esto era 
posible, la propiedad intelectual de las canciones 
que sus usuarios intercambiaban. 
 
En el momento de su cierre, Napster contaba con 
más de 60 millones de suscriptores, según datos de 
la propia compañía. Muchos de estos usuarios se han 
pasado a otros servicios de intercambio de música, 
más complejos en su estructura y más difíciles de 
controlar por las autoridades. Sin embargo, el 
espíritu de Napster sigue vivo y mantiene intactos 
sus principales objetivos: conseguir música gratis 
                                                 
31
 RIAA en sus siglas inglesas. 
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en la Red y provocar una de las mayores crisis en 
la historia de la industria discográfica. 
 
 
2.1 Funcionamiento técnico del sistema Napster 
 
Shawn Fanning desarrolló un software que 
permitía a los usuarios estar conectados a Internet 
intercambiando entre sí ficheros musicales en 
formato Mp3
32
. Este intercambio se realizaba sobre 
la base de tres funciones básicas
33
. En primer 
lugar, permitía poner a disposición de otros 
usuarios para su descarga los archivos almacenados 
en Mp3 en su propio ordenador. Para ello, el 
usuario debía crear una carpeta en la que ubicara 
dichos ficheros y asignarles una serie de nombres 
identificativos. El sistema, después de verificar 
que los archivos estaban en el formato adecuado, 
procedía a subir los nombres de los ficheros a un 
directorio colectivo ubicado en los servidores 
centrales, creándose así un índice de todos los 
ficheros que en la sesión iniciada por un usuario 
determinado estaban puestos a disposición por el 
resto de usuarios conectados. En segundo lugar, un 
motor de búsqueda asistía la localización de los 
ficheros deseados de entre todos los almacenados en 
los discos duros de los usuarios, informándose 
también del tamaño del fichero y de la velocidad de 
                                                 
32
 Mp3 es un formato de audio digital comprimido. 
33
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, El 
intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, p. 98 y M. SUPPAPPOLA, “The End of 
the World as we Know It? The State of Decentralized 
Peer-to-Peer Technologies in the Wake of Metro-Goldwin-
Mayer Studios v. Grokster”, Conn. Pub. Int. L. J., vol. 
4, No. 1, 2004, p. 125. 
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transferencia de cada usuario. En último lugar, una 
vez localizado el archivo seleccionado el sistema 
proporcionaba automáticamente al ordenador del 
usuario peticionario la dirección electrónica del 
ordenador desde el que se iba a realizar la 
descarga. 
 
Los intercambios en Napster se articulaban a 
través de grandes servidores que no eran 
controlados por los responsables del sistema, que 
sin embargo sí almacenaban en unos servidores 
propios el directorio con los nombres de los 
ficheros puestos a disposición por los usuarios 
conectados en un determinado momento. 
 
El éxito de Napster fue inmediato y demoledor, 
pues fue el primer buscador especializado en la 
localización en Internet de ficheros musicales en 
formato Mp3. A finales de 2000, apenas un año 
después de ponerse en marcha, el sistema contaba ya 
con más de un millón de archivos disponibles. Su 
carácter gratuito y el no obligar a sus usuarios a 
compartir necesariamente sus ficheros propios 
constituían sus mejores reclamos. Cuando en el 
verano de 2001 Napster dejó de operar como 
plataforma de intercambio P2P, se calcula que eran 
cerca de un millón los internautas que cada día 
entraban en su red. 
 
Las grandes discográficas norteamericanas no se 
hicieron esperar en sus reclamaciones frente a 
Napster, tanto por sus infracciones de derechos de 
propiedad intelectual como por su comportamiento 
desleal al ofrecer un servicio de descarga gratuita 
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de ficheros musicales que obstaculizaba el acceso 
de otros competidores al mercado, restando además 
así ingresos de explotación a autores y artistas, 
ocasionando pérdidas a los productores de 
fonogramas y propagando la dudosa doctrina de que 
en Internet los contenidos se pueden obtener sin 
pagar a cambio contraprestación alguna. 
 
 
2.2 El litigio frente a Napster 
 
En diciembre de 1999 varias productoras 
fonográficas interpusieron una demanda de medidas 
cautelares contra Napster. La demanda se sustentaba  
principalmente en el hecho de que los usuarios de 
Napster cometían una infracción de los derechos de 
reproducción y distribución sobre las obras y 
prestaciones musicales almacenadas. Napster podría 
ser reputado responsable de esas infracciones ya 
fuera por una responsabilidad concurrente, el 
llamado contributory infringement, pues quienes 
estaban detrás de Napster sabían o debían saber de 
la licitud de la conducta de sus usuarios al tiempo 
que eran inductores, causantes o contribuidores a 
dicha conducta; o por una responsabilidad por hecho 
ajeno, la vicarious liability, ya que Naspter tenía 
a su alcane el controlar a quienes cometían la 
infracción y además obtenía un beneficio económico 
derivado de tal actividad infractora
34
.   
 
Napster contestó a la demanda tratando de 
acogerse a la exención prevista en la sección 
                                                 
34
 Vid., para un estudio más en profundidad de las 
figuras del contributory infringement y vicarious 
liability, INFRA capítulo VI. 
  54 
512(a) de la Digital Millennium Copyright Act 
(DMCA) americana, la cual favorece a los 
prestadores de servicios intermediarios que se 
limitan a transmitir o proveer conexión para el 
envío de contenidos por una red o sistema 
controlado por ellos mismos, aún cuando los 
prestadores de servicios intermediarios o Internet 
Service Providers (ISP) almacenen los contenidos 
transitoriamente y a título de intermediarios
35
.  
 
Los demandantes alegaron que Napster hacía algo 
bien distinto, pues facilitaba a sus usuarios 
herramientas de localización de información, tales 
como el motor de búsqueda, el índice de usuarios 
conectados o el directorio con los nombres de 
archivos disponibles, por lo que estimaban había 
que estar más bien a las precauciones previstas en 
la sección 512(d) de la DMCA, relativa a los ISP 
que facilitan herramientas de búsqueda o enlaces a 
contenidos alojados en otros sitios de la red. 
 
El Tribunal de Distrito del Norte de California 
resolvió la moción previa mediante auto de 12 de 
mayo de 2000
36
, limitándose a señalar que el 
servicio de Napster no encajaba en la sección 
512(a) porque no facilitaba servicios de mera 
transmisión, constatando además que Napster no 
había implementado medidas razonables para bloquear 
el acceso de usuarios reincidentes en su 
comportamiento infractor, requisito general que 
                                                 
35
 Se estudian en profundidad las exenciones marcadas 
en la DMCA en INFRA capítulo VI. 
36
 Disponible en 
http://www.riaa.com/news/filings/napster.asp [última 
visita 17.08.2010]. 
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marca la DMCA en su sección 512(i) para toda clase 
de prestadores de servicios en línea. 
 
Ventilada la moción de previo pronunciamiento, 
el Tribunal de Distrito del Norte de California 
resolvió la demanda de medidas cautelares mediante 
auto de 26 de julio de 2000
37
. El Tribunal aceptaba 
la premisa de que los usuarios de Naspter eran 
causantes de una infracción del copyright de las 
demandantes, puesto que ponían a disposición del 
resto de usuarios archivos con material protegido 
por derechos de autor.  
 
En cuanto a lo tocante a la doctrina del fair 
use en la litis, Napster alegaba que sus usuarios 
se limitaban a hacer un uso no comercial de 
aparatos y medios cuya función primaria era la de 
realizar copias digitales de audio, alegando que 
las secciones dedicadas en la DMCA a la 
remuneración compensatoria por copia privada
38
 
tenían la funcionalidad de eliminar toda amenaza de 
responsabilidad para los usuarios por la copia 
privada de música, fueran cuales fueran los 
soportes empleados. Las demandantes alegaban, por 
el contrario, que las secciones dedicadas a la 
copia privada no eran aplicables a los equipos 
informáticos puesto que no era función primaria de 
estos el realizar copias digitales de audio. El 
Tribunal del Distrito apoyó la tesis de las 
demandantes y entendió que debido a que Napster 
propiciaba la descarga gratuita de ficheros 
compartidos ponía una importante traba de acceso al 
                                                 
37
 Vid. 55 USPQ 2d, 1780. 
38
 Secciones 1001 a 1010 de la DMCA. 
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mercado de la música en Internet. Además, el 
juzgador descartó la aplicación de la doctrina del 
caso Sony
39
 pues consideró que en Napster apenas 
eran detectables usos no infractores comercialmente 
relevantes. 
 
Concluyó por tanto el órgano judicial que 
Napster sabía, o debía haber sabido, del carácter 
ilícito de la conducta de sus usuarios, al tiempo 
que inducía, causaba o contribuía materialmente a 
la misma, pues no en vano suministraba el software 
y las herramientas de búsqueda
40
. Además, la 
demandada tenía capacidad para controlar la 
actividad de sus usuarios y poseía un interés 
económico derivado de ella, pues los usuarios 
tenían la posibilidad eventual de convertirse en 
clientes de un servicio de pago y destinatario de 
mensajes publicitarios. 
 
El auto de medidas cautelares fue lógicamente 
recurrido por Napster ante la Corte de Apelación 
del Noveno Circuito, la cual aceptó dejar en 
suspenso su ejecución hasta que se sustanciara el 
recurso. El fallo llegó el 12 de febrero de 2001
41
, 
y en él se partía también de la premisa de que los 
usuarios de Napster cometían actos no consentidos 
                                                 
39
 Vid. un estudio de la doctrina derivada del caso 
Sony en INFRA capítulo VI. 
40
 Vid. en este sentido I. GARROTE FERNÁNDEZ-DÍEZ, 
“Acciones civiles contra los prestadores de servicios 
de intermediación en relación con la actividad de las 
plataformas P2P. Su regulación en la Ley 34/2002 y en 
la Ley de Propiedad Intelectual”, pe. i. revista de 
propiedad intelectual núm. 16 (enero-abril 2004), p. 
93. 
 
41
 Fallo disponible en 
http://www.ca9.uscourts.gov/ca9/newopinions.nsf [última 
visita 17.08.2010]. 
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de reproducción y distribución de obras y 
prestaciones musicales protegidas por derechos de 
autor.  
 
La Corte de Apelación ratificó el fallo del 
órgano a quo en lo referido a la no aplicación de 
la doctrina del fair use y al descartar la 
posibilidad de aplicar las secciones de la DMCA 
referidas a la compensación por copia privada. En 
cuanto a una eventual aplicación de la doctrina 
Sony descartó también la Corte de Apelación los 
argumentos esgrimidos por la defensa de la 
demandada. 
 
Ahora bien, a la hora de imponer a Napster una 
responsabilidad indirecta por las infracciones 
perpetradas por sus usuarios, la Corte introdujo 
algunas matizaciones. En lo referente al 
contribuory infringement, la Corte estima que 
Napster tenía conocimiento, y debía tenerlo, de que 
sus usuarios intercambiaban material ilícito, 
siendo obvia su contribución material a esas 
infracciones, ya que facilitaba a sus usuarios 
recursos materiales sin los cuales estos no podrían 
haber llevado a cabo el intercambio de material 
protegido. 
 
La demandada, en opinión de la Corte, había 
demostrado que el sistema era potencialmente 
susceptible de usos alternativos lícitos 
comercialmente relevantes, y nivel de conocimiento 
de Napster podía resultar insuficiente para hablar 
de contributory infringement. A falta por tanto de 
esa específica información que identifique la 
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actividad infractora, al operador no se le puede 
achacar un contributory infringement únicamente 
porque el diseño del mismo permita el intercambio 
de material protegido.  
 
En cuanto a la vicarious liability, la Corte 
detectó un interés económico directo de Napster en 
la actividad infractora de sus usuarios, pues la 
disponibilidad en su red del material infractor 
actuaba de anzuelo para los internautas, de modo 
que cabía pensar que Napster obtendría futuras 
ganancias gracias al incremento de su base de 
usuarios. En cuanto a la capacidad de control de 
Napster sobre la conducta de sus usuarios, éste 
ciertamente la tenía, y de hecho advertía a sus 
usuarios de que se reservaba el derecho de 
supervisar su actividad y bloquear su acceso si 
llevaban a cabo un comportamiento infractor. No 
obstante, entendió la Corte que su capacidad de 
control no era tan amplia como había observado el 
órgano a quo. Napster no accedía al contenido de 
los archivos que se intercambiaban a través de su 
red sino que, como mucho, accedía al índice donde 
se recogían los nombres de tales ficheros. Esto 
llevó a la Corte a aceptar que los demandantes 
habían demostrado la probabilidad de que a Napster 
se le impusiese una vicarious liability. 
 
En fin, la Corte de Apelación modificó en parte 
las medidas cautelares a imponer. Así, en primer 
lugar para poder achacarle a Napster un 
contributory infringement tenía que darse (i) que 
las demandantes le notificasen qué concretos 
archivos de material protegido estaban siendo 
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objeto de infracción; (ii) que Napster supiese o 
debiese saber que tales archivos estaban siendo 
intercambiados en su sistema; y (iii) que no los 
filtrara. En cuanto a la vicarious liability, sólo 
se le podría imponer si no ponía en marcha su 
capacidad de vigilar el sistema, empleando su 
propio índice de búsqueda, a fin de localizar y 
filtrar posibles ficheros legales. Así, la Corte 
impuso una carga tanto a las demandantes como a la 
demandada. Mientras que las primeras debían 
notificar a la segunda las infracciones que 
hubiesen detectado, la segunda, amén de su propio 
rastreo y filtrado de ficheros ilícitos, debía 
retirar diligentemente el material infractor 
denunciado. 
 
 
2.3 El cierre de Napster 
 
Una vez acordadas las medidas cautelares el caso 
pasó a manos del Tribunal de Distrito del Norte de 
California, que dictó un auto el 5 de marzo de 
2001
42
 describiendo los cometidos que deberá 
desempeñar cada parte a fin de lograr que en 
Napster dejen de circular ficheros de contenido 
ilícito. 
 
En la práctica, el proceso de filtrado resultó 
más lento de lo previsto, y ello desencadenó en el 
cierre de Napster, ordenado por el Tribunal de 
Distrito en una decisión que fue objeto de recurso, 
                                                 
42
 Auto disponible en 
http://www.nmpa.org/legal/order_am.pdf [última visita 
17.08.2010]. 
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pero que fue confirmada por la Corte de Apelación a 
principios de 2002
43
. 
 
Tras este desenlace la compañía decidió 
reconvertirse en un servicio legal de pago que 
respetase los derechos de propiedad intelectual, 
sin embargo Napster se vio sometido a un proceso de 
quiebra a resultas del cual sus principales activos 
fueron adquiridos en noviembre de 2002 por Roxio 
Inc., la cual reconvirtió Napster en un servicio de 
descargas de música licenciada
44
. 
 
 
2.4 Conclusión 
 
Napster supuso un punto de inflexión clarísimo 
en lo que a modelo de negocio y explotación de 
contenidos musicales se refiere, así como un 
ejemplo para los nuevos agentes que querían 
desembarcar en el mercado del intercambio de 
ficheros musicales. La mayor parte de los sistemas 
de intercambio P2P posteriores a Napster
45
 trataron 
de dificultar la aplicación de los argumentos sobre 
los que se estimó que Napster podía ser reputado 
directamente responsable, pues la responsabilidad 
no le fue impuesta a Napster tanto por la 
distribución de su software como por la prestación 
de servicios de apoyo y por el índice de búsqueda 
de archivos
46
. 
                                                 
43
 Vid. 284 F.3d 1091 (9
th
 Cir.2002) 
44
 Servicio disponible en http://free.napster.com/ 
[última visita 17.08.2010]. 
45
 V.gr. Aimster, Gnutella, Audiogalaxy, Kazaa, 
Grokster, MusicCity. 
46
 Vid. en este sentido J. FEDER, “Is Betamax 
Obsolete? Sony Corp. Of America v. Universal City 
  61 
 
Por tanto, los que vinieron detrás trataron de 
acogerse al estándar de Napster. Si llegaba a su 
conocimiento una actividad infractora en el 
intercambio de archivos procederían a bloquear el 
acceso al sistema de los contenidos infractores. 
Como veremos
47
, las empresas posteriores a Napster 
han corrido todo tipo de suertes tanto en su 
actividad como ante la Justicia, pero siempre han 
estado marcados por la estigma de quien un día en 
una siesta
48
 soñó con una novedad absolutamente 
rompedora. 
 
 
3.  LA INDUSTRIA MUSICAL. ¿MERA VÍCTIMA O 
COOPERADORA DEL HUNDIMIENTO? 
 
Como relatábamos al principio del punto 
anterior, la industria discográfica desechó en su 
momento la oportunidad de subirse a un fabuloso 
modelo de negocio y un extraordinario instrumento 
de mercadotecnia
49
. Pasarían años antes de que la 
industria musical asumiera las nuevas pautas de 
consumo y fuera capaz de vender descargas. Lo 
hicieron con tanto retraso que un intruso como 
                                                                                                                                               
Studios, Inc. in the Age of Napster”, Creighton Law 
Review, vol. 37-4, 2003, p. 36. 
47
 Analizaremos con detenimiento las redes P2P en 
INFRA capítulo IV. 
48
 Se dice que el nombre “Napster” procede de “Nap”, 
término coloquial anglosajón para definir la siesta 
dada la afición de su creador, Shawn Fanning, por dicha 
sana e hispana costumbre. 
49
 Vid. P. LETAI WEISSENBERG, “Disfrutemos 
libremente, compensemos consecuentemente”, El Notario 
del Siglo XXI, enero-febrero 2010, pgs. 54-59. 
Disponible en 
http://www.elnotario.com/egest/noticia.php?id=2118&secc
ion_ver=3 [última visita 23.08.2010]. 
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Apple se impuso con iTunes y el iPod. Para 
entonces, se habían multiplicado las redes P2P, 
habituando a centenares de millones de personas a 
bajarse música y películas gratis. 
 
La industria vivió años de vacas increíblemente 
gordas entre 1984 y 2000, gracias a una afirmación 
discutible y dudosa: convencieron al público de que 
el CD era un soporte superior al elepé y que su 
fabricación era más cara. Se multiplicó por dos el 
precio de un lanzamiento y se persuadió al público 
a pagar el doble por música que ya poseía en 
vinilo. Además, se desatendió conscientemente el 
mercado del single
50
 para potenciar el disco largo, 
abundante en rellenos pero más rentable. 
 
En consecuencia, y pese a que las infracciones 
de derechos de propiedad intelectual que se 
producen en el ámbito musical, están resultando 
enormemente perjudiciales para productores 
fonográficos, la política y estrategia que estos 
han llevado durante las últimas décadas deja 
algunas dudas respecto de su buen hacer. Tratemos 
de enumerar algunos de los comportamientos de la 
industria que parece podrían haber sido 
mejorables
51
. 
 
 
                                                 
50
 Disco fonográfico de corta duración con una o dos 
canciones por cada cara. Su publicación generalmente 
cumple una función de promoción y adelanto de un 
trabajo completo de un artista. 
51
 Siguiendo en este punto a S. KNOPPER, Appetite for 
self-destruction, The Spectacular Crash of the Record 
Industry in the Digital Age, Free Press, New York, 
2009. 
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3.1 El disco de vinilo y el disco compacto 
 
Desde la segunda década del siglo XX y hasta 
finales de los años setenta, el mercado 
discográfico había sido acaparado casi en su 
totalidad por el disco de vinilo. Los soportes que 
más se comercializaron hacia el público fueron los 
de 33 rpm
52
 y los de 45 rpm. Cuando hacia el año 
1983 se comenzó a sustituir la tecnología 
analógica, simbolizada por el disco de vinilo, por 
la tecnología digital, mediante el denominado disco 
compacto o CD, se produjo un verdadero fenómeno 
sociológico de proporciones gigantescas. En 
general, por analógica se entiende cualquier 
información que retiene el carácter continuo de la 
señal: el movimiento de la aguja de un tocadiscos, 
el voltaje que existe en el enchufe de unos 
auriculares en un equipo de música, las ondas de 
radio o la velocidad del viento a lo largo de un 
día. Tiempo o espacio continuo, señal continua. Es 
decir, señal material y por tanto de infinita 
precisión. Por el contrario, lo digital presupone 
un tiempo o espacio fragmentado y una señal 
expresada mediante números con unas pocas cifras 
decimales; es decir, números con precisión finita. 
Cualquier aparato digital tiene finalmente que 
traducir sus listas de números, sus señales 
digitales, a un voltaje, un movimiento en la 
membrana de un altavoz, o un punto de luz en una 
pantalla. Por tanto tiene que convertir la señal 
digital en analógica. Un CD de música no contiene 
el dibujo de las ondas sonoras, sino solamente 
                                                 
52
 Acrónimo de “revoluciones por minuto” como 
velocidad de grabación. 
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números que pueden considerarse instrucciones para 
que el reproductor genere el sonido 
correspondiente. 
 
En cualquier caso, un aparato digital es aquél 
que opera con señales digitales y no analógicas, 
aunque finalmente tenga que realizar la conversión. 
Un aparato analógico, sin embargo, opera 
constantemente con señales analógicas. En otras 
palabras, es cierto que en toda conversión de algo 
analógico o material a una señal digital, se pierde 
información sin importar lo precisa que podamos 
realizar la conversión. Esto es así porque la 
información analógica es infinita y la digital no 
lo es. El CD es un registro numérico, una lista de 
números, y su manipulación no consiste más que en 
hacer sumas, restas y multiplicaciones con los 
números de la lista. 
 
Pero la digitalización tiene un precio: reduce 
ineludiblemente la información que está presente en 
el substrato material, en la vibración del aire o 
en la imagen de una escena. Esta reducción se debe 
a que los números almacenados en un CD o en un DVD, 
por ejemplo, no pueden ser infinitos ni puede ser 
infinita su precisión. 
 
En la traducción de la vibración del aire a 
números que se lleva a cabo al grabar un CD, se 
registra la presión del aire 44.100 veces por 
segundo para cada canal y con una precisión de unas 
cinco cifras. Es decir, el contenido de un CD es 
una serie de números decimales de cinco cifras, 
44.100 números para cada segundo, 88.200 si es 
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estéreo. En los estudios de grabación actuales, 
también se realizan grabaciones y reprocesados a 
96.000 veces por segundo con una precisión de más 
de cinco cifras. Con ello, el registro es mucho más 
completo. Estudios realizados muestran que un oído 
sensible es capaz de percibir un considerable 
aumento de la calidad del sonido cuando se toman 
96.000 datos por segundo. 
 
Vivimos en plena “revolución digital” en los 
inicios del siglo XXI. Constantemente, nuevos 
sistemas de reproducción sonora cada vez más 
sofisticados pretenden implantarse en nuestra 
rutina diaria. En los últimos 25 años hemos 
asistido al nacimiento del compact disc, del 
MiniDisc, del DVD y a la comercialización reciente 
del formato digital Mp3, diseñado para la 
compresión de archivos de audio y su posterior 
reproducción.  
 
En 1982, las multinacionales Philips y Sony 
habían creado el disco compacto. Un formato que 
prometía "un sonido de ensueño". El CD tenía más 
capacidad, 70 minutos frente a los 45 del vinilo, y 
una calidad equivalente, en teoría eternamente, a 
la de un plástico nuevo, porque, como a la vieja 
aguja se la suplía por un lector láser que no 
tocaba físicamente la rosquilla, nunca se rayaría. 
Además, era más pequeño y manejable. La panacea. 
 
Arrasó. Pronto, más de 40 marcas se adhirieron 
al formato. Para 1996, se había hecho con el grueso 
del mercado en todo el mundo. La mayoría de la 
gente se deshizo de sus colecciones. Las 
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multinacionales vieron un filón en reeditar todo su 
fondo de catálogo en versión CD, vendiendo álbumes 
amortizados décadas atrás a precios de novedad. 
Colocar a la gente lo que ya tenía con pequeños 
cambios para que no resultara tan evidente: 
versiones de lujo, remasterizadas, con tomas 
extras, y otras estrategias de mercadotecnia. El 
vinilo era, para el común de los consumidores, algo 
viejo e incómodo, mientras que aquél que defendía 
que sonaba mejor, más orgánico, que era un objeto 
bello y sensible, el puñado de aficionados que 
recordaban que artistas como Andy Warhol habían 
diseñado portadas y libretos eran tachados de 
nostálgicos. 
 
Lo cierto es que desde entonces siempre ha 
quedado la sensación de que la industria en su 
momento se aprovechó de un nuevo formato, desde 
luego más manejable, para reciclar todo su catálogo 
y volver a venderlo más caro aún. El nuevo formato, 
con el paso del tiempo, resultó sonar mucho peor, 
en contra de lo que se había anunciado a bombo y 
platillo. Aún así, todo el mundo renovó sus 
discotecas con los discos compactos y se resignó a 
sacrificar calidad por comodidad. Y de ese 
comportamiento social la industria sacó, con 
sucesivos e infinitos formatos, su mejor, aunque 
algo fraudulenta, tajada. 
 
 
3.2 La progresiva desaparición del single 
 
Coincidiendo con el auténtico boom de ventas de 
los discos compactos, allá a mediados de los años 
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80, comenzó una progresiva disminución en la 
distribución de los singles en vinilo, discos de 
una o dos canciones, generalmente en siete 
pulgadas, que atesoraban un buen número de 
consumidores y coleccionistas. Lo curioso de este 
hecho es que, cuando esa disminución progresiva se 
hizo efectiva, la industria no previó el sustituir 
el producto por otro en formato más manejable. Si 
bien es cierto que existen los singles en disco 
compacto, la distribución y repercusión comercial 
de estos jamás ha alcanzado la que tuvo en su 
momento con el vinilo, dejando escapar así la 
industria un importante nicho de consumidores que 
se encontraron sin producto que sustituyera su 
extintiva afición. 
 
Estimó la industria que esos discos single 
carecían de beneficio real, pues costaba mucho 
producirlos y a cambio se ingresaba poco en sus 
ventas. Se venían utilizando los singles como 
herramienta de promoción muchas veces gratuita o a 
precios bajos distribuida entre bares, discotecas o 
estaciones de radio. Con el argumento de que además 
los singles canibalizaban la venta de discos de 
larga duración como bandera, el single acabó por 
extinguirse. 
 
Sin embargo, desde 1997 y especialmente desde 
2001 con la fórmula ofrecida por Apple, la 
multinacional estadounidense diseñadora de equipos 
electrónicos y software, y su tienda on line 
iTunes
53
, que comenzó ofreciendo la opción de 
                                                 
53
 iTunes es un programa de ordenador creado por 
Apple con el fin de reproducir, organizar, y 
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comprar canciones individualmente al precio de 99 
céntimos por canción, resultó ser un éxito 
demoledor. 
 
Quedaba así demostrado por tanto que para la 
industria fue un error prescindir de comercializar 
un formato, el single, de gran demanda entre los 
consumidores, que con su comportamiento demuestran 
estar muy interesados por una opción que les 
ofrezca la posibilidad de consumir música sin la 
necesidad de adquirir el disco completo del artista 
en cuestión. De hecho, a mayor abundamiento, ésta 
es una de las principales razones que los sujetos 
que acceden de forma ilícita a contenidos musicales 
aducen para justificar su infractor comportamiento. 
 
 
3.3 La frustrada iniciativa por el control de 
la música digital 
 
En el otoño de 1998 los ejecutivos de la 
industria musical tenían grandes planes en lo 
referente al negocio digital. Se plantearon 
entonces el formar un comité de expertos con 
algunos de los grandes ejecutivos de empresas como 
Microsoft, Intel, Texas Instruments, Sony, 
Panasonic y, por supuesto, los cinco grandes sellos 
de producción fonográfica. En tres años se 
reunieron en treinta y dos ocasiones, y el objetivo 
de encontrar la manera de encriptar los archivos 
digitales para evitar que estos circulasen por la 
red y pudieran ser descargados de forma gratuita. 
                                                                                                                                               
sincronizar dispositivos como iPods, iPhones, iPads y 
comprar música a través de la tienda on line iTunes 
Store. 
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De esta manera pretendían lanzar plataformas 
legales al estilo técnico de Napster y además 
consensuar con la industria electrónica la creación 
de los mejores reproductores de música digital 
conocidos hasta la fecha. 
 
Las reuniones comenzaron de manera informal, con 
treinta o cuarenta ingenieros y técnicos en la 
convención de la industria informática de Las 
Vegas
54
. El entusiasmo se apoderó de estas fastuosas 
reuniones y se extendió la idea del lanzamiento de 
un dispositivo portátil sustitutivo del Walkman
55
 y 
que tendría la capacidad de determinar si el 
archivo digital a reproducir estaba protegido, no 
reproduciendo los que no tuvieran esa protección 
anti-copia. Sin embargo, pronto los fabricantes de 
equipos y dispositivos comenzaron a descreer de la 
idea de comercializar unos aparatos que no 
reproducirían cualquier tipo de archivo musical. El 
conflicto de intereses estaba servido. 
 
En junio de 2000 la industria ya manejaba con 
fuerza la idea de fabricar, bajo el diseño de la 
compañía erradicada en Boston ARIS, un sistema de 
encriptado del copyright, basado en la introducción 
de inaudibles marcas de agua
56
 en los archivos 
                                                 
54
 Convención COMDEX. 
55
 Reproductor de audio estéreo portátil lanzado al 
mercado por la compañía japonesa Sony en 1979. 
56
 El watermarking o marca de agua digital es una 
técnica de ocultación de información que forma parte de 
las conocidas como esteganográficas. Su objetivo 
principal es poner de manifiesto el uso ilícito de un 
cierto servicio digital por parte de un usuario no 
autorizado. 
Concretamente, esta técnica consiste en insertar un 
mensaje (oculto o no) en el interior de un objeto 
digital, como podrían ser imágenes, audio, vídeo, 
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digitales legales. Los dispositivos reproductores 
tendrían que identificar esas marcas que, de no ser 
halladas, impedirían la reproducción del archivo.  
 
Con el paso de los meses jamás se alcanzó el 
acuerdo entre productores fonográficos y 
fabricantes de tecnología, surgiendo tan solo 
algunos infructuosos intentos de lanzamiento, como 
el del Music Clip de Sony, que fracasó. Durante 
todo este proceso, un fabricante que tomó buena 
nota de los motivos del fracaso de estas 
iniciativas comenzó a preparar el lanzamiento de un 
reproductor de música digital que cambiaría para 
siempre el mercado. El fabricante se llamaba Apple 
y el reproductor, el iPod. 
 
 
3.4 Las demandas de la RIAA 
 
Tan sólo cinco meses después de que Apple 
pusiera en marcha su iTunes Store y con ella la 
posibilidad, al fin, de comprar música digital on 
line de forma legal, la RIAA comenzó a interponer 
una serie de demandas, primero 261 aunque se llegó 
hasta las 38.000, contra consumidores que habían 
realizado descargas ilegales en sus equipos
57
, 
                                                                                                                                               
texto, software, etc. Dicho mensaje es un grupo de bits 
que contiene información sobre el autor o propietario 
intelectual del objeto digital tratado (copyright). 
57
 Vid. en este sentido M. MOLIST, “La RIAA halla 
brechas digitales para perseguir a quienes se descargan 
archivos en las redes P2P”, El País, 11 de septiembre 
de 2003, suplemento Ciberp@is, p. 7; S. ROUJA, “La RIAA 
attaque 531 noveaux cyberpirates”, Juriscom.net, 
24/02/2004, http://www.juricom.net/actu/visu.php?ID=467 
[última visita 23.08.2010]; T.J. RYAN, 
“Infringement.com: RIAA v. Napster and the War Against 
Online Music Piracy”, Ariz. L. Rev., Summer 2002, vol. 
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exigiéndoles elevadísimas indemnizaciones por las 
infracciones cometidas. 
 
La RIAA quería dejar patente, por todos los 
medios, que la descarga de archivos protegidos era 
ilegal y, así, interpuso tal cantidad de demandas 
exigiendo cientos de miles de dólares, aunque lo 
cierto es que allá por 2006 la industria había ya 
alcanzado unos 6.000 acuerdos extrajudiciales por 
cuantías de entre tres mil y cuatro mil dólares.  
 
Con estas demandas masivas la RIAA muchas veces 
rozó el ridículo
58
, demandando a usuarios ya 
fallecidos, usuarios que probaron no tener 
ordenador o conocimientos informáticos, o 
consumidores discapacitados, y quedando por tanto 
en un dudoso lugar ante la opinión pública. Y, más 
allá, gastó dinero a espuertas
59
 para iniciar todos 
estos procedimientos judiciales que quedaron en su 
mayoría en modestos acuerdos extrajudiciales, que 
para nada compensaban los gastos en que se había 
                                                                                                                                               
44, pp. 495-518 y 817-850; S.W. WEBB, “Riaa v Diamond 
Multimedia Systems: The Recording Industry Attemps to 
Show the MP3 Revolution – Taking Aim at the Coger 
Friendly Diamond Rio”, Rich. J.L. & Tech., Fall 2000, 
vol. 7, núm. 1, disponible en 
http://law.richmond.edu/jolt/v7i1/note2.html [última 
visita 23.08.2010]; ELECTRONIC FRONTIER FOUNDATION: 
“RIAA v. The People: Two years Later”, 
http://www.eff.org/IP/P2P/RIAAatTWO_FINAL.pdf [última 
visita 20.09.2009]. 
58
 Vid. ‘The 14 Most Ridiculous Lawsuits Filed by the 
RIAA and the MPAA’, disponible en http://brainz.org/14-
most-ridiculous-lawsuits-filed-riaa-and-mpaa/ [última 
visita 23.08.2010]. 
59
 Vid. ‘RIAA spent $ 64 million over three years on 
legal fees’, disponible en 
http://www.techeye.net/internet/riaa-spent-64-million-
over-three-years-on-legal-fees [última visita 
23.08.20120]. 
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incurrido, ni la pésima imagen ofrecida a la 
opinión pública. 
 
 
3.5 Conclusión 
 
Hoy es el día, cuando han pasado más de diez 
años desde que terminó el Siglo XX, en el que 
todavía no puede decirse que las industrias de la 
música hayan desarrollado una política clara 
tendente a la normalización de la explotación de 
sus productos en dicho mercado, antes bien, éste 
sigue siendo contemplado con enormes reservas, en 
el entendimiento de que se halla copado 
fundamentalmente por los intercambios ilícitos de 
ficheros. 
 
Internet ha traído consigo la obsolescencia del 
modelo de explotación de las obras musicales 
mediante álbumes estándares basados en una 
selección cerrada de diez o doce temas. La 
interactividad propia de la red, junto a la 
fabulosa potencialidad de que toda la música 
grabada en fonogramas se halle puesta en línea a 
través de ficheros, ha organizado una auténtica 
revolución en el modo de articularse la demanda por 
parte del público. La unidad de consumo digital ha 
dejado de ser el álbum para pasar a ser la canción 
o el tema musical aislado
60
.  
                                                 
60
 En este sentido resultan significativos algunos 
titulares de artículos de prensa sobre el particular. 
Vid. P. FERNÁNDEZ DE LIS, “Discográficas fuera de 
onda”, El País, 2 de septiembre de 2001, Suplemento 
Negocios, p. 5, “Las discográficas pierden el compás”, 
El País, Suplemento Negocios, 14 de septiembre de 2003, 
pp. 1, 5 y 6, “El “Blues” de las discográficas”, El 
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Las posibilidades que la tecnología ha abierto 
en este terreno confieren al usuario consumidor una 
elasticidad que le permite confeccionarse un 
soporte fonográfico a la carta, integrado por los 
archivos musicales que sean de su gusto, al margen 
de que estos hayan sido o no compuestos por el 
mismo autor, sean interpretadas por el mismo 
artista o conjunto, o pertenezcan al mismo o 
distinto álbum originario. 
 
Con todo esto, la industria se sitúa ante el 
reto de salvar una situación dramática, teniendo 
que adelantarse al siguiente avance tecnológico que 
influya decisivamente en los comportamientos de 
consumo y adaptándose a los cambios que en esa 
manera de consumir ya se han producido desde que la 
red ofrece la posibilidad de intercambiar infinidad 
de archivos musicales de un modo terriblemente 
fácil y, aún más atrayente y dañino, de forma 
gratuita.   
 
 
                                                                                                                                               
País, Suplemento Negocios, 30 de noviembre de 2003, p. 
5, P. GUIMÓN, “La industria musical vive el final de un 
modelo”, El País, 27 de enero de 2003, pp. 36-37 o “J. 
SISA, “Adiós a los discos”, El País, 29 de noviembre de 
2002, p. 40. 
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4. ANÁLISIS ECONÓMICO DE LOS DERECHOS DE PROPIEDAD 
INTELECTUAL 
 
 
4.1 Introducción. Análisis económico del 
derecho de propiedad intelectual en sentido 
amplio 
 
El análisis económico del Derecho siempre ha 
encontrado en la disciplina de la propiedad 
intelectual un área difícil de abordar y, en 
ocasiones, inexplicable en su totalidad
61
. 
 
No hay una lógica económica subyacente que 
comprenda todo el derecho de la propiedad 
intelectual. Un gran número de factores 
estructurales e institucionales, influencias 
históricas, percepciones públicas e intereses de 
grupos de presión han configurado el Derecho de la 
propiedad intelectual tal como lo conocemos hoy en 
Europa, en los Estados Unidos y en otros lugares.  
 
Sin embargo, la economía es la ciencia que mejor 
evalúa los efectos que las normas y políticas 
existentes en materia de propiedad intelectual 
tienen sobre el bienestar, y ello la coloca en la 
mejor posición para poder entender el presente y 
                                                 
61
 En este sentido, un reconocido analista económico 
del Derecho, George Priest, escribía en 1986: “La 
incapacidad de los economistas para resolver la 
cuestión de si la actividad incitada por una patente u 
otras formas de protección de la propiedad intelectual 
aumenta o disminuye el bienestar social implica, 
desafortunadamente, que los economistas pueden decir a 
los juristas muy poco sobre cómo aplicar o interpretar 
el derecho de la propiedad intelectual. 
En consecuencia, la influencia del economista en el 
derecho de la propiedad intelectual será limitada. El 
jurista debe buscar otros recursos que le sirvan de 
guía”. 
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determinar el futuro del Derecho de la propiedad 
intelectual. 
 
Los derechos de propiedad intelectual son 
derechos que protegen intereses en relación con 
bienes inmateriales, bienes intelectuales. Este 
tipo de bienes presentan dos características 
importantes de bienes públicos en sentido 
económico. 
 
En primer lugar, la inexistencia de rivalidad. 
El uso que una persona haga de un bien inmaterial 
o, en este caso, bien intelectual, ya sea una 
novela, una obra musical o un programa de 
ordenador, no disminuye las posibilidades de uso o 
consumo del mismo bien por los demás. En el consumo 
de la información no existe rivalidad. 
 
En segundo lugar, la inexistencia de exclusión. 
Sin la intervención del sistema jurídico, el autor 
de un bien intelectual no puede impedir el consumo 
de un bien por los que no le han pagado el precio 
que exige. Como cualquier comprador del bien de 
información puede replicar y redistribuir ésta a un 
coste bajo, cercano a cero en algunos casos, el 
autor original del bien no podría recuperar las 
inversiones en producción de información en primer 
lugar, pues estaría ante un escenario de costes 
fijos elevados y costes variables derivados de 
proporcionar información a los consumidores muy 
bajos. 
 
La combinación de estas dos características 
lleva a que se necesiten unos incentivos para la 
producción de este tipo de productos, pues de lo 
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contrario nos encontraríamos ante un grave problema 
de subproducción de bienes inmateriales. 
 
Se configuran por tanto los derechos de 
propiedad intelectual desde una perspectiva 
económica como derechos que permiten al titular del 
derecho excluir de la competición otros recursos 
para producir bienes inmateriales. Ello permite al 
titular, en la mayoría de los casos, cobrar un 
precio por el bien, por encima del coste marginal 
que puede ser cercano a cero, lo que constituye una 
posible vía para mitigar el problema de los 
incentivos a la producción de bienes intelectuales. 
 
El reverso del efecto incentivo viene dado 
porque el precio que se pedirá será de ordinario 
superior al coste marginal de un uso del bien, 
cercano a cero dada la no rivalidad. Esto provocará 
una falta de suficiente acceso a los bienes de 
información a causa de los derechos exclusivos y 
precios muy superiores al coste marginal de acceder 
a la información, esto es, el dilema de los 
incentivos frente al acceso. 
 
De un tiempo a esta parte éste viene siendo el 
debate que los usuarios de todo el mundo mantienen 
con la industria de contenidos. Se acusa a los 
titulares de exigir unos derechos muy superiores al 
coste de producción de los bienes y, además, de 
cercenar con ello un acceso a la cultura que se 
estima ha de ser libre. El equívoco de tal 
afirmación, o lo que enmascara, es que quienes 
sostienen esta tesis a lo que se refieren con 
libertad es a gratuidad. El acceso a la cultura 
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siempre ha de ser libre y desde luego la propiedad 
intelectual no hace sino fomentar esa libertad, 
pero no a precio cero. El incentivo para el creador 
es plenamente necesario y, de no existir, 
acabaríamos en una sociedad sin producción 
intelectual. 
 
No se puede pretender, por tanto, que los 
autores produzcan para que los usuarios consumamos 
a precio cero. Pero pagar un precio por disfrutar 
de la cultura nada tiene que ver con su acceso y, 
mucho menos, con su libertad
62
. 
 
Es por todo lo anterior por lo que el movimiento 
del copyleft
63
 ha de ser entendido desde una 
perspectiva anecdótica y no como solución, en 
ningún caso, a los males de las industrias 
culturales de contenidos. Bajo licencias de 
copyleft un autor podrá distribuir gratuitamente su 
                                                 
62
 Vid. in fine P. LETAI WEISSENBERG, “Disfrutemos 
libremente, compensemos consecuentemente”, El Notario 
del Siglo XXI, enero-febrero 2010, pp. 54-59. 
Disponible en 
http://www.elnotario.com/egest/noticia.php?id=2118&secc
ion_ver=3 [última visita 23.08.2010]. 
 
63
 Copyleft es una forma de licencia y puede ser 
utilizado para modificar el derecho de autor de obras o 
trabajos, tales como software de computadoras, 
documentos, música y obras de arte en general. Sus 
partidarios la proponen como alternativa a las 
restricciones que imponen las normas planteadas en los 
derechos de autor, a la hora de hacer, modificar y 
distribuir copias de una obra determinada. Se pretende 
garantizar así una mayor libertad para que cada 
receptor de una copia, o una versión derivada de un 
trabajo, pueda, a su vez, usar, modificar y 
redistribuir tanto el propio trabajo como las versiones 
derivadas del mismo. Así, y en un entorno no legal, 
puede considerarse como opuesto al copyright o derechos 
de autor tradicionales. 
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obra si así lo desea, siendo muy positivo que así 
lo pueda hacer, pero si siempre se operase bajo ese 
tipo de explotación gratuita de las obras 
difícilmente encontraríamos una industria de 
editores, ingenieros, productores, directores o 
guionistas dispuestos a colaborar a que esas obras 
vieran la luz a cambio de una retribución cero. 
 
Además de ser un sistema, el de los derechos de 
autor, que incentiva la creación, constituye una 
fuente de riqueza mediante la inversión en obras 
explotables comercialmente. En consecuencia, el 
mercado, y en concreto el sistema de precios 
mediante la ley de la oferta y la demanda, es la 
manera más eficiente de gestionar la creación y 
distribución de las creaciones intelectuales
64
.  
 
Los autores y los consumidores, a través del 
mercado y los precios, maximizan la eficacia en el 
funcionamiento del mercado de las creaciones 
intelectuales, fomentando así el interés general. 
Ello se logra mediante el otorgamiento de un 
derecho exclusivo que permite la explotación de la 
obra en todas sus modalidades, con algunas 
limitaciones derivadas de las imperfecciones del 
mercado, como pudiera ser la copia privada en 
cuanto a la reproducción de las obras musicales. 
 
 
                                                 
64 
Siguiendo en este punto a W. LANDES y R. POSNER, 
La estructura económica del Derecho de propiedad 
intelectual e industrial, Fundación Cultural del 
Notariado, Madrid, 2006, pp. 325-363. 
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4.2 Análisis económico de las copias digitales 
 
El impacto de las copias digitales sobre la 
esfera económica de los titulares de derechos 
también viene siendo objeto de estudio por la 
doctrina. Así, se genera con las copias un espacio 
para la apropiabilidad indirecta de los bienes, en 
principio limitada como consecuencia de la elevada 
cantidad de copias y su efecto sustitutivo, y la 
extensión descentralizada y no predecible de la 
actividad de copiar. 
 
Pese a ello, y a que no se necesita un original 
para hacer copias, es costoso el copiar con pocos 
originales, lo que hace que se permitan algunas 
ventas de originales. Con las descargas se puede 
incluso incrementar la demanda de ciertos 
originales, pero probablemente no de aquellos que 
más ingresos generan a la industria. 
 
El sistema de licencia obligatoria, mientras, se 
entiende desde el punto de vista económico como 
algo muy alejado a una solución, pues a la larga 
resultará insostenible dado que el efecto 
sustitutivo, con las descargas gratuitas, es grande 
e imbatible.  
 
Los efectos de exposición resultarán 
probablemente débiles, incluso si la toma de 
muestras es importante. Si la toma de muestras es 
un método efectivo para una mejor igualación de las 
obras y las muestras, incrementará el deseo de 
pagar por los originales y con ello el bienestar de 
los consumidores y el bienestar en general, aunque 
  80 
no necesariamente el bienestar del autor, que es el 
origen de los incentivos a la realización de las 
obras. 
 
En cuanto a los efectos positivos en el lado de 
la demanda, las externalidades en la red serán 
posibles si mucha gente copia una canción 
conociendo su popularidad, pues podrá querer 
comprar copias legítimas, incrementando así la 
demanda. Si la mayoría de las obras originales 
están disponibles, más gente los comprará como 
complemento de sus copias pirateadas. Estas 
externalidades en la red son plausiblemente más 
pequeñas que las que encontramos en el sector de 
los programas de ordenador. 
 
 
4.3 Estudios empíricos 
 
Existen numerosos estudios empíricos acerca del 
impacto de las copias digitales sobre el patrimonio 
de los titulares de derechos. Se alcanzan 
resultados contradictorios, pero con la conclusión 
común de que los daños serán en todo caso menores 
que los derivados de las reclamaciones de los 
titulares de derechos de autor en vía judicial. 
 
Los datos indican que el intercambio de 
archivos, y muy presumiblemente el intercambio de 
archivos de obras protegidas, ha crecido 
espectacularmente en los últimos años y representa 
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una parte importante, acaso hasta un 60% del uso de 
la banda ancha
65
. 
 
Ahora bien, lo decisivo desde el punto de vista 
económico no es la actividad de descarga, sino su 
efecto sobre las ventas de ejemplares de obras 
protegidas. La estimación económicamente correcta, 
por tanto, no es fácil y hay gran variedad de 
resultados. Algunos estudios encuentran un efecto 
positivo del intercambio de archivos sobre las 
ventas en algunos lugares concretos, como Canadá
66
. 
 
La mayoría de estudios encuentran un efecto 
negativo del intercambio de archivos sobre las 
cifras de ventas, pero en proporciones muy 
variables
67
. Otros estudiuos, sin embargo, 
                                                 
65
 Vid. F. OBERHOLZER-GEE y K. STRUMPF, ‘File Sharing 
and Copyright’, Harvard Business School, Working Paper 
09-132, 2009, disponible en 
http://www.hbs.edu/research/pdf/09-132.pdf [última 
visita 25.08.2010]. 
66
 En esta línea vid. R.D. GOPAL, S. BHATTACHARJEE y 
G.L. SANDERS, “Do artists Benedit from online music 
sharing?”,The Journal of Business, 79, 2006 y B. 
ANDERSEN y M. FRENZ,”The impact of downloads and P2P 
file-sharing on the parchase of music. A study for 
Industry Canada”, agosto 2009, disponible en 
http://www.ic.gc.ca/eic/site/ippd-
dppi.nsf/vwapj/IndustryCanadaPaperMay4_2007_en.pdf/$FIL
E/IndustryCanadaPaper [última visita 25.08.2010]. 
67
 Así, K.K. HUI e I. PNG, “Piracy and the Legitimate 
Demand for Recorded Music. Contributions to Economic 
Policy and Analysis”, 2, 2003 estiman una pérdida 
global del 6,6% de los ingresos debido a la piratería, 
digital y analógica, asumiendo que la industria no 
ajustó los precios para combatirla. A. ZENTNER, 
“Measuring the effect of music downloads on music 
parchases”, The Journal of Law and Economics, 49, 2004, 
pp. 63-90, estima en el periodo de 1997 a 2002 un 
impacto global del 15% de las ventas, hasta un máximo 
del 30%. S.J. LIEBOVITZ, “Will MP3 downloads annihilate 
the record industry? The evidence so far.” Intellectual 
property and entrepreneurship. Series on advances in 
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utilizando mediciones actuales de descargas, y no 
otras variables aproximativas, no encuentran efecto 
apreciable del intercambio de archivos sobre las 
cifras de ventas, aunque en proporciones muy 
variables
68
. 
 
Además, se señalan otros factores que hacen que 
los incentivos de los creadores y productores no se 
vean afectados. Así, se produce un incremento de 
los ingresos y beneficios por conciertos y 
recitales. El consumo en casa y el consumo en 
                                                                                                                                               
the study of entrepreneurship, innovation and economic 
growth, vol. 15, 2004, pp. 229-260, con datos de cien 
ciudades de Estados Unidos, halla que la caída de 
ventas es mayor en ciudades con mayor población 
estudiantil y con mayor acceso a Internet, de lo que 
deduce que la casi totalidad de la caída en ventas de 
la industria musical, en torno al 30% desde los máximos 
históricos de finales de los 90, se debe al file 
sharing. R. ROB y J. WALDFOGEL, “Piracy on the high 
C’s. Music downloading, sales displacement, and social 
welfare in a sample of collage students”, Journal of 
Law and Economics, 49 (1), 2006, pp. 29-62, en una 
muestra de estudiantes en cuatro universidades de 
Estados Unidos encuentran que las descargas reducen el 
gasto per capita en 25$ pero incrementa el consumo 
total de venta en el equivalente a 70$. D. BLACKBURN, 
“On-line piracy and recordING music sales”, 2004, 
acredita que la descarga digital reduce las ventas de 
los artistas consagrados y títulos conocidos, pero 
incrementa las de los artistas y títulos menos 
conocidos. 
68
 F. OBERHOLZER-GEE y K. STRUMPF, ‘File Sharing and 
Copyright’, Harvard Business School, Working Paper 09-
132, 2009, disponible en 
http://www.hbs.edu/research/pdf/09-132.pdf [última 
visita 25.08.2010], con datos de descargas reales entre 
Alemania y Estados Unidos en 2002, no encuentran ningún 
efecto significativo del intercambio de archivos en las 
ventas de música. En el peor caso, a lo sumo, tan sólo 
una reducción del 1% y, en el mejor, un aumento de 
ventas del 10%. R.D. GOPAL, S. BHATTACHARJEE y G.L. 
SANDERS, “Do artists Benedit from online music 
sharing?”,The Journal of Business, 79, 2006 están en la 
misma línea. El declive de ventas, estiman, es debido a 
otros factores y no parece obedecer al intercambio de 
archivos on line. 
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conciertos son bienes complementarios, y si cae el 
precio del primero subirá la demanda del segundo
69
. 
Además, los incentivos no monetarios serán también 
muy importantes. 
 
En el futuro parece, sin embargo, que la mejora 
de la tecnología de las copias digitales y la 
expansión generalizada de productos en la red, y 
salvo una mejora sustancial en la esfera jurídica 
de la protección o de la capacidad de los 
dispositivos tecnológicos anti-copia, llevará a una 
probabilidad de mayores efectos sustitutivos 
respecto de las ventas de música. 
 
 
4.4 Análisis económico de la copia privada 
 
El límite al derecho de reproducción que 
constituye la copia privada viene dando lugar a 
diversas interpretaciones en cuanto a si se pueden 
incluir bajo este límite legalmente establecido las 
descargas de las redes P2P. El artículo 31.2 del 
TRLPI, que recoge el límite al derecho de 
reproducción que constituye la copia privada, no 
deja del todo claro en su redacción actual que la 
licitud de ese límite pase por el empleo para la 
obtención de la misma de un original o copia al que 
el particular tenga acceso sin contravención alguna 
de las normas que rigen el derecho de autor. Si 
bien el artículo se refiere expresamente a un 
                                                 
69
 En este sentido, F. OBERHOLZER-GEE y K. STRUMPF, 
‘File Sharing and Copyright’, Harvard Business School, 
Working Paper 09-132, 2009, disponible en 
http://www.hbs.edu/research/pdf/09-132.pdf [última 
visita 25.08.2010]. 
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acceso legal, la herencia de la directiva europea 
que traspone deja en un dudoso lugar la 
interpretación exacta del precepto. 
 
Este hecho ha provocado como decíamos que 
algunas de las actividades ilícitas que en este 
trabajo se analizan, entre ellas los intercambios a 
través de redes P2P, hayan quedado muchas veces 
amparadas bajo el paraguas del límite de la copia 
privada
70
 y, más aún, que se genere una cierta 
confusión social en torno a sí el pago del canon o 
compensación equitativa por copia privada legitima 
al usuario para llevar a cabo determinados 
comportamientos que resultan infractores, situando 
así este límite en la frontera de la confusión 
entre lo lícito y lo ilícito. Analicemos primero la 
esencia de la copia privada digital. 
 
 
4.4.1 Requisitos de la copia privada digital 
 
El artículo 5.2 b) de la Directiva 2001/29, del 
Parlamento y del Consejo de 22 de mayo de 2001, 
relativa a la armonización de determinados aspectos 
de los derechos de autor y derechos afines a los 
derechos de autor en la sociedad de la información 
(“DDASI”), configura para el derecho de 
reproducción una excepción, cual es la de copia 
privada, a partir de los siguientes requisitos
71
: 
 
                                                 
70
 Se estudia más en profundidad esta cuestión en 
INFRA capítulo IV. 
71
 Siguiendo en este punto a J.J. GONZÁLEZ DE ALAIZA 
CARDONA, La copia privada. Su fundamento y su 
tratamiento en el entorno digital. Comares, Granada, 
2006, P. 222. 
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 en cualquier soporte; 
 
 por una persona física para uso privado; 
 
 sin fines comerciales; y 
 
 con compensación equitativa. 
 
Se echa en falta en ese contenido mínimo del 
artículo una mención a la previa divulgación de la 
obra, derivado probablemente de que la DDASI no 
entra en territorio de derechos morales
72
. 
Afortunadamente, sin embargo, el legislador español 
sí ha precisado que la obra tendrá que estar ya 
divulgada para que estemos en el escenario del 
límite de la copia privada.  
 
Más lamentable parece ser la omisión, de nuevo 
felizmente salvada por el legislador español en la 
transposición, de si las copias a las que no se 
acceda legalmente son lícitas o no. Pese a lo que 
nos invita a pensar el sentido común, lo cierto es 
que en el clausulado comunitario no encontramos 
ningún punto de apoyo para exigir la legitimidad 
del soporte o transmisión que actúe como 
antecedente de la copia. Parece por tanto que la 
                                                 
72
 Tal y como se expone en el considerando 19 de la 
DDASI: “El derecho moral de los titulares de derechos 
debe ejercerse de conformidad con lo dispuesto en la 
legislación de los Estados miembros, en el Convenio 
de Berna para la protección de las obras literarias y 
artísticas, en el Tratado de la OMPI sobre derechos 
de autor y en el Tratado de la OMPI sobre 
interpretación o ejecución y fonogramas. Dicho 
derecho moral no entra en el ámbito de aplicación de 
la presente Directiva”. 
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licitud o no de las copias privadas hechas a partir 
de modelos ilícitos dependerá de la posibilidad de 
extender sobre las mismas los fundamentos sobre los 
que se sustenta la copia privada de soportes o 
transmisiones lícitas, esto es, control, interés 
social y perjuicio para los titulares. Sin embargo, 
es probable que para el caso de la copia privada a 
partir de modelos ilícitos la posibilidad de 
control y el interés social o cultural no varían 
respecto del resto de copias. 
 
En cuanto a los requisitos enumerados y 
contenidos positivamente en la DDASI, llama la 
atención la total libertad que otorga el legislador 
comunitario en cuanto al soporte que acogerá la 
copia privada digital. Éste podrá ser, 
sencillamente, cualquier soporte, sin distinción 
alguna entre analógico y digital. 
 
Además, se resalta en el texto comunitario la 
necesidad de que la copia sea realizada por una 
persona física para su uso estrictamente privado. 
Se ha de entender con ello que el uso no es privado 
cuando pueden acceder a la obra o prestación una 
pluralidad de personas fuera del ámbito 
estrictamente doméstico. Por tanto, las copias que 
se utilicen en un ámbito privado, como puede ser el 
del trabajo, pero sean utilizadas por varias 
personas quedarán fuera del ámbito privado
73
. 
                                                 
73
 En este sentido, I. GARROTE FERNÁNDEZ-DÍEZ, El 
derecho de autor en Internet, 2ª ed., Comares, Granada, 
2003, p. 478, R. CASAS VALLÉS, “La fotocopia y su 
régimen jurídico”, Aranzadi Civil, 1993-1, p. 2006; F. 
GÓMEZ POMAR: “La función de la propiedad intelectual y 
el régimen jurídico de la fotocopia” Revista crítica de 
derecho inmobiliario, núm. 164, 1993, p. 208; F. BONDÍA 
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En cuanto al requisito referido a que los fines 
de la copia no habrán de ser directa ni 
indirectamente comerciales, éste sin duda ha dado 
más juego doctrinalmente hablando. El legislador 
español, en el TRLPI habla de utilización 
lucrativa, en una terminología quizá más exacta y 
acertada. Este inciso, utilizado como herramienta 
para combatir los intercambios en red de contenidos 
protegidos en comportamientos ilícitos, queda en 
una indefinición que se mantiene a día de hoy en la 
doctrina y en la jurisprudencia y que, al no haber 
delimitado bien el ámbito de lo que se ha de 
entender como comercial o lucrativo, ha resultado 
en ocasiones inútil para ofrecer la protección para 
la que fue concebido. Resulta evidente, en 
principio, que quien procede a un intercambio 
masivo, como es el caso de las redes P2P, de 
archivos con contenidos protegidos por un derecho 
de propiedad intelectual sin contar con la 
autorización de los titulares de derechos está 
lucrándose de esa utilización por el mero hecho de 
que se obtiene un beneficio económico derivado del 
ahorro del dinero que tendría que haber consumido 
en la adquisición de los fonogramas originales. Sin 
embargo, ni la doctrina ni, aún peor, los 
tribunales, como veremos
74
, han entendido esto así a 
menudo. 
 
                                                                                                                                               
ROMÁN, “Comentario al art. 31”, en J.M. RODRÍGUEZ TAPIA 
y F. BONDÍA ROMÁN, Comentarios a la Ley de Propiedad 
Intelectual, Civitas, Madrid, 1997, p. 606 y A. DELGADO 
PORRAS, “La copia privada en España”, R.I.D.A., núm. 
155, 1990, p. 29. 
 
74
 Vid. INFRA capítulo IV para un repaso de algunas 
discutibles decisiones judiciales. 
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Por último, y en cuanto al requisito de la 
compensación equitativa que recibirá el titular de 
derechos, es reseñable el cambio de expresión 
respecto de la primitiva “remuneración 
compensatoria”, tratando así el legislador de 
armonizar la disparidad existente entre los 
distintos sistemas de remuneración existentes
75
. 
Esto no impide que los Estados miembros puedan 
prever condiciones más favorables que la mera 
compensación equitativa para los titulares de 
derechos. Así, los países, como España, que 
introducen una obligación de pago sobre aparatos y 
soportes reproductores en beneficio de los 
titulares de derechos están cumpliendo con creces 
el mandato comunitario
76
. 
 
El considerando 35 de la DDASI
77
 da algunas 
orientaciones generales para entender la 
                                                 
75
 En países como Reino Unido, Irlanda o Luxemburgo 
no existe remuneración alguna y en otros como Noruega o 
Finlandia las tarifas son verdaderamente elevadas. 
76
 Vid. en este sentido, R. BERCOVITZ (et al.), Las 
reformas de la Ley de Propiedad Intelectual, Tirant lo 
Blanch, Valencia, 2006, pp. 38 y ss; y J.J. MARÍN 
LÓPEZ, “La copia privada frente a las medidas 
tecnológicas de protección”, revista pe. i., núm. 20, 
mayo-agosto 2005, p. 35 
 
77
 Dice el considerando 35 que “En determinados casos 
de excepciones o limitaciones, los titulares de los 
derechos deberían recibir una compensación equitativa 
para recompensarles adecuadamente por el uso que se 
haya hecho de sus obras o prestaciones protegidas. A la 
hora de determinar la forma, las modalidades y la 
posible cuantía de esa compensación equitativa, deben 
tenerse en cuenta las circunstancias de cada caso 
concreto. Un criterio útil para evaluar estas 
circunstancias sería el posible daño que el acto en 
cuestión haya causado a los titulares de los derechos. 
Cuando los titulares de los derechos ya hayan recibido 
una retribución de algún tipo, por ejemplo, como parte 
de un canon de licencia, puede ocurrir que no haya que 
efectuar un pago específico o por separado. El nivel de 
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compensación equitativa, resaltando que queda en 
manos de los Estados decidir si hay que abonar una 
remuneración por separado o por cada copia privada 
que haga el usuario legítimo de la obra o 
prestación protegida. Así, es posible, por ejemplo, 
que si se ha pagado una licencia legal se cumpla el 
mínimo de compensación requerido por la DDASI. 
 
No conviene cerrar este apartado sin recordar 
que la DDASI en nada modifica la legislación 
española y comunitaria respecto de programas de 
ordenador y bases de datos electrónicas, cuya copia 
privada sigue quedando prohibida en nuestro Derecho 
y en el comunitario
78
. 
 
 
                                                                                                                                               
compensación equitativa deberá determinarse teniendo 
debidamente en cuenta el grado de utilización de las 
medidas tecnológicas de protección contempladas en la 
presente Directiva. Determinadas situaciones en las que 
el perjuicio causado al titular del derecho haya sido 
mínimo no pueden dar origen a una obligación de pago”. 
78
 El artículo 1.2 de la DDASI señala: “Salvo en 
los casos mencionados en el artículo 11, la presente 
Directiva dejará intactas y no afectará en modo 
alguno las disposiciones comunitarias vigentes 
relacionadas con: 
a) la protección jurídica de los programas de 
ordenador; 
b) el derecho de alquiler, el derecho de préstamo 
y determinados derechos afines a los derechos de 
autor en el ámbito de la propiedad intelectual; 
c) los derechos de autor y derechos afines a los 
derechos de autor aplicables a la radiodifusión de 
programas vía satélite y la retransmisión por cable; 
d) la duración de la protección de los derechos de 
autor y determinados derechos afines a los derechos 
de autor; 
e) la protección jurídica de las bases de datos”. 
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4.4.2 Análisis económico 
 
La literatura económica sobre copia privada 
trata eminentemente dos tipos de casos. El primero 
de ellos es el de la apropiabilidad directa, en el 
que los copistas sólo pagan el coste de hacer 
copias y no contribuyen al coste de los originales. 
El modelo depende, por un lado, de la tecnología de 
copiar, esto es, el coste marginal de hacer copias 
es constante y se pueden realizar únicamente a 
partir de los originales; y, por otro, de que el 
valor de las copias para el consumidor es más bajo 
que el valor del original. Si éste no fuera el 
caso, con un coste marginal constante, o no habría 
copias en absoluto o sólo un único original y todo 
el resto copias, supuestos que no son realistas. 
 
El segundo caso es el de la apropiabilidad 
indirecta. Los copiadores contribuyen a cubrir el 
coste del productor original mediante los precios 
más altos que se pagan por el original, ya que las 
copias se realizan a partir de éste. 
 
El coste marginal de copiar se incrementa con el 
número de copias, con lo que existe un incentivo a 
asociarse para compartir entre varios los costes de 
los originales. Los costes son idénticos para todos 
los grupos de usuarios y todos los miembros 
consumirán una copia y quien sea el fundador, un 
original. 
 
Se podrá dar una sustitución perfecta entre 
originales y copias cuando se alcance el número 
óptimo de copistas asociados. Éste se dará cuando 
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quede igualado el incremento medio de los costes 
variables con la reducción media de los costes 
fijos, minimizándose así los costes medios. 
 
Si existe competitividad a la hora de formar 
asociaciones, el precio de cada asociado tenderá 
hacia el coste marginal, pero al aumentar el coste 
marginal el excedente excederá el coste total de 
hacer copias. Este excedente se reflejará en la 
demanda de los originales, así como en su precio, 
lo que refleja la apropiabilidad indirecta. 
 
En términos de bienestar, si el coste marginal 
de los originales es alto en relación con el coste 
de asociarse, el copiar aumentará el bienestar del 
productor y el del consumidor. Si el coste relativo 
de formar clubes es alto, tanto los productores 
como los consumidores perderán y, si ambos son 
bajos, los productores perderán y los consumidores 
ganarán. 
 
 
5. CONCLUSIÓN. EL INCIERTO FUTURO 
 
El futuro de la música como negocio se plantea 
en estos tiempos como una gran incógnita. Hay quien 
apuesta por la desaparición total de los actuales 
modelos de explotación, confiando en fórmulas de 
autoedición y producción autónomas apoyada en las 
nuevas tecnologías para la promoción de las obras 
que se vayan creando. Hay quien estima, y es la 
opinión de este autor, que la industria musical en 
general y discográfica en particular no ha de dejar 
de existir, por la sencilla razón de que es 
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necesaria e imprescindible para que se sigan 
produciendo trabajos de calidad, bien grabados, 
bien editados y bien promocionados, que lleguen al 
público. 
 
Cualquiera podemos ser uno de esos piratas de la 
Red que han llevado a España a situarse, según los 
congresistas y senadores de Estados Unidos, entre 
los cinco países más ladrones del mundo. De esos 
que, con Canadá, México, China y Rusia, les burlan 
al año, según sus propias estimaciones, unos 21.000 
millones de euros, fundamentalmente a la industria 
del entretenimiento. 
 
Adoramos la palabra gratis, o free, su 
traducción en inglés, una de las más tecleadas en 
Internet. Los contenidos digitales pirateados en 
España durante los últimos seis meses de 2009 
tuvieron un valor de 5.121 millones de euros, más 
del triple de lo que mueve el consumo regulado, 
1.653 millones
79
. 
 
Un factor fundamental a tener en cuenta y que ha 
de ser un gran aliado de las plataformas legales de 
venta de música en Internet es la seguridad. Una 
navegación por páginas de descargas gratuitas suele 
                                                 
79
 Los datos proceden del informe Observatorio de 
piratería y hábitos de consumo de contenidos digitales, 
realizado por la consultora IDC, basándose en encuestas 
a 5.911 usuarios, para la Coalición de Creadores e 
Industrias de Contenidos, que agrupa a los principales 
entes de gestión de derechos de autor y de propiedad 
intelectual, como SGAE, EGEDA (de cine), Promusicae 
(que agrupa a las discográficas) y la Federación 
Antipiratería. Vid. resumen ejecutivo del informe en 
http://www.promusicae.es/files/imagenes/file/OBSERVATOR
IO%20IDC%20PARA%20COALICION%20(2010).pdf [última visita 
16.08.2010]. 
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suponer que se multipliquen los mensajes no 
deseados de correo electrónico, que se comercie con 
las direcciones y datos de los usuarios sin que 
estos tengan consciencia del abuso, que se les 
instalen virus que envían todo tipo de información 
privada a piratas de la red durante un tiempo 
indefinido o, en el peor de los casos, que el 
equipo infectado termine destruido. Además, en los 
programas de descargas gratuitas muchas veces 
buscamos algo de nuestro interés y lo que recibimos 
es un contenido que nada tiene que ver con lo 
solicitado o cuya calidad deja mucho que desear.  
 
En Internet existen suficientes plataformas para 
descargarse o consumir música de forma legal, y los 
estudios coinciden en que si todo lo que se 
descarga de forma ilegal se pagase el mercado de 
contenidos digitales podría ser tres veces mayor de 
lo que es actualmente. El valor de lo pirateado en 
películas asciende a 2.382,5 millones de euros; en 
música a 2.291,6 millones de euros; en videojuegos 
a 246,2 millones; y en libros a 200,5 millones. La 
tasa de piratería ascendió, en media ponderada, a 
un 76% sobre estos mercados en el segundo semestre 
del año 2011, si bien música y películas tuvieron 
tasas de pirateríaa muy superiores, del 95,6% y 
83,7% respectivamente, frente a los videojuegos, 
52,3%, y el 19,7% del sector del libro.  
 
Es indudable, y en este capítulo se ha tratado 
de analizar con claridad, que la industria ha 
estado lenta y torpe en sus movimientos por tratar 
de actualizarse y coger la buena ola que le 
permitiese estar a la altura del avance tecnológico 
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y el consiguiente cambio de costumbres en el 
consumo musical de los usuarios. Perdidas ciertas 
oportunidades, sin embargo, ya no queda lugar para 
el lamento y es el momento de ponerse a trabajar en 
pos de una empresa nada sencilla. La de salvar el 
negocio musical. 
 
Quizá, el futuro se vista de un modelo basado en 
el acceso gratuito a los contenidos, que se 
financiarían por medios indirectos tales como la 
publicidad o las suscripciones a servicios de pago 
que ofrezcan una mayor calidad y un mayor volumen 
de contenidos.  
 
La posibilidad de poder acceder a 11 millones de 
discos en versión radiofónica, esto es, sin poder 
bajar el contenido al disco duro del ordenador, 
pero sí escucharlo todas las veces que se quiera 
por un microprecio, es un buen negocio. Por 10 
euros al mes en un lugar llamado Spotify
80
, por 
ejemplo, están esos 11 millones de discos sin 
publicidad y con la posibilidad de almacenarlos en 
el disco duro y tenerlos disponibles sin conexión 
para cuando a uno le haga falta una canción 
definitiva con carácter de urgencia. Así visto, por 
tanto, no resulta tan salvajemente caro el consumo 
legal de música en Internet. 
 
                                                 
80
 Spotify es una aplicación empleada para la escucha 
de canciones vía streaming. Permite escuchar temas 
musicales buscando por artista, álbum o listas de 
reproducción creadas por los propios usuarios. Se 
encuentra disponible para España en 
http://www.spotify.com/es/free-user/ [última visita 
26.08.2010]. 
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CAPÍTULO III 
 
DERECHOS DE PROPIEDAD INTELECTUAL INFRINGIDOS 
EN LOS COMPORTAMIENTOS TÍPICOS. POSIBLES 
SOLUCIONES AL COMPORTAMIENTO INFRACTOR 
 
 
“Cualquier ley es una infracción de la libertad” 
(Jeremy Bentham) 
 
 
1.  INTRODUCCIÓN. DERECHOS PATRIMONIALES AFECTADOS  
 
El derecho de autor, con la llegada de las redes 
informáticas y las nuevas tecnologías, ha sufrido 
dificultades para adaptarse en el ámbito de los 
derechos patrimoniales exclusivos. La transmisión 
de una obra en línea implica una nueva forma de 
explotación económica, en este caso la prestación 
de servicios en la sociedad de la información, y 
como tal habrá de ser controlable por los titulares 
de derechos
81
. 
 
La gran novedad con la llegada de Internet 
consiste en la posibilidad de transmitir obras y 
prestaciones protegidas a la carta, esto es, a 
petición individual del usuario. En una transmisión 
típica, el titular de los derechos de explotación 
de una obra o conjunto de obras protegidas realiza 
una oferta al usuario de la red, el cual solicita 
la entrega de la obra en línea en el momento en que 
éste determina, bien para el simple disfrute por 
una sola vez, bien para obtener una reproducción en 
su ordenador local que le permita un número 
indeterminado de utilizaciones.  
                                                 
81
 Siguiendo en este punto a I. GARROTE FERNÁNDEZ-
DÍEZ, El derecho de autor en Internet, 2ª ed., Comares, 
Granada, 2003, p. 171. 
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Será importante conceptualmente distinguir en 
este sentido entre transmisiones a la carta y las 
actividades de radiodifusión tradicional. Que la 
radiodifusión en este caso se efectúe de forma 
digital no afecta a la naturaleza jurídica de la 
operación, y tampoco resultará decisivo para 
calificar el acto de comunicación pública el que la 
actividad de radiodifusión tenga lugar mediante 
ondas, satélite, cable o cualquier otro 
procedimiento, incluida una red digital como es la 
de Internet. 
 
Lo que será relevante a efectos de una posible 
diferenciación entre radiodifusión y puesta a 
disposición del público es el efecto de tres 
características fundamentales de las transmisiones 
interactivas que Internet hace posibles. La primera 
es que la obra se comunica a solicitud del cliente, 
que puede acceder a la obra en el momento y lugar 
que elija. En segundo lugar, que la comunicación se 
realiza de punto a punto, y no de punto a 
multipunto como en la comunicación tradicional. Por 
último, la comunicación de la obra llevará 
aparejada su reproducción, al menos de carácter 
temporal. 
 
La transmisión digital configura una operación 
que implica reproducciones permanentes así como una 
puesta a disposición del público de la obra. Serán 
varios en la práctica los derechos patrimoniales 
exclusivos que pueden entrar en juego. 
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Tradicionalmente, una transmisión de una obra 
era un acto de comunicación pública. Pero con la 
transmisión interactiva la doctrina se ha planteado 
múltiples opciones donde encajarla, desde el 
derecho de reproducción hasta el derecho de 
distribución pasando por el de alquiler y préstamo, 
el de exhibición pública o el de radiodifusión, 
además obviamente del propio de comunicación 
pública. Incluso, se planteó la posibilidad de 
crear un nuevo derecho específico para la 
transmisión interactiva de Internet. 
 
 
2.  INFRACCIÓN DEL DERECHO DE REPRODUCCIÓN SOBRE LA 
OBRA MUSICAL  
 
 
2.1  Consideraciones generales. El derecho de 
reproducción. La reproducción de fonogramas 
 
El derecho de reproducción en particular también 
se ha visto afectado por la llegada de las redes 
informáticas digitales, que han hecho replantear la 
extensión y vigencia de este derecho exclusivo. 
Existen algunos actos de explotación de obras en 
formato digital que claramente implican hoy en día 
una reproducción, como es el caso de la 
digitalización de una obra. 
 
En cuanto a la explotación de la obra a través 
de redes digitales informáticas, no se discute que 
los actos que se producen en los dos extremos de la 
cadena, esto es, el introducir o cargar una obra en 
el servidor u ordenador conectado a la red y el 
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descargar de modo permanente una obra o prestación 
desde Internet hasta un soporte material, suponen 
una reproducción de la obra sujeta a la pertinente 
autorización de los titulares de derechos. 
 
Se deberá diferenciar por tanto entre obras 
digitales, creadas originalmente en ese formato, y 
obras digitalizadas, en las que el proceso de poner 
la obra en línea implicará dos reproducciones 
diferentes, la que transforme la obra de analógica 
en digital y la que se produzca al introducirla en 
el servidor. 
 
Al cargar una obra en un servidor se han de 
diferenciar dos momentos fundamentales, uno es 
cuando la obra se introduce en el disco duro de un 
servidor, produciéndose sin duda una reproducción, 
y otro cuando a esa obra se le asigna una URL 
quedando ésta puesta a disposición del público. En 
la tecnología actual, y como en seguida veremos, es 
necesaria la realización de multitud de 
reproducciones intermedias en el proceso de 
transmisión a través de la red. Esas copias 
intermedias en muchas ocasiones siquiera los serán 
de toda la obra, sino de fragmentos de la misma 
enviados cada uno por un camino diferente. 
 
Se plantea pues la duda técnica y jurídica de si 
esas reproducciones temporales han de considerarse 
reproducciones en el sentido estricto y por ende 
quedar sujetas al control y la correspondiente 
autorización del titular de derechos de propiedad 
intelectual. 
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La discusión doctrinal entre los defensores de 
las reproducciones temporales como verdaderas 
reproducciones y los que no las consideran copias 
en el sentido legal viene de lejos en el contexto 
del Derecho comparado y tiene su reflejo en los 
Tratados de la OMPI. Sin embargo, en la Unión 
Europea y particularmente en la legislación 
española la discusión no gira tanto en torno a si 
dichas reproducciones han de ser consideradas como 
tal sino más bien sobre cuáles de las distintas 
copias han de quedar exentas para permitir la 
protección de los titulares de derechos exclusivos 
sin perjudicar el normal funcionamiento y extensión 
de Internet. Enseguida volveremos sobre este 
interesante punto. 
 
 
El derecho de reproducción trata del derecho a 
la mera producción de ejemplares o copias de la 
obra. La evolución histórica de los medios 
tecnológicos ha ido configurando y afectando al 
concepto mismo de reproducción, que en nuestra 
legislación aparece definido en el artículo 18 del 
TRLPI. Así, en un principio la fotografía o la 
grabación sonora afectaron al concepto de 
reproducción y más tarde llegaron las copias 
digitales almacenables en la memoria del ordenador, 
quedando así debilitada la exigencia de corporeidad 
que se desprendía tradicionalmente del concepto de 
reproducción
82
. 
 
                                                 
82
 Vid. en este sentido R. BERCOVITZ RODRÍGUEZ CANO 
et al., Manual de propiedad intelectual, 3ª edición, 
Tirant lo Blanch, Valencia, 2006, p. 87. 
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Como hemos visto, el artículo 18 del TRLPI se 
refiere a la reproducción de obras protegidas, 
entre las que se han de entender incluidos los 
fonogramas protegidos por derechos de autor. De la 
definición que nuestro texto legal, en su artículo 
114.1 hace del concepto de fonograma
83
 resulta que 
en la propia definición queda absorbida la idea de 
fijación en un soporte sonoro de la obra como 
elemento legal esencial a la reproducción en 
sentido técnico-jurídico. Esto es, por reproducción 
de fonogramas se habrá de entender la obtención de 
copias de todo o parte del mismo
84
. Esa fijación u 
obtención de copias, que ya de por sí constituye 
una reproducción, podrá venir de una vulgar 
grabación en soporte material, como puede ser una 
cinta de audio o un disco compacto, hasta en 
servidores de redes de intercambio utilizando un 
sistema de sonido Mp3. 
 
2.2  Las reproducciones temporales 
 
Hasta en la doctrina más consolidada encontramos 
cierta confusión al referirnos a los distintos 
tipos de reproducciones temporales. Se habla, como 
conceptos equiparables, de reproducciones de 
                                                 
83
 Dice el artículo 114.1 que “[S]se entiende por 
fonograma toda fijación exclusivamente sonora de la 
ejecución de una obra o de otros sonido”. 
84
 Por copia de fonograma cabe remitirse a la 
definición que da el Convenio de Ginebra para la 
protección de los productores de fonogramas, de 29 de 
octubre de 1971, “el soporte que contiene sonidos 
tomados, directa o indirectamente, de un fonograma y 
que incorpora la totalidad o una parte sustancial de 
los sonidos fijados en dicho fonograma”. 
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memoria RAM
85
, copias efímeras, técnicas o 
temporales, creándose así la confusión ya que los 
procesos técnicos que dan lugar a las 
reproducciones y la finalidad que busca cada tipo 
de copia son diferentes. Diferenciemos pues entre 
cuatro grandes clases de reproducciones temporales. 
 
Como primera clase podemos distinguir las 
reproducciones técnicas, efímeras o intermedias, 
que son las que se efectúan en los puntos 
intermedios de la red, en el proceso de transmisión 
de un punto a otro. Se habrán de diferenciar en 
este punto de la memoria RAM, creada en la memoria 
del ordenador del usuario y que, pese a ser efímera 
desde un punto de vista descriptivo, cumple una 
finalidad distinta y como tal se le otorga un 
nombre específico. 
 
En segundo lugar, tenemos reproducciones 
derivadas del fenómeno del caching. Dentro de estas 
copias caché se ha de diferenciar, dependiendo del 
lugar donde se encuentren almacenadas, entre las 
copias caché locales y las copias caché del 
sistema. Las copias caché locales serán 
reproducciones creadas en el ordenador del usuario 
de forma automática por el navegador. Por su parte, 
las copias caché del sistema son las realizadas 
sistemáticamente por los distintos servidores web, 
quedando almacenadas en ordenadores intermedios de 
la red. 
 
                                                 
85
 Memoria de acceso aleatorio (en inglés, random-
access memory) desde donde el procesador recibe las 
instrucciones y guarda los resultados. 
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La tercera clase de reproducciones a distinguir 
son las que se producen en la memoria RAM del 
ordenador del usuario en el proceso de 
visualización o audición de la obra en pantalla, 
las copias RAM, que se borrarán tan pronto la obra 
desaparezca de la pantalla o se apague el 
ordenador. 
 
Por último, existen las reproducciones 
temporales en sentido estricto, con un tiempo de 
duración más o menos variable pero que permiten el 
acceso a la obra o prestación y su posterior 
utilización, cayendo indiscutiblemente en el ámbito 
del derecho exclusivo de reproducción. Además, 
estas reproducciones podrán tener cabida tanto en 
el ordenador del usuario como en los ordenadores de 
los servidores que albergan páginas terceras. 
 
Sin entrar más a fondo en una materia, que 
excede en lo técnico el objeto de este estudio, es 
necesario observar que las copias caché deberán 
quedar sujetas a su duración para ser asimiladas a 
copias meramente RAM o bien entrar en el ámbito de 
las reproducciones temporales clásicas, las cuales 
no son dudosas, al ser del todo perceptibles y 
tener una duración suficiente para afectar a la 
normal explotación de la obra, de requerir el 
permiso del titular del derecho exclusivo de 
reproducción, vía licencia. 
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2.3  El derecho de reproducción en el entorno 
digital 
 
De entre todos los derechos de explotación, el 
de reproducción es el de mayor importancia 
económica, siendo además paso previo imprescindible 
para la distribución de contenidos protegidos y 
para su comunicación. 
 
El derecho de reproducción ha quedado siempre 
íntimamente ligado a la evolución tecnológica, 
siendo ésta la que en cada momento ha ido 
configurando y cambiando el concepto de 
reproducción. En un principio se exigía que la 
copia fuera corpórea, esto es, que la copia quedara 
fijada en un soporte tangible. Se trata de un 
derecho que nació vinculado a las copias 
manuscritas, impresas o litografiadas, algo que 
queda bastante superado en la actualidad por la 
aparición de nuevos soportes y nuevas técnicas de 
copiado y comercialización de contenidos. Sin 
embargo, esto fue superado a medida que iban 
surgiendo los nuevos medios de fijación y hoy en 
día esa exigencia ha quedado diluida al incluirse 
dentro del concepto de reproducción las copias 
digitales. 
 
Por todo lo anterior, con la actual redacción 
del artículo 18 del TRLPI para que exista 
reproducción bastaría la fijación de la obra o 
prestación en un soporte o medio independientemente 
de cuál sea éste y la técnica de fijación, sea uno 
o varios ejemplares en que se fije, y vaya 
destinada esa reproducción a su difusión pública o 
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a la obtención de copias numerosas y ulterior 
comercialización de las mismas
86
. 
 
Las posibilidades de copia con las nuevas 
tecnologías han aumentado de manera considerable y 
el derecho de reproducción es el que más se vulnera 
en la actividad diaria de la red.  
 
Los nuevos medios técnicos permiten realizar un 
mayor número de copias o reproducciones de obras y 
prestaciones y con mayor calidad, por lo que se 
hace necesario dotar de un contenido adecuado a 
este derecho exclusivo. En el mundo digital incluso 
el más sencillo acceso a la información implica la 
realización de copias. Los programas de ordenador 
funcionan copiándose en el disco de la memoria, y 
la visualización de páginas web implica una serie 
de copias desde el ordenador del servidor al 
ordenador del usuario. Esto plantea el conflicto 
entre el deseo de promover el acceso a las obras y 
prestaciones y la voluntad de controlar el copiado 
cuando para los contenidos digitales el acceso 
implica ya el copiado de los mismos. 
 
A mayor abundamiento, los medios y los soportes 
a través de los cuales se pueden obtener copias se 
han visto notablemente ampliados. Junto a las 
formas tradicionales de reproducción hay que 
incluir otras derivadas de las nuevas tecnologías, 
                                                 
86
 En este sentido, F. RIVERO HERNÁNDEZ, “Artículo 
18”, en Comentarios a la Ley de Propiedad Intelectual, 
coord.. por R. Bercovitz Rodríguez-Cano, Tecnos, 
Madrid, 2007, p. 286. 
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como las copias en dispositivos USB
87
 o en discos 
compactos o la carga o almacenamiento de obras 
digitalizadas en la memoria del ordenador. Con la 
digitalización moderna el corpus mechanicum puede 
desaparecer y la obra puede reproducirse de forma 
intangible. Incluso habiéndose expresado el 
original en forma analógica, éste podrá 
reproducirse digitalmente y ser presentado en 
soporte electrónico. Las nuevas técnicas digitales 
permiten supuestos de reproducción de obras y 
prestaciones que comportan su desmaterialización al 
ser incorporadas en un soporte electrónico
88
. 
 
Los contenidos digitales podrán venir 
presentados en un soporte material para su 
distribución off line o se almacenarán en bases de 
datos para su transmisión on line. Con esta 
variedad de modalidades de reproducción el uso no 
autorizado de contenidos protegidos se hace mucho 
más fácil, lo que ha exigido nuevos esfuerzos 
normativos tendentes a encontrar la fórmula que 
evite un grave perjuicio económico a los titulares 
de derechos por el empleo sin su consentimiento de 
contenidos protegidos. 
 
La reproducción de una obra ha dejado de ser 
meramente un concepto que implicaba la 
multiplicación de la obra como esencia para pasar a 
                                                 
87
 El Universal Serial Bus es un puerto que sirve 
para conectar periféricos a un ordenador. 
88
 La desmaterialización hace referencia al hecho de 
que las obras y prestaciones ya no necesitan un soporte 
material para poder existir y ser explotadas, pues la 
digitalización permite almacenarlas en archivos y 
enviarlas fácil y rápidamente por Internet. 
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ser la fijación de la misma en un soporte, tomando 
la multiplicación un carácter más eventual.  
 
El procedimiento concreto para la obtención de 
las copias no viene determinado por el legislador
89
. 
Se da cabida por tanto a cualquier medio 
tecnológico que pueda surgir en el futuro. 
 
Es conveniente destacar también que el destino 
de la reproducción resultará indiferente, así como 
el soporte en el que ésta se realice. Lo único 
determinante será si se ha producido o no dicha 
reproducción o fijación en un soporte que permita 
su percepción. La distancia existente entre el 
lugar en que se encuentra la obra original y el 
punto en el que se haga la copia de la misma será 
también irrelevante. 
 
Se configura por tanto el derecho de 
reproducción como un concepto amplio en el que 
tiene cabida la reproducción analógica y la 
digital; la reproducción directa e indirecta; la 
reproducción permanente o temporal; la reproducción 
total o parcial; la reproducción en línea o la 
reproducción fuera de línea. 
 
Recapitulando lo hasta ahora expuesto, estaremos 
así ante un acto de reproducción según nuestro 
ordenamiento cuando se den los siguientes 
requisitos: 
                                                 
89
 El Convenio de Berna, en su artículo 9.1, se 
refiere en términos amplios a la “reproducción de las 
obras por cualquier procedimiento y bajo cualquier 
forma”, lo que permite englobar también todos los 
supuestos de reproducción conocidos y por conocer. 
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 Fijación de la obra en un soporte tangible 
o intangible.  
 
 Fijación de la obra o prestación en un 
medio que permita su comunicación a otros y 
la obtención de copias, para su posterior 
distribución y difusión. La obtención de 
copias se podrá hacer directamente del 
original o indirectamente a través de una 
copia del original. Bastará con que la 
copia se obtenga en un medio o soporte 
distinto de aquél en el que se haya 
expresado la obra original. 
 
 La copia lo podrá ser de toda la obra o de 
parte de ella. Habrá de existir, eso sí, 
una cierta identidad entre el original y la 
reproducción para que podamos hablar de 
copia. 
 
En cuanto al número de copias, el artículo 18 
del TRLPI no hace mención al número de ejemplares 
exigible para que podamos hablar de reproducción, 
parece que existirá reproducción aún habiendo una 
sola copia, pues el artículo 31 del TRLPI se 
refiere a la copia o reproducción en singular y, 
además, se considera que hay reproducción incluso 
cuando la copia se realiza de forma mecánica
90
. 
 
                                                 
90
 En este sentido, F. RIVERO HERNÁNDEZ, “Artículo 
18”, en Comentarios a la Ley de Propiedad Intelectual, 
coord.. por R. Bercovitz Rodríguez-Cano, Tecnos, 
Madrid, 2007, p. 294. 
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En lo que respecta a la digitalización de las 
obras, consistente en la reducción o transformación 
de una obra en una secuencia de unos y ceros para 
después recuperarla y reproducirla con idéntica 
calidad que el original, esta técnica conlleva un 
cambio en la forma de exteriorizar la obra y el 
soporte en el que la misma está fijada, pero no su 
naturaleza, pues la obra será la misma que era en 
su formato original. Se trata más bien de un cambio 
instrumental, pues para disfrutar de la obra 
digitalizada será necesaria la reconversión desde 
el formato digital al formato originario. 
 
En conclusión, la digitalización constituye un 
acto de reproducción de los incluidos en el 
artículo 18 del TRLPI, al quedar la obra fijada en 
un medio que permite su posterior distribución y 
obtención de copias o bien su comunicación pública 
a través de redes o radiodifusión. 
 
 
2.4  La ilicitud del intercambio en los P2P 
desde el punto de vista del derecho de 
reproducción 
 
Resulta notorio, y así lo vienen entendiendo de 
manera pacífica y reiterada doctrina y 
jurisprudencia
91
, que cuando los usuarios de un 
                                                 
91
 Si bien en el Auto de 2 de abril de 2009, del 
Juzgado de lo Mercantil nº 7 de Barcelona, en las 
medidas cautelares del procedimiento contra 
elrincondejesus.com se argumentaba con chocante 
desacierto que “«Por lo que se refiere a la 
reproducción, el art. 18 dice que “Se entiende por 
reproducción la fijación directa o indirecta, 
provisional o permanente, por cualquier medio y en 
cualquier forma, de toda la obra o de parte de ella, 
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programa P2P intercambian obras y prestaciones 
protegidas a través de Internet están llevando a 
cabo un acto de reproducción puesto que las obras 
quedan almacenadas en la carpeta compartida de 
manera digital y permanente.  
 
Dicho acto, el de subir la obra protegida a la 
carpeta, no puede quedar amparado bajo el límite de 
la copia privada ya que dicha excepción permite 
hacer reproducciones para uso privado del copista 
siempre que no haya un uso lucrativo ni colectivo 
de la obra, y en este caso la obra se comparte en 
un programa P2P con un número indeterminado de 
                                                                                                                                               
que permita su comunicación o la obtención de copias”. 
Sin duda, siguiendo la sentencia de la AP de Barcelona, 
sección 15ª, citada por la parte actora, de fecha 29 de 
septiembre de 2006, cuando se digitaliza una obra y se 
fija en un medio que permite su comunicación y la 
obtención de copias, se está ejecutando un acto de 
reproducción, concretamente con la carga y 
almacenamiento de material digitalizado en la memoria 
del ordenador (o de otro sistema que lo retenga de modo 
estable). No obstante, considero que la descarga de la 
obra en la red P2P que supone bajada y subida de datos 
o archivos previamente digitalizados, previamente 
fijados en el soporte que permite el intercambio, no 
encaja en este precepto. Introducir una obra 
fonográfica o videográfica en el programa Emule que ha 
sido previamente convertida a un archivo informático, 
compatible con dicho programa, no constituye un acto de 
reproducción. En la mayoría de los casos la conversión 
se ha realizado previamente para permitir su 
divulgación a través de Internet, mediante actos que 
han sido objeto de autorización lucrativa por sus 
titulares. Resultaría una investigación técnica 
realmente compleja averiguar qué archivos fueron 
reproducidos, digitalizados por un usuario de la red 
P2P y cuales lo fueron por los titulares de los 
derechos de explotación», atribuyéndose un significado 
incorrecto al término “fijación” y confundirlo con 
“digitalización”. Reproducir significa copiar, no 
digitalizar, y que el archivo empleado para obtener la 
copia haya sido previamente digitalizado carece por 
completo de relevancia para determinar si ha habido o 
no reproducción. 
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usuarios, lo cual evidentemente nos impide hablar 
de copia privada
92
. 
 
Cuando un usuario desea intercambiar un 
contenido en una red P2P lo primero que debe hacer 
es almacenar una reproducción digital en su carpeta 
compartida, actividad que sin duda quedará sometida 
al derecho de exclusiva conforme a la redacción del 
artículo 18 del TRLPI y no sólo respecto de los 
autores sino de los demás titulares de derechos 
afines que se ven afectados por este tipo de 
conductas. 
 
Como ya se ha expuesto en este trabajo, parece 
claro que las reproducciones que los usuarios 
guardan en dicha carpeta compartida de su ordenador 
no quedan cubiertas por la excepción de copia 
privada del artículo 31.2 del TRLPI, ya que se 
almacenan en un sector del ordenador abierto al 
público, lo que implica un uso colectivo contrario 
al tenor literal de la norma. 
 
El uso de la copia se convierte en colectivo 
cuando es ofrecido a los demás usuarios del 
programa, con independencia de que haya otro 
usuario que efectivamente haga una ulterior 
reproducción a partir de la que se compartió a 
través de Internet. En los sistemas P2P las copias 
suelen quedar ubicadas por defecto en la carpeta 
                                                 
92
 Siguiendo en este punto a I. GARROTE FERNÁNDEZ-
DÍEZ, “Acciones civiles contra los prestadores de 
servicios de intermediación en relación con la 
actividad de las plataformas P2P. Su regulación en la 
Ley 34/2002 y en la Ley de Propiedad Intelectual”, pe. 
i. revista de propiedad intelectual núm. 16 (enero-
abril 2004), p. 60. 
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compartida, lo que provoca que la gran mayoría de 
reproducciones que se descargan nunca lleguen a ser 
copias privadas. Lo serán tan solo cuando el 
usuario que realiza la descarga tenga deshabilitada 
dicha carpeta, de forma que las reproducciones 
descargadas nunca sean ofrecidas a los demás 
usuarios sino almacenadas en un sector privado del 
disco duro. 
 
Existirá en fin un uso colectivo cuando las 
reproducciones que se descargan gracias a los 
programas P2P formen un repertorio que luego sea 
ofrecido en la red a un número indeterminado de 
usuarios.  
 
Desde un punto de vista más técnico, se ha de 
especificar que el uploading es una descarga 
ascendente que consiste en que un usuario 
introduzca en la red un determinado fichero 
existente en el disco duro de su ordenador, fichero 
que contendrá una obra musical protegida por un 
derecho de propiedad intelectual. 
 
Por su parte, el downloading es una descarga 
descendente en virtud de la cual el fichero 
introducido en la red por quien lo ha subido es 
transferido al disco duro de otro usuario de la 
red, que se lo bajará. Además, lo normal será que 
el disco duro de ése que se lo baja quede a su vez 
abierto al resto de usuarios de la red, que podrán 
acceder a él para hacer una nueva descarga en el 
disco duro de su ordenador.  
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De lo explicado se desprende que el uploading va 
necesariamente precedido de la reproducción de la 
obra o prestación de que se trate para que quede 
fijada en el disco duro del ordenador de quien lo 
sube a la red. Habitualmente ese usuario habrá 
adquirido un disco compacto con los fonogramas que 
desea compartir, que reproducirá en su disco duro 
entrando ya dentro del ámbito de aplicación del 
artículo 18 del TRLPI.  
 
Por su parte, el downloading constituye asimismo 
una reproducción de la obra protegida, la cual pasa 
a quedar fijada en el disco duro del ordenador de 
quien realiza la descarga. Estaremos por tanto ante 
una reproducción ilícita de no contarse con la 
autorización de derechos ya que, como ya se ha 
explicado
93
, no deberá ampararse bajo el límite de 
la copia privada al no haber acceso legal a la 
copia original. 
 
 
3.  INFRACCIÓN DEL DERECHO DE COMUNICACIÓN PÚBLICA 
SOBRE LA OBRA MUSICAL 
 
 
3.1  Comunicación pública de la obra musical. 
Consideraciones generales 
 
Por su especial naturaleza, el auténtico 
disfrute de una obra musical requiere de su puesta 
en ejecución y de su audición. Es por ello por lo 
que dentro del derecho de comunicación pública 
                                                 
93
 Se analiza en profundidad este aspecto en SUPRA 
INFRA capítulo IV. 
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encontramos la modalidad de explotación más genuina 
en el entorno musical
94
. 
 
En el ordenamiento español esta tipo de 
explotaciones caen bajo el derecho exclusivo de 
comunicación pública del artículo 20 del TRLPI, 
para cuyo ejercicio no es absolutamente 
imprescindible que se hayan ejercido previamente ni 
el derecho de distribución ni el de reproducción. 
Lo que sí requerirá la comunicación pública será la 
ejecución de una obra musical a cargo de un artista 
o conjunto de artistas. 
 
El destinatario de la comunicación pública de 
una obra se verá por tanto involucrado en un acto 
de naturaleza colectiva y sin poder evitar que éste 
se lleve a cabo, al menos potencialmente, 
extensible a otros sujetos. Únicamente en caso de 
que el colectivo al que se haga accesible la obra 
mediante una comunicación se halle reducido a un 
ámbito de carácter doméstico se estimará que no se 
produce una verdadera explotación de la obra. 
 
La norma española prescinde en este sentido del 
dato de la gratuidad para delimitar el alcance de 
la excepción, al contrario que en países como 
Francia o Italia, y alude estrictamente a la 
domesticidad de la difusión, permitiendo que 
permanezcan dentro de la esfera de exclusiva del 
                                                 
94
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, La 
propiedad intelectual sobre las obras musicales, 2ª ed. 
Revisada, actualizada y ampliada, Comares, Granada, 
2005, p. 178. 
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autor aquellos que, independientemente del número, 
queden unidos por algún tipo de lazo personal. 
 
En la noción de ámbito doméstico primarán los 
sujetos destinatarios de la comunicación sobre la 
titularidad del recinto en el que se desenvuelva el 
acto de comunicación. Así, la comunicación 
permanecerá en un ámbito doméstico aunque tenga 
lugar en un establecimiento público y, por el 
contrario, en un domicilio podrá tener lugar, 
dependiendo de la naturaleza de los destinatarios, 
un acto de comunicación pública
95
. 
 
Deteniéndonos en lo conceptual, se ha de aclarar 
que desde la aparición de la radio y la televisión 
se entiende que no es necesaria la presencia física 
del público, bastando con que la obra pueda 
percibirse por una pluralidad de personas ajenas al 
círculo doméstico a través de la actividad 
difusora, aunque cada una de ellas se encuentre en 
un lugar distinto. La simultaneidad se mantiene 
como una característica definitoria de la 
comunicación pública, pese a que en este sentido 
Internet ha removido algo los términos. En 
cualquier caso, el acto de comunicación pública 
conforme a nuestra legislación sigue siendo tal aún 
cuando tenga lugar en su modalidad a la carta, ya 
sea a petición de uno o de cientos de usuarios. La 
amplitud del concepto de “público” en el artículo 
20 del TRLPI nos permite entender que el carácter 
                                                 
95
 Vid. C. PÉREZ DE ONTIVEROS BAQUERO, “Aproximación 
al significado de la expresión “ámbito estrictamente 
doméstico” en la regulación legal de la facultad 
patrimonial de comunicación pública”, pe. i. revista de 
propiedad intelectual, núm. 12 (septiembre-diciembre 
2002), p. 43. 
  115 
de pública de una comunicación no se ve afectado 
por el hecho de que el acceso a la obra o 
prestación protegida tenga lugar en momentos 
diferentes.  
 
Como ya mencionamos en el apartado referido al 
derecho exclusivo de reproducción, la consideración 
de que la obra puesta a disposición del público lo 
sea tan solo parcial, digamos un fragmento de una 
canción, no supone diferencia alguna en cuanto a la 
conducta ilícita, si bien en la práctica la 
gravedad de la consecuencia jurídica y, 
especialmente, la cuantía de la indemnización, 
serán diferentes. 
 
 
 
3.2  Comunicación pública mediante la puesta a 
disposición del público a través de redes 
digitales  
 
La más novedosa de entre las modalidades de 
comunicación pública a distancia, a través de la 
cual es posible que se exploten obras musicales, es 
la puesta a disposición del público. Esta modalidad 
de comunicación se ha hecho viable merced al 
desarrollo de las técnicas de digitalización, que 
permiten almacenar las obras en un soporte 
informático de memoria, y de las redes digitales de 
telecomunicaciones que, como Internet, permiten la 
transmisión a distancia de esos archivos 
informáticos en los que se contienen las obras 
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previamente digitalizadas
96
. La introducción de una 
obra musical dentro de una red digital de 
telecomunicación puede propiciar que ésa quede 
ubicada en la red de manera permanente y a 
disposición del público, de ahí que surja esta 
nueva modalidad y que acuñe esa expresión
97
. 
 
La puesta a disposición del público propicia un 
acceso on line a las obra, entendiendo por tal el 
que se produce mediante la transmisión desde un 
soporte de memoria en el que están almacenadas las 
obras y prestaciones protegidas hasta un ordenador 
con el que se encuentra conectado por medio de la 
red, trasmisión que se produce a instancia del 
                                                 
96
 Vid. J. MASSAGUER FUENTES, “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe.i. revista de propiedad 
intelectual, núm. 13 (enero-abril 2003), p. 12. 
97
 De puesta a disposición del público hablan, 
tanto los Tratados de la OMPI sobre Derechos de Autor 
y sobre Interpretación o Ejecución y Fonogramas, de 
2-20 de diciembre de 1996, como la Directiva 
2001/29/CE, sobre Derechos de Autor en la Sociedad de 
la Información, de 22 de mayo de 2001., en su 
Considerando 25 al señalar “(25) La inseguridad 
jurídica en cuanto a la naturaleza y el nivel de 
protección de los actos de transmisión a la carta, a 
través de redes, de obras protegidas por derechos de 
autor y prestaciones protegidas por derechos afines a 
los derechos de autor debe superarse mediante el 
establecimiento de una protección armonizada a nivel 
comunitario. Debe precisarse que todos los titulares 
de derechos reconocidos por la presente Directiva 
tienen el derecho exclusivo de poner a disposición 
del público obras protegidas por derechos de autor o 
cualquier prestación protegida mediante transmisiones 
interactivas a la carta. Tales transmisiones 
interactivas a la carta se caracterizan por el hecho 
de que cualquier persona pueda acceder a ellas desde 
el lugar y en el momento que ella misma elija”. Vid. 
asimismo I. GARROTE FERNÁNDEZ-DÍEZ, El derecho de 
autor en Internet, 2ª ed., Comares, Granada, 2003, p. 
241. 
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usuario mediante señales de sonido que 
posteriormente son convertidas en bits por un modem 
al que está conectado el terminal del usuario y en 
el que de forma previa a su percepción son 
almacenados, para posteriormente ser visualizados 
en pantalla. 
 
El encaje de la puesta a disposición del público 
en redes digitales como un caso de comunicación 
pública no ha resultado pacífico entre la doctrina, 
aunque en nuestro Derecho parece encajar con 
bastante soltura en el tenor literal del artículo 
20 del TRLPI
98
.  
 
Nos encontramos ante un caso particular de 
comunicación pública, en el que los destinatarios 
del acto comunicativo podrán obtener copias de las 
obras y prestaciones protegidas puestas a 
disposición on line. Pero lo mismo ocurre con la 
radiodifusión donde los radioyentes o 
telespectadores tienen a su alcance realizar 
reproducciones indirectas de las obras y 
prestaciones radiodifundidas. 
 
La puesta a disposición del público carece en su 
esencia de algunos de los rasgos que normalmente se 
dan cita en otras modalidades de este derecho de 
explotación. Así, mientras en la comunicación 
pública típica el acto comunicativo se produce de 
                                                 
98
 Vid. en este sentido I. GARROTE FERNÁNDEZ-DÍEZ, El 
derecho de autor en Internet, 2ª ed., Comares, Granada, 
2003, p. 235 y J. MASSAGUER FUENTES, “La 
responsabilidad de los prestadores de servicios en 
línea por las infracciones al derecho de autor y los 
derechos conexos en el ámbito digital”, pe.i. revista 
de propiedad intelectual, núm. 13 (enero-abril 2003), 
p. 19. 
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punto a multipunto, esto es, arrancando el impulso 
comunicativo exclusivamente de un concreto emisor y 
yendo a parar de ahí a una pluralidad de 
receptores, en la puesta a disposición del público 
la comunicación opera de punto a punto, siendo una 
suma de destinatarios individuales a los que se les 
hacen llegar separadamente los contenidos 
transmitidos por el impulsor del acto
99
. Pese a que 
todo acto comunicativo exige evidentemente una 
dosis de interacción por parte del receptor, se 
podría decir que en la puesta a disposición del 
público el usuario final contribuye de manera 
significativa a que se complete ese acto 
comunicativo. 
 
Por todo ello es por lo que se considera a la 
puesta a disposición del público como una modalidad 
interactiva del derecho exclusivo de comunicación 
pública. El público o relector quedará en situación 
de elegir bajo demanda, o a la carta, el contenido 
del acto comunicativo y el momento de 
recepcionarlo. 
 
La esencia de la interactividad radica en último 
extremo en que el usuario receptor tiene la 
posibilidad de elegir el lugar y el momento de 
acceso a la obra o prestación protegida, siendo 
éste el rasgo definidor de la puesta a disposición 
del público. En la comunicación pública tradicional 
el impulsor del acto comunicativo determina el 
                                                 
99
 Vid. J. MASSAGUER FUENTES, “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe.i. revista de propiedad 
intelectual, núm. 13 (enero-abril 2003), p. 19. 
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lugar o el momento en el que esa comunicación se 
producirá de forma efectiva, mientras en la puesta 
a disposición del público el responsable de la 
comunicación no elige ni cuándo ni dónde los 
integrantes del público accederán a la obra, con lo 
que en cierto modo la comunicación deja de ser un 
acto de tracto unitario para convertirse en una 
actividad de tracto sucesivo cuyos efectos 
perdurarán en el tiempo y en el espacio, 
propiciando así un sinfín de accesos puntuales, en 
diferentes momentos y lugares, del público a la 
obra. 
 
En cualquier caso, la enorme variedad de 
Internet nos ha de hacer distinguir un abanico de 
supuestos muy distintos
100
. Estamos contemplando el 
supuesto más típico de puesta a disposición del 
público, cual es la ubicación de una obra protegida 
en un sitio web facilitado por un servidor, 
ubicándose así en la red la carga de un fichero 
informático donde se contenga una versión 
digitalizada de la obra o prestación, para que 
cualquier usuario pueda efectuar posteriormente una 
descarga de ese fichero en el disco duro de su 
ordenador. 
 
Dentro de los márgenes habituales en los que 
tiene lugar la explotación de música en Internet, 
debemos estudiar la modalidad conocida como 
webcasting o simulcasting, en la que se conduce por 
la red un flujo de audio del fichero musical de que 
se trate, de forma que fracciones del mismo van 
                                                 
100
 Vid. a este respecto I. GARROTE FERNÁNDEZ-DÍEZ, 
El derecho de autor en Internet, 2ª ed., Comares, 
Granada, 2003, p. 238. 
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transmitiéndose hasta la memoria RAM del ordenador 
del usuario y la escucha se produce a medida que 
dichas fracciones son recibidas. Este sistema 
admite tanto que la audición se efectúe bajo 
demanda como por el proceso tradicional no 
interactivo de recepción, propiciando una mera 
descarga temporal sin que en ningún momento una 
copia permanente del fichero quede alojada en el 
ordenador del usuario. 
 
Asimismo, en la transmisiones digitales mediante 
listas de distribución y similares está ausente 
alguno de los rasgos de la genuina puesta a 
disposición, dado que el destinatario no puede 
elegir con libertad entre los contenidos puestos en 
línea, sino que estos le son servidos por el 
proveedor del servicio en forma de paquete 
configurado de antemano, con base en preferencias 
previamente manifestadas por él
101
. 
 
En cuanto al envío de ficheros musicales 
adjuntos a correos electrónicos, se ha de entender 
que estamos hablando de comunicaciones 
habitualmente privadas y, por ende, se hace difícil 
asimilar estos comportamientos a la comunicación 
pública, cualquiera que fuera la modalidad. No 
obstante, es cierto que si el mensaje se envía a un 
numeroso grupo de destinatarios se viene a producir 
                                                 
101
 Vid. I. GARROTE FERNÁNDEZ-DÍEZ, El derecho de 
autor en Internet, 2ª ed., Comares, Granada, 2003, p. 
239, considerando que “las denominadas push 
Technologies son un supuesto de comunicación al público 
y no de puesta a disposición, pues el usuario no puede, 
en rigor, acceder a la obra en el momento que él elija, 
sino que la decisión final de enviar o no la obra 
corresponde al proveedor del servicio, como sucede en 
la radiodifusión tradicional”. 
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un efecto similar al de las listas de reproducción. 
Cabría preguntarse en rigor si el envío de ficheros 
adjuntos a mensajes a caso no está más próximo a la 
distribución que a la comunicación pública, en el 
entendimiento de que a cada destinatario del 
mensaje se le está proporcionando un ejemplar de la 
obra contenida en el fichero adjunto. Otra vía para 
enfocar el problema jurídico  es estimar que, dado 
que el proceso de adjunción en el mensaje luego 
transmitido implica un almacenamiento de la 
información reconducible al derecho exclusivo de 
reproducción, y supuesto que el remitente de los 
mensajes carezca de licencias para reproducir, su 
comportamiento sólo sería amparable bajo el límite 
de la copia privada, no siendo este aplicable al 
caso dada la utilización colectiva de la obra o 
prestación protegida. 
 
Sí quedará por su parte dentro del ámbito del 
derecho de puesta a disposición del público el 
servicio prestado por algunas compañías consistente 
en ofrecer la descarga de melodías hacia teléfonos 
móviles donde quedan almacenadas para servir 
eventualmente como tonos de llamada. El sistema 
funciona bajo previa petición del usuario, quedando 
así configurado su carácter interactivo. 
 
 
3.3  La ilicitud del intercambio en los P2P 
desde el punto de vista de la puesta a 
disposición del público 
 
Parece resultar indiscutible que cuando el 
usuario coloca una serie de obras y prestaciones 
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protegidas por derechos de autor en la carpeta 
compartida de un cliente P2P está llevando a cabo 
una conducta que según el artículo 20.2 i) del 
TRLPI supone un acto de comunicación pública
102
. Así, 
al ponerse la obra a disposición de los demás 
usuarios de la red se pone la obra a disposición 
del público, de tal forma que cualquier persona 
puede acceder a ellas desde el lugar y en el 
momento que elija. 
 
Es por ello por lo que el mero hecho de ofrecer 
una obra o prestación protegida al público por 
medio de un programa P2P supone un acto de 
comunicación pública, en concreto en la modalidad 
de puesta a disposición del público. La infracción 
del consabido derecho se perfeccionará además con 
el ofrecimiento a los demás usuarios del sistema 
P2P de los contenidos protegidos, sin necesidad de 
que la obra llegue a ser efectivamente descargada 
por algún otro miembro concurrente a la plataforma 
de intercambio
103
. 
 
                                                 
102
 Vid. entre otros R. BERCOVITZ RODRÍGUEZ-CANO Y 
J.J. MARÍN LÓPEZ, “El límite de copia privada y las 
redes de intercambio peer to peer”, Cuadernos de 
Derecho Judicial, 2007-3, p. 164; JJ. GONZÁEZ DE 
ALAIZA, “Napster: “copias robadas”, responsabilidad de 
los intermediarios y otras interrogantes para erl 
Derecho de autor en Internet”, pe.i. revista de 
propiedad intelectual nº6 (septiembre-diciembre 2000), 
p. 74; J. PLAZA PENADÉS, Propiedad intelectual y 
sociedad de la información, Aranzadi, Cizur Menor 
(Navarra), 2002, p. 211; M.A. BOUZÁ LÓPEZ y M. CASTRO 
MARQUÉS, “El caso Napster”, Actas de Derecho Industrial 
y Derecho de Autor, tomo 21, 2000, p. 442 o R. DE ROMÁN 
PÉREZ, Obras musicales, compositores, intérpretes y 
nuevas tecnologías, Reus-AISGE, Madrid, 2003, p. 369. 
103
 Vid. en este sentido R. BERCOVITZ RODRÍGAEZ-CANO 
y J.J. MARÍN LÓPEZ, “El límite de copia privada y las 
redes de intercambio peer to peer”, Cuadernos de 
Derecho Judicial, 2007-3, p. 164. 
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En conclusión, la puesta a disposición del 
público de obras y prestaciones protegidas por 
derechos de propiedad intelectual en redes P2P no 
solamente supone un acto de reproducción de los 
recogidos en el artículo 18 del TRLPI sino también 
un acto de comunicación pública en su modalidad de 
puesta a disposición, ex artículo 20.2 i) del 
TRLPI. Si estos actos se realizan sin licencia de 
los titulares de derechos, nos encontraremos por 
tanto ante conductas infractoras que derivarán en 
una responsabilidad civil para sus causantes. 
 
 
4.  POSIBLES SOLUCIONES AL COMPORTAMIENTO INFRACTOR 
EN EL INTERCAMBIO DE ARCHIVOS PROTEGIDOS 
 
 
4.1  Introducción 
 
Una vez se ha venido analizando el intercambio 
de obras o prestaciones protegidas sin autorización 
de los titulares de derechos como una práctica 
vulneradora en lo que a la propiedad intelectual se 
refiere, vamos a tratar de proponer algunas vías 
que reorienten esta actividad, configurándola como 
un comportamiento amparado bajo un límite legal, 
aparejado a su consiguiente compensación 
remuneratoria, o sujeto a unas necesarias licencias 
de explotación
104
. 
                                                 
104
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, El 
intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, pp. 205-227, y a S. LÓPEZ MAZA, 
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4.2  Configuración del intercambio de archivos 
protegidos como una actividad amparada por 
un límite y sujeta a un derecho 
remuneratorio 
 
Con anterioridad a la Ley 23/2006, de reforma 
del TRLPI, podía caber la duda con respecto a si la 
operación de descarga, siempre que no fuera seguida 
de una ubicación del archivo descargado en la 
carpeta compartida, daba o no como resultado la 
elaboración de una copia privada, pero toda vez que 
el artículo 31.2 del TRLPI ha pasado a incluir como 
requisito para la aplicación del límite de copia 
privada que el copista haya tenido acceso legal a 
la obra copiada, ya no queda margen para la duda. 
 
En consecuencia, la única alternativa rigurosa 
en este sentido sería que el legislador introdujese 
un nuevo límite lo suficientemente amplio como para 
abarcar la actividad de intercambio de archivos en 
su conjunto, cubriendo tanto la operación de carga 
como la de puesta a disposición del público y la de 
la posterior descarga.  
 
Nos encontramos sin duda en tierra especulativa, 
pues la Directiva 2001/29 ya recoge un catálogo 
numerus clausus de límites a aplicar a los derechos 
patrimoniales exclusivos. Resulta sin embargo 
innegable que, ante la masa numerosa y dispersa de 
sujetos que encontramos en la actividad de 
                                                                                                                                               
Límites del derecho de reproducción en el entorno 
digital, Comares, Granada, 2009, pp. 338-342. 
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intercambio de obras o prestaciones protegidas, los 
titulares de derechos se sienten totalmente 
desamparados, con lo que encontrarles algún tipo de 
remuneración compensatoria de este hecho resulta 
muy necesario.  
 
La figura del derecho de remuneración es 
sobradamente conocida como mecanismo que permite 
garantizar a los autores y otros titulares de 
derechos de propiedad intelectual un retorno 
económico conectado a la utilización de sus obras y 
prestaciones, por más que se trate de utilizaciones 
situadas más allá del alcance de sus derechos 
exclusivos. 
 
La actividad del intercambio de ficheros 
mediante redes P2P escapa al ius prohibendi de los 
titulares de derechos, con lo que quizá sería 
conveniente el introducir un gravamen sobre la 
fabricación y distribución de los medios técnicos 
que sirven para que se produzca ese intercambio, 
como se hace con los equipos y soportes idóneos 
para realizar una copia privada
105
, de modo que los 
deudores no serían los propios usuarios de las 
redes P2P, por más que de forma indirecta 
soportasen ellos el peso económico de este derecho 
de remuneración al adquirir los bienes y servicios 
gravados con él. El canon debería recaer sobre los 
proveedores comerciales de todos los productos y 
                                                 
105
 En este sentido, entre otros, I. GARROTE 
FERNÁNDEZ-DÍEZ, La reforma de la copia privada en la 
Ley de Propiedad Intelectual, Comares, Granada, 2005, 
p. 316 y J.J. GONZÁLEZ DE ALAIZA, “La lucha de los 
titulares de derechos de autor contra las redes “peer 
to peer” (P2P)”, pe.i. revista de propiedad intelectual 
nº 18 (septiembre-diciembre 2004), p. 68. 
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servicios cuyo valor se vea sustancialmente 
aumentado como consecuencia del tráfico P2P
106
. Se 
verían así gravados los proveedores de software y 
servicios P2P, incluidos los prestadores 
intermediarios, como el de acceso a Internet, pero 
también los fabricantes de aparatos que sirvan para 
almacenar, copiar, ejecutar o transmitir archivos 
digitales, tales como discos duros, grabadoras de 
CD y DVD, reproductores Mp3, así como los de 
soportes o materiales vírgenes. Por vía pública se 
deberían determinar los montantes del gravamen para 
cada categoría de deudores en ausencia de acuerdo 
entre los representantes de los colectivos 
afectados, en un sistema similar al utilizado para 
la fijación del canon digital por copia privada. 
Por último, claro está, serían las entidades de 
gestión las encargadas de recaudar el dinero y 
distribuirlo proporcionalmente entre los 
beneficiarios de este canon. 
 
Ahora bien, la actividad que cabría entender 
permitida a cambio del coste de este canon sería 
sólo la que pudiera estimarse que no posee 
naturaleza comercial, pues en caso contrario la 
conducta caería bajo la órbita de los derechos 
exclusivos de los titulares y requeriría la 
obtención de una licencia si, verbi gratia, el 
usuario vende las copias o realiza una actividad 
                                                 
106
 Siguiendo en este punto a N.W. NETANEL, “Impose a 
Noncommercial Use Levy to Allow Free Peer-to-Peer File 
Sharing”, Harvard Journal of Law and Technology, vol. 
17, pp. 2-4 y 43. 
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publicitaria en conexión con las obras objeto de 
intercambio
107
. 
 
La inmunidad derivada del cobro de este canon se 
ceñiría a la reproducción y puesta a disposición 
del público en redes P2P, de tal modo que, con 
relación a otras actividades, debería calibrarse su 
sujeción a una licencia. Asimismo, el legislador 
podría excluir del efecto benéfico del canon sobre 
el intercambio P2P a determinadas categorías de 
obras a las que no alcanzaría la permisión, y 
debería asimismo condicionar ésta al dato de que 
las obras intercambiadas hayan sido objeto de una 
previa divulgación lícita
108
. 
 
La opción de instaurar un canon compensatorio 
que grave indirectamente la actividad del 
intercambio P2P presenta el inconveniente de la 
excesiva dilución de la carga económica entre un 
espectro muy amplio de sujetos, si bien puede 
resultar más sencilla de gestionar. Frente a ella, 
la articulación del P2P como una explotación sujeta 
a licencia acaso acarree mayores costes de gestión, 
pero tiene la virtud de proyectarse de manera más 
exacta sobre los protagonistas del intercambio. 
 
Además, indudablemente, se provocaría una suerte 
de doble imposición con respecto al ya existente 
canon de copia privada. En este sentido, el actual 
                                                 
107
 Vid. N.W. NETANEL, “Impose a Noncommercial Use 
Levy to Allow Free Peer-to-Peer File Sharing”, Harvard 
Journal of Law and Technology, vol. 17, p. 42. 
108
 Vid. en este sentido N.W. NETANEL, “Impose a 
Noncommercial Use Levy to Allow Free Peer-to-Peer File 
Sharing”, Harvard Journal of Law and Technology, vol. 
17, pp. 41-42. 
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canon de copia privada habría de ser reconfigurado
109
 
y no gravar las conductas de las que el nuevo canon 
se ocupase. En la práctica, en cualquier caso, el 
canon de copia privada tiene cada vez menos sentido 
en lo que al intercambio de archivos musicales se 
refiere, puesto que difícilmente se cumplirá el 
requisito del acceso legal a la copia.
110
. 
 
 
4.3  Configuración del intercambio de archivos 
protegidos como una explotación sujeta a la 
obtención de una licencia 
 
En conexión con lo que hemos venido exponiendo, 
analizaremos a continuación la posibilidad de que 
el intercambio de obras o prestaciones protegidas 
se organice como una actividad para cuya 
realización deba obtenerse una licencia de 
explotación, a semejanza de todas aquellas 
utilizaciones que ponen en juego derechos 
exclusivos de propiedad intelectual
111
. 
 
                                                 
109
 Como por otra parte previsiblemente lo será dado 
el pronunciamiento del Tribunal de Justicia de las 
Comunidades Europeas en el asunto Padawan vs. SGAE. Vid 
contenido completo de la sentencia en 
http://www.elpais.com/elpaismedia/ultimahora/media/2010
10/21/cultura/20101021elpepucul_4_Pes_PDF.pdf [última 
visita 4.11.2010]. 
110
 Me remito en este punto a lo dicho en P. LETAI 
WEISSENBERG, “Disfrutemos libremente, compensemos 
consecuentemente”, El Notario del Siglo XXI, enero-
febrero 2010, pgs. 54-59. Disponible en 
http://www.elnotario.com/egest/noticia.php?id=2118&secc
ion_ver=3 [ÚLTIMA VISITAúltima visita 4.11.2010]. 
111
 
111
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, 
El intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, pp. 205-227, y a S. LÓPEZ MAZA, 
Límites del derecho de reproducción en el entorno 
digital, Comares, Granada, 2009, pp. 338-342. 
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En aras de la eficiencia, sería preferible 
considerar que los únicos que deben proveerse de la 
licencia son los operadores P2P, ya que de otro 
modo el número de potenciales licenciatarios se 
dispararía hasta un extremo que podría convertir la 
gestión en antieconómica. No obstante, a fin de 
evitar que la actividad de los usuarios quedase sin 
cobertura, cabría entender que la autorización dada 
al operador del programa se extiende a quienes van 
a hacer uso de él, en función de la relación que 
les une. Mutuatis mutandis, cuando el organizador 
de un concierto en vivo obtiene una licencia para 
la comunicación pública de las piezas que 
interpretarán los artistas por él contratados, 
estos no necesitan proveerse de una licencia, sino 
que basta con la obtenida por el organizador. 
 
Una interesante variante de lo propuesto, claro 
que no fácil de articular,  podría ser el conjugar 
la solución basada en la explotación licenciada con 
la ya expuesta de una utilización permitida sujeta 
a un canon compensatorio, de manera que se 
considerase el comportamiento de los operadores P2P 
como un primer tramo de la actividad de intercambio 
cubierto por un derecho de exclusiva, y el de los 
usuarios como un segundo tramo amparado bajo una 
licencia legal complementada con un derecho de 
simple remuneración. Los deudores de ese derecho de 
remuneración no tendrían por qué ser quienes 
desempeñen la actividad, como ocurre en el canon de 
copia privada, sino que podrían ser los propios 
operadores P2P, que abonarían por tanto por un lado 
el precio de la licencia y, por otro, el canon 
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compensatorio cubriendo así, respectivamente, su 
propia actividad y también la de sus clientes. 
 
El problema jurídico podría venir dado por lo 
alambicado de someter la misma actividad a un 
derecho de exclusiva y a un derecho de simple 
remuneración dependiendo de quiénes sean los 
sujetos que la realizan. Pero lo cierto es que 
desde el punto de vista de los titulares, nuestra 
Ley admite que una misma explotación pueda 
configurarse como sometida a un derecho de 
exclusiva para ciertas categorías de titulares y 
sujeta a un derecho de simple remuneración para 
otras
112
. 
 
Otro problema, esta vez en un sentido más 
técnico, derivaría del carácter de software libre 
que tienen estos programas que, como tales, podrán 
ser modificados y puestos a disposición del público 
por cualquiera que lo desee y no solamente por los 
responsables originarios. La solución aquí pasaría 
por tanto por extender la exigencia de la licencia 
también a los sujetos o entidades que vayan 
poniendo a disposición las sucesivas versiones de 
estos programas con fines comerciales
113
. 
 
                                                 
112
 Ocurre esto, verbi gratia, con la comunicación 
pública de grabaciones audiovisuales fuera de las 
modalidades previstas en las letras f) y g) del 
artículo 20.2 del TRLPI, que es para los productores 
audiovisuales un derecho de exclusiva, pero para los 
artistas cuyas interpretaciones estén fijadas en esas 
grabaciones es un derecho de simple remuneración (vid. 
en este sentido el artículo 122.2 sensu contrario con 
el 122.1 y el artículo 108.5 segundo párrafo, 
respectivamente). 
113
 Vid. en este sentido S. LÓPEZ MAZA, Límites del 
derecho de reproducción en el entorno digital, Comares, 
Granada, 2009, p. 340. 
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Ante la tesitura de configurar el intercambio de 
archivos protegidos como una actividad licenciada, 
debe partirse de la naturaleza exclusiva de los 
derechos de reproducción y puesta a disposición del 
público, lo que en principio conduce a una gestión 
colectiva voluntaria e incluso, para algunos grupos 
de titulares, a una gestión individualizada. Sólo 
en el caso de los artistas puede tener sentido, en 
combinación con la presunción de cesión de los 
derechos correspondientes al productor y la 
retención en poder del artista de un derecho de 
remuneración en la fuente, el instaurar una gestión 
colectiva obligatoria. 
 
 
4.4  Otras posibles soluciones 
 
Una solución sencilla en la teoría sería la de 
sustituir la gratuidad de estos programas por un 
sistema de pago mediante suscripción, cobrando una 
tarifa a los usuarios y destinando un porcentaje de 
la misma a los titulares de derechos de propiedad 
intelectual. 
 
Se podría estudiar también la posibilidad de 
hacer responsables a las entidades que ponen a 
disposición del público este tipo de programas y a 
quienes gestionan los servidores a través de los 
cuales se llevan a cabo los intercambios. Esto es, 
considerarlos como cooperadores necesarios, valga 
la analogía, de esas violaciones de derechos de 
propiedad intelectual. Se ha de tener presente que 
la mayoría de esos responsables originarios y 
distribuidores principales persiguen fines 
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comerciales indirectos obteniendo ingresos por 
publicidad en las páginas de descarga. 
 
Establecer un sistema de identificación y 
seguimiento de las obras protegidas sería un 
mecanismo tecnológico muy provechoso para frenar 
las descargas ilícitas de obras o prestaciones 
protegidas. Mientras algunos programadores 
desarrollan sistemas de este tipo sería conveniente 
revisitar la doctrina relativa al conflicto entre 
el derecho a la intimidad de los usuarios y los 
derechos de propiedad intelectual
114
. 
 
Como se ve, se proponen soluciones muy diversas, 
aunque lo cierto es que contra lo gratis siempre es 
difícil luchar. Así, el difícil equilibrio entre 
avance tecnológico y respeto a los derechos de 
autor se verá siempre entorpecido por muchas 
medidas que se tomen puesto que los usuarios 
siempre encontrarán alternativas reales para 
acceder a los contenidos protegidos con total 
gratuidad. 
                                                 
114
 Se desarrolla este tema en INFRA capítulo VII. 
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CAPÍTULO IV 
 
LAS REDES P2P Y SU ENTORNO. FUNCIÓN Y 
NATURALEZA DE LOS PRINCIPALES ACTORES 
INTERVINIENTES 
 
 
“Algunas cosas del pasado desaparecieron, pero otras 
abren una brecha al futuro y son las que quiero 
rescatar.” 
(Mario Benedetti) 
 
 
1. DESCRIPCIÓN DE LAS REDES O PLATAFORMAS DE 
INTERCAMBIO PEER-TO-PEER 
 
1.1 Introducción 
 
Las redes de intercambio P2P se basan en la 
utilización de un software que es puesto 
gratuitamente en Internet a disposición de los 
usuarios, permitiéndoles el acceder a una suerte de 
plataforma virtual en la que se encuentran 
conectados otros internautas de forma simultánea
115
. 
En esa plataforma el usuario puede poner en común 
con el resto de usuarios conectados archivos que 
estén almacenados en el disco duro de su ordenador, 
mientras puede acceder a los archivos compartidos 
por los demás.  
 
Dada su configuración, las plataformas P2P son 
especialmente aptas para la puesta en común de 
ficheros de gran tamaño, ya que operan con formatos 
de comprensión de la información y, además, las 
                                                 
115
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, El 
intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, pp. 44 y ss. 
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conexiones de acceso a Internet son de gran 
capacidad o banda ancha. 
 
La conversión de ficheros conforme a un 
algoritmo de comprensión de la información resulta 
vital para que el tráfico en las redes P2P resulte 
fluido. El formato de comprensión más utilizado en 
estas plataformas es el Mp3, que permite reducir 
doce veces el número de bits necesarios para 
representar un segundo de música en estéreo, sin 
que la calidad del sonido se vea resentida, al 
eliminarse frecuencias inaudibles y redundancias 
sonoras
116
. 
 
Más avanzado resulta el AAC
117
, que permite una 
mayor estabilidad y calidad del sonido a igual 
número de bits por segundo de audición y que está 
siendo desarrollado especialmente en la aplicación 
de Apple iTunes. Microsoft por su parte ha 
desarrollado el formato Windows Media Audio, 
concebido para reproducir archivos con su 
reproductor multimedia
118
. 
 
Junto a estos formatos protegidos y de código 
cerrado encontramos otros de código abierto como el 
Ogg Vorbis, desarrollado por la organización sin 
ánimo de lucro especializada en software libre 
Xiph.Org Foundation
119
, el formato para archivos 
                                                 
116
 Vid. definición en 
http://es.wikipedia.org/wiki/MP3 [última visita 
06.09.2010]. 
117
 Advanced Audio Coding. 
118
 Vid. 
http://es.wikipedia.org/wiki/Windows_Media_Audio 
[última visita 06.09.2010]. 
119
 Vid. http://xiph.org/ [última visita 06.09.2010]. 
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gráficos GIF
120
 de CompuServe y el de fotografías 
JPEG
121
. En el terreno audiovisual encontramos el 
sistema de fuente cerrada DivX
122
 y el de fuente 
abierta Xvid
123
. 
 
En cuanto a la banda ancha, ésta es igualmente 
de suma importancia, pues pese a la comprensión de 
los archivos resultaría muy lento el proceso de 
descarga especialmente en aquellos archivos, como 
los vídeos, de gran peso o tamaño
124
. Las conexiones 
DSL
125
, que habilitan la transmisión de datos por la 
vía telefónica convencional y sin interferir con 
los servicios de voz permiten una velocidad en la 
transmisión de varios MB por segundo. La conocida 
como ADSL
126
 es hoy por hoy la conexión paradigma de 
acceso a Internet mediante banda ancha para los 
hogares. 
 
El tráfico de los ficheros en las plataformas 
P2P está basado en una arquitectura bidireccional 
en la que todos los ordenadores que se encuentran 
conectados pueden actuar a la vez como servidores y 
                                                 
120
 Graphics Interchange Format. Vid. 
http://en.wikipedia.org/wiki/Graphics_Interchange_Forma
t [última visita 06.09.2010]. 
121
 Joint Photographic Experts Group. Vid. 
http://es.wikipedia.org/wiki/Joint_Photographic_Experts
_Group [última visita 06.09.2010]. 
122
 Vid. http://es.wikipedia.org/wiki/DivX [última 
visita 06.09.2010]. 
123
 Vid. http://es.wikipedia.org/wiki/Xvid [última 
visita 06.09.2010]. 
124
 Incluso empleando formatos de compresión de la 
información una obra audiovisual viene a ocupar 
normalmente unos 650 ó 700 MB. Vid. I. GARROTE 
FERNÁNDEZ-DÍEZ, La reforma de la copia privada en la 
Ley de Propiedad Intelectual, Comares, Granada, 2005, 
p. 220. 
125
 Digital Subscriber Line. 
126
 Asymmetric Digital Subscriber Line. 
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como clientes los unos de los otros, sin que exista 
un servidor central en el que se almacene la 
información de la que se nutren los usuarios
127
. Así, 
los contenidos quedan en todo momento ubicados en 
las carpetas compartidas que los usuarios crean en 
sus respectivos computadores. La red se apoya por 
tanto en un servidor gigantesco y virtual como son 
en este caso los discos duros de los miles de 
internautas conectados, lo que amplía las 
posibilidades de almacenamiento respecto de un 
sistema que se basase en un único servidor central, 
con los riesgos de caída del sistema en pleno 
proceso de carga y descarga que esto aparejaría.  
 
En el otro lado de la balanza, este sistema 
descentralizado provoca una profusa redundancia en 
la información disponible, lo cual, si bien es 
garantía frente a posibles fallos del sistema, 
resulta del todo ineficiente dado el alto consumo 
que de la banda ancha supone. La combinación de la 
plataforma P2P con un motor de búsqueda avanzado 
facilita la posibilidad de encontrar y descargar 
los contenidos de forma rápida y fluida. 
 
 
1.2 Clases de plataformas 
 
Las redes o plataformas P2P se rigen por unos 
protocolos, que se definen como una convención 
estándar que controla o hace posible la conexión, 
la comunicación y la transferencia de datos entre 
                                                 
127
 Vid. en este sentido I. GARROTE FERNÁNDEZ-DÍEZ, 
La reforma de la copia privada en la Ley de Propiedad 
Intelectual, Comares, Granada, 2005, PP. 221-222. 
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dos terminales. El protocolo se compone de una 
serie de reglas que rigen la sintaxis, semántica y 
sincronización de la comunicación. 
 
Entre los protocolos más importantes cabe 
mencionar el Ares, BitTorrent, eDonkey, FastTrack, 
Freenet, Gnutella, Kad Network, MANOLITO/MP2P, 
Napster o las redes de tipo Peercasting. En cuanto 
a las plataformas, la que goza de una tasa más 
elevada de implantación hoy por hoy es LimeWire, 
muy por encima de Kazaa, eMule, BearShare o 
Morpheus. 
 
Como se puede esperar, el mundo de las 
plataformas y redes P2P es de un dinamismo 
singular, y tanto los protocolos como las 
plataformas van naciendo, actualizándose o 
desapareciendo. Es muy probable que mientras se 
escriben estas líneas hayan aparecido nuevas 
plataformas o que alguna de las existentes haya 
dejado de operar para reaparecer remozada unas 
semanas después bajo otra denominación. Con todo, 
vamos a tratar de clasificar los distintos tipos de 
redes en tres modelos o generaciones
128
. 
 
Los sistemas de intercambio P2P de primera 
generación son los llamados “sistemas 
centralizados”. Cuando se habla de sistemas 
                                                 
128
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, El 
intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, pp. 50 y ss. Y, en particular en 
la clasificación, el informe de la OCDE, OECD 
Information Technology Outlook 2004. Peer to Peer 
Networtks in OECD Countries, disponible en 
http://www.oecd.org/dataoecd/55/57/32927686.pdf. 
[última visita 06.09.2010]. 
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centralizados, como en su día lo fue Napster, se 
alude a redes en las que algunas de las funciones 
del sistema se centralizan, en una estructura entre 
servidor y cliente, aunque obviamente no la 
principal del tráfico de archivos. Descansan en 
servidores centrales funciones como la de realizar 
un directorio con las direcciones IP de los 
usuarios conectados o un índice de los contenidos 
que los usuarios han puesto a disposición de los 
demás. Precisamente en este aspecto reside la 
vulnerabilidad de este tipo de sistemas, ya 
superados en la práctica pues, aunque los 
servidores centrales no alberguen ningún archivo su 
funcionamiento es imprescindible para que los 
usuarios sepan qué archivos tienen a su disposición 
en los equipos del resto de internautas conectados, 
y cuál es la dirección de los ordenadores que 
contienen los archivos que interesan. Un cierre o 
colapso de esos servidores centrales, por tanto, 
impediría que la red continuara funcionando. 
 
La segunda generación de sistemas P2P, o 
“sistemas descentralizados”, cuenta con la 
particularidad de carecer de unos servidores 
centrales desde los que efectuar gestión alguna. 
Tanto las tareas de búsqueda de ficheros como los 
datos necesarios para localizar a los usuarios que 
tienen en la red esos contenidos se contienen 
exclusivamente en los equipos de los propios 
usuarios, tramitándose las peticiones de búsqueda y 
las respuestas a esas peticiones a través de los 
ordenadores conectados. Una vez localizado el 
computador que alberga el contenido buscado, la 
conexión para el proceso de descarga se entabla 
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directamente entre el peticionario y el 
suministrador. De este modo, una petición puede 
extenderse a todos los usuarios de la red, si bien 
la limitación que marque el ancho de banda puede 
hacer que algunas peticiones decaigan antes de 
llegar a su destinatario. A medida que crezca el 
volumen de usuarios conectados, la fluidez del 
tráfico de peticiones y respuestas se verá 
resentido
129
. 
 
La tercera generación de redes o plataformas P2P 
trata de seguir en la línea de sistema 
descentralizado, pero aumentando la eficiencia y 
estabilidad en el tráfico de datos y ficheros, y 
todo ello mediante una combinación de los sistemas 
aquí analizados como de primera y segunda 
generación, lo cual hace que a esta tercera 
generación también se la denomine de “sistemas 
mixtos”. 
 
No existe en esta tercera generación un servidor 
central, de modo que los datos necesarios para 
articular la búsqueda de archivos y la detección de 
las correspondientes direcciones IP quedarán 
almacenadas en los ordenadores de los propios 
usuarios. Ahora bien, este protocolo elegirá, de 
entre los usuarios que estén conectados a la red, a 
aquellos que dispongan de una mayor velocidad de 
conexión, asignándoles la función de indexar para 
los demás los datos relativos a la organización de 
los ficheros a intercambiar. Se da así un cierto 
nivel de centralización y además se incentiva el 
                                                 
129
 Siguiendo en este sentido a I. GARROTE FERNÁNDEZ-
DÍEZ, La reforma de la copia privada en la Ley de 
Propiedad Intelectual, Comares, Granada, 2005, p. 224. 
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poner a disposición del resto de usuarios el mayor 
número posible de contenidos, evitándose un 
comportamiento de usuario parasitario, ya que el 
sistema está diseñado para que la prioridad de 
descarga sea mayor cuanto mayor sea el volumen de 
descargas que otros efectúen desde su carpeta 
compartida
130
. 
 
 
1.3 El P2P como negocio 
 
La tecnología de los sistemas P2P, - y mediante 
la infracción de derechos de propiedad intelectual 
que al descargarse contenidos protegidos se produce 
-, ha supuesto con su uso un enorme ahorro en los 
costes de adquisición de los usuarios, pues el 
internauta que accede a un determinado fichero o 
contenido por medio de una plataforma P2P lo hace 
sin pagar nada a cambio. Presumiblemente, ya no 
accederá a escala comercial a ese contenido del que 
ya puede disfrutar una vez descargado en su equipo.  
 
Como ya he señalado, la posibilidad de obtener 
contenidos de forma gratuita lleva muchas veces a 
los usuarios a hacer acopio de materiales en una 
proporción superior a lo verdaderamente 
aprovechable o disfrutable, con lo que el volumen 
de descargas efectuadas en los sistemas P2P no se 
puede equiparar de forma lineal al número de 
                                                 
130
 Vid. F. RUZ, “Kazaa y el fin de la revolución. 
Comentario sobre la sentencia del Tribunal Federal de 
Australia de 5 de septiembre de 2005: Universal Music 
Australia Pty versus Sharman License Holdings Ltd 
(2005) FCA 1242”, pe. i. revista de propiedad 
intelectual, nº 21 (septiembre-diciembre 2005), pp. 
143-165. 
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unidades dejadas de vender, pues difícilmente 
tendrá el usuario la capacidad económica para 
consumir todos los contenidos que se descarga. 
 
Como hemos visto en el capítulo anterior, 
existen estudios que aprecian una enorme 
repercusión del auge de los sistemas P2P en los 
preocupantes descensos de consumo legal de música, 
y otros que, sin embargo, alcanzan conclusiones 
opuestas. En cualquier caso, y con independencia de 
lo dudoso de la aseveración, sostener que el 
tráfico a través de las P2P puede contribuir a 
aumentar las ventas de música no eliminaría el 
carácter ilícito de esa actividad, pues, en todo 
caso y como es lógico, es a los titulares de 
derechos a quienes compete el decidir cómo 
organizar la explotación de sus obras o 
prestaciones.  
 
Aunque concedamos que ese posible ánimo de lucro 
de los usuarios de las redes P2P no permita decir 
que desarrollen una actividad lucrativa, debe 
tenerse en cualquier caso presente que el carácter 
no comercial de una actividad no empece a su 
calificación como actividad de explotación de 
derechos de propiedad intelectual, y que el 
carácter no comercial de la actividad de los 
usuarios en nada prejuzga la finalidad que persigue 
el resto de sujetos involucrados en el fenómeno, 
como quienes comercializan el software que sirve 
para efectuar los intercambios o los que prestan 
servicios de herramientas de búsqueda o enlaces a 
contenidos ubicados en plataformas P2P. 
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En el P2P el negocio, que innegablemente existe, 
se apoya en la utilización de contenidos protegidos 
por los derechos de propiedad intelectual, pero no 
en el cobrar un precio por el acceso o uso de 
dichos contenidos. Las redes P2P prestan un 
servicio comercial en el que los propios 
internautas usuarios son los ejecutores, por su 
propia actividad de puesta a disposición y descarga 
de contenidos, mientras el software se funde en el 
mercado, con los beneficios que eso acarrea a su 
productor, que convierte al usuario en destinatario 
indiscriminado de publicidad y suministrador de 
datos personales. Y todo ello con el único reclamo 
de unos contenidos musicales, que pertenecen a unos 
terceros ajenos al negocio, a quien nadie ha 
preguntado ni, mucho menos, remunerado. 
 
El tráfico a través de Internet beneficia a las 
empresas que dan acceso a la red o poseen las 
infraestructuras que posibilitan que dicho tráfico 
tenga lugar, al provocar que millones de 
internautas repartidos por todo el mundo estén 
conectados a la red durante largas sesiones. 
Además, y como adelantábamos, las empresas que 
elaboran un programa de intercambio lo ponen a 
disposición de los internautas de forma gratuita, 
con lo que se consigue atraer a una gran cantidad 
de público, que constituye una masa potencial de 
destinatarios de mensajes publicitarios o de 
suministradores de datos personales
131
. 
 
                                                 
131
 Vid. I. GARROTE FERNÁNDEZ-DÍEZ, La reforma de la 
copia privada en la Ley de Propiedad Intelectual, 
Comares, Granada, 2005, pp. 231-232. 
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Es por todo ello por lo que se ha de apreciar 
una evidente finalidad comercial, pese al 
suministro gratuito de los programas de intercambio 
de ficheros. Gracias a los consumidores el producto 
se va fundiendo. Otros internautas se descargan el 
producto, con lo que, paradójicamente, es el 
consumidor y no el suministrador del software quien 
efectúa la puesta a disposición de los contenidos 
en la red, puesta a disposición que no es para él 
sino para el operador del programa de intercambio
132
. 
 
 
2. MÁS ALLÁ DE NAPSTER. OTROS CASOS JUDICIALES EN 
MATERIA DE P2P 
 
 
2.1 El caso Aimster 
 
Aimster lanzó un servicio similar al de Napster, 
distribuyendo a través de un servidor central un 
software gratuito para el intercambio de archivos 
entre usuarios. AL poco de iniciada su actividad en 
el mercado, varias compañías discográficas, así 
como la propia RIAA, formularon demanda contra 
Aimster ante el Tribunal de Distrito del Norte de 
Illinois solicitando la suspensión cautelar de su 
servicio. El Tribunal dictó una orden
133
 en virtud de 
la cual Aimster debía listar todas las canciones 
intercambiadas a través de sus sistema, a fin de 
                                                 
132
 Vid. sobre este tipo de economías de escala en el 
consumo, LANDES, William M. y POSNER, Richard A.: La 
estructura económica del Derecho de propiedad 
intelectual e industrial, Fundación Cultural del 
Notariado, Madrid, 2006, p. 394. 
 
133
 Vid. 252 F. Supp. 2d 634 (N.D.III. 2002). 
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poder retirar las que resultaran infractoras .Sin 
embargo, y debido a la encriptación de la 
información que Aimster realizaba, no fue posible 
la detección de los ficheros ilegales, por lo que 
el Tribunal entendió incumplida la orden, y decretó 
el cierre de los servidores de Aimster. 
 
A juicio del Tribunal, Aimster era responsable 
indirecto de las infracciones de copyright de sus 
demandantes, pues no solamente no podía ignorar 
excusablemente las infracciones perpetradas en su 
red, sino que tenía un conocimiento específico de 
las mismas, sin poder justificarse en el hecho de 
que los archivos circulantes por la red lo hicieran 
de forma encriptada
134
. 
 
Aimster trató de fundamentar su defensa en que 
su software era también apto para efectuar usos 
sustanciales no infractores, lo que debería 
permitir aplicar a su favor el estándar de la 
doctrina Sony. El Tribunal del Distrito, sin 
embargo, señaló los aspectos en los que Aimster se 
diferenciaba netamente del caso Sony y que hacían 
inaplicable tal doctrina. 
 
En primer lugar, mientras que el uso primario 
del Betamax no era la comisión de infracciones, 
Aimster no había aportado pruebas de que su sistema 
estuviese siendo utilizado realmente para usos 
lícitos, y aún menos de que estos fuesen los usos 
principales de su software. En Sony los usuarios 
del Betamax llevaban a cabo una utilización que fue 
                                                 
134
 El pronunciamiento del Tribunal habla en este 
sentido de constructive knowledge y actual knowledge. 
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considerada de fair use mientras que en Aimster los 
clientes se dedicaban a la distribución masiva de 
ficheros musicales. Por otra parte, el hecho de que 
un producto pueda tener usos sustanciales no 
infractores carece de relevancia cuando el producto 
ha sido específicamente elaborado para servir de 
sostén a una actividad infractora. 
 
Además, Aimster distribuía un servicio activo, 
similar al de quien mantiene y pone a disposición 
de otros una arquitectura con todo el equipamiento 
necesario para que tenga lugar en él la 
distribución de contenidos protegidos. En fin, 
Aimster habría alentado activamente las 
infracciones protagonizadas por sus usuarios. 
 
La Corte de Apelación del Séptimo Circuito 
confirmó la decisión del Tribunal de Distrito, pero 
disintió sin embargo en cuanto a la inaplicabilidad 
del estándar de Sony a un caso como éste
135
. A juicio 
de la Corte de Apelación, el hecho de que el 
prestador de un servicio esté generalmente mejor 
posicionado para eliminar o reducir la infracción 
que quien manufactura un producto es un factor que 
ha de ser tenido en cuenta a la hora de determinar 
su grado de contribución a la infracción. Aseveró 
asimismo la Corte que en determinadas 
circunstancias prevenir la infracción podía ser 
desproporcionadamente costoso para el ISP, y que en 
tales circunstancias, y siempre y cuando el 
servicio facilitase tanto usos lícitos como 
ilícitos, la argumentación que llevó a aplicar en 
                                                 
135
 Vid. 334 F.3d 643 (7
th
 Cir. 2003), cert. denied, 
540 U.S. 1107 (2004). 
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su día la doctrina Sony sería perfectamente 
trasladable a un intermediario como Aimster. 
 
En cuanto a los pretendidos usos lícitos de 
Aimster, la Corte, pese a que llegó a detectar 
diversos usos lícitos potenciales, descartó que 
fuese suficiente con la mera posibilidad teórica de 
que el sistema fuera aplicado a tales usos. La 
doctrina Sony no podía ser aplicada a unos términos 
tan hipotéticos, sino que los usos en cuestión 
debían entrar dentro de lo probable. En definitiva, 
y a juicio de la Corte, a lo que la doctrina Sony 
conducía era a ponderar el peso relativo de los 
usos infractores y no infractores. Cuando los usos 
infractores sean sustanciales, el proveedor de un 
servicio de distribución P2P deberá probar si le 
habría resultado desproporcionadamente costoso 
eliminar o reducir los usos ilícitos. 
 
El estándar de la doctrina Sony admitía la 
relevancia incluso de usos lícitos potenciales, 
pero se debía valorar la posibilidad de que tales 
usos se implantaran. Ello sin descuidar el otro 
factor clave, a saber, la sustancialidad del uso o, 
lo que es lo mismo, su carácter comercialmente 
significativo. Este factor lleva a sopesar hasta 
qué punto el negocio del demandado está basado en 
los usos infractores, porque, si en ausencia de los 
mismos no fuera viable, entonces no cabría entender 
que tiene usos lícitos comercialmente relevantes. 
La viabilidad del negocio parece, a su vez, 
implicar algo más que la mera subsistencia sin 
pérdidas, pues todo negocio con vocación comercial 
se articula para lograr beneficios, si bien en este 
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punto la doctrina Sony lo cierto es que no ofrece 
más guía. En conclusión, para trasladar el estándar 
Sony a los casos de operadores P2P los tribunales 
deberán examinar en qué medida es probable que los 
usos lícitos del sistema permitan sostener el 
modelo de negocio de cada operador
136
. 
 
Aimster no consiguió por tanto probar que sus 
sistema hubiese sido empleado para usos no 
infractores, ni desmontar la acusación de su 
consiguiente contribución a la infracción. La Corte 
desestimó su alegación de que desconocía las 
infracciones debido a que la información en su red 
viajaba encriptada, puesto que se trataba de una 
ignorancia provocada por el propio sujeto que 
pretendía aducirla a su favor, lo que en definitiva 
redundaba en su papel de contribuyente a la 
infracción. 
 
 
2.2 El caso Grokster 
 
Con el caso Grokster la Corte Suprema de Estados 
Unidos tuvo que pronunciarse por primera vez, y 
hasta el momento por vez única, en un litigio sobre 
P2P
137
. A diferencia del caso Napster, nos 
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 Vid. J.M. FEDER, “Is Betamax Obsolete? Sony Corp. 
Of America v. Universal Cioty Studios, Inc. In the Age 
of Napster”, Creighton Law Review, vol. 37-4, 2003, pp. 
60-70. 
137
 Siguiendo en este punto a P. SAMUELSON, “Legally 
Speaking: Did MGM Really Win the Grokster Case?”, 48 
Comm ACM (2005), disponible en 
http://www.sims.berkeley.edu/pam/papers/CACM%20SCT%20de
cides%20MGM.pdf [última visita 20.09.2009] y J.J. 
GONZÁLEZ DE ALAIZA, “La sentencia de la Corte Suprema 
estadounidense en el caso Grokster: la matizada condena 
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encontramos aquí con una demandada responsable de 
poner en el mercado un software para propiciar el 
intercambio de ficheros en una red P2P 
descentralizada.  
 
El programa Grokster era distribuido 
gratuitamente, lo que como ya hemos analizado no 
implica una falta de interés económico para sus 
distribuidores. En este caso, los usuarios que se 
descargaban el programa se convertían en blanco 
publicitario perfecto, obteniendo así los titulares 
del sistema beneficios económicos nada desdeñables. 
 
Ya hemos visto que los sistemas descentralizados 
se caracterizan porque en ellos el operador del 
sistema deja de prestar toda clase de apoyo, siendo 
desde los ordenadores de los usuarios desde donde 
se organiza todo el tráfico y búsqueda de ficheros. 
Los programas de intercambio descentralizados, como 
se recordará, están diseñados para hacer que los 
ordenadores de los usuarios tramiten las búsquedas 
y descargas de modo automático. 
 
Al igual que en los casos hasta ahora 
analizados, la pretensión de las demandantes no era 
la de atribuir a Grokster una responsabilidad 
directa por infracción de derechos de propiedad 
intelectual, sino que, partiendo nuevamente de la 
base de que sus usuarios explotaban sin 
autorización obras y prestaciones protegidas, se 
pretendía determinar su responsabilidad indirecta 
sobre la base de que contribuían a una actividad 
                                                                                                                                               
a los operadores P2P”, pe.i. revista de propiedad 
intelectual, nº 20 (mayo-agosto 2005), pp. 137-148. 
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que sabían o debían saber que englobaba una 
infracción de copyright ajeno, o bien de que se 
beneficiaban económicamente de la actividad 
infractora realizada por personas a las que tenían 
la capacidad y el deber de controlar
138
. 
 
Teniendo en cuenta los antecedentes 
jurisprudenciales que se habían cosechado hasta la 
fecha, nada hacía presagiar un pronunciamiento en 
distintos términos para el caso Grokster. Sin 
embargo, tanto el Tribunal de Distrito del Centro 
de California en su sentencia de 25 de abril de 
2003
139
, como la Corte de Apelación del Noveno 
Circuito el 19 de agosto de 2004
140
 fallaron a favor 
de Grokster. En la medida en que ambos fallos 
coinciden sustancialmente en su doctrina, se hará 
un tratamiento conjunto de los mismos.  
 
Acerca del posible contributory infringement de 
la demandada, el Tribunal de Distrito concluyó que 
el sistema podía ser empleado para usos relevantes 
no infractores, los cuales cifró en un diez por 
ciento de los usos totales, traduciéndose esto a 
ojos del Tribunal en cientos de miles de archivos 
lícitamente intercambiados. 
 
Se consideraba por tanto que el saber que un 
software podía ser empleado, incluso 
mayoritariamente, para intercambiar y distribuir 
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 Esto es, con la pretensión de determinar, 
respectivamente, su contributory infringement o 
vicarious liability. 
139
 259 F. Supp. 2d 1029, disponible en 
http://www.eff.org/IP/P2P/MGM_v_Grokster/ [última 
visita 07.09.2010]. 
140
 380 F.3d 1154 (9
th
 Cir. 2004). 
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contenidos protegidos por derechos de propiedad 
intelectual, no era atribuible directamente a un 
nivel de conocimiento suficiente o relevante a 
efectos de una contribución a la infracción de los 
usuarios. Se precisa además, estima el Tribunal, un 
conocimiento real de actos concretos de infracción, 
un conocimiento que ha de ser coetáneo respecto del 
momento en que la demandada contribuya a la 
infracción, e ir de la mano de una falta de 
reacción diligente, sobre la base de esa 
información, a fin de impedir que continúe la 
infracción. 
 
A mayor abundamiento, - opina el Tribunal y 
confirma la apelación -, ni siquiera podía 
considerarse que Grokster contribuyese 
materialmente a las infracciones cometidas puesto 
que más allá de proveer el programa no intervenía 
ni prestaba asistencia en las actividades relativas 
al intercambio, al ser un programa descentralizado  
a diferencia de antecesores como Napster. 
 
Tampoco apreciaron estas dos instancias 
elementos suficientes para atribuir a la demandada 
una vicarious liability, puesto que, aunque no se 
pone en duda que concurra el interés económico 
directo en la actividad infractora, se estima que 
Grokster carece de capacidad para supervisar tal 
actividad, así como para bloquear el acceso a su 
red a determinados usuarios. Razona la sentencia de 
apelación
141
 en este punto que no se debe confundir 
la eventual facultad y capacidad de supervisar la 
conducta de los infractores con la imposición de un 
                                                 
141
 Sub II,  [13]. 
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deber de alterar cierto software, lo que más bien 
constituye una conducta exigible a quien ya ha sido 
considerado responsable de infracción secundaria de 
un copyright. Es muy diferente el deber de 
modificar el software localizado en un sistema 
propio y el de alterar el software localizado en el 
ordenador de otra persona. La posibilidad de 
actualizar su software, en fin, era algo 
irrelevante a efectos de atribuir a las demandadas 
una vicarious liability. 
 
La doctrina de la vicarious liability no 
contempla la posibilidad de atribuir una infracción 
sobre la base de que un producto podría ser 
fabricado de un modo en el que resultara menos 
susceptible de ser aplicado a usos ilícitos cuando 
no existe un control sobre el usuario del producto 
en cuestión
142
. 
 
Poco se demoró el caso Grokster, una vez se 
alcanzó el fallo en apelación, en llegar a la Corte 
Suprema, que tenía ante si la oportunidad de 
manifestarse de nuevo en un caso en el que una 
innovación tecnológica había alterado el mercado de 
los contenidos protegidos por derechos de propiedad 
intelectual.  
 
Interpretó la Corte Suprema que el órgano a quo 
erró al interpretar la doctrina del caso Sony y su 
aplicabilidad al caso que nos ocupa. Considerar que 
quien comercializa una tecnología de doble uso 
queda a salvo de responsabilidad a menos que, en el 
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 Vid. R. SÁNCHEZ ARISTI, El intercambio de obras 
protegidas a través de las plataformas peer-to-peer, 
Instituto de Derecho de Autor, Madrid, 2007, p. 122. 
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momento en que se puede considerar que está 
contribuyendo a ellas, tenga conocimiento real de 
infracciones concretas, era un estándar válido para 
Sony, porque lo único que hacía entonces esta 
compañía era diseñar y poner en el mercado un 
artículo con esa característica de ser apto para 
usos lícitos relevantes, a pesar de poderse 
eventualmente aplicar para cometer infracciones. 
Sin embargo, estimó la Corte Suprema que este 
patrón no podía extenderse a la ahora demandada 
desde el momento en que, además de diseñar y 
distribuir el producto, había demostrado un 
propósito deliberado de lanzarlo al mercado para 
que se utilizase en actividades infractoras. Esa 
intención, que le faltaba a Sony, impedía que 
Grokster fuese juzgada como si simplemente se 
hubiera limitado a distribuir un artículo con 
conocimiento de que podía tener lugar una 
utilización ilícita del mismo. Por tanto, la 
doctrina Sony no era trasladable a este supuesto
143
. 
 
La sentencia ofrece numerosos ejemplos de casos 
en los que la publicidad de un uso infractor o la 
instrucción acerca de cómo llevar a cabo un uso de 
este tipo había servido para condenar a quien 
pretendía presentarse meramente como vendedor de un 
producto susceptible de un uso lícito, apostando 
por adoptar al ámbito del copyright la regla de la 
inducción a la infracción.  
 
                                                 
143
 Vid. J.M. FEDER, “Is Betamax Obsolete? Sony Corp. 
Of America v. Universal City Studios, Inc. in the Age 
of Napster”, Creighton Law Review, vol. 37-4, 2003, pp. 
51-54. 
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La teoría de la inducción a la infracción 
necesitaba basarse adicionalmente en pruebas de que 
esa inducción se ha traducido en efectivos casos de 
infracción, pero de estos había evidencias en una 
escala gigantesca, según apreció la Corte Suprema, 
la cual remitió el caso a la Corte de Apelación 
para que continuara con el procedimiento, dictando 
una resolución acorde con este fallo. 
 
El fallo de la Corte Suprema, aunque unánime, no 
resolvió acerca de la posible responsabilidad 
indirecta de los que se limitan a proveer una 
tecnología de doble uso en el ámbito de los 
sistemas P2P, con lo que no debe extrañar que 
algunos magistrados
144
 decidieran dictar un voto 
particular en el que expresar sus puntos de vista 
sobre cómo debería interpretarse la doctrina del 
caso Sony en un supuesto en el que el demandado en 
una controversia de parecida índole no pudiera ser 
acusado de inducción a la infracción. 
 
Echando ahora la vista atrás, quizá hubiera 
resultado mejor que la Corte Suprema fallase a 
favor de Grokster para, sobre esa base, lograr más 
fácilmente del Congreso la aprobación de una ley 
que reforzase la posición de los titulares de 
derechos de propiedad intelectual frente a los 
operadores P2P
145
. El estándar de la inducción a la 
infracción puede hacer más difícil, a partir de 
este pronunciamiento, perseguir a estos operadores 
                                                 
144
 Concretamente los magistrados Ginsburg y Breyer. 
145
 Vid. P. SAMUELSON, “Legally Speaking: Did MGM 
Really Win the Grokster Case?”, 48 Comm ACM (2005), 
disponible en 
http://www.sims.berkeley.edu/pam/papers/CACM%20SCT%20de
cides%20MGM.pdf [última visita 20.09.2009] 
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en Estados Unidos, dado que será necesario 
acreditar, no sólo la presencia de elementos 
objetivos, sino también, y por encima de ellos, un 
factor subjetivo, aunque al mismo tiempo es 
incierto qué tipo de acciones podrán llegar a ser 
interpretadas por los tribunales como constitutivas 
de una inducción. Da la impresión de que la regla 
de la inducción a la infracción, además de 
inconsistente en el caso Sony, donde no se 
consideró condenable que la demandada hiciera 
publicidad animando a utilizar su aparato, no 
traerá buenas consecuencias. Servirá para penalizar 
a los que no creen que el copyright sirva para 
favorecer el desarrollo de las artes y las 
ciencias, pero no está claro si favorecerá ella 
misma dicho desarrollo, y desde luego, si 
desincentivará la innovación tecnológica. 
 
 
3. LAS REDES P2P EN ESPAÑA. PUNTUALIZACIÓN INICIAL 
 
La actividad que realizan los usuarios 
intervinientes en este tipo de redes o sistemas, y 
más concretamente la actividad de subir archivos a 
las carpetas compartidas con los otros internautas, 
y la ulterior descarga de los contenidos, afecta de 
manera innegable a la exclusiva de los titulares de 
derechos de propiedad intelectual. Y todo ello, y 
de ahí lo ilícito de la actividad, sin recibir el 
preceptivo permiso por parte de esos titulares.  
 
Esta explotación sin permiso de los usuarios 
podría descansar sobre alguno de los límites 
previstos en los artículos 31 y siguientes del 
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TRLPI. Pero analizando estos, en mi opinión, tan 
solo cabría, para casos muy determinados, el límite 
del artículo 35.2 del TRLPI, relativo a la 
reproducción y comunicación pública de obras que 
permanentemente están situadas en plazas públicas. 
Sin embargo y más allá de este anecdótico límite, a 
efectos de cubrir supuestos y especialmente en el 
ámbito musical, no se encuentra otro en el que 
encajar la actividad en los sistemas P2P. 
 
Se viene barajando, e incluso estimando en 
ocasiones de manera desafortunada por la 
jurisprudencia, el amparar la actividad de las 
redes P2P bajo el límite de la copia privada del 
artículo 31.2 del TRLPI. En primer lugar, es 
importante destacar que, aún acogiéndonos a este 
límite, éste tan solo cubriría parte de la 
actividad de los usuarios de las redes P2P, pues 
nunca podría amparar la puesta a disposición que de 
los contenidos protegidos se realice al resto de 
internautas. En cuanto a la reproducción 
consistente en la carga y subida del archivo, ésta 
va seguida de una simultanea utilización colectiva 
de esos contenidos, con lo que tampoco encajaría en 
la redacción que, tras la última revisión del texto 
refundido, encontramos en el artículo 31.2 del 
TRLPI. A mayor abundamiento, con esta reforma se 
exige que la copia matriz u obra de procedencia de 
la que extraemos las copias ha de proceder de un 
archivo legal o al que se accedió de forma lícita. 
 
Pese a que, como veremos, no es unánime la 
doctrina ni pacífica la jurisprudencia a este 
respecto, en mi opinión la pretensión del 
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legislador es exactamente la de impedir que se 
hagan copias privadas de contenidos puestos en el 
mercado de forma ilícita, esto es, sin la 
salvaguarda de los derechos de propiedad 
intelectual de los titulares de derechos, y por 
tanto soportes ya de por si infractores en origen. 
Dado este requisito, se hace difícil encajar la 
actividad de los usuarios de redes P2P dentro del 
paraguas que ofrece el límite de la copia privada. 
La red se nutre de archivos protegidos cargados de 
forma ilícita, sin obtener los permisos ni las 
licencias pertinentes, y son los propios usuarios 
quienes conocen este hecho mejor que nadie. 
 
Como se analizará, la Circular de la Fiscalía 
General del Estado 1/2006, de 5 de mayo, sobre los 
delitos contra la propiedad intelectual e 
industrial tras la reforma de la Ley Orgánica 
15/2003 (“la Circular”)146 ha quedado obsoleta en 
este punto, afirmando que, en materia de P2P, y al 
no incluir el requisito del acceso legal, las 
descargas quedan amparadas bajo el límite de la 
copia privada. 
 
A mayor abundamiento, en la mayoría de las 
ocasiones las páginas que han sido demandadas ante 
los tribunales lo que ofrecen son enlaces a 
archivos P2P, sin alojar en su propio seno los 
contenidos. Se trata pues de casos distintos. Nos 
ocuparemos a continuación de analizar la naturaleza 
jurídica y posible responsabilidad derivada de las 
páginas web de enlaces a archivos P2P para, a 
                                                 
146
 Vid. texto de la Circular en 
http://aui.es/IMG/pdf_CIRCULAR1-2006-FISCALIA.pdf 
[última visita 08.09.2010]. 
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continuación, repasar las principales decisiones 
judiciales que en nuestro país se han tomado en 
este ámbito. 
 
 
4. LAS PÁGINAS WEB DE ENLACES 
 
 
4.1 Concepto de enlace 
 
Un hiperenlace, también llamado enlace
147
, es una 
referencia de un contenido digital a otro contenido 
digital y constituye un elemento básico para el 
funcionamiento de Internet
148
. 
 
El caso más conocido de su uso se produce en las 
páginas HTML
149
 en que un enlace es una referencia a 
otra página radicada en el mismo ordenador al de la 
página que contiene el enlace o almacenada en otro 
distinto. Son los enlaces lo que caracteriza la red 
WWW
150
, la tela de araña universal entre las páginas. 
Así, a las páginas HTML también se las denomina 
páginas web y a los servidores, servidores web. 
 
Las URL
151
 es la forma en que se escriben los 
enlaces, cuando hacemos click en un enlace asociado 
a un texto o a una imagen siempre se está haciendo 
                                                 
147
 Del inglés, hyperlink y link. 
148
 Siguiendo en este punto a J. DE LA CUEVA, en 
http://derecho-internet.org/svn/procedimientos-
libres/defensa-webs-enlaces/escritos/ [última visita 
12.05.2011]. 
149
 Del inglés, Hypertext Markup Language, lenguaje 
de marcas de hipertexto. 
150
 Del inglés, World Wide Web. 
151
 Del inglés, Uniform Resource Locator, o 
localizador uniforme de recurso. 
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referencia a una URL que en el caso de la web 
tendrá la forma con la que nos aparece en la barra 
de direcciones de nuestro navegador de Internet.  
 
Es frecuente considerar sinónimos URL y enlace, 
aunque estrictamente hablando una URL es la 
especificación técnica de un enlace. 
 
Una URL es una cadena de caracteres compuesta de 
dos partes, el protocolo y la parte dependiente del 
protocolo. El protocolo indica las comunicaciones a 
utilizar y separada por dos puntos aparece una 
cadena de significado variable según el protocolo. 
Existen diversidad de protocolos según sea la 
naturaleza de información intercambiada, pudiendo 
ser, verbi gratia, páginas HTML, archivos, 
intercambio de ficheros P2P, mensajes de correo o 
noticias. 
 
 
4.2 Evolución y contenido de los enlaces 
 
Cuando Internet nace, todos los ordenadores en 
red pertenecen a instituciones, por lo que tienen 
el nombre de dominio de la institución a la que 
pertenecen. Es por ello que la catalogación de un 
documento necesitaba del protocolo
152
, del nombre de 
dominio
153
, del nombre y de la extensión del 
archivo
154
. 
 
Sin embargo, a medida que Internet se convierte 
en una red tejida por los ciudadanos, comienzan a 
                                                 
152
 V. gr. (http://). 
153
 V. gr. (www.google.es). 
154
 V. gr. (index.html). 
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aparecer protocolos que no hacen referencia a 
ningún ordenador concreto puesto que se fundamentan 
en sistemas de información distribuida, en lugar de 
sistemas de información “webcéntrica” herederos de 
la estructura de la catalogación arbórea de la 
Biblioteconomía. Nacen protocolos como el protocolo 
ed2k:// y otros como .torrent donde incluso se 
simplifica más y se suprime la necesidad de los 
caracteres iniciales del protocolo de enlace 
seguidos de dos puntos. 155 
 
Del diseño del sistema de cuatro elementos para 
referenciar cualquier documento en Internet, la 
tecnología evolucionó hacia modelos que 
contemplaron nuevas realidades. Cuando se diseño 
Internet, se vieron como necesarios los dos 
indicativos de protocolo de transmisión y tipo de 
documento. Sin embargo, con el nacimiento de las 
redes de pares P2P, pudo comprobarse que no era 
necesario señalar en la URL el tipo de documento 
sino que bastaba el protocolo de transmisión ya 
que, una vez descargado el archivo digital, es el 
ordenador del usuario quien sabe qué hacer con el 
mismo. 
 
Este nuevo sistema de ed2k tiene en común con el 
viejo sistema de catalogación la necesidad de que 
la referencia al archivo sea unívoca. Para 
lograrlo, en lugar de optar por los cuatro 
elementos de la catalogación mediante URL, se 
eligió este sistema en el que se indicaba el 
                                                 
155
 Los archivos .torrent son otro tipo de 
archivos compartibles mediante las redes de pares. Su 
tecnología es más reciente que la del sistema e2dk://, 
de ahí su mayor simplificación. 
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protocolo y una sucesión de caracteres 
alfanuméricos, que indican el archivo de que se 
trata, pero no la máquina donde se hallaba el 
archivo puesto que éste se halla compartido en muy 
pequeños trozos en los ordenadores de todos los 
usuarios que se conectan a una red de pares. 
 
Un enlace no contiene, ni más ni menos, que una 
cadena tipográfica, esto es, una mera agregación de 
letras estructurada en los cuatro grupos 
anteriormente descritos o en dos en la red de 
eMule. Esa mera agregación de letras que referencia 
otra entidad es lo que en el mundo real denominamos 
“nombre”156. El enlace es el mero término, mientras 
que la persona es el ser vivo
157
.  
 
Por tanto, un enlace consiste en datos sobre 
datos, esto es, metadatos. Publicar un enlace sobre 
una obra es simplemente eso: publicar metadatos de 
la obra, pero no es publicar dicha obra. 
 
Ninguna diferencia existe entre escribir en esta 
hoja de papel un enlace que escribir el enlace en 
un correo electrónico o en un página web. Si 
alguien envía a cualquier persona por correo 
electrónico un enlace ed2k, no puede significar que 
esté realizando ni una reproducción ni una 
comunicación pública de la obra objeto del enlace, 
sino simplemente enviando un puntero de dónde se 
halla una obra. Si el destinatario copia el enlace 
                                                 
156
 V. gr. El enlace sería “Beatriz Arroyo”, que es 
diferente de la persona que conocemos como “Beatriz 
Arroyo”. 
157
 Por tanto, tenemos dos categorías, la nominal (el 
nombre Beatriz Arroyo) y la real (la persona Beatriz 
Arroyo). 
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en una ventana del programa eMule, no puede 
sostenerse que el remitente haya realizado ni una 
reproducción ni una comunicación pública de la 
obra. 
 
La suma de caracteres de un enlace es idéntica 
tanto en papel como en la web. La única diferencia 
es que en este papel no podemos “pincharla” para 
visualizar su contenido mientras que si está en un 
formato digital accesible mediante ordenador, 
cuando el usuario pincha el enlace, siempre que 
haya previamente configurado su ordenador, se 
genera una acción del computador que ejecuta el 
programa necesario  que usando el metadato en que 
consiste el enlace, busca el archivo indicado y lo 
descarga. 
 
Por la explicación anterior, es por lo que 
muchos autores 158 defienden que una URL, un enlace, 
no puede suponer vulneración alguna de los derechos 
de autor, puesto que un enlace es un mero dato 
fáctico, debiendo al efecto considerarse dos 
acciones: 
 
 la de contener un enlace, que lo realiza un 
webmaster o una persona que pueda escribir 
en un foro, que consiste simplemente en 
escribir un carácter tipográfico tras otro; 
y 
 
                                                 
158
 Vid  I. GARROTE FERNÁNDEZ-DÍEZ, El derecho de 
autor en Internet, 2ª ed., Comares, Granada, 2003. 
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 la de pinchar un enlace por parte de un 
usuario. Pinchar un enlace, como hemos 
manifestado, le indicará a la máquina del 
usuario, si la ha configurado correctamente 
y descargado los programas necesarios, qué 
debe hacer para tratar esa información a la 
que el enlace hace referencia. Si el 
usuario pincha en el enlace y se descarga 
la obra, será él quien la reproduzca. Y el 
usuario que la comparta desde su disco duro 
será el que la comunique públicamente, no 
así el proveedor del enlace, mero 
intermediario entre estos dos sujetos, como 
ha venido sosteniendo la doctrina de forma 
homogénea. 
 
Debemos, a partir de la explicación anterior, 
reiterar un dato ya señalado: si el usuario no 
tiene instalado en su ordenador, por ejemplo, un 
programa para tratar archivos .xls, protocolos ed2k 
o protocolos http, no podrá visualizar ni descargar 
el contenido del archivo al que el enlace hace 
referencia. Así pues, es necesaria una actividad 
del usuario, persona que es ajena a quien escribe 
un enlace, que le permita tratar correctamente el 
protocolo y el tipo de archivo. Y esa acción de los 
usuarios es la que debería analizarse para 
verificar si se incumplen con ello los derechos de 
autor, pero no la de publicar un enlace, que no 
puede infringir los derechos de autor, tal y como 
hoy queda configurada la legislación. 
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4.3 Clases de enlaces 
 
A continuación y tras la descripción realizada, 
ya podemos referirnos a los distintos tipos de 
enlaces que encontramos en la práctica. 
 
 
4.3.1 Enlace superficial y enlace profundo 
 
Trataremos conjuntamente ambos enlaces por la 
falta de diferencia sustancial entre ambos. 
 
El enlace superficial es aquél que desde una 
página web se dirige a la página inicial de otra 
web. El enlace profundo o directo es el que se 
dirige a una página interior de otra web. Con un 
ejemplo literario lo podemos entender mejor: cuando 
en un artículo doctrinal hacemos referencia a la 
obra de un autor, podemos simplemente señalar el 
título de un libro, que sería el enlace 
superficial, o bien referirnos a una página 
concreta de un libro, que sería el enlace profundo.  
 
La diferencia entre los enlaces simple y 
profundo tuvo en su momento trascendencia 
económica, habiéndola perdido ya, y de ahí pasó al 
Derecho. En sus inicios, las páginas webs se 
escribían una a una, por lo que cada página que 
integraba una web era tratada individualmente. Ya 
que los contenidos más relevantes de una web se 
escribían en la portada, era en la misma donde se 
insertaba la publicidad más cara para los 
anunciantes. Posteriormente, las webs comenzaron a 
escribirse mediante programas que generaban unas 
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plantillas en las que se dejaban unos huecos, que 
era donde se introducía el contenido, 
automatizándose el procedimiento. Por entonces, el 
sector publicitario comprendió que lo relevante 
para la publicidad de Internet no era la página 
inicial de una web, sino la segmentación de los 
usuarios y la adaptación de la publicidad a las 
características del lector. La publicidad dejó de 
estar estáticamente incluida en una página y se 
convirtió en dinámica y lo más especializada 
posible. De los banners se pasó a una publicidad no 
agresiva. 
 
En dichos orígenes de la WWW era importante que 
todo visitante pasara por la página de inicio, y 
fue la razón por la que en su momento se 
interpusieron procedimientos judiciales donde se 
otorgó relevancia jurídica a la diferencia entre 
enlace superficial y profundo. La prohibición de 
hacer enlaces profundos, - que tuvo su razón de ser 
especialmente en los momentos de la burbuja 
puntocom y de los portales -, hoy en día es muy 
poco reivindicada, ya que ha perdido importancia 
económica y porque el enlace superficial es muy 
poco útil para referirnos a una información. 
 
Además, con respecto a los enlaces superficiales 
y profundos se han dado otras circunstancias que 
han hecho decrecer la relevancia jurídica de su 
diferencia. En primer lugar una cuestión técnica. 
Internet se construyó para que el enlace fuese lo 
más certero posible al apuntar a la información 
exacta. Si se quiere apuntar a una noticia que ha 
sido publicada en un diario, enlazar a la página 
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principal del diario implica que cuando la noticia 
no sea portada, el enlace ya no referencia la 
información a la que se quiso apuntar. Los enlaces 
superficiales son inoperantes cuando se hace 
referencia a una información concreta, y por tanto, 
suponen un atraso productivo en la sociedad de la 
información, por obligar a perder tiempo en la 
localización de la información apuntada. 
 
La segunda circunstancia a tener en cuenta es el 
absoluto uso masivo y pacífico de los enlaces 
profundos. El mundo de los diarios digitales y los 
blogs son los mejores paradigmas: los blogs suponen 
una conversación entre autores cuya práctica es 
hacer referencia a lo que leen en otros blogs o en 
diarios digitales. Los diarios digitales hacen 
referencia en sus artículos a informaciones 
concretas de blogs y de otros diarios. Por ello, el 
enlace profundo es imprescindible, ya que enlazar a 
la portada de un diario o de un blog es absurdo 
puesto que ésta se halla en continua actualización. 
Es más, la costumbre acendrada consiste en que 
cuando se cita un artículo de un autor, es de buen 
estilo practicar dos enlaces: con un enlace 
superficial se enlaza el nombre del autor a la 
página inicial de su web y con un enlace profundo 
se enlaza el título del artículo con la página 
específica en la que se halla el artículo 
comentado. De esa manera, el lector puede decidir 
si navega a la página principal del autor o va 
directamente a su obra
159
.  
                                                 
159
 Para citar un ejemplo, uno de los más curiosos 
enlaces profundos, a juicio de este autor, lo realizó 
el Premio Nóbel de Economía, Paul Krugman, cuando 
informó el 13 de octubre de 2008 a los lectores de su 
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Finalmente, una tercera circunstancia es la 
proliferación de las redes sociales. 
Independientemente de otras cuestiones, una de las 
características de estas redes es que la portada de 
cada usuario está personalizada según la 
configuración elegida por éste. La portada de las 
webs que alojan redes sociales sirve para 
registrarse, entrar en la cuenta del usuario o 
realizar una búsqueda, pero la información es 
accesible sólo en las páginas de cada usuario y en 
función de las relaciones que éste establezca o las 
aplicaciones que integre en su cuenta. 
 
 
4.3.2 Enlace marco o ventana 
 
Los enlaces marco
160
 a diferencia de los dos 
anteriores, que nos transportan a una nueva página, 
permiten visualizar dentro una página el contenido 
de otra, esto es, dentro de de una página principal 
se enmarca un contenido de otra. Este tipo de 
enlaces marco son muy comunes. En los marcos se 
inserta publicidad. Cualquier página web de un 
diario digital por ejemplo tiene múltiples enlaces 
                                                                                                                                               
columna del New York Times (vid. 
http://www.krugman.blogs.nytimes.com/2008/10/13/an-
interesting-morning/ [última visita 09.09.2010]) acerca 
de la concesión del premio. El contenido que publicó 
fue simplemente «An interesting morning. A funny thing 
happened to me this morning» (Una mañana interesante. 
Una cosa graciosa me ocurrió esta mañana). Krugman 
enlazaba (con un enlace profundo) las palabras «funny 
thing», cosa graciosa, con la página de La Fundación 
Nóbel donde figura la noticia de la concesión del 
premio a su persona (vid. 
http://www.nobelprize.org/nobel_prizes/economics/laurea
tes/2008/ [última visita 09.09.2010]. 
160
 Frame links. 
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marco, se insertan vídeos, mapas, gráficos, 
etcétera, pero no música, puesto que un marco 
supone encastrar dentro de una web un espacio que 
se visualiza, no un sonido que se escucha. 
 
Un enlace marco no pretende que un usuario no 
sea consciente de que el contenido está en realidad 
en otro sitio web, sino facilitarle la 
visualización de la información
161
. 
 
Un enlace marco, como todos los enlaces, busca 
facilitar al usuario de la web la visualización de 
la información en pro de una mejor accesibilidad, 
ya que evita que tenga que abrir una nueva ventana 
del navegador. 
 
 
4.3.3 Enlaces automáticos 
 
Los enlaces automáticos son aquéllos en los que 
se produce un salto a una nueva información sin 
intervención del usuario y entre ellos debemos 
distinguir los dos principales: los de redirección 
y los de ventanas emergentes. Los enlaces de 
redirección son efectuados por el servidor web, los 
enlaces de ventanas emergentes son ejecutados por 
el navegador del usuario. 
 
Los enlaces de redirección suponen que al 
visitar una página web, se redirija al usuario a 
                                                 
161
 Sitios de difusión de vídeos como el célebre 
YouTube.com publican con cada vídeo el código html para 
que los usuarios de los diarios digitales o blogs los 
encastren (esto es, hagan enlaces marco) en sus 
páginas. 
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otra diferente a la que en principio éste se 
remitía. Se diseñaron para facilitar al 
administrador de una página web que pudiera cambiar 
el lugar donde ésta se hallaba publicada sin perder 
lectores
162
.  
 
En bastantes ocasiones se publica una página 
conteniendo una información que es, a su vez, 
enlazada por otras páginas web, pero que una vez 
publicada ha de cambiarse su dirección de Internet, 
bien porque se cometió un error, bien para lograr 
una mejor organización de la web. Entonces, con ese 
cambio quedarían invalidados los enlaces que a la 
página inicial hicieron otras publicaciones. Se 
produciría lo que técnicamente se denomina un 
enlace roto, que es aquél que apunta a una 
información que no se halla donde se publicó 
inicialmente o es inexistente. 
 
Para evitar los enlaces rotos, el administrador 
de una web programa su servidor para que, si 
alguien visita la referencia antigua, se produzca 
un salto automático a la página renovada. Programar 
los saltos automáticos es obligación o, al menos, 
síntoma de buena educación de un diligente 
administrador de páginas web. Estos enlaces 
automáticos suponen ser cortés con los usuarios, y 
el administrador de webs que los mantiene al día 
goza de buena reputación como profesional. 
 
                                                 
162
 Equivale al cartel que podemos ver en el 
escaparate de una tienda que se ha trasladado de local: 
“Nos hemos trasladado a la Calle ... donde seguimos 
atendiendo a nuestra distinguida clientela”. 
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El segundo tipo de enlaces automáticos es el de 
las ventanas emergentes, o “pop-ups”. Consisten en 
que cuando un usuario visita una página, comienzan 
a abrirse ventanas
163
. En este tipo de enlaces, al 
contrario que en los enlaces superficiales, 
profundos y marcos, se produce un desplazamiento 
del foco de atención del usuario del sistema
164
.  
 
Esta focalización de la atención a la que 
obligan los enlaces automáticos de ventanas 
emergentes es utilizado también publicitariamente 
de manera que resulta muchas veces molesta. Es por 
ello que la buena lex artis en el mundo de la 
publicidad de las webs
165
 ordena no ser intrusivo 
visualmente y prescindir de este tipo de enlaces 
para su uso publicitario. 
 
Estos enlaces automáticos sólo son de contenidos 
de páginas web, se producen sin intervención alguna 
de programa local ni del navegante, y no se 
requiere de colaboración alguna del usuario
166
. 
 
                                                 
163
 Este tipo de enlace es el que utiliza, por 
ejemplo, el Consejo General del Poder Judicial cuando 
visitamos su web http://poderjudicial.es en busca de 
jurisprudencia: al pinchar en la pestaña 
“Jurisprudencia” se abren automáticamente dos ventanas 
nuevas, una con un “Aviso Legal” y otra con el 
formulario de búsqueda. 
164
 Ello es lógico, se pretende con los mismos que el 
usuario preste atención a la nueva ventana que aparece 
sorpresivamente en su escritorio de trabajo, lo que le 
obliga a tomar en consideración las condiciones legales 
que el CENDOJ establece para consultar la 
jurisprudencia. 
165
 Google Ads es el mejor ejemplo 
166
 El Consejo General del Poder Judicial, sin 
intervención alguna del visitante, ha programado su web 
para que salte el Aviso Legal, que se ejecuta en otra 
ventana del navegador de Internet. 
  170 
 
4.3.4 Enlaces complejos 
 
Las características que diferencian a estos 
enlaces de todos los anteriores es que el navegador 
de Internet no puede tratar la información 
referenciada, necesitándose la instalación de 
programas de software adicionales en el ordenador 
del usuario. En los enlaces anteriores, el propio 
navegador de Internet es utilizado por el usuario 
para visualizar la información. En estos enlaces 
ello no es así. Ya apuntábamos en la explicación de 
las URLs que el primero de los componentes de la 
misma indica el protocolo de transferencia y 
señalábamos cuatro ejemplos: 
http://167 
ftp://168 
ed2k://169 
mailto: 
 
La regulación técnica de los enlaces viene 
contenida en un estándar, que se desarrolla en el 
RFC
170
 3986
171
 escrito, entre otros autores, por el 
muy reputado Tim Berners-Lee. De todos los ejemplos 
que el RFC 3986 señala en una lista no cerrada, - 
recordemos el carácter abierto de Internet -, sólo 
uno de los protocolos puede manejarse con el 
navegador de Internet: el enlace que usa el 
                                                 
167
 Protocolo de transferencia de hipertexto. 
168
 Protocolo de transferencia de archivos. 
169
 Redes de pares. 
170
 La colección de RFC's es un conjunto de textos 
en los que se detallan los estándares utilizables en 
los ordenadores y en Internet. 
171
 Documento en línea: 
<http://tools.ietf.org/html/rfc3986> [última visita 
09.09.2010]. 
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protocolo http://, esto es el protocolo de 
transferencia de hipertexto, el texto escrito en 
lenguaje de marcación HTML que explicamos 
anteriormente. Todos los demás protocolos han de 
manejarse mediante una aplicación externa al 
navegador. 
 
Estos enlaces que han de tratarse con una 
aplicación externa son los que podemos denominar 
“enlaces complejos”, y requieren de un programa 
diferente para el cual el ordenador de usuario ha 
de estar configurado
172
. Por tanto, se necesitan dos 
simultáneos requisitos extra para que se pueda 
acceder a la información a la que apunta el enlace: 
 
El navegador del usuario ha de saber que al 
“pinchar” ese tipo de enlace se ha de ejecutar un 
software específico previamente instalado. Se 
requiere una especial configuración del ordenador 
de usuario, configuración que se puede realizar 
bien automáticamente cuando se instala el programa, 
bien manualmente por el usuario, accediendo al 
apartado de preferencias del menú de su navegador. 
 
Si el navegador del usuario no está 
correctamente configurado,  nada pasará cuando se 
pinche el enlace. 
 
El usuario ha de tener instalado un software 
específico para el tratamiento del enlace, esto es, 
cuando el navegador lee el hipertexto, debe saber 
                                                 
172 
Siguiendo en este punto la argumentación de la 
Sentencia de la Audiencfia Provincial de Navarra de 20 
de diciembre de 2007 (JUR 2008\184519). 
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qué hacer con los caracteres literales “ftp”, 
“ed2k”, “mailto”, etc. 
 
Si el usuario no tiene instalado el software,  
nada pasará cuando se pinche el enlace. 
 
Al igual que una referencia a un contenido 
externo a este trabajo, una sentencia, por ejemplo, 
obligaría a buscar el repertorio de jurisprudencia, 
un enlace complejo supone que cuando un usuario lo 
sigue, tal usuario cambia de protocolo de 
comunicación
173
.  
 
Volviendo a la explicación de los protocolos, 
recordemos alguno de ellos para seguir con nuestra 
descripción de cómo funciona la tecnología de estas 
máquinas:  
 
 si el protocolo es http://, el software que 
se utiliza para ejecutar este protocolo es 
el navegador de Internet y éste nos llevará 
a la información a la que apunta un enlace 
superficial, profundo, marco o automático; 
 
 si el protocolo es ftp://, se iniciará un 
programa de transferencias de archivos y se 
subirá o bajará el archivo desde el 
ordenador del usuario al servidor; 
                                                 
173
 El mejor ejemplo que podemos señalar de la vida 
física es que la recepción por SMS de un mensaje cuyo 
contenido sea: «23 horas. En la primera cadena de 
televisión». Es un mensaje que nos obliga a cambiar de 
canal de comunicación; dejamos de leer el SMS y 
conectamos la televisión. Un enlace complejo es esto: 
dejamos de utilizar el protocolo http y comenzamos a 
usar el protocolo ed2k, dejamos de utilizar el 
protocolo “SMS” y comenzamos a usar el protocolo “TV”. 
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 si el protocolo es ldap:// el ordenador 
ejecutará un programa de servicios de 
directorios; y 
 
 Si el protocolo es mailto: abrirá el 
programa de correo electrónico. 
 
Un enlace complejo muy habitual es el de una 
dirección de correo electrónico escrita en una 
página web. Si pinchamos sobre la dirección, se nos 
abrirá una ventana del programa que utilizamos para 
enviar correos electrónicos, y ya encontraremos 
dicha dirección en la casilla del destinatario del 
correo
174
.  
 
 
4.4 Los enlaces en la jurisdicción civil 
 
La sentencia que probablemente haya abordado con 
mayor acierto el fenómeno de los enlaces en la 
jurisdicción civil sea la de la sección 3ª de la 
Audiencia Provincial de Navarra de 20 de diciembre 
de 2007. Los hechos acaecidos en el supuesto 
enjuiciado son un encargo de la actora a la 
demandada para que le diseñara una página web, 
labor para la que le proporcionó fotos y textos que 
quería figuraran en dicha página, aceptando además 
                                                 
174
 Hemos saltado del SMS a la televisión. Al igual 
que el mensaje del SMS sigue en el teléfono, el 
navegador de Internet seguirá mostrando la página en la 
que hemos leído la dirección de correo electrónico y, 
adicionalmente, tendremos otra ventana abierta del 
programa que usemos para enviar correo electrónico, 
como también tendremos la televisión encendida 
mostrando el programa que nos señalaban. 
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los diversos diseños y configuraciones que la 
demandada le iba proponiendo. Realizado el encargo, 
y publicada la página web, resultó que en la página 
web de la demandada, en el apartado de «clientes», 
figuraba un enlace a la página web de la actora. 
Por otro lado, al teclear en los buscadores más 
comunes de Internet la página de la actora no 
aparece como primera acepción ésta, sino la de la 
demandada. Por estas razones se planteó la demanda 
al considerar que este enlace o link suponía una 
infracción de los derechos de propiedad intelectual 
que ostentaba la actora sobre dicha página web, 
constituyendo además un acto de enriquecimiento 
injusto a favor de la demandada en su detrimento, 
debiendo aquélla ser condenada al pago de una 
indemnización por daños y perjuicios y por daños 
morales.  
 
La Sentencia de primera instancia desestimó la 
demanda por considerar que ni estaba acreditado que 
la propiedad intelectual de la página perteneciese 
a la actora, ni aunque así fuera, el enlace en la 
página de la demandada supondría una infracción de 
los derechos de propiedad intelectual. Contra dicha 
resolución se interpuso recurso de apelación, en el 
que se reiteraba que la propiedad intelectual de la 
página correspondía a la actora, y que el enlace 
supone una infracción de su propiedad intelectual, 
habiéndose lucrado con ello la demandada y habiendo 
perjudicado a la actora. 
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La sentencia, en su acertado Fundamento 
Tercero
175
, analiza en profundidad tres cuestiones 
cuyo estudio interesa a estas alturas. 
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 Fundamento que, dado su interés, procedo a 
transcribir íntegramente: “Resuelta esta cuestión en 
sentido favorable a la recurrente, debemos entrar en el 
tercer motivo del recurso, que defiende que al 
establecerse un enlace a la página web de la actora se 
está realizando un acto de distribución de la propiedad 
intelectual que supone dicha página, acto de 
distribución que sólo corresponde al titular. Se añade 
que los enlaces de interés de que disponen casi todas 
las páginas web son legales y legítimos, pero la 
legalidad se rompe cuando la página recomendada pasa a 
ser utilizada con fines comerciales; Xarelan S.L. no 
recomienda la página web de la actora, sino que asume 
la condición de creadora de la misma y la utiliza como 
publicidad de su trabajo. 
Como se aprecia, en este alegato se entremezclan 
problemas diversos. Una cuestión es si realizar un « 
enlace simple» a una página web constituye un acto de 
infracción de la propiedad intelectual de dicha página; 
y otra bien distinta, si al realizar ese enlace se está 
llevando a cabo una actuación indebida por utilizar la 
página «enlazada» como forma de promoción de la página 
propia. Aquélla viene ligada a una interpretación del 
Texto refundido de la Ley de Propiedad Intelectual; 
mientras que ésta se ciñe más a otros problemas, que 
podrían quizás estar relacionados con la competencia 
desleal o con el principio de buena fe. Ninguna 
referencia se realiza en la demanda a posibles 
infracciones de otras normas ni del principio de buena 
fe, sino únicamente a el TRLPI. Lo que se afirma así, 
exclusivamente, es que el enlace constituye un acto de 
distribución de la propiedad intelectual, realizado sin 
consentimiento del actor. 
Desde esta perspectiva, coincidimos con el parecer 
del Juzgador de lo Mercantil que, en línea con lo 
expresado por la doctrina (Ortega Díaz, Garrote 
Fernández-Díez), considera que el enlace simple o de 
superficie no supone infracción de los derechos de 
propiedad intelectual. Este tipo de links constituye 
únicamente una forma de facilitar al usuario de 
Internet el acceso a otra página web, sin tener que 
«teclear» el nombre de esa página. Por eso no suponen 
una reproducción ni una distribución de la página web, 
ya que no reproducen la página enlazada, ni dan lugar a 
un almacenamiento de la misma en la propia página web 
de la remitente. Simplemente, como hemos dicho, 
«ahorra» el trabajo de teclear el nombre de la página 
en el buscador. ¿Acaso el internauta que teclea el 
nombre de la página en el buscador está reproduciendo o 
distribuyendo el contenido de la página, y está 
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infringiendo la propiedad intelectual de la misma? Es 
evidente que no. El enlace simple cumple esa misma 
función, y por eso no supone infracción de dicho 
derecho. 
El problema podría ser distinto en otros tipos de 
enlace más complejos, como aquellos que vinculan a una 
página interior de otra web distinta, sin pasar por su 
página principal ( enlaces de profundidad); los que 
dividen la página propia en dos marcos o ventanas, en 
una de las cuales se ponen contenidos de una página web 
distinta («marcos» o frames); los enlaces 
involuntarios, en los que la vinculación es realizada 
por el navegador sin la intervención del usuario; u 
otros más complejos, como los P2P links, que vinculan 
los archivos de todos los ordenadores de particulares 
que se hallen interconectados entre sí. En algunos de 
estos casos sí existe una reproducción de la página web 
ajena dentro de la propia que podría quizás suponer una 
infracción de los derechos de propiedad intelectual. 
Pero, como queda dicho, no es el caso de autos, en que 
el link a www.iurarech.com es un simple enlace de 
superficie, sin reproducción de la página ajena en la 
propia; no supone, así, una comunicación pública de 
dicha página, sino una indicación de dónde se realiza 
dicha comunicación pública.Señala el recurrente que al 
pulsar en el enlace sí se produce una reproducción 
provisional o momentánea de la página web de la actora, 
como medio para acceder a dicho website. Pero aunque 
así fuera, esa reproducción puramente provisional e 
instrumental no constituye un acto prohibido, 
precisamente por dicha provisionalidad y porque es el 
mecanismo necesario para que el enlace cumpla su 
función. Este es el criterio seguido por el derecho 
comunitario en el art. 5.1 de la Directiva 2001/29 /CE, 
relativa a la armonización de determinados aspectos de 
los derechos de autor y derechos afines a los derechos 
de autor en la sociedad de la información. Dicho 
precepto ha sido transpuesto en nuestro ordenamiento en 
el art. 31 de la Ley de propiedad intelectual, tal y 
como ha sido redactado por la Ley 23/2006, de 7 de 
julio. Conforme a dicho precepto «1 . No requerirán 
autorización del autor los actos de reproducción 
provisional a los que se refiere el artículo 18 que, 
además de carecer por sí mismos de una significación 
económica independiente, sean transitorios o accesorios 
y formen parte integrante y esencial de un proceso 
tecnológico y cuya única finalidad consista en 
facilitar bien una transmisión en red entre terceras 
partes por un intermediario, bien una utilización 
lícita, entendiendo por tal la autorizada por el autor 
o por la ley». Como se aprecia los links de superficie 
no requieren autorización del autor, aun cuando puedan 
suponer técnicamente una reproducción provisional, por 
su transitoriedad, porque forman parte del proceso 
tecnológico que hace posible el enlace , y porque 
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suponen simplemente una transmisión entre terceras 
partes (el usuario de la red y la página a la que se 
dirige). Por estas razones caen las alegaciones 
realizadas en el recurso relativas a que el enlace de 
la página de la demandada da lugar a una reproducción 
provisional de la página de la actora, pues aun en tal 
caso, no supondrían una violación del derecho de 
propiedad intelectual. 
Hay que hacer notar que la finalidad de explotación 
de la propiedad intelectual es distinta en una obra 
literaria -por tomar un ejemplo- o en una página web de 
ofrecimiento de servicios. En la obra literaria, el 
creador que quiere obtener un rendimiento económico de 
su creación lo que hace es percibir una retribución por 
cada reproducción o ejemplar de su obra; por eso, sólo 
él puede realizar esa reproducción e introducción de la 
obra en el mercado. En la página web, en cambio, como 
regla general el titular de los derechos de explotación 
no pretende cobrar al usuario por el acceso a tal 
página, ni tampoco limitar el conocimiento de su 
creación exigiendo un previo pago; más bien al revés, 
la «explotación» consiste en hacer accesible toda esa 
información y contenidos gratis al mayor número de 
usuarios posible. El rendimiento económico le vendrá al 
titular porque, precisamente, gracias a que difunde su 
servicio a una multitud de usuarios, podrá ser 
contratado más fácilmente que si utilizara otros medios 
de publicitación (y, también, en muchos casos si figura 
publicidad en su página, pues la retribución por ella 
viene normalmente determinada por el número de 
«visitas»). Por lo tanto, no pueden aplicarse los 
moldes de la explotación de propiedad intelectual 
«clásicos» a una creación intelectual que busca unos 
efectos de explotación económica distintos. Por esta 
razón, el link de superficie, en la medida en que 
simplemente dirige al usuario a teclear más fácilmente 
el nombre de una página web, no está infringiendo la 
propiedad intelectual de ésta. Más bien está 
facilitando aquello para lo que dicha página fue 
creada: la difusión de la misma entre el público. 
Cuestión distinta sería el plantear si con este 
enlace puede darse, en algún caso, y por poner un 
ejemplo, un aprovechamiento indebido de la reputación 
ajena, un uso indebido del nombre de un competidor, o 
incluso una asociación indebida en el consumidor acerca 
de las relaciones existentes entre los empresarios de 
las páginas web enlazadas (piénsese, por ejemplo, en 
que una página web con contenidos o ideologías que para 
un alto grupo de usuarios pudieran considerarse 
inmorales, tuviera enlaces a páginas web que nada 
tengan que ver con el titular de la primera ni con su 
actividad). Pero esto no tiene que ver con la propiedad 
intelectual de la página web, que es la vía que ha 
seguido el actor en su demanda, sino con otras normas 
legales con sus requisitos propios y con sus principios 
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En primer lugar, se analizan los tipos de 
enlaces y se afirma, sin duda alguna, que un enlace 
simple no infringe el derecho de propiedad 
intelectual de la obra a la que el enlace apunta. 
Esta resolución se limita a estudiar el enlace del 
caso de autos, que es un enlace simple o de 
superficie, sin que estudie el resto de los 
enlaces. Se desprende con claridad de la sentencia 
que un enlace simple no supone infracción de 
propiedad intelectual, y se manifiesta que el 
problema podría ser distinto en otro tipo de 
enlaces más complejos, sin que al no haberlos 
estudiado por no ser objeto de la litis, se 
pronuncie finalmente sobre ellos, salvo en el caso 
de los enlaces de marcos o frames, que es cuando 
dentro de una propia página se reproduce otra, 
aunque tal pronunciamiento también se deja en modo 
condicional
176
. 
                                                                                                                                               
rectores específicos. Tampoco cabe por ello valorar 
porqué la demandada aparece en su página como creadora 
de la web de la actora, pues eso no tiene que ver con 
una posible infracción de la propiedad intelectual de 
dicha web -que es la norma citada en la demanda-, sino 
una cuestión bien distinta (existiendo además indicios 
de la relación existente entre Sutaba y la entidad 
demandada). 
Debe hacerse notar, por otro lado, que la 
jurisprudencia citada por la recurrente se refiere a 
supuestos de hecho diferentes, como el uso comercial de 
una obra intelectual contenida en una página web, 
reproduciéndola en la página del infractor. En estos 
casos no existe un link, sino la incorporación a la 
página propia de propiedad intelectual contenida en 
páginas distintas, lo que se halla muy lejos del factum 
de este litigio”. 
En conclusión, esta Sala considera que el enlace 
simple a una página web no infringe el derecho de 
propiedad intelectual del creador o titular de la 
misma. 
176
 “En algunos de estos casos sí existe una 
reproducción de la página web ajena dentro de la propia 
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En segundo lugar, la resolución se plantea 
resolver si, como señala el recurrente, al pulsar 
en el enlace se produce una reproducción 
provisional o momentánea de la página web de la 
actora. La contestación de la Audiencia a esta 
cuestión es su irrelevancia, puesto que, aunque así 
fuera, esa reproducción no constituye un acto 
prohibido, por su provisionalidad y por su 
necesidad para que el enlace cumpla su función. 
 
Por último, la tercera cuestión relevante es que 
la Audiencia nos señala qué ocurre cuando el actor 
no ha planteado correctamente la demanda, cuando 
estudia supuestos diferentes de aprovechamiento 
indebido de reputación ajena, uso indebido del 
nombre o asociaciones indebidas de relaciones. 
 
Además de la sentencia de la Audiencia de 
Navarra, hemos de señalar la existencia de los 
autos de los Juzgados de lo Mercantil números 3 y 6 
de Barcelona en, respectivamente, los casos 
agujero.com e indice-web.com, así como el Juzgado 
de lo Mercantil de Huelva, sobre los casos 
elitemula.com y etmusica.com Si bien todos los 
autos resuelven una cuestión cautelar, ya en su 
avance del análisis sobre la apariencia de buen 
derecho nos manifiestan aspectos sobre los que 
merece la pena detenerse
177
, 
178
 y
179
. 
                                                                                                                                               
que podría quizás suponer una infracción de los 
derechos de propiedad intelectual”. 
 
177
 El Auto de fecha 6 de mayo de 2009, del Juzgado 
de lo Mercantil nº 3 de Barcelona, denegatorio de la 
medida de cierre cautelar solicitada por la demandante 
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contra la web de enlaces a redes P2P agujero.com 
establece: 
 
“El demandado ha alegado que la página web 
denunciada por la actora no permite realizar descargas 
de música, sino que, por el contrario, permite el 
enlace con otras páginas web (por ejemplo, 
www.eMule.com) en las cuales sí se da la posibilidad de 
la descarga y que únicamente contiene el archivo de 
diez (10) álbumes en una carpeta denominada copyleft, 
respecto de la cual el demandado tiene la autorización 
expresa de comunicación pública de esos artistas.  
Asimismo, señala que el demandado no percibe ingresos 
por el hecho de que el público entre en la página y 
enlace con otras páginas para bajar música, lo cual fue 
confirmado por el demandado en el interrogatorio.  
 
Igualmente, el perito del demandado, que aportó 
informe, en el que se ratificó, también señaló que en 
la página web no había encontrado posibilidad alguna de 
descargar música.  Respecto de todo ello, señala el 
demandado jurisprudencia reciente de la Audiencia 
Provincial de Navarra y de la Audiencia Provincial de 
Madrid, en cuyas sentencias se afirma que los enlaces 
no suponen infracción alguna de la propiedad 
intelectual, centrando, pues, la quaestio iuris en el 
concepto jurídico y la aplicación práctica del “enlace” 
en cuanto a la violación de los derechos de propiedad 
intelectual.  Asimismo, en cuanto a la caución, el 
demandado señala que si bien se ofrece caución, la 
actora no establece ni fija los parámetros por los que 
se debe establecer la misma, dejando todo ello sometido 
a una inconcreción tal que no es posible admitir las 
medidas cautelares por ese defecto formal. 
 
[...] 
 
Es por todo ello por lo que, si bien la actora ha 
aportado los documentos que acreditan la actividad del 
demandado, no obstante no ha acreditado suficientemente 
que dicha actividad suponga una violación de los 
derechos de propiedad intelectual de los autores que la 
actora representa y ello a pesar de que la mera 
actividad presuntamente violadora ya puede suponer un 
periculum in mora, según cierta jurisprudencia.  
 
Teniendo en cuenta lo anterior, considera quien 
resuelve que no existen serias razones que justifiquen 
la adopción de las medidas cautelares solicitadas por 
la actora, a pesar de que las medidas cautelares se 
encuentren previstas tanto en la Ley de Enjuiciamiento 
Civil como en el Texto Refundido de la Ley de Propiedad 
Intelectual. 
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No concurren, pues, los presupuestos para, conforme 
a lo previsto en el Artículo 735.2 de la Ley de 
Enjuiciamiento Civil, acordar las medidas cautelares 
solicitadas por la actora”.  
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 El Auto de fecha 11 de mayo de 2009 del Juzgado 
de lo Mercantil nº 6 de Barcelona, denegatorio de la 
medida de cierre cautelar solicitada por la demandante 
contra la web de enlaces a redes P2P indice-web.com, 
señala que: 
 
“La parte actora alega que la web de la que es 
titular el demandado infringe los derechos de propiedad 
intelectual toda vez que pone a disposición de quien la 
visita contenidos protegidos. El demandado se opone a 
dicha alegación manifestando que la página web 
www.indice-web.com no pone a disposición de los 
usuarios contenidos protegidos, y ello porque 
únicamente se compone de enlaces, compuestos de 
caracteres alfanuméricos (que en ningún caso son objeto 
de protección) que dirigen al usuario hasta otras 
páginas web, limitándose a facilitar, a través del 
hipervínculo o “enlace”, el acceso a otras páginas que, 
actuando como intermediarios, se limitan a compartir 
archivos de los usuarios, lo cual tampoco es 
constitutivo de infracción alguna del régimen de 
protección de el TRLPI. 
 
A juicio de quien resuelve no concurre tampoco, en 
este momento procesal y sin perjuicio de lo que pudiera 
resultar en el pleito principal, apariencia de buen 
derecho que justifique la adopción de la medida 
solicitada toda vez que de lo actuado no resulta 
acreditado que ciertamente la página web de la que es 
titular el demandado y cuya cesación de actividad se 
pretende esté incurriendo en la infracción de derechos 
que se pretende”. 
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 Por último, el Auto de fecha 13 de noviembre de 
2009 del Juzgado de lo Mercantil de Huelva, que acepta 
la oposición de la demandada y revoca la medida de 
cierre cautelar obtenida previamente por la demandante 
contra las webs de enlaces a redes P2P elitemula.com y 
etmusica.com dice: 
 
“Tercero.- En cuanto a la medida cautelar, se 
aprecia, a la vista de las alegaciones del demandado y 
la pericial acompañada a su oposición, que no se da en 
el supuesto de autos el requisito de la apariencia de 
buen derecho, esto es, la existencia de un fundamento 
de juicio indiciario y provisional, sin prejuzgar el 
fondo del asunto, favorable al fundamento de la 
pretensión de la demandante. Así, conforme a las 
alegaciones de las partes, la documental acompañada a 
la demanda y la pericial de la oposición a las medidas, 
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5. LAS PÁGINAS DE ENLACES A TRAVÉS DEL CASO DE 
ELRINCONDEJESUS.COM  
 
La primera sentencia recaída en un procedimiento 
civil contra webs de enlaces fue la dictada en el 
pleito contra el administrador del sitio web 
www.elrincondejesus.com. Se trata de la sentencia 
67/10 del Juzgado Mercantil nº 7 de Barcelona, de 9 
de marzo de 2010, en la que se desestimó 
íntegramente la demanda y se condenó en costas a la 
actora
180
. A través de ella, y de su posterior 
pronunciamiento en apelación, y dado su interés y 
lo que ofrece en cuanto a controversia doctrinal, 
analizaremos varios puntos importantes en torno al 
lugar que ocupa el funcionamiento de las redes P2P 
integrado en nuestro Derecho positivo. 
 
                                                                                                                                               
no puede emitirse un juicio indiciario y provisional 
favorable al fundamento de la pretensión de la actora. 
Toda vez que según lo recogido en las resoluciones 
recientes, de la jurisdicción civil y sobre asunto 
similares, aportadas por la demandada, y el informe 
acompañado por aquella a su oposición, ponen de 
manifiesto la complejidad jurídica de la cuestión 
objeto del procedimiento, así como que las páginas a 
las que hace referencia aquel son de enlaces, lo que 
supone que, en principio, no albergan archivos, sino 
que ofrecen una relación de enlaces, sin que de las 
propias páginas se haga descarga alguna. Hecho del que 
deriva la consideración jurídica de la actuación del 
demandado y, en función de ella, si aquella sería 
conforme o no a las normas legales. Todo ello, cuando 
menos, impide apreciar la concurrencia de la necesaria 
apariencia de buen derecho, de forma provisional e 
indiciaria (Art. 728.2 LEC)”. 
 
180
 Vid. JUR 2010\90760. Siguiendo en este punto a M. 
PEGUERA POCH, “Enlaces, descargas y puesta a 
disposición en redes P2P”, Diario La Ley, nº 7462, 
Sección Doctrina, 7 sep. 2010, Año XXXI, Editorial LA 
LEY. 
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Las apreciaciones contenidas en ambas 
sentencias, referidas no sólo a la licitud de la 
actividad de provisión de enlaces desarrollada por 
el demandado, sino también a la legalidad o no de 
las redes peer-to-peer («la red P2P es legal», 
llega a señalar con dudoso acierto la resolución en 
primera instancia) y a la calificación jurídica de 
las conductas de intercambio de obras protegidas y 
prestaciones que llevan a cabo los usuarios de 
dichas redes. El objeto del presente epígrafe será 
el análisis de dichas sentencias y de las 
principales cuestiones que las mismas suscitan.  
 
5.1 Objeto del procedimiento 
 
La Sociedad General de Autores y Editores (SGAE) 
formuló demanda de juicio ordinario contra el 
administrador y titular del sitio web 
www.elrincondejesus.com. Solicitaba que se 
declarase que el demandado, desde el 1 de octubre 
de 2007 hasta el momento de presentación de la 
demanda, llevaba a cabo a través de su sitio web, 
de modo ilegítimo, la comunicación pública y la 
reproducción de obras musicales del repertorio de 
la actora, y pedía que se le condenara a cesar en 
la utilización del sitio web y a la indemnización 
de daños y perjuicios. La actora solicitaba también 
que se acordase la suspensión de los servicios de 
intermediación, al parecer, de hosting, prestados 
al demandado por la entidad REDCORUÑA S.L.U.
181
 Como 
                                                 
181
 Entiendo que el fundamento para esta acción de 
cesación –también para la petición de la 
correspondiente medida cautelar– se hallaría en el art. 
138.III TRLPI, en relación con los artículos 139.1.h y 
141.6 TRLPI, en los que se prevé la posibilidad de 
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medidas cautelares, pedía el cese provisional e 
inmediato de los servicios de comunicación pública 
y reproducción o suministro en línea de obras 
musicales del repertorio de la SGAE ofrecidos por 
el demandado a través del sitio web, así como la 
intervención y depósito de los ingresos obtenidos 
por el demandado por la comercialización de la 
citada página web, y también la suspensión de los 
servicios de intermediación prestados por REDCORUÑA 
en relación con el sitio web.  
 
Según los hechos que la sentencia de primera 
instancia declara probados, el sitio web del 
demandado ofrecía a través del sistema de menús y 
referencias visuales de las obras, la posibilidad 
de descargar archivos de música, películas, 
documentales etc. mediante el sistema de enlace[s] 
o "links" a la llamada red P2P eDonkey. Se 
consideró también acreditado que en la página web 
www.elrincondejesus.com, no se almacenan ninguno de 
los archivos cuya referencia se indica, limitándose 
a ofrecer la posibilidad de descarga a través de la 
citada red P2P y que el demandado no percibe 
cantidad alguna directa o indirectamente 
relacionada con el servicio que ofrece en su página 
web, la cual es de acceso gratuito, sin que en la 
misma existan referencias publicitarias de terceros 
anunciantes. Se trata por tanto una web que no 
aloja obras o prestaciones protegidas, salvo las 
fotografías, en tamaño reducido, de carátulas de 
                                                                                                                                               
solicitar «la suspensión de los servicios prestados por 
intermediarios a terceros que se valgan de ellos para 
infringir derechos de propiedad intelectual, sin 
perjuicio de lo dispuesto en la Ley 34/2002 […]». Sin 
embargo, como veremos, la actividad del demandado –que 
es quien se vale de los servicios de intermediación de 
Redcoruña–, no se considerará infractora. 
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películas o discos, lo que la sentencia denomina 
«referencias visuales de las obras», y que se 
limita a proporcionar enlaces a archivos ubicados 
en redes P2P. En concreto –ciñéndonos a la 
descripción de hechos probados que ofrece la 
sentencia a quo–, se trataría exclusivamente de 
enlaces a la red eDonkey, esto es, enlaces ed2k. 
Estos enlaces apuntan a archivos que están alojados 
típicamente en discos duros de usuarios y que 
pueden descargarse mediante un programa cliente 
P2P. La sentencia, de hecho, cita específicamente 
el programa eMule.  
 
La cuestión jurídica a resolver, de la cual 
dependía la procedencia de los pedimentos de la 
actora, consistía en determinar si la actividad 
desarrollada por el demandado era constitutiva de 
infracción de derechos exclusivos de explotación 
con arreglo al TRLPI. En concreto, si sus actos 
podían calificarse de reproducción o comunicación 
pública de obras musicales del repertorio de la 
SGAE, llevados a cabo sin autorización. 
 
5.2 Los enlaces no constituyen actos de 
reproducción ni de comunicación pública 
 
Mediante Auto del Juzgado de lo Mercantil nº 7 
de Barcelona, de 2 de julio de 2009, se denegaron 
las medidas cautelares solicitadas por la 
demandante. Como es lógico, el Auto no llega a 
pronunciarse de modo definitivo sobre la cuestión 
jurídica debatida, la existencia o no de infracción 
en la conducta del demandado, pero sí concluye que 
falta la apariencia de buen derecho, el fumus boni 
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iuris, de la demandante. Lo hace, sin embargo, 
recurriendo a un análisis peculiar. En lugar de 
examinar si los actos propios del demandado 
constituyen actos de reproducción y/o comunicación 
pública, analiza la actividad desarrollada por los 
usuarios de las redes P2P en abstracto, para luego 
concluir que, si esta actividad no resulta 
infractora, con mayor razón, no lo será tampoco la 
del demandado
182
.   
 
En ese análisis, el Auto apunta diversos 
argumentos –que examinaremos más adelante, ya que 
muchos de ellos se recogerán también en la 
sentencia– para concluir que la propia existencia 
de las redes P2P y las actividades de los usuarios 
relacionadas con ellas no encuentra un claro 
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 El Auto de medidas cautelares propone este 
análisis en los siguientes términos: «[D]entro del 
marco provisional de las medidas cautelares, se ha de 
analizar si la concreta actividad que desarrolla [el 
demandado] es susceptible de vulnerar alguno de los 
derechos de propiedad intelectual invocados por la 
demandante. Antes de nada resulta preciso acotar la 
referida actividad. A la vista de los hechos que se han 
declarado probados, de las alegaciones de ambas partes 
y de las periciales aportadas puede concluirse que la 
página web www.elrincondejesus.com, es una especie de 
menú de obras musicales y videográficas, con portadas y 
carteles publicitarios de obras protegidas por derechos 
de propiedad intelectual, a través del cual se puede 
acceder a la red P2P de eDonkey, que utiliza el 
programa eMule. Dicho de una manera gráfica si la red 
P2P se puede considerar un almacén de archivos (o 
“tienda virtual”) al que se accede por los usuarios de 
Internet para descargar principalmente música y 
películas, la página web titularidad del demandado 
vendría a ser el cartel publicitario de parte del 
contenido de dicho almacén. Por tanto, se ha de 
analizar, primero si nuestra actual legislación sobre 
propiedad intelectual prohíbe “el almacén”, para ver si 
la actividad que desarrolla el demandado es contraria a 
la ley y si, en relación con lo anterior, la petición 
que formula la SGAE en este procedimiento se ajusta a 
derecho».  
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acomodo en los comportamientos prohibidos por el 
TRLPI, y que si esto es así, entonces el 
comportamiento desarrollado por el demandado, que 
es, básicamente, hacer publicidad sin ánimo de 
lucro, favorecer comportamientos no prohibidos, sin 
almacenar archivos, tampoco podría estimarse 
prohibido por el TRLPI. En este sentido indica el 
Auto que no concurre una apariencia de buen derecho 
que permita estimar las medidas cautelares 
interesadas.   
 
Aunque resulta sugerente, el tipo de análisis 
jurídico que plantea el Auto tiene el inconveniente 
de que no responde de modo directo a la cuestión 
planteada. La actora alegaba que los actos del 
demandado constituían por sí mismos, actos de 
reproducción y de comunicación pública en su 
modalidad de puesta a disposición, lo cual no 
necesariamente depende de la calificación jurídica 
que puedan merecer los actos realizados por los 
usuarios de las redes P2P
183
.  
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 Es en la sentencia donde de forma clara se 
responde a la cuestión de fondo «Entrando en el fondo 
del asunto objeto de enjuiciamiento, de las alegaciones 
de la partes que constituyen los hechos base de su 
pretensión relacionadas con los informes periciales que 
las apoyan técnicamente, se puede concluir que la 
página web de enlace a redes P2P, de la manera en que 
se configura la web de elrincondejesus, no vulnera en 
la actualidad los derechos de explotación que les 
confiere a los autores la Ley de Propiedad intelectual. 
El sistema de enlaces o links que se ha descrito, 
desarrollado por el demandado en este caso, no supone 
ni distribución, ni reproducción, ni comunicación 
pública. Dicho de otra forma, enlazar en la web de la 
manera que lo hace elrincondejesus.com no supone 
distribuir, ni reproducir, ni comunicar públicamente 
obras protegidas» (FJ 2º).   
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Hubiera sido deseable que la sentencia 
justificara con cierto detalle esta tesis, 
mostrando cómo y porqué la actividad del demandado 
no resulta subsumible en los tipos legales que 
definen los actos de reproducción y comunicación 
pública en el TRLPI. De todos modos, es claro que 
el enlace no es una reproducción de la obra, y 
parece claro también que el enlace como tal no 
constituye un acto de comunicación pública en su 
modalidad de puesta a disposición. Quien se limita 
a ofrecer un enlace no dispone de la obra, de modo 
que difícilmente puede entenderse que la pone a 
disposición del público. La puesta a disposición 
tiene lugar en los ordenadores de los usuarios 
donde se halla la obra, y desde donde se puede 
descargar a través de programas cliente P2P; son, 
por tanto, estos usuarios quienes realizan la 
puesta a disposición.   
 
Cuando un usuario acude a la página de enlaces y 
pulsa en un link, se ejecuta el programa cliente 
que ese usuario tiene instalado en su ordenador, y 
se inicia la descarga del archivo desde los 
ordenadores donde la obra se halla puesta a 
disposición. En esa descarga, los datos no pasan 
por el servidor donde se aloja el sitio web de 
enlaces, de modo que el usuario que descarga no 
recibe los datos a través del sitio de enlaces, 
sino directamente desde los ordenadores que alojan 
ese archivo. No hay, pues, ni siquiera una 
participación en la transmisión de los datos que 
pudiera entenderse como una suerte de 
retransmisión.  
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No es ocioso notar, sin embargo, que la lista de 
supuestos de comunicación pública considerados en 
el art. 20.2 TRLPI, entre los que se incluye, en la 
letra i, la modalidad de puesta a disposición, 
tiene un carácter meramente ejemplificativo, según 
se sigue del encabezamiento de dicha enumeración
184
. 
Y el concepto de comunicación pública se define en 
términos muy amplios en el artículo 20.1. del 
TRLPI
185
. Es por ello que no cabe descartar 
interpretaciones jurisprudenciales expansivas en el 
sentido de considerar que la provisión del enlace 
es un acto que permite a una pluralidad de personas 
acceder a la obra enlazada sin previa distribución 
de ejemplares, como ha defendido también algún 
autor
186
. 
 
Al considerar si el demandado ha incurrido en 
infracción según el TRLPI, la sentencia de 
elrincondejesus apunta una importante cuestión de 
fondo: la inexistencia de un sistema  general de 
responsabilidad indirecta o secundaria en el TRLPI. 
La sentencia, en efecto, sostiene que la provisión 
de enlaces no constituye comunicación pública, sino 
que es una actividad distinta que el TRLPI no 
                                                 
184
 («[e]specialmente, son actos de comunicación 
pública»…). 
185
 (“[s]e entenderá por comunicación pública todo 
acto por el cual una pluralidad de personas pueda tener 
acceso a la obra sin previa distribución de ejemplares 
a cada una de ellas”). 
186
 Vid. J. MASSAGUER FUENTES: “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe. i. revista de propiedad 
intelectual, núm. 13, enero- abril, 2003, pp. 11-48. 
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tipifica como infracción de los derechos 
reservados
187
.    
 
El presupuesto de fondo que parece latir en esta 
consideración es el de que la legitimación pasiva 
para la acción indemnizatoria prevista en el TRLPI 
sólo corresponde al infractor directo, esto es, a 
quien usurpa los derechos reservados mediante la 
realización de actos de explotación no autorizados 
o mediante la violación de derechos morales. 
Ciertamente, no hay en el TRLPI una norma general 
que indique que los actos indirectos o secundarios 
que faciliten o permitan a un tercero la 
realización del acto usurpatorio deban considerarse 
también una forma de infracción, con la excepción 
de lo establecido de manera específica en materia 
de elusión de medidas tecnológicas de protección 
(art. 160), de supresión o alteración de 
información para la gestión de derechos (art. 162), 
y en materia de supresión o neutralización de las 
protecciones en programas de ordenador (art. 
102.c). El resultado de esta lectura del TRLPI, 
desde luego, no impediría el ejercicio de acciones 
de cesación, ni las medidas cautelares de cesación 
contra los intermediarios a cuyos servicios recurra 
un tercero para infringir derechos de propiedad 
                                                 
187
 En este sentido declara: «La conducta 
desarrollada por el demandado es la de crear un índice 
que favorece y orienta a los usuarios para acceder a 
las redes de intercambio de archivos P2P mediante el 
sistema de menús, carteles o portadas con títulos de 
películas u obras musicales. Pero, en el sistema de 
protección regulado por el TRLPI, adaptado a la 
normativa comunitaria, no se contiene previsión alguna 
que prohíba favorecer, permitir u orientar a los 
usuarios de la red de Internet que acceden a esta 
página, la búsqueda de obras que luego van a ser objeto 
de intercambio a través de las redes P2P». 
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intelectual reconocidos en esta ley
188
, aunque los 
actos de dichos intermediarios no constituyan en sí 
mismos una infracción, según prevé el art. 138.III 
y los arts. 139.1.h) y 141.6 del TRLPI. Sin 
embargo, la acción indemnizatoria de la LPI sólo 
cabría dirigirla contra los infractores directos
189
. 
Esto no significa que el perjuicio patrimonial que 
las conductas de contribución a la infracción 
puedan ocasionar al titular de los derechos deba 
ser soportado por éste. El perjudicado podrá acudir 
a las reglas generales de nuestro derecho de daños 
(art. 1902 CC), que sí aceptan la idea de la 
contribución a la causación de un perjuicio. Pero 
se trata de una vía que presenta sus propias 
dificultades, en particular la de acreditar el daño 
y la de establecer el nexo de causalidad entre la 
acción u omisión del agente, aquí el proveedor de 
enlace, y el daño efectivamente sufrido.   
 
Se trata de una cuestión compleja y poco 
pacífica en la doctrina, que además admite 
probablemente cierta gradualidad. Conviene notar 
que mientras parte de la doctrina sigue, con 
diversos matices, la idea de que las acciones 
indemnizatorias del TRLPI se limitan a los 
infractores directos, salvo las excepciones ya 
indicadas
190
, otras posiciones doctrinales entienden 
                                                 
188
 Es importante insistir a este respecto en que la 
acción de cesación implica también en sí misma el 
reconocimiento de una infracción. 
189
 Se analizan en profundidad las acciones de que 
disponen los titulares de derechos en defensa de sus 
intereses en INFRA capítulo VII. 
190
 Vid. A. CARRASCO PERERA «Comentario al art. 133 
TRLPI», en Comentarios a la Ley de Propiedad 
Intelectual, 2ª ed., Tecnos, Madrid, 1997, págs. 1757 y 
ss; y del mismo autor, «Comentario al art. 138» en la 
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que la referencia al «infractor» en el artículo 138 
del TRLPI es lo suficientemente amplia como para 
incluir a quienes contribuyen a la realización del 
acto de usurpación por el tercero
191
. 
 
La sentencia, por lo demás –entiendo que para 
reforzar la idea del carácter no infractor de la 
mera provisión de links–, realiza una suerte de 
«elogio del enlace» y viene a poner en pie de 
igualdad la conducta del demandado con la 
desarrollada por Google
192
.  
 
La apreciación de que el sistema de enlaces 
constituye la base misma de Internet ha hecho 
fortuna en los titulares de los medios de 
                                                                                                                                               
tercera edición de la obra (2007), págs. 1665-71, esp. 
págs. 1669-70. Asimismo, J. MASSAGUER FUENTES: «La 
responsabilidad de los prestadores de servicios en 
línea por las infracciones al derecho de autor y los 
derechos conexos en el ámbito digital», pe. i. revista 
de propiedad intelectual, núm. 13, enero-abril 2003, 
págs. 11-48, esp. págs. 25-26. También GONZÁLEZ DE J.J. 
ALAIZA CARDONA: «La lucha de los titulares de derechos 
de autor contra las redes peer to peer (P2P)», pe. i. 
revista de propiedad intelectual, núm. 18, septiembre-
diciembre 2004, págs. 25 a 68, esp. págs. 39 y ss. 
191
 Así, I. GARROTE FERNÁNDEZ-DÍEZ: La reforma de la 
copia privada en la Ley de Propiedad Intelectual, 
Comares, Granada (1ª ed., 2005, pp. 278 y ss.; 2ª ed., 
2010, págs. 252 y ss) y R. SÁNCHEZ ARISTI: El 
intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, pp. 159-163 y 180 y ss. 
192
 «En un sentido amplio, el sistema de enlaces 
constituye la base misma de Internet y multitud de 
páginas y buscadores (como Google) permiten 
técnicamente hacer aquello que precisamente se pretende 
prohibir en este procedimiento, que es enlazar a las 
llamadas redes P2P. Google no ofrece la visualización 
de las carteleras o portadas, como hace el demandado y 
ese plus de conducta del demandado es la que se 
pretende prohibir. Pero en nuestro derecho no está 
prohibido favorecer, orientar o ayudar mediante 
enlaces, en la búsqueda de archivos que contengan obras 
protegidas para lograr su posterior descarga a través 
de las llamadas redes P2P». 
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comunicación, en papel y digitales, que se han 
hecho eco de la sentencia. Sin embargo, se trata de 
una afirmación tan cierta como carente de efectos 
jurídicos. Por otra parte, la idea que los medios 
han transmitido al gran público es que, al ser los 
enlaces la base misma de Internet, enlazar siempre 
será lícito. Y esto es algo que ni dice la 
sentencia, que se limita a dilucidar si hay 
infracción del TRLPI, ni desde luego resulta 
correcto. Precisamente porque cabe la posibilidad 
de que el establecimiento de un enlace dé lugar a 
responsabilidad en determinados supuestos, la 
LSSICE ofrece la cobertura de su artículo 17, 
sujeta a la falta de conocimiento efectivo de la 
ilicitud del contenido enlazado por parte de quien 
proporciona el enlace.  
 
Por otra parte, la analogía con Google en los 
términos en que la plantea la sentencia resulta 
discutible. Según se viene a indicar expresamente, 
la diferencia entre Google y elrincondejesus se 
limita al hecho de que este último «ofrece la 
visualización de las carteleras o portadas». Parece 
una simplificación desafortunada. Una cosa es que 
la provisión de enlaces no constituya una 
infracción del TRLPI por no implicar reproducción, 
distribución, comunicación pública ni 
transformación de la obra protegida y otra cosa es 
que la actividad de un buscador general y neutro 
como Google pueda equipararse a la elaboración de 
un directorio específico destinado a facilitar la 
descarga de obras puestas a disposición en redes 
P2P
193
. En la medida en que se entienda que el TRLPI 
                                                 
193
 Mucho más parecido a Google es el buscador 
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no contempla más infracción que la de carácter 
directo, esta diferencia no será suficiente para 
ejercitar acciones basadas en dicho texto legal, 
pero sí podría ser relevante en el marco de una 
acción de responsabilidad por culpa fundada en el 
1902 CC.  
 
En cualquier caso, la conclusión de que, en 
contra de lo alegado por la actora, los actos 
llevados a cabo por el demandado no constituyen ni 
reproducción ni comunicación pública, es suficiente 
para desestimar íntegramente la demanda, y en 
efecto así lo declara la sentencia
194
.  
 
La fundamentación de la sentencia, por tanto, 
podía haber finalizado aquí, sin entrar a valorar 
otras cuestiones. Sin embargo, a partir de aquí, y 
«a mayor abundamiento» los FJ. 3º y 4º realizan una 
serie de consideraciones sobre la licitud de las 
conductas de los usuarios de las redes P2P. En lo 
esencial, aunque dejando de lado algunos 
argumentos, estas valoraciones reproducen las ya 
                                                                                                                                               
www.foofind.com, lanzado recientemente, que indexa y 
busca archivos en redes P2P. De forma automatizada, 
visualmente muy similar a Google, ofrece resultados en 
forma de enlaces de diversa naturaleza a redes P2P, 
entre otros, enlaces en protocolo ed2k. Por otra parte, 
la conducta del demandado se define en la sentencia 
como la provisión de enlaces ed2k, por lo que la 
equiparación con Google tampoco es exacta ya que Google 
–a diferencia de foofind o de elrincondejesus– no 
proporciona enlaces en dicho protocolo. 
194
 En el último párrafo del FJ 2º: «El objeto de 
este procedimiento se ha centrado, a través de los 
hechos, fundamentos y suplico de la demanda, en la 
determinación de que el sitio web 
www.elrincondejesus.com, infringe derechos de autor con 
todas las consecuencias solicitadas y en virtud de lo 
expuesto la demanda debe ser desestimada en su 
integridad». 
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vertidas en el Auto de denegación de medidas 
cautelares. Lo que se analiza en estos fundamentos 
jurídicos es, por una parte, la aplicabilidad del 
límite de copia privada del art. 31.2 TRLPI a las 
descargas P2P, y por otra, la cuestión de si 
mediante dichas redes los usuarios llevan a cabo 
actos de comunicación pública en su modalidad de 
puesta a disposición (art. 20.2.i TRLPI).  
 
Antes de examinar estos puntos en los apartados 
siguientes conviene apuntar brevemente que la 
sentencia no aborda en ningún momento la cuestión 
de si el demandado puede beneficiarse de la 
exclusión de responsabilidad establecida en el art. 
17 LSSICE. Ciertamente no era necesario hacerlo, 
una vez alcanzada la conclusión de que la conducta 
del demandado no es constitutiva de infracción
195
.  
 
No obstante lo anterior, más tarde, el 24 de 
febrero de 2011, se descolgó la Audiencia 
Provincial de Barcelona con una confusa sentencia 
de apelación,
196
en la que, admitiendo parcialmente el 
recurso de la actora, estimaba que elrincondejesus 
sí realiza determinados actos que infringen los 
derechos de propiedad intelectual. 
 
La sentencia de apelación habla de “descargas 
directas” de archivos musicales, pero sin dejar 
claro que entiende por tales descargas, y si 
                                                 
195
  Es de lamentar, de todos modos, que, al 
sintetizar las alegaciones de la defensa, la sentencia 
se refiera a la Ley de Servicios de la Sociedad de la 
Información con el inopinado rótulo de “Ley de 
Sociedades y del Servicio de Información”. 
196
 Cuyo contenido íntegro se puede consultar en 
http://estaticos.elmundo.es/documentos/2011/03/sentenci
a_rincon.pdf [última visita 14.03.2011]. 
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aquellas suponen el enlace a obras recogidas en los 
propios servidores del demandado o en servicios 
ajenos como MegaUpload. Todo ello hace sospechar 
que quizá no estemos ante una condena a una web de 
enlaces a archivos en servicios externos, y que la 
condena no sea por enlazar, sino por albergar 
archivos. 
 
Por tanto, parece que lo que la Audiencia 
Provincial viene a decir es que facilitar enlaces a 
descargas directas es un ilícito civil pero no lo 
es facilitar enlaces a archivos que circulan en 
alguna red P2P. Valora el tribunal que para que 
haya un acto de comunicación pública será necesario 
el paso de algún bit de información por los 
servidores de la página de enlaces. 
 
Pese a lo confusa de la fundamentación, habrá 
que ver el desarrollo doctrinal de este 
pronunciamiento, y si a partir de esta sentencia se 
sentará un importante precedente a la hora de 
delimitar la naturaleza jurídica de los enlaces, 
estableciendo que infringen derechos de propiedad 
intelectual aquellos que permiten la descarga o el 
acceso directo a obras o prestaciones protegidas, 
no siendo así en aquellos que redireccionen a otras 
páginas o sistemas sin que el usuario pueda acceder 
a los archivos directamente desde la página web del 
infractor. 
 
Particularmente relevante resultará la opinión 
del Tribunal de Justicia de las Comunidades 
Europeas al que la representación procesal del 
demandado ha formulado cuestión prejudicial a fin 
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de que se pronuncie sobre si un enlace a un archivo 
alojado en un servidor de descargas como MegaUpload 
constituye un acto de comunicación pública de dicho 
archivo. 
 
 
5.3 Las redes P2P y la copia privada 
 
Como adelantábamos en el capítulo anterior, no 
se ha de recurrir a un análisis de las redes P2P 
sin estudiar su posible vínculo con el régimen 
legal de uno de los límites contenidos en el TRLPI, 
como en este caso es el de la copia privada del 
artículo 31.2
197
.  
 
Lo cierto es que la Circular 1/2006, sobre los 
delitos contra la propiedad intelectual e 
industrial tras la reforma de la Ley Orgánica 
15/2003
198
 fue dictada en un momento anterior a las 
últimas reformas de el TRLPI por medio de las Leyes 
19/2006, de 5 de junio, y 23/2006, de 7 de julio, 
por lo que es aconsejable y urgente una 
modificación que la acomode a la nueva legislación 
sustantiva en la materia. En el marco de los 
sistemas de intercambio a través de plataformas P2P 
de archivos en los que se encuentra fijada una obra 
protegida por derechos de propiedad intelectual, el 
subir dicha obra a la carpeta compartida afecta a 
los derechos exclusivos de reproducción y de puesta 
a disposición del público. El bajarse la obra de la 
                                                 
197 Siguiendo en este punto a J.J. MARÍN LÓPEZ, “La 
copia privada frente a las medidas tecnológicas de 
protección”, revista pe. i., núm. 20, mayo-agosto 2005. 
198
 Vid. texto completo de la Circular en 
http://aui.es/IMG/pdf_CIRCULAR1-2006-FISCALIA.pdf 
[última visita 17.10.2011]. 
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carpeta compartida afectará también, obviamente, al 
derecho exclusivo de reproducción. 
 
Si ponderamos los distintos elementos legales de 
interpretación de las normas jurídicas establecidos 
en el artículo 3.1 de nuestro CC, podemos concluir 
que el requisito impuesto por el artículo 31.2 del 
TRLPI consistente en que la reproducción sea 
realizada a partir de obras a las que se haya 
accedido legalmente, amparará únicamente las 
reproducciones que sean realizadas a partir de un 
original o una copia aparentemente legal, sin que 
puedan considerarse copias legales a las que se 
accede en la red sin pagar precio alguno. 
 
A mayor abundamiento, y partiendo de la base de 
procurar un control real y efectivo de la 
reproducción de obras y prestaciones en la red, la 
aplicación de la regla de los tres pasos del 
artículo 40 bis del TRLPI refuerza esta tesis, 
puesto que cualquier otra interpretación del 
requisito de que la reproducción sea realizada a 
partir de obras a las que haya accedido legalmente 
la persona física que lleva a cabo ocasionaría un 
perjuicio injustificado a los titulares e iría en 
detrimento de la normal explotación de las obras. 
 
Llama la atención que la sentencia de instancia 
de elrincondejesus entrase a valorar la licitud de 
las actividades que realizan los usuarios en las 
redes de intercambio P2P, ya que propiamente esta 
cuestión no era objeto del pleito
199
. Sin embargo, 
                                                 
199
 En su FJ. 3º, la sentencia manifiesta en primer 
lugar que «[c]omo se indicó en el auto de medidas 
  199 
como vimos, ya en el auto de denegación de medidas 
cautelares el Juez realizó un detallado análisis de 
la licitud de estas conductas, precisamente para 
concluir que, si la actividad de los usuarios no es 
ilícita, con mayor motivo no lo será la del 
demandado, que simplemente facilita las conductas 
que luego llevan a cabo los usuarios. Esta 
argumentación podría ser válida si se tratara de 
determinar la colaboración del demandado a una 
actividad ilícita desarrollada por los usuarios. 
Sin embargo, como ya se ha indicado, no era este el 
verdadero objeto del pleito. La demandante no pedía 
responsabilidad del demandado por facilitar o 
colaborar en una actividad ilícita de terceros, 
sino que le reclamaba responsabilidad por haber 
llevado a cabo supuestamente actos de reproducción 
y de comunicación pública no autorizados por los 
titulares de derechos. No se entiende muy bien, 
pues, porqué la sentencia, después de haber 
determinado en su FJ. 2º que los actos del 
demandado no son infractores, y haber declarado en 
consecuencia que la demanda debe ser desestimada en 
                                                                                                                                               
cautelares, los comportamientos y actividades que se 
desarrollan en estas redes no encuentran un acomodo 
claro y específico en los comportamientos que prohíbe 
la ley, en especial la reproducción, distribución y 
comunicación pública sin autorización. Por ello, la 
actividad desarrollada por el demandado difícilmente 
encuentra acomodo en los actos típicos de la Ley. Las 
redes P2P, como meras redes de transmisión de datos 
entre particulares usuarios de Internet no vulnera[n] 
derecho alguno protegido por el TRLPI. Hay parte del 
“gran almacén” que constituye el sistema de redes P2P, 
que contiene archivos que no son protegidos. También 
hay obras que ya no son objeto de protección porque ha 
transcurrido el plazo de duración de los derechos y hay 
obras cuya protección no está encomendada, en este caso 
concreto, a la SGAE. Por tanto, resulta necesario 
delimitar claramente obras protegidas y comportamientos 
que pueden infringir la LPI, cosa que no se ha 
realizado en este caso». 
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su integridad, entra luego a valorar las 
actividades de los usuarios en las plataformas P2P. 
El FJ 3º introduce este análisis a mayor 
abundamiento, y afirma que tiene relación directa 
con el objeto de este proceso. Reitera entonces el 
argumento de que, si las actividades que se 
realizan en estas redes no son infracción, tampoco 
lo será la actividad del demandado, argumento que, 
además de innecesario, parece, por lo ya dicho, 
fuera de lugar, al no responder al objeto propio 
del pleito
200
.  
 
Destaca en el párrafo anteriormente transcrito 
la afirmación de que las redes P2P, como meras 
redes de transmisión de datos entre particulares 
usuarios de Internet no vulneran derecho alguno 
protegido por el TRLPI. Tomada en su literalidad, 
esta declaración parece tan correcta como vacía de 
contenido, porque no son las redes las que pueden 
vulnerar derechos protegidos por la LPI, sino las 
actividades que los usuarios pueden llevar a cabo 
empleando dichas redes. Si lo que se quiere indicar 
es que cabe utilizar dichas redes sin infringir 
derechos de propiedad intelectual, estamos de nuevo 
ante una obviedad. Y si lo que se quiere decir es 
que ninguna actividad llevada a cabo por los 
usuarios a través de dichas redes puede vulnerar 
                                                 
200
 Tendría más sentido este excursus si la sentencia 
estuviera acogiendo –como no parece ser el caso– la 
tesis de que las acciones por violación de derechos de 
propiedad intelectual previstas en el TRLPI pueden 
dirigirse también contra quienes contribuyen o 
facilitan la infracción directa realizada por terceros 
(y la demanda hubiera planteado su pretensión en este 
sentido). En tal caso, y para analizar si existe tal 
contribución, tendría sentido analizar la conducta de 
los usuarios, que serían en última instancia los 
posibles infractores directos. 
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derechos de propiedad intelectual, entonces la 
afirmación es inútil si no se acompaña de una 
justificación satisfactoria de dicha tesis
201
.  
 
No hay nada que objetar a esta digresión, salvo 
que se trata de un comentario que no parece guardar 
relación alguna con el objeto del procedimiento. 
Que no sea posible solicitar la colaboración de los 
ISP para identificar al titular de la IP no tiene 
nada que ver con la licitud de la conducta 
desarrollada por del titular de dicha IP, y menos 
aun con la del demandado. A continuación, el FJ 3 
pasa a considerar la aplicabilidad del límite de 
copia privada
202
. 
                                                 
201
 El FJ 3º continúa en los siguientes términos: 
«Además, hay que tener en cuenta, por otra parte, la 
imposibilidad en el actual marco legislativo, de que en 
un procedimiento civil y en la tutela de los derechos 
de autor, pudiera llegar a identificarse a los 
particulares o usuarios de estas redes a través de las 
empresas suministradoras del servicio y de la dirección 
IP, para poder luego averiguar qué obra o archivos son 
descargado[s], cuál es su procedencia o su utilización 
y cómo se realiza la descarga por cada usuario en 
concreto. Así lo indica la sentencia de la AP de 
Barcelona, sección 15 de 15 de diciembre de 2009, con 
cita de la importante sentencia del Tribunal de 
Justicia de la Comunidad Europea de fecha 29 de enero 
de 2008 (asunto PROMUSICAE), al señalar que “se aprecia 
que en nuestro derecho no existe ningún deber legal de 
colaboración impuesto a las entidades suministradoras 
de acceso a Internet para suministrar la información 
interesada por la actora, para justificar una 
reclamación civil. Y la ausencia de este deber no 
contraría la normativa comunitaria, que restringe dicho 
deber de colaboración únicamente en relación con la 
persecución de delitos, sin perjuicio de la valoración 
que el legislador nacional pudiera realizar a la hora 
de introducir este deber de colaboración para proteger 
los derechos de propiedad intelectual en caso de 
infracciones civiles”».  
 
202
 Lo hace del modo siguiente: «Partiendo de aquí y 
en materia de reproducción, como se indicó en sede de 
medidas, se ha de tener en cuenta el límite recogido en 
el art. 31.2 de la LPI, pues las obras que circulan en 
  202 
 
En cuanto a la previa divulgación, uno de los 
requisitos del límite de copia privada, es cierto 
que muchas de las obras ya han sido previamente 
divulgadas, aunque –como la propia sentencia parece 
tener en cuenta– no necesariamente será así en 
todos los casos
203
. Cuando la sentencia indica que 
esas obras ya se han divulgado, por persona física 
para uso privado con un acceso legal parece 
incurrir en un fallo de redacción, ya que parece 
decir que la divulgación se ha llevado a cabo por 
persona física para su uso privado. Imagino que el 
Juez en realidad quería decir que la reproducción, 
esto es, la descarga, se realiza por persona física 
para su uso privado, que llega a la obra a través 
de un acceso legal. A este último punto, el acceso 
legal. se referirá la sentencia con detalle más 
abajo. Aquí dice simplemente que el acceso es legal 
porque la red P2P es legal. Declaración que de 
nuevo parece una vacuidad. Decir que la red P2P es 
legal no significa nada; o por decirlo de otro 
modo, no tiene ninguna relevancia jurídica. La red 
P2P es tan legal como lo son los ordenadores, las 
líneas telefónicas, los navegadores o los teléfonos 
móviles. Lo que puede ser o no legal son 
determinadas conductas llevadas a cabo a través de 
las redes P2P. 
                                                                                                                                               
el gran almacén, que constituye Internet generalmente 
ya se han divulgado, por persona física para uso 
privado con un acceso legal (pues la red P2P es legal) 
y la copia no es objeto de una utilización lucrativa, 
ni tampoco colectiva, pues estas dos expresiones se 
refieren a la posterior utilización que se hace de la 
obra una vez descargada, una vez obtenida la copia. 
Salvo los casos en que se haga una utilización en un 
ámbito público o con una finalidad lucrativa, claro 
está». 
203
 V.gr. en películas todavía no estrenadas. 
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En cuanto al uso colectivo o lucrativo, lo que 
dice la sentencia no resulta de gran ayuda. El 
artículo art. 31.2 TRLPI exige que la copia 
obtenida no sea objeto de una utilización colectiva 
ni lucrativa. La sentencia dice que la copia no es 
objeto de una utilización lucrativa, ni tampoco 
colectiva, pues estas dos expresiones se refieren a 
la posterior utilización que se hace de la obra una 
vez descargada, una vez obtenida la copia. Tal como 
está escrita, me temo que la frase simplemente no 
tiene sentido. Es obvio –lo indica el precepto 
expressis verbis– que estas expresiones se refieren 
al uso que se dé a la copia una vez obtenida. Pero 
es obvio también que si la copia –una vez obtenida, 
como indica literalmente el artículo– se destina a 
un uso colectivo o lucrativo, quedará fuera del 
límite de copia privada. Si el uso colectivo o 
lucrativo, por el hecho de realizarse una vez 
obtenida la copia, no pudieran tenerse en cuenta 
para determinar si la copia entra en el límite de 
copia privada, entonces se trataría de un requisito 
que por definición resultaría imposible de 
incumplir y por tanto superfluo. No se entiende muy 
bien, pues, porqué la sentencia apunta este extraño 
argumento, sobre todo cuando a renglón seguido, en 
clara contradicción con esa idea, añade: «Salvo los 
casos en que se haga una utilización en un ámbito 
público o con una finalidad lucrativa, claro está», 
con lo que desactiva por completo la objeción 
anterior. Al final, lo único que se puede sacar en 
claro es la tautología de que las copias 
descargadas no son objeto de utilización colectiva 
o lucrativa salvo cuando lo sean.   
  204 
 
Quizás la sentencia quería indicar que 
normalmente las copias descargadas no se destinarán 
a un uso colectivo ni lucrativo. Aun esto parece 
discutible, puesto que lo habitual será la 
ubicación de la copia en una carpeta compartida, 
cosa que implica un uso colectivo de la copia, al 
constituir una comunicación al público en la 
modalidad de puesta a disposición. A continuación 
el FJ. 3º se refiere con más detalle al requisito 
del acceso legal previsto en el art. 31.2 TRLPI
204
. 
 
En cuanto al requisito del acceso legal –
requisito que no exige la Directiva (vid. art. 
5.2.b)–, la interpretación que hace la sentencia, 
como legalidad referida al acceso y no a la fuente, 
                                                 
204
 «Asimismo, respecto del límite de la copia 
privada es preciso añadir que el art. 31.2 en su 
redacción vigente que trae causa de la Directiva 
Sociedad de la Información exige que la copia privada 
se haga a partir de obras a las que haya accedido 
legalmente, poniendo así el acento en la nota de 
licitud o legalidad del acceso y no en la licitud o 
legalidad de la fuente. En el marco de las redes P2P, 
resulta dudoso y complejo el examen en cada caso de la 
legalidad de la fuente. Pero esto no es la exigencia de 
la Ley de Propiedad intelectual, que habla de legalidad 
del acceso y no de la fuente, de tal manera que la 
mayoría de los usuarios de estas redes acceden 
legalmente a la obra, por cuanto han celebrado un 
contrato lícito y válido a cambio de un precio con un 
prestador de servicios de la red. La copia de la obra 
una vez descargada mediante el sistema de intercambio 
privado queda guardada en el disco duro del ordenador o 
bien es grabada en un CD, DVD regrabable o en un disco 
duro portátil. Y es preciso recordar en este punto, que 
precisamente por ser elementos susceptibles de recibir 
copias privadas de obras protegidas por propiedad 
intelectual, todos estos instrumentos y aparatos están 
gravados por el correspondiente canon o compensación 
equitativa a que se refiere el art. 25 de el TRLPI y 
que redunda en beneficio de la aquí actora y en general 
de los titulares de los derechos de explotación de la 
obra».  
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es, en efecto, una lectura posible. De hecho parece 
la más acorde con el tenor literal del artículo 
31.2 TRLPI, y ha sido sostenida por parte de la 
doctrina205. Sin embargo la mayoría de autores 
entienden que el precepto se refiere a un acceso 
legal en el sentido de autorizado por el titular de 
derechos, de modo que no accedería legalmente a la 
obra quien la obtuviera de alguien que la comunica 
ilícitamente
206
. En todo caso, nada hay que objetar a 
                                                 
205
 Así lo ha sostenido I. GARROTE FERNÁNDEZ-DÍEZ, 
quien –si bien entiende que lo que realmente pretendía 
el legislador era dejar fuera del límite las 
reproducciones realizadas a partir de copias puestas en 
el mercado sin autorización de los titulares de 
derechos– se inclina por la interpretación literal del 
artículo por considerarla más beneficiosa para los 
derechohabientes. En este sentido destaca que se trata 
de reproducciones que en la práctica no se podrán 
impedir, y que si se les niega el carácter de copia 
privada no generarán derecho de compensación equitativa 
para los titulares dederechos. Vid. I. GARROTE 
FERNÁNDEZ-DÍEZ, Ignacio: La reforma de la copia privada 
en la Ley de Propiedad Intelectual (2ª ed), Comares, 
Granada, 2010, pp. 91-98. También A. GONZÁLEZ GOZALO, 
«La copia privada y la compensación por copia privada», 
en Bercovitz, R. et al: Las reformas de la Ley de 
Propiedad Intelectual, Tirant lo Blanch, València, 
2006,pp.. 127 a 172, esp. p. 135. En sentido similar, 
J. LÓPEZ RICHART destaca también que muy probablemente 
la intención del legislador fue dejar fuera del límite 
de copia privada las descargas de redes P2P, pero que 
para ello debería haber predicado la legalidad no del 
acceso sino de la fuente, o del modo en que la obra se 
puso a disposición del público. Vid. J. LÓPEZ RICHART, 
«La copia privada ante los desafíos de la tecnología 
digital», en J.A. MORENO MARTÍNEZ, Límites a la 
propiedad intelectual y nuevas tecnologías, Dykinson, 
Madrid, 2008, p.188.  
 
206
 Entre otros, R. BERCOVITZ, «Los derechos de autor 
y los límites a la propiedad intelectual», en R. 
BERCOVITZ et al, Las reformas de la Ley de Propiedad 
Intelectual, Tirant lo Blanch, València, 2006, págs. 29 
a 64, esp. p. 48; J.J. GONZÁLEZ DE ALAIZA, quien señala 
que si bien el tenor literal del precepto sólo 
proscribe las copias cuando es el propio copista quien 
comete una ilicitud, lo que el legislador pretendió en 
realidad fue dejar fuera del límite de copia privada 
las obtenidas a partir de alguna vulneración del 
  206 
la sentencia a este respecto. El tiempo dirá si 
esta es la interpretación que prevalece en sede 
jurisprudencial o si acaba consagrándose la 
segunda. Por lo demás, tampoco es inadecuado 
recordar, como hace la sentencia, que los soportes 
sobre los que se fija la obra descargada están 
sujetos al canon. Sin embargo, que se hallen 
sujetos al canon no significa que todo lo que se 
grabe en dichos soportes constituya copia privada. 
En este sentido no es un argumento para sostener 
que las descargas P2P cumplen los requisitos del 
art. 31.2 TRLPI.  
 
En conclusión, la respuesta a la pregunta de si 
las descargas P2P son copias privadas no puede ser 
otra que “depende”. Depende en primer lugar de si 
                                                                                                                                               
derecho de autor (vid. J.J. GONZÁLEZ DE ALAIZA CARDONA, 
La copia privada. Sus fundamentos y su tratamiento en 
el entorno digital, Comares, Granada, 2008, p. 308); S. 
LÓPEZ MAZA, que considera que el requisito de «acceso 
legal» del art. 31.2 debe interpretarse en conjunción 
con lo previsto en el art. 161.1 TRLPI y que por tanto 
debe entenderse como equivalente a «acceso autorizado» 
(vid. S. LÓPEZ MAZA, Límites del derecho de 
reproducción en el entorno digital, Comares, Granada, 
2009, p. 224); R. SÁNCHEZ ARISTI, quien entiende que 
quedan fuera del límite de copia privada las realizadas 
a partir de obras puestas ilícitamente a disposición 
del público, siempre que el copista sea de mala fe, es 
decir, que no ignore el carácter ilícito del soporte de 
procedencia; y señala que difícilmente podrá 
considerarse que los usuarios que realizan descargas en 
redes P2P actúan de buena fe respecto de la ilicitud de 
dicho soporte (vid. R. SÁNCHEZ ARISTI, El intercambio 
de obras protegidas a través de las plataformas peer-
to-peer, Instituto de Derecho de Autor, Madrid, 2007, 
p. 172 y ss.). También CARBAJO entiende que el 
requisito del acceso legal impide que las descargas de 
P2P puedan ampararse en el límite de copia privada 
(vid. F. CARBAJO CASCÓN: «La “larga marcha” de la 
compensación equitativa por copia privada. A propósito 
de la sentencia (Sala 1ª) del TS de 25 de octubre de 
2005», pe. i. revista de propiedad intelectual, nº 22, 
2006, pp.. 13 a 62, esp. p. 37, nota 41).  
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la obra se había divulgado previamente (que será lo 
habitual, pero no necesariamente va a ocurrir 
siempre). Si no había divulgación previa, no será 
copia privada. Depende también de cómo se 
interprete el requisito de haber accedido 
legalmente a la obra. Si se interpreta en el 
sentido de la sentencia, este requisito se 
entenderá cumplido en la mayoría de los casos. 
Quedan entonces los requisitos de que la copia no 
sea objeto de utilización colectiva ni lucrativa. 
En el FJ 3º, la sentencia da por hecho que no habrá 
tal utilización salvo cuando la haya, cosa que no 
resulta muy aclaratoria y que en cualquier caso no 
autoriza a concluir que todas las descargas P2P son 
siempre copias privadas. 
 
 
5.4. Las redes P2P y la puesta a disposición del 
público 
 
Una vez analizado en el FJ 3º si las descargas 
pueden acogerse al límite de copia privada, el FJ. 
4º de la sentencia de instancia examinó el otro 
punto de posible infracción: el derecho exclusivo 
de comunicación pública en su modalidad de puesta a 
disposición del art. 20.2.i del TRLPI.  
 
En mi opinión la cuestión debería resultar 
simple: el usuario que coloca archivos en su disco 
duro, dentro de una carpeta compartida a la que 
cualquiera puede acceder mediante un programa 
cliente P2P, está poniendo esos archivos a 
disposición del público. No hay en ello ningún 
problema, salvo en el caso de que esos archivos 
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contengan obras o prestaciones protegidas. En tal 
caso la ley requiere autorización del titular de 
los derechos para realizar ese acto de puesta a 
disposición.  
 
La sentencia trata de demostrar que el tipo 
legal no cuadra exactamente y en todos los casos 
con el comportamiento de los usuarios de tales 
redes
207
.  
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 La argumentación se contiene en un único párrafo 
del FJ. 4, que empieza señalando lo siguiente: «Sin 
duda que mediante las redes P2P se produce una puesta a 
disposición del público de obras sin previa 
distribución de ejemplares y, al menos, potencialmente, 
aunque no se haga una efectiva bajada por parte de 
otros usuarios. Y este comportamiento puede en muchos 
casos ir encaminado a una pluralidad de personas.». 
Empieza, pues, reconociendo que mediante esas redes se 
produce un acto de comunicación pública (la puesta a 
disposición del público de obras sin previa 
distribución de ejemplares). Pero sigue con algo que 
puede dar lugar a confusión, al decir «y, al menos, 
potencialmente, aunque no se haga una efectiva bajada 
por parte de otros usuarios». La puesta a disposición 
no ocurre “potencialmente”. Lo que ocurre 
“potencialmente” son las descargas; esto es, puede que 
nadie se descargue nada de ese ordenador. Pero la 
puesta a disposición no es potencial, sino actual, ya 
que los archivos son accesibles a través de la red P2P. 
La última frase del párrafo transcrito resulta de nuevo 
sorprendente: «Y este comportamiento puede en muchos 
casos ir encaminado a una pluralidad de personas». No 
es que “pueda”, “en muchos casos”. Si los archivos 
están disponibles en una carpeta compartida y son 
accesibles vía eMule, esos archivos están a disposición 
del público en general.  
 
Sigue la sentencia en estos términos: «Sin embargo, 
de nuevo, el tipo legal no cuadra exactamente y en 
todo[s] los casos con el comportamiento de los usuarios 
de tales redes, puesto que, por un lado, en la mayoría 
de los casos el usuario tiene como única intención 
descargar un archivo desconociendo si de la parte de 
ese archivo que tiene descargada en una parte del disco 
duro de su ordenador se están descargando a su vez otro 
usuario o una pluralidad de usuarios». Aquí la 
sentencia no se refiere propiamente a la conducta de 
quien sitúa archivos completos en una carpeta 
compartida (acción que, por otra parte, puede estar 
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configurada por defecto por el programa cliente), sino 
al hecho de que, durante la descarga, la porción ya 
descargada normalmente resulta ya accesible al resto de 
usuarios. La objeción que pone a considerar que se 
trataría de un acto de puesta a disposición es que el 
sujeto no tenía conocimiento de que se producía ese 
efecto. Ahora bien, lo determinante para que exista 
puesta a disposición no es ni la intención ni el 
conocimiento de quien la efectúa, sino la realización 
de los actos que están sujetos al monopolio del titular 
de derechos. La falta de conocimiento puede ser 
relevante a los efectos de la acción de indemnización, 
pero no a los efectos de calificar la acción como 
vulneradora del derecho reservado, y ciertamente no 
limita el derecho del titular a impedir el acto de 
usurpación. 
 
Continua la sentencia señalando que «[p]uede ser 
perfectamente posible que el intercambio de archivo sea 
con una única persona o con un escaso número de 
personas.» De nuevo: la puesta a disposición prevista 
en el artículo 20.2.i TRLPI no depende de que se lleve 
a cabo una efectiva transmisión, total o parcial, del 
archivo puesto a disposición.  
 
Apunta a continuación la resolución que «[t]ambién 
es perfectamente posible que el sistema permita al 
usuario impedir la subida de datos desde su equipo, 
aunque realice descargas al mismo tiempo o que el 
propio usuario elimine de su disco duro las obras que 
podrían ser objeto de descargas por otros usuarios» 
Ciertamente, en estos casos, esto es, cuando los 
terceros no pueden acceder a los datos, está claro 
tales datos no están puestos a disposición. Pero esto 
no desvirtúa la tesis de que sí hay puesta a 
disposición cuando los datos sí se hacen accesibles.  
 
La sentencia añade dos argumentos que en nada 
modifican la conclusión de que existe puesta a 
disposición. Uno es el de que «puede haber archivos que 
no son protegidos, u obras que ya no son objeto de 
protección porque ha transcurrido el plazo de duración 
de los derechos, o también obras que cuya protección no 
está encomendada, en este caso concreto, a la SGAE». 
Por supuesto: la puesta a disposición de tales archivos 
no requerirá autorización. El otro argumento indica 
que: «a todo ello se ha de añadir la imposibilidad 
actual de identificación de los usuarios en el marco 
del procedimiento civil en el sentido aludido». ¿Y 
bien? Como la anterior, no se trata de una objeción a 
la calificación jurídica de los actos consistentes en 
hacer accesibles archivos protegidos a través de las 
redes P2P.  
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Se mezclan aquí elementos muy diversos. Primero, 
que se trata de mero intercambio de archivos entre 
particulares. No se entiende muy bien qué se quiere 
indicar con esto. Desde luego, un particular puede 
llevar a cabo actos de puesta a disposición. Esta 
modalidad de comunicación pública no está reservada 
a empresarios o profesionales. Quizás se quiere 
significar que el mero intercambio de archivos 
entre particulares no puede ser comunicación 
pública. Esto sería correcto, por ejemplo, en el 
caso de un particular que envía a otro un mensaje 
de correo electrónico en el que adjunta un archivo 
mp3 que contiene una obra protegida. No hay allí 
comunicación al público. Pero no es este el caso de 
la puesta a disposición de obras en redes P2P. Por 
definición, las obras alojadas en espacios 
compartidos son accesibles por cualquier miembro 
del público, es decir, por cualquier persona que 
tenga conexión a Internet y un programa cliente 
compatible. Basta con esto para hallarnos en el 
supuesto del artículo 20.2.i) TRLPI. De hecho, no 
es necesario que se produzca ninguna descarga: es 
el mero acto de poner la obra a disposición del 
                                                                                                                                               
La argumentación del fundamento jurídico cuarto 
finaliza con la siguiente frase: «[e]n definitiva, no 
hay que olvidar que se trata de un mero intercambio de 
archivos entre particulares, sin ánimo de lucro directo 
o indirecto (pues difícilmente puede establecerse una 
necesaria relación de causalidad entre descarga y 
ausencia de compra de la obra) a través de un medio 
como es la red de Internet, que a diferencia de otras 
tecnologías obsoletas (intercambio o copia de casette a 
casette), se ha tornado masivo y de ámbito mundial, 
como también lo es la distribución, por el mismo medio, 
publicidad, acceso y comunicación autorizada de obras 
por sus autores y gestores con los correspondientes 
beneficios económicos y de difusión cultural».  
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público lo que recibe la consideración de 
comunicación pública en esta modalidad.  
 
El segundo elemento al que hace referencia el 
párrafo transcrito es la falta de ánimo de lucro. 
Ocurre sin embargo que el ánimo de lucro no es un 
elemento integrante de la definición de 
comunicación pública, ni tampoco de la específica 
modalidad de puesta a disposición, por lo que su 
ausencia no afecta para nada a la calificación 
jurídica del acto como puesta a disposición.   
 
Por último, el resto de la frase parece apuntar 
la idea de que lo que se lleva a cabo en las redes 
P2P es simplemente lo mismo que antes se hacía con 
los cintas de cassette, presumo que queriéndose 
inferir que si el intercambio de cintas de cassette 
no requería autorización tampoco la requiere el 
intercambio de archivos en redes P2P. De nuevo, - 
me parece, - es una apreciación que en nada afecta 
a la calificación jurídica que se discute, ya que 
se trata de realidades distintas. A diferencia de 
lo que podía ocurrir con el intercambio de 
cassettes, o bien con el préstamo del disco a un 
amigo para que se lo grabara en una cinta, el 
intercambio de archivos en redes P2P se produce en 
el ámbito público: cualquiera que disponga del 
programa cliente puede realizar la descarga
208
.  
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 En este sentido cabe traer a colación el segundo 
párrafo del art. 20.1: «[n]o se considerará pública la 
comunicación cuando se celebre dentro de un ámbito 
estrictamente doméstico que no esté integrado o 
conectado a una red de difusión de cualquier tipo».  
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En síntesis, el conjunto de argumentos 
esgrimidos por la sentencia no desmienten de ningún 
modo la tesis inicial de que, de acuerdo con el 
TRLPI, el usuario que coloca archivos en una 
carpeta compartida a la que cualquiera puede 
acceder mediante un programa cliente P2P, está 
poniendo esos archivos a disposición del público. 
Y, de acuerdo también con el TRLPI, esa puesta a 
disposición requiere la autorización del titular de 
derechos si se trata de archivos que contienen 
obras o prestaciones protegidas.  
 
A mayor abundamiento, la sentencia de apelación, 
en un punto accesorio de su argumentación, pero no 
por ello menos capital, deja muy claro que los 
usuarios de las redes P2P realizan ilícitos civiles 
al descargarse y compartir contenidos protegidos 
por derechos de propiedad intelectual, confirmando 
que los usuarios de redes P2P realizan dos actos 
ilícitos cuando facilitan y descargan música o 
películas en estos sistemas: una reproducción, al 
no poder considerarse ésta una copia privada, y una 
puesta a disposición en una red de difusión, como 
es Internet
209
. 
 
5.5 La aparente, y no real, contradicción de 
criterio en el caso MegaUpload 
                                                 
209
 Señala la sentencia que: “En una red de archivos 
compartidos p2p, quien, disponiendo de un archivo musical o de 
una película, lo introduce en una carpeta de archivos 
compartidos, a la que cualquiera puede terne acceso mediante 
un programa cliente p2p, además de llevar a cabo un acto de 
reproducción no amparado por la excepción del art. 31.2 TRLPI 
(de copia privada) pues no cabría hablar de un uso privado, 
está poniendo estos archivos a disposición del público, y por 
ello realiza un acto de comunicación pública previsto en el 
art. 20.2.i TRLPI.” 
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Lo que aquí se viene exponiendo se ve confirmado 
en otro importante y acertado pronunciamiento de la 
Audiencia Provincial de Barcelona y su sección 15ª, 
esta vez con la sentencia de 7 de julio de 2011, en 
el denominado caso MegaUpload
210
. 
 
El aspecto más relevante de la sentencia es la 
calificación jurídica de las llamadas descargas 
directas, entendiendo por tales la provisión de 
enlaces a servidores tipo MegaUpload, es decir, 
enlaces a contenidos de terceros alojados por 
terceros en servidores de terceros.  
 
Resulta esto remarcable, pues en la sentencia de 
elrincondejesus la Audiencia condenaba al 
administrador de la web precisamente a cuenta de 
esas “descargas directas”. 
 
Se ha tendido a apreciar en la nueva sentencia 
un cambio de criterio de la Audiencia respecto de 
las descargas directas. Sin embargo creo que esto 
no ha de verse así, y que además no hay 
contradicción entre ambas sentencias. 
 
Lo que explica la aparente oposición entre las 
dos sentencias es que en la primera la Audiencia no 
estaba realmente juzgando la provisión de enlaces 
que redireccionan a un servidor tipo MegaUpload. Es 
decir, no estaba juzgando lo que en la jerga 
habitual de estas páginas se suele llamar 
“descargas directas”, como un modo abreviado de 
                                                 
210
 Vid. sentencia en 
http://www.filmica.com/david_bravo/archivos/sentencia.p
df [última visita 17.10.2011]. 
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decir que se trata de enlaces a servidores que 
permiten la descarga directa del archivo, y por 
oposición a los enlaces a redes P2P, cuya ejecución 
requiere tener instalado un programa cliente P2P.  
 
La sentencia de elrincondejesus suscitó, como ya 
hemos visto, una gran perplejidad, ya que los 
argumentos empleados por la Audiencia para 
considerar que los enlaces a redes P2P no 
constituyen infracción de propiedad intelectual 
resultan también aplicables a los enlaces a 
servidores de descarga directa. Si la Audiencia 
hubiera entendido que lo que en el pleito se 
denominaban “descargas directas” eran en realidad 
enlaces que redirigían al usuario a la página de un 
servidor externo, no hubiera calificado tales 
descargas como actos de comunicación pública. Y 
esto es lo que ocurrió en la sentencia del caso 
MegaUpload
211
.  
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 La sentencia describe con exactitud el tipo de 
enlaces que en el pleito se denominan “enlaces a 
descargas directas”, y concluye, como creo que no 
podría ser de otro modo, que “teniendo en cuenta el 
concepto legal de reproducción (…) y de comunicación 
pública, puede decirse que la labor de enlazar sin 
intervenir en la descarga no entra dentro del núcleo de 
lo que constituye reproducción (del articulo 18 LPI, 
“se entiende por reproducción la fijación directa o 
indirecta, provisional o permanente, por cualquier 
medio y en cualquier forma, de toda la obra o de parte 
de ella, que permita su comunicación y la obtención de 
copias de todo o de parte de ella”) ni comunicación 
pública, esta última, en la modalidad concreta 
denunciada en la demanda, del articulo 20.2.i) LPI, 
según el cual son actos de comunicación pública “la 
puesta a disposición del público de obras, por 
procedimientos alámbricos o inalámbricos, de tal forma 
que cualquier persona pueda acceder a ellas desde el 
lugar y el momento que elija”. 
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La sentencia entiende que en el caso de 
elrincondejesus por mero error se habló de 
distribución en lugar de reproducción. Se 
compromete al decir que los enlaces a descargas 
directas no son comunicación pública en la 
modalidad concreta denunciada en la demanda, del 
articulo 20.2.i) TRLPI, y da a entender con 
suficiente claridad que estos enlaces a descargas 
directas no son la misma actividad que en la 
sentencia de elrincondejesus se calificó de 
comunicación pública, no dejando por tanto 
resquicio a ese presunto cambio de criterio, sino 
que ha calificado de modo distinto actos 
distintos
212
.  
 
 
6. YOUTUBE Y SU HÍBRIDA NATURALEZA JURÍDICA. ¿MERO 
INTERMEDIARIO O PROVEEDOR DE CONTENIDOS?  
 
El régimen de responsabilidad de los prestadores 
de servicios web 2.0 por las infracciones de 
propiedad intelectual que se producen en sus 
plataformas no se caracteriza por un elevado grado 
de seguridad jurídica. Aunque contamos con normas 
específicas en la LSSICE, muchos puntos siguen 
siendo objeto de discusión. La LSSICE establece 
reglas de exclusión de responsabilidad para 
determinadas actividades, entre ellas y como 
veremos
213
, el alojamiento de contenidos 
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 En este sentido, indica el FJ 6º de la sentencia 
que “Pese a su denominación, no se trata de descargas 
directas desde el sitio del enlace, sino que éste 
redirecciona –como se dice en la demanda– a otro 
distinto”. 
213
 Se analizan en detalle todas estas exclusiones en 
INFRA capítulo V. 
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proporcionados por terceros. El prestador de estos 
servicios no podrá ser declarado responsable por la 
ilicitud del material almacenado si cumple con las 
condiciones previstas en la ley. Estas consisten 
fundamentalmente en no tener conocimiento efectivo 
del carácter ilícito o lesivo de los contenidos y, 
en caso de tenerlo, proceder con diligencia a su 
retirada. 
 
Aunque lo que se discute en este apartado es si 
YouTube cumple con los requisitos para acogerse a 
este régimen de exención, en el fondo lo que se 
está debatiendo es cuál debe ser el equilibrio 
entre los intereses en juego de los prestadores de 
servicios online y de los titulares de derechos de 
propiedad intelectual: quién debe asumir, y en qué 
medida, los costes de velar por el respeto de tales 
derechos. Y este debate se traduce en cómo deben 
interpretarse las normas para alcanzar precisamente 
el equilibrio deseado. 
 
 
6.1 YouTube como proveedor de contenidos. El 
antecedente del caso Tiscali 
 
Comenzando por una descripción de la operativa 
de YouTube
214
, hay que decir que éste pone a 
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 YouTube es un sitio electrónico en el cual los 
usuarios pueden subir y compartir vídeos. Fue creado 
por tres antiguos empleados de PayPal en febrero de 
2005.4 En noviembre de 2006 Google Inc. lo adquirió por 
1650 millones de dólares, y ahora opera como una de sus 
filiales. YouTube usa un reproductor en línea basado en 
Adobe Flash para servir su contenido. Es muy popular 
gracias a la posibilidad de alojar vídeos personales de 
manera sencilla. Aloja una variedad de clips de 
películas, programas de televisión, vídeos musicales, 
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disposición de sus usuarios, a través del sitio 
web, vídeos previamente subidos por usuarios o por 
determinados medios de comunicación con los que 
tiene acuerdos de suministro de contenidos
215
. 
 
Algunas características del sitio web YouTube 
pueden inducir a pensar que no actúa como un mero 
prestador de servicios de intermediación sino como 
un proveedor de contenidos, responsable y 
beneficiario directo de su explotación a través de 
Internet. 
 
Así, YouTube explota los vídeos por sí misma, 
como licenciataria de los usuarios o de creadores 
de contenidos con los que tiene acuerdos de 
colaboración, incluyendo en los Términos de Uso de 
su sitio web una licencia de derechos de propiedad 
intelectual a su favor, de forma que podrá explotar 
en su nombre y por sí misma los vídeos en cuestión. 
 
También se podría entender, dada su labor 
editorial en relación con la selección y 
presentación de los contenidos, que YouTube no se 
limita a un papel meramente pasivo y técnico de 
prestador de servicios de intermediación. Esta 
labor se hace patente en relación con los llamados 
                                                                                                                                               
así como contenidos amateur como videoblogs (a pesar de 
las reglas de YouTube contra subir vídeos con derechos 
de autor, este material existe en abundancia). Los 
enlaces a vídeos de YouTube pueden ser también puestos 
en blogs y sitios electrónicos personales usando API o 
incrustando cierto código HTML. 
215
 El servicio YouTube se presenta a sí mismo como 
“un servicio de transmisión por flujos de vídeo online 
mediante el cual cualquier persona puede ver y 
compartir vídeos previamente subidos por nuestros 
miembros”. Vid. apartado “¿Qué es YouTube?” en “Centro 
de Asistencia” del sitio web. 
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“Vídeos Destacados”, que son escogidos por el 
personal de YouTube para figurar en la página 
principal, y la prohibición de vídeos que, aún 
siendo lícitos, son incompatibles con la dirección 
editorial que YouTube propugna
216
. 
 
Se ha de tomar también en consideración que 
YouTube no proporciona un espacio en el que los 
usuarios explotan contenidos en la forma que 
libremente deciden sino que, al contrario, su sitio 
web está diseñado por YouTube, se distingue con la 
marca YouTube, bajo la cual se explotan los 
contenidos, y explota los vídeos en unas 
condiciones que no vienen impuestas por imperativos 
técnicos ni legales, sino por la simple voluntad de 
YouTube. 
 
Realiza por último YouTube en su sitio web una 
explotación sin duda lucrativa y comercial, 
beneficiándose económicamente a través de la 
publicidad y prohibiendo usos comerciales de los 
vídeos a sus propios clientes. 
 
Estos caracteres brevemente expuestos hacen 
dudar de si YouTube ha de quedar configurado como 
un mero prestador de servicios intermediarios o, al 
contrario, como un proveedor de los contenidos 
alojados en su sitio web, independientemente de que 
estos vengan suministrados por los usuarios
217
. 
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 Vid. la prohibición que se hace de “vídeos 
impactantes” en las “Instrucciones de la comunidad 
YOUTUBE”. 
217
 Vid J. MASSAGUER FUENTES, “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe.i. revista de propiedad 
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Las consecuencias que aparejarían una 
configuración de YouTube como proveedor de 
contenidos son muy relevantes. El artículo 15 de la 
DCE, o Directiva 2000/31/CE del Parlamento Europea 
y del Consejo, de 8 de junio de 2000, señala que no 
se puede imponer en los ordenamientos nacionales 
una obligación general de supervisión respecto de 
los contenidos objeto de los servicios de 
intermediación previstos en los artículos 14, 15 y 
16 LSSICE. Pues bien, esta prohibición de imponer 
una obligación de supervisión sólo beneficia a los 
prestadores de servicios de intermediación y, en 
ningún caso, a los proveedores de contenidos. 
 
Los proveedores de contenidos se encuentran 
sometidos, como más adelante analizaremos
218
, a las 
reglas generales de responsabilidad previstas en 
nuestro Derecho común
219
. 
                                                                                                                                               
intelectual, núm. 13 (enero-abril 2003), p. 43, que nos 
recuerda, en relación con los prestadores de servicios 
intermediarios de alojamiento que: “la general 
exclusión de responsabilidad de los proveedores de 
servicios de emplazamiento se condiciona a que su 
actuación sea la propia de un intermediario, lo que se 
concreta en la expresa exigencia de que el cliente al 
que se presta el servicio en cuestión no actúe bajo su 
dirección o control y, no obstante el silencio guardado 
al respecto, al implícito requisito de que no determine 
de ningún otro modo los contenidos almacenados ni 
altere el círculo de personas a los que su cliente ha 
querido hacer accesibles; en cualquiera de estos casos, 
en efecto, se pierde la condición de intermediario para 
sumir la de proveedor de contenidos”. 
218
 Vid. INFRA capítulo V. 
219
 Vid. J. MASSAGUER FUENTES, “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe.i. revista de propiedad 
intelectual, núm. 13 (enero-abril 2003), p.20, que 
señala que “ninguna particularidad presenta la posición 
jurídica de los proveedores de contenidos desde la 
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En este sentido, y pese a que YouTube cuenta sus 
procedimientos abiertos en cuanto a este debate por 
victorias hasta el momento, es importante destacar 
lo acontecido en 2007 en Bélgica cuando un tribunal 
obligó a un ISP, Tiscali, a filtrar el intercambio 
de archivos que, de forma ilegal, realizaban sus 
usuarios
220
. 
 
La SABAM, asociación de compositores y editores, 
solicitó en 2004 una medida cautelar contra el ISP 
Tiscali (ahora Scarlet) por la existencia de 
infracciones a los derechos de propiedad 
intelectual de obras musicales de su repertorio, a 
través de los servicios proporcionados por Tiscali 
a sus abonados, medida por la que se obligase a 
                                                                                                                                               
perspectiva de la responsabilidad por infracción de los 
derechos de autor y derechos conexos de que puedan ser 
objeto los contenidos que ponen en circulación a través 
de Internet. En efecto, en el ciclo de explotación de 
contenidos protegidos en un entorno digital, los 
proveedores de contenidos los almacenan en ordenadores 
conectados a Internet desde los que se ponen a 
disposición de los usuarios para que accedan a ellos en 
el momento y desde el lugar que decidan, en su caso 
bajo las condiciones impuestas para ello. Su actuación 
comporta, por tanto y como se ha visto, la realización 
de actos de reproducción (el almacenamiento de un 
servicio conectado a Internet) y de puesta a 
disposición o comunicación pública (el mantenimiento de 
los contenidos así almacenados en condiciones que 
permitan al público acceder a ellos en los términos que 
han indicado”.  
220
 Vid. “Belgium judge orders ISP to clean up 
network”, The Register, disponible en 
http://www.theregister.co.uk/2007/07/05/belgium_P2P_isp
/ [última visita 28.09.2010], “IFPI hails court ruling 
that ISP’2 must stop copyright piracy on their 
networks”, disponible en 
http://www.ifpi.org/content/section_news/20070704b.html 
[última visita 28.09.2010] y “ISPs to Become Copyright 
Police”, disponible en 
http://www.slyck.com/news.php?story=1525 [última visita 
28.09.2010]. 
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Tiscali a impedir a sus clientes enviar o recibir 
obras musicales sin la autorización de sus 
titulares de derechos a través de redes peer-to-
peer, con una sanción de 25,000 € por cada día que 
incumpliese esta medida cautelar. 
 
Tiscali presentó una reconvención solicitando 
50.000 € de indemnización por iniciar un 
procedimiento humillante y sin fundamento. Además, 
Tiscali solicitó la incompetencia material del 
tribunal, algo que fue rechazado de facto. El 
tribunal estimó que SABAM había conseguido 
justificar la necesidad de establecer una medida 
cautelar contra Tiscali por su capacidad como 
intermediario para evitar la infracción de derechos 
de propiedad intelectual por parte de terceros, así 
como la existencia de dichas infracciones de obras 
de su repertorio a través de redes P2P y en las 
redes de Tiscali. 
 
El tribunal solicitó la evaluación de un 
experto, que tenía, entre otras, las siguientes 
misiones: 
 
 establecer si las soluciones propuestas 
por la SABAM posibilitaban que simplemente 
se filtrasen los archivos que se estaban 
compartiendo de forma ilegal o si, por el 
contrario, ello implicaba filtrar todo uso 
de redes P2P; 
 comprobar si había otras medidas, aparte 
del filtro del material compartido, que 
podría usarse para controlar el uso de 
aplicaciones de intercambio de archivos, 
y, si existían, determinar si estas 
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medidas afectaban a todos los intercambios 
producidos en Internet, o solo a aquellos 
considerados ilegales; y 
 determinar el coste de implementación de 
las medidas planteadas, y la duración de 
dicha implementación. 
 
Scarlet acusó a SABAM de haber esperado hasta 
marzo de 2006 para comenzar con la evaluación del 
experto (las partes podían plantear cuestiones al 
experto), lo cual, entendía el ISP, demostraba que 
la urgencia de la medida cautelar no podía ser 
presumida, algo que rechazó de pleno el tribunal en 
base a que SABAM tenía menos conocimientos de 
Internet que el operador de telecomunicaciones, y 
en base al extenso y completo informe que presentó 
al experto, que explicaba el tiempo que le había 
requerido realizarlo. 
 
De especial interés son las conclusiones a las 
que llega el experto  en su informe, en el que 
afirma que podrían encontrarse 11 soluciones que 
serían técnicamente viables a corto plazo para 
filtrar redes P2P, 7 de las cuales podrían ser 
aplicables a las redes de Tiscali, 6 sobre el 
bloqueo de aplicaciones P2P y 1 sobre la filtración 
de las mismas. El experto destacó ésta última, 
resaltando la tecnología de Audible Magic221, 
Copysense Network Appliance222, que pretende 
identificar el contenido musical protegido que 
                                                 
221
 Vid. http://www.audiblemagic.com/index.asp 
^última visita 28.09.2010]. 
222
 Vid. http://www.audiblemagic.com/products-
services/copysense/ [última visita 28.09.2010]. 
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fluye por las redes P2P, siendo las otras vías, la 
gestión del tráfico, las cuales usan 
particularmente aunque no exclusivamente, 
aplicaciones de reconocimiento y discriminación. 
 
El experto considera, por tanto, que la solución 
propuesta por la compañía Audible Magic es la única 
solución para intentar responder de forma 
específica a este problema. Llama la atención tanto 
la confianza del tribunal hacia el experto, como la 
seguridad de éste hacia esta solución de 
fingerprinting. A pesar de ello, el experto resalta 
varios problemas en las mismas: 
 
 Estos filtros en redes P2P dejarán de ser 
efectivos a medio plazo dado el aumento de 
redes encriptadas; 
 la solución de Audible Magic está diseñada 
para entornos educativos y no para grandes 
volúmenes de tráfico como los de un ISP; y 
 esta solución implica un coste tanto en su 
implementación como en su mantenimiento. 
 
Tiscali puso en duda la efectividad de Audible 
Magic por dos motivos principales: que la legalidad 
de una transmisión está en datos inaccesibles para 
este sistema, es decir, no es posible saber si un 
autor ha autorizado la comunicación de sus obras; y 
que la comunicación puede estar encriptada, por lo 
que haría imposible la identificación de las obras 
musicales. 
 
SABAM, en un intento por recalcar las virtudes 
de “Audible Magic” y para quitarle importancia a 
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los inconvenientes planteados por el experto, 
afirmó que dicha tecnología se usaba con éxito por 
gigantes de Internet como MySpace o Microsoft; 
también presentó un estudio de Iometrix, que 
demostraba que la solución de la Copysense Network 
Appliance respondía perfectamente ante grandes 
volúmenes de tráfico de los ISP. Además, SABAM 
afirmaba que la gran mayoría de los accesos a redes 
P2P se hacían en redes no encriptadas para permitir 
a todos los participantes leer los archivos 
compartidos, algo que no discutió Tiscali. 
 
El coste de esta solución tampoco consideró el 
tribunal que era un problema, cuantificado en, 
aproximadamente, 0′50 € por usuario/mes. 
 
Tiscali, continuó con su defensa, argumentando 
que el tribunal debería ordenar la suspensión en 
base a los siguientes argumentos: 
 
 la imposición de medidas técnicas 
propuestas para vigilar el tráfico a 
través de redes P2P podría suponer una 
carga permanente que iría en contra de la 
Directiva 2000/31 y su transposición 
belga; 
 la adopción de medidas de filtración 
podría suponer la exención de 
responsabilidad que el artículo 12 de la 
Directiva 2000/31 dice que tienen los ISP; 
y 
 la utilización de las medidas técnicas 
solicitadas sería como imponer “permanente 
y sistemáticamente, la instalación de 
dispositivos de escucha”, lo cual 
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infringiría derechos fundamentales como el 
derecho a la privacidad, el derecho a la 
confidencialidad de las comunicaciones y 
el derecho de libertad de expresión. 
 
El tribunal consideró que lo establecido en el 
artículo 15 de la DCE, sobre la prohibición de 
cualquier forma de vigilancia o interceptación de 
comunicaciones, debía ser interpretada 
conjuntamente con el apartado 40 de la Exposición 
de Motivos dicha directiva
223
. 
 
Además, afirma el tribunal que la medida 
cautelar no impone a Tiscali la obligación de 
vigilar sus redes, ya que la utilización de 
tecnología de filtración no constituyen una 
obligación de vigilar, sino de utilizar medidas que 
impidan la comisión de un hecho ilícito, 
realizándose del mismo modo, de manera puramente 
técnica y automática, no teniendo el ISP un role 
activo en dicha actividad de filtración. 
 
Sobre la cuestión de la privacidad de los 
usuarios y el secreto de sus comunicaciones, el 
tribunal considera que estas tecnologías de 
filtración no procesan ningún tipo de información 
personal ya que, al igual que software antivirus o 
antispam, son instrumentos técnicos que no implican 
la identificación de los usuarios de Internet, sino 
                                                 
223
 Que establece que “lo dispuesto en la presente 
Directiva sobre responsabilidad no supone un obstáculo 
para que las distintas partes interesadas desarrollen y 
apliquen de forma efectiva sistemas técnicos de 
protección e identificación y de supervisión que 
permite la tecnología digital dentro de los límites 
trazados por las Directivas 95/46/CE y 97/66/CE.” 
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simplemente el bloqueo de sus actividades ilícitas. 
Además, en el contrato de Tiscali con sus usuarios, 
el ISP prohíbe a los mismos la utilización de sus 
redes para infringir derechos de propiedad 
intelectual, por lo que estaría legitimado para 
imponer sanciones a estos usuarios infractores. 
 
Con base en todos estos razonamientos, el 
tribunal considera ajustado a derecho la adopción 
de una medida cautelar contra el ISP que 
consistiría en, - según lo solicitado por el 
demandante -, implementar el sistema Audible Magic 
en sus sistemas en el plazo de entre 4 y 6 meses; y 
cuyo incumplimiento supondría el pago de la 
cantidad diaria de 2.500 €, muy por debajo de los 
25.000 solicitados por SABAM. Tiscali argumentó que 
el coste de dicha implementación no lo debía 
soportar él, respondiéndole el tribunal que no era 
responsabilidad del mismo considerar esta cuestión, 
que los costes de una medida cautelar son 
inherentes al respeto de la misma. 
 
Sobre la reconvención del ISP en base a que la 
finalidad real de SABAM era humillarle, ya que no 
entendía por qué habían ido contra ellos cuando 
había otros operadores más grandes en el mercado y 
además no se habían dirigido contra los 
desarrolladores de software P2P, fue totalmente 
inadmitida y declarada sin fundamento, en base a 
que la existencia de otros ISP no impide que se 
inicien acciones contra él. 
 
Con posterioridad, en abril de 2011, y en una 
opinión previa a la resolución del caso Scarlet v. 
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Sabam, el Abogado General Sr. Cruz Villalón estimó 
que una medida que ordena a un proveedor de acceso 
a Internet establecer un sistema de filtrado y de 
bloqueo de las comunicaciones electrónicas, con el 
fin de proteger los derechos de propiedad 
intelectual, vulnera en principio los derechos 
fundamentales. 
 
Para resultar admisible, según esta 
argumentación, una medida de este tipo debe 
observar las condiciones en las que puede limitarse 
el ejercicio de los derechos, tal como están 
previstas en la Carta de los Derechos 
Fundamentales. En consecuencia, la medida debe 
sustentarse específicamente en una base legal que 
responda a las exigencias relativas a «la calidad 
de la ley» de que se trate
224
. 
 
 
6.2 YouTube como mero intermediario. El caso 
Telecinco vs YouTube. La jurisprudencia 
americana. Los casos Viacom et alter. 
 
YouTube mantiene que su actividad únicamente 
consiste en permitir a los usuarios subir vídeos a 
su servidor, desde donde podrán ser 
automáticamente visualizados por terceros, tal y 
como se ejecuta en el sitio y constituyendo éste 
un servicio intermediario de alojamiento, regulado 
en el artículo 16 de la LSSICE. 
 
En cuanto a la inclusión de distintas listas de 
                                                 
224
 Consta esta línea argumentativa en 
http://curia.europa.eu/jcms/upload/docs/application/pdf
/2011-04/cp110037es.pdf [última visita 17.10.2011]. 
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enlaces a vídeos alojados en el servidor y el 
sistema de búsqueda de vídeos que opera en el 
sitio de YouTube constituyen respectivamente un 
servicio de intermediación de facilitación de 
enlaces y otro de instrumento de búsqueda, ambos 
regulados por el artículo 17 de la LSSICE. 
 
Dado que ni la LSSICE ni el Derecho Comparado 
establecen ninguna restricción, la condición de 
intermediario se disfruta por la mera puesta a 
disposición de los usuarios de una herramienta 
automatizada de búsqueda. Ninguna relevancia 
tendrán ni los campos de búsqueda ofrecidos ni la 
delimitación del ámbito de la búsqueda. Quizá en 
casos extremos estos pudieran ser reveladores de 
un conocimiento efectivo de la ilicitud de los 
datos a que conducirá la búsqueda. 
 
Igualmente, la ley no exige que los enlaces se 
creen de forma automática. También se incluyen, 
por ello, los enlaces generados manualmente por 
decisión editorial de su autor
225
. Cuestión 
distinta es la valoración que pueda hacerse del 
modo de generar los enlaces a la hora de analizar 
la existencia de conocimiento efectivo del 
carácter ilícito de los materiales a que dirige el 
enlace. 
 
Lo único que exige la LSSICE es que se trate de 
un enlace incorporado a una página web que permita 
a un usuario, mediante el correspondiente clic en 
el mouse, acceder a contenidos ajenos, lo que 
solamente genera dudas en cuanto a la inclusión en 
                                                 
225
 Vid. en este sentido M. PEGUERA POCH, La 
exclusión de responsabilidad de los intermediarios en 
Internet, Comares, Granada, 2007, p. 288. 
  229 
esta categoría de servicios de los llamados 
enlaces directos. 
 
Puede concluirse, por tanto, de acuerdo con la 
posición que mantiene YouTube, que su actividad 
consiste en ofrecer distintos servicios de 
intermediación, tanto así como alojador o como 
quien ofrece distintos listados de enlaces a los 
vídeos alojados en su seno. 
 
En la jurisprudencia más reciente podemos 
encontrar como ésta cuestión resulta compleja desde 
el punto de vista jurídico e incluso conceptual. 
Prueba de ello es que los diferentes tribunales que 
están juzgando este caso en todo el mundo no tienen 
un criterio uniforme, habiéndose fallado 
recientemente en EE.UU. a favor de YouTube
226
 
mientras que en Alemania se falló en contra
227
. 
 
En nuestro país, la cadena de radiodifusión 
Telecinco interpuso una demanda contra YouTube por 
una presunta infracción de sus derechos de 
propiedad intelectual en la puesta a disposición 
del público de contenidos protegidos y propiedad de 
la cadena. La sentencia de primera instancia
228
, si 
bien deja que desear en cuanto a su argumentación 
                                                 
226
 Vid. “Judge Throws Out Viacom Case Against 
YouTube (Court Document)”, disponible en 
http://techcrunch.com/2010/06/23/youtube-declares-
victory-in-viacom-case/ [última visita 28.09.2010]. 
227
 Vid. “German court rules against YouTube in 
copyright row”, disponible en http://www.dw-
world.de/dw/article/0,,5979400,00.html [última visita 
28.09.2010]. 
228
 Disponible en 
http://www.elpais.com/elpaismedia/ultimahora/media/2010
09/23/tecnologia/20100923elpeputec_1_Pes_PDF.pdf 
[última visita 28.09.2010]. 
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de fondo, sí apunta algunos extremos que merecen 
ser rescatados. 
 
La sentencia concluye que YouTube es en realidad 
un hosting web 2.0, aclarando que aunque es una 
plataforma de contenido, sigue siendo un servicio 
de intermediación y en ningún caso un servicio 
final. Se echa quizá de menos algo de desarrollo en 
este punto por parte del juzgador, que ha obviado 
algunas cuestiones no baladíes.  
 
Lo cierto es que ni la normativa europea ni la 
española distinguen entre servicios en los que los 
contenidos sean dispuestos por el titular del mismo 
y servicios en los que los contenidos sean 
dispuestos por los usuarios; por lo que mientras 
esto no se haga servicios como YouTube o Spotify 
deberán ser tratados bajo el mismo rasero jurídico, 
atente esto o no contra nuestro sentido común, pues 
YouTube provee de alojamiento y contenido 
proporcionado por sus usuarios, mientras Spotify 
solamente provee de contenidos, y además subidos a 
la red por si mismo. 
 
La sentencia niega la existencia de un control 
editorial por parte de YouTube, y destaca la 
imposibilidad de descarga de los mismos. Sobre su 
faceta de ISP la sentencia templa bien dentro del 
estricto y discutible régimen impuesto por la 
LSSICE, que considera que solamente estaremos ante 
una situación de conocimiento efectivo, y por tanto 
de responsabilidad, cuando se haya notificado una 
resolución judicial o administrativa declarando 
ilícito el contenido. Así, la sentencia declara que 
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tal conocimiento efectivo deberá venir de la 
demandante, que habrá de notificar, de forma 
individualizada, qué contenidos infractores se 
hallan en la plataforma de YouTube. La sentencia, a 
pesar de reconocer que no se trata de un 
procedimiento cómodo y sencillo para la demandante 
el rastrear y localizar sus contenidos en YouTube, 
especifica, a mi entender con acierto, que la 
obligada a realizar esa tarea será la propia 
cadena, pues YouTube, como servicio de alojamiento, 
se podrá acoger al régimen de no control previo y 
Telecinco tendrá la obligación de notificar la 
retirada de los contenidos infractores. 
 
La sentencia pierde fuelle al entrar en el 
análisis de la acción de cesación solicitada por 
Telecinco en virtud del artículo 138, tercer 
párrafo del TRLPI. Se establece en la resolución 
que este artículo, así como el siguiente del TRLPI, 
no son de aplicación al caso porque el TRLPI, al 
indicar al final del mismo que se hace sin 
perjuicio de lo dispuesto en la LSSICE, elimina la 
posibilidad de aplicar dicha acción de cesación a 
servicios de la sociedad de la información. 
 
En realidad, esa locución adverbial implica 
justo lo contrario. Es decir, que lo establecido en 
el artículo 138 del TRLPI es de aplicación, además 
de lo dispuesto en la LSSICE en cuanto a la 
responsabilidad de los prestadores de servicios 
intermediarios. 
 
En conclusión, resulta ésta una sentencia 
favorable en lo que a sentido común se refiere para 
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el desarrollo de la sociedad de la información, si 
bien desde el punto de vista estrictamente 
jurídico, no analiza la doble o híbrida naturaleza 
de YouTube. Lo deseable y urgente es que el 
legislador otorgue un régimen jurídico de no deber 
de supervisión a los prestadores finales cuando los 
contenidos hayan sido facilitados por sus usuarios, 
caso de Youtube, y no por ellos mismos, caso de 
Spotify. Resultaría desde luego un lamentable 
atraso desde el punto de vista de la sociedad de la 
información que un servicio como YouTube, que 
afirma recibir más de 24 horas de vídeo cada 
minuto
229
, tuviese que realizar una labor de filtrado 
previo para asegurarse de la legitimidad de cada 
vídeo que se sube a su servidor. 
 
En cuanto a la jurisprudencia americana más 
reciente en la interpretación de este tipo de 
escenarios, el primer acercamiento se dio en los 
casos IO Group v. Veoh Networks (2008) 230, UMG v. 
Veoh (2008)231 y UMG v. Veoh (2009)232. Después 
llegaría el importante y referente caso en la litis 
de Viacom y YouTube. 
 
Veoh era un servicio web que hacía streaming de 
los videos que subían sus usuarios. En estos tres 
casos citados, las cortes dejaron claro que la 
                                                 
229
 Vid. “A Big Win for the Internet”, disponible en 
http://googlepolicyeurope.blogspot.com/2010/09/big-win-
for-internet.html [última visita 28.09.2010]. 
230
 Vid. 
http://blog.ericgoldman.org/archives/2008/09/io_v_veoh_
comme.htm [última visita 17.10.2011]. 
231
 Vid. 
http://blog.ericgoldman.org/archives/2009/01/veoh_gets_
anoth.htm [última visita 17.10.2011]. 
232
 Vid. http://www.eff.org/deeplinks/2009/09/umg-v-
veoh-big-win-online-video [última visita 17.10.2011]. 
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provisión del 512(c)
233
 era plenamente aplicable, y 
las demandas planteadas contra Veoh fueron 
                                                 
233
 Vid. un análisis en detalle de estas excepciones 
o safe harbor previstos en la ley americana en INFRA 
Capítulo VI. La 512(c) establece: “Information residing on 
systems or networks at direction of users. 
(1)In general. A service provider shall not be liable for 
monetary relief, or, except as provided in subsection (j), for 
injunctive or other equitable relief, for infringement of 
copyright by reason of the storage at the direction of a user of 
material that resides on a system or network controlled or 
operated by or for the service provider, if the service 
provider--(A)(i) does not have actual knowledge that the 
material or an activity using the material on the system or 
network is infringing;(ii)in the absence of such actual 
knowledge, is not aware of facts or circumstances from which 
infringing activity is apparent; or(iii)upon obtaining such 
knowledge or awareness, acts expeditiously to remove, or disable 
access to, the material;(B)does not receive a financial benefit 
directly attributable to the infringing activity, in a case in 
which the service provider has the right and ability to control 
such activity; and(C)upon notification of claimed infringement 
as described in paragraph (3), responds expeditiously to remove, 
or disable access to, the material that is claimed to be 
infringing or to be the subject of infringing 
activity.(2)Designated agent. The limitations on liability 
established in this subsection apply to a service provider only 
if the service provider has designated an agent to receive 
notifications of claimed infringement described in paragraph 
(3), by making available through its service, including on its 
website in a location accessible to the public, and by providing 
to the Copyright Office, substantially the following 
information:(A) the name, address, phone number, and electronic 
mail address of the agent.(B)other contact information which the 
Register of Copyrights may deem appropriate. The Register of 
Copyrights shall maintain a current directory of agents 
available to the public for inspection, including through the 
Internet, in both electronic and hard copy formats, and may 
require payment of a fee by service providers to cover the costs 
of maintaining the directory.(3)Elements of notification.(A)To 
be effective under this subsection, a notification of claimed 
infringement must be a written communication provided to the 
designated agent of a service provider that includes 
substantially the following:(i)A physical or electronic 
signature of a person authorized to act on behalf of the owner 
of an exclusive right that is allegedly 
infringed.(ii)Identification of the copyrighted work claimed to 
have been infringed, or, if multiple copyrighted works at a 
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declaradas infundadas porque la empresa se había 
preocupado por habilitar un sistema que permitía 
denunciar los videos infractores. La corte entendió 
dentro del concepto de “almacenamiento” del 512(c) 
el hecho de transformar los videos a flash y 
permitir su streaming o descarga. Se dijo que Veoh 
no tenía la obligación de instalar filtros 
avanzados que detectasen automáticamente el 
contenido ilícito, ni de contratar más personal que 
                                                                                                                                               
single online site are covered by a single notification, a 
representative list of such works at that 
site.(iii)Identification of the material that is claimed to be 
infringing or to be the subject of infringing activity and that 
is to be removed or access to which is to be disabled, and 
information reasonably sufficient to permitthe service provider 
to locate the material.(iv)Information reasonably sufficient to 
permit the service provider to contact the complaining party, 
such as an address, telephone number, and, if available, an 
electronic mail address at which the complaining party may be 
contacted.(v)A statement that the complaining party has a good 
faith belief that use of the material in the manner complained 
of is not authorized by the copyright owner, its agent, or the 
law.(vi)A statement that the information in the notification is 
accurate, and under penalty of perjury, that the complaining 
party is authorized to act on behalf of the owner of an 
exclusive right that is allegedly infringed.(B)(i)Subject to 
clause (ii), a notification from a copyright owner or from a 
person authorized to act on behalf of the copyright owner that 
fails to comply substantially with the provisions of 
subparagraph (A) shall not be considered under paragraph (1)(A) 
in determining whether a service provider has actual knowledge 
or is aware of facts or circumstances from which infringing 
activity is apparent.(ii)In a case in which the notification 
that is provided to the service provider's designated agent 
fails to comply substantially with all the provisions of 
subparagraph (A) but substantially complies with clauses (ii), 
(iii), and (iv) of subparagraph (A), clause (i) of this 
subparagraph applies only if the service provider promptly 
attempts to contact the person making the notification or takes 
other reasonable steps to assist in the receipt of notification 
that substantially complies with all the provisions of 
subparagraph (A).”. 
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lo verificase, ni de reducir su negocio. 
Finalmente, se estableció que el conocimiento que 
debía de tener el proveedor debería ser específico, 
y que no le era exigible tomar ninguna iniciativa 
para detectar contenidos infractores que no 
hubieran sido notificados expresamente. 
 
Iniciado en el 2007, el caso Viacom discurrió en 
paralelo a la jurisprudencia de Veoh. Viacom 
sostenía que YouTube no podía excusarse en el 
512(c) porque tenía conocimiento de que gran parte 
de los videos que subían sus usuarios eran 
infractores. YouTube basó su defensa en que su 
servicio brindaba las herramientas necesarias para 
denunciar los videos, y que respondía en muy corto 
tiempo a las solicitudes de cancelación por lo que 
se consideraba un safe harbor
234
.  
 
En este caso, la Corte ha vuelto a dejar en 
claro, apoyado en el caso Tiffany & Co. v. Ebay 235 
sobre venta de productos falsificados, que el 
conocimiento exigible a un proveedor de servicios 
debe ser certero, específico y notificado a éste 
según las reglas que señala la ley. Así, alegar que 
YouTube puede tener un “conocimiento general” de 
que algunos de sus videos son infractores no es 
suficiente y no la responsabiliza por la difusión 
de los mismos. 
 
                                                 
234
 Vid. http://www.blawyer.org/2008/07/29/youtube-
en-la-telearana/ [última visita 17.10.2011]. 
235
 Vid. http://www.blawyer.org/2008/07/22/ebay-y-la-
responsabilidad-de-los-emarkets-por-productos-falsos/ 
[última visita 17.10.2011]. 
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Además, sobre la base de los precedentes Veoh, 
el Juez ha confirmado que el facilitar acceso al 
material infractor a otros usuarios también está 
comprendido dentro de lo que la ley entiende por 
“almacenamiento”. Admitir lo contrario, señala, 
sería poner trabas al desarrollo de servicios cuya 
esencia radica precisamente en poner a disposición 
del público el contenido generado por sus usuarios. 
Aunque no está de más mostrarse algo escéptico 
sobre esta afirmación, ya que admitir esta defensa 
sería como legalizar la impresión de libros bajo 
demanda subidos por usuarios hasta que no se 
reclamen los derechos de autor de cada uno
236
. 
 
Sobre la otra alegación de Viacom, que YouTube 
tenía el derecho y la posibilidad de controlar el 
contenido y recibía un beneficio económico del 
material infractor, la Corte interpretó que este 
“derecho y posibilidad” debe ser específico con 
respecto a cada video infractor. De acuerdo con 
ello, Youtube no tiene esa posibilidad hasta que 
sea puesto en conocimiento de la infracción 
determinada. 
 
Esta decisión significó una nueva victoria para 
los proveedores de servicios en línea y para el 
desarrollo de Internet en general. Mientras que 
Veoh era un servicio pequeño y con pocos usuarios, 
confirmar la legalidad de las prácticas del 
principal actor del mercado da un claro mensaje a 
la industria de contenidos: nadie salvo tú mismo se 
                                                 
236
 Vid. 
http://uchicagolaw.typepad.com/faculty/2010/06/viacom-
v-youtube-when-is-it-storage-when-is-it-a-public-
performance.html [última visita 17.10.2011]. 
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va a preocupar por defender tus derechos. El 
sentido de las limitaciones de responsabilidad es 
impedir que las leyes de derechos de autor se 
conviertan en una barrera a la libertad de empresa 
y a la libertad de expresión. En una época en la 
que los más importantes servicios web se basan en 
contenido generado por el usuario, es 
importantísimo tener claro que los proveedores de 
servicios no son una policía al servicio de las 
industrias de contenidos.  
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 CAPÍTULO V 
 
LOS RESPONSABLES DE LA INFRACCIÓN DE 
DERECHOS. EL SISTEMA DE RESPONSABILIDAD EN EL 
ORDENAMIENTO JURÍDICO COMUNITARIO Y ESPAÑOL 
 
 
“No busquemos solemnes definiciones de la libertad. 
Ella es sólo esto: responsabilidad.” 
(George Bernard Shaw) 
 
1. LOS SUJETOS IMPLICADOS EN LA INFRACCIÓN DE 
DERECHOS 
 
El libertario proceder con el que los 
principales actores aquí analizados se desenvuelven 
en el entorno de la sociedad de la información 
cuenta sin embargo con un alambicado sistema de 
responsabilidad previsto en los ordenamientos 
jurídicos comunitario y español
237
, herencia directa 
del sistema americano instaurado en la DMCA y que 
pretende su regulación y, presumiblemente, el 
tratar de evitar infracciones como las que son 
objeto de este estudio
238
. 
 
Son varios los sujetos que, como veremos, se 
encuentran implicados como parte activa en los 
principales comportamientos que derivan en 
infracciones sobre la esfera jurídica de los 
                                                 
237
 Especialmente en la DCE y la LSSICE. 
238
 Así, la LSSICE, en su artículo 1.1 establece como 
objeto de la ley “la regulación del régimen jurídico de 
los servicios de la sociedad de la información y de la 
contratación por vía electrónica, en lo referente a las 
obligaciones de los prestadores de servicios incluidos 
los que actúen como intermediarios en la transmisión de 
contenidos por las redes de telecomunicaciones, las 
comunicaciones comerciales por vía electrónica, la 
información previa y posterior a la celebración de 
contratos electrónicos, las condiciones relativas a su 
validez y eficacia y el régimen sancionador aplicable a 
los prestadores de servicios de la sociedad de la 
información”. 
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titulares de los derechos de propiedad intelectual 
sobre las obras musicales. La reglamentación 
continental ha distinguido una serie de sujetos 
intervinientes en esa cadena que ha de formarse 
para completar el servicio que solicita el 
destinatario en cada uno de los supuestos, cadena 
que, sin duda, podría discutirse dónde ha de 
terminar y qué tipo de sujetos ha de incluir
239
. Esa 
variedad de sujetos nos ofrecerá un abanico de 
distintos tipos de responsabilidad y diferentes 
regímenes reguladores para cada uno de ellos. 
 
Lo cierto es que la legislación a nivel 
comunitario y, especialmente, en su vertiente 
nacional tras la preceptiva transposición, 
dificulta en gran medida las posibilidades de los 
derechohabientes para ejercitar su defensa frente a 
unos infractores cuya responsabilidad se diluye 
entre complejas cadenas técnicas para la llevanza a 
cabo de los comportamientos infractores y estrictos 
requisitos para imputar la responsabilidad derivada 
de tales ilícitos. 
 
 
1.1.  Los usuarios  
 
Extrapolándonos por un momento de la complejidad 
y la pluralidad de intervinientes en los 
comportamientos infractores que mantienen en solfa 
                                                 
239
 En este sentido, se considera integrante del 
proceso comunicador a quien provee al destinatario de 
acceso a la red pero no a quien le proporciona la luz o 
electricidad para conectarse a esa red. Asimismo, como 
hemos visto, parece discutible que funciones como los 
enlaces a páginas con contenidos protegidos por 
derechos de autor hayan de ser objeto de regulación a 
estos efectos y dada la configuración legal actual. 
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a la industria musical, quizá lo más natural y 
lógico para un titular que viera infringidos sus 
derechos de propiedad intelectual sería el tratar 
de emprender, en su defensa, acciones legales 
contra aquellos usuarios que, intercambiando obras 
protegidas en redes P2P de forma totalmente libre, 
estuvieran atentando contra los derechos exclusivos 
de los titulares.  
 
La responsabilidad de los usuarios, como 
veremos, viene quedando camuflada y obstruida por 
la cantidad de infractores existente y por la 
dificultad de llegar hasta ellos y su identidad que 
los derechohabientes tienen a la hora de demandar. 
Esto ha llevado a que los demandantes hayan 
decidido, en ocasiones y ante demandas a gran 
escala, el seleccionar de entre los infractores a 
los más contumaces, emprendiendo acciones 
únicamente contra estos como sujetos “más activos” 
en el comportamiento ilícito objeto de la acción 
emprendida
240
. 
 
Los usuarios de las plataformas P2P y tomando 
como referencia el comportamiento más típico 
realizan, tal y como hemos visto a la hora de 
analizar los derechos de explotación concretamente 
infringidos
241
, diversas acciones de intercambio que 
tienen por objeto contenidos protegidos por 
derechos de autor y, por ende, invaden con su 
                                                 
240
 La RIAA habla de major offenders como target de 
las principales demandas de las discográficas contra 
los usuarios. Vid. 
www.riaa.com/news/mewsletter/012104_faq.asp. 
241
 Vid. SUPRA, Capítulo IV. 
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comportamiento la órbita de exclusiva de los 
titulares
242
. 
 
Así, los programas P2P, reiterando lo dicho en 
páginas anteriores, fomentan que el usuario utilice 
y accione con obras musicales y otras prestaciones 
protegidas infringiendo derechos como el de 
reproducción o el de puesta a disposición del 
público. Sin embargo, quienes ostentan la 
legitimación activa para reclamar por estas 
infracciones se topan constantemente con la 
dificultad que supone el anonimato prácticamente 
total con el que cuentan los usuarios en la 
utilización de este tipo de redes. 
 
El tratamiento de datos personales es 
indispensable para que los titulares que ven 
infringidos sus derechos puedan defender sus 
pretensiones, encontrándose por tanto ante un 
conflicto derivado del enfrentamiento entre la 
propiedad intelectual y el derecho a la tutela 
judicial efectiva, por un lado, y el derecho a la 
protección de datos de los usuarios de Internet, 
por otro
243
. 
                                                 
242
 Vid. R. SÁNCHEZ ARISTI, El intercambio de obras 
protegidas a través de las plataformas peer-to-peer, 
Instituto de Derecho de Autor, Madrid, 2007, p. 163. 
243
 En este sentido, A. GONZÁLEZ GOZALO, “El 
conflicto entre la propiedad intelectual y el derecho a 
la protección de datos de carácter personal en las 
redes peer to peer”, pe.i. revista de propiedad 
intelectual núm. 28 (enero-abril 2008), pp. 13-68 y, de 
forma más general, A. ESPÍN, “El secreto de las 
comunicaciones: un rescate a costa de la Ley”, 
Actualidad Jurídica Aranzadi núm. 801 (24 de junio de 
2010), disponible en 
http://www.aranzadi.es/index.php/informacion-
juridica/actualidad-juridica-aranzadi/801/opinion/el-
  242 
 
Este hecho, junto al ya aludido de la progresiva 
masificación en el número de usuarios infractores 
mediante la utilización de redes P2P ha llevado a 
los titulares de derechos a ir desechando la 
reclamación frente al usuario como vía eficaz para 
redimir los daños sufridos en su órbita exclusiva
244
.  
 
 
1.2 Los proveedores de contenidos 
 
El prestador de servicios será considerado 
proveedor de contenidos cuando tenga el control 
absoluto sobre los materiales puestos a disposición 
del público, sobre los que deberá asumir toda la 
responsabilidad. Los usuarios, a este respecto, 
también podrán ser considerados como proveedores de 
contenidos cuando carguen material en una página 
web o lista de correo electrónico
245
, en el fenómeno 
conocido como uploading. 
 
Los proveedores de contenidos más habituales en 
la práctica los encontramos sin embargo en las 
empresas que además proporcionan los servicios de 
acceso y alojamiento, en los servidores de 
organismos públicos y en los particulares, personas 
                                                                                                                                               
secuestro-de-las-comunicaciones-un-rescate-a-costa-de-
la-ley [última visita 02.08.2010]. 
244
 Para un estudio en mayor profundidad de este 
fenómeno, vid. INFRA, Capítulo VII. 
245
 Víd. I. GARROTE FERNÁNDEZ-DÍEZ, “La 
responsabilidad civil extracontractual de los 
prestadores de servicios en línea por infracciones de 
los derechos de autor y conexos”, pe. i. revista de 
propiedad intelectual núm. 6 (septiembre-diciembre 
2000), pp- 9-64. 
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físicas o jurídicas, a través de sus páginas web 
personales. 
 
Su actuación suele comportar la realización de 
actos de reproducción al almacenar material en un 
servidor conectado a Internet y de puesta a 
disposición del público manteniendo los contenidos 
almacenados en condiciones que permitan al público 
acceder a ellos
246
. 
 
Al igual que los usuarios que reproducen en sus 
equipos las obras protegidas, y si la infracción de 
derechos queda constatada, la responsabilidad civil 
del proveedor de contenidos se regirá de acuerdo 
con las normas generales previstas en el Código 
Civil, en la LSSICE y en el TRLPI. 
 
 
1.3 Los proveedores de acceso 
 
Para acceder a Internet, y además de un 
ordenador, un módem, un software o algún 
determinado programa, es necesario tener un 
proveedor de acceso que como intermediario nos 
permita conectarnos a la red a través de una línea 
telefónica por la que se paga una tarifa 
contratada. 
 
Dar acceso a una red implica recibir los datos 
del usuario e introducirlos a la red o viceversa, 
                                                 
246
 Vid. J. MASSAGUER FUENTES, “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe.i. revista de propiedad 
intelectual, núm. 13 (enero-abril 2003), pp. 11-48. 
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recibir los datos de la red y entregarlos al 
usuario, lo cual conlleva una conducción o 
transmisión de la información. Así pues, y esto es 
relevante, proporcionar acceso comporta también de 
facto transmitir información
247
. 
 
La actividad de transmisión de datos implica 
también en si misma una provisión de acceso a la 
red. Así, el proveedor de acceso recibe los datos 
del usuario y los introduce en una red que 
pertenece a un operador de telecomunicaciones. Este 
operador será el encargado de transportar los datos 
del usuario hasta su destino. 
 
Todo ello motiva el que, como veremos, la 
consideración de la actividad de transmisión y de 
la de provisión de acceso aparezcan reguladas por 
separado en nuestra legislación, tanto a nivel 
comunitario como nacional
248
.  
 
Consideraciones técnicas aparte, lo cierto es 
que en la actualidad la conexión a Internet suele 
obtenerse directamente a través de un operador de 
telecomunicaciones, actuando en estos momentos en 
España varias decenas que disponen de conectividad 
internacional propia
249
. Se podrá obtener también la 
conexión contratándola con un ISP que no sea 
propiamente un operador de telecomunicaciones, por 
carecer de red propia, pero que ofrezca, 
                                                 
247
 Siguiendo en este epígrafe a M. PEGUERA POCH, La 
exclusión de responsabilidad de los intermediarios en 
Internet, Comares, Granada, 2007. 
248
 Vid. artículo 12 de la DCE y artículo 14 de la 
LSSICE. 
249
 Vid. www.espanix.net 
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normalmente entre otros, un servicio de 
conectividad
250
. 
 
 
1.4 Los prestadores de servicio que realizan 
copias de información en memoria temporal 
 
Siguiendo con el orden establecido en la DCE, 
nos encontramos con los prestadores de este 
servicio consistente en transmitir por una red de 
comunicaciones una serie de datos facilitados por 
el destinatario del servicio. Se establece pues en 
el ordenamiento que el ISP no podrá ser considerado 
responsable del almacenamiento automático, 
provisional y temporal de esta información, 
realizado con la única finalidad de hacer más 
eficaz la transmisión ulterior de la información a 
otros destinatarios del servicio
251
. A ese 
almacenamiento temporal, definido con el término 
                                                 
250
 Como señala M. PEGUERA POCH en La exclusión de 
responsabilidad de los intermediarios en Internet, 
Comares, Granada, 2007, p. 243 “A consecuencia de la 
entrada de los grandes operadores de telecomunicaciones 
en el mercado minorista de la conexión a Internet, 
muchos ISP han ido evolucionando hacia un modelo de 
prestación de una amplia gama de servicios de Internet, 
orientados principalmente a la empresa, al margen de la 
pura conectividad, ofreciendo servicios de alojamiento, 
alta en buscadores, servidor de correo, registro de 
dominios, diseño de páginas web, imagen corporativa, 
etc. En algunos casos, la participación material del 
ISP en la transmisión de los datos se reduce hasta el 
punto de que éstos ni siquiera llegan a pasar por sus 
equipos, limitándose el ISP a verificar si quien 
pretende conectarse es un cliente de sus servicios y a 
dar el visto bueno correspondiente para que el operador 
de telecomunicaciones siga adelante con la 
transmisión”. 
251
 Así se define en el artículo 13 de la DCE: “1. 
Los Estados miembros garantizarán que, cuando se preste 
un servicio de la sociedad de la información 
consistente en transmitir por una red de comunicaciones 
datos facilitados por el destinatario del servicio, el 
prestador del servicio (…)”. 
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anglosajón caching o memoria cache se le ha dado 
por llamar en la traducción española de la DCE 
“memoria tampón”252.  
 
Pese a que desde el punto de vista de las 
infracciones de derechos de autor sobre el ámbito 
musical éste sea probablemente el intermediario 
menos relevante, existen copias en memoria cache de 
la práctica totalidad de las páginas que circulan 
por la red, incluidas sin dudas todas aquellas que, 
de una manera u otra, atentan contra la esfera 
jurídica de los titulares de derechos. 
 
El objetivo primordial de almacenar información 
en memoria cache es poder recuperarla cuando se 
necesite sin tener que acudir de nuevo al lugar 
donde esta información tenga su ubicación original. 
 
Podemos encontrar un ejemplo ilustrativo de 
memoria cache, en el microprocesador de un 
ordenador personal, que almacenará la información 
de los programas utilizados más recientemente. Así, 
cuando el usuario abra por segunda vez un programa 
que ya había utilizado durante la misma sesión de 
trabajo en su ordenador, la ejecución será mucho 
más rápida que la primera vez, al obtenerse la 
información directamente desde la memoria cache del 
microprocesador, donde se había almacenado, sin 
tener que ir a buscar nuevamente esa información al 
disco duro del ordenador. 
 
                                                 
252
 Si bien es cierto que los términos caching y 
memoria cache son habituales, incluyéndose el primero 
de ellos entre paréntesis en la versión española de la 
DCE. 
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Otro ejemplo muy habitual lo encontramos en el 
navegador del disco duro del ordenador. Durante una 
navegación por Internet, los elementos estáticos 
que el usuario va visitando quedan almacenados en 
la memoria cache del navegador (browne cache)
253
. 
Así, cuando el usuario indique al navegador que le 
muestre una página ya visitada en la misma sesión, 
la visualización de dicha página es inmediata, al 
no obtener el navegador la información de Internet, 
sino de la memoria cache donde se había almacenado. 
El usuario podrá configurar libremente esta 
función, determinando el límite máximo de 
almacenamiento y pudiendo borrar también la 
información almacenada siempre que lo desee. 
 
Debiendo servir lo anterior para ilustrar la 
función y utilidad de las memorias cache, en los 
ejemplos enumerados el almacenamiento de datos que 
se produce es de tipo local, esto es, conservándose 
en el propio ordenador del usuario. Sin embargo, el 
prestador de servicio objeto de nuestro análisis 
será un intermediario externo que disponga en sus 
equipos de una memoria cache que conserve las 
páginas que con mayor frecuencia soliciten sus 
usuarios. 
 
El tipo de almacenamiento o caching previsto por 
tanto en la legislación comunitaria y nacional será 
el que lleve a cabo un prestador del servicio de 
transmisión con la única finalidad de hacer más 
eficaz la transmisión ulterior de la información a 
otros destinatarios del servicio, esto es, con el 
                                                 
253
 Almacenados habitualmente en una carpeta llamada 
“Archivos temporales de Internet”. 
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fin de servir la petición más rápidamente a los 
usuarios que pidan de nuevo la misma información
254
. 
En este sentido, el proveedor comprobará en primer 
lugar si tiene almacenada una copia de la página 
que el usuario solicita y así hacer que la reciba 
más rápidamente mediante la memoria cache que si 
fuera preciso ir a buscarla al servidor remoto 
donde la página original estuviera alojada. 
 
El fenómeno del caching, en fin, permite 
disminuir la densidad del tráfico en Internet al 
aumentar la velocidad de recepción de la 
información reduciendo la distancia que deben 
recorrer los datos y evitar posibles colapsos del 
servidor remoto cuando se trate de una página 
altamente solicitada. 
 
El almacenamiento de páginas en la memoria cache 
tiene un evidente coste para los ISP, puesto que 
han de invertir en equipos y en espacio de disco, 
así como en el mantenimiento de estos y en la 
gestión de la información almacenada. Sin embargo, 
al poder servir el ISP la petición desde sus 
propios equipos y no tener que buscar la 
información en el servidor donde está alojada, se 
repercutirá en un gran ahorro en los costes 
relativos al transporte de información entre el 
servidor y sus instalaciones, ahorrando asimismo en 
ancho de banda. 
 
                                                 
254
 Siendo éste, el supuesto denominado web caching, 
el más común e ilustrativo en este punto, aún no 
limitándose la figura de este ISP a ese tipo de 
almacenamiento únicamente. 
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Por último, es preciso indicar que el caching no 
está exento evidentemente de ciertos 
inconvenientes. Existe el problema de que las 
páginas almacenadas queden obsoletas, así como una 
dificultad para contabilizar las visitas que se 
realizan a las copias cache y no al servidor de 
alojamiento original o el problema de que a través 
de las copias cache el usuario pueda acceder a la 
información de un modo distinto al que había 
previsto el titular de la página web. 
 
 
1.5 Los proveedores de alojamiento 
 
Los proveedores de alojamiento de datos, según 
la versión española de la DCE o de hosting, según 
se define en su versión original, realizan un 
servicio de la sociedad de la información 
consistente en el almacenamiento a petición del 
destinatario de este servicio de una serie de datos 
facilitados por el propio destinatario
255
. 
 
El supuesto más típico en el que encontramos 
este tipo de actividad es el del alojamiento de 
sitios web. Un servidor conectado a la red 
permanentemente ha de hospedar un sitio web para 
que el mismo esté siempre accesible en Internet. 
Nos encontramos, por tanto, ante el intermediario 
más relevante en cuanto a las potenciales 
                                                 
255
 Concretamente, el artículo 14 de la DCE 
establece: “1. Los Estados miembros garantizarán que, 
cuando se preste un servicio de la sociedad de la 
información consistente en almacenar datos facilitados 
por el destinatario del servicio, el prestador de 
servicios no pueda ser considerado responsable de los 
datos almacenados a petición del destinatario (…)”. 
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infracciones de derechos de propiedad intelectual 
sobre el ámbito musical, pues se encuentran en la 
red una enorme cantidad de páginas de intercambio 
de archivos musicales ilícitamente almacenados y 
que encuentran su lugar o alojamiento gracias a la 
provisión que les ofrecen este tipo de ISP. 
 
La clientela de este tipo de proveedores es muy 
amplia, ya que la práctica totalidad de usuarios 
particulares o pequeñas empresas que desean crear 
un sitio web acuden a un proveedor de alojamiento o 
hosting para que, con los adecuados equipos, buena 
conectividad, servicio técnico de mantenimiento y 
otras facilidades de que disponga les ayuden a 
crear su página o sitio en Internet. 
 
Pese a ello, es a menudo el propio cliente el 
que actúa de webmaster
256
 del sitio, gestionando 
remotamente su contenido y pudiendo modificarlo sin 
intervención del proveedor de alojamiento. Este 
punto es importante porque quizá de la definición 
ofrecida por la DCE se pueda inferir que el cliente 
suministra un material al proveedor por vía 
electrónica que éste se encarga de introducir o 
almacenar en sus servidores. Lo cierto es que el 
sistema de gestión remota del contenido de la 
página web corresponderá en la mayoría de los casos 
al propio usuario, pasando a ser por tanto la 
actividad del proveedor del hosting neutra y pasiva 
respecto del material alojado y almacenado.  
 
                                                 
256
 El webmaster será típicamente el dueño, 
diseñador, desarrollador y programador de un sitio web, 
además de actuar normalmente como el encargado en la 
redacción, edición y publicación del contenido. 
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El servicio de almacenamiento que presta el ISP 
en estos casos consiste fundamentalmente en 
proporcionar al usuario un espacio para que éste 
almacene ahí sus contenidos ofreciéndole además, 
como hemos señalado, las facilidades que el cliente 
necesite. 
 
Casos particulares a estos efectos, que quizá 
merecen un breve análisis previo, son los sitios 
web que disponen de foros de discusión, chats o 
espacios para que terceros expresen sus opiniones.  
 
Comenzando por los sitios web que disponen de un 
foro para que otros usuarios expresen sus 
opiniones, cada vez más prolíficos en Internet, 
observamos que en ellos el usuario webmaster de la 
página no responde al tipo del proveedor de 
alojamiento al no poseer servidores propios y no 
dedicarse a alojar sitios web de terceros pero, por 
otro lado, parece claro que lo que está haciendo 
con los mensajes que terceros usuarios dirigen al 
foro de opinión es un servicio de la sociedad de la 
información consistente en el almacenamiento de 
esos datos proporcionados. Por tanto, podría 
subsumir su figura en la del proveedor de 
alojamiento, aunque utilizara los servidores de su 
propio proveedor de hosting
257
. 
                                                 
257
 El Tribunal Supremo, en su sentencia de 18 de 
mayo de 2010 ha confirmado que la exclusión de 
responsabilidad por alojamiento de datos del artículo 
16 LSSICE es aplicable a los foros al entender que la 
actividad consistente en permitir que los usuarios 
envíen comentarios al foro, quedando allí almacenados y 
visibles, constituye un supuesto de “alojamiento” de 
datos proporcionados por terceros. De este modo, el 
titular del foro puede beneficiarse de la exclusión de 
responsabilidad prevista en el art. 16 LSSICE (siempre 
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Otro de los casos particulares adelantados es el 
de los sitios chat que se ofrecen dentro de una web 
para que los usuarios puedan mantener 
conversaciones instantáneas y en directo en el seno 
del propio sitio. En este caso, al igual que en el 
recién expuesto y utilizándose en estos casos 
también los servidores de un tercero, el titular 
del website actúa sin lugar a dudas como 
intermediario que proporciona un servicio de 
alojamiento de datos. 
 
Por último, sin ser menos importante o común, 
está el caso de los sitios web dedicados al 
comercio electrónico que ofrecen un servicio para 
que los compradores y vendedores expresen su 
opinión sobre los productos objeto de trueque. Al 
igual que en los dos ejemplos anteriores, tenemos 
un nuevo supuesto en el que el titular del sitio 
web almacena y aloja los comentarios suministrados 
por terceros, ejerciendo de proveedor de 
alojamiento. Esto ha dado lugar a algunas 
controversias litigiosas, especialmente en la 
                                                                                                                                               
que cumpla las condiciones de falta de conocimiento 
efectivo de la ilicitud del contenido y que en caso de 
tener tal conocimiento proceda a su retirada o 
bloqueo). Que el “alojamiento” de comentarios sea 
subsumible en la noción de “alojamiento” prevista en el 
art. 16 LSSICE no es algo inmediatamente evidente, ya 
que podría entenderse que el precepto se refiere sólo a 
los prestadores de hosting en sentido estricto. Sin 
embargo, creo que es una lectura que cabe perfectamente 
en el tenor del artículo y que la interpretación del TS 
en este sentido resulta positiva. Va, además, en la 
línea de la jurisprudencia francesa que considera 
alojador (hébergeur), a los efectos de la exclusión de 
responsabilidad, a los titulares de sitios que ofrecen 
servicios similares a YouTube (por ejemplo 
Dailymotion), o de sitios agregadores de links 
suministrados por usuarios. 
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jurisprudencia norteamericana y en casos 
asimilables al intercambio comercial de fonogramas 
en la red
258
. 
 
Ahora bien y como último apunte llamar la 
atención sobre un rasgo común de los ejemplos que 
acabo de exponer: estamos hablando de contenidos a 
los que cualquier usuario de la red puede acceder. 
No debemos entender limitado a esta característica 
el papel de los proveedores que almacenan datos en 
sus servidores, puesto que estos también estarán 
actuando como tal cuando los datos se alojen 
teniendo acceso a ellos únicamente la persona que 
los ha proporcionado. El caso más común en este 
sentido sea, quizá, el de las cuentas de correo 
electrónico. 
 
Nos encontramos, en el caso de las cuentas de 
correo, ante un almacenamiento de mensajes y datos 
adjuntos en un sitio web hasta que el usuario 
decide su eliminación, almacenamiento que se 
produce por vía electrónica, a distancia y a 
petición individual del destinatario. Estaremos por 
tanto sin duda ante un servicio de intermediación 
de la sociedad de la información y más 
                                                 
258
 Así, en el caso Schneider v. Amazon, Inc., 108 
wash: App. 454, 31 P.3d 37, (Wash. App., Div. 1, Sep 
17, 2001) un comprador de un libro en el portal Amazon 
vertió determinadas acusaciones contra su autor en el 
espacio proporcionado al efecto y el tribunal de 
segunda instancia consideró que Amazon era quien 
actuaba a esos efectos como proveedora de servicios. 
Casos parecidos son los de Stoner v. eBay Inc., 56 
U.S.P.Q.2d 1852, (Cal.Super., Nov., 1, 2000) y Grace v. 
Neeley, BC 288836 (Cal. Super., Apr., 24. 2003) 
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concretamente ante la provisión de un alojamiento 
de datos o servicio de hosting
259
. 
 
 
1.6 Los prestadores de servicios que facilitan 
enlaces a contenidos o instrumentos de 
búsqueda  
 
En este último punto nos encontramos con la 
prestación de un servicio de la sociedad de la 
información no regulado a nivel comunitario y 
consistente en facilitar enlaces a otros contenidos 
o incluir en los contenidos propios directorios o 
instrumentos de búsqueda de contenidos, tal y como 
queda definido en el cuerpo de la LSSICE
260
. 
 
Este tipo de prestadores de servicios son quizá 
los más numerosos en la realidad de Internet, donde 
encontramos desde buscadores profesionales como 
Google o Yahoo! hasta infinidad de sitios web que 
incluyen enlaces a contenidos de terceros o incluso 
motores de búsqueda a contenidos internos. En lo 
que nos interesa, abundan las páginas en Internet 
que, si bien no ofrecen ellas mismas la posibilidad 
de descargar contenidos musicales, enlazan a otras 
en las que esos contenidos están disponibles.  
                                                 
259
 Vid. I. GARROTE FERNÁNDEZ-DÍEZ, “La 
responsabilidad civil extracontractual de los 
prestadores de servicios en línea por infracciones de 
los derechos de autor y conexos”, pe. i. revista de 
propiedad intelectual núm. 6 (septiembre-diciembre 
2000), p. 41. 
260
 La DCE no previó en su momento una exclusión de 
responsabilidad para este tipo de proveedores, con lo 
que para encontrar su definición nos tenemos que 
remitir al artículo 17 de la LSSICE, que reza: “1. Los 
prestadores de servicios de la sociedad de la 
información que faciliten enlaces a otros contenidos o 
incluyan en los suyos directorios o instrumentos de 
búsqueda de contenidos no serán responsables (…)”. 
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Lo cierto es que, como ya he expuesto, esos 
enlaces que se ofrecen en las páginas web y que 
redirigen al usuario a un contenido ilícito en el 
sentido de infractor de los derechos de autor no 
suponen en si mismos infracciones de derechos de 
propiedad intelectual, al no reproducir, 
distribuir, comunicar o transformar de forma 
directa contenido protegido ninguno. Por tanto, es 
bajo mi punto de vista desacertada la improvisación 
del legislador al regular esta nueva figura exenta 
de mención expresa en la DCE. 
 
Sin perjuicio de lo anterior, y siempre que se 
reúnan los presupuestos básicos para que nos 
encontremos ante un servicio de la sociedad de la 
información, todos aquellos que faciliten un mero 
enlace desde una página web podrán recibir la 
consideración de prestador de servicio de 
intermediación de provisión de enlaces a otros 
sitios de Internet
261
. 
 
Quedan incluidos por tanto y bajo el mismo 
precepto tanto aquellos prestadores que provean 
enlaces a contenidos concretos como los que pongan 
a disposición de los usuarios una herramienta de 
búsqueda sin ningún tipo de filtro respecto de los 
                                                 
261
 Pese a que en este punto la doctrina no es 
unánime, habiendo autores que defienden que el término 
de “intermediario” ha de reservarse para aquellos 
sujetos que se dediquen de un modo profesional a 
facilitar la localización de contenidos en la red, lo 
cierto es que la LSSICE en su anexo de definiciones, 
letra b) identifica como servicios de intermediación 
“la provisión de instrumentos de búsqueda, acceso y 
recopilación de datos o de enlaces a otros sitios de 
Internet”. 
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contenidos accesibles. Lo cierto es que, en efecto, 
ambos prestan un servicio que consiste en 
seleccionar unos contenidos ajenos a los que se 
facilite el acceso al usuario mediante los enlaces 
o motores de búsqueda, diferenciándose únicamente 
en que en unos, caso de los proveedores de 
herramientas de búsqueda, la selección será más 
automatizada e indiscriminada y en cambio en el 
caso de los proveedores de enlaces ésta será más 
original y conceptuada
262
. 
 
Como veremos enseguida
263
, el no distinguir de 
partida esa diferencia esencial puede conducir, 
sumado al hecho de apreciar infracción per se en 
las páginas que enlazan con contenidos ilícitos, a 
englobar en la legitimación pasiva de esas 
infracciones a algunos de los mayores gigantes 
comerciales y verdaderos sustentos del mundo de 
Internet. 
 
 
2.  LA RESPONSABILIDAD DE LOS SUJETOS IMPLICADOS 
 
La actuación de los prestadores de servicios 
intermediarios ha supuesto una verdadera cefalea 
doctrinal, aún no superada, a la hora de enjuiciar 
su responsabilidad en las distintas infracciones de 
                                                 
262
 Resalta esta escasa diferencia a efectos 
jurídicos J. MASSAGUER FUENTES, “La responsabilidad de 
los prestadores de servicios en línea por las 
infracciones al derecho de autor y los derechos conexos 
en el ámbito digital”, pe.i. revista de propiedad 
intelectual, núm. 13 (enero-abril 2003), p. 48. 
263
 Vid. en este mismo capítulo el punto 4.5 La 
exclusión de responsabilidad prevista en la LSSICE para 
los enlaces e instrumentos de búsqueda. 
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derechos de propiedad intelectual cometidas por sus 
clientes como consecuencia de la reproducción y 
puesta a disposición del público de contenidos 
objeto de protección sin autorización de sus 
titulares y empleando los medio técnicos y 
servicios que estos intermediarios les procuran.  
 
Los diferentes legisladores abordan en este 
punto una cuestión delicada, pues se persigue el 
encontrar un equilibrio adecuado entre los 
intereses de los titulares de derechos, los 
usuarios y los ISP. Así, los titulares de derechos 
no van a explotar sus obras a través de Internet si 
no tienen algún modo de controlarlas efectivamente. 
Paralelamente, se ha de tratar de penalizar a los 
prestadores de servicios intermediarios lo menos 
posible, puesto que hacen que la red sea accesible 
al público en general, con los beneficios que todo 
ello implica
264
. 
 
Nos encontramos ante el riesgo de que una carga 
excesiva en la responsabilidad de los ISP pueda 
ralentizar de forma considerable el desarrollo de 
Internet por su temor a incurrir en gastos no 
previsibles mientras que una total exención de 
responsabilidad perjudicaría altamente a los 
derechohabientes, ya que son precisamente los 
intermediarios quienes están mejor posicionados 
para ejercer la protección, el control y, en su 
                                                 
264
 Vid. J. KOSTYU, “Copyright Infringement on the 
Internet: Determining the Liability of Internet Service 
Providers”, Catholic University Law Review, vol. 48, 
1999, p. 1241. 
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caso, para detener de forma eficaz cualquier 
actividad ilícita de los usuarios en la red
265
. 
 
Como punto de partida, parece obvio que nos 
encontramos en sede de responsabilidad 
extracontractual, no en vano la acción 
indemnizatoria contenida en el TRLPI queda 
configurada como una reclamación de daños y 
perjuicios basada en culpa extracontractual
266
. Los 
preceptos de la TRLPI han de operar en este 
sentido, como especiales frente a los dedicados a 
regular la responsabilidad extracontractual en 
general. Sin embargo, habremos de acudir a esos 
supuestos más generales en los casos de 
responsabilidad de los prestadores de servicios 
intermediarios, al no encontrarse para esa 
responsabilidad por infracciones indirectas acomodo 
en las líneas del TRLPI. 
 
Así, el TRLPI no equipara en su articulado al 
prestador de servicios intermediarios y al 
legitimado pasivo. El artículo 138 tan sólo 
menciona la medida cautelar específica y la acción 
de cesación de la prestación de los servicios de 
intermediación, en consonancia con lo que a 
continuación se establece en los artículos 139 y 
141. El ISP no responde, por tanto, de los daños y 
perjuicios causados conforme al artículo 140 del 
TRLPI. El intermediario no es calificado en puridad 
                                                 
265
 Siguiendo a I. GARROTE FERNÁNDEZ-DÍEZ, “La 
responsabilidad civil extracontractual de los 
prestadores de servicios en línea por infracciones de 
los derechos de autor y conexos”, pe. i. revista de 
propiedad intelectual núm. 6 (septiembre-diciembre 
2000), p. 13. 
266
 Como recalca la Audiencia Provincial de Álava en 
su sentencia de 21 de julio de 2000 (JUR 2000/277208). 
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como infractor con culpa a los efectos del TRLPI, 
sino como responsable civil genérico al que se le 
aplicarán determinadas medidas de las previstas en 
ese cuerpo legal
267
. 
 
Queda sin diseñar por tanto un régimen especial 
de responsabilidad de estos intermediarios a 
efectos de la tutela indemnizatoria. Más aún, ni 
tan siquiera queda claro que exista contra ellos 
una pretensión indemnizatoria por parte del titular 
de derechos de propiedad intelectual, cuando un 
tercero usuario de estos servicios realice un tipo 
de infracción de las especificadas en el TRLPI. 
 
Por todo ello, es importante que bajo el prisma 
de la posible responsabilidad de los ISP estemos a 
las normas generales de la responsabilidad 
extracontractual en el Derecho Común, enunciadas en 
el artículo 1.902 y 1.903 del Código Civil 
dependiendo esa responsabilidad de la existencia o 
no de alguna acción u omisión culposa e imputable a 
los prestadores de servicios que haya provocado 
daño y perjuicio efectivo para el titular de los 
derechos de propiedad intelectual infringidos.  
 
El artículo 13 de la LSSICE, que encabeza la 
segunda sección del capítulo segundo de la Ley, el 
dedicado al régimen de responsabilidad aplicable, 
hace referencia expresa a la aplicabilidad de esa 
                                                 
267
 Se podría decir que es un infractor, en 
principio, sin culpa. De ahí que se le pueda aplicar la 
acción de cesación. Vid. en este sentido, A. CARRASCO 
PERERA, “Comentario al artículo 138 del TRLPI”, en 
Comentarios a la Ley de Propiedad Intelectual, 
coordinados por R. BERCOVITZ RODRÍGUEZ-CANO 3ª. Ed., 
Tecnos, Madrid, 2007, p. 1666. 
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regulación común sin perjuicio de lo que se indique 
en la ley especial
268
. 
 
Nos encontramos por tanto ante un escenario 
claro de lo que la doctrina denomina 
responsabilidad por hecho ajeno, esto es, que quien 
ocasiona el daño de forma directa o inmediata no es 
quien está obligado a repararlo, sino una persona 
distinta, como responden los padres de los hijos 
que están bajo su guarda o los tutores por los 
daños causados por sus tutelados. 
 
Ahora bien, esta responsabilidad por hecho ajeno 
consagra a su vez una responsabilidad por culpa o 
falta propia, pues quien es imputado responsable lo 
es por ser negligente y facilitar con ello el daño 
causado
269
. Así, responderá quien con su propia 
negligencia ha propiciado, aunque sea 
indirectamente y con frecuencia por omisión, que 
otra persona, respecto de la cual tenía un especial 
deber de cuidado frente a terceros, ocasionara 
directamente un daño
270
. 
                                                 
268
 Dice el artículo 13 en su punto primero “Los 
prestadores de servicios de la sociedad de la 
información estén sujetos a la responsabilidad civil, 
penal y administrativa establecida con carácter general 
en el ordenamiento jurídico, sin perjuicio de lo 
dispuesto en esta Ley”. 
 
269
 Vid. F. REGLERO CAMPOS (Coord.), Lecciones de 
responsabilidad civil, Aranzadi, Navarra, 2002, pp. 
126-130. 
270
 En esta línea se pronuncia un buen número de 
sentencias del Tribunal Supremo que reiteran que la 
responsabilidad derivada del artículo 1903 CC se funda 
en la culpa (Sentencias de 19 de junio de 1998 [RJ 
1998\5068], 13 de octubre de 1998 [RJ 1998\8068], 4 de 
junio de 1999 [RJ 1999\4286] o 9 de julio de 2001 [RJ 
2001 5001]) y se establece “por razón del 
incumplimiento de los deberes que imponen las 
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Queda así configurada una suerte de 
responsabilidad vicaria en la que, siendo 
responsable del daño el agente directo del mismo, 
cabe exigir responsabilidad al garante de una 
conducta independientemente de su propia culpa. Se 
consagra así una responsabilidad directa o no 
subsidiaria y que puede perfectamente concurrir de 
forma solidaria con la del autor material del hecho 
dañoso.  
 
Se habrán de distinguir en este sentido, por 
tanto, los cuatro elementos identificadores de la 
responsabilidad: la acción u omisión, la culpa, el 
daño efectivo y el nexo de causalidad
271
. 
 
La acción parece en este caso el elemento más 
fácil de localizar, al facilitar el prestador de 
servicios los recursos necesarios para que el 
cliente o usuario almacene, acceda, ponga a 
disposición del público o recupere unos contenidos, 
en nuestro caso obras musicales protegidas por 
                                                                                                                                               
relaciones de convivencia social, de vigilar a las 
personas y a las cosas que están bajo la dependencia de 
otra determinada, y de emplear la debida cautela en la 
elección de servidores y en la vigilancia de sus 
actos”, imponiéndose “cuando entre el autor material 
del hecho y el que queda responsable hay un vínculo tal 
que la ley puede presumir fundadamente que si hubo daño 
éste debe atribuirse, más que al autor material, al 
descuido o defecto de vigilancia de la otra persona, 
por lo que el fundamento de esta responsabilidad es una 
presunción de culpa…” (en esta línea, entre otras, las 
sentencias del Tribunal Supremo de 18 de mayo de 1904, 
26 de octubre de 1981 [RJ 1981\3956] y 6 de junio de 
1997 [RJ 1997\4610]. 
271
 Vid. L. DÍEZ-PICAZO y A. GULLÓN, Sistema de 
Derecho Civil, Volumen II, 9ª edición, Tecnos, Madrid, 
2001, pp. 543-544. 
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derechos de propiedad intelectual, a través de 
Internet. 
 
El punto más controvertido a la hora de asignar 
la responsabilidad al ISP llega sin duda con el 
segundo de los elementos a considerar, el del dolo 
o culpa exigidos. La poco acertada cobertura legal 
que a este respecto ofrece nuestro ordenamiento 
hace que la responsabilidad de los prestadores de 
servicios intermediarios dependa en gran parte y 
como a continuación veremos en detalle de la 
existencia o no de un deber de control sobre los 
contenidos introducidos en sus equipos, de las 
herramientas necesarias para comprobar si quien ha 
puesto a disposición del público o transmitido unos 
contenidos a través de esos equipos o instalaciones 
cuenta con los derechos para hacerlo o si existen 
medios que permitan el bloqueo del acceso a dichos 
contenidos de constatarse la falta de autorización 
predicada. 
 
El autor o explotador de los materiales ilícitos 
será considerado el responsable directo de la 
totalidad de los daños debido a su difusión, 
mientras que los ISP responderán limitadamente, 
pues sólo se considerarán responsables por la 
difusión debida a su intervención y con 
posterioridad a la toma de conocimiento efectivo 
sobre la ilicitud
272
. 
 
                                                 
272
 Vid. S. CAVANILLAS MÚGICA, Deberes y 
responsabilidades de los servidores de acceso y 
alojamiento. Un análisis multidisciplinar, Comares, 
Granada, 2005, p. 61. 
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En lo relativo al daño efectivo y su 
cuantificación, es importante señalar que la LSSICE 
no se ocupa de regular la manera en la que se 
evalúa y, consiguientemente, indemniza el daño 
ocasionado por los prestadores de servicios 
intermediarios. En consecuencia, se habrá de estar 
a las reglas comunes del Derecho de daños y, más 
concretamente, a la regulación especial relativa a 
la valoración del daño de la que es objeto la 
propiedad intelectual
273
. 
 
 
2.1 Responsabilidad directa y responsabilidad 
indirecta de los sujetos implicados 
 
Como hemos podido apreciar a la hora de analizar 
el funcionamiento de los programas de intercambio 
P2P
274
, los usuarios de esos programas realizan 
diversas acciones que, partiendo de la premisa de 
que los contenidos objeto de intercambio estén 
protegidos por derechos de propiedad intelectual, 
invaden la órbita de exclusiva de los titulares de 
derechos. 
 
Lo que los usuarios de las plataformas P2P 
realizan al participar en ellas ofreciendo sus 
ficheros al resto de usuarios y bajándose archivos 
ofrecidos por los demás es una suma de actos de 
utilización de obras y prestaciones protegidas que 
van desde la reproducción instrumental inicial 
hasta la reproducción por vía de descarga y la 
puesta a disposición del público. Todos estos 
comportamientos penetran de lleno en la esfera 
                                                 
273
 Recogida en el artículo 140 del TRLPI
  
274
 Vid. SUPRA, Capítulo IV. 
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jurídica de los titulares de derechos, por lo que 
su realización no consentida convierte al usuario 
en infractor, responsable directo y, por ende, 
legitimado pasivo de una acción civil de cesación y 
de una acción de reclamación por los daños y 
perjuicios causados a los derechohabientes
275
. 
 
Asimismo, los prestadores de servicios 
intermediarios responderán también como infractores 
directos cuando actúen como proveedores de 
contenidos, implicando esto que lo hacen bajo su 
propia responsabilidad y con un control absoluto 
sobre los materiales puestos a disposición del 
público en Internet. Como acabamos de ver, los 
proveedores de contenidos más habituales son 
aquellos que ofrecen además servicios de acceso y 
alojamiento, servidores de organismos públicos y, 
en gran número, los propios usuarios a través de 
sus páginas web personales o cargando contenidos en 
sus listas de correo. De hecho, en la práctica 
muchos ISP que proveen de contenidos a sus usuarios 
camuflan esa verdadera identidad en la de otro tipo 
de prestador intermediario con el fin de 
beneficiarse de las posibles exclusiones previstas 
en la legislación para la responsabilidad por 
transmitir, reproducir o alojar eventuales 
contenidos ilícito. Éste es el caso, sin ir más 
lejos, del archiconocido ISP y número uno mundial 
en el servicio de streaming de obras musicales y 
audiovisuales YouTube
276
. 
                                                 
275
 Siguiendo a R. SÁNCHEZ ARISTI, El intercambio de 
obras protegidas a través de las plataformas peer-to-
peer, Instituto de Derecho de Autor, Madrid, 2007, pp. 
173-174. 
276
 Se detalla este asunto en SUPRA, Capítulo IV. 
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En cuanto a los prestadores de servicios 
intermediarios, parece claro que no realizan una 
reproducción directa de los contenidos cargados en 
sus equipos. Las copias y puesta a disposición de 
los contenidos que se realizan para la carga, 
almacenamiento o envío en y desde sus servidores o 
con ocasión del acceso a los contenidos cargados en 
sus servidores se deben a la actuación de los 
usuarios y proveedores de contenidos sirviéndose, 
eso sí, de los medios técnicos que estos ISP ponen 
a sus disposición a tales efectos
277
. 
 
No obstante lo anterior, resulta evidente que 
los prestadores de servicios intermediarios han de 
resultar igualmente responsables puesto que, si 
bien no llevan a cabo personal y directamente 
ninguna actuación que conlleve una reproducción o 
comunicación pública directa de los contenidos 
protegidos por derechos de autor, no es menos 
cierto que una vez el usuario da la orden, por 
ejemplo, de recuperación del contenido almacenado y 
puesto a disposición del público se suceden 
automáticamente una serie de reproducciones que, 
pese a su carácter efímero, entran bajo la esfera 
de control técnico del prestador de servicios o, 
más concretamente en este caso, del proveedor de 
acceso. 
 
                                                 
277
 Vid. J. MASSAGUER “La responsabilidad de los 
prestadores de servicios en línea por las infracciones 
al derecho de autor y los derechos conexos en el ámbito 
digital”, pe.i. revista de propiedad intelectual, núm. 
13 (enero-abril 2003), p. 22. 
  266 
A este respecto conviene recordar que, pese a 
que la legislación concreta que a continuación 
estudiaremos no se detiene debidamente en ello, en 
el ámbito de la protección jurídica de los derechos 
sobre bienes inmateriales, se debe considerar 
infracción indirecta de los correspondientes 
derechos exclusivos la realización de ciertos actos 
que no tienen por objeto la creación protegida en 
cada caso y no comportan propiamente su explotación 
o uso directo, sino que se encaminan a permitir que 
un tercero pueda realizar tales actos de 
explotación o uso inmediato no autorizado por el 
titular del derecho exclusivo.  
 
Parece que la acción de los diferentes ISP que 
venimos describiendo encajaría bajo ese concepto de 
infracción indirecta y como tal habrá de ser 
considerada la responsabilidad de los sujetos 
activos que la cometan. En el caso de las redes P2P 
los prestadores de servicios intermediarios ponen a 
disposición de los operadores y de sus clientes los 
medios necesarios para la comisión de ilícitos que 
en este caso implican infracciones de propiedad 
intelectual. Pensemos, llegados a este punto, en 
escenarios tan plausibles como el de un proveedor 
dando acceso a un cliente que usa un P2P o cediendo 
espacio web a una empresa que pone en línea de 
forma gratuita un programa de intercambio de obras 
musicales protegidas por derechos de autor. 
 
Lo cierto es que tradicionalmente se ha 
considerado que quienes únicamente ponen a 
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disposición de terceros medios técnicos neutros
278
 
para la comisión de un ilícito en materia de 
propiedad intelectual no han de ser considerados 
corresponsables de la infracción principal. Así, 
quien alquila un local de fiestas en el que luego 
se reproducen obras musicales protegidas por 
derechos de autor de forma ilícita no puede 
resultar responsable de tal infracción. Ahora bien 
y sentado lo anterior, parece claro que cuando 
quien participa en la infracción lo hace de forma 
activa habrá de responder. Visto lo cual habremos 
de estar al grado de colaboración del intermediario 
en la infracción para enjuiciar su responsabilidad.  
 
La infracción indirecta es una institución 
jurídica importada de la jurisprudencia 
estadounidense y que se divide en dos categorías 
diferentes: la contributory infringement y la 
vicarious liability
279
. La contributory infringement 
deberá reunir los siguientes elementos: una 
infracción directa, en este caso por parte de un 
usuario; el conocimiento o motivos para conocer 
dicha infracción por parte del ISP; y una 
contribución material a la misma. Por su parte, la 
vicarious liability comprende los siguientes 
elementos: la infracción directa; el derecho y la 
capacidad de controlarla y un beneficio económico 
derivado de la misma
280
. 
 
                                                 
278
 Entendiendo por estos aquéllos que no están 
exclusivamente destinados a una actividad infractora. 
279
 Para un análisis más detallado de esta 
institución, vid. INFRA, Capítulo VI. 
280
 Vid. CAVANILLAS MÚGICA, Santiago (Coord.): 
Deberes y responsabilidades de los servidores de acceso 
y alojamiento. Un análisis multidisciplinar, Comares, 
Granada, 2005. 
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La exención de responsabilidad de los ISP ha 
sido claramente aceptada y buscada
281
 en aras de una 
presunta seguridad jurídica que, en la otra cara de 
la moneda, aporta indefensión e inseguridad a los 
titulares de los derechos exclusivos.  
 
Todo lo anterior provoca, como enseguida 
veremos, una interesante disputa doctrinal que 
deriva en una interpretación restrictiva y otra 
                                                 
281
 Ya señalaba la Comisión Europea en su 
Comunicación sobre Contenidos Ilícitos y Nocivos en 
Internet de octubre de 1997 que “La ley puede tener que 
ser modificada o clarificada para ayudar a los 
proveedores de acceso y a los proveedores de servicios 
de hospedaje, cuya actividad comercial principal es 
ofrecer un servicio a los clientes, a desbrozar un 
camino entre las acusaciones de censura y la demanda de 
responsabilidades. Donde los proveedores de servicios 
de hospedaje proporcionan ellos mismos contenidos en la 
World Wide Web o en los grupos de discusión, son, 
evidentemente, responsables de ello en la misma medida 
que cualquier autor o proveedor de contenido. Donde el 
contenidos es proporcionado por terceras partes, la 
responsabilidad de los proveedores de servicios de 
hospedaje debe ser clarificada. En varios Estados 
Miembros (Austria, Alemania, Francia y Reino Unido) se 
han adoptado o propuesto legislaciones que definen las 
responsabilidades legales de los proveedores de 
servicios de hospedaje de forma que sólo son 
responsables del contenido alojado en sus servidores 
cuando puede esperarse razonablemente que son 
conscientes de que aquél es prima facie ilegal o no han 
tomado medidas razonables para eliminar dicho contenido 
una vez que el mismo ha atraído claramente su atención. 
Algunas reglamentaciones van más allá y parecen 
requerir a los proveedores de acceso que restrinjan el 
acceso a sitios que contienen contenido ilegal. Los 
operadores de redes, por otro lado, no están 
normalmente expuestos a responsabilidades penales o 
civiles por el contenido transmitido por sus redes, 
aunque pueden ser requeridos, por una legislación 
relevante o licencias, a dar los pasos adecuados 
respecto a sus clientes (los proveedores de acceso) si 
estos últimos usan algunos recursos para transmitir 
contenidos ilegales. La Comisión Europea, pues, cree 
que, en general, los proveedores de servicios de 
Internet no son responsables de los contenidos que 
circulan por sus redes y que han creado terceras 
partes”. 
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extensiva del sistema de responsabilidad que en 
estos momentos propone nuestro ordenamiento con la 
LSSICE. 
 
 
2.2 Rasgos definidores de la responsabilidad 
indirecta de los ISP 
 
La responsabilidad de los prestadores de 
servicios intermediarios, según ha quedado definida 
tras la aprobación de la LSSICE, cuenta con otros 
rasgos que la definen y sobre los que conviene 
detenerse unas líneas al gozar de alguna que otra 
peculiaridad jurídica
282
. 
 
Lo primero que llama la atención es que la 
responsabilidad de los ISP, es una responsabilidad 
por hecho propio. Esto es, no se responde por las 
actividades de los usuarios o de los proveedores de 
contenidos sino por una conducta propia del 
intermediario que surge precisamente cuando se 
tiene conocimiento de que se está cometiendo esa 
infracción, sea la violación de derechos de 
propiedad intelectual en el seno de una red P2P, 
sin reaccionar con la debida diligencia. Se puede 
definir quizá, no exento de cierta confusión, como 
una responsabilidad por contenidos ajenos pero por 
hechos propios, es decir, como una responsabilidad 
surgida por las propias conductas del intermediario 
y el grado de conocimiento que tenga de la ilicitud 
                                                 
282
 Siguiendo en este punto a I. GARROTE FERNÁNDEZ-
DÍEZ, “Acciones civiles contra los prestadores de 
servicios de intermediación en relación con la 
actividad de las plataformas P2P. Su regulación en la 
Ley 34/2002 y en la Ley de Propiedad Intelectual”, pe. 
i. revista de propiedad intelectual núm. 16 (enero-
abril 2004), pp. 81-84. 
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que se comete utilizando sus servicios pero siempre 
bajo el manejo de contenidos ajenos. 
 
En cuanto al carácter objetivo o subjetivo de la 
responsabilidad de los prestadores de servicios 
intermediarios, diatriba que tampoco ha quedado 
exenta del debate doctrinal, la LSSICE se ha 
inclinado por darle un carácter subjetivo, en línea 
con lo establecido en la DCE y basado, por ello, en 
la culpa o actuación negligente del intermediario. 
Sin embargo, es difícil no plantearse la 
pertinencia de la aplicación de la teoría del 
riesgo, que habría llevado a los intermediarios a 
responder de manera objetiva por los daños 
causados. 
 
El carácter subjetivo de la responsabilidad se 
hace evidente en el caso de los proveedores de 
alojamiento, proveedores de enlaces y motores de 
búsqueda y proveedores de copias en memoria 
temporal, al hacerse en estos casos expresa mención 
al grado de conocimiento que el intermediario tiene 
de la actividad que se desarrolla en su entorno. 
Sin embargo, el carácter subjetivo de la 
responsabilidad para los proveedores de acceso no 
resulta tan notorio aunque en la práctica lo cierto 
es que sólo responderán cuando les sea notificada 
la ilicitud de sus contenidos y no reaccionen de 
forma adecuada. Se les hace responsables, por 
tanto, no por los contenidos a los que ofrecen 
acceso sino por su negligencia a la hora de 
retirarlos o de impedir el acceso a los mismos. 
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Es preciso apuntar, en conexión con un eventual 
comportamiento negligente, que la responsabilidad 
de los ISP no derivará en ningún caso de una 
hipotética obligación general de supervisión por 
parte del intermediario de los contenidos 
introducidos en Internet. La ley no les impone tal 
obligación, en gran parte por la complejidad 
técnica que llevaría el requerir un filtrado y 
control global de los contenidos. Si bien es cierto 
que se ha conocido algún caso aislado en el que se 
condenaba a prestadores de servicios intermediarios 
por no haber controlado y vigilado la información 
contenida en sus servidores, la mayoría de los 
ordenamientos europeos y desde luego el español han 
optado por refrendar la norma del artículo 15.1 DCE 
que impide imponer a los intermediarios la 
obligación general de supervisión de los contenidos 
que manejen los usuarios de sus servicios. 
 
Esta cobertura que ofrece a los prestadores de 
servicios intermediarios la legislación es sin duda 
su arma más fuerte a la hora de tratar de buscar la 
impunidad en las infracciones relativas a los 
derechos de autor, puesto que en conexión con el 
concepto de conocimiento efectivo que a 
continuación desarrollaremos conforma una barrera 
difícil de expugnar para los titulares y quienes 
defienden sus derechos, que se ven muchas veces 
atados de pies y manos a la hora de tratar de 
fundamentar sus a priori lógicas pretensiones de 
defensa. 
 
Por último es preciso señalar, sin perjuicio de 
que volveré detenidamente sobre ello, que el 
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legislador español, desgraciadamente, permite que 
se excluya asimismo la responsabilidad del 
intermediario incluso cuando el último esté 
obteniendo un beneficio directo con sus actividades 
siempre que cumpla, claro está, con el resto de 
condiciones legalmente establecidas. Esto lleva en 
la práctica diaria a que los proveedores de acceso 
se lucren con altas tarifas que ofrecen excelentes 
condiciones en cuanto al ancho de banda, las cuales 
son contratadas masivamente por los usuarios en 
gran medida por su deseo de contar con una conexión 
suficiente para el intercambio de un elevado 
volumen de archivos musicales en el tráfico P2P
283
. 
 
 
3.  EL MARCO NORMATIVO COMUNITARIO Y NACIONAL 
 
 
3.1 La Directiva sobre el comercio electrónico 
 
La DCE, relativa a determinados aspectos 
jurídicos de los servicios de la sociedad de la 
información, en particular el comercio electrónico 
en el mercado interior, tiene como finalidad 
principal suprimir obstáculos al desarrollo de los 
servicios de la sociedad de la información y, en 
particular, del comercio electrónico en el mercado 
interior.  
Con esa finalidad se pretende establecer, 
                                                 
283
 En esta misma línea I. GARROTE FERNÁNDEZ-DÍEZ en 
“Acciones civiles contra los prestadores de servicios 
de intermediación en relación con la actividad de las 
plataformas P2P. Su regulación en la Ley 34/2002 y en 
la Ley de Propiedad Intelectual”, pe. i. revista de 
propiedad intelectual núm. 16 (enero-abril 2004), p.84. 
  273 
mediante la armonización de las respectivas 
legislaciones de los países comunitarios, un marco 
claro de carácter general para regular determinados 
aspectos jurídicos de la sociedad de la información 
y garantizar la libertad de establecimiento y la 
libre prestación de esos servicios en todos los 
Estados miembros.  
En cuanto al ámbito de aplicación subjetivo 
respecto de lo que nos ocupa, la DCE define a los 
prestadores de servicios intermediarios, en su 
artículo 2b)
284
 de acuerdo con la definición que se 
da en el artículo 1.2 de la Directiva 98/34/CE, de 
22 de junio de 1998, por la que se establece un 
procedimiento de información en materia de las 
normas y reglamentaciones técnicas y de las reglas 
relativas a los servicios de la sociedad de la 
información, comprendiéndose en esa definición 
también las actividades de suministro de obras en 
línea
285. Se dejan fuera del concepto de “servicios 
                                                 
284
 Los define como “cualquier persona física o 
jurídica que suministre un servicio de la sociedad de 
la información”. 
285
 El Considerando 18 de la DCE delimita con 
precisión lo que entiende por servicios de la sociedad 
de la información, señalando que “los servicios de la 
sociedad de la información cubren una amplia variedad 
de actividades económicas que se desarrollan en línea; 
dichas actividades en particular consisten en la venta 
de mercancías en línea. Las actividades como la entrega 
de mercancías en sí misma o la prestación de servicios 
fuera de la línea no están cubiertas. Los servicios de 
la sociedad de la información no se limitan únicamente 
a servicios que dan lugar a la contratación en línea, 
sino también, en la medida en que representan una 
actividad económica, son extensivos a servicios no 
remunerados por sus destinatarios, como aquéllos que 
consisten en ofrecer información en línea o 
comunicaciones comerciales, o los que ofrecen 
instrumentos de búsqueda, acceso y recopilación de 
datos. Los servicios de la sociedad de la información 
cubren también servicios consistentes en transmitir 
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de la sociedad de la información”, los servicios 
que no implican un tratamiento y almacenamiento de 
datos
286
.  
 
                                                                                                                                               
información a través de una red de comunicación, o 
albergar información facilitada por el destinatario del 
servicio. La radiodifusión televisiva según se define 
en la Directiva 89/552/CEE y la radiodifusión 
radiofónica no son servicios de la sociedad de la 
información, ya que no se prestan a petición 
individual; por el contrario, los servicios que se 
transmiten entre dos puntos, como el vídeo a la carta o 
el envío de comunicaciones comerciales por correo 
electrónico son servicios de la sociedad de la 
información. El uso del correo electrónico o, por 
ejemplo, de sistemas equivalentes de comunicación entre 
individuos, por parte de personas físicas que actúan 
fuera de su profesión, negocio o actividad profesional, 
incluso cuando los usan para celebrar contratos entre 
sí, no constituyen un servicio de la sociedad de la 
información. La relación contractual entre un empleado 
y su empresario no es un servicio de la sociedad de la 
información; las actividades que por su propia 
naturaleza no pueden realizarse a distancia ni por 
medios electrónicos, tales como el control legal de la 
contabilidad de las empresas o el asesoramiento médico 
que requiere el reconocimiento físico de un paciente, 
no constituyen servicios de la sociedad de la 
información”. 
286
 Así lo expresa el Considerando 17 de la DCE: “La 
definición de servicios de la sociedad de la 
información ya existe en el Derecho comunitario, y se 
recoge en la Directiva 98/34/CE del Parlamento Europeo 
y del Consejo, de 22 de junio de 1998, por la que se 
establece un procedimiento de información en materia de 
las normas y reglamentaciones técnicas y de las reglas 
relativas a los servicios de la sociedad de la 
información y en la Directiva 98/84/CE del Parlamento 
Europeo y del Consejo, de 20 de noviembre de 1998, 
relativa a la protección jurídica de los servicios de 
acceso condicional o basados en dicho acceso. Dicha 
definición se refiere a cualquier servicio prestado 
normalmente a título oneroso, a distancia, mediante un 
equipo electrónico para el tratamiento (incluida la 
compresión digital) y el almacenamiento de datos, y a 
petición individual de un receptor de un servicio; 
estos servicios a los que se hace referencia en la 
lista indicativa del anexo V de la Directiva 98/34/CE 
que no implica tratamiento y almacenamiento de datos no 
están incluidos en la presente definición”. 
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La DCE dedica en su Sección IV, “Responsabilidad 
de los prestadores de servicios intermediarios”287, 
cuatro artículos, los que van del 12 al 15, a 
clarificar la responsabilidad civil de los ISP. El 
loable objetivo de la DCE a este respecto es el de 
definir los distintos papeles y responsabilidades 
que desempeñan los operadores de Internet y tratar 
de lograr un equilibrio entre todos los intereses 
en juego limitando las actividades ilícitas en 
Internet sin coartar la explotación comercial que 
se pueda realizar en torno a la red y dotando de la 
máxima seguridad jurídica a la comunidad de 
Internet. 
 
Lo primero que sienta la DCE, algo que ya se ha 
adelantado en epígrafes anteriores, es que cuando 
el ISP actúe como proveedor de contenidos y no como 
mero intermediario se habrá de estar a lo dispuesto 
en las reglas de responsabilidad extracontractual 
de cada estado miembro, no pudiendo acogerse a las 
exenciones de responsabilidad que recoge el texto 
comunitario. Del mismo modo, el intermediario 
deberá responder conforme a lo dictado por la 
legislación nacional en el caso de que no pueda 
acogerse a ninguna de las exenciones expuestas en 
la DCE y gozará lógicamente también de otros 
eximentes que las leyes nacionales ofrezcan, caso 
de que por ejemplo no estuviésemos ante una 
potencial infracción de un derecho de autor al ser 
                                                 
287
 En un principio esta Sección se denominó 
“Responsabilidad de los intermediarios”, pero se 
enmendó en la Propuesta Modificada con el fin de dejar 
claro que la DCE tan solo entra a conocer de la 
exención de responsabilidad de los prestadores de 
servicios que realmente actúan como puros 
intermediarios. 
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del dominio publico la obra objeto de la hipotética 
infracción. 
 
Antes de adentrarnos en el análisis concreto de 
cada una de las exenciones previstas en la DCE es 
preciso apuntar algunas cuestiones comunes a los 
preceptos que se van a detallar
288
. En primer lugar, 
y en cuanto al objeto de las exenciones de 
responsabilidad previstas en la DCE, destacar que 
éstas sólo jugarán para los prestadores 
intermediarios de la sociedad de la información 
establecidos en países pertenecientes a la Unión 
Europea. A este respecto, es importante señalar que 
un ISP se considerará establecido en la Unión 
Europea si cumple con la condiciones del artículo 2 
c)
289
, aunque su servidor se encuentre ubicado en un 
país extracomunitario. Se tendrá en cuenta, como 
criterio de establecimiento, dónde se desarrolle la 
actividad económica del intermediario, no teniendo 
relevancia a estos efectos el mero alojamiento de 
páginas web en un servidor comunitario o el que se 
pueda acceder a un sitio web en un Estado miembro. 
En consonancia con lo anterior, los ISP 
establecidos en terceros países que utilicen un 
                                                 
288
 Siguiendo en esta enumeración a I. GARROTE 
FERNÁNDEZ-DÍEZ, “La responsabilidad civil 
extracontractual de los prestadores de servicios en 
línea por infracciones de los derechos de autor y 
conexos”, pe. i. revista de propiedad intelectual núm. 
6 (septiembre-diciembre 2000), pp- 40-41. 
289
 El precepto define al prestador de servicios 
comunitario como el “prestador que ejerce de manera 
efectiva una actividad económica a través de una 
instalación estable y por un período de tiempo 
indeterminado. La presencia y utilización de los medios 
técnicos y de las tecnologías utilizadas para prestar 
el servicio no constituyen en sí mismos el 
establecimiento del prestador de servicios”. 
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servidor en la Unión Europea no podrán gozar de las 
ventajas de la DCE. 
 
En segundo lugar es importante resaltar que los 
artículos 12 a 14 de la DCE, sobre cuyo contenido 
vamos a continuación a profundizar, sólo otorgan 
protección frente a potenciales acciones por daños 
y perjuicios, quedando las acciones de cesación y 
las medidas cautelares relacionadas con su 
ejercicio siempre a salvo, ex artículos 12.3, 13.2 
y 14.3 de la DCE. 
 
En tercer lugar subrayar que las exenciones se 
van a aplicar con independencia de que el ISP, 
según la legislación nacional del Estado miembro en 
el que esté establecido, pueda ser considerado 
infractor principal o subsidiario y su papel sea el 
de infractor directo o uno asimilable al de mero 
corresponsable o cómplice. 
 
En cuarto lugar es necesario destacar que el 
artículo 18.1 de la DCE
290
 establece la obligación de 
que los estados miembros dispongan en su 
ordenamiento de ciertas normas que permitan adoptar 
medidas para evitar o cortar comportamientos 
infractores, dejando al arbitrio de cada Estado el 
que éstas sean de naturaleza civil, penal o 
administrativa. 
                                                 
290
 El artículo, referente a los recursos judiciales, 
establece que “Los Estados miembros velarán por que los 
recursos judiciales existentes en virtud de la 
legislación nacional en relación con las actividades de 
servicios de la sociedad de la información permitan 
adoptar rápidamente medidas, incluso medidas 
provisionales, destinadas a poner término a cualquier 
presunta infracción y a evitar que se produzcan nuevos 
perjuicios contra los intereses afectados”. 
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Por último añadir que el sistema de 
responsabilidad de los ISP se cierra en la DCE con 
una cláusula general, la ya apuntada del artículo 
15.1, que les exime de la obligación general de 
supervisar o controlar activamente las 
informaciones que los terceros proporcionan en 
Internet. Ahora bien, los Estados miembros podrán 
obligar a los intermediarios a que comuniquen a la 
autoridad pública competente los datos acerca de 
cualquier actividad ilícita que hayan podido 
conocer así como a que proporcionen información 
acerca de las identidades de sus clientes
291
. Esta 
obligación, lamentablemente, sólo operará en 
aquellos casos en los que entre intermediario e 
infractor exista un “contrato de almacenamiento”, 
es decir, cuando se ha cedido un espacio para 
alojar una página web, una cuenta de correo 
electrónico o cualquier otro contenido que el 
usuario cliente quisiera depositar. Ahora bien, y 
como veremos más adelante
292
, los derechohabientes se 
van a encontrar con el gran escollo de la 
protección en materia de datos personales al tratar 
con los proveedores que ofrecen el acceso a la red. 
 
                                                 
291
 Posibilidad que surge ex artículo 15.2 de la DCE: 
“2. Los Estados miembros podrán establecer obligaciones 
tendentes a que los prestadores de servicios de la 
sociedad de la información comuniquen con prontitud a 
las autoridades públicas competentes los presuntos 
datos ilícitos o las actividades ilícitas llevadas a 
cabo por destinatarios de su servicio o la obligación 
de comunicar a las autoridades competentes, a solicitud 
de éstas, información que les permita identificar a los 
destinatarios de su servicio con los que hayan 
celebrado acuerdos de almacenamiento”. 
292
 Para un estudio detallado de esta cuestión vid. 
INFRA, Capítulo VII. 
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3.2 La Ley de servicios de la sociedad de la 
información 
 
Tal y como se indica en su preámbulo, la LSSICE 
o Ley 34/2002, de 11 de julio, de servicios de la 
sociedad de la información y de comercio 
electrónico, ha incorporado a nuestro ordenamiento 
jurídico la DCE, fijando la regulación del régimen 
jurídico de los servicios de la sociedad de la 
información, así como de la contratación por vía 
electrónica, especialmente en lo referente a las 
obligaciones de los prestadores de este tipo de 
servicios, los servicios intermediarios, las 
comunicaciones comerciales por vía electrónica, la 
información previa y posterior a la celebración de 
contratos electrónicos, las condiciones relativas a 
su validez y eficacia y el régimen sancionador 
aplicable a los prestadores de servicios de la 
sociedad de la información. 
 
Lo cierto es que en su redacción final la LSSICE 
se desvió notablemente del espíritu de la DCE
293
, 
contradiciéndose incluso abiertamente en sus 
anteproyectos alguno de los principios básicos 
establecidos por el legislador comunitario 
albergando pretensiones como la de un registro 
previo obligatorio a la hora de actuar en 
                                                 
293
 En este sentido, de entre muchos, C. SÁNCHEZ 
ALMEIDA, “La responsabilidad civil en Internet”, 
Ponencia presentada en el XIII Congreso de 
Responsabilidad Civil organizado por la Comisión de 
Abogados de Entidades Aseguradoras y Responsabilidad 
Civil del Ilustre Colegio de Abogados de Barcelona, 
marzo de 2005, disponible en 
http://www.tercerarepublica.com/node59.html. 
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Internet
294
. Asimismo, la LSSICE se ha descolgado 
regulando algunos aspectos no abarcados en la DCE, 
caso de la obligación que se impone de retener 
datos del tráfico a determinados proveedores o los 
criterios de responsabilidad a los proveedores de 
hipervínciulos en Internet. Pero sin duda lo que 
más llama la atención a la hora de realizar una 
lectura integradora de la Ley es la ausencia de la 
no exigencia de un deber general de supervisión 
general de contenidos para los ISP que la DCE 
establece en su artículo 15.1. 
 
Fuera de lo que podría caber esperar, la 
ausencia de dicho inciso es aún más anómalo cuando 
observamos que de la LSSICE se desprende una 
legislación extraordinariamente tuitiva con los 
prestadores de servicios intermediarios, a los que 
concede todo tipo de facilidades para poder 
acogerse a las exclusiones de responsabilidad que 
se ofrecen en su cuerpo legal, echándose de menos 
por tanto en sintonía con ese espíritu el cerrar 
ese círculo protector transponiendo la mencionada 
“no exigencia”. 
 
La Ley gira en torno al concepto de “servicio de 
la sociedad de la información”, acogido en la 
Exposición de Motivos como un concepto amplio que 
engloba, amén de la contratación de bienes y 
servicios por vía electrónica, el suministro de 
información por esa vía, como el que efectúan los 
periódicos o revistas on line, las actividades de 
intermediación relativas a la provisión de acceso a 
                                                 
294
 Precepto que finalmente desapareció en la versión 
definitiva de la ley. 
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la red, la transmisión de redes por las ya 
mencionadas redes de telecomunicaciones, la 
realización de copias temporales de las páginas de 
Internet solicitadas por los usuarios, el 
alojamiento en los propios servidores de 
información, servicios o aplicaciones facilitados 
por otros o la provisión de instrumentos de 
búsqueda o de enlaces a otros sitios de la red, así 
como cualquier otro servicio que se preste a 
petición individual de los usuarios, como la 
descarga de archivos audiovisuales, siempre que 
represente una actividad económica para el 
prestador aunque el uso de dichos servicios sea 
gratuito para sus destinatarios. 
 
En cuanto al ámbito subjetivo, los servicios 
enumerados podrán ser ofrecidos por los operadores 
de telecomunicaciones, los proveedores de acceso a 
Internet, los portales, los motores de búsqueda o 
cualquier otro sujeto que disponga de un sitio en 
Internet a través del que realice alguna de las 
actividades indicadas incluido, claro está, el 
comercio electrónico. 
 
Por todo lo anterior, se habrá de entender 
incluido dentro del concepto de “servicio de la 
sociedad de la información” cualquier tipo de 
servicio prestado a distancia, por vía electrónica 
y a petición individual del destinatario, sea o no 
a título oneroso en la medida en que constituya una 
actividad económica para el prestador de servicios. 
En cualquier caso la Ley enumera, con carácter 
enunciativo que no limitativo, algunas de las 
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actividades que constituyen un servicio de la 
sociedad de la información: 
 
 
 la contratación de bienes o servicios por 
vía electrónica; 
 
 la organización y gestión de subastas por 
medios electrónicos o de mercados y centros 
comerciales virtuales; 
 
 la gestión de compras en la red por grupos 
de personas; 
 
 el envío de comunicaciones comerciales; 
 
 el suministro de información por vía 
telemática; y 
 
 el vídeo bajo demanda como servicio en que 
el usuario puede seleccionar a través de la 
red tanto el programa deseado como el 
momento de su suministro y recepción y, en 
general, la distribución de contenidos 
previa petición individual. 
 
Centrándonos ya en el objeto de este estudio 
debemos avanzar hasta la Sección Segunda de la 
LSSICE, donde bajo el epígrafe “Régimen de 
responsabilidad” la ley pretende transponer al 
derecho español las exenciones de responsabilidad 
dispuestas para los prestadores de servicios 
intermediarios en la DCE. Sin embargo y siendo 
menester reiterarlo, sorprende la LSSICE omitiendo 
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toda referencia a la inexistencia de una obligación 
general de supervisión como la prevista en el 
artículo 15.1 de la DCE, que dispone que los 
estados miembros no impondrán a los ISP una 
obligación general de supervisar los datos que 
transmitan o almacenen, ni una obligación general 
de realizar búsquedas activas de hechos o c. 
ircunstancias que indiquen actividades ilícitas. 
 
Los artículos 13 a 17 de la LSSICE consagran el 
principio de no responsabilidad por contenidos 
ajenos, si bien es un principio frágil y lleno de 
excepciones que hacen peligrar la inmunidad 
inicialmente concedida a los intermediarios
295
. 
 
En su artículo 13
296
, primero de los relativos a 
este régimen de responsabilidad, la LSSICE pasa por 
encima del régimen de responsabilidad por hechos 
propios remitiéndose a lo ya dispuesto en el 
ordenamiento jurídico nacional sin perjuicio de lo 
que en ella misma se establezca, que a este 
respecto es poco, por no decir nada. 
 
En el segundo apartado de ese mismo precepto 13, 
la LSSICE nos dice que para determinar la 
responsabilidad de los prestadores de servicios 
intermediarios por el ejercicio de actividades de 
intermediación se habrá de estar a lo establecido 
en los artículos siguientes, que establecen cuatro 
categorías de responsabilidad: la de los operadores 
                                                 
295
 Vid. P. LLANEZA GONZÁLEZ, Aplicación práctica de 
la LSSI-CE, Editorial Bosch, Barcelona, 2003, pp. 90-
95. 
 
296
 Vid. INFRA nota 32. 
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de redes y proveedores de acceso; la de los 
prestadores de servicios que realizan copia 
temporal de los datos solicitados por los usuarios; 
la de los prestadores de servicios de alojamiento o 
mantenimiento de datos; y prestadores de servicios 
que faciliten enlaces o contenidos o instrumentos 
de búsqueda. 
 
 
 
4. LOS SUPUESTOS DE EXCLUSIÓN DE RESPONSABILIDAD EN 
EL ORDENAMIENTO COMUNITARIO Y SU TRANSPOSICIÓN 
AL DERECHO ESPAÑOL 
 
Veamos ahora pues cada uno de los supuestos de 
exclusión de responsabilidad que la legislación 
comunitaria prevé para los prestadores de servicios 
intermediarios así como los requisitos específicos 
para que se dé la aplicación de cada una de esas 
exclusiones. Paralelamente trataré la forma en que 
dichas exclusiones han sido transpuestas a la 
legislación nacional mediante la LSSICE. 
 
 
4.1 Espíritu y ratio essendi de las exclusiones 
de responsabilidad 
 
Las normas establecidas por el legislador 
comunitario en la DCE determinan, en su esencia, 
que bajo los supuestos y requisitos que a 
continuación examinaremos, los ISP no podrán ser 
declarados responsables de los contenidos 
proporcionados por terceros. 
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La DCE ha pretendido definir un ámbito de “no 
responsabilidad” de modo que los prestadores de 
servicios intermediarios tengan la plena garantía 
de que si se ajustan a los requisitos contemplados 
en cada caso por el texto comunitario no deberán 
responder. Por el contrario, en absoluto pretende 
la DCE armonizar las normas sustantivas con arreglo 
a las cuales en cada ordenamiento se fijan los 
criterios para la atribución de responsabilidad , 
sea en el campo civil, objeto de este estudio, 
penal o administrativo, normas que en la práctica 
sin duda difieren en los diversos estados miembros. 
 
Cuando las exclusiones de responsabilidad 
previstas en la DCE, por tanto, no resulten de 
aplicación serán las normas del estado 
correspondiente las que determinen si el ISP debe o 
no responder y en qué forma ha de hacerlo. 
 
Los artículos previstos en la DCE bajo la 
rúbrica “responsabilidad de los prestadores de 
servicios intermediarios” no han de interpretarse 
como si el mandato de la norma comunitaria fuera el 
exigir a los estados miembros que hagan 
responsables de los contenidos a los intermediarios 
que no reúnan los requisitos exigidos para la 
exclusión de responsabilidad, sino que se limita a 
fijar los supuestos en que el intermediario debe 
quedar libre de responsabilidad sin prejuzgar si en 
caso de no quedar cubierto por la exclusión deberá 
responder. 
 
Así, el mandato que el artículo 12 de la DCE 
dirige a los estados miembros consiste en que éstos 
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garanticen que cuando se preste un servicio de 
transmisión o de provisión de acceso que cumpla las 
condiciones allí establecidas no se pueda 
considerar al ISP de este tipo responsable de los 
datos transmitidos. 
 
Del mismo modo, el artículo 13 contiene el 
mandato imperativo de que los estados miembros 
garanticen que el prestador del servicio de 
transmisión que realiza una actividad de 
almacenamiento en cache ajustada a lo que el propio 
precepto dispone no pueda ser considerado 
responsable del almacenamiento. 
 
Finalmente, el artículo 14 exige a los estados 
miembros que garanticen que cuando se presta un 
servicio de alojamiento de datos dando cumplimiento 
a las condiciones establecidas en dicho artículo el 
prestador de servicios no pueda ser considerado 
responsable de los datos almacenados a petición del 
destinatario. 
 
La interpretación de la DCE plantea el 
interesante debate de si la atribución de 
responsabilidad al ISP, que se hace cuando éste no 
cumple los requisitos fijados para las exclusiones, 
parte de la premisa de que el proveedor responde en 
todo caso de los contenidos intermediados 
permitiendo, como excepción a esa regla general, 
que en ciertos casos tasados quede libre de tal 
responsabilidad o si por el contrario no existe tal 
relación directa causa-efecto entre el 
incumplimiento por parte del ISP y su imputación de 
responsabilidad ante la ilicitud del material 
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intermediado. Sin entrar a valorar el objeto de 
debate, la DCE en su considerando 40
297
 constata la 
divergencia de soluciones en los distintos 
ordenamientos y jurisprudencias continentales. 
 
Así pues, parece claro que la DCE no pretende 
armonizar los derechos nacionales en lo relativo a 
las condiciones de la responsabilidad, sino que 
ante todo busca crear en beneficio de los 
intermediarios exenciones de responsabilidad, sin 
ofrecer soluciones para los casos en que un ISP no 
pueda disfrutar de la exención, remitiéndonos en 
ese punto a los diferentes ordenamientos de los 
estados miembros. Cuando quizá lo más conveniente 
hubiera sido perseguir una armonización de leyes 
nacionales estableciendo unos “estándares comunes” 
de responsabilidad, lo que se busca, y en la 
                                                 
297
 El considerando 40 de la DCE señala que “La 
divergencia de las normativas y jurisprudencias 
nacionales actuales o futuras en el ámbito de la 
responsabilidad de los prestadores de servicios que 
actúan como intermediarios entorpece el correcto 
funcionamiento del mercado interior al obstaculizar, en 
especial, el desarrollo de servicios transfronterizos y 
producir distorsiones de la competencia. En algunos 
casos, los prestadores de servicios tienen el deber de 
actuar para evitar o poner fin a actividades ilegales. 
Lo dispuesto en la presente Directiva deberá constituir 
una base adecuada para elaborar mecanismos rápidos y 
fiables que permitan retirar información ilícita y 
hacer que sea imposible acceder a ella; convendría que 
estos mecanismos se elaborasen tomando como base 
acuerdos voluntarios negociados entre todas las partes 
implicadas y fomentados por los Estados miembros. Todas 
las partes que participan en el suministro de servicios 
de la sociedad de la información tienen interés en que 
este tipo de mecanismos se apruebe y se aplique. Lo 
dispuesto en la presente Directiva sobre 
responsabilidad no supone un obstáculo para que las 
distintas partes interesadas desarrollen y apliquen de 
forma efectiva sistemas técnicos de protección e 
identificación y de supervisión que permite la 
tecnología digital dentro de los límites trazados por 
las Directivas 95/46/CE y 97/66/CE”. 
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práctica realmente se ha venido consiguiendo, es 
únicamente liberar de responsabilidad a los 
prestadores de servicios intermediarios
298
. 
 
Otra línea doctrinal, nada desdeñable
299
, 
considera que la base de las normas de la DCE es 
                                                 
298
 Vid. en esta misma línea de opinión L. FAJARDO 
LÓPEZ, “LSSI: Aportaciones desde el Derecho privado”, 
REDI, 2001, n. 35 y C. SÁNCHEZ ALMEIDA Y J.A. MAESTRE 
RODRÍGUEZ, La Ley de Internet, Régimen jurídico de los 
servicios de la sociedad de la información y comercio 
electrónico, Servidoc, Barcelona, 2002, p. 44, que 
dicen que “ lo que establece en este punto la 
Directiva, más que un sistema de imputación de 
responsabilidades es un sistema de exoneración de la 
misma, cuando se den una serie de requisitos”. 
299
 Mantienen tal postura doctrinal M.E. CLEMENTE 
MEORO, “La responsabilidad civil de los prestadores de 
servicios de la sociedad de la información”, en Mario 
E. Clemente Meoro y Santiago Cavanillas Múgica, 
Responsabilidad civil y contratos en Internet. Su 
regulación en la Ley de Servicios de la Sociedad de la 
Información y de Comercio Electrónico, Comares, 
Granada, 2003, pp. 87 y ss.; J.M. BUSTO LAGO, “La 
responsabilidad civil de los prestadores de servicios 
de la sociedad de la información (ISPs)”, en L. 
Fernando Reglero Campos (coord.), Tratado de 
Responsabilidad Civil, 2a. Ed, Aranzadi, Cizur Menor 
(Navarra), 2003, passim; J.P. APARICIO VAQUERO, “El 
nuevo régimen de prestación de servicios de la sociedad 
de la información”, RdNT, 2003, n. 2, p.105; I. CONDE 
BUESO e I. DÍEZ LÓPEZ, “Comentario a los artículos 13 a 
17 de la LSSICE”, en Javier Cremades y José Luis 
González Montes (coords.), La nueva Ley de Internet, La 
Ley-Actualidad, Madrid, 2003, pp. 259-293; J. A. 
MAESTRE, “Análisis de la Directiva sobre el Comercio 
Eletrónico y del Anteproyecto de la Ley de Servicios de 
la Sociedad de la Información (LSSI)”, en Javier 
Cremades, Miguel Ángel Fernández-Ordoñez y Rafael 
Illescas (coords.), Régimen jurídico de Internet, La 
Ley, Madrid 2002, pp. 1241-1260; R. SÁNCHEZ ARISTI, La 
propiedad intelectual sobre las obras musicales, 2ª ed. 
Revisada, actualizada y ampliada, Comares, Granada, 
2005, p. 235; J. VILLAR URÍBARRI, “El régimen jurídico 
de los prestadores de servicios de la sociedad de la 
información”, en Rafael Mateu de Ros y Mónica López-
Monís Gallego (coords.), Derecho de Internet. La Ley de 
Servicios de la Sociedad de la Información y de 
Comercio Electrónico, Aranzadi, Cizur Menor, 2003, pp. 
403-404; P. LLANEZA GONZÁLEZ, Aplicación práctica de la 
LSSI-CE, Editorial Bosch, Barcelona, 2003, p. 78; C. 
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establecer efectivamente los supuestos en que el 
intermediario queda obligado a responder de los 
contenidos intermediados. Tales supuestos serían 
todos los casos en que la actividad del proveedor 
no se ajusta a los requisitos exigidos para la 
exclusión de responsabilidad, requisitos que 
estarían constituyendo, a los ojos de esta línea de 
pensamiento, verdaderas obligaciones o deberes 
positivos impuestos al ISP y no meras condiciones 
exigidas tan solo a los efectos de obtener el 
beneficio de la exclusión de responsabilidad. 
 
La LSSICE ha seguido el criterio de la DCE 
fijando los requisitos exigibles para gozar de la 
exclusión de responsabilidad. Cuando un ISP lleve a 
cabo una actividad que no se ajuste a las 
condiciones exigidas para gozar de la exclusión 
podrá ser declarado responsable, pero en mi 
opinión, tan solo si existe una norma en nuestro 
ordenamiento que atribuya esa responsabilidad o que 
obligue a ese intermediario a responder de los 
actos ilícitos. 
 
Los artículos 14 a 17 de la LSSICE, delimitan 
diversos supuestos de hecho a los que vinculan la 
consecuencia jurídica de la no responsabilidad del 
                                                                                                                                               
SÁNCHEZ ALMEIDA y J.A. MAESTRE RODRÍGUEZ, La Ley de 
Internet. Régimen jurídico de los servicios de la 
sociedad de la información y comercio electrónico, 
Servidoc, Barcelona, 2002, pp. 149-183; F. CARBAJO 
CASCÓN, “La responsabilidad por hiperenlaces e 
instrumentos de búsqueda en Internet”, Revista Práctica 
de Derecho de Daños, Ed. La Ley, octubre 2004, núm. 20, 
pp. 7-29 o I. GARROTE FERNÁNDEZ-DÍEZ, “Acciones civiles 
contra los prestadores de servicios de intermediación 
en relación con la actividad de las plataformas P2P. Su 
regulación en la Ley 34/2002 y en la Ley de Propiedad 
Intelectual”, pe. i. revista de propiedad intelectual 
núm. 16 (enero-abril 2004), p.78. 
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prestador por los contenidos que haya transmitido, 
almacenado o enlazado. La doctrina, no podría ser 
de otro modo, se muestra pacífica en cuanto al 
efecto de esta exclusión de responsabilidad. Sin 
embargo, se centra el debate en torno a si los 
mismos artículos pueden interpretarse sensu 
contrario, conllevando esto el entender que dichas 
normas, al sujetar a determinadas condiciones la 
exclusión de responsabilidad, estarían 
estableciendo positivamente que el prestador debe 
responder por los contenidos ajenos transmitidos, 
alojados o enlazados cuando no cumpla los 
requisitos que se le exigen para disfrutar de dicha 
exclusión. 
 
Como ya he dicho, en mi opinión, los artículos 
14 a 17 de la LSSICE no se configuran de forma 
idónea para establecer por si mismos la 
responsabilidad del prestador de servicios 
intermediario. Cuando no se den los requisitos 
presupuestados para la exclusión de 
responsabilidad, el ISP habrá de ser considerado o 
no responsable en función de lo que determinen las 
normas de responsabilidad relativas a cada tipo de 
ilicitud, dificultándose así por tanto más aún el 
articular una defensa para los titulares de los 
derechos infringidos. 
 
Las exclusiones de responsabilidad previstas en 
la LSSICE se configuran denostando las situaciones 
en las que la actividad del prestador ha ido más 
allá de los estrictos límites de una función 
puramente pasiva y automática, tal y como lo 
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concibe y describe la DCE en su considerando 44
300
. 
Cuando el ISP supera los límites que estos 
preceptos establecen ya no será posible concluir 
que no ha tenido ningún tipo de participación 
directa y activa en la ilicitud de los contenidos 
intermediados o, dicho de otro modo, que ha actuado 
como ese mero intermediario neutro.  
 
La Ley prevé para los intermediarios que superen 
esos límites el no poder disfrutar de las 
exclusiones de responsabilidad previstas en su 
cuerpo, pero de ahí a mantener que por haber 
incumplido las mencionadas condiciones el 
intermediario pasa a ser considerado responsable de 
lo contenidos media un abismo. Lege data, la norma 
no dispone tal extremo. Caso distinto sería el 
afirmar que el incumplimiento de alguna de las 
condiciones que se exigen para conceder las 
exclusiones de responsabilidad pueda constituir una 
conducta que, en aplicación de las normas 
generales, pueda derivar en una responsabilidad, 
pero habrán de ser siempre las normas generales que 
rijan esa responsabilidad las que fundamenten su 
atribución al prestador intermediario. 
 
Es frecuente sin embargo entre los glosadores de 
la LSSICE observar que los artículos 14 a 17 
                                                 
300
 El considerando 44 de la DCE establece que “Un 
prestador de servicios que colabore deliberadamente con 
uno de los destinatarios de su servicio a fin de 
cometer actos ilegales rebasa las actividades de mero 
transporte (mere conduit) o la forma de almacenamiento 
automático, provisional y temporal, denominada "memoria 
tampón" (caching) y no puede beneficiarse, por 
consiguiente, de las exenciones de responsabilidad 
establecidas para dichas actividades”. 
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determinan por si mismos en qué supuestos el 
prestador de servicios intermediario será 
responsable por la ilicitud de los contenidos, 
responsabilidad que, eso sí, habrá de ser fijada 
por la norma correspondiente de las que albergan el 
ordenamiento jurídico español.  
 
Mi desacuerdo en este sentido radica en que si 
observamos las normas generales y especiales que 
regulan en nuestro ordenamiento la responsabilidad 
podemos apreciar que éstas incluyen a su vez 
ciertos requisitos respecto del nacimiento de la 
misma. Faltaría por tanto un eslabón para afirmar 
la directa relación entre los artículos de la 
LSSICE y la atribución de la responsabilidad, el 
que requiera la norma española aplicable para que 
efectivamente se declare la responsabilidad. Sin 
ese eslabón, nos encontraremos ante muchos casos en 
los que, pese a no cumplirse los requisitos que 
impone la LSSICE para gozar de la exclusión, 
tampoco podamos imputar una responsabilidad al 
intermediario incumplidor. 
 
Para expresarlo de una forma concisa, se podría 
decir que los artículos 14 a 17 de la LSSICE 
señalan los casos en los que el prestador puede ser 
responsable, no conllevando el incumplimiento de 
los requisitos previstos la atribución per se de 
responsabilidad. 
 
El debate doctrinal se ha trasladado a la 
doctrina de tribunales, donde podemos encontrar 
algún pronunciamiento favorable a esa atribución 
presuntamente directa de la responsabilidad para 
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los sujetos que no encajen en las exclusiones 
previstas por la LSSICE
301
. 
 
Ciertamente los criterios definidos en la LSSICE 
para delimitar los supuestos de exclusión de 
responsabilidad influirán a la hora de decidir 
sobre la atribución o no de responsabilidad a los 
ISP, pero siempre con base en las normas generales 
que rigen dicha atribución. Una lectura integradora 
de las condiciones exigidas nos otorga una 
panorámica acerca de cuál es la diligencia 
específica que se espera de los intermediarios en 
la prestación de sus servicios, pudiendo calificar 
de negligente al actor que no se ajuste a la misma. 
Sin embargo y sirva como corolario, la 
responsabilidad civil no se podrá imponer ex 
artículos 14 a 17 de la LSSICE sino siempre vía 
artículo 1.902 del CC. 
 
 
4.2 Mera transmisión, provisión de acceso y 
almacenamiento efímero accesorio a la 
transmisión 
 
El primero de los supuestos que regula la 
exclusión de responsabilidad del intermediario es 
el recogido en el artículo 12 de la DCE, dedicado a 
la prestación del servicio de transmisión de datos 
y del servicio de provisión de acceso
302
. Como se 
                                                 
301
 Así, el Auto del Juzgado de Instrucción 9 de 
Barcelona de 7 de marzo de 2003 observa el carácter 
atributivo de responsabilidad de los artículos 14 a 17 
de la LSSICE. 
302
 Siguiendo en este epígrafe a M. PEGUERA POCH, 
PEGUERA POCH, Miguel: La exclusión de responsabilidad 
de los intermediarios en Internet, Comares, Granada, 
2007, pp. 238-287 
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puede apreciar, la DCE se ahorra con total acierto 
el identificar la clase de sujeto que presta el 
servicio intermediario. Así, la exclusión de 
responsabilidad se concede a quien preste el 
servicio contemplado en la norma, 
independientemente de la calificación técnica que 
reciba tal sujeto. En consecuencia, lo relevante 
para acogerse a la exclusión de responsabilidad 
será el prestar el servicio que en ella se describe 
y no el tener una denominación subjetiva concreta. 
Hago hincapié en esta idea pues el legislador 
español, al transponer el contenido de la DCE en el 
artículo 14 de la LSSICE y limitándose por lo demás 
a transcribir literalmente el artículo, ha hecho 
una referencia expresa en lo relativo a esta 
exclusión a los “operadores de telecomunicaciones” 
como sujeto, entre otros, al que va dirigido la 
exclusión. Quizá el tratar de dar esta 
identificación subjetiva, y más en este caso
303
, 
puede entorpecer la comprensión de la norma en pos 
de una dudosa utilidad didáctica. 
 
 
4.2.1 La transmisión y el acceso. Semejanza y 
distinción 
 
La mención separada de uno y otro servicio en 
los artículos 12 de la DCE y 14 de la LSSICE no 
                                                 
303
 Al ya existir una referencia a las operadores de 
telecomunicaciones en el anexo de definiciones de la 
Ley 32/2003, de 3 de noviembre, General de 
Telecomunicaciones: “Operador: persona física o 
jurídica que explota redes públicas de comunicaciones 
electrónicas o presta servicios de comunicaciones 
electrónicas disponibles al público y ha notificado a 
la Comisión del Mercado de las Telecomunicaciones el 
inicio de su actividad”. 
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tiene efectos de cara a la cobertura del régimen de 
responsabilidad que en ellos se establece. Así, los 
requisitos exigidos son comunes y el cumplimiento 
de los mismos comporta el beneficio de una 
exclusión de responsabilidad cuyo alcance es el 
mismo tanto si lo que se realiza es una transmisión 
de datos como si nos encontramos ante un servicio 
de provisión de acceso. La exclusión se basa en 
todos los casos en que el prestador del servicio no 
podrá ser considerado responsable de los datos 
transmitidos. 
 
A mayor abundamiento conviene señalar que, desde 
un punto de vista técnico, la provisión de acceso a 
una red de telecomunicaciones difícilmente podrá 
darse sin que en el mismo acto haya una 
transmisión. Dar acceso a una red supone recibir 
unos datos de un usuario e introducirlos en la red 
y, del mismo modo, recibir datos de la red y 
hacérselos llegar al usuario. Como se puede 
apreciar en este simplificado esquema el acceso 
implica en todo caso una conducción o transmisión 
de la información. 
 
Asimismo y en línea con lo anterior, la 
transmisión de datos también llevará implícita a su 
manera una provisión de acceso a la red. El 
proveedor de acceso es quien recibe los datos del 
usuario y los introduce en una red que pertenece a 
un operador de telecomunicaciones, que se encargará 
de transportar los datos por su red hasta su 
destino. Lo que ocurre sin embargo en ocasiones es 
que la red de este operador no alcanzará a llegar 
hasta el lugar de destino de los datos, debiendo 
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dirigirlos hasta un equipo, normalmente un router, 
donde esa red se conecte con la de otro operador. 
En casos así parece evidente que el operador de 
transporte de datos está también facilitando el 
acceso a otra red, ajustándose por tanto a la 
definición de servicio de acceso que proporciona el 
artículo 12 de la DCE. Si la red del operador llega 
hasta el punto de destino de los datos, que a su 
vez será punto de origen de los datos que circulan 
en sentido inverso, ese operador estará dando 
acceso a red a ese usuario final. Del mismo modo, 
si todo el trayecto que recorren los datos desde su 
origen hasta su destino transcurre por la red de un 
solo proveedor éste resultará ser también proveedor 
de acceso facilitando el mismo a su propia red. 
 
Lo cierto es que las distintas formas de 
conectividad han ido creciendo y evolucionando a 
gran velocidad desde el nacimiento de Internet, 
pudiendo obtenerse actualmente y en su forma más 
habitual a través de un operador de 
telecomunicaciones con conectividad internacional 
propia. Puede obtenerse también la conectividad 
contratando la conexión a Internet con un ISP que 
no tenga conectividad propia y no reciba esa 
consideración de operador de telecomunicaciones. 
Así, y ante la proliferación de esos operadores, 
han ido surgiendo un sinfín de intermediarios que 
ofrecen una amplia gama de servicios en red, 
incluyendo la conectividad pero también el 
alojamiento, las funciones de buscador, servidor de 
correo, registro de nombres de dominio, diseño de 
páginas web y un largo etcétera.  
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Para finalizar dejar apuntado que también viene 
siendo práctica común una actividad que no se ha de 
considerar al margen de la exclusión de 
responsabilidad que estamos tratando en este 
epígrafe, como es la de los ISP que subcontratan la 
prestación del servicio en su parte técnica y se 
limitan a comercializar el producto en el mercado. 
 
 
4.2.2 El almacenamiento efímero de datos 
 
Dadas las características técnicas de la red, y 
con ocasión de la transmisión de información 
descrita en el punto anterior, se producen de forma 
automática fijaciones o reproducciones efímeras de 
los datos en los equipos de los operadores 
intervinientes en la transmisión
304
. 
 
La DCE exige que ese almacenamiento sea 
automático, provisional y transitorio. Con 
automático la Directiva se refiere a que el 
almacenamiento se produce en el marco del normal 
funcionamiento del proceso tecnológico. El término 
provisional implica que el almacenamiento se 
produce en el curso de la transmisión y, en fin, 
transitorio indica que se trata de un 
almacenamiento limitado en el tiempo. Dicho sea, 
quizá habría sido más preciso traducir el término 
intermediate que aparece en la versión original 
inglesa de la DCE como “intermedia” en lugar de 
“provisional”, pues apenas se aprecian diferencias 
                                                 
304
 Vid. P. B. HUGENHOLTZ, “Caching and Copyright: 
The Right of Temporary Copying”, E.I.P.R., 2000, n. 10, 
p. 483. 
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semánticas entre un almacenamiento “provisional” y 
un almacenamiento “transitorio” 305. 
 
No podrá por tanto conservarse la información 
por más tiempo del necesario para llevarse a cabo 
la transmisión, ya que un almacenamiento de 
carácter más duradero no formará parte de la mera 
transmisión, quedando fuera de los límites de la 
exclusión de responsabilidad objeto de estas 
líneas, sin perjuicio de que se pueda acudir a las 
exclusiones de responsabilidad previstas para las 
actividades de caching o hosting, más ajustadas en 
su tipo objetivo al supuesto descrito. 
 
En conclusión, sólo podrán beneficiarse de la 
exclusión de responsabilidad del artículo 12 de la 
DCE aquellos actos de almacenamiento que tengan 
lugar durante el curso de la transmisión de la 
información y que no tengan otro propósito que el 
de llevar a cabo la comunicación. Todo parece 
conllevar, por tanto, a que lo más consecuente sea 
no incluir dentro de los sujetos que potencialmente 
puedan beneficiarse de esta exclusión a los 
servidores de correo electrónico, pues parece 
dudoso considerar que su almacenamiento es 
provisional (o intermedio) y transitorio y que no 
supera el tiempo razonablemente necesario para 
llevar a cabo la transmisión. 
 
En cuanto al contenido del artículo 14 de la 
LSSICE, éste se configura de forma similar al de la 
DCE en cuanto a los requisitos del almacenamiento 
                                                 
305
 En el mismo sentido M. PEGUERA POCH, La exclusión 
de responsabilidad de los intermediarios en Internet, 
Comares, Granada, 2007, p. 250. 
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para ser considerado efímero, (desafortunada 
traducción de intermediate)
306
. 
 
Llama la atención en ambos casos la falta de 
concreción en cuanto al tiempo exacto que se 
entiende como “razonablemente necesario” para 
permitir la transmisión. Queda la esperanza, cada 
día más ilusoria, de que cuestiones como éstas se 
puntualicen en un futuro desarrollo reglamentario 
de la LSSICE. 
 
 
4.2.3 Requisitos y alcance de la exclusión de 
responsabilidad 
 
El primer condicionante para que se aplique la 
exclusión de responsabilidad es que el proveedor 
actúe como mero intermediario respecto de unos 
contenidos ajenos, en este caso “facilitados por el 
destinatario del correo”. Hemos de lamentar 
llegados a este punto una nueva y gratuita 
invitación a la confusión semántica. Así, la DCE 
emplea el término “destinatario” tanto para definir 
a quien suministra la información (el destinatario 
del servicio) como a quien recibe esa información 
(el destinatario de la transmisión), cuando el que 
proporciona tal transmisión podría ser definido 
como “remitente” u otro término más afortunado 307. 
 
                                                 
306
 Vid. SUPRA, nota 55. 
307
 La versión inglesa de la DCE diferencia en este 
punto de su artículo 12 entre recipient (el que 
suministra la información) y receiver (el que la 
recibe), aunque en el artículo 13, de forma 
inexplicable, denomina recipiente tanto a quien 
suministra el contenido como a quien lo recibe, y de 
ahí la génesis del eventual equívoco. 
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Los requisitos fijados por la DCE para la 
concesión de la exclusión son comunes y cumulativos 
para el servicio de transmisión y para el de 
provisión de acceso, consistiendo en que el 
prestador de servicios intermediario no (i) haya 
originado él mismo la transmisión; (ii) no 
seleccione al destinatario de la transmisión; y 
(iii) no seleccione ni modifique los datos 
transmitidos. 
 
En cuanto al primero de los requisitos, que el 
ISP no haya originado él mismo la transmisión 
significa que la misma ha de haberse llevado a cabo 
a solicitud del proveedor de contenidos (el 
inefable destinatario del servicio) y no por 
iniciativa del prestador del servicio de 
transmisión, que habrá de limitarse a una pasiva 
transferencia de información. Se ajusta por tanto 
al habitual proceder de un proveedor que interviene 
como mero intermediario y sin mantener relación 
alguna con el material que está transmitiendo. 
 
En el segundo requisito, esto es, que el ISP no 
seleccione al destinatario de la transmisión, se 
confirma que, así como el intermediario no ha de 
tomar la iniciativa de transmitir un determinado 
contenido, tampoco deberá decidir a quién éste se 
transmite, subrayando ese carácter meramente pasivo 
que se requiere del intermediario objeto de la 
exclusión enunciada. 
 
El tercer y último requisito, que el ISP no 
modifique ni seleccione los datos transmitidos, 
entra a conocer de la información objeto de la 
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transmisión. La primera exigencia es clara, que el 
proveedor no modifique en ningún caso los datos que 
está transmitiendo. En este sentido, es importante 
aclarar que la DCE entiende que el proveedor no 
modifica los datos cuando realiza meras operaciones 
técnicas que no varíen el contenido de la 
información objeto de la transmisión
308
. 
 
En cuanto al inciso de la no selección del 
material por parte del ISP, parece que el 
legislador se está refiriendo a una eventual labor 
editorial por parte del proveedor de la 
información, que elegiría lo que está enviando 
abandonando ese papel pasivo que requiere 
inexorablemente la exclusión de responsabilidad. 
Resultan fuera de este contexto el establecer 
ciertos filtros que impidan el acceso a cierto tipo 
de materiales, como podrían ser el spam o 
contenidos nocivos y que es práctica habitual de 
muchos proveedores de información. No parecería 
razonable impedir el disfrute de la exclusión de 
responsabilidad a quien cuide su función de 
intermediario de este tipo de contenidos ilícitos. 
 
 
                                                 
308
 Así lo recalca el considerando 43 de la DCE: “Un 
prestador de servicios puede beneficiarse de las 
exenciones por mera transmisión (mere conduit) y por la 
forma de almacenamiento automático, provisional y 
temporal, denominada "memoria tampón" (caching) cuando 
no tenga participación alguna en el contenido de los 
datos transmitidos; esto requiere, entre otras cosas, 
que no modifique los datos que transmite. Este 
requisito no abarca las manipulaciones de carácter 
técnico que tienen lugar en el transcurso de la 
transmisión, puesto que no alteran la integridad de los 
datos contenidos en la misma”. 
  302 
4.2.4 Transposición de la DCE en la LSSICE 
 
En lo referido a la transposición de la DCE en 
el artículo 14 de la LSSICE, únicamente destacar 
que mientras la DCE nos habla de no responsabilidad 
del prestador a condición de que cumpla los recién 
enumerados requisitos negativos, el texto legal 
español lo traslada innecesariamente a una no 
responsabilidad salvo que no se cumplan esos mismos 
requisitos que, por ende, se transcriben en 
positivo. Asimismo, se añade un segundo párrafo al 
contenido del artículo 14
309
 de la LSSICE que no 
encontramos en el precepto de la DCE pero que 
responde a lo señalado en el ya transcrito 
considerando 43 del texto comunitario
310
. 
 
Desde un prisma práctico, parece obvio que el 
prestador de servicios intermediario tendrá difícil 
el probar, si fuera requerido por cualquier tipo de 
autoridad judicial o administrativa, que no ha 
tenido intervención alguna en la producción de la 
información transmitida, ya que el rastro de la 
comunicación se pierde en sus máquinas, sin poder 
acudir en múltiples ocasiones a terceros de 
confianza que certifiquen la veracidad de sus 
registros informáticos. 
 
En lo tocante al alcance de la exclusión de 
marras, ésta será absoluta siempre que se cumplan 
los requisitos aquí analizados. Un total 
conocimiento por parte del ISP de la ilicitud de 
los contenidos objeto de la transmisión, por tanto, 
                                                 
309
 Vid. SUPRA, nota 54. 
310
 Vid. SUPRA, nota 58. 
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no constituiría obstáculo alguno para la concesión 
de la exclusión. Esta sorprendente y desgraciada 
conclusión se refrenda en el considerando 42 de la 
DCE
311
, pues no parece desprenderse de su lectura que 
si el ISP tuviera conocimiento de la ilicitud del 
contenido transmitido perdería el beneficio de la 
exclusión. 
 
Ahora bien, el intermediario podrá ser obligado, 
ex artículo 12.3 de la DCE
312
, a cesar en su 
actividad cuando exista en el ordenamiento interno 
del Estado miembro una norma que permita el 
ejercicio de la acción de cesación. 
 
Tal inciso, de nuevo de forma inexplicable, no 
ha sido transpuesto por el legislador español al 
cuerpo de la LSSICE. No debería en ningún caso 
conllevar esta omisión la idea de que bajo ley 
española las exclusiones de responsabilidad impiden 
que puedan ejercitarse acciones de cesación contra 
los proveedores que reúnan los requisitos 
establecidos para beneficiarse de la exclusión de 
responsabilidad. Tal conclusión resultaría 
frontalmente contraria a lo establecido por la DCE 
                                                 
311
 Considerando que señala que “Las exenciones de 
responsabilidad establecidas en la presente Directiva 
sólo se aplican a aquellos casos en que la actividad 
del prestador de servicios de la sociedad de la 
información se limita al proceso técnico de explotar y 
facilitar el acceso a una red de comunicación mediante 
la cual la información facilitada por terceros es 
transmitida o almacenada temporalmente, con el fin de 
hacer que la transmisión sea más eficiente. Esa 
actividad es de naturaleza meramente técnica, 
automática y pasiva, lo que implica que el prestador de 
servicios de la sociedad de la información no tiene 
conocimiento ni control de la información transmitida o 
almacenada”. 
312
 Vid. SUPRA, nota 50. 
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y, además, lo que se ha de deducir de los artículos 
14 a 17 de la LSSICE es que los intermediarios no 
podrán ser declarados responsables por los 
contenidos, lo cual no excluye que se pueda dirigir 
contra ellos una acción solicitando no que se 
declare su responsabilidad, sino que se ordene el 
cese del servicio en lo referido a un concreto 
contenido ilícito
313
. 
 
A mayor abundamiento, el artículo 138 del TRLPI, 
en su último párrafo, permite expresamente la 
aplicación de medidas de cesación contra los 
intermediarios a cuyos servicios recurra un tercero 
en la infracción de derechos de propiedad 
intelectual y aunque los actos de dichos 
intermediarios no constituyan en si mismos una 
infracción. Suponiendo que a quienes se refiere el 
citado precepto es a los prestadores de servicios 
intermediarios de la sociedad de la información
314
, 
estaremos ante una nueva reafirmación de lo 
procedente de la acción de cesación contra ellos 
                                                 
313
 En este sentido se manifiestan J. MASSAGUER en 
“La responsabilidad de los prestadores de servicios en 
línea por las infracciones al derecho de autor y los 
derechos conexos en el ámbito digital”, pe.i. revista 
de propiedad intelectual, núm. 13 (enero-abril 2003), 
p. 36 y M. PEGUERA “Sólo sé que no sé nada 
(efectivamente): la apreciación del conocimiento 
efectivo y otros problemas en la aplicación judicial de 
la LSSI”, Revista de Internet, Derecho y Política, núm. 
5, septiembre 2007, p. 8. 
314
 Pudiera ser, aunque parece poco probable, que el 
precepto se refiriera a intermediarios en el sentido 
amplio del término, referido a todos aquellos sujetos 
que intermedien mediante la prestación de servicios de 
cualquier clase para la infracción de unos derechos de 
propiedad intelectual también cualesquiera y no 
limitados al ámbito de Internet. En este sentido, vid. 
A. CARRASCO PERERA, “Comentario al artículo 138 del 
TRLPI”, en Comentarios a la Ley de Propiedad 
Intelectual, coordinados por R. BERCOVITZ RODRÍGUEZ-
CANO 3ª. Ed., Tecnos, Madrid, 2007, p. 1668. 
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dadas las circunstancias. Lo que viene a confirmar 
la medida de remoción prevista en el artículo 
139.1.h) del TRLPI.  
 
No obstante lo anterior, las carencias de 
nuestra legislación a este respecto han tenido su 
plasmación en sorprendentes resoluciones judiciales 
como la dispuesta en el auto de 10 de noviembre de 
2004 dictado por el Juzgado de lo Mercantil número 
2 de Madrid en unas medidas cautelares de cesación 
solicitadas contra el proveedor de acceso y 
transmisión Bitmailer, S.L
315
. Así, el auto llegó a 
la conclusión de que la exclusión de 
responsabilidad establecida en el artículo 14 de la 
LSSICE para los servicios de transmisión y 
provisión de acceso comporta la consecuencia 
indirecta de que no resulte legalmente posible 
atribuir a quienes prestan esa clase de servicios, 
fuera del deber general de colaboración con las 
autoridades que establece el artículo 11, un deber 
propio y genuino de cesación o de retirada de 
contenidos aún en el supuesto de conocer el 
carácter ilícito de los mismos, no siendo posible 
en consecuencia estimar una acción contra tales 
prestadores, por más que dicha acción se halle 
prevista en disposiciones vigentes del 
ordenamiento, puesto que dichas disposiciones deben 
integrarse con las reglas de la LSSICE, con el 
resultado de que el ISP que reúne los requisitos 
para gozar de la exclusión de responsabilidad 
prevista en el artículo 14 de la LSSICE deja de 
tener legitimación pasiva para soportar acciones de 
                                                 
315
 Referencia Aranzadi AC 2005\45. 
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cesación, precisamente en virtud de dicho artículo 
14 de la LSSICE. 
 
El prestador de servicios Bitmailer 
proporcionaba la conexión a Internet al sitio web 
weblisten.com, que desarrollaba una actividad de 
venta de música en línea que infringía los derechos 
de propiedad intelectual de los productores de 
fonogramas. Las compañías discográficas Emi, BMG, 
Universal y Sony habían obtenido en diversos 
procedimientos judiciales la declaración de que la 
actividad de este sitio web constituía, en relación 
con los fonogramas producidos por dichas compañías, 
una violación de sus derechos exclusivos de 
reproducción y de comunicación pública, así como un 
acto de competencia desleal, ordenando el cese de 
la actividad infractora. 
 
Ante el escaso éxito de las acciones entabladas, 
las compañías discográficas decidieron interponer 
una acción de cesación no contra Weblisten sino 
contra Bitmailer como proveedor que le 
proporcionaba la conexión a Internet, solicitando 
que se ordenara a este último la suspensión de la 
conexión a Internet de los equipos de Weblisten. 
Dicha solicitud se articuló bajo un procedimiento 
de medidas cautelares argumentando las demandantes 
que el ISP Bitmailer, al conectar a Internet los 
contenidos del sitio weblisten.com, debía 
considerarse cooperador respecto de la infracción 
de propiedad intelectual y de competencia desleal, 
por lo que estaría legitimado pasivamente para la 
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correspondiente acción de cesación ex artículos 139 
del TRLPI y 18.2 y 20.1 de la LCD
316
. 
 
El juez estimó con acierto que al tratarse de 
una actividad que se desarrollaba en Internet lo 
previsto en el TRLPI o la LCD debía integrarse 
mediante las disposiciones de la LSSICE. A 
continuación subrayó que mientras en los casos de 
enlaces, alojamiento o copias temporales se 
establece el requisito de retirar los contenidos 
para poder gozar de la exclusión de 
responsabilidad, no ocurría lo mismo con la 
provisión de acceso, donde se prevé que el 
prestador del servicio gozará de la exclusión de 
responsabilidad mientras no haya originado la 
transmisión, modificado los datos o seleccionado 
estos o a los destinatarios de dichos datos. 
Apoyándose en la no previsión del artículo 14 de la 
LSSICE de una obligación de cesar en la prestación 
del servicio, entendió Su Señoría que dicho 
artículo venía a proteger al prestador frente al 
ejercicio de las acciones de cesación previstas en 
el ordenamiento
317
. 
                                                 
316
 El auto es anterior a la modificación del TRLPI 
derivada de la transposición de las Directivas 
2001/29/CE sobre derechos de autor y derechos afines en 
la sociedad de la información y 2004/48/CE, de 29 de 
abril de 2004, relativa al respeto de los derechos de 
propiedad intelectual, que ha hecho que ahora sí se 
recoja en su texto la posibilidad de adoptar medidas de 
cesación y otras medidas cautelares contra los 
intermediarios, a pesar de que los actos de estos no 
constituyan en si mismos infracción. 
317
 En concreto, señala el razonamiento jurídico 
cuarto del auto que: “De ahí que el art. 11 de dicha 
Ley imponga a todos los prestadores de servicios de 
intermediación, incluidos los que define el art. 14, un 
deber general de colaboración con las autoridades al 
establecer que «... Cuando un órgano competente por 
razón de la materia hubiera ordenado, en ejercicio de 
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No puede resultar esta conclusión menos 
compadecida con el texto y espíritu de la DCE, que 
bien se cuida de destacar que la cobertura de 
responsabilidad ofrecida en los artículos objeto de 
este estudio no es óbice para mantener la 
legitimación pasiva ante acciones de cesación y 
remoción. Comprende ésta sin duda una muestra 
ilustrativa de que la no inclusión expresa de esa 
excepción en el cuerpo de la LSSICE es una ausencia 
arriesgada y del todo incomprensible desde la 
óptica del legislador. 
 
                                                                                                                                               
las funciones que legalmente tenga atribuidas, que se 
interrumpa la prestación de un servicio de la sociedad 
de la información o la retirada de determinados 
contenidos provenientes de prestadores establecidos en 
España, y para ello fuera necesaria la colaboración de 
los prestadores de servicios de intermediación, podrá 
ordenar a dichos prestadores, directa- mente o mediante 
solicitud motivada al Ministerio de Ciencia y 
Tecnología, que suspendan la transmisión, el 
alojamiento de datos, el acceso a las redes de 
telecomunicaciones o la prestación de cualquier otro 
servicio equivalente de intermediación que 
realizaran...». Sin embargo, una elemental exégesis de 
dicho precepto nos permite deducir que a través de él 
no se configura una especial acción de cesación frente 
a aquel prestador de servicios a quien, en principio, 
no incumbe la obligación de cesar. Por el contrario, al 
contemplar un deber generalizado de colaboración con 
las autoridades que hayan dictado orden de cesación, 
constituye pieza esencial para la operatividad del 
precepto la previa existencia de esa orden de cesación 
emanada de autoridad competente, en su caso judicial, 
de tal suerte que aquel deber no se concibe como la 
concreción de una obligación propia y genuina de 
cesación del prestador nacida para él ex lege del art. 
1089 del Código Civil en relación con los arts. 15 y 16 
de la Ley 34/2002, sino como un deber de Derecho 
público que obliga a todo operador de Internet --de la 
clase que sea-- a colaborar con las autoridades en la 
materialización o cumplimiento de una obligación que no 
es propia del llamado a colaborar, sino ajena y que 
genuinamente no incumbe más que a aquél frente a quien 
se ha dirigido la orden de cesación emanada de aquella 
autoridad”. 
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4.3 Copia temporal de archivos solicitados por 
los usuarios 
 
El segundo supuesto de exclusión de 
responsabilidad previsto en la DCE es el de la 
copia temporal de archivos en memoria cache o, en 
su término original, el del caching, que queda 
definido en el artículo 13.1 del texto comunitario. 
 
 
4.3.1 El significado de la memoria cache en la 
transmisión de datos 
 
El objetivo básico de la función de 
almacenamiento de información en memoria cache, 
como ya ha quedado apuntado, es el de poder 
recuperarla rápidamente cuando sea necesario, sin 
tener que acudir de nuevo al lugar en que dicha 
información se ubicaba originalmente. 
 
Además del carácter automático, intermedio y 
temporal que exige la DCE en su artículo 13, el 
almacenamiento de la información se deberá llevar a 
cabo cuando se preste un servicio de la sociedad de 
la información consistente en transmitir por una 
red de comunicaciones datos facilitados por el 
destinatario del servicio. Es importante esta 
precisión porque puede dificultar la subsunción de 
ciertas actividades en el supuesto de hecho 
tipificado por la norma. Así, difícilmente se podrá 
entender bajo la denominación de cache las copias 
que Google ofrece en su lista de resultados de 
búsqueda, dado que esa copia cache ha sido obtenido 
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por Google al indexar las páginas que aloja y no 
con ocasión de la solicitud de un primer usuario
318
. 
Pese a que la propia Google denomine como cache esa 
información adicional que ofrece a sus usuarios, y 
tal y como acertadamente apuntó en su día la 
Audiencia Provincial de Barcelona
319
, no parece que 
esa actividad pueda ser subsumible en lo dispuesto 
en los artículos 13 de la DCE y su concordante 
artículo 15 de la LSSICE. 
 
El almacenamiento en cache, por otro lado, debe 
realizarse con la única finalidad de hacer más 
eficaz la transmisión ulterior de la información a 
otros destinatarios del servicio. Sin embargo, la 
referencia a que se almacena para transmitir 
posteriormente a otros destinatarios no impide que 
la página almacenada en cache pueda mostrarse 
también al mismo usuario que la pidió inicialmente 
si éste con anterioridad vuelve a solicitarla. 
 
 
                                                 
318
 En este sentido vid. S. OLSEN, “Google cache 
raises copyright concerns”, CNET News.com, July 9, 
2003, disponible en www.news.com/2100-1038-
1024234.html. 
319
 Vid. la particular sentencia de la Sección 15 de 
la Audiencia Provincial de Barcelona de 17 de 
septiembre de 2008 (AC 2008\1773), actualmente en fase 
de casación, así como R. BERCOVITZ RODRÍGUEZ CANO 
“Google y la regla de los tres pasos”, Aranzadi Civil, 
número 5, 2009, disponible en 
http://www.aranzadi.es/index.php/informacion-
juridica/doctrina/civil/bercovitz-nove-google-y-la-
norma-de-los-tres-pasos [última visita 03.08.2009], A. 
RAMOS, “Sentencia histórica para Google en España, en 
la que se aplica el “fair use””, Interiuris.com, 28 de 
octubre de 2008, disponible en 
http://www.interiuris.com/blog/?p=463 y “El fair use de 
Google”, Expansión, 28 de octubre de 2008, disponible 
en 
http://www.expansion.com/2008/10/27/empresas/minegocio/
1225141646.html. 
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4.3.2 Requisitos y alcance de la exclusión de 
responsabilidad 
 
Adentrándonos en los requisitos exigidos por el 
legislador para conceder al ISP la exclusión de 
responsabilidad, estos hacen necesario que: 
 
 el prestador de servicios no modifique la 
información; 
 
 el prestador de servicios cumpla las 
condiciones de acceso a la información; 
 
 el prestador de servicios cumpla las normas 
relativas a la actualización de la 
información, especificadas de manera 
ampliamente reconocida y utilizada por el 
sector; 
 
 el prestador de servicios no interfiera en 
la utilización lícita de tecnología 
ampliamente reconocida y utilizada por el 
sector, con fin de obtener datos sobre la 
utilización de la información; y 
 
 el prestador de servicios actúe con 
prontitud para retirar la información que 
haya almacenado, o hacer que el acceso a 
ella sea imposible en cuanto tenga 
conocimiento efectivo del hecho de que la 
información ha sido retirada del lugar de 
la red en que se encontraba inicialmente, 
de que se ha imposibilitado el acceso a 
dicha información o de que un tribunal o 
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una autoridad administrativa ha ordenado 
retirarla o impedir que se acceda a ella. 
 
Comenzando por el primero de los requisitos, 
decir que éste se limita a imponer que el prestador 
de servicios no modifique la información. Al igual 
que veíamos en el caso de la mera transmisión, se 
considera que si el intermediario modifica la 
información su actividad dejará de ser 
estrictamente pasiva e instrumental, convirtiéndose 
entonces en una participación que presenta una 
mayor vinculación con el contenido, por lo que el 
legislador no ha considerado oportuno concederle de 
modo general una exclusión de responsabilidad. 
Queda nuevamente por tanto sujeto al criterio 
discrecional del juzgador el determinar qué debe 
entenderse por modificación, habiendo de respetarse 
como ya vimos en todo caso aquello del considerando 
43 de la DCE en cuanto a que no se computarán como 
modificaciones las manipulaciones de carácter 
técnico que tengan lugar en el transcurso de la 
transmisión, ya que no alteran la integridad de los 
datos contenidos en la misma. 
 
En el segundo de los requisitos el legislador 
comunitario sienta que el ISP no quedará amparado 
por la exclusión de responsabilidad si da acceso a 
la información a un usuario que no haya cumplido 
con los requisitos que el titular de la página 
exige a tales efectos. El tercer requisito, por su 
parte, exige que el prestador de servicios cumpla 
las normas relativas a la actualización de la 
información, especificadas de manera ampliamente 
reconocida y utilizada por el sector. En el cuarto 
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requisito enumerado la DCE exige que el prestador 
de servicios no interfiera en la utilización 
ilícita de tecnología ampliamente reconocida y 
utilizada por el sector con el fin de obtener datos 
sobre la utilización de la información.  
 
Llegados a este punto, es preciso criticar a la 
DCE por su excesivo apego a la DMCA sin tener en 
cuenta, al parecer, que ésta se acerca al fenómeno 
de la responsabilidad de los intermediarios desde 
una visión vertical, limitada al copyright, y no 
horizontal, esto es para cualquier tipo de ilícito, 
como hacen la DCE y por ende la LSSICE
320
.  
 
En este sentido, ni el hecho de actualizar las 
copias cache de acuerdo con los estándares del 
protocolo correspondiente y conforme a las 
especificaciones del titular del sitio web, ni el 
hecho de que el intermediario exija al usuario que 
cumpla las condiciones de acceso establecidas en el 
servidor original, ni tampoco el hecho de 
interferir en las tecnologías que emplee el titular 
del sitio para obtener información sobre las 
visitas a las copias cache son elementos que puedan 
justificar la concesión de una exclusión de 
responsabilidad por almacenar en cache unos 
contenidos ilícitos. No es clara la configuración, 
en mi opinión, puesto que si la exclusión de 
responsabilidad se concede porque el proveedor es 
un mero intermediario técnico que nada tiene que 
ver con los contenidos que copia en cache, la 
omisión de esas acciones no parece que debiera 
                                                 
320
 Para un estudio en profundidad de esta cuestión 
vid. INFRA, Capítulo VI. 
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disminuir un ápice el fundamento para otorgar esta 
exclusión de responsabilidad.  
 
En sintonía con lo anterior, no parece lógico 
que si el contenido ilícito del que estuviéramos 
hablando fuese un material de pornografía infantil 
el hecho de haber actualizado el contenido de la 
página pudiera ser un elemento a considerar para 
excluir la responsabilidad del ISP. Más allá, 
carece de sentido que la falta de actualización de 
alguno de estos contenidos implique para el 
intermediario la pérdida de la exclusión de 
responsabilidad. Ni la actualización del contenido 
significa que el intermediario tiene una relación 
más estrecha con ese contenido ni existen más 
razones para que se le niegue entonces la exclusión 
de responsabilidad por la ilicitud del material. 
 
En cuanto al último requisito exigido por la DCE 
para conceder la exclusión de responsabilidad en el 
supuesto del caching, se requiere que el proveedor 
actúe con prontitud para retirar el material o 
bloquear el acceso al mismo a partir del momento en 
que se tenga conocimiento efectivo de que la 
información ha sido retirada del lugar de la red en 
que se encontraba inicialmente, de que se ha 
imposibilitado el acceso a dicha información o de 
que un tribunal o una autoridad administrativa haya 
ordenado retirarla o impedir que se acceda a ella. 
Se echa de menos saber si han de ser los 
derechohabientes o las autoridades administrativas 
o judiciales quienes notifiquen para que ese 
“conocimiento efectivo” tenga efecto, aunque este 
hecho se aclara en los artículos siguientes 
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presumiéndose la aplicación analógica
321
. Asimismo, 
brilla por su ausencia desgraciadamente la 
previsión de un procedimiento de detección y 
retirada que concrete las líneas que el 
considerando 40 de la DCE deja apuntadas. 
 
 
4.3.3 La transposición de la DCE en la LSSICE 
 
La transposición al derecho español se lleva a 
cabo en el artículo 15 de la LSSICE, similar en lo 
esencial a su ascendiente comunitario. Sin embargo, 
conviene apuntar ciertas modificaciones que aportan 
alguna novedad interesante a esta regulación. 
 
Así, cuando la DCE habla de “normas relativas a 
la actualización de la información, especificadas 
de manera ampliamente reconocida y utilizada por el 
sector”, la LSSICE exige que el prestador respete 
las normas “generalmente aceptadas y aplicadas por 
el sector para la actualización de la información”, 
resultando el requisito algo más laxo al remitirse 
a normas “generalmente aceptadas” en lugar de 
“especificadas”. 
 
También se muestra más concreta la ley española 
en cuanto a la exclusión de responsabilidad que 
establece la DCE para el prestador de servicios 
cuando “cumpla las condiciones de acceso a la 
información”, al redefinirla aludiendo a que el 
                                                 
321
 Vid. I. GARROTE FERNÁNDEZ-DÍEZ, “La 
responsabilidad civil extracontractual de los 
prestadores de servicios en línea por infracciones de 
los derechos de autor y conexos”, pe. i. Revista de 
propiedad intelectual núm. 6 (septiembre-diciembre 
2000), p. 48. 
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prestador de servicios debe permitir el acceso a la 
información “sólo a los destinatarios que cumplan 
las condiciones impuestas a tal fin, por el 
destinatario cuya información se solicita”, siendo 
el destinatario, recordemos, el titular de la 
información que se transmite y que en el curso de 
dicha transmisión se copia en cache.  
 
Siguiendo en esta línea, es más expeditiva la 
LSSICE al referirse al alcance de la exclusión de 
responsabilidad por caching ya que establece que 
los prestadores de servicios intermediarios que 
copien datos en cache “no serán responsables por el 
contenido de esos datos ni por la reproducción 
temporal de los mismos”, dejando claro el doble 
alcance de una exclusión ya ilustrada en la DCE 
aunque de forma más implícita. 
 
En lo relativo al requisito de retirar o 
bloquear el acceso al material, el legislador 
español ha decidido inexplicablemente retirar el 
requisito de “prontitud” requerido por la DCE para 
la retirada del material almacenado en cache.  
 
Además, y tal y como remarcamos al referirnos a 
la exclusión de responsabilidad para los 
proveedores de acceso, la LSSICE no recoge la 
referencia a que la exclusión de responsabilidad no 
afecta a la posibilidad de ejercitar acciones de 
cesación, a pesar de que así lo establece 
expresamente el artículo 13.2 de la DCE. 
 
En cuanto a las precisiones semánticas, es de 
agradecer que el legislador español haya 
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prescindido de la denominación que emplea la 
versión española de la DCE para referirse al 
almacenamiento en cache, “memoria tampón”, 
utilizando en su lugar la de “copia temporal de los 
datos solicitados por los usuarios”. 
 
 
4.4 Alojamiento de datos 
 
El alojamiento de datos, o hosting
322
, se define 
en la DCE
323
, lo vimos al inicio de este capítulo, 
como un servicio de la sociedad de la información 
consistente en el almacenamiento a petición del 
destinatario de este servicio de datos facilitados 
por ese mismo destinatario. 
 
 
4.4.1 Requisitos y alcance de la exclusión de 
responsabilidad 
 
La exclusión de responsabilidad para los 
supuestos de alojamiento de datos será aplicable 
siempre que: 
 
 el prestador de servicios no tenga 
conocimiento efectivo de que la actividad o 
la información es ilícita y, en lo que se 
refiere a una acción por daños y 
perjuicios, no tenga conocimiento de hechos 
o circunstancias por los que la actividad o 
                                                 
322
 “Alojamiento de datos” en la versión en español 
de la DCE y “hosting” en su versión original inglesa. 
323
 La definición se recoge en el artículo 14 de la 
DCE.  
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la información revele su carácter ilícito; 
o 
 
 en cuanto tenga conocimiento de estos 
puntos, el prestador de servicios actúe con 
prontitud para retirar los datos o hacer 
que el acceso a ellos sea imposible. 
 
Conforme a lo anterior, el contenido del 
precepto de referencia es suficientemente claro en 
su redacción si bien, nunca está de más reiterarlo, 
el legislador comunitario ha propiciado algunas 
lagunas en el ordenamiento continental al no 
definir qué ha de entenderse por el archicomentado 
“conocimiento efectivo” o por el “conocimiento de 
hechos o circunstancias” que revelan la ilicitud. A 
mayor abundamiento, la DCE tampoco aclara qué debe 
entenderse por “prontitud” en lo que a la retirada 
o bloqueo de datos se refiere, sin perfilar si 
estamos ante una obligación de medios o de 
resultado, cuestión no baladí pues no será lo mismo 
“actuar con prontitud” a la hora de retirar los 
contenidos o bloquear el acceso a los mismos que 
lograr de manera efectiva la remoción o bloqueo de 
los mismos
324
. 
 
En mi opinión, la DCE incrementa el nivel de 
diligencia exigible a un prestador de servicios 
intermediario obligándole a no ignorar datos 
evidentes que revelen el carácter ilícito de las 
obras albergadas en sus servidores. Sin duda me 
parece ésta una línea acertada en cuanto a la 
                                                 
324
 En este sentido, M. PEGUERA POCH, La exclusión de 
responsabilidad de los intermediarios en Internet, 
Comares, Granada, 2007, p. 281. 
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exigencia de responsabilidades, pues no debemos 
olvidar en ningún momento que al hablar de ISP 
estamos hablando de agentes profesionales que, en 
su gran mayoría, están obteniendo un lucro en el 
mercadeo con su actividad mercantil. Lástima que, 
como veremos, el concepto de “conocimiento 
efectivo” ha quedado irremediablemente diluido 
hasta configurarse en la praxis como un instrumento 
inservible en la defensa de los derechos exclusivos 
de los titulares de derechos de autor. 
 
Es importante también destacar que el legislador 
comunitario cuida que la retirada de materiales por 
parte de los proveedores de alojamiento no vaya en 
detrimento de la libertad de expresión, dada la 
redacción del considerando 46 de la DCE
325
 y, de un 
modo más genérico, del considerando 9
326
. Así, el 
                                                 
325
 El considerando 46 de la DCE señala lo siguiente: 
“Para beneficiarse de una limitación de 
responsabilidad, el prestador de un servicio de la 
sociedad de la información consistente en el 
almacenamiento de datos habrá de actuar con prontitud 
para retirar los datos de que se trate o impedir el 
acceso a ellos en cuanto tenga conocimiento efectivo de 
actividades ilícitas. La retirada de datos o la 
actuación encaminada a impedir el acceso a los mismos 
habrá de llevarse a cabo respetando el principio de 
libertad de expresión y los procedimientos establecidos 
a tal fin a nivel nacional. La presente Directiva no 
afecta a la posibilidad de que los Estados miembros 
establezcan requisitos específicos que deberán 
cumplirse con prontitud antes de que retiren los datos 
de que se trate o se impida el acceso a los mismos”. 
326
 El considerando 9 reza: “La libre circulación de 
los servicios de la sociedad de la información puede 
constituir, en muchos casos, un reflejo específico en 
el Derecho comunitario de un principio más general, 
esto es, de la libertad de expresión consagrada en el 
apartado 1 del artículo 10 del Convenio para la 
protección de los derechos humanos y de las libertades 
fundamentales, ratificado por todos los Estados 
miembros; por esta razón, las Directivas que tratan de 
la prestación de servicios de la sociedad de la 
información deben garantizar que se pueda desempeñar 
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proveedor no quedaría privado de la exclusión de 
responsabilidad a pesar de no haber removido o 
bloqueado el acceso al contenido si esa falta de 
remoción o bloqueo se debe al imperativo de las 
normas que el Estado miembro ha establecido para la 
protección de aquél derecho. 
 
El artículo 14.2 de la DCE establece que la 
exclusión de responsabilidad prevista en el 
apartado anterior no se aplicará cuando el 
destinatario del servicio actúe bajo la autoridad o 
control del prestador de servicios, lo cual parece 
coherente con la línea seguida en todo momento de 
que para que nos encontremos ante un supuesto de 
exclusión la función del ISP ha de ser puramente 
técnica, pasiva y respecto de contenidos de 
terceros. No obstante lo anterior, es importante 
remarcar que lo que el artículo 14.2 establece, 
bajo un prisma literalista, es la mera negación de 
la exclusión de responsabilidad para el 
destinatario del servicio por la falta de 
independencia, sin asignar la responsabilidad por 
la posible ilicitud de los contenidos al propio 
proveedor que ostenta ese “control” o “autoridad”. 
 
 
                                                                                                                                               
esta actividad libremente en virtud de dicho artículo, 
quedando condicionada únicamente a las restricciones 
establecidas en al apartado 2 de dicho artículo y en el 
apartado 1 del artículo 46 del Tratado. La presente 
Directiva no está destinada a influir en las normas y 
principios nacionales fundamentales relativos a la 
libertad de expresión”. 
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4.4.2 La transposición de la DCE en la LSSICE 
 
Nuestro Derecho interno prevé la exclusión de 
responsabilidad para el supuesto de alojamiento de 
datos o hosting en el artículo 16 de la LSSICE. Los 
requisitos que contemplan la exclusión y su alcance 
son similares a los de la DCE, aunque hemos de 
subrayar dos puntos fundamentales en los que la 
LSSICE se aparta del texto comunitario. 
 
El primero de estos puntos es el requisito 
específico que la DCE establece para que el 
prestador intermediario pueda beneficiarse de la 
exclusión de responsabilidad en el caso de que se 
le reclame una indemnización de daños y perjuicios, 
esto es, en el caso de la responsabilidad civil.  
 
Como acabamos de ver, la DCE exige a este 
respecto para quedar a salvo de responsabilidad por 
daños y perjuicios no solamente la falta de 
conocimiento efectivo de la ilicitud de la 
información o de la actividad, sino además que el 
ISP no tenga conocimiento de hechos o 
circunstancias por los que la actividad o la 
información revele su carácter ilícito. La LSSICE, 
de nuevo de forma inexplicable, omite este segundo 
requisito mientras transforma el primero en que el 
prestador no debe tener conocimiento efectivo no 
sólo de que la actividad o la información 
almacenada es ilícita, sino además de que lesiona 
bienes o derechos de un tercero susceptibles de 
indemnización. 
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Ese añadido o precisión, que a primera vista 
podría parecer que redunda en lo ya establecido en 
el texto comunitario, ha de ser interpretado a mi 
parecer como una amplitud a la concesión de la 
exclusión de responsabilidad por parte de la norma 
española, a la que le basta con que el prestador 
desconozca el carácter lesivo de la información 
para quedar a salvo de la responsabilidad civil que 
pueda derivar del hecho dañoso. Esto, sumado a la 
supresión del requisito del conocimiento indiciario 
o circunstancial, hace de la exclusión de 
responsabilidad para los proveedores de alojamiento 
en la LSSICE se configure de una forma 
preocupantemente más laxa a como se había previsto 
por el legislador comunitario. 
 
El segundo punto en el que la LSSICE se aleja 
excesivamente, a mi entender, de la DCE es en 
cuanto a su juicio del concepto de “conocimiento 
efectivo”. Como tal discusión va a derivar en un 
mayor análisis en este trabajo, basta por el 
momento dejar apuntada en este punto tal 
discordancia entre ambos textos
327
. 
 
En lo que se refiere a la comentada 
inaplicabilidad de la exclusión de responsabilidad 
por falta de independencia que prevé el artículo 
14.2 de la DCE, la LSSICE, siguiendo con su 
carácter expansivo, amplía el número de supuestos 
en que la exclusión de responsabilidad resultará 
inaplicable a aquellos en que el destinatario del 
                                                 
327
 Vid. especialmente INFRA, punto 5 en este mismo 
capítulo. 
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servicio actúe bajo la dirección, además de las ya 
previstas autoridad o control, de su prestador. 
 
Para terminar, nuevamente hay que lamentar la 
ausencia en la LSSICE del inciso del texto 
comunitario en cuanto a que la exclusión de 
responsabilidad no afectará a la posibilidad de 
ordenar que se ponga fin a una infracción o que se 
impida por la actuación de la autoridad competente 
de un Estado miembro. 
 
 
4.5 La exclusión de responsabilidad prevista en 
la LSSICE para los enlaces e instrumentos 
de búsqueda 
 
El legislador español, en el artículo 17 de la 
LSSICE, ha previsto una exclusión de 
responsabilidad para los enlaces e instrumentos de 
búsqueda, exclusión no contenida en la DCE. 
 
El supuesto de hecho, descrito como la 
prestación del servicio de la sociedad de la 
información consistente en facilitar enlaces a 
otros contenidos o incluir en los contenidos 
propios directorios o instrumentos de búsqueda de 
contenidos, incluye en su tipo identidades tan 
diversas como las de un buscador profesional como 
Google o como cualquier sitio web que incluya un 
enlace a contenidos de terceros, rasgo éste que ha 
de considerarse esencial, pues conlleva que el 
proveedor del enlace se limite a actuar como 
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intermediario entre el usuario y el contenido 
enlazado
328
. 
 
Es necesario precisar en este punto que se hace 
difícil estimar que las páginas de enlaces 
infrinjan los derechos de autor previstos en el 
TRLPI. Enlazar es remitir a otra página, y no 
supone la ejecución de ninguno de los cuatro 
derechos de explotación previstos en el TRLPI. El 
enlace ni reproduce, ni distribuye, ni transforma 
ni comunica públicamente obra protegida alguna. No 
cabe duda, sin embargo, de que los sitios web de 
enlaces aprovechan los vacíos legales de forma 
desleal y, en última instancia, dañan al autor, con 
un comportamiento que quizá sí sería más acertado 
reputar como desleal. 
 
El precepto se limita por lo demás a repetir de 
forma literal las condiciones dispuestas en el 
artículo 16 para el supuesto de alojamiento de 
datos o hosting, aplicándolas al caso de los 
enlaces e instrumentos de búsqueda. De nuevo, el 
punto fundamental en la interpretación del precepto 
reside en la noción del concepto de conocimiento 
efectivo, articulado de idéntico modo al previsto 
para la exclusión de responsabilidad anteriormente 
expuesta. 
 
Hemos de tener en cuenta en el marco de la 
exclusión de responsabilidad prevista para los 
intermediarios que ofrezcan enlaces o motores de 
búsqueda que ésta no protege frente a cualquier 
                                                 
328
 Se le dedica al tema de los enlaces un amplio 
estudio en SUPRA capítulo IV de este trabajo. 
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tipo de responsabilidad que pueda derivar del 
establecimiento de enlaces, sino que únicamente se 
excluye la responsabilidad que pudiera radicar del 
hecho de ofrecer enlaces a contenidos ilícitos, no 
abarcando supuestos en los que el lugar de destino 
sea lícito, subyaciendo la ilicitud del propio 
establecimiento del enlace, caso del framming, 
donde se presentan deslealmente como propios los 
contenidos procedentes de otros sitios web. 
 
Con lo anterior quiero llamar la atención 
nuevamente en cuanto a mi desacuerdo con el 
legislador de la LSSICE, que con la inclusión del 
artículo 17, en contra de lo aparente, perjudica en 
la práctica a los derechohabientes pues se desvía 
la atención respecto del comportamiento desleal de 
este tipo de prácticas, que están presuntamente 
subsumidas en este precepto aunque, dada la 
debilidad del mismo, raras veces prosperan las 
acciones contra ellas por esta vía
329
. 
 
Así, encontramos numerosos procedimientos en los 
que se viene apuntando la aparente licitud civil de 
estas prácticas, si bien aún no entran a conocer 
                                                 
329
 Orientando el comportamiento de estos ISP hacia 
la competencia desleal, en mi opinión, se acabaría 
también con el eterno debate sobre Google y otros 
buscadores, de quienes los detractores de la protección 
de los derechos de autor afirman que en sintonía con lo 
que la ley proponen habrían de ser las primeras páginas 
que deberían retirarse de la red. Es evidente que 
Google y otros proporcionan enlaces a contenidos 
ilícitos de obras protegidas, pero no lo es menos que 
no es ése su fin, siendo páginas que no discriminan a 
la hora de indexar las páginas a las que proporcionan 
acceso, lo que les hace actuar sin la deslealtad de 
quienes ofrecen exclusivamente enlaces a páginas con 
contenidos ilícitos. 
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del fondo del asunto al haberse dictado en el seno 
de solicitudes de cautelares
330
. 
 
Por último, señalar que en esta exclusión de 
responsabilidad la LSSICE también deshecha su 
aplicabilidad para los supuestos en los que el 
autor del contenido enlazado actúe bajo la 
                                                 
330
 Así entre otros el auto del Juzgado de lo 
Mercantil número 3 de Barcelona de 6 de mayo de 2009, 
el auto del Juzgado de lo Mercantil número 6 de 
Barcelona de 11 de mayo de 2009, el auto del Juzgado de 
lo Mercantil número 7 de Barcelona de 2 de julio de 
2009 o los autos del Juzgado de lo Mercantil de Huelva 
de 11 y 13 de noviembre de 2009, señalando 
especialmente este último que “En cuanto a la medida 
cautelar, se aprecia, a la vista de las alegaciones del 
demandado y la pericial acompañada a su oposición, que 
no se da en el supuesto de autos el requisito de la 
apariencia de buen derecho, esto es, la existencia de 
un fundamento de juicio indiciario y provisional, sin 
prejuzgar el fondo del asunto, favorable al fundamento 
de la pretensión de la demandante. Así, conforme a las 
alegaciones de las partes, la documental acompañada a 
la demanda y la pericial de la oposición a las medidas, 
no puede emitirse un juicio indiciario y provisional 
favorable al fundamento de la pretensión de la actora. 
Toda vez que según lo recogido en las resoluciones 
recientes, de la jurisdicción civil y sobre asunto 
similares, aportadas por la demandada, y el informe 
acompañado por aquella a su oposición, ponen de 
manifiesto la complejidad jurídica de la cuestión 
objeto del procedimiento, así como que las páginas a 
las que hace referencia aquel son de enlaces, lo que 
supone que, en principio, no albergan archivos, sino 
que ofrecen una relación de enlaces, sin que de las 
propias páginas se haga descarga alguna. Hecho del que 
deriva la consideración jurídica de la actuación del 
demandado y, en función de ella, si aquella sería 
conforme o no a las normas legales. Todo ello, cuando 
menos, impide apreciar la concurrencia de la necesaria 
apariencia de buen derecho, de forma provisional e 
indiciaria (Art. 728.2 LEC)”. También es claro el auto 
del Juzgado de Instrucción número 2 de Vitoria de 21 de 
octubre de 2009 que considera que la página de 
provisión de enlaces cinetube.es no realiza 
comunicación pública alguna, señalando que “Por otro 
lado, esta página, ofrece únicamente accesos o links a 
través de los cuales se puede acceder a distintos 
servidores en los que se alojan los archivos. En la 
página www.cinetube.es no existe contenido alguno, sino 
únicamente los referidos enlaces.” 
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dirección, autoridad o control del intermediario 
que proporciona el enlace. 
 
 
5. EL PROBLEMÁTICO CONCEPTO DEL CONOCIMIENTO 
EFECTIVO  
 
En el supuesto de alojamiento de datos y en el 
de provisión de enlaces y de instrumentos de 
búsqueda, probablemente las dos actividades que más 
presentes están en la infracción de derechos de 
propiedad intelectual sobre las obras musicales, se 
exige al ISP el elemento subjetivo de carecer de 
conocimiento efectivo en cuanto a la ilicitud de 
los contenidos, de modo que de tener dicho 
conocimiento sólo podría acceder a la exclusión si 
procediese a la retirada o bloqueo de los 
materiales o del enlace a esos contenidos ilícitos. 
Por tanto, la consideración del conocimiento 
efectivo se convierte en una de las claves para 
determinar si el proveedor puede acogerse a la 
exclusión de responsabilidad en estos supuestos. 
 
El artículo 16.1 de la LSSICE entiende que el 
prestador de servicios tendrá el conocimiento 
efectivo cuando un órgano competente haya declarado 
la ilicitud ordenado su retirada o que se 
imposibilite el acceso a los mismos, o cuando se 
hubiera declarado la existencia de la lesión, y el 
prestador conociera la correspondiente resolución, 
sin perjuicio de los procedimientos de detección y 
retirada de contenidos que los prestadores apliquen 
en virtud de acuerdos voluntarios y de otros medios 
de conocimiento efectivo que pudieran establecerse. 
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Analizando los presupuestos fijados para ese 
conocimiento efectivo, podríamos clasificar los 
mismos en tres apartados. Uno primero englobaría 
aquellos casos en los que hubiera mediado una 
resolución de un órgano competente de la que 
tuviera conocimiento el ISP y que declarara que los 
datos son ilícitos, que ordenara su retirada y 
bloqueo y que declarase que se ha producido una 
lesión de bienes o derechos de un tercero 
susceptibles de indemnización. 
 
Un segundo supuesto se refiere a los casos en 
que el prestador tenga un procedimiento propio de 
detección y retirada de contenidos ilícitos. Se 
entenderá en este sentido que el ISP que prevea un 
procedimiento de este tipo tendrá, sin necesidad de 
resolución de órgano competente, conocimiento 
efectivo de la ilicitud o lesividad de los 
contenidos, en estos casos, alojados o enlazados. 
Las reglas que rijan el concreto procedimiento de 
detección y retirada serán las que determinen los 
requisitos que deberá reunir una notificación de 
infracción para procurar al prestador el 
conocimiento efectivo de la ilicitud. 
 
Por último, la legislación española habla de 
“otros medios de conocimiento efectivo que pudieran 
establecerse”, habiendo de entenderse que el 
legislador ha querido dejar abierto el camino a 
otros procedimientos que en el futuro se pudieran 
adoptar y aceptar de forma consuetudinaria. 
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Llegados a este punto y una vez hemos revisitado 
el artículo 16 de la LSSICE parece inevitable 
hacerse la siguiente pregunta: ¿qué ocurriría 
cuando el prestador de alojamiento intuya o, más 
allá, sepa ciertamente por sus propios medios que 
en sus servidores se están alojando programas de 
intercambio P2P con obras protegidas y sin hacer 
nada por evitarlo? Pues bien, pese a que parece 
evidente que el ISP, dada su actividad, está 
adquiriendo necesariamente el conocimiento 
efectivo, lo cierto es que lege data esto sólo se 
podrá considerar así cuando se tenga un acuerdo 
concreto con los titulares de derechos de propiedad 
intelectual o un procedimiento interno de detección 
y retirada de contenidos ilícitos. Si no existen 
este tipo de acuerdos o procedimientos, la LSSICE 
permite que el intermediario “mire hacia otro 
lado”, si se me permite la expresión, mientras no 
se le notifique de la forma preceptuada la ilicitud 
de los contenidos que aloja
331
. 
 
Un vistazo integrador de este desajuste descubre 
la necesidad de interpretar la Ley española de 
conformidad con la DCE, conduciéndonos a la 
conclusión de que el artículo 16.1 de la LSSICE en 
su segundo punto, y por ende también el segundo 
punto del artículo 17.1 deben leerse en un sentido 
extensivo 
 
                                                 
331
 En este sentido, I. GARROTE FERNÁNDEZ-DÍEZ, 
“Acciones civiles contra los prestadores de servicios 
de intermediación en relación con la actividad de las 
plataformas P2P. Su regulación en la Ley 34/2002 y en 
la Ley de Propiedad Intelectual”, pe. i. revista de 
propiedad intelectual núm. 16 (enero-abril 2004), p. 
95. 
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Sin embargo, quizá sea demasiado pedir, pues el 
tenor literal de la LSSICE se ha alejado, 
incomprensiblemente, de lo que la DCE dispone en su 
artículo 14, que exige al ISP para poder acogerse a 
la exclusión de responsabilidad no tener 
conocimiento de hechos o circunstancias por los que 
la actividad o la información revele su carácter 
ilícito, estableciendo así una obligación implícita 
de no ignorar datos evidentes que revelen el 
carácter ilícito de las obras que se albergan en 
sus servidores. El artículo 16 de la LSSICE, por 
desgracia y de forma deliberada, elimina dicha 
precisión permitiendo con ello al proveedor de 
alojamiento ignorar la ilicitud de los contenidos 
que aloje, aún siendo ésta obvia, hasta que no sea 
notificada o incumpla los procedimientos de 
supervisión acordados en su seno. 
 
Existen resoluciones judiciales que sin embargo 
han admitido la posibilidad de apreciar la 
concurrencia de conocimiento efectivo sin que se 
hayan verificado las circunstancias enumeradas en 
la LSSICE, enarbolando el argumento del 
conocimiento indiciario o circunstancial que emana 
de la DCE
332
 y que, en otros términos, podemos 
                                                 
332
 En este sentido cabe destacar la sentencia de la 
Sala de lo Civil del Tribunal Supremo de 9 de diciembre 
de 2009 (RJ 2010\131), que desestima la casación 
interpuesta por la Asociación de Internautas contra la 
sentencia de la Sección 19ª de la Audiencia Provincial 
de Madrid de 6 de febrero de 2006, que a su vez 
ratificaba la del Juzgado de 1ª Instancia 42 de Madrid 
de 15 de junio de 2005, o en menor medida el auto de la 
Sección 2ª de la Audiencia Provincial de Cáceres de 30 
de octubre de 2006 (JUR 2006/277689). 
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encontrar en nuestra legislación en materia de 
propiedad intelectual
333
. 
 
La primera ocasión en la que el Tribunal Supremo 
se ha pronunciado en cuanto al régimen de 
exclusiones de responsabilidad que establece la 
LSSICE, interpretando el requisito de la falta de 
conocimiento efectivo, en este caso ex artículo 16 
de la LSSICE, llega con ocasión de la sentencia de 
9 de diciembre de 2009, dictada en el procedimiento 
de la SGAE contra la Asociación de Internautas. 
 
La disputa comenzó con la presentación por parte 
de SGAE de una demanda para la cancelación del 
dominio www.putasgae.com, página que criticaba 
repetida y duramente a la mencionada entidad de 
gestión, ante el centro de mediación y arbitraje de 
la OMPI. La decisión de este órgano de 18 de 
diciembre de 2002 decretó dicha cancelación, 
registrando con posterioridad la propia SGAE ese 
dominio. La actividad crítica contra SGAE continuó 
sin embargo en la web www.putasgae.org, 
perteneciente a la “Plataforma de Coordinación de 
                                                 
333
 Así, como ejemplo no limitativo podemos 
remitirnos al artículo 102 del TRLPI, que reza como 
sigue: “A efectos del presente Título y sin perjuicio 
de lo establecido en el artículo 100 tendrán la 
consideración de infractores de los derechos de autor 
quienes, sin autorización del titular de los mismos, 
realicen los actos previstos en el artículo 99 y en 
particular: 
Quienes pongan en circulación una o más copias de un 
programa de ordenador conociendo o pudiendo presumir su 
naturaleza ilegítima. 
Quienes tengan con fines comerciales una o más copias 
de un programa de ordenador, conociendo o pudiendo 
presumir su naturaleza ilegítima (…)”. 
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Movilizaciones contra la SGAE”, cuyo mirror334 fue 
alojado por la Asociación de Internautas en el 
subdominio http://antisgae.internautas.org. 
 
Dadas estas circunstancias, la SGAE y su 
presidente D. Eduardo Bautista formularon demanda 
de juicio ordinario contra la Asociación de 
Internautas por las expresiones atentatorias contra 
su derecho al honor contenidas en esa página mirror 
alojada en los servidores de la Asociación. 
 
La sentencia dictada por el Juzgado de 1ª 
Instancia número 42 de Madrid el 15 de junio de 
2005 condenó a la Asociación a cesar en la 
perturbación en el derecho al honor de los 
demandantes, a suprimir las expresiones 
atentatorias contra el mismo, a indemnizar a cada 
uno de los actores y a publicar la sentencia, amén 
de hacer expresa imposición en costas a la 
demandada. Ahora bien, la sentencia no hizo mención 
alguna al texto de la LSSICE. 
 
La Asociación procedió a recurrir en apelación 
alegando entre otros argumentos la infracción de la 
LSSICE. En sentencia de 6 de febrero de 2006, la 
sección 19ª de la Audiencia Provincial de Madrid 
confirmó la condena impuesta en la instancia y 
sostuvo que la LSSICE no excluía la aplicación de 
otras normas, como la Ley Orgánica 1/1982, de 5 de 
mayo, de Protección Civil del Derecho al honor, la 
intimidad personal y familiar y la propia imagen. 
 
                                                 
334
 Término utilizado para definir páginas web o 
cualquier otro recurso que es espejo de otro, es decir, 
tiene una copia de la información. 
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La sentencia de apelación llegaba a la 
convicción de que la demandada tenía conocimiento 
efectivo, en sentido material, de los contenidos 
difamatorios, o que incluso los hacía propios al 
decidir alojarlos en su servidor
335
. La Asociación 
recurrió este pronunciamiento en casación, alegando 
el reconocimiento constitucional de la libertad de 
expresión y la concurrencia de la causa de 
exclusión de responsabilidad del artículo 16 de la 
LSSICE. 
 
Como ya se ha adelantado, el Tribunal Supremo 
acabó por desestimar el recurso, siendo uno de los 
puntos clave de la sentencia la interpretación del 
requisito de la falta de conocimiento efectivo 
establecido en el artículo 16 de la LSSICE. El 
Tribunal Supremo acoge con claridad la 
interpretación no limitativa aquí expuesta, 
resaltando expresamente que una lectura cerrada de 
este concepto no resultaría conforme a la DCE
336
. 
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 Así, el Fundamento Jurídico Noveno de la 
sentencia señala que “se procede a recopilación para 
hacer propios los contenidos”. 
336
 Señala la sentencia en su fundamentación que “No 
es conforme a la Directiva-cuyo objetivo es, al 
respecto, armonizar los regímenes de exención de 
responsabilidad de los prestadores de servicios-una 
interpretación del apartado 1 del artículo 16 de la Ley 
34/2002 como la propuesta por la recurrente, ya que 
reduce injustificadamente las posibilidades de 
obtención del “conocimiento efectivo” de la ilicitud de 
los contenidos almacenados y amplía correlativamente el 
ámbito de la exención, en relación con los términos de 
la norma armonizadora, que exige un efectivo 
conocimiento, pero sin restringir los instrumentos 
aptos para alcanzarlo. 
Además de que el propio artículo 16 permite esa 
interpretación favorable a la Directiva –al dejar a 
salvo la posibilidad de “otros medios de conocimiento 
efectivo que pudieran establecerse”-, no cabe 
prescindir de que la misma atribuye igual valor que al 
“conocimiento efectivo” a aquel que se obtiene por el 
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El Tribunal Supremo basa por tanto su 
argumentación en esos “otros medios de conocimiento 
efectivo” recogidos en el artículo 16 de la LSSICE, 
no especificados en ningún desarrollo normativo. 
Los webmasters han esperado habitualmente a 
resoluciones judiciales o, en mucha menor medida, a 
quejas de los interesados para retirar contenidos. 
Pero con esta sentencia se habrá de tener en cuenta 
que el conocimiento podrá considerarse efectivo a 
partir de hechos o circunstancias aptos para 
posibilitar, aunque meditadamente o por inferencias 
lógicas al alcance de cualquiera, una efectiva 
aprehensión de la realidad que se trate. El 
subdominio era una redirección así que el prestador 
tendría que haber sido vigilante de lo que alojaba 
para darse cuenta. 
 
Otro interesante y en mi opinión acertado 
acercamiento, en este caso de la jurisprudencia 
menor, al concepto del conocimiento efectivo ha 
sido el efectuado por los órganos jurisdiccionales 
de Lugo en un tema de responsabilidad por 
contenidos ilícitos alojados en un foro de 
Internet. En este sentido, tanto el Juzgado de 1ª 
Instancia número 1 de Mondoñedo como la Audiencia 
Provincial de Lugo, al ratificar la sentencia del 
juzgador a quo, entendieron que los casos 
comprendidos en el segundo párrafo del artículo 
16.1 de la LSSICE están configurados como 
                                                                                                                                               
prestador del servicio a partir de hechos o 
circunstancias aptos para posibilitar, aunque 
mediatamente o por inferencias lógicas al alcance de 
cualquiera, una afectiva aprehensión de la realidad de 
que se trate”. 
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presunciones iuris tantum de conocimiento efectivo, 
quedando por tanto abierta la posibilidad de 
ampliar esos casos a los que no se concede carácter 
limitativo
337
. 
 
Se trata por tanto, a la espera de que se cree 
jurisprudencia al respecto, de un avance doctrinal 
en cuanto a lo que ha de entenderse por 
conocimiento efectivo, gozándose así de una 
interpretación mucho más conforme con el espíritu 
de la DCE y más favorable para la defensa de los 
intereses de los titulares de derechos de autor. 
 
Pese a lo anterior, tal y como se configura 
nuestra Ley, la realidad es que los intermediarios 
pueden permanecer completamente inactivos hasta que 
sean notificados incluso cuando almacenen 
contenidos cuya ilicitud sea evidente. Respecto de 
los procedimientos internos de bloqueo y retirada, 
es evidente que la disposición legal no incentiva 
en absoluto su implantación, escaseando ésta en la 
práctica o resultando procedimientos algo kafkianos 
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 Hablo de la sentencia del Juzgado de 1ª Instancia 
número 1 de Mondoñedo de 5 de noviembre de 2008 y de la 
sentencia de la Sección 1ª Audiencia Provincial de Lugo 
de 9 de julio de 2009 (JUR 2009/328919(, diciendo ésta 
última en su fundamento jurídico segundo que: “Dicho 
precepto [el art. 16 LSSICE] contiene una presunción, 
debiendo declararse probado dicho conocimiento efectivo 
a que se refiere el apartado a) “cuando un órgano 
competente haya declarado la ilicitud de los datos, 
ordenado su retirada…” etc y el prestador conociera la 
correspondiente resolución. Pero ello no impide a 
juicio de esta Sala que el conocimiento de la ilicitud 
pueda probarse de alguna otra forma, pues no estamos 
ante ninguna numeración taxativa, sino una presunción 
(resolución judicial conocida) “ad exemplum”, y que a 
“sensu contrario” no impediría probar el conocimiento 
efectivo por cualesquiera otro medio”. 
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al poder volverse en contra del proveedor que lo 
instaure. 
 
La opinión aquí expuesta no es en absoluto 
pacífica, existiendo autorizadísimos autores que 
sostienen que las normas generales de 
responsabilidad en cuanto a la comisión por omisión 
podrían suplantar esa carencia dispositiva cuando 
los casos de ilicitud fueran muy flagrantes
338
. 
 
En conclusión, lo que queda claro es que la 
transposición al ordenamiento español se ha 
separado notablemente del texto comunitario al 
prescindir del requisito de carecer de conocimiento 
indiciario que la DCE exige para quedar libre de 
responsabilidad civil. Asimismo, se ha separado 
notablemente también de los dispuesto en la DCE 
restringiendo la interpretación del concepto de 
conocimiento efectivo, desnaturalizando lo previsto 
por el legislador comunitario y limitando dicho 
concepto a un conocimiento meramente formal 
derivado de la existencia de una previa resolución 
que declare la ilicitud del material intermediado. 
 
La transposición de nuestro legislador, y de ahí 
lo grave, resulta del todo contraria al espíritu de 
la DCE, concediendo la exclusión de responsabilidad 
a supuestos en los que el prestador intermediario 
tiene verdadero conocimiento de la ilicitud de los 
                                                 
338
 En este sentido, J. MASSAGUER FUENTES, “La 
responsabilidad de los prestadores de servicios en 
línea por las infracciones al derecho de autor y los 
derechos conexos en el ámbito digital”, pe.i. revista 
de propiedad intelectual, núm. 13 (enero-abril 2003), 
pp. 44-45 o R. SÁNCHEZ ARISTI, El intercambio de obras 
protegidas a través de las plataformas peer-to-peer, 
Instituto de Derecho de Autor, Madrid, 2007, p. 200. 
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contenidos que aloja en su servidor. Así, mientras 
el texto comunitario dispone que la exclusión no 
será de aplicación cuando concurra ese conocimiento 
efectivo, la LSSICE establece que mientras ese 
conocimiento no se haya obtenido por las vías 
contempladas en el segundo párrafo del artículo 
16.1
339
, el hecho de tener ese conocimiento efectivo 
no será obstáculo para disfrutar de la exclusión. 
Se origina por tanto una inmunidad prácticamente 
absoluta para los ISP, con la consiguiente 
imposibilidad para los derechohabientes de defender 
su esfera exclusiva, haciendo ilusoria cualquier 
posibilidad de obtener una reparación económica del 
perjuicio sufrido. 
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 Vid. SUPRA, nota 83. 
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CAPÍTULO VI 
 
PANORÁMICA DEL SISTEMA DE RESPONSABILIDAD EN 
EL DERECHO COMPARADO 
 
 
“Los países libres son aquéllos en los que son 
respaldados los derechos del hombre y donde las leyes, 
por consiguiente, son justas.” 
(Maximilien Robespierre) 
 
 
1.  GÉNESIS DE LAS NORMAS DE EXCLUSIÓN DE 
RESPONSABILIDAD 
 
A la hora de tratar de localizar un texto 
pionero en lo que se refiere a las reglas de 
inmunidad para los intermediarios por contenidos de 
terceros en el ámbito tecnológico hemos de estar a 
lo que se establece en la Communications Decency 
Act (“CDA”), que constituye el Capítulo V de la más 
general Telecommunications Act
340
 norteamericana, que 
vio la luz el 8 de febrero de 1996. 
 
No obstante lo anterior, y por expresa 
disposición legal, el ámbito de la propiedad 
intelectual quedó excluido del objeto de la CDA, 
que sin embargo abordaba el tema de la 
responsabilidad de intermediarios por contenidos 
ajenos de una manera horizontal, esto es, 
protegiendo al intermediario frente a cualquier 
tipo de responsabilidad a la manera de la DCE y, 
por ende, de la LSSICE. Habría que esperar a la 
llegada en 1998 de la DMCA para tener un texto 
legal referido expresamente a la responsabilidad de 
los intermediarios por ilícitos en el campo de los 
derechos de propiedad intelectual. 
 
                                                 
340
 Public Law 104-104. 
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La DMCA surgió de un pacto negociado entre la 
industria de contenidos y la de telecomunicaciones 
y servicios en Internet como disciplina específica 
para abordar las infracciones de propiedad 
intelectual que se produjesen en el ámbito de las 
comunicaciones electrónicas. Hasta su llegada, la 
imputación de responsabilidad para los 
intermediarios por las infracciones en lo relativo 
a los derechos de propiedad intelectual obedecía a 
las reglas generales de responsabilidad vicaria o 
por hecho ajeno y la categoría de responsabilidad 
por contribución a la infracción. 
 
Encontramos en el derecho estadounidense por 
tanto dos categorías a las que acudir en cuanto a 
la atribución de responsabilidad a sujetos 
distintos del infractor directo en razón de una 
infracción de derechos de propiedad intelectual. 
Analicemos a continuación, como fuentes de 
responsabilidad para el intermediario, las 
doctrinas de contributory infringement y de 
vicarious liability. 
 
 
1.1  Contributory infringement y vicarious 
liability. La responsabilidad por hecho ajeno 
 
Junto a la responsabilidad por infracción 
directa o direct infringement, la derivada de hecho 
propio consistente en la violación de uno o más 
derechos exclusivos reservados al titular del 
derecho, encontramos la responsabilidad por 
infracción contributiva, basada en el hecho de 
haber contribuido a la infracción directa realizada 
por un tercero y la responsabilidad vicaria, que 
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permite que un sujeto sea declarado responsable por 
un hecho ajeno atendiendo a su capacidad de control 
sobre la actividad infractora y al beneficio 
económico que obtiene de la misma. 
 
La Copyright Act de 1976
341
 contemplaba 
únicamente como supuesto de responsabilidad la 
infracción directa de los derechos de propiedad 
intelectual, quedando ésta configurada como una 
responsabilidad de carácter objetivo, que se impone 
a pesar de que el infractor ignore que la actividad 
que lleva a cabo es vulneradora de los derechos de 
propiedad intelectual. 
 
Por su parte, las categorías de contributory 
infringement y vicarious liability son de creación 
jurisprudencial, pudiendo situarse su nacimiento 
doctrinal y su aplicabilidad al campo de los 
derechos de propiedad intelectual en el famoso caso 
Sony, o de la doctrina Betamax
342
. 
 
 
1.2 El caso Sony y la definición de las 
doctrinas 
 
Este interesante leading case
343
 encuentra su 
origen a mediados de los años 70 cuando, tras la 
aparición en el mercado estadounidense de los 
magnetoscopios, varias productoras cinematográficas 
titulares de los derechos sobre gran parte de las 
                                                 
341
 Disponible, dentro del Título 17 del U.S. Code en 
http://www.copyright.gov/title17/circ92.pdf [última 
visita 19.01.2010]. 
342
 Sony Corp. Of America v. Universal City Studios, 
Inc. 464 US 417 (1984). 
343
 Siguiendo en este punto a R. SÁNCHEZ ARISTI, El 
intercambio de obras protegidas a través de las 
plataformas peer-to-peer, Instituto de Derecho de 
Autor, Madrid, 2007, pp. 89 y ss. 
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obras audiovisuales emitidas por televisión se 
alzaron contra el principal fabricante de aquellos 
aparatos, la Sony Corporation of America. Así, 
pues, dos de los grandes estudios, Universal City 
Studios, Inc. y Walt Disney Productions llevaron 
ante los tribunales a Sony como responsable de la 
comercialización del magnetoscopio pionero Betamax. 
 
El Betamax permitía a sus usuarios realizar 
reproducciones domésticas de los programas emitidos 
en televisión con el fin de visionarlos en un 
horario distinto al dispuesto en la parrilla de 
cada cadena, esto es, permitía en el sentido 
técnico desarrollar un time-shifting con los 
contenidos que se almacenaran en el magnetoscopio. 
La demandada Sony, en su defensa, alegó que las 
copias que obtenían los usuarios eran copias 
efímeras que no sustituían la adquisición de un 
ejemplar comercial de la obra y que por tanto no 
tenían por qué causar perjuicio a los titulares de 
derechos de propiedad intelectual. 
 
Las demandantes, por su lado, sostenían que, a 
diferencia de lo que ocurre con las obras 
musicales, en la obra audiovisual un visionado 
suele ser la ratio ordinaria de disfrute de la 
misma, con lo que el carácter efímero de la copia 
no mitigaba su eventual valor sustitutivo. En la 
práctica, el magnetoscopio lanzado al mercado por 
Sony era utilizado por el gran público para 
construirse auténticas videotecas personales
344
 entre 
                                                 
344
 Vid. J. LITMAN, “The Sony Paradox”, Case Western 
Reserve L. Rev, 2005, disponible en 
http://www.law.wayne.edu/litman/#pdf [última visita 
19.01.2010]. 
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las que se encontraban una gran cantidad de títulos 
propiedad de las demandantes, tal y como 
sostuvieron en el proceso. Concluían por ello que 
tales copias infringían los derechos de propiedad 
intelectual, debiendo ser Sony considerada 
corresponsable como fabricante y publicitaria del 
Betamax y condenada a una consiguiente 
indemnización. 
 
Dos cuestiones tan básicas como novedosas se 
debatían en esta litis. Por un lado, si la 
grabación doméstica de obras audiovisuales a partir 
de emisiones televisivas podía ser considerada como 
una actividad acomodable dentro de los parámetros 
del fair use
345
, tal y como éste se define en la 
sección 107 de la Copyright Act y, por el otro, el 
determinar en qué medida un sujeto podía en su caso 
ser considerado responsable por infracciones de 
derechos de propiedad intelectual cometidas por 
terceros. 
 
El Tribunal del Distrito Central de California, 
en su fallo de 2 de octubre de 1979
346
, apreció en la 
realización de copias para uso privado de películas 
titularidad de las actoras una actividad dentro de 
los citados parámetros del fair use. Se concluyó, 
sorprendentemente, que no se había de otorgar a los 
                                                 
345
 La sección 107 de la Copyright Act ofrece cuatro 
factores a valorar para dilucidar si determinado uso 
merece o no catalogarse como fair use: (i) el propósito 
y carácter del uso, incluido el hecho de si es de 
naturaleza comercial o para fines educacionales no 
lucrativos; (ii) la naturaleza de la obra objeto de 
utilización; (iii) la cantidad y sustancialidad de la 
porción utilizada en relación con la obra protegida en 
su conjunto; y (iv) el efecto del uso sobre el mercado 
potencial o el valor de la obra utilizada. 
346
 480 F.Supp 429 (C.D.Cal. 1979). 
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titulares de derechos el poder de impedir esa clase 
de copias fuera de comercio, realizadas a partir de 
material voluntariamente difundido por las 
demandantes y al que se podía acceder en abierto. 
Se destacaba además el ámbito privado de las 
reproducciones, aseverándose que cualquier 
prohibición al respecto habría comportado una 
intromisión en esa esfera jurídica y habría 
conllevado una difícil ejecución. 
 
Una de las claves que derivó en este fallo de 
primera instancia fue probablemente que las 
demandantes no consiguieron probar el efecto 
negativo de las reproducciones privadas en el 
mercado potencial o en el valor de las obras 
protegidas. No se detectó infracción alguna en el 
comportamiento de los usuarios del Betamax, con lo 
que la responsabilidad de Sony quedaba totalmente 
virgen. 
 
El fallo del tribunal californiano no se quedó 
sin embargo ahí, señalando que, aún en el supuesto 
de que la copia doméstica atentara contra el fair 
use, Sony no debería ser considerado responsable 
las copias realizadas por los usuarios del Betamax. 
Basó su razonamiento el órgano judicial en una 
doctrina procedente del Derecho de patentes
347
 en 
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 Doctrina del staple article of commerce, recogida 
en 35 U.S.C. § 271 (c) y conforme a la cual será 
considerado responsable por contribuir a la infracción 
de una patente “Whoever sells a component of a patented 
machine, manufacture, combination or composition, or a 
material or apparatus for use in practicing a patented 
process, constituting a material part of the invention, 
knowing the same to be especially made or especially 
adapted for use in an infringement of such patent, and 
not a staple article or commodity of commerce suitable 
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virtud de la cual quien fabrica un producto que 
podría ser idóneo para usos ilícitos no es 
responsable por los actos cometidos por quienes así 
se sirven del producto, siempre y cuando dicho 
producto pudiera también ser aplicado a usos 
lícitos suficientemente relevantes. En fin, el 
imponer una responsabilidad a quienes fabrican esta 
clase de productos supondría una excesiva 
restricción para el comercio y la innovación.  
 
La apelación al fallo de primera instancia no se 
haría esperar fallando en octubre de 1981 la Corte 
de Apelación del Noveno Circuito en contra de la 
valoración del juez a quo
348
. Entendió la Corte que 
en un contexto tecnológico en el que la 
reproducción masiva de material protegido es 
posible, una interpretación de la doctrina del fair 
use que amparase la copia privada supondría un 
obstáculo insalvable para los titulares de los 
derechos de propiedad intelectual, en este caso 
sobre las obras audiovisuales. 
 
La Corte de Apelación consideró una carga 
excesiva el obligar a las demandantes a probar el 
daño emergente o el lucro cesante que podrían 
experimentar como consecuencia de los actos de 
copia privada por parte de los usuarios del 
Betamax. Además, la Corte estimó que Sony había 
contribuido materialmente a la conducta infractora 
de los usuarios del Betamax puesto que era quien lo 
fabricaba, promocionaba y vendía con la utilidad 
principal de grabar contenidos emitidos por 
                                                                                                                                               
for substantial noninfringing use, shall be liable as a 
contributory infringer”. 
348
 Vid. 659 F.2d 963 (9th Cir. 1981). 
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televisión que, en su gran mayoría, estaban 
protegidos por derechos de propiedad intelectual. 
Sony debía saber que comercializaba un equipo 
idóneo para llevar a cabo conductas infractoras de 
derechos de propiedad intelectual y por ende, 
deducía la Corte, le era perfectamente extendible 
la responsabilidad de los usuarios infractores. En 
cuanto a la doctrina del staple article of 
commmerce se estimó que ésta no era aplicable al no 
ser Betamax susceptible de usos lícitos 
sustanciales. 
 
Todos estos razonamientos resultaron revocados 
por la Corte Suprema norteamericana en su sentencia 
de 17 de enero de 1984
349
, que retomó la postura del 
Tribunal del Distrito estimando que Sony no era 
responsable ni había contribuido a las potenciales 
infracciones cometidas por los adquirentes del 
Betamax. 
 
Entró de lleno en ese momento la Corte Suprema a 
pronunciarse respecto de la vicarious liability y 
el contributory infringement. Con respecto a la 
primera, estimó la Corte que Sony no se hallaba en 
situación de controlar el uso que los usuarios 
pudiesen hacer de las obras protegidas, ni había 
autorizado dicho uso sin el permiso del titular de 
los derechos. En cuanto al segundo, se consideró 
que la comercialización de un equipo idóneo para 
copiar contenidos protegidos no comporta una 
contribución a la infracción a condición de que el 
equipo en cuestión sea ampliamente aplicado a usos 
legítimos comercialmente significativos, o incluso 
                                                 
349
 464 U.S. 417 (1984). 
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bastando con que dicho equipo sea apto para tal 
clase de usos. Se volvía así, por tanto, a la 
doctrina del staple article of commerce
350
. 
 
Para la Corte Suprema el Betamax era un equipo 
idóneo para llevar a cabo usos lícitos, apoyando 
tal razonamiento en el encuadre bajo la cláusula 
del fair use de la realización de las copias 
privadas de programas televisivos con la finalidad 
de time-shifting, dado su carácter no comercial, y 
entendiendo que en semejantes circunstancias no se 
puede presumir la existencia de un daño probable 
para el valor o mercado potencial de las obras 
afectadas, sino que esa probabilidad de daño debe 
ser probada por la parte demandante, lo que en este 
caso no se produjo
351
. 
 
Cuatro de los magistrados integrantes de la 
Corte
352
 firmaron un voto disidente que rebatía 
algunas de las aseveraciones de la sentencia 
proponiendo su reenvío a la Corte del Distrito para 
que ésta puntualizase sobre algunos de los aspectos 
fácticos del litigio. Según los votantes, la 
actividad probatoria de los demandantes a propósito 
del daño que potencialmente podrían experimentar si 
el Betamax se comercializase masivamente había sido 
suficiente, por lo que procedía descartar la 
                                                 
350
 Vid. J.M. FEDER, “Is Betamax Obsolete? Sony Corp. 
Of America v. Universal City Studios, Inc. in the Age 
of Napster”, Creighton Law Review, vol. 37-4, 2003, p. 
20. 
351
 464 U.S. 417, 450-51 (1984). 
352
 Fueron los magistrados Blackmun, Marshall, Powell 
y Rehnquist. Vid. J. LITMAN, “The Sony Paradox”, Case 
Western Reserve L. Rev, 2005, disponible en 
http://www.law.wayne.edu/litman/#pdf, pp. 11-23 [última 
visita 19.01.2010] 
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aplicación de la cláusula del fair use. El hecho de 
que el público estuviese dispuesto a adquirir un 
equipo como el Betamax demostraba que había un 
mercado compuesto por usuarios para quienes 
resultaba inconveniente ver los programas en el 
momento previsto de emisión, y que estaban 
dispuestos a pagar por ver las películas y otros 
contenidos a su conveniencia, por lo que los 
titulares de derechos merecerían percibir una 
remuneración procedente de ese uso alternativo. 
 
Siguiendo con el razonamiento, consideraban los 
magistrados disidentes que las demandantes se 
habrían visto privadas de explotar dicho mercado 
por sí mismas. Además, el voto disidente decía 
coincidir con la Corte de Apelación en que, ya que 
los usuarios del Betamax incurrían en una 
infracción de derechos de propiedad intelectual, 
Sony había inducido y contribuido materialmente a 
dicha infracción, para lo cual no era preciso 
demostrar su conocimiento real de infracciones 
concretas, sino que bastaba con probar que había 
tenido razones para saber que esa infracción se 
estaba produciendo. Además, Sony no había logrado 
demostrar que una porción significativa de los usos 
del Betamax fuesen no infractores, lo cual era algo 
que la Corte del Distrito debía haber tomado en 
consideración. Se proponía por tanto la 
retrotracción de las actuaciones con el fin de que 
se evaluara el porcentaje de usos legales del 
Betamax en contraposición con el uso de hacer 
copias privadas en time-shifting. 
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Lo cierto es que a partir del caso Sony o la 
doctrina Betamax, se ha atribuido el contributory 
infringement a quien, con conocimiento de la 
actividad infractora, induzca, cause o contribuya 
materialmente a la conducta infractora de otro. 
Para incurrir en esta responsabilidad no es 
necesario que el infractor contributivo haya tenido 
conocimiento efectivo de la infracción directa 
realizada por el tercero, pero sí se exige que haya 
tenido motivos para conocerla, en una suerte de 
conocimiento indiciario
353
. 
 
Por su parte, la vicarious liability se ha 
configurado por la jurisprudencial como aquella 
responsabilidad atribuida a quien obtiene un 
evidente y directo beneficio económico derivado de 
la infracción realizada por otro, siempre que tenga 
la facultad y la capacidad de supervisar la 
actividad infractora y sin que sea necesario el 
conocimiento previo de la infracción
354
. 
 
Se configura esta doctrina como un desarrollo 
del principio del respondeat superior, que sirve 
para atribuir responsabilidad al empresario por las 
infracciones de copyright realizadas por sus 
                                                 
353
 Vid. A&M Records, Inc. v. Napster, Inc. 239 F.3d 
1004 (9th Cir. 2001), p. 1020, al señalar “contributory 
liability requires that the secondary infringer ‘know 
or have reaspn to know’ of direct infringement”. 
354
 Se puede extraer esta definición, entre otros, de 
Shapiro, Bernstein & Co. V. HL Green Co., 316 F.2d 304 
(2d Cir. 1963), p. 307 cuando se establece que: “When 
the right and ability to supervise coalesce with an 
obvious and direct financial interest in the 
exploitation of copyrighted materials –even in the 
abscence of actual knowledge the copyright monopoly is 
being impaired- the purposes of copyright law may be 
best effectuated by the imposition of liability upon 
the beneficiary of that exploitation”. 
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empleados. Ahora bien, la vicarious liability 
contiene la particularidad de que permite imputar 
responsabilidad al demandado con tal de que sus 
intereses económicos se hallen estrechamente 
vinculados a los del infractor directo, sin deber 
mediar entre ambos relación laboral alguna
355
. 
 
 
2. LAS NORMAS DE EXCLUSIÓN DE RESPONSABILIDAD EN 
LA DIGITAL MILLENNIUM COPYRIGHT ACT 
NORTEAMERICANA 
 
Desde el punto de vista legislativo, todos los 
proyectos e intentos que se fueron sucediendo 
optaron por la misma fórmula para introducir en la 
disciplina de los derechos de propiedad intelectual 
las reglas limitativas de la responsabilidad. Se 
trataba de añadir al capítulo 5 del Título 17 del 
US Code una nueva sección destinada a contener 
dichas reglas. Finalmente ésa fue la ubicación que 
se dio al sistema de limitaciones de 
responsabilidad plasmado en la DMCA del 28 de 
octubre de 1998 y a cuyo estudio vamos a dedicar 
los próximos apartados
356
. 
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 Así, la sentencia A&M Records, Inc. v. Napster, 
Inc. 239 F.3d 1004 (9th Cir. 2001) señala: “vicarious 
copyright liability is an ‘outgrowth’ of respondeat 
superior. In the context of copyright law, vicarious 
liability extends beyond an employer/employee 
relationship to cases in which a defendant ‘has the 
right and ability to supervise the infringing activity 
and also has a direct financial interest in such 
activities’”. La sentencia que esbozó de forma pionera 
esta doctrina fue la Shapiro, Bernstein & Co. V. HL 
Green Co., 316 F.2d 304 (2d Cir. 1963). 
356
 Siguiendo en este punto a M. PEGUERA POCH, La 
exclusión de responsabilidad de los intermediarios en 
Internet, Comares, Granada, 2007, pp. 101 y ss. 
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2.1 Antecedentes legislativos en el sistema de 
exclusiones de responsabilidad 
 
Con la expansión de Internet y la tecnología 
digital se facilitaron enormemente las copias, 
almacenamientos y transmisiones de contenidos, lo 
que sin duda auguraba un creciente riesgo de 
infringir los derechos de propiedad intelectual en 
general y en el plano audiovisual y musical en 
particular. Con la definición de las categorías de 
contributory infringement y vicarious liability 
quedaba también abierta la posibilidad de que los 
intermediarios fueran declarados responsables por 
las infracciones cometidas por los usuarios. 
 
En este contexto jurídico y social los 
operadores de redes y prestadores de servicios 
intermediarios en general plantearon la 
conveniencia de introducir en la legislación algún 
tipo de exclusión o limitación de la 
responsabilidad que les liberara de tener que 
responder por las infracciones cometidas por sus 
usuarios en materia de derechos de autor. 
 
La industria de contenidos, por su parte, veía 
alarmada cómo las nuevas tecnologías posibilitaban 
un aumento incontrolado de las copias ilícitas, con 
lo que la incertidumbre y los riesgos derivados de 
la explosión de Internet preocupaba a ambos bandos 
por igual. 
 
La Administración Clinton adoptó en 1995, como 
primer hito en la materia, el Libro Blanco sobre la 
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Propiedad Intelectual o White Paper on Intellectual 
Property and the National Information 
Infrastructure
357
, tratando con él de delimitar el 
alcance de los derechos de propiedad intelectual en 
el entorno digital y el nivel de responsabilidad de 
los ISP por infracciones de sus usuarios en materia 
de propiedad intelectual. 
 
Se elaboró pues el Libro Blanco con el propósito 
de analizar las implicaciones de las nuevas 
tecnologías de la información en el entorno de la 
propiedad intelectual, al efecto de recomendar los 
oportunos cambios o adaptaciones en la legislación. 
Las propuestas de reforma legislativa que se 
formularon en el Libro Blanco se introdujeron como 
proyecto de ley en la Cámara de Representantes y en 
el Senado, aunque nunca llegaron a buen puerto en 
su tramitación. 
 
Más allá de las concretas propuestas de reforma 
contenidas en el Libro Blanco, lo más relevante del 
mismo era la lectura que se hacía del régimen en 
aquel momento vigente de los derechos de propiedad 
intelectual, en la que se presentaban como 
pacíficas cuestiones que la doctrina y la 
jurisprudencia consideraban controvertidas
358
. 
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 Vid. 
http://www.uspto.gov/web/offices/com/doc/ipnii.pdf 
[última visita 19.01.2010]. 
358
 Vid. P. SAMUELSON, “The Copyright Grab”, Wired, 
January 1996, núm. 4.01, disponible en 
http://www.wired.com/wired/archive/4.01/white.paper.htm
l [última visita 18.01.2010], al señalar: “although the 
white paper purports to be an objective statement of 
existing law, it is really a skillful advocacy 
document; on virtually every controversial issue of the 
day, it takes the maximalist view, often without 
acknowledging that contrary arguments or authority even 
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Dos partes importantes del Libro Blanco que 
supondrían un destacado antecedente para lo que 
vendría después son, por un lado, la dedicada a 
delimitar el perímetro de derechos que integran el 
contenido del monopolio que otorga el copyright o, 
dicho de otro modo, la definición que en él se 
contiene de las actividades que en el nuevo entorno 
digital podrían ser susceptibles de ser 
consideradas violaciones de los derechos 
exclusivos, lo que indudablemente tendría 
influencia en el riesgo de responsabilidad que 
deberían afrontar los prestadores de servicios 
intermediarios y, por otro lado, la determinación 
del alcance de la responsabilidad de los operadores 
intermediarios, ya sea como responsables directos 
ya sea por aplicación de las doctrinas del 
contributory infringement y la vicarious liability. 
 
Aunque el proyecto de ley derivado del Libro 
Blanco, va dicho, no prosperó en el Congreso de los 
Estados Unidos, sus autores tuvieron la oportunidad 
de defender la inclusión de algunas de las 
principales propuestas en él contenidas en el texto 
de los nuevos tratados que se estaban negociando en 
el seno de la Organización Mundial de la Propiedad 
Intelectual (OMPI). Concretamente, especial 
importancia cobraron el enfoque del tratamiento de 
las copias temporales como supuesto de reproducción 
y la caracterización de las transmisiones digitales 
como supuesto de distribución de copias al público. 
 
                                                                                                                                               
exist. Where existing case law does not conform to the 
maximalist view, the White paper simply ignores it”. 
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Los llamados “Tratados de Internet”, esto es, el 
Tratado de la OMPI sobre Derechos de Autor
359
 y el 
Tratado de la OMPI sobre Interpretación o Ejecución 
y Fonogramas
360
 fueron aprobados oficialmente el 20 
de diciembre de 1996 en la Conferencia Diplomática 
que albergó la OMPI. 
 
Pese a que ninguno de los antecitados tratados 
contiene disposición alguna referida directamente 
al sistema de responsabilidad de los 
intermediarios, durante el proceso de elaboración 
de ambos tratados se discutió ampliamente sobre el 
tema, pues varios preceptos sí abordados se 
enfocaron desde el punto de vista de esa 
responsabilidad, al haber establecido las 
asociaciones representativas de las empresas de 
telecomunicaciones y de los proveedores de 
servicios en línea presentes en la Conferencia un 
vínculo directo entre la mejora de la protección 
internacional de los derechos de autor en relación 
con las distintas formas de explotación digital y 
su responsabilidad por actos de infracción, 
teniendo por ello la esperanza de evitar su 
responsabilidad por la vía de impedir la mejora de 
la protección de los derechos de autor y sus 
derechos afines
361
. 
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 WIPO Copyright Treaty, disponible en 
http://www.wipo.int/clea/docs/es/wo/wo033es.htm [última 
visita 18.01.2010]. 
360
 WIPO Performances and Phonograms Treaty, a 
consultar en 
http://www.wipo.int/clea/docs/es/wo/wo034es.htm [última 
visita 18.01.2010]. 
361
 Vid. J. REINBOTHE y S. VON LEWINSKI, The Wipo 
Treaties 1996, Butterworths, Londres, 2002, p.9. 
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Finalmente, la DMCA fue la encargada de 
incorporar al derecho interno estadounidense las 
disposiciones de los Tratados Internet de la OMPI. 
A pesar de las recomendaciones del Libro Blanco, 
que proponía recoger expresamente en la Copyright 
Act la noción de distribución por transmisión, y a 
pesar de que la solución paraguas adoptada en los 
Tratados de la OMPI permitía ubicar las 
transmisiones digitales interactivas mediante las 
que el receptor obtiene una copia de la obra bajo 
la categoría del derecho de distribución, la DMCA 
finalmente no incorporó ninguna previsión en este 
sentido. 
 
La doctrina mayoritaria ha entendido que esa 
ausencia se debe a que en realidad no era 
estrictamente necesario realizar una modificación 
de la sección 106(3) de la Copyright Act para 
mencionar expresamente que las transmisiones 
digitales constituyen una forma de distribución, 
puesto que cabía entender que la noción de 
distribución ya incluye dichas transmisiones, 
siempre que resulten en la obtención de una copia 
por parte del destinatario
362
. 
 
                                                 
362
 Vid. M. FICSOR, The Law of Copyright and the 
Internet, Oxford University Press, Oxford - New York, 
2002, p. 503, que concluye que en el derecho 
norteamericano, a pesar de no incluirse ninguna 
previsión expresa a este respecto, la transmisión 
digital interactiva queda cubierta por una combinación 
de derechos: el derecho de reproducción, el de 
distribución y el de comunicación pública. Así, cuando 
la transmisión constituya distribución no se producirá 
el efecto del agotamiento del derecho en relación con 
la copia obtenida a través de la transmisión digital, 
puesto que en realidad no ha existido respecto de dicha 
copia un primer acto de distribución. 
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No obstante lo anterior, no parece justificación 
suficiente de la no modificación de la sección 
106(3), pues si bien es cierto que el Libro Blanco 
defendía que las transmisiones digitales ya estaban 
incluidas en la noción de distribución, no es menos 
cierto que dicho informe consideraba conveniente 
reflejarlo de forma expresa en el texto legal, y 
precisamente por ello formulaba una propuesta de 
modificación legislativa. 
 
 
2.2 El sistema de exclusiones de 
responsabilidad 
 
Todos los procesos que se fueron sucediendo en 
las diversas fases de la tramitación legislativa de 
la DMCA optaron por añadir al capítulo 5 del Título 
17 del US Code
363
, una nueva sección destinada a 
contener dichas reglas de exclusión de 
responsabilidad. Así pues, finalmente se ubicó el 
sistema de limitaciones de responsabilidad 
configurado por la DMCA en la sección 512 del 
Título 17, bajo el epígrafe de Limitations on 
liability relating to material online.  
 
 
                                                 
363
 La regulación relativa al copyright se contiene 
en el Título 17 del United States Code, en sus 
capítulos 1 a 8 y 10 a 12. Los capítulos restante, 9 a 
13, albergan normas de protección de ciertos diseños no 
protegidos por copyright. La nueva sección diseñada por 
la DMCA se introduce en el Capítulo 5, Copyright 
Infringement and Remedies. Se puede consultar el Título 
17 y su articulado en 
http://www.copyright.gov/title17/circ92.pdf [última 
visita 20.01.2010]. 
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2.2.1 La delimitación de los supuestos de hecho 
 
La DMCA define las actividades y fija las 
condiciones necesarias en cada supuesto para que 
las reglas de exclusión de responsabilidad que 
configura resulten aplicables. Denomina a estos 
supuestos safe harbors, como puertos seguros o 
lugares de cobijo donde el ISP puede recalar con la 
tranquilidad de saber que si su actividad encaja en 
el supuesto contemplado no quedará obligado a 
responder por eventuales infracciones de derechos 
de propiedad intelectual que pudieran tener lugar y 
de las que podría resultar responsable. 
 
Se establecen en la sección 512 cuatro supuestos 
de exclusión, dedicados respectivamente a las 
actividades de transmisión, almacenamiento de 
copias en memoria cache, alojamiento de información 
a solicitud del usuario y provisión de herramientas 
de localización de información
364
. 
 
Cada uno de los supuestos, como ocurriría 
después en la ya analizada DCE, opera con 
independencia absoluta respecto de los demás. El no 
cumplir los requisitos necesarios para disfrutar de 
la exclusión en uno de los casos no es óbice para 
que otra de las exclusiones resulte plenamente 
aplicable. La aplicabilidad en cada caso de la 
exclusión dependerá únicamente del cumplimiento de 
los requisitos previstos en la misma, así como del 
                                                 
364
 Llamados, respectivamente, Transitory Digital 
Network Communications, System Caching, Information 
Residing on Systems or Networks at Direction of Users e 
Information Location Tools. Vid. 17 U.S.C. 512 (n). 
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respeto de las condiciones generales impuestas en 
la sección 512 que en seguida analizaremos. 
 
 
2.2.2 Condiciones generales de las exclusiones de 
responsabilidad 
 
Además de los requisitos que la DMCA fija para 
cada supuesto
365
, el ISP que quiera beneficiarse de 
las exclusiones de responsabilidad habrá de estar 
implicado de forma activa en la defensa y 
protección de los derechos de propiedad 
intelectual, cumpliendo de forma concreta con una 
serie de requisitos generales exigibles para la 
aplicación de cualquiera de las reglas de 
exclusión
366
. Se pretende con esto, con gran acierto, 
limitar la responsabilidad de los proveedores por 
las infracciones que puedan tener lugar con ocasión 
de su actividad, pero incentivándoles al mismo 
tiempo a cooperar en la detección y tratamiento de 
las infracciones que se produzcan. 
 
Una de esas condiciones generales 
imprescindibles para beneficiarse de las 
exclusiones de responsabilidad dispuestas consiste 
en que el prestador de servicios intermediarios 
haya establecido una política dirigida a expulsar, 
en su caso, a los abonados o titulares de cuentas 
en su sistema que sean infractores reincidentes. 
Este tipo de política, de la que previamente 
deberían haber informado a sus usuarios y clientes, 
                                                 
365
 Vid. INFRA apartado 2.3 del presente capítulo. 
366
 Reflejadas en 17 U.S.C. 512 (i) como “Conditions 
for Eligibility”. 
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tendrá que haber sido puesta en práctica en la 
medida de los posible. 
 
Es importante señalar lo acertado de esta 
configuración, pues se deja fuera de las 
exclusiones de responsabilidad a aquellos 
intermediarios que no demuestren un interés 
concreto en evitar las infracciones de derechos de 
propiedad intelectual. La DCE, dado su alcance 
horizontal, carece de un requisito general de esta 
naturaleza y hace por ello más sencillo el que los 
ISP gocen de las exclusiones en ella previstas. 
 
Otro acertado rasgo en esta línea lo constituye 
la exigencia al prestador intermediario de respeto 
hacia las medidas tecnológicas empleadas por los 
titulares de derechos para identificar o proteger 
las obras sobre las que ostentan derechos. El ISP 
deberá ajustarse a esas normas y no interferir en 
ellas siempre que éstas se hayan desarrollado con 
un amplio consenso de titulares de derechos y 
proveedores de servicios en un proceso abierto, 
justo, voluntario y multisectorial. Además, se 
exige que sean medidas que resulten accesibles a 
cualquiera y en condiciones no discriminatorias y 
que no impongan costes o cargas sustanciales a los 
proveedores y sus sistemas. 
 
Ahora bien, y pese a lo anterior, las 
exclusiones configuradas en la DMCA no estarán para 
nada supeditadas a que el proveedor supervise sus 
servicios o realice búsquedas activas de hechos que 
indiquen la existencia de actividad infractora
367
, 
                                                 
367
 Vid. 17 U.S.C. 512 (m). 
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salvo que se trate, como hemos visto, de una 
actuación necesaria para cumplir con la condición 
de respetar las medidas tecnológicas de protección 
de los derechos de propiedad intelectual. Por lo 
general, sin embargo, las exclusiones, como también 
ocurre en la DCE, no estarán supeditadas a que el 
proveedor acceda, retire o deshabilite el acceso a 
materiales en los casos en que tales acciones estén 
prohibidas por ley. 
 
Lógicamente, la citada no obligación de realizar 
búsquedas activas de hechos que indiquen la 
existencia de actividad infractora no implica que 
el prestador intermediario pueda permanecer pasivo 
si llega a tener constancia de algún hecho o 
indicio de esta naturaleza, como ya hemos visto en 
cuanto a la doctrina en desarrollo de nuestro 
Tribunal Supremo. La exclusión de responsabilidad 
sólo será aplicable, podría haber tomado nota 
nuestro legislador patrio, si el ISP no tiene 
constancia alguna de señales que revelen la 
presencia de actividad ilícita. 
 
Por último, y como vimos en cuanto a la 
responsabilidad derivada del sistema previsto en la 
DCE y en su trasposición en la LSSICE
368
, cuando la 
actividad del proveedor no se ajuste a la definida 
en el supuesto de exclusión, por no reunir las 
características y requisitos previstos en la norma, 
la exclusión resultará inaplicable. Sin embargo, no 
significa lo anterior que la norma imponga 
responsabilidad por infracción de derechos de autor 
                                                 
368
 Vid. SUPRA Capítulo V, apartado 2. 
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al proveedor que no cumpla con los requisitos 
exigidos para gozar de la exclusión
369
. 
 
En fin, de la mera inaplicabilidad de la 
exclusión no cabe inferir la responsabilidad del 
prestador. Sentado esto, analicemos ahora el 
alcance de las limitaciones de responsabilidad 
establecidas en la sección 512 de la DMCA. 
 
 
2.2.3 Alcance de las exclusiones 
 
En primer lugar, es oportuno recordar en cuanto 
al alcance de las exclusiones que configura la DMCA 
que nos encontramos ante un sistema vertical, esto 
es, referido únicamente a posibles infracciones 
derivadas en el ámbito de los derechos de propiedad 
intelectual. Como veremos en seguida, la 
configuración de las exclusiones es muy similar a 
las que instituye la DCE, pero no hemos de perder 
                                                 
369
 Vid. en este punto lo rotundo de la exposición de 
motivos al decir: “New section 512 does not create any 
news liabilities for service providers or affect any 
defense available to a service provider. Enactment of 
section 512 does not bear upon wether a service 
provider is or is not an infringer when its conduct 
falls within the scope of section 512. Even if a 
service provider’s activities fall outsider the the 
limitations on liability specified in the bill, the 
service provider is not necessarily an infringer; 
liability in these circumstances would be adjudicated 
based on the doctrines of direct, vicarious or 
contributory liability infringement as they are 
articulated in the Copyright Act and in the court 
decisions interpreting and applying the statute, which 
are unchanged by section 512. In the event that a 
service provider does not qualify for the limitation on 
liability, it still may claim all of the defenses 
available to it under current law. New section 512 
simply defines the circumstances under which a service 
provider, as defined in this Section, may enjoy a 
limitation on liability for copyright infringement”. 
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de vista esa perspectiva vertical contrapuesta a la 
horizontal por la que optó el legislador europeo. 
 
La cobertura que ofrecen las exclusiones de la 
DMCA, por otro lado, no es absoluta, sino que se 
limita a dos efectos, de una parte liberar al 
proveedor de la obligación de indemnizar 
económicamente al perjudicado y de otra parte 
excluir, si bien no completamente, la posibilidad 
de ejercitar acciones de cesación contra los 
proveedores
370
. 
 
El alcance de la exclusión de responsabilidad se 
formula con idénticas palabras en los cuatro 
supuestos principales de exclusión que establece la 
DMCA, mera transmisión, caching, alojamiento y 
enlaces
371
. 
 
Mientras la acción indemnizatoria se puede 
ejercitar frente a cualquiera de los citados cuatro 
supuestos, la acción de cesación se ve limitada en 
lo relativo a las actividades de caching, 
alojamiento y provisión de instrumentos de 
localización pudiendo solamente el juez acordar 
alguna de las siguientes medidas: (i) ordenar que 
el proveedor de servicios deje de proporcionar 
acceso al material o actividad infractora que se 
aloja en un determinado sitio de su sistema o red; 
                                                 
370
 Encontramos las condiciones en que el juez puede 
ordenar la cesación y las distintas modalidades de ésta 
en 17 U.S.C. 512 (j). 
371
 Vid. 17 U.S.C. 512 subsecciones (a), (b), (c) y 
(d), con la redacción:“A service provider shall not be 
liable for monetary relief, or, except as provided in 
subsection (j) for injunctive or other equitable 
relief, for infringement of copyright by reason of 
the…” 
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(ii) ordenar al proveedor de servicios que deje de 
proporcionar acceso a un sujeto infractor, 
debidamente identificado en la orden, que sea 
titular de una cuenta de servicios de dicho 
proveedor, procediendo a cancelar las cuentas del 
mismo, tal y como la orden especifique; o (iii) 
ordenar aquellas otras medidas que el juez 
considere necesarias para prevenir o impedir la 
infracción respecto del material protegido 
especificado en la orden y ubicado en un 
determinado sitio, siempre que se traten de las 
medidas menos gravosas posibles para el proveedor, 
de entre todas las que tengan una eficacia 
comparable para los objetivos perseguidos. 
 
En cuanto a la actividad de mera transmisión, la 
acción de cesación se plasmará en (i) ordenar que 
el proveedor deje de proporcionar acceso a un 
abonado identificado en la orden judicial que está 
utilizando sus servicios para llevar a cabo una 
actividad infractora, y que proceda a cancelar las 
cuentas del mismo identificadas en la orden; o (ii) 
ordenar que el proveedor cese de proporcionar 
acceso a un determinado sitio web ubicado fuera de 
los Estados Unidos, siguiendo los pasos razonables 
que se señalen en la orden al objeto de bloquear 
dicho acceso. 
 
Además, y siguiendo en el ámbito de la acción de 
cesación, deberá el juez a la hora de dictar una 
orden de este tipo considerar (i) si dicha orden, 
por si misma o en conjunción con otras órdenes 
dictadas contra el mismo proveedor, implicaría una 
carga considerable para dicho proveedor o para el 
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funcionamiento de su sistema o red; (ii) la 
magnitud del daño que sea probable que sufra el 
derechohabiente si no se toman medidas para impedir 
la infracción; (iii) si la puesta en práctica de la 
medida de cesación será técnicamente factible y 
efectiva, y si no interferirá con el acceso a 
materiales no infractores en otras ubicaciones on-
line ; y (iv) si existen otras medidas menos 
gravosas y de similar eficacia como medio para 
impedir o restringir el acceso al material 
infractor. 
 
Las órdenes de cesación sólo podrán ser dictadas 
una vez el proveedor haya sido notificado y una vez 
se le haya concedido la oportunidad de ser oído, 
salvo si se trata de órdenes que no tengan un 
efecto material adverso en el funcionamiento de la 
red del proveedor. 
 
En conclusión, los anteriores son los alcances 
de las acciones indemnizatoria y de cesación de 
acuerdo con la DMCA, que sin embargo no exime a los 
proveedores de las eventuales implicaciones penales 
derivadas de su comportamiento, como ocurría con la 
DCE, cuyas reglas de exclusión alcanzan también al 
ámbito penal. 
 
Veamos ahora, una vez revisados estos rasgos de 
carácter general, los concretos supuestos de 
exclusión o limitación de responsabilidad para los 
intermediarios 
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2.3 Los supuestos de exclusión de 
responsabilidad 
 
 
2.3.1 La transmisión de datos 
 
Comienzan las exclusiones previstas en la DMCA
372
 
con la dedicada a la actividad de transmisión de 
datos
373
, excluyéndose la responsabilidad del 
proveedor de servicios por la transmisión de 
materiales a través de un sistema o red controlado 
u operado por o para dicho proveedor. Se excluye 
asimismo la potencial responsabilidad que derivara 
de la actividad de routing de las señales, la 
provisión de las conexiones para la transmisión y 
el almacenamiento intermedio y transitorio del 
material llevado a cabo en el curso de la actividad 
de transmisión, routing o provisión de conexiones. 
 
Las condiciones que hacen que estas actividades 
queden amparadas bajo la regla de exclusión de 
responsabilidad son las siguientes: 
 
 que la trasmisión del material haya sido 
iniciada por –o a las órdenes de- un 
tercero, distinto del proveedor; 
 
 que la transmisión, routing, provisión de 
conexiones o almacenamiento se lleve a cabo 
mediante un proceso técnico automático, sin 
                                                 
372
 Siguiendo en este punto a M. PEGUERA POCH, La 
exclusión de responsabilidad de los intermediarios en 
Internet, Comares, Granada, 2007, pp. 129 y ss. 
373
 Vid. 17 U.S.C. 512(a). 
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selección del material por parte del 
proveedor; 
 
 que el proveedor no seleccione a los 
destinatarios del material, excepto como 
respuesta automática a la petición de un 
tercero; 
 
 que ninguna copia del material hecha por el 
proveedor en el curso del almacenamiento 
intermedio o transitorio se mantenga en el 
sistema o red de forma ordinariamente 
accesible a cualesquiera que no sean los 
destinatarios previstos, y que ninguna de 
esas copias se mantenga en el sistema o red 
de manera ordinariamente accesible a los 
destinatarios previstos por un período 
superior al razonablemente necesario para 
la transmisión, routinbg o provisión de 
conexiones; y 
 
 que el material se transmita a través del 
sistema o red sin modificación de su 
contenido. 
 
Si se dan las enumeradas circunstancias, quedará 
excluida la responsabilidad en cuanto a la acción 
indemnizatoria y se limitará el alcance de la 
acción de cesación
374
. 
 
 
                                                 
374
 Vid. SUPRA apartado 2.2.3 de este Capítulo. 
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2.3.2 El almacenamiento o system caching 
 
La segunda exclusión prevista cubre la actividad 
del prestador de servicios consistente en almacenar 
en sus equipos copias temporales de contenidos 
alojados en otros servidores, actividad conocida 
como system caching
375
.  
 
Para que la actividad de almacenamiento tenga 
acceso a gozar de la exclusión de responsabilidad 
es necesario que el material se haya colocado 
inicialmente en la red por un tercero distinto del 
proveedor que luego hará la copia temporal del 
mismo. 
 
El material deberá ser transmitido desde su 
ubicación original a un tercero distinto del que lo 
puso en la red, y dicha transmisión deberá hacerse 
a través de los equipos del proveedor y no por 
iniciativa propia sino a requerimiento del tercero 
que desea recibir el material. 
 
Se requiere también que el almacenamiento del 
material se lleve a cabo por el ISP mediante un 
proceso tecnológico automatizado cuyo propósito sea 
el de facilitar la transmisión de ese mismo 
material a otros usuarios del sistema que, una vez 
haya tenido lugar la primera transmisión, soliciten 
recibir también ese mismo material. 
 
Para obtener el beneficio de la exclusión, en 
fin, se han de cumplir las siguientes condiciones: 
 
                                                 
375
 Vid. 17 U.S.C. 512(b). 
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 el material debe ser transmitido a los 
ulteriores solicitantes sin modificación 
alguna de su contenido; 
 
 el prestador de servicios debe cumplir las 
reglas sobre actualización del material 
especificadas por la persona que lo puso 
originalmente en la red, siempre que tales 
especificaciones se ajusten a un protocolo 
de comunicación de datos estándar y 
generalmente aceptado en el sector para el 
sistema o red a través del cual dicha 
persona hizo accesible el material. Se 
exceptúa sin embargo el caso de que 
aquellas especificaciones pretendan en 
realidad impedir o perjudicar de forma 
irrazonable el almacenamiento en memoria 
cache, en cuyo caso no será necesario 
seguirlas; 
 
 el ISP no debe interferir o restar 
capacidad a la tecnología asociada al 
material que tenga por objeto devolver al 
titular del material original la misma 
información que tendría si los 
subsiguientes usuarios hubieran obtenido el 
material directamente desde su ubicación 
original en lugar de obtenerlo desde la 
copia cache del proveedor. Ahora bien, para 
que este requisito sea exigible, es preciso 
que aquella tecnología no interfiera 
significativamente con el funcionamiento 
del sistema o red del proveedor, o con el 
almacenamiento temporal del material. 
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Además tiene que estar ajustada a los 
protocolos de comunicación de datos 
estándares y generalmente aceptados en el 
sector. Y por último la tecnología en 
cuestión no debe extraer del sistema o red 
del proveedor otra información que aquella 
a la que hubiera tenido acceso el titular 
del material si los usuarios lo hubieran 
obtenido directamente desde su servidor; 
 
 en el caso de que quien puso originalmente 
el material en la red hubiera establecido 
algún requisito para permitir el acceso al 
mismo –como el pago de una cantidad o la 
introducción de una contraseña o de otra 
información-, el proveedor deberá sólo 
permitir el acceso a una parte 
significativa de la copia cache a los 
usuarios que reúnan las condiciones 
establecidas por el titular del material 
original y el acceso deberá hacerse de 
conformidad a lo dispuesto en esas 
condiciones; y 
 
 si la persona que puso el material en la 
red lo hizo sin la autorización del 
derechohabiente, el proveedor deberá actuar 
de forma expeditiva para remover o bloquear 
el acceso al material y su copia cache 
cuando reciba una notificación ajustada a 
los requisitos que veremos más abajo al 
tratar del alojamiento que le indique que 
el material es infractor. Pero esto sólo le 
será exigible en el caso de que el material 
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haya sido previamente retirado del sitio 
original, o se haya bloqueado el acceso al 
mismo, o bien un tribunal haya ordenado esa 
retirada o bloqueo y siempre que la parte 
que cursa la notificación incluya en la 
misma una declaración indicando que ha 
tenido lugar esa retirada o bloqueo, o que 
un tribunal lo ha ordenado. 
 
 
2.3.3 El alojamiento de datos 
 
El tercer supuesto al que se le concede una 
exclusión de responsabilidad es el relativo a la 
actividad del proveedor de servicios que aloja 
materiales ajenos o hace hosting
376
. En 
contraposición a los dos supuestos anteriores, aquí 
se pierde el rasgo de temporalidad, pues la 
actividad de alojamiento consiste precisamente en 
alojar por todo el tiempo que desee el usuario los 
contenidos que por el mismo se proporcionen. 
 
El ISP se beneficiará de esta exclusión siempre 
que se acredite un determinado nivel de ignorancia 
acerca de la ilicitud del material
377
 y cuando: 
 
 el proveedor no tenga conocimiento efectivo 
de que el material o el objeto de la 
actividad es de carácter ilícito; 
 
 pese a carecer de ese conocimiento efectivo 
no tenga tampoco conciencia de hechos o 
                                                 
376
 Vid. 17 U.S.C. 512 (c)(1). 
377
 Vid. 17 U.S.C. 512 (c)(1)(A). 
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circunstancias que revelen actividad 
ilícita; y 
 
 de tener ese conocimiento efectivo de la 
actividad ilícita, se proceda de forma 
expeditiva a retirar el material o a 
deshabilitar el acceso al mismo. 
 
Además, se exige al proveedor que, en caso de 
tener el derecho y la capacidad de controlar la 
actividad infractora, no reciba un beneficio 
económico directamente atribuible a la misma
378
. 
 
Se exige asimismo al intermediario que retire o 
bloquee, de forma expeditiva, el contenido 
infractor al recibir la notificación de infracción 
que cumpla los requisitos formales previstos en la 
ley
379
. 
 
Estamos por tanto ante un doble sistema. Por un 
lado el ISP debe retirar los contenidos cuando 
tenga conocimiento de su ilicitud, aunque no reciba 
ninguna notificación expresa en ese sentido y, por 
otro, ha de retirar o bloquear el material en 
cumplimiento de las notificaciones que reciba. Si 
recibe una notificación de infracción
380
 deberá en 
todo caso proceder expeditivamente a retirar o 
deshabilitar el acceso a los materiales que en 
dicha notificación se califiquen de infractores o 
                                                 
378
 Vid. 17 U.S.C. 512 (c)(1)(B). 
379
 Vid. 17 U.S.C. 512(c)(1)(C). 
380
 Se analiza detalladamente el procedimiento de 
notificación y retirada INFRA en el apartado 2.4 de 
este capítulo. 
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se alegue que son objeto de una actividad 
infractora. 
 
 
2.3.4 Enlaces e instrumentos de localización de 
información 
 
El cuarto y último supuesto al que se otorga 
exclusión de responsabilidad es el referido a las 
herramientas de localización de información en la 
red
381
. El alcance de la exclusión, al igual que en 
los supuestos anteriores, abarca la acción 
indemnizatoria y limita la posibilidad de exigir la 
cesación.  
 
La actividad que ampara esta exclusión de 
responsabilidad consiste en el hecho de dirigir o 
enlazar a los usuarios a un sitio que contenga 
material infractor por medio de herramientas de 
localización de información, entre otras los 
directorios, índices, referencias, señaladores o 
enlaces de hipertexto. 
 
Los requisitos para disfrutar de esta exclusión 
son los mismos, como veíamos en el caso de la 
LSSICE
382
, que los exigidos para el caso del hosting. 
Se exige, por tanto, que el prestador: 
 
 no tenga conocimiento efectivo de que el 
material o la actividad es de carácter 
ilícito; 
 
                                                 
381
 Vid. 17 U.S.C. 512 (d) 
382
 Vid. a este respecto INFRA apartado 4.5 del 
Capítulo V. 
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 en el caso de que se carezca de ese 
conocimiento efectivo, tampoco tenga 
conciencia de hechos o circunstancias que 
revelen actividad ilícita; o 
 
 cuando obtenga aquel conocimiento efectivo, 
o aquella conciencia de hechos o 
circunstancias reveladores de la actividad 
ilícita, proceda de forma expeditiva a 
retirar el material o a deshabilitar el 
acceso al mismo. 
 
El determinar si el proveedor tiene conocimiento 
de la ilicitud o de hechos o circunstancias 
reveladoras de la misma plantea ciertos problemas 
específicos en el caso de los directorios, pues 
puede resultar difusa la línea que divide la 
“ceguera voluntaria” que la norma pretende evitar 
en el proveedor ante señales obvias de la ilicitud 
de un determinado sitio web y el caso tan usual en 
la práctica en el que el proveedor, al confeccionar 
el directorio accede al sitio y visualiza el 
material eventualmente infractor. 
 
Como en la exclusión de responsabilidad para la 
actividad de alojamiento, se exige al proveedor que 
en caso de tener el derecho y la capacidad de 
controlar la actividad infractora no reciba un 
beneficio económico de la misma. 
 
Por último, se le exige que en caso de recibir 
una notificación responda de forma expeditiva para 
remover o deshabilitar el acceso al material que se 
alega infractor, con la particularidad de que en 
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estos casos la notificación debe identificar, como 
material a remover o bloquear, la referencia o el 
enlace al material supuestamente infractor y debe 
proporcionar información razonablemente suficiente 
para que el proveedor de servicios pueda localizar 
dicha referencia o enlace. 
 
2.4 El procedimiento de notificación y retirada 
 
El sistema de notificación y retirada contenido 
en la DMCA
383
 es un elemento esencial en su normativa 
y cuyo reflejo se ausenta en la DCE, carencia grave 
que ha derivado en un sinfín de problemas en la 
práctica dada la configuración que sin él ha tomado 
el concepto de conocimiento efectivo en la 
legislación europea. Se ha preferido en Europa, 
erróneamente, dejar que fuera la industria quien 
por medio de procedimientos autorreguladores 
alcanzara una finalidad parecida. 
 
Las exclusiones de responsabilidad recién 
enunciadas sólo serán aplicables si el proveedor 
hubiera designado previamente un agente para 
recepcionar las notificaciones de infracción, 
informando tanto al público como a la Copyright 
Office del nombre, dirección, teléfono y dirección 
electrónica de dicho agente, así como el resto de 
información que se le solicite. El Registro de 
Copyrights mantendrá un directorio actualizado de 
agentes que debe ser consultado por el público 
tanto en soporte electrónico como en soporte papel. 
 
                                                 
383
 Denominado notice and take down y contenido en 17 
U.S.C. 512 (c)(2),(3). 
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Quedan constituidas las notificaciones de 
infracción como requerimientos de cesación
384
 
condicionados al cumplimiento de una serie de 
requisitos formales
385
, amén de ser remitidas por 
escrito al agente por el proveedor designado. 
Deberán incluir: 
 
 la firma manuscrita o electrónica de la 
persona autorizada para actuar en nombre 
del titular de un derecho exclusivo cuya 
infracción se alega; 
 
 la identificación de la obra protegida 
respecto de la que se ha producido la 
infracción o, en el caso de que la 
notificación se refiera a múltiples obras 
protegidas en un mismo sitio, una lista de 
tales obras en dicho sitio; 
 
 la identificación del material que se 
afirma que es ilícito o que es objeto de 
una actividad ilícita y que debe ser 
removido o el acceso al cual debe ser 
bloqueado, junto con la información 
razonablemente suficiente para que el 
proveedor de servicios pueda localizar 
dicho material; 
 
 la información razonablemente suficiente 
para permitir al proveedor de servicios 
contactar con la parte notificante, como 
dirección, teléfono y, si se dispone, 
                                                 
384
 Cease and desist letters. 
385
 Vid. 17 U.S.C. 512 (c)(3)(A). 
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dirección de correo electrónico en que el 
notificante pueda ser contactado; 
 
 una declaración en la que el notificante 
manifieste que cree de buena fe que el uso 
del material en la forma indicada en la 
notificación no está autorizado por el 
derechohabiente ni por su agente ni por la 
ley; y 
 
 una declaración en el sentido de que la 
información que se contiene en la 
notificación es correcta y, bajo pena de 
perjurio, la manifestación de que quien 
formula las alegaciones está autorizado 
para actuar en nombre del titular de un 
derecho exclusivo que se alega infringido. 
 
Bastará, eso sí, con que las notificaciones 
cumplan sustancialmente estos requisitos. Una 
notificación que no cumpla sustancialmente con los 
mismos no será tenida en cuenta a los efectos de 
determinar si el ISP tiene o no conocimiento 
efectivo de la ilicitud o de hechos o 
circunstancias que la revelan. 
 
Ahora bien, si la notificación no cumple con 
todos los requisitos pero sí con algunos de ellos 
el efecto de irrelevancia sólo se producirá si el 
proveedor se preocupa de contactar rápidamente con 
quien cursó la notificación o promueve a que se 
consiga que la notificación llegue a reunir los 
requisitos previstos. Se desincentiva así el 
escudarse en motivos formales para pretender un 
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presunto desconocimiento de algún contenido 
infractor. 
 
La retirada o bloqueo del material alojado no 
generará responsabilidad alguna en el proveedor, 
para el caso de que actúe con buena fe, 
independientemente de si el material o la actividad 
resultaran finalmente infractores. Como cautela 
para evitar el mal uso de este procedimiento se 
impondrá responsabilidad a quienes lo empleen de 
modo fraudulento, alegando falsamente que 
determinado material infringe derechos de propiedad 
intelectual o que cierto material ha sido retirado 
por error o por incorrecta identificación del 
mismo. En ambos casos se responderá de cualesquiera 
daños que haya sufrido el presunto infractor o, más 
allá, cualquier tercero como consecuencia de que el 
proveedor haya confiado en una falsa alegación para 
retirar o bloquear el acceso al material
386
. 
 
 
2.5 La posibilidad de obligar al proveedor a 
revelar la identidad del usuario infractor. 
El subpoena. 
 
La DMCA regula con acierto una orden judicial 
por la que se exige al prestador de servicios que 
revele la identidad de aquellos usuarios que 
presuntamente hayan infringido derechos de autor
387
. 
Es la llamada subpoena. Así, el titular de derechos 
podrá solicitar del secretario de cualquier 
                                                 
386
 Vid. 17 U.S.C. 512 (f). 
387
 Vid. 17 U.S.C. 512(h), Subpoena to Identify 
Infringer. 
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Tribunal de Distrito la expedición de una orden
388
 
dirigida al proveedor de servicios
389
 para que éste 
desvele los datos que posea y que permitan 
averiguar la identidad del infractor. 
 
La presentación de la orden por parte del 
derechohabiente ha de incluir los siguientes 
documentos: 
 
 una copia de la notificación que se 
describe en la subsección (c)(3)(A), es 
decir, la notificación prevista para el 
caso del hosting; 
 
 la subpoena que se propone; y 
 
 una declaración jurada en el sentido de que 
el propósito de la subpoena solicitada es 
el de averiguar la identidad de un presunto 
infractor y que dicha información se 
empleará exclusivamente para proteger los 
derechos de propiedad intelectual. 
 
La concesión de la subpoena es de carácter 
reglado. Si cumple con los requisitos recién 
citados el secretario la expedirá y entregará al 
solicitante para que la entregue al proveedor de 
servicios, siguiéndose a estos efectos el 
                                                 
388
 Subpoena duces tecum. 
389
 La DMCA habla de service provider, lo que 
indicaría que la obligación de revelar la identidad de 
un usuario presuntamente infractor alcanzaría a 
cualquier tipo de ISP. Sin embargo, la sentencia del 
caso Verizon (RIAA v. Verizon Internet Services, 351 
F.3d 1229 (DC Cir. 2003)) consideró que la 
identificación de los usuarios infractores sólo es 
exigible a los proveedores de alojamiento. 
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procedimiento civil relativo a la subpoena duces 
tecum
390
. 
 
El proveedor, al notificársele la subpoena 
deberá revelar inmediatamente al titular de 
derechos la información requerida. De lo contrario, 
el solicitante de la misma podrá exigir su 
cumplimiento judicial. 
 
 
2.6 Aplicación de las exclusiones de 
responsabilidad en la jurisprudencia 
 
No es posible conocer la eficacia real de las 
exclusiones de responsabilidad previstas en la DMCA 
sin analizar el modo en que las mismas han sido 
reconocidas y aplicadas en sede judicial. A 
continuación por ello consideraremos algunos 
pronunciamientos judiciales especialmente 
relevantes o ilustrativos del modo en que los 
tribunales han aplicado las reglas de exclusión de 
responsabilidad en el ámbito de las infracciones de 
derechos de autor sobre los contenidos musicales u 
otros amparados por la misma regulación. 
 
 
2.6.1 El caso Corbis v. Amazon 
 
En lo relativo a la discusión sobre el 
cumplimiento del requisito de adoptar una política 
                                                 
390
 Vid. 17 U.S.C. 512 (h)(6). 
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de expulsión de los usuarios infractores, hemos de 
tomar como referencia el caso Corbis v. Amazon
391
. 
 
Corbis, proveedor de fotografías en red 
propiedad de Microsoft, demandó al minorista on-
line Amazon por incluir en su plataforma zShops, en 
la que terceros interesados podían llevar a cabo 
actividades de venta, fotografías de su propiedad. 
Amazon alegó que gozaba de inmunidad en estos 
términos con arreglo a las disposiciones de la 
DMCA. El tribunal concluyó que Amazon efectivamente 
quedaba protegida por el safe harbor de alojamiento 
de datos establecido en la sección 512(c) de la 
DMCA. Corbis estimaba que la política de Amazon no 
había sido suficientemente efectiva porque no había 
conseguido impedir que algunos vendedores 
infractores reaparecieran en zShops bajo 
pseudónimos. El juez consideró sin embargo que esto 
no era suficiente para entender que Amazon no 
cumplía el requisito de poner razonablemente en 
práctica la política de expulsión de infractores 
reincidentes, fallando que el proveedor demandado 
satisfacía este controvertido requisito de orden 
general. 
 
 
2.6.2 El caso Napster 
 
Pese a que ya se ha abordado ampliamente este 
caso
392
, conviene recordar que el mismo proporcionó 
una de las primeras decisiones judiciales sobre la 
aplicabilidad de la exclusión de responsabilidad 
                                                 
391
 Vid. Corbis Corporation v. Amazon.com, Inc., 351 
F. Supp. 2d 1090 (WD Wash. Dec. 21, 2004). 
392
 Vid. INFRA Capítulo II de este trabajo. 
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por mera transmisión establecida en la sección 
512(a) de la DMCA
393
. 
 
El elemento que interesa considerar aquí es el 
debate sobre la interpretación y aplicación de las 
reglas de la DMCA. En el conjunto del caso Napster 
la resolución más relevante es la de 12 de mayo de 
2000, desestimatoria de la motion for summary 
adjudication que presentó la compañía demandada. 
 
Napster interpuso esta moción para que la 
demanda fuese desestimada sumariamente, alegando 
hallarse bajo la cobertura de la exclusión de 
responsabilidad prevista para los supuestos de mera 
transmisión de datos prevista en la sección 512 (a) 
de la DMCA. 
 
El juez estimó que Napster no podía acogerse a 
la exclusión de responsabilidad de la sección 512 
(a), puesto que no existía en su funcionamiento ni 
transmisión ni routing ni provisión de conexiones 
que tuviera lugar a través de un sistema o red 
operada por Napster, como se exige en dicha 
sección. Asimismo, se consideró que Napster no 
cumplía con el requisito de adoptar y poner en 
práctica una política de expulsión de los usuarios 
repetidamente infractores, requisito indispensable 
para gozar de cualquiera de las exclusiones de la 
sección 512. 
 
En efecto, la función principal de Napster era 
la de localizar archivos Mp3 situados en 
                                                 
393
 Vid. A&M Records Inc. v. Napster Inc. (DC NCalif) 
54 USPQ2d 1746. 
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ordenadores de otros usuarios conectados e indicar 
al usuario interesado la dirección IP del ordenador 
que los alojara, de modo que el solicitante pudiera 
conectarle para descargar los contenidos, no 
ajustándose este supuesto al de una actividad 
meramente pasiva de transmisión, routing o 
provisión de las conexiones propia de los 
operadores de redes, sino que entran de lleno en el 
supuesto de herramientas de localización de 
información contempladas en la sección 512(d). 
 
 
2.6.3 El caso Field v. Google 
 
La única decisión por el momento que ha entrado 
a conocer sobre la aplicación del safe harbor de 
caching ha sido la sentencia Field v. Google, de 12 
de enero de 2006
394
. La sentencia aborda el problema 
de la licitud de las copias cache que el buscador 
Google realiza al indexar los contenidos de la red. 
Como se sabe, en los resultados que muestra el 
buscador, además del link al lugar de que se trate, 
se ofrece la posibilidad de ver una captura cache 
de dicha página. 
 
La sentencia afirmó que la actividad de Google 
al realizar esas copias constituye fair use, con lo 
que perdió importancia la discusión sobre si podía 
o no acogerse al safe harbor de caching, al no 
resultar necesario. Sin embargo y 
sorprendentemente, dedujo el juez pese a todo que 
la memoria cache de Google podía beneficiarse del 
safe harbor dedicado al caching al considerar que 
                                                 
394
 412 F.Supp.2d 1106 (D.Nev., Jan. 19, 2006). 
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era el propio buscador el tercero que en el 
comportamiento típico solicitaba la copia cache que 
se le transmitía desde su ubicación original. 
 
 
2.6.4 El caso Hendrickson v. eBay 
 
Nos encontramos ante un interesante ejemplo de 
aplicación de la exclusión de responsabilidad 
relativa a la actividad de alojamiento de datos o 
hosting
395
. Conviene que se recuerde que no nos 
encontramos ante un supuesto típico de alojamiento 
de contenidos en una web, sino ante un sitio que 
aloja las ofertas de miles de usuarios que desean 
vender sus objetos mediante una suerte de subasta. 
 
En eBay se estaban ofreciendo una serie de 
documentales en soporte DVD cuyos derechos de 
propiedad intelectual pertenecían a la demandante, 
quien instó a la demandada para que retirara de su 
página la posibilidad de adquirir esos contenidos. 
La casa de subastas virtual contestó solicitando a 
la actora que se identificaran con claridad los 
materiales infractores para su retirada y que se 
remitiera una notificación ajustada a los 
requisitos previstos en la DMCA ofreciendo la 
posibilidad de emplear un sistema específico para 
verificar la propiedad de los contenidos. El 
demandante se negó a proceder según dichos términos 
y el tribunal consideró aplicable el safe harbor de 
alojamiento de datos pese a que se estaba alojando 
información que permitía el desarrollo de una 
actividad infractora, apoyándose en la 
                                                 
395
 165 F. Supp. 2d 1082 (C.D. Cal. Sept. 4, 2001). 
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imposibilidad de eBay de controlar la actividad 
infractora y en que una notificación de infracción 
defectuosa no era invocable para afirmar el 
conocimiento de la actividad ilícita por parte del 
ISP. 
 
 
2.6.5 El caso Perfect 10 v. CCBill 
 
El citado caso nos servirá para ilustrar la 
aplicación judicial del supuesto de exclusión de 
responsabilidad recogido en la sección 512(d) y que 
limita la responsabilidad del intermediario que 
dirige o enlaza al usuario a un sitio on-line que 
contiene material infractor. 
 
La actora, que entabló una acción por infracción 
de derechos de propiedad intelectual arguyó que la 
exclusión de responsabilidad prevista en la sección 
512 (d) no era aplicable porque la página propiedad 
de la demandada Internet Key no empleaba una 
herramienta de localización de información de las 
amparadas en dicha sección, como las que pueden 
utilizar buscadores como Google o Yahoo!, 
proporcionando links a millones de sitios con los 
que no tienen relación alguna. Internet Key, por el 
contrario, proporcionaba enlaces a un pequeño 
listado de webs con las que mantenía relaciones 
contractuales.  
 
El tribunal no estimó las pretensiones de la 
actora destacando que la exclusión de 
responsabilidad no ha de verse limitada a los 
intermediarios que suministran enlaces a millones 
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de sitios web y concluía que no había quedado 
probado que la demandada estuviera al corriente de 
hechos o circunstancias indiciarios de la 
existencia de actividad infractora alguna. 
 
 
2.6.6 El caso RIAA v. Verizon 
 
Este caso
396
 constituye un hito esencial en la 
interpretación de las normas que rigen la subpoena 
prevista en la DMCA. La asociación de la industria 
discográfica estadounidense había obtenido en julio 
de 2002 una subpoena dirigida al proveedor de 
servicios Verizon Internet Services con el objeto 
de averiguar la identidad de un usuario anónimo de 
Verizon particularmente activo en la actividad de 
descarga de ficheros. Supuestamente, el anónimo 
usuario había utilizado la red de Verizon para 
descargar una gran cantidad de canciones a través 
del software p2p KaZaA. La requerida se negó a 
revelar la identidad del usuario con el argumento 
de que la recogida en la DMCA sólo es aplicable 
cuando el material infractor esté alojado en los 
sistemas o red del proveedor, ya que la subpoena 
está supeditada a que el derechohabiente dirija al 
ISP una notificación que cumpla con los requisitos 
de la subsección 512(c)(3)(A), referida al supuesto 
de alojamiento o hosting. 
 
En primera instancia el tribunal de distrito 
resolvió a favor de la RIAA, afirmando que la 
subpoena puede ejercitarse frente a todas las 
categorías de proveedores de servicios que recoge 
                                                 
396
 351 F.3d 1229 (DC Cir. 2003). 
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la DMCA y ordenó consecuentemente a Verizon que 
revelara la identidad del usuario presuntamente 
infractor. Verizon apeló y obtuvo del propio 
tribunal de instancia la suspensión provisional de 
la ejecución de la sentencia. En la apelación la 
interpretación de Verizon fue estimada, 
considerándose que las subpoena previstas en la 
sección 512 (h) no pueden dirigirse contra los 
proveedores que sólo prestan el servicio de 
transmisión y que no alojan los contenidos 
infractores. Por lo demás, entendió el tribunal que 
las alegaciones de inconstitucionalidad que ante el 
juzgador a quo había opuesto la actora eran 
subsidiarias, para el caso de que no se aceptara el 
argumento de que la subpoena no es aplicable a los 
proveedores de mera transmisión. En consecuencia, 
al haber acogido esta argumentación el tribunal ya 
no entró a valorar las alegaciones de 
inconstitucionalidad. 
 
Interesante conclusión la del tribunal que 
estimó que, en el caso de redes p2p, al hallarse el 
material en los ordenadores de los usuarios, el 
proveedor no puede de ningún modo remover el 
material ni deshabilitar el acceso al mismo. La 
RIAA alegó que el proveedor sí podía deshabilitar 
el acceso a los contenidos ilícitos cancelando la 
cuenta del usuario. Sin embargo, el tribunal no 
aceptó este argumento al considerar con acierto que 
deshabilitar el acceso al material infractor y 
deshabilitar el acceso a Internet eran cosas 
distintas. 
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3. LOS SISTEMAS DE RESPONSABILIDAD EUROPEOS 
 
Desde el comienzo del uso masivo de Internet la 
lesión o violación de derechos exclusivos a través 
de este medio ha generado controversias en cuanto a 
la asignación de responsabilidades a los 
prestadores de servicios intermediarios. Las 
principales legislaciones del viejo continente han 
ido adaptándose con mayor o menor celeridad y 
acierto para tratar de resolver este fenómeno. 
Veamos a continuación detalladamente la evolución 
de la legislación a este respecto en cada país en 
particular. 
 
 
3.1 Reino Unido 
 
En el Reino Unido las reglas de imputación de 
responsabilidad para los ISP vienen recogidas en la 
Defamation Act de 1996
397
, que establece que en 
procesos de difamación una persona no puede ser 
considerada responsable si demuestra que (i) no es 
el autor, editor o impresor del contenido 
denunciado; (ii) ha tomado medidas razonables con 
respecto a esa publicación; y (iii) no conoce y no 
existe razón para creer que contribuyó a la 
publicación difamatoria. 
 
Además se determina que una persona no puede ser 
considerada autor, editor o impresor si sólo 
participa (i) en la impresión, producción, 
distribución o venta en o de un medio electrónico 
                                                 
397
 Vid. el texto legal completo en 
http://www.opsi.gov.uk/Acts/acts1996/ukpga_19960031_en_
1 [última visita el 28.01.2010]. 
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donde la información esté registrada; o (ii) opera 
o provee equipamiento, sistemas o servicios a 
través de los cuales la información puede ser 
recuperada, copiada, distribuida o accesible en 
forma electrónica; o (iii) actúa como operador o 
proveedor de acceso a sistemas de comunicaciones 
mediante los cuales la información es transmitida 
por una persona sobre la cual no tiene ningún 
control. 
 
La ley británica ha extendido la noción 
tradicional de defensa del simple distribuidor a 
los servicios en línea. Sin embargo, el 
intermediario debe cumplir con todos los requisitos 
recién mencionados para poder beneficiarse de la 
exclusión de responsabilidad. Es interesante 
destacar que esta ley, si bien tomó principios 
comunes de la Decency Act norteamericana, invierte 
específicamente la carga de la prueba. Así, es el 
prestador el que debe probar que ha cumplido con 
todas las exigencias legales para no ser 
considerado responsable. Por otro lado, al 
establecer que una de estas exigencias es la toma 
de medidas razonables con respecto a la información 
difamatoria, pone a los proveedores en una 
situación de ambigüedad: por un lado el ISP debe 
demostrar que tomó estas medidas y por el otro, si 
se prueba que el ISP ejerció control editorial, si 
es que consideramos esas medidas razonables como un 
control, pierde inmediatamente el estatus de mero 
transportista. 
 
El primer caso en que la jurisprudencia del 
Reino Unido trató sobre difamación en Internet fue 
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Godfrey v. Demon Internet Ltd.
398
, en 1997. La actora 
demandó a Demon por un mensaje difamatorio y 
obsceno aparecido en un servidor de Demon arguyendo 
que aún después de haber notificado a la demandada 
para que retirara dicho mensaje ésta lo dejó por 
dos semanas en línea al acceso del público. Demon 
se defendió diciendo que según la Defamation Act no 
podía ser considerada editora. El tribunal 
consideró que, si bien era cierto que en principio 
por un artículo de la Defamation Act no debía ser 
considerado editor, sino un mero transmisor, la 
propia ley exigía que se dieran todos los 
requisitos por ella impuestos para la exclusión de 
responsabilidad. En el caso, Demon, para acceder a 
este beneficio, debió haber accedido al 
requerimiento de Godfrey de retirar los mensajes 
difamatorios para que se tuviera por cumplida la 
obligación de tomar medidas razonables, ya que al 
haber sido notificada la existencia de dichos 
mensajes quedaba destruida la presunción de que no 
sabía que estaba contribuyendo a un acto 
difamatorio. Demon, siguiendo esta argumentación, 
fue condenado. 
 
A pesar de que en la actualidad ya se ha 
transpuesto al ordenamiento del Reino Unido la 
DCE
399
, y por tanto las reglas de exclusión de 
responsabilidad contenidas en la misma, las normas 
de la Defamation Act continúan vigentes 
                                                 
398
 Godfrey v. Demon Internet Ltd., High Court of 
Justice, Queens Brench Division, 26 March 1999, 
disponible en http://www.cyber-
rights.org/documents/godfrey_decision.htm [última 
visita 28.01.2010]. 
399
 En el Reglamento 2013/2002 de 21 de agosto 2002. 
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coexistiendo ambas normativas de exclusión de 
responsabilidad.  
 
El gobierno se planteó introducir un modelo 
alternativo que paliara sanciones desproporcionadas 
hacia los internautas y que pasara por la licencia 
global y el envío de mensajes de advertencia sin 
llegar a la sanción, primando la labor de 
concienciación social sobre los riesgos que 
entrañan los delitos contra la propiedad 
intelectual para la sostenibilidad de la cultura. 
 
En esta línea, el primer imputado por una 
actividad relacionada con el intercambio de 
archivos musicales en red, el administrador del 
buscador de Torrents Oink, fue unánimemente 
absuelto por un jurado en enero de 2010
400
. 
 
Sin embargo, finalmente la Digital Economy Act, 
en vigor desde junio de 2010, incluye medidas 
similares a las instauradas en la francesa HADOPI, 
en cuyo análisis en seguida nos centraremos, si 
bien tratando de que éstas se apliquen como última 
alternativa y siempre después de que los 
infractores reciban previas cartas de advertencia 
sobre su conducta y las posibles sanciones. En el 
otro lado de la moneda coercitiva, desde el 
gobierno británico se busca instaurar una 
legislación menos estricta en materia de copyright, 
especialmente cuando el material descargado vaya a 
ser utilizado únicamente en el ámbito privado. 
 
                                                 
400
 Vid. reseña de este hecho en 
http://news.bbc.co.uk/2/hi/uk_news/england/tees/8461879
.stm [última visita 28.01.2010]. 
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La Digital Econmoy Act abarca la infracción 
'online' de derechos de propiedad intelectual, la 
llamada 'piratería' en Internet, la regulación de 
la televisión y la radio o la clasificación de los 
videojuegos, entre otros aspectos. 
 
No obstante, la cuestión más polémica de esta 
Ley es la que contempla la posibilidad de cortar la 
conexión a Internet a aquellos internautas que 
intercambien archivos con derechos de propiedad 
intelectual de manera habitual. 
 
El objetivo de la Ley es poner freno a la 
actividad de compartir archivos; sin embargo, la 
mayoría de las críticas apuntan a que puede 
resultar excesiva por sus duras penas hacia los que 
'pirateen' archivos. 
 
La Ley prevé que los proveedores de servicios de 
Internet estarán obligados a enviar cartas a 
cualquier abonado que tenga una vinculación con la 
violación de la propiedad intelectual. 
 
Los titulares de derechos de propiedad 
intelectual podrán solicitar una orden judicial 
para acceder a los nombres y direcciones de los 
infractores graves y actuar contra ellos, y los ISP 
podrían suspender las cuentas de los infractores, 
es decir, se quedarán sin Internet
401
. 
                                                 
401
 Vid. 
http://www.elmundo.es/elmundo/2010/04/08/navegante/1270
717404.html [última visita 03.08.2010] y 
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Como en España, la polémica y las opiniones 
contrarias de los operadores no se han hecho 
esperar
402
, con el agravante de que el Proyecto de 
Economía Digital, destinado a apoyar los derechos 
de propiedad intelectual de los artistas y hacer 
frente a quienes comparten archivos de manera no 
autorizada fue aprobado durante el periodo 
denominado 'wash-up', el tiempo que queda antes del 
final de la legislatura y que se suele aprovechar 
para aprobar apresuradamente todo tipo de leyes. En 
este caso, se sacaron adelante otros 10 proyectos 
de ley. 
 
Algunas de las quejas se refieren a que el texto 
está hecho a medida de las industrias culturales y 
al absoluto desconocimiento de los parlamentarios 
sobre cómo funciona Internet. Otras se refieren a 
los riesgos que podrían correr usuarios de redes 
WiFi abiertas, entre otras. 
 
Las restricciones a las actividades contra los 
derecho de propiedad intelectual persistentes no 
entrarán en vigor hasta dentro de un año y se 
aplicarán, en teoría, sólo sobre la base de pruebas 
claras de dichas actividades. 
 
 
                                                                                                                                               
http://www.guardian.co.uk/media/pda/2010/apr/08/digital
-economy-bill-quick-guide-45-measures [última visita 
03.08.2010]. 
402
 Vid. 
http://www.guardian.co.uk/commentisfree/2010/apr/08/dig
ital-economy-bill-exposes-broken-system [última visita 
03.08.2010]. 
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3.2 Francia 
 
La voluntad de implementar un régimen 
legislativo para Internet ha sido un tema de 
permanente preocupación entre los franceses. La 
primera aproximación legislativa que pareció iba a 
reglamentar la situación de los prestadores de 
servicios en línea fue la iniciativa llevada a cabo 
por el Ministro Fillion en 1997, proponiendo la 
redacción de una “Carta de Internet” donde 
constaran las principales reglas jurídicas 
aplicables a todos los procedimientos de 
comunicaciones y telecomunicaciones. A la vez 
sostuvo la creación de un organismo, el Consejo de 
Internet, encargado de resolver los conflictos 
antes de que llegaran a la justicia autorizando, en 
caso de que el contenido de los sitios fuera 
manifiestamente ilegal, dirigirse directamente 
contra el titular o responsable de dicho sitio. Una 
interesante iniciativa que nunca llegó a fraguarse 
y quedó, como esa “Carta de Internet”, en papel 
mojado. 
 
En junio de 1998 una sentencia que condenó a un 
proveedor de alojamiento de un sitio web reavivó la 
discusión entre los franceses. En efecto, en el 
caso de Estelle Hallyday v. Valentin Lacambre, 
gerente de AlternB, un tribunal de primera 
instancia condenó a Valentin Lacambre
403
 por la 
difusión de fotos de la modelo Hallyday en un sitio 
                                                 
403
 Tribunal de Grande Instance de Paris. Ordennance 
de référé, 9 juin 1998. Madame Estelle H. c/ Monsieur 
Valentin L. Et Daniel. Vid. texto in extenso de la 
decisión en http://www.juriscom.net/jpt/visu.php?ID=383 
[última visita 28.01.2010]. 
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anónimo que se alojaba en su servidor. El abogado 
de la actora sostuvo que si esta acción se hubiera 
cometido en un diario hubiera sido sancionada, y 
equiparó al proveedor de alojamiento con un editor 
de prensa para pedir su condena. El tribunal 
consideró en su sentencia que un proveedor de 
alojamiento tiene la obligación de cuidar la moral 
de lo que alberga y el respeto de estos contenidos 
por las leyes, los reglamentos y los derechos 
exclusivos de terceros.  
 
La Corte de Apelación, ya en 1999, fue más lejos 
y dijo que ofreciendo alojamiento y alojando de 
forma anónima en el sitio que él mismo ha creado y 
gestiona a toda persona que, bajo cualquier 
denominación, quiera poner al alcance del público 
en general o de alguna categoría de público, 
escritos, imágenes, sonidos o mensajes que no 
revistan la característica de correspondencia 
privada, se excedía manifiestamente el rol de 
simple transmisor de información
404
. Parece que el 
hecho de permitir la difusión anónima de contenidos 
e impedir así que las víctimas fueran contra el 
autor material fue lo que decidió a la Corte a 
equipararlo a un editor de prensa que publicando 
artículos anónimos asume la responsabilidad que 
derive de su contenido. 
 
Tras esta sentencia se produjo una segunda 
iniciativa en 1999 con el objeto de limitar la 
                                                 
404
 Cour d’ Appel de Paris (14é Chambre, section A). 
Arret du 10 fevrier 10999. Se puede consultar el texto 
in extenso de la resolución en 
http://www.foruminternet.org/telechargement/documents/c
a-par19990210.pdf [última visita 28.01.2010]. 
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responsabilidad de los proveedores, la llamada 
enmienda Bloche, muy en la línea de lo que luego 
sería el sistema creado por la DCE. El proyecto se 
aprobó finalmente en agosto del año 2000
405
, 
introduciéndose una nueva sección en el título II 
de la Ley sobre la Libertad de Comunicación, 
concretamente la sección VI “Dispositions relatives 
aux services de communication en ligne autres que 
de correspondance privée”. 
 
Esta ley quedó derogada posteriormente con la 
entrada en vigor de la Loi 2004-575 du 21 juin 2004 
pour la confiance dans l’economie numérique, con la 
que se procedió a la transposición de la DCE. 
 
Es importante en este punto referenciar el caso 
Tiscali, cuya discusión gira en torno a si Tiscali 
Media debe considerarse un editor, y por tanto 
responsable de los contenidos, o un prestador de 
servicios de alojamiento y por tanto exento de 
responsabilidad en los términos de la Directiva 
2000/31 y de su transposición en la Ley de 
Confianza en la Economía Numérica. 
 
La sentencia de primera instancia, de 15 de 
febrero de 2005
406
, entendió que Tiscali no era 
editor, como pretendían los demandantes, sino que 
debía calificarse de prestador del servicio de 
                                                 
405
 Loi 2000-719 du 1er aout 2000 modifiant la loi 
86-1067 du 30 septembre 1986 relative a la liberté de 
communication. 
406
 Tribunal de Grande Instance de Paris 3ème 
chambre, 1ère section Jugement du 16 février 2005, 
resolución disponible en 
http://www.legalis.net/jurisprudence-
decision.php3?id_article=1420 [última visita 
28.01.2010]. 
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alojamiento. Sin embargo, entendió que tenía 
responsabilidad por no haber identificado 
correctamente al titular de la web con contenidos 
que infringían los derechos de propiedad 
intelectual, a la que prestaba el servicio de 
alojamiento. La corte de apelación, en sentencia de 
7 de junio de 2006
407
 consideró que la sentencia de 
instancia se había equivocado al calificar a 
Tiscali de simple proveedor de hosting, y entendió 
que en realidad, además de sus funciones de 
alojamiento, desarrollaba una actividad de editor, 
y que por tanto era responsable de los contenidos. 
 
La Corte de Casación, en sentencia de 14 de 
enero de 2010
408
, confirmó la sentencia de apelación 
considerando que pesaba más su carácter de editor 
que su función de alojador. 
 
Con el fin de impedir la cantidad de descargas 
ilegales en el ámbito de las redes P2P, el 1 de 
julio de 2010 entró en vigor la Ley de Creación e 
Internet, más conocida como HADOPI, después de un 
periodo de aprobación parlamentaria no exento de 
polémicas y dificultades. En un primer momento, en 
junio de 2009, el Consejo Constitucional recortó el 
texto del primer proyecto de la ley censurando las 
medidas que se disponían para restringir el acceso 
a Internet a los usuarios infractores. El órgano 
constitucional francés consideró que esas medidas 
                                                 
407
 Cour d’Appel de Paris 4ème chambre, section A 
Arrêt du 7 juin 2006, disponible in extenso en 
http://www.legalis.net/jurisprudence-
decision.php3?id_article=1638. 
408
 Vid. http://www.droit-
technologie.org/upload/actuality/doc/1294-1.pdf [última 
visita 08.02.2010] 
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no eran necesarias ni proporcionales con un 
componente, el acceso a Internet, indispensable en 
el ejercicio de la libertad de expresión. 
 
Se preparó así una segunda versión de la Ley 
limpiando los defectos revelados por el Consejo 
Constitucional y tratando de dar cierta coherencia 
al mecanismo ideado para conceder al juez el poder 
de sanción necesario para acabar con las descargas 
ilegales. Se trasladaba así, siguiendo las 
recomendaciones del Consejo Constitucional, la 
imposición de las medidas represivas a los órganos 
jurisdiccionales. 
 
La censura del mecanismo de advertencia y 
sanción configurado en la primera versión de la Ley 
fue el principal escollo a superar en la redacción 
del texto definitivo
409
. Había considerado el Consejo 
que, pese a que el principio de separación de 
poderes no impedía a una autoridad administrativa 
la adopción de sanciones, dicho poder de sanción 
debía quedar sometido al respeto del principio de 
legalidad de los delitos y las penas así como a las 
garantías de la defensa. Se imponía por ello que 
fuera el juez quien decidiera en todo caso sobre 
las referidas sanciones. 
 
En el nuevo mecanismo sancionador la revelación 
de las infracciones corresponde a loa agentes de 
las entidades de gestión de derechos, organismos de 
                                                 
409
 Siguiendo en este punto a J. BELLO AYALA, “¿El 
fin de la música ilegal en Francia? Análisis de otros 
modelos internacionales de lucha contra el fenómeno 
pirata”, Revista Aranzadi de derecho del deporte y el 
entretenimiento, núm. 28, abril 2009, pp. 593-608. 
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defensa profesional y del Centro Nacional de 
Cinematografía, que podrán presentar demanda ante 
la Alta Autoridad, que aligerará el trabajo de los 
órganos judiciales ejerciendo de policía judicial y 
enjuiciando la veracidad de los hechos contenidos 
en la demanda. 
 
Una vez hechas estas constataciones previas se 
remitirá una primera comunicación al internauta 
presuntamente infractor recordándole la obligación 
de proteger su conexión y advirtiéndole de las 
posibles sanciones a las que se expone de 
persisitir en su comportamiento infractor. 
Asimismo, se le informará de las posibilidades de 
oferta legal en la red, de las soluciones de 
seguridad que ofrece la propia Autoridad y de los 
peligros que entraña para la creación artística la 
descarga masiva de contenidos de redes P2P. Tras la 
primera advertencia y de continuar el 
comportamiento infractor se remitirá una segunda 
advertencia o recomendación, esta vez por correo 
certificado al usuario infractor, con idéntico 
contenido. La Comisión de Protección de Derechos 
podrá recibir durante este periodo de advertencias 
las alegaciones del usuario incriminado, de cuyo 
derecho se le informará también en las misivas que 
se le envíen. 
 
La principal modificación introducida en la 
nueva versión de la HADOPI, como adelantábamos, es 
que el poder de sanción ya no pertenece a la propia 
Autoridad, sino que recae en la figura del juez 
como culminación de un procedimiento con todas las 
garantías jurisdiccionales. 
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Así, una vez el juez reciba el dossier relativo 
a la instrucción de la eventual infracción, 
dispondrá de varias opciones. Podrá rechazarlo, por 
apreciar una carencia de elementos probatorios 
bastantes, lo cual obligaría a la fiscalía a 
recurrir al procedimiento penal ordinario, o podrá 
apreciar la existencia de la infracción emitiendo 
una orden condenatoria que permitirá a los 
titulares de los derechos infringidos constituirse 
en parte civil para obtener la preceptiva 
indemnización por los daños ocasionados. A efectos 
de la determinación de la sanción el juez deberá 
tener en cuenta las circunstancias y la gravedad de 
la sanción así como la personalidad de su autor, y 
especialmente la actividad profesional o social de 
éste y su situación socio-económica. La duración de 
la sanción deberá, además, conciliar la necesaria 
protección de los derechos de propiedad intelectual 
y el respeto al derecho a expresarse y a 
comunicarse libremente, especialmente desde el 
domicilio. 
 
Si se decide finalmente la suspensión de la 
conexión, la decisión será transmitida a la HADOPI, 
que notificará al proveedor de acceso a la red para 
que ejecute la suspensión en el plazo de quince 
días y bajo apercibimiento de sanción. En cualquier 
caso, la suspensión no afectará a los demás 
servicios que proporcione al usuario ese proveedor. 
La eficacia de la sanción se complementa con la 
prohibición expresa al internauta sancionado de 
contratar la conexión con otro proveedor de acceso. 
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Será interesante ver en el futuro la eficacia en 
la práctica de la adopción de la nueva Ley y la 
interpretación que de la misma hacen los órganos 
judiciales, ante los que se somete un texto que 
desprende un cierto tufo punitivo, alejado del 
ideal pedagógico y educador que este tipo de 
textos, y es sólo una opinión, deberían tener. 
 
 
3.3 Italia 
 
Los jueces italianos, como sus colegas europeos, 
han tenido que luchar durante un tiempo contra la 
falta de legislación específica en torno a 
Internet. Con la aparición de los primeros casos se 
evidenció la tendencia de los magistrados a aplicar 
la analogía con la responsabilidad de los editores 
de prensa. Así, en agosto de 1996 el primer fallo 
importante en la materia, en un caso de competencia 
desleal, afirmó la responsabilidad de un prestador 
por haber autorizado, permitido o ayudado a un 
comportamiento contrario a la ley, sosteniendo que 
debió haber actuado como un responsable editorial 
ya que era el propietario de un canal de 
comunicación dirigido al público, un público 
similar a aquel de la prensa. Pr tanto, el 
prestador tiene la obligación de fiscalizar los 
actos de competencia desleal que pudieran 
practicarse por uno de sus clientes.  
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La jurisprudencia mantuvo esa interpretación, 
que se plasmó legislativamente en la Ley 62
410
, 
sancionada en marzo de 2001, modificándose la Ley 
416, de agosto de 1981, en cuanto a la definición 
de productos editoriales, y la Ley 47/1948 sobre la 
prensa. 
 
La DCE fue implementada mediante el Decreto 
70/2003, de 9 de abril de 2003. Interesante es 
apuntar que, tomando como referencia la sección 
512(h) de la DMCA, Italia es uno de los pocos 
países que obliga a la identificación por parte de 
los ISP de los presuntos infractores en vía civil. 
 
Interesante también en el ámbito de los 
intermediarios resulta la resolución de 15 de 
diciembre de 2009, del Tribunal Ordinario de Roma, 
sección IX
411
, en la que se acuerdan medidas 
cautelares contra YouTube, promovidas por la 
mercantil Mediaset, ordenándole que proceda a la 
inmediata remoción y consiguiente deshabilitación 
del acceso a todos los contenidos que reproduzcan 
secuencias de imágenes fijas o en movimiento 
relativas al programa “Grande Fratello”, en su 
décima edición
412
. 
 
 
                                                 
410
 Vid. texto in extenso en 
http://www.camera.it/parlam/leggi/01062l.htm [última 
visita 28.01.2010]. 
411
 Vid. resolución en 
http://www.tgcom.mediaset.it/res/doc/sentenzatribunale.
pdf [última visita 28.01.2010]. 
412
 En el momento de escribir este apartado penden en 
Italia otros iter procesales como la resolución del 
caso Google video o las mociones a presentar por las 
partes en el asunto Viacom v. YouTube. 
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3.4 Alemania 
 
En noviembre de 2001, con inusitada y envidiable 
rapidez, el parlamento alemán sancionó la Ley que 
incorporó la DCE a su legislación. Esta Ley, que ha 
adquirido gran importancia, ha introducido 
modificaciones en varias leyes. Modificó varios 
artículos de la Ley de Servicios de Información y 
Comunicaciones y, en cuanto a la responsabilidad de 
los ISP, traspuso directamente la DCE, manteniendo 
la laguna de esta última en lo que respecta a la 
responsabilidad de los facilitadores de enlace y 
motores de búsqueda. Llama la atención esta 
ausencia, a mi entender sin embargo acertada
413
, pues 
tiempo antes la Corte de Hamburgo emitió un fallo 
que levantó polémica, estableciendo que quien ponía 
en su página un enlace a otra podía ser considerado 
responsable por los contenidos de esta última, si 
bien aclaraba que podía quedar exonerado con un 
aviso de exención de responsabilidad por aquellos 
contenidos.  
 
A pesar de la incorporación de la DCE a la 
legislación, alguna jurisprudencia alemana siguió 
considerando responsable al ISP por los contenidos 
alojados. En el caso de una demanda presentada por 
la tenista Steffi Graf contra Microsoft, por la 
aparición de fotomontajes pornográficos que la 
representaban en foros de MSN Alemania, un tribunal 
de primera instancia le dio la razón estimando que 
Micrsoft era responsable de los contenidos que 
alojaba aún cuando estos fueran puestos en un foro 
                                                 
413
 Ya me he pronunciado en este sentido en INFRA 
apartado 1.6 del Capítulo V. 
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por un particular. La demandada sacó las fotos 
cuestionadas pero apeló la decisión sosteniendo que 
no podía controlar todo el material que pasaba por 
sus servidores. En mayo de 2002 la Corte de 
Apelación de Colonia confirmó la sentencia 
condenatoria a Microsoft
414
. Asimismo, AOL-Germany 
fue declarada responsable por alojar un foro de 
discusión donde se intercambiaban archivos Mp3 
ilícitos
415
. 
 
Desde otro ángulo, los ISP que, por su parte, 
hacía tiempo que venían preocupándose por el tema 
de la responsabilidad, tienen un Código de Conducta 
de adhesión voluntaria por el que se obligan a 
evitar la creación o el transporte de contenidos 
cuando tengan conocimiento de que estos infringen 
la legislación vigente. 
 
Alemania ha rechazado de plano la adopción del 
modelo francés, pues descartan plantearse la 
desconexión de los internautas como medida frente 
al fenómeno de las descargas ilegales al 
considerarlo una medida constitucional y 
políticamente muy difícil de adoptar
416
. Su respuesta 
pasa por aumentar la represión de tales descargas 
pero sin llegar al corte de la conexión. 
                                                 
414
 Vid. Corte de Apelación de Colonia, 28 Mayo 2002; 
15 U 221/01. 
415
 Vid. Corte de Apelación de Munich, 8 marzo 2001; 
29 U 3282/00. 
416
 Así lo calificó Irene Pakuscher, Jefa de División 
de Derechos de Autor y Legislación de Publicaciones del 
Ministerio de Justicia Alemán durante la Mesa Redonda 
“Políticas y medidas legislativas en materia de 
protección de derechos de propiedad intelectual en el 
entorno digital” a la que asistió el autor en el marco 
del Foro Internacional de Contenidos Digitales (FICOD), 
que tuvo lugar en Madrid el 18 de noviembre de 2009.  
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Recientemente, se dictó una sentencia del 
Bundesgerichtshof
417
 de gran importancia. Se trata 
del primer caso en el que el Bundesgerichtshof 
afirmó la responsabilidad de un foro de Internet 
por contenidos propios. El demandado era un portal 
donde usuarios podían publicar sus recetas de 
cocina con fotos
418
. El portal las agrupaba en 
diferentes categorías y les colocaba un emblema de 
la página mientras el nombre del usuario se podía 
leer sólo al final de cada receta. Resultó que un 
usuario anónimo había cogido fotos de otra página 
de recetas
419
 y las puso en la página en cuestión 
bajo su seudónimo, violando los derechos de autor. 
 
El Bundesgerichtshof decidió que el portal 
chefkoch.de era responsable de la violación de los 
derechos de autor y tenía que pagar por ello una 
indemnización, así como remover las fotos. Los 
jueces consideraron que el portal se había 
apropiado de las fotos de sus usuarios y por esa 
razón se tenían que tratar como contenidos propios. 
Aunque en el derecho alemán hay una figura que 
convierte contenidos de terceros en contenidos 
propios, es la primera vez que el Tribunal Supremo 
la aplicó en el caso de un portal Web 2.0
420
. 
 
Asimismo, un tribunal de apelación de Düsseldorf 
revocó una sentencia contra el servicio de 
                                                 
417
 Tribunal Supremo alemán. 
418
 www.chefkoch.de. 
419
 de www.marions.kochbuch.de. 
420
 Se puede consultar la noticia de prensa en 
http://www.bundesgerichtshof.de/cln_136/DE/Presse/Press
emitteilungen/pressmitteilungen_node.html [última 
visita 10.02.2010]. 
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alojamiento de archivos RapidShare, que había sido 
demandado por Capelight Pictures habiéndosele 
prohibido alojar algunos contenidos que los 
usuarios habían subido a la página, afirmando 
expresamente la sentencia que la compañía no era 
responsable de los contenidos que suben sus 
usuarios ni puede examinar individualmente cada 
elemento almacenado
421
. La misma compañía obtuvo otra 
victoria ante el Tribunal Superior Regional de 
Düsseldorf, que dictaminó que el servicio no 
tendría por qué emplear un filtro de palabras para 
luchar contra los intercambios no autorizados de 
contenidos con derechos de autor, tal y como se le 
había impuesto en una previa medida cautelar. Según 
el fallo, el uso de términos demasiado comunes en 
un filtro podría derivar en un perjuicio en la 
búsqueda de resultados. Además, la sentencia afirmó 
la no obligación de Rapidshare de luchar contra la 
distribución de enlaces a los archivos 
almacenados
422
. 
 
 
                                                 
421
 Vid. 
http://www.elmundo.es/elmundo/2010/05/05/navegante/1273
067229.html [última visita 03.08.2010]. 
422
 Vid. 
http://www.elmundo.es/elmundo/2010/07/23/navegante/1279
879851.html [última visita 03.08.2010]. 
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CAPÍTULO VII 
 
MECANISMOS DE DEFENSA DE LOS TITULARES DE 
DERECHOS 
 
 
“Fuertes razones hacen fuertes acciones” 
(William Shakespeare) 
 
 
1.  CUESTIONES PREVIAS 
 
El artículo 138 del TRLPI se configura 
sustancialmente como un precepto sin contenido 
propio, que compila y adelanta los remedios de 
protección que la ley ofrece para asistir al 
titular de los derechos reconocidos en la 
legislación en materia de derechos de propiedad 
intelectual. 
 
Los derechos protegidos por las acciones y 
medidas cautelares que la ley ofrece son los 
derechos subjetivos de naturaleza exclusiva, 
morales y patrimoniales, reconocidos a los autores 
del Libro I, a los que adquieren de modo originario 
los derechos conexos del Libro II y a los 
cesionarios legales, contractuales, expresos o 
presumidos que ostentan sobre estos derechos una 
facultad exclusiva de explotación. Es decir, todos 
los derechos reconocidos en el TRLPI. 
 
Adentrándonos en la naturaleza de esta 
protección que la propiedad intelectual ofrece a 
sus titulares, se ha de subrayar, con todas las 
limitaciones que deban hacerse, que la propiedad 
intelectual no se protege de la misma forma en que 
se protegen las marcas y las patentes. La 
protección del titular de derechos es independiente 
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de que se realice la infracción en el mercado con 
fines competenciales y que la conducta infractora 
sea susceptible de afectar a las rentas 
empresariales del titular. No se exige que la obra 
tenga fuerza distintiva ni actúa en estos casos 
como barrera el principio de especialidad
423
. 
 
Al margen de la defensa que por vía contractual 
eventualmente le pudieran corresponder, el titular 
de los derechos de propiedad intelectual ostenta 
una defensa sobre sus derechos, con unas acciones a 
su disposición que derivan de su titularidad, con 
eficacia erga omnes y que no quedan limitadas por 
ningún principio de relatividad contractual
424
 y, 
salvo en el caso de la acción indemnizatoria, no 
requiere de la culpa del infractor. 
 
Las conductas típicas contra las que se orienta 
la protección dispensada por el TRLPI son las que 
infringen derechos exclusivos correspondientes a 
los titulares exclusivos de derechos. Estaremos, 
pues, ante la violaciónn de derechos patrimoniales 
y morales.  
 
No sólo se reputarán como infractores a los ojos 
del TRLPI a quienes atentan directamente contra los 
derechos reconocidos en el TRLPI, sino también a 
quienes realicen actos instrumentales, neutros 
desde el punto de vista de la propiedad intelectual 
                                                 
423
 Siguiendo en este punto a A. CARRASCO PERERA en 
BERCOVITZ, Rodrigo (coord.): Comentarios a la Ley de 
Propiedad Intelectual, 3ª Ed., Tecnos, Madrid, 2007, p. 
1669-1671. 
 
424
 Confronta este parecer el Tribunal Supremo en su 
sentencia de 20 de marzo de 1995 (RJ 1995/1965). 
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pero conducentes a la realización por un tercero de 
una infracción usurpatoria. El tercer apartado del 
artículo 138 del TRLPI sitúa a los prestadores de 
servicios intermediarios como potenciales sujetos 
pasivos de una acción cautelar o definitiva de 
cesación si ésta es apropiada para neutralizar la 
infracción, aunque la actividad intermediaria no 
constituya por si sola una infracción. No cabrá, en 
principio y salvo culpa, contra los intermediarios 
la acción indemnizatoria
425
. 
 
Cada lesión en la protección de un derecho 
patrimonial de propiedad intelectual es 
independiente y compatible con la lesión de un 
derecho moral de propiedad intelectual que la 
propia conducta infractora haya lesionado. El 
carácter independiente de los derechos excluirá que 
los infractores sucesivos de estos derechos 
independientes respondan entre sí de forma 
solidaria, pues no concurren a la causación de un 
único daño. 
 
 
2.  LA SOLICITUD DE MEDIDAS CAUTELARES 
 
De acuerdo con lo establecido en el artículo 9 
de la Directiva 2004/48/CE, del Parlamento Europeo 
y del Consejo, de 29 de abril de 2004, relativa al 
respeto de los derechos de propiedad intelectual, 
el artículo 141 del TRLPI recoge el procedimiento 
para adoptar medidas cautelares en sede de 
                                                 
425
 Se analiza extensamente el régimen de 
responsabilidad de los prestadores de servicios 
intermediarios en SUPRA capítulo V. 
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infracción de derechos de propiedad intelectual
426
. 
Por su parte, la LSSICE no ha regulado de forma 
específica la posibilidad de solicitar medidas 
cautelares por parte de los particulares contra los 
prestadores de servicios de intermediación cuando a 
través de ellos se estén llevando a cabo 
actividades ilícitas
427
. En dicha Ley esa posibilidad 
únicamente corresponderá a la administración 
competente, que podrá tomar medidas provisionales, 
antes de la iniciación del expediente sancionador, 
cuando un prestador de servicios cometa una 
infracción. 
 
No obstante lo anterior, el artículo 18.1 de la 
DCE obliga a los Estados miembros a velar por que 
en la legislación nacional haya recursos que 
permitan en relación con las actividades de la 
sociedad de la información adoptar rápidamente 
medidas, incluso provisionales, destinadas a poner 
término a cualquier presunta infracción y a evitar 
que se produzcan nuevos perjuicios contra los 
intereses afectados. 
 
De igual modo, el artículo 8.3 de la Directiva 
2001/29 dispone que los Estados miembros velarán 
por que los titulares de los derechos estén en 
                                                 
426
 En consonancia con lo establecido en la Ley 
1/2000, de 7 de enero, de Enjuiciamiento Civil y en la 
Directiva 2004/48, del Parlamento Europeo y del 
Consejo, de 29 de abril de 2004, relativa al respeto de 
los derechos de propiedad intelectual. 
427
 Seguimos en estos párrafos la exposición de I. 
GARROTE FERNÁNDEZ-DÍEZ, “Acciones civiles contra los 
prestadores de servicios de intermediación en relación 
con la actividad de las plataformas P2P. Su regulación 
en la Ley 34/2002 y en la Ley de Propiedad 
Intelectual”, pe. i. revista de propiedad intelectual 
núm. 16 (enero-abril 2004), p.65-67. 
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condiciones de solicitar medidas cautelares contra 
los intermediarios a cuyos servicios recurra un 
tercero para infringir un derecho de autor o un 
derecho afín, reiterando de este modo en el campo 
específico de los derechos de propiedad intelectual 
lo que de modo general dice la DCE para todo tipo 
de actividades de la sociedad de la información. 
 
El considerando 59 de la Directiva 2001/29, 
abundando en la misma idea, señala que los 
titulares de derechos deben tener la posibilidad de 
solicitar medidas cautelares contra el 
intermediario que transmita por la red la 
infracción contra la obra o prestación cometida por 
un tercero
428
. 
 
No hay duda por tanto de que es posible instar 
las medidas cautelares previstas en el artículo 141 
del TRLPI también frente a los prestadores de 
intermediación para lograr la suspensión cautelar 
de la actividad de reproducción y comunicación 
pública de obras y prestaciones protegidas que se 
                                                 
428
 Establece el referenciado considerando: “Sobre 
todo en el entorno digital, es posible que terceras 
partes utilicen cada vez con mayor frecuencia los 
servicios de intermediarios para llevar a cabo 
actividades ilícitas. En muchos casos, estos 
intermediarios son quienes están en mejor situación de 
poner fin a dichas actividades ilícitas. Así pues, y 
sin perjuicio de otras sanciones o recursos 
contemplados, los titulares de los derechos deben tener 
la posibilidad de solicitar medidas cautelares contra 
el intermediario que transmita por la red la infracción 
contra la obra o prestación protegidas cometida por un 
tercero. Esta posibilidad debe estar abierta aun cuando 
los actos realizados por el intermediario estén exentos 
en virtud del artículo 5. Debe corresponder a la 
legislación nacional de los Estados miembros regular 
las condiciones y modalidades de dichas medidas 
cautelares”. 
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realiza, por ejemplo, a través de una red de 
intercambio P2P. 
 
Derogado el artículo 142 de la anterior Ley de 
Propiedad Intelectual en cuanto al procedimiento 
para adoptar las medidas que contempla el artículo 
141 del TRLPI deben aplicarse los artículos 730 y 
siguientes de la LEC, quizá con la salvedad de que 
no tenga sentido obligar al actor a que presente la 
demanda principal junto con la medida cautelar 
cuando la propia medida sirva para evitar de un 
modo definitivo la comisión de la infracción de los 
derechos de propiedad intelectual
429
. 
 
Es importante señalar que no será necesario que 
medie culpa alguna en los intermediarios, bastando 
con que alguno de los usuarios de ese servicio de 
intermediación cometa alguna infracción
430
. 
 
Aunque en teoría las medidas cautelares podrían 
dirigirse contra cualquier prestador de servicios 
de intermediación, lo cierto es que serán 
especialmente eficaces respecto de los llamados 
prestadores de acceso del artículo 14.1 de la 
LSSICE, que son quienes tienen la mejor posición 
para bloquear o impedir el acceso a la red a un 
usuario concreto que esté violando la propiedad 
intelectual con su comportamiento. También cobra 
pleno sentido frente a los prestadores de 
alojamiento, pero no tanto respecto de los usuarios 
                                                 
429
 En este sentido, A. CARRASCO PERERA en BERCOVITZ, 
Rodrigo (coord.): Comentarios a la Ley de Propiedad 
Intelectual, 3ª Ed., Tecnos, Madrid, 2007, p. 1670. 
430
 Así, M. PEGUERA POCH, La exclusión de 
responsabilidad de los intermediarios en Internet, 
Comares, Granada, 2007, p. 50. 
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individualmente considerados sino respecto de los 
operadores de los sitios web desde los que se puede 
descargar el programa que luego utilizan de forma 
efectiva los usuarios o, incluso, respecto de los 
proveedores de enlaces a plataformas de P2P. 
 
En el campo de Internet es especialmente 
importante lograr la suspensión de la actividad 
infractora de reproducción y comunicación pública 
de las obras o prestaciones protegidas, suspensión 
que normalmente tendrá lugar con el cierre o 
bloqueo de las páginas o servidores que ofrezcan 
tal material. También procederá probablemente en la 
mayoría de los casos la intervención y depósito de 
los ingresos que los creadores de las plataformas 
P2P hayan obtenido en sus versiones de pago o 
mediante inyecciones publicitarias. Se podrán 
también secuestrar los materiales utilizados para 
la reproducción o comunicación pública de las obras 
o prestaciones protegidas. Además, conviene 
recordar por último que las medidas cautelares 
previstas en la legislación en materia de propiedad 
intelectual son plenamente compatibles con las de 
la LEC, con lo que el juez podrá instar cualquier 
de las en esta última mencionadas. 
 
En lo que al procedimiento y los requisitos para 
solicitar las medidas cautelares se refiere, estos 
vendrán marcados por el régimen supletorio de la 
LEC. Cierto es que de una lectura integradora del 
artículo 141 del TRLPI y del 728.2 de la LEC se 
desprende que la ley especial resulta más estricta 
en cuanto al requisito de la apariencia de buen 
derecho o fumus boni iuris, pues aparentemente no 
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sólo se exige un juicio provisional e indicairio 
favorable al fundamento de la pretensión sino que 
además se ha de acreditar directamente que hay 
infracción o que existe un temor racional y fundado 
de que éste va a producirse de manera inminente. 
 
En lo relativo al peligro en la mora procesal o 
periculum in mora, lo cierto es que el artículo 141 
del TRLPI, aplicable preferentemente en aras del 
principio de especialidad, no hace mención alguna a 
dicho requisito. Puede entenderse que se subsume en 
el carácter de urgencia que el precepto especifica 
pero, en cualquier caso, en la práctica es un 
requisito que, en los casos típicos que hemos 
venido analizando en este trabajo, siempre está 
presente. 
 
Salvo casos excepcionales, también será 
necesario que los demandantes de medidas cautelares 
presten la caución que marca la LEC en sus 
artículos 728.3 y 737 
 
 
3.  LA LEY SINDE  
 
 
3.1 Introducción 
 
Las acciones ejercitadas contra páginas de 
Internet que ofrecen enlaces a obras protegidas no 
han dado, de momento, el resultado esperado por los 
titulares de derechos. Salvo dos condenas dictadas 
de conformidad, todos los casos penales en que ha 
recaído una resolución que pone fin al 
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procedimiento se han sobreseído. El motivo se halla 
en que no concurre el tipo objetivo del artículo 
270 del Código Penal, ya que la mera provisión de 
enlaces no constituye un acto de comunicación 
pública de la obra enlazada. Por la misma razón, 
también en vía civil se han venido denegando las 
medidas cautelares, y la primera sentencia dictada 
en el orden civil –la del caso elrincondejesus431– 
desestimó íntegramente la demanda.  
 
Ciertamente, estas páginas facilitan la 
realización de infracciones de propiedad 
intelectual por los usuarios, por lo que la 
frustración de los titulares de derechos resulta 
comprensible. Sin embargo, los obstáculos legales 
para la persecución de las mismas no son de orden 
procesal, sino sustantivo. Por este motivo, entre 
otros muchos, la idea de crear un órgano 
administrativo para dictar medidas contra estas 
páginas no constituye sino un sinsentido. Si la 
dificultad para actuar contra las mismas estriba en 
que su actividad no es constitutiva de infracción, 
el mismo obstáculo se encontrarán los integrantes 
de la creada Sección Segunda de la Comisión de 
Propiedad Intelectual cuando deban apreciar si 
tales páginas vulneran el TRLPI.  
 
Existen hoy por hoy, quizás, otras vías no 
suficientemente exploradas –ya sean las medidas de 
cesación frente a intermediarios previstas por el 
TRLPI, la acción general de responsabilidad 
extracontractual, o incluso la vía de interpretar 
                                                 
431
 Procedimiento analizado detalladamente en SUPRA 
capítulo IV. 
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en sentido amplio la noción de infracción del TRLPI 
para incluir en ella la infracción indirecta–, pero 
sólo la autoridad judicial está en condiciones de 
decidir sobre estas pretensiones. Y, desde luego, 
no parece aceptable una reforma basada en la 
esperanza de que una comisión administrativa 
apreciará infracción donde los jueces no la ven. 
 
 
3.2 Tramitación y aprobación de la Ley Sinde 
 
El Gobierno español venía intentando hincarle el 
diente a una de las patatas más calientes, jurídica 
y sociológicamente hablando, de nuestro panorama 
actual, cual es el de las descargas en Internet de 
contenidos protegidos por derechos de autor. Así, 
el Ejecutivo introdujo inicialmente, en diciembre 
de 2009, una disposición final en el anteproyecto 
de la dudosamente llamada Ley de Economía 
Sostenible previendo la creación de una sección 
dentro de la preexistente Comisión de Propiedad 
Intelectual con el fin de que ésta, dependiente del 
Ministerio de Cultura, instruyese a los órganos 
judiciales competentes en un modelo de 
procedimiento cautelar para la retirada o bloqueo 
de los contenidos ilícitos que circulasen por la 
red. 
 
Finalmente se descolgó el Gobierno con un 
texto
432
 que designa a la Audiencia Nacional, y más 
concretamente a los Juzgados Centrales de lo 
contencioso-administrativo, como competentes para 
                                                 
432
 Texto definitivo disponible en 
http://www.congreso.es/public_oficiales/L9/CONG/BOCG/A/
A_060-19.PDF [última visita 28.02.2011]. 
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conocer de los procedimientos en supuesta retirada 
de páginas con contenidos ilícitos en Internet 
desde el punto de vista de los derechos de 
propiedad intelectual. Si bien en la Audiencia 
encontramos una ausencia de competencia por razón 
territorial que puede parecer conveniente a la hora 
de enjuiciar ilícitos cometidos en la Red, y siendo 
cierto que el artículo 13.1 de la LSSICE faculta a 
los órganos administrativos para acumular su tutela 
a la civil o, en su caso, penal a la hora de 
enjuiciar estos ilícitos, resulta inquietante que 
sean unos magistrados alejados del estudio diario 
del Derecho Civil quienes decidan en materia de 
propiedad intelectual. 
 
No se hicieron esperar, por descontado, airadas 
reacciones desde la oposición y desde las 
asociaciones de internautas, blogueros y otros 
actores del mundo de la Red que han encontrado en 
las descargas ilegales un importante apoyo, si no 
una base, para sus modelos de ocio y negocio
433
.  
 
La Disposición final cuadragésimo tercera de la 
Ley de Economía Sostenible fue finalmente aprobada 
por el Congreso de los Diputados el 15 de febrero 
de 2011, introduciendo una serie de modificaciones 
en otras normas, concretamente en la LSSICE, en el 
TRLPI y en la LJCA. Estas medidas están diseñadas 
para contemplar el bloqueo o cierre en un corto 
                                                 
433
 Vid. para mayor detalle P. LETAI WEISSENBERG, 
“Disfrutemos libremente, compensemos consecuentemente”, 
El Notario del Siglo XXI, enero-febrero 2010, pgs. 54-
59. Disponible en 
http://www.elnotario.com/egest/noticia.php?id=2118&secc
ion_ver=3 [última visita 07.06.2010]. 
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espacio de tiempo de los sitios web que alojen las 
descargas de material protegido por derechos de 
autor. Introducen la figura del juez que da 
autorización tanto para identificar a los dueños 
del sitio web denunciado como para el cierre o 
bloqueo del mismo. 
 
No obstante, la orden parte de un órgano 
administrativo, la Sección Segunda de la Comisión 
de Propiedad Intelectual del Ministerio de Cultura, 
tras la denuncia de la parte interesada. 
 
Más en detalle, la Disposición viene a ampliar 
el ámbito y desarrollar parcialmente el artículo 
8.1 de la LSSICE, ya modificado en su texto 
originario por la Ley 56/2007, de 28 de diciembre. 
 
Como se había indicado originariamente, la 
indefinición de cuál era en cada caso el “órgano 
competente” para la adopción de las medidas de 
interrupción del servicio de la sociedad de la 
información infractor o la retirada de datos, 
privaba de eficacia a la norma.  
 
Con la reforma operada antes de la aprobación se 
determinó el órgano para la salvaguarda de los 
derechos de propiedad intelectual, que es un 
principio de nueva introducción en la norma. 
 
La protección específica a la propiedad 
intelectual que se pretendió proporcionar con la 
reforma supone, de hecho, el reconocimiento de la 
existencia de una situación de vulneración de este 
derecho para la que los procedimientos previstos en 
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las normas substantivas que regulan esta propiedad 
especial no alcanzan los resultados necesarios. 
 
La Disposición, en lo que tiene de reforma de la 
LSSICE, introduce un procedimiento de 
identificación del responsable del servicio de la 
sociedad de la información presuntamente 
vulnerador, por lo que podemos afirmar que parte de 
una premisa previa a la vulneración, y es que el 
responsable del servicio de sociedad de la 
información incurra previamente en un ilícito, cual 
es la falta de identificación. En efecto, la 
Disposición habilita al órgano competente para 
requerir de los prestadores de servicios 
correspondientes los datos que permitan identificar 
a dicho responsable a fin de que pueda comparecer 
en el procedimiento.  
 
Es evidente que si se considera preciso 
instaurar un procedimiento cuya finalidad es 
identificar al responsable de un determinado 
servicio, se parte de la premisa de que hay un 
incumplimiento. El cual, por cierto, no ha sido 
detectado previamente por los servicios 
administrativos competentes. 
 
En este punto la Disposición es extremadamente 
garantista, y cabe preguntarse si peca por exceso. 
La falta de identificación del prestador de 
servicios, más allá de ser una infracción 
administrativa, puede ser, y de hecho es, una 
opción libre y voluntariamente elegida, y a la que 
siguen consecuencias tanto favorables como 
desfavorables de las que no habría que privar al 
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sujeto por aplicación del principio jurídico cuius 
commoda eius incommoda. Es decir, que quien se 
aprovecha de los aspectos favorables de una 
situación, debe asumir los desfavorables. 
 
No obstante ello, es necesario poner de relieve 
que dicho procedimiento no será preciso cuando se 
cuente con la identificación inequívoca del 
presunto infractor.  
 
El hecho de que el concepto legal exija que la 
prestación del servicio sea remunerada o que, si no 
lo es, cuando menos, constituya una actividad 
económica para el prestador de servicios, excluye 
del ámbito de la reforma a quienes no cumplan esta 
exigencia. Como, por ejemplo, los consumidores, o 
los servicios gratuitos que no tienen carácter de 
actividad económica, verbi gratia los blogs 
personales.  
 
También hay que destacar que, más allá de los 
requisitos dimanantes de la LSSICE, el párrafo 
segundo del número 4 del artículo 158 del TRLPI 
limita la adopción de medidas al prestador con 
ánimo de lucro, directo o indirecto, y a quienes 
pretendan causar un daño patrimonial. 
 
La primera categoría no suscita dudas 
relevantes, ya que el concepto jurídico del ánimo 
de lucro está perfectamente definido por la 
jurisprudencia del Tribunal Supremo, además de que 
el concepto de lucro indirecto es conocido para 
nuestro sistema jurídico al estar incluido en el 
concepto jurisprudencial.  
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La inclusión de esta segunda categoría, la de 
quienes pretendan causar un daño patrimonial, 
suscita algunas dudas. El párrafo primero limita la 
actuación de la Sección Segunda a los responsables 
de servicios de la sociedad de información, lo que, 
al menos en mi interpretación, excluye otros 
colectivos e individuos. Sin embargo, el segundo 
párrafo se refiere, en pie de igualdad, al 
prestador de servicios con ánimo de lucro, directo 
o indirecto, y a quien pretenda causar un daño 
patrimonial. Lo que podría interpretarse en el 
sentido de abrir una puerta a intervenir frente a 
quienes sin ser prestadores de servicios de 
sociedad de la información, pretendan causar un 
daño a los titulares de los derechos concernidos. Y 
que pueden ser prestadores de servicios, pero 
también los terceros excluidos del concepto legal, 
como serían los que pudiendo ser calificados como 
prestadores de servicios no remunerados por sus 
destinatarios, desempeñen una actividad que para 
ellos no constituya una actividad económica.  
 
Es evidente que nos encontramos ante una 
cuestión que debería ser precisada por la autoridad 
judicial en fase interpretativa, pues, como puede 
apreciarse, podría existir una contradicción entre 
la LSSICE y el TRLPI, si se entendiese que quedan 
comprendidos en el ámbito de la norma quienes, sin 
ser prestadores de servicios de la sociedad de la 
información, con su actividad pretendan causar un 
daño a los titulares de derechos de propiedad 
intelectual. Lo que podría dar como resultado que 
los obligados a identificar a estos infractores se 
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negasen a hacerlo basándose precisamente en esta 
contradicción entre normas.  
 
Los textos que se transcriben de los apartados 1 
a 3 del artículo 158 del TRLPI no se modifican en 
la Disposición. No obstante ello, es preciso tener 
en cuenta que la disposición adicional segunda de 
la Ley 23/2006 habilitaba al Gobierno para regular 
más ampliamente esta institución, lo que a la fecha 
no ha sucedido.  
 
La actuación de la Sección Segunda de la 
Comisión estará sujeta a los principios de 
objetividad y proporcionalidad. El primero porque 
al ser administración pública le vincula la 
obligación del artículo 103.1 de la Constitución. 
El segundo es tributario del carácter de medida de 
limitación de derechos subjetivos, y viene impuesto 
por la doctrina jurisprudencial al respecto.  
 
Las medidas que se contemplan tienen el carácter 
de definitivas, en la línea de las contempladas en 
los artículos 138 y 139 del TRLPI. El hecho de que 
sean definitivas, y no cautelares, evita que el 
titular perjudicado deba seguir de forma inmediata 
un procedimiento judicial sobre el fondo. 
 
Lo que no impide el acceso a la vía 
jurisdiccional, pues las medidas, aun autorizadas 
por el órgano judicial, se adoptan sin perjuicio de 
las acciones civiles, penales y contenciosos 
administrativas que, en su caso, pudieran 
corresponder a los titulares de derechos de 
propiedad intelectual. 
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La redacción merece detenerse en la mención a 
las acciones contencioso-administrativas, que 
permite a los titulares de derechos de propiedad 
intelectual cuyas pretensiones no sean acogidas por 
la Comisión, o, acogidas, no obtienen la 
autorización de ejecución del órgano judicial. 
Teniendo en cuenta que la jurisdicción contencioso-
administrativa conoce de forma casi exclusiva de 
materias relacionadas con el derecho público, hay 
una duda más que razonable acerca tanto del 
conocimiento de una materia tan específica y 
especializada como es la propiedad intelectual, 
como de la necesaria experiencia judicial. 
 
El procedimiento de tramitación de las medidas 
en sede administrativa de la Sección Segunda se 
deja al desarrollo reglamentario, por lo que habrá 
que estar a éste. Sin embargo, deberá haber un 
trámite previo de audiencia del denunciado, ya que 
es ésta, precisamente, la razón de que deba ser 
previamente identificado. 
 
Una vez que la Sección haya decidido adoptar las 
medidas correspondientes, remitirá el expediente al 
órgano judicial que deberá ser quien autorice la 
ejecución de la medida. 
 
La redacción del párrafo segundo del número 4 
del artículo 158 del TRLPI deja abierta la duda de 
si el legislador entiende que todas las medidas 
afectan a derechos y libertades garantizados, por 
lo que siempre sería precisa la autorización 
judicial, o, por el contrario, si sólo las que a 
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criterio de la Sección cumplan dicho requisito 
deberán ser objeto de autorización de ejecución.  
 
En este sentido la redacción del artículo 122 
bis de la Ley reguladora de la Jurisdicción 
Contencioso-Administrativa tampoco resuelve 
claramente la duda. Sin embargo, el texto propuesto 
para el artículo 122bis.2 abre una nueva vía 
interpretativa, en el sentido de que correspondería 
al órgano judicial determinar si existe tal 
afectación de derechos y libertades fundamentales. 
Lo que conduce a entender que la ejecución de todas 
las decisiones de la Sección en esta materia deban 
ser objeto de autorización de ejecución. 
 
Por excepción a lo que ha venido siendo hasta 
ahora la norma en la Comisión de Propiedad 
Intelectual, la Disposición impone que esta sección 
segunda tenga una composición diferente a la 
primera, cuya justificación debería haberse 
incluido en el preámbulo o exposición de motivos.  
 
La composición de esta Sección, su 
funcionamiento y el procedimiento para el ejercicio 
que esta norma le atribuye se difieren al 
desarrollo reglamentario, del que habrá que hacer 
el correspondiente seguimiento. 
 
La conclusión que se alcanza de la lectura es 
que más que una Comisión de Propiedad Intelectual 
unitaria, lo que se conforma son dos secciones 
independientes y con funciones diferentes. Habría 
que cuestionarse si esta dualidad está justificada 
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o no, especialmente dadas las funciones limitadas 
de la Comisión de Propiedad Intelectual. 
 
Una vez que la Sección Segunda tome la decisión 
de adoptar las medidas previstas, deberá solicitar 
del órgano judicial la autorización de ejecución.  
 
Dictada la correspondiente resolución, el 
expediente deberá ser remitido al órgano judicial, 
el cual, en el plazo de cuatro días a contar desde 
la notificación de la misma a las partes, deberá 
convocar a éstas y al Ministerio Fiscal a una 
audiencia contradictoria, tras la que, oídas todas 
las partes, se dictará auto mediante el cual se 
autorice o deniegue la ejecución de las medidas 
adoptadas por la Sección Segunda.  
 
La resolución que dicte el órgano judicial 
previsto será apelable en un solo efecto, lo que 
supone que si se confirma la adopción de la medida 
propuesta por la Sección Segunda, la misma será 
inmediatamente ejecutada, con independencia de que 
sea objeto del correspondiente recurso, del que 
deberá conocer la Audiencia Nacional.  
 
 
3.3 El previsible fracaso de la Ley Sinde 
 
El fenómeno de las descargas de música, 
películas y otras obras sujetas a propiedad 
intelectual, suscita reacciones contrapuestas. La 
industria de contenidos considera que es una de las 
causas principales de la disminución de la 
facturación y que debe combatirse sin paliativos. 
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Para otros, en cambio, cualquier medida legal 
dirigida a perseguir las infracciones de derechos 
de autor sería una intolerable concesión a una 
industria que se aferra a un modelo de negocio 
caduco en perjuicio del desarrollo de la red. 
 
Lo cierto es que Internet ha hecho que las 
barreras naturales que antes protegían la propiedad 
intelectual se desmoronen. Hoy en día es poco menos 
que imposible impedir que las obras se copien y se 
difundan masivamente en la red. No lo consiguen los 
instrumentos tecnológicos –que al final la propia 
tecnología siempre permite eludir–, ni tampoco los 
instrumentos jurídicos, ya que la persecución de 
los infractores resulta complicada e ineficaz. 
 
En Francia y en el Reino Unido se han aprobado, 
no sin polémica, leyes que permiten cortar o 
restringir la conexión a Internet a los usuarios 
infractores
434
. Se trata de las llamadas fórmulas de 
“respuesta graduada”, adoptadas también en otros 
países. En estos sistemas, que requieren la 
participación de los proveedores de acceso, el 
usuario infractor recibe diversos avisos, y si 
persiste en su actividad ilícita puede acabar por 
sufrir una sanción de corte temporal de su acceso a 
Internet. 
 
A diferencia de las leyes francesa o británica, 
el objetivo de la Ley Sinde no es sancionar al 
usuario final sino actuar contra los intermediarios 
que facilitan las descargas, en particular, contra 
                                                 
434
 Vid. en este sentido SUPRA capítulo VI. 
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las páginas que proporcionan enlaces para la 
descarga de archivos.  
 
Buena parte de la controversia sobre la Ley 
Sinde se ha articulado como un debate a favor o en 
contra de las descargas, o más aun, a favor o en 
contra de la propiedad intelectual, lo cual, sin 
duda, es una visión desenfocada del problema 
concreto de la aprobación o rechazo del proyecto.  
 
No apoyo en modo alguno, como se ha venido 
exponiendo a lo largo de toda esta tesis, la puesta 
a disposición no autorizada de las obras protegidas 
en la red, y sin embargo tampoco respaldo la Ley 
Sinde porque entiendo que presenta graves 
inconvenientes como herramienta jurídica. 
 
En primer lugar, parece inapropiado confiar a un 
órgano administrativo la defensa de intereses 
privados cuya protección corresponde de modo 
natural a los jueces. Ciertamente, para salvar las 
críticas sobre el impacto que la ley podría tener 
en la libertad de expresión, se establece que la 
medida que acordara la Comisión no puede ejecutarse 
sin autorización judicial. Sin embargo, no se 
permite al Juez valorar si efectivamente se ha 
vulnerado la propiedad intelectual. Solo puede 
examinar si la medida perjudicaba a las libertades 
de expresión e información, y limitarse a 
autorizarla o denegarla. Por ello no sería de 
extrañar que los jueces –salvo en aquellas páginas 
que claramente no constituyeran un vehículo de 
expresión–, opten directamente por denegar la 
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ejecución de la medida, al no poder determinar la 
proporcionalidad de la misma. 
 
La Disposición aprobada es, además, muy 
imprecisa. Así, permite adoptar medidas contra el 
prestador de servicios que actúe “con ánimo de 
lucro, directo o indirecto, o que haya causado o 
sea susceptible de causar un daño patrimonial”. 
Aunque ello se promueve principalmente para ir 
contra las páginas de enlaces, su redacción es tan 
abierta que podía afectar a cualquier servicio de 
la sociedad de la información. 
 
Pero, sobre todo, la base legal para las medidas 
restrictivas resulta inadecuada para el objetivo 
perseguido. En efecto, las acciones judiciales 
contra las páginas de enlaces han sido 
sistemáticamente rechazadas por los tribunales, que 
de modo prácticamente unánime consideran que el 
mero hecho de enlazar no es una infracción de 
TRLPI. Ciertamente, tales páginas facilitan la 
comisión de infracciones y por tanto perjudican a 
los autores, pero si no incurren en infracción 
directa no cabe ejercitar contra ellas las acciones 
del TRLPI ni tampoco las del Código Penal. 
 
Los titulares de derechos consideran que existe 
una laguna legal que impide la adecuada protección 
de sus intereses. Pero si esto es así, es claro que 
la laguna no se resuelve atribuyendo la competencia 
a un órgano administrativo. Para que ese órgano 
pueda actuar contra las páginas de enlaces sería 
preciso reformar también el TRLPI, para establecer 
que el mero enlace constituirá un acto de 
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infracción, o para introducir la categoría de 
contribución a la infracción, como en otros 
sistemas existe el denominado “contributory 
infringement”435. Sin modificar primero la 
calificación jurídica de la actividad en el TRLPI, 
la Comisión no tendrá base legal para apreciar que 
la página de enlaces “vulnera” la propiedad 
intelectual. Y sería realmente grave que el motivo 
último de la Ley Sinde fuera dar la competencia a 
un órgano administrativo con la convicción de que 
este interpretará las leyes de modo distinto a como 
han venido haciéndolo los jueces. 
 
Por estos y otros motivos pienso que la 
Disposición es jurídicamente deficiente y que las 
esperanzas que muchos habían depositado en la misma 
carecen de base real.  
 
A falta del esperado desarrollo reglamentario, 
no sólo los obstáculos jurídicos continúan 
presentes, sino que, aunque se logre el cierre de 
las páginas en cuestión, los usuarios seguirán 
contando con múltiples formas de descargar los 
contenidos protegidos. Y por el camino no habremos 
logrado otra cosa que aumentar la inseguridad 
jurídica con una norma caracterizada por una 
técnica defectuosa y una peligrosa ambigüedad. 
 
 
                                                 
435
 Vid. análisis de esta figura anglosajona en SUPRA 
capítulo VI. 
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3.4 El borrador de reglamento de la Ley Sinde 
 
El 30 de diciembre de 2011 el Gobierno de España 
aprobó finalmente el Real Decreto que regula el 
funcionamiento de la Comisión de Propiedad 
Intelectual
436
. Con su lectura, sigue quedando en 
entredicho el objetivo principal de la Ley Sinde, 
ya que como se viene diciendo, y de acuerdo con la 
mayoría de la doctrina y de la jurisprudencia 
menor, el establecimiento de enlaces a contenidos 
protegidos no constituye, per se, una infracción de 
propiedad intelectual. 
 
Este es, en efecto, uno de los principales 
problemas a los que se enfrenta la Ley. La Ley 
Sinde establece un sistema pensado fundamentalmente 
para decretar en vía administrativa el cierre de 
las denominadas páginas de enlaces. Se trata, como 
es sabido, de páginas que proporcionan enlaces a 
archivos que contienen obras protegidas (música, 
películas) que no están alojados en el sitio web de 
enlaces, sino en otros lugares de la red 
(típicamente en servidores tipo MegaUpload, o en 
ordenadores de usuarios particulares conectados a 
redes P2P). 
 
Las Audiencias Provinciales han venido señalando 
reiteradamente que la conducta consistente en 
ofrecer enlaces, sin alojar los contenidos, no 
constituye un acto de infracción y por consiguiente 
no pueden ejercitarse contra tales páginas las 
                                                 
436
  Texto disponible en 
http://www.elpais.com/elpaismedia/ultimahora/media/2011
12/06/cultura/20111206elpepucul_1_Pes_PDF.pdf [última 
visita 4.01.2012]. 
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acciones de violación de derechos previstas en la 
Ley de Propiedad Intelectual (LPI), ni tampoco (por 
el mismo motivo) la acción penal de art. 270 CP. 
 
La Ley Sinde, lejos de modificar la LPI para 
tipificar como infracción la provisión de enlaces, 
o para establecer una categoría de contribución a 
la infracción, se limitó a referirse a las 
conductas vulneradoras de la propiedad intelectual. 
Sin embargo, entre tales conductas no pueden 
incluirse los meros enlaces, conforme a la 
interpretación prácticamente unánime de la 
jurisprudencia. 
 
Pues bien, el Reglamento intenta corregir lo que 
en realidad sólo podía hacer la Ley. Naturalmente, 
no puede hacerlo de modo directo, puesto que la 
infracción del principio de jerarquía normativa 
resultaría demasiado evidente. Opta en cambio por 
una redacción compleja en la que, sin decir que 
crea un nuevo supuesto de infracción, cosa que no 
podría hacer un Reglamento, trata de dar a entender 
que los enlaces constituyen un caso de vulneración 
de la propiedad intelectual. Los esfuerzos de 
redacción resultan enormes y el resultado 
ciertamente confuso
437
. 
 
                                                 
437
 Por una parte, el artículo 13, bajo la rúbrica 
“Funciones de la Sección Segunda”, establece en su 
apartado tercero lo siguiente: “La Sección Segunda 
llevará a cabo sus funciones respecto a los casos de 
vulneración de los derechos de propiedad intelectual, 
por el responsable de un servicio de la sociedad de la 
información, siempre que dicho responsable, directa o 
indirectamente, actúe con ánimo de lucro o haya causado 
o sea susceptible de causar un daño patrimonial al 
titular de tales derechos, de acuerdo con el 
procedimiento establecido en el capítulo VII”. 
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Con el párrafo transcrito a pie de página 
empezamos a adentrarnos ligeramente en el terreno 
de la confusión, si bien en este caso el mérito no 
es del Reglamento sino del propio texto legal, que 
ya se expresaba en estos términos. Entiendo que se 
incurre en cierta confusión por lo siguiente. Se 
hace referencia a las vulneraciones de los derechos 
de propiedad intelectual que pueda llevar a cabo el 
responsable de un servicio de la sociedad de la 
información, y sin embargo se admite que dicha 
conducta pueda ser realizada sin ánimo de lucro 
(bastando con que cause o pueda causar daño). Esto 
resulta difícil de compaginar con la noción de 
servicio de sociedad de la información, ya que sólo 
pueden serlo las actividades de naturaleza 
económica. De modo que el penúltimo inciso del 
precepto citado (el iniciado con “o haya causado…”) 
no debería encabezarse con una conjunción 
disyuntiva, ya que en defecto de ánimo de lucro no 
estaremos ante un servicio de la sociedad de la 
información. Puestos a imaginar un posible origen 
de este texto, da la impresión de que puede 
hallarse en los artículos 16 y 17 de la LSSICE, y 
en concreto en la referencia que dichos artículos 
hacen a los actos ilícitos y a los actos lesivos)
438
. 
                                                 
438
 Por otra parte, el Artículo 15 (“Ámbito de 
aplicación”)incluye un tercer apartado con el siguiente 
tenor: “El procedimiento podrá dirigirse contra 
cualquier responsable de un servicio de la sociedad de 
la información sobre el cual existan indicios de que 
está vulnerando derechos de propiedad intelectual, de 
obras o prestaciones protegidas, cuando se identifique 
expresamente el contenido ofrecido o al que se facilite 
el acceso, sin que dicha conducta esté autorizada por 
los legítimos titulares de los derechos exclusivos 
correspondientes o esté amparada por un límite legal, y 
siempre que concurra, directa o indirectamente, ánimo 
de lucro, o se produzca o pueda producirse daño 
patrimonial al titular de los derechos. Se entiende 
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Ahora se reproduce la confusión ya indicada, 
pero aparecen además otros elementos notablemente 
llamativos. El párrafo consta de dos largas frases. 
En la primera de ellas ya se desliza un intento de 
caracterizar la provisión de enlaces como 
infracción. En efecto, se pasa de hablar en 
términos generales de “vulneración” de propiedad 
intelectual, a hacer referencia a supuestas 
categorías específicas de infracción, al establecer 
que se debe identificar (se entiende que por parte 
del denunciante) “el contenido ofrecido o al que se 
facilite el acceso”. Con ello se da por supuesto 
que “facilitar el acceso” a un contenido protegido 
sin autorización constituye una vulneración. Sin 
embargo, esto está muy lejos de ser así en el 
TRLPI. Es cierto que algunos actos de comunicación 
pública podrían describirse como facilitar el 
acceso a la obra. Sin embargo, no cualquier 
facilitación, y desde luego no la mera provisión de 
enlaces, constituye comunicación pública. 
 
Si la primera frase resulta objetable, el 
ejercicio de creatividad de la segunda no tiene 
desperdicio. “Se entiende comprendida en dicha 
conducta” (hay que entender que en la conducta 
vulneradora consistente en ofrecer o facilitar el 
acceso a un contenido protegido), “(…) la obtención 
de la copia del ejemplar de la obra o prestación, 
tanto de forma directa como cuando el acceso a la 
                                                                                                                                               
comprendida en dicha conducta, a los efectos de iniciar 
el procedimiento, la obtención de la copia del ejemplar 
de la obra o prestación, tanto de forma directa como 
cuando el acceso a la misma se produce a través de 
cualquier otro responsable de un servicio de la 
sociedad de la información”. 
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misma se produce a través de cualquier otro 
responsable de un servicio de la sociedad de la 
información”. 
 
Nos encontramos entonces ante un problema: el 
acto que se contempla (la obtención de la copia) se 
llevará a cabo por los usuarios (el usuario será 
quien obtenga una copia), y no por el prestador de 
servicios de la sociedad de la información; de modo 
que no tiene sentido incluir este supuesto como una 
conducta contra la que pueda actuar la Comisión, ya 
que esta sólo puede conocer de las actuaciones 
llevadas a cabo por prestadores de servicios. La 
observación es atinada, y si ese es el sentido del 
precepto está claro que no el texto no tendrá 
ningún recorrido puesto que es claro que la 
Comisión no puede actuar contra usuarios 
particulares. 
 
Ahora bien, puede que el sentido de la frase sea 
otro, en cuyo caso decididamente estaría mal 
expresado. Si lo que se pretende decir es que se 
entenderán conductas vulneradoras aquellas, 
llevadas a cabo por un prestador de servicios, que 
permitan a los usuarios la obtención de una copia 
(y ello tanto si la copia de obtiene de forma 
directa como si se logra de forma indirecta, a 
través de otro prestador de servicios), se 
trataría, entonces, de un intento de incluir en el 
ámbito de las vulneraciones la mera provisión de 
enlaces a otros servidores, puesto que quien 
proporciona el enlace permite al usuario obtener 
una copia indirectamente (el servidor al que apunta 
el enlace, por ejemplo MegaUpload). 
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Si así fuera estaríamos de nuevo ante una 
extralimitación del reglamento, con la consiguiente 
vulneración del principio de jerarquía normativa. 
 
 
4. LAS ACCIONES DE CESACIÓN Y REMOCIÓN ANTES DE 
LA LEY SINDE 
 
Las acciones de cesación y remoción o retirada 
aparecen en el artículo 139 del TRLPI. Puede 
discutirse si las acciones de cesación y remoción 
de la actividad ilícita en él previstas pueden 
dirigirse contra un prestador de servicios 
intermediarios cuando lo esté siendo de un sistema 
de intercambio de obras o prestaciones protegidas. 
La cuestión radica en que el ISP no explota 
ilícitamente la obra por si mismo, sino que ofrece 
cobertura técnica a dicha explotación que en 
realidad llevan a cabo los creadores del programa 
P2P y los usuarios del mismo. No estaremos por 
tanto ante una actividad puramente infractora ex 
artículo 139.1 del TRLPI, rematando esto con la 
ausencia en la trasposición en la LSSICE de la 
posibilidad de entablar una acción de cesación 
contra un intermediario, presente sin embargo en la 
DCE
439
.  
 
Sin embargo, la doctrina dominante opina que la 
acción de cesación cabe también contra los 
                                                 
439
 Queda ampliamente estudiado este punto en SUPRA 
capítulo V. 
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prestadores intermediarios cuando los usuarios de 
sus servicios violan la propiedad intelectual
440
. 
 
Hay que tener en cuenta que la acción de 
cesación se dirige a evitar la producción de un 
daño que luego puede ser irreparable o a impedir la 
agravación del mismo. El carácter global de 
Internet y el elevadísimo número de usuarios que 
los programas de intercambio de archivos protegidos 
en Internet tienen actualmente provoca que la 
acción de cesación frente a los prestadores 
intermediarios sea un instrumento de máxima 
utilidad para prevenir mayores perjuicios, 
convirtiéndose de facto en el medio más efectivo de 
tutelar los intereses de los perjudicados. 
La LSSICE, en sus artículos 14 a 17, no 
establece ningún régimen específico en cuanto a las 
acciones de cesación para las conductas ilícitas de 
los prestadores intermediarios, por lo que debemos 
entender aplicables las normas generales que 
regulan estas acciones. 
 
Ahora bien, la LSSICE, en sus artículos 12.3, 
13.2 y 14.3 aclara que los requisitos exigidos en 
la DCE a los prestadores intermediarios son tan 
solo útiles para exonerarles de la acción 
indemnizatoria, pero no pueden servir de excusa 
frente a la acción de cesación. Interpretando por 
tanto la LSSICE conforme a las previsiones de la 
                                                 
440
 Siguiendo en este punto a I. GARROTE FERNÁNDEZ-
DÍEZ, “Acciones civiles contra los prestadores de 
servicios de intermediación en relación con la 
actividad de las plataformas P2P. Su regulación en la 
Ley 34/2002 y en la Ley de Propiedad Intelectual”, pe. 
i. revista de propiedad intelectual núm. 16 (enero-
abril 2004), pp. 68-73. 
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DCE, debemos entender que cabe entablar una acción 
de cesación en el marco del TRLPI también frente a 
un prestador de servicios intermediarios cuando 
exista un ilícito civil cometido por un usuario de 
dicho servicio de intermediación
441
. Basta, en este 
sentido, con leer el artículo 138, último párrafo, 
del TRLPI.  
 
En conclusión, es posible aplicar el artículo 
139 del TRLPI también contra los prestadores de 
servicios intermediarios siempre que se haya 
producido un acto de explotación ilícita por parte 
del destinatario del servicio de intermediación, no 
siendo necesaria en este punto la existencia de un 
conocimiento efectivo ni que se considere que el 
intermediario ha incurrido en un acto de 
explotación ilícito como el que llevan a cabo los 
creadores de programas P2P y los usuarios que los 
utilizan. No será necesaria tampoco la culpa o 
actividad negligente del intermediario, pues el 
artículo 139 no lo exige así. 
 
Mención aparte merece el artículo 30 de la 
LSSICE, que prevé un mecanismo de cesación para el 
caso de conductas ilícitas que puedan lesionar 
intereses colectivos o difusos de los 
                                                 
441
 En este mismo sentido se pronuncia el 
considerando 45 de la DCE: “Las limitaciones de la 
responsabilidad de los prestadores de servicios 
intermediarios establecida en la presente Directiva no 
afecta a la posibilidad de entablar acciones de 
cesación de distintos tipos. Dichas acciones de 
cesación pueden consistir, en particular, en órdenes de 
los tribunales o de las autoridades administrativas por 
los que se exija poner fin a cualquier infracción o 
impedir que se cometa, incluso retirando la información 
ilícita o haciendo imposible el acceso a ella”. 
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consumidores
442
. Aunque se diga en el primer apartado 
del precepto que la acción sólo cubre los intereses 
colectivos o difusos de los consumidores, se deberá 
coordinar esta norma con lo dispuesto en el 
artículo 31 que al establecer la legitimación 
activa dispone que ésta corresponderá también, y en 
primer lugar, a las personas físicas o jurídicas 
titulares de un derecho o interés legítimo
443
. 
                                                 
442
 Dice el artículo 30 que cabrá la acción de 
cesación en él prevista: “1. Contra las conductas 
contrarias a la presente Ley que lesionen intereses 
colectivos o difusos de los consumidores podrá 
interponerse acción de cesación. 
2. La acción de cesación se dirige a obtener una 
sentencia que condene al demandado a cesar en la 
conducta contraria a la presente Ley y a prohibir su 
reiteración futura. Asimismo, la acción podrá ejercerse 
para prohibir la realización de una conducta cuando 
ésta haya finalizado al tiempo de ejercitar la acción, 
si existen indicios suficientes que hagan temer su 
reiteración de modo inminente. 
3. La acción de cesación se ejercerá conforme a las 
prescripciones de la Ley de Enjuiciamiento Civil para 
esta clase de acciones”. 
443
 Reza el artículo referido a la legitimación 
activa: “Estén legitimados para interponer la acción de 
cesación: 
 Las personas físicas o jurídicas titulares de un 
derecho o interés legítimo. 
 Los grupos de consumidores o usuarios afectados, en 
los casos y condiciones previstos en la Ley de 
Enjuiciamiento Civil. 
 Las asociaciones de consumidores y usuarios que 
reúnan los requisitos establecidos en la Ley 26/1984, 
de 19 de julio, General para la Defensa de los 
Consumidores y Usuarios, o, en su caso, en la 
legislación autonómica en materia de defensa de los 
consumidores. 
 El Ministerio Fiscal. 
 El Instituto Nacional del Consumo y los órganos 
correspondientes de las Comunidades Autónomas y de las 
Corporaciones Locales competentes en materia de defensa 
de los consumidores. 
 Las entidades de otros Estados miembros de la Unión 
Europea constituidas para la protección de los 
intereses colectivos o difusos de los consumidores que 
estén habilitadas ante la Comisión Europea mediante su 
inclusión en la lista publicada a tal fin en el Diario 
Oficial de las Comunidades Europeas. 
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De una lectura integradora de ambos preceptos se 
desprende que el legislador entiende que en el 
marco de la LSSICE, y concretamente en las 
actividades de los prestadores de servicios 
intermediarios, no son solamente los intereses de 
los consumidores los tutelados por la acción de 
cesación, pues entonces carecería de sentido el 
citar en primer lugar como legitimados activos para 
ejercerla a las personas físicas o jurídicas 
titulares de un derecho o interés legítimo. Lo que 
hace la LSSICE es sentar en determinados casos una 
presunción de legitimación activa para ejercitarla 
respecto de los sujetos especialmente mencionados, 
pero sin excluir a otros posibles interesados, como 
los mencionados genéricamente en el artículo 31. 
 
En consecuencia, cualquiera que demuestre tener 
un interés legítimo podrá acudir a esta acción del 
artículo 30 de la LSSICE, puesto que los titulares 
y cesionarios de derechos exclusivos de propiedad 
intelectual son titulares de un derecho o interés 
legítimo que, si se ve comprometido por la 
actividad de los intermediarios, les hará 
legitimarios del ejercicio de la comentada acción. 
De lo contrario, estaríamos nuevamente 
interpretando de manera restrictiva una norma que 
aumenta las posibilidades de defensa jurídica de 
los perjudicados por conductas ilícitas, algo muy 
                                                                                                                                               
Los Jueces y Tribunales aceptarán dicha lista como 
prueba de la capacidad de la entidad habilitada para 
ser parte, sin perjuicio de examinar si la finalidad de 
la misma y los intereses afectados legitiman el 
ejercicio de la acción”. 
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de moda en nuestra doctrina y legislación relativa 
a derechos de autor. 
 
 
5.  LA ACCIÓN INDEMNIZATORIA 
 
El artículo 140 del TRLPI recoge la acción 
indemnizatoria como otra de las vías para actuar 
ante eventuales infracciones. Pasemos a analizar su 
aplicabilidad en conductas típicas como las que 
venimos estudiando y, en particular, en lo 
referente a los ISP. 
 
Como ya se ha visto en este trabajo
444
, la LSSICE 
ha regulado de modo expreso la cuestión de la 
responsabilidad extracontractual de los prestadores 
de servicios de la sociedad de la información en 
sus artículos 13 a 17. En el supuesto concreto de 
las redes ilícitas de intercambio de contenidos 
protegidos mediante el sistema P2P, y con carácter 
general, los prestadores de servicios 
intermediarios no podrán responder directamente por 
vía del artículo 140 del TRLPI, pues no realizan de 
forma directa un acto de explotación de los 
derechos de propiedad intelectual
445
. 
 
Más cuestionable resulta la posibilidad de que 
puedan responder por una responsabilidad indirecta 
o por colaboración, al poner a disposición del 
                                                 
444
 Vid. un profuso análisis en SUPRA capítulo V. 
445
 En este sentido, J. MASSAGUER FUENTES, “La 
responsabilidad de los prestadores de servicios en 
línea por las infracciones al derecho de autor y los 
derechos conexos en el ámbito digital”, pe.i. revista 
de propiedad intelectual, núm. 13 (enero-abril 2003), 
pp.22-23. 
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usuario los medios necesarios para la comisión de 
los ilícitos. Esa relación habrá de implicar, en mi 
opinión, que respondan de la infracción en cuestión 
los intermediarios ex artículo 140 del TRLPI cuando 
no cumplan las condiciones exoneradoras o puertos 
seguros que la LSSICE configura para ellos. Al no 
cumplir con esas condiciones legales ellos mismos 
pasan a convertirse en parte esencial de la 
infracción directa sobre los derechos de autor, 
dejando de ser un mero intermediario de cuestiones 
técnicas
446
. 
 
 
6.  LA RESPONSABILIDAD POR COLABORACIÓN 
 
En cuanto a la atribución de la responsabilidad 
civil, el gran problema a la hora de juzgar los 
comportamientos típicos derivados de las 
infracciones cometidas mediante el uso de sistemas 
o plataformas de intercambio ilícito de contenidos 
protegidos es que quienes llevan a cabo las 
conductas típicas infractoras de forma directa son 
tan solo los usuarios, quedando la conducta de los 
operadores de esos sistemas de intercambio como una 
simple colaboración, inducción o actividad cómplice 
de la infracción y no como una infracción directa 
de los derechos de propiedad intelectual. 
 
Los operadores de estos sistemas ponen a 
disposición de los usuarios los medios adecuados 
para que estos cometan de forma directa la 
infracción, pero las normas civiles no contienen un 
                                                 
446
 Este corolario no es pacífico en la doctrina y de 
nuevo conviene remitirse a lo expuesto SUPRA en el 
capítulo V. 
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sistema tan claramente definido como el del Derecho 
Penal a la hora de imputar responsabilidad a los 
sujetos cuando sean colaboradores a la causa de una 
infracción. 
 
Nuestra doctrina no se muestra en absoluto 
pacífica en cuanto a cuál ha de ser el grado de 
imputación de los sujetos que colaboran en la 
comisión de actos ilícitos. Así, un sector de la 
doctrina entiende que nuestro sistema legal en 
materia de propiedad intelectual no contempla un 
sistema de responsabilidades indirectas y que por 
tanto los colaboradores o inductores a la 
infracción no podrán ser considerados responsables 
de la misma conforme a Derecho
447
. 
 
Fundamenta su teoría esta línea doctrinal en el 
hecho de que el artículo 138 del TRLPI se refiere 
expresamente al infractor, y no así a los 
colaboradores, no estableciéndose un sistema claro 
de atribución de responsabilidad en caso de 
pluralidad de conductas que conduzcan a la 
producción del ilícito. Apuestan por tanto por 
utilizar, contra estos infractores indirectos, las 
normas generales de la responsabilidad 
extracontractual ex artículo 1902 y ss. del CC o la 
                                                 
447
 Vid., entre otros, J. MASSAGUER FUENTES, “La 
responsabilidad de los prestadores de servicios en 
línea por las infracciones al derecho de autor y los 
derechos conexos en el ámbito digital”, pe.i. revista 
de propiedad intelectual, núm. 13 (enero-abril 2003), 
pp. 25-26 o J.J. GONZÁLEZ DE ALAIZA, “La lucha de los 
titulares de derechos de autor contra las redes “peer 
to peer” (P2P)”, pe.i. revista de propiedad intelectual 
nº 18 (septiembre-diciembre 2004), p. 39. 
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acción de enriquecimiento injusto derivada de la 
Ley de Competencia Desleal
448
. 
 
En mi opinión, y nuevamente ante la poca 
claridad del legislador, la antecitada doctrina 
apuesta por una vía restrictiva del concepto de 
explotación infractora, cuando lo cierto es que el 
reflejo de ésta en nuestra legislación no distingue 
entre los distintos sujetos activos que puedan 
participar de la infracción. ¿Por qué quien 
contribuye de forma culpable a la infracción de un 
tercero no ha de ser considerado igualmente 
infractor por esa colaboración o contribución? 
 
Si nos remitimos a otros apartados de nuestra 
Ley, como el dedicado a las medidas tecnológicas de 
protección e información para la gestión de 
derechos, apreciamos cómo se recogen expresamente 
supuestos de inducción o colaboración, imputándose 
responsabilidad a los infractores que no usurpan 
directamente un derecho exclusivo pero ayudan, 
permiten o facilitan dicha usurpación, con el único 
requisito de que el infractor tenga un conocimiento 
razonable de la ilicitud de la actividad. 
Así, el artículo 161.2 c) del TRLPI abre la 
puerta a las acciones de defensa de la propiedad 
intelectual contra quienes fabriquen productos o 
presten servicios con la finalidad de permitir o 
facilitar la elusión de la protección. Por su 
parte, el artículo 162.1 del TRLPI permite 
ejercitar esas mismas acciones contra los que 
                                                 
448
 Así, J.J. GONZÁLEZ DE ALAIZA, “La lucha de los 
titulares de derechos de autor contra las redes “peer 
to peer” (P2P)”, pe.i. revista de propiedad intelectual 
nº 18 (septiembre-diciembre 2004), p. 40. 
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suprimen o alteran la información para la gestión 
electrónica de derechos o inducen, permiten, 
facilitan o encubren la infracción de los derechos 
de autor. 
 
Por ello, queda claro que el legislador ha 
considerado que entran dentro del concepto de 
explotación infractora las actividades de mera 
colaboración o inducción a la violación de derechos 
de propiedad intelectual
449
. 
 
A mayor abundamiento, convendría detenerse en el 
debate en torno al cual se considera a los 
operadores de redes P2P como infractores indirectos 
por su contribución necesaria a la infracción del 
usuario. En verdad, estos operadores, lejos de ser 
infractores indirectos de la propiedad intelectual 
colaboran causalmente de forma directa en el daño 
que sufren los titulares de derechos por los 
intercambios que se producen en este tipo de redes. 
No es que se limiten a cooperar con otros en su 
infracción, sino que infringen directamente los 
derechos exclusivos al alimón con los usuarios, 
obteniendo además un lucro por ello en la mayoría 
de los casos
450
. 
 
 
                                                 
449
 Siguiendo en estos párrafos a I. GARROTE 
FERNÁNDEZ-DÍEZ, La reforma de la copia privada en la 
Ley de Propiedad Intelectual, Comares, Granada, 2005, 
pp. 254-256. 
 
450
 Se estudia en profundidad la naturaleza de la 
responsabilidad de los intermediarios en SUPRA capítulo 
V. 
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7.  LOS CRITERIOS INDEMNIZATORIOS 
 
Según la actual redacción de nuestra Ley, la 
indemnización por daños y perjuicios debida al 
titular del derecho infringido comprenderá no sólo 
el valor de la pérdida que haya sufrido como daño 
emergente, sino también toda la ganancia que se 
haya dejado de obtener a causa de la violación del 
derecho, esto es, el lucro cesante. Cualquiera que 
sea la opción elegida para el cálculo del quantum 
indemnizatorio, éste podrá incluir los gastos de 
investigación en los que se haya incurrido para 
obtener pruebas razonables de la comisión de la 
infracción objeto del procedimiento judicial 
(artículo 140.1 del TRLPI). 
 
En cuanto a la cuantía concreta de la 
indemnización, el artículo 140.2 del TRLPI otorga 
al demandado la facultad de elegir de cara a 
resarcir los daños sufridos entre dos criterios 
distintos. En primer lugar, se podrá optar por 
tener en cuenta las consecuencias económicas 
negativas sufridas, entre ellas la pérdida de 
beneficios que el infractor haya obtenido por la 
utilización ilícita. Como alternativa, se podrá 
solicitar la cantidad que como remuneración habría 
percibido el perjudicado si el infractor hubiera 
solicitado autorización para utilizar el derecho de 
propiedad intelectual en cuestión. 
 
La pérdida de beneficio como elemento de base 
calculadora resulta un criterio poco fiable en lo 
que se refiere a operadores de plataformas P2P. Es 
evidente que el intercambio de archivos en redes 
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P2P supone una pérdida de venta por los canales 
legales, pero también es igualmente claro que 
cuantificar dicha pérdida supone un problema casi 
irresoluble en la práctica, pues no hay que olvidar 
que la pérdida de beneficios globales que han 
experimentado las industrias culturales no se deben 
sólo a la actividad de las redes P2P sino a otras 
actividades, como la puesta a disposición del 
público en sitios web no autorizados, el 
intercambio de archivos por correo electrónico o, 
simplemente, la venta callejera de contenidos 
protegidos. 
 
A lo anterior se habrán de sumar, en la 
valoración, los beneficios que el infractor haya 
obtenido por la utilización ilícita. De esta manera 
se alcanza una cantidad más fiable respecto de la 
cuantía indemnizatoria que cabe reclamar a un 
operador de red P2P. 
 
Esa cuantía incluirá los ingresos publicitarios, 
los ingresos directos por la venta del programa y 
los ingresos de licenciar su tecnología a otras 
entidades y usuarios. No todos los ingresos del 
operador serán obtenidos por la actividad ilícita, 
pero para no exigir al demandante una probatio 
diabolica hay que entender que el perjudicado 
tendrá la carga de probar los beneficios globales 
que haya percibido el infractor, siendo éste quien 
haya de demostrar qué parte concreta de esos 
ingresos no proviene de actividades vinculadas 
directa o indirectamente con la explotación de 
tecnología P2P. 
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La alternativa es utilizar como criterio 
indemnizatorio la regalía que hipotéticamente 
hubiera obtenido el perjudicado si el infractor 
hubiera solicitado la pertinente autorización. 
 
Para que la determinación de la cantidad 
definitiva resulte razonable habrá de estar basada 
en el número de descargas del programa, el número 
de usuarios del mismo y en el número de obras o 
prestaciones protegidas que haya en los repertorios 
de los usuarios de esa plataforma P2P concreta. 
Así, multiplicando el precio de mercado de la 
licencia de un fichero por el número de usuarios 
del programa podríamos hacer el cálculo de la 
licencia que hubiera tenido que abonarse a los 
derechohabientes de haberse autorizado la 
explotación. 
 
En cualquier caso, resultan evidentes las 
dificultades para determinar la cuantía 
indemnizatoria en una demanda frente a un operador 
de redes P2P, al no existir en la legislación en 
materia de propiedad intelectual una indemnización 
mínima fijada, como ocurre con la Ley de Marcas
451
, o 
una forma de acudir al beneficio neto del 
infractor. 
                                                 
451
 Así, el artículo 43.5 de la Ley 17/2001, de 7 de 
diciembre, de Marcas, establece: “El titular de la 
marca cuya violación hubiera sido declarada 
judicialmente tendrá, en todo caso y sin necesidad de 
prueba alguna, derecho a percibir en concepto de 
indemnización de daños y perjuicios el 1 % de la cifra 
de negocios realizada por el infractor con los 
productos o servicios ilícitamente marcados. El titular 
de la marca podrá exigir, además, una indemnización 
mayor si prueba que la violación de su marca le 
ocasionó daños o perjuicios superiores, de acuerdo con 
lo dispuesto en los apartados anteriores”. 
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8.  LA COMPETENCIA DESLEAL COMO DEFENSA 
 
 
La tan aquí reclamada figura del cooperador en 
la infracción sí se encuentra recogida en nuestra 
legislación en materia de competencia desleal. Así, 
el artículo 34.1 de la Ley 3/1991, referido a la 
legitimación pasiva de las acciones que la Ley 
prevé contra las conductas desleales, señala que 
éstas podrán ejercitarse contra cualquier persona 
que haya realizado u ordenado la conducta desleal o 
haya cooperado a su realización. 
 
Se podría entender con base en lo anterior que 
quienes faciliten el acceso a contenidos protegidos 
por derechos de autor sin haber solicitado previa 
autorización, como hacen las llamadas páginas de 
enlaces
452
, hayan de reputarse cooperadoras en la 
producción de la violación de los derechos de 
propiedad intelectual. 
 
Sin embargo, lo cierto es que, por más que sean 
el TRLPI y la Ley de Competencia Desleal quienes 
nos permiten definir en este caso la ilicitud de 
los contenidos o de la actividad, la circunstancia 
de que ésta se lleve a cabo, no en cualquier medio 
imaginable, sino precisamente a través del medio 
conocido como Internet, obliga a integrar mediante 
la LSSICE el concepto mismo de la legitimación o, 
lo que es igual, la capacidad para soportar 
pasivamente cualquiera de las acciones de cesación 
                                                 
452
 Vid. un amplio análisis de este tipo de páginas 
en SUPRA capítulo IV. 
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previstas en aquellos cuerpos legales, incluido el 
propio concepto de cooperación manejado por el 
artículo 20.1 de la Ley de Competencia Desleal.  
 
Y ello en la medida en que es precisamente esa 
legislación especial la que se ocupa de deslindar 
las respectivas responsabilidades cuando del 
ejercicio de actividades de intermediación se 
trata
453
.  
 
En otras palabras, si los artículos 14 y 
siguientes de la LSSICE no imponen a los 
prestadores de servicios de intermediación 
explícitas obligaciones pero en cambio les 
atribuyen responsabilidad civil cuando se 
abstienen, por ejemplo, de retirar los contenidos 
que albergan en determinados supuestos. Ello 
implica en definitiva que, concurriendo los 
supuestos legalmente previstos, la Ley está 
imponiendo al prestador una obligación propia y 
personal de proceder a dicha retirada, obligación 
que, atendiendo a la cuádruple clasificación del 
artículo 1089 del CC, no puede calificarse sino 
como de origen legal.  
 
                                                 
453 No en vano el artículo 13 de la LSSICE, después de 
establecer que “Los prestadores de servicios de la 
sociedad de la información están sujetos a la 
responsabilidad civil, penal y administrativa 
establecida con carácter general en el ordenamiento 
jurídico”, nos indica que ello es “sin perjuicio de lo 
dispuesto en esta Ley”, y, más explícitamente aún, que 
“Para determinar la responsabilidad de los prestadores 
de servicios por el ejercicio de actividades de 
intermediación , se estará a lo establecido en los 
artículos siguientes”. 
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En definitiva, se trata de una mera cuestión de 
técnica legislativa donde no pueden advertirse 
diferencias sustanciales entre, por un lado, la 
hipotética opción del legislador de haber definido 
primero las obligaciones para pasar después a 
establecer las consecuencias de su incumplimiento 
y, por otro, la fórmula más abreviada, la que de 
hecho se ha adoptado, de determinar directamente 
las consecuencias, esto es la responsabilidad 
civil, que se anudan, bajo presupuestos definidos, 
a la ejecución o inejecución de conductas 
específicas.  
 
Consecuentemente, si, de acuerdo con lo que 
acaba de razonarse, podemos colegir que la LSSICE 
impone a los prestadores de servicios de 
intermediación, aunque sea mediante formulaciones 
de tipo indirecto, una concreta obligación de 
cesación o retirada de contenidos en determinadas 
circunstancias, resulta obvio que dicha Ley ha de 
cumplir una función integradora a la hora de 
definir los sujetos pasivos a quienes puedan llegar 
a incumbir las acciones de cesación reguladas de 
modo general en la Ley de Propiedad Intelectual y 
en la Ley de Competencia Desleal cuando los 
contenidos ilícitos vulneradores de estas Leyes se 
ejecutan, transmiten y difunden a través de la 
Red
454
. 
 
 
                                                 
454
 Vid. en este sentido el Auto del Juzgado de lo 
Mercantil número 2 de Madrid de 3 de noviembre de 2004 
(AC/2005/45). 
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9.  LA PROPIEDAD INTELECTUAL Y LA PROTECCIÓN DE 
DATOS. UN EQUILIBRIO DESEABLE 
 
La protección de la propiedad intelectual frente 
a las infracciones que tienen lugar a través de 
redes de intercambio P2P requiere el tratamiento de 
datos personales y datos de tráfico de los 
usuarios. Dicho tratamiento, en mayor o menor 
medida, es necesario no sólo para la identificación 
de los infractores a fin de poder ejercitar contra 
los mismos las acciones legales oportunas, sino 
también para recabar la colaboración de los 
prestadores de servicios de acceso con vistas a 
poner fin a las infracciones que cometen sus 
abonados
455
. 
 
La propiedad intelectual y el derecho a la 
protección de datos entran así en un conflicto cuya 
solución ha de partir de una equilibrada 
ponderación de los diversos intereses implicados. 
El derecho a la protección de datos no puede 
convertirse en una garantía de impunidad para los 
infractores de derechos de propiedad intelectual. 
 
Las redes P2P, tal y como están configuradas en 
la práctica, permiten su uso prácticamente anónimo 
por los usuarios. En efecto, para conectarse a una 
de estas redes no es necesario, como regla general, 
registrarse. Tampoco lo es indicar un nombre de 
usuario o alias, lo que permite a los usuarios 
                                                 
455
 Siguiendo en este punto a A. GONZÁLEZ GOZALO, “El 
conflicto entre la propiedad intelectual y el derecho a 
la protección de datos de carácter personal en las 
redes peer to peer”, pe.i. revista de propiedad 
intelectual núm. 28 (enero-abril 2008), pp. 13-68. 
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mantener oculta su identidad mientras intercambian 
archivos, y ampararse en ese anonimato para 
infringir derechos ajenos. 
 
Para proteger la propiedad intelectual frente a 
las infracciones que tienen lugar a través de estas 
redes, los titulares de derechos necesariamente 
deben tratar datos personales y datos de tráfico de 
los usuarios. Así, desde el momento en que para 
conectarse a Internet hace falta una dirección IP, 
asignada por un proveedor de acceso, no es posible 
hablar de un absoluto anonimato en Internet, ya que 
en última instancia ese prestador de servicios 
podrá determinar quién es el titular de la cuenta 
de acceso a través de la cual se ha realizado una 
concreta conexión. Cierto es también que es posible 
que sea un usuario distinto del titular de la 
cuenta de acceso quien realice esa conexión en 
particular, pero será el titular de la cuenta en 
cualquier caso el responsable final. 
 
La averiguación de la identidad de los 
infractores, por tanto, sólo puede producirse 
mediante procedimientos de diligencias preliminares 
a través de los cuales los titulares de derechos 
tratarían de obtener una orden judicial contra los 
prestadores de servicios que proveen acceso a 
Internet a los infractores, obligándoles a revelar 
la identidad de estos. 
 
Es indudable que para la defensa de la propiedad 
intelectual frente a las infracciones que se 
producen a través de redes P2P es imprescindible el 
tratamiento de datos personales y de tráfico de los 
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usuarios infractores. Ello supone un claro 
conflicto entre la propiedad intelectual y el 
derecho a la tutela judicial efectiva, por un lado, 
y el derecho a la protección de datos de los 
usuarios de Internet por otro, para cuya resolución 
hemos de huir de opiniones extrajurídicas y 
convicciones apriorísticas y centrarnos en el 
análisis riguroso de las disposiciones aplicables y 
las resoluciones judiciales que las interpretan, 
tanto a nivel comunitario como nacional. 
 
Cuando las discográficas comenzaron a sufrir las 
consecuencias económicas de las descargas ilícitas 
de música en Internet trataron de exigir 
responsabilidades a los usuarios como infractores 
directos de esos comportamientos. Comenzaron 
entonces a toparse con la dificultad de identificar 
a quién se escondía detrás de cada uno de esos 
ordenadores desde los que se cometían los ilícitos. 
 
Es evidente, y aquí se ha analizado, que los 
usuarios de las plataformas P2P cometen ilícitos al 
vulnerar con su comportamiento los derechos de 
reproducción y de puesta a disposición del público 
de los titulares de las obras o prestaciones 
protegidas. 
 
Obtener una lista de direcciones IP que vulneren 
esos derechos de propiedad intelectual es 
fácilmente conseguible. El problema surge a la hora 
de tratar de averiguar qué personas físicas se 
encuentran detrás de cada una de esas direcciones 
IP.  
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El artículo 12 de la LSSICE abre la puerta a 
otorgar esos datos y facilitar la información 
cuando se trate de un ilícito penal, pero no en el 
caso de los ilícitos civiles.  
 
La entidad Promusicae, en nombre de los 
productores de fonogramas españoles, interpuso 
demanda ante los juzgados de lo mercantil contra la 
operadora Telefónica, solicitando que se instara a 
ésta para que identificara a los usuarios que se 
encontraban tras una serie de direcciones IP desde 
las que se habían intercambiado archivos con 
música. 
 
Sin embargo, Telefónica se opuso alegando la Ley 
15/1999, de 13 de diciembre, de Datos de Carácter 
Personal, y el derecho a la intimidad. Además, su 
negativa se asentaba en que se trataba de un 
proceso civil o una medida preparatoria del mismo, 
y no de una investigación criminal o para la 
salvaguardia de la seguridad pública y la defensa 
nacional, que es el único contexto en que el 
artículo 12.3 de la LSSICE preveía que los 
prestadores de servicios en línea debían poner los 
datos en cuestión a disposición del juez o tribunal 
o del Ministerio Fiscal. 
 
El juez elevó el 26 de junio de 2006 una 
cuestión prejudicial ante el Tribunal de Justicia 
de las Comunidades Europeas. 
 
Promusicae alegaba que cabía exigir 
judicialmente a una operadora la identificación de 
los usuarios aunque se tratase de un pleito civil. 
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Basaba su postura en el artículo 6.6 de la 
Directiva 58/2002/CE, de 12 de julio
456
, sobre 
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 Reza el precepto, referido a los datos de 
tráfico: “1. Sin perjuicio de lo dispuesto en los 
apartados 2, 3 y 5 del presente artículo y en el 
apartado 1 del artículo 15, los datos de tráfico 
relacionados con abonados y usuarios que sean 
tratados y almacenados por el proveedor de una red 
pública de comunicaciones o de un servicio de 
comunicaciones electrónicas disponible al público 
deberán eliminarse o hacerse anónimos cuando ya no 
sea necesario a los efectos de la transmisión de una 
comunicación. 
2. Podrán ser tratados los datos de tráfico 
necesarios a efectos de la facturación de los 
abonados y los pagos de las interconexiones. Se 
autorizará este tratamiento únicamente hasta la 
expiración del plazo durante el cual pueda impugnarse 
legalmente la factura o exigirse el pago. 
3. El proveedor de un servicio de comunicaciones 
electrónicas disponible para el público podrá tratar 
los datos a que se hace referencia en el apartado 1 
para la promoción comercial de servicios de 
comunicaciones electrónicas o para la prestación de 
servicios con valor añadido en la medida y durante el 
tiempo necesarios para tales servicios o promoción 
comercial, siempre y cuando el abonado o usuario al 
que se refieran los datos haya dado su 
consentimiento. Los usuarios o abonados dispondrán de 
la posibilidad de retirar su consentimiento para el 
tratamiento de los datos de tráfico en cualquier 
momento. 
4. El proveedor del servicio deberá informar al 
abonado o al usuario de los tipos de datos de tráfico 
que son tratados y de la duración de este tratamiento 
a los efectos mencionados en el apartado 2 y, antes 
de obtener el consentimiento, a los efectos 
contemplados en el apartado 3. 
5. Sólo podrán encargarse del tratamiento de datos 
de tráfico, de conformidad con los apartados 1, 2, 3 
y 4, las personas que actúen bajo la autoridad del 
proveedor de las redes públicas de comunicaciones o 
de servicios de comunicaciones electrónicas 
disponibles al público que se ocupen de la 
facturación o de la gestión del tráfico, de las 
solicitudes de información de los clientes, de la 
detección de fraudes, de la promoción comercial de 
los servicios de comunicaciones electrónicas o de la 
prestación de un servicio con valor añadido, y dicho 
tratamiento deberá limitarse a lo necesario para 
realizar tales actividades. 
6. Los apartados 1, 2, 3 y 5 se aplicarán sin 
perjuicio de la posibilidad de que los organismos 
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tratamiento de los datos personales y protección de 
la intimidad en el sector de las comunicaciones 
electrónicas.  
 
El TJCE, en sentencia de 29 de enero de 2008
457
, 
consideró que las operadoras no tienen la 
obligación de identificar a los usuarios de los 
programas P2P. Según el Tribunal, el Derecho 
comunitario no obliga a los Estados miembros a 
divulgar datos personales con objeto de garantizar 
la protección efectiva de los derechos de autor en 
el marco de un procedimiento civil. Es decir, no se 
impone el deber, pero tampoco se excluye que los 
Estados miembros puedan imponerlo. Sin embargo, al 
mismo tiempo señala que cada Estado debe 
interpretar las directivas comunitarias para que se 
garantice el justo equilibrio entre los derechos 
protegidos, entre los que se incluyen tanto el 
derecho a la intimidad como el derecho a la 
propiedad y la tutela judicial efectiva. En 
cualquier caso, en este supuesto el equilibrio 
entre derecho a la intimidad y derecho de propiedad 
intelectual se rompió a favor del primero, viendo 
el usuario de la red reforzada su posición para 
cometer infracciones sin miedo a que su identidad 
sea revelada.  
 
La sentencia Promusicae insiste en su fallo en 
que el derecho comunitario no obliga a los 
proveedores de acceso a facilitar información sobre 
                                                                                                                                               
competentes sean informados de los datos de tráfico con 
arreglo a la legislación aplicable, con vistas a 
resolver litigios, en particular los relativos a la 
interconexión o a la facturación”. 
457
 JUR 2008/28230 
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sus usuarios, pero igualmente hace hincapié en que 
las directivas habrán de interpretarse de forma que 
se consiga un justo equilibrio entre los derechos 
reconocidos por el ordenamiento comunitario, mesura 
ésta que debería trasladarse a la normativa sobre 
protección de datos. 
 
Las consecuencias de esta doctrina resultan en 
la práctica desproporcionadas. 
 
 
A mayor abundamiento, esta que durante los 
últimos años ha sido la doctrina señera en materia 
de protección de datos frente a la protección de la 
propiedad intelectual, debe considerarse a estas 
alturas una doctrina superada.  
 
La legislación en materia de protección de datos 
establece, en su artículo 6, tres supuestos en los 
que el titular de derechos de propiedad intelectual 
estaría presumiblemente habilitado para recabar los 
datos personales del infractor de sus derechos
458
. 
                                                 
458
 Así, el artículo 6 de la Ley Orgánica 15/1999, de 13 de 
diciembre, de Protección de Datos de Carácter Personal, señala:” 
1. El tratamiento de los datos de carácter personal requerirá el 
consentimiento inequívoco del afectado, salvo que la ley 
disponga otra cosa. 
2. No será preciso el consentimiento cuando los datos de 
carácter personal se recojan para el ejercicio de las funciones 
propias de las Administraciones públicas en el ámbito de sus 
competencias; cuando se refieran a las partes de un contrato o 
precontrato de una relación negocial, laboral o administrativa y 
sean necesarios para su mantenimiento o cumplimiento; cuando el 
tratamiento de los datos tenga por finalidad proteger un interés 
vital del interesado en los términos del artículo 7, apartado 6, 
de la presente Ley, o cuando los datos figuren en fuentes 
accesibles al público y su tratamiento sea necesario para la 
satisfacción del interés legítimo perseguido por el responsable 
del fichero o por el del tercero a quien se comuniquen los 
datos, siempre que no se vulneren los derechos y libertades 
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En cuanto al consentimiento del usuario, está 
claro que éste no es explícito. Ahora bien, se 
podría entender que en los sistemas P2P quien desea 
compartir parte de sus archivos con los demás 
usuarios está implícitamente accediendo a que sus 
datos sean públicos
459
. 
 
En lo referido a la habilitación legal para 
obtener los datos que deriven en el inicio de un 
procedimiento contra un presunto infractor de 
derechos de propiedad intelectual, lo cierto es que 
no encontramos en la legislación española una 
habilitación expresa a estos efectos. Pero sí la 
podemos encontrar, de manera tácita, en el derecho 
constitucional a la tutela judicial efectiva ya 
que, mientras en España no se pueda formular una 
demanda, o una querella criminal, contra una 
dirección IP, será de primera necesidad el obtener 
los datos del eventual infractor para poder 
emprender las acciones necesarias. Más allá, se 
podría incluso entender que hablamos de 
habilitaciones específicas si nos remitimos a las 
                                                                                                                                               
fundamentales del interesado. 
3. El consentimiento a que se refiere el artículo podrá ser 
revocado cuando exista causa justificada para ello y no se le 
atribuyan efectos retroactivos. 
4. En los casos en los que no sea necesario el 
consentimiento del afectado para el tratamiento de los 
datos de carácter personal, y siempre que una ley no 
disponga lo contrario, éste podrá oponerse a su 
tratamiento cuando existan motivos fundados y legítimos 
relativos a una concreta situación personal. En tal 
supuesto, el responsable del fichero excluirá del 
tratamiento los datos relativos al afectado”. 
459
 Así lo ha estimado el Tribunal Supremo, cierto 
que en casos referidos a delitos de pornografía 
infantil, en sentencias de 8 de mayo y 12 de noviembre 
de 2008. 
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diligencias preliminares del artículo 256.1.7 de la 
LEC, que prevén la posibilidad de acudir a los 
tribunales civiles para que obliguen a los 
intermediarios a que desvelen los datos de los 
usuarios infractores.  
 
Para solicitar las mencionadas diligencias se ha 
de presentar un principio de prueba, que en este 
caso no podrá ser otro que la información obtenida 
con el trabajo previo de obtención de datos. Es de 
suma importancia señalar que la incorporación a 
nuestro derecho de este inciso legal es posterior 
al de la sentencia del caso Promusicae, que por 
tanto hoy en día no debería considerarse origen de 
causas o consecuencias en materia de derecho 
interno. 
 
En cuanto al tercer supuesto, el de la 
ponderación de intereses, queda la duda de si 
considerar las redes P2P como un medio de 
comunicación social. Se habrá de exigir sin duda 
que el dato no se obtenga subrepticiamente, pero da 
la sensación de que lo publicado en Internet o, más 
concretamente, en una red P2P es desde luego del 
dominio público. 
 
La propia sentencia Promusicae habla del 
establecimiento de soluciones equilibradas al 
tratar de ponderar los intereses en conflicto. En 
ningún momento se habla de una primacía de la 
protección de datos y se insta a alcanzar ese 
equilibrio, además de al legislador, a los jueces y 
a las autoridades administrativas, aún cuando se 
establecen en el fallo de la sentencia unas 
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soluciones absolutas para un caso concreto que 
acaba primando al infractor. Se deberían evitar, 
ente todo, lecturas especialmente restrictiva del 
derecho de los titulares de derechos de propiedad 
intelectual a recopilar los datos que les habiliten 
a defenderse de las infracciones contra su esfera 
jurídica cometidas. 
 
En conclusión, y sin presentar nuestro 
ordenamiento interno un aspecto favorable a la 
defensa de los intereses de los titulares de 
derechos de autor, existen argumentos jurídicos 
para defender la licitud de la recopilación de los 
datos del infractor para interponer las acciones 
oportunas. 
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CONCLUSIONES 
 
 
“Para acabar con todo, oh mundo seco, para acabar con 
todo” 
(Octavio Paz) 
 
 
I.  La actual ley española de propiedad intelectual 
data de 1987, refundida posteriormente en el 
Real Decreto Legislativo 1/1996, de 12 de abril, 
de donde surge el actualmente en vigor Texto 
Refundido de la Ley de Propiedad Intelectual 
(TRLPI). Las últimas modificaciones de 
importancia en el texto legal son del año 2006, 
cuando se transpuso el contenido de la Directiva 
2001/29. Si se echa la vista atrás, tomando como 
referencia las fechas mencionadas, y se piensa 
en cuánto de tecnológica era nuestra vida de 
entonces comparada con la de ahora, y qué tipo 
de acceso teníamos a los contenidos musicales 
protegidos por derechos de propiedad 
intelectual, será fácil concluir que nos 
encontramos en otra era que, como tal, requiere 
otra regulación y, por tanto, una inmediata 
remoción en alguno de los puntos importantes del 
texto de base de nuestra regulación en materia 
de derechos de autor, la Ley de Propiedad 
Intelectual. 
 
II.  Con la llegada del nuevo siglo, y el definitivo 
florecimiento de la llamada sociedad de la 
información, han ido surgiendo nuevos modelos de 
explotación de los contenidos musicales 
protegidos por derechos de propiedad 
intelectual. Estos nuevos modelos, en los que 
intervienen agentes tales como proveedores de 
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contenidos on line o numerosos prestadores de 
servicios intermediarios que ponen a disposición 
de los usuarios infinidad de contenidos 
musicales, han obligado a la industria musical a 
tratar de inventar nuevas formas de distribución 
comercial y, asimismo, requieren de los juristas 
una nueva perspectiva y nuevas soluciones en la 
protección de unos titulares de derechos, los de 
los derechos de propiedad intelectual, que se 
han visto desamparados por una legislación poco 
tuitiva y poco equilibrada en la protección de 
unos y otros de los actores intervinientes. 
 
III.  No se ha de pensar, pese a ser la tesis que 
algunos mantienen, que nos encontramos ante un 
hecho natural y explicable por la simple 
evolución de la tecnología y el paso del tiempo. 
Cuando se inventó la electricidad, la bombilla 
provocó una severa crisis a los comerciantes de 
velas de cera. Sin embargo, en el caso que aquí 
nos ocupa, lo preocupante y lo que nos ha de 
incitar a combatir con los instrumentos legales 
adecuados, es el hundimiento de una importante 
industria, la musical, provocado en su mayor 
parte por comportamientos ilícitos que nada 
tienen que ver con un natural avance 
tecnológico, y sí con un uso de esas nuevas 
tecnologías y nuevos modelos de acceso que 
contraviene lo establecido por el ordenamiento 
jurídico. 
 
IV.  No es en absoluto la intención de esta tesis la 
de ir en contra de esos avances tecnológicos 
que, bien aplicados, facilitan el acceso, el 
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disfrute y la difusión de los contenidos 
musicales de una manera tan sorprendente como 
beneficiosa en lo social. La única intención es 
la de trasladar esos beneficios también a lo 
económico, especialmente para los creadores y 
titulares de derechos de esas obras musicales, y 
pedir una responsabilidad civil para aquellos 
que no respeten las reglas de un juego, el del 
respeto a los derechos de propiedad intelectual, 
que no porque se amplíe la cancha han de ser 
diferentes en esencia. La esencia no es otra que 
la de incentivar en lo económico la creación 
intelectual que revertirá en nuestro uso y 
disfrute y, posteriormente, también en nuestra 
propiedad cuando esas obras pertenezcan al 
dominio público. 
 
V.  Los titulares de derechos de propiedad 
intelectual, a la hora de defender jurídicamente 
sus derechos, se encuentran atados de pies y 
manos conforme a la legislación actual. Contra 
el usuario que infringe sus derechos exclusivos 
no pueden actuar, amparándose la jurisprudencia 
en una primacía incondicional de la protección 
de datos de carácter personal que resulta algo 
desmedida. Sería deseable encontrar, en este 
sentido, un sistema que ponderara y equilibrara 
las diferencias de criterio existentes. En 
cuanto a accionar contra los prestadores de 
servicios intermediarios, estos gozan de una 
serie de exclusiones de responsabilidad, 
previstas en la Ley 34/2002, de 11 de julio, de 
Servicios de la Sociedad de la Información y el 
Comercio Electrónico (LSSICE) que hacen que 
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resulte casi imposible exigirles responsabilidad 
alguna. 
 
VI.  La LSSICE traspuso a su antojo varios de los 
contenidos de la Directiva 2000/31, donde a 
semejanza de la ley americana en materia de 
propiedad intelectual se recogían esas 
exclusiones, dejando fuera algunos detalles que 
en la práctica han resultado demoledores para 
los intereses de los titulares de derechos de 
propiedad intelectual. 
 
VII.  El conocimiento efectivo, concepto clave traído 
del ordenamiento americano a la directiva 
europea, aparece como un conocimiento indiciario 
o circunstancial en su naturaleza inicial, y sin 
embargo se transpone en la ley española como un 
concepto rígido, que tan solo se considera 
efectivo cuando un órgano judicial así lo 
declara previamente, haciendo inútiles, así, 
cualesquiera posibilidades que tuvieran los 
titulares de derechos de propiedad intelectual 
de utilizar dicho concepto jurídico como base de 
su argumentación material a la hora de exigir 
responsabilidades por eventuales infracciones 
sobre su esfera exclusiva. 
 
VIII.  A mayor abundamiento, y no resultando tampoco 
esta cuestión baladí, la LSSICE no transpone la 
expresa previsión de que la acción de cesación 
siempre quedará a disposición de los titulares 
de derechos eventualmente infringidos, con 
independencia de que proceda o no, además, una 
reclamación en concepto de daños y perjuicios. 
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IX.  La Disposición final cuadragésimo tercera de la 
Ley de Economía Sostenible, la mal llamada Ley 
Sinde, no parece ser de ninguna manera la 
solución a este preocupante escenario. Se trata 
de un texto que propone unos remedios que se 
adivinan inútiles en la práctica, perdiéndose en 
lo formal y no centrándose en lo sustantivo. Las 
páginas de enlaces, contra las que se pretende 
accionar, siguen resultando páginas que no 
distribuyen ni difunden, tal y como ahora mismo 
estos conceptos se configuran en nuestro 
ordenamiento, contenido protegido alguno. Se 
incita así a los internautas y gestores de este 
tipo de páginas a convertirse en una suerte de 
legisladores negativos, que aprovechan los 
huecos y desacuerdos entre los textos legales y 
la doctrina y jurisprudencia para conformar 
continuamente mecanismos que automáticamente 
inhabilitan cualquier tipo de medida que se 
trate de tomar contra ellos. Las páginas peer-
to-peer (P2P), inexplicablemente, quedan fuera 
de todo ese aparente esfuerzo legislativo. 
 
X.  Dicho sea lo anterior, apunta en mi opinión la 
Ley Sinde, en esencia, en una dirección adecuada 
al tratar de exigir responsabilidades a los 
prestadores de servicios intermediarios antes 
que a los usuarios, en contra de lo que 
recientemente se ha legislado en países vecinos 
como Francia o el Reino Unido. Considero un 
acierto el pedir antes esas responsabilidades a 
quienes de esos comportamientos ilícitos hacen 
negocio que a quienes hacen ocio. 
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XI.  La Circular 1/2006, del Ministerio Fiscal, ha de 
ser inmediatamente rectificada, por obsoleta, al 
amparar bajo el paraguas de la copia privada a 
las plataformas P2P. Esto se debe a que, cuando 
la Circular fue elaborada, no existía aún en 
nuestra legislación el requisito, para hallarnos 
en sede del límite de copia privada, de que 
hubiera un acceso lícito a la copia original de 
la obra. Algo que, queda claro, no se da en el 
comportamiento típico de los sistemas P2P. No 
son pocas, sin embargo, las resoluciones 
judiciales que, citando expresamente el 
contenido de la Circular, han desestimado 
reclamaciones contra este tipo de páginas, 
considerando su proceder como el de una copia 
privada. 
 
XII.  La solución que en este trabajo se propone, amén 
de las necesarias derogaciones y la petición de 
rigurosidad en las transposiciones aquí ya 
expuestas, es la de la introducción en nuestro 
sistema de la figura del contribuidor a la 
infracción, figura ya existente en el sistema 
norteamericano de propiedad intelectual.  
 
XII+I Sería suficiente el introducir esta figura, como 
ya aparece en el artículo 189 (b) del Código 
Penal, o en el 34.1 (a) de la Ley de Competencia 
Desleal, para poder actuar de forma directa 
contra aquel que facilite la infracción de un 
derecho de propiedad intelectual. Se podría 
accionar así contra las páginas de enlaces y 
otros intermediarios, que desde luego no 
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reproducen ni difunden, pero facilitan 
enormemente la labor de quien busca una descarga 
o un acceso ilícito a un contenido protegido. El 
fundamento sustantivo de la reclamación, una vez 
encontrada la figura que nos diese el acceso a 
la pretensión, no sería otro que el de una 
reclamación común por responsabilidad 
extracontractual del artículo 1.902 del Código 
Civil. 
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