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Περίληψη 
 
           Η ασύρµατη τεχνολογία Bluetooth είναι µια ασύρµατη τεχνολογία µικρών 
αποστάσεων. Η τεχνολογία Bluetooth µπορεί να µεταδώσει σήµατα σε µικρές 
αποστάσεις ανάµεσα σε τηλέφωνα, υπολογιστές και άλλους µηχανισµούς, ως εκ 
τούτου απλουστεύει επικοινωνίες και συγχρονισµού ανάµεσα σε µηχανισµούς. 
Κατά την διπλωµατική εργασία έγινε προσπάθεια α) για την καλύτερη κατανόηση της  
τεχνολογίας Bluetooth και των χαρακτηριστικών της β) έλεγχος των δυνατοτήτων 
δηµιουργίας εφαρµογών µε βάση την τεχνολογία Bluetooth στην γλώσσα 
προγραµµατισµού J2ME. γ) δηµιουργία εφαρµογών αποστολής µηνυµάτων µέσω 
Bluetooth σε εικονικό περιβάλλον συσκευών κινητής τηλεφωνίας δ) δοκιµή των 
εφαρµογών σε πραγµατικά κινητά και δοκιµή της λειτουργικότητας τους.  
 
 
 
 
 
 
 
Λέξεις κλειδιά « Bluetooth, δίκτυα ad – hoc,  » 
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ABSTRACT 
 
 
 
              The wireless technology Bluetooth is a wireless technology of small 
distances. The technology Bluetooth can transmit signals in small distances between 
telephones, computers and other mechanisms, consequently simplifies 
communications between those mechanisms. In this dissertation became efforts  a) for 
the better comprehension of the Bluetooth technology characteristics b) test of 
possibilities to create applications using the technology of Bluetooth in the J2ME 
language. c) Create applications which use Bluetooth technology for sending 
messages in a virtual environment d) trial of the applications in really mobile and trial 
of their functionalism. 
 
 
 
        Keywords   « Bluetooth, δίκτυα ad – hoc » 
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Εισαγωγή  
 
 
                    Καµιά φορά, µια νέα τεχνολογία που έρχεται, από τη φύση της, φαίνεται 
ότι  θα αλλάξει τον κόσµο. Η  αυτοκινητοβιοµηχανία, η τηλεόραση και το Internet 
είναι προφανή παραδείγµατα τεχνολογιών των οποίων η επίπτωση στο σύνολο του 
πληθυσµού ήταν πολύ µεγάλη. Η τεχνολογία Bluetooth δεν είναι µία από αυτές τις 
τεχνολογίες. Παρά την υπερβολική δηµοσιότητα που έχει η τεχνολογία Bluetooth, 
αυτό που καταφέρνει  είναι να κάνει τα πράγµατα ευκολότερα για το χρήστη, αλλά 
ουσιαστικά δεν αλλάζει τον τρόπο που ζούµε και εργαζόµαστε. Με απλά λόγια, για 
τον µέσο χρήστη, το Bluetooth θα είναι πιθανότατα "Cool!" αλλά µάλλον οι 
περισσότεροι δεν θα το χρησιµοποιήσουν ουσιαστικά.  Αυτό δεν σηµαίνει ότι το 
Bluetooth δεν είναι σηµαντικό, αντίθετα είναι µια πολύτιµη τεχνολογία που 
εκατοµµύρια άνθρωποι θα χρησιµοποιήσουν, αλλά επίσης είναι σηµαντικό  να 
είµαστε ρεαλιστές σχετικά µε αυτήν την τεχνολογία. Υπάρχει, ωστόσο, µια µικρή 
οµάδα ανθρώπων για τους οποίους πιστεύω ότι θα µπορούσε το Bluetooth να αλλάξει 
ριζικά τον τρόπο µε τον οποίο αντιλαµβάνονται τα πράγµατα, οι προγραµµατιστές. 
Παραδοσιακά, οι φορείς ανάπτυξης λογισµικού έχουν την τάση να εξετάζουνε την 
επικοινωνία µεταξύ δύο συσκευών από πλευράς µεγάλων και µικρών, πρωτοβάθµια ή 
δευτεροβάθµια (τερµατικό και mainframe, πελάτη και διακοµιστή). Αν και οι όροι 
αυτοί βέβαια, εξακολουθούν να ισχύουν σε ορισµένες καταστάσεις, Αν δύο άνθρωποι 
ανταλλάσσουν επαγγελµατικές κάρτες µεταξύ PDAs, τότε ποιος είναι ο πελάτης και 
ποιος ο server. Θα µπορούµε να χρησιµοποιούµε τους όρους πελάτη  και διακοµιστή 
για να αναφερθούµε σε ορισµένες πτυχές της αλληλεπίδρασης (όπως και το ποιος 
ξεκινά τη σύνδεση), αλλά είναι εύκολο να δούµε ότι σε πολλές περιπτώσεις αυτές οι 
σχέσης δεν ισχύουν. 
                 Ο όρος peer-to-peer. είναι ένας καλός τρόπος για να σκεφτούµε τη σχέση 
µεταξύ των συσκευών Bluetooth. Στην τεχνολογία Bluetooth οι συσκευές είναι 
περισσότερο ή λιγότερο ίσες, αυτό εξαρτάται από την φύση τους και από τον τρόπο 
που χειρίζονται τα δεδοµένα. Φυσικά δεν ακολουθούν όλες οι συσκευές Bluetooth 
την peer-to-peer συνδεσµολογία, υπάρχουν πολλές και καλές εφαρµογές  που έχουν 
διατηρήσει την προσέγγιση διακοµιστή-πελάτη, αλλά νοµίζω ότι η σφαίρα των peer-
to-peer εφαρµογών που ανοίγει το Bluetooth για τους προγραµµατιστές θα είναι 
συναρπαστική και εκτεταµένη.  
                 Η ασύρµατη τεχνολογία Bluetooth είναι ένα µικρής εµβέλειας πρότυπο που 
παρέχει νέες ευκαιρίες για ασύρµατες συσκευές. Αρχικά, η ασύρµατη τεχνολογία 
Bluetooth έχει σχεδιαστεί ως µέσο για την εξάλειψη των καλωδίων. Ωστόσο, οι 
στόχοι για την ασύρµατη τεχνολογία Bluetooth αυξήθηκαν καθώς οι  σχεδιαστές 
αναγνώρισαν ότι επιτρέπει ένα νέο είδος ασύρµατου δικτύου µεταξύ ηλεκτρονικών 
συσκευών. 
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1. Το ασύρµατο δίκτυο 
 
                 Είµαστε στην εποχή της πληροφορίας. Ο όρος “εποχή της πληροφορίας“ 
προέκυψε λόγω της ανταλλαγής τεράστιων ποσοτήτων δεδοµένων µεταξύ 
υπολογιστών χρησιµοποιώντας ενσύρµατες και ασύρµατες µορφές επικοινωνίας. 
Σήµερα, τα δίκτυα υψηλής ταχύτητας συνδέουν servers, προσωπικούς υπολογιστές, 
και άλλες συσκευές δικτύου. Η διάκριση µεταξύ δικτύων φωνής και δεδοµένων είναι 
δύσκολη και πλέων το ίδιο δίκτυο τείνει να εξυπηρετεί και τα δύο είδη δικτύων. Η 
ανάγκη για επικοινωνία µακρινών υπολογιστών οδήγησε στη δηµιουργία του Internet.  
Αυτές τις µέρες το πρωταρχικό κίνητρο για την αγορά ενός προσωπικού υπολογιστή 
είναι για την χρήση του ως εργαλείο επικοινωνίας, έτσι ώστε να µπορεί κανείς να έχει 
πρόσβαση στο Internet. Το ίδιο ισχύει και για τα σηµερινά PDAs Smart phone κτλ, 
που πλέον δεν είναι µόνο organizer ή τηλέφωνα αλλά ένας εναλλακτικός τρόπος 
πρόσβασης στο  ∆ιαδίκτυο. Η αυξηµένη εξάρτηση από το ∆ιαδίκτυο και η ανάγκη να 
παραµείνει κάποιος συνδεδεµένος οπουδήποτε και αν βρίσκεται, ανά πάσα στιγµή, 
οδηγήσει στην εξέλιξη των κινητών και των τηλεπικοινωνιών γενικότερα. Οι 
περισσότεροι από εµάς έχουµε χρησιµοποιήσει κάποια ασύρµατη τεχνολογία είτε 
µέσο κάποιου δορυφόρου, ασύρµατων ή κινητών τηλεφώνων ή µέσω κάποιον 
συσκευών αποµακρυσµένου ελέγχου. Ωστόσο, τα τελευταία χρόνια η βιοµηχανία στις 
ασύρµατες επικοινωνίες γνώρισε εκρηκτική ανάπτυξη.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Σχήµα 1.1 Ασύρµατο ∆ίκτυο 
                  Η ασύρµατη επικοινωνία µεγάλης εµβέλειας πάντα χρησιµοποιεί 
ραδιοσυχνότητες (RF) που συνήθως, κάποιος πληρώνει τέλη για τη χρήση του 
παραχωρούµενου τµήµατος του φάσµατος των  ραδιοσυχνοτήτων. Μικρής εµβέλειας 
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επικοινωνίες µπορούν να χρησιµοποιήσουν είτε RF είτε υπέρυθρες που κατά κανόνα 
είναι χωρίς άδεια (δηλαδή, δωρεάν).Υπάρχουν πολλά ασύρµατα πρότυπα µικρής 
εµβέλειας, αλλά τα τρία κύρια είναι οι Υπέρυθρες (IrDA), η ασύρµατη τεχνολογία 
Bluetooth και η τεχνολογία ασύρµατων τοπικών  δικτύων (WLAN). Το WLAN είναι 
επίσης γνωστό ως IEEE 802.11, και αυτό έρχεται σε διάφορες παραλλαγές (802.11b, 
802.11g, 802.11a, 802.11n, κ.λπ.), τα οποία λειτουργούν στα 2,4 gigahertz(GHz) ή 5 
GHz. Η υπέρυθρες (IrDA) δηµιουργούν ένα ασύρµατο σύστηµα επικοινωνιών µε την 
χρήση του υπέρυθρου φωτός. Ο περιορισµός της χρήσης IrDA είναι ότι οι διάφορες 
συσκευές πρέπει να έχουν οπτική επαφή µεταξύ τους, σε αντίθεση µε τα RF δίκτυα. 
Οι ασύρµατες τεχνολογίες 802.11b και Bluetooth λειτουργούν στα 2,4 (GHz) αλλά 
απευθύνεται σε διαφορετικούς τοµείς της αγοράς. Η τεχνολογία 802,11 έχει 
µεγαλύτερο εύρος αλλά καταναλώνει σηµαντικά περισσότερη ισχύ από την ασύρµατη 
τεχνολογία Bluetooth. Το 802,11 είναι κατά κύριο λόγο για την µεταφορά δεδοµένων. 
Το µόνο πρωτόκολλο για τη στήριξη της φωνής είναι η φωνητική τηλεφωνία µέσω 
Internet (Πρωτοκόλλου VoIP). Οι ασύρµατες επικοινωνίες επιτρέπουν τους 
υπολογιστές και τα κινητά να χρησιµοποιούνται σχεδόν οπουδήποτε και µε νέους, 
προοδευτικούς τρόπους. Η αύξηση των ασύρµατων κινητών συσκευών Internet, 
αποτελεί απόδειξη ότι ασύρµατη συνδεσιµότητα είναι ευρέως διαδεδοµένη. Ο 
πίνακας 1.1 παρέχει µια σύγκριση των τριών αυτών τεχνολογιών. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Σχήµα 1.2 Σύγκριση χαρακτηριστικών ασύρµατων τεχνολογιών 
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1.1. Τεχνολογία Bluetooth 
 
 
 
       Η ασύρµατη τεχνολογία Bluetooth είναι µια µικρής εµβέλειας ασύρµατη 
επικοινωνία, τεχνολογίας  RF µε προδιαγραφές το χαµηλό κόστος και ισχύ. 
Χρησιµοποιείται για   ad hoc δικτύωση για την µεταφορά δεδοµένων και φωνής. Για 
να γνωρίσουµε τα πλεονεκτήµατα ή τα µειονεκτήµατα αυτής της τεχνολογίας πρέπει 
να γνωρίσουµε ποιο συγκεκριµένα τεχνικά χαρακτηριστικά όπως είναι η ταχύτητα 
σύνδεσης δύο συσκευών, η ποιότητα επικοινωνίας και η ποιότητα των υπηρεσιών που 
παρέχεται γενικά , η δυνατότητα στην µεταφορά ήχου και τις διάφορες πηγές 
παρεµβολών που µπορούν να δηµιουργήσουν πρόβληµα στην σύνδεση. Παρακάτω 
εξετάζουµε  κάθε ένα από αυτά τα χαρακτηριστικά.  
 
1.1.1. Αξιολόγηση του χρόνου σύνδεσης 
 
      Όπως έχουµε αναφέρει, οι συσκευές Bluetooth δεν µπορούν να συνδεθούν 
αµέσως. Μπορεί να πάρει µέχρι και δέκα δευτερόλεπτα για να πραγµατοποιηθεί µια 
σύνδεση Bluetooth (αν και αυτός δεν είναι ένας αντιπροσωπευτικός χρόνος, οι 
δοκιµές µε τα τσιπ BlueCore δείχνουν ότι 2.5 δευτερόλεπτα συνήθως αρκούν για την 
σύνδεση). Τα χρονικά όρια σύνδεσης είναι ένας περιορισµός που θα µπορούσε να 
έχει σοβαρές συνέπειες εάν για παράδειγµα κάποια εφαρµογή απαιτούσε την 
στιγµιαία σύνδεση µε ένα «κουµπί πανικού». Είναι φανερό πως για αυτή την 
εφαρµογή δεν µπορεί να χρησιµοποιηθεί η τεχνολογία Bluetooth. Θα εξετάσουµε 
γιατί και πώς αυτά τα χρονικά όρια µπορούν να µειωθούν µε την σύνδεση «γνωστών 
συσκευών»1. 
       Σε ένα τυπικό δίκτυο τα περισσότερα µέρη του δικτύου είναι στατικά ( είτε 
σταθεροί Desktop υπολογιστές είτε εκτυπωτές κοινής χρήσης) συνδεµένα µεταξύ 
τους µε καλώδια και συνεχώς διαθέσιµα (online) για όσο τουλάχιστον είναι σε 
λειτουργία. Σε ένα τέτοιο δίκτυο συσκευές όπως εκτυπωτές και scanner είναι διαρκώς 
διαθέσιµες και µπορεί ο οποιοσδήποτε (που είναι µέρος του δικτύου) να τις 
χρησιµοποιήσει. Κάθε µια καινούργια συσκευή που θα προστεθεί στο δίκτυο πρέπει  
 
α) να συνδεθεί στο δίκτυο µε την κατάλληλη καλωδίωση (καλώδιο UTP, USB κτλ) 
β) να δοθεί στην συσκευή ένα όνοµα – διεύθυνση δικτύου για να µπορούν οι    
    υπόλοιπες συσκευές να επικοινωνούν.  
γ) να γίνει εγκατάσταση των κατάλληλων  drivers και γενικά οι ρυθµίσεις που   
    χρειάζονται για την χρήση της συσκευής. 
 
 
 
 
 
 
 
 
 
1. Συσκευές µε τις οποίες έχει προηγηθεί κάποια σύνδεση και έχουν 
καταχωρηθεί στον Bluetooth σωρό ως γνωστές συσκευές. 
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Σε δίκτυα όπως τα  Bluetooth piconets που είναι ιδιαίτερα δυναµικά, µπορούν να 
αλλάζουν γρήγορα, µε τις συσκευές να µπαίνουν και να βγαίνουν στο δίκτυο πολύ 
γρήγορα. Τα µέλη ενός piconet µπορούν να αλλάξουν, ή ολόκληρο το piconet µπορεί 
να διαλυθεί σε µια στιγµή. Σε ένα τέτοιο δυναµικό δίκτυο, δεν υπάρχουν τα χρονικά 
όρια για αναζήτηση πληροφοριών για µια συσκευή καθώς και για την εγκατάσταση 
του κατάλληλου λογισµικού. Αυτές η διαδικασία πρέπει να είναι αυτόµατες. Η 
προδιαγραφές Bluetooth παρέχουν τις λειτουργίες για την αυτόµατη σύνδεση και 
ρύθµιση µιας συσκευής. Για το δίκτυο Bluetooth, τα βήµατα που χρησιµοποιούνται 
για την σύνδεση και χρήση µιας νέας συσκευής είναι: 
 
α) αναζήτηση συσκευών Bluetooth στην κοντινή περιοχή (σε 10 η 100 µέτρα  
    απόσταση ανάλογα την ισχύ) 
β) αναζήτηση για τις υπηρεσίες που έχει η κάθε συσκευή και τον τρόπο που  
    µπορεί να συνδεθεί σε αυτές 
γ) επιλογή της υπηρεσίας που θα χρησιµοποιηθεί και συλλογή πληροφοριών για  
   την υπηρεσία. 
 
Ενδεχοµένως, για την χρήση µιας συσκευής, για παράδειγµα ένα printer, ο χρήστης 
µπορεί απλά να επιλέξει την επιλογή εκτύπωση και να µην εµπλακεί στις υπόλοιπες 
διαδικασίες (αναζήτηση συσκευής, υπηρεσίας, σύνδεση κτλ) τις οποίες µπορούν οι 
διάφορες εφαρµογές µε το κατάλληλο λογισµικό να τις κάνουν αυτόµατα.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
1. Ένα piconet είναι ένα ειδικό δίκτυο υπολογιστών που συνδέει µια οµάδα 
χρηστών - συσκευών που χρησιµοποιούν τα πρωτόκολλα τεχνολογίας 
Bluetooth και επιτρέπει σε µια κύρια συσκευή (master)  να διασυνδεθεί µέχρι 
και µε επτά ενεργές συσκευές slave. Μέχρι 255 περαιτέρω συσκευές slave 
µπορούν να είναι ανενεργές, τις οποίες η master συσκευή µπορεί να τις κάνει 
ενεργές οποιαδήποτε στιγµή. Ένα piconet έχει εµβέλεια περίπου 10 µ και ο 
ρυθµός µεταφοράς είναι µεταξύ 400 µε 700 KBIT/s, ανάλογα µε την σύνδεση 
που χρησιµοποιείται (εάν είναι σύγχρονη ή ασύγχρονη). 
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1.1.2. Αναζήτηση συσκευών 
 
           Προτού να µπορέσουν οποιεσδήποτε δύο συσκευές να συνδεθούν πρέπει 
πρώτα η µια από τις 2 να είναι σε κατάσταση αναζήτησης συσκευής και η δεύτερη σε 
κατάσταση αποδοχής να φανεί ως ενεργή σε κάποια αναζήτηση.(δείτε το παρακάτω 
σχήµα 1.1.2) 
 
 
 
 
 
 
Σχήµα 1.1.2.  Αναζήτηση συσκευών 
 
 
 
             Η συσκευή που κάνει την έρευνα στέλνει µια σειρά πακέτων έρευνας. Αυτά 
τα µικρά σε µέγεθος πακέτα στέλνονται γρήγορα σε µια ακολουθία διαφορετικών 
συχνοτήτων. Η συσκευή αλλάζει τις συχνότητες 3200 φορές το δευτερόλεπτο. Αυτή η 
γρήγορη εναλλαγή συχνοτήτων επιτρέπει στην συσκευή αναζήτησης να καλύψει όλο 
το φάσµα των συχνοτήτων όσο το δυνατόν γρηγορότερα. Αυτά τα πακέτα δεν 
χαρακτηρίζουν την συσκευή αναζήτησης ( δεν περιέχουν κάποιες πληροφορίες για 
αυτήν ). Περιέχουν ένα κωδικό που δηλώνει ότι γίνεται αναζήτηση των οποίο οι 
συσκευές προς αναζήτηση µπορούν να τον αναγνωρίσουν.  
Η συσκευή προς ανίχνευση αλλάζει τις συχνότητες πολύ αργά, ακριβώς µία φορά 
κάθε 1.28 δευτερόλεπτα. Επειδή η συσκευή προς ανίχνευση αλλάζει πολύ αργά ενώ η 
συσκευή που κάνει την αναζήτηση αλλάζει γρήγορα, είναι σίγουρο πως κάποια 
στιγµή θα συναντηθούν στην ίδια συχνότητα. Οι συσκευές προς ανίχνευση δεν 
µπορούν να µείνουν σε µια σταθερή συχνότητα, επειδή οποιαδήποτε συχνότητα που 
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µπορεί να επιλεχτεί µπορεί είτε να χρησιµοποιείτε από άλλες συσκευές (αφού η 
συχνότητα λειτουργίας είναι η ελεύθερη και µπορεί να χρησιµοποιείτε από 
διαφορετικές συσκευές) είτε να υπάρχουν παρεµβολές που δεν επιτρέπουν την 
σύνδεση, οπότε η αργή εναλλαγή συχνοτήτων είναι η στρατηγική ου χρησιµοποιείτε 
για τον συγχρονισµό δύο συσκευών. Όταν αναγνωρίσουν το κωδικό αναζήτησης που 
αναφέραµε παραπάνω στέλνει ένα πακέτο συγχρονισµού (Frequency Hop 
Synchronisation (FHS) packet) στην συσκευή που ανιχνεύει µε όλες τις πληροφορίες 
που χρειάζεται για να συνδεθεί. Για να είναι σίγουρο ότι η συσκευή αναζήτησης 
µπορεί να εντοπίσει όλες τις συσκευές προς αναζήτηση που είναι εντός εµβέλειας , 
στις προδιαγραφές Bluetooth έχει καθοριστεί ως µέσος χρόνος έρευνας τα 10.24 
δευτερόλεπτα. 
       Όταν µια συσκευή που ανιχνεύει για πιθανούς κωδικούς αναζήτησης  λαµβάνει 
ένα σήµα αναζήτησης από µια άλλη συσκευή, περιµένει µια µικρή τυχαία χρονική 
περίοδο και κατόπιν εάν λάβει ένα δεύτερο σήµα, τότε στέλνει ένα πακέτο 
απάντησης. ∆εν διαβιβάζει αυτήν την απάντηση αµέσως, επειδή αν όλες οι συσκευές 
στέλνουν απάντηση σε κάθε σήµα αναζήτησης που λαµβάνουν, µπορεί να οδηγήσει 
σε µία ανεπιθύµητη υψηλής ισχύος ακτινοβολία στη συγκεκριµένη συχνότητα 
εκποµπής. Ο τυχαίος χρόνος καθυστέρηση αποτρέπει αυτήν την συντονισµένη 
επίδραση. 
 
 
 
 
1.1.3. Σύνδεση συσκευών 
 
        Προτού συνδεθούν δύο συσκευές πρέπει, όπως έχει είδη αναφερθεί, η µια να 
είναι σε κατάσταση που µπορεί να ανταποκριθεί σε κάποια αναζήτηση και η άλλη να 
κάνει κάποια αναζήτηση για συσκευές που βρίσκονται σε εµβέλεια. Η σύνδεση 
πραγµατοποιείτε από την συσκευή η οποία κάνει την αναζήτηση ενώ η άλλη συσκευή 
ανταποκρίνεται. Για να µπορέσει να επιτευχθεί η σύνδεση η πρώτη συσκευή πρέπει 
να γνωρίζει την 48-bit  διεύθυνση της δεύτερης συσκευής. Την διεύθυνση την µπορεί 
να την γνωρίζει µε τρεις τρόπους : 
 
α) µπορεί να την εισάγει ο ίδιος ο χρήστης 
β) µπορεί να την µάθει κατά την ώρα της αναζήτησης (την στιγµή που  
    αποκρίνεται η δεύτερη συσκευή και στέλνει πληροφορίες για των τρόπο  
    σύνδεσης  
γ) µπορεί ο ίδιος ο κατασκευαστής να έχει προγραµµατίσει την συσκευή να  
    συνδέεται µε συγκεκριµένες διευθύνσεις. 
 
        Κάθε συσκευή Bluetooth έχει τη µοναδική 48 bit IEEE MAC Bluetooth 
διεύθυνση (BD_ADDR), η οποία την προσδιορίζει στις άλλες συσκευές. Οι 
διευθύνσεις είναι παρέχεται από την SIG1 (Special Interest Group) και χρειάζεται να 
τοποθετηθεί σε κάθε συσκευή από τον κατασκευαστή. Οι συσκευές ενός 
κατασκευαστή έχουν όλες την ίδια Bluetooth διεύθυνση η οποία πρέπει στην 
συνέχεια να αλλαχτεί είτε από τον κατασκευαστεί είτε από τον χρήστη.  
 
 
 
1) http://www.bluetooth.com/Bluetooth/SIG/ 
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Πολλές φορές επειδή η διεύθυνση µιας συσκευής αποτελείται από µια σειρά αριθµών 
(παράδειγµα µιας διεύθυνσης συσκευών Bluetooth  0x0002 5bff 1234) και είναι 
δύσχρηστη, στις διάφορες συσκευές χρησιµοποιείται ένα  «φιλικό όνοµα» για να 
διευκολύνει την αναγνωρίσει µιας συσκευής από µια άλλη. (π.χ. “Daisy’s phone, 
Lara’s headset”. Και σε αυτή την περίπτωση το φιλικό όνοµα µπορεί να το εισάγει 
στην συσκευή ο κατασκευαστής ή ο χρήστης. 
         Προγραµµατίζοντας τις συσκευές έτσι ώστε να γνωρίζουν τις πληροφορίες 
σύνδεσης που µεταφέρονται µε τα  πακέτα FHS, αποφεύγουµε την αναµονή των 
10,24 δευτερολέπτων που διαρκεί κάποια αναζήτηση. Αυτό µπορεί προγραµµατιστεί  
από τους κατασκευαστές των συσκευών. Στην περίπτωση όµως που οι συσκευές δεν 
χρησιµοποιηθούν µαζί µε αυτές που έχουν προγραµµατιστεί Θα δηµιουργηθεί 
πρόβληµα το οποίο θα προκαλέσει δυσλειτουργία των συσκευών. Γι αυτό το λόγω οι 
περισσότερες συσκευές (π.χ. κινητά, GPS κτλ) µπορούν να χρησιµοποιηθούν σχεδόν 
µε οποιαδήποτε συσκευή και µετά από την πρώτη φορά που θα χρησιµοποιηθούν να 
καταχωρηθούν ως γνωστές συσκευές έτσι ώστε να µην υπάρχει η ανάγκη αναζήτησης 
για την επόµενη χρήση τους. Σαν αποτέλεσµα η κάθε συσκευή µπορεί να έχει µια 
λίστα γνωστών συσκευών ώστε να γλυτώνει τα 10,24 δευτερόλεπτα της σύνδεσης.  
 
 
1.1.4. Χρόνος σύνδεσης  
 
Μέχρι τώρα είδαµε πόσος περίπου είναι ο χρόνος σύνδεσης δύο συσκευών. Ο 
πραγµατικός όµως χρόνος σε δευτερόλεπτα είναι µεταβλητός και πρέπει να 
εξεταστούν και άλλοι παράγοντες για να υπολογιστή. Ένας µεγάλος παράγοντας είναι 
η εφαρµογή που χρησιµοποιεί την τεχνολογία  Bluetooth  και τις απαιτήσεις που έχει 
για την σύνδεση των δύο συσκευών. Μπορούµε φυσικά να δώσουµε κάποιους ποιο 
συγκεκριµένους χρόνους π.χ. για την αναζήτηση ή την σύνδεση τω συσκευών, όπως 
φαίνεται και στον παρακάτω πίνακα αλλά για τους κατανοήσουµε καλύτερα πρέπει 
να τους δούµε ένα-ένα χωριστά. 
 
 
 
 
 
Σχήµα 1.1.4 Χρόνος Σύνδεσης 
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Χρόνος αναζήτησης (Inquiry Times) : Το σύστηµα αναζήτησης συσκευών Bluetooth 
αποτελείται από 2 υποσύνολα 16 καναλιών τα οποία ονοµάζονται τραίνα (trains). 
Κάθε τραίνο χρειάζεται 10 ms για να ολοκληρώσει την αναζήτηση. Σύµφωνα µε τις 
προδιαγραφές Bluetooth κάθε τραίνο πρέπει να επαναληφτεί 256 φορές  (διάρκεια 
2.56s), ώστε να υπάρχει αρκετός χρόνος για την συλλογή όλων των µηνυµάτων 
απόκρισης. Επίσης η προδιαγραφές απαιτούν οι 256 επαναλήψεις να συµβούν 
τουλάχιστον 2 φορές σε κάθε τραίνο ( 2 χ 256 ). Όλες αυτές οι επαναλήψεις 
στοχεύουν στο να µπορέσει οποιαδήποτε συσκευή βρίσκεται σε εµβέλεια να βρεθεί 
έστω και µια φορά σε κοινή συχνότητα µε την συσκευή τη οποία κάνει την 
αναζήτηση και να στείλει την απόκριση της στο αίτηµα αναζήτησης, Σαν αποτέλεσµα 
των παραπάνω χρόνων υπολογίζουµε ότι ο µέγιστος χρόνος που χρειάζεται για την 
αναζήτηση είναι 10.24 δευτερόλεπτα.1: 
 
2 trains ⋅ 2 iterations ⋅ 256 times ⋅ 0.01 s = 10.24s 
 
 
Φυσικά ο παραπάνω χρόνος είναι ο ιδανικός για ένα όχι θορυβώδης και επιρρεπές σε 
λάθη περιβάλλον, σε διαφορετική περίπτωση ο χρόνος δεν ισχύει αλλά και η σύνδεση 
µπορεί να µην πραγµατοποιηθεί ακόµη και αν οι δύο συσκευές βρεθούν στην ίδια 
συχνότητα, δεδοµένου ότι τα διαβιβασθέντα πακέτα εκείνη τη στιγµή µπορούν να 
αλλοιωθούν. Σε τέτοιες καταστάσεις, ο χρόνος έρευνας µπορεί να υπερβεί το χρόνο 
προεπιλογής των 10.24 δευτερολέπτων.  
 
Ελάχιστος χρόνος αναζήτησης :Ένας ελάχιστος χρόνος για µια αναζήτηση είναι 
1.25ms. η συσκευή που κάνει την αναζήτηση στέλνει ένα µήνυµα αναζήτησης στη 
συχνότητα f(k) και την στιγµή που το στέλνει η προς αναζήτηση συσκευή λαµβάνει 
αµέσως το µήνυµα στην ίδια συχνότητα  f(k). Οπότε στο πρώτο σήµα η δεύτερη 
συσκευή λαµβάνει το µήνυµα και στο δεύτερο σήµα απευθείας επιστρέφει το πακέτο 
απόκρισης µε τις αντίστοιχες πληροφορίες σύνδεσης. Έτσι µόνο µε 2 σήµατα 
πραγµατοποιείται η σύνδεση, που στην πραγµατικότητα όµως δεν είναι εφικτό γιατί 
καµία συσκευή δεν αποκρίνεται µε το πρώτο σήµα που λάβει. Συνήθως περιµένουν 
έναν τυχαίο αριθµό σηµάτων για να αποκριθούν. 
 
Μέγιστος χρόνος αναζήτησης : Ο µέγιστος χρόνος αναζήτησης 10.24s είναι αυτός 
που ο χρήστης πρέπει να αναµένει ως µέγιστο χρόνο αναζήτησης µέχρι αυτή να 
τερµατιστεί. Τα 30.72 δευτερόλεπτα είναι ο χρόνος που έχει προταθεί ως µέγιστος 
χρόνος αναζήτησης, αν και οι προδιαγραφές δηλώνουν ότι µπορεί να ξεπεράσει και 
το ένα λεπτό. 
 
 
 
 
 
 
 
 
 
1. http://faculty.cs.byu.edu/~knutson/publications/IrDA_Assisted_BT_Discovery
.pdf 
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1.1.5. Εύρεση Υπηρεσιών 
 
         Όταν µια συσκευή µπει σε µια περιοχή – δίκτυο Bluetooth, µπορεί να υπάρχουν 
πολλές άλλες συσκευές που προσφέρουν τις υπηρεσίες που επιθυµεί να 
χρησιµοποιήσει. Χρησιµοποιώντας το πρωτόκολλο αναζήτησης υπηρεσιών µπορεί να 
βρει πια από αυτές τις συσκευές µπορεί να της διαθέσει την υπηρεσία για την οποία 
ψάχνει (π.χ. να εκτυπώσει ένα αρχείο να στείλει κάποιο email, ή την αναζήτηση 
κάποιον στοιχείων. Το πρωτόκολλο  
αναζήτησης υπηρεσιών επιτρέπει σε µια συσκευή, αφού πρώτα συνδεθεί µε µια 
δεύτερη συσκευή (είναι µια απλή σύνδεση που γίνεται µόνο για των έλεγχο ύπαρξης 
µιας υπηρεσίας), να κάνει ανάκτηση πληροφοριών για τις υπηρεσίες που παρέχει η 
δεύτερη συσκευή. Αυτό µπορεί να γίνει για όλες τις συσκευές που είναι εντός 
εµβέλειας, φυσικά αν στην  αναζήτηση µιας συσκευής βρεθεί η υπηρεσία που 
χρειάζεται µπορεί να σταµατήσει την αναζήτηση πριν συνδεθεί µε τις υπόλοιπες 
συσκευές σε εµβέλεια. Αυτό εξοικονοµεί πολλούς πόρους ( µνήµη, ισχύ επεξεργαστή, 
µπαταρία κτλ ). Οι πληροφορίες που αφορούν µια συγκεκριµένη υπηρεσία 
ονοµάζονται ιδιότητες της υπηρεσίας. 
          Επειδή η σύνδεση που δηµιουργείτε κατά την αναζήτηση υπηρεσιών είναι µια 
ασύγχρονη σύνδεση (ACL), οπότε απαιτείτε αναζήτηση συσκευών, σύνδεση και µετά 
έλεγχο της υπηρεσίας, το πρωτόκολλο αναζήτησης υπηρεσιών είναι ένα αργό 
πρωτόκολλο, παρόλα αυτά είναι ένα υποχρεωτικό πρωτόκολλο για όλα τα προφίλ που 
δηµιουργήθηκαν µε βάση τις προδιαγραφές  Bluetooth 1.1. 
 
1.1.6. Ποιότητα των συνδέσεων Bluetooth 
 
          Η ACL σύνδεση βασίζεται στην σύνδεση µιας master συσκευής µε µέχρι 7 
slave  συσκευές σε ένα δίκτυο piconet1. Υποστηρίζει την ασύµµετρη και συµµετρική 
χρήση του εύρους ζώνης που εξαρτάται από τα πακέτα µεταφοράς δεδοµένων στην 
ACL σύνδεση καθώς και της συχνότητα µε την οποία η συσκευή είναι συνδεδεµένη. 
Για την ασφάλεια της εγκυρότητας των συνδέσεων ACL χρησιµοποιείται ο έλεγχος 
κυκλικού πλεονασµού (CRC check)2. Επίσης για την διόρθωση των λαθών 
χρησιµοποιείται η λογική των αναμεταδόσεων που δεν είναι ιδιαίτερα χρονοβόρα 
όταν μια γνωστοποίηση ορθής μετάδοσης δεδομένων μπορεί να αναμεταδοθεί σε  
1.25ms. Ο αριθμός των αποτυχημένων αναμεταδόσεων περιορίζεται με τον έλεγχο 
του χρόνου μετάδοσης δεδομένων που μετά από μεγάλη καθυστέρηση διακόπτεται 
η μεταφορά και μεταδίδονται ξανά τα δεδομένα. 
          
 
 
 
 
 
 
 
1. http://eprints.eemcs.utwente.nl/3650/ 
      http://www.mit.edu/~gilz/pub_files/secon4.pdf 
2. http://www.it.uom.gr/project/MultimediaTechnologyNotes/chap2d_2.htm 
http://en.wikipedia.org/wiki/Cyclic_redundancy_check 
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        Οι προδιαγραφές Bluetooth χρησιµοποιούν µηχανισµούς διαµοιρασµού του 
εύρους ζώνης µεταξύ των συσκευών slave ώστε να πετύχουν την καλύτερη ποιότητα 
χρήσης των διαφόρων υπηρεσιών από όλες τις συσκευές. Πρακτικά, επειδή η 
ασύρµατη τεχνολογία γενικά δεν είναι πάντα η ποιο αξιόπιστη, το σκεπτικό 
κατασκευής όλων των συσκευών που χρησιµοποιούν την τεχνολογία  Bluetooth  είναι 
να κάνουν την καλύτερη προσπάθεια για την επίτευξη της ποιότητας στην χρήση των 
υπηρεσιών. Αν φυσικά η ποιότητα στην σύνδεση είναι από τους πιο βασικούς 
παράγοντες σε κάποια εφαρµογή τότε η καλύτερη λύση είναι η καλωδιακή σύνδεση. 
 
1.1.7. Ρυθµός µετάδοσης δεδοµένων 
 
Όταν μια συσκευή βρεθεί στην ίδια συχνότητα με μια άλλη συσκευή και συνδεθούν 
αρχίζει να εκπέμπει η μια στην άλλη με πρώτη την συχνότητα f(k) που θα εκπέμψει 
η Master συσκευή. (ο χρόνος διαμερίζεται σε αυστηρές χρονοθυρίδες (time slots), ο 
Master εκπέμπει στις περιττές και οι Slave στις άρτιες (εναλλάξ), κάθε κόμβος που 
θέλει να εκπέμψει λαμβάνει περιοδικά από τον Master το δικαίωμα μετάδοσης σε 
1, 3 ή 5 συνεχόμενες χρονοθυρίδες και κατά τη διάρκεια εκπομπής ενός πλαισίου 
δεν γίνεται εναλλαγή συχνότητας)1. Εάν μια συσκευή χρησιμοποιούσε μια 
ολόκληρη συχνότητα μόνο για την αποστολή δεδομένων (ωφέλιμού υλικού) τότε η 
μέγιστη μετάδοση δεδομένων θα ήταν 1Mbps. Σε ένα πακέτο μεταφοράς όμως 
υπάρχουν και άλλα στοιχειά που μειώνουν τον ωφέλιμο όγκο δεδομένων σε ένα 
πακέτο. Από το εύρος των 1Mb χρειάζονται 72 bit  για τον χαρακτηρισμό του 
δικτύου που βρίσκονται οι 2 συσκευές. Χρειάζονται 52 bit για των χαρακτηρισμό της  
slave  συσκευής που θα σταλεί το μήνυμα καθώς και σε πια χρονοθυρίδα (slot, 
slave-total slot time: 405μs). Επίσης χρειάζονται 220μs για τις ρυθμίσεις και 
συγχρονισμό με την επόμενη συχνότητα εκπομπής. Εφόσον τελειώσει ένα πακέτο 
δεδομένων μια συσκευή πρέπει να περιμένει την σειρά της σε μια επόμενη 
συχνότητα, που θα της την δώσει πάλι η master  συσκευή, για να ξαναστείλει το 
επόμενο πακέτο. Μπορεί να γίνει η χρήση 2 – 3 ή 5  slot  ταυτόχρονα ώστε να 
επιτευχθεί η αποστολή μεγαλύτερων πακέτων2. Σε αυτήν την περίπτωση η επόμενη 
συχνότητα που θα εκπέμψει η  master  συσκευή θα είναι f(k+5). Ένας άλλος τρόπος 
για γρηγορότερη αποστολή πακέτων είναι η λιγότερη έλεγχοι για την σωστή 
μεταφορά των δεδομένων και λιγότερες αναμεταδώσεις για την διόρθωσή των 
λαθών. Ανάλογα με τα παραπάνω υπάρχουν διάφοροι τύποι πακέτων που ανάλογα 
με την σύνδεση που θα χρησιμοποιήσουμε στην  Bluetooth  εφαρμογή επιλέγουμε 
και τον αντίστοιχο τύπο πακέτων. 
 
 
 
 
 
 
 
 
1. http://el.wikipedia.org/wiki/Bluetooth 
2. http://cp.literature.agilent.com/litweb/pdf/5989-4204EN.pdf 
http://www.ars2000.com/Bluetooth-Datarates-ACL.pdf 
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Σχήμα 1.1.7  Διάφοροι τύποι πακέτων μετάδοσης  
 
1.1.8. Καθυστερήσεις 
 
 
          Στην τεχνολογία  Bluetooth  η αξιοπιστία στην µετάδοση των δεδοµένων 
επιτυγχάνεται µε την αναµετάδοση των λάθος µεταφερόµενων η χαµένων πακέτων. 
Όταν µια συσκευή στέλνει ένα πακέτο χρησιµοποιεί το bit ελέγχου για να 
γνωστοποιήσει αν το τελευταίο πακέτο που έχει λάβει το πήρε σε καλή κατάσταση ή 
όχι. Όταν µια συσκευή πάρει ένα πακέτο µε το bit  ελέγχου  να δείχνει ότι το 
τελευταίο πακέτο που στάλθηκε είχε πρόβληµα, ξαναστέλνει το τελευταίο πακέτο. 
Μέχρι το προβληµατικό πακέτο να παραληφτεί σωστά θα υπάρξουν µια σειρά από 
αναµεταδώσεις που µπορεί να προκαλέσουν µεγάλη καθυστέρηση σε µια εφαρµογή.     
        Αυτή η καθυστέρηση είναι µεγάλης σηµασίας για εφαρµογές που χρειάζονται 
συνεχή ροή δεδοµένων όπως η αναπαραγωγή ήχου και εικόνας. Τα αποτελέσµατα 
µπορεί να είναι τόσο έντονα για την εφαρµογή που στο τέλος δεν θα µπορούµε να 
διακρίνουµε τι ακούµε ή βλέπουµε αντίστοιχα. Μια λύση για την αντιµετώπιση 
τέτοιου είδους προβληµάτων είναι η χρήση πρόχειρων µνηµών (buffers). Τα 
δεδοµένα πριν την αναπαραγωγή τους αποθηκεύονται στην πρόχειρη µνήµη και µετά 
από λίγα δευτερόλεπτα ξεκινάει αναπαραγωγή τους. Η µνήµη αποθήκευσης γεµίζει η 
αδειάζει αντίστοιχα µε την κίνηση των δεδοµένων, αν είναι δηλαδή ποιο γρήγορη 
(χωρίς προβλήµατα) ή µε καθυστερήσεις (µε αναµεταδώσεις),  
Επίσης σε πολλές εφαρµογές δεν ενδιαφέρει η συνεχή ροη δεδοµένων τόσο όσο η 
εισροή νέων δεδοµένων. Για παράδειγµα σε µια εφαρµογή ελέγχου όταν κάποια 
δεδοµένων έρθουν λανθασµένα δεν την ενδιαφέρει την εφαρµογή να αναµεταδοθούν 
τα δεδοµένα αλλά να της σταλούν τα δεδοµένα µε την τρέχον κατάσταση του 
αντικειµένου που ελέγχει. Οπότε σε αυτές τις περιπτώσεις δεν έχουµε αναµεταδώσεις  
και η Bluetooth  συσκευή στέλνει διαρκώς νέα δεδοµένα. 
 
1.1.9. Έλεγχος παρεµβολών 
 
           Όπως έχουµε είδη αναφέρει η τεχνολογία  Bluetooth δουλεύει στην συχνότητα 
των 2.4GHz. Αυτή η συχνότητα είναι γνωστή ως βιοµηχανική επιστηµονική και 
ιατρική συχνότητα (ISM band). Στην πλειοψηφία των χωρών σε όλο τον κόσµο, αυτή 
η ζώνη είναι διαθέσιµη από 2.40-2.4835GHz και επιτρέπει έτσι στο σύστηµα 
Bluetooth για να είναι παγκόσµιο. Είναι διαθέσιµη δωρεάν χωρίς άδεια χρήση στο 
µεγαλύτερο µέρος του κόσµου, αν και µερικές χώρες έχουν περιορισµούς σχετικά µε 
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πια µέρη της ζώνης µπορούν να χρησιµοποιηθούν. Εντούτοις αυτή η ελευθερία έχει 
και τα µειονεκτήµατα της καθώς και πολλές άλλες τεχνολογίες χρησιµοποιούν την 
ίδια συχνότητα. 
 
- Wi-Fi 
- Οικιακές συσκευές επικοινωνίας 
- Ασύρµατα τηλέφωνα (dect) 
- Walkie-talkies  
 
Όλες οι παραπάνω συσκευές είναι αιτίες παρεµβολών σε ένα σήµα  Bluetooth. 
Παρεµβολές µπορούν να υπάρξουν και από άλλους παράγοντες ή συσκευές που δεν 
λειτουργούν υποχρεωτικά στην ίδια συχνότατα, όπως είναι  
 
- Συσκευές επικοινωνίας που λειτουργούν σε άλλες συχνότητες (GSM,CDMA) 
- Κεραυνοί 
- Φούρνοι µικροκυµάτων
1
 
- Καλώδια που διαπερνούνται από µεγάλης έντασης ρεύµα. 
- Υψηλής ισχύος φώτα νατρίου. 
 
Και αυτές οι αιτίες µπορούν να δηµιουργήσουν προβλήµατα σε ένα σήµα  Bluetooth, 
ανάλογα φυσικά µε την απόσταση που απέχουν από το σήµα ή την συσκευή και τα 
εµπόδια που παρεµβάλλονται ( τοίχος ανθρώπινο σώµα κτλ.)2. Όσο µεγαλύτερη η 
περιεκτικότητα σε νερό των αντικειµένων που παρεµποδίζουν το σήµα τόσο 
µεγαλύτερη εξασθένιση προκαλείται. 
          Όπως κάθε ασύρµατη τεχνολογία, έτσι και η τεχνολογία  Bluetooth  µπορεί  να 
δεχτεί παρεµβολές ,( από αιτίες όπως οι παραπάνω) ή και να δηµιουργήσει 
παρεµβολές σε άλλα σήµατα ή συσκευές. Ο Τρόπος που αντιµετωπίζονται τέτοιου 
είδους προβλήµατα είναι η εναλλαγή συχνοτήτων (Frequency Hopping Spread 
Spectrum (FHSS).). Αυτό το στοιχείο είναι που κάνει ξεχωριστεί την τεχνολογία  
Bluetooth. Μια συσκευή εναλλάσσει µε ψευδό τυχαία σειρά τις συχνότητες του 
σήµατος µέχρι να βρει µια συχνότητα χωρίς παρεµβολές ώστε να βεβαιώσει όσο 
µπορεί την καλύτερη µεταφορά των δεδοµένων. Αν κάποια δεδοµένα δεν σταλούν 
σωστά λόγω κάποιον παρεµβολών τότε αλλάζει την συχνότητα εκποµπής τους σε µια 
άλλη χωρίς παρεµβολές. Κατά την διάρκεια µιας σύνδεσης η εναλλαγή συχνοτήτων 
γίνεται κάθε 625 µs ενώ κατά την σύνδεση  312,5 µs. 
 
 
 
 
 
 
 
 
 
     
 
1. http://www.csee.wvu.edu/~mvalenti/documents/PID1566.pdf 
2.  http://www.eurescom.eu/~pub/deliverables/documents/P1100-  
      series/P1118/D3/Radio_Measurements/ElisaMeasurements.pdf 
      http://faculty.kfupm.edu.sa/ee/zummo/publications/GCC04_wlan.pdf 
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1.2. Ιστορία της ασύρµατης τεχνολογίας Bluetooth 
 
 
 
                Η τεχνολογία Bluetooth προήλθε το 1994, όταν ξεκίνησε µια µελέτη η 
Ericsson για την εξεύρεση εναλλακτικών λύσεων για τη σύνδεση των κινητών 
τηλεφώνων µε τα εξαρτήµατά της. Οι µηχανικοί έψαξαν  για µια ασύρµατη 
τεχνολογία  χαµηλής κατανάλωσης και χαµηλού κόστους για την εξάλειψη των 
καλωδίων µεταξύ των συσκευών. Ωστόσο, οι µηχανικοί επίσης κατάλαβα ότι η 
τεχνολογία για να είναι επιτυχής, πρέπει να είναι δωρεάν.( Να µην αποτελεί 
ιδιοκτησία κάποιας εταιρίας). Στις αρχές του 1998 η Ericsson σε συνεργασία µε την 
Intel, International Business Machines (IBM), Nokia, και Toshiba δηµιούργησαν το 
Bluetooth Special Interest Group (SIG) µε κύριο στόχο την ανάπτυξη µιας ανοικτών 
προδιαγραφών ασύρµατης τεχνολογίας Bluetooth. Αργότερα πολλές εταιρίες 
ενσωµατώθηκαν στην  Bluetooth  SIG µε την µόνη υποχρέωση να υποστηρίζουν στις 
συσκευές τους την τεχνολογία  Bluetooth. Τον Ιούλιο του 1999, η Bluetooth SIG 
δηµοσίευσε την έκδοση 1.0 των προδιαγραφών Bluetooth. Το ∆εκέµβριο του  
1999, τέσσερις νέες εταιρείες 3Com, Agere, Microsoft, και Motorola προσχώρησαν 
στην  Bluetooth SIG (Σχήµα 1.2.1).  
           Από τότε, η χρήση της ασύρµατης τεχνολογίας Bluetooth έχει αυξηθεί, και 
πολλές άλλες εταιρείες έχουν ενταχθεί στην Bluetooth SIG, η οποία τους παρέχει 
δωρεάν άδεια χρήσης για την παραγωγή Bluetooth ενεργοποιηµένων προϊόντων.  
Το ενδιαφέρον για την Bluetooth SIG έχει αυξηθεί, και σήµερα υπάρχουν χιλιάδες 
εταιρίες µέλη. Οι εταιρείες αυτές αποτελούνται από τον ακαδηµαϊκό χώρο και ένα 
φάσµα βιοµηχανιών.  
 
 
       Σχήµα 1.2.1 Εταιρίες της Bluetooth SIG ανά έτος 
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1.3. Προδιαγραφές της τεχνολογίας  Bluetooth 
 
                 Η προδιαγραφές Bluetooth είναι το αποτέλεσµα της συνεργασίας πολλών  
εταιρειών µαζί οι οποίες ανήκουν στο Bluetooth SIG (Bluetooth Special Interest 
Group)1. Η προδιαγραφές ορίζουν την συµπεριφορά της τεχνολογίας Bluetooth κατά 
την λειτουργία της ώστε  να εξασφαλιστεί η συµβατότητα των διάφορων συσκευών 
Bluetooth από τους διάφορους κατασκευαστές. Οι προδιαγραφές είναι πολύ 
χρονοβόρες λόγω του εύρους των θεµάτων που καλύπτουν. Στο υψηλότερο επίπεδο, 
οι προδιαγραφές είναι στην πραγµατικότητα µια συλλογή από τις προδιαγραφές: α) 
Bluetooth Core Specification    β) Bluetooth Transport Specifications, γ) Bluetooth 
Protocols  δ) Bluetooth Profiles.  
Οι Bluetooth Core Specification 2    ορίζουν τη συνολική αρχιτεκτονική Bluetooth, 
κοινούς κανόνες που χρησιµοποιούνται από όλους τους κατασκευαστές, καθώς και 
µια σειρά από προδιαγραφές. Στις προδιαγραφές αυτές γίνεται µια λεπτοµερή 
παρουσίαση και ανάλυση της τεχνολογίας Bluetooth ώστε να δώσει όλες τις 
διευκρινήσεις που χρειάζονται, σε κατασκευαστές και προγραµµατιστές για την 
καλύτερη εφαρµογή της τεχνολογίας. Γίνεται αναφορά στον τρόπο συνδέσεις (την 
συχνότητα που χρησιµοποιείται και τα διάφορα στάδια και τις υπηρεσίες που 
αναµιγνύονται όπως για παράδειγµα Channel manager, L2CAP resource manager, 
Device manager, Link manager κτλ.). Επίσης αναλύεται η ορολογία που 
χρησιµοποιείται καθώς και το είδος των συσκευών που µπορούν να 
χρησιµοποιηθούν. Οι προδιαγραφές αφορούν περισσότερο τους κατασκευαστές γιατί 
µε βάση αυτές πρέπει να κατασκευαστούν οι διάφορες συσκευές για να είναι 
συµβατές µε συσκευές άλλων κατασκευαστών παγκοσµίως. 
Οι Bluetooth Transport Specifications 2 περιγράφουν τα διαφορετικά είδη 
επικοινωνίας µεταξύ software και hardware που παρέχουν την τεχνολογία  Bluetooth. 
(π.χ., UART, USB, ThreeWire). Γίνεται ανάλυση της τοπολογίας που µπορούν να 
χρησιµοποιήσουν οι συσκευές κατά την σύνδεση, τα στάδια αναζήτησης συσκευών 
και υπηρεσιών πριν την σύνδεση (Inquiry, Page, PHYSICAL LINKS, LOGICAL 
LINKS AND LOGICAL TRANSPORTS κτλ). Επίσης αναλύονται τα διάφορα είδη 
συνδέσεων που µπορούν να επιτευχθούν µέσο µιας σύνδεσης Bluetooth (ACL, SCO, 
eSCO, ASB, PSB κτλ.) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
1. http://www.bluetooth.com/Bluetooth/SIG/ 
2. http://www.bluetooth.com/Bluetooth/Technology/Building/Specifications/ 
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Τα Bluetooth Protocols1  περιγράφουν τα πρωτόκολλα όλου του Bluetooth  σωρού 
που λαµβάνουν µέρος για την σύνδεση δύο ή περισσότερων συσκευών µε την χρήση 
της τεχνολογίας  Bluetooth. Σε όλη την διαδικασία τις σύνδεσης και επικοινωνίας 
λαµβάνουν µέρος διάφορα πρωτόκολλα ( ανάλογα µε την σύνδεση ), από τα οποία 
εξαρτάται από τα χαµηλότερα επίπεδα η ενεργοποίηση και σύνδεση µέσο 
τεχνολογίας RF, µέχρι και τα υψηλότερα επίπεδα του συγχρονισµού τον συσκευών 
και της ανταλλαγής δεδοµένων. 
Τέλος, τα Bluetooth Profiles2 είναι επιµέρους προδιαγραφές που περιγράφουν 
µεµονωµένα προφίλ Bluetooth. Τα προφίλ Bluetooth, ουσιαστικά είναι διάφορα 
µοντέλα που καθορίζουν πως πρέπει η διάφορες εφαρµογές να χρησιµοποιούν την 
τεχνολογία Bluetooth. Οι προδιαγραφές και τα προφίλ εξακολουθούν να εξελίσσονται 
και να ενσωµατώνονται σε καινούργιες εφαρµογές στις οποίες µπορεί να 
χρησιµοποιηθεί η τεχνολογία Bluetooth. Στόχος των διάφορων προφίλ είναι να 
καθορήσουν τα βήµατα που πρέπει να ακολουθηθούν κατά την σύνδεση και 
επικοινωνία των διάφορων συσκευών  ώστε να µπορέσουν συσκευές διαφόρων 
κατασκευαστών και εφαρµογές διάφορων προγραµµατιστών να είναι συµβατές και 
λειτουργικές µεταξύ τους Τα ποιο συνηθισµένα προφίλ είναι τα Cordless Telephony 
Profile (CTP), Intercom Profile (ICP), Serial Port Profile (SPP), Headset 
Profile (HSP) κτλ. 
 
 
2. J2ME 
 
                 Java 2 Platform, Micro Edition (J2ME) είναι η δεύτερη επανάσταση της 
Java στην σύντοµης ιστορίας της. Όταν Java εισήχθη το 1995, όλα έµοιαζαν πως το 
µέλλον των υπολογιστών ήταν οι µικρές εφαρµογές applet που θα µπορούσε ο 
καθένας να τα κατεβάσει και να τα τρέξει κατά απαίτηση. Λόγω του αργού Internet 
και της περιοριστικής ασφάλειας αυτού η καθιέρωση των applets  ήταν δύσκολη. H 
Java, ως πλατφόρµα, πραγµατικά απογειώθηκε µε την έλευση των servlets, Java 
προγραµµάτων που εκτελούνται σε ένα διακοµιστή (που ήταν µια αποτελεσµατική 
αντικατάσταση των ευάλωτων CGI). Η Java επεκτάθηκε περαιτέρω στις server-side 
εφαρµογές δηµιουργώντας  την Java 2 Platform, Enterprise Edition (J2EE). Αυτό  
ήταν η πρώτη επανάσταση της Java. Η δεύτερη επανάσταση είναι η χρήση της Java 
στις διάφορες µικροσυσκευές , και αυτό συµβαίνει τώρα. Η αγορά για τις µικρές 
συσκευές αναπτύσσεται ραγδαία και η Java είναι σηµαντική για δύο λόγους. Πρώτος,  
όλοι οι προγραµµατιστές µπορούν να γράψουν κώδικα και να τρέξει σε δεκάδες 
µικρές συσκευές,. ∆εύτερον, η Java έχει σηµαντικά χαρακτηριστικά ασφαλείας για 
τον διαµοιρασµό του κώδικα.(π.χ. µέσω Internet(downloading). Από το 2001, οι 
προγραµµατιστές της Java είχαν την ευκαιρία να αναπτύξουν εφαρµογές για µια 
σειρά από ασύρµατες συσκευές και κινητά τηλέφωνα. 
               
 
Σφάλµα! Το αρχείο προέλευσης της αναφοράς δεν βρέθηκε. 
1. http://www.bluetomorrow.com/about-bluetooth-technology/how-
bluetooth-works/listing-of-bluetooth-profiles.html 
http://www.bluetooth.com/Bluetooth/Technology/Works/Profiles_Overvie
w.htm 
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            Η J2ME δεν είναι ένα ειδικό λογισµικό ή προδιαγραφές για µικρές συσκευές. 
Είναι η ίδια η Java για µικροσυσκευές. Οι µικρές συσκευές µπορεί να είναι τα 
διάφορα κινητά τηλέφωνα,  pagers, PDAs κ.α. J2ME αποτελείτε από configurations 
(ρυθµίσεις), profiles (προφίλ), και διάφορα APIs τα οποία παρέχουν ειδικές 
πληροφορίες σχετικά µε τα χαρακτηριστικά  και τις οικογένειες των διαφόρων 
συσκευών. Οι ρυθµίσεις είναι σχεδιασµένες για συγκεκριµένα είδη συσκευών, 
ανάλογα µε το είδος επεξεργαστή, µνήµης και γενικών δυνατοτήτων τις κάθε 
συσκευής περιορισµένης ισχύος. Οι  κατασκευαστές  των διάφορων συσκευών είναι 
υπεύθυνοι για την εγκατάσταση µιας Java Virtual Machine (JVM) στην συσκευή που 
θα της δίνει την δυνατότητα να είναι συµβατή µε τα αντίστοιχα προγράµµατα 
Java(J2ME). Τα προφίλ είναι πιο εξειδικευµένα από τις ρυθµίσεις (configurations ). 
Ένα προφίλ βασίζεται στις ρύθµισης της συσκευής  και παρέχει πρόσθετα ΑΡΙs, και 
οτιδήποτε άλλο είναι απαραίτητο για την ανάπτυξη εφαρµογών για την συσκευή.  
Τα διάφορα προαιρετικά ΑΡΙ καθορίζουν πρόσθετες   λειτουργίες που µπορεί να 
συµπεριληφθούν σε µια συγκεκριµένη ρύθµιση ή προφίλ. Το σύνολο των ρυθµίσεων, 
προφίλ και πρόσθετων ΑΡΙ που έχουν εφαρµογή σε µία συσκευή  ονοµάζεται στοίβα. 
Επί του παρόντος, υπάρχουν αρκετά configurations (ρυθµίσεις) και  profiles(προφίλ). 
Κάποια από αυτά απεικονίζονται στο Σχήµα 2.1. 
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     Σχήµα 2.1 J2ME profiles and configurations 
 
 
1.1 Configurations 
 
 
Η ρύθµισης παραµέτρων ορίζουν µία Java Virtual Machine (JVM) και ένα σύνολο 
βασικών APIs για µια συγκεκριµένη οικογένεια προϊόντων. Προς το παρόν υπάρχουν  
δύο είδη ρυθµίσεων (Configuration): α) οι ρυθµίσεις για συνδεδεµένες συσκευές 
(Connected Device Configuration (CDC)) και β) οι ρυθµίσεις για συνδεδεµένες συσκευές 
χαµηλών δυνατοτήτων (Connected, Limited Device Configuration (CLDC)).  
Οι ρυθµίσεις παραµέτρων και τα προφίλ τις J2ME γενικά περιγράφετε µε την 
ικανότητα σε µνήµη της κάθε συσκευής. Συνήθως, ένα ελάχιστο ποσό µνήµης ROM 
και RAM έχει καθοριστεί. Για τις µικρές συσκευές πρέπει να λάβουµε υπόψη µας την 
τροφοδοτούµενη ή µη τροφοδοτούµενη µνήµη που έχει η συσκευή.. Η µη 
τροφοδοτούµενη µνήµη είναι σε θέση να διατηρήσει το περιεχόµενό της ενώ η 
συσκευή είναι ενεργοποιηµένη ή απενεργοποιηµένη, τέτοιου είδος µνήµη είναι η 
µνήµη ROM και η µνήµη flash. Η  µνήµη RAM απαιτεί τροφοδοσία για την 
διατήρηση του περιεχοµένου της, οπότε ουσιαστικά δεν διατηρεί το περιεχόµενό της, 
όταν η συσκευή είναι απενεργοποιηµένη. 
 
 
1.1.1 Connected Device Configuration 
 
Η συνδεδεµένες συσκευές διαθέτουν, τουλάχιστον 256KB µνήµη RAM και  512KB 
µνήµη ROM, και κάποιο είδος σύνδεσης για δίκτυο. Η CDC έχει σχεδιαστεί για τις 
συσκευές όπως η τηλεόραση, συστήµατα πλοήγησης αυτοκινήτων, PDAs  κτλ. Το 
CDC προσδιορίζει ότι οι πλήρης δυνατότητες µιας  JVM (όπως ορίζεται στην Java 
Virtual Machine Specification, 2η έκδοση), πρέπει να υποστηρίζονται από τις 
παραπάνω συσκευές.  
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1.1.2  Connected, Limited Device Configuration 
 
Η CLDC ρύθµισης είναι αυτές που µας ενδιαφέρουν, γιατί περιλαµβάνουν κινητά 
τηλέφωνα, συσκευές τηλεειδοποίησης, PDA και άλλες συσκευές παρόµοιου 
µεγέθους. CLDC απευθύνεται σε µικρότερες συσκευές από αυτές που απευθύνεται  
το CDC. Οι ρυθµίσεις  CLDC περιγράφουν τις συσκευές, που έχουν περιορισµένη 
µνήµη, περιορισµένη ισχύ της CPU, περιορισµένο µέγεθος της οθόνης,  περιορισµένη 
διάρκεια ζωής της µπαταρίας, και περιορισµένους τρόπους σύνδεσης στο δίκτυο.  
Το CLDC είναι σχεδιασµένο για συσκευές µε συνολική µνήµη από 160KB µέχρι 
512KB µε ελάχιστη µνήµη  ROM 160KB και RAM  32KB τα οποία είναι απαραίτητα 
για την πλατφόρµα της Java.  
 
 
 
1.2 Profiles 
 
            Τα προφίλ βρίσκονται ένα επίπεδο πάνω από τα configuration και περιέχουν 
τα API και τις προδιαγραφές που απαιτούνται για την ανάπτυξη εφαρµογών για µια 
συγκεκριµένη οικογένεια συσκευών. 
             Πολλά διαφορετικά προφίλ αναπτύσσονται στο πλαίσιο της Java. Το Σχήµα 
2-1  (εµφανίζεται νωρίτερα) παρέχει µια γρήγορη µατιά. Τα πρωτεύον προφίλ είναι 
προδιαγραφές για συσκευές που µπορούν να υποστηρίξουν ένα πλούσιο δικτυωµένο 
J2ME περιβάλλον. ∆εν υποστηρίζουν κάποιο περιβάλλον  χρήστη. ∆ευτερεύον 
προφίλ µπορεί να εφαρµόζονται σε επίπεδα πάνω από τα πρωτεύον προφίλ για να 
παρέχουν πρόσθετη υποστήριξη για interface χρήστη και άλλες λειτουργίες. Ένα 
επίπεδο πάνω από το πρωτεύον προφίλ υπάρχει το Personal Basis Profile και το 
Personal Profile. Ο συνδυασµός των CDC + πρωτεύον προφίλ + Personal Basis 
Profile + Personal Profile είναι η  επόµενη γενιά για το  περιβάλλον εφαρµογών 
Personal Java (βλέπε http://java.sun.com/products/personaljava/). Ως εκ τούτου, το 
Personal Profile έχει το ειδικό στόχο την προς τα πίσω συµβατότητα µε παλαιότερες 
εκδόσεις του Personal Java.  
               Το PDA Προφίλ (PDAP), το οποίο είναι χτισµένο σε CLDC, έχει σχεδιαστεί 
για συσκευές παλάµης µε ελάχιστη µνήµη 512KB (σε συνδυασµό ROM και RAM 
µνήµη και µε 'ανώτατο όριο τα 16MB). Βρίσκεται σ ένα επίπεδο µεταξύ του Mobile 
Information Device Profile (MIDP) και του Personal Profile. Περιλαµβάνει ένα 
µοντέλο που βασίζεται στην εφαρµογή MIDlets αλλά χρησιµοποιεί ένα υποσύνολο 
της J2SE Abstract Windowing Toolkit (AWT) για την δηµιουργία ενός 
περιβάλλοντος χρήστη. Αν και το προφίλ PDAP έχει σχεδόν ολοκληρωθεί, κανένας  
κατασκευαστής δεν έχει ανακοινώσει την χρήση αυτού του προφίλ σε κάποια από τις 
συσκευές του. Ο J2ME κόσµος σήµερα καλύπτεται από το προφίλ MIDP. 
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1.2.1  Mobile Information Device Profile (MIDP). 
 
            Σύµφωνα µε το MIDP 2.0  (JSR-118), µια κινητή συσκευή έχει τα ακόλουθα 
χαρακτηριστικά: 
 
- Ελάχιστη µνήµη ROM  256KB για την εφαρµογή του MIDP (αυτή η µνήµη 
είναι επιπλέων της µνήµης που απαιτεί η εφαρµογή του CLDC)  
- Ελάχιστη µνήµη RAM 128KB µνήµης για της εφαρµογές της Java.  
- Ελάχιστη µνήµη RAM(ή  flash)  8KB (ως  buffer µνήµη).  
- Μια οθόνη τουλάχιστον 96Χ54 pixels.  
- Κάποιο είδος εισαγωγής δεδοµένων (πληκτρολόγιο, Touch Screen κτλ.) 
- Κάποιο τρόπο σύνδεσης δικτύου. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Σχήµα 2.2.1 Βιβλιοθήκες που υποστηρίζουν συσκευές µε ρυθµίσεις CLDC 1.1 και   
                    MIDP 2.0 
 
 
 
         Υπάρχουν δύο εκδόσεις του MIDP: MIDP 1.0 (JSR 37), και MIDP 2.0 (JSR 
118). Πολλές από τις διαθέσιµες συσκευές και όλες οι νέες συσκευές υποστηρίζουν 
την έκδοση MIDP 2.0. Η διαφορά της MIDP 1.0 µε την MIDP 2.0, είναι µια σειρά 
από βελτιώσεις, συµπεριλαµβανοµένης της υποστήριξης των πολυµέσων, ένα νέο 
API για παιχνίδια, καθώς και της υποστήριξης για σύνδεσης  HTTPS, Το 
σηµαντικότερο είναι ότι το MIDP 2.0 είναι πλήρως συµβατό µε MIDP 1.0.  
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2. Πρωτόκολλα σύνδεσης Bluetooth 
 
Στο Σχήµα 3.1 µπορούµε να διακρίνουµε µερικά από τα πιο συνηθισµένα 
πρωτόκολλα  σύνδεσης  Bluetooth. Οι ονοµασίες µε τα έντονα γράµµατα ( Bold) 
είναι τα πρωτόκολλα τα οποία υποστηρίζονται από την JABWT (Java APIs for 
Bluetooth wireless technology) και τα οποία χρησιµοποιούνται για την δηµιουργία 
εφαρµογών. Πολλά από τα πρωτόκολλα που χρησιµοποιούνται έχουν δηµιουργηθεί 
συγκεκριµένα για την Bluetooth  τεχνολογία όπως το Service Discovery Protocol 
(SDP), ενώ άλλα προσαρµόστηκαν σ΄αυτήν την τεχνολογία όπως είναι το  Object 
Exchange protocol (OBEX). 
 
 
- Όπως βλέπουµε στο Σχήµα 3.1 το χαµηλότερο επίπεδο των προδιαγραφών 
Bluetooth είναι το Bluetooth radio. Καθορίζει την λειτουργία του 
αναµεταδότη  Bluetooth  στο φάσµα των 2.4 GHz. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
     Σχήµα 3.1 Πρωτόκολλα  σύνδεσης  Bluetooth 
 
 
 
 
- Το επίπεδο baseband and link control δημιουργεί τις φυσικές συνδέσεις RF 
μεταξύ των διάφορων συσκευών  Bluetooth. Υπάρχουν 2 είδη διαφορετικών 
φυσικών συνδέσεων, η σύγχρονη και η ασύγχρονη σύνδεση.(SCO and ACL). 
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Η ασύγχρονη σύνδεση υποστηρίζει την µεταφορά πακέτων ενώ η σύγχρονη 
σύνδεση υποστηρίζει την µεταφορά ήχου σε πραγµατικό χρόνο. 
- Η ετικέτα Audio (Σχήµα 3.1) στην πραγµατικότητα δεν είναι πρωτόκολλο 
αλλά εμφανίζεται λόγω της μεγάλης χρήσης της στις επικοινωνίες Bluetooth. 
Γενικά ο ήχος μεταφέρεται απευθείας από το επίπεδο baseband and link 
control μέσω μιας σύγχρονης σύνδεσης. 
- Το πρωτόκολλο Link Manager Protocol (LMP) είναι υπεύθυνο για την 
δημιουργία και την ρύθμιση μιας σύνδεσης μεταξύ 2 συσκευών  Bluetooth, 
ελέγχοντας και ρυθμίζοντας το μέγεθος των διάφορων πακέτων. Το ίδιο 
πρωτόκολλο ελέγχει τα θέματα ασφαλείας, που έχουν να κάνουν με την 
σύνδεση των δύο συσκευών, μέσω κωδικών πρόσβασης που 
ανταλλάσσονται μεταξύ των συσκευών. 
- Το HCI παρέχει ένα περιβάλλον εργασίας και µας δίνει την δυνατότητα 
ελέγχου του baseband controller και του link manager μέσω εντολών. 
- Το πρωτόκολλο  L2CAP (Logical Link Control and Adaptation Protocol ) 
Είναι το βασικό πρωτόκολλο που χρησιµοποιούν τα διάφορα ανώτερου 
επιπέδου πρωτόκολλα για να δηµιουργήσουν µια σύνδεση Bluetooth. 
-  Το πρωτόκολλο SDP παρέχει ένα µέσο στις εφαρµογές για την αναζήτηση 
των διάφορων  services και τα χαρακτηριστικά αυτών. Σε αντίθεση µε µια 
σύνδεση σε ένα τοπικό δίκτυο, στο οποίο ένα τερµατικό πρώτα συνδέεται στο 
δίκτυο και στη συνέχεια βρίσκει συσκευές, σε ένα Bluetooth περιβάλλον, 
πρώτα βρίσκει  τις συσκευές και µετά συνδέεται µε τα διάφορα services  που 
παρέχει η κάθε συσκευή. Το πρωτόκολλο  SDP βασίζεται στο πρωτόκολλο  
L2CAP. 
- Ο πιο συνηθισµένος τρόπος επικοινωνίας µεταξύ των διάφορων συσκευών 
είναι οι σειριακές θύρες. Το πρωτόκολλο RFCOMM εξοµοιώνει την 
λειτουργία  των σειριακών θυρών (βασισµένο στο πρωτόκολλο L2CAP.) 
- Οι συσκευές  που διαθέτουν την τεχνολογία Bluetooth, έχουν τη δυνατότητα 
να σχηµατίσουν δίκτυα και να ανταλλάξουν πληροφορίες. Για αυτές τις 
συσκευές και για την ύπαρξη ανταλλαγής πληροφοριών στο δίκτυο υπάρχει 
ένα κοινό πρωτόκολλο επικοινωνίας. Το Bluetooth Network Encapsulation 
Protocol (BNEP) είναι ένα προαιρετικό πρωτόκολλο που συµπυκνώνει πακέτα 
από διάφορα πρωτόκολλα δικτύωσης. Τα πακέτα µεταφέρονται απευθείας 
πάνω στο πρωτόκολλο L2CAP. 
- Το πρωτόκολλο TCS binary (Telephony Control Protocol Specification, 
Binary) καθορίζει την λειτουργία των συσκευών σαν τηλεφωνά και 
προσδιορίζει τον τρόπο µεταφοράς ήχου και δεδοµένων. Και αυτό το 
πρωτόκολλο βασίζεται στο L2CAP πρωτόκολλο.  
- Πρωτόκολλα, όπως OBEX και το Internet Protocol (IP), είναι βασισµένα σε 
πρωτόκολλα για τα οποία µιλήσαµε νωρίτερα (π.χ., OBEX είναι βασισµένο 
στο RFCOMM και το IP είναι βασισµένο στο  BNEP). 
- Με τον καιρό εµφανίζονται και νέα πρωτόκολλα τα οποία βασίζονται στα 
πρωτόκολλα που είδη αναφέρθηκαν. (π.χ Audio/Video Control Transport 
Protocol , Audio/Video Distribution Transport Protocol ) 
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2.1 RFCOMM 
 
             Το SPP (Serial port profile ) είναι το προφίλ που καθορίζει το  πως θα 
πραγµατοποιηθεί µια σύνδεση RFCOMM µεταξύ δύο συσκευών. Το SPP ορίζεται ως 
ένα πρωτεύων προφίλ. Πολλά άλλα προφίλ βασίζονται σε αυτό. Το Σχήµα 3.1.1 
παρουσιάζει µερικά από τα προφίλ Bluetooth που είναι βασισµένα  στο SPP.  Σε 
γενικές γραµµές το προφίλ SPP καθορίζει πώς δύο συσκευές Bluetooth  
θα δηµιουργήσουν µια  αµφίδροµη, αξιόπιστη επικοινωνία µε το πρωτόκολλο 
RFCOMM.   
              Το πρωτόκολλο RFCOMM αποτελεί µια προσοµοίωση της σειριακής θύρας 
RS-232. Στην JABWT, η σύνδεση µε µια αποµακρυσµένη συσκευή χρησιµοποιώντας 
το RFCOMM πρωτόκολλο είναι παρόµοια µε την σύνδεση µέσω µιας socket. Με 
άλλα λόγια, τα δεδοµένα αποστέλλονται µεταξύ των συσκευών µέσω streaming  
συνδέσεων. Στις περισσότερες εφαρµογές JABWΤ, χρησιµοποιείται  το πρωτόκολλο 
RFCOMM. Αυτό συµβαίνει επειδή η σειριακή επικοινωνία χρησιµοποιείται ευρέως 
και το συγκεκριµένο API είναι απλό στη χρήση. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
       
       Σχήµα 3.1.1 ∆είγµατα Bluetooth  προφίλ που βασίζονται στην σειριακή  
                           επικοινωνία SPP 
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            Για την εφαρµογή του RFCOMM πρωτοκόλλου δεν δηµιουργήθηκαν 
καινούργιοι µέθοδοι ή κλάσεις, αντ’ αυτού, χρησιµοποιήθηκαν οι υφιστάµενες που 
χρησιµοποιεί  το GCF1. Όπως  κάθε επικοινωνία µε Java ME, χρησιµοποιώντας 
RFCOMM ξεκινά µε την GCF (βλ. Σχήµα 3.1.2). 
 
 
 
        Σχήµα 3.1.2 Τρόποι σύνδεσης µε βάση το πρότυπο GCF 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
_____________________________________________________________________ 
1. Παρόλο που η ασύρµατη τεχνολογία Bluetooth µπορεί να βρεθεί σε όλες τις 
Java συσκευές , η τυποποίηση της επικεντρώθηκε στις συσκευές  Java ME.  
            Η οµάδα εµπειρογνωµόνων πιστεύει ότι το αρχικό σύνολο των συσκευών που         
            θα χρησιµοποιούν τις Java γλωσσικές ικανότητες µέσω Bluetooth    
            πρωτόκολλων  θα είναι στην Java ME. Ωστόσο, η API καθορίζονται µε τέτοιο     
           τρόπο ώστε να εξαρτάται σε µεγάλο βαθµό από ένα σύνολο CLDC APIs    
           γνωστή ως Generic Connection Framework (GCF). 
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2.2 L2CAP 
 
 
                Όπως προανέφερα το πρωτόκολλο  L2CAP είναι το βασικό πρωτόκολλο 
που χρησιµοποιείτε για τον έλεγχο της λογική σύνδεσης µε το hardware και επιτρέπει 
στα υψηλότερου επιπέδου πρωτόκολλα ή εφαρµογές να χρησιµοποιούν την 
τεχνολογία Bluetooth. Για οποιαδήποτε µεταφορά δεδοµένων µέσω  Bluetooth  
χρησιµοποιείτε το πρωτόκολλο L2CAP, εκτός από την µεταφορά ήχου. Στο Σχήµα 
3.1.3 φαίνονται τα πρωτόκολλα τα οποία βασίζονται στο L2CAP, το οποίο 
χρησιµοποιούν για να έχουν πρόσβαση στο hardware της τεχνολογίας  Bluetooth. Το 
SDP και το  RFCOMM είναι 2 από αυτά τα πρωτόκολλα τα οποία τα υποστηρίζει και 
η JABWT. Η JABWT δεν µας παρέχει πρόσβαση στα άλλα 2 πρωτόκολλα στο  
BNEP και στο TCS binary. Το TCS binary καθορίζει την τηλεφωνία µέσω 2 
συσκευών καθώς και την µεταφορά ήχου ή δεδοµένων µέσω κλήσεων. Το BNEP 
είναι ένα προαιρετικό πρωτόκολλο που αναπτύχθηκε µετά την έκδοση των 
προδιαγραφών Bluetooth 1,1. Η BNEP µπορεί να χρησιµοποιηθεί για τη µετάδοση 
πακέτων IP µέσω του πρωτοκόλλου L2CAP και υποστηρίζει το προφίλ PAN. Το 
προφίλ PAN είναι ένα από τα τρία προφίλ Bluetooth που παρέχουν πρόσβαση στο 
∆ιαδίκτυο για συσκευές Bluetooth. ∆ύο άλλα προφίλ για την πρόσβαση στο Internet 
είναι το LAN Access Profile και το Dial-up Networking Profile.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
       Σχήµα 3.1.3 Πρωτόκολλα στα οποία η λειτουργία τους βασίζεται στο  
                           πρωτόκολλο L2CAP 
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2.2.1 Κανάλια και πακέτα του πρωτοκόλλου    
         L2CAP 
 
                Στο σχήµα 3.1.4 απεικονίζετε η πολυπλεξία υπηρεσιών που παρέχει 
L2CAP. Η αριστερή και η δεξιά πλευρά του σχήµατος απεικονίζουν δύο 
διαφορετικές συσκευές Bluetooth.  Στην αριστερή πλευρά, µια εφαρµογή που είναι 
ένας διακοµιστής L2CAP και µια που χρησιµοποιεί το πρωτόκολλο RFCOMM, 
χρησιµοποιούν το L2CAP πρωτόκολλο για  να παρέχουν Bluetooth επικοινωνία. Το 
L2CAP πρωτόκολλο καθορίζει  δύο L2CAP κανάλια, στο ένα συνδέεται η server  
εφαρµογή µε την client εφαρµογή και στο άλλο συνδέεται το  πρωτόκολλο 
RFCOMM των δύο συσκευών. 
              Στο παρακάτω σχήµα τα L2CAP κανάλια παρουσιάζονται σαν διαδροµές 
µεταξύ των δύο συσκευών. Τα βέλη απεικονίζουν την επικοινώνησα µεταξύ των δύο 
συσκευών. Παρατηρούµε ότι το L2CAP πρωτόκολλο πλήρη αµφίδροµη επικοινωνία 
ώστε τα πακέτα L2CAP µπορούν να ταξιδεύουν προς τις δύο κατευθύνσεις. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
    Σχήµα 3.1.4 Επικοινωνία µέσο πρωτοκόλλου L2CAP 
 
              Το µήκος του βέλους αντιπροσωπεύει το µέγεθος του πακέτου L2CAP. 
Υπάρχει όριο στο µέγεθος του πακέτου που µπορεί να µεταφερθεί σε µια 
συγκεκριµένη κατεύθυνση από ένα συγκεκριµένο κανάλι.. Το όριο αυτό ονοµάζεται 
µονάδα µέγιστης µετάδοσης (MTU). Στο Σχήµα 3.1.4, τα βέλη µε κατεύθυνση προς 
τον L2CAP πελάτη είναι µεγαλύτερα από τα βέλη που προέρχονται από τον πελάτη 
L2CAP, οπότε φαίνετε η διαφορά µεταξύ των δύο MTU. 
             Επίσης στο σχήµα βλέπουµε την ασύγχρονη σύνδεση (ACL) που 
δηµιουργείται σε χαµηλότερο επίπεδο µεταξύ των δυο συσκευών. Μεταξύ δύο 
συσκευών δηµιουργείται µόνο µια ασύγχρονη σύνδεση η οποία παρέχει την υποδοµή 
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που απαιτείται για την υποστήριξη υψηλού επιπέδου  επικοινωνίας µεταξύ L2CAP 
καναλιών.  
 
              Τα L2CAP πακέτα πρέπει να µετατραπούν σε ένα ή περισσότερα πακέτα 
χαµηλότερου επιπέδου για την µετάδοση των δεδοµένων µέσω της ασύγχρονης 
σύνδεσης ACL. Η συσκευή-δέκτης όταν λαµβάνει αυτά τα πακέτα τα ξαναµετατρέπει 
σε πακέτα L2CAP. Υπάρχουν διάφορα µεγέθη πακέτων µεταφοράς αλλά το 
µεγαλύτερο ωφέλιµο φορτίο που µπορούν να έχουν είναι 339 bytes. Το µέγεθος αυτό 
είναι πολύ µικρότερο από το µέγεθος πακέτου που µπορεί να έχει ένα πακέτο L2CAP, 
που είναι 65.535 bytes. Επειδή τα χαµηλού επιπέδου  πακέτα είναι πολύ µικρότερα 
από τα πακέτα που χρησιµοποιούν τα υψηλότερου επιπέδου πρωτόκολλα και 
εφαρµογές, η διαδικασία της κατάτµησης και της επανασυναρµολόγησης  των 
πακέτων δεν φαίνεται και δεν ενδιαφέρει τα πρωτόκολλα και τις εφαρµογές 
υψηλότερου επιπέδου. Αυτό έχει σαν αποτέλεσµα την ευκολότερη χρήση κάθε 
επικοινωνίας Bluetooth.  
               Πολλά από τα Bluetooth πρωτόκολλα καθορίζονται στην κορυφή του 
L2CAP  πρωτόκολλου. Στο Σχήµα 3.1.3 δείχνει τέσσερα από αυτά τα πρωτόκολλα: 
RFCOMM, SDP, TCS, Binary και BNEP. Ωστόσο, ο αριθµός των εν λόγω 
πρωτοκόλλων αυξάνει συνεχώς, καθώς νέα προφίλ Bluetooth αναπτύσσονται και  που 
µε την σειρά τους καθορίζουν νέα πρωτόκολλα που έχουν σαν βάση το πρωτόκολλο 
L2CAP. Επειδή η JABWT δεν παρέχει την δυνατότητα εφαρµογής όλων των 
χαρακτηριστικών του  L2CAP πρωτοκόλλου, µπορεί να µην είναι δυνατή η εφαρµογή 
όλων των νέων πρωτοκόλλων  και προφίλ που δηµιουργούνται.  
 Για παράδειγµα, το πρωτόκολλο Telephony Control Protocol (TCS-BIN) 
χρησιµοποιεί και τα 2 είδη συνδέσεων (connection-oriented and connectionless). 
Επειδή η JABWT δεν υποστηρίζει τα connectionless κανάλια L2CAP, δεν είναι 
δυνατή η εφαρµογή όλου του TCS-BIN πρωτόκολλου. Στην περίπτωση του TCS-
BIN, η οµάδα εµπειρογνωµόνων του JSR-82 αποφάσισε ότι για το TCS-BIN 
πρωτόκολλο θα παρέχει κάποιος κατασκευαστής κάποιο ΑΡΙ για κάποια 
συγκεκριµένη συσκευή, οπότε δεν ήταν αναγκαία για την JABWT να παρέχει ένα 
API που θα µπορούσε να χρησιµοποιηθεί για την εφαρµογή του TCS-BIN. Κατά 
συνέπεια, ενδέχεται να είναι ή µπορεί να µην είναι δυνατή η χρήση της JABWT για 
την εφαρµογή όλων των πρωτοκόλλων και των προφίλ που ορίζονται από την 
Bluetooth SIG. Οι διάφοροι προγραµµατιστές πρέπει να µελετήσουν καλά και να 
διαβεβαιώσουν ότι η JABWT υποστηρίζει πλήρως το κοµµάτι του L2CAP που 
θέλουν να χρησιµοποιήσουν για να εφαρµόσουν κάποιο συγκεκριµένο πρωτόκολλο ή 
προφίλ. 
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2.3 OBEX 
 
 
             Το IrOBEX ((Infrared Object Exchange protocol)  χρησιµοποιήθηκε από την 
IrDA ως εναλλακτική λύση για το Hypertext Transport Protocol (HTTP) για φορητές 
συσκευές. Το IrOBEX δηµιουργήθηκε για τις συσκευές µε περιορισµένη µνήµη και 
µε χαµηλή ταχύτητα επεξεργαστές. Εκτιµώντας ότι οι συσκευές που χρησιµοποιούν 
την HTTP στέλνουν ένα αίτηµα και παίρνουν µια ενιαία απάντηση το IrOBEX 
επιτρέπει στις συσκευές να χωρίσουν τα αιτήµατα και τις απαντήσεις σε µικρότερα 
κοµµάτια. Αυτό έχει σαν αποτέλεσµα να δίνει την δυνατότητα στις συσκευές να 
έχουν µικρότερα κοµµάτια δεδοµένων προς επεξεργασία. Επίσης δίνει την 
δυνατότητα να ακυρωθεί το αίτηµα ή η απάντηση µετά την επεξεργασία των πρώτων 
κοµµατιών. Το IrOBEX, όπως και το HTTP, µπορεί να χρησιµοποιηθεί για µεταφορά 
δεδοµένων βασισµένα σχεδόν πάνω σε οποιοδήποτε πρωτόκολλο. Λαµβάνοντας 
υπόψη ότι αρχικά το  IrOBEX χρησιµοποιήθηκε στην υπέρυθρη τεχνολογία για την 
µεταφορά δεδοµένων, σήµερα βρίσκουµε υλοποιήσεις του πάνω από διάφορα 
πρωτόκολλα όπως το  TCP και το RFCOMM.  Επειδή το πρωτόκολλο IrOBEX 
µπορεί να χρησιµοποιηθεί σε διαφορετικά είδη δεδοµένων (και επειδή υποστηρίζει 
την µεταφορά δεδοµένων χωρισµένων σε πολλά κοµµάτια) µπορεί βελτιστοποιηθεί  
σε ένα ειδικό πρωτόκολλο µεταφοράς. Αυτό σηµαίνει ότι κάθε IrOBEX πακέτο 
µπορεί να έχει µέγεθος  ίδιο µε αυτό που µπορεί να σταλεί το επίπεδο µεταφοράς.  
Αυτό επιτρέπει την αποτελεσµατική χρήση του εύρους ζώνης.( bandwidth). 
            Το IrOBEX έγινε ακόµα πιο διάσηµο όταν πρωτοχρησιµοποιήθηκε από το  
Bluetooth SIG. Από την στιγµή που άρχισε να χρησιµοποιείται από την Bluetooth 
ασύρµατη τεχνολογία, ονοµάζεται  OBEX. (Οι ονοµασίες  OBEX και IrOBEX 
χρησιµοποιούνται αδιακρίτως.) Η SIG συνειδητοποίησε ότι το OBEX είναι ένα 
εξαιρετικό πρωτόκολλο µε αποτέλεσµα να προχωρήσει ένα βήµα µακρύτερα, όπου  
το χρησιµοποίησε σαν βάση για την δηµιουργία νέων προφίλ Bluetooth.  
Για να διευκολυνθεί η κατασκευή νέων προφίλ, η Bluetooth SIG όρισε το GOEP σαν 
το προφίλ που καθορίζει τον τρόπο που εφαρµόζεται το OBEX σε ένα περιβάλλον  
Bluetooth. 
            ΤΟ OBEX API που ορίζεται στο JABWT είναι προαιρετικό API. Αυτό 
σηµαίνει ότι το OBEX API µπορεί  να υλοποιηθεί σε συσκευή που υποστηρίζει  
το Bluetooth API, αλλά µόνο και µόνο επειδή µια συσκευή Bluetooth υποστηρίζει το 
Bluetooth  ΑΡΙ δεν σηµαίνει ότι υποστηρίζει και το OBEX ΑΡΙ. Σήµερα, οι 
περισσότερες συσκευές που υποστηρίζουν το Bluetooth ΑΡΙ δεν υποστηρίζουν το  
OBEX ΑΡΙ. Θεωρητικά, µπορεί να συµβεί και το αντίστροφο, θα µπορούσε να 
υπάρχει υποστήριξη για το OBEX API σε συσκευές που δεν υποστηρίζουν το 
Bluetooth API. Ο λόγος για αυτό είναι ότι το OBEX API είναι ανεξάρτητο από το 
Bluetooth API. Εποµένως, γιατί θα ήταν ένα OBEX χρήσιµο στους προγραµµατιστές 
όταν σε µια συσκευή µπορούν να χρησιµοποιήσουν το πρωτόκολλο RFCOMM,  
L2CAP, ή TCP / IP; 
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       Το  OBEX είναι ένα δοµηµένο πρωτόκολλο που επιτρέπει το διαχωρισµό  
των δεδοµένων και των χαρακτηριστικών τους. Το OBEX επιτρέπει των σαφή 
διαχωρισµό του ενός αιτήµατος από το άλλο. Με πρωτόκολλα όπως το RFCOMM ή 
το TCP / IP, οι διάφορες εφαρµογές που τα χρησιµοποιούν πρέπει να γνωρίζουν το 
πώς στέλνονται τα δεδοµένα και το πότε θα στείλουν την απάντηση. Στο OBEX 
αυτές οι λεπτοµέρειες κρύβονται στο πρωτόκολλο. Το OBEX είναι σαν µια 
Extensible Markup Language (XML). ∆ηµιουργεί την δοµή  στα δεδοµένα που 
αποστέλλονται ενώ τα πρωτόκολλα RFCOMM και TCP / IP απλά στέλνουν τα bytes. 
 
 
Σχήµα 3.3.1 Συγχρονισµός clientµε server σε µια OBEX  σύνδεση. 
 
 
         Το OBEX µπορεί να χρησιµοποιηθεί για διάφορους σκοπούς. Είναι το 
πρωτόκολλο που χρησιµοποιείται σε PDAs ως µέσο για την ανταλλαγή ηλεκτρονικών 
επαγγελµατικών καρτών. Το OBEX έχει επίσης χρησιµοποιηθεί για των συγχρονισµό  
φορητών συσκευών µε επιτραπέζιους υπολογιστές.  
 
2.3.1Συγχρονισµός  
 
Ένα κοινό πρόβληµα για τις MIDP συσκευές, όπως τα κινητά τηλέφωνα, είναι πώς να  
διατηρούν τις πληροφορίες σχετικά µε τη συσκευή σε συγχρονισµό µε έναν 
επιτραπέζιο υπολογιστή. Με την ασύρµατη τεχνολογία Bluetooth, η συσκευή δεν 
χρειάζεται να συνδέεται µε τον υπολογιστή και να συγχρονιστεί µε το χέρι. Αντ’ 
αυτού, η συσκευή συγχρονίζει αυτόµατα µε τον επιτραπέζιο υπολογιστή όταν έρθει  
κοντά στον υπολογιστή. Το Bluetooth SIG ορίζει το προφίλ συγχρονισµού, το οποίο 
χρησιµοποιεί OBEX για την ανταλλαγή δεδοµένων µεταξύ της συσκευής και του 
υπολογιστή. 
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2.3.2Εκτύπωση  
 
             Η Java ME έχει αρχίσει να χρησιµοποιείται από διάφορες επιχειρήσεις ως 
ένας τρόπος επικοινωνίας µε τις συσκευές των εργαζοµένων (κινητά  PDAs κτλ ). 
Μπορούν πλέον οι εργαζόµενοι µέσω αυτών των συσκευών να στέλνουν τα email 
τους, καθώς και να ενηµερώνονται αυτόµατα τα ηµερολόγια αυτών. Ένας 
περιορισµός που υπάρχει σε πολλές συσκευές είναι η µικρή σε διαστάσεις οθόνη 
καθώς και η έλλειψη πληκτρολογίου µε αποτέλεσµα να τις κάνουν δύσχρηστες. 
Παρόλα αυτά πολλοί το θεωρούν µεγάλη βοήθεια να µπορούν να στέλνουν τα email  
τους ή να στέλνουν το ηµερολόγιο τους και τις επαφές τους για εκτύπωση χωρίς την 
χρήση καλωδίων. Η εκτύπωση γενικά είναι µια πολλή συνηθισµένη χρήση του 
OBEX. Μέχρι πριν λίγο καιρό οι Java ME συσκευές µπορούσαν να επικοινωνήσουν 
µόνο µέσο κάποιου κεντρικού  server. Σήµερα όλες οι συσκευές Java ME µπορούν να 
επικοινωνήσουν µεταξύ τους. 
           
 
Σχήµα 3.3.2 Μεταφορά δεδοµένων σε µια σύνδεση OBEX 
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3. Device Discovery 
 
              Επειδή η δυνατότητα επικοινωνίας µε Bluetooth (από θέµα hardware)  είναι 
πλέον µέρος των περισσότερων φορητών συσκευών, µια συσκευή Bluetooth πρέπει 
να είναι σε θέση να εντοπίζει δυναµικά άλλες κοντινές συσκευές. Μια συσκευή 
Bluetooth πρέπει επίσης να είναι σε θέση να καθορίσει ποιες υπηρεσίες είναι 
διαθέσιµες στην συσκευή την οποία βρίσκει. Η διαδικασία εύρεσης συσκευών και 
υπηρεσιών είναι δύο ξεχωριστές διαδικασίες για την κάθε συσκευή. Στην γλώσσα του 
Bluetooth η διαδικασία εύρεσης ονοµάζεται inquiry. 
            Όταν µια συσκευή στέλνει ένα αίτηµα αναζήτησης (inquiry) οι υπόλοιπες 
συσκευές που βρίσκονται στην περιοχή ανταποκρίνονται στο αίτηµα. Ανάλογα πάντα 
µε της ρυθµίσεις που έχουν. ( αν είναι ρυθµισµένες να ανταποκρίνονται.). Οι 
συσκευές που ανταποκρίνονται απαντούν µε την  Bluetooth  διεύθυνση που έχουν και 
µε κάποια στοιχεία για το είδος της συσκευής (class of device, δείχνει αν η συσκευή 
είναι κινητό ή PDA  κτλ ). Η διεύθυνση  Bluetooth  είναι ένας 6 Byte κωδικός ο 
οποίος είναι µοναδικός για κάθε συσκευή και τον δίνει ο κατασκευαστής ενώ η  
κλάση όπως προανέφερα µας δίνει πληροφορίες για τον τύπο της συσκευής και µια 
γενική αναφορά στις υπηρεσίες οι οποίες τρέχουν σ αυτήν την συσκευή. 
           Η Bluetooth SIG έχει ορίσει δύο είδη ερευνών( inquiries): Την γενική έρευνα 
και την περιορισµένη. Μια γενική έρευνα την χρησιµοποιεί µια συσκευή  για να βρει 
όλες τις συσκευές Bluetooth σε µια περιοχή. Μια περιορισµένη έρευνα 
χρησιµοποιείται για να βρει όλες τις συσκευές σε µια περιοχή που έχουν την 
αντίστοιχη ρύθµιση.( limited discoverable mode ). Μια γενική έρευνα είναι  
παρόµοια µε το να ζητήσεις από όλους τους ανθρώπους σε ένα δωµάτιο να πουν τα 
ονόµατά τους. Περιορισµένη έρευνα είναι παρόµοια µε το να ζητήσεις από όλους 
τους ανθρώπους σε ένα δωµάτιο να πουν τα ονόµατά τους µόνον εάν είναι λογιστές. 
Ποιες  συσκευές θα  ανταποκριθούν σε µια έρευνα  εξαρτάται από τις ρυθµίσεις τους 
την στιγµή της έρευνας. Οι συσκευές µπορούν να ρυθµιστούν έτσι ώστε να µπορούν 
να ανταποκριθούν σε αιτήµατα γενικής η περιορισµένης έρευνας καθώς και να µην 
ανταποκρίνονται καθόλου. Σε ένα  αίτηµα γενικής έρευνας ανταποκρίνονται οι 
συσκευές που είναι ρυθµισµένες να ανταποκρίνονται σε αιτήµατα γενικής αλλά και 
περιορισµένης έρευνας. Σε ένα αίτηµα περιορισµένης έρευνας ανταποκρίνονται µόνο 
οι συσκευές που είναι ρυθµισµένες να ανταποκρίνονται σε αιτήµατα περιορισµένης 
έρευνας. Οι παρακάτω εικόνες δείχνουν τα δύο είδη αιτηµάτων. 
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       Σχήµα 4.1  Ανταποκρίνονται όλες οι συσκευές που είναι ρυθµισµένες να        
                         ανταποκρίνονται σε αιτήµατα γενικής και περιορισµένης έρευνας. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
     Σχήµα 4.2   Ανταποκρίνονται µόνο οι συσκευές που είναι ρυθµισµένες να        
                        ανταποκρίνονται σε αιτήµατα περιορισµένης έρευνας. 
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4. Service Discovery 
 
           Μετά τον εντοπισµό των συσκευών Bluetooth σε µια περιοχή, (αυτών που 
έχουν ενεργή την λειτουργία  Bluetooth) το επόµενο βήµα είναι η εύρεση των 
υπηρεσιών που τρέχουν σε κάθε µια συσκευή από αυτές τις συσκευές. Σε αντίθεση µε 
την εύρεση συσκευής η διαδικασία εύρεσης υπηρεσιών γίνεται µόνο µεταξύ 2 
συσκευών Σχήµα 5.1. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
            Σχήµα 5.1  ∆ιαδικασία εύρεσης υπηρεσιών γίνεται µόνο µεταξύ 2 συσκευών  
             
 
          Μια συσκευή η οποία ψάχνει για µια υπηρεσία στέλνει ένα ερώτηµα στην άλλη 
συσκευή για να δει αν έχει την υπηρεσία που ψάχνει. (Η οποία υπηρεσία έχει κάποια 
συγκεκριµένα χαρακτηρίστηκα). Η δεύτερη συσκευή αν διαθέτει την υπηρεσία 
στέλνει ένα µήνυµα απάντησης (service record) στην πρώτη συσκευή που περιγράφει 
την υπηρεσία. Η κάθε υπηρεσία µπορεί να έχει πολλά χαρακτηριστικά 
συµπεριλαµβάνοντας τις διάφορες πληροφορίες για την σύνδεση και την χρήση της 
υπηρεσίας. Η λειτουργία εύρεσης υπηρεσιών ακολουθεί το µοντέλο πελάτη –
διακοµιστή. Ο πελάτης στέλνει ένα αίτηµα για κάποια συγκεκριµένη υπηρεσία, (ή 
ένα ερώτηµα για το ποιες υπηρεσίες είναι διαθέσιµες) στον διακοµιστή (server) και 
αυτός µε την σειρά του ελέγχει αν διαθέτει καµιά υπηρεσία µε τα χαρακτηριστικά 
που ζήτησε ο πελάτης (Client).  O διακοµιστής για να ξέρει ποιες υπηρεσίες είναι 
διαθέσιµες, καθώς και τα χαρακτηριστικά τους έχει µια βάση δεδοµένων µε όλες τις 
υπηρεσίες στην οποία ψάχνει κάθε φορά που θέλει να βρει κάποια συγκεκριµένη 
υπηρεσία. 
          Οι βασικές υποχρεώσεις µιας εφαρµογής server είναι οι παρακάτω : 
1) Να δηµιουργήσει τις ιδιότητες και τα χαρακτηριστικά της 
υπηρεσίας (service record)  η οποία θα παρέχετε από την 
εφαρµογή. 
2) Να καταγράψει αυτή την υπηρεσία στην βάση δεδοµένων των 
υπηρεσιών του Bluetooth  σωρού, ώστε να είναι εµφανή και 
διαθέσιµη σε κάθε αναζήτηση πελάτη. 
3) Να καθορίσει τα µέτρα – επίπεδο ασφαλείας της υπηρεσίας. 
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4) Να συνδέετε µε τους διάφορους πελάτες που θα θέλουν να 
χρησιµοποιήσουν την συγκεκριµένη υπηρεσία. 
5) Να ενηµερώνει την βάση δεδοµένων µε τις αλλαγές που µπορεί να 
έχει η υπηρεσία ή τα χαρακτηριστικά της. 
6) Να σβήνει η να απενεργοποιεί την υπηρεσία από την βάση 
δεδοµένων όταν αυτή δεν είναι πλέον διαθέσιµη. 
Οι εργασίες του server 1,2,5 και 6 αποτελούν ένα υποσύνολο των εργασιών του  
server αφορούν την δηµιουργία και δηµοσίευση της υπηρεσίας στις συσκευές πελάτη. 
 
4.1 Service Record  
  
           Μια εγγραφή µιας συγκεκριµένης υπηρεσίας στην βάση δεδοµένων εξηγεί 
κυρίως το είδος της υπηρεσίας που προσφέρει η συγκεκριµένη εφαρµογή  server και 
των τρόπο σύνδεσης σε αυτήν την υπηρεσία. 
          Στο σχήµα 5.1.1 υπάρχει µια γρήγορη επισκόπηση των διάφορων στοιχείων 
που αναµιγνύονται κατά την δήλωση – δηµιουργία µιας υπηρεσίας και κατά την 
αναζήτηση αυτής. Τα service records καθώς και το πρωτόκολλο αναζήτησης 
υπηρεσιών αναλύετε µε µεγάλη λεπτοµέρεια από τις προδιαγραφές τις τεχνολογίας  
Bluetooth. Μολονότι το Bluetooth API της JABWT είναι το πρώτο  API  σχετικά µε 
την εύρεση υπηρεσιών (service discovery) υπάρχουν πάρα πολλά αναπάντητα 
ερωτήµατα σχετικά µε αυτό το  API. Μερικά από αυτά είναι τα παρακάτω : 
 
- Πως δηµιουργείτε η κάθε εγγραφή των υπηρεσιών. (service Record) 
- Πως προστίθεται αυτή η εγγραφή στην βάση δεδοµένων 
- Πως αυτή η εγγραφή µπορεί να τροποποιηθεί 
- Πως  µπορεί µια εγγραφή να διαγραφή από την βάση δεδοµένων η ακόµα πως 
µπορεί να απενεργοποιηθεί ώστε να µην είναι προσβάσιµη από τους 
διάφορους  client. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Σχήµα 5.1.1  ∆ηµιουργία και δηµοσίευση µιας νέας υπηρεσίας. 
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Η προδιαγραφές Bluetooth δεν προσδιορίζουν τις απαιτήσεις στους παραπάνω τοµείς,  
επειδή δεν απαιτείται µια τυποποιηµένη προσέγγιση του τρόπου δήλωσης των 
διάφορων υπηρεσιών για τη διασφάλιση της διαλειτουργικότητας των Bluetooth 
συσκευών από διαφορετικούς κατασκευαστές. Κατά συνέπεια οι απάντηση των 
παραπάνω ερωτηµάτων έµεινε στους µηχανικούς των διάφορων κατασκευαστών και 
στον τρόπο υλοποίησης του Bluetooth  σωρού. Το αποτέλεσµα ήταν µια ποικιλία  
από διάφορα APIs. 
 
4.2 Προσαρµοσµένες Υπηρεσίες  
 
Οι προγραµµατιστές µπορούν να καθορίσουν τις δικές τους εφαρµογές  Bluetooth  
server ανεξάρτητα από αυτά που ορίζονται στα διάφορα προφίλ Bluetooth και να  
παρέχουν αυτές τις υπηρεσίες σε αποµακρυσµένους υπολογιστές-πελάτες. Οι  
διάφορες προσαρµοσµένες υπηρεσίες έχουν πολύ µεγαλύτερο περιθώριο για τον 
τρόπο εφαρµογής τους από ό, τι Bluetooth υλοποιήσεις κάποιον συγκεκριµένων 
προφίλ. Οι εφαρµογές  server µπορούν να προσαρµοστούν στις ιδιαιτερότητες της 
κάθε εφαρµογής πελάτη. Αυτή η διαδικασία είναι διαφορετική από ότι για τις 
εφαρµογές server κάποιου Bluetooth προφίλ, οι οποίες πρέπει να γραφτούν για να 
συνεργαστούν µε πολλές διαφορετικές υλοποιήσεις εφαρµογών πελάτη. 
 
5. Ασφάλεια  του Bluetooth 
  
          ∆εδοµένου ότι Bluetooth είναι σε θέση να επικοινωνήσει µε σχεδόν 
οποιαδήποτε άλλη Bluetooth συσκευή, η ασφάλεια είναι µια σηµαντική ανησυχία. 
Εντούτοις, πρέπει να αναφερθεί ότι το Bluetooth έρχεται µε διάφορες ιδιότητες 
ασφαλείας που το καθιστούν ασφαλές και αποδοτικό για να χρησιµοποιηθεί σχεδόν 
σε οποιοδήποτε περιβάλλον.  
 
Τρεις επιλογές χρησιµοποιούνται για την ασφάλεια: 
 
1. Ψευδό-τυχαία αναπήδηση συχνότητας. Αποτρέπει την παρακολούθηση της 
συχνότητας µέσω του συγχρονισµού αναπήδησης συχνότητας. 
2. Αυθεντικοποίηση. Επιτρέπει σε ένα χρήστη να περιορίσει την πρόσβαση µόνο σε 
συγκεκριµένες, ήδη αναγνωρισµένες συσκευές. 
3. Κρυπτογράφηση. Χρησιµοποιεί κρυφά κλειδιά για την αποτροπή ανάγνωσης των 
δεδοµένων από µη εξουσιοδοτηµένους χρήστες. 
 
Όπως αναφέρθηκε προηγουµένως, το προφίλ γενικής πρόσβασης ορίζει επίσης ένα 
µοντέλο ασφάλειας τριών επιπέδων: 
 
* Επίπεδο 1. Μη ασφαλής λειτουργία. 
* Επίπεδο 2. Ασφαλής λειτουργία σε επίπεδο υπηρεσιών. 
* Επίπεδο 3. Ασφαλής λειτουργία σε επίπεδο ζεύξης. 
 
Η µέθοδος αυθεντικοποίησης του πρωτοκόλλου εγκρίνει τη συσκευή και όχι το 
χρήστη ή ιδιοκτήτη, ο οποίος οφείλει να προφυλάξει τη συσκευή του από 
κακόβουλους. Το θέµα αφορά ραδιοσυχνότητες και η υποκλοπή µε τα κατάλληλα 
εργαλεία (wirelless sniffers, radio decoders etc.) είναι αδύνατο να αποκλειστεί, 
απαιτεί όµως την κατάλληλη τεχνογνωσία και τον αντίστοιχο εξοπλισµό. 
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6. Μελλοντικές χρήσεις του Bluetooth 
      
     
         Εκατοµµύρια συσκευές σε όλο τον κόσµο έρχονται µε Bluetooth chipsets. 
Κινητά, laptops, tablets ακόµα και αυτοκίνητα έχουν πλέον την δυνατότητα να 
επικοινωνούν µέσω Bluetooth. Η mainstream διάθεση του hardware και οι ανάγκη για 
ακόµα µεγαλύτερη ταχύτητα µεταφοράς οδήγησαν στο νέο Bluetooth 3.0 + HS.                
        Το Bluetooth 2.0 και 2.1 τα βγάζει πέρα µε την ανταλλαγή business card και 
µεταφορά ήχου σε ακουστικά αλλά τα νέα smartphones µε τα πολλά megapixels και 
τα αρχεία βίντεο απαιτούν µεγαλύτερη ταχύτητα µεταφοράς από και προς το 
τηλέφωνο και τις άλλες συµβατές συσκευές. 
        Το Bluetooth 3.0 + HS (High Speed) έρχεται να καλύψει το κενό και να 
προσφέρει x10 την σηµερινή ταχύτητα µε ένα πολύ έξυπνο τρόπο. Αρχικά το 
Bluetooth αναλαµβάνει το pairing µε κάποια συµβατή Bluetooth συσκευή και 
λειτουργεί σε low power mode. Όταν η µεταφορά µεγάλων αρχείων είναι 
απαραίτητη, το Bluetooth επικοινωνεί µε το WiFi chipset της συσκευής, αναλαµβάνει 
να ολοκληρώσει την µεταφορά µέσω WiFi και όταν όλα τελειώσουν επιστρέφει στο 
προηγούµενο low power mode. Για τον χρήστη η διαδικασία είναι αδιαφανής εξαιτίας 
του Bluetooth 3.0 + HS. 
          Εταιρείες όπως η Atheros και η Broadcom έχουν ανακοινώσει προϊόντα 
συµβατά µε το Bluetooth 3.0. Η Broadcom συγκεκριµένα, προσφέρει on chip solution 
µε Bluetooth, WiFi και FM για όσους κατασκευαστές αναζητούν λύση 3 σε 1 ώστε να 
µειώσουν το κόστος κατασκευής των συσκευών, την κατανάλωση ρεύµατος και να 
αποκτήσουν περισσότερο χώρο για µεγαλύτερη µπαταρία ή οθόνη. Τα πρώτα gadgets 
µε Bluetooth 3.0 + HS αναµένονται τους πρώτους µήνες του 2010. Είναι περιττό να 
πω ότι παράλληλα µε το Bluetooth 3.0 θα δούµε το WiFi να βρίσκεται σε κάθε 
συσκευή όπως σήµερα κάθε κινητό και gadget που σέβεται τον εαυτό του, έχει 
Bluetooth chipset. 
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7. Υλοποίηση εργασίας 
 
                     Η υλοποίηση της διπλωµατικής εργασίας γίνεται σε δύο στάδια µε δύο 
εφαρµογές, όπου και οι δύο έχουν σαν αντικείµενο την ανταλλαγή µηνυµάτων µέσο 
Bluetooth µε την διαφορά ότι η κάθε µια έχει διαφορετικό τρόπο υλοποίησης.                                                                  
                     Στην πρώτη εφαρµογή δηµιουργείτε µια σύνδεση µεταξύ δύο συσκευών 
η οποία παραµένει ανοιχτή όσο υπάρχει επικοινωνία µεταξύ αυτών. Η επικοινωνία 
διακόπτετε είτε µέσο έλλειψης σήµατος είτε επειδή κάποια από τις 2 συσκευές 
διέκοψε την σύνδεση. Σ’ αυτήν την σύνδεση η µια συσκευή αντιπροσωπεύει τον  
server ( χρησιµοποιεί την εφαρµογή του  server ) ενώ η δεύτερη τον  client (  και 
χρησιµοποιεί την εφαρµογή του  client ). 
 Στην δεύτερη εφαρµογή η κάθε συσκευή µπορεί να παίξει τον ρόλο του  server ή  
του  client  ανάλογα µε την προτίµηση του χρήστη. Ξεκινώντας την εφαρµογή η κάθε 
συσκευή λειτούργει σαν  server  που περιµένει την αίτηση από κάποια συσκευή   
client  που θέλει να στείλει κάποιο µήνυµα.  Μετά από επιλογή του χρήστη η 
συσκευή µετατρέπετε σε  client  και µπορεί να στείλει µήνυµα σε κάποιον  server  ο 
οποίος βρίσκετε εντός εµβέλειας σήµατος  Bluetooth  και χρησιµοποιεί την ίδια 
εφαρµογή. 
 
Απαίτησης Λογισµικού 
 
                   Για την υλοποίηση των παραπάνω εφαρµογών χρησιµοποιήθηκε η 
γλώσσα προγραµµατισµού JM2E και το περιβάλλον εργασίας του προγράµµατος 
NetBeans 6.1.  Επίσης η συσκευή που χρησιµοποιήθηκε για την εκτέλεση των 
εφαρµογών στο υπολογιστή είναι το Default Color Phone της Sun Java™ Wireless 
Toolkit 2.5.2. 
                  Για την  υλοποίηση των εφαρµογών σε κάποιο κινητό χρειάζεται να είναι  
Java Enable και να έχει configuration CLDC-1.1  καθώς  και συµβατό µε το  Profile 
MIDP-2.0. 
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1η Εφαρµογή   
 
                       Όπως προανέφερα το πρώτο παράδειγµα αποτελείτε από 2 εφαρµογές, 
µια εφαρµογή  server  και µια  client. Για την επικοινωνία των 2 εφαρµογών 
χρησιµοποιείτε το πρωτόκολλο RfCOMM και το µέγεθος του µηνύµατος που µπορεί 
να σταλεί είναι 40 bytes.( Τυχαίος αριθµός bytes ). ∆εν χρησιµοποιούµε το 
χαµηλότερου επιπέδου πρωτόκολλο L2CAP, γιατί σ αυτό το πρωτόκολλο, θα έπρεπε 
το πρόγραµµα µας  να χειρίζεται το διαµοιρασµό των µεγάλων µηνυµάτων σε πακέτα 
δεδοµένων, ενώ µε το πρωτόκολλο  RFCOMM αυτό γίνεται αυτόµατα.  Το 
πρωτόκολλο L2CAP χρησιµοποιείται κυρίως σε εφαρµογές εικόνας και ήχου. Το 
πρωτόκολλο RFCOMM βασίζεται σε ένα stream-based API το οποίο χειρίζεται το 
διαχωρισµό και την συναρµολόγηση των πακέτων δεδοµένων αντί για µας. 
                      Σκοπός του παραδείγµατος είναι η δηµιουργία µιας µόνιµης σύνδεσης 
µεταξύ δύο συσκευών οι οποίες επικοινωνούν µε την τεχνολογία  Bluetooth. Αυτές οι 
δύο συσκευές θα µπορούν να ανταλλάσουν συνέχεια µηνύµατα χωρίς να χρειάζεται 
κάθε φορά να κάνουν έλεγχο για το αν η δεύτερη συσκευή είναι διαθέσιµη και χωρίς 
να αποσυνδέονται και να ξανασυνδέονται κάθε φορά που θέλουν να στείλουν κάποιο 
µήνυµα. Αφού εκτελέσουµε και τα δύο project  στο NetBeans, εµφανίζονται δύο 
συσκευές κινητών. Η συσκευή µε την εφαρµογή  client, προκαλεί την σύνδεση µε την 
συσκευή που έχει την εφαρµογή  server. Μετά την σύνδεση των 2 συσκευών µπορούν 
να στέλνουν µεταξύ τους η δύο συσκευές , µηνύµατα, άσχετα µε το πια είναι ο  server  
ή ο client. Η διακοπεί της σύνδεσης γίνεται είτε γιατί µια από τις δύο συσκευές 
διακόπτει την σύνδεση είτε γιατί η µια συσκευή είναι εκτός εµβέλειας του σήµατος  
Bluetooth της άλλης. 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Σχήµα 8.1 ∆ιάγραµµα ακολουθίας Εφαρµογής 1 
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Εφαρµογή Server   
 
            Η πρώτη εφαρµογή που πρέπει  να ξεκινήσει  είναι  η εφαρµογή server, της 
οποίας δουλεία είναι: 
             α) να δηµιουργήσει την υπηρεσία µηνυµάτων και να τοποθετήσει την         
                 εγγραφή µε τα χαρακτηριστικά της  στην βάση δεδοµένων του    
                 Bluetooth σωρού.    
             β) να δηµοσιοποίηση την ύπαρξη της υπηρεσίας σε όποιον το ζητήσει και 
             γ) να παρέχει την υπηρεσία σε όποιον στείλει κάποιο αίτηµα για να την                 
                 χρησιµοποιήσει. 
                     
                      
 
 
 
 
Σχήµα 8.1.1 ∆ιάγραµµα Κλάσεων Εφαρµογής 1 
∆ηµιουργούµε ένα καινούργιο Midlet µε το όνοµα servertest1, το project ( το οποίο 
έχει το ίδιο όνοµα) αποτελείται από µια κλάση, την κλάση Serv. 
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Στην αρχή της εφαρµογής εισάγουµε τις βιβλιοθήκες και τις µεταβλητές τις οποίες θα 
χρησιµοποιήσουµε στην εφαρµογή και είναι οι παρακάτω: 
 
import java.lang.*; 
import java.io.*; 
import javax.microedition.lcdui.*; 
import javax.microedition.io.*; 
import javax.bluetooth.*; 
import javax.microedition.midlet.*; 
 
private Thread mServer = null; 
private InputStream input; 
private OutputStream output; 
private StreamConnection conn; 
public Form f1; 
 
Η πρώτη µέθοδος που καλείτε σε κάθε MIDLET  είναι η µέθοδος startApp(). Όπως 
βλέπουµε και παρακάτω σ αυτήν την µέθοδο δηµιουργούµε την φόρµα (µε το όνοµα 
Server) µε την οποία ξεκινάει η εφαρµογή. ∆ηλώνονται οι επιλογές Exit (για 
τερµατισµό της εφαρµογής) και  Send (για την αποστολή µηνύµατος από τον  server) 
και αµέσως µετά καλείτε η µέθοδος  startServer() η οποία ξεκινάει µια καινούργια 
διεργασία στην οποία δηµιουργείται η σύνδεση του server. 
 
public void startApp()throws 
  MIDletStateChangeException { 
                f1 = new Form("Server"); 
  Command ex=(new Command("Exit", Command.EXIT, 1)); 
  f1.addCommand(ex); 
//∆ΗΜΙΟΥΡΓΙΑ ΕΠΙΛΟΓΗς ΕΧΙΤ ΚΑΙ ΕΙΣΑΓΩΓΗ ΣΤΗΝ ΦΟΡΜΑ 
  Command sendCommand = new Command("Send", 
  Command.SCREEN, 1); 
  f1.addCommand(sendCommand);//∆ΗΜΙΟΥΡΓΙΑ ΕΠΙΛΟΓΗς Send  
//ΚΑΙ ΕΙΣΑΓΩΓΗ ΣΤΗΝ ΦΟΡΜΑ 
//Ε∆Ω ΑΝΟΙΓΕΤΑΙ Η ∆ΙΕΥΘΗΝΣΗ ΣΤΗΝ ΟΠΟΙΑ ΘΑ ΣΥΝ∆ΕΘΟΥΝ ΟΙ     
  CLIENT 
// ΣΤΗΝ ∆ΙΕΥΘΗΝΣΗ "btspp://localhost:"+ 
//    "123456789ABCDE;name=Echo Server" 
// ΜΕ ΚΩ∆ΙΚΟ SERVICE 123456789ABCDE (EINAI KATI SAN 
KVDIKO PORTAS 
  startServer(); 
            
   } 
private void startServer() { 
    mServer = new Thread(this); 
    mServer.start(); 
    } 
public void run() { 
    StreamConnectionNotifier notifier; 
        try { 
           notifier = (StreamConnectionNotifier)  
           Connector.open("btspp://localhost:"+ 
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           "123456789ABCDE;name=Echo Server"); 
           displayConnectionString(f1,notifier); 
// ∆ΗΜΙΟΥΡΓΙΑ ΠΕ∆ΙΟΥ ΑΠΟΣΤΟΛΗΣ ΜΥΝΗΜΑΤΩΝ ΑΠΟ ΤΟΝ  SERVER 
           TextField send=new TextField("Text to send", 
           null, 20, TextField.ANY); 
           f1.append(send); 
           f1.setCommandListener(this); 
          Display.getDisplay(this).setCurrent(f1); 
// O SERVER( NOTIFIER) MPAINEI SE KATASTASH ΑΝΑΜΟΝΗΣ  
   CLIENT 
            conn = notifier.acceptAndOpen(); 
            output = conn.openOutputStream(); 
            input = conn.openInputStream(); 
// ME TO ΘΑ ∆ΕΧΤΕΙ  KΑΠΟΙΟ MYNHMA TO ∆IABAZEI KAI TO  
// EMΦANIZEI ΣTHN ΟΘΟΝΗ 
// ΕΠΙΣΗΣ ΕΛΕΓΧΕΙ ΑΝ ΓΕΜΙΣΕΙ Η ΟΘΟΝΗ ∆ΙΑΓΡΑΦΕΙ ΤΟ ΠΙΟ  
   ΠΑΛΙΟ ΜΥΝΗΜΑ 
            byte [ ] data = new byte[40]; 
           int length =0; 
           while ((length = input.read(data)) != -1) { 
               int index = f1.size(); 
               if (index==12){ 
                      f1.delete(2); 
               } 
              f1.append(new String(data, 0, length)); 
         } 
        }catch (IOException e) { 
               f1.append("IOException: "+ 
e.getMessage()); 
        } 
   } 
Όπως βλέπουµε στην µέθοδο run() της καινούργιας διαδικασίας  mServer συµβαίνουν 
τα παρακάτω: 
 
- ∆ηµιουργείται ένα καινούργιο αντικείµενο σύνδεσης notifier. Σ αυτό το 
αντικείµενο δηλώνεται η διεύθυνση σύνδεσης στην οποία µπορεί να συνδεθεί 
κάποιος client, όπως επίσης και το id του service record που χρησιµοποιείται 
από τον client για να βρει αν παρέχετε η συγκεκριµένη υπηρεσία από τον  
server. 
 
  notifier = (StreamConnectionNotifier)    
  Connector.open("btspp://localhost:"+ 
                      "123456789ABCDE;name=Echo Server"); 
 
- O server είναι σε αναµονή για κάποιο αίτηµα σύνδεσης από κάποιο  client       
 
conn = notifier.acceptAndOpen(); 
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- ∆ηµιουργείται ένα αντικείµενο  TextBox, το οποίο τοποθετείται στην 
κεντρική φόρµα ώστε µετά την σύνδεση να µπορεί και ο server  να στείλει 
µήνυµα. 
 
             TextField send=new TextField("Text to send", 
             null, 20, TextField.ANY); 
             f1.append(send); 
             f1.setCommandListener(this); 
            Display.getDisplay(this).setCurrent(f1); 
 
- Αφού ο server συνδεθεί µε ένα client δηµιουργείται µια σύνδεση τύπου  
streaming, µέσο της οποίας δέχεται και στέλνει µηνύµατα µε τον  client. 
             conn = notifier.acceptAndOpen(); 
             output = conn.openOutputStream(); 
             input = conn.openInputStream(); 
             byte [ ] data = new byte[40]; 
             int length =0; 
            while ((length = input.read(data)) != -1) { 
                      int index = f1.size(); 
                     if (index==12){ 
                         f1.delete(2); 
                    } 
                  f1.append(new String(data, 0, length)); 
         } 
         
Στις ίδιες γραµµές κώδικα ελέγχει αν τα µηνύµατα ξεπερνάν το µέγεθος της     
οθόνης σβήνοντας τα πιο παλιά. Το µέγεθος των µηνυµάτων είναι 40 Byte. 
Επίσης στης παραπάνω γραµµές κώδικα καλείται η µέθοδος  
          
           displayConnectionString(f1,notifier); 
 
Ο κώδικας αυτής της µεθόδου είναι ο παρακάτω : 
               private void displayConnectionString(Form f1, 
                 StreamConnectionNotifier notifier) { 
                   try { 
// ΓΙΝΕΤΑΙ ΑΝΑΚΤΗΣΗ ΤΗΣ ∆ΙΕΥΘΥΝΣΗΣ ΣΥΝ∆ΕΣΗΣ ΚΑΙ ΕΜΦΑΝΙΣΗ  
// ΤΗΣ ΣΤΗΝ ΟΘΟΝΗ 
       LocalDevice device = LocalDevice.getLocalDevice(); 
       ServiceRecord record = device.getRecord(notifier); 
       String connString = record.getConnectionURL( 
       ServiceRecord.NOAUTHENTICATE_NOENCRYPT, false); 
       int index = connString.indexOf(";"); 
       connString = connString.substring(0, index); 
//ΕΜΦΑΝΙΣΗ ΤΗΣ ∆ΙΕΥΘΥΝΣΗΣ ΣΤΗΝ ΦΟΡΜΑ 
       f1.append(new StringItem("Connection String:", 
                     connString)); 
              }catch (BluetoothStateException e) { 
       f1.append("BluetoothStateException: " + 
                            e.getMessage()); 
              }     } 
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Σε αυτή την µέθοδο δηµιουργούµε ένα αντικείµενο συσκευής από το οποίο κάνουµε 
ανάκτηση των ιδιοτήτων του. Από τις ιδιότητες του χρησιµοποιούµε την διεύθυνση 
σύνδεσης Bluetooth (η οποία καθορίζεται από των Bluetooth  σωρό). Την 
εµφανίζουµε στην αρχική σελίδα της εφαρµογής δίνοντας την δυνατότητα σε κάποιο 
client  να συνδεθεί µε των  server απλά παρέχοντας του αυτή την διεύθυνση 
σύνδεσης,  χωρίς καµιά αναζήτηση. 
 
Με όλο τον παραπάνω κώδικα η εφαρµογή µπορεί να συνδεθεί µε οποιοδήποτε  client 
(ένα κάθε φορά) και να δεχτεί τα µηνύµατα του. Το µόνο που έµεινε είναι ο κώδικας 
για την αποστολή µηνυµάτων από των  server.  Επιλέγοντας ο χρήστης την επιλογή  
send καλείτε ο παρακάτω κώδικας : 
 
  public void commandAction(Command c, Displayable f) { 
        switch (c.getCommandType()) {           
        case Command.SCREEN: 
 
   // ΑΝ Η ΕΠΙΛΟΓΗ ΕΙΝΑΙ SEND ΣΤΕΛΝΕΙ ΤΟ ΜΥΝΗΜΑ ΚΑΙ 
ΚΑΘΑΡΙΖΕΙ ΤΑ ΠΕ∆ΙΑ ΤΕΧΤ 
   // ΕΠΙΣΗΣ ΕΜΦΑΝΙΖΕΙ ΤΟ ΜΥΝΗΜΑ ΣΤΗΝ ΛΙΣΤΑ ΤΩΝ ΜΥΝΗΜΑΤΩΝ 
 
        try { 
         LocalDevice device =     
         LocalDevice.getLocalDevice(); 
  // ΑΝΑΚΤΗΣΗ ΟΝΟΜΑΤΟΣ ΣΥΣΚΕΥΗΣ 
         String name = device.getFriendlyName(); 
               int index = f1.size(); 
               Item item = f1.get(1); 
               if (item instanceof TextField) { 
               TextField field = (TextField)item; 
               String theMessage=name +": "+   
        field.getString()+"\n"; 
               field.setString(""); 
 // ΚΑΘΑΡΙΖΕΙ ΤΟ ΠΕ∆ΙΟ ΤΕΧΤ 
      if (index==12){ 
// ΑΝ ΤΑ ΜΥΝΗΜΑΤΑ ΞΕΠΕΡΑΣΟΥΝ ΤΟ ΜΕΓΕΘΟΣ  
// ΤΗΣ ΟΘΟΝΗΣ ΚΑΝΕΙ  DΕLETE  ΤΟ ΠΙΟ ΠΑΛΙΟ ΜΥΝΗΜΑ 
               f1.delete(2); 
               } 
               f1.append(theMessage); 
               byte[] data = theMessage.getBytes();     
               try { 
                   output.write(data); 
                   output.flush(); 
               } catch (IOException ex) { 
                       ex.printStackTrace(); 
                  }  
              } 
        }catch (IOException ex) { 
                  ex.printStackTrace(); 
                  }  
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               break;   
 case Command.EXIT: 
  
 // ME THN ΕΠΙΛΟΓΗ ΕΧΙΤ ΚΛΕΙΝΕΙ ΚΑΘΕ  STREAMING  ΣΥΝ∆ΕΣΗ 
ΜΕ ΤΩΝ SERVER 
// ΚΑΙ ΚΛΕΙΝΕΙ ΤΗΝ ΕΦΑΡΜΟΓΗ 
   
           try {   
                input.close(); 
                 output.close(); 
                 conn.close(); 
             } catch (Exception e) { 
               } 
             notifyDestroyed(); 
             break; 
          
        }             
    } 
 
Πάλι δηµιουργούµε ένα αντικείµενο της συσκευής, αλλά αυτή την φορά από τις 
ιδιότητες χρησιµοποιούµε το όνοµα της συσκευής. Το χρειαζόµαστε ώστε στην 
εφαρµογή του  client  να φαίνεται κάθε φορά ποιος στέλνει το µήνυµα ( το ίδιο 
γίνεται και στα µηνύµατα που λαµβάνονται από τον  client ). 
 
LocalDevice device = LocalDevice.getLocalDevice(); 
         // ΑΝΑΚΤΗΣΗ ΟΝΟΜΑΤΟΣ ΣΥΣΚΕΥΗΣ 
         String name = device.getFriendlyName(); 
 
Αφού γίνει η ανάκτηση του ονόµατος το συνδέει µε το µήνυµα που έχει γραφτεί στο  
TextBox και το στέλνει στον client. 
               
              try { 
                   output.write(data); 
                   output.flush(); 
               } catch (IOException ex) { 
                       ex.printStackTrace(); 
                  }  
              } 
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Εφαρµογή Client 
 
         Η διαφορά της εφαρµογής client  µε την εφαρµογή  server  είναι ότι η πρώτη 
στέλνει αίτηµα για σύνδεση ενώ η δεύτερη είναι  stand by  περιµένοντας γι αυτό το 
αίτηµα. Οπότε η ουσιαστική διαφορά τους στον κώδικα είναι η έρευνα για κάποια 
εφαρµογή  server που να παρέχει την υπηρεσία. 
 
 
 
 
 
 
 
 
Σχήµα 8.1.2 ∆ιάγραµµα Κλάσεων Εφαρµογής 1 
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Και αυτό το Midlet ξεκινάει πρώτα από την µέθοδο  startup() 
 
public void startApp() { 
  connForm = new Form("Echo Client"); 
// ∆ΗΜΙΟΥΡΓΙΑ ΦΟΡΜΑΣ ΕΚΚΙΝΗΣΗΣ 
  connectCommand = new Command("Connect", Command.OK, 1);      
// ∆ΗΜΙΟΥΡΓΙΑ ΕΠΙΛΟΓΗΣ ΟΚ 
  connForm.addCommand(connectCommand);  
// ΕΙΣΑΓΩΓΗ ΕΠΙΛΟΓΗΣ ΟΚ ΣΤΗΝ ΦΟΡΜΑ 
  connForm.addCommand(new Command("Exit", 
    Command.EXIT, 1)); 
// ∆ΗΜΙΟΥΡΓΙΑ ΕΠΙΛΟΓΗς ΕΧΙΤ ΚΑΙ ΕΙΣΑΓΩΓΗ ΣΤΗΝ ΦΟΡΜΑ 
    connForm.setCommandListener(this); 
//ΤΟΠΟΘΕΤΩ ΕΝΑ LISTENER  ΣΤΗΝ ΦΟΡΜΑ 
// ΩΣΤΕ ΝΑ ∆ΩΣΩ ΛΕΙΤΟΥΡΓΙΚΟΤΗΤΑ  
// ΣΤΙΣ ΕΠΙΛΟΓΕΣ ΜΟΥ 
// ∆ΗΜΙΟΥΡΓΏ 2 ΠΕ∆ΙΑ ΤΕΧΤ ΚΑΙ ΤΑ ΤΟΠΟΘΕΤΩ ΣΤΗΝ ΦΟΡΜΑ 
// Σ ΑΥΤΑ ΘΑ ΕΙΣΑΓΕΙ Ο ΧΡΗΣΤΗΣ ΤΗΝ ∆ΙΕΥΘΗΝΣΗ ΣΥΝ∆ΕΣΗΣ 
 
          TextField address = new TextField("Address", 
          null, 12, TextField.ANY); 
          connForm.append(address); 
          TextField channel = new TextField("Channel", 
          null, 2, TextField.NUMERIC); 
          connForm.append(channel); 
          Display.getDisplay(this).setCurrent(connForm);    
} 
∆ηµιουργεί την αρχική σελίδα της εφαρµογής. Τοποθετεί δύο TextBox στα οποία ο 
χρήστης µπορεί να γράψει την διεύθυνση που θέλει να συνδεθεί χωρίς να κάνει 
κάποια αναζήτηση για εφαρµογή  server. Φυσικά αυτή  η διεύθυνση πρέπει να είναι 
είδη γνωστή και να αντιστοιχεί στην διεύθυνση Bluetooth κάποιας συσκευής µε την 
εφαρµογή server. Στην περίπτωση που συνδεθεί µε αυτόν τον τρόπο σύνδεσης 
εκτελείτε ο παρακάτω κώδικας για την ανάκτηση και δηµιουργία της διεύθυνσης. 
 
private String getConnectionString() throws 
MIDletStateChangeException { 
    TextField address = (TextField) connForm.get(0); 
    TextField channel = (TextField) connForm.get(1); 
    StringBuffer temp = new StringBuffer("btspp://"); 
    temp.append(address.getString()); 
    temp.append(":"); 
    temp.append(channel.getString()); 
    connForm.delete(0); 
    connForm.delete(0); 
    return temp.toString(); 
       
    } 
 
 Στον οποίο παίρνουµε τα περιεχόµενα των TextBox τα συνθέτουµε, δηµιουργούµε 
την διεύθυνση και µετά τα διαγράφουµε από την οθόνη (αφού πλέον δεν 
χρειάζονται). 
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Αν τώρα επιλέξει να κάνει κάποια αναζήτηση για να βρει την διεύθυνση σύνδεσης( 
που αυτό συνήθως γίνεται γιατί δεν µπορούµε να ξέρουµε εκ τον προτέρων την 
διεύθυνση σύνδεσης αλλά είναι και πιο εύκολο.) εκτελείτε ο παρακάτω κώδικας. 
 
  public void run() { 
                    String connString=null; 
                     connForm.delete(0); 
                     connForm.delete(0); 
         try { 
                     LocalDevice local; 
             local = LocalDevice.getLocalDevice(); 
                     agent = local.getDiscoveryAgent(); 
                     connString =    
      agent.selectService(SERVICE_ID, 
      ServiceRecord.NOAUTHENTICATE_NOENCRYPT, false); 
         } catch (BluetoothStateException ex) { 
                ex.printStackTrace(); 
            }    
          connForm.append("Connecting to Server\n"); 
// ΜΕ ΤΗΝ ∆ΙΕΥΘΗΝΣΗΣ connString ∆ΗΜΙΟΥΡΓΩ ΣΥΝ∆ΕΣΗ ΜΕ ΤΩΝ  
// SERVER KAI EMFANIZEI done  AN EINAI ΕΠΙΤΥΧΗΣ 
               
                if (connectToServer(connString)) { 
                     connForm.append("Done"); 
                    byte[] data ="connect".getBytes();     
                try { 
                    output.write(data); 
                    output.flush();// ΣΤΕΛΝΕΙ ΤΟ ΜΥΝΗΜΑ 
                } catch (IOException ex) { 
                  ex.printStackTrace(); 
                  }  
         
// ΕΦΟΣΟΝ ΕΙΝΑΙ ΕΠΙΤΥΧΗΣ Η ΣΥΝ∆ΕΣΗ ΕΙΣΑΓΩ ΜΙΑ ΚΑΙΝΟΥΡΓΙΑ 
ΕΠΙΛΟΓΗ  
// ΣΤΗΝ ΦΟΡΜΑ ( SEND ) ΓΙΑ ΤΗΝ ΑΠΟΣΤΟΛΗ ΤΩΝ ΜΥΝΗΜΑΤΩΝ 
 
                        
    connForm.removeCommand(connectCommand); 
    Command sendCommand = new Command("Send", 
    Command.SCREEN, 1); 
    Command Findfile = new Command("File to Send", 
    Command.ITEM, 1); 
    connForm.addCommand(sendCommand); 
    connForm.addCommand(Findfile); 
// ΕΙΣΑΓΩΓΗ ΤΟΥ ΠΕ∆ΙΟΥ ΤΕΧΤ ΣΤΟ ΟΠΟΙΟ ΘΑ ΕΙΣΑΓΩΝΤΕ ΤΑ  
   ΜΥΝΗΜΑΤΑ 
    TextField send=new TextField("Text to send", 
    null, 20, TextField.ANY); 
    connForm.append(send); 
// ΜΕΤΑ ΤΗΝ ΕΠΙΤΥΧΗ ΣΥΝ∆ΕΣΗ ΤΟ ΠΡΟΓΡΑΜΜΑ ΕΛΕΓΧΕΙ ΑΝ Ο   
   SERVER  
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// ΣΤΕΛΝΕΙ ΚΑΠΟΙΟ ΜΥΝΗΜΑ ΚΑΙ ΤΟ ΕΜΦΑΝΙΖΕΙ ΣΤΗΝ ΦΟΡΜΑ 
         try { 
              int length =0; 
            while ((length = input.read(data)) != -1) { 
                  int index = connForm.size(); 
                  if (index==12){ 
                      connForm.delete(3); 
                  } 
            connForm.append(new String(data, 0, length)); 
                         } 
        }catch (IOException e) { 
        connForm.append("IOException: "+ e.getMessage()); 
                       } 
                  } 
      } 
 
Σε αυτήν την περίπτωση η συσκευή ψάχνει να βρει µια συσκευή που να τρέχει 
κάποια εφαρµογή  server και να παρέχει την υπηρεσία που η εγγραφή της στην βάση 
δεδοµένων της  server  συσκευής να έχει το συγκεκριµένο  ID  που ψάχνουµε, που 
στην συγκεκριµένη περίπτωση είναι το   
 
SERVICE_ID =   new UUID("123456789ABCDE", false); 
 
Και η αναζήτηση γίνεται µε τον παρακάτω κώδικα : 
 
connString = agent.selectService(SERVICE_ID, 
ServiceRecord.NOAUTHENTICATE_NOENCRYPT, false); 
 
Όπως βλέπουµε στην µεταβλητή connString αποθηκεύεται η διεύθυνση σύνδεσης της 
συσκευής µε την εφαρµογή  server που θα έχει το αντίστοιχο  SERVICE_ID. Στην 
περίπτωση που υπάρχουν περισσότερες από  µια συσκευή µε την συγκεκριµένη 
υπηρεσία επιλέγει αυτήν που θα βρει πρώτα κατά την αναζήτηση.(Αυτό σηµαίνει ότι 
κατά την αλλαγή συχνοτήτων και των δύο συσκευών µε αυτή που θα βρεθεί πρώτα 
να έχουν την ίδια συχνότητα). 
Αφού καταφέρει και συνδεθεί µε κάποια συσκευή  server προσθέτει την επιλογή  
send  στην κεντρική φόρµα και αφαιρεί αντίστοιχα την επιλογή  connect. Επίσης 
εισάγει ένα αντικείµενο  TextBox  στο οποίο εισάγει ο χρήστης το µήνυµα που θέλει 
να στείλει. 
 
// ΕΦΟΣΟΝ ΕΙΝΑΙ ΕΠΙΤΥΧΗΣ Η ΣΥΝ∆ΕΣΗ ΕΙΣΑΓΩ ΜΙΑ ΚΑΙΝΟΥΡΓΙΑ 
ΕΠΙΛΟΓΗ  
// ΣΤΗΝ ΦΟΡΜΑ ( SEND ) ΓΙΑ ΤΗΝ ΑΠΟΣΤΟΛΗ ΤΩΝ ΜΥΝΗΜΑΤΩΝ 
   connForm.removeCommand(connectCommand); 
   Command sendCommand = new Command("Send", 
   Command.SCREEN, 1); 
   Command Findfile = new Command("File to Send", 
   Command.ITEM, 1); 
   connForm.addCommand(sendCommand); 
   connForm.addCommand(Findfile); 
// ΕΙΣΑΓΩΓΗ ΤΟΥ ΠΕ∆ΙΟΥ ΤΕΧΤ ΣΤΟ ΟΠΟΙΟ ΘΑ ΕΙΣΑΓΩΝΤΕ ΤΑ  
   ΜΥΝΗΜΑΤΑ 
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   TextField send=new TextField("Text to send", 
   null, 20, TextField.ANY); 
   connForm.append(send); 
 
Επίσης από την στιγµή που γίνεται η σύνδεση τύπου  streaming µπαίνει και η 
εφαρµογή  client  σε κατάσταση  stand by περιµένοντας για κάποιο µήνυµα από την 
εφαρµογή του  server. Αυτό γίνεται µε τον παρακάτω κώδικα : 
 
// ΜΕΤΑ ΤΗΝ ΕΠΙΤΥΧΗ ΣΥΝ∆ΕΣΗ ΤΟ ΠΡΟΓΡΑΜΜΑ ΕΛΕΓΧΕΙ ΑΝ Ο   
   SERVER  
// ΣΤΕΛΝΕΙ ΚΑΠΟΙΟ ΜΥΝΗΜΑ ΚΑΙ ΤΟ ΕΜΦΑΝΙΖΕΙ ΣΤΗΝ ΦΟΡΜΑ 
   try { 
       int length =0; 
       while ((length = input.read(data)) != -1) { 
               int index = connForm.size(); 
              if (index==12){ 
                  connForm.delete(3); 
              } 
       connForm.append(new String(data, 0, length)); 
                         } 
               }catch (IOException e) { 
   connForm.append("IOException: "+ e.getMessage()); 
                       } 
                  } 
      } 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
57 
 
∆οκιµή των εφαρµογών στις emulator  συσκευές του NetBeans 6.1 
 
Για να δούµε πως δουλεύουν οι δύο εφαρµογές πρέπει να τις εκτελέσουµε σε δύο 
διαφορετικές συσκευές και να τις δοκιµάσουµε. ( Κατά προτίµηση καλό είναι να 
ξεκινήσουµε πρώτα την εφαρµογή του server και µετά του  client). 
Όταν ξεκινήσουµε τις συσκευές θα δούµε το παρακάτω αποτέλεσµα : 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Ξεκινώντας την εφαρµογή του  server  πρέπει να συµφωνήσουµε για την χρήση του  
Bluetooth από τις εφαρµογές.( Στην εφαρµογή του  client  χρειάζεται να το κάνουµε 
µόνο όταν στείλουµε κάποιο αίτηµα για σύνδεση, ενώ η εφαρµογή του  server  που 
 µπαίνει κατευθείαν σε κατάσταση  stand by  κάνει αµέσως χρήση του  Bluetooth. 
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Η κεντρική εικόνα που εµφανίζετε όταν ξεκινάει η εφαρµογή  του server και του 
client είναι η παρακάτω : 
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όπως βλέπουµε στην εφαρµογή του  server έχει εµφανιστεί η διεύθυνση σύνδεσης την 
οποία µπορούµε να την βάλουµε στα αντίστοιχα πλαίσια που υπάρχουν στην 
εφαρµογή του  client ( Για την πρώτη περίπτωση σύνδεσης ). Επειδή η εφαρµογή  
client είναι ρυθµισµένη έτσι ώστε να κάνει αναζήτηση για να βρει την συγκεκριµένη 
υπηρεσία το µόνο που έχουµε να κάνουµε είναι να επιλέξουµε  connect  στην 
συσκευή µε την εφαρµογή  client.  
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Αφού επιλέξουµε  connect πρέπει να συµφωνήσουµε και στην συσκευή του  client  
για την χρήση του  blue tooth. Μετά την σύνδεση η συσκευή  client  στέλνει ένα 
µήνυµα  connect  στον  server  για να των ενηµερώσει ότι έχει συνδεθεί. Ένα 
αντίστοιχο µήνυµα εµφανίζεται κα στην συσκευή του  client. 
 
 
 
Και οι 2 συσκευές είναι έτοιµες για την αποστολή µηνύµατος, γράφοντας το µήνυµα 
στο αντίστοιχο  TextBox  και επιλέγοντας από το µενού  Send. H παρακάτω εικόνα 
µας δείχνει την οθόνη των κινητών, µετά από την αποστολή µερικών µηνυµάτων. 
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Και στις δύο περιπτώσεις βλέπουµε ότι η ονοµασία του κινητού που στέλνει το 
µήνυµα είναι Wireless ToolKit, στην πραγµατικότητα το πρόγραµµα εµφανίζει το 
όνοµα του κάθε κινητού, αυτό γίνεται µε τον παρακάτω κώδικα: 
 
  LocalDevice device = LocalDevice.getLocalDevice(); 
 // ΑΝΑΚΤΗΣΗ ΟΝΟΜΑΤΟΣ ΣΥΣΚΕΥΗΣ 
  String name = device.getFriendlyName(); 
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2η Εφαρµογή 
 
             Σε αντίθεση µε το πρώτο παράδειγµα το δεύτερο, αποτελείτε από µια 
εφαρµογή η οποία ενσωµατώνει τις λειτουργίες του server  αλλά και του  client. Και 
σε αυτό το παράδειγµα χρησιµοποιείτε το πρωτόκολλο RfCOMM και το µέγεθος του 
µηνύµατος που µπορεί να σταλεί είναι και πάλι 40 bytes.( Τυχαίος αριθµός bytes ). 
Για τους ίδιους λόγους µε το πρώτο παράδειγµα, δεν χρησιµοποιούµε το 
χαµηλότερου επιπέδου πρωτόκολλο L2CAP.  Σκοπός του παραδείγµατος είναι η 
δηµιουργία µιας εφαρµογής που θα επιτρέπει στην συσκευή να δέχεται µηνύµατα από 
πολλές συσκευές ταυτόχρονα. Στην πραγµατικότητα η κάθε συσκευή  client που 
θέλει να στείλει κάποιο µήνυµα συνδέεται µε την αντίστοιχη συσκευή  server, στέλνει 
το µήνυµα και αµέσως αποσυνδέετε. Σαν αποτέλεσµα καµιά συσκευή δεν είναι 
διαρκώς συνδεµένη µε µια άλλη και διαρκώς όλες οι συσκευές είναι  stand by για να 
δεχτούν κάποιο µήνυµα. Επίσης η κάθε συσκευή µπορεί να στείλει µήνυµα σε όποια 
συσκευή θέλει χωρίς να την περιορίζει κάποια τύπου  streaming  σύνδεση. 
Σαν αποτέλεσµα η κάθε συσκευή δουλεύει και σαν  server  αλλά και σαν  client. Οι 
δύο αυτές εφαρµογές τρέχουν σε διαφορετικές διεργασίες στο ίδιο πρόγραµµα. Σε 
διαφορετική περίπτωση το πρόγραµµα κολάι µάλλον µπερδεύοντας τις δύο 
εφαρµογές µεταξύ τους. 
 
 
 
 
Σχήµα 8.2 ∆ιάγραµµα ακολουθίας αποστολής µηνύµατος από την συσκευή 1 στην 2 
 
 
 
63 
 
Λειτουργία της εφαρµογής σαν  server 
 
            Για την δηµιουργία του προγράµµατος χρησιµοποιείτε και σ αυτήν την 
περίπτωση το περιβάλλον του  NetBeans 6.1  και για την εκτέλεση του  Midlet  
χρησιµοποιείτε το Default Color Phone της Sun Java™ Wireless Toolkit 2.5.2. 
Το όνοµα του  Midlet είναι  aend2  και αποτελείτε από δύο κλάσεις την 
BluetoothMIDlet και την send2test. Η BluetoothMIDlet χρησιµοποιείται µόνο για την 
αρχικοποίηση κάποιον µεθόδων του Midlet  ενώ στην δεύτερη κλάση υπάρχει όλο το 
κυρίως πρόγραµµα της εφαρµογής. 
 
 
 
 
           
 
 
 
Σχήµα 8.2.1 ∆ιάγραµµα Κλάσεων Εφαρµογής 2 
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Στην αρχή του προγράµµατος δηλώνονται οι µεταβλητές που θα χρησιµοποιηθούν 
καθώς και οι βιβλιοθήκες που χρειάζονται. 
 
   import java.io.*; 
   import javax.microedition.lcdui.*; 
   import javax.microedition.io.*; 
   import javax.bluetooth.*; 
   import javax.microedition.midlet.*; 
   public class send2test extends BluetoothMIDlet  
   implements DiscoveryListener{ 
   private boolean mEndNow = false; 
   private boolean mSend = false; 
   private LocalDevice mLocalBT; 
   private Command mExitCommand, mNextCommand; 
   private List deviceList; 
  LocalDevice device; 
  private Display mDisplay; 
  private InputStream input;  
  private OutputStream output; 
  private StreamConnection conn; 
  public TextField send; 
  private DiscoveryAgent agent; 
  private static final UUID SERVICE_ID = 
  new UUID("123456789ABCDE", false); 
  private String connString; 
  private int flag; 
  StreamConnectionNotifier notifier; 
  public Form f1; 
  private String address; 
  private String theMessage; 
 
          Στην εκκίνηση του προγράµµατος καλείται η µέθοδος startup() (όπως και σε 
κάθε  Midlet), ο αντίστοιχος κώδικας φαίνεται παρακάτω. 
 
public void startApp()throws MIDletStateChangeException { 
   f1 = new Form("Wait for Msg"); 
   Command sendCommand = new Command("Send Msg", 
   Command.SCREEN, 1); 
   f1.addCommand(sendCommand);   
   f1.addCommand(new Command("Exit", 
   Command.EXIT, 1)); 
   f1.setCommandListener(this); 
   Display.getDisplay(this).setCurrent(f1); 
   try { 
        mLocalBT = LocalDevice.getLocalDevice(); 
   mLocalBT.setDiscoverable(DiscoveryAgent.GIAC); 
   notifier = (StreamConnectionNotifier)  
   Connector.open("btspp:localhost:"+"123456789ABCDE"); 
   conn = null; 
              while (!mEndNow) { 
                       conn = null; 
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                       try { 
                             conn =    
   notifier.acceptAndOpen(); 
            } catch (IOException e) {                                          
              continue; 
                        } 
        ιf (conn != null && mSend == false){ 
                   output = conn.openOutputStream();  
                   input = conn.openInputStream();  
                   byte [ ] data = new byte[30]; 
                  int length =0; 
                  try { 
           while ((length = input.read(data)) != -1) {  
                  int index = f1.size(); 
                if (index == 12) { 
                   f1.delete(1); 
               }  
                                                      
    f1.append(new String(data, 0, length)); 
                                   } 
         } catch (IOException ex) { 
                 ex.printStackTrace(); 
          } 
         } 
        } 
        } catch (IOException ex) { 
               ex.printStackTrace(); 
         } 
                  
 } 
 
 
Στην αρχή δηµιουργείται η κεντρική φόρµα που εµφανίζεται στην αρχή του 
προγράµµατος. Εµφανίζει το µήνυµα "Wait for Msg", καθώς και τις δύο επιλογές  
Exit ( για το κλείσιµο του προγράµµατος) και  Send Msg (για την αποστολή 
µηνύµατος από τον χρήστη. Με το ξεκίνηµα του Midlet ξεκινάει η εφαρµογή  server  
την χρήση του Bluetooth, οπότε κατ’ευθείαν µας ρωτάει η συσκευή για άδεια χρήσης 
του  Bluetooth  και επίσης η συσκευή µπαίνει σε κατάσταση αναµονής για 
εισερχόµενο µήνυµα.  
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∆ηµιουργείται ένα αντικείµενο τύπου συσκευή µε τα χαρακτηριστικά της συσκευής 
στην οποία εκτελείται το πρόγραµµα. Η συσκευή εµφανίζεται σε κάθε τυχόν 
αναζήτηση µιας άλλης συσκευής. 
 
             mLocalBT = LocalDevice.getLocalDevice(); 
             mLocalBT.setDiscoverable(DiscoveryAgent.GIAC); 
 
∆ηµιουργείται ένα αντικείµενο σύνδεσης µε την αντίστοιχη διεύθυνση σύνδεσης που 
φαίνεται παρακάτω. 
 
             notifier = (StreamConnectionNotifier)  
             Connector.open("btspp://localhost:"+ 
             "123456789ABCDE"); 
Ο αριθµός  123456789ABCDE είναι το ID του  service record της συγκεκριµένης 
υπηρεσίας. 
Σε αυτή την περίπτωση η συσκευή είναι σε κατάσταση αναµονής  
 
           conn = notifier.acceptAndOpen(); 
 
µε την διαφορά όµως ότι ο παραπάνω κώδικας τοποθετείται µέσα σε ένα βρόγχο ώστε 
να ελέγχεται συνέχεια αν κάποια συσκευή προσπαθεί να συνδεθεί µε την συσκευή  
server. Αυτός ο βρόγχος σταµατάει µόνο µε την διακοπή του προγράµµατος. 
 
 
              while (!mEndNow) { 
                        conn = null; 
                   try { 
                      conn = notifier.acceptAndOpen(); 
                       } catch (IOException e) { 
                               continue; 
                         } 
 
Εφόσον υπάρχει κάποια συσκευή που θέλει να συνδεθεί ελέγχεται η διεύθυνση της 
συσκευής που έχει αποθηκευτεί στην µεταβλητή  conn και ξεκινάει ένας δεύτερος 
βρόγχος για την ανάγνωση του µηνύµατος. 
 
      if (conn != null && mSend == false){ 
          output = conn.openOutputStream();  
          input = conn.openInputStream();  
          byte [ ] data = new byte[30]; 
         int length =0; 
         try { 
           while ((length = input.read(data)) != -1) {  
                 int index = f1.size(); 
                if (index == 12) { 
                   f1.delete(1); 
                }  
         f1.append(new String(data, 0, length)); 
                                   } 
              } catch (IOException ex) { 
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                      ex.printStackTrace(); 
               } 
       } 
 
Σε αυτόν τον βρόγχο γίνεται η ανάγνωση του µηνύµατος καθώς και ο έλεγχος για το 
αν η οθόνη έχει γεµίσει, ώστε να σβηστούν τα πιο παλιά µηνύµατα. Παράλληλα 
γίνεται η ενηµέρωση της οθόνης µε το καινούργιο µήνυµα. Πριν τον βρόγχο αυτών 
βλέπουµε ότι υπάρχει ένας διπλός έλεγχος, 
 
       if (conn != null && mSend == false){ 
 
 
εδώ ελέγχεται αν υπάρχει κάποια συσκευή που στέλνει το µήνυµα (conn != null), 
ώστε να µην ξεκινήσει άδικα ο βρόγχος ανάγνωσης µηνύµατος (που θα είχε σαν 
αποτέλεσµα να «κολλήσει» το πρόγραµµα), όπως επίσης µέσω της µεταβλητής 
mSend ελέγχεται αν η ίδια συσκευή  server  στέλνει την συγκεκριµένη στιγµή κάποιο 
µήνυµα. Με αυτό τον τρόπο αποφεύγουµε να δέχεται η συσκευή µηνύµατα 
(λειτουργία  server) την στιγµή που στέλνει κάποιο µήνυµα (λειτουργία  client). 
 
 
Στην παρακάτω εικόνα βλέπουµε την συσκευή σε κατάσταση αναµονής για µήνυµα 
από κάποιο  client. 
 
 
        
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
68 
 
Στην επόµενη εικόνα βλέπουµε την συσκευή αφού έχει δεχτεί κάποια µηνύµατα από 
άλλες συσκευές 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Και σ’αυτήν την περίπτωση βλέπουµε ότι σε όλα τα µηνύµατα το όνοµα της 
συσκευής είναι WirelessToolkit.  Μπορεί στο πρώτο παράδειγµα να µην ήταν 
σηµαντικό να µας αναφέρει το όνοµα της συσκευής που µας έχει στείλει το µήνυµα, 
στο δεύτερο παράδειγµα όµως µας ενδιαφέρει γιατί µπορεί η συσκευή µε την   
εφαρµογή  server  να δεχτεί πολλά µηνύµατα από διαφορετικές συσκευές.  
 
 
Λειτουργία της εφαρµογής σαν  client 
 
Όλα τα παραπάνω αναφέρονται στην συµπεριφορά της συσκευής την στιγµή που 
βρίσκεται σε αναµονή. Οπότε το µόνο που έχει να κάνει η συσκευή , αφού ξεκινήσει 
η εφαρµογή, είναι να περιµένει κάποιο µήνυµα από µια άλλη συσκευή. Η εφαρµογή 
γίνεται πιο περίπλοκη στην περίπτωση  που θέλει να στείλει κάποιο µήνυµα ο 
χρήστης και να λειτουργήσει η συσκευή σαν  client. Τα βήµατα που ακολουθούνται 
σε αυτήν την περίπτωση είναι τα παρακάτω : 
 
α) Το πρώτο πράγµα που πρέπει να γίνει είναι να γίνει έλεγχος ποιες   
     συσκευές βρίσκονται σε κοντινή απόσταση(στην εµβέλεια της συσκευής)   
     και να επιλεχτεί σε πια από αυτές θέλει να στείλει το µήνυµα. 
β) Μετά πρέπει να εισάγει το µήνυµα σε ένα  TextBox 
γ) Να συνδεθεί µε την συσκευή και να στείλει το µήνυµα. 
δ) Να αποσυνδεθεί από την συσκευή και να ξαναµπεί σε κατάσταση  
     αναµονής. 
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α) Όταν επιλέξει ο χρήστης να στείλει κάποιο µήνυµα, επιλέγοντας το  command 
“send msg” εκτελείται ο παρακάτω κώδικας : 
 
                if (flag==0){   
                    mSend = true; 
                    addDevice(); 
              } 
Ο οποίος µε την σειρά του καλεί την µέθοδο  addDevice(). Υπάρχει η µεταβλητή flag 
επειδή η συγκεκριµένη εντολή (τύπου screen) καλείται δύο φορές, από τις οποίες 
µόνο στην πρώτη φορά θέλουµε να καλείται η µέθοδος addDevice(). 
 
public List addDevice() { 
 mDisplay = Display.getDisplay(this); 
 deviceList = new List("List of Devices", List.IMPLICIT); 
 mNextCommand = new Command("Next", Command.OK, 0); 
 mExitCommand = new Command("Exit", Command.EXIT, 0); 
   deviceList.addCommand(mNextCommand); 
   deviceList.addCommand(mExitCommand); 
    deviceList.setCommandListener(this); 
       mDisplay.setCurrent(deviceList); 
        String mDateConnect; 
 
   try { 
        LocalDevice local = LocalDevice.getLocalDevice(); 
        agent = local.getDiscoveryAgent(); 
        mDateConnect = agent.selectService(SERVICE_ID, 
        ServiceRecord.NOAUTHENTICATE_NOENCRYPT, false);               
        agent.startInquiry(DiscoveryAgent.GIAC,this); 
  } catch (BluetoothStateException e) { 
          } 
   RemoteDevice[] list = agent.retrieveDevices( 
        DiscoveryAgent.PREKNOWN); 
        if (list != null) { 
           
        } 
                  
        return deviceList; 
  
Στην µέθοδο addDevice() δηµιουργείται µια καινούργια λίστα, η λίστα µε της 
συσκευές που θα βρεθούν κατά την αναζήτηση. Αλλάζει η εικόνα της συσκευής και 
από την φόρµα εκκίνησης πλέον θα εµφανίζεται η λίστα συσκευών.  
       
 mDisplay = Display.getDisplay(this); 
 deviceList = new List("List of Devices", List.IMPLICIT); 
 mNextCommand = new Command("Next", Command.OK, 0); 
 mExitCommand = new Command("Exit", Command.EXIT, 0); 
 deviceList.addCommand(mNextCommand); 
 deviceList.addCommand(mExitCommand); 
 deviceList.setCommandListener(this); 
 mDisplay.setCurrent(deviceList); 
 String mDateConnect; 
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∆ηµιουργείται ένα αντικείµενο συσκευής που µε βάσει το συγκεκριµένο  service 
record ID  της υπηρεσίας αυτής ψάχνει για συσκευές στις οποίες µπορεί να στείλει το 
µήνυµα. 
 
try { 
    LocalDevice local = LocalDevice.getLocalDevice(); 
    agent = local.getDiscoveryAgent(); 
    mDateConnect = agent.selectService(SERVICE_ID, 
    ServiceRecord.NOAUTHENTICATE_NOENCRYPT, false);               
    agent.startInquiry(DiscoveryAgent.GIAC,this); 
   } catch (BluetoothStateException e) { 
        } 
    RemoteDevice[] list = agent.retrieveDevices( 
              DiscoveryAgent.PREKNOWN); 
      if (list != null) { 
                } 
        return deviceList 
} 
 
 
Κατά την αναζήτηση κάθε φορά που εντοπίζεται µια συσκευή που περιέχει την 
υπηρεσία που ψάχνουµε καλείται η µέθοδος deviceDiscovered(). 
 
 
public void deviceDiscovered(RemoteDevice device, 
DeviceClass cod) { 
           address = device.getBluetoothAddress(); 
        try { 
            String name = device.getFriendlyName(true); 
                address="btspp://"+address+":"+"1"; 
                  deviceList.insert(0,address , null); 
        } catch (IOException ex) { 
            ex.printStackTrace(); 
        } 
} 
 
Σε αυτήν την µέθοδο αποθηκεύεται η διεύθυνση της συσκευής που έχει βρεθεί κατά 
την αναζήτηση στην µεταβλητή address.  
          
      address = device.getBluetoothAddress(); 
 
Αυτή µε την σειρά της προστίθεται στην λίστα  deviceList που δηµιουργήσαµε 
προηγουµένως.(Στην αρχή της λίστας) 
 
      deviceList.insert(0,address , null); 
 
Όταν τελειώσει η αναζήτηση η λίστα deviceList θα είναι γεµάτη µε τις διευθύνσεις 
των συσκευών που βρέθηκαν. 
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Κάθε φορά που τελειώνει µια αναζήτηση για συσκευές, καλείται η µέθοδος 
inquiryCompleted(). Σε αυτήν την µέθοδο εµφανίζουµε το αποτέλεσµα της 
αναζήτησης (αν έγινε σωστά ή όχι, δεν εµφανίζονται η συσκευές) µε ένα αντίστοιχο 
µήνυµα στην οθόνη της συσκευής. Το µήνυµα είναι τύπου Alert  και εµφανίζεται για 
µερικά δευτερόλεπτα µετά το πέρας της αναζήτησης.  
public void inquiryCompleted(int type) { 
Alert dialog = null; 
if (type != DiscoveryListener.INQUIRY_COMPLETED) { 
    dialog = new Alert("Bluetooth Error", 
    "The inquiry failed to complete normally", 
     null, AlertType.ERROR); 
} else { 
        Alert alert = new Alert("Inquiry Completed", 
         "Inquiry Completed", 
          null, AlertType.INFO); 
Display.getDisplay(this).setCurrent(alert,deviceList); 
}    dialog.setTimeout(Alert.FOREVER); 
     Display.getDisplay(this).setCurrent(dialog); 
}    
Στις παρακάτω εικόνες φαίνονται τα παραπάνω στάδια αναζήτησης. 
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Αφού εµφανιστεί η λίστα µε τις διευθύνσεις των συσκευών που µπορούµε να 
συνδεθούµε επιλέγουµε σε ποια διεύθυνση – συσκευή, θέλουµε να στείλουµε το 
µήνυµα. Αυτό γίνεται µε τον παρακάτω κώδικα. 
 
 
 
case Command.OK: 
     flag=1; 
     int index = deviceList.getSelectedIndex(); 
     Alert alert = new Alert("Your selection", 
     "You chose " + deviceList.getString(index)+  ".", 
      null, AlertType.INFO); 
      // conectionn 
      connString=deviceList.getString(index); 
      try { 
           conn = (StreamConnection) 
           Connector.open(connString); 
           input = conn.openInputStream(); 
           output = conn.openOutputStream(); 
        } catch (IOException e) { 
           f1.append("Connect failed (IOException: "); 
           f1.append(e.getMessage()); 
           f1.append(")\n"); 
         }  
         // conectionn 
         connString=deviceList.getString(index); 
         f1.setTitle("Write the msg"); 
         send=new TextField("Text to send", 
         null, 20, TextField.ANY); 
         f1.insert(0,send); 
         f1.setCommandListener(this); 
         Display.getDisplay(this).setCurrent(alert,f1); 
       } 
 
Ανάλογα µε την επιλογή που θα κάνουµε από τις διευθύνσεις που θα εµφανιστούν 
στην οθόνη της συσκευής, µετά από την αναζήτηση, στην µεταβλητή connString 
αποθηκεύεται η αντίστοιχη διεύθυνση. 
        
int index = deviceList.getSelectedIndex();    
Alert alert = new Alert("Your selection", 
"You chose " + deviceList.getString(index)+  ".", 
null, AlertType.INFO); 
connString=deviceList.getString(index); 
Με αυτήν την διεύθυνση δηµιουργείτε µια  streaming  σύνδεση για την µεταφορά του 
µηνύµατος. Αντίστοιχα ενηµερώνετε και η οθόνη της συσκευής Αλλάζοντας την 
ονοµασία της φόρµας σε "Write the msg" και δηµιουργώντας ένα καινούργιο  
TextBox  στο οποίο θα γραφτεί το µήνυµα. 
 
           connString=deviceList.getString(index); 
           f1.setTitle("Write the msg"); 
           send=new TextField("Text to send", 
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           null, 20, TextField.ANY); 
           f1.insert(0,send); 
           f1.setCommandListener(this); 
           Display.getDisplay(this).setCurrent(alert,f1); 
 
 
 
 
 
Μετά την εισαγωγή του µηνύµατος και την επιλογή της αντίστοιχης εντολής  send  
στέλνετε το µήνυµα στην συσκευή που λειτουργεί σαν  server  και αµέσως 
διακόπτετε η σύνδεση. Η κεντρική φόρµα στην οθόνη ενηµερώνετε µε το µήνυµα που 
είδη έχει σταλεί και η συσκευή περνάει σε κατάσταση αναµονής κάποιου µηνύµατος. 
(Τώρα η συσκευή δουλεύει σαν  server ). 
 
  if (flag==1){   
 
Το flag σε ατυήν την περίπτωση θέλουµε να είναι 1 γιατί δεν θέλουµε το πρόγραµµα 
να καλέσει την µέθοδο addevice() (όπου καλείτε όταν το  flag  είναι 0) 
 
          Item item = f1.get(0); 
          if (item instanceof TextField) { 
          TextField field = (TextField)item; 
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      theMessage=field.getString()+"\n"; 
      } 
      try { 
          device = LocalDevice.getLocalDevice(); 
          String name = device.getFriendlyName(); 
  theMessage=device.getFriendlyName()+":"+theMessage; 
          f1.append(theMessage); 
          byte[] data = theMessage.getBytes();     
          try { 
 
Εδώ η εφαρµογή αφού µετατρέψει το µήνυµα σε µορφή  Bytes το στέλνει στην 
συσκευή που είναι συνδεµένη και διακόπτει κατ’ευθείαν τη σύνδεση.              
                 
          output.write(data); 
          output.flush(); 
          output.close(); 
          input.close(); 
          output.close(); 
          conn.close(); 
          } catch (IOException ex) { 
            ex.printStackTrace(); 
              }  
              flag=0; 
 
όπως προανέφερα η µεταβλητή  Flag πρέπει να είναι 0 για να µπορεί το πρόγραµµα 
να καλέσει την µέθοδο  addevice(). 
                
        mSend=false; 
        f1.delete(0); 
        f1.setTitle("Wait for Msg"); 
        Alert alert = new Alert("MSG", 
        "Your msg sended ",null, AlertType.INFO); 
        Display.getDisplay(this).setCurrent(alert,f1); 
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Εδώ πλέον η εφαρµογή έχει επανέρθει στην αρχική της κατάσταση περιµένοντας είτε 
κάποιο µήνυµα είτε κάποια ενέργεια από τον χρήστη.  
 
 
Μια ακόµη από τις δυνατότητες της εφαρµογής είναι ότι µπορεί µια συσκευή να 
στείλει µήνυµα σε όλες τις συσκευές ταυτόχρονα αρκεί να είναι εντός εµβέλειας και 
να έχουν την αντίστοιχη εφαρµογή σε κατάσταση αναµονής. Η επιλογή για να στείλει 
µήνυµα σε όλες τις συσκευές εµφανίζεται κατά την αναζήτηση των συσκευών σαν 
πρώτη επιλογή της λίστας. Οι ουσιαστικές αλλαγές στο πρόγραµµα όταν θα στείλει 
το µήνυµα σε µια συσκευή ή σε όλες φαίνονται παρακάτω. 
 
if (flag==3){   
             index2=deviceList.size(); 
 
εδώ γίνεται ο έλεγχος των θέσεων που δηµιουργήθηκαν στην λίστα deviceList που 
ουσιαστικά αντιστοιχούν στις συσκευές που βρέθηκαν κατά την αναζήτηση. Ο 
αριθµός των συσκευών αποθηκεύεται στην µεταβλητή index2. Στην index2  
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βασίζεται η επανάληψη της αποστολής του ίδιου µηνύµατος στις συσκευές που 
βρέθηκαν. 
  i=1; 
  while (i<=index2) {  
        connString=deviceList.getString(i); 
        i=i+1; 
        try { 
            conn = (StreamConnection) 
            Connector.open(connString); 
            input = conn.openInputStream(); 
            output = conn.openOutputStream(); 
          } catch (IOException e) { 
            f1.append("Connect failed (IOException: "); 
            f1.append(e.getMessage()); 
            f1.append(")\n"); 
            } 
         Item item = f1.get(0); 
         if (item instanceof TextField) { 
             TextField field = (TextField)item; 
             theMessage=field.getString()+"\n"; 
             } 
          try { 
             device = LocalDevice.getLocalDevice(); 
             String name = device.getFriendlyName(); 
     theMessage2=device.getFriendlyName()+":"+theMessage; 
             f1.append(theMessage2); 
             byte[] data = theMessage2.getBytes();     
             try { 
                output.write(data); 
                output.flush(); 
                output.close(); 
                input.close(); 
                output.close(); 
                conn.close(); 
             } catch (IOException ex) { 
                ex.printStackTrace(); 
               }  
               flag=0; 
               mSend=false; 
               f1.delete(0); 
               f1.setTitle("Wait for Msg"); 
               Alert alert = new Alert("MSG", 
              "Your msg sended ",null, AlertType.INFO); 
           Display.getDisplay(this).setCurrent(alert,f1); 
        }catch (IOException ex) { 
                ex.printStackTrace(); 
                }  }   } 
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Όπως βλέπουµε παραπάνω εκτός από τις διευθύνσεις των συσκευών εµφανίζεται σαν 
πρώτη επιλογή η επιλογή Send to all address  που δίνει την δυνατότητα να σταλεί το 
µήνυµα σε όλες τις συσκευές. Αφού την επιλέξουµε και γράψουµε το µήνυµα στο  
textbox  που εµφανίζετε βλέπουµε ότι το µήνυµα παραδίδεται ταυτόχρονα σε όλες τις 
συσκευές. 
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Αφού σταλεί το µήνυµα όλες οι συσκευές είναι σε κατάσταση αναµονής για κάποιο 
εισερχόµενο µήνυµα. 
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11.   ∆οκιµή και Συµπεράσµατα της εργασίας 
 
        Παραπάνω είδαµε των κώδικα των 2 εφαρµογών καθώς και την εφαρµογή τους 
στις εικονικές συσκευές του λογισµικού NetBeans 6.1.Για να δούµε όµως πως 
πραγµατικά δουλεύουν και αν δουλεύουν οι εφαρµογές δοκιµάστηκαν σε 2 
πραγµατικά κινητά. Τα κινητά που χρησιµοποιήθηκαν είναι το Sony Ericsson Κ750 
και το Sony Ericsson Κ800. Χρειάστηκαν αρκετές δοκιµές α) για το ποιες ρυθµίσεις 
CLDC και  MIDP (CLDC 1.1 και  MIDP 1.0)  θα χρησιµοποιήσουµε ώστε να είναι 
συµβατές οι ρυθµίσεις των εφαρµογών µε τις συσκευές µέχρι τελικά να δουλέψει 
µόνο η πρώτη εφαρµογή όπως ακριβώς και στις εικονικές συσκευές. Στη δεύτερη 
εφαρµογή παρόλο που χρησιµοποιήθηκαν οι ίδιες ρυθµίσεις που θεωρητικά 
υποστηρίζουν και οι δύο συσκευές καθώς και οι ίδιοι τύποι συνδέσεων µε την πρώτη 
εφαρµογή, δεν δούλευε.( Παρόλο που την εκτελούσαν κανονικά τα κινητά στο 
ξεκίνηµα βγάζει µήνυµα ότι δηµιουργήθηκε σοβαρό πρόβληµα µε την εφαρµογή.). Η 
διαφορά της πρώτης εφαρµογής µε την δεύτερη είναι η χρήση περισσότερων της µιας 
διεργασίας ταυτόχρονα κατά την εκτέλεση της εφαρµογής που µάλλον επιβάρυναν τις 
περιορισµένες δυνατότητες σε µνήµη RAM των συσκευών. Κατά την εκτέλεση της 
πρώτης εφαρµογής διαπιστώθηκε ότι γίνεται πλήρη χρήση των χαρακτηριστικών του 
κινητού από την εφαρµογή. Σαν αποτέλεσµα µπορεί να χρησιµοποιηθεί ο τρόπος 
πληκτρολόγησης Τ9 που διαθέτουν τα κινητά ή η επιλογή της γλώσσας κτλ. 
       Παρόλο την µεγάλη εξέλιξη των κινητών τηλεφώνων σήµερα, δεν έχουν φτάσει 
ακόµα σε ένα επίπεδο συµβατότητας µεταξύ τους ώστε τουλάχιστον η χαµηλών 
απαιτήσεων εφαρµογές να µπορούν να δουλέψουν σε όλα τα κινητά, Έτσι ακόµα και 
σήµερα η κάθε συσκευή έχει τα δικά της λογισµικά που µπορούν να τρέχουν µόνο σε 
αυτήν ή σε παραπλήσιες της ίδιας εταιρίας. Σαν αποτέλεσµα όταν θέλουµε να 
κάνουµε µια εφαρµογή πρέπει πρώτα να δούµε την συσκευή στην οποία θα την 
εκτελέσουµε, ώστε τα χαρακτηριστικά της συσκευής να καλύπτουν τις απαιτήσεις της 
εφαρµογής η οποία θα πρέπει να δουλεύει σε µια καλή ταχύτητα και χωρίς να κολάι. 
Επίσης η δυνατότητες που δίνεται µεγαλύτερη ίσως έµφαση κατά την εξέλιξη των 
κινητών δεν είναι τόσο η υπολογιστική ισχύ του επεξεργαστή ώστε να πλησιάσει την 
χρήση και λειτουργία ενός ηλεκτρονικού υπολογιστή, αλλά η χρήση των κινητών ως 
φωτογραφικές µηχανές (καλύτερους φωτογραφικούς φακούς, και καλύτερες σε 
απεικόνιση οθόνες), συσκευές αναπαραγωγής µουσικής (καλύτερα και ποιο δυνατά 
σε ισχύ ηχεία) και GPS. 
      Σχετικά µε την γλώσσα προγραµµατισµού που πρέπει να επιλέξουµε, για την 
εφαρµογή που θέλουµε να κάνουµε πρέπει και πάλι να ελέγξουµε πρώτα της 
δυνατότητες της συσκευής και το πόσο είναι συµβατή ( και αν ναι σε ποιο βαθµό) µε 
την συγκεκριµένη γλώσσα. Στην επιλογή της γλώσσας δεν έχουµε της ίδιες 
δυνατότητες µε τον ηλεκτρονικό υπολογιστή και ανάλογα µε το πόσο εύκολη η 
δύσκολη είναι η γλώσσα µειώνονται ή αυξάνονται η δυνατότητες της στην χρήση 
όλων των χαρακτηριστικών µιας συσκευής. Η J2ME, που είναι η γλώσσα η οποία 
βασίστηκε η συγκεκριµένη εργασία είναι µια εύκολη προγραµµατιστικά γλώσσα που 
όµως η δυνατότητες δεν είναι ίδιες µε την SERIES 60 C++ που είναι δυσκολότερη 
στην εγγραφή του κώδικα αλλά έχει πολλές περισσότερες δυνατότητες και είναι πιο 
συµβατή µε το λειτουργικό ενός κινητού. 
      Ίσως το µεγαλύτερο πρόβληµα στην περίπτωση προγραµµατισµού για µια κινητή 
συσκευή η γενικά σε συσκευές µικρότερων δυνατοτήτων δεν είναι η επιλογή της 
γλώσσα η της συσκευή αλλά το ότι οι διάφοροι κατασκευαστές αυτών των συσκευών 
κατάφεραν να κρατήσουν κλειδωµένα τα περισσότερα χαρακτηριστικά αυτών των 
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συσκευών ώστε να µπορούν να εκµεταλλεύονται οικονοµικά κάθε πιθανή χρήση των 
συσκευών από τις διάφορες εφαρµογές. Με αποτέλεσµα να µην έχει την δυνατότητα 
ο κάθε ένας προγραµµατιστής να προγραµµατίσει την συσκευή την οποία αγοράζει 
όπως αυτός θέλει (κάτι που είναι προφανές και ελεύθερο σε ένα ηλεκτρονικό 
υπολογιστή). 
      Η δυνατότητα χρήσης της τεχνολογίας Bluetooth από τα κινητά, βοήθησε πάρα 
πολύ στην επικοινωνία τους µε άλλες συσκευές κινητές η µη. Χωρίς να παίζει ρόλο ο 
κατασκευαστής και η δυνατότητες µιας συσκευής µπορούν να επικοινωνήσουν 
µεταξύ τους και να χρησιµοποιήσει η µια λειτουργίες της άλλης. Αυτή η εξέλιξη 
βοήθησε στην χρήση των συσκευών σε περισσότερες εφαρµογές ( π.χ. τα κινητά δεν 
χρησιµοποιούνται µόνο σαν τηλέφωνα) και την µεγάλη αύξηση των πωλήσεων τους.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
81 
 
12.   Βιβλιογραφία 
 
Kammer D., McNutt G., Senese B., Bray J., (2002), Bluetooth Application 
Developer’s Guide:The Short Range Interconnect Solution, Syngress Publishing, 
USA. 
 
Thompson T., Kline P., Kumar B., (2008), Bluetooth Application Programming with 
the JavaTM APIs Essential Edition, Elsevier Publications, USA 
 
Li S., Knudsen J., (2005), Beginning J2ME: From Novice to 
Professional, Third Edition, Apress Publications, USA 
 
Huang A., Rudolph L., (2007), Bluetooth Essentials for Programmers, Massachusetts 
Institute of Technology publishing  
 
Chehimi F., Clarke L., Coffey M., Coulton P., Davies T., Geisler R., Hietala N., 
Mason S., Lykke Nielsen P., Garo Pamir A., Stichbury J., (2008), Symbian Software 
,John Wiley & Sons Ltd, The Atrium, Southern Gate, Chichester, England 
 
Campbell I., (2007), Symbian OS Communications Programming 2nd Edition,  
John Wiley & Sons Ltd, The Atrium, Southern Gate, Chichester, England 
 
Martin de Jode, Programming Java 2 Micro Edition on Symbian OS: A developer’s 
guide to MIDP 2.0, John Wiley & Sons Ltd, The Atrium, Southern Gate, Chichester,  
England 
 
Ιστοσελίδες 
[1]: Επίσηµη ιστοσελίδα για το Bluetooth, ανάκτηση 5/1/2010, 
http://www.bluetooth.com/Bluetooth/SIG/ 
[2]: Bluetooth και υπέρυθρες , ανάκτηση 5/1/2010, 
http://faculty.cs.byu.edu/~knutson/publications/IrDA_Assisted_BT_Discovery.pdf 
[3]: Intra-piconet scheduling in Bluetooth, ανάκτηση 25/11/2009, 
http://eprints.eemcs.utwente.nl/3650/ 
[4]: Bluetooth Time Division Duplex Analysis as a Polling System, ανάκτηση 
3/1/2010, http://www.mit.edu/~gilz/pub_files/secon4.pdf 
[5]: Γενικά για τοπικά δίκτυα, ανάκτηση 26/9/2009, 
http://www.it.uom.gr/project/MultimediaTechnologyNotes/chap2d_2.htm 
[6]: Cyclic redundancy check, ανάκτηση 14/10/2009, 
http://en.wikipedia.org/wiki/Cyclic_redundancy_check 
[7]: Γενικα για το Bluetooth, ανάκτηση 28/12/2009, 
http://el.wikipedia.org/wiki/Bluetooth 
[8]: Bluetooth ERD, ανάκτηση 19/12/2009, 
http://cp.literature.agilent.com/litweb/pdf/5989-4204EN.pdf 
[9]: Ρυθµοί µεταφοράς δεδοµένων µε Bluetooth, ανάκτηση 25/11/2009, 
http://www.ars2000.com/Bluetooth-Datarates-ACL.pdf 
[10]: Σφάλµατα µεταφοράς δεδοµένων και Bluetooth, ανάκτηση 13/12/2009, 
http://www.csee.wvu.edu/~mvalenti/documents/PID1566.pdf 
82 
 
[11]: Μετρήσεις σχετικά µε το Bluetooth, ανάκτηση 24/12/2009, 
http://www.eurescom.eu/~pub/deliverables/documents/P1100-
series/P1118/D3/Radio_Measurements/ElisaMeasurements.pdf 
[12]: Εσωτερική σχεδίση τοπικού δικτύου LAN, ανάκτηση 14/11/2009, 
http://faculty.kfupm.edu.sa/ee/zummo/publications/GCC04_wlan.pdf 
 
