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ABSTRAK 
Tujuan penelitian ini adalah merancang remediasi tata kelola keamanan system informasi 
pada PT Bank T. Hasil yang didapat dari penelitian ini berupa solusi pemecahan masalah dari 
kesenjangan yang terjadi antara kondisi saat ini dan harapan yang ingin dicapai dari tata kelola 
keamanan system informasi oleh Bank T. Metode penelitian yang digunakan adalah studi kasus 
yang didalam hal ini ,merupakan penelitian kualitatif. Adapun proses yang digunakan untuk 
mengukur tingkat kematangan dari tata kelola keamanan system informasi ini terdapat 7 (tujuh) 
proses berdasarkan kerangka kerja COBIT 4.1 diantaranya PO2, PO9, A16,DS4, DS5, DS11, 
DS12. Dari proses-proses tersebut kemudian dilakukan pemelihan control yang sesui yang 
terdapat dalam kerangka kerja COBIT 4.1 dan ISO27001 (A.5, A.6, A.7, A.8, A.9, A.10, A.11, 
A.12, A.13, A.14, A.15). Hasilyang didapat adalah peningkatan terhadap tata kelola keamanan 
system informasi. Kesimpulan dari penelitian ini adalah dibutuhkannya tata kelola keamanan 
system informasi agar IT dapat diandalkan untuk mencapai tujuan bisnis Bank T. 
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ABSTRACT 
The aim of this research is to design remediation information systems security governance at 
Bank T in which it results proposed solutions to the existing gaps between the current condition 
and the expected information systems security governance at the bank. Meanwhile, the research 
method used is case study, in this regard is a qualitative research. There are 7 process 
frameworks used to measure the maturity level of the security of information systems 
governance: COBIT 4.1 PO2, PO9, A16, DS4, DS5, DS11, DS12. Of these processes, 
appropriate controls within the framework of COBIT 4.1 and ISO27001 (A.5, A.6, A.7, A.8, A.9, 
A.10, A.11, A.12, A.13, A.14 A.15) is undertaken. As a result, the security of information 
governance is increasing. In conclusion, there is a need of reliable information systems security 
governance to achieve the intended business goals.  
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