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ABSTRAK 
 Data penting perlu metode untuk mengamankannya. Maka dikembangkan 
suatu bidang ilmu untuk melindungi data dari akses ilegal dengan mengkonversi 
dari bentuk plainteks menjadi cipherteks dengan kunci yang disebut kriptografi. 
Dalam kriptografi, untuk menjadikan suatu data menjadi data yang tidak 
dimengerti, diperlukan kunci dan algoritma. Algoritma cipher vigenere 
merupakan salah satu algoritma kriptografi klasik yang dapat membantu 
mengamankan data dengan perubahan plainteks dan cipherteks saling berbeda 
karakternya.  
 Algoritma vigenere memiliki cara untuk membongkar cipherteks menjadi 
plainteks kembali. Kriptanalisis cipher Vigenere merupakan teknik membongkar 
suatu cipherteks atau membongkar karakter yang sudah dienkripsi menggunakan 
kunci menjadi plainteks kembali atau karakter awal yang utuh. 
 Pada tugas akhir ini penulis mencoba penelitian dari proses enkripsi, 
dekripsi, dan kriptanalisis pada algoritma cipher vigenere dengan metode analisis 
frekuensi dan metode kasisiki test untuk mencari probabilitas panjang kunci. Hasil 
penelitian memperlihatkan bahwa menggunakan metode kasisiki test dan analisis 
frekuensi dapat membantu dalam mencari panjang kunci, dan tingkat akurasi 
dalam mencari panjang kunci lebih tinggi dan efisien dengan kasisiki test daripada 
menggunakan metode analisis frekuensi.   
 
Kata Kunci : frekuensi, kriptanalisis, kriptografi, kasiski, vigenere 
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ABSTRACT 
 Important data needs to be a method to secure. Then developed a field of 
science to protect data from unauthorized access by converting from plaintext into 
ciphertext with key and it called cryptography. In cryptography, to make the data 
into not understood data, we need key and algorithms. Vigenere cipher algorthm 
is one of the classic cryptography that help secure the data with the change 
plaintext and cipherteks character different from each other. 
 Vigenere cipher algorithm has has a way to dismantle the ciphertext back 
into plaintext. Cryptanalysis on vigenere cipher is a technique dismantle 
ciphertext character that has been encrypted using a key into plaintext back or 
early character. 
 In this thesis the author tries to study the process of encryption, 
decryption, and cryptanalysis on vigenere cipher algorithm with frequency and 
method of analysis methods kasisiki test to find the probability of key length. The 
results showed that the kasisiki test method and frequency analysis can helps in 
finding the key length, and the accuracy in finding for key length higher and 
efficiently with kasisiki test rather than using frequency analysis methods. 
 
Keyword : frequency, cryptanalysis, cryptography, kasiski, vigenere 
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BAB I 
PENDAHULUAN 
 
1.1 Latar Belakang Masalah 
Proses yang paling sering dilakukan oleh para pengguna komputer dalam 
menggunakan komputer adalah melakukan pertukaran informasi atau data. 
Seringkali data atau informasi yang dapat dipertukarkan adalah data penting yang 
tidak boleh diketahui oleh orang lain. Berdasarkan fakta tersebut, maka 
dikembangkan suatu bidang ilmu yang berisi metode atau cara untuk melindungi 
data yang akan dipertukarkan dari akses-akses illegal. Bidang ilmu tersebut 
dinamakan kriptografi. 
Kriptografi adalah suatu bidang ilmu yang dikembangkan untuk melindungi 
data dari akses illegal, dengan menkonversi data atau informasi dari bentuk yang 
dapat dibaca (plainteks) ke dalam bentuk yang tidak dapat dimengerti (cipherteks) 
oleh pihak lain dengan menggunakan kunci tertentu. Untuk menjadikan suatu data 
dengan sandi, diperlukan kunci dan diperlukan juga algoritma kriptografi. Dengan 
berkembangnya ilmu penyandian, maka orang dapat dengan mudah memperoleh 
kunci penyandian melalui berbagai macam cara. 
Ada berbagai macam algoritma yang diciptakan dalam kriptografi untuk 
mengamankan data. Algoritma Vigenere Cipher merupakan salah satu contoh 
algoritma cipher klasik. Walaupun dikategorikan klasik, algoritma klasik perlu 
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dipelajari sebelum mempelajari algoritma modern, karena dapat menggambarkan 
dasar dari banyak macam algoritma yang ada. 
Kriptanalisis terhadap cipherteks dapat menghasilkan kunci yang digunakan 
untuk mengenkripsi cipherteks itu sebelumnya, sehingga dengan menggunakan 
kunci ini plainteks akan dapat diketahui. Berbagai metode kriptanalisis terus 
dikembangkan, antara lain dengan mencari panjang kunci terlebih dahulu yang 
kemudian mendapatkan kombinasi kunci yang cocok untuk membuka cipherteks. 
Dalam tugas akhir ini, penulis mencoba untuk melakukan penelitian proses 
kriptanalisis terhadap algoritma cipher vigenere.  
 
1.2 Rumusan Masalah 
Dari kutipan latar belakang diatas, dapat dirumuskan bagaimana melakukan 
proses kriptanalisis atau membongkar suatu cipherteks tanpa mengetahui kunci 
pada algoritma vigenere cipher.  
 
1.3 Tujuan Penelitian 
Tujuan penelitian ini adalah :  
1. Melakukan proses kriptanalisis terhadap pesan yang telah dienkripsi 
menggunakan algoritma Cipher Vigenere. 
2. Mengetahui perbandingan pencarian panjang kunci menggunakan 
metode analisis frekeunsi dan metode kasiski test. 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
3 
 
1.4 Batasan Masalah 
Lingkup permasalahan penelitian ini antara lain : 
1. Penelitian melakukan proses enkripsi, dekripsi dan kriptanalisis. 
2. Teks yang digunakan untuk enkripsi, dekripsi, dan kriptanalisis hanya 
dari 1 bahasa, yaitu Bahasa Inggris dan penelitian ini tidak membahas 
tentang pengaruh bahasa. 
3. Panjang kunci 4 karakter. 
4. Algoritma yang digunakan untuk enkripsi, dekripsi, dan analisis adalah 
Algoritma Vigenere. 
5. Tidak menjabarkan perbandingan dengan algoritma lain. 
6. Tidak menjabarkan pemrograman secara spesifik. 
7. Metode yang digunakan untuk mencari probabilitas panjang kunci 
adalah analisis frekuensi dan kasiski test. 
 
1.5 Tujuan Penelitian 
Tujuan dari penelitian ini adalah memberikan hasil pencarian probabilitas 
panjang kunci unutk membongkar cipherteks hingga menemukan kunci 
sebenarnya. 
1.6 Manfaat Penelitian 
Adapun manfaat dari penelitian ini adalah: 
1. Menerapkan teori dalam bidang kriptografi untuk melakukan proses 
kriptanalisis terhadap algoritma cipher vigenere. 
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2. Mengetahui proses enkripsi dekripsi serta kriptanalisis dari Algoritma 
Vigenere Cipher. 
3. Dapat memperkirakan kemungkinan kunci yang digunakan dalam 
proses dekripsi. 
 
1.7 Metodologi Penelitian 
1. Studi Pustaka 
Mempelajari lieratur yang dapat membantu dalam penelitian ini, 
seperti buku, majalah, karya tulis ilmiah, maupun informasi dari 
internet yang berkaitan dengan algoritma vigenere cipher 
2. Software 
Penelitian melibatkan tool atau software yang dapat membantu 
penelitian. 
 
1.8 Sistematika Penulisan 
BAB I PENDAHULUAN 
Bab ini berisi latar belakang penulisan metode penelitian, rumusan 
masalah, metodologi penelitian dan sistematika penulisan. 
 
BAB II LANDASAN TEORI 
Bab ini menjelaskan tentang teori yang berkaitan dengan judul atau 
rumusan masalah dari metode penelitian. 
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BAB III PERANCANGAN  
Bab ini menjelaskan proses perancangan dari “KRIPTANALISIS 
PADA ALGORITMA CIPHER VIGENERE” meliputi langkah 
proses dari awal enkripsi, dekripsi, dan proses kriptanalisis. 
 
 
BAB IV IMPLEMETASI DAN ANALISA 
Bab ini berisi tentang cara kerja untuk melakukan kriptanalisis 
terhadap algoritma vigenere cipher. 
 
BAB V PENUTUP 
Bab ini berisi kesimpulan atas analisa dan saran berdasarkan hasil 
yang telah dilaksanakan.
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BAB II 
LANDASAN TEORI 
 
2.1 Kriptologi 
Ilmu kriptografi berawal dari kriptologi yang kemudian ilmunya terbagi menjadi 
dua yaitu kriptografi dan kriptanalisis. Kriptografi berasal dari bahasa Yunani, 
crypto dan graphia. Crypto berarti secret (rahasia) dan graphia berarti writing 
(tulisan). Menurut terminologinya, kriptografi adalah ilmu dan seni untuk 
menjaga keamanan pesan ketika pesan dikirim dari suatu tempat ke tempat yang 
lain. Sedangkan kriptanalisis sendiri merupakan sebuah usaha mendapatkan teks 
terang dari suatu teks sandi yang tidak diketahui sistem serta kunci-kunci-nya. 
Gambaran hubungan kriptologi dengan kriptografi dan kriptanalisis kurang lebih 
sebagai berikut. 
 
KRIPTOLOGI
KRIPTOGRAFI
Ilmu dan seni untuk 
menjaga keamanan data
KRIPTANALISIS
Ilmu dan seni untuk 
memecahkan cipherteks
 
Gambar 2.1 Kriptografi dan kriptanalisis adalah cabang bidang ilmu kriptologi 
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Dalam perkembangannya, kriptografi juga digunakan untuk 
mengidentifikasi pengiriman pesan dan tanda tangan digital dan keaslian pesan 
dengan sidik jari digital. (Ariyus, 2008) 
2.2 Kriptografi 
Di dalam kriptografi kita akan sering menemukan berbagai istilah atau 
terminology. Beberapa istilah yang harus diketahui yaitu :  
1. Pesan, plaintext, dan cipherteks  
Pesan (message) adalah data atau informasi yang dapat dibaca dan 
dimengerti maknanya. Nama lain untuk pesan adalah (plaintext) atau teks jelas 
(cleartext). Agar pesan tidak dapat dimengerti maknanya oleh pihak lain yang 
tidak berkepentingan, maka pesan perlu disandikan kebentuk lain yang tidak dapat 
dipahami. Bentuk pesan yang tersandi disebut cipherteks (ciphertext) atau 
kriptogram (cryptogram). Cipherteks harus dapat ditransformasikan kembali 
menjadi plaintext semula agar dapat diterima dan bisa dibaca. 
 
2. Pengirim dan penerima  
Komunikasi data melibatkan pertukaran pesan antara dua entitas. Pengirim 
(sender) adalah entitas yang mengirim pesan kepada entitas lainnya. Penerima 
(receiver) adalah entitas yang menerima pesan. Pengirim tentu menginginkan 
pesan dapat dikirm secara aman, yaitu pengirim yakin bahwa pihak lain tidak 
dapat membaca isi pesan yang dikirim. Solusinya adalah dengan cara 
menyandikan pesan menjadi cipherteks.  
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3. Enkripsi dan dekripsi  
Proses menyandikan plainteks menjadi cipherteks disebut enkripsi 
(encryption) atau enciphering. Sedangkan proses mengembalikan cipherteks 
menjadi plainteks disebut dekripsi (decryption) atau deciphering.  
 
4. Cipher dan kunci  
Algoritma kriptogarfi disebut juga cipher, yaitu aturan untuk enkripsi dan 
dekripsi, atau fungsi matematika yang digunakan untuk enkripsi dan dekripsi. 
Beberapa cipher memerlukan algoritma yang berbeda untuk enciphering dan 
deciphering.  
Konsep matematis yang mendasari algoritma kriptografi adalah relasi antara dua 
buah himpunan yang berisi elemen – elemen plainteks dan himpunan yang berisi 
cipherteks. Enkripsi dan dekripsi merupakan fungsi yang memetakan elemen- 
elemen antara dua himpunan tersebut. Misalkan P menyatakan plainteks dan C 
menyatakan cipherteks, maka fungsi enkripsi E memetakan P ke C yang menjadi 
fungsi sebagai berikut E(P) = C . 
Dan fungsi dekripsi D memetakan C ke P yang kemudian menjadi fungsi berikut 
D(C) = P . 
Karena proses enkripsi kemudian dekripsi mengembalikan pesan ke pesan semula, 
maka kesamaan berikut harus benar, 
Kriptografi mengatasi masalah keamanan data dengan menggunakan kunci, yang 
dalam hal ini algoritma tidak dirahasiakan lagi, tetapi kunci harus tetap dijaga 
kerahasiaannya. Kunci (key) adalah parameter yang digunakan untuk transformasi 
enciphering dan deciphering. Kunci biasanya berupa string atau deretan bilangan. 
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Dengan menggunakan K sebagai key, maka fungsi enkripsi dan dekripsi dapat 
ditulis sebagai : enkripsi : EK(P) dan DK (C)=P , dekripsi :DK (EK (P))=P 
Keterangan :  
P = plainteks  
C = cipherteks  
K = kunci  
EK = proses enkripsi menggunakan kunci K  
DK = proses dekripsi menggunakan kunci K  
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Skema enkripsi dengan menggunakan kunci diperlihatkan pada gambar dibawah 
ini :  
 
Gambar 2.2 Skema enkripsi dan dekripsi dengan menggunakan kunci (simetris) 
 
5. Sistem kriptografi  
Kriptografi membentuk sebuah sistem yang dinamakan sistem Kriptografi. 
Sistem kriptografi (cryptosystem) adalah kumpulan yang terdiri dari algoritma 
kriptografi, semua plainteks dan cipherteks yang mungkin, dan kunci. Di dalam 
kriptografi, cipher hanyalah salah satu komponen saja, seperti gambar berikut: 
         Key (K) 
         
              
            
           
Gambar 2.3 Sistem kriptografi 
  
ENKRIPS
I 
DESKRIPSI 
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6. Penyadap  
Penyadap (eavesdropper) adalah orang yang mencoba menangkap pesan 
selama ditransmisikan. Tujuan penyadap adalah untuk mendapatkan informasi 
sebanyak-banyaknya mengenai sistem kriptografi yang digunakan untuk 
berkomunikasi dengan maksud untuk memecahkan cipherteks. Nama lain 
penyadap : enemy, adversary, intruder, interceptor, bad guy.  
 
7. Kriptanalisis  
Kriptografi berkembang sedemikian rupa sehingga melahirkan bidang 
yang berlawanan yaitu kriptanalisis. Kriptanalisis (cryptanalysis) adalah ilmu dan 
seni untuk memecahkan cipherteks menjadi plainteks tanpa mengetahui kunci 
yang digunakan. Pelakunya disebut kriptanalis. Jika seorang kriptografer 
(cryptographer) mentransformasikan plainteks menjadi cipherteks dengan suatu 
algoritma dan kunci maka sebaliknya seorang kriptanalis berusaha untuk 
memecahkan cipherteks tersebut untuk menemukan plainteks atau kunci. 
Kriptologi (cryptology) adalah studi mengenai kriptografi dan kriptanalisis. Baik 
kriptografi maupun kriptanalisis keduanya saling berkaitan, skema pada 
kriptosistem dapat dilihat seperti gambar berikut : 
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CRYPTANALYST
ENKRIPTOR DESKRIPTORSumber Pesan
Saluran yang 
aman
Sumber kunci
ENKRIPSI
Saluran yang tidak aman
K’
P
 
Gambar 2.4 Skema kriptosistem 
 
Dari paparan awal dapat dirangkumkan bahwa kriptografi bertujuan untuk 
memberi layanan keamanan. Yang dinamakan aspek – aspek keamanan sebagai 
berikut :  
1. Kerahasiaan (confidentiality)  
Adalah layanan yang ditujukan untuk menjaga agar pesan tidak dapat 
dibaca oleh pihak – pihak yang tidak berhak. Di dalam kriptografi layanan ini 
direalisasikan dengan menyandikan plainteks menjadi cipherteks. Misalnya pesan 
“harap datang pukul 8” disandikan menjadi “trxC#45motyptre!%”. istilah lain 
yang senada dengan confidentiality adalah secrecy dan privacy.  
 
2. Integritas data (data integrity)  
Adalah layanan yang menjamin bahwa pesan masih asli/utuh atau belum 
pernah dimanipulasi selama pengiriman. Dengan kata lain, aspek keamanan ini 
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dapat diungkapkan sebagai pertanyaan: “ apakah pesan yang diterima masih asli 
atau tidak mengalami perubahan (modifikasi)?”.  
 
3. Otentikasi (authentication)  
Adalah layanan yang berhubungan dengan identifikasi, baik 
mengidentifikasi kebenaran pihak – pihak yang berkomunikasi (user 
autehentication). Dua pihak yang saling berkomunikasi harus dapat 
mengotentikasi satu sama lain sehingga ia dapat memastikan sember pesan.  
 
4. Nirpenyangkalan (non-repudiation)  
Adalah layanan untuk menjaga entitas yang berkomunikasi melakukan 
penyangkalan, yaitu pengirim pesan menyangkal melakukan pengiriman atau 
penerima pesan menyangkal telah menerima pesan. 
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Berdasarkan perkembangannya sendiri, kriptografi terbagi menjadi 2, yaitu : 
1. Algoritma Kriptografi Klasik 
Algoritma ini digunakan sejak sebelum era komputerisasi dan kebanyakan 
menggunakan teknik kunci simetris. Metode menyembunyikan pesannya 
adalah dengan teknik substitusi atau transposisi atau keduanya (Sadikin, 
2012). Teknik substitusi adalah menggantikan karakter dalam plaintext 
menjadi karakter lain yang hasilnya adalah ciphertext. Sedangkan 
transposisi adalah teknik mengubah plaintext menjadi ciphertext dengan 
cara permutasi karakter. Kombinasi keduanya secara kompleks adalah 
yang melatarbelakangi terbentuknya berbagai macam algoritma kriptografi 
modern (Prayudi, 2005). 
 
2. Algoritma Kriptografi Modern 
Algoritma ini memiliki tingkat kesulitan yang kompleks (Prayudi, 2005), 
dan kekuatan kriptografinya ada pada key atau kuncinya (Wirdasari, 2008). 
Algoritma ini menggunakan pengolahan simbol biner karena berjalan 
mengikuti operasi komputer digital. Sehingga membutuhkan dasar berupa 
pengetahuan terhadap matematika untuk menguasainya (Sadikin, 2012). 
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2.3 Algoritma kriptografi klasik 
Sebelum komputer ada, kriptografi dilakukan dengan menggunakan pensil 
dan kertas. Algoritma kriptografi (cipher) yang digunakan saat itu, dinamakan 
juga algoritma klasik, adalah berbasis karakter, yaitu enkripsi dan dekripsi 
dilakukan pada setiap karakter pesan. Semua algoritma klasik termasuk ke dalam 
sistrm kriptografi simetris dan digunakan jauh sebelum kriptografi kunci publik 
ditemukan. 
Kriptogarfi klasik memiliki beberapa ciri :  
1. Berbasis karakter  
2. Menggunakan pena dan kertas saja, belum ada computer  
3. Termasuk ke dalam kriptografi kunci simetris.  
 
Tiga alasan mempelajari algoritma klasik :  
1. Memahami konsep dasar kriptografi  
2. Dasar algoritma kriptografi modern  
3. Memahami kelemahan sistem kode.  
(Ariyus, 2008)  
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Pada dasarnya, algoritma kriptografi klasik dapat dikelompokkan ke dalam dua 
macam cipher, yaitu :  
1. Cipher substitusi (substitution cipher)  
Di dalam cipher substitusi setiap unit plainteks diganti dengan satu unit 
cipherteks. Satu “unit” disini berarti satu huruf, pasangan huruf, atau 
dikelompokkan lebih dari dua huruf. Algoritma substitusi tertua yang diketahui 
adalah Caesar cipher yang digunakan oleh kaisar Romawi, Julius Caesar 
(sehingga dinamakan juga caesar cipher), untuk mengirimakan pesan yang 
dikirimkan kepada gubernurnya. Selain itu, cipher Vigenere juga merupakan 
cipher berkarakter substitusi. 
 
Contoh Caesar: 
Tabel 2.1 Tabel substitusi pergeseran 4 huruf 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
 
Plainteks : INI  ADALAH  KATA  SANDI   YANG  BENAR 
Cipherteks : LQL  DGDODK  NDWD  VDQGL  BDQJ  EHQDU 
Dari hasil plainteks menjadi cipherteks diatas merupakan hasil 
penyesuaian pergeseran 4 huruf sesuai dengan tabel 2.1. Seperti huruf I sebagai 
plainteks pada tabel bertemu dengan huruf L sebagai cipherteks. 
Contoh Caesar menggunakan cipher key: 
Plainteks : AWAS VIRUS BERBAHAYA 
key : PALSU  
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Tabel 2.2 Urutan substitusi Caesar dengan key PALSU 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
P A L S U B C D E F G H I J K M N O Q R T V W X Y Z 
 Tabel diatas merupakan substitusi Caesar dengan menggunakan urutan 
cipher key yang disesuaikan dengan urutan alphabet. Sehingga hasil dari 
penyesuaian tabel 2.2 menjadi seperti berikut : 
Tabel 2.3 Tabel hasil enkripsi Caesar 
Pesan A W A S V I R U S B E R B A H A Y A 
Enkripsi P W P Q V E O T Q A U O A P D P Y P 
 
Pesan AWAS VIRUS BERBAHAYA  dienkripsi menjadi PWPQ VEOTQ 
AUOAPDPYP. Pada tabel 2.3 menampilkan urutan alphabet dengan cipher key 
yang disesuaikan dengan menggunakan tabel 2.2.  
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Contoh cipher Vigenere : 
Plainteks : THIS PLAINTEXT  
Kunci : SONY SONYSONYS  
Tabel 2.4 Contoh table proses enkripsi pada vigenere 
 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
a A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
b B C D E F G H I J K L M N O P Q R S T U V W X Y Z A 
c C D E F G H I J K L M N O P Q R S T U V W X Y Z A B 
d D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
e E F G H I J K L M N O P Q R S T U V W X Y Z A B C D 
f F G H I J K L M N O P Q R S T U V W X Y Z A B C D E 
g G H I J K L M N O P Q R S T U V W X Y Z A B C D E F 
h H I J K L M N O P Q R S T U V W X Y Z A B C D E F G 
i I J K L M N O P Q R S T U V W X Y Z A B C D E F G H 
j J K L M N O P Q R S T U V W X Y Z A B C D E F G H I 
k K L M N O P Q R S T U V W X Y Z A B C D E F G H I J 
l L M N O P Q R S T U V W X Y Z A B C D E F G H I J K 
m M N O P Q R S T U V W X Y Z A B C D E F G H I J K L 
n N O P Q R S T U V W X Y Z A B C D E F G H I J K L M 
o O P Q R S T U V W X Y Z A B C D E F G H I J K L M N 
p P Q R S T U V W X Y Z A B C D E F G H I J K L M N O 
q Q R S T U V W X Y Z A B C D E F G H I J K L M N O P 
r R S T U V W X Y Z A B C D E F G H I J K L M N O P Q 
s S T U V W X Y Z A B C D E F G H I J K L M N O P Q R 
t T U V W X Y Z A B C D E F G H I J K L M N O P Q R S 
u U V W X Y Z A B C D E F G H I J K L M N O P Q R S T 
v V W X Y Z A B C D E F G H I J K L M N O P Q R S T U 
w W X Y Z A B C D E F G H I J K L M N O P Q R S T U V 
x X Y Z A B C D E F G H I J K L M N O P Q R S T U V W 
y Y Z A B C D E F G H I J K L M N O P Q R S T U V W X 
z Z A B C D E F G H I J K L M N O P Q R S T U V W X Y 
Dengan mencocokkan plainteks dengan kunci, maka hasil enkripsi di atas 
adalah : LVVQ HZNGFHRVL  
Hasil ini sesuai dengan pertemuan kolom dan baris antara plainteks dan 
kunci yang kemudian menghasilkan cipherteks. 
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2. Cipher transposisi (transposition cipher)  
Pada cipher transposisi, huruf-huruf di dalam plainteks tetap saja, hanya 
saja urutannya diubah. Dengan kata lain algoritma ini melakukan transpose 
terhadap rangkaian karakter di dalam teks. Nama lain untuk metode ini adalah 
permutasi atau pengacakan (scrambling) karena transpose setiap karakter di dalam 
teks sama dengan mempermutasikan karakter-karkater tersebut. (Munir.2006) 
Contoh cipher transposisi : 
PLAINTEKS : BUKU PESANAN TELAH DIKIRIM 
KEY : CIPHER 
Tabel 2.5 Contoh urutan cipher transposisi 
C I P H E R 
1 4 5 3 2 6 
B U K U P E 
S A N A N T 
E L A H D I 
K I R I M  
Hasil dari enkripsi transposisi diatas menjadi 
BSEK PNDM UAHI UALI KNAR ETI 
Hasil ini disesuaikan dengan urutan karakter kunci sesuai dengan urutan 
posisi alphabet. Dari kunci CIPHER jika disesuaikan dengan urutan 
alphabet seperti tabel 2.5 berurutan menjadi CEHIPR.  
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2.4 Vigenere cipher 
Vigenere cipher mungkin adalah contoh terbaik dari cipher alphabet-
majemuk „manual‟. Algoritma ini dipublikasikan oleh diplomat (sekaligus 
seorang kriptologis) perancis, Blaise de Vigenere pada abad 16, meskipun Giovan 
Batista Belaso telah menggambarkannya pertama kali pada tahun 1553 sepeti 
ditulis di dalam bukunya La Cifra del Sig. Vigenere cipher dipublikasikan pada 
tahun 1586, tetapi algoritma tersebut baru dikenal luas 200 tahun kemudian yang 
oleh penemunya cipher tersebut dinamakan vigenere cipher. Cipher ini berhasil 
dipecahkan oleh Babbage dan Kasiski pada pertengahan abad 19. Vigenere cipher 
digunakan oleh tentara Konfiderasi (Confederate Army) pada perang sipil 
Amerika (American Civil war). Perang sipil terjadi setelah Vigenere cipher 
berhasil dipecahkan. Hal ini diilustrasikan oleh kutipan pernyataan Jenderal 
Ulysses S, Grant : It would sometimes take too long to make translation of 
intercepted dispatches for us to receive any benefit from them, but sometimes they 
gave useful information.  
Vigenere cipher sangat dikenal karena mudah dipahami dan 
diimplementasikan. Cipher menggunakan bujursangakar Vigenere untuk 
melakukan enkripsi seperti ditunjukkan pada tabel. Kolom paling kiri dari 
bujursangkar menyatakan huruf-hurf kunci, sedangkan baris paling atas 
menyatakan huruf-huruf plainteks. Setiap baris dalam bujursangkar menyatakan 
huruf-huruf cipherteks yang diperoleh dengan Caesar cipher, yang mana jumlah 
pergesaran huruf plainteks ditentukan nilai numerik huruf kunci tersebut ( yaitu, A 
= 0, B = 1, C = 2,…, Z = 25). 
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Tabel 2.6 Tabel Bujursangkar Cipher Vigenere 
 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
a A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
b B C D E F G H I J K L M N O P Q R S T U V W X Y Z A 
c C D E F G H I J K L M N O P Q R S T U V W X Y Z A B 
d D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
e E F G H I J K L M N O P Q R S T U V W X Y Z A B C D 
f F G H I J K L M N O P Q R S T U V W X Y Z A B C D E 
g G H I J K L M N O P Q R S T U V W X Y Z A B C D E F 
h H I J K L M N O P Q R S T U V W X Y Z A B C D E F G 
i I J K L M N O P Q R S T U V W X Y Z A B C D E F G H 
j J K L M N O P Q R S T U V W X Y Z A B C D E F G H I 
k K L M N O P Q R S T U V W X Y Z A B C D E F G H I J 
l L M N O P Q R S T U V W X Y Z A B C D E F G H I J K 
m M N O P Q R S T U V W X Y Z A B C D E F G H I J K L 
n N O P Q R S T U V W X Y Z A B C D E F G H I J K L M 
o O P Q R S T U V W X Y Z A B C D E F G H I J K L M N 
p P Q R S T U V W X Y Z A B C D E F G H I J K L M N O 
q Q R S T U V W X Y Z A B C D E F G H I J K L M N O P 
r R S T U V W X Y Z A B C D E F G H I J K L M N O P Q 
s S T U V W X Y Z A B C D E F G H I J K L M N O P Q R 
t T U V W X Y Z A B C D E F G H I J K L M N O P Q R S 
u U V W X Y Z A B C D E F G H I J K L M N O P Q R S T 
v V W X Y Z A B C D E F G H I J K L M N O P Q R S T U 
w W X Y Z A B C D E F G H I J K L M N O P Q R S T U V 
x X Y Z A B C D E F G H I J K L M N O P Q R S T U V W 
y Y Z A B C D E F G H I J K L M N O P Q R S T U V W X 
z Z A B C D E F G H I J K L M N O P Q R S T U V W X Y 
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Bujursangkar vigenere digunakan untuk memperoleh cipherteks dengan 
menggunakan kunci yang sudah ditentukan. Jika panjang kunci lebih pendek dari 
pada panjang plainteks, maka kunci diulang penggunaanya (sistem periodik). Bila 
panjang kunci adalah m, maka periodenya dikatakan m. sebagai contoh, jika 
plainteks adalah THIS PLAINTEXT dan kunci adalah sony maka penggunaan 
kunci secara periodik adalah sebagai berikut:  
Plainteks : THIS PLAINTEXT  
Kunci : SONY SONYSONYS  
 
Setiap huruf plainteks akan dienkripsi dengan setiap huruf kunci 
dibawahnya. Untuk mengerjakan enkripsi dengan vigenere cipher, lakukan pada 
bujursangkar vigenere sebagai berikut : tarik garis vertical dari huruf plainteks ke 
bawah, lalu tarik garis mendatar dari huruf kunci ke kanan. Perpotongan dari 
kedua garis tersbut menyatakan huruf cipherteksnya. 
Misalkan plainteks THIS PLAINTEXT dienkripsi dengan kata kunci sony. 
Karena panjang kunci tidak sama dengan panjang plainteks, maka kunci akan 
diulang secara periodik :  
Plainteks : THIS PLAINTEXT  
Kunci : SONY SONYSONYS  
 
Untuk huruf pertama T, tarik garis vertikal dari huruf T dan tarik garis 
mendatar dari huruf „S‟, perpotongannya dalah pada kotak yang berisi huruf L. 
Dengan cara yang sama, tarik garis vertical dari huruf H dan tarik garis mendatar 
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dari huruf „O‟, perpotongannya adalah pada kotak yang juga berisi huruf V. hasil 
enkripsi seluruhnya adalah :  
Plainteks : THIS PLAINTEXT  
Kunci : SONY SONYSONYS  
Cipherteks : LVVQ HZNGFHRVL 
Tabel 2.7 Contoh Tabel proses enkripsi Vigenere Cipher 
 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
a A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
b B C D E F G H I J K L M N O P Q R S T U V W X Y Z A 
c C D E F G H I J K L M N O P Q R S T U V W X Y Z A B 
d D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
e E F G H I J K L M N O P Q R S T U V W X Y Z A B C D 
f F G H I J K L M N O P Q R S T U V W X Y Z A B C D E 
g G H I J K L M N O P Q R S T U V W X Y Z A B C D E F 
h H I J K L M N O P Q R S T U V W X Y Z A B C D E F G 
i I J K L M N O P Q R S T U V W X Y Z A B C D E F G H 
j J K L M N O P Q R S T U V W X Y Z A B C D E F G H I 
k K L M N O P Q R S T U V W X Y Z A B C D E F G H I J 
l L M N O P Q R S T U V W X Y Z A B C D E F G H I J K 
m M N O P Q R S T U V W X Y Z A B C D E F G H I J K L 
n N O P Q R S T U V W X Y Z A B C D E F G H I J K L M 
o O P Q R S T U V W X Y Z A B C D E F G H I J K L M N 
p P Q R S T U V W X Y Z A B C D E F G H I J K L M N O 
q Q R S T U V W X Y Z A B C D E F G H I J K L M N O P 
r R S T U V W X Y Z A B C D E F G H I J K L M N O P Q 
s S T U V W X Y Z A B C D E F G H I J K L M N O P Q R 
t T U V W X Y Z A B C D E F G H I J K L M N O P Q R S 
u U V W X Y Z A B C D E F G H I J K L M N O P Q R S T 
v V W X Y Z A B C D E F G H I J K L M N O P Q R S T U 
w W X Y Z A B C D E F G H I J K L M N O P Q R S T U V 
x X Y Z A B C D E F G H I J K L M N O P Q R S T U V W 
y Y Z A B C D E F G H I J K L M N O P Q R S T U V W X 
z Z A B C D E F G H I J K L M N O P Q R S T U V W X Y 
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Amatilah bahwa huruf plainteks T dapat dienkripsikan menjadi L dan H, 
dan huruf cipherteks V dapat mempresentasikan huruf H, I, dan X. Hal ini 
merupakan karakteristik dari cipher alphabet-majemuk. Pada cipher subtitusi 
sederhana, setiap huruf cipherteks selalu menggantikan huruf pleinteks tertentu, 
sedangkan pada cipher alphabet-majemuk setiap huruf cipherteks dapat memiliki 
kemungkinan banyak huruf plainteks. Jadi, dengan menggunakan vigenere cipher, 
kita dapat mencegah frekuensi huruf-huruf di dalam cipherteks yang mempunyai 
pola tertentu yang sama sebagaimana yang diperlihatkan pada cipher substitusi 
sederhana (cipher alphabet-tunggal). (Munir 2006)  
 
Setelah proses enkripsi, ada baiknya kita lihat proses pengembalian cipherteks 
menjadi plainteks kembali atau yang disebut dengan dekripsi. Dekripsi merupakan 
kebalikan dari fungsi enkripsinya, sehingga proses ini hanya mengubah invers 
dari proses enkripsi dengan demikian kunci yang digunakan pun simetrik atau 
sama dengan proses enkripsi. Contoh proses dekripsi adalah sebagai berikut :  
Posisikan kuncinya akan berpindah pada kolom plaintext.  
 
Contoh :  
Plainteks : THIS PLAINTEXT  
Kunci : SONY SONYSONYS  
Cipherteks : LVVQ HZNGFHRVL  
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Tabel 2.8 Contoh Cabel proses dekripsi cipher vigenere 
 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
a A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
b B C D E F G H I J K L M N O P Q R S T U V W X Y Z A 
c C D E F G H I J K L M N O P Q R S T U V W X Y Z A B 
d D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
e E F G H I J K L M N O P Q R S T U V W X Y Z A B C D 
f F G H I J K L M N O P Q R S T U V W X Y Z A B C D E 
g G H I J K L M N O P Q R S T U V W X Y Z A B C D E F 
h H I J K L M N O P Q R S T U V W X Y Z A B C D E F G 
i I J K L M N O P Q R S T U V W X Y Z A B C D E F G H 
j J K L M N O P Q R S T U V W X Y Z A B C D E F G H I 
k K L M N O P Q R S T U V W X Y Z A B C D E F G H I J 
l L M N O P Q R S T U V W X Y Z A B C D E F G H I J K 
m M N O P Q R S T U V W X Y Z A B C D E F G H I J K L 
n N O P Q R S T U V W X Y Z A B C D E F G H I J K L M 
o O P Q R S T U V W X Y Z A B C D E F G H I J K L M N 
p P Q R S T U V W X Y Z A B C D E F G H I J K L M N O 
q Q R S T U V W X Y Z A B C D E F G H I J K L M N O P 
r R S T U V W X Y Z A B C D E F G H I J K L M N O P Q 
s S T U V W X Y Z A B C D E F G H I J K L M N O P Q R 
t T U V W X Y Z A B C D E F G H I J K L M N O P Q R S 
u U V W X Y Z A B C D E F G H I J K L M N O P Q R S T 
v V W X Y Z A B C D E F G H I J K L M N O P Q R S T U 
w W X Y Z A B C D E F G H I J K L M N O P Q R S T U V 
x X Y Z A B C D E F G H I J K L M N O P Q R S T U V W 
y Y Z A B C D E F G H I J K L M N O P Q R S T U V W X 
z Z A B C D E F G H I J K L M N O P Q R S T U V W X Y 
Dari hasil enkripsi diatas tersebut, maka proses dekripsinya untuk mencari 
plaintextnya adalah :  
Kunci : SONY SONYSONYS  
Cipherteks : LVVQ HZNGFHRVL  
Sesuai dengan tabel 2.8 diatas, proses dekripsi dari cipherteks mejadi plainteks 
untuk karakter yang pertama, huruf S maka akan dicari seluruh isi karakter yang 
berada pada kolom huruf S ke bawah, dimana terdapat karakter ciphertext huruf 
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L, maka dilihat pada pada kolom kunci yang menunjukkan bahwa huruf L 
tersebut berada pada baris huruf T. Begitu juga dengan karakter yang ke dua huruf 
O, maka akan dicari seluruh isi karakter yanga berada pada kolom huruf O ke 
bawah, dimana terdapat karakter ciphertext huruf V, maka dilihat pada kolom 
kunci yang menunjukkan bahwa huruf V tersebut berada pada baris huruf H, dan 
seterusnya. Demikianlah cara kerja proses dekripsinya untuk mencari plainteks.  
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2.5 Kriptanalisis 
Kriptoanalisis (dari bahasa Yunani kryptós, "tersembunyi", dan analýein, 
"melepaskan") adalah disiplin ilmu mengenai metode membaca pesan terenkripsi 
(tersandi), tanpa mengetahui informasi rahasia atau kunci yang seharusnya 
digunakan untuk membaca pesan tersebut. Dalam bahasa sehari-hari, 
kriptoanalisis bisa dikatakan ilmu memecahkan sandi. Disiplin ilmu yang 
digunakan pada kriptografi antara lain matematika, linguistik, logika, dan ilmu 
komputer. 
Kriptoanalisis pertama kali dicetuskan oleh ilmuwan Arab zaman 
kekhalifahan Abbasiyah al-Kindi. Dalam bukunya Sebuah Naskah dalam 
Memecahkan Pesan-Pesan Kriptografis, ia menjelaskan secara detail metode 
analisis frekuensi, yang merupakan dasar bagi metode-metode kriptoanalisis. 
Kriptoanalisis terus berkembang sesuai perkembangan teknologi. Salah satu 
contoh terkenal adalah kriptoanalisis mesin Enigma pada Perang Dunia II. Pada 
pertengahan 1970-an muncul kelompok baru kriptografi yang disebut kriptografi 
asimetrik. 
 Pada dasarnya semua sandi tetap rentan kepada kriptanalisis menggunakan 
teknik analisis frekuensi hingga pengembangan dari sandi polyalphabetic, yang 
dijelaskan oleh Leon Battista Alberti sekitar tahun 1467, meskipun terdapat 
beberapa indikasi bahwa hal ini telah terlebih dahulu diketahui oleh Al-Kindi. 
Penemuan Alberti menggunakan sandi yang berbeda (seperti subtitusi alfabet) 
untuk beberapa bagian pesan (mungkin untuk setiap teks surat berturut-turut 
hingga akhir). Dia juga menemukan apa yang mungkin menjadi alat sandi 
ototmatis untuk pertama kalinya, roda yang menerapkan pelaksanaan dari 
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penemuannya. Pada sandi Vigenère polyalphabetic, enkripsi menggunakan kata 
kunci, yang mengatur substitusi surat berdasarkan surat mana dari kata kunci yang 
digunakan. Pada pertengahan abad ke-19 Charles Babbage menunjukkan bahwa 
sandi Vigenère sangat rentan terhadap pemeriksaan Kasiski, namun hal ini 
diterbitkan pertama sekali kira-kira sepuluh tahun kemudian oleh Friedrich 
Kasiski.  
Walaupun analisis frekuensi dapat sangat kuat dan menjadi teknik umum 
melawan banyak sandi, enskripsi masih sangat efektif dalam penerapannya, 
sebagaimana banyak kriptanalisis masih khawatir akan penerapannya. 
Memecahkan pesan tanpa menggunakan analisis frekuensi pada dasarnya 
membutuhkan pengetahuan sandi dan mungkin kunci yang digunakan, sehingga 
membuat spionase, penyuapan, pencurian, dll. Hal ini secara tegas mengakui 
kerahasiaan algoritma sandi pada abad 19 sangat tidak peka dan tidak menerapkan 
praktek keamanan pesan; faktanya, hal ini lebih lanjut disadari bahwa setiap 
skema kriptografi yang memadai (termasuk sandi) harus tetap aman walaupun 
musuh benar-benar paham tentang algoritma sandi itu sendiri. Keamanan kunci 
yang digunakan harus dapat menjamin keamanan pemegang kunci agar tetap 
rahasia bahkan ketika diserang sekalipun. Prinsip fundamental ini pertama kali 
dijelaskan pada tahun 1883 oleh Auguste Kerckhoffs dan secara umum dikenal 
dengan Prinsip Kerckhoff; secara alternatif dan blak-blakan, hal ini dijelaskan 
kembali oleh Claude Shannon, penemu teori informasi dan fundamental dari teori 
kriptografi, seperti pribahasa Shanon - 'musuh mengetahui sistemnya'. 
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Serangan (“serangan kriptanalisis”) terhadap kriptografi dapat 
dikelompokkan dengan beberapa cara :  
2.5.1 Berdasarkan keterlibatan penyerang dalam komunikasi, serangan dapat 
dibagi atas dua macam, yaitu :  
 a. Serangan pasif (passive attack)  
Pada serangan ini, penyerang tidak terlibat dalam komunikasi 
antara pengirim dan penerima, namun penyerang menyadap semua 
pertukaran pesan antara kedua entitas tersebut. Tujuannaya adalah untuk 
mendapatkan sebanyak mungkin informasi yang digunakan untuk 
kriptanalisis. Beberapa metode penyadapan antara lain :  
1.wiretapping : penyadap mencegat data yang ditransmisikan pada 
saluran kabel komunikasi dengan menggunakan 
sambunganperangkat keras.  
2. electromagnetic eavesdropping : penyadap mencegat data yang 
ditrasnmisikan melalui saluran wireless, misalnya radio dan 
microwave.  
3. acoustic eavesdropping : menangkap gelombang suara yang 
dihasilkan oleh suara manusia.  
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 b. Serangan aktif (active attack)  
Pada jenis serangan ini, penyerang mengintervensi komunikasi dan 
ikut mempengaruhi sistem untuk keuntungan dirinya. Misalnya penyerang 
mengubah aliran pesan seperti menghapus sebagian cipherteks , mengubah 
cipherteks, menyisipkan potongan cipherteks palsu, me-replay pesan lama, 
mengubah informasi yang tersimpan, dan sebagainya.  
 
2.5.2 Berdasarkan banyaknya informasi yang diketahui oleh kriptanalis, maka 
serangan dapat dikelompokkan menjadi lima jenis, yaitu:  
 1. Ciphertext-only attack  
Ini adalah jenis serangan yang paling umum namun paling sulit, 
karena informasi yang tersedia hanyalah cipherteks saja. Kriptanalis 
memiliki beberapa cipherteks dari beberapa pesan, semuanya dienkripsi 
dengan algoritma yang sama. Untuk itu kriptanalis menggunakan beberapa 
cara, seperti mencoba semua kemungkinan kunci secara exhaustive search. 
Menggunkan analis frekuensi, membuat terkaan berdasarkan informasi 
yang diketahui,dan sebagainya.  
 2. Known-plaintext attack  
Ini adalah jenis serangan dimana kriptanalis memiliki pasangan 
plainteks dan cipherteks yang berkoresponden.  
 3. Chosen-plaintext attack  
Serangan jenis ini lebih hebat dari pada known-plaintext attack, 
karena kriptanalis dapat memilih plainteks yang dimilikinya untuk 
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dienkripsikan, yaitu plainteks-plainteks yang lebih mengarahkan 
penemuan kunci.  
 4. Chosen-ciphertext attack  
Ini adalah jenis serangan dimana kriptanalis memilih cipherteks 
untuk didekripsikan dan memiliki akses ke plainteks hasil dekripsi.  
 5. Chosen-text attack   
Ini adalah jenis serangan yang merupakan kombinasi chosen-
plaintext attack dan chosen-chiphertext attack.  
 
2.5.3 Berdasarkan teknik yang digunakan dalam menemukan kunci, maka 
serangan dapat dibagi menjadi dua, yaitu :  
 1. Exhaustive attack atau brute force attack  
Ini adalah serangan untuk mengungkap plainteks atau kunci 
dengan menggunakan semua kemungkinan kunci. Diasumsikan kriptanalis 
mengetahui algoritma kriptografi yang digunakan oleh pengirim pesan. 
Selain itu kriptanalis memiliki sejumlah cipherteks dan plainteks yang 
bersesuaian.  
 
 2. Analytical attack  
Pada jenis serangan ini, kriptanalis tidak mencoba-coba semua 
kemungkinan kunci tetapi menganalisis kelemahan algoirtma kriptografi 
untuk mengurangi kemungkinan kunci yang tidak ada. Diasumsikan 
kriptanalis mengetahui algoritma kriptografi yang digunakan oleh 
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pengirim pesan. Analisis dapat menggunakan pendekatan matematik dan 
statistik dalam rangka menemukan kunci.  
 
 3. Related-key attack  
Kriptanalis memiliki cipherteks yang dienkripsi dengan dua kunci 
berbeda. Kriptanalis tidak mengetahui kedua kunci tersebut namun ia 
mengetahui hubungan antara kedua kunci, misalnya mengetahui kedua 
kunci hanya berbeda 1 bit. 
 
 4. Rubber-hose cryptanalysis  
Ini mungkin jenis serangan yang paling ekstrim dan paling efektif. 
Penyerang mengancam, mengirim surat gelap, atau melakukan penyiksaan 
sampai orang yang memegang kunci memberinya kunci untuk 
mendekripsi pesan. 
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Kriptanalisis untuk cipher vigenere sendiri, langkah pertama untuk 
memecahkan kunci dari cipherteks adalah menentukan panjang kunci yang 
digunakan. Ada beberapa cara yang digunakan untuk pemecahan mencari panjang 
kunci, diantaranya dengan frekuensi dan kasisiki test. 
 Kriptanalisis sendiri dapat dilakukan dengan bermacam-macam Bahasa di 
seluruh dunia, namun hanya beberapa saja yang baru dapat dipecahkan dan di 
analisa. Selain itu pada kriptanalisis pun tidak sepenuhnya sempurna dalam 
memecahkan suatu cipherteks, maka dari itu diambil nilai kemungkinan atau 
probability yang sering disebut dengan index coincidence. Index Coincidence ini 
merupakan hubungan antara satu huruf dengan huruf lain yang dapat 
menghasilkan kemungkinan sebuah kunci. Rumus untuk mencari indeks 
coincidence adalah sebagai berikut : 
 
IC = indeks koinsiden 
fi = frekuensi dari A, B, C, …, Z 
n = banyaknya karakter seluruh teks cipherteks 
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Nilai index pada tiap bahasa pun berbeda-beda nilainya, seperti pada hasil di 
bawah ini : 
Tabel 2.9 Index IC pada setiap bahasa 
Bahasa Index of Coincidence 
Inggris 0.0661 
Perancis 0.0778 
Jerman 0.0762 
Italia 0.0738 
Jepang 0.0819 
Rusia 0.0529 
Teks Acak 0.0385 
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2.5.4 Analisis Frekuensi 
Metode analisis frekuensi merupakan salah satu cara untuk mencari 
panjang kunci dari cipher vigenere yang masuk dalam tipe serangan 
ciphertext only attack. Cara ini dilakukan dengan membagi cipherteks 
menjadi beberapa bagian yang kemudian dihitung jumlah karakter. 
Kemunculan huruf-huruf itulah yang nantinya menjadi kemungkinan 
panjang kunci suatu cipherteks setelah dihitung dengan bantuan Index of 
Coincidence. Frekuensi kemunculan huruf-huruf dalam Bahasa Inggris 
menurut standar internasional dapat diperkirakan sebagai berikut : 
Tabel 2.10 Frekuensi kemunculan huruf dalam Bahasa Inggris 
Huruf % Huruf % 
A 
B 
C 
D 
E 
F 
G 
H 
I 
J 
K 
L 
M 
0.082 
0.015 
0.028 
0.043 
0.127 
0.022 
0.02 
0.061 
0.07 
0.002 
0.008 
0.04 
0.024 
N 
O 
P 
Q 
R 
S 
T 
U 
V 
W 
X 
Y 
Z 
0.067 
0.075 
0.019 
0.001 
0.06 
0.063 
0.091 
0.028 
0.01 
0.023 
0.001 
0.02 
0.001 
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Frekuensi rata-rata dari kemunculan huruf dalam Bahasa Inggris seperti di 
bawah ini : 
1. E mempunyai peluang kemunculan sekitar 0.120. 
2. T, A, O, I, N, S, H, R mempunyai peluang kemunculan antara 0.06 dan 
0.09. 
3. D dan L mempunyai peluang kemunculan sekitar 0.04. 
4. C, U, M, W, F, G, Y, P, B mempunyai peluang kemunculan antara 
0.015 dan 0.023. 
5. V, K, J, X, Q, Z mempunyai peluang kemunculan 0.01. 
 
10 huruf teratas yang paling sering muncul : 
E, T, A, O, I, N, S, H, R, D, L, U 
 
10 huruf bigram yang sering muncul :  
TH, HE, IN, EN, NT, RE, ER, AN, TI, dan ES 
 
10 huruf trigram yang sering muncul :  
THE, AND, THA, ENT, ING, ION, TIO, FOR, NDE, dan HAS 
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Teknik analisis frekuensi dapat dilakukan sebagai berikut:  
1. Hitung masing-masing karakter dalam baris dan kolom. 
2. Catat fekuensi tiap urutan huruf. 
3. Hitung index of coincidence tiap kolom dan baris. 
4. Hitung rata-rata dari setiap index coincidence yang dihasilkan. 
5. Hasil dari index of coincidence yagn terbesar merupakan kemungkinan 
dari panjang kunci dari cipherteks. 
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2.5.5 Kasiski Test 
Friedrich Kasiski adalah orang yang pertama kali memecahkan Vigènere 
cipher pada Tahun 1863 . Metode kasiski membantu untuk menemukan 
panjang dari kunci yang digunakan dengan menggunakan bantuan Index 
of Coincidence. Ide utama dari serangan Kasisiki ini adalah pengamatan 
yang berulang bagian plainteks dienkripsi dengan bagian yang sama dari 
key harus menghasilkan pola cipherteks yang identik. Oleh karena itu, 
dengan asumsi tidak ada yang kebetulan atau koinsiden, orang akan 
menganggap bahwa bagian plainteks yang sama sesuai dengan cipheteks 
yang berulang dienkripsi dengan posisi yang sama dalam key yang 
digunakan. Maka dari itu, banyak karakter antara awal dari pola cipherteks 
yang berulang merupakan kelipatan panjang kunci atau banyak karakter 
pada key. Contoh : 
 
plaiteks : REQUESTS ADDITIONAL TEST ... 
key  : TELEXTEL EXTELEXTEL EXTE ... 
cipherteks : CAVKTBLT EUQWSWJGEA LTBL ... 
 
Jika cipherteks yang berulang adalah TBL (yang disebut trigram) maka 
perulangan ini dimasukkan dalam perhitungan kemungkinan panjang 
kunci yang dicari. Cari perulangan huruf berikutnya dan hitung jarak 
antara satu dengan yang lain. Pola berulang ini dapat memberikan 
informasi tentang angka yang dihitung sebagai probabilitas panjang kunci. 
setelah mendapatkan angka periodik, metode untuk menganalisis angka-
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angka tersebut adalah dengan menghitung faktor persekutuan terbesar dari 
kumpulan semua jarak antara bagian yang berulang. Kemudian memilih 
faktor terbesar yang lebih sering terjadi antara FPB yang merupakan 
kemungkinan panjang kunci. 
 
Contoh perhitungan jarak: 
PQA 150 = 2 x 5
2
 x 3 
RET 42 = 2 x 7 x 3 
FRT 10 = 2 x 5 
ROPY 81 = 3
4 
DER 57 = 19 x 3 
RUN 117 = 13 x 3
2 
 
Dari contoh diatas dapat dilihat hasil dari FPB muncul angka 3 sebagai 
kandidat probabilitas panjang kunci. Hasil ini juga dapat dicari dengan 
bantuan microsoft excel dengan rumus =GCD(angka1,angka2,...) 
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Teknik kasiski test dapat dilakukan dengan langkah : 
1. Temukan semua kriptogram yang berulang di dalam cipherteks (pesan 
panjang biasanya mengandung kriptogram berulang). 
2. Hitung jarak antara kriptogram berulang. 
3. Hitung semua factor (pembagi) dari jarak tersebut (factor pembagi 
menyatakan panjang kunci yang mungkin) 
4. Tentukan irisan dari himpunan faktor persekutuan terbesar tersebut. 
Nilai yang muncul dalam tiap irisan menyatakan angka yang muncul 
pada semua factor dari jarak-jarak tersebut. Nilai tersebut mungkin 
adalah panjang kunci.
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BAB III 
ANALISA DAN PERANCANGAN 
 
3.1 Enkripsi pada Vigenere Cipher 
3.1.1 Analisis Kebutuhan 
 Berdasarkan latar belakang penelitian, maka kebutuhan dari hasil 
penelitian ini adalah analisa proses kriptanalisis terhadap pesan 
yang telah di enkripsi. Tetapi sebelum menganalisa proses 
kriptanalisis, berikut adalah proses dari enkripsi cipher vigenere 
dengan menggunakan bantuan tabel vigenere. 
3.1.2 Kebutuhan Input 
1. Beberapa kalimat atau teks panjang sebagai plainteks. 
2. Menggunakan beberapa karakter huruf sebagai key. 
3.1.3 Kebutuhan Proses 
1. Proses enkripsi sebuah plainteks dengan key menggunakan 
tabel vigenere yang sudah ada. 
2. Kemudian sesuaikan setiap hurufnya pada plainteks dengan 
huruf yang menjadi key, yaitu dengan memposisikan plainteks 
pada baris dan key pada bagian kolom. 
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3.1.4 Kebutuhan Output 
Hasil pertemuan dari huruf pada plainteks dengan huruf pada key 
merupakan output dari enkripsi cipher vigenere yang menjadi 
cipherteks. 
 
 
  
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
43 
 
 
3.2 Dekripsi pada Vigenere Cipher 
 Untuk melakukan dekripsi pada Vigenere Cipher, digunakan kebalikan 
dari fungsi enkripsinya. Dekripsi pada Vigenere Cipher hanya mengubah invers 
dari proses invers dari proses enkripsi, sehingga key yang digunakan pun simetrik 
atau sama dengan proses enkripsi. 
3.2.1 Analisis Kebutuhan 
Hasil enkripsi dapat dikembalikan menjadi plainteks, proses ini 
yaitu dekripsi. Untuk melakukan dekripsi pada Vigenere Cipher, 
digunakan kebalikan dari fungsi enkripsinya. Dekripsi pada 
Vigenere Cipher hanya mengubah invers dari proses invers dari 
proses enkripsi, sehingga key yang digunakan pun simetrik atau 
sama dengan proses enkripsi. Cipherteks yang menjadi plainteks 
kembali tersebut. 
3.2.2 Kebutuhan Input 
1. Beberapa kalimat atau teks panjang sebagai cipherteks. 
2. Menggunakan beberapa karakter huruf sebagai key atau sama 
dengan yang digunakan untuk enkripsi. 
3.2.3 Kebutuhan Proses 
1. Proses dekripsi sebuah cipheterks dengan key hampir sama 
denga enkripsi, hanya melakukan kebalikan dari enkripsi. 
2. Posisikan key pada kolom paling kiri, kemudian cari huruf 
cipherteks yang sejajar dengan key ke dalam tabel, tarik ke atas 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
44 
 
hingga menghasilkan huruf pada baris teratas yang merupakan 
plainteks hasil dekripsi. 
3. Kemudian sesuaikan setiap hurufnya pada cipherteks dengan 
huruf yang menjadi key hingga menjadi plainteks yang utuh. 
3.2.4 Kebutuhan Output 
Hasil pertemuan dari huruf pada plainteks dengan huruf pada key 
merupakan output dari dekripsi cipher vigenere yang menjadi 
plainteks kembali. 
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3.3 Kriptanalisis pada Vigenere Cipher 
Untuk melakukan kriptanalisis pada vigenere cipher dapat dilakukan dengan 
cara metode teknik analisis frekuensi menggunakan index of coincidence dan 
metode kasiski test. Dengan teknik ini kita dapat mencari probabilitas 
panjang kunci maupun kunci yang digunakan dalam proses enkripsi-dekripsi 
yang kemudian baru didekripsi menjadi plainteks.  
 
3.3.1 Teknik Analisis Frekuensi 
3.3.1.1 Kebutuhan Input 
1. Beberapa kalimat atau kalimat panjang dalam bentuk 
paragraf yang sudah dienkripsi menjadi cipherteks. 
 
3.3.1.2 Kebutuhan Proses 
1. Proses kriptanalisis menggunakan metode teknik analisis 
frekuensi dengan dikelompokkan menjadi beberapa baris 
sebanyak kemungkinan panjang kunci yang berisi karakter 
pada cipherteks. 
2. Isi setiap baris adalah karakter cipherteks yang dijabarkan 
dalam kolom. Jumlah baris disini merupakan probabilitas 
panjang kunci yang digunakan untuk memecahkan 
cipherteks. 
3. Hitung frekuensi jumlah karakter pada setiap string baris. 
4. Hitung Index Coincidence dari setiap kelompok kolom. 
5. Hitung rata-rata IC  dari seluruh kolom. 
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3.3.1.3 Kebutuhan Output 
1. Hasil rata-rata Index Coincidence yang terbesar merupakan 
probabilitas panjang kunci yang digunakan untuk 
mendekripsi cipherteks. 
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3.3.2 Teknik Analisis Kasiski test 
3.3.2.1 Kebutuhan Input 
1. Beberapa kalimat atau paragraf yang sudah dienkripsi 
sebagai cipherteks. 
 
3.3.2.2 Kebutuhan Proses 
1. Temukan semua kriptogram yang berulang di dalam 
cipherteks dengan tools dalam bentuk bigram atau trigram. 
2. Hitung jarak antara kriptogram berulang satu dengan yang 
lain. 
3. Hitung semua faktor persekutuan terbesar dari jarak 
tersebut (faktor pembagi menyatakan panjang kunci yang 
mungkin). 
4. Tentukan irisan dari himpunan faktor persekutuan terbesar 
tersebut dengan menggunakan bantuan microsoft excel.  
 
3.3.2.3 Kebutuhan Output 
1. Nilai yang muncul dalam tiap irisan menyatakan angka 
yang muncul pada semua factor dari jarak-jarak tersebut. 
Nilai tersebut mungkin adalah panjang kunci. 
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3.3.3 Pemecahan Kunci Algoritma Cipher Vigenere 
3.3.3.1 Kebutuhan Input 
1. Yang diperlukan untuk menemukan kunci yang sebenarnya 
adalah probabilitas panjang kunci hasil dari metode analisis 
frekuensi atau kasisiski tes. 
 
3.3.3.2 Kebutuhan Proses 
1. Gunakan hasil probabilitas panjang kunci yang didapatkan 
dari metode analisis frekuensi dan metode kasiski tes 
sebagai acuan kunci yang dicari. 
2. Gunakan standar Internasional probabilitas kemunculan 
huruf dalam Bahasa Inggris sebagai alat bantu hitung. 
3. Lihat kembali hasil dari analisis frekuensi yang didapat 
sebelumnya untuk alat bantu menghitung hasil. 
4. Cari hasil rata-rata setiap perkiraan dengan memasukkan ke 
dalam tabel observasi Indeks Koinsiden. 
 
3.3.3.3 Kebutuhan Output 
Hasil perkiraan kunci yang digunakan untuk mendekripsi 
cipherteks. 
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BAB IV 
HASIL DAN PEMBAHASAN 
 
4.1 Enkripsi pada Vigenere Cipher 
  Baris pertama dalam tabel merupakan susunan huruf alfabet 
standar. Huruf tersebut mewakili karakter huruf untuk plainteks. Setiap 
baris setelah baris pertama mewakili satu pergeseran ke kiri terhadap baris 
di atasnya. Huruf-huruf untuk kolom pertama juga merupakan susunan 
huruf alfabet standar. Huruf tersebut mewakili karakter huruf pada kata 
kunci atau key yang digunakan. 
 
 Untuk proses enkripsi perlu dilakukan tiga hal dalam menggunakan tabel 
tersebut : 
1. Letakkan huruf plainteks pada baris pertama atau paling atas. 
2. Letakkan huruf untuk key pada kolom pertama. 
3. Ganti setiap huruf plainteks dengan huruf pada perpotongan antara 
kolom yang diawali oleh plainteks dan baris yang diawali oleh huruf dari 
key pada tabel tersebut. 
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Contoh : 
Plainteks : 
HEARTBEATSFASTCOLORSANDPROMISESHOWTOBEBRAVEHO
WCANILOVEWHENIMAFRAIDTOFALLBUTWATCHINGYOUSTAN
DALONEALLOFMYDOUBTSUDDENLYGOESAWAYSOMEHOWON
ESTEPCLOSERIHAVEDIEDEVERYDAYWAITINGFORYOUDARLIN
GDONTBEAFRAIDIHAVELOVEDYOUFORATHOUSANDYEARSILL
LOVEYOUFORATHOUSANDMORETIMESTANDSSTILLBEAUTYIN
ALLSHEISIWILLBEBRAVEIWILLNOTLETANYTHINGTAKEAWAY
WHATSSTANDINGINFRONTOFMEEVERYBREATHEVERYHOURH
ASCOMETOTHISONESTEPCLOSERIHAVEDIEDEVERYDAYWAITI
NGFORYOUDARLINGDONTBEAFRAIDIHAVELOVEDYOUFORAT
HOUSANDYEARSILLLOVEYOUFORATHOUSANDMOREANDALL
ALONGIBELIEVEDIWOULDFINDYOUTIMEHASBROUGHTYOURH
EARTTOMEIHAVELOVEDYOUFORATHOUSANDYEARSILLLOVE
YOUFORATHOUSANDMOREONESTEPCLOSERONESTEPCLOSERI
HAVEDIEDEVERYDAYWAITINGFORYOUDARLINGDONTBEAFRA
IDIHAVELOVEDYOUFORATHOUSANDYEARSILLLOVEYOUFORA
THOUSANDMOREANDALLALONGIBELIEVEDIWOULDFINDYOUT
IMEHASBROUGHTYOURHEARTTOMEIHAVELOVEDYOUFORATH
OUSANDYEARSILLLOVEYOUFORATHOUSANDMORE 
Key : song 
Jika plainteks disesuaikan dengan kunci secara berpasangan akan menjadi seperti 
berikut:  
Table 4.1 Proses pasangan kunci dengan plainteks 
H E A R ... 
S O N G ... 
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Jika disesuaikan dengan menggunakan table akan seperti table di bawah 
ini : 
Tabel 4.2 Tabel Proses Enkripsi 
 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
a A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
b B C D E F G H I J K L M N O P Q R S T U V W X Y Z A 
c C D E F G H I J K L M N O P Q R S T U V W X Y Z A B 
d D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
e E F G H I J K L M N O P Q R S T U V W X Y Z A B C D 
f F G H I J K L M N O P Q R S T U V W X Y Z A B C D E 
g G H I J K L M N O P Q R S T U V W X Y Z A B C D E F 
h H I J K L M N O P Q R S T U V W X Y Z A B C D E F G 
i I J K L M N O P Q R S T U V W X Y Z A B C D E F G H 
j J K L M N O P Q R S T U V W X Y Z A B C D E F G H I 
k K L M N O P Q R S T U V W X Y Z A B C D E F G H I J 
l L M N O P Q R S T U V W X Y Z A B C D E F G H I J K 
m M N O P Q R S T U V W X Y Z A B C D E F G H I J K L 
n N O P Q R S T U V W X Y Z A B C D E F G H I J K L M 
o O P Q R S T U V W X Y Z A B C D E F G H I J K L M N 
p P Q R S T U V W X Y Z A B C D E F G H I J K L M N O 
q Q R S T U V W X Y Z A B C D E F G H I J K L M N O P 
r R S T U V W X Y Z A B C D E F G H I J K L M N O P Q 
s S T U V W X Y Z A B C D E F G H I J K L M N O P Q R 
t T U V W X Y Z A B C D E F G H I J K L M N O P Q R S 
u U V W X Y Z A B C D E F G H I J K L M N O P Q R S T 
v V W X Y Z A B C D E F G H I J K L M N O P Q R S T U 
w W X Y Z A B C D E F G H I J K L M N O P Q R S T U V 
x X Y Z A B C D E F G H I J K L M N O P Q R S T U V W 
y Y Z A B C D E F G H I J K L M N O P Q R S T U V W X 
z Z A B C D E F G H I J K L M N O P Q R S T U V W X Y 
Pada tabel 4.1 diatas merupakan proses plainteks diubah dengan key 
menjadi cipherteks. Untuk mengenkripsi huruf H dengan pasangan key S maka 
lihat perpotongan antara kolom yang diawali dengan huruf H dan baris yang 
diawali dengan huruf S yaitu huruf Z. Ini berarti H dienkripsi sebagai Z. Dengan 
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cara yang sama plaiteks berikutnya yaitu E dienkripsi menjadi S karena 
perpotongan dari E dengan O adalah S. Hal ini dilakukan seterusnya hingga 
keseluruhan plainteks menjadi cipherteks dengan menggunakan kunci.
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Cipherteks : 
ZSNXLPRGLGSGKHPUDCEYSBQVJCZOKSFNGKGUTSOXSJRNGK
PGFWYUNSJNWBVSSTEGARGUXOYRTIGCSHPNABTEGIFZSBQG
DCAKSZYUXALJGIOZKIQJWBYEYCRYSKNEKCZKZCJUFSFZWDP
RGGRXAVNBWRVKVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRB
TLPRGXFNOVWUGNSYUNSQEGISUJOGNGIFGFRLKSFFODZYUN
SLUMTBXSHUUMGNTVABXWHVSWGGGFRFYLWYRTSNALMVT
SZYYZSVYAKVRDPRHJOIKAKVRDBBZDSGGFMGNABTZSYRGO
OLCZOGYKHNTVWAMABSXGBGUXARKNSEETFRGLVRBWFLN
GIENSGPUESGULVVYGBRYLSCIDCFKJWUGNSQOWRRBWFLJSM
JGAHVTYTBXQCHJSFYOFUQUFHOKSTEGARVNSJRRGJRJQCHLG
FNZZCHYSBQEWOEYAZYRGJREGISUJOGNGIFGFRZUJSNTVOYR
SZBTYWOKDWRBWRVCGIYJXWAJQCHZAARNSGOXGITNLMBA
JVRGJHGUESVNSJRRGJRJQCHLGFNZZCHYSBQEWOEYAZYRGJR
EGISUJOGNGIFGFRZUJSBTWGGKHQYUKSEUFSFZWDPRGGRXA
VNBWRVKVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRBTLPRGXF
NOVWUGNSYUNSQEGISUJOGNGIFGFRLKSFFODZYUNSLUMTBX
SHUUMGNTVABXWOAJSZYGDCAMAPRRASIKVWJUMZQLABQE
GIGOESUGKPEUMUUZQCHXZSNXLHBSWWUGNSYUNSQEGISUJ
OGNGIFGFRLKSFFODZYUNSLUMTBXSHUUMGNTVABXW 
 
Keterangan : 
Karakter huruf yang sama pada plainteks tidak lagi dienkripsi menjadi 
cipherteks yang sama, karena huruf-huruf pada plainteks tidak selalu 
dinyatakan ke dalam huruf-huruf cipherteks yang sama. Hal ini merupakan 
tipe substitusi dari algoritma cipher vigenere yang mengenkripsi karakter 
huruf yang sama tetapi menghasilkan cipherteks dengan huruf yang 
berbeda. Maka hal tersebut salah satu kelebihan dari keamanan sistem 
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algoritma cipher vigenere. Dari hasil enkripsi diatas, memperlihatkan 
bahwa kriptografi klasik pada dasarnya cukup sulit jika yang memecahkan 
tidak mengetahui algoritma yang digunakan untuk mengenkripsi data. 
Namun hal ini yang membuat dasar dari munculnya kriptografi modern 
menjadi lebih banyak algoritmanya dan semakin sulit pemecahannya. 
  
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
55 
 
4.2 Dekripsi pada Vigenere Cipher 
 Untuk melakukan dekripsi pada Vigenere Cipher, digunakan kebalikan 
dari fungsi enkripsinya. Dekripsi pada Vigenere Cipher hanya mengubah invers 
dari proses invers dari proses enkripsi, sehingga key yang digunakan pun simetrik 
atau sama dengan proses enkripsi.  
 Terdapat tiga hal yang harus diperhatikan untuk mendekripsikan 
cipherteks yaitu; 
 1. Letakkan huruf dari key pada kolom pertama. 
 2. Letakkan huruf dari cipherteks pada baris yang diawali dengan huruf 
yang diawali dengan key. 
 3. Ganti huruf dari cipherteks dengan huruf pertama pada kolom dimana 
cipherteks berada. 
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Cipherteks : 
ZSNXLPRGLGSGKHPUDCEYSBQVJCZOKSFNGKGUTSOXSJRNGK
PGFWYUNSJNWBVSSTEGARGUXOYRTIGCSHPNABTEGIFZSBQG
DCAKSZYUXALJGIOZKIQJWBYEYCRYSKNEKCZKZCJUFSFZWDP
RGGRXAVNBWRVKVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRB
TLPRGXFNOVWUGNSYUNSQEGISUJOGNGIFGFRLKSFFODZYUN
SLUMTBXSHUUMGNTVABXWHVSWGGGFRFYLWYRTSNALMVT
SZYYZSVYAKVRDPRHJOIKAKVRDBBZDSGGFMGNABTZSYRGO
OLCZOGYKHNTVWAMABSXGBGUXARKNSEETFRGLVRBWFLN
GIENSGPUESGULVVYGBRYLSCIDCFKJWUGNSQOWRRBWFLJSM
JGAHVTYTBXQCHJSFYOFUQUFHOKSTEGARVNSJRRGJRJQCHLG
FNZZCHYSBQEWOEYAZYRGJREGISUJOGNGIFGFRZUJSNTVOYR
SZBTYWOKDWRBWRVCGIYJXWAJQCHZAARNSGOXGITNLMBA
JVRGJHGUESVNSJRRGJRJQCHLGFNZZCHYSBQEWOEYAZYRGJR
EGISUJOGNGIFGFRZUJSBTWGGKHQYUKSEUFSFZWDPRGGRXA
VNBWRVKVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRBTLPRGXF
NOVWUGNSYUNSQEGISUJOGNGIFGFRLKSFFODZYUNSLUMTBX
SHUUMGNTVABXWOAJSZYGDCAMAPRRASIKVWJUMZQLABQE
GIGOESUGKPEUMUUZQCHXZSNXLHBSWWUGNSYUNSQEGISUJ
OGNGIFGFRLKSFFODZYUNSLUMTBXSHUUMGNTVABXW 
 
Key : song  
Jika cipherteks disesuaikan dengan kunci secara berpasangan dikembalikan 
menjadi plainteks akan menjadi seperti berikut: 
Tabel 4.3 Proses pasangan cipherteks dengan kunci 
Z S N X ... 
S O N G ... 
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Tabel 4.4 Tabel proses Dekripsi 
 
A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
a A B C D E F G H I J K L M N O P Q R S T U V W X Y Z 
b B C D E F G H I J K L M N O P Q R S T U V W X Y Z A 
c C D E F G H I J K L M N O P Q R S T U V W X Y Z A B 
d D E F G H I J K L M N O P Q R S T U V W X Y Z A B C 
e E F G H I J K L M N O P Q R S T U V W X Y Z A B C D 
f F G H I J K L M N O P Q R S T U V W X Y Z A B C D E 
g G H I J K L M N O P Q R S T U V W X Y Z A B C D E F 
h H I J K L M N O P Q R S T U V W X Y Z A B C D E F G 
i I J K L M N O P Q R S T U V W X Y Z A B C D E F G H 
j J K L M N O P Q R S T U V W X Y Z A B C D E F G H I 
k K L M N O P Q R S T U V W X Y Z A B C D E F G H I J 
l L M N O P Q R S T U V W X Y Z A B C D E F G H I J K 
m M N O P Q R S T U V W X Y Z A B C D E F G H I J K L 
n N O P Q R S T U V W X Y Z A B C D E F G H I J K L M 
o O P Q R S T U V W X Y Z A B C D E F G H I J K L M N 
p P Q R S T U V W X Y Z A B C D E F G H I J K L M N O 
q Q R S T U V W X Y Z A B C D E F G H I J K L M N O P 
r R S T U V W X Y Z A B C D E F G H I J K L M N O P Q 
s S T U V W X Y Z A B C D E F G H I J K L M N O P Q R 
t T U V W X Y Z A B C D E F G H I J K L M N O P Q R S 
u U V W X Y Z A B C D E F G H I J K L M N O P Q R S T 
v V W X Y Z A B C D E F G H I J K L M N O P Q R S T U 
w W X Y Z A B C D E F G H I J K L M N O P Q R S T U V 
x X Y Z A B C D E F G H I J K L M N O P Q R S T U V W 
y Y Z A B C D E F G H I J K L M N O P Q R S T U V W X 
z Z A B C D E F G H I J K L M N O P Q R S T U V W X Y 
Sesuai dengan penyesuaian pada cipherteks dan kunci, maka dalam 
dekrripsi cipherteks pada vigenere hal pertama dilakukan adalah mencari karakter 
kunci. Untuk data penelitian diatas kunci yang digunakan adalah SONG, maka 
seperti pada table proses pasangan 4.3 cipherteks Z bertemu dengan kunci S, 
maka pada table proses dekripsi 4.4 terlihat kunci S pada sebelah kiri yang 
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kemudian bertemu karakter Z di dalamnya kemudian ditarik keatas sehingga 
bertemu huruf H yang merupakan plainteks yang dicari. Karakter berikutnya 
adalah cipherteks S berpasangan dengan kunci O yang kita cari di sebelah kiri 
table 4.4 karakter O bertemu dengan S akan menjadi huruf E jika ditarik keatas. 
Hal ini dilakukan hingga proses dekripsi keseluruhan menjadi plainteks yang 
utuh.  
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Plainteks setelah didekripsi sebagai berikut 
Planteks : 
HEARTBEATSFASTCOLORSANDPROMISESHOWTOBEBRAVEHO
WCANILOVEWHENIMAFRAIDTOFALLBUTWATCHINGYOUSTAN
DALONEALLOFMYDOUBTSUDDENLYGOESAWAYSOMEHOWON
ESTEPCLOSERIHAVEDIEDEVERYDAYWAITINGFORYOUDARLIN
GDONTBEAFRAIDIHAVELOVEDYOUFORATHOUSANDYEARSILL
LOVEYOUFORATHOUSANDMORETIMESTANDSSTILLBEAUTYIN
ALLSHEISIWILLBEBRAVEIWILLNOTLETANYTHINGTAKEAWAY
WHATSSTANDINGINFRONTOFMEEVERYBREATHEVERYHOURH
ASCOMETOTHISONESTEPCLOSERIHAVEDIEDEVERYDAYWAITI
NGFORYOUDARLINGDONTBEAFRAIDIHAVELOVEDYOUFORAT
HOUSANDYEARSILLLOVEYOUFORATHOUSANDMOREANDALL
ALONGIBELIEVEDIWOULDFINDYOUTIMEHASBROUGHTYOURH
EARTTOMEIHAVELOVEDYOUFORATHOUSANDYEARSILLLOVE
YOUFORATHOUSANDMOREONESTEPCLOSERONESTEPCLOSERI
HAVEDIEDEVERYDAYWAITINGFORYOUDARLINGDONTBEAFRA
IDIHAVELOVEDYOUFORATHOUSANDYEARSILLLOVEYOUFORA
THOUSANDMOREANDALLALONGIBELIEVEDIWOULDFINDYOUT
IMEHASBROUGHTYOURHEARTTOMEIHAVELOVEDYOUFORATH
OUSANDYEARSILLLOVEYOUFORATHOUSANDMORE 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
60 
 
4.3 Kriptanalisis pada Vigenere Cipher 
Pada bagian ini akan dijabarkan metode untuk kriptanalisis cipher 
vigenere. Langkah pertama adalah menentukan panjang key. Penulis akan 
mencoba menjelaskan setiap metode yang digunakan untuk mencari panjang key 
yaitu metode analisa frekuensi dan metode kasiski test. Kemudian dari panjang 
setelah mendapatkan perkiraan panjang key, menuju langkah berikutnya mencari 
probabilitas kuncinya. 
 
4.3.1 Teknik Analisis Frekuensi 
 Pada metode analisa frekuensi, cipherteks dibagi menjadi beberapa bagian 
dalam bentuk baris atau m yang kemudian y merupakan urutan setiap baris. 
Contoh: 
ZSNXLPRGLGSGKHPUDCEYSBQVJCZOKSFNGKGUTSOXSJRNGKPGFW
YUNSJNWBVSSTEGARGUXOYRTIGCSHPNABTEGIFZSBQGDCAKSZYU
XALJGIOZKIQJWBYEYCRYSKNEKCZKZCJUFSFZWDPRGGRXAVNBWR
VKVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRBTLPRGXFNOVWUGNS
YUNSQEGISUJOGNGIFGFRLKSFFODZYUNSLUMTBXSHUUMGNTVABX
WHVSWGGGFRFYLWYRTSNALMVTSZYYZSVYAKVRDPRHJOIKAKVR
DBBZDSGGFMGNABTZSYRGOOLCZOGYKHNTVWAMABSXGBGUXAR
KNSEETFRGLVRBWFLNGIENSGPUESGULVVYGBRYLSCIDCFKJWUGN
SQOWRRBWFLJSMJGAHVTYTBXQCHJSFYOFUQUFHOKSTEGARVNSJR
RGJRJQCHLGFNZZCHYSBQEWOEYAZYRGJREGISUJOGNGIFGFRZUJSN
TVOYRSZBTYWOKDWRBWRVCGIYJXWAJQCHZAARNSGOXGITNLMB
AJVRGJHGUESVNSJRRGJRJQCHLGFNZZCHYSBQEWOEYAZYRGJREGI
SUJOGNGIFGFRZUJSBTWGGKHQYUKSEUFSFZWDPRGGRXAVNBWRV
KVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRBTLPRGXFNOVWUGNSY
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UNSQEGISUJOGNGIFGFRLKSFFODZYUNSLUMTBXSHUUMGNTVABX
WOAJSZYGDCAMAPRRASIKVWJUMZQLABQEGIGOESUGKPEUMUUZ
QCHXZSNXLHBSWWUGNSYUNSQEGISUJOGNGIFGFRLKSFFODZYUNS
LUMTBXSHUUMGNTVABXW 
Matriks yang ada adalah 1baris x 857 kolom, dengan demikian cipherteks 
diatas dapat dituliskan 1 baris saja. Setelah dituliskan dalam 1 baris x 857 
kolom, perlu dihitung frekuensi dari karakter A, B, C,..., Z dalam 
cipherteks tersebut. 
Maka akan mendapatkan hasil dari m=1 di bawah ini : 
Tabel 4.5 Tabel frekuensi m1 
Huruf m1,y1 Huruf m1,y1 
A 31 N 45 
B 32 O 30 
C 21 P 12 
D 13 Q 24 
E 28 R 50 
F 37 S 67 
G 86 T 26 
H 20 U 45 
I 25 V 31 
J 36 W 31 
K 30 X 23 
L 26 Y 37 
M 18 Z 33 
  
IC m1= 0.0459 
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Untuk m=2 maka menjadi 2 baris x (857/2)kolom. Oleh karena itu 
cipherteks vigenere diatas dapat dituliskan mejadi 2 baris dengan aturan 
sebagai berikut : 
Z N L R L S K P D ... 
S X P G G G H U C ... 
 
Secara lengkap string baris pertama hingga baris kedua dapat dituliskan 
sebagai berikut : 
Baris pertama (y1)= Z N L R L S K P D E S Q J Z K F G G T O S R G P F Y N J W V S E A G 
X Y T G S P A T G F S Q D A S Y X L G O K Q W Y Y R S N K Z Z J F F W P G R A N W V V 
I J Q Q N L A X E G Q J V Y B L R X N V U N Y N Q G S J G G F F L S F D Y N L M B S U M 
N V B W V W G F F L Y T N L V S Y Z V A V D R J I A V D B D G F G A T S R O L Z G K N 
V A A S G G X R N E T R L R W L G E S P E G L V G R L C D F J U N Q W R W L S J A V Y 
B Q H S Y F Q F O S E A V S R G R Q H G N Z H S Q W E A Y G R G S J G G F F Z J N V Y S 
B Y O D R W V G Y X A Q H A R S O G T L B J R J G E V S R G R Q H G N Z H S Q W E A Y 
G R G S J G G F F Z J B W G H Y K E F F W P G R A N W V V I J Q Q N L A X E G Q J V Y B 
L R X N V U N Y N Q G S J G G F F L S F D Y N L M B S U M N V B W A S Y D A A R A I V 
J M Q A Q G G E U K E M U Q H Z N L B W U N Y N Q G S J G G F F R K F O Z U S U T X H 
U G T A X 
dan baris kedua menjadi  
Baris kedua (y2)= S X P G G G H U C Y B V C O S N K U S X J N K G W U S N B S T G R U 
O R I C H N B E I Z B G C K Z U A J I Z I J B E C Y K E C K C U S Z D R G X V B R K S K M 
G K O W M C E I G Z T R T P G F O W G S U S E I U O N I G R K F O Z U S U T X H U G T A 
X H S G G R Y W R S A M T Z Y S Y K R P H O K K R B Z S G M N B Z Y G O C O Y H T W 
M B X B U A K S E F G V B F N I N G U S U V Y B Y S I C K W G S O R B F J M G H T T X C 
J F O U U H K T G R N J R J J C L F Z C Y B E O Y Z R J E I U O N I G R U S T O R Z T W K 
W B R C I J W J C Z A N G X I N M A V G H U S N J R J J C L F Z C Y B E O Y Z R J E I U O 
N I G R U S T G K Q U S U S Z D R G X V B R K S K M G K O W M C E I G Z T R T P G F O 
W G S U S E I U O N I G R K F O Z U S U T X H U G T A X O J Z G C M P R S K W U Z L B E 
I O S G P U U Z C X S X H S W G S U S E I U O N I G L S F D Y N L M B S U M N V B W 
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Setelah dituliskan dalam 2 baris seperti di atas, perlu dihitung frekuensi 
dari karakter A, B, C,..., Z dari masing-masing baris. Maka akan 
didapatkan tabel frekuensi seperti di bawah ini : 
Tabel 4.6 Tabel frekuensi m2 
Huruf m2,y1 m2,y2 
 
Huruf m2,y1 m2,y2 
A 23 8 
 
N 29 16 
B 14 18 
 
O 6 24 
C 1 20 
 
P 6 6 
D 11 2 
 
Q 23 1 
E 14 14 
 
R 24 26 
F 26 11 
 
S 33 34 
G 47 39 
 
T 7 19 
H 8 12 
 
U 9 36 
I 4 21 
 
V 25 6 
J 20 16 
 
W 18 13 
K 7 23 
 
X 8 15 
L 23 3 
 
Y 24 13 
M 8 10 
 
Z 11 22 
   
 
IC y1 = 0.0514   
IC y2 = 0.0486 
IC m2 = 0.0491 
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Untuk m=3 ada 3 baris x (857/3)kolom. Oleh karena itu maka cipherteks 
diatas seakan-akan dapat dituliskan dalam 2 baris dengan aturan sebagai 
berikut : 
Z X R G K U E B J ... 
S L G S H D Y Q C ... 
N P L G P C S V Z ... 
 
String dari baris pertama hingga baris ketiga secara lengkap adalah sebagai 
berikut : 
Baris pertama (y1)= Z X R G K U E B J O F K T X R K F U J B S G G O T C P B G Z Q 
C S U L I K J Y C S E Z C F Z P G A B V S J G N W X E Q Z Y T R F V G Y S G U G 
I F K F Z N U B H M T B H W G F W T A V Z Z Y V P J K V B D G G B S G L O K T 
A B G U R S T G R F G N P S L Y R S D K U S W B L M A T B C S O Q H S G V J G 
J H F Z Y Q O A R R I J N F R J T Y Z Y K R R G J A C A N O I L A R H E N R J Q L 
N C S E E Z G E S O G G Z S W K Y S F Z P G A B V S J G N W X E Q Z Y T R F V 
G Y S G U G I F K F Z N U B H M T B O S G A P A K J Z A E G S K U U C Z X B W 
N U Q I J N F K F Z N U B H M T B 
 
Baris kedua (y2)= S L G S H D Y Q C K N G S S N P W N N V T A U Y I S N T I S G 
A Z X J O I W E R K K K J S W R R V W K I M Q O A C G G V R L G N W N U Q I J 
N F R S O Y S M X U G V X V G F Y Y S L T Y S A R R O A R B S F N T Y O C G H 
V M S B X K E F L B L I S U G V G Y C C J G Q R W J J H Y X H F F U O T A N R J 
Q L N C S E E Z G E S O G G Z S V R B W D B V I X J H A S X T M J G G S S R R C 
G Z H B W Y Y J G U G I F U B G H U E S W R R V W K I M Q O A C G G V R L G 
N W N U Q I J N F R S O Y S M X U G V X A Z D M R S V U Q B G O U P M Z H S 
L S U S N E S O G G R S O Y S M X U G V X 
 
Baris ketiga (y3)= N P L G P C S V Z S G U O J G G Y S W S E R X R G H A E F B D 
K Y A G Z Q B Y Y N C Z U F D G X N R V K Q K L M E I J T B P X O U S N E S O 
G G L F D U L T S U N A W S G R L R N M S Y V K D H I K D Z G M A Z R O Z Y 
N W A X G A N E R V W N E G E U V B L I F W N O R F S G V T Q J Y U F K E R S 
R R C G Z H B W Y Y J G U G I F U N O S T O W W C Y W Q Z R G G N B V J U V 
J G J H F Z Y Q O A R R I J N F R J T G Q K U F D G X N R V K Q K L M E I J T B P 
X O U S N E S O G G L F D U L T S U N A W J Y C A R I W M L Q I E G E U Q X N 
H W G Y S G U G I F L F D U L T S U N A W 
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Setelah dituliskan dalam 3 baris seperti diatas maka perlu dihitung 
frekuensi dari karakter A, B, C,..., Z dari masing-masing baris sehingga 
akan didapatkan tabel frekuensi seperti di bawah ini : 
Hasil m=3 adalah: 
Tabel 4.7 Tabel frekuensi m3 
Huruf m3,y1 m3,y2 m3,y3 
 
Huruf m3,y1 m3,y2 m3,y3 
A 12 10 9 
 
N 11 16 18 
B 15 8 9 
 
O 9 11 10 
C 8 8 5 
 
P 6 2 4 
D 2 4 7 
 
Q 7 8 9 
E 9 7 12 
 
R 15 18 17 
F 15 9 13 
 
S 22 29 16 
G 30 28 28 
 
T 11 7 8 
H 6 8 6 
 
U 13 15 17 
I 6 10 9 
 
V 9 13 9 
J 14 11 11 
 
W 7 12 12 
K 13 7 10 
 
X 7 9 7 
L 6 10 10 
 
Y 12 12 13 
M 4 8 6 
 
Z 17 6 10 
 
IC y1 = 0.0458 
IC y2 = 0.0483 
IC y3 = 0.0437 
IC m3 = 0.0459 
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Untuk m=4 ada 4 baris x (857/4)kolom. Oleh karena intu  menjadi 4 baris 
dengan aturan sebagai berikut : 
Z L L K D S J K G ... 
S P G H C B C S K ... 
N R S P E Q Z F G ... 
X G G U Y V O N U ... 
 
Secraa lengkap string dari baris pertama hingga baris keempat adalah 
sebagai berikut : 
Baris pertama (y1)= Z L L K D S J K G T S G F N W S A X T S A G S D S X G K W Y 
S K Z F W G A W V J Q L X G J Y L X V N N G J G F S D N M S M V W W F L T L S 
Z A D J A D D F A S O Z K V A G X N T L W G S E L G L D J N W W S A Y Q S F F 
S A S G Q G Z S W A G G J G F J V S Y D W G X Q A S G L J J E S G Q G Z S W A 
G G J G F J W H K F W G A W V J Q L X G J Y L X V N N G J G F S D N M S M V 
W S D A A V M A G E K M Q Z L W N N G J G F K O U U X U T X 
 
Baris kedua (y2)= S P G H C B C S K S J K W S B T R O I H B I B C Z A I I B C K C 
C S D G V R S M K W C I Z R P F W S S I O I R F Z S T H G A H G R W S M Z S K P 
O K B S M B Y O O H W B B A S F V F I G S V B S C W S R F M H T C F U H T R J 
J C F C B O Z J I O I R S O Z W W R I W C A G I M V H S J J C F C B O Z J I O I R S 
G Q S S D G V R S M K W C I Z R P F W S S I O I R F Z S T H G A O Z C P S W Z B 
I S P U C S H W S S I O I S D N M S M V W 
 
Baris ketiga (y3)= N R S P E Q Z F G O R P Y J V E G Y G P T F Q A Y L O Q Y R N 
Z J F P R N V I Q N A E Q V B R N U Y Q S G F L F Y L B U N B V G F Y N V Y V 
V R I V B G G T R L G N A S G R E R R L E P G V R C F U Q R L J V B H Y Q O E 
V R R H N H Q E Y R S G F Z N Y B O R V Y A H R O T B R G V R R H N H Q E Y 
R S G F Z B G Y E F P R N V I Q N A E Q V B R N U Y Q S G F L F Y L B U N B A 
Y A R I J Q Q G U E U H N B U Y Q S G F R F Z S T H G A 
 
Baris keempat (y4)= X G G U Y V O N U X N G U N S G U R C N E Z G K U J Z J E Y 
E K U Z R X B K K G O M E G T T G O G U E U N G K O U U X U T X S G Y R A T 
Y Y R H K R Z G N Z G C Y T M X U K E G B N N U U Y Y I K G O B J G T X J O U 
K G N R J L Z Y E Y R E U N G U T R T K B C J J Z N X N A G U N R J L Z Y E Y R 
E U N G U T K U U Z R X B K K G O M E G T T G O G U E U N G K O U U X U T X 
J G M R K U L E O G U Z X X S G U E U N G L F Y L B U N B 
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Setelah dituliskan dalam 4 baris, perlu dihitung frekuensi dari karakter A, 
B, C,..., Z dari masing - masing baris. Maka akan didapatkan tabel 
frekuensi seperti di bawah ini : 
Hasil m4 adalah : 
Tabel 4.8 Tabel frekuensi m4 
Huruf m4,y1 m4,y2 m4,y3 m4,y4 
 
Huruf m4,y1 m4,y2 m4,y3 m4,y4 
A 16 6 7 2 
 
N 12 0 17 16 
B 0 13 14 5 
 
O 1 13 5 11 
C 0 17 1 3 
 
P 0 6 6 0 
D 11 2 0 0 
 
Q 7 1 16 0 
E 3 0 11 14 
 
R 0 14 24 12 
F 12 11 14 0 
 
S 26 31 7 3 
G 30 10 17 29 
 
T 4 6 3 13 
H 1 11 7 1 
 
U 0 2 9 34 
I 0 20 4 1 
 
V 10 5 15 1 
J 16 7 4 9 
 
W 18 13 0 0 
K 7 7 0 16 
 
X 8 0 0 15 
L 13 0 10 3 
 
Y 5 1 19 12 
M 8 6 0 4 
 
Z 7 12 4 10 
 
IC y1 = 0.0662 
IC y2 = 0.0637 
IC y3 = 0.0594 
IC y4 = 0.0742 
IC m4 = 0.0658 
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Untuk m=5 maka 5 baris x (857/5)kolom. Oleh karena itu cipherteks akan 
dapat dituliskan  menjadi 5 baris dengan aturan sebagai berikut: 
Z P S U S C F U S ... 
S R G D B Z N T J ... 
N G K C Q O G S R ... 
X L H E V K K O N ... 
L G P Y J S G X G ... 
 
 Secara lengkap string dari baris pertama hingga baris kelima adalah 
sebagai berikut : 
Baris pertama (y1)= ZPSUS CFUSK YNSRY CAIQK XIQES CJZGV VKQWE GYPNG 
NIGGS ZLXMA VGLSV YAPIR DMTGZ HAXXS RBGGG YLCUO WMVXS 
UOGSJ HZSOY EJIZT SWRCX CRXLV GNGCN YWZRU GRBKK SPXWS QOXIV 
TXWYE JILON TUTWZ ARVZQ OKUHX WSQUG RFUMH NX 
 
Baris kedua (y2)= SRGDB ZNTJP UWTGR SBFGS AOJYK ZUWGN KJKAE JRRON 
SSNFF YUSGB SFWNT ZKRKD SGZOO NMGAE GWIPU GSFGW FJTQF QKAJR 
LZBER GOFUV ZOBGW HNGMR USJHZ SOYEJ IZTHS FRARI GLCQT LFUUG 
OFKDS BUVOY MAWQE EPUXL WYEJI LONTU TW 
 
Baris ketiga (y3)= NGKCQ OGSRG NBEUT HTZDZ LZWCN KFDRB VMNMG 
ZBGVS QUGRF UMHNX WRYAS SVHAB GNSOG TABRE LFEUL BCKNR 
LGYCY USRRJ GCQYG IGGJO BKWIA ZSIBG EJRLZ BERGO FUWQE ZGVVK 
QWEGY PNGNI GGSZL XMAAG ASJLG SEZZH UUGOF KDSBU V 
 
Baris keempat (y4)= XLHEV KKONF SVGXI PESCY JKBRE ZSPXW SQOXI 
VTXWY EJILO NTUTW GFRLZ VRJKB GAYLY VBGKT VLNEV RIJSR JATHO 
FTVRQ FHEAJ SNFSY TDRYJ AGTAJ SRJGC QYGIG GJGYU WGNKJ KAEJR 
RONSS NFFYU SGBJD PIUAI UUQSB GNIGG SZLXM A 
 
Baris kelima (y5)= LGPYJ SGXGW JSAOG NGBAU GIYYK CFRAR IGLCQ TLFUU 
GOFKD SBUVH GYTMY YDOVZ FBRCK WSUNF RNSSV YDWQB SHBJF 
HENGC NYWZR UGRNR YWVJQ AONJH VRQFH EAJSN FSGUF DRBVM 
NMGZB GVSQU GRFUM HNXSC RKMBG GMCNS NSSNF FYUSG B
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Setelah dituliskan dalam 4 baris, perlu dihitung frekuensi dari karakter A, 
B, C,..., Z dari masing - masing baris. Maka akan didapatkan tabel 
frekuensi seperti di bawah ini : 
Hasil m5 adalah : 
Tabel 4.9 Tabel frekuensi m5 
Huruf m5,y1 m5,y2 m5,y3 m5,y4 m5,y5 
A 5 6 7 8 5 
B 2 6 10 5 9 
C 7 1 5 2 6 
D 1 3 3 2 4 
E 4 7 8 7 2 
F 2 11 5 7 12 
G 15 15 23 15 18 
H 4 3 4 3 6 
I 7 4 4 8 2 
J 4 9 4 13 6 
K 6 7 6 7 4 
L 5 5 7 6 3 
M 4 3 4 1 6 
N 7 8 9 8 13 
O 6 10 5 5 4 
P 4 3 1 3 1 
Q 6 4 5 4 5 
R 9 10 10 10 11 
S 15 13 11 13 15 
T 5 8 3 8 2 
U 9 11 9 6 10 
V 8 2 6 8 7 
W 8 9 5 4 5 
X 12 1 2 6 2 
Y 8 5 5 9 10 
Z 9 8 10 3 3 
 
IC y1 = 0.0434 
IC y2 = 0.0446 
IC y3 = 0.0485 
IC y4 = 0.0435 
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IC y5 = 0.0496 
IC m5 = 0.0459 
 
Jadi untuk m1, m2, m3, m4, dan m5 setelah mencari masing- masing nilai 
indeks koinsiden dapat dijabarkan nilainya sebagai berikut : 
IC m1: (0.0459)=0.0459 
IC m2: (0.0514+0.0486)/2=0.0491 
IC m3: (0.0458+0.0483+0.0437)/3=0.0459 
IC m4: (0.0662+0.0637+0.0594+0.0742)/4=0.0658 
IC m5: (0.0434+0.0446+0.0485+0.0435+0.0496)/5=0.0459 
 
Dari hasil diatas dapat dilihat nilai dari rata-rata dari tiap m yang terbesar 
adalah m4. Dengan ini maka kuat alasan untuk memakai nilai 4 sebagai 
probabilitas panjang kunci dari kriptanalisis vigenere cipher menggunakan 
teknik analisis frekuensi. Metode teknik analisa frekuensi ini dapat bekerja 
dengan baik pada algoritma cipher vigenere untuk mencari probabilitas 
panjang kunci, karena informasi dari kriptanalisis ini hanya diketahui 
cipherteksnya saja atau dapat disebut cipherteks-only attack. Tipe karakter 
untuk menggunakan metode ini adalah karakter yang panjang, karena 
jumlah karakter yang panjang akan membantu proses perhitungan 
frekuensi dalam menemukan probabilitas panjang kunci. Namun pada 
metode ini bersifat kurang efisien, karena harus menjabarkan satu per satu 
string dan IC setiap kemungkinan panjang kunci. 
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4.3.2 Teknik Analisis Kasiski test 
 Pada metode Kasisiki test, cipherteks dicari karakter berulangnya 
baik itu dalam bentuk bigram atau lebih dengan menggunakan bantuan 
tools. Kemudian kita hitung jarak antara karakter berulang tersebut dan 
catat setiap jaraknya antar satu dengan yang lain. Tools bantuan ini 
berfungsi untuk memisahkan karakter berulang dan menghasilkan jarak 
antara karakter satu dengan yang lain. Berikut halaman tools pembantu : 
 
Gambar 4.1 Halaman Tools Kasiski Test 
Berikut adalah cipherteks yang akan dicari hasil perulangan dan jarak 
karakter satu dengan yang lain : 
ZSNXLPRGLGSGKHPUDCEYSBQVJCZOKSFNGKGUTSOXSJRNGKPGFW
YUNSJNWBVSSTEGARGUXOYRTIGCSHPNABTEGIFZSBQGDCAKSZYU
XALJGIOZKIQJWBYEYCRYSKNEKCZKZCJUFSFZWDPRGGRXAVNBWR
VKVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRBTLPRGXFNOVWUGNS
YUNSQEGISUJOGNGIFGFRLKSFFODZYUNSLUMTBXSHUUMGNTVABX
WHVSWGGGFRFYLWYRTSNALMVTSZYYZSVYAKVRDPRHJOIKAKVR
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DBBZDSGGFMGNABTZSYRGOOLCZOGYKHNTVWAMABSXGBGUXAR
KNSEETFRGLVRBWFLNGIENSGPUESGULVVYGBRYLSCIDCFKJWUGN
SQOWRRBWFLJSMJGAHVTYTBXQCHJSFYOFUQUFHOKSTEGARVNSJR
RGJRJQCHLGFNZZCHYSBQEWOEYAZYRGJREGISUJOGNGIFGFRZUJSN
TVOYRSZBTYWOKDWRBWRVCGIYJXWAJQCHZAARNSGOXGITNLMB
AJVRGJHGUESVNSJRRGJRJQCHLGFNZZCHYSBQEWOEYAZYRGJREGI
SUJOGNGIFGFRZUJSBTWGGKHQYUKSEUFSFZWDPRGGRXAVNBWRV
KVSIKJMQGQKNOLWAMXCEEGIQGJZVTYRBTLPRGXFNOVWUGNSY
UNSQEGISUJOGNGIFGFRLKSFFODZYUNSLUMTBXSHUUMGNTVABX
WOAJSZYGDCAMAPRRASIKVWJUMZQLABQEGIGOESUGKPEUMUUZ
QCHXZSNXLHBSWWUGNSYUNSQEGISUJOGNGIFGFRLKSFFODZYUNS
LUMTBXSHUUMGNTVABXW 
 
 Seperti pada cipherteks diatas, kita akan mencari huruf berulang dalam 
bentuk bigram maupun trigram. Kita cari hasil perulangan dan catat jarak satu 
dengan yang lain dengan memasukkan ke dalam tool pembantu yang menjadi 
seperti berikut : 
 
Gambar 4.2 Gamber entry cipherteks ke dalam tools 
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Yang kita cari adalah karakter berulang, seperti pada awal karakter ada huruf ZS 
sebagai bigram pertama, maka akan muncul bigram ZS berikutnya di tengah 
maupun akhir cipherteks, jarak ZS pertama dan berikutnya inilah yang akan kita 
catat dan kemudian kita hitung dengan faktor persekutuan terbesarnya. Namun 
tidak hanya dari karakter ZS yang kita hitung, akan ada karakter lain yang akan 
lebih banyak muncul, ada baiknya karakter yang paling sering muncullah yang 
kita hitung, karena tingkat probabilitas dari kemunculan terbanyak akan lebih 
tinggi. Kemudian pada tools ini kita dapat memilih karakter yang akan kita 
tampilkan baik itu akan menampilkan bigram, trigram, quadgram, dan seterusnya 
hingga menampilkan 10 karakter huruf.  
 
Gambar 4.3 Pemilihan string karakter pada tools 
Untuk hasil probabilitas yang tinggi, saya memilih untuk menggunakan bigram, 
karena karakter yang muncul akan lebih banyak berpasangan, sehingga nilai yang 
muncul juga akan banyak dan akan mudah dicari. Setelah memilih panjang 
karakter yang dicari kemudian kita run hasil dari kasiski test tersebut. 
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Berikut adalah tampilan hasil dari perhitungan bigram beserta jaraknya dengan 
bantuan tools : 
 
Gamber 4.5 Hasil perhitungan tools menggunakan bigram 
Hasil tools diatas merupakan hasil bigram beserta jarak dari cipherteks yang 
dimasukkan. Yang kemudian hasil dari tools tersebut kita masukkan seluruhnya 
menjadi sebagai berikut :
ZS: 87, 276, 311, 792   
SN: 264, 492, 792 
NX: 792     
XL: 792 
LP: 180, 672    
PR: 133, 180, 280, 625, 672, 748 
RG: 59, 133, 180, 308, 344, 437, 
465, 540, 553, 581, 625, 672 
GL: 344     
LG: 443, 559 
SG: 291, 354, 359, 522   
GK: 21, 33, 603, 768 
KH: 312, 603    
HP: 64 
PU: 352     
DC: 76, 368, 732 
CE: 152, 644    
EY: 97, 448, 564 
YS: 100, 440, 556    
SB: 68, 440, 556, 589 
BQ: 68, 440, 556, 748   
CZ: 100, 294 
ZO: 294     
OK: 403, 479 
KS: 67, 191, 403, 592, 683, 800  
SF: 104, 191, 391, 596, 683, 800 
FN: 159, 423, 539, 651   
NG: 12, 180, 328, 452, 568, 672, 
788 
GK: 12, 582, 747    
GU: 32, 304, 336, 516 
TS: 228, 235    
OX: 496 
XS: 196, 688, 805    
SJ: 13, 400, 516 
JR: 400, 404, 432, 516, 520, 548  
RN: 488 
NG: 168, 316, 440, 556, 660, 776  
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GK: 570, 735 
KP: 735 
GF: 168, 208, 256, 405, 440, 521, 
556, 660, 776 
WY: 212     
YU: 48, 148, 176, 568, 640, 668, 
756, 785 
UN: 148, 176, 640, 668, 756, 785 
NS: 144, 148, 176, 292, 311, 340, 
387, 479, 503, 636, 640, 668, 752, 
756, 785 
SJ: 387, 503    
WB: 56 
VS: 94, 192, 586    
ST: 372 
TE: 21, 372 
EG: 21, 109, 141, 372, 413, 529, 
601, 633, 709, 749 
GA: 344, 372    
AR: 277, 372, 465 
RG: 74, 121, 249, 285, 378, 406, 
481, 494, 522, 566, 613 
GU: 272, 304, 484    
UX: 32, 272 
OY: 428     
YR: 110, 192, 243, 400, 428, 516, 
602 
RT: 192 
IG: 700     
SH: 160, 652, 769 
NA: 187, 228    
AB: 165, 228, 252, 657, 688, 774 
BT: 101, 228, 421, 529, 593  
TE: 351 
EG: 88, 120, 351, 392, 508, 580, 
612, 688, 728 
GI: 20, 88, 120, 128, 276, 392, 
400, 432, 452, 508, 516, 580, 612, 
620, 688, 728, 736 
IF: 128, 400, 516, 620, 736  
FZ: 48, 540 
ZS: 189, 224, 705    
SB: 372, 488, 521 
BQ: 372, 488, 680    
QG: 68, 84, 560, 576 
GD: 656     
DC: 292, 656 
CA: 656     
AK: 186, 198 
KS: 124, 336, 525, 616, 733  
SZ: 176, 404, 648 
ZY: 128, 176, 372, 488, 620, 648, 
737 
YU: 100, 128, 520, 592, 620, 708, 
737 
UX: 240     
XA: 43, 240, 535 
AL: 166    
LJ: 300    
JG: 303 
GI: 68, 100, 108, 256, 372, 380, 
412, 432, 488, 496, 560, 592, 600, 
668, 708, 716 
ZK: 19    
IQ: 64, 556   
JW: 277 
EY: 351, 467   
RY: 260    
YS: 340, 456 
KN: 40, 222, 532   
CZ: 194    
ZC: 328, 444 
JU: 632    
UF: 296, 492   
FS: 492 
SF: 87, 287, 492, 579, 696 
    
FZ: 492 
ZW: 492    
WD: 492    
DP: 147, 492 
PR: 47, 147, 492, 539, 615 
RG: 47, 175, 211, 304, 332, 407, 
420, 448, 492, 539 
GG: 113, 114, 162, 473, 492 
    
GR: 492 
RX: 492    
XA: 197, 492   
AV: 492 
VN: 293, 409, 492   
NB: 492 
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BW: 208, 252, 364, 492  
WR: 248, 361, 364, 492 
RV: 288, 364, 492   
VK: 492 
KV: 130, 142, 492, 608  
VS: 98, 492 
SI: 492, 604   
IK: 136, 492, 604 
KJ: 232, 492   
JM: 492 
MQ: 492    
QG: 16, 492, 508 
GQ: 492    
QK: 492    
KN: 182, 492 
NO: 28, 492, 520   
OL: 154, 492 
LW: 96, 492   
WA: 164, 356, 492   
AM: 164, 492, 584 
MX: 492    
XC: 492    
CE: 492 
EE: 176, 492 
EG: 32, 263, 304, 420, 492, 524, 
600, 640 
GI: 32, 40, 188, 304, 312, 344, 
364, 420, 428, 492, 524, 532, 600, 
640, 648 
IQ: 492   
QG: 476, 492 
GJ: 269, 297, 372, 385, 413, 492 
  
JZ: 492 
ZV: 492   
VT: 92, 232, 492 
TY: 232, 324, 492   
YR: 82, 133, 290, 318, 406, 492 
RB: 173, 217, 329, 492  
BT: 127, 320, 428, 492 
GN: 15, 46, 111, 196, 287, 403, 
492, 507, 538, 608, 623, 655 
NS: 4, 32, 148, 167, 196, 243, 
335, 359, 492, 496, 524, 608, 612, 
641 
SY: 115, 492, 608   
YU: 28, 420, 492, 520, 608, 637 
UN: 28, 492, 520, 608, 637 
NS: 28, 144, 163, 192, 239, 331, 
355, 488, 492, 520, 604, 608, 637 
SQ: 192, 492, 608   
QE: 260, 376, 492, 568, 608 
EG: 231, 272, 388, 460, 492, 568, 
608 
GI: 8, 156, 272, 280, 312, 332, 
388, 396, 460, 492, 500, 568, 608, 
616 
IS: 272, 388, 492, 608  
SU: 272, 388, 492, 571, 608 
UJ: 272, 284, 388, 400, 492, 608 
JO: 80, 272, 388, 492, 608  
OG: 112, 272, 388, 492, 608 
GN: 31, 96, 181, 272, 388, 477, 
492, 523, 593, 608, 640 
NG: 148, 272, 388, 492, 608 
GI: 148, 264, 272, 304, 324, 380, 
388, 452, 484, 492, 560, 600, 608 
IF: 272, 388, 492, 608   
FG: 272, 388, 492, 608 
GF: 40, 88, 237, 272, 353, 388, 
492, 608 
FR: 40, 133, 272, 388, 492  
RL: 492, 609 
LK: 492, 609    
KS: 212, 401, 492, 609 
SF: 200, 405, 492, 609   
FF: 492, 609 
FO: 492, 609    
OD: 492, 609 
DZ: 492, 609    
ZY: 48, 244, 360, 492, 520, 609 
YU: 392, 464, 492, 580, 609  
UN: 464, 492, 580, 609 
NS: 116, 135, 164, 211, 303, 327, 
460, 464, 492, 576, 580, 609 
SL: 492, 609    
LU: 492, 609 
UM: 8, 492, 500, 532, 552, 609, 
617 
MT: 492, 609    
TB: 180, 492, 609 
BX: 12, 180, 492, 504, 609, 621 
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XS: 492, 609  
SH: 492, 609  
HU: 492, 609 
UU: 492, 547, 609 
UM: 484, 492, 524, 544, 601, 609  
MG: 65, 492, 609 
GN: 65, 150, 241, 357, 446, 461, 
492, 562, 577, 609 
NT: 84, 252, 492, 609   
TV: 84, 252, 492, 609 
VA: 492, 609    
AB: 63, 87, 492, 523, 609 
BX: 168, 480, 492, 597, 609  
XW: 273, 492 
HV: 160  
VS: 394  
SW: 548  
WG: 360 
GG: 1, 49, 360, 379 
GG: 48, 359, 378 
GF: 48, 197, 232, 313, 348, 452, 
568 
FR: 93, 232, 348, 452 
FY: 163  
YL: 120  
LW: 396   
YR: 51, 208, 236, 324, 410 
TS: 7  
SN: 228, 528  
NA: 41  
LM: 272 
VT: 140, 400 
SZ: 228, 472 
ZY: 196, 312, 444, 472, 561 
ZS: 35, 516  
SV: 276   
VY: 96  
YA: 188, 304 
AK: 12   
KV: 12, 362, 478 
VR: 12, 71, 263  
RD: 12 
DP: 345   
PR: 345, 392, 468 
HJ: 131   
JO: 192, 308, 412, 528 
IK: 356, 468  
KV: 350, 466   
VR: 59, 251 
SG: 63, 68, 231  
GG: 311, 330 
GF: 149, 184, 265, 300, 404, 520  
MG: 427, 544 
GN: 85, 176, 292, 381, 396, 427, 
497, 512, 544 
AB: 24, 429, 460, 546  
BT: 193, 301, 365  
ZS: 481 
SY: 377, 493   
YR: 157, 185, 273, 359 
RG: 36, 129, 157, 232, 245, 273, 
317, 364 
GO: 218, 459   
OL: 338   
OG: 160, 276, 380, 496 
FL: 44    
NG: 124, 240, 344, 460 
GI: 116, 124, 156, 176, 232, 240, 
304, 336, 344, 412, 452, 460 
NS: 29, 76, 168, 192, 325, 329, 
357, 441, 445, 474 
SG: 5, 168  
UE: 184  
ES: 184, 408  
SG: 163  
GU: 180 
YG: 371  
DC: 364  
KJ: 260  
WU: 296, 412 
UG: 296, 388, 412 
GN: 91, 207, 296, 311, 342, 412, 
427, 459 
NS: 47, 139, 163, 296, 300, 328, 
412, 416, 445 
SQ: 300, 416  
WR: 113, 116, 244   
RR: 45, 161, 357 
RB: 112, 275  
BW: 112, 240   
JS: 16, 89, 205, 340 
GA: 28   
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VT: 260   
TY: 92, 260 
GI: 8, 40, 60, 116, 124, 188, 220, 
228, 296, 336, 344 
IS: 116, 220, 336    
SU: 116, 220, 299, 336 
UJ: 12, 116, 128, 220, 336 
  
JO: 116, 220, 336 
OG: 116, 220, 336    
GN: 116, 205, 220, 251, 321, 336, 
368 
NG: 116, 220, 336 
GI: 32, 52, 108, 116, 180, 212, 
220, 288, 328, 336 
IF: 116, 220, 336    
FG: 116, 220, 336 
GF: 81, 116, 220, 336   
FR: 116, 220 
RZ: 116   
ZU: 116 
UJ: 104, 116, 208, 324   
JS: 116, 251 
SN: 300   
NT: 240, 357   
TV: 240, 357 
YR: 88, 174  
SZ: 244    
BT: 108, 172 
TY: 168   
WO: 75, 235   
WR: 3, 131 
RB: 163   
BW: 128    
WR: 128 
RV: 128 
GI: 20, 76, 84, 148, 180, 188, 
256, 296, 304 
XW: 219   
WA: 136    
AJ: 21, 220 
JQ: 40   
QC: 40, 264   
CH: 40, 48, 264 
NS: 24, 157, 161, 189, 273, 277, 
306  
GO: 241 
GI: 56, 64, 128, 160, 168, 236, 
276, 284 
AJ: 199   
RG: 13, 41, 85, 132  
GJ: 13, 41, 120 
ES: 224   
VN: 83 
NS: 133, 137, 165, 249, 253, 282 
JR: 4, 32   
RR: 196   
RG: 28, 72, 119 
GJ: 28, 107  
EG: 72, 104, 180, 220 
GI: 8, 72, 104, 112, 180, 220, 228 
IS: 104, 220  
SU: 104, 183, 220   
UJ: 12, 104, 220 
JO: 104, 220  
OG: 104, 220  
GN: 89, 104, 135, 205, 220, 252 
NG: 104, 220 
GI: 64, 96, 104, 172, 212, 220 
  
IF: 104, 220 
FG: 104, 220  
GF: 104, 220  
FR: 104 
UJ: 92, 208  
JS: 135   
BT: 64 
GG: 19   
GK: 165 
YU: 72, 100, 188, 217   
KS: 91, 208 
EU: 160   
SF: 87, 204  
PR: 47, 123  
RG: 47 
KV: 116  
SI: 112  
IK: 112  
QG: 16  
NO: 28 
AM: 92   
EG: 32, 108, 148 
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GI: 32, 40, 108, 148, 156   
PR: 76   
VW: 76 
WU: 116   
UG: 92, 116   
GN: 15, 46, 116, 131, 163 
NS: 4, 32, 116, 120, 149   
SY: 116 
YU: 28, 116, 145   
UN: 28, 116, 145 
NS: 28, 112, 116, 145 
SQ: 116  
QE: 76, 116  
EG: 76, 116 
GI: 8, 76, 116, 124  
IS: 116  
SU: 79, 116  
UJ: 116 
JO: 116  
OG: 116  
GN: 31, 101, 116, 148  
NG: 116 
GI: 68, 108, 116 
IF: 116  
FG: 116  
GF: 116  
RL: 117  
LK: 117 
KS: 117  
SF: 117  
FF: 117  
FO: 117  
OD: 117 
DZ: 117  
ZY: 28, 117  
YU: 88, 117  
UN: 88, 117 
NS: 84, 88, 11
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 Hasil diatas merupakan hasil keseluruhan pembagian perulangan 
karakter dengan menggunakan bigram menggunakan tools, terlihat 
beberapa hasil dengan karakter yang sering muncul dan berulang dengan 
jarak yang jauh dan dekat. Dari hasil ini kita menghitung karakter yang 
benar-benar sering muncul atau paling banyak muncul yang kemudian kita 
hitung jarak kemunculan satu dengan yang lain itu menggunakan faktor 
persekutuan terbesar. Seperti yang terlihat karakter GI merupakan karakter 
yang paling banyak muncul pada cipherteks.  
 
Dari karakter GI didapatkan jarak angka = 8, 20,32 ,40, 52, 56, 60, 64,68, 
72,76, 84, 88, 96, 100, 104, 108, 112, 116,120, 124, 128, 148, 156, 160, 
168, 172, 176, 180, 188, 212, 220, 228, 232, 236, 240, 256, 264, 272, 276, 
280, 284, 288, 296, 304, 312, 324, 328, 332, 336, 344, 364, 372, 380, 388, 
392,396,400,412,420,428, 432, 452, 460, 484, 488, 492, 496, 500, 508, 
516, 524, 532, 560, 568, 580, 592, 600, 608, 612, 616,620, 640, 648, 668, 
688, 708, 716, 728, 736.  
 
Dari angka-angka tersebut dapat dicari faktor persekutuan terbesarnya 
dengan bantuk microsoft excel dengan rumus 
=GCD(angka1,angka2,...,angka terakhir). Dari masukkan angka-angka di 
atas didapatkan probabilitas panjang kunci dari cipherteks adalah 4. 
Metode teknik Kasisiki dapat berjalan dengan baik pada algoritma cipher 
vigenere karena plainteks dengan kunci pada algoritma ini berhubungan 
dalam hal perulangan karakter pada cipherteks. Metode ini juga dapat 
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membantu mencari panjang kunci dengan baik pada karakter yang 
panjang, karena jika karakter pendek, maka akan kesulitan untuk mencari 
perulangan kata dalam menemukan probabilitas panjang kunci. Namun 
perbandingan metode kasiski ini akan terasa lebih efisien daripada 
menggunakan metode analisis frekuensi, karena pada metode kasisiki test 
hanya dengan menghitung hasil dari jarak pasangan karakter satu dengan 
yang lain dapat menemukan probabilitas panjang kunci, dan tidak 
memerlukan waktu yang lama dalam menghitung karena dibantu dengan 
perhitungan menggunakan microsoft excel. 
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4.3.3 Pemecahan Kunci Algoritma Cipher Vigenere 
 Pemecahan kunci sebenarnya dari algoritma Vigenere merupakan 
alat bantu yang cukup efektif untuk mendekripsi sebuah cipherteks. 
Namun tak semua percobaan berhasil dengan akurat, karena percobaan 
menghasilkan sebuah probabilitas dengan kemungkinan yang tinggi untuk 
menemukan hasil yang sebenarnya.  
 Dengan mengetahui probabilitas panjang kunci dengan bantuan 
dua metode yaitu analisis frekuensi dan metode kasiski tes, maka 
probabilitas panjang kunci tersebut dapat menjadi acuan untuk 
memecahkan kunci yang sebenarnya. Kemudian frekuensi kemunculan 
huruf dalam Bahasa Inggris juga dapat membantu dalam menemukan 
kunci, seperti berikut : 
Tabel 4.10 Frekuensi kemunculan huruf dalam Bahasa Inggris 
Huruf % Huruf % 
A 
B 
C 
D 
E 
F 
G 
H 
I 
J 
K 
L 
M 
0.082 
0.015 
0.028 
0.043 
0.127 
0.022 
0.02 
0.061 
0.07 
0.002 
0.008 
0.04 
0.024 
N 
O 
P 
Q 
R 
S 
T 
U 
V 
W 
X 
Y 
Z 
0.067 
0.075 
0.019 
0.001 
0.06 
0.063 
0.091 
0.028 
0.01 
0.023 
0.001 
0.02 
0.001 
Misal panjang kunci disimbolkan dengan m, untuk frekuensi kemunculan 
huruf dalam Bahasa Inggris pada pemecahan kunci ini dapat disimbolkan 
dengan p. Kemudian bagaimana cara menentukan kunci K = (k1,k2,...,km) 
yang sebenarnya? Kita ambil lagi penjabaran dalam metode analisis 
frekuensi, misal f0, f1,..., f25 merupakan frekuensi A, B, C,...,Z secara 
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berurut dalam yi. Kemudian misal n'=
n
/m yang merupakkan panjang yi, 
maka distribusi probabilitas dari 26 huruf dalam yi adalah : 
f0
/n',
 f1
/n', ... ,
 f25
/n'.  
Kemudian yi diperoleh dengan enkripsi geser himpunan bagian dari 
elemen-elemen plainteks menggunakan pergeseran ki. Oleh sebab itu 
diharapkan distribusi probabilitas setelah pergeseran menjadi : 
fki
/n', 
f1+ki
/n', ... , 
f25+ki
/n'. 
Lebih mendekati distribusi probabilitas ideal p0, p1, ... , p25  seperti pada 
tabel frekuensi kemunculan huruf pada Bahasa Inggris. Misal 0 ≤ g ≤ 25 
maka dapat didefinisikan hampir seperti ini:  
   ∑
       
  
  
    
Jika g = ki maka dapat dirumuskan  
     ∑   
  
   
                  
     = 0.082
2
 + 0.015
2
 + 0.028
2
 + ... + 0.001
2
 
     = 0.065 
Sebagai pertimbangan untuk IC, maka secara signifikan Mg akan kurang 
dari 0.065, teknik ini diharapkan dapat membantu menentukan nilai ki 
yang tepat 1 ≤ i ≤ m. Misal untuk hasil probabilitas menggunakan metode 
frekuensi dan kasiski angka yang muncul diketahui 4, hitung nilai Mg 
untuk 1 ≤ i ≤ 4. Maka dengan m=4 maka memiliki empat buah y yaitu : 
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Y1 : 
 Z L L K D S J K G T S G F N W S A X T S A G S D S X G K W Y S K 
Z F W G A W V J Q L X G J Y L X V N N G J G F S D N M S M V W 
W F L T L S Z A D J A D D F A S O Z K V A G X N T L W G S E L G L 
D J N W W S A Y Q S F F S A S G Q G Z S W A G G J G F J V S Y D 
W G X Q A S G L J J E S G Q G Z S W A G G J G F J W H K F W G A 
W V J Q L X G J Y L X V N N G J G F S D N M S M V W S D A A V M 
A G E K M Q Z L W N N G J G F K O U U X U T X 
 
Y2 :  
S P G H C B C S K S J K W S B T R O I H B I B C Z A I I B C K C C S 
D G V R S M K W C I Z R P F W S S I O I R F Z S T H G A H G R W S 
M Z S K P O K B S M B Y O O H W B B A S F V F I G S V B S C W S 
R F M H T C F U H T R J J C F C B O Z J I O I R S O Z W W R I W C A 
G I M V H S J J C F C B O Z J I O I R S G Q S S D G V R S M K W C I 
Z R P F W S S I O I R F Z S T H G A O Z C P S W Z B I S P U C S H W 
S S I O I S D N M S M V W 
 
Y3 :   
N R S P E Q Z F G O R P Y J V E G Y G P T F Q A Y L O Q Y R N Z J 
F P R N V I Q N A E Q V B R N U Y Q S G F L F Y L B U N B V G F Y 
N V Y V V R I V B G G T R L G N A S G R E R R L E P G V R C F U Q 
R L J V B H Y Q O E V R R H N H Q E Y R S G F Z N Y B O R V Y A 
H R O T B R G V R R H N H Q E Y R S G F Z B G Y E F P R N V I Q N 
A E Q V B R N U Y Q S G F L F Y L B U N B A Y A R I J Q Q G U E U 
H N B U Y Q S G F R F Z S T H G A 
 
Y4 :  
X G G U Y V O N U X N G U N S G U R C N E Z G K U J Z J E Y E K 
U Z R X B K K G O M E G T T G O G U E U N G K O U U X U T X S 
G Y R A T Y Y R H K R Z G N Z G C Y T M X U K E G B N N U U Y 
Y I K G O B J G T X J O U K G N R J L Z Y E Y R E U N G U T R T K 
B C J J Z N X N A G U N R J L Z Y E Y R E U N G U T K U U Z R X B 
K K G O M E G T T G O G U E U N G K O U U X U T X J G M R K U 
L E O G U Z X X S G U E U N G L F Y L B U N B 
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Maka hasil yang diperoleh : 
g = 0→      
                        
  
 
g = 0→      
                                         
   
 
= 0.0342 
 
g = 1→      
                       
  
 
g = 1→      
                                          
   
 
= 0.0347 
 
g = 25→       
                         
  
 
g = 25→       
                                          
   
 
= 0.0443 
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Maka secara keseluruhan dapat dilihat pada tabel ini : 
Tabel 4.11 Tabel observasi Indeks Koinsidensi 
i Nilai Mg (yi) 
1 
0.0342 0.0347 0.0444 0.0384 0.0384 0.0468 0.0412 0.0372 0.034 
0.0369 0.0343 0.0352 0.0366 0.0399 0.0438 0.0381 0.0311 0.0349 
0.0614 0.0406 0.032 0.0351 0.0403 0.0298 0.0374 0.0443   
2 
0.0409 0.0441 0.0338 0.0367 0.0459 0.039 0.0347 0.0346 0.0398 
0.0329 0.044 0.0357 0.0297 0.0353 0.0612 0.0429 0.0311 0.0373 
0.0425 0.0301 0.0361 0.041 0.0348 0.0336 0.04 0.0432   
3 
0.0407 0.0369 0.0436 0.0403 0.0363 0.0376 0.0376 0.0373 0.0314 
0.04 0.0366 0.035 0.0396 0.0617 0.0397 0.0295 0.0359 0.0444 
0.0334 0.0328 0.0417 0.0336 0.0312 0.0385 0.0463 0.0394   
4 
0.0391 0.0393 0.0491 0.0348 0.0301 0.0378 0.0626 0.0339 0.0276 
0.0382 0.0394 0.0312 0.0378 0.0509 0.0304 0.0337 0.0457 0.0418 
0.0363 0.0433 0.0439 0.0358 0.033 0.0308 0.0377 0.0367   
 
Untuk keakuratan probabilitas tertinggi dari hasil ini, dicari hasil yang 
paling mendekati dengan 0.065 seperti yang sudah menjadi acuan dalam 
mencari Mg. Hasil secara detil diatas terlampir di bagian belakang tulisan 
ini. Berdasarkan tabel diatas, maka dapat dilihat posisi angka yang 
mendekati 0.065 yang kemungkinan menjadi kunci atau K=(y1=19,   
y2=15, y3=14,  y4=7). Dalam perubahan menjadi huruf, sesuai urutan di 
atas akan menjadi SONG. Maka dengan kunci kemungkinan yang 
ditemukan, proses dekripsi cipherteks yang ada akan menjadi : 
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HEARTBEATSFASTCOLORSANDPROMISESHOWTOBEBRAVEHOWCA
NILOVEWHENIMAFRAIDTOFALLBUTWATCHINGYOUSTANDALONEA
LLOFMYDOUBTSUDDENLYGOESAWAYSOMEHOWONESTEPCLOSERI
HAVEDIEDEVERYDAYWAITINGFORYOUDARLINGDONTBEAFRAIDIH
AVELOVEDYOUFORATHOUSANDYEARSILLLOVEYOUFORATHOUSA
NDMORETIMESTANDSSTILLBEAUTYINALLSHEISIWILLBEBRAVEIWI
LLNOTLETANYTHINGTAKEAWAYWHATSSTANDINGINFRONTOFMEE
VERYBREATHEVERYHOURHASCOMETOTHISONESTEPCLOSERIHAVE
DIEDEVERYDAYWAITINGFORYOUDARLINGDONTBEAFRAIDIHAVEL
OVEDYOUFORATHOUSANDYEARSILLLOVEYOUFORATHOUSANDMO
REANDALLALONGIBELIEVEDIWOULDFINDYOUTIMEHASBROUGHTY
OURHEARTTOMEIHAVELOVEDYOUFORATHOUSANDYEARSILLLOVE
YOUFORATHOUSANDMOREONESTEPCLOSERONESTEPCLOSERIHAVE
DIEDEVERYDAYWAITINGFORYOUDARLINGDONTBEAFRAIDIHAVEL
OVEDYOUFORATHOUSANDYEARSILLLOVEYOUFORATHOUSANDMO
REANDALLALONGIBELIEVEDIWOULDFINDYOUTIMEHASBROUGHTY
OURHEARTTOMEIHAVELOVEDYOUFORATHOUSANDYEARSILLLOVE
YOUFORATHOUSANDMORE. 
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Atau untuk lebih tepatnya : 
HEART BEATS FAST 
COLORS AND PROMISES 
HOW TO BE BRAVE 
HOW CAN I LOVE WHEN I'M AFRAID TO FALL 
BUT WATCHING YOU STAND ALONE 
ALL OF MY DOUBT SUDDENLY GOES AWAY SOMEHOW 
ONE STEP CLOSER 
I HAVE DIED EVERYDAY WAITING FOR YOU 
DARLING DON'T BE AFRAID I HAVE LOVED YOU 
FOR A THOUSAND YEARS 
I'LL LOVE YOU FOR A THOUSAND MORE 
TIME STANDS STILL 
BEAUTY IN ALL SHE IS 
I WILL BE BRAVE 
I WILL NOT LET ANYTHING TAKE AWAY 
WHAT'S STANDING IN FRONT OF ME 
EVERY BREATH 
EVERY HOUR HAS COME TO THIS 
ONE STEP CLOSER 
I HAVE DIED EVERYDAY WAITING FOR YOU 
DARLING DON'T BE AFRAID I HAVE LOVED YOU 
FOR A THOUSAND YEARS 
I'LL LOVE YOU FOR A THOUSAND MORE 
AND ALL ALONG I BELIEVED I WOULD FIND YOU 
TIME HAS BROUGHT YOUR HEART TO ME 
I HAVE LOVED YOU FOR A THOUSAND YEARS 
I'LL LOVE YOU FOR A THOUSAND MORE 
ONE STEP CLOSER 
ONE STEP CLOSER 
I HAVE DIED EVERYDAY WAITING FOR YOU 
DARLING DON'T BE AFRAID I HAVE LOVED YOU 
FOR A THOUSAND YEARS 
I'LL LOVE YOU FOR A THOUSAND MORE 
AND ALL ALONG I BELIEVED I WOULD FIND YOU 
TIME HAS BROUGHT YOUR HEART TO ME 
I HAVE LOVED YOU FOR A THOUSAND YEARS 
I'LL LOVE YOU FOR A THOUSAND MORE 
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BAB V 
KESIMPULAN DAN SARAN 
 
4.1 Kesimpulan 
 Dari hasil percobaan yang telah dilakukan, kesimpulan yang dapat ditarik 
adalah sebagai berikut : 
1. Algoritma cipher vigenere merupakan algoritma dengan pengenkripsian 
karakter yang relatif sederhana dan mudah karena berdasarkan tabel 
yang sudah ada namun cukup aman dalam menjamin kerahasiaan, 
karena karakter huruf plainteks yang dienkripsi tidak sama dengan 
cipherteks yang dihasilkan. Ini merupakan salah satu kelebihan dari 
algoritma klasik substitusi. 
2. Algoritma cipher vigenere juga memiliki kelebihan dan kekurangan, 
kelebihan algoritma ini seperti cipherteks algoritma ini tidak sama 
dengan plainteksnya dan pemecahannya sehingga dianggap sulit bagi 
orang awam jika karakter algoritma ini panjang. Sedangkan untuk 
kelemahannya, algoritma ini masih bisa dipecahkan dengan metode 
analisis frekuensi dan kasisiki test. 
3. Masalah kriptanalisis terhadap hasil enkripsi dari algortima cipher 
vigenere ini bergantung pada pemilihan kunci yang digunakan pada 
proses enkripsi, jika kuncinya panjang maka proses yang dibutuhkan 
akan menjadi lama untuk memecahkan suatu cipherteks.  
4. Dari hasil percobaan kriptanalisis pada algoritma cipher vigenere ini, 
secara umum metode yang digunakan untuk mencari probabilitas 
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panjang kunci yaitu metode analisis frekuensi dan metode kasisiki test 
sangatlah membantu dalam memecahkan cipherteks. Metode ini 
direkomendasikan untuk memecahkan probabilitas panjang kunci 
algoritma vigenere. 
5. Untuk perbandingan dua metode pencarian probabilitas panjang kunci 
yang digunakan yaitu metode analisis frekuensi dan metode kasisiki 
test, penulis menganggap kedua metode ini sama-sama membantu 
dalam mencari panjang kunci, tetapi memiliki kelebihan dan 
kekurangan masing-masing. Untuk kelebihan dari metode analisis 
frekuensi, metode ini cukup efektif dan tinggi tingkat probabilitasnya 
dalam mencari panjang kunci, hanya saja kekuarangan dari metode ini 
penjabaran frekuensi karakter memakan waktu dan kurang efisien. 
Sedangkan untuk kelebihan dari metode kasisiki test adalah efisien 
dalam penjabaran, metode ini hanya mencari jarak karakter berulang 
yang muncul pada cipherteks dan kemudian difaktorkan dan termasuk 
memiliki tingkat akurasi dalam menemukan panjang kunci tinggi, 
hanya saja metode ini memiliki kekurangan tersendiri, dalam 
penghitungan pemfaktoran terkadang dapat rancu karena angka yang 
muncul bisa merupakan bilangan prima dan sulit pemfaktorannya jika 
menggunakan lebih dari 3 karakter atau trigram. Maka solusi dalam 
kriptanalisis algoritma cipher vigenere ini adalah kombinasi dalam 
mencari panjang kunci antara teknik analisis frekuensi dan teknik 
kasisiki test saling melengkapi agar dalam mencari panjang kunci 
mendapatkan probabilitas yang tinggi. 
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3.1 Saran 
 Terdapat beberapa saran dari penulis agar peneliti selanjutnya dapat 
memperhatikan hal-hal di bawah ini guna perbaikan ke arah yang lebih baik. 
Adapun saran tersebut adalah : 
1. Jika tertarik dengan algoritma ini, penelitian tugas akhir ini coba 
dilakukan dengan menggunakan bahasa lain. Untuk mendapatkan data 
percobaan yang lebih lengkap, dapat mencoba Bahasa Daerah seperti 
Bahasa Jawa, Bahasa Sunda, dll. 
2. Mencoba dengan menggunakan metode selain metode analisis frekuensi 
dan metode kasiski test dalam pemecahan cipherteks. 
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LAMPIRAN 
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  Probabilitas Y1 
 
M0,Y1 M1,Y1 M2,Y1 M3,Y1 M4,Y1 M5,Y1 M6,Y1 
A 0.082 16 
 
1.312 0 0 0.82 0.246 0.984 2.46 
B 0.015 0 
 
0 0 0.15 0.045 0.18 0.45 0.015 
C 0.028 0 
 
0 0.28 0.084 0.336 0.84 0.028 0 
D 0.043 10 
 
0.43 0.129 0.516 1.29 0.043 0 0.688 
E 0.127 3 
 
0.381 1.524 3.81 0.127 0 2.032 1.016 
F 0.022 12 
 
0.264 0.66 0.022 0 0.352 0.176 0.286 
G 0.02 30 
 
0.6 0.02 0 0.32 0.16 0.26 0.12 
H 0.061 1 
 
0.061 0 0.976 0.488 0.793 0.366 0.671 
I 0.07 0 
 
0 1.12 0.56 0.91 0.42 0.77 0.14 
J 0.002 16 
 
0.032 0.016 0.026 0.012 0.022 0.004 0 
K 0.008 8 
 
0.064 0.104 0.048 0.088 0.016 0 0.056 
L 0.04 13 
 
0.52 0.24 0.44 0.08 0 0.28 0 
M 0.024 6 
 
0.144 0.264 0.048 0 0.168 0 0.576 
N 0.067 11 
 
0.737 0.134 0 0.469 0 1.608 0.335 
O 0.075 2 
 
0.15 0 0.525 0 1.8 0.375 0.225 
P 0.019 0 
 
0 0.133 0 0.456 0.095 0.057 0.171 
Q 0.001 7 
 
0.007 0 0.024 0.005 0.003 0.009 0.017 
R 0.06 0 
 
0 1.44 0.3 0.18 0.54 1.02 0.6 
S 0.063 24 
 
1.512 0.315 0.189 0.567 1.071 0.63 0.315 
T 0.091 5 
 
0.455 0.273 0.819 1.547 0.91 0.455 0.637 
U 0.028 3 
 
0.084 0.252 0.476 0.28 0.14 0.196 0.448 
V 0.01 9 
 
0.09 0.17 0.1 0.05 0.07 0.16 0 
W 0.023 17 
 
0.391 0.23 0.115 0.161 0.368 0 0 
X 0.001 10 
 
0.01 0.005 0.007 0.016 0 0 0.01 
Y 0.02 5 
 
0.1 0.14 0.32 0 0 0.2 0.06 
Z 0.001 7 
 
0.007 0.016 0 0 0.01 0.003 0.012 
    
0.034191 0.034721 0.044442 0.038358 0.038358 0.046805 0.0412 
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M7,Y1 M8,Y1 M9,Y1 M10,Y1 M11,Y1 M12,Y1 M13,Y1 M14,Y1 M15,Y1 M16,Y1 M17,Y1 
0.082 0 1.312 0.656 1.066 0.492 0.902 0.164 0 0.574 0 
0 0.24 0.12 0.195 0.09 0.165 0.03 0 0.105 0 0.36 
0.448 0.224 0.364 0.168 0.308 0.056 0 0.196 0 0.672 0.14 
0.344 0.559 0.258 0.473 0.086 0 0.301 0 1.032 0.215 0.129 
1.651 0.762 1.397 0.254 0 0.889 0 3.048 0.635 0.381 1.143 
0.132 0.242 0.044 0 0.154 0 0.528 0.11 0.066 0.198 0.374 
0.22 0.04 0 0.14 0 0.48 0.1 0.06 0.18 0.34 0.2 
0.122 0 0.427 0 1.464 0.305 0.183 0.549 1.037 0.61 0.305 
0 0.49 0 1.68 0.35 0.21 0.63 1.19 0.7 0.35 0.49 
0.014 0 0.048 0.01 0.006 0.018 0.034 0.02 0.01 0.014 0.032 
0 0.192 0.04 0.024 0.072 0.136 0.08 0.04 0.056 0.128 0 
0.96 0.2 0.12 0.36 0.68 0.4 0.2 0.28 0.64 0 0 
0.12 0.072 0.216 0.408 0.24 0.12 0.168 0.384 0 0 0.24 
0.201 0.603 1.139 0.67 0.335 0.469 1.072 0 0 0.67 0.201 
0.675 1.275 0.75 0.375 0.525 1.2 0 0 0.75 0.225 0.9 
0.323 0.19 0.095 0.133 0.304 0 0 0.19 0.057 0.228 0.57 
0.01 0.005 0.007 0.016 0 0 0.01 0.003 0.012 0.03 0.001 
0.3 0.42 0.96 0 0 0.6 0.18 0.72 1.8 0.06 0 
0.441 1.008 0 0 0.63 0.189 0.756 1.89 0.063 0 1.008 
1.456 0 0 0.91 0.273 1.092 2.73 0.091 0 1.456 0.728 
0 0 0.28 0.084 0.336 0.84 0.028 0 0.448 0.224 0.364 
0 0.1 0.03 0.12 0.3 0.01 0 0.16 0.08 0.13 0.06 
0.23 0.069 0.276 0.69 0.023 0 0.368 0.184 0.299 0.138 0.253 
0.003 0.012 0.03 0.001 0 0.016 0.008 0.013 0.006 0.011 0.002 
0.24 0.6 0.02 0 0.32 0.16 0.26 0.12 0.22 0.04 0 
0.03 0.001 0 0.016 0.008 0.013 0.006 0.011 0.002 0 0.007 
0.037219 0.033972 0.036898 0.03434 0.035209 0.036558 0.039879 0.043828 0.03813 0.031135 0.034916 
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M18,Y1 M19,Y1 M20,Y1 M21,Y1 M22,Y1 M23.Y1 M24,Y1 M25,Y1 
1.968 0.41 0.246 0.738 1.394 0.82 0.41 0.574 
0.075 0.045 0.135 0.255 0.15 0.075 0.105 0.24 
0.084 0.252 0.476 0.28 0.14 0.196 0.448 0 
0.387 0.731 0.43 0.215 0.301 0.688 0 0 
2.159 1.27 0.635 0.889 2.032 0 0 1.27 
0.22 0.11 0.154 0.352 0 0 0.22 0.066 
0.1 0.14 0.32 0 0 0.2 0.06 0.24 
0.427 0.976 0 0 0.61 0.183 0.732 1.83 
1.12 0 0 0.7 0.21 0.84 2.1 0.07 
0 0 0.02 0.006 0.024 0.06 0.002 0 
0 0.08 0.024 0.096 0.24 0.008 0 0.128 
0.4 0.12 0.48 1.2 0.04 0 0.64 0.32 
0.072 0.288 0.72 0.024 0 0.384 0.192 0.312 
0.804 2.01 0.067 0 1.072 0.536 0.871 0.402 
2.25 0.075 0 1.2 0.6 0.975 0.45 0.825 
0.019 0 0.304 0.152 0.247 0.114 0.209 0.038 
0 0.016 0.008 0.013 0.006 0.011 0.002 0 
0.96 0.48 0.78 0.36 0.66 0.12 0 0.42 
0.504 0.819 0.378 0.693 0.126 0 0.441 0 
1.183 0.546 1.001 0.182 0 0.637 0 2.184 
0.168 0.308 0.056 0 0.196 0 0.672 0.14 
0.11 0.02 0 0.07 0 0.24 0.05 0.03 
0.046 0 0.161 0 0.552 0.115 0.069 0.207 
0 0.007 0 0.024 0.005 0.003 0.009 0.017 
0.14 0 0.48 0.1 0.06 0.18 0.34 0.2 
0 0.024 0.005 0.003 0.009 0.017 0.01 0.005 
0.061377 0.040591 0.032 0.035126 0.040344 0.029777 0.037358 0.04427 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
98 
 
  Probabilitas Y2 
 
M0,Y2 M1,Y2 M2,Y2 M3,Y2 M4,Y2 M5,Y2 M6,Y2 
A 0.082 5 
 
0.41 1.066 1.394 0.246 0 0.82 0.738 
B 0.015 13 
 
0.195 0.255 0.045 0 0.15 0.135 0.15 
C 0.028 17 
 
0.476 0.084 0 0.28 0.252 0.28 0.56 
D 0.043 3 
 
0.129 0 0.43 0.387 0.43 0.86 0.301 
E 0.127 0 
 
0 1.27 1.143 1.27 2.54 0.889 0.889 
F 0.022 10 
 
0.22 0.198 0.22 0.44 0.154 0.154 0 
G 0.02 9 
 
0.18 0.2 0.4 0.14 0.14 0 0.16 
H 0.061 10 
 
0.61 1.22 0.427 0.427 0 0.488 0.061 
I 0.07 20 
 
1.4 0.49 0.49 0 0.56 0.07 0.91 
J 0.002 7 
 
0.014 0.014 0 0.016 0.002 0.026 0.012 
K 0.008 7 
 
0.056 0 0.064 0.008 0.104 0.048 0.008 
L 0.04 0 
 
0 0.32 0.04 0.52 0.24 0.04 0.52 
M 0.024 8 
 
0.192 0.024 0.312 0.144 0.024 0.312 0.768 
N 0.067 1 
 
0.067 0.871 0.402 0.067 0.871 2.144 0.335 
O 0.075 13 
 
0.975 0.45 0.075 0.975 2.4 0.375 0.15 
P 0.019 6 
 
0.114 0.019 0.247 0.608 0.095 0.038 0.114 
Q 0.001 1 
 
0.001 0.013 0.032 0.005 0.002 0.006 0.014 
R 0.06 13 
 
0.78 1.92 0.3 0.12 0.36 0.84 0 
S 0.063 32 
 
2.016 0.315 0.126 0.378 0.882 0 0.063 
T 0.091 5 
 
0.455 0.182 0.546 1.274 0 0.091 1.001 
U 0.028 2 
 
0.056 0.168 0.392 0 0.028 0.308 0.14 
V 0.01 6 
 
0.06 0.14 0 0.01 0.11 0.05 0.13 
W 0.023 14 
 
0.322 0 0.023 0.253 0.115 0.299 0.391 
X 0.001 0 
 
0 0.001 0.011 0.005 0.013 0.017 0.003 
Y 0.02 1 
 
0.02 0.22 0.1 0.26 0.34 0.06 0 
Z 0.001 11 
 
0.011 0.005 0.013 0.017 0.003 0 0.01 
    
0.04093 0.04414 0.03379 0.03668 0.04586 0.03902 0.03471 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
99 
 
M7,Y2 M8,Y2 M9,Y2 M10,Y2 M11,Y2 M12,Y2 M13,Y2 M14,Y2 M15,Y2 M16,Y2 M17,Y2 M18,Y2 
0.82 1.64 0.574 0.574 0 0.656 0.082 1.066 0.492 0.082 1.066 2.624 
0.3 0.105 0.105 0 0.12 0.015 0.195 0.09 0.015 0.195 0.48 0.075 
0.196 0.196 0 0.224 0.028 0.364 0.168 0.028 0.364 0.896 0.14 0.056 
0.301 0 0.344 0.043 0.559 0.258 0.043 0.559 1.376 0.215 0.086 0.258 
0 1.016 0.127 1.651 0.762 0.127 1.651 4.064 0.635 0.254 0.762 1.778 
0.176 0.022 0.286 0.132 0.022 0.286 0.704 0.11 0.044 0.132 0.308 0 
0.02 0.26 0.12 0.02 0.26 0.64 0.1 0.04 0.12 0.28 0 0.02 
0.793 0.366 0.061 0.793 1.952 0.305 0.122 0.366 0.854 0 0.061 0.671 
0.42 0.07 0.91 2.24 0.35 0.14 0.42 0.98 0 0.07 0.77 0.35 
0.002 0.026 0.064 0.01 0.004 0.012 0.028 0 0.002 0.022 0.01 0.026 
0.104 0.256 0.04 0.016 0.048 0.112 0 0.008 0.088 0.04 0.104 0.136 
1.28 0.2 0.08 0.24 0.56 0 0.04 0.44 0.2 0.52 0.68 0.12 
0.12 0.048 0.144 0.336 0 0.024 0.264 0.12 0.312 0.408 0.072 0 
0.134 0.402 0.938 0 0.067 0.737 0.335 0.871 1.139 0.201 0 0.67 
0.45 1.05 0 0.075 0.825 0.375 0.975 1.275 0.225 0 0.75 0.675 
0.266 0 0.019 0.209 0.095 0.247 0.323 0.057 0 0.19 0.171 0.19 
0 0.001 0.011 0.005 0.013 0.017 0.003 0 0.01 0.009 0.01 0.02 
0.06 0.66 0.3 0.78 1.02 0.18 0 0.6 0.54 0.6 1.2 0.42 
0.693 0.315 0.819 1.071 0.189 0 0.63 0.567 0.63 1.26 0.441 0.441 
0.455 1.183 1.547 0.273 0 0.91 0.819 0.91 1.82 0.637 0.637 0 
0.364 0.476 0.084 0 0.28 0.252 0.28 0.56 0.196 0.196 0 0.224 
0.17 0.03 0 0.1 0.09 0.1 0.2 0.07 0.07 0 0.08 0.01 
0.069 0 0.23 0.207 0.23 0.46 0.161 0.161 0 0.184 0.023 0.299 
0 0.01 0.009 0.01 0.02 0.007 0.007 0 0.008 0.001 0.013 0.006 
0.2 0.18 0.2 0.4 0.14 0.14 0 0.16 0.02 0.26 0.12 0.02 
0.009 0.01 0.02 0.007 0.007 0 0.008 0.001 0.013 0.006 0.001 0.013 
0.03459 0.03982 0.03286 0.044 0.03571 0.02974 0.03532 0.06123 0.04286 0.03111 0.03731 0.04253 
 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
100 
 
M19,Y2 M20,Y2 M21,Y2 M22,Y2 M23.Y2 M24,Y2 M25,Y2 
0.41 0.164 0.492 1.148 0 0.082 0.902 
0.03 0.09 0.21 0 0.015 0.165 0.075 
0.168 0.392 0 0.028 0.308 0.14 0.364 
0.602 0 0.043 0.473 0.215 0.559 0.731 
0 0.127 1.397 0.635 1.651 2.159 0.381 
0.022 0.242 0.11 0.286 0.374 0.066 0 
0.22 0.1 0.26 0.34 0.06 0 0.2 
0.305 0.793 1.037 0.183 0 0.61 0.549 
0.91 1.19 0.21 0 0.7 0.63 0.7 
0.034 0.006 0 0.02 0.018 0.02 0.04 
0.024 0 0.08 0.072 0.08 0.16 0.056 
0 0.4 0.36 0.4 0.8 0.28 0.28 
0.24 0.216 0.24 0.48 0.168 0.168 0 
0.603 0.67 1.34 0.469 0.469 0 0.536 
0.75 1.5 0.525 0.525 0 0.6 0.075 
0.38 0.133 0.133 0 0.152 0.019 0.247 
0.007 0.007 0 0.008 0.001 0.013 0.006 
0.42 0 0.48 0.06 0.78 0.36 0.06 
0 0.504 0.063 0.819 0.378 0.063 0.819 
0.728 0.091 1.183 0.546 0.091 1.183 2.912 
0.028 0.364 0.168 0.028 0.364 0.896 0.14 
0.13 0.06 0.01 0.13 0.32 0.05 0.02 
0.138 0.023 0.299 0.736 0.115 0.046 0.138 
0.001 0.013 0.032 0.005 0.002 0.006 0.014 
0.26 0.64 0.1 0.04 0.12 0.28 0 
0.032 0.005 0.002 0.006 0.014 0 0.001 
0.0301 0.03612 0.041 0.03475 0.03362 0.03998 0.04321 
 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
101 
 
  Probabilitas Y3 
 
M0,Y3 M1,Y3 M2,Y3 M3,Y3 M4,Y3 M5,Y3 M6,Y3 M7,Y3 
A 0.082 8 
 
0.656 0.984 0.082 0 0.902 1.148 1.476 0.656 
B 0.015 12 
 
0.18 0.015 0 0.165 0.21 0.27 0.12 0.06 
C 0.028 1 
 
0.028 0 0.308 0.392 0.504 0.224 0.112 0.112 
D 0.043 0 
 
0 0.473 0.602 0.774 0.344 0.172 0.172 0 
E 0.127 11 
 
1.397 1.778 2.286 1.016 0.508 0.508 0 1.016 
F 0.022 14 
 
0.308 0.396 0.176 0.088 0.088 0 0.176 0 
G 0.02 18 
 
0.36 0.16 0.08 0.08 0 0.16 0 0.32 
H 0.061 8 
 
0.488 0.244 0.244 0 0.488 0 0.976 0.305 
I 0.07 4 
 
0.28 0.28 0 0.56 0 1.12 0.35 0.42 
J 0.002 4 
 
0.008 0 0.016 0 0.032 0.01 0.012 0.032 
K 0.008 0 
 
0 0.064 0 0.128 0.04 0.048 0.128 0.2 
L 0.04 8 
 
0.32 0 0.64 0.2 0.24 0.64 1 0.32 
M 0.024 0 
 
0 0.384 0.12 0.144 0.384 0.6 0.192 0.096 
N 0.067 16 
 
1.072 0.335 0.402 1.072 1.675 0.536 0.268 0.536 
O 0.075 5 
 
0.375 0.45 1.2 1.875 0.6 0.3 0.6 1.125 
P 0.019 6 
 
0.114 0.304 0.475 0.152 0.076 0.152 0.285 0 
Q 0.001 16 
 
0.016 0.025 0.008 0.004 0.008 0.015 0 0 
R 0.06 25 
 
1.5 0.48 0.24 0.48 0.9 0 0 1.08 
S 0.063 8 
 
0.504 0.252 0.504 0.945 0 0 1.134 0.315 
T 0.091 4 
 
0.364 0.728 1.365 0 0 1.638 0.455 0.728 
U 0.028 8 
 
0.224 0.42 0 0 0.504 0.14 0.224 0.336 
V 0.01 15 
 
0.15 0 0 0.18 0.05 0.08 0.12 0.01 
W 0.023 0 
 
0 0 0.414 0.115 0.184 0.276 0.023 0 
X 0.001 0 
 
0 0.018 0.005 0.008 0.012 0.001 0 0.011 
Y 0.02 18 
 
0.36 0.1 0.16 0.24 0.02 0 0.22 0.28 
Z 0.001 5 
 
0.005 0.008 0.012 0.001 0 0.011 0.014 0.018 
    
0.0407 0.03691 0.04364 0.04028 0.0363 0.03761 0.03765 0.03727 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
102 
 
M8,Y3 M9,Y3 M10,Y3 M11,Y3 M12,Y3 M13,Y3 M14,Y3 M15,Y3 M16,Y3 M17,Y3 M18,Y3 M19,Y3 
0.328 0.328 0 0.656 0 1.312 0.41 0.492 1.312 2.05 0.656 0.328 
0.06 0 0.12 0 0.24 0.075 0.09 0.24 0.375 0.12 0.06 0.12 
0 0.224 0 0.448 0.14 0.168 0.448 0.7 0.224 0.112 0.224 0.42 
0.344 0 0.688 0.215 0.258 0.688 1.075 0.344 0.172 0.344 0.645 0 
0 2.032 0.635 0.762 2.032 3.175 1.016 0.508 1.016 1.905 0 0 
0.352 0.11 0.132 0.352 0.55 0.176 0.088 0.176 0.33 0 0 0.396 
0.1 0.12 0.32 0.5 0.16 0.08 0.16 0.3 0 0 0.36 0.1 
0.366 0.976 1.525 0.488 0.244 0.488 0.915 0 0 1.098 0.305 0.488 
1.12 1.75 0.56 0.28 0.56 1.05 0 0 1.26 0.35 0.56 0.84 
0.05 0.016 0.008 0.016 0.03 0 0 0.036 0.01 0.016 0.024 0.002 
0.064 0.032 0.064 0.12 0 0 0.144 0.04 0.064 0.096 0.008 0 
0.16 0.32 0.6 0 0 0.72 0.2 0.32 0.48 0.04 0 0.44 
0.192 0.36 0 0 0.432 0.12 0.192 0.288 0.024 0 0.264 0.336 
1.005 0 0 1.206 0.335 0.536 0.804 0.067 0 0.737 0.938 1.206 
0 0 1.35 0.375 0.6 0.9 0.075 0 0.825 1.05 1.35 0.6 
0 0.342 0.095 0.152 0.228 0.019 0 0.209 0.266 0.342 0.152 0.076 
0.018 0.005 0.008 0.012 0.001 0 0.011 0.014 0.018 0.008 0.004 0.004 
0.3 0.48 0.72 0.06 0 0.66 0.84 1.08 0.48 0.24 0.24 0 
0.504 0.756 0.063 0 0.693 0.882 1.134 0.504 0.252 0.252 0 0.504 
1.092 0.091 0 1.001 1.274 1.638 0.728 0.364 0.364 0 0.728 0 
0.028 0 0.308 0.392 0.504 0.224 0.112 0.112 0 0.224 0 0.448 
0 0.11 0.14 0.18 0.08 0.04 0.04 0 0.08 0 0.16 0.05 
0.253 0.322 0.414 0.184 0.092 0.092 0 0.184 0 0.368 0.115 0.138 
0.014 0.018 0.008 0.004 0.004 0 0.008 0 0.016 0.005 0.006 0.016 
0.36 0.16 0.08 0.08 0 0.16 0 0.32 0.1 0.12 0.32 0.5 
0.008 0.004 0.004 0 0.008 0 0.016 0.005 0.006 0.016 0.025 0.008 
0.03139 0.03998 0.03664 0.03497 0.03956 0.0617 0.03975 0.02945 0.03586 0.04436 0.03338 0.0328 
 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
103 
 
M20,Y3 M21,Y3 M22,Y3 M23.Y3 M24,Y3 M25,Y3 
0.656 1.23 0 0 1.476 0.41 
0.225 0 0 0.27 0.075 0.12 
0 0 0.504 0.14 0.224 0.336 
0 0.774 0.215 0.344 0.516 0.043 
2.286 0.635 1.016 1.524 0.127 0 
0.11 0.176 0.264 0.022 0 0.242 
0.16 0.24 0.02 0 0.22 0.28 
0.732 0.061 0 0.671 0.854 1.098 
0.07 0 0.77 0.98 1.26 0.56 
0 0.022 0.028 0.036 0.016 0.008 
0.088 0.112 0.144 0.064 0.032 0.032 
0.56 0.72 0.32 0.16 0.16 0 
0.432 0.192 0.096 0.096 0 0.192 
0.536 0.268 0.268 0 0.536 0 
0.3 0.3 0 0.6 0 1.2 
0.076 0 0.152 0 0.304 0.095 
0 0.008 0 0.016 0.005 0.006 
0.48 0 0.96 0.3 0.36 0.96 
0 1.008 0.315 0.378 1.008 1.575 
1.456 0.455 0.546 1.456 2.275 0.728 
0.14 0.168 0.448 0.7 0.224 0.112 
0.06 0.16 0.25 0.08 0.04 0.08 
0.368 0.575 0.184 0.092 0.184 0.345 
0.025 0.008 0.004 0.008 0.015 0 
0.16 0.08 0.16 0.3 0 0 
0.004 0.008 0.015 0 0 0.018 
0.0417 0.03364 0.03121 0.03849 0.04631 0.03944 
 
 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
104 
 
  Probabilitas Y4 
 
M0,Y4 M1,Y4 M2,Y4 M3,Y4 M4,Y4 M5,Y4 M6,Y4 M7,Y4 
A 0.082 2 
 
0.164 0.574 0.246 0 1.148 0.082 2.378 0.082 
B 0.015 7 
 
0.105 0.045 0 0.21 0.015 0.435 0.015 0.015 
C 0.028 3 
 
0.084 0 0.392 0.028 0.812 0.028 0.028 0.252 
D 0.043 0 
 
0 0.602 0.043 1.247 0.043 0.043 0.387 0.645 
E 0.127 14 
 
1.778 0.127 3.683 0.127 0.127 1.143 1.905 0.635 
F 0.022 1 
 
0.022 0.638 0.022 0.022 0.198 0.33 0.11 0.088 
G 0.02 29 
 
0.58 0.02 0.02 0.18 0.3 0.1 0.08 0.34 
H 0.061 1 
 
0.061 0.061 0.549 0.915 0.305 0.244 1.037 0.61 
I 0.07 1 
 
0.07 0.63 1.05 0.35 0.28 1.19 0.7 0 
J 0.002 9 
 
0.018 0.03 0.01 0.008 0.034 0.02 0 0 
K 0.008 15 
 
0.12 0.04 0.032 0.136 0.08 0 0 0.096 
L 0.04 5 
 
0.2 0.16 0.68 0.4 0 0 0.48 0.12 
M 0.024 4 
 
0.096 0.408 0.24 0 0 0.288 0.072 0.288 
N 0.067 17 
 
1.139 0.67 0 0 0.804 0.201 0.804 2.144 
O 0.075 10 
 
0.75 0 0 0.9 0.225 0.9 2.4 0.075 
P 0.019 0 
 
0 0 0.228 0.057 0.228 0.608 0.019 0 
Q 0.001 0 
 
0 0.012 0.003 0.012 0.032 0.001 0 0.013 
R 0.06 12 
 
0.72 0.18 0.72 1.92 0.06 0 0.78 0.78 
S 0.063 3 
 
0.189 0.756 2.016 0.063 0 0.819 0.819 0.63 
T 0.091 12 
 
1.092 2.912 0.091 0 1.183 1.183 0.91 0.182 
U 0.028 32 
 
0.896 0.028 0 0.364 0.364 0.28 0.056 0.196 
V 0.01 1 
 
0.01 0 0.13 0.13 0.1 0.02 0.07 0.03 
W 0.023 0 
 
0 0.299 0.299 0.23 0.046 0.161 0.069 0 
X 0.001 13 
 
0.013 0.013 0.01 0.002 0.007 0.003 0 0.014 
Y 0.02 13 
 
0.26 0.2 0.04 0.14 0.06 0 0.28 0.02 
Z 0.001 10 
 
0.01 0.002 0.007 0.003 0 0.014 0.001 0 
    
0.039145 0.039285 0.049117 0.034785 0.030145 0.037818 0.062617 0.033902 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
105 
 
M8,Y4 M9,Y4 M10,Y4 M11,Y4 M12,Y4 M13,Y4 M14,Y4 M15,Y4 M16,Y4 M17,Y4 M18,Y4 M19,Y4 
0.082 0.738 1.23 0.41 0.328 1.394 0.82 0 0 0.984 0.246 0.984 
0.135 0.225 0.075 0.06 0.255 0.15 0 0 0.18 0.045 0.18 0.48 
0.42 0.14 0.112 0.476 0.28 0 0 0.336 0.084 0.336 0.896 0.028 
0.215 0.172 0.731 0.43 0 0 0.516 0.129 0.516 1.376 0.043 0 
0.508 2.159 1.27 0 0 1.524 0.381 1.524 4.064 0.127 0 1.651 
0.374 0.22 0 0 0.264 0.066 0.264 0.704 0.022 0 0.286 0.286 
0.2 0 0 0.24 0.06 0.24 0.64 0.02 0 0.26 0.26 0.2 
0 0 0.732 0.183 0.732 1.952 0.061 0 0.793 0.793 0.61 0.122 
0 0.84 0.21 0.84 2.24 0.07 0 0.91 0.91 0.7 0.14 0.49 
0.024 0.006 0.024 0.064 0.002 0 0.026 0.026 0.02 0.004 0.014 0.006 
0.024 0.096 0.256 0.008 0 0.104 0.104 0.08 0.016 0.056 0.024 0 
0.48 1.28 0.04 0 0.52 0.52 0.4 0.08 0.28 0.12 0 0.56 
0.768 0.024 0 0.312 0.312 0.24 0.048 0.168 0.072 0 0.336 0.024 
0.067 0 0.871 0.871 0.67 0.134 0.469 0.201 0 0.938 0.067 1.943 
0 0.975 0.975 0.75 0.15 0.525 0.225 0 1.05 0.075 2.175 0.075 
0.247 0.247 0.19 0.038 0.133 0.057 0 0.266 0.019 0.551 0.019 0.019 
0.013 0.01 0.002 0.007 0.003 0 0.014 0.001 0.029 0.001 0.001 0.009 
0.6 0.12 0.42 0.18 0 0.84 0.06 1.74 0.06 0.06 0.54 0.9 
0.126 0.441 0.189 0 0.882 0.063 1.827 0.063 0.063 0.567 0.945 0.315 
0.637 0.273 0 1.274 0.091 2.639 0.091 0.091 0.819 1.365 0.455 0.364 
0.084 0 0.392 0.028 0.812 0.028 0.028 0.252 0.42 0.14 0.112 0.476 
0 0.14 0.01 0.29 0.01 0.01 0.09 0.15 0.05 0.04 0.17 0.1 
0.322 0.023 0.667 0.023 0.023 0.207 0.345 0.115 0.092 0.391 0.23 0 
0.001 0.029 0.001 0.001 0.009 0.015 0.005 0.004 0.017 0.01 0 0 
0.58 0.02 0.02 0.18 0.3 0.1 0.08 0.34 0.2 0 0 0.24 
0.001 0.001 0.009 0.015 0.005 0.004 0.017 0.01 0 0 0.012 0.003 
0.027607 0.03822 0.039374 0.031215 0.037762 0.05085 0.030425 0.033692 0.045682 0.041771 0.036266 0.043341 
PLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJIPLAGIAT MERUPAKAN TINDAKAN TIDAK TERPUJI
106 
 
 
M20,Y4 M21,Y4 M22,Y4 M23.Y4 M24,Y4 M25,Y4 
2.624 0.082 0 1.066 1.066 0.82 
0.015 0 0.195 0.195 0.15 0.03 
0 0.364 0.364 0.28 0.056 0.196 
0.559 0.559 0.43 0.086 0.301 0.129 
1.651 1.27 0.254 0.889 0.381 0 
0.22 0.044 0.154 0.066 0 0.308 
0.04 0.14 0.06 0 0.28 0.02 
0.427 0.183 0 0.854 0.061 1.769 
0.21 0 0.98 0.07 2.03 0.07 
0 0.028 0.002 0.058 0.002 0.002 
0.112 0.008 0.232 0.008 0.008 0.072 
0.04 1.16 0.04 0.04 0.36 0.6 
0.696 0.024 0.024 0.216 0.36 0.12 
0.067 0.067 0.603 1.005 0.335 0.268 
0.075 0.675 1.125 0.375 0.3 1.275 
0.171 0.285 0.095 0.076 0.323 0.19 
0.015 0.005 0.004 0.017 0.01 0 
0.3 0.24 1.02 0.6 0 0 
0.252 1.071 0.63 0 0 0.756 
1.547 0.91 0 0 1.092 0.273 
0.28 0 0 0.336 0.084 0.336 
0 0 0.12 0.03 0.12 0.32 
0 0.276 0.069 0.276 0.736 0.023 
0.012 0.003 0.012 0.032 0.001 0 
0.06 0.24 0.64 0.02 0 0.26 
0.012 0.032 0.001 0 0.013 0.013 
0.043855 0.035822 0.032963 0.030818 0.037706 0.036682 
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