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Penelitian yang berjudul “Kebijakan Cybersecurity United Kingdom National 
Health Service (NHS) Pasca The Ransomware WannaCry Attack Tahun 2017” ini 
dianalisis berdasarkan teori sekuritisasi. Fokus penelitian ini adalah menganalisis 
bagaimana analisis sekuritisasi dalam kebijakan cybersecurity pada kasus NHS pasca 
serangan WannaCry tahun 2017. Berdasarkan data-data yang diperoleh, kebijakan 
cybersecurity NHS telah menrapkan teori sekuritisasi oleh Barry Buzan serta 
pengembangan sekuritisasi dalam mengkaji cybersecurity oleh Hansen dan Nissenbaum 
yaitu hypersecuritization, everyday security practice dan technification dalam 
meningkatkan kebijakan sistem sibernya dengan membentuk NHSX, membentuk Data 
Protection Policy, membentuk Cyber Security Operations Centre (CSOC) dan 
menggunakan program canggih dari kemitraan Microsoft yaitu Advanced Threat 
Protection (ATP). 
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The study, entitled "The Cybersecurity Policy of the United Kingdom National 
Health Service (NHS) Post The Ransomware WannaCry Attack in 2017" was analyzed 
based on securitization theory.The focus of this research is to analyze how 
securitization analysis is in cybersecurity policy in the NHS case after the WannaCry 
attack in 2017. Based on the data obtained, The NHS cybersecurity policy has 
implemented the theory of securitization by Barry Buzan and the development of 
securitization in reviewing cybersecurity by Hansen and Nissenbaum that is 
hypersecuritization, everyday security practice and technification in improving its cyber 
system policy by establishing NHSX, formed a Data Protection Policy, formed the 
Cyber Security Operations Center (CSOC) and used a advanced program from the 
Microsoft partnership, Advanced Threat Protection (ATP). 
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