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Televizija ostaja eden najbolj razširjenih in uporabljanih medijev. Medtem, ko potrošniki 
zahtevajo vsebino kjerkoli in kadarkoli, je izziv za ponudnike storitev kako temu 
povpraševanju zadostiti, tako s tehničnega kot tudi z vsebinskega vidika. Tako kot je internet 
spremenil naš način nakupovanja, branja in osebne komunikacije, tako so novi načini dostave 
vsebin spremenili dojemanje in način vključevanja televizijskih storitev in zabave v naše 
dnevno življenje. V vseh segmentih vrednostne verige dostave medijskih vsebin so se pojavili 
novi akterji, ki izkoriščajo digitalne in on-line tehnologije. Med njih štejemo Internet velikane 
Google (Youtube), Amazon, Apple, Deezer, Spotify, Netflix in številne druge. Zmožnost 
dostave vsebin na več zaslonov in na zahtevo postaja v zadnjih letih izredno pomembna in v 
nekaterih okoliščinah pomeni konkurenčno prednost na trgu. Ob teh predpostavkah je za 
ponudnike vsebin izrednega pomena analiza trga današnjih uporabnikov ter njihovih navad, 
saj bodo le ob poznavanju teh lahko uspešno tekmovali na trgu. Skozi analizo uporabnikov 
slovenske televizije lahko vidimo, da tudi slovenski uporabniki sledijo trendu izkoriščanja 
tehnoloških zmogljivost, ki jih nove tehnologije in storitve omogočajo. Ob tem ugotavljam, 
da so investicije operaterjev in ponudnikov storitev v tehnologije za dostavo vsebin na več 










Television remains one of the most widely adopted and used medium. While there is user 
demand for services and content to access anytime, anywhere, pay TV operators need to find 
an appropriate technical solution to be able to offer multiscreen and TV everywhere services. 
As Internet changed our way of shopping, reading and personal communication so did new 
ways of content delivery changed our perspective and ways of TV content and services 
consumption. In all parts of media delivery value chain a number of new actors have been 
emerging, leveraging new digital and online technologies. These new players include Internet 
giants such as Google (YouTube), Amazon, Apple, Deezer, Spotify, Netflix and many others. 
The ability to deliver content on multiscreen and on demand is extremely important in recent 
years and in many cases I believe represents competitive advantage on the market. With this 
assumption the market analysis and user behavior analysis is of extreme importance for 
content providers. Through Slovenian TV viewers analysis I can identify that the entire 
Slovenian television market follows the trend of using new technological performance and 
usage of new services. Along with this I can confidently say, that operators and content 
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Ponudniki televizijskih vsebin se soočajo nastankom spletnega videa, nekoč odrinjenega v 
spletni brskalnik in osebni računalnik, ki počasi utira svojo pot v svet, kjer so nekoč 
prevladovali, v dnevno sobo preko pametnih telefonov, tabličnih računalnikov, igralnih 
konzol, poveznih TV-jev in televizijskih komunikatorjev (angl. Set top box, STB). Strah pred 
izgubo naročnikov in "rezanja kablov" je spodbudilo ponudnike TV storitev po preučitvi 
novih modelov, kako zmanjšati odhode uporabnikov njihovih storitev in se približati mladim 
generacijam in sicer s "TV Vsepovsod" (angl. TV Everywhere) in "TV Na Zahtevo" (angl. 
TV On Demand) pobudami. 
Medtem ko potrošniki zahtevajo vsebino kadarkoli in kjerkoli, je izziv za ponudnike storitev 
kako temu povpraševanju zadostiti s konkurenčnimi vsebinami ter ob tem ohraniti donosnost 
svoje ponudbe, kar v resnici ni lahka naloga [1], [2]. 
Dinamike strategij TV Vsepovsod in TV Na Zahtevo so v preteklih parih letih pokazale, da je 
to lahko način za zmanjševanje oziroma preprečevanje odhoda naročnikov v prvih letih 
uvajanja storitve. Nato sledi prehod v gonilo rasti preko uporabe večih naprav, kot so tablični 
računalniki in igralne konzole, ki pomagajo osvojiti nove kupce iz mlajše demografske 
skupine. Na ta način so lahko te strategije v osnovi obrambne, kasneje pa postanejo agresiven 
način pridobivanja novih kupcev ter izgradnje tržnih priložnosti [2]. 
Ko so bile televizijske storitve preko IP protokola (IPTV) v osnovi razvite, še ni bilo v 
internet povezanih naprav, ki bi lahko zagotovile dostavo oziroma prenos visokokakovostnega 
videa. Prilagodljiv zaslon, pretakanje in sistemi za digitalno zaščito pravic (angl. Digital 
Rights Management, DRM) za več naprav niso bili del prvotnih zahtev za IPTV. Nadalje so 
upravljana IPTV omrežja tradicionalno zagotavljala višjo raven kakovosti storitev nad ne 
upravljanimi širokopasovnimi televizijskimi storitvami. Vendar pa sta pojav adaptivnih 
tehnologij pretakanja in gradnja zmogljivost omrežij za distribucijo vsebin (angl. Content 
distribution network, CDN) preko obstoječih širokopasovnih omrežij povečala zmožnost 
ponudnikov storitev, da ponujajo podobno ali celo enako kakovostne storitve preko odprtih 
širokopasovnih omrežij. Današnji izziv je povezati funkcionalnost in prilagodljivost 
internetnih multimedijskih rešitev z obstoječo IPTV infrastrukturo in visoko kakovostjo 
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storitev, ki ustvarja hibridno rešitev in izpolnjuje potrebe tako ponudnikov storitev kot tudi 
potrošnikov. 
Različni pristopi k tem izzivom se pojavljajo, ko se ponudniki storitev odločijo, kako najbolje 
ponuditi zgoraj omenjene rešitve. Nekateri ponudniki storitev z obstoječimi IPTV 
platformami so se odločili za gradnjo povsem nove izvedbe za ponujanje multimedijskih 
storitev preko interneta (tako imenovanih storitev OTT, angl. Over the Top), medtem ko se 
drugi odločajo za bogatenje svoje platforme IPTV z razširjeno funkcionalnostjo dostave 
vsebin na več zaslonov.  
Tukaj postane upravljanje video naprav kritičen v strategiji ponudnika storitev. Zagotavljanje 
visokokakovostne video izkušnje na več zaslonih uvaja številne tehnične težave in vprašanja s 
stališča kakovosti storitev. Ti predstavljajo pomembne izzive za ponudnike storitev, vključno 
z dostavo vsebin s prilagojeno pasovno širino, več kodekov, upravljanje digitalnih pravic 
(DRM) in avtentikacijo za več naprav, procesne izzive in avtomatizacijo.  
Opaziti je tudi drugačen razvoj in sicer v smeri vključevanja določene ravni OTT podpore za 
set-top box ponudbe. To nadalje zabriše meje med OTT in IPTV. Telekomunikacijski 
operaterji, ponudniki internetnih storitev in drugi ponudniki vsebin iščejo fleksibilnost v svoji 
tehnologiji za dostavo vsebin in želijo možnost tako zaprte set-top box ponudbe kot tudi OTT. 
Pri tem  kakovost storitev postane manjše vprašanje. Če se ne imenuje IPTV, lahko ponudnik 
storitev dostavi set-top box internet video rešitev. 
Magistrsko delo podaja vpogled v tehnološki razvoj dostave vsebin končnim uporabnikom in 
analizira ključne kazalce, ki vplivajo na nastanek novih načinov uporabe multimedijskih 
vsebin. Namen naloge je: 
- Raziskati in podati jasno sliko, kako so se razvijale različne tehnologije za prenos 
vsebin končnim uporabnikom in pri tem izpostaviti ključna tehnološka vprašanja 
- Raziskati družbene spremembe, ki so jih vzpodbudile tehnološke inovacije in kako le 
te vplivajo na spremembo celotnega ekosistema verige vrednosti ponujanja vsebin 
- Analizirati stanje uporabe vsebin v Sloveniji 
- Na podlagi podatkov podati praktične usmeritve glede vplivanja na sprejemanje in 




V nalogi je narejen pregled tehnologij za dostavo linearnih in nelinearnih medijskih vsebin. 
Poudarek je predvsem na oblikah prenosa videa na osnovi internetnih tehnologij, saj so le te 
vnesle pomembne tehnološke spremembe v svet medijev. V nadaljevanju so natančneje 
razčlenjena ključna tehnološka vprašanja s stališča kvalitete videa in zaščite vsebin. Vse 
pomembnejše postajajo spremenjene navade uporabnikov, ki so posledica tehnološkega 
razvoja in razvoja globalne družbe. Jedro naloge se tako osredotoča na uporabo vsebin, ki jih 
omogočajo današnje tehnologije. V tem delu so predstavljene analize uporabe vsebin in 
spremembe navad v celotni družbi. V zaključnem poglavju je na osnovi analiz stanja v 






3. RAZVOJ DOSTAVE MEDIJSKIH VSEBIN 
 
Televizija velja za enega najpomembnejših medijev zadnjih nekaj desetletij in je bržkone 
spremenila naš način življenja, dela in učenja. Z vzponom televizije na osnovi Internetnega 
protokola in upravljanih širokopasovnih omrežij, tako fiksnih kot mobilnih, se v temeljih 
spreminja doživljanje televizije kot medija, le to pa poganja zanimive spremembe v načinih 
uporabe in dostave medijskih vsebin [3]. 
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Slika 1: Mejniki v razvoju dostave televizijskih vsebin [4] 
 
Z vzponom interneta smo uporabniki dobili možnost izbire dostopa do informacij kadarkoli to 
želimo (to je na zahtevo). Prilagajanje oz. personalizacija in storitve na zahtevo so dandanes 
skupna lastnost dostopa do katerekoli informacije, novice ali vsebine. Prav tako se je z 
vzponom interneta odprla priložnost dostopa do enotnega svetovnega trga, kar je omogočilo 
direkten stik med ponudniki in uporabniki, s tem pa bolj prilagojeno in kvalitetno izkušnjo za 
končnega uporabnika [5]. 
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Druga, mogoče manj opazna sprememba, ki se je zgodila v preteklem stoletju, je digitalizacija 
televizije. Medtem ko v osnovi digitalna televizija omogoča prenos slike v visoki kvaliteti, pa 
je pravzaprav digitalizacija omogočila prav enake spremembe za uporabnika kot Internet, in 
sicer prilagajanje uporabniške izkušnje (personalizacija) ter vsebine na zahtevo. 
 
Barvna televizija
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Slika 2: Razvoj interaktivne televizije [6] 
 
Konvergenca zgornjih dveh, torej IPTV, pa je pomenila revolucionarno spremembo na trgu 
iskanja, izbire in uporabe digitalnih medijskih vsebin. Tako televizija kot Internet sta 
posledica tehnoloških inovacij, ki so privedle do stalnega razvoja novih produktov in vsebin 














Slika 3: Konvergenca tehnologij za dostavo televizijskih vsebin [5] 
 
3.1 Tehnologije za prenos videa 
 
Namen televizije je prenos slike iz ene lokacije na drugo. Beseda ˝television˝ izhaja iz grške 
besede ˝tele˝, kar pomeni oddaljeno in latinskega glagola ˝vision˝, kar pomeni videti. Torej 
beseda televizija pomeni videti na daljavo. Moderne tehnologije za prenos videa torej 
predstavljajo načine, kako dostaviti gibljive slike uporabniku / gledalcu, ki je daleč stran [7]. 
Dandanes obstaja veliko različnih možnosti za prenos videa, kar predstavlja neke vrste izziv, 
saj je namreč potrebno izbrati pravi način prenosa videa za določeno aplikacijo. V to je 
vključeno veliko število različnih dejavnikov, zato ni enoznačnega odgovora za vse vrste 
aplikacij. V nadaljevanju so opisani različni načini dostave video vsebin končnim 




3.2 Oddajanje (angl. Broadcast) 
 
3.2.1 Analogno oddajanje 
 
Živimo v digitalnem svetu, zato naj omenimo le nekaj pomembnih standardov, ki so 
zaznamovali analogno televizijo. Standard NTSC (angl. National Television System 
Committe) je bil formiran leta 1941 [8]. Definiral je sprejemljive parametre za kvaliteto videa 
glede na tehnične omejitve v tistem času, vendar pa ni predvideval barv, kar so vključili šele v 
drugo verzijo standarda leta 1953.  NTSC standard so uporabljali v ZDA, Japonski, Koreji in 
nekaj drugih državah, medtem ko je zahodna Evropa v večini uporabljala sistem PAL (angl. 
Phase Alternate Line) [9], Francija in v večini držav vzhodne Evrope pa sistem SECAM 
(angl. Sequential Color with Memory) [10]. 
V nadaljevanju je navedenih le nekaj slabosti analognih medijev v primerjavi z digitalnimi 
mediji [5]: 
 Večja občutljivost na razmerje signal/šum med prenosom: Analogni medij 
uporablja amplitudo signala za posredovanje informacij. Kadar signal prenašamo po 
radijskih povezavah ali drugih prenosnih poteh (žica, vlakno) se signalu doda šum 
oziroma kakšna druga motnja signala, ki vpliva na preneseno informacijo. Nasprotno 
digitalni medij prenašamo le s signalom v vrednosti 0 in 1, na katera pa popačenja ne 
vplivajo tako močno, da jih na sprejemni strani ne bi mogli prebrati, zatorej so 
potrebne velike večje motnje oz. popačenja, ki bi vplivala na digitalni signal. Če to 
prenesemo na televizijo, digitalno oddajanje torej pomeni manj motenj, brez sneženja 
in izginjanja signala. 
 Degradacija signala pri izdelavi kopij: pri izdelavi kopij analognega signala po 
navadi pride do degradacije in je kopija slabše kvalitete kot original. Ker je digitalni 
signal serija 0 in 1, degradacija na kopijo vpliva manj in je kvaliteta enaka originalu. 
Le to omogoča izdelavo velikega števila kopij, kar je še kako pomembno za 
ustvarjalce vsebin, ki na ta način lahko vsebine delijo z milijoni uporabnikov. 
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 Krajša življenjska doba shranjevanja: Povezano z relativno neobčutljivostjo na 
šum je življenjska doba digitalnega medija daljša, saj je degradacija signala, ki se 
pojavi s časom, manjša kot pri analognem signalu. 
 Stiskanje signala: Digitalni signal lahko stisnemo preden ga shranimo ali prenesemo. 
S tehnikami stiskanja odstranimo redundantne informacije iz signala ter posledično 
potrebujemo manj prostora za shranjevanje, oz. manjšo pasovno širino za prenos 
informacij kot pri analognih signalih.  
 Možnost dodajanja informacij: Digitalnemu signalu / mediju precej lažje dodajamo 
informacije kot analognemu. Dodatne informacije pri digitalnem zapisu se imenujejo 
metapodatki. 
 
3.2.2 Digitalno oddajanje 
 
V večini svetovnih regij izdajatelji programov nadaljujejo z zagotavljanjem TV programov 
preko digitalnega prizemnega oddajanja (angl. Digital Video Broadcasting, DVB-T). Pretežno 
prehajajo na digitalno oddajanje, v večini primerov zaradi zakonov lokalnih regulatorjev (v 
Sloveniji smo analogne oddajnike ugasnili 1. Decembra 2010). V Sloveniji obratujeta dva 
multipleksa, A in C, ki jih upravlja medijska hiša Radiotelevizija Slovenija. Multipleks A je 
namenjen nacionalnim programom ter regionalnim programom posebnega pomena, 
multipleks C pa komercialnim programom [11]. Za DVB-T se v Sloveniji uporablja MPEG-4 
(Motion Picture Experts Group) kompresijski standard (naprednejši video kodek AVC (angl. 
Advanced Video Codec) oziroma H.264 za video in napredno avdio kodiranje AAC (angl. 
Advanced Avdio Codec) za avdio) in sicer zaradi izboljšane učinkovitosti kompresije v 
primerjavi z MPEG-2 . 
Slika 4 prikazuje ključne elemente oddajnega TV sistema [12]: 
 Zbiranje video vsebin iz različnih virov: signali televizijskih mrež, oglaševalske 
agencije, lokalni televizijski studii, agregatorji vsebin. 
 Priprava video vsebin za oddajo: urejanje in priprava pravilnih formatov, dodajanje 
lokalnih oglaševalskih vsebin 
 Zagotavljanje pravilne izvedbe signala (obratovalna frekvenca, sevalna moč,…) 
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Glavna kontrolna soba (angl. Master Control Room, MCR) je operativno središče televizijske 
postaje, kjer se pripravljajo video vsebine za oddajanje končnim uporabnikom. Video vsebine 
zagotavljajo različni viri in sicer lokalno v živo, televizijske mreže, iz video nosilcev ali iz 
video strežnikov. Povezava med studijem in oddajnikom se uporablja v primerih, ko je 
kontrolna soba ločena od oddajnega stolpa. Preko te povezave se izvede prenos televizijskega 
signala direktno do oddajnika, ponavadi preko za to namenjene zmogljivosti. Mikrovalovna 
radijska povezava se uporabi le v primeru, ko sta studio in oddajnik v direktnem vidnem 
polju. Veliko bolj zanesljiva so optična vlakna, vendar pa mora v tem primeru obstajati 
























Slika 4: Sistem digitalne prizemne televizije (DVB-T) [12] 
 
3.3. Satelitska televizija 
 
Sateliti v orbiti zemlje se pogosto uporabljajo za prenos signalov iz ene lokacije na zemlji na 
drugo, prav tako se uporabljajo za dostavo nabora televizijskih signalov direktno končnim 
uporabnikom (angl. Direct-to-home, DTH) [12]. Satelitski prenosi televizijskih programov iz 
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enega na drugi kontinent se uporabljajo že od sredine šestdesetih let 20. stoletja, vendar se je 
dostava programov direktno do končnih uporabnikov začela šele konec osemdesetih let. 
Pri tehnologiji DTH se s pomočjo satelitskega krožnika z visoko močjo in velikim premerom 
posreduje signal na satelit [12]. V objektu za navzgornjo povezavo (angl. Uplink facility) se 
zbirajo vsebine iz različnih virov: lokalne televizijske postaje iz različnih mest, specializirani 
programi kot so filmski, športni in drugo. V enem objektu za navzgornjo povezavo se lahko 
ustvari več signalov, katere se lahko pošlje na več satelitov (za vsak satelit iz različnega 
satelitskega krožnika) z namenom retransmisije na širokemu geografskemu območju. Na ta 
način en objekt lahko pokriva celoten kontinent. 
Sateliti so nameščeni nad ekvatorjem na višini približno 36.000 km, kar povzroči, da 
obkrožijo zemljo enkrat vsakih 24 ur in izgledajo kot da stojijo nad točno določeno točko nad 
zemljo. Vsak satelit ima več transponderjev, od katerih vsak sprejema signal iz navzgornje 
povezave, ga ojači in odda nazaj na zemljo. Trenutni transponderji razen ojačevanja signala in 
konverzije frekvence ne procesirajo signala iz navzgornje povezave, posledično se lahko 
uporabljajo  za katerikoli tip vsebin, govor, video ali podatke. To DTH operaterjem omogoča, 
da lahko skozi čas spreminjajo ponudbo storitev, ne da bi morali za to spreminjati satelite 
[12]. 
Eden večjih izzivov za DTH satelitsko oddajanje je bil prehod iz analognega v digitalno 
oddajanje. Le to je ponudnikom omogočilo, da so dodali 8 do 20 (ali več) televizijskih 
kanalov na posamezni transponder, s tem pa so lahko dodali več programov v svojo ponudbo.  
Vsi video signali se digitalizirajo in kompresirajo v digitalnem satelitskem sistemu, kar je 
omogočilo lažji prehod na ponujanje vsebin v visoki kakovosti (angl. High Definition, HD). 
Vsak končni uporabnik satelitske televizije si mora kupiti in namestiti satelitsko anteno, ki 
mora biti nameščena zunaj z vidno linijo do satelita, brez motenj visokih stavb ali drugih 
objektov. Satelitska antena mora biti nameščena v pravem nagibnem kotu in azimutu direktno 
na satelit. Nizko šumni blok pretvornik(angl. Low-noise block, LNB) v sklopu antene krmili 
izhodni signal do satelitskega sprejemnika, ki je zadolžen za sprejem ukazov od končnega 
uporabnika za izbiro določenega programa. Prav tako sprejemnik zagotavlja, da je končni 
























DTH (Direct-to-home) Satelitski televizijski sistem
 
Slika 5: Satelitski televizijski sistem [12] 
 
3.4 Kabelska televizija 
 
Razvoj kabelske televizije sega v začetke petdesetih let 20. stoletja in je v svoji osnovi 
predstavljala skupinsko televizijo (CATV, angl. Community Antenna oziroma angl. 
Community Access) in sicer so si uporabniki delili dostop do oddajnih sistemov preko 
skupinske antene [12]. Vendar pa je od svojih začetkov kabelska televizija ključno prispevala 
k razvoju novih storitev kot so plačljiva televizija, ogled vsebin na zahtevo, PPV,… 
Tehnologija uporabljena pri kabelski televiziji je praktično enaka kot pri digitalnem 
oddajanju: vsak video signal se preko posameznega TV kanala (frekvence) preko 
koaksialnega kabla prenese na uporabniško lokacijo. 





























Slika 6: Sistem kabelske televizije [12] 
 
Kabelski sistem lahko distribuira video vsebine nešteto uporabnikom iz ene same glavne 
sprejemne postaje. Video vir lahko zagotavljajo tako lokalne TV postaje preko antene ali 
namenske povezave, satelitski oddajniki, lokalni viri ali v naprej pripravljene vsebine z 
namenom oglaševanja. Veliko kabelskih operaterjev je pričelo z zagotavljanjem vsebin v 
digitalnem formatu, saj s tem bolj učinkovito izkoriščajo pasovno širino, ki je na voljo. To jim 
omogoča tudi prenos TV programov v visoki ločljivosti. S povečevanjem učinkovitosti so 
kabelski operaterji pridobili tudi potrebno pasovno širino za prenos drugih storitev, ki 
generirajo prihodke, govor in podatke. 
Naloge glavne sprejemne postaje so zelo podobne kot naloge glavne kontrolne sobe pri 
digitalnem oddajanju z dvema glavnima razlikama in sicer [5]: 
- Glavna sprejemna postaja običajno vzdržuje več kot sto programov v nasprotju z 
glavno kontrolno sobo, ki po navadi nadzoruje enega ali par programov 
- Del glavne sprejemne postaje skrbi za kodiranje programov, ki preprečuje 
neavtoriziranim uporabnikom ogled vsebin. Tehnologija, ki se pri tem uporablja se 
imenuje pogojni dostop (angl. Conditional Access), ki nadzoruje dešifrirne in 
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dekodirne funkcije posamezne uporabniške sprejemne naprave (angl. STB; set-top-
box). 
Vse video vsebine se modelirajo na radio frekvenčne nosilce (RF) in se združijo v 
širokopasovni radio frekvenčni izhod, ki običajno pokriva pas od 50 do 860 MHz. Nekateri 
sistemi delujejo v frekvenčnem pasu do 1GHz, pri tem pa so višje frekvence običajno 
rezervirane za podatkovne in govorne storitve. Tak signal se nato distribuira končnim 
uporabnikom, ki ga sprejemajo direktno na televizijo ali preko končne naprave (STB) [5]. 
 
3.5 Televizija na osnovi internetnega protokola (angl. Internet Protocol 
Television, IPTV) 
 
Do poznega 20 stoletja je storitev televizije, namenjena širokemu krogu uporabnikov, na zelo 
učinkovit način dostavljala televizijske programe razpršeno uporabnikom na določenem 
geografskem območju. Uporabniki so sprejemali televizijske programe preko anten, kasneje, z 
razvojem kabelske televizije pa je anteno zamenjal koaksialni kabel oz. satelitski sprejemnik, 
vendarle pa so uporabniki še vedno sprejemali le storitve, ki jih je ponudnik namenil širokemu 
krogu uporabnikov. IPTV se nanaša na dostavo digitalnega televizijskega signala in ostalih 
avdio in video storitev preko širokopasovnih podatkovnih omrežij, ki uporabljajo enake 
osnovne protokole kot internet [13]. Z razvojem storitve IP televizije preko širokopasovnih 
omrežij so operaterji oziroma ponudniki storitev in vsebin dobili možnost dostave vsebin ne le 
večim uporabnikom naenkrat (angl. multicast) pač pa tudi posameznemu uporabniku (angl. 
unicast) in s tem možnost razvoja novih konkurenčnih storitev. 
IPTV pomeni distribucijo storitev televizije preko upravljanih širokopasovnih IP omrežij, 
vendar pa to ne pomeni da je vsaka video vsebina, ki se prenese preko IP omrežja tudi IPTV. 
Za to uporabljamo termin Internetni video. Preko namenskih IP TV omrežij se prenašajo 
linearne televizijske vsebine, ki jih oddajajo bodisi mednarodne ali domače televizijske hiše in 
vsebine na zahtevo [5]. Ne glede na to, da se pri IPTV uporablja IP protokol, pa javni internet 
pri tem ne igra velike vloge. IPTV po svetu zagotavljajo telekomunikacijska podjetja, 
operaterji, ki svojim uporabnikom preko namenske mreže po različnih naročniških modelih 
16 
 
zagotavljajo opremo s katero končni uporabnik lahko spremlja televizijske programe. Z 
razvojem IPTV pa so se pojavile popolnoma nove možnosti za razvoj vsebin, ki so opisane v 
7. Poglavju. 
Slika 7 prikazuje osnovno strukturo IPTV sistema: 
1. Čelno postajo (angl. Headend), ki je vir multimedijskih vsebin. Tukaj zajemamo 
televizijske programe ter vsebine na zahtevo. Elementi čelne postaje so bolj podrobno 
razčlenjeni v nadaljevanju. 
2. Jedrno omrežje (angl. Core Network), preko katerega se prenašajo vse vsebine. Jedrno 
omrežje je hrbtenica IPTV sistema. 
3. Dostopovno omrežje (Access Network) predstavlja zadnjo miljo (angl. Last mile) za 
operaterja in zagotavlja omrežno povezljivost IPTV storitev do končnega uporabnika.  
4. Domače omrežje (angl. Home Network) preko prehoda, usmerjevalnika in 
televizijskega komunikatorja zagotavlja distribucijo vseh podatkov (govor, podatki, 



















FTTH – optično vlakno do hiše (angl. Fiber to the Home) 
DSL – digitalni naročniški vod (angl. Digital Subscriber Line) 
 
V primeru IPTV se do končnega uporabnika ne prenašajo vsi signali naenkrat [13]. Namesto 
tega se do končnega uporabnika prenašajo le programi oziroma vsebine, ki jih uporabnik 
zahteva. Posledično zgornja meja števila programov, ki so na voljo v omrežju ne obstaja. Da 
lahko uporabnik gleda določen program, pošlje zahtevo v omrežje in prejme kot odgovor 
signal / program, seveda če je do le tega upravičen oziroma naročen. V ostalih pogledih pa je 
IPTV sistem zelo podoben kabelskemu. Program v živo sistem v eni ali več glavnih postajah 
sprejema iz mnogih virov, kjer se vsebine stiskajo in enkodirajo v digitalne podatkovne 
signale. Kateri standardi se pri tem uporabljajo je odvisno od posameznega sistema. 
 
3.5.1 Glavni elementi IPTV sistema 
 
Čelna postaja je osrčje IPTV sistema, ki jo sestavljajo različni elementi namenjeni sprejemu 
vsebin in pripravi le teh za redistribucijo [5]. Na sliki 8 so prikazani glavni elementi čelne 
postaje. 
- Oprema za pogojevanje signalov zagotavlja izboljšanje video signalov, ki prihajajo iz 
opreme za sprejem. (npr. znižanje šuma) 
- Oprema za pripravo vsebin: Kodirniki pripravljajo sprejete video vsebine v obliko, ki 
je primerna za prenos preko IP protokola, npr. enkodiranje signalov v pravilno obliko, 
ki jo uporablja IPTV sistem (npr. MPEG-2, Windows Media Video 9, MPEG-4 
AVC,…).  
- DRM:  Sistem za digitalno upravljanje vsebin preprečuje neavtorizirano uporabo 
vsebin 
- VOD (angl. Video on Demand) strežniki se uporabljajo za shranjevanje vsebin in 
strežbo le teh večim (angl. multicast) ali posameznemu uporabniku (angl. unicast). 




- Aplikacijski strežniki:  tudi pri aplikacijskih strežnikih je njihova namestitev odvisna 
od arhitekture samega sistema, funkcionalnosti, nadgradljivosti, kontrole,.. Lahko 
vključujejo elektronski programski vodič (angl. Electronic Programme Guide, EPG), 
pogojni sistem dostopa (angl. Conditional Access System, CAS) ali DRM, 
navigacijske strežnike. Kot VOD strežniki so tudi aplikacijski strežniki lahko del čelne 
postaje ali jedrnega omrežja.  
- Sistem za zaračunavanje vsebuje bazo podatkov o naročnikih in njihovih storitvah, do 

















Slika 8: Čelna postaja IPTV sistema [6] 
 
3.5.2 IPTV vsebine na vseh zaslonih (angl. Multiscreen) 
 
IPTV sistemi so v osnovi obstajali v zaprtem omrežnem okolju z enostavnim poslovnim 
modelom, ki pa niso bili pripravljeni za prihodnost oziroma okolje z več napravami 
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povezanimi v omrežje, ki zelo hitro spreminja vedenje in navade potrošnikov v načinih 
uporabe medijskih vsebin. Ti trendi so gonilna sila za prehod od modelov za zagotavljanje 
vsebin na enem zaslonu k raznolikem in dinamičnem ekosistemu, ki ima prožnost za 
zadovoljevanje potreb številnih potrošniških naprav [2].  
Uporabniki dandanes zahtevajo na vseh svojih uporabniških napravah enako izkušnjo 
upravljanja z vsebinami. Zelo je pomembno, da storitve, do katerih je uporabnik upravičen, 
dobi na vseh svojih napravah (STB, PC, mobilne naprave) ki jih mora registrirati, kar je 
predvsem pomembno zaradi nepooblaščene uporabe vsebin. Operaterji v večini ponujajo 
dostop do vsebin na vseh napravah in preko vseh dostopnih omrežij (IP, 3G/4G brezžična 
omrežja, WiFi, internet) znotraj televizijskih naročniških paketov. Na to vpliva predvsem 
politika kupovanja licenc od lastnikov pravic in studiev (avtorska pravica za dostop do vsebin 
na več napravah (angl. multiscreen) namreč po zakonu ni enaka avtorski pravici za dostop 
vsebin kjerkoli in kadarkoli vendar brez uporabe velike pravice izdajatelja (angl. OTT oz. TV 
Everywhere)). Ne glede na to, pa se s tehnološkim razvojem prilagaja tudi zakonodaja in 
lastniki pravic, saj se z razmahom ponudnikov video vsebin preko interneta (OTT ponudniki) 
spreminja celoten ekosistem in veriga vrednosti [2]. 
 Slika 9 prikazuje sistem za dostavo vsebin na več naprav. Protokoli, ki se pri dostavi 
uporabljajo so odvisni od zgradbe posameznega sistema, njegovih elementov in uporabljenih 
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Slika 9: Sistem za dostavo vsebin na več naprav [6] 
 
S stališča lastnikov pravic je največji problem pri dostavi vsebin na več zaslonov zaščita proti 
nepooblaščeni uporabi storitev in vsebin [14]. Storitve in vsebine so danes, poleg enostavne 
uporabniške izkušnje, največji diferenciator ponudnikov in operaterjev. V Prilogi 1 je na 
nazoren način prikazano, katere tehnične zahteve imajo lastniki pravic do platforme oziroma 
ponudnika vsebin končnim uporabnikom, da lahko preprečujejo nepooblaščeni dostop do 




3.6 Internetna televizija 
 
Ni vsak prenos videa preko IP omrežja tudi IPTV. IPTV sistem zagotavlja prenos video 
signalov preko namenskega omrežja in zagotavlja kvaliteto storitev (angl. Quality of Service, 
QoS), nasprotno pa Internetna televizija oziroma prenos videa preko Interneta uporablja 
infrastrukturo svetovnega spleta, ki ne zagotavlja točno določene kvalitete (angl. Best effort), 
vendar pa izkorišča visoko penetracijo širokopasovnega dostopa do Interneta, s čimer narašča 
tudi obseg in doseg Internetne televizije.  
 
Internet:
Kabelski in telco Robni strežniki






























Slika 10: Sistem internetne televizije [5] 
Internetna televizija temelji na obstoječi omrežni infrastrukturi in je v veliki meri odvisna od 
penetracije širokopasovnega dostopa do interneta, tako fiksnega kot mobilnega. Spletni portal 
za internetno televizijo je osrednji element sistema. Uporabniki do njega dostopajo preko 
pametne naprave (računalnik, tablica, mobilna naprava) in dostopajo do vseh vsebin, ki so na 
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voljo (vključno z internetnimi vsebinami). Viri razpršenih vsebin zagotavljajo dostop do 
vsebin z nizko vrednostjo oziroma do vsebin, za katere ni zagotovljena zaščita in so po navadi 
brezplačne. To so tudi vsebine, ki jih na različne vire odlagajo drugi uporabniki (angl. User 
generated content). V primeru, da ponudba storitve Internetne televizije vsebuje tudi premium 
vsebine, s katerimi se vrednost produktov poveča, morajo biti te vsebine zaščitene. Te vsebine 
tvorijo vir zaščitenih vsebin. Večina ponudnikov storitev Internetne televizije ponuja vsebine 
na zahtevo, tudi zaradi svoje visoke vrednosti in spremenjenih navad uporabnikov. Spletne 
strani in blogi so osrčje storitve internetne televizije. Za ponudnika storitve internetne 
televizije je to predvsem priložnost prodaje oglasnega prostora. Na sliki 15 je prikazanih 
nekaj najbolj znanih globalnih ponudnikov storitev internetne televizije, storitev OTT, od 
katerih nekateri ponujajo video storitve nekateri pa glasbo na zahtevo. Njihovi modeli so 
različni saj nekateri ponujajo svoje ekskluzivne premium vsebine na zahtevo po modelu 
naročnine (npr. Netflix), pri nekaterih pa uporabnik v naročnini lahko gleda poleg vsebin na 
zahtevo tudi linearne programe določnih televizijskih hiš (npr. Amazon instant video). Vse 
več je tudi v celoti športnim vsebinam namenjenih storitev OTT (npr. zadnja med njimi je 





Slika 11: Globalni ponudniki video in glasbenih vsebin [16] 
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4. KVALITETA VIDEA 
 
Kabelski, satelitski in telekomunikacijski operaterji zagotavljajo distribucijo najširšega nabora 
video vsebin. Danes operaterji plačljive televizije zagotavljajo tako vsebine on-net (kjer imajo 
svojo infrastrukturo) kot tudi preko Interneta (uporabnikom, ki niso dosegljivi preko 
operaterjeve mreže). Zmožnost dostave vsebin na več zaslonov postaja v zadnjih letih izredno 
pomembna in pomeni v nekaterih okoliščinah konkurenčno prednost na trgu. Prav tako zaradi 
tehnološkega razvoja in popolnoma spremenjenih navad uporabnikov postaja vedno bolj 
pomembno zagotavljanje dodatnih načinov dostopa do vsebin (ogled nazaj (angl. catch-up), 
časovni zamik (angl. time shift),..) ter zagotavljanje personaliziranih načinov serviranja 
vsebin uporabnikom [2]. 
Kvaliteta video vsebin in nabor premium vsebin je ključnega pomena za prodajo produktov 
plačljive televizije (angl. Pay TV). Ker imajo operaterji plačljive televizije v lasti svojo 
omrežno infrastrukturo, lahko zagotavljajo visoko kvaliteto dostave video vsebin od 
operaterja do končnega uporabnika. 
OTT video ponudniki vključujejo vsebine TV programov, filmskih studiev in izdajateljev 
programov in jih dostavljajo direktno uporabnikom preko spletnih brskalnikov ali preko 
namenskih aplikacij. V vse večjem porastu so tudi partnerstva z izdelovalci zabavne 
elektronike, ki paketirajo svoje strojne rešitve z aplikacijami, ki omogočajo dostop do OTT 
vsebin. Nekateri izdelovalci, predvsem Apple, Google, Microsoft in Amazon, ponujajo 
celoten ekosistem, ki vključuje naprave, vsebine, aplikacije, prodajalne, operacijske sisteme in 
enoten mehanizem za dostavo vsebin na podprte naprave [2]. 
Ker večina izdelovalcev zabavne elektronike nima v lasti svoje mrežne infrastrukture, jih 
lahko uvrščamo med OTT ponudnike vsebin, kljub nekaterim izjemam. Vse več operaterjev 
plačljive televizije sklepa partnerstva direktno z izdelovalci pametnih naprav z namenom 
dostave video vsebin direktno na pametne televizorje (angl. Smart TV). 
Tako imenovane agregatorje vsebin lahko razdelimo v dve skupini in sicer v prvo štejemo 
tradicionalne agregatorje, ki dobavljajo vsebine operaterjem plačljive televizije v njihov head-
end za distribucijo v svojih lastnih sistemih, v drugo pa lahko uvrstimo ponudnike, ki 
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dostavljajo vsebine direktno uporabnikom (OTT), vendar jih na nek način lahko uvrstimo tudi 
med agregatorje (Hulu, Netflix,…) [2]. 
 
4.1 Ključna tehnološka vprašanja 
 
Kadar ponudniki vsebin ocenjujejo možne rešitve za ponujanje novih storitev morajo paziti na 
nekatere ključne elemente pri snovanju tehnoloških rešitev in sicer [17]: 
 Kvaliteta videa: QoS (angl. Quality of service) in QoE (angl. Quality of experience) 
 Podpora velikemu številu naprav in video formatov 
Če želijo ponudniki vsebin svoje storitve zagotavljati kjerkoli in kadarkoli, morajo zagotoviti 
najvišjo možno kvaliteto video vsebin kar najširšemu naboru uporabniških naprav. Problem se 
sicer ne zdi tako velik, vendar pa vključuje veliko izzivov, predvsem s stališča kvalitete videa, 
ki je ključni dejavnik pri zagotavljanju tovrstnih storitev. 
Do danes so bili razviti številni standardi s področja kodiranja videa z namenom zagotavljanja 
čim višje kvalitete ob omejeni pasovni širini prenosa video signalov. Odločitev, kateri video 
kodek bo posamezna naprava podpirala je odvisna od posamezne aplikacije/storitve, ki ji je 
naprava namenjena, vendar pa smo prišli do trenutka, ko morajo današnje povezane naprave 
biti sposobne dekodirati mnogo standardov in predvajati katerikoli bitni podatkovni signal. 
Spodnja tabela prikazuje nekaj najbolj pogostih formatov, ki so v uporabi danes in jih morajo 
ponudniki podpirati, če želijo doseči končnega uporabnika [17]: 
 
Končna naprava Tehnologija Video kodek 
 
Set-top box (pay TV, IPTV) 
Multicast IPTV MPEG-2, H.264 








OTT set-top box 
Apple HTTP Live Streaming 
(HLS) 
H.264 
Microsoft Smooth Streaming H.264, VC-1 









Microsoft Windows Media WMV / VC-1 
Microsoft Smooth Streaming 
(Silverlight) 
H.264, VC-1 
Adobe HDS (Flash) H.264, VP8 
Adobe RTMP (Flash) H.264, VP8 
Apple HLS (Quicktime for 
Mac) 
H.264 
Apple .MOV (Quicktime for 
PC) 
H.264, MPEG-4 SP 
Apple iOS (iPad, iPhone, 
iPod touch) 
Apple HLS H.264 
Google Android (third-party 




3GPP (izvorno podprto na 1. 
gen. Android predvajalnikov) 
H.264, MPEG-4 SP 
Apple HLS (izvorno podprto 




Google WebM WebM kodek (prej VP8) 
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Microsoft Windows Phone Microsoft Smooth Streaming H.264, VC-1 
Tabela 1: Prikaz različnih formatov glede na uporabljeno tehnologijo in končne naprave [17] 
 
4.2 Digitalno stiskanje video signala 
 
Kvaliteta videa vključuje tri tehnične značilnosti [17]: 
 Kvaliteta izvornega video signala, ki je lahko, tako kot pri standardni televiziji, enako 
dober kot je kvaliteta samega izvora 
 Kvaliteta storitve (QoS), ki pomeni dostavo videa brez napak preko omrežja in 
obravnava celovitost prenosa video signalov 
 Kvaliteta izkušnje (QoE), ki vključuje zaznavnost in odzivnost. 
Operaterji plačljive televizije upravljajo dostavo vsebin od začetka do konca zato je kvaliteta 
storitve visoka in zagotavlja boljšo kvaliteto izkušnje. Nasprotno se morajo internetni (OTT) 
ponudniki vsebin spopadati z best-effort dostavo vsebin preko interneta.  
Vsekakor pa so vsi, tako izdajatelji programov, operaterji plačljive televizije, internetni (OTT) 
ponudniki vsebin izpostavljeni nepričakovanim okoljskim dejavnikom [17], [18]. 
Stiskanje video signala omogoča lažji prenos video signalov preko omrežja. Pri tem je 
potrebno paziti na kvaliteto, ki jo dobimo na koncu tega procesa. Algoritem, ki omogoča 
stiskanje in dekompresijo signala imenujemo kodek, pri čemer pa različni kodeki med seboj 
niso nujno kompatibilni. Da bi dosegli kar najboljši nivo stiskanja, je potrebno razumeti 
naravo izvornega signala, pa tudi kako mi kot končni uporabniki interpretiramo informacijo, 
ki jo podatki predstavljajo. 
V zadnjih letih se je drastično povečala zahteva po vse večjih računalniških zmogljivostih, 
sistemih in aplikacijah. Ker je prenos oziroma shranjevanje vsakega posameznega bita 
povezano s stroški, je izrednega  pomena tudi razvoj naprednih, stroškovno učinkovitih 
tehnologij, kamor štejemo tudi stiskanje izvornih signalov. 
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Tehnike stiskanja digitalnega videa imajo pomembno vlogo pri  razvoju mobilnih 
telekomunikacijskih in multimedijskih sistemov, kjer je pasovna širina dragocena dobrina. 
Posledično je razvoj in uporaba video kompresijskih tehnik izrednega pomena z namenom 
zmanjševanja količine informacij, ki morajo biti prenesene in morajo primerno predstaviti 
slikovno sekvenco, ne da bi pri tem poslabšale subjektivno kvaliteto, kot jo ocenjuje končni 
uporabnik. Moderne kompresijske tehnike vključujejo kompleksne algoritme, ki morajo biti 
standardizirani z namenom da so globalno kompatibilne in interoperabilne [19]. 
 
4.3 Video Standardi 
 
Digitalne video signale lahko stiskamo s pomočjo številnih različnih lastniških ali 
standardiziranih algoritmov. Najbolj pomembne skupine kompresijskih algoritmov objavljajo 
priznana standardizacijska telesa, kot so ISO (angl. International Organization for 
Standardization), ITU (angl. International Telecommunication Union) ali MPEG (angl. 
Motion Picture Expert Group). Nasprotno lastniški kompresijski algoritmi, ki so jih razvile 
majhne interesne skupine, ter so v njihovi lasti, niso tako pomembni predvsem zaradi 




Leta 1984 je ITU standardiziral priporočilo H.120 kot prvo kodirno tehnologijo za digitalni 
video. H.120 je za prenašanje NTSC (angl. National System Television Comitee) ali PAL 
(angl. Phase Alternating Line) videa preko dediciranih podatkovnih povezav(točka-točka) 
uporabljal diferencialno impulzno kodno modulacijo (angl. DPCM – Differential pulse code 
modulation), skalarno kvantizacijo in kodno tehniko s spremenljivo dolžino. Ciljna bitna 
hitrost tega kodeka je bila 2 Mbit/s za Evropo (zaradi kompatibilnosti z Evrospko PCM 
hierarhijo) in 1,544 Mbit/s v Severni Ameriki, kar je bilo primerno za mapiranje na njihove 
ustrezne nivoje hierarhije digitalnega prenosa. Ciljna uporaba H.120 standarda in za vse ITU 
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H.XXX standarde naprej, je bila videokonferenca. Standard H.120 smo dandanes pravzaprav 




Praktično se je pravi razvoj kompresije digitalnega videa začel z ITU H.261 standardom leta 
1990. Cilj je bilo prenašanje videa preko ISDN linij (angl. integrated services digital network) 
z mnogokratniki 64kbit/s hitrosti podatkov in ločljivostjo CIF (352×288 – točk/pixel) ali 
QCIF (176×144 točk/pixel). Standard je uporabljal hibridno video kodirno shemo ki je še 
vedno osnova za mnogo video kodirne standarde dandanes. 
H.261 uporablja 4:2:0 vzorčenje podatkov, pri čemer je dvakrat več luminančnih vzorcev kot 
krominančnih. Človeško oko je veliko bolj občutljivo na svetlobne kot barvne stopnje. H.261 
ima 16×16 točkovnih makro blokov s kompenzacijo gibanja in 8×8 točkovni diskretni 
kosinusni transform (angl. DCT), skalarno kvantizacijo, cikcak pregledovanje in entropijsko 
kodiranje s spremenljivo dolžino na osnovi Huffman-a. Delovanje standarda je med 64 kbit/s 
– 2048 kbit/s. Sicer se H.261 še uporablja ponekod, vendar ga je v veliki večini zamenjal 
standard H.263 [20]. 
 
4.3.3 Motion JPEG 
 
JPEG ( angl. Joint Photographic Experts Group) je široko uporabljena metoda za stiskanje 
mirujočih slik, standardizirana 1992. Standard se na široko uporabljan v mirujočih digitalnih 
kamerah, mobilnih telefonih in svetovnem spletu. Motion JPEG enkodira video podatke kot 
zaporedje neodvisno kodiranih JPEG slik. Ker pri tem ni ocene gibanja med okvirji in 
kompenzacije gibanja, je stopnja stiskanja nižja kot pri kodiranju, ki le to upošteva. Motion 
JPEG se pogosto uporablja  v mirujočih digitalnih kamerah za zajem video sekvenc. JPEG se 
pogosto uporablja tudi pri digitalnih kinih in video urejevalnih sistemih. Ker se video okna 
kodirajo posamezno, se Motion JPEG video signali lahko urejajo brez dekompresije in 
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rekompresije kar močno pospeši proces urejanja in omogoča hitrejše funkcionalnosti npr. 
povratnega predvajanja okvirjev. 
Čeprav je JPEG dobro standardiziran, Motion JPEG ni standardiziran s strani nobene od 
velikih organizacij in ni dokumentacije, ki bi opisovala natančen format, ki ga morajo v 




Standard MPEG-1 so zasnovali leta 1992 in sicer z namenom doseganja sprejemljive kvalitete 
videa pri 1,5 Mbit/s in ločljivosti 352×288/240 točk. MPEG-1 je predvajan v skoraj vseh 
osebnih računalnikih, VCD predvajalnikih in DVD predvajalnikih. Na žalost MPEG-1 
podpira samo progresivno pregledovanje slik (ne-prepleteno), medtem ko sta široko 
uporabljena NTSC in PAL video formata prepletena. Ta manjkajoča funkcionalnost je bila 
spodbuda za razvoj MPEG-2 standarda, ki podpira prepletene signale [21].  
 
4.3.5 MPEG-2 / H.262 
 
Standard MPEG-2 / H.262  sta skupaj razvili ISO in ITU standardizacijski organizaciji in je 
bil odobren leta 1993. Standard podpira standardno ločljivost (SD, 720×576/480-točk) kot 
tudi video signale z visoko ločljivostjo (HD, 1920×1080). Ker ta standard podpira signale z 
visoko ločljivostjo je to popolnoma ustavilo razvoj standard MPEG-3.MPEG-2 / H.262 je 
danes najbolj široko uporabljen standard za video kompresijo. DVD predvajalniki, PVR (angl. 
Personal Video Recorder), distribucijska omrežja, Set-top-Box-i t+za DVB-T/S/C signale, 
ATSC ( angl. American digital television standard), vsi uporabljajo MPEG-2/H.262 standard. 
MPEG-2 / H.262 standard je zasnovan na kompromisu med kvaliteto in kompleksnostjo, kar 
pomeni, da omogoča studio kvaliteto digitalnega videa pri hitrostih v razponu od 3-10 Mbit/s 




4.3.6 Digital Video (DV) 
 
DV video kodirni standard je razvil IEC in standardiziral leta 1994. Namenjen je bil  v prvi 
vrsti videokameram (camcorders), ki shranjujejo video bitni tok podatkov na trak. DV ne 
uporablja kompenzacije gibanja, vendar pa namesto tega enkodira individualne okvirje s 
konstantno bitno hitrostjo 25 Mbit/s. Skupaj z detekcijo avdio in detekcijo napak ter korekcijo 
podatkov to rezultira v  zelo visoko podatkovno hitrost, 36 Mbit/s. DV je bolj učinkovit kot 
Motion JPEG in je podoben I-frame only MPEG-2 / H.262. Ta pristop se uporablja za 
preprosto urejanje video podatkov. Standard zagotavlja tudi možnost učinkovitega 




Standard H.263, razvit leta 1995 s strani ITU je pomenil ogromen korak naprej in je danes 
prevladujoč kodek v video konferencah in mobilnih telefonih. Primarni cilj razvoja so bile 
video konference za mobilne brezžične komunikacije pri nizkih bitnih hitrostih. Predvsem za 
progresivni video je H.263 kvaliteta boljša kot katerikoli standard pred njim pri katerikoli 
bitni hitrosti. Pri zelo nizkih bitnih hitrostih je video kvaliteta za faktor 2 boljša v primerjavi s 
standardom MPEG-2 / H.262. Obstajajo različne verzije standard H.263 z več dodatki. H.263 
je bil delno razvit v istem času kot standard MPEG-4. 
H.263 se uporablja v H.324, H.323 in H.320 standardih za video konference, prav tako tudi 
pri distribuciji vsebin preko svetovnega spleta, kjer se uporablja Macromedia Flash 7 
predvajalnik (kot je YouTube ali Google Video). 3GPP standardizacijski projekt za mobilne 







RealNetworks je bilo eno prvih uspešnih komercialnih podjetij za prodajo orodij za pretakanje 
digitalnega avdia in videa preko Interneta. Verzija 1 RealVideo kodeka je bila uvedena leta 
1997 in je temeljila na kodeku H.263, medtem ko verzije 8 in višje uporabljajo lastni video 
kodek. Verzijo 10 so uvedli 2004 i je v uporabi od takrat [20]. 
 
4.3.9 MPEG-4 SP/ASP ( angl. Simple profile / angl. Advanced Profile) 
 
MPEG-4 standardizacija se je začela leta 1995 in se je neprenehoma nadgrajevala z novimi 
profili, vključno za številnimi novimi koncepti kodiranja kot so interaktivna grafika, objektno 
in oblikovno kodiranje, kodiranje mirujočih slik na temelju valovnih elementov, obrazno 
modeliranje, prilagodljivo kodiranje in 3D grafika. Zelo malo konceptov je bilo dejansko 
komercialno uvedeno. Kasnejši napori v standardizacijo so se usmerili bolj ozko v stiskanje 
rednih video zaporedij. 
MPEG-4 standard je bil zasnovan z namenom omogočiti  širok razpona možnosti kvalitete 
kompresije v kompromisu z bitno hitrostjo. MPEG-4 Simple Profile je zelo podoben H.263. 
Advanced Simple Profile (ASP) dodaja podporo za SD video, prepletena orodja in dodatna 
orodja za nadaljnjo višanje učinkovitosti stiskanja. 
 
4.3.10 DivX / XviD 
 
Zelo priljubljeni lastni kodirni standard DivX in datotečni format  temeljita na osnovi MPEG-
4 ASP profila. DivX enkoderji in dekoderji so v javni rabi, razvij in vzdržuje pa jih DivX in 




4.3.11 On2 VPx 
 
On2 Technologies je podjetje, ki kotira na borzi in oblikuje lastno video kodirno tehnologijo, 
ki jo lincencira svojim strankam/uporabnikom. On2 kodeki so znani kot VP3 do VP7. Leta 
2004 je Macromedia (zdaj Adobe) izbrala On2 kodek VP6 za uporabo v Flash 8 video 
kodeku. Adobe-ov Flash Video se pogosto uporablja kot orodje za predstavitve videa na 
spletnih straneh. Spletne strani Google in You tube uporabljajo to tehnologijo. Skype je 
licenciral On2 video kodek za video konference preko IPja, XM pa je licenciral On2 kodirni 
standard za satelitsko oddajanje. Po trditvah On2 njihova tehnologija ne nosi nikakršnih 
licenčnih pristojbin tretjih [20]. 
On2 je izdal  tudi odprtokodno implementacijo svojega VP3 kodirnega standarda. 
 
4.3.12 WMV9 / VC-1 
 
Microsoft je razvil video kodek Windows Media Video version 9. V osnovi je bil kodek 
lasten, vendar pa je bil kasneje standardiziran s strani SMPTE organizacije. SMPTE je 
napovedal uradno izdajo SMPTE 421M video kodek standarda leta 2006., VC-1 pa je 
neformalno ime standarda. WMV9 / VC-1 je hibridni video kodek ki uporablja 
konvencionalno kompenzacijo gibanja, DCT transform in Huffmanovo kodiranje, podobno 
kot H.263 in MPEG-4. Vendar pa WMV9 / VC-1 uporablja 4×4 točkovne bloke, ki so manjši 
od 8×8 točkovnih blokov uporabljenih v prejšnjih standardih. VC-1 je označen kot alternativa 
najnovejšemu ITU-T in MPEG video kodek standardu znanem kot H.264 / MPEG-4 AVC, 
vendar pa študije kažejo, da VC-1 kompresija ni tako dobra kot H.264 kompresija. Kodek 
sicer zahteva manj računalniške zmogljivosti kot H.264 in je bil sprejet tako s strani HD DVD 
kot Blu-Ray Disc združenje kot obveze video standard za predvajalnike in opcijski kodek za 
prodajalce video diskov. Kodek se pogosto uporablja na Internetu in v Xbox 360 igralni 
konzoli. Današnji visoki osebni računalniki lahko dekodirajo bitni tok z visoko ločljivostjo 




4.3.13 H.264 / MPEG-4 part 10 / AVC ( angl. Advanced Video Coding) 
 
Čeprav je prvotni MPEG-4 standardizacijski odbor vložil veliko naporov v nove medijske 
kodne tehnologije, se H.264 vrača k osnovam. Cilj novega kodeka je bil doseči dvakrat višjo 
stopnjo kompresiranega videa od prejšnjih standardov, pri tem pa ohraniti enako kvaliteto 
slike. Standard je bil prvotno znan kot H.26L ali JVT (angl. Joint Video Team), pri katerem 
sta sodelovali ISO in ITU. H.264 je ime standarda s strani ITU-ja, MPEG-4 part 10, 
Advanced Video Coding (AVC) pa ime standarda s strani ISO-ja. Zaradi izboljšane kvalitete 
kompresije H.264 hitro postaja vodilni standard  in je bil sprejet v številnih video kodiranih 
aplikacijah kot so iPod, Playstation Portable, kot tudi v TV standardih kot sta DVB-H (Digital 
Video Broadcasting - Handheld) in DMB (angl. Digital Multimedia Broadcasting). Prenosne 
aplikacije uporabljajo osnovni profil za SD ločljivost, medtem ko visoke video kodirane 
aplikacije (STB, Blu-ray, HD DVD) uporabljajo glavni ali visoki profil za HD ločljivost. 









4.3.14 AVS ( angl. Audio Video Standard) 
 
Na kitajskem so razvili Audio Video Standard, imenovan AVS. Kompresijski kodek za 
digitalni avdio in video je bil standardiziran leta 2005. Ključni razlog za razvoj je bila želja, 
da kitajskim izdelovalcem elektronskih naprav ne bi bilo potrebno plačevati licenčnin 
podjetjem, ki imajo lastništvo nad mednarodno standardiziranimi tehnologijami kompresije. 
AVS je po učinkovitosti podoben H.264, njegova računalniška kompleksnost pa je nižja. AVS 
se uporablja v STB aplikacijah za IPTV in mobilno oddajanje na Kitajskem. Glavna podjetja 
za polprevodnike so napovedala podporo standardu, vendar pa za enkrat ostaja nejasno, ali bo 
AVS uspel postati široko sprejet video kodirni standard [20]. 
 
4.4 Pričakovan razvoj standardizacije 
 
HEVC (angl. High Efficency Video Coding) ali H.265 je eden od številnih potencialnih 
naslednikov široko uporabljenega AVC (H.264 ali MPEG-4 part 10). V primerjavi z AVC, 
HEVC ponuja približno dvojno razmerje stiskanja podatkov, na isti ravni kakovosti videa ali 
bistveno izboljšano kakovost videa z enako hitrostjo. To podpira ločljivosti do 8192 × 4320, 
vključno 8K UHD. V več pogledih je HEVC razširitev konceptov H.264 / MPEG-4 AVC. 
Oba standarda primerjata različne dele okvirjev z namenom iskanja redundantnih delov, tako 
znotraj posameznega okvirja kot tudi zaporednih okvirjev. Ta odvečna območja so nato 
zamenja s kratkim opisom namesto prvotnih slikovnih točk. Primarne spremembe za HVC 
vključujejo širitev območij primerjave vzorcev iz 16×16 slikovnih pik (makroblokov) na 
64×64, izboljšane algoritme za detekcijo gibanja in možnost uporabe razširjenega barvnega 
razpona. Te spremembe zahtevajo bistveno več časa za obdelavo kot za samo stiskanje videa, 
ampak samo majhne spremembe v učinkovitosti delovanja stiskanja [23]. 
HEVC je bil razvit s strani organizacije JCT-VC, plod sodelovanja med ISO / IEC MPEG in 
ITU-T VCEG. Skupina ISO se sklicuje, da je to MPEG-H Part 2 in ITU-T kot H.265. Prva 
različica HEVC je bila zaključena v januarju 2013 in objavljena v juniju 2013. Druga verzija 
je bila zaključena in potrjena leta 2014 in objavljena v začetku leta 2015. Dodatne 3D-HEVC 
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razširitve za 3D video so bila zaključene v začetku leta 2015. Dodatno razširitve ostajajo za 
enkrat v razvoju za dokončanje v začetku leta 2016 
HEVC je zaščitena s patenti v lasti različnih strank. Komercialna uporaba HEVC tehnologij 
zahteva plačilo licenčnin izdajateljem HEVC patentov, kot so MPEG LA in HEVC vnaprej. 
Pristojbine za izdajo dovoljenj so nekajkrat višje od pristojbin za AVC in vključuje tudi 
pristojbino za vsebine, ne samo za enkoderje in dekoderje. Način licenciranja je eden od 
razlogov da so v razvoju alternative, kot THor, VP10 in Daala [24].  
 
5. ZAŠČITA VSEBIN 
 
Današnji uporabnik zahteva dostop do vsebin kjerkoli, kadarkoli in na katerikoli napravi, kar 
pomeni, da je dostava vsebin preko različnih omrežij in na različne naprave ključnega pomena 
za preživetje operaterja/ponudnika vsebin na področju plačljive televizije. Kot vznika vse 
večje število internetnih (OTT , ang. Over-the-top) ponudnikov vsebin po svetu bo sprejetje in 
uporaba teh storitev direktno vplivala na prihodke operaterjev plačljive televizije. Prav tako je 
danes na trgu velik nabor povezanih uporabniških naprav. Z vedno bolj dostopnimi cenami 
povezanih uporabniških naprav bo število povezanih uporabnikov pomembno raslo. 
Opremljeni s povezanimi napravami, ki omogočajo pretakanje video vsebin, lahko uporabniki 
izbirajo med širokim naborom video storitev, brezplačnih in naročniških [17]. Pričakuje se 
hitra rast prihodkov iz naslova ponujanja storitev preko interneta. 
Najpomembnejši člen danes ni več tehnologija, temveč kvalitetne vsebine in storitve. Zaradi 
izjemnega pomena vsebin, je le te potrebno ustrezno zaščititi in sistemi za zaščito vsebin so 
danes nujni elementi vsakega sistema za dostavo multimedijskih vsebin [12]. V osnovi za 
zaščito in upravljanje z vsebinami v digitalni obliki skrbijo sistemi za digitalno upravljanje 
pravic oziroma sistemi DRM (ang. Digital Rights Management). Namenjeni so zaščiti in 
upravljanju različnih vrst vsebin, največkrat pa so namenjeni zaščiti večpredstavnostnih 
vsebin. Omogočajo tudi shranjevanje in distribucijo vsebin v digitalni obliki. Zaščitene 
vsebine se ob nastanku kodirajo, uporaba pa je možna z licencami. Posamezna licenca vsebuje 
dekodirni ključ in predpisuje pogoje uporabe [25].  
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Podobno vlogo imajo sistemi pogojnega dostopa (angl. Conditional Access, CA), ki so bili 
primarno namenjeni zaščiti vsebin v okviru digitalne televizije (DVB). Zaščitene vsebine so 
kriptirane in dostopne z uporabo kombinacije strojne in programske opreme v obliki 
dekodirnikov in pametnih kartic. Sodobni sistemi pogojnega dostopa se po funkcionalnosti 







Opredelitev pogojev (cena, časovna 
limita, dovoljeno število kopij,...) 
potrebnih za dostop do vsebin
Avtentikacija naprave/uporabnika, ki 
zahteva ključ in preverjanje pravic 
za dostop do vsebin
Kontrola dostopa do ključev 





Slika 13: Elementi sistema za zaščito vsebin [5] 
 
Medtem ko tradicionalni sistemi za pogojni dostop do vsebin zagotavljajo potreben nivo 
zaščite zahtevane s strani lastnikov vsebin, so le ti zasnovani za upravljana omrežja in kliente 
(STB,…). Zaščita je že na splošno kompleksna, distribucija vsebin preko interneta in na 
veliko število povezanih in ne upravljanih naprav pa stvar še dodatno zakomplicira. Za to 
obstaja več razlogov [25], [26]: 
 Na splošno je ne-upravljani internet manj varen od upravljanih omrežij operaterjev, 
nad katerimi imajo popolno kontrolo. Zmanjšan nivo kontrole in zaščite povečuje 
občutljivost za piratizacijo. 
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 Ni enotne DRM tehnologije 
 Ni enotne tehnologije pretakanja 
 Vprašljiva stabilnost 
 Različne zahteve za strateško upravljanja avtorskih pravic 
 Več nivojev kvalitete videa 
 Poverilnice za prijavo se lahko ukradejo 
 Podpira za več naprav in več tehnologij 
 Konsistentno upravljanje URI preko vseh naprav 
 Zmožnost odkrivanja in preprečitve sočasnih tokov 
 Mehanizem za uveljavitev in monitoring verifikacije 
Izdajatelji programov, ponudniki vsebin in operaterji morajo, če želijo omogočati dostavo na 
več naprav, podpirati več tipov zaščite vsebin. Vsak tip video vsebin uporablja svoj sistem 
zaščite [17]: 
 Za plačljivo televizijo MPEG video: lasten ali standardiziran sistem CA (conditional 
access), enkripcija 
 Za on-line dostavo vsebin: lastna enkripcija Adobe, Apple, Microsoft in Google 
(Widevine),.. 
 Za mobilno dostavo vsebin: OMA (angl. Open mobile Alliance) ali ena enakih 
sistemov za on-line dostavo vsebin 
Spodnja tabela prikazuje tip zaščite pri posameznih končnih napravah in uporabljeni 
tehnologiji. 
 
Končna naprava Tehnologija Zaščita / DRM 
 
Set-top box (pay TV, IPTV) 
Multicast IPTV AES enkripcija, CAS 
IPTV using Microsoft 
Mediaroom 
Microsoft PlayReady 





OTT set-top box 
(HLS) 
Microsoft Smooth Streaming AES enkripcija, PlayReady 
DRM 
Adobe http Dynamic 
Streaming (HDS) 
AES enkripcija, Adobe 
Access 







Microsoft Windows Media Microsoft Windows Media 
DRM / PlayReady DRM 
Microsoft Smooth Streaming 
(Silverlight) 
AES enkripcija, PlayReady 
DRM 
Adobe HDS (Flash) Adobe Access 
Adobe RTMP (Flash) Ni definirano 
Apple HLS (Quicktime for 
Mac) 
AES encryption, open DRM 
Apple .MOV (Quicktime for 
PC) 
Ni definirano 
Apple iOS (iPad, iPhone, 
iPod touch) 
Apple HLS AES enkripcija, open DRM 
Google Android (third-party 




3GPP (izvorno podprto na 1. 
gen. Android predvajalnikov) 
OMA 
Apple HLS (izvorno podprto 
na 2. gen. Android 
predvajalnikov) 
AES enkripcija, open DRM 
Adobe/Flash Adobe Access 
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Google WebM Widevine 
Microsoft Windows Phone Microsoft Smooth Streaming AES enkripcija, PlayReady 
DRM 
Tabela 2: Tipi zaščite pri uporabljenih tehnologijah in napravah [17] 
 
5.1 Sistem za digitalno upravljanje s pravicami (angl. Digital Rights 
Management) 
 
V splošnem DRM sistem omogoča varno izmenjavo avtorsko zaščitenih digitalnih vsebin 
preko elektronskega medija. DRM zagotavlja lastniku pravic (distributerju) varno distribucijo 
vsebine do prejemnika/naročnika ter nadzor nad celotno distribucijsko verigo: 
- Enkripcija vsebine ali delov vsebine z namenom, da se prepreči nedovoljen oziroma 
neavtoriziran dostop 
- Dekripcija vsebine 
- Kontrola dostopa glede na pravila uporabe 
Avtorji in lastniki vsebin definirajo osnovna pravila uporabe (licenco), ponudniki vsebin pa v 
njihovem imenu vsebine hranijo, ščitijo in ponujajo uporabnikom. Naloge ponudnikov so 
varen dostop in distribucija vsebin ter zagotavljanje spoštovanja pogojev uporabe skladno s 




Set-Top-Box (STB) DRM licenčni strežnik VOD strežnik
1. Uporabnik kupi film v VOD  knjižnici        
2. Zahteva licence
3. Licenčni strežnik preveri ali lahko zahtevi ugodi
4. Če je zahteva odobrena, strežnik pošlje licenco 
STB-ju
5. STB prejme licenco od DRM licenčnega strežnika
6. Zahteva vsebine od VOD strežnika
7. Prejme zahtevo za vsebine od STB-ja
8. Potrdi zahtevo
9. odpre povezavo in pošlje vsebino STB-ju
10. Dekodira, dekriptira in prikaže vsebino na TV zaslonu
 
Slika 14: Shematski prikaz dostopa do vsebin preko DRM sistema [5] 
 
5.1.1 Kriptiranje vsebin 
 
Kriptografske metode ločimo na t.i. šibke in močne. Razlikujejo se po ocenjeni težavnosti 
razbitja metode oziroma dosega nepooblaščenega dostopa do zaščitenih vsebin, kar je 
povezano s pojmom ˝moči˝. Moč določene kriptografske metode je odvisna od samega 
kriptografskega algoritma ter dolžine izbranega ključa. Za praktično uporabo je zanimiva 
samo močna kriptografija [25]. 
 
5.1.2 Simetrični algoritmi 
 
Simetrični algoritmi so znani kot metoda skrivnega ključa (ang. Secret Key). Tako za 
šifriranje kot za dešifriranje se uporablja enak ključ oz. je dešifrirni  ključ mogoče pridobiti iz 
šifrirnega ključa [25]. Prednost simetrične kriptografije se kaže v večji enostavnosti in hitrosti 
metod v primerjavi z asimetrično kriptografijo, kar pomeni manj zahtevno implementacijo. 
Glavna slabost simetrične kriptografije je v enakih šifrirnih in dešifrirnih ključih ter v varni 
izmenjavi le teh, saj celotna varnost sporočil temelji na tajnosti ključev. Problem varne 
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izmenjave ključev se rešuje z uporabo asimetrične kriptografije. Najbolj znani in uporabljeni 
algoritmi simetrične kriptografije so DES (ang. Data Encryption Standard), 3DES (angl. 
Triple DES) in Rijndael oziroma AES (ang. Advanced Encryption Standard). AES je po 
funkciji naslednik postopkov DES in 3DES in je bil uradno potrjen s strani organizacije NIST. 
Predstavlja novo generacijo simetričnih šifrirnih algoritmov z glavnimi odlikami kot so 
odpornost proti vsem poznanim napadom, enostaven model, kompaktnost kode in hitrost na 
raznolikih platformah [25]. 
 
5.1.3 Asimetrični algoritmi 
 
Asimetrični algoritmi so znani pod imenom javnega/privatnega (tajnega) ključa (ang. 
Public/Private Key). Šifrirni in dešifrirni ključ nista enaka [25]. Prednosti tega pristopa sta 
visoka stopnja varnosti in eliminacija problema izmenjave ključev. Slabosti pa se kažejo v 
višji kompleksnosti algoritmov, bolj zahtevna implementacija ter posledično počasnejše 
delovanje v primerjavi s simetričnimi algoritmi. Pri asimetrični kriptografiji se uporablja par 
ključev za šifriranje in dešifriranje. Javni ključ, ki se uporablja za šifriranje podatkov in 
pripadajoči zasebni ključ oz. tajni ključ za dešifriranje. Vsak uporabnik sistema posreduje v 
javnost svoj javni ključ, zasebni ključ pa je tajen. Vsi udeleženci, ki razpolagajo z javnim 
ključem lahko zaščitijo informacije. Prebere jih lahko le imetnik zasebnega ključa. Prav tako 
velja, da iz javnega ključa in šifropisa ni mogoče ugotoviti tajnega zasebnega ključa. Najbolj 
znani predstavniki iz te skupine so postopki Elgamal, RSA (angl. Rivest-Shamir-Adleman 
cryptosystem), Diffie-Hellman in DSA (Digital Signature Algorithm  
Potrebno je poudariti, da moč uporabljene kriptografske metode še ne zagotavlja neposredno 
varnost celotnega DRM sistema [25].  
 
5.1.4 Identifikacija in avtentikacija uporabnikov 
Pri vseh sistemih, ki se ukvarjajo s prenosom vrednih informacij, kamor spadajo tudi DRM 
sistemi, je pomembna identifikacija uporabnikov [25]. Identifikacija omogoča ugotovitev 
identitete uporabnikov ki komunicirajo. Tako je mogoče določene postopke in zahteve 
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pripisati ustreznim entitetam. Sam pojem označuje samo predvideno, predlagano identiteto 
uporabnika, a v primeru zlorabe identitete to ne zadošča [25]. Napadalec se lahko predstavlja 
kot legalen uporabnik in brez dodatnih mehanizmov sistem no bi ločil razlike. Za ugotovitev 
resnične identitete je potrebno preverjanje identifikacijskih informacij. Temu služi 
mehanizem avtentikacije, ki se osredotoča na dve področji in sicer: 
- Avtentikacijo uporabnikov in njihove terminalne opreme 
- Avtentikacijo komunikacije. 
Zgornje je pomembno predvsem z vidika ugotavljanja resnične identitete uporabnika ter 
zagotavljanja integritete prenesenih informacij. 
 
5.1.5 Open Mobile Alliance (OMA) 
 
Organizacija OMA (angl. Open Mobile Alliance) je odprto standardizacijsko telo, ki se 
ukvarja z razvojem odprtih standardov in ogrodij na področju mobilnih tehnologij. V okviru 
dela organizacije OMA je velik poudarek tudi na razvoju mobilnih sistemov DRM, kjer 
trenutno obstajata standarda OMA DRM različica 1 in OMA DRM različica 2. Oba standarda 




5.2 Tehnologija pogojnega dostopa (angl. Conditional Access System) 
 
Set-Top-Box (STB) Pametna kartica (SC)
1. Uporabnik kupi vsebine (npr. PPV)      
2. STB pošlje zahtevo o nakupu pametni 
kartici
3. Pametna kartica (SC) shrani novo informacijo o 
pravici
4. STB se uglasi na kanal in zahteva naslovno 
kontrolno sporočilo (ECM)
5. STB pošlje ECM SC-ju 6. SC prejme ECM
7. SC preveri pravice
8. SC kreira ključ in enkriptira za STB
9. SC pošlje enkripcijske ključe STBju.
10. STB prejme enkripcijske ključe in dekriptira s tajnim 
ključem
11. Dekriptira, dekodira in prikaže vsebine na TV
 
Slika 15: Shematski prikaz dostopa do vsebin preko sistema pogojnega dostopa [5] 
 
Tehnologija pogojnega dostopa omogoča nadzorovan, selektiven in varen dostop do vsebin 
digitalne televizije, IPTV in drugih digitalnih večpredstavnostnih storitev. Sistem pogojnega 
dostopa je v osnovi razdeljen na dva dela [25]: 
- Sistemski – ponudnikov del (angl. Head-End) 
- Uporabniški del (ang. User-End) 
Sistemski del vsebuje vse potrebne elemente za zaščito (kriptiranje) in distribucijo vsebin ter 
za nadzor nad sistemom in uporabniki. Uporabniški del je primarno namenjen avtentikaciji in 
avtorizaciji uporabnikov ter dekodiranju vsebin. Ponavadi je del uporabniške terminalne 
opreme (TV komunikator) in ga sestavljata dekodirni modul ter pametna kartica [25]. Glavne 
naloge in zahteve sodobnih sistemov pogojnega dostopa so: 
- Zagotavljanje plačevanja uporabljenih storitev 
- Omejevanje dostopa do vsebin glede na geografski položaj 
- Omejevanje dostopa do vsebin po različnih kriterijih (vrsta vsebine, vrsta uporabnika) 
in izvajanje starševskega nadzora (angl. Parental control) 
- Varovanje vsebin in odpornost na zlorabe 
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- Kodiranje vsebin v realnem času 
- Enostavnost uporabe  
- Podpora velikemu številu uporabnikov 
- Neproblematična uporaba CA sistemov na isti terminalni opremi 
- Upravljanje s pametnimi karticami 
- Daljinska nadgradnja terminalne opreme 
Varnost vsebin se podobno kot pri sistemih DRM zagotavlja z metodami kriptiranja. 
V tabeli 3 so prikazane značilnosti elementov generičnega CA sistema, v tabeli 4 pa 
značilnosti elementov uporabniškega dela CA sistema [25]. 
 
ELEMENT NALOGA 
Play-Out System Shranjevanje in priprava vsebin 
Traffic management System Avtomatizacija predvajanja vsebin glede na 
programsko shemo  
SI Generator Generator informacij DVB-SI 
Subscriber Management System Vsebuje podatke o naročnikih, 
zaračunavanje, vklop/izklop naročnikov 
Subscriber Authorization System Podatki o uporabniških pravicah in njihovih 
pametnih karticah 
CA Core Generiranje dekodirnih ključev, sporočil 
ECM in EMM 
Smart Card Proccessing System Registracija pametnih kartic v sistem, 
določanje pravic uporabnikov 
Return-Path Management System Nadzor nad povratnim komuniciranjem med 
STB in CA sistemom 
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Multiplexer (MUX) Multipleksiranje podatkovnih tokov 
MUX Control System Nadzira multipleksno enoto, generira PSI 
(ang. Programme Specific Infomration) 
informacije 
Scrambler Kodiranje izhodnega multipleksiranega 
podatkovnega toka na osnovi posebnega 
algoritma in dekodirnih ključev (CW), v 
primeru DVB standarda se uporablja 
algoritem CSA 
Tabela 3: Značilnosti elementov generičnega CA sistema [25] 
 
ELEMENT NALOGA 
Descrambler Dekodira kodiran transportni tok podatkov 
na osnovi dekodirnih ključev 
CA Module Na podlagi uporabniških pravic dostopa do 
vsebin dekriptira ustrezne dekodirne ključe 
in jih posreduje dekodirni enoti 
Modem, mrežni vmesnik Skrbi za povraten kanal 
Tabela 4: Značilnosti elementov uporabniškega dela CA sistema [25] 
 
Glede na to, da ponudniki vsebin ponujajo vsebine na več napravah, so lastniki vsebin izredno 
zahtevni pri podeljevanju licenc za uporabo vsebin. V Prilogi 1 je primer tehničnega 
vprašalnika, ki ga zahtevajo filmski studii, na podlagi česar se odločijo, ali je nivo zaščite 




6. UPORABA MEDIJSKIH VSEBIN 
6.1 Ključne spremembe 
 
Načini uporabe medijskih vsebin, predvsem avdiovizualnih vsebin, se dandanes bistveno 
spreminjajo in sicer predvsem glede dveh sočasnih teženj: močnega povečevanja uporabe 
digitalnih naprav kot so pametni telefoni in tablični računalniki, ki se vse bolj uporabljajo za 
gledanje video vsebin ter poslušanje glasbe, ter hitrega razvoja uporabe nelinearnih vsebin 
oziroma vsebin na zahtevo. Vpliv digitalne revolucije na tradicionalne medije (TV in radio) 
sicer za enkrat še ni kritičen, vendar pa iz trga že izginjajo manjši TV kanali, dobičkonosnost 
velikih TV kanalov se zmanjšuje, a do sedaj se zdi, kot da je to bolj posledica novih on-line 
igralcev na trgu. Poleg tega penetracija plačljive televizije ter prihodki naraščajo, temu pa za 
enkrat še ni videti upočasnitve. Nasprotno telekomunikacijskim operaterjem prihodki iz 
naslova povezljivosti upadajo zaradi nenehnega pritiska na končne cene uporabnikov. Kljub 
vsemu pa so razlike med tradicionalnimi TV in radio uporabniki ter izvirnimi digitalnimi 
uporabniki ogromne. Verjamem, da se bodo v naslednjih letih ti trendi še pospeševali in 
ustvarjali množične priložnosti in grožnje za vse vrste akterjev v verigi vrednosti – tako 
tradicionalne kot tudi vzhajajoče [17]. 
Producenti vsebin
Izdajatelj TV programa 
(televizijske mreže)
 
Slika 16: Vloga ponudnikov vsebin [6] 
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6.2 Novi akterji in novi poslovni modeli 
 
V vseh segmentih vrednostne verige dostave medijskih vsebin – od pravic do distribucije – so 
se pojavili novi akterji, ki izkoriščajo nove digitalne in on-line tehnologije, da lahko 
tekmujejo s tradicionalnimi ponudniki vsebin [2]. Med nove akterje štejem predvsem Internet 
velikane Google (Youtube), prav tako pa Amazon, Apple, Deezer, Spotify, Netflix,… Njihov 
obseg v verigi vrednosti je že večji od tradicionalnih ponudnikov, tudi če jih primerjamo z 
velikimi plačljivimi televizijami ali telekom operaterji. To drži tako z vidika operativne 
metrike (geografska pokritost, občinstvo), kot tudi s finančnega vidika (možnost lastnega 
financiranja). 
V Evropi je vzniknilo nemalo število akterjev, ki želijo tekmovati v nastajajočem on-line trgu 
dostave vsebin in sicer z različnimi poslovnimi modeli (brezplačno, po modelu transakcij, po 
modelu naročnine,..), vendar pa trenutno ostajajo največji in najmočnejši globalni akterji: 
Netflix, ki raste hitro globalno, vse to pa spremljajo njegova velika vlaganja v vsebine, You 
tube (lastnik je Google), ki proučuje spremembo brezplačnega modela uporabe vsebin, Apple, 
ki ima še nedorečene ambicije glede pretakanja vsebin in Amazon s svojim Prime Instant 
Video storitvijo na podlagi modela naročnin [17]. 
Naslednja stopnja v razvoju novih poslovnih modelov pa je povezava z družabnimi omrežji 
ali "družabna TV." Po dostavi vsebin na več naprav s kakovostjo tradicionalne televizije, je 
naslednji velik izziv za ponudnike storitev kako pritegniti potrošnike preko družabnih 
izkušenj, ki znatno presegajo le pasivno gledanje vsebin [28]. V tej fazi bo desetletja stara 
obljuba interaktivne televizije končno postala resničnost, ko se bodo ponudniki storitev 
premaknili mimo poskusne faze in uspešno sprejeli strategijo uporabniške interakcije z 
družabnimi omrežji, kot sta Facebook in Twitter in sicer na velikem zaslonu. Ker se število 
naprav v gospodinjstvu razmnožuje, obstaja nova priložnost za ustvarjanje interaktivnih 
izkušenj, preoblikovanje "druge naprave," kot je tablični računalnik ali pametni telefon (oz. 
katerakoli druga naprava povezana v omrežje) pa v interaktivni daljinec sinhroniziran s TV 
izkušnjo. Odzivnost, komunikacija in ugotavljanje, kaj je uporabnikom všeč bodo ključni za 




6.3 Tipi uporabnikov 
 
Bolj kot kadarkoli v zgodovini se danes sprašujemo »Kdo so gledalci televizije 21. Stoletja?« 
Odgovor na to vprašanje seveda  ni enoznačen, vsekakor pa drži trditev, da imajo vsi današnji 
gledalci oziroma uživalci medijskih vsebin eno skupno točko, in to je da želijo dostopati do 
svojih vsebin na vseh svojih napravah, ob vsakem času kjerkoli se nahajajo [7]. Do 
televizijskih vsebin želijo dostopati preko interneta, preko brezžičnih dostopnih točk ter preko 
3G in 4G omrežij, v avtomobilih, na mobilnih napravah. In to želijo ob kateremkoli času!  
V nadaljevanju predstavljam različne skupine uporabnikov glede na študije in poročila 
skupine Deloitte Consulting [29]. Študije so bile široko zastavljene, rezultati pa presenetljivi, 







Rojeni pred letom 
1946
Rojeni 1997-2001 Rojeni 1996-1990 Rojeni 1983-1989 Rojeni 1982-1966 Rojeni 1965-1947
 
Slika 17: Tipi uporabnikov [29] 
 
6.3.1 Zrela generacija (angl. Mature generation) 
 
Generacija rojena pred letom 1946 oziroma tako imenovana posebna generacija, je generacija, 
ki se še spominja Druge svetovne vojne in njenih posledic. To je zadnja generacija, ki se 
spominja radia kot primarnega medija družinske zabave, pogosto velikega kot velik kos 
pohištva oziroma kot prve televizije. V večernih urah je ta generacija preko radia poslušala 
različne gledališke igre, prav tako tudi glasbo in koncerte velikih skupin tistega časa. Zrela 
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generacija je odrasla ob gledanju črno-bele televizije [7]. Večeri ob televizijskih zaslonih so 
zamenjali odhode v kino ter predstavljali cenejšo alternativo uživanju v družbi svojih 
najbližjih. 
Glede na raziskavo in rezultate predstavljene v študiji Deloitte consulting, je zrela generacija, 
lahko bi rekli precej pričakovano, najbolj zainteresirana za tradicionalne medije. Vendar pa so 
primerjave spremenjenih navad pripadnikov zrele generacije med leti 2011 in 2015 
presenetljive. Medtem ko jih je v letu 2011 73% televizijo navajalo kot preferenčni medij je v 
letu 2015 občutno naraslo število tistih, ki vsebine spremljajo preko interneta (pretočne 
vsebine). Prav tako zadnja študija iz leta 2015 že prikazuje spremenjene navade zrele 
generacije, saj jih 80% navaja, da je pametni telefon najbolj dragocena naprava v 
gospodinjstvu. Ob tem ni presenetljivo, da se uporaba socialnih omrežij in različnih aplikacij 
(vreme, slike, sporočanje, bančništvo,…) med pripadniki zrele generacije občutno zvišuje. Če 
v raziskavi leta 2011 uporabe teh storitev še ni bilo zaznati, zadnja raziskava kaže, da že več 
kot 30% pripadnikov zrele generacije redno uporablja različne storitve in aplikacije.  
Zrela generacija je torej ˝on-line˝. To je generacija, ki ima enkratno priložnost uživanja in 
spoznavanja sveta novih tehnologij, kljub temu da je to generacija črno-bele televizije. Lahko 
rečemo da je spoznala prednosti televizije 21. stoletja. 
 
6.3.2 »Baby Boom« generacija 
 
Kot najbolj številčna generacija v zahodnem svetu, je imela ˝baby boom˝ generacija velik 
vpliv na celotno družbo, po vsej verjetnosti ima le milenijska generacija možnost podobno 
vplivati na družbo današnjega časa [7]. Omenjena generacija je živela v družbi stalnega 
spreminjanja, prav tako je to prva generacija, ki je doživela ogromne spremembe v 
tehnološkem razvoju. Lahko rečemo, da so pripadniki baby boom generacije gonilna sila v 
razvoju televizije 21. stoletja. Najmlajši pripadniki vodijo velike medijske korporacije, njihovi 
otroci so novi medijski mogotci, ki ustvarjajo televizijo naslednje generacije, njihovi vnuki pa 
trenutni uporabniki najnovejših in najbolj tehnološko naprednih razvojnih tehnologij v 
televiziji 21. stoletja. 
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Glede na študije omenjene raziskovalne hiše, so se tudi znotraj baby boom generacije navade 
glede uživanja medijskih vsebin spremenile. Razen pri uporabi pametnih naprav, kot so 
pametne zapestne ure, se baby boom generacija približuje generaciji X v uporabi vseh 
mogočih kanalov za spremljanje medijskih vsebin, uporabi različnih aplikacij, socialnih 
omrežij. Lahko rečemo, da je bila baby boom generacija stalni del razvoja televizije od 
samega začetka. Izgleda da, kot se spreminja tehnologija, tako tudi pripadniki baby boom 
generacije sprejemajo in se prilagajajo na stalne tehnološke izboljšave njihovega življenja. 
 
6.3.3 Generacija X 
 
Generacija X je bolj etnično raznolika in v poprečju bolje izobražena kot generacija pred 
njimi [7]. Več kot 60% jih ima višjo izobrazbo in so po raziskavah večji individualisti. To je 
tudi prva generacija, kjer sta v poprečju zaposlena oba starša, prav tako pa je to tudi prva 
generacija, ki je doživela porast v enostarševskih družinah zaradi naraščajočega števila 
ločitev. Prav iz teh razlogov je to generacija, katere pripadniki so se zgodaj osamosvojili in 
postali zelo domiselni ter iznajdljivi. Prav ta iznajdljivost jih dela prilagodljive na spremembe 
in življenjske priložnosti. Za Generacijo X namesto prizemne televizije, telefax-a in klasične 
telefonije obstajajo računalniki, mobilni telefoni in satelitska/IPTV televizija.  
Generacija X je prva generacija, kjer raziskave nakazujejo na dejstvo, da klasična televizija ni 
več primarni medij uživanja vsebin. Prav tako je to tudi prva generacija, ki zaradi družbenih 
ali osebnih interesov v večini uporablja internet kot najbolj priljubljen medij. Pripadniki 
generacije X so uvedli socialna omrežja in privedli do družbenih sprememb za mlajše 
generacije. Bili so začetniki MySpace-a, Facebook-a, Twitter-ja, Linkedin-a in ostalih. Glede 
na raziskave iz leta 2015 [29] ta generacija uporablja tehnološko najširši nabor naprav za 
dostopanje do različnih vrst vsebin. 






6.3.4 Milenijska generacija 
 
Za milenijsko generacijo je uporaba tehnologij primerljiva z dihanjem - nepogrešljivo. Za njih 
je uporaba pametnega telefona pogosto center dnevnega sveta, predvsem zaradi potrebe biti 
stalno povezan s prijatelji, kolegi, sodelavci oz. z vsemi s katerimi pridejo v stik. Uživajo v 
slikanju z mobilnimi telefoni in objavi le teh na družbenih omrežjih. Obožujejo video igre ne 
glede na to ali jih igrajo na tradicionalnih konzolah ali preko družbenih omrežij, kjer lahko 
tekmujejo s preostalimi igralci s celega sveta. To je generacija, ki dejansko občuti potrebo biti 
povezan 24 ur na dan, 7 dni v tednu. 
Za milenijsko generacijo televizija pomeni ponudba vsebin na zahtevo, kjerkoli in kadarkoli s 
širokim naborom profesionalnih vsebin, ki tekmujejo z vsebinami, katere generirajo 
uporabniki. Še več, gledanje televizije za milenijce ni nujno povezana z gledanjem 
tradicionalne televizije, ampak lahko pomeni pretakanje filmov iz Netflix-a ali katerega 
drugega ponudnika vsebin, gledanje Internetnih vsebin preko set-top-box-a kot je na primer 
Roku, Apple in Google TV. Televizija za njih lahko pomeni tudi gledanje tradicionalnih 
linearnih programov preko prenosnih računalnikov, pametnih telefonov ali tablic. Še več, 
televizija lahko pomeni tudi izdelavo njihovih lastnih vsebin in objavljanje le teh na You-
Tube-u, Vimeo-u oz. podobnih straneh in gledanje njihovih lastnih programov. 
Milenijci so prva generacija, ki aktivno sodeluje v medijski in vsebinski areni, medijsko 





Slika 18: 2016: Kaj se zgodi v eni minuti na internetu [30] 
 
6.3.5 TV »Next Gen« generacija 
 
Najmlajša generacija, ki ve kaj pomeni TV kjerkoli in kadarkoli in verjetno prva generacija, 
za katero bo Televizija 21. stoletja ¨normalna¨ televizija. To je generacija, ki verjame, da je 
biti povezan veliko bolj pomembno, kot ohraniti nekaj za sebe, za privatno rabo. Zaradi tega 
so dosledni uporabniki družabnih omrežij, uživajo v uporabi Facebook-a s svojimi prijatelji, 






6.4 Spremenjene navade uporabnikov 
 
Ne glede na zgoraj opisano naravo različnih generacij, se je potrebno zavedati, da se 
posamezni trgi med seboj zelo razlikujejo. Tako v Sloveniji kot tudi širše v regiji in Evropi se 
je multimedijski ekosistem v zadnjih letih spremenil kot še nikoli prej. 
Navade in izkušnje končnih naročnikov vsak ponudnik storitev spremlja po neki svoji 
standardizirani metodologiji, ki v tem delu ne bo razčlenjen, saj ni predmet te naloge. 
Vendarle pa želim izpostaviti, da tako kot na bolj razvitih trgih tudi v Sloveniji opažamo 
ogromne premike v spreminjajočih se navadah končnih uporabnikov. Če je bilo še leta 2014 
uporabnikom najvažnejša stabilnost delovanja televizije, pa danes tega v razskavah skorajda 
ni več zaznati. Seveda zahteva po kakovosti storitve ostaja pomembna, vendar pa uporabniki 
kot najbolj pomembno vidijo ponudbo novih storitev, kot je ogled nazaj, ponudbo programov 
v visoki ločljivosti, časovni zamik, ponudbo spletne televizije. V primeru da možnosti 
časovnih funkcij operater ne ponuja je v zelo nekonkurenčnem položaju, četudi je cenovna 
občutljivost uporabnikov visoka. To pomeni, da ne glede na to, da uporabnik lahko storitev 
televizije naroči pri nekem kabelskem operaterju za nižjo ceno, vendar brez časovnih funkcij, 
se bo razmeroma visoko število uporabnikov odločilo za operaterja, ki časovne funkcije 
ponuja, četudi to pomeni, da bo za to plačal nekoliko višjo ceno. 
Tako kot na bolj razvitih trgih zahodne Evrope, tudi v Sloveniji opažamo, da se ponudba 
vsebin povečuje. Ne glede na to pa je zaenkrat še vedno zaznati, da so uporabniki pripravljeni 
plačati za visoko kakovostne premium vsebine (npr. HBO), lokalno produkcijo jter športne 
vsebine. Ob tem pa se poraja vprašanje, kaj so ekskluzivne vsebine, ali je to samo šport v 
živo, so to tudi filmi in serije in predvsem, kako narediti iz tega uspešen poslovni model 
predvsem iz vidika stroškov in koristi – stroški pravic za velika športna tekmovanja so namreč 
gromozanski, interes velik. In ali je to le način, kako si zagotoviti najboljši produkt pred 
ostalimi akterji na trgu. 
Glede na zgoraj navedeno torej vsi ponudniki storitev in vsebin iščejo odgovor na vprašanje, 
katere vsebine so zanimive za milenijsko generacijo, ali so le ti še vedno pripravljeni plačati 
za ekskluzivne vsebine in ali se vse vrti okoli blagovne znamke, tehnologije, ali celo lahko 
predvidevamo da okoli obojega, torej kakšna bo vloga operaterja v prihodnosti. 
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7. TELEVIZIJSKE VSEBINE IN VSEBINE NA 
ZAHTEVO 
 
V več pogledih je danes televizija to, kar je bil osebni računalnik pred 25 leti [5] in sicer 
povezana naprava, ki nam omogoča bolj osebno prilagojeno TV izkušnjo s povezanimi 
storitvami, prilagojenimi posameznikovemu okusu. Napredek v penetraciji širokopasovnega 
dostopa do interneta in napredki v razvoju marsikaterih drugih tehnologij omogočajo, da je 
televizija postala povezana, interaktivna in prilagojena končnemu uporabniku. Uporabniki 
imajo dostop do praktično neomejenih količin vsebin, od lokalnih nogometnih tekem pa do 
najljubših telenovel z drugega konca sveta. Poiščejo si lahko najljubši video, ki so ga naložili 
prijatelji in družinski člani ali do najljubših oddaj z otroštva. Te vsebine niso dostopne le na 
televiziji pač pa tudi na mnogo drugih napravah, ki se uporabljajo znotraj doma ali kje drugje.  
Ponudniki povsod po svetu skušajo z različnimi pristopi pridobiti in zadržati čim večje število 
uporabnikov, pri čemer si pomagajo tudi z uvajanjem različnih storitev z dodano vrednostjo 
[3]. Ponudnikom vsebin in oglaševalcem te nove tehnologije omogočajo povsem drugačen 
način komunikacije z gledalci, predvsem globlje udejstvovanje uporabnikov in ponudnikov 
vsebin z namenom dragocenejšega oglaševanja.  
Razvoj omrežij, ki omogočajo dvosmerno komunikacijo, je s stališča televizije pomenila 
pravo revolucijo. S tem se je začel razvoj konvergenčne televizije, ki združuje lastnosti 
običajne linearne televizije, vsebin na zahtevo, spleta, mobilnih aplikacij in ciljanega 
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Slika 19: Vsebine z dodano vrednostjo [3] 
 
7.1 Vrste vsebine 
 
Dostava televizijskih vsebin preko IP omrežij je revolucionirala praktično vsak del 
televizijske industrije [5]. Spremenila je način ustvarjanja in dostave vsebin ter način, kako 
oglaševalci uporabljajo različne načine za doseganje ciljnega občinstva. Tako kot je Internet 
spremenil naš način kupovanja, branja časopisov in novic ter osebne komunikacije, tako so 
novi načini dostave vsebin spremenili dojemanje, na kakšen način vključujemo televizijske 
storitve in zabavo v naše dnevno življenje. Ob teh predpostavkah je za ponudnike vsebin 
izrednega pomena analiza trga današnjih uporabnikov ter njihovih spremenjenih navad, saj 





7.1.1 Linearne vsebine 
 
Da bi razumeli, na kakšen način se je spremenila dostava televizijskih vsebin oziroma celoten 
ekosistem dostave multimedijskih vsebin končnemu uporabniku, tako tehnološko kot 
poslovno, moramo v prvi vrsti poznati način dostave in uporabe klasičnih televizijskih 
storitev. Tradicionalna televizijska storitev namreč pomeni oddajo oziroma sprejem in ogled 
programa, linearno v realnem času, brez kakršnekoli možnosti vplivanja na program, ki se 
predvaja [18].  
V osnovi lahko televizijsko industrijo razdelimo na lastnike vsebin oz. izdajatelje programa, 
distributerje oz. operaterje in oglaševalce. Lastniki vsebin oziroma izdajatelji programov so 
domače in tuje televizijske mreže (RTV SLO, HBO, Discovery, Eurosport,….) in filmski 
studiji (Warner Bros, Paramount, Disney,…). Lastniki vsebin le teh ne prodajajo direktno 
končnim uporabnikom ampak preko operaterjev, kabelskih, satelitskih, telekomunikacijskih. 
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Linearne vsebine so lahko mešanica programa v živo in v naprej posnetega programa. 
Vsebine na izdajateljevi strani kontrolira sistem za predvajanje podatkov (angl. Playout), ki 
identificira in izbira program, ki ga je potrebno predvajati po v naprej določenem urniku.  
Operaterji oziroma ponudniki televizijskih storitev distribuirajo končnim uporabnikom veliko 
število linearnih vsebin oziroma programov, v vnaprej določenem času in na predvajano 
vsebino nimajo vpliva oziroma v njega ne smejo posegati, se pravi ga lahko le posredujejo 
preko svojih sistemov naprej tako kot so ga sprejeli. Različni operaterji uporabljajo za  
sprejem, pripravo in distribucijo linearnih vsebin različne tehnologije, ki sem jih opisala v 
poglavju 4. V Sloveniji vsi večji operaterji svojim uporabnikom ponujajo več kot 100 
domačih in tujih programov, trend povečevanja števila programov in s tem povečevanje 
ponudbe vsebin pa se je v zadnjih desetih letih zviševal.  
Ne glede na tehnološki razvoj in popolnoma drugačno ponudbo vsebin kot pred nekaj leti, 
podatki kažejo, da v Sloveniji še vedno, kljub poplavi tujih programov, prednjači gledanost 
domačih programov, tako v živo kot v časovnem zamiku. Slika 21 prikazuje razmerje 
gledanosti linearnih programov v mesecu Aprilu 2016. Prvih pet mest zasedajo domači 
televizijski programi, in predstavljajo 80% gledanosti vseh programov v programskih shemah 
operaterjev. Seveda nimajo vsi programi enakega dosega uporabnikov kot domače televizije, 
pa vendarle če jih primerjamo s televizijami, ki imajo enak doseg uporabnikov še vedno 
prednjači gledanost domačih programov. Kot je vidno na sliki 22 tudi v načinu ogled nazaj 
največji delež gledanosti zastopajo domači televizijski programi. 
 




Slika 22: Gledanost programov v načinu ogled nazaj Slovenija April 2016 [31] 
 
7.1.2 Nelinearne vsebine oz. vsebine na zahtevo 
 
Vsebine na zahtevo so vsebine, do katerih uporabnik dostopa na zahtevo, torej predvajanje 
sproži uporabnikova zahteva, bodisi preko televizijskega komunikatorja, bodisi preko 
računalnika oz. pametne naprave. Osnovna ideja vsebin na zahtevo temelji na vsebinah, ki so 
shranjene na strežniku ponudnika vsebin in jih ponudnik dostavi na zahtevo uporabnika 
(vsebine ima lahko uporabnik shranjene tudi na svoji napravi v primeru da mu le ta to 
omogoča) [12]. Eden največjih izzivov, s katerim se soočajo ponudniki vsebin na zahtevo pod 
pritiskom oglaševalcev je oglaševanje znotraj ponujanih vsebin. Uporabniki namreč oglase 
bodisi prevrtijo, bodisi gledajo vsebine v času, ki za oglase ni več pomemben (npr. oglasi za 
akcijske cene izdelkov, uporabnik pa vsebine pogleda po pretečenem datumu). Nakazujejo pa 
se v tem primeru možnosti nove oglasne pozicije za izdajatelje programov in možnost ciljnega 
oglaševanja [32]. 
Uporabnikov naročniški paket mora vključevati dostop do vsebin na zahtevo, bodisi po 
modelu plačila na ogled (angl. Pay per view, TVOD), naročniškega modela (SVOD, angl. 
Subscription VOD) ali enkratnega nakupa za neomejeno uporabo (EST, angl. Electronic Sell 
Through). Med najbolj priljubljene in razširjene storitve vsebin na zahtevo zagotovo sodita 
TVOD in SVOD. Ta uporabniku predstavlja možnost nakupa in ogleda video vsebin, ki jih 
izbere v osnovnem uporabniškem vmesniku [3]. Pri tem je uporabniku omogočena navigacija 
po vsebini in sicer zaustavitev in previjanje ter možnost večkratnega ogleda znotraj časovnega 
okna, ki ga določa ponudnik storitve. Ponudniki vsebin vlagajo velike napore v razvoj 
priporočilnih sistemov, ki uporabnikom olajšajo navigacijo in izbiro med ponujanimi 
vsebinami (personalizacija), prav tako ponudniki vsebin iščejo načine, kako bolj dinamično 
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glede na oglede in ciljno skupino ponuditi oglaševanje v sodelovanju z izdajatelji programov 
ter lastniki vsebin.. 
 
TIP OPIS 
Video na zahtevo (VOD ali TVOD) Vsak uporabnik prejme posamezen video 
signal, ki ga popolnoma kontrolira. 
Uporabnik lahko vsebino ustavi, prekine, 
prevrti nazaj oziroma naprej. Po navadi 
uporabnik plača za vsako posamezno 
vsebino, bodisi preko predplačniškega računa 
bodisi preko mesečnega računa za storitve. 
Bližnji VOD (angl. NVOD) Pri tem modelu uporabnik nima možnosti 
kontrole nad signalom. Več kopij istega 
programa se pričnejo vrteti v pet minutnih 
intervalih, kar onemogoča posameznemu 
uporabniku da bi čakal več kot 5 min preden 
se program začne. 
Naročniški VOD (SVOD) Popolnoma enak sistem kot pri VOD, vendar 
drugačen poslovni model. Pri naročniškem 
VOD-ju uporabnik plača fiksni mesečni 
znesek za neomejen dostop do knjižnice 
naslovov. Knjižnice se po navadi osvežujejo 
mesečno. 
Brezplačni VOD (FVOD) Različica vsebin na zahtevo, ki je brezplačna 
in v večini primerov omejena na oglaševanje. 
Vse na zahtevo (EOD) Celoten program je na voljo uporabnikom le 
na zahtevo. 
EST (angl. Electronic Sell Through) Uporabnik vsebino kupi in plača za 
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neomejeno uporabo in do nje lahko dostopa 
kjerkoli in kadarkoli. 
NPVR (angl. Network Personal Video 
Recorders) 
Snemanje programa se odvija v omrežju 
ponudnika storitve.  
Plačilo na ogled (angl. Pay per view) Storitev se uporablja predvsem za prenos 
plačljivih vsebin v živo (koncerti in športni 
dogodki). 
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Slika 23: Infrastruktura za dostavo vsebin na zahtevo (VOD) [6] 
 
Ob vse večji ponudbi programov v zadnjih letih je postal priljubljen ogled vsebin v časovnem 
zamiku To pomeni, da gledalec preko uporabniškega vmesnika in elektronskega 
programskega vodiča lahko dostopa do vsebin, ki so se predvajale tudi do 30 dni nazaj 
oziroma odvisno, za kolikšno število ur ima ponudnik vsebin dovoljenje, da program snema 
na svojih strežnikih in ponuja končnim uporabnikom( tudi število ur ki jih lahko uporabnik 
pogleda za nazaj je odvisno od naročniškega paketa in ponudbe posameznega operaterja) [28]. 
Uporabniki lahko, odvisno od ponudbe operaterja, oglase pri ogledu nazaj prevrtijo. Z 
namensko programsko opremo znajo ponudniki vsebin sicer oglasni blok že zaznati in 
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onemogočiti previjanje oziroma omogočiti takojšen preskok, vendar pa tega za enkrat še ne 
ponujajo, saj se tukaj nakazuje priložnost sekundarne personalizirane monetizacije oglasnega 
prostora [6]. 
Ponudba vsebin na zahtevo se pri vseh operaterjih povečuje, to pa je predvsem posledica 
tehnološkega razvoja in spremenjenih navad uporabnikov, ki želene vsebine zahtevajo v 
trenutku, ki ga sami določijo. Slika 24 prikazuje razporeditev načinov gledanja v Veliki 
Britaniji, kjer je razvidno, da je delež uporabnikov, ki do vsebin dostopajo na zahtevo že 
krepko presegel 50%. Zanimivo je, da se je skupna dolžina trajanja gledanja vsebin na 
zahtevo v preteklih letih znatno povečala in dosega že 20% časa gledanosti linearne televizije. 
 
 







7.2 Vsebine na več napravah 
 
Uresničevanje strategije dostave vsebin na več naprav je naslednji korak za ponudnike 
televizijskih storitev [33]. Širjenje v internet povezanih naprav in novih internetnih premijskih 
video storitev, kot so Netflix, Hulu, Prime Instant Video, Apple iTunes in drugih, so izziv za 
ponudnike storitev, da izpolnjujejo zahteve "kjerkoli in kadarkoli" svojih naročnikov. 
Potreba po zagotavljanju avdiovizualnih vsebin na različnih napravah je gonilo za ponudnike 
IPTV storitev, da ponovno ocenijo svoj pristop, vzvod za sprejetje novih modelov, ki temelje 
na sistemih internetne dostave vsebin. Potrošniki želijo dostop do vsebin na vseh svojih v 
internet povezanih naprav, ki omogočajo ogled video vsebin in silijo ponudnike storitev v 
hitro prilagoditev rešitev ali tveganje odhoda njihovih naročnikov k drugim ponudnikom [2]. 
Kot odziv na zgornje, ponudniki storitev razvijajo multiscreen in TV vsepovsod strategije 
oziroma ponujajo konkurenčne storitve z vsebinami, ki pomagajo obdržati stranke in 
posledično povzročajo rast naročniške baze. Akcija proti prenosu vsebin na več naprav je 
panožna in naslednja faza neprestanega razvoja modelov dostave vsebin, ki sledi od prizemne 
(terrestrial), kabelske (cable) in satelitske (satellite) do IPTV, in zdaj preko hibridnih IPTV / 
Multiscreen sistemov do sčasoma v čiste odprte internetne širokopasovne TV modele, tako 




















































8. UPORABA TELEVIZIJSKIH VSEBIN V 
SLOVENIJI 
 
Z upoštevanjem vsega predhodno navedenega, je skozi analizo uporabe vsebin v Sloveniji 
prikazano, na kakšen način je tehnološki razvoj in spremenjene navade uporabnikov vplival 
na spremembo potrošnje vsebin končnih uporabnikov v Sloveniji. 
Če pogledamo splošno uporabo linearnih TV programov, vidimo, da so v izbranem obdobju 
od 1.1.-30.6.2016 najbolj gledani domači programi komercialnih in nacionalnih televizij.  
Skozi katerokoli daljše opazovano obdobje se jim približajo le otroški programi (lokalizirane 
otroške vsebine so tudi na splošno zelo dobro gledane, tako v linearnem načinu kot tudi v 
načinu ogleda nazaj in na zahtevo), še zdaleč pa v splošnem pregledu ne moremo ugotoviti, 
kakšna je dejanska gledanost programov različnih žanrov (slika 26). Če želimo določiti, kateri 
žanri oziroma posamezni dogodki so bolje gledani kot drugi, bi morali narediti analizo po 
posameznih vsebinskih sklopih.  
Vendar pa, če podrobneje pogledamo, kateri dogodki v opazovanem obdobju so dosegli 
največji delež gledalcev, lahko vidimo, da je zgornji prikaz zelo posplošen. Iz analize je 
namreč razvidno, da so bile najbolj gledane vsebine v opazovanem obdobju športne vsebine 
(slika 27). Podatek, s katerim na postreže taka analiza je pomemben predvsem z vidika 
nakupa pravic za športne dogodke in prodaje oglasnega prostora. Analiza po posameznih 
dogodkih je nujna, saj v splošnem pregledu programov nismo mogli natančno določiti, zaradi 
katerih vsebin so bili programi najbolje gledani. Torej je nadalje smiselno da, če želimo 
oceniti, katere vsebine so najbolje gledane in privlačne, analiziramo vsak posamezen program 
posebej. 
Analiza na sliki 27 pokaže tudi, da so bile v opazovanem obdobju najbolj gledane športne 
vsebine, pokaže pa tudi, na katerih vsebinah so se uporabniki najdlje zadržali in tudi to je s 
stališča nakupa pravic za športne dogodke in s stališča oglaševanja zelo pomemben podatek. 
Seveda je opazovano obdobje relativno dolgo in bi ga bilo vredno razdeliti na posamezne 
mesece. Nadalje lahko zadevo razčlenimo in pogledamo, na kakšen način so uporabniki te 
vsebine gledali, bodisi v realnem času, bodisi v časovnem zamiku in ali so jih gledali na 
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televizji ali na kateri drugi napravi. Zaradi lažjega prikaza, in ker so se zgornje vsebine 
prikazovale na domačih televizijah, sem za primerjavo načinov gledanja vzela le slovenske 
televizijske programe (slika 28).  
Analiza nazorno pokaže, da se delež uporabnikov v Sloveniji, ki vsebine uporablja na 
zahtevo,veča in se uporabniki obnašajo podobno, kot je bilo predhodno prikazano za Veliko 
Britanijo. Na sliki 28 lahko vidimo, da je delež uporabnikov, ki je analizirane vsebine 
spremljajo v omenjenem obdobju na zahtevo, že presegel 50%. Povprečni čas gledanja vsebin 
v načinu na zahtevo pa je dosegel že 17% povprečnega časa gledanja v linearnem načinu. Če 
pogledamo poleg tega še naprave, na katerih so se v omenjenm časovnem obdobju te vsebine 
gledale, lahko vidimo, da se uporaba gledanja vsebin na večih napravah in vsebin na zahtevo 
povečuje (slika 29).  
Nadalje lahko analiziramo, katere vsebine so bile najbolj gledane na ostalih napravah razen 
TV (slika 31) . Ugotovimo, da športne vsebine prednjačijo tudi v ogledu na drugih napravah.  
Ker dosedanje analize prikazujejo precej dolgo časovno obdobje, sem v nadaljevanju 
amalizirala podatke za dve krajši časovni obdobji. 
Časovno obdobje 1.8. - 23.8. 2016 (slika 31) 
Delež gledanosti na osebnem računalniku je 39%, na mobilnem telefonu 36%, na tabličnem 
računalniku pa 26% (seveda se je potrebno zavedati, da je skupni čas, ki ga uporabniki 
porabijo za gledanje vsebin preko drugih naprav še vedno le manjši delež če ga primerjamo z 
gledanjem vsebin preko televizije). Največ uporabnikov je bilo v sicer v tem času na osebnem 
računalniku, je pa očitno precej daljši čas uporabe vsebin na mobilnem telefonu (povprečni 
čas uporabe na mobilnem telefonu 173 min, tabličnem računalniku 161 min, PC-ju 133 min). 
V tem časovnem obdobju je potrebno upoštevati, da je to čas dopustov, vsebine, ki jih 
uporabniki lahko gledajo na drugih napravah poleg televizije, pa so geografsko zaklenjene, to 
pomeni, da jih uporabnik izven Slovenije ne sme gledati (Evropska komisija že deluje v 
smeri, da bodo lahko uporabniki znotraj EU vsebine, za katere plačujejo v svoji matični 
državi, gledali tudi v primeru, da se nahajajo v katerikoli članici EU; [34]). 
Časovno obdobje 4.5.-31.5.2016 (slika 32) 
Razmere so v tem obdobju nekoliko drugačne in sicer je delež gledanja na osebnem 
računalniku 73%, tabličnem računalniku 10% in mobilnem telefonu 16%. Kot je razvidno na 
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sliki 33 v analizi vsebin, ki se gledajo na preostalih napravah vidimo, da je to zopet večinoma 
šport. Ob tem je potrebno še enkrat poudariti, da so analizirani domači televizijskih programi. 
Če bi analizirali programe iz določenega žanra (npr. otroške programe) bi bili deleži 
porazdeljeni po različnih napravah drugače. 
Časovno obdobje 1.1.-23.8.2916 (slika 34): V analizi daljšega obdobja po načinu uporabe 
lahko vidimo, da po mesecih dostop do vsebin preko osebnega računalnik izgublja malo 
naročnikov, dostop preko tabličnih računalnikov je precej konstanten, dostop preko mobilnih 
telefonov pa konstaten in pridobiva v poletnih mesecih. To je seveda posledica dejstva, da so 
uporabniki v poletnih mesecih manj pred televizijskimi zasloni, pa vendarle želijo dostopati 
do določenih vsebin. Delež naročnikov, ki do vsebin dostopajo preko drugih naprav se iz leta 
v leto povečuje. Opazne so tudi spremembe pri analizi vsebin, do katerih uporabniki 
dostopajo na zahtevo in preko drugih naprav (v začetkih ponujanja vsebin na več zaslonih so 
uporabniki na primer v največji meri dostopali do otroških vsebin). To pomeni, da so v 
začetni fazi uporabniki vsebine na drugih zaslonih gledali kot dopolnilne vsebine (bodisi je 
otrok želel gledati nekaj drugega kot ostali člani gospodinjstva, bodisi so uporabniki želeli 
dostopati do dopolnilnih vsebin). 
Analize nazorno nakazujejo, da je potrebno navade uporabnikov stalno spremljati. Temu se 
morajo operaterji in ponudniki vsebin prilagoditi, kar ni lahka naloga. 
Kot zanimivost je priložen analiza gledanosti ponudnikov vsebin v Veliki Britaniji (slika 35 in 
36). Precej zanimivo je, da Netflix, tudi če nima največjega dosega po številu naročnikov, po 
povprečni dolžini, ki jo uporabnik preživi na storitvi, zaseda prvo mesto. To je po vsej 
verjetnosti posledica dejstva, da so vsebine dobre in ekskluzivne, ter da je uporabniška 
izkušnja dobra. 
Ob predstavljenih analizah lahko že s precej veliko verjetnostjo govorimo, da se investicije 
operaterjev in ponudnikov storitev v tehnologije dostave vsebin na več naprav in investicije v 
vsebine na zahtevo, kažejo kot upravičene. Seveda so potrebne bolj natančne analize po 
posameznih žanrskih sklopih in posameznih starostnih skupinah. Nujno potrebno je upoštevati 
tudi demografske in regijske značilnosti, predvsem iz vidika katere vsebine so zanimive za 
dostavo na več naprav in katere na zahtevo. Vsi ti dejavniki lahko vplivajo na višino 



































































Želje ponudnikov vsebin vseh vrst so enake: vsi iščejo načine, kako na najučinkovitejši način 
ponuditi nabor različnih kvalitetnih video vsebin kar najširšemu krogu končnih uporabnikov. 
Vsi imajo priložnost dejavnega ponujanja video vsebin preko interneta (OTT), vendar pa 
naloga še zdaleč ni enostavna. Pri tem ponudba vsebin ni vprašljiva, bolj je pomembna 
ekonomska upravičenost in tehnološke zmožnosti posameznega ponudnika. Zahteve 
uporabnikov so precej jasne, želijo dostop do vsebin kjerkoli in kadarkoli na katerikoli 
napravi. Prav odločitev, katere naprave podpreti in katere imajo največji potencial, pa je stvar 
strategije posameznega ponudnika. Prav tako je s stališča ponudnika storitev pomembno 
dejstvo, kateri storitveni model ima največji potencial na trgu, saj je od tega odvisen celoten 
razvoj multimedijskega ekosistema. Ob tem se je potrebno zavedati, da se posamezni trgi med 
seboj zelo razlikujejo. 
Razvoj trga bo verjetno odvisna od dveh faktorjev: nivoja virtualizacije v izdaji in agregaciji 
programskih funkcij, v nasprotju s tradicionalno ročno analizo občinstva, na kateri bazira 
programska funkcija. Nadalje je tudi delež nivoja virtualizacije, ki ga bodo Internet akterji 
uspeli zajeti, odvisen od hitrosti spremembe navad uporabnikov, moči znamke tradicionalnih 
akterjev in njihove prilagodljivosti [2]. 
1. Scenarij:  Lokalne in premium vsebine nadaljujejo svojo prevlado ter s tem omogočajo 
vodilnim operaterjem plačljive televizije svojo prevlado nad ponudniki internetne 
televizije oz. dostopa do vsebin preko interneta. S tem omejujejo internet akterje na 
ponujanje nišnih vsebin z relativno nižjo vrednostjo. 
2. Scenarij: nekaj vodilnim ponudnikom storitev preko interneta uspe doseči obseg, ki ga 
potrebujejo za konkuriranje operaterjem plačljive televizije na področju premium 
vsebin. 
3. Scenarij: globalni ponudniki vsebin preko interneta prevzamejo ne samo trg ponudbe 
plačljivih medijskih vsebin, ampak celoten TV trg, celotno občinstvo in oglaševalske 
prihodke. 
Ponujanje vsebin na vseh mogočih zaslonih in OTT strategije neizogibno pomenijo večjo 
konkurenco za ponudnike storitev.  
80 
 
Vsi ponudniki bodo sčasoma izvedli prehod na multiscreen oziroma OTT storitve; vprašanje 
je le, kdaj in s kakšno stopnjo vlaganja. Plačljiva televizija (satelitska, kabelska, IP) že 
desetletja predstavlja upravljan vrt za ozko skupino akterjev, na katerega je bilo težko vstopiti, 
medtem ko OTT ponudniki prihajajo iz različnih industrijskih sektorjev. Lastniki vsebin, 
spletne trgovine na drobno, ponudniki programske opreme in proizvajalci zabavne elektronike 
vsi tekmujejo poleg tradicionalnih operaterjev v prizadevanju imeti v lasti medijskega 
potrošnika. To pomeni veliko, zelo različno konkurenco, pri čemer je najpomembnejše 
preprosta uporaba, vsebine, kakovost storitev in kar je najpomembnejše kakovost izkušnje. 
Ko je omogočen dostop do vseh teh naprav, mora biti kakovost izkušnje primerljiva med 
njimi. Potrošniki želijo, da TV, računalniki, pametni telefoni in tablični računalniki delujejo 
na enak način, kadar uporabljajo vsebine. Želijo visoko ločljivost, minimalne zakasnitve in 
sposobnost, da nadaljujejo od koder so končali na kateri koli napravi. Zagotovo bodo v 
prihodnosti najuspešnejši tisti akterji, ki bodo lahko zagotovili kakovost, ki se postavlja ob 
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SEZNAM UPORABLJENIH KRATIC 
 
AAC – Advanced Avdio Codec 
AES – Advanced Encryption Standard 
AVC – Advanced Video Codec 
AVS – Audio Video Standard 
ATSC – American television system comitee standards 
CAS – Conditional Access System 
CATV – Community Antenna, Community Access 
CDN – Content Distribution Network 
CIF – Common Interchange Format 
DCT – Discrete cosine transform 
DES – Data Encryption Standard 
DMB – Digital Multimedia Broadcasting 
DPCM – Differential pulse code modulation 
DRM – Digital Rights Management 
DSA – Digital Signature Algorithm 
DSL – Digital Subscriber Line 
DTH – Direct to Home 
DV – Digital Video 
DVB-T/S/C/H – Digital Video Broadcasting – Terrestrial/Sattelite/Cable/Handheld 
DVD – Digital video disc 
EPG – Electronic Programme Guide 
ESR – Electronic Sell Though 
EOD – Everything on Demand 
FTTH – Fiber to the Home 
FVOD – Free Video on Demand 
HD – High Definition 
HDS – http Dynamic Streaming 
HEVC – High Efficency Video Coding 
HLS – HTTP Live Streaming 
IEC - International Electrotechnical Commission 
IPTV – Internet Protocol Television 
ISO – International Organization for Standardization 
ITU – International Telecommunication Union 
JCT-VC - The Joint Collaborative Team on Video Coding 
JPEG – Joint Photographic Experts Group 
JVT – Joint Video Team 
LNB – Low Noise block 
MCR – Master Control Room 
MPEG – Motion Picture Experts Group 
NIST - National Institute of Standards and Technology 
NPVR – Network Personal Video Recorder 
NTSC – National Television System Comitee 
NVOD – Near Video on Demand 
OMA – Open Mobile Alliance 
OTT – Over The Top 
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PAL – Phase Alternate Line 
PC – Personal Computer 
PVR – Personal Video Recorder 
RSA - Rivest-Shamir-Adleman cryptosystem 
RTMP – Real Time Messaging Protocol 
QCIF – Quarter Common Interchange Format 
QoE – Quality of Experience 
QoS – Quality of Service 
SD – Standard Definition 
SECAM – Sequential Color with Memory 
SMPTE - Society of Motion Picture & Television Engineers 
SVOD – Subscription Video on Demand 
STB – Set Top Box 
TVOD – Transactional Video on Demand 
URI - Uniform Resource Identifier 
VCD – Compact disc digital video 
VOD – Video on Demand 
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This document template has been created by Vubiquity and consolidates all the  standard 
technical questions that major content providers need answering. This is required in order to 
provide a level of assurance to providers, in relation to technology and security robustness. The 
scope of the document has grown with increase in internet and over the top (OTT) delivered 
VoD services. 
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This document needs to be completed by the client’s technical team/system integrator as early 
as possible and in as much detail as possible. If a question cannot be answered please provide 
a statement indicating when it can be answered. If questions are unclear please discuss this 
with your Vubiquity project manager. 
Some questions may not be relevant to your method of delivery (e.g. if STB TV only service, 
software player questions are not relevant.) In this case please mark the answers ‘N/A’. 
As soon as the document is completed, Vubiquity can start the process of obtaining technical 
clearance with selected content providers.  




[company name - also state any previously used company names] 
Registered Address:  
[company address] 
Website Address:  
[www address] 
Main Business: 
1. Cable Operator 
2. TELCO  
3. Wireless Mobile Operator 
4. OTT Service Provider 
5. ISP 
6. Other: 
[strikethrough the businesses that do not reflect your primary business. 
Add non-listed businesses (such as "broadcaster") to option 6] 
Owners:  
[list by % owned] 
Technical Contact 
 
Name: [contact name]  
Title: [contact title] 
Telephone: [contact tel. no.]  
Email: [contact e-mail address]  
Brief Overview of 
Proposition 
 
Service/Retail name:  
[what is the name of the proposed service] 
Service Website: 
[include a URL to the service] 
End user devices:   
1. Smartphone     [e.g. iOS/Android/Win8/BB10] 
2. Tablet              [e.g. iOS/Android/Win8/BB10] 
3. Computer        [e.g. Windows/Mac desktop/laptop] 
4. STB                 [e.g. Linux based fixed line RTSP/IGMP device] 
5. OTT STB         [e.g.. Android based HTTP OTT device] 
6. Connected TV [e.g. Samsung, LG, Sony] 
7. Other: 
[strikethrough the devices that are NOT being requested. Add non-listed 
devices (such as x-box for example) to option 7] 
Anticipated launch date: 
[when is the service launching?] 
What cities, regions, and countries will the service cover: 
[where will the service be deployed?] 
 
What types of content being requested to license: 
1. Basic/Expanded Basic Linear Cable? 
2. Premium/Pay TV 
3. Pay Per View (PPV) 
4. Transactional Video On Demand (TVoD) 
5. Subscription Video On Demand (SVoD) 
6. Electronic Sell-Through (EST) 
[strikethrough the licenses that ARE NOT being requested] 
 
What existing services are provided: 
1. Premium/Pay TV 
2. Pay Per View (PPV) 
3. Transactional Video On Demand (TVoD) 
4. Subscription Video On Demand (SVoD) 
5. Electronic Sell-Through (EST) 
6. Other: 
[strikethrough the services that ARE NOT currently offered.] 
 
Type of Service offered:   
1. Streaming   
2. Progressive Download 
3. Download 
4. Other: 
[strikethrough the delivery mechanisms that ARE NOT being requested] 
 
Can users upload their own content (UGC) for use on the service? 
[yes/no. if yes, describe how it operates]. 
 
If UGC is permitted, describe the policies and methods employed to 
identify and remove copyright infringing and inappropriate material. 
[Identify any 3rd party product used] 
3.1 Summary 
Service Summary 
[Place a "X" in the cells that best represent the 



























































































































































































































































Pass-Through Devices           
   STB (fixed line IPTV/DVB/ATSC) SD          
   STB (fixed line IPTV/DVB/ATSC) HD          
   Game Console, Blu-Ray, Media Player 
Streaming Device 
SD          
   Game Console, Blu-Ray, Media Player 
Streaming Device 
HD          
Display Devices           
   Computer SD          
   Computer HD          
   Tablet SD          
   Tablet HD          
   Smartphone  SD          
   Smartphone HD          
   ConnectedTV SD          
   ConnectedTV HD          
   STB (OTT) SD          
   STB (OTT) HD          
Other: SD          
Other: HD          
 
4 Technical Review 
Attach a System Block Diagram illustrating your end to end architecture for all services 
as an overview.  
This should illustrate from content ingest, through any transcoding, encryption, storage 
and transmission through to client device(s). 
Indicate which blocks are co-located and which are not, showing where the content is encrypted 
and in the clear. Show which links are secured (ie VPN, SFTP) and which are in the clear and 
which are private networks or the internet. 
IPTV/CABLE services 
 
[a simple architectural diagram including references to all the points of interest listed in the 
question - how does content flow? what protocols are used? where does any 
encoding/transmuxing occur? where is content in-the-clear or encrypted? is the architecture 
distributed? where are the main facilities? what devices? The above diagram is just an example 
of the type of detail that is expected - there is no need to use THIS diagram.] 
OTT services 
[a different diagram if things are significantly different to the previous]  
 
4.1 Backend Technology 
Describe the VoD backend server technology referenced in the previous diagrams.  




Describe function of each core component. 
[verbally describe the system shown in your version of the above 
diagram, explaining the function/purpose of each of the blocks/elements 
shown in it, for example: 
 Signiant - purpose/functions 
 Middleware- purpose/functions 
 CA/DRM- purpose/functions 
 Content Servers- purpose/functions 
 Network- purpose/functions 
 Clients- purpose/functions 
] 
List the manufacturers & system integrators of each component. 
[list the providers of the technology components described above and of 
any system integration required in order to make the solution work] 
Describe the key points of interface with external systems (e.g. billing 
and subscription systems). 
[describe the points of interface with systems such as the operators 
CMS/SMS/OSS/BSS systems. Any other 3rd party systems such as 
recommendation engines can also be pulled out here] 
VoD storage How much data storage is available for VoD content? 
[this is typically for the central/Origin server. If a distributed/hierarchical 
RTSP solution is employed include figures for both the central and edge 
devices] 
 
Describe deletion and certification/affidavit generation or logging 
procedures. 
[when and how are assets deleted from video servers. what records are 
kept of these events?] 
Latency What is the wait time for each function (e.g. FF/REW)? 




What is the maximum number of simultaneous streams that the 
system can serve? 
[either what the RTSP server has been dimensioned to serve, or the 
throughput of the Origin server] 
What is the peak projected usage of service? 
[how many transactions/streams does the operator expect to be serving - 
usually recorded as a percentage of the total subscriber base] 
Reporting 
 
Describe all reporting capabilities of the system (e.g. browsing, 
purchases, streaming etc.) 
[a general overview of the reporting capabilities is welcome, but 
importantly a statement of compliance/integration with Vubiquity's Billing 
and Reporting specification is what is needed here.] 
Monitoring Describe what system monitoring and fault alerting is in place for all 
critical components. 
[systems such as  SNMP (HPOV/Nagios) are ideally described here] 
 
4.2 Service Delivery 
Delivery Overview How will a subscriber receive the service? (e.g. closed Cable TV 
network, closed IPTV network, 3G wireless network, WiFi, open internet) 
[over what networks will the subscriber gain access to the service? list all 
that a re relevant to the deployment] 
 
On what devices will the customer be able to receive the service? 
(e.g. STB, mobile device, PC, others) 
[this should reflect the devices listed at the start of the document] 
 
What “Home Networking” or wireless distribution features are 
supported (or explicitly not supported)? 




Describe how content is delivered to the central site (e.g. to the 
Headend or CDN): 
[from Vubiquity to customers central facility] 
Describe how content is delivered to a regional headend/hub site 
(where applicable – state if not applicable) 
[from central facility to edge node if relevant] 
Describe how content is delivered to the end user device(s) 
[from central facility or edge node to devices. State if this is over a closed 
cable/telco network or internet based] 
Transmission 
medium 
Describe the transmission medium(s) used to deliver to:  
a. Central site -  
b. Regional site -  
c. End user device -  
(e.g. Cellular Radio, Radio Broadcast, Satellite Radio, Twisted Pair-
Copper, Coax, Fibre) 
Transmission 
Protocol 
Describe the transmission protocol(s) used to deliver to: 
a. Central site -  
b. Regional site -  
c. End user device -  
(e.g. Digital, analogue, ATM, ADSL, IP, cellular) 
Network Security Describe physical security applied during delivery to 
a. Central site -  
b. Regional site -  
c. End user device-  
Fault 
Management 
How is fault detection and isolation performed during delivery to: 
a. Central site -  
b. Regional site -  
c. End user device - 
Tamper What tamper resistant mechanisms are employed to prevent signal 
Resistance theft during delivery to: 
a. Central site -  
b. Regional site -  
c. End user device-  
 
 




What Audio encoding standards are employed?  
(See later question for details on encoding profiles) 
[what audio and video compression standards are being used?] 
 
What Video encoding standards are employed?  
(See later question for details on encoding profiles) 
[what audio and video compression standards are being used?] 
 
Is encoding CBR, capped VBR or multiple VBR?  
(See later question for details on encoding profiles) 
[what audio and video compression standards are being used?] 
 
What is the proposed video bit rate?  
[state ] 
 
What is the proposed audio bit rate?  
[state ] 
 
What is the proposed resolution for movies?  
[720x480 ] 
 
What is the limitation on your bitrate?  
[talk about quality v available bandwidth trade offs, or in-market 
competitive reasons ] 
 
Will trailers be at the same bitrate?  
[720x480 ] 
 
Will assets consist of more than one A/V profile?  
[ABR yes] 
 
Are non-standard (or below 24Hz) frame rates used?  
[possibly for low resolution/bitrate ABR - describe as necessary ] 
 
4.3 CA/DRM 
[if multiple solutions are being used in parallel, either repeat this section or draw clear 
distinctions in the responses to the right. Also note that employing a non studio approved 
CA/DRM solution (such as a home-grown product) will not gain approval. ] 
Security Review 
 
How is A/V content encrypted?  
[what device does the encryption? what cypher does it employ?] 
 
Identify all CA and/or DRM systems providers. 
[list the vendors providing the solutions used for all aspects of the end to 
end CA/DRM solution - this should also include in the case of DRMs like 
PlayReady (or any other that provides SDK's) "who" implemented the 
components. If multiple DRMs are being used, then perform the same 
exercise for each solution] 
 
Specify the version numbers of the CA/DRM systems deployed. 
[what versions of the systems described previously are being deployed?] 
 
Has the solution been widely deployed? (if not, an audit by a 
recognised 3rd party specialist security auditor will be required and the 
results provided for evaluation) 
[yes/no] 
 
Can VoD content can be downloaded to the end user device? (It is 
generally assumed that all services will be streaming only) 
[ideally this should state "streaming only".] 
 
Is the encryption system smart card based or cardless? 
[state one or the other - or both if  a hybrid CA/DRM system is employed] 
 
How are A/V decryption keys delivered? 
[describe the mechanism by which the decryption keys are delivered to 
the device. for each CA/DRM in use, state how the key is requested, and 
how it is subsequently secured and delivered to the client. If this differs on 
a device by device basis, then break each down] 
 
How long are keys/licenses valid for?  
[TVoD licenses can be set for a duration up to the the length of the rental 
period - i.e. 24/48 hours. SVoD licenses should be set to be non-
persistent and requested on every playback] 
 
Are A/V keys unique to each asset?   
[this is usually "yes" but describe as appropriate for your system] 
 
Are A/V keys unique to each device/user?  
[describe if keys/licenses are tied to domains/users/devices] 
How is the IP stream prevented from being re-routed? 
[is there anything in the solutions architecture which can prevent the 
content from being streamed to a device other than the legitimate 
originator of the request? if there is not (and this is often the case) state so 
and add that whilst it is not possible to prevent this that the content is 
always distributed in an encrypted manner and as such is of little to no 
value to an adversary in that state] 
4.1 Authentication & Customer Management 
 
Customer access Describe all the options for customers to access the service. 
(e.g. IPTV subscription, cable subscription, internet subscription, 
mobile subscription)  
[how does someone become a subscriber/user of the service?] 
Mutual authentication If your service is delivered over an open network - such as 
the internet - state how you securely identify the client 
device and determine that it is not being spoofed by another 
device such as a PC.  
[describe the mechanisms used by the application (and the DRM 
if relevant) to uniquely identify each device and to individualise it] 
If a username/login is used, how is sharing of such 
credentials managed? 
[are logins monitored? is it possible to determine if an account is 
being shared (does it appear in different domains or on different 
IPs within short periods of time etc] 
Identification of who is 
viewing content 
What techniques are used to control who is able to browse, 
purchase and play back content? (e.g. Closed network, IP 
address database, customer credit card details, customer user 
name and password, PC time zone check, others?)  
[describe the mechanisms used to ensure that users and devices 
are authentic. are additional mechanisms such as purchase PINs 
used?] 
Device management How do you manage the number of devices assigned to a 
single customer account? 
[only devices registered to an account can be used. how do you 
go about registering devices to a an account? how do you de-
register a device? do you track device registration/de-registration 
to track potential fraudulent usage?] 
 
What are the limits on the number of devices per account? 
[how many devices are allowed to belong to single account at 
any one moment in time? how often can they be changed?] 
 
How do you control the number of devices per account that 
are accessing VoD content simultaneously?  
[can you control the number of simultaneous streams being used 
within a single account? If so, how?] 
What limits are set on this? 
[what is the simultaneous stream count limited to?] 
 
Geographical location What methods are used to determine if the user and device 
are within the approved geographical location? 
[customer credit card details should be checked to belong to an 
address within the licensed region. for OTT services geo-ip 
filtering should be employed] 
State which commercial Geo filtering technology is being 
used. 
[who provides the geo-ip data/service? - Vendor & Product name 
required] 
 
To what IP services is the geo-ip filtering being applied? 
[is it just the dialogue between the client and the middleware 
server? or, are all IP exchanges (such as with the key and 
streaming servers) filtered?] 
 
State how often the geo-ip data is updated. 
[daily/weekly?] 
 
Does the geo-ip function blacklist proxies and VPNs? 
[state how this is achieved] 
 
How are geo-ip policies enforced? 
[how does the service respond to the results of a geo-ip query?] 
 
If the service is available over wireless cellular networks, 
confirm that roaming users will not be able to access the 
service out of the licensed territory. 
[state how this is achieved] 
 
Can the platform monitor and report on suspicious usage - 
such as a user account initiating streaming sessions from 3 
cities within ant 24 hour period? 
[state how this is achieved] 
Financial data How is the user’s financial information protected and 
verified for a purchase? 
[describe how data within the platform is de-coupled from the 
users financial information such that all relevant regional data 
protection guidelines are adhered to. if relevant, state that all 




Hardware List the manufacturers and models of any STB to be used. 
[a table such as this should be completed and this section repeated for 
every device] 
Manufacturer Model OS SoC 
Motorola VIP-1900 Linux xxx 
 
Insert below any STB data sheets - including front and rear images 
showing inputs and outputs - for all STB's to be employed. 
 
(Insert data sheets here) 
[ideally the datasheet should include the SoC employed and the maker and model of the device. 
The datasheet and images should also clearly show all interfaces/connectors on the device] 
4.2.2 Copy & Output Protection 
Analogue Identify and characterise each type of analogue input and output 
[a table such as this should be completed] 
TYPE CHARACTERISTICS 
1 x CVBS Composite video 
1 x S-Video Composite video 
3 X RCA (YPbPr) Component video 
2 x RCA (audio L/R) audio (mono/stereo) 
 
Identify the types of content protection applied to each analogue 
output 




RCA (YPbPr) CGMS-A & Downrezzing 
RCA (audio L/R) Nothing 
also make a statement about Macrovision] 
 
Does the STB comply with the proposed FCC regulations pertaining 
to the Broadcast Flag? 
[this may well be irrelevant in your country, and maybe even challenged in 
the US these days. answering as N/A should be ok]  
 
Are analogue outputs standard definition, high definition or both? 
[a table such as this should be completed] 
OUTPUT RESOLUTION 
CVBS SD, cannot carry HD 
S-Video SD, cannot carry HD 
RCA (YPbPr) SD and HD 
RCA (audio L/R) N/A 
 
Is CGMS-A added by the STB? If so, on which line/lines? 
[a table such as this should be completed] 
CGMS-A is added according to the table below: 
Format Standard Line No.s Bit No.s Type 
576i50 (SECAM) EN-300-294 23 12, 13 - 
 
Describe the control mechanism of enabling analogue output 
content protection 
[how is it signalled and subsequently enabled by the STB?] 
 
Digital Identify and characterise each type of digital input and output 
[a table such as this should be completed] 
TYPE CHARACTERISTICS 
1 x HDMI Digital Video 
1 x USB Digital Data 
1 x Ethernet Digital Data 
1 x S/PDIF Digital Audio 
 
Are digital outputs standard definition, high definition or both? 
[typically this is BOTH]  
Identify the types of content protection applied to digital outputs 
[a table such as this should be completed] 
OUTPUT PROTECTION 
HDMI HDCP vX.X 
USB No video distribution. 
Ethernet No video distribution. 
S/PDIF Nothing 
[HDCP version 1.4 is the minimum requirement for HD. Version 2.1 will be 
the minimum for Miracast.] 
Describe the control mechanism of enabling digital output content 
protection 
[how are any of the above applied? With respect to HDCP, state whether 
the solution is compliant with the SRM requirements]  
Selectable Output 
Control 
Can any of the outputs be disabled from a centralised control point 
in the event that the content owner finds piracy from that output 
(Selectable Output Control?) 
[if such a capability exists, describe it]  
 
Digital Only Token 
[is it possible to disable all analogue outputs?]  
 
How many IP network connections are supported per STB? 
[this relates to the number of interfaces bound to the device as opposed to 
the number of software IP connections that could be simultaneously in 
operation. typically a device only has one RJ-45 connector]  
 
4.2.3 CA/DRM Client 
Decryption Describe the content decryption approach taken within the STB 
[who implemented the CA/DRM on the device? Has it been audited? Does 
it comply to any published Compliance & Robustness specification? Is it 
integrated with the SoC's security processor? How is a hardware root of 
trust established? How are keys and licenses securely stored? Is 
protected memory employed? etc]  
 
Describe the mechanism of key hiding or protection used within the 
STB 
[is communication scrambled between the chip and DDR memory? Is the 
solution compliant with any published standard or specification? Is a 
secure memory are employed? is the memory accessible? are keys 
exposed to the main CPU? etc]  
 
Can the key/License be transferred between devices? 
[state if this is possible or not] 
 
Is the License/Key unique to a device? 
[state if this is true or not] 
 
If progressive download is employed, how big is the buffer? 
[state buffer size] 
 
Is content buffered for display only? 
[this is usually the case for non progressive download (streaming) 
solutions] 
 
How is the DRM client individualised and tied to the device in order 
to make it uniquely identifiable? 
[how is this achieved?] 
 
Can the security system within the STB be renewed? 
[yes or no]  
 
Does security system renewal require the permission of the 
subscriber? 
[yes or no]  
 
What is the process by which renewal is invoked? (Is it commanded 
from the headend or request by the subscriber upon a notification from the 
operator?) 
[describe how the operator would renew the CA/DRM system] 
 
Can the STB be revoked? 
[describe how an operator would revoke the device]  
 
How does the STB authenticate itself to the network? 
[describe the steps that are taken from the point of a device being 
purchased or provisioned to the subscriber gaining access to the service. 
include any details about unique device identification and how such 
signatures are derived]  
 
How often does re-authentication occur? 
[boot? every transaction/session? other?]  
 
Provide a copy of the security robustness and compliance rules 
required of STB manufacturers. 
[if this document does not exists, then describe in detail what security 
features (both hardware and software) have been employed to create a 
Trusted Execution Environment (TEE). a TEE would typically require 
information relating (but not restricted) to: 
  does the device have a Secure OS/Security Processor (what 
does it provide, how is it used). 
 is there a non-modifiable hardware toot of trust. 
 what's the bootstrap/cecure boot process 
 is there a secure video path. 
 how are secrets/sensitive data protected. 
 what secure storage is available. 
 how is the device identity established. 
 how are forced software updates managed. 
 how is unauthorized software prevented from executing. 
 how is content secured or prevented from being exposed over 




[whilst VoD content 
cannot be 
recorded, some 
solutions may take 
advantage of Push 
VoD capabilities to 
overcome network 
issues and as such 
there is a legitimate 
case for holding 
recorded content 
on a device.] 
 
Is the STB equipped with PVR functionality? 
[yes/no] 
 
How is the HDD connected to the STB? 
[internal or external, USB or PCMI etc]  
 
What is the HDD capacity and how much is available for different 
aspects of the service? 
[XXGB, xGB for user recording, xGB for Push VoD etc]  
 
Describe the HDD 
[manufacturer, rpm]  
 
Is the storage mechanism encrypted? 
[VoD content CANNOT be recorded. However, if a Push VoD solution is 
employed, describe how content is securely stored.]  
 
Is the hard disc paired to the player/STB? 
[state how this is achieved.] 
 
Can a removable recording mechanism be used? 
[state if any other devices can be connected to the STB for the means of 
recording, and if so, what recording capabilities are enabled.] 
 
How does the user obtain the external storage? 
[rental from operator, OTS drive etc] 
 
Is the removable medium paired to the player/STB? 
[state how this is achieved.] 
 
Are retention limits imposed on accumulated content? (If, so what are 
the limits; how are they conveyed to the player/STB?) 
[how is content expired?] 
 
If analogue recording is permitted, are Macrovision and CGMS-A 
signalling detected to prevent protected content from being 
recorded? 





Is the STB capable of session based watermarking? 
[if the device is capable AND you intend to employ this technology..] 
(If answer is ‘yes’, also answer points a – d below) 
a. Identify the watermarking technology used and the payload 
capacity. 
b. Describe the forensic marking process. 
c. Describe the forensic marking detection and recovery process. 
d. Describe the robustness of the watermark in terms of 
survivability to obscuration, down rez, or overmarking. 
 
4.2.6 Home Networking 
DLNA 
 
Can the device play other content from within the home network via 
streaming or file transfers? 
[state how this is achieved.] 
 
Does the device implement any watermark detection (such as 
Cinavia) to disrupt the playback of pirated material? 
[state how this is achieved.] 
 
How is localisation performed? 
[if an approved mechanism is being employed to permit in-home 
distribution (DLNA/DTCP-IP or PlayReady-ND) then describe what 
mechanisms are employed to ensure that the device is within the home 
network environment] 
 
Does the device include an integrated drive for other media? 
[state if the STB has a SD/DVD/BluRay or other integrated drive.] 
Transfer & 
recording 
Does the STB have the ability to transfer/burn content to other 
devices or recordable media? 
[if yes,  what devices and how are they authenticated?] 
 
4.3 Software Player 
4.3.1 Architecture 
Overview Identify and characterize the software environment and player 
supplier. 
[a table such as this should be completed including EVERY device 




iOS 3+ HLS Native vendor A 
Android 4+ HLS xyz vendor A 
Windows XP+ SmoothStreaming Silverlight PlayReady 
Mac OS X 10+ SmoothStreaming Silverlight PlayReady 
ConnectedTV 
[Linux] 
HLS OEM vendor A 
OTT STB 
[Linux] 
HLS OEM vendor A 
 
Describe the player architecture. 
[a table such as this should be completed including EVERY device] 
OS UI  DRM Player Monolithic? 
iOS Objective-c vendor A native Yes 
Android Java vendor A vendor B No 
Windows Silverlight PlayReady Silverlight Yes 
Mac Silverlight PlayReady Silverlight Yes 
Connected
TV [Linux] 
? ? ?  
OTT STB 
[Linux] 
? ? ?  
["monolithic" is attempting to discover if the application is compiled and 
delivered as a single application, or it constitutes discrete components. If 
an application is not monolithic, describe how the UI, DRM & Player work 
together and which does the decryption and key handling, please provide 
a block diagram to assist with the explanation such as: 
 
1 - Application acquires and browses catalogue 
2 - Application issues "play" request to secure player 
3 - Player retrieves HLS manifest (over https) 
4 - Player passes EXT-X-KEY request to DRM 
5 - DRM acquires decryption key 
6 - Player passes chunk to DRM 
7 - DRM decrypts chunk and passes it back to player for display 
 
1 - Application acquires and browses catalogue 
2 - Application issues "play" request to secure player (embedding native) 
3 - Player retrieves HLS manifest (over https) 
4 - Player passes EXT-X-KEY request to DRM 
5 - DRM acquires decryption key 
6 - DRM passes key to native player 




4.3.2 Copy & Output Protection 
Analogue Identify and characterize the types of analogue inputs and outputs. 
[a table such as this should be completed] 
OS Interface 
iOS composite adaptor cable 
component adaptor cable 
Android composite adaptor cable 
component adaptor cable 
PC composite  
component  
Mac composite  
component  
ConnectedTV [Linux] composite  
component  
OTT STB [Linux] fill as per device spec 
 
Identify the types of Content Protection applied to analogue outputs. 
[a table such as this should be completed including EVERY device] 
OS Interface Security Notes 
iOS composite adaptor  
component adaptor  
CGMS-A 
disable o/p 
If DRM cannot 
control the output it 
will be disabled. 
Android composite adaptor  
component adaptor  
CGMS-A 
disable o/p 
If DRM cannot 
control the output it 
will be disabled. 







control outputs as 
defined in OPLs. 







control outputs as 














Are analogue outputs standard definition, high definition or both? 
[a table such as this should be completed] 
OUTPUT RESOLUTION 
component SD, cannot carry HD 
composite SD and HD 
 
Is CGMS-A added by the output card? If so, on which line/lines? 
[a table such as this should be completed] 
CGMS-A is added according to the table below: 
Format Standard Line No.s Bit No.s Type 
576i50 (SECAM) EN-300-294 23 12, 13 - 
 
Describe control mechanism of enabling analogue output Content 
Protection. 
[how is it signalled and subsequently enabled by the device?] 
Does the player comply with the proposed FCC regulations 
pertaining to the Broadcast Flag? 
[this may well be irrelevant in your country, and maybe even challenged in 
the US these days. answering as N/A should be ok]  
Digital Identify and characterize the types of digital inputs and outputs. 
[a table such as this should be completed] 
OS Interfaces Characteristics 
iOS HDMI, USB, Ethernet digital bit stream 
Android HDMI, USB, Ethernet digital bit stream 
PC HDMI, DVI, USB, Ethernet digital bit stream 
Mac DVI, USB, Ethernet, AirPlay digital bit stream 
CTV HDMI, USB, Ethernet digital bit stream 
OTT STB HDMI, USB, Ethernet digital bit stream 
 
Are digital outputs standard definition, high definition or both? 
[Both] 
 
Identify the types of Content Protection applied to digital outputs. 
[a table such as this should be completed noting that NO DISTRIBUTION 
is permitted over USB or Ethernet] 
OUTPUT PROTECTION 
HDMI HDCP vX.X 
USB No video distribution. 
Ethernet No video distribution. 
S/PDIF Nothing 
AirPlay No video distribution. 
 
Describe the control mechanism of enabling digital output Content 
Protection. 
[how are any of the above applied? With respect to HDCP, state whether 
the solution is compliant with the SRM requirements. How does the client 
determine if HDCP has been enabled?]  
 
Can any of the outputs be disabled from a centralised control point 
in the event that the content owner finds piracy from that output (in 
industry terms, Selectable Output Control)? 
[if such a capability exists, describe it]  
Selectable Output 
Control 
Can any of the outputs be disabled from a centralised control point 
in the event that the content owner finds piracy from that output 
(Selectable Output Control?) 
[if such a capability exists, describe it]  
 
Digital Only Token 
[is it possible to disable all analogue outputs?]  
 
How many IP network connections are supported per STB? 
[this relates to the number of interfaces bound to the device as opposed to 
the number of software IP connections that could be simultaneously in 
operation. typically a device only has one RJ-45 connector] 
4.3.3 CA/DRM Client 
 Describe the content decryption approach taken within the player. 
[for each device, who implemented the CA/DRM on the device? Has it 
been audited? Does it comply to any published Compliance & Robustness 
specification? Is it integrated with the devices hardware? How is a 
hardware root of trust established? How are keys and licenses securely 
stored? How are keys disposed? Is protected memory employed? etc]  
 
Describe the mechanism of key hiding or protection used within the 
player. 
[describe all of the techniques applied such as obfuscation, anti-tamper, 
anti-debug, whitebox crypto etc]  
 
Can the key/License be transferred between devices? 
[state if this is possible or not] 
 
Is the License/Key unique to a device? 
[state if this is true or not] 
 
If progressive download is employed, how big is the buffer? 
[state buffer size] 
 
Is content buffered for display only? 
[this is usually the case for non progressive download (streaming) 
solutions] 
 
How is the DRM client individualised and tied to the device in order 
to make it uniquely identifiable? 
[how is this achieved?] 
 
Can the player be renewed? 
[yes or no]  
 
Does security system renewal require the permission of the 
subscriber? 
[yes or no]  
 
What is the process by which renewal is invoked? (Is it commanded 
from the headend or request by the subscriber upon a notification from the 
operator?) 
 [describe how an operator would update the drm component on each 
device type]  
 
Can the player be revoked? 
[yes or no]  
 
How does the player authenticate itself to the network? 
[describe the steps that are taken from the point of a device being "pointed 
at" the service to the subscriber gaining access to the service. include any 
details about unique device identification and how such signatures are 
derived. again, this needs to be done for each device/device class]  
 
How often does re-authentication occur? 
[start-up/every session/every transaction?]  
 
Provide a copy of the security robustness and compliance rules 
required of software player manufacturers. 
[if this document does not exists [such as the MS PlayReady Compliance 
& Robustness Specification], then describe in detail what security features 
have been employed to create a secure application environment. This 




 key/data hiding (whitebox crypto). 
 Rogue application detection. 
 anti screen scraping. 
 jailbrake/rooting detection. 
 anti clock rollback 
 integrity detection 
] 
 
What root detection mechanisms are employed? 
[describe the techniques employed to detect if a device has been rooted 
or jailbroken. additionally, describe what happens post detection -  is the 
client able to perform multiple tasks if such circumvention is detected. this 
could range from simply preventing delivery of content to that device, or, 
having the ability to report the fact that the device has been compromised 
and limit the resolution of the delivered stream to no more than 320 x 240, 
at a bit rate below 300 kbps] 
 
Identify the manufacturer of the software obfuscation technology 
employed by the player. 
[the drm vendor will be employing obfuscation from a recognised vendor. 
additionally list any obfuscation products employed by the application 




Is the player permitted to have PVR functionality? 
[yes or no]  
 
How is premium/VoD content protected within the PVR functionality? 
[recording of premium VoD content is not usually permitted] 
 
Is the storage mechanism encrypted? 
[VoD content CANNOT be recorded]  
 
Is the hard disc paired to the player/STB? 
[describe]  
 
Can a removable recording mechanism be used? 
[describe]  
 
Is the removable medium paired to the player/STB? 
[describe]  
 
Are retention limits imposed on accumulated content? 
[describe]  
 
If, so what are the limits; how are they conveyed to the player/STB? 
[describe]  
4.3.5 Watermarking 
 Is the player capable of session based watermarking for high value 
content? 
[if the device is capable AND you intend to employ this technology..] 
(If answer is ‘yes’, also answer points a – d below) 
a. Identify the watermarking technology used and payload capacity. 
b. Describe the forensic marking process. 
c. Describe the forensic marking detection and recovery process. 
d. Describe the robustness of the watermark in terms of 
survivability to obscuration, down rez, or overmarking. 
4.3.6 Home Networking 
 If "Home Networking" is enabled, how is localisation performed? 
[if an approved mechanism is being employed to permit in-home 
distribution (DLNA/DTCP-IP or PlayReady-ND) then describe what 
mechanisms are employed to ensure that the device is within the home 
network environment]  
Does the device implement any watermark detection (such as 
Cinavia) to disrupt the playback of pirated material? 
[state how this is achieved.] 
 
How is localisation performed? 
[if an approved mechanism is being employed to permit in-home 
distribution (DLNA/DTCP-IP or PlayReady-ND) then describe what 
mechanisms are employed to ensure that the device is within the home 
network environment] 
 
Does the device include an integrated drive for other media? 
[state if the STB has a SD/DVD/BluRay or other integrated drive.] 
4.1 User Experience 
Provide example screen shots of the VoD user interface: 
[device specific screenshots are preferred, ideally displaying how content is presented for 
browsing, purchase and playback] 
4.2 Content and Metadata Management 
 
Metadata Modification Does the VOD system allow metadata to be modified once 
content is on the platform, without the need for the content to 
be deleted and completely re-ingested?   
(The metadata that typically requires updating throughout the life of 
a piece of content is: 
a. License period – licenses are very often extended 
b. Availability period – being able to show and hide content over a 
period of time is a useful marketing tool 
c. User interface location – the content should be available to the 
customer from different folders throughout its life on the service 
(e.g What’s new -> What’s recommended -> Last chance to see) 
d. Price 
 
[yes or no] 
Metadata Updates Can these metadata changes be made through the ingest of an 
updated metadata file? If not, describe how metadata can be 
modified once content has been initially ingested on to the 
platform. 
[yes or no. also state the mechanism by which this is achieved 
(normaly CableLabs 1.1 ADI). also describe the mechanism 
employed to delete all physical assets from all devices when a 
"DELETE" verb is delivered] 
 
4.3 Video and Audio Encoding Profiles 
Describe the encoding profile(s) to be used, covering all devices. Specify for both SD and HD. 
Note 1 - Vubiquity has standard encoding profiles for most device types and can provide 
guidance on selection of appropriate profiles. 
Note 2 - It is forbidden to utilise previously delivered CBR assets as sources for secondary 
transcoding purposes - such as creating ABR assets. 
 Example 
 
Profile 1 Profile 2 Profile 3 





   
Video Bitrate 800Kbps VBR 
 
   
Spatial Resolution 384x288 
1.33 4x3FF 
 
   
Frame Rate 
 
XX per sec    
Audio Codec 
 




16 bit 44Khz 
Stereo 
   
 
[if adaptive streaming is being employed, add additional tables showing the profiles used. the 
table should clearly show the resolution, aspect ratio, frame rate, a/v bitrates and h.264 
encoding profiles/levels proposed for each profile. ensure that the table includes any relevant 
profiles mandated by certain device manufacturers in order to ensure that the service can be 
used by an application served from the appropriate app store (specifically Apple's 64Kbps 
emergency profile). Whilst not explicitly requested in this documentation, it is important that a 
potential customer is aware of other restrictions relating to their mobile applications - specifically: 
 if you do NOT currently operate a primary STB based service, then apps will be 
considered to be "secondary" services and as such the app store provider will expect to 
receive a share of any revenues derived from the use of the application [30% in the case 
of Apple]. Removing the "in app purchase" feature from the app removes this problem, 
but does require your customer to purchase perform the purchase of the asset 
elsewhere - through a web browser for example. 
 OTT STB's based on Android CANNOT provide the customer with open and 
uncontrolled access to download apps from the open market. Only operator provided 
applications available from an operator controlled app store may be permitted. 
Operators agree to immediately remove any application upon studio request.] 
 
 
4.4 Material Servicing Information  
 
Transmission Format Indicate your preferred transmission format. 
Vubiquity already deal with the Licensors’ teams, and have a 
predefined 'mezzanine' spec and an agreed mode of delivery. 
File delivery over a secure link is required. The details of this are 
agreed between the Licensor and Vubiquity. 
 
If digital file delivery is not possible the alternative delivery 
method is Digital Betacam. 
[nothing additional required here] 
Picture Format(s) Indicate your preferred picture format. 
16x9 (anamorphic) FF/LB 
Language of 
Transmission 
Indicate your preferred language. 
[the main audio language of the feature. this is subject to 
contractual negotiations and is purely for studio information and 
not a binding agreement on material formats] 
Subtitles Indicate your preferred subtitle language and format. 
[the main subtitle language of the feature. the subtitle format will 
usually be dictated by the streaming/player vendor, this is subject 
to contractual negotiations and is purely for studio information 
and not a binding agreement on material formats] 
Contact Vubiquity Material Servicing contact details: 
Name: Traffic Department 
Telephone: 020 7378 2500 
Fax: 020 7378 2501 
Email: traffic@vubiquity.co.uk 
[nothing additional required here] 
Shipping Materials shipping address (if content can be sent 
electronically FTP address) 
 
Vubiquity 
163 Tower Bridge Road, SE1 3LW, London, UK 
[nothing additional required here] 
Storage Facilities Provide details of your content (”masters”) storage facilities. 
See Appendix A - Vubiquity Facility Security. 
Authority:  
FACT accredited library 
Location(s)?:  
At above address 
Security measure(s)?  
CCTV, electronic pass, restricted access 
Deletion/degaussing procedures?  
Striped at FACT accredited facility post license period. 
Tape Delivery In the case of videotape delivery, is content encoded in-
house or via third-party provider? 
Video tapes are encoded in-house at Vubiquity. 
 
4.4.1 3D 
3D Is 3D content required? 
[yes/no] 
 
If so, select the format required: 
1. Full Resolution (Left Eye & Right Eye) 
2. Frame Compatible Side By Side 
3. Frame Compatible Top and Bottom 
4. Anaglyphic Red/Cyan  
5. Anaglyphic ColorCode 
6. Anaglyphic Other 
 [strikethrough the formats that are NOT required. leave ONLY 
one] 
 









 [strikethrough the resolutions that are NOT required. leave ONLY 
one] 
What codecs and bitrates will be used for 3D content? 
[list] 
 
Will closed captions be included with the 3D content? 
[yes/no] 
 
If so, describe the process used to position the captions in 3D 
space (tools, workflow, displays used to evaluate quality etc) 
[describe] 
 
Will any additional graphical overlays (bugs), be added on top 
of the 3D video presentation?  
[yes/no] 
 
If so, describe the process used to position the graphics in 3D 
space (tools, workflow, displays used to evaluate quality etc) 
[describe] 
 
Please list any special file format or delivery requirements 
related to 3D asset delivery. 
[list] 
 




For each processing center, describe the physical security provided. 
(e.g. key card access, guard coverage, etc.).  
Vubiquity 
Vubiquity’s London Network Operations Center is FACT approved for 
Media Content Services, and their FACT membership number is 13/0353.   
External and Internal CCTV camera's installed controlling access and door 
monitors from a central station .     
Access to the premise must be by prior arrangement, giving a minimum 
24 hours notice. Non permanent access requests will be approved / 
declined by Level 3. Successful requestors will be asked to attend site at a 
designated time quoting a reference provided by Level 3. Issue of a 
security pass will be on production of Government issued photographic ID 
in conjunction with the provided reference number. 
Permanent access requests will be reviewed by Level 3 and approved / 
declined as appropriate. The applicant will be instructed on the procedure 
to be issued with a secure access ID. 
Persons attending the premises must report to Security who will be 
expecting their arrival. Security will subsequently arrange for the visitors 
collection by a Vubiquity employee from reception. Clients with permanent 
facility and suite access can proceed unescorted. 
The site is controlled by full electronic access control system, based on 
Proximity cards, PIN keypads, and Biometric Palm-scanners for co-
location rooms. 
A Level 3 security pass must be visible at all times. 
Personnel will not enter any area unless they have attended a site 
induction and have any relevant "permit to work" issued by either Level 3 
or one of its approved issuers. 
All doors have a time out feature of 30 seconds before an alert is raised 
with the onsite security team. Please ensure that doors are not held open 
longer than this period 
The facility has 24/7 on site security and surveillance cameras on all point 
of entry (external and data floors) 
Tailgating is not permitted through any secure entrance or exit. 
Operator Owned 
& 3rd party 
Facility Security 
If the datacenter is cloud based, describe how content is secured 
whilst being stored. 
 [content should always be encrypted to prevent retrieval by means of disk 
defragging. to prevent this content should either be encrypted immediately 
upon ingest or, if content is to be stored "in the clear" (so facilitate a 
transmuxing based solution for example) then techniques such as 
"encryption at rest" or  "encrypted file systems" must be employed] 
 
What data centre standards does the facility conform to? 
[additional information required here] 
 
Has the facility been accredited by an independent 3rd party content 
security auditor? 
[additional information required here - FACT/MPA/MPAA etc. attach any 
relevant approval certificates] 
 
Attach a copy of the company or facility Network Security Standard 
Operating Procedures (SOP).   
[document reqiuired] 
 
Does a security policy document exist that has been approved by 
management, and published and communicated to all employees? 
[additional information required here] 
 
Are responsibilities for the protection of individual assets and for 
carrying out specific security processes clearly defined? 
[additional information required here] 
 
Are appropriate contacts with law enforcement authorities, 
regulatory bodies, information service providers and 
telecommunication operators maintained to ensure that appropriate 
action can be quickly taken and advice obtained in the event of a 
security incident? 
[additional information required here] 
 
Is the implementation of security policy reviewed independently on a 
regular basis within the organization? 
[additional information required here] 
 
Are security risks with third party contractors working onsite 
identified and are appropriate controls implemented? 
[additional information required here] 
 
Are security requirements addressed in contracts with third parties? 
[additional information required here] 
 
Are employees required to sign a document acknowledging all the 
security requirements to ensure compliance with the organization’s 
security policies and standards? 
[additional information required here] 
 
Are verification checks on permanent staff carried out at the time of 
job applications? This should include character reference, 
confirmation of claimed academic and professional qualifications, 
and independent identity checks. 
[additional information required here] 
 
Are employees asked to sign a confidentiality or non-disclosure 
agreement as a part of their initial terms and conditions of 
employment? 
[additional information required here] 
 
Do all employees of the organization and third party contractors 
receive appropriate security training and regular updates in 
organizational policies and procedures? 
[additional information required here] 
 
Do formal reporting procedures exist to report security incidents 
through appropriate management channels as quickly as possible? 
[additional information required here] 
 
What physical perimeter security has been implemented to protect 
your facility and operations?  What entry controls are in place to 
allow only authorized personnel into various areas within the 
organization?  (e.g. card control entry gates, walls, manned reception 
etc.). 
[additional information required here] 
 
Do internal rooms, which contain content assets, have locks or have 
lockable cabinets or safes? 
[additional information required here] 
 
Are incoming content assets identified, assigned an owner, given a 
security classification, moved immediately to a secure storage 
location, and their movement thereafter tracked? 
[additional information required here] 
 
Is there security control for third parties and for staff personnel 
working in secure areas? 
[additional information required here] 
 
Are the delivery area and content processing area isolated from each 
other to avoid any unauthorized access? 
[additional information required here] 
 
Are the power and telecommunications cable carrying data and 
supporting processing services protected from interception? 
[additional information required here] 
 
Are storage devices and media containing sensitive information 
physically destroyed or securely over-written? 
[additional information required here] 
 
Is security of media while being transported taken into account and 
protected from unauthorized access, misuse or corruption? 
[additional information required here] 
 
Is an automatic computer screen locking tool enabled?  (This would 
lock the screen when the computer is left  unattended for a period of time.) 
[additional information required here] 
 
Are all programs running on production systems subject to strict 
change control, i.e., any change to be made to those production 
programs need to be pre-authorized and audit logs maintained for 
any change made to the production programs? 
[additional information required here] 
 
Are the development and testing facilities isolated from operational 
facilities?  
[additional information required here] 
 
Are there controls against malicious software installation and 
usage? 
[additional information required here] 
 
Is a unique identifier provided to every user such as operators, 
system administrators and all other staff including technical staff? 
[additional information required here] 
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Appendix B - Anti-Piracy Cooperation 
Guiding Principles Does the operator agree that protection of intellectual property 




Does the operator agree that illegal file distribution and other forms 




Does the operator agree that illegal file distribution also adversely 
affects their own networks and reduces available bandwidth access 




Does the service or a larger overall service have partnership 
agreements with ISPs? (e.g., a DSL Internet and Satellite TV 
partnership)  
[list]  
Is the service carried on a system that also provides Internet 
access? 
[complete a table such as this]  
Service Type ISP 
cable TV and DOCSIS Internet system Virgin Media 
FTTH Internet and broadband TV system BT 
 
What email address(es) is/are provided by the ISP(s) to receive 
copyright infringement complaints?  
[complete a table such as this]  
ISP e-mail 
Virgin Media xxx@xxx.com 
BT xxx@xxx.com 
 
What process does the ISP use to forward infringement notices to 
end users?  
[describe the process]  
 
What is the policy toward those who receive their first notice and 
those that receive multiple notices? 
[will service be suspended after x notices?]  
 
What recording/reporting is made of infringement notifications 
issued? 
 
Does the service or ISP(s) manage Internet bandwidth usage by 
using traffic shapers?  
[yes/no]  
 
Is P2P traffic bandwidth limited?   
[yes/no]  
 
Is P2P bandwidth limited or eliminated for those users who receive 
infringement notices?  
[yes/no]  
 
Does the service or ISP(s) use network technology or equipment to 
enhance P2P traffic efficiency or user experience?  
[yes/no]  
 
Does this technology have the ability to identify illicit file sharing? 
[yes/no]  
Site Blocking Upon specific request, can access to any website specified by a 
studio be blocked? (the site typically being the subject of a civil or 
criminal judgment for copyright infringement, or having received a large 
volume of infringement notices from rights holders.)  
[yes/no] 
Takedown Will any operator maintained or hosted website (or ftp server) that 
contains content that infringes studio IP be taken down? 
[yes/no] 
Will any operator maintained or hosted website (or ftp server) that 
contains links to other sources of illegal content be taken down? 
(such as, but not limited to, Hyperlinks, Edonkey Hash Links, Bittorrent 
.torrent files, DLC Sharehosting container file.) 
[yes/no] 
Newsgoups On written request, will the operator remove any Infringing Content 




On written request, will the operator block access to Newsgroups 
containing infringing content? 
[yes/no] 
Advertisements Will the operator advertise its TV or internet services on P2P file 
sharing applications, Newsgroups or Websites that inference or 
facilitate the infringement of copyright ? 
[yes/no] 
 
Will the operator advertise its TV or internet services on software 
products/devices know to remove copy control technologies? 
[yes/no] 
 
Will the operator accept adverting from P2P file sharing 
applications, Newsgroups or Websites that inference or facilitate 
the infringement of copyright? 
[yes/no] 
 
Will the operator accept adverting from software products/devices 
know to remove copy control technologies? 
[yes/no] 
Litigation Will the operator use reasonable commercial efforts to cooperate 
with studio's when studio's decide to  pursue civil, administrative, 
criminal or other available remedies against an Internet Subscriber 
who infringes IPRs and/or against  an Infringing Site/Service? 
[yes/no] 
Terms of Service Do the Customer T's & C's prohibit them from Intellectual Property 
Infringement? (meaning the engagement in activities that infringe 
intellectual property rights such as P2P file-sharing, posting, streaming, 
making available, uploading, downloading or other distribution of content 
protected by intellectual property).  
[describe]  
 
Are customers also aware that facilitating activities through The 
Operator's hosted websites and services (including eDonkey directory 
servers, BitTorrent trackers and/or websites which index and link to 
content served at a separate host) also constitutes an infringement? 
[describe]  
 
Must customers expressly agree to the above (by way of a click-
through notification) as part of their T's & C's? 
[yes/no]  
 





Describe how breaches are monitored and reported back to content 
owners.  
[breaches relating to the operational facility, DRM, applications, and any 
content that can be traced back to the service should be covered here] 
 
Describe the procedure for rectifying breaches.  
[how soon after discovery is a studio informed (typically 2 days). after 48 
hours, a preliminary technical report should be provided accurately and 
precisely defining the source and ramifications (a risk analysis report) 
along with a plan for corrective actions. implement plan and keep studio 
informed. ] 
 
