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Táto diplomová  práca  sa  zameria  svojími  návrhami  na  zlepšenie  funkčnosti 
firemného e-shopu. Popíše fungovanie a význam e-shopu pre byznys podniku. Návrhy 
sú  zacielené  na  zvýšenie  komfortu  užívateľov  a  zároveň  zefektívnenie  využívania 
výpočtových zdrojov. Budú predstavené postupy,  podľa ktorých sa budú navrhované 
zmeny implementovať s ohľadom na súčasné tendencie pri navrhovaní a v projektovom 
riadení  IS/ICT.  Taktiež  táto  práca  nahliadne na  možné rizika  s  prechodom na nový 
hardware a vymedzí proces riadenia zmeny.
Abstract
This masters  thesis will  focus  on  proposals  which  will  lead  to  improve 
functionality  of company e-shop. Will  describe functionality and importance of the e-
shop for company business. Proposals are aimed to increase users comfort and more 
effective usage of computing resources. There will be introduced processes which will 
help to  implement proposed changes  according to  current  trends in  the design and 
project management of IS/ICT. This thesis will also take a look of  potential risks of 
related to the transition to the new hardware and define change management process.
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Súčasnosť poskytuje široké možnosti kde a akým spôsobom obchodovať. 
Väčšina transakcií a predaja sa dnes uskutočňuje na internete pomocou e-businessu. 
Každý si vie predstaviť ako takýto e-shop funguje, ale táto práca bude popisovať 
špecifickú formu e-shopu, ktorá je využívaná jedinou spoločnosťou. Ide o uzavretú 
komunitu –  zamestnancov spoločnosti, ktorí si prostredníctvom tohto firemného e-
shopu zadovažujú potrebné výpočtové zariadenia a prostriedky. Takže primárnou 
úlohou e-shopu v tomto prípade nebude zisk, ale bude vytvárať prostredie a 
zabezpečovať tak podporné procesy podniku pri tvorbe zisku. Tvorí aj mnoho ďalších 
funkcií, ako je kontrola rozpočtu, sledovanie stavu objednávok a tovaru, rozhranie 
medzi spotrebiteľom a dodávateľom, ale ako aj zdroj údajov pre účtovníctvo, inventár 
vybavenia a katalóg dostupného tovaru.
V tejto práci budu popísané postupy a spôsoby ako sa formujú a vyvíjajú 
informačné systémy v nadnárodných spoločnostiach, za pôsobenia rôznych týmov, ktoré 
sa nachádzajú na rôznych kontinentoch. Prostredníctvom projektového riadenia bude 
snaha dosiahnuť koordináciu technikov a prác, aby sa podarilo naplniť očakávaný cieľ, 
ktorým bude v prvom rade uspokojiť očakávania zákazníka. Spokojnosť zákazníka 
bude mať potom dopad na všetky zúčastnené strany a môže sa tak rozvíjať vzájomná 
spolupráca do budúcnosti.
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 1 Ciele práce, metódy a postupy spracovania
Cieľom tejto práce bude navrhnúť zmeny v troch oblastiach firemného e-shopu. 
Prvá oblasť sa bude zaoberať prechodom na nový, výkonnejší hardware, ktorý poskytne 
viacero možností v škálovateľnosti, ale aj v podobe efektívnejšieho využívania 
výpočtových zdrojov. Podstatná časť návrhov na zlepšenie sa týka funkčnosti aplikácie, 
kde návrhy budú implementované do kódu aplikácie alebo do zmien konfigurácií 
aplikačného vybavenia podporujúceho chod e-shopu. A tretia oblasť bude obsahovať 
doporučenia z oblasti bezpečnosti, nakoľko sa bezpečnosti v informačných systémoch a 
technológiách prikladá veľký dôraz. 
Tieto návrhy budú smerované tak, aby boli uspokojené všetky zainteresované 
strany využívajúce služby e-shopu, ale zároveň aj  správcovia a koncoví užívatelia. 
Zákazník – užívateľ a konzument poskytovaných IS/ICT služieb by mal pocítiť pridanú 
hodnotu, ktorá je pre neho tvorená s potenciálom do budúcna, aby to mohlo byť využité 
ako potenciálna konkurenčná výhoda. Návrhy by mali taktiež odľahčiť infraštruktúru 
informačného systému, uľahčiť prácu správcom a hlavne zjednodušiť a zefektívniť 
užívanie e-shopu koncovým užívateľom.
Zdroje informácií, ktoré budu slúžiť ako podklad pre navrhované vylepšenia a 
ktoré budú indikovať oblasti, v ktorých je potreba sa zamerať na zlepšenie 
poskytovaných služieb, pochádzajú od zákazníka –  užívateľa IS/ICT služieb a od 
správcov informačného systému podniku. Tieto informácie sú získavané a uchovávané 
následovne:
 Prostredníctvom prieskumov spokojnosti koncových užívateľov. Dva krát za rok 
sú rozosielané elektronické dotazníky, kde majú užívatelia možnosť zhodnotiť 
úroveň poskytovaných služieb a informačného systému.
 Odozva zákazníka pri riešení problému prostredníctvom help desku. Po 
vyriešení problému so zahrnutím poskytovateľa IS/ICT služieb, zákazník obdrží 
automaticky generovaný dotazník, kde môže vyjadriť svoju 
spokojnosť/nespokojnosť s priebehom riešenia problému a podnety na zlepšenie.
 Priama komunikácia managementu odberateľa služieb s vrcholovými 
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predstaviteľmi, ktorí sú zodpovední za poskytované služby. Tá sa uskutočňuje 
pravidelne, každý týždeň prostredníctvom telekonferencií. Tam sú predstavené 
hlavné súhrnné predstavy o smerovaní podnikového systému odvodené od 
podnetov koncových užívateľov. 
 Pre správcov systému je k dispozícií databáza defektov, kde sú ukladané 
vzniknuté situácie, ktoré sa opakujú a nie je možné ich vyriešiť ináč, ako 
zmenou kódu aplikácie alebo zásahom do fyzického vybavenia informačného 
systému.
 Databáza s riešenými problémami a ich kategorizácia ukáže, akej oblasti sa treba 
najviac venovať aby sa znížil počet týchto problémov, znížilo sa zaťaženie 
technikou odstránením koreňovej príčiny problému a tak zvýšiť efektivitu 
spravovania. 
Tieto zdroje údajov pomôžu identifikovať oblasti v ktorých bude treba prioritne 
vykonať zásah a zvýšiť kvalitu alebo funkčnosť poskytovaných služieb. 
Pretaviť zhrnuté požiadavky do praxe bude vyžadovať pre rôzne oblasti, rôzne 
prístupy. V náväznosti na náročnosť navrhovaných zmien a vylepšení, môžu byť 
zlepšenia aplikované priamou zmenou v rámci rutinných aktivít, ďalej prostredníctvom 
managementu zmeny, zahrnutím a organizovaní viacerých týmov a pri poskytovaní a 
implementácií náročných vylepšení, ktoré sú časovo náročné, budu zostavené 
projektové týmy, ktorých výsledkom bude dosiahnutie stanoveného cieľa. Pre tri oblasti, 
v ktorých budu navrhované vylepšenia, budú použité tri rôzne prístupy. Pri zmene HW 
sa uplatní management zmeny so zahrnutím potrebných technikov. Pri vylepšeniach 
aplikácie bude zostavený projektový tým a oblasť bezpečnostných návrhov spadá do 
rutinnej práce technikov a bezpečnostných týmov.
Ďalej budú objasnené pojmy, s ktorými sa bude ďalej v tejto práci pracovať. Ide 
hlavne o oblasť analýz okolia podniku a vnútorne analýzy, pre objasnenie fungovania 
podniku vo vnútri. Dôležitú časť budú tvoriť pojmy a metódy spojene s IS/ICT – s jeho 
vývojom, prevádzkou, metódy modelovania a tie, ktoré budu potom uplatnené pri 
aplikovaní navrhovaných vylepšení a zmien, s využitím teoretických východisk a 
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praxou v danom obore.
Táto práca je vybudovaná na základe reálne uskutočnených zmien vo vysoko 
špecializovanom, nadnárodnom a profesionálnom prostredí. Nakoľko sa jedná o 
nadnárodnú korporáciu poskytujúcu IS/ICT služby prostredníctvom outsourcingu, inej 
nadnárodnej spoločnosti, nebudú v tejto práci uvádzané mená spoločnosti, nakoľko 
môžu byť niektoré údaje považované za citlivé pre budúci rozvoj a schopnosť 
konkurencie. 
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 2 Teoretické východiska práce
 2.1 Analýzy podniku
Preto aby sme mohli vôbec nejaké zmeny navrhovať a začať uplatňovať, je 
potrebné podnik a jeho okolie charakterizovať a vykonať niektoré z často používaných 
analýz. To nám poskytne ucelený pohľad a vyvodí súvislosti, ktoré na prvý pohľad nie 
je vidieť a sú odhalené až pri zostavovaní analýz. Najskôr, je treba si uvedomiť 
následujúce pojmy, ktoré sú ďalej rozvíjané.
Analýza systému je činnosť, ktorá rozkladá zložitý systém tak, aby bol lepšie 
pochopiteľný. Podstatnou charakteristikou systému je, že je ako celok niečo viac než je 
súhrn jeho časti. Nie je možné teda proste systém rozložiť na jeho komponenty a tie 
samotné podrobiť skúmaniu, pretože by sme tým stratili onú dôležitú celistvosť. 
Musíme systém rozložiť tak aby sa zároveň aspoň v niektorých prípadoch uchoval 
celok. Preto je vhodné sa na systém pozerať ako na celok z rôznych pohľadov, resp. 
dimenzií. Výsledkom analýzy systému môže byť okrem rôznych čiastočných informácií 
o systéme tiež model systému. 
Model chápeme všeobecne ako reprezentáciu niečoho iného, ktorá má niektoré 
podobné vlastnosti ako tá pôvodná, takže pomocou tejto reprezentácie je možné tú 
pôvodnú poznať. Model je obvykle zjednodušený, teda volí len niektoré podobné 
vlastnosti tohto pôvodného, podľa zvoleného hľadiska (BRUCKNER et al., 2012, s. 
26).
SLEPT   analýza  
SLEPT analýza býva označovaná ako prostriedok pre analýzu zmien v okolí. 
Umožňuje vyhodnotiť prípadné dopady zmien na projekt, ktoré pochádzajú z určitých 
oblastí. Táto analýza napomôže predpovedať, ako navrhované zmeny a vylepšenia 
môžu byť ovplyvnené práve výsledkom analýzy prostredia z komplexného pohľadu na 
všetky jej zložky. Táto analýza nemapuje iba súčasnú situáciu, ale pozornosť venuje 
hlavne otázkam, ako sa toto prostredie bude alebo môže vyvíjať do budúcna, aké zmeny 
v okolí možno predpokladať. Je založená na skúmaní sociálnych, legislatívnych, 
ekonomických , ale i ekologických, politických a technologických faktorov. Tiež býva 
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niekedy nazývaná PEST analýza a je nástrojom charakteru postupu či rámca, ktorý 
napomáha k identifikácii externých zdrojov.
Sociálna oblasť – pod túto oblasť spadajú: trh práce, demografické ukazovatele, miera 
a vnímanie korupcie, vplyv odborov ai.
Legislatívna oblasť – do tejto oblasti patria: zákony a ich použiteľnosť a interpretácia, 
práce súdov ai.
Ekonomická oblasť –  sú tu zahrnuté: makroekonomické a hospodárske ukazovatele, 
priame a nepriame dane, tržné trendy, štátna podpora a reštrikcie vývozu a dovozu 
Politická oblasť predstavuje: stability štátnych a municipálnych inštitúcií, politických 
trendov a postojov k podnikaniu
Technologická oblasť  zahŕňa: technologické trendy, ako je typický vývoj a dôsledky 
vývoja internetu, podporné technológie, aplikácie a ich dostupnosť
Porterová   analýza  
Porterova analýza slúži ku zmapovaniu faktorov, ktoré ovplyvňujú vyjednávaciu 
pozíciu firmy v odvetví. Medzi analyzované faktory patria vyjednávacia sila 
zákazníkov, vyjednávacia sila dodávateľov, hrozba vstupu nových konkurentov, hrozba 
substitútov a rivalita firiem pôsobiacich na danom trhu (HANZELKOVÁ, 2009, s. 109).
Táto analýza poskytuje prehľad toho, aké sú konkurenčné riziká. Tieto poznatky budú 
využité pri ušití navrhovaných zmien tak, aby vylepšenia prinášali zároveň konkurenčnú 
výhodu pre užívateľov podnikového systému a na strane poskytovateľa IS/ICT služieb 
ide taktiež o zvýhodnenie voči konkurencii z pohľadu inovácií a zníženie tak hrozby 
vstupu nového konkurenta.
Konkurenčná rivalita je prvou Porterovou silou. Pri analýze tejto sily je 
potrebné sa pozrieť na to, aké veľké sú na danom trhu konkurenčné tlaky, koľko nás 
vlastne bude stáť aby sa o našich produktoch niekto dozvedel, ako  veľmi budeme 
schopní v praxi rozvinúť a využiť naše konkurenčné výhody, akú ma daný trh dynamiku 
a či vôbec bude schopní udržať s konkurenciou krok.
Hrozba vstupu nových konkurentov na trh je veľmi dôležitá u nových, rýchlo 
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sa rozvíjajúcich oborov. Príkladom je trh mobilných telefónov.
U hrozby vzniku substitútov sa v tomto prípade myslí substitút čokoľvek, čo 
nejakým spôsobom nahradzuje zákazníkovi službu alebo produkt, ktorý práve 
poskytujete vy. 
Sila kupujúcich sa myslí hlavne ich vyjednávacia sila o cene, a to či už tá 
priama, kde skutočne dôjde k licitácii so zákazníkom, alebo tá nepriama, kedy zákazník 
proste môže začať odoberať menej tovaru alebo služieb alebo môže odísť sám.
Poslednou silou, ktorá podľa Portera výrazne ovplyvňuje podnikanie, je sila 
dodávateľov. Tá je v niektorých odvetviach ako napr. potravinársky skoro nulová a v 
niektorých ako trebárs v strojárenstve alebo elektronike, môže byť tou silou najväčšou. 
Teda z pohľadu vplyvu na zloženie a cenu produktov. Sila dodávateľov je prirodzene 
tým väčšia, čím je závislosť na nich vyššia ( Zdroj: BusinessVize Dostupné z: 
http://www.businessvize.cz/planovani/porterova-analyza-5-sil-vam-prozradi-co-ovlivni-
vas-business).
SWOT   analýza   
SWOT analýza (strengths, weaknesses, opportunities, threats), analyzuje interné 
silné stránky podniku a príležitosti a hrozby hospodárskeho prostredia. Súčasťou 
analýzy je hľadanie príčin danej situácie. SWOT analýza je tiež multidimenzionálna. 
Každá dimenzia predstavuje skupinu vecne súvisiacich faktorov, ktoré významne 
ovplyvňujú výkonnosť podniku. Počet a význam faktorov SWOT analýzy je závislý na 
veľkosti podniku, na jeho hlavnom predmetu podnikania a na počte a rozsahu teritórií, v 
ktorých pôsobí (BRUCKNER et al., 2012, s. 149). 
Silné stránky – vďaka týmto faktorom má firma silnú pozíciu na trhu. Jedná sa 
o oblasť, v ktorej je firma skutočne dobrá a ktorú môže využiť ako konkurenčnú 
výhodu. Silné stránky podniku predstavujú posúdenie podnikových schopností, 
možností, zručností a tiež potenciálu.
Slabé stránky –  vyjadrujú opak silných stránok. Firma je v niekoľkých 
faktoroch veľmi slabá a jej úroveň je nízka. V mnohých prípadoch nedostatok silnej 
stránky vyjadruje slabú stránku, čo môže brániť efektívnemu výkonu firmy.
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Príležitosti – jedná sa o možnosti, ktoré svojou realizáciou zvyšujú vyhliadky na 
rast či lepšie  využitie  disponibilných zdrojov a plnenie cieľov. Voči konkurencii 
zvýhodňujú podnik. K tomu, aby bol podnik schopný príležitosti využiť, je potreba tieto 
príležitosti najskôr identifikovať. Až po ich využití s nimi môže podnik počítať.
Hrozby –  akákoľvek zmena v okolí podniku rovnako ako daná nepriaznivá 
situácia predstavujú prekážky pre činnosť. Môžu viesť k možnosti neúspechu alebo tiež 
znamenať hrozbu pádu. Podnik musí rýchlo hľadať možnosti, ako  dané hrozby 
minimalizovať, čí ich úplne odstrániť (BLAŽKOVÁ, 2007, s. 155 – 156)
 2.2 Informačný systém
V tejto časti si vymedzíme hlavné pojmy spojené s informačným systémom, jeho 
modely tvorby, vývoja a ICT služby a ich definície.
Pojem informačný systém  (skratka IS) je veľmi podobný pojmu byznys 
systém. Komponenty IS sa obvykle zhodujú s komponentami byznys systému, často je 
však dôležitejšia informácia o komponente ( o človeku, stroji, materiáli apod.) skôr než 
oný komponent byznys systému samotný. Z tohto pohľadu môžeme IS chápať ako 
súčasť byznys systému, a to súčasť neoddeliteľnú. Informačný systém  a byznys systém 
sa teda môžu zhodovať svojimi komponentami, líšia sa ale svojím účelom. Účelom 
informačného systému je zaistenie správnych informácií na správnom mieste vo 
správny čas. Miestom, kam majú byť informácie dodané, sú obvykle ľudia, ktorí sú 
súčasťou byznys systému (užívatelia IS), a kritériom oné správnosti je vhodnosť 
podpory byznys systému v plnení jeho účelu. Pre plnenie účelu informačného systému 
sú dôležité informačné a komunikačné technológie (ICT). Preto často používame pre 
informačný systém podporovaný informačnými a komunikačnými technológiami 
skratku IS/ICT. ICT sú hardwarové a softwarové prostriedky pre zber, prenos, 
ukladanie, spracovanie a distribúciu informácií a pre vzájomnú komunikáciu ľudí a 
technologických komponent IS (VOŘIŠEK, 2008)
Pojmom byznys chápeme  organizáciu, ktorá poskytuje produkty alebo služby 
svojím zákazníkom. Byznys systém je potom byznys, na ktorý pozeráme ako na 
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systém, teda ako na celok, ktorého celistvosť tvorí hlavne jeho byznys ciele a zámery, a 
jeho komponenty sú mimo iné ľudia (pracovníci a manažéri), činnosti, ktoré 
sprevádzajú pri dosahovaní cieľov byznysu, zdroje, ktoré pri tom používajú (technické 
prostriedky, materiál, budovy, informácie). Vzťahy medzi nimi sú ich vzájomná 
komunikácia, ich usporiadanie zodpovednosti, subordinácie, náväznosť činností apod. 
Byznys systémy sú vždy otvorené a teda je potreba skúmať aj ich okolie, ktoré tvoria 
zákazníci, spotrebitelia, dodávatelia, konkurenti, autority, verejnosť apod (BRUCKNER 
et al., 2012, s. 14).
Každá inštitúcia potrebuje informačnú podporu svojich činností. Vedenie 
podniku si obvykle uvedomuje, že kombinácia súčasne výpočtovej a komunikačnej 
techniky umožňuje vytvoriť veľmi silný prostriedok pre efektívnejšiu prácu podniku, 
administratívou začínajúc až po činnosti riadiace. Vedenie intuitívne cíti, že je možné 
získať v konkurenčnom prostredí strategickú výhodu úspešným a včasným zavedením 
informačného systému a že v opačnom prípade je nutné sa zmieriť so zaostávaním. V 
posledných rokoch mnohé podniky pochopili výhody jednotného informačného systému 
a niektoré podniky už docielili významných výsledkov pri jeho zavádzaní. Veľmi často 
ale veľké očakávania vedúcich pracovníkov od potenciálneho prínosu informačných 
technológií kontrastujú so zlou skúsenosťou s doterajším postupom zavádzania a 
prevádzky informačného systému (VRANA, RICHTA, 2005, s. 13)
Evol  úcia   podnikového   IS  
Využívanie ICT v podnikovej praxi má za sebou približne päťdesiatročný vývoj. 
V priebehu tohto vývoja počítače a ich aplikácie prenikli stále hlbšie a stále vo väčšom 
rozsahu do podnikových činností a podnikových procesov, a to s cieľom zvýšenia 
výkonu podniku ako celku, zvýšenia efektivity podnikových procesov a ich 
jednotlivých činností a zvýšenie kvality produktu a služieb. Jednotlivé vývojové etapy 
prinášali nové byznys efekty, ale tiež nové problémy pri riadení podnikovej informatiky. 
V počiatkoch podnikovej informatiky boli počítače využívané pre podporu ľahko 
algoritmizovateľných  činností, napríklad výpočet miezd alebo evidencia skladových 
zásob. Vznikali tak prvé izolované, teda navzájom neprepojené aplikácie. V ďalšej etape 
(70. a 80. roky), sa nasadenie ICT zameralo na komplexnú podporu  činnosti vybraných 
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podnikových útvarov (útvar práce a miezd, finančné účtovníctvo). Snahou bolo, aby 
aplikácie útvaru boli  navzájom prepojené –  napríklad aby aplikácia na sledovanie 
prítomnosti pracovníkov v zamestnaní bola prepojená svojimi dátami s aplikáciou na 
výpočet miezd. Koncom 80. rokov a začiatkov 90. rokov sa nasadenie ICT zameralo na 
komplexnú a integrovanú podporu podnikových činností –  vznikali ERP a ďalšie na 
nich nadväzujúce  systémy. Posledná etapa, ktorá začala na prelome tisícročia, 
využívanie ICT prekročilo hranice jednotlivých podnikov. Nové aplikácie, ako 
napríklad EDI (Electronic Data Interchange), CRM (Customer Relationship 
Managment) a SCM (Supply Chain Management), nové prístupy k integrácií aplikácií 
(B2B, B2C, B2G) sa zamerali na podporu vzájomnej spolupráce a vzájomnej 
komunikácie podnikov v dodavateľských reťazcoch, podnikov s ich zákazníkmi a 
podniky so štátnou správou (BRUCKNER et al., 2012, s. 57).
 2.2.1 Vývoj a prevádzka IS
Už od 70. rokov minulého storočia začali rásť nároky na rýchlosť a dostupnosť 
spracovávania dát a požiadaviek. V tej dobe ešte komunikačné technológie 
neumožňovali diaľkové online spracovanie a zadávanie dát na spracovanie externým 
dodávateľom prestalo byť efektívne. Taktiež rástli požiadavky na funkcionalitu 
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Počet zamestnancov 0-99 100-299 300-999 1000-2999 3000-9999 10000 a viac
Typ aplikácie
Aplikácia na mieru 51 56 45 34 49 11
Tuzemský ERP 33 24 30 18 3 0
Zahraničný ERP – stredná úroveň (Navision, Scala, MAX...) 10 11 10 8 5 0
6 9 15 40 43 89
Zahraničný ERP – top úroveň SAP, Oracle, BPCS, 
J.D.Edwards, GEAG...)
 Tab. 1 Forma riešenia IS podniku v ČR na začiatku tohto storočia (zdroj: 
(KARPECKI,2002))
programového vybavenie a preto sa podniky začali zaoberať vývojom a prevádzkou IS 
založeného na vlastných zdrojoch. Inými slovami každý väčší podnik sa stal výrobcom 
aplikačného softwaru a prevádzkovateľom IS. To umožnilo zmenu chápania úlohy 
interného ICT oddelenia. Užívatelia využívajúci služieb ICT boli pre ICT oddelenie 
zákazníkmi a ICT oddelenie poskytovateľom a správcom týchto služieb. 
Vývoj   versus   prevádzka  
Vývoj IS je proces, jeho cieľom je dosiahnutie plánovanej zmeny informačného 
systému podniku. Zmena sa môže týkať ktoréhokoľvek komponentu IS ( nová aplikácia, 
zmena technologickej infraštruktúry apod.). Podstatné zmeny sa realizujú projektom. 
Ukončením projektu vzniká nová verzia IS podniku. Z pohľadu byznysu sú 
najpodstatnejšími zmenami tie, pri ktorých vzniká alebo sa podstatne mení softwarová 
aplikácia ovplyvňujúca priebeh byznys procesu alebo dáta v ňom spracovávané.
Menej významné a menej rozsiahle zmeny IS sa nerealizujú projektom, ale 
operatívna činnosť, ktorú nazývame „drobná údržba IS“. Do drobnej údržby sa 
zahrňujú tie zmeny IS, ktoré nie sú pracovne náročné, ktoré nemenia zásadne 
funkcionalitu aplikácie a ktoré nemenia väzby medzi aplikáciami. Patria sem zmeny 
typu: úprava vzhľadu obrazovky, pridanie novej tlačovej zostavy, inštalácia novej verzie 
SW komponentu apod.
Prevádzka IS je procesom, ktorý zaisťuje beh jednotlivých aplikácii a 
dodávanie ICT služieb koncovým užívateľom. Služby musia byť prevádzkou IS 
zaistené tak, aby dosahovali vlastností (dostupnosť, doba odozvy, bezpečnosť), ktoré 
boli medzi prevádzkovateľom služby a ich zákazníkom dohodnuté.
V tejto práci budeme popisovať model dodávania ICT služieb Software  as a 
Service (Saas – SW ako služba). Jej základný princíp spočíva v tom, že špecializovaný 
poskytovateľ udržuje, prevádzkuje a dáva k dispozícií aplikácie, ICT infraštruktúru pre 
prevádzku aplikácie a podporné služby s aplikáciou súvisiace a dodáva ich  veľkému 
počtu zákazníkom prostredníctvom internetu ako službu. Mnoho užívateľov z rôznych 
organizácií využíva tu samú aplikáciu spoločne. Zhrnieme si niekoľko základných 
charakteristík:
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 HW a SW architektúra je špecificky navrhnutá, aby v rovnakú dobu mohli túto 
aplikáciu využívať tisíce užívateľov z rôznych organizáciach. Je na ňu 
naviazaný obchodný model a procesný model (uzatváranie zmlúv, dodávka a 
zúčtovanie služieb, kontrola plnenia SLA...)
 Aplikácia má ako svoju súčasť „service management“, ktorý umožňuje merať a 
riadiť dodávanú službu
 Upgrade je realizovaný jedine prevádzkovateľom a to 2-4x ročne. O jej nasadení 
rozhoduje prevádzkovateľ.
 Služba je dostupná 24 hodín 365 dní v roku z akejkoľvek lokality na svete, ktorá 
je pripojená k internetu.
 Škálovateľnosť –  objem odoberanej služby môže byť menení smerom nahor i 
nadol.
 Spoľahlivosť služby  býva typicky veľmi vysoká a funkcionalita síce menej 
rozsiahla ale šitá na mieru určitému segmentu zákazníkov. 
 SW licencie sa nenakupujú, platí sa iba za služby. Návratnosť v radoch mesiacov 
aj vďaka celkovým nákladom.
 Bezpečnosť a ochrana dát je prenesená na dodávateľa a dosahuje vysokej 
úrovne. Za ochranu dát pri prenosu zodpovedá poskytovateľ pripojenia. 
 Procedúry na riadenie incidentov a zmien –  krátka doba reakcie, krátka doba 
realizácie.
Vývoj modelu dodávky ICT služieb predstavuje dlhú cestu podniku za stále 
vyššou efektivitou podnikovej informatiky. Ciele podniku boli po celý čas obdobné, 
formy riešenia sa ale líšia. Je to určené hlavne týmito faktormi:
 Aktuálne možnosti technológií –  napr. model SaaS nebol možný v dobe, kedy 
neexistoval internet a vysoko-rýchlostné komunikačné siete.
 Aktuálny stav ICT trhu – tradičný model nebol možný v dobe, kedy neexistovala 
ponuka ERP systémov. Model SaaS nebolo možné využívať, kým neexistovala 
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ponuka špecializovaných poskytovateľoch aplikačných služieb.
 Aktuálne znalosti o metódach riadenia IS –  i keď sa už v modele externého 
dávkového spracovania hovorilo o ICT službách a o ich riadení, doznali ICT 
služby plného rozvoja až od modelu kompletného outsourcingu prevádzky IS, v 
ktorom sa získali skúsenosti s riadením ICT služieb na báze SLA (BRUCKNER 
et al., 2012, s. 73).
 2.2.2 Požiadavky na tvorbu a vývoj IS/ICT
Pred tým ako sa budeme venovať požiadavkám IS/ICT vysvetlíme pojem ICT 
služby a jej typy.
ICT služba sú koherentné aktivity a/alebo informácie dodávané poskytovateľom 
ICT služby príjemcom služby. ICT služba je vytváraná ICT procesmi, ktoré pri svojom 
priebehu konzumujú ICT zdroje (hardware, software, dáta, ľudí). Službu poskytovateľ 
príjemcovi dodáva na základe dohodnutých obchodných a technických podmienok 
(VOŘIŠEK, 2008).
Klasifikačným hľadiskom, ktoré sa využíva pri návrhu architektúry ICT služieb, 
je predmet služby. Toto hľadisko sa sústreďuje na to, čo poskytovateľ príjemcovi v 
rámci služby dodáva a aký vzťah má táto dodávka k byznysu príjemcu. Podľa predmetu 
delíme služby do dvoch skupín: ICT služby byznysu a ICT služby rozvoja IS/ICT – viz. 
následujúca tabuľka (BRUCKNER et al., 2012, s. 254):
Informačná služba dodáva poskytovateľ príjemcovi informácií. Informácia je 
dodaná v požadovanej štruktúre, formáte a čase. Poskytovateľ služby zodpovedá za 
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ICT služba byznysu ICT služba rozvoja IS/ICT
informačná vývoj softwaru (aplikácie)
aplikačná implementácia aplikácie
infraštruktúrna integrácia IS
podporná rozvoje technologické ifraštruktúry
Tab. 2: Členenie ICT služieb podľa predmetu služby (zdroj: (BRUCKNER et al., 2012))
správnosť a aktuálnosť dodaných informácií. 
Predmetom aplikačnej služby je funkcionalita byznysu aplikácie. Poskytovateľ 
túto aplikáciu prevádzkuje na vhodnej ICT infraštruktúre a príjemca užíva funkcionalitu 
aplikácie.
Infraštruktúrna služba a jej predmetov je vybudovanie a prevádzka ICT 
infraštruktúry, potrebné pre bezchybný chod aplikácie alebo aplikácií. 
Podporné služby predstavujú také služby, ktoré sú potrebné/vhodné pre 
zaistenie služieb informačných, aplikačných a infraštruktúrnych. V praxi bývajú všetky 
služby úzko zviazané – vznikajú tak zmiešané služby (BRUCKNER et al., 2012, s.255 
).
Keď má metodika napomôcť k tvorbe IS, ktorý naplní požiadavky byznysu, 
potom by sme sme si mali najskôr odpovedať na otázku, aké vlastnosti IS obvykle 
byznys požaduje, resp. aké vlastnosti informačného systému podniku je možné 
definovať, hodnotiť a auditovať. Niektoré dôležité vlastnosti informačného systému si 
teraz popíšeme. 
Pokrytie požadovanej funkcionality. Tvorcovia IS by mali na základe analýzy 
podnikových procesov, diskusiou s užívateľmi a na základe známych „najlepších 
praktik“  definovať požadovanú funkcionalitu novej verzie IS tak, aby zodpovedala 
reálnym funkčným požiadavkom byznysu, a tú tiež v dohodnutom čase dodať. 
Dostupnosť, včasnosť, správnosť a dôveryhodnosť potrebných funkcií a 
informácií. Tento požiadavok znamená, že informačný systém nefunguje správne, keď:
 Nie je dostupný vtedy, keď ho užívateľ, resp. byznys procesy podporované IS 
vyžadujú. Rada aplikácií vyžaduje dostupnosť 365 dni x 24 hodín. V tejto práci 
je však popisovaný IS, ktorý je využívaní zamestnancami spoločnosti počas 
pracovnej doby. Keďže pobočky spoločnosti sa nachádzajú v strednej a západnej 
Európe a v Severnej Amerike, dostupnosť systém musí byť zabezpečená od 8. 
hodiny rannej až po 23. hodinu večernú SEČ pre zamestnancov v USA a Kanade 
on pondelka do piatku. Servisné okno je teda v nočných hodinách a počas 
víkendov.
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 Má dlhšiu dobu odozvy na užívateľské požiadavky, než je potrebné pre plynulú 
prácu užívateľa, resp. plynulosť riadeného byznys procesu. Požadovaná doba 
odozvy sa obvykle definuje iba pre vybrané dôležité transakcie. Pre skvalitnenie 
tohto bodu je v časti Vlastné návrhy podaný návrh, ktorý rieši túto požadovanú 
vlastnosť IS na úrovni HW.
 Informácie dodané informačným systémom užívateľom sa nezhodujú s realitou, 
ale keď užívateľ nemá možnosť zistiť, jak, kým a kedy bola dodaná informácia 
získaná ( (BRUCKNER et al., 2012, s. 121).
Zhoda s legislatívou. Funkcionalita aplikácií i dodávané dáta musia byť v zhode 
s legislatívou štátu, v ktorom sa IS využíva. To mimo iné znamená, že pri zmene 
legislatívy sa musí zmeniť i tá funkcionalita IS, ktorá je daným zákonom dotknutá. 
Užívateľská prívetivosť. I funkčne dokonalý systém môže byť v prevádzke 
neúspešný, keď jeho užívateľské rozhranie nie je jednoduché a zrozumiteľné všetkým 
užívateľom.
Bezpečnosť. Požiadaviek na bezpečnosť IS je niekoľko typov. Za prvé 
spoľahlivosť IS a jeho jednotlivých aplikácií musí byť neustále na takej úrovni, aby 
nebola ohrozená kontinuita byznysu  (BRUCKNER et al., 2012, s. 122). Bezpečnosť na 
rôznych úrovniach si rozoberieme v následujúcej kapitole. 
Flexibilita. Okolie IS sa neustále vyvíja. Vyvíjajú sa i požiadavky na chovanie 
systému. Systém preto musí byť schopný sa týmto zmenám prispôsobovať, a to pokiaľ 
možno ľahko a rýchlo. Pre prevádzkovateľa a užívateľa je najvhodnejšie, keď 
požadované zmeny môžu byť dosiahnuté zmenou konfigurácie, teda zmenou hodnôt 
určitých parametrov aplikácie, nie zmenou kódu programu. 
Otvorenosť. Rozsiahlejšie zmeny systému nie sú realizované parametrami, ale 
je potrebné ich riešiť novým aplikačným komponentom. Systém musí byť preto 
otvorený v  zmysle ľahkého odoberania starých a nasadzovaním nových aplikácií od 
rôznych výrobcov.
Štandardizácia. Z hľadiska náročnosti využívania IS i z hľadiska nákladov na 
IS je výhodné, keď sú ICT zdroje, ICT procesy i ICT služby štandardizované. Je teda 
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nevhodné, keď v IS existuje niekoľko aplikácií s rovnakou alebo podobnou 
funkcionalitou.
Výkonnosť a efektivita. Výkonnosť podnikového IS nemá zmysel posudzovať 
izolovane. Výkonný IS je taký, ktorý prispieva k celkovej výkonnosti podniku, teda 
pomáha zvýšiť obrat, počet zákazníkov, znížiť priemernú dobu vybavenia objednávky 
apod  (BRUCKNER et al., 2012, s. 123).
Integrita IS zahrňuje niekoľko vrstiev požiadaviek (VOŘIŠEK, 2008):
 Technologická integrita znamená, že IS musí byť zladený z hľadiska: 
technologickej platformy, spoločného využívania dát všetkými aplikáciami IS, 
umožnením zdieľania funkcionality medzi aplikáciami, užívateľského rozhrania 
aplikácií.
 Integrita interných podnikových procesov s funkciami IS. To znamená, že 
funkcionalita aplikácií a parametre s nimi súvisiace ICT služieb, musia 
odpovedať požiadavkom jednotlivých podnikových procesov.
 Integrita podniku s okolím. Aby mohol podnik efektívne fungovať v 
dodávateľskom reťazci, musí byť jeho IS schopný komunikovať s IS jeho 
partnerov.
 Integrácia vízii a priorít medzi vrcholovým managementom podniku a riešiteľmi 
IS. Obe strany sa musia zhodnúť na tom, ktoré zmeny IS sú prioritné a v ktorom 
čase sa majú odohrať.
 Integrácia metodík a nástrojov, ktoré sa používajú pre rozvoj a prevádzku IS. V 
prípade, kedy sú metodiky a nástroje nejednotné, vedie k obtiažnej komunikácii 
medzi riešiteľom a užívateľom IS a navzájom. Súčasne to vedie ku zvýšeným 
nákladom na rozvoj a prevádzku IS.
 2.2.3 Druhy pohľadov na IS
Pri riešení otázky tvorby IS/ICT je nutné vychádzať z  užívateľských pohľadov 
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(teda od požiadavkov byznysu) a tieto postupne transformovať do pohľadov 
riešiteľských. 
Užívateľské pohľady reprezentujú požiadavky rôznych typov užívateľov IS 
(zainteresovaných strán) na vlastnosti informačného systému. V rôznych ICT 







Pohľad vlastníkov je zo všetkých užívateľských pohľadov najdôležitejší, pretože 
vlastníci stanovujú podstatu a ciele podnikania danej organizácie. To potom výrazne 
ovplyvňuje plánovanie rozvoja IS/ICT.
Pohľad vedenia podniku má dlhodobý a strategický charakter a je možné ho 
zhrnúť do následujúcich všeobecných požiadaviek. Informačný systém musí:
 Podporiť dosiahnutie cieľov podniku stanovených v byznys stratégií.
 Umožniť získať výhody podniku nad konkurenciou.
 Umožniť optimálny priebeh podnikových procesov, teda aby podnikové procesy 
prebiehali v čo najkratšom čase a spotrebovali pritom minimum podnikových 
zdrojov.
 Zaistiť pravdivý a včasný informačný odraz reality v rôznych časových a 
vecných reťazcoch pre všetky úrovne riadenia podniku. Informácie o podniku a 
jeho významnom okolí musia byť k dispozícií v okamžiku prijímania 
rozhodnutí.
Procesný pohľad koncových užívateľov spočíva v očakávaní od IS/ICT, 
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predovšetkým podporu riešenia problémov, za ich riešenie je zodpovedné funkčné 
miesto, ktoré zastupuje. Ďalej musí byť pohľad v súlade s náplňou práce funkčného 
miesta, na ktorom užívateľ daného typu pracuje, s jeho právomocami, zodpovednosťou 
a prístupovými právami k dátam a funkciám IS.
Väčšina podnikov využíva vo svojom podnikaní princíp kooperácie a je 
zapojená do jedného alebo niekoľkých dodávateľských reťazcov. Aby výmena komodít, 
služieb a informácií medzi podnikmi bola efektívna, musia k tomu napomáhať i ich 
informačné systémy. Problém ale je, že sa nemôže jednať o koncepčne úplne odlišné 
systémy, ktoré nazývajú rovnaké objekty rôznymi názvami a popisujúcich odlišnou 
dátovou štruktúrou.
Analýza potrieb zákazníka je dôležitá hlavne v prípade, keď sa predaj realizuje 
elektronickou cestou, napríklad prostredníctvom e-shopu. Ponúkaný tovar/služby musia 
byť na webe prezentované formou, ktorá odpovedá zvyklostiam daného segmentu 
zákazníkov, rovnako tak musia byť zvyklostiam daného segmentu prispôsobené formy 
dodanie a formy platenia. Špecifické problémy prináša, pokiaľ majú e-shop využívať 
zahraniční zákazníci. V tom prípade musí obchodný proces rešpektovať zákony danej 
zeme a komunikácia musí byť vedená v príslušnom národnom jazyku (BRUCKNER et 
al., 2012, s. 142-144).
 2.2.4 Bezpečnosť IS/ICT
Dôležitou, i keď často zabúdanou súčasťou implementáciou IS je súčasná tvorba 
prevádzkových, metodických a bezpečnostných smerníc riadiacich prevádzku IS 
predpisujúc chovanie užívateľov IS. V poslednej dobe je väčšina nove inštalovaných IS 
samozrejme prevádzkovaná v počítačových sieťach. Počítačové siete oddelené od 
internetu sú výnimkou, a preto vzniká ďalšia dôležitá etapa implementácia IS, a to 
zabezpečenie prevádzky IS pred nežiaducou pozornosťou neautorizovaných účastníkov 
prevádzky na počítačových sietiach podniku. Bezpečnostné normy prevádzky IS musia 
mať svoj dôraz v dokonalejšom zabezpečení prevádzky IS pred okolím. V dnešnej dobe 
sa stáva naliehavou prioritou tvorba bezpečnostnej politiky podniku, ktorá zabezpečuje 
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prevádzku nie len IS a ktorá by mala mať svoj základ v bezpečnostnej štúdií. Tá by sa 
mala zaoberať ako  dostupnosťou jednotlivých informácií, tak zabezpečením dát pred 
poškodením alebo stratou, bezpečnosťou prevádzky IS a sietí. Z hľadiska IS by sa 
bezpečnostná štúdia mala zaoberať: zabezpečením dokumentov, zabezpečením 
prevádzky IS a zabezpečením prevádzky sietí napríklad v nasledujúcom rozsahu:
 oblasť všeobecného zabezpečenia prevádzky ( fyzický prístup k serverom, k 
záložným dátam atď.)
 prístup ku komutovaným linkám
 spôsob práce administrátorov databáze a  všeobecne užívateľom najvyššej 
úrovne s rozsiahlymi právomocami
 prevádzkové zabezpečenie: zálohovanie, archivácia údajov, zaistenie náhradnej 
prevádzky, ukladanie záložných médií a nakladanie s nimi
 užívatelia systému: evidencia užívateľov, postup pri získavaní prístupových 
práv, ochrana systému z užívateľského hľadiska (hesla, práva)
 oblasť centrálnej prevádzky, oblasť prevádzky v závodoch a pobočkách 
(VRANA, RICHTA, 2005, s. 62-63).
Už pri navrhovaní IS sa jeho kvalita odrazí na jeho bezpečnosti. V tejto fáze je 
potrebné sa zamyslieť nad bezpečnostnou analýzou a rizika s ňou spojené. Tieto aspekty 
a spôsob zabezpečenia, ako aj obsah politík, ich dodržiavanie a revalidácie si popíšeme 
s poslednej časti vlastných návrhoch, ktorá sa bude venovať tejto oblasti. Taktiež 
doporučíme spôsoby kontroly a postupy pri dodržiavaní bezpečnostných pokynov.
 2.2.5 Outsourcing
Outsourcing značí situáciu, kedy organizácia obstaráva tovar a/alebo zdroje od 
externých dodávateľov. Termín offshoring sa niekedy používa ako ekvivalent 
outsourcingu realizovaného dodávateľmi z iných zemí. Ide o prirodzený výsledok 
globalizácie. Informačné projekty sa čím ďalej častejšie spoliehajú na outsourcing, 
zabezpečovaný dodávateľmi z domova či zahraničia. Využívanie outsourcingu hraje v 
zachovaní konkurencieschopnosti podniku významnú úlohu. Rada spoločnosti vďaka 
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nemu dokázala redukovať svoje náklady. Ďalšou výzvou sú strategické rozhodnutia 
týkajúce sa outsourcingu v oblasti investícií do informačných technológií. Ich cieľom je 
zlepšiť podnikovú architektúru a zaistiť, aby boli informačná infraštruktúra a podnikové 
procesy integrované a štandardizované. Vzhľadom k rastúcemu využívaniu 
outsourcingu v informačných projektoch je nutné, aby sa projektoví manažéri zoznámili 
s problematikou vyjednávania zmlúv s dodávateľmi a rovnako s mnoho ďalšími 
témami, medzi ktoré patrí práca vo virtuálnych týmoch a ich riadenie. Virtuálny tým je 
skupinou jednotlivcov, ktorí pracujú v rôznych časových pásmach a na rôznych 
miestach a pre spoluprácu a komunikáciu využívajú informačné technológie. Členovia 
týmu môžu všetci pracovať pre jednú spoločnosť v jednej zemi alebo medzi nich môžu 
patriť zamestnanci i nezávislí konzultanti, dodávatelia i dobrovoľníci poskytujúci svoje 
znalosti projektu z rôznych kútov sveta (SCHWALBE, 2011, s. 80).
V publikácii (BRUCKNER et al., 2012) je outsourcing  možné identifikovať v 
niekoľkých variantách. Pre lepšiu identifikáciu týchto variant je vhodné si rozdeliť ICT 
do týchto oblasti: 1) podnikové procesy, 2) ICT služby, ktoré podporujú podnikové 
procesy, 3) ICT procesy, ktoré produkujú potrebné ICT služby a 4) ICT zdroje, ktoré sa 
konzumujú v ICT procesoch. Pri outsourcingu  môže podnik vytesniť na externého 
poskytovateľa ktorúkoľvek z týchto štyroch oblastí alebo jej častí. Ak pristúpime ku 
kategorizácií variant outsourcingu z hľadiska predmetu outsourcingu, teda z hľadiska 
toho, čo je v procesu outsourcingu z podniku vytesňované na externého poskytovateľa, 
potom sa podľa modelu môže jednať o podnikový proces, ICT službu, ICT proces alebo 
ICT zdroj. Ak zohľadníme súčasne rozsah outsourcingu, prichádzame na tieto základne 
varianty outsourcingu:
 Outsourcing podnikového procesu (Business Process Outsourcing, BPO), v 
ktorom sa na externého poskytovateľa vytesňuje niektorý z podporných byznys 
procesov.
 Outsourcing komplexného IS/ICT (Complex IS/ICT Outsourcing), v ktorom sa 
na externého poskytovateľa vytesňuje vývoj a prevádzka celého informačného 
systému podniku
 Čiastočný IS/ICT outsourcing (Partial IS/ICT Outsourcing), v ktorom sa na 
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externého poskytovateľa vytesňuje ICT služba, ICT proces alebo ICT zdroj.
Zákaznícky informačný systém na ktorom budú navrhované a vykonávané 
vylepšenia má outsourcované komplexné IS/ICT u nadnárodnej spoločnosti 
poskytujúcej služby v tejto oblasti. Avšak samotné poskytované služby majú širší záber, 
než len opisovaný e-shop. Kontrakt uzavrený medzi týmito spoločnosťami pokrýva 
široké spektrum služieb a to v rôznych variantách a rozsahu outsourcingu. Informačný 
systém, na ktorom stojí e-shop a služby s ním spojené je však v plnej kompetencii 
poskytovateľa IS/ICT služieb. Vývoj samozrejme musí prebiehať v koordinácií 
zákazníka aby boli naplnené jeho očakávania a bol ochotný platiť za služby v takom 
rozsahu ako sú mu poskytované. O tom ako naplniť tieto očakávania a aké prístupy pri 
vývoji novej verzie aplikácie podporujúcej e-shop zvoliť bude popísané v nasledujúcej 
kapitole.
 2.3 Projekt a projektové riadenie
Aby sme sa mohli zaoberať projektovým riadením, musíme pochopiť, čo je to 
vlastne projekt. Projekt je možné definovať ako „časovo obmedzené úsilie vynaložené 
na vytvorenie unikátneho produktu, služby alebo výstupu.“ Na druhej strane je potom 
prevádzková činnosť, ktorá slúži k udržaniu chodu firmy. Projekty sa od prevádzkových 
činností líšia tým, že končia vo chvíli, kedy sú dosiahnuté ich ciele alebo je projekt 
ukončený (SCHWALBE, 2011, s.20). 
Atribúty   projektu:  
 Projekt má jedinečný účel. Každý projekt by mal mať dobre definovaný cieľ.
 Projekt je dočasný. Projekt má jednoznačne určený začiatok a koniec.
 Projekt sa vytvára postupným rozpracovaním. Na začiatku sú projekty často 
definované veľmi zoširoka. Postupom času sa jednotlivé špecifické detaily 
stávajú jasnejšími. Preto by sa mali projekty vytvárať prírastkom. Projektový 
tým by mal vytvoriť iniciačné plány a následne ich na základe nových 
informácií detailnejšie aktualizovať a upravovať. 
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 Projekt vyžaduje zdroje, často z rôznych oblastí. Zdroje zahrňujú pracovníkov, 
hardware, software a ďalší majetok. Mnoho projektov prekračuje hranice 
oddelení, aby dosiahli svojho jedinečného cieľa.
 Projekt by mal mať primárneho zákazníka alebo sponzora. Väčšina projektov má 
mnoho zainteresovaných strán a subjektov. Vždy však musí existovať jeden, 
ktorý bude hrať úlohu primárneho sponzora. Sponzor projektu obvykle určuje 
jeho smer  a poskytuje financie. 
 Súčasťou projektu je neistota. Pretože je každý jedinečný, je niekedy obtiažne 
jasne definovať jeho ciele, odhadnúť ako  dlho bude trvať jeho dokončenie, či 
určiť, koľko bude stáť. Príčinou neistoty sú taktiež externé faktory, ako 
napríklad dodávateľ, ktorý skončí svoje podnikanie, či člen projektového týmu, 
ktorý bude nečakane potrebovať dovolenku (SCHWALBE, 2011, s.22).
Ako sa píše ďalej v tej istej publikácii: „Každý projekt je obmedzený 
plánovaným rozsahom, časom a nákladmi. O týchto limitoch sa v projektovom riadení 
často hovorí, a to v súvislosti s takzvaným projektovým trojimperatívom. Aby dosiahol 
úspech, musí projektový manažér zvažovať rozsah, čas a náklady a súčasne tieto často 
vzájomne protichodné ciele zladiť. On či ona musí uvažovať o nasledujúcom:
 Rozsah: Akú prácu je treba v rámci projektu urobiť? Aký jedinečný produkt, 
službu alebo výstup zákazník či sponzor projektu očakáva? Ako  bude rozsah 
overený?
 Čas: Ako dlho by mala práca na projekte trvať? Aký je harmonogram projektu? 
Ako  bude tým monitorovať aktuálny stav projektu vo vzťahu k časovému 
rozvrhu? Kto bude schvaľovať zmeny v harmonograme projektu?
 Náklady: Koľko by mala realizácia projektu stáť? Aký je rozpočet projektu? 
Ako budu náklady sledované? Kto bude schvaľovať zmeny rozpočtu?“
Metóda  SMART  je  skratka  pre  metodiku  stanovovania  cieľov  tvorená 
anglickými  slovami  Specific  (konkrétny),  measurable  (merateľný),  agreed 
(odsúhlasený), realistic (realistický) a timely (definovaný v čase). Každý cieľ musí byť 
predom  konkrétne  špecifikovaný.  Cieľ  teda  musí  obsahovať  jasne  špecifikovanú 
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hodnotu.  S  touto  konkrétnou  špecifikáciou  súvisí  aj  jeho  merateľnosť.  Konkrétne 
hodnoty,  ktoré má projekt  naplniť.  Hodnoty musia byť  jednoznačné a  opakovateľne 
merateľné a musí sa k ním dospieť podľa rovnakej metodiky. Pri každom projekte je 
potrebné určiť, kto bude ciele stanovovať, kto ich bude vykonávať a schvaľovať ich 
dosiahnutie. U mnoho projektov atribút realistický mnohokrát chýba. Preto je dôležité 
sa  zamerať  aj  na  tento  bod a je  potrebné aby ho zodpovedný manažér  vedel  dobre 
odhadnúť.  Úspech projektu závisí  aj  na jeho časovom ohraničený, preto je nutné na 
začiatku každého projektu stanoviť časový horizont, aby bolo možné určiť po uplynutí 
času, či boli ciele naplnené alebo nie.
Projektové riadenie je aplikácia znalostí, zručností, nástrojov a techník pri 
realizácii projektových aktivít za účelom dosiahnutia požiadavkov projektu. Projektoví 
manažéri musia usilovať nielen o naplnenie plánovaného rozsahu, času, nákladov a 
kvality, ale rovnako musí uľahčovať celý proces tak, aby boli uspokojené potreby a 
očakávania ľudí, ktorí sú do projektu zapojení alebo ich projektové aktivity dotknú 
(SCHWALBE, 2011, s. 25).
IS je svojím rozsahom, zložitosťou a špeciálnosťou veľkým projektom. Preto 
bezpodmienečne vyžaduje používať všeobecné metódy a postupy riadenia rozsiahlych 
projektov so zreteľom na zvláštnosť riadenie projektu informačných systémov. Projekt 




Tieto fázy sa podstatne líšia svojimi úlohami a tiež metódami riadenie (VRANA, 
RICHTA, 2005, s. 21).
 2.3.1 Metodika Scrum
Jednou z najpoužívanejších agilných metodík, ktorá je zameraná hlavne na 
riadenie projektu, je metodika Scrum. Táto metodika bude využitá pri implementácií 
nového kódu a vylepšenia spojeného s funkčnosťou firemného e-shopu. Jej aplikáciu si 
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rozoberieme v kapitole 5.2.1 Projektový tým a jeho úlohy.
Vývoj softwaru podľa metodiky Scrum prebieha v iteráciách nazývaných Sprint, 
v ktorých sa dodáva vybraná množina užitkových vlastností. Sprint trvá spravidla 2 až 4 
týždne. Pravidla pre Sprint sú jednoduché. Členovia týmu sa prihlásia k úlohám, každý 
pracuje na splnení cieľa Sprintu a každý sa zúčastňuje denných schôdzok. Denné 
schôdzky (Daily Scrum Meetings) monitorujú stav projektu a identifikujú problémy a 
prekážky, ktoré ohrozujú úspech projektu. Konajú sa každý deň v rovnakú dobu a na 
rovnakom mieste a trvajú 15 minút. Riadi ich Scrum Master a zúčastňujú sa ich všetci 
členovia týmu, i manažéri. Každý člen týmu musí na porade zodpovedať 3 otázky: ktoré 
úlohy dokončil od minulej porady, ktoré nové úlohy má riešiť a aké vidí obmedzenia a 
prekážky pre riešenie úloh. Metodika Scrum definuje iba 3 role – Product Owner, Team 
a Scrum Master. Product owner spravuje zoznam požiadaviek (Product Backlog), tak 
aby maximalizoval hodnotu projektu. Team je skupina ľudí s rôznou špecializáciou, 
ktorí sa sami riadia tak, aby v každom Sprinte dodali fungujúci software. Scrum Master 
odpovedá za metodiku, jej správnu implementáciu a maximalizáciu úžitku. Metodika 
tiež definuje pravidlá pre Sprint Planning Meeting, teda schôdzku zameranú na 
plánovanie Sprintu, Sprint Review Meeting, schôdzku na konci Sprintu, kedy sa 
predvádza hotový prírastok, a Spring Retrospective Meeting, kde tým zhodnotí svoju 
prácu behom Srintu (SCRUM, 2011).
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Obr. 1: Postup vývoja softwaru podľa metodiky Scrum (Zdroj: (SCRUM, 2011))
 3 Analýza súčasného stavu
Spoločnosť  ktorej budú poskytované nové vylepšenia v rámci nadchádzajúcej 
práce, je nadnárodná spoločnosť pôsobiaca vo viac ako stovke krajín vo svete. Jej 
zameranie je široké, hlavným zameraním je na energetiku, ale taktiež technológie v 
robotike, od výroby súčiastok až po výrobu parných turbín. 
Nás bude pre potreby tejto práce zaujímať vzťah poskytovateľa IS/ICT služieb a 
tejto spoločnosti, ako zákazníka, nakoľko tento projekt sa týka rozvoja a vylepšení v 
tejto oblasti. Poskytovateľ služieb vybudoval pre zákazníka e-shop, ktorý používajú 
zamestnanci na nákup HW, SW a iného vybavenie potrebného pre vykonávanie 
pracovných povinnosti. Keďže sa jedná o nadnárodnú organizáciu, používajú ho 
zamestnanci z celej Európy a taktiež zo Severnej Ameriky. V súčasnosti evidujeme viac 
ako 90 000 užívateľov tohto e-shopu. Okrem poskytovania služieb a udržiavania chodu 
e-shopu, je posktyovaný taktiež HW, ktorý je umiestnený v dáta centre a s tým spojené 
služby údržby,  správy a prevádzky. Ako už bolo popisované v kapitole 3.2.5 
Outsourcing, jedná sa o outsourcing komplexného IS/ICT (Complex IS/ICT 
Outsourcing), v ktorom sa na externého poskytovateľa vytesňuje vývoj a prevádzka 
celého informačného systému podniku
Môže sa zdať, že e-shop ako taký nemá žiaden dopad na obchodné aktivity 
podniku a nemôže byť dôležitou zložkou na ovplyvnenie príjmov a celkového 
hospodárenia firmy. Avšak je to esenciálna súčasť chodu takto veľkej organizácie, ktorá 
tomu sama prikladá dôležitosť. Viac súvislostí a postavenie tohto článku v organizačnej 
štruktúre podniku si popíšeme v následujúcej kapitole v rámci analýzy.
 3.1 SLEPT analýza
 3.1.1 Sociálna analýza
Keďže firmu, ktorú popisujeme pôsobí na medzinárodnej úrovni aj jej sociálna 
analýza bude rôznorodá. Aj odborové pôsobisko je široké a každý trh a obor má svoje 
špecifikácie a rôznu kultúru kupujúcich,  zameriame sa na sociálnu analýzu vo vnútri 
firmu. Konkrétne na analyzovanie zamestnancov, ktorí sú vo vzťahu k poskytovaným 
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službám e-shopu vlastne zákazníci. 
Ako už bolo spomenuté, klienti v našom prípade budú zamestnanci pobočiek. 
Pobočky využívajúce náš e-shop sa nachádzajú v západnej, severnej, strednej a južnej 
Európe a taktiež v štátoch Severnej Ameriky. Každý štát ma iný pohľad na služby, ktoré 
očakávajú od funkčnosti interného obchodu, preto je nutné poskytovať vysoký štandard 
a unifikovaný vzhľad, ktorý nie je nejak výstredný. Zároveň sa budú líšiť technické 
znalosti jednotlivých užívateľov, úroveň zručnosti je veľmi rôznorodá. Pre niekoho sa 
bude zdať stávajúci formát e-shopu ako zastaralý, pre iného zase za neprehľadný a 
náročným s množstvom neprehľadných informácií. Preto treba túto rôznorodosť na 
zreteľ a pristupovať k zákazníkom opatrne a ponúknuť vyvážený obsah a formu.
 3.1.2 Legislatíva
Opäť treba prihliadať na veľkosť a rôznorodosť firmy. Na legislatívu sa môžeme 
pozrieť opäť na úrovni podnikovej. Každá krajina bude mať iné procesy pri objednávaní 
vybavenia. Začneme len pri rozdieloch v ponúkaných komponentov, kedy nie všetky 
výrobky sú dostupné pre každú krajinu. Potom rozdiely nájdeme aj v procesoch a to 
najmä v hierarchii schvaľovaní objednávok a v ďalšom rade v účtovných výkazoch. 
Účtovné zákony sú všade iné, tak ako aj daňové výmery. A v neposlednej rade aj interné 
predpisy jednotlivých pobočiek, ako sú úpravy nariadení spojené s používaním 
zverených zariadení a narábani s nimi.
 3.1.3 Ekonomika
Každá firma sa sústreďuje na kontrolu svojich výdavkov. Preto budú aj zjavné 
rozdiely v rozpočte daných krajín alebo pobočiek, ktoré sú vyhradené na nákup 
zariadení a vybavenie kancelárii. Pre tieto prípady sú aplikované schvaľovacie procesy 
a limity rozpočtov pre pracovníka, pobočku a krajinu. Ďalej treba prihliadať aj na 
vyjednávaciu silu a možnostiach množstevných a iných zliav od dodávateľov. Tieto 
aspekty budú rozobraté v Porterovej analýze.
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 3.1.4 Politické faktory
Keďže hodnotíme politické faktory danej firmy, je zjavné, že tie budú vychádzať 
zo strategických cieľov podniku. Tu je opäť snaha o maximalizáciu zisku a kontrolu 
výdavkov. Politické rozhodnutia taktiež majú dopad na ovplyvnenie toku obchodu – ako 
sú embarga a clá. Iné pravidlá platia pre pobočky v rámci EU, iné mimo nej a iné pre 
pobočky zo Severnej Ameriky.
 3.1.5 Technologické faktory
Keďže poskytovateľ IS/IT služieb je špička vo svojom obore, s najväčším 
množstvom podaných patentov v USA za posledných niekoľko rokov, je pozícia a 
poskytované služby na vysokej úrovni. Zákazník si týmto otvára možnosti k prístupu k 
najmodernejším a najvýkonnejším službám a konfiguráciám na trhu. Otázkou je, či tieto 
služby sú vhodne dimenzované a dokáže tieto parametre využiť vo svoj prospech. 
Správne využitie technologických možností dokáže výrazne zodvihnúť finančné 
ukazovatele, dajú sa ľahko sledovať a so správne namierenou kampaňou pritiahnuť 
nových zákazníkov, ktorým je podnik schopný poskytnúť služby navyše, lebo bude mať 
na to kapacity a bude o krok pred konkurenciu. Ako na strane technologického zázemia, 
infraštruktúry, tak aj na strane vysoko kvalitnej úrovne služieb s minimálnymi 
odstávkami.
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 3.2 Porterová analýza
 3.2.1 Súčasná konkurencia a jej stratégie
Najprv si vymedzíme opäť konkurenciu a vymedzíme obor. Konkurenciu v 
tomto prípade budeme chápať, ako ďalšie potenciálne subjekty, ktoré majú záujem o 
zákazníka využívajúceho poskytované služby a chcú poskytovateľa vytlačiť z jeho 
pozície exkluzívneho poskytovateľa IS/IT služieb.
V IT obore samozrejme existuje viacero veľkých hráčov. Tieto nadnárodné firmy 
sa môžu líšiť portfóliom ponúkaných služieb, riešeniami, ktoré majú chránené 
patentami, alebo know-how. Ďalšie rozdiely v konkurenčných ponukách a ich stratégií 
môžeme nájsť v rozsahu služieb –  môžu ponúkať na mieru ušité riešenie, ktoré môžu 
byť čiastkové alebo komplexné riešenia, ktoré už zahŕňajú vlastné dáta centra a správu 
celej infraštruktúry, až pred dvere zákazníka.
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Obr. 2: Podiel investícií na trhu data centier za prvý polrok 2012 (Zdroj: ITCANDOR 
[online]. Dostupne  z: http://www.itcandor.com/data-centres-q212)
V dnešnej dobe nesmieme zabúdať na dôležitý fenomén –  outsourcing. Vďaka 
tomu môže konkurencia dosahovať nemalé úspory v nákladoch na správu a prevádzku 
služieb. 
A samozrejme cenová stratégia, ktorá úzko súvisí s predchádzajúcim bodom – 
outsourcingom. Kto sa dokáže správne rozhodnúť, na akých oblastiach sa dá ušetriť 
prevedením do iných krajín alebo na iných dodávateľov, dokáže konkurovať aj cenou. 
Hoci tento problém je obsiahly a komplexný. Nakoľko zákazník okrem ceny požaduje 
aj vysokú kvalitu a minimalizáciu výpadkov.
 3.2.2 Nová konkurencia
Preniknúť na medzinárodný trh IT v dnešnej dobe a pri súčasnej konkurencii, 
kedy veľké firmy majú zabehnutý outsourcing a interné projekty na ušetrenie nákladov 
a ukazovatele zamerané na kvalitu služieb, je nemožné. Vyžadovalo by to extrémne 
investície do infraštruktúry, výstavba dáta centier, zohnať dostatočne odborný personál. 
Avšak je tam možnosť prevzatia nejakých časti a ich správu v lokálnych podmienkach. 
Povedzme pre danú alebo zopár iných pobočiek v rámci krajiny, regiónu. V takomto 
prípade by mohla nova konkurencia ukradnúť časť príjmov existujúcemu 
poskytovateľovi. Ale nastáva otázka, či budú služby aspoň na súčasnej úrovni a či je 
zákazník ochotný riskovať tento prechod k novej konkurencii.
 3.2.3 Vplyv odberateľov
Odberateľov budeme opäť chápať ako užívateľov e-shopu, ktorý si nakupujú 
prostredníctvom neho zariadenia. Ak chceme mať spokojného odberateľa, musíme 
naslúchať  jeho požiadavkám. Spokojný odberateľ –  užívateľ e-shopu a zároveň 
zamestnanec podáva lepšie výkony, pokiaľ všetko funguje tak ako má a je mu príjemne 
využívať naše služby. To zároveň šetrí aj čas, ktorý je obetovaný na úkor priameho 
výkonu práce. V našom prípade má odberateľ hlavné slovo a prisudzuje sa mu dosť 
veľká váha pri vznesených námietkach alebo sa berú v úvahu aj jeho návrhy pri týchto 
nových vydaniach e-shopu.
38
 3.2.4 Vplyv dodávateľov
Poskytovateľ IS/ICT služieb a samotného e-shopu má taktiež možnosť 
ovplyvňovať budúcu podobu zmluvy a  hlavne podmienok, za akých budú služby 
poskytované. Je chopný dodať potrebné vylepšenia avšak za cenu, ktorá bude výhodná 
pre obe strany a zároveň v reálnom časovom horizonte. Keďže poskytované služby sú 
komplexné a podoba a funkčnosť e-shopu je len zlomok kontraktu, poskytovateľ 
disponuje vyjednávacou silou. Hoci boli v minulosti snahy a zákazník sa vydal vlastnou 
cestou a chcel eliminovať súčasného poskytovateľa, to však nedopadlo úspechom a 
ukázalo sa, že táto problematika ma vysoké nároky na infraštruktúru, zázemie a hlavne 
skúsených ľudí. 
 3.2.5 Substitučné výrobky
Ako už bolo spomínané v predchádzajúcich riadkoch, boli snahy o nahradenie 
poskytovaného riešenia a zákazník  paralelne vyvíjal svoju verziu e-shopu, nakoľko sa 
na tejto ceste vyskytlo množstvo problémov, ktoré stáli mnoho energie, času a financií 
na vyriešenie, tento projekt bol pozastavený. Určite existujú substitúty, avšak nebudeme 
ich považovať za hrozbu, nakoľko poskytovateľ má výhradné postavenie v dodávaní 
IS/ICT služieb.
 3.3 Rozbor 7s faktorov
 3.3.1 Stratégia firmy
Nakoľko hlavným zameraním firmy využívajúcej služby e-shopu je dodávanie 
technológií pre energetiku a automatizáciu, spočíva stratégia v znižovaní dopadu 
pôsobenia energetických a priemyslových podnikoch na životné prostredie. Firma čerpá 
z dôkladných znalostí oboru, skúseností a špičkových technológií, ktoré umožňujú 
klientom zefektívniť prevádzkovú činnosť.
Dôraz kladie na inovácie, zvyšovanie výkonnosti, priťahovať talenty a jednať 
zodpovedne. Bez inovačnej činnosti sa nedá udržať konkurenčné výhody. Preto sa 
podnik zameriava na to, aby dokázal priniesť stále niečo nové a lepšie oproti 
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konkurencii. Aby tieto ponúkané technológie boli výhodné pre ich podnikanie, čiže 
úspory z rozsahu a samozrejme zmierňovať dopad na prírodné prostredie, ktorému sa 
prikladá čoraz väčšia váha.
 3.3.2 Organizačná štruktúra firmy
Nebudeme rozoberať celú úroveň štruktúry firmy, pretože pôsobí vo viac ako 
stovke zemí, zameriame sa na štruktúru, ktorá priamo ovplyvňuje rozhodnutia týkajúce 
sa nášho e-shopu.
Na strane zákazníka je to globálny riaditeľ pre informačné systémy (CIO), ten 
navrhuje a plánuje stratégiu do budúcna a skúma potreby firmy. Ďalej každá krajina má 
svojho vlastného CIO. Pod ním sa nachádzajú jednotliví zodpovední vedúci pre 
jednotlivé odvetvia IT. Sú tam samozrejme bezpečnostní technici, technici zodpovední 
za siete, HW, licencie a SW a za samotný e-shop. Tento manažér priamo komunikuje s 
poskytovateľom služieb spojených s e-shopom. On ma oproti sebe manažéra, ktorý 
zabezpečuje a organizuje týmy na strane poskytovateľa. Medzi nimi dochádza k 
vyjednávaniu o budúcom fungovaní a určovaním smeru, ktorým sa spoločne budeme 
uberať. 
Pre potreby práce sa však musíme zamerať aj na organizačnú štruktúru 
samotného e-shopu. Tá istým spôsobom reflektuje formálnu hierarchiu podniku. Jej 
štruktúra je znázornená na následujúcom obrázku.
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 3.3.3 Informačné systémy
Informačné systémy už boli a ešte budú detailne rozobraté, pretože celý tento 
projekt je vlastne o návrhoch k zlepšeniu informačného systému v konkrétnom prípade 
e-shopu. Ako už bolo spomenuté, IS/ICT je na vysokej úrovni a využíva najnovšie 
technológie.
 3.3.4 Štýl riadenia
Štýl riadenia má presne vymedzené pravidlá. Keďže nie je ľahké riadiť takto 
obrovský podnik, sú presné definované úlohy, komunikačné cesty a sú presne určené 
kompetencie. V podniku sú zavedené reportovacie a monitorovacie nástroje, taktiež 
pravidelné schôdzky na rôznych úrovniach. Od každodenných manažérskych stretnutí, 
až po stretnutia vrcholového manažmentu a predstaviteľov jednotlivých krajín, ale aj 
schôdzky s radovými zamestnancami, kde sa riešia operatívne veci a zbierajú sa 
podnety na zlepšenia.
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Obr. 3: Organizačná štruktúra e-shopu (Zdroj: Interné)
 3.3.5 Spolupracovníci
Väčšina zamestnancov je spokojná so svojím zamestnávateľom, pretože sú hrdí, 
že pracujú pre takýto prestížny podnik. Taktiež ich podnik motivuje a má rôzne 
programy v ktorých sa môžu uplatniť zaujímavé nápady na zlepšenie alebo na ušetrenie 
nákladov. Už samotné výberove konanie je náročne a preto každý, kto sa stane novým 
zamestnancom je braný s rešpektov a s pocitom, že je súčasťou pracovnej spoločnosti. 
Spolupracovníci bývajú motivujúci a nápomocní, ale na druhej strane očakávajú aj plné 
nasadenie, schopnosť riešiť problémy a oddanosť zamestnávateľovi.
 3.3.6 Zdieľané hodnoty
Hodnoty podniku sú pravidelne zdieľané vrcholovým riadením priamo každému 
zamestnancovi. Preto si je každý vedomí aké sú spoločné ciele, a ako každý jednotlivec 
môže prispieť svojou prácou k naplneniu týchto cieľov a k šíreniu spoločnej hodnoty.
 3.3.7 Schopnosti
Pri  150 000 zamestnancoch budú schopnosti veľmi rozdielne. Ale pokiaľ sa 
zameriame na schopnosti, ktoré sú potrebné na výkon práce v danej oblasti, v 
globálneho hľadiska môžeme povedať, že sú na vysokej úrovni. Je to už vyžadované pri 
samotnom výbere zamestnancov a potom aj vyhľadávaním talentov a ich podpory v 
rôznych inovatívnych programoch.
 3.4 SWOT analýza
Táto analýza silných stránok, slabých stránok, príležitosti a hrozieb vychádza z 
poznatkov, ktoré boli zistené v predchádzajúcich analýzach. Tento súhrn a uvedomenie 
dáva prehľad, na ktoré stránky sa treba zamerať, vylepšiť ich alebo rozvíjať svoje silné 
postavenie na trhu, služby a ďalšie položky zhrnuté v následujúcich riadkoch.
Silné stránky
 kvalita poskytovaných služieb
 tradícia a história
 inovácie a progresívne zmýšľanie
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 veda a výskum, patenty




 orientácia na vysoko nákladné technológie a služby
 úzka odborová špecializácia
 vysoké fixné náklady
Príležitosti
 zamerať sa na sortiment dostupnejší aj menším podnikom
 rozšíriť pôsobisko aj na zdanlivo nerentabilné trhy
 predaj neziskových divízii
 rozvoj značky ako kvality a elity
Hrozby
 konkurencia s menej diferencovanými výrobkami a službami
 závislosť na veľkých obchodných partneroch
 potreba neustáleho výskumu a inovácií pri udržaní konkurencieschopnosti
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 4 Vlastné návrhy riešení
Oblasti v ktorých budeme vykonávať zlepšenia si rozdelíme do troch oblastí:
  fyzické zmeny na zariadeniach
 vylepšenia funkčnosti programu
 bezpečnostná oblasť zmien
V každej oblasti budú vylepšenia vykonávané na základe požiadaviek 
prichádzajúce z rôznych zdrojov, uvedieme si možné zdroje požiadaviek:
 požiadavky od zákazníka
 požiadavky vychádzajúce z technologického pokroku a zavádzaním nových 
technológií
 požiadavky prichádzajúce od správcov, kedy sú postupom času odhalené 
procesné nedostatky pri správe a je potrebné zaviesť nove nástroje pre lepšiu 
správu a poskytovanie služieb zákazníkom
 bezpečnostné požiadavky – tie môžu prichádzať taktiež z viacerých zdrojov, 
ako sú bezpečnostné scany, ďalej sú odhalené nedostatky na programovej 
úrovni a na základe pravidelných previerok, ktoré sú ustanovené v zmluve o 
poskytovaných službách
 požiadavky na odstránenie defektov a chýb v kóde, ktoré sa prejavia až po 
dlhodobejšom používaní a pri nepredvídaných situáciách
Všetké tieto zdroje požiadaviek je možné aplikovať na všetky naše tri oblasti, 
kde ako poskytovateľ služieb a infraštruktúry  musíme navrhnúť, také riešenia ktoré 
uspokoja nutné potreby. Najväčšiu váhu budú mať požiadavky od zákazníka, nakoľko je 
to e-shop, ktorý používa on a on nás za to platí. Hneď za tým sú bezpečnostné 
požiadavky, ktoré sú taktiež obsahom zmluvy medzi obomi stranami. Bezpečnosti 
budeme venovať samostatnú kapitolu, nakoľko je to v dnešnej dobe stránka, ktorej sa 
prisudzuje veľká váha a práve v tejto oblasti poskytovateľ IS/IT služieb prikladá vysokú 
váhu a považuje to za konkurenčnú výhodu.
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 4.1 Fyzické zmeny na zariadeniach
Táto časť bude venovaná detailnému popisu zmien a vylepšení, ktoré sa 
uskutočnili alebo sú vo fáze príprav. Najskôr si popíšeme súčasnú konfiguráciu, potrebu 
zmien a ich efekt, ich procesné riadenie, riadenie zmeny a dopad týchto zmien na 
funkčnosť a efekty s tým spojené.
 4.1.1 Súčasná konfigurácia
Celková konfigurácia pozostáva z viacerých komponentov a v súčasnosti sú 
využívané štyri samostatné inštancie e-shopu:
 2 testovacie inštancie
 2 pred-produkčné inštancie
 1 produkčná inštancia
Produkčná verzia využívaná priamo pre potreby zákazníka využíva 3 fyzické 
servery pSeries od IBM ktoré sú ďalej virtualizované na jednotlivé LPARy –  pre 
produkčnú verziu je to 5 virtuálnych partícií. Pre testovanie nových možnosti, nového 
vzhľadu a overenie funkčnosti sú používané 2 testovacie inštancie využívajúce ďalšie 
fyzické servery, ktoré sú opäť virtualizované a vytvorené z nich 4 samostatné LPARy. 
Nové verzie e-shopu, aktualizácie programového vybavenia, inštalácia záplat a každá 
väčšia zmena konfigurácie je vykonávaná v nasledujúcich postupnostiach:
Nasadanie na testovacie servery –  dvojtýždňové testovacie obdobie → Nasadenie na 
pred-produkčné  prostredie  –  opäť  2  týždne  testovania  →  Finálne  nasadenie  do 
produkcie. 
Na  všetkých  prostrediach  sú  používané  rovnaké  verzie  programového 
vybavenia,  aby  sa  predchádzalo  možným  nekompatibilitám  pri  jednotlivých 
prechodoch.  Základné  programové  vybavenie  slúžiace  pre  potreby  e-shopu  je 
následovne:
 AIX 6.1
 IBM WebSphere Application server
 IBM WebSphere MQ
 IBM WebSphere Message Broker
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 IBM HTTP Server
 IBM Tivoli Directory Server
 DB2
 Najskôr si ujasníme používanie slova server v rôznom znení.  Slovom server 
budeme nazývať samostatne bežiace fyzické zariadenie, na ktorom beží jediný operačný 
systém, v tomto prípade AIX 6.1. Slovo server budem chápať nielen fyzicky ohraničené 
zariadenie,  ale  aj  takto  virtuálizovanú  časť  tohto  zariadenia,  avšak  opäť  musí  byť 
splnená podmienka jediného operačného systému. 
Aplikačný server bude v našom prípade počet bežiacich WebSpehere Application Server 
procesov.  Aplikačný server  bude poskytovať služby a prostredie  pre chod aplikácie. 
Aplikačné prostredie si popíšeme v návrhoch vylepšení funkčnosti programu. Webový 
server bude rozhranie medzi užívateľom, ktorý jeho prostredníctvom vznáša požiadavky 
na  aplikačný server.
Produkčná  konfigurácia  pozostáva  zo  šiestich  serveroch.  Na  štyroch  beží 
aplikácia  e-shopu, ktorá je nasadená na technológiu WebSpehere Application Server 
(WAS),  a  to  na  každom  serveru  v  dvoch  klonoch,  čiže  celkovo  je  prítomných  8 
aplikačných serveroch. Okrem toho je na týchto serveroch ešte IBM WebSphere MQ 
tzv.  Message  Engine,  ktorý  zabezpečuje  komunikáciu  medzi  jednotlivými  zložkami 
celej  konfigurácie.  Databáza  obsahuje  všetky  položky  e-shopu,  taktiež  zoznam 
objednáviek, ich možné stavy a ďalšie údaje potrebné pre podrobnú správu a pohľady. 
Druhou hlavnou zložkou databáze sú údaje o užívateľoch, ktorý používa IBM Tivoli 
Directory  Server  (ITDS)  pre  overenie  identity  prihlasovaného  užívateľa.   Databáza 
spolu  s  ITDS  a  WebSphere  Message  Broker  bežia  na  piatom  serveri.  WebSphere 
Message  Broker  ma  za  úlohu  zbierať  správy  od  MQ  na  jednotlivých  aplikačných 
serveroch a posielať ich ďalej  na komponenty tzv.  mosty,  ktoré už ležia  mimo túto 
konfiguráciu a môžu to byť zariadenia na strane zákazníka určené napr. na fakturáciu 
alebo  rozhrania  na  strane  dodávateľa,  ktorý  prijíma  objednávky  a  pripravuje  ich 
expedovanie.  Šiesty server v poradí slúži ako záložný pre databázu a ITDS.
Toto bol stručný prehľad toho ako sú používané jednotlivé technológie. 
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 4.1.2 Dôvody a podnety k výmene zariadení
Výmena  hardvéru  vychádza  z  dvoch  zdrojov  požiadaviek.  Prvotný  impulz 
prichádza  od  zákazníka,  ktorý  nie  je  spokojný s  rýchlosťou  odozvy pre  koncových 
užívateľov. Firma poskytujúca IS/ICT služby mu navrhne prechod na nový hardware, 
ktorého komponenty sú rýchlejšie a umožňujú nové funkcie, ktoré prinášajú úspory v 
podobe  lepšieho  využitia  výpočtových  kapacít.  Pri  malom  vyťažení,  dokážu  nové 
technológie spotrebovávať zlomok energie. Ďalej nové servery prinášajú možnosti a to 
hlavne v škálovateľnosti, či už horizontálnej alebo vertikálnej.  Sú to hlavne technológie 
založené  na  virtualizácii  procesorov  a  pamätí  tzv.  micropartitioning.  Čo  umožní 
zákazníkovi  dynamicky  priraďovať  voľné  zdroje  v  prípade  potreby  a  zistenia,  že 
súčasna výpočtová kapacita je nepostačujúca.
Druhým podnetom k výmene stávajúceho zariadenia je ich životnosť,  koniec 
podpory a to v podobe ukončenia vývoja programového vybavenia,  ako je operačný 
systém,  firmware,  a  ako už  bolo  spomínané  aj  jeho  vysoké  energetické  nároky.  To 
všetko nám umožní po výmene súčasného zariadenie úspory v nákladoch na prevádzku, 
zrýchlenie  odozvy  na  strane  koncového  užívateľa  a  prinesie  nové  možnosti  ako 
spravovať, udržiavať a škálovať hárdverové vybavenie.
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Obr. 4: Prehľad komponentov produkčného prostredia (Zdroj: Interné)
 4.1.3 Riadenie zmeny
V tejto časti si stanovíme a ohraničíme zodpovednosti, postupnosť krokov, 
stanovíme časový harmonogram s popisom prác a krokov a plán na overenie 
dosiahnutých výsledkov.
 4.1.3.1 Plánovanie zmeny a vymedzenie zodpovednosti
Samotné plánovanie tejto zmeny začína mesiac pred samotným zásahom. 
Prvotný krok je výber novej konfigurácie a jej objednanie. To má na starosti správca 
dátového centra. Potom sa otvorí záznam o zmene v nástroji, ktorý slúži ako databáza 
pre manažment zmien. Tam sú zahrnuté všetky schvaľovacie procesy, evidencia, časový 
harmonogram, vecný popis úloh a zodpovednosti jednotlivých zúčastnených skupín. 
Naplánuje sa pevne stanovené časové okno s postupnosťou prác. Tento záznam musí 
prejsť všetkými schváleniami a až potom je možné previesť samotnú zmenu. V 
schvaľovacom procese sú presne stanovené, ktoré strany musia byť zahrnuté a kde je 
potrebný ich súhlas. Pre každú aktivitu  je zoznam zahrnutých strán iný. Tento sa odvíja 
od následujúcich podmienkách:
 na akom prostredí bude  vykonávaná  zmena (testovacie, pred-produkčné, 
produkčné)
 aký je rozsah vykonávaných aktivít, či ide o rutinnú zmenu konfigurácie, 
komplexnejšie zmena, ktorá vyžaduje zainteresovanie viacerých technických 
týmov
 aké všetky funkcionality prostredia budu ohrozené, v tomto sleduje, čí bude 
systém úplne nedostupný alebo iba jeho komponenty, ako je databáza, 
webové rozhranie, alebo iba nejaké funkčné obmedzenia
 aké je riziko prípadného nezdaru a jeho dopad na funkčnosť e-shopu
 aká je priorita tejto zmeny a aké sú následky jej neuskutočnenia
Tieto všetky kritéria musíme vyhodnotiť a zvážiť ich dopady. Firma používa 
nástroj na manažment zmien, ktorý tieto všetky položky obsahuje a na základe 
vložených údajov je vypočítaný výsledná riziková  kategória pre danú aktivitu. V našom 
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prípade to bude najvyššia možná – tzv. závažná. Rozsah prác bude veľký, ide vlastne o 
migráciu produkčného prostredia na úplne nové zariadenie. Z toho vyplýva aj fakt, že v 
priebehu aktivít bude na niekoľko hodín odstavený e-shop a v prípade nezdaru je 
prinavrátenie funkčnosti taktiež časovo náročný proces a môže predĺžiť nedostupnosť 
nad rámec dohodnutý so zákazníkom, čo v dôsledku môžeme považovať za porušenie 
zmluvy o poskytovaní služieb. 
V tomto bode už máme určenú závažnosť aktivity a na základe matríc a 
dohodnutého pracovného toku vieme, aké strany je potrebné žiadať o schválenie. Bude 
to zodpovedné riadenie na strane poskytovateľa IS/IT služieb, ktorý má na starosti 
vecné riadenie medzi zákazníkom a týmov poskytujúcich podporu. Ďalej to budú všetky 
strany zúčastnené na aktivitách, ale aj strany, ktorých sa priamo nezúčastňujú na 
aktivitách, ale odstávka e-shopu ich môže ovplyvňovať. Jedná sa napríklad centrum pre 
dohľad, ktoré musíme byť informované, aby nedochádzalo k poplašným hláseniam. Sú 
to aj týmy, ktoré spravujú akúkoľvek časť celého systému, čiže aplikačný tým, 
databázoví tým, tým zodpovedajúci za operačný systém a iné. Ďalšou a najdôležitejšou 
skupinou, ktorá schvaľuje takéto aktivity je zákazník. Keďže táto aktivita ovplyvňuje 
užívateľov vo všetkých dvanástich krajinách, budú potrebné schválenia všetkých 12 
CIO jednotlivých krajinách a jedného globálneho predstaviteľa zo zákazníckej strany, 
ktorý zastrešuje a je informovaný o týchto aktivitách.
 Do tejto zmeny budú zahrnuté následovné týmy:
 On-site support, čiže technici priamo na mieste v dáta centru, ktorí vykonajú 
priamo fyzické zásahy na prepojenie potrebných komponentov. 
 Sieťoví technici, ktorí skontrolujú nastavenia sieťových rozhraní.
 Tým zodpovedný za vykonanie záloh, overenie ich funkčnosti a konzistencii 
a ich dostupnosti z nového zariadenia.
 Databázoví technici, ktorí vypnú databázu pred odpojení a znovu 
naštartovaní skontrolujú jej funkčnosť a správnosť dát.
 Technici zodpovední za operačný systém, naklonujú pôvodné nastavenia na 
nový hardware.
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 Aplikačná podpora, ktorá na začiatku aktivít vypne aplikácie a e-shop. Po 
skončení aktivít vykoná kontrolu funkčnosti aplikácií a samotného e-shopu.
 Testovací tým, ktorý otestuje funkčnosť a simuláciu objednávky v e-shope.
 4.1.3.2 Vlastná zmena a jej harmonogram
Zmena sa bude vykonávať na produkčných systémoch, ktoré sa využívajú po 
celý týždeň a vzhľadom k časovému posunu pre USA a Kanadu, nemáme dostatok času 
uskutočniť plánovanú zmenu počas nočných hodín. Preto sú  všetky zmeny plánované 
počas soboty a nedele. Pre náročnosť aktivít je preto potrebné začať s prácami už v 
piatok,  po  skončení  pracovnej  doby na  americkom kontinente.  Od zákazníka  máme 
povolenie vypnúť aplikácie 23:00 SEČ. 
Vtedy aplikačný tým vypne aplikácie podporujúce e-shop a to v tomto poradí: 
Web server, WebSphere Application Server, WebSphere MQ, WebSphere MQ Broker, 
ITDS,  databáza.  V tomto  momente  sa  uskutočnia  zálohy všetkých  serverov.  Záloha 
bude  vykonaná  na  pásky na  vzdialený  server  pomocou  Tivoli  Storage  managment, 
ktorého  klient  beží  na  každom  z  našich  serverov.  Funkčnosť  zálohy  sa  preverí 
porovnaním množstva prenesených dát a údajov z logov. AIX tým si medzi tým pripraví 
inštaláciu  operačného  systému.  Pre  elimináciu  možných  rizík,  aby  sme  vylúčili 
nekompatibilitu  inej  verzie  OS,  bude použitá  presne  tá  istá  verzia,  ktorá  bežala  na 
pôvodných serveroch, čiže AIX 6.1 SP 8. 
Po overení funkčnosti operačného systému, je potrebné nakonfigurovať sieťové 
rozhrania a pripojiť ich k zákazníckej sieti – to bude úloha pre on-site podporu.  Doteraz 
sa  práce  na  nových zariadeniach  uskutočňovali  cez  HMC – Hardware  Management 
Console,  ktorá tvorí  servisné rozhranie pre daný fyzický celok a sme schopní s ním 
spravovať všetky logické jednotky – servery,  virtuálne zhluky a uzly.  Stačí  keď  je 
dosptuné fyzické pripojenie k WWW sieti a poznáme IP adresu a prihlasovacie údaje. 
Takže nasleduje konfigurácia sieťových rozhraní. Je nutné definovať tie isté IP adresy a 
tie isté virtuálne ethernet karty, routing tables, known hosts a iné nastavenia. Súčasne 
sieťoví technici nastavia a zaregistrujú tieto nové zariadenia na aktívnych sieťových 
prvkoch.  Pred  zapojením  do  siete,  je  samozrejme  nutné  aby  staré  servery  boli  už 
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vypnuté aby nenastala duplicita IP adries v sieti. Potom sa vytvorí aplikačná volume 
group  (VG),  kde  budú  nahrané  všetky  dáta,  tak  ako  boli  zálohovane.  Je  potrebná 
identická štruktúra súborových systémov, rovnakého typu a rovnakej veľkosti. Po tomto 
je  možné  pristúpiť  k  naplnení  týchto  súborových  systémov  zo  zálohy.  Definuje  sa 
bootovacie poradie, vytvorí sa prvotný a záložný boot image a otestuje sa to reštartami. 
Nastavíme zrkadlenie diskov. Skontrolujeme či boli všetky užívateľské účty vytvorené, 
hlavne tie, ktoré sú potrebné a využívané aplikáciami. 
Po uskutočnení týchto krokov na každom zo serveroch, databázoví tým preverí 
funkčnosť databáze a naštartuje ju. Potom aplikačný tým spustí aplikácie podporujúce 
e-shop  v  opačnom poradí  než  za  vypínali.  Testovací  tým začne  testovať  funkčnosť 
podľa  vopred  stanovených  postupov  a  simulujú  všetky  možne  situácie,  ktoré  môžu 
nastať pri objednávaní tovaru.
 4.1.4 Analýza rizík
Rizika ktoré ohrozujú konečný výsledok zmeny, číže výsledok, kedy je zmena 
úspešne ukončená a sú vykonané všetky požadované kroky, môžeme identifikovať vo 
viacerých oblastiach. Niektoré z nich sa dajú ľahko predvídať a tak vytvoriť podmienky 
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Task Name Duration Start Finish
Communication with client 35 days 3.6.2013 8.7.2013
Ordering of HW 1 day 8.7.2013 8.7.2013
Delivery, installing and placing HW 25 days 8.7.2013 2.8.2013
Change management 10 days 5.8.2013 15.8.2013
Full backup of environment 1 day 15.8.2013 15.8.2013
Execution of change 3 days
16.8.2013 18.8.2013
- shutting down old environment 2 hours
- plug-in new servers 4 hours
- OS installation and configuration 6 hours
- data migration 8 hours
- reboot and start applications 2 hours
- verification tasks 8 hours
Tab. 3: Časový harmonogram výmeny HW (Zdroj: Vlastné)
ako sa im vyhnúť, avšak niektoré nemôže predvídať ani najlepší odborník a závisí od 
konkrétneho chovania systému.
V oblasti fyzických zásahov môžeme predpokladať s následujúcimi rizikami:
 nedodanie kompletného vybavenia pre nový server
 nekompletná záloha a následná neschopnosť oživiť systém
 nepredvídané chovanie programového vybavenia na novom zariadení
 nedostatočné schopnosti technikov
Oblasť Riziko Pravdepodobn







HW Nedodanie vybavenia 2 2 2
Nekompletná záloha 4 6 24
Nepredvídané chovanie 6 8 48
Nedostatočné schopnosti 3 7 21
Tab. 4: Hodnotenia rizík (Zdroj: Vlastné)
 4.1.5 Charakteristika nového prostredia a jeho možnosti
Nové prostredie sa skladá zo serveru Power 570 osadený procesormi 
POWER6+. Bol tak nahradený starší typ Power 550, ktorý používal ešte technológiu 
POWER4. Tento systém strednej triedy používa výhradne stojanovú architektúru. Jeho 
základný blok z ktorej sa skladá má veľkosť 4U a môže byť štyri alebo osem jadrový. 
Každý tento blok je nazývaný uzlom (node) alebo CEC (Central Electronic Complex), 
podporuje dvojjadrové procesory POWER6 3.5, 4.2 a 4.7 GHz alebo štvor jadrový 
POWER6+ o frekvenciách 4.4 a 5.0 GHz. V našom prípade budú použité procesory 
POWER6+ 4.4 GHz. Pri použití 19U stojanu je možné naraz osadiť 4 takéto bloky, z 
ktorých tak vznikne server so symetricky multiprocesorovou architektúrou s maximálno 
u konfiguráciou 32 procesorových jadier, 768 GB DDR2 pamäte, 24 interných SAS 
diskov o celkovej vnútornej kapacite 7.2 TB. HMC (Hardware Management Console) je 
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pre tento systém potrebná. Poskytuje sadu funkcií, ktoré sú potrebné na správu systému, 
vrátane logického rozdeľovania, aktivácie kapacity na požiadanie, zoznamu a správu 
mikro kódov a vzdialenej správe výkonu (ANSELMI et al., 2008).
Verzia operačného systému AIX bude 6.1. Táto verzia AIX 6.1 bola vydaná už v 
roku 2007 ruka v ruke spolu z novou technológiou POWER6. Hoci AIX 6.1 je schopný 
bežať aj na technológií POWER4, avšak nebude možné využívať nových vlastností, 
ktorý tento operačný systém poskytuje a plne ich rozvíja až v rade POWER6. Jednou z 
týchto vlastnosti je aj AIX Workload Partitions (WPARs). Ide o programovo založenú 
virtuálizáciu, ktorá umožňuje vytvoriť niekoľkých AIX 6 prostredí na jedinej AIX 6 
inštalácií. Každý takto vytvorený WPAR má jedinečného užívateľa root, sieťovú adresu, 
súborové systémy a vlastné bezpečnostné nastavenia (ALKESIC et al., 2008). Takto 
vytvorené prostredia je možné presúvať medzi systémami. Toto nám umožňuje jedna z 
ďalších vlastnosti nazvaná Live Application Mobility.  Výhody vytvárania WPARov 
pocítime pri správe týchto systémov a to hlavne pri inštalácií nových balíkov a 
aktualizácií. Miesto inštalácie na jednotlivé WPAR systémy, nám postačí aplikovať 
balíčky na globálnu inštanciu a všetky WPAR servery bežiace pod ňou, zdedia tento 
inštalovaný balík alebo aktualizáciu. WPAR technológia je ďalej možná na dvoch 
úrovniach a to na aplikačnej a systémovej. Systémový WPAR navonok vyzerá ako 
nezávislá inštalácia AIX s vlastnými, plne funkčnými službami. Oproti tomu je 
aplikačný WPAR zjednodušený a je vlastne nastavený pre potreby danej aplikácie a 
niektoré služby na ňom nebežia, ale sú poskytované a spravované globálnou inštaláciou. 
Live Application Mobility je súčasťou AIX 6  a jeho Workload Partitions 
Manager a umožňuje nám presun celého WPARu z jedného systému na druhý, bez 
nutnosti reštartu alebo dokonca bez vnímateľného času nedostupnosti. Počas takéhoto 
presunu vytvorí WPAR manažér záchytný bod WPARu, potom je obsah pamäte a 
nastavenia presunuté na cieľový WPAR a nakoniec pokračuje na novej partícií. Live 
Application Mobility je určená na poskytnutie niekoľkých výhod. Je možné takto 
eliminovať výpadky pre presúvaní zariadení kvôli údržbe, ďalej je možné túto možnosť 
využívať pri vyvažovaní záťaže medzi niekoľkými systémami a to buď automaticky 
alebo manuálne. A v neposlednom rade úspory energií, kedy sú mimo špičku 
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vyťaženosti presunuté niektoré WPARy na jeden server a tak ostatné môžu byť vypnuté.
V následujúcej tabuľke sú uvedené špecifikácie fyzického serveru, na ktorom 
bežia 4 aplikačné servery.  Ich maximálny počet procesorov, ktorý môžu využívať je 8. 
V základnom nastavení sú každému LPARu priradené 2 procesory. Tieto procesory sú 
však virtuálne, v skutočnosti je jeden virtuálny procesor 25% z jedného fyzického 
procesoru o frekvencii 4400 MHz. Z toho vyplýva, že fyzický server, ktorý je rozdelený 
na 4 LPARy obsahuje 2 procesory rady POWER6+ obsluhujúc celú konfiguráciu. Táto 
vymoženosť, ktorú nám umožňuje rada serveru IBM Power 570 s procesorovou 
technológiu POWER6 je pokročilá virtuálizácia. Táto vlastnosť prišla už s 
predchádzajúcou radou procesorov POWER5, nazýva sa Micro-Paritioning a tá 
umožnila rozdeliť jeden fyzicky procesor až na 10 virtuálnych procesorov. Tieto 
zdieľané procesory sú zvyčajne zoskupené v nejakom zväzku, z ktorého sú čiastočné 
procesorové kapacity prideľované partíciam. Táto časť procesoru, ktorá je priradená 
partícií na výpočtové úkony a na úrovni partície sa javí ako jeden fyzický procesor, hoci 
na úrovni celého fyzického serveru je to iba jeho virtuálizovaná časť. Umožnilo nám to 
znížiť napevno pridelený počet procesorov a bolo tak možné 2 fyzické procesory 
prerozdeliť 4 aplikačným virtuálnym serverom.  S príchodom procesorov rady 
POWER6 prichádza vylepšenie tejto technológie a umožňuje zdieľanie vyhradených 
výpočtových kapacít, ktoré nie sú práve využívané.  Akúkoľvek časť virtuálneho 
procesoru, ktorá je nevyužívaná ostatnými 3 servermi, si automaticky môže priradiť 
štvrtý server v prípade, že svoje 2 virtuálne procesory má vyťažené na 100% a zvyšné 
procesory nie sú naplno využité.. To umožňuje efektívnejšie využívanie kapacít v 
časoch vysokej záťaže, bez nutnosti zásahu a operatívneho navýšenia výpočtových 
kapacít. Ak by aj tak, táto možnosť neuspokojovala potrebné nároky na zdroje, je možné 
si dočasne zakúpiť Capacity on Demand. Stačí nahlásiť IBM, že si dočasne želáte 
navýšiť kapacitu a vzdialene bude odblokovaný ďalší procesor, ktorý sa zapojí do 
prevádzky. Dopady týchto zlepšení budú popísane v následujúcej kapitole, kde 
zhodnotíme celkové prínosy.
Podobne ako prideľovanie voľných zdrojov procesorových kapacít, funguje aj 
prideľovanie niektorých častí fyzickej pamäti. Celková kapacita operačnej pamäte je 64 
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GB a je rovnomerne rozdelená medzi 4 aplikačné servery, teda 16 GB na jeden server a 
v prípade, že niektorý zo serveroch využíva všetku možnú kapacity, ktorú ma pridelenú, 
je mu pridelená voľná pamäť od ostatných partícií.
 4.1.6 Dopady vykonanej aktivity
Jedným z najväčších prínosov bolo ušetrenie za licencie na programové 
vybavenie serverov. Ušetrenú čiastku si prepočítame na základnom komponente, v 
rámci ktorého beží kód e-shopu – IBM WebSphere Application Server.
V predchádzajúcej konfigurácií mal každý aplikačný server jeden štvor-jadrový 




Machine Serial Number: XXX001234
Processor Type: PowerPC_POWER6
Processor Implementation Mode: POWER 6
Processor Version: PV_6_Compat
Number Of Processors: 8
Processor Clock Speed: 4400 MHz
CPU Type: 64-bit
Kernel Type: 64-bit
LPAR Info: 17 app_server1
Memory Size: 64512 MB
Good Memory Size: 64512 MB




Desired Virtual CPUs : 8
Tab. 5: Atribúty novej konfigurácie (Zdroj: Vlastné)
jedno jadro procesoru rady POWER4 je cena 100 USD. V novej konfigurácií tým, že je 
nám umožnené priraďovať nevyužité kapacity iným serverom, už len 8 jadier pre všetky 
servery. Cena za licenciu pre jedno jadro procesoru POWER6 činí 120 USD. V 
následujúcej tabuľke sú prepočítané ceny za licencie podľa starej a novej konfigurácie.
 Z výsledkov je zrejmé, že týmto krokom sme ušetrili iba na licencii za IBM 
WebSphere Application Server 129 280 USD. Toto možno považovať za priamy 
finančný dopad, ktorý samozrejme bude mať vplyv aj pri budúcich nákupoch 
programového vybavenia pre túto konfiguráciu serverov.
 Nové serverové vybavenie poskytuje lepšiu infraštruktúru pre obsluhu, 
minimalizáciu výpadkov, nové nástroje pri správe, aktualizácii a presunu 
WPARov a to všetko má dopad na maximalizáciu času prevádzky.
 Výkonovo je táto konfigurácia na lepšej úrovni ako predchádzajúce servery. 
Rovnomerné zataženie serverov je zabezpečované programovým load 
balancerom. V prípade, keď bude jeden zo serverov viac vyťažený a dostane sa 
na kritickú hranicu, kedy jemu pridelené výpočtové kapacity budu dosahovať 
100%, budú mu dynamicky pridelené kapacity z nevyužitých zdrojov. 
 Jednoduchšie uskutočniteľné zmeny na zariadení a ich výmena je 
zabezpečovaná I/O zásuvkami a hot-swap diskami, ktoré sa v prípade zlyhania 
dajú vymeniť za chodu serveru. 
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Technólogia
POWER 4 (pôvodná varianta) 16 100 1600 202 323200
POWER 6 (nová varianta) 8 120 960 202 193920














Tab. 6: Porovnanie nákladov na licencie za WAS (Zdroj: Vlastné)
 4.2 Vylepšenia funkčnosti programu
V tejto časti práce si rozoberieme a popíšeme ako bude prebiehať vývoj nového 
e-shopu. Opíšeme si ako to funguje v súčasnosti, kde sú nedostatky, kde sú predpoklady 
na zlepšenie z hľadiska efektívnejšieho využívania výpočtových kapacít a z pohľadu 
odľahčenie administratívy. Táto fáza bude trvať 3 mesiace od samotného zadania 
požiadaviek až po rozvoj na produkčné servery. Pre tieto potreby je potrebné vyčleniť 
technikov, ktorí sa budu venovať projektovým aktivitám, ďalej stanoviť úlohy, 
harmonogram, spôsoby kontroly dosiahnutých výsledkov a ich testovaniu. Preto túto 
aktivitu zaradíme pod projektové riadenie a projektový manažér bude zodpovedný za 
koordináciu krokov, riešenie a delegovanie vzniknutých defektov v kóde a samozrejme 
vyžadovať dodržiavanie stanovených termínov. Toto všetko si rozoberieme v 
nasledujúcich kapitolách.
 4.2.1 Projektový tým a jeho úlohy
 4.2.1.1 Organizácia týmu
Úloha projektového týmu sa odvíja od požiadaviek na vylepšenia v kóde e-
shopu. Tieto požiadavky prichádzajú od 
 požiadavky od zákazníka resp. od samotných užívateľov
 požiadavky prichádzajúce od správcov, kedy sú postupom času odhalené 
procesné nedostatky pri správe a je potrebné zaviesť nove nástroje pre lepšiu 
správu a poskytovanie služieb zákazníkom
 požiadavky na odstránenie defektov a chýb v kóde, ktoré sa prejavia až po 
dlhodobejšom používaní a pri nepredvídaných situáciách
Skôr ako sa začneme zaoberať samotnými požiadavkami a hľadaniu riešení na 
nich musíme zostaviť projektový tým. Projektovým manažérom bude IT architekt, ktoré 
takéto projekty už v minulosti pre tohto zákazníka riadil. Ten bude komunikovať s 
ľuďmi pod ním, ktorý budú na týchto vylepšeniach priamo pracovať. Dôležitou úlohou 
je taktiež komunikácia so zákazníkom, v našom prípade, spoločnosť ktorej sú 
poskytované IS/ICT služby, komplexné riešenie infraštruktúry vrátane tohto koncového 
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produktu – e-shopu, určeného pre zamestnancov spoločnosti. Takže projektový manažér 
musí mať komunikačné schopnosti na vysokej úrovni, ale musí hlavne poznať 
dostatočne aj myslenie a pokúsiť sa predvídať a vytušiť aké sú požiadavky na 
poskytovateľa a technikov, či je to reálne zvládnuteľne, aby firma  nebola zahnána do 
kúta a cely projekt neskončil neúspechom. Takže ďalšou dôležitou vlastnosťou je 
vyjednávacia schopnosť a schopnosť predvídať. Keďže projektový manažér sa už 
osvedčil v predošlých projektov, považujeme za jeho kvalifikáciu dostatočnú a samotné 
referencie od zákazníka sú pozitívne. Projektový  manažér  bude  zároveň,  podľa 
metodiky Scrum, vykonávať funkciu Scrum Master.
Teraz nastáva výber zamestnancov a stanovenie rozsahu práci, časový 
harmonogram, odhad pracovného vyťaženia, vyhradenie právomoci a zosúladení 
krokov. Tým pozostáva z týchto členov:
 Programátori – sú to dvaja technici, ktorí kódujú aplikáciu v Jave na základe 
plánu a podnetov od projektového manažéra.
 Middleware správca –  technik zodpovedný za prípravu prostredie, kde sa 
bude aplikácia nasadzovať. Aplikačné prostredie charakterizujeme v ďalšej 
kapitole.
 Testovací technik na úrovni aplikácie -  tento technik bude úzko 
spolupracovať s programátormi, ktorí s ním komunikujú čo je potreba 
otestovať pre overenie funkčnosti ich opatrení a zároveň vytvára 
dokumentáciu s  testovacími scenármi, podľa ktorých bude postupovať 
nasledujúca skupina technikov. Tento technik samozrejme funguje ako prvá 
odozva pre programátorov a informuje ich o možných problémoch.
 Testovací technici na úrovni zákazníka –  sú dvaja technici, ktorí simulujú 
objednávanie na e-shope, ako by to robil zákazník. Postupujú podľa 
stanovenej dokumentácie, ktorú vytvoril predchádzajúci technik. Urobia z 
toho zápisnicu a vyhodnotia priebeh a akékoľvek podozrivé chovanie 
programu, ako je napr. pomalá odozva, oneskorenie prijatia objednávky a iné 
indikátory.
Trvácnosť projektového týmu je ohraničená len na dobu trvania týchto aktivít. 
Vzniká v momente kedy je potvrdená a odsúhlasená potreba od zákazníka pre nové 
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vylepšenia, ktoré budu implementované v novej verzii e-shopu. Za dobu ukončenia 
považujeme úspešné nasadanie novej verzie na produkčné servery. Títo členovia týmu 
po skončení tohto projektu sa prinavrátia k pôvodným aktivitám, ktoré vykonávali pred 
tým alebo budú poskytovať svoje znalosti iným projektom a potrebám –  hlavne 
programátori. Product  owner  v  našom  prípade  bude  manažér  zodpovedný  za 
outsourcované služby, ktoré poskytujeme klientovi – Delivery Project Executive. Ten 
zároveň  robí  sponzora  tohto  projektu  a  vyhodnocuje  návratnosť  investície.  Či  už  v 
podobe spokojnosti zákazníka, preplatenie časti nákladov a hlavne udržanie si kontraktu 
o  poskytovaní  služieb  do  budúcna,  z  ktorého  samozrejme  plynie  istota  ziskov  v 
budúcnosti.
 4.2.1.2 Metóda SMART
Každý projekt by mal spĺňať nejaké kritéria a charakteristiky. Pre overenie 
cieľov, ktorých chcem dosiahnuť si zvolíme metódu SMART a overíme si či sú naše 
ciele dosiahnuteľné a realizovateľné.
S – špecifickosť v našom prípade bude predstavovať presne ohraničená rovina – e-shop, 
na ktorom chceme dosiahnuť konkrétnych výsledkov
M –  merateľný bude v troch oblastiach a to je v znížení výpočtových transakcii, v 
pridaní nových funkcií alebo modifikácia súčasných a treťou oblasťou bude zníženie 
záťaže pre správcov.
A –  dosažiteľný –  budeme vychádzať z predošlých úspešných projektov, kľúčovou 
zložkou sú v tomto prípade technici, ktorí zvládnu pretransformovať požiadavky do 
výslednej aplikácie.
R – realistický – projekt je pokrytý dostatočným počtom technikov, sú jasné stanovené 
plány a rozvrhnuté jednotlive aktivity.
T -  časovo ohraničený – bude ukončený najneskôr 8 týždňov od prvotného stretnutia a 
stanovení prvých krokov. Čas je v tomto projekte pevne stanovený, narozdiel od 
vecného obsahu, ktorý má niekoľko základných požiadaviek, avšak doplnkové a menej 
podstatné aktivity v prípade nedostatku času, budú odsunuté do následujúcej verzie. 
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 4.2.1.3 Úlohy týmu a ich harmonogram
Na prvom stretnutí, ktoré zvolal Scrum Master sa stanovil časový harmonogram 
na následujúcich 8 týždňov. Čiastočné výsledky programátorov sa budú dodávať 
priebežne každý týždeň a to v podobe aplikačného balíku, ktorý bude obsahovať 
požadované zmeny a vylepšenia –  toto je náplň Sprintu ktorý trvá spravidla týždeň a 
celkovo je naplánovaných 6  takýchto Sprintov. V následujúcej tabuľke vidíme celý 
harmonogram projektu, na ktorého konci bude nová verzia e-shopu s vylepšenými 
funkciami a vlastnosťami.
Každý Sprint bude končiť v piatok a ak nenastanú komplikácie, bude dodaný 
kompletný balík aplikácie, ktorá bude obsahovať vylepšenia určené z rozsahu Sprintu 
pre daný týždeň. Následne technik zodpovedný za aplikačnú vrstvu nasadí na testovací 
server dodaný balík –  najneskôr v pondelok, aby bola nová verzia pripravená na 
testovanie, ktoré bude prebiehať v následujúcom týždni paralelne s vývojom ďalšieho 
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Task Name Duration Start Finish
Kick-off 1 day 16.1.2014 16.1.2014
Infrastructure 35 days 13.1.2014 28.2.2014
Proof Of Concept 24 days 20.1.2014 21.2.2014
Sprint 1 10 days 20.1.2014 31.1.2014
Sprint 2 10 days 27.1.2014 7.2.2014
Sprint 3 10 days 3.2.2014 14.2.2014
Sprint 4 10 days 10.2.2014 21.2.2014
Sprint 5 10 days 17.2.2014 28.2.2014
Sprint 6 10 days 24.2.2014 7.3.2014
Compile / deploy sprint 2 days 10.3.2014 11.3.2014
Development completed 1 day 12.3.2014 12.3.2014
Pre-release testing 18 days 12.3.2014 4.4.2014
Client test - week 1 5 days 24.3.2014 28.3.2014
Change management 5 days 31.3.2014 4.4.2014
Client test  - week 2 5 days 31.3.2014 4.4.2014
Go/No-Go meeting 1 day 4.4.2014 4.4.2014
Deployment on production env. 2 days 5.4.2014 6.4.2014
Tab. 7: Časový harmonogram projektu vylepšenia e-shopu (Zdroj: Interné)
balíka. Ešte pred dodaním tohto balíka, sú robené predbežné testy priamo na vývojom 
prostredí. Vykonáva to testovací technik, ktorý je priamo v kontakte s programátormi. 
Testovací tým, simulujúc zákazníka vykonáva testy podľa zdokumentovaných scenárov 
a zameriavajú sa na otestovanie funkčnosti dodaných vylepšení. Medzi tým v pondelok 
začínajú programátori pracovať na následujúcom zadaní pre tento týždeň. Avšak pred 
prvotným nasadením zmeneného kódu je potrebné overiť funkčnosť stávajúcej 
konfigurácie. Musíme si byť istý, že súčasné prostredie v takejto konfigurácií funguje, 
tzn. že sú vytvárané objednávky a celý proces a vybavenie objednávky je možné 
úspešne ukončiť. To nám poslúži ako referenčné prostredie, ktorého zálohu si musíme 
uschovať. Až po týchto testoch je potom možné začať využívať toto prostredie pre 
testovacie účely. V prípade odhalení nejakých funkčných chýb, bude ľahšie 
identifikovať, kde sa môže chyba vyskytovať. Tento bod je zahrnutý v predchádzajúcej 
tabuľke ako Infrastracture preparation, začína týždeň pred prvým Sprintom a trvá po 
celú dobu vývoja aplikácie. To preto, lebo  v tomto kroku sú zahrnuté aj pravidelné 
nasadzovania balíkov a potrebné zmeny nastavení v prostredí middlewaru, zároveň 
zahrňuje prípravu a overenie funkčnosti prostredia pre potreby vývoja a testovania 
novej aplikácie.
Každé ráno je spoločný Scrum Meeting, za účasti celého týmu a Scrum Mastera, 
ktorý vedie celý tento meeting. Rozoberajú sa doposiaľ splnené  úlohy, sú hlásené 
potenciálne chyby v kóde a určujú sa úlohy pre následujúci deň. Programátori navrhujú 
riešenie pre danú požiadavku a svoje riešenie prenášajú do kódu aplikácie. Keďže sa 
vývojový tým nachádza v Indii, táto schôdza je vykonávaná prostredníctvom 
telekonferencie. Toto sa opakuje 7 týždňov od odštartovania tohto projektu. Posledný 
týždeň je vyhradený pre finálne testovanie. Vtedy sú programátori už len v pohotovosti 
a nezadávajú sa im žiadne iné požiadavky, ale čakajú na prípadné defekty, ktoré bude 
treba promptne ošetriť. Vtedy už musia byť všetky testy technikov ukončené a 
protokoly o výsledkoch testov musia byť dokončené. Samozrejme testy nesmú 
obsahovať jedinú chybu. V inom prípade je ohrozený harmonogram, do času, než sa 
nájde opatrenie pre odstránenie chyby. V poslednom týždni je testovací server 
odovzdaný zákazníkovi pre jeho vlastné testovanie. Samozrejme technici zodpovední za 
middleware sú taktiež v pohotovosti pre prípadné odstránenie komplikácie v 
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programovom vybavení podporujúci samotný e-shop.
Zavŕšením týchto aktivít je nasadanie tejto novej verzie e-shopu na produkčné 
servery. Samozrejme po úspešnom testovaní zákazníkom a jeho schválení, že súhlasí s 
týmito vykonanými zmenami a verzia je plne funkčná. Zákaznícke testovanie trvá 2 
týždne  a  priebežne  sa  preverujú  výsledky a  odozvy od  zákazníka.  Až  po ukončení 
testovania je definitívne schválené zákazníkom (  Go/No-Go Meeting), či táto finálna 
verzia smie ísť do produkcie. Medzi tým prichádza na rad opäť proces riadenia zmeny – 
Change manament, ktorú sme si opísali v predchádzajúcej kapitole pri zmene HW. V 
tejto zmene budú zahrnutí iba testovací tým a middleware support, ktorí nasadia novú 
verziu na produkčné prostredie. Celkový čas vyhradený pre túto aktivitu je 10 hodín a 4 
hodiny pre vrátenie sa k pôvodnému stavu v prípade nezdaru.
 4.2.2 Technológie a architektúra prostredia
Fyzickú konfiguráciu a použité technológie sme si už popisovali v 
predchádzajúcej kapitole o návrhoch fyzických vylepšení. V tejto časti rozoberiem načo 
sú tieto technológie potrebné a ako ich bude aplikácia využívať. Prostredie sa skladá zo 
šiestich virtuálnych serverov využívajúc serverovú radu pSeries rady 6. V jeden 
okamžik je používaných 5 serverov a šiesty tvorí databázovú zálohu v prípade zlyhania 
aktuálne používaného databázového serveru. Štyri aplikačné servery bežia súčasne a pre 
prípad zlyhania jedného z nich, je úlohou load balanceru, ktorý zachytí stratu spojenia s 
jedným z nich, aby prerozdeľoval požiadavky na zvyšné funkčné servery. Load balancer 
je taktiež rozmiestnený na dvoch z týchto štyroch serverov, navzájom si v pravidelných 
intervaloch posielajú keep-alive packety, ktorými si navzájom kontrolujú svoj stav. V 
momente kedy stand-by load balancer nezachytí práve aktívny load balancer, aktivuje sa 
a prevezme rolu aktívneho rozdeľovača požiadaviek a smeruje ich na ostatné 
dosiahnuteľné servery. Toto je prehľad, ako je prostredie ošetrené proti single point of 
failure. V tomto prípade ide hlavne o predchádzanie zlyhania či už fyzického serveru 
ako celku alebo výpadku v sieti a na sieťových prvkoch. Čiže máme tu horizontálne 
škálovanie a k tomu ešte software load balancer, ktorý je taktiež schopný eliminovať 
fyzické zlyhanie.
Aplikačné prostredie sa skladá z produktov IBM, konkrétne IBM WebSphere 
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Application Server, ktorý tvorí jadro a rozhranie v rámci ktorého beží nami vyvíjaný 
kód aplikácie. Ďalej to je messaging engine v podaní IBM WebSphere MQ. Táto 
aplikácia umožňuje nesynchrónnu komunikáciu medzi rôznymi aplikáciami na rôznych 
serveroch. To nám umožňuje obsluhovať a prijímať viacero objednávok z rôznych 
serverov a sústrediť ich spracovanie na jedno miesto, v našom prípade na piaty server, 
kde beží IBM WebSphere MQ Broker, ktorý zbiera správy z jednotlivých serverov od 
MQ a ukladá objednávky s presne stanoveným formátom do databáze, ktorá taktiež beží 
na tom istom serveri. Takto spracované objednávky sú zasielané dodávateľovi cez 
premostenie, ktoré spája jeho podnikový systém. Ďalším produktom, bez ktorého by sa 
klienti nedostali na náš firemný e-shop je web server. Tento priamo reaguje na 
požiadavky, ktoré sú vznesené do prehliadača na klientskej strane a Plugin mu zobrazí 
obsah stránky, ktorá je načítaná z aplikácie. Používame IHS (IBM HTPP Server), ktorý 
vychádza z Apache HTTP serveru.
 Aj toto prostredie  je ošetrené na aplikačnej vrstve proti zlyhaniu a to zdvojením 
aplikačných serverov v rámci jedného virtuálneho LPARu. V praxi to znamená, že na 
každom  zo  štyroch  fyzických  serveroch  bežia  2  aplikačné  servery.  Tieto  aplikačné 
servery  využívajú  služby  Java  Virtual  Machine  (JVM),  poznáme  to  podľa  dvoch 
samostatných  procesov  bežiacich  na  každom  serveru.  Keďže  je  táto  architektúra 
clustrovaná,  musíme  mať  správcu  týchto  aplikačných  serverov.  Je  to  Deployment 
Manager (DMGR), ktorý nám poskytuje centralizovanú správu a administráciu všetkých 
aplikačných serverov na jednom mieste a z jedného rozhrania. Tento správca beží na 
prvom fyzickom serveri. Ďalej táto architektúra vyžaduje Node agentov, tí monitorujú 
aplikáciu a prostredníctvom rozhrania DMGR prevádzajú zmeny, ktoré sú zadávané z 
webovej  konzole  a  aplikujú  ich  priamo na  všetky  spravované  aplikačné  servery.  V 
prípade zlyhania jedného aplikačného serveru, je v zálohe druhý. V praxi nepoznáme, že 
je  niektorý  z  nich  nedostupný,  pretože  požiadavky budú obsluhované  z  toho istého 
fyzického miesta, akurát to bude obsluhovať aplikačný server bežiaci v rámci inej JVM. 
Samozrejme pre odhalenie akýchkoľvek nefunkčností  je implementovaný monitoring 
všetkých procesov, logov, komunikačných portov a samotnej dostupnosti stránky pre 
každý server zvlášť.
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 4.2.3 Elementy objednávok a funkcie e-shopu
Spoločnosť, ktorá využíva poskytované IS/ICT služby využívajúc aj spomínaný 
e-shop, zamestnáva asi 145 000 zamestnancov. Firma pôsobí vo viac ako 45 krajinách 
zeme a nie každá krajina využíva tento univerzálny produkt, napriek tomu je v našej 
databáze zhruba 90 000 užívateľov. Opíšeme si teraz proces objednávania, všetky 
dôležité špecifikácie a potrebný work flow spolu so schvaľovacím procesom.
E-shop slúži primárne na objednávanie výpočtovej techniky, komponentov, 
náhradných dielov a programového vybavenie pre zamestnancov spoločnosti. 
Spravovaný  e-shop slúži zároveň ako prostredník medzi koncovým užívateľom a 
dodávateľom vybavenia. V súčasnej dobe je výhradným dodávateľom produktov 
Lenovo. Tok objednávky si za chvíľu popíšeme. Skoro všetky zariadenia  sú 
prenajímané na vopred stanovenú dobu a po uplynutí tejto doby je možnosť ich za 
zostatkovú cenu odkúpiť, ukončiť prenajímanie a vrátiť zariadenie späť prenajímateľovi 
(Lenovo) alebo predlžiť zmluvu o prenájme. Tieto všetky funkcie a správu zariadení 
poskytuje e-shop. Takže jeho ďalšou funkciou je aj súhrný zdroj a databáza všetkých 
zariadení využívaných zamestnancami s možnosťou ich následnej správy. Medzi 
zaujímave možnosti patrí aj trh s produktami, ktoré sú ešte zmluvne viazané pre 
využívanie zamestnancami avšak za predčasné vrátenie je vyžadované zmlúvne penále. 
Takže zamestnanec, ktorý ma záujem a predčasnú výmenu svojho zariadenia, umiestní 
produkt na trh pre iných záujemcov a tak sa predchádza porušeniam zmluvných 
podmienok a obmedzujú sa tak výdavky na penále. 
E-shop tvorí aj kontrolný mechanizmus pre investície do IS/ICT infraštruktúry 
zamestnancov. Každá pobočka alebo krajina má stanovený rozpočet pre zúčtovacie 
obdobie. Z tohto rozpočtu, ktorý je priradený užívateľom spadajúciom pod region alebo 
pobočku je pri každej transakcii odpočítaná cena objednávky. Takto má ekonomické 
oddelenie online prehľad o aktuálnych nákladoch a v prípade blížiaceho sa vyčerpania, 
je možné v predstihu prijímať opatrenia na jeho navýšenie alebo zmrazenie nákupu a 
prísnejšie kontrolovať náklady na nové zariadenia. 
Podobný kontrolný mechanizmus je už pri zadávaní objednávky do e-shopu 
tentoraz vo forme potrebných schválení od nariadenej osoby alebo zodpovednej 
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organizácie. Každá krajina má schvaľovacie procesy inák nastavené. V princípe existujú 
minimálne 2 stupne niekde aj viac. Prvým schvaľovacím elementom je priamy 
nadriadený užívateľa. Druhe schválenie udeľuje zodpovedný pracovník ekonomického 
úseku, zodpovedný za rozpočet. Ďalšou zložkou procesu môže byť lokálna podpora 
IS/ICT oddelenia na pôde zákazníka. Táto kontrola má zabezpečovať adekvátne 
využitie výpočtovej techniky, aby nedochádzalo k zbytočným, predimenzovaným 
nákupom zariadení, ktoré sú neefektívne využívané. Uvedieme príklad zamestnanca, 
ktorý je obchodným cestujúcim, čiže jeho čas strávený v kancelárií je minimálny. Pre 
takéhoto zamestnanca nebude mať zmysel si prenajímať výkonný desktop a popri tom 
vlastniť ešte iné mobilné zariadenie.
Tieto všetky údaje sú zaznamenávané v jedinej databáze, s ktorou operujú všetky 
programové vybavenia a komponenty ako sú reportovacie nástroje, fakturačné 
aplikácie, záznamy o dodaní a inštalácii zariadení, zmeny majiteľov v prípade 
umiestnenia na trh použitých produktov alebo reklamácií. Okrem  databáze,  ktorá 
obsahuje spomenuté údaje je ešte jedna osobitná databáza, ktorá slúži pre ITDS a proces 
autentifikácie. V nej sú obsiahnutí všetci užívatelia e-shopu s príslušnými právami a 
zaradením do organizačnej jednotky. Na základe tejto identifikácie užívateľa pri jeho 
prihlásení sa na stránky e-shopu je mu načítaný katalóg produktov vyhradený pre jeho 
organizačnú  jednotku  alebo  krajinu.  Takže  jedno  rozhranie  a  jedno  programové 
vybavenie nám umožňuje obsluhovať rôzne krajiny s odlišnou ponukou produktov, s 
inými  schvaľovacími  procesmi,  jazykom  a  menou  a  to  len  vďaka  priradeniu 
zodpovedajúcich tabuliek z databáze na základe prihlasovacích údajov. 
Pre  pochopenie  komplexnosti  a  všetkých  krokov  si  popíšeme  samotné 
spracovanie objednávky od jej zadania až po jej uzatvorenie:
1. Užívateľ sa prihlási pomocou užívateľského mena a hesla do firemného e-shopu. 
Autorizáciu povoľuje aplikácia ITDS pokiaľ nájde zhodu v databáze.
2. Výber  a  nákup  zvoleného  tovaru.  Niektoré  položky  v  katalógu  e-shopu  sú 
ponúkané v balíkoch. Je to aplikované hlavne na pracovné stanice a notebooky, 
kde  ten  balík  zahŕňa  aj  programové  vybavenie  od  operačného  systému  cez 
kancelárske balíky až po antivírusový program. V takomto balíku je poskytnutá 
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aj inštalácia zariadenia v mieste odberateľa.
3. Objednávka  je  vytvorená  a  zapísaná  do  databáze.  Je  jej  priradené  unikátne 
identifikačné číslo, podľa ktorého je možné sledovať jej status. 
4. Začína schvaľovací proces. Ako sme už popisovali,  rôzne krajiny majú rôzne 
stupne  schvaľovacích  autorít.  Zvyčajne  je  to  dvojstupňový  proces,  kedy 
schvaľovateľom býva priamy nadriadený a  potom iné  oddelenie  (informačný 
útvar,  ekonomické oddelenie).  Schvaľovateľom príde notifikácia  v podobe e-
mailu, ktorá ich informuje o potrebe ich účasti na objednávacom procese. Tento 
krok je časovo ohraničený a v prípade, že objednávka nemá potrebné schválenia 
do určitej doby, prepadne. 
5. Takto schválená objednávka je cez rozhranie e-shopu a následné premostenia 
poslaná na rozhranie dodávateľa. Je to nástroj na spracovávanie a vybavovanie 
objednávok.
6. Dodávateľ pripraví  objednaný tovar a expeduje ho do pobočky,  na ktorú bol 
tovar objednaný. Dohodne sa zároveň s klientom na čase inštalácie v prípade, že 
je potrebná.
7. Objednávka  je  doplnená  a  sériové  čísla  zariadení,  verzie  programového 
vybavenia,  umiestnenie  produktu  a  ďalšie  podrobné informácie  potrebné  pre 
identifikáciu zariadenia.
8. Teraz,  keď  sú  všetky  náležitosti  vyplnené,  je  objednávka  považovaná  za 
ukončenú.  Nastáva  posledný  krok  a  to  je  nastavenie  platieb.  Ako  už  bolo 
spomínané,  väčšina  zariadení  je  prenajatých,  takže  aj  táto  objednávka  bude 
zahrnutá do mesačného vyúčtovania.
 4.2.4 Navrhované vylepšenia aplikácie
 4.2.4.1 Automatizácia zmeny stavov objednávky
Proces objednávania a workflow objednávky sme si už popísali. Avšak pre 
priblíženie problematiky kde budeme toto vylepšenie navrhovať je treba ešte 
zakomponovať tretie strany a ich IS, ktorý musí byť schopný integrácie s našim e-
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shopom, tzn. musia byť schopný komunikácie a posielania si správ napr. práve 
spomínaného stavu objednávky a jej zmeny. Na toto prepojenie interného IS a IS tretích 
strán –  dodávateľov tovaru, slúžia mosty ( bridge). A implementácia automatického 
zaznamenávania zmeny stavov bude aplikovaná na rozhraní aplikačného kódu e-shopu, 
middlewaru a premostenia. 
Samotná objednávka môže mať niekoľko možných statusov a môže sa 
nachádzať v rôznej fáze odbavovania. Od samotného nákupného košíka, kedy je v 
databáze iba dočasný záznam, potom keď objednávka čaká na schvaľovanie, keď je 
objednávka schválená alebo zamietnutá, cez vybavovanie objednávky alebo čakanie na 
chýbajúce časti, kedy je doručená iba časť tovaru, až po finálne záznamy a uloženie 
objednávky ako podkladu pre účtovníctvo. Akákoľvek zmena obsahu a stavu 
objednávky má vplyv na jej včasné vybavenie a každá hodina, ktorá je ušetrená, prináša 
väčší komfort pre užívateľov, schvaľovateľov ale aj pre samotného dodávateľa. Doteraz 
bol proces aktualizácií objednávok porovnávaný s predošlým stavom pomocou skriptu. 
Aplikácia e-shopu nám umožňuje naplánovať úlohy, ktoré sú opakovane vykonávané na 
ľubovoľnej časti programu alebo databázovej tabuľke a následne určiť, aký krok má 
nasledovať pri splnení stanovenej podmienky alebo pri nájdení hľadaného príznaku. 
Doterajší neefektívny spôsob posielania informácií o zmenách v objednávkach tretím 
stranám  pracoval  následovne.  Užívateľ  sa  rozhodol  vykonať  nejakú  zmenu  v 
objednávke potom ako už bola odoslaná do ticketovacieho nástroja dodávateľa. Túto 
zmenu  vykoná  cez  rozhranie  e-shopu,  ktorá  mu  načíta  z  lokálnej  databáze  detaily 
objednávky, prevedie požadovanú úpravu a uloží to. Vtedy sa zároveň vytvorí adapter 
update request, ktorý má slúžiť ako správa pre zaslanie z premostenia do IS dodávateľa 
aby aj u neho bola vykonaná zmena. Avšak tieto správy o zmenách objednávok boli 
zasielané až po prebehnutí skriptu, ktorý vykonával funkciu akéhosi dispečera. 
Tento skript bol spúšťaný každé dve hodiny počas celého dňa. Pretože sa12 krát 
denne skript dotazoval na všetky objednávky, ktoré neboli uzavreté, v praxi to 
znamenalo 50 000 transakcii denne. Avšak iba zlomok z nich zmenilo stav. 
Nová funkcionalita zakomponovaná do kódu aplikácie e-shopu nám umožnila 
zaznamenávať zmeny stavov objednávok. Toto vylepšenie pozostáva z viacerých súčasti 
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kde je potrebné túto funkcionalitu implementovať:
 Kód aplikácie
 Pridanie aplikačných nastavení na middlewaru
 Nastavenie premostení medzi ostatnými komponentami
Programátori zakomponovali do kódu e-shopu funkcionalitu, ktorá sledovala 
akúkoľvek zmena na  objednávke a pri odhalení zmeny je následnovne posielaná cez 
messaging engine správa s číslom objednávky a jej novým statusom alebo obsahom na 
príslušne premostenie. Toto premostenie slúži na prepojenie ďalších IS komponentov 
tretích strán. Premostenia ďalej slúžia aj na nahrávanie a aktualizácie položiek databáze 
ako je samotný obsah sortimentu ale aj politík a užívateľov. Potom ako je správa 
odoslaná správa o zmene stavu objednávky a jej zmena je zapísaná do databáze 
nasleduje podľa workflow následujúci krok. Na odchytávanie týchto správ vysielaných 
aplikáciou je potrebné nastavenie poslucháča, ktorý bude tieto správy posielať do IBM 
WebSphere MQ Server. Ten nám slúži ako distribútor týchto správ, ktoré majú formát 
xml. Na MQ serveri musíme logicky ošetriť a overiť doručovanie. K tomu však musíme 
definovať 3 fronty, ktoré si môžeme predstaviť ako oddelenia na pošte. Musíme mať 
oddelenie pre prichádzajúce správy –  INBOUND, tie pokiaľ majú korektný formát 
podľa šablóny aplikácie, ktorá tieto správy spracováva, posiela ich na spracovanie do 
aplikácie  s  požadovanými  zmenami  a  aplikácia  vracia  spiatočnú  správu  cez  frontu 
FEEDBACK späť prostredníctvom MQ serveru do premostenia, ktorý je spojený s IS 
dodávateľa a zabezpečí tak update objednávky aj v aplikácií dodávateľa v reálnom čase. 
V prípade nezdaru – keď je formát správy nekorektný alebo sa odkazuje na neexistujúci 
záznam, je správa vhodená do ERROR fronty. Vtedy žiadna zmena nebude vykonaná a 
môžeme si toto oddelenie predstaviť ako smetisko nekorektných správ. 
Ako  je  zrejmé  z  predošlého  popisu,  na  aplikačnom  rozhraní  bude  potrebné 
definovať  3  fronty  –  INBOUND,  FEEDBACK  a  ERROR.  To  sa  vykonáva 
prostredníctvom príkazového rozhrania MQ Serveru.  Ďalej musí byť tento workflow 
zakomponovaný v novom kóde aplikácie, kde budú určené formáty správ a miesta ich 
doručovania  –  čiže  nami  vytvorené  fronty.  K  tomu  je  ešte  potrebné  vytvoriť 
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prostredníctvom  DMGR  konzole  poslucháča  (Listener),  ktorý  bude  tieto  správy 
odchytávať z aplikácie a distribuovať na príslušné miesta. Nutné nastavenia je potrebné 
vykonať aj na samotnom premostení. Môžme si to predstaviť ako server, na ktorom beží 
aplikácia s webovým rozhraním, kde sú nastavenia ako sa pripájať na dodávateľské 
systémy,  spolu  s  formátmi  správ  a  za  stanovených  podmienok,  kde  majú  byť 
požiadavky smerované.
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Obr. 5: Proces akutalizácie objednávky (Zdroj: 
Interné)
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Dopady  navrhovaného   vylepšenia:  
Ako  už bolo popisované, pri pôvodnom riešení bol počet transakcii počas dňa 
zhruba na úrovni 50 000. Nové riešenie umožnilo znížiť počet transakcií desaťnásobne 
na úroveň  3 500 až  5 000 v závislosti na uskutočnených zmenách. Toto zníženie má 
dopad na ďalšie 2 oblasti a to je odľahčenie aplikácie, serverov a samotnú sieťovú 
infraštruktúru  a druhou oblasťou je odstránenie spúšťania naplánovaných prác, ktoré 
boli spúšťané niekoľko krát denne, čo spôsobovalo zbytočné dotazovanie na databázu a 
neefektívne preťažovanie aplikačných zdrojov prostredia. 
Ďalším veľkým prínosom je urýchlenie dodávania informácií o zmenách tretím 
stranám. Dovtedy to bolo závislé na stanovenú dobu, kedy sa spúšťala naplánovaná 
úloha. Súčasne riešenie prináša presun informácií v reálnom čase tretím stranám. To má 
aj dopad na rýchlejšie odbavenie objednávky, rýchlejší proces schvaľovania a 
samotného doručenia koncovému užívateľovi. Je potom znížené riziko, že objednávka 
prepadne z dôvodu presiahnutia SLA času a aj týmto je uľahčená práca samotným 
klientom, dodávateľom ale aj správcom aplikácií. 
 4.2.4.2 Editácia doručenia tovaru a kontrola povinných polí
Možnosť  dodatočného editovania formuláru po doručení tovaru a kontrola 
vyplnenia povinných políčok tvoria logický celok. Hoci aplikácia návrhu riešenia bude 
mať opačný význam pri oboch ošetrení, ich podstata bude spočívať v úprave kódu 
aplikácie v  určitom mieste, ktoré má na starosti formát a možnosti ktoré poskytuje e-
shop v rôznom štádiu objednávacieho procesu až po doručenie tovaru. 
Nekompletnosť údajov v objednávke bola ohlásená dodávateľom tovaru. Tomu 
chodili objednávky, ktoré bolo obtiažne odbaviť pre chýbajúce dôležité údaje. Po 
vložení tovaru do nákupného košíka nasleduje 4-krokový záverečný dialóg, kde je 
užívateľ povinný zadať doplňujúce informácie. Už pri prvom kroku, bolo možné nechať 
nevyplnené povinné polia a preskočiť na posledný krok. To však spôsobovalo 
nekompletnosť objednávky a následnú zdĺhavú komunikáciu pri získavaní potrebných 
informácií. Predstavme si, že zákazník si objedná pracovnú stanicu do svojej kancelárie, 
avšak nevyplní verziu operačného systému, ktorý si chce nechať nainštalovať 
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dodávateľom a zabudne ešte vyplniť miesto, kde chce doručiť pracovnú stanicu. 
Nakoľko niektorí zamestnanci využívajú viacero pobočiek firmy, atribút ich lokácie nie 
je pevne spojený s ich prihlasovacími údajmi. Tento príklad chýbajúcich informácií 
spôsobuje zhoršenú kvalitu služieb a následný zhoršený dojem voči dodávateľovi tovaru 
a produktov. 
Preto  je v tejto fáze tvorby novej verzie e-shopu zakomponované aj ošetrenie 
tohto bugu. V podstate to znamená vloženie kontroly vyplnenia plných poli na úrovni 
kódu aplikácie. Až keď sú všetky povinné polia vyplnené, aktivuje sa tlačítko, ktoré 
umožňuje prechod na ďalší krok pre dokončenie objednávky.
E-shop slúži zároveň ako nástroj pre kontrolu, sledovanie objednaného tovaru a 
podklady pre účtovníctvo. Jedna z kontrolných možností, ktorá sprevádza každú 
objednávku je aj záložka s dodacími informáciami tovaru. Táto položka sa vyplňuje v 
momente, kedy je tovar doručovaný koncovému spotrebiteľovi a sú už známe údaje pre 
presnejšiu identifikáciu dodaného zariadenia. Vyplňuje sa tam pozícia inštalovaného 
zariadenia, dátum inštalácie, sériové čísla zariadení a hostname. Často sa stane, že v 
tomto zázname je chyba spôsobená či už chybou technika alebo následnou zmenou 
údajov, avšak po prvotnom odoslaní vyplneného formuláru nie je možné editovať tieto 
údaje z užívateľského prostredia. Je možné ich upraviť na základe vzneseného 
požiadavku na IT podporu, čo zaberie čas a hlavne ľudské zdroje, ktoré treba platiť. Tí 
potom manuálne upravia záznam v databáze s požadovanou korekciou.
Pre jednoduchšie  vysvetlenie  si rozdelíme objednávky do dvoch skupín. Tou 
prvou bude jednorázový nákup tovaru za jeho plnú cenu, bez akejkoľvek viazanosti či 
prenajímania. Druhú skupinu tvoria objednávky na prenajímanie s dlhodobým 
záväzkom. Prvej skupine objednávok dovolíme aby mali záznam editovateľný po celú 
dobu životnosti. Objednávky v druhej skupine sa budú môcť editovať iba do doby než 
dôjde k záväznému predaniu objednávky a začne sa fakturačné obdobie za prenájom 
zariadenia. Pretože to slúži zároveň ako doklad a presne identifikuje položku, za ktorú 
sú inkasované financie, z logického hľadiska je už potom nemožné meniť atribúty 
tovaru. 
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Sprístupnenie  tejto možnosti však muselo predchádzať ošetrenie 
prechádzajúceho bodu, kedy musela byť aplikovaná kontrola povinne vyplnených polí. 
Toto nedodržanie by spôsobilo väčšie riziko chýbajúcich údajov a nekompletnosti dát, 
na základe ktorých by vznikali odchýlky vo finančných výkazoch. Tak teraz sme si už 
vysvetlili aj súvislosť medzi týmito dvoma požiadavkami.
Dopady  navrhovaného   vylepšenia:  
Toto  ošetrenie ušetrí prácu správcom a helpdesku, kvôli zbytočným 
požiadavkám pri zlom vyplnení údajov. Každý takto vznesený požiadavok je finančným 
nákladom pre  obe  strany,  ako  pre  poskytovateľa  IS/ICT služieb  tak  pre  zákazníka. 
Zamestnanec, ktorý rieši požiadavok, by mohol vykonávať inú aktivitu, ktorá by mala 
väčší  prínos  pre  spoločnosť  (riešenie  závažného  výpadku  v  poskytovaní  služieb)  a 
zároveň zákazníkovi je účtovaný poplatok za otvorený požiadavok. Takže ako vidíme, 
toto vylepšenie nám ušetrí finančné zdroje na oboch stranách. Ďalej môžeme pozorovať 
odľahčenie administratívy a zrýchlenie dodania tovaru, práve vďaka aplikovaniu týchto 
patrne nepodstatných funkcionalít. Avšak v skutočnosti každá maličkosť tvori 
dokonalejší celok.
 4.2.4.3 Minoritné vylepšenia
V tejto časti predstavíme zbytok vylepšení ktoré boli vykonané v rámci e-shopu 
zmenou kódu aplikácie. Jednou z položiek, ktorá sa zadáva do objednávacieho 
formuláru je aj organizačná jednotka zamestnanca firmy. Zákazník však vykonal 
transformáciu, kde zmenil systém pomenovania organizačných jednotiek. Môžme si to 
predstaviť tak, že názov má doménovú štruktúru ale v opačnom poradí. Na prvom 
mieste je názov krajiny, potom štát (napr. v USA názov jednotlivých štátov), region 
alebo iný územný celok, mesto, budova alebo pobočka a potom oddelenie v ktorom 
zamestnanec pracuje. Môže byť doplnená aj konkrétnejšia lokácia pracovného miesta. 
To spôsobilo problém v tabuľke, ktorá uchovávala názvy týchto jednotiek. Niektoré 
názvy jednotiek presahovali povolenú dĺžku 40 znakov a tak pri pokuse o zaslanie 
objednávky sa užívateľovi objavila chybová hláška, že údaje v poli sú nesprávne. Tento 
problém sa ošetril na úrovni databázy, kde bolo pole pre túto položku rozšírené na 60 
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znakov. 
Jednou z možností e-shopu je aj možnosť vybaviť elektronikou a výpočtovým 
tovarom napr. konferenčné miestnosti, serverovne, miestnosti na porady, učebne, 
laboratória a iné miestnosti, ktoré nie sú vlastnené zamestnancom a ani toto vybavenie 
nie je priamo využívané jediným vlastníkom, ale spoločnosťou ako celkom. Doterajšia 
logika programu priraďovala spotrebiteľa tovaru užívateľa, ktorý je prihlásený a 
vykonal objednávku tovaru. To však v prípade kedy nieje nakupovaný tovar pre osobný 
výkon pracovných povinností ale práve pre spomínané vybavenie iných priestorov, 
nevhodné riešenie. Či už z účtovného pohľadu, kedy sú nastavené limity pre nákup 
tovaru, tak z pohľadu vlastníckeho. Preto bola pridaná nová funkcionalita, ktorá 
umožnila definovať spotrebiteľa tovaru a to iného, než bol práve prihlásený užívateľ. 
Pre túto možnosť bolo potrebné ešte definovať jednu tabuľku, ktorá obsahuje údaje o 
užívateľoch a k nej sú doplnené práve spomínané priestory alebo miestnosti, kde sa 
daný produkt bude nachádzať. Opäť však musela byť definovaná štruktúra 
pomenovania, aby bolo z objednávky hneď jasné, pre koho je tovar určený. 
Najjednoduchší spôsob bolo pridať tzv. pool consumers, teda entity, ktoré majú 
štruktúru ako ostatní užívatelia ale reprezentujú priestory a miestnosti. 
Dopady  navrhovaného   vylepšenia:  
Táto posledná oblasť navrhovaných vylepšení mala za následok zvýšenie 
validity dát, menej manuálnych korekcií pri nesprávne zadanom formáte organizačnej 
jednotky, ktorý sa nedal spracovať. Ďalej tieto vylepšenia umožnili lepšie sledovanie 
nákladov a ich presnejšú kvalifikáciu. Teraz už vybavenie, ktoré bolo viazané na meno 
spotrebiteľa ale bolo využívané inde a inými zamestnancami, je možné viazať na miesto 
jeho využitia. To samozrejme nenarúša limity rozpočtov jednotlivých užívateľov, ktorý 
takto zabezpečovali vybavenie rôznych miestností a sledovanie a správa takýchto 
položiek je prehľadnejšie. 
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 4.3 Bezpečnosť a návrhy opatrení
V kapitole 3.2.4 Bezpečnosť IS/ICT bola bezpečnosť rozdelená do niekoľkých 
oblastí. V  týchto návrhoch si popíšeme niektoré z nich a to hlavne tie, ktoré priamo 
súvisia s e-shopom, jeho zabezpečením a ktoré sú v kompetencii správcu middlewaru. 
Oblasť všeobecného zabezpečenia prevádzky je v kompetencii zamestnancov dáta 
centra, nakoľko fyzicky sa servery nachádzajú v týchto zdieľaných centrách. 
Nás bude viac zaujímať oblasť rozdelenia právomocí, rozdelenie užívateľov a 
správcov do skupín a priradenie dostačujúcich práv ale zároveň obmedzeným a 
bezpečným. S tým úzko súvisí aj kategória o evidencii a správe užívateľov a ich hesiel. 
Táto celá spomínaná oblasť je v kompetencii správcov operačného systému. V 
súčasnosti sú implementované pravidelné kontroly – každých 90 dni, ktoré scanujú celý 
systém pomocou agenta TSCM (Tivoli Security Compliance Manager). Politiky podľa 
ktorých sa tento agent riadi, sú súčasťou kontraktu o poskytovaní IS/ICT služieb a je na 
dodávateľovi aby tieto podmienky boli napĺňané. Pri spustení scanu si agent načíta danú 
politiku platnú pre tento systém. Sú porovnané skutočné výsledky výstupu s 
požadovanými. Pri zistení odchýlok, je stanovený proces akým sa má postupovať. Tzn. 
identifikovať zodpovedný tým, ktorý poskytne analýzy týchto chýb a naplánuje sa 
pomocou manažmentu zmeny aktivita, ktorá tieto nedostatky odstráni. V tejto oblasti 
spomenieme základné nastavenia, ktoré sa kontrolujú:
 správne nastavenia vlastníkov zložiek a súborov: iba vlastník alebo príslušník 
skupiny má práva na editovanie. Aplikačné zložky musia byť vlastnené 
aplikačným užívateľom s vlastnou aplikačnou skupinou
 správa hesiel: heslá musí mať nastavené každý užívateľ, vyžiadať zmenu hesla 
čo 90 dní okrem systémových užívateľov, nové heslo sa nesmie zhodovať so 
starými a iné
 heslá v konfiguračných súboroch nesmú byť v otvorenom texte, vždy sa musia 
šifrovať
 porty: nepotrebné porty nesmú byť otvorené pre načúvanie
 aplikačné nastavenia: sample aplikácie nesmú bežať, audity na databázach musia 
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byť zapnuté, aplikácia ma mať svojho vlastníka a pod ním musí byť aj spúšťaná
Toto je iba zopár príkladov z inák rozsiahleho zoznamu vecí, ktoré sú kontrolované.
Ďalšou oblasťou je neustále sa opakujúca činnosť zahrňujúce všetky týmy 
zodpovedné za svoju časť produktov alebo systému. Je ňou reagovanie na odhalené 
bugy alebo miestá slabé na preniknutie a únik dát. Býva to hlásené tretími stranami, 
pokiaľ sa jedná o produkty, ktoré sú využívané našimi servermi alebo naša spoločnosť 
vedie vlastnú evidenciu potenciálnych slabých miest. Tá vydáva APAR (authorized 
program analysis report) v ktorom je detailne popísaný problém a jeho spôsob riešenia. 
To je zväčša inštalácia doporučenej záplaty. Tento APAR je priradený v databáze so 
servermi a produktami na nich bežiacich ku konkrétnemu systému a nasleduje proces, 
kedy technik vyhodnotí či je danou chybou ohrozený dotyčný server. V prípade, že 
systém je náchylný a obsahuje slabé miesto, je naplánovaná aktivita na implementáciu 
doporučovanej záplaty. Dôležitou zložkou je aj udržiavanie produktov up-to-date, 
znamená to sledovanie nových aktualizácií produktov tretích strán a plánovanie ich 
inštalácií.
V súčasnosti prebieha upgrade IBM WebSphere Application Serveru, nakoľko 
doteraz používanej verzii skončila podpora v septembri 2013. To predstavuje riziko v 
prípade, že budú odhalené nové slabé miesta v aplikácií, dodávateľ už neposkytuje nové 
záplaty a systém tak ostáva zraniteľný. Prechod na novú verziu spočíva v migrácií 
pomocou skriptov, ktoré obsahuje nová inštalácia. Na novú inštaláciu je potrebné 
vytvoriť nové partície, nainštalovať holý aplikačný program, doinštalovať najnovšie fix 
packy, vykonať zálohu starej verzie pomocou skriptu a importovať tieto nastavenia 
taktiež pomocou skriptu.
Spolu s novou verziou e-shopu bolo taktiež zvýšená bezpečnosť pomocou 
zmeny konfigurácie webového serveru. Okrem hlavnej stránky e-shopu, je možné 
priniesť užívateľom dodatočné funkcie, ktoré je možné využiť napr. na reportovanie. 
Tieto doplnkové funkcie však bežia na iných serveroch  než je samotná aplikácia e-
shopu. To spôsobovalo užívateľom problémy, nakoľko pri presmerovaní z hlavnej 
stránky na stránku serveru, kde bežali podporné funkcie – tzv. extenders, boli varovaní, 
že stránka je nedôveryhodná, lebo neobsahovala overený a podpísaný certifikát 
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spoločnosti. To sa vyriešilo úpravou konfigurácie webového serveru, ktorý obsluhuje 
hlavnú stránku e-shopu, ktorá je dôveryhodná a obsahuje podpísaný certifikát 
certifikačnou autoritou. Zmena spočíva v tom, že užívateľ už nie je presmerovaný na 
nový web server, ktorý obsluhuje doplnkové funkcie, ale určilo sa pravidlo, že 
požiadavky majú byť odbavené jedným dôveryhodným web serverom. Nastavili sa 
podmienky, kde sa má tento web server odkazovať a vracať hodnoty užívateľovi, ktorý 
obdržal od vzdialeného serveru. Komunikácia medzi týmito dvomi servermi, už 
považujeme za bezpečnú, nakoľko sa nachádzajú v corporate intranet. 
 4.4 Súhrn prínosov a potrebné zdroje
V tejto časti si urobíme sumár prínosov vykonaných navrhovaných vylepšení. 
Zhodnotíme aj ich dopady na byznys oblasti spoločnosti a ekonomické aspekty. Opäť si 
to rozvrhneme do troch oblastí, v akých boli vykonávané zmeny.
Prechod na nový hardware:
 Prechod  na  nový  hardware  umožňuje  disponovať  variabilným  výpočtovým 
zariadením,  ktoré  potom  umožní  prevádzku  robustnejšieho  súboru  aplikácií. 
Môže to smerovať k optimalizácií využívaných podnikových IS a centralizovať 
alebo zlučovať iné podobné aplikácie na jednom mieste a šetriť tak zdroje.
 Konkurenčnú výhodu nový hardware predstavuje v oblasti, kedy pri reakcii na 
nové požiadavky a prípadnej zmeny architektúry alebo konceptu zabezpečovania 
zariadení,  je k dispozícií HW, ktorý v súčasnosti zvládne obsluhovať väčšinu 
dostupných aplikácií na trhu.
 Nové možnosti poskytuje tento systém z pohľadu technického, kedy je možné 
lepšie spravovať a využívať výpočtové kapacity serverov. Umožňuje pokročilé 
metódy  virtuálizácie,  kedy  sa  dlhodobým  sledovaním  dá  optimalizovať 
zapojenie zdrojov a nevyužité kapacity priradiť iným serverov, ktoré už nemajú 
voľné kapacity.
 S novým HW prichádzajú aj nové nástroje na správu systému. Tie môžu viesť k 
zníženiu času výpadku.
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 Prínosom pre užívateľa je zrýchlenie odozvy, zrýchlenie vytvorenia a odoslania 
objednávky dodávateľom.
 Ekonomický prínos je možné vyjadriť v úsporách za správu, minimalizácie času 
nedostupnosti, úspore na energiách.
Vylepšenia aplikácie e-shopu:
 Zníženie transakcií na 1/10 z pôvodných 50 000 = úspora vyťaženia procesorov, 
databáz  a  ostatných  súčastí  systému  s  priamym  dopadom  na  spotrebovanú 
energiu.
 Zrýchlenie  odbavenia  objednávky  vďaka  okamžitému  zaznamenaniu  zmeny 
stavu objednávky.  Predchádzanie  zneplatnenia  objednávky,  kvôli  nedodržaniu 
SLA pri schvaľovacom procese.
 Dopady na efektívnejšie využitie pracovného času zamestnancov,  nakoľko sa 
znížil čas nákupom potrebného vybavenia a odľahčila sa administratíva.
 Uľahčenie práce správcom a technikom. Väčšia plynulosť prechodu objednávok. 
V  prípade  nefunkčností  je  dopad  menší,  nakoľko  je  dotknutý  menší  počet 
čakajúcich objednávok.
 Presnejšie  dáta  a  podklady  pre  odbavenie  a  dodanie  tovaru.  Dodávateľ  tak 
nemusí  dodatočne  kontaktovať  zákazníka  a  získavať  chýbajúce  položky. 
Zníženie  chybných,  nekompletných  objednávok  a  opätovné  zrýchlenie 
odbavenia.
 Objektívnejšie  priraďovanie  zdrojov,  ich  sledovanie  a  lepšia  kontrola 
využívaných zariadení.
Bezpečnostné návrhy:
 Poskytovateľovi IS/ICT služieb to umožňuje lepšiu kontrolu nad potenciálnymi 
bezpečnostnými rizikami. Zároveň databáza s potenciálnymi slabými miestami 
poskytuje možnosť sledovania a evidenciu vykonaných akcií na ich sanáciu.
 Zároveň sú v kontrakte medzi poskytovateľom služieb a zákazníkom zahrnuté 
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definície  bezpečnostných  politík,  nástroje,  ktorými  sa  vykonávajú  a  spôsob 
nápravy zistených nedostatkov.
 Tieto  výsledky bezpečnostných  kontról,  či  už  z  automatického  scanovacieho 
nástroja  alebo  dokumenta  pre  manuálnu  kontrolu,  slúžia  ako  podklady  pre 
možný audit,  ktorý  si  zadáva zákazník  a  zistí  sa  aktuálny stav zabezpečenia 
celkového  informačného  systému.  Tieto  audity  môžu  byť  interné  alebo 
vykonávané nezávislým auditorom.
 Bezpečnosť  ako  esenciálna  súčasť  ochrany  užívateľov  e-shopu,  aby 
nedochádzalo ku kompromitovaniu a odcudzeniu identít alebo dokumentov. Aj 
to je dôležitá súčasť pohľadu na kvalitu informačného systému.
 Správa certifikátov a konsolidácia  spôsobu pripájania  na iné servery v rámci 
korporátnej siete zvýšila dôveryhodnosť a bezpečnosť komunikácie, nakoľko sa 
tieto  servery  stali  dôveryhodnými  a  overenými  poskytovateľmi  a  môže  tak 
fungovať  primárne  upozorňovanie  prehliadača  pri  vstupe  na  nezabezpečené 
stránky.
Zdroje  : 
Pri  výmene  HW  za  nový  sú  potrebné  finančné  prostriedky  na  zakúpenie 
potrebnej  konfigurácie  a  časový  fond  zamestnancov.  Prostriedky  na  zakúpenie 
zariadenia  poskytuje  odberateľ  služieb.  Poskytovateľ  zariadi  inštaláciu  HW  do 
vlastného dáta centra a aktivity spojené z prechodom na toto zariadenie. Pre využitie 
časového fondu zamestnancov nie sú potrebné žiadne dodatočné voľné kapacity. Keďže 
sa jedná o BAU (Business as usual) aktivitu, je táto zmena absorbovaná v rámci týmov. 
Jediný  zvýšený  náklad  bude  na  50% príplatky  za  nadčasy,  nakoľko  je  hlavná  časť 
aktivity a samotný prechod na nový HW počas víkendu. A tento dodatočný náklad sa 
týka iba týmov, ktoré neposkytujú podporu 24x7, inak je to opäť rátané ako obvyklá 
pracovná náplň.
Zdroje potrebné na vylepšenie aplikačného kódu e-shopu budú vypočítané na 
základe FTE (Full time equivalent). Tie sa prepočítavajú na základe celkového ročného 
časového fondu zamestnanca: 40 pracovných hodín týždenne x (52 týždňov v roku – 5 
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týždňov dovolenky) = 1880 hodín ročne/zamestnanec. Projekt trval 13 týždňov a na 
základe nasadení zamestnancov, buď to čiastočne alebo boli vyhradení výlučne na tento 
projekt, vnzikla tabuľka s nasledovnými počtami FTE potrebnými pre tento projekt.
Bezpečnostná stránka a náklady na jej údržbu sú spojené opäť s ľudskými 
zdrojmi a ich časovým fondom. Pre všetky servery je potrebných 0,1 FTE od každého 
týmu, teda tým zodpovedný za operačné prostredie, tým zodpovedný za middleware a 
iné týmy ktorých produkty bežia na serveroch (Storage management, monitoring, 
TSCM). Je taktiež potrebné vyhradiť kapacity v bezpečnostnom týme, ktorý bude 
zastrešovať a koordinovať aktivity spojené s odstraňovaním potenciálnych rizík. 
Zároveň bude riadiť proces zmeny a evidovať dôkazy o vykonaných otázkach. Pre 
servery e-shopu bude v tomto týme potrebných 0,5 FTE.  Tieto zdroje nie sú na strane 
firmy, ktorá využíva služby e-shopu ale na strane poskytovateľa týchto služieb.
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Pozícia FTE Platová trieda
Programátor 0,55 9
Tester 0,55 6
Projektový manažér 0,23 10
Middleware správca 0,22 7
Celkom FTE 1,55
Tab. 8: Výpočet FTE pre projektový tým (Zdroj: Vlastné)
Záver
V tejto práci  boli navrhnuté riešenia hneď v troch oblastiach. Za najväčší prínos 
možno považovať vydanie novej verzie kódu e-shopu, ktorý už nereflektoval a 
neuspokojoval vyššie nároky užívateľov.  Táto nová verzia bola úspešne 
implementovaná na konci prvého štvrťroku 2014 mnou samotným a som rád, že som 
bol súčasťou takto úspešného projektu. Podarilo sa extrémne znížiť vyťaženie hardwaru 
a zapracovať nové funkcie, ktoré zrýchlili prechod objednávky a kvalitu dát. A 
najväčším zadosťučinením bola samozrejme spokojnosť zákazníka a užívateľov. 
Samozrejme aj nová fyzická konfigurácia serverov priniesla konkurenčnú 
výhodu a poukazuje aj to, že zákazník s týmto informačným systémom, ktorý mu je 
poskytovaný, ráta do budúcnosti. A určite prínosom je aj zníženie nákladov na 
prevádzku, čo v dnešnej dobe, kedy sa snažíme byť ohľaduplní k životnému prostrediu, 
znamená pokrok. Avšak najväčšie úspory tento prechod na nový hardware zaznamenal v 
úspore  nemalých  finančných  nákladov  za  licencie  na  software.  Pritom  však  výkon 
samotných serverov sa posunul dopredu aj  vďaka novým funkciám, ktoré umožňuje 
nová  technológia  používaná  v  tomto  návrhu.  Tento prechod na nové zariadenia 
poskytuje do budúcnosti dobrú východiskovú situáciu a základ pre rozvoj súčasného IS 
a možno vo vzdialenejšej budúcnosti aj integráciu iných IS pod jednou strechou a na 
jednej platforme.
Neoddeliteľnou súčasťou každého IT projektu je aj bezpečnostná oblasť. Tá 
popisuje súčasne využívane praktiky a je súčasťou aj tejto práce. Táto oblasť musí byť 
vnímaná každým individuálne, lebo stačí jedno slabé heslo alebo malá medzera v 
nezabezpečení systému a celý systém sa môže stáť kompromitovaný a nepoužiteľný. Ba 
čo viac, môže spôsobiť rozsiahle škody podniku.
Táto diplomová práca bola vypracovaná so snahou poskytnúť skúsenosti z praxe 
a skĺbiť ich s teoretickými vedomosťami získanými na Podnikateľskej Fakulte VUT v 
Brne. Zároveň reflektuje jednú uskutočnenú etapu neustáleho kolobehu zlepšovania a 
modernizácie podnikových informačných systémov.
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Zoznam skratiek
AIX – Advanced Interactive eXecutive
APAR – Authorized program analysis report
BAU - Business as usual
BPO - Business Process Outsourcing
CEC – Central electronic complex
CRM -  Customer Relationship Managment
DMGR – Deployment Manager
EDI -  Electronic Data Interchange
FTE –  Full time equivalent
I/O – Input/Output
IS/ICT – Information system/ Information and Communication Technologies
ITDS  - IBM Tivoli Directory Server
JVM – Java Virtual Machine
LDAP - Lightweight Directory Access Protocol 
LPAR – Locival Parition
SCM -  Supply Chain Management
SLA – Service Level Agreement
TSCM  - Tivoli Security Compliance Manager
WPAR – Workload Partition
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