











Értelmezhetjük	 ezt	 a	most	 egyetemista	 vagy	 főiskolás	 leendő	 pedagógusok	 és	 a	 pár	 év	
múlva	általuk	oktatott	diákok	közötti	állomások	tükrében.	Hogyan	tudunk	szót	érteni	az	
egyre	fiatalabb	generációkkal	és	irányt	mutatni	nekik?	Cikkem	célja	egyrészt,	hogy	rávi‐
lágítsak	 a	 tizenéves	 korosztályt	 fenyegető	 veszélyekre,	 és	mutassak	 néhány	 lehetséges	
utat	ezen	veszélyek	elkerülésére,	másrészt	példákat	szeretnék	felhozni	arra,	hogyan	tud‐
juk	saját	érdekünkben	felhasználni	ezeket	a	csatornákat.	Fontosnak	tartom,	hogy	a	veszé‐




nak.	Azt	mondhatjuk,	hogy	minden	ember	 igénybe	vesz	valamilyen	 informatika	által	 tá‐
mogatott	 szolgáltatást,	 legyen	az	 e‐mail	 a	 kapcsolattartáshoz	vagy	készpénzfelvétel	 egy	
bankjegykiadó	automatából.	Az	a	megállapítás,	hogy	mindannyian	használunk	elektroni‐
kus	 szolgáltatásokat,	 korosztálytól	 függetlenül	 igaz,	 ugyanakkor	 életkor	 függvényében	
vannak	súlyponti	területek	és	preferált	szolgáltatások.	
A	lehetőségek	bővülésével	együtt	a	veszélyek	is	legalább	olyan	vagy	nagyobb	mérték‐







it,	 illetve	 ezzel	 párhuzamosan	a	 felhasználókra	 leselkedő	veszélyek	 elkerülésének	haté‐
kony	és	egyszerű	eszközeit.”	(Safer	Internet	Program	Plus	2013)	Magyarországon	az	EU	









tekre	 az	 „X‐generáció”,	 valamint	 a	 1946	 és	 1964	 között	 a	 „Baby‐boomerek”	 elnevezést	
használjuk	 (Tari	 2010,	 Tari	 2011).	 Azonban	 nem	 évszámokon,	 hónapokon	 és	 napokon	
múlik,	 ki	 melyik	 táborhoz	 tartozik,	 még	 csak	 nem	 is	 a	 számítógépek	 megjelenésén	









Az	 új	 technika	 és	 az	 új	 lehetőségek	 veszélyeket	 is	 hoztak	magukkal.	 Napjainkban	 a	
számítógép	előtt	ülve	komoly	bűncselekményeket	lehet	elkövetni,	vagy	elkövetésre	buz‐
dítani	 az	 internet	világában	 járatlanabbakat.	Erre	 számos	magyarországi	példa	 is	 van	 a	
közelmúltból:	öngyilkosságra	bujtogatás,	cyberbulling,	oversharing,	közösség	előtti	meg‐




Már	 innen	 leolvasható,	ez	a	 tanulási	 folyamat	nem	a	klasszikus	szülő‐gyerek	másolódás	
segítségével	valósult	meg.	Komoly	váltás	figyelhető	meg	abban,	hogy	míg	régen	a	tanulási	







mindenképp	csökkenti	 a	 szülői	példa	másolódásának	a	 lehetőségét	 (Csécsi	 et	 al.	 2012).	
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sa,	 alakítása	 kardinális	 kérdés.	 Számos	 kutatás	 foglalkozik	 a	 témával,	 a	 Lasse	 Siurala	








rendelkeznek.	 És	 hogy	hol	 töltik	 a	 szabadidejüket:	 saját	 bevallásuk	 szerint	 otthon	 vagy	
barátoknál.	 A	 tevékenységre	 vonatkoztatva	 viszont	 az	 internet	 és	 a	 számítógépezés	 az	
egyértelmű	első	helyezett.	Fontos	megemlíteni,	hogy	a	2008‐ban	még	első	helyezettként	
szereplő	 televíziózást	utasította	maga	mögé	a	második	helyre	az	 internet‐	és	a	számító‐








Az	 ifjúság	problémáit	 vizsgálva	első	helyen,	 az	ő	megítélésük	alapján,	 a	kilátástalan,	 bi‐
zonytalan	 jövő	szerepel,	harmadik	helyen	pedig	a	céltalanság:	nem	tudják,	mit	akarnak.	




célközönsége	 az	 ifjúság	 (élelmiszerek	 esetében:	 édesség,	 chips,	 szórakoztatásra	 épülő	
szolgáltatás,	 elektronikai	 készülék	 stb.),	 erre	 építi	 kampányait,	 arculatát.	 Ezek	 kapcsán	
megfigyelhető	egyrészt	a	cégek	online	és	közösségi	médiában	való	jelenlétének	erősítése,	
másrészt	 a	 gamification	 (fordítsuk	 játékosságnak)1	 jelenségének	 a	 térnyerése,	 amit	ma	










tet	 átadni,	 terméket	 eladni,	 vagy	 valamilyen	 tevékenységbe	bevonni	 az	 adott	 személyt	 vagy	 szemé‐
lyeket.	
	 2		 http://www.molleindustria.org	
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területen	is	számos	hatás	erősíti	egymást:	egyrészt	az	online	játszótérről	nem	lehet	olyan	
könnyen	 elfutni	 vagy	 elmenekülni;	 az	 online	 játszótéren	 történt	 megalázást	 holnap	 is	
bárki	megtekintheti,	nem	merül	olyan	könnyen	feledésbe.	Mivel	a	napi	rutin	része	az	on‐




A	 nemzetközi	 Cisco	 cégcsoport	 által	 végzett	 kutatásból	 kiolvasható,	 hogy	 a	 válaszadók	
több	mint	fele	(egyetemi	hallgatók	55%,	munkavállalók	62%)	már	nem	tudná	az	életét	az	
















az	 ilyen	 oldalakra	 sosem	 látogatók	 aránya.	 A	 fiatalok	 vonzó	 alternatívákat	 láthatnak	 a	
médiában,	különösen	a	televízióban,	bár	itt	jelentős	eltolódás	figyelhető	meg	az	internet	












áramlásra	 van	 lehetőség,	 szinergiák	 jöhetnek	 létre.	 Azonban,	mint	 bármilyen	 új	 eszköz	
esetében,	 a	 haszna	 azon	múlik,	 hogy	mire	 használjuk.	 Egy	 kalapácsot	 is	 használhatunk	
építésre,	 de	 akár	 rombolásra	 is.	 A	 közösséghez	 tartozásnak	 nagyon	 sok	 előnye	 lehet,	
ugyanakkor	éppen	ezt	a	közösségbe	vágyakozást	használják	ki	gyakran	szervezett	bűnö‐
zői	 csoportok.	 Ebben	 a	 korban	 roppant	 fogékonyak	 a	 gyerekek,	 ezen	 a	 területen	 pedig	







következményeket.	 Ezt	 a	 talán	 általánosított	 információt	 támasztja	 alá	 az	 a	 kutatási	
eredmény,	mely	szerint	a	9–16	év	között	kezdik	el	a	hacker	szakmát	(UNICRI	Hacker	Pro‐
filing	Project	2010).	A	kutatás	alapján	9	fő	kategóriára	oszthatjuk	a	hacker	fogalmát	az	ál‐












lyek	 tizenéveseket	 érnek	 (EU	Kids	 online	magyar	 kutatásai:	 ithaka.hu).	 Számos	 kutatás	
foglalkozik	 a	 fiatalok	 internethasználati	 szokásaival,	 valamint	 ezen	 adatok	 nemzetközi	
adatokkal	 történő	összehasonlításával.	A	nemzetközi	 felmérésekből	az	rajzolódik	ki	(EU	
Kids	Online	Report),	hogy	a	nyugati	államokban,	ahol	a	magyarországihoz	képest	még	jel‐
lemzőbb	 az	 internethasználat,	 még	 több	 a	 gyerekeket	 érő	 káros,	 veszélyes	 tartalom.	 A	
leggyakoribb	internetes	tevékenység	a	közösségi	oldalak	használata	(Kósa	2012).	A	gye‐
rekeknél	 az	 iskolai	 feladathoz	 történő	 információkeresést	megelőzi	 a	 közösségi	 oldalak	
használatán	túl	a	szórakozás,	zenehallgatás,	 játék,	 letöltések	és	a	levelezés	is.	Magyaror‐
szágon	is	adottak	azok	a	lehetőségek,	amelyek	a	veszélyes	tartalmak	bejelentésére	adnak	
lehetőséget	hotline	 formájában	online	 vagy	 ingyenes	 telefonos	 elérhetőségen4.	 Ezen	 in‐
formációk	nyilvánosak	és	megszerezhetőek	a	weboldalakról.	Azonban	minden	bizonnyal	
jobb,	alaposabb	és	mélyebb	megértést	tesz	lehetővé,	ha	a	program	önkéntes	oktatója	tart	
interaktív	 előadást	 az	 osztályban	 vagy	 közösségben.	 A	 legfőbb	 cél,	 hogy	 a	 gyerekek	 ne	
váljanak	online	áldozatokká	és	elkövetőkké	se	(Krasznay	2012b).	A	fejlett	gazdaságokban	
tetten	érhetően	hatalmas	változások	zajlanak,	a	régi	típusú	termelésről	átállnak	a	tudás,	















rek,	 tűzfalprogram,	vírusirtó‐alkalmazás	stb.	Összefoglalva:	meg	kell	 teremteni	az	 infor‐
matikai	higiéniát!	Fontos	tudnunk,	hogy	ezen	ismereteknek	a	használata	nem	korlátozó‐
dik	kizárólag	a	számítógépre.	Hiszen	számtalan	helyen	 találkozunk	az	 internettel,	 inter‐





szabályozás	 és	 a	 norma	 kialakulása	 alig	 tud	 lépést	 tartani	 vele.	 A	 közösségi	 médiában	




doskodnia,	 hiszen	 a	 diákok	 jelentős	 része	 rendelkezik	 okostelefonnal,	 otthoni	 számító‐














szolgáltatás	 szabályozásában	 is.	 A	 lineáris	 szolgáltatás	 jellemzően	 a	 hagyományos	 tv‐
műsorokat	foglalja	magában.	A	lekérhető	szolgáltatásba	esik	jellemzően	az	internetes	tar‐
talom	és	az	olyan	tv‐műsor,	amelyet	a	modern	készülékekről	műsorválasztással	tud	elin‐
dítani	 az	 előfizető.	 Itt	 kiemelten	 veszélyes,	 hogy	 felnőtt	 vagy	más	 korcsoportnak	 szóló	










közötti	 európai	 gyerekek	hány	 százaléka	 találkozott	már	káros	 tartalommal	az	 interne‐
ten.	Az	y	tengelyen	pedig	az	látható,	hogy	a	gyerekek	hány	százaléka	tartozik	abba	a	cso‐
portba,	akik	valamilyen	kockázatos	tevékenységgel	találkoztak	már.	A	szaggatott	vonal	az	








nálata	 hazánkban	 3%,	 az	 EU‐átlag	 13%,	míg	 például	 Törökországban	 30%.	Az	 internet	

















































ravezetőbb	 társként	kezelni	 a	 gyereket	 ebben	a	kérdésben	 is.	Amire	 figyelni	kell	 szülő‐
ként,	pedagógusként:	olyan	gyakori	jelenségek,	mint	például:	ha	kitiltja	a	szülőt	a	közös‐
ségi	 profiljából,	 túl	 sokat	 posztol	 magáról	 (oversharing),	 vagy	 megjelenik	 a	 trollkodás	
(online	heccelés).	Ilyen	esetekben	javasolt	külső	segítséget,	például	ismeretterjesztő	elő‐







tített	 információkra,	 vagy	 megpróbáljuk	 visszarángatni	 őket	 az	 offline	 térbe?	 (Kárpáti	
2012,	 Kárpáti	 et	 al.	 2012).	 Nyilvánvaló,	 hogy	 ez	 utóbbira	 kevés	 esélyünk	 van.	 Fontos,	
hogy	mi	magunk	is	nyitottak	legyünk	az	újra	és	a	változásra.	Azaz	próbáljuk	meg	beépíte‐













feldolgozni,	 feldolgoztatni.	 Ezen	 feladatok	 bevezetése	 előtt	 minden	 esetben	 beszéljük	
meg	a	 tanulókkal,	hogy	mi	 lesz	a	 feladatuk,	ezt	követően	kis	 lépésekben	vezessük	be	az	











ra,	 a	 tanulást	 tanítjuk.	 Trendek	 azonban	 megfigyelhetők:	 például	 kétszer	 annyi	 okos‐
telefont	adnak	el,	mint	személyi	számítógépet.	Ez	a	folyamat	oda	vezet,	hogy	folyamato‐
san	kezükben,	zsebükben	van	a	lehetőség	az	online	jelenlétre.	A	mobiltelefonok	mára	ál‐



















venni	a	 reakciókat,	az	érdeklődési	 területeket.	A	 figyelmet	 folyamatosan	 fenn	kell	 tudni	
tartania,	sőt	talán	pontosabban	fogalmazva	vezetni	egy	adott	tematika	mentén.	A	SIP	ok‐




térni.	 Ezenkívül	 a	 megszólításhoz	 és	 a	 párbeszéd	 kezdeményezéséhez	 figyelembe	 kell	












érintve	érzi	magát.	A	 tematizátor	szerepét	kell	 felvennie	a	meghívott	oktatónak,	 tehát	a	
kérdések	alkotják	az	óra	gerincét.	A	kérdésekre	adott	válaszokat	érdemes	összefoglalni,	
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tett	kör,	 azaz	 a	 szülők,	 tanárok,	nagyszülők	 felvilágosítása	 legalább	 ilyen	 fontos.	Tanár‐
ként	éljünk	mi	 is	ezzel	a	 lehetőséggel,	használjuk	az	online	csatornákat,	építsük	be	órá‐
inkba!	Bizonyos	keretek	között	tanuljunk	diákjainktól	online	jelenlétet.	Ebből	a	látszóla‐
gos	 hátrányból,	 előnyt	 lehet	 kovácsolni.	 Vegyük	 a	 következő	 példát:	 innováció	 volt	 az,	
hogy	 feltalálták	 a	 mobiltelefont,	 azonban	 nem	 mindenki	 innovatív,	 aki	 mobiltelefont	
használ.	Azonban	aki	olyan	célra	és	oly	módon	tudja	használni,	amely	újszerű	és	előrevi‐
szi	a	közösséget,	a	csoportot	a	célja	érdekében,	az	a	személy	ismét	innovatívnak	nevezhe‐
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