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Abstract(Resumen de 100-250 palabras)/ Abstract(Laburpena 100-250 hitzetan) 
There are several ways to detect malware over network traffic, such as monitoring 
communications with a botnet's control center or having a blacklist of the rescue websites of 
the ransomware. 
Along the project it analyzes a series of samples of this type of malware, to study if the 
structure of the pages used in the rescue of the infected files or in the page of download of the 
malware is simpler than normal or if it follows any patterns to differentiate them from the 
conventional web pages seen nowadays. 
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Abstract(Resumen de 100-250 palabras) / Abstract(Laburpena 100-250 hitzetan) 
Existen varias formas de detectar malware sobre el tráfico generado en la red, como 
monitorizar las comunicaciones con el centro de control de una botnet o tener una lista negra 
de las webs de rescate de un ransomware. 
A lo largo del proyecto se analiza una serie de muestras de este tipo de malware, para 
estudiar si la estructura de las páginas web usadas en el rescate de los archivos infectados o en 
la página de descarga del malware es más simple de lo normal o sigue ciertos patrones 
identificables para distinguirlos de las webs convencionales que podemos encontrar hoy en 
día. 
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Detección de malware, ransomware, pago por rescate, vulnerabilidades, análisis 
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