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и сложных ИС с регулируемым уровнем эффективной длительности при одинаковых 
воздействиях в каждой ПРР показывают, что наилучшие результаты оценки позволяют 
получить сложные ИС с регулируемым уровнем эффективной длительности a  = 1.  
Если использовать a  = 0,8, то это снижает точность оценки в 1,14 раза, а использование 
a = 0,1 – в 2,3 раза. Однако использование колоколообразного сложного ИС удовлетво-
ряет условию минимизации боковых лепестков АКФ, что является важным при обнару-
жении ИС на фоне шумов. С учётом сказанного рекомендуется оценку проводить, ис-
пользуя ИС с регулируемым уровнем эффективной длительности a = 0,8 длительностью 
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РЕСПУБЛИКАНСКАЯ ПЛАТФОРМА  
КАК ГОСУДАРСТВЕННОЕ ОБЛАКО 
 
А.Л. ВАХТЕРОВ, С.Ф. КАЗЮЧИЦ 
 
СООО Белорусские облачные технологии 
 
Стратегической целью проектов компании beCloud было создание национальной 
облачной платформы, которая позволит государству и бизнесу существенно снизить 
затраты на ИТ. Запуск современной облачной платформы на базе нового ЦОДа предос-
тавит возможность эффективно использовать инструменты в области управления IT-
инфраструктурой и ее безопасностью.  
Компания beCloud предоставляет следующие виды услуг: 
1) Программное обеспечение как услуга (Software as a Service, SaaS) 
2) Инфраструктура как услуга (Infrastructure as a Service, IaaS) 
3) ЦОД как услуга (Data Center as a Service, DCaaS) – предоставление места в 
серверной стойке. 
Компания beCloud законодательно определенf как оператор Республиканской 
Платформы (АИС РП), которая предназначена для размещения программно-
технических средств, информационных ресурсов и информационных систем государст-
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Компания beCloud предлагает государственным органам уровень защиты ин-
формации, который невозможно обеспечить в собственной инфраструктуре. Облако 
beCloud предоставляет защиту различных классов обрабатываемой информации от 
72 видов угроз. 
В данное время компания beCloud направляет усилия на разработку и внедрение 
средств защиты информации (СЗИ), поскольку следующий этап запуска проекта госу-
дарственного облака Республики должен пройти аттестацию со стороны регулятора. 
Цели создания СЗИ АИС РП: реализация комплекса правовых, организационных 
и технических мер, направленных на обеспечение конфиденциальности, целостности, 
подлинности, доступности и сохранности информации, обрабатываемой в АИС РП; 
выполнение требований законодательства Республики Беларусь об информации, ин-
форматизации и защите информации. 
К средствам среды функционирования безопасности АИС РП относятся: 
подсистемы антивирусной защиты; 
подсистемы межсетевого экранирования; 
подсистемы обнаружения вторжений; 
подсистемы криптографической защиты; 
подсистема резервного копирования и восстановления данных; 
подсистемы контроля целостности; 
подсистемы анализа защищённости; 
подсистемы защиты электронных носителей информации. 
Каждая из подсистем АИС РП представляет собой выделенный программно-
аппаратный комплекс центра обработки данных (ЦОД), включающий в свой состав: 
а) оборудование вычислительной системы (ВС); 
б) оборудование системы хранения данных (СХД); 
в) оборудование сети передачи данных (СПД); 
г) системное программное обеспечение (СПО); 
д) прикладное программное обеспечение (ППО). 
Средой функционирования и эксплуатации подсистем АИС РП является инже-
нерная инфраструктура Республиканского центра обработки данных (РЦОД). Инже-
нерная инфраструктура РЦОД, включающая здание РЦОД, систему энергообеспечения, 
систему обеспечения климатических условий, систему пожаротушения, системы обес-
печения жизнедеятельности персонала, систему физической защиты, является общей 
для всех подсистем АИС РП. При этом оборудование подсистем АИС РП размещено в 
различных контролируемых зонах здания РЦОД. 
 
 
МНОГОМЕРНОЕ ВЕКТОРНОЕ ПРЕДСТАВЛЕНИЕ  
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ОБРАБОТКОЙ ДЛЯ ОЦЕНКИ ЗАЩИЩЕННОСТИ РЕЧЕВОЙ ИНФОРМАЦИИ 
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Полоцкий государственный университет 
 
Оценка защищенности речевой информации на всех стадиях жизненного цикла 
информационных систем и их составных элементов остается сложной научной задачей, 
несмотря на использование новых перспективных моделей помехоустойчивых сигна-
лов с оптимальной их обработкой. 
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