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ABSTRAK 
Tujuan dilakukannya  penelitian ini adalah 
untuk mengetahui bagaimanakah tindakan 
penyadapan alat komunikasi oleh penyidik 
dalam perkara tindak pidana perdagangan 
orang menurut Undang-Undang Nomor 21 
Tahun 2007 tentang Pemberantasan Tindak 
Pidana Perdagangan Orang  dan apakah hasil 
tindakan penyadapan dapat dijadikan alat bukti 
yang sah dalam pemeriksaan perkara tindak 
pidana perdagangan orang, yang dengan 
metode penelitian hukum normatif disimpulkan 
bahwa: 1. Tindakan penyadapan alat 
komunikasi oleh penyidik dalam perkara tindak 
pidana perdagangan orang menurut Undang-
Undang Nomor 21 Tahun 2007 tentang 
Pemberantasan Tindak Pidana Perdagangan 
Orang dapat dilakukan berdasarkan adanya 
bukti permulaan yang cukup sehingga penyidik 
berwenang menyadap telepon atau alat 
komunikasi lain yang diduga digunakan untuk 
mempersiapkan, merencanakan, dan 
melakukan tindak pidana perdagangan orang. 
Tindakan penyadapan hanya dapat dilakukan 
atas izin tertulis ketua pengadilan untuk jangka 
waktu paling lama 1 (satu) tahun. Dengan cara 
menggunakan alat-alat elektronik untuk 
menyadap pembicaraan dan/atau pengiriman 
pesan melalui telepon atau alat komunikasi 
elektronik lainnya ini sangat efektif, karena 
penyidik dapat memperoleh informasi melalui 
sistem komunikasi/ telekomunikasi yang 
digunakan oleh pelaku dan jaringan kelompok 
yang terlibat langsung dalam tindak pidana 
perdagangan orang. 2. Alat bukti dalam 
pemeriksaan perkara tindak pidana 
perdagangan orang menurut Undang-Undang 
Nomor 21 Tahun 2007 tentang Pemberantasan 
Tindak Pidana Perdagangan Orang 
sebagaimana ditentukan dalam Undang-
Undang Nomor 8 Tahun 1981 tentang Hukum 
Acara Pidana, yaitu dapat pula berupa hasil 
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tindakan penyadapan terhadap informasi yang 
diucapkan, dikirimkan, diterima, atau disimpan 
secara elektronik dengan alat optik atau yang 
serupa dengan itu; dan data lainnya 
sebagaimana diatur dalam Undang-Undang 
Nomor 21 Tahun 2007 tentang Pemberantasan 
Tindak Pidana Perdagangan Orang. 
Kata kunci: penyadapan, perdagangan orang 
 
PENDAHULUAN 
A. LATAR BELAKANG  
Pemanfaatan Teknologi Informasi, media, 
dan komunikasi telah mengubah baik perilaku 
masyarakat maupun peradaban manusia secara 
global. Perkembangan teknologi informasi dan 
komunikasi telah pula menyebabkan hubungan 
dunia menjadi tanpa batas (borderless) dan 
menyebabkan perubahan sosial, ekonomi, dan 
budaya secara signifikan berlangsung demikian 
cepat. Teknologi Informasi saat ini menjadi 
pedang bermata dua karena selain memberikan 
kontribusi bagi peningkatan kesejahteraan, 
kemajuan, dan peradaban manusia, sekaligus 
menjadi sarana efektif perbuatan melawan 
hukum.3 
Tindak pidana perdagangan orang, 
khususnya perempuan dan anak, telah meluas 
dalam bentuk jaringan kejahatan baik 
terorganisasi maupun tidak terorganisasi. 
Tindak pidana perdagangan orang bahkan 
melibatkan tidak hanya perorangan tetapi juga 
korporasi dan penyelenggara negara yang 
menyalahgunakan wewenang dan 
kekuasaannya. Jaringan pelaku tindak pidana 
perdagangan orang memiliki jangkauan operasi 
tidak hanya antarwilayah dalam negeri tetapi 
juga antarnegara.4   
  
B. RUMUSAN MASALAH 
1. Bagaimanakah tindakan penyadapan alat 
komunikasi oleh penyidik dalam perkara 
tindak pidana perdagangan orang menurut 
Undang-Undang Nomor 21 Tahun 2007 
tentang Pemberantasan Tindak Pidana 
Perdagangan Orang ? 
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2. Apakah hasil tindakan penyadapan dapat 
dijadikan alat bukti yang sah dalam 
pemeriksaan perkara tindak pidana 
perdagangan orang ? 
 
C. METODE PENELITIAN 
Metode penelitian hukum normatif 
digunakan dalam penulisan Skripsi.  
 
PEMBAHASAN 
A. TINDAKAN PENYADAPAN ALAT 
KOMUNIKASI OLEH PENYIDIK DALAM 
PERKARA PERDAGANGAN ORANG 
Menurut Penjelasan Atas Undang-Undang 
Nomor 17 Tahun 2011 tentang Intelijen Negara. 
I. Umum, dijelaskan bahwa ancaman terhadap 
keamanan manusia meliputi keamanan 
ekonomi, pangan, kesehatan, lingkungan, 
personel, komunitas, dan politik. Ancaman 
terhadap keamanan dan ketertiban masyarakat 
meliputi kriminal umum dan kejahatan 
terorganisasi lintas negara. Ancaman terhadap 
keamanan dalam negeri meliputi separatisme, 
terorisme, spionase, sabotase, kekerasan 
politik, konflik horizontal, perang informasi, 
perang siber (cyber), dan ekonomi nasional. 
Ancaman terhadap pertahanan meliputi perang 
takterbatas, perang terbatas, konflik 
perbatasan, dan pelanggaran wilayah. 
Tindak pidana perdagangan orang 
merupakan kejahatan terorganisasi lintas 
negara, sehingga dapat dikategorikan sebagai 
bentuk kejahatan yang termasuk dalam lingkup 
ancaman terhadap keamanan negara. Oleh 
karena itu kegiatan intelijen negara dapat 
dilaksanakan untuk mencegah dan 
memberantas tindak pidana perdagangan 
orang. 
Undang-Undang Nomor 17 Tahun 2011 
tentang Intelijen Negara, meyatakan dalam 
Pasal  1 angka 4 Ancaman adalah setiap upaya, 
pekerjaan, kegiatan, dan tindakan, baik dari 
dalam negeri maupun luar negeri, yang dinilai 
dan/atau dibuktikan dapat membahayakan 
keselamatan bangsa, keamanan, kedaulatan, 
keutuhan wilayah Negara Kesatuan Republik 
Indonesia, dan kepentingan nasional di 
berbagai aspek, baik ideologi, politik, ekonomi, 
sosial budaya, maupun pertahanan dan 
keamanan. 
Penjelasan Atas Undang-Undang 
Republik Indonesia Nomor 14 Tahun 2009 
Tentang Pengesahan Protocol To Prevent, 
Suppress And Punish Trafficking In Persons, 
Especially Women And Children, Supplementing 
The United Nations Convention Against 
Transnational Organized Crime (Protokol Untuk 
Mencegah, Menindak, Dan Menghukum 
Perdagangan Orang, Terutama Perempuan Dan 
Anak-Anak, Melengkapi Konvensi Perserikatan 
Bangsa-Bangsa Menentang Tindak Pidana 
Transnasional Yang Terorganisasi) I. Umum, 
menjelaskan bahwa: Indonesia, sebagai negara 
kepulauan terbesar di dunia, dan salah satu 
negara dengan jumlah penduduk terbanyak di 
dunia, sangat rentan terhadap berbagai bentuk 
perdagangan orang. Perdagangan orang adalah 
bentuk modern dari perbudakan manusia dan 
merupakan salah satu bentuk perlakuan 
terburuk dari pelanggaran harkat dan martabat 
manusia. Berdasarkan bukti empiris, 
perempuan dan anak-anak adalah kelompok 
yang paling banyak menjadi korban tindak 
pidana perdagangan orang. 
Indonesia, sebagai negara anggota 
Perserikatan Bangsa-Bangsa, turut 
menandatangani instrumen hukum 
internasional yang secara khusus mengatur 
upaya pencegahan dan pemberantasan tindak 
pidana transnasional, yakni United Nations 
Convention Against Transnational Organized 
Crime (Konvensi Perserikatan Bangsa-Bangsa 
Menentang Tindak Pidana Transnasional yang 
Terorganisasi) pada tanggal 15 Desember 2000 
di Palermo, Italia beserta dua protokolnya, 
Protocol to Prevent, Suppress and Punish 
Trafficking in Persons, Especially Women and 
Children (Protokol untuk Mencegah, Menindak, 
dan Menghukum Perdagangan Orang, 
Terutama Perempuan dan Anak-Anak) dan 
Protocol against the Smuggling of Migrants by 
Land, Sea and Air, Supplementing the United 
Nations Convention against Transnational 
Organized Crime (Protokol Menentang 
Penyelundupan Migran melalui Darat, Laut, dan 
Udara, Melengkapi Konvensi Perserikatan 
Bangsa-Bangsa Menentang Tindak Pidana 
Transnasional yang Terorganisasi) sebagai 
perwujudan komitmen Indonesia dalam 
mencegah dan memberantas tindak pidana 




transnasional yang terorganisasi, termasuk 
tindak pidana penyelundupan migran.5 
Penyelenggaraan fungsi dan kegiatan 
Intelijen yang meliputi penyelidikan, 
pengamanan, dan penggalangan menggunakan 
metode kerja, seperti pengintaian, penjejakan, 
pengawasan, penyurupan (surreptitious entry), 
penyadapan, pencegahan dan penangkalan 
dini, serta propaganda dan perang urat syaraf. 
Sementara itu, keberadaan dan 
penyelenggaraan Intelijen Negara selama ini 
belum diatur dalam suatu undang-undang.6 
Guna menunjang aktivitas Intelijen 
bertindak cepat, tepat, dan akurat, Badan 
Intelijen Negara diberikan wewenang untuk 
melakukan penyadapan, pemeriksaan aliran 
dana, dan penggalian informasi terhadap Setiap 
Orang yang berkaitan dengan kegiatan 
terorisme, separatisme, spionase, dan sabotase 
yang mengancam keamanan, kedaulatan, dan 
keselamatan Negara Kesatuan Republik 
Indonesia.7 
Undang-Undang Nomor 17 Tahun 2011 
tentang Intelijen Negara, menyatakan dalam 
Pasal 5 Tujuan Intelijen Negara adalah 
mendeteksi, mengidentifikasi, menilai, 
menganalisis, menafsirkan, dan menyajikan 
Intelijen dalam rangka memberikan peringatan 
dini untuk mengantisipasi berbagai 
kemungkinan bentuk dan sifat Ancaman yang 
potensial dan nyata terhadap keselamatan dan 
eksistensi bangsa dan negara serta peluang 
yang ada bagi kepentingan dan keamanan 
nasional. 
Undang-Undang Nomor 17 Tahun 2011 
tentang Intelijen Negara, menyatakan dalam 
Pasal 1 angka 1 Intelijen adalah pengetahuan, 
organisasi, dan kegiatan yang terkait dengan 
perumusan kebijakan, strategi nasional, dan 
pengambilan keputusan berdasarkan analisis 
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dari informasi dan fakta yang terkumpul melalui 
metode kerja untuk pendeteksian dan 
peringatan dini dalam rangka pencegahan, 
penangkalan, dan penanggulangan setiap 
ancaman terhadap keamanan nasional. Angka 2 
Intelijen Negara adalah penyelenggara Intelijen 
yang merupakan bagian integral dari sistem 
keamanan nasional yang memiliki wewenang 
untuk menyelenggarakan fungsi dan kegiatan 
Intelijen Negara. Angka 3 Personel Intelijen 
Negara adalah warga negara Indonesia yang 
memiliki kemampuan khusus Intelijen dan 
mengabdikan diri dalam dinas Intelijen Negara. 
Pasal 7 Ruang lingkup Intelijen Negara 
meliputi: 
a. Intelijen dalam negeri dan luar negeri; 
b. Intelijen pertahanan dan/atau militer; 
c. Intelijen kepolisian; 
d. Intelijen penegakan hukum; dan 
e. Intelijen kementerian/lembaga pemerintah 
nonkementerian. 
Undang-Undang Nomor 21 Tahun 2007 
tentang Pemberantasan Tindak Pidana 
Perdagangan Orang. Pasal 31: 
(1) Berdasarkan bukti permulaan yang cukup 
penyidik berwenang menyadap telepon 
atau alat komunikasi lain yang diduga 
digunakan untuk mempersiapkan, 
merencanakan, dan melakukan tindak 
pidana perdagangan orang. 
(2) Tindakan penyadapan sebagaimana 
dimaksud pada ayat (1), hanya dilakukan 
atas izin tertulis ketua pengadilan untuk 
jangka waktu paling lama 1 (satu) tahun. 
 Undang-Undang Nomor 17 Tahun 2011 
tentang Intelijen Negara, Pasal 31 Selain 
wewenang sebagaimana dimaksud dalam Pasal 
30 Badan Intelijen Negara memiliki wewenang 
melakukan penyadapan, pemeriksaan aliran 
dana, dan penggalian informasi terhadap 
Sasaran yang terkait dengan: 
a. kegiatan yang mengancam kepentingan 
dan keamanan nasional meliputi ideologi, 
politik, ekonomi, sosial, budaya, 
pertahanan dan keamanan, dan sektor 
kehidupan masyarakat lainnya, termasuk 
pangan, energi, sumber daya alam, dan 
lingkungan hidup; dan/atau 
b. kegiatan terorisme, separatisme, spionase, 
dan sabotase yang mengancam 
keselamatan, keamanan, dan kedaulatan 




nasional, termasuk yang sedang menjalani 
proses hukum. 
 Pasal 32 
(1)  Penyadapan sebagaimana dimaksud 
dalam Pasal 31 dilakukan berdasarkan 
peraturan perundangan-undangan. 
(2)  Penyadapan terhadap Sasaran yang 
mempunyai indikasi sebagaimana 
dimaksud dalam Pasal 31 dilaksanakan 
dengan ketentuan: 
a. untuk penyelenggaraan fungsi 
Intelijen; 
b. atas perintah Kepala Badan Intelijen 
Negara; dan 
c. jangka waktu penyadapan paling 
lama 6 (enam) bulan dan dapat 
diperpanjang sesuai dengan 
kebutuhan. 
(3) Penyadapan terhadap Sasaran yang telah 
mempunyai bukti permulaan yang cukup 
dilakukan dengan penetapan ketua 
pengadilan negeri. 
 Penjelasan Pasal 32 Ayat (1) Yang 
dimaksud dengan “penyadapan” adalah 
kegiatan mendengarkan, merekam, 
membelokkan, mengubah, menghambat, 
dan/atau mencatat transmisi informasi 
elektronik dan/atau dokumen elektronik, baik 
menggunakan jaringan kabel komunikasi 
maupun jaringan nirkabel, seperti pancaran 
elektromagnetik atau radio frekuensi, termasuk 
memeriksa paket, pos, surat-menyurat, dan 
dokumen lain. Yang dimaksud dengan 
“peraturan perundang-undangan” adalah 
Undang-Undang ini. Hasil penyadapan hanya 
digunakan untuk kepentingan Intelijen dan 
tidak untuk dipublikasikan. 
Berkaitan dengan tinakan penyadapan 
yang diatur dalam Undang-Undang Nomor 21 
Tahun 2007 tentang Pemberantasan Tindak 
Pidana Perdagangan Orang, memiliki kesamaan 
dengan ketentuan-ketentuan tindakan 
penyadapan dalam perkara narkotika. Hal ini 
dapat dilihat dalam Undang-Undang Nomor 35 
Tahun 2009 tentang Narkotika. Pasal 75 
menyatakan: Dalam rangka melakukan 
penyidikan, penyidik Badan Narkotika Nasional 
(BNN) berwenang dalm huruf (i) melakukan 
penyadapan yang terkait dengan 
penyalahgunaan dan peredaran gelap 
Narkotika dan Prekursor Narkotika setelah 
terdapat bukti awal yang cukup. 
Undang-Undang Nomor 35 Tahun 2009 
tentang Narkotika. Pasal 75 huruf (i) 
menyatakan: dalam ketentuan ini yang 
dimaksud dengan “penyadapan” adalah 
kegiatan atau serangkaian kegiatan 
penyelidikan dan/atau penyidikan yang 
dilakukan oleh penyidik BNN atau Penyidik 
Kepolisian Negara Republik Indonesia dengan 
cara menggunakan alat-alat elektronik sesuai 
dengan kemajuan teknologi terhadap 
pembicaraan dan/atau pengiriman pesan 
melalui telepon atau alat komunikasi elektronik 
lainnya.8  
Termasuk di dalam penyadapan adalah 
pemantauan elektronik dengan cara antara 
lain: 
a. pemasangan transmitter di ruangan/kamar 
sasaran untuk mendengar/merekam semua 
pembicaraan(bugging); 
b. pemasangan transmitter pada 
mobil/orang/barang yang bisa dilacak 
keberadaanya (bird dog); 
c. intersepsi internet; 
d. cloning pager, pelayan layanan singkat 
(SMS), dan fax;  
e. CCTV (Close Circuit Television); 
f. pelacak lokasi tersangka (direction finder).9 
 Perluasan pengertian penyadapan 
dimaksudkan untuk mengantisipasi 
perkembangan teknologi informasi yang 
digunakan oleh para pelaku tindak pidana 
Narkotika dan tindak pidana Prekursor 
Narkotika dalam mengembangkan jaringannya 
baik nasional maupun internasional karena 
perkembangan teknologi berpotensi 
dimanfaatkan oleh pelaku kriminal yang sangat 
menguntungkan mereka. Untuk melumpuhkan/ 
memberantas jaringan/sindikat Narkotika dan 
Prekursor Narkotika maka sistem 
komunikasi/telekomunikasi mereka harus bisa 
ditembus oleh penyidik, termasuk melacak 
keberadaan jaringan tersebut.10 
 Untuk mencegah dan memberantas 
penyalahgunaan dan peredaran gelap 
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 Penjelasan Undang-Undang Nomor  35 Tahun 2009 
tentang Narkotika. Pasal 75 Huruf (I) 




Narkotika dan Prekursor Narkotika yang modus 
operandinya semakin canggih, dalam Undang-
Undang ini juga diatur mengenai perluasan 
teknik penyidikan penyadapan (wiretapping), 
teknik pembelian terselubung (under cover 
buy), dan teknik penyerahan yang diawasi 
(controlled delevery), serta teknik penyidikan 
lainnya guna melacak dan mengungkap 
penyalahgunaan dan peredaran gelap 
Narkotika dan Prekursor Narkotika.11 
Undang-Undang Undang-Undang Nomor 
11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik, menyebutkan dalam Pasal 31 ayat 
(1): Setiap Orang dengan sengaja dan tanpa hak 
atau melawan hukum melakukan intersepsi 
atau penyadapan atas Informasi Elektronik 
dan/atau Dokumen Elektronik dalam suatu 
Komputer dan/atau Sistem Elektronik tertentu 
milik Orang lain.  
Pasal 31 ayat (2): Setiap Orang dengan 
sengaja dan tanpa hak atau melawan hukum 
melakukan intersepsi atas transmisi Informasi 
Elektronik dan/atau Dokumen Elektronik yang 
tidak bersifat publik dari, ke, dan di dalam 
suatu Komputer dan/atau Sistem Elektronik 
tertentu milik Orang lain, baik yang tidak 
menyebabkan perubahan apa pun maupun 
yang menyebabkan adanya perubahan, 
penghilangan, dan/atau penghentian Informasi 
Elektronik dan/atau Dokumen Elektronik yang 
sedang ditransmisikan. 
Pasal 1 ayat (3) Undang-Undang Nomor 11 
Tahun 2008 tentang Informasi dan Transaksi 
Elektronik, menyebutkan Kecuali intersepsi 
sebagaimana dimaksud pada ayat (1) dan ayat 
(2), intersepsi yang dilakukan dalam rangka 
penegakan hukum atas permintaan kepolisian, 
kejaksaan, dan/atau institusi penegak hukum 
lainnya yang ditetapkan berdasarkan undang-
undang. 
Penjelasan Undang-Undang Nomor 11 
Tahun 2008 tentang Informasi dan Transaksi 
Elektronik. Pasal 31 ayat (1): Yang dimaksud 
dengan “intersepsi atau penyadapan” adalah 
kegiatan untuk mendengarkan, merekam, 
membelokkan, mengubah, menghambat, 
dan/atau mencatat transmisi Informasi 
Elektronik dan/atau Dokumen Elektronik yang 
tidak bersifat publik, baik menggunakan 
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B. HASIL TINDAKAN PENYADAPAN SEBAGAI 
ALAT BUKTI DALAM PERKARA TINDAK 
PIDANA PERDAGANGAN ORANG  
Menurut Undang-Undang Nomor 21 Tahun 
2007 tentang Pemberantasan Tindak Pidana 
Perdagangan Orang, Pasal 29: Alat bukti selain 
sebagaimana ditentukan dalam Undang-
Undang Hukum Acara Pidana, dapat pula 
berupa:  
a. informasi yang diucapkan, dikirimkan, 
diterima, atau disimpan secara elektronik 
dengan alat optik atau yang serupa dengan 
itu; dan 
b. data, rekaman, atau informasi yang dapat 
dilihat, dibaca, dan/atau didengar, yang 
dapat dikeluarkan dengan atau tanpa 
bantuan suatu sarana, baik yang tertuang di 
atas kertas, benda fisik apa pun selain 
kertas, atau yang terekam secara elektronik, 
termasuk tidak terbatas pada: 
1) tulisan, suara, atau gambar;  
2) peta, rancangan, foto, atau sejenisnya; 
atau 
3) huruf, tanda, angka, simbol, atau 
perforasi yang memiliki makna atau 
dapat dipahami oleh orang yang mampu 
membaca atau memahaminya. 
 Penjelasan Pasal 29: Yang dimaksud 
dengan “data, rekaman, atau informasi yang 
dapat dilihat, dibaca, dan/atau didengar, yang 
dapat dikeluarkan dengan atau tanpa bantuan 
suatu sarana, baik yang tertuang di atas kertas, 
benda fisik apa pun selain kertas, atau yang 
terekam secara elektronik” dalam ketentuan ini 
misalnya: data yang tersimpan di komputer, 
telepon, atau peralatan elektronik lainnya, atau 
catatan lainnya seperti: 
a. catatan rekening bank, catatan usaha, 
catatan keuangan, catatan kredit atau utang, 
atau catatan transaksi yang terkait dengan 
seseorang atau korporasi yang diduga 
terlibat di dalam perkara tindak pidana 
perdagangan orang; 
b. catatan pergerakan, perjalanan, atau 
komunikasi oleh seseorang atau organisasi 
yang diduga terlibat di dalam tindak pidana 
menurut Undang-Undang ini; atau 




c. dokumen, pernyataan tersumpah atau bukti-
bukti lainnya yang didapat dari negara asing, 
yang mana Indonesia memiliki kerja sama 
dengan pihak-pihak berwenang negara 
tersebut sesuai dengan ketentuan dalam 
undang-undang yang berkaitan dengan 
bantuan hukum timbal balik dalam masalah 
pidana. 
 Pasal 30: Sebagai salah satu alat bukti 
yang sah, keterangan seorang saksi korban saja 
sudah cukup untuk membuktikan bahwa 
terdakwa bersalah, apabila disertai dengan satu 
alat bukti yang sah lainnya. 
 Pasal 31: 
(1) Berdasarkan bukti permulaan yang cukup 
penyidik berwenang menyadap telepon 
atau alat komunikasi lain yang diduga 
digunakan untuk mempersiapkan, 
merencanakan, dan melakukan tindak 
pidana perdagangan orang. 
(2) Tindakan penyadapan sebagaimana 
dimaksud pada ayat (1), hanya dilakukan 
atas izin tertulis ketua pengadilan untuk 
jangka waktu paling lama 1 (satu) tahun. 
Alat bukti sebagaimana diatur dalam 
ketentuan-ketentuan tersebut ada kesamaan 
dengan alat bukti yang diatur dalam Undang-
Undang Nomor 35 Tahun 2009 tentang 
Narkotika, Pasal 86 ayat (1) menyatakan: 
Penyidik dapat memperoleh alat bukti selain 
sebagaimana dimaksud dalam Undang-Undang 
tentang Hukum Acara Pidana. Ayat (2) Alat 
bukti sebagaimana dimaksud pada ayat (1) 
berupa: 
a. informasi yang diucapkan, dikirimkan, 
diterima, atau disimpan secara elektronik 
dengan alat optik atau yang serupa dengan 
itu; dan 
b. data rekaman atau informasi yang dapat 
dilihat, dibaca, dan/atau didengar, yang 
dapat dikeluarkan dengan atau tanpa 
bantuan suatu sarana baik yang tertuang di 
atas kertas, benda fisik apa pun selain kertas 
maupun yang terekam secara elektronik, 
termasuk tetapi tidak terbatas pada: 
1. tulisan, suara, dan/atau gambar; 
2. peta, rancangan, foto atau sejenisnya; 
atau 
3. huruf, tanda, angka, simbol, sandi, atau 
perforasi yang memiliki makna dapat 
dipahami oleh orang yang mampu 
membaca atau memahaminya. 
UU No. 8 Tahun 1981 (KUHAP) 
mengakui alat bukti yang sah yaitu: 
1. Keterangan saksi; 
2. Keterangan ahli; (bukan keterangan saksi 
ahli, karena sering orang menyebut 




5. Keterangan terdakwa. 
 Hakim dalam memeriksa dan memutus 
perkara memperhatikan dengan sungguh-
sungguh alat bukti yang diajukan ke 
persidangan. Tidak sembarang alat bukti bisa 
diterima hakim kecuali alat bukti yang sah 
menurut hukum.12  
 Pertanyaannya adalah di mana 
kedudukan alat bukti elektronik tersebut di 
KUHAP (UU No. 8 Tahun 1981) Pasal 184 ayat 
(1) UU No. 8 Tahun 1981 (KUHAP) menyatakan 
bahwa alat bukti yang sah sebagaimana yang 
sudah disebutkan sebelumnya di atas. Artinya, 
di luar alat bukti selain yang sudah ditentukan 
tersebut tidak dibenarkan dijadikan sebagai alat 
bukti dalam tahap pembuktian.13  
 Pasal 133 UU No. Tahun 1981 (KUHAP) 
mengatur bahwa hakim tidak boleh 
menjatuhkan pidana kepada seseorang kecuali 
dengan sekurang-kurangnya 2 (dua) alat bukti 
yang sah dan hakim memperoleh keyakinan 
bahwa suatu alat tindak pidana benar-benar 
terjadi ada bahwa terdakwalah yang bersalah 
melakukannya. Pengertiannya adalah bahwa 
alat bukti yang dapat diterima di pengadilan 
terbatas pada alat-alat bukti yang bersifat 
materiil, yaitu alat bukti yang dapat dilihat, 
diraba. Alat bukti elektronik tidak diatur dalam 
UU No. 8 Tahun 1981 (KUHAP).14Artinya dengan 
melihat kondisi pengaturan alat bukti di 
Indonesia, alat bukti elektronik sifatnya masih 
parsial, karena alat bukti elektronik masih 
parsial, maka alat bukti elektronik hanya dapat 
digunakan sebagai bahan pembuktian dalam 
tindak pidana tertentu.15 
                                                          
12




 Ibid, hal. 171 
15
Ibid, hal. 173 




 Perluasan alat bukti sebagaimana 
dalam UU No. 8 Tahun 1981 (KUHAP) terhadap 
data elektronik/digital yang dimamanatkan 
oleh UU No. 11 Tahun 2008 juga belum bisa 
menjawab apakah memang data 
elektronik/digital itu bisa diterima sebagai alat 
bukti yang sah di persidangan dan yang bisa 
disimpulkan adalah bahwa data 
digital/elektronik bukan merupakan sebuah alat 
bukti yang berdiri sendiri, tetapi baru 
merupakan bukti permulaan yang harus 
didukung oleh keterangan ahli yang mengerti 
betul dan memang sudah dalam lingkup tugas 
dan ilmunya ia memberikan keterangan 
tersebut. Ahli berdasarkan analisisnya menurut 
ilmu yang dimilikinya dapat menjamin bahwa 
sistem elektronik yang digunakan untuk 
membuat, meneruskan, mengirim, menerima 
atau menyimpan data/dokumen 
elektronik/digital adalah sesuai dengan 
ketentuan dalam undang-undang.16 
 Ahli juga harus menjamin bahwa 
dokumen elektronik tersebut tetap dalam 
keadaan seperti pada waktu dibuat tanpa ada 
perubahan apa pun ketika diterima oleh pihak 
yang lain, bahwa dokumen tersebut berasal 
dari orang yang membuatnya dan tidak dapat 
diingkari oleh pembuatnya. Artinya tidak begitu 
saja dapat diajukan data elektronik/digital 
sebagai alat bukti karena prinsip keaslian dan 
keautentikan dari data elektroni/digital 
tersebut harus ada yang menjamin. Penegasan 
bahwa data elektronik/digital ini sebagai bukti 
permulaan sangat tegas disebutkan dalam Pasal 
44 ayat (2) UU No. 30 Tahun 2002 tentang 
Komisi Pemberantasan Korupsi yang berbunyi: 
“Bukti permulaan yang cukup dianggap telah 
ada apabila telah ditemukan sekurang-
kurangnya 2 (dua) alat bukti, termasuk dan 
tidak terbatas pada informasi atau data yang 
diucapkan, dikirim, diterima atau disimpan baik 
secara biasa maupun elektronik atau optik.17 
 Ternyata KUHAP mengatur sistem 
pembuktian berdasarkan undang-undang 
secara negatif (negatief wettelijke). Dasar dari 
pendapat ini adalah pasal 183 KUHAP, yang 
menyatakan: Hakim tidak boleh menjatuhkan 
pidana kepada seseorang kecuali apabila 
dengan sekurang-kurangnya dua alat bukti yang 
                                                          
16
Ibid, hal. 179. 
17
 Ibid, hal. 180. 
sah ia memperoleh keyakinan bahwa suatu 
tidak pidana benar-benar terjadi dan bahwa 
terdakwalah yang bersalah melakukan. 18 
Hukum pembuktian merupakan seperangkat 
kaidah hukum yang mengatur tentang 
pembuktian, yakni segala proses, dengan 
menggunakan alat-alat bukti yang sah, dan 
dilakukan tindakan-tindakan dengan prosedur 
khusus guna mengetahu fakta-fakta yuridis di 
persidangan, sistem yang dianut dalam 
pembuktian, syarat-syarat dan tata cara 
mengajukan bukti tersebut serta kewenangan 
hakim untuk menerima, menolak, dan menilai 
suatu pembuktian.19 
 Pembuktian merupakan masalah yang 
memegang peranan dalam proses pemeriksaan 
sidang pengadilan. Melalui pembuktian 
ditentukan nasib terdakwa. Apabila hasil 
pembuktian dengan alat-alat bukti yang 
ditentukan dengan undang-undang tidak cukup 
membuktikan kesalahan yang di dakwakan 
kepada terdakwa, terdakwa dibebaskan dari 
hukuman sesuai Pasal 191 ayat (1) KUHAP yang 
berbunyi: “jika pengadilan berpendapat bahwa 
dari hasil pemeriksaan di sidang kesalahan 
terdakwa atas perbuatannya yang didakwakan 
kepadanya tidak terbukti secara sah dan 
menyakinkan, maka terdakwa diputus bebas”.20   
 Sebaliknya, kalau kesalahan terdakwa 
dapat dibuktikan dengan alat-alat bukti yang 
disebut dalam Pasal 184, terdakwa dinyatakan 
bersalah. Kepadanya akan dijatuhkan hukuman, 
yang sesuai dengan Pasal 193 ayat (1) KUHAP 
yang berbunyi:jika pengadilan berpendapat 
bahwa terdakwa bermasah melakukan tindak 
pidana yang didakwakan kepadanya, maka 
pengadilan menjatuhkan pidana. Oleh kerena 
itu, hakim harus hati-hati, cermat, dan matang 
menilai serta mempertimbangkan nilai 
pembuktian. Meneliti sampai dimana batas 
minimum kekuatan pembuktian atau bewijs 
kracht dari setiap alat bukti yang disebut dalam 
Pasal 184 KUHAP.21  
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 Pemanfaatan Teknologi Informasi, 
media, dan komunikasi telah mengubah baik 
perilaku masyarakat maupun peradaban 
manusia secara global. Perkembangan 
teknologi informasi dan komunikasi telah pula 
menyebabkan hubungan dunia menjadi tanpa 
batas (borderless) dan menyebabkan 
perubahan sosial, ekonomi, dan budaya secara 
signifikan berlangsung demikian cepat. 
Teknologi Informasi saat ini menjadi pedang 
bermata dua karena selain memberikan 
kontribusi bagi peningkatan kesejahteraan, 
kemajuan, dan peradaban manusia, sekaligus 
menjadi sarana efektif perbuatan melawan 
hukum.22 
 Saat ini telah lahir suatu rezim hukum 
baru yang dikenal dengan hukum siber atau 
hukum telematika. Hukum siber atau cyber law, 
secara internasional digunakan untuk istilah 
hukum yang terkait dengan pemanfaatan 
teknologi informasi dan komunikasi. Demikian 
pula, hukum telematika yang merupakan 
perwujudan dari konvergensi hukum 
telekomunikasi, hukum media, dan hukum 
informatika. Istilah lain yang juga digunakan 
adalah hukum teknologi informasi (law of 
information technology), hukum dunia maya 
(virtual world law), dan hukum mayantara. 
Istilah-istilah tersebut lahir mengingat kegiatan 
yang dilakukan melalui jaringan sistem 
komputer dan sistem komunikasi baik dalam 
lingkup lokal maupun global (Internet) dengan 
memanfaatkan teknologi informasi berbasis 
sistem komputer yang merupakan sistem 




1. Tindakan penyadapan alat komunikasi oleh 
penyidik dalam perkara tindak pidana 
perdagangan orang menurut Undang-
Undang Nomor 21 Tahun 2007 tentang 
Pemberantasan Tindak Pidana Perdagangan 
Orang dapat dilakukan berdasarkan adanya 
bukti permulaan yang cukup sehingga 
penyidik berwenang menyadap telepon 
atau alat komunikasi lain yang diduga 
digunakan untuk mempersiapkan, 
merencanakan, dan melakukan tindak 





pidana perdagangan orang. Tindakan 
penyadapan hanya dapat dilakukan atas 
izin tertulis ketua pengadilan untuk jangka 
waktu paling lama 1 (satu) tahun. Dengan 
cara menggunakan alat-alat elektronik 
untuk menyadap pembicaraan dan/atau 
pengiriman pesan melalui telepon atau alat 
komunikasi elektronik lainnya ini sangat 
efektif, karena penyidik dapat memperoleh 
informasi melalui sistem komunikasi/ 
telekomunikasi yang digunakan oleh pelaku 
dan jaringan kelompok yang terlibat 
langsung dalam tindak pidana perdagangan 
orang.  
2. Alat bukti dalam pemeriksaan perkara 
tindak pidana perdagangan orang menurut 
Undang-Undang Nomor 21 Tahun 2007 
tentang Pemberantasan Tindak Pidana 
Perdagangan Orang sebagaimana 
ditentukan dalam Undang-Undang Nomor 8 
Tahun 1981 tentang Hukum Acara Pidana, 
yaitu dapat pula berupa hasil tindakan 
penyadapan terhadap informasi yang 
diucapkan, dikirimkan, diterima, atau 
disimpan secara elektronik dengan alat 
optik atau yang serupa dengan itu; dan 
data lainnya sebagaimana diatur dalam 
Undang-Undang Nomor 21 Tahun 2007 




1. Tindakan penyadapan dalam penyelidikan 
dan penyidikan tindak pidana perdagangan 
orang perlu dilakukan apabila telah ada 
bukti permulaan yang cukup dan hanya 
dilakukan untuk kepentingan untuk 
mengungkapkan perkara tindak pidana 
perdagangan. Tata cara penyadapan harus 
dilakukan sesuai dengan ketentuan 
peraturan perundang-undangan yang 
berlaku berdasarkan izin tertulis ketua 
pengadilan dengan jangka waktu tertentu 
dan agar tidak disalahgunakan. 
2. Alat bukti hasil tindakan penyadapan yang 
digunakan untuk kepentingan penyelidikan 
dan penyidikan tindak pidana perdagangan 
orang perlu dengan cermat dan teliti 
diperiksa pada sidang pengadilan. Oleh 
karena itu sangat diperlukan bantuan para 
ahli teknologi komunikasi untuk membantu 




para hakim dalam membuat putusan yang 
benar dan adil terhadap terdakwa dapat 
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