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Конкурентный успех сопровождается не только выпуском инновационного продукта, но созда-
нием инновационной бизнес–ориентации организации.  Компании, которые не внедряют иннова-
ции, в итоге прекращают свое существование. Если они своевременно не воспримут сигналы 
окружающей среды и немедленно не перестроят свою деятельность в соответствии с ними, то это 
угрожает потерей конкурентоспособности.  
Сегодня организациям следует учитывать новое измерение конкуренции – соревнование во 
времени. Это значит, что бизнес–ориентация организации должна быть гибкой к изменениям 
окружающей ее среды. Исследование внешних факторов, восприятие сигналов из внешней среды 
является задачей стратегического управления организации. Оно должно включать непрерывный 
анализ окружающей среды, так как способно к формулировке соответствующих решений, когда 
влияния извне затрагивают целую организацию. Часто крупные организации не выживают именно 
из–за отсутствия предвидения на длительные периоды времени. Однако если организация может 
адаптироваться к влияниям внешней среды в текущие периоды, то она сможет быть гибкой и при-
способленной к изменениям и влияниям длительного характера. Чтобы рассчитывать на долго-
срочное выживание, организации должны проявлять стратегическую гибкость. 
Таким организациям, стремящимся к стратегической гибкости, необходимы методы обнаруже-
ния и интерпретирования изменений в окружающей среде, так как информация об изменении – 
предпосылка к успешным дальнейшим действиям. Корпоративный форсайт и есть механизм, ко-
торый сможет помочь достигнуть поставленной цели. 
Инновационная перестройка бизнес–модели организации состоит в том, что компания должна 
выстроить инновационную систему с возможностью непрерывно создавать новые продукты, из-
менять внутренние процессы и развивать новые рынки, чтобы обеспечить долгосрочную конку-
рентоспособность. Особое значение корпоративный форсайт придает радикальным инновациям в 
бизнес–ориентации и технологическим изменениям [2, с. 107]. 
Эти факторы обеспечивают понимание того, что коренные изменения происходят или могут 
произойти в ближайшем будущем или долгосрочной перспективе. Корпоративный форсайт – ме-
ханизм, который позволит компаниям получить прибыль от коренных изменений с помощью 
адаптации к ним. Действия форсайта должны быть структурированным коммуникационным про-
цессом, сосредотачивающимся на выявлении слабых сигналов изменений, а также исследовании 
среды организации. Эти процессы должны, в свою очередь, вызвать оценку будущего и текущих 
событий, которые могут оказать влияние на будущее. В результате формируется научная картина, 
которая служит своеобразным сценарием, подсознательным гидом для восприятия сигналов бу-
дущих влияний и принятия соответствующих решений. 
Важно создать методологическую основу и закрепить профессиональные стандарты корпора-
тивного форсайта в организации, развить сотрудничество в данном направлении с существующи-
ми партнерами с целью создания эффективной цепочки инновационных процессов. Методологии 
корпоративного форсайта должны использоваться в процессе формирования инновационной биз-
нес–модели организации с целью развития стратегической гибкости и повышения конкурентоспо-
собности компании.  
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Развитие в современном обществе информационно–коммуникационных технологий актуализи-
руют информационную безопасность в обществе. Исследуя вопросы, связанные с информацион-
ной безопасностью важно акцентировать внимание на следующих моментах: во–первых, необхо-
димо обратить особое внимание на молодежную политику и способность политической элиты 
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оказывать регулирующее воздействие на информационное пространство, т.е. актуализировать ос-
новные тенденции развития науки, образования и культуры.  
Во–вторых, важно изучить активность средств массовой информации, которые сегодня детер-
минируют межличностные и групповые взаимодействия, что усиливает интенсивность примене-
ния технологий манипулирования. «В этой связи, учитывая пересмотр приоритетов и акцентов в 
интерпретации проблемы безопасности и перенос их интересов государства на интересы самого 
человека, становится актуальной разработка проблем информационной безопасности личности и, 
в частности, информационной безопасности личности в контексте влияния информатизации на 
политические отношения и политический процесс» [1, с. 64]. Следовательно, необходимо осу-
ществлять эффективное регулирование информационной безопасности, что представляет собой: 1) 
системное воздействие власти и социальных институтов через средства массовой информации на 
человека и общество; 2) результат определенного воздействия, уточненного прогнозированием 
целеполагания, результативность реализации безопасности; 3) обязательный контроль информа-
ционного пространства, что предполагает профессиональный подбор специалистов, способных 
решить поставленные задачи.  
В современном социуме коренным образом должна быть пересмотрена совокупность объектов 
государственного воздействия, особенно в сфере безопасности. Можно предположить, что меха-
низм, регулирующий информационную безопасность должен представлять собой целенаправлен-
ный, комплексный процесс воздействия на преодоление деструктивных тенденций и развитие  по-
зитивных коммуникационных технологий. Воздействие средств массовой информации на челове-
ка, т.е. субъективную реальность, иногда провоцирующую деструктивные тенденции, проявляю-
щиеся в различных социальных процессах, относящихся «к социальным субъектам различных 
уровней общности, масштаба, системно–структурной и функциональной организации» [2, с. 65].  
Информационная безопасность зависит от того, насколько качественно осуществлен средства-
ми массовой информации прогноз и констатация фактов, как и насколько эффективно использу-
ются интернет технологии. «В научных исследованиях убедительно показано, что на безопасность 
личности, в т.ч. и информационную, оказывают влияние политические, социально–экономические 
и духовные факторы» [3, с. 12]. Следовательно, смыслообразующим в современном обществе ста-
новиться «одухотворенное бытие», влияющее на материальные потребности и общественные от-
ношения. Это может и должно стать в ближайшей перспективе ценностным императивом для че-
ловека и общества. Создание информационных потоков, электронных искусственных систем и 
социальных сетей привело сегодня к неадекватному восприятию человеком реальности, чаще все-
го, к обезличиванию, рационализации общественных отношений, особенно среди студенческой 
молодежи, к превосходству материальных потребностей над духовными. Эффективное регулиро-
вание должно быть направлено не только на предотвращение угроз, но и на осуществление ком-
плекса мер по укреплению прав, свобод личности, материальных и духовных ценностей, сувере-
нитета, территориальной целостности государства.  
Регулирование информационной безопасности современного общества необходимо рассматри-
вать как: актуализацию духовных факторов и созидательную деятельность властных структур; по-
вышение внимания со стороны властей, как к материальным, так и к духовным потребностям че-
ловека; признание уникальности личности. В таком случае, достаточно перспективным является 
внедрение в общественное сознание ценностей безопасности, так как обязательно должна домини-
ровать консолидирующая идея развития социального пространства. Регулирование, как и в боль-
шинстве государств мира, все в большей степени будет принимать информационно–сетевой харак-
тер. За основу деятельности властных структур, вмешательства государства может быть принята 
стратегия развития информационного общества, что объективно связано с национальной безопас-
ностью и духовностью. Проиллюстрирую еще один вариант организации регулирования информа-
ционной безопасности личности, что проявляется в совместной работе общественных и государ-
ственных органов, социальных институтов и молодежных организаций со СМИ.  
В формирующейся системе воздействия существуют и развиваются институты по связям с об-
щественностью, которые могут и должны играть более значительную роль, а борьба за обществен-
ное мнение в молодежной среде объективно является определяющей частью эффективного регу-
лирования. Для государственных органов, институтов, занимающихся регулированием информа-
ционной безопасности личности, должны быть созданы особые условия для работы в информаци-
онном пространстве. Действенность существующего политико–правового механизма тем выше, 
чем выше заинтересованность власти в осуществлении национальных проектов, реализации, по-
ставленных задач по обеспечению информационной безопасности личности. Мотивационная тео-
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рия, реализуемая в механизме обеспечения национальной безопасности, предполагает, что обяза-
тельно необходимо учитывать духовные потребности человека, постепенно повышая планку ви-
део– и аудио–продукции. Духовные факторы, таким образом, являются неотъемлемой частью об-
щественного бытия,  так как оказывают непосредственное влияние на образ мышления, поведение 
личности и, как следствие, сферу безопасности. Сегодня нельзя не учитывать тот факт, что также 
существующий ценностный императив деятельности властных структур влияет на информацион-
ную безопасность, так как зависит от того, какова аксиологическая ориентация средств массовой 
информации, каковы ценности в молодежной среде; насколько учитываются потребности молодо-
го поколения и как они сочетаются с национальными интересами; как активно функционирует ме-
ханизм адаптации, координации в действиях властных структур и в процессе реализации моло-
дежной политики. 
Резюмируя, кратко поясню, что духовные факторы влияют на регулирующее воздействие и это 
соответствует интересам национальной безопасности при условии предпочтения социально зна-
чимых приоритетов, ценностей, установок для властных структур. Видимо, методологические ос-
новы регулирования информационной безопасности не могут ограничиваться только экономиче-
скими, социальными, политическими, военно–аналитическими методами, но и активно должны 
использоваться индивидуально–психологические, социально–политические методы, позволяющие 
синтезировать разноплановые взаимосвязи со средствами массовой информации, осуществляю-
щие позитивное и кооперативно–интегрированное взаимодействие социальных институтов и вла-
сти.  
В научной полемике относительно целей и методов реализации информационной безопасности 
человека и общества диапазон мнений очень широк, но главная идея заключается в том, что осно-
вополагающим элементом являются ценности культуры, истории, национальные традиции, мента-
литет, социокультурное взаимодействие и взаимопонимание поколений в процессе социализации. 
Вмешательство государства в сферу безопасности необходимо рассматривать с учетом основных 
тенденций развития общества и в контексте функционирования коммуникационных технологий. 
Именно поэтому особенно востребованными становятся ценности безопасности, аксиологическое 
изменение роли науки, культуры, образования, воспитания, воздействие средств массовой инфор-
мации и интернет–технологий на человека и общество.  
В итоге, основополагающие принципы регулирования относятся и к социально–экономическим 
системам, военно–политическим, культурно–историческим, представляя тем самым онтологиче-
ские, гносеологические и аксиологические основы для адаптации обновленных системных образо-
ваний, выработки механизмов вмешательства государства в сферу безопасности. 
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Инициируемые современной властью демократические преобразования в различных 
государствах могут стать сегодня не очень заметными и продуктивными по причине 
многовекторного общественного развития. «Относительно простая двухполюсная картина 
холодной войны уступает место намного более сложным отношениям в многополюсном, 
полицивилизационном мире» [1, с. 393]. Общественные отношения в современном обществе, 
отражают всю палитру перевоплощений политической элиты, хаотичное движение 
«радиоактивного электората», фиксируют противоречивые тенденции развития демократии, 
характеризуя сложные процессы вмешательства государства в сферу безопасности. Напомню, что 
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