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SOUASNÝ STAV PROBLEMATIKY
In²titút nomadických VoIP £ísel vznikol ako snaha lokálnych regulárotov leg-
islatívne podchytit skuto£nos´, ºe VoIP oprátor môºe poskytova´ prístup k
telefónnej sluºbe okrem iného aj skrze verejný Internet. To v²ak automaticky
znamená, neschopnos´ operátora geograﬁcky stopova´ ú£astníka. Na túto sku-
to£nos´ existujúce pojatie telefónnych sietí nie je zvyknuté a nie je na ¬u pripravená
ani legislatíva. Napríklad v R pod©a posledného zákona z roku 2012 musí
by´ u v²etkých verejných £ísel povinne zaistené správne smerovanie ties¬ových
hovorov pod©a geograﬁckej príslu²nosti £ísla. U nomadických liniek je táto pod-
mienka za sú£asného stavu technicky nerie²ite©ná. Operátor u nomadického £ísla
nemá ºiadne páky, aby spo©ahlivo zistil polohu ú£astníka a teda ani príslu²nú
lokálnu centrálu ties¬ovej linky, kam by mal prípadný ties¬ový hovor prepoji´.
Samozrejme operátori sa nechú pripravi´ o moºnos´ poskytova´ VoIP sluºby
ú£asníkom z verejného Internetu a tak zavádzajú napríklad zmluvné pojmy ako
je adresa obvyklá, ktorú nechajú ú£asníka pre dané £íslo staticky vyplni´ a
smerujú ties¬ové hovory aspo¬ pod©a nej.
Ak sa nechceme vzda´ práva ú£astníkov na prístup k telefónnej sluºbe z vere-
jného Internetu a zárove¬ sa nechceme vzda´ ani my²lienky, ºe telefónna sie´
musí nutne ma´ informáciu o tom, kde sa jej ú£astník práve nachádza, musíme
prija´ vhodné technické opatrenia. Nomadické £isla je potrebné vytrhnú´ z blud-
ného kruhu, kedy regulátor hovorí Musíte!, operátori hovria Nedokáºeme!,
lokálneho IP poskytovate©a to nezaujíma a uºívatelia to pre istotu rad²ej nepouºí-
vajú, lebo  to má divnú predvolbu!.
Samozrejme jediným subjektom, ktorý naozaj má technické páky na zis´o-
vanie aktuálnej geograﬁckej polohy nomadického ú£astníka, je lokálny poskyto-
vate© IP pripojenia. Tento v²ak v sú£asnom modeli nemá nikde ²ancu do pro-
cesu signalizácie vstupova´. Pritom by pre ná²ho ú£astníka mohol toho urobi´
ove©a viac, neº len psokytnú´ jeho hovorom vierohodnú geoloka£nú informáciu.
Práca si kladie za cial poskytnú´ koncept národnej nomadickej siete ktorý by
bol schopný vy²²ie uvedené problémy rie²i´.
CÍLE DISERTANÍ PRÁCE
Cie©om práce je navrhnú´ koncept pre národnú nomadickú VoIP sie´, ktorej
nosným signaliza£ným protokolom je protokol SIP. Koncept si kladie za cie©
vyrie²i´ najpál£ivej²ie problémy vyplývajúce z nutnosti vzájomného oddelenia
subjektov poskytujúcich koncovému ú£astníkovi prístup k internetu, od sub-
jektov poskytujúcich vlastné VoIP sluºby. Cie©om je deﬁnova´ prvky siete, ich
vlastnosti, metodiky fungovania, signaliz£né procedúry a v neposlednej rade aj
zodpovednos´ participujúcich subjektov za konkrétne prvky siete.
METODY ZPRACOVÁNÍ
Jedná sa o teoretický návrh konceptu siete s popisom jej entít ich vzájomých
vz´ahov a signaliza£ných procedúr. Schéma siete s jej stavebnými prvkami je na
obrázku1 Základné vlastnosti siete sú nasledovné:
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• Orientácia na signalizáciu - sie´ je orientovaná na signaliz£nú rovinu
Control plane, oddeluje uºívate©skú rovinuUser Plane od kontorolnej a
sústredí sa výhradne na smerovanie, prenos a zpracovanie signaliza£ných
informácií (správ protokolu SIP).
• Uºívate©ská informácia je prená²aná mimo signaliza£nej £asti si-
ete. Na prenos uºívate©ských informácií (RTP paketov) koncept navrhuje
pouºi´ prevaºne beºnú verejnú IP sie´ a to predov²etkým na úrovni prís-
tupu k bráne operátora (Operator SBC). Zabezpe£enie QOS medzi uºí-
vate©ským terminálom a operátorovou bránou MGW/SBC je zálaºitos´ou
lokálneho poskytovate©a IP pripojenia. Koncept poskytuje jednoduchý
nástroj na u©ah£enie zabezpe£enia QOS v lokálnej prístupovej IP sieti.
• Základnou úlohou siete a hlavnou motiváciou celého konceptu je poskyt-
nú´ rozhranie pre vzájomnú interakciu dvoch subjektov, ktoré najviac ov-
plyv¬ujú koncovú kvalitu VoIP sluºieb teda IAP a VSP. Koncpet posky-
tuje signaliza£né spojenie medzi koncovým ú£asntíkom UT(User
terminal) a jeho poskytovate©om VoIP sluºieb (VSP) tak, aby do
jejich vzájomnej interakcie vhodne zasahoval aj IAP.
• Základným signaliza£ným protokolom je protokol SIP pod©a RFC-
3261, v£etne prípadných roz²írení tam kde je to nevyhnutné. Koncept sa
snaºí pouºíva´ pod©a moºností £o naj²tandardne²ie vlastnosti protokolu
SIP. Tam kde je to pre fungovanie siete nevyhnutné, sú vyuºité niektoré
pokro£ilé vlastnosti deﬁnované v roz²irujúcich RFC.
Obrázek 1: Nomadická signaliza£ná sie´
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Do procesu budovania a pouºívania VoIP nárdonej siete vstupuje celý rad sub-
jektov ich pohnútky, motivácie, nároky a povinnosti sú rôzne £asto protich-
doné. Koncept by mal unoº¬ova´ bezproblémovú vzájomnú kooperáciu v²etkých
zú£astnených a uspokojenie najdôleºitej²ích ich nárokov.
• Koncový ú£astník, (End User) je zákazník VoIP operátora, jedná sa o
verejnos´ vyuºívajúcu sluºby poskytované VoIP operátormi. Ú£astník zm-
luvou s operátorom záskava nárdoné telefónne £íslo, ktoré vyuºíva za
ú£elom odchozích a príchozích hlasových hovorov a s tým súvisiacich do-
plnkových sluºieb, v£etne sluºby ties¬ových volaní. íslo môºe by´ no-
madické, alebo geograﬁcké, Hlavné záujmy koncového ú£astníka sú samozre-
jme jednoduchos´ pouºitia, koncová cena, bezpe£nos´ a uspokojivá úrove¬
QOS.
• VoIP operátori, v anglickej literatúre sú tieto subjekty ozna£ované ako
VSP Voice Service Provider. Jedná sa o poskytovate©ov hlasových
VoIP sluºieb. Operátor má zmluvný vz´ah s koncovým ú£astníkom, ktorému
sa (vä£²inou za úplatu) zaväzuje poskytova´ prístup k medzinárodnej tele-
fónnej sieti s vyuºitím nosných technológií na báze IP. Operátor disponuje
rozsahmi národných, pevných(nomadických aj geograﬁckých, prípadne aj
mobilných) telefónnych £ísel pod©a ITU-T E.164. ísla dostáva operátor
pridelené lokálnym regulátorom na základe vlastníctva príslu²nej licencie1.
ísla operátor prideluje koncovým staniciam ú£astníkov a zais´uje správne
smerovanie odchozích/príchozích hovorov, obsluhu doplnkových sluºieb,
IN sluºieb, sluºieb súvisiacich so zabezpe£ením legálnego odposluchu, ties¬ových
volaní, at¤. Hlavným záujmom operátora je samozrejme komer£ný zisk.
Povinnos´ou operátora je poskytova´ svoje sluºby re²pektujúc nariadenia
lokálneho regulátora.
• Poskytovate© IP prístupu, v anglickej literatúre ozna£ovaný ako IAP
Internet Access Provider alebo ISP Internet Service Provider.
Jedná sa o subjekt, ktorý poskytuje koncovému uºívate©ovi prístup k
sluºbám siete Internet. Motivácia IAP je v drvivej vä£²ine prípadov tieº
komer£ný zisk. IAP v²ak nemusí ma´ priamy zmluvný vz´ah s koncovým
ú£astníkom, vä£²inou nemá priamy vz´ah k uºívate©ovmu VoIP operá-
torovi (VSP). Kvalita prístupovej IP siete je kaºdopádne najvýznamne-
j²ím faktorom ovplyv¬ujúcim výslednú kvalitu VoIP sluºieb. Významnou
vlstnos´ou IAP je, ºe spomedzi v²etkých subjektov, má nejlap²ie tech-
nické moºnosti na dodávanie dôveryhodných lokaliza£ných informácií o
koncovom termináli ú£astníka.
• Subjekt spravjúci systém ties¬ových volaní, v anglickej literatúre
ozna£ovaný ako PSAP Public Safety Answering Point jedná sa
o národnú sie´ bodov schopných prijíma´ a obsluhova´ ties¬nové volania.
Pravidlá smerovania ties¬ových volaní ur£uje lokálny regulátor. Prevádzka
systémov ties¬ových volaní nebýva vä£²inou motivovaná komer£ným záu-
jmom, ide o verejný záujem a preto sú tieto siete vä£²inou ﬁnancované
z verejných rozpo£tov. Siete ties¬ových volaní bývajú tvorené skupinou
geograﬁcky distribuovaných uzlov, schopných prijíma´ ties¬ové volania a
1V R sa jedná Telekomunika£nú licenciu, ktorú udeluje TU
v
adekvátnym spôsobom ich odbavova´. Z telefónneho h©adiska sa v prí-
pade ties¬ového volania jedná o klasickú IN sluºbu UANUniversal Access
Number  Za smerovanie ties¬ových volaní je pod©a sú£asnej legislatívy
zodpovený VoIP operátor (VSP). Tento je ale v prípade nomadických
ú£astníkov v silnej nevýhode pokia© ide o ur£ovanie ich geograﬁckej pol-
ogy. Navrhovaný koncept sa preto snaºí prenies´ túto zodpovednos´ blyº²ie
k ú£astníkovi.
• Lokálny regulátor, je ²tátny úrad pre reguláciu telekomunika£ného trhu
a stanovovanie podmienok pre vykonávanie podnikate©skej £innosti v oblasti
elektronockých komunikácií. Tento subjekt okrem iného prideluje operá-
torom rozsahy národných telefónnych £ísel. Koncept navrhuje aby práve
lokálny regulátor (alebo ním poverený subjekt) bol správcom národnej
nomadickej signaliza£nej siete.
Princípy smerovania, adresovanie a základné procedúry
Metodika smerovania signaliza£ných správ v navrhovanej sieti sa £itate©ovi sama
od seba hodne ozrejmí, ke¤ zdôrazníme fakt, ºe v sieti vlastne nedochádza k
ºiadnemu skuto£nému smerovaniu hovorov ako takému. Smerovanie hovorov na
základe zdrojových a cie©ových £ísel je aj na¤alej výhradne záleºitos´ou VoIP
operátora a jeho vnútornej siete. Jedinou úlohou navrhovanej nomadickej siete ja
signaliz£ne spája´ koncový SIP terminál nomadického ú£astníka so SIP serverom
jeho VoIP poskytovate©a. Smerovanie v sieti sa potom náhle zjednodu²uje na
dve prosté úlohy:
1. Smerova´ SIP ºiadosti koncového UA k jeho VoIP poskytovate©ovi.
• jednozna£nou adresou cie©a je potom doménové meno bránového servera
poskytovate©a, napríklad home1.net toto meno sa dá priamo preloºi´
na príslu²nú IP adresu pomocou DNS dotazu. Celá sie´ je neverejná
spravovaná jedným konkrétnym subjektom(regulátorom) a adresy sú
v tejto sieti pridelované kompletne staticky.
• adresa bránového serveru poskytovate©a je staticky nakonﬁgurovaná
v terminále ú£astníka a s jeho pohybom po sieti sa nemení
2. Smerova´ ºiadosti od bránového serveru poskytovate©a k no-
madickým ú£astníkom tam, odkia© sa práve zaregistrovali.
• Na rie²enie tejto úlohy je pouºité ²tandardné SIP roz²írenie Path
pod©a RFC-3327
• Zjednodi²ene moºno princíp Path popísa´ tak, ºe pri registrácii sa
aktuálny AS pod ktorého pôsobnos´ sa nomadický ú£astník práve za-
túlal podpí²e do signalizácie a domovský registrar server ú£astníka
potom smeruje v²etky ºiadosti ur£ené ú£astníkovi na adresu z tohoto
podpisu. Koncvé doru£enie potom zabezpe£í samotný AS.
Zjednodu²ene moºno vyhlási´, ºe tam, kde doteraz bol bránový server (SBC)
VoIP operátora vystr£ený do verejného ineterneu, aby zbieral SIP registrá-
cie od nomadických uºívate©ov (túlajúcich sa po celom verejnom internete),
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je toto prakticky dos´ problematické rozhranie novo nahradené práve navrho-
vanou signaliza£nou sie´ou, ktorá umoºnuje bránový server operátora schova´
do neverejnej siete a registrácie nomadických ú£astníkov zbiera´ soﬁstikovane-
j²ím spôsobom. Zdôraznime ºe navrhovaná sie´ sa zaoberá výhradne signalizá-
ciou. Prenos uºívate©skej informácie zostáva na¤alej záleºitos´ou verejnej IP
siete. Aj v oblasti prenosu RTP poskytuje navrhovaný koncept isté zlep²enia.
Roz²írenia protokolu SIP Okrem konceptu nomadickej VoIP siete sú v
práci navrhnuté tri roz²írenia protokolu SIP:
• Podpora transparentného prenosu RTP paketov pomocou RTP proxy:
Zmyslom roz²írenia je, aby odosielate© SDP ponuky mohol vymenova´
deskriptory zamý²©aného média oklie²tené o poloºky, ktoré transparentné
RTP proxy nemusia zaujíma´. Skuto£ný popis média potom môºe by´
zabezpe£ený spôsobom akým koncové UA uznajú za vhodné, ak pritom
vezmú v úvahy modiﬁkácie IP adries a portov vykonané entitou ovláda-
júcou RTP proxy. Správne priradenie poloºiek transparent k tým sku-
to£ným, zaistí samotné poradie ich zápisu. Príklad takto ²truktúrovanej
správy následuje:
INVITE sip:bob@biloxi.com SIP /2.0
Via: SIP /2.0/ UDP pc33.atlanta.com;branch=z9hG4bKnashds8
To: Bob <sip:bob@biloxi.com >
From: Anonymous <sip:anonymous@atlanta.com >;tag =1928301774
Call -ID: a84b4c76e66710
CSeq: 314159 INVITE
Max -Forwards: 70
Date: Thu , 21 Feb 2002 13:02:03 GMT
Contact: <sip:pc33.atlanta.com >
Content -Type: multipart/signed; protocol =" application/pkcs7 -signature "; micalg=sha1; boundary=boundary42
Content -Transfer -Encoding: base64
Content -Disposition: attachment; filename=smime.p7m; handling=required
Content -Length: XYZ
******************** Za£iatok transparentného SDP ***********************
--boundary42
Content -Type: application/sdp
c=IN IP4 pc33.atlanta.com
m=transparent 3456
******************** Za²ifrovaná správa SIP ...**************************
******************** ... v£etne k©ú£ov pre SRTP **************************
--boundary42
Content -Type: message/sip
INVITE sip:bob@biloxi.com SIP /2.0
Via: SIP /2.0/ UDP pc33.atlanta.com;branch=z9hG4bKnashds8
To: Bob <bob@biloxi.com >
From: Alice <alice@atlanta.com >;tag =1928301774
Call -ID: a84b4c76e66710
CSeq: 314159 INVITE
Max -Forwards: 70
Date: Thu , 21 Feb 2002 13:02:03 GMT
Contact: <sip:alice@pc33.atlanta.com >
Content -Type: application/sdp
v=0
o=alice 53655765 2353687637 IN IP4 pc33.atlanta.com
s=Session SDP
t=0 0
c=IN IP4 pc33.atlanta.com
a=key -mgnt:mikey HRoYXQgYnkgYSBw ...
a=key -mgnt:hypokmp mR1ZmF0aWdhYmxl ...
m=audio 3456 RTP/AVP 0 1 3 99
a=rtpmap :0 PCMU /8000
• Overenie kontinuity prenosu RTP paketov - RTP continuity check (RTP-
COT)
 Roz²írenie navrhuje vznik novej signaliza£nej procedúry s názvom
COT. V prostredí reálnych VoIP sietí na báze protokolu SIP nezriedka
nastáva situácia, ke¤ parametre RTP relácie(RTP session) dohodnuté
pomocou protokolu SDP, neodráºajú skuto£né podmienky a moºnosti
IP siete. Výmenu RTP paketov medzi koncovými bodmi potom nie
je moºné realizova´ a to napriek predchádzajúcej ú²pe²nej SIP/SDP
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signaliza£nej výmene2. Takáto situácia sa naj£astej²ie v praxi prejaví
tak, ºe SIP telefón volaného zazvoní, tento hovor príjme, ale ú£ast-
níci sa navzájom nepo£ujú(prípadne po£ujú iba jedným smerom).
Z h©adisla SIP signalizácie v²ak hovor prebieha ¤alej, pri£om môºe
by´(a £asto býva) tariﬁkovaný. Samozrejme ²koda nebýva ve©ká,
nako©ko takýto hovor pravdepodobne ve©mi skoro ukon£ia sami ú£ast-
níci(poloºia). Aj tak je ale nepríjemné, ºe v SIP signalizácii za sú£as-
ných podmienok nemoºno rozozna´ korektný krátky hovor(napríklad
omyl) od vy²²ie uvedeného neºiadúceho scénára.
Navrhované roz²írenie nie je prvým pokusom o vysporiadanie sa s týmto
problémom. V²eobecný model, ktorý SIP pre tieto prípady navrhuje je
systém takzvaných predpokladov Preconditions. Zjednodu²ene ide o to,
ºe UA vystupujúci ako SDP navrhovate© (SDP oﬀerer) uvedie do svojej
SDP ponuky (SDP oﬀer) zoznam podmienok, ktorých naplnenie vyºaduje
predtým, neº sa má multimediálna relácia uskuto£ni´. V SDP odpovedi
podobný zoznam uvedie aj príjemca a aº sa podmienky na oboch stranách
podarí naplni´, vzájomne sa o tom obidve strany informujú SIP výme-
nou UPDATE+OK, následne vlastná relácia zapo£ne. Táto problematika
sa v doporu£eniach rozoberá z viacerých uhlov a na viacerých miestach.
Konkrétne connectivity preconditions rie²i RFC 5898, rozoberá ale iba
prípady, kedy RTP relácia je nadväzovaná bu¤ pomocou spojovo oriento-
vaného protokolu(napríklad TCP) alebo s vyuºitím ICE protokolu pod©a
RFC 5245. ICE reºim si v²ak vyºaduje podporu príslu²ného protokolu
pre NAT traversing a to na strane UAC, aj UAS. V neposlednom rade
tieº vyºaduje prítomnos´ spolupracujúceho STUN-servera. Takáto kon-
ﬁgurácia sa v praxi v²eobecne málo vidí (pokia© vôbec) a ove©a £aste-
j²ia je situácia, kedy sa na strane uºívate©ských terminálov ºiadna ²te-
ciálna podpora SIP NAT traversingu nevyºaduje (naopak sa uºívate©om
doporu£uje ju vypína´) a prekonávanie NAT sa rie²i pouºitím symetrického
RTP (symmetric-RTP) v kombinácii s RTP proxy, alebo B2BUA servera s
verejnou IP adresou na strane operátora Navrhovaná procedúra COT dáva
koncovým zariadeniam moºnos´ prakticky overi´, ºe RTP pakety sú sku-
to£ne schopné sie´ou prúdi´ tak, ako bolo v SDP signalizácii dohodnuté
a to e²te pred zazvonením terminálu volaného. Procedúra je roz²írenim
connectivity preconditions deﬁnovaného v RFC 5898 a vyuºíva model v
tomto dokumente navrhnutý. Procedúru COT znázorn¬uje obrázok 2
• Ztrata RTP komunikácie - RTP lost
V SIP sie´ach nastávajú stavy, kedy prúd RTP paketov v rámci predtým
úspe²ne nadviazanej RTP relácie z ni£oho ni£ ustane. Dôvodom pre vznik
takejto situácie býva naj£astej²ie expirácia diery v NAT alebo v²eobecne
chybne fungujúce zariadenie ALG na lokálnom prístupovom smerova£i uºí-
vate©a. Protokol SIP je navrhnutý tak, ºe svoje nadviazané RTP relácie
nedoh©aduje a nemá ºiadnu páku, ako sa korektne signaliza£ne vysporiada´
s ich ne£akanou stratou. Neºelaný scénár býva ke¤ sa ú£astníci jedným
alebo aj oboma smermi jednoducho zrazu prestanú po£u´, pri£om v²ak SIP
hovor z h©adiska signalizácie beºí ¤alej. Samozrejme jeden z ú£astníkov
2Naj£astej²ím dôvodom takéhoto stavu býva samozrejme nezvládnutie prechodu cez NAT
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Obrázek 2: procedúra COT
v takom prípade skôr, £i neskôr sám hovor ukon£í(zavesí). Výsledkom je
ukon£enie hovoru pouºitím metódy BYE, ktoré sa v signalizácii nijako
nedá rozozna´ od s´andardne ukon£eného SIP hovoru.
 Ú£elom procedúry je ni£ viac, neº na úrovni protokolu SIP signal-
iza£ne zachyti´ skuto£nos´, ºe na strane UA odosielajúceho správu
INFO do²lo k neo£akávanému preru²eniu RTP spojenia. Teda infor-
movat o strate komunikujúcu protistranu (prípadne nejaký SIP server
na trase napríklad SBC).
 Procedúra RTP-lost neznamená automatické ukon£enie hovoru ale
môºe k nemu vies´, to je záleºitost preferencíí zú£astnených UA.
 Roz²írenie RTP-lost v rámci terminológie RFC 6086 deﬁnuje nový
takzvaný INFO-balik (INFO-package) s názvom RTP-lost.
 Podporu roz²írenia RTP lost delkaruje UA vo svojich správach v
hlavi£nách Recv-Info, tým dáva protistrane najavo, ºe si ºelá by´
informovaný o prípadnej strate RTP relácie.
 Samotný informa£ný obsah sa prená²a v hlavi£ke Info-Package pod©a
RFC 6086 a jeho obsahom sú nasledujúce poloºky:
1. Názov balíka: RTP-lost
2. Popis chýbajúceho media ako kópia m a c riadkov SDP pro-
tokolu popisujúcich IP adresu a port príslu²nej RTP relácie
3. Informácia o tom, £i popisované RTP pakety v minulosti doráºali:
∗ notfound v prípade, ºe dotknuté RTP pakety do miesta ur£e-
nia nikdy v minulosti nedorazili
∗ lost v prípade, ºe dotknuté RTP pakey v minulasti doráºali
a neskôr prestali.
4. Informácia o £asova£i, ktorý bol pouºitý pri detekcii straty :
timer=XY
ix
Obrázek 3: procedúra RTP lost
Priebeh navrhovanej procedúry ukazuje obrázok3
VÝSLEDKY
Práca poskytuje návrh konceptu pre vybudovanie národnej nomadickej siete,
a rozvahu nad moºnos´ami jej nasadenia. Najdôleºitej²ím prvkom navrhovanej
nomadickej VoIP siete je AS prístupový server. Tento umoº¬uje geograﬁckú dis-
tribúciu rozhodovacej logiky tam kde to má význnam a zárove¬ vytvára to©ko
potrebnú väzbu medzi poskytovate©om VoIP sluºby a lokálnym poskytovate©om
IP prístupu. Nomadická sie´, spravovaná regulátorom túto väzbu sprostred-
kováva.
V praxi bude potrebné postupova´ zhruba následovne.
• Najprv samozrejme musí regulátor vyhodnotit zámer budovania navrho-
vanej siete ako uºito£ný.
• Regulátor poloºí základ takejto siete vo forme nieko©ko málo tranzit-
ných serverov a zaistenia na za£iatok aspo¬ obmedzeného po£tu prepo-
jov do národného systému ties¬ových volaní (PSAP) Je moºné si ©ahko
predstavi´, ºe £asom vznikne komer£ný subjekt, ktorého regulátor poverí
správou a prevádzkou národnej nomadickej siete(obdobne ako dnes naprík-
lad spolo£nos´ CNPAC spravuje databázu prenesených £ísel v R)
• alej je nutné deﬁnova´ presne signaliza£né vlastnosti AS a parametre
konﬁgurácie AS. Potom môºu vzniknú´ subjekty, ktoré budú dodáva´ IP
poskytovate©om funk£né AS, vo forme hotových rie²ení na k©ú£. Pravde-
podobne vzniknú spolo£nosti schopné doda´ hotové AS s kapacitou a
schopnos´ami pod©a zadania a zárove¬ vybavi´ aj formality potrebné pre
získanie adresy pre AS od regulátora. Takisto je pravdepodobné, ºe subjekt
spravujúci národnú nomadickú sie´ bude sám schopný aktívne ponúka´
a prenaja´ funk£né AS, ISP ktorí o to prejavia záujem. Sluºby týchto
spolo£ností môºe po©ahky vyuºi´ kaºdý ISP, ktorý bude chcie´ zlep²i´ pod-
mienky pre poskytovanie VoIP sluºieb vo svojich sie´ach.
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• Na tomto mieste zdôraznime, ºe taký AS nie je na dne²né pomery nijako
zloºité, ani nákladné zariadenie. Jedná sa o SIP proxy s pridruºeným RTP
proxy. Vzh©adom na moºné po£ty ú£asníkov a beºné výkony systémov
tohoto typu je úplne namieste vyhlási´, ºe AS postavený napríklad na
Open-Source systéme Kamailio spolu s Sippy RTPproxy by bol na HW
beºného kancelárskeho PC schopný s rezervou odbavi´ celú nomadickú
premávku dajme tomu sídliska, alebo mestskej £asti.
• S rastúcim po£tom ú£astníkom by samozrejme bolo moºné po£ty AS, ich
kapaciu a s tým potrebné po£ty tranzitných serverov v regulátorovej sieti
patri£ne navy²ova´.
• pokia© ide o VoIP operátorov, tak tí z technického h©adiska nemusia robi´
takmer ni£.
 Sta£í ak pripoja rozhranie svojej existujúcej VoIP infra²truktúry,
ktoré doteraz zbieralo registrácie od ú£astníkov z verejného Inter-
netu do novo vzniknutej nomadickej siete. Po£íta sa s tým ºe tento
krok bude za poplatok prevádzkovate©ovi.
 Pokia© ide o nároky na roz²írenia signaliza£ného protokolu SIP, tak
jediným naozaj nevyhnutným roz²írením je Path túto podmienku
splní uº teraz bez problémov 99% existujúcich VoIP CN in²talácií u
operátorov.
• Ú£astníkovi nevyplynú zo zavedenia navrhovaného konceptu prakticky ni-
jaké povinnosti, okrem potreby konﬁgurova´ adresu miestneho AS pri
náv²teve novej siete. Tento akt je porovnate©ný s aktom konﬁgurácie hesla
do WiFi pri náv²teve novej siete navy²e existujú uº technológie, ktoré by
v prípade podpory v zariadeniach boli schopné pohodlne aj túto konﬁg-
uráciu zvládnu´ automaticky.
Autor sa nazdáva, ºe navrhovaný koncept predstavuje ºivotaschopnú variantu,
ktorá by mohla umoºni´ kontinuálny a bezproblémový rozvoj nomadických VoIP
sluºieb na národnej úrovni (pokia© by si ju dotknuté subjekty osvojili). Na-
jtvrd²ími odporcami navrhovaného rie²enia budú s najvä£²ou pravdepodob-
nos´ou zavedení ve©kí operátori. Naopak alternatívni operátori, regulátor a nezávislí
ISP by navrhované rie²enie mohli uvíta´ a podpori´. Je moºné si predstavi´ aj
variantu, kedy by navrhovaná nomadická sie´ bola najprv vyskú²aná takpove-
diac nane£isto napríklad v nejakej akademickej sieti.3 Rozhodujúci bude v
kaºdom prípade postoj regulátora.
ZÁVR
Práca poskytuje návrh originálneho spôsobu rie²enia problémov nomadických
VoIP ú£asníkov na národnej úrovni s oh©adom na uspokojenie poºiadaniek
v²etkých subjektov do tohoto prosecu vstupujúcich. (ú£astníka, VSP, ISP, reg-
ulátora). Poskytuje rozbor konceptu ako takého a popis jednotlivých modulov
navrhovanej siete, ich funk£ných vlastností a signaliza£ných procedúr medzi
3Rozsiahlu celonárodnú IP sie´ schopnú simulova´ v²etky zú£asnené úrovne vlastní v R
napríklad zdruºenie CESNET
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nimi. Koncept sa snaºí vyuºíva´ ²tandardné a na trhu dostupné komponenty.
Garantuje moºnos´ postupného a nenásilného prechodu od sú£asného stavu k
nasadeniu navrhovaného konceptu.
Druhotným cie©om práce bolo navrhnú´ £iastkové roz²írenia protokolu SIP,
ktoré by umoºnili roz²íri´ v²eobecné moºnosti nasadenia protokolu SIP. Roz²íre-
nia sú priamo vyuºite©né v rámci navrhnutého modelu nomadickej VoIP siete.
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Bez ohlas· a recenzí
SUMMARY
In the present work author is proposing a concept of national VoIP nomadic net-
work which aims to support the needs of generic nomadic VoIP user. Nomadic user
is characterised by the fact that his IP access provider has nothing in common with
his Voice over IP services provider. This generates many problems, which no current
VoIP network architectures are solving satifyingly. Proposed concept tends to solve
majority of problems related to nomadic VoIP services, including location services
and geohraphical routing of emergency calls.
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