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Po terorističnem napadu 11. septembra na ZDA, se je zaradi potrebe po varnosti na 
letališčih začela hitro razvijati in izboljševati varnostna tehnologija. Toda ni nujno vsaka 
varnostna tehnologija, dobra tehnologija. Pri razvoju varnostne tehnologije na letališčih 
se moramo drţati treh pravil: varnostni predlogi, ki jih uvedemo ne smejo le dajati 
občutka varnosti ampak morajo biti resnično efektivni. Sama stopnja poseganja v 
zasebnost posameznika mora biti v sorazmerju s stopnjo nevarnosti, ki jo oseba 
predstavlja. Nobena varnostna mera ne sme biti diskriminatorna, potniki ne smejo biti 
podvrţeni vsiljivemu načinu preiskav in zastavljanja vprašanj, ki temeljijo na rasni, 
etnični ali verski osnovi. Z implementacijo teh treh pravil bomo dosegli efektivne 
varnostne ukrepe, ki bodo izboljšali varnost na letališčih in minimalizirali posege v 
potnikovo zasebnost, ter odraţali stopnjo varnosti glede na stopnjo ogroţenosti. Torej, 
osnovna ideja moja diplomske naloge bo kako doseči ravnoteţje med pravico do 
zasebnosti potnika in varnostnimi ukrepi, ki jih izvajajo na letališčih. 
Ključne besede: teroristični napad, varnost na letališču, varnostni predlogi, zasebnost, 
stopnja vdiranja v zasebnost, varnostni ukrepi, stopnja ogroţenosti, ravnoteţje med 

















Ever since the September 11th terrorist attacks on the United States, the need for 
airport security has led to a steady increase in the use and improvement of technology. 
But, not every technological solution makes sense and will enhance safety. Three 
principles should be applied when it comes to the matter of airport security to increase 
air travel safety. Security proposals must be genuinely effective, rather than creating a 
false sense of security. The level of intrusion - the degree to which a proposed measure 
invades privacy should reflect the level of risk. Security measures should be 
implemented in a non-discriminatory manner. Travelers should not be subjected to 
intrusive searches or questioning based on race, ethnic origin or religion. In applying 
these three principles, we supports the use of effective security measures to enhance 
airport safety, which have minimal risk to privacy, maximum-security benefit and reflect 
the level of risk. So, the main idea of my diploma will be, how to balance the need for 
safety and civil liberties at airports. 
Key words: terrorist attack, airport safety, security proposals, privacy, level of intrusion, 
security measures, level of risk, balance beetwen safety and civil liberties, PNR, ESTA, 
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Ker se je v svetu nevarno razbohotil terorizem, je potrebno poseči tudi po represiji, kajti 
ogroţena je varnost nas vseh in zato so navsezadnje upravičene, ali pa tudi ne, omejitve 
nekaterih temeljnih človekovih pravic in svoboščin. Podatke o naših telefonskih klicih in 
komunikacijah preko interneta zaradi boja proti terorizmu ţe zbirajo in hranijo. Ker 
groţnja z napadi zaradi tega ni nič manjša, ampak se celo povečuje število drţav, ki jim 
tovrstni napadi grozijo, evropska komisija predlaga še zbiranje podatkov, kolikokrat 
letimo z letalom, kam letimo, kakšno hrano naročamo na letalu in podobno. Komisija 
prav tako predlaga, da morata policija in sodstvo dobiti dodatne pristojnosti za aretacijo 
in kaznovanje ljudi, za katere bodo ugotovili, da širijo sovraţno propagando in so 
vpleteni v pripravo terorističnih napadov. Vzpostaviti je treba učinkovitejši nadzor nad 
kemikalijami - med njimi so recimo lahko tudi umetna gnojila, ki jih uporabljajo kmetje, 
s katerimi je mogoče izdelati eksploziv in detonatorje. Potne liste s čipi, na katerih so 
shranjeni naši podatki o prstnem odtisu, zenici in drugi biometrični podatki tudi ţe 
imamo. Kup dodatnih podatkov o nas je shanjenih še v novem schengenskem 
informacijskem sistemu. 
Evropska komisija je leta 2003 sprejela pravila za varnost letalstva, vendar so bila do 
novembra 2008 tajna. Vključujejo seznam predmetov, ki jih potniki ne smejo vzeti seboj 
na letalo, npr. vse od tekočin nad 100 mililitri do palic za golf in škarjic, varnostnemu 
osebju pa dovoljujejo, da lahko preišče potnike in od njih zahteva, da slečejo tudi 
oblačila. Ali so ti ukrepi upravičeni ali prestrogi? Na evropskih letališčih so ljudje 
prisiljeni, da sprejmejo stvari s katerimi se v drugih situacijah ne bi nikoli strinjali. 
Predstavljajte si, da policist zahteva, da zaplešete na cesti, češ da bo preveril, ali ste 
vinjeni. Nihče tega ne bi sprejel, kajti to ni način kako se tem stvarem streţe. Vendar pa 
je na letališčih, pod pretvezo varnosti in s tajnimi pravili, policist lahko zahteval kar je 
ţelel. Evropska komisija nosi ogromno odgovornost za tajna pravila in za uvedbo 
neracionalnih in nepraktičnih pravil. 
 
 
1.1  IZHODIŠČE DIPLOMSKEGA DELA 
V diplomski nalogi bom poskušal doseči naslednje cilje: 
 
- proučiti ali je zasebnost potnikov v mednarodnem prometu  res prva ţrtev boja proti 
terorizmu, 
 
- proučiti sisteme in tehnologije za zagotavljanje varnosti, zaščite in zaupnosti, 
 
-ugotoviti ali se da dejansko doseči absolutno varnost na račun omejevanja zasebnosti, 
 





-sklepati, kakšna bo prihodnost v razmerah terorizma z vidika sprememb v 
mednarodnem okolju, ukrepov za preprečevanje terorizma, varnosti v letalskem 
prometu ter prihodnost evropskega turizma. 
 
Osnovne trditve, postavljene in izpeljane na podlagi namena in postavljenih ciljev, in ki 
jih bomo v diplomski nalogi poskušali dokazati, so:  
 
-nobeno sklicevanje na učinkovitost organov odkrivanja in pregona ne 
more biti alibi za kršitev človekovih pravic, 
 
-varnostni interes ni v hierarhičnem odnosu do človekove zasebnosti, 
 
-učinkoviti ukrepi za boj proti terorizmu in varstvo človekovih pravic nista protislovna 
cilja, temveč se medsebojno dopolnjujeta in vzajemno krepita, 
 
-v prihodnosti lahko pričakujemo nadaljnje tehnološke spremembe, zlasti na področju 
varnosti, kjer velik razmah doţivljajo zlasti biometrija, PNR sistem ipd. 
 
 
1.2 NAMEN IN CILJI RAZISKAVE 
 
Namen diplomskega dela je ugotoviti kako zelo je okrnjena naša pravica do zasebnosti 
zaradi groţnje terorističnega napada na letališču ali na letalu oz. koliko je na tej okrnitvi 
dejansko pridobila pravica do varnosti. Vsak varnostni ukrep na letališču pomeni neko 
oviro, nelagodnost, nepraktičnost za potnika. Če je teh ukrepov preveč in če niso dovolj 
dobro dodelani in nadzorovani lahko pride do njihove zlorabe. Po drugi strani pa je 
letališki sistem brez varnostnih ukrepov zelo ranljiv za vdore. Namen diplomske naloge 
je prikazati tehnologije in sisteme s katerimi letališča zagotavljajo varnost, zaščito in 
zaupnost podatkov na letališčih ter ugotoviti, ali so le-ti dovolj izpopolnjeni, tako da je 
moţnost zlorab, seveda ob pravilni uporabi, minimalna. 
 
 
1.3 METODE DELA 
Diplomsko delo bo osredotočeno na preučevanje vpliva protiterorističnih ukrepov na 
pravico potnikov do zasebnosti v letalskem prometu. V prvem delu ugotavljam odvisnost 
med tema dvema pojmoma  v določenem trenutku, zato ima ta del značaj statične 
raziskave, v drugem delu, kjer razmišljam o prihodnosti, govorimo dinamični raziskavi. K 
raziskovanju bom pristopil deskriptivno ter z metodami deskripcije, kompilacije in s 
komparativno metodo predstavil okvir za razumevanje povezanosti glavnih pojmov, nato 
pa bom na podlagi opravljenih raziskav ter spoznanj drugih avtorjev in lastnih 
ugotovitev prikazal vpliv terorizma na človekove pravice in svoboščine, predvsem na 
pravico do zasebnosti.  Zaradi pomanjkanja literature v slovenskem jeziku, bom 
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preteţno uporabil gradivo  v tujih jezikih, in sicer knjige ter druge publikacije, članke v 
revijah, poročila ter podatke z interneta. Dobljene podatke bom prevedel, sistematično 
uredil in povezal v smiselno celoto. Prevladujejo viri z interneta, ki so pogosto bolj aţurni 
kot pa literatura, saj je narava tematike zelo dinamična in doţivlja še veliko sprememb 
in novosti.   
 
 
1.4 STRUKTURA DIPLOMSKEGA DELA 
 
Diplomsko delo je razdeljeno na šest poglavij. Prvo poglavje je uvod. V drugem poglavju 
skušam definirati pavico do zasebnosti, predstaviti različne poglede nanjo ter izluščiti 
njen izvor. Sledi primerjava pravice do zasebnosti v ZDA in EU, saj lahko le tako 
razumemo varnostne ukrepe, ki so ju ZDA in EU uvedli da bi zagotovili varnost in tako 
načeli pravico do zasebnosti. Tretje poglavje zajema boj proti terorizmu, opise 
protiterorističnih ukrepov in kako se ti odraţajo skozi evropsko in slovensko zakonodajo, 
ter kakšna je relacija med terorizmom in človekovimi pravicami, predvsem do pravic do 
zasebnosti in varnosti. V četrtem poglavju opisujem mednarodne letalske organizacije in 
varnostne ukrepe, ki so ji le-te sprejele da bi zaščitile svoje potnike. Peto poglavje je 
namenjeno predvsem sistemom in tehnologijam za izvajanje varnostnih ukrepov na 
letališčih, opisujem njihovo delovanje, kako posegajo v človekove pravice potnikov na 
letališčih (pravica do zasebnosti in varnosti), katere so njihove dobre in slabe lastnosti. V 
šestem poglavju poskušam strniti svoje ugotovitve in se opredeliti glede na zastavljene 




















2 PRAVICA DO ZASEBNOSTI 
 
 
Vprašanji zasebnosti in nadzora raziskujejo številni raziskovalci in strokovnjaki, s temi 
problemi pa se ukvarjajo tudi številni aktivisti za varstvo človekovih pravic. Zaradi 
soodvisnosti je nujno interdiciplinarno in hkratno obravnavanje obeh vprašanj. Gre 
namreč za problematiko, ki ima druţboslovne, pravne, filozofske in tehnološke 
razseţnosti in se globoko dotika pravic posameznikov. Ob tem imamo opravka z 
varnostno tehnologijo, ki se silno hitro razvija. Vsi ti razlogi narekujejo, da je 
poglobljeno raziskovanje tega področja še kako relevantno in aktualno. Problemi, s 
katerimi se ubadajo praktično vsi raziskovalci tega področja, zadevajo predvsem 
odsotnost nedvoumne in jasne definicije, kaj sploh je zasebnost. 
 
 
2.1 PROBLEM DEFINICIJE PRAVICE DO ZASEBNOSTI 
 
Vsakdo bi si ţelel , da bi bila definicija zasebnosti samo edina in univerzalna, takšna, ki 
bi se lahko nanašala na vsakogar, v vsakršnem primeru. Vendar pa v današnjem  svetu 
ţal ni tako. Skozi zgodovino se je definicija zasebnosti vseskozi spreminjala, odvisna je 
bila od časa in prostora v katerem je nastajala. Tako so nanjo vplivali filozofski, 
sociološki, politični, zakonski, religijski vplivi, prav tako pa tudi navade v posameznih 
drţavah in ljudi, ki ţivijo v njih. Tako je pri nas vsem samoumevno, da pri sebi nosimo 
osebno izkaznico na podlagi katere nas lahko uradni organi, ki imajo pooblastila za to 
lahko kadarkoli legitimirajo. Če bi poskusili uvesti osebno izkaznico v Veliki Britaniji ali 
Zdruţenih drţavah Amerike (v nadaljevanju ZDA) , bi ljudje zagnali vik in krik, češ da 
gre za prevelik poseg v njihovo zasebnost. Po drugi strani pa se pri nas čuti velik odpor 
do snemanja na javnih prostorih, kar je v ZDA in Veliki Britaniji, posebej v Londonu, kjer 
imajo več kot pol milijona CCTV (Closed-circuit television) kamer, povsem sprejemljivo. 
Tako so se razvile različne definicije zasebnosti: 
 
 V moderni zahodni zgodovini je razlika med »javnim« in »zasebnim« nekaj 
popolnoma naravnega. Prvi, ki je poudaril razliko med »javnim« in »zasebnim«, je bil 
pisatelj Michael de Montaigne (1533-1592). Zanj je človeško ţivljenje skupek dveh 
svetov - notranji jaz in zunanji svet. Da bi laţje ilustriral povezavo med obema 
svetovoma, je uporabil metaforo hiše. Človek ima v hiši dnevno sobo oz. sobo, kjer 
se odvija ţivljenje z drugimi, sobo ki je izrednega socialnega pomena. Vendar ima 
hiša tudi spalnico, v katero nima vstopa kdorkoli. Paralela med dnevno sobo in 
spalnico je enaka kot med zasebnim in javnim ţivljenjem. V paraleli med zasebnimi 
in javnimi podatki dnevna soba predstavlja javne, spalnica pa zasebne podatke 




 Zasebnost ni enodimenzionalen pojem; različni avtorji vidijo več dimenzij zasebnosti: 
zasebnost v prostoru (ţelja posameznika, da ima moţnost biti sam, torej ločen od 
fizične prisotnosti drugih ljudi), zasebnost osebnosti (svoboda misli, opredelitve, 
izraţanja) in informacijska zasebnost (moţnost posameznika, da obdrţi podatke in 
informacije o sebi, ker ne ţeli, da bi bili z njimi seznanjeni drugi) (Čebulj, 1992: 7). 
 
 Arendtova poudarja pomen intimnega prostora pred vdorom druţbenega v 
posameznika. To je po njenem pogoj političnega delovanja. “Gre za nekakšen room 
of one’s own, ki jo potrebujemo, da bi se zatopili v dialog v samim seboj takrat, 
kadar moramo misliti in razsojati, pri čemer pa Arendtova tega prostora, v katerem 
naj bi posameznika pustili pri miru, ne dojema samo kot privilegij filozofov, temveč 
ga hoče omogočiti vsakomur, ki ţeli postati politično bitje (Jalušič v: Kovačič, 2006: 
37).  
 
 "Treba je potegniti mejo med območjem zasebnega ţivljenja in območjem javne 
oblasti, a to zaradi človeške soodvisnosti ni enostavno. Iz tega sledi, da je vprašanje 
določitve meje, znotraj katere bi morali posamezniki biti nedotakljivi, povezano s 
pojmovanjem, kaj pomeni biti normalno človeško bitje” (Berlin v: Kovačič, 2006: 37). 
Kje torej potegniti mejo med zasebno in javno sfero? Na to vprašanje Berlin 
odgovarja, da je to “stvar razprave, pravzaprav prepira” (Berlin v: Kovačič, 2006: 
37). Zaradi tega je tudi obseg pravice do zasebnosti stvar nenehne razprave, 
nenehnega dogovarjanja in prepiranja, ki se pod vplivom tehnološkega razvoja 
nadzorovalnih tehnologij le še stopnjuje. 
 
 David Flaherty, eden prvih pooblaščencev za varstvo zasebnosti v Kanadi, je 
ugotovil, da se pravica do zasebnosti povezuje z naslednjimi pojmi: pravica do 
osebne avtonomije, pravica biti puščen pri miru, pravica do zasebnega ţivljenja, 
pravica nadzorovati informacije o sebi, pravica omejiti dostopnost do sebe, pravica 
ekskluzivnega nadzora dostopa do zasebnega področja, pravica zmanjšati 
nadlegovanje na najmanjšo moţno mero, pravica pričakovati zaupnost, pravica 
uţivati osamljenost, pravica uţivati intimnost, pravica uţivati anonimnost, pravica 
uţivati zadrţanost ter pravica do tajnosti (Cate v: Kovačič, 2006: 39).  
 
 Bellottijeva ugotavlja, da je mogoče pravico do zasebnosti definirati na dva načina – 
normativno in operacionalno. Normativna definicija govori o tem, da so nekateri 
vidiki posameznikove narave in njegovih dejavnosti zasebni; to pomeni, da se jih ne 
sme razkriti drugim. Ta definicija je izrazito kulturno in kontekstualno pogojena. Zato 
enaka dejanja v nekaterih kulturah veljajo za poseg v zasebnost, v drugih pa so 
skoraj povsem neproblematična; enako velja za dejanja v različnih kontekstih, saj za 
poseg v zasebnost ni vseeno, ali se ljudje med seboj poznajo ali ne, v katerem 
prostoru pride do spornega dejanja itd. Druga definicija, ki jo uporablja Bellottijeva, 
pa je operacionalna in se nanaša na nadzor nad dostopom, se pravi zmoţnost 
nadzora informacij o sebi oziroma zmoţnost nadzora odtekanja (ang. outflow) 
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informacij. Po tej definiciji je bistvena zmoţnost posameznika, da se sam odloči, 
koliko informacij ţeli izmenjati z okolico in kdaj (Bellotti v: Kovačič, 2006: 40).  
 
 Samarajiva zasebnost definira kot “zmoţnost eksplicitnega ali implicitnega pogajanja. 
Pa tudi v kakšnih odnosih so ljudje; tipičen primer, ki to ponazarja, je vprašanje, ali 
gre za poseg v zasebnost, če npr. nekdo gleda svojega pomanjkljivo oblečenega 
intimnega partnerja, oziroma, če gleda svojega pomanjkljvo oblečenega nekdanjega 
intimnega partnerja. O mejnih pogojih druţbenih odnosov”, kar zajema nadzor nad 
odtokom in nadzor nad pritokom informacij ter tudi pobudo za začetek stika 
(Samarajiva v: Kovačič, 2006: 41). 
 
Vse definicije pravice do zasebnosti se med seboj razlikujejo, še posebej novejše, vsem 
pa je skupno to, da temeljijo na pravici »biti sam«, torej brez nadzora. V celoti se 
strinjam z operacionalno definicijo Bellottijeve, ki pravi, da mora posameznik imeti 
pravico odločati o sebi, o tem kakšne in katere  podatke bo posredoval v javnost, katere 
informacije o sebi ţeli razkriti in v kakšnih okoliščinah. Potrebno je imeti tudi pravico do 
vpogleda v svoje podatke, jih imeti moţnost spremeniti, pregledati, popraviti ali celo 
izbrisati. Iz tega lahko zaključimo, da je pravico do zasebnosti nemogoče absolutno 
definirati, lahko pa najdemo ravnovesje med interesi posamezika in druţbe. 
 
  
2.2 IZVOR PRAVICE DO ZASEBNOSTI 
 
V slovenski ustavi je pravica do zasebnosti natančno definirana, nedotakljivost človekove 
telesne in duševno celovitosti se uvršča v klasično ustavno svoboščino. Večina drţav 
Evrpske unije (v nadaljevanju EU) ima pravico do zasebnosti definirano v svoji ustavi. 
Torej to zasebnost uvršča v skupino temeljinih človekovih pravic. Vendar pa obstaja 
veliko drţav, med njimi tudi ZDA, kjer pravica do zasebnosti ni zapisana v ustavi ampak 
v obliki penumbre oz. pravne sence. Poleg tega, da pravica do zasebnosti ni zapisana v 
ustavi in ker vemo, da je ni moč absolutno definirati, se pojavlja še vprašanje pod- in 
nadrejenosti v odnosu do drugih pravic, ter kolizija z ostalimi pravicami in interesi. 
 
 Wagner DeCewova meni, da pravica do zasebnosti sploh ni pravica ampak le interes. 
Tukaj se nato pojavi vprašanje koliko naj bo ta interes zaščiten in če sploh mora biti 
zaščiten. Pojavlja se tudi moţnost trgovanja z zasebnostjo. To vprašanje je še 
posebej zaostreno pri informacijski zasebnosti, izpostavljeno pa je tudi pri libertarni 
kritiki zasebnosti, ki zbiranje in obdelavo osebnih podatkov vidi zgolj kot izmenjavo 
informacij, skratka kot problem svobode trgovanja in ne kot problem poseganja v 
neko pravico posameznika. Zasebnost kot interes prav tako prihaja v kolizijo z 
različnimi interesi kot so poslovni interes in javno dobro, zaradi česar zasebnost ne 




 William Parent jo vidi kot nekaj unikatnega in temeljnega oziroma nekaj, kar izvira iz 
naravnega prava. 
 Judith Thomson zasebnost vidi kot nekaj, kar izvira iz drugih pravic, predvsem 
lastninske pravice in nedotakljivosti telesa. 
 Hannah Arendt  to pravico postavlja kot temeljno in univerzalno, kot pravico, ki ima 
naravnopravne temelje in podpira tudi razumevanje pomena zasebnega prostora.  
 
Pravica do zasebnosti je postala predmet varstva v mednarodnem merilu, torej gre za 
pravico, ki je v mnogih drţavah pridobila lastnost ustavno zavarovane vrednote, uţiva pa 
tudi kazenskopravno varstvo, kar ji priznava visoko stopnjo na lestvici druţbeno 
priznanih vrednot. Menim, da le ne gre samo za nekakšen interes ampak se popolnoma 
strinjam z definicijo Hannah Arendt, ki to pravico pojmuje kot temeljno pravico, pravico 
iz katere izvirajo vse druge.  
 
 
2.3 PRAVICA DO ZASEBNOSTI V ZDA 
 
V ameriški ustavi pravica do zasebnosti ni nikjer izrecno navedena (pravica do 
zasebnosti je sicer izrecno omenjena v ustavah vsaj osmih zveznih drţav), vendar pa je 
Vrhovno sodišče ZDA leta 1965 v primeru Griswold proti Conencticut priznalo obstoj 
ustavne pravice do zasebnosti. Pri tem se je izkazalo, da ameriška pravna praksa 
zasebnosti ne dojema zgolj kot komunikacijsko zasebnost in pravico biti sam, temveč jo 
povezuje tudi z avtonomijo posameznika (Cate v: Kovačič, 2006: 55). 
Načeloma namreč v ZDA na zvezni ravni za zasebni sektor ne veljajo skoraj nikakršne 
omejitve pri zbiranju in obdelavi osebnih podatkov, saj  Privacy Act1 velja samo za javni 
sektor. Nekatere drţave, npr. Massachusetts, Havaji, Minesota, Kalifornija in Georgija, 
imajo sicer urejene nekatere vidike varstva zasebnosti tudi na področju zasebnega 
sektorja. Problem pa je, ker v ameriški ustavi zasebnost ni omenjena kot pozitivna 
pravica, hkrati pa prvi amandma2 govori o svobodi govora.  
 
Fred H. Cate ameriško ustavno pravico do zasebnosti deli na štiri področja:  
- odločitve Vrhovnega sodišča ZDA, ki se navezujejo na svobodo izraţanja, zdruţevanja 
in religije, 
- odločitve Vrhovnega sodišča ZDA, ki se nanašajo na preiskavo in zaplembo s strani 
drţavnih organov, 
- odločitve Vrhovnega sodišča ZDA, ki zadevajo temeljne odločitve posameznika, 
- odločitve Vrhovnega sodišča ZDA v zvezi z nerazkritjem. 
 
Najbolj kontroverzne so bile odločitve iz skupine, ki zadevajo temeljne odločitve 
posameznika, kamor spada tudi primer Griswold. Pri teh odločitvah se je namreč sodišče 
                                                 
1 Privacy Act iz leta 1974 , http://www.usdoj.gov/archive/oip/privstat.pdf. 
2 1. amandma, Listina svoboščin (Bill of Rights), 1791, http://24hourhtmlcafe.com/hour6/rights.htm 
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pri tehtanju med javno moralo in svobodo posameznika praviloma postavilo na stran 
posameznika, iz česar izvirajo očitki o ideološki pristranskosti sodišča in moralnem 
relativizmu.  
 
Ameriška ustava je zasnovana na predpostavki ščitenja posameznika pred drţavo, torej 
podeljuje t. i. negativne pravice, s katerimi določa česa drţava ne sme storiti in s tem 
ustvarja prostor posameznikove svobode,  zato je razumljiv razvoj varstva zasebnosti, ki 
ima za posledico širjenje avtonomije posameznika. Zakon o zasebnosti (ang.  Privacy 
Act) vsebuje omejitve pri razkrivanju osebnih podatkov, a te omejitve ne veljajo za 
kongres in preiskovalne organe, pa tudi za druge vladne agencije ne, ko gre za njihovo 
t. i. rutinsko uporabo3; za to se je v praksi izkazalo, da pomeni praktično katerokoli rabo. 
Pravni okvir njenega varovanja predstavljata zakon o svobodi informacij (ang.  Freedom 
of Information Act) ter zakon o zasebnosti, ki pa veljata samo za javni sektor4. Ravno pri 
varovanju informacijske zasebnosti v zasebnem sektorju pa je nujno potrebna dejavna 
vloga drţave pri ščitenju pravic posameznika; tu so se ZDA skoraj popolnoma 
odpovedale regulaciji in zadeve prepustile trgu. To je očitno predvsem pri problemu 
zasebnosti na delovnem mestu, pri regulaciji informacijske zasebnosti v zasebnem 
sektorju, pri regulaciji nezaţelene elektronske pošte (smetja ali spama) in pri 
spoštovanju zasebnosti s strani mnoţičnih medijev. Poseben problem predstavlja tudi t. 
i. sektorski pristop zaščite zasebnosti, kar pomeni, da v ZDA nimajo splošne zakonodaje 
za zaščito pravice do zasebnosti, imajo pa sprejete številne zakone in uveljavljene 
različne partikularne rešitve. Manko sektorskega pristopa je tudi v tem, da je treba z 
nastankom vsake nove tehnologije vidike zasebnosti, ki jih ta tehnologija prinaša, na 
novo urediti, zato je sledenje zakonodaje tehnološkim spremembam bistveno 
upočasnjeno. Zaradi vloge ameriške vlade in ameriških korporacij pri razvoju in 
upravljanju interneta, se na njem močno pozna tudi ameriški pristop do varovanja 
zasebnosti. 
 
Iz napisanega bi lahko sklepali, da ima pravica do zasebnosti v ZDA manjšo teţo kot 
drugod v svetu, predvsem v Evropi. Američani so varovanje pravice do zasebnosti 
prepustili prostemu, skomercializiranemu trgu, kjer bi lahko rekli, da vlada kaos. 
Podjetja si podatke o strankah med seboj izmenjujejo in prodajajo, vse da bi povečala 
dobiček. Zanimive so tudi cene teh podatkov. Za milijon spletnih naslovov lahko podjetje 
iztrţi do 5 EUR. Podjetja, ki jih zakoni ne obvezujejo, lahko s pridobljenimi osebnimi 
podatki počnejo skoraj vse – omejuje jih le njihov čut za etiko in moralo. V ZDA je 
komunikacijska, informacijska in zasebnost zunaj doma in zunaj konteksta vladnega 
preiskovanja in zaplembe slabo varovana, pravna ureditev teh področij pa 
nesistematična in včasih ţe kar dvolična.5   
                                                 
3 Privacy Act iz leta 1974 , http://www.usdoj.gov/archive/oip/privstat.pdf. 
4 Freedom of Information Act iz leta 2002, 5 U.S.C. (2002), http://www.usdoj.gov/archive/oip/preface.pdf. 
5 Video Privacy Protection Act iz leta 1988, http://www.loc.gov/law/find/hearings/pdf/00183854811.pdf, 
Driver’s Privacy Protection Act iz leta 1994, http://www.accessreports.com/statutes/DPPA1.htm 
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2.3.1 Obdelava in izmenjava osebnih podatkov v ZDA 
 
V ZDA obstjajo tri velike groţnje kar zadeva obdelavo osebnih podatkov. Največja med 
njimi je samoregulacija trga z osebnimi podatki, sledi ji outsourcing - oddaja del 
zunanjim podizvajalcem, tretjo groţnjo pa predstavlja prodaja podatkov preiskovalnim 
organom in drţavnim tajnim sluţbam. 
 
a) Samoregulacija trga 
 
Največjo groţnjo informacijski zasebnosti predstavlja obdelava in nadaljnja uporaba 
zbranih osebnih podatkov, ki v ZDA za zasebni sektor ni regulirana, ampak je 
prepuščena prostemu trgu in samoregulaciji. Večina Američanov meni, da sta prosto 
zbiranje in obdelava podatkov bistvena za svobodno druţbo. Za takšno mišljenje so 
zagotovo krivi ekonomski razlogi, saj zbrani podatki v nekakšni bazi prav zagotovo 
predstavljajo osnovo za mnogo podjetij, ki te podatke uporabljajo za določanje ciljne 
populacije kupcev za njihove izdelke. Omejitev le tega naj bi bil napad na svobodno 
novinarstvo in podjetništvo, svobodo komuniciranja, pri čemer ni mišljeno samo 
komercialno komuniciranje ampak tudi pravica da se posamezniki učimo drug od 
drugega. Zaradi neregulacije tega področja je prišlo do tega, da je edino jamstvo za 
nerazkritje osebnih podatkov dobra volja in etika različnih korporacij, saj pravna zaščita 
ni moţna, mogoči so le pritiski javnosti. 
 
Primer samoregulacije: 
Leta 1990  sta podjetji Lotus Development Corporation in Equifax ţeleli na CD-ju izdati 
zbirko podatkov z osebnimi podatki o več kot sto milijonih ljudi iz ZDA (z osebnim 
dohodkom, starostjo, poročnim statusom itd. vred), a so zaradi burnega nasprotovanja 
javnosti izdajo CD-ja opustili. Tukaj vidimo primer samoregulacije trga. Vendar pa 
moramo vedeti, da če bi podjetji ţeleli, bi lahko CD tudi izdali, saj ni bilo nikakršne 
pravne podlage, ki bi omenjenima podjetjema preprečila izdajo. 
 
Primer drţavne regulacije: 
Drţavna regulacija je veliko bolj učinkovita kot samoregulacija, za kar je dokaz tudi 
sledeči primer. V ZDA so naredili register ljudi, ki ne ţelijo biti kontaktirani s strani 
marketinških podjetij. To storitev, imenovano Mail Preference Service, je Direct 
Marketing Association brezplačno ponujala od leta 1971. Vendar so se določil o 
nekontaktu morala drţati samo podjetja, ki so bila člani Direct marketing associations (v 
nadaljevanju DMA). Do konca 90. let 20. stoletja se je nanj vpisalo samo 2% odraslih 
Američanov. Potem pa je FTC junija 2003 vzpostavil drţavni Do Not Call Register in 
napovedal, da bo proti kršiteljem, ki bodo klicali potrošnike, prijavljene na seznam, tudi 
ukrepal. V dobrega pol leta se je v register prijavilo 57% odraslih Američanov. Iz tega 
lahko potegnemo zaključek, da so določila, ki so podkrepljena z zakoni, vedno boljša in 
imajo večjo teţo kot samoregulacija, kar je potrdila tudi raziskava podjetja Harris 
10 
 
Interactive, saj je 92% tistih, ki so se prijavili v register, izjavilo, da so prejeli manj 
marketinških klicev, 25% pa sploh ni prejelo nobenega takšnega klica (Federal Trade 
Comission v: Kovačič, 2006: 68). 
 
Drţavna regulacija se je tako pokazala za izjemno učinkovito, saj pomeni nekakšno 
zunanjo spodbudo, največkrat s postavljanjem pravil in norm, ter kaznimi za njihovo 
kršenje. Pri samoregulaciji take vzpodbude ni (razen moralne zavezanosti potrošnikom), 
in ko se poveča konkurenca, je podjetjem pomemben samo dobiček. Pri tem nemalokrat 
pride do neetičnega ravnanja oziroma zavajanja s strani podjetij, ki zbirajo osebne 
podatke, do zlorab pri obdelavi osebnih podatkov ter do prodaje zbirk osebnih podatkov 





Zlorabe pri obdelavi osebnih podatkov se dogajajo tudi zaradi oddaje del zunanjim 
podizvajalcem izvajalcem t.i. outsourcingom. Ameriška podjetja čedalje več del, 
predvsem razna manj zahtevna programerska dela, vnašanje podatkov ali prepisovanje 
po posnetem nareku (npr. ugotovitve zdravnika med pregledom pacienta), izvaţajo v 
Indijo, Pakistan in podobne drţave, kjer je delovna sila dovolj izobraţena, a bistveno 
cenejša kot v ZDA. Pri tem podjetja pogosto posredujejo v tujino občutljive podatke in 
pri tem se lahko zaplete. 
 
Primer outsourcinga: 
Leta 2003 je Lubna Baloch, prepisovalka iz Indije, zagrozila, da bo na internetu objavila 
medicinske kartoteke, če ji ameriško podjetje, ki ji je delo posredovalo, ne bo plačalo 
obljubljene 3 cente na vrstico (pozneje se je izkazalo, da si je delo posredovalo več 
zunanjih izvajalcev, prvi zunanji izvajalec pa naj bi dobil 18 centov na vrstico). Ker so v 
medicinskih kartotekah pogosto tudi drugi občutljivi podatki, npr. številke bančnih 
računov, številke kreditnih kartic, številka zdravstvenega zavarovanja (v nadaljevanju 
SSN) itd., in ker ob morebitni zlorabi zunaj ZDA posamezniki nimajo na voljo pravnih 
sredstev za ukrepanje, je to vsekakor resen problem (Zetter v: Kovačič, 2006: 69). Še 
morda nekoliko resnejše posledice pa je leta 1997 izkusila Beverly Dennis iz Ohia, ki je 
prejela opolzko pismo neznanca, iz katerega je bilo razvidno, da pozna tudi njene 
pretekle naslove, vse o njeni ločitvi in osebnih navadah, celo znamko šampona, ki ga 
uporablja. Dennisova je na svoje presenečenje odkrila, da je bilo pismo poslano iz 
teksaškega zapora, poslal pa ga je zapornik, ki je za podjetje Metromail obdeloval 
osebne podatke (Sykes v: Kovačič, 2006: 69), podjetje pa je podatke dobilo iz nagradnih 
anket, ki jih je Dennisova sama izpolnila. Izkazalo se je, da ni najemanje zapornikov za 
obdelavo osebnih podatkov nič nenavadnega – taka je bila namreč praksa v 27 drţavah, 
zaporniki v federalnih zaporih pa so vnašali celo podatke za davčni urad. Ko so zaradi 
dogodka v Teksasu prepovedali obdelavo osebnih podatkov zapornikom, ki so bili 
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obsojeni zaradi spolnih deliktov, je direktor zapora potoţil, da so zdaj izgubili najboljše 
programerje – pedofile (Sykes v: Kovačič, 2006: 69). 
 
c) Prodaja podatkov preiskovalnim organom in drţavnim tajnim sluţbam. 
 
Tretjo nevarnost pri prodaji osebnih podatkov pa predstavlja moţnost, da te podatke od 
komercialnih posrednikov kupijo preiskovalni organi in tajne sluţbe. Ker so bili predlogi, 
da bi Federal Bureau of Investigation (v nadaljevanju FBI) smel imeti neomejen dostop 
do vseh nacionalnih zbirk podatkov, oziroma predlogi o vzpostavitvi ene velike zbirke 
podatkov o vseh drţavljanih neuspešni (Whitaker v: Kovačič, 2006: 69), se zastavlja 
vprašanje, ali neobstoj omejitev pri prodaji osebnih podatkov ne predstavlja moţnosti, 
da se FBI omenjeni prepovedi izogne. Vprašanje so si številni strokovnjaki in aktivisti 
gibanja za zasebnost ţe večkrat zastavili. David Banisar pa trdi, da se to ţe dogaja – 
FBI, Drug Enforcement Administration (DEA) in Internal Revenue Service (IRS) po 
njegovih trditvah skrivaj kupujejo komercialne zbirke podatkov in jih povezujejo s 
svojimi preiskovalnimi zbirkami (Sykes v: Kovačič, 2006: 69). Utemeljenih sumov za to 
je kar nekaj. 
 
Primer: 
Leta 1996 je podjetje Lexis-Nexis za deset dni omogočilo popoln dostop do številk 
socialnega zavarovanja (SSN se v ZDA uporablja kot enolični identifikator, podobno kot 
v Sloveniji EMŠO) kar po internetu. Zaradi pritiska javnosti so spletno stran zaprli in to je 
zaustavilo tudi načrte uprave U. S. Social Security, ki je nameravala po internetu – brez 
gesla – ponuditi podatke o osebnih dohodkih in pokojninah vseh imetnikov SSN 
(Whitaker v: Kovačič, 2006: 69). 
Podobno so uradniki več zveznih drţav prodali osebne podatke skupaj s fotografijami iz 
vozniških dovoljenj zasebnemu podjetju, za katerega se je pozneje izkazalo, da je od U. 
S. Secret Service dobilo pribliţno 1,5 milijona dolarjev in izdatno tehnično pomoč z 
namenom, da ustvari nacionalno zbirko s fotografijami prebivalstva (Sykes v: Kovačič, 
2006: 69). Leta 1996 je podjetje Aptex komercialno ponudilo sistem za opazovanje in 
profiliranje uporabnikov interneta SelectCast. Sistem je bil razvit s strani podjetja HNC 
Software, ki se ukvarja z razvijanjem programske opreme AI115  (Glave v: Kovačič, 
2006: 69), podjetje NHC pa je bilo leta 1986 ustanovljeno za raziskovanje in razvoj na 
področju obrambe in varnosti (Heritage Media Corporation, 1999), ima pa še vedno 
močne povezave z ameriškimi tajnimi sluţbami (Sykes v: Kovačič, 2006: 70). 
 
Zanimiv in zgovoren je podatek mednarodne organizacije Privacy International s 
sedeţem v Londonu in Washingtonu, da se stanje na področju varovanja osebnih 
podatkov in zasebnosti nasploh iz leta v leto poslabšuje po vsem svetu, pri tem pa v oči 
bode predvsem dejstvo, da se nekatere zahodne drţave, ki prisegajo na osebno 
svobodo, na lestvici uvrščajo na dno, kjer delajo druţbo (pol)diktatorskim reţimom. Na 
vrhu lestvice drţav, kjer se osebni podatki slabo varujejo so Malezija, Kitajska in Rusija. 
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Zanimivo je, da so se pred ZDA uvrstile drţave kot so Indija in Filipini. Ta analiza nam 
dovolj zgovorno prikazuje stanje, ki vlada v ZDA. Podjetja vedno bolj skušajo omejiti 
stroške poslovanja, tako da zaposlujejo poceni delovno silo v tujini. Čezmorski 
outsoucing postaja vedno bolj pogost v bančnem sektorju, v trgovini na drobno, 
zavarovalnicah, v sektorju finančnih storitev in telekomunikacijskem sektorju. Toda, ko 
se podjetja odločajo za oddajo podatkov v obdelavo tujemu trgu, se moramo vprašati 
kaj se zgodi z nadzorom nad to obdelavo in samo varnostjo podatkov. 
 
 
2.4 PRAVICA DO ZASEBNOSTI V EVROPI 
 
V večini evropskih drţav je zasebnost ustavna kategorija, razen v Avstiji, Franciji, 
Norveški in San Marinu, kjer je v veljavi poseben zakon o varstvu podakov (v Avstriji) ali 
pa je pravica do zasebnosti omenjana v ustavi implicitno (v Franciji). Velika Britanija, ki 
nima pisne ustave, je leta 1998 zaradi skladnosti z Evropsko konvencijo o človekovih 
pravicah6, ki so jo sprejele praktično vse evropske drţave, sprejela  Human Rights Act, v 
katerem je omenjena tudi pravica do zasebnosti. Evropske drţave, članice Sveta Evrope, 
razen San Marina, so sprejele tudi Konvencijo o varstvu posameznikov glede na 
avtomatsko obdelavo osebnih podatkov. To pomeni, da imajo večinoma tudi poseben 
zakon o varstvu osebnih podatkov in vzpostavljen nadzorni organ, ki bdi nad varstvom 
informacijske zasebnosti. Sicer je res, da se v praksi zakonodaja, predvsem tista, ki 
zadeva varovanje informacijske zasebnosti, mnogokrat ne upošteva, vendar imajo 
potrošniki in drţavljani v Evropi vsaj moţnost pritoţbe, popravka napačnih podatkov in 
uporabe drugih pravnih sredstev, to pa v ZDA v zasebnem sektorju ni vedno pravilo. 
Poleg tega evropske nadnacionalne institucije (EU, Svet Evrope) teţijo k poenotenju 
varstva zasebnosti v okviru nacionalnih zakonodaj na območju celotne Evrope. Za razliko 
od ZDA pa se v Evropi vzpostavljajo tudi enotna merila tako za javni kot za zasebni 
sektor. Zaradi določb Direktive EU 95/46/EC7 o zaščiti posameznikov glede na 
avtomatsko obdelavo osebnih podatkov in o svobodnem pretoku teh podatkov  iz leta 
1995, ki dovoljujejo iznos osebnih podatkov samo v tiste drţave, v katerih je 
zagotovljeno ustrezno varstvo osebnih podatkov tudi za tuje drţavljane, pa se je ustvaril 
tudi pritisk na druge drţave, ki niso članice EU, naj sprejmejo ustrezno zaščitno 
zakonodajo. 
 
Verjetno je k razvoju varstva informacijske zasebnosti v Evropi (za razliko od ZDA) 
pripomogla tudi negativna izkušnja totalitarnih reţimov, ki je ZDA niso nikoli izkusile tako 
močno in na tak način kot Evropa. V knjigi IBM and the Holocaust Black prikaţe 
                                                 
6 Svet Evrope. 1950. Evropska konvencija o varstvu človekovih pravic in mednarodnih svoboščin, 
Konvencijo je drţavni zbor Republike Slovenije ratificiral 13. 6. 1994. Veljati je začela dne 28. 6. 1994. 
 
7 Direktiva EU 95/46/EC, o zaščiti posameznikov glede na avtomatsko obdelavo osebnih podatkov in o 




povezavo med tehnologijo, informacijsko zasebnostjo in totalitarizmom. Razvrščanje, 
katalogizacija in preštevanje podatkov je bilo pred izumom računalnika zelo dolgotrajna 
naloga, saj je bilo treba vse analize opravljati ročno. Konec 19. stoletja je Herman 
Hollerith izumil posebno napravo za obdelavo podatkov, ki jo je poimenoval Hollerithov 
stroj (ang. Hollerith machine) in velja za predhodnika računalnika. Hollerithov stroj so 
najprej uporabili za analizo podatkov v ZDA pri popisu prebivalstva leta 1890. Raba 
naprave je bila silno učinkovita – ne samo, da so proces obdelave osebnih podatkov 
skrajšali, temveč so ga celo pocenili, saj so izračuni pokazali, da so pri popisu prihranili 
okrog pet milijonov dolarjev. Vendar pa hitrejša in cenejša analiza ni prinesla samo 
prednosti, temveč tudi nove nevarnosti, ki se jih pred nastankom te tehnologije ni nihče 
dobro zavedal. Dvanajstega aprila 1933 so namreč v tretjem rajhu začeli popisovati 
prebivalstvo in si pri tem pomagali s Hollerithovimi stroji. Eden izmed namenov popisa je 
bil tudi identifikacija judovskega prebivalstva in izdelava načrta za učinkovitejše 
deportacije in zaplembe premoţenja Black je v svoji študiji dokazal, da so ob pomoči 
Hollerithovih strojev nacisti upravljali preskrbo vojske, koncentracijska taborišča, 
nadzorovali prebivalstvo in vodili skoraj celotno ekonomijo. Zgovorna je tudi primerjava 
Francije in Nizozemske pod nacistično zasedbo: v obeh drţavah so nacisti izvedli popis 
prebivalstva, katerega namen je bil identifikacija judovskega prebivalstva. Vendar so 
popisovalci v Franciji izvedbo popisa, predvsem pa delovanje Hollerithovih strojev, 
sabotirali (Hollerithovi stroji so kot nosilce podatkov uporabljali posebne luknjičaste 
kartice, ki so morale biti iz posebnega papirja in zelo natančno preluknjane, da se stroji 
niso zaustavljali in mašili). Na Nizozemskem pa je bilo sodelovanje z okupacijskimi 
oblastmi celo več kot zgledno, saj so na predlog nizozemskega statistika Jacobusa 
Lambertusa Lentza uvedli celo prve osebne izkaznice na svetu, take s fotografijo, 
prstnim odtisom in lastnoročnim podpisom posameznika ter oznako, ali je Jud ali ne. 
Uporaba oziroma neuporaba tehnologije sama po sebi ni edini vzrok za razliko v deleţu 
deportacij judovskega prebivalstva, vendar so  številke precej zgovorne: na 
Nizozemskem so deportirali okrog 73% Judov, v Franciji pa okrog 25% (Black v: 
Kovačič, 2006: 72). Podobnega mnenja je tudi komisar Flaherty, ki pravi, da je bila v 
ozadju priprav evropske zakonodaje za zaščito informacijske zasebnosti implicitna ţelja 
po preprečitvi vnovičnega vzpona totalitarnih reţimov, ki so ţeleli nadzorovati 
populacijo, čeprav je bil ta strah le redko izrečen v formalnih razpravah (Cate v: Kovačič, 
2006: 72). 
 
Iz tega bi lahko sklepali da se evropsko in ameriško varstvo zasebnosti razlikuje tudi 
zaradi različnega zgodovinskega ozadja. ZDA niso nikoli izkusile koliko škode lahko 
zbiranje in vodenje evidenc povzroči, če se jih uporabi za namen preganjanja določenih 
nacionalnih ali političnih skupin. Poleg II. svetovne vojne so se Evropejci soočili tudi s 
komunizmom, v katerem so prav baze podatkov odigrale odločilno vlogo pri 
identificiranju in odstranitvi oseb, ki so bile v napoto komunističnemu reţimu.  
 
V Evropi je večina drţav podpisala in ratificirala mednarodne akte, ki urejajo varstvo 
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zasebnosti. Najpomembnejši med njimi so Splošna deklaracija človekovih pravic8, 
Mednarodni pakt o drţavljanskih in političnih pravicah9 ter Evropska konvencija o 
varstvu človekovih pravic in mednarodnih svoboščin (v nadaljevanju EKČP). Splošna 
deklaracija človekovih pravic v 12. členu določa, da se “nikogar ne sme nadlegovati s 
samovoljnim vmešavanjem v njegovo zasebno ţivljenje, v njegovo druţino, v njegovo 
stanovanje ali njegovo dopisovanje in tudi ne z napadi na njegovo čast in ugled. Vsakdo 
ima pravico do zakonskega varstva pred takim vmešavanjem ali takimi napadi.” Enako 
se glasi tudi dikcija 17. člena Mednarodnega pakta o drţavljanskih in političnih pravicah. 
EKČP, ki velja za najpomembnejši dokument s področja varovanja človekovih pravic in 
temeljnih svoboščin v Evropi, v 8. členu pravi, da ima vsakdo pravico do spoštovanja 
svojega zasebnega in druţinskega ţivljenja, doma in dopisovanja; posegi v to pravico so 
moţni samo, če je tako določeno z zakonom in nujno v demokratični druţbi zaradi 
drţavne ali javne varnosti ali ekonomske blaginje drţave, da se prepreči nered ali zločin, 
zavaruje zdravje ali morala ali da se zavarujejo pravice in svoboščine drugih ljudi. EKČP 
pa je sicer pomembna predvsem zato, ker je osnova po kateri deluje Evropsko sodišče 
za človekove pravice (v nadaljevanju ESČP). Z njegovimi odločbami se ustvarja sodna 
praksa, ki zelo vpliva na poenotenje obravnavanja človekovih pravic v Evropi, med 
drugim tudi pravice do zasebnosti. 
 
Podobno kot v ZDA tudi v Evropi ESČP meni, da se drţava v temeljne odločitve 
posameznika – če seveda ne posegajo v pravice drugih in ne ogroţajo zdravja ali morale 
– ne sme vpletati, saj so te del zasebnosti. V ZDA se je pravica do zasebnosti sprva 
oblikovala ob sodni praksi, pozneje pa so sprejeli zakone, ki so v posameznih sektorjih 
urejali varstvo zasebnosti (t. i. sektorski pristop). Sicer je bil zakon, ki ureja varstvo 
osebnih podatkov, v ZDA sprejet ţe leta 1977, vendar velja le za javni sektor. V Evropi 
pa so ubrali povsem drugačen pristop, saj je prvi zakon za zaščito informacijske 
zasebnosti na svetu, ki je bil sprejet leta 1970 v Nemčiji (v zvezni drţavi Hesse), postavil 
enotna merila za javni in zasebni sektor. Razlog za sprejem take zakonodaje so bile 
obseţne druţbene reforme, do katerih je v Evropi prišlo po drugi svetovni vojni. 
Evropske drţave so začele čedalje bolj postajati drţave blaginje in to je prineslo s seboj 
potrebo po pregledu in načrtovanju, vse skupaj pa veliko potrebo po zbiranju in analizi 
čedalje več podatkov. 
 
Obenem je prišlo še do enega premika. V 60. in 70. letih 20. stoletja je bila 
informacijska zasebnost problem večinoma znotraj nacionalnih drţav. V 80. letih in 
pozneje pa je zaradi razvoja in povečane dostopnosti tehnologije informacijska 
zasebnost postala izrazito mednaroden izziv (Bennett v: Kovačič, 2006: 75). Zato je 
                                                 
8 Generalna skupščina Zdruţenih narodov. 1948. Splošna deklaracija o človekovih pravicah (Universal 
Declaration of Human rights), 10. 12. 1948, http://www.un.org/en/documents/udhr/. 
 
9 OZN. 1966. Mednarodni pakt o drţavljanskih in političnih pravicah (International Covenant on Civil and 





Organizacija za ekonomsko sodelovanje in razvoj (v nadaljevanju OECD)10 23. 
septembra 1980 sprejela Smernice za zaščito zasebnosti in čezmejni pretok osebnih 
podatkov. V Smernicah je izrecno navedeno, da veljajo tako za javni kot za zasebni 
sektor, uveljavljajo pa načela za pošteno in zakonito ravnanje z osebnimi podatki. Ta so 
bila pozneje povzeta tudi v drugih mednarodnih dokumentih. Smernice v 17. točki tudi 
izrecno določajo, da je omejitev čezmejnega pretoka podatkov mogoča, kadar drţava, v 
katero so namenjeni podatki, ne spoštuje teh Smernic. Zaradi tega so Smernice ustvarile 
pritisk na poenotenje oziroma sprejem ustrezne zaščitne zakonodaje in to se je kmalu 
pokazalo – zaradi 17. člena Smernic je namreč leta 1984 Velika Britanija sprejela 
zakonodajo za zaščito osebnih podatkov (Mayer-Schonberger v: Kovačič, 2006: 76). Res 
pa je, da nekateri kritiki trdijo, da je zasebnost tisto, kar je s Smernicami  po eni strani 
pridobila (minimalne standarde varstva), po drugi strani s čezmejnim pretokom osebnih 
podatkov izgubila (Gutwirth v: Kovačič, 2006: 76), saj je bil eden izmed namenov 
Smernic ravno poenotenje zakonodaje zaradi odstranitev ovir čezmejnega pretoka 
podatkov. 
Leto  dni  pozneje  je  Svet  Evrope  sprejel  enega  najpomembnejših  dokumentov  s  
področja varovanja informacijske zasebnosti – konvencijo o varstvu posameznikov glede 
na avtomatsko obdelavo osebnih podatkov11. Konvencija, ki je bila pripravljena na 
podlagi Smernic OECD, je jasno izpostavila povezavo med varstvom osebnih podatkov in 
zaščito zasebnosti posameznika ter problematičnost tehnologije  (avtomatska  obdelava  
osebnih  podatkov),  hkrati  pa  je  določila  pravila  za  zbiranje  in obdelavo osebnih 
podatkov ter izenačila zbirke osebnih podatkov v javnem in zasebnem sektorju. 
Konvencija določa, da se smejo osebni podatki uporabljati in shranjevati samo za 
zakonite namene in pošteno (ang. fairly); zbirati se smejo samo podatki, ki so ustrezni 
in skladni z dosegom namena, za katerega se zbirajo; prepovedano je čezmerno 
zbiranje osebnih podatkov; upravljavec zbirke osebnih podatkov pa mora zagotoviti 
njihovo točnost in posodobljenost in jih ne sme hraniti dlje, kot je nujno potrebno za 
dosego namena, zaradi katerega se zbirajo. Konvencija zahteva tudi obstoj ukrepov, ki 
bodo zagotovili, da bodo osebni podatki shranjeni za določene in zakonite namene in da 
se bodo obdelovali le podatki, ki so primerni, ustrezni in niso pretirani glede na namen 
zbiranja (Čebulj v: Kovačič, 2006: 76). Poleg tega konvencija daje posameznikom 
pravico do seznanitve z obstojem in vsebino osebnih podatkov, ki jih zadevajo, ob 
morebitnih napakah pa pravico zahtevati popravek ali izbris osebnih podatkov. Podobno 
kot pri Smernicah OECD pa kritiki tudi tu izpostavljajo dejstvo, da namen poenotenja 
varstva zasebnosti ni toliko varstvo človekovih pravic kot zagotovitev neoviranega 
pretoka osebnih podatkov (Gutwirth v: Kovačič, 2006: 77). Toda razvoj zaščite 
                                                 
10 OECD. 1980. Smernice za zaščito zasebnosti in čezmejni pretok osebnih podatkov (The OECD 
Guidelines on the Protection of Privacy and Transborder Flows of Personal Data), 
http://www.oecd.org/document/18/0,3343,en_2649_34255_1815186_1_1_1_1,00.html. 
11 Svet Evrope. 1981. Konvencija Sveta Evrope o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatov (Convention for the Protection of Individuals with Automatic Processing of Personal 
Data), sprejel jo je Svet Evrope28. 1. 1981. Uradni list RS, Mednarodne pogodbe, št. 3/1994. Konvencijo 
je drţavni zbor Republike Slovenije ratificiral dne 25. 1. 1994. Veljati je začela dne 1. 3. 1994. 
16 
 
informacijske zasebnosti se tu ni ustavil. Naslednji pomemben mejnik je razsodba 
nemškega ustavnega sodišča iz leta 1983, ki je izpostavila načelo informacijskega 
samoodločanja (ang. information self-determination), sodišče pa je tudi poudarilo, da 
mora drţava pojasniti zakaj potrebuje podatke in kakšne so posledice zavrnitve oddaje 
osebnih podatkov (Mayer-Schonberger v: Kovačič, 2006: 77). Pravica informacijskega 
samoodločanja je posameznikom tako dala moţnost, da se sami odločajo kako bodo 
sodelovali v druţbi: “Ni vprašanje, ali nekdo ţeli sodelovati v druţbenih procesih, temveč 
kako” (Mayer-Schonberger v: Kovačič, 2006: 77). Vendar pa je v praksi začelo prihajati 
do pojavov, ko so podjetja posameznikom vsiljevala bianco soglasje za kakršnokoli 
nadaljnjo uporabo osebnih podatkov. Ker je bilo to soglasje pogosto tudi del poslovne 
pogodbe in brez njega ni bilo mogoče dobiti storitev podjetja, posamezniki pa se 
nevarnosti take oddaje osebnih podatkov niso zavedali, v praksi pogosto ni bilo prave 
moţnosti izbire. Zato je šlo varstvo informacijske zasebnosti v to smer, da so določena 
področja informacijske zasebnosti absolutno zaščitena in jih ni mogoče odtujiti. To 
pomeni, da se posameznik v pogodbi ne more odreči določenim pravicam, prav tako je 
prepovedano ali vsaj močno omejeno obdelovanje nekaterih občutljivih vrst osebnih 
podatkov (Mayer-Schonberger v: Kovačič, 2006: 77). Poleg tega se v zadnjem času – 
predvsem na podlagi direktiv EU – širijo tudi pristojnosti in pooblastila ter zagotavlja 
neodvisnost pooblaščencev za varstvo osebnih podatkov. V prihodnosti pa bo verjetno 
najbolj občutljivo področje, s katerim se bodo ukvarjale evropske drţave, tehtanje med 
pravico do zasebnosti in pravico do dostopa do informacij javnega značaja.  
 
 
2.4.1 Vpliv direktiv EU na varstvo informacijske zasebnosti v Evropi 
 
Kljub temu da je Konvencija Sveta Evrope prvi resnejši poskus poenotenja nacionalnih 
standardov za zaščito informacijske zasebnosti (načela, ki jih vsebuje ta konvencija, so v 
taki ali drugačni obliki povzeta tudi v drugih pravnih dokumentih, med drugim tudi v 
ZDA v ITF Working Group Principles (Cate v: Kovačič, 2006: 78)), pa je v praksi naletela 
na nekaj teţav. Ena večjih je odsotnost definicije, kaj je ustrezna stopnja zaščite osebnih 
podatkov (Cate v: Kovačič, 2006: 78). Ta problem je skušala rešiti Evropska unija s 
svojimi direktivami. Namen direktiv EU o zasebnosti je harmonizacija oziroma uskladitev 
zakonodajnega varstva zasebnosti v vseh drţavah članicah. Leta 1995 je EU sprejela 
Direktivo o zaščiti osebnih podatkov 95/46/EC12. Prvi osnutek direktive je bil pripravljen 
ţe leta 1990, vendar je predvideval drugačno obravnavo osebnih podatkov v javnem in 
zasebnem sektorju. Leta 1992 pa je evropski parlament sprejel dopolnilo, s katerim je 
osebne podatke v javnem in zasebnem sektorju izenačil, direktiva pa je bila dokončno 
sprejeta leta 1995. Pomen direktive je sicer tudi v tem, da je jasno izpostavila povezavo 
                                                 
12 Direktiva 95/46/EC o varstvu posameznikov pri obdelovanju osebnih podatkov in svobodnem pretoku 
teh podatkov (Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on 
the protection of individuals with regard to the processing of personal data and on the free movement of 
such data), http://ec.europa.eu/justice_home/fsj/privacy/docs/95-46-ce/dir1995-46_part1_en.pdf 
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med zaščito osebnih podatkov in temeljnimi pravicami in svoboščinami posameznika – 
Cate celo meni, da so stroški izpolnjevanja zahtev direktive (ki se prenašajo na 
drţavljane in potrošnike) pravzaprav nekakšen davek, ki je upravičen z visoko 
vrednostjo, ki jo ima zasebnost (Cate v: Kovačič, 2006: 78). Vendar je po drugi strani iz 
direktive jasno razvidna ţelja zagotoviti neoviran pretok osebnih podatkov med 
drţavami, saj druga točka prvega člena jasno določa, da “drţave članice ne smejo 
omejevati ali prepovedati prostega pretoka osebnih podatkov med drţavami članicami 
zaradi razlogov” zaščite zasebnosti (2. točka 1. člena direktive  95/46/EC140). Ta 
direktiva ima nekaj pomembnih določil, med drugim se ne nanaša samo na ţiveče 
posameznike, dovolj široko definira obdelavo osebnih podatkov, posebno pozornost 
namenja obdelavi občutljivih osebnih podatkov, predvsem pa v 28. členu zahteva 
ustanovitev neodvisnega nadzornega organa, ki skrbi za spoštovanje zakonodaje za 
zaščito zasebnosti. V Sloveniji ima to nalogo informacijski pooblaščenec oz. drţavni 
nadzorniki za varstvo osebnih podatkov v okviru tega organa in drugod po Evropi to delo 
opravljajo specializirane agencije, pooblaščenci (komisarji) ali posebni ombudsmani, ki 
morajo imeti določeno stopnjo pooblastil. Ta obsegajo predvsem dolţnost vlade, da se s 
tem organom posvetuje v vseh primerih, ki zadevajo spremembo zakonodaje s področja 
zasebnosti; ta organ ima pravico do vseh informacij, ki so relevantne za njegove 
preiskave, lahko prepove obdelavo osebnih podatkov ali uniči nezakonito vzpostavljeno 
zbirko osebnih podatkov, sprejema in obravnava pritoţbe ter pripravlja redna poročila. S 
tem je EU vzpostavila celovit pravni okvir varovanja informacijske zasebnosti, posledica 
pa je tudi vzpostavitev opazovanja (monitoringa) tega področja. Ker direktiva 
prepoveduje iznos osebnih podatkov v drţave, v katerih ni ustrezne zaščite informacijske 
zasebnosti, zelo vpliva tudi na zakonodaje drţav, ki niso članice EU. Direktiva tako za 
večino drţav, v katerih je to področje neurejeno, pomeni pomemben motiv za sprejem 
ustreznih zakonov (Laurant v: Kovačič, 2006: 79), to pa ne velja povsem za ZDA, ki so 
ta določila kritizirale, češ da so neprimerno nadleţna ter nezdruţljiva s postopki v 
resničnem svetu. Po slovenskem Zakonu o varstvu osebnih podatkov13 iznos osebnih 
podatkov v ZDA na podlagi starega 24. člena14  oziroma novega 63. člena ( ZVOP-144)15 
ni dovoljen, saj so bile ZDA še v začetku leta 2004 na seznamu drţav z neustrezno 
stopnjo zaščite osebnih podatkov, ki ga je po starem zakonu vzdrţevalo slovensko 
zunanje ministrstvo (Ministrstvo za zunanje zadeve v: Kovačič, 2006: 79). Evropska 
komisija se ni sicer nikoli formalno izrekla o ne/ustreznosti zaščite informacijske 
zasebnosti v ZDA, vendar je najela dva ugledna ameriška profesorja prava, Schwartza in 
Reidenberga, ki sta pripravila analizo zakonodajne zaščite zasebnosti v ZDA. Analiza je 
pokazala precej pomanjkljivosti (Laurant v: Kovačič, 2006). 
 
ZDA in EU imata zelo različen pogled na varstvo osebnih podatkov predvsem zaradi 
                                                 
13 Zakon o varstvu osebnih podatkov (ZVOP-1), Uradni list RS, št. 86/04. 
14 Zakon o varstvu osebnih podatkov (ZVOP), Uradni list RS, št. 52/99, 57/01, 59/01-popr., 52/02-ZDU-1 
in 73/04-ZUP-C. 
15 Zakon o varstvu osebnih podatkov (ZVOP-1), Uradni list RS, št. 86/04. 
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različnih izkušenj v II. svetovni vojni in po njej, ter zaradi različnih kulturnih vrednot. V 
ZDA pravico do zasebnosti dojemajo kot varovanje zasebnosti doma, osebnega prostora 
pred posegi drţave vanj, medtem ko gre v Evropi za varovanje posameznika pred 












































3 BOJ PROTI TERORIZMU 
 
 
Beseda terorizem je postala ţe del našega vsakdana in marsikdo se ob njenem 
omenjanju zave kako zelo je ogroţen. Povečanje števila terorističnih dejanj v EU in ZDA 
in predvsem njihovo redno pojavljanje v glavnih mnoţičnih medijih je pripomoglo k 
občutkom stalne ogroţenosti in strahu civilnega prebivalstva pred ponovnimi 
terorističnimi dejanji. Vendar pa teroristična dejanja po celem svetu prinašajo s seboj 
poleg ţrtev, uničenja, strahu, splošnega kaosa in včasih političnih sprememb, tudi 
spremembe na področju varstva človekovih pravic, tako negativne kot pozitivne. 
 
 
3.1 OPREDELITEV TERORIZMA 
 
Skupne definicije terorizma na mednarodni ravni ni. Avtorji, ki obravnavajo to temo, 
opredeljujejo terorizem vsak po svoje, odvisno od tega, s katerega vidika spremljajo 
problematiko. Prav tako se definicija terorizma skozi zgodovino spreminja, tako kot se 
spreminjajo vzroki, posledice in oblike terorizma.  
 
Definicija terorizma, ki jo je podala Mednarodna Organizacija Zdruţenih Narodov (v 
nadaljevanju OZN) leta 1937 se je glasila: vsa kriminalna dejanja usmerjena zoper 
drţavo, namenjena in zamišljena ustvariti stanje terorja v mislih določenih 
posameznikov, skupine posameznikov ali obče javnosti (Terrorism, 2006). 
 
A. Schmid, strokovnjak s področja raziskovanja terorističnih dejanj in skupin je leta 1992 
predlagal, da bi se za teroristična dejanja štela vsa dejanja vojnih zločinov, ki se zgodijo 
ali jih nekdo povzroči v dobi miru (Terrorism, 2006). 
 
Generalni sekretar OZN Kofi Anan je na Svetovnem vrhu OZN septembra 2005 predlagal 
naslednjo definicijo terorizma: vsako dejanje, katerega namen je povzročiti smrt ali 
hudo telesno poškodbo civilistom ali tistim, ki se ne vojskujejo, zato, da bi ustrahovali 
prebivalstvo ali prisilili vlado ali mednarodno organizacijo, da izvede neki ukrep ali ga ne 
izvede. (Rupel, 2005,  str. 14). 
Vse prej omenjene definicije terorizma so napisane zelo previdno in diplomatsko, ravno 
zaradi tega da bi jih sprejelo čim več drţav, v končni fazi vse članice OZN, vendar do 
tega do danes še ni prišlo. Vse drţave članice OZN pa so strogo obsodile vsa teroristična 
dejanja v vseh oblikah, ne glede na to kdo jih je povzročil, zakaj in kdaj so bila 
povzročena (UN 2005 World Summit Outcome, 2005, str. 22-23)16.  
 
ZDA uporabljajo dva zakonika v katerih je zapisana definicija terorizma. Prva definicija je 
                                                 
16UN 2005 World Summit Outcome, 2005, str. 22-23, http://www.un.org/summit2005/ 
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zapisana v Zveznih zakonih17 (Code of Federal Regulations) in sicer kot protizakonita 
uporaba sile in nasilja zoper osebe ali lastnino, z namenom ustrahovati ali prisiliti vlado, 
civilno populacijo ali katerikoli segment druţbe, v določene politične ali socialne cilje 
(Code of Federal Regulations, 2005). Druge definicije so v Zveznem kriminalnem 
zakoniku, kjer je pojem terorizem ločen na nacionalni in mednarodni terorizem. 
Nacionalni  terorizem je definiran kot  dejanja, ki ogroţajo človeška ţivljenja, ki so 
kršitev kazenskega prava ZDA ali katerekoli zvezne drţave; dejanja, ki se pokaţejo kot 
ustrahovanje in prisila civilne druţbe, z ustrahovanjem ali prisilo vplivati na vladno 
politiko ali vplivati na delovanje (vodenje) vlade z mnoţičnim uničevanjem, atentati ali 
ugrabitvami; ter so se prvenstveno zgodila na območju teritorialne jurisdikcije ZDA. Za 
mednarodni terorizem je definicija dejanj enaka, razlika je v lokaciji terorističnih dejanj, 
ki so se prvenstveno zgodila zunaj območja teritorialne jurisdikcije ZDA, ali prekoračijo 
drţavne meje v smislu namenov za katere so izurjeni, oseb ki jih nameravajo ustrahovati 
ali prisiliti, ali ozemlje na katerem sodelavci delujejo ali iščejo azil. 
 
Tudi Slovenija nima enotne definicije terorizma na drţavni ravni. Naše stališče je 
obsodba vsakršnih oblik terorizma. Vladni resorji drţave Slovenije, kot podpisniki mnogih 
mednarodnih sporazumov in konvencij za boj proti terorizmu, predvidevajo vrsto 
dejavnosti  za omejevanje terorističnih organizacij in preprečitev terorističnih dejanj, 
med njihovimi nalogami pa je tudi povišana aktivnost v boju proti terorizmu. 
 
Brez enotne definicije terorizma so tudi ostale drţave EU, ki so hkrati tudi članice OZN, 
saj čakajo da bo le-ta oblikovala enotno definicijo s katero se bodo drţave članice EU 
lahko strinjale. Na ravni pravnih aktov je Svet Evropske Unije za boj proti terorizmu 
sprejel opis terorističnih dejanj oz. dejanj, ki lahko vodijo v terorizem ali pomagajo 
terorističnim skupinam, kako se le-te obravnavajo in kako kaznujejo. (Council 
Framework Decision on Combating Terrorism, 2002, str. 2-14)18. 
 
 
3.1.1 Varnostni ukrepi po 11. septembru 
 
Po 11. septembru so na letališčih uvedli kopico novih varnostnih ukrepov, ki naj bi 
preprečili nadaljnje tragedije. Med najpomembnejšimi ukrepi so naslednji: 
 
- International federation of airline pilots associations (v nadaljevanju IFALPA), 
mednarodno zdruţenje letalskih pilotov je predlagalo da bi zaposlene na letališčih, 
vključno s piloti preverjali s pomočjo pametne kartice, ki bi vsebovala biometrične 
                                                 
17 Code of Federal Regulations: Title 28, section 0.85. U.S. Government Printing Office, 
http://a257.g.akamaitech.net/7/257/2422/08aug20051500/edocket.access.gpo.gov/cfr_2005/julqtr/28cfr0
.85.htm. 
18 Council Framework Decision on Combating Terrorism, 2002, str. 2-14. 
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podatke. To bi omogočalo redno pregledovanje zaposlenih, ko bi prišli na delovno mesto 
in ne bi bilo potrebno opravljati zamudnih varnostnih ukrepov. Odobren je bil tudi načrt 
za usposabljanje oboroţenih zračnih načelnikov, s čemer pa se ne strinja predsednik 
mednarodne zveze za zračni promet Anthony Concil, ker meni da na letalu ne bi smelo 
biti oroţja.   
 
- IFALPA je zahtevala tudi inštalacijo jeklenih vrat pilotske kabine ter dodatno urjenje 
posadke, da teroristi ne bi mogli nikoli več prevzeti aktivne kontrole nad letalom. V 
primeru terorističnega napada posadka v nobenem primeru ne bi odprla jeklenih vrat, 
ampak bi teţila le k temu, da čimprej varno pristane. Prav tako je potrebno dodatno 
pregledovanje tovora.  
 
- Napredek v varnostnih ukrepih se kaţe tudi glede predvsem v pogledu na moţnost  
sodelovanja z morebitnimi ugrabitelji. Včasih je bilo namreč v praksi čimbolj sodelovati z 
ugrabiteljem, se pogajati z njim in poskušati pristati, medtem ko  danes pristanek ni več 
prvo pravilo.  
 
- Najstroţje ukrepe je uveljavila britanska vlada. Ti se nanašajo na prtljago potnikov, 
npr. potniki ne smejo imeti s seboj nobenih tekočin, iz katerih bi ob mešanju lahko 
nastala eksplozivna substanca, prav tako potniki ne smejo imeti več nobene ročne 
prtljage, razen osebnih  dokumentov. Rezultat tega je bil vsesplošni kaos in mnoţične 
odpovedi letov v Veliko Britanijo.  
 
- Naslednji ukrep je bil oboroţen varnostnik, ki ima nalogo preiskati potnike in posadko 
pred vkrcanjem na letalo. Dostop na letalo je dovoljen skozi za to določene vhode. Za 
boljšo varnost so tudi izvedli dva varnostna programa, s katerima so določili maksimalno 
teţo na letalu, preverjali so kriminalno preteklost potnikov in zaposlenih, slednjim so 
vzeli tudi prstne odtise. 
 
- Obvezno je rentgensko pregledovanje na letališčih, ter  25 km premer okoli 
Washingtona DC, kjer so omejili prelete.  
 
Letalska  industrija je nove varnostne ukrepe zelo pohvalila medtem, ko je zdruţenje 
evropskih letalskih zdruţb Association of Evropean airlines (v nadaljevanju AEA) močno 
skritiziralo tak način zagotavljanja varnosti, češ da bi morala letališča svoje ukrepe 
prilagoditi na tak način, da ne bi povzročili vznemirjanja potnikov.  
 
 
3.2 EVROPSKA UNIJA IN DEKLARACIJA O BOJU PROTI TERORIZMU 
 
Evropska varnostna in obrambna politika (v nadaljevanju EVOP), ki jo je EU začela 
vpeljevati  je odprla novo poglavje v boju proti terorizmu v EU. V boju proti terorizmu so 
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se zdruţile članice EU in s podporo North Atlantic Treaty Organization (v nadaljevanju 
NATO) leta 2003 razglasile operativno pripravljenost in začele samostojno opravljati 
mirovne misije.  
 
Štirinajst dni po krvavem terorističnem napadu v Madridu je Svet EU (v nadaljevanju 
SE), 25.  marca 2004 sprejel pomemben dokument o boju proti terorizmu, imenovan 
Deklaracija o boju proti terorizmu (Declaration on Combating Terrorism)19. ''Gre za 
nekakšen krovni dokument, ki vsebuje vse relevantne dokumente Organizacije zdruţenih 
narodov (v nadaljevanju OZN), vseh 12 resolucij, ki jih sprejema in povzema v celoti. 
Sprejema pa tudi dvanajst inštrumentov EU, ki so za ta, imenuje ga koncept evropske 
sistemske zaščite, tako pomembni ''(Anţič, 2004, str.8). V dokumentu je navedeno, da 
nobena drţava ni imuna na teroristične napade kakršen se je zgodil v Madridu in da se 
lahko takšne groţnje izkoreninijo le s kupnimi močmi in ukrepi vseh drţav članic EU.  
 
Deklaracija o boju proti terorizmu ima več poglavij in najpomebnejša med njimi so: 
a) varnostna strategija, 
b) sodelovanje z Zdruţenimi drţavami in partnericami, 
c) pomoč ţrtvam, 
d) skupne smernice za boj proti terorizmu, 
e) strateške posodobitve 'Načrta akcije proti terorizmu', 
f)  zdruţevanja znanja, 
g) preprečevanje financiranja terorizma, 
h) ukrepi za zaščito transporta in populacije, 
i) mednarodno sodelovanje, 
j) nadgrajevanje obstoječega delovanja: 
- zakonodajni ukrepi, 
- krepitev operativnega sodelovanja in 
- povečanje učinkovitosti informacijskega sistema, 
k) ustanovitev mesta Koordinatorja za proti terorizem.  
 
Terorizem opredelijo kot ključno groţnjo in zato izdelajo odločno strategijo, ki vsebuje 
konkretne predloge, rešitve in priporočila za ustrezno akcijo proti terorizmu. Glavne 
smernice, ki jih določijo kot najosnovnejše za boj proti terorizmu so stabilizacija 
regionalnih konfliktov, učinkovito pravo in visoka politika. Na primeru napada v Madridu 
se strinjajo, da je le popolna in skupna izvršitev ukrepov osnova za ustrezen odziv na to 
groţnjo. SE unije dodaja, da je treba teţiti k razvoju učinkovite EVOP v smeri boja proti 
terorizmu, ter v iskanju poti za izboljšavo varnosti prebivalcev in popotnikov v drţavah 
tretjega sveta. Gre za zagotavljanje virov in posebnega sklada za pomoč in podporo 
ţrtvam napadov. Nadgrajevanje obstoječega delovanja je potekalo v treh smereh. Pri 
zakonodajnih ukrepih se zahteva popolna in pravočasna izvršitev naslednjih ukrepov na 
                                                 





- zapornih nalogov, 
- skupnih preiskovalnih enot, 
- preprečevanja terorizma, 
- zaplemba premoţenja, identifikacije, finančne zadeve, 
- ustanovitev evropskega sodišča in 
- izvršitev posebnih ukrepov za policijsko in sodno sodelovanje. 
 
Področja, ki jih je treba temeljito proučiti in v prihodnosti razviti so: 
- informacijske komunikacije in povezave, 
- izmenjava podatkov o terorističnih prestopkih, 
- nadzor mej, 
- Evropski register obsodb, 
- baza forenzičnih podatkov z materialom in 
- izmenjava informacij in znanja med sodnimi institucijami drţav članic. 
 
Osnovni cilj naj bi bila predloga o komunikacijah in izmenjava informacij o obsodbah. 
Okrepiti sodno vejo sodelovanja in Programa za zaščito prič v teh primerih. Poudarjajo 
tudi  zagotovitve, kot so krepiti kapacitete protiterorističnih enot in pomoč pri izvajanju 
pravnih postopkov Evropskega sodišča. Pri krepitvi operativnega sodelovanja pozivajo 
k kooperativnemu sodelovanju, posebno z Evropolom in Evropskim sodiščem. Treba je 
zagotoviti večjo varnost pred strelnim oroţjem, eksplozivnimi sredstvi, opremo za 
pripravo teh sredstev in zagotoviti ustrezno tehnologijo za tehnično bojevanje proti 
omenjenimi sredstvi. Tretja usmeritev uvaja maksimiziranje učinkovitosti 
informacijskega sistema, predvsem sistema SIS (Schengen Information System).  
 
V namen graditve na obstoječem sodelovanju je bilo dodanih sedem točk, ki so 
podrobneje obravnavane v aneksu. Te točke so: 
- poglabljanje mednarodnega konsenza v boju proti terorizmu in ohranitev načel  OZN, 
- uničevanje virov financiranja terorističnim organizacijam, 
- povečanje kapacitet znotraj Evropske unije in članic za  odkrivanje, preiskovanje  
obsodb teroristov in preventivnih ukrepov, 
- zaščita varnosti v mednarodnem prometu in zagotavljanje učinkovitejše mejne 
kontrole, 
- zagotoviti članicam kapacitete za obrambo pred terorističnimi napadi in 
- zaznavati dejavnike, ki podpirajo terorizem. 
 
Zahteva se ustanovitev mesta koordinatorja za boj proti terorizmu, poudari se 
sodelovanje z visokim predstavnikom Solano in Svetom EU. Policija, varnostni organi in 
ostale agencije naj bi zdruţile svoje znanje in podatke, predvsem pa se pojavi teţnja 
po sodelovanje Evropola z drugimi obveščevalnimi agencijami. Ukrepi za 
preprečevanje terorizma in njegovega financiranja imajo svoje osnovo ţe v ukrepu 
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'Ukrep 1373'20 OZN vendar bo ta ukrep potrebno dopolniti tako, da bo vseboval 
sodelovanje med OZN, SE, ZDA in drţavami tretjega sveta. 
 
 
3.3 SLOVENSKI PRAVNI RED 
 
Slovenija je bila prva med kandidatkami, ki je podpisala sporazum o sodelovanju z 
Evropskim policijskim uradom Evropolom. Ko je drţavni zbor RS 12. oktobra 2001 
sprejel Deklaracijo o skupnem boju proti terorizmu21, je vlada posameznim vladnim 
resorjem naloţila konkretne aktivnosti, ki jih morajo izvajati v boju proti terorizmu. 
Slovenija je prav tako članica večih mednarodnih organizacij kot so NATO, SE, The 
Organization for Security and Co-operation in Europe (v nadaljevanju OVSE), OZN 
preko katerih se neposredno vključuje v boj proti terorizmu. Slovenija je ţe sprejela 
ukrepe, ki se nanašajo na nadzor njenih meja, izmenjavi obveščevalnih podatkov in 
drugih ukrepov, s katerimi je podprla boj proti terorizmu. Na področju izmenjave 
podatkov je Slovenija še poglobila sodelovanje z Interpolom, sklenila pa tudi 
bilateralne sporazume, tako z drţavami EU kot tudi z ZDA.  
 
Slovenski kazenski zakonik dejanja terorizma obravnava kot kazniva dejanja, ki jih 
lahko izvršijo posamezniki ali organizirane kriminalne zdruţbe proti tuji ali lastni drţavi 
in njenim vitalnim interesom. Kazenski zakonik 22(1994, str. 235 - 246) opredeljuje 
terorizem s 355. členom in mednarodni terorizem s 388. členom. Terorizem opredeli 
kot dejanje z namenom, s katerim se ogrozi ustavna ureditev ali varnost Republike 
Slovenije, povzroči eksplozijo ali poţar, ali stori kakšno drugo splošno nevarno dejanje 
ali nasilje, ali zagrozi z uporabo jedrske snovi ali drugih sredstev za mnoţično 
pobijanje ljudi in tako ustvari pri ljudeh občutek negotovosti ali prestrašenosti. V členu 
388. pa je mednarodni terorizem opredeljen kot dejanje z namenom, da bi škodoval 
tuji drţavi ali mednarodni organizaciji, ugrabi kakšno osebo ali stori kakšno drugo 
nasilje, povzroči eksplozijo ali poţar ali s kakšnim splošno nevarnim dejanjem ali 
splošno nevarnim sredstvi povzroči nevarnost za ţivljenje ljudi ali za premoţenje velike 
vrednosti in kdor z namenom, da bi prisilil pravo osebo, mednarodno organizacijo ali 
drţavo, da kaj stori ali ne stori, zagrozi, da bo z uporabo jedrske snovi ali kakšnih 
drugih sredstev za mnoţično pobijanje ljudi ogrozil ali prizadel ţivljenje ljudi ali 
premoţenje velike vrednosti (Kazenski zakonik, 1994, str. 235-246).  
                                                 
20 United Nations Security Council Resolution 1373, 
http://en.wikipedia.org/wiki/United_Nations_Security_Council_Resolution_1373 
21 Deklaracija o skupnem boju proti terorizmu, 
http://www.uradni list.si/1/objava.jsp?urlid=200181&stevilka=4202 
22 Kazenski zakonik Republike Slovenije (KZ), Ur.l. RS, št. 63/1994 (70/1994 popr.), Ur.l. RS, št. 23/1999, 
60/1999 Odl.US: U-I-226/95, 40/2004, 95/2004-UPB1, 37/2005 Odl.US: U-I-335/02-20, 17/2006 Odl.US: 




V povezavi z mednarodnim terorizmom lahko štejemo tudinasledna dejanja, zlasti: 
veleizdaja (348. člen), diverzija (356. člen), sabotaţa (357. člen), jemanje talcev (390.  
člen) in piratstvo (391. člen). Mednje lahko uvrstimo tudi kazniva dejanja umora 
najvišjih predstavnikov drţave (352. člen), nasilje zoper najvišje predstavnike drţave 
(353. člen), genocid (373. člen), ogroţanje oseb pod mednarodnim varstvom (389. 
člen), ugrabitev ladje ali letala (330. člen) povzročitev splošne nevarnosti (317. člen) in 
povzročitev nevarnosti z jedrskimi snovmi (319. člen) (Kazenski zakonik, 1994, str. 235-
250). Posebne metode in sredstva, določene v Zakonu o kazenskem postopku23 (150. in 
156. člen), se uporabljajo v boju proti terorizmu, kadar obstajajo utemeljeni razlogi za 
sum, da je določena oseba izvršila katerega izmed navedenih kaznivih dejanj in 
kaznivega dejanja nedovoljene proizvodnje in prometa z oroţjem ali razstrelilnimi 
snovmi. Gre za nadzor telekomunikacij s prisluškovanjem in snemanjem, kontrolo pisem 
in drugih pošiljk, kontrolo računalniškega sistema banke ali druge pravne osebe, ki 
opravlja finančno ali gospodarsko dejavnost, prisluškovanje ali snemanje pogovorov s 
privolitvijo vsaj ene osebe udeleţene v pogovoru in navidezni odkup predmetov po 
odredbi drţavnega toţilca. Za nekatere od navedenih kaznivih dejanj pa se lahko izvede 
tudi prisluškovanje ter opazovanje v tujem stanovanju. Izvedejo se na predlog javnega 
toţilca in na podlagi odredbe sodišča (Zakon o kazenskem postopku, 2003, str.65-66). 
 
Ker je Slovenija članica OVSE, OZN, EU in drugih mednarodnih organizacij, ki se bojujejo 
proti terorizmu, je dolţna preko ustrezne zakonodaje izvajati in izpolnjevati svoje 
obveznosti. Slovenija, ki je podpisnica tako bilateralnih kot multilateralnih pogodb 
oziroma konvencij s področja boja proti terorizmu, mora svoje obveznosti prek ustrezne 
zakonodaje in z izvajanjem praktičnih ukrepov odločno izpolnjevati. Slovenija ima kot 
članica OZN in drugih mednarodnih organizacij, v skladu z obveznostmi, ki izhajajo iz 
njenega članstva, dolţnost sprejemati ali odpravljati omejevalne ukrepe zoper drţave, 
teritorialne entitete, gibanja, mednarodne organizacije in osebe, če je to potrebno zaradi 
izvajanja sankcij OZN. Namen omejevalnih ukrepov naj bi bil pritisk na drţavo, entiteto 
ali osebo, da izpolnijo cilje postavljene s strani VS (Varnostni svet) brez uporabe sile. Ne 
samo zaradi OZN, ampak je v našem interesu kvalitetna dolgoročna ureditev razmerij 
med EU, NATO in ostalimi drţavami. Potekati mora brez tekmovanja, brez dragega in 
nepotrebnega podvajanja zmogljivosti in ob razumni delitvi nalog glede na zvrst 
morebitnih posredovanj zunaj evropske celine. RS bi s skupnim naporom NATO in EU 
lahko največ prispevala z mirovnimi četami, policijskimi oddelki ter z obveščevalno 
dejavnostjo. 
                                                 
23 Zakon o kazenskem postopku (ZKP), Ur.l. RS, št. 63/1994 (70/1994 popr.) Spremembe: Ur.l. RS, št. 
25/1996 Odl.US: U-I-18/93, 39/1996 Odl.US: U-I-33/95-12, 5/1998 Odl.US: U-I-25/95, 49/1998-ZPol 
(66/1998 popr.), 72/1998, 6/1999, 42/2000 Odl.US: U I 282/99, 66/2000, 111/2001, 32/2002 Odl.US: U-
I-92/96-27, 3/2003 Odl.US: U-I-204/99-22, 21/2003 Odl.US: U-I-190/00-11, 44/2003 Odl.US: U-I-149/99-
15, 56/2003, 92/2003 Odl.US: U-I-319/00-21, 114/2003 Odl.US: U-I-426/02, Up-546/01-21, 116/2003-
UPB1, 43/2004, 68/2004 Odl.US: U-I-296/02, 83/2004 Odl.US: Up-729/03, U-I-187/04, 96/2004-UPB2, 
101/2005, 8/2006-UPB3, 14/2007, 32/2007-UPB4, 102/2007-ZSKZDČEU, 21/2008 Odl.US: U-I-96/06-13, 
23/2008-ZBPP-B, 65/2008 Odl.US: U-I-328/04-22, 68/2008, 89/2008 Odl.US: U-I-25/07-43, člen 348-390. 
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3.4 ČLOVEKOVE PRAVICE IN TERORIZEM 
 
EU je prepričana, da je v okviru boja proti terorizmu izredno pomembno zagotoviti 
celovito in učinkovito varstvo človekovih pravic in temeljnih svoboščin, tako v Evropi kot 
po svetu. Učinkoviti ukrepi za boj proti terorizmu in varstvo človekovih pravic nista 
protislovna cilja, temveč se medsebojno dopolnjujeta in vzajemno krepita. Strateška 
zavezanost Evropske unije iz strategije za boj proti terorizmu je v zvezi s tem zelo jasna: 
"Bojevati se proti terorizmu na svetovni ravni in obenem spoštovati človekove pravice in 
napraviti Evropo varnejšo, s čimer bi omogočili drţavljanom, da ţivijo v svobodi, varnosti 
in pravici." Demokratične druţbe lahko dolgoročno premagajo terorizem le, če ostanejo 
zavezane svojim vrednotam. Boj EU proti terorizmu je trdno zasidran v pravnem okviru, 
ki zagotavlja spoštovanje človekovih pravic in temeljnih svoboščin. EU ostaja močno 
zavezana brezpogojni prepovedi mučenja in drugega krutega, nečloveškega ali 
poniţevalnega ravnanja in kaznovanja. Obstoj skrivnih prostorov za pridrţanje, kjer so 
priporniki v pravni praznini, je v nasprotju z mednarodnim humanitarnim pravom in 
mednarodno zakonodajo o človekovihpravicah. 
 
EU je v izjavah v okviru različnih  forumov ZN večkrat poudarila pomen zagotavljanja 
spoštovanja človekovih pravic v boju proti terorizmu. Predsedstvo je v imenu Evropske 
unije na zasedanju Odbora Generalne skupščine ZN o ukrepih za odpravo 
mednarodnega terorizma februarja 2008 navedlo, da mora mednarodno sodelovanje v 
boju proti terorizmu potekati v skladu z mednarodnim pravom, vključno z Ustanovno 
listino ZN ter ustreznimi mednarodnimi konvencijami in protokoli, zlasti s pravom 
človekovih pravic, begunskim pravom in mednarodnim humanitarnim pravom. V izjavi za 
Varnostni svet ZN z dne 19. marca 2008 o groţnjah za mednarodni mir in varnost, ki so 
jih sproţila teroristična dejanja, je predsedstvo navedlo, da morajo biti vsi ukrepi za boj 
proti terorizmu v skladu z obveznostmi iz mednarodnega prava, zlasti prava človekovih 
pravic, begunskega prava in mednarodnega humanitarnega prava. Poleg tega je EU v 
nadaljevanju šestega zasedanja Sveta za človekove pravice (decembra2007) podprla 
podaljšanje mandata posebnega poročevalca za uveljavljanje in varstvo človekovih 
pravic in temeljnih svoboščin v boju proti terorizmu EU je nadaljevala poglobljen dialog s 
pravnim svetovalcem na ameriškem zunanjem ministrstvu o mednarodnem pravu in 
različnih vidikih boja proti terorizmu. Ta srečanja so omogočila natančno izmenjavo 
mnenj o zapletenih vprašanjih mednarodnega prava, ki se pojavljajo v boju proti 
terorizmu. Dialog prispeva k boljšemu razumevanju kako se je treba boriti proti 
terorizmu ob spoštovanju pravne drţave in mednarodnega prava, vključno z 
mednarodnim pravom človekovih pravic. 
 
V okviru evrosredozemskega partnerstva sta Evropska komisija in češko ministrstvo za 
zunanje zadeve 16. in 17. junija 2008 v Pragi organizirala seminar na temo 
"zagotavljanja spoštovanja človekovih pravic v boju proti terorizmu v skladu z 
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mednarodnim pravom". Kodeks ravnanja v boju proti terorizmu24, sprejet novembra 
2005 na evrosredozemskem vrhu v Barceloni, poziva k odločnim, a sorazmernim 
odzivom na teroristične napade, ki imajo trdno oporo v mednarodnih in domačih pravnih 
okvirih, da bi zagotovili spoštovanje človekovih pravic in temeljnih svoboščin. Na tej 
podlagi so evrosredozemski zunanji ministri na srečanju v Tampereju pozvali k 
organizaciji regionalnega seminarja o zagotavljanju spoštovanja človekovih pravic v boju 
proti terorizmu v skladu z mednarodnim pravom. Na seminarju v Pragi se je srečalo prek 
sto predstavnikov vlad in civilne druţbe iz evrosredozemskih partneric. Seminar je 
pokrival vprašanja, kot so boj proti diskriminaciji, zagotavljanje svobode izraţanja, boj 
proti mučenju in pravica do poštenega sojenja. Na seminarju so bila sprejeta obseţna 
priporočila, ki bodo podlaga za nadaljnje delo v zvezi s tem vprašanjem med 
evrosredozemskimi partnericami. 
 
Evropski parlament je 12. decembra 2007 sprejel resolucijo o boju proti terorizmu25, v 
kateri je pozval h karseda natančnemu spoštovanju človekovih pravic v protiterorističnih 
ukrepih. Nato je 28. februarja 2008 javno razpravljal o zaporu Guantanamo Bay. 
Razprava se je dotaknila vprašanj mednarodnih pravnih obveznosti, ki veljajo za 
Guantanamo Bay, kot so procesne pravice pripornikov in nevračanje ter vprašanje 















                                                 
24 Kodeks ravnanja v boju proti terorizmu, 
http://www.consilium.eu.int/uedocs/cmsUpload/FactsheetFightagainstterrorism_SL_rev1.pdf 
25 Resolucija boja proti terorizmu (European Parliament recommendation on the role of the European 






4 MEDNARODNE AGENCIJE ZA VARNOST V ZRAČNEM PROMETU 
 
 
Slovenija je članica Mednarodne organizacije civilnega letalstva (v nadaljevanju ICAO) 
od leta 1992, Evropske konference civilnega letalstva (v nadaljevanju ECAC) od leta 
1992, Evropske organizacije za varnost zračne plovbe (v nadaljevanju EUROCONTROL) 
od leta 1995 in članica Zdruţenih letalskih organov ( v nadaljevanju JAA) od leta 2001. S 
tem je omogočeno predvsem varno in redno letenje. 
  
Po osamosvojitvi in mednarodnem priznanju je Slovenija prevzela ali ratificirala številne 
mednarodne konvencije, ki se nanašajo na civilno letalstvo, nastale pa so v okviru IACO, 
EUROCONTROL in ECAC. Direktorat za civilno letalstvo Ministrstva za promet, ki je 
neposredno zadolţen za sodelovanje z mednarodnimi organizacijami s področja civilnega 
letalstva, skrbno spremlja tudi standarde in priporočeno prakso ICAO, priporočila, 
resolucije in dogovore ECAC in EUROCONTROL, v praksi pa uveljavlja tudi skupne 
letalske zahteve JAA. 
  
Slovenija ureja odnose na področju civilnega letalstva tudi s sosedi. Tako ima sklenjene 
številne sporazume o rednem zračnem prometu. 
   
V okviru sodelovanja v institucijah EU Direktorat za civilno letalstvo pripravlja stališča do 
predlogov aktov (uredbe in direktive), ki se obravnavajo v okviru Sveta EU (Svet 
ministrov). Direktorat za civilno letalstvo sodeluje tudi pri odborih Evropske komisije 
(svetovalni, regionalni ipd.). 
 
 
4.1 VARNOST V LETALSKEM PROMETU 
 
4.1.1 Smart border 
 
Po terorističnem napadu 11. septembra, sta ZDA in Kanada podpisali sporazum o 
vzpostavitvi sistema Smart border26. Smart border predstavlja akcijski plan za 
vzpostavitev t.i. pametne meje. Sistem temelji na preverjanju štirih ključnih točk v 
mednarodnem prometu: 
 
a) z nadzorovanjem pretoka ljudi: 
 
Gre za  razvoj skupnih biometričnih indikatorjev in drugih potovalnih dokumentov, ki 
zagotavljajo večjo varnost, kot so npr. kartice stalnega prebivališča. Uvedli so enojni 
                                                 




alternativni inšpekcijski sistem, ki potnikom z nizkim varnostnim tveganjem vnaprej 
posreduje dovoljenje za potovanje. Prenovili so begunsko in azilno prakso ter postopke s 
katerimi so zagotovili, da so prosilci temeljito preverjeni kar se tiče varnostnega 
tveganja. Dokončali so načrte za vzpostavitev Air Pre-clerance dogovora iz leta 2001. To 
pomeni, da so potniki iz drţav, ki imajo z ZDA podpisan dogovor Air-Pre-clearance27 
obravnavani enako kot domači potniki (Američani) in niso podvrţeni temeljitemu 
pregledu in izpraševanju, kot potniki iz drţav brez Air Pre-clearance dogovora. Podatke, 
ki ju drţave dobijo na podlagi PNR-ja si med seboj izmenjujeta, to vključuje predvsem 
mednarodne lete tako v Kanado, kot v ZDA. Na ključnih letališčih v ZDA in Kanadi so 
ustanovili posebne enote za analiziranje potnikov. Na trajektnih terminalih so ustanovili 
carinske in imigracijske sluţbe. Razvili so skupno avtomatizirano bazo podatkov o 
imigrantih, ki so jo uporabili kot platformo za izmenjavo podatkov o imigrantih, 
obveščevalnih podatkov in analizo trenda le-teh. Povečali so število uradnikov za 
priseljevanje, okrepili skupno usposabljanje letalskega osebja in mednarodno 
sodelovanje. 
 
b) z nadzorovanjem pretoka blaga : 
 
Da bi povečali varnost so vzpostavili harmonizirano trgovinsko predelavo, vzpostavili so 
dopolnilne sisteme za komercialno obdelavo, vključno z revizijo na osnovi programov in 
partnerstev z industrijo. Določili so merila in pogoje, ki so v skladu z veljavno 
zakonodajo in predpisi, da so lahko ustanovili male skupne enote, ki delujejo v 
mednarodni coni, vključno z oboroţenimi varnostniki in policijskimi enotami. Dogovorili 
so se za souporabo in izmenjavo carinskih podatkov povezanih z goljufijami. Skupaj z 
industrijo so razvili elektronski komercialni manifest, ki omogoča laţje in hitrejše 
preverjanje zabojnikov v pristaniščih. 
 
c) z varno infrastrukturo: 
 
Zagotovili so sredstva za skupne in usklajene fizične in tehnološke izboljšave na ključnih 
mejnih prehodih in trgovinskih koridorjih. Uvajati so začeli inteligentne tehnologije, kot 
je elektronski pečat za zabojnike. Opravili so raziskave na nacionalni ravni, ki so 
pokazale katere je kritična infrastruktura, kakšna nevarnost ji lahko grozi in nato 
zagotovili dodatne ukrepe tam kjer so bili potrebni. Implementirali so tudi sporazum o 
primerljivosti in enakovrednosti varnostnih standardov in usposabljanj v letalstvu. 
 
d) z usklajevanjem in izmenjavo informacij pri izvajanju teh ciljev: 
 
Ustanovili so mešane mejne kopenske in morske ekipe organov pregona, ter izboljšali 
komunikacijo in koordinacijo med njimi. Oblikovali so mešano obveščevalno sluţbo za 
analiziranje, razširjanje informacij in obveščevalnih podatkov ter izdelavo ocen 
                                                 
27 Air-Pre-clearance dogovor, http://en.wikipedia.org/wiki/United_States_border_preclearance 
30 
 
ogroţenosti. Začeli so s skupnim usposabljanjem in vajami za preprečevanje terorizma, 
sprejeli so skupno protiteroristično zakonodajo, vključno z ukrepi za imenovanje 
terorističnih organizacij, RCMP(v nadaljevanju Royal Canadian Mounted Police) je 
pridobila soglasje FBI-ja da lahko dostopa do njegovih baz prstnih odtisov. Na koncu je 
sledil še izgon oseb, ki so bile na seznamu za deportacijo. 
 
 
4.1.2 Entry – exit tracking system 
DHS-ov national entry – exit tracking28 sistem je program, ki predvideva izdajo vizumov 
za vstop v ZDA.  Biometrični tehnologija, ki jo ta sistem uporablja, omogoča, da vlada 
ZDA ugotovi in preveri vašo identiteto, ko obiščete Zdruţene drţave Amerike. V številnih 
primerih ta proces začne na konzulatih ko bodočega potnika na podlagi biometričnih 
podatkov in fotografije primerjajo s svojimi bazami znanih teroristov, kriminalcev… Ko 
potnik vstopi v ZDA uporabijo enak sistem da preverijo pristnost osebe. Ta sistem ZDA 
omogoča da laţje spremljajo koga bodo spustili v drţavo in koga zavrnili. Sistem prav 
tako omogoča preverjanje trajanja obiska. To pomeni, da sistem po preteku izdane vize 
samodejno opozori DHS, FBI in ostale varnostne organizacije, ki so vključene v njegov 
program, da se v ZDA nahaja oseba s potečeno vizo. To osebo čaka visoka denarna 
kazen, v najhujših primerih po izgon iz ZDA. Entry-exit system je namenjen izključno 

















                                                 
28 National security entry-exit registration system, http://www.fas.org/irp/news/2002/06/doj060502b.html 
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5 SISTEMI IN TEHNOLOGIJE ZA IZVAJANJE VARNOSTNIH 
UKREPOV NA LETALIŠČIH 
 
 
Zakonodaja ZDA od letalskih prevoznikov, ki letijo v, iz ali čez ZDA, zahteva, da 
ministrstvu ZDA za domovinsko varnost (v nadaljevanju DHS) predloţijo določene 
podatke o potnikih in na ta način omogočijo varnejše potovanje in zagotovijo varnost 
ZDA. Podatki o potnikih spadajo v dve kategoriji: 
- evidenca imen letalskih potnikov (v nadaljevanju PNR): Ta vsebuje različne 
informacije, ki so podane med postopkom rezervacije ali ki jih imajo potovalne agencije 
ali letalski prevozniki; ti podatki so ime in priimek potnika, kontaktni podatki, podatki o 
itinerarju (datum potovanja, izvorna in namembna drţava, številka sedeţa in število 
kosov prtljage) ter podrobnosti o rezervaciji (potovalna agencija in podatki o plačilu) ali 
pa drugi podatki (članstvo v programu zvestobe). 
- izpopolnjene informacije o potnikih (API): Ta vključuje večinoma informacije iz 
potnega lista potnika in se večinoma zbirajo pri prijavi. Te informacije se zagotovijo 
mejnim nadzornim organom pred prihodom. Uporabljajo se tudi za preverjanje potnikov 




5.1 PASSENGER NAME RECORD (PNR) 
 
Zdruţene drţave so po terorističnih napadih 11. septembra 2001 sprejele zakonodajo, ki 
določa, da letalski prevozniki, ki zagotavljajo povezave v ali iz Zdruţenih drţav ali ki 
prečkajo ozemlje slednjih, morajo ameriškim organom zagotoviti elektronski dostop do 
podatkov njihovih rezervacijskih sistemov in sistemov za nadzor odhodov, imenovanih 
Passenger Name Records29 (podatki PNR). Komisija je menila, da te določbe lahko 
privedejo do kolizije z zakonodajo Skupnosti in drţav članic na področju zaščite 
podatkov, je začela pogajanja z ameriškimi organi. Komisja je po zaključku pogajanj 14. 
maja 2004 sprejela odločbo (odločba o ustreznosti), saj je ugotovila, da Urad za 
carinsko in mejno zaščito Zdruţenih drţav (United States Bureau of Customs and Border 
Protection, Urad CBP) zagotavlja ustrezno varstvo podatkov PNR, posredovanih iz 
Skupnosti. Prvi sporazum, ki sta ga podpisali EU in ZDA je bil Mednarodni sporazum med 
EU in ZDA, 28.maja 2004. Ta sporazum je ameriškim zveznim oblastem omogočal 
dostop do PNR podatkov. Potem pa je Sodišče Evropskih skupnosti 30. maja 2006, 
                                                 
29 Agreement between the USA and EU on the prosessing and treansfer of passenger name record (PNR) 




razsodilo, v toţbi Evropskega parlamenta zoper Evropsko komisijo in Evropski svet, in se 
postavilo na stran parlamenta, kar je izničilo prejšnji sporazum, sklenjen 28. maja 2004. 
Po tem, ko je sodišče razglasilo sporazum za ničen, je ta v veljavi ostal še 90 dni od 
njegove odpovedi nato, pa je nastala pravna praznina. To pravno praznino so drţave 
članice EU začele izkoriščati tako, da so začele sklepati bilateralne pogadbe z ZDA, saj je 
bilo posredovanje PNR brez sporazuma v neskladju s pravnim redom EU. ZDA pa po 
drugi strani niso dovolile pristanka letal iz EU, če letalske druţbe ne bi posredovale PNR-
ja. EU je tako morala zapolnite pravno praznino z novim mednarodnim sporazumom o 
PNR z ZDA, ki je bil v veljavi od 19.10.2006 do 31.7.2007. Po tem datumu je v veljavo 
stopil nov sporazum med EU in ZDA o obdelavi in prenosu podatkov iz PNR s strani 
letalskih prevoznikov ministrstvu Zdruţenih drţav za domovinsko varnost. Ta sporazum 
bo v veljavi največ 7 let, obligatoren pa je za letalske prevoznike, ki opravljajo polete v 
in iz ZDA.  
 
Glavni namen zbiranja podatkov PNR je omogočanje varnega potovanja med EU in ZDA 
ter vzdrţevanje varnosti ZDA. Urad DHS uporablja Evidenco imen letalskih potnikov 
(PNR) iz letov med EU in ZDA za namene preprečevanja in boja proti: 
- terorizmu in podobnim kriminalnim dejanjem, 
- drugim hudim kaznivim dejanjem, vključno z organiziranim kriminalom, ki so po naravi 
transnacionalna, in 
- pobegu v primeru zapornega naloga ali pripora zaradi zgoraj opisanega kaznivega 
dejanja. 
DHS lahko pridobi večino informacij, ki jih vsebujejo podatki PNR, kadar pregledujejo 
posameznikove letalske vozovnice in druge potovalne dokumente v okviru normalnega 
mejnega nadzora. Moţnost elektronskega prejemanja teh podatkov še pred prihodom 
potnika oziroma ob odhodu iz vstopnih mejnih prehodov v ZDA znatno olajša zakonito 
prehajanje potnikov in bistveno poveča zmoţnost DHS, da učinkovito predhodno oceni 
tveganje s strani potnikov. 
Vsak letalski prevoznik, ki opravlja potniške lete tujega letalskega prevoza v ali iz ZDA 
mora na podlagi statuta (oddelek 44909(c)(3), naslov 49, Zvezni zakonik Zdruţenih 
drţav) in (začasnega) izvajanja uredb (oddelek 122.49b, naslov 19, predpisi zvezne 
administracije ZDA) Uradu DHS omogočiti elektronski dostop do podatkov PNR, zbranih 
in shranjenih v računalniških sistemih rezervacij in/ali prevoznikovih nadzornih sistemih 
odhodov. 
Ministrstvo DHS je objavilo Izjave za uporabo teh podatkov v skladu z nekaterimi pogoji, 
ki zlasti zadevajo: 
- namen obdelave, 
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- uporabljene podatke, 
- metodo dostopanja do podatkov, 
- najdaljše obdobje hranjenja, 
- uporabljene varnostne ukrepe, 
- razkritje podatkov drugim stranem in 
- način, kako lahko posameznik dostopa do svojih podatkov in se pritoţi. 
 
Na podlagi izvajanja Izjav s strani DHS so Evropska unija in Zdruţene drţave Amerike 
sklenile Mednarodni sporazum, podpisan 16. oktobra 2006, da bo Evropska unija 
zagotovila, da bodo letalski prevozniki DHS zagotavljali podatke PNR. 
Pristojni organi v drţavah članicah EU, zlasti nacionalni organi za varstvo podatkov, 
lahko uporabijo svoja obstoječa pooblastila za zaustavitev toka podatkov za DHS, da bi 
zaščitili posameznike glede obdelave njihovih osebnih podatkov v primerih, ko DHS krši 
veljavne standarde varstva, kakor so določeni v Izjavah. 
Nekateri podatki PNR, prepoznani tudi kot „občutljivi“, so lahko vključeni v PNR, ko je ta 
prenesen iz sistema rezervacij in/ali prevoznikovega nadzornega sistema odhodov iz EU 
v DHS. Takšni "občutljivi" podatki PNR lahko vključujejo nekatere informacije, ki 
razkrivajo potnikov rasni ali etnični izvor, politično mnenje, versko prepričanje, 
zdravstveno stanje ali spolno nagnjenje.30 Urad DHS se je odločil, da ne bo uporabil 
"občutljivih" podatkov PNR, ki jih prejme od letalskega prevoznika iz sistema rezervacij 
ali prevoznikovega nadzornega sistema odhodov v EU. DHS je oblikoval samodejni 
program za filtriranje, tako da "občutljivi" podatki PNR ne bodo uporabljeni. 
Do podatkov PNR, prejetih v zvezi z leti med EU in ZDA, lahko dostopajo drugi domači in 
tuji vladni organi, ki delujejo v funkciji boja proti terorizmu, ali organi pregona, za vsak 
primer posebej in pod posebnimi pogoji, ki jamčijo varovanje podatkov, v namene 
preprečevanja in boja proti terorizmu ter drugim resnim kaznivim dejanjem, drugim 
hudim kaznivim dejanjem, vključno z organiziranim kriminalom, ki so po naravi 
transnacionalna, in izogibanja nalogom ali priporu zaradi zgoraj navedenih kaznivih 
dejanj. 
Podatki PNR se lahko predloţijo tudi drugim ustreznim vladnim organom, kadar je treba 
zaščititi ţivljenje zadevnega potnika ali drugih oseb, zlasti v zvezi z resnimi zdravstvenimi 
tveganji, ali če to zahteva zakonodaja. 
Podatke PNR iz letov med EU in ZDA  Urad DHS hrani 7 let v aktivni analitični bazi , 
                                                 
30 Osnutek poročila s predlogom priporočila Evropskega parlamenta Svetu o problematiki profiliranja, zlasti 
na podlagi narodnosti in rase, pri protiterorističnih dejavnostih, izvrševanju predpisov, priseljevanju, 
carinskem in mejnem nadzoru (2008/2020(INI)) 
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razen v primeru, če DHS ročno pregleduje posebne podatke PNR. V takih primerih  Urad 
DHS podatke PNR hrani dodatnih osem let. Poleg tega Urad DHS podatke, ki so 
povezani s posebnimi kazenskimi zapisniki, vzdrţuje do njihovega arhiviranja. 
Urad DHS  podatke PNR iz letov med EU in ZDA hrani zaupno in varno. Zaščitni ukrepi, 
vključno z ustreznim varstvom podatkov in nadzorom dostopa  zagotavljajo, da 
podatkov PNR nihče ne uporablja ali do njih dostopa na nepravilen način. 
Pristojni uradnik za varovanje zasebnosti na ministrstvu za domovinsko varnost (DHS) je 
zakonsko obvezan zagotavljati, da vse sluţbe ministrstva upravljajo z osebnimi podatki 
na način, ki je skladen z veljavno zakonodajo. Je neodvisen od katerega koli direktorata 
v okviru DHS, njegove ugotovitve pa so za DHS obvezujoče. Z nadzorom nadprogramom  
zagotavlja izpolnjevanje njegovih obveznosti s strani Urada DHS ter preverja izvajanje 
primernih varnostnih ukrepov. 
 
 
5.1.1 Vzpostavitev sistema na ravni EU za izmenjavo evidence imen letalskih 
potnikov 
 
V protiterorističnih ukrepih, ki jih je Evropska komisija predloţila v sprejem Evropskemu 
svetu je tudi evropski PNR, ki naj bi bil bolj kot ameriškemu PNR-ju podoben 
avstralskemu sistemu ETA (Electronic travel authority). Komisija je  predlagala, da 
morajo letalski prevozniki usposobljenim nacionalnim enotam, ki izvajajo ocene 
tveganja, kazenske pregone in protiteroristične ukrepe, omogočiti dostop do podatkov iz 
evidence imen letalskih potnikov za lete, ki prihajajo na ozemlje EU ali ki ga zapuščajo 
(dohodni leti v EU in odhodni leti iz EU). Zasnova in načrtovanje terorističnih napadov 
vključuje potovanje z letali. Člani radikalnih skupin letijo na srečanja v tujino, kjer dobijo 
navodila in se usposabljajo. Moţnost, ki je zagotovljena organom pregona v EU, da 
vnaprej dobivajo podatke o potnikih in jih analizirajo, pomeni pomembno orodje za 
odkrivanje teroristov na poti in razkrivanje prihodnjih načrtov. Vendar je uporaba tega 
orodja lahko učinkovita le, če se pri tem v celoti spoštujejo temeljne pravice pri varstvu 
podatkov in če se drţavljanom dajo vsa ustrezna zagotovila.  
 
5.1.1.1 ESTA (Electronic system for travel authority)  
 
ZDA so od 01. 08. 2008 začele poskusno izvajati elektronski sistem za avtorizacijo 
potovanja (Electronic System for travel Authorization31, ESTA).To je program, ki je na 
las podoben avstralskemu ETA, vendar se imenuje ESTA, zaradi zaskrbljenosti Španije 
pri uvedbi imena ETA, ker se tako imenuje baskovska teroristična organizacija. Program 
                                                 





se bo poskusno izvajal do 12. 01. 2009 za vse tiste drţave, ki so bile članice Visa Waiver 
Programa (VWP) ţe pred 17. 11. 2008. Torej tudi za Slovenijo. Drţave, ki so k programu 
pristopile po 17. 11. 2008 program ESTA ţe v polnosti izvajajo. Po 12. 01. 2009 bo 
program torej obvezen za vse potnike, ki v ZDA prihajajo na podlagi VWP. 
  
Če so drţavljani RS do sedaj hoteli vstopiti v ZDA so morali izpolniti obrazec I-94 W. Visa 
Waiver Program omogoča drţavljanom RS, da v ZDA vstopijo brez vizuma za potovanja 
turistične in poslovne narave, ki lahko trajajo do največ 90 dni.Program ESTA 
predvideva ukinitev teh obrazcev in predhodno posredovanje istih podatkov po 
elektronski poti. Na ta način potniki vedo ţe pred odhodom ali obstaja kakšen zadrţek za 
vstop v ZDA. 
 
 
5.1.2 Iznos osebnih podatkov iz Evropske unije v ZDA 
 
Vprašanje pretoka osebnih podatkov med EU in ZDA še ni dokončno rešeno. Dodatno se 
je namreč zaostrilo z zahtevo ZDA po sporočanju podatkov o letalskih potnikih v ZDA, 
delno pa tudi z zahtevo ZDA po uvedbi biometričnih potnih listov. Evropska unija je na 
posredovanje podatkov o letalskih potnikih s posebnim sporazumom med EU in ZDA 
kljub nasprotovanju Evropskega parlamenta najprej pristala, potem pa je Evropsko 
sodišče presodilo, da je ta sporazum nezakonit. Na podlagi pozneje razveljavljenega 
sporazuma je EU v ZDA pošiljala imena in naslove letalskih potnikov ter podatke o 
njihovih kreditnih karticah; letalska podjetja so ZDA 15 minut po vzletu letala poslala več 
kot 30 osebnih podatkov o posameznem letalskem potniku. Evropsko sodišče je 
presodilo, da zaščita osebnih podatkov v ZDA ni ustrezna, zato sporazum nima ustrezne 
pravne podlage, do konca septembra 2006 pa naj bi EU poiskala ustrezno pravno 
podlago za tak sporazum (BBC News, 2006a). Taka odločitev Evropskega sodišča ni 
presenetljiva, saj je glede sporočanja podatkov o letalskih potnikih Data Protection 
Working Party32 29. januarja 2004 izdala mnenje, v katerem je izpostavila številne 
probleme, za katere ameriška stran še ni našla zadovoljivih rešitev. Med drugim so 
opozorili na to, da namen zbiranja teh podatkov ni dovolj jasno definiran, da ZDA ţeli 
zbirati preveč podrobne osebne podatke (med drugim tudi, kakšen obrok hrane potnik 
naroči na letalu, iz tega pa je v nekaterih primerih mogoče sklepati na religijo), da je 
predvideni čas shranjevanja podatkov predolg (prvotni predlog za shranjevanje do osem 
let so pozneje skrajšali na tri leta in pol). Hkrati so opozorili tudi na to, da ameriška 
stran potnikom ne zagotavlja ustreznih pravic informacijske zasebnosti (vpogled v 
podatke itd.) ter izrazili negativno stališče do uporabe podatkov v sistemu CAPPS II. Še 
                                                 
32 Data Protection Working Party. 2004. Opinion 2/2004 on the Adequate Protection of Personal Data 
Contained in thePNR of Air Passengers to Be Transferred to the United States’ Bureau of Customs and 





hujši pa so bili predlogi glede uporabe biometrije na meji. Electronic Privacy Information 
Center (v nadaljevanju EPIC) je v zvezi z varovanjem osebnih podatkov tujih drţavljanov 
ameriškemu Ministrstvu za domovinsko varnost posredoval precej pripomb na program 
Arrival Departure Information System (v nadaljevanju ADIS) – gre za del sistema US-
VISIT. EPIC v svoji analizi ugotavlja, da se bo v okviru programa ADIS zbiralo veliko 
število osebnih podatkov, ti podatki pa ne bodo varovani v skladu z mednarodnimi 
standardi varovanja informacijske zasebnosti; poleg tega je predvidena doba hranjenja 
teh podatkov sto let, to pa ni v skladu z zahtevo, da se podatki ne smejo hraniti dlje 
časa, kot je treba za dosego namena, zaradi katerega so bili obdelovani. EPIC je 
opozoril predvsem na naslednja neskladja s sprejetimi mednarodnimi standardi: 
Ministrstvo za domovinsko varnost posameznikom, ki niso drţavljani ZDA, ne bo 
omogočilo vpogleda v njihove osebne podatke, posameznik ne bo mogel zahtevati 
popravka napačnih podatkov, ministrstvo pri zbiranju podatkov ne bo omejeno samo na 
zbiranje tistih osebnih podatkov, ki jih potrebuje za izvajanje svojih zakonskih nalog, 
temveč bo lahko zbiralo praktično katerekoli podatke. Prav tako ministrstvo ne bo dolţno 
posamezniku razkriti seznama ustanov in posameznikov, ki jim je posredovalo njegove 
osebne podatke. Ker je stopnja varstva informacijske zasebnosti ljudi, ki bodo 
obravnavani s programom ADIS, bistveno niţja od stopnje varovanja zasebnosti 
ameriških drţavljanov, EPIC ugotavlja, da je ta program tudi v neskladju s Splošno 
deklaracijo človekovih pravic, pa tudi z leta 1980 sprejetimi Smernicami OECD za zaščito 
zasebnosti in čezmejni pretok osebnih podatkov ter Smernicami o avtomatiziranih 
zbirkah osebnih podatkov, ki jih je leta 1990 sprejela OZN (EPIC, 2004a).  
 
Ljudje si ţelimo, da bi lahko potovali brez skrbi, lagodno in sproščeno, kar se tiče 
varnosti, po drugi strani pa se ne ţelimo odreči svoji pravici do zasebnosti. Zbiranje, 
obdelava in uporaba osebnih podatkov nedvomno pripomorejo k kategoriziranju 
potnikov glede na nevarnost, ki jo predstavljajo, vendar pa baze podatkov, ki se 
izmenjujejo med ZDA in EU ne bi bile uporabne, če jih ne bi kombinirali z bazami 
ameriški in evropskih obveščevalnih sluţb. In tukaj se pojavi teţava. Podatki, ki se 
izmenjujejo med ZDA in EU se lahko uporabljajo samo za vnaprej določene namene in 
se ne smejo uporabljati za splošno iskanje oseb, ki so v nasprotju z zakonom. V praksi bi 
torej podatke, ki naj bi se uporabljali samo v letalskem prometu za iskanje nevarnih 
oseb-teroristov, lahko uporabili tudi za pregon malih tatov, vlomilcev in drugih relativno 
nepomebnih kriminalnih dejanj. Torej bi dostop do takšnih podatkov imeli ne samo 
organi pregona, pač pa tudi kontrolorji na letališčih in druge osebe, ki obdelujejo te 
podatke. Skratka, menim da bi bilo samo varovanje takih podatkov oz. zasebnosti 
posameznika zelo vprašljivo. Teţava nastopi tudi, ker samo zbiranje podatkov ne poteka 
centralizirano ampak je razpršeno na več drţavnih sluţb kot je FBI, Central Intelligence 
Agency ( nadaljevanje CIA), DHS... Tako se močno zviša verjetnost zlorabe podatkov. 
Menim da bo se morali podatki zbirati, obdelovati v eni sami centralizirani bazi iz katere 
bi se potem posredovali do končnih uporabnikov, saj bi le tako lahko zminimalizirali 
verjetnost zlorabe le-teh.     
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5.2 BIOMETRIJA, PSIHOMETRIJA IN SOCIOMETRIJA 
 
Danes biometrija gotovo pridobiva na pomenu, druţbe pa so se glede dolgoročnega 
odnosa do biometrije znašle pred pomembnimi odločitvami. Uporaba biometrije 
vsekakor narašča in jo lahko zasledimo v številnih dejavnostih, uporablja pa se za 
različne namene: obramba, nacionalna varnostna in obveščevalna dejavnost, upravljanje 
zaporov, ukrepi na drţavnih mejah, imigracij, potni listi, bančne in finančne institucije, 
informacijski sistemi … Biometrija ima nedvomno z vidika posameznika določene 
praktične prednosti. Kot vsaka druga tehnologija se tudi biometrija lahko uporabi na 
način, ki je prijazen do zasebnosti posameznika, lahko pa gre za občutne posege v 
zasebnost posameznika in učinek velikega brata. Praktične prednosti biometrije so 
praviloma vidne na prvi pogled, medtem ko nekateri vidiki, ki dokazujejo, da tudi 
biometrija ni vsemogočna in popolna, niso vidni na prvi pogled. Biometrijski ukrepi so po 
naravi stvari takšni, da pomenijo velik poseg v zasebnost in dostojanstvo posameznika, 
zato je treba vse pogoje za njihovo uporabo razlagati v luči njune zaščite in izhajati 
ZVOP-1 – UPB1, s katerim se  določajo pravice, obveznosti, načela in ukrepi, s katerimi 
se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in dostojanstvo 
posameznika pri obdelavi osebnih podatkov. 
 
Poleg biometrije pa razne obveščevalne sluţbe za profiliranje ljudi uporabljajo tudi manj 
poznani znanosti, sociometrijo in psihometrijo. 
  
Latinska beseda »sociobilis« pomeni biti druţaben, prijateljski, zdruţljiv v skupine – s to 
metodo torej dobimo podatek o tem, koliko je nekdo druţaben, oziroma kakšne so 
»druţabne« značilnosti neke skupine. Sociometrija je metoda za količinsko ugotavljanje 
odnosov med osebami v majhnih skupinah. Z njo opredelimo, koliko je nek posameznik 
v skupini priljubljen ali morda iz skupine izločen, osamljen, v kolikšni meri se s člani 
skupine ne razume in ali se z njimi rad druţi ali ne. Posameznik s svojim obnašanjem in 
značilnostmi vpliva na skupino in s tem sooblikuje celostno podobo skupine, skupina pa 
prav tako s svojimi značilnostmi, navadami, pravili in normami vpliva na posameznika - 
na njegova prepričanja, razmišljanje, obnašanje … 
 
Psihometrija je znanost o merjenju mentalnih sposobnosti in procesov. To vključuje 
merjenje znanja in zmoţnosti posameznika s pomočjo matematičnih sredstev. Velika 
pozornost je namenjena posamezniku, predvsem temu kako se vede, čustvuje oz. 







5.2.1 Biometrija v EU in Sloveniji 
 
Zakon, ki ureja varstvo osebnih podatkov (ZVOP-1)33, ureja v posebnem poglavju (78. 
do   81. člen) biometrijske ukrepe kot posebno vrsto obdelave osebnih podatkov: 
 
Splošna določba - 78. člen 
Z obdelavo biometričnih značilnosti se ugotavljajo ali primerjajo lastnosti posameznika, 
tako da se lahko izvrši njegova identifikacija oziroma preveri njegova identiteta (v 
nadaljnjem besedilu: biometrijski ukrepi) pod pogoji, ki jih določa ta zakon. 
 
Biometrijski ukrepi v javnem sektorju - 79. člen 
(1) Biometrijske ukrepe v javnem sektorju se lahko določi le z zakonom, če je to nujno 
potrebno za varnost ljudi ali premoţenja ali za varovanje tajnih podatkov ter poslovne 
skrivnosti, tega namena pa ni moţno doseči z milejšimi sredstvi. 
 
(2) Ne glede na prejšnji odstavek se biometrijske ukrepe lahko določi z zakonom, če gre 
za izpolnjevanje obveznosti iz obvezujoče mednarodne pogodbe ali za identifikacijo 
posameznikov pri prehajanju drţavnih meja. 
 
Biometrijski ukrepi v zasebnem sektorju - 80. člen 
(1) Zasebni sektor lahko izvaja biometrijske ukrepe le, če so nujno potrebni za 
opravljanje dejavnosti, za varnost ljudi ali premoţenja ali za varovanje tajnih podatkov 
ali poslovne skrivnosti. Biometrijske ukrepe lahko izvaja le nad svojimi zaposlenimi, če 
so bili predhodno o tem pisno obveščeni. 
 
(2) Če izvajanje določenih biometrijskih ukrepov v zasebnem sektorju ni urejeno z 
zakonom, je upravljavec osebnih podatkov, ki namerava izvajati biometrijske ukrepe, 
dolţan pred uvedbo ukrepov posredovati drţavnemu nadzornemu organu opis 
nameravanih ukrepov in razloge za njihovo uvedbo. 
 
(3) Drţavni nadzorni organ je po prejemu posredovanih informacij iz prejšnjega 
odstavka dolţan v dveh mesecih odločiti, ali je nameravana uvedba biometrijskih 
ukrepov v skladu s tem zakonom, predvsem s pogoji iz prvega stavka prvega odstavka 
tega člena. Rok se lahko podaljša za največ en mesec, če bi uvajanje teh ukrepov 
prizadelo več kot 20 zaposlenih v osebi zasebnega sektorja, ali če reprezentativni 
sindikat pri delodajalcu zahteva sodelovanje v upravnem postopku. 
 
(4) Upravljavec osebnih podatkov sme izvajati biometrijske ukrepe po prejemu odločbe 
iz prejšnjega odstavka, s katero je izvajanje biometrijskih ukrepov dovoljeno. 
                                                 
33 Zakon o varstvu osebnih podatkov (ZVOP-1), Ur.l. RS, št. 86/2004, Spremembe: Ur.l. RS, št. 113/2005-





(5) Zoper odločbo drţavnega nadzornega organa iz tretjega odstavka tega člena ni 
pritoţbe, dovoljen pa je upravni spor. 
 
Biometrijski ukrepi v zvezi z zaposlenimi v javnem sektorju - 81. člen 
Ne glede na določbe 79. člena tega zakona se v javnem sektorju lahko uvedejo 
biometrijski ukrepi v zvezi z vstopom v stavbo ali dele stavbe in evidentiranjem 
prisotnosti zaposlenih na delu, ki se izvedejo ob smiselni uporabi drugega, tretjega in 
četrtega odstavka 80. člena tega zakona. 
 
Odločitev glede regulacije in dopustnosti uvedbe biometrijskih ukrepov je skladno z 
določbami Direktive 95/46/ES34 lahko prepuščena odločitvi zakonodajalca v posamezni 
drţavi. Biometrija bo neizogibno postala čedalje bolj prisotna v različnih sferah našega 
ţivljenja. Pot, ki jo je ubrala Slovenija, je sicer relativno stroga, vendar je s trenutno 
veljavnim sistemom predhodne odobritve s strani neodvisnega drţavnega organa 
zagotovljeno, da se pred uvedbo biometrijskih ukrepov izvede tako imenovana presoja 
vplivov na zasebnost. V nasprotnem primeru, ko bi se biometrijski ukrepi uvajali brez 
obveznosti takšne presoje in pridobitve dovoljenja, bi edino varovalko za varstvo 
temeljne človekove pravice do zasebnosti predstavljal post festum inšpekcijski nadzor. 
Pooblaščenec je zato mnenja, da je ex ante presoja bolj učinkovit način z vidika varstva 
zasebnosti, zlasti ko gre za tehnologijo, ki se šele uveljavlja, na dolgi rok pa bo tako ali 




5.2.2 Biometrični potni list 
 
Biometrični elementi sledijo razvoju tehnologije in so najsodobnejša zaščita potovalnih 
dokumentov pred prenarejanjem in ponarejanjem, hkrati pa predstavljajo  tesno vez 
med posameznikom in njegovim dokumentom. Sčasoma bodo omogočali avtomatizirano 
prehajanje meje brez klasične mejne kontrole. Ministrstvo za domovinsko varnost ZDA 
izvaja program za nadzor meje z imenom US-VISIT (United States Visitor and Immigrant 
Status Indicator Technology).  Program predvideva zbiranje biometričnih podatkov vseh 
tujcev, ki za vstop v ZDA potrebujejo vizum. Ameriški kongres je leta 2002 skupini 27 
privilegiranih drţav Visa Waiver Programe35 (VWP), med katerimi je tudi Slovenija, 
omogočil, da njihovi drţavljani za poslovni ali turistični obisk ZDA do 90 dni ne 
potrebujejo vizuma, postavil pa je tudi zahtevo ter določil rok 26. 10. 2006, do katerega 
morajo članice začeti izdajati potne liste z biometričnimi identifikacijskimi podatki, sicer 
                                                 
34 Direktiva EU 95/46/EC, o zaščiti posameznikov glede na avtomatsko obdelavo osebnih podatkov in o 
svobodnem pretoku teh podatkov, http://ec.europa.eu/justice_home/fsj/privacy/docs/95-46-ce/dir1995-
46_part1_en.pdf 
35 Visa Waiver Programe, http://travel.state.gov/visa/temp/without/without_1990.html. 
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bodo njihovi drţavljani ob vstopu v ZDA obravnavani tako kot drţavljani drţav, ki za 
vstop potrebujejo vizum.  18. 1. 2005 je stopila v veljavo Uredba Sveta EU št. 
2252/200436 o standardih za varnostne značilnosti in biometrične podatke v potnih listih. 
  
Biometrični potni listi morajo biti interoperabilni, kar pomeni, da morajo biti podatki na 
čipu zapisani tako, da jih lahko prebere mejni organ katere koli tuje drţave, ne glede na 
to, kakšno strojno in programsko opremo uporablja na svojih mejnih prehodih. Za 
zagotovitev interoperabilnosti je vsebina podatkov na čipu točno določena. Na čipu so  
zapisani le tisti podatki, ki so tudi sicer vidno zapisani v potnm listu (osebno ime,  
drţavljanstvo, datum rojstva, spol, drţava izdaje, številka potnega lista in datum poteka)  
in fotografija, ki je na potnem listu.   
 
Bojazen drţavljanov, da bodo lahko njihove podatke, shranjene na čipu, prebrale  
neavtorizirane osebe, če bodo imeli potni list v torbici ali v ţepu, je popolnoma  odveč, 
saj je  čip  zaklenjen. Podatke bo lahko prebrala le avtorizirana oseba na mejnem 
prehodu tako, da bo čip  odklenila s posebno napravo preko OCR-B zapisa – biografsko 
stran potnega lista bo morala fizično poloţiti na čitalec zapisa. Ob personalizaciji 
potnega lista in čipa bodo podatki zaščiteni in kriptirani z infrastrukturo javnih ključev 
(PKI),  ter elektronskim podpisom, tako da bo imetnik biometričnega potnega lista varen 
pred njihovim spreminjanjem, brisanjem in zlorabami.   
 
 
5.2.3 Sistemi za prepoznavo obraza 
 
Ker se je v svetu nevarno razbohotil terorizem se v zadnjih letih hitro razvijajo naprave 
in metode za prepoznavo obraza. Ţe leta  1995 je Chellappa predstavil nekaj sistemov, 
ki so uporabljali tehnologijo za prepoznavo obrazov ter naštel njihove slabe in dobre 
lastnosti. Sisteme je kasneje razdelil v 5 glavnih kategorij uporabe. Ţe leta 1997 je bilo 
na voljo najmanj 25 sistemov za prepoznavo obrazov 13 različnih podjetji.  Od takrat se 
je zaradi vedno novih področjih uporabe ter izboljšav obstoječih metod za prepoznavo 
število komercialnih izdelkov samo še povečevalo. Najopaznejša podjetja in njihovi 
izdelki so gotovo tista, ki so se prijavila na zadnji preizkus uspešnosti FRVT (Face 
Recognition Vendor Test) 2002. Pri teh sistemih največkrat ni znano katere tehnologije 
se uporabljajo za detekcijo, prepoznavo in nazadnje za primerjavo, kar dodatno 
dokazuje, da so ti sistemi vključeni v komercialne izdelke in zaradi tega zaščiteni.Med 
vsemi biometričnimi metodami velja prepoznava obraza za najmanj vsiljivo tehniko. To 
dokazuje tudi dejstvo, da je bila metoda za prepoznavo obrazov  izbrana s strani 
mednarodne organizacije letalstva kot najbolj primerna metoda za kontrolo v letalskem 
prometu. 
 
                                                 




Da bi človeka lahko identificirali na podlagi obraza je potrebno imeti njegovo sliko. V 
nasprotju z ostalimi sistemi za identifikacijo je za te sisteme potrebna zgolj prisotnost 
osebe. Uporaba biometričnih podatkov za preverjanje identitete ima tudi določene 
prednosti  glede varnosti. Tako lahko z zamenjavo numeričnih gesel z biometričnimi  
karakteristikami naredimo sisteme bolj prijazne in varne za uporabnika. Zmanjša se 
tveganje zlorab ukradenih gesel ali izgubljenih kartic. Dobrodošla izboljšava za 
operaterje je tudi sistem za avtomatsko kontrolo dostopa v varovana poslopja. Največ 
sistemov za identifikacijo obraza, ki skrbijo za kontrolo dostopa, je nameščenih v 
prilagojenih okoljih, kjer je število oseb, ki lahko vstopijo, omejeno.  
Leta 2000 je bil za iskanje duplikatov v registru volivcev Zdruţenih drţav Amerike 
uporabljen program FaceIt podjetja Identix. Obstajali so namreč primeri, ko je bila 
oseba registrirana več kot enkrat. Med primeri, ki jih je sistem našel, so nato ročno 
preverili ali sta osebi res enaki.   
S sistemom faceFinder podjetja Viisage so opremili številne uprave javnih zaporov  in 
pisarne za izdajo vozniških dovoljenj. Ta program je bil uporabljen tudi za preverjanje 
naključno izbranih prosilcev za izdajo permanentne vize za vstop v Zdruţene drţave 
Amerike. Tako zajete slike prosilcev nadalje uporabljajo pri preverjanju potencialnih 
oseb, ki bi lahko ogrozile varnost drţave.  
 
 
5.3 TELESNI PREGLEDI 
 
Za potovanja po ZDA je včasih veljalo, da so lahko potniki prestopali med letali notranjih 
letov skoraj brez vsakršne kontrole in dokumentov. Potem je prišel ameriški 9-11 in z 
njim vred je na letališčih zavladal pravi kaos. Američani so ustanovili Ministrstvo za 
domovinsko varnost in letališča so postala prave trdnjave. Od tedaj cveti industrija, ki 
izdeluje naprave za varnostne preglede potnikov in prtljage. 
 
 
5.3.1 Naprave za skeniranje telesa na letališčih 
 
Američani pripravljajo standarde in zahteve za novo generacijo naprav za pregled 
potnikov in prtljage, ki bodo zmoţna zaznati eksploziva, oroţje in vse potencialno 
nevarne predmete in snovi. Če imajo današnje naprave vgrajene ene vrste senzorjev 
(rentgen) bodo imele bodoče naprave vgrajen celoten sistem senzorjev, ki bo zaznaval 
najrazličnejše fizikalne in kemične lastnosti predmetov, ki jih bodo imeli pri sebi ali v 
prtljagi potniki. Ameriška Agencija za varnost v transportu upa, da bodo na ta način 
povečali učinkovitost pregledov, zmanjšali površine, ki jih zasedajo današnji rentgeni in 
predvsem zmanjšali število zaposlenih, ki danes pregledujejo potnike in prtljago.Danes v 
ZDA uporabljajo 930 naprav (scanerjev) z vgrajenim sistemom računalniške tomografije 
(CT), ki jih je izdelal General Electric In Vision. Vsaka od teh naprav stane milijon 
ameriških dolarjev v tej ceni pa niso všteti stroški vzdrţevanja. Na manjših letališčih 
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uporabljajo manj zmogljive Revealsove CT scanerje, ki stanejo 350.000 dolarjev in imajo 
zmogljivost le 80 kosov prtljage na uro. Te scanerje uporabljajo poleg klasičnih 
rentgenskih naprav. Cilj Agencije za varnost v transportu je, da bi proizvajalci v končni 
fazi zdruţili vse zahtevane senzorje v eni napravi, ki bi bila povezana z bazo osebnih 
podatkov. Tako bodo lahko v hipu preverili identiteto in problematičnost potnika pri 
katerem bodo našli prepovedan predmet. Te sisteme razvijajo pri General Electric In 
Vision, L-3 Communications, Smiths Detection, Reveal Imaging Technologies Inc., 
Analogic Corporation, Rapiscau Systems in drugih. 
 
GE trenutno razvija dva modela za ameriška letališča. Prvi bo namenjen skeniranju 
prtljage, ki jo potniki oddajo ob prijavi na let drugi pa bo namenjen pregledu potnikov 
ob prehodu nadzorne točke. Naprava za skeniranje prtljage bo vsebovala dva sistema. 
Prtljago bodo najprej pregledali z CT in nato še z  rentgenom. V primeru, da bosta 
zaznala nevaren predmet bo računalnik preko laserja na koordinate tega predmeta 
usmeril laserski ţarek. Senzorji bodo na podlagi lomljenja laserskega ţarka ugotovili 
molekulsko sestavo materiala nadzorovanega predmeta. Molekulsko sestavo bo 
računalnik primerjal z molekulsko sestavo nevarnih snovi in ugotovitev javil operaterju. 
Po besedah vodje marketinga pri GE Security's Yotama Margalita bodo na ta način 
preprečili vnos nevarnih snovi na letala in hkrati zmanjšali neizbeţne preglede sicer 
sumljivih kosov prtljage. 
Tehnologija analiziranja prtljage z laserskim ţarkom še ne omogoča kontinuiranega 
skeniranja vse prtljage zato bo lasersko obdelana le sumljiva prtljaga – tista, ki jo bosta 
določila CT in/ali rentgenski pregled. Cilj GE je razviti sistem, ki bo vseboval CT, rentgen 
in laser v eni napravi in hkrati ne bo večji od današnjih rentgenskih naprav, saj na 
letališčih nimajo neomejenih prostorskih moţnosti. Danes laserski način analiziranja 
vsebine prtljage ţe uporabljajo na nekaterih nemških letališčih, saj je podjetje Yxlon, ki 
je sistem razvilo, prav iz Nemčije. Yxlon je prevzelo podjetje In Vision, ki je danes v lasti 
GE. GE je tako prišel do know-how tehnologije, ki jo je zdruţil s svojim znanjem in bo 
tako trgu ponudil napravo, ki bo v hitrejšem času sprejela več odločitev in bolj natančne 
(kaj je in kaj ni nevarno), kakor bi jih človek. Dolgoročno gledano bo sistem za 
uporabnike mnogo cenejši, kakor ekvivalentni klasični ročni pregled prtljage. Naprava, ki 
jo pri GE razvijajo za skeniranje potnikov bo vsebovala več podsistemov, ki bodo 
analizirala potnika in njegovo prtljago ne da bi mu bilo treba sleči oblačila, sezuti čevlje 
ali odloţiti osebno prtljago (ključe, denarnico, telefon, laptop, ...). GE eno od svojih 
naprav ţe testira na letališču v San Franciscu in jo uporabljajo kot laboratorij, saj bodo 
na podlagi zbranih podatkov sistem dovršili in pripravili za trg. Testno postajo imenujejo 
kar Check point of the future. Naprava sestoji iz več sistemov: 
 
-CT skener, ki odkriva prisotnost eksploziva in oroţja, 
 
-sistem, ki deluje v območju milimetrskih valov in na zaslonu izriše potnikovo silhueto na 




-sistem Quadrupole, ki deluje podobno kakor magnetna resonanca, ki jo uporabljajo v 
bolnišnicah za slikanje pacientov. S to naprav bodo preverjali vsebino potnikove obutve.  
Potnik bo stopil nekaj centimetrov nad napravo, ki bo oddajala radijske valove in merila 
spremembo frekvence, ki bo razkrila prisotnost določenih molekul v obutvi, 
 
-sistem s tehnologijo Itemize FX bo potnikom ob pritisku na določen gumb ugotavljal 
prisotnost eksplozivnih snovi na potnikovem prstu. 
 
Celoten postopek nadzora enega potnika bo trajal pribliţno pol minute. Naprava pa bo 
imela zmogljivost obdelave do 400 kosov prtljage na uro. Večina od teh postopkov je ţe 
dobila certifikat o zanesljivosti in uporabnosti od ameriške Agencije za varnost v 
transportu. V bliţnji prihodnosti bodo še en 'laboratorij' postavili nekje v Evropi. 
 
L-3 Communications razvija podobno napravo kakor GE s tem, da bo njihov skener 
nekoliko drugačen. Bistvena razlika bo v sistemu zračnega curka. Potnik bo namreč 
poloţil ober roki na točno določeno mesto in s tem sproţil črpalko, ki bo okrog potnika 
napravila prepih in posesala zrak v merilno komoro. Senzorji v komori bodo analizirali 
kemično in bilološko sestavo zraka in ugotavljali prisotnost eksploziv. Sistem so razvili pri 
podjetju CyTerra, ki sedaj deluje pod okriljem L-3 Communications. Prototip te naprave 
bodo vgradili v Pentagonu, kjer bodo zbirali podatke in nadzirali delovanje naprave. Ko 
bo delovanje naprave dovolj zanseljivo in praktično preverjeno jo bodo poslali na trg. 
Smiths Detection pa razvija podobno napravo kakor GE s tem, da bo pri njih razpored 
sistemov nekoliko obrnjen. S tem naj bi zagotovili večjo pretočnost in zmanjšali število 
laţnih alarmov. Cilj vseh proizvajalcev varnostnih naprav za skeniranje potnikov in 
prtljage je enak. Zagotoviti najvišji moţen nivo odkrivanja vseh potencialno nevarnih 
snovi, ki bi jih potencialni teroristi lahko pretihotapili na letala. Hkrati pa potnikom 
zagotoviti hiter in osebno dostojen vpogled v njihovo prtljago in pod njihova oblačila.  
 
Pregledovanje potnikov na letališčih EU z napravami za skeniranje telesa je Evropska 
komisija predlagala v osnutku uredbe o dopolnitvi skupnih osnovnih standardov za 
varnost civilnega letalstva. Te naprave omogočajo slikanje oseb, kot če bi bile gole, kar 
je enako preiskavi virtualno golega človeka. 
 
Evropski poslanci so v sprejeti resoluciji komisiji postavili trimesečni rok, v katerem mora 
pripraviti oceno učinka na temeljne pravice, se posvetovati z evropskim nadzornikom za 
varstvo podatkov in Agencijo za temeljne pravice ter pripraviti strokovno in zdravstveno 
oceno o tem, ali bi tovrstna tehnologija lahko škodovala zdravju, kakor tudi gospodarsko 
in trgovinsko oceno učinka ter oceno razmerja med stroški in koristmi predlaganega 
ukrepa. Parlament meni, da pregled, s katerim naj bi ugotovili, ali ima potnik na sebi 
oroţje, ki ga z detektorji kovin ni moč zaznati, še zdaleč ni zgolj tehničen, ampak resno 
vpliva na pravico do zasebnosti, varstva podatkov in osebnega dostojanstva. Poslanci 
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zato vztrajajo, da je treba ta ukrep dopolniti z ustreznimi in učinkovitimi zaščitnimi 
ukrepi.Naprave za skeniranje telesa so po mnenju evropskih poslancev sicer lahko ena 
od potrebnih tehničnih rešitev za vzdrţevanje visoke ravni varnosti na evropskih 
letališčih, vendar pa je treba za zagotavljanje pravic potnikov sprejeti skupna pravila o 




5.3.2 Naprave za skeniranje telesa v Sloveniji 
 
Iz zapisa seje drţavnega zbora z dne 17.12. 2008 je razvidno, da v Sloveniji veljajo 
popolnoma enaki kriteriji za uvedbo telesnih skenerjev kot jih je navedel Evropski 
parlament v osnutku uredbe o dopolnitvi skupnih osnovnih standardov za varnost 
civilnega letalstva. 
 
Na seji so obravnavali resolucijo o vplivu ukrepov za varnost v letalstvu ter naprav za 
skeniranje telesa na človekove pravice, zasebnost, osebno dostojanstvo in varstvo 
podatkov. Evropski parlament je v resoluciji ugotovil, da pogoji za sprejem te odločitve 
sicer še niso v celoti izpolnjeni, treba je pogledati določene stvari. Zato tudi Evropska 
komisija, ki se s tem ukvarja, poziva, da se pripravijo ocene učinka na temeljne pravice, 
ki bi bilo s tem kršene. Navsezadnje moramo vedno izhajati iz načela, da ne smeta biti 
človekovo dostojanstvo in integriteta poteptana. In tu gre tudi za ta vprašanja in lahko 
pride hitro, da smo čez neko mejo. Glede tega področja je potrebno pripraviti tudi 























"Kdor ţrtvuje delček svobode zato, da bi si zagotovil delček varnosti, bo na koncu izgubil 
oboje." (Thomas Jefferson) 
 
Sodobna drţava mora zaradi kompleksnosti ţivljenja izvajati nadzor nad drţavljani, po 
drugi strani pa liberalne demokratične vrednote visoko cenijo človekovo zasebnost. 
Očitno je torej, da mora biti v demokratični druţbi doseţeno pravo razmerje med 
stopnjo nadzora in zasebnostjo posameznika. Varnost je človekova izjemno visoko 
uvrščena potreba, človekova svoboda pa temeljna moralna vrednota  in osmišljanje 
pravne drţave. Vsekakor sta v okvirih vladavine prava v medsebojni soodvisnosti, se 
dopolnjujeta in dograjujeta, v primeru njune konfliktnosti odloča pravo kot pripomoček 
pri reševanju spora. Toda to je mogoče le, ko obe stranki v sporu pristajata, da bosta 
konflikt rešili po pravni poti oziroma takrat, ko so temeljne druţbene vrednote sprejete 
od večine drţavljanov kot primerne, ustrezne in pravične. V realnosti drţav z 
demokratično tradicijo poleg solidnega notranjega ravnovesja in soglasja obstajajo tudi 
kriminalne zdruţbe, ki pravnega reda ne spoštujejo in ne upoštevajo. Takrat mora 
drţava z vsemi svojimi institucijami, da bi zavarovala ljudi in njihovo premoţenje ter 
ohranila človekovo  dostojanstvo, represivno in preventivno delovati. Tudi tako, da 
posega v sicer ustavno varovane človekove pravice, med njimi v zasebnost, ki sodi v 
fizično in duhovno sfero posameznika. Pri tem varnostni interes ni v hierarhičnem 
odnosu do človekove  svobode. Z upoštevanjem zakonskih omejitev je to, zaradi 
uveljavljanja človekovih pravic, v interesu varnosti in človekove  svobode. Nenehno pa 
je potreben nadzor nad spoštovanjem človekove fizične in duhovne zasebnosti. Nobeno 
sklicevanje na učinkovitost organov odkrivanja in pregona nemore biti alibi za kršitev 
človekovih pravic. Človekove pravice, od temeljnih osebnostnih, političnih do 
ekonomsko-socialnih, med katerimi so dostojanstvo osebnosti, nedotakljivost človekove  
telesne celovitosti, svoboda izraţanja, pravica do pribeţališča, pravica do zasebne 
lastnine itd., v globalnem pomenu najbolj krši in ogroţa mednarodni terorizem. 
Ravno boj proti  mednarodnem terorizmu je tisti zaradi katerega nam politiki, zaslepljeni 
z njim, odrekajo pravico do zasebnosti. V nasprotju s sprejetimi mednarodnimi 
konvencijami so dopustili omejevanje pravice do zasebnosti kot sredstvo za 
zagotavljanje nacionalne varnosti. Ob tem so pozabili na modrost, ki so jo premogli 
ustanovitelji ZDA, ko so v ustanovnih aktih postavili temelje osebne svobode in jo 
umestili pred varnost. Vedeli so namreč, da je svoboda pomembnejša od varnosti. 
Absolutne varnosti namreč ni mogoče zagotoviti, ne da bi pri tem posegli v samo 
svobodo. Zato je strašljivo, kako je mogoče, da so ZDA in pod njihovim diktatom EU 
dale pri obrambi pred terorizmom prednost varnosti in omejile svobodo svojih 
drţavljanov. Absolutne varnosti jim namreč v nobenem primeru ne bodo mogle 
zagotoviti, lahko pa jim temeljito omejijo pravico do zasebnosti in s tem tudi svobodo. 
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To se je, mimogrede, ţe zgodilo s hitrimi in nekonsistentnimi spremembami zakonodaje 
ter sistemskimi posegi v zasebnost drţavljanov. 
Samo zbiranje osebnih podatkov s sitemi PNR, ESTA itd. za namere zaščite potnikov v 
letalskem prometu pred teroristi ni slabo, vendar se moramo zavedati, da so podatki, ki 
jih zbiramo ustrezno hranjeni in uporabljeni. Naslednji velik problem, ki se tukaj pojavi 
je trgovanje z osebnimi podatki, ki je vse pogostejše. Uporabniki v internetu nevede pa 
tudi povsem zavestno in lahkomiselno na vsakem koraku puščamo številne digitalne 
odtise in osebne podatke. Informacije o socialnih, nakupovalnih in drugih navadah 
uporabnikov postajajo neprecenljiv vir za oblikovanje trţnih prijemov. Podatki, ki jih 
podjetja zbirajo o uporabnikih njihovih spletnih storitev, so postali zanimivo trţno blago. 
Zaradi tega, včasih pa tudi zgolj zaradi medsebojne povezanosti in potreb nemotenega 
delovanja storitev, podjetja osebne podatke svojih uporabnikov posredujejo ali celo 
prodajo drugim podjetjem. Pred našimi očmi se brez naše vednost in brez kakršnegakoli 
nadzora odvija trgovanje z našimi osebnimi podatki.  
Dotaknimo se vprašanja varnosti in zasebnosti na letališčih. Vsakemu od nas je 
popolnoma jasno, da se bomo na račun večje varnosti morali odpovedati sorazmernemu 
delu pravice do zasebnosti vendar pa skrajnosti, kakršnim smo priče sedaj presegajo 
meje dobrega okusa. Res je da se biometrične podatke kot je prstni odtis da ponarediti, 
nekoliko teţje je to storiti s šarenico, vendar pa noben sistem ni popoln in vedno obstaja 
moţnost da se ga prelisiči. Menim da so sistemi za profiliranje potnikov kot je npr. 
CAPPS II, ki potnika na letališču označijo oz. dobesedno pobarvajo v zeleno, rumeno ali 
rdečo glede na stopnjo nevarnosti, ki jo potnik predstavlja za drţavo resnično tista meja, 
ki je ne bi smeli prestopiti. Potniki, ki jih ta sistem pobarva v zeleno so podvrţeni 
običajnemu mejnemu pregledu, tiste, ki jih CAPPS II pobarva rumeno čakajo dodatni 
preventivni pregledi, dodatna preverjanja, dodatni screeningi, dodatno poniţevanje ter 
dodatno zastraševanje. Najhuje pa se zgodi potniku, ki ga ta sistem pobarva v rdečo. 
Tej osebi se prepove vstop na letalo, podvrţena je policijski preiskavi in morebitni 
aretaciji. Vendar moramo pomisliti tudi na to, kaj se lahko zgodi, če sistem  CAPPS II 
naredi napako in pobarva rdeče običajnega potnika, osebe, ki ni v nikakršni povezavi s 
terorističnemi organizacijami ali organiziranim kriminalom. Vsak izmed nas bi se moral 
postaviti v koţo te osebe in se vprašati ali je resnično pravica do varnosti vredna tega da 
se skoraj v celoti odpovemo pravici do zasebnosti.  
 
Danes tehnologija za zagotavljanje varnosti napreduje s svetlobno hitrostjo in potrebno 
se je zavedati, da so na pohodu tehnologije, ki bodo imele še večji in ostrejši poseg v 
našo zasebnost. Ena takih tehnologij je izraelski sistem brain-fingerprinting (moţganski 
odtis). Ta sistem omogoča odkrivanje znakov čustvene napetosti, psihološkega značaja, 
odkrije lahko celo ali ima potnik namen storiti teroristično dejanje. Mogoče se sliši kot 
nekaj neverjetnega, toda ta sistem dejansko obstaja. Podjetje WeCu ga je razvilo kot 
skupek infrardeče tehnologije, senzorjev za merjenje fizikalnih lastnosti telesa in 
daljinsko vodenih tehnologij za projekcijo subliminarnih podob. Razvijalci tega sistema 
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trdijo da lahko s pomočjo reakcije potnika (spremembe srčnega utripa, dihanja, telesne 
temperature, potenja ipd.) na določene zunanje draţljaje ugotovijo katera oseba ima 
namen storiti teroristično dejanje. To pomeni da vas lahko skenirajo brez da bi se vi 
tega zavedali npr. pri pogledu na tablo z odhodi letal bi lahko napisali besedo "Islamski 
dţihad" v arabščini in opazovali odziv potnikov. Posebni WeCu senzorji bi zbirali odzive 
potnikov kot neke vrste biometrični odgovor. Drugi takšen primer bi bil preverjanje 
čevljev. Potnik, ki stopi na posebno preprogo bi bil deleţen pregleda biometričnih 
senzorjev v kombinaciji z video toplotnim slikanjem, ki bi odkrili ali čevelj vsebuje kaj 
takšnega kar vanj ne spada (oroţje, eksplozivna telesa ipd.). Obstajo seveda tudi drugi 
sistemi kot so glasovna analiza, kjer s pomočjo glasu potnika zaznajo stres v njem in ga 
nato s pomočjo ostalih biometričnih skenerjev dodatno obdelajo. Torej na svetu je v 
nastajanju in obstaja še veliko sistemov, ki bi ob morebitni uvedbi na letališčih drastično 
posegali v našo zasebnost, hkrati pa bi vplivali tudi na naše zdravlje, saj je znano da 
vsako elektromagnetno sevanje škoduje celicam v telesu in uničuje DNK.  
 
Danes vidimo da se predlogi predpisov in sistemov za nadzor potnikov vse hitreje 
mnoţijo, pregleda, katere podatke ima kdo in za kakšne namene jih zbira, kdo in pod 
kakšnimi pogoji ima dostop do baz podatkov, pa ni. To pomeni da lahko pride do 
zlorabe teh podatkov in da je naša pravica do zasebnosti ogroţena bolj kot kadarkoli. V 
boj proti terorizmu moramo vljučiti tako preventivne kot represivne ukrepe pri čemer 
moramo poskrbeti za ustrezno zagotavljanje razmerja med pravico do zasebnosti in 
varnostjo potnikov. EU se mora zavedati svojih vrednot, jim ostati zvesta hkrati pa se 
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SEZNAM UPORABLJENIH KRATIC 
 
FTC - Federal trde commision 
SSN - Social security number 
EKČP - Evropska konvencija o človekovih pravicah 
DEC - Digital equipment corporation 
OECD - Organizacija za ekonomsko sodelovanje in razvoj 
ZVOP - Zakon o varstvu podatkov 
AEA - Associatin of Evropean airlines 
IFALPA - International federation of airline pilots associations 
EVOP - Evropska varnostna in obrambna politika 
SIS - Schengen information system 
ICAO - Mednarodna organizacija civilnega letalstva 
ECAC - Evropska konferenca civilnega letalstva  
EUROCONTROL  - Evropska organizacija za varnost zračne plovbe 
JAA -  Zdruţenje letalskih organov  
DHS - Urad za domovinsko varnost 
ESTA - Electronic system for travel authority 
VWP - Visa Waiver program 
ADIS - Arrival departure information system 
EPIC - Electronic privacy information center 
US-VISIT - United States Visitor and Immigrant Status Indicator Technology 
PKI - Personal key infrastructure 
FVRT - Face recognition vendor 
CT - Cat scan 
RCMP - Royal Canadian Mounted Police 
 
SLOVAR TUJIH IZRAZOV 
 
- Room of one’s own - Prostor za premislek o sebi 
- Outflow - Odtekanje npr. informacij 
- Penumbra - Pravna sivina 
- Privacy Act - Zakon o zasebnosti 
- Freedom of Information Act - Zakon o svobodi informacij 
- Privacy merchant - Trgovci z zasebnostjo 
- Federal trade commision - Agencija za trgovino 
- Outsourcing - Oddaja del zunanjim podizvajalcem 
- Social security number - Številka socialnega zavarovanja 
-Sharing - Distribucija, razdeljevanje 
- Human rights act - Konvencija o človekovih pravicah 
- Hollerith machine - Hollerithov stroj 
- Relational dimension of privacy - Dimenzija odnosa do zasebnosti 
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- Information self determination - Načelo informacijskega samoodločanja 
- Code of Federal Regulations - Zvezni zakoni 
- Declaration on Combating Terrorism - Deklaracija o boju proti terorizmu 
- Check point of the future - Mejni prehod prihodnosti 
- Royal Canadian Mounted Police - Kraljeva kanadska gorska policija 
- Brain-fingerprinting - Moţganski odtis
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Študent Davor Osek izjavljam, da sem avtor tega diplomskega dela, ki sem ga napisal 
pod mentorstvom dr. Alenke Kuhelj, in dovolim objavo diplomskega dela. 
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