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Résumé
Les registres médicaux sont des banques de données, ayant des caractéristiques
spécifiques, rassemblant tous les cas d'une maladie sur un territoire précis. Ces
informations permettent la mise en place de politiques de santé publique ainsi que l'étude
de maladies afin de faire progresser la recherche médicale. La question se pose donc de
savoir comment la réglementation concernant le respect de la vie privée s'applique aux
particularités des registres. La législation actuellement en vigueur au Québec prévoit
l'obligation d'obtenir le consentement du patient avant d'inclure les données le concernant
dans le registre. Ces renseignements personnels de santé recueillis dans le registre doivent
être protégés afin de respecter la vie privée des participants. Pour cela, des mesures
concernant la confidentialité et la sécurité des données doivent être mises en place en vue
de leur conservation et durant celle-ci. Après l'utilisation principale de ces données, il est
possible de se servir à nouveau de ces renseignements personnels à d'autres fins, qu'il faille
ou non les transférer vers une autre banque de données, nationale ou étrangère. Néanmoins
cette utilisation secondaire ne peut se faire qu'à certaines conditions, sans porter atteinte au
droit des participants concernant le respect de la vie privée.




Medical registries are databases which record aIl cases of a specifie disease found in
a given area. Registries provide vital information for public health research and for the
implementation of appropriate public policies. The question is : How does the regulation of
privacy apply to registries? Legislation currently in force in the province of Quebec
requires the consent of a patient in order to inc1ude personal information in the registry.
Personal health data in a registry have to be protected to preserve the privacy of research
subjects. To ensure data security and confidentiality sorne measures must be taken during
their conservation. Secondary use of data is possible under certain conditions aimed at
protecting the right to privacy. It is possible to use such personal information again for
other purposes even if the data need to be transferred to another national or foreign
database.
Keywords : registry, personal data, privacy, consent, confidentiality
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INTRODUCTION
Depuis très longtemps, les hommes ont considéré qu'il pouvait être utile de garder
des documents sur l'état de santé de leurs congénères. La conservation des éCIits
concernant les problèmes de santé de chaque personne pennet de mieux soigner chaque
patient car le médecin connaîtra alors son passé médical, lequel peut aider le diagnostic ou
le traitement de la nouvelle pathologie. En France, la création du carnet de santé ou autre
carte vitale montre bien la volonté de garder une trace écrite de l'évolution de la santé de
chaque individu. C'est donc la mémoire de la vie médicale de chaque personne, de sa
naissance à sa mort, qui peut être consultée en tout temps par l'individu ou celui chargé de
veiller sur sa santé.
Chaque médecin ou le centre médical auquel il appartient, détient lui aUSSI ses
propres fiches sur chacun de ses patients, c'est ce qu'on appelle aujourd'hui le dossier
médical. Ce dossier médical pennet à chaque médecin de se rappeler de tous les actes qu'il
a lui-même pratiqués sur chaque patient. Dans une clinique ou dans un hôpital, il existe
souvent un dossier médical par personne commun à tous les praticiens et les auxiliaires du
centre. Dans ce cas-là, le médecin aura aussi accès aux données concernant les autres actes
pratiqués par ses collègues sur son patient. La connaissance de tous les antécédents
médicaux ainsi que des soins en cours est nécessaire à une meilleure prise en charge du
patient.
Une trace écrite doit être laissée dans l'intérêt du patient mais elle peut aussi servir à
l'intérêt de la collectivité. En effet, en étudiant le dossier médical de plusieurs individus
souffrant d'une même maladie, il est possible de trouver des liens entre les différents
dossiers qui pennettront de mieux connaître la maladie étudiée. Cela permet aussi de faire
des statistiques sur les différentes maladies. On aura là une étude concrète de cette
pathologie. Ces statistiques pennettent souvent la mise en place de politique de santé
publique.
2Le dossier médical contient évidemment des données en rapport avec la santé des
patients. Mais on peut également trouver des renseignements concernant l'état civil ou
relatifs à l'environnement de ces personnes ainsi que des données relatives à la parenté des
personnes concernées (qui permettent d'établir des liens d'hérédité ou d'établir une
approche génétique de certaines maladies). Ces données, lorsqu'elles sont analysées pour
un patient, permettent de mieux le soigner ou tout du moins de mieux comprendre son état
de santé. Mais il peut être intéressant de regrouper les dossiers de patients ayant le même
type de pathologie afin de comparer les ressemblances et les différences entre ces dossiers,
qu'elles soient médicales ou autre. La connaissance tirée du croisement de ces données peut
permettre de faire des statistiques par rapport à la maladie en question. On peut alors savoir
vers quel âge se déclare tel type de maladie, si elle touche plutôt les hommes que les
femmes, ou suivant l'environnement dans lequel ont vécu les personnes, quels sont les
facteurs de risque, les éléments déclencheurs, les effets de tel ou tel traitement, les
modalités d'investigation ou de surveillance les plus pertinentes ...
Les premiers registres ont fait leur apparition après la reconnaIssance de la
tuberculose comme problème majeur de santé publique qui a eu lieu au moment de la
révolution industrielle l . Les motivations pour la création des registres médicaux étaient
alors di verses :
«Medical registers have existed for a vary long time, with
various motivations. For example, registers of people with
tuberculosis were started in many countries in the first half of the
last century. Their motivation was to monitor the extent of this
1 K.A. SEPKOWITZ, J. RAFFALI, L. RILEY, T.E. KIEHN et D. ARMSTRONG, « Tuberculosis in the AIDS era »,
(1995) S Clin. Microbiol. Rev. lS0-199 : Au lSème et au 19ème siècle la tuberculose était responsable de 25%
des décès dans les villes européennes.
3health problem, but probably also to keep track of the potential
sources of infection. »2
Puis suite aux grands problèmes de santé publique apparus depuis les années 1980
et comme on l'a encore vu cette année avec le Syndrome Respiratoire Aigu Sévère (SRAS),
la population a attendu des pouvoirs publics qu'ils prennent les mesures appropriées afin de
réduire les risques de contracter ces maladies. C'est dans cette perspective que la
surveillance de l'état de santé de la population doit être efficace. L'idée de regrouper les
données de tous les patients répondant à certains critères dans un but de recherche ou de
santé publique a germé. Les registres médicaux permettent ce type de surveillance. De
nouveaux registres sont créés pour prendre en compte de plus en plus de maladies ainsi que
les pathologies les plus récentes3.
« Since the 1980s the public has become increasingly concerned
about health protection against real and perceived hazards,
including HIV, bovine spongiform encephalopathy/variant
Creutzfeldt-Jakob disease, food poisoning, possible adverse
effects of medicines and vaccines, etc. People expect that health
surveillance will be undertaken efficiently and effectively. When
outbreaks of infectious disease occur, local public health doctors,
regional epidemiologists, or, centrally, the Communicable
Disease Surveillance Centre, mount rapid investigations to
enable them to provide protective measures, identify hazards,
and reduce the risk of further infections and disease. »4
2 Ruth CHADWICK et Kare BERG, « Solidarity and equity: new ethical frameworks for genetic databases »,
(2001) 2 Nat Rev Genet 318, p. 318
3 COMITÉ NATIONAL DES REGISTRES, Rapport d'activité 1996-1999, Paris, INSERM, 2000, p. 9: «En
l'absence de politique officielle à l'origine, les registres français de morbidité se sont mis en place
progressivement, à la suite d'initiatives locales, essentiellement dans trois domaines: les cancers (1975), les
malformations congénitales (1979) et les cardiopathies ischémiques (1984). L'émergence de registres de
nouvelles pathologies est plus récente. Il faudra attendre 1985 pour les accidents vasculaires cérébraux, 1988
pour le diabète et les maladies inflammatoires du tube digestif, 1991 pour les handicaps de l'enfant, 1992 pour
les grossesses extra-utérines et 1995 pour les victimes de la route. »
4 Chris VERITY et Angus NICOLL, « Consent, confidentialify, and the threat to public health surveillance »,
(2002) 324 BMJ 1210, p. 1211
4Un registre est selon le dictionnaire un « gros cahier sur lequel on note des faits, des
noms, des chiffres dont on veut garder le souvenir »5. Il prend une forme plus particulière
dans le domaine de la santé mais on peut d'ores et déjà remarquer que le but d'un registre
est de se souvenir des informations que l'on y a noté et de les partager. Le registre est une
trace écrite de la mémoire. Il peut être consulté par toute personne habilitée, à n'importe
quel moment. Il permet la survie des informations qui y sont contenues à travers les années.
Lorsque cette recherche sur les registres a été effectuée, la majorité de l'information
trouvée sur le sujet était en fait relative aux registres de cancer et peu aux registres d'une
manière générale. Le cancer est en effet une maladie qui se prête bien à la création de
registres du fait notamment de la complexité de la maladie, de l'existence de différentes
formes ainsi notamment que de la quantité de facteurs et co-facteurs pouvant déclencher la
maladie (facteurs génétiques, environnementaux, ou encore suivant l'âge ou le sexe de la
personne). En France, les premiers registres qui ont été créés étaient des registres de
cancer6. Il existe pour cela, depuis plusieurs années, un certain nombre de registres de
cancer. Afin notamment de publier les découvertes qui en découlent, la mention de
l'existence de ces registres fait son apparition peu à peu sur Internet. L'abondance de ces
5 Le petit Robert, Dictionnaire alphabétique et analogique de la langue française, Paris, 1972
Voir aussi Le Robert, Dictionnaire historique de la langue française, Paris, 1998 : «REGISTRE est l'adaptation
(XIIIe s.) sous l'influence d'epistre, ancienne forme d'épître de l'ancien français regeste (v. 1155), regestre
(v.1265) «récit, histoire ». Ce mot rare a été repris au XIXe s. (1870, Littré) par les historiens médiévistes
pour désigner le répertoire chronologique enregistrant les actes issus des pouvoirs publics ou intervenus entre
particuliers. Il est emprunté au bas latin regesta «répertoire, catalogue », féminin singulier issu du neutre
pluriel substantivé de regestus, participe passé passif du verbe regerere «porter en arrière », «porter
ailleurs », « reporter », d'où « transcrire, consigner ». Le verbe est formé de re- marquant le mouvement en
arrière, et gerere «porter ». La prononciation regître était usuelle au XVIIe s., sous l'influence de la forme
moderne d'épître.
Le mot désigne le cahier sur lequel on peut noter des faits, des noms et dates pour en garder en mémoire le
souvenir et spécialement un répertoire contenant des renseignements administratifs, juridiques, comptables,
présentés d'une manière déterminée. Des emplois particuliers concernent l'enregistrement des naissances,
décès, etc. dans les paroisses (1680) [... ]. Par extension, il s'emploie à propos d'un compte rendu, d'un
recueil. »
6 Supra, note 3
5registres sur les cancers permet de justifier l'existence d'une littérature assez importante sur
le sujet. Le plus petit nombre de registres, comparativement, sur les autres maladies a pour
corollaire une littérature moins abondante sur ces autres maladies. De même peu
d'information générale sur les registres est disponible.
En plus d'être spécialisée dans les registres en cancer, la majorité de la littérature
existante concernant les registres médicaux touche plus précisément aux recherches qui ont
été menées grâce à ces données ainsi bien entendu qu'aux découvertes résultant de ces
recherches. La littérature est donc essentiellement scientifique et se consacre exclusivement
aux maladies étudiées dans les registres et très peu aux problèmes éthiques ou juridiques
liés à la création et à l'usage de ces registres. Quelques médecins se sont tout de même
penchés sur l'écriture de règles concernant la confidentialité dans les registres? Là encore
ces principes ont été créés dans le cadre d'une maladie spécifique: le cancer. Mais étant
rédigées d'une manière assez générale, ces lignes directrices peuvent s'appliquer pour la
plupart à l'ensemble des registres.
Un registre de santé n'est pas comme n'importe quel autre type de recueil de
données. En effet ici, il est question de données concernant la santé des personnes. Or les
données de santé sont des données personnelles assez sensibles car elles atteignent
l'individu sur un sujet qui le touche directement et de manière très intime. La santé
concerne la vie privée du patient. Elle relève de la sphère privée de chaque individu. Les
renseignements contenus dans ces registres doivent donc être particulièrement bien
protégés, afin de respecter la vie privée de ces individus.
7 M.P. COLEMAN, C.S. MUIR et F. MÉNÉGOZ, « Confidentiality in the cancer registry», (1992) 66 British
Journal of Cancer 1138. Une deuxième version plus récente existe : EUROPEAN NETWORK OF CANCER
REGISTRIES, Guidelines on confidentiality in population-based cancer registry in the European Union, Lyon,
lARC,2002
6En soumettant la recherche faite à partir de ces données sensibles à l'obligation de
respecter un certain nombre de principes éthiques, l'ingérence dans la vie privée des
patients se trouve alors encadrée et soumise à des limites précises.
Respect des principes éthiques
Au Canada, toute recherche subventionnée par l'un des trois Conseils (Conseil de
recherches médicales du Canada, Conseil de recherches en sciences naturelles et en génie
du Canada, Conseil de recherches en sciences humaines du Canada) doit être soumise aux
principes affirmés dans l'Enoncé de Politique des Trois Conseilss. Cet Enoncé reprend les
huit grands principes éthiques qui doivent gouverner la recherche. Ces normes sont
largement admises par la communauté intemationale9. Nous reviendrons plus en détail tout
au long des pages à venir sur deux de ces principes fondamentaux: l'exigence d'obtenir un
consentement libre et éclairé du patient et le respect de la vie privée et des renseignements
personnels.
Ces normes ont pour but de concilier la recherche sur des sujets humains avec
l'utilisation des informations sur ces personnes. Pour cela, il est nécessaire d'établir des
limites en fonction des impératifs moraux et éthiques. Les principes dirigeant la recherche
sur des sujets humains sont dictés par la prépondérance du bien-être et de l'intégrité de la
personne. Font partie de ces principes, le respect de la dignité humaine et plus
particulièrement des personnes vulnérables, ainsi que la nécessité d'un consentement libre
et éclairé et le respect de la vie privée et des renseignements personnels, la prise en
8 CONSEIL DE RECHERCHES MÉDICALES DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES NATURELLES ET
EN GÉNIE DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES HUMAINES DU CANADA, Énoncé de politique
des Trois Conseils - Éthique de la recherche avec des êtres humains, Ottawa, Conseil de recherches
médicales du Canada, 1998
9 Voir notamment: Lignes directrices internationales relatives aux aspects éthiques de la recherche
biomédicale sur des sujets humains, Genève, 1993; UNESCO, Ethical Guidelines for International
Comparative Social Science Research in the Framework of M.O.S.T. (Management of Social
Transformation), Paris, 1994; THE RESEARCH COUNCIL OF NORMAY, Guidelines for Research Ethics in the
Social Sciences, Law and the Humanities, Oslo, 1994.
7considération de lajustice et de l'intégration, l'équilibre des avantages et des inconvénients,
la réduction des inconvénients (notamment le principe de la non-malfaisance) et
l'optimisation des avantages (notamment le principe de la bienfaisance).
Le respect de ces différents principes moraux et éthiques participe d'une plus
grande transparence de la recherche nécessitant l'utilisation de personnes humaines. Le
respect de ces normes émises par les Trois Conseils n'est obligatoire que pour les
h h 1 1 d . 10 .rec erc es subventionnées par 'un ou 'autre e ces trois orgamsmes , ce qUI ne
représente pas la totalité des recherches menées au Canada. Les recherches financées
notamment par des organismes privés ne sont pas soumises au respect de cet Enoncé. Le
respect de l'Enoncé ou d'autres types de lignes directrices Il ne remplace pas le respect du
droit en vigueur qu'il soit fédéral ou provincial (notamment les différentes lois relatives à la
protection des renseignements personnels). Mais ces règles sont souvent plus
contraignantes que la législation existante ou comblent un vide juridique.
L'étude des différentes lignes directrices ou énoncé de principes est nécessaire du
fait du peu de législation existant sur les registres au Canada. De plus ces règles sont
actuellement appliquées dans un certain nombre de recherches à travers le Canada. Leur
étude est donc nécessaire afin de refléter plus facilement l'ensemble de l'encadrement
normatif applicable aux registres.
10 CONSEIL DE RECHERCHES MÉDICALES DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES NATURELLES ET
EN GÉNIE DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES HUMAINES DU CANADA, op. cit., note 8 :
Introduction, p. LI : « Les Conseils ne subventionneront (ou n'accepteront de continuer à subventionner) que
les chercheurs et les organismes capables de garantir que les projets de recherche qu'ils réalisent avec des
sujets humains sont conformes aux exigences de cette politique. »
Buts de cette politique, p. 1.2 : « En conséquence, considérant que cette politique qu'ils ont adoptée constitue
la norme de l'éthique de la recherche avec des sujets humains, les Conseils financeront uniquement les
travaux des chercheurs et des établissements de recherche respectant au minimum les principes et les règles
précisés dans ce document. »
Il Par exemple: FONDS DE RECHERCHE EN SANTÉ DU QUÉBEC, Standards sur l'éthique de la recherche et
l'intégrité scientifique, Québec, FRSQ, 2002
8L'étude des registres, de leur création, de leur fonctionnement, est nécessaire à
l'heure actuelle. L'utilité des registres se justifie aujourd'hui avec l'existence de certaines
maladies qui pour des raisons de santé publique nécessitent un suivi permanent, c'est le cas
de la plupart des cancers et des maladies infectieuses (dont le SIDA), ou de toute autre
maladie touchant une partie de la population.
Nous allons commencer par définir ce qu'~st un registre. Nous découvrirons, dans
une première partie, que les registres sont des banques de données ayant certaines
particularités.
Nous poserons ensuite la question suivante: les caractéristiques d'un registre sont-
elles compatibles avec les lois existantes et notamment celles relatives à la protection de la
vie privée?
Pour cela, nous nous attacherons, dans une deuxième partie, à démontrer comment
ce droit est respecté dans le cadre de l'utilisation des données personnelles dans un registre.
Le coût et le temps nécessaire à la création du registre incitent les registraires à utiliser à
nouveau les renseignements personnels qu'ils ont collectés à d'autres fins. Nous verrons
dans une troisième partie comment la vie privée des participants au registre est respectée
dans le cadre de l'utilisation secondaire de leurs données.
1 - LE CONCEPT DE REGISTRE
Avant de commencer à étudier les registres, il semble nécessaire de les définir. Mais
trouver une définition n'est pas chose aisée.
Le 20 décembre 2001 a été sanctionnée une loi régissant la création des registres au
Québec l2 . Mais un certain nombre de registres existait déjà, depuis plusieurs années. Ces
premiers registres n'ont donc pas été créé par règlement, comme le prévoit la nouvelle Loi
sur la santé publique13 , mais par la simple volonté des médecins-chercheurs voulant étudier
une maladie ou du gouvernement (fédéral ou provincial) afin d'assurer une surveillance de
la santé de la population. Les registres existants actuellement, quel que soit le moment de
leur conception, sont régis par différentes lois relatives à la création de fichiers de données
nominatives et à la protection de renseignements personnels soit dans le secteur public soit
dans le secteur privé. Ces lois sont très générales puisqu'elles prennent en compte tout type
de renseignement personnel et non les données plus spécifiques comme celles concernant
la santé. Seules quatre provinces canadiennes (Alberta14, Saskatchewan l5 , Manitobal6 et
Ontario l7) possèdent des lois spécifiques relatives à la protection des renseignements
personnels spécifiques à la santé. Au Québec, seuls quelques articles de la Loi sur les
services de santé et les services sociaux l8 sont relatifs à la protection particulière des
données de santé.
12 Loi sur la santé publique, L.R.Q.,c. S-2.2
13 Id., art. 49
14fkalth Information Act, 3ème session, 21 ème législature, Alberta, 1999, sanctionnée le 9 décembre 1999
15 The Health Information Protection Act, S.S. 1999, c. H-0.021
16 Loi sur les renseignements médicaux personnels, L.M. 1997 c. P-33.5
17 Loi de 2003 sur la protection des renseignements personnels sur la santé, Projet de loi 31 2003 Cl ère
lecture), 1re session, 38e législature (Ontario)
18 Loi sur les services de santé et les services sociaux, L.R.Q., c. S-4.2, art. 17-28
10
1.1. Définition
Un tour d'horizon des différentes définitions des registres existantes au Canada
s'impose étant donné qu'aucune définition légale n'existe ni au niveau fédéral. Notons tout
de même l'existence d'un élément de définition dans un rapport relatif à l'utilisation aux
fins de surveillance des renseignements sur les patients atteints de cancer. Il est en effet
écrit dans celui-ci que «les registres diffèrent des autres sources du fait qu'ils lient les
données provenant de multiples sources de manière à obtenir des renseignements regroupés
pour chaque personne» 19.
Au Québec, la Loi sur la santé publique apporte un début de définition dans son
article 49. L'alinéa premier dispose que des registres peuvent être institués « à des fins de
soins préventifs cliniques ou de protection de la santé de la population ». Cet article précise
aussi que les registres contiennent « des renseignements personnels sur certains services ou
soins de santé reçus par la population ».
Il semble donc nécessaire de s'intéresser aux autres provinces afin de trouver
éventuellement d'autres éléments pouvant nous faire comprendre ce qu'est exactement un
registre, quelles sont les caractéristiques spécifiques de ce type de banque de données2ü•
C'est dans les territoires que l'on trouve la seule loi de tout le Canada relative
spécifiquement aux registres médicaux. Mais la Loi sur les registres des maladiei l des
19 Barbara VON TIGERSTROM, Mylène DESCHÊNES, Bartha Maria KNOPPERS, Timothy A. CAUFIELD,
Utilisation, aux fins de la surveillance, des renseignements sur les patients atteints de cancer, examen
systématique des lois, des règlements, des politiques et des lignes directrices, Canadian Coalition on Cancer
Surveillance, mars 2000
20 Le Petit Robert, Dictionnaire de la langue française, Paris, 2001 : Une banque de données est définit
comme un « ensemble d'informations (exploitables par les réseaux télématiques), généralement organisé en
base de données et recouvrant un domaine particulier des connaissances. »
21 Loi sur les registres des maladies, L.R.T.N.-O. 1988, ch. 7 (SuppL). En vigueur le 22 août 1990; TR-03S-
90 modifiée par L.T.N.-O. 1998, ch. S ; L.T.N.-O. 1999, ch. 21 en vigueur le 31 décembre 1999 et L.T.N.-O.
2002, ch. Il
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Territoires du Nord-Ouest22 détermine de manière très imprécise le terme de registre. En
effet, l'article 1 définit le registre de la manière suivante «Registre établi en vertu de
l'article 9 ». Or le renvoi à l'article 9 ne nous en apprend guère plus sur ce qui caractérise
un registre. Celui-ci dispose en effet que «Le registraire établit et tient un registre pour
l'enregistrement de chaque maladie à déclaration obligatoire et de chaque test médical à
déclaration obligatoire ». Chaque test médical à déclaration obligatoire et chaque cas de
maladie à déclaration obligatoire23 sont consignés dans le registre correspondant. L'utilité
de ces registres n'est précisée que plus loin dans la loi. L'article 14 nous donne des
indications supplémentaires sur les utilisations des registres.
Article 14 : «(1) Le ministre, le registraire, le sous-ministre du
ministère chargé de l'application de la présente loi ainsi qu'un
ou plusieurs délégués du ministre peuvent examiner les registres
que tient le registraire en conformité avec la présente loi.
(2) Les personnes visées au paragraphe (1) peuvent utiliser aux
fins suivantes les renseignements contenus dans un registre:
a) la préparation des estimations précises du nombre de
personnes atteintes, dans les territoires, d'une maladie à
déclaration obligatoire;
b) l'identification de l'évolution caractéristique d'une maladie à
déclaration obligatoire;
c) la découverte de moyens susceptibles de réduire, dans les
territoires, l'occurrence d'une maladie à déclaration obligatoire;
d) l'élaboration de programmes ou de mesures visant à améliorer
la santé des résidents des territoires. »
L'article 14 permet donc d'avoir une idée de l'utilité d'un registre à travers les
différents cas cités dans le deuxième paragraphe.
22 Cette loi est aussi en vigueur dans le territoire du Nunavut depuis sa création.
23 Public Health Act: Consolidation of Communicable Diseases Regulations, R.R.N.W.T. 1990, c.P-l3, Sch.
A
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Mise à part le Québec, une seule autre province canadienne, le Manitoba, évoque
l'existence des registres dans son Règlement sur les maladies et les dépouilles mortelles24
édité sous la Loi sur la santé publique25 . Ici la définition est donnée de manière très
ponctuelle. L'article 11.1 définit le registre comme «Le registre du Programme manitobain
de dépistage du cancer du col de l'utérus ». Il n'existe donc un registre que pour une
maladie déterminée qui est un cancer spécifique. On évoque plus loin, à l'article 11.5,
l'utilisation des renseignements contenus dans le registre:
Article Il.5: «Les renseignements que contient le registre ne
peuvent être utilisés que pour les fins suivantes:
a) rappeler à une femme, directement ou par l'intermédiaire de
son médecin à quel moment elle devrait subir un autre test de
dépistage du cancer du col utérin, ou une autre investigation ou
un autre traitement relatif à ce cancer;
b) divulguer au laboratoire les antécédents d'une femme en
matière de dépistage lorsqu'un test de dépistage du cancer du col
utérin est pratiqué, afin que le laboratoire puisse interpréter plus
facilement le résultat du frottis vaginal ou de l'échantillon et faire
des recommandations en matière de traitement clinique;
c) divulguer à un professionnel de la santé les antécédents d'une
femme en matière de dépistage afin qu'il puisse la conseiller en
ce qui concerne les choix qui s'offrent à elle en matière de
traitement clinique;
d) surveiller le nombre de tests de dépistage de cancer du col
utérin qui sont effectués ainsi que le profil des personnes qui
passent ces tests afin que soient facilitées la planification et
l'évaluation des programmes de dépistage. »
Le registre du programme Manitobain est un registre très spécifique. Ses fonctions
sont trop particulières au cas précis du cancer du col de l'utérus pour pouvoir être
24 Règlement sur les maladies et les dépouilles mortelles, Man. Reg. 338/88R
25 Loi sur la santé publigue, C.P.L.M. c. P210
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extrapolées au registre en général. Les trois premières utilisations du registre sont relatives
à la santé d'une personne particulière. Mais la quatrième utilisation permet la mise en place
d'une politique de santé publique concernant les dépistages du cancer du col de l'utérus.
Les registres manitobains visent donc la protection de la santé de chaque femme
participant au registre de manière individuelle ainsi que la protection de toutes les femmes
du Manitoba. Ces premiers éléments sont néanmoins trop sporadiques pour dresser un
tableau des caractéristiques des registres.
Pour trouver une véritable définition d'un registre, il faut alors se tourner vers
l'étranger, et notamment vers la France. Dans un arrêté relatif au Comité national des
registres, le gouvernement français a défini le registre comme un «recueil continu et
exhaustif de données nominatives intéressant un ou plusieurs évènements de santé dans une
population géographiquement définie, à des fins de recherche épidémiologique et de santé
publique par une équipe ayant les compétences appropriées »26. Cette définition comprend
un certain nombre d'éléments (tels que le but du registre, la population qui est concernée
ou encore le sujet même du registre ainsi que les caractéristiques des données recueillies)
qu'il faut passer en revue afin de bien comprendre le contenu et les limites du registre tel
que nous l'entendrons ici. Pour cela, il est nécessaire de prendre en compte tous les
éléments de définition que nous avons pu trouver, aussi bien au Canada que dans d'autres
pays notamment européens.
1.2. Le but
Selon l'arrêté français, le registre est fait à « des fins de recherche épidémiologique
et de santé publique ». Les registres français sont donc constitués dans deux buts distincts.
26 Arrêté du 6 novembre 1995 relatif au Comité national des registres, J.O. Il novembre 1995, p. 16611, art. 2
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La finalité d'un registre est souvent multiple. Et même si chaque registre n'est pas créé
pour tous les buts auxquels il peut prétendre, un registre a souvent plusieurs usages. Ces
utilisations restent relatives au domaine de la santé que ce soit à des fins de statistiques
dans un but de santé publique ou de recherche tel que nous l'explique la Commission
Européenne à propos des registres de cancer:
« Les registres des cancers servent essentiellement à la collecte
d'informations sur les nouveaux cas de cancer dans une zone
géographique donnée. Alors que certains registres, faute de
ressources suffisantes, ne peuvent aller au-delà de la collecte de
données et de la publication de statistiques de base sur la
population de leur aire géographique, d'autres sont à la base
d'un vaste éventail d'activités, telles les études sur la promotion
de la santé, l'évaluation des thérapeutiques ou la recherche
épidémiologique. »27
Deux grands types d'objectifs se distinguent dans cet extrait. Ils se retrouvent dans
tous les documents consultés.
Bien entendu, ces deux objectifs, de santé publique et de recherche, sont souvent
atteints dans un même registre. Par exemple, en Belgique, le Registre National du Cancer
(ci-après R.N.C.) «peut être utilisé, entre autres, dans le cadre de recherches
épidémiologiques, ou pour mettre sur pied des campagnes de prévention »28. Il est aussi
ajouté qu'« un registre du cancer se révèle d'un grand apport pour la recherche
épidémiologique et pour la mise sur pied, l'exécution et l'évaluation de campagnes de
prévention primaire et secondaire, pour la stratégie de santé publique en rapport avec le
cancer, pour l'évaluation générale des traitements, pour la formation du personnel médical
27 RÉSEAU EUROPÉEN DES REGISTRES DES CANCERS, CENTRE INTERNATIONAL DE RECHERCHE CONTRE LE
CANCER, ORGANISATION MONDIALE DE LA SANTÉ, L'Europe contre le Cancer, Commission européenne,
Luxembourg,1995
28 COMMISSION DE LA PROTECTION DE LA VIE PRIVÉE, avis n04/97 du 19 février 1997, Applicabilité de la loi
du 8 décembre 1992 relative à la protection de la vie privée à l'égard des traitements de données à caractère
personnel au réseau du Registre National du Cancer, Bruxelles, Commission de la protection de la vie privée,
1997
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et paramédical et pour l'information du grand public »29. Le R.N.C. est nécessaire pour la
mise en place de politiques de santé publique:
Cette idée est aussi reprise par certains auteurs qui pensent que les registres de
cancer sont des ressources intéressantes pour mettre en œuvre des politiques de santé
publique autant que pour faire de la recherche30. La North American Association of Central
Cancer Registries31 , quant à elle, considère que la recherche et la santé publique sont les
objectifs premiers de n'importe quel registre de cancer.
Aux Etat-Unis, le registre de Cancer de l'Arkansas est une bonne illustration du rôle
d'un registre dans des politiques de santé publique:
« The registry is located within the Division of Chronic Disease
of the Arkansas Department of Health, and is responsible for
maintaining a statewide cancer incidence reporting system;
monitoring data accuracy, reliability, and completeness through
systematic quality assurance procedures; analyzing cancer
incidence and mortality data; disseminating cancer information
and facilitating studies related to cancer prevention and control.
Cancer Registry data are used to identify populations at
increased risk of cancer, investigate public concerns of suspected
excesses of cancer due to environmental or other factors, and
monitor trends in cancer incidence and mortality so that
appropriate and timely interventions are undertaken. »32
29 REGISTRE NATIONAL DU CANCER, www.registreducancer.org (date d'accès: 6 mars 2003)
30 J. BULLARD, M.P. COLEMAN, D. ROBINSON, J.M. LUTZ, J. BELL et J. PETO, «Completeness of cancer
registration: a new method for routine use », (2000) 82 British Journal of Cancer 1111, p. 1111:
« Population-based cancer registries form a valuable resource for public health and research, by providing
information on the surveillance of cancer incidence and survival. »
31 NORTH AMERICAN ASSOCIATION OF CENTRAL CANCER REGISTRIES, Procedure guidelines for cancer
registries, Juin 2000-Janvier 2001, p. 2: « The primary purpose of any cancer registry is to collect complete,
timely, and high-quality data that are available for use of cancer control and research. »
32 ARKANSAS CENTRAL CANCER REGISTRY, http://www.healthyarkansas.com/arkcancer/arkcancer.html
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On s'aperçoit encore ici de la multitude d'informations que peut contenir un registre
et de l'éventail des possibilités offertes par leur étude, dans un cadre qui dépasse même
celui du simple but de santé publique.
Toujours aux États-Unis, l'amendement sur les registres de cancer prévoit les
informations nécessaires à la constitution du registre. Ces données sont limitées à celles
énoncées par la loi et à ce que le Secretary pourra ajouter.
Sec 399H a): «In general.-The Secretary, acting through the
Director of the Centers for Disease Control, may make grants to
States, or may make grants or enter into contracts with academic
or nonprofit organizations designated by the State to operate the
State's cancer registry in lieu of making a grant directly to the
State, to support the operation of population-based, statewide
cancer registries in order to collect, for each form of in-situ and
invasive cancer (with the exception of basal cell and squamous
cell carcinoma of the skin), data concerning-
1. "demographic information about each case of cancer;
2. "information on the industrial or occupational history of the
individuals with the cancers, to the extent such information is
available from the same record;
3. "administrative information, including date of diagnosis and
source of information;
4. "pathological data characterizing the cancer, including the
cancer site, stage of disease (pursuant to Staging Guide),
incidence, and type of treatment; and
5. "other elements determined appropriate by the Secretary. »33
L'élaboration de statistiques ne nécessite pas de connaître les mêmes
renseignements que pour faire une étude plus poussée d'une maladie. Suivant le but
recherché, l'information nécessaire n'est donc pas forcément la même. L'uniformité des
registres est loin d'exister, lorsque chacun récupère l'information relative aux fins qu'il a
entrepris de réaliser.
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Au Canada, on retrouve des indications sur le but des registres dans 3 provinces. En
Colombie-Britannique, la législation relative aux registres énonce que les données peuvent
être enregistrées dans un but de statistiques ou de recherche en santé34. Le double but est ici
clairement affirmé.
Dans le Cancer Programs Act de la province de l'Alberta, un bon exemple des
différentes utilisations possibles des registres est donné:
«The information in the cancer registry is to be used for the
following purposes:
(a) to assess and improve the standards of treatment and care
provided to cancer patients;
(b) to assist in the treatment and care of the person who is the
subject of the information;
(c) to assist in cancer research, education and prevention;
(d) to compile statistics on cancer;
(e) any other purpose specified by the Minister. »35
Dans le cas présent, les utilisations possibles du registre sont limitées aux cas
prévus par la loi. Mais une porte ouverte est laissée à d'autres utilisations que le ministre
jugerait intéressante. Néanmoins il est possible de s'apercevoir qu'en l'occurrence,
l'utilisation d'un registre public semble bien encadrée.
On retrouve aussi l'objectif de santé publique36 dans la législation québécoise. La
Loi sur la santé publique instaure une surveillance continue de l'état de santé de la
33 Cancer registries amendment act, Public law 102-515, 102d Congress (USA)
34 Realth Act, R.S.B.e. 1996, c.179, art 10(2) : « The health status registry may record and classify for
statistical or for health research purposes information concerning congenital anomalies, genetic conditions or
chronic handicapping conditions of individuals. »
35 Cancer Programs Act, R.S.A. 2000, c. C-2, art. 33
36 Loi sur la santé publigue, art 5 : « Les actions de santé publique doivent être faites dans le but de protéger,
de maintenir ou d'améliorer l'état de santé et de bien-être de la population en général et elles ne peuvent viser
des indi vidus que dans la mesure où elles sont prises au bénéfice de la collectivité ou d'un groupe
d'individus. »
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population et de ses facteurs déterminants37 dans un objectif de santé publique. Cette
surveillance peut être élaborée à l'aide d'un registre38 . Le programme national de santé
publique doit d'ailleurs comporter des orientations, objectifs et priorités dans ce domaine39.
La Loi sur la santé publique prévoit que les registres soient fait dans un but de santé
publique40 mais laisse la possibilité aux tiers d'utiliser les informations contenues dans ces
registres à certaines conditions, sans en préciser les fins. Il semble alors utile de se
demander si l'utilisation des renseignements peut alors avoir lieu dans un but de recherche.
L'article 4 de la Loi sur la santé publique précise que les dispositions de la loi
relative à la santé publique ne s'applique que dans ce seul but et non dans un but de
recherche.
« Certaines mesures édictées par la présente loi visent enfin à ce
que soit effectuée une surveillance continue de l'état de santé de
la population en général et de ses facteurs déterminants afin d'en
connaître l'évolution et de pouvoir offrir à la population des
services appropriés.
37 gL, art 33 : « Une surveillance continue de l'état de santé de la population et de ses facteurs déterminants
doit être exercé de façon à pouvoir:
1- dresser un portrait global de l'état de santé de la population;
2- observer les tendances et les variations temporelles et spatiales;
3- détecter les problèmes en émergence ;
4- identifier les problèmes prioritaires;
5- élaborer des scénarios prospectifs de l'état de santé de la population;
6- suivre l'évolution au sein de la population de certains problèmes spécifiques de santé et de leurs
déterminants. »
38 Id., art. 44 : « Le ministre doit établir et maintenir, notamment à des fins de surveillance continue de l'état
de santé de la population, un système de collecte de renseignements sociaux-sanitaires, personnels ou non, sur
les naissances, les mortinaissances et les décès, dont les modalités d'application sont fixées par règlement. » ;
art. 47 : « Le ministre peut également établir et maintenir, notamment à des fins de surveillance continue de
l'état de santé de la population, des systèmes de collecte de données et de renseignements, personnels ou non,
sur la prévalence, l'incidence et la répartition des problèmes de santé et en particulier sur les problèmes ayant
des répercussions significatives sur la mortalité prématurée, la morbidité et l'incapacité, dont les modalités
d'application sont fixées par règlement. » ;
art. 49, al. 1 : « Le ministre peut, à des fins de soins préventifs cliniques ou de protection de la santé de la
population, instituer par règlement des registres où sont inscrits des renseignements personnels sur certains
services ou soins de santé reçus par la population. »
39 Id., art 8, 10
40 L;'i sur la santé publique, art. 49
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Les dispositions de la présente loi qui concernent la surveillance
continue de l'état de santé ne s'appliquent pas aux activités de
recherche ou de développement des connaissances effectuées,
notamment par l'Institut national de santé publique du Québec,
dans le domaine de la santé ou des services sociaux. »41
On constate ici que le législateur a fait une nette différenciation entre les mesures
édictées à des fins de santé publique et les mesures édictées à des fins de recherche. Une
bonne surveillance de l'état de santé de la population nécessite la mise en place de moyens
qui peuvent être exorbitants du droit commun et donc réservés aux seules autorités
publiques. Ces moyens ne peuvent donc pas être utilisés dans le cadre d'une recherche.
Le système de collecte prévu à l'article 47 de la Loi sur la santé publique42 ne
pourra donc être mis en œuvre pour des activités de recherche puisqu'il peut être établi des
fins de surveillance continue de l'état de santé de la population. Par contre, l'article 49 de
cette même loi vise la possibilité d'instituer, par règlement, des registres dans le cadre de
soins préventifs cliniques ou de protection de la santé de la population. Ces dispositions
sortent du cadre strict de la surveillance continue de l'état de santé de la population. On
peut donc en déduire que l'article 49 ne rentre pas dans le cadre de l'article 4 alinéa 2 de la
Loi sur la santé publique et pourra (suite à l'adoption d'un tel règlement seulement)
s'appliquer aux activités de recherche qui utilisent de tels registres.
Les deux buts principaux des registres, la production de statistiques à des fins de
santé publique et la recherche, ne sont pas présents dans chaque registre comme l'illustrent
les exemples précédents. Le couplage de ces deux activités, souvent complémentaires, reste
apparemment l'utilisation idéale d'un registre. Mais il arrive fréquemment que seul l'un ou
l'autre de ces buts puisse être réalisé, que ce soit par faute de moyen ou parce que ça n'a
41 Loi sur la santé publique, art. 4
42 Supra, note 38
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tout simplement pas été prévu lors de la création du registre. En effet, une entreprise pri vée
peut créer un registre afin de l'utiliser pour son propre bénéfice. De même, un
gouvernement peut mettre en place un registre à des fins de santé publique sans pour autant
utiliser ces données dans un cadre de recherche. Pour certains, ces deux activités vont de
paire43, alors que pour d'autre, l'une peut exister sans l'autre44•
Un certain nombre de données concernant le patient et sa maladie vont donc être
entrées dans le registre. Ces données sont des renseignements pour la plupart personnels et
qui doivent donc rester confidentiels. Nous verrons les problèmes posés par la nature des
données dans le chapitre 2.
1.3. La population concernée
Le registraire recueille ces données au sein d'une population déterminée
préalablement. Le type de population peut différer suivant les registres. L'appartenance à
cette population sera donc un critère d'inclusion du patient dans le registre en question. La
délimitation de la population peut se faire suivant différents types de facteurs. Ces facteurs
ont toujours une assise géographique. Mais celle-ci n'est pas toujours déterminante dans le
choix de la population étudiée. En effet, certaines limites géographiques sont plus ou moins
vastes. Lorsque la limite géographique est très vaste, il y peut y avoir un ou plusieurs autres
éléments pris en compte afin de restreindre la population concernée par le registre. Lorsque
l'assise géographique n'est pas précisée, elle est alors souvent nationale.
43 En France, l'arrêté du 6 novembre 1995 dispose que les registres sont faits «à des fins de recherche S<! de
santé publique» (Arrêté du 6 novembre 1995 relatif au Comité national des registres, art. 2)
44 En Colombie-Britannique, la loi énonce que les registres ont pour but de mettre en place des statistiques ou
de faire de la recherche (Health Act, R.S.B.e. 1996, c.179, art 10(2) : «The health status registry may record
and classify for statistical or for health research purposes [... ] »)
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L'ENCR (European Network of Cancer Registries)45 propose deux grandes familles
de registres suivant les types de personnes qui les constituent. Selon l'ENCR, les registres
sont soit basés sur un hôpital ou des hôpitaux définis, soit sur une population donnée. Dans
une des directives de l'ENCR, on retrouve ces deux définitions:
« 2.2.1 Hospital based : Cancer registries that limit their aims to
recording the particulars of cancer cases seen in a given hospital
or group of hospitals irrespective of boundaries of geographical
areas are said to be hospital based.
2.2.2. Population based: Cancer registries that aim to register
details of every cancer that occurs in a defined population or
geographical region, are said to be population based »46.
Dans les deux types de registres que l'on vient de différencier, on peut noter à chaque fois
une distinction suivant ce qui est prédéterminée: la population qui sera incluse dans le
registre dépend soit de l'hôpital dans lequel la personne a été diagnostiquée ou traitée pour
la maladie en question, soit de l'aire géographique où la personne réside.
Le contenu de ces deux registres diffère puisque le type de personnes pnses en
compte dans l'un ou l'autre registre n'est pas toujours le même. Une même personne
n'ayant qu'un seul cancer peut être enregistrée dans plusieurs registres suivant son âge, la
région d'où elle vient ou encore l'hôpital dans lequel elle a été traitée. On peut d'ores et
déjà noter ici la nécessité de connaître l'identité de tous les participants au registre médical
afin d'éviter de les compter plusieurs fois en cas de partage ou de fusion des données
contenues dans différents registres47 •
45 ENCR, http://www.encr.com.fr/(date d'accès: 3 mars 2004) : The European Network of Cancer Registries
is a joint project of: [... ] the International Association of Cancer Registries (IACR).
46 ENCR, op.cit., note 7, p. 5
47 ENCR, op. cit., note 7: «Cancer registries which limit their aims to recording particulars of cancer cases
seen in a given hospital or group of hospitals are said to be hospital-based : such registries are frequently
located in the hospital records department. Cancer registries which aim to register details of every cancer that
occurs in a defined population, usually those persons habitually resident whithin the boundaries of a defined
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Le Registre National du Cancer, une institution belge collectant des données sur les
nouveaux cas de cancer, fait lui aussi la même distinction entre les deux types de registre:
«On peut distinguer deux types de registres des cancers, chacun
avec ses caractéristiques et ses finalités propres: les registres
hospitaliers et les registres de population. Les registres
hospitaliers traitent d'un groupe de patients spécifique, dont les
données sont parfois consignées de manière extrêmement
détaillée. Ces registres ne sont donc pas représentatifs pour
l'ensemble des patients. Le registre de population, par contre, se
veut représentatif. Il vise à rassembler des données limitées sur
tous les cas de cancer développés par une population définie. En
général, un registre de population ne pourra pas répondre aux
questions cliniques spécifiques. Il est construit pour répondre à
des questions générales de santé publique. En fait, ces deux
types de registres sont complémentaires et peuvent être utilisés
pour se valider mutuellement »48.
Mais nous nous apercevons ici que la collecte des renseignements est faite en
fonction de l'utilité du registre. La constitution différente de ces deux types de registre ne
permet pas de les utiliser pour les mêmes fins. L'utilisation d'un registre va varier suivant
l'information qui y est contenue. Selon la façon dont le registre est constitué, ces buts
diffèrent. De plus, le R.N.C. considère, à juste titre, qu'un registre hospitalier ne peut pas
être représentatif d'une population contrairement à un registre de population. Les patients
admis dans un hôpital peuvent ne représenter qu'une petite tranche de la population. Par
exemple, les personnes ayant un niveau de vie plus élevé peuvent se faire soigner dans des
établissements privés. Ils ne seront donc pas représentés dans un registre hospitalier.
territory or geographic region, are said to be population-based. Such registries are often based within the
hospital, but may also be located in a separate building or institution. Population-based registries may be
general (recording aIl tumours) or specialised (restricted to a given site-group or age-group). »
48 REGISTRE NATIONAL DU CANCER, Objectifs de l'enregistrement des cancers 1993-1995,
http://www.registreducancer.org/index.jsp (Date d'accès: Il février 2003)
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Le choix du type de population doit se faire lors de la création du registre et de la
détermination de son but afin de pouvoir être utilisé aux fins souhaitées. On peut aussi
remarquer qu'un registre ayant pour but la création de politiques de santé publique doit
obligatoirement être un registre de population, afin notamment que les choix émis soient
interprétables et éventuellement transposables à l'ensemble de la province ou du pays.
Les registres prennent parfois en compte un découpage régional: toutes les
personnes ayant développé telle maladie sur un territoire déterminé sont incluses dans le
registre. Suivant la prévalence de la maladie, le territoire sera plus ou moins étendu, afin
que le nombre de patient inclus dans le registre soit significatif.
La Commission européenne parle de «zone géographique donnée »49, la North
American Association of Central Cancer Registries évoque quant à elle les « residents of its
coverage area »50. On peut encore citer la National Cancer Registrar Association qui définit
les registres centraux de la façon suivante: « are population-based registries that maintain
data on aIl cancer patients within certain geographical areas »51.
Le Comité Britannique des Sciences et Technologies dans son rapport sur la
recherche en Cancer définit les registres de cancer comme un regroupement de tous les
49 RÉSEAU EUROPÉEN DES REGISTRES DES CANCERS, CENTRE INTERNATIONAL DE RECHERCHE CONTRE LE
CANCER, ORGANISATION MONDIALE DE LA SANTÉ, op. cit., note 27 : «Les registres des cancers servent
essentiellement à la collecte d'informations sur les nouveaux cas de cancer dans une zone géographique
donnée ».
50 NORTH AMERICAN ASSOCIATION OF CENTRAL CANCER REGISTRIES, op. cit., note 31, p. 2 : « A population-
based cancer registry must include ail cancers occurring in residents of its coverage area, regardless of where
the cases are diagnosed and/or treated ».
51 NATIONAL CANCER REGISTRAR ASSOCIATION, www.ncra-usa.orglregistry.html(date d'accès: 19 février
2002)
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patients dans une population donnée52, de même pour l'association des registres du cancer
britannique53 . Le Sénat français adopte la même définition:
« L'objectif des registres est de faire le recensement exhaustif de
tous les cas de cancers diagnostiqués dans la population d'une
zone donnée. Ils procèdent pour cela à des enquêtes actives
auprès de toutes les structures médicales participant au
diagnostic ou au traitement des cancéreux (hôpitaux cliniques,
laboratoires, cabinets de spécialistes, médecins généralistes). » 54
Ces registres de cancer sont donc des registres de population. Pour l'établissement
d'un registre hospitalier, il est nécessaire de savoir à quel moment (lors du diagnostic ou du
traitement) une personne peut être incluse dans le registre. Pour la National Cancer
Registrar Association, tous les patients diagnostiqués et/ou traités pour un cancer au sein de
l'hôpital doivent être reporté dans le registre de cancer central ou étatique55 . Pour M.
Bookman, le patient doit avoir reçu un traitement dans l'institution concemée56, quelque
soit le type de traitement.
Le registre peut prendre en compte une pathologie spécifique57 ou un ensemble de
maladies. La population prise en compte dans le registre doit, bien entendu, remplir les
52 COMMITIEE ON SCIENCE AND TECHNOLOGY, Sixth Report, Cancer Research - A fresh look, United
Kingdom, House of Commons, 27-28 juillet 2000 : « Cancer registries provide this information. Registries
collect data for ail cancer patients in a defined population, and they provide a detailed and evolving picture of
the public health burden of cancer»
53 UNITED KINGDOM ASSOCIATION OF CANCER REGISTRIES, Reducing risk - improving outcomè in cancer,
United Kingdom, UKACR, 1998 : «Cancer registries aim to collect data for ail cancer patients whether
treated in hospitals - including acute, long-stay, hospices and private - or by general practitioners »
54 COMMISSION DES AFFAIRES SOCIALES, Rapport d'information fait au nom de la commission des Affaires
sociales par la mission d'information sur la politique de lutte contre le cancer, n0419 rectifié, Paris, Sénat,
2000-2001
55 NATIONAL CANCER REGISTRAR ASSOCIATION, www.ncra-usa.org (date d'accès: 19 février 2002) : «Health
care institution registries: maintain data on ail patients diagnosed and/or treated for cancer at their facility.
Health care facilities report cancer cases to the central or state cancer registry as required by law. »
56 Michael A. BOOKMAN, «Using tumor registry resources in analysing concordance with guidelines and
outcome », (2000) 14 Oncology 104, p. 105: «Patients are selected for inclusion in the tumor registry if they
receive any form of treatment at the reporting institution. »
57 National Cancer Registrar Association, www.ncra-usa.org (date d'accès: 19 février 2002) : «Special
purpose registries: maintain data on a particular type of cancer, such as brain tumors. »
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critères d'inclusion et notamment, la personne doit être ou avoir été atteinte de la maladie
en question.
1.4. Le sujet
Les registres regroupent des données concernant des personnes. Selon l'ENCR, le
sujet des données peut être défini comme « an identified or identifiable natural person, on
whom information is processed »58. «An identifiable person is one who can be identified
directly or indirectly by reference to a reference number or other identifying (ID)
information such as names, date of birth, etc., or to factors specifie to his or physical,
physiological, mental, economic, cultural or social identity»59. Pour l'ENCR, le patient
inclus dans le registre doit toujours pouvoir être identifié.
Les données utilisées sont toujours des renseignements personnels, c'est-à-dire que
ce sont des renseignements confidentiels sur une personne. Mais ces informations peuvent
être ou non reliées à l'identité de la personne. Lorsque ce lien a été brisé, on parle alors de
données anonymisées. Il est alors normalement plus possible de savoir de qui proviennent
les données, d'identifier le patient dont il est question. Il est important de savoir que les
données utilisées dans un registre proviennent d'une personne que l'on peut identifier au
début du processus, afin notamment d'éviter de prendre en compte plusieurs fois le même
sujet.
Suivant les besoins du registre, le sujet même du registre sera soit le patient lui-
même, soit sa maladie, c'est-à-dire que le registre peut soit prendre en compte des
personnes (peu importe le nombre d'occurrence chez la même personne) soit des cas de
maladie.
26
Lorsque le registre est fait à partir d'une maladie, chaque cas diagnostiqué de cette
maladie est comptabilisé. Pour le Sénat français, «l'objectif des registres est de faire le
recensement exhaustif de tous les cas de cancers diagnostiqués dans la population d'une
zone donnée »60. En Belgique, le Registre National du Cancer ne collecte que les nouveaux
cas de cancer apparus dans la population61 .
Or une même personne peut avoir plusieurs maladies différentes ou plusieurs fois le
même type de maladie dans différents lieux de résidence. C'est aussi le cas, comme nous
l'avons vu précédemment, lorsqu'il existe un registre hospitalier et un registre de
population recouvrant la même zone géographique. Le patient peut, dans ces conditions,
être comptabilisé dans chacun des registres. La personne peut être prise en compte
plusieurs fois dans différents registres ou dans le même registre. Selon Jorge N. Izquierdo
et Victor J. Schoenbach62 , les registres de cancer enregistrent les cas de cancer et non pas
les patients. Si une personne a plusieurs cas de cancers, elle apparaîtra alors pour chacun
des cancers qu'elle développera dans le registre. Mais ce type de comptabilisation des cas
n'est pas toujours mis en place dans les registres.
Le registre peut aussi avoir pour sujet directement les patients. Chaque personne est
alors comptabilisée une seule fois. Le nombre d'occurrences de la maladie que le patient
peut avoir, peut figurer dans le dossier. Mais le patient lui-même ne sera comptabilisé
qu'une seule fois. Cette façon de tenir un registre est notamment rapportée par
l'Association des registres de cancers britannique. Dans «Reducing risk - improving
58 ENCR, op. cit., note 7 ,art. 2.4
59 ENCR, op. cit., note 7 ,art. 2.5
60 COMMISSION DES AFFAIRES SOCIALES, op. cit., note 54
61 Registre National du Cancer, www.re2:istreducancer.org (Belgique)
62 Jorge N. IZQUIERDO et Victor J. SCHOENBACH, « The potential and limitations of data from population-
based state cancer registries », (2000) 90 American Journal of Public Health 695, p. 696
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outcome In cancer »63, l'association définit l'objet d'un registre comme la collecte des
données de tous les patients cancéreux.
Il reste néanmoins important de n'enregistrer chaque cas qu'une seule fois, et donc
d'éliminer tout double64. Selon certains auteurs, la spécificité d'un registre est la suivante:
« Les registres diffèrent des autres sources du fait qu'ils lient les
données provenant de multiples sources de manière à obtenir des
renseignements regroupés pour chaque personne. Ce couplage
permet d'identifier chaque nouveau cas, sans le compter plus
d, f' 65un OIS.»
Ces deux méthodes de comptabilisation restent néanmoins valides. Le choix entre
les deux dépend essentiellement de la finalité qu'on veut accorder au registre.
1.5. Les données
Afin que l'utilité du registre soit reconnue par tous, celui-ci doit logiquement être le
plus exhaustif possible. En effet, quelque soit safinalité, plus le registre est complet, plus il
reflètera la réalité de la situation au moment de sa constitution. Les données du registre
doivent être complètes, exactes et à jour. On retrouve ces critères énoncés par plusieurs
organismes. C'est le cas du North American Association of Central Cancer Registries66
(<<complete, timely, and high-quality data»),ou de l'Arkansas Central Cancer Registry67
(<< timely and complete data on aIl cancer cases »). En France, l'arrêté relatif au Comité
63 UNITED KlNGDOM ASSOCIATION OF CANCER REGISTRlES, op. cil., note 53 : « Cancer registries aim to col!ect
data for al! cancer patients whether treated in hospitals - including acute, long-stay, hospices and private - or
by general practitioners »
64 M.P. COLEMAN, CS. MUIR et F. MÉNÉGOZ, « Confidentiality in the cancer registry », loc. cil., note 7 : « a)
to eliminate multiple counting of a singe tumour ».
65 B. von TIGERSTORM, M. DESCHÊNES, B. M. KNOPPERS, T. A. CAUFIELD , op. cil., note 19
66 NORTH AMERICAN ASSOCIATION OF CENTRAL CANCER REGISTRIES, op. cil., note 31, p. 2
67 Arkansas Central Cancer Registry, http://www.healthyarkansas.com/arkcancer/arkcancer.html
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national des registres parle aussi d'un «recueil continu et exhaustif de données
nominatives»68. Selon certains auteurs, « Health surveillance relies entirely on prompt and
accurate reporting of the occurrence of disease by doctors and other health
professionais »69.
Comme nous venons de le voir7o, certains critères doivent être remplis afin de
pouvoir être inclus dans un registre. Mais lorsque ces conditions sont réunies, le patient
devrait obligatoirement être inclus dans le registre. En effet, l'exhaustivité est nécessaire
afin d'atteindre le but pour lequel le registre a été créé. Si le registre n'est pas exhaustif,
une frange de la population peut être oubliée et les statistiques peuvent alors être faussées71.
Or une politique de santé publique ne peut pas se baser sur des résultats incomplets, c'est-
à-dire qui ne prendrait pas en compte une catégorie de personnes. De même, une recherche
scientifique n'aura pas le même impact si elle concerne tout ou seulement une paI1ie de la
population. L'exhaustivité d'un registre est obligatoire. Sans elle, le recueil de données ne
devient qu'une simple compilation de cas, un échantillonnage de données.
Certains organismes énoncent directement une liste de données qui doivent être
contenues dans le registre. Ces données concernent la personne, sa maladie, le traitement
suivi et le décès du patient 72. Selon Dympna Edwards et Janine Bell, la plupart des
registres contiennent plus d'information que le minimum requis:
68 Arrêté du 6 novembre 1995 relatif au Comité national des registres, art. 2
69 C. VERITY et A. NICOLL, loc. cit., note 4, p. 1210
70 Supra, p. 20
71 Selon le Docteur Donatini, « dans le cas des infarctus du myocarde, un recueil non-exhaustif aboutit à des
résultats biaisés car les cas absents sont des cas aberrants. En conséquence les statistiques descriptives sont
fausses. Par extrapolation, nous avons démontré dans le registre ESTlM que 90 % d'exhaustivité peuvent
aboutir à 70 % d'erreur sur l'estimation des délais. » (entretien du 3 décembre 2001)
72 ENCR, op. cit., note 7, art. 2.5; UNITED KINGDOM ASSOCIATION OF CANCER REGISTRIES, op. cit., note 53 ;
Registre National du Cancer, www.registreducancer.org (Belgique) ; M. A. BOOKMAN, loc. cit., note 56, p.
105
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«Most registries hold more information than the common
minimum dataset. AdditionnaI data may include demographic
factors such as deprivation and ethnic status, tumour details such
as stage and histological grade, the hospital and surgeon of
treatment, and referral pathways. The data vary between
.. 73
reglstnes. »
Ces deux auteurs soulèvent ici un problème: le type de données peut varier suivant
les registres. En effet, aucune norme nationale, et encore moins internationale, n'existe afin
d'uniformiser tous les registres existant. Selon ces auteurs, le problème est encore plus
grave que ça car « not only the data items vary between registries but also the definitions of
data items differ between registries and within registries over time »74.
Il existe plusieurs types d'informations suivant la façon dont les renseignements
sont liés à la personne participant au registre. Il est donc nécessaire de distinguer ces
différents types de données. Chaque document relatif au traitement des renseignements
commence par définir ces différents types de données.
Deux grands types de données existent qui sont toutes des données personnelles (ou
données à caractère personnel ou renseignements personnels ou données nominatives) : les
données identifiables (le lien avec l'identité de la personne existe toujours) ou les données
anonymes (ou anonymisées).
Les renseignements personnels sont unanimement reconnus comme des données
contenant assez d'informations pour permettre l'identification de la personne, dès lors que
le lien permettant cette identification n'a pas été rompu. Une liste d'exemples de
renseignements personnels peut être attachée à la définition. On y retrouve alors les
renseignements relatifs au dossier médical de la personne75 . Certaines réglementations
définissent de manière directe les renseignements personnels relatifs à la santé: on y
73 Dympna EDWARDS et Janine BELL, «Cancer registries - future development and uses in Britain », (2000)
22 Journal of Public Health Medicine 216, p. 216
74 Id., p. 217
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retrouve bien entendu les renseignements relatifs à l'état de santé du patient ainsi que les
soins qui lui ont été prodigués, mais aussi tout autre information recueilli lors de la
prestation de service de santé faite au patiene6. Ces renseignements sont généralement
obtenus dans le cadre d'une prestation de santé de l'individu. Le fait que la personne soit
décédée n'enlève pas le caractère personnel à ces renseignements.
Selon le Conseil de l'Europe, «Une personne physique n'est pas considérée comme
identifiable si cette identification nécessite des délais et des activités déraisonnables.
Lorsqu'une personne physique n'est pas identifiable, les données sont dites anonymes »77.
Les données anonymes ne permettent pas d'identifier l'individu. Soit la cueillette
des données s'est effectuée en ne prenant pas en compte les renseignements personnels,
soit les données ont été rendues anonymes (ou anonymisées) lors de leur traitement.
Dans certains cas, des données qui avaient été anonymisées ont pu de nouveau
permettre l'identification des personnes. En effet, parfois peu d'éléments sont nécessaires
pour reconnaître un patient, même si le nom et l'adresse de la personne ne sont pas connus.
Par exemple si la cohorte ne comporte qu'une seule femme, la mention du sexe du patient
pourra alors permettre d'identifier cette personne. Le plus souvent, ce sera le recoupement
75 Loi sur la protection des renseignements personnels, L.R.e. (1985), c. P-21, art. 3 b) et d)
76 Loi sur la protection des renseignements personnels et les documents électroniques, L.e. 2000, c.5, art 2 :
« «renseignement personnel» Tout renseignement concernant un individu identifiable, à l'exclusion du nom
et du titre d'un employé d'une organisation et des adresse et numéro de téléphone de son lieu de travail.
« renseignement personnel sur la santé» En ce qui concerne un individu vivant ou décédé:
a) tout renseignement ayant trait à sa santé physique ou mentale;
b) tout renseignement relatif aux services de santé fourni à celui-ci;
c) tout renseignement relatif aux dons de parties du corps ou de substances corporelles faits par lui, ou tout
renseignement provenant des résultats de tests ou d'examens effectués sur une partie du corps ou une
substance corporelle de celui-ci;
d) tout renseignement recueilli dans le cadre de la prestation de services de santé à celui-ci;
e) tout renseignement recueilli fortuitement lors de la prestation de services de santé à celui-ci. »
Conseil de l'Europe, Recommandation n° R (97) 5, du Comité des Ministres aux États membres, relative à la
protection des données médicales,13 février 1997, art 1 : «l'expression «données médicales» se réfère à
toutes les données à caractère personnel relatives à la santé d'une personne. Elle se réfère également aux
données ayant un lien manifeste et étroit avec la santé ainsi qu'aux données génétiques; »
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d'informations (région, tranche d'âge, etc ... ) qui permettra d'identifier quand même des
données anonymisées. Nous considérons ici ces données comme simplement codées, c'est-
à-dire qu'elles peuvent être utilisées de manière anonyme par certaines personnes. Mais en
cas de nécessité ces données pourront être décodées par les quelques personnes détentrices
des codes et rendues par ce biais à nouveau des renseignements personnels, c'est-à-dire
permettant l'identification du participant au registre.
Nous ne prendrons en compte dans ce travail que les données personnelles78 . En
effet à partir du moment où les données sont rendues anonymes, la personne ne peut plus
être identifiée ou identifiable. Les risques pour elle que sa vie privée ne soit pas respectée
sont très faibles79. Dans le cas des données codées, dès lors que la personne est identifiable,
elles seront considérées comme des données personnelles.
Dans les registres, il est nécessaire d'utiliser des renseignements personnels comme
nous l'explique Messieurs Coleman, Muir et Ménégoz dans un article consacré aux
registres du cancerSD :
« Effective cancer registration requires the collection and linkage
of data about individuals with cancer, often from several
different sources, over a number of years, from the diagnosis of
the cancer until the death of the individual. It is essential that
personal identifiers, including the individual' s name and
birthdate, be used in collecting these data, for the following
reasons:
a) to eliminate multiple counting of a singe tumour [... ] ;
b) to enable a tumour record to be completed with data obtained
subsequently about recurrence, metastasis, new primary cancers,
and death ;
77 CONSEIL DE L'EuROPE, Recommandation n° R (97) 5, du Comité des Ministres aux États membres. relative
à la protection des données médicales, Strasbourg, 13 février 1997, art 1
78 Il est entendu que les données personnelles ou renseignements personnels s'entendent ici de toute
information permettant l'identification du patient.
79 Infra, note 154
80 M.P. Coleman, C.S. Muir et F. Ménégoz, «Confidentiality in the cancer registry», (1992) 66 British
Journal of Cancer 1138
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c) to ensure that data about individuals in the registry are
accurate, and can be readily corrected or updated ;
d) to enable production of cancer survival statistics [... ] ;
e) to enable epidemiological studies of cancer to be carried out
[... ]. »
Les données codées sont généralement suffisantes lors de l'utilisation courante des
registres. Néanmoins, il est nécessaire de toujours garder un lien avec l'identité du patient
afin de ne pas comptabiliser plusieurs fois la même personne d'une part et de pouvoir faire
évoluer les renseignements en même temps que l'état de santé du patient d'autre part. Étant
donné qu'un registre s'étend sur plusieurs années, il semble nécessaire que la mise à jour
des premiers renseignements soit permanente afin que les études réalisées soient actuelles.
Les données codées permettent de conserver le lien avec l'identité du patient, sans pour
autant que les personnes qui étudient les données contenues dans le registre sachent de qui
il s'agit. D'ailleurs dans la majorité des registres, un système de codification des données
est mis en place.
1.6. Conclusion
Au Québec, la création de registre peut, depuis l'adoption de la nouvelle Loi sur la
santé publique, avoir lieu dans le cadre de la surveillance continue de l'état de santé de la
population:
«La fonction de surveillance continue de l'état de santé de la
population est confiée exclusivement au ministre et aux
directeurs de santé publique.
Toutefois, le ministre peut confier à l'Institut national de santé
publique du Québec le mandat d'exercer, en tout ou partie, sa
fonction de surveillance ou certaines activités de surveillance,
aux conditions et dans la mesure qu'ils jugent appropriées. Il
peut aussi confier un tel mandat à un tiers, mais dans ce cas le
33
mandat doit être préalablement soumis pour aVIS à la
Commission d'accès à l'information. »81
La mission de santé publique peut donc être remplie grâce à la mise en place de
registres québécois. Cet but de santé publique est d'ailleurs confirmé par les personnes qui
peuvent prendre en charge la fonction de surveillance continue de l'état de santé de la
population: le ministre, les directeurs de santé publique, l'Institut national de santé
publique du Québec s'il est mandaté par le ministre ou un tiers sous réserve de l'avis de la
Commission d'accès à l'information. Toutes ces personnes remplissent déjà du fait de leur
fonction une mission de santé publique.
L'article 49 de la Loi sur la santé publique permet la création de registre, afin
notamment de remplir ce but de surveillance continue de l'état de la population. Mais cette
loi ne définit pas pour autant la notion de registre. Avant d'aller plus loin, il est nécessaire
de donner notre propre définition d'un registre, au vu des différents éléments présentés.
Un registre est plus qu'une «forme particulière et spécialisée de dossier
médical »82. Un registre est un instrument de collecte autorisée, contrôlée, méthodique,
continue, exhaustive et sans double83 , anonyme ou non, des cas d'une situation
pathologique donnée, précisément définie, dans une zone déterminée84 ; la collecte, le
81 Loi sur la santé publique, art. 34
82 Pierre MACKAY, « La protection des renseignements personnels et nominatifs contenus dans les registres
génétiques informatisés », dans C. LABERGE, et B.M. KNOPPERS (dir.), Registres et fichiers génétiques -
Enjeux scientifiques et normatifs, Montréal, Association canadienne-française pour l'avancement des
sciences, 1992, p 97
83 Arrêté du 6 novembre 1995 relatif au Comité national des registres, art. 2
84 ENCR, op. cit., note 7, art 2.2 : « A cancer registry may be defined as an organisation for the collection,
storage, analysis and interpretation of data on persons with cancer. » ; RÉSEAU EUROPÉEN DES REGISTRES DES
CANCERS, CENTRE INTERNATIONAL DE RECHERCHE CONTRE LE CANCER, ORGANISATION MONDIALE DE LA
SANTÉ, op. cit., note 27 : « Les registres des cancers servent essentiellement à la collecte d'informations sur
les nouveaux cas de cancer dans une zone géographique donnée.» ; Registre National du Cancer,
www.registreducancer.org: « Le Registre National du Cancer (R.N.C.) est une institution qui collecte des
données sur les nouveaux cas de cancer.» ; COMMISSION DES AFFAIRES SOCIALES, op. cit., note 54 :
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classement et l'analyse des données collectées sont réalisés par une équipe dûment
autorisée, ayant les compétences appropriées et soumise à un contrôle externe,
méthodologique et éthique85 ; la finalité de la démarche, précisément énoncée dans son
autorisation, relève de la santé publique et/ou de la recherche scientifique86.
Les registres créés dans un but de recherche scientifique ont pour particularité de
devoir respecter les normes relatives à l'utilisation de renseignements personnels et les
normes relatives à la recherche. La nécessité de respecter l'ensemble de ces règles accroît
la complexité du régime juridique qui leurs sont applicables. Les règles non spécifiques à la
recherche scientifique s'appliquent aussi pour les registres créés dans un but de santé
publique. Au cours de ce mémoire nous nous intéresserons donc principalement aux
registres constitués dans un but de recherche.
« L'objectif des registres est de faire le recensement exhaustif de tous les cas de cancers diagnostiqués dans la
population d'une zone donnée ».
85 J. N. IZQUIERDO et V. J. SCHOENBACH, loc. cit., note 62 , p 695 : « Population-based state cancer registries
collect, classify, consolidate, and link information on new cancer cases from hospital reports, medical
records, pathology reports, hospital discharge abstracts, and death certificates.» ; NATIONAL CANCER
REGISTRAR ASSOCIATION, www.ncra-usa.org : « A cancer registry is an information system designed for the
collection, management, and analysis of data on persons with the diagnosis of a malignant or neoplastic
disease (cancer). »
86 COMMISSION DE LA PROTECTION DE LA VIE PRIVÉE, op. cit., note 28 : « Le Registre National du Cancer a
pour objet de réunir, au niveau belge, de l'information sur les cas de cancer, en vue de décrire cette maladie
dans une population déterminée et d'évaluer l'incidence de certains facteurs sur sa diffusion (âge, sexe,
domicile, etc ... ). »
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Il convient de voir maintenant si les caractéristiques spécifiques du registre sont
compatibles avec la législation existante. Nous verrons donc dans cette deuxième partie
quelle est l'utilisation qui est faite des données nominatives dans ce type de banque de
données87 •
87 Le registre est une banque de données ayant des caractéristiques propres. La réglementation s'appliquant
aux banques de données s'applique donc au registre.
II - L'UTILISATION DES DONNÉES NOMINATIVES DANS UN
REGISTRE
Même si la législation québécoise ne prévoit que la possibilité de créer des registres
ayant pour finalité la santé publique, il existe ici aussi des registres créés dans un but de
recherche. Nous étudierons plus spécifiquement ce deuxième type de registre car même
s'ils ne sont pas prévus dans une loi particulière, ils doivent appliquer diverses
réglementations. En effet lorsqu'une recherche est menée, le projet doit d'abord être soumis
à un Comité d'éthique de la recherche (CÉR). Celui-ci prendra alors une décision pour
savoir si la recherche respecte les différents principes éthiques en jeu. Le respect de la vie
privée des participants fait partie de ces principes éthiques. D'autres réglementations
imposent aussi de respecter la vie privée des patients. Si certaines sont spécifiques à la
recherche, d'autres ont un champ d'application plus vaste et s'appliquent aussi aux registres
créés dans un but de santé publique.
Selon H.P. Glenn, il existe deux façons d'agir incompatibles avec le respect de la
vie privée. «La première c'est l'intrusion injustifiable qui a comme effet de porter un
renseignement personnel à la connaissance de l'intrus ou tout simplement de gêner la
victime. C'est la soli tude de l' individu qui semble atteinte par cette intrusion, une condition
de séparation des autres membres de la société. En deuxième lieu, et encore en l'absence de
faits justificatifs, il y a atteinte à la vie privée qui provient de la diffusion de
renseignements ou d'images. En ce cas, la prohibition de l'acte de diffusion protège
l'anonymat de la personne, une situation qui est celle de ne pas être identifiable. Dans
l'élaboration du droit au respect de la vie privée il faudra déterminer avec précision les cas
où un acte d'intrusion ou de diffusion est justifiable, et s'il y a d'autres façons d'agir qui
doivent être limitées ou restreintes»88. Ces deux cas de non-respect de la vie privée peuvent
se retrouver dans les registres. Le consentement à la participation à la recherche permet de
88 H. Patrick GLENN, «Le droit au respect de la vie privée », (1979) 39 Revue du Barreau 881
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limiter l'intrusion qu'il peut y avoir dans la vie privée (2.1). La confidentialité et la sécurité
des données permettent donc de restreindre la diffusion des renseignements personnels aux
tiers. On ne devrait pas porter atteinte au droit au respect de la vie privée si l'on tient
compte de ces principes (2.2).
2.1. La constitution du registre
Lorsque la décision est prise de constituer un registre, que ce soit à des fins de
recherche ou de santé publique, il faut alors créer le registre, c'est-à-dire constituer la
banque de données. Pour cela, il faut recueillir les renseignements auprès des personnes
compétentes. Cela peut être fait directement auprès du patient mais cela peut aussi être fait
auprès de son médecin traitant. La constitution du registre est la dernière étape préparatoire
à toute étude. Lorsque les données sont recueillies, leur examen peut en être fait. Et lorsque
la recherche est arrivée à son terme, les résultats obtenus pourront être communiqués ou
utilisés suivant les fins qui avaient été déterminées au départ. La constitution du registre est
donc une étape essentielle du travail car c'est sur elle que reposent directement, après
analyse, les résultats de cette étude. Et les résultats qui en seront tirés - qu'ils soient utiles
dans un but de santé publique, pour générer des statistiques permettant notamment la mise
en place de réglementations pour améliorer la santé de la population, ou qu'ils continuent à
servir en recherche - peuvent avoir des conséquences pour de nombreuses personnes.
Lorsqu'on touche au domaine de la santé, les résultats de l'analyse d'un registre peuvent
être à la naissance de la découverte d'un nouveau traitement pour telle maladie, ou même
permettre la mise en place de politique de santé publique telle que le dépistage à partir d'un
certain âge de telle autre maladie.
Pour les besoins de la recherche mais aussi afin de respecter les participants, la
constitution d'une banque de données doit édicter certaines règles. Ces règles s'appliquent
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tout d'abord lors de la collecte des données où la volonté des patients de participer ou non à
la recherche doit être respectée (2.1.1) mais on s'apercevra aussi qu'il est parfois possible
(2.1.2) ou nécessaire (2.1.3), dans des objectifs de santé publique notamment, de passer
outre ce consentement.
2.1.1. Un consentement obligatoire (du fait des lois)
Le consentement est «l'acquiescement donné à un projet »89. Dans le domaine
juridique, la définition du consentement est la suivante: «Dans la création d'un acte
juridique, adhésion d'une partie à la proposition faite par l'autre. L'échange des
consentements entraîne l'accord de volonté qui lie les parties »90. L'idée de demander à des
patients de consentir à leur participation dans la recherche médicale est assez récente. Il n'y
a pas si longtemps encore, on pratiquait même des actes médicaux sur des patients sans leur
demander leur avis.
2.1.1.1. Historique
En France par exemple, l'évolution du Code de déontologie médicale illustre bien
l'augmentation de la place du malade dans la prise de décision concernant sa propre santé.
En 1950, Louis Porte, premier président de l'Ordre des médecins affirmait qu' «on ne peut
plus considérer aujourd'hui le malade comme « un être à peu près complètement aveugle,
très douloureux et essentiellement passif» »91. Cette évolution va dans le sens général de
l'évolution de la société, où un certain nombre de droits, au lendemain de la seconde guerre
mondiale, sont (ré)affirmés. Chaque personne veut plus de pouvoir, veut participer aux
décisions qui la concernent. Cette évolution commence avec la participation du patient aux
choix médicaux le concernant et notamment le consentement aux soins qui lui sont
89 Le Robert quotidien, 1996
90 Lexique des termes juridiques, 12ème édition, Paris, Dalloz, 1999, p. 38
91 Cité par: Louis RENÉ, Code de déontologie médicale, Paris, Seuil, 1996, p. 107
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prodigués. Le législateur québécois a lui aussi introduit un article dans son Code civil
énonçant l'accord nécessaire de la personne aux soins qui seront pratiqués92.
Corrélativement la réglementation concernant la recherche biomédicale progresse
dans le même sens: l'individu doit accepter préalablement de participer de participer aux
expériences médicales qui peuvent lui être proposés. Dès 1931, les lois allemandes du
Reich (Reichsrichtlinien) indiquent que l'expérimentation sur l'homme est interdite dans
tous les cas où son consentement n'a pas été obtenu.
Le Code de Nuremberg de 1947 est le premier texte à portée internationale à faire
mention de la nécessité du consentement du patient lors de recherches biomédicales. Son
article premier énonce en effet qu' «Il est absolument essentiel d'obtenir le consentement
volontaire du malade ». De même, la déclaration d'Helsinki (1964) énonce aussi cette
nécessité 93 qu'on retrouve dans de nombreux textes nationaux et internationaux. Au
Canada, les Trois Conseils proclament que «D'une façon générale, chacun est censé
d'avoir le droit et la capacité de prendre des décisions libres et éclairées. En conséquence,
le respect d'autrui signifie le respect de l'exercice du consentement individuel. Appliqué au
processus d'évaluation éthique, ce principe signifie en pratique l'ouverture d'un dialogue,
l'établissement de procédures et le respect des droits, des devoirs et des exigences sans
lesquels un sujet pressenti ne pourrait donner de consentement libre et éclairé »94.
Parallèlement à l'affirmation de la nécessité d'obtenir le consentement du patient
pour des soins médicaux et la recherche biomédicale, les droits de la personne ont été
réaffirmés et notamment le droit au respect de la vie privée. Selon George Radwanski,
92 Code civil du Québec, L.Q. 1994, c. 64 (ci-après cité « c.c.Q. »), art. Il ., al. 1 : «Nul ne peut être soumis
sans son consentement à des soins, quelle qu'en soit la nature, qu'il s'agisse d'examens, de prélèvements, de
traitements ou de toute autre intervention ».
93 ASSOCIATION MÉDICALE MONDIALE, Déclaration d'Helsinki, Helsinki, AMM, 1964, art. 20 et suiv.
94 CONSEIL DE RECHERCHES MÉDICALES DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES NATURELLES ET
EN GÉNlE DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES HUMAINES DU CANADA, Énoncé de politique
des Trois Conseils - Éthique de la recherche avec des êtres humains, Ottawa, Conseil de recherches médicales
du Canada, Août 1998, p. i.S
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Commissaire à la protection de la vie privée du Canada, «jusqu'à tout récemment, la vie
privée était protégée par défaut »95. Elle est maintenant protégée directement, du fait de la
législation en vigueur.
Au Canada, le droit au respect de sa vie privée est un droit reconnu aussi bien au
niveau fédéral qu'au niveau provincial. Au niveau fédéral, ce droit a une valeur quasi-
constitutionnelle 96. La Cour suprême du Canada a interprété l'article 8 de la Charte
canadienne des droits et libertés comme protégeant également la vie privée ainsi que les
renseignements personnels 97. De même, selon l'article 7 de la Charte canadienne,
« Chacun a droit à la vie, à la liberté et à la sécurité de sa personne; il ne peut être porté
atteinte à ce droit qu'en conformité avec les principes de justice fondamentale ». Les
tribunaux ont reconnu que cet article conférait un droit à la protection contre le stress
psychologique découlant de la communication à des tiers de renseignements médicaux 98.
Au Québec, le droit au respect de la vie privée est reconnu dans la Charte des droits et
libertés de la personne 99. De même, le Code civil l'évoque plusieurs fois, aux articles 3 et
35 notamment. L'article 35 énonce en effet que «Toute personne a droit au respect de sa
réputation et de sa vie privée. Nulle atteinte ne peut être portée à la vie privée d'une
personne sans que celle-ci ou ses héritiers y consentent ou sans que la loi l'autorise ». Le
consentement est donc la clé du respect de la vie privée. Sans consentement, ce droit ne
serait pas respecté.
95 George RADWANSKI, Allocution à l'occasion de la réunion de l'Association médicale canadienne sur «la
protection de la vie privée et les renseignements sur la santé », Ottawa, 24 novembre 2000,
http://www.privcom.gc.ca/speech/02 05 a 001124 f.asp
96 Reconnu implicitement dans la Charte canadienne des droits et libertés: Partie 1 de la Loi constitutionnelle
de 1982 [annexe B de la Loi de 1982 sur le Canada (1982, R-U., c.11), art. 24]
97 Hunter c. Southam, [1984] 2 RC.S. 145; R. c. Dyment, [1988] 2 RC.S. 417 ; R c. Colarusso, [1994] 1
RC.S. 20
98 Ontario AIDS Society v. Ontario (1995), 25 O.R (3d) 388; appel rejeté, (1996), 31 O.R (3d) 798;
autorisation de pourvoi refusée par la Cour suprême du Canada, [1997] A.C.S.c. n033.
99 Charte des droits et libertés de la personne, L.RQ., c. C-12, art. 5
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Au Québec, l'article 19 du la Loi sur les services de santé et les services sociaux
confirme la nécessité d'obtenir un consentement préalable à l'utilisation des données
figurant dans un dossier médical:
« Le dossier d'un usager est confidentiel et nul ne peut y avoir
accès, si ce n'est avec le consentement de l'usager ou de la
personne pouvant donner un consentement en son nom, sur
l'ordre d'un tribunal ou d'un coroner dans l'exercice de ses
fonctions ou dans le cas où la présente loi prévoit que la
communication de renseignements contenus dans le dossier peut
être requise d'un établissement ou dans le cas où un
renseignement est communiqué pour l'application de la Loi sur
la santé publique ».
Or les données contenues dans le registre proviennent essentiellement du dossier
médical du patient. L'article 19 doit donc être pris en compte. La Loi sur les services de
santé et les services sociaux concerne aussi bien les établissements publics que les
établissements privés. Dès lors qu'un dossier médical est créé, celui-ci doit être considéré
comme confidentiel. Le consentement valide du patient n'est pas le seul moyen d'obtenir la
divulgation des données le concernant. En effet, un tribunal, un coroner ou encore la Loi
sur les services de santé et les services sociaux peuvent permettre de dévoiler les
informations confidentielles contenues dans le dossier médical d'un patient, sans son
autorisation et sans même qu'il soit informé de cette divulgation.
Néanmoins, le patient peut toujours, de sa propre initiative, demander que son
dossier soit transféré à un autre établissement ou à un professionnel 100, le directeur des
services professionnels de l'établissement hospitalier ne pouvant s'y opposer dès lors que
sa volonté est clairement exprimée101.
100 Loi sur les services de santé et les services sociaux, art 24
101 Maziade c. Parent, [1998] A.Q (Quicklaw) n01867 (C.A.)
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2.1.1.2. Les conditions du consentement
Le consentement, pour qu'il respecte l'autonomie de l'individu, doit être valide. Sa
validité dépend d'un certain nombre de caractères que doit revêtir le consentement.
2.1.1.2.1. La validité du consentement
Différentes lois posent des conditions concernant la validité du consentement. La
Loi sur la protection des renseignements personnels dans le secteur privé énonce que « Le
consentement à la communication ou à l'utilisation d'un renseignement personnel doit être
manifeste, libre et éclairé et être donné à des fins spécifiques» 102. «La recherche menée
conformément à cette politique ne peut débuter que si les sujets pressentis ou des tiers
autorisés ont pu donner un consentement libre et éclairé, si le consentement libre et éclairé
a été obtenu avant le projet et réitéré pendant toute la durée du projet [... ]. D'une façon
générale, la preuve du consentement libre et éclairé du sujet ou du tiers autorisé devrait être
obtenue par écrit [... ] »103. On retrouve ces mêmes conditions dans la Loi sur les services
de santé et les services sociaux à l'article 19.1, premier alinéa l04. Celui-ci dispose en effet
que «Le consentement de l'usager à une demande d'accès à son dossier à des fins d'étude,
d'enseignement ou de recherche doit être donné par écrit ; il doit être libre et éclairé, et
accordé pour une activité précise. A défaut, il est sans effet ». Les conditions sont ici
cumulatives: si une est manquante, le consentement ne sera pas valable. Enfin, dans cette
règle 2.1 de l'Énoncé de Politique des Trois Conseils, qui n'est comme nous l'avons vu pas
un document contraignant pour tous, ces différents éléments du consentement ressortent: le
consentement doit être libre et éclairé et dans la mesure du possible doit être écrit. Nous
allons donc voir ces différentes conditions une à une.
102 Loi sur la protection des renseignements personnels dans le secteur privé, R.S.Q., c. P-39.1, art. 14
103 M:..,. p. 2.1, règle 2.1
104 Loi sur les services de santé et les services sociaux, art 19.1, al. 1
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Tout d'abord, pour être libre, le consentement doit être donné de plein gré. Il doit
être exempt de toute contrainte, de tout vice. Selon l'article 1399 du Code civil du Québec
en ce qui concerne les obligations, «Le consentement doit être libre et éclairé. Il peut être
vicié par l'erreurI05 , la crainte I06 ou la lésion Io7 ».
Le dialogue avec les personnes responsables de la recherche est ici indispensable
pour soulever tout malentendu. Dans le cadre d'un registre, cette crainte est probablement
limitée étant donné que la recherche n'est pas liée à un traitement donné. Le patient ne
consent pas à entrer dans un registre afin de recevoir un nouveau traitement mais juste pour
que soit étudiée les données le concernant. Mais la personne peut être tout de même
préoccupée par l'usage qu'il sera fait de ses renseignements personnels, et se poser des
questions par rapport à l'accès et au partage de ses données. Pour que le consentement soit
complètement libre et éclairé, tous les aspects de la récolte, du traitement, de l'utilisation
des données doivent être évoqués préalablement avec le patient.
L'Énoncé de Politique des Trois conseils reprend dans sa règle 2.2 le caractère libre
du consentement en ce qu'il doit être aussi volontaire:
« Le consentement libre et éclairé doit être volontaire et donné
sans manipulation, coercition ou influence excessive» 108.
Afin d'être valide le consentement à la participation à un registre doit être pris sans
avoir été soumis à une quelconque influence.
105 C.c.Q., art. 1400, al. l, « L'erreur vicie le consentement des parties ou de l'une d'elles lorsqu'elle porte sur
l'objet de la prestation ou, encore, sur tout élément essentiel qui a déterminé le consentement ».
106 c.c.Q., art. 1402, al. l, « La crainte d'un préjudice sérieux pouvant porter atteinte à la personne ou aux
biens de l'une des parties vicie le consentement donné par elle, lorsque cette crainte est provoquée par la
violence ou la menace de l'autre partie ou à sa connaissance ».
107 c.c.Q., art. 1406, al. l, « la lésion résulte de l'exploitation de l'une des parties par l'autre, qui entraîne une
disproportion importante entre les prestations des parties; le fait même qu'il y ait disproportion importante
fait présumer l'exploitation ».
108 CONSEIL DE RECHERCHES MÉDICALES DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES NATURELLES ET
EN GÉNIE DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES HUMAINES DU CANADA, op. cit., note 94, p. 2.4
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Ensuite pour que le consentement soit éclairé, le participant à la recherche doit être
suffisamment informé. L'Énoncé de Politique des Trois Conseils développe plus
précisément à la règle 2.4 les éléments d'information qui doivent être délivrés au futur
participant à la recherche:
«Les chercheurs fourniront en toute franchise aux sujets
pressentis ou aux tiers autorisés tous les renseignements
nécessaires à un consentement libre et éclairé. Ils s'assureront
que les sujets pressentis ont eu des possibilités adéquates de
parler de leur participation et d'y réfléchir pendant toute la durée
du processus de consentement. Sous réserve de l'exception
mentionnée à l'alinéa c) de la règle 2.1, les chercheurs ou leurs
représentants qualifiés désignés communiqueront aux sujets
pressentis, dès le début de ce processus, ce qui suit:
a) l'information selon laquelle la personne est invitée à
prendre part à un projet de recherche,
b) une déclaration intelligible précisant le but de la
recherche, l'identité du chercheur, la nature et la durée
prévues de leur participation ainsi qu'une description des
méthodes de recherche,
c) un exposé compréhensible des avantages et des
inconvénients raisonnablement prévisibles associés à la
recherche, ainsi qu'une description des conséquences
prévisibles en cas de non-intervention - notamment dans
le cas de projets liés à des traitements, entraînant des
méthodologies invasives, ou lorsque les sujets risquent
d'être exposés à des inconvénients physiques ou
psychologiques,
d) la garantie que les sujets pressentis sont libres de ne pas
participer au projet, de s'en retirer en tout temps sans
perdre de droits acquis et d'avoir en tout temps de
véritables occasions de revenir ou non sur leur décision,
e) la possibilité de commercialisation des résultats de la
recherche et l'existence de tout conflit d'intérêts, réel,
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éventuel, apparent, impliquant aussi bien les chercheurs
que les établissements ou les commanditaires de la
recherche. »109
Le consentement éclairé passe par la connaissance du patient dans les moindres
détails du projet auquel il va participer. Le futur participant doit être au courant de toutes
les implications liées à sa décision. La possibilité de se retirer du projet à tout moment
implique que son choix est révocable, ce qui laisse une plus grande marge de liberté aux
futurs participants.
Enfin, le consentement écrit est obligatoire dans les différentes réglementations,
maiS il peut parfois, dans des circonstances particulières, demeurer facultatif. En effet
l'écrit permet, si nécessaire, de faire plus facilement la preuve du consentement. De plus la
signature d'un document permet à la personne de prendre en compte l'ampleur de sa
décision: ce n'est pas un mot qu'on lance en l'air mais bien un engagement que l'on prend.
Ce formalisme semble nécessaire, surtout lorsque le respect de la vie privée de la personne
est en jeu. L'Énoncé de Politique des Trois Conseils recommande, dans la règle 2.1, alinéa
b) que «D'une façon générale, la preuve du consentement libre et éclairé du sujet ou du
tiers autorisé devrait être obtenue par écrit. Lorsque le consentement écrit est culturellement
inacceptable, ou qu'il existe de solides raisons justifiant l'impossibilité de rapporter un tel
consentement, il convient d'étayer par des documents les procédures ayant permis un
consentement libre et éclairé »"0. Pour les Trois Conseils, la règle est donc l'obtention d'un
document écrit. Les exceptions sont possibles mais limitées à certains cas.
Au Québec, le consentement écrit est obligatoire non seulement selon l'article 24 du
Code CiviiI II mais aussi selon l'article 19.1, alinéa 1, de la Loi sur les services de santé et
109 CONSEIL DE RECHERCHES MÉDICALES DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES NATURELLES ET
EN GÉNIE DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES HUMAINES DU CANADA, op. cit., note 94, p. 2.6
110 Id.. p. 2.1
III c.c.Q art. 24 : « Le consentement aux soins qui ne sont pas requis par l'état de santé, à l'aliénation d'une
partie du corps ou à une expérimentation doit être donné par écrit.
Il peut toujours être révoqué, même verbalement. ».
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les services sociaux, le consentement du patient à l'usage de son dossier médical à des fins
de recherche doit être donné par écrit. La loi québécoise prévoit l'obligation de consentir
par écrit à tout participation à un registre. Tous les registres entrant dans le cadre de la Loi
sur les services de santé et les services sociaux nécessiteront donc l'obtention préalable du
consentement écrit du patient. Mais le consentement obtenu n'est jamais total. Certaines
limites tendent à encadrer sa portée.
2.1.1.2.2. Les limites du consentement
Le consentement à l'utilisation des données personnelles doit être émis lors de la
collecte des informations ou lors de la transmission des informations à l'organisme de
recherche. Pour être valide, le consentement doit être obtenu préalablement à l'utilisation
des données personnelles. Mais même valide, le consentement n'est pas absolu et connaît
des limites.
Le consentement de l'usager à l'utilisation de son dossier médical à des fins de
recherche «ne vaut que pour le temps nécessaire à l'accomplissement de l'activité pour
laquelle il a été accordé ou, dans le cas d'un projet de recherche approuvé par un comité
d'éthique, pour la durée fixée, le cas échéant, par ce dernier »112. Cette idée d'une durée
limitée du consentement est aussi présente dans la Loi sur la protection des renseignements
personnels dans le secteur privé - qui s'applique aux «renseignements personnels sur
autrui qu'une personne recueille, détient, utilise ou communique à des tiers à l'occasion de
l'exploitation d'une entreprise» 113. L'article 14 dispose en effet que le «consentement ne
vaut que pour la durée nécessaire à la réalisation des fins pour lesquelles il a été demandé ».
Les articles 19.1 et 14 doivent s'analyser comme permettant un terme imprécis au
consentement puisque celui-ci doit durer tout le temps de la recherche. Or une recherche
scientifique n'a pas toujours une date de fin précise. Le consentement n'est alors plus
112 Loi sur les services de santé et les services sociaux, L.R.Q., c. S-4.2, art. 19.1, al. 2
113 Loi sur la protection des renseignements personnels dans le secteur privé, précitée, note 102, art. 1
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valide dès lors que le travail a été effectué. Un nouveau projet ne devrait pas pouvoir être
permis sans le renouvellement de la volonté du patient d'y participer.
Le consentement, s'il est limité dans le temps, est aussi restreint par rapport à
l'utilisation des données. La cueillette des données personnelles doit être réduites aux
renseignements nécessaires à la recherche. Selon l'article 64 de la Loi sur l'accès aux
documents des organismes publics et sur la protection des renseignements personnels,
«Nul ne peut, au nom d'un organisme public, recueillir un renseignement nominatif si cela
n'est pas nécessaire à l'exercice des attributions de cet organisme ou à la mise en œuvre
d'un programme dont il a gestion ». De même l'article 5 de la Loi sur la protection des
renseignements personnels dans le secteur privé énonce que «La personne qui recueille
des renseignements personnels afin de constituer un dossier sur autrui ou d'y consigner de
tels renseignements ne doit recueillir que les renseignements nécessaires à l'objet de son
dossier ». Aucune information non utile pour la recherche ne peut être recueillie. Cette
règle permet de limiter au strict minimum les intrusions dans la vie privée des patients.
Si la collecte des données est restreinte aux données nécessaires, le consentement
est lui aussi limité au but de la recherche. Selon l'article 14 de la Loi sur la protection des
renseignements personnels dans le secteur privé, « Le consentement à la communication ou
à l'utilisation d'un renseignement personnel doit (... ] être donné à des fins spécifiques »114.
La Loi sur les services de santé et les services sociaux énonce quant à elle que le
consentement de l'usager à une demande d'accès à son dossier à des fins d'étude,
d'enseignement ou de recherche doit être «accordé pour une activité précise» 115. Le
consentement émis par la personne doit aussi être restreint afin que la volonté de celle-ci
soit respectée au maximum.
114 Id., art. 14
115 Loi sur les services de santé et les services sociaux, art 19.1
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Les renseignements recueillis doivent toujours être limités aux renseignements
utiles pour la recherche. Cette cueillette devra se faire avec le consentement de la personne
concernée.
Le consentement à l'utilisation des données personnelles dans la recherche est
nécessaire afin de protéger la vie privée du participant. Ce consentement ne peut d'ailleurs
pas être donné n'importe comment, un certain formalisme s'impose. Lorsque toutes les
conditions du consentement sont remplies, celui-ci est valide. Mais le consentement peut
être révoqué si le patient le désire, à n'importe quel moment, tant que les données n'ont pas
été anonymisées. Enfin, il est parfois possible de contourner la règle du consentement
obligatoire dans certains cas.
2.1.2. Les exceptions au consentement
Selon l'article 35, alinéa 2, du Code civil du Québec, «nulle atteinte ne peut être
portée à la vie privée d'une personne sans que celle-ci ou ses héritiers y consentent ou sans
que la loi l'autorise ». La loi peut donc prévoir des exceptions expresses au consentement
du participant à la recherche. Il existe une première exception applicable de manière
générale, mais il existe aussi des exceptions spécifiques aux banques de données publiques
ou privées.
2.1.2.1. Le cas général
L'Énoncé de Politique des Trois Conseils prévoit la possibilité de renoncer à
imposer un consentement libre et éclairé lors de l'utilisation de données personnelles à des
fins de recherche. La règle 2.1 alinéa c) énonce en effet que:
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« Les CÉR peuvent soit approuver une procédure de
consentement qui ne comprend pas ou ne modifie pas un ou tous
les éléments du processus du consentement éclairé précisés ci-
dessus, soit renoncer à imposer ce processus s'ils ont admis,
pièces justificatives à l'appui, ce qui suit:
1. la recherche expose tout ou plus les sujets à un risque
minimal
Il. la modification ou l'abandon des exigences du
consentement risque peu d'avoir des conséquences
négatives sur les droits et sur le bien-être des sujets,
111. sur un plan pratique, la recherche ne peut être menée sans
modifier ces exigences ou y renoncer,
iv. les sujets prendront connaissance, lorsque c'est possible
et approprié, de toutes les autres informations pertinentes
à la recherche dès que leur participation sera terminée,
v. les modifications ou l'abandon du consentement ne
s'appliquent pas à une intervention thérapeutique. »116
L'Énoncé de Politique des Trois Conseils pose ainsi les bases éthiques de
l'utilisation de données personnelles sans le consentement de la personne concernée. La
possibilité est donc reconnue de passer outre la volonté de la personne, mais dans certaines
conditions seulement. Dans le cas de la mise en banque de renseignements personnels pour
leur utilisation dans la recherche, les sujets ne sont pas exposés à des risques physiques
mais à des risques psychologiques quant à l'utilisation de leurs renseignements médicaux
sans leur autorisation. La divulgation des renseignements personnels peut aussi entraîner
d'autres types de préjudice pour le patient. Il est donc nécessaire de vérifier avant tout que
le sujet sera exposé à un risque minimal et que les conséquences négatives sur les droits et
le bien-être des sujets seront limitées, si l'ont veut passer outre le consentement du patient.
116 CONSEIL DE RECHERCHES MÉDICALES DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES NATURELLES ET
EN GÉNIE DU CANADA, CONSEIL DE RECHERCHES EN SCIENCES HUMAINES DU CANADA, op. cit., note 94, p. 2.1
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Dès lors que les renseignements personnels sont codés, on peut considérer que le sujet n'est
exposé qu'à un risque minimal. De même, les conséquences négatives pour le sujet seront
restreintes puisque la divulgation d'informations personnelles sera limitée.
L'Énoncé de Politique des Trois Conseils n'a pas force de loi et n'est applicable
qu'à certains projets. Or toutes les conditions édictées par l'Énoncé de Politique des Trois
Conseils n'apparaissent pas dans la Loi sur l'accès aux documents des organismes publics
et sur la protection des renseignements personnel/17• Cette loi propose en effet une
exception utilisable par tous afin de réaliser des recherches sans le consentement des
participants. Un organe régulateur a été mis en place afin de limiter le risque d'abus quant à
l'utilisation de renseignements personnels sans le consentement des individus et leur
portant atteinte dans leur vie privée. La Commission d'accès à l'information a donc été
créée par l'article 103 de la Loi sur l'accès aux documents des organismes publics et sur la
protection des renseignements personnels. Néanmoins le champ d'action de cette
commission est limitée: les documents pouvant être transmis sans le consentement de la
personne sont les documents détenus par un organisme public seulement et non ceux
détenus par une entreprise privée, et donc notamment par un médecin exerçant dans un
cadre pri vé.
La Commission d'accès à l'information a la possibilité d'autoriser un organisme
public ou privé l18 à utiliser les renseignements personnels d'un organisme public à des fins
d'étude, de recherche ou de statistique sans le consentement de la personne concernée.
L'article 125 de la Loi sur l'accès aux documents des organismes publics et sur la
117 Loi sur l'accès aux documents des organismes publics et sur la protection des renseignements personnels,
L.R.Q., c. A-2.1
118 Loi sur l'accès aux documents des organismes publics et sur la protection des renseignements personnels,
précitée, note 117, art. 9 :
« Toute personne qui en fait la demande a droit d'accès aux documents d'un organisme public.
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protection des renseignements personnels précise donc les conditions dans lesquelles le
consentement n'est pas nécessaire, comme suit:
«La Commission peut, sur demande écrite, accorder à une
personne ou à un organisme l'autorisation de recevoir à des fins
d'étude, de recherche ou de statistique, communication de
renseignements nominatifs contenus dans un fichier de
renseignements personnels, sans le consentement des personnes
concernées, si elle est d'avis que:
1. l'usage projeté n'est pas frivole et que les fins
recherchées ne peuvent être atteintes que si les
renseignements sont communiqués sous une forme
nominative;
2. les renseignements nominatifs seront utilisés d'une
manière qui en assure le caractère confidentiel.
Cette autorisation est accordée pour la période et aux conditions
que fixe la Commission. Elle peut être révoquée avant
l'expiration de la période pour laquelle elle a été accordée, si la
Commission a des raisons de croire que la personne ou
l'organisme autorisés ne respecte pas le caractère confidentiel
des renseignements qui lui ont été communiqués, ou ne respecte
pas les autres conditions. »"9
Aux vues des conditions énoncées par l'article 125, la Commission d'accès à
l'information a un large champ d'action et peut autoriser ou non le transfert et l'utilisation
de documents contenant des données personnelles tels que des dossiers médicaux 120 sans le
consentement de la personne. La Commission a en effet la possibilité d'interpréter « l'usage
Ce droit ne s'étend pas aux notes personnelles inscrites sur un document, ni aux esquisses, ébauches,
brouillons, notes préparatoires ou autres documents de même nature. »
119 M:..,. art. 125
120 COMMISSION D'ACCÈS À L'INFORMATION, Une réforme de l'accès à l'information: le choix de la
transparence, Québec, Gouvernement du Québec, 2002, p. 105 : La santé représente le domaine de recherche
où le plus de demande d'autorisation ont été présenté à la Commission d'accès à l'information (56% des
demandes entre avril 1997 et mars 2002). Les demandeurs de renseignements personnels sont en majorité les
hôpitaux (34% des demandes) et les universités (32% des demandes). Les instituts de recherche ne
représentent que 5% des demandeurs.
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frivole» de la recherche dans un sens large ou dans un sens étroit. A partir de quel moment
peut-on dire que la recherche est importante ou non? C'est à la Commission d'accès à
l'information de l'apprécier souverainement. L'utilisation d'un organe indépendant de
l'étude menée permet de penser que les personnes qui prendront la décision d'autoriser ou
non l'utilisation des renseignements personnels auront un regard plus objectif. Néanmoins
ces personnes ont-elles conscience des besoins que ce type de recherche, véritablement
spécifique, nécessite (comparé à des professionnels) ?
Ainsi l'article 125 semble néanmoins plus large que l'Énoncé de Politique des Trois
Conseils: l'Énoncé de Politique des Trois Conseils émet des conditions très strictes quant à
l'utilisation de données personnelles à des fins de recherche tandis que l'article 125 laisse la
place à la libre interprétation de la Commission d'accès à l'information. L'explication de
l'article 125 peut toujours évoluer dans un sens plus large ou plus restrictif suivant la
politique mise en place par la Commission, contrairement à la règle des Trois Conseils qui
est déjà claire. La rédaction actuelle de ces deux règles permet de penser que l'article 125
peut permettre plus facilement l'utilisation de renseignements personnels dans un registre
que l'Énoncé de Principe des Trois Conseils. Les registres soumis à des subventions des
Trois Conseils devront donc adopter les critères plus restrictifs et surtout plus précis
énoncés par ceux-ci.
2.1.2.2. Le registre public
Dans le secteur public, trois exceptions à la nécessité d'un consentement ont été
créées par le législateur dans trois lois différentes.
La première exception que nous évoquerons est prévue uniquement pour les
registres de santé publique. Néanmoins c'est la seule exception prévue spécifiquement dans
le cadre des registres. Elle est prévue dans la Loi sur la santé publique, et de ce fait n'est
pas applicable aux registres ayant pour finalité la recherche scientifique. L'article 49,
dernier alinéa, énonce donc que le règlement instituant le registre peut prévoir la possibilité
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de l'accès à certains renseignements personnels sans le consentement du participant si son
refus peut mettre la santé d'autres personnes en danger. Cette exception n'est qu'une
possibilité que peut prévoir un règlement. Si elle n'est pas prévue par celui-ci, le
consentement de la personne sera alors obligatoire. Néanmoins cette exception concerne
une utilisation ponctuelle d'un registre dans un cas assez particulier, qui sort quelque peu
du cadre de la recherche et même de celui de la santé publique. Cette exception ne pourra
pas être retenue aux fins de ce mémoire.
La deuxième exception concerne plus généralement la transmission du dossier
médical à des fins de recherche. Elle ne s'appliquera donc pas aux registres constitués à des
fins de santé publique. Selon la Loi sur les services de santé et les services sociaux l'accès
au dossier d'un usager des services de santé est interdit sans son consentement. Mais une
exception est prévue à l'article 19. L'article 19.2 dispose en effet que:
«Malgré l'article 19, le directeur des services professionnels
d'un établissement ou, à défaut d'un tel directeur, le directeur
général peut autoriser un professionnel à prendre connaissance
du dossier d'un usager, à des fins d'étude, d'enseignement ou de
recherche, sans le consentement de ce dernier.
Le directeur doit cependant, avant d'accorder une telle
autorisation, s'assurer que les critères établis par l'article 125 de
la Loi sur l'accès aux documents des organismes publics et sur la
protection des renseignements personnels (chapitre A-2.1) sont
satisfaits. Il doit refuser d'accorder son autorisation s'il est d'avis
que le projet du professionnel ne respecte pas les normes
d'éthique ou d'intégrité scientifique généralement reconnues.
L'autorisation doit être limitée dans le temps et elle ne peut être
assortie de conditions. Elle peut être révoquée en tout temps si le
directeur a des raisons de croire que le professionnel autorisé ne
respecte pas le caractère confidentiel des renseignements ainsi
obtenus ou ne se conforme pas aux conditions imposées ou aux
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normes d'éthique ou d'intégrité scientifique généralement
reconnues» 121.
Le directeur peut donc transmettre le dossier médical sous réserve des conditions
énoncées précédemment dans l'article 125. Mais la Commission d'accès n'intervient pas
dans ce cas. On peut donc ici soumettre la même objection quant au pouvoir discrétionnaire
du directeur à décider si le projet de recherche à un caractère frivole ou non.
Dans ce cas-là les différences de politique des directeurs à donner une autorisation
pourront exister entre différents établissements, et au sein d'un même hôpital si le directeur
change. De plus, une recherche menée dans différents établissements pourra se voir
accorder l'utilisation des dossiers médicaux sans le consentement des patients par l'un mais
se le faire refuser par un autre. Or la non-uniformisation de la procédure de cueillette des
données pourra éventuellement fausser la recherche. L'arrêt Maziade c. Parent122 a
démontré l'absence d'une obligation d'assujettir la recherche à l'examen du CER de chaque
établissement où la recherche avait lieu. Enfin selon cette même jurisprudence, la Cour
d'appel a interprétée de manière restrictive l'article 19.2, en ce que celui-ci n'oblige pas le
directeur des services professionnels d'assortir son autorisation d'un terme (ou de
conditions). L'autorisation peut être accordée jusqu'à la fin de l'étude qui se situe à une
période indéterminée.
La troisième exception est énoncée dans la Loi sur l'accès aux documents des
organismes publics et sur la protection des renseignements personnels. Cette exception
n'est en fait pas nouvelle puisqu'elle reprend de nouveau l'exception introduite à l'article
125 de la Loi sur l'accès aux documents des organismes publics et sur la protection des
renseignements personnels. Celle-ci énonce en effet dans son article 59 qu' « un organisme
121 Loi sur les services de santé et les services sociaux, art. 19.2
122 Maziade c. Parent, [1998] A.Q (Quicklaw) n01867 (CA)
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public ne peut communiquer un renseignement nominatif sans le consentement de la
personne concernée. Toutefois, il peut communiquer sans le consentement de cette
personne, dans le cas et aux strictes conditions qui suivent: [00'] 5) à une personne qui est
autorisée par la Commission d'accès à l'information, conformément à l'article 125, à
utiliser ce renseignement à des fins d'étude, de recherche ou de statistique [... ] ». C'est
encore une fois la Commission d'accès à l'information qui décidera de la possibilité de
communiquer les renseignements personnels voulus. On revient donc ici à l'exception
générale.
2.1.2.3. Le registre privé
Dans le secteur privé, mise à part une exception identique à celle de l'article 125 de
la Loi sur l'accès aux documents des organismes publics et sur la protection des
renseignements personnels, une seule autre exception législative est prévue.
L'article 18 de la Loi sur la protection des renseignements personnels dans le
secteur privé l23 fait un renvoi indirect à l'article 125. Cet article dispose en effet qu' «une
personne qui exploite une entreprise peut, sans le consentement de la personne concernée,
communiquer un renseignement personnel contenu dans un dossier qu'elle détient sur
autrui: [00'] 8) à une personne qui est autorisée à utiliser ce renseignement à des fins
d'étude, de recherche ou de statistique, conformément à l'article 21 ». L'article 21 de cette
loi reprend l'article 125 de la Loi sur l'accès aux documents des organismes publics et sur
la protection des renseignements personnels.
Une entreprise privée peut donc, si elle le souhaite, commumquer les
renseignements personnels qu'elle détient à une personne autorisée par la Commission
d'accès à l'information afin d'utiliser ces renseignements à des fins de recherche. Mais une
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entreplise privée voudra-t-elle partager ces informations? En effet même si une personne
est autorisée par la Commission pour accéder aux renseignements personnels détenus par
l'entreprise privée, l'entreprise garde la possibilité de le faire ou non. Il n'y a aucune
obligation faite à l'entreprise de communiquer ces renseignements. Ce n'est généralement
pas dans l'intérêt de l'entreprise que de dévoiler les données qui sont à la base de ses
recherches. A moins que cette collaboration ne permette un avantage à l'entreprise. On peut
penser que cela peut apporter une bonne publicité à l'entreprise participant à une recherche
sur une maladie largement médiatisée, tel que le cancer.
L'autre exception est prévue dans la Loi sUr la protection des renseignements
personnels dans le secteur privé. L'article 6 de la Loi prévoit en effet que:
«La personne qui recueille des renseignements personnels sur
autrui doit les recueillir auprès de la personne concernée, à moins
que celle-ci ne consente à la cueillette auprès de tiers.
Toutefois, elle peut, sans le consentement de la personne
concernée, recueillir ces renseignements auprès d'un tiers si la
loi l'autorise.
Elle peut faire de même si elle a un intérêt sérieux et légitime et
si l'une ou l'autre des conditions suivantes se réalise:
1. Les renseignements sont recueillis dans l'intérêt de la
personne concernée et ils ne peuvent être recueillis
auprès de celle-ci en temps opportun;
2. La cueillette auprès d'un tiers est nécessaire pour
s'assurer de l'exactitude des renseignements ».
123 Loi sur la protection des renseignements personnels dans le secteur privé, précitée, note 102
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Une entreprise privée peut donc justifier du peu de temps dont elle dispose pour
demander à un tiers des informations sur une personne. Cette première exception semble
difficilement acceptable dans le cadre de la constitution d'un registre. En effet un registre
médical peut nécessiter plusieurs années avant d'être prêt à être utilisé. Le registraire
dispose de suffisamment de temps pour la cueillette des données pour ne pas être obligé de
faire appel à cette exception. De plus, les renseignements doivent être recueillis dans
l'intérêt de la personne concernée. Or les résultats de l'étude d'un registre ont une p0l1ée
beaucoup plus large que le simple intérêt de chaque patient pris individuellement. La
deuxième exception pourrait s'appliquer dans la mesure où aucun élément nouveau n'est
ajouté. Seule une simple vérification des données déjà contenues dans le registre peut être
effectuée auprès d'un tiers, si la personne qui recueille les données démontre un intérêt
sérieux et légitime. L'article 6 prévoit aussi bien entendu qu'une loi l'autorisant
expressément pennet de passer outre le consentement du patient.
2.1.3. Un consentement nécessaire?
Comme nous l'avons vu dans le chapitre précédent 124, une des caractéristiques
essentielles d'un registre est son exhaustivité. Sans celle-ci, le registre devient une simple
compilation de cas, car il n'est probablement plus représentatif de la population. Nous
venons aussi de voir que le consentement du patient à l'entrée dans un registre était
obligatoire, à l'exception de certains cas limitativement énumérés. Or si on demande son
consentement à un patient, celui-ci peut refuser de le donner. Si le patient décline l'offre de
pm1iciper au registre, le recueil devient alors incomplet; son utilité est moindre. A
l'inverse, si on inclut directement le patient dans le registre sans lui en parler, son droit au
respect de la vie privée est bafoué. Et cela va à l'encontre du principe de l'm1icle 19 de la
Loi sur les services de santé et les services sociaux énonçant la nécessité du consentement
du patient pour consulter son dossier médical.
124 Supra, p. 25
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La question se pose donc de savoir comment concilier la nécessité de réunir tous les
patients répondant aux critères d'inclusion dans le registre avec celle de ne pas aller à
l'encontre de leur droit au respect de leur vie privée. Si l'on souhaite que le registre soit
complet, les renseignements concernant chaque patient doivent être inclus d'office. La
volonté de la personne à participer au registre n'a alors plus sa place.
Or aucune des exceptions au consentement que nous venons de voir ne peut devenir
la règle en ce qui concerne la création des registres. En effet, dès lors que le recours à la
Commission d'accès à l'information est nécessaire, la procédure devient alors plus lourde
et plus longue. De plus, une demande doit être faite pour chaque fichier. C'est-à-dire pour
les fichiers appartenant à chaque hôpital une demande doit être faite à la Commission. On
ne peut pas utiliser cette solution comme la voie normale de cueillette de données.
La seule façon de réunir ces deux objectifs contradictoires semble donc nécessiter
l'intervention du législateur, car selon l'article 35 du Code civiI125 , seule la loi peut
permettre qu'il soit porté atteinte à la vie privée d'un individu dès lors qu'on veut éviter de
demander le consentement de la personne concernée. La loi pourrait autoriser expressément
la communication des dossiers médicaux des patients, dans le cadre restreint des registres.
Le patient, devant être inclus dans un registre, serait simplement informé de la
communication de ses renseignements personnels pour leur utilisation dans le cadre de la
base de données. Mais pour passer outre le consentement du patient, et ce de manière
généralisée, le législateur doit mettre en place des barrières permettant de respecter au
mieux le droit à la vie privée de ces participants forcés.
Une loi permettant de passer outre le consentement des pm1icipants peut se
concevoir assez facilement lorsque le registre est créé à des fins de santé publique car
l'intérêt de tous est alors enjeu. Mais dans le cas d'un registre créé à des fins de recherche,
125 Art. 35 c.c.Q.: « Toute personne a droit au respect de sa réputation et de sa vie privée.
Nulle atteinte ne peut être portée à la vie privée d'une personne sans que celle-ci ou ses héritiers y consentent
ou sans que la loi l'autorise. »
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même si l'exhaustivité des données reste très importante il semble moins évident de
justifier une telle atteinte au respect de la vie privée.
L'idée d'un consentement implicite du patient peut aussi être soulevée. Mais cela
signifierait que la personne pourrait se retirer de la banque de données en cas de volonté
contraire. Or il est impossible de se retirer d'un registre sans le rendre par là même
incomplet. Et selon la législation en vigueur, « Les renseignements personnels doivent être
aussi exacts, complets et à jour que l'exigent les fins auxquelles ils sont destinés»126. Cette
règle est d'ailleurs reprise dans les différentes lois concernant la protection des
renseignements personnels. L'obligation d'un consentement à la participation à un registre
est impossible si on veut en garantir son exhaustivité. A l'heure actuelle les recherches
menées sur les registres sont donc vraisemblablement faites sur des registres non
exhaustifs.
Lorsque les données sont recueillies, le registre peut alors être physiquement créé.
Les données vont alors être codées afin de limiter la diffusion de renseignements
personnels. En effet, toutes les personnes travaillant avec le registre n'ont pas toujours
besoin de connaître l'identité de chaque participant. Mais le codage de ces données ne les
rend pas pour autant anonymes. Ces renseignements gardent la qualification de
renseignements personnels tant que le participant au registre reste identifiable. Le codage
permet toutefois de limiter la communication de la partie permettant cette identification aux
quelques personnes autorisées.
126 Loi sur la protection des renseignements personnels et les documents électroniques, L.e. 2000, c.5,
Annexe 1 : Principes énoncés dans la norme nationale du Canada intitulée Code type sur la protection des
renseignements personnels, CAN/CSA-Q830-96, principe 6.
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Après aVOIr vu le consentement de la personne à la cueillette de ses données
personnelles, il est nécessaire de voir comment ces données sont conservées. Le respect de
la vie plivée passe aussi par la non-divulgation des renseignements personnels à des tiers.
C'est donc grâce à la confidentialité et à la sécurité des données que le droit des participants
va pouvoir être respecté.
2.2. La conservation des données
Durant le temps nécessaire à l'utilisation des renseignements personnels, les
informations sont étudiées par un certain nombre de personnes à des fins différentes, que ce
soit dans le cadre de la recherche même ou pour la gestion plus générale du registre.
Selon l'ENCR, «Data protection includes both the prevention of physical access to
the data (security), and the protection of the data to avoid corruption during many years of
storage. The term should in this context not be confused with confidentiality (privacy), the
aim of which is to protect the individual from unauthorized disclosures »127. La
confidentialité des données passe également par leur méthode de conservation. Les
systèmes de sécurité mis en place permettent d'assurer cette bonne conservation.
Lorsque les données ont été collectées et que le registre est prêt à être utilisé, de
nouvelles règles entrent en vigueur afin de toujours assurer le respect de la vie privée des
personnes ayant participé à la recherche et donc de leur garantir que les données
personnelles inscrites dans le registre ne sont pas accessibles à tous du fait de leur
confidentialité (1) et aussi du fait de la sécurité régnant dans les locaux où sont conservées
ces données (2).
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2.2.1. La confidentialité des renseignements personnels
Selon l'ENCR, le but de la confidentialité est« to protect the individual from
unauthorized disclosures »128. Lorsque des données personnelles ont été confiées à un
organisme, celles-ci doivent pour autant rester confidentielles.
Le respect de la confidentialité des données contenues dans un registre est
nécessaire du fait des renseignements personnels qui y sont enregistrés. Selon certains
auteurs 129, les informations permettant l'identification des participants sont indispensables
lors de la création et de l'utilisation d'un registre.
Le respect de la confidentialité est une règle établie depuis longtemps dans le milieu
médical, notamment avec l'existence du secret professionnel. Mais lors de l'utilisation des
registres, des personnes non soumises au secret médical, telles que les personnes employées
dans la maintenance du réseau informatique ou de la saisie de données, peuvent avoir accès
aux renseignements personnels. Il est donc nécessaire, lors d'une recherche nécessitant
l'utilisation de données personnelles, de respecter certaines règles de confidentialité afin de
préserver la vie privée des participants à la recherche.
2.2.1.1. Le secret professionnel
La confidentialité des données médicales est au cœur de la relation médecin-patient.
Le docteur Hugh Scully, ex-président de l'Association médicale canadienne, disait: «Le
droit à la vie privée et le consentement sont essentiels à la confiance et à l'intégrité de la
relation médecin-patient. Le droit à la vie privée mérite d'être protégé non seulement pour
le bien des membres de la société mais pour celui de la société elle-même» \30. Selon lui, le
127 ENCR, op. cit., note 7, art. 2.8
128 ENCR, op. cit., note 7
129 M.P. COLEMAN, C.S. MUIR et F. MÉNÉGOZ, loc. cit., note 80, p. 1139 : infra, citation p. 31
130 Cité par: George RADWANSK1, E-Health 2001 : The future of health care in Canada - La vie privée des
patients à l'ère de l'information, Toronto, 29 mai 2001
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respect de la confidentialité va au-delà d'un simple problème individuel. Pour le docteur
Scully, c'est un problème de société. Si la confidentialité des données qui sont confiées à
un registre n'est pas respectée, les conséquences seront probablement plus importantes que
le préjudice qu'aura subi la personne dont la vie privée a été révélée. Le patient peut alors
perdre confiance dans son médecin qui a communiqué son dossier médical. Le manque de
confiance dans le médecin peut se traduire par une méfiance dans tout ce qui a trait au
domaine médical. Des doutes dans ce type d'activités peuvent surgir et mettre par là-même
en péril l'existence de tous les registres et des effets que peut produire leur étude. George
Radwanski, le Commissaire à la protection de la vie privée du Canada, ajoute que «les
patients sont en droit de s'attendre à ce qu'on ne cherche pas à connaître des
renseignements sur leur santé qui ne revêtent pas d'importance particulière pour les soins
qu'ils doivent recevoir, et (00'] ils doivent en avoir la certitude. Les patients doivent en
outre être convaincus que les renseignements les concernant ne seront pas utilisés, ni
divulgués, à d'autres fins que les soins qui leur seront prodigués. Ils doivent de surcroît être
certains que ces renseignements ne seront pas utilisés dans le but de leur causer du tort» 131.
Cette affirmation reste vraie lorsque les patients donnent des renseignements à leur médecin
pour la recherche. En effet, le patient qui permet l'utilisation de ses données personnelles à
une fin spécifique s'attend à ce que sa volonté soit respectée et que seules les informations
nécessaires à la recherche sont divulguées.
Le médecin a, envers son patient, une obligation de confidentialité, obligation
consacrée dans le serment d'Hippocrate. Ce devoir de confidentialité, inscrit à l'article 6 du
Code d'éthique de l'Association Médicale Canadienne, a ici une valeur contraignante
notamment d'un point de vue disciplinaire. Au Québec, cette obligation a été élevée au rang
des droits fondamentaux à l'article 9 de la Charte des droits et libertés de la personne:
« Chacun a droit au respect du secret professionnel.
http://www.privcom.gc.ca/speech/02 05 a 010529 f.asp (date d'accès: 20 juillet 2002)
131 G. RADWANSKI, op. cit., note 95
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Toute personne tenue par la loi au secret professionnel et tout
prêtre ou autre ministre du culte ne peuvent, même en justice,
divulguer les renseignements confidentiels qui leur ont été
révélés en raison de leur état ou de leur profession, à moins
qu'ils n'y soient autorisés par celui qui leur a fait ces confidences
ou par une disposition expresse de la loi.
Le tribunal doit, d'office, assurer le respect du secret
professionnel ».
Le secret professionnel est une obligation législative qui s'applique à tous les
professionnels qui y sont soumis, et non spécifiquement aux professions médicales. Il ne
peut être dérogé au secret professionnel que si la loi l'autorise expressément ou si la
personne y consent. Toutes les personnes ayant accès au registre ne sont donc pas
obligatoirement soumises au secret professionnel, sauf celles qui, du fait de leur profession
doivent respecter le secret médical. Le secret professionnel des médecins a aussi, au
Québec, une valeur légale puisqu'il est inscrit dans le Code de déontologie des médecins132.
Le secret professionnel est à la base de la relation médecin-patient, et est donc nécessaire
dans un registre.
2.2.1.2. La réglementation
Les règles concernant la confidentialité des renseignements personnels peuvent être
de différentes provenances. En effet, il peut y avoir des règles d'origine législative mais il
existe aussi des règles propres à certains organismes. C'est notamment le cas des
organismes subventionnaires, qui peuvent donner leur subvention sous réserve de respecter
l'ensemble des règles, et notamment des règles de confidentialité, énoncés dans leurs lignes
directrices. C'est le cas notamment au Canada avec l'Enoncé de Politiques des Trois
Conseils.
132 Code des professions, L.R.Q., c. C-26, art. 87 : Code de déontologie des médecins, art. 20 - 21
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Le principe de confidentialité va de pair avec celui du consentement. En effet, dès
lors qu'une personne accepte que ses renseignements personnels soient utilisés, le cercle
des personnes ayant connaissance de ces données confidentielles s'agrandit. Mais ce n'est
pas pour autant que les règles concernant la confidentialité doivent être bafouées. La
confidentialité des renseignements nominatifs est reconnue par l'article 53 de la Loi sur
l'accès aux documents des organismes publics et sur la protection des renseignements
personnels 133. Seule l'autorisation expresse du patient peut aller à l'encontre de cette
obligation de confidentialité.
Afin de respecter le principe de confidentialité, il est tout d'abord nécessaire que
tout le monde soit au courant de l'existence d'un fichier contenant des renseignements
personnels le concernant. Le Code type sur la protection des renseignements personnels
prévoit - pour les organisations qui recueille, utilise ou communique des renseignements
personnels dans le cadre d'activités économiques ou d'une entreprise fédérale 134 - dans son
article 9 qu' «Une organisation doit informer toute personne qui en fait la demande de
l'existence de renseignements personnels qui la concernent, de l'usage qui en est fait et du
fait qu'ils ont été communiqués à des tiers, et lui permettre de les consulter. Il sera aussi
possible de contester l'exactitude et l'intégralité des renseignements et d'y faire apporter les
corrections appropriées ». Dans le cadre d'un registre, la personne doit avoir donné son
consentement à l'utilisation de ses renseignements personnels. Le patient sait qu'il participe
à un registre et que ces informations personnelles seront exploitées dans ce cadre. Le
participant peut néanmoins utiliser l'article 9 dans le cadre d'une vérification de
l'exactitude des informations le concernant.
133 Loi sur l'accès aux documents des organismes publics et sur la protection des renseignements personnels,
précitée, note 117, art. 53 : « Les renseignements nominatifs sont confidentiels sauf dans les cas suivants:
1- leur divulgation est autorisée par la personne qu'ils concernent; si cette personne est mineure,
l'autorisation peut également être donné par le titulaire de l'autorité parentale;
2- ils portent sur un renseignement obtenu dans l'exercice d'une fonction d'adjudication par un
organisme public exerçant des fonctions quasi-judiciaire; ils demeurent cependant confidentiels si
l'organisme visé par une ordonnance de non-divulgation, de non-publication ou de non-diffusion ».
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Néanmoins, dans le cadre d'un registre mis en place sans consentement en vertu
d'un texte de loi, le patient n'est alors pas conscient de l'utilisation de ses données
personnelles. Il pourra donc utiliser l'article 9 pour savoir si l'organisation détient des
informations personnelles le concernant. Dans ce cas-là, la personne devra donc faire des
demandes répétées auprès des organisations pour savoir si ces renseignements personnels y
sont utilisés, car l'information n'est donnée qu'aux personnes qui le réclame et non de
manière automatique à tous les participants involontaires.
Selon le Code type sur la protection des renseignements personnels, incorporé à la
L · [ . d· [ d d '[. 135oz sur a protectwn es renselgnements personne s et es ocuments e ectrolllques ,
«Les renseignements personnels ne doivent pas être utilisés ou communiqués à des fins
autres que celles auxquelles ils ont été recueillis, à moins que la personne concernée n'y
consente ou que la loi ne l'exige. » (art. 4.5). Le consentement permet toujours de lever
l'interdiction de communiquer des données personnelles. Le consentement ne peut mettre
complètement fin à l'obligation de confidentialité. Il ne fait qu'élargir le cercle de
personnes soumis à cette obligation.
La confidentialité des données n'a pas besoin d'être exprimée lors de la cueillette
des informations. Dans le cas d'un registre, les données proviennent généralement du
dossier médical du patient. Or le dossier médical est de lui-même, du fait de la nature des
renseignements qui y sont contenus, un document confidentiel. Le dossier médical est
seulement accessible au personnel soignant autorisé ainsi qu'au patient136. L'accessibilité
de son propre dossier médical au patient n'est d'ailleurs pas une chose communément
admise. En France, par exemple, ce n'est que depuis la récente Loi du 4 mars 2002 portant
134 Loi sur la protection des renseignements personnels et des documents électroniques, précitée, note 76, art.
4
135 Id., annexe 1
136 ~i sur les services de santé et les services sociaux, art. 17
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sur les droits des malades et la qualité du système de santé137 que le patient peut avoir un
accès direct à son dossier. Jusqu'alors le dossier ne pouvait être consulté que via un
médecin qui servait d'intermédiaire pour prendre connaissance des informations contenues
dans le dossier. Le patient sait que son dossier médical est confidentiel. Que ce dossier soit
envoyé au registre par l'intermédiaire du médecin ou celui du patient ne change rien au
caractère confidentiel des données. Les données contenues dans le dossier médical ne
perdent pas leur caractère confidentiel lors de leur entrée dans un registre.
Selon certains chercheurs, les lois relatives à la protection de la vie privée peuvent
parfois causer des effets néfastes à la bonne constitution d'un registre138 car des restrictions
inappropriées peuvent leur être imposées139. Pourtant les dossiers médicaux des patients
n'ont jamais contenus autant d'informations qu'à l'heure actuelle, grâce notamment à
l'utilisation de l'informatiqueI40 et les registres ont accès aux données du dossier médical.
Dans un souci de protection de la vie privée, l'utilisation de certains renseignements
personnels peut être limité dans le cadre d'un registre. L'informatique et les réseaux de
communication permettent aux informations contenues dans les registres de faire le tour du
monde. Il est nécessaire de veiller à ce que la confidentialité des données soit respectée de
la même façon peu importe l'endroit où elle se trouve.
137 Loi n02002-3ü3 du 4 mars 2002 relative aux droits des malades et la qualité du système de santé, J.O. 5
mars 2002, p. 4118
138 M.P. COLEMAN, C.S. MUIR et F. MÉNÉGOZ, loc. cit., note 80, p. 1139: «Laws designed to protect
individual privacy may have the additional but unintended effect of making effective cancer registration
impossible ».
139 British Medical Research Council, «Responsibility in the use of personal medical information for
research: principles and guide to practice », (1985) 290 BMJ 1120, p. 1121 : «The potential benefits to the
health of the individual and the community may not be fully implemented if, in the interests of data protection
generally, inappropriate restrictions are imposed on medical research workers. »
140 A.M. CAPRON, «Protection for research subjects : Do special rules apply in epidemiology ? », (1991) 44
suppl. Journal of clinical epidemiology 81, p. 87S : «Regrettably, in the medical worId one considers that
medical records today probably contain more information about people than ever, thanks in the large measure
to the electronics revolution and to the ever-increasing demands for more data for various reimbursement and
other management purposes. »
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Afin de protéger la confidentialité des données, le Code type sur la protection des
renseignements personnels énonce que «Les organisations doivent sensibiliser leur
personnel à l'importance de protéger le caractère confidentiel des renseignements
personnels »141. La protection de cette confidentialité passe notamment par des mesures de
sécurité qui doivent être mises en place au sein du lieu où est basé le registre.
2.2.2. La sécurité des données
Comme nous le savons, les données recueillies dans les registres sont des données
personnelles confidentielles. La conservation des données doit se faire de manière
sécuritaire afin que l'information contenue dans les registres ne soit pas divulguée à des
personnes non autorisées. Pour l'Association Médicale Mondiale, c'est au registraire qu'il
incombe de garantir la sécurité des informations contenues dans le registre142 .
La sécurité des données passe par deux étapes. Tout d'abord la conservation
physique des données doit se faire d'une façon sécurisée. Ensuite, la divulgation des
données (en dehors des personnes faisant la cueillette des données ou leur saisie, c'est-à-
dire notamment les chercheurs) doit aussi être faite de manière à respecter la confidentialité
des données.
2.2.2.1. La conservation des renseignements personnels
La conservation des données doit se faire dans une optique de confidentialité. Les
données doivent être conservées de manière à ce que l'accès à ces données personnelles soit
restreint aux seules personnes autorisées. On retrouve cette obligation dans les différentes
lignes directrices existantes. Selon l'Association Médicale Mondiale, il faut des
141 Loi sur la protection des renseignements personnels et les documents électroniques, précitée, note 76 ,
annexe l, art. 4.7.4
142 WORLD MEDICAL ASSOCIATION, The World Medical Association declaration on ethical considerations
re2:arding heal th databases, Washington, WMA, 2002, art. 23 : People who collect, use, disclose or access
health information must be subject to an enforceable duty to keep the information secure.
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«Safeguards that there is no inappropriate or unauthorized use of or access to personal
health information in databases, and to ensure the authenticity of the data» 143. De même,
selon l'ENCR « Security denotes the measures taken to prevent unauthorized access to the
registry data» 144. La première règle est donc de sécuriser l'accès aux données afin de
limiter l'entrée du registre à, seulement, quelques personnes autorisées. Le codage des
données permet de remplir une partie de cette obligation.
Mais la sécurité est avant tout obligatoire du fait de la Loi fédérale sur la protection
des renseignements personnels et les documents électroniques l45 • Dans son annexe 1, celle-
ci y a en effet intégré en partie le Code type sur la protection des renseignements
personnels. L'article 4.7 de ce Code est consacré aux mesures de sécurité. Le principe
général en matière de sécurité est que «Les renseignements personnels doivent être
protégés au moyen de mesures de sécurité correspondant à leur degré de sensibilité ». Nous
savons par ailleurs que les renseignements personnels médicaux sont des données ayant une
forte sensibilitéI46. «La très grande sensibilité des renseignements de santé et la multitude
d'intervenants du réseau de la santé obligent à une très grande rigueur dans le choix des
moyens pour respecter les droits fondamentaux des personnes concernées »147. Ces données
devront donc être particulièrement bien protégées, comme le rappelle l'article 4.7.2 148,
143 Id., art. 14
144 ENCR, op.cit., note 7, art. 2.7
145 Loi sur la protection des renseignements personnels et les documents électroniques, précitée, note 76,
annexe 1
146 Id., annexe 1, art. 4.3.4.: « [ ... ] certains renseignements sont presque toujours considérés comme
sensibles, par exemple les dossiers médicaux [... ] »
147 COMMISSION D'ACCÈS À L'INFORMATION, op. cit., note 120, p. 101. La Commission d'accès à l'information
propose d'ailleurs dans sa recommandation n° 38 que « Le cadre juridique du dossier patient dans le secteur
de la santé doit être actualisé ».
148 Loi sur la protection des renseignements personnels et les documents électroniques, précitée, note 76,
annexe 1, art 4.7.2. : « La nature des mesures de sécurité variera en fonction du degré de sensibilité des
renseignements personnels recueillis, de la quantité, de la répartition et du format des renseignements
personnels ainsi que des méthodes de conservation. Les renseignements plus sensibles devraient être mieux
protégés. La notion de sensibilité est présentée à l'article 4.3.4. »
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contre toute forme de divulgation, ainsi bien sûr, que contre des risques tels que la perte ou
le VOP49. Le Code donne même les conditions minimales d'une bonne protection:
4.7.3 : «Les méthodes de protection devraient comprendre:
a) des moyens matériels, par exemple le verrouillage des
classeurs et la restriction de l'accès aux bureaux;
b) des mesures administratives, par exemple des
autorisations sécuritaires et un accès sélectif; et
c) des mesures techniques, par exemple l'usage de mots de
passe et du chiffrement. »
La combinaison des différents types de méthodes abordées ici est nécessaire à une
bonne sécurité des données. En effet une protection efficace passe obligatoirement par des
mesures prises à différents niveaux.
On retrouve le même type de recommandation en Europe 150 où les mesures
nécessaires à la protection des données doivent être prises en accord avec le caractère
sensible de celles-ci (art. 9.1)151. De même une liste de mesures devant permettre d'assurer
la sécurité des données ainsi que leur confidentialité est dressée152. Celle-ci instaure des
149 Loi sur la protection des renseignements personnels et les documents électroniques, précitée, note 76,
annexe 1, art. 4.7.1 : «Les mesures de sécurité doivent protéger les renseignements personnels contre la perte
ou le vol ainsi que contre la consultation, la communication, la copie, l'utilisation ou la modification non
autorisées. Les organisations doivent protéger les renseignements personnels quelle que soit la forme sous
laquelle ils sont conservés. »
150 C 'E . 77 9 S' .,ONSEfL DE L UROPE, QP.:..f!!.,., note , art. . ecunte
151 Id., art. 9.1.: «Des mesures techniques et d'organisation appropriées doivent être prises pour la protection
des données à caractère personnel traitées conformément à la présente recommandation contre la destruction -
accidentelle ou illicite - et la perte accidentelle, ainsi que contre l'accès, la modification, la communication ou
toute autre forme de traitement non autorisés.
Ces mesures doivent assurer un niveau de sécurité approprié compte tenu, d'une part, de l'état de la technique
et, d'autre part, de la nature sensible des données médicales et de l'évaluation des risques potentiels.
Ces mesures doivent faire l'objet d'un examen périodique. »
152 Id., art. 9.2. : « Afin notamment d'assurer la confidentialité, l'intégrité et l'exactitude des données traitées,
ainsi que la protection des patients, des mesures appropriées devraient être prises visant:
a. à empêcher toute personne non autorisée d'accéder aux installations utilisées pour le traitement de
données à caractère personnel (contrôle à l'entrée des installations);
b. à empêcher que des supports de données puissent être lus, copiés, modifiés ou déplacés par une personne
non autorisée (contrôle des supports de données);
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contrôles à différents niveaux (depuis le contrôle de l'entrée des installations jusqu'au
contrôle du transport des données en passant par le contrôle de la mémoire ou de
disponibilité) qui rassemblent les trois types de protections énoncés par la Loi canadienne
(moyens matériels, administratifs et techniques).
2.2.2.2. La divulgation des données personnelles
Suivant la fonction de la personne qui a besoin d'avoir accès au registre, un juste
niveau de contrôle doit être mis en place afin que les informations nécessaires lui soient
transmises. Pour que la confidentialité des données soit respectée au maximum, la mise en
place de différents paliers d'information doit avoir lieu. Suivant les besoins du chercheur,
l'accès aux renseignements personnels sera limité au strict minimum. Certaines personnes
travailleront donc à partir des données anonymes tandis que les autres pourront avoir un
c. à empêcher l'introduction non autorisée de données dans le système d'information, ainsi que toute prise de
connaissance, toute modification ou tout effacement non autorisés de données à caractère personnel
mémorisées (contrôle de mémoire);
d. à empêcher que des systèmes de traitement automatisé de données puissent être utilisés par des personnes
non autorisées à l'aide d'installations de transmission de données (contrôle de l'utilisation);
e. en vue, d'une part, de l'accès sélectif aux données et, d'autre part, de la sécurité des données médicales, à
assurer que leur traitement soit en règle générale conçu de façon à permettre la séparation:
- des identifiants et des données relatives à l'identité des personnes;
- des données administratives;
- des données médicales;
- des données sociales;
- des données génétiques (contrôle d'accès);
f à garantir qu'il puisse être vérifié et constaté à quelles personnes ou à quels organismes des données à
caractère personnel peuvent être communiquées par des installations de transmission de données (contrôle de
la communication);
g. à garantir qu'il puisse être vérifié et constaté a posteriori qui a eu accès au système et quelles données à
caractère personnel ont été introduites dans le système d'information, à quel moment et par quelle personne
(contrôle de l'introduction);
h. à empêcher que, lors de la communication de données à caractère personnel ainsi que lors du transport de
supports de données, les données puissent être lues, copiées, modifiées ou effacées de façon non autorisée
(contrôle du transport);
i. à sauvegarder les données par la constitution de copies de sécurité (contrôle de disponibilité).
9.3. Les maîtres des fichiers médicaux devraient, conformément au droit interne, établir un règlement
interne approprié dans le respect des principes pertinents de la présente recommandation.
9.4. Si nécessaire, les maîtres des fichiers qui traitent des données médicales devraient désigner une
personne indépendante responsable de la sécurité des systèmes d'information et de la protection des données,
et compétente pour donner des conseils en la matière. »
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accès global aux infonnations. Tous auront accès à des infonnations confidentielles. Mais
dès lors qu'aucune donnée ne pennet d'identifier le participant au registre, la confidentialité
des infonnations est complètement protégée.
La majorité des personnes qui vont avoir accès au registre vont être soumises à un
devoir de confidentialité du fait de leur profession. Mais toutes les personnes qui vont avoir
accès au registre ne sont pas forcément soumises au secret professionnel. Or elles vont
aussi être en contact avec ces données personnelles. Il peut être intéressant de soumettre les
personnes qui ont le contrôle physique du registre (comme les informaticiens ou les
personnes participant à la collecte ou à la saisie des données) à des clauses de
confidentialité dans leur contrat de travail. L'obligation de confidentialité des données sera
de nature contractuelle. Ce contrat est nécessaire afin d'assurer la sécurité de ces
renseignements. Le personnel s'occupant de l'entretien ou du gardiennage des locaux ne
doit pas avoir accès aux infonnations confidentielles.
2.2.2.3. La sauvegarde des données
La sécurité passe aussi par la sauvegarde des données. Une copie de ces
renseignements devrait être déposée en un lieu sûr. L'ENCR propose dans ses lignes
directrices 153 de stocker les données originales et d'utiliser pour travailler des documents
153 ENCR, op. cit., note 7, art. 5.10: «Electronic methods of storage of identifiable, validated and coded data
in cancer registries are now almost universal, but most registries also store original data received on paper,
either in paper form, copied on to microfilm, or image scanned to electronic media. Such material may
include cancer registry notification forms, medical records, copies of pathology reports, copies of death
certificates, etc. It is recommended that the original data be preserved for quality control and research
purposes, in line with the code of good conduct of the International Epidemiological Association for other
research data. The storage of records on paper should be reduced to a minimum for both confidentiality and
practical reasons. Paper records or copies thereof (irrespective of media) are accessible to casual inspection,
and require no special expertise to gain access. Image scanned files which may be password protected, are
thus an exception. Specifie measures for 'paper records' that may be considered include:
(a) Defining who has access to the registry premises.
(b) Defining which members of staff have access to the room where these materials are kept.
(c) Providing lockable storage cabinets in which ail confidential materials should be stored at the end of a
working session.
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informatisés. Les documents papiers devront, quant à eux, être soumis à des mesures
spécifiques de sécurité puisque leur confidentialité est plus difficile à assurer. En effet les
documents papiers sont consultables par tous contrairement aux documents informatiques
qui nécessitent l'utilisation d'un code personnel confidentiel à chaque usager du registre.
Une sauvegarde des données doit être effectuée afin que celles-ci, même en cas de
problème (informatique, par exemple), puissent toujours être retrouvées. De plus, il est
important de conserver les documents originaux afin de permettre une vérification des
données si nécessaire. Dans le cadre d'un registre, les documents originaux sont les
dossiers médicaux des patients. Ces dossiers demeurent la propriété dU médecin ou du
centre de soins. Mais le registraire doit détenir sa propre copie des documents, surtout si les
originaux ne sont pas conservés au même endroit. C'est alors cette copie qui devra être
convenablement conservée dans les locaux du registre.
Certains auteurs pensent tout de même que les législations existantes dans le cadre
de la protection personnelle des données ne sont pas facilement compréhensibles. Et qu'il
est donc difficile pour les non-spécialistes de savoir quelles sont les limites de la loi. C'est
pour cela qu'une bonne information (c'est-à-dire une information qui est compréhensible
par tous) des participants à un registre est nécessaire afin de connaître les droits relatifs à
l'utilisation de ses renseignements personnels154. Le participant doit aussi pouvoir avoir
accès à des moyens de recours s'il estime que la confidentialité de ses données personnelles
n'est pas respectée.
(d) Ensuring that persons not authorized to do so (e.g. cleaning personnel) are not able to scrutinize paper or
other physical records containing confidential data. »
154 D. A. LAWLOR et T. STONE, loc. cit., note 183, p. 1224: «It is unfortunate that this legislation which deals
with public rights of access and control over personal information is written in archaic legalistic language that
most members of the public would find impossible to understand. »
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D'une manière générale, les recherches épidémiologiques peuvent parfois causer
des dommages aux participants mais ces dommages ne sont créés que par le bris de
confidentialité des renseignements personnels contenus notamment dans un registre 155• Les
conséquences peuvent néanmoins être préjudiciables au participant au registre. Il est donc
important que la vie privée d'un patient soit respectée. Pour cela, la confidentialité des
renseignements personnels contenus dans le registre doit être totalement assurée.
2.3. Conclusion
Comme nous l'avons vu dans la première partie de ce chapitre, dans le cadre d'un
registre, le consentement du participant devrait être acquis d'office (même si en l'état actuel
du droit, il reste obligatoire de solliciter et d'obtenir ce consentement) dès lors que l'on
souhaite que le registre soit exhaustif. Lorsqu'un registre a une finalité de santé publique, le
défaut de consentement peut se justifier par le but d'intérêt général. Mais l'exhaustivité
d'un registre est aussi importante dans le cadre de la recherche en santé. Or le
consentement du patient est une façon de respecter son droit au respect de la vie privée. Si
le registraire ne permet pas au participant de faire valoir sa volonté, il semble alors
important que les renseignements personnels concernant le patient soient protégés au
maximum. Il est bien sûr aussi important de protéger ces informations même si le
consentement du patient a été obtenu.
155 A.M. CAPRON, loc. cit., note 140, p. 83S : «Epidemiologie research can also involve the risk of harm, but
it is typically of a different sort. Since, in the most cases, investigators do not intervene physically with the
subject and may not even have direct contact of any sort, physical and psychological injuries are unlikely. Yet
other sorts of harm may occur. First, if data dealing with sensitive matters - either raw data or final results -
can be linked to subjects, they may suffer social harm, such as ostracism or loss of employment. Second, even
when individuals cannot be linked to information that is embarrassing (or worse) , findings that paint an
adverse picture of an entire population may eventuate in harm to that group, either directly or as a result of the
adoption of laws or policies that have a negative impact on the welfare of group members. »
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La confidentialité et la sécurité des données doivent exister dès lors que la recherche
est menée à partir de renseignements personnels. Dans ce cas, elle doit déjà être au
maximum. Dans le cas d'un registre, la confidentialité et la sécurité des données ne
pourront donc pas être accrues, par rapport à une banque de données ne contenant aucune
information confidentielle. Mais il est certain qu'aux yeux du participant, sa vie privée ne
sera alors respectée qu'au travers de l'usage fait de ses renseignements personnels, c'est-à-
dire de la confidentialité et de la sécurité qui entourent ses informations. L'information
délivrée au patient devrait notamment porter sur les mesures prises en vue d'assurer la
protection de la confidentialité des données le concernant, afin de lui montrer comment sera
garanti le respect de sa vie privée.
L'utilisation des renseignements personnels dans un registre doit permettre de
respecter la vie privée de ses participants. La législation en vigueur va dans le sens d'une
meilleure protection des personnes et des droits inhérents à l'être humain. Néanmoins c'est
lors de la conservation des données que le droit au respect de la vie privée prend tout son
sens et qu'il doit être protégé du mieux possible.
Maintenant que nous avons vu les problèmes posés par l'obligation de respecter la
vie privée des participants lors de la création et de l'utilisation normale du registre, il
semble intéressant de voir les problèmes posés par une autre utilisation qui est de plus en
plus répandue d'un même registre: l'utilisation secondaire des données.
III - L'UTILISATION SECONDAIRE DES DONNÉES
L'utilisation secondaire des données, c'est l'utilisation des données recueillies dans
un autre but que celui prévu lors de la récolte initiale des données. Comme nous l'avons vu,
afin de pouvoir utiliser des données nominatives certaines conditions doivent être remplies
et notamment celle de la mention de la finalité de l'utilisation des données. Or parfois on
s'aperçoit que les données que l'on a accumulées peuvent aussi servir à d'autres projets non
prévus initialement. Ces nouvelles recherches peuvent se situer dans la continuité de la
première ou bien poursuivent un autre but nécessitant les mêmes renseignements. Ces
nouvelles recherches peuvent être conduites par la même équipe ou par une autre équipe.
Il peut donc ainsi y avoir une utilisation secondaire des données, lorsqu'on se sert
des données déjà recueillies pour une nouvelle utilisation de ces données. Cela permet de
diminuer le coût du nouveau projet puisqu'il n'y a pas besoin de constituer un nouveau
registre. Cela permet aussi de diminuer le temps de la recherche: une bonne base de
données peut nécessiter plusieurs années de cueillette d'informations afin d'être utilisable.
L'utilisation secondaire des données est donc utile car elle permet une recherche moins
onéreuse et des résultats plus rapides.
Dans certains cas, la base de données qui a été constituée ne pourrait être refaite.
Certains registres sont uniques quant à leur contenu. En effet, mis à part le fait d'obtenir
toutes les autorisations nécessaires et sans compter le temps nécessaire à la constitution
d'un registre ainsi que son coût, certaines personnes déménageront ou décèderont, ce qui
diminuera d'autant le nombre de participants. L'exhaustivité du registre rend le contenu de
ce type de banque de données encore plus irremplaçable.
L'utilisation secondaire des données reste aussi intéressante pour la personne ayant
communiqué ses données personnelles à la recherche. En effet cette personne (et/ou son
médecin traitant lorsque les données proviennent du dossier médical) va passer du temps à
répondre à des questions, ce qui peut être douloureux pour elle. L'utilisation secondaire
76
pennet de ne pas recommencer la même démarche chaque fois qu'un patient accepte que
ses données soient utilisées pour un nouveau projet. De plus, c'est du temps de gagné pour
le médecin et son patient dès lors que les renseignements personnels déjà communiqués
sont réutilisés.
L'utilisation secondaire des données semble être une solution très intéressante
autant pour les chercheurs que pour les médecins et leurs patients. Mais avant de pouvoir
utiliser de nouveau les données précédemment récoltées plusieurs questions doivent être
posées. II faut tout d'abord savoir s'il est nécessaire d'obtenir un nouveau l56 consentement
de la personne à l'utilisation de ses renseignements personnels (3.1.) et ensuite si le
transfert de données peut avoir lieu vers une autre équipe de recherche le cas échéant, dans
le même pays ou à l'étranger (3.2.).
3.1. La nécessité d'un nouveau consentement?
Comme nous l'avons vu dans le chapitre précédent, lors de la mise en banque des
données pour une utilisation à une fin déterminée, le consentement du patient est requis par
la législation en vigueur actuellement au Québec. La personne donne alors son
consentement pour que ses données soient utilisées dans l'unique cadre qu'il lui a été
soumis, pour la recherche qui avait préalablement été déterminée. Ce consentement est
obligatoire dans le cas d'un recueil de renseignements personnels mais nous avons vu que
dans le cas particulier du registre, la volonté de la personne pourrait ne pas être exprimée si
156 En l'état actuel du droit, le consentement du patient à la divulgation de ses données personnelles contenues
dans son dossier médical est obligatoire. Même si nous avons démontré précédemment que pour respecter
l'exhaustivité nécessaire à un registre, la volonté du participant ne pouvait être prise en compte. Nous
parlerons donc dans cette partie d'un nouveau consentement à participer à une banque de données, puisque
celui-ci est légalement obligatoire (sauf dans quelques cas prévus par la loi).
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les conditions que nous avons vu précédemment sont remplies. Or pendant ou après cette
recherche, les chercheurs peuvent vouloir utiliser à nouveau les données du registre pour
une nouvelle finalité. Plusieurs cas sont alors possibles: soit la même équipe, soit une
équipe différente veut effectuer une investigation complémentaire ou une recherche
complètement nouvelle. Lorsqu'une recherche complémentaire effectuée par la même
équipe ou non est envisagée, il est logique de se demander si c'est toujours la même
recherche et donc le même but à atteindre ou si c'est vraiment une nouvelle recherche. La
réponse à cette question permettra de déterminer si un nouveau consentement est ou non
nécessaire. Le fait que ce soit ou non la même équipe qui travaille sur la recherche
complémentaire peut être un élément de présomption concernant la nouveauté de la
recherche.
Dans le cas où il s'agit d'une recherche nouvelle nécessitant la même base de
données, il est nécessaire de savoir si un nouveau consentement doit être demandé aux
personnes ayant participé à la recherche précédente. Pour cela nous devons analyser les
avantages et inconvénients relatifs à la demande d'un nouveau consentement, chaque fois
qu'une nouvelle recherche doit être menée avec des données déjà récoltées sur un projet
précédent.
L'Association Médicale Mondiale, dans sa déclaration sur les principes éthiques à
l'égard des banques de données dans le domaine de la santé, prévoit, dans son article 21,
l'obligation de retourner devant un Comité d'éthique de la recherche qui examinera le
nouveau projet non envisagée lors de la cueillette des données et déterminera alors s'il est
ou non nécessaire de demander à nouveau le consentement du patient:
« Approval from a specially appointed ethical review committee
must be obtained for aIl research using patient data, including for
new research not envisaged at the time the data were collected.
An important consideration for the committee in such cases will
be whether patients should be contacted to obtain consent, or
whether it is acceptable to use the information for the new
purpose without returning to the patient for further consent. The
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committee's decisions must be in accordance with applicable
national law and conform to the requirements of this
statement. »157
Dans cet article de la déclaration, on remarque néanmoins que le choix peut être
laissé au comité d'éthique supervisant le projet de considérer que dans le cas qu'il lui est
présenté, le renouvellement du consentement par le patient n'est pas nécessaire.
Malheureusement la Déclaration de l'Association Médicale Mondiale ne donne aucune
condition à remplir afin d'être exonéré d'un nouveau consentement, mis à part, bien
entendu, l'application des lois nationales.
De plus, cet article n'est justifié par aucune considération qu'elle soit éthique,
morale ou tout simplement juridique. Seule l'application du droit national, qui est exigé par
la déclaration, permet de savoir dans quelles conditions l'exception à la règle d'un nouveau
consentement est acceptable ou non. Le comité d'éthique qui devra se pencher sur ce genre
de décision prendra sa résolution en fonction de ses propres critères afin d'obliger ou non
l'équipe à rechercher la volonté de chaque patient ayant participé à la base de données
nécessaire. Par conséquent, pour deux cas similaires étudiés par deux comités d'éthique
différents les conclusions des comités peuvent diverger.
Il semble donc intéressant d'analyser les arguments pouvant entrer en ligne de
compte lors des discussions d'un comité d'éthique sur la nécessité ou non de demander au
patient de consentir à nouveau à l'utilisation de ses données pour un projet de recherche.
Les conséquences pour le projet de recherche peuvent être importantes. En effet la nécessité
d'un nouveau consentement engendrerait une augmentation du coût et de la durée de la
recherche ainsi qu'une probable diminution de la base de données qui peut avoir des
conséquences sur les résultats de la recherche. Le nouveau projet peut se voir ainsi
157 WORLD MEDICAL ASSOCIATION, WMA declaration on ethical considerations regarding health databases,
Washington, WMA, 2002, art. 21
79
compromis par l'obligation qu'on pourrait lui soumettre de faire à nouveau consentir
chaque participant.
Mais l'article 21 de la Déclaration, du fait de son ton très large, pourrait-il permettre
à un comité d'éthique d'autoriser une recherche sans nécessité d'un nouveau consentement
pour un motif financier? Sinon, le coût de la recherche risque de devenir trop important, or
cette recherche peut être intéressante ou importante à faire. Ou tout simplement un autre
laboratoire d'un autre pays prendrait alors le leadership dans le domaine. Le choix peut
alors devenir politique.
Nous verrons donc, dans un premier temps, les raisons pour lesquelles il semble
nécessaire de faire à nouveau participer le patient en lui demandant son consentement
(3.1.1.). Ces raisons sont essentiellement relatives au droit à la vie privée du patient. Et
dans un deuxième temps, nous pourrons analyser les raisons pour lesquelles le nouveau
consentement semble un obstacle à la recherche (3.1.2.).
3.1.1. Le respect de la vie privée
Comme il a été vu précédemment, chaque nouvelle collecte de données pour une
banque de données peut nécessiter le consentement de la personne dont on recueille les
informations. Cela est notamment justifié par le droit qu'a chaque individu au respect de sa
personne et de sa vie privée. Lorsque le patient consent à l'utilisation des données relatives
à sa santé, il consent à participer à une étude particulière. Ces données doivent donc être
utilisées uniquement dans ce contexte, comme nous l'avons vu dans la partie consacrée au
consentement. Dès lors que ses renseignements personnels sont utilisés pour d'autres fins
que celles consenties, le droit au respect de la vie privée du patient n'est alors plus respecté.
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Or les articles 3158 et 35 du Code civil du Québec nous rappellent que le droit au respect de
sa vie privée est un droit incessible que toute personne possède. Le droit au respect de la vie
privée est un droit inhérent à la personne humaine. Personne ne peut aller à l'encontre de ce
droit, à l'exception du législateur qui peut l'autoriser expressément comme nous l'avons vu
précédemment. Une utilisation secondaire des données ne semble pas possible sans aller à
l'encontre du droit au respect de la vie privée de la personne participant au registre. Or cette
utilisation secondaire peut être simplement plus utile ou totalement impérative lors de
certaines études. Le législateur a pour cette raison prévu quelques aménagements à ce droit.
3.1.1.1. La législation en vigueur
L'article 37 du Code civil du Québec 159 prévoit en effet la possibilité d'une nouvelle
utilisation des données récoltées, sans pour autant porter atteinte aux droits du patient. Cet
article précise qu'un dossier constitué sur une personne ne peut être communiqué à des tiers
sans le consentement de l'intéressé ou l'autorisation de la loi. Dans les mêmes conditions,
le dossier ne peut être utilisé à des fins «incompatibles avec celles de sa constitution ».
L'autorisation de la loi ou de l'intéressé est donc nécessaire à une utilisation
« incompatible» des données avec celle prévue lors de leur cueillette. A contrario, une
utilisation compatible avec le but premier de la création du dossier peut se faire sans que
l'intéressé n' y consente ou que la loi ne l'autorise. Il semble logique de considérer que si le
registre est constitué dans le but de faire une recherche dans le domaine de la santé, une
nouvelle recherche toujours dans le domaine de la santé ne peut pas être une fin totalement
« incompatible» avec le premier but évoqué lors de la cueillette des données. Mais il serait
158 Art. 3 c.c.Q. : «Toute personne est titulaire de droits de la personnalité, tels que le droit à la vie, à
l'inviolabilité et à l'intégrité de sa personne, au respect de son nom, de sa réputation et de sa vie privée.
Ces droits sont incessibles. »
159 Art. 37 c.c.Q. : «Toute personne qui constitue un dossier sur une autre personne doit avoir un intérêt
sérieux et légitime à le faire. Elle ne peut recueillir que les renseignements pertinents à l'objet déclaré du
dossier et elle ne peut, sans le consentement de l'intéressé ou l'autorisation de la loi, les communiquer à des
tiers ou les utiliser à des fins incompatibles avec celles de sa constitution; elle ne peut non plus, dans la
constitution ou l'utilisation du dossier, porter autrement atteinte à la vie privée de l'intéressé ni à sa
réputation. »
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probablement nécessaire de voir de manière plus approfondie si les buts sont ou non
conciliables, car le domaine de la santé reste très large. De plus si l'équipe de recherche
reste la même pour les deux recherches, il n'y a alors pas de communication de données
personnelles à un tiers. L'article 37 du Code civil du Québec permet donc de faire de
nouvelles recherches sans avoir à demander un nouveau consentement aux participants
lorsque deux conditions sont remplies. Tout d'abord il faut que le but de la nouvelle
recherche reste compatible avec le but pour lequel les données ont été recueillies et ensuite
que les données restent au sein de la même équipe de recherche et ne soient donc pas
transférées à une autre équipe. Le Comité d'éthique de la recherche sera alors le juge de la
compatibilité des finalités.
Lorsque le dossier a été constitué, non pas pour une personne (un médecin, par
exemple), mais pour un organisme (un hôpital, par exemple), le transfert à des tiers n'est
opéré que si le dossier est donné à une personne qui n'est pas membre de cet organisme. Le
tiers est d'ailleurs défini comme une « personne étrangère (à une affaire, à un groupe) »160.
Dès lors que le dossier reste au sein de l'organisme et n'est consulté que par des personnes
qui travaillent pour cet organisme, il semble normal de considérer qu'il n'y a alors aucun
transfert de l'information confidentielle à des tiers 161.
Toujours selon l'article 37, dès lors que la loi l'autorise, le contenu des dossiers peut
être divulgué sans que la personne n'y consente. Le consentement de la personne reste
néanmoins le seul moyen d'utiliser des renseignements personnels le plus facilement
possible, mais ce n'est pas toujours le plus évident à mettre en œuvre.
La Loi sur la protection des renseignements personnels et les documents
électroniques reprend l'élément principal de l'article 37 du Code civil du Québec. En effet
la loi énonce aussi que «Les renseignements personnels ne doivent pas être utilisés ou
160 Le Petit Robert, Dictionnaire de la langue française, Paris, 200 l
161 Sous réserve de l'autorisation du directeur de santé publique pour le personnel interne à l'établissement de
soins lorsque les dossiers sont déposés aux archives.
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communiqués à des fins autres que celles auxquelles ils ont été recueillis à moins que la
personne concernée n'y consente ou que la loi ne l'exige» 162. L'utilisation secondaire des
données n'est dans ce cas seulement possible que si la loi l'exige ou si le patient y consent.
Aucun autre cas n'est ici prévu pour permettre une nouvelle utilisation des renseignements
personnels recueillis. La loi ajoute également qu'« On ne doit conserver les
renseignements personnels qu'aussi longtemps que nécessaire pour la réalisation des fins
déterminées ». C'est-à-dire que dès que les renseignements ont permis de remplir le but
pour lequel ils ont été recueillis, les documents devraient être détruits. Une utilisation
secondaire des données devrait alors être impossible si les renseignements récoltés ne
devaient pas être conservés plus longtemps. A moins que cette utilisation ne soit
concomitante à l'utilisation première. Or la loi prévoit dans le même article que les
renseignements personnels peuvent être communiqués à des tiers sous certaines conditions
vues précédemment. L'utilisation secondaire des données personnelles n'est donc possible
que pendant la durée de vie du recueil de renseignements et sous couvert de l'autorisation
de la loi ou de la personne concernée.
L'Énoncé de Politiques des Trois Conseils permet l'utilisation secondaire des
données mais pas n'importe comment. L'examen par un CER du projet de recherche doit
remplir trois critères pour être approuvé: 1) la recherche ne peut se faire sans l'utilisation
de ces renseignements personnels, 2) la vie privée des participants et la confidentialité des
données doivent être respectés et enfin 3) les personnes ne s'opposent pas à une nouvelle
utilisation de leurs données (Règle 3.3). Selon les Trois Conseils, le consentement des
personnes n'est pas obligatoire. C'est leur non-opposition au projet qui doit être démontrée.
Cela passe bien souvent quand même par le consentement du participant.
Pour les Trois Conseils, l'obtention d'un consentement libre et éclairé du participant
au registre n'est pas obligatoire. En effet les CER peuvent l'exiger, seulement s'ils
162 Loi sur la protection des renseignements personnels et les documents électroniques, précitée, note 76,
annexe l, art. 4.5
83
considèrent nécessaire l'obtention de ce consentement (Règle 3.4). D'autres méthodes sont
proposés en complément ou en remplacement du consentement tel que «l'établissement
d'une stratégie adéquate d'information des sujets» et la «consultation avec les
représentants des sujets ayant fourni les données ».
Du fait de la plus grande sensibilité des données médicales, peut-on transposer
directement ces lignes directrices au domaine de la santé ou des restrictions
supplémentaires devraient-elles être appliquées?
A moins que la loi ne l'y autorise, le consentement du participant au registre semble
toutefois nécessaire afin d'utiliser les données recueillies pour un nouveau projet dont le
but peut apparaître incompatible avec les fins pour lesquelles le registre a été créé. Mais à
quel moment le patient doit-il donner son consentement?
3.1.1.2. Le moment du consentement
Au moment de la cueillette des données, le patient peut consentir pour plusieurs
projets. Mais le patient doit rester libre de pouvoir se retirer à tout moment d'un projet, sauf
si ses données ont été rendues anonymes, bien entendu. Si le patient a consenti à plusieurs
projets en même temps qui doivent se réaliser les uns après les autres, doit-il être informé à
chaque mise en route d'un nouveau projet auquel il a consenti afin de pouvoir exercer son
droit de retrait? Néanmoins, dès lors qu'il s'agit d'un registre exhaustif aucun retrait ne
devrait être possible, puisque si patient se retire du registre, celui-ci perd aussitôt son
exhaustivité.
Mais lorsque le registre est utilisé pour la recherche, il ne devrait pas y avoir de
consentement à aucun moment pour que le registre soit exhaustif, malgré l'obligation posée
par la législation en vigueur, comme nous l'avons vu dans le chapitre précédent. Lors de
l'utilisation des données, que ce soit l'utilisation pour laquelle le registre a été créé ou que
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ce soit pour une utilisation secondaire, dès qu'on fait appel à la volonté du participant,
l'exhaustivité du registre n'est plus garantie. Certains auteurs partagent cette opinion:
« It is our considered opinion, and that of our colleagues, that if
explicit consent for sharing data had to be obtained the
completeness and timeliness of reporting would be dangerously
disrupted. Obtaining explicit consent wouId be most difficult for
single consultations - for example for an acute infection - when
the need for a report is often only appreciated sorne time after
collection of the specimen or after initial diagnosis. »163
On peut toutefois utiliser le registre comme une simple banque de données dans ce
cas-là, tous les participants ne sont pas nécessairement inclus. On doit alors demander le
consentement de chaque patient à participer à cette nouvelle recherche avant que celle-ci ne
débute. Dans ces conditions, la demande du consentement ne peut pas avoir lieu pendant la
cueillette des données personnelles afin que le participant ne confonde pas entre les deux
finalités: l'une étant obligatoire et l'autre facultative.
Il semble plus difficile de faire consentir, au moment de la cueillette des données,
un participant à des projets dont on sait pertinemment qu'ils seront mis en place longtemps
après la récolte de ces renseignements personnels. Il reste toutefois possible de demander à
un participant de consentir à plusieurs recherches, en l'informant, de manière claire, de
l'impossibilité de revenir sur sa décision plus tard.
Le consentement du participant n'a a priori pas de date limite d'utilisation, si ce
n'est la fin de la recherche l64. Dès lors que la personne est avertie lors de la cueillette des
données des dates de début de chaque projet auquel elle consent, son consentement devrait
163 C. VERITY et A. NICOLL, lac. cit., note 4, p. 1211
164 Loi sur les services de santé et les services sociaux, art. 14
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être valide pendant toute la durée nécessaire. Il semble donc inutile de redemander à chacun
de consentir à nouveau à l'utilisation des renseignements personnels le concernant.
Si le participant n'a consenti qu'à un seul projet lors de la cueillette des
informations, il est nécessaire de le faire consentir à nouveau (sauf si le nouveau projet
rentre dans le cadre des exceptions prévues par la loi). Le consentement doit alors être
obtenu avant le commencement du nouveau programme d'étude.
Qu'en est-il si cette nouvelle étude se base sur des résultats obtenus précédemment
dans le projet auquel a consenti directement le participant? La personne ayant déjà consenti
à l'utilisation de ses données pour la première recherche, la deuxième recherche doit
pouvoir utiliser les résultats, sur lesquels elle désire se baser, obtenus dans la recherche
précédente. Si le nouveau projet a besoin du précédent pour exister, c'est, en effet, que les
deux projets ne sont probablement pas contradictoires. Une forte présomption favorable au
deuxième projet est donc ainsi acquise. Mais il faut tout de même vérifier que le deuxième
projet reste compatible avec le premier car même si une présomption positive envers le
projet existe, il faut démontrer que l'exigence est respectée. Dès lors que la preuve que la
condition de la compatibilité est remplie, l'article 37 du Code civil du Québec peut
s'appliquer tant qu'il n'y a pas de transfert de données vers un autre organisme.
La communication des données personnelles ne peut se faire qu'à certaines
conditions. Mais dès lors qu'un nouveau consentement des participants à la nouvelle
recherche est exigible, celui-ci risque d'être un obstacle à la mise en œuvre du nouveau
projet.
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3.1.2. Un nouveau consentement: obstacle à la recherche?
Lorsque l'on parle d'utilisation secondaire de données dans le domaine de la santé,
on pense aux problèmes que cela peut poser au regard de la vie privée des participants mais
il faut aussi penser aux conséquences que cela peut avoir dans le domaine médical, c'est-à-
dire aux recherches qui peuvent mener parfois les scientifiques à des avancées, plus ou
moins importantes, sur le sujet. Or chaque avancée dans le domaine de la santé permet,
dans certains cas, à un grand nombre de personnes de connaître un meilleur pronostic de la
maladie, un meilleur traitement, une guérison plus rapide ou moins douloureuse, ou encore
une amélioration de leur état de santé. Chaque découverte dans le domaine de la santé
permet d'aider, en les soignant ou tout simplement en améliorant leur qualité de vie, un
grand nombre d'individus et souvent d'ailleurs des personnes proches des participants aux
registres. Empêcher ou retarder une recherche pouvant être vitale pour certaines personnes
pourrait paraître aux yeux d'autres individus (et notamment aux yeux des patients et de
leurs familles ainsi que des médecins qui s'en occupent) manifester un manque d'humanité.
Pour beaucoup de monde il semble, en effet, primordial d'aider la recherche, aussi longs et
aléatoires puissent être les résultats, et donc de la faciliter par tous les moyens possibles.
Bien entendu, toutes les études qui sont entreprises ne permettent pas toujours de faire des
découvertes fondamentales, mais ces recherches restent néanmoins nécessaires.
Utiliser une base de données déjà existante permet de réduire une recherche du
temps nécessaire à élaborer l'équivalent de la banque de données déjà constituée. Or tout
dépendamment des renseignements nécessaires à la recherche, la constitution d'un registre
peut prendre de quelques mois à quelques années. Pour les cancers, par exemple, un bon
registre ne sera pas utilisable avant vingt ans. Et plus il sera ancien, meilleures seront les
données contenues à l'intérieur car il est alors possible de savoir comment la maladie a
évolué pour chacun des patients, combien sont décédés du fait même de la maladie ou
d'une rechute, combien ont guéri totalement ou partiellement de cette maladie. En effet, sur
des maladies pouvant durer et évoluer pendant quelques années, un registre ne peut pas se
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constituer sur une durée inférieure à la maladie elle-même. Sinon l'évolution même de la
maladie ne pourrait être renseignée, ce qui est nécessaire lorsque le registre est constitué
dans un but de recherche et qui peut aussi être très utile pour donner de meilleures
orientations aux politiques de santé publique. Ces données concrètes sont à la base de
l'étude de la maladie.
En plus de rendre la recherche onéreuse, elle serait souvent impossible à mener à
terme s'il fallait créer une nouvelle base de données chaque fois. Il est en effet difficile de
reconstituer un registre pour chaque nouveau projet, surtout si ce registre nécessite des
années pour recueillir les informations nécessaires à une bonne étude. La seule façon de
permettre à la recherche de se faire et de ne pas entraver la liberté de la recherche est donc
d'utiliser les registres existants. Mais comme nous l'avons vu plus haut, utiliser des
renseignements personnels dans le cadre d'une recherche à laquelle le participant n'a pas
consenti va a priori à l'encontre du respect de sa vie privée.
C'est donc ici le concept d'un « droit à la protection de la santé» 165 qui semblerait
devoir s'appliquer, c'est-à-dire que chaque personne serait détentrice d'un droit à ce que
son état de santé soit le meilleur possible. En effet les registres sont créés dans l'intérêt des
patients et de tous les individus susceptibles de développer un jour la maladie. Ils
165 Ce droit est apparu au milieu du XXème siècle. On le trouve dans le préambule de la Constitution de
l'Organisation Mondiale de la Santé (New York, 1946) : « La possession du meilleur état de santé qu'il est
capable d'atteindre constitue l'un des droits fondamentaux de tout être humain, quelles que soient sa race, sa
religion, ses opinions politiques, sa condition économique ou sociale. ». Ce droit a été énoncé à la même
époque dans la Déclaration universelle des droits de l'homme (ONU, 1948) dans son article 25.1 : « Toute
personne a droit à un niveau de vie suffisant pour assurer sa santé [... ] ».
Ce droit est aussi reconnu par la Charte sociale européenne (Turin, 1961) dans son article Il : « En vue
d'assurer l'exercice effectif du droit à la protection de la santé, les Parties contractantes s'engagent à prendre,
soit directement, soit en coopération avec les organisations publiques et privées, des mesures appropriées
tendant notamment:
1. à éliminer, dans la mesure du possible, les causes d'une santé déficiente;
2. à prévoir des services de consultation et d'éducation pour ce qui concerne l'amélioration de la santé et
le développement du sens de la responsabilité individuelle en matière de santé;
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permettent donc de mettre en place des traitements efficaces. De plus, dans le cadre des
registres en santé publique, des mesures de prévention de la maladie en question peuvent
être prises afin d'améliorer au maximum la santé de chacun. Mais ce «droit à la protection
de la santé» reconnu dans les conventions internationales n'a aucune valeur légale au
Québec. On ne peut donc pas demander son application directe.
La notion de solidarité entre toutes les personnes, malades ou en bonne santé, de la
génération actuelle ou des générations futures, est aussi présente dans la nécessité d'utiliser
à nouveau les données récoltées à d'autres fins. En effet, dès lors que les recherches sont
moins dispendieuses et que les résultats sont connus plus rapidement, l'ensemble de la
population, et non seulement les participants au registre, peut avoir accès à ce nouveau
savoir. Dans un esprit de solidarité avec tous les êtres humains, il semble nécessaire de
permettre une utilisation secondaire des données qui puisse se faire de manière simple et
rapide, car il ne faut pas perdre en efficacité ce qui est gagné par l'utilisation d'une base de
données préexistante.
Pour certains, le consentement ne devrait même pas être demandé à des malades qui
sont plus préoccupés de comprendre ce qui leur arrive et de survivre à une maladie que de
savoir qu'il serait souhaitable qu'ils participent à un registre, même si cela aidera
probablement les générations futures:
«However, requiring specifie consent is neither viable nor
ethical: people given a diagnosis of cancer have too much to
think about to be concerned about the needs of a cancer registry.
But there may be a middle way. »166
3. à prévenir, dans la mesure du possible, les maladies épidémiques, endémiques et autres. »
166 Helen SAUL, « Privacy and Cancer registries in Europe », (2002) 38 European Journal of Cancer 3, p. 3
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Madame Saul considère qu'il n'est pas éthique de demander à une personne à qui on
vient d'annoncer qu'elle a contracté une maladie grave, telle que le cancer, de participer à
un registre. Il semble en effet que le moment opportun pour demander à une personne de
participer à une recherche ne soit pas lors de la déclaration au patient de sa maladie. Mais
pour ce type de maladie, qui se développe sur des périodes d'au moins quelques mois, voire
quelques années, le médecin traitant peut attendre un meilleur moment pour lui demander
son avis pour la participation à un registre.
De plus, le consentement pourrait ne pas être considéré comme valide s'il est acquis
à un moment où le patient est troublé par son état de santé. Mais il ne semble pas pour
autant qu'il faille passer outre le consentement de la personne parce qu'on considère qu'elle
est préoccupée seulement par sa maladie. Dans ces conditions redemander le consentement
d'un patient pour chaque nouvelle recherche peut paraître encore moins éthique. Le
consentement à l'entrée dans le registre reste en l'état actuel du droit obligatoire, et
contrairement à Madame Saul qui pense qu'une solution intermédiaire est nécessaire en
l'espèce, le consentement à la participation à une nouvelle recherche ne semble pas aussi
déontique. D'un point de vue éthique, il devrait être possible de s'en affranchir pour
permettre aux patients de ne pas être trop importunés et de leur laisser vivre leur maladie,
tout en préservant la possibilité de faire de la recherche et donc de participer à aider les
autres victimes actuelles ou futures de cette maladie.
Un juste milieu doit être trouvé, cela pourrait être de prévenir la personne que ses
données sont utilisées dans une nouvelle recherche. Dans ce cas-là on peut supposer que la
personne qui n'a pas envie de participer à cette nouvelle recherche peut se retirer. Quel en
serait la conséquence pour la recherche? Peut-être que certains verraient ici une meilleure
transparence de la recherche et apprécieraient le geste qui leur donnerait une plus grande
confiance dans la recherche. Peut-être qu'il y aurait beaucoup de défection et que les
nouvelles recherches ne pourraient se poursuivre.
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Si un nouveau consentement est nécessaire, jusqu'où faut-il aller pour l'obtenir. En
effet, si des participants ont déménagé sans donner leurs nouvelles coordonnées au
responsable du registre, comment fait-on pour retrouver ces personnes? Ou bien doit-on
considérer que l'obligation d'informer de tout changement d'adresse revient au patient?
Retracer chaque personne demande beaucoup de temps. Dans le cas où on ne retrouverait
pas la personne, il est nécessaire de savoir avant si les renseignements personnels qui la
concernent doivent être retirés du registre pour de futures recherches ou si au contraire son
consentement est considéré comme de facto acquis. Une présomption de volonté de
participer à toute sorte de recherche s'attacherait alors à la personne qui ne peut plus être
joignable. Le droit à la vie privée serait-il complètement respecté dans ce cas-là?
De même si le participant au registre décède, qu'advient-il de ses renseignements
personnels récoltés pour le registre? Ses proches (descendants, ascendants ou collatéraux)
deviennent-ils aussi légataires de son consentement à une nouvelle recherche? Et dans ce
cas ont-ils le droit d'aller à l'encontre de la volonté de la personne décédée, que ce soit dans
le but de la faire participer à de nouveaux projets qu'elle n'aurait pas accepté ou que ce soit,
à l'inverse, pour refuser toute nouvelle participation à d'autres recherches alors que la
personne l'avait elle-même souhaité? Le respect de la vie privée du participant n'est alors
plus un problème. Mais le défunt ne garde-t-il pas quand même un droit à sa réputation, à
sa mémoire? De plus le registre peut, peut-être aussi, affecter le droit au respect de la vie
pri vée des proches de l'ancien patient.
Il semble donc aussi nécessaire dans ces deux cas-ci de concilier le droit au respect
de la vie privée des personnes dont les données personnelles ont été recueillies dans le
registre et leur volonté présumée de participer à tout type de recherche, avec la nécessité
d'avoir un maximum de personnes dans un registre pour permettre de faire des études
significatives qui pourront bénéficier à l'ensemble de la population future. Le Comité
d'éthique sera probablement encore une fois le meilleur juge pour savoir comment concilier
au mieux les différents intérêts en jeu.
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Malgré le besoin impérieux de l'utilisation secondaire des données, il est nécessaire
de garantir le mieux possible le droit au respect de la vie privée des participants au registre.
Comme nous l'avons vu précédemment, ce droit est incessible. Or l'opinion publique
considère de plus en plus être détentrice d'un «droit à la protection de la santé» : la
population des pays industrialisés considère presque le fait d'être en bonne santé comme un
dû plutôt que comme un privilège. Mais ni le législateur québécois ni- le législateur
canadien n'ont élevé au rang de droit ce nouveau concept de « droit à la protection de la
santé ». Il y a donc au niveau juridique une supériorité du droit au respect de la vie privée
sur les nouveaux concepts voulant ériger en droit fondamental la santé de l'individu.
Afin de concilier ce droit avec la nécessité de faire avancer les progrès de la
médecine, des règles doivent être posées quant à la nécessité de demander un nouveau
consentement à ces patients. Comme nous venons de le voir, il n'est pas toujours possible
d'exiger que chaque personne approuve à nouveau l'utilisation des données la concernant.
Et cette méthode aurait probablement des conséquences plus négatives que positives sur les
participants, la recherche et la santé d'une manière générale. L'inverse, c'est-à-dire ne
jamais demander un nouveau consentement, ne parait pas être non plus la meilleure
solution. En effet, les patients pourraient perdre la confiance qu'ils ont en leur médecin et
refuser par là même toute participation à de futures recherches, que ce soit ou non au
moyen d'un registre, ce qui pourrait aussi avoir des conséquences sur la recherche et la
santé d'une manière générale. Il semble donc nécessaire de trouver une solution
intermédiaire, où dans certaines conditions préalablement définies, il y aurait ou non
nécessité d'un nouveau consentement. Le seul cas qui impose obligatoirement un nouveau
consentement aux participants est lorsque le nouveau projet sollicitant l'utilisation des
données a un but incompatible avec celui exprimé lors de la cueillette des données. En effet
dans ce cas-là, on ne respecterait pas la volonté du participant si on le faisait participer
d'office à ce genre de projet. Son consentement ne peut pas être présumé: le nouveau
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projet étant très différent du projet qui avait été accepté par le participant. Et faire de la
recherche dans ces conditions là, nuirait à plus ou moins long terme, non seulement aux
participants qui n'auraient pas donné leur accord explicite, mais à la recherche elle-même.
A partir de quel moment un but devient inconciliable avec un autre? C'est au Comité
d'éthique qu'il revient d'en décider. La communication à des tiers de renseignements
personnels reste tout à fait concevable lorsque les buts des deux projets sont compatibles
entre eux. Malgré tout, cet échange de données personnelles doit se faire en respectant
certaines conditions que nous allons voir maintenant.
Afin de respecter au mieux la vie privée du patient, il est important de l'informer de
cette possibilité lors de la cueillette des informations et de lui indiquer l'existence du droit
de retrait dont il peut se servir à tout moment, sauf bien entendu sur une recherche dont les
résultats ont déjà fait l'objet d'une communication ainsi que sur les données contenues dans
un registre présentant un caractère obligatoire. Les patients pourraient tout à fait choisir dès
le début de ne consentir que pour un seul projet. Leur permettre de ne se décider de
participer à une nouvelle recherche qu'au début de celle-ci ne semble pas être une bonne
solution car elle revient finalement à rechercher le consentement de chaque participant dès
lors qu'un nouveau projet veut être mis en œuvre.
Les données peuvent être utilisées par une nouvelle équipe. Pour cela celles-ci
doivent leur être transférées.
3.2. Le transfert des données : flux interne ou transfrontière
Le transfert de données d'un registre peut avoir lieu vers un autre registre ou vers
une banque de données ordinaire. Dans les deux cas, la banque de données qui reçoit les
informations n'a pas forcément des critères d'inclusion plus large que ceux du registre
divulguant les données: seulement une fraction des renseignements personnels contenus
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dans le registre d'origine peuvent être communiqués. Les critères d'inclusion d'un patient
peuvent en effet se recouper. Dans le cas d'un transfert vers une banque de données
ordinaire, tous les cas de patients répondant aux critères d'inclusion de la banque ne seront
pas obligatoirement transférés puisque l'exhaustivité n'est alors pas nécessaire.
Comme nous venons de le voir, les registres, alors qu'ils sont constitués dans un but
précis, peuvent servir à d'autres fins. Lors de la deuxième utilisation des données, il est
possible que celles-ci soient utilisées par des personnes différentes de celles qui en ont fait
la première utilisation. Il y a donc un transfert des données d'une personne ou d'un groupe
de personnes à un autre. Ce transfert peut avoir lieu vers une autre équipe de recherche dans
le même pays mais aussi vers un autre pays. Depuis quelques années, ces flux de données
font l'objet de réglementation. Celle-ci est essentiellement relative aux flux de données
transfrontières du fait du plus grand nombre de problèmes que pose ce genre d'activité. En
effet, lorsque le transfert de renseignements personnels se fait entre deux banques de
données du même pays167, la législation en vigueur est strictement la même, ce qui n'est
pas forcément le cas lorsque le transfert à lieu entre deux pays différents.
Cette réglementation s'est essentiellement développée en Europe. Cela n'a
d'ailleurs rien de surprenant du fait de la liberté de circulation des personnes et des
marchandises qui y règne. Les flux transfrontaliers de données à caractère personnel sont
considérés par les instances européennes comme nécessaires au développement du
commerce international. En Europe, la Directive 95/46/CE relative à la protection des
personnes physiques à l'égard du traitement des données à caractère personnel et à la
libre circulation de ces données168 ainsi que la Convention nO 108 du Conseil de l'Europe
pour la protection des personnes à l'égard du traitement automatisé des données à
167 Dans le cas d'un Etat fédéral où la compétence dans ce domaine est provinciale, on remplacera le mot
« pays» par le mot «province », puisque la législation pourra alors différer au sein du même pays (mais
restera identique pour toute la province).
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caractère personneZ I69 régissent le problème des flux transfrontières de données
personnelles. Ces documents ne sont pas spécifiques aux données médicales mais sont
beaucoup plus généraux.
Ces règles européennes ne sont bien évidemment pas contraignantes au Canada.
Certaines d'entre elles peuvent néanmoins s'appliquer si le transfert de données a lieu avec
un pays européen. Mais la vocation de ces règles à être applicables dans plusieurs États en
font un bon exemple de ce qui pourrait être mis en place au Canada. Ces documents n'ont
pas tous la même force juridique: certains ne sont que des conventions internationales
n'ayant aucune force obligatoire alors que d'autres, après ou non transposition dans la
législation nationale, ont force de loi. De plus la quasi-inexistence de règles fédérales ou
provinciales sur le sujet nécessite l'étude des règles applicables dans d'autres pays ou
groupes de pays.
Que ce soit un flux interne ou un flux transfrontière des données, les problèmes
restent sensiblement les mêmes. Lors d'un flux transfrontière, il est néanmoins important de
connaître la législation applicable en la matière dans les deux pays. En effet, le transfert
n'est souvent possible que dans la mesure où le pays qui recevra les données est doté d'une
législation adéquate en matière de protection de données à caractère personnel. On retrouve
cette condition dès le préambule de la Directive européenne 95/46/CE170• Mais la directive
168 Directive 95/46/CE du Parlement européen et du Conseil, du 24 octobre 1995, relative à la protection des
personnes physiques à l'égard du traitement des données à caractère personnel et à la libre circulation de ces
données, JO L281 du 23 novembre 1995, p 31, Préambule (56)
169 CONSEIL DE L'EuROPE, Convention n° 108 pour la protection des personnes à l'égard du traitement
automatisé des données à caractère personnel, Strasbourg, 28 janvier 1981
170 Directive 95/46/CE du Parlement européen et du Conseil, du 24 octobre 1995, relative à la protection des
personnes physiques à l'égard du traitement des données à caractère personnel et à la libre circulation de ces
données, précitée, note 168 :
«(56) considérant que des flux transfrontaliers de données à caractère personnel sont nécessaires au
développement du commerce international; que la protection des personnes garantie dans la Communauté par
la présente directive ne s'oppose pas aux transferts de données à caractère personnel vers des pays tiers
assurant un niveau de protection adéquat; que le caractère adéquat du niveau de protection offert par un pays
tiers doit s'apprécier au regard de toutes les circonstances relatives à un transfert ou à une catégorie de
transferts;
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prévoit tout de même une exception à cette interdiction de transfert en cas de législation
insuffisante:
« (58) considérant que des exceptions à cette interdiction doivent
pouvoir être prévues dans certaines circonstances lorsque la
personne concernée a donné son consentement, lorsque le
transfert est nécessaire dans le contexte d'un contrat ou d'une
action en justice, lorsque la sauvegarde d'un intérêt public
important l'exige, par exemple en cas d'échanges internationaux
de données entre les administrations fiscales ou douanières ou
entre les services compétents en matière de sécurité sociale, ou
lorsque le transfert est effectué à partir d'un registre établi par la
loi et destiné à être consulté par le public ou par des personnes
ayant un intérêt légitime; que, dans ce cas, un tel transfert ne
devrait pas porter sur la totalité des données ni sur des catégories
de données contenues dans ce registre; que, lorsqu'un registre est
destiné à être consulté par des personnes qui ont un intérêt
légitime, le transfert ne devrait pouvoir être effectué qu'à la
demande de ces personnes ou lorsqu'elles en sont les
destinataires; »
Pour la plupart, ces exceptions ne concernent pas directement le cas des registres
médicaux. Mais on peut quand même noter que la première exception est facilement
envisageable, surtout s'il on estime qu'un nouveau consentement est nécessaire à
l'utilisation des données. On peut alors demander à la personne de consentir à deux choses
en même temps: la nouvelle utilisation de ces données personnelles et cette utilisation peut
être faite dans un pays tiers.
La Directive évoque aussi le cas du registre créé par la loi et destiné à être consulté
par certaines personnes bien définies: un transfert peut être effectué à la demande des
personnes qui ont un intérêt légitime. Dans le cadre de recherche concernant la santé,
l'intérêt légitime des chercheurs est facilement justifiable, dès lors que les données en
question sont nécessaires. Néanmoins, dans ce cas là, la Directive prévoit deux restrictions
(57) considérant, en revanche, que, lorsqu'un pays tiers n'offre pas un niveau de protection adéquat, le
transfert de données à caractère personnel vers ce pays doit être interdit; »
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au transfert de données: le transfert ne peut être que partiel et une demande doit être faite
par la personne ayant un intérêt légitime. Ces limitations sont nécessaires puisqu'on se
trouve dans le cas où la législation du pays receveur des données est insuffisante. Il est
donc nécessaire de protéger les renseignements en encadrant les exceptions. La première
restriction peut toutefois poser quelques problèmes: quelles seront les données qui seront
transférées et celles qui ne le seront pas ? La Directive ne distingue pas différentes
catégories de données qui pourraient ou non être partagées avec un autre pays. Les
renseignements permettant l'identification du patient ne sont pas, par exemple, exclus par la
Directive. L'application de la Directive pourra donc être très différente suivant
l'interprétation qui en sera faite.
Dans le cas d'un transfert de données quel qu'il soit, il est nécessaire de pouvoir
être autorisé à accéder aux données du registre (3.2.1.) sans toutefois mettre de côté les
règles concernant la confidentialité de ces informations sensibles (3.2.2.).
3.2.1. L'accès autorisé aux données
Après le transfert des données, celles-ci doivent être utilisées dans un but conforme
à la finalité initiale pour laquelle les données ont été collectées l7l , à moins que le
participant ne consente à une utilisation à des fins différentes de ses renseignements
personnels. L'accès aux informations doit néanmoins être limité aux personnes nécessaires.
171 CONSEIL DE L'EuROPE, op. cit., note 77, art 11.5: « Sauf en cas d'urgence ou de transfert accepté par la
personne concernée après information, lorsque des données médicales sont transférées d'un pays à un autre,
des mesures appropriées devraient être prises pour assurer leur protection, en particulier:
a) le responsable du transfert devrait indiquer au destinataire les finalités déterminées et légitimes pour
lesquelles les données ont été initialement collectées, ainsi que les personnes ou organismes auxquels
elles peuvent être communiquées;
sauf si le droit interne en dispose autrement, le destinataire devrait s'engager auprès du responsable du
transfert à respecter les finalités déterminées et légitimes reconnues, et à ne pas communiquer ces données à
des personnes ou organismes autres que ceux indiqués par le responsable du transfert. »
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Dès lors que les renseignements confidentiels sortent du registre pour lequel ils ont été
réunis, leur divulgation doit respecter certaines conditions.
3.2.1.1. L'équivalence des législations
Comme nous l'avons vu précédemment172, lors d'un transfert de données à
l'intérieur d'un même pays, la législation applicable en matière de droit au respect de la vie
privée est en vigueur pour les deux banques de données qui procéderont à l'échange
d'informations confidentielles. En revanche, dès lors qu'il y a un flux transfrontière, il peut
y avoir des problèmes si les législations en vigueur dans chacun des deux pays diffèrent.
L'ONU a émis des Principes directeurs pour la réglementation des fichiers
informatisés contenant des données à caractère personnel dès 1990. Son article 9 est
consacré aux flux transfrontières de données 173. Le point essentiel est ici la protection de la
vie privée du participant au registre. La législation de l'Etat receveur des données doit
présenter des garanties comparables, en matière de vie privée, à l'Etat fournisseur des
données. Si tel est le cas, le transfert devrait se faire sans problème. Mais cette
réglementation onusienne n'est qu'une déclaration de principes n'ayant pas force de loi.
Ces règles ne sont que des guides à l'intention des pays voulant créer des législations sur le
sujet. Dans ces conditions, il est essentiel, comme c'est effectivement le cas ici, que le
principe reste large et donc peu détaillé. L'ONU n'évoque le problème des transferts de
données que dans un seul article, pour n'en donner donc qu'un grand principe relatif au
respect de la vie privée. Ce droit reste au cœur de la problématique relative aux registres et
les flux des données qui y sont contenus ne font pas exception à la règle.
172 Supra, p. 92
173 ONU, Principes directeurs pour la réglementation des fichiers informatisés contenant des données à
caractère personnel, Résolution 45-95 du 14 décembre 1990, art. 9: «Lorsque la législation de deux ou
plusieurs pays, concernés par un flux transfrontières de données, présente des garanties comparables au regard
de la protection de la vie privée, les informations doivent pouvoir circuler aussi librement qu'à l'intérieur de
chacun des territoires concernés. En l'absence de garanties comparables, des limitations à cette circulation ne
peuvent être imposées indûment et seulement dans la stricte mesure où la protection de la vie privée l'exige. »
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Dans les pays de l'Union Européenne, la directive 95/46/CE met en place une
réglementation «relative à la protection des personnes physiques à l'égard du traitement
des données à caractère personnel et à la libre circulation de ces données» qui harmonise,
notamment au sein des pays membres de l'Union, la législation relative à la protection de la
vie privée des personnes participant à un registre 174. Pour un transfert de données entre
deux pays de l'Union Européenne, aucun problème ne devrait survenir quant à remplir les
conditions de «garanties comparables au regard de la protection de la vie privée ». La
directive devant être transposée dans tous les pays de l'Union Européenne, chaque pays
doit avoir transposé la directive ou avoir une législation proposant une protection du droit
au respect de la vie privée équivalente. Chaque pays de l'Union Européenne doit donc
proposer des garanties comparables à son voisin. Le transfert de renseignements personnels
doit donc pouvoir être effectué dans le respect du droit national et de la directive
européenne.
L'équivalence des législations est nécessaire au transfert de renseignements
personnels d'un pays à un autre, afin que la vie privée des participants au registre soit
respectée. La conformité du pays receveur des données à cette règle est nécessaire pour
permettre de garantir un niveau de protection équivalent à ce qui a été garanti aux patients
lors de la cueillette des données. Tout en respectant cette règle, les transferts de données ne
doivent pas être restreints car leur utilisation est nécessaire pour toutes les raisons évoquées
précédemment175.
3.2.1.2. La nécessité des transferts
Les transferts de données doivent avoir lieu afin de faire progresser la recherche
scientifique, ce qui peut avoir des conséquences sur une meilleure protection de la santé.
174 Directive 95/46/CE du Parlement européen et du Conseil, du 24 octobre 1995, relative à la protection des
personnes physiques à l'égard du traitement des données à caractère personnel et à la libre circulation de ces
données, précitée, note 168 , P 31
175 Supra, p. 75 et suiv.
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Cette nécessité ne peut pas se faire à n'importe quel prix. Mais à l'inverse, il est important
de pouvoir permettre ces flux entre différents pays. Pour cela, il ne faut pas que les
conditions de transfert soient trop restrictives.
En Europe, il existe déjà depuis 1981 une Convention pour la protection des
personnes à l'égard du traitement automatisé des données à caractère personnel176 qui
consacre son chapitre 3 aux flux transfrontières de données. La Convention énonce dans
son article 2 qu'« Une Partie ne peut pas, aux seules fins de la protection de la vie privée,
interdire ou soumettre à une autorisation spéciale les flux transfrontières de données à
caractère personnel à destination du territoire d'une autre Partie ». La protection de la vie
privée n'est donc pas une raison valable pour ne pas transmettre certaines données à un
pays tiers. Comme nous l'avons vu précédemment il est toujours possible de soumettre
l'organisme receveur des données à une réglementation contractuelle protectrice de la vie
privée si la législation en vigueur dans le pays n'est pas suffisante.
La Convention accepte néanmoins deux exceptions (art. 3) qui permettent de refuser
ou de soumettre à autorisation le flux de données personnelles. La première exception
expose que dans le cas de certaines catégories de données, leur nature permet à l'Etat de
légiférer sur le transfert de ces données. La nature des données n'étant pas précisée, il
semble donc logique de penser que les données médicales, du fait de leur caractère
particulièrement sensible, peuvent être soumises à une législation spécifique. La législation
spécifique ayant priorité sur la législation générale, c'est donc la première qui s'applique au
détriment de la deuxième. Mais l'exception relative à la catégorie de données ne peut être
acceptée si le pays tiers permet une protection équivalente des données. La seconde
exception sert à éviter que pour contourner une interdiction de transfert de données vers un
pays, les renseignements personnels transitent par un pays tiers. Dans ce cas-là, la
protection de la vie privée risque d'être moins élevée que dans le registre d'origine. Or
lorsque le participant a consenti à ce que des renseignements personnels le concernant soit
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recueillis, il Y a consenti à la condition que sa vie privée soit respectée par une bonne
protection des données récoltées. Passer par un troisième pays pour contourner une
interdiction ou une demande d'autorisation risque de perturber la protection des
renseignements personnels et serait par là même susceptible de perturber la vie privée du
participant au registre.
L'accès à des données personnelles contenues dans un registre doit être possible dès
lors que certaines conditions relatives notamment à la protection de la vie privée sont
remplies. En effet, il ne peut y avoir de transfert si le niveau de protection offert par
l'organisme receveur, que ce soit du fait de la législation du pays dans lequel il est ou du
fait de contrat passé entre les deux registres, n'est pas au moins équivalent à celui du
registre ayant recueilli les renseignements personnels.
L'accès aux données est limité à l'organisme en ayant fait la demande. L'organisme
receveur des renseignements personnels ne peut pas transmettre à nouveau les données
qu'il a reçues à un autre organisme. Sauf si cette possibilité a été prévue dès le premier
transfert de données177. Lorsque les renseignements personnels sont donnés à un autre
organisme, même s'il remplit les conditions relatives au respect de la vie privée, on ne peut
pas être sûr qu'il va respecter ses engagements. La possibilité d'un bris de confidentialité
augmente avec le nombre de personnes ayant connaissance de l'information.
176 CONSEIL DE L'EuROPE, op. cit., note 169
177 CONSEIL DE L'EuROPE, op. cit., note 77, art. 11.5
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3.2.2. La confidentialité
Lorsque l'accès aux données est autorisé et que le transfert a lieu, il est important de
conserver la confidentialité de ces données pendant la durée du transfert ainsi qu'après le
transfert, c'est-à-dire lors de l'utilisation des données par la nouvelle équipe de recherche.
Comme nous l'avons vu précédemment178, la confidentialité des données
personnelles est à la base du bon fonctionnement d'un registre. Or cette confidentialité ne
doit pas s'arrêter lorsque les données sortent du registre. La confidentialité des notes
contenant des renseignements confidentiels doit être protégée pendant toute la durée de leur
existence. En effet, s'il n'y avait plus de confidentialité lorsqu'on transfère des
renseignements personnels, la confidentialité à l'intérieur du registre n'aurait alors plus
qu'une utilité réduite. Dès lors, la confidentialité des données dans le registre est aussi
importante que la confidentialité lors du transfert de ces renseignements personnels à un
nouveau registre ainsi que pendant l'exploitation et l'existence de la nouvelle base de
données.
La nécessité de conserver un degré de confidentialité élevé lors du flux de
renseignements personnels se retrouve dans divers documents européens, que ce soit des
documents généraux sur le traitement des données personnelles ou bien que ce soit des
documents plus spécialisés sur les données médicales.
3.2.2.1. Les mesures générales
Le Conseil de l'Europe énonce, par exemple, dans son Protocole additionnel à la
Convention pour la protection des personnes à l'égard du traitement automatisé des
données à caractère personnel, concernant les autorités de contrôle et les flux
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transfrontières de données, dès le préambule, la nécessité de protéger le droit au respect de
la vie privée lors des flux de renseignements personnels l79 :
«Considérant l'importance de la circulation de l'information
entre les peuples;
Considérant que, avec l'intensification des échanges de données
à caractère personnel à travers les frontières, il est nécessaire
d'assurer la protection effective des droits de l'homme et des
libertés fondamentales, et, notamment du droit au respect de la
vie privée, en relation avec de tels échanges ».
Cette nécessité de respecter les droits de l'homme, et notamment le droit au respect
de la vie privée, est majeure lors des flux de données personnelles. En effet, les
renseignements qui ont été récoltés, contenant des informations confidentielles sur la santé
d'une personne, vont maintenant être connus dans un autre pays. D'une façon générale,
plus il y a de personnes qui connaissent l'information, plus il y a de chance qu'elle soit
divulguée. Si l'on ajoute à cela des personnes étrangères, qui n'ont pas forcément toujours
la même conception de la confidentialité ou du secret professionnel, le risque de
divulgation se multiplie. Il est donc important que les règles concernant la confidentialité
soient les mêmes pour tous.
3.2.2.2. L'équivalence des règles
Lors du transfert des données et notamment lors d'un transfert de ces données dans
un autre pays, la protection de la confidentialité des données doit subsister. Elle ne peut pas
être inférieure à celle existant antérieurement. Selon le Centre International de Recherche
sur le Cancer, en ce qui concerne les règles relatives à la confidentialité, lors d'un transfert
les données devraient au moins être soumises aux mêmes règles que dans le registre
178 Supra, p. 61
179 CONSEIL DE L'EuROPE, Protocole additionnel à la Convention pour la protection des personnes à l'égard du
traitement automatisé des données à caractère personnel, concernant les autorités de contrôle et les flux
transfrontières de données, Strasbourg, Conseil de l'Europe, 8 novembre 2001, Préambule
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d'origine180• Après le transfert, les personnes ayant récupéré le registre ne peuvent pas
appliquer des règles de confidentialité moins contraignantes que les règles qui existaient
dans le registre d'où les données sont tirées. Cette règle est nécessaire afin de respecter le
droit au respect de la vie privée des individus ayant participé à la recherche. Cette nécessité
d'avoir une législation au moins équivalente concernant la vie privée est confirmée par la
recommandation du Conseil de l'Europe relative à la protection des données médicales181.
Cette recommandation précise néanmoins que des exceptions à cette règle
d'équivalence législative peuvent exister dans deux cas limitativement énoncés182. La
première exception nécessite deux conditions à remplir: le participant à la recherche ne
peut pas exprimer son consentement sur le transfert de ses données et des mesures ont été
prises pour pallier le manque de législation en matière de confidentialité. Dans ce cas-là, il
a donc été pris des mesures propres au nouveau registre afin d'accueillir les renseignements
provenant d'un autre registre. Mais l'existence de règles de confidentialité au moins
équivalente à celles existant dans le registre d'origine ne suffit pas à permettre le transfert
des données. En effet il doit être procédé à la recherche du consentement du participant à la
recherche afin de connaître l'avis de cette personne, sauf si cette personne ne peut être
retracée. Trois cas sont alors envisageables. Dans le premier cas la personne refuse le
180 ENCR, op. cit., note 7, art. 6.6
181 CONSEIL DE L'EUROPE, op. cit.. note 77 :
Art. 11.2 : «Les flux transfrontières de données médicales vers un État ayant ratifié la Convention pour la
protection des personnes à l'égard du traitement automatisé des données à caractère personnel, et disposant
d'une législation qui assure une protection des données médicales pour le moins équivalente, ne devraient pas
être soumis à des conditions particulières de protection de la vie privée. »
Art. 11.3. «Lorsque la protection des données médicales peut être considérée comme étant en harmonie avec
le principe de la protection équivalente énoncé dans ladite convention, il ne devrait pas y avoir de limitation
aux flux transfrontières de données médicales vers un État n'ayant pas ratifié la convention, mais assurant une
protection conforme aux principes de ladite convention et de la présente recommandation. »
182 Id., Art. Il.4. : «A moins que le droit interne n'en dispose autrement, les flux transfrontières de données
médicales vers un État n'assurant pas une protection conforme à ladite convention et à la présente
recommandation ne devraient en règle générale pas intervenir, à moins:
a) que des mesures nécessaires, y compri's de nature contractuelle, au respect des principes de la
convention et de la présente recommandation n'aient été prises et que la personne concernée n'ait la
possibilité de s'opposer au transfert; ou
b) que la personne concernée n'ait donné son consentement. »
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transfert de ses données personnelles; il n'y aura alors aucun transfert possible. Dans le
deuxième cas la personne est introuvable ou décédée ; le transfert pourra alors avoir lieu.
Dans le troisième cas, la personne consent au transfert des renseignements personnels à la
concernant dans une autre banque de donnée ; c'est alors la deuxième exception qui
s'applique. La deuxième exception est en effet effective lorsque le participant a donné son
consentement. La recommandation ne précise pas le moment de ce nouveau consentement.
Lors d'un transfert de données dans le même pays, le risque de bris de
confidentialité est généralement moins élevé du fait de l'existence de règles nationales sur
le sujet. Lorsque les règles de confidentialité du registre sont de nature législative, elles
s'appliqueront partout dans le pays. Mais si ces règles ont pour origine un organisme
subventionnaire, le problème est différent. En effet, lorsque la nouvelle recherche ne
dépend pas nécessairement du même organisme subventionnaire, ce nouvel organisme va
imposer ses propres principes, qui peuvent différer des principes énoncés par le premier
organisme subventionnaire. Le Comité d'éthique devra donc se pencher sur la question de
savoir si la confidentialité est bien respectée lors de l'utilisation secondaire des
renseignements personnels.
Pour la majorité des pays en voie de développement, leurs lois concernant la
confidentialité des données n'offrent pas la garantie d'une protection équivalente aux lois
des pays développés. Or il est aussi important de permettre à ces pays de participer aux
recherches faites dans le domaine de la santé. Selon D. Lawlor et T. Stone, les pays
développés doivent venir en aide aux pays en voie de développement afin qu'ils participent
aux progrès de la communauté internationale grâce notamment aux registres médicaux l83 .
183 Debbie A. LAWLOR et Tracey STONE, « Public Health and data protection: An inevitable collision or
potential for a meeting of minds ? », (2001) 30 International Journal of Epidemiology 1221, p. 1224: « Many
developing countries do not have clear data protection legislation and it is important that governments in
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Afin de faire respecter la confidentialité lors du transfert puis lors de l'utilisation des
données dans le nouveau registre, la protection de ces données ne doit pas être négligée.
Les mesures de sécurité mises en place doivent être au moins équivalentes au système
existant dans le registre d'origine.
3.3. Conclusion
L'utilisation secondaire des données est utile car elle permet une meilleure
utilisation des registres qui sont conçus dans un but de recherche. Cette nouvelle utilisation
des renseignements personnels doit néanmoins respecter certains principes dont celui du
droit à la vie privée.
L'obligation juridique d'un consentement à la nouvelle utilisation de ces
informations se heurte à de nouveaux concepts prônant la solidarité ou encore le « droit à la
protection de la vie privée ». Ces notions n'ont aucune base législative. Et même si
l'avancée des sciences, notamment dans le domaine médical, est généralement jugée
primordiale, le droit au respect de la vie privée reste une obligation, à moins, bien entendu,
d'une disposition législative contraire. Néanmoins, il reste possible, dans le cas très limité
de l'article 37 du Code civil du Québec, de permettre l'utilisation des renseignements
personnels sans le consentement de la personne. Dans les autres cas, le consentement est
alors obligatoire, au prix de la recherche. Pourtant une solution existe: le Comité d'éthique
developed countries ensure that effort is made to support necessary research in developing countries should
apply equally in developing countries but the European Data Protection Act should not be used to support a
stance that excludes developing countries from participating in the global research agenda. »
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qui doit rendre son avis sur le projet de recherche pourrait être le garant du respect du droit
à la vie privée, sans nécessairement rendre obligatoire le consentement du participant.
En l'état actuel du droit, le consentement à l'utilisation secondaire des données est
obligatoire sauf dans les cas où l'article 37 du Code civil du Québec s'applique. Au
Québec, dès lors qu'il y a un transfert de données, le consentement du participant devient
alors, dans ce cas-là aussi, obligatoire184, contrairement à ce que le Conseil de l'Europe
préconise185.
Lors de l'utilisation secondaire, les renseignements personnels peuvent être
transférés à une autre banque de données. Lorsque cet échange a lieu entre deux pays
différents, il peut y avoir un problème. En effet, les législations entre ces deux pays
doivent être compatibles afin de pouvoir respecter la confidentialité des renseignements qui
sont communiqués.
Le droit au respect de la vie privée doit être maintenu même si les renseignements
personnels sont transférés dans un autre pays. Ce droit passe alors par le respect de la
confidentialité des données. Le registre d'origine garantit une conservation des
informations dans le respect de la législation concernant le droit de la vie privée. Le registre
récipiendaire des renseignements personnels ne peut offrir des garanties moindres sans quoi
le flux transfrontière de données n'aura pas lieu.
Selon certains auteurs, un risque existe quant à la bonne surveillance de l'état de
santé de la population. Le conflit entre l'exigence de mettre en place des registres ayant un
rôle de santé publique et les droits de la personne fait encore son apparition à travers le
partage des données personnelles. Une bonne surveillance de l'état de santé de la
184 Art. 37 C.c,Q,
185 Supra, note 182
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population pourrait en effet être limitée du fait de la nécessité de respecter le droit à la vie
privée des participants au registre :
«Health surveillance is essential to protect public health, and
existing surveillance mechanisms work reasonably weIl.
Surveillance could be seriously threatened if it was thought that
there was an over-riding need to maintain patient confidentiality
or always have to seek explicit consent to sharing of data. [... ]
Many documents that discuss patient confidentiality and consent
take no account of the particular issues related to surveillance.
Organisations that determine or influence health poliey should
consider these issues and -support doctors and other health
professionals in their important role as providers of patient data
for surveillance. [... ]
The importance of surveillance is not recognised by the general
public, primarily because it has not been explained to them.
Since surveillance is fundamental to protecting the health of the
public there should be formaI public information and
consultation, and the public should be made more aware that
surveillance is in place, and that it is essential to the provision of
health protection. »186
Selon ces auteurs, les lois relative à la protection de la vie privée ne prennent pas en
compte les nécessités particulières relatives à la surveillance de l'état de santé de la
population. Les registres, du fait qu'ils participent à cette mission de surveillance, subissent
aussi la rigueur de la législation relative au respect de la vie privée. Pour ces auteurs, la
seule solution est d'éduquer le public de l'importance d'un système de surveillance efficace
pour la protection de leur propre santé, même si cela doit se faire au détriment de certaines
règles telles que l'obligation d'un consentement lors de l'utilisation secondaire de
renseignements personnels.
186 C. VERITY et A. NICOLL, lac. cit., note 4, p. 1212
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Mais tous les auteurs ne soutiennent pas cette position. C'est le cas de Donald
Manning, qui, en réponse à l'article précédent, déclare ceci:
«Verity and Nicoll argue that the benefits of public health
surveillance using personal medical data outweigh harm to
patients from disclosure without consent. Proponents of a care
ethic based on rights or dutY would reject this consequentialist
argument and claim that bypassing consent and breaching
confidentiality are in themselves harmful, regardless of the
calculations of potential risk and benefit. (... ] Confidentiality
may be waived if preserving it would pose a serious public
health risk, such as in notification of infectious disease. The onus
is on doctors to persuade legislators and society that public
health surveillance is morally equivalent to the other
circumstances in which consent and confidentiality can be
waived.
Waiving consent should be contemplated only if it cannot
reasonably be sought, as for very large or retrospective studies,
or (rarely) when seeking consent might be distressing or harmful.
Mere inconvenience is insufficient justification, and the public
will not accept waivin~ consent because doctors cannot "get
around" to seeking it. »1 7
Cet auteur considère que le droit au respect de la vie privée reste plus important que
la surveillance de la santé publique. Le bris de confidentialité peut seulement être
acceptable dès lors qu'il existe un risque important pour la santé publique. Or l'élaboration
de politiques de santé publique ne doit pas toujours être faite dans l'urgence de l'existence
d'un risque élevé pour la population. De plus, ce ne sont pas forcément les maladies
contagieuses qui font le plus de victime. Pour cet auteur, la dérogation à la règle du
consentement ne peut avoir lieu que dans quelques cas très limités car elle peut causer des
dommages plus importants que les bénéfices qui seront tirés de la recherche. Mais la règle
du consentement obligatoire va à l'encontre du caractère exhaustif d'un registre. Or la mise
187 Donald MANNING, «Commentary : Don't waive consent lightly - involve the public », (2002) 324 BMJ
1213
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en place de politiques de santé publique nécessite la prise en compte de l'ensemble des
patients concernés par le registre.
CONCLUSION GÉNÉRALE
A la lumière de l'analyse qui vient d'être effectuée tout au long de ce travail,
plusieurs conclusions peuvent en être tirées.
Selon l'avis du Conseil de la santé et du bien-être, «On reconnaît une certaine
urgence d'agir en matière de protection de la vie privée, étant donné la mise en application
récente, au niveau fédéral, de la Loi sur la protection des renseignements personnels et les
documents électroniques [... ] qui, sur les plans philosophique et des valeurs, vient changer
complètement le régime suivi jusqu'à maintenant au Québec. La vision véhiculée dans cette
loi est, au dire de l'ancien Président de la Commission d'accès à l'infonnation en fonction
au moment de l'élaboration de cet avis, contraire à ce que nous avons privilégié comme
société depuis au moins 20 ans. A son avis, cette loi, élaborée par le ministère de l'Industrie
et du Commerce dans le but de répondre aux exigences des lignes directrices de
l'Organisation de coopération et de développement économiques (OCDE) et surtout aux
impératifs de l'ère de l'infonnatique, des technologies de l'infonnation et du commerce
électronique, situe le respect de la vie privée et la protection des renseignements personnels
non plus dans une perspective des droits de l'homme, mais dans une perspective
commerciale. Ceci entraîne des conséquences considérables à moyen et à long tenne. »188.
Les droits de l'homme reconnus à différents niveaux (fédéral ou provincial) sont des
droits qui doivent servir de fil conducteur au législateur. Mais la situation mondiale actuelle
dans laquelle l'économie prime a fait son entrée au Parlement. La protection de la vie
privée a donc évolué en fonction des besoins commerciaux. Néanmoins, il semble à l'heure
actuelle plutôt nécessaire d'adapter ce droit aux besoins de la recherche médicale afin de
pennettre une meilleure protection de la santé des individus. Pour assurer une bonne
188 CONSEIL DE LA SANTÉ ET DU BIEN-ÊTRE, Avis - La santé et le bien-être à l'ère de l'information génétique:
enjeux individuels et sociaux à gérer, Québec, Conseil de la santé et du bien-être, 2001, p. 42
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protection de la santé de ces personnes, il est nécessaire de mettre en place des registres
exhaustifs qui permettront d'adapter les politiques de santé publique à la population et de
faire de la recherche.
Pour d'autres, la protection de la vie privée à travers les banques de données est non
pas menacée par des lois favorisant le commerce et l'industrie mais par la nécessité
d'établir, au niveau national et non plus provincial, un système de surveillance de la santé
de la population. Pour le Commissaire à la protection de la vie privée du Canada, «La
menace la plus inquiétante qui plane sur la protection des renseignements personnels sur la
santé découle de la tendance actuelle vers l'établissement d'une structure nationale en
matière de renseignements sur la santé. Des projets sont en cours à cet égard, visant
notamment l'établissement de dossiers électroniques sur les patients et l'expansion des
activités dites de «surveillance », sans toutefois que des mesures adéquates de protection
des renseignements personnels soient mises en œuvre »189. Dans le domaine de la santé, il
est nécessaire de prendre en compte la population autant à un niveau régional qu'à un
niveau plus global. Les maladies ne s'arrêtant pas aux frontières, la mise en place de
registres fédéraux semble aussi justifiée que la mise en place de registres provinciaux.
Néanmoins, la protection de la vie privée doit toujours être maximale, tout en prenant
compte des nécessités spécifiques aux caractéristiques des registres.
Tout d'abord, et avant même d'aborder les points les plus sensibles de ce sujet, il
semble nécessaire d'évoquer la forme, le contour de ce qu'est un registre. En effet la
première conclusion qui s'impose est le manque d'harmonisation et de consensus qui existe
en la matière. Et avant toute chose, il serait donc nécessaire d'adopter des définitions
189 G. RADWANS KI, op. cit., note 95
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communes à tous afin de ne pas confondre les différents types de registres existant et afin
de recouper les mêmes réalités.
Comme nous l'avons vu dans la première partie, un registre médical est une forme
particulière de banque de données, notamment du fait de la nécessaire exhaustivité qui le
définit. Cette obligation d'avoir des données personnelles sur tous les cas de telle maladie
présents sur un territoire donné, va à l'encontre de la nécessité législative d'obtenir le
consentement de chaque participant à une banque de données. Le registraire devrait donc
passer outre le droit au respect de la vie privée. Il semble toutefois nécessaire d'offrir, de
manière obligatoire, à chaque participant une information claire et compréhensible sur sa
participation obligatoire au registre ainsi que sur les conséquences qui peuvent résulter de
cette participation.
Néanmoins, comme il a été vu dans la deuxième partie, ce droit est nécessairement
respecté lors de la conservation des renseignements personnels dans le registre. Des
mesures de sécurité permettant de protéger la confidentialité des données doivent, à cette
fin, impérativement être mises en place au sein de chaque registre.
Enfin dans la troisième partie, nous voyons que l'ensemble ou seulement une partie
des renseignements personnels contenus dans un registre peuvent être utilisés à d'autres
fins que celles pour lesquelles ils ont été récoltés. Cette utilisation secondaire peut se faire,
sous certaines conditions, sans le consentement du participant à la banque de données.
Néanmoins, dès lors qu'il y a un transfert des informations confidentielles, la législation
actuelle impose de rechercher le consentement de chaque participant au registre. De plus, si
le transfert a lieu vers un autre pays, il doit exister une équivalence entre les législations
protectrices de la vie privée, sans quoi aucun flux de données ne pourra avoir lieu. Cette
nécessité d'un consentement pose encore des problèmes dès lors que l'exhaustivité est de
mise. La protection des données passe aussi par la confidentialité et la sécurité de ces
renseignements lors de leur transfert et lors de leur conservation dans la nouvelle banque de
données.
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Nous pouvons donc conclure sur le fait que la législation actuelle n'est pas adaptée
à la réalité des registres médicaux, essentiellement en ce qui concerne l'exigence d'un
consentement lors de l'entrée dans le registre. C'est là que réside essentiellement la
différence entre une banque de données ordinaire, compilant des cas, et un registre,
nécessitant la prise en compte de tous les cas.
Il s'agirait donc de clarifier la position de la collectivité quant aux valeurs qu'il
convient de prioriser.
Le débat sur ce thème mettrait en balance, d'une part, l'immense intérêt qu'il peut y
avoir pour la collectivité à développer les échanges d'informations de toute nature, et
notamment ceux concernant la santé des populations et donc des personnes particulières qui
la composent, et, d'autre part, l'impérieuse nécessité de protéger individuellement chacune
de ces personnes, en tant qu'individu autonome, maître de son destin et notamment de
l'ensemble des informations qui permettent de le dessiner.
Le débat mettrait fortement en évidence le fait que la protection de chacun de ses
membres est, pour toute collectivité, un facteur essentiel de sa cohésion et que, dès lors,
l'efficacité - au-delà même de toute considération strictement morale - commande à la
collectivité de veiller à ne pas distendre le lien communautaire qui rassemble ses membres.
Une telle distension risquerait, en effet, d'annihiler tous les efforts engagés dans une
démarche trop peu respectueuse, des principes de confidentialité.
La collectivité trouverait très certainement une synthèse à ce débat sous la forme de
règles de bonne pratique qui restent à écrire, ou plutôt à achever d'écrire, et dont le présent
mémoire parcourt les fondements et explore les différentes pistes.
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