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PROJECTE FI DE CARRERA 
 
 
RESUMEN 
 
 
 
 
En el mundo industrial, y en concreto en el campo de la instrumentación 
industrial, el desarrollo de la tecnología sin hilos está evolucionando a pasos 
agigantados desde que en 2007 se aprobara el primer protocolo Wireless para 
los equipos de medición en campo, WirelessHart. En cambio la tecnología WIFI 
convencional empezó a desarrollarse a partir de 1999, año en que fue aprobado 
el estándar IEEE 802.11. 
 
La primera empresa en España en instalar este tipo de equipos Wireless para 
medición en planta fue BASF Española, en su planta de Tarragona, esta 
memoria profundiza en esta instalación. 
 
Se evalúa la red actual y se llega a proporcionar acciones de mejora en la 
comunicación entre los equipos de campo y el receptor. Este objetivo se 
consigue estudiando varias posibilidades como la modificación de la situación de 
las sondas, instalando nuevas antenas o ampliando el parque de sondas. 
 
Esta memoria recoge todos los estudios hechos incluyendo presupuestos reales 
de implantación, evaluando ahorros y demostrando la viabilidad de estos 
equipos. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Paraules clau (màxim 10):
 
WirelessHART IEC 62591 MESH TSMP 
BASF EMERSON GATEWAY IEEE 802.15.4 
 
 
 
 
 
  
8:45 8:45  
 
 
FINAL DEGREE PROJECT 
 
 
ABSTRACT  
 
 
 
In the industrial world, namely in the industrial instrumentation field, the 
development of wireless technology has taken giant steps since 2007 when 
WirelessHart, the first standard protocol for wireless field devices, was created. 
 
The first company in Spain to install wireless field devices in an industrial plant 
was BASF Española, in their plant in Tarragona. This project looks at this 
installation in depth. 
 
The present day network is assessed (herein) and proposals to improve 
communication between field devices and receiver are documented. This is 
achieved by studying different options such as modifying the position of field 
devices, installing new antennas or enlarging the network by adding new field 
devices. 
 
This project/study looks at all the studies carried out including real quotations for 
the installation of devices while evaluating (potential) savings to be made and 
proving the feasibility of wireless field devices. 
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Introducción 
 
1. Introducción. 
 
El presente proyecto nace de la colaboración en una empresa multinacional 
química, BASF Española, S.L. [1] (en adelante BASF), concretamente en su 
mayor centro de producción en España, en el denominado Polígono Industrial 
Sur de Tarragona / La Canonja. (Figura 1 [2]) 
Para BASF, los valores como la innovación, el desarrollo y la sostenibilidad son 
pilares de su estrategia de futuro [1] y, según indica Emerson Process 
Management [3], fue la primera empresa de España en instalar equipos de 
medida Wireless en planta productiva. 
Los equipos de medida para industria han evolucionado desde 2007 [4], año de 
creación del primer protocolo Wireless para equipos industriales (WirelessHart), 
hasta el presente con nuevas sociedades para el desarrollo de éste y otros 
protocolos de comunicación Wireless y los fabricantes han mejorado y ampliado 
las gamas de equipos Wireless para hacer el producto más atractivo y fiable 
para los clientes finales. 
El proyecto de instalación en BASF fue desarrollado e instalado en la planta de 
Tarragona en el periodo 2010-2011. Consistió en la instalación de 5 equipos de 
medida y un Gateway. En el capítulo 3 se describen los equipos y la red 
actuales. 
Nos interesamos por esta instalación para poder evaluar la fiabilidad de la red, 
se cree que la situación de los equipos no es el idóneo y, según el equipo de 
instrumentistas de planta, hay serias dudas en poder utilizar las sondas wireless 
para actuar en equipos críticos. 
La presente memoria recoge, el estudio de la red existente, los equipos y las 
propuestas de mejora para esta red.
Fig. 1 – Plano planta química BASF Española en Tarragona. 
Objetivo 
 
2. Objetivo. 
 
El principal objetivo es, después de evaluar la red actual, determinar las 
posibles nuevas situaciones de los equipos de campo, y evaluar, si en un futuro 
se decidiera ampliar el parque de tanques, donde se deberían instalar los 
nuevos equipos de medida, fortaleciendo la actual red, haciéndola más 
redundante y fiable. 
En la siguiente imagen (figura 2) extraída del software de gestión del Gateway 
[5] cabe destacar el parámetro Path Stability que se define, según el fabricante, 
por la división de los paquetes recibidos sobre los paquetes esperados, 
expresando el resultado de la operación en tanto por ciento. Como se puede 
observar solo hay 1 equipo con una Path Stability del 100%. 
Se decide tomar este dato como base del estudio para mejorar la redundancia 
de las señales recibidas.  
 
 
Fig. 2 - Screenshoot Gateway. 
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3. Análisis de la red existente. 
 
Para poder llevar a cabo el análisis de la red existente, se decide estructurar el 
estudio en los siguientes bloques o subcapítulos: 
3.1 Tecnología actual 
3.2 Equipos instalados 
3.3 Datos de red 
 
3.1. Tecnología actual: 
Para tener una noción más exhaustiva de las posibilidades que hay en el 
campo de la tecnología wireless aplicada a los equipos de medida en 
campo, se debe recabar información de los inicios de los protocolos de 
comunicación y qué fabricantes son los principales, y desde el punto de 
vista político-empresarial, a qué sociedad pertenecen hoy en día estos 
fabricantes.  
 
3.1.1. Protocolos de comunicación en procesos 
industriales: 
En principio un protocolo de comunicación es un conjunto de reglas que 
permiten la transferencia e intercambio de datos entre los distintos 
dispositivos que conforman una red [4]. Estos han tenido un proceso 
de evolución gradual a medida que la tecnología electrónica ha 
avanzado y muy en especial en lo que se refiere a los 
microprocesadores. 
Un importante número de empresas en nuestro país presentan la 
existencia de islas automatizadas (células de trabajo sin comunicación 
entre sí), siendo en estos casos las redes y los protocolos de 
comunicación Industrial indispensables para realizar un enlace entre 
las distintas etapas que conforman el proceso. La irrupción de los 
microprocesadores en la industria ha posibilitado su integración a redes 
de comunicación con importantes ventajas, entre las cuales figuran: 
• Mayor precisión derivada de la integración de tecnología digital en 
las mediciones 
• Mayor y mejor disponibilidad de información de los dispositivos de 
campo 
• Diagnóstico remoto de componentes 
La integración de las mencionadas islas automatizadas suele hacerse 
dividiendo las tareas entre grupos de procesadores jerárquicamente 
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anidados. Esto da lugar a una estructura de redes Industriales, las 
cuales es posible agrupar en tres categorías: 
· Buses de campo 
· Redes LAN  
· Redes LAN-WAN 
Describiremos brevemente a continuación los buses de campo porque 
seguramente son los menos conocidos.  
 
 Buses de campo. 
 
Este capítulo hace referencia a los protocolos de comunicación más 
usados en la industria. Los buses de datos que permiten la integración 
de equipos para la medición y control de variables de proceso, reciben 
la denominación genérica de buses de campo.  
Un bus de campo es un sistema de transmisión de información (datos) 
que simplifica enormemente la instalación y operación de máquinas y 
equipamientos industriales utilizados en procesos de producción. 
El objetivo de un bus de campo es sustituir las conexiones punto a 
punto entre los elementos de campo y el equipo de control a través 
del tradicional lazo de corriente de 4 -20mA o 0 a 10V DC, según 
corresponda. Generalmente son redes digitales, bidireccionales, 
multipunto, montadas sobre un bus serie, que conectan dispositivos 
de campo como PLC’s, transductores, actuadores, sensores y 
equipos de supervisión. 
Varios grupos han intentado generar e imponer una norma que 
permita la integración de equipos de distintos proveedores. Sin 
embargo, hasta la fecha no existe un bus de campo universal. 
 
Los buses de campo con mayor presencia en el área de control y 
automatización de procesos son: 
• HART [6] 
• Profibus [7] 
• Fieldbus Foundation [8] 
 
Se detalla brevemente en este punto las bases de los tres buses de 
campo. 
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HART: 
El protocolo HART [6] (High way-Addressable-Remote-Transducer) 
agrupa la información digital sobre la señal analógica típica de 4 a 20 
mA DC. La señal digital usa dos frecuencias individuales de 1200 y 
2200 Hz, que representan los dígitos 1 y 0 respectivamente y que en 
conjunto forman una onda sinusoidal que se superpone al lazo de 
corriente de 4-20 mA, ver figura 3.   
 
 
PROFIBUS 
(Process Field Bus) Norma internacional de bus de campo de alta 
velocidad para control de procesos normalizada en Europa por EN 
50170 [7]. 
Existen tres perfiles: 
• Profibus DP (Decentralized Periphery). Orientado a 
sensores/actuadores enlazados a procesadores (PLCs) o 
terminales. 
• Profibus PA (Process Automation). Para control de proceso, 
cumple normas especiales de seguridad para la industria química 
(IEC 1 1 15 8-2, seguridad intrínseca). 
• Profibus FMS (Fieldbus Message Specification). Para 
comunicación entre células de proceso o equipos de 
automatización. Ver Características en Tabla Nº1 
 
 
 
Fig. 3 – Señal de transmisión con Protocolo Hart. 
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FIELDBUS FOUNDATION 
Fieldbus Foundation (FF) es un protocolo de comunicación digital para 
redes industriales [8], específicamente utilizado en aplicaciones de 
control distribuido. Puede comunicar grandes volúmenes de 
información, ideal para aplicaciones con varios lazos complejos de 
control de procesos y automatización. Está orientado principalmente 
a la interconexión de dispositivos en industrias de proceso continuo. 
Los dispositivos de campo son alimentados a través del bus Fieldbus 
cuando la potencia requerida para el funcionamiento lo permite. 
  
3.1.2. Fabricantes principales de equipos de 
medición industrial: 
Al estudiar los principales fabricantes de equipos de medida, el 
resultado fue que cada fabricante utilizaba un protocolo diferente y 
profundizando en el estudio, se podían agrupar los fabricantes según 
el protocolo de bus de campo que utilizaban.  
Mayoritariamente cada fabricante es socio fundador de cada una de las 
sociedades sin ánimo de lucro creadas para desarrollar, cada una de 
ellas, su propio protocolo de comunicación. 
Las tres principales sociedades son: 
HART Communication [6] 
Fieldbus Foundation [8] 
Profibus Nutzerorganisation [7] 
 
Cada una de ellas agrupa a gran parte de los principales fabricantes de 
equipos de medición que utilizan sus protocolos de comunicación. 
 
 Wireless Hart Protocol. 
Entrando en detalle, Wireless Hart Protocol se conoce como el 
protocolo pionero de las comunicaciones “sin hilos” en el ámbito 
industrial. 
Este estándar se inició en 2004 y se fue desarrollado por la 
colaboración de 37 compañías pertenecientes a la HCF (HART 
Communications Foundation), entre otras estaban las conocidas 
Siemens, Pepperl+Fuchs, Endress+Hauser, Emerson, ABB quienes 
a su vez forman WiTECK una organización abierta, sin ánimo de 
lucro que se creó con la finalidad de ofrecer un software básico para 
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las aplicaciones de sensores Wireless Industriales que sea seguro, 
rentable y de gran calidad amparado por una empresa – y plataforma 
– neutral.  
WirelessHart fue aprobado y ratificado por el consejo directivo de 
HCF en septiembre de 2007. Ese mismo mes de septiembre fue 
puesto en mercado y se anunció la creación de un equipo para 
desarrollar las especificaciones de una interfaz común hacia el 
Gateway Wireless, que servirá más adelante para proteger las 
inversiones en tecnología y formaciones de los usuarios y así hacer 
más atractivas estas redes a la industria. 
Finalmente, acabado el trabajo en el estándar WirelessHart en 
septiembre de 2007, HCF ofreció una licencia sin restricciones y libre 
de derechos a ISA, permitiendo al comité de ISA100 acceso al 
estándar WirelessHart. 
En octubre de 2008, Emerson fue el primer proveedor de 
automatización de procesos en iniciar la producción en cadena de 
productos que integran el protocolo WirelessHART. 
En 2010, WirelessHART fue aprobado por unanimidad en la 
International Electrotechnical Commission (IEC), siendo el primer 
estándar internacional Wireless codificado como IEC 62591. 
Las principales características de WirelessHART son las siguientes: 
• Usa el protocolo estándar de radio IEEE 802.15.4 [9] 
• Crea redes MESH [9] auto-organizativas, y auto-reparadoras 
(self-healing). Figura 4. 
 
 
 
Fig. 4 – Tipologías de red. 
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• Funciona en la banda ISM de 2.4 GHz. 
• Está basado en el protocolo TSMP-Dust Networks [10] (Time 
Sincronised Mesh Protocol).  
• Utiliza 15 de los 16 canales de frecuencia disponibles en la 
banda ISM 2.4000-2.4835 MHz para hacer Frequency-
hopping (saltos entre canales de frecuencia) y, como se 
puede observar en la figura 5, así evitar las interferencias con 
otras redes que funcionen en el mismo canal y banda. 
 
  
 
 
 
 
 
 
 
Fig. 5 - Frequency Hopping vs. DSSS (Direct-sequence spread 
spectrum) en redes IEEE 802.15.4. 
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3.2.  Equipos instalados. 
La planta de producción donde se sitúan los tanques y las sondas 
instaladas, como se observa en las figuras 6 [2] y 7, está ubicada en el 
término municipal de La Canonja (provincia de Tarragona) en el 
denominado Polígono Químico Sur. 
 
 
 
 
Fig. 6 – Localización de instalación. 
Fig. 7 – Detalle parque de tanques en plano general de planta. 
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Todos los equipos instalados en campo, excepto el Gateway que está 
instalado en la sala de instrumentación dentro del edificio B-33 (Fig. 18), 
son autónomos al tener la alimentación por batería que, según el 
fabricante, tiene una duración de 6 a 8 años. Esta duración es variable en 
función de la potencia emitida, la cual puede variar de 10 a 16 dBm. 
Además, al tratarse de una planta química en la que se trabaja en 
atmosferas potencialmente explosivas todos los equipos de campo 
(sondas) deben tener las siguientes certificaciones de seguridad: 
ATEX Intrinsic Safety [11] 
Certificate No.BAS01ATEX1303X Ex II 1G / Eex ia IIC T4 135ºC [12] / (-
60 ºC to 70ºC) / IP66 
Los equipos se detallan a continuación: 
I. Sondas de temperatura 
II. Sondas de nivel por presión diferencial 
III. Gateway 
 
I. Sonda de temperatura 
 
En la implantación del anterior proyecto se determinó que sólo era 
necesario la instalación de una sonda de temperatura con referencia 
Rosemount 648. Se instaló en el tanque B-5325 y su referencia o 
Hart Tag es T5615, como se observa en la figura 8. 
 
 
Fig. 8 – Sonda de temperatura T5615 
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II. Sondas de nivel 
En este caso, la instalación fue de cuatro sondas de nivel de la 
referencia Rosemount Wireless 3051S. Se instalaron en cuatro 
tanques diferentes codificados como B5270, B5262, B61 y B10 y con 
los Hart Tags siguientes L5225, L5260, L61001 y L7510 (ver plano 3 
en Anexo 2). 
Estas sondas son específicas para medir niveles utilizando la 
diferencia de presiones entre la parte alta y la baja del tanque, 
siguiendo la siguiente fórmula [13]: 
h = (p2 – p1) / (ρ * g) 
 
p2 = presión hidrostática [Pa] 
p1 = presión del gas atrapado en el depósito [Pa] 
ρ = densidad del líquido [kg / m³] 
g = gravedad o gravedad [m / s ²] 
h = altura de la columna de líquido [m] 
 
La señal recibida es la diferencia de presiones, ya que es 
directamente proporcional a la altura del nivel ya que en el caso de 
BASF siempre utilizan los tanques para almacenar los mismos 
productos, por tanto, la densidad es un parámetro fijo. En el Gateway 
será expresada en pantalla en las unidades mmH2O a 68F 
(milímetros de agua a temperatura ambiente), opción configurable 
para el usuario. 
Fig. 9 – Diagrama tanque – cálculo de la altura de relleno. 
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Como ejemplo se pueden observar las sondas L5260 (figura 10) y 
L7510 (figura 11). 
 
 
 
 
 
 
 
Fig. 10 – Sonda de nivel L5260 
Fig. 11 - Sonda de nivel L7510 
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III. Gateway 
 
Este equipo (figura 12) tiene como referencia del fabricante “Smart 
Wireless Gateway” (véase el datasheet y Manual de usuario en el 
Anexo 3). 
El software de gestión de las señales recibidas es totalmente 
configurable por el usuario y se comunica directamente con el PLC 
del sistema planta vía Modbus [14]  y las medidas se visualizan en 
la pantalla de control de planta. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig. 12 – Gateway instalado. 
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3.3. Datos de red. 
 
En el software se pueden ver detalladamente todos los parámetros tanto 
de red, como de potencia de señal recibida y estabilidad de las señales. 
En la figura 13, se puede ver en detalle el resumen de todos los equipos 
de campo codificados con la referencia HART Tag, y se pueden apreciar 
los parámetros más significativos de la red como: 
 
 
• State de la sonda, si está en verde la sonda está transmitiendo 
correctamente. 
• Parents o equipos conectados en el mismo nodo. 
• Neighbors segundo nivel de conexión, equipos visibles a un nodo 
de distancia del equipo y posible camino de llegada al Gateway si 
por el camino directo no se pudiera.  
• Late Updates indica en segundos (s) el tiempo desde la última 
transmisión 
• Path Stability muestra el ratio de los mensajes recibidos sobre los 
mensajes esperados, este parámetro es la base de nuestra 
propuesta de mejora desarrollada en el capítulo 4. 
• RSSI como indicador de potencia de señal recibida (Received 
Signal Strength Indication) expresado en dBm, en el pantallazo 
aparece como db y se ha informado al propietario del software de 
este error de diseño. 
• Joints mostraría si alguna sonda no estuviera conectada 
correctamente a la red como un valor diferente de cero, uno como 
el primer intento fallido de acceso a la red y así sucesivamente. 
• Joint Time, marca el día y la hora de la conexión a la red, cada 24 
horas se reconectan todos los equipos. 
• Y por último, en la columna Battery nos muestra el estado de la 
batería en voltios (V). 
 
 
Fig. 13 – Lista resumen en software. 
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Para ver en detalle a que equipos está conectada cada sonda se hace 
click en el Hart Tag de cualquier de ellas y se mostrará una descripción 
detallada de varios parámetros de la sonda como el estatus, unidades, y 
quienes son los Parents. En la figura 14 se puede ver, como ejemplo, una 
sonda de nivel donde se observan los parents 1 y 2, detallando la potencia 
de la señal recibida y la path stability de cada uno de ellos. También se 
observa el tiempo de transmisión de esta sonda (Transmission rate (60 
segundos)) y el estado de la batería, entre otros parámetros. 
 
 
Fig. 14 – Detalle de dispositivo. L61001 
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Si se quisiera ver el resumen de red se debe ir Network Overview y 
muestra todos los equipos conectados a la red. Como se aprecia en la 
figura 15, muestra 5 equipos conectados y Live (activos) y 337 días desde 
que se inició el sistema. 
 
 
Si se tuviera alguna duda del HART Tag del Gateway debería visualizarse 
la pestaña de HART Gateway Setup (figura 16), donde muestra el nombre 
del Gateway (hg1420) y los equipos conectados (5). Esta información será 
útil para evaluar qué equipos tienen visión directa con el Gateway.  
 
Fig. 16 – Configuración de HART 
 
Fig. 15 – Network Overview – resumen de red. 
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Para obtener un detalle aún más exhaustivo de las estadísticas de red 
como los paquetes recibidos, transmitidos y sobretodo la latencia, 
(parámetro importante a tener en cuenta para una posible ampliación de 
red y cuya relevancia se verá en el capítulo 4), el parámetro más 
importante para la red es el “Average reliability”. Si fuera menor del 100% 
se estaría hablando de una red no fiable. En el caso de nuestro estudio la 
red es totalmente fiable, según muestra la figura 17, pero se intentará dar 
más redundancia a la red. 
 
 
 
 
3.4. Estudio de los obstáculos a la propagación 
radioeléctrica y de las señales interferentes. 
El siguiente punto del estudio de red se evalúan las posibles señales 
interferentes y obstáculos a la propagación radioeléctrica, para ello se 
debe estudiar el movimiento diario del vial L-30, la vista directa hacia el 
Gateway de cada una de las sondas y los obstáculos a la propagación si 
los hubiera por tuberías, cableado y bandejas de cableado. El estudio se 
basará en la información facilitada por la empresa, por las fotografías 
tomadas en campo y por la información detallada en el software del 
Gateway. 
 
Fig. 17 – Estadísticas de red. 
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Se empieza evaluando el paso con parada de más de 10 minutos de 
cisternas, camiones o grúas por el vial L-30 (figura 18), paralelo al parque 
de tanques, que afecta directamente a la visibilidad con el Gateway. 
El tránsito de cisternas por el vial L-30 es relativamente bajo, 2 o 3 
camiones cisterna por día sin contar los fines de semana que no hay 
descargas, con una parada media estimada de 120 minutos por carga o 
descarga.  
Después de estudiar este tránsito, se desestima como obstáculo ya que 
debido a los múltiples caminos para llegar al Gateway, si la señal de una 
sonda está apantallada y no llegara al Gateway por la ruta directa se 
redirigirá por los equipos conectados al nodo (“parents”) para llegar al 
Gateway. 
 
 
 
Fig. 18 – Ubicación Gateway en plano. 
Fig. 19 – Estimación de caminos actuales hasta el Gateway. 
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En la figura 19 (recorte de plano 3 en Anexo 2) se observan los diferentes 
caminos por los que las sondas pueden llegar el Gateway si se encontrara 
un obstáculo en la comunicación directa. Según el fabricante [3], lo ideal 
es que cada sonda tenga como mínimo 2 parents para asegurar la 
fiabilidad de la red, en este caso todas tienen 2 parents, entre ellos, el 
Gateway, a excepción de la sonda 2 que no tiene visión directa con el 
Gateway, parámetro a mejorar. 
En el caso de estudio de las posibles interferencias en la propagación por 
cableado también se decide desestimarlas debido a que los cables son 
apantallados tipo VOV MV (Cable con pantalla global y armado con corona 
de hilos de acero) [15] (figura 20), que el diámetro del cable es pequeño y 
están situados lejos de las antenas. 
En general, los posibles obstáculos a la propagación de la señal como 
cables y tuberías dependerán de su tamaño, orientación (vertical y 
horizontal) y de la distancia hasta las antenas. Como parece que las 
antenas radian ondas con polarización vertical sólo podrán actuar de 
obstáculos, siempre que estén lejos de las antenas, reflejando la señal los 
tubos y cables metálicos verticales, los horizontales no influirán en la 
transmisión de señal. Como lejos entendemos que están en el campo 
lejano. Campo lejano [16] se define como la zona a una distancia de la 
antena mayor que (2𝐷𝐷2 𝜆𝜆� ) donde D es la dimensión máxima de la antena 
(15 cm aprox.) y 𝜆𝜆 la longitud de onda (12,5 cm para señales a 2,4GHz). 
En nuestro caso la condición de campo lejano se cumple para distancias 
superiores a 36 cm desde la antena. No podría haber ningún obstáculo a 
menos de 36 cm si no se quiere que las características de radiación de 
las antenas se vean severamente afectadas. 
 
 
Fig. 20 – Descripción cable VOV MV. 
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Según el fabricante, la distancia máxima de trabajo que es de 250 metros 
[17] (figura 21 y 22), como la distancia hasta la sonda más alejada es 
inferior, se decide desestimar la distancia como posible parámetro a 
afectar en la red, excepto para la sonda 2 que, aun estando dentro de 
estos 250 m, no tiene visión directa con el Gateway. 
 
En la figura 23 (recorte de plano 2 en Anexo 2), se observa que la sonda 
a mayor distancia es la sonda 1 (Hart Tag L61001) situándose a 166 
metros del Gateway por lo que se decide tomar este dato como distancia 
máxima hasta el Gateway para el estudio de los posibles obstáculos. 
 
 
En el caso de las señales interferentes procedentes de otras redes 
wireless a 2.4 GHz, se desestiman después de medir en campo con la 
aplicación “Wifi Analyzer” [18] para sistema Android todas las señales wifi 
en la banda de 2.4GHz, no encontrando ninguna red. En el caso de que 
se hubiera encontrado alguna posible red que pudiera interferir en las 
señales de las sondas, la red de sondas tiene la propiedad de elegir el 
canal de emisión cada vez que emite una señal (Frequency Channel 
Hopping), eligiendo el menos ocupado. 
Fig. 23 – Distancias en metros hasta el Gateway.  
Fig. 22 – Distancia radiación antena standard. Fig. 21 – Patrón de radiación antena estándar. 
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4. Propuestas de mejora en la red actual. 
 
Al haberse estudiado en el capítulo anterior la red existente, se decide que las 
propuestas de mejora deberían ir orientadas a mejorar la eficiencia de la red 
actual asegurando un 100% de fiabilidad. Se evalúan varias opciones 
detalladas en este capítulo.  
 
Las propuestas de mejora se estructuran como sigue:  
4.1 Modificación de las sondas 
 
4.1.1 Instalación de antenas de alta ganancia. 
4.1.2 Modificación de la posición de las sondas. 
 
4.2 Instalación de nuevas sondas.  
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4.1. Modificación de sondas. 
Como se puede observar en las siguientes imágenes (fig. 24 a 29) las 
sondas están ubicadas a 50 cm del suelo, la más lejana está a 166 metros 
del Gateway y solo una de ellas tiene visión clara directa al Gateway 
(figura 26), en cambio todas las sondas excepto una, según se observa 
en la figura 13, tienen como parent (conectada en el mismo nodo) al 
Gateway y llegan con potencia suficiente, la media de potencia de señal 
recibida es de -68,2 dBm. Según el fabricante la potencia de señal mínima 
para asegurar la comunicación es de -85 dBm, a partir de ese punto no se 
asegura una comunicación fiable. 
La reducción de la atenuación de la señal será objeto de estudio. 
 
 
 
 
 
 
 
Fig. 25 – Detalle sonda L5260 Fig. 24 – Detalle sonda L7510 
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Fig. 26 – Detalle sonda L61001 
Fig. 27 – Detalle sonda L5225 
Fig. 29 – Detalle sonda T5615 Fig. 28 – Detalle ubicación Gateway 
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4.1.1. Instalación de antenas de alta ganancia. 
Si se optara por la modificación de las sondas instalando nuevas 
antenas de mayor ganancia, éstas se deberían colocar en la parte más 
visible directamente desde el Gateway utilizando, según el fabricante 
[3], el modelo de montaje de antena de alta ganancia WN (figura 30) 
(para más detalles ver Guía de inicio rápida Transmisor de presión 
Rosemount Serie 3051S página 10 en Anexo 3). 
 
 
Este equipo es una antena omnidireccional con una ganancia 6dB, por 
tanto, el P.I.R.E. (Poténcia Isotrópica Radiada equivalente) será de 
16dBm (10 dBm de potencia de transmisión de la sonda sumándole 6 
dB de ganancia de la antena) según el fabricante [3], el diagrama de 
radiación [17] (figura 31) de esta antena versus el equipo estándar 
ampliaría la distancia entre emisor y Gateway hasta los 800 m. 
 
 
Fig. 30 – Detalle para montaje de antena de alta ganancia. 
Fig. 31 – Antena de rango extendido, distancia y diagrama de radiación. 
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Esta opción se plantea teóricamente como posible, pero antes de 
plantearla como real, se contacta con el fabricante/distribuidor en 
España, Emerson Process Management [3], para evaluar la viabilidad 
de esta solución. 
La respuesta del fabricante es que no se puede modificar físicamente 
ningún equipo instalado, debido a pérdida de garantías, mantenimiento 
y soporte técnico por su parte. 
Debido a esta negativa se les solicita alternativas para que la sonda 2 
tenga visibilidad directa con el Gateway. 
Las soluciones aportadas son la colocación de un repetidor encima de 
la sonda que no tiene visión directa con el Gateway o instalar esta 
antena de alta ganancia solamente en el Gateway. 
La primera opción queda descartada debido a que un repetidor de señal 
añade un elemento más a la red pero no asegura que el camino elegido 
por la sonda afectada sea a través del este nuevo equipo (THUM – 
repetidor de señal), esto es debido a la propia estructura de red, auto-
organizativa, cada dispositivo elige de manera automática el mejor 
camino para llegar al Gateway. 
La segunda opción se mantiene como posible solución ya que el 
diagrama de radiación de la antena modelo WN cubre toda la superficie 
de implantación de la red, en la figura 32 se puede observar en el plano 
la radiación del equipo estándar y en la figura 33 el alcance de la nueva 
antena. Se estudiará la viabilidad económica en el capítulo 5. 
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Fig. 32 – Estimación del alcance del Gateway estándar. 
Fig. 33 – Estimación del alcance del Gateway con nueva antena. 
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4.1.2. Modificación de la posición de las sondas. 
En la siguiente propuesta de mejora se estudia la modificación de la 
situación de las sondas para instalarlas en el nivel más elevado de 
todos los tanques, así mejorar la visibilidad entre sondas y que todas 
las sondas tengan visión directa con el Gateway. 
Como se observa en las figuras 34 y 35 las flechas verdes serían las 
ubicaciones de las nuevas sondas y las líneas discontinuas azules 
serían las señales emitidas por las sondas, y como se puede observar 
no habría obstáculos físicos entre el Gateway y las sondas. 
Por tanto, se decide que la modificación de la posición de las sondas al 
punto más elevado de todos los tanques sería la solución óptima debido 
a no tener obstáculos físicos y la visión sería directa con el Gateway. 
Fig. 34 – Simulación en altura de las sondas de presión. 
Fig. 35 - Simulación en altura de la sonda de temperatura. 
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Para llevar a cabo la modificación de sondas se debe tener en cuenta 
el tipo de sonda ya que la modificación puede diferir si son de nivel o 
de temperatura. 
Para la instalación de las sondas de nivel se propone teóricamente 
intercambiar las conexiones 1 y 2 (figuras 36 y 37). 
 
Debido a la necesidad de aportar soluciones reales se decide contactar 
con el departamento de ingeniería de BASF para evaluar esta posible 
solución. 
La respuesta es que esta modificación no es viable debido al tipo de 
sonda que está instalada ya que necesita estar en la parte baja del 
tanque para obtener los datos de presión que permiten establecer la 
altura del líquido del tanque. 
Posteriormente se contacta con el fabricante para que nos aporte una 
solución viable para que la señal de estas sondas se emita desde la 
parte alta de los tanques sin modificar la posición de las sondas de 
nivel. 
La solución sugerida es el cambio de las sondas por otras que se 
colocarían en la parte superior, estas sondas son de la referencia 
Rosemount 3308 WirelessHart con Antena Compacta Convencional 
[19], se evaluará en el capítulo 5 la viabilidad económica de esta 
propuesta. 
 
 
Fig. 36 – Sonda de nivel. Conexión inferior 
(alta presión) 
Fig. 37 – Sonda nivel. Conexión superior 
(baja presión) 
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En cambio, para instalar la sonda de temperatura en el punto más 
elevado del tanque se debería modificar la longitud del cable 3 (figura 
38) hasta hacerlo llegar al punto de instalación. 
Fig. 38 – Modificación sonda de temperatura. 
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Esta modificación, según el departamento de ingeniería [1] y el 
fabricante [3] es totalmente viable y fácil de ejecutar en campo. 
Para todas estas modificaciones será necesario, según el fabricante, 
de una calibración y testeo nuevos en el Gateway y en campo. 
Todos los costes relativos a estas modificaciones se detallan en el 
capítulo 5. 
Se estima que estas modificaciones pudieran afectar al funcionamiento 
de los tanques ya que, si la modificación se hiciera en 3 horas, durante 
este periodo de tiempo la sonda no estaría emitiendo y por tanto no se 
podría operar con el tanque afectado. 
 
4.2. Instalación de nuevas sondas. 
Si en cambio, se decidiera optar por ampliar el parque de tanques se 
podría utilizar la mejor opción del punto anterior además de instalar las 
nuevas sondas en altura. 
Se supone, de manera hipotética, que la empresa decide ampliar el 
parque de tanques con 3 nuevos tanques y que las medidas a tomar serán 
2 temperaturas y una de nivel por presión diferencial. 
 
4.2.1. Justificación de la tecnología utilizada. 
Se optaría por la misma tecnología utilizada en la red ya instalada 
(WirelessHart) por varios motivos, a destacar, las sinergias en piezas de 
mantenimiento, la utilización del mismo Gateway (más adelante 
detallaremos las limitaciones de ampliación) y se estima un ahorro 
económico importante al ampliar una red existente y no crear una nueva. 
Por tanto, se decide ampliar la red existente de 5 equipos a un total de 8 
equipos, utilizando el mismo Gateway. 
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Se ha estimado que la ampliación del parque de tanques será en tres (3) 
equipos nuevos de las mismas dimensiones.  
Se estudia el plano del parque de tanques y se decide que la situación de 
los nuevos tanques y sondas será la detallada en el plano siguiente (figura 
39, recorte de plano 5 en el Anexo 2). 
 
 
En la figura 39 se detallan los nuevos tanques como A, B y C y las 
ubicaciones de las sondas antiguas en color rojo y numeradas del 1 al 5 y 
las sondas nuevas en color violeta y con numeración del 6 al 8. 
Las sondas antiguas están detalladas en el capítulo 3.2 y en los siguientes 
subcapítulos se detallan los nuevos tanques y las nuevas sondas a 
instalar. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig. 39 – Nuevos tanques y nuevas sondas. 
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4.2.2. Nuevos tanques. 
 
Se decide utilizar el tipo de tanque/depósito estándar aprobado por el 
departamento de ingeniería de la empresa, con 10 metros de altura y 4 
metros de diámetro, en la figura 40 se puede observar el detalle de 
diseño de un tanque tipo, recorte del esquema 1 en Anexo 2. 
 
 
Cada tanque se utilizará para almacenar diferentes productos, debido a 
esto las sondas a instalar serán una de nivel (número 7 en figura 39) y 
dos de temperatura (números 6 y 8 en figura 39). 
El punto más interesante desde el punto de vista de sistemas de 
telecomunicación es la calidad de la señal recibida en el Gateway o 
receptor, en esta calidad de señal pueden afectar los siguientes factores: 
- distancia hasta el receptor,  
- los obstáculos físicos e interferencias de otras señales. 
 
 
Fig. 40 – Detalle de tanque. 
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 Distancia hasta el receptor: 
Las distancias hasta el receptor, como se explicó en el capítulo 3.4 
de esta memoria, tienen como cota máxima los 166 metros de la 
sonda más alejada del Gateway y como cota mínima los 74 metros 
de la sonda más próxima, estas distancias, se deciden considerarlas 
no excesivas ya que las señales llegan con suficiente potencia como 
para ser evaluadas como posible obstáculo en el diseño. En el plano 
2 en Anexo 2 se puede ver el detalle de las medidas en metros. 
 
 Obstáculos: 
Se hace la misma reflexión que el punto anterior, al llegar la señal 
con potencia y estabilidad suficiente, excepto en la sonda número 2 
en figura 39, se entiende que los obstáculos metálicos (tanques, 
bandejas de cableado, tuberías, etc.) son relevantes de estudio y por 
tanto la propuesta aportada debe mejorar este punto. 
 
Después de estudiar las dimensiones de los tanques, se decide que lo 
más adecuado será colocar las sondas emisoras en la parte más elevada 
de los tanques, con ello se conseguirá una mayor potencia de llegada de 
señal al receptor, una visibilidad mayor entre vecinos ‘neighbours’, así la 
red tendrá una mayor robustez. 
Las necesidades de medición en dos de ellos serán de nivel y se medirán 
por TDR (Time Domain Reflectometry). 
El tercer tanque tiene la necesidad de controlar la temperatura ya que es 
un parámetro importante para la estabilidad del producto a almacenar. 
 
 
4.2.3. Nuevas sondas. 
Los modelos de sondas utilizadas serán de la marca Emerson Proccess 
[3] y serán de la gama Rosemount Wireless [20], con esta decisión se 
obtienen sinergias en el mantenimiento y en códigos de recambios al 
coincidir con los actuales equipos instalados. 
Se decide instalar equipos similares a los actuales, actualizando la 
tecnología debido a la obsolescencia de los instalados, tanto en las 
mediciones de nivel como en la medida de temperatura. 
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 Sondas de nivel. 
 
Los equipos de medición de nivel se decide sean dos equipos de 
iguales características al siguiente, Rosemount Wireless 3308 
(figura 41) (ver Guía Rápida en Anexo 3) [21]. 
Se instalará en la parte superior del tanque en un lugar accesible 
desde la pasarela sin necesidad de utilizar equipos de elevación 
especiales. 
Esta sonda es específica para medir niveles utilizando la sonda 
guiada como se muestra en la figura 42. 
Fig. 41 – Sonda Rosemount 3308 
Fig. 42 – Diagrama de tanque – medida de la altura de relleno. 
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En la siguiente figura número 43, se detalla en esquema la conexión 
de la sonda Rosemount 3308. 
 
 Sonda de temperatura. 
Se selecciona para la medida de temperatura Rosemount 648 
Single-Point Wireless Temperature Transmitter (figura 44) (ver link 
de datasheet en Anexo 1) [22] 
Se instalará en la parte superior del tanque en un lugar accesible 
desde la pasarela sin necesidad de utilizar equipos de elevación 
especiales. 
El sensor de temperatura está situado en la válvula intermedia 
situada a 5 m del suelo, se envía la señal a la sonda en altura en 
cable apantallado VOVMV según se explica en el capítulo 3. 
La señal recibida en el Gateway será expresada en pantalla en las 
unidades DegC (Grados Centígrados). 
  
Fig. 44 – Sonda Rosemount 648 Wireless 
Fig. 43  - Detalle en esquema de 
conexión sonda nivel por 
reflectometría. 
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Se detalla en la figura 45 la conexión en esquema de la sonda de 
temperatura. 
 
 
 
 
 
 Gateway. 
Se decide utilizar el existente Smart Wireless Gateway ya que, según 
el fabricante [5] este equipo tiene una capacidad para recibir 
información de 100 dispositivos si la latencia (la frecuencia de 
emisión de las sondas) es inferior a 10 segundos y de 50 dispositivos 
si la latencia es de menos de 5 segundos, en el caso del estudio se 
contempla una red de 8 equipos por tanto la capacidad de este 
Gateway es suficiente y no se requiere de ampliación o sustitución.  
La información sobre este Gateway se puede ver en el Manual de 
usuario en Anexo 3, donde se especifican todos los detalles de 
nomenclatura, unidades de medida de las señales o magnitudes 
medidas. 
 
 
  
Fig. 45 - Detalle en esquema de conexión sonda de 
temperatura. 
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En la siguiente imagen (figura 46) se observa el diseño de la nueva red 
con todos los caminos posibles hasta llegar al Gateway (flechas 
discontinuas en color azul) y los caminos entre sondas (flechas 
discontinuas de color naranja), como se observa cada uno de los equipos 
ya sean nuevos o antiguos tienen visión directa con el Gateway y al menos 
3 caminos por los que llegar al Gateway si la conexión principal sufriera 
alguna interferencia. Esto se ha conseguido instalando las nuevas sondas 
en la parte alta de los tanques A, B, y C y modificando la antena del 
Gateway por una antena de alta ganancia. 
 
 
 
Fig. 46 – Conectividad entre sondas y entre sondas y Gateway. 
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5. Estudio económico. 
 
Este capítulo se centrará en evaluar económicamente las soluciones 
propuestas en el capítulo anterior. 
Para ello se ha solicitado al proveedor y fabricante de las sondas de campo y 
Gateway, Emerson Process Management España [3], que elabore un 
presupuesto actualizado a la tecnología de hoy día en todas las soluciones 
propuestas. 
Las comparaciones económicas se distribuirán de la siguiente forma: 
Se valoran las propuestas teóricas y las reales de los apartados 
siguientes: 
4.1 Modificación de las sondas 
4.1.1 Modificar la posición de las sondas. 
4.1.2 Instalar antenas de alta ganancia  
4.2 Instalación de nuevas sondas.  
Se evaluarán los posibles ahorros debido a la tecnología Wireless. 
En las tablas siguientes se detalla todos los costes capítulo y propuesta. 
En la tabla 1 (figura 47) se detallan los costes de la solución teórica aportada 
con un coste de 10.386 euros, debido que no es posible esta modificación se 
evalúa la solución del fabricante, que es considerablemente más económica. 
 
 
 
 
 
Fig. 47 – Estudio económico capítulo 4.1.1. 
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En la siguiente tabla (figura 48), se observa que la opción teórica que, si hubiera 
sido posible técnicamente, sería la mejor opción económica. 
 
 
Si por el contrario, en el supuesto de que la empresa decidiera instalar nuevos 
tanques, al instalar las nuevas sondas Wireless y modificar la antena del 
Gateway, se obtendría un ahorro económico de un 43% mostrado en la figura 
49, este ahorro se estima comparando el coste de la instalación estándar 
cableada con la instalación Wireless.  
 
 
 
 
 
Fig. 48 – Estudio económico capítulo 4.1.2. 
Fig. 49 – Estudio económico capítulo 4.2 
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En cambio, la versión del fabricante, es que, según se muestra en la figura 50, 
el ahorro podría llegar a ser del 90 %, se demuestra que en cada caso individual 
el ahorro puede variar. 
 
 
Como conclusión de este capítulo, con una inversión de 2.077 euros la red 
actual tendría una robustez y redundancia perfecta, ya que la opción 
desarrollada en el capítulo 4.1.1. es la que, tanto económica como 
técnicamente, es más ventajosa. 
Pero en cambio, si una empresa quisiera evaluar las posibilidades de una 
instalación nueva, guiándose del estudio técnico desarrollado en el capítulo 4.2. 
y del estudio económico mostrado en la tabla 3, podría orientarse sobre las 
diferencias de costes entre instalación Wireless e instalación cableada 
estándar, así como de los posibles ahorros económicos y en tiempo de 
ejecución al hacer una instalación Wireless. 
 
 
 
 
 
 
 
  
 
Fig. 50 – Estimación de ahorros de Emerson Process Management. 
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6. Conclusiones y líneas futuras. 
 
Las propuestas de mejora desarrolladas en esta memoria logran, desde un 
punto de vista teórico y práctico, hacer la red Wireless del parque de tanques 
estudiada más fiable y robusta ante interferencias y obstáculos. 
Esta fiabilidad y robustez puede hacer que la confianza en los equipos 
Wireless crezca ya que no se están teniendo en cuenta para automatismos 
de bombas, válvulas de cierre o de sobrellenado. 
Con estos resultados de inversión y de ahorro comparándolo con la instalación 
típica cableada, se podrían ampliar las sondas y por tanto las magnitudes 
medidas en los tanques, casos que se desestimaban por el coste de 
instalación. 
Los siguientes pasos podrían ser evaluar la posibilidad de crear estaciones de 
visualización de back-up en los dos parques de tanques que tiene BASF en 
otras ubicaciones geográficas de la provincia de Tarragona [23] (figura 51), 
estos parques de tanques tienen conexión con la planta central por fibra 
óptica. 
Con este desarrollo se ahorrarían costes en retenes de personal en festivos y 
en épocas de vacaciones, así como costes en seguridad y mantenimientos. 
Los objetivos marcados al inicio de la memoria han sido alcanzados y las 
propuestas económicas que se han planteado hacen este sistema atractivo 
para nuevas instalaciones tanto en BASF como en otras empresas que tengan 
necesidades similares. 
Fig. 51 – Localización de parques de tanques de BASF. 
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Anexo 1 – Links Product Data Sheet. 
 
Links de Product Data Sheet relevantes para esta memoria. 
 
Rosemount Smart Wireless Gateway: 
http://www2.emersonprocess.com/siteadmincenter/PM%20Rosemount%20D
ocuments/00813-0200-4420.pdf 
 
Rosemount 648 Wireless Temperature Transmitter – Sonda temperatura: 
http://www2.emersonprocess.com/siteadmincenter/PM%20Rosemount%20D
ocuments/00813-0100-4648.pdf 
 
Rosemount 3051S Series – Sonda de nivel: 
http://www2.emersonprocess.com/siteadmincenter/PM%20Rosemount%20D
ocuments/00813-0100-4801.pdf 
 
Rosemount 3308 – Radar de onda guiada Wireless: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20do
cuments/00809-0109-4308.pdf 
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Anexo 2 – Planos y esquemas. 
 
Plano 1 -  Plano general parque de tanques – Pagina 51 
Plano 2 -  Cotas en metros desde Gateway hasta sondas 
actuales 
– Pagina 52 
Plano 3 -  Conectividad actual de la red – Pagina 53 
Plano 4 -  Simulación conectividad con opción 4.1.1. – Pagina 54 
Plano 5 -  Nuevos tanques y nuevas sondas (simulación) – Pagina 55 
Plano 6 -  Simulación conectividad con nuevos tanques y 
sondas 
– Pagina 56 
Esquema 1 -  Diseño Tanque A – Pagina 57 
Esquema 2 - Diseño Tanque B – Pagina 58 
Esquema 3 - Diseño Tanque C – Pagina 59 
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Anexo 3 – Documentos de fabricante. 
 
Doc. 1 - Presupuesto de materiales 
Doc. 2 -  Product Data Sheet – Smart wireless Gateway 
Doc. 3 -  Manual de usuario Smart Wireless Gateway 
Doc. 4 -  Guía Rápida 3051S 
Doc. 5 -  Guía Rápida 3308 
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RESUMEN DE PRECIOS 
Item Cant. Descripción Precio 
unitario 
(EUR) 
Precio total 
(EUR)
Plazo de 
entrega 
(Dias)
1 1 1420A1A3N7WL2 4,753.80 4,753.80 35
  Smart Wireless Gateway  
2 1 1410A1ND1WL2NA 2,856.60 2,856.60 35
  Smart Wireless Gateway  
3 1 781A1D1NAWA3WK3 1,908.90 1,908.90 35
  Smart Wireless Field Link  
4 1 3051S1CD3A2000X5AWA3WM1Q8 2,936.40 2,936.40 35
  Transmisor escalable 3051S "Ultra" de presión diferencial  
5 1 3051S1CD3A2000X5AWA3WJ1Q8 3,024.00 3,024.00 35
  Transmisor escalable 3051S "Ultra" de presión diferencial  
6 1 648DX1D1NAWA3WM1Q4 1,902.60 1,902.60 35
  Transmisor de temperatura  
7 1 3308ASX2D1NAS1V2NNN5AM01699WA3WK1Q4Q8W1 3,274.20 3,274.20 35
  Guided Wave Radar Level Transmitter  
8 1 701PBKKF 154.80 154.80 35
  Smart Power Options  
9 1 775XD11NAWA3WK9 566.10 566.10 35
  Smart Wireless THUM Adapter  
    Total material (EUR):  21,377.40
    Transporte (EUR):  470.30
    Embalaje (EUR):  INCLUIDO
    Total (EUR):  21,847.70
      
 
 
Nota: 
*Esta oferta es orientativa, por lo tanto los equipos ofertados son equipos estandar. Para poder 
cumplir con sus especificaciones tecnicas, necesitamos recibir mas informacion relacionada 
con su proceso.  
 
 
RESUMEN COMERCIAL 
Proyecto: (No Name Assigned) 
Fecha de validez: 19/09/15 
Forma de pago: Transferencia 60 d.f.f. 
Plazo de entrega:  35 dias desde recepción de su pedido. 
Hemos ofertado nuestro plazo estándar que incluye un servicio de transporte de 3-4 días. 
Por favor contacte con nosotros si requiere un plazo más corto o un servicio de transporte 
urgente de 24 horas.  
Condiciones entrega: CPT Transporte Pagado Hasta Destino Peninsular. 
Destino final: España 
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DESCRIPCION TECNICA 
Cant. Descripción
1 1420A1A3N7WL2 
 Smart Wireless Gateway 
 1420 Descripción del producto: Smart Wireless Gateway 
 A Potencia absorbida: 24 VDC, 500 mA 
 1 Ethernet Communications - Physical Connection: Ethernet 
 A3 Wireless Update Rate, Operating Frequency and Protocol: User Configurable Update 
Rate, 2.4GHz DSSS, WirelessHART 
 N Serial Communication: Ninguna 
 7 Ethernet Communication - Data Protocols: HART IP 
 WL2 Antenna Options: Remote Omni-Antenna Kit, 50ft(15.2m) cable, Lightning Arrestor 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0209-4420.pdf 
 
 
Cant. Descripción
1 1410A1ND1WL2NA 
 Smart Wireless Gateway 
 1410 Descripción del producto: Gateway Webserver, AMS Ready, HART IP 
 A Configuración: 25 Device Network Smart Wireless Gateway, 2.4GHz DSSS, 
WirelessHART, Webserver, AMS Ready, HART IP 
 1 Ethernet Communications - Physical Connection: Single Ethernet Connection 
 N Serial Communication: Ninguna 
 D1 Ethernet Communication - Data Protocols: Modbus TCP/IP 
 WL2 Antenna Options: SMA-to-N-Type Adapter Cable, and Remote Antenna Kit 
 NA Certificaciones del producto: Sin aprobaciones 
 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0209-4410.pdf 
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Cant. Descripción
1 781A1D1NAWA3WK3 
 Smart Wireless Field Link 
 781 Descripción del producto: Smart Wireless Field Link 
 A1 Physical Connection: RS485 
 D Tipo de carcasa: Dual Compartment Housing - Aluminum 
 1 Conduit Entry Size: NPT 1/2-14 
 NA Certificaciones del producto: Sin aprobaciones 
 WA3 Wireless Options: User Configurable Update Rate, 2.4 GHz DSSS, IEC 62591 
(WirelessHART) 
 WK3 Antenna and Smart Power: External Antenna,24VDC Line Power 
 
 
 
Cant. Descripción
1 3051S1CD3A2000X5AWA3WM1Q8
 Transmisor escalable 3051S "Ultra" de presión diferencial 
 3051S1CD Descripción del producto: Transmisor escalable 3051S "Ultra" de presión diferencial 
 3 Rango primario de presiones: -2,5 a 2,5 bar (-1000 a 1000 inH2O) 
 A Rango secundario de presiones: None,Single-Variable Device 
 2 Diafragma separador: SST 1.4404 (316L SST) 
 000 Conexión de proceso: None (No process flange) 
 X Salida del transmisor: Wireless 
 5A Tipo de carcasa: Wireless Plantweb housing, Aluminio, NPT 1/2-14 
 WA3 Wireless Options: User Configurable Burst Rate, 2.4 GHz DSSS, WirelessHART 
 WM1 Wireless Antenna and SmartPower: Extended range, Integral Antenna, Long Life Power 
Module Adapter, Intrinsically Safe 
 Q8 Certificado de traceabilidad del material: Certificación de traceabilidad del material por EN 
10204 3.1B 
  Calibracion
  0 - 248.64 KPA 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0109-4801.pdf 
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Cant. Descripción
1 3051S1CD3A2000X5AWA3WJ1Q8
 Transmisor escalable 3051S "Ultra" de presión diferencial 
 3051S1CD Descripción del producto: Transmisor escalable 3051S "Ultra" de presión diferencial 
 3 Rango primario de presiones: -2,5 a 2,5 bar (-1000 a 1000 inH2O) 
 A Rango secundario de presiones: None,Single-Variable Device 
 2 Diafragma separador: SST 1.4404 (316L SST) 
 000 Conexión de proceso: None (No process flange) 
 X Salida del transmisor: Wireless 
 5A Tipo de carcasa: Wireless Plantweb housing, Aluminio, NPT 1/2-14 
 WA3 Wireless Options: User Configurable Burst Rate, 2.4 GHz DSSS, WirelessHART 
 WJ1 Wireless Antenna and SmartPower: High-Gain, 6dBi Remote Antenna, Adapter for Black 
Power Module (I.S. Power Module sold separately) 
 Q8 Certificado de traceabilidad del material: Certificación de traceabilidad del material por EN 
10204 3.1B 
  Calibracion
  0 - 248.64 KPA 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0109-4801.pdf 
 
 
 
 
 
Cant. Descripción
1 648DX1D1NAWA3WM1Q4 
 Transmisor de temperatura 
 648 Descripción del producto: Transmisor de temperatura 
 D Tipo de transmisor: Wireless Field Mount 
 X Salida: Wireless 
 1 Measurement: Single-Sensor 
 D Carcasa: Dual compartment housing, Aluminio 
 1 Conduit_Threads: 1/2 -14NPT 
 NA Certificaciones: Sin aprobación 
 WA3 Wireless Update Rate, Operating Frequency, and Protocol: User Configurable Update 
Rate, 2.4GHz DSSS, WirelessHART 
 WM1 Omnidirectional Wireless Antenna and SmartPower: Extended range, Integral Antenna, 
Long Life Power Module Adapter, Intrinsically Safe 
 Q4 Certificado de calibración: Calibration Certificate (3-Point Calibration with Certificate) 
  Calibracion
  0 - 100 DEG C 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0109-4648.pdf 
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Cant. Descripción
1 3308ASX2D1NAS1V2NNN5AM01699WA3WK1Q4Q8W1
 Guided Wave Radar Level Transmitter 
 3308A Descripción del producto: Guided Wave Radar Level Transmitter 
 S Profile: Estándar 
 X Salida de señal: WirelessHART 
 2 Tipo de medida: Level and Interface Transmitter 
 D Carcasa: Wireless PlantWeb housing, Aluminum 
 1 Conduit / Cable Threads: 1/2  - 14 NPT 
 NA Certificaciones de zonas peligrosas: Sin certificaciones de zonas peligrosas 
 S Temperatura y presión de funcionamiento: - 15 psig (-1bar) to 580 psig (40 bar) @ 302 
deg F  (150 deg C) 
 1 Material of Construction; Process Connection/ Probe: 316 L SST (EN 1.4404) 
 V Material de junta tórica de sellado: Viton 
 2 Diámetro de la conexión de proceso: 2 in. / DN50 / 50A 
 NN Process Connection Rating: For use with non-flange process connection type 
 N Tipo de conexión de proceso: NPT thread 
 5A Tipo de sonda: Flexible Single Lead (d=0.16"/4mm) 
 M Unidades de longitud de las sondas: Metric (meters, centimeters) 
 016 Probe Length (feet / meters): 16 ft or m 
 99 Probe Length (inches / centimeters): 99 cm 
 WA3 Update Rate, Operating Frequency and Protocol: User Configurable Update Rate, 2.4 
GHz DSSS, IEC 62591 (WirelessHART) 
 WK1 Omnidirectional Wireless Antenna and SmartPower Solutions: External Antenna,  Adapter 
for Black Power Module (I.S. Power Module Sold Separately) 
 Q4 Aseguramiento de la calidad especial: Certificado de datos de calibración 
 Q8 Certificado de posibilidad de rastreo de la calidad: Material Traceability Certification per 
EN 10204 3.1 
 W1 Weight and Anchoring options for Flexible Single Probes: Small weight, length: 5.5" 
(140mm), diameter: 0.86" (22mm), for narrow process connections 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0100-4308.pdf 
 
 
 
Cant. Descripción
1 701PBKKF 
 Smart Power Options 
 701P Descripción del producto: Smart Power Options 
 BK SmartPower Type: Black Power Module 
 KF Certification: FM, ATEX, and IECEx Intrinsically Safe 
 
Hoja de datos: 
http://www2.emersonprocess.com/siteadmincenter/pm%20rosemount%20documents/00813-0109-4701.pdf 
  
 
N/. Oferta.: 3400-MRG-15-0052268 17/08/15
S/Ref.:Proyecto BASF wireless Página 7 de 11
 
 
 
Cant. Descripción
1 775XD11NAWA3WK9 
 Smart Wireless THUM Adapter 
 775 Descripción del producto: Smart Wireless THUM(TM) Adapter 
 X Salida: Wireless 
 D Carcasa: Aluminio 
 1 Mounting Connection: NPT 1/2-14 
 1 PlantWeb Functionality: HART Data 
 NA Certificaciones: Sin aprobación 
 WA3 Wireless Update Rate, Operating Frequency and Protocol: User Configurable Update 
Rate, 2.4GHz DSSS, IEC 62591 (WirelessHART) 
 WK9 Omnidirectional, Wireless Antenna and SmartPower: Long Range, Integral Antenna, 
Power Scavenging 
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Condiciones particulares 
 
 
Pedidos    
Solo se aceptarán pedidos oficiales. No se procesarán intenciones de pedido o pedidos verbales. 
 
Pedido mínimo 
150,00 € - para pedidos de valor inferior se añadirá un cargo de gestión de 25,00 € 
 
Precios 
Los precios no incluyen IVA 
 
Plazo de entrega  
Estimado a partir de la fecha de recepción de su pedido oficial en nuestras oficinas. El pedido deberá venir 
acompañado de toda la documentación técnica y comercial necesaria para su tramitación y suministro sin 
interrupciones. 
En caso de recibir un pedido incompleto o incorrecto, el plazo empezará a contar en el momento de la 
compleción de la información necesaria. 
 
Transporte  
2,2% del importe del pedido. Importe mínimo 64 €. Este importe es para una entrega estándar (3-5 días). 
Entregas express en 24 horas con un coste distinto están disponibles bajo petición.  
 
Forma de pago  
Los términos de pago ofertados y la aceptación de cualquier pedido resultante de esta oferta están sujetos a la 
aprobación de nuestro departamento de control de créditos. 
 
Hitos de pago  
En caso de pedidos que incluyan equipos y servicios, los equipos se facturarán a la entrega y los servicios se 
facturarán según partes mensuales. 
 
Garantía   
A) Estándar: 12 meses desde la puesta en marcha ó 18 meses desde la entrega del material, siendo de 
aplicación la fecha que se cumpla en primer lugar. 
B) Extensión: Por cada 6 meses de ampliación de garantía, se aplicará un 3% del importe total del pedido. 
 
Modificaciones  
La modificación o cancelación de un ítem o el cambio en su especificación pueden ocasionar costes o 
variaciones en la fecha de entrega que variarán según la envergadura y el momento del cambio y que se 
notificarán en su caso. Se procesarán las modificaciones una vez recibido el pedido definitivo. 
 
Documentación  
Salvo indicación contraria, la documentación incluida es la documentación estándar de Emerson para los 
equipos ofertados. En caso de necesitar documentación específica rogamos nos lo comuniquen antes de 
formalizar su pedido. 
 
Inspección   
La presente oferta no contempla ningún tipo de inspección para el material detallado.  
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Limitaciones de validez 
"La presente oferta, la aceptación de cualquier pedido bajo la misma y el cumplimiento de cualesquiera 
obligaciones contractuales derivadas de ella estarán sujetos al cumplimiento de cualesquiera normas aplicables 
en materia de control a la importación y la exportación y su normativa sancionadora, incluidas, en su caso, las 
normas de los EE.UU. No obstante lo anterior, dichas normas podrán ser modificadas en cada momento, 
incluyendo durante el procesamiento de un pedido. En el caso de que EMERSON PROCESS 
MANAGEMENT,S.L. (la Compañía) no obtenga las licencias, autorizaciones o aprobaciones que sean 
necesarias o convenientes, aun en el caso de que la falta de obtención se deba a la falta de respuesta de las 
autoridades administrativas competentes para ello, o en el caso de que dichas licencias, autorizaciones o 
aprobaciones sean denegadas o revocadas, la Compañía quedará relevada y exonerada de todas sus 
obligaciones derivadas de cualquier oferta realizada, sin penalización alguna.  
 
Del mismo modo, la Compañía quedará relevada y exonerada de todas sus obligaciones sin penalización alguna 
si existiera algún cambio en las leyes, órdenes u otra normativa aplicable 
que prohibiera a la Compañía el cumplimiento de cualquier pedido o que, a juicio razonable de la Compañía, le 
exponga a algún riesgo en aplicación de dichas leyes, órdenes o normativa en caso de cumplimiento del 
pedido." 
 
“Emerson Process Management S.L. (La empresa) está comprometida con los estándares más estrictos de 
conducta ética y comercial y puede requerir la cumplimentación de un cuestionario de diligencia debida (DDQ 
por sus siglas en inglés). Si se requiere esta cumplimentación, la aceptación de cualquier pedido resultante de 
esta oferta estará sujeta a la revisión favorable por la empresa del DDQ enviado.“ 
 
"En el caso de que la presente oferta dé lugar a la celebración de un Contrato de Compraventa con EMERSON 
PROCESS MANAGEMENT, SL (la Compañía), la Compañía vendrá obligada a verificar el destino, uso y usuario 
final de los bienes antes de aceptar el pedido, habida cuenta de que el Contrato se encuentra sujeto al 
cumplimiento de todas las leyes y normativas aplicables en materia de control a la importación y la exportación, 
y su normativa sancionadora. El Cliente se obliga a facilitar dicha información a la Compañía a primer 
requerimiento de ésta dentro del proceso del pedido; ningún pedido será vinculante para la Compañía hasta que 
la referida información haya sido recibida  y se haya verificado y aprobado el cumplimiento de la operación." 
Esta oferta está sujeta a las condiciones generales de Emerson Process Management, S.L., y las condiciones 
particulares indicadas anteriormente. 
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Condiciones Generales de Venta – Productos y Servicios COS_P&S_SPN Edition 10/2005 
 
1.    DEFINICIONES: 
En los presentes Términos y Condiciones de Venta, "Vendedor" significa Emerson Process Management, SL; "Comprador" significa la persona física o jurídica que realiza el pedido, "Mercancía" significa la mercancía 
(incluyendo cualesquiera Software y Documentación tal y como se definen en la Cláusula 9) descrita en el formulario de Acuse de Recibo de Pedido del Vendedor; “Servicios” significa los servicios descritos en el formulario 
de Acuse de Recibo de Pedido; "Contrato" significa el acuerdo escrito (incluyendo las presentes Condiciones Generales) suscrito por el Comprador y el Vendedor para el suministro de la Mercancía y/o arrendamiento de 
Servicios; y "Precio Contractual" significa el precio a ser pagado por el Comprador al Vendedor por la Mercancía y/o Servicios y “Sociedad del Grupo del Vendedor” significa cualquier compañía que esté en la actualidad 
controlada, directa o indirectamente, por la matriz última del Vendedor. A los efectos de esta definición, Sociedades del Grupo del Vendedor significa cualquier compañía que esté en la actualidad controlada, directa o 
indirectamente, por la matriz última del Vendedor. Se entenderá a estos efectos por “Control” lo dispuesto en el artículo 4 de la Ley del Mercado de Valores, Ley 
24/1988. 
 
2.    EL CONTRATO: 
2.1  Todos los pedidos han de ser por escrito y serán aceptados con sujeción a estas 
Condiciones de Venta.   Ninguno de los términos o condiciones establecidos por el Comprador, ni otras manifestaciones, garantías u otras declaraciones distintas de las contenidas en la orden del Vendedor o en su 
formulario de Acuse de Recibo de Pedido, o que no hayan sido aceptadas por escrito por el Vendedor, serán vinculantes para el mismo. 
2.2  El Contrato entrará en vigor en la fecha de aceptación del pedido del Comprador 
mediante el formulario de Acuse de Recibo de Pedido del Vendedor o en la fecha de cumplimiento de todas las condiciones suspensivas establecidas en el Contrato, cualquiera que sea posterior (la "Fecha Efectiva del 
Contrato").  En el supuesto de que los detalles de la Mercancía o Servicios descritos en la orden del Vendedor difieran de los que figuran en el Formulario de Acuse de Recibo de Pedido, prevalecerán los que aparecen en este 
último. 
2.3  No será de aplicación ninguna variación o modificación del Contrato hasta que la misma sea aceptada por escrito por ambas partes.  Sin embargo, el Vendedor se reserva el derecho a efectuar pequeñas modificaciones 
y/o mejorar la Mercancía antes de su entrega, siempre que no se vean afectadas de forma adversa las prestaciones de la Mercancía ni tampoco se vean afectados el Precio Contractual ni la fecha de entrega. 
.  
3.    VALIDEZ DE LA COTIZACION Y PRECIOS: 
3.1  Salvo en caso de que hubiera sido retirada con anterioridad, la orden del Vendedor es válida para su aceptación dentro del periodo establecido en la misma o, en caso de no establecerse periodo, dentro de los treinta días 
siguientes a la fecha de la orden. 
3.2  Los precios son firmes para entregas dentro del periodo establecido en la orden del Vendedor y no incluyen (a) el Impuesto sobre el Valor Añadido ni (b) ningún otro tipo de impuesto similar u otro, ni derechos, tasas u 
otros cargos similares de aplicación fuera de España en relación con la ejecución del Contrato. 
3.3  Los precios (a) corresponden a Mercancía entregada Ex-works punto de embarque, excluido costes de transporte, seguro y manipulación y, (b) salvo que se indique lo contrario en la orden del Vendedor, no incluyen 
embalaje.  Si la Mercancía hubiera de ser embalada, los embalajes serán no retornables. 
 
4.    PAGO: 
El pago se efectuará: (a) íntegramente sin posibilidad de compensación o descuento de ningún tipo (salvo y en la medida que por imperativo legal no esté permitido); y (b) en la moneda indicada en la oferta del Vendedor 
dentro de los treinta días siguientes a la fecha de la factura salvo especificación en contrario del Departamento Financiero del Vendedor. La mercancía será facturada en cualquier momento después de que se haya notificado 
al Comprador que la misma está preparada para la entrega. Los Servicios serán facturados por meses vencidos o, en caso de que sean facturados con anterioridad, cuando se hayan completado. Sin perjuicio de los demás 
derechos del Vendedor, éste se reserva el derecho a (i) cobrar intereses sobre cualquier suma devengada y no pagada a un tipo que será el del interés legal incrementado en dos puntos durante el plazo de mora; y (ii) en 
cualquier momento tomar todas las medidas necesarias en garantía del pago que el Comprador considere convenientes. 
 
5.    PLAZO DE ENTREGA: 
5.1  Salvo que se estipule lo contrario en la orden del Vendedor, todos los periodos de entrega o finalización establecidos se contarán a partir de la Fecha Efectiva del Contrato y habrán  de  ser  considerados  como  meras  
estimaciones  que  no  conllevan  obligación contractual alguna. 
5.2  En caso de que el Vendedor se retrase o se le impida cumplir cualquiera de sus obligaciones en virtud del Contrato debido a actos u omisiones del Comprador o de sus agentes (incluyendo, a título enunciativo y no 
limitativo, el hecho de no proporcionar especificaciones y/o dibujos de trabajo plenamente dimensionados y/o cualquier otra información que razonablemente pudiera requerir el Vendedor a fin de cumplir sus obligaciones en 
virtud del Contrato de forma expeditiva), el plazo de entrega o finalización y el Precio Contractual se ajustarán en consecuencia.  
5.3  En caso de producirse retrasos en la entrega debido a cualquier acto u omisión por parte del Comprador, o si habiendo sido notificado de que la Mercancía está preparada para la entrega el Comprador no aceptara la 
entrega o no diera instrucciones adecuadas para el envío de la Mercancía, el Vendedor tendrá derecho a transportar  y emplazar la Mercancía en un almacén adecuado a cargo del Comprador.  La entrega se entenderá 
efectuada, pasando  los  riesgos  de  la  Mercancía  al  Comprador,  en  el  momento  de  emplazar  la Mercancía en almacén y el Comprador pagará al Vendedor como corresponda. 
 
6.    FUERZA MAYOR: 
6.1  El Contrato (salvo la obligación de pago del Comprador en relación con todas las cantidades   debidas al Vendedor según lo dispuesto en el Contrato) se suspenderá, sin responsabilidad, en el caso y en la medida en que 
se impida o retrase su cumplimiento por cualquier causa que escape razonablemente el control de la parte afectada, incluyendo, a título enunciativo y no limitativo: Fuerza mayor, conflicto armado o ataque terrorista, guerra, 
disturbio, incendio, explosión, accidente, inundación, sabotaje; requerimientos o actos administrativos (incluyendo a título meramente ejemplificativo la prohibición de exportación o re-exportación o la denegación de 
licencias necesarias de exportación), o problemas laborales, huelga, cierre patronal o mandato judicial. El Vendedor no tendrá obligación alguna de suministrar hardware, software, servicios o tecnología hasta la fecha en la 
que reciba  las  licencias  o  autorizaciones  necesarias  o  se  cumplan  las  condiciones  de reglamentos de excepción por categorías aplicables en materia de control de las importaciones y/o exportaciones (incluidos a título 
meramente ejemplificativo los que se encuentren vigentes en los Estados Unidos, en la Unión Europea o en la jurisdicción donde esté domiciliado o preste sus servicios el Vendedor). Si por cualquier motivo, las referidas 
licencias, autorizaciones o exenciones fuesen revocadas o dejaran de resultar aplicables y ello llevase aparejado (a) la imposibilidad del Vendedor de cumplir con sus obligaciones contractuales o, a juicio razonable del 
Vendedor, (b) un riesgo de que el Vendedor y/o las Sociedades  del  Grupo  del  Vendedor  incurran  en  responsabilidad  bajo  la  legislación aplicable, el Vendedor estará obligado a cumplir con las obligaciones derivadas del 
presente Contrato, sin derivarse ninguna responsabilidad de ello. 
6.2  En  el  supuesto  de  que  el  cumplimiento  de  las  obligaciones  contractuales  se suspendiera o retrasara por los motivos contemplados en esta Cláusula 6 durante más de 180  días  naturales consecutivos, cualquiera 
de  las  partes  podrá  resolver, sin responsabilidad hacia  la  otra  parte,  la  parte  del  Contrato  que  quedara  por  cumplirse mediante notificación por escrito a la otra parte, siempre y cuando el Comprador abone los costes 
razonables de cualesquiera trabajos que se estuvieran realizando y abone el precio de toda la Mercancía entregada y los Servicios realizados a la fecha de resolución. El Vendedor podrá efectuar la entrega en uno o varios 
plazos dependiendo, en cuyo caso cada entrega será considerada un contrato independiente, no pudiendo el Comprador resolver la totalidad del Contrato en el supuesto de falta de entrega en uno o varios plazos. 
 
7.    INSPECCIÓN, PRUEBAS Y CALIBRADO: 
7.1  La Mercancía será inspeccionada por el Vendedor o el fabricante y, cuando fuera posible, será sometida a las pruebas estándar del Vendedor o del fabricante antes de ser despachada.  Cualquier prueba o inspección 
adicional (incluyendo la inspección por parte del Comprador o su representante, o pruebas en presencia del Comprador o su representante y/o calibrado) así como la entrega de certificados de prueba y/o resultados 
detallados de prueba estarán sujetos a la aceptación previa por escrito del Vendedor y el Vendedor se reserva el derecho a cobrarlas;  si el Comprador o su representante dejara de asistir  a  dichas  pruebas,  inspección  y/o  
calibrado  pasados  siete  días  de  haber  sido notificado de que la Mercancía está lista para estos procedimientos, las pruebas, inspección y/o calibrado se llevarán a cabo, considerándose realizadas en presencia del 
Comprador o su representante y la declaración del Vendedor de que la Mercancía ha pasado dichas pruebas y/o inspección y/o ha sido calibrada, será concluyente. 
7.2   El plazo máximo para la presentación de reclamaciones por defecto de cantidad o entrega incorrecta será de 14 días naturales desde la entrega. Cualesquiera otras reclamaciones deberán efectuarse dentro de los 10 días 
siguientes a aquél en que la causa de la reclamación hubiera surgido. 
 
8.    ENTREGA, PROPIEDAD Y RIESGO: 
8.1  A no ser que se estipule expresamente de otro modo en el Contrato, la Mercancía se entregará Carried Paid To (CPT) al destino indicado en el Contrato; los costes de transporte, embalaje y manipulación serán abonados 
por el Comprador a las tarifas aplicables del Vendedor. El  riesgo de  pérdida o  daños en  la  Mercancía pasará al  Comprador en  el momento de la entrega de la forma descrita en el presente Contrato y el Comprador será 
responsable de asegurar la Mercancía a partir de entonces. Alternativamente, si estuviese expresamente reconocido en el Contrato, el Vendedor será responsable de asegurar la Mercancía tras su entrega al Comprador, 
siendo abonada(s) la(s) póliza(s) por el Comprador a las tarifas aplicables del Vendedor. "Ex-works", "FCA" “CPT” o cualquier otro término de entrega utilizado en el Contrato vendrá definido de acuerdo con la versión más 
actualizada de los Términos Internacionales de Comercio (Incoterms). 
8.2  Con sujeción a lo establecido en la Cláusula 9, la transmisión de la propiedad de la Mercancía se producirá a favor del Comprador en el momento de la entrega de conformidad con lo dispuesto en la Cláusula 8.1. 
 
9.    DOCUMENTACION Y SOFTWARE: 
9.1  La titularidad y la propiedad de todos los derechos de autor sobre el software y/o firmware incorporado a la Mercancía o suministrado para su utilización con la misma ("Software") y la documentación entregada con la 
Mercancía ("Documentación") permanecerán con las Sociedades del Grupo del Vendedor que correspondan (o con aquél tercero que hubiera suministrado el Software y/o la Documentación al Vendedor) y no son 
transmitidos al Comprador en virtud del presente documento. 
9.2  Salvo que en este documento se establezca otra cosa, por medio de este documento se concede al Comprador una licencia gratuita no exclusiva de utilización del Software y la Documentación conjuntamente con la 
Mercancía, siempre y en tanto que el Software y la Documentación no sean copiados (salvo expresamente autorizado por la legislación aplicable) y el Comprador mantenga el Software y la Documentación en la más estricta 
confidencialidad y  no  los  revele  a  terceros  ni  les  permita  acceso  a  los  mismos  (con excepción de los manuales estándar de operación y mantenimiento del Vendedor). El uso de determinado Software por el Comprador 
(de acuerdo con las indicaciones del Vendedor, incluyendo pero no limitado al control del sistema y ejecución de series Software) se regirá exclusivamente por la licencia de la Sociedad del Grupo de Vendedor. El Comprador 
podrá transferir la referida licencia a un tercero que compre, alquile o tome en arrendamiento la Mercancía, siempre y cuando el tercero acepte las condiciones de la presente Cláusula 9 y preste su conformidad por escrito. 
9.3  Al margen de lo dispuesto en la Cláusula 9.2 precedente, el uso de cierto Software por parte del Comprador (de la forma especificada por el Vendedor, lo que incluye aunque no se limita a sistemas de control y al Software 
AMS) estará sometido exclusivamente al contrato de licencia de las Sociedades del Grupo del Vendedor o tercero de que se trate. 
9.4  El Vendedor y las Sociedades del Grupo del Vendedor conservarán la propiedad de todos los inventos, diseños y procesos creados o desarrollados por los mismos y,  salvo lo dispuesto en esta Cláusula 9, no concede 
en virtud de este documento ningún derecho de propiedad intelectual. 
 
10.  DEFECTOS DESPUES DE LA ENTREGA: 
10.1 El Vendedor garantiza (i) con sujeción a las demás estipulaciones del Contrato, el justo título y el goce pacífico de la Mercancía; (ii) que la Mercancía fabricada por el Vendedor y/o las Sociedades del Grupo del Vendedor 
cumple las especificaciones del Vendedor para la misma y está libre de defectos tanto en materiales como en proceso de fabricación y (iii) los Servicios prestados por el Vendedor o las Sociedades del Grupo del Vendedor se 
prestarán con la profesionalidad, cuidado y diligencia debida y de acuerdo con la práctica profesional y de ingeniería habitual.   El Vendedor subsanará, mediante reparación o, a elección del Vendedor, mediante el suministro 
de repuesto o repuestos, cualquier defecto que, en condiciones de correcta utilización, cuidado y mantenimiento, pudiera aparecer en la Mercancía fabricada por él o por cualquiera de las sociedades de su Grupo, le sea 
comunicado dentro de los 12 meses naturales siguientes a la puesta en funcionamiento de dicha Mercancía o dentro de los 18 meses naturales siguientes a su entrega, cualquiera que se cumpla antes, (90 días después de la 
entrega en el caso de consumibles y repuestos) (el "Periodo de Garantía") y que surgieran exclusivamente debido a defectos en el material o en la mano de obra, siempre que los artículos defectuosos sean devueltos al 
Vendedor, transporte y seguro pagados con anterioridad, dentro del Periodo de Garantía.   (Los consumibles incluirán electrodos de vidrio membranas, contactos entre electrólitos, electrólitos, anillas de junta, etc.). Los 
elementos sustituidos pasarán a ser propiedad de Emerson Process Management Group. Los elementos reparados o piezas sustituidas serán entregados por el Vendedor a su costa en el emplazamiento del Comprador en 
España y si el Comprador estuviera ubicado fuera de España, serán entregadas FCA en España.  El Vendedor  corregirá  los  defectos  en  los  Servicios  prestados  por  el  Vendedor  o  las Sociedades del Grupo del 
Vendedor que le fueran comunicados dentro de los noventa días siguientes a la finalización de dichos Servicios. La Mercancía o los Servicios reparada o sustituida o sustituidos de acuerdo con esta Cláusula 10.1 estará 
cubierta por la garantía anteriormente establecida durante el Periodo de Garantía que quedara por transcurrir o durante noventa días a partir de la fecha en que fuera devuelta (o de la fecha de rectificación de Servicios) al 
Comprador, cualquiera que se cumpla más tarde. 
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10.2 La Mercancía o Servicios obtenidos por el Vendedor de cualquier tercero que no sea una de las Sociedades del Grupo del Vendedor para su reventa al Comprador estarán cubiertos únicamente por la garantía prestada 
por el fabricante original. 
10.3 No  obstante  lo  establecido  en  las  Cláusulas  10.1  y  10.2,  el  Vendedor  no  será responsable de ningún defecto causado por: el desgaste normal por uso; materiales o fabricación realizada, proporcionada o 
especificada por el Comprador; incumplimiento de los requisitos del Vendedor en cuanto al almacenamiento, instalación, operación o condiciones medioambientales;  falta de mantenimiento adecuado; cualquier 
modificación o reparación realizada sin la previa autorización por escrito del Vendedor; o por el uso de software o piezas de repuesto o sustitutivas no autorizadas.  Los gastos incurridos por el Vendedor en la investigación o 
subsanación de dichos defectos serán pagados por el Comprador a requerimiento del Vendedor.  El Comprador será en todo momento el único responsable de la exactitud y conformidad de toda la información 
proporcionada por el mismo. 
10.4 Sujeto a lo dispuesto en la Cláusula 12.1, la anterior constituye la única garantía del Vendedor y el derecho o acción del Comprador en caso de incumplimiento de la misma.  El Vendedor no efectúa ninguna 
manifestación, garantía o condición de cualquier tipo, expresa o implícita, en cuanto a la calidad satisfactoria, adecuación para ser comerciable, o la aptitud para un determinado fin o cualquier otra cuestión relacionada con la 
Mercancía. 
 
11.  VIOLACION DE PATENTE, ETC.: 
11.1 Con  sujeción  a  las  limitaciones  establecidas  en  la  Cláusula  12,  el  Vendedor indemnizará al Comprador en caso de producirse cualquier reclamación por violación de Patentes de Invención, Diseño Registrado, 
Derechos de Diseño, Marca o Derechos de Autor ("Derechos de Propiedad Intelectual") derivada del uso o la venta de la Mercancía y que se encuentren en vigor en la fecha de formación del Contrato, contra todos los gastos 
y daños razonables a los que fuera condenado el Comprador en cualquier acción derivada de tal violación,  o  contra  aquéllos  gastos  y  daños  de  los  que  pudiera  ser  responsable  el Comprador en cualquier acción de 
este tipo, siempre y cuando el Vendedor no sea responsable de indemnizar al Comprador en el supuesto de que: 
(i)    tal violación surgiera como consecuencia de que el Vendedor hubiera seguido un diseño o instrucciones proporcionados por el Comprador, o que la Mercancía hubiera sido utilizada de un modo, para un fin o en un país 
no especificado o que no hubiera sido revelado  al  Vendedor  con  anterioridad  a  la  fecha  del  Contrato  o  en  asociación  o combinación con cualquier otro equipo o software, o 
(ii)   el  Vendedor  hubiera  logrado,  a  su  cargo,  el  derecho  del  Comprador a  continuar utilizando la Mercancía, o hubiera reemplazado o modificado la Mercancía de modo que la 
misma ya no incurriera en tal violación. 
(iii)  el Comprador no hubiera notificado al Vendedor por escrito, con la mayor celeridad posible, de cualquier reclamación interpuesta o a ser interpuesta o de cualquier acción anunciada o presentada contra el Comprador 
y/o el Comprador no hubiera permitido al Vendedor, por cuenta de este último, tramitar y controlar cualquier pleito que hubiera podido surgir en consecuencia, así como las negociaciones para llegar a un acuerdo 
extrajudicial, o 
(iv)  el Comprador, sin el consentimiento previo y por escrito del Vendedor, hiciera cualquier declaración o admisión que fuera o pudiera ser perjudicial para el Vendedor respecto de cualquier posible reclamación o acción o 
(v)   la  Mercancía  hubiera  sido  modificada  sin  la  autorización  previa  por  escrito  del 
Vendedor. 
11.2 El Comprador garantiza que cualquier diseño o instrucciones que facilite no infringirá ningún Derecho de Propiedad Intelectual en la ejecución por parte del Vendedor de sus obligaciones contractuales e indemnizará al 
Vendedor en el supuesto de que la infracción de la presente garantía le suponga cualesquiera daños o perjuicios. 
 
12.  LIMITACION DE RESPONSABILIDAD: 
12.1 Al margen de lo dispuesto en cualquier cláusula del presente Contrato, y sin perjuicio de lo establecido en las leyes que resulten de aplicación, la máxima responsabilidad del Vendedor o de las Sociedades 
del Grupo del Vendedor por cualesquiera daños o perjuicios, cualquiera que fuese su causa (incluyendo, sin limitación, daños o perjuicios surgidos en virtud de responsabilidad extracontractual, contractual, 
garantía, falsedad documental, infracción legal, negligencia, responsabilidad objetiva o infracción de Derechos de propiedad intelectual) no excederá en ningún caso el Precio Contractual. Sin perjuicio de lo 
anterior ni de cualquier otra cláusula establecida en el presente Contrato, ni el Vendedor ni las Sociedades del Grupo del Vendedor serán en ningún modo responsables (incluyendo infracción de garantía o en 
caso de falsedad documental) por cualesquiera lucro cesante, pérdida de contratos, aumento de costes, pérdida de negocio, pérdida o daño ocasionado a datos o cualquier daño indirecto. 
 
13.  DISPOSICIONES LEGALES U OTRAS: 
13.1 En caso de que las obligaciones del Vendedor en virtud del Contrato se incrementaran o redujeran a causa de la promulgación o modificación, tras la fecha de la orden del Vendedor, de cualquier ley, orden, disposición o 
normativa que tuviera fuerza de ley, que pudiera afectar el cumplimiento de las obligaciones del Vendedor en virtud del Contrato, el Precio Contractual y el plazo de entrega serán ajustados en consecuencia y/o el 
cumplimiento del Contrato será suspendido o resuelto, según sea conveniente. 
13.2 Salvo  que  así  lo  disponga  cualquier  norma  imperativa  aplicable,  el  Vendedor  no responderá de la retirada, tratamiento, recuperación o gestión de (i) Mercancía o cualquier parte de ésta considerada a efectos 
legales como ‘residuos’ o (ii) artículos de los que la Mercancía o partes de ella sean meras piezas de recambio. En el supuesto de que el Vendedor deba encargarse por imperativo legal, incluyendo la legislación sobre 
residuos de aparatos eléctricos y electrónicos, la directiva comunitaria 2002/96/CE (WEEE) y legislación concordante de los países miembros de la Unión Europea, de la gestión de aquella Mercancía (o parte de ella) calificada 
como residuo, el Comprador deberá –a menos que lo prohíba la normativa aplicable- abonar al Vendedor, además del Precio Contractual (i) las tarifas estándar del Vendedor por encargarse de la gestión de los residuos de 
que se trate; o alternativamente (ii)  si  el  Vendedor no  dispusiera  de  dichas  tarifas  estándar,  el  coste incurrido por el Vendedor para gestionar el tratamiento de los referidos residuos (incluyendo el porte, transporte y 
gestión de los residuos y un margen de beneficio razonable). 
13.3 El personal del Comprador, mientras permanezca en los locales del Vendedor, cumplirá con el reglamento interno aplicable y con las instrucciones razonables del Vendedor, incluyendo, a título enunciativo y no 
limitativo, aquellas normas e instrucciones relativas a prevención de riesgos laborales y a descargas electrostáticas. 
 
14. CUMPLIMIENTO DE LA LEGISLACIÓN 
El Comprador acepta que la recepción y uso por su parte del hardware, software, servicios y tecnología cumplirá con todas las leyes, normativas, disposiciones y requisitos aplicables en materia de importación, control de la 
exportación y sanciones, en su versión vigente en cada momento, incluyendo, sin limitación alguna, la legislación de Estados Unidos, la Unión Europea y las jurisdicciones en las que el Vendedor y el Comprador se 
encuentren establecidos o desde las que puedan suministrarse productos, así como con los requisitos para la obtención de cualesquiera licencias, autorizaciones, permisos generales o exenciones de licencias en relación 
con lo anterior. El Comprador no podrá en ningún caso utilizar, transmitir, ceder, exportar o re- exportar dicho hardware, software o tecnología en contravención de las referidas leyes, normativas, disposiciones y requisitos 
aplicables o de los requisitos para la obtención de cualesquiera licencias, autorizaciones o exenciones de licencias. El Comprador asimismo acepta que no realizará ninguna actividad que pudiera suponer un riesgo para el 
Vendedor o cualquiera de las sociedades de su Grupo de sanciones bajo la legislación aplicable bajo cualquier jurisdicción relativa a pagos indebidos, incluyendo a título ejemplificativo que no limitativo, cohecho o soborno 
de cualquier funcionario de cualquier gobierno u organismo, subdivisión política o administrativa, de partidos políticos o de sus miembros o candidatos, o de cualquier trabajador de cualquier cliente o proveedor. El 
Comprador acepta el cumplimiento de todas las disposiciones legales, reglamentarias y éticas que sean convenientes. 
 
15.   CAUSA DE RESOLUCIÓN Y CONCURSO DE ACREEDORES 
El Vendedor tendrá derecho, sin perjuicio de cualesquiera otros derechos que puedan corresponderle, a resolver el Contrato inmediatamente, en su totalidad o en parte, mediante notificación por escrito enviada al 
Comprador, si (a) el Comprador incumple cualquiera de sus obligaciones previstas en el Contrato y, en el plazo de 30 (treinta) días a partir de la fecha de la notificación por escrito del Vendedor indicativa de la existencia del 
incumplimiento, no procede a rectificar dicho incumplimiento siendo tal rectificación razonablemente posible en el mencionado periodo de tiempo o, si la rectificación del incumplimiento no es razonablemente posible en 
dicho periodo de tiempo, el Comprador no adopta las medidas oportunas para subsanar el incumplimiento, o (b) se produce un Supuesto de Insolvencia relativo al Comprador. La insolvencia del Comprador se entenderá 
producida en cualquiera de los supuestos de concurso de acreedores declarado conforme a la Ley Concursal española de 22/2003, de 9 de julio. 
 
16.  CONDICIONES GENERALES SUPLEMENTARIAS: 
En el supuesto de que la Mercancía comprenda o incluya un sistema de control, las Condiciones Suplementarias Aplicables al Suministro de Sistemas de Control y Servicios Relacionados   serán   aplicables   exclusivamente   
al   sistema   de   control   y   servicios relacionados. Dichas Condiciones Suplementarias primarán sobre estas Condiciones Generales de la Contratación. Copias de las mismas están disponibles previa solicitud al Vendedor. 
 
17.  VARIOS: 
17.1 Ninguna renuncia de cualquiera de las partes en relación con cualquier contravención o incumplimiento  o  cualquier  derecho  o  recurso  legal,  ni  el  inicio  de  ninguna  vía  de negociación se considerará como una 
renuncia continuada de cualquier otra contravención o incumplimiento o de cualquier otro derecho o recurso legal, a no ser que dicha renuncia se recoja por escrito y sea firmada por la parte obligada. 
17.2 En el caso de que cualquier cláusula, subcláusula u otra estipulación del Contrato fuera nula en virtud de cualquier ley o disposición normativa, dicha estipulación, y sólo en esa medida, se considerará omitida, sin que 
se vea afectada la validez del resto del Contrato. 
17.3 El Comprador no tendrá derecho a ceder sus derechos u obligaciones en virtud del presente documento sin el consentimiento previo por escrito del Vendedor. 
17.4 El Vendedor suscribe el presente Contrato en calidad de principal. El Comprador se compromete a hacer exclusivamente responsable al Vendedor del cumplimiento de las obligaciones recogidas en el presente Contrato. 
17.5 LOS   PRODUCTOS   Y   SERVICIOS   PROPORCIONADOS   CON   ARREGLO   AL PRESENTE CONTRATO NO SE VENDEN NI ESTÁN DESTINADOS PARA SU USO EN APLICACIONES NUCLEARES O RELATIVAS AL 
SECTOR NUCLEAR. El Comprador (i) acepta los Productos y Servicios de conformidad con la anterior restricción, (ii) se obliga a comunicar dicha restricción por escrito a todos los posibles compradores o usuarios, y (iii) se 
obliga a defender, indemnizar y mantener indemne al Vendedor, y a las Sociedades del Grupo del Vendedor, frente a cualesquiera reclamaciones, pérdidas, responsabilidades, litigios, sentencias judiciales y daños, 
incluyendo daños derivados y emergentes, que traigan causa del uso de los Productos y Servicios en cualquier aplicación nuclear o relativa al sector nuclear, con independencia de que la causa del litigio se fundamente en 
responsabilidad extra-contractual, contractual o en cualquier otra teoría jurídica, incluyendo las alegaciones en el sentido de que la responsabilidad del Vendedor se fundamenta en negligencia o constituye responsabilidad 
objetiva. 
17.6 El  Contrato  será  en  todos  los  aspectos  interpretado  de  acuerdo  con  las  leyes españolas, excluyendo, sin embargo, cualquier efecto sobre las leyes de la Convención de Viena de 1980 relativa a contratos de 
compraventa internacional de mercaderías y hasta donde esté permitido conforme a Derecho, será con exclusión de cualesquiera normas y reglas de Conflicto de Leyes que hagan de aplicación las leyes de cualesquiera otra 
jurisdicción.  Cualquier controversia que surja en relación con el Contrato será sometida a la jurisdicción exclusiva de los tribunales de Madrid, España. 
17.7 Los encabezamientos de las Cláusulas y los párrafos del Contrato son únicamente orientativos y no afectarán la interpretación del mismo. 
17.8 Cualquier notificación o reclamación en relación con el presente Contrato se realizarán por escrito. 
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 Gateway connects wireless self-organizing networks with any host system
 Easy configuration and management of self-organizing networks
 Easy integration into control systems and data applications through serial and Ethernet LAN 
connections
 Seamless integration into AMS Device Manager and DeltaV™ automation system
 Greater than 99% reliability with industry proven security
 Smart Wireless capabilities extends the full benefit of PlantWeb® architecture to previously 
inaccessible locations
Smart Wireless Gateway
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Emerson Smart Wireless Gateway
Gain real-time process information with greater than 99% wireless 
data reliability
 The Smart Wireless Gateway automatically manages wireless communications in constantly 
changing environments
 Native integration with DeltaV and Ovation automation systems provides simple and fast 
commissioning for wireless field networks
 Connect to data historians, legacy host systems, and other via a LAN applications through 
Ethernet, Modbus, Serial, OPC, EtherNet/IP, and HART outputs
Guarantee system availability with 
redundant Smart Wireless Gateways
Never lose the wireless network with hot standby capability 
and automatic fault detection
Smart Wireless Gateways function as a single system, 
eliminating the need for duplicate host integration
One click configuration and plug-and-play architecture
Complete wireless network configuration tools 
provided with each Gateway
 The integrated web interface allows easy configuration of the 
wireless network and data integration without the need to install 
additional software
 Complimentary AMS Wireless Configurator software provides 
Emerson Device Dashboards to configure devices and view 
diagnostic data
Drag and Drop device provisioning enables a 
secure method to add new wireless devices to 
the wireless field network
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Emerson’s Smart Wireless Solution
IEC 62591 (WirelessHART®)... The Industry 
Standard
Self-Organizing, Adaptive Mesh Routing
 No wireless expertise required, network automatically finds 
the best communication paths
 The self-organizing, self-healing network manages multiple 
communication paths for any given device. If an obstruction is 
introduced into the network, data will continue to flow 
because the device already has other established paths. The 
network will then lay in more communication paths as needed 
for that device.
Reliable Wireless Architecture
 Standard IEEE 802.15.4 radios
 2.4 GHz ISM band sliced into 15 radio-channels
 Time Synchronized Channel Hopping to avoid interference 
from other radios, WiFi, and EMC sources and increase 
reliability
 Direct sequence spread spectrum (DSSS) technology delivers 
high reliability in challenging radio environment
Emerson’s Smart Wireless
Seamless Integration via a LAN to All Existing Host Systems
 Native integration into DeltaV and Ovation is transparent and 
seamless
 Gateways interface with existing host systems via a LAN, using 
industry standard protocols including OPC, Modbus TCP/IP, 
Modbus RTU, and EtherNet/IP
Layered Security Keeps Your Network Safe 
 Ensures that data transmissions are received only by the 
Smart Wireless Gateway 
 Network devices implement industry standard Encryption, 
Authentication, Verification, Anti-Jamming, and Key 
Management 
 Third party security verification including Achilles and 
FIPS197- User based login and enforced password strength. 
Password strength monitoring, user based log in, password 
reset requirements, automatic lockout, password expiration 
requirements. Based on guidelines from ISA99.03.03 
standard approved level two. 
SmartPower™ Solutions 
 Optimized Emerson instrumentation, both hardware and 
software, to extend power module life 
 SmartPower technologies enable predictable power life
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Ordering Information
 Table 1. Smart Wireless Gateway Ordering Information
★ The Standard offering represents the most common options. The starred options (★) should be selected for best delivery.
__The Expanded offering is subject to additional delivery lead time.
Model Product Description
1420 Smart Wireless Gateway
Power Input
Standard Standard
A 24 VDC Nominal (10.5-30 VDC) ★
Ethernet Communications - Physical Connection
Standard Standard
1(1)(2) Ethernet ★
2(3)(4) Dual Ethernet ★
Wireless Update Rate, Operating Frequency, and Protocol
Standard Standard
A3 User Configurable Update Rate, 2.4 GHz DSSS, WirelessHART ★
Serial Communication]
Standard Standard
N None ★
A(5) Modbus RTU via RS485 ★
Ethernet Communication - Data Protocols
Standard Standard
2 Webserver, Modbus TCP/IP, AMS Ready, HART-IP ★
4 Webserver, Modbus TCP/IP, AMS Ready, HART-IP, OPC ★
5(6) DeltaV Ready ★
6(6) Ovation Ready ★
8 Webserver, EtherNet/IP, AMS Ready, HART-IP ★
9 Webserver, EtherNet/IP, Modbus TCP/IP, AMS Ready, HART-IP ★
Options (Include with selected model number)
Product Certifications
Standard Standard
N5 FM Division 2, Non-incendive ★
N6 CSA Division 2, Non-incendive ★
N1 ATEX Type n ★
ND ATEX Dust ★
N7 IECEx Type n ★
NF IECEx Dust ★
KD FM & CSA Division 2, Non-incendive and ATEX Type n ★
N3 China Type n ★
N4 TIIS Type n ★
Redundancy Options
Standard Standard
RD(7)(8) (9) Gateway Redundancy ★
Adapters
Standard Standard
J1 CM 20 Conduit Adapters ★
J2 PG 13.5 Conduit Adapters ★
J3 3/4 NPT Conduit Adapters ★
Antenna Options(10)
Standard Standard
WL2 Remote Antenna Kit, 50 ft. (15.2 m) cable, Lightning Arrestor ★
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Accessories and Spare parts
Not available in all countries.
WL3 Remote Antenna Kit, 20 ft. (6.1 m) and 30 ft. (9.1 m) cables, Lightning Arrestor ★
WL4 Remote Antenna Kit, 10 ft. (3.0 m) and 40 ft. (12.2 m) cables, Lightning Arrestor ★
Expanded
WN2(11) High-Gain, Remote Antenna Kit, 25 ft. (7.6m) cable, Lightning Arrestor
Typical Model Number: 1420 A 2 A3 A 2 N5
(1) Single active 10/100 baseT Ethernet port with RJ45 connector.
(2) Additional ports disabled.
(3) Dual active 10/100 baseT Ethernet ports with RJ45 connectors.
(4) Multiple active ports have separate IP addresses, firewall isolation, and no packet forwarding.
(5) Convertible to RS232 via adaptor, not included with Gateway.
(6) Includes Webserver, Modbus TCP, AMS Ready, HART-IP, and OPC.
(7) Requires the selection of Dual Ethernet option code 2.
(8) Not available with DeltaV Ready option code 5.
(9) Not available with EtherNet/IP option codes 8 and 9
(10) The WL2, WL3, WL4, and WN2 options require minor assembly.
(11) Not available in all countries
 Table 1. Smart Wireless Gateway Ordering Information
★ The Standard offering represents the most common options. The starred options (★) should be selected for best delivery.
__The Expanded offering is subject to additional delivery lead time.
 Table 2. Accessories
Item Description Part Number
AMS® Wireless SNAP-ON™, 1 Gateway License 01420-1644-0001
AMS Wireless SNAP-ON, 5 Gateway Licenses 01420-1644-0002
AMS Wireless SNAP-ON, 10 Gateway Licenses 01420-1644-0003
AMS Wireless SNAP-ON, 5-10 Upgrade Licenses 01420-1644-0004
Serial Port HART Modem and Cables only 03095-5105-0001
USB Port HART Modem and Cables only 03095-5105-0002
 Table 3. Spare Parts
Item Description Part Number
Spare Kit, WL2 Replacement(1), Remote Antenna, 50 ft. (15.2 m) Cable, and Lightning Arrestor 01420-1615-0302
Spare Kit, WL3 Replacement(1), Remote Antenna, 20/30 ft. (6.1/9.1 m) Cables, and Lightning Arrestor 01420-1615-0303
Spare Kit, WL4 Replacement(1), Remote Antenna, 10/40 ft. (3.0/12.2 m) Cables, and Lightning Arrestor 01420-1615-0304
Spare Kit, WN2 Replacement(1), High Gain, Remote Antenna, 25 ft. (7.6 m) Cable, and Lightning Arrestor(2) 01420-1615-0402
(1) Can not upgrade from integral to remote antenna.
(2) Not available in all countries.
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Specifications
Functional Specifications
Input Power
10.5 - 30 VDC
Current Draw
Radio Frequency Power Output from Antenna
Maximum of 10 mW (10 dBm) EIRP 
Maximum of 40 mW (16 dBm) EIRP for WN2 High Gain option
Environmental
Operating Temperature Range: 
-40 to 158 °F (-40 to 70 °C)
Operating Humidity Range: 
10-90% relative humidity
EMC Performance
Complies with EN61326-1:2006.
Antenna Options
Integrated Omnidirectional Antenna
Optional remote mount Omnidirectional Antenna
Physical Specifications
Weight
10 lb (4.54 kg)
Material of Construction
Housing
Low-copper aluminum, NEMA 4X
Paint
Polyurethane
Cover Gasket
Silicone Rubber
Antenna
Integrated Antenna: PBT/PC
Remote Antenna: Fiber Glass
Certifications
Class I Division 2 (U.S.)
Equivalent Worldwide
Communication Specifications
Isolated RS485
2-wire communication link for Modbus RTU multidrop 
connections
Baud rate: 57600, 38400, 19200, or 9600
Protocol: Modbus RTU
Wiring: Single twisted shielded pair, 18 AWG. Wiring distance up 
to 4,000 ft. (1,524 m)
Ethernet
10/100base-TX Ethernet communication port
Protocols: EtherNet/IP Modbus TCP, OPC, HART-IP, HTTPS (for 
Web Interface)
Wiring: Cat5E shielded cable. Wiring distance 328 ft. (100 m).
Modbus
Supports Modbus RTU and Modbus TCP with 32-bit floating 
point values, integers, and scaled integers.
Modbus Registers are user-specified.
OPC
OPC server supports OPC DA v2, v3
EtherNet/IP
Supports EtherNet/IP protocol with 32 bit Floating Point values 
and Integers.
EtherNet/IP Assembly Input-Output instances are user 
configurable.
EtherNet/IP specifications are managed and distributed by 
ODVA.
Self-Organizing Network Specifications
Protocol 
IEC 62591 (WirelessHART), 2.4 - 2.5 GHz DSSS.
Maximum Network Size
100 wireless devices @ 8 sec or higher.
50 wireless devices @ 4 sec.
25 wireless devices @ 2 sec.
12 wireless devices @ 1 sec.
Supported Device Update Rates
1, 2, 4, 8, 16, 32 seconds or 1 - 60 minutes
Network Size/Latency
100 Devices: less than 10 sec.
50 Devices: less than 5 sec.
Data Reliability
>99%
12 24
30
125
250
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C
ur
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nt
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A
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Operating Current Draw is based on 3.6 Watts average power 
consumption. Momentary startup Current Draw up to twice Operating 
Current Draw. 
Operating
Region
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System Security Specifications
Ethernet
Secure Sockets Layer (SSL)- enabled (default) TCP/IP 
communications
Smart Wireless Gateway Access
Role-based Access Control (RBAC) including Administrator, 
Maintenance, Operator, and Executive. Administrator has 
complete control of the gateway and connections to host 
systems and the self-organizing network.
Self-Organizing Network
AES-128 Encrypted WirelessHART, including individual session 
keys. Drag and Drop device provisioning, including unique join 
keys and white listing.
Internal Firewall
User Configurable TCP ports for communications protocols, 
including Enable/Disable and user specified port numbers. 
Inspects both incoming and outgoing packets.
Third Party Certification
Wurldtech: Achilles Level 1 certified for network resiliency.
National Institute of Standards and Technology (NIST): 
Advanced Encryption Standard (AES) Algorithm conforming to 
Federal Information Processing Standard Publication 197 
(FIPS-197)
8Smart Wireless Gateway April 2013
www.rosemount.com
Product certifications
Approved Manufacturing Locations
Rosemount Inc. – Chanhassen, Minnesota, USA
Emerson Process Management GmbH & Co. - Karlstein, 
Germany
Emerson Process Management Asia Pacific Private Limited - 
Singapore
Beijing Rosemount Far East Instrument Co., Limited - Beijing, 
China
Telecommunication Compliance
All wireless devices require certification to ensure that they 
adhere to regulations regarding the use of the RF spectrum. 
Nearly every country requires this type of product certification. 
Emerson is working with governmental agencies around the 
world to supply fully compliant products and remove the risk of 
violating country directives or laws governing wireless device 
usage. 
FCC and IC
This device complies with Part 15 of the FCC Rules. Operation is 
subject to the following conditions. This device may not cause 
harmful interference. This device must accept any interference 
received, including interference that may cause undesired 
operation. This device must be installed to ensure a minimum 
antenna separation distance of 20 cm from all persons.
Ordinary Location Certification for FM
As standard, the Gateway has been examined and tested to 
determine that the design meets basic electrical, mechanical, 
and fire protection requirements by FM, a nationally recognized 
testing laboratory (NRTL) as accredited by the Federal 
Occupational Safety and Health Administration (OSHA).
North American Certifications
N5 FM Division 2, Non-Incendive
Certificate Number: 3028321
Nonincendive for Class I, Division 2, Groups A, B, C, and D.
Suitable for Class II, III, Division 1, 
Groups E, F, and G; Indoors/outdoor locations;
Type 4X
Temperature Code: T4 (-40 °C < Ta < 60 °C)
Canadian Standards Association (CSA)
N6 CSA Division 2, Non-Incendive
Certificate Number: 1849337
Suitable for Class I, Division 2, Groups A, B, C, and D.
Dust Ignition-proof for Class II, Groups E, F, and G; 
Suitable for Class III Hazardous Locations.;
Install per Rosemount drawing 01420-1011.
Temperature Code: T4 (-40 °C < Ta < 60 °C)
CSA Enclosure Type 4X 
European Union Directive Information
The EC declaration of conformity for all applicable European
directives for this product can be found on the Rosemount 
website
at www.rosemount.com. A hard copy may be obtained by
contacting your local sales representative.
European Certification
N1 ATEX Type n 
Certificate Number: Baseefa 07ATEX0056X
ATEX Marking:  II 3 G
Ex nA nL IIC T4 (-40 °C < Ta < 60 °C)
Special condition for safe use (X):
The surface resistivity of the antenna is greater than one 
gigaohm. To avoid electrostatic charge build-up, it must 
not be rubbed or cleaned with solvents or a dry cloth.
The Apparatus is not capable of withstanding the 500V 
insulation test required by Clause 9.4 of EN 60079-15: 
2005. This must be taken into account when installing the 
apparatus.
ND ATEX Dust 
Certificate Number: Baseefa 07ATEX0057
ATEX Marking:  II 3 G
Ex tD A 22 IP66 T135 (-40 °C < Ta < 60 °C)
Maximum working Voltage = 28 V
N7 IECEx Type n 
Certificate Number: IECEx BAS 07.0012X
Ex nA nL IIC T4 (-40 °C < Ta < 60 °C)
Maximum working voltage = 28 V
Special condition for safe use (X):
The surface resistivity of the antenna is greater than one 
gigaohm. To avoid electrostatic charge build-up, it must 
not be rubbed or cleaned with solvents or a dry cloth.
The Apparatus is not capable of withstanding the 500 V 
insulation test required by Clause 9.4 of EN 60079-15: 
2005. This must be taken into account when installing the 
apparatus.
NF IECEx Dust
Certification Number: IECEx BAS 07.0013
Ex tD A22 IP66 T135 (-40 °C < Ta < 60 °C)
Maximum working voltage = 28 V
Combinations of Certifications
KD  Combination of N5, N6, and N1.
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Dimensional drawings
Figure 1. Smart Wireless Gateway Dimensions are in inches (millimeters)
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 Remote Antenna Kit
The Remote Antenna kit includes sealant tape for remote antenna connection, as well as mounting brackets for the antenna, 
Lightning Arrestor, and the Smart Wireless Gateway.
Lightning protection is included on all the options. 
*Note that the cables lengths on the remote antenna options WL3 and WL4 are interchangeable for installation convenience.
Antenna
50 ft. (15,2 m) 
cable
Lightning 
Arrestor
WL2
Antenna
40 ft. (12,2 m) 
cable
Lightning 
Arrestor
10 ft. (3,0 m) cable
WL4*
Interchangeable 
cables
Antenna
30 ft. (9,1 m) 
cable
Lightning 
Arrestor
20 ft. (6,1 m) 
cable
WL3*
Interchangeable 
cables
Antenna
25 ft. (7,6 m) 
cable
Lightning 
Arrestor
WN2
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Standard Terms and Conditions of Sale can be found at www.rosemount.com\terms_of_sale
The Emerson logo is a trade mark and service mark of Emerson Electric Co.
Rosemount and the Rosemount logotype are registered trademarks of Rosemount Inc.
PlantWeb is a registered trademark of one of the Emerson Process Management group of 
companies.
HART and WirelessHART are registered trademarks of the HART Communication Foundation
Modbus is a trademark of Modicon, Inc.
All other marks are the property of their respective owners.
© 2012 Rosemount Inc. All rights reserved.
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PlantWeb is a registered trademark of one of the Emerson Process Management group of 
companies.
Modbus is a registered trademark of Schneider Automation, Inc.
All other marks are the property of their respective owners.
NOTICE
Read this manual before working with the product. For personal and system safety, and for 
optimum product performance, make sure you thoroughly understand the contents before 
installing, using, or maintaining this product.
Within the United States, Emerson Process Management has 
two toll-free assistance numbers:
Global Service Center
Software and Integration Support
1-800-833-8314 (United States)
+63-2-702-1111 (International)
Customer Central
Technical support, quoting, and order-related questions.
1-800-999-9307 (7:00 am to 7:00 pm CST)
North American Response Center
Equipment service needs.
1-800-654-7768 (24 hours—includes Canada)
Outside of the United States, contact your local Emerson Process Management 
representative.
The products described in this document are NOT designed for nuclear-qualified 
applications. Using non-nuclear qualified products in applications that require 
nuclear-qualified hardware or products may cause inaccurate readings.
For information on Rosemount nuclear-qualified products, contact your local Emerson 
Process Management Sales Representative.
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SAFETY MESSAGES Instructions and procedures in this manual may require special precautions to 
ensure the safety of the personnel performing the operations. Information that 
potentially raises safety issues is indicated by a warning symbol ( ). Please 
refer to these safety messages before performing an operation preceded by 
this symbol.
INTRODUCTION The Smart Wireless Gateway connects WirelessHART™ self-organizing 
networks with host systems and data applications. Modbus communications 
over RS-485 or Ethernet provide universal integration and system 
interoperability. The optional OPC functionality from the Gateway offers a 
means to connect to newer systems and applications while providing a richer 
set of data.
The Smart Wireless Gateway provides industry leading security, scalability, 
and data reliability. Layered security ensures that the network stays protected. 
Additional devices can be added at anytime. There is no need to configure 
communication paths because the Gateway manages the network 
automatically. This feature also ensures that WirelessHART field devices 
have the most reliable path to send data.
Failure to follow these installation guidelines could result in death or
serious injury. 
• Make sure only qualified personnel perform the installation.
Explosions could result in death or serious injury. 
• Verify that the operating atmosphere of the device is consistent with the 
appropriate hazardous locations certifications.
Electrical shock could cause death or serious injury. 
• Use extreme caution when making contact with the leads and terminals.
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What is Included?
The box containing the Smart Wireless Gateway will contain several items 
essential to the complete installation and operation of the Gateway.
• Smart Wireless Gateway
• Quick Installation Guide
• Software pack, 2 disk set
• Crossover cable, Ethernet
• Mounting hardware
• Conduit plugs, 4
• Conduit adapters (optional) 
If an optional remote antenna has been ordered, it will be in a separate box 
containing:
• Remote mount antenna
• Mounting hardware
• Lightning arrestor
• Cable (1 or 2 pieces that total 50 ft, [15,2 m] in length)
• Weatherproof tape
MANUAL This manual will help to install, configure, operate, and maintain the Gateway. 
Section 1 – Overview
This section introduces the product and describes what components may be 
found in the box. It also includes details for services and support as well as 
return and disposal of the product.
Section 2 – Initial Connection
This section describes how to connect to the Gateway for the first time and 
what settings should be configured before placing it on a live control network. 
It is important to note that some Gateways are used in stand-alone 
applications and do not reside on a network. In these cases it is still important 
to configure the items outlined in this section.
Section 3 – Mounting and Connection
This section describes how to properly mount the Gateway and make 
electrical connections, including electrical wiring, grounding, and host system 
connections. This section also describes how to mount the optional remote 
antenna.
Section 4 – Software Setup
This section describes the installation and setup of the optional software 
included with the Smart Wireless Gateway. This software will aid in secure 
host integration as well as wireless field device configuration.
Section 5 – Host Integration
This section describes how to connect the Gateway to a host system and 
integrate data gathered from the field device network. It covers network 
architectures, security, and data mapping.
Section 6 – Troubleshooting
This section provides troubleshooting tips as well as information to contact 
technical support over the phone or through email.
Section 7 – Glossary
The glossary defines terms used through out this manual or that appear in the 
web interface of the Smart Wireless Gateway.
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Appendices
The appendices provide additional and more specific information on a variety 
of subjects including Product Specifications and Product Certifications.
SERVICE SUPPORT Global Service Center 
Software and Integration Support
United States 1 800 833 8314
International 63 2 702 1111
Customer Central
Technical Support, quoting, and order related questions
United States 1 800 999 9307 (7:00 a.m. to 7:00 p.m. CST)
Asia Pacific 65 6777 8211
Europe/
Middle East/ Africa 49 8153 9390
RETURN OF MATERIALS To expedite the return process outside of North America, contact your 
Emerson Process Management representative.
Within the United States, call the Emerson Process Management Response 
Center toll-free number 1 800 654 7768. The center, which is available 24 
hours a day, will assist you with any needed information or materials.
The center will ask for product model and serial numbers, and will provide a 
Return Material Authorization (RMA) number. The center will also ask for the 
process material to which the product was last exposed.
PRODUCT 
RECYCLING/DISPOSAL
Recycling of equipment and packaging should be taken into consideration 
and disposed of in accordance with local and national legislation/regulations.
Individuals who handle products exposed to a hazardous substance can avoid injury if they 
are informed of, and understand, the hazard. If the product being returned was exposed to a 
hazardous substance as defined by OSHA, a copy of the required Material Safety Data 
Sheet (MSDS) for each hazardous substance identified must be included with the returned 
goods.
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Initial Setup . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 2-2
OVERVIEW This section describes how to connect to the Gateway for the first time and 
what settings should be configured before placing it on a live control network. 
It is important to note that some Gateways are used in stand-alone 
applications and do not reside on a network. In these cases it is still important 
to configure the items outlined in this section.
Before the Gateway can be permanently mounted and connected to a live 
control network, it needs to be configured with an IP address. This is done by 
forming a private network between the gateway and a PC/Laptop. The 
following items are needed to complete this section:
• Gateway
• PC/Laptop
• Crossover Cable (supplied with the Gateway)
• 24 Vdc power supply
NOTE
If the Gateway was ordered with the DeltaV™ Ready option, it has been 
configured to operate on a DeltaV control network, and the Initial 
Configuration Section does not need to be completed. Only setting the 
password is required.
Failure to follow these installation guidelines could result in death or serious injury: 
• Only qualified personnel should perform the installation
Explosions could result in death or serious injury.
• Verify that the operating atmosphere of the transmitter is consistent with the 
appropriate hazardous locations certifications
Electrical shock could cause death or serious injury.
• Use extreme caution when making contact with the leads and terminals
This device complies with Part 15 of the FCC Rules. Operation is subject to the 
following conditions: This device may not cause harmful interference. This device must 
accept any interference received, including interference that may cause undesired 
operation.
This device must be installed to ensure a minimum antenna separation distance of 20 
cm from all persons.
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SYSTEM 
REQUIREMENTS
The following requirements apply to the PC/Laptop used to configure the 
Gateway. Additional requirements may apply if using the optional Security 
Setup Utility or AMS® Wireless Configurator. See Section 4: Software Setup 
on page 4-1 for more information.
Web Browser Applications
• Mozilla® Firefox® 1.5 or higher
• Microsoft Internet Explorer® 6.0 or higher
Ethernet
• 10/100base-TX Ethernet communication protocol
INITIAL SETUP
Prepare PC/Laptop The PC/Laptop will need to be configured to form a private network before 
communicating to the Gateway. The network settings can be found in the 
control panel of the PC/Laptop. To configure these settings:
1. Find and open the Control Panel. (It is generally found from the Start 
Menu.)
2. Open Network Connections.
3. Select Local Area Connection.
4. Right click the mouse and select Properties from the list.
5. Select Internet Protocol (TCP/IP), and choose the Properties 
button.
6. From the General tab, select Use the following IP address button.
7. Set the IP Address to 192.168.1.12 and press the Tab button.
8. A Subnet mask of 255.255.255.0 should fill in automatically.
9. Click OK to close the Internet Protocol (TCP/IP) window.
10. Click Close on the Local Area Connection window.
Internet proxies will need to be disabled through the PC/Laptop’s default 
internet browser.
1. Find and open the default internet browser (typically Microsoft 
Internet Explorer).
2. Find the Tools menu and select Internet Options.
3. From the Connections tab, click the LAN Settings button.
4. Under Proxy Server the boxes for Automatically Detect Settings 
and Use a proxy server for your LAN should be unchecked.
5. Click OK to close the Local Area Network (LAN) Settings window.
6. Click OK to close the Internet Options window.
The PC/Laptop is now set up to form a private network and to communicate 
with the Gateway.
NOTE:
Connecting to the Gateway's secondary Ethernet port will require different 
network settings. Please see Table 2-1 for additional network settings.
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Table 2-1.  Default IP Addresses
Connections and Power Physically connect the PC/Laptop to the Gateway with the supplied crossover 
cable by connecting one end to the Ethernet port on the back of the 
PC/Laptop. Connect the other end to the Ethernet 1 port on the Gateway. 
Figure 2-1 shows the standard terminal block diagram. Once the Gateway 
and PC/Laptop are connected wire a 24 Vdc power supply with a capacity of 
at least 250 mA to the Gateway power input terminals.
Figure 2-1. Standard Terminal 
Block.
Gateway PC/Laptop
Ethernet 1 192.168.1.10 192.168.1.12
Ethernet 2 192.168.2.10 192.168.2.12
Ethernet 1 (DeltaV Ready) 10.5.255.254 10.5.255.200
Ethernet 2 (DeltaV Ready) 10.9.255.254 10.9.255.200
+ +
+
+
+
-
- -
--A B S S
S S
24 VDC
Power Input
Serial
Modbus Not Used Not Used
Not Used Not Used
Case
(Covered)
S
Ethernet 2    
with Power Ethernet 2 Ethernet 1
(Secondary) (Primary)
When making physical connections to the Gateway it is important to use the electrical 
conduit entries located on the bottom of the housing. Connecting through the open terminal 
block cover (the lower cover) may stress the connections and damage the Gateway.
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Configure the Gateway It is now possible to log into the Gateway for the first time and begin 
configuration for placement on a live control network. The following items 
need to be configured:
• Security Passwords
• Time Settings
• TCP/IP Network Settings
Use the following procedure to log in to the Gateway:
1. Open a standard web browser (typically Microsoft Internet Explorer).
2. Enter 192.168.1.10 in the address bar
3. Acknowledge the security to proceed.
4. Enter admin for User Name.
5. Enter default for the Password.
The web browser will now be directed to the Gateway’s default home page. 
There is a navigation menu located on the left hand side with four main areas.
• Diagnostics: View status of communications, client server parameters, 
and more
• Monitor: Screens created by the user to view data from field devices
• Explorer: Basic view of values from field devices
• Setup: Configure the Gateway for operations, security, and host system 
integration
Security Passwords
There are four role based user accounts for the gateway with varying levels of 
access. The table below describes this access.
Table 2-2.  Role Based Access 
User Accounts
Each of the initial passwords for the user accounts is default. It is 
recommended, for security purposes, that these passwords are changed. The 
administrator password should be appropriately noted when changed, if it is 
lost, please contact Emerson Process Management for technical support.
Role User Name Web Interface Access
Executive exec Read-only access
Operator oper Read-only access
Maintenance maint Configure HART® device settings
Configure Modbus communications
Configure Modbus register mapping
Configure OPC browse tree
Configure custom trends
Administrator admin Includes all maintenance privileges
Configure Ethernet network settings
Configure WirelessHART network settings
Set passwords
Set time settings
Set home page options
Configure custom point pages
Restart applications
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To change the User Accounts Passwords:
1. Navigate to Setup>Security>User accounts.
2. Set the new password for each role based user account, and confirm.
3. Click Submit.
Figure 2-2. User Accounts
Time Settings
The Gateway is the timekeeper for the WirelessHART network, so it is 
imperative that the Gateway’s time is accurate for timestamp data to be 
meaningful. Time settings can be found by navigating to Setup>Time.
There are three ways to set the Gateway time:
1. Network Time Protocol (recommended).
This option uses a Network Time Protocol (NTP) server to slowly 
adjust the Gateway’s time in order to match the time of the control 
network. Enter the IP address for the NTP server and select the 
packet version (1, 2, 3, or 4).
2. Set with PC Time.
This option will match the Gateway’s time to that of the PC/Laptop.
3. Manual Entry.
This option allows the user to enter a specific date (MM:DD:YY) and 
time (HH:MM:SS).
NOTE
Network Time Protocol (NTP) is recommended for the best network 
performance because it always adjusts time to match the network time server.
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Figure 2-3. Time Settings
TCP/IP Network Settings
Prior to the gateway being installed and connected to a live control network, it 
should be configured with an IP address, as well as other TCP/IP network 
settings.
Request the following configuration items from the network administrator:
• Specify an IP address, or use a DHCP server
• Hostname
• Domain Name
• IP address
• Netmask
• Gateway
Obtaining an IP address from a DHCP server is not recommended, since the 
Gateway operation will be dependant on the availability of the DHCP server. 
For maximum gateway availability it is best practice to specify an IP address.
Use caution when making changes to the TCP/IP network settings. If they are lost or 
improperly configured, it may be impossible to log into the Gateway. Contact the network 
administrator for information on the proper TCP/IP network settings to apply.
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To change the TCP/IP Network Settings:
1. Navigate to Setup>Internet protocol.
2. Select Specify an IP address (recommended).
3. Enter the following:
• Hostname
• Domain Name
• IP Address
• Netmask
• Gateway
4. Click Submit.
5. When prompted, click Restart apps.
6. Click Yes to confirm restart.
7. Close the web browser.
NOTE
Once the IP Address of the Gateway has been changed, communications to 
the web interface will be lost. The web browser should be restarted, and then 
log back into the Gateway using the new IP address and other TCP/IP 
network settings. The PC/Laptop TCP/IP network settings may need to be 
changed.
Figure 2-4. Ethernet Settings
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System Backup The Gateway has a System Backup and Restore feature that saves all 
user-configured data. It is best practice that a System Backup be performed 
periodically throughout the installation and configuration process.
1. Navigate to Setup>System Backup>Save.
2. Click Save Configuration.
3. The Gateway collects configuration date and when the file download 
pop up appears, click Save.
4. Enter a save location and file name.
5. Enter Save.
6. Click Return to form.
NOTE
System backup contain user passwords and keys used for encrypting 
communication. Store downloaded system backups in a secure location.
Reference Manual 
00809-0200-4420, Rev CA
August 2010
3-1
Smart Wireless Gateway
Section 3 Mounting and Connection
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OVERVIEW This section describes how to properly mount the Gateway and make 
electrical connections, including electrical wiring, grounding, and host system 
connections. This section also describes how to mount the optional remote 
antenna.
General Considerations The Smart Wireless Gateway may be mounted in any General Purpose 
location. Be sure the covers are secured tightly to prevent exposure of any 
electronics to moisture and contamination.
The Gateway should be mounted in a location that allows convenient access 
to the host system network (process control network) as well as the wireless 
field device network.
Explosions could result in death or serious injury:
• Verify that the operating atmosphere of the device is consistent with the 
appropriate hazardous locations certifications.
Electrostatic discharge can damage electronics:
• Use proper personal grounding before handling electronics or making contact with 
leads and terminals
Electrical shock could cause death or serious injury. If the device is installed in a 
high-voltage environment and a fault condition or installation error occurs, high voltage may 
be present on transmitter leads and terminals.
• Use extreme caution when making contact with the leads and terminals.
Failure to follow these installation guidelines could result in death or serious injury:
• Make sure only qualified personnel perform the installation.
This device complies with Part 15 of the FCC Rules. Operation is subject to the following 
conditions: This device may not cause harmful interference, this device must accept any 
interference received, including interference that may cause undesired operation.
This device must be installed to ensure a minimum antenna separation distance of 20 cm 
from all persons.
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Physical Description For dimensional drawing information refer to Appendix A: Product 
Specifications. The cast aluminum housing encloses the electronics circuitry 
of the Gateway. The front of the enclosure has an upper cover and a junction 
box cover. The upper cover provides access to the electronics and radio. The 
junction box cover provides access to the terminal block.
To open either cover, use a ¼-in. bladed screwdriver to remove the 
appropriate screw on the unhinged side of the enclosure.
MOUNTING Find a location where the Gateway has optimal wireless performance. Ideally 
this will be 15-25 ft. (4,6 - 7,6 m) above the ground or 6 ft. (2 m) above 
obstructions or major infrastructure. Figure 3-1 show an example gateway 
installation.
Figure 3-1. Gateway Installation
Pipe Mount The following hardware and tools are needed to mount the Gateway to a 2-in. 
pipe:
• Two 5/16-in. u-bolts (supplied with Gateway)
• 2-in. mounting pipe
• ½-in. socket-head wrench
Mount the Gateway using the following procedure:
1. Insert one u-bolt around the pipe, through the top mounting holes of 
the Gateway enclosure, and through the washer plate.
2. Use a ½-in. socket-head wrench to fasten the nuts to the u-bolt.
3. Repeat for the second u-bolt and the lower mounting holes.
Gateway
Ground
Control 
Room
Infrastructure
Mast or 
Pipe
15-25 ft.
(4,6-7,6 m)
6 ft. (2 m)
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Figure 3-2. Pipe Mount
Bracket Mount (alternate) The following hardware and tools are needed to mount the Gateway to a 
support bracket:
• Four 15/16-in. bolts
• Mounting support bracket
• 3/8-in. drill
• 1/2 -in. socket-head wrench
Mount the Gateway using the following procedure:
1. Drill four 3/8-in. (9,525 mm) holes spaced 3.06-in. (77 mm) apart 
horizontally and 11.15-in. (283 mm) apart vertically in the support 
bracket, corresponding with the holes on the Gateway enclosure.
2. Using a 1/2-in. socket-head wrench, attach the Gateway to the support 
bracket with four 15/16-in. bolts.
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REMOTE ANTENNA 
(OPTIONAL)
The Remote Mount Antenna options provide flexibility for mounting the 
Gateway based on wireless connectivity, lightning protection, and current 
work practices.
All Remote Mount Antenna kits include weatherproof tape for the cable 
connections as well as mounting kits for the lightning arrestor and antenna. 
See Table 3-1 for specifications for each remote antenna kit option.
Table 3-1.  Remote Antenna 
options
Find a location where the remote antenna has optimal wireless performance. 
Ideally this will be 15-25 ft. (4,6 - 7,6 m) above the ground or 6 ft. (2 m) above 
obstructions or major infrastructure. To install the remote antenna use one of 
the following procedures:
WL2 option 
1. Mount the antenna on a 2-in. pipe mast using the supplied mounting 
equipment.
2. Connect the lightning arrestor directly to the top of the Gateway.
3. Connect the antenna to the lightning arrestor using the LMR-400 
coaxial cable.
4. Use the weatherproofing tape to seal each connection between the 
Gateway, lightning arrestor, cable, and antenna.
When installing Remote Mount Antennas for the Smart Wireless Gateway, always use 
established safety procedures to avoid falling or contact with high-power electrical lines.
Install Remote Antenna components for the Smart Wireless Gateway in compliance with 
local and national electrical codes and use best practices for lightning protection.
Before installing, consult with the local area electrical inspector, electrical officer, and work 
area supervisor.
The Smart Wireless Gateway Remote Antenna options are specifically engineered to 
provide installation flexibility while optimizing wireless performance and local spectrum 
approvals. To maintain wireless performance and avoid non-compliance with spectrum 
regulations, do not change the length of cable or the antenna type.
If the supplied Remote Mount Antenna kit is not installed per these instructions, Emerson 
Process Management is not responsible for wireless performance or non-compliance with 
spectrum regulations.
Kit Option Antenna Cable 1 Cable 2 Lightning Arrestor
WL2 ½ Wavelength Dipole
Omni-Directional
+6 dB gain
50 ft. (15,2 m) 
LMR-400
N/A Head mount, jack to 
plug
Gas discharge tube
0.5 dB insertion loss
WL3 ½ Wavelength Dipole
Omni-Directional
+6 dB gain
30 ft. (6,1 m) 
LMR-400
20 ft. (6,1 m) 
LMR-400
In-line, jack to jack
Gas discharge tube
0.1 dB insertion loss
WL4 ½ Wavelength Dipole
Omni-Directional
+6 dB gain
40 ft. (12,2 m) 
LMR-400
10 ft. (3,0 m) 
LMR-400
In-line, jack to jack
Gas discharge tube
0.1 dB insertion loss
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WL3 / WL4 option
1. Mount the antenna on a 2-in. pipe mast using the supplied mounting 
equipment.
2. Mount the lightning arrestor using the supplied mounting equipment. 
Minimize the distance between the arrestor and the egress into the 
building for optimal lightning protection.
3. Connect the Gateway, lightning arrestor, and antenna using the 
LMR-400 coaxial cables.
4. Use the weatherproofing tape to seal each connection between the 
Gateway, lightning arrestor, cables, and antenna.
Any spare lengths of coaxial cable should be placed in 12-in. (0,3 m) coils. 
Also ensure that the mounting mast and lightning arrestor are grounded 
according to local/national electrical code. See the following mounting 
example:
Figure 3-3. Remote Antenna 
Installation
NOTE
Be sure to apply weatherproof tape to all remote antenna connections. The 
tape provided is self fusing silicon tape which must be stretched during 
application in order to form a proper seal. This tape is intended for single use, 
do not reuse.
CONNECTING All connections to the Gateway can be made at the terminal block, which is 
located in the lower junction box section of the enclosure. The terminal block 
label is located on the inside of the lower cover. See Figure 3-4 for the 
standard terminal block label and Figure 3-5 for the fiber optic terminal block 
label. 
The junction box portion of the enclosure has four conduit entries for power 
and communications wiring. Do not run communication wiring in conduit or 
open trays with power wiring, or near heavy electrical equipment.
Ground to Lightning Arrestor
Control/Equipment Room
Remote Antenna 
outside of enclosure
Ground to Gateway
Lightning Arrestor
Antenna mounted
6 ft. (2 m) above 
obstruction or major
infastructure
0 ft. (0 m)
6 ft. (2 m)
Gateway Inside
the Building
Cable
Cable
Building Egress
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Install the included conduit plugs in any unused conduit openings. For NEMA 
4X and IP65 requirements, use thread seal (PTFE) tape or paste on male 
threads to provide a watertight seal.
Grounding The Gateway enclosure case should always be grounded in accordance with 
national and local electrical codes. The most effective grounding method is a 
direct connection to earth ground with minimal impedance. Ground the 
Gateway by connecting the external grounding lug to earth ground. The 
connection should be 1 Ω or less. The external ground lug is located below 
the Gateway enclosure and is identified by the following symbol:
Ethernet The Gateway is equipped with two 10/100 Based-TX Ethernet 
communications ports (see Figure 3-4). These connections can be used to 
access the Gateway’s web interface and to communicate Modbus TCP and 
OPC protocols.
The primary Ethernet port (Ethernet 1) is used to connect to the host system 
or other application systems. The secondary Ethernet port (Ethernet 2) can be 
used as a back up connection or a maintenance port for local access to the 
Gateway.
Figure 3-4. Terminal Block 
Diagram
Ethernet connections should use Cat5E shielded cable to connect to an 
Ethernet hub, switch, or router. The maximum cable length should not exceed 
328 ft. (100 m). 
NOTE
Unless dual Ethernet ports were specified at the time of order, the secondary 
Ethernet port (Ethernet 2) will not be active.
Fiber Optic Connection 
(optional)
The Gateway may be ordered with an optional fiber optic connection 
(Figure 3-5). This interface can use the same communications protocols as 
the Ethernet interface. The fiber optic connection is the primary interface and 
Ethernet 2 is the secondary interface.
+ +
+
+
+
-
- -
--A B S S
S S
24 VDC
Power Input
Serial
Modbus Not Used Not Used
Not Used Not Used
Case
(Covered)
S
Ethernet 2    
with Power Ethernet 2 Ethernet 1
(Secondary) (Primary)
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Figure 3-5. Fiber Optic Terminal 
Block Diagram
The fiber optic connection uses SC type connectors with a push-pull latching 
mechanism for quick connection and removal. It requires 1300 nm 
wavelength multi-mode cable. The maximum cable length should not exceed 
2.48 miles (4,0 km).
RS-485 The Gateway may be ordered with an optional RS-485 (serial) connection 
(Figure 3-4). It is referenced by the A and B Serial Modbus terminals. This 
connection is used to communicate Modbus RTU on an RS-485 data bus.
Use 18 AWG single twisted shielded pair wiring to connect the Gateway to the 
RS-485 data bus. The total bus length should not exceed 4000 ft. (1220 m). 
Connect the Tx + (positive, transmit) wire to terminal A and the Rx - (negative, 
receive) wire to terminal B. The wiring shield should be trimmed close and 
insulated from touching the Gateway enclosure or other terminations.
If the existing data bus uses a 4 wire Full Duplex configuration, see Figure 3-6 
to convert to a 2-wire Half Duplex configuration.
Figure 3-6. Convert from Full to 
Half Duplex
+ +
+
+
+
-
- -
--A B S S
S S
24 VDC
Power Input
Serial
Modbus Not Used Not Used
Not Used Not Used
Case
S
Ethernet 2
Fiber Optic
(Secondary)
TX RX
(Primary)
Tx +
Rx +
Tx -
Rx -
Tx + = (A)
Rx - = (B)
Reference Manual
00809-0200-4420, Rev CA
August 2010Smart Wireless Gateway
3-8
Terminating Resistors Three DIP switches are provided to enable various terminating resistors to the 
RS-485 data bus. The switches are found inside the electronics housing near 
the top center of the main circuit board (Figure 3-7).
Figure 3-7. RS-485 Resistor DIP 
Switches
Switches 1 and 3 are connected to pull-up and pull down resistors. Switch 1 is 
for the Tx + (A) line and Switch 3 is for the Rx – (B) line. These 470 Ω 
resistors are used to prevent noise from being interpreted as valid 
communications during periods when no actual communications are 
occurring. Only one set of pull-up and pull-down resistors should be active on 
the RS-485 data bus at time.
Switch 2 is connected to a 120 Ω terminating resistor. This resistor is used to 
dampen signal reflections on long cable runs. RS-485 specifications indicate 
that the data bus should be terminated at both ends (Figure 3-8). However 
termination should only be used with high data rates (above 115 kbps) and 
long cable runs.
Figure 3-8. Typical Half Duplex 
(2-wire) Network
O
N
K
40
1
2
3 470Ω Pull-down Resistor
120Ω Terminating Resistor
470Ω Pull-up Resistor
Electronics
Radio
DIP Switches
Main Circuit Board
Up to 4000 ft.  (1220 m)
Device 1 Device 2
A
B
Terminators required
only for high data rates
and long cable runsDevice N
(up to 32
possible)
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Power The Gateway is designed to be powered by 24 Vdc (nominal) and requires 
250 mA of current. The positive and negative connections are found on the 
left side of the terminal block (Figure 3-4). An additional case ground is found 
on the left side of the junction box enclosure.
Connect supply power to the positive + and negative – power terminals found 
on the left side of the terminal block (Figure 3-4). An additional internal case 
ground can be found on the left side of the enclosure. The wiring should 
include an external power shut-off switch or circuit breaker that is located near 
the Gateway.
NOTE
Using an uninterruptible power supply (UPS) is recommended to ensure 
availability should there be a loss of power. 
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Section 4 Software Setup
Overview  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 4-1
System Requirements  . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 4-1
Software Installation . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 4-2
Security Setup Utility  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 4-2
AMS Wireless Configurator . . . . . . . . . . . . . . . . . . . . . . . . page 4-4
Licensing and Credits  . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 4-6
OVERVIEW This section discusses the installation and setup of the optional software 
included with the Smart Wireless Gateway. This software is not required for 
the wireless field network to operate; however, it will aid in secure host 
integration as well as wireless field device configuration. The following table 
describes what items are installed and on which disk they can be found.
Table 4-1.  Software 
Applications
Additional system components may be installed depending on the current 
configuration of the system.
SYSTEM 
REQUIREMENTS
Table 4-2.  PC Hardware
Note: Additional hard disk space is required for SNAP-ON applications.
The minimum monitor requirements are 1024 x 768 resolution and 16-bit color.
Name Description Location
Reference Manual An electronic copy of this document Disk 1
User Interface 
Terminology Guide
This guide describes all the screens in the 
Gateway web interface and all the items/terms 
used on those pages.
Disk 1
Security Setup Utility This utility allows the setup of SSL enable 
communications between the Gateway and host 
system.
Disk 1
AMS Wireless 
Configurator
This application allows complete configuration of 
wireless field devices and provides added 
security through drag and drop provisioning.
Disk 2
Network Configuration This application configures AMS Wireless 
Configurator to interface to a Wireless Network 
or a HART Modem.
Disk 2
Minimum Requirements Recommended Requirements
Intel Core 2 Duo, 2.0 GHz Intel Core 2 Quad, 2.0 GHz or greater
1 GB Memory 3 GB Memory or Greater
1.5 GB free hard disk space 2 GB or more of free hard disk space
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Table 4-3.  Supported Operating 
Systems
Note: Only 32-bit versions of the operating systems area supported.
SOFTWARE 
INSTALLATION
The software can be found on the 2 disk pack, included with the Gateway. 
Depending on the PC system configuration, installation may take 30-35 
minutes. Installing both disks in order is recommended. The Security Setup 
Utility is located on Disk 1. To install the software:
1. Exit/close all Windows programs, including any running in the 
background, such as virus scan software.
2. Insert Disk 1 into the CD/DVD drive of the PC.
3. Follow the prompts.
AMS Wireless Configurator is located on Disk 2. To install the software:
1. Exit/close all Windows programs, including any running in the 
background, such as virus scan software.
2. Insert Disk 2 into the CD/DVD drive of the PC.
3. Click Install from the menu when the AMS Wireless Configurator setup 
begins.
4. Follow the prompts.
5. Allow AMS Wireless Configurator to reboot PC.
6. Do not remove the disk from the CD/DVD drive. 
7. Installation will resume automatically after login.
8. Follow the prompts.
NOTE:
If the autorun function is disabled on the PC, or installation does not begin 
automatically, double click D:\SETUP.EXE (where D is the CD/DVD drive on 
the PC) and click OK.
SECURITY SETUP 
UTILITY
The Security Setup Utility enables secure communications between the 
Gateway and host system, asset management software, data historians, or 
other applications. This is done by encrypting the standard data protocols 
(AMS, Modbus TCP, and OPC) used by the Gateway and making them 
available through various proxies within the Security Setup Utility. These 
proxies can function as a data server for other applications on the control 
network. The Security Setup Utility can support multiple Gateways at once 
and each proxy can support multiple client application connects. Figure 4-1 
shows a typical system architecture using the Security Setup Utility.
Operating System Version
Windows XP Professional, Service Pack 2 or 3
Windows Server 2003 Standard, Service Pack 2
Windows Vista Business, Service Pack 1 or 2
Windows Server 2008 Standard, Service Pack 1 or 2
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Figure 4-1. Typical Host System 
Architecture using Security 
Setup
NOTE: 
OPC communications requires the use of the Security Setup Utility regardless 
of whether encryption is required.
Setup In the Security Setup Utility add a new proxy for each Gateway based on the 
communication protocol is being used. For example, add an OPC proxy for 
each Gateway that is communicating OPC.
Use the following procedure to add a new proxy in the Security Setup Utility:
1. Open the Security Setup Utility.
2. Click EDIT>NEW, then select the type of new proxy to be added.
3. Right click on the new proxy entry and select Properties.
4. Enter the target Gateway’s Hostname and IP Address.
5. Click OK.
6. Click FILE>SAVE.
7. When prompted for authentication, enter the admin password for the 
target Gateway.
8. Click OK.
9. Repeat steps 2-8 to added additional proxies.
10. Click FILE>EXIT to close the Security Setup Utility.
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During this process the Gateway will exchange security certificates (digital 
signatures) with the proxy.
Figure 4-2. Security Setup Utility
AMS WIRELESS 
CONFIGURATOR
AMS Wireless Configurator helps deploy and configure wireless field devices. 
It provides an integrated operating environment that leverages the full 
capabilities of WirelessHART, including embedded data trending, charting, 
and graphical display capabilities provided by enhanced EDDL technology.
• Display and modify device configuration
• View device diagnostics
• View process variables
• Provision a wireless device using the drag-and-drop operation so it can 
join a Gateway’s self-organizing network
• Enhance AMS Wireless Configurator functionality with the AMS 
Wireless SNAP-ON Application
• Restrict access to AMS Wireless Configurator functions through the 
use of security permissions
See the release notes for information specific to the current release of AMS 
Wireless Configurator. To display the release notes, select 
START>PROGRAMS>AMS WIRELESS CONFIGURATOR>HELP.
Setup AMS Wireless Configurator supports connectivity to a Wireless Network and a 
HART Modem. Both of these interfaces must be configured through the 
Network Configuration application. To run this application, select 
START>PROGRAMS>AMS DEVICE MANAGER>NETWORK 
CONFIGURATION.
NOTE:
Do not have the Security Setup Utility running at the same time as the 
Network Configuration application or else a configuration error might occur. 
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Use the following procedure to configure a wireless network for AMS Wireless 
Configurator:
1. Open the Network Configuration application.
2. Click Add…
3. Select Wireless Network and click Install…
4. Click Next.
5. Enter a name for the wireless network and click Next.
6. Enter the HostName or IP Address for the Gateway and click Add.
7. Repeat step 6 if multiple Gateways need to be added.
8. Check the box to Enable Secure Communications with the Smart 
Wireless Gateway.
9. Click Finish to close the configuration window.
10. Click Close to exit the Network Configuration application.
Figure 4-3. Wireless Network in 
the Network Configuration
Use the following procedure to configure a HART modem for AMS Wireless 
Configurator:
1. Open the Network Configuration application.
2. Click Add…
3. Select HART modem and click Install…
4. Click Next.
5. Enter a name for the HART modem and click Next.
6. Select the Hart master type (default is AMS will be Primary HART 
master) and click Next.
7. Select the COM port for the HART modem and click Next.
8. Check the box to Check to support Multi Drop devices.
9. Check the box to Include WirelessHART Adapter.
10. Click Finish to close the configuration window.
11. Click Close to exit the Network Configuration application.
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LICENSING AND 
CREDITS
The latest licensing agreements are include on each disk of the software 
pack.
"This product includes software developed by the OpenSSL Project for use in 
the OpenSSL Toolkit. (http://www.openssl.org/)"
“This product includes software written by Eric Young (eay@cryptsoft.com)”
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Section 5 Host Integration
Overview  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 5-1
Network Architecture . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 5-1
Internal Firewall  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 5-3
Modbus  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page 5-4
OVERVIEW This section describes how to connect the Gateway to a host system and 
integrate data gathered from the field device network.  It covers network 
architectures, security, and data mapping.
NETWORK 
ARCHITECTURE
Physical connection types are important when determining the network 
architecture and what protocols can be used for integration.  Ethernet is the 
primary physical connection type.  Fiber Optic and RS485 are available as 
optional connection types.  The following network architecture diagrams will 
help when integrating data from the Gateway into the host system. 
Ethernet
An Ethernet connection supports Modbus TCP, OPC, AMS, and HART TCP 
protocols.  Using this connection type, the Gateway is wired directly to a 
control network (see Figure 5-1) using a network switch, router, or hub.  Often 
there are two networks for redundancy purposes.
Figure 5-1. Ethernet 
Architecture
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Fiber Optic (Optional)
A Fiber Optic connection supports Modbus TCP, OPC, AMS, and HART TCP 
protocols.  Using this connection type, the Gateway is wired to a fiber optic 
switch (see Figure 5-2).  Please note that a redundant fiber optic connection 
is not available.
Figure 5-2. Fiber Optic 
Architecture
RS485 (serial)
An RS485 connection supports Modbus RTU protocol.  Using this connection 
type, the Gateway is wired to an RS485 bus which typically leads to a serial 
I/O card or Modbus I/O card (see Figure 5-3). Up to 31 Gateways can be 
connected to a single I/O card in this manner.
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Figure 5-3. RS485 Architecture
INTERNAL FIREWALL The Gateway supports an internal firewall that inspects both incoming and 
outgoing data packets.  TCP ports for communication protocols are user 
configurable, including user specified port numbers and the ability to disable 
ports.  
The Gateway’s internal firewall settings can be found by navigating to 
Setup>Security>Protocols.  
Figure 5-4. Security Protocols 
page (internal firewall)
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MODBUS The Gateway supports both Modbus RTU over the RS-485 serial port and 
Modbus TCP over Ethernet.  It functions as a sub device on the Modbus 
network and must be polled by a Modbus master or client (host system).
Communication Settings It is import that the Modbus communication settings in the Gateway match the 
setting in the Modbus master or client.  Please refer to host system 
documentation for more informing on how to configure these settings.  The 
Modbus communication settings can be found by navigating to 
Setup>Modbus>Communications.
Figure 5-5. Modbus 
Communications Page
One Modbus Address:  When this option is selected, this address is used by 
the Gateway for Modbus RTU communications.  
Multiple Modbus Addresses:  When this option is selected, a new column 
for address will appear on the Modbus mapping page.  
Modbus TCP Port:  This is the TCP/IP port the Gateway uses for Modbus 
TCP (Ethernet).  To change TCP/IP port settings, see the Internal Firewall 
section for more details.
Baud Rate:  The data rate or speed of serial communications.  This setting is 
only required for Modbus RTU. 
Parity:  This setting determines parity (none, even, or odd) to use for error 
checking purposes.  This setting is only required for Modbus RTU.
Stop Bits:  This setting determines the number (1 or 2) of stop bits to use 
when ending a message.  This setting is only required for Modbus RTU.
Response delay time (ms):  This setting determines how long (ms) the 
Gateway waits before responding to a Modbus request.  This setting is only 
required for Modbus RTU.
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Unmapped register read response?:  This is the value returned by the 
Gateway if the Modbus master requests a register with no data assigned to it 
(empty register).  It is recommended this be set to zero fill to prevent errors.
Floating point representation:  This setting determines if the Gateway uses 
floating point values or integer values.  There are three options for this setting.
• Float:  This option uses 32 bit floating point values.  
• Round:  This option rounds the data value to the nearest whole 
number.
• Scaled:  This option uses scaled integers to offset negative values or 
increase decimal point resolution.  The equation for scaled integers is:
y = Ax - (B - 32768)
Where:
y = Scaled integer returned by the Gateway
A = Gain for scaled integer value
x = Measured valued from wireless field device
B = Offset for scaled integer value
Use swapped floating point format?:  This setting switches which register 
is sent first for a floating point value.  This setting is only used for floating point 
values.
Incorporate value’s associated status as error?:  This setting will cause 
the Gateway to report a predetermined value when a communications or 
critical diagnostic error is received from the wireless field device.  The value is 
user configurable depending on which floating point representation is chosen.  
See Value reported for error below.
Value reported for error (floating point):  This setting determines what 
value is reported if the wireless field device reports a failure or stops 
communicating to the Gateway.  This setting is used for floating point values.  
The choices are NaN (not a number), +Inf (positive infinity), -Inf (negative 
infinity), or Other (user specified).
Value reported for error (rounded and native integer):  This setting 
determines what value is reported if the wireless field device reports a failure 
or stops communicating to the Gateway.  This setting is used for rounded or 
scaled integers.  The choice is a user specified value between -32768 and 
65535.
Scaled floating point maximum integer value:  This determines the 
maximum integer value for the purpose scaling integers.  999-65534
Use global scale gain and offset?:  This setting determines if a global gain 
and offset is applied for scaled integers or if each value has a unique gain and 
offset.  Unique gain and offsets are found on the Modbus Mapping page.
Global scale gain:  This value is multiplied to the data values for the purpose 
of scaling integers.  If global scaling is not selected, a gain value will be 
available for each separate data value on the Modbus Mapping page.
Global scale offset:  This value is added to the data values for the purpose 
of scaling integers.  If global scaling is not selected, an offset value will be 
available for each separate data value on the Modbus Mapping page.
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Register Mapping Register Mapping is the process of assigning data points from wireless field 
devices to Modbus registers.  These registers can then be read by a Modbus 
master or client.  Modbus register mapping can be found by navigating to 
Setup>Modbus>Mapping. 
Figure 5-6. Modbus Register 
Map Page
To add a new data point to the Modbus register map:
1. Click New entry.
2. Complete all of the table entries for the new data point (note that the 
entry columns may vary based on the Modbus communications settings).
3. Repeat for each new data point.
4. Click Submit.
5. When changes have been accepted, click Return to form.
Address:  This is the Modbus RTU address used by the Gateway for this data 
point.  It is possible to group data points assigning them the same address 
(i.e. all data points from the same process unit can have the same address).  
This column only appears if Multiple Modbus Addresses is selected on the 
Modbus Communications page.
Register:  This is the Modbus register number used for this data value. 
Modbus registers hold two bytes (16 bits) of information; therefore 32 bit floats 
and integers require two Modbus registers.  Each data point needs a unique 
Modbus register number, unless they are assigned different addresses.  
Register numbers 0-19999 are reserved for Boolean (bit, coil, binary, etc…) 
values.  Register numbers 20000+ are reserved for floating point or integer 
values.  
Point Name:  This is a two part name for the data point.  The first part is the 
HART Tag of the wireless field device which is producing the data.  The 
second part is the parameter of the wireless field device.  
Point Name is entered as <HART Tag.PARAMETER>.  Point Name can be 
entered using the list of values (…) or manual entered.  The following table 
gives a list of standard device parameter which may be considered for 
Modbus register mapping.
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Table 5-1.  Device parameters 
available via Modbus
PV, SV, TV, and QV (dynamic variables) will vary by device type.  Please refer 
to the device’s documentation for more informing on for what value is 
represented by each dynamic variable.
RELIABILITY and ONLINE relate to wireless communications.  RELIABILITY 
is the percentage of messages received from the wireless field device.  
ONLINE is a true/false indication of whether the device is communicating on 
the wireless network.
**_HEALTHY parameters are a true/false indication of the health of a 
particular variable (** = dynamic variable – PV, SV, etc…).  These parameters 
incorporate critical diagnostics from the wireless field device as well as 
communication status.  
NOTE:
The **_HEALTHY parameters are a great indication of the health and 
communications status of the data values.
State (state value): The value of a data point which drives a Modbus output 
of 1.  For example if a data point is reported as either True or False, a state 
value of True will report a 1 for True and 0 for False.  A state of False will 
report a 0 for True and a 1 for False.  State is only required for register 
numbers 0-19999 (Boolean, bit, coil, binary, etc…).
Invert:  This check box will invert the Modbus output from a 1 to a 0 or a 0 to 
a 1.  Invert is only used for Boolean values using register numbers 0-19999.
Gain:  This value is multiplied to the data value for the purpose of scaling 
integers.  Gain is only required if scaled is chosen on the Modbus 
communications page and globe gain and offset is not chosen.
Offset:  This value is added to the data value for the purpose of scaling 
integers.  Offset is only required if scaled is chosen on the Modbus 
communications page and globe gain and offset is not chosen.
Predefined Modbus Registers
In addition to user configurable parameters, the Gateway also supports a list 
of predefined Modbus registers with diagnostics and test parameters.  The 
following table is a list of the predefined Modbus registers.
Parameter Description Data Type
PV Primary Variable 32 bit float
SV Secondary Variable 32 bit float
TV Tertiary Variable 32 bit float
QV Quatemary Variable 32 bit float
RELIABILITY A measure of connectivity to the Gateway 32 bit float
ONLINE Wireless communications status Boolean
PV_HEALTHY Health status for PV Boolean
SV_HEALTHY Health status for SV Boolean
TV_HEALTHY Health status for TV Boolean
QV_HEALTHY Health status for QV Boolean
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Table 5-2.  Predefined Modbus 
Registers Description Register Data Type
Current Year (1) 49001 32 bit int
Current Month (1) 49002 32 bit int
Current Day (1) 49003 32 bit int
Current Hour (1) 49004 32 bit int
Current Minute (1) 49005 32 bit int
Current Second (1) 49006 32 bit int
Messages Received 49007 32 bit int
Corrupt Messages Received 49008 32 bit int
Messages Sent With Exception 49009 32 bit int
Messages Sent Count 49010 32 bit int
Valid Messages Ignored 49011 32 bit int
Constant Float 12345.0 49012 32 float
SYSTEM_DIAG.HART_DEVICES 49014 32 bit int
SYSTEM_DIAG.ADDITIONAL_STATUS_0 49015 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_1 49016 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_2 49017 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_3 49018 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_4 49019 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_5 49020 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_6 49021 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_7 49022 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_8 49023 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_9 49024 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_10 49025 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_11 49026 8 bit unsigned int
SYSTEM_DIAG.ADDITIONAL_STATUS_12 49027 8 bit unsigned int
SYSTEM_DIAG.UNREACHABLE 49028 32 bit int
SYSTEM_DIAG.UPTIME 49029 32 bit int
SYSTEM_DIAG.TEST_BOOLEAN 49031 Boolean
SYSTEM_DIAG.TEST_BYTE 49032 8 bit int
SYSTEM_DIAG.TEST_UNSIGNED_BYTE 49033 8 bit unsigned int
SYSTEM_DIAG.TEST_SHORT 49034 16 bit int
SYSTEM_DIAG.TEST_UNSIGNED_SHORT 49035 16 bit unsigned int
SYSTEM_DIAG.TEST_INT 49036 32 bit int
SYSTEM_DIAG.TEST_UNSIGNED_INT 49038 32 bit unsigned int
SYSTEM_DIAG.TEST_FLOAT 49040 32 bit float
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Section 6 Troubleshooting
This section provides basic troubleshooting tips for the Smart Wireless Field 
Network. To receive technical support by phone:
Global Service Center
Software and Integration support.
• United States – 1 800 833 8314
• International – 63 2 702 1111
Customer Central
Technical support, quoting, and order-related questions.
• United States – 1 800 999 9307 (7:00 am to 7:00 pm CST)
• Asia Pacific – 65 6777 8211
• Europe / Middle East / Africa – 49 (8153) 9390
Or email the wireless specialists at:
Specialist-Wireless.EPM-RTC@Emerson.com
Initial Connection
Web browser returns page not found 1. Use the supplied crossover cable to connect the Gateway and PC/Laptop
2. Verify the Gateway is properly powered, 24 Vdc and 250 mA. Open the upper cover and 
verify if any indicator lights are on.
3.  Verify which Ethernet port is being used on the Gateway.
4. Verify the IP address for the Gateway (default primary port is 192.168.1.10, default 
secondary port is 192.168.2.10 or for DeltaV Ready Gateway’s default primary port is 
10.5.255.254, default secondary port is 10.9.255.254).
5. Verify the IP address of the PC/Laptop is in the same subnet range as the Gateway (i.e. If the 
Gateway IP is 155.177.0.xxx, then the PC/Lap IP address should be 155.177.0.yyy).
6. Disable internet browser proxy settings.
Can not find Gateway after changing IP 
address
1. Verify the IP address of the PC/Laptop is in the same subnet range as the Gateway (i.e. If the 
Gateway IP is 155.177.0.xxx, then the PC/Lap IP address should be 155.177.0.yyy).
Can not find Gateway using Secondary 
Ethernet Port
1. Verify which Ethernet port is being used on the Gateway.
2. Verify the IP address for the Gateway (default primary port is 192.168.1.10, default 
secondary port is 192.168.2.10).
3. Verify the IP address of the PC/Laptop is in the same subnet range as the Gateway (i.e. If the 
Gateway IP is 155.177.0.xxx, then the PC/Lap IP address should be 155.177.0.yyy).
Can not log into the Gateway 1. Verify the user name and password. The administrator user name is admin and the default 
password is default. See Table 2-1.
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AMS Wireless Configurator
Gateway does not appear in AMS Wireless 
Configurator
1. Verify the Security Setup Utility is installed on the same PC as AMS Wireless Configurator.
2. Setup a wireless network interface using the Network Configuration application. See Section 
4 Software Setup.
3. Verify if the wireless network interface is configured for Secure Gateway Communications.
4. Verify secure/unsecure AMS protocol settings in the Gateway. Log on to the Gateway and 
navigate to SETUP > SECURITY > PROTOCOLS.
5. Restart AMS data server. Right click on AMS server icon in the Windows system tray (lower 
right corner) and select stop server.
Wireless devices do not appear under the 
Gateway
1. Verify wireless devices are connected to the Gateway. Log on to the Gateway and navigate 
to EXPLORER.
2. Right click on wireless network and select rebuild hierarchy.
Wireless device appears with red HART 
symbol
1. Install latest device support files from AMS. Go to www.emersonprocess.com > BRANDS > 
AMS SUITE > AMS DEVICE MANAGER > DEVICE DESCRIPTION (DDs).
Device configuration items are grayed out 1. Verify whether current or historical information is being displayed. This setting is displayed at 
the bottom of each device configuration screen. Configuration requires the Current setting.
2. For security purposes a configuration timeout is applied to sessions that have been idle for 
more than 30 minutes. Log back into AMS Wireless Configurator.
Wireless Field Devices
Wireless device does not appear on the 
network
1. Verify the device has power.
2. Verify the device is within effect communications range.
3. Verify the proper Network ID has been entered into the device
Wireless device appears in the join failure 
list
1. Re-enter the Network ID and Join Key into the device.
Wireless device appears with service 
denied
1. Verify the total number of devices on the network (100 max).
2. Go to SETUP > NETWORK > BANDWIDTH and click analyze bandwidth
(Note: any changes will require the network to reform)
3. Reduce the update rate for the device.
Modbus Communications
Can not communicate using Modbus RTU 1. Verify the use of RS-485
2. Verify wiring connections. See Section 3 Mounting and Connections.
3. Verify if termination is required.
4. Verify that Modbus serial comminations setting in the Gateway match the Modbus Host 
settings. Log on to the Gateway and navigate to SETUP > MODBUS > 
COMMUNICATIONS.
5. Verify the Modbus address for the Gateway
6. Verify Modbus register mapping in the Gateway. Log on to the Gateway and navigate to 
SETUP > MODBUS > MAPPING.
Can not communicate using Modbus TCP 1. Verify secure / unsecure Modbus protocol settings in the Gateway. Log on to the Gateway 
and navigate to SETUP > SECURITY > PROTOCOLS.
2. Verify the Modbus TCP communications settings in the Gateway. Log on to the Gateway and 
navigate to SETUP > MODBUS > COMMUNICATIONS.
3. Verify Modbus register mapping in the Gateway. Log on to the Gateway and navigate to 
SETUP > MODBUS > MAPPING.
Can not communicate using secure 
Modbus TCP
1. Verify the Security Setup Utility has been installed.
2. Configure a Secure Modbus Proxy for the Gateway. See Section 4 Software Setup.
3. Verify secure / unsecure Modbus protocol settings in the Gateway. Log on to the Gateway 
and navigate to SETUP > SECURITY > PROTOCOLS.
4. Verify the Modbus TCP communications settings in the Gateway. Log on to the Gateway and 
navigate to SETUP > MODBUS > COMMUNICATIONS.
5. Verify Modbus register mapping in the Gateway. Log on to the Gateway and navigate to 
SETUP > MODBUS > MAPPING.
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OPC Communications
OPC application can not find a Gateway 
OPC server
1. Verify the Security Setup Utility has been installed on the same PC as the OPC application.
2. Configure an OPC proxy for the Gateway. See Section 4 Software Setup.
Gateway OPC server does not show any 
Gateways
1. Configure an OPC proxy for the Gateway. See Section 4 Software Setup.
Gateway OPC server does not show any 
data tags
1. Configure the Gateway OPC Browse Tree. Log on to the Gateway and navigate to SETUP > 
OPC > OPC BROWSE TREE.
2. Verify the connection status for the OPC proxy in the Security Setup Utility.
3. Verify if the OPC proxy is configured for secure or unsecure communications.
4. Verify secure / unsecure OPC protocol settings in the Gateway. Log on to the Gateway and 
navigate to SETUP > SECURITY > PROTOCOLS.
5. Verify network firewall and port settings.
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Section 7 Glossary
This glossary defines terms used through out this manual or that appear in the 
web interface of the Smart Wireless Gateway.
Term Definition
Access Control List A list of all devices that are approved to join the network. 
Each device will also have a unique join key. Also referred to 
as a white list.
Active Advertising An operational state of the network manager that causes the 
entire wireless field network to send messages looking for 
new or unreachable devices to join the network.
Baud Rate Communication speed for Modbus RTU
Burst Rate The interval in which a wireless field devices transmits 
measurement and status data to the Gateway. Same as 
Update Rate.
Certificate A digital signature used to authenticate a client/server while 
using encrypted communications.
Connectivity Typically refers to a combination of communication statistics 
and link reliability of a wireless field device. May also refer to 
the connection between the Gateway and the Host System.
Device ID A hexidecimal number that provides unique device 
identification.
DHCP Dynamic Host Configuration Protocol: Used to automatically 
configure the TCP/IP parameters of a device.
Domain A unique designator on the internet comprised of symbols 
separated by dots such as: this.domain.com 
Gateway Refers to the Smart Wireless Gateway.
HART Tag The device’s electronic tag that the Gateway uses for all host 
integration mapping. Refers to the HART long tag (32 
characters, used for HART 6 or 7 devices) or the HART 
message (32 characters, only used for HART 5 wired 
devices connected via a WirelessHART adapter)
Host Name A unique designator in a domain associated with the IP 
address of a device such as: device.this.domain.com. In that 
example the hostname is device
HTML Hyper Text Markup Language: The file format used to define 
pages viewed with a web browser.
HTTP Hyper Text Transfer Protocol: The protocol that defines how 
a web server sends and receives data to and from a web 
browser.
HTTPS HTTP over an encrypted Secure Sockets Layer (SSL)
Join Failure When a wireless field device fails to join the WirelessHART 
network. Most join failures are due to security reasons 
(missing or incorrect join key, not on access control list, etc.)
Join Key Hexadecimal security code that allows wireless field devices 
to join the wireless field network. This code must be identical 
in the device and the Gateway.
Latency The time from when a message leaves a wireless field 
device until it reaches the Gateway.
Netmask A string of 1's and 0's that mask out or hide the network 
portion of an IP address leaving only the host component.
Network I.D. Numeric code that associates wireless field devices to the 
Gateway. This code must be identical in the device and the 
gateway.
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Term Definition
Network Manager Operational function within the Smart Wireless Gateway that 
automatically handles all device connections and scheduling 
of wireless data.
NTP Network Time Protocol. Used to keep the system time 
synchronized with a network time server.
Path A wireless connection between two devices in a wireless 
network. Also referred to as a hop.
Path Stability A measure of connectivity between two devices in the 
wireless network. Calculated as the ratio of the number of 
received messages over the number of expected messages.
Primary Interface Ethernet 1 or Fiber Optic port that is used for primary host 
communications.
Private Network/LAN A local connection between a Smart Wireless Gateway and a 
PC/Laptop. This network is used for commissioning and 
configuration of the Gateway.
Reliability A measure of connectivity between the Gateway and a 
wireless field device. Calculated as the ratio of the number of 
received messages over the number of expected messages. 
Takes into account all paths.
RSSI Received signal strength indication (dBm) for the wireless 
field device.
Secondary Interface Ethernet 2 port that is used for backup connection or a 
maintenance port for local access.
Security Setup Utility A software application that enables secure communications 
between the Gateway and host system, asset management 
software, data historians, or other applications.
Self-Organizing Network Mesh network technology in which a network manager 
automatically handles all device connections and scheduling 
of wireless data.
Service Denied The device has been denied bandwidth and can not publish 
its regular updates.
TCP/IP Transmission Control Protocol / Internet Protocol. The 
protocol that specifies how data is transmitted over Ethernet.
Update Rate The interval in which a wireless field devices transmits 
measurement and status data to the Gateway. Same as 
Burst Rate.
Wireless Field Device(s) WirelessHART field devices that are a part of the wireless 
field network.
Wireless Field Network WirelessHART network, consisting of Smart Wireless 
Gateway and multiple wireless field devices.
Wireless Plant Network Industrial WiFi network, used to integrate the Wireless Field 
Network into the control network.
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FUNCTIONAL 
SPECIFICATIONS
Input Power
19.2-28.8 VDC
150 milliamps for continuous operation. 250 milliamps required to power the 
Smart Wireless Gateway.
Environmental
Operating Temperature Range: 
-40 to 158 °F (-40 to 70 °C)
Operating Humidity Range: 
10-90% relative humidity
EMC Performance
Complies with EN61326-1:2006.
Antenna Options
Integrated Omnidirectional Antenna
Optional remote mount Omnidirectional Antenna
PHYSICAL 
SPECIFICATIONS
Weight
10 lbs. (4,54 kg)
Material of Construction
Housing
Low-copper aluminum, NEMA 4X
Paint
Polyurethane
Cover Gasket
Silicone Rubber
Antenna
PBT/PC integrated Omnidirectional Antenna
Certifications
Class I Division 2 (U.S.)
Equivalent Worldwide
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COMMUNICATION 
SPECIFICATIONS
Isolated RS485
2-wire communication link for Modbus RTU multidrop connections
Baud rate: 57600, 38400, 19200, or 9600
Protocol: Modbus RTU
Wiring: Single twisted shielded pair, 18 AWG. Wiring distance is 
approximately 4000 ft. (1,524 m)
Ethernet
10/100base-TX Ethernet communication port
Protocols: Modbus TCP, OPC, HART-IP, https (for Web Interface)
Wiring: Cat5E shielded cable. Wiring distance 328 ft. (100 m).
Fiber Optic Ethernet (optional)
100BaseFx optical Ethernet communication port
Wavelength: 1300 nm center
Multimode
SC connectors
Protocols: Modbus, TCP, OPC, HART-IP,https (for Web Interface)
Wiring: 50/125 um or 62.5/125 um fiber, 2.48 miles (4.0 km) maximum 
distance.
Modbus
Supports Modbus RTU and Modbus TCP with 32-bit floating point values, 
integers, and scaled integers.
Modbus Registers are user-specified.
OPC
OPC server supports OPC DA v2, v3
SELF-ORGANIZING 
NETWORK 
SPECIFICATIONS
Protocol 
WirelessHART, 2.4 - 2.5 GHz DSSS.
Maximum Network Size
100 devices @ 8 sec.
50 devices @ 4 sec.
Supported Device Update Rates
4 sec. to 60 min.
Network Size/Latency
100 Devices: less than 10 sec.
50 Devices: less than 5 sec.
Data Reliability
>99%
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SYSTEM SECURITY 
SPECIFICATIONS
Ethernet
Secure Sockets Layer (SSL) enabled (default) TCP/IP communications
Smart Wireless Gateway Access
Role-based Access Control (RBAC) including Administrator, Maintenance, 
Operator, and Executive. Administrator has complete control of the Gateway 
and connections to host systems and the self-organizing network.
Self-Organizing Network
AES-128 Encrypted WirelessHART, including individual session keys. Drag 
and Drop device provisioning, including unique join keys and white listing.
Internal Firewall
User Configurable TCP ports for communications protocols, including 
Enable/Disable and user specified port numbers. Inspects both incoming and 
outgoing packets.
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DIMENSIONAL DRAWINGS
Figure A-1. Smart Wireless Gateway (Dimensions are in inches (millimeters)
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Remote Omni-Antenna Kit
The Remote Omni-Antenna kit includes sealant tape for remote antenna connection, as well as mounting brackets 
for the antenna, Lightning Arrestor, and the Smart Wireless Gateway.
Lightning protection is included on all the options. WL3 and WL4 provide lightning protection along with 
the ability to have the gateway mounted indoors, the antenna mounted outdoors, and the lightning arrestor 
mounted at the building egress.
*Note that the coaxial cables on the remote antenna options WL3 and WL4 are interchangeable for 
installation convenience.
Antenna
50 ft. (15,2 m) 
cable
Lightning 
Arrestor
WL2
Antenna
40 ft. (12,2 m) 
cable
Lightning 
Arrestor
10 ft. (3,0 m) cable
WL4*
Interchangeable 
cables
Antenna
30 ft. (9,1 m) 
cable
Lightning 
Arrestor
20 ft. (6,1 m) 
cable
WL3*
Interchangeable 
cables
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ORDERING INFORMATION
Table A-1.  Rosemount 1420 Smart Wireless Gateway Ordering Information
★ The Standard offering represents the most common options. The starred options (★) should be selected for best delivery.
__The Expanded offering is subject to additional delivery lead time.
Model Product Description
1420 Smart Wireless Gateway
Power Input
Standard Standard
A 24 VDC ★
Ethernet Communications - Physical Connection
Standard Standard
1(1)(2) Ethernet ★
2(3)(4) Dual Ethernet ★
Expanded
3(5)(6) Fiber Optic Ethernet
Wireless Update Rate, Operating Frequency, and Protocol
Standard Standard
A3 User Configurable Update Rate, 2.4 GHz DSSS, WirelessHART ★
Serial Communication
Standard Standard
N None ★
A(7) Modbus RTU via RS485 ★
Ethernet Communication - Data Protocols
Standard Standard
2 Webserver, Modbus TCP/IP, AMS Ready ★
4 Webserver, Modbus TCP/IP, AMS Ready, OPC ★
5(8) DeltaV Ready ★
6(8) Ovation Ready ★
7(9) HART-IP ★
Options (Include with selected model number)
Product Certifications
Standard Standard
N5 FM Division 2, Non-incendive ★
N6 CSA Division 2,Non-incendive ★
N1 ATEX Type n ★
ND ATEX Dust ★
N7 IECEx Type n ★
NF IECEx Dust ★
KD FM & CSA Division 2, Non-incendive and ATEX Type n ★
N3 China Type n ★
N4 TIIS Type n ★
Adapters
Standard Standard
J1 CM 20 Conduit Adapters ★
J2 PG 13.5 Conduit Adapters ★
J3 3/4 NPT Conduit Adapters ★
Antenna Options(10)
Standard Standard
WL2 Remote Omni-Antenna Kit, 50 ft. (15.2 m) cable, Lightning Arrestor ★
WL3 Remote Omni-Antenna Kit, 20 ft. (6.1 m) and 30 ft. (9.1 m) cables, Lightning Arrestor ★
WL4 Remote Omni-antenna Kit, 10 ft. (3.0 m) and 40 ft. (12.2 m) cables, Lightning Arrestor ★
Typical Model Number: 1420 A 2 A3 A 2 N5
Reference Manual 
00809-0200-4420, Rev CA
August 2010
A-7
Smart Wireless Gateway
ACCESSORIES AND SPARE PARTS
(1) Single active 10/100 baseT Ethernet port with RJ45 connector.
(2) Additional ports disabled.
(3) Dual active 10/100 baseT Ethernet ports with RJ45 connectors.
(4) Multiple active ports have separate IP addresses, firewall isolation, and no packet forwarding.
(5) 1300nm Multimode Optical fiber connection with separate SC connectors for Rx and Tx.
(6) Includes features of Option 1.
(7) Convertible to RS232 via adaptor, not included with Gateway.
(8) Includes Webserver, Modbus TCP, AMS Ready, and OPC.
(9) Includes Webserver, Modbus TCP, and AMS Ready.
(10) The WL2 - WL4 options require minor assembly.
Table A-2.  Accessories
Item Description Part Number
AMS® Wireless SNAP-ON™, 1 Gateway License 01420-1644-0001
AMS Wireless SNAP-ON, 5 Gateway Licenses 01420-1644-0002
AMS Wireless SNAP-ON, 10 Gateway Licenses 01420-1644-0003
AMS Wireless SNAP-ON, 5-10 Upgrade Licenses 01420-1644-0004
Serial Port HART Modem and Cables only 03095-5105-0001
USB Port HART Modem and Cables only 03095-5105-0002
Table A-3.  Spare Parts
Item Description Part Number
Spare Kit, WL2 Replacement(1), Remote Antenna, 50 ft. (15,2 m) Cable, and Lightning Arrestor 01420-1615-0302
Spare Kit, WL3 Replacement(1), Remote Antenna, 20/30 ft. (6,1/9,1 m) Cables, and Lightning Arrestor 01420-1615-0303
Spare Kit, WL4 Replacement(1), Remote Antenna, 10/40 ft. (3,0/12,2 m) Cables, and Lightning Arrestor 01420-1615-0304
(1) Can not upgrade from integral to remote antenna.
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Appendix B Product Certifications
Approved Manufacturing Locations . . . . . . . . . . . . . . . . . page B-1
Telecommunication Compliance . . . . . . . . . . . . . . . . . . . . page B-1
FCC and IC  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page B-1
Ordinary Location Certification for FM . . . . . . . . . . . . . . . page B-1
European Union Directive Information . . . . . . . . . . . . . . . page B-2
APPROVED 
MANUFACTURING 
LOCATIONS
Rosemount Inc. – Chanhassen, Minnesota, USA
Emerson Process Management GmbH & Co. - Karlstein, Germany
Emerson Process Management Asia Pacific Private Limited - Singapore
Beijing Rosemount Far East Instrument Co., Limited - Beijing, China
TELECOMMUNICATION 
COMPLIANCE
All wireless devices require certification to ensure that they adhere to 
regulations regarding the use of the RF spectrum. Nearly every country 
requires this type of product certification. Emerson is working with 
governmental agencies around the world to supply fully compliant products 
and remove the risk of violating country directives or laws governing wireless 
device usage. 
FCC AND IC This device complies with Part 15 of the FCC Rules. Operation is subject to 
the following conditions. This device may not cause harmful interference. This 
device must accept any interference received, including interference that may 
cause undesired operation. This device must be installed to ensure a 
minimum antenna separation distance of 20 cm from all persons.
ORDINARY LOCATION 
CERTIFICATION FOR FM
As standard, the Gateway has been examined and tested to determine that 
the design meets basic electrical, mechanical, and fire protection 
requirements by FM, a nationally recognized testing laboratory (NRTL) as 
accredited by the Federal Occupational Safety and Health Administration 
(OSHA).
North American Certifications
N5 FM Division 2, Non-Incendive
Certificate Number: 3028321
Nonincendive for Class I, Division 2, Groups A, B, C, and D.
Suitable for Class II, III, Division 2, 
Groups E, F, and G; Indoors/outdoor locations;
Type 4X
Temperature Code: T4 (-40 °C < Ta < 60 °C)
Canadian Standards Association (CSA)
N6 CSA Division 2, Non-Incendive
Certificate Number: 1849337
Suitable for Class I, Division 2, Groups A, B, C, and D.
Install per Rosemount drawing 01420-1011.
Temperature Code: T4 (-40 °C < Ta < 60 °C)
CSA Enclosure Type 4X 
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EUROPEAN UNION 
DIRECTIVE 
INFORMATION
The EC declaration of conformity for all applicable European directives for this 
product can be found on the Rosemount website at www.rosemount.com. A 
hard copy may be obtained by contacting your local sales representative.
ATEX Directive (94/9/EC)
Emerson Process Management complies with the ATEX Directive.
Electro Magnetic Compatibility (EMC) (2004/108/EC)
Emerson Process Management complies with the EMC Directive.
Radio and Telecommunications Terminal Equipment Directive 
(R&TTE)(1999/5/EC)
Emerson Process Management complies with the R&TTE Directive
European Certification
N1 ATEX Type n 
Certificate Number: Baseefa 07ATEX0056X
ATEX Marking:  II 3 G
Ex nA nL IIC T4 (-40 °C < Ta < 60 °C)
Special condition for safe use (X):
The surface resistivity of the antenna is greater than one gigaohm. To 
avoid electrostatic charge build-up, it must not be rubbed or cleaned with 
solvents or a dry cloth.
The Apparatus is not capable of withstanding the 500V insulation test 
required by Clause 9.4 of EN 60079-15: 2005. This must be taken into 
account when installing the apparatus.
ND ATEX Dust 
Certificate Number: Baseefa 07ATEX0057
ATEX Marking:  II 3 D 
Ex tD A 22 IP66 T135 (-40 °C < Ta < 60 °C)
Maximum working voltage = 28 V
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N7 IECEx Type n 
Certificate Number: IECEx BAS 07.0012X
Ex nA nL IIC T4 (-40 °C =< Ta <=60 °C)
Maximum working voltage = 28 V
Special condition for safe use (X):
The surface resistivity of the antenna is greater than one gigaohm. To 
avoid electrostatic charge build-up, it must not be rubbed or cleaned with 
solvents or a dry cloth.
The Apparatus is not capable of withstanding the 500V insulation test 
required by Clause 9.4 of EN 60079-15: 2005. This must be taken into 
account when installing the apparatus.
NF IECEx Dust
Certification Number: IECEx BAS 07.0013
Ex tD A22 IP66 T135 (-40 °C < Ta < 60 °C)
Maximum working voltage = 28 V
Combinations of Certifications
KD  Combination of N5, N6, and N1.
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Appendix C Delta V Ready
Overview  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page C-1
Requirements  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page C-1
Mounting and Connecting . . . . . . . . . . . . . . . . . . . . . . . . . page C-1
Setup  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . page C-2
OVERVIEW Native integration with DeltaV enables the Smart Wireless Gateway to be 
autosensed and easily commissioned for seamless integration with all DeltaV 
applications: Explorer, Diagnostics, and Control Studio.  WirelessHART 
devices can be easily added to the wireless field network and then reconciled 
through DeltaV Explorer and assigned to analog channels through drag and 
drop assignment.
REQUIREMENTS DeltaV:  
Version 10.3 or newer.
Smart Wireless Gateway:  
DeltaV Ready option (Data Protocol option 5).  Appendix A: Ordering 
Information
MOUNTING AND 
CONNECTING
Mount the DeltaV Ready Gateway in the same manner as a standard 
Gateway.  (Section 3: Mounting and Connection on page 3-1). The Gateway 
should be mounted in a location that allows convenient access to the DeltaV 
control network as well as the wireless field network.  
Connect the Gateway’s primary Ethernet port (Ethernet 1) into the DeltaV 
primary control network.  If the dual Ethernet option (Physical Connection 
code 2) was order with the Gateway, connect the secondary Ethernet port 
(Ethernet 2) into the DeltaV secondary control network.
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Figure C-1. Delta V Control 
Network Architecture
SETUP Out of the box the Smart Wireless Gateway is pre-configured for use on the 
DeltaV control network.  In the DeltaV Explore application, the Gateway will 
automatically appear in the Decommissioned Nodes folder. 
To setup a wireless network will require 3 steps:
1. Commission the Gateway
2. Assign wireless device tags
3. Assign Gateway to controller and download
Figure C-2. Decommissioned 
Nodes folder within Delta V 
Explorer
Pro+ 
Engineering Station
Primary Control Network
Secondary Control Network
Controller and I/O
Smart Wireless Gateway
New Wireless Gateway
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Commission the Gateway using the following procedure:
1. Click START>PROGRAMS>DELTAV>ENGINEERING> DELTAV 
EXPLORE to launch the DeltaV Explorer application.
2. Expand the folder SYSTEM CONFIGURATION >PHYSICAL 
NETWORK>DECOMMISSIONED NODES.
3. Right click on the Smart Wireless Gateway and select Commission.
4. Enter a name for the Gateway and click OK.
5. Click YES when prompted to Auto-Sense Wireless Gateway.
At this time the Reconcile I/O window will appear.  The purpose of this screen 
is to assign WirelessHART devices to DeltaV I/O channel.  This allows the 
wireless device to be referenced in other DeltaV applications like Control 
Studio.
Figure C-3. Assign 
WirelessHART devices to 
DeltaV I/O Channel
Assign wireless device tags using the following procedure:
1. Drag and Drop WirelessHART device from the Unassigned Wireless 
HART Devices: list to the Channels: list.
2. Repeat this process for each wireless device until all have been 
assigned.
3. Click OK to continue.
Next the Gateway will need to be assigned to a DeltaV Controller and 
download all.  Assign and download the Gateway using the following 
procedure:
1. Right click on the Gateway and select Assign…
2. Use the browse window and select the desired controller
3. Click OK to close the assignment window
4. Right click on the Gateway and select Download
5. Follow the download dialog
6. Click OK to close the down load window
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Figure C-4. Gateway context 
menu (right click).
Now the Gateway and wireless devices are fully commissioned and available 
to use in other DeltaV applications.  When new devices are added to the 
wireless network they will need to be assigned to DeltaV channels through the 
reconcile process (right click on Gateway and select configure IO).  
NOTE: 
Logging in to the Gateway is not possible using the default TCP/IP network 
setting.  If the Gateway is decommissioned, use an IP address 10.5.255.254.  
If the Gateway is commissioned right click on the Gateway in DeltaV Explore 
and select Wireless Gateway Web Interface.
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AVISO
Esta guía de instalación ofrece directrices básicas para los transmisores inalámbricos Rosemount 3051S 
y 3051S MultiVariable™ (número de documento 00809-0100-4802). No proporciona instrucciones con 
respecto al diagnóstico, mantenimiento, reparaciones ni resolución de problemas. Consultar el manual de 
referencia del transmisor inalámbrico Rosemount 3051S y 3051S MultiVariable (número de documento 
00809-0100-4802) para obtener más instrucciones. El manual y esta guía de instalación rápida también 
están disponibles en formato electrónico en www.rosemount.com.
ADVERTENCIA
Las explosiones pueden ocasionar lesiones graves o fatales. 
La instalación de este transmisor en un entorno explosivo debe ser realizada de acuerdo con los códigos, 
normas y procedimientos aprobados a nivel local, nacional e internacional. Revisar la sección Certificaciones 
del producto para determinar si existen restricciones con respecto a una instalación segura.
 Antes de conectar un comunicador de campo en un entorno explosivo, asegurarse de que los instrumentos 
se instalan de acuerdo con los procedimientos de cableado en campo intrínsecamente seguro o no 
inflamable. Las descargas eléctricas pueden provocar lesiones graves o mortales
 Evitar el contacto con los conductores y terminales. Los conductores pueden contener corriente de alto 
voltaje y ocasionar descargas eléctricas. Este equipo cumple con la sección 15 del reglamento de la FCC. 
El funcionamiento está sujeto a las siguientes condiciones. Este dispositivo no puede ocasionar 
interferencias dañinas. Este dispositivo debe aceptar cualquier tipo interferencia, inclusive la interferencia 
que pudiera ocasionar un funcionamiento no deseado. Este dispositivo debe instalarse de modo que exista 
una distancia de separación mínima de 20 cm entre la antena y las personas.
 El módulo de alimentación puede reemplazarse en un área peligrosa. El módulo de alimentación tiene una 
resistividad superficial mayor que un gigaohmio y debe instalarse adecuadamente en la cubierta del equipo 
inalámbrico. Se debe tener cuidado durante el transporte hacia y desde el punto de instalación para evitar la 
acumulación de carga electrostática. 
AVISO
Consideraciones referentes al envío de los productos inalámbricos:
El equipo fue enviado sin el módulo de alimentación instalado. Retirar el módulo de alimentación antes de 
enviar el equipo.
Todos los módulos de alimentación contienen dos baterías principales de litio tamaño “C”. El transporte de 
las baterías principales de litio está regulado por el Departamento de Transporte de Estados Unidos y 
también por la Asociación de Transporte Aéreo Internacional (IATA, por sus siglas en inglés), la Organización 
de Aviación Civil Internacional (ICAO, por sus siglas en inglés) y ARD (Transporte Terrestre Europeo de 
Materiales Peligrosos). Es responsabilidad del remitente garantizar el cumplimiento de estos requisitos o de 
cualquier otro requisito local. Consultar las regulaciones y requisitos vigentes antes de enviar el equipo.
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Consideraciones relacionadas con los 
dispositivos inalámbricos
Secuencia de encendido
El módulo de alimentación debe instalarse en dispositivos inalámbricos solo 
después de que se haya instalado el Smart Wireless Gateway y esté funcionando 
correctamente. Este transmisor utiliza el módulo de alimentación negro. Pedir 
el número de modelo 701PBKKF. Los dispositivos inalámbricos también deben 
ser energizados en orden de proximidad con respecto al Smart Wireless Gateway, 
comenzando con el más cercano. Esto redundará en una instalación más sencilla y 
rápida de la red. Activar la función Active Advertising del Smart Wireless Gateway 
para garantizar que los dispositivos nuevos se conecten a la red con mayor 
rapidez. Para obtener más información, consultar el manual del Smart Wireless 
Gateway (documento número 00809-0200-4420).
Posición de la antena
Colocar la antena en posición vertical, ya sea hacia arriba o hacia abajo. La antena 
debe estar aproximadamente a 1 m (3 ft.) respecto a todas las estructuras grandes o 
edificaciones, para permitir una comunicación efectiva con los demás dispositivos.
Figura 1.  Posición de la antena
Diciembre de 2014
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Conexiones del comunicador de campo
Para que el comunicador de campo se comunique con el 3051S o el 3051SMV, el 
módulo de alimentación debe estar conectado. Este transmisor utiliza el módulo 
de alimentación negro. Pedir el número de modelo 701PBKKF.
Figura 2.  Conexiones del comunicador de campo
 
Instalación física
Paso 1: Montaje del transmisor
Aplicaciones con caudal de líquido
1. Colocar las llaves de paso en uno de 
los lados de la línea.
2. Montar al lado o debajo de las llaves 
de paso.
3. Montar el transmisor de tal modo 
que las válvulas de 
drenaje/ventilación queden 
orientadas hacia arriba.
4. Colocar la antena en posición 
vertical, ya sea hacia arriba o hacia 
abajo.
COMM
P/N 00753-9200-0010
COMM
P/N 00753-9200-0010
CAUDAL
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Aplicaciones con caudal de gas
1. Colocar las tomas encima o al lado de 
la tubería.
2. Hacer el montaje al lado o encima de 
las llaves de paso.
3. Colocar la antena en posición 
vertical, ya sea hacia arriba o hacia 
abajo.
Aplicaciones con caudal de vapor
1. Colocar las llaves de paso en uno de 
los lados de la línea.
2. Montar al lado o debajo de las llaves 
de paso.
3. Llenar con agua las líneas de 
impulsión.
4. Colocar la antena en posición vertical, 
ya sea hacia arriba o hacia abajo.
  
CAUDAL
CAUDAL
CAUDAL
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Montaje en panel Montaje en tubería
Brida Coplanar™ 
Brida tradicional
En línea 
158 
(6.25)
78 
(3.08)
SOPORTE DE 
PERNO EN U
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Consideraciones para el montaje
Si la instalación del transmisor requiere que se monten bridas de proceso, 
manifolds o adaptadores de brida, seguir estas recomendaciones de montaje 
para garantizar un sello hermético y así obtener un funcionamiento óptimo de los 
transmisores. Usar solo los pernos suministrados con el transmisor o vendidos por 
Emerson como piezas de reemplazo. La Figura 3 ilustra los montajes comunes del 
transmisor con la longitud de los pernos requerida para un adecuado montaje del 
transmisor.
Figura 3.  Montajes comunes del trasmisor
A. Transmisor con brida Coplanar
B. Transmisor con brida tradicional y adaptadores de brida opcionales
C. Transmisor con brida coplanar y manifold y adaptadores de brida opcionales
D. Transmisor con brida Coplanar y adaptadores de brida opcionales
Los pernos son generalmente de acero al carbono o de acero inoxidable. 
Confirmar el material observando las marcas de las cabezas de los pernos y 
consultando la Tabla 1. Si no aparece el material de los pernos en la Tabla 1, 
contactar con el representante local de Emerson Process Management. 
Usar el siguiente procedimiento de instalación de pernos:
1. Los pernos de acero al carbono no requieren lubricación y los pernos de acero 
inoxidable se recubren con un lubricante para facilitar la instalación. Sin 
embargo, no debe aplicarse más lubricante cuando se instale cualquiera de 
estos dos tipos de pernos. 
2. Apretar los pernos manualmente.
3. Apretar los pernos con el par de fuerzas inicial siguiendo un patrón en cruz. 
Consultar la Tabla 1 para conocer el valor de par de fuerzas inicial.
4. Apretar los pernos al valor de par de fuerzas final siguiendo el mismo patrón en 
cruz. Consultar la Tabla 1 para conocer el valor de par de fuerzas final.
5. Antes de aplicar presión, verificar que los pernos de la brida sobresalgan 
a través de la placa aislante. 
A
4 x 1.75-in. (44mm)
C
4 x 1.75-in. 
(44mm)
4 x 1.50-in. 
(38mm)
D
4 x 1.75-in. (44mm)
4 x 2.25-in. (57mm)
B
4 x 2.88-in. (73mm)
4 x 44 mm (1.75 in.
4 x 44 mm
(1.75 in.)
4 x 73 mm (2.88 in.)
 38 mm
(1.50 in.)
4 x 57 mm (2.25 in.)
4 x 44 mm (1.75 in.)
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Juntas tóricas con adaptadores de la brida
Al quitar las bridas o los adaptadores, revisar visualmente las juntas tóricas. 
Sustituir las juntas tóricas si se observan mellas, cortes u otros indicios de daño. 
Si se reemplazan las juntas tóricas, volver a apretar los pernos de la brida y los 
tornillos de alineación después de la instalación para compensar el asiento de la 
junta tórica de PTFE.
Tabla 1.  Valores del par de fuerzas para la brida y los pernos del adaptador de la brida
Material de los 
pernos
Marcas que aparecen en la cabeza
Par de 
fuerzas inicial
Par de 
fuerzas final
Acero al carbono 
(CS) 
34 Nm 
(300 in.-lbs.)
73,5 Nm 
(650 in.-lbs.)
Acero inoxidable 
(SST)
17 Nm 
(150 in.-lbs.)
34 Nm 
(300 in.-lbs.)
ADVERTENCIA
Si no instalan las juntas tóricas adecuadas para el adaptador de brida, pueden producirse fugas en el proceso 
y lesiones graves o mortales. Los dos adaptadores de brida se distinguen por sus ranuras de junta tórica 
especiales. Usar solo la junta tórica diseñada para su adaptador de brida específico, como se muestra a 
continuación.
A. Adaptador de brida
B. Junta tórica
C. Elastómero basado en PTFE
B7M
316
316
316
SW
316
STM316
R
B8M
Rosemount 3051S / 3051SMV / 3051 / 2051
A
B
C
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Alta ganancia, antena remota (opcional)
Las opciones de alta ganancia y antena remota proporcionan flexibilidad para 
montar los transmisores Rosemount 3051S y 3051SMV Wireless de acuerdo con 
la conectividad inalámbrica, protección contra descargas atmosféricas y los 
procedimientos de trabajo actuales.
El juego de alta ganancia y antena remota incluye sellador coaxial para las 
conexiones de cable para el pararrayos y la antena. 
Encontrar una ubicación donde la antena remota tenga un funcionamiento 
inalámbrico óptimo. De preferencia, el sitio debe estar 4,6 - 7,6 m (15 - 25 ft) por 
encima del suelo o 2 m (6 ft) por encima de obstrucciones o edificaciones de gran 
escala. Para instalar la antena remota, usar el siguiente procedimiento:
Opción WN
1. Montar la antena en un tubo de 1,5 - 2 pulgadas usando el equipo de montaje 
suministrado.
2. Conectar el pararrayos directamente a la parte superior de los transmisores 
3051S o 3051SMV.
3. Instalar el borne de tierra, la arandela de seguridad y la tuerca en la parte 
superior del pararrayos.
4. Conectar la antena al pararrayos utilizando el cable coaxial LMR suministrado 
asegurándose de que la coca no esté más cerca de 0,3 m (1 ft.) con respecto al 
pararrayos.
5. Usar el sellador coaxial para sellar cada conexión entre el dispositivo de campo 
inalámbrico, el pararrayos, el cable y la antena.
6. Asegurarse de que el poste de montaje y el pararrayos estén conectados a 
tierra de acuerdo con los códigos eléctricos locales y nacionales.
Los tramos de cable sobrantes deben colocarse en rollos de 0,3 m (12 in).
ADVERTENCIA
Al instalar antenas remotas para los transmisores 3051S y 3051SMV, siempre usar los procedimientos de 
seguridad establecidos para evitar caídas o el contacto con las líneas de alta tensión.
Instalar los componentes de la antena remota para los transmisores 3051S y 3051SMV en conformidad con 
los códigos eléctricos locales y nacionales y utilizando los procedimientos óptimos para la protección contra 
descargas atmosféricas.
Antes de efectuar la instalación, consultar con el inspector eléctrico, con el funcionario eléctrico de la 
localidad y con el supervisor del área de trabajo.
La opción de antena remota de los transmisores 3051S y 3051SMV está diseñada específicamente para 
proporcionar flexibilidad de instalación, optimizando a la vez el funcionamiento inalámbrico y las 
aprobaciones locales respecto al espectro de radiofrecuencia. Para mantener el funcionamiento inalámbrico 
y evitar el incumplimiento de las regulaciones respecto al espectro de radiofrecuencia, no se debe cambiar 
la longitud de cable ni el tipo de antena.
Si no se instala el juego de antena remota suministrado de acuerdo con estas instrucciones, 
Emerson Process Management no se hace responsable del funcionamiento inalámbrico, ni del 
incumplimiento de las regulaciones respecto al espectro de radiofrecuencia.
Diciembre de 2014
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Figura 4.  Transmisor 3051S con alta ganancia, antena remota.
Nota: ¡Se requiere protección contra las condiciones climáticas
El juego de antena remota incluye sellador coaxial para las conexiones de cable contra 
las condiciones climáticas para el pararrayos, la antena y los transmisores 3051S o 
3051SMV. Debe aplicarse el sellador coaxial para garantizar el funcionamiento de la red 
de campo inalámbrica. Ver la Figura 5 para obtener detalles sobre cómo aplicar sellador 
coaxial.
Figura 5.  Aplicación de sellador coaxial a las conexiones de cable
Guía de inicio rápido
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Paso 2: Conectar el módulo de alimentación
1. Quitar la tapa de la carcasa en el lado de terminales de campo.
2. Conectar el módulo de alimentación negro.
Paso 3: Ajuste del transmisor
Nota
Los transmisores se envían totalmente calibrados, según solicitud especial o con el valor 
predeterminado de escala completa establecido en la fábrica (span = límite superior de rango).
Ajuste del cero 
Un ajuste a cero es un ajuste de punto simple usado para compensar los efectos 
de la posición de montaje y de la presión en tubería. Al realizar un ajuste del cero, 
comprobar que la válvula de compensación esté abierta y que todas las piernas 
húmedas estén llenas al nivel correcto. 
Si la desviación de cero es menos de un 3% del cero real, seguir las instrucciones 
en Utilización del comunicador de campo  descritas más abajo para realizar un 
ajuste del cero.
Utilización del comunicador de campo
Para conectarse con un comunicador de campo, consultar la Figura 2 en la página 4. 
Nota
Esto también puede llevarse a cabo mediante el configurador inalámbrico AMS® una vez que el 
dispositivo se haya conectado a la red.
Secuencia de 
teclas de acceso 
rápido HART® 
Pasos
3, 5, 1, 3
1. Compensar o ventilar el transmisor y conectarlo al comunicador 
de campo.
2. En el menú, introducir la secuencia de teclas de acceso rápido de 
HART.
3. Seguir los comandos para realizar un ajuste del cero.
Diciembre de 2014
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Paso 4: Cerrar la carcasa
Cerrar la tapa de la carcasa y apretarla según la especificación de seguridad. 
Siempre asegurarse de que se logra un sellado adecuado instalando las tapas de 
la carcasa de la electrónica de manera que los metales hagan contacto entre sí, 
pero no apretar demasiado.
Paso 5: Verificar el funcionamiento
El funcionamiento se puede verificar en cuatro ubicaciones: 
1. En el equipo mediante la pantalla local (LCD)
2. Utilizando el comunicador de campo
3. Mediante la interfaz web integrada a el Smart Wireless Gateway
4. Mediante el configurador inalámbrico AMS
Indicador local (LCD)
El indicador LCD mostrará los valores de salida de acuerdo con la velocidad de 
actualización inalámbrica. Consultar el manual de los transmisores inalámbricos 
Rosemount 3051S y 3051SMV para ver los códigos de error y otros mensajes del 
indicador LCD. Presionar el botón Diagnostic (Diagnóstico) durante cinco 
minutos como mínimo para mostrar las pantallas TAG (Etiqueta), Device ID 
(Identificación del dispositivo), Network ID (ID de red), Network Join Status 
(Estatus de conexión de la red) y Device Status (Estatus del dispositivo).
Comunicador de campo
Para la comunicación del transmisor inalámbrico HART, se requiere una 
descripción de dispositivo (DD) de los dispositivos 3051S y 3051SMV. Para 
conectarse con un comunicador de campo, consultar la Figura 2 en la página 4. 
Buscando red
Conectando 
con red
Conectado con 
ancho de banda 
limitado
Conectado 
Función Secuencia de teclas Opciones del menú
Comunicaciones 3, 4
Join Status (Estado de conexión), Wireless Mode 
(Modo inalámbrico), Join Mode (Modo de conexión), 
Number of Available Neighbors (Cantidad de dispositivos 
cercanos disponibles), Number of Advertisements Heard 
(Cantidad de anuncios escuchados), Number of Join 
Attempts (Cantidad de intentos de conexión)
N E T w K
                
S R C H N G
n e t w k
                
N E G O T
n e t w k
L I M - O P
n e t w k
                
O K
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Smart Wireless Gateway
En la interfaz web integrada del Smart Wireless Gateway ir a la página Explorer > 
Status (Explorador >Estatus). Esta página aparecerá si el dispositivo se ha 
conectado a la red y se comunica correctamente. 
Nota
El dispositivo puede tardar varios minutos para conectarse a la red. Para obtener más información, 
consultar la Guía de inicio rápido del Smart Wireless Gateway (número de documento 
00825-0200-4420).
Figura 6.  Ajustes de red del Gateway
Diciembre de 2014
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Configurador AMS Wireless
Una vez que el dispositivo se haya conectado a la red, aparecerá en el configurador 
inalámbrico, como se muestra a continuación.
Resolución de problemas
Si el dispositivo no está conectado a la red después de energizado, verificar la 
configuración correcta de los parámetros Network ID y Join Key, y verificar que se 
haya activado la función Active Advertising en la pasarela inalámbrica Smart. 
Los parámetros “Network ID” (ID de red) y “Join Key” (Clave de conexión) del 
dispositivo deben coincidir con los correspondientes de la pasarela.
Los parámetros Network ID y Join Key se pueden obtener de el Smart Wireless 
Gateway en la página Setup>Network>Settings (Configuración >Red >Ajustes) 
de la interfaz web (consultar la Figura 6 en la página 13). Los parámetros Network 
ID (ID de red) y Join Key (Clave de conexión) se pueden cambiar en el equipo 
inalámbrico utilizando la siguiente secuencia de teclas de acceso rápido.
Función Secuencia de teclas Opciones del menú
Comunicaciones 3, 4
Join Status (Estado de conexión), Wireless Mode 
(Modo inalámbrico), Join Mode (Modo de 
conexión), Number of Available Neighbors 
(Cantidad de dispositivos cercanos disponibles), 
Number of Advertisements Heard (Cantidad de 
anuncios escuchados), Number of Join Attempts 
(Cantidad de intentos de conexión)
Guía de inicio rápido
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Información de referencia
Figura 7.  Diagrama de terminales
Para conectarse con un comunicador de campo, consultar la Figura 2 en la página 4. 
Tabla 2.  Secuencia de teclas de acceso rápido de HART
Función
Secuencia de 
teclas
Opciones del menú
Infor. sobre el 
dispositivo(1)
1. Si utiliza el 3051SMV, utilizar la secuencia de teclas de acceso rápido 2, 2 e ir a “Device Information” 
(Información del dispositivo).
2, 2, 9
Manufacturer (Fabricante), Model (Modelo), Final Assembly 
Number (Número de montaje final), Universal, Field Device 
(Dispositivo de campo), Software, Hardware, Descriptor 
(Descriptor), Message (Mensaje), Date (Fecha), Model Number I, II, 
III (Número de modelo I, II, III) SI Unit Restriction (Restricción de la 
unida SI), Country (País)
Configuración 
guiada 2, 1
Configure (Configurar), Basic Setup (Configuración básica), Zero 
Sensor Trim (Ajuste del cero del sensor), Join Device to Network 
(Conectar dispositivo a la red), Update Rate (Velocidad de 
actualización), Device Display (Pantalla del dispositivo), Alert Setup 
(Configuración de alertas), Scaled Variable (Variable escalada)
Configuración 
manual 2, 2
Configure (Configurar), Manual Setup (Configuración manual), 
Wireless (Inalámbrico), Pressure (Presión), Device Temperatures 
(Temperaturas del dispositivo), Device Information (Información 
del dispositivo), Display (Pantalla), Scaled Variable (Variable 
escalada), Other (Otros)
Inalámbrica 2, 2, 1
Network ID (ID de la red), Join Device to Network (Conectar el 
dispositivo a la red), Update Rate (Velocidad de actualización), 
Configure Broadcast Power Level (Configurar el nivel de potencia de 
transmisión), Power Mode (Modo de alimentación), Power Source 
(Fuente de alimentación) 
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Certificaciones del producto
Información sobre las directivas europeas
Una copia de la Declaración de conformidad CE se puede encontrar al final de la 
Guía de inicio rápido. La versión más reciente de la declaración de conformidad 
CE se puede encontrar en www.rosemount.com.
Cumplimiento de la normativa de telecomunicaciones
Todos los equipos inalámbricos requieren una certificación para garantizar que 
cumplen con las regulaciones respecto al uso del espectro de radiofrecuencia. 
Prácticamente todos los países exigen este tipo de certificación de producto. 
Emerson colabora con agencias gubernamentales de todo el mundo para 
suministrar productos que cumplan íntegramente con las regulaciones y para 
eliminar el riesgo de violar las directivas o leyes nacionales que rigen el uso de 
dispositivos inalámbricos.
FCC e IC
Este equipo cumple con la sección 15 del reglamento de la FCC. El 
funcionamiento está sujeto a las siguientes condiciones: Este dispositivo no 
puede ocasionar interferencias dañinas. Este dispositivo debe aceptar cualquier 
tipo interferencia, inclusive la interferencia que pudiera ocasionar un 
funcionamiento no deseado. Este dispositivo debe instalarse de modo que exista 
una distancia de separación mínima de 20 cm entre la antena y las personas.
Certificación de áreas ordinarias para aprobaciones FM
Como norma y para determinar que el diseño cumple con los requisitos 
eléctricos, mecánicos y de protección contra incendios básicos determinados por 
las aprobaciones FM, el transmisor ha sido examinado y probado en un 
laboratorio de pruebas reconocido a nivel nacional, acreditado por la 
Administración para la Seguridad y Salud Laboral de Estados Unidos (OSHA).
EE. UU.
I5 Intrínsecamente seguro (IS) y no inflamable (NI) según FM
Certificado: 3027705
Normas:  FM clase 3600 - 2011, FM clase 3610 - 2010, FM clase 3611 - 2004, 
FM clase 3810 - 2005, NEMA 250 - 2003
Marcas: IS clase I, div 1, grupos A, B, C, D; clase II, div 1, grupos E, F, G; clase III T4; 
Clase 1, zona 0 AEx ia IIC T4;
 NI clase 1, div 2, grupos A, B, C, D T4;
 DIP clase II, div 1, grupos E, F, G; clase III, T5;
 T4(-50 °C ≤ Ta ≤ +70 °C)/T5(-50 °C ≤ Ta ≤ +85 °C);
 cuando se conecta según el plano 03151-1000 de Rosemount; tipo 4x
Guía de inicio rápido
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Condiciones especiales para un uso seguro (X):
1. El transmisor PDP inalámbrico modelo 3051SMV solo se puede utilizar con el 
paquete de baterías 701PBKKF SmartPower™ de Rosemount.
2. El transmisor puede contener más de un 10% de aluminio, y se considera que 
presenta un posible riesgo de incendio por impacto o fricción.
3. La resistividad superficial de la antena es mayor que 1GΩ. Para evitar la 
acumulación de carga electrostática, no se debe frotar ni limpiar con 
disolventes ni con un paño seco.
Canadá
I6 Intrínsecamente seguro según CSA
Certificado: 1143113
Normas:   CAN/CSA C22.2 N.º 0-10, norma CSA C22.2 N.º 30-M1986, 
 CAN/CSA C22.2 N.º 94-M91, norma CSA C22.2 N.º 142-M1987, 
 norma CSA C22.2 N.º 157-92, ANSI/ISA 12.27.01-2003, 
 norma CSA C22.2  N.º 60529:05
Marcas:  Intrínsecamente seguro clase I, división 1; 
adecuado para usarse en clase 1, zona 0, IIC, 
 T3C; cuando se conecta según el plano 03151-1010 de Rosemount;
tipo 4x
Europa
I1 Seguridad intrínseca según ATEX
Certificado: Baseefa13ATEX0127X
Normas: EN 60079-0: 2012, EN 60079-11: 2012
Marcas: II 1 G Ex ia IIC T4 Ga, T4(-60 °C ≤ Ta ≤ +70 °C) 
Condiciones especiales para un uso seguro (X):
1. La carcasa inalámbrica de los modelos 3051S inalámbrico y 3051SMV puede 
ser de aleación de aluminio y puede tener un acabado de pintura protectora de 
poliuretano; sin embargo, se debe tener cuidado para protegerla contra 
impactos o abrasión si se encuentra en un área de zona 0.
2. La resistividad superficial de la antena es mayor que 1GΩ. Para evitar la 
acumulación de carga electrostática, no se debe frotar ni limpiar con 
disolventes ni con un paño seco.
Internacional
I7 Seguridad intrínseca según IECEx
Certificado: IECEx BAS 13.0068X
Normas: IEC 60079-0: 2011, IEC 60079-11: 2011
Marcas: Ex ia IIC T4 Ga, T4(-60 °C ≤ Ta ≤ +70 °C) 
Condiciones especiales para un uso seguro (X):
1. La carcasa inalámbrica de los modelos 3051S inalámbrico y 3051SMV puede 
ser de aleación de aluminio y puede tener un acabado de pintura protectora de 
poliuretano; sin embargo, se debe tener cuidado para protegerla contra 
impactos o abrasión si se encuentra en un área de zona 0.
Diciembre de 2014
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2. La resistividad superficial de la antena es mayor que 1GΩ. Para evitar la 
acumulación de carga electrostática, no se debe frotar ni limpiar con 
disolventes ni con un paño seco.
Brasil
I2 Seguridad intrínseca según INMETRO
Certificado: CEPEL 08.1618
Normas:  ABNT NBR IEC60079-0:2008, ABNT NBR IEC60079-11:2009, 
ABNT NBR IEC60079-26:2008, ABNT NBR IEC 60529:2009
Marcas: Ex ia IIC T4/T5 Ga, T4(-60 °C ≤ Ta ≤ +70 °C), T5(-60 °C ≤ Ta ≤ +40 °C), 
IP66(Al)/IP66W(SST)
Condiciones especiales para un uso seguro (X):
1. Consultar el certificado apropiado.
Nota
No está disponible actualmente en el transmisor inalámbrico MultiVariable 3051S.
China
I3 Seguridad intrínseca según China
Certificado:  3051S Wireless: GYJ111401X
 3051SFx GYJ11.1707X [caudalímetros]
Normas: GB3836.1-2010, GB3836.4-2010, GB3836.20-2010, 
GB12476.1-2000
Marcas:  Ex ia IIC Ga T4, T4(-50 ~ 70 °C)
Condiciones especiales para un uso seguro (X):
1. Consultar el certificado apropiado.
Nota
No está disponible actualmente en el transmisor inalámbrico MultiVariable 3051S.
Japón
I4  Intrínsecamente seguro según TIIS
Certificados: TC18649, TC18650
Marcas: Ex ia IIC T4 (-20 ~ 60 °C)
Nota
No está disponible actualmente en el transmisor inalámbrico MultiVariable 3051S.
EAC — Bielorrusia, Kazajistán, Rusia
IM Contactar con un representante de Emerson Process Management para obtener 
más información.
República de Corea
IP Contactar con un representante de Emerson Process Management para obtener 
más información.
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Figura 8.  Declaración de conformidad del modelo Rosemount 3051S Wireless
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Declaración de conformidad CE 
N.º: RMD 1099 Rev. B 
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Nosotros, 
 
Rosemount Inc. 
8200 Market Boulevard 
Chanhassen, MN 55317-9685 
EE. UU. 
 
Declaramos, en virtud de nuestra única y exclusiva responsabilidad, que el producto, 
 
Transmisores de presión modelo 3051S Wireless 
Transmisores de caudalímetro modelo 3051SF Wireless 
Carcasas modelo 300S 
Transmisores de presión modelos 3051SMV y 300SMV Wireless 
 
fabricado por,  
 
Rosemount Inc. 
8200 Market Boulevard 
Chanhassen, MN 55317-9685 
EE. UU. 
 
al que se refiere esta declaración, cumple con las disposiciones de las Directivas de la 
Comunidad Europea, incluyendo las últimas enmiendas, como se muestra en el anexo.  
 
La suposición de la conformidad se fundamenta en la aplicación de las normas homologadas y, 
cuando corresponda o se requiera, en la certificación por una entidad notificada de la Comunidad 
Europea, como se muestra en el anexo. 
 
 
 
 Vicepresidente de Calidad Global 
(función - en letras de molde) 
Kelly Klein 
(nombre - en letras de molde) 
25 de noviembre de 2014 
(fecha de emisión) 
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Directiva EMC (2004/108/CE) 
 
Todos los modelos  
 
EN 61326-1:2006, EN 61326-2-3:2006 
 
 
Directiva R&TTE (1999/5/EC) 
 
Todos los modelos 
 
EN 300 328 V 1.8.1 
EN 301 489-17: V2.2.1 
EN 60950-1: 2001 
 
 
Directiva PED (97/23/EC) 
 
Transmisores de presión serie 3051S 
 
Transmisores de presión modelos 3051S_CA4; 3051S_CD2, 3, 4, 5 (también con las 
opciones P0 y P9)  
Certificado de evaluación QS – Certificado EC Nº 59552-2009-CE-HOU-DNV 
Evaluación de conformidad Módulo H 
Normas de evaluación:  
 ANSI / ISA 61010-1:2004, IEC 60770-1:1999 
 
Todos los demás transmisores de presión modelo 3051S 
Procedimiento técnico de alto nivel 
 
Todos los otros transmisores de presión modelo 3051SMV 
Procedimiento técnico de alto nivel 
 
Accesorios del transmisor: Sello del diafragma – Brida del proceso - Manifold 
Procedimiento técnico de alto nivel 
 
Transmisores de presión de caudalímetro serie 3051SF 
 
Consultar la Declaración de conformidad DSI1000 
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Directiva ATEX (94/9/EC) 
 
Transmisores de presión modelo 3051S y transmisores de caudalímetro 3051SF 
Baseefa13ATEX0127X – Certificado de seguridad intrínseca 
Equipo grupo II, categoría 1 G  
Ex ia IIC T4 Ga (-60 °C ?????????? °C) 
Normas homologadas utilizadas:  
 EN 60079-0:2012  
EN 60079-11:2012 
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Entidad notificada PED 
 
Transmisores de presión serie 3051S 
 
Det Norske Veritas (DNV) [Nº de entidad notificada: 0575] 
  Veritasveien 1, N-1322 
  Hovik, Noruega 
 
Entidades ATEX notificadas para certificado de examen tipo CE 
 
Baseefa [Nº de entidad notificada: 1180] 
  Rockhead Business Park, Staden Lane 
  Buxton, Derbyshire SK17 9RZ 
  Reino Unido 
 
Entidad ATEX notificada para la garantía de la calidad 
Baseefa [Nº de entidad notificada: 1180] 
  Rockhead Business Park, Staden Lane 
  Buxton, Derbyshire SK17 9RZ 
  Reino Unido 
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Equipo requerido 
ADVERTENCIA
Las explosiones pueden ocasionar lesiones graves o fatales.
La instalación de este equipo en un entorno explosivo debe realizarse siguiendo las normas, 
códigos y procedimientos aprobados local, nacional e internacionalmente.
Asegurarse de que el equipo esté instalado de acuerdo con los procedimientos de cableado de 
campo intrínsecamente seguro o no inflamable.
Las descargas eléctricas pueden provocar lesiones graves o mortales.
Conectar el equipo a tierra en depósitos no metálicos (p. ej. depósitos de fibra de vidrio) a fin 
de evitar la acumulación de carga electrostática.
Las sondas de cable individual se ven afectadas por campos electromagnéticos intensos y, por 
lo tanto, no son adecuadas para depósitos no metálicos.
Se debe tener cuidado durante el transporte del módulo de alimentación a fin de evitar la 
acumulación de carga electrostática.
El equipo debe instalarse de manera que exista una distancia de separación mínima de 20 cm 
(8 in.) entre la antena y las personas.
Las fugas de proceso pueden causar lesiones graves o fatales.
Manipular el transmisor con cuidado.
Si el sello del proceso está dañado, el gas podría escapar del depósito al quitar el cabezal del 
transmisor de la sonda.
Si no se siguen estas recomendaciones de instalación segura, se podría provocar la 
muerte o lesiones graves. 
Solo personal cualificado debe instalar el equipo.
El equipo debe utilizarse únicamente de la manera especificada en esta guía y en el manual de 
referencia. Para obtener más instrucciones, consultar el manual de referencia del radar de onda 
guiada Rosemount serie 3308, 3308A (número de documento 00809-0100-4308).
Cinta para medir Herramientas comunes: p. ej., destornillador, llave, pinzas
Pasta antiadherente o cinta de 
teflón 
(para conexión roscada NPT)
AMS Wireless Configurator 
versión 12.0 o posterior, 
o comunicador de campo
Empaquetadura 
(para conexiones roscadas 
BSP/G, bridada y Tri-Clamp™)
2 m
AMS
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1.  Medir la altura del depósito 
2.  Sellar y proteger las roscas 
Altura del depósito:
Altura del depósito
Altura del depósito
Solo para conexión del depósito roscada NPT.
Use pasta antiadherente o cinta de teflón según los procedimientos 
correspondientes al sitio.
Octubre de 2014
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3.  Montar el dispositivo en el depósito 
NPT
BSP/G
Brida
Tri-Clamp
Empaquetadura
EmpaquetaduraEmpaquetadura
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4.  Introducir el módulo de alimentación
5.  Conectar el dispositivo 
1 2 3
4 5 6
7 8
0
9
Configurador inalámbrico AMS:
a. Iniciar AMS Wireless Configurator.
b. Seleccionar Device Connection View 
(Vista de conexión del dispositivo) en el 
menú View (Ver).
c. Hacer doble clic en el dispositivo en el 
módem HART.
Comunicador de campo:
a. Encender el comunicador de campo.
b. Tocar el símbolo HART en el menú 
principal.
c. Ahora el comunicador de campo se 
conecta al dispositivo.
Comunicador de campo
Módem HART
Terminales de 
comunicación
Octubre de 2014
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6.  Configurar el dispositivo usando la configuración 
guiada 
a. Ir a Configure > Guided Setup > Initial Setup (Configuración>Configuración 
guiada>Configuración inicial). 
b. Hacer clic en Basic Setup (Configuración básica) y seguir las instrucciones.
Usar el valor Tank Height (Altura del depósito) anotado en el paso 1 de este 
documento.
c. Hacer clic en Verify Level (Verificar nivel) para revisar la medición de nivel.
d. Revisar si es necesario realizar configuración adicional, como Volume 
(Volumen) y Device Display (Pantalla del dispositivo).
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7.  Conectar el dispositivo a la red 
8.  Esperar que el dispositivo se conecte a la red 
a. Ir a Overview > Shortcuts (Generalidades>Accesos directos).
b. Hacer clic en Configure Update Rate (Configurar la velocidad de 
actualización) y seguir las instrucciones.
c. Obtener los valores de Network ID (ID de red) y Join Key (Clave de 
conexión) para la red inalámbrica (disponible en la pasarela inalámbrica).
d. Hacer clic en Join Device to Network (Conectar el dispositivo a la red) y 
seguir las instrucciones.
a. Ir a Overview > Status (Generalidades>Estado)
b. Esperar que el estado de la comunicación sea Connected (Conectado).
Esto tarda varios minutos. Tener paciencia.
Ahora se ha instalado satisfactoriamente el radar de onda guiada Rosemount 
serie 3308 Wireless.
Información adicional
Visitar www.rosemount.com/level para descargar el manual de referencia del 
radar de onda guiada Rosemount serie 3308, 3308A (número de documento 
00809-0100-4308).
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