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Računalništvo v oblaku na področju menedžmenta človeških virov 
Računalništvo v oblaku kot že uveljavljena tehnološka in poslovna paradigma že nekaj časa ni 
novost na področju računalništva. S pomočjo računalništva v oblaku organizacije optimizirajo 
vse svoje procese. Na področju menedžmenta človeških virov (v nadaljevanju MČV) se je 
računalništvo v oblaku začelo pojavljati v zadnjih nekaj letih. Tako kot na vseh ostalih 
področjih, tudi na področju MČV igra pomembno vlogo pri optimizaciji kadrovskih procesov. 
V svoji diplomski nalogi sem se osredotočila na preučevanje prednosti in pomanjkljivosti 
rešitev v oblaku s področja MČV, kriterije pri izbiri določene rešitve ter vprašanje, kaj kadroviki 
ocenjujejo kot ključne značilnosti rešitev v oblaku. Teoretični del prikazuje relevantne vire za 
preučevanje te teme, empirični pa odnos kadrovikov do rešitev računalništva v oblaku, ki jih 
uporabljajo pri svojem delu. Ugotovila sem, da se pri rešitvah v oblaku na področju MČV 
pojavlja veliko prednosti, obenem pa prinašajo tudi precej izzivov. 
 







Cloud computing in HRM – user experience and expectations 
Cloud computing as an established technological and business paradigm has not been a new 
thing in the field of computing for some time. Organizations optimize all their processes by 
cloud computing. In the field of HRM a cloud computing has become the main thing in the past 
few years. As well as in the all other areas it also played an important role in the field of HRM 
in the optimization of human resources processes. In my dissertation I have focused on studying 
the advantages and disadvantaged of cloud solutions in the field of HRM, what are the criteria 
for choosing a particular cloud solution and what HR professionals assess as the key features 
of cloud solutions. The theoretical part is focused on the review of relevant literature and the 
empirical part shows the attitude of human resources professionals to the specific cloud 
computing solution which they use in their work. I have found that there are great advantages 
to cloud solutions in the field of HRM but at the same time there are still some chalanges and 
disadvantages.  
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Optimizacija procesov v podjetjih in organizacijah je ključna za učinkovito delovanje in 
poslovanje. Uspešna organizacija ima med seboj dobro povezane oddelke in procese. 
Povezanost daje organizaciji konkurenčno prednost, poleg le-te pa je ključno tudi prilagajanje 
tehnologiji in uporaba spletnih orodij ter platform. V zadnjih desetletjih se v organizacijah vse 
pogosteje izpostavlja in uporablja različne informacijske rešitve v oblaku. Podjetja in 
organizacije se posledično sprašujejo, ali so rešitve v oblaku zanje relevantne, kaj so njihove 
prednosti in izzivi. Ponudnikov, ki ponujajo rešitve v oblaku, je mnogo, zato je pomembno tudi 
vprašanje izbire, stroškov in uporabe v specifičnih kontekstih. Eden od uporabnikov teh rešitev 
na ravni podjetja je tudi oddelek za menedžment človeških virov, kjer je hitra izmenjava 
dokumentov in informacij še kako pomembna, na drugi strani pa je ključno, da so informacije 
dosegljive na enem mestu, saj prispevajo k učinkoviti uporabi in pripravi analiz ter dostopnosti. 
V diplomski nalogi se bom osredotočila na informacijske rešitve v oblaku, ki so namenjene 
menedžmentu človeških virov (v nadaljevanju MČV). Pri tem bom obravnavala vprašanja, ki 
so povezana s procesom odločanja in izbire določene rešitve (kriteriji) skozi oči uporabnikov 
(kadrovikov) in odnosom kadrovikov do določenih rešitev v oblaku.  
Namen diplomske naloge je predstaviti izkušnje, ki jih imajo kadroviki na področju 
računalništva v oblaku. Obenem pa bi rada relevantnim ponudnikom predstavila možnosti za 
izboljšave pri njihovi ponudbi za področje MČV.  
Cilj diplomske naloge je ugotoviti, kaj kadroviki pri uporabi računalništva v oblaku 
opredeljujejo kot prednosti in kaj kot pomanjkljivosti. Ugotovila bi rada tudi, na podlagi česa 
so v podjetjih izbirali dotično računalniško rešitev v oblaku in kaj kadroviki na podlagi izkušenj 
z rešitvami opredeljujejo kot ključne značilnosti le-teh.  
Diplomsko nalogo sestavljata dva dela – teoretični in empirični. Na podlagi preučevane 
literature sem teoretični del razdelila v dve ključni poglavji. V prvem je opredeljen sam koncept 
računalništva, njegova zgodovina, arhitektura in zasnova računalništva v oblaku, kakšne tipe 
računalništva v oblaku poznamo, kakšne so prednosti in slabosti računalništva v oblaku in 
koncept varnosti rešitev v oblaku. V drugem poglavju pa sem se osredotočila konokretno na 
računalništvo v oblaku na področju MČV. Najprej sem se osredotočila na sam MČV in 
uporabno informacijske tehnologije na tem področju, nato pa sem se usmerila na računalništvo 
v oblaku v MČV. 
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V drugem, empiričnem, delu bom z raziskavo poskušala predstaviti odgovore na zastavljena 
raziskovalna vprašanja.  
 
1.1 Raziskovalna vprašanja 
Na podlagi pregledane in preučene literature sem prepoznala, da čeprav je računalništvo v 
oblaku v uporabi že dve desetletji (Surbiryala in Rong, 2019), je raziskav na temo uporabe 
računalništva v oblaku na področju MČV malo. Podjetja so v računalništvo v oblaku na 
področju MČV začela migrirati v zadnjih nekaj letih.  
Strokovna literatura računalništva v oblaku na področju MČV se osredotoča predvsem na 
doprinos računalništva v oblaku pri kadrovskih procesih, ne pa toliko na analiziranje prednosti 
in slabosti le-tega. Predvsem v slovenskem prostoru tovrstnih raziskav ni. Najdemo zgolj nekaj 
diplomskih in magistrskih nalog, ki obravnavajo e-MČV in KIS, ne pa tudi samega koncepta 
računalništva v oblaku na področju MČV. Najbolj so se preučevanju približali s temami, ki se 
osredotočajo na sodobne kadrovske rešitve v oblaku za mala in srednje velika podjetja 
(Cerkvenik Marn, 2012), vpliv digitalizacije na menedžment človeških virov (Opara, 2018) in 
računalništvo v oblaku za področje upravljanja človeških virov na primeru ene izmed 
oblakovnih rešitev (Kanižaj, 2016).  
V raziskovalnem delu diplomske naloge se želim osredotočiti na preučevanje prednosti in 
pomanjkljivosti rešitev v oblaku na področju menedžmenta človeških virov. 
Računalništvo v oblaku je na področju MČV prineslo kar nekaj prednosti tako za uporabnike 
kadrovskih procesov (kadrovike) kot zaposlene. Nenazadnje je spodbudilo organizacije, da 
naredijo premik v smeri optimizacije kadrovskih procesov (Ghosh in Tripathi, 2018). 
Računalništvo v oblaku je optimiziralo procese privabljanja kandidatov, sisteme upravljanja 
uspešnosti, določanje ciljev, ocenjevanje delovne uspešnosti, izobraževanja in razvoj 
zaposlenih, upravljanje s plačami in nenazadnje tudi samo področje MČV (X. L. Wang, L. 
Wang, Bi, Li, Xu, 2016). Česar ne vemo pa je, kakšne prednosti pri uporabi računalništva v 
oblaku na področju MČV opažajo uporabniki teh storitev – kadroviki v podjetjih. Iz tega 
razloga sem si zastavila spodnje raziskovalno vprašanje.  
RV1: Katere so po mnenju kadrovikov ključne prednosti MČV rešitev v oblaku? 
ENISA (2012), Abdalla in Varol (2019) so v svojih delih opredelili kar nekaj pomanjkljivosti 
v oblaku. Vsi so kot vidnejše pomanjkljivosti opredelili: omejen prehod uporabnika od enega 
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ponudnika k drugemu, možnost socialnih napadov, varnost storitve ponudnika, napake pri 
nadgradnji sistema, varnost podatkov v oblaku, pravno ureditev in razmerje med uporabnikom 
in ponudnikom. Zanima me, kakšne pomanjkljivosti opažajo uporabniki (kadroviki) oblakovnih 
storitev računalništva na področju MČV v malih in srednjih podjetjih. S pomočjo naslednjega 
raziskovalnega vprašanja bom poskušala priti do zaključkov.  
RV2: Katere so po mnenju kadrovikov ključne pomanjkljivosti pri uporabi MČV rešitev 
v oblaku?  
Na podlagi opredelitve ključnih pojmov tako računalništva v oblaku kot samih storitev v oblaku 
na področju MČV v teoretičnem delu, me bo v raziskovalnem delu zanimal tudi vidik ključnih 
značilnosti za izbiro MČV rešitve v oblaku. Skladno s tem sem zastavila naslednje raziskovalno 
vprašanje. 
RV3: Zaradi katerih značilnosti so v podjetju izbrali MČV rešitev v oblaku, ki jo 
uporabljajo? 
Glede na to, da so uporabniki storitev v oblaku – kadroviki tisti, ki dodobra poznajo vse 
uporabniške možnosti in lahko ocenjujejo, kaj jim računalništvo v oblaku na področju MČV pri 
kadrovskih najbolj doprinese/olajša, zastavljam naslednje raziskovalno vprašanje. 
RV4: Katere so po mnenju uporabnikov (kadrovikov) ključne značilnosti uporabniku 




2 Računalništvo v oblaku 
 
2.1 Opredelitev računalništva v oblaku 
Definicije računalništva v oblaku še niso popolnoma poenotene. Mnogo avtorjev uporablja 
definicijo The National Institute of Standards and Technology (v nadaljevanju NIST) (2011), 
ki računalništvo v oblaku opredeli kot: "Model, ki na zahtevo nudi mrežni in priročen dostop 
do nastavljivih računalniških virov (npr. omrežij, strežnikov, pomnilnika, aplikacij in storitev), 
je vseprisoten in omogočen z minimalno interakcijo uporabnika in s stroški upravljanja" (NIST, 
2011, str. 1–2). Tehnično poročilo s strani UC Berkeley Reliable Adaptive Distributed Systems 
Laboratory (RAD Labs) pa ločuje računalništvo v oblaku od drugih modelov po naslednjih treh 
vidikih: 1) iluzija neskončnih računalniških virov, ki so na voljo na zahtevo; 2) odprava 
vnaprejšnje zaveze s strani uporabnikov računalništva v oblaku; 3) sposobnost kratkoročnega 
plačila za uporabo računalniških virov v oblaku (Dale Princ, 2011, str. 450).  
Računalništvo v oblaku lahko preprosteje opredelimo kot zagotavljanje gostujočih storitev prek 
omrežja (interneta). Pri tem vsebina prihaja iz drugega uporabnikovega računalnika, bodisi 
namiznega ali prenosnega, pametnega telefona ali tabličnega računalnika. To pomeni premik 
od tu, kjer so podatki ustvarjeni/shranjeni na lokalnem namizju ali strežniku znotraj neke 
organizacije, do tja, kjer se podatki shranjujejo in pri tem niso pod neposrednim nadzorom 
uporabnika. To je v večini (če ne v celoti) značilno samo za računalništvo v oblaku (prav tam, 
str. 451). 
Marks in Lozano (2010) računalništvo v oblaku opredelita kot vrsto računalništva, ki na zahtevo 
omogoča dostop do prilagodljivih zalog računalniških virov. Ti viri so na voljo kot storitev prek 
omrežja (interneta). Oblak uporabnikom omogoča, da računalništvo vidijo kot učinkovito, 
zanesljivo, z neomenjenimi možnostmi in minimalnimi stroški. Istočasno pa se uporabniki ne 
sprašujejo o njegovi strukturi, delovanju, upravljanju in lokaciji. To definicijo pa sta še bolj 
poenostavila. Računalništvo v oblaku je slog računalništva, pri katerem so računalniški viri 
enostavni za dostop, preprosti za uporabo, poceni in delujejo sami od sebe (Marks in Lozano, 
2010, str. 28). 
NIST (NIST, 2011, str. 2) kot osnovne značilnosti računalništva v oblaku opredeljuje:  
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 storitve na zahtevo: uporabnik lahko po potrebi prilagaja računalniške zmogljivosti, kot so 
čas strežnika, velikost pomnilnika in shrambe, ne da bi bila ob tem potrebna interakcija s 
ponudnikom storitve.  
 Širok dostop do omrežja: do storitev računalništva v oblaku se lahko dostopa prek splošnih 
internih protokolov in omrežnih standardov, na voljo so različnim uporabnikom iz različnih 
naprav (mobilni telefon, osebni računalnik, prenosni in tablični računalnik ipd.). 
 Združevanje virov: računalniški viri enega ponudnika so združeni tako, da služijo vsem 
uporabnikom. Uporabnik ne pozna lokacije, kjer se dodeljujejo računalniški viri.  
 Visoka elastičnost: uporabnik lahko glede na svoje potrebe in obremenitve vpliva na 
kapaciteto računalniških virov, le-to lahko povečuje ali zmanjšuje.  
 Merljivost: uporaba virov v oblakovnem sistemu je merljiva (poraba prek strojne in 
programske opreme). Uporabo virov se lahko spremlja, nadzoruje in poroča, kar zagotavlja 
preglednost tako za ponudnika kot uporabnika računalniške storitve. 
 
2.2 Zgodovina računalništva v oblaku 
Računalništvo v oblaku se je v zadnjih nekaj desetletjih pojavilo kot nova tehnološka in 
poslovna paradigma. Mogoče ga je preslikati na starejše računalniške sisteme, ko oblakovno 
računalništvo še ni obstajalo. V računalništvu v oblaku "oblak" pomeni ponudnika, ki 
zagotavlja storitve prek interneta, "računalništvo" pa pomeni obdelavo virov, ki so zagotovljeni 
prek računalnika. Prvi, ki je leta 1961 opredelil računalništvo v oblaku, je bil John McCarthy v 
MIT, ki je dejal: "Računalništvo bo v prihodnosti morebiti organizirano kot javna storitev". 
Prvo podjetje, ki je začelo leta 1999 delati na ideji "računalništva v oblaku", je bilo Salesforce, 
in sicer so začeli programsko opremo zagotavljati kot storitev. Pomembno vlogo pri razvoju 
koncepta računalništva v oblaku pa ima tudi Amazon Web Services, ki je leta 2006 razvil 
infrastrukturo kot storitev. Leta 2007 je mnogo ameriških univerz začelo sodelovati z Googlom 
in IBM-om, s tem pa so spodbujale računalništvo v oblaku na svojih univerzah. To je 
pripomoglo k zmanjševanju stroškov za akademsko delo, izmenjavo znanja med študenti in 
izgradnji procesorske in računalniške moči za dostop do oblaka prek interneta. Vse več univerz 
po svetu je sledilo temu trendu. Julija 2010 sta NASA in Rackspace začela s projektom 
OpenStack, v katerega je bilo vključenih več ponudnikov, kot so ADM, Intel, Dell. Kasneje so 
se projektu priključile tudi številne druge organizacije. Trenutno projekt podpira več kot 500 
podjetij. Okoli 6800 podjetij uporablja OpenStack za namestitev storitev v oblaku. Cloud 
Security Alliance je 2011 objavila Belo knjigo za pomoč ponudnikom na področju storitev v 
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oblaku, z namenom izpolnjevanja standardov v industriji, kjer bodo ponudbe varne, dobro 
nadzorovane, vsem povpraševalcem dostopne, interoperabilne in obvladljive (Surbiryala in 
Rong, 2019, str. 2). 
Računalništvo v oblaku naj bi se razvijalo v več fazah. Po Cavoukianu (2008, str. 92) naj bi se 
s tehnološkega vidika razvilo v treh fazah:  
 1. faza: samostojni osebni računalnik, v katerem je celotna programska oprema, operacijski 
sistem in sistem za shranjevanje podatkov nameščen v enem samem računalniku.  
 2. faza: internet, ki predstavlja pomoč za iskanje podatkov, ki niso shranjeni na računalniku. 
V tej fazi ima uporabnik še vseeno nameščeno vso programsko opremo, dodatne podatke 
pa najde na internetu.  
 3. faza: računalništvo v oblaku, pri katerem so programska oprema in podatki dostopni prek 
spleta.  
Za delo, ki ga opravljamo na računalniku, smo se še do pred kratkim nahajali v 1. ali 2. fazi, 
saj smo ob uporabi samostojnega osebnega računalnika in interneta prišli do vseh podatkov, ki 
smo jih potrebovali. Pri tem pa smo bili vezani tudi na eno lokacijo in en računalnik. S 
prenosnimi računalniki, pametnimi telefoni, z notesniki, delom od doma in drugimi 
okoliščinami ter orodji, ki jih imamo v svetu moderne tehnologije, pa nam vse večjo prednost, 
če ne že nujo, predstavljajo rešitve v oblaku (Cavoukian, 2008, str. 92). 
 
2.3 Arhitektura in zasnova računalništva v oblaku 
Arhitektura računalništva v oblaku se deli na različne komponente in podkomponente oblaka, 
ki gradijo celotno strukturo sistema. Sistem računalništva v oblaku se deli na dva dela: prednji 
sistemi (front end) – to kar uporabnik vidi in uporablja –, in zaledni sistemi (back end), pri 
katerih gre za oblak sistema. Oba dela sta med seboj povezana z internetom (Balasubramaniam, 
2018, str. 197). 
Računalništvo v oblaku se v osnovi deli na tri osnovne med seboj povezane storitvene modele, 
ki so hierarhično urejeni. Vsak model vsebuje določene odgovornosti ponudnika in uporabnika 
(Jadeja in Modi, 2012, str. 878).  
Programska oprema kot storitev (Saas, Software as a Service): uporabnik uporablja 
aplikacije, ki so v oblakovni infrastrukturi. Osnovna infrastruktura je vključno z omrežjem, 
strežniki in operacijskim sistemom že nastavljena in je ni mogoče spreminjati. Do aplikacij je 
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mogoče dostopati prek različnih naprav, bodisi spletnega brskalnika ali programskega 
vmesnika API (NIST, 2011, str. 2). Glavni ponudniki programske opreme kot storitve so 
Salesforce.com, Microsoft s programsko opremo Office 365, Google Apps z vsemi 
aplikacijami, IBM, Oracle (Jadeja in Modi, 2012, str. 878). 
Platforma kot storitev (Paas, Platform as a Service): je storitev, ki ponuja možnost namestitve 
aplikacij na infrastrukturo oblaka. Namestitev aplikacij je mogoča z uporabo programskih 
jezikov, knjižnic, orodij, ki jih podpira ponudnik. Pri tem uporabnik ne nadzoruje ali na 
kakršenkoli način upravlja z infrastrukturo oblaka. Uporabnik ima možnost nadzora že razvitih 
aplikacij in spreminjanje okolice gostovanja aplikacij (NIST, 2011, str. 2). Glavna ponudnika 
platforme kot storitve sta GAE in Microsoft's Azure (prav tam). 
Infrastruktura kot storitev (Iaas, Infrastructure as a Service): lahko jo opredelimo kot 
najosnovnejšo obliko računalništva. Gre za uporabo računalniške infrastrukture. Uporabnik ima 
nadzor nad operacijskim sistemom, shranjevanjem, procesorsko močjo in povezavo v omrežje. 
Še bolj poenostavljeno pa je pri tem modelu uporabnikom omogočeno, da zakupijo 
infrastrukturo in jim pri tem ni treba vzdrževati in nadgrajevati te lastnine. Ponudniki 
infrastrukture kot storitve so GoGrid, Flexicale, Layered, Technologies, Joyent, 
Mosso/rackspace (Jadeja in Modi, 2012, str. 878).  
Poleg osnovnih treh storitvenih modelov pa se pojavlja vse več novih kategorij storitvenih 
modelov.  
Poslovni proces kot storitev (BPaaS, Business Process as a Service): Gartner ga opredeljuje 
kot zagotavljanje storitev zunanjega izvajanja poslovnih procesov, ki izvirajo iz oblaka in so 
zasnovane za večnamensko poslovanje. Storitve so pogosto avtomatizirane (Gartner, b. d.). 
Uporaba funkcionalnosti je mogoča prek spletnega vmesnika. Ponudniki poslovnega procesa 
kot storitve so odgovorni za poslovne funkcije, strošek uporabe pa uporabniki plačajo glede na 
porabo ali pogodbeni model, sklenjen za določeno obdobje (Höllwarth, 2012, str. 49). 
Informacije kot storitev (INaaS, Information as a Service) 
Podatkovna baza kot storitev (DBaas, Database as a service) 
Shranjevanje kot storitve (STaaS, storage as a service) 
Ti modeli se ves čas razvijajo in tekmujejo tako med sabo kot s tradicionalnimi storitvenimi 
modeli (Habot, b. d.).  
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2.4 Različni tipi in oblike računalništva v oblaku 
Obstajajo štirje namestitveni model:  
 javni oblak je na voljo širiš javnosti. Infrastruktura v oblaku je v lasti ponudnika storitve 
v oblaku. Uporabnik te storitve pa je lahko tako širša javnost kot organizacija/podjetje. 
Uporaba javnih storitev/podatkov v oblaku vedno poteka prek interneta in ne zasebne ali 
omejene mreže. Mala in srednje velika podjetja imajo v veliki meri koristi od uporabe 
javnega oblaka. Prednosti le-teh so: neodvisnost od lokacije, stroškovna učinkovitost, 
zanesljivost, prilagodljivost, uporabnost, velika razširjenost. Slabost javnega oblaka je 
nizka varnost podatkov in manjša prilagodljivost potrebam določene organizacije (K. Rani, 
P. Rani, Babu in drugi, 2015, str. 26). 
 Zasebni oblak je lastno računalniško okolje, kjer je infrastruktura v oblaku namenjena 
uporabi ene same organizacije, deležniki organizacije pa so uporabniki oblaka. Ponudnik 
virov za oblak je lahko organizacija sama ali pa neko drugo podjetje. Prednosti zasebnega 
oblaka so večja varnost in zasebnost podatkov, stroškovna in energetska učinkovitost ter 
prilagodljivost potrebam, ki jih ima organizacija. Slabost zasebnega oblaka pa je cenovna 
neprilagodljivost, saj je treba zakupiti več programske in strojne opreme (prav tam, str. 27). 
 Hibridni oblak, pri katerem infrastruktura povezuje različna oblaka, javnega in zasebnega. 
Med njima zagotavlja orkestracijo, upravljanje in prenosljivost aplikacij, da ustvari enotno, 
prilagodljivo, optimalno infrastrukturo v oblaku za vodenje računalniških delovnih 
obremenitev podjetja (Vennam, b. d.). Pri tem modelu je zagotovljena varnost na enak 
način kot v zasebnem oblaku. Ob enem pa ima uporabnik/odjemalec na voljo enake 
uporabniške možnosti kot uporabniki javnih oblakov (K. Rani, P. Rani, Babu in drugi, 
2015, str. 27).  
 Skupnostni oblak, pri katerem je infrastruktura v oblaku namenjena več organizacijam, ki 
imajo skupne pomisleke glede varnostnih zahtev in politike. Infrastruktura v oblaku je v 
lasti in upravljanju ene organizacije ali pa za to poskrbi zunanji izvajalec (K. Rani, P. Rani, 




3 Prednosti in pomanjkljivosti računalništva v oblaku 
 
3.1 Prednosti 
Računalništvo v oblaku se razlikuje od vseh drugih konceptov računalništva. Podpira 
interaktivne in uporabniku prijazne uporabniške možnosti ter aplikacije. Računalništvo v 
oblaku ima veliko vlogo predvsem v poslu, saj podjetjem omogoča, da z inovativno tehnologijo 
ostajajo konkurenčna in se tako odzivajo na spreminjajoče se poslovno okolje. Oblakovno 
računalništvo zagotavlja izboljšanje tehnoloških zmogljivosti, ki jih tradicionalna informacijska 
tehnologija ne zmore (Si Xue in Wee Xin, 2016, str. 5). Tako kot pri vseh ostalih storitvah in 
sistemih se srečujemo s prednostmi in slabostmi, ki se lahko med seboj v nekaterih primerih 
tudi prekrivajo. 
V nadaljevanju bodo predstavljene ključne prednosti, ki sta jih opredelila Si Xue in Wee Xin 
(2016, str. 5-7): 
 fleksibilnost: večina organizacij se za računalništvo v oblaku odloči z namenom povečanja 
fleksibilnosti. Z rešitvami v oblaku je vsakemu uporabniku omogočeno, da ima dostop do 
podatkov kjerkoli, kadarkoli in prek katerekoli naprave (stacionarni ali prenosni računalnik, 
notesnik, telefon). Uporabnik lahko do oblaka dostopa kjerkoli, kar pomeni, da ne rabi biti 
fizično na lokaciji dela. Velika prednost je tudi ta, da je vsem uporabnikom omogočena 
skupna uporaba dokumentov in datotek. Z istim dokumentom lahko operirata dva 
uporabnika, ga spreminjata, shranjujeta in urejata. Na koncu pa lahko vsak uporabnik 
dostopa do posodobljene verzije dokumenta. 
 Stroškovna učinkovitost: rešitve v oblaku so za organizacije uporabne za zmanjševanje 
lastnih IT-stroškov, saj organizacije, vsaj tiste manjše, ne potrebujejo IT-oddelkov. 
Ponudniki storitev računalništva v oblaku so tisti, ki zagotavljajo vzpostavitev, vzdrževanje 
in nadgrajevanje programskih storitev. To pomeni, da organizacija ne potrebuje lastnih IT-
oddelkov. Poleg tega pa organizacije plačujejo storitve na podlagi dejanske uporabe (Si 
Xue in Wee Xin, 2016, str. 5; Abdal in Varol, 2019). 
 Samodejna nadgradnja programske in strojne opreme: uporabniku ni treba skrbeti za 
nadgradnjo strojne in programske opreme, saj za to skrbi ponudnik oblakovne storitve. 
Organizacija za uporabo rešitev v oblaku ne potrebuje lastnega IT-oddelka, ki se bi ukvarjal 
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s programsko opremo, saj je naloga ponudnika, da zagotovi nemoteno in "up to date" 
programsko opremo (Abdulaziz, 2012, str. 236, v Si Xue in Wee Xin, 2016, str. 6)1 
 Agilnost: računalništvo v oblaku organizacijam omogoča hitro prilagajanje na spremembe 
v poslovnem okolju. Omogoča jim, da storitve zagotovijo v najkrajšem možnem času, to 
pa je lahko orodje za konkurenčno prednost (Marston in drugi, 2011, str. 178, v Si Xue in 
Wee Xin, 2016, str. 7)2.  
 Razširjenost: uporabniki lahko prilagodijo računalniške vire glede na potrebe, ki jih imajo. 
Tako si lahko organizacije prilagodijo rešitve v oblaku na način, kot jim odgovarja, in tako, 
da je njihova uporaba za uporabnike najučinkovitejša. Računalništvo v oblaku je dodatna 
prednost zlasti za manjše organizacije, saj lahko glede na potrebe, ki jih imajo, razširjajo in 
prilagajajo oblakovne računalniške vire (Armbrust in drugi, 2010, str. 50–58 v Si Wue in 
Wee Xin, 2016, str. 7)3. 
 
V nadaljevanju bom predstavila še prednosti računalništva v oblaku, ki jih je prepoznala 
Agencija Evropske unije za varnost omrežij in informacij (ENISA). Po ENISI (2012) so 
prednosti računalništva v oblaku naslednje: 
 varnost in prednost obsega: vse vrste varnostnih ukrepov so cenejše, če se izvajajo v večjem 
obsegu. Večja naložba v varnost pomeni boljšo zaščito. K varnosti in prednosti obsega 
spada tudi več lokacij ponudnika, kar pomeni, da lahko ponudnik varnostno kopira podatke 
na dveh drugih lokacijah, to pa predstavlja težjo izgubo podatkov. Izboljšana pravočasnost 
odzivanja na incidente je še ena izmed prednosti v sklopu varnosti in prednosti obsega. 
Dobro vodeni obsežnejši sistemi, npr. za zgodnje odkrivanje novih uvedb zlonamerne 
programske opreme, so lahko uspešnejši pri odzivanju na incidente. Upravljanje groženj je 
še ena izmed prednosti računalništva v oblaku, saj si ponudniki lahko najamejo 
strokovnjake za obravnavo določenih varnostnih groženj, medtem ko so IT-oddelki v 
organizacijah omejeni s strokovnjaki za obravnavo takih groženj.  
 Varnost podatkov v oblaku kot tržni diferenciator: varnost je za mnoge uporabnike v oblaku 
prednostna zahteva – odločitev stranke za najem določene storitve v oblaku temelji na 
ugledu in zaupnosti, integriteti varnostnih storitev, ki jih ponuja ponudnik.  
                                                          
1 Abdulaziz, A. (2012). Cloud Computing for Increased Business Value. International Journal of Business and 
Social Science, 3(1), 234-239. 
2 Marston, S., Li, Z., Bandyopadhyay, S., Zhang, J., in Ghalsasi, A. (2011). Cloud computing—The business 
perspective. Decision support systems, 51(1), 176-189. 
3 Armbrust, M., Fox, A., Griffith, R., Joseph, A. D., Katz, R., Konwinski, A., ... in Zaharia, M. (2010). A view of 
cloud computing. Communications of the ACM, 53(4), 50-58.  
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 Bolj točne in učinkovite posodobitve in standardi: programske nastavitve oblaka je mogoče 
predhodno posodobiti z najnovejšimi spremembami in nastavitvami. Prav tako je prednost 
računalništva v oblaku tudi uporabniška možnost, ki omogoča redno spremljanje 
navideznih nastavitev infrastrukture in njeno primerjavo s primarnimi nastavitvami 
infrastrukture. Tako se lahko hitro ugotovi, če se je kaj spreminjalo ali posodabljalo. 
Posodobitve je mogoče uvesti hitreje na homogeni platformi kot v tradicionalnih sistemih. 
 Hitro in pametno spremljanje virov: seznam virov v oblaku, ki jih je mogoče hitro in na 
zahtevo prilagoditi, že vključuje pomnilnik, pomnilniški čas, zahtevke za spletne storitve 
in navidezne nastavitve. Ponudnik oblaka lahko dinamično prerazporeja vire za filtriranje, 
oblikovanje, šifriranje podatkov, da bi povečal podporo uporabnim ukrepom za 
zagotavljanje varnosti in s tem zaščitil oblak pred napadi. Sposobnost dinamičnega 
prilagajanja virov na zahtevo predstavlja prednost pri odpornosti/obrambi pred napadalci.  
 Standardizirani vmesniki za upravljanje varnostnih storitev: večji ponudniki storitev v 
oblaku lahko ponudijo standardiziran, odprt vmesnik do upravljanih varnostnih storitev 
ponudnikov, ki ponujajo storitve vsem svojim strankam. S tem se ustvarja bolj razpoložljiv 
trg varnostnih storitev, kjer lahko uporabniki lažje izbirajo ponudnika in tudi enostavnejše 
ter z nižjimi stroški zamenjajo ponudnika. 
 Koncentracija virov, ki na eni strani predstavlja pomanjkljivost/grožnjo varnosti podatkov, 
po drugi strani predstavlja prednost v cenejšem fizičnem nadzoru virov in cenejši ter 
enostavnejši uporabi varnostnih procesov (ENISA, 2012).  
 
3.2 Pomanjkljivosti 
Poleg zgoraj naštetih prednosti, ki jih je mnogo, pa ima računalništvo v oblaku tudi kar nekaj 
pomanjkljivosti. Po Peshrawu Ahmedu Abdalla in Asafu Varolu (2019) so pomanjkljivosti 
računalništva naslednje:  
 dostop do podatkov in varnost podatkov brez dovoljenja med napravami, ki delujejo na 
istem strežniku.  
 Napake ponudnika storitve v oblaku pri ravnanju, upravljanju in shranjevanju občutljivih 
podatkov. Tukaj se pojavlja vprašanje zaupnosti podatkov. Podatki uporabnika se 
shranjujejo pri ponudniku, pri tem pa uporabnik nima nadzora nad tem, kako ponudnik 
upravlja z njegovimi podatki (Evropski socialno-ekonomski odbor, 2012). 
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 Lahko se zgodi, da storitev v oblaku ni na voljo dalj časa zaradi napak ali nadgradnje 
sistema. Pri reševanju težav lahko pride do povečanega odzivnega časa, saj se ponudniki 
nahajajo na drugi lokaciji, kar pa pomeni oteženo reševanje težav.  
 IT-rešitve so pod udarom računalniških napadalcev (hekerjev), ki želijo pridobiti zaupne 
podatke.  
 Vprašljiva zanesljivost in vzdržnost sistema. 
 Morebitna nezmožnost vzdrževanja celovitosti podatkov. 
 Omejena prenosljivost: različni ponudniki imajo na različne načine zasnovane oblakovne 
storitve, kar pomeni, da ni nekega osrednjega in enotnega standarda. Tako je izbira za 
določen sistem v oblaku težka, prav tako pa je prehajanje od enega do drugega ponudnika 
oteženo, ravno zaradi neenotnosti sistemov. 
 Za dostop do oblaka in uporabo aplikacij v oblaku je potreben dostop do omrežja – 
interneta. Tukaj se pojavi vprašanje zmogljivosti delovanja interneta, saj je na nekaterih 
področjih že dosegel skrajne točke delovanja (Abdalla in Varol, 2019). Količina izmenjanih 
podatkov v zadnjih časih (predvsem slik, zvoka in videa), ob tem pa tudi želja uporabnikov 
po čim hitrejšem delovanju in čim manjših odzivnih časih je nagovorila vprašanje 
učinkovitosti delovanja interneta (Evropski socialno-ekonomski odbor, 2012). 
Ekonomsko-socialni odbor (2012) pa je poleg že zgoraj naštetih pomanjkljivosti izpostavil tudi 
oteženo določanje predpisov in protokolov, po katerih se ravnajo ponudniki in uporabniki 
podatkov. V zadnjih letih se v "oblaku" upravlja z vse več osebnimi podatki. To pa naslavlja 
številna vprašanja glede varnosti le-teh (Evropski socialno-ekonomski odbor, 2012). 
 
Veliko pomanjkljivosti računalništva se navezuje predvsem na informacijsko varnost 
računalništva v oblaku. Agencija Evropske unije za varnost omrežij in informacij (ENISA, 
2012) je opravila podrobno analizo pomanjkljivosti in groženj računalništva v oblaku. 
Potencialna tveganja je razdelila v tri kategorije: organizacijska, tehnična in pravna. V 
nadaljevanju bom pomanjkljivosti po samih kategorijah podrobneje opisala.  
Organizacijska tveganja se nanašajo na vsa tveganja, ki lahko potencialno vplivajo na strukturo 
organizacije, podjetja in posla. Primeri organizacijskih tveganj, ki jih je opredelila ENISA so 
(2012, str. 17-26): 
 omejen in otežen prehod na drugega ponudnika: močna odvisnost na storitev enega 
ponudnika lahko privede do težav pri menjavi ponudnika. Storitve v oblaku pogosto 
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temeljijo na lastniških nestandardnih oblikah podatkov in logiki postavljanja in vzdrževanja 
podatkov. Premik in nestrukturirana strategija migriranja na drugega ponudnika prehod še 
dodatno otežuje. Posledično so lahko podatki ali lastni razvojni inputi organizacije 
izgubljeni.  
 Izguba nad upravljanjem: to pomeni, da pri uporabi infrastrukture v oblaku 
odjemalec/uporabnik prepusti nadzor oblaka ponudniku. Ponudnik ima v veliki meri dostop 
do vseh podatkov uporabnika, kar pa predstavlja grožnjo za varnost podatkov in posledično 
uporabnika. Po drugi strani pa sporazum o ravni storitve med ponudnikom in uporabnikom 
od ponudnika računalništva v oblaku ne bo zahteval popolne zavezanosti za take storitve, 
kjer se lahko ponovno pojavi grožnja varnosti podatkov. 
 Škodljivi dejavniki socialnega inženiringa: pod pojmom socialni inženiring razumemo 
procese manipuliranja napadalca z ljudmi z namenom razkritja zaupnih informacij in 
podatkov. S socialnim inženiringom pride do zlorabe in razkritja osebnih ter drugih za 
organizacijo pomembnih podatkov.  
 Nedelovanje dobavne/storitvene verige ponudnika: ponudnik v oblaku lahko neke svoje 
storitve "outsourca" zunanjim izvajalcem, kar lahko pripelje do napak in ponovne izgube 
podatkov. 
 
Tehnična tveganja vključujejo težave in napake, povezane z zagotavljanjem storitev ali s 
tehnologijami, ki jih ponuja ponudnik storitev v oblaku. K tehničnim tveganjem po ENISI 
(2012, str. 27-41 ) spadajo:  
 ker so storitve v oblaku storitve na zahtevo, obstaja možnost, da ponudnik oblakovnih 
storitev ne bo mogel zadovoljiti povpraševanja po določenem skupnem viru in ohraniti 
določene stopnje in kvalitete storitve v oblaku. 
 Napaka izolacije podatkov v javnih oblakih. To lahko privede do situacije, kjer ima en 
uporabnik dostop do podatkov drugega uporabnika. V primeru napadov lahko napadalec 
dostopa do virov ali podatkov določene stranke ali celo vseh uporabnikov oblaka. 
Zlonamerna oseba v ponudnikovem podjetju – izkoriščanje visokega položaja. Oblak 
ponudnika, ki ne deluje transparentno in v korist uporabnika, lahko slednjemu povzroči 
veliko tveganj (izguba, izbris, razkritje podatkov). 
 Zmogljivost in manipulacija z vmesniki – internetom. Oddaljen dostop in spletni brskalniki 
predstavljajo tveganje za kibernetične in druge napade ter izgubo, razkritje podatkov.  
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 Prestrezanje podatkov med prenosom. Kadar se podatki prenašajo med različnimi 
računalniki in spletnimi mesti, obstaja možnost, da bo prenos podatkov prestrezen in se 
podatki ne bodo prenesli iz enega na drugo spletno mesto oz. se bodo izgubili.  
 Nejasno in neučinkovito brisanje podatkov. Če izbrišemo podatke iz oblaka za 
shranjevanje, še ne pomeni, da so podatki popolnoma izbrisani iz polnilnika, varnostnega 
medija. Če pomnilnik na disku ni šifriran, lahko do izbrisanih podatkov kasneje dostopa 
druga stranka. 
 Zavrnitev storitve in porazdeljena zavrnitev storitve, kjer napadalci preobremenijo 
strežnike s pošiljanjem ogromnih količin podatkov ene vrste protokola in s to količino 
podatkov onesposobijo delovanje uporabnikovega interneta in računalnika.  
 Ekonomska zavrnitev storitve, kjer napadalci povečajo uporabo virov računalništva v 
oblaku, s tem pa povečajo stroške računalništva v oblaku. 
 Izguba kriptografskih ključev. Izguba in ogrožanje kriptografskih ključev, ki se uporabljajo 
za šifriranje, avtentikacijo ali digitalne podpise, lahko privedeta do izgube podatkov, 
zavrnitve storitve ali finančne škode. 
 Izguba varnostnih kopij. Varnostne kopije izvajajo pri ponudniku storitve v oblaku in se 
shranjujejo na disk. Obstaja možnost, da se varnostne kopije ne izvedejo pravilno, se 
izgubijo ali pa so ukradene.  
 Naravne nesreče se lahko zgodijo, ker so podatki uporabnika oblakovne storitve shranjeni 
pri ponudniku storitve, ta pa se lahko nahaja na lokaciji na drugem koncu sveta. Naravne 
nesreče do neke mere predstavljajo grožnjo za izgubo podatkov . 
 
Klasifikacija pravnih tveganj se nanaša na vprašanja, vezana na podatke, ki se izmenjujejo med 
državami, in zakonske omejitve na področju računalništva v oblaku na ravni vsake države 
posebej. Pravna tveganja se nanašajo predvsem na pristojnosti in odgovornosti ponudnika ter 
uporabnika oblakovne storitve v primeru izgube in razkritja podatkov ter prekinitve sodelovanja 
(ENISA, 2012, str. 42-48). 
 Sodni poziv in e-odkritje. Organi pregona lahko od ponudnikov storitev v oblaku zaprosijo 
za zagotovitev informacij v zvezi s kazenskimi zadevami, ali pa morajo biti informacije 
zagotovljene med civilnimi tožbami. V nekaterih primerih so lahko programi, aplikacije in 
strojna oprema zaseženi ter uporabljeni kot dokaz.  
21 
 
 Tveganje zaradi spreminjanja pristojnosti. Ko so podatki shranjeni in obdelani v 
podatkovnem centru v neki državi, kjer se oblak ne nahaja, obstaja veliko načinov, na katere 
lahko vpliva sprememba sodne pristojnosti in s tem ogrozi varnost informacij.  
 Tveganje varnosti podatkov. Zakonodaja o varstvu osebnih podatkov se med državami 
razlikuje. Obdelava podatkov v drugi državi predstavlja določeno tveganje za uporabnika. 
 Tveganje glede licenciranja ponudnikov. Kršenje licenčnih pogodb ponudnika oblakovne 
storitve pomeni finančno kazen ali omejevanje storitve.  
 Vprašanja intelektualne lastnine. Znotraj lastne infrastrukture uporabnika obstajajo 
priložnosti za ustvarjanje izvirnega dela. Če delo ni ustrezno zaščiteno, pomeni izgubo 
izvirnega dela (ENISA, 2012, str. 42-48). 
 
V nadaljevanju se bom podrobneje dotaknila teme varnosti podatkov v oblaku, saj se, kot sem 




4 Varnost v oblaku  
 
SARS-CoV-2 oz. t. i. koronavirus je v letu 2020 povzročil veliko sprememb na vseh področjih 
(zdravstvenem, izobraževalnem, gospodarstvenem, psihološkem, itd.) in na glavo postavil 
celoten način delovanja organizacij, kar je vplivalo tudi na povečanje uporabe računalništva v 
oblaku. Če so imela podjetja do zdaj izbiro pri odločitvah za uporabo digitalnih poslovnih 
rešitev, je zdaj praktično niso imela več. Čeprav je mnogo podjetij, ki so v svoje procese že 
vpeljala rešitve v oblaku, jih je le malo popolnoma izkoristilo tovrstne zakupljene storitve. 
Veliko organizacij se v preteklosti za rešitve v oblaku ni odločalo zaradi nezaupanja v "oblak", 
saj je za njih takšna računalniška rešitev predstavljala tveganje za razkritje podatkov (Alashhab 
in drugi, 2020). 
Pri odločitvi organizacije za migriranje v oblak je ena izmed ključnih točk zaupanje ponudniku 
storitev v oblaku in njegovi ponudbi. Zaupanje temelji na oceni, da ponudnik obvladuje vsa 
tveganja (vzdržnost infrastrukture, nadgradnja sistema itd.), vključno s področjem varnosti in 
skladnosti podatkov (ENISA, 2012, str. 5). 
Varnost informacijske tehnologije (IT security) ščiti zaupnost, celovitost in razpoložljivost (CIA 
– confidentiality, integrity, availability) računalniških sistemov in podatkov. Te tri komponente 
varnosti so se kasneje porazdelile na naslednjih šest (Ruparelia, 2016, str. 100): 
 zaupnost, pri kateri je določeno, kdo ima dostop do določenih informacij.  
 Posedovanje in nadzor, kjer je določeno, kdo in kateri sistemi imajo informacije in nadzor 
nad njihovo uporabo.  
 Celovitost, ki se nanaša na to, da so informacije pravilne in skladne s predvideno uporabo. 
Vsako nepooblaščeno spreminjanje podatkov (namerno ali naključno) pomeni kršitev 
celovitosti podatkov.  
 Verodostojnost, ki se nanaša na verodostojnost izvora in ustvarjanja informacij, podatkov.  
 Dostopnost, ki se nanaša na časovni dostop do informacij, se pravi dostop v nekem 
razumnem časovnem roku.  
 Uporabnost, ki pomeni, da so informacije in podatki dostopni tako, da jih je mogoče 
uporabiti.  
Zgornje lastnosti so splošne lastnosti varnosti informacijske tehnologije, ki pa veljajo tudi za 
varnost pri računalništvu v oblaku (prav tam).  
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Računalništvo v oblaku je navidezno okolje, ki uporabnikom omogoča dostop do navidezne 
računalniške moči, ki presega vsebino fizičnega sveta. Uporabniki z uporabo "oblaka" vanj 
prenašajo čisto vse podatke, s katerimi operirajo. Vsak uporabnik prek svojega strežnika 
podatke shranjuje na skupen strežnik, nad katerim nima nadzora, kar pa pomeni, da vdor v oblak 
pomeni morebitno razkritje podatkov. Skladno s tem se pojavlja veliko pomislekov glede 
shranjevanja podatkov v oblak. Uporabniki ne vedo, kje se shranjujejo njihovi podatki, in če so 
skupaj z njimi shranjeni tudi podatki drugih uporabnikov. Da se zagotovi zaupnost, celovitost 
in razpoložljivost podatkov, morajo ponudniki zagotoviti minimalne zmogljivosti skladiščenja 
podatkov (Kaufman, 2009, str. 62): 
 testirana shema šifriranja za zagotovitev skupne shrambe podatkov v varnem okolju, 
 strog nadzor za preprečevanje nepooblaščenega dostopa do podatkov,  
 načrtovano varnostno kopiranje in shranjevanje podatkov varnostnega medija.  
 
Računalniški sistem je temelj izvajanja storitev v oblaku. Tako, kot je ranljiv sam računalniški 
sistem in je lahko ogroženo njegovo delovanje, tako so ranljive tudi storitve v oblaku na 
določenem računalniškem sistemu. Za oblakovne storitve velja, da prevzamejo vse ranljivosti, 
ki jih imajo tradicionalni računalniki sistemi. V nadaljevanju bom predstavila najpogostejše 
grožnje varstva računalništva v oblaku (Padhy, Patra in Satapathy, 2011, str. 139). 
Dostop do strežnika in aplikacij: v tradicionalnih podatkovnih centrih je upravljateljski 
dostop do strežnikov omejen in nadzorovan le iz neposrednih in lokalnih povezav. Pri rešitvah 
v oblaku pa je skrbniški dostop vezan na internet in na voljo veliki množici uporabnikov, kar 
povečuje izpostavljenost in tveganje napadom (Padhy in drugi, 2011, str. 139). 
Prenos podatkov: tehnike šifriranja in enkripcije podatkov so značilne za podatke v prenosu. 
V tem primeru se uporabljajo določeni protokoli, s pomočjo katerih se zaklene podatke in jih 
posreduje samo tistemu prejemniku/om, kateremu/im so namenjeni. V oblakovnem okolju pa 
večina podatkov ni šifriranih v času obdelave, zato lahko v tem času pride do napada na podatke 
(vrinjeni napadalec) (prav tam)  
Uporaba skupnih virov: virtualizacija je ena izmed glavnih komponent oblaka. Uporabnik 
ima zagotovljeno neomejeno skupno rabo virov. Le-to omogočata programska in strojna 




Varnost interneta: lastnost računalništva v oblaku je tudi uporaba standardiziranih 
protokolov, ki pa so sami po sebi ranljivi in na udaru internetnih napadalcev (prav tam).  
Varnost podatkov: podatki organizacije se shranjujejo zunaj domene uporabnikov, v 
ponudnikovih podatkovnih bazah. Ponudnik storitev v oblaku mora izvajati varnostne preglede 
za zagotavljanje varnosti podatkov in preprečevanja zlonamernih napadov (prav tam, str. 141).  
Zasebnost podatkov: podatki v oblaku so na voljo večji množici uporabnikov. Tukaj se 
pojavlja dvom glede izpostavljenosti in zasebnosti podatkov, ki so tajne ali pa zaupne narave. 
Govorimo o podatkih, katerih razkritje bi pomenilo škodo organizacijam ali deležnikom 
organizacij (osebni, zaupni podatki). V organizacijah veljajo določene varnostne politike 
rokovanja s tovrstnimi podatki (prav tam).  
Celovitost podatkov: popačenje/sprememba podatkov se lahko zgodi v vsakem trenutku na 
kateremkoli nivoju shranjevanja podatkov. Shranjevanje podatkov v oblak pomeni, da lahko 
uporabniki izgubijo nadzor nad svojimi podatki, zato se zanašajo na operaterje v oblakih, ki 
izvajajo nadzor nad dostopom. Spremljanje celovitosti podatkov je nujno potrebno pri 
shranjevanju podatkov v oblak (prav tam).  
Lokacija podatkov: uporabniki ne poznajo natančne lokacije podatkovnega centra oblaka 
ponudnika, prav tako pa tudi nimajo nobenega nadzora nad fizičnim dostopom do podatkov. 
Znani ponudniki oblakovnih storitev imajo svoje podatkovne baze razkropljene po svetu (prav 
tam).  
Razpoložljivost podatkov: ena glavnih skrbi organizacij je razpoložljivost podatkov. Pri 
shranjevanje podatkov v oddaljenih sistemih lahko pri ponudniku oblakovnih storitev pride do 
sistemskih napak. Ponudnik mora zagotavljati dostop do oblaka ves čas, kar pa v primeru 
sistemskih napak ni mogoče. (prav tam). Nenazadnje pa na varnost pri uporabi računalništva v 
oblaku vplivajo tudi uporabniki sami, in sicer z malomarnim upravljanjem lastne identitete 
(posojanje gesel in uporabniškega imena, ki sta ključa za dostop do storitev, kar lahko privede 
do izgube ali razkritja podatkov) (Informacijski pooblaščenec, 2012). 
 
4.1 Varovanje osebnih podatkov kot komponenta informacijske varnosti v oblaku 
Računalništvo v oblaku omogoča uporabo mnogih storitvenih možnosti, ki pa vsebujejo osebne 
podatke in obdelavo le-teh. Vedno več organizacij se odloča za oblak, skladno s tem pa se 
zastavlja vse več vprašanj, povezanih z varstvom podatkov in zakonodajo na tem področju. 
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Varnost osebnih podatkov je temeljna človekova pravica, v katero se na noben način ne sme 
posegati, tudi z uporabo računalništva v oblaku ne (Informacijski pooblaščenec, 2012, str. 4).  
Za nadaljnje razumevanje urejanja varnosti osebnih podatkov je treba najprej razjasniti, na 
kakšen način in s kakšnimi podatki rokujeta uporabnik in ponudnik, ter kako je urejeno razmerje 
med njima. Uporabnik storitve v oblaku je upravljalec osebnih podatkov, medtem ko je 
ponudnik računalniških storitev v oblaku njegov pogodbeni obdelovalec. Ponudnik za 
uporabnika izvaja vrsto ravnanj z osebnimi podatki, kot na primer kopiranje, posredovanje in 
hrambo. Osebni podatki so tisti podatki, ki jim lahko določimo določnega ali določljivega 
posameznika (Informacijski pooblaščenec, 2012, str. 8). 
Pri uporabi računalništva v oblaku se najbolj izpostavljajo naslednji pogledi varnosti v oblaku: 
"pogodbena obdelava osebnih podatkov, zavarovanje osebnih podatkov in iznos osebnih 
podatkov v tretje države" (Informacijski pooblaščenec, 2012, str. 8). 
Pogodbena obdelava osebnih podatkov pomeni, da uporabnik in ponudnik storitve v oblaku v 
pogodbi določita, kaj bo s podatki počel ponudnik – pogodbeni obdelovalec. Pri pogodbeni 
obdelavi podatkov je pomembno to, da ponudnik oz. pogodbeni obdelovalec zagotavlja 
dogovorjeno, sklenjeno raven zavarovanja osebnih podatkov. Dodano varovalko na tem 
področju predstavlja tudi Zakon o varovanju osebnih podatkov (v nadaljevanju ZVOP-1) (prav 
tam).  
Pri odločitvah naročnika za določen oblak je potrebna velika mera zaupanja v njegovo ponudbo, 
da bo izvajal storitve zanesljivo in odgovorno (Ruparelia, 2016, str. 100). Ob tem se pojavi tudi 
pomislek, kako se razlikujejo ponudniki med seboj. Lahko večji ponudnik zagotovi večjo 
varnost podatkov v primerjavi z manjšim ponudnikom? Glavna faktorja, ki ju ima naročnik pri 
odločanju o ponudbi nekega uporabnika, so ustrezne in zadostne informacije s strani ponudnika 
in analize tveganj, ki obstajajo pri izbiri storitve v oblaku nekega ponudnika (Informacijski 
pooblaščenec, 2012, str. 10). Le tako bo lahko naročnik izbral tisto ponudbo, ki dosega in 
zajema vse njegove želje, zahteve.  
Zadnji in izjemno pomemben pogled varnosti v oblaku pa je iznos osebnih podatkov v tretje 
države. Ta pogled zajema situacije, ko upravljalec podatkov iz države članice EU posreduje 
podatke v tretje države, torej države izven EU; ali pa če so podatki na dostop organizacijam in 
posameznikom iz tretjih držav, čeprav so le-ti shranjeni v državi/ah članici/ah EU, To področje 
ureja ZVOP-1, poleg tega pa v proces pred iznosom podatkov upravljalca v tretje države vključi 
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še Informacijskega pooblaščenca, od katerega mora upravljalec pridobiti dovoljenje za iznos 
podatkov (Informacijski pooblaščenec, 2012, str. 10). 
Varovanje osebnih podatkov je od leta 2018 dodatno določeno/zaščiteno z Uredbo Evropskega 
parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih podatkov in prostem pretoku 
takih podatkov (oz. bolj poznano pod imenom General Data Protection Regulation (GDPR)). 
V 1. členu I. poglavja je zapisan predmet urejanja in cilji uredbe: "Ta uredba določa pravila o 
varstvu posameznikov pri obdelavi osebnih podatkov in prostem pretoku le-teh. Varuje 
temeljne pravice in svoboščine posameznikov, še posebno pa njihovo pravico do avtorstva 
osebnih podatkov. Prost pretok osebnih podatkov v Uniji ne sme biti omejen ali prepovedan iz 
razlogov, povezanih z varstvom posameznikov pri obdelavi osebnih podatkov." (Splošna 
uredba o varstvu podatkov, 2016)4. 
Vso zakonodajo, predpise in smernice je treba upoštevati tudi pri računalništvu v oblaku, 
predvsem na področju menedžmenta človeških virov, ker zajemajo osebne podatke o kadrih, s 
katerimi je treba še posebej odgovorno upravljati.  
  
                                                          
4 Uredba (EU) št. 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in prostem pretoku takih podatkov.  
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5 Rešitve v oblaku na področju menedžmenta človeških virov  
 
5.1 Menedžment človeških virov 
Menedžment človeških virov je interdisciplinarno področje, ki svoje teoretične osnove črpa iz 
sociologije, prava, ekonomije, psihologije in drugih sorodnih teorij. Različni avtorji MČV na 
podlagi osebne pripadnosti definirajo različni vedi, zato obstaja veliko definicij o MČV, ki se 
med seboj razlikujejo. Vsem definicijam pa je skupno, da izpostavljajo vpliv in vlogo ljudi pri 
zagotavljanju konkurenčnosti in uspešnosti (Svetlik in Zupan, 2009). V nadaljevanju bom 
predstavila definicijo Svetlika in Zupanove (2009, str. 28), ki sta poskušala povezati več 
definicij v eno opredelitev MČV. Menedžment človeških virov opredelita tako: "… je strateško 
usmerjena dejavnost nosilcev MČV (predvsem menedžerjev in kadrovskih strokovnjakov), ki 
jo sestavljajo medsebojno usklajene aktivnosti pridobivanja in povečevanja človeških 
zmožnosti ter spodbujanja njihove uporabe, tako da skladno z opredeljenim namenom (ciljem) 
organizacije in ob upoštevanju ciljev in interesov zaposlenih dosežemo čim boljše rezultate" 
(Svetlik in Zupan, 2009, str.28).  
Kot že omenjeno se MČV ukvarja z vsemi aktivnostmi pridobivanja, povečevanja in 
upravljanja s človeškimi viri v organizaciji. Vse te aktivnosti zajemajo: upravljanje človeškega 
kapitala in znanja, družbeno odgovornost podjetja, organizacijski razvoj, načrtovanje števila 
zaposlenih, zaposlovanje in selekcijo, upravljanje s talenti, učenje in razvoj zaposlenih, 
upravljanje uspešnosti in nagrajevanje, upravljanje s plačami, zagotavljanje dobrega počutja 
zaposlenih in strateški menedžment človeških virov, ki ga bom v nadaljevanju podrobneje 
predstavila (Armstrong in Taylor, 2017, str. 4). 
Cilji MČV so po Armstrongu in Taylorju (2017, str. 5). naslednji: 1) razvijanje človeških virov 
in strategije ČV, ki je usklajena s poslovno strategijo z namenom doseganja organizacijskih 
ciljev; 2) oblikovanje organizacijske kulture, ki bo temeljila na visoki produktivnosti kadra; 3) 
zagotavljanje kadra, ki bo lahko dosegel vse svoje potenciale, pri tem pa bo svojemu delu 
predan in zanj ustrezno izobražen in usposobljen; 4) ustvarjanje pozitivne organizacijske klime 
in pozitivnega odnosa med menedžmentom in zaposlenimi v organizaciji; 5) način upravljanja 




V današnjem svetu, v katerem poslovno okolje postaja vse zahtevnejše in organizacije 
pričakujejo stalen razvoj, izboljševanje ter prilagajanje spremembam, so zaposleni in s tem 
posledično tudi funkcija MČV tisti, ki igrajo eno od pomembnejših vlog za zagotavljanje 
konkurenčne prednosti in uspešnosti. Strateško načrtovanje človeških virov, ki je usklajeno s 
poslovno strategijo organizacije, je osrednja ideja strateškega MČV (Svetlik in Zupan, 2009, 
str. 105–106). 
Wright in MacMahan (1992) opredelita strateški MČV: "… kot skupek kontinuirano 
načrtovanih ukrepov in izvedenih aktivnosti MČV, ki organizaciji pomagajo doseči zastavljene 
cilje." ( Wright in MacMahan, 1992, str. 298, v Svetlik in Zupan, 2009, str. 106)5. 
MČV mora biti prilagodljiv in pripravljen na uvajanje novih procesov, politik in tehnologij v 
svoje sredine.  
 
5.2 Razvoj informacijske tehnologije na področju menedžmenta človeških virov 
Zadnjih nekaj desetletij je informacijska tehnologija močno vplivala na vse vidike človeškega 
življenja. Informacijska tehnologija je organizacijam omogočila, da svoje procese izvajajo 
hitreje in učinkoviteje. Najnovejši tehnološki in konkurenčni razvoj na trgu je omogočil 
upravljanje procesov v realnem času, na znanju temelječem in interaktivnem poslovnem 
vzdušju. Na prelomu iz 20. v 21. stol. sta postali digitalizacija in tehnologija ključni nosilki 
razvoja.  
Informacijski sistemi vplivajo na organizacijsko okolje in splošno organizacijsko učinkovitost. 
To se kaže v samem razvoju tehnologije, ki je prešla iz tradicionalnih sistemov za obdelavo 
plač, ki so se razvili v 50. in 60. letih prejšnjega stol., do današnjih sistemov, ki temeljijo na 
oblaku. Organizacije uporabljajo informacijske sisteme za podporo vsem poslovnim funkcijam 
– trženju, računovodstvu, proizvodnji, financam in nenazadnje tudi področju menedžmenta 
človeških virov (Johnson, Lukaszewski in Stone, 2016, str. 534). 
Zgodnji računalniški sistemi v MČV so bili pogosto uporabljeni za avtomatizacijo in podporo 
na področju plač in drugih pomembnih kadrovskih dejavnosti (vodenje kadrovskih evidenc). 
Leta 1943 je npr. sprejetje davčne zakonodaje v Ameriki od kadrovskih oddelkov zahtevalo 
                                                          
5Wright, P.M. in MacMahan, G.E. (1992). Theoretical Perspectives for Strategic Human Resources Management. 
Journal of Management, 18(2), 295-320. 
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razvoj novih sistemov kot pomoč za izplačilo plač, zato je podjetje GE razvilo prvi računalniški 
sistem za plače (Fletcher, 2005, v Johnson, Lukaszewski in Stone, 2016, str. 534)6. Čeprav so 
oddelki za MČV uporabljali tehnologijo že v 60. letih 20. stol., pa niso zares prepoznali dodane 
vrednosti le-te vse do 90. let. Informacijska tehnologija je v zadnjih 20 letih na področju MČV 
močno vplivala na vse procese v organizacijah (Kavanagh, Gueutal, in Tannenbaum, 1990, v 
Johnson, Lukaszewski, Stone, 2016, str. 534)7. 
Vzporedno z razvojem same vloge MČV in kadrovikov v organizacijah so se razvijala tudi 
orodja in tehnologije MČV. V 70. letih, ko je imel MČV administrativno vlogo, je osrednjo 
tehnologijo predstavljal fizični računalnik in dokumenti v papirnati obliki. V 90. letih je vloga 
MČV v organizacijah prešla iz administrativne v bolj kadrovsko. Zaradi potrebe po hitrejšem 
izvajanju kadrovskih storitev so se začeli uporabljati ERP sistemi, ki so se za integracijo 
notranjih in zunanjih sistemov opirali na računalniške in internetne tehnologije. Z razvojem 
strateške vloge MČV v začetku 21. stol. je bila vpeljava kadrovskih informacijskih sistemov v 
organizacije nujna (Ghosh in Tripathi, 2018, str. 108–109). Dandanes zmogljivosti MČV niso 
več omejene zgolj na okolje organizacije, temveč se preoblikujejo v globalni sistem 
zagotavljanja storitev. Prav tako aplikacije MČV niso več samostojna (orodja), temveč se 
preoblikujejo v zelo prilagodljive in abstraktne storitve, ki jih lahko tako kadroviki kot 
zaposleni uporabijo kadarkoli in kjerkoli. Računalništvo v oblaku je nova paradigma, ki 
omogoča dostop do sistemov, platform in infrastruktur prek katerekoli računalniške ali mobilne 
naprave, pri čemer je predpogoj uporaba interneta (Low, Chen in Wu, 2011, v Gosh in Tripathi, 
2018, str. 109) 8 . Take programske rešitve kadrovikom omogočajo hitro odzivanje na 
spremembe in zmanjševanje stroškov kadrovskih procesov (Ghosh in Tripathi, 2018, str. 109). 
Z vpeljavo novih tehnologij v področje MČV se je tako oblikovala nova generacija MČV, t. i. 
elektronski menedžment človeških virov (E-HRM in v nadaljevanju e-MČV), ki se osredotoča 
na uporabo tehnologije pri podpori funkcij MČV (Johnson in drugi, 2016, str. 534). 
                                                          
6 Fletcher, P. A. K. (2005). From personal administration to business-driven human capital management: The 
transformation of the role of HR in the digital age. H. G. Gueutal in D. L. Stone (ur.), The brave new world of eHR 
(str. 1-21). San Francisco, CA: Jossey-Bass. 
7 Kavanagh, M. J., Gueutal, H. G., in Tannenbaum, S. I. (1990). Human resource information systems. Boston: 
PWS-Kent. 
8 Low , C. , Chen , Y. in Wu , M. ( 2011 ). Understanding the determinants of cloud computing 
Adoption. Industrial Management & Data Systems , 111(7), 1006–1023. 
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5.3 Elektronski menedžment človeških virov 
Svetovni splet (Internet), ki se je razvil sredi 90. let, je močno vplival na izmenjavo informacij 
in podatkov med posamezniki ter skupinami na vseh ravneh življenja. Internet je postal sredstvo 
za dvosmerno in takojšnjo komunikacijo ter izmenjavo informacij po vsem svetu. Na področju 
MČV so podjetja začela vlagati v programsko opremo za kadre, ki bi bila združljiva z internetno 
arhitekturo. V začetku 20. stol. je nova programska oprema omogočila centralizacijo vseh 
kadrovskih podatkov, tako da so lahko uporabniki/kadroviki do njih dostopali prek spletnih 
iskalnikov. Poleg tega so začele organizacije uporabljati spletno tehnologijo in sisteme za 
komunikacijo z notranjimi in zunanjimi deležniki (zaposleni, vodje, iskalci zaposlitve). 
Uporaba tehnologije in interneta v različnih kadrovskih funkcijah je upravljanje s kadri 
postavila na neko novo raven, t. i. elektronski menedžment človeških virov (e-MČV) (Stone 
in Dulebohn, 2013, str. 2). 
Elektronski menedžment človeških virov oz. e-MČV je poslovanje, ki kot osrednjo 
informacijsko tehnologijo uporablja internet. Le-ta je ključen za zagotavljanje učinkovitih in 
uspešnih kadrovskih storitev.  
E-MČV je po Ruel, Bondarouk in Looise (2006) opredeljen kot "način izvajanja MČV strategij, 
politik in prakse z zavestno in usmerjeno uporabo kanalov, ki temeljijo na spletni tehnologiji" 
(Ruel, Bondarouk in Looise, 2006, str. 281 v Parry, 2011, str. 3)9. 
Marler in Parry (2015) pa sta e-MČV definirala kot sklop konfiguracij računalniške in strojne 
opreme ter virov elektronskih omrežij, ki omogočajo načrtovane in dejanske dejavnosti 
menedžmenta človeških virov (politike, prakse, storitve) z usklajevanjem in nadzorom nad 
zbiranjem podatkov ustvarjanjem informacij in komunikacije znotraj in zunaj organizacije na 
ravni posameznika in celotne skupine (Marler in Parry, 2015, str. 5). 
Če povem poenostavljeno, gre pri e-MČV za filozofijo, pri kateri je izpostavljen nov način 
delovanja kadrovskih funkcij s pomočjo novih tehnologij. Z implementacijo in uporabo e-MČV 
imajo organizacije številne koristi na operativni ravni, kot so: povečanje učinkovitosti 
zaposlenih, zniževanje stroškov, večja časovna učinkovitost, boljše planiranje kadra in boljša 
administrativna učinkovitost. E-MČV vpliva tudi na spremembo položaja kadrovika v 
                                                          
9 Ruel, H., Bondarouk, T. in Looise, J. (2004). E-HRM: Innovation or Irritation? An Exploration of Webbased 
Human Resource Management in large Companies. Utrecht: Lemma. 
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organizaciji. Ta ne predstavlja več administrativne vloge, temveč se mu pripisuje bolj strateško 
oz. poslovno vlogo v organizaciji (Stone in Dulebohn, 2013, str. 2).  
E-MČV se med organizacijami razlikuje v stopnji fizične prisotnosti in stopnje, do katere se 
uporablja za omogočanje vedno bolj usklajenih transakcij na ravni posameznika in skupine, ki 
zajemajo podatke in ustvarjajo informacije o človeških virih ter omogočajo dostop do teh 
podatkov, ne glede na geografske omejitve in organizacijsko horizontalno in vertikalno 
diferenciacijo (Marler in Parry, 2015, str. 5). 
Ponudniki izdelkov za organizacije v sklopu e-MČV običajno uporabljajo dva pristopa: 
ponudbo vodilnega sistema za ločeno področje v MČV ali pa ponudbo integriranega ERP-
sistema (Enterprise Resources Planning) (Johnson in drugi, 2016, str. 540).  
S pristopom vodilnega sistema za ločeno področje oz. samopostrežne module organizacija kupi 
in uvede ločene module za vsako področje upravljanja človeških virov, to so npr. osrednji 
sistem za kadre, sistem za kadrovanje in zaposlovanje, sistem za beleženje delovnega časa in 
prisotnosti na delovnem mestu, sistem za plače in plačno nagrajevanje. Prednost takega pristopa 
je, da organizacije izberejo programsko opremo, ki najučinkoviteje izpolni potrebe uporabnikov 
za določeno področje. Slaba lastnost več ločenih sistemov je neintegracija teh sistemov med 
seboj, to pa pomeni, da se morajo podatki iz enega sistema v drugega vnašati ročno (Johnson, 
in drugi, 2016, str. 540). 
Drugi pristop pa je nakup integriranega kadrovskega ERP-ja kot dela širšega organizacijskega 
ERP-ja ali pa samostojnega, ki vključuje več kadrovskih funkcionalnih področij. ERP-sistemi 
za kadrovsko področje se uporabljajo za sledenje različnim kadrovskim funkcijam, kot so 
načrtovanje, plače, administracija in zaposlovanje. Poslovne storitve, kot so standardni 
operativni postopki, objave delovnih mest, sledenje delovnem času in nagrajevanje, je mogoče 
združiti v en sam sistem, kar uporabnikom (vodje, sodelavci, kadroviki, administratorski 
delavci) olajša splošno upravljanje in odločanje (TechAdvisory, b. d.). Prednosti takega sistema 
so enostavnejša uporaba, večja integracija podatkov in lažje upravljanje (Johnson in drugi, 
2016, str. 540). 
 
5.4 Kadrovski informacijski sistem 
Vsaka organizacija ima vzpostavljen določen sistem menedžmenta človeških virov, četudi ta 
ni vedno formaliziran. Če organizacija nima računalniškega sistema, ima še vseeno sistem, le 
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da je ta v papirnati obliki. Papirnate sisteme, ki se jih je uporabljalo pred informacijskimi 
sistemi, je še vedno mogoče primerjati z današnjim KIS-om. Razlika je le v tem, da upravljanje 
informacij o zaposlenih ni bilo tako hitro in učinkovito, kot je zdaj v računalniškem sistemu. 
Če podjetja ne bi imela papirnatih sistemov, bi bila razvoj in implementacija računalniških 
sistemov otežena (Thite, Kavanagh in Johnson, 2012, str. 17)  
Kavanagh in drugi so kadrovski informacijski sistem opredelili kot "sistem, ki se uporablja za 
pridobivanje, shranjevanje, manipulacijo, analizo in distribucijo informacij o človeških virih 
organizacije. KIS ni le računalniška in programska oprema, temveč gre za strojno in 
programsko opremo, ki zajema podatke o ljudeh, obrazce, pravilnike in postopke"10 (Kavanagh 
in drugi, 1990, str. 29, v Thite, Kavanagh in Johnson, 2012, str. 17). 
V mnogi pogledih je zgornja opredelitev KIS-a podobna zgodnjim opredelitvam informacijskih 
sistemov. Za razliko od tradicionalnih organizacijskih sistemov, ki se osredotočajo na 
abstraktne podatke (finančne, tržne, računovodske) in se uporabljajo za načrtovanje ter 
odločanje pri poslovanju, se KIS osredotoča na podatke o ljudeh v organizaciji. Posledično je 
tovrsten informacijski sistem postal pomemben mehanizem, v katerem zaposleni komunicirajo 
z organizacijo, razvijajo odnose in so del ključnih kadrovskih storitev. Po drugi strani pa je KIS 
ključen tudi za organizacije same, saj je sistem, preko katerega poskušajo privabljati, motivirati 
in zadrževati zaposlene. Uspeh kadrovskega informacijskega sistema je odvisen od uporabe in 
sprejetja sistema od notranjih in zunanjih deležnikov organizacije, ki velikokrat niso pod 
neposrednim vplivom organizacije. KIS podpira notranje procese in je v pomoč vodjem in 
sodelavcem, hkrati pa integrira zunanje sisteme, kot so zdravstvene in pokojninske 
pravice/ugodnosti, zaposlovanje in sledenje iskalcev zaposlitve (Johnson, in drugi, 2016, str. 
535). 
Johnson, Luksazewski in Stone (2016) KIS opredelijo kot sistem, ki temelji na spletu, in (ki) se 
ga uporablja za zajemanje, shranjevanje in razširjanje informacij o človeških virih v 
organizaciji. Bolj specifično se ga uporablja za upravljanje uspešnosti in postavitev ciljev, 
komunikacijo, interakcijo in storitve, povezane s kadrovskimi procesi v organizaciji (e-
zaposlovanje, e-učenje, e-ugodnosti). Našteti sistemi se razlikujejo od klasičnih kadrovskih 
sistemov, ki vsebujejo samo osnovne informacije o zaposlenih. KIS organizacijam pomaga pri 
zbiranju in uporabljanju podatkov, ki podpirajo kadrovsko funkcijo, in je v pomoč iskalcem 
                                                          




zaposlitve, sodelavcem in vodjem pri odločanju na individualni ali organizacijski ravni 
(Johnson, in drugi, 2016, str. 535). 
Po Armstrongu in Taylorju (Armstrong in Taylor, 2017, str. 572–573) ima KIS več značilnosti: 
 intranet, preko katerega se prenašajo informacije do vseh zaposlenih prek povezanih 
računalniških terminalov. Gre za deljenje pomembnih informacij o podjetju in poslovanju 
podjetja, objavljanje internih razpisov za prosta delovna mesta, izobraževanja, 
administrativne informacije.  
 Interna družbena omrežja podjetja, kjer zaposleni med seboj komunicirajo, izmenjujejo 
mnenja in dobre prakse. Spletne platforme, kot so Sharepoint, Yammer, Jive, so namenjene 
vsem zaposlenim in so dober pripomoček tudi za mreženje in učenje.  
 Samopostrežni portali, kjer lahko zaposleni samostojno oddajajo zahtevke za izobraževanja 
in prijave na interne razpise. Vodje/kadroviki imajo vpogled do teh informacij.  
 Programska oprema. 
 ERP, preko katerega so povezani vsi procesi z namenom enotnega sistema baze podatkov. 
 Računalništvo v oblaku, ki se ga lahko uporablja samostojno, skupaj s tradicionalno 
opremo ali pa gre za zamenjavo le-te. 
 
Ena od lastnosti KIS-a in posledično eMČV-ja je torej tudi računalništvo v oblaku. Osrednja 
tema diplomske naloge je računalništvo v oblaku na področju MČV, zato se bom v 
nadaljevanju dotaknila teme računalništva v oblaku v povezavi s procesi menedžmenta 
človeških virov.  
 
5.5 Računalništvo v oblaku na področju menedžmenta človeških virov 
Računalništvo v oblaku je za poslovanje postalo ena izmed najpopularnejših in uporabnih 
računalniških tehnologij. Ponuja veliko možnosti, s katerimi podjetja na vseh področjih 
optimizirajo svoje procese. Tudi oddelki, ki se ukvarjajo z MČV, so se začeli ukvarjati s 
prevzemanjem in z uvajanjem (oblaka) v svoje procese.  
Za razliko od prejšnjih generacij računalniške in programske opreme KIS, ki je bila nameščena 
na samih napravah in je bila pogosto prilagojena določenemu številu uporabnikov, 
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računalništvo v oblaku zagotavlja programsko opremo kot storitev (Saas) 11 , do katere je 
mogoče dostopati kjerkoli, prek katerekoli naprave in je dostopna na internetu. Z 
računalništvom v oblaku ponudniki ponujajo standardni programski izdelek vsem podjetjem. 
Organizacijam ni več treba kupiti in vzdrževati programske opreme, saj do nje dostopajo po 
spletu (Johnson, in drugi, 2016, str. 541). 
V primerjavi z drugimi področji upravljanja, kot je npr. upravljanje odnosov s strankami 
(Costumer relationship management), kadrovska služba zahteva visoke računalniške 
zmožnosti, da procese, povezane z zaposlenimi, naredi učinkovitejše (v luči stroškov, 
časa/hitrosti delovanja in kakovosti). Da bi organizacije lahko to dosegle, morajo kadrovikom 
omogočiti računalniško infrastrukturo, ki integrira računalniške in storitvene komponente ter 
aplikacije kot storitve za takojšnjo uporabo (ready to use), ki kadrovikom pomagajo pri analizi 
in spreminjanju kadrovskih procesov in sistemov (Ghosh in Tripathi, 2018, str. 110). 
V kontekstu ČV lahko računalništvo v oblaku izkoristi učinkovitost kadrovskih storitev z 
zagotavljanjem transparentnosti kadrovskega procesa za zaposlene in zunanjo javnost. 
Kadrovske službe lahko zaposlenim zagotovijo neposreden dostop do komunikacijskih in 
drugih storitev, do katerih lahko dostopajo kadarkoli in prek naprav, ki omogočajo dostop do 
interneta. Rešitev v oblaku omogoča mnogo samonastavitvenih možnosti. Poleg tega pa je v 
aplikacijah v oblaku na voljo tudi širok nabor kadrovskih poročil, ki jih lahko kadroviki 
uporabljajo za optimizacijo kadrovskih procesov (prav tam, str. 112). 
Skupne oblakove kadrovske platforme v malih ali srednjih podjetjih spodbujajo prenovo 
kadrovskih procesov (X. L. Wang, L. Wang, Bi, Li, Xu, 2016). V nadaljevanju bom podrobneje 
opisala različne MČV funkcije, pri katerih je računalništvo v oblaku naredilo premik v smer 
optimizacije kadrovskih procesov.  
Privabljanje talentov, iskanje in selekcija so ključne kadrovske funkcije, pri katerih je 
pomembno, da se dobi prave ljudi ob pravem času in za pravo delovno mesto. Računalništvo v 
oblaku na tem področju organizacijam omogoča pridobiti, oceniti in zaposliti najboljši kader 
na lokalnem in svetovnem trgu. Z uporabo rešitev v oblaku sta iskanje in selekcija kadra prešla 
iz omejenega modela iskanja k učinkovitejšem, fleksibilnem, na spletu temelječem modelu 
iskanja kadra. Tako imajo podjetja širši pregled na trg delovne sile ne samo na lokalni, temveč 
tudi globalni ravni. Z izkoriščenjem prednosti avtomatizacije poslovnih procesov in orodji za 
                                                          
11 Ta opredelitev ne zajema vseh storitev računalništva v oblaku, torej infrastrukture kot storitve in platforme kot 
storitve. Podjetja, ki vlagajo v KIS in računalništvo v oblaku, v večini uporabljajo programsko opremo kot storitev. 
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shranjevanje velike količine podatkov je mogoče oblikovati (inteligentno) strategijo 
zaposlovanja. Rešitve v oblaku za pridobivanje talentov so zasnovane za ciljno usmerjene 
kampanje iskanja kadra, ki imajo direkten dostop do več omrežnih kanalov hkrati. Ko govorimo 
o omrežnih kanalih, mislimo na zaposlitvene strani in portale, portale s kandidati (LinkedIn), 
referenčna oz. družbena omrežja, forume za iskalce zaposlitve (Ghosh in Tripathi, 2018, str. 
113). 
Z uporabo oblakovnih orodij za sledenje prijavljenih kandidatov na določen razpis, vodenjem 
intervjujev, upravljanjem s prijavami lahko kadroviki in vodje ves čas sledijo selekcijskemu 
postopku. Hkrati pa se kandidata vključi v selekcijski proces in posledično tudi proces 
organizacije, ko začne uporabljati storitve na zahtevo (storitev poizvedbe, načrtovanje 
razgovora in upravljanje "pogodbe o zaposlitvi"). Podjetje s takim načinom začne že v zelo 
zgodnji fazi selekcijskega procesa in kasneje zaposlitve graditi nek odnos s kandidati/bodočimi 
sodelavci, posledično pa s takim načinom vodenja selekcijskega postopka gradi tudi na znamki 
delodajalca (Ghosh in Tripathi, 2018, str. 113). 
Informacijski sistemi, ki temeljijo na računalništvu v oblaku, lahko izboljšajo zaposlovalni 
proces na več načinov, in sicer: 1) tehnologija v oblaku zagotavlja učinkovitost in celovito 
posodabljanje informacij o človeških virih tako internih kot eksternih kandidatov. Za mala in 
srednja podjetja je to koristno, ker lahko hitro kontaktirajo najustreznejše kandidate za odprto 
delovno mesto/potrebo. Poleg tega pa razvijajo nek bazen kandidatov, ki jih lahko uporabijo v 
prihodnosti za druga delovna mesta. 2) Tehnike analiziranja velike količine podatkov, ki jih 
omogoča računalništvo v oblaku, je mogoče uporabiti pri iskanje najboljših/idealnih 
kandidatov. Z zbiranjem informacij prek oblaka je mogoče pregledovati podatke o kandidatovih 
predhodnih zaposlitvah, rezultatih na psiholoških testiranjih, fizični aktivnosti oz. hobijih, 
osebne in akademske dosežke. 3) Novi sistemi zaposlovanja temeljito ocenjujejo kandidate na 
podlagi iskanih meril. Znanje in tehnične kompetence so pri iskanju eno izmed pomembnejših 
meril. Z uporabo podatkov iz intervjujev, vprašalnikov in statističnih analiz o zaposlenih, ki se 
nahajajo v oblakih, lahko organizacije razvijejo lastne kompetenčne modele za določeno 
delovno mesto. Opredeljene kompetence se lahko uporabljajo kot novi standardi pri izbiri 
kandidatov za določeno delovno mesto. 4) Postopek zaposlovanja je mogoče informatizirati. 
Pri tradicionalnem, običajnem selekcijskem postopku kadrovik oz. kadrovski strokovnjak 
pregleda vsak življenjepis prijavljenega kandidata na določen razpis. S pomočjo računalništva 
v oblaku selekcijski postopek teče hitreje, predvsem z vidika, da so vse kadrovske funkcije 
medsebojno povezane. Prav tako pa so med seboj povezani strokovnjaki za iskanje, kadrovski 
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poslovni partnerji in v manjših podjetjih tudi vodje (oddelčni, področni), ki zaposlujejo 
kandidata. Strokovnjaki za izbiro in selekcijo naredijo nabor kandidatov, ki ustrezajo željenim 
pogojem, nato pa kadrovski strokovnjaki/vodje na podlagi nabora kandidata izberejo. 
Računalništvo v oblaku poleg tega omogoča tudi sprotno zapisovanje komentarjev/zapiskov pri 
določenem kandidatu, ki je v selekcijskem postopku, kar pa olajša delo vsem vključenim v 
postopku izbire (X. L. Wang, L. Wang, Bi, Li, Xu, 2016, str. 491). 
Sistem upravljanja uspešnosti 
Upravljanje uspešnosti zaposlenih zajema več sestavin na področju MČV. Te vključujejo 
določanje ciljev in aktivnosti, izvajanje aktivnosti, podporo pri doseganju ciljev, spremljanje in 
analiziranje uspešnosti ter povratne informacije (Svetlik in Zupan, 2009, str. 419). 
Pri sistemu upravljanju uspešnosti je za podjetje pomembna izbira orodij, s katerimi bodo 
izvajali procese upravljanja uspešnosti. Informacijski sistem za upravljanje uspešnosti se lahko 
samodejno ujema z ravnmi ali značilnostmi vseh zaposlenih v organizaciji prek orodij za 
ocenjevanje uspešnosti. Sistem bo na podlagi postavljenih ciljev in indikatorjev izbral 
najustreznejše orodje za ocenjevanje uspešnosti. Konvencionalni kadrovski informacijski 
sistemi na področju upravljanja uspešnosti primarno služijo za shranjevanje podatkov o 
uspešnosti. Z vključevanjem računalništva v oblaku pa se razširja funkcionalnost KIS-a tako, 
da pomaga pri standardizaciji procesov upravljanja uspešnosti. Zlasti v procesu ocenjevanja 
učinkovitosti orodij lahko podjetja uporabljajo metodo ključnih kazalnikov uspešnosti (KPI). S 
tem, ko podjetje v sistem vključi ključne kazalnike uspešnosti, lahko sistem sistematično 
analizira podatke in vpliva na nenehno izboljševanje informacijskega sistema na področju 
upravljanja uspešnosti (X. L. Wang, L. Wang, Bi, Li, Xu, 2016, str. 493).  
Določanje ciljev 
Določanje ciljev spada v področje upravljanja uspešnosti in vsebuje postavitev razvojnih planov 
zaposlenih. Plani motivirajo in usmerjajo zaposlene k postavljanju osebnih ciljev, ki pa so 
običajno skladni s cilji enote, divizije ali organizacije. Postopek določanja ciljev v oblaku 
vodjem omogoča, da skupaj z zaposlenimi definirajo specifične ali kaskadne cilje na 
individualni ravni, ravni tima ali oddelka. Postavljeni cilji so zaradi vnašanja v oblak na voljo 
in v vpogled vsem zaposlenim, to pa pomeni, da lahko do lastnega postavljenega cilja dostopajo 
kadarkoli. Uporabniki orodij v oblaku lahko za posamezen cilj nastavijo tudi manjše 
kratkoročne cilje, ki zaposlenim omogočajo lažjo realizacijo in doseganje zastavljenega 
glavnega cilja. Prek naprav, integriranih z oblakom (računalnik, tablica ipd.), se lahko vodje in 
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zaposleni dogovorijo za datum, do kdaj mora biti cilj uresničen, hkrati pa stalno prejemajo 
opomnike (Ghosh in Tripathi, 2018, 113). 
Programska oprema v oblaku vodjem omogoča popoln pregled nad uspešnostjo postavljenih 
ciljev svojih sodelavcev (prav tam). 
Ocenjevanje delovne uspešnosti zaposlenih 
Zaposleni so ocenjeni na podlagi postavljenih ciljev. Rezultat evalvacije ciljev je neposredno 
povezan z napredovanjem in denarnim nagrajevanjem. Ocenjevanje v oblaku vodjem in 
kadrovskim strokovnjakom olajša pregled nad doseženimi cilji in pomaga, da s stalnimi 
povratnimi informacijami izboljšajo uspešnost zaposlenih. Kadrovski oddelki in vodje lahko na 
podlagi kompetenc in kariernih želja zaposlenega zastavijo več načrtov za ocenjevanje njegove 
uspešnosti. Vsak načrt ocenjevanja lahko vsebuje različna pravila za ocenjevanje, obrazce, 
pravila za merjenje in zaznavanje ciljev. Model 360º (komponenta programske opreme kot 
storitve) vsem vodjem in sodelavcem omogoča, da podajo povratne informacije o doseganju 
zastavljenega cilja zaposlenega. Sistem omogoča, da se po mailu na telefon ali drugo 
računalniško napravo pošlje opomnik, do kdaj poteka dajanje povratnih informacij. Ni omejeno 
zgolj na neko časovno obdobje, temveč omogoča kontinuiran proces podajanja povratnih 
informacij. Sodelavci v sistemu zabeležijo svojo lastno oceno opravljenih del in nalog ter 
vrednot in vedenj. Vodje prav tako v sistemu ocenijo zaposlenega in oceno tudi dodatno 
pokomentirajo. Sistem omogoča sprotno podajanje povratnih informacij (Ghosh in Tripathi, 
2018, str. 113). 
Izobraževanje in razvoj zaposlenih 
Izobraževanje in usposabljanje zaposlenih je eden izmed najpomembnejših procesov MČV v 
podjetjih. Proces izobraževanja zaposlenih je ključen za doseganje strateških ciljev podjetja, 
hkrati pa tudi eden najpomembnejših dejavnikov za konkurenčno prednost. Z izboljšanjem in 
izpopolnjevanjem znanja in veščin zaposlenih je mogoče prepoznati in doseči potenciale 
posameznika, oddelka in organizacije. Analitična orodja MČV v oblaku lahko ocenijo, kakšne 
potrebe po izobraževanju imajo zaposleni. Tako lahko organizacije svojim zaposlenim 
omogočajo izobraževanja, ki jih potrebujejo. Računalništvo v oblaku omogoča, da se sodelavci 
udeležijo izobraževanj in certificiranih programov kadarkoli in kjerkoli. Podjetja lahko 
najamejo zunanje izvajalce za izvajanje izobraževalnih programov ali različne zunanje izvajalce, 
ki se ukvarjajo z načrtovanjem in izdelavo izobraževanj, in svoja izobraževanja prilagodijo 
potrebam in željam podjetja (X. L. Wang, L. Wang, Bi, Li, Xu, 2016, str. 492). Ta podjetja 
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pripravijo izobraževalne module, gradivo, mnenja ekspertov in tehnike izvajanja. Vso to 
gradivo naložijo na oblak in ga delijo z naročnikom – organizacijo. Zaposleni lahko do teh 
gradiv, tehnik, mnenj in drugih vsebin dostopajo kadarkoli iz katerekoli lokacije in računalniške 
ali mobilne naprave. Po uspešnem zaključku izobraževalnega modula pridobijo certifikate ali 
potrdila o opravljenem izobraževanju. Z uporabo interneta in rešitev v oblaku se za namen 
izobraževanja ne izgublja več delovnih dni, saj niso več v učilnicah ali sejnih sobah, kjer 
predavatelj v realnem času predava določeno temo. Poleg tega pa je beleženje opravljenih 
potrdil in kvalifikacij enostavnejše, saj jih sistemi v oblaku sproti beležijo (Ghosh in Tripathi, 
2018, str. 114). 
Upravljanje s plačami 
Še ena od ključnih komponent razvojne strategije organizacije je upravljanje s plačami 
zaposlenih. Računalništvo v oblaku omogoča uporabo različnih funkcij pri analizah plač 
zaposlenih. To je pomembno predvsem za multinacionalke z velikim številom zaposlenih in 
različnimi plačami. Internetni samopostrežni (self service) portali zaposlenim omogočajo 
takojšen dostop do plačilnih listov. S tem postaja del MČV, ki skrbi za plače, brezpapiren in 
okolju prijazen (Ghosh in Tripathi, 2018, str. 114).  
Virtualen MČV 
Navimipour, Rahmani, Navin, and Hosseinzadeh (2015) so v povezavi z računalništvom v 
oblaku predlagali novo področje MČV, to je virtaulni MČV (Virtual HRs). Tako lahko 
kadrovski strokovnjaki, locirani po celem svetu, skupaj sodelujejo prek Expert Clouda oz. 
oblaka, s pomočjo katerega delijo svoje znanje, veščine, izkušnje z namenom hitrega reševanja 
kadrovskih izzivov. S pomočjo strokovnega oblaka so kadroviki ves čas v koraku s časom na 
področju MČV (Navimipour, Rahmani, Navin in Hosseinzadeh, 2015, v Ghosh in Tripathi, 
2018, str. 114)12. 
  
                                                          
12 Navimipour, N. J., Rahmani, A. M., Navin, A. H. in Hosseinzadeh, M. ( 2015 ). Expert Cloud: A cloud-based 
framework to share the knowledge and skills of human resources. Computers in Human Behavior, 46, 57–74. 
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6 Empirični del 
 
6.1 Metodologija 
Raziskava temelji na kvalitativnem pristopu raziskovanja, pri čemer sem za metodo 
pridobivanja podatkov uporabila polstrukturiran poglobljen intervju. Nadalje sem pri obdelavi 
podatkov uporabila metodo analize teksta. Razlog za izbiro omenjene metode pridobivanja 
podatkov je ta, da sem želela razumeti, kaj kadroviki ocenjujejo kot prednosti in slabosti MČV 
rešitev v oblaku, in kaj smatrajo kot ključne in pomembne značilnosti le-teh.  
6.1.1 Zbiranje podatkov 
Intervjuje sem izvedla z osmimi kadroviki iz različnih malih, srednjih in velikih podjetij, ki 
delujejo v različnih panogah. Prošnjo za intervju sem poslala po elektronski pošti, ali pa sem se 
s kadroviki za izvedbo intervjuja dogovorila po telefonu. Udeležbo v intervjuju je potrdilo 
sedem kadrovikov, eden pa je na zastavljena vprašanja odgovoril v vprašalniku, ki sem mu ga 
posredovala po elektronski pošti.  
Vseh sedem intervjujev je potekalo po videokonferenčnih platformah MS Teams in Zoom, saj 
zaradi epidemioloških razmer intervjujev ni bilo varno izvajati v živo. Intervjuji so bili snemani 
z namenom lažjega zapisa in kasnejše lažje izvedbe analize.  
Zaradi varovanja osebnih in poslovnih podatkov oseb iz udeleženih podjetij prepisi intervjujev 
v dogovoru z mentorjem niso objavljeni v celoti, so pa dostopni pri avtorici dela. Podjetja, iz 
katerih prihajajo kadroviki, ki so se udeležili intervjuja, bodo v nadaljevanju na kratko opisana. 
Zaradi anonimnosti kadrovikov in podjetij so podjetja in osebe označene s številkami.  
Kadrovik 1, zaposlen kot specialist za selekcijo kadra, prihaja iz Podjetja 1, ki je srednje veliko 
podjetje v Sloveniji in zaposluje okoli 60 oseb. S svojimi storitvami pokrivajo celotno Slovenijo, 
hkrati pa vstopajo tudi na tuje trge. oseba 2 je kadrovski specialist in prihaja iz Podjetja 2, ki 
ima sedež v tujini, svoje storitve pa ponujajo na številnih industrijskih področjih tako v 
lokalnem kot globalnem okolju. So majhno podjetje in zaposlujejo okoli 40 oseb. Kadrovik 3, 
zaposlen kot kadrovski menedžer, prihaja iz Podjetja 3, ki je majhno podjetje s sedežem v 
Ljubljani. V intervjuju je sodeloval tudi Kadrovik 4, zaposlen kot specialist za selekcijo kadra 
v Podjetju 4, ki je dejavno na številnih tujih trgih, pionirajo pa na trgih Južne Evrope. Sedež 
podjetja je v tujini. Zaposlujejo več tisoč oseb. Kadrovik 5 je zaposlen kot specialist za plače v 
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Podjetju 5, le-to pa je mednarodno podjetje, razširjeno po celem svetu. V Sloveniji zaposluje 
okoli 500 oseb. Kot vodja kadrovske službe je iz Podjetja 6 sodelovala oseba 6. Podjetje v 
zadnjih letih močno raste. Sedež podjetja je v Ljubljani. So podjetje, ki se osredotoča na 
digitalizacijo. Iz Podjetja 7 se je intervjuja udeležila oseba 7, ki je zaposlena v oddelku za 
podporo poslovanju. Podjetje ima sedež v Ljubljani. Ukvarjajo se s ponujanjem storitev za 
preprečevanje, odkrivanje in obvladovanje spletnih goljufij. Kadrovik 8, ki je zaposlen kot 
podpornik poslovnim partnerjem na kadrovskem področju, pa prihaja iz Podjetja 8 s sedežem 
v Ljubljani, ki je mednarodno podjetje, dejavno predvsem na tujih trgih, produkti pa so 
namenjeni zagotavljanju zdravja oseb.  
Intervjuji so potekali od 9. marca do 2. aprila 2021 in trajali od 25 minut do približno 1 ure.  
Za intervjuje, ki sem jih izvajala po videokonferenčnih platformah, sem imela vnaprej 
pripravljena vprašanja. Uporabila sem isti vprašalnik tako za intervjuje prek videokonferenčnih 
platform kot posredovanje vprašalnika do kadrovika (glej Prilogo A), le da sem pri intervjujih 
prek videa postavljala podvprašanja in dodatna vprašanja, kjer je bilo to potrebno.  
Vprašalnik je razdeljen na tri ključne sklope, to so prednosti in slabosti rešitev MČV v oblaku, 
izbira MČV rešitev v oblaku in ključne značilnosti prijaznih MČV rešitev v oblaku. Pri prvem 
sklopu sem želela izvedeti, kdo je ponudnik MČV rešitev v oblaku v podjetju, iz katerega 
prihajajo kadroviki, na katerih področjih kadroviki uporabljajo MČV rešitve v oblaku, kaj pri 
njihovih rešitvah v oblaku zaznavajo kot ključne prednosti in pomanjkljivosti. Nato sem se 
osredotočila tudi na vprašanje varnosti podatkov v oblaku. V drugem sklopu sem želela izvedeti, 
na podlagi katerih značilnosti so se odločili konkretno MČV rešitev v oblaku, ki jo uporabljajo. 
V tretjem sklopu pa sem želela izvedeti, kaj je kadrovikom pomembno, ko uporabljajo MČV 
rešitev v oblaku pri svojem delu.  
 
6.2 Analiza odgovorov 
Podatke, ki sem jih pridobila v intervjujih, sem analizirala z metodo analize teksta. Prvi korak 
je bil, da sem vse ustne intervjuje, ki so bili snemani, zapisala. Nato sem odgovore vseh 
respondentov razporedila v med seboj povezane enote, ki so bile povezane s ključnimi 
kategorijami iz zastavljenih vprašanj (kodiranje). Nato sem ključne enote (kode) posameznega 
intervjuja respondenta poskušala povezati z ostalimi enotami ostalih intervjujev respondentov. 
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S tem sem prišla do ključnih zaključkov/ugotovitev, ki so skupne vsem respondentom. Ob tem 
pa sem bila pozorna, da enot nisem preveč poenostavljala. 
6.2.1 Prednosti rešitev v oblaku na področju MČV 
Tabela 6.1: Prednost rešitev v oblaku na področju MČV 
1. Prednosti rešitev v oblaku na področju MČV 
Vsi respondenti poročajo, da uporabljajo rešitve v oblaku na področju 
MČV, in kot prednosti rešitev navajajo: 
Št. 
respondentov 
uporabniku prijazno in jasno uporabo, 5 
dostopnost – čas, kraj, naprava, 4 
shranjevanje in shrambo podatkov, 4 
vse na enem mestu, 3 
cenovno ugodnost, 2 
integracijo z drugimi platformami, oblaki, 2 
prilagodljivost – oblak, narejen glede na potrebe uporabnika, 2 
množično uporabo, 2 
lažjo sledljivost procesu, 2 
varnost – omejen dostop do podatkov, 2 
deljenje informacij z ostalimi funkcijami – izven kadrovske službe, 1 
nadzor nad procesom, 1 
funkcionalnost rešitve. 1 
 
Pri analizi rešitev v oblaku na področju MČV sem se najprej osredotočila na analizo lastnosti, 
ki jih respondenti opredeljujejo kot ključne prednosti MČV rešitev v oblaku. Z analizo 
poglobljenih intervjujev sem opredelila 13 relevantnih prednosti (glej Tabelo 6.1). Treba je 
izpostaviti, da rešitve MČV v oblaku pri vseh respondentih niso enake. Kadroviki so v tem 
pogledu odgovarjali subjektivno na podlagi lastnih izkušenj z rešitvami v oblaku, ki jih 
uporabljajo pri svojem delu v podjetju. Najpogostejša prednost, ki jo je izpostavilo pet 
kadrovikov je uporabniku prijazna in jasna uporaba rešitev MČV v oblaku. Pri osebah 2, 3 
in 7 se ta prednost izraža skozi neposredno izjavo, ki izraža njihovo mnenje, da je MČV rešitev 
v oblaku lahko uporabljati, saj je prijazna, enostavna in pri uporabi ne potrebujejo nobenega 
strokovnega znanja. oseba 6 pravi: "Prednost je tudi lepša vizualizacija, po mojem mnenju tudi 
hitreje deluje." (Oseba 6, osebni intervju, 2021, 9. marec)13. Na tovrstno prednost MČV rešitve 
v oblaku pa nakazuje tudi izjava osebe 8: "Z nekaj kliki prideš do nekega poročila, ki bi ga 
moral prej narediti iz več različnih dokumentov." (Oseba 8, osebni intervju, 2021, 2. april)14.  
                                                          
13 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
14 Zapis intervjuja je dostopen pri avtorici. 
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Drugi najpogostejši prednosti, ki so ju izpostavili štirje kadroviki, so dostopnost – kraj, čas, 
naprava in shranjevanje ter shramba podatkov. Kadrovikom je v kontekstu dostopnosti – 
čas, kraj, naprava ključna prednost, da lahko do podatkov v oblaku dostopajo kadarkoli in 
kjerkoli ter prek katerekoli naprave, kar nakazujejo tudi njihove izjave. Oseba 5 pove: "Je 
glavna stvar, da smo vsi povezani [v oblak] v vsakem času" (Oseba 5, osebni intervju, 2021, 
24. marec) 15. Oseba 8 trdi: "[…] v oblaku dostopaš kadarkoli, kjerkoli – časovno v redu zadeva" 
(Oseba 8, osebni intervju, 2021, 2. april), Osebi 3 pa je pomembno "predvsem to, da je na voljo 
kadarkoli, kjerkoli, s katerekoli naprave" (Oseba 3, osebni intervju, 2021, 19. marec) 16 . 
Prednost, ki jo je prav tako izpostavila polovica intervjuvanih kadrovikov, je shranjevanje in 
shramba podatkov. Osebi 1 je zelo pomembno, da pri svojem delu ne izgublja podatkov, kar 
kaže izjava: "Če se ti z računalnikom kaj zgodi, imaš vse stvari še vedno nekje [shranjene]." 
(Oseba 1, osebni intervju, 2021, 10. marec) 17. Osebi 5 je pomembno, "da se počuti varno, tudi 
če ji računalnik preneha delati" (Oseba 5, osebni intervju, 2021, 24. marec), osebi 8 pa, "da so 
podatki, s katerimi operira, vedno nekje shranjeni" (Oseba 8, osebni intervju, 2021, 2. april). 
Osebi 3 je pri uporabi rešitev v oblaku najbolj ključno, "da je neomejeno prostora dandanes" 
(Oseba 3, osebni intervju, 2021, 19. marec). Naslednja prednost, ki so jo izpostavili trije 
kadroviki, je, da je vse na enem mestu, saj vsi trije menijo, da je ključno, da imajo vse 
relevantne stvari na enem mestu, ter da do njih lahko hitro dostopajo. Oseba 5 izpostavi, da ji 
je pomembno, da lahko vsi v ekipi nemoteno delajo, v kolikor je kdo od sodelavcev odsoten: 
"Ena glavnih prednosti /…/, če gre nekdo na dopust ali pa je kako drugače odsoten, mi lahko 
še vedno vse delamo, ker je vse v oblaku." (Oseba 5, osebni intervju, 2021, 24. marec).  
V nadaljevanju bodo opredeljene prednosti, ki so na podlagi pogostosti pojavljanja umeščene 
v tretjo skupno in sta ju izpostavila le po dva repondenta. Te prednosti so cenovna ugodnost; 
integracija z drugimi platformami, oblaki, stranmi; prilagodljivost – oblak narejen glede 
na potrebe uporabnika, množična uporaba – komunikacija; lažja sledljivost procesu in 
varnost – omejen dostop do podatkov. Cenovna ugodnost je prednost za osebi 2 in 3, saj 
menita, da je njihova rešitev v oblaku cenovno zelo ugodna in bi bile druge računalniške rešitve 
in sistemi dražji. Osebama 3 in 4 je pomembno, da rešitev v oblaku omogoča integracijo z 
drugimi platformami, oblaki, kar olajša in poenostavi njihovo delo. Ključno prednost 
prilagodljivost – oblak narejen za potrebe uporabnika navajata osebi 2 in 6, ki pravita, da 
                                                          
15 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
16 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
17 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
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ponudniki lahko veliko stvari naredijo po svojih željah. Oseba 2 to podkrepi z izjavo: "Dosti 
stvari sprogramirajo po meri." (Oseba 2, osebni intervju, 12. marec)18. Prednost množične 
uporabe sta izpostavili osebi 2 in 8, ki pravita, da vsi sodelavci uporabljajo isto rešitev, kar 
pomeni stalno sledenje in obveščenost, ob tem pa oseba 8 poudari: "Dostopam kadarkoli, 
istočasno z ostalimi sodelavci, kar je res velika prednost." (Oseba 8, osebni intervju, 2021, 2. 
april). Naslednja prednost – lažja sledljivost procesu – se močno povezuje s prej opisano 
prednostjo, pri kateri osebi 1 in 4 poudarita, da jima je pomembno, da lahko pri rešitvi v oblaku 
sledita celotnemu procesu, saj je vse na enem mestu in se stalno beležijo vse spremembe. Zadnja 
prednost, ki sta jo izpostavila dva respondenta, je varnost – omejen dostop do podatkov. 
Osebama 2 in 7 je ključno, da lahko same regulirajo, kdo ima dostop do določenih podatkov, s 
tem pa zagotavljajo ustrezno varnost podatkov.  
V četrti sklop so umeščene tiste prednosti MČV rešitev v oblaku, ki sem jih zasledila le pri 
enem respondentu. Slednje prednosti so: deljenje informacij z ostalimi funkcijami izven 
kadrovske službe, nadzor nad procesom in različne funkcionalnosti MČV rešitve v oblaku.  
6.2.2 Pomanjkljivosti rešitev v oblaku na področju MČV 
Tabela 6.2: Pomanjkljivosti rešitev v oblaku na področju MČV 
2. Pomanjkljivosti rešitev v oblaku na področju MČV 
7 od 8 respondentov je v procesih MČV, ki jih izvajajo v eni izmed rešitev 




- Dostop do podatkov, 
- slaba zakonodaja v Sloveniji, 
- vprašanje varnosti podatkov pri 
ponudniku, 
- varnost, odvisna od uporabnika, 
- nezaupanje v zasebnost/varnost v oblaku. 
5 
Moteno delovanje 3 
Neavtomatiziranost rešitve v oblaku  3 
Slabe funkcionalnosti rešitev v oblaku 2 
Draga nadgradnja po potrebah uporabnika 2 
Nepreglednost – ob velikem št. vključenih ljudi 2 
Ni avtomatskega obveščanja, če se kaj dela v oblaku 2 
Ni integracije z 
ostalimi  
- platformami, aplikacijami, stranmi, 
- lokalnimi (slovenskimi) internetnimi 
platformami. 
2 
Počasno delovanje 2 
Če ni povezave (interneta), ne deluje 1 
Ponudniki ne ponujajo izobraževanja  1 
                                                          
18 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
44 
 
uporabnikov o uporabi storitve v oblaku 
Ponudnik ne omogoča nadgradnje po želji uporabnika 1 
Neenakost različnih oblakov različnih ponudnikov 1 
Nerazumevanje uporabnikovih potreb  
s strani podpore ponudnika  
1 
Nezdružljivost oblaka z določenimi napravami 1 
Izboljšave (predlogi) na uporabniku  1 
 
Po končani analizi prednosti MČV rešitev v oblaku sem se osredotočila na analizo ključnih 
pomanjkljivosti. Z analizo podatkov sem opredelila 16 pomanjkljivosti (glej Tabelo 6.2).  
Najpogostejša pomanjkljivost, ki so jo respondenti izpostavili, je varnost podatkov. Petim 
osebam se varnost podatkov pri MČV rešitvah v oblaku zdi vprašljiva. Osebi 1 vprašanje 
varnosti podatkov predstavlja dejstvo, da do podatkov lahko dostopa vsak, če oseba ročno ne 
zaklene podatkov. To se izraža tudi v naslednji trditvi: "Če nimaš vsega tega zaklenjenega, 
lahko do tega dostopa kdorkoli" (Oseba 1, osebni intervju, 2021, 10. marec).19 Tovrstna skrb 
varnosti podatkov predstavlja tudi osebi 5, ki jo velikokrat skrbi za varnost v oblaku, in kako 
hitro nekdo dobi dostop do podatkov, do katerih ne bi smel. Oseba 8 pomanjkljivost in skrb 
izraža skozi naslednjo izjavo: "Kar bi lahko izpostavila, je varnost podatkov […], sploh v IT, 
tam, kjer vzdržujejo oblak." (Oseba 8, osebni intervju, 2021, 2. april). Oseba 2 ne zaupa varnosti 
v oblaku, zato se velikokrat, ko gre za zaupne podatke, komunikacija v podjetju prestavi na 
osebno komunikacijo. Oseba 3 pa izpostavlja skrb, da četudi je varnost podatkov zagotovljena 
v samem oblaku, je velik pomislek varnosti podatkov nasploh, saj država nima nekih sodnih 
praks in zakonov, ki bi regulirale oblak in podatke v njem.  
V drugi sklop so umeščene pomanjkljivosti, ki so na drugem mestu najpogosteje izpostavljenih 
pomanjkljivosti MČV rešitev v oblaku, ki so jih izpostavili respondenti. Pomanjkljivosti sta 
moteno delovanje in neavtomatiziranost rešitve v oblaku. Pri prvi pomanjkljivosti 
respondenti izpostavljajo, da jim rešitev v oblaku kdaj pa kdaj ne deluje tako, kot bi morala. 
Oseba 3 pravi: "Na tedenski ravni se komu kaj ne naloži, ali pa mu zašteka." (Oseba 3, osebni 
intervju, 2021, 19. marec). Pomanjkljivost neavtomatiziranost rešitve v oblaku so izpostavile 
osebe 1, 4 in 8, ki se srečujejo z izzivi ročnega vnašanja in ne avtomatskega sinhroniziranja. To 
se izraža tudi v izjavi osebe 4: "Še vseeno veliko nekega ročnega vnašanja" (Oseba 4, osebni 
intervju, 2021, 23. marec)20.  
                                                          
19 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
20 Zvočni posnetek in prepis intervjuja sta dostopna pri avtorici. 
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V tretjem sklopu se nahajajo pomanjkljivosti, na katere sta odgovorila zgolj po dva respondenta. 
Te pomanjkljivosti so: slabe funkcionalnosti rešitev v oblaku, draga nadgradnja po 
potrebah uporabnika, nepreglednost ob velikem številu vključenih ljudi, ni avtomatskega 
obveščanja, če se kaj dela v oblaku, ni integracije z ostalimi platformami, aplikacijami, 
stranmi ter počasno delovanje. Osebi 1 in 3 sta kot pomanjkljivost izpostavili slabe 
funkcionalnosti svojih rešitev v oblaku za namen MČV, kar poenostavljeno pomeni, da 
njihove MČV rešitve v oblaku niso dobro zasnovane oz. niso prilagojene potrebam podjetja, iz 
katerega prihajata respondenta. Drago nadgradnjo po potrebah uporabnika kot slabost 
opredeljujeta osebi 1 in 2, ki trdita, da "vsaka personalizacija za podjetje stane, in sicer ne malo" 
(Oseba 1, osebni intervju, 2021, 10. marec) in "vse kar želiš imeti ekstra, moreš ekstra plačati" 
(Oseba 2, osebni intervju, 2021, 12. marec). Kot pomanjkljivost nepreglednosti ob velikem 
številu ljudi sta opredelili osebi 2 in 5, ki pravita, da pri svojem delu, ko uporabljata rešitev 
MČV v oblaku, in če je vanjo vključeno veliko ljudi, hitro postane zmeda. Osebi 4 in 6 sta kot 
pomanjkljivost opredelili tudi, da ni avtomatskega obveščanja, če se kaj dela v oblaku. Oseba 
4 pravi: "Meni avtomatsko, ko se odpre, obvestilo ne pride" (Oseba 4, osebni intervju, 23. 
marec). Pomanjkljivost, ki sta jo zaznali osebi 3 in 4 je, da njuna MČV rešitev v oblaku ni 
integrirana z ostalimi platformami, aplikacijami, stranmi tako lokalnih kot globalnih 
ponudnikov. Zadnja pomanjkljivost, ki sta jo izpostavila dva respondenta, je počasno 
delovanje MČV rešitve v oblaku. Osebi 1 in 4 trdita, da je njihova MČV rešitev v oblaku 
počasna, in da traja nekaj časa, da obdela določene podatke.  
Naslednje pomanjkljivosti sem zasledila le pri enem respondentu. Pomanjkljivosti, ki jih je 
omenil, so, da če ni povezave (interneta), rešitev MČV v oblaku ne deluje, ponudniki ne 
izvajajo izobraževanja o sami rešitvi v oblaku, ponudnik ne omogoča nadgradnje rešitve 
v oblaku po željah uporabnika, neenakost različnih oblakov – različnih ponudnikov, 
nerazumevanje uporabnikovih potreb, nezdružljivost oblaka z določenimi napravami ter 
vse izboljšave so na strani uporabnika.  
Ponovno je treba izpostaviti, da so vse zgornje pomanjkljivosti odvisne od MČV rešitve v 
oblaku, ki jih uporabljajo v posameznem podjetju. Skladno s tem se razlikujejo pomanjkljivosti 
in izzivi, ki jih izpostavljajo kadroviki.  
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6.2.3 Značilnosti, ki so vplivale na odločitev za določeno rešitev v oblaku na področju 
MČV 
Tabela 6.3: Značilnosti, ki so vplivale na odločitev za določeno rešitev v oblaku na področju 
MČV 
3. Značilnosti, ki so vplivale na odločitev za določeno rešitev v oblaku na področju MČV 
Vsi respondenti so izpostavili določene značilnosti, na podlagi katerih so se 




Varnost podatkov 4 
Prilagodljivost 2 
Možna integracija z ostalimi rešitvami 2 
Sledljivost in optimizacija procesa 1 
Ponudnikova pomoč je uporabnikom ves čas na voljo 1 
Preglednost (vse na enem mestu) 1 
Po priporočilu 1 
Uporabniku prijazno 1 
MČV rešitev v oblaku v slovenskem jeziku 1 
Zaupanje ponudniku 1 
 
V nadaljevanju sem se osredotočila na analizo odgovorov, ki so odgovarjala na vprašanje, na 
podlagi katerih značilnosti so v podjetju, v katerem delajo, respondenti izbirali MČV rešitev v 
oblaku, ki jo uporabljajo pri svojem delu. Analiza je pokazala šest ključnih značilnosti (glej 
Tabelo 6.3).  
V prvi sklop so umeščene značilnosti, ki jih je izpostavila polovica vprašanih oseb. Prvi 
značilnosti sta cena in varnost podatkov. Vsem respondentom, ki jim je podjetje izbralo 
določeno MČV rešitev v oblaku, je bila pri izbiri rešitve v oblaku pomembna cena. Oseba 2 
pove: "Ko izbiramo, je za nas pomembna cena" (Oseba 2, osebni intervju, 2021, 12. marec). 
Tudi oseba 3 poda podobno trditev in sicer, da je bil za izbiro določene MČV rešitve v oblaku 
"razlog /…/ predvsem cena" (Oseba 3, osebni intervju, 2021, 19. marec). Tudi osebi 4 in 5 sta 
pri svojih odgovorih izpostavili, da je bila cena prva stvar, na katero so bili pozorni pri izbiri 
določenega ponudnika MČV rešitve v oblaku. Naslednja značilnost, na podlagi katere so se v 
podjetjih, v katerih so zaposleni respondenti, odločili za določeno MČV rešitev v oblaku, je bila 
varnost podatkov. To značilnost so izpostavili štirje kadroviki. Oseba 1 je objasnila, da so se 
za migracijo v oblak odločili zaradi varnosti pri shranjevanju podatkov, saj se je dogajalo, da 
so se zaradi nedelovanja naprav začeli izgubljati podatki. Osebe 5, 7 in 8 pa so izpostavile, da 
je bila v njihovih podjetjih pri odločitvi za MČV rešitev v oblaku na prvem mestu varnost, ki 
jo ponuja ponudnik določene MČV rešitve v oblaku. To je razvidno tudi iz njihovih izjav. Oseba 
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5 trdi: "Prva stvar, ki je bila na mizi [pri odločitvi], je varnost [podatkov]" (Oseba 5, osebni 
intervju, 2021, 24. marec), oseba 8 pa je izjavila, da je bila pri njihovi odločitvi za MČV rešitev 
v oblaku "varnost podatkov v prvi vrsti" (Oseba 8, osebni intervju, 2021, 2. april).  
V naslednjem sklopu je skupina značilnosti, ki sta jo izpostavila le dva od osmih intervjuvanih 
kadrovikov. V ta sklop spadata prilagodljivost in možna integracija z ostalimi rešitvami. 
Prilagodljivost se pri izbiri MČV rešitve v oblaku pojavlja pri osebah 2 in 6. Oseba 2 pravi, da 
je bilo v njihovem podjetju pri izbiri MČV rešitve v oblaku pomembno, da je prilagodljiva za 
več lokacij in držav. Oseba 6 pa trdi, da je bilo pomembno, da se MČV rešitev v oblaku da 
prilagoditi na več načinov dela. Možna integracija z ostalimi rešitvami je naslednja značilnost, 
na podlagi katere sta dve podjetji izbrali določeno MČV rešitev v oblaku. Oseba 3 pove, da je 
bila za izbiro pomembna "združljivost z novim programom, [ki ga uporabljajo]" (Oseba 3, 
osebni intervju, 2021, 19. marec). Oseba 5 izjavi, da jim je bilo v podjetju pri izbiri pomembno, 
da je rešitev združljiva z ostalimi rešitvami, ki jih uporabljajo zunanji partnerji.  
V tretji in zadnji sklop pa sem umestila značilnosti, ki jih je izpostavil le po en respondent. Te 
značilnosti so: sledljivost in optimizacija procesa, da je s strani ponudnika pomoč 
uporabnikom ves čas na voljo, preglednost (vse na enem mestu), po priporočilu, 
uporabniku prijazno, MČV rešitev v oblaku je v slovenskem jeziku in zaupanje 
ponudniku.  
6.2.4 Ključne značilnosti uporabniku prijaznih rešitev v oblaku na področju MČV 
Tabela 6.4: Ključne značilnosti uporabniku prijaznih MČV rešitev v oblaku 
4. Ključne značilnosti uporabniku prijaznih MČV rešitev v oblaku 
Vsi respondenti so izpostavili ključne značilnosti uporabniku prijaznih 
MČV rešitev v oblaku.  
Št. 
respondentov 
Avtomatsko obveščanje o dogajanju v MČV rešitvi v oblaku  2 
Enostavna in hitra uporaba 2 
Različne funkcionalnosti 2 
Rešitev v oblaku, narejena za trg, na katerem si prisoten.  1 
Varnost podatkov 1 
Vse na enem mestu 1 
Nemoteno delovanje 1 
 
Na koncu sem se osredotočila na analizo ključnih značilnosti uporabniku prijaznih MČV rešitev 
v oblaku. Z analizo sem opredelila sedem ključnih značilnosti (glej Tabelo 6.4).  
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Avtomatsko obveščanje o dogajanju v MČV rešitvi v oblaku, enostavna in hitra uporaba 
ter različne funkcionalnosti so ključne značilnosti uporabniku prijaznih rešitev v oblaku, pri 
katerih je bila pogostost pojavljanja na prvem mestu. Te značilnosti sta izpostavila po dva 
respondenta za vsako omenjeno značilnost. Avtomatsko obveščanje o dogajanju v MČV 
rešitvi v oblaku sta izpostavili osebi 4 in 7, ki menita, da je pri MČV rešitvi v oblaku pomembno, 
da sistem stalno obvešča, če kdo od sodelavcev ali relevantna oseba dela, spreminja stvari v 
oblaku. Osebi 6 in 8 kot ključno značilnost uporabniku prijaznih MČV rešitev v oblaku 
izpostavljata enostavno in hitro uporabo. Oseba 8 trdi, da ji je pri rešitvi v oblaku pomembno, 
da je "vizualno kot funkcionalno prijazna uporabniku" (Oseba 8, osebni intervju, 4. april). 
Oseba 6 pa izpostavi, da je ključno "enostavno razumevanje programa" (Oseba 6, osebni 
intervju, 2021, 9. marec). Različne funkcionalnosti kot ključno značilnost uporabniku prijazne 
rešitve v oblaku izpostavljata osebi 1 in 4. Obe sta omenili, da so različne funkcionalnosti, ki 
jih ima določena MČV rešitev, pomembne, saj so s tem delovne naloge opravljene lažje in 
hitreje.  
V naslednji sklop pa so umeščene ključne značilnosti uporabniku prijaznih rešitev v oblaku, ki 
jih je izpostavil le po en respondent. Te značilnosti so, da je rešitev v oblaku narejena za trg, 
na katerem si prisoten, varnost podatkov, vse na enem mestu in nemoteno delovanje. 
Ne smemo zanemariti dejstva, da respondenti uporabljajo različne MČV rešitve v oblaku ob 
tem pa so zaposleni tudi na različnih delovnih mestih in opravljajo različne delovne naloge, 
zato imajo različne uporabniške izkušnje z rešitvami v oblaku. Od tega je tudi odvisno, katera 
značilnost rešitve MČV v oblaku je zanj ključna.  
 
6.3 Diskusija in raziskovalna vprašanja 
Namen in cilj empiričnega dela sta bila identificirati prednosti in pomanjkljivosti rešitev v 
oblaku na področju MČV ter ugotoviti, kaj respondenti smatrajo kot ključne značilnosti 
uporabniku prijaznih MČV rešitev v oblaku. Zanimalo me je tudi, na podlagi česa so v podjetju 
izbrali določeno rešitev v oblaku za področje MČV.  
Prijazna in jasna uporaba je uporabnikom ključna prednost pri uporabi rešitev v oblaku na 
področju MČV, saj jim omogoča hitrejše in enostavnejše delo. Prav tako jim je pomembno, da 
imajo dostop do rešitev v oblaku kadarkoli, kjerkoli in iz katerekoli naprave. Moja ugotovitev 
sovpada s trditvijo avtorjev SI Xuea in Wee Xina (2016), ki pravita, da je fleksibilnost ključna 
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prednost rešitev v oblaku. Poleg tega je uporabnikom pomembno, da so vsi podatki shranjeni 
na enem mestu, kar po omenjenima avtorjema prav tako spada pod fleksibilnost računalništva 
v oblaku. Cenovno ugodnost MČV rešitev v oblaku uporabniki opredeljujejo kot prednost MČV 
rešitev v oblaku. Avtorja jo definirata kot stroškovno učinkovitost in jo prav tako opredeljujeta 
kot pomembno in pozitivno značilnost računalništva v oblaku. Integracija z drugimi 
platformami, staranimi in oblaki je naslednja prednost, ki je uporabnikom pomembna, saj se s 
takimi možnostmi zmanjša ročno vnašanje, s tem pa se pohitri opravljanje delovnih nalog. 
Prednost, ki jo navajajo uporabniki, je tudi prilagodljivost, v smislu, da je oblak narejen za 
potrebe uporabnika, kar se za eno od prednosti pojavlja tudi v literaturi. Prav tako se v literaturi 
kot prednost pojavlja množična uporaba rešitev v oblaku od več uporabnikov istega podjetja. 
Varnost, kot omejen dostop do podatkov, ki jo uporabniki izpostavljajo kot prednost rešitev v 
oblaku na področju MČV, se tudi v literaturi pojavlja kot ključna prednost rešitev v oblaku. 
Prednosti, ki sta jih izpostavila le dva uporabnika, sta funkcionalnost rešitve in možnost deljenja 
informacij z ostalimi funkcijami, ki niso v kadrovski službi. Gre za specifični prednosti, ki se 
navezujeta na dotično rešitev v oblaku, ki jo uporabljata pri svojem delu. Z zgoraj navedenimi 
prednostmi sem tako odgovorila na prvo raziskovalno vprašanje.  
Z analizo intervjujev sem opredelila lastnosti rešitev v oblaku za področje MČV, ki jih 
uporabniki smatrajo za pomanjkljivosti. Te pomanjkljivosti so: varnost podatkov, moteno 
delovanje, neavtomatiziranost, rešitve v oblaku, slabe funkcionalnosti, draga nadgradnja, 
nepreglednost, ni avtomatskega obveščanja, ni integracije z ostalimi platformami, aplikacijami, 
stranmi, počasno delovanje, če ni povezave – ne deluje, ponudnik ne izvaja izobraževanj o 
rešitvi, ponudnik ne omogoča nadgradnje po želji, nerazumevanje uporabnikov potreb, 
nezdružljivost oblaka z določenimi napravami in vse izboljšave so na uporabniku. Veliko 
pomanjkljivosti so opredelili že avtorji v literaturi. Predvsem tiste, ki so jih uporabniki v moji 
raziskavi izpostavili največkrat. Varnost, ki bi morala biti na prvem mestu prednosti, se pri 
uporabnikih MČV rešitev v oblaku pojavlja na prvem mestu pomanjkljivosti, kar lahko 
predstavlja precejšnjo skrb na področju varovanja osebnih podatkov. Ugotovila sem tudi, da 
kot pomanjkljivostih uporabniki velikokrat izpostavljajo nerazumevanje in neprilagodljivost 
ponudnika, in da so poleg tega vse posodobitve drage. Ponovno je treba vzeti v obzir, da so to 
pomanjkljivosti, ki jih je izpostavilo majhno število kadrovikov, in da so izraz njihovih izkušenj 
s tisto rešitvijo v oblaku, ki jo uporabljajo v podjetju. Z zgoraj zapisanimi pomanjkljivostmi 
sem tako odgovorila na drugo raziskovalno vprašanje.  
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Analiza intervjujev mi je omogočila, da sem odgovorila tudi na tretje raziskovalno vprašanje. 
Značilnosti, ki so v podjetjih, iz katerih prihajajo kadroviki, vplivale na odločitev za dotično 
rešitev v oblaku so predvsem cena, varnost podatkov in prilagodljivost rešitev v oblaku za 
področje MČV. To bi lahko povezali tudi s prednostmi, ki jih v literaturi opredeljujejo avtorji 
Si Xue in Wee Xin (2016), Abdal in Varol (2019) in ENISA (2012). Poleg tega pa so uporabniki 
opredelili še naslednje značilnosti, ki so: možna integracija z ostalimi rešitvami, sledljivost in 
optimizacija procesa, s strani ponudnika je pomoč uporabnikom ves čas na voljo, preglednost, 
uporabniku prijazno, rešitev v slovenskem jeziku in zaupanje ponudniku. 
Ključne prednosti, ki jih kadroviki smatrajo kot uporabniku prijazne MČV rešitve v oblaku, so: 
avtomatsko obveščanje o dogajanju v MČV rešitvi v oblaku, enostavna in hitra uporaba, 
različne funkcionalnosti, rešitev v oblaku, narejena za trg, kjer je uporabnik prisoten, varnost 
podatkov, vse na enem mestu in nemoteno delovanje. Tako kot pri prejšnjih kategorijah je treba 
tudi tukaj izpostaviti, da so vse ključne značilnosti, ki so jih respondenti navajali, izoblikovane 
na podlagi njihovih izkušenj z rešitvami v oblaku, ki jih uporabljajo. Zgoraj zapisane značilnosti 
podajajo odgovor na zadnje, četrto raziskovalno vprašanje.  
 
6.4 Omejitve in predlogi za nadaljnje raziskovanje 
Glavna in ključna omejitev raziskovalnega dela je, da je bilo v raziskavo vključenih samo osem 
kadrovikov, kar pa ni reprezentativen vzorec in ugotovitev ne moremo posploševati na vse 
rešitve v oblaku na področju MČV. Nam pa določeni odgovori v raziskovalni nalogi nakazujejo 
na množično pogostost pojavljanja, saj se podobne stvari pojavljajo tudi pri drugih avtorjih, ki 
raziskujejo to temo. Poleg tega bi lahko kot omejitev izpostavila tudi subjektivnost pri analizi 
intervjujev in podatkov.  
Pri svojem raziskovalnem delu absolutno vidim možnost za izboljšavo in nadaljnje raziskovanje 
v tem, da se izvede kvantitativna raziskava. Le tako bi zajeli večje število kadrovikov, ki 
uporabljajo MČV rešitve v oblaku, s tem pa bi dobili boljšo predstavo o tem, kaj jim pri uporabi 
predstavlja prednosti, slabosti in ključne značilnosti rešitev v oblaku. Tako bi lahko ponudniki 
rešitev v oblaku za področje MČV izpopolnili in dopolnili svojo ponudbo. Za predstavo o tem, 
katere so ključne značilnosti prijaznih rešitev v oblaku, na podlagi katerih podjetja izbirajo 
tovrstne računalniške rešitve, bi intervjuje izvedla s tistimi osebami, ki so bili ali so v podjetju 





Računalništvo v oblaku je med nami že kar nekaj časa. V kontekstu MČV pa se je računalništvo 
začelo pojavljati v zadnjih nekaj letih in začelo ključno prispevati k optimizaciji in 
poenostavljanju kadrovskih procesov. Menedžerji človeških virov in kadroviki v kadrovskih 
službah že nekaj časa niso več osredotočeni na opravljanje in zagotavljanje administrativnih 
nalog, temveč vedno bolj pridobivajo in prevzemajo strateško funkcijo v podjetju. Za dobro 
opravljanje le-te morajo biti kadroviki opremljeni z ustreznimi računalniškimi viri, med katere 
sodi tudi računalništvo v oblaku.  
Računalništvo v oblaku je na področju MČV ključno vplivalo na številne kadrovske procese. 
Pregledana literatura nakazuje številne pozitivne posledice računalništva v oblaku na vseh 
kadrovskih področjih. Iskanje in selekcija kadra ter privabljanje talentov je postalo z 
oblakovnimi rešitvami hitrejše in učinkovitejše, pri tem pa imajo kadroviki večji pregled nad 
trgom delovne sile, možnost hitrejše zaposlitve osebe in izbiro prave osebe za pravo delovno 
mesto. Proces upravljanja uspešnosti in ocenjevanja zaposlenih je z računalništvom v oblaku 
postal transparentnejši, proces izobraževanja in razvoja zaposlenih pa hitrejši in predvsem 
dostopen vsakemu zaposlenemu, kadarkoli in kjerkoli. Z možnostjo rešitev v oblaku na 
področju upravljanja s plačami pa tovrstne rešitve omogočajo podrobno analizo plač zaposlenih, 
to pa omogoča korak v smer enakega plačila za enako delo med zaposlenimi. Vse te možnosti 
in številne druge ponuja računalništvo v oblaku na področju MČV.  
V svoji diplomski nalogi sem se osredotočala na uporabniške izkušnje, ki jih imajo kadroviki 
pri uporabi računalništva v oblaku na področju MČV in ne toliko na kadrovske procese in razvoj 
le-teh v oblaku. Skladno s tem sem si zastavila štiri raziskovalna vprašanja. Z intervjuji in 
njihovimi poglobljenimi analizami sem poskušala odgovoriti na zastavljena raziskovalna 
vprašanja. Ugotovila sem, da kadrovikom veliko prednost predstavlja zelo enostavna uporaba 
rešitev v oblaku, prav tako jim je všeč, da so rešitve dostopne ves čas in kjerkoli, ter da je 
zagotovljena višja varnost pri shranjevanju podatkov, česar v primerjavi s prejšnjimi KIS-i ni 
bilo. Omenjenih je še nekaj prednosti, ki pa so bolj vezane na specifično rešitev v oblaku. Kot 
ključno pomanjkljivosti rešitev v oblaku na področju MČV so kadroviki izpostavili varnost 
podatkov, kar pa je pričakovano, saj operirajo z osebnimi podatki, ki so zaupni in jih je treba 
strogo varovati. Prav tako je kadrovike zmotilo moteno delovanje in neavtomatiziranost rešitev 
v oblaku. Glavni značilnosti, na podlagi katerih so v podjetjih izbrali rešitev v oblaku, sta bili 
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cena in varnost podatkov. Kot ključne značilnosti uporabniku prijazne rešitve pa so kadroviki 
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Priloga A: Vprašanja za intervju 
Cerknica, 1. 3. 2021 
Spoštovani,  
Sem Klara Lekše, študentka absolventskega letnika na Fakulteti za družbene vede, smer 
Sociologija – upravljanje organizacij, človeških virov in znanja. Ker zaključek študija zahteva 
tudi pripravo diplomske naloge, pišem nalogo z naslovom Rešitve v oblaku na področju 
menedžmenta človeških virov: pogled in izkušnje uporabnikov.  
 V sklopu pisanja diplomske naloge preučujem in raziskujem poglede in izkušnje uporabnikov 
– kadrovikov, računalništva v oblaku na področju menedžmenta človeških virov (v 
nadaljevanju MČV). Poenostavljeno – raziskujem prednosti, slabosti, morebitne priložnosti za 
izboljšavo, razloge za izbiro dotične rešitve v oblaku, ki jo uporabljate v kadrovskih procesih v 
vašem podjetju. 
Skladno s preučevano tematiko sem si zastavila štiri raziskovala vprašanja. Za pomoč pri 
odgovarjanju na vprašanja sem zastavila več podvprašanj. Prosila bi vas, da na njih odgovarjate 
kar se da podrobno, da bom lahko vaše odgovore čim bolje analizirala.  
Intervju oz. odgovore na vaša vprašanja bom uporabila zgolj v raziskovalne namene. V 
diplomski nalogi bo ustrezno zagotovljena tudi anonimnost intervjuvanih in podjetij, iz katerih 
prihajajo intervjuvanci.  
PREDNOSTI IN SLABOSTI REŠITEV MČV V OBLAKU 
1. Kdo je vaš ponudnik storitev v oblaku? (Microsoft 365, Google Cloud Platfrom, 
Dropbox, idr.). – če je to poslovna skrivnost, na vprašanje ni treba odgovoriti. 
2. Na katerih kadrovskih področjih/procesih uporabljate rešitve računalništva v oblaku? 
Ko govorimo o področjih, se nanašamo na kadrovanje, izobraževanje, nagrajevanje, 
upravljanje s plačami, upravljanje s talenti, itd. Če imate že dobro postavljen 
informacijski sistem v oblaku, lahko oblak uporabljate tudi na vseh zgoraj omenjenih 
področjih.  
3. Kaj zaznavate kot ključne prednosti MČV rešitev v oblaku? 
4. Kaj zaznavate kot ključne pomanjkljivosti MČV rešitev v oblaku? 
5. S katerimi izzivi se pri uporabi MČV rešitev v oblaku srečujete? 
6. Kako zagotavljate varnost osebnih podatkov pri uporabi rešitev v oblaku? 
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7. Kdaj ste prešli iz klasičnih kadrovskih informacijskih sistemov v MČV rešitve v oblaku? 
8. Zakaj ste odločili za vašega ponudnika, ki nudi rešitve v oblaku? 
9. Na podlagi katerih značilnosti ste se odločili za MČV rešitev v oblaku, ki jih uporabljate 
v vašem podjetju? 
KLJUČNE ZNAČILNOSTI PRIJAZNIH MČV REŠITEV V OBLAKU 
10. Katere so ključne značilnosti uporabniku prijazne rešitve v oblaku na področju MČV? 
11. Kje zaznavate možnosti za izboljšave MČV rešitev v oblaku, ki jih uporabljate v vašem 
podjetju? 
