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Zusammenfassung 
Dieser Beitrag stellt ein internes Projekt des Fraunhofer IIS vor, in welchem der bestehende innerbe-
triebliche Asset Management Prozess von hochpreisigen Mess- und Prüfgeräten durch den Einsatz 
eines sensornetzbasierten Supply Chain Event Managements (SCEM) optimiert wird. Zu diesem Zweck 
werden Empfehlungen für die informationstechnische Umsetzung eines SCEM-Systems erarbeitet. 
Weiterhin wird ein strukturiertes Vorgehensmodell für die Entwicklung und Einführung eines SCEM-
Systems vorgestellt. Zudem werden die bisher erreichten Ergebnisse bei der Entwicklung und Einfüh-
rung eines sensornetzbasierten SCEM-Systems am Fraunhofer IIS aufgezeigt. 
https://doi.org/10.20378/irbo-51527
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1 Einleitung und Motivation 
1.1 Intransparente und manuell ablaufende Asset Management Prozesse wirken sich 
negativ auf nachfolgende Wertschöpfungsaktivitäten aus 
Gegenstände wie bspw. Maschinen werden als Asset bezeichnet, wenn sie einen Wert 
für das Unternehmen darstellen. Das Asset Management umfasst dabei alle Aktivitä-
ten, die für eine optimale und nachhaltige Verwaltung und Nutzung dieser Wertgegen-
stände während ihres Lebenszyklus nötig sind (vgl. Abb. 1).1  
 
Abb. 1: Aufgaben des innerbetrieblichen Asset Managements 
Dabei können sich intransparente und manuell ablaufende Prozesse im innerbetriebli-
chen Asset Management auf unterschiedliche Art und Weise folgenschwer im Unter-
nehmen bemerkbar machen. Zum Beispiel kann ein zwingend benötigtes Asset, wel-
ches aufgrund von mangelnder Transparenz aufwändig auf einem großen Betriebsge-
lände gesucht werden muss, die Ausführung eines anderen Geschäftsprozesses verzö-
gern und damit erhebliche Kosten auslösen. Mangelnde Transparenz kann aber auch 
bei Assets, die eine gemeinsam genutzte Ressource in einem Ressourcenpool darstel-
len zu einem Problem werden, wenn nicht überprüft werden kann, ob Kapital durch 
                                              
1 Eigene Darstellung in Anlehnung an die Definition des Asset Management Life Cycles in Publicly 
Available Specification PAS 55-1:2008, S. 3 und Publicly Available Specification PAS 55-
2:2008, S. 11 und S. 14 
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Überbestände von nicht mehr benötigten Assets unnötig gebunden wird, oder ob Un-
terbestände bei bestimmten Assets immer wieder zu Wartezeiten auf das nächste freie 
Asset und damit zu Verzögerungen in abhängigen Geschäftsprozessen führen. 
1.2 Supply Chain Event Management führt zu Prozesstransparenz und hilft negative 
Auswirkungen auf nachfolgende Wertschöpfungsaktivitäten frühzeitig zu 
erkennen 
Supply Chain Management (SCM) wird oft als unternehmensübergreifendes Konzept 
zur Koordination und Optimierung der Material-, Informations- und Geldflüsse inner-
halb der Versorgungskette verstanden.2 Gleichzeitig können diese Ziele auch auf den 
unternehmensinternen Teil der Versorgungskette beschränkt werden, d.h. SCM kann 
auch als unternehmensinternes Konzept verstanden werden.3 Unabhängig davon lassen 
sich auf Basis von zeitlichen und inhaltlichen Gesichtspunkten mit Supply Chain De-
sign, Supply Chain Planning und Supply Chain Execution drei Planungsebenen des 
SCM unterscheiden.4 Diesen Planungsebenen lassen sich diverse Aufgaben zuordnen, 
wobei das Supply Chain Event Management zwischen den Ebenen Supply Chain 
Planning und Supply Chain Execution angesiedelt wird (vgl. Abb. 2).5  
Dabei kann das Supply Chain Event Management (SCEM) als ein proaktives, kurzfris-
tiges Planungs- und Steuerungskonzept bezeichnet werden, welches Geschäftsprozesse 
in Echtzeit überwacht, um frühzeitig diejenigen Abweichungen zwischen dem geplan-
ten Soll-Zustand und dem tatsächlichen Ist-Zustand zu erkennen, welche spürbare ne-
gative oder positive Folgen für die Planung und Ausführung nachfolgender Wert-
schöpfungsaktivitäten haben können.6 Die frühzeitige Erkennung derartiger Ereignisse 
zielt zum einen auf den Gewinn von Reaktionszeit und damit auf eine Reduktion mög-
licher Folgekosten ab. Zum anderen zielt das SCEM darauf ab, die Eintrittswahr-
scheinlichkeit kritischer Ereignisse zu minimieren und negative Auswirkungen durch 
vorgedachte Reaktionsmuster zu begrenzen.7 Weiterhin kann SCEM analog zum SCM 
gleichermaßen als unternehmensübergreifendes, als auch als unternehmensinternes 
Konzept verstanden werden.8 
1.3 Optimierung des innerbetrieblichen Asset Managements am Fraunhofer IIS 
durch Einsatz eines sensornetzbasierten Supply Chain Event Managements 
Am Fraunhofer-Institut für Integrierte Schaltungen IIS kommen hochpreisige Mess- 
und Prüfgeräte mit einem Wert zwischen 1.000€ und 100.000€ zum Einsatz, die von 
unterschiedlichen Organisationseinheiten im Rahmen von Forschungs- und Industrie-
projekten verwendet werden.  
                                              
2 Vgl. Scholz-Reiter/Jakobza (1999), S. 8; Klaus (2002), S. 22; Okhrin (2008) 
3 Vgl. Stevens (1989), S. 7; Richert (2006), S. 21; Arnold et al. (2008), S. 21 
4 Vgl. Sucky (2004), S. 25–31; Arnold et al. (2008), S. 462–463  
5 Vgl. Wieser/Lauterbach (2001); Bretzke et al. (2002), S. 29; Arnold et al. (2008), S. 484 
6 Vgl. Steven/Krüger (2004), S. 181 
7 Vgl. Bretzke et al. (2002), S. 37 
8 Vgl. Nissen (2002), S. 477 
284 Sebastian Lempert und Alexander Pflaum 
 
Abb. 2: Einordnung des SCEM in die drei Planungsebenen des SCM9 
Ein einzelner Messgeräteaufbau, welcher aus einer Vielzahl von Messgeräten bestehen 
kann, kann dabei bis zu 1.000.000€ Wert sein. 
Da die eingangs erwähnten Probleme in dem zugehörigen innerbetrieblichen Asset 
Management Prozess des Fraunhofer IIS anzutreffen sind und das Konzept des Supply 
Chain Event Managements operativ zur Optimierung des Asset Managements genutzt 
werden kann, untersucht der vorliegende Beitrag die folgenden Fragen:10 
− Wie kann ein SCEM-System technisch umgesetzt werden? 
− Wie sieht ein Vorgehensmodell aus, welches die strukturierte und zielgerichtete 
Entwicklung und Einführung eines derartigen SCEM-Systems ermöglicht? 
Der weitere Aufbau dieses Beitrags gestaltet sich wie folgt: zunächst widmet sich Ab-
schnitt 2 dem fachlichen Umfeld. Dabei werden die Konzepte und Ergebnisse von be-
reits existierenden Arbeiten, die mit dieser Arbeit verwandt sind, vorgestellt. 
Danach werden in Abschnitt 3 Empfehlungen für die informationstechnische Umset-
zung eines SCEM-Systems erarbeitet. Dabei werden zunächst Smart Object Technolo-
gien, welche in Echtzeit Statusinformationen über logistische Objekte liefern, als 
Grundvoraussetzung für das SCEM vorgestellt. Darauf aufbauend wird erläutert, wie 
                                              
9 Erweiterung der Darstellung von Bittner (2000), S. 5 um das Supply Chain Design auf Basis des 
Aufgabenmodells von Hompel/Hellingrath (2007), S. 285–304  
10 Vgl. Nissen (2002), S. 479–480  
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die Umwandlung von Statusinformationen in Ereignisse des SCEM auf Basis von Ge-
schäftsregeln und Kennzahlen unter Verwendung von Rule Engines erfolgen kann. 
In Abschnitt 4 wird ein strukturiertes Vorgehensmodell für die Entwicklung und Ein-
führung eines SCEM-Systems vorgestellt, welches sich insbesondere auf die Auswahl 
der am besten geeigneten Smart Object Technologie, auf die Ermittlung besonders 
aussagekräftiger Kennzahlen sowie auf die Ableitung zugehöriger Geschäftsregeln 
konzentriert. 
Darauf aufbauend widmet sich Abschnitt 5 dem sensornetzbasierten SCEM-System 
zur Optimierung des Asset Managements für hochpreisige Mess- und Prüfgeräte am 
Fraunhofer IIS. 
Abschnitt schließt 6 diesen Beitrag ab, indem zuerst eine rückblickende Zusammen-
fassung und darauf aufbauend ein Ausblick auf zukünftige Entwicklungen und den 
Fortgang dieser Arbeit gegeben wird. 
2 Stand der Wissenschaft und verwandte Arbeiten 
2.1 Grundsätzliche Funktionen eines SCEM-Systems 
Der Begriff Supply Chain Event Management (SCEM) wurde entscheidend in dem 
Forschungsbericht von BITTNER (2000) durch die Definition der folgenden fünf 
SCEM-Grundfunktionen geprägt, welche in der Literatur weitestgehend anerkannt 
sind:11 
− Überwachen (Monitor): Durch Technologieeinsatz werden Statusinformationen 
über die zu überwachenden Objekte innerhalb relevanter Prozesse der Supply 
Chain erfasst. 
− Melden (Notify): Statusmeldungen aus den Prozessen werden auf Basis von Soll-
Ist-Vergleichen eines Regelwerkes in Ereignisse übersetzt, welche in Echtzeit an 
den Prozessverantwortlichen gemeldet werden. 
− Simulieren (Simulate): Bei dem Eintreten eines Ereignisses werden mögliche Aus-
wirkungen auf Folgeprozesse mit dem Ziel simuliert, Handlungsoptionen und 
-empfehlungen zu berechnen (Entscheidungsunterstützung). 
− Steuern (Control): Die Prozesssteuerung wird bei der Auswahl der am besten ge-
eigneten Handlungsempfehlung unterstützt, um einer erkannten Soll-Ist-
Abweichung entgegenzuwirken. 
− Messen (Measure): Die Prozesskontrolle wird durch die Berechnung von betriebs-
wirtschaftlichen Kennzahlen bzw. von Key Performance Indicators (KPIs) unter-
stützt, welche den früheren oder gegenwärtigen Erfüllungsgrad von zugehörigen 
Prozesszielen widerspiegeln und den zu überwachenden Prozess messbar machen. 
                                              
11 Vgl. Bittner (2000), S. 7 
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WIESER/LAUTERBACH (2001) setzen auf der o.g. SCEM-Definition auf und beschrei-
ben, wie bestehende SCM-Lösungen zu einer SCEM-Lösung erweitert werden kön-
nen.12 
Eine andere Sichtweise auf den Begriff SCEM wird in OTTO (2003) vorgestellt, wobei 
SCEM als Management-Konzept, als Software-Lösung und als Software-Komponente 
angesehen werden kann und diese drei Perspektiven aufgrund diverser Abhängigkeiten 
untereinander nicht losgelöst voneinander betrachtet werden können. Des Weiteren 
gehen auf OTTO (2003) die vier grundlegenden Reaktionsmöglichkeiten zur Ereignis-
behandlung zurück, welche sich aufgrund ihres Grads der Einflussnahme auf den zu-
gehörigen Prozess unterscheiden:13 
− Repair: Der durch das Ereignis betroffene Prozess kann noch unmittelbar beein-
flusst werden. 
− Re-Schedule: Zeitliche Anpassung bei der Planung der Folgeprozesse 
− Re-Plan: Grundlegende Neuplanung des Prozesses 
− Learn: Lernen für die Zukunft 
Zuletzt zeichnet sich die Arbeit von BENSEL ET AL. (2008) dadurch aus, dass die fünf 
SCEM-Grundfunktionen von BITTNER (2000) und die vier grundlegenden Reaktions-
möglichkeiten zur Ereignisbehandlung von OTTO (2003) miteinander in Beziehung 
gesetzt und zusammengeführt werden. 
2.2 Ereignisse als zentraler Bestandteil eines SCEM-Systems 
Ein zentraler Bestandteil des SCEM sind Ereignisse, welche als diejenigen Abwei-
chungen zwischen dem geplanten Soll-Zustand und dem tatsächlichen Ist-Zustand de-
finiert werden können, welche spürbare negative oder positive Folgen für die Planung 
und Ausführung nachfolgender Wertschöpfungsaktivitäten haben können.14 Daher ist 
es wichtig, abhängig von den Reaktionsmöglichkeiten unterschiedliche Ereigniskate-
gorien unterscheiden zu können. BENSEL ET AL. (2008) untersuchen vor diesem Hin-
tergrund den Begriff des Ereignisses im Detail und leiten sinnvolle allgemeine Ereig-
niskategorien ab, welche die Einführung eines SCEM-Systems erleichtern:15 
− Alarmierende Ereignisse mit Handlungszwang: Eine Soll-Ist-Abweichung wird als 
kritisch eingestuft 
− Alarmierende Ereignisse mit Handlungsoption: Eine Soll-Ist-Abweichung wird als 
unkritisch eingestuft 
− Konfirmatorische Ereignisse: Der Soll-Zustand entspricht dem Ist-Zustand 
                                              
12 Vgl. Wieser/Lauterbach (2001) 
13 Vgl. Otto (2003), S. 1 und S. 3 
14 Vgl. Steven/Krüger (2004), S. 181 
15 Vgl. Bensel et al. (2008), S. 8–12  
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2.3 Existierende Vorgehensmodelle für die Einführung eines SCEM-Systems 
In der umfangreichen Studie von BRETZKE ET AL. (2002) wird eine Vorgehensweise 
für die Einführung eines innerbetrieblichen SCEM-Systems beschrieben, welche aus 
den folgenden vier Schritten besteht:16 
− Ist-Prozess-Analyse: Prozessbeschreibung auf unterschiedlichen Prozessebenen 
unter Verwendung des SCOR-Modells und des ARIS Toolsets.17 Aktivitäten stellen 
die höchste Detaillierungsstufe dar und werden als Entstehungsort von Ereignissen 
verstanden. 
− Soll-Prozess-Definition: Soll-Größen festlegen und Ereignisse ableiten, welche 
durch das SCEM theoretisch erkannt und gemeldet werden könnten. Zu diesem 
Zweck werden Messpunkte (welche Informationen, werden wann, wo und wie oft 
gemessen und übermittelt?) definiert und zugehörige Kennzahlen unter Verwen-
dung des SCOR-Modells abgeleitet. 
− Gap-Analyse: Auflistung von möglichen Fehlerquellen im Prozess und Bewertung 
der Fehlerquellen in Abhängigkeit der Fehlerwahrscheinlichkeit und der Folgekos-
ten. 
− Festlegung der SCEM-Ereignisse: Geschäftsregeln definieren und Maßnahmen für 
den Eintritt definierter Ereignisse festlegen. Ziel ist die Reduzierung von Folgekos-
ten durch die frühzeitige Erkennung von Ereignissen und die Begrenzung negativer 
Auswirkungen durch vorgedachte Reaktionsmuster. Zu diesem Zweck werden Ge-
schäftsregeln definiert, welche Ereignisse erkennen und diesen bei Eintritt entspre-
chende Maßnahmen zuordnen. Dabei gilt es nur diejenigen Ereignisse im SCEM 
umzusetzen, deren Kostenvorteile im Verhältnis zum Modellierungsaufwand 
überwiegen. 
Eine ähnliche Vorgehensweise für die Einführung eines unternehmensübergreifenden 
SCEM-Systems, welche aus den folgenden fünf Schritten besteht, wird in der Arbeit 
von STEVEN/KRÜGER (2004) beschrieben:18 
− Ist-Prozess-Analyse: Prozessbeschreibung auf unterschiedlichen Prozessebenen mit 
dem Ziel der Identifikation der kritischen und zu überwachenden Aktivitäten. Ein 
weiteres Ziel ist die Identifikation möglicher Statusabweichungen und Folgen so-
wie die Beschreibung zugehöriger Fehlerszenarien. 
− Auswahl der zu überwachenden logistischen Objekte: Identifikation von realen und 
abstrakten logistischen Objekten, die durch das SCEM überwacht werden sollen. 
− Festlegung von Statusmeldungen: Definition von aussagekräftigen Statusmeldun-
gen, die den räumlichen, zeitlichen und sachlichen Zustand eines logistischen Ob-
jektes beschreiben. Festlegung, welche Informationen, wann, wo und wie oft ge-
messen und übermittelt werden vor dem Hintergrund, dass mobile Datenübertra-
gungen ein wichtiger Kostenfaktor sein können. 
                                              
16 Vgl. Bretzke et al. (2002), S. 34–38  
17 Vgl. Mayer et al. (2010); Seidlmeier (2010), S. 31 
18 Vgl. Steven/Krüger (2004), S. 186–188  
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− Festlegung der SCEM-Ereignisse: Ziel ist es, Statusmeldungen in Ereignisse über-
führen zu können. Zu diesem Zweck wird der Soll-Prozess definiert, in welchem 
Soll-Größen und Toleranzbereiche, aus denen hervorgeht, ab wann eine Soll-Ist-
Abweichung kritisch ist, festgelegt werden. 
− Festlegung von Geschäftsregeln: Geschäftsregeln definieren und Maßnahmen für 
den Eintritt definierter Ereignisse festlegen. Zu diesem Zweck werden Fehlerszena-
rien hinsichtlich ihrer Folgen bewertet und zugehörige Ereignisse entsprechend 
priorisiert. Zudem wird abhängig von den Ereignisprioritäten festgelegt, welche 
Stakeholder informiert werden sollen, wenn ein entsprechendes Ereignis erkannt 
wurde. 
3 Empfehlungen für die informationstechnische Umsetzung eines Supply Chain 
Event Management Systems 
3.1 Smart Object Technologien liefern Statusinformationen über logistische Objekte 
in Echtzeit und sind eine Grundvoraussetzung für das SCEM 
Die Einführung eines Supply Chain Event Managements setzt die Definition von Soll-
Werten und zugehörigen Toleranzbereichen voraus, die den Ist-Werten gegenüberge-
stellt werden.19 Um im Rahmen des SCEM einen Abgleich zwischen dem geplanten 
Soll-Zustand und dem tatsächlichen Ist-Zustand eines logistischen Objektes durchfüh-
ren zu können, ist es zunächst notwendig, den Ist-Zustand des logistischen Objektes 
informationstechnisch erfassen zu können.20 Zu diesem Zweck können so genannte 
Smart Object Technologien (SOT) wie Radio Frequency Identification (RFID), Real-
Time Locating Systems (RTLS) und Wireless Sensor Networks (WSN) an die logisti-
schen Objekte angebracht werden, welche die benötigten Informationen zeitnah lie-
fern.21 
Ein mit einer SOT ausgerüstetes Objekt wird daher auch als intelligentes Objekt 
(Smart Object) bezeichnet, da diesem durch den Technologieeinsatz eine gewisse In-
telligenz zugesprochen werden kann: im Idealfall kann ein intelligentes Objekt eindeu-
tig identifiziert werden, Informationen speichern und verarbeiten, seine Umgebung 
durch Sensoren überwachen und über Aktoren mit dieser interagieren, mit seiner Um-
gebung drahtlos kommunizieren sowie alleine oder mit Hilfe zusätzlicher Infrastruktur 
seine Position im zwei- oder dreidimensionalen Raum ermitteln.22 
3.2 Umwandlung von Statusinformationen in Ereignisse auf Basis von 
Geschäftsregeln und Kennzahlen unter Verwendung von Rule Engines 
Aus betriebswirtschaftlicher Sicht können Geschäftsregeln als „Formulierungen von 
Vereinbarungen und Restriktionen, die im Rahmen der Bearbeitung einer betrieblichen 
                                              
19 Vgl. Bretzke et al. (2002), S. 2; Steven/Krüger (2004), S. 193–194; Bensel et al. (2008), S. 5–6  
20 Vgl. Bretzke et al. (2002), S. 25 
21 Vgl. Finkenzeller (2008) für RFID, Malik (2009) für RTLS und Karl/Willig (2007) für WSN 
22 Vgl. Sánchez López et al. (2009), S. 5; Vasseur/Dunkels (2010), S. 3 
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Aufgabe erfüllt sein müssen“ bezeichnet werden.23 Dagegen können Geschäftsregeln 
aus Sicht der Informatik allgemein als Wissen verstanden werden, welches sich durch 
formale Wenn-Dann-Konstrukte mit mehreren Prämissen (Wenn) und definierten Re-
aktionen (Dann) ausdrücken lässt.24 
Zur effizienten Auswertung derartiger formaler Geschäftsregeln, welche auch als Pro-
duktionsregeln (Production Rules) oder als Schlussregeln (Inference Rules) bezeichnet 
werden, haben sich in der Informatik insbesondere Business Rule Engines (BRE) und 
Complex Event Processing (CEP) Rule Engines herausgebildet.25 Da im Wenn-Teil 
einer solchen Regel beliebige Soll-Ist-Vergleiche durchgeführt werden können, liegt es 
nahe, dass ein SCEM-System auf Basis einer Rule Engine effizient umgesetzt werden 
kann, indem Statusmeldungen aus Prozessen auf Basis hinterlegter Geschäftsregeln in 
Echtzeit in Ereignisse umgewandelt und damit vorgedachte Reaktionsmuster angesto-
ßen werden.26 Zudem erlaubt der Einsatz einer Rule Engine bei Verwendung eines mit 
allen Stakeholdern abgestimmten Glossars in Verbindung mit einer Domain Specific 
Language (DSL) die natürlichsprachliche Definition von Geschäftsregeln, welche auch 
Nicht-IT-Fachleute verstehen und nachvollziehen können.27 In diesem Zusammenhang 
stellen die technischen Berichte von HOLLOWAY (2009) und GUALTIERI ET AL. (2009) 
sehr gute Marktübersichten über kommerzielle und frei verfügbare BRE- und CEP-
Lösungen dar.28 
SCHEER/WERTH (2005) weisen darauf hin, dass Geschäftsregeln mit Kennzahlen bzw. 
mit Kennzahlensystemen gekoppelt werden können und dass auf dieser Basis „eine 
Soll-Ist-Analyse aller erfolgskritischen Kennzahlen selbst bei dynamisch eintretenden 
Veränderungen in Echtzeit möglich“ ist.29. Nach FRANCESCHINI ET AL. (2007), 
ARNOLD ET AL. (2008) und HOMPEL/HEIDENBLUT (2008) lassen sich Kennzahlen, 
Schlüsselkennzahlen und Kennzahlensysteme wie folgt beschreiben: Kennzahlen sind 
im „Controlling von Logistiksystemen […] verwendete Zahlen, die einen signifikanten 
Sachverhalt repräsentieren“, in komprimierter Form über Prozesse informieren und 
deren Kontrolle und Steuerung dienen.30 Dabei unterstützen Kennzahlen die Kontrolle 
durch die Beurteilung der Leistung eines Prozesses, die Steuerung durch die Identifi-
kation von Abweichungen und Problemen innerhalb eines Prozesses sowie die verein-
fachte Kommunikation der Leistungsergebnisse an interne und externe Stakeholder 
durch die zweckmäßige Verdichtung von Informationen für einen schnellen Über-
blick.31 Dabei werden besonders stark aggregierte Kennzahlen mit hoher Aussagekraft 
                                              
23 Vgl. Endl (2004), S. 17 
24 Vgl. Wunderlich (2006), S. 45; Browne (2009), S. 13 
25 Vgl. Holloway (2009), S. 5–6  
26 Vgl. Stork (2002), S. 57 
27 Vgl. Lempert et al. (2010), S. 238 
28 Vgl. Holloway (2009); Gualtieri et al. (2009) 
29 Vgl. Scheer/Werth (2005), S. 10–11  
30 Vgl. Hompel/Heidenblut (2008), S. 138 
31 Vgl. Franceschini et al. (2007), S. 10–11; Arnold et al. (2008), S. 397 
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als Schlüsselkennzahlen (Key Performance Indicators, KPIs) bezeichnet. Für die Ab-
leitung von KPIs werden zumeist anwendungsspezifische Kennzahlensysteme ver-
wendet, welche über mehrere Hierarchieebenen hinweg jeweils eine Reihe zusammen-
gehöriger Einzelkennzahlen derselben Hierarchieebene zu einer aussagekräftigeren 
Kennzahl auf einer höheren Hierarchieebene zusammenfassen.32 Vor diesem Hinter-
grund wird klar, dass Kennzahlen zur Ableitung von Soll-Werten für Geschäftsregeln 
herangezogen werden können. 
Abb. 3 fasst die in diesem Abschnitt diskutierten Konzepte zusammen und stellt an-
schaulich dar, wie Statusinformationen auf Basis von Geschäftsregeln und Kennzahlen 
unter Verwendung von Rule Engines in Ereignisse umgewandelt werden können. 
 
Abb. 3: Umwandlung von Statusinformationen in Ereignisse auf Basis von Geschäftsregeln und 
Kennzahlen unter Verwendung von Rule Engines33 
4 Darstellung eines strukturierten Vorgehensmodells für die Entwicklung und 
Einführung eines SCEM-Systems 
4.1 Übersicht 
Die Einführung eines SCEM-Systems sollte sich an einer strukturierten Vorgehens-
weise orientieren, um am Ende zu dem gewünschten Ergebnis zu führen. Da sich ein 
Smart Object-basiertes SCEM-System zielführend und effizient auf der Basis sinnvol-
ler Kennzahlen und Geschäftsregeln umsetzen lässt (vgl. Kapitel 2), ist die hier vorge-
                                              
32 Vgl. Arnold et al. (2008), S. 399; Hompel/Heidenblut (2008), S. 139 
33 Eigene Darstellung unter Verwendung der Ereigniskategorien von Bensel et al. (2008), S. 12 
 Sensornetzbasiertes Supply Chain Event Management  291 
stellte Vorgehensweise insbesondere auf die Auswahl der am besten geeigneten Smart 
Object Technologie, auf die Ermittlung besonders aussagekräftiger Kennzahlen sowie 
auf die Ableitung zugehöriger Geschäftsregeln ausgelegt. Insgesamt gliedert sich das 
hier vorgestellte Vorgehensmodell in die in Abb. 4 dargestellten fünf Schritte, welche 
nachfolgend näher erläutert werden. 
 
Abb. 4: Strukturiertes Vorgehensmodell zur Entwicklung und Einführung eines SCEM-Systems auf 
Basis von Smart Object Technologien (SOT), Kennzahlen und Geschäftsregeln 
4.2 Ist-Prozess analysieren 
Um herauszufinden, wo Optimierungspunkte bestehen, muss zunächst eine detaillierte 
Ist-Prozess-Analyse durchgeführt werden. Zu diesem Zweck muss der fragliche Pro-
zess zunächst modelliert werden. Dabei empfiehlt es sich, die Modellierung auf unter-
schiedlichen Abstraktionsebenen unter Einsatz geeigneter Modellierungstechniken wie 
Wertschöpfungsdiagrammen und ereignisgesteuerten Prozessketten durchzuführen.34 
ausgehend vom Gesamtprozess sollten zugehörige Teilprozesse und schließlich Akti-
vitäten modelliert werden, bis ein geeigneter Detaillierungsgrad erreicht ist. Danach 
gilt es die maßgeblichen Größen zu ermitteln, welche auf einen Teilprozess und dessen 
Aktivitäten einwirken und somit die Prozessqualität bestimmen. Zu diesem Zweck 
empfiehlt sich die Durchführung eines so genannten Process-Mappings wie es bspw. 
in ALDINGER (2007) beschrieben wird: hierbei gilt es gewünschte Prozessziele zu er-
mitteln, die tatsächlichen Prozesseingänge (Inputs) und Prozessergebnisse (Outputs) 
zu dokumentieren und herauszufinden, welche Einflussfaktoren (Meilensteine, Stör-
größen, Vorgaben) auf den Prozess in welchem Maße einwirken.35 
                                              
34 Vgl. Seidlmeier (2010), S. 21–24  
35 Vgl. Aldinger (2007) 
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4.3 Schwachstellen identifizieren 
Die Identifikation existierender Schwachstellen sollte, wie bspw. in BAKER (2002) und 
PARMENTER (2010) beschrieben, mit der Ableitung der kritischen Erfolgsfaktoren 
(KEF) aus den in der Ist-Prozess-Analyse identifizierten Einflussfaktoren beginnen, da 
diese erste Anhaltspunkte für mögliche Schwachstellen und zu optimierende Teilpro-
zesse liefern. Danach gilt es, Kennzahlen zur Messung der KEF abzuleiten, Soll-Werte 
und Toleranzbereiche für die Kennzahlen zu definieren und diese Kennzahlen zu we-
nigen relevanten Key Performance Indicators (KPIs) zu verdichten.36 
4.4 SOT-basierten Soll-Prozess definieren 
Um einen auf einer Smart Object Technologie (SOT) basierenden Soll-Prozess defi-
nieren zu können, gilt es zunächst, die durch die SOT zu überwachenden logistischen 
Bezugsobjekte (bspw. Assets) auszuwählen. Sind diese bekannt, dann wird vor dem 
Hintergrund der technischen Machbarkeit die Liste aller verfügbaren SOT auf eine 
Auswahl geeigneter SOT eingeschränkt. Im Anschluss wird der erzielbare Zusatznut-
zen der einsetzbaren SOT mit dem Ziel bestimmt, die SOT mit dem größtem Zusatz-
nutzen auszuwählen. Weiterhin gilt es zu dokumentieren, welche weiteren Informati-
onsquellen neben der gewählten SOT für das SCEM herangezogen werden können 
(bspw. existierende Datenbanken und Anwendungen in einem Unternehmen). 
Mit dem Wissen über die verfügbaren Informationsquellen und den in der Ist-Analyse 
ermittelten Einflussfaktoren (Meilensteine, Störgrößen, Vorgaben) können dann die 
Ereignisse abgeleitet werden, welche durch das SCEM theoretisch erkannt und gemel-
det werden könnten. Analog zu der Verdichtung von einer Vielzahl von Kennzahlen 
zu wenigen Aussagekräftigen KPIs sollten jedoch im Anschluss die gefundenen Ereig-
nisse hinsichtlich ihrer Auswirkungen auf Folgeprozesse bewertet und priorisiert wer-
den. An dieser Stelle können dann Regeln zur Umwandlung von Statusinformationen 
in Ereignisse abgeleitet sowie Reaktionen und Maßnahmen zur Ereignisbehandlung 
festgelegt werden. 
Steht die Menge an Ereignissen, die durch das SCEM erkannt werden sollen, fest, so 
gilt es festzulegen, an welchen Punkten im Prozess die SOT wann und wie oft Mes-
sungen durchführen und Statusinformationen übermitteln soll. Auf dieser Basis lässt 
sich dann der Soll-Prozess analog zu dem Ist-Prozess auf unterschiedlichen Detaillie-
rungsebenen modellieren. 
Auf Grundlage des Soll-Prozesses können dann die Anforderungen an das benötigte 
IT-System ermittelt werden. Darauf aufbauend können dann die Systemarchitektur des 
benötigten IT-Systems sowie ein Konzept für die Integration in die bestehende IT-
Landschaft entworfen werden. 
Zuletzt sollte eine Kosten-Nutzen-Analyse durchgeführt werden, um zu entscheiden, 
ob sich die Einführung eines SOT-basierten SCEM lohnt. 
                                              
36 Vgl. Baker (2002); Parmenter (2010) 
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4.5 Entwicklung des benötigten SOT-basierten SCEM-Systems 
Die tatsächliche Systementwicklung beginnt mit der Implementierung der Systemar-
chitektur des benötigten IT-Systems. Ziel ist es, die gewählte SOT an die bestehende 
IT-Landschaft anzubinden, die zu erkennenden Ereignisse und Geschäftsregeln infor-
mationstechnisch abzubilden und ggf. weitere notwendige Software zu entwickeln. An 
dieser Stelle sollte eine Integrationsplattform für unterschiedliche SOT zum Einsatz 
kommen, wie sie von LEMPERT/PFLAUM (2011) beschrieben wird.37 Während der Ent-
wicklung sollten Prototypen und Pilotsysteme erstellt und vorgeführt werden, um am 
Ende das gewünschte Resultat vorlegen zu können. Nach erfolgreichem Systemtest, 
der Übergabe des Systems und einem erfolgreichen Abnahmetest ist die Entwick-
lungsphase beendet. 
4.6 Einführung und Inbetriebnahme des SOT-basierten SCEM-Systems 
Abschließend gilt es das SOT-basierte SCEM-System in der geplanten Zielumgebung 
zu installieren und in Betrieb zu nehmen. Spätestens zu diesem Zeitpunkt sollten alle 
beteiligten Stakeholder im Umgang mit dem System geschult werden. 
5 Bisher erreichte Ergebnisse bei der Entwicklung und Einführung eines 
sensornetzbasierten SCEM-Systems zur Optimierung des innerbetrieblichen 
Asset Management Prozesses für Mess- und Prüfgeräte am Fraunhofer IIS 
5.1 Einleitung 
Die Entwicklung und Einführung des sensornetzbasierten SCEM-Systems zur Opti-
mierung des innerbetrieblichen Asset Management Prozesses für Mess- und Prüfgeräte 
am Fraunhofer IIS orientiert sich an den Empfehlungen zur technischen Umsetzung 
aus Abschnitt 3 und an der Vorgehensweise zur Einführung und Entwicklung eines 
derartigen Systems aus Abschnitt 4. Jedoch werden an dieser Stelle aus Platzgründen 
lediglich die wichtigsten bisher erreichten Ergebnisse verkürzt wiedergegeben. 
5.2 Schwachstellen im Ist-Prozess und zugehörige Kennzahlen 
Im Zuge der Identifikation von Schwachstellen im Ist-Prozess wurden kritischer Er-
folgsfaktoren (KEF) des innerbetrieblichen Asset Management Prozesses identifiziert, 
zugehörige Kennzahlen zur Messung der KEF abgeleitet und zu wenigen aussagekräf-
tigen Key Performance Indicators (KPIs) verdichtet. Eine Auswahl der gefundenen 
KEF und der zugehörigen KPIs ist in Tab. 1 aufgeführt. 
                                              
37 Vgl. Lempert/Pflaum (2011) 
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Kritischer Erfolgsfaktor Key Performance Indicator 
Schnelle Benutzbarkeit von Messgeräten Mittlere Zeit bis zur Gerätenutzung 
Reduktion überflüssiger Lagerbestände Mittlere Zeit zwischen zwei Nutzungen (Time 
Between Use) 
Verwaltungsaufwand für Messgeräte Durchschnittliche Inventurzeit eines Messgerätes 
pro Messauftrag 
Tab. 1: Auswahl kritischer Erfolgsfaktoren des innerbetrieblichen Asset Management Prozesses für 
Mess- und Prüfgeräte und zugehörige Key Performance Indicators38 
5.3 Erfassung von Mess- und Prüfgeräten durch Sensorknoten 
 
Abb. 5: Messgerät, welches im Rahmen des Supply Chain Event Managements für das innerbetriebli-
che Asset Management durch einen s-net Sensorknoten des Fraunhofer IIS überwacht wird 
Im Rahmen der Definition des SOT-basierten Soll-Prozesses wurden unterschiedliche 
Smart Object Technologien wie RFID, RTLS und WSN hinsichtlich ihrer technischen 
Eignung und des erzielbaren Zusatznutzens bewertet. Dabei wurden Sensorknoten, 
welche über eine Ortungsfunktion verfügen, vor dem Hintergrund folgender erzielba-
rer Nutzenpotenziale am höchsten bewertet: 
− Einsparungen durch die Vermeidung von Suchprozessen 
− Erkennen von Beschädigungen 
− Reduzierung von Out-of-Stock-Situationen 
− Reduzierung des Anlagenbestandes 
− Höhere Effizienz bei Inventurprozessen 
− Reduktion von Verlusten durch Verstapelung und Diebstahl 
Da Sensorknoten batteriebetrieben sind, würde ein häufiger Batteriewechsel bei einer 
Vielzahl von Geräten schnell die Wirtschaftlichkeit einer sensornetzbasierten Lösung 
in Frage stellen. In der Folge wurden die vom Fraunhofer IIS entwickelten besonders 
                                              
38 Details, weitere KEF, zugehörige Kennzahlen und KPIs können in Förder (2010), S. 56–74  nachge-
lesen werden 
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energieeffizienten s-net Sensorknoten für die Erfassung der Ist-Zustände ausgewählt 
(vgl. Abb. 5).39 
5.4 Implementierung des SCEM-Systems auf Basis der Integrations- und 
Anwendungsplattform für unterschiedliche Smart Object Technologien 
Die Umsetzung des SCEM-Systems erfolgt auf Basis einer am Fraunhofer IIS entwi-
ckelten Integrations- und Anwendungsplattform für unterschiedliche Smart Object 
Technologien, deren abstrakte Systemarchitektur in LEMPERT/PFLAUM (2011) nachge-
lesen werden kann.40 Das SCEM wird dabei auf Basis der Event Management Services 
der Plattform realisiert, wobei in der konkreten Implementierung JBoss Drools Expert 
als Business Rule Engine und JBoss Drools Fusion als Complex Event Processing 
Rule Engine zum Einsatz kommen.41 Weiterhin stellt die Plattform grundlegende Asset 
Management Services zur Verfügung auf dessen Basis eine umfangreichere Asset Ma-
nagement Anwendung entwickelt wurde (vgl. Abb. 6 bis Abb. 8).42 
 
Abb. 6: Übersicht über die unterschiedlichen Funktionen des entwickelten Asset Management Systems  
                                              
39 Vgl. Fraunhofer IIS (2010) 
40 Vgl. Lempert/Pflaum (2011) 
41 Vgl. Lempert/Pflaum (2011), S. 5–6; Bali (2009), S. 14 
42 Vgl. Lempert/Pflaum (2011), S. 6 
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Abb. 7: Darstellung der letzten bekannten Position eines Assets 
 
Abb. 8: Darstellung des Temperaturverlaufs eines Assets 
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6 Zusammenfassung und Ausblick 
6.1 Zusammenfassung des Beitrags und der Ergebnisse 
In dem vorliegenden Beitrag wurde zunächst motiviert, dass sich intransparente und 
manuell ablaufende Asset Management Prozesse negativ auf nachfolgende Wertschöp-
fungsaktivitäten auswirken können. Weiterhin wurde aufgezeigt, dass sich das Supply 
Chain Event Management diesem Problem annimmt, indem es zu Prozesstransparenz 
führt und hilft, negative Auswirkungen auf nachfolgende Wertschöpfungsaktivitäten 
frühzeitig zu erkennen. Vor diesem Hintergrund wurde untersucht, wie sich das inner-
betriebliche Asset Management am Fraunhofer IIS durch den Einsatz eines sensor-
netzbasierten Supply Chain Event Managements optimieren lässt. Zu diesem Zweck 
wurden Empfehlungen für die informationstechnische Umsetzung eines SCEM-
Systems erarbeitet. Weiterhin wurde ein strukturiertes Vorgehensmodell für die Ent-
wicklung und Einführung eines SCEM-Systems vorgestellt. Zudem wurden die bisher 
erreichten Ergebnisse bei der Entwicklung und Einführung eines sensornetzbasierten 
SCEM-Systems zur Optimierung des innerbetrieblichen Asset Management Prozesses 
für Mess- und Prüfgeräte am Fraunhofer IIS aufgezeigt. 
6.2 Ausblick auf zukünftige Entwicklungen 
Bisher werden noch nicht alle identifizierten KPIs, Ereignisse und Geschäftsregeln 
über das realisierte SCEM-System abgebildet. So gibt es am Fraunhofer IIS zusätzli-
che Datenbanken und Informationssysteme, welche neben den bereits angebundenen 
Sensorknoten als zusätzliche Informationsquellen für das SCEM dienen könnten. Zu-
künftige Ausbaustufen des SCEM-Systems werden entsprechend erweitert. Des Weite-
ren wird die darauf aufbauende Asset Management Anwendung gleichermaßen erwei-
tert. So wird sich in einer zukünftigen Ausbaustufe der Asset Management Anwen-
dung beispielsweise ein Dashboard zur Visualisierung der KPIs finden. 
6.3 Forschungshintergrund und Danksagung 
Die vorliegende Arbeit wurde am Zentrum für Intelligente Objekte ZIO erstellt und 
durch das Bayrische Staatsministerium für Wirtschaft, Infrastruktur, Verkehr und 
Technologie gefördert. 
Für die Förderung der Forschungsaktivitäten am ZIO sei an dieser Stelle herzlich ge-
dankt. Unser Dank gilt außerdem den im ZIO engagierten Firmen für die Unterstüt-
zung der Arbeiten. 
Zuletzt sei Herrn Sebastian Förder für die Anfertigung seiner hervorragenden Diplom-
arbeit gedankt, in welcher viele Grundlagen für den vorliegenden Beitrag erarbeitet 
wurden.43 
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