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IP: Protocolo de Internet. Protocolo de capa de red en el stack TCP/IP que brinda 
un servicio de internetworking sin conexión 
 
IPv6: Protocolo de capa de red para trabajos de Internet conmutados por paquetes. 
Sucesor de IPv4 para uso general en Internet. 
 
Gateways: Dispositivo de una red que sirve como punto de acceso a otra red, 
gateway predeterminado. 
 
Loopback: 127.0.0.1 es una dirección IP disponible en todos los dispositivos para 
ver si la tarjeta NIC de ese dispositivo funciona. Si se envía algo a 127.0.0.1, hace 
un loop back en sí misma y por consiguiente envía los datos a la NIC de ese 
dispositivo. 
 
WAN: Red de comunicación de datos que sirve a los usuarios dentro de un área 
geográficamente extensa y a menudo usa dispositivos de transmisión  
 
LAN: Red local, o a un grupo de redes locales interconectadas, que están bajo el 



























Este documento se describen 2 escenarios, en el primer escenario, se describe el 
proceso de configuración de una red implementado los protocolo BGP, donde está 
conectando cuatro dispositivos router, para realizar una demostración de una 
correcta configuración, viendo y realizando una correcta configuración de una forma 
específica, así se ve como está configurado el loopback, y su debido funcionamiento 
en el enrutamiento de las direcciones IP. En el segundo escenario se describe el 
proceso de configuración donde hay varios departamentos conectados al mismo 
switch, en cada red se configura direccionamiento con distintas VLAN, lo que se 
quiere en este caso es verificar la conectividad entre todos. 
 






This document describes 2 scenarios, in the first scenario, the process of configuring 
a network is described, implementing the BGP protocols, where you are connecting 
four router devices, to demonstrate correct configuration, viewing and performing 
correct configuration of a specifically, this is how the loopback is configured, and its 
proper operation in the routing of IP addresses. In the second scenario the 
configuration process is described where there are several departments connected 
to the same switch, addressing with different VLANs is configured in each network, 
what is wanted in this case is to verify the connectivity between all. 
 





















El siguiente trabajo tiene como objetivo mostrar y describir las configuraciones 
aplicada y que hace parte de las habilidades practicas finales del Diplomado CCNP, 
en donde se desarrollará 2 escenarios. 
 
 El primer escenario, haciendo enrutamientos de comunicación para dar las rutas 
de conexiones correctas entre estos dispositivos Router mediante el protocolo BGP.  
 
El segundo escenario se hace una conexión entre  varias redes de una misma 






































    Figura 1. Diagrama Topología Primer Escenario 













Información para configuración de los Routers 
 



















Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
 
Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 

























Creación de las interfaces loopback en los router R1, R2, R3 Y R4 con los 
comandos a continuación: 
AS1(config)#interface loopback 0 
AS1(config-if)#ip address 1.1.1.1 255.0.0.0 
 







Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 




1. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 
y R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. 
Codifique los ID para los routers BGP como 22.22.22.22 para R1 y como 
33.33.33.33 para R2. Presente el paso a con los comandos utilizados y la 
salida del comando show ip route. 
 
AS1(config)#router bgp 11 
AS1(config-router)#network 1.0.0.0 mask 255.0.0.0 
AS1(config-router)#network 11.1.0.0 mask 255.255.0.0 
AS1(config-router)#network 192.1.12.0 mask 255.255.255.0 
AS1(config-router)#exit 
AS1(config)#router bgp 11 
AS1(config-router)#neighbor 192.1.12.2 remote-as 22 
 
 





AS2(config)#router bgp 22 
AS2(config-router)#network 2.0.0.0 mask 255.0.0.0 
AS2(config-router)#network 12.1.0.0 mask 255.255.0.0 
AS2(config-router)#network 192.1.12.0 mask 255.255.255.0 




AS2(config)#router bgp 22 
AS2(config-router)#neighbor 192.1.12.1 remote-as 11 
AS2(config-router)#neighbor 192.1.23.2 remote-as 33 
 
2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 44.44.44.44. 








3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 33.33.33.33 
Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No 
anuncie la Loopback 0 en BGP. 
Anuncie la red Loopback de R4 en BGP. Presente el paso a con los 






AS4(config)#router bgp 44 
AS4(config-router)#network 4.0.0.0 mask 255.0.0.0 
AS4(config-router)#network 14.1.0.0 mask 255.255.0.0 
AS4(config-router)#network 192.1.34.0 mask 255.255.255.0 
AS4(config-router)#exit 
AS4(config)#router bgp 44 




Figura 5. Configuración Router 4   


















ESCENARIO 2  
 
Figura 6. Diagrama Topología Segundo Escenario 
 
 Configurar VTP 
 
1 Todos los switches se configurarán para usar VTP para las actualizaciones 
de VLAN. El switch SW-BB se configurará como el servidor. Los switches 
SW-AA y SW-CC se configurarán como clientes. Los switches estarán en el 







































2 Verifique las configuraciones mediante el comando show vtp status. 
 
A. Configurar DTP (Dynamic Trunking Protocol) 
 
3 Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. 
Debido a que el modo por defecto es dynamic auto, solo un lado del enlace 
debe configurarse como dynamic desirable. 
 



















5 Entre SW-AA y SW-BB configure un enlace "trunk" estático utilizando el 
comando switchport mode trunk en la interfaz F0/3 de SW-AA 
 




6 Verifique el enlace "trunk" el comando show interfaces trunk en SW-AA. 
 
Figura 13. Configuración Trunk 4 
 
 
7 Configure un enlace "trunk" permanente entre SW-BB y SW-CC. 
 









B. Agregar VLANs y asignar puertos. 
 
8 En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras 
(10), Personal (25), Planta (30) y Admon (99) 
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9 Verifique que las VLANs han sido agregadas correctamente. 
 






















10 Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con 
la siguiente tabla 











X = número de cada PC particular 
 
 
11 Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-CC 
y asígnelo a la VLAN 10. 
12 Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-BB y 
SW-CC. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con 
la tabla de arriba. 
C. Configurar las direcciones IP en los Switches. 
 






IP de los 
PCs 
MASCARA GATEWAY 
PC-0 VLAN 10 10 190.108.10.2  255.255.255.255 190.108.10.1 
PC-1 VLAN 25 10 190.108.20.2 255.255.255.255 190.108.10.1 








Interfaz VLAN Direcciones IP de los PCs 
F0/10 VLAN 10 190.108.10.X / 24 
F0/15 VLAN 25 190.108.20.X /24 
F0/20 VLAN 30 190.108.30.X /24 
 
23  






IP de los 
PCs 
MASCARA GATEWAY 
PC-3 VLAN 10 10 190.108.10.3 255.255.255.255 190.108.10.1 
PC-4 VLAN 25 10 190.108.20.3 255.255.255.255 190.108.10.1 
PC-8 VLAN 30 10 190.108.30.3 255.255.255.255 190.108.10.1 
 
 






IP de los 
PCs 
MASCARA GATEWAY 
PC-0 VLAN 10 10 190.108.10.4 255.255.255.255 190.108.10.1 
PC-1 VLAN 25 10 190.108.20.4 255.255.255.255 190.108.10.1 
PC-2 VLAN 30 10 190.108.30.4 255.255.255.255 190.108.10.1 
 
13 En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de 
direccionamiento y active la interfaz. 
 
Tabla 9. Direccionamiento IP 4 
 
 
quipo Interfaz Dirección IP Máscara 
SW-AA VLAN 99 190.108.99.1 255.255.255.0 
SW-BB VLAN 99 190.108.99.2 255.255.255.0 





D. Verificar la conectividad Extremo a Extremo 
 
14 Ejecute un Ping desde cada PC a los demás.  
 




















15 Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo 
o no tuvo éxito. 
los computadores solo responden a ping siempre y cuando esten en la misma vlan 
debido al direccionamiento 
 
16 Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo 
o no tuvo éxito. 
Entre los Sw los ping responden debido a que todos están dentro del segmento 















- Se identifico durante el seminario CCNP y sobre los dos escenarios 
propuestos, la identificación de diferente manejo de dispositivos de 
comunicación, ejecutando diferentes labores tales como conexiones entre 
redes y estos mismos, también el desempeño y el posible troubleshooting a 
nivel de dispositivos de redes de mediano a gran tamaño, nos da una 
orientación hacia el conocimiento y la implementación de infraestructura del 
fabricante CISCO. 
 
- Configuración a nivel de redes enrutadas y escalables, también para redes 
simples, se toman unos fundamentos de configuración en enrutamiento para 
protocolos IPV 4, enfocados en una revisión total de todos los protocolos, 
abriendo una explorarais a las redes de las empresas y hogares, enfocados 
siempre en tratar de ver la mejor manera y más optima de ejecutar estas 
actividades. 
 
- Sobre el primer escenario, se realiza enrutamiento dando paso a la 
comunicación entre cuatro dispositivos para dar una comunicación entre 
estos dispositivos, ya con esto tener como explicar el uso de los 
enrutamientos para proporcionar conectividad ideal, adicional a esto se 
evidencian como funciona con las rutas 
 
- Sobre el segundo escenario, se realiza comunicación entre diferentes áreas 
de una empresa, haciendo una configuración con propagación y un método 
dando paso a la comunicación entre cuatro dispositivos para dar una 
comunicación entre estos dispositivos, ya con esto tener ver el correcto 
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