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Basado en el incremento del accionar delictivo en los centros religiosos de la 
ciudad de Santiago de Cali, más específicamente en el sur de la ciudad barrio 
prados del limonar, donde se  ha podido establecer la disminución en la 
asistencia a los centros religiosos por la sensación de una baja o mínima 
protección en los mismos ya que aún mantienen un régimen anticuado y/o 
precario de medidas de protección que no resultan viables para contrarrestar, 
disminuir  o minimizar la acción delincuencial se hace necesario realizar un 
estudio y difundirlos a las autoridades eclesiásticas del sector con el fin de 
buscar la actualización , modernización y  futura aplicación . 
 
 


















Partiendo de la necesidad básica de la humanidad en poder tener la sensación 
de seguridad integral, llámese personas o bienes, en este proceso lógico y 
sistemático la seguridad electrónica aporta con sus diferentes herramientas la 
oportunidad de aprovechar la tecnología existente. 
 
En esta área se puede encontrar lo disponible en el mercado pero lo importante 
es que la tecnología aplicada sea la efectiva para cada caso en particular en 
este caso las iglesias, sin dejar atrás el estudio concienzudo del análisis, 
identificación y evaluación de las diferentes amenazas, vulnerabilidades y 
riesgos que posee cada proyecto, es realizar el estudio sobre el contexto real. 
 
En donde es posible con estas herramientas desde una central de monitoreo 
realizar un seguimiento  exhaustivo a los centros religiosos antes mencionados 
con un procedimiento claro en los controles de acceso, equipos de 
comunicación, sistemas de alarma, circuitos cerrados de televisión y demás 
que por necesidad sean útiles para tratar de disuadir la delincuencia que se ha 
propagado en el sector, los cuales proporcionan un ambiente de seguridad 
interno y externo como garantía para la existencia y desarrollo de cualquier 
organización.1 
 
Determinar la efectividad de las herramientas de seguridad electrónica en los 
centros religiosos del sur de la ciudad como soporte cuando se presente algún 
siniestro dentro de los mismos, se realiza para poder establecer la periodicidad 
de estos y si se presentan deberá analizarse y describir  las debilidades y 
fortalezas generadas por la aplicación de las herramientas. 
 
 
Frente a las amenazas que enfrentan los centros religiosos  nace una filosofía 
integral en seguridad basada en un estudio de amenazas, vulnerabilidades y 
riesgos con el objetivo de diseñar e implementar un Sistema Integral en 
Seguridad Electrónico basado en las nuevas tecnologías existentes. 
 
Establecidos siempre en medidas de tipo preventivas y proactivas frente al 
incremento del accionar delictivo en la ciudad de Cali, tomando como pilar el 
servicio de seguridad integrado electrónico con el soporte, lineamientos y 




El desarrollo de sistemas y mecanismos electrónicos de seguridad avanza al 
ritmo de la tecnología los cuales se encuentran a disposición en el medio 
comercial que apoyan de manera eficaz la labor de seguridad ya que brinda 
confianza para la toma de decisiones para implementar nuevos procedimientos 
y mecanismos de control acertada para así tratar de minimizar los riesgos   
 
Además las condiciones de seguridad y situaciones que a diario se presentan 
no solo en las diferentes compañías empresariales sino en lo que nos 
concierne que es la seguridad en los centros religiosos requieren que el 
esfuerzo humano sea complementado con sistemas de control electrónico que 
además de reducir costos por disminución del dispositivo de seguridad si lo 
hubiese, demuestran y certifican hechos ocurridos al interior de las 
organizaciones  
 
Para iniciar hablando de seguridad electrónica primero debemos asumir con 
responsabilidad que es seguridad, ya que en el transcurso del tiempo se ha 
hablado infinitas veces de seguridad pero solo hasta ahora se está tratando 
que esta disciplina se estudie y practique como una ciencia. La seguridad debe 
ser el equivalente al bien protegido y al riesgo expuesto.2 
 
Encontramos en diferentes trabajos un sin número de conceptos de seguridad 
sin embargo la seguridad está enfocada, direccionada y dirigida  a la 
percepción de tranquilidad y confianza generada por una o varias personas por 
uno o varios sistemas y/o por uno o varios procesos para una persona  o una 
comunidad y/o uno o varios bienes llámese bien objeto material o servicio 
inmaterial cuyo uso produce satisfacción. 
 
Es así como de forma general encontramos que la seguridad es generada por 
el nivel de protección que se tiene  para evitar y reducir las posibles amenazas 
y administración de los riesgos, pero siempre esto ligado a una política de 
seguridad por parte de la gerencia o los altos cargos directivos de las 
empresas. 
 
Ya con este concepto general podemos asumir que seguridad electrónica es el 
uso de todas y/o cada una de las herramientas tecnológicas que por su función 
y por su uso son necesarias utilizar estos medios electrónicos tales como 
CCTV, control de acceso, control de puertas, monitorización de alarmas y 






Ahora bien al analizar la seguridad como una ciencia es necesario realizarla 
teniendo en cuenta los medios de incidencia de los comportamientos derivados 
y sus consecuencias, aplicando un proceso de acción reacción en la cual se 
despliega una cadena de hechos que nos direcciona a generar herramientas 
contemporáneas y adecuadas a la situación específica e individual de cada 
organización 
 
3. DESARROLLO DE LA INPLEMENTACION 
 
Basado en la tipología del delito y de la frecuencia como se comete en los 
centros religiosos no solo delitos contra el patrimonio sino todo tipo de violencia 
generados al interior de las mismas o a los alrededores por personas 
inescrupulosas quienes aprovechan la indefensión del lugar y las personas 
para perpetrar sus actos delictivos, tenemos como ejemplo en el mundo los 
siguientes de saber: 
En el Mundo. 
Febrero 26 2006. Michigan, Dos personas fueron asesinadas en la iglesia 
bautista de Michigan en donde una escena de celos llevo a un psicótico a 
asesinar a su ex novia y su acompañante después se suicidó. 
Octubre 6 2006. Estados Unidos, en el condado de Lancaster asesinas a 5 
jóvenes después de salir de la eucaristía. 
Agosto 2007. Rusia, Un psicópata ingreso al recinto y asesino a 3 personas y 
se suicido. 
Enero 2010. Florida Estados Unidos, fueron asesinados cuatro jóvenes quienes 
salían de celebrar la eucaristía. 
Julio 2010. Dos atentado marcaron dos iglesias Sirias en Mosul dejando al 
menos 40 heridos. La ciudad iraquesa se encuentra a 350 kilómetros al norte 
de Bagdad esto sucede en medio de fuertes enfrentamientos en Iraq. 
 
Una bomba explosiono cerca de la iglesia de la anunciación, en el norte de la 
ciudad. En el centro explosiono también un coche bomba cerca de la iglesia 
sira de la Pureza y próxima a una escuela cristiana. Ambas bombas dejaron un 
saldo de unos 40 heridos, según los medios médicos de Mosul. Y entre los 






Agosto 2009, señala el comunicado-- tuvo lugar una brutal agresión contra la 
Parroquia de Nuestra Señora de la Anunciación en Armenia. Un desconocido 
se introdujo en el templo durante la noche, forzó la puerta del Sagrario y arrojó 
al suelo el sagrario, el copón y las hostias consagradas". (ZENIT.org).-  
  
"No se ha tratado de un robo motivado por el valor económico de los vasos 
sagrados --puntualiza el obispo de Armenia--, pues el asaltante no se llevó 
ningún objeto de valor de la parroquia. El asalto ha tenido como fin únicamente 
herir los sentimientos de los fieles atacando el misterio central de la fe cristiana, 
la Eucaristía, presencia de Dios entre nosotros y prolongación del misterio de la 
redención del hombre".    
   
Invita también a las autoridades, a los representantes y cargos electos, a los 
medios de comunicación, a las asociaciones cívicas y a toda la sociedad del 
Quindío "a expresar sin ambages su repulsa por estos hechos que constituyen 
una violación gravísima de los derechos de los ciudadanos, una ofensa a las 
creencias y principios de los fieles católicos, creencias arraigadas 
profundamente en la cultura de nuestro pueblo hace mucho tiempo".  
   
Asimismo invita a las autoridades y a los representantes de la sociedad civil "a 
no minusvalorar estas agresiones contra los sentimientos y la fe de los 
católicos, pues cuando un pueblo pisotea los derechos más sagrados de las 
personas, el derecho a expresar libremente su fe y sus convicciones más 
íntimas, toda la sociedad se halla en peligro. Cuando los derechos de Dios son 
pisoteados impunemente, los derechos del hombre corren peligro".  
   
El prelado recuerda que, según la legislación eclesiástica (Código de Derecho 
Canónico, canon 1367), "el autor de esta profanación, por el mero hecho de 
haber realizado esta acción está excomulgado, buscando con esto no tanto 
castigarlo sino su arrepentimiento. Es una ocasión para que el delincuente 
considere la gravedad de su falta. Esta excomunión sólo podrá  ser levantada 
por el Santo Padre". 
La diócesis de Santa Rosa de osos en Colombia dio a conocer hoy un 
comunicado en el que repudio el atentado ocurrido esta madrugada 
cuando un artefacto exploto en la fachada de la casa del obispo de 







Al respecto, los sacerdotes de la diócesis señalan en un comunicado que 
"estos actos se consideran como un atentado directamente contra la Iglesia, 
quien ejerce su ministerialidad desde su misión profética que incluye el anuncio 
y la denuncia de la compleja situación que vive el país y de manera particular la 
Diócesis de Santa Rosa de Osos" 
 
Estos hechos, añaden, "hacen parte de los sufrimientos que la Iglesia tiene que 
asumir”como consecuencia de su compromiso con el Evangelio de la vida y 
con la instauración del Reino de Dios". 
 
Por ello, dicen, "los sacerdotes de la Diócesis de Santa Rosa de Osos 
lamentan y rechazan enérgicamente estas expresiones de violencia que de 
ninguna manera favorecen los esfuerzos que se hacen en favor de la paz, el 
respeto y el diálogo. Los sacerdotes de la Diócesis acompañan y se solidarizan 
con Monseñor Jairo Jaramillo Monsalve, Obispo diocesano". 
 
Finalmente los presbíteros "reiteran su compromiso con la vida y su vocación 
de servicio expresada en su trabajo pastoral. De igual manera, exhortan a la 
reconciliación y a la búsqueda de caminos para la consecución de la justicia, la 
paz y el respeto a la vida".  
Con base en la anterior información y los antecedentes que se registran es 
necesario implementar no solo la seguridad electrónica en los centros 
religiosos sino también realizarlo como un todo en seguridad integral en donde 
se tenga en cuenta la seguridad física e instalaciones , manejo de riesgos, 
monitoreo y control de alarmas .   
 
3.1 HERRAMIENTAS DE SEGURIDAD ELECTRONICA 
 
3.1.1 Control de Acceso: Ésta herramienta nos permite administrar el 
movimiento (Ingreso, egreso y presencia) de empleados y visitantes de 
acuerdo a los parámetros que se definan, ya que las iglesia poseen varían 
entradas y salidas es necesario antes que nada realizar un análisis perimetral 
del lugar como son parqueaderos, zonas verdes, vías de acceso, locación en la 
ciudad y cualquier lugar que haga parte de la iglesia ubicada en la cra 68 con 











Esta es la entrada principal externa de la iglesia en malla eslabonada 
totalmente abierta sin ninguna clase de herramienta disuasiva o preventiva que 
trate de minimizar las amenazas , sin servicio de vigilancia ,sin control de 
acceso para el ingreso con poca o nada visibilidad hacia los alrededores. Solo 
hay una malla continua desde la puerta y alrededor de la iglesia en la zona 
perimetral, este punto es el acceso principal de la iglesia para visitantes y 
personal administrativo. 
Amenazas: Poca visibilidad, Daños derivados de actos intencionales, daños a 
la integridad y/o propiedad y perdida por robo. Para poder prevenir y proteger, 
además de combinar el mismo sitio para la entrada de personas como de los 








Entrada actual a las instalaciones 
de la iglesia 
  
 
Para tal efecto solo será este lugar adecuado para el ingreso de los vehículos 
conservando de igual manera la flora del lugar y solicitando el aval de 
secretaria del medio ambiente y destinando los arboles a una distancia no 
menor a 6 metros el uno del otro. 
Se recomienda el uso de talanqueras o barras electromecánicas activadas ya 
sea por lectoras de proximidad tipo TAG adecuadas a los vehículos, tarjetas de 
proximidad tipo Carne asignadas a los conductores y por activación manual del 
vigilante en caso de ser requerido. 
Como la iglesia no posee contratación con terceros para la seguridad de las 
instalaciones sino a través de un personal propio esta talanquera servirá no 
solo para evitar el hurto de vehículos y elementos de los mismos sino para 
controlar el tiempo el cual utilizan los automóviles en el parqueadero y se 









3.1.2 Control de acceso a personas : Se podría identificar su concepto 
como la manera adecuada y útil para utilizar mediante dispositivos electrónicos 
para comprobación e identificación del paso de personas. 
 
Igualmente en la iglesia hay varios sitios por donde ingresan las personas para 
celebrar la eucaristía de acuerdo a eso no se podría colocar un control de 







Talanqueras para el 




                 
                  
Son 4 las entradas al recinto donde se realiza la eucaristía y por la cantidad de 
personas que ingresan al mismo tiempo no se realizar control de acceso para 
cada una pero si será necesario colocar un sistema de cámaras que estarán 
online con la empresa prestadora de este servicio. 
Para el control interno de las personas y de los sacerdotes es prudente de 
acuerdo al estilo de construcción de la iglesia utilizar varias cámaras  de 
seguridad ubicadas en el interior del techo del mismo que cubra todos y cada 
uno de los ángulos del recinto.   
Las cámaras IP son dispositivos autónomos que cuentan con un servidor web 
de video incorporado, lo que les permite transmitir su imagen a través de redes 
IP como redes LAN, WAN e INTERNET. Las cámaras IP permiten al usuario 
tener la cámara en una localización y ver el video en el tiempo real desde otro 
lugar a través de internet. 
Las cámaras IP tienen incorporado un ordenador, pequeño y especializado en 
ejecutar aplicaciones de red. Por lo tanto la cámara IP no necesita estar 
conectada a un PC para funcionar. Esta es una de las diferencias con las 
denominadas cámaras web. 
Las imágenes se pueden visualizar utilizando un navegador Web estándar y 
pueden almacenarse en cualquier disco duro. Tanto si necesita una solución de 
vigilancia IP para garantizar la seguridad de personas y lugares , como para 
supervisar propiedades e instalaciones de modo remoto o retransmitir eventos 









3.1.2  Control de acceso a casa cural. 
 
Las alarmas tempranas en el perímetro de la casa cural pueden además estar 
constituidas por medios animales que tienen gran capacidad de detección a 
través de sus signos vitales tan desarrollados como el oído y el olfato, los más 
comunes los perros también sirven de apoyo al sistema de alarma electrónico y 
de apoyo 
 
Como en la mayoría de las veces la casa cural donde habita el sacerdote de la 
iglesia y personas que están en el proceso de la arquidiócesis es necesario 
tener un sistema de control de acceso especial en donde se permitirá solo el 
acceso al sacerdote, de acuerdo a eso una identificación de biometría de 
tarjeta de proximidad seria la ideal por su rapidez ya que en la mayoría de los 
casos y en este en especial son personas que pasan de los 50 años de edad y 
los otros sistemas de autenticación son un poco complejos por la situación 





Como en la mayoría de las veces la casa cural donde habita el sacerdote de la 
iglesia y personas que están en el proceso de la arquidiócesis es necesario 
tener un sistema de control de acceso especial en donde se permitirá solo el 
acceso al sacerdote, de acuerdo a eso una identificación de biometría de 
tarjeta de proximidad seria la ideal por su rapidez ya que en la mayoría de los 
casos y en este en especial son personas que pasan de los 50 años de edad y 
los otros sistemas de autenticación son un poco complejos por la situación 
misma de los sacerdotes . 
El lector está compuesto por una antena, un transmisor y un decodificador, el 
cual envía señales periódicamente para ver si hay alguna etiqueta, 
normalmente estos dispositivos emplean frecuencias bajas obviamente si se 
emplea con una mayor frecuencia obtiene mayor distancia 
Con conocimiento previo que hay solo una entrada para el ingreso a la casa 
cural y siendo en este lugar donde se guardan los elementos de más valor 
como son los de las limosnas , las ofrendas , el pago por diferentes servicios y 
los elementos que están hechos de materiales costosos como oro y bronce , 
además de las obras de arte y el valor histórico de algunas piezas , además de 
la lectura de tarjetas de proximidad también es necesario la instalación de un 
sistema de alarmas integrado con la central de monitoreo y cámaras de 
seguridad. 
El personal que integra el grupo de apoyo y soporte de la casa cural deberá 
estar debidamente registrado a través de medios electrónicos que faciliten el 
control y sumado a esto el circuito cerrado de televisión como complemento 
para poder garantizar el cumplimiento de los procedimiento internos  de 
seguridad. 
3.1.3 CCTV 
La idea es que con los equipos que se encuentran en el mercado se pueda 
combinar la multiplexacion de 16 señales de video con grabación digital en 
disco duro que van desde los 120 hasta de 160 GB y con una amplia capacidad 
de expansión. Adicionalmente poseen 16 entradas de alarmas, zona digital, 
grabación de audio y dos salidas a monitor ( Spot y Multiscreen ) También 






Permiten definir cuatro grupos de cámaras con el fin de establecer cuatro 
videos grabadoras virtuales, cada cámara se puede asignar con cuatro 
programas diferentes y cada programa maneja hasta cuatro horarios. 
 
3.1.4 Sistemas de Alarma. 
 
Los sistemas de alarma son elementos de seguridad pasivos. Esto significa 
que no evitan una intrusión, pero sí son capaces de advertir de ella, cumpliendo 
así una función disuasoria frente a posibles intrusos. Son capaces además de 
reducir el tiempo de ejecución de la intrusión, minimizando las pérdidas 
La función principal de un sistema de alarma es advertir el allanamiento en una 
vivienda o inmueble. Los equipos de alarma pueden estar conectados con una 
Central Receptora, también llamada Central de Monitoreo, a través de teléfono, 
radio, celular o internet. Además cumplen una función disuasoria, activando 
una sirena que funciona a unos 90 db.  
Clima de Seguridad.- El tener instalada en el hogar u oficina, una alarma de 
alta tecnología, monitoreada por una compañía profesional, proporciona la 
tranquilidad de saber que el patrimonio está seguro. 
Disuasión Efectiva.- Los sistemas de alarma son altamente disuasivos, ya que 
el 99% de los ladrones prefieren robar lugares sin alarma. 
Cuidan Enfermos y Personas Mayores.- Una de las aplicaciones cada vez más 
populares de los sistemas de alarma son los llaveros o medallones 
inalámbricos. Estos llaveros cuentan con un botón que al presionarlo hace que 
el panel de alarma llame a uno o varios lugares predeterminados. 
Detección de Incendios.- Una aplicación importante de los sistemas de alarma 
es la detección inmediata de humo o fuego en la propiedad; el panel de alarma 
envía una señal especial a la Central de Monitoreo para que ésta dé aviso a las 
unidades de emergencia adecuadas. 
Automatización.- La mayoría de los sistemas de alarma cuentan con funciones 
de automatización que permiten controlar el encendido de luces, el control de 








3.2 ANALISIS RIESGOS EN LA IGLESIA CORPUS CRISTI 
















Medianamente Bajo 2 1 A 250
Bajo 1 251 A 500
501 A 750
751 A 1000





Importancia              = Función   x  Sustitución
Daños                      =Profundidad  x  Extensión
Muy Alto 5 Probabilidad             = Agresión  x   Vulnerabilidad
Alto 4
Medio 3 Característica del Riesgo x  PROBABILIDAD







SEGURIDAD EN LAS INSTALACIONES DE LA IGLESIA




















Impacto psicológico de la agreción dentro
de la organización y de su imagen. 3









RC    =  [ ( F x S ) + (P x E ) ] x ( A x V)VULNERABILIDAD
Probabilidad que se produzca un incidente
o daño 3
SE DETERMINAN LOS VALORES
AGRESIÓN







3.3. INDICADORES DE GESTION 
DIRECTRIZ OBJETIVO  INDICADOR META PERIODICIDAD  RESPONSABLE 
            
    




DE LOS MISMOS       




SE APLICO DE 
FORMA EFECTIVA 
LAS 




 NUMERO DE 
PRUEBAS A LOS 
EQUIPO / NUMERO DE 
DETECCIONES EN LOS 
EQUIPOS  90%  TRIMESTRAL 





         
LA PARROQUIA 
 







GENERADA    TRIMESTRAL   
       90%   
  EMPRESA 
SEGURIDAD 
    
 NUMERO DE 
DETECCION DE 
INTRUCIONES/ 
NUMERO DE HURTOS 
EVITADOS   MENSUAL 
  EMPRESA 
SEGURIDAD 
  ESTABLECER    90%     
  LA          
  PERIODICIDAD 
 NUMERO DE 
ALARMAS 
GENERADAS/NUMERO 
DE FALSAS ALARMAS  90%  MENSUAL 
  EMPRESA 
SEGURIDAD 











De acuerdo a los indicadores de gestión aplicados al trabajo realizado y a las 
herramientas como la tecnología  que son de uso común en la actualidad y que 
nos sirve para sobrevivir en este mundo lleno de cambios a diario, ya que es 
común asimilar el progreso material de una cultura avanzada y viceversa. 
Podemos concluir que la innovación, la investigación y la transformación 
cultural son el engranaje para el desarrollo de las diferentes tecnologías. 
 
El avance de la tecnología a nivel mundial podrá cambiar la sociedad en el 
siglo XXI. Corea del sur que en el 2006 tenia conectada el 72% a internet 
banda ancha, se prepara para convertir a los robots en miembros de la 
sociedad, de resultar el propósito , en el 2020 todos los hogares surcoreanos 
tendrán al menos un robot , encargado de transmitir los mensajes, enseñar 
otras lenguas a los niños y animarlos con bailes y cantos. 
 
De esta forma tan general tomamos un ejemplo de un país como corea del sur 
y podemos obtener una imagen futurista del manejo de la información y de la 
seguridad propiamente dicha, en donde Colombia por la misma situación de 
orden público debe estar o tratar de alcanzar unos topes mínimos de seguridad 
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