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Resumo 
 
Actualmente, as novas tecnologias e o aparecimento de equipamentos móveis cada vez 
mais compactos e mais potentes fazem com que a computação móvel seja uma área em 
expansão sobretudo em sectores que exijam mobilidade e uma elevada componente prática 
dos utilizadores. O sector da saúde, particularmente, o da enfermagem é caracterizado por 
essas mesmas exigências. Apesar desse facto, existe ainda um número reduzido de solu-
ções no mercado que sejam capazes de responder às necessidades e especificidades dos 
profissionais de enfermagem de uma forma simples, eficiente e segura tendo sido a consta-
tação e identificação dessa principal lacuna a origem deste projecto.  
Deste modo, pretende-se apresentar uma possível solução ao problema anterior através da 
elaboração de uma proposta de um produto que permita a gestão do trabalho de rotina rela-
cionado com o acompanhamento de pacientes realizado por profissionais de enfermagem 
(tanto do sector público, privado ou particular). 
Desta forma, os principais objectivos deste projecto são:  
• Obter uma prova de conceito capaz de validar o funcionamento da arquitectura 
proposta, a interoperabilidade das ferramentas de desenvolvimento escolhidas, e o 
potencial deste tipo de soluções no mercado actual; 
• Dar resposta às principais necessidades diárias dos profissionais de enfermagem 
dos diferentes sectores no exercício da sua actividade através da utilização conju-
gada de aplicações e equipamentos de diferentes tipos; 
x 
 
• Permitir a efectivação do trabalho definido por uma aplicação Desktop junto do 
próprio utente em tempo real e de uma forma simples, eficiente e segura através de 
uma aplicação disponibilizada num dispositivo móvel; 
• E obter uma solução adaptável e facilmente expansível (para efeitos de internacio-
nalização ou de reformulação de interfaces). 
 
 
 
Palavras-chave: Aplicação, Sistema, Sistemas de Informação, Software, Saúde, 
Enfermagem, Móvel, Mobilidade. 
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Abstract 
 
Nowadays, the emergence of new technologies and the appearance of mobile devices more 
compact and more powerful make mobile computing a growing area especially in sectors 
requiring high mobility and a practical component of the users. One of the sectors in which 
those requirements are most needed is health sector, more specifically, nursing activity. 
Thus, the objective of this project is to develop a first version of a product that allows the 
management of most of the work routine related with the monitoring of patients usually 
done by nurses, and perform their respective effectuation along each of the patients. 
This first version of the product is intended to work as a proof of concept to validate the 
operation and interoperability of the chosen development tools, and verify the potential of 
such solutions on the current market. 
 
 
 
Key-Words: Application, System, Information Systems, Software, Health, Nursing, Mobile, 
Mobility.
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1 Introdução 
Presentemente, o sector da saúde tem sido um dos que mais tem beneficiado com as novas 
tecnologias e a evolução da computação móvel devido ao número considerável de registos 
efectuados e à elevada mobilidade requerida aos profissionais de saúde para o exercício 
das suas funções. No entanto, o facto de existir ainda um número reduzido de soluções no 
mercado que sejam capazes de dar resposta às necessidades e especificidades dos profis-
sionais de enfermagem de uma forma simples, eficaz e segura foi o principal problema 
identificado que deu origem a este projecto. 
1.1 Objectivos 
Os principais objectivos deste projecto visam a elaboração de uma prova de conceito com-
posta por uma arquitectura própria e diversas aplicações de diferentes tipos direccionadas a 
equipamentos de natureza distinta (Desktop e móveis). A solução deverá possibilitar a ges-
tão do trabalho de rotina relacionado com o acompanhamento de pacientes realizado por 
profissionais de enfermagem tanto do sector público, privado ou particular. Para o efeito, o 
produto resultante deste projecto deverá permitir a validação do funcionamento da arqui-
tectura proposta, da interoperabilidade das ferramentas de desenvolvimento escolhidas, e 
do potencial deste tipo de soluções no mercado actual. Deverá, igualmente, dar resposta às 
principais necessidades diárias dos profissionais da área de enfermagem no exercício da 
sua actividade através da utilização conjugada de aplicações e equipamentos de diferentes 
tipos. Para o efeito, deverá possibilitar a efectivação do trabalho previamente definido por 
uma aplicação do tipo Desktop junto do próprio doente, em tempo real, através de uma 
aplicação de fácil utilização disponibilizada num dispositivo móvel. A solução proposta 
deverá ainda ser facilmente adaptável (para efeitos de internacionalização ou reformulação 
de interfaces) e escalável. 
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1.1 Estrutura do documento  
Este documento encontra-se organizado e estruturado em vários capítulos. Para além do 
capítulo actual de introdução poderão ainda ser encontrados capítulos referentes ao estado 
da arte, à metodologia utilizada, à arquitectura da solução, às tecnologias e ferramentas de 
apoio ao desenvolvimento, ao trabalho desenvolvido propriamente dito, aos testes, à con-
clusão, à bibliografia, aos apêndices e anexos. 
Neste capítulo de introdução para além dos objectivos é possível encontrar a estrutura do 
documento. Por sua vez, o capítulo do estado da arte aborda algumas das principais carac-
terísticas e particularidades actuais da área da saúde e da enfermagem, da informática e da 
computação móvel, e do modelo de negócio SaaS (Software as a Service). A metodologia 
utilizada para a concretização deste projecto composta pela identificação do problema, pelo 
processo de investigação e de desenvolvimento pode ser consultada no capítulo da metodo-
logia. No que diz respeito à arquitectura proposta esta é apresentada e descrita no capítulo 
designado por arquitectura da solução. O conjunto das tecnologias e ferramentas de apoio 
ao desenvolvimento escolhidas e que sustentam o produto resultante deste projecto 
(nomeadamente, a tipologia das aplicações, o dispositivo móvel, o sistema de gestão de 
bases de dados, o protocolo e a tecnologia de comunicação, a ferramenta de desenvolvi-
mento e os componentes visuais e de reporting utilizados) podem ser encontrados no capí-
tulo com o mesmo nome. O capítulo de trabalho desenvolvido contempla o levantamento e 
definição de requisitos, a especificação do modelo de dados, a interacção com o utilizador, 
o processo de desenvolvimento de software, o desenho de protótipos, os mecanismos de 
segurança adoptados e as opções tomadas ao longo da codificação da prova de conceito. 
Os testes relativos à validação do funcionamento do circuito principal da solução, da API 
de alto nível e das aplicações em diferentes browsers e dispositivos podem ser consultados 
no capítulo designado por testes realizados. Por sua vez, o capítulo da conclusão é compos-
to por uma síntese, pelos resultados obtidos e o trabalho que poderá ser realizado futura-
mente no seguimento deste projecto. Após a conclusão poderão ser consultadas as referên-
cias bibliográficas, os apêndices que suportaram o trabalho realizado e os anexos que, pela 
sua importância para a compreensão do trabalho desenvolvido, não poderiam ser omissos. 
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2 Estado da arte 
Com este capítulo pretende-se abordar e caracterizar as principais temáticas estudadas e os 
conceitos considerados relevantes para a contextualização e compreensão do trabalho 
desenvolvido uma vez que estes podem ser dúbios suscitando dúvidas. 
A própria definição do termo "Saúde" é ambígua podendo variar de cultura para cultura ou 
mesmo de pessoa para pessoa. No entanto, a OMS (Organização Mundial de Saúde) define 
saúde como um "estado de total bem-estar físico, mental e social, e não apenas a ausência 
de doença ou enfermidade" (Potter & Perry, 2006). Num estabelecimento que presta servi-
ços de saúde, cada paciente interage com um elevado número de profissionais que exercem 
diferentes funções com o objectivo de favorecer a sua evolução para um melhor estado de 
saúde (Potter & Perry, 2006). Prevê-se que, ao longo dos próximos anos, o sector da saúde 
venha a sofrer bastantes transformações sobretudo em diversos países de grandes dimen-
sões e/ou de elevada densidade populacional tais como a China, a Índia ou os EUA (Esta-
dos Unidos da América) com o objectivo de prestar cada vez mais e melhores cuidados de 
saúde a um custo mais reduzido (Adams, Archbold, Mounib, & New, 2007; Adams et al.; 
Aparajithan et al., 2008; Hew, 2006). Presentemente, o sistema de cuidados de saúde em 
vários países industrializados pode ser caracterizado por diferentes níveis de cuidados 
(Tabela 1). 
Tabela 1 - Níveis de cuidado e exemplo de serviços 
Fonte: Adaptado de (Potter & Perry, 2006) 
Sistema de saúde 
Nível de Cuidado Exemplos de serviços 
Cuidados de Prevenção 
Vacinas; 
Despistes (cancro, pressão arterial, entre outros); 
Informações acerca do controlo de situações de envenenamento; 
Aconselhamento sobre saúde (mental, entre outros); 
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Legislação comunitária (cintos de segurança, uso de capacetes, entre outros). 
Cuidados Primários 
Cuidados pré-natais; 
Cuidados neo-natais; 
Aconselhamento nutricional; 
Planeamento familiar. 
Cuidados Secundários 
(cuidados agudos) 
Cuidados de emergência; 
Cuidados médico-cirúrgicos a doentes agudos; 
Procedimentos radiológicos. 
Cuidados Terciários  
(cuidados especiais) 
Cuidados intensivos; 
Subagudos. 
Cuidados de Reabilitação 
Reabilitação cardiovascular e pulmonar; 
Medicina Desportiva; 
Cuidados Domiciliários. 
Cuidados Continuados 
Assistência diária; 
Cuidados de foro psiquiátrico e cuidados diários a pessoas idosas; 
Cuidados Paliativos. 
Naturalmente, são necessários numerosos profissionais de saúde para garantir o funciona-
mento dos serviços que compõe um sistema de saúde. Salienta-se que grande parte desses 
profissionais é de enfermagem. Enquanto os médicos identificam doenças e respectivos 
tratamentos, os membros do sector de enfermagem assumem um duplo papel: colaboram 
com os médicos para administrar os tratamentos prescritos e prestam cuidados de enferma-
gem (Phaneuf & Margot, 2001). Pela exigência e quantidade de trabalho normalmente atri-
buída a cada profissional de enfermagem torna-se importante a utilização de ferramentas 
que permitam reduzir possíveis actos de negligência. Segue-se uma breve listagem dos 
actos de negligência mais comuns entre os profissionais de enfermagem que já conduziram 
à abertura de processos legais (Potter & Perry, 2006): 
• Erros com medicamentos; 
• Erros com terapia intravenosa; 
• Queimaduras em pacientes (provocadas por equipamentos, banhos, salpicos de 
líquidos, e alimentos muito quentes); 
• Quedas; 
• Não observância de técnica asséptica quando exigido; 
• Erros nas contagens de tampões, instrumentos ou agulhas, na cirurgia; 
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• Não comunicar, ou comunicar de forma errada, informações ao colega do turno 
seguinte; 
• Não efectuar a monitorização adequada ao doente, 
• Não informar o médico de uma alteração significativa do estado do paciente.  
Tendo em conta a natureza sensível dos dados registados pelos profissionais de saúde no 
exercício da sua profissão, é compreensível o facto de alguns deles considerarem importan-
te ter na sua posse a base de dados com esses mesmos registos. 
O sector da saúde tem sido uma das principais preocupações em muitos países da CE 
(Comunidade Europeia) e de todo o mundo devido ao facto, principalmente, desta área ser 
de elevada importância na qualidade de vida das suas populações, envolver custos conside-
ráveis e de ser de difícil avaliação e gestão (Macedo & Macedo, 2005). Actualmente, em 
Portugal, existem várias instituições de saúde do sector público e privado que diferem na 
sua organização, na forma como os prestadores são pagos, como estas são financiadas, 
entre outros aspectos. No que diz respeito ao SNS (Serviço Nacional de Saúde) português, 
apesar deste ter atingido padrões de saúde reconhecidos a nível da CE, constituiu-se gra-
dualmente ao longo dos anos tornando-se bastante burocrático tanto a nível organizacional 
como de gestão o que se tem traduzido, actualmente, em baixos níveis de desempenho, 
eficácia, adaptabilidade e em gastos financeiros desnecessários. No entanto, existe já a 
preocupação de ser efectuada uma reestruturação deste sector com o objectivo de melhorar 
os cuidados prestados aos doentes, de agilizar e optimizar a administração e gestão das 
organizações, de modernizar as estuturas das mesmas e de responsabilizar lideranças. Estes 
são princípios consensualizados nas reformas dos países da OCDE (Organização de Coo-
peração e de Desenvolvimento Económico) e consagrados na Lei de Bases da Saúde de 
1990 que tardam, no entanto, em ser aplicados. Mais recentemente, a utilização e associa-
ção deste sector às novas tecnologias de informação e comunicação tem-se revelado uma 
mais-valia importante proporcionando ganhos de eficiência na administração e gestão das 
organizações, e melhorias na qualidade da prestação de cuidados (Macedo & Macedo, 
2005). De acordo com a importância da área da saúde foi criado em Portugal um pólo de 
competitividade de saúde designado por HCP (Health Cluster Portugal) que visa promo-
ver, nacional e internacionalmente, a investigação, concepção e comercialização de produ-
tos e serviços associados a esta área. Actualmente, existe já um elevado número de asso-
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ciados ao HCP (Figura 1) ("Health Cluster Portugal - From knowledge to market", 2011; , 
"Portugal Tecnológico 2010 ", 2010).  
 
Figura 1 - Principais associados do HCP 
Fonte: ("Health Cluster Portugal - From knowledge to market", 2011; , "Portugal Tecnológico 2010 ", 2010). 
2.1 A enfermagem 
A definição do conceito de enfermagem, das suas especialidades e da sua própria história 
da podem variar de país para país. De um modo mais genérico, a enfermagem é uma pro-
fissão exercida na área da saúde focada no atendimento de indivíduos, famílias, grupos e 
comunidades de todas as idades e etnias com o objectivos destes manterem, alcançarem ou 
recuperarem o seu estado de saúde e qualidade de vida desde a concepção até à morte. A 
enfermagem inclui ainda, entre outros aspectos, a divulgação e promoção da saúde, a ges-
tão de sistemas de saúde, o ensino, a prevenção de doenças, e os cuidados a pessoas com 
deficiência, pessoas doentes e em estado terminal. A enfermagem encara o indivíduo como 
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um todo com necessidades físicas, psicológicas, intelectuais, emocionais, sociais e espiri-
tuais. Os enfermeiros trabalham, normalmente, de forma independente mas fazem parte de 
uma equipa que visa avaliar, planear e implementar planos de cuidados. 
A formação dos enfermeiros pode divergir de acordo com o país em que estes se encon-
tram, mas a maioria envolve vários anos de estudo teórico e prático. Em praticamente todo 
o mundo, a autoridade para a prática de enfermagem é baseada num contrato social que 
determina os direitos e as responsabilidades dos profissionais de enfermagem, sendo a 
entrada e exercício desta profissão regulamentadas por lei. 
Historicamente, as guerras tiveram um papel significativo na evolução da enfermagem. A 
própria enfermagem moderna teve como principal precursora Florence Nightingale que foi 
enfermeira, escritora e analista de dados estatísticos. Florence era de origem inglesa nasceu 
a 12 de Maio de 1820 e foi pioneira da enfermagem moderna na época da Guerra da Cri-
meia. Esta guerra estendeu-se de 1853 a 1856, decorreu na península da Crimeia no sul da 
Rússia e nos Balcãs envolvendo de um lado o Império Russo e, do outro uma coligação 
designada por Aliança Anglo-Franco-Sarda formada pelo Reino Unido, a França, o Pie-
monte-Sardenha (na actual Itália) e o Império Turco-Otomano (actual Turquia) ("Florence 
Nightingale", 2011).  
Florence Nightingale teve um papel bastante significativo na melhoria da enfermagem e 
fez com que a esta se tornasse uma profissão respeitável. Em 1860, definiu as bases da 
enfermagem profissional com a fundação do seu próprio estabelecimento de ensino (uma 
escola de enfermagem no Hospital St. Thomas em Londres), tendo sido a primeira escola 
de enfermagem secular no mundo. Florence faleceu a 13 de Agosto de 1910. Actualmente, 
o Dia Internacional do Enfermeiro é comemorado em todo o mundo no dia 12 de Maio em 
sua honra ("Florence Nightingale", 2011). 
A nível nacional tem sido, praticamente, acompanhada a evolução da enfermagem a nível 
internacional desde o século XIX (século em que surgiu a enfermagem moderna). Essa 
evolução foi naturalmente marcada pelo próprio percurso político e socioeconómico de 
Portugal. Desta forma, segue-se uma breve perspectiva histórica dessa evolução (Tabela 2) 
("Ordem dos Enfermeiros - A Profissão", 2010).  
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Tabela 2 - Evolução histórica da enfermagem em Portugal 
Fonte: Adaptado de ("Ordem dos Enfermeiros - A Profissão", 2010) 
Datas Principais marcos relacionados com a evolução histórica da enfermagem em Portugal 
1860 
A enfermagem moderna surge com Florence Nightingale. Em Portugal, forma-se um 
grupo de indivíduos composto por pessoas (entre as quais algumas religiosas) que 
trabalhavam em hospitais e asilos.  
1880-1899 
Aparecem cursos específicos com o objectivo de formar enfermeiras (o primeiro foi criado 
nos Hospitais da Universidade de Coimbra, em 1881). 
1900-1909 
Falece um elevado número de enfermeiras devido ao surto de peste bubónica no Porto. As 
enfermeiras começam a ser reconhecidas pela sua dedicação com a atribuição de 
medalhas. É, igualmente, criada a Escola Profissional de Enfermeiros em Lisboa que 
definiu os deveres e direitos de vários funcionários (incluindo dos enfermeiros através da 
constituição legislada no regulamento geral dos serviços clínicos do Hospital Real de S. 
José e Anexos). Este regulamento incluía várias áreas de actuação tais como a área 
administrativa, a administração da terapêutica e os cuidados de higiene aos pacientes.  
1910-1919 
Surgem mais cursos de enfermagem e faz-se uma progressiva demarcação profissional. É 
também criada a Escola Profissional de enfermagem dos Hospitais Civis de Lisboa, o 
Curso Geral e o Curso Complementar de enfermagem de acordo com o Decreto nº4:563 de 
9 de Julho de 1918. A 10 de Maio de 1919 é, por sua vez, criada a Escola de Enfermagem 
dos Hospitais da Universidade de Coimbra segundo o Decreto-lei nº 5739. 
1920-1929 
Surgem as publicações "Arquivo do Enfermeiro" e "O Enfermeiro Português" destinadas a 
enfermeiros. 
1930-1939 
A Escola Profissional de Enfermagem é transformada em Escola de Enfermagem Artur 
Ravara (sendo trocadas as instalações do Hospital de São Lázaro pelas do Hospital dos 
Capuchos). É instituído um período trimestral de trabalho nocturno (conhecido pelo 
regime das "90 velas"). É, igualmente, fundado o Sindicato Profissional dos Enfermeiros 
da Região Sul e, posteriormente, o Sindicato Profissional dos Enfermeiros da Região 
Norte. Surgem reivindicações desse sindicato (que incidiam sobre os riscos para a 
integridade física dos enfermeiros decorrentes da falta de protecção e na elaboração de um 
código profissional de enfermagem integrado num código da saúde). Surgem as primeiras 
escolas de enfermagem em congregações religiosas (como a Escola de Enfermagem da 
Casa de Saúde da Boavista). Começam a ser formadas enfermeiras laicas (o curso da 
Escola de Enfermagem de São Vicente de Paulo tinha três anos de duração e foi o primeiro 
a dar essa formação). 
1940-1949 
É fundada a Escola Técnica de Lisboa (nas instalações do actual Instituto Português de 
Oncologia) com um semestre de pré-aprendizagem. Surgiram alguns cursos de 
aperfeiçoamento em áreas da enfermagem (como a psiquiatria, a puericultura e a saúde 
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É definido, pelo Decreto-lei nº 31.913 de 12 de Março de 1942, que a enfermagem só pode 
ser exercida por mulheres solteiras ou viúvas sem filhos. São criadas e reestruturadas 
escolas, ao abrigo do Decreto-lei nº36:219 de 10 de Abril de 1947, permitindo o apareci-
mento de cursos de pré-enfermagem e de enfermagem auxiliar. Torna-se proibido o 
exercício público da enfermagem por indivíduos que não tenham diploma. 
1950-1959 
Realiza-se a I Reunião Nacional dos Profissionais de Enfermagem e é efectuada uma nova 
reestruturação do ensino da enfermagem (que aprova o Regulamento das Escolas de 
Enfermagem). As escolas passam a ter autonomia técnica e administrativa. O curso geral 
de enfermagem passa a ter três anos. Segundo o Decreto-lei nº 39:143 de 2 de Maio de 
1953 é adoptado o Regulamento Sanitário Internacional pela legislação portuguesa (tendo 
sido este documento assinado dois anos antes pela OMS).  
O dia da enfermagem portuguesa começa a ser assinalado a dia 8 de Março (aniversário da 
morte de S. João de Deus, patrono da enfermagem). A "Revista da Enfermagem" é criada 
em Outubro de 1953. A Enf.ª Fernanda Alves Diniz foi nomeada Consultora Regional da 
OMS a nível Europeu.  
Nesta época, o número de diplomados não é elevado, apesar do número considerável de 
escolas que existia (¾ dos alunos preferiam desempenhar funções de auxiliares de 
enfermagem). É criada uma comissão de estudo para elaborar um programa de incentivo à 
prática de enfermagem, em 1955. Os principais motivos apontados para a falta de 
profissionais estariam relacionados com a pouca consideração social e os baixos salários.  
1960-1969 
Em 1962 é fundada a 1ª Direcção de Serviço de Enfermagem Hospitalar da Direcção-
Geral dos Hospitais, a cargo da Enf.ª Maria Fernanda Resende. Surge o 1º Curso de Espe-
cialização em Enfermagem de Reabilitação. 
Em 1963, com a Lei 2120 de 19 de Julho, as enfermeiras passam a ter o direito à reforma 
da prática assistencial e ao casamento.  
A 20 de Julho de 1965, é aprovado o Decreto 46:448 que conduziu a uma nova 
reestruturação do ensino de enfermagem onde participou a primeira bastonária da OE 
(Ordem dos Enfermeiros), a Enf.ª Mariana Diniz de Sousa.  
A 27 de Dezembro de 1967 surge o Decreto-lei 48:166 que levou à estruturação das carrei-
ras (surgindo as carreiras de enfermagem hospitalar, de saúde pública e a de ensino) com 
definição das respectivas remunerações e da carga horária semanal. 
É criada a associação portuguesa de enfermeiros, em 1968. 
1970-1979 
É legislada a Reforma dos Serviços de Saúde com o Decreto-lei 414/71 de 27 de Setembro 
e surgem os centros de saúde de 1ª geração (nos quais os enfermeiros passam a dedicar-se 
a actividades de promoção da saúde e de prevenção da doença). 
Realiza-se o I Congresso Nacional de Enfermagem, em 1973. Neste congresso foram 
defendidas questões como a defesa do estatuto profissional, e a integração do ensino da 
enfermagem no sistema educativo nacional e no ensino superior.  
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Surgem os primeiros debates relativos à possibilidade de criação de uma OE.  
É extinto o curso de auxiliares de enfermagem e assiste-se a uma valorização financeira e 
social dos profissionais de enfermagem.  
O SNS é criado em 1979, consagrando o direito à saúde como um bem universal e gratuito.  
1980-1989 
Surge o Decreto-lei 305/81 sobre o diploma da carreira de enfermagem que veio definir 
cinco categorias profissionais (entre as quais a de enfermeiro especialista) e uma carreira 
única para todos os enfermeiros.   
Nesta década surgiram três escolas pós-básicas que ministravam cursos de especialização 
em Lisboa, Porto e Coimbra, e iniciaram-se igualmente os primeiros cursos de equiparação 
a especialista. O II Congresso Nacional de Enfermagem decorre em Coimbra em 1981. 
Surge nova legislação destinada à carreira de enfermagem e ao melhoramento dos 
diplomas anteriores de acordo com o Decreto-lei nº 178/85 de 23 de Maio. O ensino da 
enfermagem foi integrado no sistema educativo nacional em 1988, segundo o Decreto-lei 
nº 480/88 de 23 de Dezembro. 
1990-1999 
As escolas superiores de enfermagem são integradas no ensino superior. 
O regime de trabalho normal dos enfermeiros passa a ser de 35 horas semanais (com opção 
de regime de horário acrescido de 42 horas semanais).  
O Decreto-Lei nº 437/91 de 8 de Novembro vem definir três áreas de actuação dos 
enfermeiros (prestação de cuidados, gestão e assessoria). Em 1996, é publicado o REPE 
(Regulamento do Exercício Profissional dos Enfermeiros) através do Decreto-lei nº 161/96 
de 4 de Setembro (que permitiu regulamentar a profissão, clarificar conceitos, 
intervenções, funções, e aspectos básicos dos direitos e deveres dos enfermeiros).  
A 21 de Abril de 1998, surge o Decreto-lei nº 104/98 que vem definir a criação da OE 
como uma associação profissional de direito público que promove a "regulamentação e 
disciplina da prática de enfermagem", sendo mais tarde publicados os estatutos da OE que 
consagram o código deontológico dos enfermeiros.  
2000-2009 
São criados padrões de qualidade em enfermagem e definidas as competências do enfer-
meiro de cuidados gerais.  
É aprovada a Lei 111/2009 de 16 de Setembro, que procedeu à primeira alteração ao Esta-
tuto da OE. 
Decorre a filiação da OE com várias organizações internacionais, como o ICN (Internatio-
nal Council of Nurses) ou o EFN (European Federation of Nurses). 
Ocorre uma reestruturação de todo o Ensino Superior em seguimento da assinatura da 
Declaração de Bolonha em 1999. 
Segundo a documentação disponibilizada pela OE, em 2010, existiam em Portugal 62566 
enfermeiros (entre os quais 50841 eram do sexo feminino e 11725 do sexo masculino). A 
grande maioria dos enfermeiros portugueses nesse ano (51903) exercia funções de enfer-
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meiro generalista, sendo apenas uma pequena parte (10673) enfermeiros especialistas. No 
que diz respeito à distribuição dos enfermeiros portugueses pelas diferentes faixas etárias, 
nesse mesmo ano, constatava-se que a maioria (14373 enfermeiros, em que 11660 eram do 
sexo feminino e 2713 do sexo masculino) se encontrava na faixa etária entre os 26 e os 30 
anos ("Ordem dos Enfermeiros - Dados Estatísticos 2000 - 2010", 2011). 
Actualmente, o acesso à profissão de enfermagem em Portugal é feito através do preen-
chimento de dois requisitos principais ("Ordem dos Enfermeiros - O Acesso", 2010):  
• A detenção do curso de licenciatura em enfermagem (de 4 anos e 240 créditos) 
concluído numa escola superior de enfermagem ou numa escola superior de saúde.  
• E a detenção de um registo criminal sem nenhuma sentença judicial. 
Em Portugal são diferenciadas as competências do enfermeiro e do enfermeiro especialista. 
O título de enfermeiro generalista reconhece competências científicas, técnicas e humanas 
para a prestação de cuidados de enfermagem gerais ao indivíduo, à família e à comunidade. 
Este título é atribuído ao membro, titular de cédula profissional provisória, que faça prova 
de aproveitamento no final de um período de exercício profissional tutelado ou que com-
prove exercício anterior efectivo da profissão por um prazo de duração mínima igual ao 
previsto nesse regime, nos termos previstos da lei. O título de enfermeiro especialista reco-
nhece competências científicas, técnicas e humanas para prestar, além de cuidados gerais, 
cuidados de enfermagem especializados em áreas específicas de enfermagem. Este título é 
atribuído ao detentor do título de enfermeiro, após ponderação dos processos formativos e 
de certificação de competências, numa área clínica de especialização, nos termos em que a 
especialidade vier a ser definida.  
2.1.1 O processo de enfermagem 
O processo de enfermagem permite organizar e prestar cuidados de enfermagem de que o 
paciente necessita sendo composto pelas etapas que se seguem (Figura 2) (Phaneuf & 
Margot, 2001; Potter & Perry, 2006): 
1) 1ª - Apreciação inicial ou colheita de dados; 
2) 2ª - Diagnóstico de enfermagem; 
3) 3ª - Planeamento ou planificação dos cuidados de enfermagem; 
4) 4ª - Implementação ou execução; 
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5) 5ª - Avaliação. 
Deste modo, trata-se de um processo contínuo e dinâmico (em que por vezes e por momen-
tos, as etapas se podem sobrepor) que permite ajustar cuidados à medida que se registam 
alterações às necessidades do paciente. 
 
Figura 2 - Processo de enfermagem 
 Fonte: Adaptado de (Potter & Perry, 2006) 
A utilização do processo de enfermagem promove cuidados de enfermagem individualiza-
dos e ajuda os profissionais de enfermagem a dar respostas às necessidades de cada pacien-
te de forma atempada, informada e consistente com o objectivo de melhorar ou manter o 
seu nível de saúde, e permite distinguir a prática médica da prática de enfermagem (Potter 
& Perry, 2006). 
A apreciação inicial ou colheita de dados consiste num processo organizado e sistemáti-
co de recolha de informação feita a partir de diversas fontes com o objectivo de identificar 
os problemas do paciente, conhecer melhor o indivíduo e os seus recursos pessoais, deter-
minar o grau de satisfação das suas diferentes necessidades e de auxiliar a planificação de 
actividades e de intervenções susceptíveis de o ajudar. A colheita de dados é um processo 
contínuo e dinâmico que deverá iniciar-se com a chegada do paciente a um serviço de saú-
de ou durante as primeiras horas da sua hospitalização (Phaneuf & Margot, 2001). Durante 
a apreciação inicial ou colheita de dados podem-se distinguir duas fases. A primeira fase 
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corresponde à colheita e confirmação dos dados da fonte primária (o próprio utente) e da 
fonte secundária (família, profissionais de saúde, etc.). A segunda fase requer uma análise 
e interpretação desses dados com o objectivo de formar uma base de dados sobre as neces-
sidades, os problemas de saúde, as reacções a esses problemas, entre outros aspectos diver-
sos relacionados com o utente e considerados relevantes (tais como práticas de saúde, esti-
lo de vida, etc.), e permite ainda preparar o diagnóstico de enfermagem. Durante esta etapa 
a recolha de dados objectivos (observações ou medições) e subjectivos (percepções que o 
paciente tem do seu próprio estado de saúde) deve ser rigorosa, relevante e adequada (Pot-
ter & Perry, 2006).  
O diagnóstico de enfermagem resume-se a um julgamento clínico sobre as reacções aos 
processos de vida ou problemas de saúde reais e/ou potenciais de um paciente, família ou 
comunidade. Os diagnósticos de enfermagem servem de base para escolher as intervenções 
de cuidados visando a obtenção de resultados de que os profissionais de enfermagem são 
responsáveis. O diagnóstico de enfermagem é distinto do diagnóstico médico não devendo 
ser confundidos. Seguem-se as principais diferenças entre esses dois tipos de diagnósticos 
(Tabela 3) (Phaneuf & Margot, 2001): 
Tabela 3 - Diferenças entre o diagnóstico de enfermagem e o diagnóstico médico. 
Diagnóstico de enfermagem Diagnóstico médico 
Centrado na pessoa. Centrado essencialmente na patologia. 
Visa a reacção do paciente face aos problemas de 
saúde e outras dificuldades a nível existencial ou de 
maturação. 
Visa identificar sinais e sintomas a fim de identi-
ficar o problema de saúde do paciente. 
Expõe um problema e uma causa. Exprime-se pelo nome da patologia. A causa 
raramente é indicada. 
Pode ter em conta problemas actuais e potenciais 
(com objectivo de os prevenir). 
Trata, geralmente, apenas de problemas existen-
tes.  
Pode mudar com a evolução da situação. Mantém-se frequentemente inalterado. 
Conduz os profissionais de enfermagem a acções 
autónomas. 
Conduz os profissionais de enfermagem a acções 
prescritas (de colaboração). 
Nesta fase pretende-se dar significado aos dados recolhidos e organizados durante a etapa 
anterior de apreciação inicial ou colheita de dados. É com base no diagnóstico de enferma-
gem que serão seleccionadas as intervenções de enfermagem adequadas para se atingir os 
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resultados pretendidos pelo utente. O diagnóstico de enfermagem foca-se na reacção real 
ou potencial do paciente a problemas de saúde ou processos patológicos reflectindo o seu 
nível de saúde. Deste modo, o diagnóstico de enfermagem não se encontra focado em 
eventos ou complicações fisiológicas. A identificação de diagnósticos de enfermagem con-
duz ao desenvolvimento de um plano individualizado de cuidados para que o utente e famí-
lia se possam adaptar a alterações resultantes de problemas de saúde. A formulação de 
diagnósticos requer que os profissionais de enfermagem utilizem o pensamento crítico, 
conhecimentos científicos e de enfermagem, e experiências anteriores (Potter & Perry, 
2006). A NANDA (North American Nursing Diagnosis Association) distingue vários tipos 
de diagnósticos de enfermagem entre os quais: 
• O diagnóstico de enfermagem real; 
• O diagnóstico de enfermagem potencial, 
• O diagnóstico de enfermagem de bem-estar. 
Um diagnóstico de enfermagem real descreve a reacção do indivíduo a condições de saúde 
ou a processos de vida que existem de facto numa pessoa, família ou comunidade. É 
apoiado por características definidoras que se agrupam em padrões de pistas ou ilações. 
Um diagnóstico de enfermagem potencial pode descrever as reacções de um indivíduo a 
condições de saúde ou processos de vida que se podem desenvolver no próprio, numa 
família ou numa comunidade. É apoiado por dados que referem a vulnerabilidade do utente 
(factores de ordem fisiológica, psicossocial, familiar, ambiental, relacionados com o estilo 
de vida, etc.). Por sua vez, um diagnóstico de enfermagem de bem-estar descreve reacções 
do indivíduo a níveis de bem-estar de um indivíduo ou família. Este tipo de diagnóstico é 
usado em casos em que o utente pretenda ou tenha atingido um nível de saúde óptimo (Pot-
ter & Perry, 2006).  
No vasto e complexo sistema de cuidados, a enfermagem constitui um subsistema essen-
cial. Com a evolução dos cuidados de saúde, a autonomia dos profissionais tem aumenta-
do, requerendo processos e planificações de cuidados de enfermagem estruturados e segu-
ros. A planificação dos cuidados de enfermagem permite conjugar as diferentes inter-
venções prestadas aos doentes, e suas famílias, sendo de extrema importância o registo 
completo e atempado de todas essas intervenções (Phaneuf & Margot, 2001). Desde modo, 
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o planeamento ou planificação de cuidados consiste em conceber e organizar uma estraté-
gia de cuidados bem definida, estabelecer um plano de acção, prever as etapas da sua reali-
zação, os gestos a realizar, os meios a disponibilizar e as precauções a tomar para uma cor-
recta execução de modo a prevenir uma dificuldade, eliminar a causa do problema ou 
diminui-lhe os efeitos e, consequentemente, melhorar a situação do paciente. Desta forma, 
a planificação é essencialmente voltada para a acção. O plano de cuidados comporta um ou 
mais diagnósticos de enfermagem para os quais é necessário fixar objectivos, planificar 
intervenções e prever uma avaliação. As intervenções representam qualquer acção que o 
profissional de enfermagem possa executar, incluindo qualquer atitude ou comportamento 
que adopte ou procure desenvolver com o paciente de modo a melhorar o seu estado de 
saúde (Phaneuf & Margot, 2001). O planeamento requer aos profissionais de enfermagem 
a utilização de ponderação na tomada de decisões e resoluções de problemas. Durante o 
planeamento devem, igualmente, ser estabelecidas prioridades, fixados objectivos, deter-
minados os resultados esperados e elaborado o plano de cuidados. Para o efeito podem ser 
consultados outros profissionais de saúde, literatura pertinente, entre outras fontes de 
informação.Durante o planeamento podem ser definidas vários tipos de intervenções entre 
as quais: 
• Intervenções iniciadas de forma autónoma por enfermeiros; 
• Intervenções de colaboração  
o Iniciadas de forma autónoma por médicos, 
o Iniciadas de forma autónoma por não médicos. 
As intervenções iniciadas de forma autónoma por enfermeiros correspondem a aquelas que 
o profissional de enfermagem dá início, de uma forma independente, para satisfazer os 
cuidados de saúde do utente. Este tipo de intervenção tem uma base científica e é executa-
da em benefício do utente numa forma prevista. Estas intervenções têm normalmente como 
base diagnósticos de enfermagem. Por sua vez, as intervenções de colaboração são terapêu-
ticas que requerem combinação de conhecimentos, competências e especialização de 
vários profissionais dos cuidados de saúde. As intervenções de colaboração iniciadas de 
forma autónoma por médicos baseiam-se num diagnóstico médico ao contrário das inter-
venções de colaboração que são iniciadas de forma autónoma por não médicos (Tabela 4). 
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Tabela 4 - Tipos e exemplos de intervenções 
Tipo de intervenção Exemplos de intervenções 
Intervenções iniciadas de forma autónoma por 
enfermeiros 
Actividades da vida diária; 
Educação para a saúde; 
Aconselhamento. 
Intervenções de colaboração iniciadas de forma 
autónoma por médicos 
Administração de fármaco; 
Implementação de um procedimento invasivo; 
Mudança de penso; 
Preparação do paciente para provas de diagnóstico. 
Intervenções de colaboração iniciadas de forma 
autónoma por outros profissionais de saúde (não 
médicos) 
Visitas domiciliárias (de auxiliares domiciliares, 
fisioterapeuta, terapeuta ocupacional, entre outros). 
Todos os tipos de intervenções requerem a utilização do pensamento crítico e tomadas de 
decisão, e envolvem responsabilidades, conhecimento científico e competência técnica. A 
escolha das intervenções mais adequadas para cada situação não é simples. Desta forma, as 
intervenções de enfermagem devem ser escolhidas de acordo com: 
• As características do diagnóstico de enfermagem; 
• Os resultados esperados; 
• Uma base de investigação para a intervenção; 
• A viabilidade da intervenção; 
• A aceitação do paciente, 
• E a competência do enfermeiro. 
O diário de cuidados permite ao pessoal de todas as áreas (medicina, enfermagem, farmá-
cia, entre outros) desenvolver planos de cuidados integrados para estadias previstas ou para 
um número determinado de visitas de utentes devido a casos clínicos específicos podendo, 
deste modo, revelar-se importante durante a fase de planeamento do processo de enferma-
gem dos mesmos (Potter & Perry, 2006).  
Por sua vez, a implementação ou execução consiste na realização das intervenções previs-
tas no plano de cuidados para permitir ao paciente atingir os objectivos fixados exigindo 
aos profissionais de enfermagem vários conhecimentos, diferentes tipos de habilidades 
perpetuais e intelectuais, capacidade de tomada de decisões em curtos espaços de tempo, 
entre outras capacidades especialmente exigentes. O plano de cuidados deverá ser executa-
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do em concordância com todas as intervenções já planificadas (como cuidados de higiene, 
administração de medicamentos, mudança de pensos, aplicação de tratamentos, etc.). Para 
uma execução bem sucedida do plano de cuidados é importante a preparação prévia do 
turno de trabalho que consiste numa reflexão sobre o plano de cuidados e o conjunto das 
actividades previstas para o doente no decurso de um turno de trabalho. Durante essa pre-
paração é necessário determinar o horário e tempo necessário para cada actividade ou 
intervenção de cada doente, prever as dificuldades possíveis, determinar diferentes priori-
dades e definir os recursos que irão ser utilizados. A preparação do turno de trabalho pode 
ser feito mentalmente, através de "roteiros" ou formulários, entre outros processos que 
visam aumentar a eficácia do plano de cuidados, minimizar as perdas de tempo e de ener-
gia tanto para o doente como para o profissional de saúde. A organização do trabalho dos 
profissionais de enfermagem deve ser caracterizada por uma elevada flexibilidade, uma 
vez que uma actividade ou intervenção pode ser facilmente anulada devido a uma alteração 
no estado do paciente. Deste modo a execução do plano de cuidados visa a satisfação das 
necessidades físicas e emotivas do paciente e a sua progressão para uma maior indepen-
dência. A documentação proveniente da execução do plano de cuidados é de elevada 
importância consistindo, normalmente, num conjunto de documentos redigidos pelos pro-
fissionais de enfermagem a respeito do estado e da evolução do paciente, assim como dos 
cuidados que lhe são dispensados. Essa documentação escrita ocupa uma grande parte do 
trabalho dos profissionais de enfermagem. Existem numerosas razões que justificam exis-
tência e utilidade dessa documentação escrita, nomeadamente (Phaneuf & Margot, 2001): 
• Permitir comunicar a informação essencial à equipa de cuidados; 
• Oferecer ao profissional de enfermagem a possibilidade de demonstrar as suas res-
ponsabilidades; 
• Permitir a avaliação dos profissionais de enfermagem; 
• Constituir documentação permanente, uma vez que, tudo o que se passa em torno 
de cada paciente deve ser registado; 
• Possibilitar a avaliação dos cuidados; 
• Facilitar a continuidade dos cuidados; 
• Fornecer informação essencial para seguir a evolução dos pacientes de um turno 
para o outro, e de um profissional para o outro; 
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• Assegurar uma protecção legal tanto para o doente como para o profissional de 
saúde; 
• Facilitar o diálogo entre os diferentes tipos de profissionais de saúde, 
• Entre outras. 
As actividades ou intervenções aplicadas pelos profissionais de enfermagem aos doentes 
obedecem, normalmente, a procedimentos já claramente definidos que podem variar de 
acordo com a idade, sexo e outras características do próprio paciente (Bowden & Green-
berg, 2007). 
A avaliação dos resultados consiste num julgamento comparativo e sistemático do estado 
do paciente, efectuado no final do plano de cuidados estipulado. Com esta avaliação pre-
tende-se verificar se os objectivos do plano de cuidados foram alcançados, e corrigir, alte-
rar e melhorar o plano de cuidados se necessário (Phaneuf & Margot, 2001). Deste modo, a 
fase de avaliação do processo de enfermagem mede a reacção e o progresso do utente 
perante às acções de enfermagem executadas no sentido dos objectivos serem atingidos. A 
avaliação ocorre sempre que um profissional de enfermagem contacta com o paciente. 
Durante a avaliação deve ser verificado se as intervenções de enfermagem se revelam efi-
cazes e adequadas para minimizar ou resolver os problemas do paciente. Para o efeito 
devem ser examinadas as reacções do paciente e comparadas com os resultados esperados 
previamente fixados (Potter & Perry, 2006). 
Na Tabela 5 pode ser consultado um resumo das componentes, dos objectivos e das fases 
que formam o processo de enfermagem. 
Tabela 5 - Resumo do processo de enfermagem  
Fonte: Adaptado de (Potter & Perry, 2006) 
Resumo do processo de enfermagem 
Componente Objectivo Fases 
Apreciação inicial 
Reunir, conferir, e comunicar dados 
sobre o paciente para que se estabele-
ça uma base de dados. 
1) Fazer anamnese 
2) Fazer observação física 
3) Colher dados laboratoriais 
4) Validar dados 
5) Agrupar dados 
6) Registar dados 
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Diagnóstico de 
enfermagem 
Examinar os dados do doente que 
identificam as suas necessidades em 
termos de cuidados para formulação 
do diagnóstico de enfermagem. 
1) Analisar e interpretar dados 
2) Identificar os problemas do doente 
3) Formular diagnósticos de enfermagem 
4) Registar os diagnósticos de enfermagem 
Planeamento 
Identificar os objectivos do doente, 
estabelecer prioridades dos cuidados, 
fixar os resultados esperados, 
delinear estratégias de enfermagem 
para se atingirem os objectivos de 
cuidados. 
1) Identificar os objectivos do doente 
2) Fixar os resultados esperados 
3) Seleccionar as acções de enfermagem 
4) Delegar acções 
5) Dar forma escrita ao plano de cuidados 
de enfermagem 
6) Pedir opiniões 
Implementação 
Executar as acções de enfermagem 
necessárias para concretização do 
plano de cuidados. 
1) Reavaliar o doente 
2) Rever o plano de cuidados existente e, 
se necessário, alterá-lo 
3) Executar intervenções de enfermagem 
Avaliação 
Avaliar a eficácia das intervenções no 
sentido de atingir os objectivos de 
cuidados. 
1) Comparar as reacções do paciente com 
os critérios 
2) Analisar as razões dos resultados e as 
conclusões 
3) Alterar o plano de cuidados 
2.2 Software as a Service (SaaS) 
A expansão da Internet e a disponibilização de larguras de banda mais elevadas têm pro-
porcionado e favorecido o aparecimento de novos paradigmas como o Cloud Computing. 
O Cloud Computing pode abranger modelos como IaaS (Infrastructure as a Service), PaaS 
(Platform as a Service) e SaaS (Pervez, Lee, & Lee, 2010). 
O modelo SaaS permite o uso remoto e licenciado de aplicativos hospedados num fornece-
dor de serviços. O modelo PaaS é um ambiente ou plataforma que permite o desenvolvi-
mento, a realização de testes e hospedagem de aplicações SaaS. Permite ainda efectuar 
armazenamento de dados, e integração com diferentes serviços Web, e outros utilitários. 
Por sua vez, o modelo IaaS é composto pelo hardware, pelo SO (Sistema Operativo), por 
aplicações de gestão de rede e outros componentes necessários ao funcionamento da PaaS 
e, consequentemente, das aplicações SaaS (Chatterjee, 2010). Uma aplicação SaaS encon-
tra-se relacionada com três entidades distintas: o produtor, o fornecedor e o consumidor da 
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aplicação SaaS. O produtor e o fornecedor podem ser, na realidade, a mesma empresa 
(Mietzner, Leymann, & Papazoglou, 2008). 
Ao longo dos últimos anos, este novo modelo de desenvolvimento de aplicações informáti-
cas tem-se destacado pelo facto de permitir a disponibilização e utilização de funcionalida-
de sob a forma de serviços directamente a partir da Web utilizando, na maioria das vezes, a 
infra-estrutura informática do prestador de serviço e não apenas a do cliente final. Desta 
forma, uma das características e vantagem que distingue as aplicações SaaS das restantes 
aplicações é o facto destas permitirem que múltiplos clientes utilizem um determinado ser-
viço fornecido um prestador de serviços. Outra das principais características que diferen-
ciam as aplicações SaaS das restantes aplicações é o facto de poderem ser contratadas atra-
vés de um modelo de serviço flexível em vez de um licenciamento de software tradicional 
com preço fixo. É assim permitido ao cliente pagar apenas a proporção do software que 
utiliza sem este ter de se preocupar com a maior parte da infra-estrutura necessária ao fun-
cionamento das aplicações (Tomaz, 2009). Outra clara vantagem para os consumidores 
finais deste tipo de soluções é o facto destas poderem, normalmente, ser acedidas a partir 
de diferentes plataformas, SOs e tipos de dispositivos (Godse & Mulik, 2009). Salienta-se 
que a evolução do conceito de SaaS tem incentivado à sua categorização através da defini-
ção de diferentes níveis de maturidade.  
Na Tabela 6 podem ser consultadas as principais vantagens e desvantagens do modelo de 
SaaS. 
Tabela 6 - Principais vantagens e desvantagens do modelo SaaS 
Fonte: (Tomaz, 2009) (Figueiró, 2010; Hudli, Shivaradhya, & Huldi, 2009) 
SaaS 
Vantagens Desvantagens 
Este tipo de aplicações não requer instalação. Modelo de desenvolvimento mais complexo (de 
modo a garantir escalabilidade, segurança, perfor-
mance, etc.). 
Pode ser acedido em qualquer momento e lugar 
onde haja acesso à Internet (atravessando firewalls 
caso existam). 
Requer ligação à Internet. 
Preços mais competitivos para os consumidores de 
serviço ("pay as you go") sendo possível a 
A performance deste tipo de aplicações pode variar 
(de acordo com a ligação à Internet utilizada, com a 
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tualização de serviço de forma a pagar-se apenas o 
que se utiliza. 
capacidade de resposta da infra-estrutura do forne-
cedor de serviço, etc.) 
Manutenção de hardware e de dados é, 
normalmente, da responsabilidade do fornecedor de 
serviço. 
A manutenção de hardware e de dados é, 
normalmente, da responsabilidade do fornecedor de 
serviço. 
O consumidor de serviço não deverá necessitar de 
elevados requisitos para usufruir de aplicações 
deste tipo. 
O fornecedor de serviço necessita de uma infra-
estrutura com elevados requisitos de hardware (de 
modo garantir uma rápida resposta dos serviços, e 
de forma a manter e disponibilizar, eficientemente, 
os dados dos consumidores de serviços). 
O fornecedor de serviço tem controlo sobre o 
acesso do consumidor (podendo interromper o 
fornecimento de serviço com facilidade e rapidez). 
O fornecedor de serviço tem controlo sobre o 
acesso do consumidor (podendo interromper o 
fornecimento de serviço com facilidade e rapidez). 
O fornecedor de serviço pode monitorizar os 
acessos aos serviços de cada consumidor. 
O fornecedor de serviço pode monitorizar os 
acessos aos serviços de cada consumidor. 
Este tipo de aplicações pode, normalmente, ser 
acedido a partir de diferentes plataformas, SOs e 
dispositivos (fixos ou móveis) desde que estes 
tenham um browser. 
Podem existir algumas diferenças e 
incompatibilidades relacionadas com a plataforma, 
o SO, o browser ou o dispositivo utilizado que 
poderão reflectir-se em problemas inesperados. 
Uma aplicação SaaS pode ser utilizada por vários 
consumidores de serviço em simultâneo. 
O facto das aplicações estarem acessíveis através de 
Internet faz com que exista uma transferência de 
dados fora do ambiente controlado pelo cliente 
podendo suscistar questões a nível de segurança. 
Deixam de ser necessárias actualizações deste tipo 
de aplicações, uma vez que o acesso a correcções e 
actualizações de software é imediato pois são feitas 
na aplicação central pelo fornecedor do serviço. 
- 
Este tipo de aplicações pode ter uma elevada 
capacidade de integração e de extensibilidade. 
- 
Redução dos custos operacionais através da elimi-
nação das necessidades de manutenção. 
- 
Facilidade e a rapidez de implementação. - 
Redução dos recursos ocupados nos servidores dos 
clientes. 
 
Simplificação da infra-estrutura de tecnologias de 
informação nos clientes através da redução do 
número de aplicações residentes, e consequente 
- 
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diminuição do investimento em hardware. 
Garantia dos níveis de serviço por via contratual. - 
Possível aumento da colaboração interna e externa 
(por exemplo, com parceiros de negócios) permi-
tindo repartir e distribuir trabalho mais facilmente, 
e complementar outras aplicações, internas ou 
externas, já existentes. 
- 
Este tipo de aplicações é normalmente mais 
genéricas e flexíveis possibilitando a introdução de 
novas funcionalidades e regras de negócio adapta-
das à realidade de cliente. 
- 
A possibilidade de se recorrer a soluções híbridas permite, por exemplo, que as aplicações 
possam ser obtidas directamente através da Internet, requerendo ou não, instalação nas 
máquinas clientes. Apesar da necessidade de instalação poder ser considerada uma desvan-
tagem, retirar alguma flexibilidade à solução, e envolver mais custos (uma vez que as 
actualizações da aplicação cliente deixam de ser automáticas e de ser necessário recorrer a 
mecanismos de controlo de versões), pode facilitar o controlo da segurança de dados e 
fazer com que o controlo do cliente sobre as configurações e actualizações seja maior 
(Frauenheim, 2010). 
As soluções SaaS podem igualmente beneficiar da arquitectura SOA (Service-Oriented 
Architecture) e SCA (Service-Component Architecture) uma vez que estas permitem sec-
cionar aplicações de maiores dimensões em módulos mais pequenos baseados em serviços 
(Mietzner, Leymann, & Papazoglou, 2008; Zhu & Wang, 2009). 
Comparativamente a aplicações Desktop, existem ainda algumas preocupações a nível de 
software SaaS. No entanto, muitas dessas preocupações relacionadas com problemas de 
performance e de capacidade que deverão ser ultrapassadas com a própria evolução tecno-
lógica (Tomaz, 2009).  
Pela sua natureza, o modelo SaaS pode despertar algumas dúvidas tais como (Tomaz, 
2009): 
• Quem é o detentor legal da informação e da propriedade intelectual? É quem con-
trata o serviço ou quem o disponibiliza?  
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• É possível que o fornecedor negue ao utilizador acesso à sua própria informação?  
Estes e outros assuntos ainda estão a ser debatidos por empresas, advogados e universida-
des podendo dissuadir ou confundir alguns possíveis utilizadores deste tipo de soluções 
(Tomaz, 2009).  
A mudança para plataformas na nuvem será, em muitos casos, progressiva. As aplicações 
locais vão cada vez mais interoperar com serviços e aplicações que passarão a existir na 
nuvem até que um dia todas, ou pelo menos a maioria, estarão já a funcionar completamen-
te dessa forma. A adopção cada vez maior de arquitecturas orientadas a serviços irão, pro-
vavelmente, potenciar ainda mais a interacção entre as aplicações, sejam elas locais ou 
residentes na nuvem (Tomaz, 2009).  
Internacionalmente existem já várias empresas a adoptar soluções SaaS como a Google, a 
Microsoft®, a Amazon, entre outras (Pervez, Lee, & Lee, 2010). A IBM (International 
Business Machines), a Oracle®, a SAP (Systems, Applications and Products), a Peoplesoft, 
a Salesforce são mais alguns exemplos de produtores de software do tipo ERP (Enterprise 
Resource Planning), CRM (Customer Relationship Management) e não só, que têm dispo-
nibilizado as suas soluções comercias sob a forma de soluções SaaS (Zhu & Wang, 2009). 
Com o suporte de empresas de grandes dimensões o modelo de desenvolvimento e distri-
buição SaaS deverá tender a crescer nos próximos anos (Tomaz, 2009). De modo a contor-
nar o facto da personalização de aplicações SaaS poder ser limitada, alguns dos mais popu-
lares produtores de software comercial têm fornecido ferramentas de personalização e 
desenvolvido produtos em que é possível personalizar e adicionar módulos à versão base 
de acordo com as necessidades do cliente (Zhu & Wang, 2009). Estima-se que o mercado 
SaaS já representa perto de 5% do mercado das TIs (Tecnologias de Informação) a nível 
mundial. Segundo a IDC (International Data Corporation) prevê-se que, em 2013, venha a 
representar cerca de 10% (Figueiró, 2010). As soluções SaaS têm sido frequentemente 
usadas como complemento ou alternativa às soluções já existentes, no entanto, futuramen-
te, poderão vir a substituir gradualmente algumas dessas mesmas soluções.  
A nível nacional o mercado SaaS deverá ultrapassar 17,6 milhões de euros em 2010, o que 
vai corresponder a um crescimento de 66% relativamente ao ano anterior (Figueiró, 2010). 
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No que diz respeito à aceitação de soluções SaaS no sector da sáude destaca-se o exemplo 
do myMedicineOne que angariou cerca de 5 mil utilizadores, maioritariamente portugue-
ses, em apenas 3 meses. Este tipo de resultado revela receptividade dos utilizadores e a 
viabilidade destes tipos de soluções em Portugal (Anunciação, 2011). 
A nível global, em 2009, apenas 14% das empresas referiam não estarem interessadas em 
soluções SaaS. Entre as restantes, o baixo custo global e a rapidez de implementação foram 
os principais incentivos apontados em favor à adopção desde tipo de soluções. Entre várias 
aplicações possíveis, os produtos SaaS mais populares entre as empresas têm sido os de 
automação de vendas, de recursos humanos, e de atendimento e suporte ao cliente (Fraue-
nheim, 2010). As principais objecções e argumentos apresentados pelas empresas que não 
estavam interessadas em aplicações SaaS foram o facto de existirem preocupações relati-
vas à segurança e privacidade dos dados, à performance e ao processo de migração de uma 
solução não SaaS para uma SaaS, de poder haver a necessidade de personalização do pro-
duto e de integração com outras aplicações já existentes, dos planos de subscrição serem 
complexos, de não existir uma solução satisfatória para área de negócio em que a empresa 
se enquadra e/ou da empresa se encontrar financeiramente vinculada a um determinado 
vendedor de aplicações (Frauenheim, 2010) (Tomaz, 2009).  
Tendo em conta o facto de que o acesso e a performance de uma aplicação SaaS poderem 
depender totalmente de uma ligação à Internet, a definição de um contrato com o fornece-
dor de serviços de Internet é especialmente importante. O contrato deverá determinar cla-
ramente qual o grau de disponibilidade do serviço, qual a largura de banda a ser fornecida, 
quais as penalizações no caso do acesso não estar disponível nas condições definidas, 
deverá ainda definir o funcionamento do sistema de cópias de segurança e de recuperação 
de dados em caso de desastre caso exista (Chatterjee, 2010). No que diz respeito a migra-
ções de soluções não SaaS para SaaS deverá ser também claramente definido, entre a 
empresa e o prestador de serviço que irá realizar a migração, qual a informação que deverá 
ser migrada, como irá ser migrada, quais os suportes que irão ser usados para o efeito e o 
respectivo custo (Chatterjee, 2010). 
Ao longo dos últimos anos, o sector da saúde tem sido um dos alvos da informatização, no 
entanto, a elevada quantidade de dados existente em formato de papel e o teor sensível 
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desses mesmos dados tem tornado esse processo mais moroso do que em outras áreas. 
Actualmente, a maioria dos processos de informatização na área da saúde têm de promover 
uma redução de custos, garantir a possibilidade de crescimento e expansão de negócios, 
permitir optimizar o tempo de intervenção no sistema informático do pessoal médico e não 
médico, e trazer uma melhoria significativa na eficiência operacional e na qualidade de 
assistência ao paciente (Chatterjee, 2010). Pela sua natureza, o sector da saúde tem fortes 
necessidades de colaboração e integração tanto a nível interno como externo. A nível inter-
no, tal como a maioria das organizações, uma organização ligada à área da saúde precisa 
de permitir e dinamizar a colaboração entre os seus trabalhadores e colaboradores. A nível 
externo tem-se verificado que este sector tem uma especial e elevada necessidade de esta-
belecer uma parceria com grupos de investigação médica, pessoal médico e não médico, 
hospitais, clínicas, laboratórios, farmácias, seguradoras, e até utentes, que poderão necessi-
tar de aceder a diversas informações a partir de diferentes plataformas, SOs ou dispositi-
vos. Estas particularidades do sector da saúde podem claramente ser beneficiadas pela uti-
lização de soluções SaaS. Existe, no entanto, a necessidade de um especial cuidado no 
desenvolvimento de uma solução deste tipo para o sector referido anteriormente devido ao 
carácter sensível dos dados envolvidos, à complexidade e variação dos workflows e regras 
de negócio, à imprescindível protecção dos dados, controlo de acesso dos utilizadores, etc. 
(Hudli, Shivaradhya, & Huldi, 2009; Raths, 2009). Deste modo, entre as principais 
necessidades particulares do sector da saúde destacam-se as seguintes: 
• Colaboração interna e externa com numerosas entidades; 
• Integração com diferentes sistemas internos e externos; 
• Elevada personalização dos workflows e das regras de negócio; 
• Elevada escalabilidade; 
• Elegibilidade com outras entidades; 
• Protecção (cifragem) de dados; 
• Controlo de acesso de utilizadores; 
• Garantia de não repúdio; 
• Acesso constante a informações actualizadas (base de dados de medicamentos, 
etc.); 
• Acesso a partir de diferentes plataformas, SOs e/ou tipo de dispositivos. 
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A adopção do Cloud Computing e de soluções SaaS no sector da saúde têm favorecido o 
aumento de eficiência das operabilidade das TI. Desta forma, a utilização deste tipo de 
solução conjuntamente com um planeamento e uma implementação bem definidos e estru-
turados pode resultar numa solução rápida, eficiente e de qualidade que poderá melhorar 
substancialmente os serviços de saúde prestados aos utentes (Chatterjee, 2010).  
2.3 Informatização e computação móvel 
Num sector que evolui tão rapidamente com o da informática é necessário estar constante-
mente a par das tecnologias emergentes e das mudanças que lhes estão associadas sem as 
subestimar de modo a poder tirar partido delas o mais rapidamente e da melhor forma pos-
sível (Heller, 2000). No entanto, actualmente, para as aplicações de software serem comer-
cialmente competitivas é necessário que estas sejam umas das melhores, mais úteis e mais 
baratas do mercado (Heller, 2000). Para o utilizador final as aplicações têm de ser simples 
e intuitivas. Para além disso, na perspectiva dos que produzem novos produtos, as aplica-
ções devem conduzir à mudança mas proteger a sua continuidade e têm de apresentar cla-
ras vantagens relativamente aos produtos dos seus principais concorrentes. O lançamento 
de software de teste pode revelar-se benigna nos casos em que se pretende verificar qual a 
adesão do público-alvo, de modo a antecipar-se ao lançamento de produtos similares por 
parte dos concorrentes ou de forma a motivar potenciais futuros clientes (Cruikshank, 
2008). 
Uma das maiores tendências actuais no mundo das novas tecnologias corresponde à adop-
ção de novos equipamentos móveis tais como Tablets PC (Personal Computer) e Smart-
phones que permitam fazer boa parte das tarefas de um PC. A generalização e preferência 
deste tipo de equipamentos comparativamente a outros equipamentos móveis mais antigos, 
prende-se com o facto de, actualmente, a grande maior dos dispositivos móveis terem a 
possibilidade de serem ligados à Internet e de possuírem, pelo menos, um browser (fre-
quentemente já com características tais como zoom para ser possível a navegação em pági-
nas direccionadas a Desktops e não a dispositivos móveis). Presentemente, existe, igual-
mente, um maior número de tarifários de custos mais reduzidos para o efeito. A conectivi-
dade do dispositivo à Internet permite reduzir ou eliminar problemas de sincronização. 
Grande parte dos fabricantes de dispositivos móveis utiliza um número elevado de compo-
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nentes que complementam os seus dispositivos e aplicações tais como GPS (Global Posi-
tioning System), sensores de luminosidade, acelerómetros, etc. e desenvolvem interfaces 
próprias, fixas e únicas para as suas plataformas o que dificulta e limita a interoperabilida-
de com aplicações móveis produzidas por outras entidades. De modo a minimizar estes 
problemas de interoperabilidade têm sido criados alguns mecanismos para o reconheci-
mento deste tipo de dispositivos como os repositórios UAProf (User Agent Pro-
file)("UAProf profile repository", 2011), e o WURFL (Wireless Universal Resource FiLe) 
("Welcome to the WURFL the Wireless Universal Resource FiLe", 2011), ou as bibliote-
cas abstractas WALL (Wireless Abstraction Library) ("Wireless Universal Resource File", 
2011) e WNF (WALL Next Generation) ("Wall Next Generation", 2011), ou as boas práti-
cas e recomendações da W3C (World Wide Web Consortium)("W3C® - Mobile Web Best 
Practices 1.0 - Basic Guidelines", 2008). No entanto, tem-se verificado que a implementa-
ção e utilização prática destes mecanismos de estandardização tem sido, muitas vezes, 
condicionados pelos próprios fabricantes dos dispositivos no sentido de manterem as suas 
plataformas fechadas (existem, por exemplo, conceitos que são ignorados por alguns dis-
positivos como CSSs ou Cascading Style Sheets, etc.)(Greenall, 2010).  
Segundo, Eric Schmidt, CEO (Chief Executive Officer) da Google, em Agosto 2010, esta-
vam a ser vendidos cerca de 200 mil Smartphones com SO Android. Um dos factores que 
permite tal número de vendas prende-se com o facto do Android ser comercializado por 
vários fabricantes (ao contrário, por exemplo, da Nokia que apenas comercializa Symbian 
ou a Apple que vende somente o iOS) (Faria, 2011a). Prevê-se ainda que em, 2015, a gran-
de maioria das receitas das aplicações móveis direccionadas ao sector da saúde serão pro-
venientes de serviços e produtos relacionados (sendo o download de aplicativos uma recei-
ta menor) ("Healthcare Apps Will Serve 500 Million Smartphone Users By 2015! " 2010). 
Entre os Tablets PCs que podem ser encontrados no mercado, existem diferentes modelos 
de várias marcas (tais como Toshiba, Samsung, Acer, Apple, entre outros) com sistemas 
operativos distintos (nomeadamente, Android, Windows Embedded Compact 7, iOS, etc.) e 
diferentes dimensões (tais como 7''; 10,1''; etc.). Alguns destes dispositivos incluem já Wi-
Fi, 3G (3rd generation), entradas USB (Universal Serial Bus), ligação HDMI (High-
Definition Multimedia Interface), cartão SD (Secure Digital), ecrã multitouch e câmaras 
(uma no painel da frente e outra no painel traseiro) (Faria, 2011b) (Esteves, 2011a). De um 
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modo geral, os problemas relacionados com estes dispositivos prendem-se com o peso 
excessivo, a reduzida autonomia, o facto de poderem não suportar 3G, de poderem não ter 
entradas e saídas adequadas e do seu custo poder ser elevado. Podem ser consultados 
alguns exemplos de Tablets PCs existentes presentemente no mercado no Anexo I. 
No que diz respeito aos Smartphones, existem igualmente vários fabricantes (tais como a 
LG, a HTC ou High Tech Computer, a Acer, a Samsung) que apresentam diferentes mode-
los com sistemas operativos distintos (nomeadamente, Android, Windows Phone 7, iOS, 
Blackberry, Symbian etc.) e diferentes dimensões (tais como 3,2''; 3,5''; 4'', etc.) (Faria, 
2011d). De uma forma geral, os problemas relacionados com estes dispositivos prendem-se 
com as reduzidas dimensões dos ecrãs, o peso excessivo, a reduzida autonomia e custo 
associado. O mercado dos Smartphones em Portugal está em crescimento: em 2010 foram 
vendidos cerca de 900 mil Smartphones e estima-se que em 2013 sejam vendidos 1,7 
milhões (Trigo, 2011a). Entre os principais sistemas operativos móveis em funcionamento 
nesses dispositivos destacam-se o Android, o Windows Phone 7, o Windows Embedded 
Compact 7, o iOS, o BlackBerry, o Symbian, e o Bada (Trigo, 2011b) (Esteves, 2011c) 
(Esteves, 2011d) (Troia, 2011) (Faria, 2011c) (Esteves, 2011b). Podem ser consultados 
alguns exemplos de Smartphones existentes actualmente no mercado no Anexo I. 
Seguem-se, na Tabela 7, algumas das principais características destes sistemas operativos 
móveis usados em Tablets PC e/ou Smartphones. 
Tabela 7 - Algumas das características dos principais sistemas operativos móveis actuais 
Fonte: (Trigo, 2011b) ("Android Developers - The Developer's Guide", 2011) (Esteves, 2011c; , "Windows® 
Phone 7 Developer Guide", 2011) (Esteves, 2011d) ("Developer - iOS Dev Center", 2011) (Troia, 2011) 
("BlackBerry - BlackBerry Developer Zone", 2011; Faria, 2011c; , "The next generation of Windows Em-
bedded CE", 2011; , "Nokia Developer - Symbian platform", 2011) ("Bada Developers", 2011; Esteves, 
2011b)  
Nome do 
SO móvel 
Principais características Outras particularidades 
Android 2.2 
(Froyo) 
Ano de lançamento das primeiras versões: 
2008; 
Produtor: Android; 
Loja Online: Android Market; 
Associações a outros serviços: Google. 
Sistema aberto (licença Apache); 
Utilizado em dispositivos móveis de vários 
tipos e fabricantes (incluindo dispositivos 
de gamas mais baixas); 
Suporta Widgets, 
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Disponibiliza SDK (Software Development 
Kit) para desenvolvimento de aplicações. 
iOS 4.2 
Ano de lançamento das primeiras versões: 
2007; 
Produtor: Apple ; 
Loja Online: Apple Market; 
Associações a outros serviços: iTunes. 
Proprietário, 
Desde 2008, foi disponibilizado um SDK 
(Xcode 4) que permite desenvolver aplica-
ções para iPhone e iPod Touch, no entanto, 
a divulgação dessas aplicações na App 
Store tem custos associados. 
BlackBerry 
Ano de lançamento das primeiras versões: 
1999; 
Produtor: Research in Motion; 
Loja Online: App World; 
Associações a outros serviços: -. 
Mais direccionado ao mercado empresarial; 
Disponibiliza SDK para desenvolvimento 
de aplicações. 
Windows 
Phone 7 
(WP7) 
Ano de lançamento das primeiras versões: 
2010; 
Produtor: Microsoft®; 
Loja Online: Windows Marketplace; 
Associações a outros serviços: Windows 
Live. 
Proprietário; 
Apresenta uma quebra de compatibilidade 
entre o Window®s Mobile 6.5 e o Win-
dows® Phone 7; 
Disponível em dispositivos móveis de gama 
média/alta; 
Mais direccionado a Smartphones; 
Suporta Hubs e Live Tiles; 
Disponibiliza SDK para desenvolvimento 
de aplicações. 
Windows 
Embedded 
Compact 7 
Ano de lançamento das primeiras versões:  
2010; 
Produtor: Microsoft®; 
Loja Online: -; 
Associações a outros serviços: -. 
Proprietário; 
Custo associado médio/elevado; 
Direccionado a Tablets PC; 
Disponibilizada ferramentas de desenvol-
vimento (nomeadamente, o Plataform Buil-
der, trata-se, no entanto, de plug-in para o 
Microsoft® Visual Studio 2008). 
Symbian^3 
Ano de lançamento das primeiras versões: 
1998; 
Produtor: Nokia; 
Loja Online: Ovi; 
Associações a outros serviços: -. 
Reconhecido pela sua maior estabilidade e 
segurança;  
O seu substituto deverá designar-se por 
MeeGo (desenvolvido pela Nokia e Intel); 
Disponibiliza SDK para desenvolvimento 
de aplicações em Qt, Symbian C++, Java e 
WRT (Web RunTime).  
Bada Ano de lançamento das primeiras versões: Disponibiliza SDK para desenvolvimento 
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2010; 
Produtor: Samsung; 
Loja Online: Samsung Apps; 
Associações a outros serviços: -. 
de aplicações. 
2.4 Informatização, normas, classificações e nomenclaturas inter-
nacionais de saúde 
Ao longo dos últimos anos, a incorporação de novas tecnologias nas instituições de saúde 
tem favorecido mudanças nas estruturas operacionais e estimulado várias transformações 
nos processos e na prestação dos serviços causando um impacto maioritariamente positivo 
neste sector. Para o efeito, foi necessário desenvolver sistemas na área da saúde que fossem 
capazes de dar respostas rapidamente, de forma eficiente sem nunca comprometer o objec-
tivo final de melhorar a qualidade de vida dos pacientes. Estes sistemas tendem, no entan-
to, a serem cada vez mais complexos e interdependentes o que faz com que seja necessário 
um nível de integração cada vez maior. Para a obtenção dessa interoperabilidade muitas 
soluções actuais tendem a conjugar características de sistemas em rede e colaborativos 
(Figura 3) ("Sharing Front Office Services: The Journey to Citizen-Centric Delivery", 
2009). 
 
Figura 3 - Relação entre a complexidade dos resultados esperados e o nível de integração dos serviços do 
sistema, e a tipologia de sistema adequado a essa conjugação  
Fonte: ("Sharing Front Office Services: The Journey to Citizen-Centric Delivery", 2009). 
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Para além disso, entre as várias auditorias que podem ser feitas nas instituições de saúde, 
destaca-se a auditoria informática. Este tipo de auditoria visa, geralmente, verificar se o 
armazenamento e o processamento de dados realizados através de um sistema informático 
são feitos correctamente, de um modo fiável, confidencial e seguro, se a disponibilidade e 
os tipos de respostas do sistema são adequados, assim como, se o controlo de acessos e a 
identificação dos registos introduzidos no sistema são feitos devidamente. Para além da 
análise do funcionamento actual do sistema, uma auditoria informática pode igualmente 
servir para a determinação e verificação do funcionamento do plano de contingência; para 
identificar inconsistências no sistema, potencialidades ainda não exploradas, áreas que 
poderiam ser melhoradas ou expandidas, problemas nos equipamentos existentes entre 
outros pontos que podem influenciar o desempenho e a qualidade do sistema informatizado 
e, consequentemente, os cuidados prestados aos utentes (Macedo & Macedo, 2005).  
Para além de eventuais problemas relacionados com a confidencialidade dos dados clíni-
cos, outras questões relacionadas com os meios informatizados tais como bugs de aplica-
ções, falhas de hardware, infecções com vírus e/ou malware têm-se revelado uma ameaça 
à segurança, integridade e correcto funcionamento destes sistemas, sebem que geralmente, 
a maioria dos problemas continua ser causada pelos próprios utilizadores. Existem algumas 
políticas de segurança e de boas práticas que podem ser aplicados em sistemas informati-
zados usados em contexto de organizações de saúde entre as quais se destacam o controlo 
de acesso e do respectivo flow da informação; a responsabilização dos utilizadores que 
efectuam registos (com a identificação dos mesmos associada ao próprio registo assim 
como a indicação da data e hora a que este foi efectuado no próprio sistema); o registo do 
consentimento e das notificações feitas aos pacientes; o facto do processo clínico de cada 
paciente dever apresentar, de forma resumida, clara e rápida, a informação mais relevante 
sobre o paciente (para situações de emergência); o facto da informação dever estar organi-
zada de forma estruturada e, sempre que possível, agrupada; a garantia da persistência dos 
dados durante vários anos; a utilização de standards sempre que possível, a garantia de que 
a resposta do sistema informatizado é atempada; entre outros. (Anderson, 1996). 
Na área da enfermagem, a efectivação de cada actividade requer que o enfermeiro utilize 
vários meios de comunicação de modo a actualizar e a confimar a informação que já 
detem. O compartilhamento de informações sobre os pacientes com os diferentes profis-
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sionais de saúde é de elevada importância e requer, igualmente, o uso intensivo dos meios 
de comunicação disponíveis. Deste modo, o acesso a informação bem organizada e docu-
mentada de forma sistematizada é fundamental nesta área uma vez que esta tem de circular 
através de uma equipa multidisciplinar que nem sempre trabalha em simultâneo no mesmo 
local (devido, por exemplo, aos turnos de trabalho) (Sperandio & Évora, 2005). 
Existem várias áreas que podem beneficiar de uma melhoria considerável do fluxo de tra-
balho através da mobilidade devido ao facto dos seus principais intervenientes estarem em 
constante movimento (como é caso dos pacientes e dos profissionais de saúde). No entan-
to, as soluções móveis têm frequentemente de resolver, de uma forma transparente para o 
utilizador, vários problemas especificamente relacionados com a própria mobilidade (tais 
como o tratamento de conexões concorrentes, a determinação de prioridades durante a 
comunicação, etc.). A utilização de soluções móveis totalmente online tem permitido evitar 
alguns problemas relacionados com a sincronização de dados (problema que pode com-
prometer o uso destas soluções em ambientes que necessitam de acesso a informação cons-
tantemente actualizada como é o caso da área médica e da enfermagem) (Hermanns & 
Papawassiliu). Assim, a correcta utilização de soluções móveis permite obter no sector da 
saúde (e noutras áreas) uma maior produtividade a custos mais reduzidos, e a possibilidade 
de obter e de registar informação em tempo real. Realça-se que algumas das tarefas de 
enfermagem que mais podem beneficiar com este tipo de soluções aumentando a colabora-
ção, a comunicação e o processo de coordenação entre os profissionais de saúde são, por 
exemplo, a triagem e os tratamentos juntos efectuados do paciente (Hermanns & Papawas-
siliu). Salienta-se também que em 2009, 80% dos Estados-Membros europeus (Europa dos 
27) armazenavam dados administrativos dos cidadãos em formato electrónico. Nesse ano, 
essa taxa chegava já aos 100% em países como a Finlândia e a Hungria. A Islândia, a 
Noruega, a Estónia, a Dinamarca, a Holanda, a Suécia e o Reino Unido encontravam-se 
acima dos 90%. Com taxas mais baixas (abaixo dos 50%) encontravam-se países como a 
Lituânia, a Roménia e a Grécia ("Benchmarking ICT use among General Practitioners in 
Europe - Final Report", 2008; , "RSE - Registo de Saúde Electrónico - R1: Documento de 
Estado da Arte", 2009). No que diz respeito à natureza dos dados armazenados pelos Esta-
dos-Membros europeus destacam-se dados acerca dos diagnósticos e prescrições de medi-
camentos (92%); dados referentes a parâmetros básicos, tais como alergias e sinais vitais 
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(85%); resultados laboratoriais (81%); sintomatologia e motivos de consulta (79%); histó-
ria clínica composta por exames e relatórios (77%); sinais vitais (76%); tratamentos (67%) 
e imagens radiológicas (35%) ("Benchmarking ICT use among General Practitioners in 
Europe - Final Report", 2008; , "RSE - Registo de Saúde Electrónico - R1: Documento de 
Estado da Arte", 2009). 
A informatização do sector da saúde tem sido dificultada muitas das vezes pelo desconhe-
cimento da realidade das instituições de saúde. A área da saúde é complexa, requer uma 
elevada interoperabilidade, partilha de informação fiável, atempada, precisa e segura pois 
envolve aspectos de elevada importância para a maioria das populações dos países indus-
trializados. Geralmente boa parte dos orçamentos das equipas de TIs nas organizações des-
ta área é gasta em projectos relacionados com a integração de diferentes sistemas. 
A nível mundial, a informatização do sector da saúde iniciou-se há já algumas décadas 
com a banalização dos equipamentos e dos sistemas de informação nos países mais indus-
trializados (apesar de em muitos países, tais como os EUA, existir, por exemplo, apenas 
cerca de 2% dos hospitais com processos electrónicos). O envelhecimento da população 
nesses países e a tentativa de melhorar a qualidade de vida dos cidadãos em geral tem con-
tribuído para que a informática para a saúde continue em crescimento na Europa apesar da 
conjuntura actual. Para além do aparecimento da definição de novos conceitos genéricos 
comuns à informatização do sector da saúde em vários países (tais como o conceito de pro-
cesso electrónico do paciente) têm igualmente surgido diversos sistemas para o registo de 
informação clínica; para o auxílio de diagnóstico e terapia; ferramentas de telemedicina e 
e-learning para equipas de trabalho multidisciplinares; etc. Na maioria destes sistemas, a 
prestação de cuidados clínicos requer uma avaliação constante dos pacientes não podendo 
ser descurada. A conjugação do método científico e clínico tem permitido aumentar o 
conhecimento nesta área permitindo aos profissionais de saúde tornar-se mais eficazes e 
eficientes, e proporcionar aos pacientes uma prestação de serviços cada vez mais segura e 
de maior qualidade. Apesar de existirem já vários sistemas de informação direccionados à 
área da saúde são ainda muitos os que não aplicam fundamentos e mecanismos de seguran-
ça (tal como a cifragem de dados). No que diz respeito a sistemas de informação vocacio-
nados a enfermeiros este continuam a apresentar muitas fraquezas. O facto de poucos pro-
jectos relacionados com sistemas de informação (mesmo aqueles que foram financiados) 
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terem vingado e entrado no mercado da saúde deve-se, muitas vezes, à ineficácia dos 
mesmos aquando da sua validação no terreno. O ciclo de vida dos sistemas de informação 
tem de ser caracterizado por uma forte interactividade e iteratividade, no entanto, não pode 
ser demasiado moroso de modo a evitar que os procedimentos definidos e as tecnologias 
usadas se tornem obsoletas. Existem ainda vários produtos informatizados na área da saúde 
de pequenas dimensões produzidos apenas para um pequeno grupo de profissionais (Alta-
miro da Costa Pereira, 2011).  
Algumas das maiores dificuldades no que diz respeito à informatização do sector da saúde 
prende-se com o facto desta área ter uma linguagem e nomenclatura específicas que difi-
cultam o entendimento claro e preciso entre prestadores de saúde e os responsáveis pela 
informatização das soluções. Para além desse factor, existe, na maior parte das vezes, resis-
tência à mudança imposta pelo processo de informatização por parte das instituições e dos 
próprios profissionais o que, normalmente, gera pressões que podem dificultar ou até 
inviabilizar a concretização do processo. Deste modo, o desenvolvimento de soluções nesta 
área abrange várias oportunidades de trabalho diversificadas mas requer uma forte compo-
nente de investigação e consultadoria, acompanhada de uma implementação que assente 
em elevados padrões de qualidade e manutenção. A comercialização destas soluções deve 
ser igualmente cuidada e direccionada ao público-alvo a que se destinam (Anunciação, 
2011). Para além das dificuldades na implementação de soluções informatizadas no sector 
da saúde referenciadas anteriormente, o facto dos principais intervenientes destas soluções 
continuarem a preferir a utilização da tecnologia que melhor dominam (ou seja, geralmen-
te, o papel), tornam a aceitação da utilização de novos processos e tecnologias (como é o 
caso de códigos de barra) ainda mais complexa. Apesar destas situações, e de modo às 
soluções vingarem no mercado, o foco destes sistemas tem-se direccionado cada vez mais 
para o cliente (e não para os prestadores de serviços ou produto/serviço em si). Instituições 
de grandes dimensões (como hospitais) são, frequentemente, desorganizadas devido à sua 
complexidade e ao facto de utilizarem sistemas informatizados rígidos que dificultam a 
identificação dos principais problemas e a sua sistematização de forma a ser possível pro-
ceder à rápida informatização dos mesmos (é por vezes necessário reestruturar e reorgani-
zação a própria instituição). O funcionamento em pleno deste tipo de instituições e a 
obtenção de qualidade de excelência de serviço e eficiência requer que seja atingida a 
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maturidade organizacional e aplicacional. Para o efeito, podem ser utilizadas várias meto-
dologias no sentido de obter uma linguagem; regras de conformidade e/ou protocolos 
comuns entre os prestadores de serviços de saúde, a totalidade dos técnicos envolvidos na 
informatização da organização e as próprias aplicações utilizadas pela instituição (entre as 
quais algumas não podem ser suprimidas ou alteradas). Uma possível solução para estes 
casos pode consistir na informatização e monitorização multidisciplinar das instituições de 
saúde públicas ou privadas baseada em motores de integração e workflows. Com este tipo 
de implementações evita-se a possibilidade de instalação de soluções informatizadas únicas 
que podem não cobrir a totalidade das necessidades do cliente ou trazer alguns problemas 
adicionais devido à necessidade de actualizações (R. Martins, 2011). 
Independentemente das dificuldades que podem surgir na informatização deste sector, a 
sua importância faz com sejam necessários sistemas cada vez mais adaptativos e comple-
xos, mas cuja utilização tem de ser simplificada e agilizada, de modo a melhor contemplar 
a imprevisibilidade das futuras alterações a que serão sujeitas as instituições de saúde. 
Durante a informatização deste tipo de instituições é igualmente importante a existência de 
uma pessoa que assuma a liderança e continuidade do processo no terreno e que consiga 
estabelecer a ponte entre os prestadores de saúde, os administradores e gestores da institui-
ção, e as equipas técnicas de tecnologias de informação. Para o efeito é necessário que esse 
indivíduo tenha uma elevada capacidade de aprendizagem organizacional para conseguir 
compreender e assimilar o funcionamento, o negócio, entre outros aspectos que constituem 
a entidade da própria organização (H. Martins, 2011). 
Ao longo dos últimos anos têm surgido várias iniciativas de normalização no domínio da 
saúde muitas delas convergem, no entanto, algumas divergem. O grau de aceitação das 
diferentes normas varia igualmente de acordo com o país o que pode dificultar a escolha 
dos standard a utilizar. A elegibilidade de diversas informações relacionadas, directa ou 
indirectamente, com o sector da saúde tem sido um requisito cada vez mais procurado 
pelas instituições deste sector de diferentes países. A resposta a esta necessidade tem sido 
cada vez mais solucionada com sistemas SOA. Estes sistemas baseados em serviços têm 
igualmente permitido a estas instituições de saúde favorecer integrações com outos siste-
mas, reduzir custos, aumentar a qualidade e a simplicidade da sua gestão, entre outros 
aspectos (DiMare & Mounib, 2009). 
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Entre os principais padrões internacionais de saúde que visam aumentar a interoperabilida-
de de sistemas destacam-se os seguintes ("RSE - Registo de Saúde Electrónico - R1: 
Documento de Estado da Arte", 2009): 
• O OpenEHR (Electronic Health Record): é uma especificação padronizada direc-
cionada à informatização de sistemas de saúde que descreve como deve ser feita a 
gestão, o armazenamento, a recuperação e a comunicação de registos de saúde em 
suporte electrónico. Esta especificação não está focada na troca de dados entre sis-
tema, inclui informações e modelos para o registo electrónico de dados de saúde e é 
mantida por uma fundação sem fins lucrativos ("Welcome to openEHR", 2011); 
• O CEN/TC (Comité Européen de Normalisation/Technical Committee) 251 - EN 
(European Norm) 13606: o CEN foi fundado em 1961 pelos organismos nacionais 
de normalização da Europa com o objectivo de contribuir com normas técnicas que 
promovam uma comercialização livre, a segurança dos trabalhadores e dos consu-
midores e a interoperabilidade de redes. O sistema de padronização CEN/TC251 foi 
fundada em 1990 com o objectivo de normalizar os registos de saúde e as tecnolo-
gias de comunicação de modo a obter uma compatibilidade e interoperabilidade 
entre sistemas independentes e permitir a sua modularidade. Por sua vez, o 
CEN/TC251 definiu a norma EN13606 para a comunicação de registos de saúde 
electrónicos de acordo com metodologias de modelos ("CEN/TC251 EN13606 - 
Electronic Health Record Communication", 2011); 
• O HL7 (Health Level 7): O HL7 é uma autoridade internacional vocacionada às 
normas de interoperabilidade das tecnologias de informação usadas no sector da 
saúde e conta, actualmente, com membros em 55 países. A HL7 fornece uma plata-
forma e as regras que lhe estão associadas para troca, integração, partilha e obten-
ção de informação e de dados electrónicos na área da saúde sendo utilizada em sis-
temas de gestão e prática clínica em todo o mundo ("Health Level Seven Interna-
tional - Join HL7 International", 2011); 
• O IHE (Integrating the Healthcare Enterprise): O IHE é uma organização interna-
cional que foi fundada em 1997 através de uma iniciativa dos profissionais e da 
indústria do sector da saúde. O IHE reúne requisitos, identifica padrões disponíveis 
e desenvolve orientações técnicas de modo a poderem ser utilizadas por diversos 
65 
 
fabricantes e garantir a integração e interoperabilidade entre diferentes produtos 
("IHE® - Changing the way healthcare connects", 2011); 
• A DICOM (A Digital Imaging and Communications in Medicine): Esta é uma nor-
ma que inclui a definição de um formato próprio e de um protocolo de rede de 
comunicação TCP/IP (Transmission Control Protocol/Internet Protocol) direccio-
nado à manipulação, armazenamento, impressão e transmissão de imagens médicas. 
A NEMA (National Electrical Manufacturers Association) detém os direitos de 
autor desta norma que é igualmente conhecida como NEMA standard ISO (Interna-
tional Organization for Standardization) standard 12052:2006 ("DICOM - Digital 
Imaging and Communications in Medicine", 2011). 
No que diz respeito às classificações e nomenclaturas usadas na área médica e enfermagem 
destacam-se ("RSE - Registo de Saúde Electrónico - R1: Documento de Estado da Arte", 
2009): 
• A ICD (International Classification of Diseases) 9 - CM (Clinical Modification); 
ICD 10 - CM: A ICD é uma classificação genérica para a gestão e o uso clínicos. A 
ICD permite a codificação de queixas e sintomas, de circunstâncias e causas exter-
nas, de doenças e outros problemas de saúde de acordo com a OMS. A versão 10 do 
ICD começou a ser definida em 1983 e foi concluída em 1992. Esta inclui mais de 
14 400 códigos, permite rastrear vários diagnósticos e obter dados estatísticos dos 
vários países membros da OMS ("Classifications - International Classification of 
Diseases (ICD)", 2011); 
• SNOMED (Systematized Nomenclature of Medicine): A SNOMED pode ser enten-
dida como uma colecção de normas organizadas de uma forma sistemática ou como 
uma terminologia clínica abrangente (uma vez que inclui doenças, descobertas, 
microrganismos, produtos farmacêuticos entre outras informações). Foi criada em 
1997 pelo CAP (College of American Pathologists) sendo mantida, distribuída e da 
propriedade da IHTSDO (International Health Terminology Standards Develop-
ment Organisation), uma organização sem fins lucrativos. A SNOMED visa permi-
tir a troca electrónica de informações clínicas e de saúde ("Unified Medical Lan-
guagye System® (UMLS®) - SNOMED Clinical Terms® (SNOMED CT®)", 
2011); 
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• ICPC (International Classification of Primary Care)-2: A ICPC é um método de 
classificação direccionado a cuidados primários que permite a classificação da 
razão pela qual o paciente requereu um contacto médico, dos problemas, dos diag-
nósticos, das intervenções, entre outros aspectos. Esta classificação foi publicada 
pela primeira vez em 1987 sendo publicada de novo em 1998 com alguns ajustes. A 
2ª versão do ICPC foi aprovada pela OMS ("Classifications - International Classifi-
cation of Primary Care, Second edition (ICPC-2)", 2011); 
• ICNP (International Classification for Nursing Practice) ou CIPE (Classificação 
Internacional para a Prática de Enfermagem): A ICNP ou CIPE a consiste num 
padrão internacional que visa uniformizar conceitos e catalogar diagnósticos de 
enfermagem, e resultados e intervenções criando uma terminologia comum a todos 
os enfermeiros de modo a facilitar, entre outros aspectos, a comparação, a comuni-
cação, o entendimento de relatórios estatísticos e a tomada de decisões na prática de 
enfermagem a nível local, regional e internacional. Esta classificação foi criada 
pelo ICN para permitir uma linguagem científica e unificada, comum à enfermagem 
em todo o mundo. Esta classificação permite identificar diagnósticos de enferma-
gem e possibilita a avaliação de resultados através das respostas às intervenções 
também de enfermagem, e da evolução e actualização dos diagnósticos feitos pelos 
enfermeiros. Actualmente, a CIPE encontra-se na versão 2.0 tendo sido lançada em 
Portugal em 2010 após a sua tradução ter sido concluída pela Ordem dos Enfermei-
ros. Esta classificação está em constante actualização e desenvolvimento ("Classifi-
cação Internacional para a Prática de Enfermagem - CIPE®  ", 2011; , "Classifica-
tions - International Classification of Nursing Practice (ICNP)", 2011; , "eHealth ", 
2011); 
• WHO-ART (World Health Organization - Adverse Reactions Terminology): Esta 
norma consiste num dicionário com mais de 30 anos destinado à codificação de 
reacções adversas. Esta terminologia é usada por agências reguladoras e farmacêu-
ticas. A WHO-ART foi desenvolvida em inglês, no entanto, existem traduções para 
Francês, Espanhol, Alemão, Italiano e Português ("The WHO Adverse Reaction 
Terminology – WHO-ART", 2011); 
• medDRA (Medical Dictionary for Regulatory Activities): O medDRA é uma termi-
nologia multilingue internacional clinicamente aprovada e utilizada por autoridades 
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reguladoras, e pela indústria biofarmacêuticas. Este dicionário surgiu em 2002 e é 
usado nos EUA, no Japão e na UE (União Europeia) ("mEDRA - Who we are", 
2011). 
A adopção de standards na maioria dos países implica uma tradução oficial e aceitação da 
mesma de modo a ser correctamente utilizado por todos os intervenientes envolvidos. 
A nível nacional a taxa de armazenamento de dados administrativos dos cidadãos em for-
mato electrónico em 2009 era de 73,6%. Tal como é visível na Figura 4, Portugal, tem 
armazenado maioritariamente dados administrativos e médicos dos pacientes. Em muitos 
casos, os médicos utilizam um computador durante as suas consultas; e são utilizados, com 
frequência, sistemas de apoio à decisão. Deste modo, o principal ponto fraco de Portugal 
neste sector é relativo à transferência de informação entre diferentes entidades. 
 
Figura 4 - Esquematização do tipo de dados administrativos dos pacientes armazenados em Portugal em 
formato electrónico  
Fonte:("Benchmarking ICT use among General Practitioners in Europe - Final Report", 2008; , "RSE - 
Registo de Saúde Electrónico - R1: Documento de Estado da Arte", 2009) 
Relativamente à enfermagem, Portugal é um dos países da UE com maior utilização de 
sistemas de registos electrónicos baseados numa classificação internacional de enferma-
gem. A OE tem vindo a desenvolver uma série de orientações no sentido de normalizar o 
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SIE (Sistema de Informação de Enfermagem). Para o efeito, o registo de actividades de 
enfermagem foi uniformizado e a utilização da CIPE passou a ser obrigatória. 
No que diz respeito à troca de dados de saúde, Portugal contabiliza apenas 10% de trocas 
de dados relativos a dados laboratoriais, administrativos e de saúde ("Benchmarking ICT 
use among General Practitioners in Europe - Final Report", 2008; , "RSE - Registo de Saú-
de Electrónico - R1: Documento de Estado da Arte", 2009). 
Actualmente, o sector da saúde pública a nível nacional tem sido alvo de vários problemas 
entre os quais se destacam: 
• O facto dos utentes ainda não serem o centro fulcral do sistema de saúde; 
• A fraca adequação das organizações da rede prestadora de cuidados de saúde; 
• O distanciamento entre os níveis de decisão política e a sociedade; 
• As listas de espera e/ou o congestionamento dos hospitais; 
• A dificuldade dos utentes em escolherem a instituição de saúde que os deverá aco-
lher em caso de necessidade; 
• O desconhecimento dos utentes relativamente à documentação que deverá ser apre-
sentada nas instituições de saúde; 
• A escassez de informação simples e esclarecedora direccionada aos próprios utentes 
de modo a auxiliar a compreensão do funcionamento do SNS; 
• A dificuldade em efectuar contactos com as instituições de saúde (para marcação de 
consultas, etc.); 
• A escassez de informação disponibilizada pelas próprias organizações de saúde 
(acerca das suas especialidades, serviços, etc.); 
• O próprio desequilíbrio das contas do sector da saúde; 
• Entre outros. 
Entre as principais soluções propostas, que são referenciadas de seguida, muitas delas 
podem usufruir da informatização do sector: 
• Melhorar os canais de relacionamento e comunicação com os utentes e os meios de 
informação; 
• Melhorar os repositórios, a partilha e o acesso à informação sobre a situação clínica 
e histórico de utentes; 
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• Responsabilizar as instituições e valorizar as que prestem cuidados de saúde de 
maior qualidade; 
• Desburocratizar e simplificar a actividade das organizações de saúde, racionalizar e 
tornar mais eficiente a gestão destas instituições, e efectuar comparações com 
outras instituições de referência a nível nacional e internacional. 
Salienta-se ainda que muitas organizações de saúde começaram a ter alguma independên-
cia relativamente à adopção dos seus sistemas de informação há apenas alguns anos atrás. 
Deste modo, a desmaterialização do processo clínico passou a se possível em muitas insti-
tuições hospitalares através de sistemas informatizados tais como o Paper Free Healthcare 
da ALERT® ou o HCIS (Healthcare Information System) da HP (Hewlett-Packard). Seja 
qual for a solução escolhida, um dos maiores desafios para o sucesso de uma implementa-
ção nestas organizações é a integração com outros sistemas existentes, uma vez que, boa 
parte dos mesmos, são centrais e antigos e continuam a ser insubstituíveis e indispensáveis 
ao funcionamento das instituições. No entanto, estas soluções limitam a autonomia dos 
serviços de informação das mesmas. Tal como pode ser verifica no Anexo II, muitas dessas 
aplicações foram desenvolvidas pelo IGIF (Instituto de Gestão Informática e Financeira da 
saúde), actual ACSS (Administração Central de Sistemas de Saúde). São exemplos dessas 
aplicações o RHV (Recursos Humanos e Vencimentos), o SINUS (Sistema de INformação 
para Unidades de Saúde) que é uma aplicação direccionada gestão de doentes dos centros 
de saúde, o SONHO (Sistema de gestão de doentes hospitalares), o SApE (Sistema de 
Apoio ao enfermeiro) e o SAM (Sistema de Apoio Médico). Para além dessas aplicações 
existem muitas outras direccionadas à gestão financeira, ao aprovisionamento, à logística, 
ao trabalho de backoffice, ao apoio à decisão, entre outras áreas que podem, igualmente, ter 
de ser integradas no sistema informático da instituição. O aumento da autonomia financeira 
das organizações conduz ao acréscimo de obrigações de prestação de contas e à necessida-
de de ter acesso a informação consolidada, fiável e atempada com a possibilidade de efec-
tuar cruzamento de dados que permita agir em prol das boas práticas de gestão e da melhor 
prestação de cuidados de saúde. 
Quanto à circulação de dados das instituições para alimentarem base de dados nacionais, é 
necessário que cada instituição dê autorização para circulação dessa informação e, além 
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disso, essas bases de dados nacionais necessitam de um parecer favorável da CNPD 
(Comissão Nacional de Protecção de dados Pessoais) (Silva & T., 1999). 
Salienta-se que, em 1999, tanto os hospitais como os centros de saúde tinham bases de 
dados locais. Deste modo, a informação de um utente, encontrava-se distribuída e replicada 
em várias bases de dados (Silva & T., 1999). 
Actualmente, é possível encontrar nas unidades que prestam cuidados de saúde portugue-
sas várias aplicações informáticas entre as quais algumas são provenientes de entidades 
públicas e outras de entidades privadas (Anexo II). Entre as aplicações provenientes de 
entidades públicas destacam-se o SAM, o SApE, o SONHO e o SINUS. No entanto, estes 
produtos têm sido, gradualmente, abandonados ou descontinuados. Este facto deverá ter 
contribuído para o surgimento de um cada vez maior número de soluções no sector privado 
da saúde. Salienta-se ainda que, provavelmente, de acordo com as suas dimensões, Portu-
gal não deverá ser capaz de absorver muitos sistemas generalizados neste sector (Altamiro 
da Costa Pereira, 2011).  
Em instituições de grandes dimensões para além dos profissionais de saúde, do pessoal de 
administração e gestão da organização, podem também ser encontradas empresas dentro de 
empresas o que, consequentemente, possibilita que existam dezenas de aplicações em utili-
zação numa só organização. Esta situação potencia e facilita a criação de um ambiente 
heterogéneo, difícil de gerir, com custos operacionais elevados e de difícil articulação. A 
interoperabilidade entre sistemas pode, desta forma, ficar comprometida. Actualmente, os 
sistemas de informação principais existentes numa organização como um hospital (tal 
como o SONHO, o SAM e/ou o SAPE) ou outros adicionais (como o Apollo) tendem a ser 
total ou parcialmente substituídos com o objectivo de substituir a tecnologia Oracle Forms 
por outras mais recentes tais como o WPF (Windows Presentation Foundation) ou Silver-
light. A substituição parte muitas vezes da necessidade de substituir os próprios equipa-
mentos existentes na organização por outros mais recentes e das soluções existentes nessas 
organizações tenderem a serem descontinuadas. O acesso rápido à ficha de utentes por par-
te de organizações distintas é uma das funcionalidades cuja implementação é bastante 
aguardada. Nestas organizações são igualmente cada vez mais solicitadas soluções não 
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clínicas que abrangem áreas como a administração, os recursos humanos, a gestão finan-
ceira, entre outras (Altamiro da Costa Pereira, 2011). 
De acordo com o que foi referenciado anteriormente, existem já diversas soluções informa-
tizadas direccionadas à área da saúde no mercado português desenvolvidas por empresas 
privadas portuguesas. No entanto, estas têm-se deparado com diversos entraves no que diz 
respeito à sua viabilidade nos clientes finais devido, maioritariamente, à necessidade de 
integração com sistemas informatizados de saúde do sector público. Entre os principais 
problemas apresentados pelas empresas privadas que desenvolvem essas soluções desta-
cam-se os seguintes (Reis, 2007): 
• Bloqueios da ACSS no que diz respeito a novas funcionalidades. Deste modo, exis-
tem funcionalidades que apenas se encontram disponíveis no SAM (o que contribui 
fortemente para as organizações do SNS não se desvincularem deste sistema) apesar 
de empresas privadas de desenvolvimento na área da saúde (com a VITAhisCare e a 
MedicineOne®) já terem feito pedidos no sentido de incluírem essas funcionalida-
des nos seus produtos. Um exemplo concreto desta situação é o facto dos certifica-
dos de incapacidade temporária emitidos electronicamente apenas poderem ser fei-
tas pelo SAM. 
• O facto da ACSS ter actualmente um papel duplo de entidade certificadora e de pro-
dutora de software continuando a apresentar novas versões do SAM com novas fun-
cionalidades. Deste modo, existem vários responsáveis que defendem que a ACSS 
deveria ser somente uma entidade certificadora libertando gradualmente a produção 
de software. 
• Dificuldades de integração com o SINUS uma vez que este continua a ser actualiza-
do sem haver comunicação prévia das alterações que o programa irá sofrer; 
• O não fornecimento de equipamentos como servidores ou dispositivos móveis por 
parte das ARSs (Administração Regional de Saúde) de forma atempada; 
• A inexistência de requisitos mínimos para a certificação das soluções informáticas 
nesta área, 
• Entre outros. 
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Salienta-se ainda que a informatização no sector público era, inicialmente, maior que no 
sector privado. Actualmente, tem-se verificado uma inversão dessa tendência. Esta altera-
ção deverá ser explicada pelo aumento de número de unidades de saúde do sector privado 
em Portugal e pelo aparecimento de novas necessidades que não eram contempladas pelo 
sector público (tais como, a influência das seguradoras nos processos de facturação de 
actos clínicos, etc.) (Anunciação, 2011). Tem-se igualmente constatado que, ao longo dos 
últimos anos, Portugal tem adoptado uma série de medidas de informatização dirrecionadas 
especificamente ao sector da saúde (Anexo III). No que diz respeito à segurança dos dados 
pessoais em suporte electrónico, é aplicada em Portugal aLei n.º 67/98 de 26 de Outubro de 
1998 publicada no DR que aborda e define conceitos como "Dados Pessoais" e "Tratamen-
to de Dados Pessoais".Os "Dados Pessoais" correspondem a qualquer informação, de qual-
quer natureza e independentemente do respectivo suporte (incluindo som e imagem) relati-
va a uma pessoa singular identificada ou identificável ("titular dos dados"). Relativamente 
ao "Tratamento de Dados Pessoais" este conceito é entendido como sendo qualquer opera-
ção ou conjunto de operações sobre dados pessoais, efectuado com ou sem meios automa-
tizados (tais como a recolha, o registo, a organização, a conservação, a adaptação ou alte-
ração, a recuperação, a consulta, a utilização, a comunicação por transmissão, por difusão 
ou por qualquer outra forma de colocação à disposição, com comparação ou interconexão, 
bem como o bloqueio, apagamento ou destruição). Deste modo, verifica-se que estes con-
ceitos são directamente aplicáveis à prova de conceito que se pretende desenvolver na 
medida em que alguns dados pessoais deverão ser registados, tratados, manipulados e 
armazenados pela mesma de modo a garantir a sua utilidade prática.   
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3 Metodologia 
Neste capítulo é apresentada a metodologia utilizada na elaboração do projecto. Desde 
modo, de seguida é identificado o problema, descrito o processo de investigação usado e 
respectivas tarefas realizadas durante o desenvolvimento da solução proposta. 
3.1 Identificação do problema  
As novas tecnologias e o aparecimento de equipamentos móveis cada vez mais compactos 
e mais potentes fazem com que a computação móvel seja, presentemente, uma área em 
expansão sobretudo em sectores que exigiam mobilidade e uma elevada componente práti-
ca dos utilizadores tal como é o caso do sector da saúde, mais concretamente, da área de 
enfermagem.  
A escassez de soluções na área da saúde que sejam capazes de dar resposta às necessidades 
e especificidades dos profissionais de enfermagem de uma forma simples e eficiente, e que 
conjuguem, em simultâneo, uma arquitectura própria que assente em tecnologias recentes e 
mecanismos de segurança baseados em algorimos actuais corresponde ao principal desafio 
ao qual se pretende dar resposta com a metodologia que irá sustentar a definição e o desen-
volvimento da prova de conceito proposta por este projecto.  
3.2 Processo de investigação 
Com o processo de investigação utilizado para a concretização deste projecto pretendeu-se 
obter uma abordagem inicial que permitisse a contextualização, caracterização e consoli-
dação dos conhecimentos das diferentes temáticas associadas ao sector da saúde (mais 
concretamente, à enfermagem), à sua informatização e ao modelo de negócio SaaS de 
modo a redigir o estado da arte. A definição da arquitectura da solução, a determinação e 
escolha das tecnologias e ferramentas de apoio ao desenvolvimento (nomeadamente, da 
tipologia das aplicações, do dispositivo móvel, do protocolo e tecnologia de comunicação, 
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do sistema de gestão de bases de dados, da ferramenta de desenvolvimento) e a análise de 
soluções de Web Hosting existentes permitiram sustentar, estruturar e definir uma prova de 
conceito da solução pretendida. 
Salienta-se que o processo de investigação se baseou em pesquisas online, em livros, arti-
gos e revistas, e foi complementada com a realização do inquérito "Informática no mundo 
da Enfermagem", com a participação no evento Portugal Tecnológico 2010 que teve lugar 
do dia 22 a 26 de Setembro de 2010 no Parque das Nações em Lisboa, e no 3º Seminário 
de Informática para a Saúde que decorreu do dia 26 de Maio de 2011 na ESTG (do IPL). 
3.3 Desenvolvimento 
Numa fase inicial, a investigação relacionada com as ferramentas e tecnologias de apoio ao 
desenvolvimento foi acompanhada pela criação de projectos de modo a facilitar a com-
preensão das mesmas. Após esta fase, determinou-se o plano de projecto (Apêndice I) e 
efectuou-se a definição dos requistos que beneficiou e foi ajustado de acordo com os resul-
tados do inquérito elaborado. Salienta-se que para a definição e registo de requisitos foi 
utilizada uma ferramenta de gestão do ciclo de vida de software ou ALM (Application 
Lifecycle Management) denominada por QPack da Orcanos ("Orcanos - Application 
Lifecycle Management", 2009). De seguida, definiu-se o modelo de domínio, o diagrama 
de classes de análise, o modelo de casos de uso e efectuou-se o levantamento dos mesmos. 
Depois de completadas estas tarefas efectou-se uma análise a nível da interface do utiliza-
dor de modo a auxiliar a definição e descrição dos actores, a elaboração dos principais dia-
gramas de pacotes e dos casos de uso, e a descrição dos mesmos. Salienta-se que para o 
efeito foi utilizada uma ferramenta CASE (Computer-Aided Software Engineering) desig-
nada por Visual Paradigm for UML (Unified Modeling Language) ("Visual Paradigm - 
Products", 2011) e que a documentação resultante do uso dessa ferramenta. Seguiu-se o 
desenho de protótipos em papel (Apêndice V) e a elaboração dos diagramas de classes. 
Após a conclusão dos pontos anteriores iniciou-se a implementação do servidor de dados e 
de serviços que foi sucedida da codificação das interfaces da aplicação cliente direccionada 
a dispositivos móveis designada por AMHS-NCA (Agile Mobile Healthcare Solutions - 
Nursing Client Application) e da aplicação cliente Desktop denominada por AHS-NCA 
(Agile Healthcare Solutions - Nursing Client Application) cujas capturas de ecrã podem ser 
75 
 
observadas no Apêndice VII. Salienta-se que foi usado um sistema de controlo de versões, 
ou VCS (Version Control System) durante a codificação propriamente dita designado por 
CollabNet® Subversion Edge ("Collabnet® - CollabNet® Subversion Downloads", 2011). 
Após a finalização da implementação das aplicações anteriores procedeu-se a alguns testes 
de modo a verificar o funcionamento do circuito principal da solução, o seu funcionamento 
em diferentes equipamentos e browsers, e a compatibilidade da arquitectura definida com 
outras tecnologias para além de ASP.NET (Application Service Provider .NET), nomeada-
mente, WinForms, WPF e Silverlight (Apêndice VIII). Para o efeito de foi desenvolvida 
uma aplicação Desktop auxiliar designada por AHS-PCA (Agile Healthcare Solutions - 
Patient Client Application). Salienta-se que as capturas de ecrã desta aplicação podem ser 
consultadas no Apêndice VII. 
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4 Arquitectura da solução 
Relativamente à arquitectura da solução optou-se por uma arquitectura distribuída segundo 
o modelo cliente/servidor e de acordo com o modelo de camadas.  
Um sistema distribuído é, normalmente, composto por vários computadores que funcionam 
autonomamente, interagindo e comunicando entre si através de uma rede para atingirem 
um objectivo comum. Uma das tecnologias mais populares para a implementação do 
modelo cliente/servidor em arquitecturas distribuídas é conhecida por RPC (Remote Pro-
cedure Call). A implementação SOAP (Simple Object Access Protocol) é um padrão RPC 
direccionado a serviços Web. O SOAP é um protocolo baseado em XML (Extensible Mar-
kup Language) de troca de informações sob a forma de mensagens estruturadas em plata-
forma descentralizada e distribuída. Este protocolo é constituído por um Envelope (envelo-
pe) que define o conteúdo da mensagem e como processá-la, um Header (cabeçalho) 
opcional com um conjunto de regras codificadas que contém os tipos de dados definidos na 
aplicação e um Body (corpo) composto por convenções que representam chamadas de pro-
cedimentos e respectivas respostas (Figura 5)(Robichaux, 2006).   
 
 
 
 
 
Figura 5 - Esquematização da estrutura SOAP  
Fonte: Adaptado de (Robichaux, 2006) 
SOAP Envelope 
 
SOAP Header 
SOAP Body 
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O protocolo SOAP possui mecanismos para a definição da comunicação, para lidar com 
erros, entre outros aspectos. Este protocolo é independente da linguagem, vendedor, mode-
lo de objectos e de transporte. 
De acordo com a Figura 6, na comunicação entre um processo cliente e um processo servi-
dor os stubs (ou seja, o código fonte) são responsáveis pelo marshalling na origem (isto é, 
pela conversão dos dados para um formato intermédio de modo a serem enviados do clien-
te para o servidor ou do servidor para o cliente) e pelo unmarshalling no destino (ou seja, 
pela conversão dos dados em formato intermédio no formato de origem) ("Windows® Vis-
ta para programadores", 2007).  
 
Figura 6 - Esquematização da estrutura de um procedimento remoto 
Fonte: ("Windows® Vista para programadores", 2007) 
No caso de uma arquitectura distribuída segundo o modelo cliente/servidor, os clientes 
efectuam pedidos aos servidores, aguardam e obtém respostas dos mesmos, por sua vez, os 
servidores aguardam por pedidos de clientes e processam pedidos dos mesmos quando 
solicitados. No caso da prova de conceito a ser desenvolvida no âmbito deste projecto, as 
aplicações clientes que irão efectuar pedidos e receber respostas dos servidores deverão 
correr nas máquinas clientes dos utilizadores finais (a aplicação AHS-NCA em computado-
res Desktop, e aplicação AHMS-NCA em dispositivos móveis). O(s) servidore(s) irá(ão) 
processar e responder aos pedidos das aplicações clientes através da publicação e disponi-
bilização dos serviços (AHSACS, AHSAMS, AHSUCS e AHSUMS) no IIS (Internet Infor-
mation Services). A arquitectura distribuída cliente/servidor foi proposta conjugada com o 
modelo de negócio SaaS de modo a permitir a redução considerável dos custos associados 
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à aquisição e actualização da solução perante os utilizadores finais. As principais desvan-
tagens desta arquitectura são a possibilidade de sobrecarga do servidor quando este recebe, 
em simultâneo, muitos pedidos de clientes e o facto de, no caso de falha do servidor, deixar 
de ser possível processar pedidos dos clientes (este problema pode ser contornado com 
servidores redundantes ou com a utilização de redes P2P, ou seja, peer-to-peer). Entre as 
vantagens desta arquitectura destacam-se a facilidade de manutenção dos equipamentos, a 
facilidade de administração e actualização, a centralização do armazenamento de dados em 
servidores, a facilidade de actualização do modelo de dados e das aplicações que compõem 
a solução e o facto de diferentes tipos de máquinas clientes com diferentes capacidades 
poderem usufruir deste tipo de arquitecturas. 
A divisão em camadas de aplicações provenientes de projectos de software de média ou de 
grande dimensão é uma técnica bastante utilizada. Entre as principais vantagens desta téc-
nica destacam-se a simplificação e clarificação a estruturação e codificação de soluções 
mais complexas através da sua divisão e distribuição lógica, a facilidade de implementação 
e a reutilização de código. Quanto às principais desvantagens destacam-se a necessidade de 
serem efectuadas alterações em cascata e a possível diminuição do desempenho. Para ate-
nuar os pronto negativos referidos anteriormente pode ser necessário flexibilizar o modelo 
de camadas e é aconselhável usar um baixo nível de acoplamento e dependência ("Introdu-
ção a bases de dados para objectos", 2010). A arquitectura Microsoft® Windows DNA 
(Distributed interNet Applications Architecture) é uma arquitectura já com vários anos que 
especifica a implementação de software segundo o modelo de 3 camadas ("Microsoft® 
News Center - Microsoft Announces Comprehensive Architecture For Next Generation of 
Applications", 2011; , "Scott Hanselman's ComputerZen.com - A Trip Down Memory 
Lane - Presentations over 10 years old", 2011). Por sua vez, o modelo de três camadas (3-
Tier Application Model) separa cada aplicação em três camadas distintas perfeitamente 
definidas, independentes e com funções isoladas que podem ser desenvolvidas de uma 
forma concorrente com diferentes linguagens. O modelo de três camadas é composto pelas 
seguintes camadas (Gilbert, 2010; , "Manual de Formação - Primavera Academy - Manual 
de Extensibilidade II", 2009; , "Smart Computing® Encyclopedia - Windows Distributed 
interNet Applications architecture (Windows DNA)", 2011): 
80 
 
• Camada de apresentação (presentation services). Esta camada é exclusivamente 
responsável pela apresentação da interface ao utilizador final; 
• Camada de serviços de negócios (business services). Esta camada é responsável 
pela recepção dos dados fornecidos pelo utilizador através da camada de apresenta-
ção, pela interacção destes com a camada de dados e pela devolução dos resultados 
obtidos à camada de apresentação, 
• Camada de dados (data services). Esta camada é responsável pelo armazenamento, 
obtenção e manutenção dos dados, e integridade dos mesmos. Esta camada pode 
incluir sistemas de gestão de bases de dados relacionais ou sistemas de ficheiros. 
De acordo com as características apresentadas anteriormente relativas a arquitectura distri-
buída (mais concretamente, do tipo cliente/servidor) e ao modelo de camadas pretende-se 
que a arquitectura da solução seja, igualmente, flexível possibilitando a sua implementação 
em três cenários distintos, nomeadamente: 
• Num cenário totalmente baseado na Web de acordo com um modelo de negócio 
SaaS (Figura 7); 
• Num cenário híbrido segundo um modelo de negócio SaaS (Figura 8); 
• Num cenário totalmente local de acordo com um modelo de negócio não SaaS 
(Figura 9). 
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Figura 7 - Solução totalmente Web (modelo de negócio SaaS) 
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Figura 8 - Solução híbrida (modelo de negócio SaaS) 
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Figura 9 - Solução totalmente local (modelo de negócio não SaaS) 
A escolha do cenário mais adequado a cada cliente estará directamente relacionada com a 
sua dimensão e a capacidade da sua própria infra-estrutura, a localização desejada dos ser-
viços e dos dados, a necessidade de disponibilização de dados ao utente via Web, a depen-
dência da ligação à Internet, os níveis de colaboração e de independência pretendidos, e do 
nível de controlo que o cliente deseja ter. As soluções baseadas num modelo de negócio 
SaaS visam permitir ao cliente uma redução das despesas de investimento, substituindo-a 
por uma despesa operacional mais pequena. 
Na Tabela 8 podem ser consultadas as principais diferenças entre as infra-estruturas que 
poderão ser usadas para a implementação da solução. 
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Tabela 8 - Diferenciação dos cenários que poderão ser usados para implementação da solução 
 
Solução totalmente 
baseada na Web  
(SaaS) 
Solução  
híbrida 
(SaaS) 
Solução totalmente 
local 
(não SaaS) 
Localização da base de 
dados do cliente 
Servidor remoto Servidor local do cliente Servidor local do cliente 
Localização do servi-
dor de serviços do 
cliente 
Servidor remoto Servidor local do cliente Servidor local do cliente 
Disponibilização dos 
dados do utente atra-
vés da Internet 
Dependente dos servi-
dores de serviços e de 
dados remotos 
Dependente dos 
servidores de serviços e 
de dados remotos, e dos 
servidores de serviços e 
de dados locais do clien-
te 
Dependente dos servi-
dores de serviços e de 
dados locais do cliente 
Controlo do cliente 
sobre a infra-estrutura 
da solução 
Baixo Médio Elevado 
Dimensão do cliente Pequeno Médio/Grande Grande 
Nível de colaboração Elevado 
Condicionado 
(dependente dos 
servidores de serviços e 
de dados remotos, e dos 
servidores de serviços e 
de dados locais do 
Condicionado (depende 
da disponibilidade dos 
servidores de serviços e 
de dados locais do clien-
te) 
Processo de actualiza-
ção das aplicações 
Totalmente automatiza-
do 
Parcialmente automati-
zado 
Não automatizado 
Necessidade de ligação 
permanente à Internet 
Elevada Média Baixa 
Necessidade de infra-
estrutura no cliente 
Baixa Média Elevada 
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Custo associado à 
implementação da 
solução 
Baixo Médio Elevado 
Deste modo, o sistema deverá ser composto pelos seguintes componentes: 
• Servidores de dados: 
o AHS-MDS (Agile Healthcare Solutions - Master Database Server), 
o AHS-CDS (Agile Healthcare Solutions - Clients Databases Server). 
• Servidores de serviços: 
o AHS-MSS (Agile Healthcare Solutions - Master Services Server) com-
posto por serviços autenticados e não autenticados: 
 AHS-AMS (Agile Healthcare Solutions - Authenticated Master 
Services), 
 AHS-UMS (Agile Healthcare Solutions - Unauthenticated Master 
Services). 
o AHS-CSS (Agile Healthcare Solutions - Client Services Server) compos-
to por serviços autenticados e não autenticados: 
 AHS-ACS (Agile Healthcare Solutions - Authenticated Client 
Services), 
 AHS-UCS (Agile Healthcare Solutions - Unauthenticated Client 
Services), 
• Aplicações Desktop clientes: 
o AHS-CAMA (Agile Healthcare Solutions - Client Account Management 
Application); 
o AHS-HMCA (Agile Healthcare Solutions - Hosting Management Client 
Application); 
o AHS-ACA (Agile Healthcare Solutions - Administrator Client Applica-
tion); 
o AHS-NCA; 
o AHS-PCA, 
o Entre outras. 
• Aplicações móveis: 
86 
 
o AMHS-NCA . 
O servidor de dados AHS-MDS será responsável pelo armazenamento dos dados relativos a 
contas de clientes; pela localização dos servidores de serviços (ou seja, localização do 
AHS-MSS e do AHS-CSS); e pela localização dos servidores de dados dos clientes (isto é, 
dos AHS-CDSs). O servidor de dados AHS-CDS será responsável pelo armazenamento dos 
dados do cliente. por sua vez, os servidores de serviços AHS-MSS e AHS-CSS serão res-
ponsáveis por fornecer os métodos necessários ao funcionamento das aplicações clientes.A 
aplicação Desktop cliente AHS-CAMA deverá permitir efectuar a gestão da conta do clien-
te. A aplicação Desktop cliente AHS-HMCA deverá ser responsável pela gestão das contas 
de clientes e gestão de serviços. A aplicação Desktop cliente AHS-ACA será responsável 
pela gestão de servidores, das aplicações clientes, da organização, dos utilizadores, dos 
perfis, da extensibilidade, dos pacientes, dos profissionais, dos turnos, dos recursos, das 
dietas, dos artigos, entre outros aspectos relevantes para o funcionamento das restantes 
aplicações. A aplicação Desktop cliente AHS-NCA deverá permitir a gestão do plano de 
cuidados, a preparação de rondas, entre outras tarefas diárias realizadas no exercício da 
enfermagem. A aplicação móvel cliente AMHS-NCA deverá permitir a efectivação junto do 
próprio paciente do que foi determinado através da aplicação Desktop cliente AHS-NCA.A 
aplicação Desktop cliente AHS-PCA, por sua vez, deverá possibilitar ao paciente o acesso a 
alguns dos seus dados clínicos e a gestão de alguns dados pessoais.  
Deste modo, a codificação da prova de conceito propriamente dita deverá incluir vários 
elementos distintos dos quais se destacam: 
• Várias bases de dados: 
o Uma base de dados Master ("db_master"); 
o n base de dados Client ("db_client_xxxxx"), 
o Uma base de dados que suporte os Providers utilizados ("db_aspnet"). 
• Três camadas distintas: 
o Uma camada de acesso a dados designada por DL (Data Layer) que inclui 
os DAOs (Data Access Objects) do tipo OMS (Oracle® MySQLTM) e MSS 
(Microsoft® SQL Server®); 
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o Uma camada de lógica de negócio designada por BL (Business Layer) inclui 
os BLOs (Business Logic Objects); 
o Uma camada de apresentação designada por PL (Presentation Layer). 
• Várias bibliotecas: 
o Uma biblioteca que contém classes ou entidades relativas aos DTOs (Data 
Transfer Objects) e ENMs (Enumerations) Client designada por "ClientLi-
brary.dll". Esta DLL será utilizada, sempre que necessário, pelas aplicações 
clientes e pelas bibliotecas de serviços autenticados e não autenticados. Esta 
biblioteca pertence à API de alto nível do sistema. 
o Uma biblioteca que contém classes relativas aos DTOs e ENMs Master 
designada por "MasterLibrary.dll". Esta DLL é utilizada, sempre que neces-
sário, pelas aplicações clientes e pelos serviços. Esta biblioteca pertence à 
API de alto nível do sistema. 
o Bibliotecas que contêm classes correspondentes à chamada dos métodos dos 
serviços divididas de acordo com a sua temática. Estas são responsáveis 
pela autenticação do utilizador perante cada pedido efectuado a cada serviço 
e, quando necessário, pela cifragem e decifragem da informação. Estas 
bibliotecas pertencem à API (Application Programming Interface) de alto 
nível do sistema. 
o Bibliotecas que contêm, respectivamente, classes relativas à implementaç-
ção dos serviços AHSUMS ("MasterUnauthenticatedServicesLibrary.dll"), 
AHSAMS ("MasterAuthenticatedServicesLibrary.dll"), AHSUCS ("ClientU-
nauthenticatedServicesLibrary.dll") e AHSACS ("ClientAuthenticatedServi-
cesLibrary.dll"). Cada uma destas bibliotecas incluem as próprias classes 
abstratas dos DAOs, as classes responsáveis pelas implementações específi-
cas para os diferentes SGBDs (Sistema de Gestão de Base de Dados) supor-
tados (tais como os OMS e os MSS),  as ITFs (Interfaces), a Factory dos 
DAOs (DAO Factory), a Factory de acordo com a conexão à base de dados 
(Connection Factory) e a configuração da biblioteca do serviço (app.config) 
do cliente. Esta biblioteca implementa a camada de acesso a dados e de 
lógica de negócio, e não pertence à API de alto nível uma vez que os seus 
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métodos poderão ser utilizados através das DLLs temáticas juntamente com 
a referenciação dos serviços. 
o Uma biblioteca denominada por "ConnectionLibrary.dll"que responsável 
pelas conexões e transacções SQL a serem usadas no sistema;  
o Uma biblioteca responsável pela criptografia utilizada ao longo da solução 
designada por CryptograpgyLibrary.dll. Esta DLL será utilizada pelas apli-
cações clientes implementadas. 
• Quatro serviços: 
o Um serviço Client composto por métodos que não requer autenticação 
designado por AHSUCS; 
o Um serviço Client composto por métodos que requerem autenticação desig-
nado por AHSACS; 
o Um serviço Master composto por métodos que não requerem autenticação 
designado por AHUMS; 
o Um serviço Master composto por métodos que não requerem autenticação 
designado por AHSAMS. 
• Uma aplicação Web Desktop cliente designada por AHS-NCA que implementam 
apenas parte da camada de apresentação do sistema; 
• Uma aplicação Web móvel cliente denominada por AMHS-NCA que implementa 
apenas parate da camada de apresentação do sistema. 
Uma das vantagens desta arquitectura corresponde ao facto da solução poder vir a suportar 
diferentes sistemas de gestão de base de dados. Para o efeito, na camada DL, os serviços 
(mais propriamente as DLLs de serviços autenticados e não autenticados, Clients e Master) 
foram estruturados DAOs abstractos que implementam métodos abstractos definidos pelas 
interfaces. Desta forma, cada DAO pode ser implementado de acordo com o sistema de 
gestão de base de dado pretendido através do override de cada um dos métodos. Às classes 
que implementam DAOs deu-se um nome cujo prefixo identifica o sistema de gestão de 
bases de dados (assim, as classes que implementam DAOs em Oracle® MySQLTM têm o 
prefixo OMS, enquanto que as que poderão vira ser implementadas com Microsoft® SQL 
Server® poderiam ser identificadas pelo prefixo MSS). A determinação do sistema de ges-
tão de base de dados a ser utilizado pela solução é feita através de um parâmetro da aplica-
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ção (definido nas propriedades do projecto) que de acordo com o seu valor permite à classe 
DAOFactory instanciar as classes correspondentes ao sistema de base dados escolhido. A 
arquitectura genérica da solução encontra-se esquematizada na Figura 10. 
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Figura 10 - Esquematização genérica da arquitectura da solução.
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Salienta-se que na esquematização anterior, não foram representados, por razões de simpli-
ficação, os serviços AHSUCS e AHSAMS, e as bibliotecas de serviços correspondentes 
(ClientUnauthenticatedServiceLibrary e MasterAuthenticatedServiceLibrary). Estes ele-
mentos são semelhantes aos já representados não tendo nenhuma relação entre os serviços 
AHSUCS e AHSAMS tal como acontece com os serviços AHSACS e AHSUMS. 
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5 Tecnologias e ferramentas de apoio 
ao desenvolvimento 
A implementação no contexto prático da arquitectura da solução proposta neste projecto 
requer que sejam definidas quais as tecnologias e ferramentas que podem sustentar o seu 
desenvolvimento. Desta forma, ao longo deste capítulo podem ser encontradas as escolhas 
efectuadas a nível da tipologia de aplicações, do dispositivo móvel, do protocolo de comu-
nicação, do sistema de gestão de base de dados, da tecnologia de comunicação, da ferra-
menta de desenvolvimento, dos componentes visuais e de reporting, e das principais solu-
ções de Web Hosting que poderão vir a alojar a solução. 
5.1 Tipologia das aplicações 
Na elaboração da solução optou-se pela utilização de diferentes tipos de aplicações de 
acordo com o tipo de máquina cliente a que cada aplicação se destinava. No caso da apli-
cação AHS-NCA optou-se por uma aplicação Web Desktop e no que diz respeito à aplica-
ção AMHS-NCA escolheu-se uma aplicação Web móvel. Estas escolhas baseam-se no facto 
da Web ter vindo a revolucionar o mundo da informática na medida em que a sua presença 
é cada vez mais ubíqua fazendo com que, actualmente, muitos computadores pessoais pos-
suem pelo menos um browser e ligação à Internet. As aplicações Desktop não são tão 
direccionadas ao trabalho cooperativo e/ou à distância como as aplicações Web que se 
encontram também mais relacionadas com o Cloud Computing (Farkas, 2009). As princi-
pais vantagens da utilização de aplicações Web prende-se com o facto do seu funcionamen-
to ser possível na maior parte dos computadores actuais com acesso à Internet e um brow-
ser instalado, da sua actualização e manutenção ser facilitada uma vez que não requer a 
instalação de novas versões em cada uma das máquinas dos utilizadores, de permitir um 
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suporte multi-plataforma e uma maior compatibilidade. No entanto, existem vários pro-
blemas ou dificuldades na produção de aplicações Web tais como o facto da sua codifica-
ção implicar a mistura de várias tecnologias e linguagens (declarativas e procedimentais) 
distintas (o que torna as próprias ferramentas de desenvolvimento mais complexas, e difi-
culta uma codificação mais consistente), da definição de standards estar a ser um processo 
moroso e de difícil aplicação, de ser facilmente possível misturar a lógica com a própria 
interface, de parte do código fonte ficar exposto e de ser facilmente acessível, dos concei-
tos de desenvolvimento e de desenho de interface das aplicações Web ser distinto dos res-
tantes tipos de aplicações mais comuns uma vez que esta têm de lidar com um ambiente 
que permite a manipulação de páginas (o que possibilita, por exemplo, retroceder à página 
anterior ou actualizar a página actual, etc.)(Mikkonen & Taivalsaari, 2008). Quanto às des-
vantagens como problemas de compatibilidade com os diferentes browsers (ou com as 
próprias versões dos mesmo browsers) existentes no mercado, e a dificuldade em desenhar 
aplicações Web que sejam apelativas e de fácil utilização estas podem ser atenuadas com a 
utilização de componentes visuais vocacionados a tecnologias Web. 
Quanto à diferenciação entre a utilização de aplicações Web Desktop e móveis esta prende-
se directamente com a utilização de dispositivos físicos de natureza distinta tanto a nível de 
dimensão, de autonomia e de mobilidade. No entanto, tendo em conta que se tratam de 
aplicações Web a principal distinção na elaboração das aplicações Desktop e móvel está 
directa e maioritariamente relacionada com o desenho de interfaces ("Definition of: desk-
top application ", 2011) ("MobiForge - Designing", 2011). 
5.2 Dispositivo móvel 
Actualmente, entre os dispositivos móveis disponíveis no mercado destacam-se PDAs 
(Personal Digital Assistant) e Tablets PCs.  
Uma das principais vantagens dos Tablets PCs é o facto da dimensão do ecrã ser conside-
ravelmente superior à dos PDAs. No entanto, comparativamente a Tablets PCs de maiores 
dimensões, os PDAs são, geralmente, mais fáceis de transportar. A introdução de uma 
pequena quantidade de informação é, normalmente, introduzida mais rapidamente através 
de um teclado físico (característica essa encontrada, actualmente, nalguns PDAs). Por sua 
vez, os Tablets PCs permitem, normalmente, uma interacção com a sua interface apenas 
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com os dedos enquanto os PDAs requerem, geralmente, um stylus. Em qualquer tipo de 
dispositivo móvel, a autonomia da bateria é igualmente uma característica importante a ter 
em conta ("Making the Right Choice: Tablet vs PDA", 2011).  
Entre os Tablets PCs podem ser distintos dispositivos de uma gama mais alta como é o 
caso de vários equipamentos direccionados à área da saúde como o Motion C5 (Figura 11) 
("Motion C5v", 2011). 
 
Figura 11 - Motion C5 
Fonte: ("Motion C5v", 2011)  
Estes equipamentos têm normalmente características muito semelhantes às de um PC nor-
mal (incluindo o SO, processador, capacidade de armazenamento, etc.) sendo, no entanto, 
mais compactos o que torna o seu custo, geralmente, bastante mais elevado que o de um 
computador de secretária. Existem, porém, Tablets PCs mais simples e de gama mais baixa 
tal como o Eken M002 (Figura 12)("Eken", 2011).  
 
Figura 12 - Eken M002 
Fonte: ("Eken", 2011)  
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Tendo em conta que a aplicação móvel que irá integrar a solução deverá ser de simples 
utilização esta não deverá requer a utilização de stylus nem de teclado físico. Para o efeito, 
o ecrã deverá ter dimensões médias (cerca de 7'') para permitir a interacção do utilizador 
com a interface apenas com os dedos e a ser possível o apoio do dispositivo móvel, na 
horizontal, numa só mão. O dispositivo deverá ainda ter uma bateria cuja duração seja de 
algumas horas, não deverá aquecer muito nem ser demasiado pesado (não devendo ultra-
passar cerca dos 500 gramas) de modo ao seu uso continuado não se tornar desconfortável 
ou mesmo inviável. Tendo em conta que a comunicação da aplicação móvel com o servi-
dor deverá ser feita em tempo real, o dispositivo móvel terá de suportar Wi-Fi (existente, 
normalmente, nas organizações de saúde), no entanto, não necessita de 3G, esta caracterís-
tica, normalmente, encarece o equipamento. Tendo em conta que existe a possibilidade de 
vários dispositivos móveis serem utilizados em simultâneo, pretende-se utilizar dispositi-
vos cujo valor seja relativamente baixo (até cerca de 100,00€). Deste modo, o equipamento 
encontrado que melhor respondia à relação qualidade/preço de acordo com os requisitos 
referenciados anteriormente foi um Tablet PC Touch-screen de 7'' identificado como um 
modelo M-002 e um custo de cerca de 100,00€ no início do ano corrente (2011) com ten-
dência para a diminuição desse valor ao longo do tempo. Seguem-se alguma imagens do 
equipamento adquirido (Figuras 13 e 14). 
 
Figura 13 - Dispositivo móvel M002 (frente). 
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Figura 14 - Dispositivo móvel M002 (verso). 
As principais características deste equipamento podem ser consultadas na Tabela 9 ("M002 
Google Android Tablet PC Touchscreen WiFi 2GB Black", 2011): 
Tabela 9 - Principais características do equipamento móvel utilizado para desenvolvimento da aplicação Web 
móvel cliente 
Equipamento: Tablet M-002 
Característica Descrição 
CPU VIA MW8505 600MHz (Mega-Hertz) 
SO Google Android 1.6. 
Resolução 800 x 480 TFT LCD 7'' High Resolution Touchscreen 
Protocolo Wi-Fi 802.11 B/G 
Memória RAM 
 (Random-Access Memory) 
128 MB 
Memória ROM  
(Read-Only Memory) 
2 GB (GigaByte) 
Bateria Embutida 
Leitor Micro SD Até 16 GB 
Suporte áudio/vídeo MP3, ou seja, MPEG-1 ou MPEG-2 Audio Layer III; e AVI (Audio Video 
Interleave), ou seja, Audio Video Interleave (320 x 240) 
Outras Carregador para alimentação e conector iPod/USB 
Foi igualmente possível obter facilmente o firmware original do dispositivo junto do grupo 
Eken, permitindo a realização de diversos testes e de efectuar depois a reposição do mesmo 
de uma forma fácil e rápida ("Eken", 2011). 
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5.3 Sistema de gestão de base de dados 
O conceito de base de dados não requer que exista uma informatização do mesmo, poden-
do tratar-se de um ficheiro ou de outro qualquer meio em que seja possível armazenar 
dados de uma forma organizada e estruturada. No entanto, a utilização de bases de dados 
informatizados trouxe vantagens tais como uma gestão e um acesso mais facilitados e mais 
rápidos dos dados, e uma maior capacidade de armazenamento. Além disso, actualmente, 
as bases de dados são imprescindíveis ao funcionamento de muitas aplicações informáticas 
funcionando como uma "memória persistente" na qual é possível guardar e recuperar dados 
("Gestão da Informação: Bases de Dados", 2006).  
Para o acesso e a manipulação de dados relacionais informatizados nos SGBDs ou RDBMS 
(Relational Database Management System) é, frequentemente, utilizada a linguagem SQL 
(Structured Query Language). Esta linguagem de 4ª geração tem como principal objectivo 
servir de interface entre o utilizador dos dados e o próprio sistema gestor de bases de 
dados, tendo sido considerada um standard internacional fazendo com que muitos fabri-
cantes a integrassem nos seus produtos (Damas, 2005).  
Esta linguagem terá surgido na década de 70, sendo a primeira implementação feita pela 
IBM com o objectivo de implementar o modelo de Codd que é considerado a base dos 
SGBDR (Sistemas de Gestores de Bases de Dados Relacionais). As bases de dados relacio-
nais são as mais difundidas actualmente podendo ser definidas através de um modelo rela-
cional. Estes modelos possibilitam a representação e definição de uma solução lógica para 
um determinado problema. No entanto, terá sido a Relational Software, Inc. (actual Ora-
cle® Corporation) a efectuar a primeira implementação comercial de SQL (Damas, 2005; , 
"Gestão da Informação: Bases de Dados", 2006). 
Actualmente, a linguagem SQL inclui outras linguagens, nomeadamente, DML (Data 
Manipulation Language), DDL (Data Definition Language) e DCL (Data Control Lan-
guage). A DML é responsável pela manipulação dos dados (inclui os comandos INSERT, 
UPDATE, DELETE e MERGE), a DDL permite definir a estrutura dos dados (inclui os 
comandos CREATE, ALTER, TRUNCATE e DROP) e a DCL é responsável pelo controlo 
de acesso e manipulação dos dados (inclui os comandos GRANT e REVOKE). Para além 
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destas linguagens, o SQL apresenta outras características e elementos tais como queries, 
diferentes tipos de dados, transacções, procedimentos, entre outros (Damas, 2005). 
Mais recentemente, a linguagem SQL foi utilizada para constituir a sintaxe do LINQ (Lan-
guage-INtegrated Query). O LINQ é uma ferramenta de mapeamento O/R (Object-
Relational) que permite efectuar consultas a partir de diversas origens de dados (base de 
dados, documentos XML, estruturas de dados, colecções de objectos, etc.). O LINQ pode 
ser usado com SQL, XML, objectos, DataSets e entidades tendo sido integrado nativamente 
na plataforma .NET da Microsoft®. Existem projectos como o DbLinq que visam permitir 
a integração do LINQ com vários sistemas de gestão de bases de dados (tais como Oracle® 
MySQLTM, PostgreSQL, Oracle®, Ingres, SQLite e Microsoft® SQL Server®). No entanto, 
uma das principais desvantagens da utilização do LINQ é a geração automática de código 
fonte que replica a estrutura da base de dados praticamente na sua totalidade. Este processo 
pode gerar uma elevada quantidade de código desnecessário ao desenvolvimento final da 
solução ("DbLinq Project: Linq Provider for MySql, Oracle and PostgreSQL"; , "Micro-
soft® Visual Studio 2008 e Microsoft® .NET Framework 3.5", 2008).   
Presentemente, existem numerosos SGBDs, no entanto, para a prova de conceito preten-
deu-se utilizar um sistema que fosse já reconhecido há vários anos no mercado pelas suas 
funcionalidades, o seu desempenho, facilidade de utilização e baixo custo. Deste modo, 
escolheram-se para comparação os sistemas de dois dos principais produtores de SGBDs, a 
Oracle® Corporation e a Microsoft® (Tabela 11). 
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Tabela 10 - Comparação dos principais SGBDs da Oracle Corporation e da Microsoft   
Fonte: Adaptado de  ("Compare Microsoft® SQL Server® Editions", 2011; , "Microsoft® SQL Server® - Database Connectivity..." 2011; , "MySQL™ - The world's 
most popular open source database", 2011; , "MySQL™ Connectors", 2010; , "Oracle®", 2011; , "Oracle® - Software Downloads", 2011) 
Oracle® Corportation Microsoft® 
MySQLTM Oracle® SQL Server® 
 
 
 
Possui uma versão GPL (General Public License) e 
outra proprietária 
Proprietário Proprietário 
Disponibiliza uma versão GPL gratuita (sem limite 
no tamanho da base de dados) 
Disponibiliza uma edição Express gratuita (entre 
outras limitações, o tamanho máximo da base de 
dados é de 4GB) 
Disponibiliza uma edição Express gratuita (entre 
outras limitações, o tamanho máximo da base de 
dados é de 10GB) 
Ano da primeira release lançada publicamente: 1995. 
Release actual: 5.5.8. 
Ano da primeira release lançada publicamente: 1979. 
Release actual: 11g Release 2 
Ano da primeira release lançada publicamente: 1989. 
Release actual: 2008 Release 2 (v10.5) 
De acordo com os parâmetros ACID (Atomicity, Con-
sistency, Isolation, Durability ou seja, de atomicida-
de, consistência, isolamento e durabilidade); 
Suporta transacções, tabelas temporárias, funções, 
procedimentos, triggers, etc; 
Suporta cifragem nativa dos dados que circulam na 
rede (com SSL 4.0). 
De acordo com os parâmetros ACID, ou seja, de 
atomicidade, consistência, isolamento e durabilidade; 
Suporta transacções, tabelas temporárias, domínio de 
dados, funções, procedimentos, triggers, materialized 
views, etc.; 
Suporta cifragem nativa dos dados que circulam na 
rede. 
De acordo com os parâmetros ACID, ou seja, de 
atomicidade, consistência, isolamento e durabilidade; 
Suporta transacções, tabelas temporárias, domínio de 
dados, funções, procedimentos, triggers, materialized 
views, etc; 
Suporta cifragem nativa dos dados que circulam na 
rede. 
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Não suporta domínio de dados nem materialized 
views. 
Funciona em Windows®, MAC OS (Operating Sys-
tem) X, Linux, BSD (Berkeley Software Distribution), 
UNIX, AmigaOS, Symbian, z/OS, Solaris e OpenSo-
laris. 
Funciona em Windows®, MAC OS X, Linux, BSD e 
UNIX. 
Funciona apenas em ambiente Windows®. 
Tamanho máximo de uma base de dados: ilimitado. 
Tamanho máximo de uma tabela: 64TB (TeraByte) 
para Innodb storage a 256TB para MyISAM storage. 
Tamanho máximo de um BLOB (Binary Large 
OBject): 4GB ou gigabyte. 
Tamanho máximo de uma base de dados: ilimitado 
(4GB x tamanho do bloco definido na instalação x nº 
de tabelas). 
Tamanho máximo de uma tabela: 4GB x tamanho do 
bloco definido na instalação. 
Tamanho máximo de um BLOB: ilimitado. 
Tamanho máximo de uma base de dados: 524258TB. 
Tamanho máximo de uma tabela: 524258TB. 
Tamanho máximo de um BLOB: 2GB. 
 
Linguagem procedimental de programação: 
SQL/PSM (SQL/Persistent Stored Module) 
Linguagem procedimental de programação: PL/SQL 
(Procedural Language/SQL) 
Linguagem procedimental de programação: T-SQL 
(Transact-SQL) 
Principais conectores/drivers para: ODBC (Open 
Data Base Connectivity), JDBC (Java Database 
Connectivity), ADO.NET (ActiveX Data Objects 
.NET), C++, C, PHP (Hypertext Preprocessor). 
Principais conectores/drivers: ODBC, JDBC, OLE, 
ODP.NET (Oracle Data Provider .NET). 
Principais conectores/drivers: ODBC, OLE DB 
(Object Linking and Embedding Database), JDBC, 
ADO.NET (embutido na própria plataforma .NET), 
PHP. 
Outras características: 
Desenvolvido em C e C++; 
Podem existir algumas limitações na execução de um 
processo mais complexo (tais como chamar procedi-
mentos que incluam comandos DML na activação de 
Outras características: 
Desenvolvido em C e C++; 
Utilizado em várias aplicações informáticas públicas 
da área da saúde em Portugal. 
Outras características: 
Inclui novos conceitos para o armazenamento de 
dados de grandes dimensões (tal como o Filestream). 
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um trigger);  
Disponibiliza um ambiente gráfico (Workbench); 
A oferta de Web Hosting para bases de dados deste 
SGBD é grande e mais económico que a maioria dos 
sistemas. 
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De acordo com a tabela anterior, optou-se pela utilização do MySqlTM da Oracle® Corpo-
ration uma vez que este permite armazenar uma elevada quantidade de informação de uma 
forma gratuita. A elevada capacidade de armazenamento a um baixo custo é uma necessi-
dade para o sistema que se pretende desenvolver uma vez que se prevê o registo de uma 
grande quantidade de informação. 
5.4 Protocolo de comunicação 
Actualmente, o protocolo de aplicação HTTP (HyperText Transfer Protocol), que corre 
sobre o protocolo de comunicação TCP/IP, é largamente usado uma vez que é o protocolo 
base mais utilizado desde 1990 para a comunicação de dados na Internet. Os standards do 
HTTP/1.1 (versão mais comum) foram definidos pela IETF (Internet Engineering Task 
Force) e W3C. Este é um protocolo stateless (uma vez que cada comando é executado de 
um modo independente sem o conhecimento dos comandos prévios) baseado em pedidos e 
respostas num modelo computacional cliente/servidor. As desvantagens do facto deste pro-
tocolo ser stateless têm vindo a tentar ser colmatadas através de tecnologias como ActiveX, 
o Java, JavaScript e cookies. Outra lacuna do protocolo HTTP é o facto desde não ser 
seguro, possibilitando escutas e ataques do tipo man-in.the-middle. Para solucionar esta 
questão foi criado o protocolo HTTPS (HyperText Transfer Protocol Secure). O HTTPS 
consiste basicamente na utilização do protocolo HTTP através de uma conexão SSL/TLS 
(Secure Sockets Layer/Transport Layer Security). O SSL (Secure Sockets Layer) é um pro-
tocolo desenvolvido, originalmente, pela Netscape usado frequentemente para gerir a segu-
rança de uma transmissão de mensagem através da Internet, tendo sido sucedido pelo pro-
tocolo TLS (Transport Layer Security). Este protocolo baseia-se num procedimento de 
handshake que consiste basicamente numa troca de mensagens para o estabelecimento de 
uma conexão segura que inclui a identificação do servidor através de um certificado digital 
válido que pode ser confirmada pelo cliente junto do servidor que emitiu o certificado, ou 
seja, a CA (Certification Authority) acima do servidor com o qual o cliente pretende comu-
nicar, que por sua vez deverá ser certificado por outra CA ou Root CA. Após este procedi-
mento o canal de comunicação utilizado é cifrado através de um algoritmo de cifragem 
assimétrica de modo a garantir a privacidade e confiabilidade das mensagens que nele irão 
circular. Salienta-se que o protocolo TLS pode requerer a identificação através de um certi-
ficado digital válido apenas do servidor, ou do servidor e do cliente ("Definition - HTTP 
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(Hypertext Transfer Protocol)"; , "Definition - Secure Sockets Layer (SSL)", 2000; , 
"HTTP", 2011; , "O protocolo HTTP", 2009; , "SSL"; , "SSL client authentication: It's a 
matter of trust", 1998).  Na Tabela 10 podem ser consultadas as principais diferenças entre 
o protocolo HTTP e HTTPS. 
Tabela 11 - Principais diferenças entre o protocolo HTTP e HTTPS. 
 HTTP HTTPS 
Prefixo do URL 
 (Uniform Resource Locator ou 
Universal Resource Locator) 
http:// https:// 
Porto utilizado por defeito 80 43 
Camada do modelo OSI  
(Open Systems Interconnection) 
onde opera 
Topo da camada de aplicação Topo da camada de aplicação 
(protocolo HTTP) e topo da 
cama de tranporte (TLS) 
Segurança Protocolo não seguro Protocolo seguro 
Requisitos especiais para o seu 
funcionamento 
- Certificados digitais 
No que diz respeito à utilização de certificados digitais para estabelecimento de comunica-
ções sobre HTTPS, actualmente, são amplamente utilizados certificados que respeitem o 
standard X.509. Este standard ITU-T (International Telecommunication Union - Tele-
communication standardization sector) define uma infra-estrutura de chave pública ou PKI 
(Public Key Infrastructure) para SSO (Single Sign-On) e PMI (Infrastructure Management 
Privilege). Saliente-se igualmente que este standard criptográfico é suportado pela plata-
forma .NET 4 ("Working with Certificates", 2011). 
5.5 Tecnologia de comunicação 
Considerou-se que a tecnologia de comunicação a ser utilizada na prova de conceito seria 
baseada em serviços de modo que as acções sejam concretizadas em tempo real, a evitar a 
necessidade de sincronização (entre a aplicação Desktop e a aplicação móvel), e a reduzir 
ao máximo o armazenamento temporário e distribuído pelas várias aplicações o que pode-
ria facilmente gerar incoerências nas informações apresentadas pelo sistema. As aplicações 
que interagem ou que são direccionadas a serviços têm-se revelado a norma no que diz 
respeito à evolução das aplicações informáticas ("Introducing Windows Communication 
Foundation in .NET Framework 4", 2009).  
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Desta forma, a tecnologia de comunicação utilizada para a prova de conceito foi o WCF 
(Windows Communication Foundation) uma vez que esta é recente e vem unificar as dife-
rentes tecnologias de programação de sistemas distribuídos da Microsoft® capazes de gerar 
WSDL (Web Services Description Language) tais como, WSE (Web Services Enhance-
ments), ASP.NET Web Services, .NET Remoting, e MSMQ (Microsoft® Message Queuing) 
num único modelo baseado em arquitectura SOA e disponibilizando uma plataforma ou 
API única para a construção rápida de aplicações seguras e fiáveis. Para além disso, o WCF 
é totalmente desacoplado das regras de negócio expostas pelos serviços ("Windows® Vista 
para programadores", 2007) ("Improving Web Services Security - Scenarios and Imple-
mentation Guidance for WCF", 2008). Através da Figura 15 é possível consultar, de um 
forma esquemática, quais as principais potencialidades do WCF. 
 
Figura 15 - Representação das potencialidades do WCF  
Fonte: ("Introdução a bases de dados para objectos", 2010) 
O WCF foi construído com base nos standards de serviços Web e desenhado para respon-
der às necessidades do SOA e SaaS. Deste modo, oferece um modelo orientado a serviços, 
construído no topo da plataforma .NET que inclui serviços Web estáticos, mensagens, call-
backs, sessões, segurança, transacções, remoting, entre outras capacidades numa única API 
("Windows® Vista para programadores", 2007). Uma das particularidades do WCF cor-
responde ao facto dos serviços terem de ser expostos através de Endpoints (Figura 16). 
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Figura 16 - Esquematização de um serviço WCF  
Fonte: ("Introducing Windows Communication Foundation in .NET Framework 4", 2009). 
Os Endpoints resultam do relacionamento de três conceitos distintos: o Address, o Con-
tract e o Binding (que fomentam a expressão "ABC do WCF", uma vez que, 
Address+Binding+Contract=Endpoint). Assim, cada serviço necessita de um endereço 
(Address), de um contracto (Contract) que define o que o serviço vai fazer e de uma vincu-
lação (Binding) que irá definir como este irá comunicar. Assim, a comunicação base WCF 
entre um processo cliente WCF e um serviço WCF é feita através de um Endpoint (consul-
tar a Figura 17). 
 
Figura 17 - Esquematização da comunicação entre um cliente WCF (à esquerda) e um serviço WCF (à direi-
ta) efectuada através de um Endpoint 
Fonte: ("Introducing Windows Communication Foundation in .NET Framework 4", 2009). 
Segue-se, na Tabela 12, uma comparação das principais características entre os WS (Web 
Services) e o WCF. 
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Tabela 12 - Tabela comparativa das principais diferenças entre o WSs e o WCF 
Fonte: Adaptado de ("Hosting and Consuming WCF Services", 2007; , "Migrando de ASMX para WCF", 
2009) ("Improving Web Services Security - Scenarios and Implementation Guidance for WCF", 2008). 
WS WCF 
Extensão dos ficheiros: *.asmx Extensão dos ficheiros: *.svc 
O controlo da visibilidade dos Web Methods é 
feito através de métodos com a tag WebMethodAt-
tribute. 
O controlo da visibilidade dos serviços é feito 
através de contratos (interfaces com métodos com a 
tag OperationContractAttribute). 
Serializador/Deserializador: utiliza o XmlSeriali-
zer. 
Serializador/Deserializador: utilizado por defeito o 
DataContractSerializer (mas pode ser usado outro 
para manter a compatibilidade com .NET Remoting, 
por exemplo). 
Permite interceptar as requisições através de SOAP 
Extensions. 
Permite interceptar e inspeccionar os parâmetros que 
estão a ser enviados (entre outros aspectos) tanto do 
lado do serviço como do cliente. 
Apenas suporta os protocolos HTTP/HTTPS. É independente do protocolo podendo correr sobre 
HTTP, HTTPS, TCP, MSMQ, etc.. 
Suporta apenas o IIS como host. Suporta como hosts o IIS, Windows Service, etc.. 
Apenas suporta segurança baseada no transporte 
(através da exposição de serviços sobre o protoco-
lo HTTPS). 
Suporta, nativamente, segurança baseada no trans-
porte e na mensagem. A autenticação de cliente 
através de um nome de utilizador e uma palavra-
chave requer a utilização de certificados digitais. 
A configuração é relativamente limitada e feita de 
forma declarativa no ficheiro "Web.config". 
Permite definir SOAP Extensions, página de 
ajuda/WSDL customizada, protocolos, etc.. 
A configuração é muito rica (podendo mesmo 
tornar-se complexa) e feita de forma declarativa no 
ficheiro "Web.config". Permite efectuar 
parametrizações a nível de segurança, transacções, 
know types, behaviors, bindings, endpoints, 
É possível aceder directamente a objectos nativos 
do ASP.NET (tais como Session, Application, 
Cookies, etc.). 
Por defeito, no WCF não é possível aceder 
directamente a objectos nativos do ASP.NET, no 
entanto, para o efeito basta definir o atributo 
AspNetCompatibilityRequirementsAttribute na classe 
que representa o serviço, e definir no ficheiro 
"Web.config" a propriedade RequirementsMode 
Não suporta especificações WS-* (ou seja, as 
gorias Messaging, Security, Reliable Messaging, 
Transaction, Metadata, etc.). Para o efeito, a 
Microsoft® criou um Add-on para o Visual 
As especificações WS-* (ou seja, as categorias 
saging, Security, Reliable Messaging, Transaction, 
Metadata, etc.) estão já nativamente implementadas. 
Todas as especificações podem ser configuradas no 
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dio® .NET, denominado por WSE. "Web.config" através do binding.  
A criação do proxy é, normalmente, feita pelo IDE 
utilizando a API da tecnologia correspondente (no 
caso do Microsoft® Visual Studio®, este processo 
é feito pela adição do serviço através da opção 
“Add Web Reference”). 
A criação do proxy é, normalmente, feita pelo IDE 
utilizando a API da tecnologia correspondente (no 
caso do Microsoft® Visual Studio®, este processo é 
feito pela adição do serviço através da opção “Add 
Service Reference”). 
Na maioria das comunicação WCF sucede o seguinte ("3 ways to do WCF instance mana-
gement (Per call, Per session and Single)", 2010):  
1. O cliente WCF faz um pedido ao objecto correspondente ao serviço WCF pretendi-
do; 
2. O objecto correspondente ao serviço WCF pretendido é instanciado no servidor 
WCF; 
3. A instância do serviço no servidor processa o pedido e responde ao cliente WCF. 
Com o WCF é possível controlar a forma como os objectos correspondentes aos serviços 
são instanciados no servidor, assim como, quanto tempo estes podem continuar a residir no 
mesmo ("3 ways to do WCF instance management (Per call, Per session and Single)", 
2010). O WCF possibilita três formas de controlar o modo como cada instância é criada no 
servidor WCF: Per Call, Per Session e Single Instance ("3 ways to do WCF instance 
management (Per call, Per session and Single)", 2010). A escolha desse modo depende da 
escalabilidade, da performance, da quantidade de dados, do hardware do servidor, das filas 
e do número de chamadas a serem efectuadas a um determinado serviço. Desta forma, para 
obter soluções escaláveis, consistentes, estáveis e com bons níveis de performance pode 
ser necessário escolher e ajustar um dos tipos de sessões existentes de acordo com as 
características de cada sistema. No caso da prova de conceito a implementar, utilizou-se o 
modo de instanciação Per Call (activa por defeito) uma vez este consiste na criação de 
uma nova instância do serviço no servidor WCF após cada pedido cliente WCF. Após a 
instância no servidor processar e dar resposta ao pedido que lhe deu origem, esta é destruí-
da, sendo depois recolhida pelo Garbage Collector ("3 ways to do WCF instance manage-
ment (Per call, Per session and Single)", 2010). Salienta-se que a utilização deste modo de 
instanciação é recomendada quando se pretende uma implementação de serviços não per-
sistente, quando a manutenção de um serviço requer manter em memória momentaneamen-
te várias instâncias de objectos de grandes dimensões, quando a capacidade de escalabili-
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dade do servidor WCF for reduzida e quando o modelo dos métodos dos serviços for de 
uma thread única ("3 ways to do WCF instance management (Per call, Per session and 
Single)", 2010). A utilização deste modo de instanciação não é recomendado quando existe 
um número considerável de clientes a fazer pedidos em simultâneo cujo processamento 
seja complexo (ou seja, para o qual seja necessário um espaço considerável de memória 
e/ou capacidade de processamento durante um maior período de tempo) e/ou demorado 
uma vez que pode ser mais facilmente atingido o limite dos recursos do servidor de servi-
ços WCF ("Discover Mighty Instance Management Techniques For Developing WCF 
Apps", 2006). A nível de segurança o WCF disponibiliza um elevado número de modos 
como é possível verificar na Tabela 13. 
Tabela 13 - Principais vantagens e desvantagens dos diferentes modos de segurança do WCF 
Fonte: Adaptado de (Cibraro, Claeys, Cozzolino, & Grabner, 2010; , "Improving Web Services Security - 
Scenarios and Implementation Guidance for WCF", 2008; , "Programming WCF Security", 2011). 
Modo de Segurança: None 
Vantagens Desvantagens 
Sem overhead. Não é aplicado nenhum nível de protecção; 
Serviço vulnerável a ataques. 
Modo de Segurança: Transport 
Vantagens Desvantagens 
Cifragem de toda a comunicação; 
É garantida integridade, privacidade e autenticação 
mútua. 
Cifragem ponto-a-ponto (a mensagem poderá ser 
alterada por intermediários entre o cliente e o servi-
ço); 
As credenciais são dependentes do protocolo de 
transporte usado. 
Modo de Segurança: Message 
Vantagens Desvantagens 
Toda a mensagem é encriptada e assinada; 
É garantida a protecção da mensagem (confidencia-
lidade e integridade), e a autenticação mútua; 
É igualmente garantida a segurança (End-To-End) 
independentemente dos intermediários que possam 
existir entre o cliente e o serviço; 
Permite expor o serviço a um protocolo não seguro 
(Ex: HTTP); 
As credenciais são independentes do protocolo de 
Overhead (todas as mensagens são encriptadas e 
assinadas). 
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transporte usado; 
A interoperabilidade é garantida pelo facto da 
segurança ser baseada em padrões existentes no 
mercado. 
Modo de Segurança: Both 
Vantagens Desvantagens 
Utiliza segurança a nível de transporte e da mensa-
gem. 
Perca de performance; 
Apenas é permitido em protocolos específicos (Ex: 
MSMQ). 
Modo de Segurança: TransportWithMessageCredentials 
Vantagens Desvantagens 
A confidencialidade e a integridade da mensagem 
são garantidas a nível da própria mensagem sendo 
necessária a autenticação do cliente; 
A autenticação do serviço será fornecida a nível do 
transporte. 
Overhead. 
Modo de Segurança: TransportCredentialOnly 
Vantagens Desvantagens 
Garante autenticação mútua a nível do transporte, 
Pouco overhead. 
Não existe protecção de mensagem; 
Apenas disponível para basicHttpBinding. 
De acordo com as características anteriores e tendo em conta que se pretende utilizar um 
nível de segurança elevado que inclua a protecção tanto da mensagem como da camada de 
transporte optou-se pelo modo de segurança TransportWithMessageCredentials. 
Na Tabela 14 podem ser consultadas as principais vantagens e desvantagens dos bindings 
disponibilizados pelo WCF assim como os modos de segurança que suportam. 
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Tabela 14 - Principais vantagens e desvantagens dos bindings disponíveis para WCF, e respectivos modos de segurança compatíveis 
Fonte: Adaptado de  (Aece, 2009; , "Choosing the right WCF binding", 2007; Cibraro, Claeys, Cozzolino, & Grabner, 2010; Vasters, 2006; , "WCF Service Binding Ex-
plained", 2011) 
Binding Vantagem Desvantagem 
Modos de segurança suportados 
Outras características 
None Transport Message 
BasicHttpBinding 
Maior interoperabilidade. Sem segurança por defeito; 
Não suporta Reliable Messaging. 
Sim  
(por defei-
to) 
Sim Sim Suportado pelo IIS e 
WAS (WebSphere 
Application Server). 
WebHttpBinding 
Permite expor serviços através 
de solicitações HTTP que usem 
POX (Plain Old XML) em vez de 
mensagens baseadas em SOAP.  
Menor interoperabilidade que o 
binding BasicHttpBinding. 
 
Sim 
(por defei-
to) 
Sim Não - 
WSHttpBinding 
Suporta protocolos modernos de 
Web Services (transacções e 
mensagens confiáveis); 
Elevada interoperabilidade; 
Suporta Reliable Messaging. 
Menor interoperabilidade que o 
binding BasicHttpBinding; 
O Reliable Messaging não vem 
activo por defeito. 
Sim Sim Sim 
(por defei-
to) 
Suportado pelo IIS e 
WAS. 
WSDualHttpBinding 
Suporta Web Services com 
duplex contract e suporte para 
transacções; 
Suporta Reliable Messaging por 
defeito. 
Menor interoperabilidade que o 
binding  BasicHttpBinding. 
Sim Não Sim 
(por defei-
to) 
- 
WSFederationHttpBinding Suporta Web Services com fede- Menor interoperabilidade que o Sim Não Sim - 
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red security e transacções. binding BasicHttpBinding. (por defei-
to) 
NetTcpBinding 
Suporta comunicação entre apli-
cações WCF entre diferentes 
computadores, duplex contracts 
e transacções; 
Suporta Reliable Messaging. 
Menor interoperabilidade que o 
binding BasicHttpBinding; 
O Reliable Messaging não vem 
activo por defeito. 
Sim Sim 
(por defei-
to) 
Sim Suportado apenas pelo 
WAS.; 
Utiliza o protocolo 
TCP. 
NetPeerTcpBinding 
Suporta comunicação entre dife-
rentes computadores através de 
serviços peer-to-peer e duplex 
contract. 
Menor interoperabilidade que o 
binding BasicHttpBinding. 
Sim Sim 
(por defei-
to) 
Sim Utiliza o protocolo 
TCP (P2P). 
NetNamedPipeBinding 
Suporta comunicação entre apli-
cações WCF no mesmo compu-
tador, duplex contracts e tran-
sacções. 
Menor interoperabilidade que o 
binding BasicHttpBinding; 
Não suporta Reliable Messaging. 
Sim Sim 
(por defei-
to) 
Não Suportado apenas pelo 
WAS; 
Utiliza Named Pipe. 
NetMsmqBinding 
Suporta comunicação entre apli-
cações WCF no mesmo compu-
tador através de filas e suporta 
transacções. 
Menor interoperabilidade que o 
binding BasicHttpBinding; 
Não suporta Reliable Messaging. 
Sim Sim 
(por defei-
to) 
Sim Suportado apenas pelo 
WAS; 
Utiliza o protocolo 
TCP. 
MsmqIntegrationBinding 
Suporta comunicação directa 
com aplicações MSMQ. 
Menor interoperabilidade que o 
binding BasicHttpBinding; 
Não suporta Reliable Messaging. 
Sim Sim 
(por defei-
to) 
Não - 
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De acordo com as características dos diferentes bindings apresentados anteriormente e do 
facto de se pretender utilizar Reliable Sessions optou-se pela utilização do binding 
WSHttpBinding. No que diz respeito, aos tipos de credenciamento do lado do cliente cons-
tatou-se que estes dependem do modo de segurança utilizado (Tabela 15). 
Tabela 15 - Descrição dos tipos de credenciamento do cliente disponíveis para cada modo de segurança WCF  
Fonte: Adaptado de (Aece, 2009; Cibraro, Claeys, Cozzolino, & Grabner, 2010; , "Programming WCF Secu-
rity", 2011) 
Modo de seguran-
ça 
Tipo de credenciamento do cliente 
Tipo Descrição 
Aplicável a segu-
rança de mensagem 
e de transporte 
None 
O cliente não se autentica perante o serviço (é equivalente a autenti-
cação anónima). 
Windows 
O cliente autentica-se perante o serviço com autenticação tradicional 
do Windows® através do Kerberos ou NTLM (NT LAN Manager). 
Certificate O cliente autentica-se perante o servidor com a informação fornecida 
por um certificado X509. 
Aplicável apenas a 
segurança de mes-
sagem 
Username 
O cliente autentica-se perante o servidor com um username e pass-
word. 
IssueToken 
O cliente autentica-se perante o servidor com um token fornecido por 
uma terceira entidade. 
Aplicável apenas a 
segurança de trans-
porte 
Basic 
O cliente autentica-se perante o serviço com autenticação HTTP do 
tipo basic (apenas aplicável ao protocolo HTTP). 
Digest 
O cliente autentica-se perante o serviço com autenticação HTTP do 
tipo digest (apenas aplicável ao protocolo HTTP). 
NTLM 
O cliente autentica-se perante o serviço com autenticação HTTP do 
tipo Windows Integrated Authentication (apenas aplicável ao proto-
colo HTTP). 
De acordo com a descrição dos tipos de credenciamento do cliente, optou-se pela utilização 
do tipo Username. Quanto aos tipos de credenciamento do lado do servidor, estes depen-
dem igualmente do modo de segurança utilizado (Tabela 16). 
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Tabela 16 - Tipos de identificação do servidor disponíveis no WCF 
Fonte: Adaptado de (Cibraro, Claeys, Cozzolino, & Grabner, 2010) 
Tipo de identificação do servidor 
Tipo Descrição 
DNS 
(Domain Name System ) 
Este tipo de identidade é válido para certificados X509 e contas Win-
dows®. O valor especificado neste elemento terá de coincidir com o 
nome da conta Windows ou com o nome do subject do certificado. 
Certificate 
Este tipo especifica a utilização de certificados X509 com codificação 
Base64 (cuja identificação é unívoca). No entanto, a representação do 
certificado precisa de ser fixada no código. 
Certificate Reference 
A representação do certificado é obtida através do seu nome e localiza-
ção na Windows® Certificate Store. A representação do certificado não 
necessita de ser fixada no código. No entanto, requer o deployment do 
certificado na Windows® Certificate Store. 
RSA 
(Rivest, Shamir and Adleman) 
Este tipo especifica a utilização de certificados com chave RSA com 
codificação Base64. Permite restringir especificamente a autenticação a 
um único certificado baseado numa chave de certificado. 
UPN 
(User Principal Name) 
Este tipo de identidade permite garantir que o serviço está a correr 
numa determinada conta Windows®. 
SPN 
(Service Principal Name) 
Este tipo de identidade é específico para autenticação Windows® e 
especifica o SPN associado com a conta que está a correr o serviço do 
processo. 
De acordo com a tabela anterior, escolheu-se o tipo Certificate Reference como tipo de 
identificação do servidor. 
Deste modo, de uma forma resumida e em seguimento às tabelas anteriores optou-se por 
uma configuração dos serviços com as seguintes características para a codificação da prova 
de conceito: 
• Modo de segurança: TransportWithMessageCredentials; 
• Binding: WSHttpBinding customizado (de modo a suportar Reliable Sessions); 
• Tipo de credenciamento do cliente: Username. 
• Tipo de identificação do servidor: Certificate Reference, 
• Outras: será utilizado o protocolo HTTPS (que requer a utilização de certificados e 
a activação, no Web.config dos serviços e dos clientes consumidores dos mesmos e 
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da propriedade httpsGetEnabled que pertence ao ServiceMetadata do Behavior do 
serviço). 
Salienta-se ainda que o WCF oferece melhor desempenho que a maioria das tecnologias 
que lhe são comparáveis. Segundo alguns estudo o WCF consegue ser cerca de 25% a 50% 
mais rápido que o ASP.NET Web Services, aproximadamente 25% mais rápido do que . 
NET Remoting e cerca de quatro vezes mais rápido que WSE 2.0/3.0. Em comparação com 
o Enterprise Service NET, o WCF pode ser consideravelmente mais rápido ou mais lento, 
dependendo da carga a que os serviços são sujeitos ("A Performance Comparison of Win-
dows Communication Foundation (WCF) with Existing Distributed Communication Tech-
nologies", 2007). 
A utilização de Reliable Sessions (mais concretamente de Reliable Messaging) permite 
igualmente o desenvolvimento de arquitecturas de software poderosas, escaláveis e robus-
tas, capazes de lidar, de uma forma praticamente automatizada e transparente, com proces-
samento concorrente e problemas relacionados com a qualidade da conectividade da rede 
(devido a congestão da rede e/ou conectividade ocasional como é, frequentemente, o caso 
das aplicações móveis) (Vasters, 2006). 
Relativamente à tipologia do projecto criado para a implementação dos serviços WCF 
optou-se por projectos do tipo Service Library uma vez que estes permitem escolher o tipo 
de host (tal como Windows Service, IIS/ASP.NET, etc.) sendo apenas necessário referenciar 
a biblioteca no host. A utilização de uma Service Application limitaria à partida a utiliza-
ção do host a IIS/ASP.NET ("WCF Service Library x WCF Service Application", 2011). 
5.6 Ferramenta de desenvolvimento 
Um dos objectivos deste projecto corresponde precisamente à obtenção de uma solução 
composta por aplicações direccionadas a diferentes dispositivos (Desktop e móveis) que 
conjugue as tecnologias de desenvolvimento e de comunicação mais recentes.   
A principal dificuldade na escolha da tecnologia de desenvolvimento para a prova de con-
ceito prendia-se particularmente com a tecnologia de desenvolvimento da aplicação móvel, 
uma vez que esta poderia condicionar e restringir as ferramentas que poderiam ser usadas 
para o efeito. Com esta aplicação móvel pretende-se obter um Thin Client que não armaze-
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ne nenhuma informação, mas que permita apenas realizar algumas acções de uma forma 
rápida, simples e em tempo real.  
De acordo com o dispositivo móvel escolhido, investigou-se qual seria a possibilidade des-
te funcionar sob uma plataforma Windows®. Segundo a informação obtida junto do forne-
cedor de firmware não existe nenhuma versão pré-compilada do Windows® Embedded CE 
(Compact Editon) que seja suportada pelo equipamento, no entanto, ainda foi testada uma 
versão designada por Windows CE Hopelessness Edition ("WinCE - Hopelessness Edition 
v0.4", 2010). A instalação dessa versão foi bem sucedida, mas verificou-se que o touch-
screen não funcionava devidamente razão pela qual se abandonou essa versão e se repôs o 
firmware original do dispositivo. Deste modo, seria, em teoria possível, a customização de 
uma versão do Windows® Embedded CE 6.0. através do Platform Builder correspondente. 
Efectuaram-se alguns testes no sentido de se obter uma versão customizada para o equipa-
mento móvel em causa. Para o efeito recorreu-se à utilização do Windows® Embedded CE 
6.0 R3 (Release 3) e do Platform Builder 6.0, no entanto, constatou-se que estas ferramen-
tas já são obsoletas não sendo suportadas em versões superiores à versão 2005 do Micro-
soft® Visual Studio®. Efectuaram-se alguns testes com estas mesmas ferramentas mas 
rapidamente se obtiveram erros variados (alguns deles relacionados com o facto do Plat-
form Builder não funcionar em arquitectura x64, com incompatibilidades com anti-vírus, 
entre outros) cuja resolução se revelou complexa devido à escassez de documentação dos 
mesmos. 
Investigou-se, igualmente, acerca do sucessor do Windows® Embedded CE 6.0 R3, o Win-
dows® Embedded Compact 7 e respectivo Platform Builder. Constatou-se que esta versão 
foi lançada apenas no início do ano de 2011 sendo, desta forma, bastante recente. De acor-
do com as informações disponibilizadas verificou-se que o Windows® Embedded Compact 
7 será direccionado a dispositivos já com alguma capacidade (uma vez que por exemplo, a 
interface, poderá ser desenvolvida em Silverlight) e, à semelhança do seu antecessor, irá ter 
custos consideráveis no seu licenciamento após os 180 dias de demonstração disponibili-
zados ("Windows® Embedded Compact 7 (Formerly CE)", 2011).  
Desta forma e de modo a evitar problemas de compatibilidade e de interoperabilidade 
optou-se por tecnologias que já tenham sido utilizadas com sucesso (que, essencialmente, 
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se tenham revelado estáveis, de elevada produtividade e que incluam suporte) em projectos 
anteriores e cuja curva de aprendizagem se prevê pequena devido à familiarização com 
outras ferramentas da mesma empresa. Assim, optou-se pela utilização de ferramentas 
essencialmente da Microsoft®. 
De acordo com a arquitectura da solução proposta, pretendeu-se utilizar uma tecnologia 
Web que suportasse uma plataforma, uma linguagem e uma ferramenta de desenvolvimen-
to com a qual já se esteja familiarizado. Desta forma, optou-se pela utilização da tecnologia 
ASP.NET em detrimento de outras como Silverlight, WPF, HTML5 (HyperText Markup 
Language 5), Flash, entre outras. O ASP.NET assenta sob a plataforma. NET, que por sua 
vez, suporta linguagens como o VB.NET 2010 (Visual Basic .NET 2010) e o C# 4 que 
podem ser utilizadas com o Microsoft® Visual Studio® 2010. O ASP.NET possui caracte-
rísticas próprias (tais como o ciclo de vida de cada página) que devem ser tidas em conta 
de modo a obter aplicações Web com o funcionamento e a performance pretendida 
("ASP.NET Page Life Cycle Overview", 2011). Tendo em conta a escolha da tecnologia 
ASP.NET, o servidor aplicacional utilizado será o IIS na sua versão mais recente (versão 
7). 
Segundo as principais características dos sistemas operativos móveis e por razões associa-
dos ao custo dos equipamentos, optou-se pela utilização de um Tablet PC com Android. 
Com esta plataforma poder-se-ia desenvolver a aplicação móvel em Java ou numa tecno-
logia Web. Apesar do Java ser gratuito e multiplataforma requer que a sua execução seja 
feita em máquina virtual (o que requer mais algum processamento por parte do dispositivo 
móvel). No que diz respeito à utilização da tecnologia Web esta revelou-se vantajosa uma 
vez que é suportada por várias ferramentas de desenvolvimento e é compatível, por exem-
plo, com a utilização de serviços. Deste modo, optou-se pelo ASP.NET uma vez que desta 
forma não seria necessário nenhum recurso especial do dispositivo (apenas um browser 
que pode ser, normalmente, obtido facilmente e gratuitamente), que existe a necessidade de 
conexão permanente do dispositivo móvel aos serviços, e que a grande maioria do proces-
samento da aplicação seria feito nos servidor (com recurso a chamadas de serviços) e não 
no dispositivo móvel. Tendo em conta as vantagens e desvantagens apresentadas anterior-
mente considerou-se que a melhor opção seria optar de facto pelo desenvolvimento Web 
recorrendo à tecnologia ASP.NET numa plataforma Android uma vez que teria custos rela-
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tivamente reduzidos e uma maior interoperabilidade com as restantes plataformas móveis 
actuais.  
Quanto à escolha da plataforma para a codificação da prova de conceito, teve-se em conta 
que este conceito pode ser entendido como uma abstracção capaz de unir código comum 
(código esse que pode ter sido redigido em diferentes linguagens caso a plataforma suporte 
essas linguagens) originando uma funcionalidade genérica, ou ainda, como um conjunto de 
bibliotecas que fornecem uma interface de programação de aplicações igualmente conhe-
cida por API. Deste modo, a plataforma. NET é um ambiente de programação agnóstico 
que utiliza uma linguagem comum em run-time (CLR ou Common Language Runtime). 
Todo o código escrito para .NET é compilado em IL (Intermediate Language) ou MSIL 
(Microsoft® Intermediate Language). Esta característica permite obter código optimizado 
independentemente da linguagem utilizada e, em teoria (apesar de ainda não ser totalmente 
suportado), que esta plataforma possa correr em Linux ou Mac (Macintosh) para além de 
Windows® ("VB.NET or CSharp?" 2011). Tendo em conta que, tal como foi referenciado 
anteriormente, se pretendia a utilização de tecnologias de desenvolvimento maioritaria-
mente da Microsoft®, a utilização da plataforma. NET tornou-se preferencial. 
De acordo com a dimensão e tipologia da prova de conceito, pretendeu-se igualmente utili-
zar uma linguagem POO (Programação Orientada a Objectos) de modo a suportar concei-
tos como encapsulamento, herança e polimorfismo ("Programação orientada a objectos", 
2008). Desta forma, quanto à escolha da linguagem, pretendeu-se usar uma linguagem 
orientada a objectos. Ao longo da evolução das linguagens VB.NET e C# e da plataforma. 
NET tem-se verificado que as potencialidades e características dessas mesmas têm conver-
gido (por exemplo, os parâmetros opcionais que já existiam em versões anteriores do 
VB.NET, podem actualmente ser utilizados na versão 4 do C#; ou ainda, as propriedades 
auto-implementáveis ou expressões Lambda Multiline que já existiam em versões anterio-
res do C#, encontram-se agora igualmente disponíveis no VB.NET 2010) ("Visual Studio 
2010: VB.NET vs C#", 2011). Essa convergência é de tal forma evidente, que o código 
intermédio gerado após a compilação destas linguagens, ou MSIL, é idêntico. Consequen-
temente, não existe diferenças de performance entre essas duas linguagens. O aumento do 
grau de semelhança entre elas tem potencializado o aparecimento de diversos. Futuramen-
te, existe até a possibilidade de vir a ser possível a utilização das duas linguagens numa 
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mesma aplicação ("Escolhendo VB.Net ou C#", 2004). Assim, actualmente estas duas lin-
guagens têm-se revelado praticamente equivalentes, sendo assim, a escolha entre a pro-
gramação em VB.NET ou C# está maioritariamente relacionada com o conhecimento e a 
experiência do programador na utilização da sintaxe de uma determinada linguagem ou de 
uma linguagem semelhante. Na prática existem alguns pormenores no C# tais como a ver-
satilidade dos comentários e o facto de existir tendencialmente mais documentação dispo-
nível para essa linguagem, que fazem com que esta linguagem possa ser escolhida como 
preferencial ("VB.NET or CSharp?" 2011). De acordo com o que foi referenciado ante-
riormente e tendo em conta que existe uma maior familiarização com a linguagem C#, 
optou-se pela utilização desta linguagem e da plataforma .NET na sua versão mais recente 
(versão 4).  
Verificou-se, igualmente, que com a utilização destas tecnologias seria possível a referen-
ciação de DLLs (Dynaminc-Link Libraries) desenvolvidas com a plataforma .NET na sua 
versão 4 e serviços WCF tal como pretendido. 
5.7 Componentes visuais e de reporting 
Constatou-se, inicialmente, que algumas tecnologias para o desenho e implementação 
interfaces, tais como os Windows Forms ou o WPF são mais direccionados a aplicações 
não SaaS nas quais é possível determinar com alguma certeza em que tipos de dispositivos 
irão correr essas aplicações. Tendo em conta a natureza SaaS da solução proposta, deter-
minou-se que seria preferível utilizar uma tecnologia que permitisse fazer interfaces que 
pudessem corre em qualquer dispositivo desde que este suportasse um browser. Deste 
modo, optou-se por tecnologias Web, mais concretamente, pelo ASP.NET. No entanto, 
entre as principais desvantagens desta tecnologia destaca-se o facto dos componentes base 
fornecidos pela Microsoft® possuírem apenas funcionalidades e características básicas, 
não serem esteticamente muito agradáveis e a sua aparência, comportamento e interopera-
bilidade poderem variar de acordo com o browser utilizado. Para combater as desvanta-
gens enumeradas anteriormente optou-se pela utilização de componentes existentes no 
mercado direccionados a ambientes Web. Estes, muitas das vezes, já combinam de forma 
vantajosa várias tecnologias, tais como ASP.NET e AJAX (Asynchronous Javascript and 
XML). 
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De modo geral, a utilização de componentes durante o desenvolvimento de soluções revela 
algumas vantagens e desvantagens que podem ser consultadas na Tabela 17. 
Tabela 17 - Vantagens e desvantagens da utilização de componentes visuais 
Vantagens Desvantagens 
Redução do tempo de implementação de interfaces. Possível perca de identidade do produto final. 
Possibilidade de utilização de alguns componentes 
mais complexos. 
Possível sensação de simples conjunção de 
componentes originando interfaces aparentemente 
pouco cuidadas, confusas e/ou desorganizadas. 
Uniformidade dos componentes. Necessidade de aquisição de licenças. 
- Tendo em conta que a maioria dos componentes 
são, programaticamente, bastante complexos, existe 
a possibilidade da existência de erros, de maior ou 
menor importância, nos mesmos que possam por 
em causa a estabilidade e/ou segurança do produto 
final. 
De acordo com as vantagens referidas anteriormente, optou-se pela utilização de compo-
nentes na implementação das interfaces das aplicações que compõem a solução. 
Salienta-se que a aquisição componente a componente não se revelou vantajosa uma vez 
que se pretende a aquisição de um número elevado dos mesmos. Desta forma, efectuou-se 
uma breve comparação dos principais pacotes de componentes visuais em ASP.NET exis-
tentes no mercado (Tabela 18). 
Tabela 18 - Principais produtores de componentes visuais analisados e respectivos produtos para ASP.NET 
Componentes visuais em ASP.NET 
Produtor Produto 
CodePlex 
ASP.NET AJAX Control Toolkit ("ASP.NET AJAX - ASP.NET AJAX Control 
Toolkit", 2011a) 
ComponentArt® 
Web.UI 2011 for ASP.NET AJAX ("ComponentArt - ComponentArt Web.UI 2011 
for ASP.NET AJAX", 2011) 
ComponentOne® Studio for ASP.NET WIJMO ("ComponentOne - ASP.NET AJAX. Ignited." 2011) 
Devexpress® DXperience™ ASP.NET ("Devexpress™ - ASP.NET Controls and Libraries", 2011) 
Infragistics® NetAdvantage for ASP.NET 2010 Vol. 3 ("Infragistics - NetAdvantage® for 
ASP.NET", 2011) 
Syncfusion® Essential Studio User Interface ("Syncfusion® - Essential Studio User Interface 
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Edition", 2011) 
Telerik® 
RadControls for ASP.NET Ajax ("Telerik - RadControls for ASP.NET AJAX", 
2011) 
Xceed® Xceed Chart for ASP.NET ("Xceed Chart for ASP.NET - Intro", 2011) 
É possível obter mais informação acerca de cada um dos pacotes referenciados na tabela 
anterior através da consulta do Anexo IV. Salienta-se ainda que, actualmente, começam a 
surgir pacotes de componentes vocacionados exclusivamente a plataformas móveis (tais 
como iPhone e Windows® Phone). 
Quanto à seriação dos componentes visuais encontrados no mercado determinou-se que o 
primeiro factor eliminatório na escolha dos componentes seria o preço. Determinou-se um 
plafond máximo de 650,00€ para a aquisição dos componentes. Desta forma, e de acordo 
com a Tabela 19 apresentada abaixo, foram eliminados os componentes visuais da Compo-
nentOne®, da Infragistics® e da Syncfusion®. 
Tabela 19 - Listagem de preços dos produtos em análise 
Imagem ilustrativa Nome dos pacote de componentes visuais Preço 
 
 
 
ASP.NET AJAX Control Toolkit 
 
$0,00 (0,00€)* 
 
Web.UI 2011 for ASP.NET AJAX $799,00 (±602,38€)* 
 
Studio for ASP.NET WIJMO $895,00 (±674,76€)* 
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DXperience™ ASP.NET $799,99 (±602,38€)* 
 
NetAdvantage for ASP.NET 2010 Vol. 3 (sem priorida-
de de suporte) 
$995,00 (±750,15€)* 
 
Essential Studio User Interface (ASP.NET, ASP.NET 
MVC ou Model-View-Controller, Windows Forms, 
WPF, Silverlight) 
$1 695 (±1277,90€)* 
 
RadControls for ASP.NET AJAX $799,00 (±602,38€)* 
 
Xceed Chart for ASP.NET $849,95 (±640,80€)* 
*Taxa de câmbio aplicada (2011/01/17): $1= 0.753920386€ 
De acordo com os pacotes de componentes restantes da seriação anterior, prosseguiu-se à 
selecção dos componentes mais adequados para concepção da prova de conceito com base 
nos pontos considerados mais importantes entre os quais se destacam os seguintes: 
• A variedade de componentes oferecidos por cada pacote de componentes; 
• O aspecto gráfico dos próprios componentes; 
• A inclusão de componentes de reporting; 
• O nível de suporte e documentação disponibilizado; 
• E a compatibilidade com o Microsoft® Visual Studio®. 
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Segue-se, na Tabela 20, uma breve comparação dos pontos enumerados anteriormente para 
cada um dos pacotes de componentes restantes. 
Tabela 20 - Comparação de aspectos considerados relevantes dos pacotes de componentes em análise 
Pacote de componentes Variedade 
Aspecto 
gráfico 
Inclui com-
ponentes de 
reporting 
Suporte e 
documen-
tação 
Compatibili-
dade com o 
Microsoft® 
Visual Studio® 
ASP.NET AJAX Control 
Toolkit 
Média 
Pouco 
atractivo 
Não Fraco Sim 
Web.UI 2011 for 
ASP.NET AJAX 
Elevada Actractivo 
Não  
(vendido sepa-
radamente) 
Bom Sim 
DXperience™ ASP.NET Elevada Actractivo Sim Bom Sim 
RadControls for 
ASP.NET Ajax 
Elevada Actractivo 
Não  
(vendido sepa-
radamente) 
Bom Sim 
Xceed Chart for 
ASP.NET 
Reduzida Atractivo Não Bom Sim 
Tendo em conta os aspectos observados anteriormente, e tendo em conta que os compo-
nentes de reporting (Anexo IV) são imprescindíveis à implementação da prova de conceito 
e que o preço desse tipo de componentes é avultado optou-se pelo pacote de componentes 
DXperience™ ASP.NET da Devexpress™. A credibilidade e a posição deste produtor de 
componentes no mercado e a sua aparente forte relação com os seus clientes foram aspec-
tos igualmente considerados na escolha dos componentes anteriores.     
A complexidade dos negócios, a intensificação da concorrência e os baixos ciclos de vida 
dos produtos têm sido algumas das razões que têm contribuído para o aparecimento de 
ferramentas de BI (Business Intelligence). Estas ferramentas têm como principal objectivo 
permitir às empresas manipular e aplicar determinadas regras de negócio sobre os seus 
dados de modo a poderem ser analisados e apresentados sob forma de relatório de modo a 
a servirem de fundamentação para tomadas de decisões (Oliveira, 2003). Desta forma, a 
utilização de ferramentas de reporting tem sido uma necessidade no desenvolvimento de 
muitas aplicações informáticas. No caso da elaboração destas solução, relativamente à 
escolha de soluções de reporting, determinou-se que seriam utilizados os componentes do 
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pacote XtraReports™ da Devexpress™ uma vez que, de acordo com as características de 
cada ferramenta ou pacote apresentados no Anexo IV, e tendo em conta que os 
componentes de reporting já viriam incluídos sem custos adicionais com o pacote DXpe-
rience™ ASP.NET da Devexpress™ já escolhido anteriormente, esta seria a opção que 
apresentaria uma melhor razão qualidade/preço. 
5.8 Soluções de Web Hosting  
Actualmente, o número de serviços de alojamento na Web existentes no mercado encontra-
se em crescimento uma vez que permite que organizações ou particulares possam armaze-
nar ou executar conteúdos variados em servidores remotos. A utilização deste tipo de ser-
viço tem várias vantagens tais como permitir usufruir de servidores de elevada capacidade, 
performance e disponibilidade a um custo reduzido. Existem, actualmente, vários tipos de 
Hosting entre os quais se destacam o armazenamento partilhado e o dedicado. 
De acordo com a arquitectura proposta para este projecto, o alojamento mínimo necessário 
para o seu funcionamento consiste num servidor Web que suporte IIS 7 e bases de dados 
Oracle® MySQLTM. De modo a reduzir os custos e a aproximar o mais possível o ambiente 
de desenvolvimento ao de produção, efectuou-se uma pesquisa de servidores dedicados 
onde possa ser instalado o SO Windows® para servidores. O resultado dessa pesquisa pode 
ser consultado na Tabela 21. 
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Tabela 21 - Comparação de alguns serviços de alojamento dedicado  
Fonte: Adaptado de ("Arsys.pt - Servidor dedicado genérico", 2011; , "Claranet - Dedicated Hosting Windows", 2011; , "Hosting Source - Dedicated Servers", 2010; , 
"iWeb - Dedicated Gets Smarter", 2011; , "Lunarpages® dedicated - Windows Dedicated Hosting Services", 2011; , "Softlayer® - Dedicated Servers", 2011; , "WebHost 
for ASP.NET - Dedicated Server Hosting", 2011; , "WebLx - Servidores Dedicados", 2011) ("Ptws - Um parceiro sempre ao seu lado - Servidores Dedicados - Servidores 
em Portugal", 2011; , "Servidores Dedicados. Tecnologia de ponta!" 2011) 
Nome do Web 
Hosting 
Logótipo 
Nome do 
pacote 
Principais características Outras características 
Variedade de planos 
ou capacidade para 
upgrades 
Preço 
WebLx 
 
Servidor LXC 
Processador: Intel Celeron; 
Memória RAM: 1GB; 
Espaço em disco: 2 x 80GB; 
Largura de banda (velocidade 
e/ou tráfego): 100Mbps (Mega-
bit) ou 10Mbps; 
SO: -. 
Localizado num data-
center nacional. 
Reduzida 
Desde 55,00€ + IVA 
(Imposto sobre o 
Valor Acrescenta-
do)/mês 
WebHost for 
ASP.NET 
 
Advanced I 
Processador: Dual Xeon 2.8 
GHz (Giga-Hertz); 
Memória RAM: 2GB; 
Espaço em disco: 2 x 80GB; 
Largura de banda (velocidade 
e/ou tráfego): 2500GB; 
SO: -. 
Por mais 15,00$ men-
sais disponibiliza o 
Window®s Server 
2003; 
Tem suporte Live Chat. 
Reduzida. Desde 243,00$/mês 
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iWeb 
 
Windows 
Servers 
Processador: Core 2 Duo 2.9 
GHz; 
Memória RAM: 1GB; 
Espaço em disco: 160GB; 
Largura de banda (velocidade 
e/ou tráfego): 100Mbps/ 10TB; 
SO: Windows 2008 R2 Web 
Edition em inglês. 
Inclui o SO Windows® 
2008 Web Edition. 
Pode ser instalado 
software (tal como o 
Oracle® MySQLTM); 
Tem suporte Live Chat. 
Elevada Desde 89,00$/mês 
Hosting Sour-
ce  
Server I 
Processador: Core i3 2100 Dual 
Core Intel 3.1 GHz; 
Memória RAM: 2GB; 
Espaço em disco: 250GB; 
Largura de banda (velocidade 
e/ou tráfego): 100Mbps/3TB; 
SO: Windows® 2003 ou 2008. 
Não tem custos adicio-
nais para a instalação. 
Baixa Desde 79,00$/mês 
Lunarpages® 
 
Dedicated I 
Processador: Intel® Core™2 
Duo E4600 2.40 GHz; 
Memória RAM: 2GB; 
Espaço em disco: 2 x 80GB; 
Largura de banda (velocidade 
e/ou tráfego): 2TB; 
SO: Windows® 2008 R2 Web. 
A instalação do Ora-
cle® MySQLTM está 
incluída; 
Tem suporte Live Chat. Média Desde 129,00$/mês 
Softlayer®  Single Proces- Processador: Quad Core Xeon Por mais 10,00$ men- Elevada Desde 159,00$/mês 
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sor Multi-core 
Servers 
3220 2.40 GHz; 
Memória RAM: 2GB; 
Espaço em disco: 250GB; 
Largura de banda (velocidade 
e/ou tráfego): 10Mbps/3TG; 
SO: -. 
sais é disponibilizado o 
Windows® Server 2008 
R2 Web. 
Claranet 
 
Dedicated 
Hosting Win-
dows 
Processador: Intel Pentium Dual 
Core 2 GHz; 
Memória RAM: 2GB; 
Espaço em disco: 160GB; 
Largura de banda (velocidade 
e/ou tráfego): 10Mbps, ilimita-
do; 
SO: Windows® 2008 Server. 
Disponibilidade de 
99,95%; 
Servidores em datacen-
ters nacionais; 
Permite escolher a 
localização do datacen-
ter (Lisboa ou Porto). 
Reduzida 
Desde 119,00€ + 
IVA/mês 
Arsys 
 
Servidores 
Dedicados 
Genéricos 
Processador: Intel Pentium IV 2 
GHz; 
Memória RAM: 1GB; 
Espaço em disco: 2 x 40GB; 
Largura de banda (velocidade 
e/ou tráfego): 1Gbps, ilimitado; 
SO: -. 
Por mais 25,00$€ é 
disponibilizado o Win-
dows® Server 2008 
Web Edition; 
Servidores IBM xSeries 
(modelo mínimo Sys-
tem x305); 
Requer uma taxa de 
activação (para planos 
Reduzida 
Desde 75,27€ / mês 
+ IVA 
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inferiores a um ano). 
Ptws 
 
Servidor 
PROMO 1 
Processador: Dual Core Intel 
5300; 
Memória RAM: 2 GB; 
Espaço em disco: 320 GB; 
Largura de banda (velocidade 
e/ou tráfego): 1TB; 
SO: -. 
Por mais 20,00$€ men-
sais é disponibilizado o 
Windows® Server 2008 
Web Edition; 
Permite pagamento 
trimensal ou anual; 
Servidores localizados 
em datacenters nacio-
nais; 
Servidores da ASUS. 
Reduzida Desde 80,00€ + 
IVA/mês 
Webhost 
 
Servidores 
Dedicados 
Processador: Intel Xeon 3440-1; 
Memória RAM: 8GB; 
Espaço em disco: 2 x 500GB; 
Largura de banda (velocidade 
e/ou tráfego): 100Mbps/5TB; 
SO: -. 
Por mais 14,90$€ men-
sais disponibiliza o 
Windows® Server 2008 
Web Edition; 
Servidores da 
HP/DELL. 
Reduzida Desde 129,90€ + 
IVA/mês 
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De acodo com a tabela anterior, salienta-se que existe uma grande variedade de oferta de 
alojamentos em servidores Web disponíveis para diferentes tipos utilizações e com custos 
muito variados. Devido ao facto de se pretender correr os serviços em IIS, optou-se por 
servidores Windows®. A utilização de servidores com esse SO encarece, normalmente, o 
valor das subscrições de Web Hosting. No entanto, existe já uma grande variedade de tari-
fários que incluem servidores partilhados e dedicados. De acordo com o facto de ser neces-
sário um acesso e uma parametrização bastante personalizada do servidor considerou-se 
que a utilização de um ou mais servidores dedicados seria a melhor opção para este tipo de 
soluções apesar deste tipo de alojamento ser mais dispendioso. A aquisição de alojamento 
dedicado inclui vantagens relativamente à aquisição de máquinas para o efeito (tais como o 
facto de ser garantida, na maioria dos casos, uma monitorização constante, uma disponibi-
lidade elevada e elevados níveis de segurança). A utilização de um servidor único poderá 
igualmente fazer com que a performance da solução final seja melhor, uma vez que a 
comunicação entre os serviços dos servidores de dados e os servidores de serviços será 
feita na mesma máquina sem necessitar de passar por nenhuma rede. A utilização de servi-
dores nacionais poderia ter a vantagem de fazer com que o consumo de tráfego de rede dos 
clientes seja apenas nacional, mas tendo em conta os valores apresentados e o facto de 
muitos dos utilizadores terem já planos com tráfego ilimitado nacional e internacional, os 
planos para servidores dedicados fora de Portugal revelaram-se bastante mais competiti-
vos. Apesar da escolha do alojamento no momento da pesquisa recair preferencialmento no 
alojamento denominado por iWeb, tendo em conta a quantidade e a rapidez com que estes 
tipos de serviços têm sido disponibilizados, é aconselhável repetir uma pesquisa e análise 
do que existe no mercado antes de se finalizar uma aquisição de modo a verificar quais são 
as opções mais competitivas. 
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6 Trabalho desenvolvido 
Este capítulo inclui a referência a todo o trabalho desenvolvido, nomeadamente, o 
levantamento e definição de requisitos, a interacção com o utilizador, o desenho de 
protótipos, a especificação do modelo de dados, o diagrama de classes, os mecanismos de 
segurança adoptados, as opções tomadas ao longo da codificação e os testes realizados.  
6.1 Levantamento e definição de requisitos 
O levantamento de requisitos incluiu requisitos funcionais e requisitos não funcionais que 
podem ser consultados no Apêndice II. No sentido de complementar a definição e 
respectiva caracterização dos requisitos principais das aplicações a desenvolver salienta-se 
que foi realizado um inquérito online em que o público alvo caracterizou-se por 
profissionais de saúde, mais concretamente, enfermeiros. O inquérito foi elaborado através 
de Google Forms. Os resultados obtidos foram desta forma originalmente recolhidos sob a 
forma de uma folha de cálculo. A estrutura original do inquérito e a análise dos respectivos 
resultados obtidos podem ser consultados no Apêndice III. 
6.2 Modelo de dados 
O modelo de dados da prova de conceito será composto por várias bases de dados, nomea-
damente: 
• Uma base de dados db_aspnet; 
• Uma base de dados db_master; 
• Várias bases de dados db_client. 
A base de dados db_aspnet irá armazenar a totalidade dos dados dos utilizadores, sessões 
entre outros dados que lhes estão directamente relacionadas. Esta base de dados correspon-
de assim a uma implementação do Membership Provider do ASP.NET para o sistema de 
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gestão de base de dados Oracle® MySqlTM. Por sua vez, a base de dados db_master irá ser 
responsável pelo armazenamento de dados relativos às contas (dos utilizadores e das orga-
nizações) que irão utilizar a solução, assim como as respectivas subscrições. Cada base de 
dados db_client irá ser responsável pelo armazenamento de dados relativos a cada organi-
zação. Deste modo cada organização terá sua própria base de dados db_client. Realça-se 
que no Apêndice VI poderão ser consultados os DERs (Diagrama Entidade Relacionamen-
to) da solução resultantes da especificação do modelo de dados.  
Salienta-se ainda que, de modo a manter a coerência entre todas as bases de dados do sis-
tema, foi assumido o mapeamento que se segue: 
db_aspnet.myaspnet_users.id  
 = db_master.ac_account.IdAcAccount 
 = db_master.ac_user.IdAcUser 
 = db_master.ac_organization.IdAcOrganization 
 = db_client.og_organization.IdOgOrganization 
 = db_client.og_person.IdOgPerson 
 = db_client.og_patient.IdOgPatient 
 = db_client.og_professional.IdOgProfessional 
 = db_client.og_configurator.IdOgConfigurator 
Este mapeamento permitirá a coerência entre a identificação dos utilizadores do sistema 
guardados na base de dados db_aspnet, os identificadores dos utilizadores e organizações 
da base de dados db_master, e os identificadores das pessoas (sejam elas pacientes, profis-
sionais ou configuradores) da base de dados db_client. 
De acordo com a estrutura da solução, determinou-se que a criação de utilizadores e a atri-
buição de privilégios de acesso eram fundamentais servindo como mais um mecanismo de 
segurança do sistema. Assim, para cada organização ou cliente individual será criada uma 
conta específica no servidor de dados que apenas terá privilégios do tipo Object Rights 
(Figura 18) evitando assim a partilha de contas entre diferentes organizações ou clientes 
individuais e qualquer manipulação da estrutura das bases de dados alojadas no servidor de 
dados.  
133 
 
 
Figura 18 - Privilégios atribuídos a cada utilizador 
De modo a tornar o código fonte mais independente e legível a grande maioria das consul-
tas à base de dados em SQL foram feitas em routines do próprio Oracle® MySQLTM. Para 
além disso, as chamadas das rotinas que necessitavam da indicação de parâmetros foram 
feitas através da utilização de parâmetros Oracle® MySQLTM de modo a evitar possíveis 
ataques através de SQL Injection. 
Para além de garantir a integridade dos dados existentes na própria base de dados, utiliza-
ram-se igualmente transacções em todos os comandos que utilizem linguagem DML. Atra-
vés da API de alto nível desenvolvida, será possível ao programador definir quais as acções 
que deverão ser realizadas dentro da mesma transacção (para além de alguns comandos já 
pré-definidos a nível da API). 
Salienta-se que não foram cifrados campos de tabelas com datas e estados que serviam de 
filtros para consultas de modo a evitar o carregamento excessivo de informação para os 
serviços (evitando assim mensagens excessivamente grandes, que no caso de estarem 
cifradas, teriam ainda de ser desencriptadas antes de utilizadas).  
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6.3 Interacção com o utilizador 
A IU (Interface com o Utilizador) é sempre de grande importância uma vez que é ela que 
possibilita o intercâmbio e a comunicação entre o indivíduo e o sistema. Deste modo, a IU 
corresponde à parte da aplicação que comunica com o utilizador final. Os objectivos da IU 
são, essencialmente, a usabilidade (é a principal função desempenhada) e a experiência 
(que terá de trazer satisfação ao utilizador). Uma aplicação tem de ser de fácil aprendiza-
gem, fácil de lembrar, eficiente, eficaz, útil e segura. De forma a atingir estas metas, os 
princípios da IU indicam que uma aplicação tem de ser consistente, tem de ter como carac-
terística a complementaridade e um design centrado no utilizador que não se limita à apre-
sentação de todas as funcionalidades (visto que tem de existir uma organização lógica), e 
ainda tem de considerar o compromisso aplicação/investimento (ou trade-off) que, geral-
mente, dificulta o desenvolvimento de aplicações com interface perfeitas.  
Para o efeito, e de modo a aumentar a confiança e o controlo do utilizador sobre o sistema, 
podem ser tido em conta técnicas já utilizadas por algumas aplicações existentes no merca-
do. Um exemplo de uma dessas técnicas (aplicadas a programas informáticos como o 
PRIMAVERA) consiste no facto do reconhecimento dos registos ser feito através de um 
identificador único (que pode ser, ou não, composto) visível e perceptível para o utilizador 
final. Realça-se ainda que uma boa interface é, actualmente, um requisito essencial em 
qualquer aplicação já que o desempenho das máquinas já o permite e que a maior parte do 
tempo consumido na utilização de uma aplicação é gasto na interacção. Assim, as interfa-
ces mal concebidas têm de ser evitadas de forma a melhorar e a optimizar o desempenho e 
performance de qualquer tipo de utilizador que use a aplicação.   
6.3.1 Público-alvo 
O estudo do público-alvo é determinante para o sucesso de qualquer projecto, uma vez que 
se refere aos futuros utilizadores e consumidores da aplicação a desenvolver. O utilizador é 
o elemento fulcral no que diz respeito à interface com o utilizador. Deste modo, é impossí-
vel dissociar o utilizador da própria aplicação e é inegável que a aplicação se destina a ser 
usada por utilizadores de diferentes tipos e com diferentes níveis de experiência. De segui-
da são abordados os tópicos relacionados directamente com o utilizador, nomeadamente, a 
identificação e descrição das características do público-alvo, as condicionantes no desen-
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volvimento do sistema e os níveis de experiências considerados na prova de conceito 
desenvolvida ao longo deste projecto. Assim, de acordo com o tema escolhido, o público-
alvo corresponde, de uma forma generalista, a profissionais, tendencialmente exigentes, do 
sector da saúde, mais concretamente, da área de enfermagem. Para descrever as caracterís-
ticas do público-alvo analisou-se o perfil dos utilizadores que o constitui. Este perfil consi-
dera, fundamentalmente, os conhecimentos e experiência do utilizador, e as suas caracterís-
ticas físicas e a função desempenhada pelo próprio utilizador. Na Tabela 22 é possível con-
sultar caracterização do conhecimento e experiência do utilizador.  
Tabela 22 - Determinação do grau de conhecimento e experiência do utilizador 
Conhecimento e experiência do utilizador 
Nível educacional 
Prevê-se que os utilizadores sejam, pelo menos, licenciados na área. O que requer que 
a solução utilize conceitos próprios da área da saúde.  
Língua nativa 
A solução é direccionada, nesta fase, a enfermeiros de língua portuguesa. Sendo 
assim, este será o idioma utilizado na informação a ser apresentada. Salienta-se que, 
no entanto, a solução deverá ser facilmente traduzida para outros idiomas pois esta 
poderá ser usada por enfermeiros de diferentes origens. 
Nível de leitura e 
expressão 
Este parâmetro está directamente relacionado com o nível educacional. Deste modo, 
considerou-se o nível de leitura e expressão geral como “Bom”, podendo, no entanto, 
existir variações diversas acima e abaixo desta classificação. 
Experiência com 
computadores 
Sendo as aplicações a desenvolver informatizadas, o utilizador deverá ter já algum 
contacto com as novas tecnologias, nomeadamente, computadores e dispositivos 
móveis. Assim, para utilizadores que tenham alguma experiência na utilização do 
computador e/ou dispositivos móveis, a aplicação deverá ser de fácil compreensão e 
utilização, devido à sua familiarização com este tipo de tecnologias.  
Experiência com 
sistema similar 
Este ponto está relacionado com o anterior visto que, se o utilizador já utilizou um 
computador, provavelmente já terá utilizado um sistema GUI (Graphical User 
Interface) pois estes são os que proporcionam um uso mais intuitivo e atractivo do 
computador. A utilização deste tipo de sistema é essencial para despertar o interesse 
dos utilizadores. Tendo em conta a generalização dos meios informáticos e móveis 
para as mais diversas tarefas considerou-se que o utilizador, provavelmente, poderá já 
terá utilizado um sistema similar. 
Conhecimento 
sobre o domínio 
 
Este parâmetro define o grau de percepção relativo, neste caso, às novas tecnologias, 
à sua utilização e adaptação perante novas situações por elas proporcionadas. Desta 
forma, considerou-se que o conhecimento sobre o domínio seria “Intermédio”. 
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As principais características físicas do utilizador são apresentadas na Tabela 23 que pode 
ser consultada de seguida. 
Tabela 23 - Características físicas do utilizador 
Características físicas do utilizador 
Manipulação Considerou-se que os utilizadores não terão nenhuma necessidade especial que possa 
condicionar a utilização de meios informatizados Desktop e móveis. 
6.3.2 Entidade do produto 
A identidade visual de qualquer produto é bastante relevante, sendo uma das primeiras 
(senão mesmo a primeira) características a ser identificada pelos utilizadores. A identidade 
da aplicação deverá incluir particularidades usadas no próprio programa tais como cores, 
ícones e logótipos usados. Deste modo, optou-se por se manter a organização e o aspecto 
visual semelhantes em todas as aplicações. Para o efeito utilizaram-se os mesmos ícones 
simples de utilização gratuita em todas as aplicações ("Iconza", 2011), e elaboraram-se 
igualmente logótipos similares para cada uma das aplicações clientes finais de modo a faci-
litar a sua identificação (Tabela 24). 
Tabela 24 - Logótipos utilizados para cada uma das aplicações elaboradas 
Logótipos das aplicações clientes 
Agile Healthcare Solution - 
Nursing (AHS-N) 
Agile Healthcare Solution - 
Patient (AHS-P) 
Agile Móvel Healthcare Solution - 
Nursing (AMHS-N) 
 
 
 
A clareza, simplicidade e uniformização dos conteúdos e da sua apresentação são também 
elementos fundamentais que deverão ser característicos da solução. Para o efeito, foram 
utilizados sempre componentes visuais do mesmo tipo e produtor ao longo do desenvolvi-
mento das várias interfaces. 
O rigor dos conteúdos apresentados numa aplicação é sempre um requisito obrigatório. No 
caso desta prova de conceito a grande maioria dos conteúdos disponibilizados será introdu-
zida e da responsabilidade do utilizador final ou do configurador da solução. 
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6.3.3 Navegabilidade 
A navegabilidade é um aspecto fundamental em qualquer tipo de aplicação. Associado ao 
conceito de navegabilidade está o de usabilidade. Segundo este termo considera-se que o 
utilizador tem o mínimo de tempo disponível para explorar e aceder a toda aplicação, 
mesmo que esta seja a primeira vez que a visualiza. Após uma breve navegação o utiliza-
dor deverá sentir confiança e fiabilidade na aplicação. Deste modo, o programa tem de ser 
coeso e cumprir os padrões que estão definidos (como por exemplo, o acesso a determina-
da funcionalidade tem de ser feito facilmente e sempre da mesma forma) só assim se evi-
tam casos de frustração no utilizador e este é incentivado a continuar a navegação e explo-
ração das aplicações. De acordo, com a tipologia Web das aplicações que compõem o sis-
tema, uma forma simples de auxiliar a usabilidade e navegabilidade consiste em apresentar 
em todas as páginas que compõem as aplicações o componente ASP.NET SiteMapPath 
através da sua colocação, por exemplo, na MasterPage (Figura 19). 
 
Figura 19 - Destaque do componente SiteMapPath numa das páginas de uma das aplicações 
A organização, distribuição, apresentação e alinhamento claro dos conteúdos são igual-
mente aspectos importantes em qualquer aplicação. A distribuição e o alinhamento de con-
teúdos também foram considerados e definidos nas Master Pages para permitir o melhor 
entendimento da organização das aplicações. As funcionalidades principais das aplicações 
são facilmente acedidas através de menus ou ligações de modo a promover uma maior inte-
ractividade do utilizador com as próprias aplicações. 
6.3.4 Outras opções tomadas 
No que diz respeito às aplicações desenvolvidas tentou-se aplicar a maioria das boas práti-
cas descritas de seguida destinadas a ambientes Web. Entre as poucas diferenças que foram 
consideradas entre aplicações Web Desktop e Web móveis destacam-se o facto de, nas apli-
cações Desktop, ser possível a apresentação de uma maior quantidade de informação e de, 
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normalmente, existir uma maior capacidade de processamento e armazenamento do equi-
pamento em que estas são executadas. 
De acordo com o objectivo da aplicação Desktop Web pretendeu-se apenas demonstrar e 
exemplificar o funcionamento dos principais componentes visuais escolhidos de uma for-
ma simples e directa. 
Segundo a pesquisa efectuada verificou-se que as boas práticas para o desenvolvimento de 
interfaces Web móveis podem variar de acordo com o próprio SO do equipamento móvel, 
no entanto, destacam-se de seguida algumas das principais indicações que foram conside-
radas no desenvolvimento da aplicação Web móvel pertencente à prova de conceito (Cirel-
li, 2009; , "MobiForge - Designing", 2011; , "Standards for Web Applications on Mobile: 
February 2011 current state and roadmap", 2011; , "Tableless", 2010): 
• Evitar o uso desnecessário de scripts e de tecnologias como o Flash (uma vez que 
existem ainda dispositivos móveis que não suportam estes elementos); 
• Utilizar, para armazenamento de informação simples e frequente, mecanismos de 
armazenamento Web (como é o caso das variáveis de sessão); 
• Apresentar a informação essencial, sendo que o conteúdo principal se deve sobre-
por ao extra; 
• Apresentar a informação, sempre que possível de forma hierarquizada; 
• Sempre que possível, promover a pré-selecção e o preenchimento por defeito de 
campos de modo a reduzir ao máximo a quantidade de dados que terá de ser intro-
duzida manualmente pelo utilizador; 
• Utilizar, sempre que possível, componentes que não requeram digitação de forma a 
tornar a introdução de dados mas rápida e eficiente; 
• Sempre que se justificar, utilizar máscaras de preenchimento nos campos de intro-
dução de dados de modo a evitar incorrecções por parte do utilizador; 
• Sinalizar de forma simples, clara e directa os campos obrigatórios nos formulários; 
• Ter sempre visível a localização do utilizador na aplicação de modo a este saber 
onde se encontra e facilmente poder dirigir-se para o que pretende; 
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• Sempre que possível, utilizar selecções hierárquicas de modo a tornar as pesquisas 
mais rápidas e eficientes, e evitar o carregamento de dados desnecessários para a 
aplicação móvel; 
• Promover uma navegação num só sentido (apenas na horizontal, ou apenas na ver-
tical); 
• Utilizar sempre que possível, nas CSSs, percentagem e medidas relativas; 
• Sempre que possível, evitar endereços de páginas longos e pontuação excessiva; 
• Utilizar hiperligações bem visíveis e bem identificadas de modo a não existirem 
dúvidas acerca da função que desempenham;  
• Evitar o recarregamento de página, pop-ups e redireccionamentos desnecessários de 
modo a evitar tempos de espera para o utilizador; 
• Não utilizar imagens de fundo pois estas gerem maior latência; 
• Especificar as dimensões exactas e estáticas de alguns elementos ajuda o navegador 
a continuar o carregamento da página, a evitar o recarregamento depois da página 
ter sido exibida por completo e a obter um resultado visual mais uniforme nos dife-
rentes navegadores que poderão ser utilizados. 
6.4 Processo de desenvolvimento 
O processo de desenvolvimento de software (Apêndice IV) baseou-se, fundamentalmente, 
na definição do modelo de domínio, do diagrama de classes de análise, do modelo de casos 
de uso e no levantamento dos mesmos. Após uma análise a nível da interface do utilizador 
e antes da elaboração dos protótipos em papel e dos diagramas de classe, efectuou-se a 
definição e descrição dos actores, a elaboração dos principais diagramas de pacotes e dos 
casos de uso, e a descrição dos mesmos. 
No que diz respeito aos diagramas de classes, estes foram elaborados de acordo com a 
definição dos DTO Master e Client utilizados ao longo desta prova de conceito. Apesar 
destes diagramas já terem alguma dimensão, a sua complexidade não é muito elevada. A 
dimensão destes diagramas está relacionada com o facto destes se basearem na especifica-
ção do modelo de dados feita previamente.  
Deste modo, relativamente ao diagrama de classes Client destaca-se apenas a existência de 
dois casos de herança. Um dos casos é respeitante à diferenciação das pessoas (pacientes, 
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profissionais e configuradores) que intervêm nas organizações do sistema. Tendo em conta 
que não existirão instâncias do objecto "pessoa" mas sim de pacientes, profissionais e con-
figuradores, determinou-se que a classe "pessoa" seria abstracta. O outro caso de herança é 
relativo ao conjunto de características locais associadas aos artigos das organizações. Desta 
forma, pretendeu-se permitir a instanciação de características locais para artigos do tipo 
"serviço" e a instanciação de características locais para artigos do tipo "produto" de modo a 
que, para além de herdarem características comuns dos artigos do tipo "serviço", possuís-
sem características específicas desse tipo de artigo. No que diz respeito ao diagrama de 
classes Master salienta-se apenas o facto de existir um caso de herança que diz respeito à 
diferenciação das "contas" em contas de "utilizadores" e de "organizações". Tendo em con-
ta que não existirão contas sem ser de utilizadores ou de organizações, determinou-se que a 
classe "conta" seria abstracta.  
6.5 Desenho de protótipos 
Foram realizados duas versões de protótipos para a principal aplicação Desktop (AHS-
NCA) e para a aplicação móvel (AMHS-NCA). Estes protótipos podem ser consultados no 
Apêndice V. 
6.6 Mecanismos de segurança adoptados 
Os sistemas distribuídos, como é o caso da solução proposta para este projecto, estão parti-
cularmente sujeitos a ameaças e ataques tais como a personificação (quando um utilizador 
não autorizado se faz passar por um utilizador autorizado), a criação ou utilização de 
canais para comunicação ilegítimas, a escuta e adulteração de mensagens, etc. Entre os 
diferentes tipos de políticas de segurança destacam-se ("Windows® Vista para programa-
dores", 2007): 
• O isolamento de agentes - Este tipo de política tem como objectivo isolar cada um 
dos agentes. Para o efeito utiliza mecanismos como a autenticação (validação da 
identidade do agente). 
• O controlo de acessos - Este tipo de política visa limitar a capacidade de interacção. 
Para o efeito são utilizados mecanismos como a autenticação (validação da identi-
dade do agente) e a autorização (operação de validação que verifica os direitos do 
agente sobre um determinado objecto). 
141 
 
• O controlo do nível de segurança de informação - Este tipo de política defende que 
apenas deve ser dado ao agente a informação que ele realmente necessita. Para o 
efeito utiliza um sistema de nível de confidencialidade em que o agente não pode 
ler informações em níveis superiores ao seu, nem escrever em informação classifi-
cada com níveis inferior ao seu. 
De acordo com as políticas de segurança anteriores foi prevista a implementação de um 
mecanismo de definição perfis composto por permissões. Para além disso, de acordo com a 
Lei da Protecção de Dados mencionados anteriormente, e tendo em conta natureza sensível 
dos dados manipulados pelo sistema tornou-se claramente imprescindível a protecção des-
sa mesma informação. Para o efeito, determinou-se que a implementação deveria incluir as 
seguintes medidas de segurança: 
• Cifragem de dados pessoais; 
• Cifragem dos canais de transporte: 
o Cifragem do canal de transporte das aplicações clientes aos serviços; 
o Cifragem do canal de transporte dos serviços às bases de dados. 
• Autenticação dos utilizadores: 
o Autenticação perante as aplicações Web; 
o Autenticação perante os serviços. 
• Criação de contas de acesso à base de dados limitadas; 
• Cifragem dos ficheiros de configuração das aplicações; 
• Cifragem dos ficheiros de configuração e ofuscação de código das aplicações. 
O esquema geral relativo ao esquema de segurança adoptado para a codificação do solução 
pode ser consultado na Figura 20 que se segue. 
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Figura 20 - Esquematização genérica dos mecanismos de segurança adoptados 
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6.6.1 Criptografia 
A criptografia surge como uma tentativa de evitar escutas e falsificações de mensagens. 
Existem dois tipos de criptografia: a criptografia simétrica e a criptografia assimétrica. Os 
algoritmos de cifra simétrica têm apenas uma chave usada tanto para cifragem como para 
decifragem e são, normalmente, mais rápidos que os de cifra assimétrica uma vez que 
geram menos overhead (consequentemente, efectuam uma menor sobrecarga dos recursos 
de processamento e de comunicação do sistema). Nestas casos, a chave deve apenas ser 
conhecida pelos intervenientes legítimos. Existem algoritmos de cifragem simétrica basea-
dos em Steam Ciphers e Block Ciphers (sendo estes mais seguros que os anteriores). Con-
trariamente à criptografia simétrica, a criptografia assimétrica usa um par de chaves rela-
cionadas eliminando assim o problema de partilha de chaves. O par de chaves é composto 
por uma chave pública (de conhecimento público) e outra privada (do conhecimento de 
apenas uma entidade). Os algoritmos de cifragem assimétrica podem ser usados para 
mecanismos de autenticidade e confidencialidade. Para garantir a autenticidade de uma 
mensagem, a chave privada é usada para cifrar mensagens (uma vez que apenas o detentor 
da chave privada pode cifrar mensagens com essa chave que pode depois ser decifrada com 
a chave pública que faz par com a chave privada anterior). Para garantir a confidencialida-
de da mensagem, a chave pública é usada para cifrar mensagens (deste modo apenas o 
detentor da chave privada pode decifrá-la) ("Windows® Vista para programadores", 2007). 
Salienta-se ainda que a plataforma .NET na sua versão 4 suporta vários algoritmos de 
cifragem tais como AES (Advanced Encryption Standard), CNG (Cryptography Next 
Generation), RC2 (Ron's Code ou Rivest Cipher 2), Rijndael, RSA, DES (Data Encryption 
Standard), TripleDES, DSA (Digital Signature Algorithm), HMAC (Hash-based Message 
Authentication Code), MD5 (Message-Digest Algorithm 5), SHA1/384/512 (Secure Hash 
Algorithm 1/384/512), entre outros. 
6.6.2 Cifragem de dados sensíveis 
Sendo boa parte dos dados manipulados e armazenados pela solução dados pessoalíssimos 
ou sensíveis (tais como dados pessoais e informações médicas) considerou-se imperativa a 
cifragem desses mesmos dados.  
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Com a cifragem de dados pretende-se evitar a obtenção ou alteração de informações da 
base de dados, mesmo por parte dos responsáveis da manutenção da base de dados (o que 
utilizando apenas uma cifragem de canal, não seria possível fazer). A obtenção da infor-
mação é evitada uma vez que o conteúdo sensível das tabelas da base de dados, ao estar 
cifrado, se torna ilegível. A alteração de qualquer conteúdo cifrado irá fazer com que este 
não seja devidamente decifrado, sendo detectada assim uma falha na integridade dos 
dados. Salienta-se que, sempre que existirem problema na decifragem de informação ao 
longo do sistema, na camada de apresentação será apresentada o seguinte conjunto de 
caracteres: "##########". 
A cifragem e decifragem de dados serão feitas o mais próximo possível do utilizador, ou 
seja, nas aplicações clientes, de modo que a informação circule entre as aplicações clientes 
e serviços já devidamente cifrada.  
Na prova de conceito podem ser distintos dois processos de cifragem: 
• Cifragem de dados sensíveis; 
• Cifragem da palavra-chave da autenticação. 
A cifragem de dados sensíveis adoptada baseia-se no algoritmo de cifragem simétrica 
designado por AES e no método de codificação Base64 obrigando a processos de cifragem 
e processos de decifragem. Realça-se que o algoritmo AES requer a utilização de dois 
parâmetros: 
• Uma chave (Key); 
• E de um IV (Initialization Vector ou vector de inicialização). 
De acordo com a solução a desenvolver optou-se pela utilização de uma Key única para 
cada organização (esta informação é guardada na tabela ac_organization da base de dados 
Master) e de um IV para cada registo, de cada tabela, de cada base de dados Client. Apesar 
do algoritmo de Rijndael ser uma extensão melhorada do algoritmo AES, uma vez que 
permite Keys baseadas em qualquer múltiplo de 32 bits com um mínimo de 128 bits (teori-
camente, sem tamanho máximo), optou-se pela configuração sugerida por defeito pela pla-
taforma .NET utilizada para o algoritmo de AES (que corresponde a uma configuração do 
algoritmo de Rijndael caracterizada com uma chave com o tamanho máximo que este 
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suporta, ou seja de 256 bits) para efeitos de optimização, performance (a utilização de Keys 
de tamanhos superiores iria requerer maior processamento e gerar maior overhead nos con-
teúdos encriptados) e de maior compatibilidade. Salienta-se assim que, para manter a com-
patibilidade do motor de cifragem/decifragem com o Silverlight foi necessário utilizar o 
objecto AesManaged em detrimento do objecto Rijndael da biblioteca Sys-
tem.Security.Cryptography, uma vez que este não se encontra disponível para essa tecno-
logia. Em seguimento do que foi referenciado anterioremente, destaca-se a utilização de 
blocos de 128 bits (ou de 16 bytes), de IVs de 128 bits (ou de 16 bytes), de Keys de 256 bits 
(ou de 32 bytes), do Mode CBC (Cipher-Block Chaining) e do Padding PKCS7 (Public-
Key Cryptography Standards 7) características que podem ser confirmadas através da 
Figura 21. 
 
Figura 21 - Parametrização de uma instância do objecto do algoritmo de AES utilizada na cifragem de dados 
De acordo com as características do algoritmo de cifragem referenciado anteriormente, 
segue-se um exemplo da cifragem usada no sistema (que inclui cifragem com o algortimo 
AES de acordo com as parametrizações anteriores e cifragem em Base64) de alguns dados 
e a sua respectiva relação com o tamanho dos mesmos. Na Tabela 25 seguem-se alguns 
exemplos de cifragens de acordo com o algoritmo utilizado na solução para o efeito. 
Tabela 25 - Exemplos de cifragem de alguns dados de acordo com o algoritmo usado na solução 
String não encriptada 
Tamanho dos 
dados antes da 
cifragem 
Tamanhos dos 
dados depois da 
cifragem 
String resultante da cifragem 
"t" 
(1 caracter) 
1 byte 16 bytes UDk+l1qyOFHJDNbajRvMpw=
= 
"testetestetestet" 
(16 caracteres) 
16 bytes 32 bytes rQUQmRQNwKhdRKPsDOxt-
fu6QHRzrTOKrtRwEhNMxsNs= 
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"testetestetestetesteteste-
testete" 
(32 caracteres) 
32 bytes 48 bytes QvdWT97rN8shu2cY8GFrcIYaY
Capa4Ve51vpyfN4AEed2cHzoZ
MTTUvctv1GqL/U 
... ... ... ... 
De acordo com a tabela anterior é visível o facto do algoritmo AES ser um algoritmo de 
cifragem em bloco, uma vez que strings não cifradas dão origem a strings de tamanho 
superior quando cifradas sempre que se ultrapassa o limite do bloco. Em C#, um caracterer 
é representado, por defeito, por um conjunto de 16 bits("char (C# Reference)", 2010), no 
entanto, nesta solução utilizou-se uma codificação UTF8 (Unicode Transformation Format 
8 bits) fazendo com que cada caracter seja armazenado num conjunto de 8 bits, ou seja, 
num byte. Deste modo, se existe um aumento do tamanho da string cifrada de 16 em 16 
caracteres, isto deverá significar que o bloco em utilização é de facto de 128 bits (16 x 8 = 
128). Salienta-se ainda que o caracter "=" que surge por vezes nas strings cifradas, corres-
ponde ao valor de um byte a null resultante da cifragem Base64("The Base64 and Base32 
Alphabets", 2011). 
A utilização da codificação Base64 permite transformar o resultado devolvido em bytes 
pela cifragem realizada através do algoritmo de AES, numa string que pode ser mais facil-
mente guardada numa base de dados uma vez que o tipo de dados VARCHAR ou equiva-
lente que permita armazenar strings é, normalmente, facilmente encontrado em diferentes 
bases de dados. 
Deste modo, o processo de cifragem dos dados sensíveis recebidos pelas aplicações clien-
tes pode ser descrito da seguinte forma: 
1. No momento de criação e registo de uma nova organização no sistema, é gerada a 
sua Key correspondente que é, posteriormente, encriptada com uma codificação 
Base64 e guardada na tabela ac_organization da base de dados Master (Figura 22); 
 
 
Figura 22 - Excerto da tabela ac_organization da base de dados Master com destaque da Key 
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2. Para a cifragem de dados, é obtida e descodificada, com Base64, a Key da organi-
zação guardada no ponto anterior, e é gerado um IV para o registo que se pretende 
cifrar; 
3. Tendo o a Key e o IV, é encriptado o registo pretendido; 
4. Tanto o IV como o registo cifrado são encriptados com uma codificação Base64 e 
guardados, posteriormente, na tabela respectiva da base de dados Client. 
Segue-se um excerto da tabela og_patient (Figura 23) em que é visível a cifragem dos 
dados e o IV (designado por Key, uma vez que a utilização do termo IV poderia fazer com 
que mais facilmente se deduzisse qual o algoritmo de cifragem utilizado). 
 
Figura 23 - Excerto da tabela og_patient com destaque de alguns campos encriptados e do IV usado para 
cifragem de cada registo 
No que diz respeito à cifragem da palavra-chave sucede o seguinte: 
1. Após o utilizador introduzir o seu nome de utilizador e palavra-chave para autenti-
cação, a palavra-chave é automaticamente cifrada com SHA-1 e combinada com um 
Salt aleatório através de uma função chave de derivação; 
2. O resultado da cifragem da palavra-chave é guardado no campo Password e o Salt 
utilizado durante a cifragem é guardado no campo PasswordKey da tabela 
my_aspnet_membership da base de dados do Provider. Salienta-se que o nome da 
tabela e dos campos anteriores podem variar de acordo com a implementação e a 
base de dados usada para o Provider. 
Segue-se um excerto da tabela my_aspnet_membership em que é visível a cifragem da 
palavra-chave e do Salt utilizado para cada uma dessas palavras-chave (Figura 24). 
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Figura 24 - Excerto da tabela my_aspnet_membership com destaque da palavra-chave e do Salt 
A Figura 25 esquematiza, de forma sumária, os processos de cifragem descritos anterior-
mente. 
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Figura 25 - Esquematização da cifragem de dados utilizada.
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6.6.2.1 Cifragem de dados sensíveis 
Segue-se, na Figura 26, um excerto do código fonte do método usado para a cifragem dos 
dados sensíveis. 
 
 (...)  
 
 (...) 
 
Figura 26 - Excerto do método responsável pela cifragem dos dados 
De seguida é apresentado um excerto do código fonte, na Figura 27, respeitante ao método 
utilizado para a decifragem dos dados sensíveis. 
 
  (...) 
  
  (...) 
  
 
Figura 27 - Excerto do método responsável pela decifragem dos dados 
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6.6.2.2 Cifragem da palavra-chave da autenticação 
A cifragem da palavra-chave da autenticação em aplicações Web pode ser feita automati-
camente através da devida configuração do ficheiro Web.config. Para o efeito, deverá ser 
configurado o Membership Provider e o Role Manager e deverão ser adicionadas as tags 
destacadas no excerto de código que se segue (Figura 28).  
 
 
 
 
Figura 28 - Excerto de um Web.config parametrizado para suportar um Membership Provider e um RoleMa-
nager 
Salienta-se que a cifragem das palavras-chave do Membership Provider foram feitas com 
base no algoritmo de criptografia simétrica, mais propriamente, de Hash (que permite ape-
nas a cifragem e não a descifragem) SHA-1 uma vez que a versão utilizada do Oracle® 
MySQLTM não suportava devidamente algortimos de cifragem mais recentes (tal como 
HMACSHA256). 
6.6.3 Decifragem de dados 
Por sua vez, o processo de decifragem dos dados sensíveis recebidos pelas aplicações 
clientes pode ser descrito da seguinte forma: 
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1. São obtidos a Key da organização (gerada, encriptada com Base64 e guardada pre-
viamente no momento de criação e registo de uma nova organização no sistema) e 
o IV (gerado, encriptado com Base64 e guardado durante o processo de cifragem) 
correspondente ao registo que se pretende desencriptar; 
2. A Key e o IV são decifrados com Base64, 
3. Tendo a Key e o IV é decifrado o registo pretendido com base no algoritmo de AES.  
No que diz respeito à decifragem da palavra-chave não existe um processo de decifragem, 
propriamente dito, uma vez que é utilizado o algoritmo SHA-1 que, sendo um algoritmo de 
Hash, é irreversível após a cifragem ter sido realizada. 
Desta forma, no momento em que se torna necessário validar a autenticação do utilizador é 
feito o seguinte: 
1. Após o utilizador introduzir o seu nome de utilizador e palavra-chave para autenti-
cação, a palavra-chave é, novamente, e automaticamente cifrada com SHA-1, e 
combinada através de uma função chave de derivação com o Salt; 
2. É obtida a chave da palavra-chave gerada e armazenada durante o processo de 
cifragem na base de dados do Provider; 
3. É comparado o resultado da cifragem da palavra-chave introduzida pelo utilizador e 
a palavra-chave obtida através do Provider; 
4. Tendo em conta que a função de cifragem SHA-1 corresponde a uma cifragem 
simétrica de Hash, caso os resultados sejam idênticos, conclui-se que a palavra-
chave introduzida pelo utilizador corresponde à palavra-chave registada no momen-
to do registo da conta do utilizador, estando a autenticação correcta. 
Através da utilização de uma função de Hash de cifragem simétrica, evita-se a circulação 
da palavra-chave ao longo do sistema, assim como, o seu armazenamento, mesmo que 
cifrado, na base de dos do Provider. 
A Figura 29 apresenta a esquematização do processo de decifragem descrito anteriormente. 
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Figura 29 - Esquematização da decifragem de dados utilizada ao longo da solução 
154 
 
6.6.4 Cifragem dos canais de transporte 
Apesar da cifragem de dados sensíveis fazer com exista já algum grau de protecção durante 
a comunicação entre as aplicações clientes e as bases de dados, tendo em conta a tipologia 
especialmente delicada dos dados (apesar de terem já um nível de cifragem) que irão circu-
lar no sistema a desenvolver e do facto de existirem alguns dados não encriptados (apesar 
de não serem dados sensíveis), considerou-se que seria igualmente importante efectuar-se a 
protecção dos canais de transporte utilizados através da cifragem dos mesmos. Desta for-
ma, procedeu-se: 
• À cifragem do canal de transporte das aplicações clientes aos serviços; 
• E à cifragem do canal de transporte dos serviços às bases de dados. 
A configuração HTTPS/SSL requer obrigatoriamente do lado dos servidores (seja de servi-
ços ou dados) um certificado SSL. No entanto, do lado do cliente é possível ignorar, aceitar 
ou pedir os certificados do próprio cliente. Tendo em conta a natureza da solução, preten-
deu-se utilizar a configuração HTTPS/SSL que fosse mais simples para o utilizador final, 
mas que lhe permitisse ter informação e garantias acerca do facto de estar realmente a 
enviar dados para os servidores reais e legítimos do sistema, de uma forma protegida. Des-
ta forma, optou-se por uma configuração do lado dos servidores que recorresse à associa-
ção de certificados SSL do lado dos servidores, mas que ignorasse os servidores dos clien-
tes. 
6.6.4.1 Cifragem do canal de transporte das aplicações clientes aos serviços 
A cifragem do canal de transporte das aplicações clientes aos serviços foi feita com base 
em SSL/HTTPS. Para o efeito foi necessário: 
• Verificar a existência de certificados no servidor; 
• Obter um certificado: 
o Criar um certificado autoassinado; 
o Ou adquirir um certificado. 
• Efectuar a configuração do servidor aplicacional (IIS); 
• Efectuar a configuração dos serviços WCF nos servidores de serviços utilizados; 
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• Ignorar a validação dos certificados do servidor nas aplicações clientes (no caso de 
ser usado um certificado inválido). 
Pode ser obtida mais informação acerca das parametrizações anteriores no Anexo V. 
6.6.4.2 Cifragem do canal de transporte dos serviços às bases de dados  
Relativamente à cifragem do canal de transporte dos serviços à base de dados esta foi feita 
com base em SSL e para o efeito foi necessário: 
• Verificar se a compilação do servidor de dados suporta SSL; 
• Instalar o OpenSSL; 
• Gerar os certificados SSL; 
• Referenciar os certificados SSL no servidor de dados; 
• Reiniciar o servidor; 
• Verificar a activação das funcionalidades do SSL no servidor de dados; 
• Alterar a connection string. 
Pode ser obtida mais informação acerca das parametrizações anteriores no Anexo V. 
6.6.5 Autenticação dos utilizadores 
De acordo com a tipologia do sistema em causa, considerou-se que a autenticação assumi-
ria um papel importante no que diz respeito à segurança da aplicação. Desta forma, consi-
derou-se que a autenticação dos utilizadores deveria ser feita, não só perante as aplicações 
Web, mas também perante os próprios serviços. Para o efeito, efectuou-se a integração do 
Membership e do Role Provider do ASP.NET com as aplicações Web, os serviços WCF e o 
servidor de dados Oracle® MySQLTM 
6.6.5.1 Autenticação perante as aplicações Web 
A autenticação do acesso e utilização dos serviços é feita perante: 
1. A validação da autenticação do utilizador perante o Membership Provider utilizado 
pelo ASP.NET (é verificado se este se encontra autenticado e pertence a um dos 
roles que têm permissão e acesso ao serviço em causa). Para o efeito é utilizado o 
método ValidateUser do objecto Membership. 
2. Após a validação da autenticação anterior é feita a validação do utilizador perante o 
método de autenticação do próprio sistema. Para o efeito é utilizado o método IsA-
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ValidAuthentication disponibilizado pela DLL designada por AvailableAccountLi-
brary pertencente à API de alto nível que verifica as seguintes condições: 
o Caso se trate de um utilizador do tipo Master Administrator: se o utilizador 
for de facto do tipo indicado, não é feita mais nenhuma verificação para 
além da autenticação do utilizador perante o Membership Provider; 
o Caso se trate de um utilizador do tipo Organization Administrator, Configu-
rator ou Patient: se o utilizador for de facto do tipo indicado, é verificado se 
esse utilizador pertence à organização cujo identificador foi passado por 
parâmetro; 
o Case se trate de um utilizador do tipo Professional: se o utilizador for de 
facto do tipo indicado, é verificado se este pertence à organização e ao local 
cujos identificadores foram passados por parâmetro. A verificação do local 
tem de ser feita a nível de cada servidor cliente configurado para a organi-
zação indicada por parâmetro. 
6.6.5.2 Autenticação perante os serviços WCF e a base de dados 
Salienta-se que a autenticação dos serviços WCF através de username/password requerem 
algumas parametrizações no ficheiro Web.config dos mesmos, a passagem das credenciais 
do utilizador através do código fonte e a utilização de certificados digitais no servidor de 
serviços (Soomro, 2010) . 
A autenticação do acesso e utilização dos serviços é feita perante: 
1. A validação da autenticação do utilizador perante o Membership Provider utilizado 
pelo ASP.NET (é verificado se este se encontra autenticado e se pertence a um dos 
roles que têm acesso ao serviço em causa). Para o efeito são utilizadas tags para a 
determinação das restrições a aplicar em cada chamada de cada serviço (Figura 30); 
 
Figura 30 - Exemplo de como determinar restrições à permissão principal a aplicar em cada chamada de cada 
serviço 
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2. Após a validação da autenticação anterior é feita a validação do utilizador perante o 
método de autenticação do próprio sistema à semelhança do 2º ponto referenciado 
na autenticação perante as aplicações Web. 
6.7 Outras opções tomadas  
De acordo com as necessidades de cada tipo de utilizador definido no sistema, deverá exis-
tir uma conta SQL associada de modo a serem definidas permissões (o mais restritivas pos-
sível de modo a evitar acessos ou alterações indevidos à base de dados) de acordo com as 
necessidades de cada um desses mesmos tipos. Os privilégios atribuídos aos diferentes 
tipos de utilizador suportados pelo sistema podem ser consultados na Tabela 26. 
Tabela 26 - Privilégios e comandos atribuídos a cada tipo de pessoa ou utilizador do sistema 
 Comandos Configurador Profissional Paciente 
Privilégios DML 
SELECT    
INSERT   - 
UPDATE   - 
DELETE   - 
Privilégios DDL ALTER  - - 
A necessidade da atribuição de privilégios para a execução de alguns comandos DDL aos 
utilizadores do tipo configurador prende-se com o mecanismo dos campos adicionais. 
A implementação propriamente dita da prova de conceito deste projecto tem como objecti-
vo comprovar a viabilidade da solução funcionando como uma prova de conceito, não cor-
respondendo a uma codificação completa da solução. Desta forma, determinou-se que 
serão codificadas algumas funcionalidades da aplicação Web Desktop AHS-NCA e da apli-
cação Web móvel AMHS-NCA, de modo a ser possível demonstrar um circuito que envolva 
a interacção entre diferentes tipos de aplicações da solução recorrendo à utilização da 
arquitectura proposta com base em várias tecnologias e componentes existentes no merca-
do. É possível visualizar algumas capturas de ecrã das aplicações AHS-NCA e AMHS-NCA 
no Apêndice VII. 
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Realça-se que, de modo a tornar a codificação mais uniforme e clara definiram-se conven-
ções de código que podem ser consultadas no Apêndice I . 
No que diz respeito aos requisitos não funcionais, de modo a proteger a comunicação e a 
permitir a manutenção de dados sensíveis adoptaram-se mecanismos de segurança de 
cifragem e decifragem descritos anteriormente.  
Teve-se, igualmente, em conta diferentes níveis de encapsulamento. Deste modo, a título 
de exemplo, nas bibliotecas dos diferentes serviços WCF, os membros das classes e os 
métodos utilizados exclusivamente na mesma classe foram encapsulados com o nível pri-
vate; enquanto as propriedades foram encapsuladas com o nível public de modo a estarem 
acessíveis a outras instâncias de outras classes (a utilização do nível de encapsulamento 
protected internal poderá vir a ser usada em situações em se pretenda permitir o acesso a 
determinados componentes de uma determinada classe e respectivas classes derivadas per-
tencentes à mesma assembly). 
A nível de tolerância a falhas foram tidas em conta situações como o facto de não ser pos-
sível a leitura de dados cifrados devido à corrupção dos mesmos. A utilização de serviços 
WCF permitiu igualmente aumentar a tolerância a falhas a nível da comunicação entre os 
serviços e as aplicações clientes uma vez que, existem mecanismos simples que podem ser 
configurados para estabelecer caminhos de comunicação confiáveis através de conexões e 
comunicações que não o são. Esta funcionalidade é conseguida através de estabelecimento 
de sessões de comunicação ponto a ponto e da introdução de reconhecimento explícito de 
mensagens para o fluxo de comunicação. No caso desta prova de conceito configuram-se 
as Reliable Sessions por mensagens (ou Realiable Messaging), uma vez que estas não vêm 
activas por defeito para o binding utilizado (WSHttpBinding), mas que podem facilmente 
ser activadas ("Reliable Sessions Overview", 2011). As Realiable Messaging funcionam 
através de um sistema de acknowledgement que consiste basicamente no seguinte (Vasters, 
2006): 
• O cliente envia uma mensagem através de um canal de comunicação e pede ao 
receptor que o informe quando este tiver recebido essa mensagem através de uma 
mensagem própria para o efeito (designada por acknowledgement); 
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• É enviado para o cliente um acknowledgement por cada mensagem ou conjunto de 
mensagens que este enviou inicialmente. Após o cliente receber esse acknowled-
gement, este tomar conhecimento que a mensagem foi transferida com sucesso. 
Após a activação das Reliable Sessions o número de retries e o timeout utilizados são os 
definidos por defeito (ou seja, 8 retries entre os quais decorrem timeouts de 10 minutos). 
Salienta-se ainda que vários ajustes podem ser feitos a estas configurações através da cus-
tomização do próprio binding (Vasters, 2006).  
Quanto ao facto do sistema ter algum nível de abertura de modo a permitir desenvolvimen-
tos adicionais, partilha de recursos, escalabilidade e heterogeneidade disponibilizaram-se 
os serviços WCF, uma API de alto nível e implementou-se a funcionalidade relativa aos 
campos adicionais. A estruturação do código foi ainda definida de modo a ser facilmente 
adaptada e suportar diferentes sistemas de gestão de base de dados. 
Tendo em conta que a natureza distribuída da solução, esta poderá ser usada por vários 
utilizadores do tipo profissional em simultâneo. Deste modo, determinou-se que a apresen-
tação dos dados deveria ser automaticamente refrescada (sendo o refrescamento mais fre-
quente nas zonas de apresentação nas quais se verifique uma afluência de um maior núme-
ro de utilizadores ou de uma maior manipulação dos registos). Esse refrescamento poderá 
igualmente ser accionado manualmente. Desta forma, pretende-se evitar a apresentação de 
informação desactualizada. No que diz respeito ao dimensionamento das aplicações, a 
definição da largura das páginas é automaticamente ajustada ao tamanho do browser 
enquanto a altura é fixa de modo a não tornar a página excessivamente longa (sendo o 
scroll da informação feita no interior dos próprios componentes). 
De acordo com os objectivos da aplicação AMHS-NCA, determinou-se que apenas os utili-
zadores reconhecidos como profissionais pelo sistema teriam a possibilidade de se autenti-
car. No que diz respeito à interface desta aplicação, optou-se por se fixar as dimensões das 
páginas de modo a que estas fossem apresentadas de uma forma similar em browsers de 
dispositivos móveis com ecrã de 7'', a facilitar o uso do dispositivo na horizontal (para 
optimizar a utilização do espaço do mesmo e para a utilização do teclado virtual ser facili-
tada), e de forma a que não fosse necessário perder tempo com o uso de scrolls durante 
toda a navegação da aplicação. Teve-se em conta que a posição preferencial dos compo-
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nentes mais importantes para o funcionamento da aplicação deveria ser localizada na zona 
do canto superior esquerdo, uma vez que por defeito, é essa a zona que é apresentada, ini-
cialmente, nos dispositivos móveis. Considerou-se igualmente relevante o facto de se apre-
sentar apenas a informação essencial (suprimindo componentes como menus, por exem-
plo), de se aumentar a dimensão dos componentes e o respectivo espaço entre os mesmos 
para agilizar e evitar selecções indesejadas durante a navegação táctil (através dos dedos). 
De um modo genérico, tentou-se aproveitar o melhor de cada tecnologia. Relativamente as 
ao ASP.NET aproveitaram-se várias particularidades como a utilização de Master Pages, 
Sitemaps, Membership Provider e Role Provider ("ASP.NET 2.0 Provider Model: Intro-
duction to the Provider Model", 2005) baseados num sistema de bases de dados como o 
Oracle® MySQLTM que por sua vez permite, entre outros aspectos, armazenar um elevado 
número de registos a um baixo custo e suporta comunicação SSL. 
Foram feitos ajustes de configuração nos Web.configs das aplicações finais e nos 
app.config dos serviços WCF de modo a ser possível a utilização desses serviços sobre o 
protocolo HTTPS de uma forma integrada com o Membership do ASP.NET. A autenticação 
do utilizador final perante cada chamada a métodos dos serviços autenticados requereu 
igualmente alguns ajustes ao código fonte ("WCF over HTTPS, authentication with 
ASP.NET Membership", 2011). 
Tendo em conta que a comunicação da solução baseia-se em serviços, optou-se por carre-
gar apenas a informação essencial para cada instância de cada objecto utilizado evitando a 
sobrecarga desnecessária dos canais de comunicação usados. Para a obtenção da informa-
ção adicional deverá ser efectuado um novo pedido ao serviço apropriado. A estrutura 
encadeada dos DTOs foi mantida de forma a facilitar a compreensão do sistema e respecti-
va utilização através da API de alto nível. 
No que diz respeito às transacções SQL, estas foram usadas de modo a tornar mais simples 
e compreensível a utilização da API de alto nível. Deste modo, é possível ao programador 
usufruir das vantagens das transacções SQL e incluir, numa mesma transacção, as acções 
que pretender. 
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Salienta-se ainda que foram utilizadas Shared Libraries, ou seja, bibliotecas partilhadas 
tais como as DLLs MasterLibrary, ClientLibrary e a CryptographyLibrary. Estas bibliote-
cas são partilhadas pelos diferentes serviços WCF através da configuração da referenciação 
dos mesmos (Figura 31). 
 
Figura 31 - Captura de ecrã para a reutilização de determinadas bibliotecas usadas pelos serviços WCF 
A autenticação dos profissionais é feita perante o local em que este se encontrada no 
momento. Assim, caso este necessite de efectuar alguma operação noutro local, terá de 
voltar a autenticar-se perante esse mesmo local. Tendo em conta que, regra geral, o profis-
sional deverá utilizar o sistema apenas num local (pelos menos durante o decorrer de um 
dia) com este mecanismo pretende-se evitar a apresentação de demasiada informação ao 
utilizador (o que poderia facilitar a introdução de dados incorrectos, sem o utilizador ter 
noção desse facto). 
A criação de campos extra cifrados na base de dados requereu que fosse efectuado um cál-
culo aproximado para determinação do tamanho da coluna que iria conter campos cifrados. 
Para o efeito, apurou-se e comparou-se o tamanho de alguns campos antes e depois de 
cifrados. Os resultados obtidos podem ser observados na Tabela 27. 
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Tabela 27 - Estimativa do número de caracteres a ser utilizado para a criação da coluna do respectivo campo 
cifrado no Oracle® MySQLTM 
Nº de caracteres 
não cifrados 
Nº de caracteres 
após cifragem 
Nº de caracteres resultantes da diferença entre o nº de 
caracteres antes e depois da cifragem 
0 - 15 24 24 - 0 = 24 
16 - 31 44 44 - 24 = 20 
32 - 47 64 64 - 44=20 
48 -63 88 88 - 64 =24 
64 - 79 108 108 - 88 = 20 
80 - 95 128 128 - 108 = 20 
96 - 111 152 152 - 128 =24 
... ... ... 
De acordo com os resultados obtidos verificou-se que o tamanho da informação cifrada 
variava de 16 em 16 caracteres e que a diferença entre o nº de caracteres antes e depois da 
varia entre 20 e 24 caracteres. De modo a prever algumas potenciais excepções, esta dife-
rença foi arredonda por excesso para os 30 caracteres. Desta forma determinou-se a seguin-
te fórmula para a determinação do tamanho das colunas cujos campos iriam ser cifrados 
(foi utilizada a parte inteira da divisão para evitar a obtenção de resultados com casas 
decimais desnecessárias): 
(tamanho do campo não cifrados / 16) x 30 
Salienta-se igualmente que dados do tipo blob (como a fotografia da pessoa) também 
foram alvo de cifragem de dados. Tendo em conta que se trata de imagens (o que normal-
mente é sinónimo de uma elevada quantidade de informação a armazenar) e que estas são 
meramente informação complementar, limitou-se o upload de cada imagem a 50 kB (Qui-
loByte) uma vez que, com a cifragem, existe algum overhead que pode levar a que o tama-
nho da informação quase duplique.  
Relativamente ao desenvolvimento da DLL responsável pela cifragem e decifragem da 
informação foi necessário, para manter a compatibilidade desse motor com o Silverlight, 
utilizar o objecto AesManaged em detrimento do objecto Rijndael da biblioteca Sys-
tem.Security.Cryptography uma vez que este não se encontra disponível para essa tecnolo-
gia. 
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Para o armazenamento dos dados relacionados com os utilizadores e respectivas sessões 
optou-se pela implementação do Membership Provider padrão do próprio ASP.NET para 
Oracle® MySQLTM. Nesse Membership Provider o Role Provider foi criado com base nos 
seguintes roles referenciados na Tabela 28. 
Tabela 28 - Roles do Membership Provider usado na solução. 
Role Destinatários do role 
MasterAdministrator Este role destina-se aos utilizadores responsáveis pela administração de 
todo o sistema. 
OrganizationAdministrator Este role destina-se aos utilizadores responsáveis pela administração de 
cada uma das organizações. 
Configurator Este role destina-se aos utilizadores responsáveis pela configuração de 
cada uma das organizações. 
Professional Este role destina-se aos utilizadores que são profissionais de saúde de cada 
uma das organizações. 
Patient Este role destina-se aos utilizadores que são pacientes de cada uma das 
organizações. 
Para a activação do Membership Provider do ASP.NET de modo a ser utilizada uma base 
de dados Oracle® MySQLTM, foi necessário parametrizar o ficheiro Web.config de acordo 
com os destaques assinalados Figura 32 ("Membership Providers"; , "Tutorial: MySQL 
Connector/Net ASP.NET Membership and Role Provider"; , "WCF - Integrando Member-
shipProvider e RoleProvider", 2007). 
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Figura 32 - Excerto de um "Web.config" com as configurações do Membership Provider do ASP.NET para 
Oracle® MySQLTM 
Para além da parametrização do ficheiro Web.config é necessário activar o modo de com-
patibilidade com o ASP.NET do lado das classes dos serviços WCF (Figura 33).  
 
 (...) 
 
Figura 33 -Activação do modo de compatibilidade com o ASP.NET nos serviços WCF 
165 
 
De acordo com a arquitectura da solução, foi possível disponibilizar uma API em lingua-
gem C# 4 que aumenta, de uma forma bastante significativa, o nível interoperabilidade e 
integração com outros sistemas. Esta API poderá ser facilmente utilizada por programado-
res com alguma experiência nessa linguagem e familiarizados com o conceito de serviços. 
A API permite aceder aos principais motores e funcionalidades da solução sem existir a 
necessidade do programador ter de conhecer a totalidade da estrutura da solução e as 
acções envolvidas em cada uma dessas funcionalidades. Desta forma, será possível imple-
mentar fácil e rapidamente diferentes motores de integração com outros sistemas e/ou 
interfaces para diferentes tipos de dispositivos, desde que estes suportem a plataforma. 
NET, e a referência e consumo de serviços WCF. A título exemplo, poderão ser implemen-
tados motores de integração e/ou interfaces em ASP.NET, WPF, Silverlight, entre outras 
tecnologias, com ou sem recursos a componentes. 
Para agilizar e facilitar a utilização da API esta é composta por várias DLL separadas de 
acordo com a sua temática. Esta separação permite ao programador seleccionar apenas as 
bibliotecas que realmente necessita evitando a inclusão de DLL de grandes dimensões que 
poderiam degradar a performance da interface ou do motor de integração desenvolvidos. 
Assim, destacam-se dois tipos de DLLs que compõem a API: 
• DLLs de acesso às entidades ou DTOs, entre as quais se incluem a ClientLibrary.dll 
e a MasterLibrary.dll. 
• DLLs temáticas, entre as quais se incluem a AvailableArticleLibrary.dll, a Availa-
bleEpisodeLibrary.dll, a AvailableEffectuationLibrary.dll, entre outras. 
Desta forma, a utilização desta API requer apenas a referenciação das DLLs anteriores e 
dos serviços correspondentes (que, por sua vez, irão utilizar os restantes motores do siste-
ma). Realça-se que apesar de ter sido ponderado a possibilidade das próprias DLLs de ser-
viços ou temáticas serem responsáveis pela referenciação dos serviços WCF utilizados 
(evitando que o programador tivesse de o fazer), constatou-se que tal não seria possível, 
pelo menos de uma forma simples e directa já que as bibliotecas não fazem uso de ficheiro 
de configuração onde fica armazenada a informação relativa ao acesso dos próprios servi-
ços ("DLL.Config file ignored." 2010). 
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Em cada método, de cada uma das DLLs, disponibilizados pela API de alto nível é feita a 
validação da autenticação utilizada pelo próprio sistema de modo a evitar utilizações e 
acessos indevidos. 
De modo a permitir a cifragem e decifragem de alguns conteúdos e para efeitos de testes 
desse mecanismo foi desenvolvida uma pequena ferramenta para o efeito que faz uso da 
DLL implementada especificamente para a cifragem e decifragem (CryptographyLi-
brary.dll) da informação sensível que é armazenada pelo sistema (Figura 34). 
 
Figura 34 - Ferramenta adicional: Encryption/Decryption Tool V.0.0.0.2. 
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7 Testes Realizados 
De acordo com a natureza das tecnologias e dos equipamentos utilizados efectou-se uma 
ronda de alguns testes relativos ao funcionamento do circuito principal do sistema (circuito 
de efectivações), à possibilidade de utilização da API de alto nível e dos serviços WCF 
com outras tecnologias de interfaces e ao comportamento da interface em diferentes bro-
wers e dispositivos móveis. Estes testes permitiram a correcção de algumas situações que 
não estavam a funcionar plenamente. 
Para a realização de testes foi necessária a publicação dos serviços e das aplicações clien-
tes. Esta tarefa foi realizada através da opção própria para o efeito disponibilizada pela 
ferramenta de desenvolvimento. Para além das configurações necessárias a nível do servi-
dor e das aplicações para a comunicação ser feita sob o protocolo HTTPS configurou-se a 
máquina servidora com um IP (Internet Protocol) fixo na rede interna (192.168.1.100) e 
procedeu-se ao encaminhamento da porta 90 no router que é responsável pela gestão dessa 
rede uma vez que é essa a porta utilizada pelo enlace do Web Site configurado no IIS onde 
se encontram alojadas as diferentes aplicações e serviços (Figuras 35, 36 e 37).  
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Figura 35 - Captura de ecrã do resultado da execução do comando ipconfig na máquina servidora com a sina-
lização do IP usado pela máquina servidora 
 
Figura 36 - Captura de ecrã da configuração do reencaminhamento de portas com destaque da porta 90 utili-
zada pelo enlace do Web Site configurado no IIS 
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Figura 37 - Captura de ecrã da parametrização do enlace do Web Site configurado no IIS responsável pelo 
alojamento dos serviços e aplicações clientes da solução 
Salienta-se que poderá ser necessário efectuar ajustamentos à firewall do Windows® ou de 
algum antivírus que esteja instalado na máquina servidora de modo à comunicação com as 
máquinas clientes ser feita com sucesso. A obtenção do endereço IP público da máquina 
servidora foi obtida através de um dos muitos sites existentes para o efeito ("What Is My 
IP Address", 2011). Deste modo, foi possível testar, temporariamente, as aplicações clien-
tes em máquinas e dispositivos móveis distintos, geograficamente distribuídos e pertencen-
tes a redes distintas. 
Salienta-se que no caso das funcionalidades ASP.NET serem activadas depois da instalação 
da plataforma .NET poderá ser necessário registar o ASP.NET novamente na plataforma 
.NET para o correcto funcionamento das aplicações publicadas no servidor aplicacional IIS 
("How to Fix "PageHandlerFactory-Integrated" bad module "ManagedPipelineHandler in 
IIS7", 2010).  
7.1 Teste do circuito principal  
Considerou-se que a definição de um circuito principal de teste da prova de conceito 
implementada no âmbito deste projecto teria de incluir a utilização das três aplicações par-
cialmente desenvolvidas (AHS-NCA, AMHS-NCA e AHS-PCA) e dos dois tipos de equipa-
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mentos previstos (máquina Desktop e dispositivo móvel). Deste modo, o circuito principal 
de teste escolhido foi o das efectivações que consiste no seguinte: 
1. Lançar uma efectivação do tipo "Aguarda Efectivação". Esta operação deverá ser 
feita manualmente na base de dados, e requer, no mínimo, a criação de uma ficha 
de paciente, de uma admissão, de um episódio de enfermagem, de uma avaliação, 
de um diagnóstico, de um problema, de um planeamento e de uma acção. Salienta-
se que grande parte da informação terá de ser encriptada manualmente com o auxí-
lio da ferramenta de cifragem/decifragem desenvolvida para o efeito. 
2. Verificar a existência da efectivação do tipo "Aguarda efectivação" na página de 
"Efectivações" da aplicação AHS-NCA. Manter a aplicação aberta. 
3. Constatar a existência da efectivação anterior na aplicação AHS-PCA. 
4. Efectivar o registo anterior como o estado "Efectivado com sucesso" através da 
aplicação móvel AMHS-NCA. 
5. Verificar na aplicação AHS-NCA, o aparecimento de uma nova efectivação com o 
tipo "Efectivado com sucesso" associada à mesma acção do que a efectivação com 
o estado "Aguarda Efectivação" logo após o refrescamento automático da página de 
efectivações. 
6. Constatar que, na aplicação AHS-PCA, está igualmente visível a efectivação ante-
rior. 
Através da Tabela 29 pode ser consultado o resultado da execução do principal circuito de 
testes efectuado para efeitos de validação da solução. 
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Tabela 29 - Descrição do teste do circuito principal 
Circuito principal 
Passo 1 
Foram criados os dados com os identificadores listados abaixo directamente na base de dados com cifra-
gem feita manualmente sempre que necessário: 
ID./Nome Paciente: 22/Joana Ferreira; 
ID. Admissão: ADM/1; 
ID. Episódio EP/1; 
ID. Avaliação: AINI/1; 
ID. Diagnóstico: DGR/1; 
ID. Problema: PR/1; 
ID. Planeamento: PLN/1; 
ID. Acção: ACC/1, 
ID. Efectivação: EFT/9 (do tipo "Aguarda Efectivação). 
Captura de ecrã do passo 1 
 
Passo 2 
Verificou-se a existência da efectivação do tipo "Aguarda efectivação" na página de "Efectivações" da 
aplicação AHS-NCA. 
Captura de ecrã do passo 2 
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Passo 3 
Verificou-se a existência da efectivação do tipo "Aguarda efectivação" na página de "Efectivações" da 
aplicação AHS-PCA. 
Captura de ecrã do passo 3 
 
Passo 4 
Efectivou-se o registo anterior como o tipo "Efectivado com sucesso" através da aplicação móvel AMHS-
NCA. 
Capturas de ecrã do passo 4 
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Passo 5 
Constatou-se o aparecimento de uma nova efectivação (EFT/10) com o estado "Efectivado com sucesso" 
associada à acção ACC/1 logo após o refrescamento automático da página de efectivações da aplicação 
AHS-NCA. 
Capturas de ecrã do passo 5 
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Passo 6 
Verificou-se que na aplicação AHS-PCA, está igualmente visível a efectivação como estado "Efectivado 
com sucesso" associada à acção ACC/1. 
Captura de ecrã do passo 6 
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7.2 Teste com outras tecnologias 
De modo a comprovar o funcionamento e flexibilidade da arquitectura proposta e desen-
volvida neste projecto optou-se por se tentar reimplementar a camada de apresentação da 
aplicação AHS-PCA desenvolvida em ASP.NET (Apêndice VIII) noutras tecnologias 
suportadas pela plataforma .NET tais como WinForms, WPF e Silverlight através da utili-
zação de componentes correspondentes a essas diferentes tecnologias. 
As re-implementações da aplicação cujas interfaces foram elaboradas em WinForms e 
WPF comprovaram a compatibilidade da arquitectura do sistema com outras tecnologias 
para além do ASP.NET. Constatou-se igualmente que a utilização de componentes visuais 
facilita, agiliza e acelera o processo de implementação das interfaces em todas essas tecno-
logias (apesar de ser visível que os componentes WinForms e ASP.NET utilizados têm já 
um maior grau de maturação que os de WPF). Podem ser visualizadas capturas de ecrã das 
re-implementações feitas em WinForms e WPF no Apêndice VII. 
Relativamente à implementação em Silverlight constatou-se que esta tecnologia tem um 
paradigma bastante diferente das anteriores uma vez que não utiliza assenta directamente 
na plataforma .NET. Deste modo, verificou-se que seria possível utilizar a arquitectura da 
solução proposta mas que, no entanto, seria um pouco mais trabalhosa uma vez que seria 
necessário recompilar todas as DLLs (pois a compilação destas tem de ser feita exclusiva-
176 
 
mente para Silverlight e de acordo com a versão Silverlight que se pretende utilizar) e 
desenvolver código adicional na própria aplicação em Silverlight de modo a poderem ser 
utilizados os serviços através de chamadas assíncronas (o Silverlight suporta apenas cha-
madas assíncronas de serviços ("How to: Access a Service from Silverlight", 2010)). 
7.3 Testes em diferentes browsers 
Tendo em conta que as aplicações desenvolvidas, tanto as Desktop como a móvel, se desti-
nam a um ambiente Web, considerou-se relevante verificar o funcionamento das mesmas 
em diferentes browsers existentes no mercado. Deste modo, foram efectuados testes nos 
seguintes browsers: 
• Para Desktop - Microsoft® Windows® Internet Explorer® 9, Firefox 6, Chrome, 
Opera® 11.50., RockMelt, Safari 5.1., Maxthon 3, Avant Browser (Build 30), 
Deepnet Explorer 1.5.3 (Beta 3) e Phase Out 5.4.4. 
• Para dispositivos móveis 
o Tablet PC: Browser (padrão do Android 1.6.), Dolphin Browser Mini, 
Browser (padrão do Android 3.0.) e Safari. 
o Smartphone: Microsoft® Windows® Internet Explorer® e Opera® MóvelTM 
9.7. 
É possível visualizar algumas capturas de ecrã da aplicação AHS-NCA a ser executada em 
diferentes browsers Desktop e da aplicação AMHS-NCA a correr nos diferentes browsers 
para dispositivos móveis escolhidos para testes no Apêndice VIII. Realça-se que ao longo 
da realização dos testes constatou-se que os componentes visuais escolhidos têm um aspec-
to, comportamento, desempenho e performance bastante similar e uniforme tanto nos 
browsers para Desktops como naqueles direccionados a dispositivos móveis.  
Nos browsers para Desktop apenas se verificaram pequenas variações no que diz respeito 
ao comportamento predefinido do dimensionamento das grelhas (no Chrome, RockMelt e 
Safari constatou-se que as colunas não eram automaticamente ajustadas de acordo com a 
largura das páginas como acontece nos outros browser testados, apesar de ser possível 
efectuar o ajustamento das colunas manualmente), e do facto de não ser possível utilizar a 
aplicação no browser Maxthon 3 uma vez que este aparenta não suportar algumas capaci-
dades dos componentes visuais (tais como, callbacks).  
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Relativamente aos browsers dos dispositivos móveis apenas se verificou que não é possível 
utilizar devidamente a aplicação móvel no Smartphone com o browser Microsoft® Win-
dows® Internet Explorer® (uma vez que este não aparenta carregar os próprios componen-
tes visuais utilizados). No entanto, com os restantes browsers o funcionamento da aplica-
ção é total. 
7.4 Testes em diferentes dispositivos  
No que diz respeito à aplicação móvel AMHS-NCA testou-se a sua utilização em diferentes 
dispositivos móveis, nomeadamente, em Tablets PCs e Smartphone. Para os testes em 
Tablets PCs utilizaram-se os seguintes equipamentos: M-002, iPad 2 e Asus Tablet, e para 
teste em Smartphone usou-se um equipamento HTC HD (High-Definition) Mini. Salienta-
se que podem ser consultados algumas imagens relativas aos testes efectuados em diferen-
tes dispositivos móveis a partir do Apêndice. VIII  
Com os testes realizados em diferentes dispositivos móveis constatou-se que a solução 
funciona e que a sua performance depende directamente da capacidade de processamento 
do dispositivo móvel (sendo mais lento no equipamento de gama baixa, ou seja, no M-002 
do que nos outros). Quanto ao comportamento das interfaces verificou-se que este depende 
do browser utilizado no dispositivo móvel, sendo no entanto, o aspecto, o comportamento 
e o desempenho bastante similares e uniformes. 
De acordo com os testes realizados, no que diz respeito a potenciais limitações na utiliza-
ção de aplicações Web em dispositivos móveis destacam-se o facto da fixação da dimensão 
das páginas poder não respeitar as dimensões do ecrã dispositivo (no entanto, constatou-se 
que os efeitos de zoom são já bastante bem conseguidos em praticamente todos os equipa-
mentos testados sejam Tablets PC ou Smartphones); e de, no caso de se desejar fazer o 
upload de um ficheiro (imagem, vídeo, etc.) esta acção não ser possível uma vez que, de 
acordo com os equipamentos testados, não existe acesso ao sistema de ficheiros dos mes-
mos a partir de aplicações Web (sendo, aparentemente, apenas possível através de aplica-
ções próprias e desenhadas exclusivamente para cada um dos dispositivos). 
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8 Conclusão 
Pretende-se com este capítulo apresentar uma síntese do trabalho realizado, os principais 
resultados obtidos ou contributos dados e enumerar algumas propostas de trabalho futuro. 
8.1 Síntese 
A evolução das novas tecnologias e dos equipamentos móveis tem potenciado a adopção 
de novas soluções informatizadas em sectores de mercado cada vez mais variados. Um dos 
sectores que mais pode beneficiar com produtos com essas características é o mercado da 
saúde, mais propriamente, o da área de enfermagem devido à elevada componente prática e 
mobilidade requerida a estes profissionais no exercício da sua profissão. No entanto, 
actualmente, o número de soluções focadas na gestão do trabalho de rotina e no acompa-
nhamento de utentes realizado por profissionais de enfermagem (tanto do sector público, 
privado ou particular) é escasso ou apresenta características limitadas (tais como uma ele-
vada complexidade de utilização ou a ausência de mecanismos de segurança).  
Desta forma, o principal contributo deste projecto foi comprovar a viabilidade da produção 
de uma solução que assente numa arquitectura adaptável e facilmente escalável baseada em 
tecnologias recentes, com capacidade de dar resposta às principais necessidades diárias dos 
profissionais de enfermagem através da utilização conjugada de aplicações e equipamentos 
de diferentes tipos que permitem realizar efectivações junto dos pacientes, em tempo real, 
de uma forma simples, eficaz e segura.  
Constatou-se igualmente que o desenvolvimento com tecnologias relativamente recentes se 
traduz num intenso trabalho de pesquisa e requer o cruzamento da informação encontrada 
uma vez que nem sempre esta é coerente ou completa. No que diz respeito ao desenvolvi-
mento de soluções informatizadas direccionadas ao sector da saúde (mais concretamente, à 
área da enfermagem) verificou-se que existe, actualmente, um elevado número de necessi-
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dades para as quais ainda não existe uma resposta totalmente satisfatória. Para além destas 
soluções serem importantes para o funcionamento optimizado das próprias instituições de 
saúde, estas podem ser úteis na aprendizagem e formação de futuros profissionais de saú-
de. Verificou-se, também, que a entrada e internacionalização de produtos neste mercado 
pode ser bastante difícil. Estas dificuldades advêm do facto desta área estar em constante 
evolução e da sua especificidade ser elevada podendo variar bastante de país para país. A 
nível nacional, existem também várias dificuldades relativas à integração de sistemas pri-
vados e públicos já existentes.  
8.2 Resultados 
Com a realização deste trabalho foi possível obter com sucesso uma solução que assenta 
sob um modelo de negócio SaaS e que utiliza tecnologias Web. Desta forma, a escolha e 
conjugação de diferentes tecnologias tais como a plataforma .NET, os componentes visuais 
em ASP.NET, os componentes de reporting, o SGBD Oracle® MySQLTM e os serviços 
WCF revelaram ser acertadas e adequadas à implementação de um sistema mais complexo 
baseado na arquitectura proposta, que esteja de acordo com um modelo de negócio SaaS e 
suporte a incorporação de vários mecanismos de segurança (incluindo cifragem/decifragem 
de dados e comunicação sob o protocolo HTTPS). 
Tendo em conta a complexidade da implementação da solução elaborada ao longo deste 
projecto constatou-se que a ferramenta de desenvolvimento escolhida foi também ela ade-
quada uma vez que esta inclui, por exemplo, funcionalidades avançadas de depuração que 
se revelaram fulcrais para este tipo de implementações. 
Verificou-se igualmente que a utilização de soluções open-source pode, por vezes, revelar-
se um factor que pode tornar a implementação mais morosa. No caso do Oracle® 
MySQLTM, verificaram-se alguns problemas ou incoerências entre as quais se destacam: 
• O facto da versão mais recente do Oracle® MySQLTM Workbench 5.2.33 não fun-
cionar devidamente em arquitecturas x64; 
• O facto de existir uma frequente criação e alteração na definição de parâmetros 
(como é o caso, dos parâmetro SSL Mode existente apenas em determinadas ver-
sões do servidor Oracle® MySQLTM); 
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• O facto dos certificados SSL suportados serem apenas de dois tipos e ambos open-
source; 
• A inconsistência do formato dos parâmetros necessários às configurações SSL; 
• Entre outros aspectos. 
A similaridade dos tipos de dados do Oracle® MySQLTM e da linguagem C# revelaram-se 
uma vantagem, no entanto, existem casos excepcionais que podem causar alguns proble-
mas a nível da compatibilidade dos próprios dados (uma das situações constatadas foi, por 
exemplo, o facto do tipo de dados Tinyint(1) do Oracle® MySQLTM ser convertido em boo-
leano e não num tipo numérico na sua passagem para C# pelo conector do próprio Oracle® 
MySQLTM) ("tinyint(1) is a boolean!" 2010). 
Relativamente ao desenvolvimento de interfaces, comprovou-se que este pode beneficiar 
bastante da utilização de componentes visuais existentes no mercado. Os componentes 
utilizados na elaboração desta solução revelaram-se bastante estáveis, de fácil utilização, 
flexíveis e com um elevado número de funcionalidades já incluídas. Quanto aos próprios 
componentes usados ao longo deste projecto verificou-se que estes têm de facto um eleva-
do potencial uma vez que permitem optimizar e acelerar o desenvolvimento da camada de 
apresentação. Com a utilização de componentes do mesmo fabricante, mas de diferentes 
tecnologias, verificou-se que os pacotes de componentes respeitantes às tecnologias Win-
Forms e ASP.NET eram aqueles que apresentavam maior diversidade, flexibilidade e faci-
lidade de utilização provavelmente por se tratarem de tecnologias de maior maturidade (em 
comparação, por exemplo, com os componentes WPF). De acordo com os testes realizados 
a nível de desenvolvimento de camadas de aplicações através da utilização de componentes 
de diferentes tecnologias, constatou-se que a arquitectura é de facto bastante flexível 
podendo ser utilizada em diversas tecnologias da Microsoft® tais como ASP.NET, Win-
Foms, WPF e Silverlight. 
A produtora dos componentes usados revelou ter um serviço de suporte e de documentação 
de qualidade que permitem que a curva de aprendizagem seja acentuada e rápida, para 
além de disponibilizar releases actualizadas com regularidade. Considerou-se que um dos 
pontos que poderia ser melhorado a nível dos componentes utilizados consistiria numa 
maior uniformização entre os componentes das diferentes tecnologias de modo a tornar a 
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aprendizagem da sua utilização mais simples e rápida. No entanto, existem casos em que o 
facto do paradigma das tecnologias ser bastante distinto torna compreensível a impossibili-
dade dessa uniformização. Para além disso, a performance de alguns componentes relacio-
nados com a exportação de dados para diferentes formatos (como o PDF, ou seja, Portable 
Document Format) deverá poder ser melhorada sobretudo nos casos em que existe uma 
elevada quantidade de dados sob uma estrutura complexa a ser exportada. A relação quali-
dade/preço dos componentes utilizados fazem com que se recomende a utilização dos 
mesmos para o desenvolvimento de interfaces.    
De acordo com os testes realizados a nível do desenvolvimento de diferentes camadas de 
aplicações através da utilização de componentes de tecnologias distintas, constatou-se que 
o Silverlight seria a tecnologia que iria requerer uma maior codificação para a correcta uti-
lização da arquitectura proposta neste projecto. O facto desta tecnologia não assentar direc-
tamente sobre a plataforma .NET requer algum cuidado na selecção das bibliotecas de sis-
tema utilizadas de modo a evitar incompatibilidades com os serviços e as DLLs desenvol-
vidas. A necessidade de compilação para cada uma das versões de Silverlight revelou, 
igualmente, que esta tecnologia deverá ser mais viável para pequenas aplicações estáticas 
que não requeiram uma actualização frequente como deverá ser o caso das aplicações con-
templadas na solução proposta. 
A nível prático verificaram-se, com frequência, vários obstáculos e dificuldades apresenta-
das por diversas entidades sobretudo públicas (tais como a ACSS, ARS, etc.) no que diz 
respeito à disponibilização de equipamentos ou serviços e à interoperabilidade com os sis-
temas existentes no SNS português. A superação desses obstáculos e/ou resolução dessas 
dificuldades atrasam, muitas das vezes, a implementação da solução no cliente final duran-
te vários meses podendo mesmo inviabilizá-la. 
Sumariamente, constatou-se que a implementação de produtos baseados numa arquitectura 
que suporte um modelo de negócio SaaS flexível através da utilização de tecnologias 
recentes e seguras é de facto viável. Deste modo, a arquitectura proposta neste projecto 
poderá ser facilmente adoptada por diversos tipos de aplicações, de diferentes sectores do 
mercado nacional ou internacional uma vez que, segundo as pesquisas efectuadas acerca da 
área da saúde e da sua informatização, se verificou que a entrada de soluções informáticas 
183 
 
no sector da saúde é bastante complexa existindo, para além de um elevado número de 
terminologias próprias e de uma elevada especificidade do próprio sector, pressões, difi-
culdades e obstáculos apresentados por várias entidades públicas (sobretudo no que diz 
respeito à necessidade de interoperabilidade entre os sistemas desenvolvidos por empresas 
privadas com os sistemas públicos) que podem facilmente tornar inviável a implementação 
de novas soluções tanto no mercado nacional como internacional. 
8.3 Propostas de trabalho futuro 
Sendo o trabalho desenvolvido ao longo deste projecto uma prova de conceito existem 
diversos aspectos que poderiam ser considerados para desenvolvimento futuro. Segue-se, 
desta forma, uma listagem dos principais desenvolvimentos que poderão vir a ser efectua-
dos: 
• Realizar testes completares (tais como testes funcionais, testes de carga, testes 
com base na apreciação de potenciais clientes, testes relativos aos mecanismos de 
segurança da solução, testes com várias bases de dados clientes, etc.); 
• Implementar as funcionalidades complementares definidas nos requisitos; 
• Implementar outros mecanismos de segurança adicionais (tais como um checksum 
por cada registo não cifrado existente na base de dados de forma a ser possível 
verificar se estes foram alterados manualmente na base de dados, a cifragem dos 
ficheiros de configuração, a ofuscação do código fonte, etc.); 
• Elaborar interfaces adicionais que contenham componentes de drag & drop para 
situações em que o seu uso pudesse optimizar o desempenho do utilizador final; 
• Complementar os DAOs de modo a serem suportados diferentes SGBDs de acordo 
com a arquitectura proposta; 
• Desenvolver mecanismos suplementares sob a forma de assistentes com base nas 
funcionalidades da solução usadas com maior frequência (tais como o lançamento 
de efectivações) com o objectivo de optimizar o desempenho do utilizador final 
nesses procedimentos;  
• Complementar a solução com a definição de regras de negócio dinâmicas; 
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• Analisar a possibilidade de definir um mecanismo de identificação do paciente 
entre diferentes organizações que utilizem a solução proposta de modo a evitar a 
possível replicação de dados dos pacientes; 
• Complementar a API de alto nível de forma a permitir e a facilitar a integração 
directa com o RSE (quando o seu modelo de dados for definitivo), com sistemas 
públicos (SINUS, SApE, SAM, etc.) e/ou privados (VITAhisCARE, ALERT®, 
MedicioneOne®, etc.) existentes no mercado, com outras entidades (CNPD, 
ACSS, etc.), e/ou segundo diferentes normas internacionais de saúde (tais como 
HL7, DICOM, etc.); 
• Implementar interfaces em diferentes idiomas e para diferentes dispositivos de 
modo a potenciar a internacionalização e expansão da solução. 
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10 Anexo I- Equipamentos móveis 
existentes no mercado 
Neste anexo são apresentados alguns equipamentos móveis (Tablets PC e Smartphones) 
existentes actualmente no mercado. 
Na tabela abaixo são apresentados alguns Tablets PCs disponíveis no mercado. 
Tabela 7 - Alguns Tablets PC existentes no mercado 
Fonte: ("Folio 100", 2011; , "Toshiba Folio 100 Archive", 2011; , "Toshiba Multimedia - Folio 100", 2011) 
("10 produtos que ainda não chegaram no brasil", 2011; , "Jailbreaking the iPad 2—Is it Necessary?" 2011; , 
"O provável sucesso do Samsung Galaxy Tab é amaldiçoado por contratos com as operadoras", 2011; , 
"Tablet da Acer com Honeycomb sai agora em Abril", 2011; , "Windows® Embedded Compact 7 Available 
now", 2011) 
Nome do Equipamento Equipamento 
Toshiba Folio 100 
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Apple iPad 2 
 
Samsung Galaxy Tab 10.1 
 
Acer Iconia Tab A500 Tablet 
 
HP Slate 500 Tablet PC 
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Eee Pad EP101TC 
 
Seguem alguns exemplos de Smartphones existentes actualmente no mercado na tabela 
abaixo. 
Tabela 9 Alguns Smartphones existentes no mercado  
Fonte: ("BlackBerry Curve 8900", 2011; , "HTC Bravo transforma-se em Desire e… é oficial!" 2011; , "Ima-
gens de telefone celular BlackBerry Storm (CDMA)", 2011; , "A LG apresentou a sua nova aposta, o LG 
Maximo 7 com Windows Phone 7", 2011; , "LG P500 Maximo One (Android 2.2) ", 2011; , "Mobile Portu-
gal - Acer beTouch E130", 2011; , "Nokia C7 entra em comercialização", 2011; , "Nokia E7 – Apresentado", 
2011; , "Nokia E72 Phone: Photos", 2011; , "Samsung Omnia 7 I8700 - Windows Phone 7 (EU, T-Mobile 
pre-sets)", 2011; , "TMN lança em exclusivo o Samsung Galaxy S", 2011; , "Windows® Phone 7. HTC ou 
LG? O último a chegar é um ovo podre", 2011). 
Modelo Imagem representativa do equipamento 
LG P500 Maximo One 
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HTC Desire HD 
 
Samsung Galaxy S 
 
Acer beTouch E130 
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HTC 7 Mozart 
 
LG Maximo 7 
 
Samsung Omnia 7 
 
BlackBerry Curve 8900 
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BlackBerry Storm 
 
Nokia E72 
 
Nokia E7 
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Nokia C7 
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11 Anexo II - Aplicações informáticas 
existentes no mercado utilizadas na 
área da saúde 
Neste anexo pretende-se apresentar aplicações informáticas existentes no mercado, direc-
cionadas ao sector da área da saúde e que incluam, directa ou indirectamente, a área da 
enfermagem propriamente dita. Esta recolha pretende dar uma ideia acerca da interface, do 
modo de funcionamento, das funcionalidades, e principais vantagens e desvantagens das 
mesmas.  Realça-se que foram consideradas aplicações do sector público português e apli-
cações privadas. 
11.1 Aplicações do sector público 
Em Portugal, foram criadas diversas aplicações para o sector público ao longo dos anos das 
quais se destacam, pela sua elevada taxa de utilização nas instituições de saúde públicas, o 
SAM, o SApE, o PROGIF (PROjecto de Gestão Informático do tratamento de Feridas), o 
SONHOS e o SINUS. 
11.1.1 Sistema de apoio médico (SAM) 
O SAM é uma aplicação informática Web que assenta na base de dados do SONHO e é 
orientada à actividade de prestadores de serviços de saúde, mais concretamente, de médi-
cos de modo a auxiliá-los nalgumas tarefas decorrentes da prática nos hospitais. Permite 
igualmente integrar aplicações clínicas de acordo com as necessidades de cada hospital. O 
SAM é produzido e mantido pela ACSS (antiga IGIF) ("Directório de Informação em Saúde 
- Sistema de Apoio ao Médico (SAM)", 2010). 
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Nas figuras abaixo podem ser visualizados os logótipos do SAM, do IGIF e da ACSS. 
 
Figura 38 - Logótipo do SAM  
Fonte: ("Portal de Codificação e dos GDH - SAM", 2011) 
 
Figura 39 - Logótipo do IGIF (à esquerda) e logótipo da ACSS (à direita). 
Fonte: ("Directório de Informação em Saúde - Sistema de Apoio ao Médico (SAM)", 2010; , "Portal de Codi-
ficação e dos GDH - SAM", 2011) 
De seguida podem ser visualizadas algumas capturas de ecrã do SAM. 
 
Figura 40 - Captura de ecrã da janela inicial do SAM 
Fonte: (Boo, 2011) 
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Figura 41 - Captura de ecrã da janela de autenticação do SAM  
Fonte: (Boo, 2011) 
 
Figura 42 - Captura de ecrã da agenda médica do SAM  
Fonte: (Boo, 2011) 
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Figura 43 - Captura de ecrã da janela de registo clínico de consultas do SAM  
Fonte: (Boo, 2011) 
 
Figura 44 - Captura de ecrã do processo clínico do utente do SAM  
Fonte: (Boo, 2011) 
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Figura 45 - Captura de ecrã da janela de prescrições médicas do SAM  
Fonte: (Boo, 2011) 
 
Figura 46 - Captura de ecrã da janela de definição de texto para documentos do SAM  
Fonte: (Boo, 2011) 
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Figura 47 - Captura de ecrã da janela de parametrizações gerais do SAM  
Fonte: (Boo, 2011) 
As principais vantagens do SAM são: 
• Contemplar vários programas (tais como o programa de hipertensão, de diabetes, de 
cuidados, de saúde materna, de planeamento familiar, saúde infantil, rastreio onco-
lógico, etc.); 
• Permitir gerir a processo familiar do utente, registar consultadas de acordo com o 
SOAP (Subjectivo, Objectivo, Avaliação e Plano), efectuar a prescrição de medi-
camentos, elaborar guias de tratamento, efectuar  o registo de MCDTs (Meios 
Complementares de Diagnóstico e Terapêutica), baixas, fazer referenciações exter-
nas, emitir documentos, entre outras funcionalidades; 
• Basear-se em tecnologias Oracle®; 
• O facto deste sistema assentar numa tecnologia Web; 
• O facto da sua actualização ser diária; 
• O facto de ser produzido e mantido pela ACSS. 
No que diz respeito às principais desvantagens deste sistema destacam-se os seguintes 
aspectos: 
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• Basear-se em tecnologias Oracle®; 
• Ser orientada exclusivamente a médicos (não contemplando outros prestadores de 
cuidados de saúde); 
• Basear-se numa base de dados de um programa já existente e em funcionamento (o 
SONHO); 
• O facto da sua actualização ser diária; 
• O facto de ser produzido e mantido pela ACSS. 
11.1.2 Sistema de apoio à prática de enfermagem (SApE) 
O SApE conhecido inicialmente por ENFIN (ENFermagem/INformação) foi concebido em 
termos funcionais na Escola Superior de S. João do Porto pelo Enf. Abel Paiva na sua tese 
de Doutoramento (Silva & T., 1999). Actualmente o SApE é uma aplicação informática 
que permite efectuar o planeamento e registo da actividade decorrente da prestação de cui-
dados de enfermagem nas instituições de saúde e utiliza como referência a International 
Classification for Nursing Practice do Internacional Council of Nurses conhecida por 
CIPE.  A instituição responsável pelo SApE e pela sua produção é a ACSS, antiga IGIF 
("Directório de Informação em saúde - Sistema de Apoio à prática de enfermagem 
(SAPE)", 2010). 
 
Figura 48 - Logótipo do IGIF (à esquerda) e logótipo da ACSS (à direita) 
Fonte: ("Directório de Informação em saúde - Sistema de Apoio à prática de enfermagem (SAPE)", 2010; , 
"Portal de Codificação e dos GDH - SAM", 2011) 
Seguem-se algumas capturas de ecrã do SApE: 
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Figura 49 - Captura de ecrã da janela de autenticação  
Fonte: ("Manual Utilizador - Sistema de Apoio Prática de Enfermagem - SAPE (versão Beta 2) - Centros de 
Saúde ", 2007) 
 
Figura 50 - Captura de ecrã da janela de parametrização por serviço  
Fonte: ("Manual Utilizador - Sistema de Apoio Prática de Enfermagem - SAPE (versão Beta 2) - Centros de 
Saúde ", 2007) 
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Figura 51 - Captura de ecrã da janela de um contacto activo  
Fonte: ("Manual Utilizador - Sistema de Apoio Prática de Enfermagem - SAPE (versão Beta 2) - Centros de 
Saúde ", 2007) 
As principais vantagens do SApE são as seguintes ("Directório de Informação em saúde - 
Sistema de Apoio à prática de enfermagem (SAPE)", 2010) (Silva & T., 1999): 
• É orientado à prática diária do enfermeiro de hospitais ou centros de saúde; 
• Permite organização e tratar a informação sobre a situação clínica do utente proces-
sada da documentação de enfermagem (suportando processos de enfermagem, pla-
nos de trabalho, listagens, entre outras funcionalidades); 
• Suporta a actividade diária de enfermagem; 
• Permite normalizar o sistema de registo de enfermagem; 
• O facto da sua actualização ser diária; 
• Basear-se em tecnologias Oracle®; 
• Trata-se de um sistema Web; 
• Integra com o Sistema Integrado de Informação Hospitalar ou SONHO nos hospi-
tais, e com o Sistema de Informação para Unidades de Saúde ou SINUS nos centros 
de saúde; 
• O facto de a partir do SApE ser possível consultar registos do SAM; 
• O facto de ser produzida ACSS. 
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As principais desvantagens do SApE são as seguintes ("Directório de Informação em saúde 
- Sistema de Apoio à prática de enfermagem (SAPE)", 2010): 
• O facto de, pelo menos numa fase inicial, não ter sido possível a integração das 
prescrições médicas do SAM para o SApE; 
• Basear-se em tecnologias Oracle®; 
• O facto da sua actualização ser diária; 
• O facto de ser produzida pela ACSS. 
11.1.3 Projecto de gestão informático do tratamento de feridas (PROGIF) 
O PROGIF® foi inicialmente concebido como resultado de um trabalho de investigação 
com o propósito de estabelecer evidências relativamente ao tratamento de feridas de uma 
forma adaptada aos enfermeiros permitindo recolher e gerir esses dados. Este projecto tem 
como objectivo vir a ser incluído no próprio SApE ("Progif: informatização de dados", 
2011). 
 
Figura 52 - Captura de ecrã da versão informatizada do PROGIF 
Fonte: ("Progif: informatização de dados", 2011) 
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Figura 53 - Captura de ecrã da janela de avaliação inicial  da caracterização de feridas  
Fonte: ("Progif: informatização de dados", 2011) 
As principais vantagens deste projecto são o facto de: 
• Cobrir uma funcionalidade específica; 
• Poder via a ser incluído no SApE; 
• Poder vir a  estabelecer ligação à base de dados nacional SONHO. 
Entre as principais desvantagens deste projecto destacam-se as seguintes: 
• Este projecto informatizado não foi implementado em nenhum serviço; 
• Ainda não suporta a linguagem classificada CIPE; 
• Escassez de informação; 
• Baseia-se em tecnologias obsoletas ou inadequadas (Microsoft® Office®  Access® 
e Microsoft® Office®  Excel®) apesar de virem a ser substituídas por outras (tais 
como Oracle®) aquando da inclusão deste projecto do SApE. 
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11.1.4 Sistema integrado de informação hospitalar (SONHO) 
O SONHO é um sistema integrado de informação hospitalar que se baseia na identificação 
de um utente através de um número identificador único e tem como objectivo tornar mais 
eficiente o trabalho administrativo e financeiro nos hospitais nacionais. O  SONHO foi 
criado em 1988 e surgiu na sequência de um sistema de informação anterior denominado 
SMIMAI (Sistema Mínimo de Informação Médico-Administrativa no Internamento) e em 
simultâneo com o LDRG (Local Diagnosis Related Groups) que é um sistema direccionado 
à nomenclatura GDH (Grupos de Diagnósticos Homogéneos). Mais tarde, surgiu o SAM 
que veio dar resposta à vertente clínica que o SONHO não possui (ver captura de ecrã 
abaixo) ("Portal de Codificação e dos GDH - SONHO", 2010). 
 
Figura 54 - Diagrama cronológico do aparecimento do SONHO 
Fonte: ("Portal de Codificação e dos GDH - SONHO", 2010) 
Este sistema foi desenvolvido em parceria com o INESC (Instituto de Engenharia de Sis-
temas e Computadores) e o SIS (Serviço de Informática da Saúde), e começou a ser insta-
lado em 1995. Actualmente, esta solução encontra-se em aproximadamente 90% dos hos-
pitais do SNS ("Portal de Codificação e dos GDH - SONHO", 2010). A ACSS, antiga IGIF, 
é responsável pelo SONHO e pela sua produção (ver figuras abaixo) ("Directório de Infor-
mação em Saúde - Sistema Integrado de Informação Hospitalar (SONHO)", 2010).  
 
Figura 55 - Logótipo do IGIF (à esquerda) e logótipo da ACSS (à direita) 
Fonte: ("Portal de Codificação e dos GDH - SAM", 2011) ("Directório de Informação em Saúde - Sistema 
Integrado de Informação Hospitalar (SONHO)", 2010) 
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Na captura de ecrã abaixo pode-se observar o aspecto da interface do SONHO em consola 
de texto. 
 
Figura 56 - Captura de ecrã do interface do SONHO  
Fonte: ("Portal de Codificação e dos GDH - SONHO", 2010). 
As principais vantagens desta solução são as seguintes ("Directório de Informação em 
Saúde - Sistema Integrado de Informação Hospitalar (SONHO)", 2010; , "Portal de Codifi-
cação e dos GDH - SONHO", 2010): 
• Ser direccionado ao meio hospitalar; 
• O facto do doente ser o centro do modelo funcional do sistema; 
• Suportar a codificação GDH; 
• Permitir controlar o fluxo de doentes; 
• Basear-se em tecnologias Oracle®; 
• Ser constituído por módulos (tais como módulo integrador, urgência, consulta 
externa, internamento, bloco operatório, hospital de dia, arquivo e facturação); 
• O facto de ser produzida e mantida pela ACSS (antiga IGIF). 
Entre as principais desvantagens desta solução destacam-se os seguintes aspectos ("Direc-
tório de Informação em Saúde - Sistema Integrado de Informação Hospitalar (SONHO)", 
2010; , "Portal de Codificação e dos GDH - SONHO", 2010): 
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• Ser direccionado apenas ao sistema hospitalar; 
• Ter uma interface obsoleta (consola de texto); 
• Basear-se em tecnologias Oracle®; 
• O facto de ser produzida e mantida pela ACSS (antiga IGIF). 
11.1.5 Sistema de informação para unidades de saúde (SINUS) 
O SINUS é, tal como o nome indica, uma aplicação informática dirigida aos sistemas de 
saúde, mais propriamente, unidades ou centros de saúde (Ferreira, Magalhães, & Cunha). 
O SINUS foi produzido pelo IGIF, actual ACSS (ver figuras abaixo) ("Directório de Infor-
mação em saúde - Sistema de Apoio à prática de enfermagem (SAPE)", 2010). 
 
Figura 57 - Logótipo do IGIF ("Portal de Codificação e dos GDH - SAM", 2011) (à esquerda) e logótipo da 
ACSS (à direita) 
Fonte: "Directório de Informação em saúde - Sistema de Apoio à prática de enfermagem (SAPE)", 2010; , 
"Portal de Codificação e dos GDH - SAM", 2011) 
As principais vantagens do SINUS são as seguintes (Ferreira, Magalhães, & Cunha): 
• Estar de acordo com a realidade dos centros de saúde portugueses; 
• Permitir registos resultantes dos contactos do utente por parte dos médicos e/ou 
enfermeiros dos centros de saúde; 
• Ser composto por vários módulos (módulo de consulta, de vacinação, de urgên-
cia/SAP (Serviço de Atendimento Permanente), do cartão de identificação do utente 
do SNS, entre outros); 
• Possuir vários níveis de controlo para acesso de diferentes grupos de utilizadores; 
• Assentar sob tecnologia Web; 
• Basear-se em tecnologias Oracle®; 
• Possuir uma arquitectura cliente-servidor; 
• O facto de ser produzido e mantido pela ACSS (antiga IGIF). 
Entre as principais desvantagens do SINUS destacam-se (Ferreira, Magalhães, & Cunha): 
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• Ser apenas direccionada aos centros de saúde portugueses; 
• O facto de ter falhas nos mecanismos de controlo de acesso; 
• Basear-se em tecnologias Oracle®; 
• O facto das bases de dados serem locais; 
• Dificuldade na obtenção de informações adicionais acerca da solução; 
• O facto de ser produzido e mantido pela ACSS (antiga IGIF). 
11.2 Aplicações do sector privado 
Actualmente, tem surgido um elevado número de aplicações direccionadas ao sector priva-
do da área da saúde. São de seguida apresentadas algumas dessas aplicações.  
11.2.1 VITAhisCARE 
O VITAhisCARE (ver logótipo abaixo) é um sistema de informação que tem como objec-
tivo permitir às unidade de saúde (incluindo unidades de cuidados primários, cuidados con-
tinuados, hospitais e clínicas) efectuar uma gestão integrada do processo clínico do utente, 
e da actividade administrativa e financeira ("HIS - E-Health Innovation Systems - VITA-
hisCARE", 2008). 
 
Figura 58 - Logótipo do VITAhisCARE 
Fonte: ("A PT para as grandes empresas e instituições - VITAhisCARE - Cuidados Continuados", 2010) 
A arquitectura desta solução pretende fazer com que seja possível trabalhar com diferentes 
tipos de dispositivos e integrar com outros sistemas externos (como é o caso de sistema de 
facturação ou ERPs). 
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Figura 59 - Arquitectura simplificada da solução VITAhisCARE  
Fonte: ("A PT para as grandes empresas e instituições - VITAhisCARE - Gestão Hospitalar") 
Seguem-se algumas capturas de ecrã da solução em causa. 
Tabela 30 - Capturas de ecrã do VITAhisCare 
Fonte: ("PT Prime - Soluções Globais para a Saúde", 2010; , "PTPrime - VITAhisCARE Unidades Hospitala-
res"; Reis, 2007) 
Capturas de ecrã de alguns módulos do VITAhisCare 
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Figura 60 - Módulo de internamento a correr num dispositivo móvel 
Fonte: ("PTPrime - VITAhisCARE Unidades Hospitalares") 
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Figura 61 - Módulo de Cuidados Domiciliários a correr num dispositivo móvel  
Fonte: ("A PT para as grandes empresas e instituições - VITAhisCARE - Cuidados Domiciliários") 
 
Figura 62 - Quiosque VITAhisCARE 
Fonte: ("PTPrime - VITAhisCARE Unidades Hospitalares") 
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Tabela 31 - Capturas de ecrã do quiosque (à esquerda) e do portal (à direita) do VITAhisCare 
Fonte: ("PT Prime - Soluções Globais para a Saúde", 2010; , "PTPrime - VITAhisCARE Unidades Hospitala-
res") 
Capturas de ecrã do quiosque e do portal do VITAhisCare 
 
 
Entre as principais vantagens destacam-se os seguintes aspectos ("Portugal Tecnológico 
2010 ", 2010; , "A USF-AN dá as Boas-vindas a todos os congressistas!" 2010): 
• Possui várias suites (cuidados primários, hospitalar, gestão de atendimento, portal, 
cuidados domiciliários, cuidados continuados, clínicas, consultórios, rastreios e 
SMS, ou seja, Short Message Service); 
• Possui módulos complementares (tais como um portal para o utente, quiosques de 
gestão de atendimento); 
• Basear-se em ambiente Web; 
• Tem uma maior eficiência através da desmaterialização de processos, optimização 
do tempo de execução e consolidação da informação; 
• Fornece informação em tempo real; 
• Tem uma plataforma é configurável; 
• Garante confidencialidade; e efectua diferenciação de perfis; 
• Suporta protocolos e nomenclaturas internacionais de suporte à decisão clínica; 
• Efectua a optimização e simplificação de procedimentos; 
• Disponibiliza informação coerente e oportuna, fundamental para a extracção de 
conhecimento e o apoio à decisão; 
• Possui uma lógica multi-canal permitido ao utente diversas formas de contacto não 
presencial com a unidade de saúde e total mobilidade aos profissionais  
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• Tem um processo clínico centrado no utente e workflow de informação entre profis-
sionais, 
• Abrange diversos profissionais da saúde (médicos, enfermeiros, assistentes sociais, 
técnicos de saúde, farmacêuticos, administrativos, decisores, etc.); 
• Pode ser utilizado em dispositivos móveis (PDAs, Tablet PCs); 
• Integrável com sistemas externos (através dos standard HL7 e DICOM) tais como o 
SINUS, o SONHO, programas de análises laboratoriais e outros MCDTs, Farmácia, 
ERPs, e-agenda, entre outros; 
• Para o utente, esta solução faz com que haja uma maior facilidade de comunicação 
com a instituição, com que seja possível reduzir tempos de espera e custos de des-
locações, 
• Entre outros. 
As principais desvantagens da solução ("Portugal Tecnológico 2010 ", 2010): 
• As suites existentes são maioritariamente direccionadas a clientes de grandes 
dimensões; 
• De acordo com o ponto anterior, o tempo de implementação e custo desta solução 
são elevados. 
Actualmente, o VITAhisCARE resulta da parceria entre a HIS e a PT PRIME sendo comer-
cializada pela própria PT PRIME, no entanto, a empresa Netvita continua a deter os direi-
tos intelectuais sobre a aplicação ("Portugal Tecnológico 2010 ", 2010). 
11.2.2 PHC Clínica 
O PHC Clínica (ver logótipo abaixo) é um módulo disponível para a aplicação PHC 
Advanced que permite a gestão operacional de clínicas ou consultórios ("PHC Software - 
PHC Clínica CS", 2011). 
 
Figura 63 - Logótipo da empresa produtora do módulo PHC Clínica  
Fonte: ("PHC Software - PHC Clínica CS", 2011) 
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Seguem-se algumas capturas de ecrã da solução referida anteriormente. 
 
Figura 64 - Captura de ecrã do ecrã principal do PHC Advanced com o módulo PHC Clínica 
Fonte: ("PHC Software - PHC Clínica CS", 2011) 
 
Figura 65 - Captura de ecrã do módulo PHC Clínica com a janela das fichas de pacientes aberta 
Fonte: ("PHC Software - PHC Clínica CS", 2011) 
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Figura 66 - Captura de ecrã do módulo PHC Clínica com a janela de agenda de marcações aberta 
Fonte: ("PHC Software - PHC Clínica CS", 2011) 
Entre as principais vantagens desta solução destacam-se os seguintes aspectos: 
• Possibilitar a gestão completa da vertente operacional clínica e análises de apoio à 
gestão; 
• Permitir efectuar a gestão de marcações (incluindo marcações sem abertura de 
ficha); 
• Possibilitar efectuar a gestão da informação dos pacientes de forma organizada, 
confidencial e segura; 
• Permitir a gestão de actos clínicos e de comparticipações por entidades; 
• Possibilitar a integração opcional com o PHC Gestão - Facturação; 
• Permitir a transferência electrónica de dados para a ADSE. 
Entre as principais desvantagens deste sistema destacam-se os seguintes aspectos: 
• Número de funcionalidades limitado; 
• Não aparenta suportar dispositivos móveis; 
• Direccionado apenas a clínicas e consultórios médicos, clínicas dentárias e clínicas 
terapêuticas; 
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• Não integra com outras aplicações frequentemente utilizadas pelo SNS (tais como o 
SINUS, o SONHO, entre outros). 
Salienta-se que parte desta informação foi obtida através de folhetos informativos da pró-
pria PHC. 
11.2.3 ALERT® 
O ALERT® (ver logótipo abaixo) é um sistema de informação para a saúde global que 
pode ser implementado por departamento, em hospitais ou grupos de hospitais, em diferen-
tes regiões ou países. Esta solução foi desenvolvida pela empresa ALERT® Life Science 
Computing, S.A. que se encontra sedeada no Porto e que iniciou a sua actividade em 1999 
com a empresa MNI-Médicos (Médicos Na Internet) que viria a ser precursora da actual 
ALERT®. O conceito inicial desta solução era permitir aos ambientes clínicos funcionar 
sem papel. Trata-se de uma empresa de capitais privados que conta já com vários prémios 
e certificações e uma equipa multidisciplinar de cerca de oitocentos colaboradores. Todo o 
desenvolvimento dos produtos da ALERT® é realizado em Portugal. Os produtos ALERT® 
já foram adoptados em Portugal, Espanha, Itália, Holanda, Reino Unido, Estados unidos, 
Brasil, México, Chile e Malásia tendo sido já formados cerca de 55 mil utilizadores 
("ALERT® - ALERT® Life Science Computing Since 1999", 2011; , "Portugal Tecnoló-
gico 2010 ", 2010). 
 
Figura 67 - Logótipo do ALERT®  
Fonte: ("ALERT® - ALERT® Life Science Computing Since 1999", 2011).  
Seguem algumas capturas de ecrã de alguns dos aplicativos que constituem o sistema 
ALERT®: 
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Tabela 32 - Ecrãs do ALERT® para consultórios e clínicas 
Fonte: ("ALERT® para consultórios e clínicas", 2009) 
Ecrãs do ALERT® para consultórios e clínicas 
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Tabela 33 - Ecrãs do MyALERT® (à esquerda) e do ALERT® Student (à direita) 
Fonte: ("ALERT® Life Science Computing Since 1999 - MyALERT Processo Clínico Electrónico", 2011) 
("ALERT® Student", 2011) 
Ecrãs do MyALERT® e do ALERT® Student 
 
 
 
 
Figura 68 - ALERT® Student para Android (à direita) e iPhone (à esquerda)  
Fonte: ("ALERT® Life Science Computing Since 1999 - Mobile", 2011) 
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Figura 69 - MyALERT® para Android (à direita) e iPhone (à esquerda)  
Fonte: ("ALERT® Life Science Computing Since 1999 - Mobile", 2011) 
 
Figura 70 - ALERT® Pollens para Android (à esquerda) e iPhone (à direita) 
Fonte:  ("ALERT® Life Science Computing Since 1999 - Mobile", 2011) 
 
Figura 71 - ALERT® Health News para iPhone 
Fonte:  ("ALERT® Life Science Computing Since 1999 - Mobile", 2011) 
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Figura 72 - ALERT® para iPad 
Fonte: ("ALERT® Life Science Computing Since 1999 - Mobile", 2011) 
As principais vantagens deste sistema são ("ALERT® Life Sciences Computing Since 
1999 - Funcionalidades", 2011; , "Portugal Tecnológico 2010 ", 2010): 
• O facto de ser constituído por diferentes módulos e ferramentas tais como: 
o O Alert® HIE (Health Information Exchange) - que é infra-estrutura de 
integração que permite o acesso clínico de pacientes a partir de instituições 
distintas que podem estar localizadas em áreas geográficas diferentes; 
o O Alert® EMR (Electronic Medical Record) - que possibilita a criação de 
ambientes clínicos isentos de papel em hospitais, centros de saúde, consul-
tórios e clínicas; 
o O Alert® ADW (Alert® Data Warehouse) - que é uma ferramenta BI que 
visa apoiar a gestão clínica e a gestão de recurso a área da saúde; 
o O Alert® ERP (Enterprise Resource Planning) - que corresponde a uma 
solução avançada de gestão que tem como objectivo aumentar a produtivi-
dade e a qualidade dos serviços; 
o O Alert® CRM (Customer Relationship Management) - que é uma ferra-
menta que permite às instituições de saúde estabelecer um bom relaciona-
mento com os pacientes e visitantes; 
o O Alert® APS (Alert® Planning System) - trata-se de uma aplicação desti-
nada ao planemaneto de recursos (planeamento estratégico, planeamento 
táctico e planeamento operacional); 
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o O Alert® eLearnning - que é um sistema de gestão de aprendizagem que 
possibilita que os utilizadores recebam formação em diversos produtos e 
perfis; 
o O Alert® Student - trata-se de uma ferramenta destinada ao ensino e apren-
dizagem da medicina; 
o O Alert®Personal Health Record (MyAlert®) - que é uma aplicação que 
permite aos cidadão acederem e inserirem informação no seu próprio pro-
cesso clínico através da Internet. 
• O facto de permitir obter melhorias a nível da qualidade e desempenho das institui-
ções o que, rapidamente, se reflecte financeiramente; 
• O facto de ser adaptável a diferentes cenários de prestação de serviços, tipos de 
unidades, ambientes de trabalho, tipos de consultas ou especialidades, etc.; 
• A interface ter sido desenhada para touchscreen de modo a ser desnecessária a uti-
lização de rato e de minimizar a utilização do teclado (sendo à mesma possível a 
utilização de teclado e rato); 
• Permitir o acesso rápido ao PCE (Processo Clínico Electrónico); 
• O facto de permitir a integração do processo electrónico com outros aplicativos; 
• A existência de perfis de utilizador por tipo de profissional de saúde que permitem 
distinguir privilégios e distribuir os ambientes de trabalho a cada profissional; 
• A capacidade para estabelecer workflow de actividades entre os próprios profissio-
nais; 
• O facto de permitir a identificação do profissional de saúde através de meios bio-
métricos (impressão digital), e do paciente através de pulseira (código de barras); 
• O facto das soluções serem paper-free; 
• Suportar a utilização de várias nomenclaturas clínicas padrão tais como o SNO-
MED, ICD9/ICD10, DICOM, LOINC (Logical Observation Identifiers Names and 
Codes), ICPC2 e a ICNP; 
• Disponibilizar templates para registos de consultas clínicas e textos padronizados; 
• O facto das soluções assentarem sob tecnologia Web (ASP.NET, etc.); 
• Contempla o modelo de negócio SaaS para algumas das soluções a preços competi-
tivos (desde cerca de 60€/mês); 
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• A possibilidade de partilha de informação entre múltiplas instituições de saúde; 
• O facto das soluções serem multilingue; 
• O seguimento de directivas internacionais de interoperabilidade e normalização no 
desenvolvimento de software (sendo membro da HL7 e integrando a iniciativa 
IHE); 
• A existência da algumas aplicações para dispositivos móveis (nomeadamente para 
Android e iPhone). 
No que diz respeito às desvantagens destacam-se ("Portugal Tecnológico 2010 ", 2010): 
• A excessiva auto-valorização da solução perante a concorrência; 
• A criação de uma interface touchscreen própria que pode levar a alguma resistência 
por parte dos utilizadores; 
• A dificuldade no processamento, implementação e disponibilização de RFCs 
(Request For Changes) em tempo útil, 
• O facto de, em soluções que estejam de acordo com o modelo de negocio SaaS, 
poderá existir alguma dificuldade em obter as bases de dados em caso de necessi-
dade por parte dos clientes finais; 
• O facto do sistema ser bastante fechado o que pode dificultar integrações com sis-
temas externos. 
11.2.4 MedicineOne® 
O MedicineOne® (ver logótipo abaixo) na sua versão 7 existe desde 2006 e é uma solução 
de gestão clínica integrada centrada no utente concebida para dar respostas às diferentes 
necessidades das unidades de saúde nacionais sedeada em Coimbra ("MedicineOne®", 
2011). Desde 2008 a aplicação inclui valência hospitalares direccionadas ao sector privado. 
A aplicação é produzida e mantida pela empresa MedicineOne Life Sciences Computing 
dedicada ao desenvolvimento de soluções para a área da saúde desde 1989 (altura em que 
surgiu o antecessor do MedicineOne® designado por Consultórios). Esta conta com cerca 
de 45 colaboradores e encontra-se em actividade em Portugal, Brasil e EUA. Em 2010, o 
MedicineOne® foi a solução privada mais utilizada nos cuidados primários de saúde do 
SNS com cerca de dois milhões de processos clínicos de utentes informatizados. O Medici-
neOne® foi produzido com tecnologias Microsoft® assentando sobre a plataforma .NET 
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3.5. e possui uma base de dados Microsoft® SQL Server 2008. Apesar de se tratar de um 
produto com arquitectura cliente-servidor a comunicação é feita através de Web-Services 
com compressão e cifragem. Em 2012, deverá ser produzido o MedicineOne® na sua ver-
são 8 que deverá possuir uma arquitectura bastante distinta da da versão 7 ("Portugal Tec-
nológico 2010 ", 2010). 
 
Figura 73 - Logótipo do MedicineOne®  
Fonte: ("MedicineOne®", 2011) 
Seguem algumas capturas de ecrã do produto referenciado anteriormente na sua versão 7: 
 
Figura 74 - Captura de ecrã do inicial do MedicineOne®  
Fonte: (MedicineOne®, 2010) 
239 
 
 
Figura 75 - Captura de ecrã do processo do utente do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
 
Figura 76 - Captura de ecrã dos contactos de um determinado utente no MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 77 - Captura de ecrã do plano de cuidados do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
 
Figura 78 - Captura de ecrã do da planificação de intervenções de enfermagem  do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 79 - Captura de ecrã da prescrição de intervenções/tratamentos do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
 
Figura 80 - Captura de ecrã da janela de intervenção de enfermagem do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 81 - Captura de ecrã da janela de actos de enfermagem associados a um determinado utente do Medi-
cineOne®  
Fonte: (MedicineOne®, 2010) 
 
Figura 82 - Captura de ecrã da janela de referenciação de actos de enfermagem através da codificação CIPE 
do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 83 - Captura de ecrã da janela de acções de educação e ensino para a saúde do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
 
Figura 84 - Captura de ecrã da janela das acções colectivas do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 85 - Captura de ecrã da janela de protocolos do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
 
Figura 86 - Captura de ecrã da janela de actos de enfermagem do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 87 - Captura de ecrã da janela de internamento (diária de enfermagem) de um utente do MedicineO-
ne® 
Fonte: (MedicineOne®, 2010) 
 
Figura 88 - Captura de ecrã do mapa de internamento (vista detalhada) do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
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Figura 89 - Captura de ecrã do mapa de internamento (vista simples) do MedicineOne® 
Fonte: (MedicineOne®, 2010) 
Entre as principais vantagens desta solução destacam-se as seguintes (Anunciação, 2011; , 
"Portugal Tecnológico 2010 ", 2010; , "A USF-AN dá as Boas-vindas a todos os congres-
sistas!" 2010): 
• Abrange diferentes tipos de instituições tais como aquelas que incluem cuidados 
primários no SNS, cuidados continuados, cuidados prestados em clínica privada e 
ou cuidados hospitalares; 
• Permite a gestão da informação clínica e administrativa dos utentes; 
• É configurável; 
• Utiliza workflows de trabalho integrados entre os profissionais; 
• Disponibiliza diferentes módulos contextualizados de acordo com o tipo de profis-
sional de saúde; 
• Dispõe de um processo clínico electrónico; 
• O registo de consulta é orientado para SOAP e com suporte as codificações ICPC 
II, ICD 9 ou ICD 10; 
• Permite a utilização da codificação CIPE nas intervenções de enfermagem; 
• Permitir a prescrição electrónica (certificada pela ACSS); 
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• Disponibilizar o Simposium Terapêutico da Cmpmedica Portugal; 
• Possibilitar a produção de documentos; 
• Permitir efectuar uma facturação baseada em co-pagamentos (realizando a factura-
ção de cuidados de saúde às ARS dos utentes e a facturação do apoio social aos 
próprios utentes); 
• Suportar quiosques, sistemas de chamadas e portais das unidades de saúde; 
• Disponibilizar o myMedicineOne (que assenta num modelo de negócio SaaS) gra-
tuitamente que permite a entrega de prescrições electrónicas; 
• Esforço no sentido de implementação e disponibilização de RFCs rapidamente, 
• Disponibilizar algumas integrações com sistemas externos (integração como e-
agenda, com o sistema de baixas da segurança social, etc.). 
Destacam-se como principais desvantagens desta solução os seguintes aspectos (Anuncia-
ção, 2011; , "Portugal Tecnológico 2010 ", 2010): 
• Instabilidade da solução (devido à rápida inclusão ou correcção de funcionalida-
des), o que conduz ao lançamento de um elevado número de versões e a constantes 
actualizações no cliente final; 
• Dificuldade em obter estatísticas relacionadas com a gestão da unidade de saúde; 
• A configuração pode ser, nalguns casos, confusa; 
• Possuir uma interface que se pode revelar complexa e, por vezes, pouco cuidada, 
• A existência de módulos não totalmente concluídos ou funcionais. 
11.2.5 Glint - Healthcare Solutions 
O produto Glintt - HS (Healthcare Solutions) é uma solução global que integra informação 
do processo clínico electrónico, de diagnóstico, da área clínica-administrativa, da terapêu-
tica, de gestão financeira, entre outros aspectos ("Glintt - Global Intelligent Technologies - 
Gestão Clínica e Hospitalar", 2009). Esta solução encontra-se actualmente em mais de 
duzentos hospitais e clínicas, estando, deste modo, centrada em hospitais públicos e priva-
dos (grupos hospitalares), IPSS (Instituições Particulares de Solidariedade Social), e clíni-
cas e hospitais privados de pequena dimensão. A Glintt possui já mais de vinte anos de 
experiência no sector da saúde ("Glintt - Global Intelligent Technologies", 2009) e em 
2008 possuía cerca de mil colaboradores ("Vídeo Institucional Glintt Global Intelligent 
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Technologies "). Em 2007, reforçou as suas competências no sector do desenvolvimento de 
soluções móveis através da aquisição da Bytecode. Actualmente, a Glintt divulga soluções 
de mobilidade para qualquer equipamento móvel (com o desenvolvimentos em Java, ou 
para Android, iPhone, Symbian ou Windows® Mobile) em várias áreas incluindo na área da 
saúde com a solução móvel designada por HealthCare ("Glintt - Global Intelligent Tech-
nologies - Mobilidade", 2009; , "Portugal Tecnológico 2010 ", 2010). Segue-se na figura 
abaixo o logótipo da Glintt For Healthcare. 
 
Figura 90 - Logótipo da empresa Glintt for Healthcare 
Fonte: ("Glintt For Healthcare - Prescrição Electrónica Certificada", 2011) 
Destacam-se as principais vantagens desta solução de seguida ("Portugal Tecnológico 
2010 ", 2010): 
• Abrange várias áreas tais como: sistema de informação hospitalar, gestão da área 
clínica, informação de gestão; facturação; logística; gestão integrada do circuito do 
medicamento; enfermagem; farmácia; prescrição terapêutica electrónico/online; 
meios complementares de diagnóstico; processo clínico do doente; soluções clíni-
cas específicas; manutenção de activos; gestão de recursos humanos; captura e ges-
tão documental; reconhecimento de voz; robótica hospitalar (re-embaladoras auto-
máticas, etc.); telemedicina; entre outros (ver figura abaixo). 
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Figura 91 - Arquitectura modular da solução Glintt HS  
Fonte: ("Portugal Tecnológico 2010 ", 2010) 
• Permite substituir total ou parcialmente as aplicações da ACSS predominantes nos 
hospitais públicos nacionais; 
• Disponibiliza indicadores de gestão; 
• No que diz respeito ao módulo de enfermagem, denominado por HS-ENF (ver cap-
tura de ecrã abaixo), este permite o planeamento e registo das acções efectuadas 
pelo enfermeiro no decorrer da sua actividade. Deste modo, permite determinar 
diagnósticos de enfermagem, efectuar a preparação de planos de cuidados (baseado 
na codificação CIPE), efectuar registos específicos e continuados, utilizar diferen-
tes escalas fetais, estabelecer horas de cuidados para as intervenções de enferma-
gem, visualizar e aceder à informação introduzida por médicos, interagir online 
com a farmácia na distribuição terapêutica e registo de administração, efectuar 
registos de administração terapêutica com interacção online da prescrição e com a 
farmácia na distribuição terapêutica; recolher valores referentes a sinais vitais, 
gerar relatórios, etc.; 
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Figura 92 - Esquematização dos principais intervenientes considerados pelo módulo HS-ENF da Glintt e da 
informação a que estes têm acesso 
Fonte: (Technologies, 2011) 
• Possui algumas soluções de mobilidade e portabilidade (para PDA's e Tablet PCs) 
com o objectivo de auxiliar médicos e outros prestadores de cuidados de saúde 
("Glintt - Global Intelligent Technologies - Mobilidade", 2009); 
• Disponibiliza uma versão, temporariamente gratuita, que permite efectuar prescri-
ção electrónica certificada ("Glintt For Healthcare - Prescrição Electrónica Certifi-
cada", 2011) (ver captura de ecrã abaixo); 
 
 
Figura 93 - Captura de ecrã do aplicativo para a realização de prescrições electrónicas 
Fonte: ("Glintt For Healthcare - Prescrição Electrónica Certificada", 2011) 
• Oferece soluções para transcrição de registo médico através de reconhecimento de 
voz. 
Seguem-se algumas capturas de ecrã das soluções da Glintt Healthcare. 
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Figura 94 - Solução Glintt - HS em funcionamento 
Fonte:  ("Vídeo Institucional Glintt Global Intelligent Technologies ") 
 
Figura 95 - Solução Glintt - HS em funcionamento  
Fonte: ("Vídeo Institucional Glintt Global Intelligent Technologies ") 
No que diz respeito às principais desvantagens desta solução destacam-se os seguintes 
aspectos ("Portugal Tecnológico 2010 ", 2010): 
• O facto de não ter sido possível visualizar a solução (através de capturas de ecrã, 
vídeos de demonstração, etc.); 
• Escassez de informação acerca da arquitectura da solução. 
11.2.6 Orion-Clinic 
O Orion-Clinic (ver logótipo abaixo) é produzido pela empresa consultora multinacional 
Everis ("Everis - Attitude makes the diferrence - Sobre a everis", 2010) e visa proporcionar 
serviços aos prestadores de serviços de assistência de saúde incluindo hospitais (públicos e 
privados) e aos restantes agentes que participam na cadeia de valor deste sector (tais como 
autoridades sanitárias, indústria farmacêutica e de equipamento médico, seguradoras, cen-
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tros de investigação, entre outros) ("Everis - Atitude Makes The Difference - Saúde", 2010; 
, "Portugal Tecnológico 2010 ", 2010). 
  
Figura 96 - Logótipo da empresa Everis (à esquerda) e logótipo do produto Orion-Clinic (à direita) 
Fonte: ("Portugal Tecnológico 2010 ", 2010) 
Entre as principais vantagens deste produto destacam-se as seguinte ("Portugal Tecnológi-
co 2010 ", 2010): 
• Sistema que abrange várias áreas de actividade relacionadas com o sector da saúde; 
• Arquitectura modular (ver figura abaixo); 
• Possibilita a partilha do historial electrónico do paciente; 
• Permite optimizar e reduzir custos nos processos de assistência e aumentar o núme-
ro de procedentes de terceiros; 
• Promove uma maior interoperabilidade; 
• Apresenta soluções de telemedicina. 
No que diz respeito às principais desvantagens desta solução destaca a escassez de infor-
mação acerca da solução e clientes que a implementem ("Portugal Tecnológico 2010 ", 
2010). 
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Figura 97 - Arquitectura modular da solução Orion-Clinic 
Fonte: ("Portugal Tecnológico 2010 ", 2010) 
Podem ser visualizadas de seguida algumas capturas de ecrã das soluções em causa. 
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Figura 98 - Orion-Clinic em funcionamento  
Fonte: ("Portugal Tecnológico 2010 ", 2010) 
 
 
Figura 99 - Capturas de ecrã do Orion-Clinic  
Fonte: ("Portugal Tecnológico 2010 ", 2010) 
11.2.7 Critical Health 
A Critical Health (ver logótipo abaixo) é uma spin-off da Critical Software que abrange 
actividades do sector da saúde desde 2006, e visa melhorar a qualidade de vida dos pacien-
tes e reduzir despesas nessa área. A Critical Health tem, actualmente, produtos na área da 
perca de visão, da prevenção e monitorização da perda de mobilidade e na perca de capaci-
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dades cognitivas em diabéticos e idosos ("Critical Health - About Us", 2011; , "Portugal 
Tecnológico 2010 ", 2010). 
 
Figura 100 - Logótipo da Critical Health 
Fonte: ("Critical Health", 2011) 
Seguem-se algumas capturas de ecrã das soluções da Critical Health. 
 
Figura 101 - Captura de ecrã do RetmakerDR da Critical Health  
Fonte: ("Critical Health - Retmarker DR", 2011) 
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Figura 102 - Captura de ecrã do RetmakerDR da Critical Health  
Fonte: ("Critical Health - Retmarker DR", 2011) 
 
Figura 103 - Captura de ecrã do RetmakerDR da Critical Health  
Fonte: ("Critical Health - Retmarker DR", 2011) 
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Figura 104 - Captura de ecrã do RetmakerDR da Critical Health  
Fonte: ("Critical Health - Retmarker DR", 2011) 
 
Figura 105 - Captura de ecrã do RetmakerC da Critical  
Fonte: ("Critical Health - Retmarker C", 2011) 
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Figura 106 - Captura de ecrã do RetmakerC da Critical Health  
Fonte: ("Critical Health - Retmarker C", 2011) 
 
Figura 107 - Captura de ecrã do Retmaker AMD Research da Critical Health 
Fonte: ("Critical Health - Retmarker AMD Research", 2011) 
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Figura 108 - Captura de ecrã do medisoft da Critical Health  
Fonte: ("Critical Health - Medisoft", 2011). 
 
Figura 109 - Captura de ecrã do medisoft da Critical Health  
Fonte: ("Critical Health - Medisoft", 2011) 
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Figura 110 - Esquematização do projecto Wisedome da Critical Health 
Fonte: ("Critical Health - Wisedome", 2010). 
Entre as principais vantagens das soluções apresentadas pela Critical Health destaca-se o 
facto desta ("Critical Health", 2011): 
• Apresentar diferentes aplicações para cada uma das áreas a que se dedica; 
• Apresentar soluções para a área da visão: 
o O RetmakerDR - útil para a biomarcação em pacientes diabéticos e para 
progressão de retinopatia ("Critical Health - Retmarker DR", 2011).; 
o O RetmakerC - utilizado para detecção de mudanças de retina ao longo do 
tempo ("Critical Health - Retmarker C", 2011); 
o O Retmaker AMD Research - que é uma ferramenta de computação assistida 
("Critical Health - Retmarker AMD Research", 2011), 
o E o Medisoft - que consiste numa solução especializada em registos médicos 
electrónicos (com capacidade para comunicar e interagir com outros siste-
mas electrónicos tais como sistemas de diagnóstico, e registo médico elec-
trónico especializado em oftalmologia) ("Critical Health - Medisoft", 2011). 
• Apresenta uma solução para a monitorização do estado de saúde de pacientes 
designada por Wisedome que tem como objectivo aumentar a qualidade de vida e 
autonomia dos idosos ("Critical Health - Wisedome", 2010). 
Entre as principais desvantagens das soluções apresentadas pela Critical Health destacam-
se o facto: 
• De abranger poucas áreas de elevada especificidade; 
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• De ser direccionado apenas a alguns profissionais de saúde (maioritariamente, 
oftalmologista); 
• De nem todos os projectos referenciados anteriormente se encontrem concluídos. 
11.2.8 Serviços Técnicos e Informática 
A empresa ST+I (Serviços Técnicos e Informática) foi fundada em 1989 e dedica-se exclu-
sivamente ao desenvolvimento e comercialização de software, criando soluções integradas 
de gestão hospitalar e encontra-se sedeada em Vila Real. As soluções apresentadas por esta 
empresa têm acompanhado as evoluções tecnológicas (em 1992 as soluções baseavam-se 
em Clipper e base de dados Dbase VI, no ano 2000 estas já funcionavam como base no 
Microsoft® Visual Basic 6.0 e base de dados Microsoft® Access 2000, em 2003 estas pas-
saram a ser desenvolvidas com recurso ao Microsoft® Visual Studio .NET e base de dados 
Oracle® e em 2005 as soluções já eram direccionadas a plataformas Web). 
A ST+I possui actualmente três soluções distintas: o GHAF (Gestão Hospitalar de Arma-
zém e Farmácia), o PrEl (Prescrição Electrónica) e o SWIF (Sistema Web de Interacção 
com Fornecedores). Estas soluções são modulares e integram com diferentes aplicações 
externas (ver captura de ecrã abaixo). 
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Figura 111 - Apresentação da arquitectura modular das solução da ST+I onde é possível constatar que estas 
integram com diversos sistemas externos (tais como o SIDC, o SAM, o SONHO, SAPE) e dispositivos exter-
nos de dispensa de medicamentos (tais como Cardex, Megadosis e PIXIES) 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
A aplicação GHAF surgiu para dar resposta de forma simples e eficaz à problemática da 
gestão de compras e stocks de entidades hospitalares. O desenvolvimento da aplicação foi 
feito em exclusivo para a gestão hospitalar. O PrEl é uma ferramenta simples que segue os 
normais procedimentos do prescritor. Por sua vez o SWIF é um Sistema Web de Interacção 
com Fornecedores ("ST+I, Lda - Software", 2011). 
Seguem-se algumas capturas de ecrã do GHAF e PrEl. 
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Figura 112 - Captura de ecrã da janela de autenticação do GHAF 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
 
Figura 113 - Captura de ecrã da janela de escolha da aplicação (PrEl) e ano que se pretende utilizar 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
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Figura 114 - Captura de ecrã da janela que permite efectuar prescrições electrónicas (PrEl) 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
 
Figura 115 - Captura de ecrã da janela de internamento (GHAF) 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
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Figura 116 - Captura de ecrã da janela de plano de dia de enfermagem (GHAF) 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
 
Figura 117 - Captura de ecrã da janela de administração de medicamentos de enfermagem (GHAF) 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
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Figura 118 - Captura de ecrã da janela de monitorizações de enfermagem (GHAF) 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
  
Figura 119 - Capturas de ecrã do GHAF Mobile 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
 
Seguem-se, igualmente, algumas capturas de ecrã do SWIF: 
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Figura 120 - Captura de ecrã da janela principal do SWIF 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
 
Figura 121 - Captura de ecrã da janela de resposta de concursos do SWIF 
Fonte: ("CD-ROM Informativo ST+I", 2010) 
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Figura 122 - Captura de ecrã da janela de fornecedores activos do SWIF  
Fonte: ("CD-ROM Informativo ST+I", 2010) 
Entre as principais vantagens desta aplicação destacam-se os pontos abaixo: 
• Trata-se de um sistema que contempla de forma bastante completa a realidade do 
ambiente hospitalar; 
• Baseia-se numa arquitectura modular bastante completa que não aborda apenas o 
meio clínico, mas igualmente todo o circuito do medicamento, stocks, etc.; 
• Apresenta soluções para dispositivos móveis; 
• Fornece informação acerca das soluções; 
• Utiliza tecnologias recentes (através do uso de tecnologias Web, da plataforma 
.NET e de base de dados Oracle®) 
• Integra com vários sistemas externos tais como o SIDC (Sistema de Informação 
Descentralizado de Contabilidade), o SAM, o SONHO, SApE e dispositivos exter-
nos de dispensa de medicamentos tais como Cardex, Megadosis e PIXIES. 
Entre as principais desvantagens desta solução destacam-se os seguintes aspectos: 
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• Direccionado apenas ao ambiente hospitalar, 
• Utiliza tecnologias recentes (através do uso de tecnologias Web, da plataforma 
.NET e de base de dados Oracle®). 
Salienta-se que maioria da informação referenciada anteriormente foi obtida através de 
conteúdos enviados em CD-ROM pela ST+I.  
11.2.9 Oracle® 
A Oracle® (ver logótipo abaixo) é uma multinacional nas tecnologias de computação que 
se especializou no desenvolvimento e marketing de produtos empresarias (software e 
hardware) particularmente nos sistemas de gestão de bases de dados. Para a utilização das 
suas bases de dados a Oracle® desenvolveu ferramentas próprias e desenvolveu igualmen-
te sistemas middlewares, aplicações empresarias ou ERPs (Enterprise Resource Planning), 
aplicações de gestão de clientes (CRM) e aplicações de gestão da cadeia de fornecimento 
(SCM, ou seja, Supply Chain Management). Em 2011, esta empresa empregava aproxima-
damente 108 000 pessoas. A Oracle® foi fundada nos EUA em 1977 e foi a primeira 
empresa de software que apresentou soluções de software empresarial totalmente funcio-
nais na Internet em toda a sua linha de produtos (base de dados, aplicações de negócios, 
aplicações de desenvolvimento e ferramentas de apoio à decisão) ("Oracle® - Oracle's His-
tory: Innovation, Leadership, Results"; , "Portugal Tecnológico 2010 ", 2010). 
 
Figura 123 - Logótipo da Oracle® 
Fonte: ("Oracle® - Oracle's History: Innovation, Leadership, Results") 
Entre as principais vantagens das aplicações e tecnologias Oracle® destacam-se as seguin-
tes ("Portugal Tecnológico 2010 ", 2010): 
• Apresentar soluções de integração, nomeadamente: 
o O Weblogic Server 11g, servidor aplicacional J2EE (Java 2 Platform, 
Enterprise Edition): que obedece a standards abertos e pode ser instalado 
em todos os sistemas operativos presentes no mercado; 
o O adaptador Oracle® para a saúde: que suporta protocolos específicos da 
área da saúde tais como: o HL7, o X.12, o EDIFACT (Electronic Data 
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Interchange For Administration), o NCPDP (National Council for Pres-
cription Drug Programs), entre outros; 
o A plataforma de integração B2B (Business-to-Business): que consiste num 
mecanismo de alto desempenho e fiabilidade que fornece a infra-estrutura 
para partilha de dados em suporte electrónico; 
o O processador BPEL (Business Process Execution Language): que permite 
criar, disponibilizar e gerir processos de negócio ou workflows baseando-se 
em standards abertos; 
o A plataforma de integração aplicacional ou ESB (Enterprise Service Bus) 
que consiste numa infra-estrutura que combina funcionalidades SOA e EDA 
(Event-Driven Architecture) permitindo responder às especificidades de 
negócio da área. O ESB permite que todas as aplicações utilizem os mesmos 
dados de forma segura e fiável. A integração do ESB com as aplicações 
empresariais BPEL, BAM (Business Activity Monitoring)e/ou Web-Services 
permite aos clientes obter um sistema informatizado estandardizado; 
o O gestor de Web-Services: é uma solução abrangente de segurança de gestão 
de arquitectura orientada a serviços (SOA). Permite a definição central das 
políticas de segurança e de gestão de identidades, e possibilita a sua aplica-
ção a nível global; 
o O monitor de actividade ou BAM: é uma solução de monitorização em tem-
po real; 
o O Oracle® BR (Business Rules): corresponde ao motor de regras de negócio 
que possibilita aos analistas e gestores a maximização da utilização da pla-
taforma informática e disponibilizar decisões dinâmicas em tempo real; 
o O Oracle® JDeveloper (Java Developer): é um ambiente de desenvolvi-
mento integrado sem custos (com suporte para modelação, desenvolvimen-
to, debbuging, optimização e organização das aplicações Java e Web-
Services). 
• Incluir parceiros tais como ISVs (Independent Software Vendors) que desenvolvem 
soluções completas utilizando tecnologias de middleware (BPEL, BAM, etc.) e base 
de dados Oracle®; 
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• Possuir um programa de parceiros que disponibiliza, através do programa OPN 
(Oracle® PartnerNetwork), recursos especializados na área da saúde (tais como o 
Healthcare Knowledge Zone, o Competency Center, o Healthcare Partner Com-
munity, o Healthcare ISV Solution Maps, entre outros) que visam melhorar o 
desempenho e qualidade dos parceiros da Oracle®; 
• O facto de disponibilizarem uma plataforma baseada em SOA integrada que permite 
interoperabilidade entre sistemas; 
• Permitir agilizar a criação de novos serviços e aplicações; 
• O facto das bases de dados Oracle®, do servidor aplicacional (J2EE) e das plata-
formas Web usadas nestes sistemas estarem em conformidade com a regulamenta-
ção das transacções da HIPAA (Health Insurance Portability and Accountability 
Act) garantindo total segurança de inviabilidade de dados. 
Entre as principais desvantagens destas soluções destacam-se ("Portugal Tecnológico 2010 
", 2010): 
• O custo associado ao licenciamento das bases de dados Oracle®; 
• O facto de parte do desenvolvimento das soluções ser em JAVA (o que pode dificul-
tar por exemplo o desenvolvimento de interfaces mais atractivas); 
• O custo final da implementação completa do sistema. 
11.2.10 Aplimed 
O Aplimed é uma solução modular produzida pela Partner Solutions que tem como princi-
pal objectivo a gestão e o arquivo electrónico do processo clínico do utente, e a gestão do 
serviço de urgências ("Partner Solutions - ApliMed - Gestão de Serviço de Urgências para 
hospitais públicos e privados, Gestão dos Processos Clínicos, Triagem com Protocolo de 
Manchester, Percursos Clínicos", 2011). Seguem-se algumas capturas de ecrã da aplicação 
em causa. 
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Figura 124 - Captura de ecrã do Aplimed 
Fonte: ("Partner Solutions - ApliMed - Gestão de Serviço de Urgências para hospitais públicos e privados, 
Gestão dos Processos Clínicos, Triagem com Protocolo de Manchester, Percursos Clínicos", 2011) 
 
 
Figura 125 - Captura de ecrã do Aplimed 
Fonte: ("Partner Solutions - ApliMed - Gestão de Serviço de Urgências para hospitais públicos e privados, 
Gestão dos Processos Clínicos, Triagem com Protocolo de Manchester, Percursos Clínicos", 2011) 
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Figura 126 - Captura de ecrã da janela de selecção de fármacos do Aplimed 
Fonte: ("Partner Solutions - ApliMed - Gestão de Serviço de Urgências para hospitais públicos e privados, 
Gestão dos Processos Clínicos, Triagem com Protocolo de Manchester, Percursos Clínicos", 2011) 
Entre as principais vantagens desta aplicação destacam-se as seguintes ("Partner Solutions 
- ApliMed - Gestão de Serviço de Urgências para hospitais públicos e privados, Gestão dos 
Processos Clínicos, Triagem com Protocolo de Manchester, Percursos Clínicos", 2011; , 
"Partner Solutions - Rentabilizamos Conhecimento"): 
• O facto da solução ser modular (são exemplos de módulos: a triagem simples e de 
Manchester, as estatísticas gerais e de Manchester, a auditoria de Manchester, o 
módulo de observações,  o módulo de alertas, o módulo de MCDT, o módulo de 
estatísticas, a prescrição electrónica e de fármacos, a pesquisa e consulta de dados 
do utente; o tableau de board, o quadro electrónico com informação do utente, 
entre outros); 
• A eliminação da circulação de papel; 
• A integração com o “Protocolo Manchester” na triagem com a gestão do processo 
clínico do utente e com outros sistemas externos existentes (tais como sistemas cen-
trais de gestão hospitalar, sistemas de patologia clínica, sistemas de imagiologia, 
sistemas de cardiologia, sistemas como o SONHO, HOSIX, SIGHEP, entre outros); 
• A gestão de filas de espera nos vários pontos de atendimento; 
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• O facto de permitir o rápido acesso ao histórico detalhado dos episódios clínicos do 
utente; 
• O facto de possibilitar a melhoria da produtividade individual e de grupo entre os 
profissionais de saúde; 
• A diminuição da probabilidade de erros administrativos e clínicos; 
• A implementação de regras de segurança de acesso em diversos níveis/perfis; 
• A garantia de segurança e integridade da informação de modo a respeitar a confi-
dencialidade entre o grupo clínico e o utente. 
Entre as principais desvantagens destas soluções destacam-se: 
• A utilização de tecnologias antigas, 
• O facto de ser mais direccionado a ambiente hospitalar. 
11.2.11 Outras aplicações 
Para além das aplicações referenciadas anteriormente, a nível internacional, existe um ele-
vado número de aplicações Desktop e móveis direccionadas ao sector de saúde, muitas das 
vezes, de acordo com a realidade dos EUA. Entre essas aplicações, existem várias categori-
zadas com software open-source tais como o FreeMED, o OpenEMR, o OpenEMR Cur-
rent, o OpenEMR Virtual Appliance, o OpenMRS , o FreeB, o SmartCare, o XChart, o 
OpenMRS, o ClearHealth, o MedForms, o GNUmed, GNU Health, o Hospital OS, o 
HOSxP, o Mirth, o OSCAR McMaster, o martCare, o THIRRA (EHR), o ZEPRS, o Medin-
Tux, o SmartCare, entre outros ("The Top 100 Open Source Software Tools for Medical 
Professionals", 2008).  
Nos EUA existem numerosas ferramentas EMR. Um exemplo desse tipo de aplicação 
informatizada direccionada especificamente aos profissionais de enfermagem é o Nurses 
Choise EMRTM ("ER Records - ER Documentation Solutions", 2010).Seguem-se algumas 
capturas de ecrã dessa aplicação. 
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Figura 127 - Captura de ecrã da janela de pacientes activos da aplicação Nurses Choise EMRTM  
Fonte: ("Nurses Choice EMR", 2005) 
 
Figura 128 - Captura de ecrã da janela de triagem da aplicação Nurses Choise EMRTM  
Fonte: ("Nurses Choice EMR", 2005) 
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Figura 129 - Captura de ecrã da janela de procedimentos de enfermagem da aplicação Nurses Choise EMRTM 
Fonte: ("Nurses Choice EMR", 2005) 
 
Figura 130 - Captura de ecrã da janela do registo da tensão arterial do paciente da aplicação Nurses Choise 
EMRTM 
 Fonte: ("Nurses Choice EMR", 2005) 
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Figura 131 - Captura de ecrã da janela dos registos da avaliação da dor da aplicação Nurses Choise EMRTM   
Fonte: ("Nurses Choice EMR", 2005) 
No que diz respeito às aplicações móveis para o sector da saúde estas têm surgido em cada 
vez maior número, para um maior número de dispositivos e SOs móveis (no entanto, mui-
tas vezes nem todas as versões das aplicações existem para todos os SOs). O programa 
Epocrates é um exemplo desse tipo de aplicações (ver figura abaixo). 
  
Figura 132 - Programa Epocrates a correr em diferentes plataformas móveis 
Fonte: ("Epocrates®", 2011). 
Existem igualmente soluções móveis direccionadas a uma plataforma específicas como é o 
caso das soluções da Sybase® ou do SigmaCare®. À semelhança de outras aplicações nes-
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ta área, estas visam auxiliar os profissionais de a proporcionar uma maior qualidade de 
atendimentos aos seus pacientes ("Lancaster Health Group Improves Resident Care with 
Mobile Point-of-Care Charting", 2010; , "SigmaCare®"). 
 
Figura 133 - SigmaCare® a correr numa plataforma móvel 
Fonte: ("Lancaster Health Group Improves Resident Care with Mobile Point-of-Care Charting", 2010) 
Características como leitores de RFID (Radio-Frequency IDentification), de código de 
barras e/ou a utilização de materiais resistentes e anti-bacterianos têm sido incluídas em 
dispositivos mais complexos usados na área da saúde. Um exemplo deste tipo de equipa-
mentos é o Motion C5v ("Motion C5v"). 
Em Portugal, o aparecimento de novas soluções na área hospitalar tem continuado, sendo 
um exemplo disso o serviço de pediatria do Hospital de Santo André (de Leiria). Este ser-
viço utiliza desde Junho 2011 o sistema Medicheck que permite efectuar a emissão de eti-
quetas com código de barras associadas às prescrições de medicamentos. Essa etiqueta é 
depois colocada no medicamento a administrar. A leitura do código de barras do medica-
mento e o da pulseira de identificação da criança são verificadas na administração do 
medicamento através de PDAs. Este processo permitirá reduzir a probabilidade de erros na 
preparação ou na administração do medicamento ("Pediatria de Leiria inaugura sistema 
pioneiro", 2011).  
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Existem igualmente produtoras de dispositivos móveis como a Apple que têm potenciado o 
aparecimento de soluções na área da saúde para os seus equipamentos. Um exemplo desse 
tipo de aplicações é, por exemplo, o MacPractice direccionada a profissionais de saúde 
permitindo-lhes aceder, através de Wi-Fi ou 3G, à sua agenda, a alertas, a prescrições, ao 
histórico dos pacientes, etc.("MacPractice announces iPad apps for mobile healthcare pros 
", 2010).  
Existe também um elevado número de soluções (incluindo soluções móveis) desenvolvidas 
especificamente à medida de uma determinada instituição de saúde. No entanto, ao longo 
dos últimos anos, tem-se constatado que muitas soluções não têm sido actualizadas funcio-
nando apenas em determinados equipamentos e/ou sistema operativo móvel o que faz com 
que, frequentemente, caiam em desuso. 
Têm igualmente surgido aplicações direccionadas à aprendizagem dos profissionais de 
saúde, tais como o ALERT® Student, o RN Student Clinical Companion, o SNAP Health 
Center Records, entre outros ("ALERT® Student", 2011 ; , "Pepid - Medical Information 
Resources - RN Student Clinical Companion", 2011; , "PSNI - Professional Software for 
Nurses, Inc. - Record Introduction"). 
Salienta-se ainda que para além de aplicações informatizadas direccionadas exclusivamen-
te à área da saúde, são frequentemente utilizados programas complementares tais como 
processadores de texto (como o Microsoft® Office® Word® ou o Open Office Writer), 
ferramentas de digitalização, entre outros programas de utilização mais ampla. 
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12 Anexo III - Informatização da 
saúde em Portugal 
Em 1980, foi criado pelo Ministério da Saúde o SIS que dividia Portugal em três centros 
operacionais: o CRIN (Centro Regional de Informática do Norte), o CRIC (Centro Regio-
nal de Informática do Centro) e o CRIS (Centro Regional de Informática do Sul). Em 1990 
o SIS foi reorganizado dando origem ao SIMS (Serviço de Informática do Ministério da 
Saúde) que detinha de autonomia administrativa e financeira. Em 1993, com a reestrutura-
ção do Ministério da Saúde, o SIMS foi extinto tendo sido criado um novo departamento 
designado por IGIF. Em 2007, o IGIF evolui para ACSS (Administração Central de Siste-
mas de Saúde). Deste modo, actualmente a ACSS é uma entidade nacional dependente do 
Ministério da Saúde cuja missão é gerir os recursos humanos e financeiros, os equipamen-
tos, os sistemas de informação, as tecnologias e os recursos de comunicação utilizados pelo 
SNS promovendo boas práticas e serviços de qualidade em todas as instituições do serviço 
público de saúde (A. da Costa Pereira, Giest, Dumortier, & Artmann, 2010).  
No que diz respeito às tecnologias de informação, a ACSS é responsável pela construção do 
modelo de informação de saúde incluindo arquitectura, infra-estruturas, metodologias, 
padrões, técnicas e especificações que promovam a interoperabilidade e inter-
funcionamento entre diferentes sistemas de saúde. A ACSS tem igualmente a cargo a pro-
jecção, construção e implementação de um processo de certificação de modo a certificar 
instituições nacionais. No entanto, a ACSS não é responsável pelas normas de saúde na 
informática, ficando esta tarefa a cargo do IPQ (Instituto Português de Qualidade). O IPQ 
é a entidade oficial para a padronização, qualidade e supervisão de diferentes organismos 
de normalização (A. da Costa Pereira, Giest, Dumortier, & Artmann, 2010).  
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A ACSS é financiada maioritariamente pelo governo, tendo o apoio de alguns fundos 
comunitários em projectos eHealth específicos (A. da Costa Pereira, Giest, Dumortier, & 
Artmann, 2010). 
12.1 Rede de informação da saúde 
Tendo em conta que as principais ameaças aos sistemas informatizados no sector da saúde 
são, geralmente, ameaças à confidencialidade, integridade e disponibilidade, no que diz 
respeito à segurança ao nível da circulação da informação dos sistemas provenientes de 
entidades públicas foi criada uma rede privada multimédia de saúde pertencente ao próprio 
Ministério da Saúde, denominada por RIS (Rede de Informação de Saúde) que interliga 
exclusivamente instituições de saúde (Silva & T., 1999). Esta rede inclui vários mecanis-
mos de segurança, no entanto, é uma infra-estrutura de rede aberta que suporta o protocolo 
TCP/IP, que permite a qualquer instituição que esteja ligada a esta rede, disponibilizar os 
seus próprios serviços de valor acrescentado. Assim, podem coexistir na mesma infra-
estrutura, diversos serviços similares disponibilizados por diferentes instituições e/ou orga-
nizações. Actualmente, a RIS já se encontra bastante desactualiza. No entanto, realça-se 
que os intervenientes dos sistemas informatizados continuam a ser a causa da maioria dos 
problemas de segurança e erros que surgem neste tipo de sistemas. 
12.2 e-Agenda, e-RNU, e-SIGIC, e-Vacinas 
Segundo uma entrevista de Manuel Pizarro, secretario de Estado Adjunto da Saúde em 
funções em Janeiro de 2010, o Ministério da Saúde esteve a desenvolver um conjunto 
variado de indicativos que deverão permitir uma relação mais directa entre o cidadão e o 
SNS. Desde 2009 que se encontram disponíveis alguns serviços direccionados ao utente no 
portal da saúde. Assim, actualmente, encontram-se disponíveis os seguintes serviços ("Por-
tugal Tecnológico 2010 ", 2010): 
• O e-Sigic: que permite aos utentes que aguardam por cirurgias em hospitais públi-
cos obter informações sobre o estado da mesma;  
• O e-Agenda: que permite marcar consultas para o médico de família ou efectuar a 
renovação da prescrição de medicamentos por parte de utentes portadores de doen-
ça crónica e envolve todos os centros de saúde portugueses. Para além deste siste-
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ma existe já, em muitos hospitais, a possibilidade de efectuar marcações de consul-
tas através de meios electrónicos; 
•  O e-RNU: que corresponde ao Registo Nacional de Utentes que permite conhecer a 
relação do utente com o SNS (Despacho n.º 10864/2009, 2009; , "Portal da Saúde - 
Serviços Online"), 
• E o e-Vacinas: que corresponde à desmaterialização do boletim de vacinas através 
de um boletim de vacinas online. 
A autenticação dos utentes perante estas aplicações pode ser feita através do cartão de 
cidadão. Para além dos serviços referenciados anteriormente, existem, ainda, outros em 
desenvolvimento. 
12.3 Consulta a Tempo e Horas 
O CTH (Consulta a Tempo e Horas) é um sistema da responsabilidade da ACSS que visa 
dar resposta à portaria nº615/2008 de 11 de Julho que destaca a importância da melhoria ao 
acesso dos cidadãos às primeiras consultas nos hospitais do SNS. Deste modo, o CTH é o 
sistema informático de gestão do acesso às primeiras consultas de especialidade em hospi-
tais do serviço nacional de saúde permitindo aos profissionais dos centros de saúde e dos 
hospitais orientar melhor os cidadãos na procura deste tipo de cuidados. A gestão de pedi-
dos de consulta é feita com base em todas as instituições de saúde e em todas as especiali-
dades que estas disponibilizam. Através deste sistema é possível conhecer o número total 
de pedidos de consulta em cada momento e o tempo de resposta dos hospitais a esses 
mesmos pedidos estando essa informação disponível aos utentes. Este projecto foi iniciado 
em 2006 e a instalação deste projecto encontra-se concluída na totalidade dos hospitais do 
SNS e dos centros de saúde (Despacho n.º 10864/2009, 2009; , "Portugal Tecnológico 2010 
", 2010; , "Rede comum de conhecimento - Administração Pública por todos! - Consulta a 
Tempo e Horas (CTH)", 2009).  
As principais vantagens deste sistema consistem ("Portugal Tecnológico 2010 ", 2010; , 
"Rede comum de conhecimento - Administração Pública por todos! - Consulta a Tempo e 
Horas (CTH)", 2009): 
• Em facilitar, agilizar, responsabilizar e acelerar o processo de obtenção de uma 
primeira consulta de especialidade nos hospitais do SNS; 
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• Em tornar mais cómoda a marcação desse tipo de consultas evitando deslocações 
desnecessárias dos utentes às instituições de saúde; 
• Em permitir a marcação de consultas de acordo com a sua prioridade de uma forma 
transparente; 
• Em adoptar uma metodologia de referenciação, a partir do processo clínico do uten-
te, que assegure um acesso equitativo na marcação da primeira consulta, respectiva 
realização, cuidados subsequentes e retorno de informação ao médico assistente; 
• E em conhecer o tempo real que decorre até a realização da consulta. 
Prevêem-se novos desenvolvimentos deste sistema no sentido de permitir a adopção de 
normas e mecanismos de referenciação dos pedidos de consulta entre e dentro dos hospi-
tais, entre hospitais e centros de saúde, e de doentes encaminhados por contacto pessoal. 
12.4 Receita electrónica 
Apesar dos atrasos por parte da ACSS na homologação dos programas informáticos para o 
efeito, a partir do dia 1 de Agosto 2011, as receitas médicas deverão passar a ser emitidas 
por via electrónica sendo assim a única forma de garantir a comparticipação do Estado. 
Poderão, no entanto, ser passadas prescrições manuais através da utilização da palavra 
"Excepção" na receita e da indicação de um dos motivos de excepção previstos na lei. Os 
motivos de excepção previstos são a inadaptação ao sistema, a necessidade de prescrever 
menos de 50 receitas por mês, a falência provada do sistema ou o facto da medicação ser 
efectuada no domicílio.  
Prevêem-se algumas dificuldades no que diz respeito ao acesso e à utilização das receitas 
electrónicas devido ao facto de existirem programas para o efeito que não foram testados e 
de médicos que já se encontram registados mas que não receberam as suas credenciais. 
A OM (Ordem dos Médicos) refere que a prescrição electrónica já é utilizada em 70% do 
SNS e que, no caso dos médicos do sector privado, poucos deverão ser os que não deverão 
estar preparados para a utilização desde novo procedimento. ("RTP Notícias - Saúde - 
Receitas eletrónicas obrigatórias a partir de hoje", 2011) 
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12.5 Registo de saúde electrónico 
O RSE (Registo de Saúde Electrónico) consiste na informatização do processo clínico do 
paciente a nível nacional (com possibilidade de integração a nível internacional) fazendo 
com que esse registo seja único independentemente da instituição de saúde e do prestador 
de saúde que o cria (Pizarro, 2009) (Despacho n.º 10864/2009, 2009).  
Entre os principais objectivos do RSE destacam-se os seguintes ("Portal da Saúde - Registo 
de Saúde Electrónico", 2009) ("RSE - Registo de Saúde Electrónico - R1: Documento de 
Estado da Arte", 2009; , "RSE - Registo de Saúde Electrónico - R2A: Orientações para 
Especificação Funcional e Técnica do Sistema RSE", 2009): 
• Providenciar uma documentação dos registos de saúde passados, presentes e futuros 
dos cidadãos em suporte electrónico; 
• Permitir aos cidadãos e profissionais de saúde o acesso à informação de saúde rele-
vante para a tomada de decisões clínicas independentemente do momento ou local, 
de um modo integrado, de confiança, ágil e seguro; 
• Possibilitar a integração de informação que se encontra dispersa de modo a ser pos-
sível partilhá-la, a facilitar o seu registo e a permitir pesquisas por elementos 
importantes do processo clínico dos utentes; 
• Garantir o respeito de regras de segurança, a preservação da privacidade definidas 
por lei, a confidencialidade, a integridade, a disponibilidade, a identidade, o contro-
lo de acesso e auditabilidade dos dados;  
• Ser centralizado no cidadão; 
• Suportar a mobilidade dos cidadãos; 
• Permitir a obtenção de dados acerca da qualidade do sector da saúde; 
• Possibilitar a elaboração de estudos acerca da saúde pública e da população; 
• Melhorar os fluxos de informação de forma a facilitar e melhorar o processo de 
continuidade de cuidados; 
• Futuramente, poderá ainda vir a usufruir de uma interoperabilidade transfronteiriça 
(através da harmonização de standards), a disponibilizar ferramentas de investiga-
ção clínica e de apoio ao ensino, indicadores clínicos, de gestão económicos e 
financeiros relacionados com o sector da saúde. 
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Vários dos objectivos anteriores levantam algumas questões éticas e fazem com que seja 
necessário ter em conta a legislação aplicável, nomeadamente: 
• Lei n.º 67/98 de 26 de Outubro - Lei da Protecção de Dados Pessoais: esta lei trans-
põe para a ordem jurídica portuguesa a directiva 95/46/CE, do parlamento europeu 
e do conselho, de 24 de Outubro de 1995. Esta lei diz respeito à protecção das pes-
soas singulares relativamente ao tratamento dos dados pessoais e à livre circulação 
desses dados. Deste modo, questões como a autonomia individual, a titularidade da 
informação, o segredo profissional, o dever de respeito pelos códigos deontológicos 
para quem aceder a informação, e o consentimento para acesso e utilização dos 
dados do RSE são temas que têm ainda de ser debatidos e esclarecidos; 
• Lei n.º 12/2005 de 26 de Janeiro - Informação Genética Pessoal e Informação de 
Saúde: esta lei define o regime jurídico da informação de saúde; 
• Lei n.º 46/2007 de 24 de Agosto - esta lei regula o acesso aos documentos adminis-
trativos e sua reutilização no sector público, transpõe para a ordem jurídica portu-
guesa a Directiva n.º2003/98/CE do Parlamento e do Conselho, de 17 de Novem-
bro. 
A versão inicial do RSE deverá estar disponível em 2012 num conjunto de entidades públi-
cas e privadas ("RSE Roadmap - Grupo de Trabalho de Reflexão de um Modelo de RSE", 
2009). Em 2015, o RSE deverá incorporar de forma mais consolidada projectos e redes 
temáticas em debate a nível europeu. Para a especificação funcional e técnica do RSE foi 
constituído um grupo de trabalho composto com elementos de diferentes valências e expe-
riências e representantes do sector (tanto do sector público como privado). Em termos de 
arquitectura aplicacional e tecnológica foi adoptado um modelo preliminar composto por 
três níveis de abstracção designados por tronco comum, nível de partilha e nível específico 
(ver Figura abaixo) ("RSE - Registo de Saúde Electrónico - R2A: Orientações para Especi-
ficação Funcional e Técnica do Sistema RSE", 2009). 
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Figura 4 - Esquematização dos níveis de abstracção que compõem o modelo preliminar do RSE 
Fonte: ("RSE - Registo de Saúde Electrónico - R2A: Orientações para Especificação Funcional e Técnica do 
Sistema RSE", 2009) 
A relação entre estes níveis deverá assentar em regras que preservarão a integridade dos 
fluxos de informação e os domínios de gestão de cada nível. As preocupações em garantir 
a interacção e a comunicação entre sistemas físicos e lógicos que integrarão com o RSE 
fizeram com que as questões de interoperabilidade tivessem uma orientação específica de 
modo a evitar a distorção de contextos e significados e, consequentemente, o aparecimento 
diversos problemas e baixa de qualidade deste serviço.  
Os dados que deverão existir no RSE serão da responsabilidade repartida do cidadão e do 
profissional de saúde. O conjunto mínimo de dados para o nível do tronco comum deverá 
incluir a identificação geral, alertas clínicos, problemas/diagnósticos; episódios/contexto; 
procedimento/intervenção; vacinação; medicação; análises/exames; etc. O nível de zona 
partilhada deverá ser constituído por conteúdos normalizados e deverá conter, entre outras 
informações, relatórios, notas de altas, cartas de transferência e exames.  
No que diz respeito às orientações face a ontologias, terminologias e sistemas de classifi-
cação, o RSE deverá adoptar o ICD 10 como sistema de classificação clínica em consenso 
com a OM apesar dos GDHs (que consistem num sistema de pagamento prospectivo) ainda 
não serem suportados nessa classificação. No entanto, cada instituição poderá escolher 
qual a terminologia a adoptar desde que a submissão da informação para o RSE seja reali-
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zada em ICD 10 (Borges, 2010). A classificação CIPE 2.0 será adoptada como sistema de 
classificação para a prática de enfermagem para o RSE. Quanto à troca de mensagens entre 
sistemas aplicacionais relacionadas com o RSE deverão ser feitas com base nas normas 
HL7 e DICOM (Borges, 2010). 
Existem ainda tópicos relativos ao RSE que não são consensuais e que terão de ser debati-
dos entre diferentes entidades tais como a CNPD, o CNECV (Conselho National de Ética 
para as Ciências da Vida), a Ordem dos Profissionais, as orientações europeias, entre 
outras, de modo a definir os requisitos necessários para garantir confidencialidade, integri-
dade, disponibilidade, verificação de identidade, controlos de acesso e auditabilidade. Des-
ta forma, a CNRSE (Comissão Nacional para o Registo de Saúde Electrónico), constituída 
por membros nomeados pelo Ministério da Saúde, irá acompanhar permanentemente os 
trabalhos em curso. De acordo com a complexidade da área da saúde, a CNRSE é composta 
por vários SG (subgrupos) designados por SG1 - Arquitectura Tecnológica, SG2 - Arqui-
tectura de Informação, SG3 - Semântica, SG4 - Segurança, SG5 - Comunicação e Gestão 
da Mudança e SG6 - Ético - Jurídico (ver figura abaixo) ("Portugal Tecnológico 2010 ", 
2010).  
 
Figura 5 - Esquematização do modelo de governação do RSE ("Portugal Tecnológico 2010 ", 2010) 
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Para além das dificuldades técnicas inerentes à implementação do RSE é ainda necessário 
o entendimento deste conceito por parte de todos os intervenientes (clínicos e não clínicos, 
prestadores de saúde e cidadãos em geral). Destaca-se igualmente que é provável que, 
rapidamente, surjam necessidades de customização (tais como a criação de campos adicio-
nais. etc.), de integração (mesmo que sejam determinados standards) do próprio RSE com 
outros sistemas, e da combinação de dados com o objectivo de obter informação de apoio à 
decisão ("Portugal Tecnológico 2010 ", 2010).  
Prevê-se que a passagem dos registos de saúde manuais para a sua versão digital seja um 
processo moroso uma vez que poderá sofrer vários ajustes ao longo do tempo. Para o efei-
to, a gestão de mudança para o RSE deverá contemplar aspectos como a divulgação da 
própria marca, a comunicação, a formação/sensibilização e a acessibilidade ao sistema (H. 
Martins, 2011). 
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13 Anexo IV- Componentes visuais e 
de reporting 
A implementação de interfaces gráficas atractivas, funcionais e de fácil utilização é uma 
das características mais importantes dos produtos de software sendo uma das principais 
responsáveis pela primeira impressão causada no utilizado. Desta forma procedeu-se a uma 
análise dos componentes visuais e de reporting existentes no mercado. 
13.1 Componentes visuais 
De modo a optar pelos componentes visuais para ASP.NET com a melhor relação qualida-
de/preço efectuou-se uma análise dos pacotes oferecidos pelas principais produtoras de 
componentes entre eles: 
• O ASP.NET AJAX Control Toolkit da CodePlex (Open Source Community); 
• O Web.UI 2011 for ASP.NET AJAX da ComponentArt®; 
• O Studio for ASP.NET WIJMO da ComponentOne®; 
• O DXperienceTM ASP.NET da DevExpressTM; 
• O NetAdvantage® for ASP.NET 2011 Vol. 1 da Infragistics®; 
• O User Interface Edition for ASP.NET da Syncfusion®; 
• O RadControls for ASP.NET AJAX da Telerik®; 
• E o Xceed Chart for ASP.NET da Xceed®. 
13.1.1 CodePlex (Open Source Community) - ASP.NET AJAX Control Toolkit 
Seguem-se, na tabela abaixo, exemplos de alguns dos componentes para ASP.NET dispo-
nibilizados pelo CodePlex (Open Source Community) no pacote ASP.NET AJAX Control 
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Toolkit ("ASP.NET AJAX - ASP.NET AJAX Control Toolkit", 2011a; , "ASP.NET AJAX 
- ASP.NET AJAX Control Toolkit", 2011b). 
Tabela 34 - Exemplos de alguns componentes disponibilizados no pacote ASP.NET AJAX Control Toolkit do 
CodePlex (Open Source Community)  
Fonte: ("ASP.NET AJAX - ASP.NET AJAX Control Toolkit", 2011a; , "ASP.NET AJAX - ASP.NET AJAX 
Control Toolkit", 2011b) 
Exemplos de componentes 
Accordion 
 
Calendar 
 
CollapsiblePanel 
 
HTMLEditor 
 
293 
 
NumericUpDown 
 
PagingBulletedList 
 
PasswordStrength 
 
 
 
PopupControl 
 
Rating 
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ReorderList 
 
ResizableControl 
 
Tabs 
 
ToggleButton 
 
ValidatorCallout 
 
 
Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 35 - Principais vantagens e desvantagens dos componentes do pacote ASP.NET AJAX Control Toolkit 
do CodePlex (Open Source Community)  
Fonte: Adaptado de ("ASP.NET AJAX - ASP.NET AJAX Control Toolkit", 2011a; , "ASP.NET AJAX - 
ASP.NET AJAX Control Toolkit", 2011b). 
Vantagens Desvantagens 
Preço: 0,00€. Tem pouco suporte (fórum). 
O código fonte está disponível. Não inclui ferramentas de reporting. 
As releases mais recentes já incluem mais de 40 
componentes. 
Tem pouca documentação e poucas demonstrações. 
- 
Já foram detectados vários erros nas releases mais 
recentes. 
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13.1.2 ComponentArt - Web.UI 2011 for ASP.NET AJAX 
Seguem-se, na tabela abaixo, exemplos de alguns dos componentes para ASP.NET dispo-
nibilizados pela ComponentArt no pacote Web.UI 2011 for ASP.NET AJAX ("Componen-
tArt - Product Licenses", 2011; , "ComponentArt - Web.UI 2011 for ASP.NET AJAX", 
2011). 
Tabela 36 - Exemplos de alguns componentes disponibilizados no pacote Web.UI 2011 for ASP.NET AJAX 
da ComponentArt 
Fonte: ("ComponentArt - Product Licenses", 2011; , "ComponentArt - Web.UI 2011 for ASP.NET AJAX", 
2011) 
Exemplos de componentes 
DataGrid 
 
Editor 
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MultiPage 
 
TreeView 
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Scheduler 
 
Calendar 
 
Gauge 
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Chart 
 
Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 37 - Principais vantagens e desvantagens dos componentes do pacote Web.UI 2011 for ASP.NET 
AJAX da ComponentArt 
Fonte: Adaptado de ("ComponentArt - Product Licenses", 2011; , "ComponentArt - Web.UI 2011 for 
ASP.NET AJAX", 2011). 
Vantagens Desvantagens 
Preço: desde 799,00$. Elevado custo do licenciamento. 
Tem suporte ( telefone, email, fóruns, etc.). 
Apenas inclui componentes para criação de gráfi-
cos. 
Tem documentação e demonstrações. Não inclui ferramentas de reporting. 
O licenciamento permite acesso a novas versões, e 
upgrades ilimitados durante um ano. 
- 
Permite aquisição dos componentes em pacotes 
mais pequenos ou individualmente. 
- 
13.1.3 ComponentOne - Studio for ASP.NET WIJMO 
Seguem-se, na tabela abaixo, exemplos de alguns dos componentes para ASP.NET dispo-
nibilizados pela ComponentOne no pacote Studio for ASP.NET WIJMO ("ComponentOne - 
ASP.NET AJAX. Ignited." 2011; , "ComponentOne Online Store", 2011). 
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Tabela 38 - Exemplos de alguns componentes disponibilizados no pacote Studio for ASP-NET WIJMO da 
ComponentOne 
Fonte: ("ComponentOne - ASP.NET AJAX. Ignited." 2011; , "ComponentOne Online Store", 2011) 
Exemplos de componentes 
Accordion 
 
Calendar 
 
Chart 
 
Gridview 
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Reportviewer 
 
Splitter 
 
Tabs 
 
Treeview 
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Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 39 - Principais vantagens e desvantagens do pacote Studio for ASP-NET WIJMO da ComponentOne 
Fonte: Adaptado de ("ComponentOne - ASP.NET AJAX. Ignited." 2011; , "ComponentOne Online Store", 
2011) 
Vantagens Desvantagens 
Tem componentes para visualização de reports. Preço: desde 895,00$. 
Tem documentação e demonstrações. Licenciamento por developer. 
Tem suporte (via telefone, email, fóruns, etc.). 
Não possui componentes para elaboração de 
reports. 
O licenciamento permite acesso a novas versões, e 
upgrades ilimitados durante um ano. 
- 
Elevada personalização dos componentes. - 
Interacção directa do utilizador com vários compo-
nentes. 
- 
Componentes apelativos. - 
13.1.4 DevExpress - DXperienceTM ASP.NET  
De seguida é possível visualizar, na tabela abaixo, o aspecto de alguns dos principais com-
ponentes para ASP.NET disponibilizados pela DevExpress no pacote DXperience ASP.NET 
("Devexpress™ - ASP.NET Controls and Libraries", 2011; , "Devexpress™ - XtraRe-
ports™ - Overview ", 2011; , "DXperience™ ASP.NET Subscription", 2011). 
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Tabela 40 - Exemplos de alguns componentes disponibilizados no pacote DXperienceTM ASP-NET da DevEx-
press  
Fonte: ("Devexpress™ - ASP.NET Controls and Libraries", 2011; , "Devexpress™ - XtraReports™ - Over-
view ", 2011; , "DXperience™ ASP.NET Subscription", 2011) 
Exemplos de componentes 
ASPxGridViewTM 
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ASPxperienceTM 
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XtraReportsTM 
 
305 
 
ASPxPivotGridTM 
 
ASPxScheldulerTM 
 
ASPxHTMLEditorTM 
 
306 
 
ASPxGaugesTM 
 
ASPxTreeListTM 
 
ASPxSpellCheckerTM 
 
Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 41 - Principais vantagens e desvantagens do pacote DXperienceTM ASP-NET da DevExpress  
Fonte: Adaptado de ("Devexpress™ - ASP.NET Controls and Libraries", 2011; , "Devexpress™ - XtraRe-
ports™ - Overview ", 2011; , "DXperience™ ASP.NET Subscription", 2011) 
Vantagens Desvantagens 
Preço: desde 799,00$. Licenciamento por developer. 
Terminando o licenciamento após um ano é 
vel continuar a utilizar os componentes (deixa-se 
- 
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apenas de ter acesso às novas actualizações);  
As renovações anuais do licenciamento é de cerca 
de 40% sobre o preço de aquisição. 
O licenciamento permite acesso a novas versões, e 
upgrades ilimitados durante um ano. 
- 
Inclui o pacote XtraReports (que inclui 
componentes de visualização e de edição de reports 
compatíveis com ASP.NET). 
- 
Tem boa documentação e boas demonstrações. - 
Tem suporte (via telefone, email, fóruns, etc.). - 
Permite uma elevada personalização dos compo-
nentes. 
- 
Permite a interacção directa do utilizador com 
vários componentes. 
- 
Tem componentes apelativos. - 
Possui um elevado número de funcionalidades por 
componente. 
- 
13.1.5 Infragistics - NetAdvantage® for ASP.NET 2011 Vol. 1 
Seguem-se, na tabela abaixo, alguns dos principais componentes para ASP.NET disponibi-
lizados pela Infragistics no pacote NetAdvantage for ASP.NET 2011 Vol. 1 ("Infragistics - 
NetAdvantage® for ASP.NET", 2011; , "NetAdvantage® for ASP.NET 2011 Vol. 1", 
2011). 
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Tabela 42 - Exemplos de alguns componentes disponibilizados no pacote NetAdvantage® for ASP.NET 2011 
Vol.1 da Infragistics 
Fonte: ("Infragistics - NetAdvantage® for ASP.NET", 2011; , "NetAdvantage® for ASP.NET 2011 Vol. 1", 
2011) 
Exemplos de componentes 
Data Grid 
 
Chart 
 
Captcha 
 
309 
 
WebGauge 
 
Explorer Bar 
 
HTML Editor 
 
WebSchedule 
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Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 43 - Principais vantagens e desvantagens dos componentes do pacote NetAdvantage for ASPNET 
2011 Vol.1 da Infragistics 
Fonte: Adaptado de  ("Infragistics - NetAdvantage® for ASP.NET", 2011; , "NetAdvantage® for ASP.NET 
2011 Vol. 1", 2011) 
Vantagens Desvantagens 
Tem documentação e samples. Preço: desde 995,00$. 
Tem suporte (via telefone, email, fóruns, chat onli-
ne, etc.). 
Licenciamento por developer. 
O licenciamento permite o acesso a novas versões, 
e upgrades ilimitados durante um ano. 
Não inclui ferramentas completas de reporting. 
Elevada personalização dos componentes. Não se conseguiram obter facilmente os trials. 
Interacção directa do utilizador com vários compo-
nentes. 
- 
Componentes apelativos. - 
13.1.6 Syncfusion® - User Interface Edition for ASP.NET 
De seguida podem ser visualizados, na tabela abaixo, alguns dos principais componentes 
para ASP.NET disponibilizados pela Syncfusion® no pacote User Interface Edition for 
ASP.NET ("Syncfusion® - Price List", 2011; , "Syncfusion® - User Interface Edition for 
ASP.NET", 2011). 
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Tabela 44 - Exemplos de alguns componentes disponibilizados no pacote User Interface Edition for 
ASP.NET AJAX da Syncfusion®  
Fonte: ("Syncfusion® - Price List", 2011; , "Syncfusion® - User Interface Edition for ASP.NET", 2011) 
Exemplos de componentes 
Grid 
 
 
Card View 
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Chart 
 
Schedule 
 
Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 45 - Principais vantagens e desvantagens dos componentes do pacote User Interface Edition for 
ASP.NET AJAX da Syncfusion® 
Fonte: Adaptado de ("Syncfusion® - Price List", 2011; , "Syncfusion® - User Interface Edition for 
ASP.NET", 2011). 
Vantagens Desvantagens 
Inclui componentes para ASP.NET, ASP.NET MVC, 
Windows Forms, WPF e Silverlight.  
Preço: desde 1695,00$. 
Tem suporte (email, fóruns, etc.). 
Elevado preço de renovação da subscrição (desde 
765,00$). 
Tem documentação e samples. 
Não existem pacotes direccionados apenas a uma 
tecnologia. 
A maioria dos componentes pode ser adquirida em 
pacotes mais pequenos. 
Não inclui ferramentas de reporting. 
O licenciamento permite acesso a novas versões, e - 
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upgrades ilimitados durante um ano. 
Permite aquisição parcial do componentes deste 
pacote através de pacotes mais pequenos. 
- 
 
13.1.7 Telerik - RadControls for ASP.NET AJAX 
Seguem-se, na tabela abaixo, exemplos de alguns dos componentes para ASP.NET dispo-
nibilizados pela Telerik no pacote RadControls for ASP.NET AJAX ("Individual ASP.NET 
AJAX", 2011; , "RadControls for ASP.NET AJAX", 2011). 
Tabela 46 - Exemplos de alguns componentes disponibilizados no pacote RadControls for ASP.NET AJAX da 
Telerik 
Fonte: ("Individual ASP.NET AJAX", 2011; , "RadControls for ASP.NET AJAX", 2011) 
Exemplos de componentes 
Calendar 
 
Grid 
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Menu 
 
TreeView 
 
PanelBar 
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Splitter 
 
RibbonBar 
 
Editor 
 
Chart 
 
Rating 
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Captcha 
 
Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 47 - Principais vantagens e desvantagens dos componentes do pacote RadControls for ASP.NET 
AJAX da Telerik 
Fonte: Adaptado de ("Individual ASP.NET AJAX", 2011; , "RadControls for ASP.NET AJAX", 2011) 
Vantagens Desvantagens 
Preço: desde 799,00$. Licenciamento por developer. 
Tem documentação e samples. Não inclui ferramentas de reporting. 
Tem suporte (via telefone, email, fóruns, etc.). 
Este tipo de licenciamento não permite aceder a 
major updates nem prioridade de suporte. 
Elevada personalização dos componentes. - 
Interacção directa do utilizador com vários compo-
nentes. 
- 
Componentes apelativos. - 
13.1.8 Xceed - Xceed Chart for ASP.NET 
Seguem-se exemplos, na tabela abaixo, de alguns dos componentes para ASP.NET dispo-
nibilizados pela Xceed no pacote Xceed Chart for ASP.NET ("Xceed Chart for ASP.NET - 
Intro", 2011; , "Xceed Chart for ASP.NET - Pricing & Purchase", 2011). 
Tabela 48 - Exemplos de alguns componentes disponibilizados no pacote User Interface Edition for 
ASP.NET AJAX da Syncfusion  
Fonte: ("Xceed Chart for ASP.NET - Intro", 2011; , "Xceed Chart for ASP.NET - Pricing & Purchase", 
2011). 
Exemplos de componentes 
Chart 
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Na tabela abaixo é possível consultar as principais vantagens e desvantagens constatadas 
no pacote de componentes referido anteriormente. 
Tabela 49 - Principais vantagens e desvantagens dos componentes do pacote Xceed Chart for ASP.NET AJAX 
da Xceed  
Fonte: Adaptado de ("Xceed Chart for ASP.NET - Intro", 2011; , "Xceed Chart for ASP.NET - Pricing & 
Purchase", 2011) 
Vantagens Desvantagens 
Tem suporte (telefone, email, fóruns, etc.). Preço: desde 849,95€. 
Tem documentação e samples. Elevado custo do licenciamento. 
O licenciamento permite acesso a novas versões, e 
upgrades ilimitados durante um ano. 
Apenas inclui componentes para criação de gráfi-
cos. 
Permite aquisição dos componentes em pacotes 
mais pequenos individualmente. 
Não inclui ferramentas de reporting. 
13.2 Componentes de reporting 
Tendo em conta a necessidade da escolha de uma ferramenta de reporting compatível com 
ASP.NET, segue-se uma lista dos principais pacotes ou ferramentas analisados que conte-
nham esse tipo de componentes: 
• ComponentOne® - Reports for .NET Designer Edition® 
• DevExpressTM - XtraReportsTM 
• Infragistics® - NetAdvantage® Ultimate 
• Microsoft® - Microsoft® SQL Server 2008 R2 Report Builder® 
• Open Software - MyNeoReport 
• Open Source - fyiReporting 
• SAP Crystal Reports® - Crystal Reports 2011® 
• Syncfusion® - Reporting Edition® 
• Telerik® - Reporting® 
13.2.1 ComponentOne® - Reports for .NET Designer Edition® 
É possível pré-visualizar, de seguida, o aspecto dos principais componentes de reporting 
do pacote Reports for .NET Designer Edition® da ComponentOne® ("Reports for .NET 
Designer Edition ", 2011) ("ComponentOne Online Store ", 2011). 
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Tabela 50 - Capturas de ecrã dos principais componentes de reporting do pacote Reports for .NET Designer 
Edition® da ComponentOne®  
Fonte: ("ComponentOne Online Store ", 2011; , "Reports for .NET Designer Edition ", 2011) 
Exemplo de Componentes 
Designer 
 
Viewer 
 
Na tabela abaixo encontram-se resumidas as principais vantagens e desvantagens do pacote 
de componentes de reporting referido anteriormente. 
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Tabela 51 - Principais vantagens e desvantagens do pacote Reports for .NET Designer Edition® da Compo-
nentOne® 
Fonte: Adaptado de ("ComponentOne Online Store ", 2011; , "Reports for .NET Designer Edition ", 2011) 
Vantagens Desvantagens 
Tem documentação e demonstrações. Preço: desde 1995,00$ 
Tem suporte. - 
O licenciamento permite acesso a novas versões, e 
upgrades ilimitados durante um ano. 
- 
Suporta diferentes tipos de datasources (inclusivé 
datasources sem ligação directa a uma base de 
dados). 
- 
13.2.2 DevExpressTM - XtraReportsTM 
Seguem algumas capturas de ecrã dos principais componentes de reporting do pacote 
XtraReportsTM  da DevExpressTM ("Devexpress™ - XtraReports™ - ASP.NET Reporting", 
2011; , "XtraReportsTM for ASP.NET", 2011). 
Tabela 52 - Capturas de ecrã dos principais componentes de reporting do pacote XtraReportsTM da DevEx-
pressTM  
Fonte: ("Devexpress™ - XtraReports™ - ASP.NET Reporting", 2011; , "XtraReportsTM for ASP.NET", 
2011) 
Exemplo de Componentes 
Report De-
signer (Micro-
soft® Visual 
Studio®) 
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Viewer para 
ASP.NET 
 
É possível consultar, na tabela abaixo, as principais vantagens e desvantagens do pacote de 
componentes de reporting referido anteriormente. 
Tabela 53 - Principais vantagens e desvantagens do pacote XtraReportsTM da DevExpressTM 
Fonte: Adaptado de ("Devexpress™ - XtraReports™ - ASP.NET Reporting", 2011; , "XtraReportsTM for 
ASP.NET", 2011) 
Vantagens Desvantagens 
Preço: desde 349,00$, no entanto este pacote vem 
frequentemente incluído noutros sem custos adicio-
nais. 
Licenciamento pago. 
Terminando o licenciamento após um ano é 
vel continuar a utilizar os componentes (deixando-
se apenas de ter acesso às novas actualizações).  A 
- 
321 
 
renovação anual do licenciamento é de cerca de 
40% sobre o preço de aquisição. 
Funciona em várias plataformas (ASP.NET, Win-
Forms, WPF e Silverlight). 
- 
Integra com o Microsoft® Visual Studio® 2010. - 
Suporta diferentes tipos de datasources (inclusivé 
datasources sem ligação directa a uma base de 
dados). 
- 
Tem documentação e demonstrações. - 
Tem suporte. - 
13.2.3 Infragistics® - NetAdvantage® Ultimate 
De seguida, é possível pré-visualizar, o aspecto dos principais componentes de reporting 
do pacote NetAdvantage® Ultimate® da Infragistics® ("Introducing NetAdvantage Repor-
ting", 2011; , "Products Overview - NetAdvantage® Ultimate", 2011). 
Tabela 54 - Capturas de ecrã dos principais componentes de reporting do pacote NetAdvantage® Ultimate da 
Infragistics® 
Fonte: ("Introducing NetAdvantage Reporting", 2011; , "Products Overview - NetAdvantage® Ultimate", 
2011) 
Exemplo de Componentes 
Report Designer 
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Report Viewer 
 
Na tabela abaixo encontram-se resumidas as principais vantagens e desvantagens do pacote 
de componentes de reporting referido anteriormente. 
Tabela 55 - Principais vantagens e desvantagens do pacote NetAdvantage® Ultimate da Infragistics® 
Fonte: Adaptado de  ("Introducing NetAdvantage Reporting", 2011; , "Products Overview - NetAdvantage® 
Ultimate", 2011) 
Vantagens Desvantagens 
Tem documentação e demonstrações. 
Preço: desde 1895,00$, uma vez que as ferramentas 
de reporting apenas estão disponíveis no pacote 
Ultimate. 
Funciona em várias plataformas (ASP.NET, Win-
dows Forms, Silverlight e WPF). 
- 
Suporta diferentes tipos de datasources (inclusivé 
datasources sem ligação directa a uma base de 
dados). 
- 
13.2.4 Microsoft® - Microsoft® SQL Server 2008 R2 Report Builder® 
Seguem algumas capturas de ecrã das principais principais ferramentas do Microsoft® SQL 
Server 2008 R2 Report Builder® da Microsoft® ("Microsoft® SQL Server® - Business 
Intelligence - Reporting Services", 2011; , "Microsoft® SQL Server® - Buy It - How to 
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Buy", 2011; , "Microsoft® SQL Server® - Compare Microsoft SQL Server Editions", 
2011). 
Tabela 56 - Capturas de ecrã das principais ferramentas de reporting do Microsoft® SQL Server 2008 R2 
Report Builder® da Microsoft® 
Fonte: ("Microsoft® SQL Server® - Business Intelligence - Reporting Services", 2011; , "Microsoft® SQL 
Server® - Buy It - How to Buy", 2011; , "Microsoft® SQL Server® - Compare Microsoft SQL Server Edi-
tions", 2011) 
Exemplo de Componentes 
Report Builder 
 
324 
 
RDL Viewer 
 
É possível consultar, na tabela abaixo, as principais vantagens e desvantagens do pacote de 
componentes de reporting referido anteriormente. 
Tabela 57 - Principais vantagens e desvantagens das ferramentas de reporting do Microsoft® SQL Server® 
2008 R2 Report Builder® da Microsoft® 
Fonte: Adaptado de ("Microsoft® SQL Server® - Business Intelligence - Reporting Services", 2011; , "Mi-
crosoft® SQL Server® - Buy It - How to Buy", 2011; , "Microsoft® SQL Server® - Compare Microsoft 
SQL Server Editions", 2011) 
Vantagens Desvantagens 
Pode ser usado com a versão Express do Micro-
soft® SQL Server®. 
Caso seja necessário fazer upgrade à versão 
Express, é necessário licenciamento para o 
Microsoft® SQL Server® (preço desde 3500$ por 
processador). 
Tem documentação e demonstrações. - 
Tem suporte. - 
Suporta diferentes tipos de datasources (SQL 
Azure, SQL Server Parallel Data Warehouse, 
Oracle, Teradata, SAP NetWeaver BI, etc.). 
- 
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13.2.5 Open Software - MyNeoReport 
É possível pré-visualizar, de seguida, o aspecto das principais ferramentas do programa 
open-source MyNeoReport ("SourceForge - MyNeoReport Designer", 2011). 
Tabela 58 - Capturas de ecrã das principais ferramentas de reporting do programa open-source MyNeoReport 
Fonte: ("SourceForge - MyNeoReport Designer", 2011) 
Exemplo de Componentes 
MyNRDesigner 
 
MyNRViewer 
 
Na tabela abaixo encontram-se resumidas as principais vantagens e desvantagens do pacote 
de componentes de reporting referido anteriormente. 
Tabela 59 - Principais vantagens e desvantagens das ferramentas de reporting do programa open-source 
MyNeoReport  
Fonte: Adaptado de ("SourceForge - MyNeoReport Designer", 2011) 
Vantagens Desvantagens 
Preço: 0,00$, Open Software, ao abrigo da licença Apenas as fontes do designer se encontram dispo-
326 
 
OSL (Open Source License) 3.0. níveis. 
- Tem pouca documentação disponível. 
- 
A maioria das referências acerca do produto já não 
existe. 
- Tem poucas formas de obter suporte. 
- 
Componente de visualização e de edição com 
aspecto desactualizado. 
- 
Funcionamento pouco intuitivo do componente de 
edição. 
13.2.6 Open Source - fyiReporting 
Seguem algumas capturas de ecrã das principais ferramentas do programa open-source 
fyiReporting ("fyiReporting Software, LLC - Home", 2011).  
Tabela 60 - Capturas de ecrã das principais ferramentas de reporting do programa open-source fyiReporting 
Fonte: ("fyiReporting Software, LLC - Home", 2011). 
Exemplo de Componentes 
Rdl Designer 
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Rdl Reader 
 
É possível consultar, na tabela abaixo, as principais vantagens e desvantagens do pacote de 
componentes de reporting referido anteriormente. 
Tabela 61 - Principais vantagens e desvantagens das ferramentas de reporting do programa open-source 
fyiReporting 
Fonte: Adaptado de ("fyiReporting Software, LLC - Home", 2011) 
Vantagens Desvantagens 
Preço: 0,00$ (Open-Source ao abrigo da licença 
Apache versão 2.0.). 
Apresenta algumas incompatibilidades com o Micro-
soft® Visual Studio® 2010. 
As fontes de todos os componentes encontram-
se disponíveis para manipulação. 
Tem apenas alguma documentação disponível. 
Inclui ferramenta para linha de comandos. Tem poucos meios de suporte (apenas fórum). 
Funciona em várias plataformas (ASP.NET e 
Windows® Forms). 
Componentes com aspecto desactualizado. 
Suporta diferentes tipos de datasources (inclusi-
vé datasources sem ligação directa a uma base 
de dados). 
- 
13.2.7 SAP Crystal Reports® - Crystal Reports 2011® 
O Crystal Reports® tem actualmente várias parcerias de renome (tais como a Microsoft®, 
a Oracle®, etc.). A nível nacional, o software PRIMAVERA, utiliza esta ferramente de 
reporting para a criação de relatórios (Oliveira, 2003). É possível pré-visualizar, de segui-
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da, o aspecto das principais ferramentas do programa Crystal Reports 2011® da SAP Crys-
tal Reports® ("Online Store - SAP Crystal Reports", 2011; , "SAP® Crystal Solutions®", 
2011). 
Tabela 62 - Capturas de ecrã das principais ferramentas do programa Crystal Reports 2011®da SAP Crystal 
Reports®  
Fonte: ("Online Store - SAP Crystal Reports", 2011; , "SAP® Crystal Solutions®", 2011) 
Exemplo de Componentes 
SAP 
Crystal 
Reports 
 
SAP 
Crystal 
Reports 
Viewer 
 
 
Na tabela abaixo encontram-se resumidas as principais vantagens e desvantagens do pacote 
de componentes de reporting referido anteriormente. 
Tabela 63 - Principais vantagens e desvantagens das ferramentas de reporting do programa Crystal Reports 
2011®da SAP Crystal Reports® 
Fonte: Adaptado de ("Online Store - SAP Crystal Reports", 2011; , "SAP® Crystal Solutions®", 2011) 
Vantagens Desvantagens 
Ferramenta conhecida e consolidada no merca- Preço: desde 495,00$. 
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do. 
Suporta vários tipos de datasources. 
Existem casos em que é necessário pagar royalties pela 
utilização do produto. 
Tem documentação e demonstrações. - 
Tem suporte. - 
Existe uma ferramenta gratuita para visualização 
de relatórios feitos em SAP Crystal Reports. 
- 
13.2.8 Syncfusion® - Reporting Edition® 
Seguem algumas capturas de ecrã dos principais componentes de reporting do pacote 
Reporting Edition® da Syncfusion® ("Product Review: Syncfusion Essential Studio 2010 
Volume 2", 2011; , "Syncfusion® - Essential Studio Reporting Edition", 2011). 
Tabela 64 - Capturas de ecrã dos principais componentes de reporting do pacote Reporting Edition® da 
Syncfusion® 
Fonte: ("Product Review: Syncfusion Essential Studio 2010 Volume 2", 2011; , "Syncfusion® - Essential 
Studio Reporting Edition", 2011) 
Exemplo de Componentes 
Report Builder ou 
Report Designer 
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Essential Report 
Viewer 
 
É possível consultar, na tabela abaixo, as principais vantagens e desvantagens do pacote de 
componentes de reporting referido anteriormente. 
Tabela 65 - Principais vantagens e desvantagens dos componentes de reporting do pacote Reporting Edi-
tion® da Syncfusion®  
Fonte:("Product Review: Syncfusion Essential Studio 2010 Volume 2", 2011; , "Syncfusion® - Essential 
Studio Reporting Edition", 2011). 
Vantagens Desvantagens 
Funciona em várias plataformas (ASP.NET, 
ASP.NET MVC, Windows® Forms, Silverlight e 
WPF). 
Preço: desde 1695,00$. 
- 
Elevado preço de renovação da subscrição (desde 
765,00$). 
- 
Documentação online escassa e de consulta pouca 
prática. 
- O report builder ou designer é um Add-On. 
 
331 
 
13.2.9 Telerik® - Reporting® 
É possível pré-visualizar, de seguida, o aspecto dos principais componentes de reporting 
do pacote Reporting® da Telerik® ("Telerik - Purchase - Purchase Individual Product", 
2011; , "Telerik - Telerik Reporting - The Easiest Way to Create and Style .Net Reports", 
2011). 
Tabela 66 - Capturas de ecrã dos principais componentes de reporting do pacote Reporting® da Telerik®  
Fonte: ("Telerik - Purchase - Purchase Individual Product", 2011; , "Telerik - Telerik Reporting - The Easiest 
Way to Create and Style .Net Reports", 2011) 
Exemplo de Componentes 
Designer 
 
Viewer 
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Na tabela abaixo encontram-se resumidas as principais vantagens e desvantagens do pacote 
de componentes de reporting referido anteriormente. 
Tabela 67 - Principais vantagens e desvantagens dos componentes de reporting do pacote Reporting® da 
Telerik® 
Fonte: Adaptado de ("Telerik - Purchase - Purchase Individual Product", 2011; , "Telerik - Telerik Reporting 
- The Easiest Way to Create and Style .Net Reports", 2011) 
Vantagens Desvantagens 
Funciona em várias plataformas (ASP.NET, 
ASP.NET MVC, Azure, Windows Forms, Silverlight 
e WPF). 
Preço: desde 399,00$. 
Tem documentação e demonstrações. - 
Tem suporte. - 
Integra com o Microsoft® Visual Studio® 2010. - 
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14 Anexo V - Cifragem dos canais de 
transporte 
De acordo com a arquitectura proposta, a cifragem dos canais de transporte foi feita a nível 
do canal entre as aplicações clientes e os serviços, e dos serviços à base de dados. 
Relativamente à cifragem do canal de transporte das aplicações clientes aos serviços esta 
foi feita com base em HTTPS/SSL. Para o efeito, foi necessário: 
• Verificar a existência de certificados no servidor; 
• Obter um certificado: 
o Criar um certificado auto-assinado; 
o Ou adquirir um certificado. 
• Efectuar a configuração do servidor aplicacional (IIS); 
• Efectuar a configuração dos serviços WCF nos servidores de serviços utilizados; 
• E ignorar a validação dos certificados do servidor nas aplicações clientes (no caso 
de ser usado um certificado inválido). 
Quanto à cifragem do canal de transporte dos serviços à base de dados esta foi feita com 
base igualmente em SSL e para o efeito foi necessário: 
• Verificar se a compilação servidor de dados suporta SSL; 
• Instalar o OpenSSL; 
• Gerar os certificados SSL; 
• Referenciar os certificados SSL no servidor de dados; 
• Reiniciar o servidor; 
• Verificar a activação das funcionalidades do SSL no servidor de dados; 
• Alterar a connection string. 
334 
 
14.1 Cifragem do canal de transporte das aplicações clientes aos 
serviços 
De seguida são apresentados os procedimentos efectuados para a cifragem do canal de 
transporte das aplicações clientes aos serviços WCF. 
14.1.1 Verificar a existência de certificados no servidor 
De acordo com as capturas de ecrã abaixo, a existência dos certificados no servidor (em 
utilização ou não) podem ser verificados através do Gestor de Serviços de Informação 
Internet (IIS), através da opção "Certificados do Servidor" disponível no painel central, no 
separador IIS. 
 
Figura 134 - Captura de ecrã da janela do IIS com destaque da localização da opção para consulta dos certifi-
cados existentes no servidor 
Após a selecção da opção anterior, deverão ser apresentados no painel central os certifica-
dos de servidor disponíveis de acordo com a captura de ecrã abaixo. 
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Figura 135 - Painel de certificados de servidor. 
14.1.2 Obter um certificado 
Não existindo nenhum certificado que possa ser utilizado, é possível criar para efeitos de 
desenvolvimento e testes um certificado auto-assinado, ou fazer uma requisição para a 
aquisição de um certificado. Salienta-se que é igualmente possível importar um certificado 
caso este já exista através da opção "Importar" do painel de "Acções" do "Gestor de Servi-
ços de Informação Internet" (IIS). 
A criação do certificado auto-assinado pode ser feito directamente no "Gestor de Serviços 
de Informação Internet" (IIS) através da opção destacada na captura de ecrã abaixo. 
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Figura 136 - Captura de ecrã da janela do IIS com destaque da localização da opção para criação de um certi-
ficado auto-assinado 
Tal como é visível na captura de ecrã abaixo, a criação do certificado auto-assinado apenas 
requer a especificação de um nome amigável para o certificado. 
 
Figura 137 - Captura de ecrã da janela de criação de um certificado auto-assinado 
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Em alternativa à criação de um certificado auto-assinado, pode ser feita a requisição de um 
certificado e, posteriormente, a aquisição de um certificado. A requisição para aquisição de 
um certificado pode ser feita directamente no "Gestor de Serviços de Informação Internet" 
(IIS) através da opção "Criar Requisição de Certificado..." do painel de "Acções" destaca-
da abaixo. 
 
Figura 138 - Captura de ecrã da janela do IIS com destaque da localização da opção para criação da requisi-
ção de certificado 
A criação da requisição de certificado requer o preenchimento de algumas propriedades 
descritas de seguida: 
1. Propriedades de nome único (ver captura de ecrã abaixo); 
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Figura 139 - Captura de ecrã da janela de requisição de certificado devidamente preenchida 
2. Propriedades do fornecedor de serviços criptografia (ver captura de ecrã abaixo), 
 
Figura 140 - Captura de ecrã da janela de requisição de certificado com as propriedades do fornecedor de 
serviços de criptografia devidamente preenchidas 
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Salienta-se que alguns fornecedores de serviços de criptografia fazem alguma restrições ou 
exigências relativamente a algumas propriedades de modo a que é aconselhável verificar 
primeiro quais as condições do fornecedor (estas são, normalmente, fáceis de obter). A 
título de demonstração foi escolhido o fornecedor de serviços Thawte que permite a emis-
são de certificados de teste válidos durante 21 dias. No caso deste fornecedor o compri-
mento da chave de cifragem tem de ser de pelo menos 1024 bits; 
3. Nome do ficheiro em que ficará guardada o pedido de requisição (ver captura de ecrã 
abaixo). 
 
 
Figura 141 - Captura de ecrã da janela de requisição do certificado como o nome do ficheiro em que esta 
deverá ficar guardada 
4. O ficheiro guardado no passo que contém a requisição do certificado, ao ser aberto com 
um editor de texto (como o Notepad), deverá ter um aspecto semelhante à captura de 
ecrã que se segue. 
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Figura 142 - Captura de ecrã do conteúdo do ficheiro com a requisição do certificado 
Depois da requisição do certificado estar concluída, deverá ser feita a aquisição do certifi-
cado junto de um fornecedor de serviços de criptografia. Segue-se um exemplo desse 
mesmo procedimento feito junto do fornecedor de serviços de criptografia referido ante-
riormente. 
Após aceder ao site do fornecedor de serviços de criptografia (neste caso, 
www.thawte.com), escolheu-se a opção de criação de um certificado SSL de demonstração 
(Trial). Salienta-se que o processo de aquisição de um certificado de demonstração deverá 
ser bastante semelhante à de um certificado "normal". 
Neste caso, a aquisição do certificado contém apenas quatro passos descritos de seguida. 
Após a leitura das condições apresentadas no primeiro passo (ver captura de ecrã abaixo) é 
possível passar para o passo seguinte através da opção "Continue". 
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Figura 143 - Captura de ecrã do primeiro passo para a aquisição de um certificado (SSL - Options) 
De acordo com a captura de ecrã abaixo, o segundo passo consiste no preenchimento dos 
dados para contacto técnico. Salienta-se que os dados deverão estar de acordo com o que 
foi introduzido na requisição do certificado, caso contrário, a conclusão do passo seguinte 
irá falhar no momento de validação da informação com a requisição do certificado. 
 
Figura 144 - Captura de ecrã do segundo passo para a aquisição de um certificado (SSL - Technical Contact) 
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De acordo com a captura de ecrã abaixo, o terceiro passo para a aquisição do certificado 
requer a indicação da plataforma do servidor (neste caso, MSIIS7, ou seja, o Microsoft® 
Internet Information Services® 7) e o respectivo CSR (Certificate Signing Request) corres-
pondente ao conteúdo do ficheiro guardado anteriormente que possui a requisição do certi-
ficado. Após o preenchimento dessa informação deverá ser seleccionada a opção Continue.  
 
Figura 145 - Captura de ecrã do terceiro passo para a aquisição de um certificado (SSL - CSR) 
Caso os dados da requisição estejam válidos e de acordo com o que foi introduzido no 
segundo passo, o processo irá prosseguir para o quarto e último passo (ver captura de ecrã 
abaixo). Para finalizar o processo, deverão ser aceites os termos apresentados e selecciona-
da a opção "Submit". 
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Figura 146 - Captura de ecrã do quarto passo para a aquisição de um certificado (SSL - Summary) 
Após esta operação serão enviados para o endereço de correio electrónico indicado no 
segundo passo o certificado SSL de demonstração (Thawte Trial SSL Certificate), o certifi-
cado intermédio (Thawte Trial Secure Server Intermediate CA) e o certificado da Root CA 
de teste (Thawte Test CA Root Certificate). Os certificados são enviados sob a forma de 
texto como se pode verificar com as capturas de ecrã que se seguem. 
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Figura 147 - Captura de ecrã do conteúdo do certificado SSL de demonstração (Thawte Trial SSL Certificate) 
 
Figura 148 - Captura de ecrã do conteúdo do certificado intermédio (Thawte Trial Secure Server Intermedia-
te CA) 
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Figura 149 - Captura de ecrã do conteúdo do certificado da Root CA de teste (Thawte Test CA Root Certifica-
te) 
O conteúdo de cada um dos certificados anteriores deverá ser guardado sob a extensão .cer 
(para o efeito, pode ser usado o Notepad alterando a extensão do ficheiro no momento da 
gravação). Após esta operação os ficheiros deverão ter o aspecto visível abaixo. 
    
Figura 150 - Aspecto dos certificados após gravação sob extensão .cer 
O certificado intermédio (Thawte Trial Secure Server Intermediate CA) e o certificado da 
root CA de teste (Thawte Test CA Root certificate) podem ser instalados através da própria 
opção "Instalar certificado..". após fazer duplo clique sobre cada um dos certificados (ver 
captura de ecrã abaixo). 
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Figura 151 - Captura de ecrã da janela "Certificado" com destaque da opção de instalação do mesmo 
Para finalizar a instalação de cada um dos certificados poderá ser seguido o Wizard apre-
sentado confirmando as opções seleccionadas por defeito. 
Após finalizar a instalação do certificado intermédio (Thawte Trial Secure Server Interme-
diate CA) e do certificado da Root CA de teste (Thawte Test CA Root Certificate), o certifi-
cado SSL de demonstração deverá ser usado para concluir a requisição de certificado. Para 
o efeito será necessário seleccionar a opção destacada na captura de ecrã abaixo que pode 
ser encontrada no painel "Acções" do "Gestor de Serviços de Informação Internet" (IIS). 
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Figura 152 - Captura de ecrã da janela do IIS com destaque da localização da opção para conclusão da requi-
sição de certificado 
Depois da selecção da opção anterior, será apresentada a janela abaixo onde deverá ser 
indicado o caminho para o certificado SSL de demonstração recebido por correio electróni-
co, após este ter sido transformado num ficheiro com extensão .cer, e indicado um nome 
amigável pelo qual será identificado o certificado. 
 
Figura 153 - Captura de ecrã da janela "Concluir Requisição de Certificado" 
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Após o preenchimento dos dados dessa janela bastará seleccionar a opção "OK" para fina-
lizar o processo. Depois desta operação, o certificado deverá estar listado na janela de cer-
tificados do servidor. De acordo com a janela abaixo, destacam-se as informações relativas 
ao fornecedor de serviços de criptografia que emitiu o certificado e a data de expiração. 
 
Figura 154 - Captura de ecrã parcial da janela do IIS referente aos Certificados de Servidor 
Salienta-se que ao se fazer um duplo clique sobre o certificado a partir do painel anterior, é 
possível ver os dados do certificado em causa (ver captura de ecrã abaixo na qual foi desta-
cada a informação considerada mais relevante). 
 
Figura 155 - Captura de ecrã do certificado SSL de demonstração (separador Geral) 
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Figura 156 - Captura de ecrã do certificado SSL de demonstração (separador Detalhes) 
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Figura 157 - Captura de ecrã do SSL de demonstração (separador Caminho da Certificação) 
De acordo com a captura de ecrã anterior, salienta-se que o caminho da certificação inclui 
o certificado SSL de demonstração, o certificado intermédio e o certificado da Root CA de 
teste (Thawte Test CA Root Certificate). Apenas o certificado da Root CA não apresenta 
um estado "OK", o que é explicado pelo facto deste não ser considerado fidedigno uma vez 
que se trata de uma Root CA propositadamente inválida fornecida pelo fornecedor de ser-
viços de criptografia para efeitos de demonstração. Caso não se tratasse de um certificado 
de demonstração, o estado do certificado anterior também seria OK (esta informação foi 
confirmada junto do suporte técnico do fornecedor de serviços de criptografia utilizado).  
14.1.3 Efectuar a configuração do servidor aplicacional (IIS) 
Para configurar o servidor aplicacional (IIS) efectuaram-se os passos descritos de seguida 
("How to Set Up SSL on IIS 7 ", 2007). 
Em primeiro lugar, verificou-se a inexistência de associações a certificados SSL no servi-
dor utilizado através do comando abaixo digitado na linha de comandos. 
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Figura 158 - Captura de ecrã da execução do comando para a verificação da associação de certificados no 
servidor 
Não havendo enlaces de nenhum certificado SSL, iniciou-se o procedimento habitual de 
criação de um Site para o projecto em causa. Deste modo, no "Gestor de Serviços de 
Informação Internet" (IIS), no painel de "Ligações", seleccionou-se a opção "Adicionar 
Web Site" após clicar com o botão direito do rato sobre Sites (ver captura de ecrã abaixo). 
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Figura 159 - Captura de ecrã parcial da janela do IIS com destaque da opção para adicionar um novo Web 
Site 
Após a selecção da opção anterior, é apresentada a janela de configuração do novo Web 
Site. Para além das opções habituais, destacou-se na captura de ecrã que se segue, as confi-
gurações necessárias para o funcionamento do site sob HTTPS/SSL. Salienta-se que por 
defeito a porta sugerida para ligações HTTPS é a 443, no entanto, estando esta em utiliza-
ção, optou-se por outra porta disponível (neste caso, a porta 90). 
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Figura 160 - Captura de ecrã da janela "Adicionar Web Site" com a configuração do mesmo 
Após a conclusão do ponto anterior, ao executar o comando abaixo na linha de comandos, 
já deverá estar visível o enlace de certificado SSL configurado anteriormente (ver captura 
de ecrã abaixo). 
 
Figura 161 - Captura de ecrã da execução do comando de verificação da existência de enlaces de certificados 
SSL 
354 
 
De seguida, as definições SSL podem ser verificadas através da opção "Definições de SSL", 
do painel central, apresentado ao seleccionar o Web Site criado no ponto anterior. Salienta-
se que para cada aplicação criada para determinado Web Site, existe igualmente a opção 
"Definições de SSL" à semelhança do próprio Web Site. 
 
Figura 162 - Captura de ecrã da janela do IIS com destaque da opção das Definições de SSL 
De acordo com o que foi referenciado anteriormente, definiu-se que deverá ser sempre 
exigido SSL para acesso e utilização do Web Site em causa, e de que os certificados clien-
tes seriam ignorados (ver captura de ecrã baixo). 
 
Figura 163 - Captura de ecrã da janela de IIS com destaque do painel de Definições de SSL 
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Para se verificar o funcionamento das configurações do Web Site e das definições SSL, 
pode-se aceder ao Web Site directamente através da opção Procurar disponível no painel 
de "Acções" (ver captura abaixo). 
 
Figura 164 - Captura de ecrã da janela de IIS com destaque da localização da opção para lançamento do Web 
Site no browser por defeito 
Segundo a captura de ecrã abaixo, ao seleccionar a opção anterior, o browser usado por 
defeito é aberto apresentando o URL do site configurado sobre HTTPS, juntamente com 
uma mensagem relativa a um problema com o certificado de segurança (esta situação é 
normal uma vez que foi utilizado na configuração do Web Site o certificado de demonstra-
ção obtido anteriormente). 
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Figura 165 - Captura de ecrã do Web Site aberto no browser por defeito a correr sobre HTTPS 
Ao seleccionar a opção "Prosseguir para o Web Site (não recomendado)" a partir do ecrã 
anterior, é possível aceder ao "Erro de Certificado" clicando sobre essa mesma opção. É 
igualmente possível ver o certificado (tanto no IE8 como no Firefox 4.0). Para o efeito, no 
IE8, basta clicar sobre o "Erro de Certificado" na barra de endereço e, de seguida, escolher 
a opção "Ver certificados". 
 
Figura 166 - Captura de ecrã parcial com destaque do acesso ao certificado a partir do IE8 
No Firefox 4.0. o certificado pode ser acedido através da um clique sobre o nome do servi-
dor (neste caso, localhost), seleccionar a opção "Mais Informações" que abrirá uma nova 
janela com informações acerca da página em visualização no browser. Nessa mesma janela 
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o certificado propriamente dito pode ser visto através da selecção da opção "Ver Certifica-
do", disponível no separador "Segurança" da janela anterior (ver capturas de ecrã abaixo). 
 
Figura 167 - Captura de ecrã parcial com destaque da opção que permite aceder às informações da página, 
que por sua vez, permite aceder ao certificado a partir do Firefox 4.0 
 
Figura 168 - Captura de ecrã da janela de "Informação de Página" com destaque da opção de acesso ao certi-
ficado a partir do Firefox 4.0 
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Segundo o que foi descrito anteriormente, é possível verificar o certificado que está em uso 
no browser para a página que está a ser acedida. Tal como esperado, o certificado em utili-
zação corresponde ao certificado SSL de demonstração. 
Seguem-se as capturas de ecrã com as informações relativas ao certificado em utilização, 
através do IE8. 
 
Figura 169 - Captura de ecrã da janela de "Certificado" com destaque da informação disponibilizada acerca 
do certificado pelo IE8 (separador "Geral") 
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Figura 170 - Captura de ecrã da janela de "Certificado" com destaque da informação disponibilizada acerca 
do certificado pelo IE8 (separador "Detalhes") 
 
Figura 171 - Captura de ecrã da janela de "Certificado" com destaque da informação disponibilizada acerca 
do certificado pelo IE8 (separador "Caminho de certificação") 
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Seguem-se agora as capturas de ecrã das informações relativas ao certificado em utiliza-
ção, através do Firefox 4.0.. 
 
Figura 172 - Captura de ecrã da janela de "Informação de Página" do Firefox 4.0. 
 
Figura 173 - Captura de ecrã da janela do "Visualizador de certificados" (separador "Geral") com destaque da 
informação relevante acerca do próprio certificado do Firefox 4.0. 
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Figura 174 - Captura de ecrã da janela do "Visualizador de certificados" (separador "Detalhes") com destaque 
da informação relevante acerca do próprio certificado do Firefox 4.0. 
O funcionamento do sistema a desenvolver irá requer que o Web Site configurado ante-
riormente, seja composto por várias aplicações que irão albergar serviços e aplicações 
Web.  
Realça-se que a criação de uma nova aplicação para o Web Site criado anteriormente pode 
ser feita através da opção "Adicionar Aplicação" acessível a partir de um clique com um 
botão direito do rato sobre o Web Site (ver captura de ecrã abaixo). 
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Figura 175 - Captura de ecrã parcial da janela do IIS com destaque da opção para adição de uma nova aplica-
ção associada a um determinado Web Site 
Após a selecção da opção anterior, segue-se a janela de configuração habitual para a para-
metrização de uma nova aplicação (ver captura de ecrã abaixo). Salienta-se que neste caso, 
foi configurada uma aplicação para alojar serviços. 
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Figura 176 - Captura de ecrã da janela de adição de uma aplicação (para alojamento de serviços) 
Segue-se, a título de exemplo, o acesso a uma das páginas de um serviço WCF (destaca-se 
a extensão .svc no final do URL que indica que se trata de facto de um WCF Service) e o 
facto desta estar a ser acedida por HTTPS. Este acesso pode ser feito através do IE8 (ver 
captura baixo). 
 
Figura 177 - Captura de ecrã da abertura da página de apresentação de um serviço a correr sobre HTTPS no 
IE8 
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Através do Firefox 4.0. destaca-se uma informação adicional relativamente ao que é apre-
sentado pelo IE8. Apesar do certificado não ser fidedigno, o Firefox 4.0. indica o facto de 
que a ligação ao Web Site está cifrada para a prevenção de escutas (ver captura baixo). 
 
Figura 178 - Captura de ecrã da abertura da página de apresentação de um serviço a correr sobre HTTPS no 
Firefox 4.0. 
Após a criação de uma aplicação para alojamento de serviços, segue-se a configuração de 
uma nova aplicação para uma aplicação Web (ver captura de ecrã abaixo). 
 
Figura 179 - Captura de ecrã da janela de adição de uma aplicação (para alojar uma aplicação Web) 
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Após a configuração da aplicação, esta poderá ser acedida no browser. A informação apre-
sentada é semelhante à informação mostrada pela aplicação que aloja serviços, tanto no 
IE8 como no Firefox 4.0. (ver captura de ecrã abaixo). 
 
Figura 180 - Captura de ecrã da abertura da página inicial de uma aplicação Web a correr sobre HTTPS no 
IE8 
 
Figura 181 - Captura de ecrã da abertura da página inicial de uma aplicação Web a correr sobre HTTPS no 
Firefox 4.0. 
Caso se pretenda omitir a página inicial com a indicação de que "Existe um problema com 
o certificado de segurança deste Web Site" é possível fazê-lo através da instalação do certi-
ficado no browser. Para o efeito, basta clicar em "Instalar certificado" a partir da janela 
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apresentada no ponto anterior e concluir o Wizard apresentado de acordo com as opções 
seleccionadas por defeito. 
Caso o certificado não fosse de demonstração e fosse fidedigno, a página inicial com a 
indicação de que "Existe um problema com o certificado de segurança deste Web Site" não 
seria apresentada. 
No caso de ser usado um certificado fidedigno, a cor verde da barra de endereços (ver cap-
tura de ecrã abaixo) apenas é apresentada se o tipo de certificado adquirido junto do forne-
cedor de serviço de criptografia tiver essa mais-valia (esta informação foi confirmada junto 
do suporte técnico do fornecedor de serviços de criptografia).  
 
Figura 182 - Captura de ecrã parcial de uma página com o indicativo visual de Web Site seguro (barra de 
endereço verde) no IE8 
 
Figura 183 - Captura de ecrã parcial de uma página com o indicativo visual de Web Site seguro (barra de 
endereço verde) no Firefox 4.0. 
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O indicativo visual referido no ponto anterior permite ao utilizador saber mais facilmente 
que o Web Site é seguro, faz no entanto com que a aquisição do certificado seja normal-
mente mais dispendiosa (ver captura de ecrã abaixo). 
 
Figura 184 - Tabela de preços de certificados SSL da Thawte com especial destaque para os certificados que 
incluem a indicação visual para a barra de endereços 
Dependendo do browser utilizado, poderá ser ou não possível visualizar os certificados 
usados pelo próprio browser. A título de exemplo, no Interner Explorer 8, é possível 
visualizar os certificados através do menu "Ferramentas", opção "Opções da Internet", 
separador "Conteúdo", na zona de "Certificados", através do botão "Certificados" (ver cap-
tura de ecrã abaixo).  
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Figura 185 - Captura de ecrã das janelas de "Opções de Internet" e de "Certificados"que dão acesso às opções 
dos certificados do browser (IE8) 
14.1.4 Efectuar a configuração dos serviços  
Para o acesso aos serviços WCF ser feito sobre HTTPS/SSL, para além de ser necessário 
configurar o servidor aplicacional (incluindo o Web Site e respectivas aplicações que irão 
sustentar o sistema), é igualmente necessário parametrizar os serviços WCF ("7 Simple 
steps to enable HTTPS on WCF WsHttp bindings", 2009). Deste modo, e de acordo com as 
justificações já dadas, a configuração dos serviços WCF para estes serem disponibilizados 
sobre HTTPS requerem a parametrização: 
• Do binding que se pretende utilizar; 
• Dos serviços e respectivos endpoints, 
• E do behaviour. 
No que diz respeito à configuração do binding, utilizou-se o binding WsHttpBinding, con-
jugado com o modo de segurança TransportWithMessageCredential (salienta-se que as 
restantes informações do binding estão relacionadas com a autenticação dos utilizadores 
perante os serviços).  
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Quanto aos serviços e respectivos endpoints denota-se a necessidade do endereço base ter 
de conter a indicação de que se trata de um acesso HTTPS, e do endpoint que expõem a 
descrição do serviço ou metadata, necessitar do binding mexHttpsBinding. 
Relativamente ao behaviour, o serviceMetadata activo deverá ser o httpsGetEnabled. 
O conjunto destas parametrizações pode ser observado a partir do "Web.config" dos pró-
prios serviços. Deste modo, segue-se uma captura de ecrã com as parametrizações relevan-
tes, descritas anteriormente, em destaque. 
 
 
Figura 186 - Captura de ecrã com destaque das parametrizações do Web.config para funcionamento de um 
dos serviços sobre HTTPS 
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14.1.5 Ignorar a validação dos certificados 
Para além do que já foi referido anteriormente, é igualmente necessário ignorar a validação 
dos certificados do servidor nas aplicações clientes (no caso de ser usado um certificado 
inválido). 
Ao serem utilizados certificados SSL do lado do servidor inválidos (seja pelo facto deste 
ser um certificado auto-assinado ou não fidedigno, por exemplo), é necessário fazer com 
que as aplicações clientes não façam essa mesma validação do certificado SSL do servidor. 
Caso essa validação seja feita, o erro apresentado em ambiente de desenvolvimento será o 
que se segue. 
 
Figura 187 - Captura de ecrã da excepção lançada no caso de ser feita a validação de um certificado SSL 
inválido do servidor 
O contorno para esta situação consiste em fazer com que a validação anterior seja sempre 
válida independentemente do certificado SSL do servidor. Para o efeito deverá ser adicio-
nado o seguinte código a cada página da aplicação Web (salienta-se que poderá ser feito na 
MasterPage de modo a evitar repetição de código). 
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     (...) 
 
Figura 188 - Captura de ecrã do excerto de código necessário para contornar a validação do certificado do 
servidor numa determinada aplicação Web 
14.1.6 Outras configurações 
Salienta-se que poderão ser necessários mais alguns ajustes no que diz respeito à configu-
ração do servidor aplicacional tais como a alteração da versão do conjunto aplicacional 
usado pelo Web Site que contém as aplicações e/ou o registo da respectiva versão do 
ASP.NET. 
A versão do conjunto aplicacional usado pelo Web Site tem de estar de acordo com a ver-
são da compilação das próprias aplicações desenvolvidas (caso contrário irão surgir erros 
relativos à plataforma .NET utilizada na compilação no momento da execução das mes-
mas). De acordo com a captura de ecrã abaixo, este ajustamento pode ser feito no "Gestor 
de Serviços de Informação" (IIS), após a selecção do agrupador "Conjuntos aplicacionais", 
através de um duplo clique no conjunto aplicacional em uso pelas aplicações (neste caso, 
designado por AHSN). 
 
Figura 189 - Captura de ecrã parcial com destaque do conjunto aplicacional em utilização 
A janela apresentada de seguida permitirá a selecção de uma das versões da plataforma 
.NET instaladas no servidor (neste caso pretendeu-se utilizar a versão 4 e não a versão 2 da 
plataforma .NET). 
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Figura 190 - Captura de ecrã com destaque da alteração da versão da plataforma .NET do conjunto aplicacio-
nal escolhido anteriormente 
No caso de surgem erros relacionados com mapeamentos MIME (Multipurpose Internet 
Mail Extensions) na execução das aplicações a partir do servidor aplicacional, o problema 
poderá estar relacionado com o facto do ASP.NET não estar devidamente registado (o que 
pode facilmente suceder quando é instalada uma versão nova da plataforma .NET após o 
ASP.NET ter sido registado). Para verificar se o ASP.NET se encontra devidamente regis-
tado para a versão pretendida da plataforma podem ser consultados os "Filtros de ISAPI" 
(Internet Server Application Programming Interface) no "Gestor de Serviços de Informa-
ção" (IIS) através da opção disponibilizada quando o Web Site se encontra seleccionado 
(ver captura de ecrã abaixo). 
 
Figura 191 - Captura de ecrã parcial com destaque da opção de "Filtros de ISAPI" 
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Após um duplo clique na opção anterior são apresentados os filtros existentes. Tendo em 
conta que, neste caso, se pretende utilizar a versão 4 da plataforma .NET, constatou-se, 
segundo a captura de ecrã abaixo, que não existe nenhum registo do ASP.NET para essa 
versão. 
 
Figura 192 - Captura de ecrã parcial com a verificação dos filtros de ISAPI existentes no servidor aplicacio-
nal 
Para efectuar o registo do ASP.NET para a plataforma .NET versão 4 executou-se, na linha 
de comando, o comando destacado abaixo (salienta-se que o executável utilizado pode, 
normalmente, ser encontrado na pasta da versão da plataforma .NET que se pretende utili-
zar). 
 
Figura 193 - Captura de ecrã parcial da execução do comando para registo do ASP.NET 
Após a operação anterior ser concluída com sucesso os filtros ISAPI já deverão incluir 
registos para a versão da plataforma .NET pretendida (ver captura de ecrã abaixo). 
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Figura 194 - Captura de ecrã parcial com destaque dos novos filtros ISAPI após o registo do ASP.NET para a 
plataforma .NET pretendida 
Para além das situações referenciadas anteriormente salienta-se ainda que poderá ser 
necessário executar o Microsoft® Visual Studio® em modo administrador para conseguir 
realizar as publicações directamente para o IIS.  
14.2 Cifragem do canal de transporte dos serviços às bases de dados 
A cifragem do canal de transporte dos serviços às bases de dados foi realizada de acordo 
com as parametrizações disponibilizadas pelo servidor da base de dados escolhida para 
utilização no sistema. O servidor utilizado permite a utilização de certificados SSL para 
cifragem do canal de transferência de dados durante as conexões. No entanto apenas per-
mite a utilização de certificados yaSSL ou OpenSSL ("Setting Up SSL Certificates for 
MySQLTM", 2011; , "Using SSL Connections", 2011). Tendo em conta com o yaSSLera 
bastante recente, optou-se pela utilização do OpenSSL para o qual foi possível obter e utili-
zar uma versão concebida para Microsoft® Windows®. Desta forma, para configurar com 
sucesso a cifragem das conexões da base de dados utilizando SSL seguiram-se os seguintes 
passos (salienta-se que sempre que possível se utilizou o ambiente gráfico). 
14.2.1 Verificar se a compilação do servidor de dados suporta SSL 
Para o efeito basta através, da linha  de comandos verificar se o comando abaixo devolve 
ou não erro (ver captura de ecrã abaixo). Salienta-se que o caminho até ao executável 
"mysqld" poderá variar. 
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Figura 195 - Verificação do suporte de SSL por parte da compilação actual do servidor de dados 
Não sendo devolvido nenhuma mensagem de erro, a compilação actual do servidor de 
dados suporta SSL. De seguida deverá ser verificado se as funcionalidades de SSL se 
encontram activas no servidor de dados. Para o efeito, e de acordo com a captura de ecrã 
baixo, deverá ser consultada a variável "HAVE_SSL". Estava operação pode ser feita atra-
vés da ferramenta gráfica tal como sugerido pelas capturas de ecrã que se seguem (deverá 
ser necessário autenticar-se perante o servidor de dados). 
 
Figura 196 - Captura de ecrã parcial da janela do MySQL Workbench com destaque das opções de acesso ao 
cliente de SQL 
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Figura 197 - Captura de ecrã parcial da janela do MySQL Workbench com destaque da verificação da variável 
"HAVE_SSL " através de um comando para o efeito 
Caso a variável referida anteriormente apresentar o valor "DISABLED", o servidor de 
dados não se encontra parametrizado para suportar conexões SSL. Caso contrário, o valor 
da variável será "YES". 
14.2.2 Instalar o OpenSSL 
Para instalar o OpenSSL é necessário descarregar uma versão do OpenSSL para Microsoft® 
Windows® (x86 ou x64) ("Shinning Light Productions - "Meeting the Needs of Fellow 
Programmers" - Win32 OpenSSL", 2003). Neste caso, de acordo com as características da 
máquina utilizada para gerar os certificados, descarregou-se o ficheiro "Win64 OpenSSL 
v1.0.0d Light". Salienta-se que deverá ser igualmente descarregado o ficheiro "Visual C++ 
2008 Redistributables (x64)" (ou equivalente para x86) caso os redistribuíeis do Visual 
C++ 2008 não estejam instalados na máquina em que o OpenSSL será instalado. Após esta 
operação devem ser seguidos os seguintes passos: 
1. Instalar os redistribuíeis do Visual C++ 2008 a partir do ficheiro "Visual C++ 2008 
Redistributables (x64)" (ou equivalente para x86) obtido anteriormente. Para o efeito 
basta efectuar duplo clique sobre o ficheiro em causa e seguir as instruções sugeridas. 
2. Instalar o OpenSSL a partir do ficheiro "Win64 OpenSSL v1.0.0d Light" (ou equivalen-
te) obtido anteriormente. Para o efeito basta efectuar duplo clique sobre o ficheiro em 
causa e seguir as instruções sugeridas. 
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3. Para a utilização directa na linha de comandos do OpenSSL recomenda-se a adição do 
caminho para o executável da própria ferramenta à variável de ambiente PATH. Para a 
aceder às variáveis de ambiente basta ir às propriedades do computador (através, por 
exemplo, do botão direito do rato sobre o ícone do "Computador" no ambiente de tra-
balho) e seleccionar "Definições avançadas do sistema" na janela apresentada. Esta 
última acção irá abrir a janela de "Propriedades do Sistema", onde poderá ser encon-
trado o botão "Variáveis de ambiente..." no separador "Avançadas" dessa mesma janela 
(ver capturas de ecrã abaixo). 
 
Figura 198 - Captura de ecrã do menu de contexto com destaque da opção de acesso às propriedades do com-
putador 
 
Figura 199 - Captura de ecrã do painel de controlo com destaque da localização da opção que permite aceder 
às definições avançadas do sistema 
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Figura 200 - Captura de ecrã da janela de "Propriedades do sistema" com destaque da localização do botão de 
acesso às variáveis de ambiente 
4.  Na janela de variáveis de ambiente, é possível localizar a variável de sistema "PATH" 
e editá-la. Ao editá-la deverá ser acrescentado o caminho para a pasta "bin" que pode 
ser encontrada na pasta de instalação do OpenSSL (ver capturas de ecrã abaixo). 
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Figura 201 - Captura de ecrã da janela de "Variáveis de ambiente" com destaque da localização da variável 
de ambiente PATH e respectiva opção de edição 
 
 
Figura 202 - Captura de ecrã da janela "Editar variável de sistema" com destaque da colocação do caminho 
para o executável do OpenSSL no valor da variável de ambiente PATH 
5. Para verificar o correcto funcionamento do OpenSSL bastará chamar o executável a 
partir da linha de comandos. Se o resultado obtido for semelhante ao apresentado abai-
xo, a instalação terá sido bem sucedida. 
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Figura 203 - Captura de ecrã parcial da execução do comando de abertura do OpenSSL a partir da pasta onde 
irão ser gerados os certificados 
14.2.3 Gerar os certificados  
A criação de certificados será feita através da ferramenta OpenSSL instalada anteriormente. 
Para o efeito, deverão ser seguidos os passos que seguem: 
1. Deverá ser criada uma pasta onde serão guardados os certificados a serem gerados de 
seguida (neste caso, criou-se uma pasta designada por "mysqlcerts" directamente na 
raiz do disco). 
2. Nessa mesma pasta deverá ser criado um ficheiro de texto designado por "serial.txt". 
De seguida, o ficheiro deverá ser editado, colocado no seu conteúdo "01" (sem aspas) e 
guardado. 
3. Na linha de comandos deverá ser localizada e aberta a pasta criada anteriormente. Os 
comandos que se seguem deverão ser executados no interior dessa pasta.  
Salienta-se que o processo de criação de certificados poderá variar de acordo com a versão 
do próprio OpenSSL e da versão do servidor de dados a que se destinam os certificados. 
Seguem-se os passos realizados para a conclusão do processo anterior com sucesso de 
acordo com a versão utilizada do OpenSSL: 
1. Para criar o certificado da CA ("ca-cert.pem") é necessário gerar a respectiva chave 
privada ("ca-key.pem"). Para o efeito deverá ser executado o comando assinalado na 
captura de ecrã abaixo. Deverá igualmente ser fornecida uma password e preenchidos 
os dados do certificado. 
381 
 
 
Figura 204 - Captura de ecrã da execução do comando para criação do certificado da CA ("ca-cert.pem") 
2. Para criar a chave do servidor ("server-key.pem") é necessário gerar a respectiva requi-
sição privada ("server-req.pem"). Para o efeito deverá ser executado o comando assina-
lado na captura de ecrã abaixo. Deverá igualmente ser fornecida outra password e 
preenchidos os dados para a requisição do certificado do servidor. Os atributos adicio-
nais não são de preenchimento obrigatório. 
 
Figura 205 - Captura de ecrã da execução do comando para criação da chave do servidor ("server-key.pem") 
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3. De seguida deverá ser executado o comando abaixo para a chave privada do servidor 
ser devidamente escrita e gravada no ficheiro respectivo ("server-key.pem"). Salienta-
se que deverá ser introduzida a password fornecida no ponto anterior. 
 
Figura 206 - Captura de ecrã da execução do comando para escrita e gravação da chave privada do servidor 
no ficheiro respectivo ("server-key.pem") 
4. Finalmente, deverá ser executado o comando abaixo para criação do certificado do ser-
vidor propriamente dito ("server-cert.pem"). Salienta-se que deverá ser fornecida a 
password introduzida no momento da criação do certificado da CA. 
 
Figura 207 - Captura de ecrã da execução do comando para criação do certificado do servidor ("server-
cert.pem") 
5.  Realça-se que através do OpenSSL é, igualmente, possível gerar certificados para 
clientes. No entanto, não sendo o pretendido para este sistema, nenhum certificado de 
cliente foi gerado. 
6. Após a execução dos comandos anteriores deverão existir os ficheiros, que podem ser 
visualizados na figura abaixo,  na pasta destinada a acolher os resultados dessas execu-
ções. 
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Figura 208 - Captura de ecrã dos ficheiros resultantes da execução dos comandos anteriores 
14.2.4 Referenciar os certificados no servidor de dados 
Para o efeito optou-se por se recorrer à ferramenta gráfica fornecida pelo fornecedor da 
base de dados de modo a evitar a possível corrupção do ficheiro de configuração do servi-
dor de dados (ficheiro "my.ini", localizado na pasta de instalação do próprio servidor da 
base de dados) que poderia ser usado para ser feita uma configuração manual. Desta forma, 
a edição directa do ficheiro de configuração da base de dados não é recomendada. 
1.  Através da ferramenta gráfica, as opções de administração do servidor podem ser ace-
didas a partir da opção sinalizada abaixo (deverá ser necessário o fornecimento da 
palavra-chave do utilizador root). 
 
Figura 209 - Captura de ecrã com destaque do acesso às opções de administração do servidor de dados atra-
vés da ferramenta gráfica 
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2. De seguida deverá ser seleccionado o separador "Security", activadas as opções abaixo 
assinaladas e preenchidos os respectivos caminhos para os ficheiros "ca-cert.pem", 
"server-cert.pem" e "server-key.pem" previamente gerados com o OpenSSL. 
 
Figura 210 - Captura de ecrã do MySQL Workbench com destaque das configurações de segurança necessá-
rias para completar a configuração dos certificados no servidor de bases de dados 
Salienta-se que, na versão utilizada, o caminho dos ficheiros teve de ser introduzido 
manualmente. Cada um dos caminhos deverá incluir as aspas e as barras que terão obriga-
toriamente de corresponder ao caracter "/" e não ao "\" como seria espectável para um 
caminho Microsoft® Windows®. 
14.2.5 Reiniciar o servidor 
O reinício do servidor pode ser feito directamente nos serviços do Windows®, tal como 
sugerido pela captura de ecrã abaixo. 
 
Figura 211 - Captura de ecrã parcial da janela de "Serviços" com a indicação de como reiniciar a instância do 
servidor de dados através dos serviços do Microsoft® Windows® 
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14.2.6 Verificar a activação das funcionalidades do SSL no servidor de dados 
Apenas após a conclusão de todos os passos anteriores com sucesso é que a activação das 
funcionalidades do SSL no servidor de dados é concluída. Para o efeito dever-se-á executar 
novamente o comando abaixo, obtendo o valor "YES" para a variável "HAVE_SSL". 
 
Figura 212 - Captura de ecrã parcial do MySQL Workbench com destaque da execução do comando para 
verificação das funcionalidades do SSL no servidor de dados 
De modo a verificar se a cifragem das conexões está em funcionamento é possível efectuar 
uma ligação à base de dados a partir de um cliente SQL não configurado para utilizar SSL e 
outro configurado para utilizar SSL. A criação de conexões com e sem configurações SSL 
pode ser feita a partir da opção da ferramenta gráfica assinalada abaixo. 
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Figura 213 - Captura de ecrã parcial com destaque da opção de criação de conexões a partir da ferramenta 
gráfica 
A configuração de um cliente SQL sem utilização de SSL requer apenas a indicação de um 
nome para a conexão e a indicação do username do utilizador, ficando as restantes confi-
gurações vazias (ver capturas de ecrã abaixo). Aconselha-se efectuar o teste da conexão a 
partir do botão "Test Connection". 
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Figura 214 - Captura de ecrã da janela "Setup New Connection" com destaque da configuração para uma 
conexão que não utiliza SSL ("Parameters") 
 
Figura 215 - Captura de ecrã da janela "Setup New Connection" com destaque da configuração de uma cone-
xão que não utiliza SSL ("Advanced") 
Após a criação da conexão esta poderá ser utilizada efectuando um duplo clique sobre essa 
mesma ligação (ver captura de ecrã abaixo).  
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Figura 216 - Captura de ecrã parcial do MySQL Workbench com destaque da conexão configurada anterior-
mente sem SSL 
Após a indicação da palavra-chave caso esta seja pedida, basta digitar o comando destaca-
do abaixo e verificar o valor da variável "SSL_CIPHER" para saber se a ligação está ou 
não a usar algum algoritmo de cifragem. Tal como é visível na captura de ecrã abaixo, caso 
não esteja a ser utilizado nenhum algoritmo de cifragem, a variável referida anteriormente 
aparecerá vazia. 
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Figura 217 - Captura de ecrã parcial com destaque do comando para a verificação do estado da variável 
"SSL_CIPHER" e respectivo resultado 
A configuração de um cliente SQL com utilização de SSL requer a indicação de um nome 
para a conexão e a indicação do username do utilizador, e a indicação dos caminhos para o 
certificado da CA, para o certificado do servidor e da respectiva chave (ver capturas de ecrã 
abaixo). Aconselha-se efectuar o teste da conexão a partir do botão "Test Connection". 
 
Figura 218 - Captura de ecrã da janela "Setup New Connection" com destaque da configuração necessária 
para uma conexão que utiliza SSL (separador "Parameters") 
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Figura 219 - Captura de ecrã da janela "Setup New Connection" com destaque da configuração necessária 
para uma conexão que utiliza SSL (separador "Advanced") 
Após a criação da conexão esta poderá ser utilizada (efectuando um duplo clique sobre 
essa mesma ligação).  
 
Figura 220 - Captura de ecrã parcial do MySQL Workbench com destaque da conexão configurada anterior-
mente para utilizar SSL 
Tal com anteriormente, após a indicação da password caso esta seja pedida, basta digitar o 
comando destacado abaixo e verificar o valor da variável "SSL_CIPHER" para saber se a 
391 
 
ligação está ou não a usar algum algoritmo de cifragem. Tal como é visível na captura de 
ecrã abaixo, utilizando as configurações anteriores, a variável em causa apresenta um valor 
não nulo, o que indica a cifragem do canal de transferência de dados. 
 
Figura 221 - Captura de ecrã parcial da janela do MySQL Workbench com destaque do comando para a veri-
ficação do estado da variável "SSL_CIPHER" e respectivo resultado 
14.2.7 Alterar a connection string 
O conector para .NET permite o estabelecimento de uma ligação a uma  base de dados con-
figurada para a utilização de SSL. Para o efeito, a connection string deverá incluir o parâ-
metro SSL Mode. Salienta-se que este parâmetro apenas está disponível nas versões mais 
recentes do servidor de base de dados e veio substituir a opção "Encrypt" ou "Encrypted" 
(estes parâmetros ainda são suportados em versões recentes, e equivalem à opção "SSL 
Mode = Preferred") permitindo mais algum controlo sobre as conexões SSL. De acordo 
com as opções disponíveis para o parâmetro "SSL Mode", optou-se pela opção "Preferred" 
(ver captura de ecrã baixo) uma vez que esta opção faz com que as conexões estabelecidas 
com o servidor utilizem preferencialmente SSL caso o suportam, mas caso contrário, per-
mite à mesma o estabelecimento da conexão sem utilização de SSL ("Connector/Net Con-
nection String Options Reference"). Com esta opção pretende-se evitar recusas de ligação 
caso haja algum problema com os certificados do servidor.  
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Figura 222 - Captura de ecrã parcial da janela "Settings" de um projecto do Microsoft® Visual Studio® 2010 
com destaque do ajuste da connection string de modo a suportar SSL 
Para verificar o funcionamento da opção anterior, consultou-se o estado da variável 
"SSL_CIPHER" tal como fora feito anteriormente, mas agora através código fonte . Num 
servidor sem configurações SSL activas, a variável anterior encontra-se vazia como espera-
do (ver captura de ecrã com excerto de código abaixo). 
 
     (...) 
 
 
     (...) 
Figura 223 - Captura de ecrã de um excerto de código em depuração com destaque da verificação da variável 
"SSL_CIPHER" utilizando um servidor sem configurações de SSL activas 
Num servidor com configurações SSL activas, a variável anterior não se encontra vazia 
(ver captura de ecrã com excerto de código abaixo). 
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      (...) 
 
 
       (...) 
 
Figura 224 - Captura de ecrã de um excerto de código em depuração com destaque da verificação da variável 
"SSL_CIPHER" utilizando um servidor com configurações de SSL activas. 
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15 Apêndice I - Plano de projecto 
Neste apêndice é referenciado o que foi efectuado ao nível da gestão de projecto. De 
seguida será possível encontrar a descrição do produto, as entregas do projecto, a descrição 
do âmbito, da comunicação, de risco, da qualidade e de aquisições. Em relação à gestão de 
tempo foi efectuado o planeamento de alto de nível com base nas macro actividades identi-
ficadas como pode ser visualizado na figura abaixo. 
 
Figura 225 - Gráfico de Gantt de alto nível 
15.1 Descrição do produto 
Pretende-se com este projecto implementar um sistema distribuído, interactivo e modular 
que responda às necessidades e às exigências dos profissionais de enfermagem tanto do 
sector público como privado. Esta solução deverá funcionar de forma independente, estar 
direccionada e focada nos profissionais de saúde referidos anteriormente, e ser suficiente-
mente flexível para, futuramente ser integrada com diversos sistemas externos e ser inter-
nacionalizada. A flexibilidade da solução deverá permitir a sua implementação em três 
cenários distintos, nomeadamente: 
• Num cenário totalmente baseado na Web (modelo de negócio SaaS); 
• Num cenário híbrido (modelo de negócio SaaS), 
• Num cenário totalmente local (modelo de negócio não SaaS). 
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15.1.1 Objectivos do projecto 
Os objectivos gerais do projecto prendem-se com a implementação dos servidores de 
dados, servidores de serviços e de algumas aplicações clientes (Desktop e móvel) que 
compõe o sistema descrito anteriormente. Numa primeira fase, pretende-se efectuar uma 
implementação parcial das aplicações AHS-NCA e AMHS-NCA. Para o funcionamento 
dessas aplicações deverão ser, igualmente, implementados o modelo de dados da solução 
praticamente completo e os métodos necessários nos servidores de dados e de serviços da 
solução. 
15.2 Entregas do projecto 
As entregas da primeira fase do projecto deverão ser as seguintes:  
• Documento com a análise das tecnologias e componentes necessários à fase de 
implementação da primeira fase do projecto;  
• Especificação do modelo de dados; 
• Levantamento de requisitos;  
• Protótipos em papel;  
• Aplicações clientes AHS-NCA e AMHS-NCA parcialmente implementadas sob a 
forma de prova de conceito; 
• Servidores de dados e de serviços parcialmente implementados de acordo com as 
necessidades dos desenvolvimentos das aplicações clientes; 
• E resultados dos testes efectuados. 
15.3 Fronteiras do projecto 
Segue-se uma listagem das fronteiras da primeira fase do projecto: 
• A solução não irá integrar com nenhuma aplicação externa ou serviço externo, 
• A implementação das aplicações AHS-NCA e AHMS-NCA será parcial e deverá 
contemplar a utilização das tecnologias e dos componentes escolhidos de modo a 
compor uma prova de conceito que comprove o funcionamento dos mesmos. 
15.4 Pressupostos do projecto 
Os pressupostos assumidos neste projecto são os seguintes: 
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• Pressupõe-se que as ferramentas de desenvolvimento, tecnologias e componentes 
escolhidos sejam compatíveis entre si; 
• Entende-se por organização o organismo ou empresa que oferece serviços de cui-
dados de saúde. Uma organização é constituída por uma ou mais áreas; 
• Entende-se por área um agrupador do tipo de actividade, especialidade ou valência 
existentes na organização; 
• Entende-se por unidade um sub-agrupador da área podendo corresponder à locali-
zação ou categoria de uma determinada área; 
• Entende-se por local o resultado da conjugação da área e unidade de uma organiza-
ção. 
15.5 Restrições do projecto 
O projecto apresenta as seguintes restrições:  
• O projecto terá início a 22 de Novembro 2010; 
• Deverá ser apresentada uma versão Alfa da prova de conceito (aplicação AMHS-
NCA) a 29 de Abril 2011. 
• Deverá ser apresentada uma versão Alfa da prova de conceito (aplicação AHS-NCA) 
a 1 de Junho 2011. 
15.6 Requisitos do projecto 
Para além de se procurar com este projecto conhecer um pouco melhor o funcionamento do 
sector da saúde, em particular, em Portugal, pretende-se, igualmente, implementar alguns 
requisitos tecnológicos, funcionais e não funcionais da prova de conceito. 
O principal requisito a nível tecnológico desta prova de conceito consiste na utilização 
conjunta de componentes visuais e de reporting existentes no mercado, no uso serviços e 
de um SGBD que sejam funcionais em aplicações Desktop e móvel. 
Relativamente a requisitos funcionais, pretende-se que seja possível a efectivação das 
acções previstas para os utentes por parte dos profissionais de saúde da área de enferma-
gem através da aplicação AMHS-NCA. Após a concretização desse processo, essas efecti-
vações deverão ficar disponíveis na aplicação AHS-NCA. 
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No que diz respeito aos principais requisitos não funcionais pretende-se que a comunicação 
seja tolerante a falhas, que a manutenção de dados sensíveis seja feita de forma cifrada e 
que o sistema seja relativamente aberto possibilitando desenvolvimentos adicionais, parti-
lha de recursos, escalabilidade e heterogeneidade.  
Para além dos requisitos anteriores, o sistema deverá ser suficientemente aberto para per-
mitir a re-implementação das suas interfaces em vários idiomas e poder vir a integrar o 
RSE. Para o efeito deverá poder vir a suportar o processo do paciente de acordo com o 
tronco comum do modelo de informação definitivo do RSE, o sistema de classificação 
ICD-10, o sistema de classificação para a prática de enfermagem CIPE 2.0 e poder vir a 
possibilitar a exportação de dados dos pacientes de acordo com as normas HL7 e DICOM. 
O sistema não deverá permitir que sejam removidos dados que tenham quaisquer associa-
ções com outros dados da solução. 
15.7 Organograma técnico 
O organograma técnico é um grupo dos componentes do projecto (orientado às entregas), 
que organiza e define o âmbito total do projecto. Os componentes do último nível do orga-
nograma técnico são chamados de pacotes de trabalho. A descrição dos componentes de 
trabalho é agrupada num dicionário do organograma técnico. As descrições dos componen-
tes de trabalho são enumeradas de seguida, constituindo o dicionário do organograma téc-
nico ou WBS (Work Breakdown Structure): 
1. [AHS - N] - Agile Healthcare Solutions - Nursing 
1.1. Estado da arte 
1.1.1. Pesquisa 
1.1.2. Controlo de progresso 
1.1.2.1. Elaboração de documentação 
1.1.2.2. Reuniões 
1.2. Plano de projecto 
1.2.1. Planeamento 
1.2.1.1. Definição do âmbito e descrição do produto 
1.2.1.2. Gestão de tempo 
1.2.1.3. Gestão de comunicação 
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1.2.1.4. Gestão de riscos 
1.2.1.5. Gestão de qualidade 
1.2.1.6. Gestão de aquisições 
1.2.2. Controlo de progresso 
1.2.2.1. Elaboração de documentação 
1.2.2.2. Reuniões 
1.3. Análise 
1.3.1. Recolha de Informação 
1.3.1.1. Prospecção de mercado 
1.3.1.2. Levantamento de requisitos 
1.3.2. Análise dos servidores de dados 
1.3.2.1. Análise do servidor de dados AHS-MDS 
1.3.2.2. Análise do servidor de dados AHS-CDS 
1.3.3. Análise dos servidores de serviços 
1.3.3.1. Análise do servidor de serviços AHS-MSS 
1.3.3.2. Análise do servidor de serviços AHS-CSS 
1.3.4. Análise das aplicações Desktop clientes 
1.3.4.1. Análise da aplicação Desktop cliente AHS-NCA  
1.3.5. Análise da aplicação móvel cliente 
1.3.5.1. Análise da aplicação móvel cliente AMHS-NCA 
1.3.6. Controlo de progresso 
1.3.6.1. Elaboração de documentação 
1.3.6.2. Reuniões 
1.4. Desenho 
1.4.1. Desenho das interfaces das aplicações Desktop clientes 
1.4.1.1. Desenho da aplicação Web Desktop cliente AHS-NCA  
1.4.2. Desenho da aplicação móvel cliente 
1.4.2.1. Desenho da aplicação Web móvel cliente AHMS-NCA 
1.4.3. Controlo de progresso 
1.4.3.1. Elaboração de documentação 
1.4.3.2. Reunião 
1.5. Implementação 
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1.5.1. Implementação dos servidores de dados 
1.5.1.1. Implementação do servidor de dados AHS-MDS 
1.5.1.2. Implementação do servidor de dados AHS-CDS 
1.5.2. Implementação dos servidores de serviços 
1.5.2.1. Implementação do servidor de serviços AHS-MSS 
1.5.2.2. Implementação do servidor de serviços AHS-CSS 
1.5.3. Implementação das aplicações Desktop clientes 
1.5.3.1. Implementação da aplicação Desktop cliente AHS-NCA 
1.5.4. Implementação da aplicação móvel cliente 
1.5.4.1. Implementação da aplicação móvel cliente AMHS-NCA 
1.5.5. Controlo de progresso 
1.5.5.1. Elaboração de documentação 
1.5.5.2. Reuniões 
1.6. Testes 
1.6.1. Definição dos testes 
1.6.2. Realização dos testes 
1.6.3. Correcções baseadas nos testes realizados 
1.6.4. Controlo de progresso 
1.6.4.1. Elaboração de documentação 
1.6.4.2. Reuniões 
1.7. Dissertação 
1.7.1. Elaboração da dissertação  
1.7.2. Controlo de progresso 
1.7.2.1. Reuniões 
15.8 Gestão da comunicação 
O planeamento de comunicações visa determinar quais as necessidades de informação por 
parte dos actores do projecto e os processos de comunicação entre eles (nomedamente, 
quem precisa e de que informação, quando esta necessitará de estar disponível, como lhes 
será fornecida e por quem).  
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Tabela 68 - Tabela de requisitos de comunicação 
Canal de comuni-
cação 
Periodicidade Tipo de informação transmitida Interna 
Reunião, Correio 
electrónico 
Quinzenal 
Relato do progresso das actividades para 
prevenção de deslizamentos 
- 
 Apresentação e análise das entregas defini-
das para o projecto. 
 
Em qualquer tipo de comunicação o discurso deve ser adequado ao público-alvo. O canal 
de comunicação deve ser escolhido após análise de um conjunto de factores entre eles:  
• O número de interlocutores; 
• A urgência da mensagem; 
• O formalismo necessário de acordo com o conteúdo. 
Nenhuma comunicação deve ser iniciada sem ser claramente definido o propósito e o 
resultado pretendido após o seu término. A comunicação deve ser feita atempadamente 
para não provocar atrasos no projecto, para além disso deve ser evitada a redundância pois 
pode causar ambiguidade. A mesma mensagem passada em momentos distintos, a diferen-
tes intervenientes, pode resultar em interpretações díspares. Para evitar falhas de comuni-
cação deverão ser ainda claramente definidos os meios necessários para esta ser estabeleci-
da sem falhas. Assim, as reuniões deverão ser marcadas com uma semana de antecedência 
e será necessária uma sala para cerca de duas pessoas. A comunicação requer que estejam 
disponíveis e em pleno funcionamento, os métodos de comunicação referenciados mais 
abaixo. 
As tecnologias e métodos de comunicação utilizados pelos vários actores para enviar e 
receber informação podem ser muito variados. Os métodos e tecnologias de comunicação 
utilizados neste projecto serão: 
• A Intranet – que servirá de repositório a todos os documentos gerados no âmbito 
do projecto; 
• O dossier de projecto – que irá conter todos os documentos resultantes do pro-
cesso de comunicação; 
• O correio electrónico – para divulgação do agendamento das reuniões; 
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• O Orcanos QPack – para gestão e partilha de requisitos; 
• O CollabNET - Subversion – para gestão e partilha do projecto durante a imple-
mentação. 
Deste modo, o plano de comunicações do projecto pode ser ilustrado através da figura 
abaixo. 
 
Figura 226 - Modelo de comunicação 
15.9 Gestão de risco 
De seguida são determinados e categorizados os riscos externos, de qualidade e de perfor-
mance que poderão afectar o projecto, e apresentadas as suas respectivas características. 
Tabela 69 - Tabela de Riscos Externos 
Identificador do Risco Designação 
Risco 1 Atraso na entrega do equipamento móvel. 
Risco 2 Dificuldades na instalação do Windows® CE 6.0 R3 no equipamento móvel. 
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Risco 3 Avaria do equipamento móvel. 
Risco 4 Atraso na entrega dos componentes visuais e de reporting. 
Risco 5 Dificuldades na utilização dos componentes visuais e de reporting. 
Risco 6 Incompatibilidade de alguma das tecnologias usadas. 
De seguida são listados os riscos de qualidade identificados neste projecto: 
Tabela 70 - Tabela de Riscos de Qualidade 
Identificador do Risco Designação 
Risco 7 Falha dos testes. 
15.9.1 Matriz probabilidade/impacto 
De seguida é apresentada a matriz de probabilidade/impacto de modo a avaliar a probabili-
dade de ocorrência dos riscos e as consequências/impactos da respectiva ocorrência. 
Alto  Risco 2  
Médio Risco 1 
Risco 3 
Risco 5 
Risco 7 
Baixo  Risco 4 Risco 6 
Probabilidade/Impacto Baixo Médio Alto 
Figura 227 - Matriz de probabilidade/impacto 
Deste modo, o ranking dos riscos definidos para este projecto é o seguinte: 
Tabela 71 - Tabela de Ranking de riscos 
Classificação Risco 
1 Risco 2 - Dificuldades na instalação do Windows® CE 6.0 R3 no equipamento móvel. 
2 Risco 7 - Falha dos testes de aceitação. 
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3 Risco 3 - Avaria do equipamento móvel. 
Risco 5 - Dificuldades na utilização dos componentes Windows® Forms. 
4 Risco 1 - Atraso na entrega do equipamento móvel. 
5 Risco 6 - Incompatibilidade de alguma das tecnologias usadas. 
6 Risco 4 - Atraso na entrega dos componentes Windows Forms. 
15.9.2 Planeamento de resposta a riscos 
Segue-se uma listagem do planeamento de respostas a riscos. Este planeamento permite 
evitar riscos ou minimizar os efeitos dos riscos, no caso da sua ocorrência se verificar. 
Tabela 72 - Tabela com o plano de resposta ao risco 1 
Plano de resposta ao risco “Risco 1” 
Tipo de Acção Acções 
Preventiva Acompanhamento periódico do estado e do percurso da encomenda. Em caso de 
atraso na entrega, contactar fornecedor/transportadora. 
 
Tabela 73 - Tabela com o plano de resposta ao risco 2 
Plano de resposta ao risco “Risco 2” 
Tipo de Acção Acções 
Preventiva Comparação dos requisitos mínimos do Windows CE 6.0 R3 com as características 
do equipamento. 
Reactiva Utilização de emuladores até à aquisição de outro equipamento. 
Utilização de outra tecnologia compatível com o dispositivo móvel (ambiente 
Web). 
 
Tabela 74 - Tabela com o plano de resposta ao risco 3 
Plano de resposta ao risco “Risco 3” 
Tipo de Acção Acções 
Reactiva Aquisição de um novo equipamento. 
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Tabela 75 - Tabela com o plano de resposta ao risco 4 
Plano de resposta ao risco “Risco 4” 
Tipo de Acção Acções 
Preventiva Acompanhamento periódico do progresso do estado da encomenda. 
Reactiva Entrar em contacto com a empresa responsável pela entrega dos componentes. 
 
Tabela 76 - Tabela com o plano de resposta ao risco 5 
 Plano de resposta ao risco “Risco 5” 
Tipo de Acção Acções 
Preventiva Solicitação de documentação junto à empresa responsável pelo desenvolvimento 
dos componentes. 
Reactiva Solicitação de suporte à empresa responsável pelo desenvolvimento dos compo-
nentes. 
 
Tabela 77 - Tabela com o plano de resposta ao risco 6 
Plano de resposta ao risco “Risco 6” 
Tipo de Acção Acções 
Reactiva Identificar problemas de compatibilidade. Mudar de tecnologias. 
 
Tabela 78 - Tabela com o plano de resposta ao risco 7 
Plano de resposta ao risco “Risco 7” 
Tipo de Acção Acções 
Reactiva Levantamento e identificação dos bottlenecks causadores da falha dos testes. Aná-
lise e correcção dos problemas. 
15.10 Gestão da qualidade 
A qualidade do projecto será garantida através da execução de diversos procedimentos. 
Desta forma, a qualidade das aplicações e módulos implementados será garantida através: 
• Da inspecção interna de código; 
• De reuniões externas com o responsável pela orientação do projecto; 
• Da realização de testes; 
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• Da elaboração de documentação que acompanhe a evolução do projecto. 
De modo a garantir uma maior uniformização da codificação efectuada com o objectivo de 
facilitar a sua compreensão e reduzir o número de incorrecções estabeleceram-se conven-
ções de código para a linguagem de programação C# (versão 4). Assim, segue-se a nomen-
clatura que deverá ser usada nos de membros de classes, parâmetros de métodos e variá-
veis locais de acordo com o tipo de dado. 
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Tabela 79 -Nomenclatura de componentes não visuais 
Nomenclatura de Componentes Não Visuais 
Tipo de Dado Membro da Classe Parâmetro Variável Local Propriedade da Classe 
byte m_bt_[nomeVariavel] bt_[nomeVariavel] bt[NomeVariavel] [NomePropriedade] 
sbyte m_sbt_[nomeVariavel] sbt_[nomeVariavel] sbt[NomeVariavel] [NomePropriedade] 
char m_c_[nomeVariavel] c_[nomeVariavel] c[NomeVariavel] [NomePropriedade] 
bool m_b_[nomeVariavel] b_[nomeVariavel] b[NomeVariavel] [NomePropriedade] 
int m_i_[nomeVariavel] i_[nomeVariavel] i[NomeVariavel] [NomePropriedade] 
uint m_ui_[nomeVariavel] ui_[nomeVariavel] ui[NomeVariavel] [NomePropriedade] 
short m_s_[nomeVariavel] s_[nomeVariavel] s[NomeVariavel] [NomePropriedade] 
ushort m_us_[nomeVariavel] us_[nomeVariavel] us[NomeVariavel] [NomePropriedade] 
long m_l_[nomeVariavel] l_[nomeVariavel] l[NomeVariavel] [NomePropriedade] 
ulong m_ul_[nomeVariavel] ul_[nomeVariavel] ul[NomeVariavel] [NomePropriedade] 
float m_f_[nomeVariavel] f_[nomeVariavel] f[NomeVariavel] [NomePropriedade] 
double m_d_[nomeVariavel] d_[nomeVariavel] d[NomeVariavel] [NomePropriedade] 
decimal m_dc_[nomeVariavel] dc_[nomeVariavel] dc[NomeVariavel] [NomePropriedade] 
string m_str_[nomeVariavel] str_[nomeVariavel] str[NomeVariavel] [NomePropriedade] 
string (encriptada) m_e_str_[nomeVariavel] e_str_[nomeVariavel] estr[NomeVariavel] E_[NomePropriedade] 
enum m_e_[nomeVariavel] e_[nomeVariavel] e[nomeVariavel] [NomePropriedade] 
object m_o_[nomeVariavel] o_[nomeVariavel] o[NomeVariavel] [NomePropriedade] 
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De seguida é apresentada a nomenclatura que deverá ser usada na utilização de componen-
tes visuais de acordo com o tipo de componente.     
Tabela 80 - Nomenclatura de componentes visuais 
Nomenclatura de Componentes Visuais 
Tipo de Componente Nome do Componente 
Button                                  btn[NomeComponente] 
CheckBox                               cbx[NomeComponente] 
ComboBox                                cmb[NomeComponente] 
DataColumn                              dcol[NomeComponente] 
DataGrid                                dgrid[NomeComponente] 
DataGridDateTimePickerColumn   dgdtpc[NomeComponente] 
DataGridTableStyle                      dgts[NomeComponente] 
DataGridTextBoxColumn                 dgtbc[NomeComponente] 
DataGridView dgv[NomeComponente] 
DataGridViewExporter dgve[NomeComponente] 
DataReader             dreader[NomeComponente] 
DataRow                                 drow[NomeComponente] 
DataSet                                 dset[NomeComponente] 
DataTable                                dtable[NomeComponente] 
DateTime                                 date[NomeComponente] 
Dialog                                   dialog[NomeComponente] 
DialogResult                             dr[NomeComponente] 
GroupBox                                 gbx[NomeComponente] 
ImageList                                iml[NomeComponente] 
HyperLink hl[NomeComponente] 
Label                                    lbl[NomeComponente] 
ListBox                                  lbx[NomeComponente] 
ListView                                 lv[NomeComponente] 
Mainmenu                                 mm[NomeComponente] 
MenuItem                                 mi[NomeComponente] 
Memo mmo[NomeCOmponente] 
MDI-Frame       frame[NomeComponente] 
MDI-Sheet          sheet[NomeComponente] 
NumericUpDown            nud[NomeComponente] 
ObjectDataSource ods[NomeComponente] 
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Panel                     pnl[NomeComponente] 
PictureBox      pbx[NomeComponente] 
PageControl pc[NomeComponente] 
RadioButton             rbtn[NomeComponente] 
SDI-Form          form[NomeComponente] 
StatusBar         stb[NomeComponente] 
TabControl             tabctrl[NomeComponente] 
TabPage               tabpage[NomeComponente] 
TextBox              tbx[NomeComponente] 
TimeEdit te[NomeCOmponente] 
ToolBar          tbr[NomeComponente] 
ToolBarButton           tbb[NomeComponente] 
XmlDataSource xds[NomeComponente] 
Segue-se a nomenclatura que deverá ser usada na utilização de outros componentes. 
Tabela 81 - Nomenclatura de outros componentes 
Nomenclatura de Outros Componentes 
Tipo de Componente Nome do Componente 
Exception                     ex[NomeComponente] 
StringBuilder               strb[NomeComponente] 
Timer                            tmr [NomeComponente] 
De seguida é apresentada uma listagem com outras convenções consideradas importantes 
que deverão ser igualmente respeitadas. 
Tabela 82 - Outras convenções 
 Outras Convenções 
Paradigma OOP (Object-Oriented Programming) 
Linguagem C# (4.0) 
Modelo de desenvolvi-
mento 
Por camada (3 camadas: camada de dados, camada de lógica de negócio, 
camada de apresentação). 
Nome namespaces 
O Default Namespace deverá ser iniciado com a sigla, em maiúsculas, do 
nome da empresa que está a desenvolver o produto; seguido de um ponto; e 
finalmente, do nome identificativo do namespace. 
 Ou seja: 
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[NOME_DA_EMPRESA][.][NomeIdentificativoDoNamespace] 
Nome de classes 
Iniciado com a identificação do módulo a que pertence a classe; seguido da 
identificação da camada em que esta está inserida, ou seja: 
D (Data) - camada de dados; 
ou L (Logic) - camada de lógica de negócio; 
ou P (Presentation) - camada de apresentação. 
Seguido da identificação da natureza da classe: 
E (Entity) - entidade;  
ou S (Services) - serviços. 
E finalmente, seguido do nome identificativo da classe. 
Ou seja: 
[Módulo][D ou L ou P][E ou S][NomeIdentificativoDaClasse] 
Nome de métodos 
Iniciado com um verbo identificativo do método no infinitivo com 
maiúscula, seguido do nome igualmente identificativo do método. 
Ou seja: 
[VerboIdentificativoDoMétodo][NomeIdentificativoDoMétodo] 
Nome de propriedades 
Iniciado com maiúscula.  
Ou seja, 
[NomeDaPropriedade] 
Nome de constantes 
Em maiúsculas, composto pelo tipo e o nome identificativo da constante.  
Ou seja: 
[TIPO]_[NOME_DA_CONSTANTE] 
Nome de interfaces 
Iniciado com I (interface) seguido do nome identificativo da interface.  
Ou seja: 
I[NomeDoInterface] 
Idioma do código fonte Inglês 
Comentários 
Todo o código deverá ser devidamente comentado (incluindo cabeçalhos de 
classes, membros das classes, métodos, propriedades, constantes, interfaces, 
etc.); 
O código para revisão deverá ser assinalado com "//>>>" seguido de uma 
breve descrição da razão pela qual o código está marcado para revisão. 
15.11 Gestão de aquisições 
A concretização deste projecto requer as seguintes aquisições: 
• Equipamento móvel, 
• Componentes visuais e de reporting. 
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 No que diz respeito à escolha do equipamento móvel para o desenvolvimento e testes da 
aplicação móvel definiu-se que seria adquirido um equipamento que apresentasse as 
seguintes características: 
• Baixo valor de aquisição (valor abaixo dos 120,00€); 
• Com ecrã táctil de 7''; 
• Com peso abaixo dos 500 gramas; 
• Com saída ou adaptador USB; 
• Com entrada para cartão SD; 
• Com Wi-Fi. 
Relativamente à escolha dos componentes visuais e de reporting para desenvolvimento da 
aplicação definiu-se que seria adquirido um pacote de componentes que apresentasse a 
melhor relação qualidade/preço e que apresentasse ainda as seguintes características: 
• Ser provenientes de uma empresa reconhecida no sector do desenvolvimento de 
componentes há já pelo menos 3 anos; 
• Ter um bom nível de suporte; 
• Abranger um elevado número de componentes. 
Possuir componentes para elaboração de relatórios. 
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16 Apêndice II  - Definição de 
requisitos 
Com este projecto pretende-se implementar um sistema distribuído, interactivo e modular 
que responda as necessidades e exigências dos profissionais de enfermagem tanto do sector 
público como privado. Esta solução deverá funcionar de forma independente, estar direc-
cionada e focada nos profissionais de saúde referidos anteriormente, e ser suficientemente 
flexível para, futuramente ser integrada com diversos sistemas externos e ser internaciona-
lizada. 
Deste modo, a aplicação Desktop cliente AHS-NCA deverá ser constituída pelos seguintes 
módulos: 
• Módulo de Gestão de Admissões; 
• Módulo de Gestão de Processos de Enfermagem ; 
• Módulo de Gestão de Turnos de Enfermagem; 
• Módulo de Gestão de Documentos; 
• Módulo de Gestão de Mapas. 
Por sua vez, a aplicação móvel cliente AMHS-NCA será constituída pelos seguintes módu-
los: 
• Módulo de Gestão de Efectivação de Turnos. 
Salienta-se ainda que: 
• O acesso às aplicações clientes deverá requerer a autenticação do utilizador. Esta 
deverá ser feita com base: 
o No nome de utilizador; 
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o Na palavra-chave; 
o Na organização. 
• As aplicações deverão poder vir a ser adaptadas a outros idiomas para além do por-
tuguês; 
• As licenças das aplicações deverão estar disponíveis para consulta para qualquer 
utilizador; 
• Os manuais de utilizador deverão estar disponíveis para consulta para qualquer uti-
lizador. 
16.1 Módulo de Gestão de Admissões 
Com o módulo de Gestão de Admissões pretende-se permitir a gestão das admissões dos 
pacientes e dos recursos por eles utilizados. Cada admissão deverá possuir: 
• Um identificador alfanumérico unívoco; 
• O identificador do paciente; 
• O identificador do recurso ocupado pelo paciente ao ser admitido. Exemplo: Cama 
1 (da Sala 1, da Ala A, do Piso 1, do Edifício 1); 
• O identificador do profissional que efectuou a admissão. 
Salienta-se ainda que: 
• Deverá ser possível criar admissões de acordo com a estrutura definida para cada 
admissão; 
• Deverá ser possível alterar uma admissão. Os campos que poderão ser alterados 
deverão ser os seguintes: 
o O identificador do paciente; 
o O identificador do recurso ocupado pelo paciente ao ser admitido; 
o O identificador do profissional que efectuou a admissão. 
• Deverá ser possível eliminar uma admissão apenas se esta ainda não tiver um pro-
cesso de enfermagem associado; 
• Deverá ser possível imprimir o mapa de admissões no qual deverão constar os 
dados definidos na estrutura da admissão. 
Os filtros que poderão ser aplicados deverão ser, pelo menos, os seguintes: 
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• Por data de admissão; 
• Por paciente. 
Deverá ser possível exportar o mapa de admissões no qual deverão constar os dados defi-
nidos na estrutura admissão. Os filtros que poderão ser aplicados deverão ser, pelo menos, 
os seguintes: 
• Por data de admissão, 
• Por paciente. 
Os formatos de exportação deverão, ser pelo menos, os seguintes: 
• PDF; 
• XLS. 
Deverá igualmente ser possível imprimir o mapa de recursos actual no qual deverão cons-
tar os dados da estrutura do recurso. Os filtros que poderão ser aplicados deverão ser, pelo 
menos por estado sendo os estados de sistema os seguintes: 
• Ocupado; 
• Livre, 
• Todos. 
Deverá ser possível exportar o mapa de recursos actual no qual deverá constar a estrutura 
do recurso. Os formatos de exportação deverão, ser pelo menos, os seguintes: 
• PDF, 
• XLS. 
Os filtros que poderão ser aplicados deverão ser, tal como anteriormente, pelo menos, por 
estado sendo os estados de sistema os seguintes: 
• Ocupado; 
• Livre, 
• Todos. 
Deverá ainda ser possível pesquisar uma ou mais admissões de acordo com dados que 
compõem a sua estrutura. 
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16.2 Módulo de Gestão de Contas 
Com o módulo de Gestão de Contas pretende-se permitir a gestão de contas que dão aces-
so ao sistema. A estrutura de cada conta deverá possuir: 
• Um identificador unívoco alfanumérico; 
• Um username; 
• Uma palavra-chave; 
• A identificação do tipo de conta sendo os tipos de conta de sistema os seguintes: 
o De utilizador (por sua vez a conta de utilizador poderá ser de um dos seguin-
tes tipos de utilizador de sistema: paciente, profissional ou configurador). 
Cada conta de utilizador deverá poder associar-se a uma ou mais organiza-
ções; 
o De organização. 
• A lista de subscrições associadas; 
• E um estado sendo os estados de sistema os seguintes: 
o Activado; 
o Desactivado. 
Salienta-se ainda que: 
• Deverá ser possível a criação de contas de acordo com a estrutura definida para 
cada conta; 
• Deverá ser possível alterar contas. Os campos que poderão ser alterados deverão ser 
os seguintes: 
o O username; 
o A palavra-chave; 
o A identificação do tipo de conta e do tipo de utilizador; 
o A lista de subscrições associadas; 
o O estado. 
• Deverá ser possível eliminar contas apenas se estas ainda não tiverem sido já utili-
zadas; 
• Deverá ser possível desactivar contas no sentido destas deixarem de ser utilizadas 
sem, no entanto, serem eliminadas. 
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16.3 Módulo de Gestão de Documentos 
Com o módulo de Gestão de Documentos pretende-se permitir a manipulação de documen-
tos já emitidos. Desta forma, deverá ser possível pesquisar, imprimir e reimprimir um ou 
mais documentos já emitidos. 
Os filtros que poderão ser aplicados deverão ser, pelo menos, os seguintes: 
• Por tipo de documento e/ou 
• Paciente e/ou 
• Intervalo de datas. 
Os formatos de exportação deverão, ser pelo menos, os seguintes: 
• PDF, 
• XLS. 
16.4 Módulo de Gestão de Efectivações de Turnos 
Com o módulo de Gestão de Efectivações de Turnos pretende-se possibilitar ao profissio-
nal o registo das efectivações das diferentes acções programadas para cada turno junto do 
próprio paciente. A validação da efectivação de turnos deverá permitir indicar o estado de 
cada uma das acções a serem realizadas. Os estados de sistema possíveis deverão ser 
somente os seguintes: 
• Efectivado, 
• Não efectivado. 
Deverá ainda ser possível efectuar um pequeno registo textual e manual associado a cada 
acção, e pesquisar as efectivações a serem realizadas para um determinado paciente duran-
te o turno actual.  
16.5 Módulo de Gestão de Processos de Enfermagem 
Com o módulo de Gestão de Processos de Enfermagem pretende-se permitir a gestão dos 
processos de enfermagem. Assim, salienta-se que: 
• Deverá ser possível criar processos de enfermagem de acordo com a estrutura defi-
nida para cada processo de enfermagem; 
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• Deverá ser possível alterar processos de enfermagem e o conteúdo das suas respec-
tivas etapas; 
• Deverá ser possível eliminar processos de enfermagem desde que estes não 
tenham associações com nenhuma das etapas constituintes do processo de enferma-
gem; 
• De modo a facilitar as pesquisas mais frequentes, deverão ser apresentados, por 
defeito, os processos de enfermagem em curso mais recentes; 
• Deverá ser possível imprimir listagens de processos de enfermagem. 
Os filtros que poderão ser aplicados nas impressões e exportações deverão ser, pelo menos, 
os seguintes: 
• Por paciente; 
• E/ou por data de admissão. 
Deverá igualmente ser possível exportar listagens de processos de enfermagem. Os forma-
tos de exportação deverão, ser pelo menos, os seguintes: 
• PDF, 
• XLS. 
Deverá ainda ser possível efectuar pesquisas de um ou mais processos de enfermagem a 
partir dos componentes que compõem a sua estrutura. Cada processo de enferma-
gem deverá ser constituído por: 
• Uma identificação alfanumérica unívoca; 
• Uma apreciação inicial de enfermagem; 
• Um ou mais diagnósticos de enfermagem;  
• Um ou mais planeamentos de enfermagem;  
• Uma ou mais implementações de enfermagem,  
• Uma ou mais reavaliações de enfermagem; 
• E uma avaliação final de enfermagem. 
Em cada um dos processos de enfermagem, a apreciação inicial de enfermagem deverá dar 
origem a um diagnóstico de enfermagem. Cada diagnóstico de enfermagem deverá permi-
tir a identificação um ou mais problemas. Para cada um dos problemas deverá ser possível 
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definir um planeamento. Cada planeamento poderá ser constituído por um ou mais planos. 
Cada plano deverá ter uma implementação. No final da implementação de cada plano 
deverá existir uma reavaliação de enfermagem.   A partir da reavaliação poderá ser fei-
to um novo diagnóstico de enfermagem, que por sua vez poderá ter o mesmo seguimento 
que o processo descrito anteriormente, ou poderá ser feita a avaliação final de enfermagem 
que, com a alta do paciente,  irá dar o processo de enfermagem como concluído. 
 
A apreciação inicial de enfermagem corresponde à primeira etapa do processo de enferma-
gem. Cada processo de enfermagem deverá ter uma e apenas uma apreciação inicial de 
enfermagem. A apreciação inicial de enfermagem deverá corresponder a uma primeira 
avaliação do paciente. Cada apreciação inicial de enfermagem deverá possuir: 
• Uma identificação alfanumérica unívoca; 
• Uma lista de registos textuais de dados. 
Por sua vez, cada registo textual deverá possuir:  
• O tipo do registo. Exemplo: objectivo ou subjectivo; 
• A fonte da informação. Exemplo: fonte primária (paciente) ou fonte secundária 
(família), 
• O profissional que efectuou o registo (por defeito, deverá ser associado o profissio-
nal que se encontra autenticado no momento em que o registo é efectuado). 
Salienta-se ainda que: 
• Deverá ser possível criar apreciações iniciais de acordo com a estrutura definida 
para cada apreciação inicial de enfermagem; 
• Deverá ser possível alterar uma apreciação inicial. Os campos que poderão ser alte-
rados deverão incluir, pelo menos, a lista de registos textuais de dados forneci-
dos por diferentes fontes de informação; 
• Deverá ser possível eliminar uma apreciação inicial de enfermagem caso não exista 
nenhum diagnóstico realizado com base nessa apreciação inicial de enfermagem. 
• A definição textual dos dados deverá poder ser auxiliada por uma lista pré-definida 
de dados fornecidos frequentemente. 
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O diagnóstico de enfermagem corresponde à segunda etapa do processo de enfermagem. 
Por cada avaliação inicial de enfermagem deverá existir um e apenas um diagnóstico de 
enfermagem. Cada diagnóstico deverá possibilitar a definição de uma lista de problemas. 
Por sua vez, cada problema deverá possuir: 
• Um identificador alfanumérico único; 
• Uma breve descrição do problema; 
• Uma identificação da validade da hipótese sendo as validades da hipótese de siste-
ma as seguintes:  
o Por validar; 
o Abandonada; 
o Retida. 
• A identificação da prioridade do problema; 
• E a identificação do profissional que efectuou o registo do problema (por defeito, 
deverá ser associado o profissional que se encontra autenticado no momento do 
efectuar o registo). 
A identificação de cada problema deverá poder ser feita com o auxílio de uma lista de pro-
blemas pré-definidos. Cada problema dessa lista deverá possuir a seguinte informação: 
• Um identificador alfanumérico único; 
• Uma breve descrição do problema; 
• Uma descrição pormenorizada do problema, 
• E a identificação da prioridade do problema sendo as prioridades de sistema as 
seguintes: 
1. Apresenta um risco para a vida; 
2. Apresenta um risco para a segurança; 
3. Provoca sofrimento físico ou psicológico; 
4. Multiplica as dependências e conduz ao disfuncionamento; 
5. Altera o conforto; 
6. Prejudica o funcionamento afectivo, cognitivo ou social. 
• Deverá ser possível criar diagnósticos de enfermagem de acordo com a estrutura 
definida para cada diagnóstico de enfermagem 
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• Deverá ser possível alterar um diagnóstico de enfermagem. Os campos que poderão 
ser alterados deverão ser os seguintes: 
o A breve descrição do problema; 
o A identificação da validade da hipótese; 
o A identificação da prioridade do problema; 
o A identificação do profissional que efectuou o registo do problema. 
• Deverá ser possível eliminar um diagnóstico de enfermagem caso não exista 
nenhum problema que lhe esteja associado. 
 
O planeamento de enfermagem corresponde à terceira etapa do processo de enfermagem. 
Para cada diagnóstico de enfermagem deverá existir um planeamento (constituído por pla-
nos associados a problemas definidos no próprio diagnóstico de enfermagem). Cada pla-
neamento deverá ser constituído por uma lista de planos.  Por sua vez, cada plano, deverá 
possuir: 
• Uma identificação alfanumérica unívoca; 
• Uma descrição do plano; 
• Um tipo de plano sendo os tipos de plano de sistema os seguintes: 
o Plano de medicação; 
o Plano de intervenções; 
o Plano de registo de sinais vitais; 
o Plano de soros; 
o Plano de dietas; 
o Outro plano. 
• A identificação do profissional que definiu o plano (por defeito, deverá ser associa-
do o profissional que se encontra autenticado no momento em que o registo é efec-
tuado), 
• A lista das acções associadas ao plano. 
Salienta-se ainda que: 
• Deverá ser possível criar planeamentos de enfermagem de acordo com a estrutura 
definida para cada planeamento de enfermagem; 
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• Deverá ser possível alterar um planeamento de enfermagem. Os campos que pode-
rão ser alterados deverão ser os seguintes: 
o A descrição do plano; 
o O tipo de plano; 
o A identificação do profissional que definiu o plano; 
o A lista das acções associadas ao plano. 
• Deverá ser possível eliminar planeamentos de enfermagem deste que estes não 
tenham já planos em implementação; 
• Cada plano definido para cada utente deverá permitir associar um ou mais proble-
mas definidos durante o diagnóstico de enfermagem. 
 
Cada plano de enfermagem deverá ser constituído por uma lista de acções de enfermagem. 
Por sua vez, cada acção de enfermagem deverá possuir:  
• Uma identificação alfanumérica unívoca; 
• A identificação do procedimento de enfermagem a que a acção pertence; 
• A identificação do plano de enfermagem a que a acção pertence; 
• A identificação do problema a que pertence o plano; 
• A identificação do diagnóstico a que pertence o problema; 
• A identificação do processo de enfermagem a que o diagnóstico pertence;  
• A identificação do profissional que irá realizar a acção; 
• A duração da execução da acção; 
• A data e hora prevista da acção, 
• A data e hora da realização da acção. 
Salienta-se que: 
• Deverá ser possível criar acções de enfermagem de acordo com a estrutura definida 
para cada acção de enfermagem; 
• Deverá ser possível alterar uma acção de enfermagem de um determinado plano 
(mesmo tendo sido esta agendada pelo assistente de recursividade). Os dados da 
acção que poderão ser alterados deverão ser os seguintes: 
o A identificação do profissional que irá realizar a acção; 
o A duração da execução da acção; 
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o A data e hora da realização da acção. 
• Deverá ser possível eliminar acções de enfermagem manualmente. Estas deverão 
continuar por efectivar até serem efectivadas ou removidas dos respectivos planos 
de enfermagem; 
• Deverá existir a possibilidade de criar planos através de um assistente de recursivi-
dade que permita: 
o Definir a duração de cada acção em minutos; 
o Definir uma periodicidade diária, semanal, mensal ou anual da ocorrência 
das acções; 
o Definir o(s) dia(s) da semana da ocorrência das acções; 
o Definir o período inicial e/ou final e/ou o nº de ocorrências das acções; 
o Ou utilizar uma posologia já existente. 
• Deverá ser possível eliminar listas de acções de cada plano criadas pelo assistente 
de recursividade. 
 
A implementação de enfermagem corresponde à quarta etapa do processo de enfermagem. 
Assim, salienta-se que: 
• Deverá existir uma implementação para cada um dos planos definidos no planea-
mento de enfermagem; 
• Deverá ser possível realizar efectivações das acções agendadas; 
• Os tipos das efectivações de sistemas poderão ser os seguintes: 
o Efectivado com sucesso (código de cores: verde); 
o Efectivado sem sucesso (código de cores: laranja). Exemplo: quando o uten-
te não reúne as condições para a acção ser realizada; 
o Não efectivado (código de cores: vermelho). Exemplo: esquecimento. 
 
As reavaliações correspondem à quinta etapa do processo de enfermagem. Poderão existir 
várias reavaliações para cada um dos processos de enfermagem. A estrutura da reavaliação 
de enfermagem deverá ser idêntica à estrutura da apreciação inicial de enfermagem. 
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A avaliação final de enfermagem corresponde à sexta etapa do processo de enfermagem. 
Cada processo de enfermagem deverá ter uma e apenas uma avaliação final de enferma-
gem. A estrutura da avaliação final de enfermagem deverá ser idêntica à estrutura da apre-
ciação inicial de enfermagem. Deste modo, salienta-se ainda que: 
• Deverá ser possível criar avaliações finais de enfermagem de acordo com a estrutu-
ra definida para cada avaliação final de enfermagem; 
• Deverá ser possível alterar uma avaliação final de enfermagem. Os campos que 
poderão ser alterados deverão ser relativos à lista de registos textuais de dados for-
necidos por diferentes fontes de informação; 
• Deverá ser possível eliminar uma avaliação final de enfermagem caso não tenha 
nenhuma alta associada; 
• Deverá ser possível emitir, estornar, imprimir e exportar altas dos pacientes. Os 
formatos de exportação deverão, ser pelo menos, os seguintes: 
o PDF, 
o XLS. 
16.6 Módulo de Gestão de Subscrições 
Com o módulo de Gestão de Subscrições pretende-se permitir a gestão de subscrições dis-
ponibilizadas pelo sistema. A estrutura de cada subscrição deverá possuir: 
• Um identificador unívoco alfanumérico; 
• O valor total da subscrição; 
• A lista de serviços que a compõem (cada um com a indicação da data inicial e final 
da validade e valor de cada serviço subscrito); 
• O identificador da entidade de facturação responsável pelo pagamento da subscri-
ção (caso algum dos serviços subscritos não seja gratuito); 
• E um estado sendo os estados de sistema os seguintes: 
o Activada; 
o Desactivada. 
• Deverá ser possível a criação de subscrições de acordo com a estrutura definida 
para cada subscrição; 
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• Deverá ser possível alterar subscrições. Os campos que poderão ser alterados deve-
rão ser os seguintes: 
o O valor total da subscrição; 
o A lista de serviços que a compõem; 
o O identificador da entidade de facturação responsável pelo pagamento da 
subscrição; 
o E o estado. 
• Deverá ser possível eliminar subscrições apenas se estas ainda não tiverem sido já 
utilizadas. 
• Deverá ser possível desactivar subscrições no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas. 
16.7 Módulo de Gestão de Turnos de Enfermagem 
Com o módulo de Gestão de Turnos de Enfermagem pretende-se possibilitar a fácil prepa-
ração dos turnos a serem realizados pelos profissionais. As preparações dos turnos visam 
permitir a preparação e organização dos turnos diários de cada profissional de forma fácil e 
eficaz. A preparação de cada turno poderá ser feita com base nas acções resultantes da eta-
pa de planeamento dos processos de enfermagem. Cada preparação de turno deverá ser 
constituído por: 
• Um cabeçalho com: 
o Um identificador alfanumérico unívoco; 
o A data de criação; 
o A data da preparação; 
o O profissional que criou a preparação (por defeito, deverá ser associado o 
profissional que se encontra autenticado no momento de efectuar a prepara-
ção); 
o O estado da preparação, sendo os estados de preparação de sistemas os 
seguintes: 
 Em elaboração; 
 Pronta; 
 Em efectivação, 
 Fechada. 
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• Um grupo de linhas referentes às acções para realizar, em que cada linha seja cons-
tituída pelo seguinte: 
o O identificador alfanumérico unívoco da acção; 
o A hora do início da acção; 
o A hora de fim da acção: 
o O identificador do problema; 
o O identificador do plano; 
o O identificador do planeamento; 
o O identificador do paciente; 
o O identificador do profissional que deverá realizar a acção; 
o O recurso utilizador pelo paciente; 
• Um grupo de linhas referentes a recursos necessários para a realização das acções 
seleccionadas, em que cada linha seja constituída pelo seguinte: 
o O identificador do recurso, 
o O identificador do profissional que irá utilizar o recurso. 
Salienta-se ainda que: 
• Deverá ser possível criar preparações de turnos de acordo com a estrutura definida 
para cada preparação de turno; 
• Deverá ser possível alterar uma preparação de turno caso este não esteja já a decor-
rer. Os campos que poderão ser alterados deverão ser os seguintes: 
o A nível do cabeçalho: 
 A data de criação;  
 A data da preparação; 
 O profissional que criou a preparação; 
 O estado da preparação. 
o A nível do grupo de linhas referentes a acções para realizar: 
 O identificador da acção; 
 A hora do início da acção; 
 A hora de fim da acção; 
 O identificador do problema; 
 O identificador do plano; 
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 O identificador do planeamento; 
 O identificador do paciente; 
 O identificador do profissional que deverá realizar a acção; 
 O recurso utilizado pelo paciente. 
o A nível do grupo de linhas referentes a recursos necessários para a realiza-
ção das acções seleccionadas: 
 O identificador do recurso; 
 O identificador do profissional que irá utilizar o recurso. 
• Deverá ser possível eliminar uma preparação apenas se esta ainda não tiver sido já 
utilizada e que esteja em estado de "elaboração";   
• As linhas referentes a acções para realizar da preparação poderão basear-se na lista 
de acções "por efectivar" ou serem introduzidas manualmente; 
• Deverá ser possível imprimir e exportar preparações de turnos; 
• Os formatos de exportação deverão, ser pelo menos, os seguintes: 
o PDF, 
o XLS. 
• Deverá ser possível efectuar pesquisas de uma ou mais preparações de turnos a par-
tir dos componentes que compõem a sua estrutura. 
O roteiro de cada turno pretende fornecer a cada profissional a possibilidade de efectuar a 
gestão do seu roteiro de acordo com as preparações de turnos que lhe foram atribuídas. 
Deverá ser possível ao profissional completar e corrigir registos efectuados junto dos 
pacientes com a aplicação móvel cliente A.M.H.S. - NCA. 
Cada roteiro deverá ser composto pela lista de acções a serem efectivadas num determina-
do período de tempo, por um determinado profissional. Deste modo, a lista de acções deve-
rá apresentar a seguinte informação: 
• O identificador do paciente; 
• O identificador do processo de enfermagem; 
• O identificador do recurso ocupado pelo paciente; 
• O identificador do diagnóstico; 
• O identificador do problema; 
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• O identificador da preparação; 
• O identificador do plano; 
• O identificador da acção; 
• A hora de início previsto da acção; 
• A hora de fim previsto da acção; 
• O identificador do profissional que deverá realizar a acção; 
• O estado de efectivação; 
• A hora de efectivação, 
• As notas realizadas durante a efectivação. 
Salienta-se ainda que:  
• No roteiro de turno apenas deverá será possível a alterar os seguintes campos: 
o O estado de efectivação; 
o A hora de efectivação; 
o As notas realizadas durante a efectivação. 
• Deverá ser possível imprimir e exportar roteiros de turnos; 
• Os formatos de exportação deverão, ser pelo menos, os seguintes: 
o PDF, 
o XLS. 
• Deverá ser possível imprimir a totalidade ou apenas alguns dos procedimentos de 
enfermagem necessários para a realização do turno. 
• Deverá ser possível a exportação da totalidade ou de apenas alguns dos procedi-
mentos de enfermagem necessários para a realização do turno. Os formatos de 
exportação deverão, ser pelo menos, os seguintes: 
o PDF, 
o XLS. 
• Deverá ser possível efectuar pesquisas de um ou mais roteiros de turnos a partir dos 
componentes que compõem a sua estrutura. 
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16.8 Módulo de Gestão Mapas 
Com o módulo de Gestão de Mapas pretende-se permitir a manipulação de mapas. Desta 
forma, deverá ser possível agendar a exportação automática de mapas. Para o efeito, para 
cada mapa cuja exportação se pretenda agendar, deverá ser definido: 
• Uma periodicidade diária, semanal, mensal ou anual da exportação; 
• O(s) dia(s) da semana da exportação; 
• O período inicial e/ou final e/ou o nº de exportações pretendidas. 
Deverá ainda ser possível imprimir e exportar mapas. Os formatos de exportação deverão, 
ser pelo menos, os seguintes: 
• PDF, 
• XLS. 
16.9 Módulo Aux. de Gestão da Extensibilidade 
Com este módulo auxiliar de Gestão da Extensibilidade pretende-se aumentar a extensibi-
lidade da aplicação Desktop cliente AHS-NCA. Desta forma, deverá ser possível adicionar 
campos a algumas das principais entidades que compõem a solução. A estrutura de cada 
campo adicional deverá possuir: 
• Um identificador alfanumérico unívoco; 
• Uma descrição; 
• A identificação da tabela na qual o campo deverá ser adicionado. As tabelas 
de sistema serão  
o A tabela da ficha do artigo; 
o A tabela da ficha do paciente; 
o A tabela da ficha do profissional; 
o E a tabela da ficha do recurso. 
• Um tipo; 
• Um tamanho. 
Os tipos de campo de sistema disponibilizados deverão ser os seguintes: 
• Text-Box 
• NumericUpDown 
430 
 
• Check-box 
• Combo-box 
Para além dos pontos anteriores salienta-se que: 
• Deverá ser possível a criação de campos adicionais de acordo com a estrutura defi-
nida para cada campo adicional; 
• Deverá ser possível alterar campos adicionais. Os campos que poderão ser alterados 
deverão ser: 
o A descrição; 
o O tamanho. 
• Deverá ser possível a eliminação de campos adicionais. Caso o campo adicional já 
esteja em uso essa situação deverá ser comunicada ao utilizador, e deverá ser-lhe 
ainda pedida uma confirmação para remoção do mesmo. 
16.10 Módulo Aux. de Gestão de Fichas de Artigos 
Com o módulo auxiliar de Gestão de Fichas de Artigos pretende-se permitir a gestão de 
fichas de artigos. A estrutura de cada ficha de artigo deverá possuir: 
• Um identificador unívoco alfanumérico; 
• Uma descrição; 
• A identificação do tipo de artigo sendo os tipos de artigo de sistema os seguintes: 
o Serviço; 
o Mercadoria. 
• E um estado sendo os estados de sistema os seguintes: 
o Activado; 
o Desactivado. 
Salienta-se ainda que: 
• Deverá ser possível a criação de fichas de artigos de acordo com a estrutura defini-
da para cada ficha de artigo; 
• Deverá ser possível alterar fichas de artigos. Os campos que poderão ser alterados 
deverão ser os seguintes: 
o A descrição; 
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o A identificação do tipo; 
o E o estado. 
• Deverá ser possível a eliminar fichas de artigos apenas se estas ainda não tiverem 
sido já utilizadas; 
• Deverá ser possível desactivar fichas de artigos no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas; 
• Deverá ser possível efectuar pesquisas de fichas de um ou mais artigo(s) a partir 
dos componentes que compõem a sua estrutura. 
16.11 Módulo Aux. de Gestão de Fichas de Organizações 
O módulo auxiliar de Gestão de Fichas de Organizações será constituído pelos seguintes 
módulos: 
• Módulo Auxiliar de Gestão da Extensibilidade; 
• Módulo Auxiliar de Gestão de Fichas de Artigos; 
• Módulo Auxiliar de Gestão de Fichas de Pacientes; 
• Módulo Auxiliar de Gestão de Perfis; 
• Módulo Auxiliar de Gestão de Fichas de Profissionais; 
• Módulo Auxiliar de Gestão de Fichas de Recursos; 
• Módulo Auxiliar de Gestão de Fichas de Utilizadores; 
• Módulo Auxiliar de Gestão de Fichas de Servidores,  
• Módulo Auxiliar de Gestão de Procedimentos de Enfermagem. 
Cada ficha de organização deverá ser composta por: 
• Um identificador alfanumérico unívoco; 
• Um nome; 
• Um nº de contribuinte; 
• Áreas; 
• Unidades; 
• Locais; 
• E um estado sendo os tipos de estado de sistema os seguintes: 
o Activado; 
o Desactivado. 
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Segue-se um exemplo da composição principal das organizações (e da sua relação com as 
áreas, unidades e locais): 
• Organização 1 
o Áreas: Enfermagem, Especialidade X; 
o Unidades: Leiria, Porto; 
o Locais resultantes: Enfermagem (Leiria), Enfermagem (Porto), Especialida-
de X (Leiria), Especialidade X (Porto). 
• Organização 2 
o Áreas: Internamento; 
o Unidades: Cuidados Continuados; 
o Locais resultantes: Internamento (Cuidados Continuados). 
Tabela 83 - Exemplos de possíveis estruturas de organizações 
Organizações Áreas Unidade Locais 
Organização 1 
Enfermagem 
Leiria Organização 1 / Enfermagem (Leiria) 
Porto Organização 1 / Enfermagem (Porto) 
Especialidade X 
Leiria Organização 1 / Especialidade X (Leiria) 
Porto Organização 1 / Especialidade X (Porto) 
Organização 2 Internamento 
Cuidados 
Continuados 
Organização 2 / Internamento (Cuidados 
Continuados) 
... ... ... ... 
Deverá ainda ser possível determinar, para cada local, os seguintes dados: 
• Morada; 
• Números de telefone; 
• Número de fax; 
• E o(s) tipo(s) de nível(eis) de cuidados que são prestados. 
Os níveis de cuidados de sistema a serem disponibilizados para cada local deverão ser os 
seguintes: 
• Cuidados de prevenção. Exemplos: educação, prevenção; 
• Cuidados primários. Exemplos: detecção precoce e cuidados de rotina; 
• Cuidados secundários (cuidados agudos). Exemplos: tratamento de emergência, 
cuidados críticos (diagnóstico e tratamento, rigoroso e contínuo); 
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• Cuidados terciários (cuidados especiais). Exemplos: cuidados especiais (serviços de 
elevada tecnologia a utentes numa zona geográfica alargada); 
• Cuidados de reabilitação. Exemplos: cuidados intermédios de acompanhamento 
("follow-up") (cuidados de rotina no pós-operatório, cuidados médicos de rotina), 
reabilitação, cuidados domiciliários; 
• Cuidados continuados. Exemplos: cuidados de longa duração, cuidados a doentes 
crónicos, cuidados pessoais, cuidados em hospital de retaguarda. 
Salienta-se ainda que: 
• Deverá ser possível a criação de fichas de organizações de acordo com a estrutura 
definida para cada ficha de organização; 
• Deverá ser possível a alteração de fichas de organizações. Os campos que poderão 
ser alterados deverão ser os seguintes: 
o O nome; 
o O nº de contribuinte; 
o As áreas; 
o As unidades; 
o Os locais; 
o E o estado. 
• Deverá ser possível a eliminação de fichas de organizações desde que estas não 
tenham sido já utilizadas; 
• Deverá ser possível desactivar fichas de organizações no sentido destas deixarem 
de ser utilizadas sem, no entanto, serem eliminadas; 
• Deverá ser possível efectuar pesquisas de uma ou mais fichas de organizações a 
partir dos componentes que compõem a sua estrutura. 
16.12 Módulo Aux. de Gestão de Fichas de Pacientes 
Com o módulo auxiliar de Gestão de Fichas de Pacientes pretende-se permitir a gestão de 
fichas de pacientes. A ficha de cada paciente deverá incluir: 
• Um identificador alfanumérico unívoco; 
• O nome do paciente; 
• A data de nascimento do paciente; 
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• O sexo do paciente; 
• A morada do paciente; 
• Uma lista de contactos do paciente sendo os tipos de contacto de sistema possíveis 
os seguintes: 
o Telefone;  
o Telemóvel; 
o Email. 
• Uma lista de documentos sendo os tipo de documentos de sistema os seguintes: 
o O nº do bilhete de identidade; 
o O nº de utente. 
• A lista de processos de enfermagem associados ao paciente; 
• E um estado sendo os estados de sistema os seguintes:  
o Activado, 
o Desactivado. 
Para além dos pontos anteriores salienta-se que: 
• Deverá ser possível definir quais os campos que devem ser considerados obrigató-
rios no momento da gravação de uma ficha de paciente. Por defeito, os campos 
obrigatórios deverão ser os seguintes: 
o O identificador alfanumérico unívoco; 
o O nome do paciente; 
o A data de nascimento do paciente; 
o O sexo do paciente; 
o A morada do paciente; 
o Uma lista de contactos do paciente (composta pelo menos por um contacto 
do tipo telefone ou telemóvel). 
• Deverá ser possível a criação de fichas de pacientes de acordo com a estrutura defi-
nida para cada ficha de paciente; 
• Deverá ser possível a alteração de fichas de pacientes. Os campos que poderão ser 
alterados são os seguintes: 
o O nome do paciente; 
o A data de nascimento do paciente; 
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o O sexo do paciente; 
o A morada do paciente; 
o A lista de contactos do paciente; 
o A lista de documentos; 
o E o estado. 
• Deverá ser possível eliminar fichas de pacientes apenas se estas ainda não tiverem 
sido já utilizadas; 
• Deverá ser possível desactivar fichas de pacientes no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas; 
• Deverá ser possível efectuar pesquisas de um ou mais fichas de pacientes a partir 
dos componentes que compõem a sua estrutura. 
16.13 Módulo Aux. de Gestão de Fichas de Profissionais 
Com o módulo auxiliar de Gestão de Fichas de Profissionais pretende-se permitir a gestão 
de fichas de profissionais (entre os quais profissionais de enfermagem). Cada ficha de pro-
fissional deverá possuir: 
• Uma identificação alfanumérica unívoca; 
• O nome; 
• A profissão; 
• A especialidade; 
• A data de nascimento; 
• O sexo; 
• A morada; 
• O horário sendo que este deverá ser definido através da associação de turnos. Os 
turnos de sistema serão os seguintes:  
o Turno da Manhã (das 07h00 às 15h00);  
o Turno da Tarde (das 15h00 às 23h00); 
o Turno da Noite (das 23h00 às 07h00); 
o Outro Turno. 
• Uma lista de contactos sendo os tipos de contacto de sistema os seguintes: 
o Telefone;  
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o Telemóvel,  
o Correio electrónico. 
• Uma lista de documentos sendo os tipos de documentos de sistema os seguintes: 
o O nº do bilhete de identidade; 
o O nº de utente. 
• E um estado sendo os estados de sistema os seguintes: 
o Activado; 
o Desactivado. 
• Deverá ser possível a criação de fichas de profissionais de acordo com a estrutura 
definida para cada profissional; 
• Deverá ser possível alterar fichas de profissionais. Os campos que poderão ser alte-
rados deverão ser os seguintes: 
o O nome; 
o A profissão; 
o A especialidade; 
o A data de nascimento; 
o O sexo; 
o A morada; 
o O horário; 
o A lista de contactos; 
o A lista de documentos; 
o E o estado. 
• Deverá ser possível eliminar fichas de profissionais apenas se estas ainda não tive-
rem sido já utilizadas; 
• Deverá ser possível desactivar fichas de profissionais no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas; 
• Deverá ser possível efectuar pesquisas de fichas de um ou mais profissionais a par-
tir dos componentes que compõem a sua estrutura. 
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16.14 Módulo Aux. de Gestão de Fichas de Recursos 
Com o módulo auxiliar de Gestão de Fichas de Recursos pretende-se permitir a gestão de 
fichas de recursos (como por exemplo, carrinhos de enfermagem, camas, entre outros). 
Cada ficha de recurso deverá ser constituída por: 
• Um identificador unívoco alfanumérico; 
• Um nome; 
• Uma descrição; 
• Uma identificação do tipo de recurso sendo os tipos de recurso de sistema os 
seguintes: 
o Cama; 
o Carrinho. 
• E um estado sendo os estado de sistema os seguintes: 
o Activado, 
o Desactivado. 
Para além dos pontos anteriores: 
• Deverá ser possível a criação de fichas de recursos de acordo com a estrutura defi-
nida para cada recurso; 
• Deverá ser possível alterar fichas de recursos. Os campos que poderão ser alterados 
deverão ser os seguintes: 
o O nome; 
o A descrição; 
o A identificação do tipo de recurso; 
o E o estado. 
• Deverá ser possível eliminar fichas de recursos apenas se estes ainda não tiverem 
sido já utilizados; 
• Deverá ser possível desactivar fichas de recursos no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas; 
• Deverá ser possível efectuar pesquisas de fichas de um ou mais recursos a partir dos 
componentes que compõem a sua estrutura. 
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16.15 Módulo Aux. de Gestão de Fichas de Servidores 
Com o módulo auxiliar de Ficha de Servidores pretende-se permitir a gestão de fichas de 
servidores de dados e de serviços. Para cada ficha de servidor deverá ser possível definir: 
• Um identificador alfanumérico unívoco; 
• Uma descrição; 
• O tipo de servidor, sendo os tipos de servidores de sistemas os seguintes: 
o De dados; 
o De serviços. 
• O endereço da localização do servidor; 
• A disponibilidade actual do servidor sendo os estados de disponibilidade de servi-
dores de sistema os seguintes: 
o Disponível; 
o Indisponível. 
• E um estado sendo os estados de sistema os seguintes: 
o Activado; 
o Desactivado. 
Salienta-se ainda que: 
• Deverá ser possível a criação de servidores de acordo com a estrutura definida para 
cada servidor; 
• Deverá ser possível alterar fichas de servidores. Os campos que poderão ser altera-
dos deverão ser os seguintes: 
o A descrição; 
o O tipo de servidor; 
o O endereço da localização do servidor; 
o A disponibilidade actual do servidor; 
o E o estado do servidor. 
• Deverá ser possível eliminar fichas de servidores; 
• Deverá ser possível desactivar fichas de servidores no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas; 
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• Caso um servidor de um determinado tipo não esteja disponível e existam outros 
desse mesmo tipo configurados, deverá ser tentado o acesso esses servidores. 
16.16 Módulo Aux. de Gestão de Fichas de Utilizadores 
Com o módulo auxiliar de Gestão de Fichas de Utilizadores pretende-se permitir a gestão 
de fichas de utilizadores do sistema. Cada ficha de utilizador deverá possuir: 
• Uma identificação alfanumérica unívoca; 
• Um nome; 
• Uma palavra-passe, 
• Um estado, sendo os estados de sistema os seguintes: 
o Activado; 
o Desactivado. 
• Deverá ser possível a criação de fichas de utilizadores de acordo com a estrutura 
definida para cada ficha de utilizador; 
• Deverá ser possível alterar fichas de utilizadores. Os campos que poderão ser alte-
rados deverão ser os seguintes: 
o O nome; 
o A palavra-passe; 
o E o estado. 
• Deverá ser possível eliminar fichas de utilizadores apenas se estas ainda não tive-
rem sido já utilizadas; 
• Deverá ser possível desactivar fichas de utilizadores no sentido destas deixarem de 
ser utilizadas sem, no entanto, serem eliminadas. 
16.17 Módulo Aux. de Gestão de Perfis 
Com o módulo auxiliar de Gestão de Perfis pretende-se permitir a gestão de diferentes 
perfis. Cada perfil deverá possuir: 
• Um identificador unívoco alfanumérico; 
• Um nome; 
• Uma descrição; 
• A lista de regras de restrições de acesso a módulos; 
• A lista de regras de restrições das funcionalidades base.  
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Salienta-se ainda que: 
• Deverá ser possível a criação de perfis de acordo com a estrutura definida para cada 
perfil; 
• Deverá ser possível alterar perfis. Os campos que poderão ser alterados são os 
seguintes: 
o O nome; 
o A descrição; 
o A lista de regras de restrições de acesso a módulos; 
o A lista de regras de restrições das funcionalidades base; 
o Deverá ser possível eliminar perfis que não estão a ser utilizados. 
• Deverá ser possível activar e desactivar o acesso de cada um dos módulos que 
compõe as aplicações; 
• Deverá ser possível restringir o acesso a determinadas funcionalidades dos módulos 
que compõem cada aplicação através da respectiva activação e desactivação das 
operações base de criação, alteração e eliminação dos mesmos. 
16.18 Módulo Aux. de Gestão de Procedimentos de Enferma-
gem 
Com o módulo auxiliar de Gestão de Procedimentos de Enfermagem pretende-se permitir a 
gestão dos diferentes procedimentos de enfermagem. A estrutura de um procedimento 
deverá possuir: 
• Um identificador unívoco alfanumérico; 
• Um nome; 
• Uma duração; 
• Uma lista de passos que compõem o procedimento; 
• Uma lista de artigos necessários para realização do procedimento; 
• E um estado, sendo os estado de sistema os seguintes: 
o Activado, 
o Desactivado. 
Por sua vez, cada passo deverá ser composto por: 
• Um número identificativo da ordem do passo; 
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• Informações textuais complementares ao passo. 
Para além dos pontos anteriores: 
• Deverá ser possível a criação de procedimentos de enfermagem de acordo com a 
estrutura definida para cada procedimento de enfermagem; 
• Deverá ser possível alterar procedimentos de enfermagem. Os campos que poderão 
ser alterados deverão ser os seguintes: 
o O nome; 
o A duração; 
o A lista de passos que compõem o procedimento; 
o A lista de artigos necessários para realização do procedimento; 
o E o estado. 
• Deverá ser possível eliminar procedimentos apenas se estes ainda não tiverem sido 
já utilizados; 
• Deverá ser possível desactivar fichas de procedimentos de enfermagem no sentido 
destas deixarem de ser utilizadas sem, no entanto, serem eliminadas; 
• Deverá ser possível efectuar pesquisas de um ou mais procedimentos de enferma-
gem a partir dos componentes que compõem a sua estrutura. 
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17 Apêndice III  - Inquérito e análise 
dos resultados do mesmo 
Para a obtenção de mais alguma informação complementar acerca da relação do sector da 
enfermagem com a informática e, particularmente, com a computação móvel, foi realizado 
um breve inquérito designado por "Informática no mundo da Enfermagem". O conteúdo e 
os resultados do mesmo podem ser consultados de seguida. 
17.1 Inquérito 
Segue-se a estrutura do inquérito elaborado com ba se em Google Forms tal como foi apre-
sentado aos inquiridos. 
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Figura 228 - Inquérito "Informática no mundo da Enfermagem" 
 
17.2 Análise dos resultados obtidos 
É apresentada de seguida uma breve análise das respostas obtidas a cada pergunta definida 
no inquérito apresentado anteriormente. Este inquérito destinava-se a profissionais ou a 
futuros profissionais de saúde na área da enfermagem. Salienta-se que, em 12 dias (de 3 a 
14 de Janeiro 2011), foram obtidas 58 respostas. O inquérito foi elaborado em suporte elec-
trónico e divulgado através de fóruns na área, de correio electrónico e das redes sociais. 
17.2.1 Questão nº.1 
A primeira questão visava saber a idade dos inquiridos. De acordo com o gráfico abaixo, 
elaborado através do processamento das respostas obtidas acerca desta questão, verificou-
se que a grande maioria das pessoas inquiridas eram jovens. Esta situação poderá estar 
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relacionada com o facto do inquérito ser em suporte electrónico e da sua divulgação ter 
sido feita, igualmente, através de meios informatizados. 
 
Figura 229 - Resultados obtidos relativamente à questão n.º1 do inquérito 
17.2.2 Questão nº.2 
A segunda questão tinha como objectivo determinar o sexo dos inquiridos. De acordo com 
o gráfico abaixo, elaborado através do processamento das respostas obtidas acerca desta 
questão, verificou-se que a maioria dos inquiridos foi do género feminino. 
 
Figura 230 - Resultados obtidos relativamente à questão n.º2 do inquérito 
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17.2.3 Questão nº.3 
No que diz respeito à terceira questão, esta tinha como objectivo determinar quais os car-
gos desempenhados pelos inquiridos. De acordo com o gráfico abaixo, elaborado através 
do processamento das respostas obtidas acerca desta questão, verificou-se que a maioria 
dos inquiridos era enfermeiro(a). Para além das profissões/cargos contemplados, consta-
tou-se que alguns dos inquiridos tinham outras profissões/cargos (tais como, consultores 
entre outros). 
 
Figura 231 - Resultados obtidos relativamente à questão n.º3 do inquérito 
17.2.4 Questão nº.4 
A quarta questão tinha como objectivo determinar a especialidade dos enfermeiros inquiri-
dos. De acordo com o gráfico abaixo, elaborado através do processamento das respostas 
obtidas acerca desta questão, verificou-se que a maioria dos inquiridos exercia a profissão 
de enfermeiros sem nenhuma especialização. Constatou-se igualmente que alguns dos 
enfermeiros inquiridos especializaram-se em áreas como os cuidados continuados, os cui-
dados intensivos, enfermagem do trabalho, entre outras. 
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Figura 232 - Resultados obtidos relativamente à questão n.º4 do inquérito 
17.2.5 Questão nº.5 
A quinta questão tinha como propósito determinar os locais de trabalho dos enfermeiros 
inquiridos. De acordo com o gráfico abaixo, elaborado através do processamento das res-
postas obtidas acerca desta questão, verificou-se que a maioria dos inquiridos labora em 
hospitais públicos. Constatou-se igualmente que alguns dos enfermeiros inquiridos traba-
lham noutros locais (tais como, farmácias, unidades de cuidados continuados, entre 
outros). 
 
Figura 233 - Resultados obtidos relativamente à questão n.º5 (locais de trabalho) do inquérito 
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Ainda através da quinta questão foi possível constatar que existe ainda um número consi-
derável de profissionais de enfermagem que laboram em mais do que um local em simultâ-
neo (ver Figura abaixo). 
 
Figura 234 - Resultados obtidos relativamente à questão n.º5 (nº de locais de trabalho) do inquérito 
17.2.6 Questão nº.6 
No que diz respeito à sexta questão, esta tinha como objectivo determinar quais os registos 
efectuados com mais frequência a nível profissional pelos inquiridos. De acordo com o 
gráfico abaixo, elaborado através do processamento das respostas obtidas acerca desta 
questão, verificou-se que a maioria dos inquiridos efectua registos variados no sentido de 
registar a maioria do que é efectuado junto do utente. Verificou-se que os registos efectua-
dos com maior incidência são os registos de intervenções realizadas, de sinais vitais e do 
estado geral do utente. Constatou-se igualmente que foram nomeados outros tipos de regis-
tos (tais como, altas ou abandono do utente da instituição de saúde, diureses, glicemias, 
entre outros). 
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Figura 235 - Resultados obtidos relativamente à questão n.º6 do inquérito 
17.2.7 Questão nº.7 
A sétima questão tinha como objectivo determinar o grau de conhecimento de informática 
por parte dos inquiridos. De acordo com o gráfico abaixo, elaborado através do processa-
mento das respostas obtidas acerca desta questão, verificou-se que a maioria dos inquiridos 
considera ter bons e muito bons conhecimentos de informática na óptica do utilizador. Este 
facto poderá estar relacionado com o facto do inquérito ser em suporte electrónico e da sua 
divulgação ter sido igualmente através de meios informatizados. 
 
Figura 236 - Resultados obtidos relativamente à questão n.º7 do inquérito 
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17.2.8 Questão nº.8 
Com a oitava questão pretendeu-se quantificar os registos efectuados em papel. Verificou-
se que existe já um número considerável dos inquiridos que não efectuam registos em 
papel, no entanto, existe um número maior de profissionais que efectuam ainda todos os 
registos em papel. A grande maioria dos inquiridos efectua ainda alguns registos em papel. 
 
Figura 237 - Resultados obtidos relativamente à questão n.º8 do inquérito 
17.2.9 Questão nº.9 
No que diz respeito à nona questão esta tinha como objectivo determinar a tipologia dos 
registos efectuados em papel por parte dos inquiridos. De acordo com o gráfico abaixo, 
elaborado através do processamento das respostas obtidas acerca desta questão, verificou-
se que a maioria dos registos efectuados em papel corresponde a intervenções realizadas. 
Deste modo constata-se que registos como os sinais vitais que, de acordo com a questão 
n.º6, são efectuados em elevado número, já deverão ser efectuados através de meios infor-
matizados. Entre os outros tipos de registos efectuados referenciados pelos inquiridos des-
tacam-se registos de feridas, drenagens, úlceras de pressão, parâmetros bioquímicos, vaci-
nas, requisições sanguíneas, distribuição de equipas, checklists variadas, terapêutica admi-
nistrada, tomas de medicação presenciais e domiciliárias, entre outros. 
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Figura 238 - Resultados obtidos relativamente à questão n.º9 do inquérito 
17.2.10 Questão nº.10 
A décima questão tinha como objectivo perceber se a utilização de dispositivos na área de 
enfermagem pelos inquiridos era habitual. De acordo com o gráfico abaixo, elaborado 
através do processamento das respostas obtidas acerca desta questão, verificou-se que a 
grande maioria dos inquiridos não utilizada nenhum dispositivo móvel no auxílio da sua 
actividade. 
 
Figura 239 - Resultados obtidos relativamente à questão n.º10 do inquérito 
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17.2.11 Questão nº.11 
Quanto à décima primeira questão pretendia-se verificar quais as aplicações informáticas 
mais utilizadas pelos inquiridos no exercício das suas funções. Constatou-se que aplicação 
mais usada pelos inquiridos é o ALERT®, seguido pelo SApE e o SINUS. Verificou-se 
igualmente que existe ainda um elevado número de profissionais que não utilizam nenhu-
ma aplicação informática. Para além das aplicações informáticas consideradas no inquérito 
foram indicadas outras tais como aplicações desenhadas à medida para organizações de 
saúde, aplicações como o Soarian®, o TSR, o SIM, o Pyxis, ou software específico para 
visualização de imagens como o Osirix, ou ainda produtos direccionados, por exemplo, a 
laboratórios como o zLab. 
 
Figura 240 - Resultados obtidos relativamente à questão n.º11 do inquérito 
Ainda através da questão n.º11 verificou-se que a maioria dos inquiridos utiliza apenas 
uma aplicação informática a nível profissional, no entanto, existem casos em que são utili-
zadas mais três aplicações distintas. 
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Figura 241 - Resultados obtidos relativamente à questão n.º11 do inquérito 
17.2.12 Questão nº.12 
Com a décima segunda questão pretendeu-se verificar quais as principais vantagens dos 
sistemas informatizados utilizados pelo inquiridos. De acordo com o gráfico abaixo, elabo-
rado através do processamento das respostas obtidas acerca desta questão, verificou-se que 
a principal vantagem identificada pelos profissionais inquiridos é o acesso centralizado da 
informação seguido das funcionalidades e da simplicidade de utilização dos sistemas usa-
dos. Foram ainda identificadas outras vantagens pelos inquiridos tais como os benefícios 
para o meio ambiente e o registo continuado dos cuidados prestados. 
 
Figura 242 - Resultados obtidos relativamente à questão n.º12 do inquérito 
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17.2.13 Questão nº.13 
No que diz respeito à décima terceira questão pretendeu-se verificar quais os principais 
problemas dos sistemas informatizados utilizados pelo inquiridos. De acordo com o gráfico 
abaixo, elaborado através do processamento das respostas obtidas acerca desta questão, 
verificou-se que os principais problemas apontados pelos inquiridos são os bloqueios fre-
quentes das aplicações, a lentidão e a ausência de funcionalidades importantes.  
 
Figura 243 - Resultados obtidos relativamente à questão n.º13 do inquérito 
17.2.14 Questão nº.14 
A décima quarta questão tinha como objectivo perceber qual o modo de preparação dos 
turnos ou rondas dos profissionais inquiridos. De acordo com o gráfico abaixo, elaborado 
através do processamento das respostas obtidas acerca desta questão, verificou-se que a 
maioria dos inquiridos elabora o seu plano de trabalho manualmente e que apenas alguns 
utilizam as aplicações informáticas que dispõem para o efeito. Alguns inquiridos referiram 
igualmente que utilizam aplicações informáticas genéricas (como o Microsoft® Word®) 
ou ainda que efectuam a preparação dos turnos ou rondas de trabalho mentalmente. 
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Figura 244 - Resultados obtidos relativamente à questão n.º14 do inquérito 
17.2.15 Questão nº.15 
A décima-quinta questão teve como objectivo determinar o modo de registo do que foi 
efectuado durante os turnos ou rondas. De acordo com o gráfico abaixo, elaborado através 
do processamento das respostas obtidas acerca desta questão, verificou-se que grande parte 
dos inquiridos efectua ainda registos manuais durante os seus turnos ou rondas.  
 
Figura 245 - Resultados obtidos relativamente à questão n.º15 do inquérito 
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17.2.16 Questão nº.16 
Com a décima sexta questão foi questionado aos inquiridos se consideravam a informatiza-
ção dos processo uma mais-valia. De acordo com o gráfico abaixo, elaborado através do 
processamento das respostas obtidas acerca desta questão, verificou-se que os inquiridos 
consideram claramente a informatização dos processos de enfermagem uma mais-valia. 
 
Figura 246 - Resultados obtidos relativamente à questão n.º16 do inquérito 
17.2.17 Questão nº.17 
Relativamente à décima-sétima questão foi questionado aos inquiridos se consideravam a 
utilização de dispositivos móveis dos processo uma mais-valia para a sua actividade profis-
sional. De acordo com o gráfico abaixo, elaborado através do processamento das respostas 
obtidas acerca desta questão, verificou-se que os inquiridos consideram claramente a utili-
zação de dispositivos móveis no exercício da sua actividade como uma mais-valia. 
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Figura 247 - Resultados obtidos relativamente à questão n.º17 do inquérito 
17.2.18 Questão nº.18 
A décima oitava questão teve como objectivo determinar o grau de confiança dos inquiri-
dos nos registos informalizados. De acordo com o gráfico abaixo, elaborado através do 
processamento das respostas obtidas acerca desta questão, verificou-se nitidamente que a 
grande maioria os inquiridos confiam nos registos realizados através de meios informáti-
cos.  
 
Figura 248 - Resultados obtidos relativamente à questão n.º17 do inquérito 
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Para além dos resultados obtidos através das questões anteriores verificou-se que mais de 
metade dos inquiridos deixaram o seu contacto correio electrónico de modo a receber mais 
informações acerca do projecto que está a der desenvolvido manifestando assim o seu inte-
resse no mesmo. 
No espaço destinado a comentários acerca dos processos de enfermagem ou do próprio 
formulário foram deixados vários testemunhos citados abaixo: 
• "Apenas considero que seria relevante a utilização de meio informático em enfer-
magem se fosse pela utilização de um PDA em que se poderia introduzir a infor-
mação imediatamente após a sua realização através de um rápido clique ou breve 
descrição. Através da utilização de computadores, penso que só vem trazer mais 
dificuldades pela impossibilidade de haver um computador para cada enfermeiro, 
o que leva a que tenhamos que esperar uns pelos outros para efectuar registos. Já 
trabalhei com esta realidade e não se tornou em nada mais prático." 
• "Apenas utilizei durante esporadicamente durante 1 mês um programa informático 
para realizar registos de enfermagem como tal não me consegui aperceber das 
suas principais mais-valias nem dos seus principais defeitos. No que respeita à 
medicação, utilizei durante 1 semestre o PLH para ver as prescrições feitas e para 
registar aquilo que administrávamos e considero que era bastante útil pois em 
qualquer computador podíamos aceder à informação constantemente actualizada, 
permitindo também economizar tempo. Apesar disto denotei que por parte dos pro-
fissionais existia ainda algum desconhecimento acerca de alguns aspectos do pro-
grama e da sua utilização."  
• "Considero, sem sombra de dúvidas, os registos em suporte informático uma mais 
valia, não só no sentido de uma maior segurança dos cuidados prestados aos doen-
tes/clientes mas igualmente como meio para a crescente valorização da profissão 
de enfermagem."  
• "Muito precária. Falta de visão tanto dos utilizadores que compram os programas, 
como das empresas que os fazem. Estamos a anos luz de fazer alguma coisa em 
condições de forma generalizada a este nível."  
• "O registo informático da evolução clínica do utente na hora através de um dispo-
sitivo móvel (tipo PDA) poderá aportar uma maior precisão nos registos de enfer-
magem, pelo simples facto de serem feitos na hora. Os registos realizados à poste-
riori acometem sempre alguns erros de precisão e objectividade."  
• "O registo informático terá que auxiliar o enfermeiro pela rapidez e simplicidade, 
senão, o papel seria a forma mais rápida de realizar registos de enfermagem. Já 
trabalhei com PDA em Espanha e a rapidez e simplicidade é notória. Estamos a 
anos-luz dessa concretização."  
• "Parabéns pelo projecto muito bom."  
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• "Parece me um projecto muito interessante e uma mais valia para a nossa profis-
são, uma vez que os registos são parte integrante e muito importante da nossa roti-
na diária. Bom trabalho."  
• "Penso que este estudo pode trazer grandes vantagens no trabalho em enfermagem, 
de forma tornar o registo e organização do trabalho mais fácil e rápida."  
• "Penso que os Sistemas de Informação em Enfermagem são, sem dúvida, uma mais 
valia para a profissão. São inúmeras as vantagens destas aplicações, que superam 
em muito algumas desvantagens existentes. De facto, a informatização dos proces-
sos de enfermagem apresenta vantagens para todos os intervenientes, quer doente, 
profissional de saúde e instituição, no sentido em que permite a continuidade de 
cuidados, um acesso rápido a toda a informação da situação clínica do doente, 
poupança de recursos para a instituição e ausência de gastos de material e espaço 
físico para arquivar todos os papéis referentes aos processos do doente, existe 
menor risco de perder a informação e maior segurança para o profissional que 
regista, uma vez que tem o seu login, entre muitas outras vantagens. Como desvan-
tagem primordial aponto os bloqueios que pontualmente existem nos sistemas."  
• "Relativamente à última questão, embora considere que a informatização dos 
registos seja importante como uma mais-valia que é, penso igualmente que como 
todos os programas informáticos concebidos para tal e com os quais trabalhei, até 
hoje, têm falhas o que por vezes torna difícil a fluidez da utilização dos mesmos. 
Estas falhas levam, por vezes, a uma "lentificação" do trabalho a desenvolver, ou 
até a termos de arranjar alternativas para que seja possível prosseguir com o tra-
balho. Por isso considero importante que se invista na melhoria dos mesmos." 
•  
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18 Apêndice IV - Processo de 
desenvolvimento de software 
De acordo com as especificidades do protótipo ou da prova de conceito optou-se pela utili-
zação e conjugação de alguns aspectos considerados de maior relevância para a concretiza-
ção da prova de conceito. Deste modo, de seguida podem ser consultados o modelo de 
domínio, o diagrama de classes de análise, a definição do modelo de casos de uso (com o 
levantamento dos casos de uso do sistema), a definição e descrição dos actores, os diagra-
mas de casos de uso (diagramas de pacotes e de casos de uso) e a descrição dos casos de 
uso. 
18.1 Definição do modelo de domínio 
O modelo de domínio corresponde a um diagrama de alto nível que pertence ao espaço do 
problema (e não da solução). É utilizado para ser mais fácil a identificação das principais 
classes e relacionamentos que existem no sistema em estudo. Desta forma, é basicamente 
um diagrama de classes com os relacionamentos e com as classes apenas com nome. Faz 
parte do modelo de domínio o “Diagrama de Classes de Análise”. 
As classes de análise identificadas foram as seguintes: "Utilizador", "Pessoa", "Paciente", 
"Profissional", "Configurador", "Processo de Enfermagem", "Turno de Enfermagem", 
"Organização", "Artigo", "Recurso", "Procedimento de Enfermagem" e "Servidor".  
18.2 Diagrama de classes de análise 
Pode ser visualizado na figura abaixo, o diagrama de classes de análise. 
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Figura 249 - Diagrama de classes de análise 
É possível justificar os relacionamentos representados no esquema anterior visto que: 
• Existe uma generalização que indica que as contas de "Organizações" e de "Utiliza-
dores" são contas com diferentes características no sistema; 
• A "Conta da Organização" relaciona-se com o "Servidor Cliente" em que os dados 
do cliente estão alojados; 
• A “Conta de Utilizador” relaciona-se com a “Pessoa” uma vez que deverá ser cria-
do uma "Conta de Utilizador" para cada "Pessoa"; 
• A "Pessoa" estará relacionada com a organização uma vez que a "Pessoa" irá per-
tencer a uma ou mais "Organizações"; 
• A "Organização" relaciona-se com o "Servidor Master" em que os dados das contas 
estão alojados; 
• Existe uma generalização que indica que o "Paciente", o "Profissional" e o "Confi-
gurador" são "Pessoas" que interagem com o sistema; 
• O "Paciente" e o "Profissional" são as únicas pessoas que irão relacionar-se aos 
"Episódios". 
18.3 Definição do modelo de casos de uso e levantamento dos mes-
mos 
Os casos de uso representam uma sequência de eventos executada pelo sistema como res-
posta a uma acção executada por quem utiliza o sistema sendo uma boa ajuda na análise do 
próprio sistema. Deste modo, efectuou-se o levantamento dos casos de uso do sistema, a 
descrição dos actores, diagramas de casos de uso e o agrupamento em pacotes. Os princi-
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pais elementos utilizados nos “Diagramas de Casos de Uso” são os “actores” e os próprios 
“casos de uso”.  
Considerando que os casos de uso da “análise orientada a objectos” coincidem com os pro-
cessos da “análise estruturada”, verificou-se que o sistema é composto pelos seguintes 
casos de uso que podem ser consultados nas tabelas abaixo. 
Tabela 84 - Levantamento dos casos de uso AHS-NCA 
Diagrama de pacotes - AHS-NCA 
Pacote Casos de Uso 
Gerir Autenticação Iniciar Sessão 
Terminar Sessão 
Gerir Admissões Criar Admissão 
Actualizar Admissão 
Validar Admissão 
Pesquisar Admissão 
Desactivar Admissão 
Eliminar Admissão 
Gerir Pacientes Criar Paciente 
Actualizar Paciente 
Validar Paciente 
Pesquisar Paciente 
Desactivar Paciente 
Eliminar Paciente 
Gerir Processos Clínicos Criar Processo Clínico 
Actualizar Processo Clínico 
Validar Processo Clínico 
Pesquisar Processo Clínico 
Desactivar Processo Clínico 
Eliminar Processo Clínico 
Gerir Episódios de Enfermagem Criar Episódio 
Actualizar Episódio 
Validar Episódio 
Pesquisar Episódio 
Desactivar Episódio 
Eliminar Episódio 
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Gerir Internamentos Criar Internamento 
Actualizar Internamento 
Validar Internamento 
Pesquisar Internamento 
Desactivar Internamento 
Eliminar Internamento 
Gerir Avaliações Criar Avaliação 
Actualizar Avaliação 
Validar Avaliação 
Pesquisar Avaliação 
Desactivar Avaliação 
Eliminar Avaliação 
Gerir Diagnósticos Criar Diagnóstico 
Actualizar Diagnóstico 
Validar Diagnóstico 
Pesquisar Diagnóstico 
Desactivar Diagnóstico 
Eliminar Diagnóstico 
Gerir Problemas Criar Problema 
Actualizar Problema 
Validar Problema 
Pesquisar Problema 
Desactivar Problema 
Eliminar Problema 
Gerir Planeamentos Criar Planeamento 
Actualizar Planeamento 
Validar Planeamento 
Pesquisar Planeamento 
Desactivar Planeamento 
Eliminar Planeamento 
Gerir Acções Criar Acção 
Actualizar Acção 
Validar Acção 
Pesquisar Acção 
Desactivar Acção 
Eliminar Acção 
Gerir Efectivações Criar Efectivação 
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Actualizar Efectivação 
Validar Efectivação 
Pesquisar Efectivação 
Desactivar Efectivação 
Eliminar Efectivação 
Gerir Turnos  Criar Turno 
Actualizar Turno 
Validar Turno 
Pesquisar Turno 
Desactivar Turno 
Eliminar Turno 
Gerir Preparações Criar Preparação 
Actualizar Preparação 
Validar Preparação 
Pesquisar Preparação 
Desactivar Preparação 
Eliminar Preparação 
Gerir Mapas Listar Mapa 
Pesquisar Mapa 
Imprimir Mapa 
Exportar Mapa 
Agendar Exportação Mapa 
 
Tabela 85 - Levantamento dos casos de uso AMHS-NCA. 
Diagrama de pacotes - AMHS-NCA 
Pacote Casos de Uso 
Gerir Autenticação Iniciar Sessão 
Terminar Sessão 
Gerir Efectivações de Turnos Actualizar Efectivação 
Validar Efectivação 
Pesquisar Efectivação 
18.4 Definição e descrição dos actores 
Um actor representa o papel que um utilizador desempenha no sistema, ou seja, é aquele 
que realiza ou participa num caso de uso, interagindo com o sistema. Existem em geral 
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mais actores na “análise orientada a objectos” do que fontes e terminadores na “análise 
estruturada”. Deste modo identificaram-se e descreveram-se os actores que se seguem. 
Tabela 86 - Actores do diagrama de pacotes - AHS-NCA 
Diagrama de pacotes - AHS-NCA 
Actor Descrição 
Profissional O "Profissional" deverá tratar-se de uma pessoa que seja profissional na área da 
saúde, mais concretamente, enfermeiro(a), que irá gerir e manipular a informação das 
admissões, dos pacientes, das efectivações, dos turnos e mapas. Este actor é idêntico 
ao "Profissional" do diagrama de pacotes - AMHS-NCA. 
 
Tabela 87 - Actores do diagrama de pacotes - AMHS-NCA 
Diagrama de pacotes - AMHS-NCA 
Actor Descrição 
Profissional O "Profissional" deverá tratar-se de uma pessoa que seja profissional na área da 
saúde, mais concretamente, enfermeiro(a), que irá gerir e manipular a informação das 
efectivações dos turnos. Este actor é idêntico ao "Profissional" do diagrama de paco-
tes - AHS-NCA. 
18.5 Diagramas de pacotes 
Tendo em conta a extensão do sistema este foi dividido em dois diagramas de pacotes: 
• Diagrama de pacotes - AHS-NCA, 
•  Diagrama de pacotes - AMHS-NCA. 
Seguem-se os diagramas referidos anteriormente: 
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Figura 250 - Diagrama de pacotes - AHS-NCA 
 
Figura 251 - Diagrama de pacotes - AMHS-NCA 
O diagrama de pacotes - AHS-NCA é constituído pelos seguintes pacotes: 
• Pacote "Gerir Autenticação"; 
• Pacote "Gerir Admissões"; 
• Pacote "Gerir Pacientes"; 
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• Pacote "Gerir Efectivações"; 
• Pacote "Gerir Turnos"; 
• Pacote "Gerir Mapas". 
O pacote "Gerir Pacientes" é composto pelo pacote "Gerir Processos Clínicos", que por sua 
vez, inclui o pacote "Gerir Episódios de Enfermagem". O pacote "Gerir Episódios de 
Enfermagem" é constituído pelos seguintes pacotes: 
• Pacote "Gerir Internamentos"; 
• Pacote "Gerir Avaliações"; 
• Pacote "Gerir Diagnósticos"; 
• Pacote "Gerir Problemas"; 
• Pacote "Gerir Planeamentos", 
• Pacote "Gerir Acções".  
O pacote "Gerir Turnos" inclui o pacote "Gerir Preparações". 
O diagrama de pacotes - AMHS-NCA é constituído pelos seguintes pacotes: 
• Pacote "Gerir Autenticação", 
• Pacote "Gerir Efectivações de Turnos". 
18.6 Diagrama de casos de uso 
Pode ser consultado abaixo o diagrama de casos de uso "AHS-NCA Gerir Autenticação". 
 
Figura 252 - Diagrama de casos de uso "AHS-NCA Gerir Autenticação" 
Salienta-se que este diagrama de casos de uso é aplicável aos pacotes "Gerir Autenticação" 
dos diagramas de pacotes AHS-NCA e AMHS-NCA.  
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Segue-se o diagrama de casos de uso "AHS-NCA Gerir Admissões". 
 
Figura 253 - Diagrama de casos de uso "AHS-NCA Gerir Admissões" 
Salienta-se que este diagrama de casos de uso é aplicável aos seguintes pacotes: 
• "Gerir Pacientes"; 
• "Gerir Processos Clínicos"; 
• "Gerir Episódios de Enfermagem"; 
• "Gerir Internamentos"; 
• "Gerir Avaliações"; 
• "Gerir Diagnósticos"; 
• "Gerir Problemas"; 
• "Gerir Planeamentos"; 
• "Gerir Acções"; 
• "Gerir Efectivações"; 
• "Gerir Turnos" ; 
• "Gerir Preparações". 
De seguida, por ser visualizado o diagrama de casos de uso "AHS-NCA Gerir Mapas". 
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Figura 254 - Diagrama de casos de uso "AHS-NCA Gerir Mapas" 
Segue-se o diagrama de casos de uso "AMHS-NCA Gerir Efectivações de Turno". 
 
Figura 255 - Diagrama de casos de uso - AMHS-NCA Gerir Efectivações de Turno 
18.7 Descrição dos casos de uso 
Este capítulo visa descrever cada caso de uso, identificando o caminho principal (caminho 
percorrido quando tudo corre bem, sendo obrigatória a sua existência) e caminhos os alter-
nativos (possíveis caminhos que possam existir para além do principal, tais como erros, 
entre outros). 
Tabela 88 - Descrição do caso de uso "Iniciar Sessão" do diagrama de casos de uso "AHS-NCA - Gerir 
Autenticação" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Autenticação 
Caso de Uso:" Iniciar Sessão" 
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Casos de Uso Similares:  
Iniciar Sessão (do pacote "Gerir Autenticação" do diagrama de pacotes - AMHS-NCA) 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional inicia a aplicação.  - 
2 - O sistema apresenta o ecrã de autenticação. 
3 
O Profissional preenche o username e a 
palavra-chave e selecciona a opção iniciar 
sessão. 
- 
4 - O sistema inicia a sessão do utilizador. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - A aplicação é fechada. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 89 - Descrição do caso de uso "Terminar Sessão" do diagrama de casos de uso "AHS-NCA - Gerir 
Autenticação" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Autenticação 
Caso de Uso: "Terminar Sessão" 
Casos de Uso Similares:  
"Terminar Sessão" (do pacote "Gerir Autenticação" do diagrama de pacotes - AMHS-NCA) 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do Acção do actor Resposta do sistema 
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evento 
1 
O Profissional selecciona a opção terminar 
sessão.  
- 
2 - 
O sistema termina a sessão e apresenta o ecrã de 
autenticação. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - A sessão é terminada e a aplicação é fechada. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 90 - Descrição do caso de uso "Criar Admissão" do diagrama de casos de uso "AHS-NCA - Gerir 
Admissões" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Admissões 
Caso de Uso: "Criar Admissão" 
Casos de Uso Similares:  
"Criar Paciente" (do pacote "Gerir Pacientes" do diagrama de pacotes - AHS-NCA). 
"Criar Processo Clínico" (do pacote "Gerir Processos Clínicos" do diagrama de pacotes - AHS-NCA). 
"Criar Episódio" (do pacote "Gerir Episódios de Enfermagem" do diagrama de pacotes - AHS-NCA). 
"Criar Internamento" (do pacote "Gerir Internamentos" do diagrama de pacotes - AHS-NCA). 
"Criar Avaliação" (do pacote " Gerir Avaliações" do diagrama de pacotes - AHS-NCA). 
"Criar Diagnóstico" (do pacote "Gerir Diagnósticos" do diagrama de pacotes - AHS-NCA). 
"Criar Problema" (do pacote "Gerir Problemas" do diagrama de pacotes - AHS-NCA). 
"Criar Planeamento" (do pacote "Gerir Planeamentos" do diagrama de pacotes - AHS-NCA). 
"Criar Acção" (do pacote "Gerir Acções" do diagrama de pacotes - AHS-NCA). 
"Criar Efectivação" (do pacote "Gerir Efectivações" do diagrama de pacotes - AHS-NCA). 
"Criar Turno" (do pacote "Gerir Turnos" do diagrama de pacotes - AHS-NCA). 
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"Criar Preparação" (do pacote "Gerir Preparações" do diagrama de pacotes - AHS-NCA). 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de admissões e selecciona 
a opção criar sdmissão. 
- 
2 - O sistema apresenta-lhe o ecrã de introdução de 
dados da admissão. 
3 O Profissional preenche correctamente os 
dados da admissão e selecciona a opção para 
guardar os dados. 
- 
4 - O sistema valida com sucesso os dados e guar-
da-os na base de dados. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional preenche incorrectamente os 
dados da admissão e selecciona a opção para 
guardar os dados. 
- 
2 - O sistema valida sem sucesso os dados e apre-
senta ao Profissional os erros ocorridos durante 
a validação. 
3 O Profissional corrige o preenchimento dos 
dados da admissão e selecciona a opção para 
guardar os dados. 
- 
4 - O sistema valida com sucesso os dados e guar-
da-os na base de dados. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional cancela a criação da admis-
são.  
- 
2 - O sistema volta ao ecrã anterior sem validar 
nem guardar os dados introduzidos. 
Caminho Secundário 3 
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Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 5 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 91 - Descrição do caso de uso "Actualizar Admissão" do diagrama de casos de uso "AHS-NCA - 
Gerir Admissões" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA. - Gerir Admissões 
Caso de Uso: "Actualizar Admissão" 
Casos de Uso Similares:  
"Actualizar Paciente" (do pacote "Gerir Pacientes" do diagrama de pacotes - AHS-NCA). 
"Actualizar Processo Clínico" (do pacote "Gerir Processos Clínicos" do diagrama de pacotes - AHS-
NCA). 
"Actualizar Episódio" (do pacote "Gerir Episódios de Enfermagem" do diagrama de pacotes - AHS-NCA). 
"Actualizar Internamento" (do pacote "Gerir Internamentos" do diagrama de pacotes - AHS-NCA). 
"Actualizar Avaliação" (do pacote " Gerir Avaliações" do diagrama de pacotes - AHS-NCA). 
"Actualizar Diagnóstico" (do pacote "Gerir Diagnósticos" do diagrama de pacotes - AHS-NCA). 
"Actualizar Problema" (do pacote "Gerir Problemas" do diagrama de pacotes - AHS-NCA). 
"Actualizar Planeamento" (do pacote "Gerir Planeamentos" do diagrama de pacotes - AHS-NCA). 
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"Actualizar Acção" (do pacote "Gerir Acções" do diagrama de pacotes - AHS-NCA). 
"Actualizar Efectivação" (do pacote "Gerir Efectivações" do diagrama de pacotes - AHS-NCA). 
"Actualizar Turno" (do pacote "Gerir Turnos" do diagrama de pacotes - AHS-NCA). 
"Actualizar Preparação" (do pacote "Gerir Preparações" do diagrama de pacotes - AHS-NCA). 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de admissões e selecciona 
a opção actualizar admissão. 
- 
2 - O sistema apresenta-lhe o ecrã de actualização 
de dados da admissão. 
3 O Profissional introduz o código da admis-
são que pretende alterar  
- 
4  O sistema carrega e apresenta os dados da 
admissão escolhida. 
5 O Profissional actualiza correctamente os 
dados que pretende alterar e selecciona a 
opção para guardar os dados. 
- 
6 - O sistema valida correctamente os dados e e 
guarda-os na base de dados. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional actualiza incorrectamente os 
dados que pretende alterar e selecciona a 
opção para guardar os dados. 
- 
2 - O sistema valida sem sucesso os dados e apre-
senta ao Profissional os erros ocorridos durante 
a validação. 
3 O Profissional corrige o preenchimento dos 
dados da admissão e selecciona a opção para 
guardar os dados. 
- 
4 - O sistema valida com sucesso os dados e guar-
da-os na base de dados. 
Caminho Secundário 2 
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Nº do 
evento 
Acção do actor Resposta do sistema 
1 O código da admissão introduzido pelo 
Profissional não existe. 
- 
2 - O sistema informa de que a admissão não exis-
te. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional não sabe o código da 
admissão e opta por seleccionar a opção de 
pesquisa. 
- 
2 - O sistema apresenta ao Profissional o ecrã de 
pesquisa de admissões. 
3 O Profissional filtra a lista que lhe é apre-
sentada até obter a admissão pretendida e 
selecciona-a. 
- 
4 - O sistema carrega e apresenta os dados da 
admissão escolhida. 
5 O Profissional actualiza os dados que pre-
tende e selecciona a opção para guardar os 
dados. 
- 
6 - O sistema valida e guarda os dados da admissão 
na base de dados. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional cancela a criação da admis-
são.  
- 
2 - O sistema volta ao ecrã anterior sem validar 
nem guardar os dados introduzidos. 
Caminho Secundário 5 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - O sistema termina a sessão do utilizador e 
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senta o ecrã de autenticação. 
Caminho Secundário 6 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 7 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 92 - Descrição do caso de uso "Pesquisar Admissão" do diagrama de casos de uso "AHS-NCA - Gerir 
Admissões" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Admissões 
Caso de Uso: "Pesquisar Admissão" 
Casos de Uso Similares:  
"Pesquisar Paciente" (do pacote "Gerir Pacientes" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Processo Clínico" (do pacote "Gerir Processos Clínicos" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Episódio" (do pacote "Gerir Episódios de Enfermagem" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Internamento" (do pacote "Gerir Internamentos" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Avaliação" (do pacote " Gerir Avaliações" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Diagnóstico" (do pacote "Gerir Diagnósticos" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Problema" (do pacote "Gerir Problemas" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Planeamento" (do pacote "Gerir Planeamentos" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Acção" (do pacote "Gerir Acções" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Efectivação" (do pacote "Gerir Efectivações" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Turno" (do pacote "Gerir Turnos" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Preparação" (do pacote "Gerir Preparações" do diagrama de pacotes - AHS-NCA). 
"Pesquisar Mapa" (do pacote "Gerir Mapas" do diagrama de pacotes - AHS-NCA). 
Actores: Profissional (Pessoa) 
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Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, no 
menu, a gestão de admissões e selecciona a 
opção pesquisar admissão. 
- 
2 - 
O sistema apresenta ao Profissional o ecrã de 
pesquisa de admissões. 
3 
O Profissional filtra a lista que lhe é 
apresentada até obter a admissão pretendida. 
- 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
O Profissional introduz nos filtros da pesquisa 
dados que não existem na base de dados. 
- 
2 - 
O sistema não apresenta resultados e permite 
ao Profissional alterar os filtros de pesquisa. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 O Profissional cancela a pesquisa da admissão.  - 
2 - O sistema volta ao ecrã anterior. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2  
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode fechar 
a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 5 
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Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode deixar 
de estar numa zona com acesso à Internet ou 
perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 93 - Descrição do caso de uso "Desactivar Admissão" do diagrama de casos de uso "AHS-NCA - Gerir 
Admissões" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Admissões 
Caso de Uso: "Desactivar Admissão" 
Casos de Uso Similares:  
"Desactivar Paciente" (do pacote "Gerir Pacientes" do diagrama de pacotes - AHS-NCA). 
"Desactivar Processo" Clínico (do pacote "Gerir Processos Clínicos" do diagrama de pacotes - AHS-NCA). 
"Desactivar Episódio" (do pacote "Gerir Episódios de Enfermagem" do diagrama de pacotes - AHS-NCA). 
"Desactivar Internamento" (do pacote "Gerir Internamentos" do diagrama de pacotes - AHS-NCA). 
"Desactivar Avaliação" (do pacote " Gerir Avaliações" do diagrama de pacotes - AHS-NCA). 
"Desactivar Diagnóstico" (do pacote "Gerir Diagnósticos" do diagrama de pacotes - AHS-NCA). 
"Desactivar Problema" (do pacote "Gerir Problemas" do diagrama de pacotes - AHS-NCA). 
"Desactivar Planeamento" (do pacote "Gerir Planeamentos" do diagrama de pacotes - AHS-NCA). 
"Desactivar Acção" (do pacote "Gerir Acções" do diagrama de pacotes - AHS-NCA). 
"Desactivar Efectivação" (do pacote "Gerir Efectivações" do diagrama de pacotes - AHS-NCA). 
"Desactivar Turno" (do pacote "Gerir Turnos" do diagrama de pacotes - AHS-NCA). 
"Desactivar Preparações" (do pacote "Gerir Preparações" do diagrama de pacotes - AHS-NCA). 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de admissões, através da 
pesquisa de admissões, selecciona e abre 
uma admissão, e carrega na opção desacti-
var admissão. 
- 
2 - 
O sistema valida a possibilidade de desactivar a 
admissão, desactiva e guarda a informação na 
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base de dados. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de admissões, através da 
pesquisa de admissões, selecciona e abre 
uma admissão, e carrega na opção desacti-
var admissão. 
- 
2 - 
O sistema valida com insucesso a possibilidade 
de desactivar a admissão, apresentando os erros 
ocorridos durante a validação ao Profissional e 
não guarda a informação na base de dados. 
3 
O Profissional corrige as situações de erros 
apresentadas pelo sistema repete a opera-
ção de desactivação da admissão. 
- 
4 - 
O sistema valida a possibilidade de desactivar a 
admissão, desactiva e guarda a informação na 
base de dados. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
O Profissional cancela a desactivação da 
admissão.  
- 
2 - O sistema volta ao ecrã anterior. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - 
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
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2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 5 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 94 - Descrição do caso de uso "Eliminar Admissão" do diagrama de casos de uso "AHS-NCA - Gerir 
Admissões" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Admissões 
Caso de Uso: "Eliminar Admissão" 
Casos de Uso Similares:  
"Eliminar Paciente" (do pacote "Gerir Pacientes" do diagrama de pacotes - AHS-NCA). 
"Eliminar Processo Clínico" (do pacote "Gerir Processos Clínicos" do diagrama de pacotes - AHS-NCA). 
"Eliminar Episódio" (do pacote "Gerir Episódios de Enfermagem" do diagrama de pacotes - AHS-NCA). 
"Eliminar Internamento" (do pacote "Gerir Internamentos" do diagrama de pacotes - AHS-NCA). 
"Eliminar Avaliação" (do pacote " Gerir Avaliações" do diagrama de pacotes - AHS-NCA). 
"Eliminar Diagnóstico" (do pacote "Gerir Diagnósticos" do diagrama de pacotes - AHS-NCA). 
"Eliminar Problema" (do pacote "Gerir Problemas" do diagrama de pacotes - AHS-NCA). 
"Eliminar Planeamento" (do pacote "Gerir Planeamentos" do diagrama de pacotes - AHS-NCA). 
"Eliminar Acção" (do pacote "Gerir Acções" do diagrama de pacotes - AHS-NCA). 
"Eliminar Efectivação" (do pacote "Gerir Efectivações" do diagrama de pacotes - AHS-NCA). 
"Eliminar Turno" (do pacote "Gerir Turnos" do diagrama de pacotes - AHS-NCA). 
"Eliminar Preparações" (do pacote "Gerir Preparações" do diagrama de pacotes - AHS-NCA). 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de admissões, através da 
pesquisa de admissões, selecciona e abre 
uma admissão, e carrega na opção eliminar 
- 
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admissão. 
2 - 
O sistema valida a possibilidade de eliminar a 
admissão, elimina e guarda a informação na 
base de dados. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de admissões, através da 
pesquisa de admissões, selecciona e abre 
uma admissão, e carrega na opção eliminar 
admissão. 
- 
2 - 
O sistema valida com insucesso a possibilidade 
de eliminar a admissão, apresentando os erros 
ocorridos durante a validação ao Profissional e 
não guarda a informação na base de dados. 
3 
O Profissional corrige as situações de erros 
apresentadas pelo sistema repete a operação 
de eliminação da admissão. 
- 
4 - 
O sistema valida a possibilidade de eliminar a 
admissão, elimina e guarda a informação na 
base de dados. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
O Profissional cancela a eliminação da 
admissão.  
- 
2 - O sistema volta ao ecrã anterior. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - 
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 4 
Nº do Acção do actor Resposta do sistema 
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evento 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 5 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 95 - Descrição do caso de uso "Actualizar Efectivação" do diagrama de casos de uso "AMHS-NCA - 
Gerir Efectivações de Turnos" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AMHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AMHS-NCA 
Diagrama de Casos de Uso: AMHS-NCA Gerir Efectivações de Turnos 
Caso de Uso: "Actualizar Efectivação" 
Casos de Uso Similares: - 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe 
no menu principal a opção "Actualizar Efec-
tivação".  
- 
2 - 
O sistema apresenta a lista de pacientes que têm 
acções por efectivar para o dia actual. 
3 
O Profissional selecciona o paciente preten-
dido. 
- 
4 - 
O sistema apresenta a lista de acções por 
efectivar para o paciente seleccionado, para o 
dia actual.  
5 
O Profissional escolhe a acção que pretende 
efectivar. 
- 
6 - O sistema apresenta-lhe as diferentes 
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ções disponíveis para a acção seleccionada. 
7 
O Profissional escolhe a efectivação e 
confirma a actualização da efectivação. 
- 
8 - 
O sistema valida com sucesso os dados e actua-
liza-os na base de dados. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
O Profissional escolhe a efectivação e 
confirma a actualização da efectivação. 
- 
2 - 
O sistema valida sem sucesso os dados, 
apresentando os erros ocorridos durante a 
validação ao Profissional, e não actualiza a 
dados na base de dados. 
3 
O Profissional corrige as situações de erros 
apresentadas pelo sistema repete a operação 
de actualização da efectivação. 
- 
4 - 
O sistema valida com sucesso actualização da 
efectivação e guarda os dados na base de dados. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
voltar ao menu. 
- 
2 - O sistema apresenta o menu. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
O Profissional cancela a actualização da 
efectivação de uma acção.  
- 
2 - 
O sistema volta ao ecrã anterior sem validar 
nem guardar os dados introduzidos. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
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2  
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 5 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 6 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
Caminho Secundário 7 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após a efectivação de uma acção o 
Profissional escolhe a opção de adicionar 
uma nota à efectivação.  
- 
2 - 
O sistema apresenta-lhe uma caixa de texto 
onde o Profissional pode efectuar o registo 
manual da nota. 
3 O Profissional confirma a nota introduzida.  
4 - 
O sistema valida e actualiza os dados da efecti-
vação na base de dados. 
 
Tabela 96 - Descrição do caso de uso "Listar Mapa" do diagrama de casos de uso "AHS-NCA - Gerir Mapas" 
que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA Gerir Mapas 
Caso de Uso: "Listar Mapa" 
Casos de Uso Similares: - 
Actores: Profissional (Pessoa) 
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Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de mapas e selecciona a 
opção listar mapas. 
- 
2 - O sistema apresenta a lista de mapas existentes. 
3 
O Profissional selecciona o mapa pretendi-
do. 
- 
4 - 
O sistema apresenta o conteúdo do mapa selec-
cionado. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
voltar ao menu. 
- 
2 - O sistema apresenta o menu. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - 
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
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2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 97 - Descrição do caso de uso "Imprimir Mapa" do diagrama de casos de uso "AHS-NCA - Gerir 
Mapas" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Mapas 
Caso de Uso: "Imprimir Mapa" 
Casos de Uso Similares: - 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de mapas, através da 
pesquisa ou da listagem de mapas, seleccio-
na e abre um mapa, e escolhe a opção 
imprimir. 
- 
2  O sistema mostra o ecrã de impressão. 
3 O Profissional escolhe a impressora e o 
número de cópias que pretende e confirma a 
impressão. 
- 
4 - O sistema manda o mapa para impressora. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
voltar ao menu. 
- 
2 - O sistema apresenta o menu. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
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Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 98 - Descrição do caso de uso "Exportar Mapa" do diagrama de casos de uso "AHS-NCA - Gerir 
Mapas" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA - Gerir Mapas 
Caso de Uso: "Exportar Mapa" 
Casos de Uso Similares: - 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de mapas, através da 
pesquisa ou listagem de mapas, selecciona e 
abre um mapa, e escolhe a opção exportar. 
- 
2 - O sistema mostra o ecrã de exportação. 
3 
O Profissional escolhe o formato e a 
localização onde o ficheiro resultante da 
exportação deverá ser guardado e confirma a 
exportação. 
- 
4 - 
O sistema exporta o mapa no formato e na loca-
lização indicada. 
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Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
voltar ao menu. 
- 
2 - O sistema apresenta o menu. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - 
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 99 - Descrição do caso de uso "Agendar Exportação do Mapa" do diagrama de casos de uso "AHS-
NCA - Gerir Mapas" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AHS-NCA. 
Diagrama de Casos de Uso: AHS-NCA Gerir Mapas 
Caso de Uso: "Agendar Exportação Mapa" 
Casos de Uso Similares: - 
Actores: Profissional (Pessoa) 
Caminho Principal 
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Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe, 
no menu, a gestão de mapas e escolhe a 
opção de agendamento de exportação de 
mapas. 
- 
2 - 
O sistema mostra o ecrã de agendamento de 
exportação de mapas. 
3 
O Profissional escolhe os mapas, os horários 
de exportação, o formato, a localização onde 
os ficheiros resultantes da exportação deve-
rão ser guardados e selecciona a opção 
guardar. 
- 
4 - 
O sistema guarda os dados de agendamento, e 
de acordo com esses dados, irá regularmente 
efectuar exportações dos mapa cuja exportação 
foi agendada. 
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
voltar ao menu. 
- 
2 - O sistema apresenta o menu. 
Caminho Secundário 2 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - 
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
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Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
 
Tabela 100 - Descrição do caso de uso "Pesquisar Efectivação" do diagrama de casos de uso "AMHS-NCA - 
Gerir Efectivações de Turnos" que pertence ao diagrama de pacotes "Diagrama de Pacotes - AMHS-NCA" 
Diagrama de Pacotes: Diagrama de Pacotes - AMHS-NCA 
Diagrama de Casos de Uso: AMHS-NCA - Gerir Efectivações de Turnos 
Caso de Uso: "Pesquisar Efectivação" 
Casos de Uso Similares: - 
Actores: Profissional (Pessoa) 
Caminho Principal 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Após autenticar-se, o Profissional escolhe 
no menu principal a opção "Pesquisar Efec-
tivação".  
- 
2 - 
O sistema apresenta a lista de pacientes que têm 
acções efectivadas ou por efectivar para o dia 
actual. 
3 
O Profissional selecciona o paciente preten-
dido. 
- 
4 - 
O sistema apresenta a lista de acções 
efectivadas ou por efectivar para o paciente 
seleccionado, para o dia actual.  
Caminho Secundário 1 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
voltar ao menu. 
- 
2 - O sistema apresenta o menu. 
Caminho Secundário 2 
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Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
terminar a sua sessão. 
- 
2 - 
O sistema termina a sessão do utilizador e 
apresenta o ecrã de autenticação. 
Caminho Secundário 3 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
fechar a aplicação. 
- 
2 - 
O sistema termina a sessão do utilizador e a 
aplicação é fechada. 
Caminho Secundário 4 
Nº do 
evento 
Acção do actor Resposta do sistema 
1 
Em qualquer altura, o Profissional pode 
deixar de estar numa zona com acesso à 
Internet ou perder a ligação. 
- 
2 - 
O sistema informa de que perdeu a ligação à 
Internet. 
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19 Apêndice V- Desenho de protótipos 
Podem ser consultados de seguida as duas versões de protótipos em papel elaboradas para 
a aplicação Desktop AHS-NCA e a aplicação móvel AMHS-NCA.  
19.1.1 Primeira versão 
De seguida pode ser encontrada a primeira versão dos protótipos em papel para a aplicação 
Desktop (AHS-NCA) e a aplicação móvel (AMHS-NCA). Salienta-se que estes primeiros 
protótipos foram desenhados para uma interface que seria elaborada a partir de componen-
tes WinForms da DevExpressTM. 
Seguem-se os primeiros protótipos em papel da aplicação Desktop (AHS-NCA). 
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Figura 256 - Primeiro protótipo do ecrã inicial da aplicação AHS-NCA 
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Figura 257 - Primeiros protótipos dos menus da aplicação AHS-NCA 
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Figura 258 - Primeiro protótipo do ecrã de gestão do sistema de cuidados, mais concretamente, do ecrã de 
admissões da aplicação AHS-NCA 
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Figura 259 - Primeiro protótipo do ecrã de gestão do sistema de cuidados, mais concretamente, do ecrã de 
processos da aplicação AHS-NCA 
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Figura 260 - Primeiro protótipo do ecrã de gestão do sistema de cuidados, mais concretamente, do ecrã de 
plano de cuidados da aplicação AHS-NCA 
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Figura 261 - Primeiro protótipo do ecrã de gestão do sistema de rondas, mais concretamente, do ecrã de diá-
rio de cuidados da aplicação AHS-NCA 
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Figura 262 - Primeiro protótipo do ecrã de gestão do sistema de cuidados, mais concretamente, do ecrã de 
documentos internos da aplicação AHS-NCA 
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Figura 263 - Primeiro protótipo do ecrã de gestão do sistema de cuidados, mais concretamente, do ecrã de 
documentos externos da aplicação AHS-NCA 
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Figura 264 - Primeiro protótipo do ecrã de gestão do sistema de cuidados, mais concretamente, do ecrã de 
listagens da aplicação AHS-NCA 
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Figura 265 - Primeiro protótipo do ecrã de gestão do sistema de rondas, mais concretamente, do ecrã de pre-
parações da aplicação AHS-NCA 
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Figura 266 - Primeiro protótipo do ecrã de gestão do sistema de rondas, mais concretamente, do ecrã de fina-
lizações da aplicação AHS-NCA 
De seguida pode ser observado o primeiro protótipo em papel para a aplicação móvel 
(AMHS-NCA). 
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Figura 267- Primeiro protótipo do ecrã principal da aplicação AMHS-NCA 
19.1.2 Segunda versão 
Segue-se segunda versão dos protótipos em papel para a aplicação Desktop (AHS-NCA) e a 
aplicação móvel (AMHS-NCA). Salienta-se que estes protótipos foram desenhados para 
uma interface Web que seria elaborada a partir de componentes ASP.NET da DevEx-
pressTM. 
Seguem-se os segundos protótipos em papel para a aplicação Desktop (AHS-NCA). 
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Figura 268 - Esquematização das principais zonas que irão compor cada ecrã da segunda versão de protótipos 
da aplicação AHS-NCA 
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Figura 269 - Segundo protótipo do ecrã de admissões da aplicação AHS-NCA 
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Figura 270 - Segundo protótipo do ecrã de processos de enfermagem da aplicação AHS-NCA 
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Figura 271 - Segundo protótipo do ecrã de admissões, mais concretamente, do ecrã de preparações da aplica-
ção AHS-NCA 
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Figura 272 - Segundo protótipo do ecrã de admissões, mais concretamente, do ecrã de roteiro da aplicação 
AHS-NCA 
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Figura 273 - Segundo protótipo do ecrã de documentos da aplicação AHS-NCA 
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Figura 274 - Segundo protótipo do ecrã de mapas da aplicação AHS-NCA 
De seguida, pode ser observado o segundo protótipo em papel para a aplicação móvel 
(AMHS-NCA). 
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Figura 275 - Segundo protótipo do ecrã principal da aplicação AMHS-NCA 
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20 Apêndice VI - Especificação do 
modelo de dados 
Neste anexo é possível consultar a especificação do Modelo de Dados da base de dados 
Master e das bases de dados Clients que compõe a solução proposta pela prova de conceito 
desenvolvida. 
20.1 Base de dados Master 
De seguida, é apresentado o DER correspondente à especificação do modelo de dados da 
base de dados Master. Salienta-se que apenas estão representadas as entidades e os atribu-
tos incluídos em relacionamentos para não sobrecarregar o desenho do diagrama. 
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Figura 276 - DER da base de dados Master 
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20.2 Base de dados Client 
De seguida, é possível consultar o DER da base de dados Client. Salienta-se que apenas 
estão representadas as entidades e os atributos incluídos em relacionamentos para não 
sobrecarregar o desenho do diagrama, e que o diagrama da base de dados Client foi dividi-
do em três diagramas de modo a facilitar a sua apresentação. 
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Figura 277 - DER (Organização)
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Figura 278 - DER (Pessoa) 
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Figura 279 - DER (Processo)
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21 Apêndice VII - Capturas de ecrã das 
aplicações desenvolvidas  
Neste apêndice podem ser consultadas capturas de ecrã das aplicações AHS-NCA, AMHS-
NCA e AHS-PCA desenvolvidas no âmbito deste projetco. 
21.1 Capturas de ecrã da aplicação Agile Healthcare Solution - Nur-
sing Client Application (AHS-NCA) 
Seguem-se capturas de ecrã da aplicação AHS-NCA cuja interface foi desenvolvida com 
componentes baseados em tecnologia ASP.NET. 
 
Figura 280 - Captura de ecrã da janela de "Autenticação" 
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Figura 281 - Captura de ecrã da janela de "Recepção" (selecção da opção de ocupação de uma vaga) 
 
Figura 282 - Captura de ecrã da janela de "Recepção" (criação de um novo processo de recepção para a ocu-
pação de uma vaga) 
 527 
 
 
Figura 283 - Captura de ecrã da janela de "Recepção" (preenchimento dos dados de paciente durante a cria-
ção de um novo processo de recepção para a ocupação de uma vaga) 
 
Figura 284 - Captura de ecrã da janela de "Recepção" (escolha do paciente durante criação de um novo pro-
cesso de recepção para o preenchimento de uma vaga) 
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Figura 285 - Captura de ecrã da janela de "Recepção" (preenchimento automático dos dados do paciente após 
a selecção do mesmo durante a criação de um novo processo de recepção para o preenchimento de uma vaga) 
 
Figura 286 - Captura de ecrã da janela de "Recepção" após a conclusão da criação de um novo processo de 
recepção para o preenchimento de uma vaga (a cor verde indica vagas livres, a cor laranja indica que a vaga 
se encontra ocupada e a cor vermelha indica que a vaga já deveria ter sido desocupada) 
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Figura 287 - Captura de ecrã da janela de "Internamento" (selecção da opção de ocupação de um recurso) 
 
Figura 288 - Captura de ecrã da janela de "Internamento" (criação de um novo processo de internamento para 
a ocupação de um recurso) 
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Figura 289 - Captura de ecrã da janela correspondente à escolha do episódio a partir da lista de episódios 
existentes durante a criação de um novo processo de internamento para a ocupação de um recurso 
 
Figura 290 - Captura de ecrã da janela de criação de um novo processo de internamento para a ocupação de 
um recurso devidamente preenchida 
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Figura 291 - Captura de ecrã da janela de "Internamento" após a conclusão da criação de um novo processo 
de internamento para a ocupação de um recurso (a cor verde indica recursos livres, a cor laranja indica que o 
recurso se encontra ocupado e a cor vermelha indica que o recurso já deveria ter sido desocupado) 
 
Figura 292 - Captura de ecrã da janela de "Episódios" com a grelha de episódios colapsada 
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Figura 293 - Captura de ecrã da janela de "Episódios" com a grelha de episódios expandida 
 
Figura 294 - Captura de ecrã da janela de "Efectivações" 
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Figura 295 - Captura de ecrã da janela de "Efectivações" obtida durante o refrescamento automático dessa 
mesma página 
 
Figura 296 - Captura de ecrã do ficheiro resultante da exportação das efectivações em formato PDF 
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Figura 297 - Captura de ecrã do ficheiro resultante da exportação das efectivações em formato XLS 
 
Figura 298 - Captura de ecrã do ficheiro resultante da exportação das efectivações em formato CSV 
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Figura 299 - Captura de ecrã da janela de "Mapas" 
 
Figura 300 - Captura de ecrã da janela do mapa correspondente à lista de artigos agrupados por tipo 
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Figura 301 - Captura de ecrã da exportação do mapa correspondente à  lista de artigos agrupados por tipo em 
formato XLSX 
 
Figura 302 - Captura de ecrã da exportação do mapa correspondente à lista de artigos agrupados por tipo em 
formato RTF 
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Figura 303 - Captura de ecrã da exportação do mapa correspondente à lista de artigos agrupados por tipo em 
formato HTML 
 
Figura 304 - Captura de ecrã da exportação do mapa correspondente à lista de artigos agrupados por tipo em 
formato PNG 
538 
 
 
Figura 305 - Captura de ecrã da janela da tabela de "Artigos" 
 
Figura 306 - Captura de ecrã da exportação da tabela de artigos em formato PDF 
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Figura 307 - Captura de ecrã da exportação da tabela de artigos em formato XLS 
 
Figura 308 - Captura de ecrã da exportação da tabela de artigos em formato CSV 
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Figura 309 - Captura de ecrã da janela da tabela de "Pacientes 
 
Figura 310 - Captura de ecrã da janela da tabela de "Procedimentos" 
 541 
 
 
Figura 311 - Captura de ecrã da janela da tabela de "Profissionais" 
 
Figura 312 - Captura de ecrã da janela da tabela de "Recursos" 
 
 
542 
 
Tabela 101 - Capturas de ecrã da janela "Conta Pessoal" com a aplicação de diferentes temas 
Capturas de ecrã da janela "Conta Pessoal" com a aplicação de diferentes temas 
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21.2 Capturas de ecrã das aplicação Agile Healthcare Solution - Pa-
tient Client Application (AHS-PCA) 
Neste anexo é possível visualizar capturas de ecrã da aplicação AHS-PCA, implementada e 
utilizada para efeitos de testes, em execução no Microsoft® Windows® Internet Explo-
rer®. Para o desenvolvimento das interfaces apresentadas de seguida foram utilizados 
componentes baseados em tecnologia ASP.NET da DevExpressTM.  
 
Figura 313 - Captura de ecrã da janela de "Autenticação" da aplicação AHS-PCA 
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Figura 314 - Captura de ecrã da janela "Principal" da aplicação AHS-PCA 
 
Figura 315 - Captura de ecrã da janela "Ficha de Utente" da aplicação AHS-PCA 
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Figura 316 - Captura de ecrã da janela de "Episódios" da aplicação AHS-PCA 
 
Figura 317 - Captura de ecrã da janela de "Episódios" expandida da aplicação AHS-PCA 
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Figura 318 - Captura de ecrã da abertura do ficheiro exportado em PDF a partir da janela de "Episódios" 
expandida da aplicação AHS-PCA 
 
Figura 319 - Captura de ecrã da abertura do ficheiro exportado no formato XLS a partir da janela de "Episó-
dios" expandida da aplicação AHS-PCA 
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Figura 320 - Captura de ecrã da abertura do ficheiro exportado em formato CSV a partir da janela de "Episó-
dios" expandida da aplicação AHS-PCA 
 
Tabela 102 - Capturas de ecrã da janela de "Conta Pessoal" com diferentes temas aplicados 
Aplicação de diferentes temas à aplicação AHS-PCA 
 
 
 
- 
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21.3 Capturas de ecrã dasaplicação Agile Mobile Healthcare Solution - 
Nursing Client Application (AMHS-NCA) 
De seguida são apresentadas capturas de ecrã da aplicação AMHS-NCA cuja interface foi 
desenvolvida com componentes baseados em tecnologia ASP.NET da DevExpressTM. Estas 
capturas de ecrã foram obtidas através do equipamento M-002 da Eken. 
 
Figura 321 - Captura de ecrã da janela de "Autenticação" 
 
Figura 322 - Captura de ecrã da janela de "Filtro de Datas" 
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Figura 323 - Captura de ecrã da janela de "Plano de Cuidados" 
 
Figura 324 - Captura de ecrã da janela de "Plano de Cuidados" que apresenta uma efectivação no estado 
"Aguarda Efectivação" 
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Figura 325 - Captura de ecrã da janela de "Plano de Cuidados" que apresenta uma efectivação no estado 
"Aguarda Efectivação" em modo de edição (separador "Efectivação") 
 
Figura 326 - Captura de ecrã da janela de "Plano de Cuidados" que apresenta uma efectivação no estado 
"Aguarda Efectivação" em modo de edição (separador "Notas") 
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Figura 327 - Captura de ecrã da janela de "Plano de Cuidados" que apresenta uma efectivação no estado 
"Aguarda Efectivação" em modo de edição (separador "Informação Adicional") 
 
Figura 328 - Captura de ecrã da janela de "Plano de Cuidados" que apresenta uma efectivação no estado 
"Efectivado"
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22 Apêndice VIII - Testes realizados 
Para além dos testes efectuados ao circuito principal de efectivações para o qual a solução 
foi elaborada, implementou-se a aplicação Desktop AHS-PCA com componentes ASP.NET 
da DevExpressTM e reimplementou-se essa mesma aplicação com componentes WinForms 
e WPF da mesma produtora de componentes. Realizaram-se, igualmente, testes em dife-
rentes browsers e dispositivos móveis de modo a validar o funcionamento das aplicações 
nesses diferentes ambientes  
22.1 Reimplementações da aplicação 
De modo a testar a possibilidade da reutilização da API de alto nível, efectuou-se a reim-
plementação da aplicação AHS-PCA utilizando componentes visuais que fossem baseados 
em tecnologias diferentes de ASP.NET. Deste modo, optou-se pela utilização de compo-
nentes da mesma produtora (DevexpressTM) baseados, no entanto, em tecnologias Win-
Forms e WPF. 
22.1.1 Reimplementação baseada em componentes WinForms 
De seguida são apresentadas capturas de ecrã da reimplementação da interface da aplica-
ção AHS-PCA baseada em componentes WinForms. 
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Figura 329 - Captura de ecrã da janela de "Autenticação" da aplicação AHS-PCA reimplementada com com-
ponentes WinForms 
 
Tabela 103 - Capturas de ecrã da janela de "Episódios" com aplicação de diferentes temas 
Utilização de diferentes temas para a mesma janela 
 
 
 
 
 
 555 
 
 
Figura 330 - Captura de ecrã da janela de "Episódios" expandida 
22.1.2 Reimplementação baseada em componentes WPF 
São apresentadas, de seguida, capturas de ecrã da reimplementação da interface da aplica-
ção AHS-PCA baseada em componentes WPF. 
 
Figura 331- Captura de ecrã da janela de "Autenticação" da aplicação AHS-PCA reimplementada com com-
ponentes WPF 
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Figura 332 - Captura de ecrã da janela "Menu" da aplicação AHS-PCA reimplementada com componentes 
WPF 
 
Figura 333 - Captura de ecrã da janela "Ficha" do paciente da aplicação AHS-PCA reimplementada com 
componentes WPF. 
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Figura 334 - Captura de ecrã da janela da "Episódios" (que inclui episódios, avaliações e diagnósticos) da 
aplicação AHS-PCA reimplementada com componentes WPF 
 
Figura 335 - Captura de ecrã da janela da "Episódios" (que inclui problemas, acções e efectivações) da apli-
cação AHS-PCA reimplementada com componentes WPF 
558 
 
22.2 Testes realizados para diferentes browsers 
De modo a verificar o funcionamento de aplicações Desktop e móveis que integram a solu-
ção em diferentes browsers procedeu-se à execução da aplicação AHS-NCA nalguns brow-
sers direccionados a ambiente Desktop e à execução da aplicação AMHS-NCA nalguns 
browsers vocacionados a dispositivos móveis. Salienta-se que a totalidade dos browsers 
pode ser obtida através da Internet. 
22.2.1 Browsers para Desktops 
Seguem-se capturas de ecrã da execução da aplicação AHS-NCA em diferentes browsers 
direccionados a ambiente Desktop. 
Tabela 104 - Captura de ecrã da aplicação AHS-NCA a correr no browser Microsoft® Windows® Internet 
Explorer® 9 ("Microsoft® Windows® - Home page do Internet Explorer", 2011) 
Logótipo do browser Nome do browser 
 
Microsoft® Windows® Internet Explorer® 9 
Captura de ecrã 
 
 
. 
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Tabela 105 - Captura de ecrã da aplicação AHS-NCA a correr no browser Firefox 6 
Fonte: ("Mozilla Firefox - Chegou o Firefox!" 2011) 
Logótipo do browser Nome do browser 
 
Firefox 6 
Captura de ecrã 
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Tabela 106 - Captura de ecrã da aplicação AHS-NCA a correr no browser Google Chrome 
Fonte: ("Google Chrome", 2011) 
Logótipo do browser Nome do browser 
 
Google Chrome 
Captura de ecrã 
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Tabela 107 - Captura de ecrã da aplicação AHS-NCA a correr no browser Opera® 11.50 
Fonte: ("Opera™ Sofware - Home", 2011) 
Logótipo do browser Nome do browser 
 
Opera® 11.50 
Captura de ecrã 
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Tabela 108 - Captura de ecrã da aplicação AHS-NCA a correr no browser RockMelt  
Fonte: ("RockMelt - Welcome. Your new browser is waiting." 2011) 
Logótipo do browser Nome do browser 
 
RockMelt 
Captura de ecrã 
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Tabela 109 - Captura de ecrã da aplicação AHS-NCA a correr no browser Safari 5.1 
Fonte: ("Apple - Safari - Introducing Safari 5.1." 2011) 
Logótipo do browser Nome do browser 
 
Safari 5.1. 
Captura de ecrã 
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Tabela 110 - Captura de ecrã da aplicação AHS-NCA a correr no browser Maxthon 3 
Fonte: ("Maxthon Browser - The World's Browser", 2011) 
Logótipo do browser Nome do browser 
 
Maxthon 3 
Captura de ecrã 
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Tabela 111 - Captura de ecrã da aplicação AHS-NCA a correr no browser Avant Browser  
Fonte: (Build 30)("Avant Browser - Início", 2011) 
Logótipo do browser Nome do browser 
 
Avant Browser (Build 30) 
Captura de ecrã 
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Tabela 112 - Captura de ecrã da aplicação AHS-NCA a correr no browser Deepnet Explorer 1.5.3 (Beta 3) 
Fonte: ("Deepnet Explorer", 2011) 
Logótipo do browser Nome do browser 
 
Deepnet Explorer 1.5.3 (Beta 3) 
Captura de ecrã 
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Tabela 113 - Captura de ecrã da aplicação AHS-NCA a correr no Phase Out 5.4.4 
Fonte: ("Softonic - PhaseOut", 2011) 
Logótipo do browser Nome do browser 
 
Phase Out 5.4.4. 
Captura de ecrã 
 
22.2.2 Browsers para dispositivos móveis 
De seguida, podem ser consultadas capturas de ecrã e/ou fotografias relativas à execução 
da aplicação AMHS-NCA em diferentes browsers vocacionados a ambiente móvel. 
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Tabela 114- Fotografia e captura de ecrã da aplicação AMHS-NCA a ser executada no browser fornecido por 
defeito pelo Android 1.6.(Donut) 
Tipo de equipamento Sistema Operativo Nome do browser 
Tablet PC Android 1.6.(Donut) 
Browser 
(padrão do sistema operativo) 
Fotografia 
 
Captura de ecrã 
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Tabela 115 - Captura de ecrã da aplicação AMHS-NCA a ser executada no browser Dolphin Browser Mini 
Tipo de equipamento Sistema Operativo Nome do browser 
Tablet PC Android 1.6. (Donut) Dolphin Browser Mini 
Captura de ecrã 
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Tabela 116 - Fotografia da aplicação AMHS-NCA a ser executada no browser fornecido por defeito pelo 
Android 3.0 (Honeycomb) 
Tipo de equipamento Sistema Operativo Nome do browser 
Tablet PC Android 3.0 (Honeycomb) 
Browser 
(padrão do sistema operativo) 
Fotografia 
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Tabela 117 - Fotografia da aplicação AMHS-NCA a ser executada no browser Safari 
Tipo de equipamento Sistema Operativo Nome do browser 
Tablet PC iOS Safari 
Fotografia 
 
 
572 
 
Tabela 118 - Fotografia da aplicação AMHS-NCA a ser executada no browser Opera® MobileTM 9.7 
Tipo de equipamento Sistema Operativo Nome do browser 
Smartphone 
Windows Mobile® 6.5 Professio-
nal com HTC Sense™ 
Opera® MobileTM 9.7 
Fotografia 
 
22.3 Testes realizados em diferentes dispositivos móveis 
De seguida é possível visualizar fotografias que revelam o funcionamento da aplicação 
AHS-PCA em diferentes dispositivos móveis (Tablets PC e Smartphone).  
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Tabela 119 - Teste da aplicação AMHS-N num equipamento M-002 da Eken 
Tipo de Equipamento Equipamento Sistema Operativo 
Tablet PC M-002 da Eken Android 1.6. (Donut)  da Google 
Fotografia 
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Tabela 120 - Teste da aplicação AMHS-N num equipamento iPad da Apple 
Tipo de Equipamento Equipamento Sistema Operativo 
Tablet PC iPad 2 da Apple iOS da Apple 
Fotografia 
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Tabela 121 - Teste da aplicação AMHS-N num equipamento Asus Tablet da Asus 
Tipo de Equipamento Equipamento Sistema Operativo 
Tablet PC Asus Tablet da Asus Android 3.0 (Honeycomb) da Google 
Fotografia 
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Tabela 122 - Teste da aplicação AMHS-N num equipamento HTC HD Mini da HTC 
Tipo de Equipamento Equipamento Sistema Operativo 
Smartphone HTC HD Mini da HTC 
Windows Mobile® 6.5 Professional 
com HTC Sense™ 
Fotografia 
 
 
