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像 [5], [6]，ウェーブレット圧縮画像 [7]，JPEG2000 [8]




行っている．2 値画像（画素値は 0 または 1とする）
の複雑さの尺度として，2値画像の境界線の長さを用
いている．m×m 画素の 2値画像 P において，その




2m(m− 1) , 0 <= α <= 1




（ 1） N bit/pixelの濃淡画像をビットプレーン分
解して，N 枚の 2 値画像を得る．ビットプレーン分
解はグレイコードを利用した方が，視覚的影響が少な
い [1]．
（ 2） 各 2 値画像を m × m 画素の小画像に分割
する．小画像の複雑さ α が，しきい値 αTH（0 <=
αTH <= 0.5）以上のとき，小画像はノイズ状と判断さ
れ，埋込み用の場所となる．
（ 3） 秘密データを m ×mビットごとの小ブロッ
クに分割する．小ブロック内の各ビット情報を，画素
値に対応させると m×m 画素の 2値画像が得られる．





像の複雑さ，α，α∗ の間には，α∗ = 1− α の関係が
ある [1]．
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検出できる．例えば，GIRL（256 × 256，8 bit/pixel）








(a) Gray scale representation
(b) LSB of (a) with Gray code
図 1 BPCS ステガノグラフィに対する視覚的アタック












4. 提 案 法












埋込み用 2 値画像を S と表記する．S のコンジュ













と初期化した（この 2 値画像を SCP=1 と表記す
る）場合を考える．コンジュゲート演算が必要ない
（αTH <= α(SCP=1)）場合，制御画素の値を “0”に変
化させなければならない（この 2値画像を SCP=0 と
表記する）．制御画素の値が変化することによる複雑
さの変化量を ±∆ とすれば，α(SCP=0) は，
α(SCP=1)−∆ <= α(SCP=0) <= α(SCP=1) + ∆
の範囲内に限定される．よって，複雑さが減少する場






要な（α(SCP=0) < αTH）場合，制御画素を “1”に変
化させなければならない．図 2 に，制御画素の値の変
化及びコンジュゲート演算による複雑さの変化を示す．









Fig. 2 Threshold and changes of complexity.
図 3 しきい値が 0.5に非常に近い場合の複雑さの変化
Fig. 3 Changes of complexity in case that threshold














で，C1 = 0.5−1/2m(m−1)，C2 = 0.5+1/2m(m−1)
である．しきい値を αTH(0.5−1/2m(m−1) < αTH <
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図 4 提案法に対する視覚的アタック
Fig. 4 Visual attack to the proposed method.
る（C1 から右側への実線矢印）．この 2値画像にコン





























を示す．GIRL（256 × 256，8 bit/pixel）に対して，
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