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RESUMO
Com as empresas se tornando cada vez comple-
xas e suas operações envolvendo diversos tipos 
de documentos, é imprescindível que as organi-
zações utilizem novas tecnologias para controle 
e autenticação de seus documentos. Com isso, a 
utilização de um banco de dados seguro e dis-
tribuído como o blockchain pode ter um impac-
to significante nos negócios. O tipo de pesquisa 
é caracterizado como uma pesquisa descritiva, 
onde foi realizado um estudo de caso de gêne-
ro qualitativo, visto que a análise está emba-
sada nos dados disponibilizados por empresas 
que utilizam o blockchain como ferramenta de 
autenticação de documentos on-line, e no refe-
rencial teórico disponível sobre o assunto. Sobre 
o referencial teórico, artigos, livros, sites de tec-
nologia, e diversas obras sobre o assunto foram 
consultadas, e buscou-se abordar os conceitos 
básicos da tecnologia blockchain e como ela pode 
contribuir para os negócios facilitando o proces-
so de validação e autenticação de documentos 
on-line. Os principais resultados encontrados 
evidenciaram que empresas seguradoras po-
dem experimentar economia no armazenamento 
de dados e na autenticação de documentos por 
meio da utilização de soluções digitais baseados 
em blockchain e contratos inteligentes, porém 
está tecnologia ainda está em fase experimental 
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e possui limitações. Conclui-se que certamente 
os serviços de autenticação de documentos ba-
seados em blockchain podem trazer benefícios 
para as empresas seguradoras e para diversos 
outros tipos de negócios com relação a seguran-




Blockchain; Contratos Inteligentes; Autenticação; 
Documentos.
aBSTRacT
With companies becoming increasingly complex 
and their operations involving multiple types of 
documents, it is imperative that organizations 
use new technologies to control and authenticate 
their documents. With this, the use of a secure 
and distributed database such as the blockchain 
can have a significant impact on business. The 
type of research is characterized as a descrip-
tive research, where a qualitative case study was 
carried, since the analysis is based on the data 
made available by companies that use block-
chain as an online document authentication tool, 
and in the available theoretical framework about 
the subject. About the theoretical framework, ar-
ticles, books, technology sites, and several works 
on the subject were consulted, and it sought to 
address the basic concepts of blockchain tech-
nology and how it can contribute to business fa-
cilitating the process of document validation and 
authentication online. The main results showed 
that insurance companies can experience sav-
ings in data storage and document authentica-
tion through the use of digital solutions based 
on blockchain and smart contracts, but this 
technology is still in the experimental phase and 
has limitations. It can be concluded that block-
chain-based document authentication services 
can bring benefits to insurance companies and 
to many other types of business with respect to 
information security, data control, information 
management, and transparency
KEywORdS
Blockchain; Intelligent Contracts; Authentication; 
Documents.
1. INTROdUÇÃO 
Os avanços consideráveis da tecnologia nas úl-
timas décadas e a popularização da Internet pos-
sibilitaram o surgimento de novos serviços que 
podem vir a substituir ou complementar serviço 
consolidados há muito tempo e impactar os hábi-
tos de seus usuários (PRADO, 2017).
Em se tratando de empresas, para que elas 
possam ter vantagem competitiva no merca-
do, é importante um gerenciamento eficiente de 
seus documentos, para que as informações por 
elas produzidas, sejam utilizadas de forma eficaz 
numa tomada de decisão ou na comprovação de 
um fato (COELHO, 2012). 
Assim, com as empresas cada vez mais pre-
sentes na Internet, o arquivamento de documen-
tos está se tornando gradualmente mais digital 
(CORRÊA, 2017). A tendência é que os documentos 
sejam totalmente produzidos eletronicamente, 
agilizando os processos, reduzindo os custos com 
o armazenamento da massa documental em papel 
e tendo uma atitude sustentável (COELHO, 2012). 
Entretanto a confiança de documentos sempre 
está em jogo quando se trata do meio digital. Para 
o arquivamento de documentos, principalmente 
aqueles que registram fatos que necessitam de 
comprovações e garantias, são feitas assinaturas 
digitais, utilizado carimbos do tempo, com cripto-
grafia, e sistemas de segurança (CORRÊA, 2017).
Desta forma, as assinaturas digitais são utili-
zadas para agregar confiança e segurança às co-
municações e negócios vinculados a um ambiente 
virtual como a Internet, oferecendo eficiência e ra-
pidez (MENKE, 2003).
O surgimento de uma tecnologia disruptiva 
chamada blockchain está propiciando a criação de 
novos serviços, aplicativos, e soluções para mer-
cado financeiro, e também em outras áreas, como 
por exemplo, as empresas notariais (CROSBY et al., 
2016). Esta tecnologia vem transformando a reali-
dade de diversos setores econômicos. Do mercado 
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financeiro ao naval, de votações de projetos de leis 
a ﬂuxos comerciais, de registro de terras à identifi-
cação da veracidade de documentos, a possibilida-
de de sua utilização como protocolo tem gerado de-
bates, preocupações e, por que não oportunidades 
para variados segmentos (LUIZARI, 2017).
Diante deste contexto de avanços tecnológi-
cos e a necessidade que as empresas têm de ob-
ter documentos autenticados de forma rápida e 
segura, o objetivo deste trabalho é analisar como 
a tecnologia blockchain e os contratos inteligen-
tes (smart contracts) estão sendo empregadas 
por empresas para autenticação de documentos, 
e como essas ferramentas podem contribuir nos 
processos das organizações.
2.   BlOcKchaIN
O termo “blockchain” é usado para se referir 
a uma estrutura de dados que pode ser definido 
como uma lista ordenada de blocos, onde cada blo-
co contém uma lista pequena (possivelmente va-
zia) de transações, e cada bloco em um blockchain 
é “encadeado” de volta ao bloco anterior, contendo 
um hash da representação do bloco anterior, por-
tanto, as transações históricas no blockchain não 
podem ser excluídas ou alteradas sem invalidar a 
cadeia de hashes (XU et al., 2017). Conforme pode 
ser verificado na Figura 1.
Figura 1. Blockchain.
 Fonte: Damasco (2017).
É uma construção integrada de infraestrutura 
em vários campos, composta por seis elementos-
-chave: descentralização, transparência, código 
aberto, autonomia, imutabilidade e anonimato 
(LIN e LIAO, 2017).
Um blockchain é um banco de dados distribu-
ído que mantém uma lista crescente de registros 
de dados que são protegidos contra adulteração e 
revisão, mesmo por operadores dos nós do arma-
zenamento de dados (FANNING e CENTERS, 2016). 
Trata-se de um banco de dados de registros, 
também chamado de ledger ou livro razão contá-
bil público, que pode conter todas as transações ou 
eventos digitais que foram executados e comparti-
lhados entre as partes participantes da rede, onde 
cada transação no livro razão público é verificada por 
consenso da maioria dos participantes no sistema. 
Uma vez inseridas, as informações nunca podem 
ser apagadas. O blockchain contém um registro cer-
to e verificável de cada transação feita em sua rede 
(CROSBY et al., 2016). Pelo blockchain, a rede inteira 
mantém o registro atualizado das transações efe-
tivadas em seus domínios, de forma auditável para 
todos os que dela participam (DINIZ, 2017).
Assim, as transações na blockchain são conti-
nuamente verificadas, compensadas e armazena-
das pela rede em blocos digitais conectados aos 
blocos anteriores, criando assim uma cadeia na 
qual cada bloco deve se referir ao bloco anterior 
para ser válido, e essa estrutura registra perma-
nentemente o tempo e armazena as trocas de 
valor, impedindo qualquer pessoa de alterar os re-
gistros (TAPSCOTT e TAPSCOTT, 2017).
2.1. aplicações da 
Tecnologia Blockchain
Seria difícil falar sobre a tecnologia blo-
ckchain sem relacioná-la com as criptomoedas 
virtuais, mais precisamente o Bitcoin, pois a 
existência de ambos está profundamente rela-
cionada (SILVA e BOVÉRIO, 2018).
Em outubro de 2008, a crise financeira mundial 
atingiu seu auge, e foi quando foi publicado o ar-
tigo intitulado “Bitcoin: A peer-to-peer electronic 
cash system” em um grupo de discussão sobre 
criptografa e assinado por um indivíduo ou grupo 
de pessoas com o pseudônimo Satoshi Nakamo-
to. Esse artigo propunha uma versão de dinheiro 
eletrônico que permite pagamentos on-line envia-
dos diretamente de pessoa a pessoa, sem passar 
por uma instituição financeira (DINIZ, 2017).
A tecnologia blockchain ou Distributed Ledger 
Technology (DLT) surgiu com a criptomoeda Bitcoin 
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e tinha por objetivo ser um livro-razão em que to-
das as transações financeiras de todos os usuários 
de Bitcoin ficassem armazenadas de forma a não 
ocorrer o problema de gasto duplo (LUCENA e HEN-
RIQUES, 2016). O Bitcoin não tem proprietário, nem 
terceiros controlando o sistema, e qualquer um 
pode utilizar (NAKAMOTO, 2008). Então, o Bitcoin é 
uma rede sem nenhuma autoridade centralizadora 
no que se refere à criação e verificação das tran-
sações monetárias, onde a rede para funcionar, 
depende dos usuários, pois são eles que proveem 
a força computacional para realizar as transações. 
Esses usuários são denominados mineradores e 
todo usuário minerador é recompensado com Bi-
tcoins recém-criados pelo trabalho de mineração 
que dá sustentação ao sistema (ULRICH, 2014).
O Bitcoin é uma forma de dinheiro, assim como 
o real, o dólar ou o euro, com a diferença de ser 
puramente digital e não ser emitido por nenhum 
governo, sendo seu valor determinado livremente 
pelos indivíduos no mercado (ULRICH, 2014).
As transações com Bitcoin são armazenadas em 
blocos interligados entre si, e cada bloco está liga-
do a apenas um bloco anterior a ele, resultando em 
uma cadeia sequencial de blocos, onde antes de ser 
adicionado à cadeia, cada bloco é validado por um 
processo matemático computacional denominado 
mineração, que pode ser executado por um único 
peer, denominado minerador, ou por grupos de pe-
ers, denominados mining pools (GARAY, KIAYIAS e 
LEONARDOS, 2015). Após serem gerados, os blocos 
são distribuídos para toda a rede que compõem a 
blockchain, assim todas as partes contêm a infor-
mação das transações feitas, a segurança está no 
fato de que se houver um ataque tentando modi-
ficar alguma transação e consequentemente um 
bloco, o ataque terá que modificar mais da metade 
da rede, ou seja, pelo menos 51% para obter o con-
senso (RODRIGUES, 2016).
Assim, o Bitcoin se tornou uma moeda digital e 
sistema de pagamentos on-line, onde por meio de 
técnicas de criptografia, fundos podem ser trans-
feridos sem a necessidade de depender de bancos 
centrais, pois o processo de confirmação de tran-
sações precisa do poder computacional de outros 
usuários da rede para o consenso e registro da 
transação no blockchain (LIN e LIAO, 2017).  Con-
forme exemplificado na Figura 2.
Figura 2. O funcionamento de uma moeda digital 
na blockchain.
Fonte: Luizari (2017).
O histórico de transações é protegido através 
de chaves públicas (códigos alfanuméricos) que 
não são vinculados a nenhum usuário (ANTUNES, 
FERREIRA e BOFF, 2015). Desta forma, o blockchain 
poderá impactar o sistema de pagamentos como 
as redes de cartões e os serviços de remessas de 
dinheiro, pois ele resolve o problema do gasto du-
plo durante a transferência entre uma pessoa e 
outra, por meio de consenso na movimentação 
de quaisquer valores, sejam eles moedas, ações, 
títulos de renda fixa e demais instrumentos fi-
nanceiros, independentemente do tamanho e da 
distância, contribuindo para a  democratização do 
crescimento econômico e a prosperidade (TAPS-
COTT e TAPSCOTT, 2017).
O blockchain é a tecnologia no coração do Bi-
tcoin, Ethereum, e outras moedas virtuais, poden-
do gravar transações entre duas partes de forma 
eficiente, verificável e permanente, e o próprio li-
vro de registro contábil ou ledger também pode 
ser programado para desencadear transações 
automaticamente (IANSITI e LAKHANI, 2017). Ao 
operar como um livro de registros de transações 
on-line, o blockchain tem o potencial de revolu-
cionar não apenas as finanças, mas toda a troca 
de informações em comunidades de negócios e 
grupos sociais (DINIZ, 2017). As transações finan-
ceiras são seus primeiros usos, mas não são os 
únicos casos de uso a serem estudados para esta 
tecnologia (XU et al., 2017).
Além da utilização das características do blo-
ckchain como um livro-razão em criptomoedas, o 
sistema financeiro tem prestado especial atenção 
a arquiteturas utilizando blockchain com a finali-
dade de utilizá-las como mecanismos de armaze-
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namento e processamento de transações finan-
ceiras (MATTILA, 2016). 
De acordo com Mallikharjuna e Kranthi Kumar 
(2018, p. 6), “ainda há muitos casos de uso de tec-
nologias blockchain, como proteção da propriedade 
intelectual, rastreabilidade na cadeia de suprimen-
tos, certificação de identidade, seguro, pagamentos 
internacionais, Internet das Coisas, privacidade do 
paciente em tratamentos médicos ou mercado de 
previsão”. Dessa forma, o blockchain pode substi-
tuir entidades certificadoras e centralizadoras das 
transações de negócios, tais como bancos, governos, 
cartórios, etc. (GREVE et al., 2018). O blockchain pode 
substituir entidades certificadoras e centralizadoras 
das transações de negócios, tais como bancos, go-
vernos, cartórios, etc. (GREVE et al., 2018).
No Brasil, a tecnologia blockchain começa a 
passar por um estudo cada vez mais aprofun-
dado, e algumas iniciativas já começam a ofertar 
serviços na plataforma (LUIZARI, 2017), porém ela 
ainda é relativamente nova e ainda desconhecida 
por muitas pessoas e empresas (CAPUCIO, 2017).
2.2 Blockchain para autenticação
Com as empresas se tornando cada vez mais 
digitais, os sistemas, tarefas e processos mudam, 
empresas se modernizam e aumentam a comple-
xidade das tecnologias utilizadas (LIMA, 2018).
De acordo com Holanda (2004) apud Chiara-
dia (2013, p. 51), “o vocábulo ‘documento’ vem do 
latim documentum e significa qualquer base de 
conhecimento, fixada materialmente e disposta 
de maneira que se possa utilizar para consulta, 
estudo, prova etc.”.  
Segundo Costa et al., (2018, p. 17):
A validação da existência ou da posse de docu-
mentos formalmente assinados e fundamental 
em qualquer contexto legal. Normalmente, a 
certificação tradicional de documentos físicos se 
baseia em autoridades centrais, notariais ou não, 
para armazenar e aplicar os registros e mecanis-
mos necessários para tal fim e também lidar com 
os aspectos e desafios da segurança. Desafios 
esses que se tornam cada vez mais difíceis a me-
dida que os arquivos envelhecem.
Com a evolução da distribuição de artefatos 
por meio da Internet, e multiplicação da informa-
ção, criou-se então os documentos eletrônicos, 
uma forma de tratar os documentos por meio ele-
trônico (CORRÊA, 2017). Ainda de acordo com Cor-
rêa (2017, p. 22), “os documentos eletrônicos têm 
se tornado uma das principais formas de transfe-
rência de informações”. Assim, é cada vez maior a 
necessidade de se armazenar de forma confiável 
dados e documentos gerados por pessoas e em-
presas para que eles possam ser consultados a 
qualquer momento.
A certificação de documentos digitais apresen-
ta três dimensões principais que são: a) Prova de 
Propriedade/Autoria (quem e o detentor/autor do 
documento), b) Prova de Integridade (o documento 
está íntegro e exatamente igual a quando foi cria-
do) e c) Prova de Existência (o documento foi cria-
do e legitimado em um dado momento no tempo) 
(CROSBY et al., 2016 apud COSTA et al., 2018). 
Por isso, a ideia de uma rede distribuída e re-
sistente a ataques e tentativas de fraude e adulte-
ração, é bem interessante para o armazenamento 
permanente e inalterável de dados de qualquer 
natureza (LUCENA e HENRIQUES, 2016). Algumas 
propostas têm surgido nesta linha e será cada vez 
mais comum encontrar no futuro sistemas de ar-
mazenamento distribuídos baseados no conceito 
de blockchain (SWAN, 2015).
Segundo Lucena e Henriques (2016, p. 3), “exis-
tem sistemas de armazenamento distribuídos 
baseados no conceito de blockchain para o arma-
zenamento permanente e inalterável de dados, 
pois essas redes podem suportar a ataques e ten-
tativas de fraude e adulteração”.
Nesse sentido, uma das vantagens do uso de 
blockchain para o armazenamento de dados é a 
confiança gerada, pois como não se pode apagar 
os dados contidos nela, é criada uma zona de cre-
dibilidade sobre o sistema, que permite que se 
considere as transações realizadas como íntegras 
e legítimas (GARROTE e PAZOS, 2018).
 A área de serviços é uma das grandes benefi-
ciadas do blockchain, pois a partir de seu uso, duas 
partes anônimas podem fazer negócios umas com 
as outras, através da Internet, com criptografia 
para fornecer a segurança necessária e garantir a 
inalterabilidade dos registros das transações, di-
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minuindo assim a burocracia e o risco de violação 
de terceiros ou de erro humano (DINH et al., 2017).
Então, essas características apresentadas pela 
blockchain podem ser benéficas para empresas 
que lidam com autenticidade dos dados, como por 
exemplo, o caso dos cartórios de registros e entida-
des emissoras de documentos pessoais. Podendo 
ser utilizado com a finalidade de prova de identi-
dade, pois não só armazena dados que podem ser 
usados para identificar alguém ou algo, como tam-
bém provê conceitos básicos de segurança para 
identificação e autenticação (DRESCHER, 2018).
De acordo com Swan (2015) apud Lucena e 
Henriques (2016, p. 117):
É esperado que identificadores pessoais (carteira 
de identidade, passaporte, carteira de motorista, 
cartão de crédito, etc.) alcancem outro patamar 
de segurança, se a eles for aplicado as caracte-
rísticas de um blockchain: elementos fortemente 
resistentes a alterações e ligados entre si.
Nesse sentido, de acordo com Osório Junior 
(2017), “quando os serviços dos cartórios entra-
rem na blockchain todo o processo ganhará agili-
dade e segurança”.
De acordo com Alencar (2017) apud Lemos 
(2017, p. 18):
A inovação pode quebrar muitas barreiras tecno-
lógicas que existem atualmente, inclusive encur-
tar o processo de como chegar a determinas in-
formações. “O ponto principal é que a blockchain 
pode compartilhar as informações cartorárias em 
um ambiente seguro, pois o compartilhamen-
to pode ser autorizado mediante senha de cada 
cartorário detentor da informação”. 
Além disso, se eliminaria a necessidade de 
consultar vários cartórios para saber informa-
ções pontuais utilizando-se uma blockchain para 
todo o segmento, pois seria possível saber quais 
os cartórios têm as informações que o usuário 
está procurando. Podendo assim proporcionar 
uma redução de custo para o setor e agregar 
valor para o mercado como um todo (ALENCAR, 
2017 apud LEMOS, 2017).
Assim, a tecnologia blockchain pode ser usada 
para autenticar, autorizar e auditar os dados gera-
dos pelos mais diversos serviços, devido sua na-
tureza descentralizada, que elimina a necessidade 
de confiança em terceiros e não possui um ponto 
único de falha (JESUS et al., 2018).
2.3 Ethereum e a Tecnologia de Smart Con-
tracts
Uma das inovações permitidas pela blockchain 
é a criação de contratos inteligentes (smart con-
tracts), que são contratos auto executáveis regi-
dos apenas por código (GONÇALVES e CAMARGOS 
2017). 
De acordo com De Camargo (2017):
Smart contracts são contratos digitais escri-
tos em códigos em linguagem de programação 
e executados em um computador. As regras de 
negócio e suas consequências são definidas nos 
próprios códigos. Assim, o smart contract é capaz 
de obter informações e processá-las de acordo 
com regras configuradas.
Estabeleceu-se a definição pela qual os con-
tratos inteligentes são aplicativos de software in-
corporados no blockchain e não requerem neces-
sariamente a intervenção humana para completar 
a sua execução (REPLY, 2016).
Estes contratos permitem que indivíduos acor-
dem entre si transações de bens e valores associados 
à blockchain que seriam automaticamente executa-
das assim que as condições contratuais escolhidas 
fossem cumpridas (GONÇALVES e CAMARGOS, 2017).
Os contratos inteligentes são capazes de ope-
rar de forma autônoma, e por estarem na blo-
ckchain, não podem ser alterados (ao não ser que 
seja previsto por contrato). Da mesma forma, a 
sua execução não pode ser afetada, pois o contra-
to inteligente será sempre executado de acordo 
com as regras salvas na blockchain (FREIRE, 2017).
A Ethereum é uma plataforma de código aberto, 
sendo a segunda maior rede blockchain do merca-
do, perdendo apenas para a rede do Bitcoin. A rede 
de blockchain Ethereum é a primeira a ser capaz 
de executar a tecnologia de contratos inteligentes 
e aplicações descentralizadas, diminuindo assim a 
probabilidade de fraude ou de interferência de ter-
ceiros ou mediadores nos documentos, visto que 
as transações e as regras estabelecidas nos smart 
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contracts acabam sendo inalteráveis, oferecendo 
confiança e consenso nas informações trocadas 
por seus usuários (FREIRE, 2017).
Os smart contracts podem resolver o problema 
da falta de confiança sem que para isso precisem 
ter intermediários no processo. Para as organiza-
ções, isso pode reduzir os custos dos negócios e 
pode aumentar a margem de lucro dos produtos e 
serviços, já que elimina gastos como, por exemplo, 
as taxas bancárias (DE CAMARGO, 2017).  
Comparando o funcionamento de um contrato 
convencional com o smart contract, de acordo com 
De Camargo (2017) temos que: “no contrato con-
vencional: empresa X deve pagar R$ 170,00 todos 
os meses para a empresa Y. No Smart Contract: 
todo mês, o contrato inteligente irá transferir R$ 
170,00 da conta bancária de X para Y”.
Assim, outro benefício que se pode obter atra-
vés do uso de contratos inteligentes, pode ser o 
fim da inadimplência (DE CAMARGO, 2017).
Contratos físicos podem gerar atrasos, ineficiên-
cias e aumentar a exposição a erros e fraudes. Assim, 
a ideia é que smart contracts sejam uma opção muito 
mais segura para empresas (DE CAMARGO, 2017). 
Desta forma, o blockchain e os contratos inte-
ligentes podem oferecer benefícios para diversos 
tipos de organizações e serviços, uma vez que 
são formas seguras de autenticação e registro de 
contratos, porque eliminam intermediários e seus 
registros são invioláveis, inalteráveis e descentra-
lizados. Podendo ajudar muito as empresas segu-
radoras nos processos de sinistros, desde o aviso 
da ocorrência até o pagamento das indenizações. 
Sem contar que podem agilizar o processo de aná-
lise de seguros e dos riscos envolvidos na admis-
são de apólices (MENZZANO, 2018).
De acordo com Aguayo (2017), “um contrato 
inteligente pode substituir uma apólice de segu-
ro, fazendo com que o pagamento de sinistro não 
dependa da opinião de uma pessoa e sim da exis-
tência de uma série de circunstâncias – automati-
zando a operação das seguradoras”.
3. MÉTOdO E OBJETO dO ESTUdO
 Para a realização deste trabalho, uma pesqui-
sa descritiva foi realizada, pois o processo des-
critivo visa à identificação, registro análise das 
características, fatores ou variáveis que se rela-
cionam com o fenômeno ou processo. Esse tipo de 
pesquisa pode ser entendido como um estudo de 
caso, onde após a coleta de dados, é realizada uma 
análise das relações entre as variáveis para uma 
posterior determinação de efeitos resultantes em 
uma empresa, sistema de produção ou produto 
(PEROVANO, 2014). Este método permitiu con-
frontamento do conhecimento teórico com os fa-
tos da realidade, possibilitando assim a realização 
da pesquisa de forma eficaz, e norteada por um 
referencial bibliográfico amplo sobre o assunto.
Para a realização deste estudo, uma pesquisa bi-
bliográfica foi realizada, pois ela é desenvolvida com 
base em material já elaborado, constituído princi-
palmente de livros e artigos científicos (GIL, 2008). 
Foram consultadas diversas obras que abordam a 
tecnologia blockchain, Bitcoin, smart contracts, crip-
tomoedas, e os processos organizacionais.
A intenção inicial da pesquisa era de obter dados 
diretamente com as empresas estudadas, a fim de 
analisar algum caso em específico, com o propósito 
de verificar quais são os possíveis impactos da uti-
lização da tecnologia blockchain nas organizações, 
principalmente nas empresas seguradoras, porém 
após contato com as empresas selecionadas, não 
foi possível a obtenção dos dados para a elabora-
ção de um estudo mais específico. 
Assim, os dados para a elaboração deste tra-
balho foram obtidos por meio de artigos cien-
tíficos, relatórios, informações disponibilizadas 
em sites especializados, e nos sites das empre-
sas estudadas.
4. O USO dO BlOcKchaIN 
POR SEGURadORaS
Da mesma forma que a Internet mudou a in-
dústria da informação e comunicação, possibili-
tando um fluxo instantâneo de informação em 
todo o mundo, a tecnologia blockchain tem a ca-
pacidade de mudar a indústria de seguros, fazen-
do com que esteja mais alinhada com as necessi-
dades dos clientes (AGUAYO, 2017).
Em processos de sinistro, desde o aviso até o 
pagamento, ou ainda na análise de seguros e dos 
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riscos envolvidos na admissão da apólice, a tecno-
logia blockchain já se mostra eficaz e veloz (DU-
RAN e SIQUEIRA, 2018).
No Brasil, algumas empresas já oferecem ser-
viços de autenticação, registro, contratos inteli-
gentes e arquivamento de documentos baseados 
na tecnologia blockchain. 
4.1. caso direct.One
A empresa Direct.One, fundada em 2012, 
presta serviços relacionados à autenticação de 
documentos para negócios, funcionando como 
um orquestrador de comunicações multicanal, 
formatação e processamento de documentos. 
A empresa divulga alguns casos de sucesso em 
seu website, e a uma parte significante de seus 
clientes são empresas seguradoras. Um caso de 
sucesso da empresa foi selecionado para este es-
tudo. Este caso é relacionado a empresa Seguros 
SURA, empresa colombiana fundada em 1997, um 
dos maiores grupos de seguros da América Latina. 
Empresas que prestam serviços de seguro, de 
modo geral, tem que lidar com uma grande quanti-
dade de documentos, como apólices, boletos, faturas, 
documentos de cobrança e contratos e etc. Para faci-
litar a administração e controle desses documentos, 
a Seguros SURA passou a utilizar uma solução blo-
ckchain oferecida pela Direct.One para gravar e enviar 
apólices, endossos, e boletos na forma de smart con-
tracts ou contratos inteligentes dentro da rede Ethe-
reum, de modo a propiciar maior segurança e clareza 
na troca de informações com seus clientes, facilitando 
também o controle das informações da entidade por 
parte de seus corretores (FREIRE, 2017).
Por meio da blockchain e da tecnologia de con-
tatos inteligentes (smart contracts) disponibiliza-
dos pela Ethereum, a SURA implementou algumas 
soluções que podem facilitar o gerenciamento 
dessas informações, como por exemplo, a valida-
ção ou comprovação de documentos, assinatura 
legal aos documentos eletrônicos, e confirmações 
de entrega e leitura das mensagens enviadas aos 
seus consumidores (CARVALHO, 2017). 
A Seguros SURA é a primeira seguradora no 
Brasil a gravar mensagens transacionais no blo-
ckchain através da plataforma disponibilizada 
pela Direct.One. 
Segundo Steler (2007) apud Carvalho (2017):
A imutabilidade do blockchain permite que as 
partes interessadas tenham consenso e confiança 
no fato de que os contratos e as informações não 
possam ser alterados ao longo do tempo e que a 
sua validação estará disponível publicamente com 
data e hora da transação, estabelecendo uma pro-
va incontestável do processo. Uma vez os dados 
escritos em um bloco, ninguém - nem mesmo um 
administrador do sistema, poderá mudá-lo.
A tecnologia blockchain e os contratos inteli-
gentes permitem aos clientes saberem exatamen-
te o momento em que determinado documento foi 
gerado pela seguradora e enviado ao corretor. O 
sistema será adotado nas plataformas de segu-
ros do tipo “pay as you use”, ou “pague conforme 
consumo”, e no monitoramento de atividades do 
cliente para avaliação do risco (GUSSON, 2018).
De acordo com o Diretor de Tecnologia e Ope-
rações da Seguros SURA, a empresa ainda está no 
começo da utilização de blockchain nos processos 
da seguradora. A empresa sabe que esta tecnolo-
gia ainda é nova, mas acredita que a implemen-
tação de tecnologias baseadas em blockchain 
seja uma jornada sem volta no que diz respeito 
à qualidade dos serviços entregues aos clientes. 
A empresa estuda novas possibilidades e o uso 
de diferentes recursos blockchain disponíveis no 
mercado ou que ainda estão sendo desenvolvidos, 
para a busca de melhoria contínua dos processos 
da organização (FREIRE, 2017). 
4.2. caso OriginalMy
A empresa OriginalMy, criada em julho de 2015, 
oferece serviços de certificação de propriedade por 
meio de blockchain, sendo a primeira empresa a 
oferecer produtos utilizando a tecnologia no país. 
Oferendo serviços de autenticação de documen-
tos com menos burocracia que o sistema tradicio-
nal (FINTOUCH, 2018).
A OriginalMy tem uma parceria com o Cartório 
Azevêdo Bastos, um dos pioneiros no serviço de 
Autenticação Digital desde 2004, atendendo em-
presas em todo Brasil, porém a empresa tinha di-
ficuldade de atender as pessoas físicas. Então, por 
meio desta parceria, as empresas criaram uma 
solução voltada para pessoas físicas, onde seus 
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documentos registrados na OriginalMy podem 
também ser certificados pelo cartório, garantindo 
a integridade e a validade jurídica dos documen-
tos que necessariamente precisam da autentica-
ção notarial (ORIGINALMY, 2018).
Para atender a demanda de empresas, a Origi-
nalMy possui uma parceria com a VS Datta Ima-
gem, oferendo uma solução em que os documen-
tos serão pré-autenticados em blockchain através 
da plataforma da OriginalMy e posteriormente po-
derão ser autenticados ou registrados no cartório 
competente e a critério da empresa, gerando agi-
lidade nos processos de autenticidade de grandes 
quantidades de documentos, além de possibilitar 
a redução de custos (ORIGINALMY, 2018).
A empresa utiliza o blockchain da rede Ethereum 
Classic para registrar e verificar a autenticidade de 
documentos digitais de quaisquer tipos, desde con-
tratos a obras de arte protegidos por propriedade 
intelectual (GARROTE e PAZOS, 2018). É possível 
registrar qualquer arquivo digital na plataforma, 
seja ele um arquivo de texto, imagem ou som.
De acordo com Miriam Oshiro, cofundadora da 
startup OriginalMy, as ferramentas de certifica-
ção em blockchain e os serviços oferecidos por 
eles não se restringem ao mercado financeiro, 
pois atendem a uma ampla gama de negócios, 
sendo utilizadas para auxiliar e otimizar os pro-
cessos de escritórios, seguradoras, por empre-
sas com plataforma EAD (Ensino a Distância) 
que estão validando os certificados de conclusão 
de curso, além de empresas que podem utilizar 
a ferramenta para identificação e validação de 
pessoas (FINTOUCH, 2018).
A plataforma da OriginalMy executa uma prova 
de autenticidade de documentos digitais, registran-
do uma assinatura digital e a certificando direta-
mente no blockchain, sem a necessidade de arma-
zenamento de cópias dos documentos originais do 
usuário. Mantendo assim, a privacidade e confiden-
cialidade dos conteúdos, e oferendo uma maior se-
gurança para os clientes (OSÓRIO JUNIOR, 2018).
A empresa disponibilizou uma enquete em seu 
site para descobrir quais são os tipos de docu-
mentos mais registrado na plataforma através da 
tecnologia blockchain.
No Gráfico 1, estão os tipos de documentos 
mais registrados na plataforma da OriginalMy de 
acordo com as repostas dos usuários até a data de 
19 de fevereiro de 2016. 
Gráfico 1. Tipo de documentos registrados.
Fonte: Adaptado de OriginalMy (2016).
Por meio deste gráfico, pode-se observar que 
os tipos de documentos mais registrados na pla-
taforma blockchain da OriginalMy são:  Documen-
to (18,2%); Texto (18,2%); Design (13,6%), e se se for 
considerada até a quarta posição (Marca, 13,6%), 
pode-se inferir que o principal uso da plataforma 
tem sido para resguardar os direitos autorais ou 
propriedade intelectual (OSÓRIO JUNIOR, 2016). O 
algoritmo utilizado pelo OriginalMy para calcular 
a assinatura digital dos documentos é o SHA256, 
que é o mesmo algoritmo presente nos certifica-
dos e-CPF e e-CNPJ homologados pelo governo.
A empresa oferece também um serviço cha-
mado Identidade Blockchain, que utiliza criptogra-
fia de chaves assimétricas baseada em tecnologia 
blockchain e por meio de um aplicativo para smar-
tphones, faz a identificação completa do usuário. 
Assim, com esta identidade o usuário pode assi-
nar contratos com mais segurança na Internet. 
 
4.3. Dificuldades de utilização
O blockchain pode trazer diversos benefícios 
para empresas do setor de seguros, pois pode 
contribuir para a redução de custos e riscos, me-
lhorar a relação com os clientes e ainda pode re-
duzir o tempo do processo de emissão das apóli-
ces (DURAN e SIQUEIRA, 2018). 
Apesar da tecnologia blockchain e dos contra-
tos inteligentes oferecem diversas qualidades que 
podem trazer benefícios para diversos tipos de 
negócios, a inflexibilidade e irreversibilidade inicial 
dos contratos inteligentes se revelam empecilhos 
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frente à adoção desta tecnologia pela maior par-
te da população e frente aos requerimentos tra-
dicionais do direito contratual vigente na maioria 
das jurisdições. Uma vez assinados, os contratos 
inteligentes se cumprem de forma automática, 
completamente alheios aos poderes jurisdicionais 
tradicionais do Estado de forma que, em determi-
nados contextos, mesmo uma ordem judicial de 
alto nível teria pouca eficácia para reverter o ne-
gócio jurídico realizado por si só. Em alguns casos, 
nem a coação estatal pode ser suficiente. Por esta 
razão, o princípio da irretroatividade da blockchain 
torna-se um fator que distancia ainda mais a uti-
lização desses avanços de maneiras diversas e 
marcantes nas relações cotidianas (GONÇALVES e 
CAMARGOS, 2017).
De acordo com Duran e Siqueira (2018):
As vantagens do blockchain são altamente 
compatíveis com as demandas desse mercado, 
que ganha força com as características da tec-
nologia como a garantia de confiabilidade, velo-
cidade e transparência nas operações. Porém, 
ele não é uma solução universal. Em operações 
mais simples, em que a resposta pode ser ‘sim’ 
ou ‘não’, a tecnologia se encaixa como uma luva. 
Por outro lado, em situações que exigem inter-
pretações mais complexas, só a tecnologia é 
insuficiente: ela não substituiria a necessidade 
de uma assistência humana em relação a re-
gulações ou a questões jurídicas, por exemplo. 
Por esse motivo, o uso ou não do blockchain em 
alguma solução digital deve ser cuidadosamen-
te avaliado. Se ele faz sentido, o momento é de 
apostar e realizar testes para desenvolver o me-
lhor produto para o seu cliente.
Como o blockchain ainda é uma tecnologia 
nova, muitos de seus serviços estão em fase ex-
perimental, faltando assim um histórico como os 
encontrados em outras ferramentas de negócios. 
“Falta um corpo robusto de jurisprudência desen-
volvido”, de acordo com Jeremy E. Deutsch, um 
acionista do escritório nova-iorquino. Ele afirma, 
“se você terá relações comerciais efetivas, é preci-
so ter previsibilidade e confiança” (LERNER, 2017). 
Há muitas incertezas com relação a tecnolo-
gia blockchain e como ela impactará o mercado 
uma vez que venha a ser amplamente utilizada 
pelas organizações. 
5. cONclUSÕES
Neste trabalho, por meio de uma revisão lite-
rária de diversas obras relacionadas à tecnologia 
blockchain e de um estudo de caso com relação 
aos serviços prestados por duas empresas que 
estão utilizando a blockchain para oferecer solu-
ções de autenticação de documentos e contratos, 
procurou-se evidenciar as principais característi-
cas, funções, e limitações do uso blockchain por 
empresas, em especial empresas seguradoras.  
A segurança da informação se tornou funda-
mental no arquivamento de documentos na era 
digital. O surgimento da tecnologia blockchain 
proporciona uma maneira segura de armazenar 
as informações, podendo oferecer diversos bene-
fícios para as organizações, todavia, muitos des-
ses benefícios provavelmente ainda são desco-
nhecidos, pois se trata de uma tecnologia em fase 
experimental, onde instituições e pesquisadores 
do mundo todo estudam como obter o máximo de 
proveito desta inovação.
As características da tecnologia blockchain em 
relação à identificação, segurança, e confiabilidade 
dos dados podem trazer muitos benefícios para as 
empresas notariais como cartórios, mas também 
para muitas outras empresas, como as segura-
doras por exemplo, que lidam com documentos e 
contratos de diversos tipos e importâncias. A blo-
ckchain pode ser utilizada como instrumento de 
confiança, onde os membros da rede, garantem e 
zelam pela integridade dos dados. No entanto, por 
se tratar de uma tecnologia relativamente nova e 
desconhecida por muitas empresas do Brasil e do 
mundo, ainda há uma certa desconfiança com re-
lação à sua segurança e sua real contribuição nos 
negócios. Sendo fundamental a realização de estu-
dos mais profundos com relação a esta tecnologia.
Os contratos inteligentes podem vir a facilitar 
a realização de transações entre organizações 
e pessoas. Entretanto, escritórios de advocacia, 
imobiliárias, empresas seguradoras, cartórios de 
registros, entre outras empresas que prestam 
serviços relacionados a contratos, podem ser 
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afetadas por esta tecnologia. O impacto pode ser 
positivo, facilitando e dando mais confiabilidade 
aos registros dos dados, mas também pode trazer 
algum impacto desfavorável para profissionais do 
setor, podendo até afetar o mercado de trabalho.
Seria interessante uma maior utilização des-
sa tecnologia pelos cartórios, pois assim, o serviço 
ganharia mais destaque e credibilidade no merca-
do, para que tenha fé pública, de modo a propor-
cionar segurança jurídica e legal para as empresas 
brasileiras. Por outro lado, da mesma forma que a 
tecnologia em geral afetou diversos serviços, fa-
zendo com que negócios deixassem de ser viáveis 
ou rentáveis e extinguindo serviços do passado, é 
provável que essa tecnologia ofereça algum risco 
para profissionais notariais ou registradores, sendo 
fundamental que esses profissionais estejam ca-
pacitados para trabalhar com essa nova tecnologia 
se porventura ela passar a ser mais utilizada pela 
sociedade, o que provavelmente ocorrerá, pois a 
tecnologia se mostra confiável, e oferece benefícios 
disruptivos que ainda estão sendo descobertos. 
Ambas as empresas estudas prestam serviços 
relacionados autenticação de documentos, porém 
no site da empresa Direct.One é possível encon-
trar alguns casos de sucesso, onde a maioria se 
trata de empresas seguradoras. O caso apresen-
tado neste trabalho em relação a empresa Se-
guros Sura é apenas um exemplo da utilização 
do blockchain pelas empresas. No entanto, não 
foram obtidos dados mais concretos para um es-
tudo mais profundo dos benefícios, vantagens, 
limitações ou desvantagens oferecidas por esta 
tecnologia. Fazendo-se necessário futuros estu-
dos com mais dados com relação à economia de 
recursos, melhoria nos processos organizacionais, 
entre outros quesitos que podem ser parâmetros 
de estudos de melhorias nas empresas.
 A empresa OriginalMy oferece serviços cer-
tificação de propriedade através da blockchain e 
também autenticação de documentos em parceria 
com um cartório. A empresa não disponibiliza em 
seu website nenhum caso de sucesso em espe-
cífico, porém é possível presumir que os serviços 
oferecidos por esta entidade podem atender a di-
versos tipos de companhias. 
O objetivo inicial da pesquisa era obter dados 
diretamente com as empresas referidas, a fim de 
examinar algum caso particular. No entanto, não 
foi possível a obtenção de dados de um caso em 
especial diretamente com as empresas estuda-
das. Desta forma, foram utilizadas somente infor-
mações que podem ser encontradas na Internet, 
não sendo possível a realização de um estudo de 
caso mais profundo.
Contudo, os objetivos desta pesquisa foram 
atingidos, pois por meio dela, pode-se compreender 
o funcionamento básico de uma blockchain e dos 
contratos inteligentes, e com o estudo de caso, foi 
possível constatar que as soluções oferecidas no 
mercado podem contribuir para os negócios. Pois 
estes serviços podem oferecer uma forma mais 
barata para que qualquer empresa possa garantir 
a autenticidade de seus documentos através da 
internet, contribuindo para a otimização dos pro-
cessos organizacionais, bem como na obtenção 
de uma maior segurança, transparência, e controle 
das informações, sem a necessidade de um siste-
ma intermediador ou de um sistema centralizado. 
Assim sendo, devido à complexidade e am-
plitude do tema abordado, esse trabalho apenas 
tocou na superfície de seus conceitos para seu 
entendimento básico. Como sugestão para futu-
ros trabalhos, é recomendável estudos de caso fa-
zendo comparativos referentes a implantação de 
soluções blockchain em ambientes corporativos. 
Pode-se também, realizar levantamentos com re-
lação ao percentual de recursos que as empresas 
podem economizar utilizando a tecnologia blo-
ckchain e os smart contracts, estudos referentes 
a contribuição dessa tecnologia para os negócios, 
seu impacto no mercado de trabalho, e comparati-
vos referentes aos diversos tipos de soluções dis-
poníveis no mercado.
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