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Resumen Una red ad-hoc es una coleccio´n de nodos wireless que forman
de manera dina´mica una red temporaria sin la necesidad de tener una
administracio´n centralizada. Una de sus particularidades es que los nodos
que la componen pueden entrar y salir de la red en cualquier momento sin
previo aviso pero, adema´s, deben cumplir con funciones de ruteo. Como
los protocolos de ruteo tradicionales no pueden adaptarse correctamente
a esta clase de redes se desarrollaron protocolos de ruteo espec´ıficos. En
este trabajo se compara el funcionamiento y la performance de tres de los
protocolos ma´s utilizado: DSDV, DSR y AODV. Estas comparaciones se
realizan utilizando el simulador NS-2.
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1. Introduccio´n
Una de las principales ventajas de las redes wireless es la de permitir la mo-
vilidad de los usuarios mientras siguen conectados a la red. Sin embargo, en las
redes infraestructura, esa movilidad esta´ limitada por el a´rea de cobertura de la
estacio´n base o access point. En determinadas situaciones, esta a´rea puede ser
muy pequen˜a o, simplemente, podr´ıa no existir una estacio´n base, lo cual, no
permitira´ tener comunicacio´n entre los nodos. Adema´s, existen distintos escena-
rios donde podr´ıa ser necesario desplegar una red en forma ra´pida, como pueden
ser cuando existen cata´strofes naturales, operaciones de rescate, guerras. etc.
Las redes ad-hoc [10] son muy atractivas para resolver estas situaciones porque
se pueden formar dina´micamente mediante la colaboracio´n de todos los nodos
que la integran. No hay necesidad de que exista un acuerdo previo en lo que
respecta al rol espec´ıfico que cada nodo debe asumir, es descentralizada. Toda
la actividad de la red, incluyendo el descubrimiento de la topolog´ıa de la misma
y el env´ıo de mensajes, es realizada por los nodos.
Este tipo de redes tienen una topolog´ıa dina´mica y arbitraria que puede cam-
biar ra´pidamente y de manera impredecible debido a que los nodos son libres de
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moverse aleatoriamente. La principal consecuencia de esta movilidad es que los
links pueden formarse y romperse con mucha frecuencia, lo que implica que la
red debe ser auto-configurable y auto-organizada. Obviamente, el camino entre
un origen y un determinado destino que atraviesa varios nodos intermedios pue-
de, repentinamente, modificarse. Cuando esto sucede, la red debe ser capaz de
encontrar un nuevo camino en el menor tiempo posible y todos los nodos que la
componen deben cooperar para lograrlo. Esta funcionalidad requiere que cada
uno de los nodos sea capaz de reenviar datos en nombre de otros nodos, es decir,
que funcionen como un router.
En una red wireless del tipo infraestructura, la comunicacio´n entre los nodos
que la componen es single-hop. Todos los nodos se comunican, directamente,
con la estacio´n base. Pero, en una red ad-hoc, puede suceder que dos nodos
cualquiera no se puedan conectar, directamente, entre ellos, aunque si lo pueden
hacer utilizando nodos intermedios, es decir, la comunicacio´n entre los nodos
es multi-hop. Es por esta caracter´ıstica que se requiere la presencia de un pro-
tocolo de ruteo que permita encontrar las posibles rutas entre un origen y un
destino. Este protocolo debe ser ejecutado en todos los nodos que conforman la
red. Debido a los limitados recursos con que cuenta una red ad-hoc, el disen˜o de
protocolos de ruteo eficientes y confiables se ha transformado en un gran desaf´ıo.
En este trabajo se compara el funcionamiento de 3 (tres) de los ma´s impor-
tantes protocolos de ruteo que existen en la actualidad y que han sido estudiados
entre otros en [9][11]. Realizando distintas simulaciones se analizara´ como es el
desempen˜o de cada uno de ellos con el fin de descubrir sus ventajas y desventa-
jas. Los protocolos elegidos son: Destination Sequence Distance Vector(DSDV)
[1], Dynamic Source Routing(DSR) [6][2] y Ad-hoc On-demand Distance Vec-
tor(AODV) [4].
2. Protocolos de ruteo ad-hoc
2.1. Clasificacio´n de los protocolos de ruteo
Como es sabido, en las redes “esta´ticas” tradicionales, los algoritmos de ruteo
se pueden clasificar en dos grupos: link-state y distance-vector. Estos tienen un
correcto desempen˜o en ese tipo de redes, pero no pueden escalar para grandes
redes de tipo ad-hoc y no son capaces de adecuarse a los constantes cambios
topolo´gicos que existen en estas. Para solucionar estos inconvenientes se les han
realizado adaptaciones, como tambie´n se han desarrollado nuevos protocolos es-
pec´ıficos para esta clase de redes.
La gran cantidad de protocolos de ruteo para redes ad-hoc (ma´s de 30 pro-
tocolos [7]) existentes se los puede clasificar de la siguiente forma: planos (flat),
jera´rquicos (hierarchical) y de posicio´n geogra´ficamente asistidos (Geographic
position assisted)[3][5]. En el ruteo plano, o ruteo uniforme, todos los nodos son
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ide´nticos en lo que a su rol y responsabilidad, dentro de la red, se refiere. En
cambio, en el ruteo jera´rquico, existen nodos que tienen una responsabilidad
diferente en el funcionamiento del protocolo de ruteo. Por u´ltimo, en los proto-
colos de posicio´n geogra´fica asistida, los nodos pueden ser ayudados por algu´n
dispositivo especial, como puede ser un dispositivo GPS.
Dentro del ruteo plano, los protocolos se pueden dividir en tres grupos segu´n
la forma en que los nodos obtienen y mantienen la informacio´n de ruteo: proac-
tivos (table-driven), reactivos (on-demand) e h´ıbridos. Los protocolos proactivos
intentan mantener la informacio´n de ruteo a todos los dema´s nodos de la red
consistente y actualizada, por lo tanto, si un nodo necesita una ruta la obtiene
inmediatamente. Como mantienen la informacio´n en tablas, tambie´n se los co-
noce como table-driven. Estas tablas son enviadas perio´dicamente a todos sus
vecinos. Aun cuando no sean utilizadas, las rutas a todos los destinos posibles se
obtienen y mantienen en cada uno de los nodos. Por su parte, en un protocolo
reactivo, las rutas son buscadas, u´nicamente, cuando se necesitan. El proceso
de descubrimiento de ruta es iniciado por el origen y, si se encuentra una ruta
hacia el destino deseado, e´sta se mantiene hasta que el destino deja de ser accesi-
ble. Los protocolos proactivos tienen la ventaja de un menor retardo end-to-end
porque las rutas debera´n estar disponibles al momento de querer establecer una
conexio´n pero, tienen como desventaja, que generan una gran cantidad de tra´fico
para mantener las tablas actualizadas, por lo que, pueden presentar problemas de
escalabilidad en redes grandes. Por u´ltimo, los protocolos h´ıbridos combinan los
me´ritos de estos dos tipos de protocolos y, adema´s, solucionan sus limitaciones.
DSDV - Destination Sequenced Distance Vector DSDV es un protocolo
de ruteo proactivo, table-driven, basado en el algoritmo de Bellmand-Ford. Fue
desarrollado en 1994. Su principal ventaja es que soluciona el problema de los
loops de ruteo al agregar, a cada entrada en la tabla de ruteo, un valor conocido
como “destination sequence number”. Este valor es utilizado para distinguir las
rutas viejas de las nuevas y as´ı evitar la formacio´n de loops. Cada nodo en la
red mantiene una tabla de ruteo en la cual esta´n registrados todos los posibles
destinos dentro de la red y la cantidad de saltos para alcanzar cada uno de esos
destinos.
Las actualizaciones de las rutas se pueden hacer de dos maneras: time-driven
o event-driven. Un nodo, cada cierto tiempo, transmite las actualizaciones, que
contienen toda su tabla de ruteo, a sus vecinos. Tambie´n, se env´ıan actualizacio-
nes cada vez que se produce un cambio significativo en su tabla de ruteo. DSDV
puede enviar las actualizaciones de dos formas diferentes: “full-dump”, se env´ıa
la tabla de ruteo completa, o “incremental”, u´nicamente se env´ıan las rutas cu-
ya me´trica ha cambiados desde que se envio´ la u´ltima actualizacio´n. Todas las
actualizaciones son de tipo broadcast sin importar el me´todo empleado.
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Los paquetes de datos son enviados utilizando las tablas de ruteo existentes
en cada nodo. Estas tablas contienen la lista de todos los destinos posibles y la
cantidad de saltos a cada uno de ellos. Adema´s, cada entrada tiene asociado el
correspondiente “destination sequence number”, el cual es generado por el nodo
destino.
Un nodo puede recibir distintas actualizaciones desde diferentes vecinos. Las
rutas recibidas las debe comparar con las que tiene en su tabla de ruteo. Si alguna
ruta recibida no existe en su tabla de ruteo, la debe agregar. Pero, si existe, el
valor recibido del campo “destination sequence number”, que esta´ asociado a un
destino en particular, se debe comparar con el existente en la tabla de ruteo para
el mismo destino. La ruta con el valor ma´s nuevo sera´ utilizada y las que tienen
un valor ma´s viejo son descartadas. Si ese valor es el mismo, la ruta con mejor
me´trica sera´ la elegida. Las me´tricas de las rutas recibidas y que son elegidas
para agregar a la tabla de ruteo sera´n incrementadas en uno.
AODV - Ad-Hoc On-Demand Distance Vector La RFC 3561 [4] define
este protocolo. Su funcionamiento es bajo demanda, es decir, los nodos, sola-
mente, tienen las rutas que esta´n usando o que han usado recientemente. Provee
rutas libres de loops, aun mientras se esta´n reparando links rotos, al utilizar un
contador llamado “destination sequence number”. Este contador esta´ asociado
a cada entrada en la tabla de ruteo y esta´ determinado por el nodo destino. La
me´trica utilizada para comparar dos rutas es el “Hop Count” (Cuenta de Saltos).
Para encontrar una ruta entre dos nodos cualquiera de la red, AODV utiliza
un proceso de descubrimiento de ruta broadcast. Define tres tipos de mensajes:
Route Request (RREQ), Route Reply (RREP) y Route Error (REER), que son
enviados utilizando el protocolo UDP. Cuando un nodo quiere establecer una
conexio´n con un destino en particular, primero debe verificar que no tiene una
ruta va´lida a ese destino. Si existe una, la utiliza y AODV no hace nada. En
casa contrario, debe iniciar el proceso de “Path Discovery”. Para esto, env´ıa un
mensaje broadcast RREQ a sus vecinos. Cada uno de los vecinos que reciba este
mensaje puede tomar una de las dos acciones: si tiene una ruta va´lida hacia ese
destino, le contesta al origen con un RREP, y, si no, debe reenviar el RREQ,
tambie´n en forma broadcast, despue´s de incrementar el Hop Count. Para saber
si una ruta hacia un destino es va´lida (o “fresca”), el nodo debe verificar que
el valor del campo “destination sequence number”, asociado a la entrada en la
tabla de ruteo, es mayor o igual al valor de ese campo en el RREQ. La respuesta,
sea de parte del nodo destino o de un nodo intermedio, es mediante un mensaje
RREP de tipo unicast.
Cada nodo que reenv´ıa un RREQ debe almacenar, entre otra informacio´n, la
direccio´n del nodo del cual recibio´ el pedido. Al hacer esto, automa´ticamente, se
va estableciendo el reverse-path hacia el origen. De esta forma, cuando un no-
do recibe el correspondiente RREP para esa ruta, sabe a que vecino se lo debe
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enviar en forma unicast. Adema´s del reverse-path, se establece el forward-path.
Mientras el RREP viaja de regreso al origen, cada nodo por donde pasa este
mensaje, debe almacenar la direccio´n del vecino del cual lo recibio´. Un nodo
puede recibir un mismo RREP ma´s de una vez. So´lo debe retransmitir el prime-
ro que recibio´. Los dema´s los debe descartar, salvo que el “destination sequence
number” del RREP recibido sea mayor que el enviado anteriormente o, si son
iguales, que tengo una mejor me´trica. El origen puede comenzar a transmitir
los datos tan pronto como reciba el primer RREP y puede, luego, actualizar su
informacio´n de ruteo si aprende una mejor ruta.
Existen varios timers que se utilizan para ir limpiando las entradas del
reverse-path o del forward-path. Tambie´n existen timers para eliminar de la
tabla de ruteo todas aquellas rutas que no hayan sido utilizadas en el u´ltimo pe-
riodo de tiempo. La ruta se considera inva´lida y se elimina. Si un nodo detecta
que un link de una ruta activa se rompe, env´ıa un mensaje REER a todos los
vecinos que utilizan ese link en forma activa.
DSR - Dynamic Source Routing DSR es un protocolo de ruteo reactivo
que, a diferencia de AODV, utiliza source-routing. Para poder realizar este tipo
de ruteo, un nodo debe ser capaz de obtener la direccio´n de todos los disposi-
tivos intermedios entre el origen y el destino. Cada vez que un nodo env´ıa un
paquete, el listado ordenado de todos los nodos intermedios por los que debe
pasar el paquete es incluido en la cabecera de dicho paquete. Esto produce un
gran overhead en el rendimiento de la red pero, tiene como ventaja, que no se
producen loops. Adema´s, otra ventaja es que los nodos intermedios no necesitan
mantener las tablas de ruteo actualizadas porque toda la informacio´n de ruteo
ya se encuentra en el nodo origen.
El protocolo consta de dos mecanismos que trabajan en conjunto para descu-
brir y mantener las rutas: Route Discovery y Route Maintenance. Route Disco-
very es el proceso encargado de obtener todos los nodos intermedios por donde
deben pasar los paquetes y Route Maintenance es el mecanismo, por el cual, el
nodo origen detecta que la ruta hacia un determinado destino no es ma´s utiliza-
ble debido a cambios topolo´gicos de la red. Ambos procesos operan, enteramente,
bajo demanda. DSR no utiliza ningu´n tipo de mensajes perio´dicos ni deteccio´n
del estado del enlace. De acuerdo a la terminolog´ıa utilizada en DSR, el nodo
origen se llama initiator y el nodo destino, target.
Cuando el initiator quiere enviar un mensaje a un target particular, primero
busca en su “route cache” si tiene alguna ruta, previamente aprendida, hacia ese
destino. Si la tiene, la utiliza. En caso contrario, debe ejecutar el proceso Router
Discovery para encontrar una ruta. Para iniciar este proceso, el initiator trans-
mite un mensaje Route Request (RREQ) de tipo broadcast, el cual es recibido
por todos los vecinos dentro del a´rea de cobertura de su sen˜al wireless. Cada
RREQ identifica el initiator y el target de la ruta que se intenta encontrar y
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contiene un identificador u´nico del pedido, request ID, establecido por el initia-
tor. Adema´s, incluye la lista de las direcciones de todos los nodos por los cuales
esta copia, en particular, ha ido pasando. Esta´ lista es inicializada como una
lista vac´ıa por el initiator. El request ID es usado por los nodos para determinar
si un determinado mensaje, del mismo initiator, es recibido ma´s de una vez.
Si el nodo al que arriba el RREQ no es el target y es la primera vez que recibe
esa solicitud, debe agregar su direccio´n a la lista de nodos por los que paso´ el
mensaje y retransmitirlo. En caso de que el mismo RREQ sea recibido ma´s de
una vez, so´lo se aceptara´ el primer mensaje y todos los dema´s se descartara´n. Un
pedido, tambie´n, sera´ descartado si la direccio´n del nodo que recibio´ el mensaje
se encuentra en la lista de nodos por los que ya ha pasado el RREQ (es decir, el
nodo ya recibio´ y reenvio´ ese mismo RREQ).
Al arribar RREQ al target, e´ste le contestara´ al initiator envia´ndole un Route
Reply(RREP). En este mensaje, el target incluira´ una copia de la lista de nodos
por los que paso´ el pedido. Cuando el initiator recibe la contestacio´n, copia la
lista de nodos en su cache para utilizarla en el env´ıo de los siguientes mensajes
al target. Obviamente, si el target no tiene una ruta en su cache al initiator para
enviarle el RREP, no inicia su propio proceso de Route Discovery, lo que podr´ıa
conducir a un lazo infinito, sino que utiliza la secuencia de nodos, invertida, que
copio´ del RREQ y esta´ informando al initiator.
Si un paquete es retransmitido una cierta cantidad de veces por un nodo y
no se recibe ninguna confirmacio´n, el nodo debe retornar un mensaje de error
al initiator, indicando el link sobre el cual el mensaje no pudo ser enviado. Si
el initiator tiene otra ruta en su cache hacia ese target, la debe usar. En caso
contrario, debe ejecutar el Route Discovery nuevamente.
Una ventaja que presenta este protocolo es que permite mu´ltiples rutas a un
destino lo que posibilita que cada nodo pueda controlar las rutas que utiliza para
rutear los paquetes, por ejemplo para realizar un balanceo de carga. Adema´s, es
capaz de trabajar con link unidireccionales. La desventaja que presenta es que
el source routing podr´ıa resultar en un gran overhead si el path entre dos nodos
es muy grande o si se utilizan direcciones del tipo IPv6.
3. Comparacio´n de los protocolos de ruteo
3.1. Disen˜o de la simulacio´n
Para realizar este trabajo se utilizo´ el simulador NS-2.34 [8]. La configuracio´n
ba´sica consiste en un cuadrado de 900 x 900 metros, en los cuales se disponen,
aleatoriamente, un total de 90 nodos. El tra´fico que generan los nodos es del tipo
CBR (Constant Bit Rate), que corre sobre UDP, con un taman˜o de paquete de
512 bytes. Cada nodo env´ıa 4 paquetes por segundo. Los nodos se pueden mover
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a una velocidad de hasta 20 metros por segundo con distintos tiempos de pausa
(pause time). Los tiempos seleccionados son los siguientes: 0 (los nodos esta´n
continuamente en movimiento), 25, 50, 100, 250, 500 y 900 (los nodos no tiene
movimiento). En total se realizaron 4 simulaciones distintas donde se var´ıan la
cantidad de conexiones establecidas entre los nodos: 3, 15, 25 y 40. Todas las
simulaciones se ejecutaron por un total de 900 segundos.
Con el fin de comparar el rendimiento de los 3 protocolos en cada una de las
situaciones diagramadas, se evaluaron las siguientes me´tricas:
Packet Delivery Rate: es el ratio (razo´n) entre el nu´mero de paquetes CBR
enviados y el nu´mero de paquetes CBR recibidos. Describe el porcentaje de
paquetes que alcanzaron el destino. Cuanto mayor sea este porcentaje, mejor
es el rendimiento de la red.
Average Delay: es el tiempo, promedio, que tardan los paquetes de datos en
llegar desde el origen al destino teniendo en cuenta todos los posibles retardos
que sufre el paquete en su camino, como pueden ser: buffering durante el
proceso de descubrimiento de ruta, encolamiento en las interfaces, retardos
de retransmisio´n en la capa MAC, propagacio´n y tiempos de transferencia.
Routing Overhead: es el ratio (razo´n) entre el nu´mero de paquetes de ruteo
transmitidos y el nu´mero de paquetes de datos recibidos en el destino. Cada
paquete de ruteo retransmitido por un nodo se cuenta como va´lido. Permite
analizar el nu´mero promedio de paquetes de ruteo enviados por cada paquete
de datos que llega a destino.
3.2. Packet Delivery Rate
Como se puede observar en los gra´ficos de la Figura 1, DSDV es el protocolo
con peor rendimiento al ser el protocolo en el que se pierden la mayor cantidad
de paquetes. De los otros dos protocolos, DSR es el que tiene mejor rendimiento
en todo los casos, aunque la diferencia con AODV es muy pequen˜a en alguna
simulaciones. Esto se produce a pesar de que DSR es el protocolo que genera la
mayor cantidad de paquetes de ruteo en casi todas las simulaciones. El problema
que presenta DSDV es el tiempo que tarda en encontrar las rutas entre el origen
y el destino. Una situacio´n interesante se produce en las simulaciones con 3 y 15
conexiones. En estas, el rendimiento de la red es peor cuando menor movilidad
presentan los nodos. Por ejemplo, de la 3 conexiones especificadas, se establece
una sola. Las dos restantes no pueden encontrar las rutas correspondientes. En
las dema´s simulaciones, al moverse los nodos se establecen las rutas.
3.3. Average Delay
En los gra´ficos de la Figura 2, se puede observar el retardo promedio de los
paquetes de datos, desde que son enviados por el origen hasta que son recibidos
en el destino. DSR es el protocolo que mayor retardo promedio presenta. Esto
se debe, principalmente, a la gran cantidad de paquetes de ruteo que necesita
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(a) 3 conexiones (b) 15 conexiones
(c) 25 conexiones (d) 40 conexiones
Figura 1: Packet Delivery Rate
enviar para encontrar las rutas, lo que se produce con mayor intensidad en los
tiempos de pausa 25 y 50. DSDV, al ser el que menor cantidad de paquetes de
ruteo genera, es el que mejor retardo promedio presenta. A medida que los nodos
presentan menor movilidad, el retardo de los distintos protocolos convergen.
3.4. Routing Overhead
A excepcio´n de la simulacio´n con 3 conexiones, DSDV es el protocolo que
mejor relacio´n presenta entre la cantidad de paquetes de ruteo enviados y la
cantidad de paquetes de datos recibidos, correctamente, por los destinos segu´n
lo que se puede observar en la Figura 3. Esto se debe a que, sin importar la
cantidad de conexiones establecidas, la cantidad de paquetes de ruteo no se
modifica sustancialmente, algo que si sucede con los otros dos protocolos que
al funcionar bajo demanda (on-demanda) deben generar paquetes de ruteo por
cada nueva conexio´n, si es que no tienen la ruta al destino.
4. Conclusiones y Trabajos Relacionados
A pesar de mostrar un menor Average Delay y un mejor Routing Overhead,
DSDV es el que peor rendimiento presenta debido al tiempo que tarda en formar
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(a) 3 conexiones (b) 15 conexiones
(c) 25 conexiones (d) 40 conexiones
Figura 2: Average Delay
las rutas. Por el contrario, DSR es el que tiene el mejor rendimiento a pesar de
ser el que mayor cantidad de paquetes de ruteo env´ıa. Por su parte, AODV pre-
senta un rendimiento ma´s parejo, pra´cticamente, en todos las simulaciones. La
ventaja que presenta DSR con respecto a los otros dos protocolos es que puede
tener rutas alternativas en su cache hacia un destino en particular.
Por lo explicado anteriormente, se puede inferir que los dos protocolos de
ruteo ad-hoc reactivos estudiados presentan un mejor rendimiento que el proto-
colo de ruteo proactivo. Sin embargo, presentan un Average Delay ma´s grande
que para determinados tipos de tra´ficos, como voz y/o v´ıdeo, puede ser muy
contraproducente. El estudio de como mejorar este punto es crucial para que
este tipo de redes tengan una mayor aceptacio´n.
Esta investigacio´n esta´ siendo realizada en el marco del Proyecto TRICom-
For, Tecnolog´ıas en Redes Inala´mbricas para Comunicacio´n y Formacio´n, apro-
bado y financiado por la CyTED, en conjunto con integrantes del Departamento
de Informa´tica de la Universidad de Minho, Portugal.
CACIC 2010 - XVI CONGRESO ARGENTINO DE CIENCIAS DE LA COMPUTACIÓN                                                 750
Comparacio´n de protocolos de ruteo en redes ad-hoc
(a) 3 conexiones (b) 15 conexiones
(c) 25 conexiones (d) 40 conexiones
Figura 3: Routing Overhead
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