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Abstrakt
Bakalárˇská práce se zabývá možností propojení pobocˇkové ústrˇedny Asterisk mezi pev-
ným a virtuálním strojem za použití protokolu SIP a IAX, kterým je veˇnována pozornost a
jsou popsány v jedné z kapitol. Dále jsou popsány zpu˚soby virtualizace pomocí nástroju˚
spolecˇnosti VMware a popis telefonní ústrˇedny Asterisk. V rámci bakalárˇské práce byly
vytvorˇeny konfiguracˇní soubory, pomocí kterých se ústrˇedna konfiguruje, následneˇ bylo
provedeno spojení mezi ústrˇednami. Záveˇrem práce je uvedeno vyhodnocení hovorové
kvality pro jednotlivé protokoly SIP a IAX.
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Abstract
Bachelor thesis deals with the possibility of creating connection between two communi-
cation servers Asterisk on real computer and virtual computer with usage of protocols
SIP and IAX, which are described in one of the chapters. Next point deals with ways of
virtualization with help of tools from company VMware and description of communica-
tion server Asterisk. Part of this thesis deals with creating of configuration files for con-
figuring Asterisk server, followed by establishing connection between communication
servers. At the end of this thesis are listed qualities of each connection for both protocols
SIP and IAX.
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41 Úvod
Soucˇasná doba vykazuje znacˇný pokrok na poli virtualizace. Existují rˇešení virtualizace
osobních pocˇítacˇu˚, serveru˚ a serverových polí. Avšak zacˇíná zasahovat i do pole teleko-
munikacˇní služby, tedy prˇenosu hlasu a videa prˇes internet, která se oznacˇuje anglickým
názvem Voice Over IP (VoIP). Jedním ze zpu˚sobu˚, jak tuto službu vytvorˇit a spravovat,
je volneˇ dostupná telefonní ústrˇedna Asterisk. Samotná VoIP technologie umožnˇuje prˇe-
nos dat pomocí rˇady protokolu˚, mezi nimiž se nachází zatím nejrozšírˇeneˇjší protokol SIP
(Session Initiation Protocol) a nejnoveˇjší prˇíru˚stek do rodiny VoIP protokolu˚, protokol
IAX (Inter-Asterisk eXchange), který jak již název napovídá, je speciálneˇ navržen pro
Asterisk.
V této práci se budeme zajímat o možnost virtualizace pobocˇkové telefonní ústrˇedny
Asterisk, její využití pro komunikaci pomocí SIP a IAX protokolu. Podíváme se na zá-
kladní programy pro virtualizaci poskytované firmou VMware. Rozebereme ústrˇednu
Asterisk, její základní vlastnosti a využití. Dále si popíšeme protokoly SIP a IAX, jejich
zpu˚sob komunikace, výhody a nevýhody.
Ukážeme nastavení telefonních ústrˇeden Asterisk, tak aby byly schopny mezi sebou
komunikovat pomocí SIP a IAX protokolu. Uvidíme zpu˚sob vytvorˇení tzv. Dialplanu,
který ústrˇedneˇ Asterisk definuje, jakým zpu˚sobem má nakládat s prˇíchozími a odcho-
zími hovory. Následuje samotné provedení hovoru a co nás nejvíce zajímá u telefonních
hovoru˚, vyhodnocení kvality hovoru, tedy jak je hovor srozumitelný pro lidský sluch.
52 Teorie
2.1 Popis virtualizacˇího nástroje VMware
VMware je jedna z nejveˇtších a nejrozšírˇeneˇjších spolecˇností na poli virtualizace a vý-
voji virtualizacˇní nástroju˚ pro architekturu x86/x64. Mezi nejznámneˇjší nástroje mu˚žeme
zarˇadit rˇešení pro stolní pocˇítacˇe VMware Workstation, VMware Player a rˇešení pro ser-
verové pocˇítacˇe VMware vSphere. V kapitole cˇerpám ze zdroju˚ [1, 2, 3].
Produkty VMware rozdeˇlují stanice na dva typy. Hostitelskou stanici, která provádí
výpocˇty, stará se o správu virtualních vstupu˚/výstupu˚ a hosta, který emuluje veškeré
prostrˇedky, které virtuální systém potrˇebuje, prˇesneˇji procesor, grafický adaptér, pameˇti,
sít’ový adaptér, ovládacˇe disku˚. Potrˇebné prostrˇedky jsou odebíráný z hostitelského po-
cˇítacˇe, tudíž pocˇet pocˇet beˇžících virtualním stroju˚ je omezen hardwerovými prostrˇedky
hostitelského stroje. Pro všechny hosty je dostupný balícˇek VMware tools, který zlepšuje
výkon.
Díky této virtualizaci má virtuální stroj pokaždé stejný hardware. Pokaždé má stejný
sít’ový adaptér, stejný grafický adaptér a pevné disky. Což umožnˇuje snadný prˇenos vir-
tuálních stroju˚ mezi hostitelskými systémy, dokonce lze prˇenášet virtualní stroje mezi
operacˇními systémy Linux a Windows. Nikdy se nepozmeˇní nastavení virtuálního stroje,
který je uložen ve trˇech typech souboru˚:
• .vmx soubor
Tento soubor obsahuje konfiguraci virtuálního stroje. Jsou v neˇm uloženy infor-
mace o použitých pevných discích, nastavení sít’ového spojení, pocˇet prˇirˇazene RA
pameˇti a pocˇet CPU.
• .vmdk soubor
Virtualní pevný disk, vytvorˇený pro virtuální stroj, je ve skutecˇnosti soubor, do
kterého se ukládá vše, co se provede na virtuálním stroji.
• .nvram soubor
Každý pocˇítacˇ má BIOS a VMware virtuální stroje nejsou výjimkou. Tento soubor
má stejnou funkci jako NVRAM, tedy ukládají se do neˇj BIOS informace o bootova-
cím porˇadí pevných disku˚, diskety a CD-ROM.
2.1.1 VMware Tools
Balícˇek prˇidává nástroje a ovladacˇe, které zlepšují výkon a funkcˇnost virtuálního sys-
tému. Jde nainstalovat na všech podporovaných verzí operacˇních systému˚. Také vylep-
šuje zpu˚sob ovládání prˇidáním sdílených složek a kopírovaní souboru˚ prˇetažením z hos-
titelského pocˇítacˇe do virtuálního. Prˇidává nástroje pro synchronizaci cˇasu s hostitelským
6systémem a automatickou detekci kurzoru, která odstranˇuje nutnost macˇkání tlacˇítek,
když jsme chteˇli prˇepnou mezi virtuálním pocˇítacˇem a hostitelským.
2.1.2 VMware Player
Podle licence je VMware Player zdarma stažitelný software pro domácí použití, který
se nesmí využívat pro výdeˇlecˇné úcˇely. Dá se o neˇm uvažovat jako o omezené verzi VM-
ware Workstation. Omezen je pocˇet virtualních stroju˚, které mohou být soucˇasneˇ spuš-
teˇny na dva, omezení platí i na pocˇet procesoru˚ a velikost pameˇti.
Díky teˇmto omezením je veˇtšinou využíván na rychlé odzkoušení nových verzí operacˇ-
ních systému˚. které se dokonce nachází na fanouškovských stránkách, které umožnˇujou
stažení hotových, nainstalovaných a nakonfigurovaných operacˇních systému˚. Využití je
také prˇi prˇedvádeˇcích akcích. Tento program splnˇujeˇ ocˇekávání a jeho hlavní cíl, kterým
je rozšírˇit znacˇku VMware mezi lidi, co zacˇínají s virtualizací.
Umožnˇuje nainstalovaní x86 nebo x64 architektury nehledneˇ na to, jakou architekturu
ma hostitelský pocˇítacˇ. Takže mužeme nainstalovat 32b virtualní systém na 64b hosti-
telký systém a naopak.
V minulosti bylo mezi VMware player a VMware Workstation hodneˇ rozdílu˚ ve funk-
cích a nástrojích, ale díky konkurenci ze strany dalších poskytovatelu˚ virtualizacˇních ná-
stroju˚ byli nuceni tyto rozdíly zredukovat.
Jedna z takových funkcí se jmenuje SnapShot(snímek), mu˚žeme ji prˇirovnat k funkci
Obnovení systému i Windows. SnapShot je však mnohem lepší, protože vrací virtuální
systém do prˇesného stavu, kdy byl SnapShot porˇízen. SnapShot lze vytvorˇit rucˇneˇ a podle
potrˇeby jej nahrát, samotné nahravání netrvá dlouho, protože se veškeré zmeˇný a snímky
ukládají na pozadí do speciálního souboru.
Další funkce se nazývá Unity a umožnˇuje propojení plochy hostitele a virtuálního
stroje takovým zpu˚sobem, že otevrˇená okna virtuálního stroje se prˇenesou na plochu
hostitelského systému a okno virtulaního stroje prˇejde do pozadí. Tím se umožní rych-
lejší práce na obou systémech.
2.1.3 VMware Workstation
První produkt, který firma VMware vydala v roce 1999 byla ve verzi 1.0, avšak první
použitelná verze 3.0 vyšla až v roce 2001. Dnešní verze se jmenuje VMware Workstation
9, jenž vyšla v roce 2012 ve verzi 9.0 a jak je zvykem, prˇináší lepší vlastnosti a funkce než
prˇedchozí verze.
7Workstation je zameˇrˇen na stolní pocˇítacˇe, lze jej nainstalovat na operacˇní systémy
Windows a Unix, rovneˇž podporuje jejich virtualizaci, v soucˇasné dobeˇ podporuje prˇes
700 operacˇních systému˚ a toto cˇíslo roste každým dnem.
Workstation stejneˇ jako VMware Player umožnˇuje spoušteˇt a spravovat neˇkolik vir-
tuálních systému˚ najednou, ale stejneˇ jako VMware Player má taktéž omezení na pocˇet
soucˇasneˇ beˇžících systému˚ a ten je stanoven na deset.
Oproti VMware Player má funkci klonování, která se vyskytuje naprˇíklad u Hyper-V
Windows serveru. Umožnˇuje provést naklonování stávajícího virtuálního stroje do no-
vého s jiným názvem, ale se stejnou konfigurací. Mu˚žeme také provést Linked Clone,
který pouze odkazuje na základní virtuální stroj a ukládá provedené zmeˇny do vlastního
souboru, cˇímž šetrˇí místo. V praxi se tato funkce mu˚že využít naprˇíklad prˇi testování
kompatibility softwaru. A to takovým zpu˚sobem, že na jednom klonu bude Windows
Vista service pack 1 a na druhém Windows Vista service pack 2 a programátor bude hle-
dat chyby v beˇhu programu.
2.1.4 VMware vSphere 5
VMware vSphere 5 rozdeˇluje cˇetnou rˇadu nástroju˚ prˇedchozí generace do neˇkolika
mnohem podrobneˇjších, cˇímž umožnˇujou VMware správcu˚m ješteˇ vetší kontrolu nad
zpu˚sobem rozdeˇlování výpocˇetního výkonu˚ jednotlivým virtuálním stroju˚m. S dyna-
mickou správou prvku˚, spolehlivostí, systémem odolným proti chybám, zálohovacími
nástroji a rozdeˇlenými nástroji pro správu, mají v jednom balícˇku IT správci všechny po-
trˇebné nástroje pro chod firemní síteˇ s neˇkolika servery po firmy s tisíci servery. Tento
balícˇek obsahuje následující produkty a prvky:
• Produkty:
– VMware ESXi
– VMware vCenter Server
– vSphere Update Manager
– VMware vSphere Client and vSphere Web Client
– VMware vShield Zones
– VMware vCenter Orchestrator
• Prvky:
– vSphere Virtual Symmetric Multi-Processing
– vSphere vMotion and Storage vMotion
– vSphere Distributed Resource Scheduler
8– vSphere Storage DRS
– Storage I/O Control and Network I/O Control
– Profile-Driven Storage
– vSphere High Availability
– vSphere Fault Tolerance
– vSphere Storage APIs for Data Protection and VMware Data Recovery
VMware ESXi
Jádrem produktu vSphere je hypervizor, který slouží jako základní virtualizacˇní vrstva,
na které jsou postavené další virtualizacˇní nástroje vSphere. V drˇíveˇjších verzích vSphere,
byl hypervizor dostupný ve dvou formách VMware ESX a VMware ESXi. I když meˇly
obeˇ formy stejné virtualizacˇní jádro, podporovaly stejné virtualizacˇní nástroje, meˇly roz-
dílné architektury. V VMware ESX byla použita linuxová konzole, skrz níž mohl správce
pracovat s hypervizorem.
Na druhou stranu VMware ESXi je další generací základní virtualizacˇní vrstvy, která
nepoužívá linuxovou konzoli. Díky tomu má ESXi velikost pouze 70 MB, ale i prˇes ab-
senci konzole umožnˇuje chod stejných virtualizacˇních nástroju˚. To je umožnˇeno tím, že
virtualizacˇní jádro není soucˇástí konzoly, ale samotnou cˇástí zvanou VMkernel, která se
stará práveˇ o prˇístup virtualních stroju˚ k fyzickým prostrˇedku˚m.
VMware vCenter Server
Poskytuje centralizovanou správu pro všechny ESXi virtuální stroje. Dává správcu˚m
možnost spravovat, monitorovat a zabezpecˇit virtuální infrastrukturu z jednoho kontrol-
ního centra, kde se data ukládají do páterˇní databáze.
Kromeˇ nastavení a spravování poskytuje Vcenter Server mnohem pokrocˇilejší nástroje
vSphere Motion, vSphere Distributed Resource Scheduler, vSphere High Availability a
vSphere Fault Tolerance a další výhody:
• Enhanced vMotion Compatibility, která vylepšuje funkcˇnost a kompatibilitu ser-
veru˚ spojených do clusteru s CPU od firmy Intel a AMD
• Profily hostu˚, které napomáhají lepší jednotvárnosti konfiguracˇním profilu˚m
• Storage I/O Control, který umožnˇuje quality of service na clusteru, tak aby správci
mohli zabezpecˇit dostatecˇné I/O prosrˇedky pro du˚ležité aplikace a to i beˇhem prˇe-
sycení síteˇ.
9vCenter Sphere má klícˇovou roli v jakékoliv implementaci VMware vSpherea je do-
tupný ve trˇech variacích:
• vCenter Sphere Essentials, který je integrovaný do vSphere Essentials kits pro na-
sazení v kancelárˇích
• vCenter Server Standard, který poskytuje plnou funkcˇnost vCenter Sphere, vcˇetneˇ
správy, pozorování a automatizace
• vCenter Server Foundation, je stejná jako vCenter Server Standard, ale je limitován
na správu trˇí ESXi hostu˚ a neobsahuje vCenter Orchestrator
vSphere Update Manager
vSphere Update Manager je plug-in pro vCenter Server, který pomáhá užívatelu˚m udr-
žovat jejich ESXi hosta a virtuální stroj na nejnoveˇjší verzi. vSphere Update Manager ma
následující fuknce:
• Vyhledává systémy, které nejsou na nejnoveˇjší verzi
• Uživatelem definovaná pravidla pro identifikaci neaktuálních systému˚
• Automatická instalace aktualizací ESXi hostu˚
• Plná integrace s ostatními produkty vSphere
VMware vSphere Client and vSphere Web Client
vSphere Client je aplikace založená na Windowsu, která umožnˇuje správu ESXi hostu˚
bud’ prˇímo, nebo instancí vCenter Server, která nám narozdíl od prˇímého prˇipojení na
ESXi hosta nabídne plnou škálu správcovských nástroju˚. vSphere Client nabízí bohaté
uživatelské rozhraní(GUI) pro každodenní cˇinnost a pokrocˇilou správu virtuální infrastruk-
tury.
vSphere Web Client poskytuje dynamické uživatelské rozhraní pro správu virtuální
infrastruktury v internetovém prohlížecˇi, a tím umožnˇuje správcu˚m vSphere spravovat
jejich infrastrukturu, bez nutnosti úplné instalace nástroje vSphare Client. Avšak neobsa-
huje všechny jeho nástroje.
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VMware vShield Zones
vShiled Zones prˇídává sít’ovou možnost prˇidat virtuální firewall, který umožnˇuje správ-
cu˚m vSphere videˇt a spravovat sít’ovou komunikaci, která probíhá ve virtuální síti. Správci
mohou prˇidávat bezpecˇnostní práva pro celé skupiny virtuálních stroju˚, které budou pla-
tit i po jejich prˇemísteˇní mezi hosty.
VMware vCenter Orchestrator
Orchestrarot je automaticky rˇízené prostrˇedí, které se automaticky instaluje s každou
instancí vCenter Server. Správci mu˚žou pomocí toho produktu vytvorˇit automatické pro-
cesy pro služby, které nabízí vCenter Server. Vytvorˇené procesy mohou mít složitost od
jednoduchých po komplexní. VMware také nabízí plug-in pro rozšírˇení funkcˇnosti na
práci s Microsoft Active Directory, Unified Computing System spolecˇnosti Cisco a VM-
ware vCloud Director. To deˇlá vCenter Orchestrator velice silným nástrojem pro vytvá-
rˇení automatických procesu˚ ve virtualizacˇním datovém centru.
vSphere Virtual Symmetric Multi-Processing
Prvek vSphere Virtual Symmetric Multi-Processing (vSMP) umožnˇuje administráto-
ru˚m virtuální infrastruktury vytvorˇit virtuální stroje s neˇkolika virtuálními procesory.
Tedy nevytvárˇí virtuální stroj s neˇkolika fyzickými procesory, ale vytvárˇí virtuální proce-
sory uvnitrˇ virtuálního stroje.
To umožnˇuje instalaci aplikací, které mohou nebo potrˇebují více procesoru˚ do virtuál-
ního stroje. Organizace využívající vSMP, tudíž mohou virtualizovat ješteˇ více aplikací,
bez ztráty výkonu.
vSphere vMotion and Storage vMotion
vSphere vMotion je také známý pod názvem live migration, je to prvek ESXi a vCen-
ter Server, který umožnˇuje prˇenášet aktivní virtuální stroj z jednoho fyzického hosta na
druhého, bez nutnosti vypnutí virtuálního stroje. Prˇenos mezi dveˇma hosty probíhá bez
zpoždeˇní a bez ztráty sít’ového prˇipojení k virtuálnímu stroji. Tato schopnost prˇenosu
virtuálního stroje mezi fyzickými hosty je v dnešní dobeˇ silný prvek a má mnoho využití
v datacentrech.
Naprˇíklad mu˚žeme uvažovat, že fyzický stroj má nekritický problém na hardwaru a
musí být opraven. Správce mu˚že jednoduše pomocí vMotion prˇesunout všechny virtu-
ální stroje na jiný server poté, co byla provedena oprava a server byl zapnut, správce
mu˚že pomocí VMotion prˇenést virtuální stroje na pu˚vodní server.
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vSphere Distributed Resource Scheduler
Prˇedchozí vMotion se musí ovládat rucˇneˇ, to znamená, že správce musí zahájit proces
prˇenosu, ale tuhle cˇinnost umí vSphere Distributed Resource Scheduler (DRS) provádeˇt
automaticky a tím vyrovnývat rozložení výpocˇetní síly po ESXi clusteru.
O ESXi clusteru mu˚žeme rˇíct, že není nic víc, než soubor výpocˇetního výkonu a pameˇti
všech hostu˚ v clusteru. Poté co se do clusteru prˇirˇadí dva nebo více hostu˚, zacˇnou spo-
lecˇneˇ pracovat na poskytování výpocˇetní síly a pameˇti pro virtuální stroje prˇirˇazené do
clusteru.
vSphere High Availability
Nejcˇasteˇjší argument proti virtualizaci je: "Co se stane, když server bude mít kritické
selhání". To v minulosti narušilo chod jedné aplikace, ale v clusteru to naruší chod mnoha
procesu˚.
Toto se snaží vSphere High Availability (vSphere HA) napravit. Tento element vSphere
poskytuje automatický proces pro restartování všech virtuálních stroju˚, které byly spuš-
teˇné na ESXi hostu v dobeˇ selhání serveru. Aplikace sice budou vypnuté beˇhem procesu
prˇenesení a restartu, ale celkový cˇas bude menší (prˇibližneˇ trˇi minuty), než cˇas potrˇebný
pro restart ESXi hosta.
vSphere HA nepoužívá vMotion pro prˇenos virtuálních stroju˚ mezi ESXi hosty na roz-
díl od DRS, která se používá pro plánovaný prˇenos. Selhání serveru je neocˇekávané a tím
pádem nemu˚žeme provést nastavení DRS (vSphere Distributed Resource Scheduler).
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2.2 Popis úsrˇedny Asterisk
2.2.1 Co je asterisk?
Projekt Asterisk zacˇal v roce 1999, kdy jeho tvu˚rce Mark Spencer vydal základní kód
pod GPL (Gerenal Public Licence) open source licencí a od té doby byl vylepšen a otes-
tován tisíci uživateli. Dnes je Asterisk spravován spolecˇným úsilím spolecˇností Digium a
jeho komunitou. V této kapitole je cˇerpáno ze zdroju˚ [4, 5, 13, 14, 15].
Asterisk je zdarma poskytované open source rˇešení aplikace pro komunikaci. Pomocí
Asterisku mu˚žeme zmeˇnit normální stolní pocˇítacˇ na komunikacˇní server. Asterisk rov-
neˇž nabízí velkou spoustu služeb a práveˇ díky tomu, je hojneˇ využíván v komercˇní ob-
lasti od malých podniku˚ po zákaznické centra a vládní orgány. Nejcˇasteˇjší využití je v
Business Phone Systems IP PBXs (pobocˇková ústrˇedna IP PBXs), ale má i mnoho dalších,
naprˇíklad:
• VoIP gateway
• Business Phone System (IP PBX)
• Voicemail Server
• Conference Bridge
• Call Center
• IVR Server
VoIP gateway
VoIP gateway (VoIP brána) se používá pro spojení dvou rozdílných systému˚m jako
starší telefonní systémy (BPX) a VoIP. Spojení se navazuje prˇes digitáln nebo analogové
trunk porty. Volání z BPX do vneˇjšího sveˇta se konvertují na VoIP volání a posílá se prˇes
internet k VoIP poskytovateli. Prˇíchozí VoIP volání se konvertují na prˇíslušný protokol a
pošlou do BPX.
Brány se rozdeˇlují na 2 typy. Analogová brána, která konvertuje mezi VoIP protokoly,
a tradicˇní analogovou telefoní linkou a digitální. Digitální brána konvertuje VoIP na di-
gitální telefoní služby: T1, E1, PRI a BRI.
Business Phone System (IP PBX)
O BPX mu˚žeme rˇíct, že je centrálním bodem pro prˇepínání hovoru˚ v pobocˇce. Kontro-
luje komunikaci po vnitrˇní síti a vystupuje jako brána do vneˇjší síteˇ. Každá ústrˇedna je
tvorˇena dveˇma cˇástmi, stanice a propojení. Propojení, neboli trunk, jsou spoje s globální
verˇejnou telefonní sítí (public switched telephony network (PSTN)). Stanice nejsou nic
jiného než telefony nebo jiné koncové zarˇízení (fax, modem).
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Voicemail Server
Tato služba umožnˇuje zanechat hlasovou zprávu volanému a probíhá následovneˇ. Pro-
ces nahrávání správy se spustí, když nejsme schopni se dovolat volanému. Aplikace pro
sbeˇr tohoto typu správ dostane data, která udávají, kdo byl volaný následneˇ prˇehraje
uvítání a volající mu˚že nahrát zprávu. Voicemail služba odešle prˇíkaz BPX, aby zapnul
indikátor cˇekající zprávy na telefonu volaného. Poté co volaný dostane tuto informaci, tak
si mu˚že vyzvednou zprávu. Starší systémy vyžadovaly, aby volaný zavolal na záznam-
níkovou službu, prˇihlásil se pomocí prˇedvolby a cˇísla a pak si poslechl vzkaz. Noveˇjší
systému umožnˇují, aby si volaný vyzvedl vzkaz na svém pocˇítacˇi nebo mobilu pomocí
"visual voicemail".
Conference Bridge
Conference Bridge umožnˇuje vytvorˇit hovor mezi skupinou lidí, kterˇí se prˇipojují do
virtuální místnosti. Ve virtuální místnosti mu˚žou být desítky až stovky úcˇastníku˚ najed-
nou. Konferencˇní systém podporuje chod více virtuálních místnosti najednou a limitací
je hardware. Jednotlivé místnosti lze zabezpecˇit PIN kódem.
Call Center
Telefonická centra jsou speciální kancelárˇe postavené tak, aby dokázaly obsloužit velké
množství telefonních hovoru˚ typu zákaznické podpory, zákaznického centra, telemarke-
ting a dotazníkové služby.
Telefonií centra využívají speciální vybavení pro dosažení maximální produktivity, na-
prˇíklad automatická distribuce hovoru˚ (ACD), nahrávání hovoru˚, automatické vytácˇení,
možnost nahrát stížnost zákazníka.
Asterisk je silný nástroj pro tvorbu telefonních center. Spolu s podporou rˇazení hovoru˚,
IVR, vzdálené vytácˇení, nahrávání hovoru˚, živý dozor nad hovory a jejich hlášení. Aste-
risk tedy obsahuje všechno pro tvorbu telefonního centra, kde malé telefonní centra jsou
tvorˇeny jedním Asterisk serverem a velké firmy mají klustery teˇchto serveru˚.
IVR Server
Interactive Voice Response (IVR) je technologie, která poskytuje automatickou inter-
akci s volajícím. Volající má možnost pracovat se systémem použitím svého hlasu nebo
cˇíselníku. Jednoduchým prˇíkladem je hlasové menu, kde volající odpovídá zadáváním
cˇísel, cˇímž se odstraní potrˇeba živého operátora.
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Asterisk obsahuje spoustu funkcí, které z neˇj deˇlají silného IVR poskytovatele. Patrˇí
mezi neˇ nahrávání a prˇehrávání audia, databázový a webový prˇístup, spojení s kalendá-
rˇem, rozpoznávání hlasu a jeho syntéza. Práveˇ tyto funkce a fakt, že Asterisk je zdarma
stažitelný program, který nemá žádné licencˇní poplatky a mu˚že pracovat na levném
hardwaru, jej odlišují od ostatních placených IVR platforem.
2.2.2 Podporované technologie
Asterisk je vytvorˇen tak, aby bylo prˇidávání nových rozhraní, technologií co nejjedno-
dušší, mu˚žeme rˇíct, že jeho životním cílem je podporovat všechny soucˇasné technologie
a technologie, které budou teprve vytvorˇeny. Podporované rozhraní se rozdeˇlují na trˇi
skupiny:
• Zaptel Pseudo TDM interfaces
• Non-Zaptel hardware interfaces
• Packet voice protocols
Packet voice protocols
Sada standartních protokolu˚ pro komunikaci prˇes paketové (IP a Frame Relay) síteˇ,
jsou to jediná rozhraní, která nepotrˇebují specializovaný hardware. Jsou to:
• Session Initiation Protocol (SIP)
• Inter-Asterisk eXchange (IAX) verze 1 a 2
• Media Gateway Control Protocol (MGCP)
• ITU H.323
• Voice over Frame Relay (VOFR)
2.2.3 Podporované kodeky
Asterisk podporuje tyto kodeky:
• ADPCM
• G.711 (a-Law u-Law)
• G.722
• G.726
• G.729a
• GSM
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REGISTER Registrace úcˇastníka
INVITE Sestavení relace
ACK Potvrzení INVITE a zahájení relace
CANCEL Prˇerušení nesestavené relace
BYE Ukoncˇení relace
OPTIONS Požadavek na možnosti volajícího
Tabulka 1: Metody SIP protokolu
1xx Pru˚beˇh
2xx Úspeˇch
3xx Prˇesmeˇrování
4xx Chyba klienta
5xx Chyba serveru
6xx Fatální chyba
Tabulka 2: Kategorie SIP zpráv
2.3 Popis protokolu˚ SIP a IAX
2.3.1 Protokol SIP
SIP je textový protokol založený na HTTP (HyperText Transport Protocol) a SMTP
(Simple Mail Transport Protocol) protokolu. SIP byl vytvorˇen IETF Multiparty Multi-
media Session Control jako cˇást Internet Multimedia Conferencing Architecture. SIP je
využívaný pro peer-to-peer komunikaci, tedy komunikaci, ve které jsou si oba volající
rovni. V kapitole je cˇerpáno ze zdroju˚ [6, 7, 8, 13, 14, 15].
I prˇes fakt, že SIP je peer-to-peer komunikace, používá client-server model podobný
HTTP. SIP klient vytvorˇí SIP žádost, na kterou SIP server odpoví vygenerováním odpo-
veˇdi. RFC 3261 definuje základních šest SIP žádostí, která jsou uvedeny v tabulce 1.
Odpoveˇdi SIP jsou v cˇíselné formeˇ a jsou rozdeˇleny do 6 kategorií. Každá kategorie se
rozpoznává podle první cˇíslice, prˇehled se nachází v tabulce 2.
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2.3.1.1 Sít’ové prvky SIP
SIP má trˇi základní sít’ové prvky user agents, servery a location services.
User Agents
User agents jsou koncovými zarˇízeními v SIP síti. Vytvárˇejí SIP žádosti pro sestavení
spojení a posílají/prˇíjmají data. Mohou to být SIP telefony nebo SIP klient na pocˇítacˇi.
User agent se skládá ze dvou cˇástí, user agent client (UAC) a user agent server (UAS).
UAC je cˇást, která vytvárˇí žádosti a na tyto žádosti vytvárˇí UAS odpoveˇdi.
Servery
Servery jsou zprostrˇedkovatelské zarˇízení v SIP sítích, které pomáhají user agents prˇi
sestavování relace. RFC 3261 definuje trˇi typy serveru˚ SIP proxy, redirect a registrar ser-
ver. Tyto servery poskytují pouze signalizaci a nemohou vytvárˇet SIP žádosti.
• SIP Proxy - Zpracovává žádosti user agents, jiného proxy, které následneˇ prˇeposílá
dál do síteˇ.
• Redirect Server - Zpracovává žádosti user agents a proxy. Vrací odpoveˇd’ o prˇesmeˇ-
rování s kódem 3xx, který udává, kde by meˇl být požadavek opakován.
• Registrar Server - Zpracovává SIP žádosti o registraci a upravuje informace o user
agent v location service, nebo jiné databázi.
Location Services
Lokacˇní služba je podle RFC 2543 databáze, která obsahuje informace o uživatelích,
jejich URI, IP adresu, skripty, možnosti a jejich nastavení. Také mu˚že obsahovat informace
o smeˇrování v SIP síti, lokace proxy a výstupních bran. User agents nemanipulují prˇímo
s lokacˇní službou, ale využívají prostrˇedníku proxy, redirect, nebo registrar server.
2.3.1.2 Struktura protokolu
SIP je strukturován jako protokol se cˇtyrˇmi vrstvami, které popisují jednotlivé procesy
prˇi prˇenosu zpráv, avšak toto rozdeˇlení je pouze pro úcˇely popisu funkcˇnosti jednotlivých
cˇástí spojení a nemá žádný vliv na samotnou implementaci protokolu.
Nejnižší vrstvou SIP protokolu je syntaxe a dekódování. Samotné dekódování používá
gramatiku Backus-Naur Form.
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Druhá vrstva je transportní. Definuje jak klient posílá žádosti a jak prˇijímá odpoveˇdi,
také jak server prˇijímá žádosti a jak odesílá odpoveˇdi po síti. Všechny SIP prvky obsahují
prˇenosovou vrstvu.
Trˇetí vrstva se nazývá transakcˇní a je základní komponentou SIP protokolu. Vrstva
má uživatelskou cˇást znacˇenou „lientská transakce"a serverovou cˇást „serverová trans-
akce". Obeˇ tyto cˇásti jsou vyjádrˇeny konecˇným stavovým automatem, který je speciálneˇ
navržen pro každou žádost. Jejím úcˇelem je provádeˇt žádosti klientu˚ odeslané na ser-
verovou transakci pomocí transportní vrstvy a poté odeslat všechny odpoveˇdi serve-
rové transkace zpátky ke klientovi. Provádeˇcí vrstva se stará o prˇeposílaní dat aplikacˇní
vrstvy, prˇirˇazování odpoveˇdí žádostem a vypršení doby aplikacˇní vrstvy. Jakékoliv pro-
vedení žádosti user agent client (UAC) probíhá rˇadou transakcí. Transakcˇní vrstvu obsa-
hují pouze user agents (UA) a stavové proxy.
Poslední vrstvou je vrstva transaction user (TU). O každém SIP prvku, kromeˇ bezesta-
vové proxy, mu˚žeme uvažovat jako o transaction user. Prˇi tvorbeˇ TU žádosti se vytvorˇí
instance klientské transakce, která se následneˇ prˇedá do žádosti spolu s cílovou IP ad-
resou, portem a kanálem, do kterého se samotná žádost posílá. Tato žádost pak mu˚že
být zrušena žádostí CANCEL, která serveru ohlásí, aby tuto žádost nadále nevykoná-
val, navrátil svu˚j stav do bodu prˇed prˇíchodem žádosti a vytvorˇil chybové hlášení, které
odpovídá typu žádosti.
Jednotlivé SIP prvky (user agent client a server, stavové a bezestavové proxy a registar
servery) obsahují jádro, které je odlišuje od sebe navzájem. Všechny jádra krom beze-
stavové proxy jsou transaction user (TU). Chovaní UAC a UAS jádra záleží na metodeˇ,
ale mají neˇkteré spolecˇné pravidla pro metody. Pravidla pro UAC stanovují vytvárˇení
žádostí, na druhou stranu UAS pravidla urcˇují zpu˚sob zpracování žádosti a vytvorˇení
odpoveˇdi.
Nejdu˚ležiteˇjší metodou SIP protokolu je metoda INVITE, která je použita pro sestavení
spojení mezi úcˇastníky. Samotné spojení je souborem úcˇastníku˚ a datovým tokem mezi
nimi pro úcˇely komunikace.
2.3.1.3 SIP komunikace
Samotná komunikace zacˇíná, když user agent vytvorˇí žádost INVITE, která žádá ser-
ver o vytvorˇení spojení. Zpráva dorazí na UAS (user agent server), ten se rozhodne, jestli
prˇíjme žádost a odpoví trˇídou zpráv 2xx, nebo odmítne prˇijmout žádost a odpoví zprá-
vou 3xx, 4xx, 5xx, nebo 6xx, trˇída teˇchto zpráv závisí na du˚vodu odmítnutí.
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2.3.2 Protokol AIX
Protokol Inter-Asterisk eXchange umožnˇuje VoIP komunikaci mezi servery a mezi ser-
very a klienty, kterˇí používají AIX protokol. IAX byl vytvorˇen jako open source rˇešení
spolecˇností Digium pro komunikaci mezi Asterisk servery, avšak není omezen pouze na
Asterisk. Je volneˇ dostupný a podporovaný v rˇadeˇ dalších open source rˇešení telefoních
ústrˇeden. Cˇerpáno ze zdroju˚ [9, 10].
2.3.2.1 Výhody protokolu IAX
IAX je robustní a zárovenˇ jednoduchý protokol, který dokáže prˇenášet témeˇrˇ všechny
druhy prˇenosu˚. Avšak je optimalizován pro potrˇeby VoIP hovoru˚, kde jsou prioritou
nízké nároky na prˇenosovou linku a malé prˇeslechy. Práveˇ tyto priority deˇlají IAX skveˇ-
lým protokolem pro VoIP, než ostatní protokoly, které mají podrobneˇjší vlastnosti, ale
zasahujou do oblastí, které nejsou potrˇebné v dnešních prˇenosech dat nebo peer to peer
komunikaci. Navíc IAX je vytvorˇený jako lehký a VoIP prˇátelský protokol, který využívá
menší cˇást prˇenosového pásma než ostatní protokoly.
IAX je binární protokol speciálneˇ vytvorˇený aby redukoval prˇeslechy prˇi prˇenosu hlasu.
V urcˇitých prˇípadech se výkon prˇenosu po lince zhoršuje ve prospeˇch výkonu prˇenosu
pro jednotlivé hovory. Naprˇíklad, když prˇenášíme hovor komprimovaný na 8kbit/s a
20 ms packetization, každý datový packet má 20 bytu˚. IAX zvýší celkovou hodnotu o 4
byty prˇeslechu a RTP prˇidá dalších 12 bytu˚ do každé packetu. Binární protokoly jsou také
odolné proti buffer-overrun útoku˚m.
Navíc k výkonnosti IAX využívá stejneˇ jako SIP jeden statický UDP port, což ulehcˇuje
práci sit’ovému administrátorovi, který dokáže snadneˇji spravovat, prioritizovat a povo-
lovat komunikaci na firewallech. Základní myšlenkou IAX je multiplexování signalové
zprávy a komunikaci do jednoho UDP kanálu mezi dveˇma pocˇítacˇi. Také použivá stejný
UDP port pro prˇenos signálových zpráv a komunikace a díky tomu, že se všechna komu-
nikace hovoru se provádí na stejné point-to-point cesteˇ je nastavení NAT mnohem lehcˇí
než u ostatních protokolu˚.
2.3.2.2 Nevýhody protokolu IAX
IAX je vysoce efektivní rˇešení pro mnohé dnešní komunikacˇní potrˇeby, ale má neˇkolik
nedostatku˚. Naprˇíklad IAX používá point-to-point zpu˚sob komunikace, který vyžaduje,
aby všechny IAX prvky síteˇ, které jsou potrˇebné pro sestavení spojení, umožnˇovaly vy-
užití naprosto stejného kodeku. Navíc, kodek se definuje 32-bitovou maskou, která je
definovaná v protokolu, takže pocˇet soucˇasneˇ využitelných kodeku je limitovaný.
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Dalším problémem mu˚že být využití jednoho známého UDP portu, deˇlá z IAX proto-
kolu lehký cíl pro denial-of-service útok. Systém jako VoIP je vysoce citlivý na tento druh
útoku.
Centralizovanost je dalším problémem, protože AIX sít’ se obvykle vytvárˇí zpu˚sobem,
kde signálové zprávy a komunikace putujou do jednoho centralizovaného serveru. Což
umožnˇuje zlehcˇenou správu komunikace po síti, ale omezuje rozširˇitelnost síteˇ. Tento
problém se vyskytoval v drˇíveˇjších verzích IAX, ale byl vyrˇešen možností rozdeˇlit kanály
pro prˇenos signálových zpráv a samotnou komunikaci.
2.3.2.3 Popis protokolu IAX
IAX je peer-to-peer, VoIP protokol. Mu˚že registrovat lokace, vytvárˇet, spravovat,
ukoncˇovat multimediální komunikaci a prˇenášet samotnou komunikaci po síti. Proto-
kol je navržen a optimalizován pro prˇenos komunikace pomocí Internetových protokolu˚.
Nejnoveˇjší verze je IAX2.
Jak bylo zmíneˇno v kapitole o výhodách IAX protokolu, IAX využívá multiplexování
signálových zpráv a komunikace do jednoho UDP portu pro komunikaci mezi dveˇma
hosty. Tohoto je dosáhnuto použitím stejného známého UDP portu 4569 pro všechny
typy IAX komunikace. To zarucˇuje pru˚hlednost NAT, což je výhodou oproti jiným prˇe-
nosovým protokolu˚m jako je SIP.
Zakladní jednotkou komunikace v IAX je „Frame". Existuje neˇkolik trˇíd Framu˚, ale v
základeˇ se dají rozdeˇlit na „Full Frames", které prˇenáší data signálových zpráv a kontrolní
data. Další je „Mini Frames", které prˇenáší samostatnou komunikaci, „Meta Frames"jsou
používaný pro volání trunku, nebo video komunikaci.
IAX podporuje využití bezpecˇnostních prvku˚ povolením neˇkolika zpu˚sobu˚ oveˇrˇování
a prˇihlašování uživatelu˚, také povoluje neˇkolik metod pro peer registraci. IAX také defi-
nuje zakladní rozhraní pro šifrování.
IAX je optimalizovaný peer-to-peer protokol. Když je vytvorˇeno spojení mezi dveˇma
IAX klienty a když se prˇenosový peer rozhodne, že již nemusí zu˚stat v cesteˇ volání, mu˚že
zahájit zmeˇnu cesty volání, cˇímž odstraní sám sebe z vytvorˇené cesty volání, avšak proces
zmeˇny není hotov dokud se nepotvrdí, že oba volající mohou bez problému komuniko-
vat.
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2.3.2.4 IAX komunikace
Sestavení IAX komunikace pro hovor mezi dveˇma peery zacˇíná vysláním zprávy NEW
s cˇíslem nebo jménem vzdáleného peera. Vzdálený peer mu˚že odpoveˇdeˇt credentials
challenge (AUTHREQ), zprávou odmítnutí REJECT, nebo potvrzením ACCEPT. AU-
THREQ zpráva zasílá autentikacˇní schémata a meˇla by vyústit v odpoveˇd’ s požadova-
nými daty zabezpecˇení v podobeˇ zprávy AUTHREP. Odpoveˇd’ REJECT znacˇí, že hovor
nemu˚že být vytvorˇen. ACCEPT znacˇí úspeˇšné vytvorˇení hovoru mezi dveˇma peery a že
mu˚že zacˇít komunikace na vyšší úrovni.
• zpráva NEW - Vysílána pro vytvorˇení spojení. Je unikátní tím, že v hlavicˇce nepo-
trˇebuje destination call identifier, který se vytvárˇí až po uspeˇšném navázaní spojení,
které je identifikované prˇijetím odpoveˇdi ACCEPT.
• zpráva ACCEPT - Po prˇijetí zprávy ACCEPT se vysílá se zpráva ACK a volající peer
cˇeká na odpoveˇd’ ANSWER, HANGUP, PROCEEDING, RINGING, BUSY.
• zpráva REJECT - Zpráva indikuje selhání zpráv NEW, AUTHREP, DIAL nebo AC-
CEPT. To mu˚že být zpu˚sobeno špatným uživatelským jménem, selháním autenti-
zace nebo špatným heslem. Po prˇijetí zprávy REJECT se vyšle ACK na volaného
peera a hovor se zruší.
• zpráva HANGUP - Zprávu odesílá jeden z peeru˚ a znacˇí ukoncˇení spojení. Po prˇi-
jetí HANGUP zprávy IAX peer musí okamžiteˇ odeslat ACK a ukoncˇit spojení, další
odesílané zprávy na ukoncˇeném spojení vrací zprávu INVAL, která znacˇí nespráv-
nost zprávy, protože samotné spojení bylo již ukoncˇeno.
• AUTHREQ - Zpráva se odesílá jako odpoveˇd’ na zprávu NEW, když je pro sesta-
vení spojení potrˇeba autentizace jako heslo, uživatelské jméno nebo zpu˚sob šifro-
vání. Peer odpovídá zprávou AUTHREP, nebo HANGUP.
• AUTHREP - Zpráva je odpoveˇdí na požadavek AUTHREQ, zasílá požadované in-
formace o zabezpecˇení a vyžaduje odpoveˇd’ ACCEPT, kdy jsou požadované infor-
mace správné, nebo odpoveˇd’ REJECT, která znacˇí zaslání špatných informací cˇi
nedostupnost peera.
2.3.2.5 Prˇehled typu˚ Frame
Typ Frame IAX je používán pro správu IAX koncových zarˇízení. Jsou používáný pro
IAX signalizaci jako navázání spojení, údržba spojení a zrušení spojení. Mohou také prˇe-
nášet data komunikace a neprˇenášejí data session-specific protocol, to je úkolem Control
Frames. Prˇehled základních IAX framu˚ je v tabulce 3, každý frame má své specifické
oznacˇení pomocí hex hodnoty.
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Hex Název Popis
0x01 NEW Vytvorˇení nového hovoru
0x02 PING Ping žádost
0x04 ACK Potvrzení prˇijetí
0x05 HANGUP Prˇerušení hovoru
0x06 REJECT Odmítnutí hovoru
0x07 ACCEPT Prˇijetí hovoru
0x08 AUTHREQ Žádost o autentikaci
0x09 AUTHREP Odpoveˇd’ na AUTHREQ
0x0a INVAL Invalidní zpráva
Tabulka 3: Typy IAX framu˚
Hex Název Popis
0x01 Hangup Hovor byl ukoncˇen na vzdáleném konci
0x03 Ringing Hovor cˇeká na prˇijetí na vzdáleném konci
0x04 Answer Hovor byl prˇijat na vzdáleném konci
0x05 Busy Vzdálený konec je zaneprázdneˇn a nemuže prˇijmout hovor
Tabulka 4: Typy Control framu˚
Typ Frame Control prˇenášejí data o samotném spojení, naprˇíklad stav zarˇízení. Stejneˇ
jako u IAX framu˚ je každý frame oznacˇen specifickým cˇíslem v hexadecimální soustaveˇ,
jejich základní typy jsou v tabulce 4. Podoba Full Frame rámce lze videˇt na obrázku 1.
2.3.2.6 Prˇenos zpráv
IAX používá pro prˇenos UDP protokol a používá protokoly aplikacˇní vrstvy pro spo-
lehlivý prˇenos. Prˇi prˇenosu se využívají dva typy zpráv, spolehlivá (Full Frames) a ne-
potvrzená (Mini, nebo Meta framy). Všechny zprávy kromeˇ neˇkterých hlasových nebo
video zpráv jsou spolehlivé.
Spolehlivé zprávy jsou prˇenášeny jedním zpu˚sobem, kde se zaznamenává cˇíslo zprávy
a cˇas odeslání pro všechny peery úcˇastnící se hovoru. Každý peer sleduje cˇas pro všechny
spolehlivé zprávy a musí opakovat jejích odesílaní, dokud’ neprˇijme potvrzení prˇijetí,
nebo nevyprší maximální pocˇet opakování.
Prˇi zahajení hovoru je cˇíslo porˇadí prˇíchozích a odchozích zpráv nastaveno na nulu.
Každá odeslaná spolehlivá zpráva navýší toto cˇíslo o jednu, krom zpráv ACK, INVAL,
které nemají vliv na navýšení. Každá odeslaná zpráva obsahuje pocˇet odeslaných zpráv,
pocˇet prˇijatých zpráv a cˇas, který udává délku hovoru v milisekundách.
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Obrázek 1: Ukázka podoby rámce Full Frame [17]
Po prˇijetí zprávy se kontroluje cˇas, aby se zajistilo správné porˇadí. Když je prˇíchozí
zpráva mimo své porˇadí, tak se zahodí a pošle se zpráva VNAK pro synchronizaci peeru.
U spolehlivých zpráv se kontroluje cˇíslo porˇadí a potvrzuje se prˇijetí zprávy.
Pokud’ se zpráva nepotvrdí po urcˇitém pocˇtu pokusu˚, hovor se považuje za nepouži-
telný a musí se zrušit.
23
3 Praktická cˇást
Teoretický rozbor
Cílem mé bakalárˇské práce je propojit dveˇ telefonní ústrˇedny Asterisk pomocí SIP a
IAX protokolu. Potrˇebujeme dva nainstalované operacˇní systémy Linux, na každém po-
cˇítacˇi nainstalovat ústrˇednu Asterisk, dále ji nakonfigurovat, provést spojení a prˇenést
testovací zvukové stopy, které porovnám metodou PESQ (Perceptual Evaluation of Spe-
ech Quality) a zjistím hodnotu MOS (Mean Opinion Score). Schéma mu˚žeme videˇt na
obrázku 2.
Prvním krokem je prˇipojení na samotný operacˇní systém, na kterém Asterisk nainsta-
lujeme. V mém rˇešení máme jeden pevný pocˇítacˇ a jeden virtuální, na který se dosta-
neme pouze pomocí SSH klienta. Operacˇní systém Linux nám poskytuje tohoto klienta
prˇímo zakomponovaného do terminálu, ale existuje i varianta pro OS Windows, aplikace
Putty. Po spušteˇní aplikace Putty zadáme IP adresu, v našem prˇípadeˇ 158.196.244.159,
zvolíme protokol SSH a klikneme na Open. V linuxu se pracuje prˇímo prˇes terminál prˇí-
kazem ssh jmeno_uzivatele@ip_adresa. V našem prˇípadeˇ má tento prˇíkaz podobu ssh
student@158.196.244.159. Obeˇ varianty ssh nám po úspeˇšném navázání spojení vypíšou
žádost o zadání prˇihlašovacích údaju˚. Pokud jsou údaje v porˇádku, objeví se shell vzdále-
ného systému. Práce v neˇm probíhá v textovém režimu, ve kterém jsou dostupné všechny
prˇíkazy vzdáleného systému.
Prˇi samotné instalaci Asterisk musíme dodržet porˇadí balícˇku˚. Nejprve se instaluje
DAHDI, poté libpri a nakonec Asterisk. Dále prˇi instalaci Asteriku použijeme prˇíkaz
make samples, který nám vytvorˇí ukázkové soubory a nastaví Asterisk do podoby, ze
které vychází následující postup konfigurace.
3.1 Nastavení telefonní ústrˇedny Asterisk
Pro úspeˇšné spojení dvou ústrˇeden prˇes SIP a IAX protokol musíme na každé ústrˇedneˇ
nastavit v konfiguracˇních souborech sip.conf, iax.conf jednotlivé uživatele zvané peery.
Samotné nastavení uživatelu˚ nestacˇí, pro úspeˇšnou komunikaci také musíme nastavit,
jak se bude nakládat se samotnými prˇíchozími a odchozími hovory na ústrˇednách. Tato
konfigurace se provádí v souboru extensions.conf.
Tyto konfiguracˇní soubory musíme vytvorˇit pro každý Asterisk. Pro práci s Asteriskem
je vhodné pracovat se dveˇma okny, v jednom okneˇ se upravují konfiguracˇní soubory a
ve druhém okneˇ se prˇipojíme na Asterisk CLI zde provádíme restartovaní upravených
modulu˚, sledovaní funkcˇnosti, vypisovaní zpráv o stavu Asterisku, jako chyby v kon-
figuracˇních souborech, informace o sestavení spojení a stavu jednotlivých uživatelu˚ a
kanálu˚.
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Obrázek 2: Schéma praktické cˇásti
3.1.1 Konfigurace sip.conf
Pro konfiguraci SIP uživatelu˚ musíme upravit konfiguracˇní soubor sip.conf v lokaci
/etc/asterisk pro obeˇ ústrˇedny. Zde doporucˇuji vymazat celkový obsah souboru, abychom
omezili vznik chyb prˇi konfiguraci.
Zacˇneme konfigurací pevného pocˇítacˇe. Otevrˇeme soubor sip.conf pomocí oblíbeného
textového editoru a vepíšeme požadovanou konfiguraci. Konfigurace SIP protokolu na
pevném pocˇítacˇi vypadá následovneˇ:
[ virtual ]
type=friend
host=158.196.244.159
secret=welcome
context=incoming
qualify=3000
Výpis 1: Konfigurace SIP protokolu na pevném PC
Položka [virtual] je definice SIP uživatele, se kterým Asterisk na pevném PC bude komu-
nikovat. Definujeme typ uživatele v položce type, zde máme na výbeˇr:
• peer - Uživatel mu˚že pouze prˇijímat hovory Asterisku.
• user - Uživatel mu˚že pouze vytvárˇet hovory skrz Asterisk.
• friend - Definuje uživatele, který mu˚že vytvárˇet i prˇíjmat hovory Asterisku. Tento
typ je nejvíce používán a je použit i v našem postupu.
Následuje definice host, kde definujeme pod jakou IP adresou se náš Asterisk na virtuál-
ním stroji prˇipojuje. Secret znacˇí heslo, o které se žádá prˇi sestavení spojení zprávou SIP
INVITE. Rˇádek context definuje seznam akcí, které se nachází v konfiguracˇním souboru
extensions.conf. Nakonec máme rˇádek qualify, zde máme na výbeˇr možnosti yes, která
Asterisku rˇíká, že má provést kontrolu spojení každých šedesát vterˇin. Možnost no, která
zakazuje kontrolu, a možnost vložení vlastní hodnoty v milisekundách. Použijeme hod-
notu 3000 a soubor uložíme, prˇejdeme do Asterisk CLI a použijeme prˇíkaz sip reload,
kterým rˇekneme Asterisku, aby znovu nacˇetl konfiguracˇní soubor.
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Name/username Host Dyn Nat ACL Port Status
virtual 158.196.244.159 N 5060 OK (5 ms)
Tabulka 5: Ukázka prˇíkazu sip show peers
Pro konfiguraci sip.conf na virtuálním stroji použijeme postup popsaný výše, jediná
zmeˇna je v IP adrese uživatele, kterou prˇepíšeme na IP adresu pevného stroje.
Po znovunacˇtení konfiguracˇních souboru˚ na obou strojích se mu˚žeme v Asterisk CLI
prˇesveˇdcˇit o funkcˇnosti spojení prˇíkazem sip show peers, který nám vypíše podrobnosti
o vytvorˇených uživatelích, naprˇíklad v podobeˇ, jakou vidíte v tabulce 5, která zobrazuje
výpis tohoto prˇíkazu na pevném pocˇítacˇi.
3.1.2 Konfigurace iax.conf
Postup konfigurace IAX se prˇíliš neodlišuje od postupu konfiguarce SIP. Lokace sou-
boru˚ se opeˇt nachází v /etc/asterisk a stejneˇ jako u SIP musíme nastavit obeˇ ústrˇedny.
Zacˇneme konfigurací pevného pocˇítacˇe. Otevrˇeme soubor iax.conf a vepíšeme naši
konfiguraci, která má následující podobu:
[general]
autokill =yes
[ virtual ]
type=friend
host=158.196.244.159
trunk=yes
secret=welcome
context=incoming
deny=0.0.0.0/0.0.0.0
permit=158.196.244.159/255.255.255.0
qualify=3000
Výpis 2: Konfigurace IAX protokolu na pevném PC
Veˇtšina prˇíkazu˚ má stejný význam jako u sip.conf, ale iax využívá pro komunikaci
spojení typu trunk, takže musíme do kolonky [general] prˇipsat rˇádek autokill a nasta-
vit jej na stav yes. To nám zajistí, že data co vysíláme, jsou potvrzeny zprávou ACK,
abychom neposílali data do trunku naprázdno. Samozrˇejmeˇ musíme zapnout trunkové
spojení nastavením na hodnotu yes, dále zakázat spojení se všemi nepovolenými ip ade-
sami prˇíkazem deny a povolit prˇíchozí komunikaci z virtuálního stroje prˇíkazem permit.
Po napsání prˇíkazu˚ soubor uložíme a prˇejdeme do Asterisk CLI, kde provedeme znovu
nacˇtení konfiguracˇního souboru iax prˇíkazem iax2 reload.
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Name/username Host Mask Port Status
virtual 158.196.244.159 (S) 255.255.255.255 4569 (T) OK (5 ms)
Tabulka 6: Ukázka prˇíkazu iax2 show peers
Obrázek 3: Prˇehled konfigurace dialplan
Na virtuálním stroji je konfiguracˇní soubor opeˇt stejný jako u pevného pocˇítacˇe, ale
musíme zmeˇnit IP adresu hosta a povolenou IP adresu v prˇíkazu permit na IP adresu
pevného pocˇítacˇe.
Po znovu nacˇtení konfiguracˇních souboru˚ na obou strojích se mu˚žeme v Asterisk CLI
prˇesveˇdcˇit o funkcˇnosti spojení prˇíkazem iax2 show peers, který nám vypíše podrobnosti
o vytvorˇených uživatelích v podobeˇ, která je zobrazena v tabulce 6. Oproti výpisu SIP
vidíme rozdíly, jako (T) u portu, což znacˇí, že máme vytvorˇené trunkové spojení.
3.1.3 Konfigurace extensions.conf
Modul, který v Asterisku pracuje s tímto souborem se nazývá dialplan. Je vhodné si
prˇed samotným psaním konfigurace vytvorˇit tento dialplan, kde si rozmyslíme, jaké akce
budeme používat. Náš diaplan, který budeme vytvárˇet, je zobrazen na obrázku 3.
Konfigurace extension.conf se odlišuje od konfigurace jednotlivých uživatelu˚, protože
nebudeme definovat vlastnosti, ale prˇímo zpu˚sob nakládaní s hovory, tudíž budeme vy-
tvárˇet seznam akcí. Konfiguracˇní soubor je opeˇt umísteˇný v /etc/asterisk a opeˇt doporu-
cˇuji vymazat obsah tohoto souboru.
Zacˇneme konfigurací pevného pocˇítacˇe, otevrˇeme soubor extensions.conf v oblíbeném
textovém editoru a vepíšeme seznam akcí v následující podobeˇ:
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[globals]
[general]
[ incoming]
exten => _X,1,Answer()
exten => _X,2,Monitor(wav,${CALLFILENAME})
exten => _X,3,Wait(5)
exten => _X,4,Playback(XX)
exten => _X,5,Hangup()
[outgoing]
exten => _X,1,Dial(SIP/ virtual /${EXTEN},30)
;exten => _X,1,Dial(IAX2/virtual /${EXTEN},30)
exten => _X,2,Hangup()
Výpis 3: Konfigurace extensions.conf na pevném PC
Na pevném pocˇítacˇi definujeme dva seznamy akcí incoming a outgoing, kterým se rˇíká
context.
Context incoming má na starost monitorovaní hovoru a prˇehrávání testovací zvukové
stopy. Prˇíkaz Answer prˇíjme hovor, prˇíkaz Monitor nahrává zvuky, které se nacházejí
na lince a ukládá je ve formátu .wav v lokaci /var/spool/asterisk/monitor. Prˇíkaz Wait
má nastavenou dobu cˇekání na peˇt sekund, ve které se vytvorˇí samotný hovor, Playback
prˇehraje zvukovou stopu ze souboru, který urcˇíme. Soubor se musí nacházet v lokaci
/var/lib/asterisk/sounds/en a jméno tohoto souboru se vepisuje do závorky místo XX.
Jako poslední je prˇíkaz Hangup, který ukoncˇí spojení.
Context outgoing se stará o samotné vytvorˇení hovoru˚. Máme zde prˇíkaz Dial, který se
zadává v podobeˇ Protokol/uživatel/klapka, v našem dialplan máme uvedeny prˇíkazy
Dial pro oba protokoly, IAX2 je ovšem zakomentován znakem „;"a pro jeho použití se
musí tento znak odstranit a okomentovat prˇíkaz vytvorˇení s použitím SIP protokolu.
Po dokoncˇení konfigurace soubor uložíme a prˇejdeme do Asterisk CLI, kde prˇíkazem
dialplan reload nacˇteme již upravený konfiguracˇní soubor. Pro kontrolu mu˚žeme prˇíka-
zem dialplan show zobrazit nacˇtený dialplan.
Podle obrázku 3 na virtuálním stroji definujeme pouze context incoming, pomocí kte-
rého rˇekneme Asterisku, že má prˇijmout hovor prˇíkazem Answer, dále prˇíkazem Echo
vrátit prˇicházející zvuk do kanálu, aby jsme jej mohli na pevném pocˇítacˇi zaznamenat
pomocí prˇíkazu Monitor a ukoncˇit spojení po dokoncˇení prˇehrávaní testovací zvukové
stopy prˇíkazem Hangup.
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Po dokoncˇení konfigurace uložíme soubor a v Asterisk CLI prˇíkazem dialplan reload
nacˇteme již upravený konfiguracˇní soubor, opeˇt pro kontrolu mu˚žeme prˇíkazem dialplan
show zobrazit nacˇtený dialplan.
[globals]
[general]
[ incoming]
exten => _X,1,Answer()
exten => _X,2,Echo()
exten => _X,3,Hangup()
Výpis 4: Konfigurace extensions.conf na virtuálním stroji
3.2 Provedení spojení a vyhodnocení
Teoretický rozbor
V této kapitole budeme prˇenášet testovací zvukové soubory, které zachytíme beˇhem
provozu a porovnáme metodou PESQ (Perceptual Evaluation of Speech Quality), který
zjistí kvalitu hovoru a vyjádrˇí ji pomocí hodnoty MOS (Mean opinion score). Samotné
zahájení hovoru se vykonává prˇes Asterisk CLI prˇíkazem originate.
• PESQ - Porovnává originální signál X(t) s degradovaných signálem Y(t), což je ori-
ginální signál po pru˚chodu komunikacˇním systémem. Výsledkem ohodnocení je
hodnota MOS, která udává, jakou kvalitu by meˇl hovor pro lidského posluchacˇe.
Tento postup lze popsat blokovým schématem, které je na obrázku 4. Tato metoda
má však limit v maximální hodnoteˇ zmeˇrˇené kvality, nezvládne urcˇit kvalitu ho-
voru nad 4.5 MOS.[11, 16]
• MOS - Udává odhadovanou kvalitu zvuku beˇhem komunikace nebo kódování.
Hodnota je udávána v rozmezí 5 (výborná kvalita) po 1 (nedostacˇující kvalita) a
vynesena na tabulku. Tato tabulka je dlouhou rˇadou experimentu˚ a je definována v
ITU-T P.800. [12]
3.2.1 Provedení spojení
Když máme nakonfigurovány obeˇ telefonní ústrˇedny Asterisk, mu˚žeme provést testo-
vací hovory. Doporucˇuji prˇenášet více souboru˚ s rozdílnou délkou neˇkolikrát po sobeˇ, at’
máme rˇadu výsledku˚, ze kterých získáme pru˚meˇrnou hodnotu. Zde stejneˇ jako v elektro-
technice budeme opakovat každý hovor desetkrát. V mém rˇešení mám zvukové soubory
s délkou 1 minuta, 30 sekund a 20 sekund. Zvukové stopy musí byt samozrˇejmeˇ v takové
podobeˇ, aby jej Asterisk dokázal prˇehrát (mono, 8kbit a nejlépe typ sln, který má nejlepší
podporu).
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Obrázek 4: Blokové schéma metody PESQ [16]
Prˇenášené soubory se musí nacházet v lokaci /var/lib/asterisk/sounds/en a jejich název
se bude zadávat místo XX u prˇíkazu Playback v dialplanu pevného pocˇítacˇe, který je
zobrazen ve výpisu 3.
3.2.1.1 Zvukový soubor délky 1 minuta Zacˇneme prˇenášením zvukového souboru
délkou 1 minuty (dále jen 1m), použijeme následující postup:
1. Vložíme testovací zvukový soubor do lokace /var/lib/asterisk/sounds/en.
2. Otevrˇeme konfiguracˇní soubor extensions.conf a prˇepíšeme XX na název souboru
1m, povolíme prˇíkaz Dial pro SIP, uložíme a v Asterisk CLI provedeme nacˇtení
dialplanu.
3. V Asterisk CLI prˇíkazem originate local/1@incoming extension 2@outgoing pro-
vedeme hovor a vycˇkáme, než se nám ukoncˇí. Doba hovoru závisí na délce testo-
vacího zvuku, tento postup opakujeme desetkrát.
4. Po vytvorˇení deseti hovoru˚ pomocí SIP protokolu otevrˇeme extensions.conf, zako-
mentujeme prˇíkaz Dial pro SIP a povolíme Dial pro IAX. Soubor uložíme, nacˇteme
v Asterisku a opeˇt provedeme komunikaci desetkrát.
5. Po provedené komunikaci si zálohujeme soubory v lokaci /var/spool/asterisk/mo-
nitor, které porovnáme metodou PESQ. Obsah složky vymažeme, aby se nám sou-
bory nepomíchaly se soubory dalších hovoru˚.
Metoda PESQ nám vypíše hodnoty MOS pro jednotlivé spojení, v mém prˇípadeˇ jsou
výsledky uvedeny v tabulce 7 a vyneseny v grafu 5.
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SIP 4.461 4.461 4.461 4.461 4.461 4.461 4.461 4.461 4.461 4.461
IAX 3.601 2.484 2.760 3.304 3.277 2.896 3.385 3.140 3.696 3.496
Tabulka 7: Výsledky MOS pro komunikaci délky 1 minuty
Obrázek 5: Graf výsledku˚ komunikace délky 1 minuty
3.2.1.2 Zvukový soubor délky 30 sekund
Postup je stejný jako prˇedchozí, ale nesmíme zapomenout vložit do adresárˇe testovací
zvukový soubor, prˇejmenovat název souboru v dialplan, provést nacˇtení v Asterisku a
provést hovor desetkrát pro každý protokol.
Metoda PESQ nám vypíše hodnoty MOS pro jednotlivé spojení, v mém prˇípadeˇ jsou
výsledky uvedeny v tabulce 8 a vyneseny v grafu 6.
3.2.1.3 Zvukový soubor délky 20 sekund
Postup se opeˇt neodlišuje od prˇedchozích.
Metoda PESQ nám zmeˇrˇí hodnoty MOS pro jednotlivé spojení, v mém prˇípadeˇ jsou
výsledky uvedeny v tabulce 9 a vyneseny v grafu 7.
SIP 4.434 4.434 4.434 4.434 4.434 4.434 4.434 4.434 4.434 4.434
IAX 3.592 3.793 2.788 3.495 3.792 2.517 3.677 3.793 2.918 3.327
Tabulka 8: Výsledky MOS pro komunikaci délky 20 sekund
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Obrázek 6: Graf výsledku˚ komunikace délky 30 sekund
SIP 4.469 4.469 4.469 4.469 4.469 4.469 4.469 4.469 4.469 4.469
IAX 3.033 3.788 3.263 2.332 3.363 3.789 3.788 3.788 3.005 2.057
Tabulka 9: Výsledky MOS pro komunikaci délky 20 sekund
Obrázek 7: Graf výsledku˚ komunikace délky 20 sekund
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4 Záveˇr
V bakalárˇské práci byly popsány možnosti virtualizace pomocí nástroju˚ poskytova-
ných spolecˇností VMware. Byla zmíneˇna telefonní ústrˇedna Asterisk, jaké má možnosti
nasazení, používané protokoly a kodeky. Následuje popis protokolu˚ SIP a IAX.
Signalizacˇní protokol SIP je v dnešní dobeˇ hojneˇ využíván, zatímco protokol IAX patrˇí
mezi nejnoveˇjší na poli internetové telekomunikace. V práci jsou popsány zpu˚soby vy-
tvárˇení komunikacˇního kanálu a základní vlastnosti teˇchto protokolu˚.
Výsledkem této bakalárˇské práce bylo vytvorˇení funkcˇního komunikacˇního kanálu
mezi telefonní ústrˇednou Asterisk nainstalovanou na virtuálním stroji a ústrˇednou Aste-
risk na pevném stroji. Postup nastavení se nachází v kapitole 3.1.
Dalším bodem bylo provedení hovoru mezi ústrˇednami a zmeˇrˇení jeho kvality pro-
gramem PESQ (Perceptual Evaluation of Speech Quality), což se nachází v kapitole 3.2.1.
Kvu˚li prˇesnosti zjišteˇné kvality, byly desetkrát prˇeneseny zvukové soubory délky 1 mi-
nuta, 30 sekund, 20 sekund pro každý protokol a z výsledných hodnot byl vytvorˇen pru˚-
meˇr, který definuje kvality hovorového kanálu.
Kvality hovoru˚ byly vyneseny do grafu˚, pro soubor délky 1 minuty je graf 5, hodnoty
30 sekundového souboru v grafu 6 a hodnoty prˇenosu délky 20 sekund se nachází v grafu
7. Prˇi pohledu na grafy je zrˇetelné, že hodnoty SIP hovoru˚ neprˇesahují hodnotu MOS
4.5, což je zpu˚sobeno omezením metody PESQ. Výsledné grafy ukazují, že protokol SIP
dosahuje lepší kvality prˇenosu než protokol IAX. Což je zaprˇícˇineˇno zpu˚sobem prˇenosu
dat IAX protokolu, který neposílá data souvisle, ale posílá je v urcˇitém cˇasovém intervalu,
jenž je daný procesorem pocˇítacˇe. Vliv na výsledné hodnoty má samozrˇejmeˇ i vytížení
komunikacˇní linky.
Tato bakalárˇská práce byla pro mne prˇínosem, naucˇil jsme se pracovat s telefonní
ústrˇednou Asterisk, získal jsme znalosti o protokolech SIP a IAX. Znalosti získané beˇ-
hem psaní bakalárˇské práce považují za prˇínos do budoucna, kde budou podobná rˇe-
šení beˇžná a díky této práci budu mít potrˇebné znalosti pro jejich správu. Má bakalárˇka
práce dokázala, že možnost komunikace telefonní ústrˇedny Asterisk na virtuálním stroji s
ústrˇednou Asterisk na pevném stroji je možná. Ovšem vyhodnocení kvality komunikace
mezi ústrˇednami ukázalo, že dlouhodobeˇ využívaný komunikacˇní protokol SIP dosa-
huje mnohem kvalitneˇjšího hovoru, než protokol IAX, který má dobré vlastnosti, ale má
problémy se zpu˚sobem prˇenosu komunikace, což zaprˇícˇinilo špatnou kvalitu hovoru. V
budoucnosti by se mé rˇešení mohlo otestovat na dvou virtuálních strojích, jestli se i zde
projeví problémy s prˇenosem pomocí protokolu IAX nebo je tento problém výhradneˇ na
pevném stroji. Pokud se potvrdí, že problémy s kvalitou prˇenosu hovoru lze odstranit
použitím virtuálních stroju˚, získáme kvalitní komunikacˇní protokol.
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