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Lyhenteet 
AD  Active Directory. Aktiivihakemisto, käyttäjätietokanta- ja hakemisto-
palvelu, joka sisältää tietoa käyttäjistä, tietokoneista ja verkon resurs-
seista. 
bit Tiedon perusyksikkö, voi saada arvot 0 ja 1. 
DHCP Dynamic Host Configuration Protocol. Menettely IPv4-osoitteiden 
ja -parametrien automaattiseen jakeluun. 
DNS  Domain Name System. Internetin nimipalvelujärjestelmä, jonka avulla 
symboliset verkkotunnukset kuvataan internetosoitteiksi ja päinvas-
toin. Voi sisältää myös muita kuvaustietueita, mm. sähköpostin ja Ak-
tiivihakemiston komponenttien määrittelyt. 
Domain Toimialue. 
Forest Metsä. 
GHz Taajuuden yksikkö. Hz tarkoittaa värähdystä sekunnissa. Tietoteknii-
kassa esimerkiksi prosessorin ytimen pääkellosignaalin taajuus.  
Hypervisor  Laitteistopohjainen virtualisointitekniikka, jossa kaikki käyttö-
järjestelmät, mukaan lukien isäntäkäyttöjärjestelmä, ajetaan virtu-
alisointialustalla. 
Hyper-V  Microsoftin hypervisor-tekniikkaan perustuva virtualisointijärjestelmä. 
IP Internet-protokolla. Teknologia, joka mahdollistaa tiedon siirtämisen 
verkon yli. 
IPv4  Internet Protocol version 4. Internet-protokolla versio 4. 
IPv6  Internet Protocol version 6. Internet-protokolla versio 6. 
Kerberos Microsoft Windows -turvallisuusprotokolla. 
LDAP Sovellusprotokolla verkkohakemistopalveluiden käyttämiseen IP-
verkossa. 
NTLM Microsoft Windows -turvallisuusprotokolla. 
RAM Random Access Memory. tietokoneissa toimii tiedon tallennuspaikka-
na. Tieto häviää, kun RAM-yksiköstä otetaan virrat pois. 
Tavu Byte, B. Tiedonsiirron ja -tallennuksen perusyksikkö, 8 bittiä. Kerran-
naisyksiköt kT (kB, kilotavu, 1000 tavua), MT (MB, megatavu, miljoo-
  
na tavua) ja GT (GB, gigatavu, miljardi tavua). 
TCP/IP  Transmission Control Protocol/Internet Protocol. Internetverkoissa 
käytetty protokollaperhe. 
Tree Puu. 
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1 Johdanto 
 
Tämän opintyön tarkoituksena on valottaa Windows Server 2012 käyttöjärjestelmän 
muutoksia verrattuna vanhaan Windows Server 2008 R2 -versioon. Työ aloitettiin 
ennen Windows Server 2012 -julkaisua Release Candidate -version testauksella ja 
myöhemmin julkaisun jälkeen Windows Serverin kokeiluversiolla. Työssä on silti 
ajankohtaista tietoa Windows Server 2012:sta 
 
Tämä työ raottaa tulevaisuuden ajattelutapoja ja sitä, mihin suuntaan Windows-
maailma kehittyy. Windows, markkinoiden ykkönen työpöytä- ja Server-palveluiden 
tuottaja, on julkaissut uuden version Server-käyttöjärjestelmästään. 
 
Luvussa 2 esitetään lyhyesti Windows Server -historia ja luetellaan Server 
2012 -käyttöjärjestelmän uudet ominaisuudet. Luvussa 3 käydään läpi asennus ja 
alkukonfigurointi. Luvussa 4 tutustutaan tarkemmin käyttöjärjestelmän keskeisiin 
rooleihin ja ominaisuuksiin. Roolien ohella käsittelemme muutosta eli Server 2012:n 
parannuksia ja muutoksia edeltäjäänsä Server 2008 R2:een verrattuna. 
2 Windows Server -käyttöjärjestelmien kehityskaari  
 
Ensinnäkin on syytä ottaa askel taaksepäin ja ottaa selvää Windowsin ja sen 
ominaisuuksien historiasta ja kehityskaaresta: mitä suuria muutoksia Microsoft on 
tehnyt palvelinjärjestelmiinsä? 
 
Windows NT Server (New Technology) oli yksi ensimmäisistä palvelinkäyttöön 
tarkoitetuista käyttöjärjestelmistä. Microsoftin aikaisemmat palvelinratkaisut eivät 
saaneet suurta suosiota. Windows NT Serverissä oli mukana jo mm. User Manager for 
Domains -käyttäjienhallinta, Server Manager ja DNS-palvelin. 
 
Windows 2000 Server -käyttöjärjestelmässä oli ensimmäisenä mukana 
Aktiivihakemisto (AD, Active Directory), joka korvasi tilien käsittelyssä aikaisemman 
User Manager for Domains -palvelun ja sisälsi kokonaisvaltaisen toimialueiden 
hallinnan. Windows lisäsi myös turvallisuuteen parannuksia, kuten Kerberos Network 
Authentication -palvelun, joka perustuu luotetun kolmannen osapuolen malliin ja sallii 
pääsyn niihin resursseihin, joita se valvoo. Kerberos mahdollistaa myös 
kertakirjautumisen. 
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Windows 2000 Server -käyttöjärjestelmässä uutta oli myös dynaaminen IP-osoitteiden 
jakelu ja rekisteröinti (DHCP, Dynamic Host Configuration Protocol). Lisänä tuli myös 
Logical Disk Manager, joka hallitsi levyjärjestelmiä.  Windows 2000 
Server -palvelinjärjestelmän aikakaudella internetin kautta tehdyt tietoturvahyökkäykset 
yleistyivät ja Windows 2000 Serverissä havaittiin useita turvallisuusongelmia, jotka 
vähensivät tämän palvelinjärjestelmän suosiota ja nopeuttivat uuden version 
kehittämistä. 
 
Seuraava versio palvelinkäyttöjärjestelmistä oli Windows Server 2003, jossa muun 
muassa Internet Information Services -palvelimen (IIS) tietoturvaa oli parannettu 
merkittävästi. Samoin aktiivihakemiston funktioiden määrä kasvoi merkittävästi. 
 
Windows Server 2008 -versioon saatiin vihdoin toimiva palomuuri. 
Aktiivihakemistopalveluun tulivat parannetut turvallisuusominaisuudet: varmenne-, 
käyttäjän tunnistus- ja oikeuden hallintapalvelut. Windows Server 2008 tarjosi myös 
korkeaa saatavuutta redundanttien toiminteidensa avulla. Windows ryhtyi haastamaan 
muita virtualisoinnin tarjoajia Hyper-V-virtualisointijärjestelmällään. 
 
Windows Server 2012 (koodinimeltään Windows Server 8) edustaa kuudetta 
sukupolvea Windows Server -perheessä. Sen kehitys tapahtui rinnan uuden 
työasemakäyttöjärjestelmän, Windows 8:n kanssa. Toukokuussa 2012 uuden 
käyttöjärjestelmän nimeksi vahvistettiin Windows Server 2012. Sen versiot on esitetty 
taulukossa 1. [20.] 
 
Uuden tiedon mukaan Windows Server 2012:sta julkaistaan vain neljä versiota 
Lähteessä 20  mainitaan, että ennen julkaisua versioita karsittiin aikaisemmista 8:sta 
versiosta. Pääversioiden lisäksi tarjontaan tulee myös erikoiskäyttöön tarkoitettuja 
versioita. 
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Taulukko 1. Windows Server -versiot [20.] 
Versio Ominaisuus Asiakkaat Lisenssioikeus Hinta/ lisenssi 
Datacenter rajaton 
virtualisointi 
per cal 2 x prosessoria 4,809 $ 
Standard 2 virtualisointi- 
instancea 
per cal 2 x prosessoria 882 $ 
Essentials yksinkertainen 
hallinta, ei 
virtualisointia 
25 tiliä Serveri 425 $ 
Foundation yksinkertaisiin 
tarkoituksiin, ei 
virtualisointia 
15 tiliä  Serveri Loppumyyjän 
mukaan 
  
 
Server Core on tietoturvallinen riisuttu vaihtoehto graafisille käyttöliittymille. Se voidaan 
niin haluttaessa muuttaa täyden version Server 2012:ksi. 
 
Pilvipalvelu on yleisnimitys, joka kattaa kaikki ulkopuolisen palveluntarjoajan verkon 
läpi tarjoamat palvelut. Pilvipalvelut voidaan jakaa esimerkiksi seuraaviin luokkiin:  
 
• On Premises, ei pilvipalvelua, kaikki sovellukset paikallisesti 
• Infrastructure as a Service (IaaS) eli pilviratkaisut 
• Platform as a Service (Paas) eli pilvijärjestelmät  
• Software as a service (SaaS) eli pilvisovellukset. 
 
Windows Server 2012:ssa pilvipalvelualustana toimii Azure, josta tulee kiinteä jatke 
asiakkaan omille ja/tai käyttöpalvelutarjoajan resursseille. Kuvassa 1 on esitetty eri 
pilviratkaisujen tarjoamat palvelut. 
4 
 
 
 
Kuva 1. Pilvipalvelumallit 
 
Pilvipalvelut voidaan jakaa edelleen julkisiin ja paikallisiin. Julkinen pilvipalvelu on 
jonkin palveluntarjoajan palvelu, jolla voi olla monia käyttäjiä, esimerkiksi Microsoft 
Azure. Yksityinen pilvipalvelu taas on Hyper-V-virtualisoinnin avulla toteutettu palvelu, 
jolla yrityksen omat sovellukset toimivat. [1, kappale 4.6.1.] 
3 Windows Server 2012 -asennus ja käyttöönotto 
 
Windows Server 2012 -asennus on käyttäjäystävällinen, nopea ja hyvin 
yksinkertaistettu. Kuitenkin roolien asentaminen vie palvelimen asennuksesta 
suurimman ajan. Järjestelmälle asetetut minimivaatimukset ovat 
 
• prosessori x86 64-bit 
• prosessorin kellotaajuus vähintään 1,4 GHz 
• muisti (RAM) vähintään 512 MB 
• kiintolevytila 32 GB. 
 
Asennusmuodot ovat perusasennus (fresh installation), päivitys (upgrade) tai migraatio 
(migration). Puhtaassa asennuksessa levyllä mahdollisesti oleva käyttöjärjestelmä 
säilyy ennallaan ja koneeseen asennetaan sen rinnalle uusi puhdas Server 2012. 
Edellisessä käyttöjärjestelmässä olevat sovellukset ja asetukset eivät siirry uuteen 
asennukseen. Jos uusi järjestelmä asennetaan samalle osiolle vanhan kanssa, vanhan 
käyttöjärjestelmän tiedot sijoitetaan Windows.old-kansioon. Jos vanha 
  
käyttöjärjestelmä on eri osiolla, käynnistysvalikkoon tulee monikäynnistysvalinta (d
boot), josta voidaan valita, kumpi käyttöjärjestelmä käynnistetään. Asennus suoritetaan 
asennusmedialta tai jaetusta verkkokansiosta.
 
Palvelimen päivityksessä vanhan käyttöjärjestelmän asetukset ja sovellukset siirtyvät 
uuteen järjestelmään
64 bitin Server 2003 R2
alkuperäisestä järjestelmästä.
 
Migraatiossa siirretään käyttäjä
vanhasta järjestelmästä uuteen perusasennuksen jälkeen. Jos uusi käyttöjärjestelmä 
on asennettu samalle osiolle vanhan kanssa, asetukset on siirrettävä ennen asennusta 
toiselle medialle (ns. wipe and load).
  
Asennustavat ovat totutusti asennus suoraan 
USB-laite), verkosta jaetusta asennuskansiosta (media) tai verkosta käyttäen 
automaattista asennuspalvelua WDS (Windows Deployment Services) .
 
Seuraavassa kuvataan tuote
kone käynnistetään siltä. Asennus etenee seuraavasti:
 
Kuva 2. Asennusympäristön valinta.
 
, ja vanha käyttöjärjestelmä poistuu. Päivitys on mahdollista vain 
- ja Server 2008 -järjestelmistä. Asennus käynnistetään 
 
- ja ohjelma-asetukset (ei kuitenkaan ohjelmia) 
 
asennusmedialta eli stand
-DVD:ltä suoritettu asennus. DVD asetetaan as
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Kuva 3. Asennuksen aloitus.
 
Kuva 4.  Asennettavan käyttöjärjestelmäversion valinta. Valitaan graafisella käyttöliittymällä 
varustettu Server 2011 
 
 
Datacenter. 
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Kuva 5. Lisenssiehtojen hyväksyminen
 
Kuva 6. Asennustavan valinta. Valitaan Custom
 
. 
. 
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Kuva 7. Asennuksen sijainnin valinta
 
Kuva 8. Asennuksen eteneminen.
 
. 
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Kuva 9. Pääkäyttäjän salasanan asettaminen
 
Aikaisemmista järjestelmistä p
järjestelmänvalvojan salasana. Muut parametrit syötetään asennuksen jälkeen. Kun 
käyttöjärjestelmä käynnistyy, Server Manager aukeaa (ks. kuva 10). Sen avulla 
suoritetaan peruskonfigurointi ja myöhemmin käytt
 
 
 
Kuva 10. Server Manager Dashboard
 
. 
oiketen Server 2012 -asennuksessa annetaan vain 
ökohtaiset konfiguroinnit.
. 
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3.1 Peruskonfigurointi. 
Asennuksen jälkeen kirjaudutaan sisään järjestelmään. Ruudulle avautuu Server 
Manager -ikkuna, josta suoritetaan peruskonfigurointi. Server Manager -ikkunasta 
valitaan Local Server, aukeavasta ikkunasta konfiguroidaan IP-osoitteet, tietokoneen 
nimi, toimialueen jäsenyys, aikavyöhyke ja automaattiset päivitykset, lisätään roolit ja 
piirteet sekä sallitaan etätyöpöytä ja tehdään palomuuriasetukset. 
 
Server Managerin avulla tehtävät IPv4-verkkoasetukset ovat IP-osoite, verkkopeite, 
oletusyhdyskäytävä (Default Gateway), ensisijainen DNS-palvelin ja toinen DNS-
palvelin.  Toiminta käynnistetään valitsemalla verkkoadapteri ja klikkaamalla hiiren 
oikealla näppäimellä. Aukeavasta ikkunasta valitaan ensin Properties, sitten Internet 
Protocol Version 4 (TCP/IPv4) ja taas Properties, josta aukeavaan ikkunaan syötetään 
arvot ja painetaan OK. 
 
Kuva 11. Peruskonfigurointi-ikkuna. 
Asetukset voidaan tehdä myös PowerShellin avulla. Esimerkiksi IPv4-osoitteen 
10.10.10.10/24 asettaminen tapahtuu PowerShell-komennolla:  
Netsh interface ipv4 set address ”Local Area Connection” static 
10.10.10.10 255.255.255.0 
Toimialueeseen liityttäessä klikataan tietokoneen nimeä, jolloin System-ikkuna avautuu. 
Computer Name -välilehdeltä valitaan Change, annetaan toimialueen nimi ja painetaan 
OK. Liittymisessä tarvitaan toimialueen järjestelmänhallitsijan käyttöoikeuksia. 
Käyttöjärjestelmän manuaalinen aktivointi käynnistetään klikkaamalla Server 
Managerissa Product ID -kentän vieressä olevaa tekstiä. Aktivointi-ikkunaan 
kirjoitetaan tuotetunnus ja painetaan Activate. 
11 
 
 
 
Kuva 12. Aktivointi-ikkuna. 
Aktivointi voidaan tehdä myös slmgr-komennoilla: 
 
slmgr.vbs /ipk xxxx-xxxx-xxxx-xxxx-xxxx  
slmgr.vbs /ato 
 
Server Core -version konfigurointi tehdään komentoikkunasta. Yksi vaihtoehto on käyt-
tää sconfig-komentoa. 
 
 
Kuva 13. Sconfig-komento. 
3.2 Roolit ja piirteet 
Peruskonfigurointi-ikkunasta lisätään myös halutut roolit ja piirteet. Roolit (roles) ovat 
palvelimen komponentteja, joiden avulla toteutetaan erilaisia toiminnallisuuksia. 
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Piirteet (features) ovat ominaisuuksia, joiden avulla suoritetaan järjestelmätoimintoja, 
kuten varmuuskopionti tai vikasietoisen ryppään rakentaminen. Tärkeimmät Server 
2012 -roolit on esitetty taulukossa 2. Roolien avaamista jatketaan myös luvussa 4. 
 
Taulukko 2. Server 2012 -roolit. 
Rooli Kuvaus 
AD Certificate Services (AD CS) Varmennepalvelinjärjestelmä 
AD DS Aktiivihakemistopalvelut 
AD FS Kertakirjautumis- ja federaatiopalvelut 
AD LDS LDS-palvelut 
AD RMS Oikeudenhallintapalvelut 
Application Server Sovelluspalvelintoiminnot 
DHCP Server Osoitteiden dynaaminen hallinta 
DNS Server Nimipalvelu 
FAX Server Faxipalvelin 
File and Storage Services Tiedosto- ja tallennuslaitepalvelut 
Hyper-V Virtualisointi  
Network Policy and Access services Verkkoturvapalvelut 
Print and Document Services Tulostinten ja tiedostojen hallinta 
Remote Access Etäkäyttö 
Remote Desktop Services (RDS) Etätyöpöytäpalvelut 
Volume Activation Services Lisenssin hallinta 
Web Server (IIS) Web-palvelin 
Windows DS (WDS) Asennuspalvelut 
Windows Server Update (WSUS) Päivityspalvelin 
4 Muutokset hallintaympäristössä 
4.1 Graafinen käyttöliittymä 
Uuden Windows Server 2012:n graafinen ulkomuoto on muuttunut. Tässä 
kosmeettisessa muutoksessa Windows tavoittelee uuden Metro-käyttöliittymänsä 
integrointia serveriin. Kun tietokone käynnistetään, perinteisen Start-valikon asemesta 
aukeaa Metro-käyttöliittymää muistuttava aloitusikkuna. 
  
Kuva 14. Aloitusikkuna.
 
Kuvan 14 näkymästä päästään Windows
käyttöliittymää muistuttavaan työtilaan, josta puuttuu kuitenkin Start
 
Kuva 15. Vanhanmallinen 
 
Metro-käyttöliittymä on Windowsin loikka uudelle alueelle. Windows on tavoitellut 
pääsyä taulutietokoneiden markkinoille tekemällä graafisesta ulkoasusta (GUI) 
 
-näppäimellä siirtymään vanhaa 
aloitusikkuna. 
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taulutietokoneille helpommin käytettävän. Käynnistä-valikko on kadonnut näkymästä ja 
tilalle on tullut Metron ohjelmanäkymä. 
 
Näkymään voi liittää erilaisia toimintoja ja Windowsin sovelluksia Marketplacesta, kuten 
Windows-puhelimien käyttöjärjestelmässä. Tästä voi päätellä, että Windows haluaa 
tablet-suuntauksellaan ottaa osaa Applen markkinoista. Kuitenkin palvelinpuolella 
Metro-käyttöliittymä vaikuttaa periaatteiltaan samanlaiselta kuin edeltäjänsäkin, 
Windows Server 2008. 
4.2 Server Manager 
Kuvassa 16 näkyy Windows Server 2008 R2 Managerin käyttäjänäkymä. Kuvan 
vasemmassa laidassa näkyy sarakepalkki, josta voidaan valita roolipuu, esimerkiksi 
Active Directory, ja muokata sen asetuksia. Huomattavaa kuitenkin tässä vanhassa 
palvelinnäkymässä on, että siitä ei näe järjestelmän vikatilanneilmoituksia. Viat voidaan 
huomata, kun roolin sarake avataan. Sarakkeesta nähdään, toimiiko palvelu 
ongelmitta. Virhetiedot tulivat lokiin ja niitä katseltiin Event Viewer -sovelluksella, joka 
täytyi yleensä käynnistää erikseen. 
 
 
Kuva 16. Server 2008 R2 Server Manager. 
 
Server 2012:ssa Server Managerin toimintoja on kehitetty ja päänäkymä on uudistettu.    
Uudella Server Managerilla voidaan hallita useita palvelimia yhdellä konsolilla, lisätä 
rooleja ja piirteitä, käynnistää PowerShell-istuntoja, katsella lokitapahtumia ja tehdä 
palvelimen konfigurointia. 
  
Server Manager Dashboard on hallinnan pääikkuna, josta nähdään kaikkien 
palvelimien tilanneraportit ja mahdolliset hälytykset. Kaikki toiminnot pystytään 
näkemään yhdestä käyttöikkunasta. Tämä on osa Server 2012:n uutta keskitettyä 
hallintaa. 
Kuva 17. Server Manager Dashboard 
 
Paikallisen koneen hallintaan päästään valitsemalla Local Server, josta mainitt
asennuksen jälkeen tehdyssä peruskonfiguroinnissa (kuva 11)
saadaan näkymä kaikkiin hallinnassa oleviin pa
 
Kuva 18. All Servers -näkymä.
 
-päänäkymä. 
lvelimiin. 
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4.3 Active Directory 
Active Directory (AD, Aktiivihakemisto) on Microsoftin Windows-toimialueen 
käyttäjätietokanta ja hakemistopalvelu, joka sisältää tietoa käyttäjistä, tietokoneista ja 
verkon resursseista. Se mahdollistaa keskitetyn resurssien jakamisen käyttäjille ja 
sovelluksille sekä tarjoaa tavan nimetä, kuvata, paikallistaa, hallita ja suojata käytössä 
olevia verkon resursseja.  
 
Aktiivihakemiston fyysiset komponentit muodostuvat tietokannasta ntds.dit, 
ohjauskoneista (DC, Domain Controller), Global Catalog -palvelimesta ja mahdollisista 
Read-Only-ohjauskoneista (RODC). RODC on nimensä mukaisesti ohjauskone, jota ei 
voida modifioida, vaan se kopioi tietonsa isäntäkoneelta. Tämä takaa paremman 
tietoturvan. 
 
Aktiivihakemiston loogiset komponentit ovat partitiot, skeema (schema), toimialueet 
(domain), toimialuepuut (tree), metsät (forest), verkkoalueet (site) ja 
organisaatioyksiköt (OU, Organizational Unit). 
 
Aktiivihakemisto koostuu yhdestä tai useammasta toimialueesta. Toimialueiden 
tunnuksina voidaan käyttää DNS-nimiä. Toimialue määrittää hallinnollisen yksikön, 
jossa jokainen ohjauskone sisältää kaikkien samassa toimialueessa olevien objektien 
kaikki ominaisuudet. Objekteja ovat esimerkiksi käyttäjä-, ryhmä- ja tietokonetilit. 
Ohjauskoneet pitävät tietonsa yhdenmukaisina replikoimalla muutokset toisille saman 
toimialueen ohjauskoneille. Active Directory käyttää sisäiseen tietojen siirtoon LDAP-
protokollan toista ja kolmatta versiota.  
 
 
 
Kuva 19. Replikointi Aktiivihakemistossa 
  
 
Toimialueen sisällä on organisaatioyk
ryhmitellään toimialueen objektit järkevällä tavalla. Organisaatioyksiköt vastaavat 
tiedostojärjestelmän hakemistoja.
 
Windows Server -toimialueessa voi olla miljoonia objekteja, resursseja voidaan 
ryhmitellä organisaatioyksiköillä, eri toimialueen osiin voidaan antaa erilaisia 
käyttöoikeuksia eri henkilöille ja toimialueen rakennetta voidaan muuttaa.
 
Kuva 20. Aktiivihakemiston 
 
Metsä on yhden tai useamman yhtyeen liitetyn toimialueen 
olla yksi tai useampi toimialuepuu. 
 
 
 
 
 
 
 
Kuva 21. Aktiivihakemiston 
 
Toimialuepuussa kaikkien toimialueiden nimet muodostavat yhtenäisen hierarkian, 
jatkuvan nimiavaruuden, jossa hierarkiataso laskee vasemmalle
alidomain.domain.local.
siköiden hierarkia. Organisaatioyksiköiden avulla 
 
 
metsän rakenne  
kokonaisuus. Metsässä voi 
 
looginen rakenne 
 
17 
 
 päin, esimerkiksi 
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Kun toimialue liitetään osaksi metsää, se kiinnitetään metsään kuuluvaan 
toimialueeseen kaksisuuntaisella ja siirtyvällä luottamussuhteella. [2.] 
 
Metsälle on ominaista ainakin seuraavat asiat: Skeema eli hakemistopalvelun rakenne, 
Global Catalog, sekä Aktiivihakemiston konfiguraatiokanta. Global Catalogissa on 
perustiedot kaikista metsän objekteista. Konfiguraatiokanta sisältää tiedot esimerkiksi 
toimipaikoista (verkkoalue) ja niihin liittyvistä aliverkoista. 
4.3.1 Aktiivihakemiston käyttöönotto 
Server 2012:ssa Active Directoryn käyttöönotto (elevation) on integroitu Server 
Manageriin. Aktiivihakemisto otetaan käyttöön valitsemalla roolin lisäys (Kappale 3.2) 
Server Managerista. Active Directory Domain Services (AD DS) valitaan ruksaamalla 
roolivalinta. Lopuksi valitaan roolin piirteet. 
 
Kuva 22. Active Directoryn käyttöönoton käynnistys ja roolin valinta. 
Kuten kuvasta 22 nähdään, Aktiivihakemisto-roolin asennus tapahtuu hyvin 
suoraviivaisesti. Asennukseen tarvittavat laajat alkuvalidoinnit pystytään nyt 
suorittamaan automaattisesti integroidulla asennusvelholla (wizard). Myös aikaisemmin 
luodut skriptit toimialueen luontiin ja ylläpitoon toimivat Server 2012:ssa. 
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Server Coressa Aktiivihakemiston käyttöönotto tehdään rakentamalla vastaustiedosto 
ja liittämällä se dcpromo-asennusohjelman syötteeksi: 
dcpromo /unattend:”D:\answerfile.txt” 
4.3.2 Virtualisointi Active Directoryssa 
Virtualisointi ohjauskoneissa on ollut aikaisemmin hyvin epäkäytännöllistä ja vaikeasti 
hallittavaa replikointi-, arvo- ja palautusongelmien vuoksi. Virtualisointi on kuitenkin 
ollut mahdollista jo Windows Server 2000:ssa. Nämä ongelmat on uudessa Windows 
Server 2012:ssa ratkaistu kahdella tavalla Virtualization-safe protectionilla ja Virtual 
domain controller cloningilla. [3.] 
Virtualization-safe protection on luotu korjaamaan ongelmaa, jossa hypervisorit voivat 
peruuttaa muutoksia, joita Active Directory -replikointipalvelu on tehnyt. Ongelma johtui 
replikoinnin toteutusmallista, jossa ohjauskoneet ylläpitävät monotonisesti kasvavaa 
arvoa (USN, Update Sequence Number), joka on liitetty päivitystä aiheuttaviin 
tapahtumiin. Aktiivihakemiston päivitysinstanssin tunnus muodostuu usn-luvusta ja 
ohjauskoneen tunnuksesta, ja sen perusteella suoritetaan replikointi ja 
Aktiivihakemiston päivitys. Virtuaalikoneissa nämä arvot saattoivat joissain tilanteissa 
muuttua aikaisemmiksi, mikä aiheutti vuorostaan vanhojen arvojen ilmestymistä 
takaisin palvelimeen. Uudessa Windows Server 2012:ssa virtuaalidomain-hallinta 
käyttää uutta tunnusta (VM GenerationID). Sen avulla estetään virheellisten päivitysten 
tapahtuminen. [3.] 
Virtual Domain Controller Cloning mahdollistaa kopioitujen virtuaalidomainien 
käyttöönoton kloonaamalla olemassa olevia domaineja. Tämä mahdollistaa 
nopeamman asennuksen, kun pystytään luomaan yksi domain, joka monistetaan 
monta kertaa nopeasti tarpeen mukaan. Tähän prosessiin kuuluu kopion luominen, 
Active Directory Domain Servicen kopioimisen salliminen ja PowerShell cmdletien 
ajaminen. Nämä cmdletit kysyvät perustiedot, kuten nimen, IP-osoitteet ja DNS-
palvelimet. Nämä tiedot voidaan jättää antamatta ja palvelu voi automaattisesti 
määrittää tiedot. Suositeltavaa on kuitenkin tietojen kirjaaminen käsin, koska yleensä 
palvelinsysteemit eivät ole niin ideaalisia, että ne saisivat kerätyksi kaikki arvot oikein. 
[3.] 
 
4.4 Sertifikaattipalvelut 
Active Directoryn sertifikaattipalvelu käsittelee sertifikaattien (varmenteiden) ja 
tunnisteiden jakoa ja niiden hallintaa palvelimessa. Tämän palvelun avulla 
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sertifikaattien hallinta esimerkiksi tunnistaa käyttäjien tai palvelimien sertifikaatit ja 
vertaa niitä hallintapalvelimen sertifikaattiin. Tunnistusta tehdessään palvelin voi todeta, 
onko kyselevä palvelin ajan tasalla ja oikeutettu liittymään luottamusalueelle. 
Sertifikaattipalvelut ovat saaneet seuraavanlaisia päivityksiä versioonsa. 
Uudessa versiossa on aiempaa tiukempi integraatio Windowsin Server Manageriin. 
Tämän ominaisuuden pystyy asentamaan roolien asennus -tilasta ja palvelinta 
pystytään hallitsemaan uudella Server Manager -ohjelmalla (luvussa 3.2.). Tämä 
tietenkin parantaa hallittavuutta ja luo yhden yhtenäisen paikan, josta hallita palvelinta. 
[4.] 
Kuten muutenkin palvelut, myös sertifikaattipalvelut ovat saaneet Windows Power 
Shellistä lisää toiminnallisuuksia kuten mahdollisuuden asentaa ja hallita 
sertifikaattipalvelua konsoli-ikkunasta, mikä suurissa toimituksissa voi nopeuttaa 
asentamista. Windows on luonut myös mahdollisuuden asentaa sertifikaattipalvelun 
mihin tahansa Windows Server 2012 -versioon. [4.] 
Windows 2008 R2 -versiossa tullut sertifikaatti-web-palvelu, joka sallii 
sertifikaattikyselyn tulon luottamattomasta lähteestä, on saanut täydennystä. Tällä 
täydennyksellä palvelinasiantuntijat olivat aiemmin joutuneet päivittämään sertifikaatit 
käsin. Nyt on mahdollista suorittaa nämä toimenpiteet automaattisesti. [4.] 
Sertifikaatin avaimen uusimiseen on tehty turvallisuusparannuksia. Avaimen 
hallintasertifikaatin uusiminen täytyy suorittaa vanhalla sertifikaattiavaimella. Tällä 
tavoin myös palvelinasiantuntijat voivat olla varmoja siitä, että vanha avain ei katoa 
palvelimelta vaan se säilyy myös luottamussuhdemoduulissa (TPM). [4.] 
Sertifikaattipalvelut tukevat nyt myös domain-nimiä, joita ei ole esitetty ASCII-koodeilla 
sertifikaattitietokannassa. Palvelin siis tukee maakohtaisia merkkejä tietyissä 
tilanteissa. Sertifikaatti kuitenkin täytyy hakea tietyltä sertifikaatin myöntäjältä. 
Toimivuus on kyseenalaista, jos tuki ei ole täydellistä maakohtaisille merkeille. [4.] 
Turvallisuuteen liittyen: kun sertifikaatteja pyydetään sertifikaatin myöntäjältä, uudessa 
versiossa sertifikaatin haussa oletuksena liikenteessä käytetään kryptausta, mikä lisää 
turvallisuutta. Aikaisemmin kryptausta ei ollut oletuksena laitettu päälle. [4.] 
 
4.5 Group Policy (ryhmäkäytännöt) 
Group Policyn avulla pystytään määrittämään käyttäjille ja koneille asetuksia, kuten 
Windows-palomuurin asetuksia ja muita koneelle erityisiä Windowsin asetuksia. 
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Group Policy täytyy liittää tiettyyn Active Directoryn domainiin tai 
organisaatioyksikköön, josta kyseiset ominaisuudet tulevat käyttöön koneille. 
Verrattuna aikaisempaan Windows Server 2008 R2 -versioon, ryhmäkäytäntöihin on 
tullut muutama uusi toiminnallisuus lisää, on muutettu nykyisiä ominaisuuksia ja 
poistettu muutama aiempi ominaisuus. 
 
 
Kuva 23. Ryhmäkäytäntöeditori 
  
Etähallinta on parantunut Group Policyssä. Nyt pystytään palvelimelta kysymään 
etäyhteyden avulla tietyltä koneelta verkossa, onko siihen asennettu Group Policyn 
uusimmat ominaisuudet. Lisäksi voidaan suorittaa näiden Group Policy -asetusten 
päivittäminen etäyhteydellä gpupdate.exe-sovelluksen avulla. Tämän sovelluksen voi 
myös ajaa usealle koneelle samanaikaisesti käyttäen uutta cmdlettiä nimeltä Invoke-
GPUpdate. [5.] 
 
Group Policystä saa nyt myös enemmän tietoa palvelinraporttiin. Myös, jos asetuksia ei 
ole voitu suorittaa, rooli antaa selvittää, miksi näin ei tapahtunut. Palvelinraportin nimi 
on Group Policy Results. Raportin uudet tiedot näyttävät, onko linkki määritelty 
nopeaksi vai hitaaksi ja onko perinnän katkaisu ja loopback-asetus otettu käyttöön. 
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Muita uusia tietoja ovat muun muassa prosessointiaika jokaisen asiakaspuolen 
laajennuksella ja maininta hallintakyselyn voittaneen Group Policyn nimestä. [5.] 
 
Käyttäjien järjestelmän käynnistystä on myös nopeutettu. Hitaan ja nopean linkin 
selvittämisen ominaisuutta käytetään hyväksi koneiden käynnistämisessä. Hitaaksi 
määriteltyjen linkkien välillä käytetään ryhmäkäytäntöjen asynkronista soveltamista, 
mikä tarkoittaa, että asetukset otetaan käyttöön kirjautumisen aikana ja jälkeen. Myös 
linkit, joiden nopeutta ei pystytä määrittelemään, määritellään automaattisesti hitaiksi 
linkeiksi. Myös 3G- ja langattomat yhteydet määritellään oletuksena hitaiksi linkeiksi, 
mikä nopeuttaa käynnistysprosessia. Ratkaisu johtuu langattomien linkkien ainaisesta 
latenssiongelmasta. Windows on myös ottanut käyttöön Fast startup -toiminnon, jonka 
avulla nopeutetaan koneen käynnistämistä laittamalla se varallaolotilaan sen sijaan, 
että tehtäisiin täysi käyttöjärjestelmän sammutus. [5.] 
 
Myös Group Policy on saanut uusia cmdlettejä. Group Policyn uusiin komentoihin 
lukeutuu muun muassa Invoke-GPUpdate, joka päivittää etäyhteyden avulla 
tietokoneet.  Täydellinen luettelo uusista cmdleteistä on liitteessä 1. 
 
4.6 Verkkopuolen uudistukset 
4.6.1 Dynaaminen osoitteidenhallintaprotokolla (DHCP) 
Dynaamisen osoitteidenhallintaprotokollan vaikuttavimpia lisäyksiä on mahdollisuus 
käyttää kahta DHCP-palvelinta samassa aliverkossa. Näiden kahden palvelimen välille 
on myös mahdollista luoda varmennus vikatilanteen varalta. Uudessa palvelinversiossa 
on myös mahdollisuus jakaa DHCP-kyselyt kahden palvelimen kesken, Näin 
tasapainotetaan liikennettä palvelimille (Load Balacing). Nämä toimenpiteet on yleensä 
suoritettu verkon puolelta. Verkon puolella ohjataan liikennettä reitittimillä toisille 
palvelimille vikatilanteen sattuessa tähän tarkoitetuilla komennoilla. 
DHCP on myös saanut useita toiminnallisuuksia hallinnan ja asetusten suhteen Power 
Shell -työkaluun. [6, liite 1.] 
4.6.2 Nimipalvelut (DNS)  
Nimipalvelun serverit ovat saaneet turvallisuuspalveluunsa (DNSSEC) lisäystä monien 
Active Directoryn kanssa toimiviin protokolliin, jotka luovat luottamussuhteita Certificate 
Authorityn kanssa eri avaimille. Tätä luottamussuhdetta sanotaan Trust Anchoriksi. 
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Turvallisuuspalvelun alueilla voidaan nyt myös luoda integroituja palveluja. Esimerkiksi 
dynaamisia päivityksiä palvelimissa on täydennetty. [9.]  
DNS-clientissa on myös tullut päivityksiä siltä varalta, että jokin rajapinta yrittää 
kaapata DNS-nimiä: Palvelimissa lähetetään LLMNR:n lisäksi NETBIOS-kyselyjä, 
joista aina suositaan NETBIOSTA. Tämä lisää sisäverkon turvallisuutta. [8.] 
4.6.3 IP Address Management (IPAM) 
Automaattinen IP-osoiteavaruudenhallinta on integroitu Windowsin palveluihin. 
Ominaisuus tulee uutena Windows Serveriin. Sen avulla pystytään löytämään mm. 
domainin hallitsijat ja eri palvelintyypit valituissa domaineissa. IPAM myös pystyy 
seuraamaan liikennettä ja ottamaansa statistiikkaa verkkoliikenteestä. IPAM tukee vain 
Windowsin seuraavia tuotteita, joita ovat DHCP, DNS ja NPS (Network Policy Server). 
Näiden tuotteiden avulla se kerää tietoja keskitettyyn hallintaan. Aktiivihakemistona 
oleva palvelin ei voi olla samaan aikaan IPAM-palvelin. 
 
Kuva 24. IPAM-hallintaikkuna 
 
IPAM-työkaluista on tulossa erittäin tärkeitä uuden IPv6-aikakauden alkaessa, kun 
hallittavien osoitteiden määrä kasvaa ja osoitteet on esitetty uusilla 128-bittisillä 
merkkijonoilla, jotka koostuvat heksadesimaaliluvuista. [6, 7.] 
.  
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4.7 Hyper- V 
4.7.1 Perusteet 
Hyper-V on Windowsin virtualisointiohjelma, joka on kehitetty palvelimien 
optimoimistarpeisiin. Hyper-V tekee yhdestä fyysisestä koneesta useita erillisiä 
virtuaalikoneita, jotka tasapainottavat prosessoreiden käyttöä. Tämä optimointi tulee 
esiin parhaiten vasta suuren asiakasmäärän sql-, web- ja tiedostopalvelimessa. Näitä 
palveluja levittämällä useampaan virtuaalikoneeseen voidaan tasapainottaa niiden 
pullonkauloja. Hyper-V-ohjelmisto on uudessa Windows-käyttöjärjestelmässä mukana 
ja sen pystyy myös ostamaan erillisenä. Windows tarjoaa palvelimia palveluna 
Windows Azuren kautta pilvessä. Windows Azure -ratkaisu tarkoittaa sitä, että 
Windows pitää huolta palvelimien toiminnasta ja käyttäjillä on mahdollisuus hallita sitä, 
kuten mitä tahansa virtuaalipalvelinta. [luku 2, 10.] 
 
Virtualisointi on tärkeä osa Windowsin rakennetta. Kaikki virtuaalipalvelimet ja fyysiset 
palvelimet voidaan kytkeä yhteen näyttönäkymään, josta nähdään kaikkien palvelimien 
statustilanne ja se, onko palvelimelle tullut virheitä. Täten parannetaan hallittavuutta ja 
luodaan tukea virtuaalipalvelimien käyttöönottoa varten. 
 
Virtualisoimalla palveluita pystytään myös luomaan entistä turvallisempia 
työympäristöjä. Virtualisoituja palvelimia pystytään eristämään muusta ympäristöstä, 
vaikka virtuaalikoneet olisivat samalla fyysisellä palvelimella. Näin esimerkiksi voidaan 
eristää internetiin päin menevät sovellukset ja toiminnot toisistaan, jotta koneen 
”saastuessa” vain eristetty virtuaalipalvelin saa esimerkiksi tartunnan madosta. Tällöin 
mato ei leviä muihin kriittisiin järjestelmiin. 
 
Virtuaalikoneet ovat myös joustavia muutoksien suhteen. Koneita pystytään siirtämään 
helposti ja myös laajentamaan lähiverkon ulkopuolelle VLANien avulla. Virtuaalikoneita 
pystytään myös monistamaan ja täten luomaan esimerkiksi varavirtuaalikoneita, jotka 
toisen serverin rikkoutuessa ottavat toiminnot haltuunsa käyttäjän huomaamatta 
muutosta järjestelmässä. [11, 12.] 
4.7.2 Version parannukset 
Tähän palvelimeen on luotu huomattavasti enemmän parannuksia kuin aikaisempaan 
palvelinversioon. Hyper-V on integroituna itse palvelimeen, kuten on aiemmin mainittu 
[kappale 4.2.]. Yhdellä Server Manager -ikkunalla pystytään hallinnoimaan useita eri 
servereitä. Tämä poistaa tarpeen mennä niihin käsiksi etätyökalulla erikseen. 
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Seuraavat asiat ovat uutta lukutietoa Hyper-v-ohjelmasta Windows Server 2012:ssa: 
 
• käytettävät loogiset prosessorit - 320 (64 Windows Server 2008 R2) 
• Hyper-V:n käytettävissä oleva muisti - 4 TB (1 TB Windows Server 2008 R2) 
• muisti virtuaalilaitetta [VL] kohden - 1 TB (64 GB Windows Server 2008 R2) 
• virtuaalisia prosessoreita VL:tta kohden - 64 (4 Windows Server 2008 R2) 
• virtuaalisia prosessoreita työpistettä kohden - 2048 (512 Windows Server 2008 
R2) 
• suurin aktiivinen VL-määrä työpistettä kohden - 1024 (384 Windows Server 
2008 R2) 
• suurin aktiivinen VL-määrä varmennettua klusteria kohden - 8000 (1000 
Windows Server 2008 R2). 
 
Kuten huomataan, Windows nosti huikeasti rajoituksiaan ohjelmistossa vastatakseen 
nykyisiä ja tulevaisuuden tarpeita virtualisoinnille. Kuten aikaisemmin mainittiin [luku 2], 
virtualisointi tulee olemaan yksi suurimmista suuntauksista uudessa Windows Server 
2012:ssa. Tämä suuntaus saattaa johtua maailmalla olevien markkinoiden fyysisten 
laitteiden ja niiden paikallisen hallinnan kallistumisesta. 
4.7.3 Virtuaalikoneen luonti  
Ennen Virtuaalikoneen luomista Windows Server 2012:lle pitää asentaa Windows 
Hyper-V-rooli. Roolin asentaminen on hyvin suoraviivaista, kuten aikaisemmassa 
luvussa 3.2. on selostettu.  
 
Roolin asentamisen jälkeen seuraava vaihe on luoda itse virtuaalikone Hyper-V 
Managerilla. Manager on samankaltainen kuin aikaisemmissa versioissa. Aluksi täytyy 
määrittää nimi virtuaalikoneelle ja sen sijainti levyjärjestelmässä. Seuraavaksi varataan 
muistia virtuaalikoneelle. Tässä kohtaa voidaan ottaa käyttöön dynaaminen 
muistinvaraus, joka antaa virtuaalikoneelle luvan pyytää lisää muistia tarvittaessa. 
Tämä dynaaminen muistimääritys parantaa mahdollisia muistiongelmia, jossa 
virtuaalikoneelle annettu muisti on allokoitu väärin. 
 
Verkkoasetuksissa valitaan haluttaessa yhteys laitteelle, jonka jälkeen pystytään 
varaamaan esimerkiksi vhdx-tiedostona virtuaalikovalevyä, joka näkyy tiedostona 
virtuaalikoneen kansiossa varattuna tilana. Seuraavaksi on mahdollista asentaa 
26 
 
 
käyttöjärjestelmä virtuaalikoneelle mm. iso-tiedostosta tai verkon kautta tai jättää 
kyseinen käyttöjärjestelmä asentamatta. Käyttäjäkokemuksen mukaan [13.] 
asentamalla käyttöjärjestelmä tässä vaiheessa voi tulla virheitä asennuksessa eikä 
asennusohjelman suorittama prosessi onnistu. Tämä saattaa johtua version bugeista 
tai käyttäjistä, koska ohjelmaa ei ole vielä täydellisesti testattu. Lähteessä suositellaan 
käyttämään manuaalista asennusta myöhemmin, koska silloin onnistumisprosentti olisi 
sata. [13.] 
 
4.8 Power Shell  
4.8.1 Perustietoa Power Shellistä 
Power Shell on Windowsin kehittämä komentokieli, jolla voi luoda skriptejä ja ajaa niitä 
Windows-ympäristössä. Tällä tavalla on mahdollista luoda monimutkaisiakin 
komentoketjuja, joita pystytään suorittamaan määrätyin väliajoin. Power Shell on 
työkalu, jolla saadaan aikaiseksi automaatiota ja Windows Server -ympäristö 
helpommin hallittavaksi. 
 
Power Shell on paljon enemmän kuin pelkkä ohjelmointikieli. Sitä voisi verrata Kernelin 
komentolinjaan, jonka avulla pystyy hallitsemaan koko tiedostojärjestelmää. Tulevassa 
Windows Server 2012 -ohjelmistossa on mahdollisuus käyttää palvelinta ilman Metro-
käyttöjärjestelmää käyttäen pelkästään Power Shelliä. 
 
Power Shell on kuitenkin suurimman suosionsa saavuttanut käyttäjänhallinnan parissa 
johtuen sen ominaisuudesta kerätä tietoja Windowsin ympäristöstä ja mahdollisuudesta 
luoda yksinkertaisia skriptejä. Näillä skripteillä pystyy esimerkiksi luomaan Windowsin 
tiedostojärjestelmälle ajastettuja tiedostojen varmennuksia. Hallintansa puolesta Power 
Shellillä pystytään hallitsemaan koko Windows Server -järjestelmää niin haluttaessa. 
[19.] 
 
4.8.2 Power Shell 3.0 
Power Shell 3.0:n uusiin ominaisuuksiin kuuluu ominaisuus ajaa tiloja, joita kutsutaan 
sessioiksi. Sessioita on mahdollista ajaa ilman näkyviä katkeamisia. Katkenneen 
session pystyy yhdistämään toiselta koneelta eri sessiosta. Nämä sessiot luodaan 
PSSessions cmdlet:llä, jotka ovat komentoja, joilla pystytään manipuloimaan objekteja 
Power Shellissä. 
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Power Shellissä on toiminto, joka mahdollistaa internetiin pohjautuvan hallinnon 
selaimen pohjalta. Tätä kutsutaan Windows PowerShell Web Accessiksi. Tämä 
internet-pohjainen hallinta on suunnattu etäkäyttäjille ja verkkopohjaisille sovelluksille. 
Web Access -toiminto mahdollistaa Windows-koneen käyttämisen hyppyportaalina 
verkkolaitteille. [14.] 
 
Uudessa Power Shellissä on paranneltu cmdletien etsintää ja löytöä. Nyt 
etsintätyökaluilla pystytään hakemaan komentoja ja moduuleja koneelta, vaikka niitä ei 
olisi ladattu nykyiseen sessioon. Windows on myös tuonut suuren määrän uusia 
komentoja [liite 1.], jotka parantavat huomattavasti Power Shellin käytettävyyttä. 
 
Windowsin Power Shell 3.0:ssä pystytään nyt myös suunnittelemaan muunneltuja 
sessioita ja käyttämään uutta session asennustiedostoa. Tässä sessiotiedostossa 
pystytään määrittämään, mitä moduuleita, skriptejä, tiedostoformaatteja, cmdlettejä ja 
kielipaketteja käyttäjät pystyvät käyttämään. Voidaan esimerkiksi luoda sessio, jossa 
pystytään käyttämään tietyn moduulin cmdletejä. Aikaisemmissa versioissa tämä olisi 
täytynyt suorittaa kirjoittamalla esimerkiksi monimutkainen käynnistysskripti. 
Asetustiedoston luonti tapahtuu käyttämällä uutta New-PPSessionConfigurationFile-
cmdlettiä. Asetustiedoston yhdistäminen sessioon tapahtuu käyttämällä Register-
PSSessionConfiguration- tai Set-PSSessionConfiguration-cmdlettiä. 
  
Power Shellin käytettävyyttä on parannettu uusilla ominaisuuksilla, kuten 
autotäydennyksellä. Autotäydennyksellä Power Shell pystyy täydentämään ja 
korjaamaan mahdolliset kirjoitusvirheet koodin kirjoittamisessa sarkaimen avulla. 
Cmdletien etsimistä on parannettu uuden cmdletin avulla. 
 
Get-help <cmdlet nimi> -online 
 
Tämä komento hakee internetin tietokannasta cmdletin, vaikka sitä ei olisi asennettu 
paikalliseen tietokantaan. Olemassa olevien komentojen etsintää on helpotettu Get-
Command-cmdletillä, joka hakee paikallisen tietokannan kaikista moduuleista cmdletit. 
4.8.3 Power Shell Workflow 
Windows Workflow:ta pystytään skriptaamaan Power Shelillä. Workflown avulla 
pystytään suorittamaan pitkiä ja pitkäkestoisia tehtäviä vaivatta toistuvasti. Workflown 
lisäksi pystytään myös käyttämään ajastetut tehtävät -komentoja Power Shellissä ja 
hallinnoimaan Workflowta Power Shellin command-line interfacen (cli) kautta. 
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Workflow eroaa tavallisesta Power Shellistä sillä, että se ajaa Power Shell -skriptejä 
oman Net -Frameworkinsä alla. Power Shell itsessään käyttää toimintoja sellaisenaan. 
Molemmat ajavat komentoja järjestyksessä, mutta Workflow’lla on ominaisuudet 
pysäyttää, jatkaa ja yrittää uudelleen, mikä on erittäin hyödyllistä pitkäkestoisissa 
tehtävissä. Tämä kasvattaa järjestelmästä johtuvien ongelmien vikasietoisuutta. 
 
Taulukko 3. Power Shellin ja Workflow:n eroavaisuukset. 
Toiminnot Workflow 
Suoritetaan Power Shellillä. Suoritetaan Workflow-moottorilla 
Sisään kirjaukset ja uudelleenyritykset vaikealla 
koodauksella. 
Sisään kirjaukset ja uudelleenyritykset osana 
Workflowta 
Prosessi kerrallaan. Tukee montaa prosessia samanaikaisesti 
Ajaa, kunnes on valmis. Voidaan pysäyttää ja käynnistää uudelleen. 
Menettää dataa, jos tulee verkko-ongelmia. Data säilyy verkko-ongelmien yhteydessä. 
Täysi kieli ja syntaksi. Rajoittunut kieli ja syntaksi 
Ajaa cmdletejä. Ajaa aktiviteetteja 
 
Kuten taulukosta 3 nähdään, Workflow’ta voidaan kuvata toimintaympäristöksi, joka 
uudessa Windowsin palvelinversiossa pystytään ajamaan integroituna Power Shelliin 
kasvattaen näin sen hyödyllisyyttä. Workflow on rakennettu aktiviteettien ympärille.  
Jokainen rivi Workflow -komentosarjassa on oma aktiviteettinsa. Aktiviteetit suoritetaan 
erillään muista komennoista. Tämän ansiosta Workflow’n voi keskeyttää, pysäyttää ja 
sitä voi myöhemmin jatkaa. Muuttujia, jotka on luotu eri komennolla, ei voida käyttää 
seuraavassa komennossa. Workflow kuitenkin tukee InlineScript block -nimistä 
komentoa, joka ajaa kaikki komennot sulun sisällä yhtenä Power Shell -sessiona. [15, 
16.] 
 
4.8.4 Power Shell Workflow -syntaksi 
 
Workflow:n syntaksi on melko yksinkertaisesti ja käyttäjäystävällisesti rakennettu. 
Microsoft suosittelee Windows PowerShell Integrated Scripting Environment (ISE):in 
käyttämistä, joka tukee Workflow-syntaksia ja pystyy löytämään yleisimmät virheet 
syntaksissa. 
 
workflow Testi 
{ 
    Param 
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    ( 
        [Parameter(Mandatory=<$True | $False>)] 
        [<Type>] 
         $<ParameterName> 
    ) 
} 
 
Workflow aloitetaan ilmaisemalla Workflow ja sen nimi. Parametrit lisätään param-
avainsanalla, joka on sulkujen sisällä. Sitten ilmaistaan workflow’ssa käytettävät 
parametrit. Workflowiin ei tarvitse lisätä yleisiä Workflow’n parametreja, koska Windows 
Power Shell hakee nämä parametrit automaattisesti. 
 
 
workflow Test-Workflow 
{ 
    Get-Process -Name PowerShell 
    Get-WindowsFeature -Name PowerShell, PowerShell-v2 
    InlineScript { Get-Variable -Name PSHome } 
} 
 
Kuten kappaleessa [4.7.3] esitettiin, Workflow käsittää jokaisen komentorivin 
aktiviteettina. Power Shell -komennot kuten Get-Process muunnetaan Workflowssa 
aktiviteeteiksi, jotka suoritetaan erillään toisistaan. InlineScriptin avulla pystytään 
suorittamaan komennot yhtenä aktiviteettina. 
 
 
workflow Test-Workflow 
{ 
    parallel 
    { 
       <Activity1> 
       <Activity2> 
 
       sequence  
       { 
           <Activity3> 
           <Activity4> 
           ... 
       } 
        ... 
    } 
} 
 
Workflow’lla on myös mahdollisuus vaikuttaa, missä järjestyksessä aktiviteetteja 
ajetaan parallel- ja sequence-avainsanojen avulla. Parallel-avainsanalla ajetaan 
skriptejä samanaikaisesti ja sequencen avulla peräkkäin. Edellisessä esimerkissä 
aktiviteetti 3 voidaan ajaa ennen tai samaan aikaan kuin aktiviteetti 1 ja 2, mutta 
aktiviteetti 4:ää ei koskaan ajeta ennen aktiviteetti 3:a.[16, 17, 18, 19.] 
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5 Yhteenveto 
 
Työssä esitettiin Windows-palvelinten kehityskaari lyhyesti ja sen jälkeen uusinta Win-
dows Server 2012:a tuotteena sekä sen eri myytävänä olevia versioita. Seuraavaksi 
käytiin läpi uuden Windows Serverin asennuksen, graafisen ulkoasun ja 
alkukonfiguroinnin muutokset. Tämän jälkeen esitettiin tärkeät roolit kuten Active 
Directory, Hyper-V, Power Shell jne.  
Tämä lopputyö antaa kokonaiskuvan Windows Server 2012 -tuotteesta ja kertoo sen 
tärkeimpien roolien ja ominaisuuksien muutoksista. Osalta myös käsitellään cloud-
palvelua lyhyesti. 
Työ tehtiin Metropolian Ammattikorkeakoululle ohjaajani Kari Järven toimeksiannosta. 
Työtä tehtiin noin vuosi ja se aloitettiin ennen Windows Server 2012:n julkaisua. 
Myöhemmin tiedot päivitettiin vastaamaan nykytilannetta Windows 
Server -palvelinjärjestelmässä. 
Microsoft ottaa tällä tuotteella rohkeita hyppyjä nykyajan standardeihin 
käyttöjärjestelmässään. Uusien ominaisuuksien perustella Microsoft tavoittelee 
Windows Server 2012:ssa enemmän käyttäjäystävällisyyttä sen hallintaa ja valvontaa 
parantavilla ominaisuuksilla. Nämä ominaisuudet huomataan myös Metro GUI:n 
pohjautuvassa työasemakäyttöjärjestelmässä, Windows 8:ssa. 
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