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Abstract
The review of chosen health risk related to Internet use
Internet brings many new options for delivery of health-related services addressed both to patients and to whole communities. However, Internet is 
also a source of health risks. One should remember that Internet may be directly related to adverse health effect in case of Internet addiction. Most 
risks related to the use of Internet may to some extent lead to health consequences. It may be employed for promotion of harmful or dangerous 
behaviours, distribution of psychoactive or other noxious substances, and even promotion of unproven therapeutical methods. Among examples of 
promotion of risky or harmful behaviours, virtual pro-ana communities, sites promoting suicides and risky sexual habits resulting from Internet, were 
discussed. Finally, the problem of illicit drug commerce and activities of so called ‘rogue pharmacies’ providing controlled medications without 
prescription was addressed.
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Wprowadzenie
Rozwój Internetu doprowadził do spektakularnej re-
wolucji w zakresie dostępu do informacji. 
Obecnie jest on ważną platformą służącą do komuni-
kacji, handlu i rozrywki. Dzięki niemu tradycyjny model 
komunikacji z jednoznacznie określonymi rolami na-
dawcy i odbiorcy informacji został zastąpiony modelem 
wielokierunkowym [1].
Internet stał się także istotnym czynnikiem oddziału-
jącym na sferę zdrowia publicznego. Przyczynia się do 
lepszej świadomości problemów zdrowotnych w społe-
czeństwie i większej samodzielności pacjentów, pozwa-
la skuteczniej realizować programy promocji zdrowia 
i edukacji zdrowotnej. Interaktywne aplikacje dostępne 
w Internecie, często działające na urządzeniach mobil-
nych, zapewniają wsparcie dla pacjentów z chorobami 
przewlekłymi poprzez monitorowanie nasilenia występu-
jących u nich dolegliwości. 
Jednak Internet niesie z sobą także zagrożenia zdro-
wotne. Może on służyć propagowaniu niekorzystnych 
czy nawet groźnych zachowań, dystrybucji środków 
uzależniających i o innych niekorzystnych działaniach, 
promowaniu substancji o rzekomym działaniu zdrowot-
nym, a także upowszechnianiu niesprawdzonych metod 
leczenia niezgodnych ze współczesną wiedzą medyczną. 
Wśród innych zagrożeń wskazuje się także problemy 
z wiarygodnością informacji dotyczących zdrowia do-
stępnych w Internecie [2–4], zjawisko cyberchondrii [5, 
6] oraz promowanie niezdrowego stylu życia i używek 
[7–12]. W niniejszym artykule podjęto próbę przedsta-
wienia wybranych zakresów możliwego niekorzystnego 
oddziaływania sfery Internetu na stan zdrowia. Przedmio-
tem zainteresowania autorów było wykorzystanie Inter-
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netu zarówno do promowania zachowań szkodliwych dla 
zdrowia, tak jak to się dzieje w wirtualnej społeczności 
pro-ana, udostępniania informacji dotyczących działań 
samodestrukcyjnych (np. jak skutecznie popełnić samo-
bójstwo), jak i dystrybucji substancji szkodliwych albo 
o niesprawdzonym działaniu (substancje psychoaktywne, 
środki odchudzające, suplementy diety).
Należy podkreślić, że artykuł ten nie stanowi sy-
stematycznego przeglądu zagrożeń zdrowotnych zwią-
zanych z Internetem, ale raczej pokazanie zakresu 
i różnorodności możliwych problemów. Stąd też wybór 
przedstawionych rodzajów zagrożeń jest wynikiem arbi-
tralnej decyzji autorów. 
Zagrożenia i zachowania ryzykowne w sieci
Internet może być źródłem licznych zagrożeń. Wśród 
najbardziej rozpowszechnionych można wyróżnić nad-
użycia dotyczące upowszechniania niesprawdzonych 
lub nieprawdziwych informacji, dostęp do treści nieod-
powiednich dla użytkowników w określonym wieku, 
oferowanie usług niedopuszczalnych z punktu widzenia 
obowiązującego prawa, oszustwa finansowe lub też nad-
użycia związane z wykorzystaniem danych ujawnionych 
na stronach WWW czy wreszcie różne formy przemocy 
i agresji, które niekiedy prowadzą do poważnych konse-
kwencji dla osób, które stały się ich obiektem (cyberprze-
moc lub cyberbulling). 
Do tej pory ukazało się wiele publikacji podnoszą-
cych kwestie możliwych zagrożeń wynikających z użyt-
kowania Internetu. Opracowania monograficzne są do-
stępne także w języku polskim [13, 14]. Autorzy zwykle 
wyliczają różne formy zagrożeń, jednak tylko nieliczni 
podejmują próbę ich klasyfikacji na podstawie jasno 
sprecyzowanych kryteriów.
Ponieważ dzieci i młodzież są jedną z najbardziej za-
grożonych grup różnymi formami przemocy i nadużyć 
szerzących się w sieci, najwięcej badań dotyczy właśnie 
tej grupy wiekowej. Od 2006 roku realizowane są kolej-
ne edycje europejskiego programu zatytułowanego „EU 
Kids Online” (obecnie inicjatywa ta jest realizowana jako 
sieć tematyczna przy udziale 33 krajów) [15]. Badacze 
uczestniczący w programie zaproponowali w 2009 roku 
klasyfikację zagrożeń dla dzieci związanych z Interne-
tem, opierającą się na kryteriach obejmujących rodzaj 
zawartości (content), formę kontaktu (contact) oraz rea-
lizację (conduct) [16, 17]. Podstawowe formy zagrożeń 
wyróżnione przez nich to zagrożenia komercyjne, zwią-
zane z agresją, seksualne i dotyczące wartości.
Oczywiście Internet jest także źródłem różnorodnych 
zagrożeń dla osób dorosłych. Potwierdzają to liczne 
badania przeprowadzone w różnych kategoriach pełno-
letnich użytkowników Internetu. Brakuje jednak prób 
systematyzacji zagrożeń w tej grupie. Jak się wydaje, 
klasyfikacja wykorzystywana w projekcie „EU Kids 
Online” może zostać w pewnym stopniu wykorzystana 
w odniesieniu do zagrożeń dla całej społeczności użyt-
kowników Internetu.
Większość zagrożeń związanych z używaniem Inter-
netu może prowadzić w jakimś stopniu do konsekwencji 
zdrowotnych. Przedmiotem tego artykułu jest jednak pró-
ba prezentacji tych oddziaływań, które odnoszą się bez-
pośrednio do skutków zdrowotnych lub ich kontekst jest 
związany ze zdrowiem. Na potrzeby tego artykułu au-
torzy wyróżnili trzy podstawowe grupy takich oddziały-
wań: uzależnienie od Internetu, promocję niekorzystnych 
lub ryzykowanych zachowań zdrowotnych oraz promo-
cję i dystrybucję substancji i produktów szkodliwych lub 
o niesprawdzonym działaniu. W dalszej części artykułu 
zostaną omówione tylko wybrane przykłady. Należy 
pamiętać, że samo korzystanie z Internetu może być 
bezpośrednim źródłem niekorzystnych zjawisk zdrowot-
nych, jeśli dojdzie do uzależnienia. Wśród przykładów 
kształtowania niekorzystnych lub szkodliwych zachowań 
zdrowotnych uwzględniono wirtualne społeczności pro-
anorektyczne, problem cybersamobójstw oraz ryzykow-
ne zachowania seksualne, które mogą być związane z In-
ternetem. Na końcu omówiono problem handlu środkami 
odurzającymi i lekami na receptę w Internecie. 
Uzależnienie od Internetu
Uzależnienie od Internetu (Internet addiction disorder 
– IAD) charakteryzuje się brakiem umiaru w korzystaniu 
z Internetu oraz licznymi niekorzystnymi oddziaływania-
mi na inne sfery życia. Konsekwencje uzależnienia od 
Internetu obejmują zaburzenia relacji interpersonalnych, 
izolację społeczną, osamotnienie, obniżenie nastroju, za-
niedbywanie pracy lub nauki, zawężenie zainteresowań, 
rezygnację z form aktywności realizowanych poza siecią, 
np. rozrywki, a nawet zaniedbywanie własnego zdrowia 
i higieny osobistej [18].Wśród postaci zespołu wyróżnia 
się uzależnienie od aktywności seksualnych w Interne-
cie (cyber sexual addiction), uzależnienie od związków 
w sieci (cyber relationship addiction), kompulsywne 
zachowania w sieci (gry hazardowe, zakupy), przeciąże-
nie informacyjne (kompulsywne przeszukiwania baz da-
nych) oraz uzależnienie od komputera (obsesyjne granie 
na komputerze) [18].
Ponieważ zespołowi uzależnienia od Internetu po-
święcono wiele miejsca w specjalnych opracowaniach 
[18–20], w tym artykule ten problem został jedynie 
zasygnalizowany. Przegląd systematyczny publikacji 
dotyczących epidemiologicznej oceny tego zjawiska 
został niedawno opublikowany przez Kuss i wsp. [21]. 
Uzależnienie od Internetu było także przedmiotem badań 
polskich autorów [22, 23].
Ruch pro-ana
Anoreksja (jadłowstręt) psychiczna to zespół cho-
robowy polegający na dążeniu do utrzymania jak naj-
mniejszej wagi w wyniku obawy przed otyłością lub 
z powodu pogoni za byciem szczupłym [24]. Anoreksja 
psychiczna charakteryzuje się utrzymywaniem wagi ciała 
15% poniżej oczekiwanej wagi ciała u dzieci i młodzieży, 
a w przypadku dorosłych utrzymywanie się wskaźnika 
BMI (body mass index) poniżej 17,5 kg/m2 [24]. U osób 
cierpiących na jadłowstręt psychiczny występują często 
zaburzenia emocjonalne i depresja, a także problemy 
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społeczne, np. ciągła zależność od rodziny i trudności 
z usamodzielnieniem. 
Ideologia traktująca anoreksję jako świadomy wybór 
określonego stylu życia, a nie zaburzenie psychiczne, jest 
określana jako proanoreksja lub „pro-ana” [25, 26].
Początkowo źródłem informacji na temat odchu-
dzania, wykorzystywane przez osoby z zaburzeniami 
odżywiania, były tradycyjne publikacje drukowane, np. 
artykuły w czasopismach czy książki, w tym książki 
auto biograficzne pisane przez kobiety, które cierpiały 
na anoreksję psychiczną. Obecnie płaszczyzną porozu-
mienia i wzajemnego wsparcia osób cierpiących na za-
burzenia odżywiania stał się Internet. Wpłynął on na roz-
wój i upowszechnienie ruchu pro-ana. Stąd często ruch 
pro-ana utożsamia się z wirtualną społecznością łączącą 
ludzi z zaburzeniami odżywiania, którzy nie chcą poddać 
się leczeniu. Społeczność ta wykorzystuje Internet i me-
dia elektroniczne do wzajemnego wspierania się w dą-
żeniu do uzyskania jak najmniejszej wagi ciała [27–30]. 
Społeczność pro-ana występuje w Internecie pod różny-
mi nazwami; poza najbardziej aktualnym określeniem 
pro-ana używane są takie określenia anglojęzyczne, jak 
ANAMADIM, Pro-Anorexia, Pro-ED (Pro-Eating Di-
sorder), Anorexic Nation, 2b-Thin, Thinspiration, ED’s 
Friends, Totally in Control, Starving for Perfection i Dy-
ing to be Thin [29].
Strony internetowe społeczności pro-ana funkcjonują 
w swoistym podziemiu internetowym; zwykle nie można 
ich odnaleźć w wyniku prostego przeszukiwania Inter-
netu. Korzystanie z tych stron wymaga wtajemniczenia 
i zachowania poufności [27, 31].
Najczęściej treści prezentowane na takich stronach 
dotyczą kontroli nad własnym ciałem i życiem poprzez 
skuteczne odchudzanie. Miarą sukcesu jest utrata wagi 
i tylko osoby, które są silne, mogą skutecznie zmniejszyć 
swoją wagę. Rezygnacja z przyjaciół, szkoły, rodziny 
i związków jest konieczna, aby osiągnąć tak postrzegany 
sukces. Samotność to stan, do którego osoby dążące do 
doskonałości powinny się przyzwyczaić. Oszustwo jest 
niekiedy konieczne, aby chronić swój stan zaburzonego 
odżywiania (ukrywanie utraty wagi ciała i odmiennych 
od innych zwyczajów i podejścia do odżywiania). Swo-
istą misją stron internetowych wspierających ideologię 
pro-ana jest umożliwienie przetrwania osobom z zabu-
rzeniami odżywiania w społeczeństwie, które traktuje te 
zaburzenia jako tragiczne i niebezpieczne [32–35].
Mimo że proanorektyczne strony internetowe są 
najczęściej adresowane do osób z anoreksją, to dość 
często oglądają je także inni. W jednym z badań prze-
prowadzonych wśród 711 uczniów w wieku 13–17 lat ze 
szkół w Belgii stwierdzono, że takie strony odwiedziło 
aż 12,6% wszystkich dziewcząt objętych badaniem [36]. 
Odwiedzanie takich stron prowadziło u nich do zwięk-
szenia motywacji do pozostawania szczupłym oraz 
gorszej percepcji lub nawet niezadowolenia z własnego 
wyglądu [36, 37]. 
Należy także wspomnieć, że obok społeczności pro-
-ana w Internecie obecne są także strony internetowe 
promujące ruch pro-mia, czyli pro-bulimia, które z kolei 
traktują bulimię psychiczną jako wybór stylu życia, a nie 
chorobę psychiczną, i zawierają wskazówki, jak pod-
trzymywać zachowania bulimiczne i nie poddawać się 
oddziaływaniom zdrowotnym [34, 38].
Cybersamobójstwa
Jedną z najbardziej ekstremalnych form promowania 
szkodliwych zachowań jest zachęcanie lub instruowanie, 
jak popełnić samobójstwo. Internet pozwala na swobod-
ne prezentowanie swoich opinii na różne tematy, a także 
dzielenie się swoimi przeżyciami i problemami. Niektórzy 
ludzie postawieni w skrajnych sytuacjach życiowych roz-
ważają popełnienie samobójstwa i dzielą się swoimi prze-
myśleniami na stronach internetowych. Inni szukają wręcz 
praktycznych wskazówek, jak popełnić samobójstwo. 
Poza indywidualnymi, spontanicznymi wypowiedzia-
mi na forach czy blogach w Internecie dostępne są stro-
ny, które szerzą swoistą kulturę samobójstwa lub oferują 
instrukcje, jak skutecznie popełnić samobójstwo. Samo-
bójstwa i próby samobójcze, do których dochodzi pod 
wpływem Internetu, określa się jako cybersamobójstwa 
(cybersuicide) [39].
W 1974 roku Phillips opisał efekt Wertera polegający 
na nagłym wzroście liczby samobójstw po medialnym 
nagłośnieniu samobójstwa znanej postaci [40]. Obserwa-
cje Phillipsa odnosiły się przede wszystkim do telewizji. 
Największy wzrost liczby samobójstw obserwowano do 
10 dni po ukazaniu się informacji w programach tele-
wizyjnych. Efekt ten był potem opisywany także przez 
innych autorów [41]. Opisy pierwszych przypadków 
prób samobójczych mających związek z Internetem za-
częły się pojawiać pod koniec lat 90. poprzedniego wieku 
[42–45].
Internet stał się także platformą ułatwiającą zawiera-
nie paktów samobójczych, czyli umawiania się na popeł-
nienie samobójstwa przez więcej osób [39, 45].
Przykładowo, za skutek dwóch paktów samobójczych 
uznano śmierć 9 osób w Japonii w październiku 2004 
roku [46]. Liczbę samobójstw internetowych w Japonii 
szacuje się nawet na 60 przypadków rocznie [45]. Jak 
się wydaje, Japonia jest krajem, dla którego samobójstwa 
„z sieci” (net suicides) są szczególnie charakterystyczne. 
Jednak przypadki paktów samobójczych umawianych 
przez Internet są także znane z innych krajów. W 2005 
roku w wyniku aktywności Geralda Kriena, 26-lat-
ka z USA, wspólne samobójstwo usiłowało popełnić 
w Dzień św. Walentego ponad 30 osób. Próbę udaremniła 
policja, a inicjatora akcji aresztowano. Jak się okazało, 
do wspólnego samobójstwa namawiał on innych za po-
średnictwem strony internetowej [47].
Analiza 480 stron internetowych dotyczących samo-
bójstw przeprowadzona przez Biddle i wsp. w 2008 wy-
kazała, że było wśród nich aż 45 stron zachęcających do 
samobójstwa (pro-suicide) i 43 strony opisujące metody 
samobójstw [48]. Jak pokazują wyniki przeglądu syste-
matycznego opublikowanego w 2013 roku przez Daine 
i wsp., korzystanie z Internetu, a w szczególności cyber-
bulling, wykazują związek ze zwiększonym zagrożeniem 
samouszkodzeniem, wyobrażeniami samobójczymi i de-
presją [49].
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Samodestrukcyjne zachowania i kult samobójstwa 
są istotnym elementem niektórych subkultur młodzieżo-
wych wykazujących dużą aktywność w mediach społecz-
nościowych [49, 50].
Ryzykowane zachowania seksualne związane z Internetem 
Niektóre niekorzystne oddziaływania Internetu mają 
związek ze sferą zachowań seksualnych. Nie chodzi 
tylko o przeglądanie stron internetowych zawierających 
treści o charakterze erotycznym lub pornograficznym, ale 
także poszukiwanie partnerów seksualnych. 
Niekiedy samo udostępnienie własnych danych na 
stronach internetowych może narażać takie osoby na 
niespodziewane zagrożenia. Pujazon-Zazik przeprowa-
dziła badanie w grupie 752 nastolatek w wieku 14–18 
lat, posiadających profile i ogłaszających się na portalach 
randkowych. Wyniki badania wykazały, że sam fakt two-
rzenia tego typu profili na portalach randkowych (nieko-
niecznie w celu wyszukiwania partnerów seksualnych) 
naraża użytkowniczki na napastowanie seksualne i cy-
berprzemoc [51]. Jonsson opisała także przypadki, w któ-
rych młodzi ludzie dobrowolnie publikujący w Internecie 
swoje zdjęcia i filmy (również przy użyciu kamerek in-
ternetowych przekazujących obraz na żywo) o charak-
terze seksualnym byli narażeni na niechciane kontakty 
i ataki ze strony innych użytkowników sieci. Jednocześ-
nie ci sami młodzi ludzie, którzy publikują osobiste treści 
w Internecie, mogą być także odbiorcami (przypadkowy-
mi lub świadomymi) podobnych treści [52].
Kontakty seksualne z osobami poznanymi za pośred-
nictwem Internetu mogą stwarzać zagrożenia zdrowotne. 
Słaba znajomość partnera, brak informacji na temat jego 
wcześniejszych doświadczeń seksualnych mogą zwięk-
szać ryzyko chorób przenoszonych drogą płciową [53, 
54]. Należy pamiętać, że w przeciwieństwie do kontak-
tów w tradycyjnych społecznościach, w których każdy 
podlegał wysokiej kontroli społecznej, osoby poznające 
się w Internecie mają większą możliwość kreowania 
swojej tożsamości i zatajania niewygodnych faktów ze 
swojego życia. Stąd także ryzyko towarzyszące takim 
kontaktom może być większe [55].
McFarlane i wsp. (2004) analizowali związek ko-
rzystania z Internetu i wyszukiwania partnerów online 
oraz podejmowania współżycia z partnerami poznany-
mi w sieci z ryzykownymi zachowaniami seksualnymi 
i możliwością wystąpienia infekcji przenoszonych drogą 
płciową. Aż 43% kobiet, które wzięły udział w badaniu, 
przyznało się do seksu z partnerem poznanym przez 
Internet (sex with Internet partners – SIP). Autorzy 
wykazali, że kobiety, które decydowały się na kontakty 
seksualne z mężczyznami poznanymi za pośrednictwem 
Internetu, przejawiały bardziej ryzykowne zachowania 
seksualne. Najczęściej był to seks bez zabezpieczeń (bez 
prezerwatywy). Ponadto kobiety utrzymujące kontak-
ty seksualne z mężczyznami poznanymi w sieci miały 
więcej partnerów niż kobiety nieutrzymujące tego typu 
kontaktów [55]. Z kolei badanie przeprowadzone przez 
Buhi i wsp. wykazało, że osoby wyszukujące partnerów 
w sieci miały większą średnią liczbę partnerów i częstsze 
stosunki homoseksualne, a także wcześniej doszło u nich 
do pierwszego stosunku waginalnego [56]. Badania 
obydwu zespołów nie wykazały natomiast, aby u kobiet 
utrzymujących kontakty seksualne z mężczyznami po-
znanymi za pośrednictwem Internetu dochodziło częściej 
do zakażeń przenoszonych drogą płciową niż u kobiet 
poznających mężczyzn poza Internetem. Ponadto osoby 
z tej pierwszej grupy częściej wykonywały badania na 
obecność chorób przenoszonych drogą płciową. 
Jak wynika z badań, Internet jest popularnym narzę-
dziem do wyszukiwania partnerów w celach seksualnych 
wśród mężczyzn homoseksualnych [57]. Często zjawi-
sku wyszukiwania partnerów seksualnych przez Internet 
w tej kategorii (men who have sex with men – MSM) 
towarzyszą także inne ryzykowne zachowania, np. stoso-
wanie nielegalnych substancji psychoaktywnych lub seks 
grupowy [58–60].
Zhang i wsp. na podstawie analizy trzech najpopu-
larniejszych chińskich serwisów i stron Internetowych 
przeznaczonych dla gejów określili profil internetowej 
społeczności MSM. Aż 64% z nich nie przekroczyło 30. 
roku życia, zwykle mieli oni licznych partnerów i tylko 
nieliczni regularnie stosowali prezerwatywy w trakcie 
stosunków analnych [61]. Podobny profil grupy MSM 
przedstawili Li i wsp., którzy badali społeczność gejów 
w Pekinie, oraz Grosskopf i wsp. zajmujący się ryzy-
kownymi zachowaniami mężczyzn homoseksualnych 
z Nowego Jorku, którzy wyszukują partnerów za pośred-
nictwem Internetu. Autorzy w swoich badaniach również 
wykazali, iż mężczyźni poszukujący partnerów w sieci 
rzadko stosowali prezerwatywy i zwykle mieli wiele 
kontaktów seksualnych z nowymi partnerami [62, 63]. 
Warto w tym miejscu zaznaczyć, że duża liczba partne-
rów seksualnych jest charakterystyczna dla homoseksu-
alnych mężczyzn i zjawisko to nie zależy od korzystania 
z Internetu. Niemniej media elektroniczne ułatwiają kon-
takty z partnerami poza siecią. 
Badania przeprowadzone przez różnych autorów wy-
dają się potwierdzać, że istnieje korelacja między kon-
taktami seksualnymi z partnerami wyszukanymi online 
a zwiększonym ryzykiem zakażeń przenoszonych drogą 
płciową (STI) [64–67].
Promocja i dystrybucja substancji i produktów szkodliwych  
lub o niesprawdzonym działaniu
Internet szybko stał się platformą handlu różnego 
rodzaju substancjami mogącymi wywierać szkodliwe 
działanie, szczególnie środkami odurzającymi, lub też 
lekami, które są dostępne tylko na receptę [68–72]. 
Użytkownicy Internetu są niejednokrotnie zachęcani do 
nielegalnych zakupów takich substancji. Firmy działają-
ce w Internecie sugerują często, że nie wymagają recept 
na leki, których dystrybucja jest kontrolowana (non-pre-
scription websites) [71].
Wiele nielegalnych transakcji jest realizowanych 
w Internecie za pomocą stron niewidocznych dla zwy-
kłych użytkowników. W październiku 2013 roku FBI 
zamknęła internetową stronę Silk Road pośredniczącą 
w handlu narkotykami, a także innymi nielegalnymi 
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produktami i usługami [73]. Za jej pośrednictwem do-
konywano transakcji sprzedaży setek kilogramów niele-
galnych substancji od 2011 roku. Strona znajdowała się 
w obszarze Internetu określanym jako „Deep Web”, nie-
indeksowanym i niedostępnym za pomocą popularnych 
przeglądarek internetowych. Płatności dokonywano tam 
za pomocą Bitcoins, czyli wirtualnej waluty coraz bar-
dziej popularnej w sieci [74].
Istotnym zagrożeniem z punktu widzenia globalnego 
zdrowia publicznego są apteki internetowe działające 
„nielegalnie” (illicit/rogue Internet pharmacies) [75, 
76].Wykorzystują one różne formy marketingu w sieci, 
w tym także media społecznościowe. Łatwość wykorzy-
stania mediów społecznościowych do promocji nielegal-
nych leków wykazali Mackey i wsp., którzy umieścili 
na nich fikcyjne ogłoszenia dotyczące sprzedaży online 
leków na receptę. Pomimo potencjalnie nielegalnej tre-
ści tych ogłoszeń pozostawały one aktywne przez okres 
trwania eksperymentu (10 miesięcy), generując około 
2800 wizyt użytkowników zainteresowanych ofertą [77]. 
Źródłem informacji o narkotykach mogą być także 
aplikacje dostępne na smartfony. Bindhim i wsp. doko-
nali analizy aplikacji promujących użycie narkotyków, 
dostępnych w sklepach z aplikacjami, takimi jak Apple 
AppStore i Google Play [78]. Po zastosowaniu przeszu-
kiwania według haseł wyznaczonych wcześniej przez 
autorów publikacji dotyczących nielegalnych substancji 
w mediach znaleźli oni 356 aplikacji w Google Play i 54 
aplikacje w Apple AppStore. Wśród kategorii aplikacji 
opisanych przez tych autorów znajdowały się tapety, pro-
gramy udostępniające informacje o użyciu nielegalnych 
substancji oraz opowiadania na temat użycia narkotyków, 
gry i symulacje użycia leku. Do szczególnie spektakular-
nych przykładów aplikacji promujących narkotyki opisa-
nych przez tych autorów należała aplikacja zawierająca 
wszechstronne informacje o hodowli i używaniu konopi 
(WeedStrains 3D Free: joint Together©, a także aplikacja 
instruująca, jak sprzedawać „trawę” (How to SellWeed©). 
Wiele z tych aplikacji było oznaczonych jako nadające 
się do użytku przez dzieci. 
Powszechny dostęp do niektórych zasobów i usług 
internetowych może prowadzić do sytuacji, w której na-
wet upowszechnianie treści pozostających w konflikcie 
z obowiązującymi przepisami prawa może być źródłem 
dochodów dla usługodawców działających w Internecie. 
O tym, że takie praktyki zdarzają się nawet największym 
firmom, podkreślającym stosowanie się do zasad etyki 
w prowadzeniu działalności biznesowej, może świadczyć 
sytuacja opisana w USA. W 2013 roku dwóch stanowych 
prokuratorów generalnych zażądało od firmy Google wy-
jaśnień w związku z podejrzeniem, że osiąga ona docho-
dy poprzez umieszczanie w zasobach YouTube filmów 
zawierających linki do sprzedawców nielegalnych leków 
(Oxycontin, Percocet) [79].
Podsumowanie 
Rozwój Internetu radykalnie zmienił dostęp do infor-
macji i komunikację we współczesnych społeczeństwach. 
Poza licznymi korzyściami wynikającymi z rosnącej 
liczby zastosowań technologii internetowych w różnych 
dziedzinach życia jest on także źródłem różnego rodzaju 
zagrożeń. Wymiar zagrożeń zdrowotnych związanych 
z Internetem wydaje się bardzo istotny i realny. Poza 
bezpośrednimi skutkami uzależnienia od Internetu ist-
nieje wiele sfer oddziaływania, które mogą mieć poten-
cjalnie szkodliwe skutki dla osób korzystających z jego 
zasobów. Internet stał się atrakcyjnym polem działalności 
osób i organizacji prowadzących nielegalną działalność 
w zakresie np. handlu nielegalnymi substancjami lub też 
lekami, których dystrybucja w większości krajów jest 
kontrolowana. Część aptek działających w sieci nie wy-
maga od swoich klientów recept na oferowane im leki. 
Środki odurzające są także coraz częściej dystrybuowane 
za pośrednictwem stron internetowych. Internet to także 
platforma komunikacji dla społeczności, które promują 
modele zachowań szkodliwych albo ryzykownych, jak 
to ma miejsce w przypadku społeczności pro-ana czy też 
stron wspierających tendencje suicydalne. 
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