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個人情報とビッグデータ
─ 新聞記事（2000 年から 2016 年）に見る
インターネット上の個人情報に対する評価の変化 ─
Personal Information and Big Data
















































































































cookieは、 個 人 情 報 を 善 意 に 利 用 す れ ば、
webサイト側が、ユーザの識別や提供する







































































































































































































































































































































































































































































































































































起 さ れ た（ 朝 日2015 2/24朝 刊；5/18夕 刊；
11/10；2016 5/24朝刊）。さらに、他人の無線
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ら送られ個人情報を記録するプログラム
cookieは、個人情報を送信する基本的な仕組
みであり、サイトとのやり取りに使うもので
あるが、セキュリティソフトでは今でもスパ
イウェア扱いである。
　個人情報保護法は、利用サイトやアプリが
個人のネット履歴を収集するためには、個人
の同意を得ることと規定していた。すなわち、
アプリが個人情報を取得するときには、「同
意」が必要となるが、細かい利用規約に埋め
込まれている場合も多く、よく読まずに同意
している場合もあるだろう。多様なSNSの
サービスが提供され、フェイスブックを実名
で登録し、写真や生活を公開する人々がいる。
インターネットは、世界の人々とつながるの
であるが、世界中の人が見る可能性がある
ネットへ個人情報を掲載することへの抵抗感
が薄れているのではないだろうか。
　同意があれば個人情報を利用することが可
能となり、集めた個人情報をビッグデータと
して分析することに、企業は商機を見出すよ
うになった。ところが、JR東日本が利用者
の乗降履歴をビッグデータとして第三者に売
ろうとしたことから、利用者に反発が広がっ
た。JR東日本は、個人を特定できないよう
に加工していると釈明したが、SNSなどほか
のデータと突き合わせると個人が特定される
可能性がある。浅川は、事前説明もなく、利
用停止の窓口がなかったこと、データが秒単
位で詳細だったことを問題点として挙げてい
る［14］。さらに、岡嶋は、この乗降履歴で、「匿
名化」が問題だという。何らかの処理をして
「匿名化」すればよいと考えるのは安易であ
る。実名を仮名にして「匿名化」しても、実
名を割りだす技術があると警鐘を鳴らした
［15］。このスイカ問題を機に、個人情報保護
４．個人情報の利用に対する社会の受け
止め方の変化
　2000年以降、大容量のPCが提供され、高
速通信が可能となり、また、携帯電話に続き
情報端末としての機能が充実したスマホの登
場と普及で、インターネットを利用する環境
が激変した。情報端末の機能向上とともに、
ブログ、ゲーム、実名主義のフェイスブック、
短文で交流するツイッター、無料通信アプリ
LINEが登場し、個人が情報を発信するよう
になった。そして、最も注目すべきことは、
検索大手のグーグルがクラウドサービスを提
供して台頭したことである。無料のGmailが
提供され、ダウンロードしないからウィルス
がPCに侵入することがないと安全性がア
ピールされ、利用者はなぜ無料なのか深く考
えることなくありがたく使っていた。Gmail
が登場した時、本名でメールアドレスを作成
した人も多かった。グーグルは、検索サイト
に加え、インターネット閲覧ソフトGoogle 
Chrome、動画共有サービスYouTube、SNSで
あるGoogle+そして、スマホのOSアンドロイ
ドを無料で提供し、利用者を増大させた。グー
グルは、利用者の検索サイト画面に、利用者
の好みに合った広告を載せ収入を得ている。
杉浦によると、Googleは、登録した情報から
Gmailの内容まで、データを収集して、ビッ
グデータを売買しているのである［13］。傘
下のサービスで個人情報は統一され、より詳
細な個人データが蓄積されているのだ。
　ところで、個人情報保護法が制定されるま
では、個人情報を取得して、利用者に広告を
表示する「アドウェア」は、個人情報を抜き
取り外部へ送信するスパイウェアの一種とさ
れていた。また、ネット上で、利用サイトか
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ある。
５．おわりに
　個人が自分の個人情報を守るために、どの
ようにして個人情報が抜き取られるかを理解
する必要があるだろう。たとえば、cookieを
はじめ、個人情報が収集される技術的な仕組
みを理解していれば、過剰に不安を感じるこ
ともなくなり、適切に守るべき個人情報を選
択し対応することができる。そして、個人情
報の取り扱いに同意するときには、利用規約
を読むことを心掛けたい。そこで、岡嶋が指
摘するように、企業側は、個人情報の利用に
ついてわかりやすい表現で提示してほしいも
のだ［15］。法律上「同意」があればよいと
いうだけではなく、「同意」を得る場合、利用
規約に埋もれないように、わかりやすい表現
で説明することも、企業の個人情報および
ビッグデータの利用者責任として規定してほ
しいものである。
　個人情報について、プライバシー保護の考
え方と、ビッグデータとして活用する考え方
の関係は、今後の社会における新たな課題と
なっている。法律上で検討するだけではなく、
監督する政策側、利用する企業、提供する個
人それぞれが、ネットの仕組みを技術的に理
解したうえで、議論を進めたい。すなわち、
三者が同じ技術的理解の基盤に立つことで、
次の時代を創ることができるのだ。
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