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PENERAPAN LOAD BALANCING MENGGUNAKAN
METODE EQUAL COST MULTI PATH (ECMP) PADA
JARINGAN SEMESTA GROUP
Abstrak
Dewasa ini perkembangan teknologi informasi yang begitu cepat membawa
banyak perubahan terhadap aktivitas manusia. Banyak perusahaan hari ini yang
menggunkan dua jalur koneksi. Meskipun suatu perusahaan sudah memanfaatkan
penggunaan kedua link koneksi internet, muncul permasalahan baru jika salah satu
link mengalami gangguan. Seperti halnya pada kantor utama Semesta Group yang
memiliki dua koneksi atau link internet, dalam pelaksanaannya sering terjadinya
masalah saat mengakses internet dan sistem informasi, disebabkan penuhnya trafik
karena diakses secara bersamaan. Kendala kedua ketika salah satu link koneksi
mengalami gangguan maka divisi yang menggunakannya akan terhambat
pekerjaannya. Maka dari itu diperlukan “Penerapan Load Balancing Menggunakan
Metode Equal Cost Multi Path (ECMP) Pada Jaringan Semesta Group”. Load
balancing merupakan teknik pendistribusikan beban trafik pada dua atau lebih
jalur koneksi, agar trafik dapat berjalan lebih baik, dengan metode ECMP
memungkinkan pemindahan koneksi secara otomatis saat salah satu koneksi
mengalami gangguan ke koneksi yang aktif. Akan diimplementasikan pada kantor
kantor utama Semesta Group. Penerapat load balancing menggunakan metode
ECMP pada jaringan Semesta Group dapan berjalan dengan baik dengan
perbandingan gateway 5:1 yaitu 100 Mbps link pertama dan 20 Mbps link kedua.
Efek failover pada jaringan Semesta Group berjalan dengan baik ketika konkesi
salah satu link terputus secara otomatis koneksi akan di pindahkan ke link yang
aktif.
Kata kunci : Load Balancing, failover, ECMP, mikrotik
Abstract
Today the development of information technology is so fast that it brings
many changes to human activities. Many companies today use two
connection lines. Even though a company has taken advantage of the use of
both internet connection links, new problems arise if one of the links
experiences interference. As in the main office of the Semesta Group which
has two internet connections or links, in its implementation problems often
occur when accessing the internet and information systems, due to full traffic
because they are accessed simultaneously. The second obstacle is when one
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of the connection links is interrupted, the division using it will be hampered
by its work. Therefore, it is necessary to "Implement Load Balancing Using
the Equal Cost Multi Path (ECMP) Method in the Semesta Group Network".
Load balancing is a technique of distributing traffic loads on two or more
connection lines, so that traffic can run better, the ECMP method allows
automatic connection switching when one of the connections is interrupted to
an active connection. Will be implemented in the main office of the Semesta
Group. The load balancing application using the ECMP method on the
Semesta Group network can run well with a 5: 1 gateway ratio, namely 100
Mbps on the first link and 20 Mbps on the second link. The failover effect
on the Semesta Group network goes well when the connection to one of the
links is lost automatically the connection will be moved to the active link.
Keywords: Load Balancing, failover, ECMP, mikrotik
PENDAHULUAN
Dewasa ini perkembangan teknologi informasi yang begitu cepat membawa
banyak perubahan terhadap aktivitas manusia. Pemanfaat teknologi informasi yang
sangat luas dan semakin berkembang kususnya dalam bidang jaringan komputer
yang memungkinkan seseorang dapat berkomunikasi dan berbagi data dengan yang
lainnya, perusahaan satu dengan yang lain dapat terhubung, bahkan tidak hanya
lingkup lokal namun mencakup lingkup internasional yang dikenal dengan internet.
Internet dari awal diciptakan sampai saat ini telah membawa zaman pada
era yang sangat maju, membantu dan memudahkan aktivitas manusia dalam bidang,
pendidikan, bisnis, militer, otomotif, industri dan lainnya. Kini kebanyakan orang
tidak bisa lepas dari internet karena memang sangat dibutuhkan untuk melakukan
pekerjaan.
Semesta Group adalah perusahaan yang berfokus pada bisnis franchise
makanan dan minuman yang telah memiliki mitra di seluruh Indonesia. Semesta
Group memiliki beberapa divisi bagian, diantaranya Staff HRD, Divisi Marketing,
Divisi Customer Service, Divisi MCC, Research and Development, Digital
Printing, Sablon, Staff Packing Gudang.
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Setiap divisi memiliki perangkat yang digunakan untuk mendukung
pekerjaan seperti, Komputer, Laptop, Smartphone yang semunya terhubung
dengan internet. Kantor utama Semesta Group bertempat di Waringing Rejo RT04,
RW.22, Ngruki, Cemani, Kec. Grogol, Kabupaten Sukoharjo, Jawa Tengah dan
kantor kedua di Jl. Sidomukti No.103, Cemani, Kec. Grogol, Kabupaten
Sukoharjo, Jawa Tengah.
Banyak perusahaan hari ini yang menggunakan dua jalur koneksi atau link
untuk menunjang kelancaran dalam usahanya supaya berjalan dengan baik.
Beberapa perusahaan mengunakan link tersebut sebagai link utama dan link kedua
sebagai cadangan sehingga apabila link utama terjadi trouble, koneksi akan di
alihkan ke link cadangan. Ada juga perusahaan yang menggunakan dua link
koneksi untuk masing-masing divisi misalkan divisi A menggunakan link utama
dan divisi B menggunakan link cadangan.
Dalam penelitiannya yang berjudul “Implementasi Load Balancing
Menggunakan Metode Equal Cost Multi Path (ECMP) Pada Interkoneksi Jaringan”
Muhammad Khoirul Anwar dan Ida Nurhaida (2019) mengatakan bahwa masalah
yang sering terjadi dari penggunaan internet adalah masalah koneksi yang tidak
stabil. Meskipun suatu perusahaan sudah memanfaatkan penggunaan kedua link
koneksi internet untuk dipakai bersamaan tetapi memunculkan permasalahan baru
jika salah satu link mengalami gangguan. Gangguan tersebut dapat terjadi pada
router atau link koneksi internet yang digunakan serta trafik pada link koneksi
mengalami overload.
Seperti halnya pada kantor utama Semesta Group yang memiliki dua
koneksi atau link internet yang di manfaatkan secara terpisah beberapa divisi
menggunakan koneksi link pertama dan divisi yang lain menggunakan link koneksi
kedua. Dalam pelaksanaannya sering terjadinya masalah saat mengaakses internet
dan sistem informasi disebabkan penuhnya trafik karena diakses secara bersamaan.
Kendala kedua ketika salah satu link koneksi mengalami gangguan maka divisi
yang menggunakannya akan terhambat pekerjaannya. Maka dari itu diperlukan
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“Penerapan Load Balancing Menggunakan Metode Equal Cost Multi Path (ECMP)
Pada Jaringan Semesta Group”. Load balancing merupakan teknik
pendistribusikan beban trafik pada dua atau lebih jalur koneksi, agar trafik dapat
berjalan lebih baik, dengan metode ECMP memungkinkan pemindahan koneksi
secara otomatis saat salah satu koneksi mengalami gangguan ke koneksi yang aktif,
sehingga seolah-olah tidak terjadi apa-apa sehingga pekerjaan tetap berjalan
dengan baik.
Darmawana dan Teguh Imantob (2017), Load balancing merupakan suatu
teknik yang digunakan untuk memisahkan antara dua atau banyak network link.
Dengan mempunyai banyak link maka optimalisasi utilisasi sumber daya,
throughput, atau response time akan semakin baik karena mempunyai lebih dari
satu link yang bisa saling mem-backup pada saat network down dan menjadi cepat
pada saat network normal jika memerlukan 100% koneksi uptime dan yang
menginginkan koneksi upstream yang berbeda dan dibuat saling mem-backup.
“ECMP merupakan "persistent per-connection load balancing" atau "per-src-
dst-address combination load balancing". Begitu salah satu gateway unreachable
atau terputus, check-gateway akan menonaktifkan gateway tersebut dan
menggunakan gateway yang masih aktif, sehingga kita bisa mendapatkan effect
failover.” (mikrotik.id. Load Balance metode ECMP. Diakses pada Agustus, 12,
2020, dari http://www.mikrotik.co.id/artikel_lihat.php?id=76)
Menurut A. R. Gumelar, Anton dan U. Radiyah menyimpulkan dalam
penelitiannya bahwa dari pengujian metode ECMP (Equal Cost Multi Path) yang
telah dilakukan mampu membagi beban ketika ada salah satu link atau jalur
mengalami putus koneksi. Menurut Muhammad Fauzi Zurkarnaen dan M. Iqbal
Isnaini (2018), Load balancing dengan metode ECMP tidak mengakumulasi
bandwidth tapi membagi beban jaringan menjadi sama rata berdasarkan
perbandingan kecepatan tiap link internet.
Menurut Rahmad Dani dan Fajar Suryawan (2017), failover merupakan
kemampuan sebuah sistem untuk berpindah secara manual atau otomatis jika salah
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satu sistem mengalami kegagalan sehingga sistem lain menjadi backup bagi sistem
yang mengalami kegagalan. Menurut R. Pambudi dan M. A. Muslim (2017),
failover dapat memindahkan jalur akses secara otomatis.
METODE
Metodologi penelitian yang diakukan dalam implementasi menggunakan rancangan
penelitihan yang ditunjukkan pada Gambar 1.
Gambar 1. Rancangan penelitian
Gambar 1 menjelaskan alur perancangan jaringan komputer dikantor
Semesta Group, yaitu sebagai berikut:
Tahap pertama yaitu studi lapangan. Studi lapangan dilakukan dengan
melihat jaringaan kantor Semesta Group dan mewawancarai salah satu Founder
Semesta Group yang memiliki 2 (dua) link internet namun tidak digunakan secara
optimal yaitu tidak ada penerapan load balancing dan failover.
Topik dari penelitian ini adalah penerapan load balancing dengan metode
ECMP. Tahap kedua yaitu studi pustaka, pada tahap ini penulis mencari informasi
terkait dengan penelitian yang dilakukan. Informasi tersebut diperoleh dari buku,
tesis, jurnal dan website mikrotik Indonesia.
Tahap ketiga yaitu analisis kebutuhan. Tahap ini dilakukan untuk
menentukan software dan hardware apa yang digunakan dalam penelitian ini. Load
balancing dengan metode ECMP adalah salah satu fitur pada router Mikrotik yang
menggunakan 2 atau lebih link koneksi yang dapat memberikan efek failover, yaitu
jika salah satu koneksi terputus, koneksi akan di pindahkan ke link yang aktif.
Spesifikasi perangkat yang dibutuhkan untuk penerapan load balancing dengan
metode ECMP dapat dilihat pada Tabel 1.
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Tabel 1. Spesifikasi perangkat
No. Spesifikasi perangkat Keterangan
1. Ubuntu OS 20.04 Sistem opesai laptop pengguna
2. MikroTik RB2011UiAS-2HnD
router yang digunakan untuk
perancangan
3. Mikrotik routerOS Level 5
Sistem operasi mikrotik RB2011UiAS-
2HnD
4. Winbox v3.24
Perangkat lunak yang digunakan untuk
melakukan konfigurasi router mikrotik.
5. Kable UTP Media transmisi perancangan ini
Tahap keempat yaitu perancangan dan implementasi. Pada tahap
perancangan penulis membuat topologi load balancing dengan metode ECMP dan
topologi jaringan yang akan diimplementasikan pada kantor kantor utama Semesta
Group. Topologi jaringan yang akan digunakan sebagaimana dilihat pada Gambar
2 dan Gambar 3.
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Gambar 2. Topologi Load Balancing metode ECMP
Kantor Semesta Group memiliki 2 link koneksi dari provider yang berbedan dan
memiliki jumlah bandwidth yang berbeda yaitu 100 Mbps untuk link koneksi
pertama dan 20 Mbps untuk link koneksi kedua yang pada penelitian ini akan
diterapkan perbandingan gateway 5:1 dengan link yang berfungsi untuk membagi
beban penggunaan bandwidth.
Gambar 3. Topologi Jaringan Kantor Utama
Gambar 2 dan 3 dijelaskan topologi jaringan kantor utama mencakup dua
lantai. Di lantai satu, line dari mikrotik di bagi menjadi tiga sub koneksi. Semua
koneksi nirkable, satu khusus HRD dan dua untuk ruang rapat dan MCC. Di lantai
dua, line dari mikrtoik di bagi menjadi 3 sub koneksi, satu khusus PC Designer dan
dua koneksi untuk Customer Service Online.
Pada perancangan jaringan Semesta Group memiliki pengalamatan ip address
sebagaimana dijelaskan pada Tabel 2.
Tabel 2. Pengalamatan ip address
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No Interface Port (Bridge) Ip Address Bandwidth Subnet mask
1. ether1-indihome
192.168.100.13/24 100 Mb 255.255.255.0
2. ether2-firstmedia
192.168.1.6/24 20 Mb 255.255.255.0
3. Bridge1 port6 192.168.20.1/24 40 Mb 255.255.255.0
4. Bridge2 Port3 & port7 192.168.30.1/24 20 Mb 255.255.255.0
5. Bridge3 Port4 & port8 192.168.40.1/24 20 Mb 255.255.255.0
Jaringan internet dari 2 link ISP (internet Service Protocol) didistribusikan ke
kantor Semesta Group melalui kabel UTP. Dari router pusat yang diterapkan load
balancing didistribusikan dari port 3,4,6 dengan rincian, port1 dan 2 untuk link ISP.
Port3 mengarah ke router wifi 1 lantai 2 digunakan untuk divisi Customer Servise
Online 1, port2 mengarah ke router wifi 2 lantai 2 untuk divisi Customer Servise
Online 2, port6 mengarah ke switch-hub lantai 1, dari switch-hub dibagi kembali
dengan rincian port2 menuju router wifi 1 untuk ruang HRD, port3 menuju router
wifi 2 untuk divisi MCC, dan port4 kabel untuk divisi Trainer. Pada router pusat
Port7 dan port8 disediakan apabila sewaktu-waktu diperlukan penambahan
perangkat jaringaan, port5 dikhususkan untuk administrator dan keperluan yang
mendesak, sedangkat port yang tidak digunakan akan ditutup seperti port9 dan
port10.
Pada penerapan load balancing metode Equal Cost Multi Path (ECMP)
yaitu merupakan "persistent per-connection load balancing" atau "per-src-dst-
address combination load balancing". Begitu salah satu gateway unreachable atau
terputus, check-gateway akan menonaktifkan gateway tersebut dan menggunakan
gateway yang masih aktif, sehingga kita bisa mendapatkan effect failover. Pada
load balancing metode ECMP diperlukan konfigurasi pada mangle dan ip routes.
Konfigurasi awal untuk adalah konfigurasi koneksi internet dengan
memasukkan ip address setiap ethernet dan memberikan nama ethernet. Pada
perancangan jaringan ini penulis menggabungkan ip address pada berapa ethernet
dengan konfigurasi bridge, menggunakan DHCP client untuk kedua link dan DHCP
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server untuk distribusi ke client. Karena ada dua koneksi link, maka akan ada 2 rule
NAT masquerade. NAT atau Network Address Translation berfungsi
mengubungkan ip private ke ip public supaya dapat mengakses internet.
Ip firewall nat add chain=srcnat src-address=172.16.100.0/24 out-
interface=ether1-internet action=masquerade
srcnat menyamarkan ip privat menjadi ip public sehingga dapat terkoneksi dengan
internet yang pada ip address 172.16.100.0/24 pada interface ether1 yang mengarah
ke internet kemudian dengan action masquerade, artinya paket data dari sumber
jaringan lokal akan disamarkan.
Gambar 4. Panel NAT setelah konfigurasi
Selanjutnya konfigurasi ip firewall mangle dan ip route pada panel winbox
dengan memasukkan perintah pada new terminal. Penerapan load balancing
metode ECMP pada router mikrotik diperlukan konfigurasi ip firewall mangle yang
berfungsi untuk memetakan sebuah koneksi atau paket data ke gateway tujuan
dengan membuat rule mark-connection dan mark-routing kemudian melakukan
aturan routing supaya koneksi (outgoing) router tetap melalui interface yang sama
dengan interface trafik pada router (incoming).
/ip firewall mangle
add chain=input in-interface=ether1-indihome action=mark-connection new-
connection-mark=arah-isp-indihome
add chain=input in-interface=ether2-firstmedia action=mark-connection new-
connection-mark=arah-isp-firstmedia
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add chain=output connection-mark= arah-isp-indihome action=mark-routing new-
routing-mark=isp1-indihome
add chain=output connection-mark= arah-isp-firstmedia action=mark-routing new-
routing-mark=isp2-firstmedia
Chain Input menandai trafik yang masuk menuju ke router mikrotik, in-interface
menjadi jalur masuk paket data yaitu ether1-indihome, kemudian action untuk
menandai koneksi.
Gambar 5. Konfigurasi ip firewall mangle
Selanjutnya konfigurasi pada ip route, pada jaringan Semesta Group
memiliki 2 link yang berbeda kapasitas bandwidth maka diperlukan perbandingan
bandwidth 5 : 1 untuk membagi beban pada gateway dilakukan dengan konfigurasi





disini konfigurasi default route ke masing-masing gateway link koneksi agar router
meneruskan semua trafik yang tidak terhubung padanya ke gateway tersebut.
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Disini menggunakan fitur routing mark berguna jika salah satu link terputus maka
di alihkan ke link yang aktif.
/ip route
add dst-address=0.0.0.0/0 gateway=192.168.100.1 routing-mark=isp1-indihome
add dst-address=0.0.0.0/0 gateway=192.168.1.1 routing-mark=isp2-firstmedia
Gambar 6. Konfigurasi ip routes pembagian beban dan failover
Selanjutnya adalah setting DNS menggunakan open DNS Google 8.8.8.8
dan 8.8.4.4. Open DNS menjaga koneksi DNS ke link gateway tetap berjalan
ketika terjadi failover.
Gambar 7. Konfigurasi DNS
Setelah melakukan perancangan topologi jaringan selanjutnya adalah tahap
implementasi. Tahap implementasi jaringan akan diterapkan pada kantor utama
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Semesta Group yang memiliki 2 link address network 192.168.100.13 sebagai link
pertama dan 192.168.1.6 sebagai link kedua.
Tahap terakhir yaitu tahab pengujian. Dalam tahap pengujian akan
diakukan skenario pengujian jaringan sebagai berikut:
• Skenario pertama dilakukan pengujian saat load balancing atau kedua koneksi
link aktif dengan melakukan download file menggunakan xtreme downloader
dan streming di youtube. Ukuran file yang akan di download adalah 143 MB.
Streaming youtube menggunakan resolusi 720p (resolusi 1280 x 720).
• Skenario kedua dilakukan saat terjadi effect failover yaitu ketika salah satu
link gateway down dengan melakukan download file menggunakan xtreme
downloader dan streming di youtube. Ukuran file yang akan di download
adalah 143 MB. Streaming youtube menggunakan resolusi 720p (resolusi 1280
x 720).
• Skenario ketiga adalah pengujian perbedaan kecepatan koneksi saat terjadi
load balancing kedua link aktif dan saat terjadi effect failover yaitu salah satu
link down menggunakan aplikasi online Speedtest.
HASIL DAN PEMBAHASAN
Pada penelitian ini digunakan dua link koneksi internet dengan
perbandingan bandwidth 5:1 yaitu 100 Mbps dan 20 Mbps. Pada bagian ini
dilakukan pengujian load balancing dan failover serta dilakukan pengukuran
perpedaan kecepatan saat load balancing dan saat failover. Pengujian yang
dilakukan pada penelitian ini dapat dilihat pada bagian skenario eksperimen padaa
bab metode penelitian.
3.1 Hasil Load Balancing
Pada bagian ini dilakukan pengujian terhadap load balancing dengan metode
ECMP terhadap pembagian beban trafik pada kedua jalur koneksi yang dapat
dilihat bagian interface list melalui toolsWinbox.
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Gambar 8. Hasil load balancing kedua link aktif saat browsing
Gambar 9. Hasil load balancing kedua link aktif
Gambar 8 menunjukkan pembagian bandwdth saat browsing dan saat dilakukan
download file video ukuran 143 MBps terlihat bahwa terjadi pembagian beban
bandwidth yang ditunjukkan pada Gambar 9. Karena kapasitas bandwidth link
pertama lebih besar maka link pertama mendapat pembagian beban yang lebih
besar.
3.2 Hasil Failover
Pada bagian ini akan dilakukan pengujian failover terhadap koneksi jika
salah satu koneksi terputus. Interface list pada bagian ini berguna untuk mengetahui
beban trafik pada koneksi internet kedua link saat terjadi failover.
14
Gambar 10. Hasil failover ketika link 1 terputus
Gambar 11. Hasil failover ketika link 2 terputus
Pada Gambar 10 dan Gambar 11 menunjukkan bahwa load balancing
dengan metode ECMP dapat memberikan efek failover ketika link pertama
terputus secara otomatis akan di alihkan ke link kedua dan sebalikknya ketika link
kedua terputus maka beban koneksi akan berpindah ke link pertama.
3.3 Pengujian Speedtest
Pada bagian ini dilakukan pengujian kecepatan upload dan download
menggunakan aplikasi speedtest saat load balancing kedua link aktif dan ketika
terjadi efek failover atau salah satu koneksi link terputus.
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Gambar 12. Hasil Speedtest load balancing kedua koneksi aktif
Gambar 13. Hasil failover link pertama terputus
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Gambar 14. Hasil failover link kedua terputus
Pada Gambar 12, Gambar 13. dan Gambar 14 menunjukkan kecepatan
upload dan download saat load balancing dan ketika failover. Kecepatan upload




Berdasarkan hasil pengujian yang telah dilakukan pada penelitian ini, didapatkan
kesimpulan sebagai berikut:
• Penerapan load balancing menggunakan metode ECMP pada jaringan Semesta
Group dapan berjalan dengan baik dengan perbandingan gateway 5:1 yaitu
100 Mbps link pertama dan 20 Mbps link kedua yang mana link pertama yang
memiliki kapasitas bandwidth yang lebih besar mendapat beban trafik yang
lebih besar.
• Efek failover pada jaringan Semesta Group berjalan dengan baik ketika




Saran dan masukan untuk pengembangan dan peningkatan jarinagn Semesta Group
sehingga lebih optimal adalah pengadaan dan peningkatan kualitas perangkat
jaringan yang mampu memberikan pelayanan ke banyak pengguna, ini dapat
memaksimalkan kapasitas bandwidth yang besar supaya dapat digunakan dengan
baik dan dan merata ke semua pegawai.
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