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NASLOV: Civilnopravne posledice kršitve dolžnosti varovanja poslovne skrivnosti 
 
V magistrskem diplomskem delu je predstavljena pravna ureditev poslovne skrivnosti po 
implementaciji nove evropske direktive, pri čemer je poudarek predvsem na civilnopravnih 
posledicah v primeru kršitve dolžnosti varovanja poslovne skrivnosti. Magistrsko diplomsko delo 
obravnava varstvo poslovne skrivnosti kot alternativo ali dopolnilo varstvu pravic intelektualne 
lastnine, pri čemer izpostavi prednosti in slabosti obeh oblik pravnega varstva. Prednost patentnega 
varstva prepozna predvsem v prepovedi obratnega inženiringa, ki ga tako evropska in nacionalna 
zakonodaja štejeta za zakonit način pridobitve poslovne skrivnosti. Magistrsko diplomsko delo 
nadalje ugotavlja, da sta si evropska in ameriška ureditev varstva poslovnih skrivnosti podobni, 
največja odstopanja pa opaža pri obravnavi prijaviteljev nepravilnosti. Magistrsko diplomsko delo 
ugotavlja, da so civilnopravni zahtevki, ki jih ima na voljo imetnik poslovne skrivnosti na voljo 
zoper kršilca, na prvi pogled učinkoviti, za več pa bo potrebno počakati na oblikovanje sodne 
prakse. Ta se bo najverjetneje opirala na že vzpostavljeno sodno prakso glede zahtevkov iz Zakona 
o industrijski lastnini in Zakona o avtorski in sorodnih pravicah. Magistrsko diplomsko delo na 
koncu izpostavlja odstopanja nacionalne ureditve od evropske direktive in potencialne težave, ki 
jih to odstopanje prinaša. 
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TITLE: Civil consequences of a breach of the duty to protect trade secrets 
 
The master's thesis presents the Slovenian regulation of trade secrets after the implementation of 
the European directive, with emphasis on civil law consequences in case of unlawful acquisition, 
use and disclosure of trade secrets. The master's thesis deals with the protection of trade secrets as 
an alternative or supplement to intellectual property rights, highlighting the advantages and 
disadvantages of both forms of legal protection. The advantage of patent protection is recognized 
mainly in the prohibition of reverse engineering, which is considered to be a lawful way of 
obtaining trade secrets. The master's thesis further notes that the European and American 
regulations on the protection of trade secrets are very similar, the largest deviation is observed 
regarding whistleblowers. The master's thesis finds that civil law claims available to the holder of 
a trade secret against the infringer look effective at least on paper, but points out that before making 
any conclusions, it will be necessary to wait for the case law, which will most likely be based on 
already established case law regarding claims under the Intellectual Property Law. Finally, the 
master's thesis highlights the deviations of the national regulation from the European directive and 
the potential problems, related to this. 
 
KEY WORDS: trade secrets, protection of trade secrets, Trade Secrecy Act, Directive (EU) 









1 UVOD ..................................................................................................................................... 1 
2 POSLOVNA SKRIVNOST .................................................................................................. 2 
2.1 Pojem ............................................................................................................................... 2 
2.2 Pomen .............................................................................................................................. 3 
2.3 Ukrepi za varovanje poslovne skrivnosti ........................................................................ 4 
2.4 Alternativa in dopolnilo varstvu pravic intelektualne lastnine ........................................ 6 
3 SLOVENSKA PRAVNA UREDITEV DO SPREJEMA ZAKONA O POSLOVNI 
SKRIVNOSTI ........................................................................................................................... 8 
3.1 Splošno ............................................................................................................................ 8 
3.2 Ureditev po Zakonu o gospodarskih družbah ................................................................. 9 
3.3 Ureditev po Zakonu o delovnih razmerjih .................................................................... 11 
3.4 Ureditev po Zakonu o preprečevanju omejevanja konkurence ..................................... 12 
4 UREDITEV POSLOVNE SKRIVNOSTI NA MEDNARODNI RAVNI ...................... 14 
5 PRIMERJAVA VARSTVA POSLOVNE SKRIVNOSTI V ZDRUŽENIH DRŽAVAH 
AMERIKE IN V EVROPSKI UNIJI.................................................................................... 16 
5.1 Splošno .......................................................................................................................... 16 
5.2 Definicija poslovne skrivnosti v ZDA in EU ................................................................ 17 
5.3 Podobnosti ..................................................................................................................... 18 
5.4 Razlike ........................................................................................................................... 19 
5.5 Sklep .............................................................................................................................. 22 
6 UREDITEV PO ZAKONU O POSLOVNI SKRIVNOSTI............................................. 23 
6.1 Prenos Direktive (EU) 2016/943 v slovenski pravni red .............................................. 23 
6.2 Zakonita pridobitev, uporaba in razkritje poslovne skrivnosti ...................................... 23 
6.3 Protipravna pridobitev, uporaba in razkritje poslovne skrivnosti ................................. 25 
6.4 Izjeme ............................................................................................................................ 27 
6.5 Civilnopravne posledice kršitve dolžnosti varovanja poslovne skrivnosti ................... 28 
6.5.1 Splošno .................................................................................................................... 28 
6.5.2 Nedenarni zahtevki .................................................................................................. 29 
6.5.2.1 Prepovedni zahtevki ......................................................................................... 29 
6.5.2.2 Odstranitveni zahtevki ..................................................................................... 30 
6.5.2.3 Objava sodbe .................................................................................................... 30 
6.5.2.4 Plačilo denarnega nadomestila ......................................................................... 31 
6.5.3 Denarni zahtevki ..................................................................................................... 32 
6.5.3.1 Odškodnina ...................................................................................................... 32 
6.5.3.2 Civilna kazen ................................................................................................... 34 
 
 
6.5.4 Začasne odredbe ...................................................................................................... 35 
6.6 Odstopanja slovenske ureditve od Direktive (EU) 2016/943 ....................................... 36 
7 ZAKLJUČEK ...................................................................................................................... 39 






EU = Evropska unija 
NCCUSL = Nacionalna konferenca komisarjev za enotne državne zakone (ang. »National 
Conference of Commissioners on Uniform State Laws«) 
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TRIPS = Sporazum o trgovinskih vidikih pravic intelektualne lastnine (ang. »Agreement on 
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Poslovne skrivnosti so za imetnike izrednega pomena. Ker pa so ti zaradi globalizacije, oddaje del 
zunanjim izvajalcem, daljših dobavnih verig ter zaradi razvoja tehnologije vse pogosteje 
izpostavljeni nepoštenim praksam, katerih namen je protipravna prisvojitev poslovnih skrivnosti s 
krajo, nedovoljenim kopiranjem, gospodarskim vohunjenjem ali kršitvijo zahtev glede zaupnosti,1 
se je na ravni Evropske unije (v nadaljevanju EU) prepoznala potreba po poenoteni in celoviti 
civilnopravni ureditvi varstva poslovnih skrivnosti. V ta namen je bila sprejeta Direktiva (EU) št. 
2016/943 Evropskega parlamenta in Sveta z dne 8. junija 2016 o varstvu nerazkritega strokovnega 
znanja in izkušenj ter poslovnih informacij (poslovnih skrivnosti) pred njihovo protipravno 
pridobitvijo, uporabo in razkritjem (v nadaljevanju Direktiva). Pri tem magistrsko diplomsko delo 
postavlja hipotezo, da sta si evropska in ameriška ureditev varstva poslovne skrivnosti v bistvenem 
podobni, da pa vseeno ostaja njihova raven zaščite močnejša v Združenih državah Amerike (v 
nadaljevanju ZDA).  
 
Direktiva je bila v slovenski pravni red prenesena z Zakonom o poslovni skrivnosti2 (v 
nadaljevanju ZPosS), ki je začel veljati 20. aprila 2019. Ta v slovenski pravni red prinaša novo 
definicijo poslovne skrivnosti, opredeljuje zakonito in protipravno pridobitev, uporabo ter razkrije 
poslovne skrivnosti in ureja civilnopravne zahtevke v primeru kršitve. Cilj magistrskega 
diplomskega dela je predvsem z analizo zakonodaje in teorije raziskati, kakšna je slovenska pravna 
ureditev po prenosu Direktive s poudarkom na tem, kakšne zahtevke ima na voljo imetnik 
poslovne skrivnosti v primeru kršitve ter kakšna je učinkovitost le teh. Skladno s tem magistrsko 
diplomsko delo zavzame stališče, da nova celovita ureditev varstva poslovne skrivnosti nudi 
imetnikom poslovnih skrivnosti večji pregled nad pravno ureditvijo poslovne skrivnosti napram 
prejšnji ureditvi ter je že iz tega vidika bolj učinkovita. Ker se je zakonodajalec pri oblikovanju 
civilnopravnih zahtevkov opiral na določbe zakona, ki ureja industrijsko lastnino, in zakona, ki 
ureja avtorske in sorodne pravice, magistrsko diplomsko delo temelji na hipotezi, da se bo sodna 
praksa varstva poslovnih skrivnosti opirala na že obstoječo sodno prakso glede določb navedenih 
zakonov. Skladno s tem so v magistrskem diplomskem delu predstavljene vzporednice z drugimi 
podobnimi civilnopravnimi zahtevki iz zakonov, po katerih se je zakonodajalec zgledoval, ter z 
njimi povezana sodna praksa. 
 
                                                 
1 Gl. Direktivo, Recital 4. 
2 Zakon o poslovni skrivnosti, Ur. l. RS, št. 22/19. 
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Nadalje magistrsko diplomsko delo postavlja hipotezo, da patentno varstvo v primerjavi z 
varstvom poslovne skrivnosti, kadar sta oba načina varstva mogoča, nudi veliko višjo raven zaščite 
v primerih, ko so vložki v pridobitev novega znanja poslovne skrivnosti veliki, kopiranje 
pridobljenih informacij pa relativno nezahtevno in poceni.  
 




Do sprejetja Direktive so države članice v svojih zakonodajah različno opredeljevale pojem 
poslovne skrivnosti, posledično pa je bila različna tudi njihova raven zaščite. Zaradi sprejema 
Direktive, ki določa njihovo enotno opredelitev na ravni EU, je bilo potrebno z ZPosS v slovenski 
pravni red prenesti Direktivo in skladno z njo spremeniti obstoječo definicijo poslovne skrivnosti. 
Ta sedaj zajema strokovno znanje, izkušnje in dragocene poslovne informacije, ki njihovim 
imetnikom3 omogočajo večjo konkurenčnost in uspešnost na trgu ter večjo donosnost. Zaradi 
navedenega je v interesu imetnikov poslovnih skrivnosti, da te ostanejo nerazkrite oziroma 
zaupnega značaja.4 Strokovno znanje, izkušnje in dragocene poslovne informacije pa uživajo 
sodno varstvo zgolj, če izpolnjujejo tri kumulativne pogoje iz 2. člena ZPosS. Prvič, nerazkrito 
strokovno znanje, izkušnje in poslovne informacije morajo biti skrivnost, ki kot celota ali v 
natančni konfiguraciji in sestavi njenih komponent5 ni splošno znana ali lahko dosegljiva osebam 
v krogih, ki se običajno ukvarjajo s to vrsto informacij. Drugič, poslovna skrivnost mora imeti 
dejansko ali potencialno6 tržno vrednost. Ta je predvsem v pridobljeni konkurenčni prednosti 
imetnika poslovne skrivnosti na podlagi njene uporabe, medtem ko so drugi konkurenti iz uporabe 
dejansko izključeni prav zaradi njene zaupnosti.7 Pri tem ZPosS Direktivi ne sledi dobesedno, saj 
ta določa, da mora imeti informacija tržno vrednost, prav zato, ker je skrivnost, medtem ko ZPosS 
določa, da mora imeti poslovna skrivnost tržno vrednost sama po sebi.8 In tretjič, imetnik poslovne 
skrivnosti mora v danih okoliščinah razumno ukrepati, da jo ohrani kot skrivnost. Pri tem ZPosS 
uvaja izpodbojno domnevo, ki je Direktiva ne pozna, in sicer se zadnji pogoj domneva, če je 
                                                 
3 Imetnik poslovne skrivnosti je v 3. čl. ZPosS opredeljen kot fizična ali pravna oseba, ki ima zakoniti nadzor nad 
poslovno skrivnostjo. 
4 Predlog ZPosS, str.25. 
5 Prav tam. 
6 Predlog ZPosS, str. 25. 
7 Desai (2018), str. 483. 
8 Gostiša, Levovnik (2019), str.11. 
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imetnik poslovne skrivnosti informacijo določil kot poslovno skrivnost v pisni obliki in o tem 
seznanil vse osebe, ki prihajajo v stik ali se seznanijo s to informacijo.9 
 
Opredelitev poslovne skrivnosti je torej oblikovana tako, da zajema strokovno znanje in izkušnje, 
poslovne in tehnološke informacije, ki imajo tržno vrednost, kadar obstajata legitimni interes, da 
ostanejo podatki še naprej zaupni, in legitimno pričakovanje, da se ohrani taka zaupnost.10 Skladno 
z navedeno definicijo, poslovne skrivnosti zajemajo informacije o finančnem stanju podjetja, 
informacije o nameri skleniti občutljiv pravni posel,11 sezname strank, tehnološke izume, formule 
in kode, proizvodne procese, recepte, občutljive načrte izdelkov in trženja, odkritja raziskav ter 
druge poslovne informacije, ki njihovemu imetniku prav zaradi svoje zaupnosti zagotavljajo 
konkurenčno prednost.12 Poleg informacij, ki so splošno znane ali lahko dostopne osebam v 
krogih, ki se običajno ukvarjajo s to vrsto informacij, definicija poslovne skrivnosti izključuje tudi 
nepomembne informacije, izkušnje, znanja in spretnosti, ki jih zaposleni pridobijo v okviru 
običajnih službenih nalog.13 Hkrati ZPosS v tretjem odstavku 2. člena določa, da se za poslovno 
skrivnost ne morejo določiti informacije, ki so po zakonu javne, in informacije o kršitvi zakona ali 
dobrih poslovnih običajev. To pomeni, da podatki, ki so javni, ali podatki o kršitvi zakona in dobrih 
poslovnih običajev ne morejo biti zavarovani s poslovno skrivnostjo, zaradi česar njihov imetnik 
zoper osebo, ki je navedene podatke razkrila, nima na voljo civilnopravnih zahtevkov po ZPosS. 
 
2.2  Pomen 
 
Med razvijanjem in raziskovanjem se običajno pridobivajo pomembne informacije in znanja 
precejšnje tržne vrednosti, ki pa pogosto ne uživajo zaščite v okviru pravic intelektualne lastnine, 
čeprav so velikega pomena za konkurenčnost.14 Imetniki poslovnih skrivnosti lahko v sodobnem 
tržnem sistemu to konkurenčno prednost ohranijo le, če jim uspe obvarovati poslovne skrivnosti, 
ki jim zagotavljajo prednost na trgu.15 Zaščita pred nezakonitim pridobivanjem, razkrivanjem in 
uporabo poslovnih skrivnosti je tako ključna za zagotavljanje poštenega poslovnega okolja, vendar 
pri tem ne smemo pozabiti, da je kroženje znanja in informacij bistvenega pomena tudi za proces 
inovacij in ustvarjanja ter posledično za gospodarsko rast.16 Pri tem digitalizacija in globalizacija 
                                                 
9 Drugi odst. 2. čl. ZPosS. 
10 Predlog ZPosS, str. 25. 
11 Gaido (2017), str. 138. 
12 Desai (2018), str. 483. 
13 Predlog ZPosS, str. 25. 
14 Predlog Direktive, str. 2. 
15 Korporacijsko pravo (2009), str. 309. 
16 Report on the proposal for a directive (2015), str. 40. 
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na eni strani omogočata večje možnosti za odkrivanje novih inovacij in pridobivanje novih znanj, 
po drugi strani pa odpirata tudi večje možnosti za protipravno pridobitev teh zaupnih informacij 
in njihovo zlorabo.17 Pred digitalizacijo je bilo namreč potrebno za pridobitev zaupnih informacij 
konkurenta pridobiti v posest njegovo dokumentacijo ali prototipe v fizični obliki. Danes pa je 
pridobitev zaupnih informacij zaradi njihove digitalizacije veliko lažja. Hekerji namreč lahko iz 
kjerkoli na svetu prek svojih računalnikov dostopajo do digitaliziranih zaupnih informacij, jih 
shranijo na računalnik in prenesejo komurkoli in kamorkoli.18 Tehnološki napredki tako po eni 
strani povečujejo inovativnost in olajšujejo raziskave, po drugi strani pa povečujejo tveganja 
protipravne pridobitve informacij. Ureditev varstva poslovne skrivnosti, ki je naklonjena 
inovativnosti, zato pomeni spodbudo za zasebni sektor, da v večjem obsegu vlaga v raziskave in 
razvoj.19 Dejansko in pravno varstvo poslovne skrivnosti se namreč uporabljata za varovanje 
inovacij, ki so rezultat raziskovalnega in razvojnega dela, ter najrazličnejših informacij, ki 
presegajo tehnološka znanja in zajemajo komercialne podatke, kot so podatki o odjemalcih in 
dobaviteljih, poslovni načrti ter tržne raziskave in strategije.20 Nadalje te informacije prispevajo k 
ustvarjanju novega znanja in so osnova za nove inovativne poslovne modele, ki temeljijo na 
uporabi soustvarjenega znanja.21 Poslovne skrivnosti so tako ena izmed oblik varstva, s katerimi 
imetniki poslovnih skrivnosti zavarujejo svoje intelektualne stvaritve, inovativno strokovno znanje 
in izkušnje.22 Poslovne skrivnosti s tem, ko varujejo tako širok obseg strokovnega znanja in 
izkušenj ter poslovnih informacij, omogočajo njihovim imetnikom, da iz svojega znanja, izkušenj 
in poslovnih informacij ustvarijo dobiček, zaradi česar so še posebej pomembne za poslovno 
konkurenčnost.23  
 
2.3  Ukrepi za varovanje poslovne skrivnosti 
 
Za zaščito tovrstnega premoženja morajo imetniki poslovnih skrivnosti poskrbeti, da njihove 
dragocene informacije ostanejo tajne, pri čemer uporabljajo najbolj zanesljivo in uveljavljeno 
obliko varstva, tj. zaupnost.24 Novost je v tem, da so ustrezni ukrepi varovanja zaupnosti eden 
izmed kumulativnih pogojev za varstvo poslovnih skrivnosti, saj so imeli pred sprejemom ZPosS 
                                                 
17 Desai (2018), str. 484. 
18 Prav tam. 
19 Predlog Direktive, str. 2. 
20 Direktiva, Recital 2.  
21 Direktiva, Recital 3. 
22 Prav tam. 
23 Direktiva, Recital 2. 
24 Predlog Direktive, str. 2. 
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vlogo kvečjemu v dokaznem pravu.25 ZPosS kot enega izmed kumulativnih pogojev, da nerazkrito 
strokovno znanje, izkušnje in poslovne informacije uživajo pravno varstvo kot poslovna skrivnost, 
določa pogoj, da je imetnik poslovne skrivnosti v danih okoliščinah razumno ukrepal, da jo ohrani 
kot skrivnost.26 Slednje se domneva,27 če je imetnik poslovne skrivnosti informacijo določil kot 
poslovno skrivnost v pisni obliki in o tem seznanil vse osebe, ki prihajajo v stik s to informacijo 
ali se z njo seznanijo, zlasti družbenike, delavce, člane organov družbe in druge osebe. Skladno z 
navedeno zakonsko definicijo poslovne skrivnosti mora njen imetnik sprejeti proaktivne in 
neprekinjene ukrepe za varovanje poslovne skrivnosti, da se ohrani njen zaupni značaj.28 Imetniki 
poslovnih skrivnosti morajo tako določiti jasne dolžnosti varovanja poslovnih skrivnosti, za kar 
pa morajo najprej prepoznati in ovrednotiti potencialno pomembno znanje zaupnega značaja, ki 
ima tržno vrednost29 in jim daje konkurenčno prednost. Skladno s tem, morajo imetniki poslovnih 
skrivnosti za to, da njihove zaupne informacije in znanja uživajo pravno varstvo, sprejeti interne 
akte o varovanju poslovne skrivnosti, ki določajo, katere informacije so zaupne in jih klasificirajo, 
ter določajo, koga ta določila naslavljajo.30 Ob tem morajo imetniki poslovnih skrivnosti določiti 
natančne in učinkovite zaščitne ukrepe, ki se razlikujejo glede na lastnosti imetnika poslovne 
skrivnosti in predmet zaščite.31 Med drugim ti ukrepi vključujejo sklenitev pogodbenih klavzul o 
zaupnosti v pogodbah o zaposlitvi, sklenitev posameznih pogodb o zaupnosti oziroma o 
nerazkritju informacij s tretjimi osebami,32 omejitev dostopa do zaupnih informacij, izobraževanje 
zaposlenih o ravnanju z zaupnimi informacijami33 in sprejem ukrepov za varnost informacijskih 
sistemov in arhivov itd.34 
 
Pri presoji ravnanja imetnika poslovne skrivnosti je pomembno, ali je ta ravnal skrbno, t. j. ali je 
v danih okoliščinah razumno ukrepal, pri čemer je potrebno upoštevati tudi standard dobrega 
gospodarja ali gospodarstvenika, in z namenom zaščite svoje poslovne skrivnosti.35 V kolikor 
imetnik poslovne skrivnosti ne ravna dovolj skrbno, na način, da v danih okoliščinah ni razumno 
ukrepal, da bi nerazkrito strokovno znanje, izkušnje in poslovne informacije ohranil kot skrivnost, 
ti podatki ne izpolnjujejo zakonskih zahtev za poslovno skrivnost in posledično za pravno varstvo. 
Skladno z navedenim je bistvenega pomena, da imetniki zaupnih podatkov, ki imajo tržno vrednost 
                                                 
25 Hoeren, Münker (2018), str. 152. 
26 Gl. 3. alineo prvega odst. 2. čl. ZPosS. 
27 Gl. drugi odst. 2. čl. ZPosS. 
28 Hoeren (2020), str. 212. 
29 Prav tam. 
30 Gostiša, Levovnik (2019), str. 11. 
31 Hoeren (2020), str. 212. 
32 Prav tam. 
33 Gostiša, Levovnik (2019), str. 11. 
34 Hoeren (2020), str. 212. 
35 Predlog ZPoS, str. 25.  
6 
 
in ki jih je smiselno pravno zaščititi, sprejmejo učinkovite zaščitne ukrepe. Preko značilnosti 
razumnih ukrepov se namreč vzpostavi tudi originalna pridobitev. Kot določata Direktiva in ZPosS 
namreč ni bistveno, kdo je prvi odkril poslovno skrivnost, bistveno je, kdo ima nad njo zakonit 
nadzor.36  
 
Pri tem ZPosS uvaja izpodbojno domnevo,37 da je imetnik poslovne skrivnosti v danih okoliščinah 
razumno ukrepal, da jo ohrani kot skrivnost, če je informacijo določil kot poslovno skrivnost v 
pisni obliki in o tem seznanil vse osebe, ki prihajajo v stik ali se seznanijo s to informacijo, zlasti 
družbenike, delavce, člane organov družbe in druge osebe. Ker gre za izpodbojno domnevo in je 
pisna opredelitev poslovne skrivnost ter seznanitev relevantnih oseb le ena izmed možnosti 
razumnega ukrepanja, lahko domnevni kršitelj uspešno dokaže, da zgolj to ravnanje še ne more 
pomeniti razumnega ukrepanja, kot ga določa 3. alinea prvega odstavka 3. člena ZPosS oziroma 
ne zadosti standardu dobrega gospodarja ali gospodarstvenika. V kolikor navedeni zahtevi ni 
zadoščeno, ne gre za poslovno skrivnost, posledično pa tudi ni na voljo pravno varstvo po ZPosS. 
 
2.4  Alternativa in dopolnilo varstvu pravic intelektualne lastnine 
 
Rezultate svojih inovacijskih dejavnosti je možno pridržati na različne načine. Ena izmed možnih 
oblik pravnega varstva je zaščita preko pravic intelektualne lastnine, kot so patenti, pravice iz 
modela ali avtorske pravice, kadar so za to izpolnjeni pogoji. Druga možnost je zavarovanje 
dostopa do strokovnega znanja, izkušenj in drugih informacij, ki so nerazkrite in za imetnika 
dragocene, preko varstva poslovne skrivnosti.38 Tako ena kot druga oblika pravnega varstva imata 
določene prednosti in slabosti, ki jih je pred odločitvijo potrebno skrbno pretehtati glede na sam 
predmet zaščite in glede na vse ostale relevantne okoliščine. Pravno varstvo poslovnih skrivnosti 
je še posebej pomembno za zaščito informacij, ki so zunaj okvira prava intelektualne lastnine, torej 
npr. za informacije, ki niso patentabilne, a izpolnjujejo pogoje za poslovno skrivnost. Ne glede na 
to, pa se pravno varstvo poslovnih skrivnosti pogosto uporabi tudi za zaščito odkritij, ki bi jih bilo 
mogoče zaščititi tudi kako drugače, za kar obstoji več razlogov.  
 
                                                 
36 Hoeren (2020), str. 212. 
37 Gl. drugi odst. 2. čl. ZPosS. 
38 Direktiva, Recital 1. 
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V nasprotju s patenti lahko poslovne skrivnosti varujejo veliko širši krog informacij in niso 
časovno omejene na določen rok zaščite,39 saj je trajanje varstva poslovne skrivnosti odvisno od 
učinkovitosti ukrepov za varovanje poslovne skrivnosti, ki jih sprejme njen imetnik. Z izbiro 
varstva preko poslovne skrivnosti se imetnik poslovne skrivnosti izogne dragim, zapletenim in 
dolgotrajnim postopkom, saj je na njem zgolj dolžnost, da sprejme razume ukrepe, da se 
informacija ohrani kot skrivnost. Na ta način je zaupne informacije mogoče veliko lažje, hitreje in 
ceneje zaščititi, saj za njihovo varstvo ni potrebna nikakršna zapletena prijava in sodelovanje tretje 
osebe. Poslovne skrivnosti so tako privlačne, saj so cenejše od patentov in zahtevajo manj 
formalnosti. Strošek patentiranja je namreč odvisen od samega obsega patenta, postopka 
patentiranja, geografskega področja zaščite patenta, stroškov strokovnega zastopanja, poleg tega 
pa morajo imetniki patentov za vzdrževanje podeljenega patenta plačevati pristojbine v vsaki 
državi, v kateri imajo patent. S tem, ko varujejo svoje zaupne informacije kot poslovno skrivnost, 
se izognejo tveganju, da izgubijo dejanski monopol nad patentnimi podatki, če patentni urad 
zavrne prijavo, saj to pomeni, da jim pravno varstvo v zameno za razkritje ni podeljeno, oziroma 
se izognejo razkritju patentiranih informacij po dvajsetih letih, ko veljavnost patenta poteče.40 V 
zameno za pravno varstvo, ki ga odkritje uživa kot poslovna skrivnost, se namreč od imetnika 
poslovne skrivnosti ne zahteva nikakršno javno razkritje informacij, ki so predmet varstva, kot je 
to potrebno pri patentu,41 temveč ravno nasprotno – z razkritjem poslovne skrivnosti bi le te 
izgubile pravno varstvo. Po drugi strani pa poslovne skrivnosti ne podeljujejo imetnikom izključne 
pravice nad njimi oziroma se ta zgolj de facto vzpostavi preko dejstva, da je to znanje nerazkrito, 
in traja vse dokler tako tudi ostane. Pri poslovni skrivnosti pravica do izključitve drugih iz uporabe 
poslovne skrivnosti tako dejansko izhaja iz omejenega razkritja in razumnih prizadevanj za 
ohranjanje tajnosti poslovne skrivnosti.42 Pri tem tako Direktiva kot ZPosS določata, da se 
pridobitev poslovne skrivnosti z opazovanjem, proučevanjem, razstavljanjem na sestavne dele ali 
preizkušanjem izdelka ali predmeta, ki je bil dan na voljo javnosti ali je v zakoniti posesti 
pridobitelja (tj. obratni inženiring ali ang. »reverse engineering«), šteje za zakonit način 
pridobivanja informacij, razen če je pogodbeno drugače dogovorjeno. Skladno s tem, lahko tretje 
osebe neodvisno pridobijo isto strokovno znanje, izkušnje ali informacije43 in jih zakonito 
uporabijo, čeprav so poslovna skrivnost. Medtem obratni inženiring v primeru podelitve patenta 
                                                 
39 Stanković Juričić, Je uporaba instituta poslovne skrivnosti lahko učinkovito sredstvo zaščite inovativnosti?, URL: 
<http://www.itlaw-vsj.si/je-institut-poslovne-skrivnosti-lahko-ucinkovito-sredstvo-zascite-inovativnosti/> (dne 
20.8.2020). 
40 Desai (2018), str. 484-485. 
41 Prav tam, str. 484. 
42 Gaido (2017), str. 131. 
43 Direktiva, Recital 16. 
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načeloma44 ni dopusten, saj patentno varstvo podeljuje njegovemu imetniku izključno pravico za 
časovno omejeno obdobje. Slednje pomeni, da lahko imetnik patenta prepreči tretjim osebam, ki 
nimajo njegove privolitve, da predmet patenta izdelujejo, uporabljajo, ponujajo v prodajo, 
prodajajo ali v te namene uvažajo proizvod, ki je predmet patenta ali ki je bil pridobljen s 
postopkom, ki je predmet patenta,45 ne glede na to, na kakšen način so prišle do patentiranih 
informacij. Patentiranje tako v primerjavi z varstvom poslovne skrivnosti nudi veliko večjo 
zaščito, kadar so bili vložki v raziskave in razvoj veliki, kopiranje teh informacij pa je relativno 
nezahtevno in poceni. 
 
Tako patent kot poslovna skrivnost sta sicer učinkoviti obliki varstva intelektualne lastnine, katera 
pa je v konkretnem primeru primernejša, pa je odvisno od predmeta zaščite in od ostalih 
okoliščin.46 Pogosto pa varstvo poslovne skrivnosti ne predstavlja zgolj alternative patentni zaščiti, 
temveč je lahko tudi njena učinkovita dopolnitev. Četudi je patent podeljen za določeno odkrije, 
podjetja razpolagajo z znanjem in izkušnjami, ki, čeprav so tesno povezana s patentom, niso 
vključena v patentno prijavo in s tem zajeta s patentnim varstvom.47 To znanje in izkušnje je zato 
smiselno varovati kot poslovno skrivnost in ga na ta način zaščititi pred konkurenti oziroma 
potencialnimi konkurenti.  
 
 
3 SLOVENSKA PRAVNA UREDITEV DO SPREJEMA 
ZAKONA O POSLOVNI SKRIVNOSTI 
 
3.1  Splošno 
 
Poslovne skrivnosti so varovane že na ustavni ravni s pravico do svobodne gospodarske pobude 
iz 74. člena Ustave Republike Slovenije48 (v nadaljevanju RS). Ta poslovnim subjektom 
zagotavlja, da svobodno odločajo o tem, kdo in v kakšni obliki bo imel dostop do zaupnih podatkov 
o njihovem poslovanju.49 Temeljna opredelitev poslovne skrivnosti v slovenski zakonodaji je bila 
                                                 
44 Za izjeme gl. 19. čl. ZIL-1. 
45 ZIL-1 s komentarjem (2003), str. 101-102. 
46 Stanković Juričić, Je uporaba instituta poslovne skrivnosti lahko učinkovito sredstvo zaščite inovativnosti?, URL: 
<http://www.itlaw-vsj.si/je-institut-poslovne-skrivnosti-lahko-ucinkovito-sredstvo-zascite-inovativnosti/> (dne 
20.8.2020). 
47 Gaido (2017), str. 130. 
48 Ustava RS, Ur. l. RS, št. 33/91-I, 42/97 – UZS68, 66/00 – UZ80, 24/03 – UZ3a, 47, 68, 69/04 – UZ14, 69/04 – 
UZ43, 69/04 – UZ50, 68/06 – UZ121,140,143, 47/13 – UZ148, 47/13 – UZ90,97,99 in 75/16 – UZ70a. 
49 U-I-201/14-14, U-I-202/14-13 z dne 19. 2. 2015. 
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do sprejetja ZPosS podana v 39. členu Zakona o gospodarskih družbah50 (v nadaljevanju ZGD-1), 
varstvo poslovne skrivnosti pa je bilo urejeno v 40. členu ZGD-1 ter v številnih predpisih na 
področju delovnega, civilnega, upravnega, kazenskega prava in prava varstva konkurence.51, 52 
Glede na to, da gre pri različnih osebah, ki so dolžne varovati poslovno skrivnost, za različne 
povezave z imetnikom poslovne skrivnosti, so bili podani tudi različni temelji odgovornosti. Za 
zaposlene, ki so v delovnem razmerju, pomeni kršitev dolžnosti varovanja poslovne skrivnosti 
kršitev obveznosti iz delovnega razmerja. Dolžnosti vodilnih delavcih so še dodatno urejene s 
pogodbo, zaradi česar je podan dodatni temelj odgovornosti in sicer kršitev pogodbenih 
obveznosti. Član uprave ali poslovodja, ki bi ravnal v nasprotju z dolžno skrbnostjo, ki jo sicer 
določa že zakon, pa bi lahko poleg zakonske določbe kršil tudi morebitno pogodbeno določbo o 
zaupnosti ali dolžni skrbnosti. Družbeniki bi s kršitvijo dolžnosti varovanja poslovne skrivnosti 
ravnali v nasprotju s družbeno pogodbo in zakonsko določeno dolžnostjo medsebojne zvestobe. 
Položaju in odgovornosti posameznih oseb so prilagojene tudi sankcije, in sicer za delavce so to 
delovnopravne sankcije, za vodilne delavce sankcije za kršitev pogodbe, za člane uprave societetne 
sankcije, družbenika pa se lahko izključi.53 Kadar gre za dejanje nelojalne konkurence, pridejo v 
poštev sankcije po Zakonu o preprečevanju omejevanja konkurence54 (v nadaljevanju ZPOmK-1). 
Poleg navedenega ob izpolnjenosti splošnih predpostavk pridejo v poštev tudi sankcije 
odškodninskega prava.55 
 
3.2  Ureditev po Zakonu o gospodarskih družbah 
 
ZGD-1 je v 39. členu določal, da se za poslovno skrivnost štejejo podatki, za katere tako določi 
družba s pisnim sklepom, s katerim morajo biti seznanjeni družbeniki, delavci, člani organov 
družbe in druge osebe, ki morajo varovati poslovno skrivnost. Gospodarske družbe so tako lahko 
same opredelile, kaj je poslovna skrivnost, z izjemo podatkov, ki so po zakonu javni ali podatkov 
o kršitvi zakona ali dobrih poslovnih običajev.56 Navedeni člen je tako kot predmet poslovne 
skrivnosti določal podatek, ki je že pojmovno lahko predstavljal poslovno skrivnost le, če je 
skrivnost, torej, če je znan le določenemu omejenemu krogu ljudi, saj je zaupnost nujna značilnost 
                                                 
50 Zakon o gospodarskih družbah, Ur. l. RS, št. 65/09 - uradno prečiščeno besedilo, 33/11, 91/11, 32/12, 57/12, 44/13 
- odl. US, 82/13, 55/15 in 15/17. 
51 Konkurenčno pravo (2009), str. 309. 
52 Predlog ZPosS, str. 1. 
53 Veliki komentar ZGD-1 (2014), str. 221. 
54 Zakon o preprečevanju omejevanja konkurence, Ur. l. RS, št. 36/08, 40/09, 26/11, 87/11, 57/12, 39/13 – odl. US, 
63/13 – ZS-K, 33/14, 76/15 in 23/17. 
55 Veliki komentar ZGD-1 (2014), str. 221. 
56 Prav tam, str. 215. 
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poslovne skrivnosti.57 Skladno s tem je Vrhovno sodišče58 sprejelo stališče, da podatek, ki je znan 
ali dostopen širšemu krogu, že po naravi stvari ne more veljati za poslovno skrivnost in da so lahko 
predmet poslovne skrivnosti le podatki, ki za družbo pomenijo konkurenčno prednost v 
kakršnemkoli pogledu. Glede na navedeno, podatki, ki na konkurenčni položaj družbe ne vplivajo, 
ne morejo biti poslovna skrivnost.59 Poleg tega je ZGD-1 štel za poslovno skrivnost tudi podatke, 
za katere je očitno, da bi nastala občutna škoda, če bi zanje izvedela nepooblaščena oseba, ne glede 
na to, ali so kot taki določeni s pisnim sklepom. Družbeniki, delavci, člani organov družbe in druge 
osebe so bile odgovorne za izdajo poslovne skrivnosti, če so vedele ali bi morale vedeti za tako 
naravo podatkov. Iz navedenega izhaja, da smo po prejšnji pravni ureditvi poslovne skrivnosti v 
ZGD-1 poznali subjektivno in objektivno merilo opredelitve poslovne skrivnosti. Subjektivno 
merilo se je kazalo v tem, da je gospodarski subjekt sam s svojim aktom in voljo označil nek 
podatek kot poslovno skrivnost in zapovedal dolžnost njegovega varovanja. Objektivno merilo pa 
je izhajalo iz določbe zakona, ki je določala, kateri podatki so se, ne glede na to, ali so določeni s 
pisnim sklepom, po zakonu šteli za poslovno skrivnost. Slednje merilo je dopolnjevalo 
subjektivno, saj je zagotavljalo pravno zaščito tudi ostalim podatkom, ki jih ni bilo mogoče vnaprej 
in pravočasno zavarovati s sprejemom pisnega sklepa.60 Med tem ko zakon pri subjektivnem 
merilu ni določal, kakšnega pomena morajo biti zaupni podatki za družbo, je pri objektivnem 
merilu iz pogoja nastanka občutne škode jasno izhajalo, da je morala biti za podelitev pravne 
zaščite zaupnih podatkov potreba po varstvu teh nujna.61 Pri tem za pravno varstvo ni bilo 
potrebno, da je bil sporni podatek posredovan konkurentu, temveč je zadoščalo, da je za ta podatek 
izvedela nepooblaščena oseba.62 
 
ZGD-1 je določal, da mora gospodarski subjekt s pisnim sklepom, s katerim je določil podatek kot 
poslovno skrivnost, določiti tudi način varovanja poslovne skrivnosti, kamor spada tudi trajanje 
dolžnosti varovanja poslovne skrivnosti,63 in odgovornost oseb, ki morajo varovati poslovno 
skrivnost. Zakon je pri kršitvi dolžnosti varovanja poslovne skrivnosti določal krivdno načelo.64 
ZGD-1 je tako omejeval krog drugih oseb zgolj z zahtevo, da so »vedele ali bi morale vedeti«, da 
je podatek zaupen, zaradi česar je imela navedena določba velik domet. Zajemala je vse od 
nekdanjih družbenikov, vodilnih delavcev in članov organov do oseb, ki so z družbo v tesnejšem 
                                                 
57 Veliki komentar ZGD-1 (2014), str. 214. 
58 VS RS sodba VIII Ips 211/2012 z dne 02.09.2013. 
59 Veliki komentar ZGD-1 (2014), str. 216. 
60 Prav tam, str. 215. 
61 Prav tam, str. 216-217. 
62 Korporacijsko pravo (2009), str. 311. 
63 Prav tam, str. 312. 
64 Veliki komentar ZGD-1 (2014), str. 221. 
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poslovnem razmerju, poleg tega pa tudi vse ostale osebe, tako fizične kot pravne, ki so morda čisto 
naključno zvedele za zaupen podatek.65 Po ZGD-1 so tako imele dolžnost varovanja poslovne 
skrivnosti tudi osebe zunaj družbe, če so vedele ali če bi glede na naravo podatka morale vedeti, 
da je podatek poslovna skrivnost. Pri tem je ZGD-1 prepovedoval vsako ravnanje, s katerim bi 
osebe zunaj družbe poskušale v nasprotju z zakonom in voljo družbe pridobiti njeno poslovno 
skrivnost, vendar za kršitev prepovedi ni predpisoval posebnih sankcij, saj je bila ta določba 
varovana s predpisi kazenskega in civilnega prava ter prava nelojalne konkurence.66 
 
V sodni praksi67 se je vzpostavilo stališče, da splošna in pavšalna opredelitev zaupnih podatkov 
ne pomeni določitve poslovne skrivnosti, saj bi morali biti podatki, ki so poslovna skrivnost, 
določeni jasno in konkretno. Ker je družba tista, ki določi podatke, ki se štejejo za poslovno 
skrivnost, le izjemoma za takšno skrivnost veljajo tudi podatki, ki niso posebej in ustrezno 
opredeljeni, a je očitno, da bi nastala občutna škoda, če bi zanje izvedela nepooblaščena oseba. V 
zvezi z določitvijo poslovne skrivnosti je Vrhovno sodišče68, 69 zavzelo stališče, da določitev 
poslovne skrivnosti ne sme omejevati temeljnih korporacijskih pravic družbenikov in da pravica 
do vpogleda v knjige in spise družbe po naravi stvari vključuje tudi možnost vpogleda v podatke, 
ki so poslovna skrivnost. Glede na to, da je družbenik dolžan varovati podatke, ki so poslovna 
skrivnost, mu vpogleda v dokumentacijo družbe zgolj zaradi obstoja objektivne možnosti 
posredovati zaupne podatke nepooblaščenim osebam ni dopustno omejevati, prav tako dolžnost 
varovanja poslovne skrivnosti veže tudi strokovno usposobljeno osebo, s katero si družbenik pri 
vpogledu lahko pomaga. 
 
3.3  Ureditev po Zakonu o delovnih razmerjih 
 
Zakon o delovnih razmerjih70 (v nadaljevanju ZDR-1) je določal in še naprej določa dolžnost 
varovanja poslovne skrivnosti kot eno izmed temeljnih obveznosti delavca. ZDR-1 je v prvem 
odstavku 38. člena določal, da delavec ne sme izkoriščati za svojo osebno uporabo ali izdati 
tretjemu delodajalčevih poslovnih skrivnosti, ki jih kot take določi delodajalec, in ki so bile 
delavcu zaupane ali s katerimi je bil seznanjen na drug način. Ta določba sicer tudi po sprejemu 
ZPosS ostaja nespremenjena, edina razlika je, da se je ZDR-1 in tudi ostala področna zakonodaja 
                                                 
65 Veliki komentar ZGD-1 (2014), str. 221. 
66 Korporacijsko pravo (2009), str. 313. 
67 VDSS sodba Pdp 1132/2013 z dne 10.04.2014. 
68 Veliki komentar ZGD-1 (2014), str. 217-218. 
69 VS RS sklep III Ips 75/2010 z dne 27.01.2011. 
70 Zakon o delovnih razmerjih, Ur. l. RS, št. 21/13, 78/13 – popr., 47/15 – ZZSDT, 33/16 – PZ-F, 52/16, 15/17 – odl. 
US, 22/19 – ZPosS in 81/19. 
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pri razlagi pojma poslovne skrivnosti opirala na določbo 39. člena ZGD-1, sedaj pa se opira na 2. 
člen ZPosS. ZDR-1 je tako prepovedoval in še naprej prepoveduje izkoriščanje poslovne skrivnosti 
za svojo osebno rabo (zloraba) in seznanjanje tretjih nepooblaščenih oseb s poslovno skrivnostjo 
(izdaja).71 Pred sprejetjem ZPosS je ZDR-1 v drugem odstavku 39. člena določal, da se za 
poslovno skrivnost štejejo tudi podatki, za katere je očitno, da bi nastala občutna škoda, če bi zanje 
izvedela nepooblaščena oseba. Sedaj je ta določba odpravljena in usklajena z opredelitvijo 
poslovne skrivnosti po ZPosS. Skladno z ZDR-1 je delavec odgovarjal za kršitev, če je vedel ali 
bi moral vedeti za tak značaj podatkov, pri čemer ni bilo relevantno, ali je delavec s kršitvijo 
pridobil kako premoženjsko korist.72 ZDR-1 je torej določal krivdno načelo, malomarnost oziroma 
namen delavca pa se je presojal glede na njegov položaj, dela, ki jih je opravljal, njegova znanja 
in zmožnosti.73 Skladno z določbami ZDR-1 je lahko delavec zaradi kršitve dolžnosti varovanja 
poslovne skrivnosti disciplinsko74 in odškodninsko75 odgovarjal, možna je bila tudi redna76 ali 
izredna77 odpoved pogodbe o zaposlitvi, če so bili za to izpolnjeni zakonski pogoji.78 Navedena 
ureditev z izjemo drugega odstavka 39. člena ZDR-1 ostaja nespremenjena.  
 
Pri tem se je sodna praksa79 postavila na stališče, da sama hramba dokumentov, ki vsebujejo 
poslovno skrivnost, na službenem računalniku, četudi ne sodijo v delavčev delokrog, še ne pomeni 
kršitve poslovne skrivnosti, saj prenos dokumentov na službeni računalnik in njihova hramba še 
ne predstavljata izkoriščanja, zlorabe ali posredovanja podatkov v okviru kršitve poslovne 
skrivnosti. 
 
3.4  Ureditev po Zakonu o preprečevanju omejevanja konkurence 
 
Nelojalno konkurenco prepoveduje že tretji odstavek 74. člena Ustave RS.80 Na zakonski ravni jo 
prepoveduje ZPOmK-1, ki jo v 63.a členu definira preko sistema generalne klavzule, pri čemer pa 
med drugim eksemplifikativno določa, da se kot dejanje nelojalne konkurence šteje tudi 
protipravno pridobivanje poslovne tajnosti drugega podjetja ali neupravičeno izkoriščanje zaupne 
poslovne tajnosti drugega podjetja. Kljub temu, da ZPOmK-1 navedeno ravnanje našteva med 
                                                 
71 ZDR-1 s komentarjem (2016), str. 217-218. 
72 Prav tam. 
73 Prav tam, str. 218. 
74 Gl. 172. čl. ZDR-1. 
75 Gl. 177. čl. ZDR-1. 
76 Gl. 89. čl. ZDR-1. 
77 Gl. 110. čl. ZDR-1. 
78 ZDR-1 s komentarjem (2016), str. 218. 
79 VDSS sodba Pdp 1132/2013 z dne 10.04.2014. 
80 ZVK s komentarjem (1993), str. 69-70. 
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primere nelojalne konkurence, je pri presoji ravnanja potrebno ugotoviti tudi vse elemente 
generalne klavzule iz drugega odstavka 63.a člena, in sicer, da gre za dejanje podjetja pri 
nastopanju na trgu, ki je v nasprotju z dobrimi poslovnimi običaji, ter da se z njim povzroči ali 
utegne povzročiti škoda drugim podjetjem.81 Šele, če so vsi ti elementi podani, gre za nelojalno 
konkurenco, ki je v skladu s prvim odstavkom 63.a člena prepovedana.82 Krog oseb, na katere se 
nanaša zakonska prepoved nelojalne konkurence, je tako ožji kot pri dolžnosti varovanja poslovne 
skrivnosti, kot jo je določal ZGD-1, saj mora biti, da gre za dejanje nelojalne konkurence, med 
drugim podan element, da je subjekt podjetje, ki nastopa na trgu. Pri tem je odgovornost 
povzročitelja za dejanje nelojalne konkurence podana že, če obstoji vzročna zveza med ravnanjem 
povzročitelja in posledico, kar pomeni, da je odgovornost povzročitelja objektivna.83 Morebitna 
krivda je pomembna zgolj pri uveljavljanju odškodninske odgovornosti.84  
 
Nelojalna konkurenca je prepovedana iz razloga, ker subjekt s takim ravnanjem krši dolžnost 
poštenega tržnega obnašanja. Če s takim ravnanjem hkrati poseže tudi v pravico drugega subjekta, 
ima ta možnost, da uveljavlja pravno varstvo svoje pravice.85 ZPOmK-1 v 63.b členu, ki ureja 
pravice prizadetega udeleženca, določa, da lahko oseba, ki ji je bila z dejanjem protipravne 
pridobitve poslovne tajnosti ali neupravičenim izkoriščanjem zaupne poslovne tajnosti povzročena 
škoda, zahteva odškodnino po pravilih obligacijskega prava.86 Dalje navedeni člen določa, da 
lahko s tožbo v pravdnem postopku zahteva tudi prepoved nadaljnjih dejanj nelojalne konkurence, 
uničenje predmetov, s katerimi je bilo storjeno dejanje nelojalne konkurence, in vzpostavitev 
prejšnjega stanja, če je to mogoče.87 Poleg tega lahko zahteva tudi objavo sodbe v sredstvih 
javnega obveščanja, če je bilo dejanje nelojalne konkurence storjeno s sredstvi javnega obveščanja 
ali podobno (npr. z letaki, napisi na javnih krajih) ali je prizadelo veliko udeležencev.88, 89 Kadar 
subjekt z dejanjem nelojalne konkurence sočasno protipravno poseže tudi v katero izmed pravic 
intelektualne lastnine, lahko imetnik pravice uveljavlja bodisi zahtevke zaradi posega v pravico 
bodisi zaradi nelojalne konkurence. Ti so sicer po vsebini praktično identični, vendar se pogoji za 
njihovo uveljavljanje razlikujejo glede na pravni naslov, na podlagi katerega imetnik uveljavlja 
pravno varstvo. Za zahtevke zaradi posega v pravico se subjekti odločijo, kadar je nesporen obstoj 
pravice in poseg vanjo, saj se s tem izognejo dokazovanju elementov generalne klavzule o nelojalni 
                                                 
81 ZVK s komentarjem (1993), str. 73-74. 
82 Prav tam, str. 75. 
83 Temelji civilnega in gospodarskega prava (2012), str. 469. 
84 ZVK s komentarjem (1993), str. 75. 
85 Prav tam, str. 72. 
86 Gl. prvi odst. 63.b čl. ZPOmK-1. 
87 Gl. drugi odst. 63.b čl. ZPOmK-1. 
88 Gl. tretji odst. 63.b čl. ZPOmK-1. 
89 Predlog ZPosS, str. 3. 
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konkurenci, predvsem težavnemu dokazovanju kršitve dobrih poslovnih običajev.90 Navedena 
ureditev iz ZPOmK-1 ostaja tudi po sprejetju ZPosS nespremenjena. 
 
 
4  UREDITEV POSLOVNE SKRIVNOSTI NA MEDNARODNI 
RAVNI 
 
Do sprejetja Direktive so države članice EU samostojno urejale poslovne skrivnosti, saj so bile te 
na mednarodni ravni zgolj skopo urejene. Področja varstva poslovne skrivnosti sta se namreč 
dotikali le dve mednarodni pogodbi in sicer podrobneje Sporazum o trgovinskih vidikih pravic 
intelektualne lastnine (v nadaljevanju TRIPS)91 in zgolj posredno Pariška konvencija za varstvo 
industrijske lastnine.92 Slednja poslovnih skrivnosti izrecno ne omenja, temveč je relevantna za 
področje varovanja poslovnih skrivnosti le zaradi svojih določb o nelojalni konkurenci. Slednjo v 
10.bis členu definira kot vsako konkurenčno dejanje, ki nasprotuje poštenim običajem v industriji 
ali trgovini, med takšna dejanja pa je običajno mogoče šteti tudi kršitev dolžnosti varovanja 
poslovne skrivnosti. 
 
TRIPS, ki področje varovanja poslovnih skrivnosti ureja podrobneje, v 39. členu določa, da so 
članice pri zagotavljanju učinkovitega varstva proti nelojalni konkurenci dolžne varovati 
neobjavljene informacije. Fizične in pravne osebe morajo imeti možnost preprečiti, da se 
informacija, ki je zakonito pod njihovim nadzorom, brez njihovega privoljenja objavi ali da jo 
drugi pridobijo ali uporabijo brez njihovega privoljenja v nasprotju s pošteno trgovinsko prakso. 
Ta možnost jim mora biti zagotovljena le, če je ta informacija skrivnost v smislu, da ni njena celota 
ali natančna konfiguracija in sestava njenih komponent splošno znana ali lahko dosegljiva osebam 
v krogih, ki se običajno ukvarjajo s to vrsto informacij, in ima ta informacija trgovinsko vrednost 
in je oseba, ki ima zakoniti nadzor nad to informacijo, v teh okoliščinah razumno ukrepala, da 
ohrani informacijo kot skrivnost. TRIPS prav tako nalaga članicam posebno dolžnost varovanja 
neobjavljenih podatkov, ki so bili predloženi vladam ali vladnim agencijam kot pogoj za 
dovoljenje trženja farmacevtskih ali kmetijskih kemičnih proizvodov. Poleg tega morajo članice 
zaščititi take podatke pred razkritjem, razen kadar je to potrebno za zaščito javnosti ali če se ne 
                                                 
90 ZVK s komentarjem (1993), str. 72-73. 
91 Sporazum o trgovinskih vidikih pravic intelektualne lastnine, Ur. l. RS-MP, št. 10/1995. 
92 Pariška konvencija za varstvo industrijske lastnine, Ur. l. SFRJ-MP, št. 5/1974, št. 7/1986, Ur. l. RS št. 24/1992, 
Ur. l. RS-MP, št. 9/1992, št. 3/2007. 
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sprejmejo ukrepi za zagotovitev varnost podatkov pred nepošteno trgovinsko uporabo. Kljub temu, 
da vsebuje določene smernice, TRIPS ni poenotil ravni pravnega varstva poslovnih skrivnosti. 
 
Prav zaradi odprave različnih nacionalnih ravni zaščite poslovne skrivnosti in s tem povezane 
krepitve notranjega trga je bila 8. junija 2016 sprejeta Direktiva (EU) 2016/943 Evropskega 
parlamenta in Sveta o varstvu nerazkritega strokovnega znanja in izkušenj ter poslovnih informacij 
(poslovnih skrivnosti) pred njihovo protipravno pridobitvijo, uporabo in razkritjem. Pred 
sprejemom in implementacijo Direktive je namreč imela vsaka od držav članic svojo opredelitev 
poslovne skrivnosti in različno raven zaščite poslovnih skrivnosti, kar je vodilo v razdrobljenost 
notranjega trga.93 Zgolj redke države članice so v svoji zakonodaji opredeljevale poslovne 
skrivnosti in določale, v katerih primerih je potrebno njihovo pravno varstvo.94 Pomanjkanje 
doslednih ureditev varstva poslovne skrivnosti je imelo odvračilni učinek od čezmejnih raziskav 
in razvoja, prav tako pa so žrtve zlorabe poslovne skrivnosti redko uporabila tista pravna sredstva, 
ki so jih sploh imele na voljo.95 Preden je Direktiva poenotila definicijo poslovne skrivnosti v EU, 
je bilo namreč sodno uveljavljanje pravnega varstva poslovne skrivnosti izredno drago. Najprej je 
bilo potrebno ugotoviti, ali določene informacije v konkretni državi članici sploh uživajo zaščito 
kot poslovna skrivnost. Že to je samo po sebi terjalo od imetnika poslovne skrivnosti čas in denar, 
poleg tega pa je bil imetnik poslovne skrivnosti obremenjen še s pravdnimi stroški. Skladno s tem 
enotna definicija poslovne skrivnosti v državah članicah, ki pa je primerljiva tudi z definicijo v 
ZDA, zmanjšuje stroške uveljavljanja sodnega varstva poslovne skrivnosti. Poleg tega je Direktiva 
poenotila ukrepe za ohranjanje tajnosti informacij med sodnim postopkom, ki so sedaj veliko bolj 
dosledni.96 Skladno z navedenim je Direktiva na ravni EU poenotila pojem poslovne skrivnosti, 
postopke in ukrepe v primeru kršitev.97 Do sprejetja Direktive namreč ni bila povsod mogoča 
izdaja začasnih odredb zaradi zavarovanja poslovne skrivnosti, prav tako države članice niso imele 
ustreznih pravil o določanju višine odškodnine za primere protipravne prilastitve poslovne 
skrivnosti, alternativne metode, kot je višina nadomestila za zakonito uporabo, pa niso bile na 
voljo v vseh nacionalnih ureditvah. Poleg tega številne države članice v svojih ureditvah niso imele 
predpisov o varovanju poslovne skrivnosti v pravdnem postopku ali pa so bili ti neustrezni, kar je 
imetnike poslovne skrivnosti še dodatno odvračalo od uveljavljanja sodnega varstva.98 Cilj novega 
okvira je bil tako predvsem določiti pravila na ravni EU za približevanje nacionalnih zakonodajnih 
                                                 
93 Desai (2018), str. 486. 
94 Predlog Direktive, str. 5. 
95 Desai (2018), str. 489.  
96 Prav tam, str. 506. 
97 Predlog ZPosS, str. 5. 
98 Predlog Direktive, str. 5. 
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sistemov z namenom zagotovitve zadostne in dosledne ravni zaščite poslovnih skrivnosti na 
notranjem trgu v primeru nezakonitega pridobivanja, uporabe ali razkritja poslovne skrivnosti. 
 
 
5 PRIMERJAVA VARSTVA POSLOVNE SKRIVNOSTI V 
ZDRUŽENIH DRŽAVAH AMERIKE IN V EVROPSKI UNIJI 
 
5.1  Splošno 
 
V globalni ekonomiji, kjer lahko grožnje poslovnim skrivnostim in s tem konkurenčnosti njihovih 
imetnikov pridejo iz celega sveta, je potrebno zagotoviti usklajeno raven zaščite poslovne 
skrivnosti v različnih državah po svetu. 
 
V ZDA je pravo varstva poslovne skrivnosti (ang. »trade secret law«) nastalo kot stvaritev sodišč 
že v sredini 19. stoletja in sicer skozi sodno prakso glede odškodninskega prava v zvezi s kršitvami 
zaupnosti, nelojalno konkurenco, neupravičeno obogatitvijo in zlorabami, povezanimi s posegom 
ali nepooblaščenim dostopom do lastnine tožnika.99 Leta 1979 je Nacionalna konferenca 
komisarjev za enotne državne zakone (v nadaljevanju NCCUSL) izdala Uniform Trade Secret Act 
(v nadaljevanju UTSA), ki predstavlja prvo celovito prizadevanje za kodifikacijo prava varstva 
poslovne skrivnosti. Čeprav NCCUSL nima zakonodajne oblasti, so UTSA sprejele skoraj vse 
zvezne države. Težava pa je bila v tem, da so določbe UTSA postale zavezujoče le do te mere, do 
katere so se jih zakonodajalci posameznih zveznih držav odločili sprejeti. Zaradi tega je bil na 
federativni ravni leta 2016 sprejet Defend Trade Secrets Act, ki je kodificiran v aktu United States 
Code (v nadaljevanju U.S.C.) v členih od 1831 do 1839.100 
 
ZDA so bile tako, kar zadeva oblikovanje zakonodaje o varovanju poslovnih skrivnosti, vzor 
posameznim državam članicam EU, s sprejetjem Direktive pa tudi EU. Posledično imata ameriška 
in evropska zakonodaja veliko podobnosti, kar olajša učinkovito zaščito poslovnih skrivnosti pri 
čezatlantskem poslovanju. Kljub temu pa med ameriško in evropsko zakonodajo obstajajo 
pomembne razlike, zlasti kar zadeva varstvo prijaviteljev nepravilnosti (ang. »whistleblowers«).101 
 
                                                 
99 Gaido (2017), str. 132. 
100 Prav tam, str. 133-134. 
101 Gaido (2017), str. 136. 
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5.2  Definicija poslovne skrivnosti v ZDA in EU 
 
Po ameriški ureditvi je poslovna skrivnost, za razliko od evropske ureditve, poleg patenta, 
blagovne znamke in avtorske pravice ena izmed pravic intelektualne lastnine.102 Direktiva namreč 
v preambuli določa, da z njenimi določbami ne bi smele biti uvedene nikakršne izključne pravice 
do strokovnega znanja in izkušenj ali informacij, ki so varovane kot poslovna skrivnost.103 Ne 
glede na to pa ameriška zakonodaja kot tudi evropska Direktiva zelo podobno opredeljujeta 
poslovno skrivnost. Poenostavljeno, iz obeh definicij poslovne skrivnosti izhajajo tri zahteve in 
sicer, prvič, v obeh pravnih ureditvah je poslovna skrivnost informacija, ki ni splošno znana ali 
lahko dosegljiva in drugič, ima ravno iz tega razloga tržno vrednost, ter tretjič, je imetnik poslovne 
skrivnosti sprejel razumne ukrepe, da jo ohrani kot skrivnost.  
 
Pojem poslovne skrivnosti je v ameriški ureditvi podan v 18 U.S.C. § 1839(3), ki določa, da izraz 
poslovna skrivnost pomeni vse oblike in vrste finančnih, poslovnih, znanstvenih, tehničnih, 
ekonomskih ali inženirskih informacij, vključno z vzorci, načrti, zbirkami, programskimi 
napravami, formulami, načrti, prototipi, metodami, tehnikami, procesi, postopki, programi ali 
kodami, bodisi materializiranimi ali nematerializiranimi, in ne glede na to, ali so shranjene v 
fizični, elektronski, grafični, fotografski ali pisni obliki, če je njihov imetnik sprejel razumne 
ukrepe za varovanje takih informacij in imajo informacije neodvisno ekonomsko vrednost, 
dejansko ali potencialno, ker niso splošno znane ali zlahka ugotovljive s primernimi sredstvi s 
strani druge osebe, ki lahko z razkritjem ali uporabo informacij pridobi ekonomsko korist. 
Direktiva pa v prvem odstavku 2. člena določa, da poslovna skrivnost pomeni informacijo, ki je 
skrivnost v smislu, da kot celota ali v natančni konfiguraciji in sestavi njenih komponent ni splošno 
znana ali lahko dosegljiva osebam v krogih, ki se običajno ukvarjajo s to vrsto informacij in ima 
tržno vrednost, ker je skrivnost, ter je oseba, ki ima zakoniti nadzor nad to informacijo, v danih 
okoliščinah razumno ukrepala, da jo ohrani kot skrivnost. 
 
Iz navedenih definicij poslovne skrivnosti pa so razvidne tudi nekatere manjše razlike. Prvič, 
medtem ko U.S.C., določa, da informacij ni mogoče zlahka ugotoviti s primernimi sredstvi, 
Direktiva pojma primernih sredstev v sami pravni definiciji poslovne skrivnosti izrecno ne omenja. 
V nadaljnjem besedilu določa le, kateri načini pridobitve, uporabe ali razkritja se štejejo za 
zakonite. Drugič, medtem ko v skladu z U.S.C. poslovna skrivnost ne sme biti splošno znana ali 
                                                 
102 Predlog ZPosS, str. 8. 
103 Gl. Direktivo, Recital 16. 
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zlahka ugotovljiva s strani druge osebe, ki lahko z razkritjem ali uporabe informacij pridobi 
ekonomsko korist, Direktiva določa ne sme biti lahko dosegljiva osebam v krogih, ki se običajno 
ukvarjajo s to vrsto informacij. V praksi pa to razlikovanje nima posebnega pomena, saj je oseba, 
ki lahko iz razkritja ali uporabe poslovnih informacij pridobi ekonomsko korist, običajno tudi 
oseba v krogih, ki se običajno ukvarja z zadevno vrsto informacij in obratno.104 
 
5.3  Podobnosti 
 
Da gre za zlorabo poslovne skrivnosti tako po U.S.C. kot Direktivi, mora iti za njeno neupravičeno 
pridobitev, uporabo ali razkritje. V obeh ureditvah je pridobitev, uporaba ali razkritje poslovne 
skrivnosti nezakonito, če se poslovna skrivnost pridobi z vedenjem, da so bili podatki pridobljeni 
od druge osebe, ki je poslovno skrivnost uporabljala ali razkrivala. Prav tako obe ureditvi določata 
zakonita sredstva za pridobivanje poslovnih skrivnosti.105 
 
Nadalje sta si ureditvi poslovne skrivnosti podobni glede ukrepov za zagotovitev zaupnosti 
poslovne skrivnosti med sodnim postopkom106 in glede možnosti odreditve začasnih ukrepov in 
okoliščin, ki jih je potrebno upoštevati pri presoji utemeljenosti ukrepov.107 Prav tako obe ureditvi 
dovoljujeta, da se namesto začasnih ukrepov zavarovanja za nadaljevanje domnevne protipravne 
uporabe poslovne skrivnosti imetniku poslovne skrivnosti plača nadomestilo oziroma predloži 
jamstvo za nadomestilo.108, 109  
 
Obe ureditvi omogočata tudi podobne začasne odredbe in pravne zahtevke zaradi zlorabe poslovne 
skrivnosti. Tako U.S.C. kot Direktiva omogočata zaseg blaga, ki je predmet kršitve.110 Kar zadeva 
odškodninske zahtevke, imata U.S.C. in Direktiva podobne določbe. Oba dopuščata odškodninski 
zahtevek za povrnitev dejanske škode in zahtevek iz naslova neupravičene obogatitve.111 Po obeh 
ureditvah je mogoče, da sodišče prisodi odškodnino, ki temelji na primerni licenčnini za 
nezakonito prisvojitev, le da Direktiva to možnost omogoča zgolj kot alternativo, kadar bi bilo 
zaradi nematerialne narave poslovne skrivnosti težko določiti znesek dejansko povzročene 
                                                 
104 Guido (2017), str. 137. 
105 Desai (2018), str. 493-494. 
106 Gl. 18 U.S.C. § 1835(b) in prvi in drugi odst. 9. čl. Direktive. 
107 Gl. 18 U.S.C. § 1836(b)(2) in prvi odst. 10. čl. Direktive. 
108 Gl. 18 U.S.C. § 1836(b)(3)(A)(iii) in drugi odst. 10. čl. Direktive. 
109 Guido (2017), str. 139. 
110 Desai (2018), str. 498. 
111 Gl. 18 U.S.C § 1836 (b) (3) (B) (i) (I) in (II) in prvi odst. 14. čl. Direktive. 
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škode.112 Poleg tega zakonodaja EU državam članicam omogoča tudi, da omejijo odškodninsko 
odgovornost zaposlenih do svojih delodajalcev zaradi protipravne pridobitve, uporabe ali razkritja 
poslovne skrivnosti delodajalca, če tega ne storijo namenoma,113 medtem ko U.S.C. te možnosti 
izrecno ne omenja.114 
 
Prav tako U.S.C. kot Direktiva dopuščata sankcije zoper stranko, ki je vložila očitno neutemeljen 
zahtevek v zvezi s protipravno pridobitvijo, uporabo ali razkritjem poslovne skrivnosti in za katero 
je bilo ugotovljeno, da je začela sodni postopek z zlorabo ali v slabi veri. V takem primeru U.S.C. 
izrecno predvideva dodelitev plačila odvetniških honorarjev taki stranki.115 Medtem ko Direktiva 
od držav članic zahteva, da omogočijo pristojnim sodnim organom, da na zahtevo stranke, proti 
kateri je bil vložen očitno neutemeljen zahtevek, uporabijo ustrezne ukrepe. Taki ukrepi lahko po 
potrebi vključujejo dodelitev odškodnine stranki, proti kateri je bil vložen očitno neutemeljen 
zahtevek, uvedbo sankcij proti vlagatelju takega zahtevka ali odreditev razširjanja informacij v 
zvezi z odločbo, kot to določa 15. člen Direktive.116, 117 
 
5.4  Razlike 
 
Opaznejše razlike med ureditvama varstva poslovne skrivnosti so glede predpostavk za 
odškodninsko odgovornost posrednih pridobiteljev poslovne skrivnosti, ki je bila nezakonito 
pridobljena, uporabljena ali razkrita, ter glede varstva žvižgačev. 
 
Direktiva gre glede tega, katere vrste razkritja poslovnih skrivnosti so zakonite, korak dlje od 
U.S.C. in sicer določa, da se zahtevki iz Direktive zoper osebe, ki uveljavljajo pravico do svobode 
izražanja in informacij, zavrnejo.118, 119 Česa takega U.S.C. ne določa. Večja razlika med ameriško 
in evropsko ureditvijo poslovne skrivnosti je v tem, da ameriška ureditev za razliko od Direktive 
ne razlikuje med neposredno in posredno pridobitvijo poslovne skrivnosti. Po U.S.C. se za 
naložitev odgovornosti osebi za nezakonito pridobitev poslovne skrivnosti zahteva, da je ta vedela 
ali bi morala vedeti, da je poslovna skrivnost pridobljena protipravno, ne glede na to, ali je bila 
                                                 
112 Gl. 18 U.S.C. § 1836 (b) (3) (B) (ii) in Recital 30 ter drugi odst. 14. čl. Direktive. 
113 Gl. prvi odst. 14. čl. Direktive. 
114 Guido (2017), str. 139. 
115 Gl. 18 U.S.C. § 1836 (b) (3) (D). 
116 Gl. drugi odst. 7. čl. Direktive. 
117 Guido (2017), str. 140. 
118 Gl. 5. čl. Direktive. 
119 Desai (2018), str. 494. 
20 
 
pridobljena neposredno od imetnika poslovne skrivnosti ali posredno od tretje osebe.120 Direktiva 
pa razlikuje med informacijami, pridobljenimi neposredno od imetnika poslovne skrivnosti, in 
informacijami, pridobljenimi od tretje osebe.121 V primeru, da je poslovna skrivnost pridobljena s 
strani neposrednega pridobitelja z nedovoljenim dostopom do dokumentov, predmetov, gradiva, 
vsebin ali elektronskih datotek ipd. brez soglasja imetnika poslovne skrivnosti in z nepoštenim 
ravnanjem, Direktiva šteje tako pridobitev za protipravno.122 Kadar pa je poslovna skrivnosti 
pridobljena posredno s strani kasnejšega pridobitelja, pa ne sme biti ta, za to, da Direktiva šteje 
pridobitev za protipravno, v času pridobitve v dobri veri. Navedeno pomeni, da je posrednemu 
pridobitelju mogoče očitati protipravno pridobitev zgolj, če je ob posredni pridobitvi vedel ali bi 
v danih okoliščinah moral vedeti, da je bila poslovna skrivnost neposredno ali posredno 
pridobljena od druge osebe, ki je poslovno skrivnost protipravno uporabljala ali razkrila.123, 124 Pri 
neposredni pridobitvi poslovne skrivnosti tako za razliko od ameriške ureditve za ugotovitev 
protipravnosti ravnanja neposrednega pridobitelja ni relevantna njegova dobra vera. Ne glede na 
to sta obe ureditvi večinoma skladni, kar se tiče ravnanj, ki jih štejeta za zakonito ali nezakonito 
pridobitev, uporabo ali razkritje poslovne skrivnosti.125, 126 
 
U.S.C. se razlikuje od Direktive tudi v tem, da izrecno omogoča ex parte zaseg premoženja, če 
imetnik poslovne skrivnosti izkaže, da je ta potreben za preprečitev širjenja poslovne skrivnosti, 
pri tem pa mora položiti varščino. Sama Direktiva določa možnost zasega blaga, ki je domnevno 
predmet kršitve, kot enega izmed začasnih ukrepov, vendar ne določa, da je o tem mogoče odločiti 
ex parte. Poleg tega U.S.C. omogoča zaseg kateregakoli premoženja, potrebnega za preprečevanje 
širjenja ali širjenje poslovne skrivnosti, medtem ko Direktiva dovoljuje le zaseg blaga, ki je 
domnevno predmet kršitve.127  
 
Nadalje U.S.C. v primeru naklepne ali zlonamerne protipravne pridobitve poslovne skrivnosti 
določa možnost kaznovalne odškodnine do dvakratnika dejanske odškodnine.128 Direktiva takšnih 
kaznovalnih odškodnin izrecno ne predvideva,129 vendar določa, da pristojni sodni organi pri 
določanju višine odškodnine upoštevajo vse ustrezne dejavnike, kot so negativne gospodarske 
                                                 
120 Gl. 18 U.S.C. § 1839 (5) (A). 
121 Guido (2017), str. 138. 
122 Gl. drugi odst. 4. čl. Direktive. 
123 Gl. četrti odst. 4. čl. Direktive. 
124 Predlog ZPosS, str. 10. 
125 Gl. 18 U.S.C. § 1839 (5), (6) in 3. in 4. čl. Direktive. 
126 Guido (2017), str. 139. 
127 Desai (2018), str. 498. 
128 Gl. 18 U.S.C. § 1836 (b) (3) (C). 
129 Desai (2018), str. 500. 
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posledice, vključno z izgubo dobička, ki jih je utrpela oškodovana stranka, morebitni neupravičeno 
pridobljeni dobiček kršilca poslovne skrivnosti in, v ustreznih primerih, neekonomske dejavnike, 
kot je nepremoženjska škoda, ki jo je zaradi protipravne pridobitve, uporabe ali razkritja poslovne 
skrivnosti utrpel imetnik poslovne skrivnosti.130, 131  
 
Večja razlika med ureditvama je razvidna tudi v določbah o zaščiti žvižgačev, saj jim Direktiva 
podeljuje višjo raven pravnega varstva.132 U.S.C. namreč ščiti žvižgače le, kolikor ti razkrijejo 
poslovno skrivnost v zaupnosti zveznemu, državnemu ali lokalnemu uradniku, bodisi neposredno 
bodisi posredno, ali odvetniku izključno za namene prijave ali preiskovanja suma kršitve 
zakona.133 V zvezi s tem Direktiva določa, da je potrebno zavrniti zahtevke za uporabo ukrepov, 
postopkov in pravnih sredstev iz Direktive, kadar se poslovna skrivnost domnevno pridobi, 
uporabi ali razkrije pri razkritju zlorabe, kršitve ali nezakonite dejavnosti, če je stranka, proti kateri 
je bil vložen zahtevek, ravnala z namenom zaščite splošnega javnega interesa.134 Direktiva tako 
ne zahteva, da bi moral prijavitelj nepravilnosti oziroma žvižgač v zameno za zaščito razkriti 
poslovno skrivnost zaupno in samo določenim osebam. Evropska ureditev določa enako zaščito 
tudi osebam, kadar se poslovna skrivnost domnevno pridobi, uporabi ali razkrije pri uresničevanju 
pravice do svobode izražanja in obveščanja, vključno s spoštovanjem svobode in pluralnosti 
medijev ali če so poslovno skrivnost razkrili delavci svojim predstavnikom v okviru zakonitega 
opravljanja nalog teh predstavnikov v skladu s pravom EU in nacionalnim pravom, če je bilo tako 
razkritje nujno zaradi navedenega opravljanja nalog. Zahtevke za uporabo ukrepov, postopkov in 
pravnih sredstev je potrebno zavrniti tudi, kadar se poslovna skrivnost domnevno pridobi, uporabi 
ali razkrije z namenom zaščite legitimnega interesa, ki ga priznava pravo EU ali nacionalno 
pravo.135 Nadalje U.S.C. zagotavlja imuniteto pred odgovornostjo le za razkritje poslovne 
skrivnosti, medtem ko za samo dejanje protipravne pridobitve poslovne skrivnosti ne zagotavlja 
imunitete, tudi če je bila pridobljena izključno z namenom prijave ali preiskovanja suma izvršitve 
kaznivega dejanja. V ZDA tako uslužbenec, ki je protipravno pridobil poslovno skrivnost npr. 
sporne pogodbe in izpiske o bančnih transakcijah, čeprav do njih ni smel dostopati, in jih pri prijavi 
suma izvršitve kaznivega dejanja npr. davčne goljufije razkrije organom pregona, skladno z 
določbami U.S.C. ni odgovoren za samo razkritje poslovnih skrivnosti, še vedno pa je odgovoren 
                                                 
130 Gl. drugi odst. 14. čl. Direktive. 
131 Guido (2017), str. 140. 
132 Desai (2018), str. 495. 
133 Gl. 18 U.S.C. § 1833 (b) (1) (A). 
134 Gl. 5. čl. Direktive. 
135 Guido (2017), str. 140. 
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za njihovo protipravno pridobitev. Direktiva to situacijo ureja drugače, saj izrecno določa, da se 
določbe o imuniteti uporabljajo za pridobitev, uporabo ali razkritje poslovne skrivnosti.136 
 
5.5  Sklep 
 
Skladno z navedenim ostaja zaščita poslovne skrivnosti močnejša v ZDA, čeprav sta tako EU kot 
ZDA sprejeli podobne ukrepe za zaščito poslovne skrivnosti. Direktiva sicer res podrobneje ureja 
pravna sredstva v primeru zlorabe poslovne skrivnosti in podrobneje določa okoliščine, ki jih 
morajo sodišča upoštevati pri odločanju, katera pravna sredstva so primerna.137 Takšna 
podrobnejša ureditev varstva poslovne skrivnosti v EU je popolnoma razumljiva, upoštevaje 
dejstvo, da imajo ZDA močno zgodovino varovanja poslovnih skrivnosti na državni ravni prek 
UTSA. V EU takšnih napotkov do sprejetja Direktive ni bilo.138 Poleg tega so imele že vse države 
v ZDA izkušnje z zahtevki za varstvo poslovne skrivnosti,139 medtem ko določene države članice 
do sprejetja Direktive poslovnih skrivnosti sploh niso definirale. Zato je tudi po sprejetju 
Direktive, ki predstavlja minimalno harmonizacijo na področju varstva poslovne skrivnosti v EU, 
mogoče utemeljeno sklepati, da bodo nekatere države članice glede na svojo zgodovino varstva 
poslovnih skrivnosti dajale večji poudarek varovanju poslovnih skrivnosti od drugih držav 
članic.140 Poleg tega, da lahko države članice sprejmejo obsežnejše varstvo poslovne skrivnosti, 
če pri tem spoštujejo zaščitne ukrepe za zaščito interesov drugih v Direktivi izrecno določenih 
oseb,141 Direktiva sodiščem zagotavlja veliko diskrecijo pri varovanju poslovnih skrivnosti. Tako 
je verjetno, da bodo na odločanje nacionalnih sodišč vplivale tudi njihove pretekle interakcije s 
primeri v zvezi s poslovnimi skrivnostmi in splošno dojemanje pomena poslovne skrivnosti v 






                                                 
136 Guido (2017), str. 140. 
137 Desai (2018), str. 507. 
138 Prav tam, str. 511. 
139 Prav tam, str. 507. 
140 Prav tam, str. 511. 
141 Direktiva, Recital 10. 
142 Desai (2018), str. 511. 
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6 UREDITEV PO ZAKONU O POSLOVNI SKRIVNOSTI 
 
6.1  Prenos Direktive (EU) 2016/943 v slovenski pravni red 
 
Z ZPosS se v nacionalno pravo RS prenaša evropsko zakonodajo, ki določa pojem poslovne 
skrivnosti, postopke in ukrepe v primeru kršitev.143 Iz Direktive izhaja, da lahko države članice 
zagotovijo obsežnejše varstvo, če pri tem spoštujejo ukrepe za zaščito interesov drugih oseb, ki so 
izrecno določene v Direktivi. Navedeno pomeni, da Direktiva vsebuje le minimalno harmonizacijo 
civilnopravnega varstva poslovne skrivnosti, pri čemer gre za to, da Direktiva določa le minimalne 
standarde varstva pred protipravno pridobitvijo, uporabo ali razkritjem poslovnih skrivnosti, 
države članice pa lahko predvidijo višjo raven.144 Zaradi podobnosti poslovne skrivnosti z 
nekaterimi pravicami intelektualne lastnine ZPosS po vzoru zakona, ki ureja avtorsko in sorodne 
pravice, in zakona, ki ureja pravice industrijske lastnine, horizontalno ureja poslovne skrivnosti in 
poleg materialnih vsebuje tudi procesne določbe. 
 
6.2  Zakonita pridobitev, uporaba in razkritje poslovne skrivnosti 
 
ZPosS145 šteje pridobitev poslovne skrivnosti za zakonito, če se pridobi z neodvisnim odkritjem 
ali stvaritvijo ali z obratnim inženiringom, kadar pridobitelja ne zavezuje nobena pravno veljavna, 
zakonska ali pogodbena, dolžnost omejitve pridobitve poslovne skrivnosti. Nadalje ZPosS šteje 
pridobitev poslovne skrivnosti za zakonito, če se pridobi z uresničevanjem pravice delavcev ali 
predstavnikov delavcev do obveščenosti in posvetovanja v skladu z veljavnimi predpisi, kadar je 
tako razkritje potrebno za ta namen. Pridobitev poslovne skrivnosti se šteje za zakonito tudi v 
primeru, če se jo pridobi z vsakim drugim ravnanjem, za katero se v danih okoliščinah šteje, da je 
v skladu s poštenimi poslovnimi praksami. Slednje dopušča sodiščem odprt prostor presoje. 
Nadalje ZPosS šteje pridobitev poslovne skrivnosti za zakonito, če se ta pridobi z uresničevanjem 
pravice dostopa do informacij javnega značaja ZPosS je zakonita tudi pridobitev, uporaba ali 
razkritje poslovne skrivnosti, če tako pridobitev, uporabo ali razkritje zahteva ali dovoli zakon, 
predpisi EU ali ga stranki nalaga pravnomočna in izvršljiva sodna odločba ali za namene preiskave 
zahteva preiskovalna komisija Državnega zbora RS, kadar v skladu z zakonom, ki ureja 
parlamentarno preiskavo, izvaja preiskavo. 
                                                 
143 Predlog ZPosS, str. 5. 
144 Trstenjak, Brkan (2018), str. 185. 
145 Gl. 4. čl. ZPosS. 
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Kot navedeno, se pridobitev poslovne skrivnosti šteje za zakonito tudi v primeru obratnega 
inženiringa, torej ko se jo pridobi z opazovanjem, proučevanjem, razstavljanjem na sestavne dele 
ali preizkušanjem izdelka ali predmeta, ki je bil dan na voljo javnosti ali je v zakoniti posesti 
pridobitelja, če stranki s pogodbo nista določili drugače in če ne gre za ravnanje, ki ima zakonske 
znake nelojalne konkurence. V nekaterih industrijskih sektorjih, kjer inovacije temeljijo na 
poslovnih skrivnostih, ki jih ni mogoče zavarovati (tudi) s pravom intelektualne lastnine oziroma 
z avtorsko pravico, ali pa bi bilo to za njihovega imetnika predrago, in posledično ne morejo 
uveljavljati izključnih pravic, je mogoče za izdelek, ko je enkrat na trgu, zlahka uporabiti obratni 
inženiring.146 Zato bi bilo za zavarovanje poslovne skrivnosti smiselno v pogodbe o dobavi in 
sporazume o sodelovanju vključiti določbe o omejitvi ali prepovedi obratnega inženiringa, ki bi 
omejevale oziroma prepovedovale pridobitev in uporabo poslovnih skrivnosti, do katerih je 
mogoče priti z obratnim inženiringom.147 Pogodbene omejitve obratnega inženiringa pa ne morejo 
nuditi zaščite poslovnih skrivnosti, kadar med subjekti ni nobenih posebnih pogodbenih razmerij. 
Nihče namreč ne more preprečiti konkurentu imetnika poslovne skrivnosti, da bi na prostem trgu 
kupil konkurenčen izdelek in skozi njegovo opazovanje, proučevanje, razstavljanje ali 
preizkušanje dognal poslovno skrivnost.148 V takem primeru mu tako Direktiva kot tudi ZPosS ne 
prepovedujeta uporabe na ta način pridobljene poslovne skrivnosti. Skladno z navedenim, so 
imetniki poslovnih skrivnosti lahko žrtve nepoštenih praks, kot sta parazitsko kopiranje (ang. 
»parasitic copying«) ali suženjsko posnemanje (ang. »slavish counterfeiting«). V kolikor imajo 
takšna ravnanja znake nelojalne konkurence, so prepovedana po zakonu, ki ureja nelojalno 
konkurenco, sicer pa se obratni inženiring sam po sebi šteje za zakonit način pridobitve poslovne 
skrivnosti.149 Ena izmed potencialnih možnosti, da se imetniki poslovnih skrivnosti zavarujejo 
pred takimi praksami tudi v takem primeru, je prepoved obratnega inženiringa v splošnih pogojih 
poslovanja. To so pravila, ki jih pripravi ena stranka vnaprej za nedoločeno število istovrstnih 
pravnih razmerij in jih ob sklenitvi konkretne pogodbe postavi drugi stranki kot pogoj za sklenitev 
pogodbe.150 Slednje bi lahko imetnik poslovne skrivnosti izvedel npr. na način, da bi pogodbeno 
omejitev zapisal na vidnem mestu na embalaži izdelka ali predmeta ter pripisal, da stranka z 
nakupom izdelka konkludentno sprejema pogodbeno omejitev obratnega inženiringa. Ali je 
stranka privolila v vključitev splošnih pogojev poslovanja v konkretno pogodbo, se bo presojalo 
glede na konkretne okoliščine ob sklenitvi pogodbe.151 Domneva se, da je stranka privolila v 
                                                 
146 Predlog ZPosS, str. 26. 
147 Hoeren (2020), str. 217. 
148 Prav tam. 
149 Predlog ZPosS, str. 26. 
150 Kranjc (2003), str. 495. 
151 Prav tam, str. 497. 
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uporabo splošnih pogojev poslovanja, če so ji bili znani ali bi ji morali biti znani, pri čemer morajo 
biti splošni pogoji poslovanja objavljeni na običajen način, tj. ko so stranki izročeni, ko so 
objavljeni na vidnem mestu v poslovnih prostorih in podobno. Pri tem se pravni standard »morali 
biti znani« nanaša na obstoj splošnih pogojev poslovanja in ne na njihovo vsebino.152 V kolikor se 
izdelek ali predmet trži preko spleta, je omejitev obratnega inženiringa s splošnimi pogoji 
poslovanja z njihovo objavo na spletni strani veliko bolj elegantna in lažje izvedljiva. Vendar pa 
že Direktiva določa, da je lahko svoboda pri sklepanju pogodbenih dogovorov, ki omejujejo 
pridobivanje poslovnih skrivnosti z obratnim inženiringom, omejena z zakonom.153 Pri nas splošne 
pogoje poslovanja ureja Obligacijski zakonik154 (v nadaljevanju OZ), ki v 121. členu določa, da 
so nična določila splošnih pogojev, ki nasprotujejo samemu namenu sklenjene pogodbe ali dobrim 
poslovnim običajem, ter da lahko sodišče na zahtevo stranke155 zavrne uporabo posameznih 
določil splošnih pogojev, ki so nepravična ali pretirano stroga, kar pa je potrebno presoditi glede 
na konkretne okoliščine. Tudi v kolikor bi sodna praksa takšno pogodbeno omejitev svobode 
obratnega inženiringa spoznala za veljavno, pa obstoji še drug problem. Splošni pogodbeni pogoji 
namreč veljajo le, če je med strankama sklenjeno pogodbeno razmerje in če so bili splošni pogoji 
poslovanja vključeni v pogodbeno razmerje.156 V kolikor bi potencialni kršilec157 odsvojil izdelek 
drugemu subjektu, slednjega ne zavezuje nobena pogodbena omejitev pridobitve poslovne 
skrivnosti, saj med imetnikom poslovne skrivnosti in med tem drugim subjektom ne obstoji 
nobeno pogodbeno razmerje. Zakonodaja pa obratnega inženiringa ne prepoveduje, v kolikor ne 
gre za dejanje nelojalne konkurence. Navedeno pripelje do sklepa, da tudi v kolikor bi sodna praksa 
sprejela splošne pogoje poslovanja kot način pogodbene omejitve pridobitve poslovne skrivnosti 
z obratnim inženiringom, ta način ne bi nudil popolne zaščite. Skladno z navedenim, je smiselno, 
da imetniki poslovne skrivnosti svoje znanje in informacije v primerih, ko je njihovo poslovno 
skrivnost relativno lahko dognati preko obratnega inženiringa, zaščitijo preko pravic intelektualne 
lastnine. 
 
6.3  Protipravna pridobitev, uporaba in razkritje poslovne skrivnosti 
 
Protipravna pridobitev, uporaba ali razkritje poslovne skrivnosti manjšajo možnosti zakonitega 
imetnika poslovne skrivnosti, da z uporabo rezultatov svojih inovacijskih prizadevanj doseže 
                                                 
152 Kranjc (2003), str. 499-500. 
153 Direktiva, Recital 16. 
154 Obligacijski zakonik, Ur. l. RS, št. 97/07 – uradno prečiščeno besedilo, 64/16 – odl. US in 20/18 – OROZ631. 
155 Kranjc (2003), str. 503. 
156 Prav tam, str. 494-497. 
157 Kršilec poslovne skrivnosti je v 3. čl. ZPosS opredeljen kot fizična ali pravna oseba, ki je protipravno pridobila, 
uporabila ali razkrila poslovno skrivnost. 
26 
 
konkurenčno prednost. Take nepoštene prakse pa odvračajo inovativnost in ustvarjalnost ter 
manjšajo obseg naložb158 ter s tem povezan razvoj, zaradi česar jih pravo prepoveduje.  
 
Skladno z navedenim 5. člen ZPosS kot protipravno določa pridobitev poslovne skrivnosti, če se 
izvede z neposrednim nedovoljenim dostopom, prisvojitvijo ali kopiranjem dokumentov, 
predmetov, gradiv, vsebin ali elektronskih datotek, ki vsebujejo poslovno skrivnost ali jo je iz njih 
mogoče dognati, ali z drugim ravnanjem, za katero se šteje, da je v nasprotju s poštenimi 
poslovnimi praksami. Slednje zaradi svoje pomenske odprtosti vnaša v pravno ureditev varstva 
poslovne skrivnosti večjo pravno negotovost, zaradi česar se v teoriji pojavlja predlog, da se pravni 
standard »v nasprotju s poštenimi poslovnimi praksami« zameji s pomenom pojma »v nasprotju s 
pošteno trgovinsko prakso« iz drugega odstavka 39. člena TRIPS.159 V tej določbi pomeni »v 
nasprotju s pošteno trgovinsko prakso« vsaj prakso, kot je kršitev pogodbe, kršitev zaupanja in 
napeljevanje na kršitev, in vključuje pridobitev neobjavljene informacije po tretjih strankah, ki so 
vedele, ali zaradi velike malomarnosti niso vedele, da gre pri pridobivanju informacij za tako 
prakso. 
 
ZPosS nadalje določa kot protipravno pridobitev poslovne skrivnosti, če se pridobi od osebe, ki je 
poslovno skrivnost uporabljala ali razkrila protipravno, vendar je pridobitelj v času pridobitve za 
to vedel ali bi v danih okoliščinah to moral vedeti. Iz navedenega izhaja, da ZPosS razlikuje med 
neposrednim pridobiteljem in posrednim pridobiteljem poslovne skrivnosti. Kadar gre za 
neposrednega pridobitelja, že samo dejstvo protipravne pridobitve zadošča za uveljavljanje 
nedenarnih zahtevkov, med tem ko je pri pridobitvi poslovne skrivnosti s strani posrednega 
pridobitelja relevantno vprašanje krivde. Če posredni pridobitelj pridobi poslovno skrivnost od 
osebe, ki je poslovno skrivnost uporabljala ali razkrila protipravno, in v času pridobitve za to ni 
vedel ali bi v danih okoliščinah moral vedeti, mu ni mogoče očitati protipravne pridobitve.160 Sicer 
za uveljavljanje nedenarnih zahtevkov zoper neposrednega pridobitelja zadošča že zgolj samo 
dejstvo protipravne pridobitve, uporabe ali razkritja, torej že sama gola kršitev zaupnosti poslovne 
skrivnosti,161 saj ni omejitve na naklep ali veliko malomarnost.162 Krivda je tako pomembna le pri 
odškodninski odgovornosti163 in pri nedenarnih zahtevkih, kadar je kršilec poslovno skrivnost 
pridobil od osebe, ki je poslovno skrivnost uporabljala ali razkrila protipravno. 
                                                 
158 Gl. Direktivo, Recital 4. 
159 Hoeren, Münker (2018), str. 152. 
160 Gostiša, Levovnik (2019), str. 12. 
161 Hoeren, Münker (2018), str. 153. 
162 Hoeren (2020), str. 215. 
163 Gl. prvi odst. 131. čl. OZ. 
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ZPosS prepoveduje tudi uporabo ali razkritje poslovne skrivnosti, če jo uporabi ali razkrije oseba, 
ki je poslovno skrivnost pridobila protipravno ali krši sporazum o zaupnosti ali katerokoli drugo 
dolžnost molčečnosti v zvezi s poslovno skrivnostjo. Poleg tega prepoveduje uporabo ali razkritje 
poslovne skrivnosti tudi v primeru, če jo uporabi ali razkrije oseba, ki krši pogodbeno ali katerokoli 
drugo dolžnost omejitve uporabe poslovne skrivnosti, ali oseba, ki je v času uporabe ali razkritja 
vedela ali bi v danih okoliščinah morala vedeti, da je bila poslovna skrivnost, ki jo je pridobila od 
druge osebe, uporabljena ali razkrita protipravno. ZPosS za protipravno uporabo poslovne 
skrivnosti šteje tudi proizvodnjo, ponujanje ali dajanje na trg blaga, ki je predmet kršitve, ali 
njegovo uvažanje, izvažanje ali skladiščenje v te namene, kadar je oseba, ki opravlja katero od teh 
dejavnosti, vedela ali bi v danih okoliščinah morala vedeti, da je bila poslovna skrivnost 
uporabljena protipravno.164 Zaradi slednjega morajo biti delodajalci še posebej previdni pri 
pridobitvi in uporabi »know-how« znanja, ki ga delavec prinese od prejšnjega delodajalca. Če so 
take informacije poslovna skrivnost prejšnjega delodajalca, bi namreč utegnila biti njihova 
pridobitev in uporaba protipravna.165 
 
6.4  Izjeme 
 
ZPosS v prvem odstavku 7. člena določa, da sodišče zavrne zahtevek imetnika poslovne skrivnosti, 
če ugotovi, da je bila poslovna skrivnost pridobljena, razkrita ali uporabljena pri uresničevanju 
pravice do svobode izražanja in obveščanja, pri razkritju zlorabe, kršitve ali nezakonite dejavnosti, 
če je kršilec ravnal z namenom zaščite javnega interesa, pri uresničevanju pravic delavcev, če je 
poslovno skrivnost razkril delavec svojemu predstavniku, da bi zaščitil pravice in interese 
delavcev v skladu s predpisi, ki urejajo delovanje in varstvo predstavnikov delavcev, in v drugih 
primerih, kadar tako določa zakon ali predpisi EU.  
 
Pri izjemi glede razkritja zlorabe, kršitve ali nezakonite dejavnosti, mora prijavitelj nepravilnosti 
za to, da sodišče zavrne zahtevek imetnika poslovne skrivnosti, dokazati, da je razkril sporne 
poslovne skrivnosti z namenom zaščite javnega interesa.166 Nejasno je tudi, ali je že vsaka manjša 
kršitev zadosti za utemeljitev razkritja poslovne skrivnosti z namenom zaščite javnega interesa in 
s tem za izjemo po 2. alinei prvega odstavka 7. člena ZPosS. Skladno s tem je mogoče sklepati, da 
bodo morala sodišča pri presoji, ali gre v konkretnem primeru za navedeno izjemo, tehtati med 
javnim interesom za razkritje in interesom varovanja zaupnosti. Že pred sprejemom ZPosS so se 
                                                 
164 Tretji odst. 5. čl. ZPosS. 
165 Gostiša, Levovnik (2018), str. 12. 
166 Hoeren (2020), str. 218. 
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namreč lahko razkrile poslovne skrivnosti, ko je bil javni interes za razkritje močnejši od interesa 
tretjih oseb, da se zaščitijo njihove poslovne skrivnosti.167 Prav tako pri navedeni izjemi ni jasno, 
ali je treba namen prijavitelja nepravilnosti presojati subjektivno ali objektivno.168 
 




Imetnik poslovne skrivnosti, čigar poslovna skrivnost je protipravno pridobljena, uporabljena ali 
razkrita, lahko zoper kršilca zahteva varstvo pravic (nedenarni zahtevki) in povrnitev škode po 
splošnih pravilih o povrnitvi škode.169 Omenjeni zahtevki so urejeni v 9. in 10. členu ZPosS. 
Zakonodajalec se je pri oblikovanju možnih zahtevkov zgledoval po zahtevkih iz 63.b člena 
ZPOmK-1, 121. člena Zakona o industrijski lastnini (v nadaljevanju ZIL-1)170 in 167. člena 
Zakona o avtorski in sorodnih pravicah (v nadaljevanju ZASP).171 Skladno s tem večina zahtevkov 
ni novost v slovenskem pravnem redu, so pa bili nekateri zahtevki doslej na voljo le za zaščito 
izključnih pravic.  
 
Na podlagi ZPosS ima imetnik poslovne skrivnosti zoper osebo, ki je brez njegove privolitve 
pridobila, uporabila ali razkrila njegovo poslovno skrivnost, na voljo prepovedne in odstranitvene 
tožbene zahtevke ter zahtevek na objavo sodbe. ZPosS tako ureja zahtevke na prepoved trenutnega 
ali bodočega kršenja, zahtevke na uničenje ali izročitev dokumentov, predmetov, gradiva in 
elektronskih datotek, ki vsebujejo poslovno skrivnost, ter zahtevke na odpoklic blaga, ki je 
predmet kršitve, na njegovo odstranitev in uničenje. Poleg tega ZPosS ureja tudi zahtevke na 
prepoved proizvodnje, ponujanja, dajanja na trg ali uporabe blaga, ki je predmet kršitve, prepoved 
njegovega izvoza, uvoza in skladiščenja za te namene. Imetnik poslovne skrivnosti lahko hkrati 
zahteva tudi objavo sodbe. Pri odločanju o utemeljenosti navedenih zahtevkov, z izjemo zahtevka 
na objavo sodbe, in pri oceni njihove sorazmernosti sodišče upošteva tudi posebne okoliščine 
primera. Upoštevati mora zlasti vrednost in druge posebne značilnosti poslovne skrivnosti, ukrepe 
za varovanje poslovne skrivnosti, ravnanje kršilca, posledice kršitve poslovne skrivnosti, legitimne 
interese strank v postopku in posledice, ki bi jih lahko odreditev ali zavrnitev ukrepov imela na 
                                                 
167 Prepeluh Magajne, Poslovne skrivnosti, URL: <https://e-kurs.si/komentar/poslovne-skrivnosti/> (dne 1.9.2020). 
168 Hoeren, Münker (2020), str. 154. 
169 Levovnik, Gostiša (2019), str. 8-10. 
170 Zakon o industrijski lastnini, Ur. l. RS, št. 51/06 – uradno prečiščeno besedilo, 100/13 in 23/20. 
171 Zakon o avtorski in sorodnih pravicah, Ur. l. RS, št. 16/07 – uradno prečiščeno besedilo, 68/08, 110/13, 56/15, 
63/16 – ZKUASP in 59/19. 
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stranke v postopku, legitimne interese tretjih oseb in javni interes ter varstvo temeljnih ustavnih 
pravic. Poleg navedenih nedenarnih zahtevkov ima imetnik poslovne skrivnosti zoper kršilca na 
voljo tudi odškodninski zahtevek. 
 
ZPosS posebej ureja tudi zastaranje navedenih nedenarnih zahtevkov, in sicer določa, da zastarajo 
v roku treh let od dneva, odkar je imetnik poslovne skrivnosti izvedel za kršitev in osebo, ki je 
poslovno skrivnost pridobila, uporabila ali razkrila brez njegove privolitve, najkasneje pa v roku 
petih let od dneva, odkar je nastala kršitev. Glede zastaranja odškodninskega zahtevka pa veljajo 
splošne določbe OZ o zastaranju odškodninskih terjatev. Pri tem je relevanten 352. člen OZ, ki 
določa triletni subjektivni rok, odkar je oškodovanec zvedel za škodo in za tistega, ki jo je 
povzročil, in petletni objektivni rok, ki teče od nastanka škode. Pri vprašanju zastaranja 
odškodninskega zahtevka je relevanten tudi 353. člen OZ, ki ureja zastaranje odškodninske terjatve 
za škodo, povzročeno s kaznivim dejanjem. Kazenski zakonik172 (v nadaljevanju KZ-1) namreč v 
236. členu določa kaznivo dejanje izdaje in neupravičene pridobitve poslovne skrivnosti. V 
primerih, ko je bila škoda povzročena s kaznivim dejanjem in je za kazenski pregon predpisan 
daljši zastaralni rok, zastara odškodninski zahtevek, ko izteče čas, ki je določen za zastaranje 
kazenskega pregona. Ker je po 236. členu KZ-1 mogoče izreči zaporno kazen nad eno leto, 
kazenski pregon skladno s četrtim odstavkom 90. člena KZ-1 zastara po poteku deset let od 
izvršitve kaznivega dejanja. Če je kaznivo dejanje izdaje in neupravičene pridobitve poslovne 
skrivnosti izvršeno iz malomarnosti, je mogoče izreči zaporno kazen do enega leta, zaradi česar 
kazenski pregon skladno z petim odstavkom 90. člena KZ-1 zastara po šestih letih od izvršitve 
kaznivega dejanja. 
 
6.5.2 Nedenarni zahtevki 
 
6.5.2.1 Prepovedni zahtevki 
 
Skladno s 1. in 2. točko prvega odstavka 9. člena ZPosS lahko imetnik poslovne skrivnosti s tožbo 
zoper osebo, ki brez njegove privolitve pridobi, uporabi ali razkrije njegovo poslovno skrivnost, 
zahteva prepoved sedanjega in bodočega kršenja ali prepoved proizvodnje, ponujanja, dajanja na 
trg ali uporabe blaga, ki je predmet kršitve, ali njegovega uvoza, izvoza ali skladiščenja za 
navedene namene. Za to, da sodišče ugodi navedenemu zahtevku, se krivda kršilca ne zahteva, 
                                                 




mora pa biti podana nevarnost kršitve ali ponovitve, ki pa mora biti konkretna.173 Prepovedni 
zahtevek zajame predvsem prihodnje potencialne kršitve ali njihove ponovitve in v kolikor do teh 
pride, imetniku poslovne skrivnosti ni potrebno vlagati nove tožbe, saj že razpolaga s 
pravnomočnim izvršilnim naslovom.174  
 
Oseba, ki ji je bila naložena ena izmed navedenih prepovedi, lahko po pravnomočnosti sodbe s 
tožbo zahteva, da sodišče ugotovi, da poslovna skrivnost ne izpolnjuje več zakonskih pogojev za 
poslovno skrivnost. Če z zahtevkom uspe, je prepoved ne zavezuje več. Če pa je ta oseba po 
pravnomočnosti sodbe sama neposredno ali posredno prispevala k razkritju poslovne skrivnosti, 
sodišče navedeni zahtevek zavrne. 
 
6.5.2.2 Odstranitveni zahtevki 
 
Imetnik poslovne skrivnosti ima prav tako na voljo zahtevek, da se blago, ki je predmet kršitve, 
odpokliče iz gospodarskih tokov z upoštevanjem interesov dobrovernih tretjih oseb. Hkrati lahko 
imetnik poslovne skrivnosti zahteva, da se mu blago, ki je predmet kršitve, v primeru odreditve 
njegovega odpoklica iz gospodarskih tokov, v celoti prepusti. Nadalje ima imetnik poslovne 
skrivnosti na voljo zahtevek, da se z blaga, ki je predmet kršitve, odstrani lastnost, ki je bila 
pridobljena s kršitvijo, oziroma, da se blago, ki je predmet kršitve, uniči. Imetnik poslovne 
skrivnosti lahko zahteva, da se katerikoli dokument, predmet, gradivo, vsebina ali elektronska 
datoteka, ki je poslovna skrivnost ali vsebuje poslovno skrivnost, delno ali v celoti uniči ali se mu 
po potrebi preda. Z odstranitvenimi zahtevki imetnik poslovne skrivnosti zahteva, da se vzpostavi 
prejšnje stanje, torej stanje, ki je bilo pred protipravno pridobitvijo, uporabo ali razkritjem njegove 
poslovne skrivnosti. S takšnimi zahtevki namreč imetnik poslovne skrivnosti najbolje zavaruje 
svoj interes na ohranitvi celovitosti njegovih pravnih dobrin. 
 
6.5.2.3 Objava sodbe 
 
Po 8. točki prvega odstavka 9. člena ZPosS lahko imetnik poslovne skrivnosti s tožbo zahteva, da 
se na stroške kršilca v javnih glasilih objavi pravnomočna sodba v obsegu in na način, ki ga določi 
sodišče. Pri tem je objava uvoda sodbe potrebna zaradi seznanitve širše javnosti s pravdnimi 
strankami, med katerimi je tekel spor, objava izreka sodbe pa je potrebna za seznanitev širše 
                                                 
173 ZASP s komentarjem (1997), str. 383. 
174 Prav tam. 
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javnosti z vsebino pravnomočne sodbe.175 Sodba se mora opirati na katero od preostalih točk 
prvega odstavka 9. člena ZPosS.176 Sodišče mora skladno s tretjim odstavkom 9. člena ZPosS 
opraviti tehtanje, ali je zahtevek za objavo sodbe sorazmeren, pri čemer mora sodišče upoštevati 
posebne okoliščine primera, kot so npr. vrednost poslovne skrivnosti, ravnanje kršilca, posledice 
protipravne uporabe ali razkritja poslovne skrivnosti in verjetnost, da bo kršilec s protipravnim 
ravnanjem nadaljeval. 
 
Objava sodbe v sredstvih javnega obveščanja je bila že pred sprejemom ZPosS mogoča tudi po 
tretjem odstavku 63.b člena ZPOmK-1, v kolikor je bilo dejanje nelojalne konkurence storjeno s 
sredstvi javnega obveščanja ali podobno (npr. z letaki, napisi na javnih krajih) ali je prizadelo 
veliko udeležencev. Zahtevek na objavo sodbe je poznan tudi v pravu industrijske lastnine177 in 
avtorskem pravu,178 medtem ko OZ pozna objavo sodbe zgolj v primerih, ko gre za kršitev 
osebnostne pravice.179 
 
6.5.2.4 Plačilo denarnega nadomestila 
 
Sodišče lahko na predlog osebe, zoper katero so vloženi nedenarni zahtevki iz 1. do 7. točke prvega 
odstavka 9. člena ZPosS, z izjemo zahtevka na objavo sodbe, namesto teh odredi plačilo denarnega 
nadomestila, če so kumulativno izpolnjeni za to predpisani pogoji. Za ugoditev predlogu toženca, 
da se mu namesto nedenarnih obveznosti odredi plačilo denarnega nadomestila, mora ta dokazati, 
da je bil ob uporabi ali razkritju v dobri veri in da bi mu izvajanje naloženih obveznosti povzročilo 
nesorazmerno veliko škodo. Hkrati mora imetnik poslovne skrivnosti soglašati s plačilom 
denarnega nadomestila. 
 
Pri tem ZPosS posebej določa, da v primeru, ko sodišče namesto prepovedi kršenja in prihodnje 
kršitve ali prepovedi proizvodnje, ponujanja, dajanja na trg ali uporabe blaga, ki je predmet kršitve, 
ali njegovega uvoza, izvoza ali skladiščenja za navedene namene odredi plačilo denarnega 
nadomestila, višina le tega ne sme presegati zneska avtorskih honorarjev ali licenčnin, ki bi 
imetniku poslovne skrivnosti pripadale na podlagi zakonite rabe.180 
                                                 
175 VS RS sodba III Ips 21/2008 z dne 17.05.2011 in VSL sodba V Cpg 362/2017 z dne 12.04.2017. 
176 Tako tudi sodna praksa glede objave sodbe po 121. čl. ZIL-1, gl. VSL sodba V Cpg 362/2017 z dne 12.04.2017. 
177 Gl. g točko prvega odst. 121. čl. ZIL-1. 
178 Gl. 8. točko prvega odst. 167. čl. ZASP. 
179 Gl. 178. čl. OZ. 
180 Gl. šesti odst. 9. čl. ZPosS. 
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Predmet poslovne skrivnosti so podatki, ki imajo tržno vrednost, s čimer dajejo imetniku poslovne 
skrivnosti konkurenčno prednost.181 Če konkurent pridobi poslovno skrivnost imetnika brez 
njegovega soglasja, slednji izgubi vrednost poslovne skrivnosti, v katero je vložil svoja sredstva. 
Posledično izgubi konkurenčno prednost, medtem ko konkurent na podlagi protipravno 
pridobljene poslovne skrivnosti to pridobi brez kakršnegakoli vložka v raziskave in razvoj. 
Skladno s tem je kršitev poslovne skrivnosti dejanje, s katerim se drugemu povzroči škoda in je 
prepovedano že v okviru splošne prepovedi povzročanja škode (lat. neminem laedere) iz 10. člena 
OZ.182 Načelo prepovedi povzročanja škode, ki ima splošno veljavo, nalaga vsakemu, da se vzdrži 
ravnanja, aktivnega ali pasivnega, s katerim utegne drugemu povzročiti pogodbeno ali 
nepogodbeno škodo.183 
 
Poleg nedenarnih zahtevkov ima imetnik poslovne skrivnosti tako tudi pravico do povrnitve škode 
po splošnih pravilih zakona, ki ureja obligacijska razmerja, če ZPosS ne določa drugače.184, 185 
Podlaga za odškodninsko odgovornost izhaja iz 131. člena OZ, v katerem je navedeno, da je tisti, 
ki povzroči drugemu škodo, dolžan to povrniti, če ne dokaže, da je škoda nastala brez njegove 
krivde. Za podanost odškodninske odgovornosti kršilca morajo biti podane vse splošne 
predpostavke odškodninske odgovornosti in sicer nedovoljeno ravnanje povzročitelja, nastanek 
škode, vzročna zveza med škodnim dogodkom in škodo ter krivdna odgovornost. 
 
OZ opredeljuje škodo v 132. členu, in sicer kot zmanjšanje premoženja (navadna škoda), 
preprečitev povečanja premoženja (izgubljeni dobiček), povzročitev telesnih ali duševnih bolečin 
ali strahu in kot okrnitev ugleda pravne osebe (nepremoženjska škoda). Splošna uporaba pravil o 
povrnitvi škode tako imetniku poslovne skrivnosti načeloma omogoča, da uveljavlja povrnitev 
tako premoženjske kot tudi nepremoženjske škode.186 Iz Direktive namreč izhaja zahteva,187 da se 
pri določanju višine odškodnine v ustreznih primerih upošteva neekonomske dejavnike, kot je 
nepremoženjska škoda, ki jo je zaradi protipravne pridobitve, uporabe, razkritja poslovne 
                                                 
181 Predlog ZPosS, str. 3. 
182 Prav tam. 
183 Temelji civilnega in gospodarskega prava (2012), str. 64. 
184 Za izjeme gl. 7. čl. ZPosS. 
185 Levovnik, Gostiša (2019), str. 8-10. 
186 Prav tam, str. 9. 
187 Gl. drugi odst. 14. čl. Direktive. 
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skrivnosti utrpel njen imetnik.188 Pri tem ZPosS predpisuje, da se odškodnina določi po splošnih 
pravilih OZ. Ob pregledu relevantnih določb OZ glede povrnitve nepremoženjske škode pri 
protipravni pridobitvi, uporabi ali razkritju poslovne skrivnosti, je moč ugotoviti, da OZ pravnim 
osebam omogoča denarno odškodnino za poseg v pravico do dobrega imena in ugleda, da pa 
utegne nastati težava pri povrnitvi nepremoženjske škode fizičnim osebam, ki so imetnice 
poslovne skrivnosti.189 179. člen OZ namreč določa, da oškodovancu za pretrpljene duševne 
bolečine zaradi razžalitve dobrega imena in časti ali okrnitve svobode ali osebnostne pravice 
pripada pravična denarna odškodnina neodvisno od povračila premoženjske škode, če okoliščine 
primera, zlasti pa stopnja bolečin in strahu ter njihovo trajanje to opravičujejo. Iz navedenega 
izhaja, da OZ za uveljavljanje nepremoženjske škode fizičnih oseb zahteva izkaz duševnih bolečin. 
Medtem 183. člen OZ določa, da sodišče prisodi pravni osebi za okrnitev ugleda ali dobrega imena 
pravično denarno odškodnino neodvisno od povračila premoženjske škode, če to opravičujejo 
okoliščine primera. Če bi obstoječo zakonodajo razlagali na način, da fizična oseba nima aktivne 
legitimacije za uveljavljanje nepremoženjske škode neodvisno od splošnih pravil, ki zahtevajo 
izkaz duševnih bolečin, bi lahko bila slovenska ureditev prepoznana kot neskladna z Direktivo.190  
 
Nadalje ZPosS določa, da je kršilec dolžan imetniku poslovne skrivnosti plačati odškodnino v 
obsegu, ki se določi po splošnih pravilih o povrnitvi škode, kadar tega zneska ni mogoče določiti, 
pa v obsegu, ki je enak dogovorjenemu ali običajnemu nadomestilu za zakonito uporabo poslovne 
skrivnosti.191 Pri tem bi bilo primerneje, če bi ZPosS določal, da se lahko višina škode določi v 
obsegu, ki je enak dogovorjenemu ali običajnemu nadomestilu za zakonito uporabo poslovne 
skrivnosti, že, ko bi bilo znesek po splošnih pravilih o povrnitvi škode nesorazmerno težko 
določiti192 in ne zgolj, ko ga na ta način ni mogoče določiti. Glede na navedeno, je mogoče sklepati, 
da se bo sodna praksa poslužila tega načina določanja višine odškodnine tudi, ko bi bil primarni 




                                                 
188 Levovnik, Gostiša (2019), str. 9-10. 
189 Prav tam, str. 10. 
190 Levovnik, Gostiša (2019), str. 10. 
191 Gl. drugi odst. 10. čl. ZPosS. 
192 Po zgledu 216. čl. Zakona o pravdnem postopku, Ur. l. RS, št. 73/07 – uradno prečiščeno besedilo, 45/08 – ZArbit, 
45/08, 111/08 – odl. US, 57/09 – odl. US, 12/10 – odl. US, 50/10 – odl. US, 107/10 – odl. US, 75/12 – odl. US, 40/13 




6.5.3.2 Civilna kazen 
 
ZPosS določa, da lahko imetnik poslovne skrivnosti, če je bila ta kršena namerno ali iz hude 
malomarnosti, zahteva plačilo dogovorjenega ali običajnega nadomestila za tovrstno uporabo, 
povečanega do 200 odstotkov, ne glede na to, ali je zaradi kršitve utrpel kakšno premoženjsko 
škodo ali ne. Pri odločanju o zahtevku za plačilo civilne kazni in odmeri njene višine, mora sodišče 
upoštevati vse okoliščine primera, zlasti pa stopnjo krivde kršilca, velikost dogovorjenega ali 
običajnega nadomestila in preventivni namen civilne kazni. Skladno s tem so merila za prisojo 
civilne kazni odprta in niso taksativno našteta. Ravno zato je civilna kazen določena v razponu do 
trikratnika nadomestila za uporabo, ki omogoča sodiščem, da lahko v vsakem posamičnem 
primeru presodijo vpliv vseh konkretnih okoliščin in jih ustrezno upoštevajo pri odmeri višine 
civilne kazni.193 To omogoča prilagajanje konkretnim primerom in preprečuje zlorabo instituta 
civilne kazni.194 Določitev zgornje meje civilne kazni je tako namenjena skrajnemu kršenju pravic 
in zgolj namerno ravnanje kršilca samo po sebi še ne pomeni, da je treba določiti najvišjo zakonsko 
dopustno civilno kazen.195 Če je premoženjska škoda večja kot civilna kazen, ima imetnik 
poslovne skrivnosti pravico zahtevati razliko do popolne odškodnine. Z drugimi besedami, ZPosS 
prepoveduje kumulativno uveljavljanje civilne kazni in odškodnine, saj jasno določa, da ob civilni 
kazni priznava imetniku poslovne skrivnosti škodo le v tistem delu, ki presega civilno kazen.196 
 
V kolikor ZPosS ne bi določal civilne kazni v primeru naklepne kršitve ali kršitve poslovne 
skrivnosti iz hude malomarnosti, bi v primerih, ko imetniku poslovne skrivnosti ne bi nastala še 
dodatna škoda poleg škode v višini običajnega nadomestila, kršilec upoštevaje načelo popolne 
odškodnine, plačal samo toliko, kot bi sicer plačal za zakonito pridobitev in uporabo poslovne 
skrivnosti. S tega vidika bi se naklepna oziroma hudo malomarna kršitev poslovne skrivnosti 
splačala, v kolikor zakonodajalec ne bi predvidel instituta civilne kazni.197  
 
Ker ZPosS pri ureditvi civilne kazni dosledno sledi njeni ureditvi iz tretjega in četrtega odstavka 
168. člena ZASP, je mogoče utemeljeno pričakovati, da se bodo sodišča pri odločanju o tovrstnih 
zahtevkih tudi v primerih kršitve poslovne skrivnosti opirala na obstoječo sodno prakso, 
oblikovano na podlagi ZASP. Na tem mestu zato ni odveč opozorilo, da so odmere civilne kazni 
                                                 
193 VSL sodba V Cpg 773/2015 z dne 11.02.2016. 
194 ZASP s komentarjem (1997), str. 390. 
195 VSL sodba V Cpg 773/2015 z dne 11.02.2016. 
196 ZASP s komentarjem (1997), str. 390. 
197 Prav tam, str. 387. 
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v primerih namerne kršitve avtorske pravice oziroma kršitve iz hude malomarnosti v odstotkih 
prisojene odškodnine zelo različne.198 
 
6.5.4 Začasne odredbe 
 
Začasna odredba je časovno omejeno sredstvo zavarovanja, katerega namen je ohranitev 
obstoječega ali ustvaritev novega začasnega stanja z namenom, da se ne izjalovi uspeh sodnega 
postopka, v katerem upnik uveljavlja svojo terjatev oziroma uspeh bodoče izvršbe (zavarovalne 
odredbe) ali da se prepreči nastanek hujših škodljivih posledic in grozeče nasilje (regulacijske 
odredbe za zavarovanje nedenarnih terjatev).199 Skladno s tem so lahko začasne odredbe zaradi 
trajanja sodnih postopkov zelo pomembno sredstvo imetnika poslovne skrivnosti, s katerim 
začasno zavaruje svoje interese in svoj položaj na trgu.200 ZPosS določa, da se v postopku za izdajo 
začasne odredbe uporabljajo določbe zakona, ki ureja izvršbo in zavarovanje, če ni določeno 
drugače.201 Pri tem prvi odstavek 11. člena ZPosS določa pogoje, pod katerimi je mogoče izdati 
začasno odredbo za zavarovanje nedenarnih zahtevkov. Zahteva se, da predlagatelj za verjetno 
izkaže, da poslovna skrivnost obstaja, da je imetnik poslovne skrivnosti ter da je bila njegova 
pravica kršena ali da grozi dejanska nevarnost, da bo kršena. Hkrati mora imetnik poslovne 
skrivnosti za verjetno izkazati tudi eno izmed predpostavk, in sicer nevarnost, da bo uveljavitev 
zahtevkov onemogočena ali precej otežena, ali da je odredba potrebna, da se prepreči nastanek 
težko nadomestljive škode, ali da domnevni kršilec z izdajo začasne odredbe, če bi se tekom 
postopka izkazala za neutemeljeno, ne bi utrpel hujših neugodnih posledic od tistih, ki bi brez 
izdaje začasne odredbe nastale imetniku poslovne skrivnosti. Pri tem se je zakonodajalec zgledoval 
po ureditvi iz drugega odstavka 272. člena Zakona o izvršbi in zavarovanju,202 drugega odstavka 
170. člena ZASP in drugega odstavka 123. člena ZIL-1, skladno s tem pa se bodo sodišča pri 
presoji navedenih predpostavk opirala na že obstoječo sodno prakso. Ob podanosti zakonskih 
pogojev sme sodišče za zavarovanje nedenarnih zahtevkov izdati vsako začasno odredbo, s katero 
je mogoče doseči namen zavarovanja. ZPosS tako določa odprt krog možnih začasnih odredb, pri 
čemer zgolj primeroma našteva začasno prepoved uporabe ali razkritja poslovne skrivnosti, 
prepoved proizvodnje, ponujanja, dajanja na trg ali uporabe blaga, ki je predmet kršitve, ali 
                                                 
198 Gl. Drobež, Teppey, Analiza stanja na področju uveljavljanja pravic intelektualne lastnine v RS v obdobju od 1. 1. 
2015 do 31. 12. 2018, URL: <http://www.uil-sipo.si/uploads/media/Sodna_praksa_uveljavljanje_PIL.pdf>, str. 13 
(dne 1.9.2020). 
199 Rijavec (2003), str. 260. 
200 Levovnik, Gostiša (2019), str. 9.  
201 Gl. drugi odst. 6. čl. ZPosS. 
202 Zakon o izvršbi in zavarovanju, Ur. l. RS, št. 3/07 – uradno prečiščeno besedilo, 93/07, 37/08 – ZST-1, 45/08 – 
ZArbit, 28/09, 51/10, 26/11, 17/13 – odl. US, 45/14 – odl. US, 53/14, 58/14 – odl. US, 54/15, 76/15 – odl. US, 11/18, 
53/19 – odl. US, 66/19 – ZDavP-2M in 23/20 – SPZ-B. 
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njegovega uvoza, izvoza ali skladiščenja ali zaseg ali odreditev izročitve blaga, ki je domnevno 
predmet kršitve, vključno z uvoženim blagom, da se prepreči njegov vstop na trg ali razširjanje na 
njem. Glede na to, da ZPosS nima določb o izdaji začasne odredbe brez poprejšnjega obvestila in 
zaslišanja nasprotne stranke (izdaja začasne odredbe ex parte), medtem ko ZASP in ZIL-1203 to 
možnost posebej urejata, bi bilo mogoče sklepati, da ta pri poslovnih skrivnostih ni mogoča. 
Vendar na splošno velja, da je v postopkih za izdajo začasnih odredb dopustno, da kontradiktornost 
ni vzpostavljena že pred izdajo začasne odredbe na račun njene učinkovitosti, ampak šele v 
postopku z ugovorom.204 Pri tem ZPosS izrecno določa, da poslovne skrivnosti ni dovoljeno 
razkriti, tudi če sodišče dovoli položitev varščine namesto izdaje začasne odredbe. Domnevni 
kršilec bo lahko v takem primeru poslovno skrivnost uporabljal še naprej do pravnomočne 
odločitve sodišča in se na ta način izognil začasni odredbi. V tem času pa ne bo smel razkriti 
poslovne skrivnosti. Te možnosti pri varstvu pravic industrijske lastnine ni.205 
 
6.6  Odstopanja slovenske ureditve od Direktive (EU) 2016/943 
 
Direktive v skladu s tretjim odstavkom 288. člena Pogodbe o delovanju EU zavezujejo države 
članice glede cilja, ki ga je treba doseči, vendar pri tem izbiro oblike in metod prepuščajo 
nacionalnim organom posameznih držav članic. To pomeni, da direktive dajejo državam članicam 
določeno polje proste presoje pri izbiri sredstev za dosego sicer obvezujočega rezultata. Skladno 
s tem se direktive ne uporabljajo neposredno, temveč jih morajo države članice šele prenesti v svoj 
notranji pravni red.206 
 
Pri tem iz Recitala 10 Direktive izhaja, da lahko države članice zagotovijo obsežnejše varstvo, če 
pri tem spoštujejo ukrepe za zaščito interesov drugih oseb, ki so izrecno določene v tej Direktivi. 
Navedeno pomeni, da Direktiva vsebuje le minimalno harmonizacijo civilnopravnega varstva 
poslovne skrivnosti, pri čemer gre za to, da Direktiva določa le minimalne standarde varstva pred 
protipravno pridobitvijo, uporabo ali razkritjem poslovnih skrivnosti, države članice pa lahko 
predvidijo višjo raven.207  
 
Pri presoji skladnosti med Direktivo in ZPosS je že pri definiciji poslovne skrivnosti, ki je osnova 
za ureditev pravnega varstva poslovne skrivnosti, mogoče ugotoviti, da ZPosS ne sledi popolnoma 
                                                 
203 Gl. tretji odst. 170. čl. ZASP in tretji odst. 123. čl. ZIL-1. 
204 Up-232/99 z dne 17. 2. 2000. 
205 Levovnik, Gostiša (2019), str. 9.  
206 Trstenjak, Brkan (2018), str. 183. 
207 Prav tam, str. 185. 
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besedilu Direktive. Ta namreč pri definiranju poslovne skrivnosti določa, da mora imeti 
informacija tržno vrednost, ker je skrivnost, in ne, da ima tržno vrednost sama po sebi, kot to 
določa ZPosS.208 Skladno z navedenim mora biti vrednost poslovne skrivnosti po Direktivi ravno 
v njeni zaupnost,209 kar pa zgolj iz besedila ZPosS ne izhaja, vendar pa se je mogoče do tega 
dokopati z ustrezno razlago. Nadalje ZPosS pri definiranju poslovne skrivnosti uvaja izpodbojno 
domnevo, ki naj bi olajševala razumevanje razumnih ukrepov in je Direktiva ne pozna. Glede na 
domnevo, da je zahteva glede razumnega ukrepanja izpolnjena, če je informacija določena kot 
poslovna skrivnost v pisni obliki in so bile o tem seznanjene vse osebe, ki prihajajo v stik ali se 
seznanijo z informacijami, se nekaterim210 zdi, da se skrbnost ravnanja razteza le na pisnost in 
seznanitev oseb, ne pa tudi na dolžnost imetnika poslovne skrivnosti, da poskrbi za sprejem drugih 
razumnih ukrepov, kot so npr. ukrepi za varnost informacijskih sistemov in arhivov, pravna in 
dejanska omejitev dostopa do zaupnih informacij itd. Posledično so mnenja, da bi taka zahteva 
lahko pomenila, da morebitna izrazita neskrbnost pri nekem drugem ravnanju ne more vplivati na 
obstoj poslovne skrivnosti.211 Vendar pa se pri tem ne sme zanemariti, da je navedena dokazna 
domneva vzpostavljena zgolj z namenom olajšanja dokazovanja sprejetja razumnih ukrepov za 
ohranitev skrivnosti in da jo je moč izpodbiti. Po Direktivi in po ZPosS namreč pisnost in 
seznanitev drugih oseb nista dovolj, da je izpolnjena zahteva glede razumnega ukrepanja v danih 
okoliščinah. Če so okoliščine od imetnika poslovne skrivnosti zahtevale kaj več kot le pisnost 
oznake poslovne skrivnosti in seznanitev relevantnih oseb, potem zgolj to ni dovolj. Skladno z 
navedenim imetnikova morebitna izrazita neskrbnost vpliva na obstoj poslovne skrivnosti in s tem 
na pravno varstvo.  Čeprav Direktiva navedene domneve ne izpostavlja, je njena vzpostavitev v 
ZPosS skladna z ureditvijo iz Direktive. 
 
Glede na to, da Recital 16 Direktive navaja, da z določbami Direktive ne bi smele biti uvedene 
nikakršne izključne pravice do strokovnega znanja in izkušenj ali informacij, ki so varovane kot 
poslovna skrivnost, je presenetljivo, da se je zakonodajalec pri oblikovanju besedila ZPosS večkrat 
poslužil pojmov kot so »pravice« imetnika poslovne skrivnosti, varstvo »pravic« in kršitev 
»pravic«.212 Zaradi uporabe teh izrazov je vprašljiva pravna narava poslovnih skrivnosti oziroma 
njihova pravna klasifikacija.213 Varovanje zaupnosti namreč ne more podeljevati pravice do 
izkoriščanja informacije kot take, pač pa le zaščito pred protipravnim dostopom.214  
                                                 
208 Gostiša, Levovnik (2019), str. 11. 
209 Hoeren, Münker (2018), str. 151. 
210 Gostiša, Levovnik (2019), str. 11. 
211 Prav tam. 
212 Prav tam, str. 9. 
213 Za več o tem gl. Schovsbo, Riis (2019), str. 401-403. 
214 Hoeren, Münker (2018), str. 152. 
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Nadalje ZPosS odstopa od Direktive pri varstvu dobrovernih imetnikov in sicer glede tretjega 
pogoja za nadomestitev nedenarnih ukrepov z denarnim nadomestilom.215 ZPosS namreč za to, da 
se tožencu odredi plačilo denarnega nadomestila namesto nedenarnih ukrepov, med drugim 
predvideva tudi soglasje imetnika poslovne skrivnosti s plačilom denarnega nadomestila. 
Direktiva pa ne zahteva, da imetnik poslovne skrivnosti soglaša s plačilom denarnega nadomestila, 
temveč odreditev denarnega nadomestila pogojuje s tem, da to imetniku poslovne skrivnosti v 
razumni meri zadostuje.216  
 
Večje odstopanje ZPosS od Direktive je mogoče zaznati glede uveljavljanja nepremoženjske 
škode. Drugi odstavek 14. člena Direktive namreč zahteva, da države članice zagotovijo takšno 
zakonodajo, ki bo omogočala, da se v ustreznih primerih pri določanju višine odškodnine upošteva 
tudi neekonomske dejavnike, kot je nepremoženjska škoda, ki jo je utrpel imetnik poslovne 
skrivnosti. Ob pregledu relevantnih določb OZ je moč ugotoviti, da ta pravnim osebam omogoča 
denarno odškodnino za poseg v pravico do dobrega imena in ugleda, medtem ko povrnitev 
nepremoženjske škode fizičnim osebam pogojuje z izkazom duševnih bolečin. Čeprav lahko tako 
pravnim kot tudi fizičnim osebam nastane nepremoženjska škoda zaradi protipravne pridobitve, 
razkritja in uporabe poslovne skrivnost, morajo fizične osebe po obstoječi zakonodaji za 
utemeljenost zahtevka na povrnitev nepremoženjske škode, ki je nastala s posegom v poslovno 
skrivnost, izkazati dušene bolečine. Skladno z navedenim, bi lahko bila slovenska ureditev 
prepoznana kot neskladna z Direktivo.217 Glede na to, da OZ pogojuje povrnitev nepremoženjske 
škode fizičnim osebam z izkazom duševnih bolečin, bi moral ZPosS kot specialni predpis določiti, 
da se za povrnitev nepremoženjske škode, ki nastane fizični osebi, po ZPosS ne zahteva izkaz 
duševnih bolečin, temveč je za utemeljenost zahtevka potrebno dokazati zgolj okrnitev ugleda ali 
dobrega imena, kot to določa 183. člen OZ. 
 
Evroskladno razlago bi bilo potrebno uporabiti tudi pri razlagi in uporabi drugega odstavka 10. 
člena ZPosS, ki določa, da se alternativni način ugotavljanja škode lahko uporabi, kadar zneska 
dejanske škode ni mogoče določiti. Direktiva namreč določa, da se alternativni način ugotavljanja 
škode lahko uporabi tudi, kadar bi bilo znesek dejanske škode nesorazmerno težko določiti.218 
Skladno z navedenim bi morali zakonsko besedilo »kadar zneska dejanske škode ni mogoče 
določiti« razlagati na način, da zajema tudi primere, ko je znesek sicer mogoče določiti, vendar bi 
bilo to povezano s sorazmernimi težavami. 
                                                 
215 Primerjaj peti odst. 9. čl. ZPosS in c točko tretjega odst. 13. čl. Direktive. 
216 Kontarščak (2019), str. 12. 
217 Levovnik, Gostiša (2019), str. 10. 
218 Kontarščak (2019), str. 12. 
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Naslednje odstopanje je mogoče zaznati glede ureditve ustreznih ukrepov zoper neutemeljene 
zahtevke. Direktiva namreč v drugem odstavku 7. člena zahteva od držav članic, da predvidijo 
ustrezne ukrepe zoper očitno neutemeljene zahtevke, ki jih tožniki zlorabljajo ali vlagajo v slabi 
veri. Kljub navedeni zahtevi ZPosS ne vsebuje nobene posebne določbe, s katero bi zagotovil 
tovrstne ukrepe, medtem ko obstoječi zahtevki in pravna sredstva ne ustrezajo zahtevi iz 
Direktive.219 Navedeni zahtevi bi bilo mogoče zadostiti na način, da bi zakonodajalec določil, da 
je toženec v primeru očitno neutemeljenega zahtevka upravičen z nasprotno tožbo, torej še v istem 
postopku, od tožnika zahtevati plačilo civilne kazni. Pri odmeri slednje bi sodišče upoštevalo vse 
okoliščine primera, zlasti pa namen, zaradi katerega je tožnik vložil očitno neutemeljen zahtevek, 
posledice vložitve očitno neutemeljenega zahtevka in preventivni namen civilne kazni. Takšna 
določba bi imela močan preventivni učinek pred vlaganjem očitno neutemeljenih tožb, po drugi 





Magistrsko diplomsko delo ugotavlja, da sta si evropska in ameriška ureditev varstva poslovne 
skrivnosti v bistvenem podobni, saj poleg tega, da skoraj identično opredeljujeta poslovne 
skrivnosti, sta večinoma skladni tudi, kar se tiče ravnanj, ki jih štejeta za zakonita ali nezakonita. 
Kljub temu, pa ostaja zaščita poslovne skrivnosti močnejša v ZDA. Evropska zakonodaja namreč 
izrecno omenja tudi možnost omejitve odškodninske odgovornosti zaposlenih do svojih 
delodajalcev, če poslovne skrivnosti ne kršijo namenoma, prav tako pa evropska ureditev nudi 
večjo zaščito prijaviteljem nepravilnosti ter določa še dodatne izjeme, v katerih zahtevki imetnikov 
poslovnih skrivnosti zavrnejo. 
 
Nadalje magistrsko diplomsko delo ugotavlja, da nova celovita ureditev varstva poslovne 
skrivnosti nudi imetnikom poslovnih skrivnosti večji pregled nad pravno ureditvijo poslovne 
skrivnosti napram prejšnji ureditvi ter je že iz tega vidika bolj učinkovita. Imetniki poslovne 
skrivnosti imajo tako večji pregled nad civilnopravnimi zahtevki, ki jih imajo na voljo po obstoječi 
zakonodaji, poleg tega pa ima jasna in celovita ureditev varstva poslovne skrivnosti tudi večji 
preventivni učinek napram prejšnji ureditvi. ZPosS namreč natančno določa, katera ravnanja 
štejejo za zakonita in katerih ravnanj se morajo pravni subjekti vzdržati. Do sprejema ZPosS je 
bila civilnopravna razmejitev med zakonitim ravnanjem in nezakonitim ravnanjem precej bolj v 
                                                 
219 Levovnik, Gostiša (2019), str. 10. 
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domeni sodišč. Večjo učinkovitost civilnopravnih zahtevkov napram prejšnji ureditvi je mogoče 
zaznati tudi v tem, da ZPosS daje imetnikom poslovnih skrivnosti na voljo tudi nedenarne 
zahtevke, s katerimi je mogoče najbolj celovito uresničiti oziroma njihove zaščititi interese v 
primeru kršitve. Po prejšnji ureditvi, v kolikor ni šlo za dejanje nelojalne konkurence, imetnik 
poslovne skrivnosti ni imel na voljo tovrstnih nedenarnih zahtevkov. Ker se je slovenski 
zakonodajalec pri oblikovanju civilnopravnih zahtevkov zgledoval po zahtevkih iz 63.b člena 
ZPOmK-1, 121. člena ZIL-1 in 167. člena ZASP, navedeni zahtevki niso novost v slovenskem 
pravnem redu, zaradi česar je mogoče sprejeti sklep, da se bo sodna praksa glede civilnopravnih 
zahtevkov zaradi kršitve poslovne skrivnosti opirala na že obstoječo sodno prakso glede določb 
navedenih zakonov. 
 
Pri tem magistrsko diplomsko delo ugotavlja, da patentno varstvo v primerjavi z varstvom 
poslovne skrivnosti, kadar sta oba načina varstva mogoča, nudi višjo raven zaščite v primerih, ko 
so bili vložki v pridobitev poslovne skrivnosti veliki, kopiranje pridobljenih informacij pa je 
relativno nezahtevno in poceni. Predvsem je v takem primeru bolj smiselno poseči po patentnem 
varstvu, kadar je bil predmet, iz katerega je mogoče pridobiti poslovno skrivnost, dan na voljo 
javnosti. Obratni inženiring se namreč po ZPosS šteje za zakonit način pridobivanja informacij, 
razen če je svoboda obratnega inženiringa omejena s pogodbo. To pa je nemogoče, kadar med 
subjekti ne obstoji nobeno pogodbeno razmerje. Medtem obratni inženiring v primeru podelitve 
patenta načeloma ni dopusten. Sicer sta tako patent kot poslovna skrivnost učinkoviti obliki varstva 
intelektualne lastnine, katera pa je v konkretnem primeru primernejša, pa je odvisno od predmeta 
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