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ABSTRAKT
Aktualisht Internet Protocol Vision 4 është duke u përballur më problemin e shpenzimit të adresave
hargjimit të tyre, dhe kjo ka ndikuar që të bëhet një tranzicion në IPv6.
IPv4 është përdorur në sekuencat e duhura të të dhënave.Adresat IPv4 janë të përbërë nga 32 bita,
e cila lejon një total prej 4294967296 (2 ^ 32) adresa.Ky numër nuk ishte i mjaftueshm duke pasur
parasysh se edhe numëri i përdoruesve ishte qdo herë e më shumë në rritje, dhe kështu u ndi
nevoja e shtimit të më shumë adresave, dhe përfundimisht në vitin 1990 doli dhe verzioni i fundit
i zhvilluar nga IETF, Ipv6 si një zgjidhje për problemin e adresave
Një pajisje për të komunikuar më pajisje të tjera duke përdorur internetin, asaj duhet që ti caktohet
një IP adresë.
IPv6 ka një adresë 128-bit e cila në total ka një hapësirë adresë me 3.4 x 1038 adresat.Ky numër
i hapësirës adresuese është i bollshme për një të ardhme të gjate.
Qëllimi i këtij hulumtimi është të tregoj procesin e tranzicionit nga IPv4 në IPv6.
Prej standardizimit të parë që ishte IPv4, kërkesat për internet janë rritur ndjeshëm.
Kjo rritje ka zbuluar avantazhet dhe disavantazhet e IPv4, dhe mundësinë për përmisime dhe
përfshirjen e aftësive të reja.
IPv6 u propozua në fillim të viteve 1990 për të trajtuar shpenzimin e hapësirës së adresave të IPv4.
Për të lehtësuar procesin e tranzicionit nga IPv4 në IPv6, janë bërë disa propozime.
Implementimi i IPv6 Dual Stack është njëra prej këtyre teknikave të propozuara.
Kriteret kryesore për tranzicion të qetë nga IPv4 në IPv6 është përputhshmëria në mes të dy
Protokollet.
Kjo tezë është bërë më qëllim të krijimit të një hapësire për të testuar dhe mësuarë për
implementimin e IPv6 Dual Stack në lidhje me shërbimet të saja, Tunneling, Stateful dhe
Stateles Translational (Perkthimit) perkthehen paketat IP, dhe Autokofigurimi.
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1 HYRJE

Që nga lindja e Internetit në 1960, ka ndryshuar tërësisht mënyra e komunikimit në përgjithësi.
Më kapacitetet e tij, interneti është bërë tashmë, një mekanizëm për shpërndarjen dhe
transmetimin e informacionit, dhe një medium për bashkëpunim dhe bashkëveprim ndërmjet
njerëzve, internetit dhe kompjuterëve të tyre, pavarësisht nga vendi se ku ata ndodhen.
Interneti luan një rol shumë të madh në jetën e secilit individ sepse është bërë e mundur që
pothuajse secili individ të ketë qasje të shpejtë në informacion.
Interneti ka bërë revolucion në botën e komunikimit.
Internet është një system global i lidhjes së kompjuterave në rrjet, i cili përdor protokollin standard
TCP/IP për ti shërbyer njërezit nëpër mbarë botën.
Influenca e tij arrinë jo vetëm fushat teknike të komunikimit midis kompjutereve por edhe në
komunikimin e përditëshem, marrjes së informacionit dhe tregtisë elektronike.
Pra, interneti ka bërë ndryshim fundamental në jetën e secilit individ dhe po ashtu edhe në biznese
duke ndikuar në zhvillimin botëror.
Ç’do informatë që shfletojmë në Internet, në masë të madhe, na ofrohet përmes infrastrukturës së
rrjetit të bazuar në Ipv4.Edhe përkundër të metave si mungesa e adresave publike të IP apo në
fushën e sigurisë, IPv4 vazhdon ti shërbejë përdoruesit anë e mbanë botës.
Hargjimet e adresave që po i përjeton IPv4 me të madhe jo nga viti në vit, por nga dita në ditë,
shkaktuan nevojën që të gjindet një zgjidhje sa më e mirë dhe ajo e duhura.Grupi i parë i
përdoruesve të internetit që do të preken nga ky fakt janë ofruesit e shërbimeve të internetit (ISPtë), ndërmarrjet e mëdha, kompanitë, etj.
Pra kjo do të thotë se më rritje të madhe të shërbimeve të internetit, po ashtu po rriten kërkesat për
një teknologji më efikase dhe më të shpejtë.
Prandaj projektuesit e rrjetave kompjuterike filluan ndërtimin e një protokoli i cili do të mund të
zgjidhte problemin e adresimit të paisjeve në internet për një kohë relativisht të gjatë, ku ky
protokol u emërtua si IPv6.
Ky verzion i IP-se ka një të arritur shumë të madhe në krahasim më standartin Ipv4, e që është
hapsira për rritje.
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Qëllimi i këtij hulumtimi është të bëjë një krahasim ndërmjet dy protokolleve avantazheve
disavantazheve dhe punën e këtyre dy protokolleve si dhe t'iu përgjigjet edhe shum pyetjeve se
cilat janë hapat, nëpër të cilat duhet të kalojmë për të arritur rezultatet sa më të mira në tranzicion
nga IPv4 në IPv6.
Punimi është i ndarë në dy pjese: është pjesa teorike dhe ajo praktike.
Për pjesën e parë, do të prezantoj hulumtimin dhe mbledhjen e të dhënave, përveç kësaj, do të japë
një prezantim në lidhje me rrjetin kompjuterik, protokollin e internetit, e në veçanti të gjitha tiparët
kryesore të IPv4 dhe IPv6 për të treguar dallimet mes tyre.
Ndërsa në pjesën e dyte do të paraqiten rezultatet e arritura gjate hulumtimit dhe studimit dhe
implementimin e IPV6.
Të gjitha janë paraqitur në kapitujt në vijim.
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2 SHQYRTIMI I LITERATURES

Një rrjet është një grup i kompjuterëve të lidhura së bashku me anë të paisjeve të komunikimit dhe
mediave transmetuese.Një kompjuter është i kyqur në internet kur ai është i lidhur me një rrjet.
Qëllimi kryesor i lidhjes së kompjuterëve të ndryshem së bashku është që ata të mund të
shkëmbejnë burime të informacioneve, aplikimet, dhe të dhënave të ndryshme.
Ç’do kompjuter i lidhur në internet duhet të ketë një adresë unike, e cila adresë është e ndryshme
kjo adresë unike quhet IP.Internet protokolli administron të gjitha aktivitetet e komunikimit,
përcakton rendin dhe formatin e mesazheve të transmetuara në mes paisjeve të rrjetit së bashku
më veprimet mbi ato transmetime.Njohim dy verzione të adreses IP(Internet potokoll).IPv4
(Internet Protocol version 4) dhe IPv6 (Internet Protocol Version 6).
Për punen e këtyre protokolleve, të metat, përparësit krahasuese ndërmjet tyre dhe
implementimin e tyre do ti shpjegojm në vijim.

2.1Internet Protocol Version 4 (IPv4)
11

Paisjet e rrjetave, siç janë repiteri, hubi, brixhi, suiçi dhe ruteri, mundësojnë lidhjen e kumpjuterëve
në rrjet, ndërsa protokollet ofrojnë rregullat të cilat i mundësojnë atyre të komunikojnë në mes
vete.
Internet Protocol Version 4 ( IPv4 ) është versioni i katërt i internet protokolit.
Internet Protokoli është mekanizëm transmetues shërbimet e të cilit i përdorin TCP/IP protokolet
në shtresën e internetit.
Në tabelë shumë mirë janë paraqitur shtresat relevante në modelin TCP/IP.

Kjo shtresë në vete i përfshinë tri shtresat e
modelit OSI atë te Prezantimit dhe te
Sesionit. Protokolet me të përhapura te
shtreses se aplikacionit janë ato protokole qe
mundësojn shkembimin e informatave te
përdoruesve. Për shembull: Protokolli DNS,
HTTP, SMTP, FTP dhe protokolli Telnet.

Shtresa e Aplikacionit,shtresa e 4-të

Detyra kryesore e kesaj shtrese është
rregullimi i qarkullimit te informacionit nga
burimi e deri tek destinacioni ne menyrë te
besueshme dhe te sakte.Ne ketë shtresë
veprojnë dy protokolle e ato janë: Protokollet
TCPdhe UDP.

Shtresa e Transportit, shtresa e 3-të

Kjo shtresë ka për detyrë dergimin e paketave
nga hosti në host,rrugëtimi i paketave nga
rrjeta e burimit deri tek ajo e destinacionit dhe
menagjimin e gabimeve te paketave gjatë
transmetimit. Protokollet qe veprojn ne ketë
shtresë janë: Protokolli IP, ICMP, dhe
protokolli ARP.
Kjo shtresë përcjellet përmes rrjetit në nivel
elektrikë dhe mekanikë .Ajo ofron mjete
hardware-ike për dërgimin dhe pranimin e të
dhënave.

Shtresa e Internetit, shtresa e 2-të

Shtresa e Çasjes në rrjet shtresa e 1

Tabela 1. Shtresat relevante në modelin TCP/IP .
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IP është protokoll jo i besueshëm dhe nuk vendosë lidhje paraprake më hostin e destinacionit,
mirëpo për dërgimin e paketave në destinacionin e tyre e përdor shërbimin më përpjekje më të
mirë të dërgimit ( Ang. Best-effort Delivery).
Disa karakteristika kryesore të IPv4 janë :
•

Adresimi-IP adresa është një adresë logjike e protokolit IP, që vepron në shtresën e
rrjetave të modelit OSI dhe në versionin e katërt të saj ( IPv4 ) paraqet një vlerë sekuenciale
numerike 32-bitëshe apo 4-bajtëshe të shprehur me numra binarë 1 dhe 0, e cila lejon një
total prej 4294967296 ( 2^32) adresa.

•

Gjatësia e Header-it – kjo fushë 4-bitëshe definon gjatësinë totale të hederit të paketës.

Kjo fushë është e nevojshme për arsye se gjatësia e header-it është variabile (nga 20 deri në 60
bajtë) Figura 2.0

Figurë 2.0. IPv4 gjatësia e header-it [www.cisco.com]
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•

Gjatësia e përgjithshme- kjo fushë 16 bitëshe definon gjatësinë totale të paketës duke
përfshirë këtu header-in dhe të dhënat.

Meqë kjo fushë ka gjatësinë 16 bitëshe, në mund të kalkulojmë gjatësinë e përgjithëshme të IPpaketës që llogaritet në këtë mënyrë 2^16–1=65535 bajtë. Mirëpo, disa teknologji transmetuese
fizike nuk janë në gjendje të enkapsulojnë në kornizat e tyre paketat më madhësi 65535 bajtë.[11].
Teknologjija Ethernet në LAN e ka të definuar madhësin minimale dhe maksimale të paketës që
mund të enkapsulohet,e këto vlera janë prej 46 bajt për paketë më të vogël e deri në 1500 bajt për
paketë më të madhe.

Ndërsa caktimi i adresave është bërë në bazë të klasave: A, B, dhe C.
Klasat A dhe B përbëjnë 75 % të hapësirës adresuese të IPv4, edhe pse të dy bashkë kanë më pak
se 17 000 adresa të rrjetave që mund t’u caktohen organizatave të ndryshme. Klasa C e adresave
të rrjetit është më e shpeshtë në numër edhe pse kjo e mbulon një vlerë prej vetëm 12,5 % të
hapësirës së përgjithëshme adresuese të IPv4, siç mund të shihet në figurën e radhës.

Figurë 3.0.Shpërndarja e adresave IPv4 sipas klasave.[tools.cisco.com]
•

Shënimi i adresave- IP adresa është një adresë logjike e protokolit IP,dhe në versionin e
katërt të saj (IPv4) paraqet një vlerë sekuenciale 32 bitëshe, por për ta lehtësuar punën me
IP adresa, zakonisht ato i shkruajmë si katër numra decimalë të ndarë me një pike siç do
të shihet edhe në tabelën në vazhdim.

Llojet e adresave janë:
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✓ Adresa point to point ( pikë për pikë )
✓ Local broadcast and limited multicast
✓ Experimental any cast
•

Fragmentimi- Kjo fushë 13-bitëshe në vete përmban vlerën që tregon se ku zë vend
fragment i caktuar në paketë.

•

Sigurimi-në IPv4 është i limituar, prandaj kjo ndikon që të mvaret prej shtresave më të
larta të protokoleve, duke e bërë atë më të prekshëm,e me këtë zvogëlohet siguria.

•

Vlerë kontrolli e header-it- Ky algoritem llogarit dhe i kontrollon vetem vlerat e headerit, pasiqë disa fusha te header-it ndryshojnë gjate kalimit nga hosti ne host, atëhere ky
algoritem e kalkulon dhe e verifikon në ç’do hap vlerën e header-it të paketës.

•

Adresa e burimit- Kjo fushë 32 bitëshe përmban IP adresën e burimit të trafikut

•

Adresa e destinacionit- Këtu definohet IP adresa e destinacionit.[3]

2.2Internet Protocol Version 6 (IPv6)
Internet Protokol Version 6 ( IPv6 ) është versioni më i fundit i internet protokolit.Historiku i
zhvillimit të protokollit IPv6 filloi në fillim të viteve nëntëdhjetë, meqë u kuptua se hapësira e
adresimit që është në dispozicion të protokolit IPv4 shumë shpejt do të shpenzohet dhe do të mbetet
pa IP adresa.
Prandaj është marrë vendimi që të zhvillohet një protokoll i ri i quajtur IP version6 (IPv6)
•

Adresimi- Protokoli IPv6 ofron shumë përmisime dhe veçori funksionale në krahasim me
protokolin IPv4.

Protokoli IPv6 përdorë hapësirë adresimi prej 128-bitëshe që gjithësej na ofron 2^128 që është e
barabartë me 3.4x10^38 adresa unike.
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Këto adresa shënohen duke perdor tetë blloqe me nga kater shifra heksadecimale.Nje adresë e
plotë e IPv6 është paraqitur ne vazhdim:

2001:0CE8:5AD9:0000:0000:0000:00F7:2C2A
Kjo adresë mund të shkurtohet ende duke i eliminuar zerot vazhduese brenda bllokut.Pas
shkurtimit kjo adresë do të duket kështu:

2001:CE8:5AD9:0:0:0:F7:2C2A

Versioni

Klasi i trafikut

Madhësia e të dhënave

Etikët e rrjetës

Hederi i ardhshëm

Limiti i hapave

Adresa e burimit

Adresa e destinacionit
Tabela 2.Hederi i Protokolit IPv6.

Për dallim nga headeri i IPv4, headeri i paketës IPv6 ka më pak fusha gjë që e bënë më të lehtë për
tu procesuar nga paisjet e rrjeteve.
Shënimi i adresave- IP adresat shkruhen duke përdorur tetë blloqe më nga katër shifra
heksadecimale.Çdo bllok, i ndarë nga kolonat, paraqet një numër më 16 bit.

Llojet a adresave- Ekzistojnë tre lloje të IPv6 adresave :
✓ Adresat Unicast
✓ Adresat Multicast
✓ Adresat Anycast
16

Adresat unicast- përdoren për të identifikuar një ndërfaqe të vetme. Adresa Unicast ndahet
në dy pjesë : 64 bitët e parë e identifikojnë pjesën e rrejtit, ndërsa 64 bitët e dytë identifikojnë
pjesën e hostit.Kjo adresë është më tepër e përdorur gjatë komunikimit në rrjetat IPv6 në internet.
Ekzistojn dy lloje të adresave Unicast: Adresat globale unicast-janë adresat ekuivalente më adresat
publike të protokollit IPv4 dhe rrugëtohen ne rrjetat IPv6.Shembulli i një adrese të tillë është
kështu:
2001:0ac8:32db:7:713e:c538:e256:49ab

Prefiksi për rrugëtim global
(48bit)

Subneti
(16bit)

Adresa e hostit
(64bit)

Tabela 3.0.Struktura e adresës unicast globale IPv6
Adresa unicast e lidhjes lokale - këto adresa janë automatike që do të thotë vetë konfigurohen,
përdoren vetëm për komunikim në sabnetat lokale.
Shembull i një adrese të tillë është:

Fe80::174e:3ae7:b21b:2ab2

1111 1110 10
(10bit)

Fusha me të gjitha zero
(54bit)

Adresa e ndërfaqes
(bit)

Adresa multicast- identifikojnë një grup të ndërfaqeve që zakonisht i përkasin hosteve të
ndryshme.Paketa e të dhënave, që si destinacion ka adresën multicast, dërgohet të të gjitha
ndërfaqet që identifikohën më këtë lloj adrese.Adresat multicast me ”ff” gje që i benë lehtë të
dallueshme.

1111 1111

Flags

Scope
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(8bit)

(4 bit)

(4 bit)

Identifikimi i grupit
Multicase
(112 bit)

Tabela 4.0Struktura e adresës multicast IPv6
Adresa anycast- definon një grup të kompjuterëve ku të gjithë kompjuterët e ndajnë një adresë të
përbashkët.Adresimi anycast përdoret zakonisht në rastet kur kemi disa server që mund të
përgjigjen në një kerkesë.
Mobiliteti dhe siguria- Është plotësisht kompaktibile me standardët mobile të protokolit IP dhe
më komponentin e sigurisë Ipsec

2.3 Disavantazhet e Internet Protocol Version 4(IPv4)

Disa nga të metat e Internet Protocol Version 4 janë këto:

1. Shpenzimi i adresave të IPv4- Më avancimin e internetit është rritur edhe kërkesa për
adresa të internetit, prandaj në një të ardhme shumë të afërt IPv4 adresat do të
shpenzohen.IPv4 ka kapacitet 32 bit dhe kështu disa organizata janë të detyruara të
përdorin NAT (Network Address Transation) për shkak se po paraqitet nevoja që të bëhet
përkthimi i IP adresave private në ato publike.Ky proces përkthimi quhet përkthimi i
adresave të rrjetit.Arsyeja kryesore për shpenzimin e adresave IPv4 është projektimi
joadekuatë i kapacitetit të infrastrukturës fillestare në internet.Shpenzimi i adresave IPv4,
mund të ketë efekte të ndryshme në pjesë të ndryshme të botës.Efektet mund të shkaktojnë
ndryshime të mëdha në ekonomitë në zhvillim.
2. Ndërlikueshmëria në konfigurim- është më e ndërlikuar për shkak se konfigurimi duhet
të bëhet në mënyrë manuale. Implementimi mund të bëhet gjithashtu duke përdorur një
formë të protokollit të konfigurimit të adresave siç është Dynamic Host Configuration
Protocol.Sa më shumë kompjutera dhe paisje të përdorin IP, atëherë paraqitet një kërkesë
për një konfigurim më të lehtë dhe automatik të adresave që janë të pavarura prej
administrimit së një infrastrukture DHCP.
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3. Infrastruktura Flat Routing-Në fazën e hërshme të internetit, për krijimin e një
infrastrukture hierarkike të rrugëtimit, adresave prefikset nuk i’u janë
caktuar.Përkundrazi, qasjet individuale të prefikseve janë ndarë.Ç’do prefiks i adresës i’u
bë një rrugëtim i ri të tabelat e rrugëtimit (routing tables).Si rezultat i kësaj, u paraqit
kërkesa për përdorim të routerave të internetit për mirëmbajtje të një numri të madhë
iracional në tabelat e rrugëtimit.Tabelat e mëdha të rrugëtimit, kanë më shumë se 85000
rrugëtime specifike.Infrastruktura aktuale IPv4 i ka të dyjat, rrugëtimin hierarkik edhe
flat.
4. Sigurimi- Interneti mbështet komunikimin privat mbi një medium publik.Për këtë arsye
sigurimi ç’do herë tenton që të siguroj shërbimet e enkriptimit të cilat duhet të mbrojnë të
dhënat që dërgohen për tu parë ose të modifikohen në procesin e transmetimit.Pra rritja e
sulmeve në internet varet edhe nga mënyra se si është ndërtuar sistemi i sigurimit.
5. Kualiteti i shërbimit- Aktualisht, përdoruesit e internetit përveç që e përdorin për shfletim
të internetit dhe në kërkim të të dhënave, ata ose ato kanë njohuri edhe që të komunikojnë
në mes vete më tekst, zë dhe video chat.
Ky lloj i komunikimit kërkon kohë reale të transferimit të të dhënave të shërbimit.Këto
shërbime kërkojnë TCP (Transmission Control Protocol) ose UDP (User Data-gram
Protocol).Mbështetja e trafikut real-time varet nga lloji i Shërbimit IPv4 (TOS), por ajo ka
funksionalitet të kufizuar.Kur payload pako IPv4 është e koduar (encrypted) identifikimi
payload duke përdorur një port UDP nuk është i mundur.

2.4 Avantazhet e Protocol Version 6 (IPv6)
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2.4.1Më shumë hapësirë për adresa -[95] Protokolli IPv6 përdorë hapësirë adresimi prej
128-bitëshe që gjithsej na ofron 2^128 që është e barabartë me 3.4 x 10^38 adresa unike.
Prandaj, IPv6 i ofron përdoruesve adresa të shumta globale të cilat mund të përdoren për të
adresuar pajisjet e ndryshme duke përfshirë këtu telefonat e mençur, tabletët, kompjuterët etj.

2.4.2 Konfigurimi fleksibil - Ekzistojnë tre lloje të IPv6 adresave :
✓ Adresa Unicast- përdoret për të identifikuar një ndërfaqe të vetme.
✓ Adresa Multicast- identifikonë një grup të ndërfaqeve që zakonisht i përkasin hosteve të
ndryshme.
✓ Adresat Anycast- definon një grup të kompjuterëve ku të gjithë kompjuterët e ndajnë një
adresë të përbashkët.
2.4.3 Infrastruktura hierarkike e rrugëtimit – Adresa IPv6 i ka tri pjesë hierarkike.
Global prefiks që janë tre blloqet e para nga adresa dhe është caktuar për të organizuar

regjistrat

e emrave në internet.Subnet dhe interface ID janë të kontrolluar nga administratori i rrjetit. [9]

Figurë 4.0Pjesët hierarkike të adresës IPv6.[tools.cisco.com]
2.4.4 Konfigurimi automatik- Auto konfigurimi i adresave është veçori e ndërtuar mbrenda
protokollit IPv6. Gjatë dërgimit të përditësimeve të tij ruteri do të dërgoj edhe prefiksin e linkut
lokal.Hosti mund të gjeneroj një IP adresë të vetën duke ja bashkangjitur adresën fizike MAC si
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dhe duke e shëndrruar atë nga formati 64 bit të identifikuesi Universal i zgjëruar ( ang. Extended
Universal Identifier – EUI) në prefiks 64 bit të linkut lokal.
2.4.5 Sigurimi i përforcuar- IPSec i cili ofron fshehtësinë, autentifikim dhe integritetin e të
dhënave është i integruar mjaft mirë në IPv6.IPSec është komponent e detyrueshme e protokollit
IPv6, prandaj modeli i sigurisë më IPSec është një nga kërkesat bazë që duhet të përkrahen nga
çdo implementim i IPv6 në të ardhmen.Në IPv6, IPSec është implementuar duke përdorur hederin
e autentifikimit –AH (ang. Authentication Header) dhe hederin e zgjeruar për enkapsulimin e
sigurt të përmbajtjes ESP (ang. Encapsulating Security Payload) i cili është përgjegjës për
enkriptimin e paketave.Për arsye të potencialit të tyre të madh për të bartur “malware” paketat
ICMP të IPv4 në shumicën e rasteve bllokohen nga “firewall” të kompanive. Mirëpo,ICMPv6 që
është ekuivalenti i tij në IPv6,mund të lejohet të kaloj nëpër “firewall” pasi që IPSec mund të
aplikohet në paketat ICMPv6. [95]

3 DEKLARIMI I PROBLEMIT DHE OBJEKTIVAT
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Teknika për të ruajtur lidhjen në mesin e dy llojeve të IPv4 dhe IPv6, për të arritur ndër-lidhje
mes IPv4 dhe IPv6, dhe për të nxitur procesin e tranzicionit nga Ipv4 në IPv6 kanë qenë shqetësim
kryesor për Internet Task Force Inxhinieri (IETF), për vite me radhe.
Hulumtuesit propozuan një numer te madh të teknikave për tranzicion, duke përfshirë Lidhja e
IPv6 Domains nëpërmjet IPv4, NATPT (Network Address Translation - Translation Protocol)
etj.Megjithatë, shumica e këtyre teknikave nuk kanë arritur një vendosje të gjerë, dhe problemi i
tranzicionit nuk ishte i mundur të zgjidhet nga këto teknika.
Mekanizmat e tranzicionit janë të nevojshme për të arritur komunikimin në mes rrjeteve IPv4 dhe
IPv6.
Kërkesa për teknikat e tranzicionit IPv6 u propozua në fillim të viteve 1990 për të trajtuar
shpenzimin e adresave IPv4.
Tranzicioni nuk mund të kryhet aq lehte, gjatë rrugës hasim në probleme, si problem themelorë i
tranzicionit IPv6, është ndër-lidhja më IPv4 IPv6-përkthim dhe IPv4-mbi-IPv6 / IPv6mbi-IPv4 tunneling si zgjidhje themelore.
Për të lehtësuar procesin e tranzicionit nga IPv4 në IPv6, një numër i metodave të tranzicionit janë
propozuar, ku një prej tyre është implementimi i IPv6 Dual Stack dhe IPv4-mbi-IPv6 tunneling si
zgjidhje themelore.
Kjo tezë është kryer me qëllim të krijimit të një mjedisi për mësim dhe provë për implementimin
e Dual Stack të IPv6 dhe shërbimeve të lidhura me të.
Objektivi kryesor i këtij punimi është për të kuptuar dhe implementuar metodat e tranzicionit në
bazë të njohurive në lidhje me IP-ne në përgjithësi, si dhe IPv4 dhe IPv6 në veçanëti.
Ekzistojnë këto metoda te tranzicionit si më kryesoret dhe që janë më të aplikuara.

Ato janë:
•

Dual Stack-Kjo metodë I referohet TCP / IP paisjeve të rrjetit të cilat janë të afta që të
sigurojn mbështetje për të dy llojet e protokolleve IPv4 dhe IPv6.[2]

•

Stateful-përkthimi stateful mban adresa të IPv4, numri i Adresat IPv4 mund të jetë shumë
më i vogël se numri i shërbimeve që pret IPv6.
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•

Stateles-Ky mekanizëm përkthim pa shtetësi propozon parimin themelorë të IPv4 dhe IPv6
përkthimi dhe algoritmin për IP / ICMP konvertimin semantik.

•

Autokonfigurimi-Autoconfigurimi përdoret për të caktuar adresat në hostat IPv6 dmth
duke shfrytëzuar serverin DHCPv6.

Secili prej tyre ka avantazhet dhe disavantazhet e veta.

3.1 Vlersimi I metodave të tranzicionit
Kalimi nga IPv4 në IPv6 nuk është një hap i cili kryhet nga dita në ditë, është proces i cili zgjatë
dhe përfshin një numer të madh të ndryshimeve në strukturen e rrjetit më përdorimin e adresave
IP .
Për suksesin e ardhshëm të IPv6, hapi tjetër në vendosjen e IPv6 është që të përdorim metodat më
të përshtatshme në tranzicion dhe menagjimin e suksesshëm te tyre.
Edhe pse shumë lloje të metodave janë shpikur për të ndihmuar procesin e tranzicionit, zbatimi i
IPv6 nuk është i lehtë dhe i thjeshtë, problemi është në zgjidhjen e metodave të cilat duhet zbatuar
për të arritur suksesin e deshiruar.
Mekanizmat apo metodat të cilat janë vlersuar si metoda më të mira janë Metoda Dual Stack,
Tunnelingu dhe Përkthimet, si metoda të cilat mundësojnë zgjidhjen e kërkuar.[1]

3.2 Metoda Dual Stack
[31]Dual Stack është metodë integruese, në të cilën nyja ka lidhje dhe implementim në rrjetën IPv4
dhe IPv6.Dual Stack i referohët anë për anë implementimit të IPv4 dhe IPv6, kjo nënkupton se
këto dy protokole do të veprojnë në të njejtën infrastrukturë të rrjetit dhe se nuk do të ketë nevojë
për enkapsulim të IPv6 brenda IPv4 ose anasjelltas.Implementimi i metodës Dual stack lejon
egzistimin e dy rrjetave IPv4 dhe IPv6 në të njejtën ndërfaqe fizike ose logjike. Implementimi i
metodës Dual Stack kërkon që softueri egzistues dhe hardueri i rrjetës të vlerësohet se a mundet ti
sigurojë dhe a i plotëson kërkesat për mbështetje të IPv6, nga e sistemet operative të nyjes së
hostit.Metoda e implementimit Dual Stack, gjegjësisht konfigurimi i saj mund të bëhet në të njejtën
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ndërfaqe apo në ndërfaqe të shumëfishta.Kjo metodëi referohet TCP IP paisjeve të rrjetit të cilat
janë te afta që te sigurojn mbështetje për të dy llojet e protokolleve IPv4 dhe IPv6.
Të gjitha paisjet e reja duhet të jene në gjendje ti përkrahin këto versione,varësisht nga
disponueshmeria e rrjetit, shërbimet, dhe politikat administrative.
Ç’do datagram i routerit ka dy rruge për të llogaritur, mirpo paketat e rrugëtimit do të ndjekin
vetëm një rrugë.
Nyja Dual Stack zgjedhë se cili Stack duhët të përdorët duke u bazuar në adresën e
destinacionit.Nyja Dual Stack duhët të preferojë IPv6, kur është i mundshëm.Dual Stacki qaset
integrimit të IPv6, në të cilin nyjet i kanë Stack-at e IPv4 dhe IPv6, duke e bërë këtë metodë më të
përdorurën.Ku aplikacionet e vjetra IPv4 vazhdojnë të punojnë sikurse përpara. Aplikacionet e reja
dhe ato të modifikuara i marrin avantazhet e të dyja shtresave të IP-së.Ndërfaqja e re e aplikacionit
të programit (ang. Application Program Interface - API), definohët duke i përkrahur kërkesat e
DNS (Domain Name System) për të dy llojet e adresave IPv4 dhe IPv6. Kur dërgohet paketa në
destinacion, hosti i burimit i kërkon DNS-it për të përcaktuar se cilin verzion të IP-së ta
përdorë.Hosti e dërgon një paketë IPv4 ose IPv6, varësisht prej përgjigjies të cilën e merr prej
DNS-it. Edhe pse metoda e implementimit Dual Stack duket të jetë zgjidhje ideale, ajo ngërthen
në vete dy sfida të mëdha për vëndosje të saj nga ndërmarrjet dhe ISP-të.[1]

1) Metoda Dual Stack kërkon që infrastruktura aktuale e rrjetës të jetë në gjendje për
vendosje të IPv6.Rrjeta aktuale mund të mos jetë në gjëndje ta bëjë këtë dhe mund të
kërkoj përmirësim të harduerit dhe softuerit.
2)

IPv6

nevojitet

të

aktivizohët

në

pothuajse

të

gjithë

elementet

e

rrjetës.

Dual Stack konsiderohët si teknikë kalimtare për ta lehtësuar adoptimin dhe vëndosjen e IPv6, pasi
ka disa të meta.
Në figurën e paraqitur tregohet mekanizmi i dyfishtë më anë të të cilit rrjetet IPv4 komunikojnë
më rrjetin IPv6.
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Figura 6.Mekanizmi Dual Stack[10

Kjo metodë I ka avanatazhet dhe disavantazhet, sikurse edhe metodat tjera
Avantazhet e Dual Stack janë:
✓ Lehtë për tu kuptuar dhe zbatuar
✓ Kjo është metoda më e drejtpërdrejtë për një tranzicion të qetë nga IPv4 në IPv6
Ndersa disavantazhet jane:
✓ Zvogëlon përformancën e pajisjeve.
✓ Kompleksiviteti i rrjetit dhe kostoja në rritje.
✓ Lejon komunikim vetëm në mes të nyjeve të ngjashme të rrjetit pra Ipv6-IPv6 oseIPv4IPv4.

3.3 Mekanizmi I Tunneling
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Metodë tjetër për implementim të protokolit IPv6 është tunelimi.Tunelet janë përdorur edhe më
parë në rrjetet kompjuterike, për të mbuluar apo evituar jopërshtatshmëritë në një rrjetë
egzistuese.Tunelimi për IPv6 është metodë integruese, në të cilën një paketë IPv6 enkapsulohët në
një protokol tjetër, siq është IPv4.Implementimi i metodës së tunelimit në IPv6 lejon një lidhje
ndërmjet dy apo më shumë implementimeve autoktone IPv6, përgjatë një rrjeti të vetëm.
Gjatë tunelimit të IPv6 përgjatë rrejtës IPv4, caktohët një ruter në njërin skaj për ta enkapsuluar
paketën e IPv6 brenda paketës IPv4,poashtu caktohët një ruter në skajin tjetër për ta deenkapsuluar
atë.Mekanizmi i tunnelingut është i lehtë për tu zbatuar mbi rrjetin ekzistues IPv4 dhe lehtë për t'u
përdorur në fazën e hërshme të tranzicionit.
Mirpo ky mekanizem i ka edhe disavantazhet sikur se zbërthimi i tunelit do të dështoj rrjetin,dhe
krijimi i tunelit mund të jetë i kushtueshëm.
Në figuren 7 është paraqitur mekanizmi i tunnelingut.

Figura 7 Mekanizmi i tunneling Ipv6 mbi Ipv4[10]

Tunelimi është metodë ndërmjetësuese/teknikë kalimtare, e cila nuk duhët të konsiderohët si
zgjidhje përfundimtare.Tunelimi mund të bëhet në skaje të ruterëve ose ndërmjet hostëve, ose
ndërmjet të një hosti dhe një ruteri.Për tunelët ekonfiguruar manualisht, duhët të bëhet
konfigurimi statik i të dy llojeve të adresave: IPv4 dhe IPv6 në ruterë, në fund të secilit tunel.
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Ruterët e fundit tek tunelët e konfiguruar manualisht duhët të jenë Dual-Stackdhe konfigurimi
nuk duhët të ndërroj në mënyrë dinamike.Sa i përket konfigurimit automatik të tuneleve
egzistojnë disa mekanizma:
6-to-4 – ky mekanizëm e përdorë prefiksin e e rezervuar: 2002::/16, për t’i lejuar faqes së lidhur
IPv4 të krijoi dhe të përdorë prefiksin /48 të IPv6, të bazuar në një adresë të vetme globale, e cila
është e rrugëtueshme/arrtishme (ang. Routable/Reachable).Tek ky mekanizëm secili ruter i
skajshëm 6-to-4 e ka nga një adresë IPv6 me prefiks /48, i cili është varg i 2002::/16 dhe
reprezentim heksadecimal i adresës IPv4 të ruterit të skajshëm; rangu i adresës 2002::/16 është
caktuar me qëllim që të bëhet tunelimi 6-to-4.Ruterët e skajshëm automatikisht e ndërtojnë
tunelin, duke përdorur adresat IPv4, të cilat janë të ngulitura (embedded) në adresat IPv6.
Tunelët 6-to-4 mundësojnë vendosjen e shpejtë të IPv6 në rrjetet e korporatave pa pasur nevojë
për adresa nga ISP-të.
Ruteri e enkapsulon paketën IPv6 në një paketë IPv4.Paketa kalon përgjatë rrjetës IPv4.Ruteri i
skajshëm i destinacionit e de-enkapsulon paketën IPv6 prej paketës së pranuar IPv4 dhe e dërgon
përpara paketën IPv6 tek destinacioni final.
Intra-Site Automatic Tunnel Adressing Protocol (ISATAP) – lejon që një intranet privat IPv4
të implementoj nyjet IPv6, pa pasur nevojë që të përmirësohet rrjeta
Teredo – ky mekanizëm e bën tunelimin e datagrameve IPv6 brenda datagrameve UDP të IPv4,
ai lejon përdorimin e tërthortë të adresave IPv4 dhe adresave IPv4 NAT.2. [31]

3.4 Mekanizmi i përkthimit
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Kjo metodë njihet më shkurtesën AFT (Adress Family Translation), ajo lehtëson komunikimin
ndërmjet hostëve IPv6 të vetëm ose IPv4 të vetëm dhe rrjeteve (tranzitore, të qasshme ose rrjeteve
fundore) duke përformuar një heder IP dhe përkthim të adresës ndërmjet dy familjeve të adresave.
Dy përparësitë kryesore të metodës së përkthimit janë:
Kjo metodë njihet më shkurtesën AFT (Adress Family Translation), ajo lehtëson komunikimin
ndërmjet hostëve IPv6 të vetëm ose IPv4 të vetëm dhe rrjeteve (tranzitore, të qasshme ose
rrjeteve fundore) duke përformuar një heder IP dhe përkthim të adresës ndërmjet dy familjeve të
adresave.Dy përparësitë kryesore të metodës së përkthimit janë:
•

Metoda e përkthimit siguron një migrim gradual të IPv6

•

Ofruesit e përmbajtjes egzistuese dhe fasilatorët e përmbajtjes (content enablers), mund

të sigurojnë shërbimet në mënyrë transparente tek përdoruesit e internetit IPv6, duke
përdorur teknologjinë e përkthimit, pa ndryshim apo me ndryshim të vogël në
infrastrukturën e rrjetës egzistuese, kjo do ta mbante vazhdimësinë e biznesit IPv4.
Metoda e përkthimit ndahët në dy teknologji:

1.NAT-PT (Network Address Translation–Protocol Translation), konsiderohët se ka qenë
e kundërshtuar prej IETF,për shkak të lidhjes së saj të ngushtë më DNS-in dhe
përkufizimet e saj të përgjithshme në përkthim.
2.NAT64 (Network Address Translation IPv6 to IPv4), kjo teknologji e lehtëson
komunikimin ndërmjet hostëve IPv6 të vetëm dhe IPv4 të vetëm (qofshin në një kalim, në
një qasje apo në një rrjetë të skajshme).Kjo zgjidhje lejon që si ndërmarrjet poashtu
edhe ISP-të ta përshpejtojnë adoptimin e IPv6, duke trajtuar njëkohësisht harxhimin e
adresave IPv4.. [26]

3.1.1Përkthimi Stateful
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Ndryshe nga përkthimi pa shtetësi i cili cakton adresën IPv4 përkthimi stateful mban adresa të
IPv4, numri i Adresat IPv4 mund të jetë shumë më i vogël se numri i shërbimeve që pret IPv6
NAT-PT (Protocol Translation) është një mekanizëm paraardhës stateful përkthimi i cili
pretendonte për të mbështetur të dy IPv6 dhe IPv4.
Për paraqitjen e një host IPv4 në IPv6, NAT-PT ndjek adresimin sipas mënyrës së SIIT e cila
gjeneron një IPv4-Adresa plotësisht duke shtuar një parashtesë IPv6 (:: / 96) për IPv4
Duke folur në bazë të rrjedhave, NAT-PT perkthyesi dinamik lidh adresat IPv6 më shtresën e pare
të transportit ID (TCP / UDP port ose ICMP ID) më një adresë IPv4 dhe më një shtresë transportit
ID.
NAT-PT përkthyesi duhet reklamuar prefiksin e IPv4 adresave, si edhe prefix IPv6 i :: / 96 për
IPv6 side.
NAT-PT ofron një migrim të qetë në IPv6 dhe siguron përvojë në Internet për përdoruesit IPv6.
Infrastruktura e rrjetit IPv4 nuk ka nevojë të ndryshohet thelbësisht për të ofruar shërbime për
rrjetin IPv6 dhe ka kosto të ulët.
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Figura 8. Mekanizmi NAT-PT Perkthimit[www.ietf.org

3.1.2 Përkthimi Stateles

Ky mekanizëm përkthim pa shtetësi propozon parimin themelorë të IPv4 dhe IPv6 përkthimi dhe
algoritmin për IP / ICMP konvertimin semantik.
Skema e Adreses SIIT është e bazuar në supozimin se çdo host IPv6 në një rrjet ka një adresë
IPv4.Secili host i adreses Ipv6 është krijuar duke shtuar prefiksinIPv6 0:ffff:0:0:0/96 para adreses
IPv4. Ky lloj I adresave IPv6 është quajtur Adresë përkthyese Ipv4, e cila eshte caktuar per nje
host IPv6 dhe potencialisht ndeshet në një adresë IPv4.
Në anën tjetër, adresa IPv6 e një hosti aktual IPv4 është gjeneruar duke ja shtuar një tjeter
ndryshim prefiksit IPv6 :: ffff : 0 : 0/96 para adreses IPv4, dhe ky lloj i adresave IPv6 është
quajtur Adresë planifikuese IPv4, e cila është hartuar nga një adresë IPv4 që te përfaqësoj një host
IPv4 në rrjetin IPv6.

3.5 Stateless autokonfigurimi
RFC 2462Për të arritur këtë, rrugëtimi IPv6 unicast u mundësua në Ruterin e formës së
konfigurimit global dhe adresat IPv6 u caktuan në interface-at e Ruterit..
Në figurë tregohet diagrami i rrjetit për SLAAC scenario që siguronë adresat IPv4 dhe
autoconfigurimin e përhershëm dhe adresat IPv6 të përkohshëm.
Adresat e përhershme IPv6 përdorin the linklocal address interface identifiers.
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Figurë 9.0.Diagram i rrjetit me DHCP IPv4 addresses and SLAAC IPv6 addresses.

Adresat MAC të interface-ve të ruterit janë koduar më vështirësi më vlera të porositura për qëllime
të identifikimit të lehtë.
Protokolli i rrugëtimit RIP është konfiguruar të mundësojë rrugëtimin e pakove përmes LAN-ve.
RIP në IPv6 duhet të jenë i aktivizuar në çdo interface të ruterit që ka për qëllim të përcjellë pakot,
ndryshe nga IPv4 ku ishte bërë në nivelin e konfigurimit global.
Një ekstrakt nga konfigurimi i routerave tregon konfigurimin e interface-it GigabitEthernet 0/1 të
ruterit. Konfigurimet për inter face-at GigabitEthernet 0/2 dhe 0/3 mund të gjenden në fajllin e
plotë të konfigurimit të ruterit.
R7200#conf t
Enter configuration commands,one per line. End with CNTL/Z.
R7200(config)#int gigabit ethernet 0/1
R7200(config-if)# description LAN1 Interface
R7200(config-if)# mac- address 0000 1111. 1111.
R7200(config-if)# ip address 10.10.11.1 255.255.255.0
R7200(config-if)# ipv6 address FC00:11:11::/64 eui-64
R7200(config-if)# ipv6 rip IPV6RIP enable
R7200(config-if)# ipv6 enable
R7200(config-if)# end
Mac-adresa 0000.1111.1111 komanda është përdorur për të vështirësuar kodimin e MAC adresës
së interface-it të ruterit.
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Adresa IPv6 FC00: 11: 11 :: / 64 EUi-64 kjo kontrollë e cakton një / prefiks 64 të interface-it që
t’i lëshohet hostave përmes Router Advertisements.
Komanda(kontrolla )gjithashtu gjenëron një adresë të interface-it për router-in që lidh MAC
adresën për prefiksin duke përdorur teknikën EUI-64. Adresat MAC dhe çiftet prefikse IPv6 për
interfce-at
GigabitEthernet 0/2 dhe 0/3 janë 0000.2222.2222, FC00: 22: 22 :: / 64 dhe 0000.3333.3333,
respektivisht FC00: 33: 33 :: / 64.
IPv6 e mundësonë komandën kick-të fillojë procesin IPv6 në interface dhe automatikisht cakton
një lidhje-lokale të adresës IPv6 për këtë interface pa pasur nevojë për të konfiguruar një adresë
të IPv6.
Procesi RIP për IPv6 kërkon një emër për të operuar, IPV6RIP për këtë ushtrim.Konfigurimi i
interface-it IPv6 i plotë për interface-at e ruterit janë paraqitur me radhë.

Konfigurimi IPv6 për GigabitEthernet 0/2 Interface
R7200#sh ipv6 int giga0/2
Gigabit Ethernet 0/2 is up,line protocol is up
Ipv6 is enable,link-local address is FE80::200:22FF:FE22:2222
No Virtual link-local address (es):
Description : LAN interface
Global unicast address(es):
FC00:22:22:0:200:22FF:FE22:2222, subnet is FC00:22:22::/64 (EUI)
Joined group address(es):
FF02::1
FF02::2
FF02::9
FF02::1,FF22:2222
<out put omitted>

R7200#sh ipv6 int giga0/3
Gigabit Ethernet 0/2 is up,line protocol is up
Ipv6 is enable,link-local address is FE80::200:33FF:FE33:3333
No Virtual link-local address (es):
Description : LAN interface
Global unicast address(es):
FC00:33:33:0:200:33FF:FE33:3333, subnet is FC00:33:33::/64 (EUI)
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Joined group address(es):
FF02::1
FF02::2
FF02::9
FF02::1,FF33:3333
<out put omitted>

Konfigurimi IPv6 për GigabitEthernet 0/3 Interface.

Lidhja-lokale,e adresave të grupit të bashkuar dhe global të interface-ve të ruterit janë shfaqur në
kornizat e tekstit.
Adresat e grupit të bashkuar janë:

Lidhja-lokale,lidhja e të gjitha pikave- Grupi multicast, FF02::1, lidhja-lokale të gjitha-routerat
multicast grup, FF02::2, lidhja-lokal RIP routers multicast grup FF02::9 dhe the solicited-node
multicast address, FF02 :: 1: FF33: 3333 për GigabitEthernet 0/3.
Informacione të tilla si prefiksi i adresës, gjatësia e prefiksit, kohëszhatja e adresës,vlerat MTU
dhe kohëzgjatja e ruterit janë të gjitha të kryera në RA. Flamuri (L) on-link (L) tregon që prefiksi
i lajmëruar duhet të shtohet në listën e prefiksit te hostit.
The autonomous addresses-configuration flag (A) njofton hostin për të gjeneruar adresat
provuese duke përdorur prefiksin e lajmëruar.
IP-të e hostave konfigurimin e interface-ve të tyre me adresat IPv6 janë të përcaktuara në Router
Advertisements dhe adresat IPv4 nga një server DHCP.
Tre subnets për the three router interfaces/LANs në fajllin e konfigurimit DHCP IPv4.(shih
shtojcën B – Appendix B)
Tre subnets për tre router Interface / LAN janë të përcaktuara në fajllin e konfigurimit IPv4 DHCP.
IP-adresa helper 10.10.11.2 komanda është konfiguruar për të mundësuar DHCP relay agents në
router Interfaces pa një server DHCP.
Konfigurimi përkatëse IP për piken ( hostin ) në LAN1, eshte paraqitur ne vazhdim paraqiturë me
poshte.
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Figura 10. IP konfigurimi për Llaptop në LAN 1.

Host IP configuration tregojnë se hostat kanë marrë adresat e tyre IPv6 nga prefikset e shpallur në
LAN-et e tyre dhe adresat IPv4 përmes DHCP.
Infromacioni e dhena që ishte vendosurë në server DHCP, e tillë si adresa e serverit, koha, DNS
server addresses është shfaqur dhe më shumë informacion për hostin si adresa fizike si dhe një
përshkrim i kartelës NIC.
Për më tepër, adresat e përkohshme përdorin një identifikues të interface-it të ndryshëm nga ajo e
përdorur nga adresat e përhershme.
Kjo është për shkak të faktit se se Sistemi Operativ Windows kalon nga Widnows Vista e në
Versioni më të reja duke përdorur teknikë pseudo-random për gjenerim të identifikuesve të
interface-it.

3.6 Stateful Autokonfiguration (DHCPv6)
Teknika Stateful Autoconfiguration përdoret për të caktuar adresat në hostat IPv6 dmth duke
shfrytëzuar serverin DHCPv6.
ISC-dhcpserver, i cili mbështet DHCPv6, është përdorur për konfigurimin e adresës dinamike. Ajo
vjen me dy fajlla start-up dmth /etc/init.d/isc-dhcp-server për IPv4 dhe
/etc/init.d/isc-dhcp6-server për IPv6, por një fajll i vetëm i konfigurimit etc/dhcp/dhcpd.conf.
Fajlli i konfigurimit “/etc/dhcp/dhcpd6.conf” është krijuar për IPv6 address pools dhe parametra
të tjerë të konfigurimit.
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Është me rëndësi të përmendet se pika e serverit DHCP është konfiguruar manualisht më të dy
adresat statike IPv4 dhe IPv6 në mënyrë që të jetë në gjendje për të dëgjuar tek kërkesat e klientëve
DHCP për secilin protokoll.
Figura tregon diagramin e rrjetit me DHCP adresat e siguruara siç ishte nga përfundimi i projektit.

Figurë.11Diagram i rrjetit Stateful.[tools.ietf.org]

Për të mundësuar lidhje pa një server DHCPv6 për të marrë adresat nga
serveri, komanda DHCP IPv6 relay destinacion fc00: 11: 11 :: 2 është konfiguruar në interface-in
e routerit të këtyre lidhjeve..
Këta flamuj (flags) janë të vendosur në linqet më të cilat pikat janë të përshtatshme për të kryer
Autoconfigurimin e adresës Stateful.
Këto rregullime, megjithatë nuk do të ndalin routerin nga dërgimi i adresës prefixe në Router
Advertisements.
Në këtë pikë, pikat i marrin adresat routable nga DHCPv6 dhe advertised prefixes dmth të dy
autokonfigurimet e adresave Stateful dhe stateless janë kryer.
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Për situatat ku vetëm konfigurimi i adresës Stateful është i dëshiruar, routeri mund të ndalet nga
dërgimi i prefiksit të Adresës duke përdorur komandën ipv6 nd prefix [ipv6 prefix] noadvertise
c.
Router settings autoconfiguration Stateful për GigabitEthernet 0/2 është i përshkruar më posht.

R7200(config)# int giga 0/2
R7200(config-if)# ipv6 dhcp relay destination fc00:11:11::2
R7200(config-if)# ipv6 nd managed-config-flag
R7200(config-if)# ipv6 nd other-config-flag
R7200(config-if)# ipv6 nd prefix fc00:22:22::/64
R7200(config-if)# ipv6 nd ra lifetime 2400
R7200(config-if)# exit
Konfigurime të ngjashme si më lart janë konfiguruar në GigabitEthernet 0/1 dhe 3 në ruajtje të
prefikseve të duhura për përcjellje të rregullimeve në GigabitEthernet 0/1.
Komanda #ipv6 nd ra lifetime 2400 e kundërshton kohëzgjatjen e mëparshme të ruterit pranues
nga the default 1800 to 240 seconds.
Pikat e klientit DHCPv6 përdorin DHCP Unique Identifier (DUID) për me identifiku një server
DHCPv6 për shkëmbime të mesazhit që kërkon identifikim të serverit megjithëse serveri DHCPv6
përdorë DUID për identifikim të klientave për zgjedhjen e parametrave të konfigurimit
Të gjitha komunikimet e iniciuara në serverin DHCPv6 janë dërguar në FF02::1:2.Serverat
përdorin adresat unicast clients për të kthyer mesazhet në-link dhe FF02::1:2 për të pranuar
kërkesat nga relay-forward addresses.
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4 METODOLOGJIA E PUNES
Ecuria apo metodat e punës të cilat i kam përdorur gjatë këtij punimi kryesisht ka qenë metoda e
krahasimit.Duke u bazuar në këtë metode, kemi paraqitur shembuj dhe kemi bërë krahasime në
mes rasteve të ndryshme, në punen dhe efikasitetin e këtyre IP-ve.
Gjatë këtij aktiviteti të krahasimit, kemi bërë këto krahasime:
•

Janë krahasuar klasat e ndryshme të IP adresave më karakteristikat e tyre kryesore.

•

Janë marrë shembuj të ndryshëm ilustrues.
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•

Iplementimet e tyre.

Të dhënat e mbledhura fillimisht i kemi vendosur në formë të papërpunuar në format elektronik
tekstual, e më pas i kemi përpunuar duke i vendosur në tabela dhe figura përkatëse.

5 REZULTATET

5.1 Implementimi fillestar i IPv6

Kalimi nga IPv4 në IPv6 ka rëndësi të madhe për shkak se zbatimi i IPv6 në rrjetet moderne e bën
të mundur vendosjen e komunikimeve nga fillimi deri në fund pa patur nevojën për aplikimin e
metodës së përkthimit të adresave – NAT (ang. Network Address Translation) që në thelb është
edhe kërkesa e brezit të ri të aplikacioneve që funksionojnë në kohë reale.
Avancimet e fundit në teknologjinë celulare dmth hyrja e rrjeteve 4G / LTE që bartin të dhëna të
zërit si shërbimin e VoIP janë të shtyrë përpara me tranzicionin në IPv6. Për të lehtësuar

38

tranzicionin, janë propuzuar disa skema të cilat janë pranuar gjerësisht.Në këtë zbatim, të gjitha
hostat dhe routerat janë konfiguruar për operacionet në një mjedis të vetëm të IPv6.
Rrjeti është i kufizuar vetëm në komunikimet IPv6 dhe përkthimi është përdorur për komunikim
me rrjetet IPv4.Veç nëse nuk është shpërndarë për një intranet, këto implementime kanë aplikime
praktike shumë të kufizuara që kur një pjesë shumë e madhe e internetit është ende në shpërndarjen
IPv4.
Kur rrjetet vetëm IPv6 kanë nevojë për të komunikuar më vetëm rrjetet IPv4, përkthimi është i
nevojshëm. Aplikimi Niveli Gateways (ALG) është një nga metodat e përdorura për të realizuar
këtë përkthim.
ALG përdor një server që vepron si një proxy për shërbime që janë në secilën pikë IPv6 ose
IPv4.Aplikacioni i server duhet të jetë IPv6 i informuar dhe serveri duhet të jetë konfiguruar për
të mbështetur të dy protokollet për ALG që të punojnë si duhet.Pozicionimi i ALG përcaktohet
nga lokacioni i targetuar ( i shënjestruar ).
Figura 5 është paraqitur se si mund të zbatohet ALG.

Figurë 5.0Përkthimi Application level gateway.[tools.cisco.com]

39

5.2 implementimi i metodes Dual Stack
Këto rezultate janë paraqitur duke merdorur metodën e Dual Stack-ute cila i referohet TCP/IP
pajisjeve të rrjetit të cilat jane të afta që siguron mbështetje për të dy llojet e protokolleve IPv4
dhe IPv6.
Qdo diagram i ruterit i ka dy rrug për të llogaritur, mirpo ruteri zgjedh vetëm njëren rruge.
Pra bëhët komunikimi në mës paketave të IPv4 dhe IPv6 pa e penguar njera tjetren.

Fig.12.Modeli i konfiguruar i një rrjeti.
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Fig.13.Konfigurimi i PC 1
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Fig.14. IP konfigurimi
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Figura 15. Routeri 0 dhe 1

Figura 16. Pingimet nga PC1 dhe PC4
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Fig17. Pingu nga kompjuteri klient në serverin e bazës se të dhenave me Ipv6
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6 PËRFUNDIMI DHE KONKLUZIONI
Protokoli IPv6 do të jetë në gjëndje të mbulojë mungesën e adresimit të pajisjeve në internet për
disa dekada me radhë.Sfidë do të mbetet implementimi i tij, si për ofruesit e shërbimeve të
internetit (ISP), poashtu edhe për ndërmarrjet.Asnjëra nga metodat e implementimit nuk është
ideale.Tek metoda Dual Stack pamë se lejon që dy rrjeta (IPv4 dhe IPv6) të egzistojnë brenda një
ndërfaqeje fizike ose logjike, me këtë metodë IPv4 do të mbetej ende në funksion, mirëpo e metë
kryesore e kësaj metode ishte se: në qoftë se rrjeta egzistuese IPv4 nuk mundet të përshtatet me
rrjetën IPv6, atëherë duhet bërë përmirësime të shumta në harduer dhe softuer të rrjetës.Tek metoda
e tunelimit pamë se nevoijitet vendosja e ruterëve dual stack në skajet e rrjetave IPv6 dhe ndërmjet
atyre rrjetave qendron një rrjetë IPv4, e meta e kësaj metode qëndron në atë se paketat IPv6 duhet
të enkapsulohën në protokolin IPv4, përdoruesit e ifrastrukturës së rrjetës IPv6 nuk
munden t’i përdorin shërbimet që ndodhën në infrastrukturën IPv4 etj.Metoda e përkthimit
mundësonte përkthimin e të dy lloje të adresave, duke e bërë më të lehtë komunikimin ndërmjet
rrjeteve që i takojnë arkitekturave të ndryshme, me aplikim të kësaj teknologjie shërbimet e ofruara
në IPv4 mund të vazhdojnë të punojnë më tutje, pa e ndryshuar infrastrukturën e rrjetës egzistuese,
ose duke bërë ndryshime të vogla.
Poashtu numri i pajisjeve të bazuara në internet vazhdon të rritet në mbarë botën në një shkallë
eksponenciale, prandaj nevoja për fleksibilitet në IPv6 do të ketë shumë rëndësi.Interneti do të
transformohet përgjithmonë në momentin kur protokolli IPv6 do ta zëvendësojë plotësisht
protokollin IPv4.Ky veprim nuk do të ndodhë brenda natës por të dy protokolle do të bashkëjetojnë
edhe për një kohë.
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