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„wer ich bin? dein schlimmster alptraum, baby!"1
Cybermobbing -  ein Thema für den Deutschunterricht
Einleitung
Menschen, die über World-Wide- 
Web-Dienste kommunizieren, pfle­
gen mitunter einen harschen Um­
gangston (vgl. Feldweg et al. 1995; 
Kleinke 2007). Was allerdings bei­
spielsweise über die (inzwischen 
geschlossene) Seite www.Ishare- 
gossip.com verbreitet worden ist, 
übertrifft alle Negativerwartun­
gen und beschämt selbst Unbetrof­
fene. Wie es scheint, entstand mit 
der Etablierung des Web 2.02 auch 
ein Forum für aggressive Diskurse, 
die aus purer Langeweile aber auch 
aus Rache- und Wutgefühlen initi­
iert werden. Die Folgen der über 
Sprache, Bilder und Videosequen­
zen realisierten und via Mobiltele­
fon und Intemetdienste verbreiteten 
Attacken, die unter dem Terminus 
„Cybermobbing“ zusammengefasst 
werden, sind in der Realität spür­
bar: Angst, Leistungsabfall, Des­
pression, brutale Handgreiflichkei­
ten3 oder gar Suizid4. In einer Studie 
von Jäger et al. (2009) geben 16,5 % 
der Schüler an, in den letzten bei­
den Monaten vor dem Befragungs­
zeitpunkt Opfer von Cybermobbing 
gewesen zu sein. Hochgerechnet 
ergibt das eine Zahl von 1,9 Mil­
lionen Schülerinnen und Schülern5
(auf einer Basis von 12 Millionen 
Schülern).
Cybermobbing ist ein komplexes 
Phänomen, das bislang vorwiegend 
Gegenstand sozialpsychologischer 
Forschung war. So wurden Aspekte 
wie die Auftretenshäufigkeit, Moti­
ve, Viktimisierung oder die Vertei­
lung der Täter- und Opferrollen 
(u.a. Gradinger 2010) untersucht. 
Bei Cybermobbing handelt es sich 
jedoch zu einem großen Teil um ei­
ne gewalttätige Sprache6 in einem 
virtuellen Kommunikationsraum, 
somit ist es auch Forschungsge­
genstand für Sprach- und Kommu­
nikationswissenschaftler und -  wie 
ich in diesem Artikel zeigen wer­
de -  ein Thema für den Deutsch­
unterricht.
Die Wirkungsmacht von Cyber­
mobbing wird durch verschiedene 
Faktoren genährt, als wohl promi­
nentester dieser Faktoren kristalli­
siert sich die Angst heraus, die (Ver­
bal-) Angriffe auf die Persönlichkeit 
des Opfers evozieren. Wer über das 
WWW attackiert wird, kann oft­
mals nur vermuten, wer der Urhe­
ber der Nachrichten ist, kennt des­
sen Beweggründe nicht und kann 
das Ausmaß der Bedrohung schwer 
einschätzen. Aus dieser Unwissen­
heit resultiert Angst.
Hier setzt eine linguistische Analy­
se an, mit deren Hilfe zwar nicht 
verhindert werden kann, dass sich 
das Opfer zutiefst verletzt fühlt, 
die aber versucht die sprachlichen 
Strategien und Mittel zu entlar­
ven, durch die eine solch verlet­
zende und beängstigende Wirkung 
erreicht wird und über die gleich­
zeitig eruiert werden kann, wie 
überzeugend diese (auch für Drit­
te) tatsächlich sind. Es sollte einem 
Opfer leichter fallen, eine sprachli­
che Gewalttat für sich zu evaluie­
ren, wenn ihm diese Strategien und 
Mittel auch im Kontext des virtuel­
len Kommunikationsraums bewusst 
gemacht werden.
Kritische Distanz
Als Merkmale für Cybermobbing 
sind in der Forschungsliteratur 
vielfach Charakteristika des tradi­
tionellen Mobbings über die Kom­
ponente der Vermittlungsmodalitä­
ten erweitert worden. Erstmals von 
Olweus (2006) angeführten wesent­
lichen Merkmalen für traditionelles 
oder auch Offline-Mobbing -  wie 
das wiederholte Vorkommen einer 
aggressiven Handlung bei einem 
Macht-Ungleichgewicht zwischen
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den Beteiligten -  fügen also bei­
spielsweise Smith et al. (2008) le­
diglich die Vermittlung über elekt­
ronische Hilfsmittel hinzu (vgl. 
auch Fawzi 2009). Dass es nicht 
unproblematisch ist, Merkmale des 
Offline-Phänomens auf das Online- 
Phänomen zu projizieren, wird in 
der Literatur nur vereinzelt erörtert 
(vgl. Kowalski/Limber/Agatston 
2012, Willard 2007), die kritische 
Diskussion der Merkmale kann hier 
ebenfalls nicht erschöpfend geführt 
werden, weshalb ich mich insbe­
sondere auf den Aspekt des Macht- 
Ungleichgewichts konzentriere, der 
nicht unreflektiert auf eine Kommu­
nikationssituation übertragen wer­
den kann, die im virtuellen Raum 
stattfindet. Während es offensicht­
lich ist, dass hier keine physischen 
Kräfte gemessen werden können, ist 
man sich in der Forschungslitera­
tur darüber uneinig, inwiefern das 
Merkmal des Macht-Ungleichge­
wichts trotzdem weiter Gültigkeit 
besitzt. So wird auf unterschiedlich 
ausgeprägte Internet-Kompetenzen 
verwiesen, ein meiner Ansicht nach 
schwaches Kriterium, da es abso­
lut betrachtet, keiner über die ge­
wöhnlichen PC-Aktivitäten her­
ausragenden Fähigkeiten bedarf, 
SMS-Nachrichten zu versenden 
oder WWW-Dienste zur Verbrei­
tung von Text- oder Bildbotschaf­
ten zu verwenden.
Aus dieser Beobachtung ergibt sich 
nun der Schluss, dass prinzipiell da­
von ausgegangen werden kann, dass 
die Ausgangspositionen für Täter 
und Opfer im virtuellen Raum zu­
mindest ähnlich sind. Das bedeutet 
gleichsam, dass jedem Nutzer so­
wohl die Opfer- als auch die Täter­
rolle zuteilwerden kann. Eine Per­
son, die in der Offline-Welt Opfer 
von Mobbing-Attacken geworden
ist, kann online zum Täter werden 
und sich wehren, weil die anonyme 
Netzidentität sowie die reale räum­
liche Distanz Schutz bieten. Eben­
so kann eine Person, die in der Off­
line-Welt aggressiv und dominant 
agiert, im virtuellen Raum zum Ziel 
aggressiver Verbalattacken werden. 
Selbst Personen, die in der Offline- 
Welt weder Täter noch Opfer sind 
und keinerlei Angriffsfläche bie­
ten, wie z. B. Timo im vom Anni­
ka Bartsch und Mareike Baumert 
zusammengestellten Erfahrungs­
mosaik (in diesem Heft), können 
online aktiv (als Täter) oder passiv 
(als Opfer) in Cybermobbing invol­
viert sein. Somit ist jede Netziden­
tität in potenzieller Gefahr Objekt 
öffentlicher Diffamierung, zu wer­
den (vgl. Fawzi 2009, 32 ff.; Gra- 
dinger 2010).
In diesem Zusammenhang ergibt 
sich meines Erachtens eine erste 
wichtige Frage, die Gegenstand des 
Unterrichtsgespräches sein sollte: 
Welche Identität ist durch (Verbal- 
Attacken bedroht? Damit geht die 
Frage nach dem kommunikativen 
Raum, in dem sich die Schüler be­
wegen, einher. An der Schnittstelle 
des Web 2.0 diffundieren die Gren­
zen zwischen Öffentlichkeit und 
Privatheit. Mit der Registrierung 
in einem sozialen Netzwerk über­
tragen Schüler oftmals einen Teil 
ihres Privatlebens in die (semi-)öf- 
fentliche7 Virtualität, es kommt also 
zu Überschneidungen zwischen ih­
rer Offline- und ihrer Online-Iden- 
tität. Das lässt sich kaum vermei­
den, da Schüler heute ihre sozialen 
Beziehungen wie selbstverständ­
lich auch im virtuellen Raum pfle­
gen. Sie müssen auch im Internet 
auffind- und ansprechbar sein, an­
derenfalls würde ihnen ein Teil so­
zialer Aktivitäten verborgen blei­
ben, was wiederum Auswirkungen 
auf ihre soziale Offline-Welt hätte. 
Den Platz des Telefonats nach der 
Schule haben Treffen bei Schüler- 
VZ oder Facebook eingenommen 
(vgl. Gysin 2011). Während jedoch 
im Telefonat Informationen zwi­
schen zwei Personen ausgetauscht 
wurden und allenfalls durch Ver­
trauensbruch an Dritte gelangten, 
gibt es heute für anscheinend pri­
vate Konversationen in sozialen 
Netzwerken eine unbekannte An­
zahl von potenziellen Kommuni­
kationsteilnehmern und Zeugen. 
Dafür müssen Schüler sensibili­
siert werden, sie sollten erkennen, 
wie wichtig es ist, eine Netzidenti­
tät bewusst zu konstruieren und zu 
kontrollieren, denn interessanter­
weise spüren Schüler diese Öffent­
lichkeit immer erst, wenn sie zum 
Opfer von (Verbal-)Attacken wer­
den. Der Effekt der Demütigung ist 
dann durch das Bewusstsein darü­
ber, dass eine unüberschaubare 
Menge von Personen Kenntnis da­
von nehmen kann, erheblich gestei­
gert. Die Schüler sollten jedoch er­
kennen, dass sie diesen Effekt auch 
für sich nutzen können. Dazu ge­
hört, dass sie mit vertraulichen In­
formationen sorgsam umgehen, um 
eine Distanz zu ihrer Netzidenti­
tät aufzubauen, die auch dann von 
Nutzen sein kann, wenn diese ver­
balen Angriffen ausgesetzt ist. Da­
zu gehört aber auch, dass Schüler 
Bereitschaft zeigen, ihr Schicksal 
zu kommunizieren. Es sollte ihnen 
vor dem Hintergrund, dass es ohne­
hin kein Geheimnis ist, leichter fal­
len, die Beleidigungen, mit denen 
ihre Netzidentität konfrontiert ist, 
im Gespräch mit Freunden, Eltern 
und Lehrern zu kommunizieren. 
Die Abmeldung aus dem sozialen 
Netzwerk oder das Löschen eines
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Profils -  ein Schritt für den sich 
Mila A. (vgl. Bartsch/Baumert in 
diesem Heft) entscheidet -  schüt­
zen zwar vor weiteren Angriffen, 
bedeuten aber auch eine partielle 
soziale Isolation und stellen damit 
keine optimalen Problemlösungs­
strategien dar.
Anstoß für eine Diskussion könn­
te beispielsweise sein, dass jeder 
Schüler in der Unterrichtsstunde 
die aktuellen Informationen, die auf 
seinem Profil gespeichert sind, laut 
vorliest. Es ist zu erwarten, dass 
Schüler sich weigern, weil es sich 
hierbei um „private“ Angaben han­
delt. Wie privat diese Angaben im 
Netz tatsächlich bleiben, kann da­
durch deutlich werden, dass ein be­
liebig benannter Mitschüler die Pro­
filinformationen der Person aufruft 
und vorliest. Folgende Einsichten 
können durch diese Übung gewon­
nen werden: Es gibt kein Privatle­
ben im Netz und es bedarf einer 
kritischen Distanz zur eigenen Net­
zidentität. In einem nächsten Schritt 
sollten die Schüler lernen mit ihrer 
Netzidentität spielerisch zu operie­
ren, genau auszuloten, welche In­
formationen zugänglich sein müs­
sen und dürfen und welches Wissen 
einem exklusiven Offline-Freundes­
kreis Vorbehalten sein sollte.
Überzeugungskraft von 
Beleidigungen
In der überwiegenden Anzahl der 
von mir in die Analyse einbezoge­
nen Daten findet sich eine derbe, 
aggressive Sprache, mit der einzig 
die Herabsetzung einer Person an­
gestrebt wird. Es steht außer Fra­
ge, dass Äußerungen wie in (1) ei­
ne hohe Emotionalisierung (vgl. 
Schwarz-Friesel 2007) bewirken,
da sie emotionale Reaktionen, wie 
beispielsweise Angst, Ekel, Ärger 
oder Scham hervorrufen.
(1) Berlin -> Pankow > Kurt-Tu­
cholsky-OS 06.04.2011 16:52:14 
lsten das und 2 is fiir mich ne Bitch 
eine die sich Täglich von verschie­
den typen ficken lässt ;DX 
Wie aber verhält es sich mit der 
Überzeugungskraft solcher Texte? 
Auf welche Weise würde die in (1) 
thematisierte Schülerin durch die­
sen Beitrag verunsichert werden 
und gelingt es, Dritte von dessen 
Wahrheitsgehalt zu überzeugen? 
Geht es dem Verfasser dieses Bei­
trags tatsächlich darum, dass die 
hier thematisierte Anschuldigung 
geglaubt wird oder sendet er ei­
ne andere Botschaft? Wenn ja, um 
welche handelt es sich und erhält 
diese durch die hier angewendeten 
sprachlichen Mittel und Strategien 
genug Überzeugungskraft? Prinzi­
piell sind das die Fragen, die an je­
den sprachlichen Cybermobbing- 
Akt gestellt werden können.
Wie soll eigentlich wer wovon 
überzeugt werden, wenn grobe Be­
leidigungen im Internet verbreitet 
werden? Schließlich hat der Täter 
die schwierige Aufgabe, mehrere 
Adressaten, deren Ausgangssitu­
ationen sehr voneinander abwei­
chen, von seiner Auffassung über­
zeugen zu müssen. Dem Opfer 
muss dessen Wertlosigkeit glaub­
haft versichert werden, auf der an­
deren Seite dürfen Dritte (Rezipien­
ten des Cybermobbing-Akts) durch 
den sprachlichen Akt a) nicht da­
zu veranlasst werden, die Glaub­
würdigkeit des Täters anzuzwei­
feln und sollten b) den Inhalt des 
Gesagten nachvollziehen und ggfs, 
übernehmen können. Gelingt das 
durch derart grobe Beleidigungen 
und Verleumdungen wie in (1)? Es
ist davon auszugehen, dass sich der 
Täter durch seine Vorgehensweise 
(hier der Gebrauch von pejorativer 
Lexik wie „Bitch“, „ficken“) selbst 
diskreditiert. Hinsichtlich seiner 
Motivation können nur Vermutun­
gen angestellt werden, so könnten 
seine Worte u.a. Enttäuschung da­
rüber ausdrücken, dass er von der 
Schülerin zurückgewiesen worden 
ist. Ähnlich verhält es sich beim 
Gebrauch dehumanisierender Meta­
phern, wie sie in den Beispielen (2), 
(3) oder (4) verwendet werden. Bei
(2) und (3) handelt es sich um Kom­
mentare zu einem Foto, auf dem ein 
korpulentes Mädchen abgebildet ist, 
die im Facebook-Forum „Loch ist 
Loch“9 veröffentlicht wurden. Der 
Isharegossip-Beitrag unter (4) be­
zieht sich auf den kürzlich verstor­
benen Schulleiter.
(2) Ach Du Scheisse Das Ding sieht 
aus wie Jabba Bei Star Wars xDDD
(3) TÖTET ES BEVOR EIER LEGT
(4) Brandenburg ->■ Landkreis Tel­
tow-Fläming -*• Geschwister-Scholl- 
Schule Dabendorf 31.03.2011 
00:04:58
jaeh.. XXX10 das miese fette schwein 
ist to t ... der hurensohn hat meine 
mutter beleidigt ... er soll in der 
hölle schmoren ... fette mistsau 
Es ist eine besonders grobe Form 
der Beleidigung, Personen ihr 
Menschsein in Abrede zu stellen 
und sie als OBJEKT („das Ding“, 
Bsp. 2) oder TIER („es [...] Eier 
legt“, Bsp. 3; „Schwein“, „Mist­
sau“, Bsp. 4) zu konzeptualisieren. 
Ich nehme an, dass die Äußerun­
gen in (2) und (3) den Prozess grup­
penkonstituierender Dynamik wi­
derspiegeln. Die Facebook-Nutzer 
versuchen, sich hier an Originalität 
zu übertreffen und sind in eine Art 
verbalen Wettstreit getreten. Dafür 
spricht eine hohe Anzahl ähnlicher
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Beiträge zum gleichen Thema, die 
hier nicht zitiert werden können. 
Hier verselbstständigt sich eine der­
be Sprachspielerei, der Auslöser für 
die Diffamierungen rückt dabei eher 
in den Hintergrund. In Beispiel (4) 
finden wir zusätzlich zu den Be­
leidigungen eine Delegitimierung, 
die schein-argumentativ gestützt 
wird: Weil der Schulleiter die Mut­
ter des Verfassers beleidigt hat, soll 
er „in der hölle schmoren“. Ist das 
ein naheliegender für alle Rezipien­
ten nachvollziehbarer Schluss? Die 
hier als logische Konsequenz for­
mulierte Sanktion für eine vom Ver­
fasser so kategorisierte Beleidigung 
ist unverhältnismäßig -  das ist au­
genscheinlich. Augenscheinlich ist 
auch, dass der Verfasser beim Sch­
reiben des Beitrags in einem Zu­
stand emotionaler Erregung war. 
Darauf deuten nicht nur die Auslas­
sungspunkte, sondern auch das im­
pulsive den Beitrag eröffnende „ja- 
eh“ sowie die syntaktische Struktur 
des Beitrags, die eher einem impul­
siven mündlichen Ausbruch ähnelt. 
Wie glaubwürdig ist jemand, der in 
derartiger Rage „argumentiert“? Ich 
erachte es als lohnenswert, mit den 
Schülern nicht nur den Emotionali­
sierungsprozess, sondern auch das 
den Texten inhärente Emotionspo­
tenzial11 zu untersuchen. In diesem 
Zusammenhang können sprachliche 
Indikatoren identifiziert werden, die 
durchaus auch die Unsouveränität 
der Cybermobbing-Täter offenle­
gen können.
Weitaus persuasiver sind dagegen 
Strategien, bei denen beispielswei­
se eine Dämonisierung des Opfers 
angestrebt wird, wie in (5) vom Op­
fer selbst beschrieben.
(5) Mein Name ist Stefanie R. aus 
54*** Ich bin 29 Jahre alt, [...] und 
Caught in the Act Fan. Und ich bin
ein Mobbingopfer. Die Täter, eine 
kl. Gruppe die die Seute **forum.de 
„regieren“, versuche mir einzure­
den, dass ich arrogant bin, Rufinord 
gegen sie betreibe, Lügen über sie 
erzähle, [...] (Eintrag auf http://fo- 
rum.mobbing.net am 17.10.2010 
[Zugriff am 19.6.2011])
Die Äußerungen des Opfers ver­
lieren in solchen Fällen an Glaub­
würdigkeit, weil es schlicht zum 
Täter stilisiert wird. Hierdurch 
kreieren sich die Täter eine Basis, 
auf der ihre Vörgehensweise ge­
rechtfertigt erscheint, weil sie le­
diglich ein Abwehrverhalten dar­
stellt. Tatsächlich aber initiieren 
sie die Mobbing-Attacke, dem Op­
fer bleiben kaum Mittel sich zu re­
habilitieren -  eine schier ausweglo­
se Situation. Es handelt sich hierbei 
um eine Strategie, die in der For­
schung auch für Diskriminierungs­
diskurse (z.B. Verbalantisemitis­
mus, vgl. Schwarz-Friesel 2010) 
beschrieben worden ist. Die Beur­
teilung der Glaubwürdigkeit wird 
auch dann schwierig, wenn Täter 
explizit vorgeben, exklusives Wis­
sen über die Opfer zu haben, das 
von Dritten kaum veri- oder falsifi­
ziert werden kann.
Als Anregung für die Diskussion im 
Deutschunterricht schlage ich also 
vor, anhand von authentischem Da­
tenmaterial Strategien zu analysie­
ren und diese auf ihre Glaubwür­
digkeit zu prüfen. Sprechakte, die 
das Opfer schwer belastet haben, 
können auf diese Weise zumin­
dest hinsichtlich ihrer Wirkung auf 
Dritte relativiert werden. Das Op­
fer ist schließlich nicht nur persön­
lich verletzt und fühlt sich bedroht, 
es fürchtet zudem, einer Öffentlich­
keit ausgeliefert zu sein, die dem 
Inhalt des Gesagten eventuell Glau­
ben schenken könnte.
Fazit
Cybermobbing sollte enttabuisiert 
werden, das kann dadurch gelin­
gen, dass es auch im Unterricht 
thematisiert und kritisch reflek­
tiert wird. Aspekte wie Privatheit 
und Öffentlichkeit im kommuni­
kativen Raum des Web 2.0 müs­
sen diskutiert, sprachliche Stra­
tegien und Mittel zur Umsetzung 
dieser Strategien identifiziert und 
hinsichtlich ihrer Wirkung und 
Überzeugungskraft evaluiert wer­
den. Wenn es Schülern gelingt, be­
leidigende und diskriminierende 
Sprechakte kompetent zu analysie­
ren, ist die Voraussetzung für (prä­
ventive) Maßnahmen geschaffen. 
So könnte z.B. die Kreation einer 
Internetplattform, auf der Schüler 
Schülern helfen, in das Unterrichts­
konzept integriert werden.
Dr. Konstanze Marx ist Wissen­
schaftliche Mitarbeiterin am Ins­
titut für Allgemeine Linguistik an 
der Technischen Universität Berlin.
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Anmerkungen
(1) Eintrag www.Isharegossip.de am 
31.3.2011
(2) Ich verwende den Terminus „Web 
2.0“ mit dem Fokus auf den soge­
nannten „Social Media“. Als wich­
tigster Unterschied zum Web 1.0 
ist festzuhalten, dass Nutzer nun­
mehr nicht nur Konsumenten, son­
dern auch Produzenten von Webi­
nhalten sind.
(3) Im März 2011 wurde ein Jugendli­
cher in Berlin bewusstlos geschla­
gen, weil er seine Freundin vor 
Angriffen auf Isharegossip.com 
schützen wollte.
(4) So beispielsweise Megan Meier 
aus Missouri oder Joel aus Kärn­
ten (beide 13), die sich nach Cy- 
bermobbing-Attacken das Leben 
nahmen.
(5) Im Folgenden werde ich einzig aus 
Gründen der besseren Lesbarkeit 
das generische Maskulinum ver­
wenden.
(6) Es wird hier Einigkeit darüber vo­
rausgesetzt, dass Sprache Handeln 
ist (vgl. Searle 1969).
(7) Ich spreche von einer Semi-Öf- 
fentlichkeit, weil die Daten nicht 
im eigentlichen Sinne „veröffent­
licht“, aber potenziell zugänglich 
sind.
(8) Alle Belege werden unverändert und 
ohne Korrekturen übernommen.
(9) www.facebook.com/lochistloch? 
ref=ts
(10) Anonymisierung, K.M.
(11) Nach Schwarz-Friesel (2007, 212) 
wird hier unterscheiden zwischen 
Emotionspotenzial, das vom Re­
ferenz- und Inferenzpotenzial von 
Texten determiniert ist, und dem 
Prozess der Emotionalisierung, 
der das aus Produzentensicht die 
gezielte Aktivierung bestimmter 
Gefühlswerte beim Leser betrifft.
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