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O e-mail é atualmente a principal forma de comunicação das organizações. A 
informação existente nos e-mails representa uma elevada dimensão do capital não 
tangível das empresas, o Conhecimento. Na realidade, a gestão do e-mail dentro da 
organização é realizada por cada colaborador individualmente. Contudo, e tendo em 
conta o volume de informação criada, a forma como o e-mail é gerido levanta algumas 
questões. O objetivo geral deste estudo é conhecer como é feita a gestão de e-mail 
nos Serviços do Instituto Politécnico de Viana do Castelo (IPVC), analisando a forma 
de utilização do e-mail, de modo a obter elementos que permitam desenvolver 
normas/orientações para melhoria desta gestão. A metodologia utilizada para a 
elaboração deste trabalho de investigação recaiu sobre o Método Quadripolar, através 
do estudo de caso, para analisar a gestão do e-mail nos Serviços do IPVC. Foi 
elaborado um inquérito por questionário numa primeira fase, dirigido a todas as 
Instituições Públicas de Ensino Superior em Portugal sobre a existência de politicas 
de gestão de e-mail e, posteriormente, um questionário dirigido a todos os funcionários 
de todos os Serviços do IPVC no sentido de perceber de que forma se lida com o e-
mail e com a sua gestão no contexto laboral de uma organização. A análise de dados 
foi efetuada através do estabelecimento da relação/associação entre variáveis com 
recurso à estatística descritiva. Os resultados demonstram que ainda há um longo 
caminho a percorrer uma vez que ainda não há uma consciencialização permanente 
para a importância do e-mail, bem como da sua gestão, no sentido de conseguir 
recuperar a informação de uma forma célere e garantir a preservação do e-mail a 
longo prazo. 
 
Palavras-chave: e-mail; e-mail pessoal versus e-mail profissional; gestão de e-mail; 







The e-mail is currently the main form of communication organizations. The 
existing information in the emails is a high dimension of non-tangible capital firms, 
Knowledge. In fact, the e-mail management within the organization is performed by 
each employee individually. However, taking into account the volume of information 
created, how email is managed raises questions. The aim of this study is to know as 
e-mail management is done in Services of Instituto Politécnico de Viana do Castelo, 
analyzing how to use the e-mail in order to obtain evidence to develop standards / 
guidelines for improving this management. The methodology used for the preparation 
of this research work fell on the quadrupole method, through the case study to analyze 
the e-mail management in IPVC Services. It designed a questionnaire survey in the 
first, addressed to all public institutions of higher education in Portugal about the 
existence of phase e-mail management policies and a questionnaire addressed to all 
employees of all IPVC Services in order to realize how it is dealing with e-mail and its 
management in the employment context of an organization. Data analysis was done 
by establishing the relationship / association between variables using descriptive 
statistics. The results show that there is still a long way to go since there is still no 
permanent awareness of the importance of e-mail, as well as its management, to be 
able to recover information from a swiftly and ensure the preservation of long-term 
email. 
 
Keywords: e-mail; personal e-mail versus professional e-mail; e-mail management; 
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O Homem em sociedade sempre produziu informação resultante das suas 
mais diversas ações. Para que esta perdurasse foi necessário registá-la, de modo a 
encontrá-la de forma rápida e eficaz. Ao longo da história da humanidade, a memória 
coletiva tem vindo a ser preservada nos mais diversos suportes, tendo os arquivos um 
papel fundamental.  
Para além do papel primordial de conservação, manutenção e preservação, é 
também papel do arquivo permitir o acesso à documentação, recorrendo para tal às 
mais diversas ferramentas. Assim, dando principal ênfase às tecnologias da 
informação, criam-se condições adequadas de preservação de forma a garantir que o 
documento possa ser recuperável pelo Homem para o servir, tanto no presente como 
no futuro. 
A Ciência da Informação oferece respostas interessantes às necessidades da 
organização, processamento, recuperação e uso da informação, dentro de um 
contexto de crescimento contínuo e exponencial da produção de conhecimento.  
A comunidade científica e profissional da Ciência da Informação procura 
atender à sociedade contemporânea, cada vez mais ansiosa por respostas, não só 
rápidas e com qualidade, mas também inseridas no contexto social. Segundo Le 
Coadic “a Ciência da Informação, com a preocupação de esclarecer um problema 
social concreto, o da informação, e voltada para o ser social que procura informação, 
coloca-se no campo das ciências sociais (das ciências do homem e da Sociedade), 
que são o meio principal de acesso a uma compreensão do social e do cultural” (Le 
Coadic, 1996, p.21).  
A tecnologia informática e as redes têm influenciado profundamente a forma 
como comunicamos hoje (Birnholtz, Dixon & Hancock, 2012). Uma das mudanças 
mais importantes nos últimos vinte anos foi o advento do e-mail e o seu uso tanto no 
campo profissional (Phillips & Reddie, 2007) como na esfera privada (Utz, 2007) para 
todos os tipos de tarefas comunicativas. 
A presente investigação, enquadrada no âmbito da Ciência da Informação, 
apresenta-se como um contributo para o conhecimento da realidade da gestão do e-
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mail organizacional do Instituto Politécnico de Viana do Castelo, e foi desenvolvida 
com o intuito de otimizar o uso deste meio de comunicação.  
Tal como foi referido anteriormente, o objetivo geral deste estudo é conhecer 
como é feita a gestão de e-mail nos Serviços do Instituto Politécnico de Viana do 
Castelo, analisando a forma de utilização do e-mail, de modo a obter elementos que 
permitam desenvolver normas/orientações para melhoria desta gestão. Para atingir 
este objetivo geral, foram definidos como objetivos específicos: conhecer o volume de 
e-mails recebidos nos Serviços, o tempo dedicado ao seu uso e os tipos de informação 
tratada; descobrir como é efetuada a gestão de documentos de e-mail, no que diz 
respeito à seleção, classificação, conservação, e às ferramentas utilizadas e as 
políticas ou códigos de boas práticas seguidas; verificar a preparação/formação dos 
funcionários dos serviços para a gestão do e-mail e a perceção individual sobre ele; 
avaliar o estado da gestão do e-mail nos serviços, e fornecer ferramentas para o 
desenvolvimento de critérios para a gestão de e-mail. 
Este trabalho encontra-se dividido em duas partes (parte 1 – estudo teórico e 
parte 2 – estudo empírico) e organizado em cinco capítulos. 
No primeiro capítulo, inserido na parte 1, procede-se à fundamentação teórica 
relativa à temática abordada, e à reflexão sobre o tema. É efetuada uma abordagem 
sobre aspetos conceptuais relacionados com o e-mail e com a sua evolução. Faz-se 
uma caracterização do e-mail como documento e a distinção entre e-mail pessoal e o 
e-mail profissional. O segundo capitulo aborda a gestão do e-mail nas organizações 
bem como o problema da sobrecarga do e-mail e refere alguns aspetos legais 
implicados no uso do e-mail. Já no terceiro capítulo, aferimos o impacto da gestão de 
e-mail nas organizações com algumas orientações de gestão de e-mail utilizadas um 
pouco por todo o mundo e focamos a preservação do e-mail como solução. 
No capítulo quatro (já integrado na parte 2 deste estudo) é apresentada a 
metodologia de investigação, que se baseou na utilização do método quadripolar, e 
faz-se ainda uma breve caracterização do universo de estudo. O quinto capítulo, 
reflete os resultados obtidos e discussão da análise ao e-mail nas Instituições Públicas 
do Ensino Superior Português e à sua gestão, recorrendo para isso à análise dos 
dados obtidos ao questionário enviado às Instituições de Ensino Superior Públicas em 
Portugal. É feita uma abordagem ao funcionamento do e-mail no Instituto Politécnico 
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de Viana do Castelo. São apresentados os resultados obtidos para a problemática do 
e-mail no IPVC, bem como a análise ao inquérito aplicado aos Serviços do IPVC, com 
o intuito de analisar a gestão do e-mail.  
Apresentam-se algumas conclusões a partir dos resultados obtidos, e 
expõem-se algumas propostas de melhoria a serem aplicadas futuramente. 
Por último, são apresentados os anexos deste trabalho compostos pelos 
documentos criados durante este estudo, incluindo o questionário dirigido a todas as 
Instituições Públicas de Ensino Superior em Portugal sobre a existência de politicas 
de gestão de e-mail e o questionário dirigido aos funcionários de todos os Serviços do 
IPVC; a entrevista exploratória realizada a Ana Sofia Gonçalves, Pró-Presidente e 
responsável pelo Gabinete de Avaliação e Qualidade do IPVC, e ainda a proposta de 





PARTE 1 – ESTUDO TEÓRICO 
Capítulo 1 – O e-mail: evolução e conceitos 
1.1 – O e-mail: origem e evolução 
 
Segundo Silva (2008), “o correio-electrónico (ou as formas inglesas hoje 
utilizadas universalmente – e-mail e o seu diminutivo mail) é um método que permite 
escrever, enviar e receber mensagens através de redes de computadores”.  
O termo, e o próprio e-mail como hoje é conhecido, foram inventados em 1971 
por Ray Tomlinson, um programador dos Estados Unidos. Ele usou a Advanced 
Research Projects Agency Network (ARPANET), a rede de computadores que deu 
origem à Internet, para fazer o envio e leitura de mensagens simples. Em março de 
1972, Ray Tomlinson, escreveu o software básico de e-mail com as funções de enviar 
e ler, motivado pela necessidade dos desenvolvedores da ARPANET (Advanced 
Research Projects Agency Network) de um mecanismo de coordenação fácil. Em 
julho, Roberts expandiu a sua utilidade, escrevendo o primeiro programa utilitário de 
e-mail para listar, ler seletivamente, arquivar, encaminhar e responder a mensagens. 
A partir daí, o e-mail projetou-se como a maior aplicação de rede por mais de uma 
década. Este foi um prenúncio do tipo de atividade hoje predominante na World Wide 
Web, ou seja, o enorme crescimento de todos os tipos de tráfego "people-to-people" 
(Leiner, et al, 2009).  
Tomlinson criou o aplicativo Send Message (SNDMSG), um software 
extremamente simples, com somente 200 linhas de código, mas que permitiu a troca 
de mensagens entre utilizadores conectados no mesmo computador. Para adaptar o 
SNDMSG, Tomlinson usou um protocolo de transferência de arquivos chamado 
CYPNET. Assim, era possível que qualquer um que estivesse conectado à ARPANET 
trocasse mensagens, mesmo que não usasse o mesmo computador. E, da mesma 
maneira, resolveu adotar a "@" (arroba) para identificar de quem e de onde vinham 
as mensagens. Nem o próprio criador se lembra de qual foi a primeira mensagem, 
mas há rumores de que foi algo como "QWERTYUIOP" (Vleck, 2013).  
Os endereços de e-mail vêm normalmente com uma "@" logo depois do nome 
do utilizador. Em inglês, essa arroba é lida como "at", que significa o termo "em", que 
permite saber que o utilizador está "em" determinado domínio. 
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Figura 1 - História do e-mail 
É claro que surgiram protótipos semelhantes à proposta de Ray Tomlinson, 
mas foi a sua criação que realmente deu origem ao e-mail como o conhecemos hoje. 
Um dos principais intentos do e-mail foi permitir que as pessoas se 
comunicassem a longa distância. Apesar de todos os seus benefícios, atualmente, o 
e-mail não serve somente para isso. Com tanto espaço de armazenamento, 
dificilmente as pessoas apagam alguma mensagem. Os SPAMS já são facilmente 
filtrados e não é difícil organizar em pastas as diferentes mensagens. Por exemplo, é 
possível até criar filtros, para que uma determinada mensagem seja guardada numa 
pasta, logo de imediato (Vleck, 2013). 
De seguida, é apresentada a Figura 1 com alguns dos marcos importantes da 
história do e-mail: 
    1  
                                            




Tal como já foi referido, o e-mail permite compor, enviar e receber mensagens 
através de redes e sistemas eletrónicos de comunicação. A mensagem de e-mail é 
constituída por duas componentes essenciais, são elas o cabeçalho da mensagem e 
o corpo da mensagem, composto pelo conteúdo de e-mail, a que se juntam os anexos. 
O cabeçalho da mensagem contém informação de controlo, incluindo, elementos 
básicos como o endereço de e-mail de um remetente e um ou mais endereços de 
destinatários. 
Quando um e-mail é enviado, a mensagem é encaminhada de servidor para 
servidor, até chegar ao servidor de e-mail do destinatário, como se pode verificar na 
Figura 2, abaixo apresentada. 
 
Figura 2 - Processo de envio/receção de um e-mail2 
                                            




Como se pode verificar, a mensagem é enviada ao servidor de correio 
encarregado de transportar e-mails, chamado de MTA (Mail Transport Agent), para o 
MTA3 do destinatário. Este, por sua vez, entrega o e-mail para o servidor de correio 
recebido, denominado de MDA (Mail Delivery Agent)4, que o armazena, aguardando 
que o utilizador o aceite. Na Internet, os MTA comunicam entre si através do protocolo 
SMTP (Service Mail Transfer Protocol). Os protocolos mais utilizados para a 
recuperação de e-mail dos MDA são o POP3 e o IMAP. 
No emaranhado mundo da Internet, o utilizador tem de lidar com um grande 
número de siglas quase indecifráveis. São inúmeros os protocolos5 de e-mail 
utilizados:  
 SMTP (Simple Mail Transfer Protocol) 
 X.400 
 POP (Post Office Protocol) 
 IMAP (Internet Messaging Access Protocol) 
 MIME (Multi-purpose Internet Mail Extensions) 
                                            
3 MTA - é o Agente de transferência de mensagens e é responsável por determinar como realizar uma 
conexão com um servidor remoto e transferir a mensagem para um utilizador neste servidor. 
4 MDA - é o Agente de entrega de mensagens e é responsável por entregar as mensagens para um 
utilizador da máquina local. 
5 SMTP - é a norma fundamental de troca de mensagens entre máquinas UNIX. Vem implementado 
por padrão nos postos de trabalho: Alpha, IBM, Linux (Pc). Pode dizer-se que é um protocolo de 
mensagens nativo na Internet. 
X.400 - é outro correio padrão em todas as máquinas instaladas na gama média alta. Junto com os 
protocolos de e-mail SMTP mais comumente usado entre estações de correios. 
POP - representa o protocolo de mensagens mais famoso que usa arquitetura cliente/servidor. A versão 
atual é POP3. O cliente precisa de um software baseado em POP, Eudora ou Pegasus, entre outros, e 
a outra máquina que faz servidor POP, o que é realmente onde recebe e envia mensagens. A operação 
é simples, o programa cliente que é instalado na máquina do utilizador é identificado no servidor e, em 
seguida, extrai ou envia todas as mensagens. 
IMAP - é considerado o protocolo do futuro. Tem um funcionamento semelhante ao POP. É necessário 
um cliente e um servidor IMAP. A grande diferença em relação ao POP está na recuperação das 
mensagens. Há a possibilidade de “inspecionar” as mensagens antes de as descarregar. A versão atual 
é IMAP4. 
MIME - Desenvolvido com o intuito de enviar arquivos binários através do e-mail: imagens, folhas de 
cálculo, aplicações. Para isso, o recetor também tem de suportar MIME, caso contrário ele não será 
capaz de ler a mensagem enviada. 
PGP - padrão de e-mail para fornecer segurança das mensagens. Foi desenvolvido por Philip R. 
Zimmerman, em 1991. É a ferramenta mais conhecida que permite: Confidencialidade: garante que 
somente o destinatário pode desencriptar a mensagem; ID: autentica que o remetente é quem ele diz 
ser; Integridade: assegura que a mensagem não foi modificada desde o seu envio. A mensagem 




 PGP (Pretty Good Privacy) 
  
A recuperação de e-mail é efetuada através de um programa de software 
designado por MUA (Mail User Agent)6. Uma vez instalado o MUA num sistema 
operativo, este passa a denominar-se cliente de e-mail (por exemplo: Mozilla 
Thunderbird ou o Microsoft Outlook). Sempre que se utiliza uma interface web para 
interagir com o servidor de mensagens recebidas, é denominado de Webmail. De 
modo a manter a confidencialidade dos e-mails de todos os utilizadores, o MDA é 
protegido com um nome de utilizador (login) e por uma senha (password). 
Grande parte das organizações utiliza a escrita como principal meio de 
comunicação, seja através do manual de acolhimento, de comunicações internas, da 
intranet, do e-mail, ou outras. O fato é que o e-mail hoje tem utilidade tanto para 
comunicações formais, como as empresariais, para envio e troca de arquivos e 
armazenamento de informações. O e-mail é atualmente a forma mais eficiente de 
enviar mensagens, tendo a certeza de que elas chegarão ao destinatário.  
A forma como as pessoas comunicam entre si dentro do local de trabalho foi 
fundamentalmente afetada pela introdução da comunicação eletrónica (Ramsay, Hair 
& Renaud, 2008; Whittaker & Sidner, 1996). Desde o aparecimento da Internet na 
década de 1970, as tecnologias da comunicação têm avançado a um ritmo acelerado, 
com as pessoas agora a utilizar fóruns de discussão, navegadores da Internet e o e-
mail para troca de informações (Ramsay et al., 2008).  
O e-mail em particular tem tido um impacto significativo tornando-se no 
principal meio de comunicação, através do qual as organizações compartilham 
informações (Dabbish & Kraut, 2006). 
Diferentes variáveis foram abordadas na literatura principalmente no que diz 
respeito ao impacto do fluxo de informação (Hogg, 2000; Jackson, Dawson & Wilson, 
2003; Lewis, 1999) e ao conteúdo de informação (Belloti et al., 2005). Mano & Mesch 
(2010) abordam a relação entre o e-mail e o desempenho no trabalho. Tang (2009) 
                                            
6 O MUA é o Agente de mensagem do utilizador e é responsável por permitir que os utilizadores leiam 
os seus e-mails. 
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analisou o uso de e-mail de utilizadores numa grande empresa. Foram analisados 
dados de 13.877 funcionários de 29 países numa empresa de tecnologia global. 
Foram encontradas diferenças estatisticamente significativas em vários atributos do 
uso do e-mail. Os utilizadores dos EUA tendem a reter um maior número de 
mensagens de e-mail, enquanto nos países latino-americanos têm tendência em 
manter menos mensagens. Nos países europeus tendem a apresentar o e-mail em 
pastas e nos países asiáticos tendem menos a fazer isso.  
Num mundo cada vez mais globalizado, o e-mail transcende fusos horários e 
culturas (Rosette et al., 2012), facilitando a comunicação intra e inter empresas em 
muitos aspetos. Uma tarefa chave da comunicação para alcançar os objetivos 
profissionais ou privados é a negociação, definida como'' um processo pelo qual duas 
ou mais partes tentam resolver interesses opostos.'' (Lewicki, Barry & Saunders, 2010, 
p. 6). Nos dias de hoje, as exigências de uma economia globalizada emparelhada com 
o aumento do custo das restrições de viagem e do tempo dos trabalhadores fizeram 
do e-mail uma necessidade para muitos (Rosette et al., 2012). 
Em Portugal, existem poucos estudos sobre esta matéria. Graça (2010) 
abordou o contexto do Arquivo de Cultura Portuguesa Contemporânea, em cujo 
espólio, as cartas, desempenham um papel primordial, e onde começaram a surgir 
preocupações nesta área, uma vez que esta realidade despoleta novas necessidades 
relativamente ao tratamento da informação, gerada em rede, e resultando em novos 
produtos documentais. Efetuou então uma investigação entrevistando “quatro 
pessoas simultaneamente utentes reais ou potenciais do Arquivo de Cultura 
Portuguesa Contemporânea, e produtores de conteúdos eventualmente significativos 
no quadro da atual produção cultural portuguesa: um investigador em filosofia, uma 
escritora de literatura infantil, um biólogo e uma investigadora em literatura 
portuguesa” (Graça, 2010, p.1). A mesma autora refere que a procura de soluções 
para o tratamento arquivístico de correspondência por e-mail tem sido amplamente 
estudada em alguns países, e que “do ponto de vista especialmente tecnológico, a 
problemática subjacente às mensagens por correio eletrónico desdobra-se em 
múltiplas frentes: é o serviço Internet (groupware) com maior utilização mundial; é 
utilizado não só por indivíduos enquanto cidadãos mas também como trabalhadores 
em empresas ou no Estado” (Graça, 2010). 
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Graça (2010) faz ainda alusão às várias soluções testadas já existentes em 
países como a Holanda, Canadá, Austrália, Nova Zelândia, entre outros, 
vocacionadas para o arquivo de mensagens de e-mail e respondendo 
tecnologicamente a preocupações próprias da arquivística. Isto é, a questões de 
autenticidade, inviolabilidade e acesso continuado. Refere ainda que estas soluções 
são geralmente desenvolvidas por equipas de investigação direta ou indiretamente 
ligadas a instituições governamentais, sobretudo académicas, em países como os 
EUA e o Reino Unido. 
Quaresma, Silva & Marreiros (2013) realizaram um estudo sobre as práticas 
de utilização do e-mail em contexto organizacional com trabalhadores portugueses. 
Para isso, foi aplicado um questionário online à população ativa que usa o e-mail no 
trabalho e possui uma conta de e-mail atribuída pelo empregador, de forma a tentar 
caracterizar as práticas de e-mail implementadas. Num total de 1229 inquiridos, 
confirmam que o e-mail é um importante meio de comunicação. Os autores concluíram 
que não há muitos estudos nem teorias conhecidas sobre gestão do e-mail e a sua 
utilização em contexto de trabalho. 
Apesar de ainda não haver muitos estudos sobre esta matéria em Portugal, o 
acesso às páginas da Internet, ao e-mail e o processamento de texto são ferramentas 
tão banais que seria impensável deixar de recorrer aos mesmos afim de cumprir as 
tarefas administrativas do dia-a-dia na organização. Diariamente, é produzido em 
Word, ou noutros programas, um grande número de documentos digitais. Em muitos 
casos, estes apenas se destinam a ser impressos e enviados a outros departamentos 
ou entidades externas.  
No entanto, a alternativa oferecida pelo recurso ao e-mail veio modificar esta 
realidade, permitindo uma maior facilidade na comunicação da informação. São 
muitas as situações em que esses documentos constituem anexos de mensagens 
trocadas entre diferentes pessoas que os reconhecem como válidos para o 
procedimento administrativo. 
Os documentos administrativos são essenciais para as organizações, não 
apenas por constituírem prova de uma atividade e/ou tomada de decisão, mas 
também por conterem conhecimentos transmitidos através de conteúdos produzidos 
pelos seus autores. 
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Um dos valores mais importantes de qualquer instituição é, precisamente, o 
capital intelectual que é criado permanentemente pelos seus colaboradores através 
da informação produzida e materializada em e-mails. 
A importância da informação impõe que se estabeleçam formas de acesso 
baseadas numa organização racional dos documentos administrativos pois apesar 
das muitas facilidades tecnológicas, esse acesso depende sempre do modo como a 
documentação está arrumada e descrita. Sabemos que ao fim de algum tempo, os 
ficheiros guardados em cada computador começam a ser de difícil acesso, porque 
nos esquecemos do seu nome ou porque existem diversas versões com nomes muito 
semelhantes. 
Foi abordada a questão dos documentos administrativos produzidos 
digitalmente, mas não podemos esquecer que o aparecimento do e-mail veio 
aumentar o volume da produção documental e a necessidade de uma organização 
racional. Muitas instituições dispõem de sistemas de arquivo automático das 
mensagens mas a sua classificação e acesso continuam a ser um aspeto ainda por 
resolver. Não se trata apenas de uma questão tecnológica mas principalmente legal, 
pois envolve valores relativos ao direito de privacidade das pessoas e de sigilo das 
instituições. 
 
1.2 – O e-mail como documento 
  
“É, efectivamente, verdade que o correio electrónico se apresenta como uma 
forma de correspondência, podendo, à primeira vista, ser encarado como uma 
alternativa à correspondência dita tradicional, ou seja, a carta.” (Neves, 2011, p. 184) 
Atualmente, e com o advento das tecnologias da informação, surge o 
paradigma do arquivo dos documentos eletrónicos conduzindo as preocupações dos 
profissionais da informação a um novo rumo. Ou seja, estas preocupações foram 
redirecionadas para os novos suportes para que se possa assegurar a preservação, 
a recuperação/acesso e a disponibilidade, permitindo o seu acesso a partir de 
qualquer parte do mundo. 
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Tal como os restantes suportes, o suporte eletrónico é objeto de normas de 
forma a assegurar-se a uniformidade e criar tarefas padrões, facilitando o trabalho do 
profissional e a fácil recuperação por parte dos utilizadores. 
Silva (2008, p.146) analisa o documento eletrónico como “expressão 
redundante se tivermos em conta princípios de racionalidade mínimos. Se o 
documento consiste em conteúdo num suporte, o atributo electrónico qualifica o 
suporte e não o conteúdo. Há, assim, redundância e perda de sentido”. 
O e-mail está, sem dúvida alguma, a tornar-se numa forma de comunicação 
respeitada, válida e oficial, visto que: 
[…] já existe algum consenso, nos vários ordenamentos de matriz anglo-
americana, de que a simples aposição de um nome datilografado no final do 
texto nele contido, seguida do seu envio, teriam plena correspondência no 
conceito de assinatura eletrónica, satisfazendo a mensagem assim enviada 
a exigência legal de forma escrita. No entanto, é bem mais antiga, nestes 
ordenamentos, a conclusão de que a aposição de um nome datilografado no 
final de um documento em papel bastaria para satisfazer a forma escrita. 
(Rego, 2013, p. 1031). 
Zhang (2015) fez um estudo sobre a correspondência como forma 
documental, a sua representação persistente, a gestão de e-mail, a preservação e o 
acesso. O objetivo era construir uma forma sistemática de pensar sobre a 
correspondência como uma forma documental e discutir o papel da representação das 
suas características a desempenhar na gestão, preservação e acesso da 
correspondência por e-mail. 
Crocker (Cit. por Zhang, 2015, p. 86) evidencia que apesar das mudanças ao 
longo dos anos, um e-mail enviado no início dos anos 1970 é muito semelhante às 
mensagens enviadas nos dias de hoje. Na década de 1970, os e-mails também 
continham “from”, "to", "CC", "BCC", "subject" e "date"7, no entanto, as mensagens 
eram estritamente texto. Hoje em dia, podem incluir fotografias, páginas da Web, 
música, vídeo, entre outro tipo de ficheiros. 
Historicamente, o sistema de e-mail foi desenvolvido num momento em que 
os principais recursos aliados à correspondência tradicional haviam sido explorados 
para facilitar a transmissão, distribuição, uso e preservação do e-mail na história da 
                                            
7 Tradução da autora - “de”, "para", "CC", "BCC", "assunto" e "data" 
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gestão dos documentos administrativos. É importante notar que as principais 
características de representação associados à correspondência, tais como entrada ou 
saída, data, nome, assunto ou destino, foram evoluindo ao longo do tempo, e cada 
característica foi associada com uma prática dominante num certo período da história.  
Segundo Zhang (2015), a conceção de um sistema de e-mail conseguiu 
incorporar a maioria das características importantes de representação da 
correspondência. Similar ao correio tradicional, cópia impressa enviada via serviços 
postais, o e-mail é composto por duas componentes essenciais: 
 o cabeçalho para alojar as informações de representação;  
 o corpo para a exibição da mensagem propriamente dita. 
De certa forma, o sistema de e-mail tem ajudado a superar as restrições da 
organização física da correspondência e alcançou o sonho de representação múltipla 
e recuperação. As mensagens de e-mail podem ser ordenadas por data, nome e 
assunto simultaneamente, e movidos de e para diferentes caixas de e-mail com base 
em critérios especificados pelo utilizador.  
Para que uma mensagem de e-mail possa servir de prova, ela necessita 
automaticamente de ter uma assinatura digital. Em criptografia, a assinatura digital é 
um método de autenticação de informação digital tipicamente tratada como análoga à 
assinatura física em papel. 
Em Portugal, a assinatura eletrónica é definida como o “resultado de um 
processamento eletrónico de dados suscetível de constituir objeto de direito individual 
e exclusivo e de ser utilizado para dar a conhecer a autoria de um documento 
eletrónico”.8 
Para aferir da validade, eficácia e valor probatório dos documentos eletrónicos 
e também da assinatura eletrónica temos o DL 290-D/99 de 2 de Agosto, alterado pelo 
DL 62/2003 de 3 de Abril (que transpôs para o direito interno a Directiva nº1999/93 
CE, do Parlamento Europeu e do Conselho de 13 de Dezembro). O referido decreto-
lei confia o controlo da atividade de certificação de assinaturas a uma entidade a 
                                            
8 Consultado a 11 de Junho 2015. Disponível na WWW: http://www.scee.gov.pt/ECEE/pt/faq/  
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designar e define os poderes e procedimentos desta, bem como as condições de 
credenciação da atividade e os direitos e deveres das entidades certificadoras.  
A assinatura digital é um processo de assinatura eletrónica baseado no 
sistema criptográfico assimétrico composto por um algoritmo ou uma série de 
algoritmos, mediante a qual é gerado um par de chaves assimétricas exclusivas e 
complementares. A assinatura digital é a forma mais comum de assinatura eletrónica 
e também a que se considera mais segura. Tal como a assinatura manuscrita, a 
assinatura digital não pode ser falsificada, pelo que se usa a criptografia para verificar 
a segurança. A assinatura digital permite ao mesmo tempo a identificação positiva de 
um autor de uma mensagem, ou seja, do signatário de um documento (Magalhães & 
Grilo, 2006).  
O documento eletrónico ao qual foi aposta uma assinatura digital cumpre três 
funções: função identificadora, a assinatura estabelece a autoria do documento, 
função confirmadora, porque exprime o assentimento do signatário quanto às 
declarações de vontade assumindo como sendo próprias dele, e função de 
inalterabilidade (Monteiro & Boavida, 2000). 
Deste modo, as assinaturas e também os certificados digitais utilizam-se para 
garantir confidencialidade (preservação contra o acesso por pessoas não autorizadas 
com recurso a técnicas de criptografia), autenticidade (correspondência entre o autor 
aparente e o autor real do documento que se comprova através de uma assinatura) e 
integridade (preservação dos documentos eletrónicos contra alterações que lhes 
modifiquem o conteúdo) das mensagens de e-mail para tornar mais seguras as 
comunicações na web (Magalhães & Grilo, 2006). 
A certeza da titularidade da assinatura digital obtém-se através de um 
certificado emitido pela autoridade certificadora, que é uma entidade independente e 
legalmente habilitada a exercer as funções de emissão de pares de chaves 
criptográficas e de dar publicidade às chaves. As chaves utilizam-se para verificar a 
assinatura digital aposta ao documento eletrónico (Magalhães & Grilo, 2006). 
No caso de não ter sido aposta nem assinatura eletrónica qualificada, nem ter 
sido adotada pelas partes qualquer convenção válida sobre a prova, estará a 
mensagem subordinada às regras gerais do direito. Ou seja, não deixará de ser um 
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documento escrito e assinado, mas não terá em princípio força probatória plena o que 
é lógico, caso contrário, estar-se-ia a pôr em causa muitos princípios fundamentais, 
não se pode ter em conta qualquer documento, pois, pode não ter credibilidade (Silva, 
Carvalho & Torres, 2003). 
No entanto, as questões referentes à admissibilidade dos documentos 
eletrónicos ainda estão em aberto, uma vez que os Tribunais em Portugal têm adotado 
uma postura muito cautelosa. Contudo, o art. 3.º/1 e 2 da Lei dos Documentos 
Eletrónicos – DL n.º 290-D/99, de 2 de agosto, alterado pelo DL n.º 62/2003, de 3 de 
abril, pelo DL n.º 165/2004, de 7 de junho, pelo DL n.º 116 -A/2006, de 16 de junho, e 
pelo DL n.º 88/2009, de 9 de abril, define que9: 
1. O documento eletrónico satisfaz o requisito legal de forma escrita quando 
o seu conteúdo seja suscetível de representação como declaração escrita. 
2. Quando lhe seja aposta uma assinatura eletrónica qualificada certificada 
por uma entidade certificadora credenciada, o documento eletrónico com o 
conteúdo referido no número anterior tem a força probatória de documento 
particular assinado, nos termos do artigo 376.º do Código Civil. 
3. Quando lhe seja aposta uma assinatura eletrónica qualificada certificada 
por uma entidade certificadora credenciada, o documento eletrónico cujo 
conteúdo não seja suscetível de representação como declaração escrita tem 
a força probatória prevista no artigo 368.º do Código Civil e no artigo 167.º do 
Código de Processo Penal. 
4. O disposto nos números anteriores não obsta à utilização de outro meio de 
comprovação da autoria e integridade de documentos eletrónicos, incluindo 
outras modalidades de assinatura eletrónica, desde que tal meio seja adotado 
pelas partes ao abrigo de válida convenção sobre prova ou seja aceite pela 
pessoa a quem for oposto o documento. 
5. Sem prejuízo do disposto no número anterior, o valor probatório dos 
documentos eletrónicos aos quais não seja aposta uma assinatura eletrónica 
qualificada certificada por entidade certificadora credenciada é apreciado nos 
termos gerais de direito. (Decreto-Lei n.º 290-D/99, artigo 3.º, p. 4990-(10)). 
Contrariamente do que se passa com o e-mail “a que foi aposta uma 
assinatura eletrónica qualificada, o e-mail simples não equivale a um documento 
particular assinado com autoria reconhecida, aplicando-se-lhes, com as devidas 
adaptações, as mesmas regras a que estão sujeitos os documentos particulares 
assinados em suporte de papel, regras essas constantes do art. 374.º CC.” (Rego, 
2013, p. 1043) 
                                            





Costa & Silva (Cit. por Rego, 2013, p. 1043) sustentam que quando uma 
mensagem é transmitida por via eletrónica o seu destinatário «jamais disporá do 
original da mensagem». No entanto, o original é a mensagem tal e qual ela existe no 
computador do emissor, dispondo o seu destinatário somente de uma cópia, que 
poderá ou não ser fiel ao original, conforme tenha ou não havido erros no processo 
de conversão e transmissão. 
Contudo, Rego (2013) entende que a observação direta do ficheiro original 
pressuporia um acesso ao computador que armazenou a mensagem – o que já não 
corresponderia a um meio de prova documental. Sustenta ainda que as restantes 
formas de exibição da mensagem passariam necessariamente pela sua reprodução 
mecânica. Lebre de Freitas (Cit. por Rego, 2013, p. 1043) “manifestou a sua forte 
oposição à dispensa de apresentação do título original, que considerou arriscada. Em 
todo o caso, é esse o regime hoje vigente em Portugal” (Rego, 2013). 
Guerra (2004, p. 392) menciona que “se considera que o e-mail é um “correio 
como qualquer outro”, coberto pelo segredo da correspondência”. 
O uso do e-mail é uma das práticas mais comuns de comunicação e troca de 
documentos adotado por todas as organizações. Podemos concluir que o e-mail é 
considerado documento, no entanto, uma alternativa para tornar credível o uso do e-
mail é a assinatura digital. Para que um e-mail seja assinado digitalmente, necessita 
de um certificado digital. Através dele, será possível assinar digitalmente os e-mails e 
enviar mensagens criptografadas aos destinatários, uma vez que ao enviar qualquer 
mensagem de e-mail, ele poderá receber a assinatura digital. Porém, para que possa 
ser validada, o destinatário já deverá ter recebido previamente a chave pública para 
poder validar autenticidade e a procedência do e-mail. 
 
1.3 – O e-mail pessoal vs e-mail profissional 
 
Nas palavras de Ferreira (2003, p.14) “o correio electrônico é um meio de 
comunicação baseado no envio e recepção de mensagens, através de uma rede de 




Assim, o e-mail tem como objetivo enviar e receber mensagens através de 
uma rede de computadores, podendo fazer isso apenas indivíduos que possuam 
endereço eletrónico, significando, portanto, “uma troca de mensagens à distância, as 
quais podem ser guardadas e são conhecidas como e-mails” (Paesani, 2012, p.13). 
Neste sentido, Medeiros & Milagres (2012, p. 601) diferenciam o e-mail 
pessoal do e-mail profissional da seguinte forma:  
Na conta de correio electrônico particular é a pessoa física quem contrata os 
serviços de um provedor de acesso, com a finalidade de criar um endereço 
electrônico pessoal. Nesse caso, cabe a ela determinar o codinome que 
deseja adoptar em seu endereço, ou seja, eleger seu próprio login e 
respectiva senha para acesso. Portanto, a comunicação se realiza por meio 
de conta privada do usuário – que detém sua titularidade e suporta com os 
custos da prestação de serviços do provimento de acesso e conexão. 
(Medeiros & Milagres, 2012, p. 601) 
Deste modo, pode-se concluir que o e-mail pessoal pode ser criado por 
qualquer pessoa que queira usá-lo e que esta será responsável por arcar com os 
custos proveniente deste ato. Ao contrário, o e-mail profissional é concebido pelo 
empregador e fornecido ao empregado quando este ingressa na empresa, a fim de 
desempenhar as suas funções. 
Para Sponchiado (2009, p.60), “o e-mail corporativo é criado pela empresa, 
através do uso de seus servidores. Sua utilização é direcionada aos fins da empresa 
e não de cunho particular. Ocorrendo o desligamento do empregado do quadro de 
funcionários do empregador, automaticamente o seu e-mail corporativo será extinto 
do servidor, deixando de existir”. 
Pode-se evidenciar que o e-mail profissional é uma das ferramentas de 
trabalho que o empregador fornece ao empregado com a finalidade de este cumprir 
com as suas funções, não existindo uso particular desse instrumento, somente o 
intuito de realizar a prestação de serviços. Sendo importante salientar que, justamente 
por possuir somente essa finalidade, aquando do rompimento do vinculo contratual o 
e-mail é abolido. Além disso, o empregador também fornece o computador e outras 
ferramentas de trabalho para o empregado desempenhar as suas funções, tendo em 
vista que este não irá tornar-se proprietário desses instrumentos.  
Assim sendo, é o empregador quem tem custos com a manutenção dessas 
ferramentas, cabendo referir que no e-mail constará o nome do funcionário e também 
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da empresa que o fornece, reforçando a ideia de que o e-mail profissional existe tão 
somente para fins de trabalho (Medeiros & Milagres, 2012, p. 602). 
Por ser fornecido pela empresa, o e-mail profissional é de sua propriedade, 
como salientado acima, ao passo que quando utilizado pelo empregado, este atuará 
apenas como representante do seu empregador, que estará agindo por sua 
intervenção, conforme referem Maltinti & Maltinti (2010, pp. 3114-3115): “[…] percebe-
se que quem está comunicando por e-mail é a empresa, por intermédio de seu 
preposto. E, a função precípua da inviolabilidade de comunicação no caso é a 
proteção das informações da empresa e não das do funcionário, este é mero operador 
do instrumento de trabalho”. 
É essencialmente relevante o art. 22.º, da Lei n.º46/ 2012, de 29 de agosto, 
que prescreve a confidencialidade de mensagens e o acesso a informação, no sentido 
em que “O trabalhador goza do direito de reserva e confidencialidade relativamente 
ao conteúdo das mensagens de natureza pessoal”, tendo o direito a que terceiros não 
acedam a informações de caráter não profissional, que receba, consulte ou envie 
através de e-mails, sejam estes de natureza profissional ou não, ou seja, é vedado a 
qualquer pessoa o acesso a correspondência pessoal rececionada ou enviada através 
de qualquer meio. 
Desta forma, podemos concluir que a introdução do e-mail profissional no 
ambiente de trabalho, vai dotar o trabalhador de uma maior agilidade e naturalmente 
maior produção num menor espaço de tempo tornando-se assim, um instrumento 
imprescindível à realização de atividades laborais, sendo destinado exclusivamente a 
esta finalidade. Em oposição, o e-mail pessoal, que é criado por qualquer pessoa que 
tenha esse interesse, é destinado a fins particulares. 
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Capítulo 2 – A gestão do e-mail  
2.1 – A gestão do e-mail nas organizações 
  
A eficaz gestão de e-mail não só é necessária como se afirma como um 
objetivo essencial no âmbito da gestão da informação. Nos e-mails está contida 
informação relevante, que, em muitos casos, pode ser o único registo criado que 
documenta uma decisão tomada. 
A norma portuguesa a seguir para a gestão de documentos eletrónicos 
é a NP 4438:2005, que estabelece parâmetros para a definição de um sistema 
de gestão de documentos de arquivo e define os elementos e os processos que 
o compõe junto com o procedimento de implementação. Esta norma estabelece 
também a responsabilidade dos diferentes agentes que participam no ciclo de 
vida dos documentos. 
A NP 4438:2005 – Gestão de Documentos de Arquivo (que é a tradução 
da ISO 15489), tem como principais objetivos: conceção e implementação de 
sistemas de arquivo; gestão de documentos de arquivo em qualquer formato ou 
suporte; definição de responsabilidades nas organizações; e, articulação com 
outras normas, nomeadamente com a NP EN ISO 9001, que é a norma que 
especifica requisitos para a implementação de um sistema de gestão da 
qualidade. Segundo a NP 4438:2005, todo sistema de gestão documental deve 
garantir a autenticidade, a fiabilidade, a integridade e a acessibilidade dos 
documentos que gere. 
O sistema de gestão documental que atenda a esta norma terá um 
sistema de classificação, um sistema de avaliação e seleção de documentos, e 
acesso ao sistema de controlo e utilização dos documentos.  
Segundo Serra Serra (2008), na tecnologia orientada para a gestão 
encontram-se sistemas de gestão de documentos eletrónicos que se destinam à 
fase administrativa ou ativa dos documentos, permitindo a captura, a descrição 
e o uso, gerindo-os como objetos dinâmicos. As suas funções podem ser 
configuradas para atender a aspetos específicos e podem ser integrados com 
sistemas de gestão de conteúdo ou sistemas de gestão de processos, bem como 
sistemas de digitalização de documentos em papel, entre outros.  
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O Instituto dos Arquivos Nacionais/Torre do Tombo (IAN/TT)10 e o Instituto de 
Informática (II) decidiram estabelecer, em Dezembro de 1998, um protocolo de 
cooperação do qual resultou o programa SIADE (Sistemas de Informação de 
Arquivo e Documentos Electrónicos), que apresenta recomendações para a 
gestão de documentos de arquivo eletrónicos. Este programa, aborda a gestão 
do e-mail a nível interno das organizações e entre organizações. As 
características do e-mail podem dificultar o respetivo acompanhamento e registo. 
O SGAE (Sistema de Gestão de Arquivos Electrónicos) tem de proporcionar 
controlos de gestão para: capturar todas as mensagens e anexos de e-mail de 
entrada e de saída; e/ou para munir os utilizadores da capacidade de capturar 
mensagens e anexos de e-mail selecionados. Esta última opção requer que os 
utilizadores avaliem a pertinência e importância dos itens e o risco de não os 
capturar (Portugal, 2002). 
O primeiro passo num sistema de gestão eletrónica de documentos, 
após identificar que um documento tem valor de prova e o manterá ao longo do 
seu ciclo de vida, é a captura. No entanto, não existem normas que definam o 
formato de dados que deverá ser utilizado quando as transmissões de e-mail são 
capturadas como documentos. Por outras palavras, apesar de aplicações de e-
mail de diferentes fornecedores poderem transmitir livremente mensagens 
(porque eles observam os protocolos de e-mail definidos na RFC 2821 / RFC 
2822) não é possível capturar um e-mail a partir de um aplicativo como um 
documento e ter certeza de que um outro aplicativo de e-mail será capaz de lê-
lo de volta. Cada fornecedor de e-mail utiliza o seu próprio formato para a captura 
de e-mail. Por esta razão, a extração automatizada precisa de metadados de 
mensagens não pode ser garantida (Comissão Europeia, 2008, p. 73). 
A Comissão Europeia, através do documento “Model requirements for 
the management of electronic records: update and Extension, 2008”11, conhecido 
como MoReq2, pretende fazer cumprir os procedimentos e os controlos de 
gestão para: capturar todos os e-mails e anexos que chegam e partem, e/ou 
                                            
10 Atual Arquivo Nacional da Torre do Tombo dependente da Direção-Geral do Livro, dos 
Arquivos e das Bibliotecas 
11 Disponível na WWW: http://ec.europa.eu/archival-policy/moreq/doc/moreq2_spec.pdf  
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capturar os e-mails e anexos em conformidade com o pré-definido, e/ou dar aos 
utilizadores a capacidade de capturar determinados e-mails e anexos. A 
Comissão realça também que, no caso em que não foi claramente especificado 
na legislação do país quem assume a responsabilidade sobre o correio, 
recomenda a aplicação das duas últimas opções. 
De acordo com esta regra, é a organização quem deve tomar a decisão 
do que capturar: deve capturar todos os e-mails (tendo ou não valor probatório); 
apenas alguns aplicando uma série de regras e filtros; ou aqueles que o utilizador 
do e-mail decida que são de interesse, algo que não é totalmente confiável. 
O MoReq2 propõe assim que os sistemas de gestão de documentos 
eletrónicos permitam o seguinte para se adaptar às peculiaridades do e-mail 
(Comissão Europeia, 2008, p 73-76): 
 Capturar os e-mails num formato que preserve a informação do 
cabeçalho. 
 Capturar os e-mails de forma integrada, de modo a que o utilizador 
não tenha que sair do seu cliente de e-mail e entrar no sistema de gestão 
para fazê-lo. 
 Configurar o sistema de gestão para que quando se envia ou 
recebe um e-mail ele: automaticamente capture o e-mail; determine se 
pretende capturar a mensagem de e-mail de acordo com regras pré-
definidas; solicite automaticamente o utilizador, dando-lhe uma opção 
para capturar o e-mail; não tome nenhuma ação (e, portanto, depende do 
utilizador iniciar uma captura, se for o caso); capture metadados do e-mail, 
como a data em que foi enviada, os destinatários, destinatários em cópia, 
assunto, remetente, assinatura eletrónica, prestador de serviços de 
certificação. 
 Capturar um registo de e-mail a um subarquivo, arquivo ou classe 
arrastando-o de um cliente de e-mail (tecnicamente, um Mail User Agent) 
para um subarquivo, arquivo ou classe especificada. 
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 Permitir que o utilizador possa escolher a forma de capturar um e-
mail com anexo(s): apenas a mensagem de e-mail, sem anexo(s); o e-
mail com o anexo(s), como um registo feito de componentes ligados entre 
si; ou, apenas o anexo(s), um ou outro como registo individual. 
 Quando um e-mail e o anexo(s) são capturados ao mesmo tempo, 
mas como documentos administrativos separados, os documentos 
administrativos resultantes devem ser ligados automaticamente. 
 Sempre que um anexo é capturado como um registo separado, o 
sistema deve exigir valores de metadados do registo apropriados para 
serem capturados. 
 Ao capturar uma mensagem de e-mail, o sistema deve preencher 
os metadados de título com o campo "assunto" da mensagem. 
 Permitir que o utilizador que está a capturar uma mensagem de e-
mail possa editar o título do registo. 
 Se um utilizador capta um relatório de notificação de status de 
entrega de e-mail (onde estes são suportados) para um e-mail que tenha 
sido capturado como um registo, o sistema deve ser capaz de ligar os dois 
automaticamente.  
 Permitir a captura automática de metadados pertencente a e-mails 
e aos anexos. 
 Introduzir manualmente informação de "data de envio" e "data de 
receção".  
 Capturar manualmente, numa única operação, vários e-mails como 
se fossem um único arquivo ou um registo, um por e-mail. 
 Identificar automaticamente e capturar todos os e-mails 
relacionados a um e-mail especificado por um utilizador, numa única 
operação, capturando-os como um registo ou como um conjunto de 
documentos administrativos, um por e-mail. 
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 Capturar as mensagens de e-mail num formato proprietário para 
salvá-lo em múltiplos formatos, incluindo formatos abertos. 
 Capturar não só a direção do e-mail, mas também o nome da 
pessoa a que pertence e se este se encontra disponível. 
Desta forma, verificamos que o MoReq2 alertava para o cumprimento de 
procedimentos e controlos de gestão a ter em conta na gestão de e-mails. No 
entanto, em 2011 é desenvolvido, pelo DLM Fórum com o apoio e suporte da 
Comissão Europeia, o MoReq 2010 (Modular Requirements for Records 
Systems) que consiste numa especificação de requisitos para um Sistema de 
Gestão de Documentos de Arquivo (SGDA). Esta nova versão encontra-se 
“organizada por módulos de funcionalidades que podem integrar um conjunto de 
requisitos base. Esses módulos podem ser facilmente adicionados ou 
removidos, de acordo com as necessidades e objetivos da organização, a um 
sistema que esteja de acordo com os requisitos base do MoReq2010 dando 
origem a diferentes tipos de SGDA” (Vieira & Borbinha, 2011). 
O MoReq2010 apresenta várias alterações em relação às versões 
anteriores: novos requisitos, nova estrutura, novos conceitos, diferente 
organização, uma nova visão da gestão de documentos de arquivo. Esta nova 
abordagem permite uma revolução na revisão e atualização dos SGDA 
facilitando a adaptação a novas inovações e práticas do campo da gestão de 
documentos de arquivo.  
A Figura 3 apresenta a nova organização do MoReq2010. É constituída 
por um conjunto de serviços nucleares, módulos de plug-in, séries de módulos 
onde pelo menos um de cada série está ligado ao sistema de gestão de 
documentos de arquivo e módulos de extensão que correspondem a módulos 
opcionais e que podem ser adicionados conforme a necessidade da organização 




Figura 3 - Estrutura do MoReq2010 (Fonte: DLM Fórum, 2011, p. 29) 
 
Silva e António (2012, p. 3) definem serviço como “a capacidade de 
realizar tarefas que, no seu conjunto, constituem uma funcionalidade coerente 
tanto do ponto de vista da entidade que o fornece como da que o solicita”. Os 
requisitos funcionais do MoReq 2010 estão agrupados em nove definições de 
serviço essenciais para a atividade de um sistema de gestão de documentos de 
arquivo, conforme representados na Figura 4. 
 
Figura 4 - Serviços do MoReq2010 (Fonte: António, 2012, p. 47) 
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Importa referir que um dos conceitos mais relevantes nesta arquitetura 
tem a ver com a visão orientada por objetos, onde cada instância individual é 
considerada como uma Entidade autónoma sobre a qual podem ser exercidas 
ações pelos diferentes Serviços.  
Como se pode verificar na Figura 5, todas as Entidades existentes 
incluem obrigatoriamente um conjunto de metadados, um histórico do que lhe 
aconteceu e as regras de acesso. 
 
Figura 5 - Conceito de Entidade, numa visão orientada por objetos (Fonte: Silva e António, 
2012, p. 6) 
 
“A representação de informação num sistema alinhado com o 
MoReq2010 é feita através de entidades” (Vieira & Borbinha, 2011, p. 3).  
As Entidades podem ainda ser subdivididas noutras Entidades, no 
entanto, estas terão sempre de pertencer a um determinado tipo, conforme 




Figura 6 - Subdivisão de Entidades 
 
No futuro, o MoReq2010 pretende assegurar que uma Entidade e 
respetivos metadados possam migrar para outros sistemas, sem que haja perda 
de informação (Silva & António, 2012).  
Um outro conceito abordado pelo MoReq2010 é a agregação. Uma 
agregação “pode ser baseada em qualquer critério ou requisito organizacional 
ou num conjunto de actividades e/ou documentos relacionados que, quando 
combinados, podem existir a um nível superior” (Silva & António, 2012, p. 6).  
A correta e completa exportação de registos para outros sistemas de 
gestão de documentos é uma das grandes preocupações do MoReq2010, o que 
também inclui a sua meta-informação e todas as propriedades associadas. Para 
que a exportação, e concludentemente a preservação, seja bem-sucedida é 
necessário que os sistemas sejam compatíveis, o que só é possível através da 
adoção de boas práticas, nomeadamente, normas/especificações com alta taxa 
de aceitação a nível internacional. 
Segundo António (2012, p. 45) “(…) o MoReq2010 prevê um grupo de 
diferentes módulos de extensão que podem abranger outras áreas funcionais 
como o correio electrónico ou a importação de registos, (…) a plataforma de 
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módulos de extensão facilitará no futuro, uma nova construção de módulos, 
sobre os já existentes, ou o alojamento das funcionalidades disponíveis”. 
Resumidamente, esta especificação de sistemas de gestão de 
documentos de arquivo permite: abranger todo o ciclo de vida do documento 
assegurando as suas características; controlar os prazos de conservação 
definidos no plano de classificação; desenvolver estratégias de preservação 
digital; e aceder aos documentos (António, 2012). 
Podemos considerar o MoReq2010 como uma especificação mas, por 
sua vez, orientada para a criação de sistemas de gestão de documentos de 
arquivo ao longo de todo o seu ciclo de vida, contrariamente ao modelo de 
referência da Open Archival Information System (OAIS) onde a informação de 
arquivo se encontra em repositórios centrais geridos por sistemas 
especializados. No MoReq2010 procura-se manter e administrar a informação 
de arquivo nos sistemas de negócio, não sendo, por isso, necessária a 
duplicação dos registos (APDSI, 2014). 
Importa salientar que, apesar de o MoReq2010 ser a versão mais 
atualizada, e possuir requisitos bastantes interessantes como descrito acima, o 
MoReq2 pretendia fazer cumprir os procedimentos e os controlos de gestão para 
capturar todos os e-mails e anexos enviados e recebidos, e/ou capturar os e-
mails e anexos em conformidade com o pré-definido, e/ou dar aos utilizadores a 
capacidade de capturar determinados e-mails e anexos. Nesta última versão, 
denota-se que não houve uma grande preocupação em abordar a gestão do e-
mail, o que não se compreende visto que cada vez mais organizações utilizam 
este meio de comunicação no seu dia-a-dia. 
Ainda no encadeamento do que foi dito anteriormente, Serra Serra 
(2008) defende que o núcleo de um sistema de gestão documental se compõe 
pelos seguintes procedimentos: captura; registo; descrição; classificação; 
avaliação, seleção e disposição; além de armazenamento e conservação. Refere 
que a captura é o processo mediante o qual se determina que um documento é 
um documento administrativo ou de arquivo e, com esta ação, se integra no 
sistema de gestão documental.  
45 
 
A captura de um documento e a sua integração no sistema de gestão 
documental consolidam-se mediante o processo de registo. A norma NP 
4438:2005 estabelece que todo o registo deve conter, no mínimo, os seguintes 
elementos de informação: um identificador único, atribuído se possível, de forma 
automática; a data e a hora do ato que se regista; um título ou uma descrição 
abreviada do documento ou do elemento registado; e, o autor ou o emissor e, 
eventualmente, o recetor do documento registado. 
Para que seja possível localizar, recuperar e aplicar ciclos de vida e 
políticas de preservação aos documentos eletrónicos, é imprescindível dispor de 
uma descrição o mais completa possível do documento. Essa descrição toma 
habitualmente a forma do que se conhece nos dias de hoje como metadados 
(Méndez, 2002 apud Serra Serra, 2008). 
Para poder aplicar a um documento (independentemente do seu 
suporte) um ciclo de vida, é necessário que esteja atribuído a uma série 
documental avaliada, ou seja, classificada. A classificação pode ser levada a 
cabo de forma manual, semiautomática ou automática, para determinar qual é a 
documentação que será preservada e identificar o grau de risco de um 
documento. A avaliação deve começar na criação de documentos. Isto deve ter 
em conta o contexto do documento e estabelecer padrões a serem aplicados.  
A enorme quantidade de documentação eletrónica acumulada em 
qualquer organização, a diversidade de formatos e os requisitos de segurança e 
acesso podem complicar a gestão e conservação. Por isso, é fundamental dispor 
de um eficaz sistema de avaliação que permita selecionar os documentos 
essenciais e prepará-los para a conservação a longo prazo e ao mesmo tempo 
eliminar a informação “expirada” ou repetida. Existem modelos para o mesmo, 
propostos pelo projeto de InterPares (Serra Serra, 2008). 
Segundo Serra Serra (2008), quando termina a fase ativa passa para o 
"arquivo digital". Geralmente, o modelo de preservação a longo prazo que 
seguem é o modelo da OAIS cujos objetivos principais são preservar e tornar 
acessível a informação a uma comunidade particular. Este modelo difere dos 
arquivos tradicionais em muitos aspetos e inclui as seguintes etapas: admissão 
ou aceitação de documentos para inclusão no arquivo, conservação apoio e 
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formato adequado para manter a longo prazo o planeamento estratégico de 
conservação e, finalmente, acesso ou divulgação. 
A opção mais utilizada para preservar os e-mails é recorrer a 
determinadas normas, como PDF, TIFF, RFC 2822 e XML. É necessário também 
preservar a ligação entre os e-mails e os anexos que podem estar qualquer 
formato (Pennock, 2006, p. 26). 
Pennock (2006, p. 29) propõe o encapsulamento de documentos 
seguindo o modelo OAIS, mantendo uma vigilância tecnológica para garantir que 
os documentos permaneçam acessíveis e aplicar protocolos de segurança para 
impedir invasões ou acesso não autorizado. 
Pagell, Meszaros & Valentine (2004, p. 5) afirmam que "os sistemas de 
correio eletrónico não foram criados para permitir a gestão de documentos". 
No caso de não haver um sistema de gestão de documentos eletrónicos 
também é possível fazer a gestão do e-mail, imprimindo-o em papel. O que não 
parece uma opção é manter as contas de utilizador em formatos proprietários 
que permanecem inacessíveis ao resto da organização e com o risco de perda 
de informações (Pennock, 2006, 24 p.). 
Houston (2008) apresenta três soluções a longo prazo como estratégia 
de preservação de e-mail: 
 Imprimir os e-mails (evita os problemas de obsolescência 
mas em contrapartida não é pesquisável nem reutilizável em meio 
digital, constituindo uma reprodução incompleta do mesmo); 
 Retenção dos e-mails no cliente (armazena documentos 
criados por aplicativos, mas afeta o desempenho do sistema e 
pode trazer problemas ao nível de backup); e,  
 Armazenar os e-mails num formato neutro (arquivos 
convertidos para um formato open source (TIFF, XML, PDF/A) e 
armazenados remotamente, tendo como desvantagem a 
conversão para estes formatos é um trabalho intensivo.) 
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Nas palavras de Zhang (2015) a eficácia de um sistema de e-mail na 
organização e gestão de mensagens de e-mail depende muito de como as 
características representativas estão a ser utilizadas, e, mais especificamente, 
os níveis de controlo sobre a sua criação e gestão. Apresenta ainda quatro níveis 
de controlo que podem ser encontrados num sistema de e-mail, e onde cada um 
está associado com um recurso de representação específica: Automatic 
(date/time)12, Mandatory (name/email address)13, Recommended (subject)14; e, 
Optional (mailbox)15. 
A comunicação é uma parte central do trabalho de qualquer organização, 
com o e-mail a captar uma parte crescente do volume total. Com este 
aglomerado de e-mails surge o problema da sobrecarga de e-mail no local de 
trabalho, o sentimento de ser subjugado pelo fluxo constante de mensagens que 
aparecem na caixa de entrada e a incapacidade de gerir o alto volume de 
mensagens de uma forma eficaz. 
 
                                            
12 Automático (data / hora) - A função de gravação de tempo de e-mails enviados e recebidos foi 
criado no sistema. Cada vez que o utilizador clica no botão de envio ou na caixa de entrada do 
destinatário, um carimbo de tempo é gerado automaticamente e torna-se parte do cabeçalho da 
mensagem e viaja com a mensagem. Na transmissão de e-mail, a ação de datar uma mensagem 
é uma parte integrante da ação de envio. 
13 Obrigatório (nome / endereço de email) - O sistema de gestão de e-mail permite aos 
utilizadores enviar mensagens de e-mail para os destinatários que possuem endereços de e-mail 
válidos. No entanto, cabe ao utilizador selecionar o destinatário. Independentemente disso, o 
remetente do e-mail deve fornecer um endereço de e-mail válido para que a mensagem possa 
ser enviada. 
14 Recomendado (assunto) – Enquanto o "de" e "data" são campos que podem ser gerados por 
máquina, o campo de assunto deve ser preenchido manualmente pelo remetente da mensagem, 
com informações úteis para facilitar a troca de mensagens, mas pode ser deixado em branco se 
não for fornecido. O sistema pode lembrar os utilizadores que se esqueçam de completar o 
campo do assunto. O lembrete pode ser ignorado se os utilizadores pretendem enviar o e-mail 
sem indicar assunto. O campo assunto é um breve texto narrativo, a fim de poderem ser 
classificados em ordem alfabética, o que torna possível manter o controlo da cadeia de 
mensagens que partilham a mesma linha de assunto. 
15 Opcional (caixa de correio) - É uma característica comum no sistema de e-mail que as pastas 
ou caixas de correio possam ser criadas pelos utilizadores para organizar os seus e-mails 
recebidos e enviados. Algumas caixas de correio são criadas por padrão, como caixa de entrada, 
enviadas, projeto e lixo. Enquanto a caixa de entrada é por padrão, aquele onde se coloca para 
receber todos os e-mails recebidos, os utilizadores têm opções para movê-los e mantê-los em 
várias pastas com base nas suas necessidades. A criação e gestão de caixas de correio oferece 
oportunidades para os utilizadores agruparem as suas mensagens de e-mail para diferentes fins. 
No entanto, a criação e manutenção da caixa de correio é inteiramente da responsabilidade dos 
utilizadores. Há muito pouco controlo do sistema sobre este campo. 
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2.2 – O problema da sobrecarga de e-mail 
 
Na Sociedade atual, um dos desafios que se coloca está relacionado 
com a forma como os indivíduos e as organizações são obrigados a lidar com 
um crescente e mais emaranhado fluxo de informação. A sobrecarga de 
informação é um problema crescente nos dias de hoje, em qualquer organização, 
uma vez que todos os dias somos “bombardeados” com e-mails. 
Um estudo europeu realizado por Ingham (2003) mostrou que o Reino 
Unido está a sofrer de uma sobrecarga de e-mail. A autora revela que um estudo 
efetuado pelo Chartered Management Institute (2001) descobriu que 32% dos 
gestores sofria de sobrecarga de e-mails. Ingham faz referência ainda a um 
estudo a mais de 200 gestores e diretores no Reino Unido onde se verificou que 
mais de 25% envia mais de 30 e-mails por dia, com mais de 40% a enviar entre 
11 e 30 mensagens. Apurou-se também que mais de metade do diretores 
recebem mais de 20 mensagens por dia. 
Em casos como este, o processamento de e-mails leva tanto tempo que 
o utilizador experimenta-o como uma sobrecarga. Existem muitas causas para 
isso, e uma deles é o fato de que o e-mail tem certas características que o tornam 
numa ferramenta de comunicação muito fácil. Outra é que as ferramentas de e-
mail nem sempre são utilizadas como deveriam ser (Ingham, 2003).  
O problema, porém, não é o fato de sofrer uma sobrecarga, mas sim que 
não existem soluções concretas para resolver este problema. Como Weber 
afirma: “we lack a deep understanding of the impact that email has had on our 
lives" (Weber apud Spoelstra, 2004). É para isso necessário estimular a pesquisa 
sobre os efeitos do e-mail, pretendendo obter uma melhor compreensão do 
problema real da sobrecarga de e-mail e ver as possíveis soluções (Spoelstra, 
2004).  
Spoelstra (2004) concluiu no seu estudo que o problema da sobrecarga 
de e-mail parece estar relacionado com atrasos no e-mail, tempos de resposta 
muito dilatados, refletindo-se no impacto sobre a vida pessoal e funcionando 
como fator de stress. As causas da sobrecarga de e-mail foram separadas entre 
o comportamento do remetente e do recetor. Um problema do comportamento 
49 
 
do remetente foi o uso excessivo da função CC. Outro estava relacionado com 
a cultura burocrática da organização. A influência de spam/lixo eletrónico e e-
mails sociais foram ignorados, porque estes são fáceis de reconhecer. Ao olhar 
para o comportamento do recetor, a principal causa da sobrecarga de e-mail 
parece ser a falta de formação sobre a negociação efetiva com o e-mail. Todos 
os entrevistados tinham algum tipo de transtorno de défice de atenção, síndrome 
descrita por Weber. As causas mencionadas são muito relevantes para a 
sobrecarga de e-mail e, em particular, o comportamento por parte do recetor 
parece ser interessante uma vez que pode-se partir do pressuposto que estes 
entrevistados têm dificuldade em concentrar-se em tarefas que não são 
interessantes.  
As principais conclusões sobre o problema da sobrecarga de e-mail do 
estudo de Spoelstra estavam nas soluções. Os entrevistados tinham ideias muito 
interessantes sobre possíveis estratégias e métodos. Possíveis soluções 
pareciam residir na utilização eficaz das estratégias.  
O uso do Outlook básico pode funcionar se todas as funções forem 
usadas de forma eficaz, como por exemplo, o uso de pastas parece funcionar 
quando usado regularmente. Em particular, o uso de códigos de dados parece 
ser muito eficaz. Esta última estratégia requer um sistema para lidar com e-mail, 
por isso o utilizador poderá necessitar de um pouco mais de tempo para 
configurar e se acostumar, mas os resultados são promissores. Ideias 
interessantes sobre manuseio de e-mails são a segmentação das mensagens, 
códigos de dados integrados e a utilização de temas coloridos em vez de 
bandeiras. A partir dessa pesquisa verificou-se que muitas das funções 
proporcionadas pela tecnologia não são utilizadas de forma eficaz ou não são 
usadas em tudo (Spoelstra, 2004). 
Tendo em conta as funções proporcionadas por esta ferramenta, 
Thomas et al (2006) pretenderam analisar o e-mail como ferramenta de 
comunicação, investigar porque é tão usado e também analisar como se pode 
gerir a sobrecarga do e-mail. Thomas et al. (2006) exploraram os processos 
sociais associados à sobrecarga de e-mail. Os autores examinaram as 
interações do e-mail de uma instituição da administração pública, entrando nos 
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e-mails, enviando uma cadeia de e-mails para efetuar uma análise textual e uma 
análise de dados por grupos sobre a sobrecarga de e-mail. Os resultados 
revelaram três características que contribuem para a sobrecarga do e-mail: os 
pedidos instáveis, as pressões para responder, e a delegação de tarefas e a 
mudança dos agentes sugerindo que a conversa de e-mail, como interação 
social, pode criar e afetar a sobrecarga. 
Span (2007) analisou outra organização para tentar entender as causas 
da sobrecarga do e-mail. Examinou também algumas estratégias, a fim de 
encontrar algumas maneiras de lidar com o problema. Descreveu algumas 
causas e efeitos da sobrecarga de e-mail, que estratégias usam as pessoas para 
lidar com isso e possíveis soluções para o problema. Essas soluções podem ser 
úteis para pessoas que sofrem de certos sintomas de sobrecarga de e-mail. Por 
exemplo, a entrada de voz pode ser uma boa solução para as pessoas que são 
lentas no processamento do seu e-mail. As empresas devem assumir as suas 
responsabilidades, dando formação a fim de lidar com e-mail como um todo. Os 
programas de e-mail devem ser melhorados, em particular as funções de arquivo 
e agenda. Várias alterações têm de ser feitas em ambos os lados, tanto no lado 
do remetente como no lado do destinatário, bem como o que torne o 
comportamento capaz de utilizar e-mail de forma eficaz e eficiente.  
Sumecki, Chipulu & Ojiako (2011) analisaram o conhecimento e 
entendimento do e-mail como uma ferramenta crítica de negócio dentro de uma 
organização, e como podem atenuar o nível de sobrecarga de e-mail vivida por 
indivíduos dentro da organização. Os dados de uma amostra de 1100 
empregados de uma empresa multinacional de tecnologia foram analisados 
utilizando técnicas de análise multivariada. Os resultados sugerem que, sem um 
código sobre as práticas associadas ao e-mail dentro de uma organização, é 
provável haver grandes variações no que é percebido como o e-mail crítico para 
o negócio e, como resultado, uma quantidade substancial de e-mail gerado 
dentro da organização que pode não ser "crítico para os negócios" aumentando 




Vidgen, Sims & Powell (2011) investigaram o impacto do e-mail sobre os 
indivíduos e sobre as organizações. Essa investigação contribuiu para a 
compreensão teórica do uso de e-mail nas organizações e desenvolveu um 
conjunto de ferramentas para a promulgação de mudança no uso do e-mail. Os 
autores apresentam uma estrutura de gestão de e-mail que é uma ferramenta 
prática que pode ser usada para promover mudanças e aprendizagem 
organizacional. Abordam ainda implicações sociais, alertando que a 
implementação poderia levar a uma melhor comunicação; melhorar a visibilidade 
da rede informal da organização, partilha de conhecimento e rede de ação; 
melhoria de processos de negócio; melhor gestão dos conhecimentos; e 
aumento da autoestima dos funcionários. Mostram ainda como os atores podem 
escolher promulgar a emancipação do domínio do e-mail através de uma ação 
deliberada para reconstruir o ambiente em que eles existem, num ciclo de 
mudança de aprendizagem organizacional através da implementação de uma 
estrutura de gestão de e-mail. 
Por outro lado, Reinke & Chamorro-Premuzic (2014) analisaram a 
importância da personalidade, em particular do núcleo de autoavaliações, para 
explicar a sobrecarga de e-mail. Para estes autores, isso indica fortemente que 
a sobrecarga de e-mail não está apenas relacionada com a produtividade, mas 
também com o esgotamento e com o compromisso com o trabalho. 
McMurtry (2014) abordou o problema da sobrecarga de e-mail no local 
de trabalho. O sentimento de ser oprimido pelo fluxo constante de mensagens 
que aparecem na caixa de entrada e da incapacidade de gerir o elevado volume 
de mensagens de forma eficaz, é uma área atual da investigação no campo da 
interação homem-máquina. A literatura mais atual sobre este tema, reflete três 
tipos de recomendações relacionadas com a sobrecarga de e-mail para lidar ou 
atenuar no local de trabalho: técnicas de gestão de e-mail para o empregado, 
estratégias para a organização ou para o empregador e melhorias de usabilidade 
da caixa de entrada. 
Os vários autores abordam a sobrecarga de e-mail como um problema 
real e constante nos dias hoje. No entanto, várias são as soluções apresentadas 
tendo em vista o aperfeiçoamento das contas de e-mail originando melhorias na 
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produtividade. É de salientar também que este problema está ligado ao 
comportamento do utilizador, desta forma é necessário adaptar o individuo à 
ferramenta de modo a ser capaz de utilizar e-mail de forma eficaz e eficiente.  
 
2.3 – Aspetos legais no uso do e-mail 
 
Como referido anteriormente, a utilização do e-mail levanta questões 
pertinentes e fulcrais, quer a nível pessoal quer a nível institucional. No entanto, 
e como podemos verificar, esta questão ainda não está totalmente definida uma 
vez que se trata de uma questão sensível, quer para o individuo quer para a 
entidade patronal. 
Martins, Marques & Dias (2004) analisaram diversas questões jurídicas 
relativas às TIC (Tecnologias de Informação e das Comunicações), numa altura 
em que o setor das TIC se mostra particularmente preocupado com essa 
temática, sobretudo devido às questões de segurança. Analisam a regulação do 
mercado das TIC, a proteção da propriedade intelectual e os contratos nas TIC, 
bem como as transações eletrónicas e a responsabilidade civil extracontratual 
dos operadores de rede e ISP (Internet Service Providers), não esquecendo, 
ainda, temas mais clássicos como a proteção da privacidade e a criminalidade 
informática.  
Benjamim Silva Rodrigues (Cit. por Neves, 2011, p. 185) afirma que “a 
prova física dá lugar à prova digital. O que conta, agora, são os bits e os bits-
acerca-dos-bits. O que provoca uma “erosão” na eficácia dos meios clássicos de 
obtenção de prova talhados para o mundo físico, para a realidade tangível”.16 
Na Tabela 1 está identificada alguma da legislação que regula/orienta o 
uso do e-mail:
                                            
16 Para um estudo mais aprofundado sobre vários casos sobre o uso do e-mail, ver: PEREIRA, 
Rita Garcia. Os e-mails: o cavalo de Tróia actual?. Minerva–Revista de Estudos Laborais, Ano 
IV, 2005, 7: 141. 
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Legislação Aspetos a ter em conta 
Art.º 362 do Código Civil 
 
Define prova documental como “Prova documental é a que resulta de documento; diz-se documento 
qualquer objecto elaborado pelo homem com o fim de reproduzir ou representar uma pessoa, coisa ou 
facto.” 
Art.º 8 da Convenção Europeia dos Direitos do Homem Sustenta que “qualquer pessoa tem direito ao respeito da sua vida privada e familiar, do seu domicílio e da 
sua correspondência” 
Tribunal Europeu dos Direitos do Homem remete para a 
Decisão de 27 de julho de 1994, art.º 8 
“Protege a correspondência, no sentido mais amplo do termo, incluindo os mais sofisticados meios de 
comunicação de mensagens”. 
Constituição da República Portuguesa, através do nº 4 
do art.º 34.º 
“Inviolabilidade do domicílio e da correspondência”, indica que “o domicílio e o sigilo da correspondência e 
dos outros meios de comunicação são invioláveis”. 




“Violação de correspondência ou de telecomunicações”, elucida que “quem, sem consentimento, abrir 
encomenda, carta ou qualquer outro escrito que se encontre fechado e lhe não seja dirigido, ou tomar 
conhecimento, por processos técnicos, do seu conteúdo, ou impedir, por qualquer modo, que seja recebido 
pelo destinatário, é punido com pena de prisão até 1 ano ou com pena de multa até 240 dias.” 
Art.º 3 da Lei n.º 67/98 de 26 de Outubro, Lei da Proteção 
de Dados Pessoais, transpõe para a ordem jurídica 
portuguesa a directiva 95/46/CE, do Parlamento Europeu 
e do Conselho, de 24 de outubro de 1995, relativa à 
proteção das pessoas singulares no que diz respeito ao 
tratamento dos dados pessoais e à livre circulação 
desses dados.  
Dados pessoais como “qualquer informação, de qualquer natureza e independentemente do respectivo 
suporte, (…) relativa a uma pessoa singular identificada ou identificável (…)”. Mais define que, no que 
concerne ao tratamento de dados pessoais “qualquer operação ou conjunto de operações sobre dados 
pessoais, efectuadas com ou sem meios automatizados, tais como a recolha, o registo, a organização, a 
conservação, a adaptação ou alteração, a recuperação, a consulta, a utilização, a comunicação por 
transmissão, por difusão ou por qualquer outra forma de colocação à disposição, com comparação ou 
interconexão, bem como o bloqueio, apagamento ou destruição”. 
Lei n.º 46/2012, de 29 de Agosto, relativa ao tratamento 
de dados pessoais e à proteção da privacidade no setor 
das comunicações eletrónicas, procedendo à primeira 
alteração à Lei n.º 41/2004, de 18 de agosto, e à segunda 
Define o e-mail como “qualquer mensagem textual, vocal, sonora ou gráfica enviada através de uma rede 
pública de comunicações que possa ser armazenada na rede ou no equipamento terminal do destinatário 
até que este a recolha” 
54 
 
alteração ao Decreto-Lei n.º 7/2004, de 7 de janeiro, 
transpõe a Diretiva n.º 2009/136/CE, na parte que altera 
a Diretiva n.º 2002/58/CE, do Parlamento Europeu e do 




Código do Trabalho 
Art.º 16 faz alusão à reserva da intimidade da vida privada, definindo que “o empregador e o trabalhador 
devem respeitar os direitos de personalidade da contraparte, cabendo-lhes, designadamente, guardar 
reserva quanto à intimidade da vida privada.” No que respeita à proteção de dados pessoais, o artigo 17.º 
refere que “o empregador não pode exigir a candidato a emprego ou a trabalhador que preste informações 
relativas: (…) à sua vida privada, salvo quando estas sejam estritamente necessárias e relevantes para 
avaliar da respectiva aptidão no que respeita à execução do contrato de trabalho e seja fornecida por escrito 
a respectiva fundamentação (…) ”. 
Art.º 22 referente à confidencialidade de mensagens e de acesso a informação, revela que “o trabalhador 
goza do direito de reserva e confidencialidade relativamente ao conteúdo das mensagens de natureza 
pessoal e acesso a informação de carácter não profissional que envie, receba ou consulte, nomeadamente 
através do correio electrónico.” No entanto, o mesmo artigo ressalva que cabe ao “empregador estabelecer 
regras de utilização dos meios de comunicação na empresa, nomeadamente do correio electrónico.” 
Lei n.º 109/2009, de 15 de Setembro, Aprova a Lei do 
Cibercrime, transpondo para a ordem jurídica interna a 
Decisão Quadro n.º 2005/222/JAI, do Conselho, de 24 de 
Fevereiro, relativa a ataques contra sistemas de 
informação, e adapta o direito interno à Convenção sobre 
Cibercrime do Conselho da Europa 
Art.º 17 refere a apreensão de e-mail e documentos administrativos de comunicações de natureza 
semelhante: “quando, no decurso de uma pesquisa informática ou outro acesso legítimo a um sistema 
informático, forem encontrados, armazenados nesse sistema informático ou noutro a que seja permitido o 
acesso legítimo a partir do primeiro, mensagens de correio electrónico ou documentos administrativos de 
comunicações de natureza semelhante, o juiz pode autorizar ou ordenar, por despacho, a apreensão 
daqueles que se afigurem ser de grande interesse para a descoberta da verdade ou para a prova, 
aplicando-se correspondentemente o regime da apreensão de correspondência previsto no Código de 
Processo Penal.” 
Tabela 1 - Legislação que regula/orienta o uso do e-mail
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De um modo geral e como se pode verificar na tabela acima, ainda é pouca a 
legislação referente ao uso do e-mail. No entanto, a Comissão Nacional de Protecção 
de Dados (CNPD), autoridade responsável pela “supervisão” do tratamento de dados 
pessoais em Portugal, aprovou a Deliberação n.º 1638/2013 que estabelece os 
princípios aplicáveis ao tratamento de dados em centrais telefónicas, o controlo de e-
mail e do acesso à Internet, procedendo à revisão da anterior deliberação sobre este 
mesmo assunto, de 29 de Outubro de 2002. 17 Esta deliberação é aplicável aos 
tratamentos de dados pessoais decorrentes do controlo de utilização para fins 
privados das tecnologias de informação e comunicação no contexto laboral. 
A CNPD salienta que a escolha dos meios de controlo por parte do 
empregador tem de: 
Obedecer aos princípios da necessidade, da proporcionalidade e da boa-fé, 
devendo este demonstrar que escolheu as formas de controlo com menor 
impacto sobre os direitos fundamentais dos trabalhadores.” (…) “o controlo 
da utilização para fins privados das tecnologias de informação e comunicação 
no contexto laboral consubstancia um tratamento de dados pessoais (…) 
Concretamente, os tratamentos de dados a ser efetuados no controlo da 
utilização para fins privados pelos trabalhadores das tecnologias de 
informação e comunicação no contexto laboral podem ter como finalidades a 
gestão dos meios da empresa e a produtividade dos trabalhadores.”  
No entanto, (…) “a entidade empregadora deve privilegiar metodologias 
genéricas de controlo, afastando, sempre que possível, a consulta 
individualizada de dados pessoais. Uma adequada parametrização aplicada 
ao universo global dos trabalhadores (…) é suficiente para satisfazer os 
objetivos do controlo, permitindo detetar eventuais utilizações abusivas.” (…) 
“considera a CNPD que os dados pessoais tratados no âmbito do controlo de 
utilização, para fins privados, dos meios de informação e comunicação no 
contexto laboral podem ser conservados pelo prazo máximo de 6 meses, sem 
prejuízo da sua manutenção no decurso de processo disciplinar ou judicial. 
(Comissão Nacional de Protecção de Dados, 2013, pp.7-11) 
A implementação de regras de utilização interna dos meios de comunicação, 
bem como a delimitação das condições de tratamento de dados e as formas de 
controlo devem constar do regulamento interno da empresa, cuja elaboração obriga à 
audição da estrutura representativa dos trabalhadores, caso exista. Para que este 
regulamento se torne eficaz é necessário a sua publicitação e está sujeito a prévia 
autorização a obter junto da CNPD. A grande novidade é a necessidade de o 
                                            




empregador avaliar previamente o impacto das medidas de controlo que pretende 
implementar (a CNPD fala em Privacy Impact Assessment). 
No que respeita a medidas de segurança a CNPD orienta que: 
(…)por forma a garantir a rastreabilidade dos acessos de monitorização 
impõe-se que os responsáveis parametrizem os sistemas para que os logs 
registem quem fez o acesso, respetiva data e hora (timestamp), operações 
efetuadas atribuindo um número sequencial (id) a cada ocorrência e um 
campo de hash aplicado sobre os elementos anteriores (id, utilizador, data, 
hora e operação). Os logs, para terem validade legal, têm de estar assinados 
digitalmente. (Comissão Nacional de Protecção de Dados, 2013, p.15) 
Outra alteração consiste na recomendação no sentido de “… deve ser exigida 
aos trabalhadores a criação de pastas próprias, devidamente identificadas, onde o 
trabalhador arquive os correios eletrónicos de conteúdo pessoal que constam da caixa 
de correio profissional” (Comissão Nacional de Protecção de Dados, 2013, p.18). 
No entanto, em caso de ausência do trabalhador, estão estabelecidas regras 
que defendem que “nas situações de ausência programada (…) deve ser adotado um 
mecanismo de resposta automática de ausência (out of office reply) com indicação de 
endereço alternativo” (Comissão Nacional de Protecção de Dados, 2013, p.21). 
O acesso ao e-mail como medida de último recurso deve “… ser previamente 
comunicado ao trabalhador, e ser realizado também na presença de um representante 
da comissão de trabalhadores, ou de alguém indicado pelo trabalhador.” (Comissão 
Nacional de Protecção de Dados, 2013, p.20). 
Optamos por fazer uma abordagem mais alargada à CNPD, uma vez que o 
nosso objeto de estudo rege-se pela deliberação por eles criada.  
Num passado bem mais recente, em Abril de 2015, o Comité de Ministros do 
Conselho da Europa elaborou uma recomendação18 sobre o tratamento de dados 
pessoais no contexto do emprego que deve ser seguida por Portugal. Na 
Recomendação consta que as empresas não devem aceder aos e-mails profissionais 
dos trabalhadores, sem a sua autorização prévia. 
                                            
18 Recommendation CM/Rec(2015)5 of the Committee of Ministers to member States on the processing 
of personal data in the context of employment. Consultado a 11 de Junho 2015. Disponível na WWW 
em: https://wcd.coe.int/ViewDoc.jsp?id=2306625  
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O Comité de Ministros do Conselho da Europa aprovou esta recomendação 
sobre o tratamento de dados pessoais no local de trabalho, considerando que a 
recomendação anterior estava desatualizada em relação à influência que as novas 
tecnologias têm vindo a ter nas empresas e no direito à privacidade dos trabalhadores. 
A Direcção-Geral de Política de Justiça replica no seu site algumas das 
principais diretivas do documento europeu, apesar de ainda não fazerem parte da 
legislação nacional. Portugal ainda não adotou internamente nenhuma das regras 
propostas nem tem uma data prevista para o fazer, mas como Estado-membro da 
União Europeia deverá adaptar as suas leis à recomendação. Para já, esta pode servir 
como base de argumento para casos futuros onde o despedimento é justificado pela 
empresa com o comportamento do trabalhador nas redes sociais, por exemplo. 
O Conselho de Ministros defende, no que diz respeito à utilização da Internet 
e das comunicações por e-mail no local de trabalho, que os empregadores devem 
“evitar interferências injustificadas e irracionais no direito do trabalhador a uma vida 
privada”, um princípio que deve ser alargado a todos os “dispositivos técnicos e 
tecnologias de comunicação e informação usadas pelo trabalhador”. 
O acesso pela entidade patronal aos e-mails profissionais do trabalhador 
apenas deve acontecer quando existam questões de segurança ou razões legítimas 
para tal e o funcionário deve ser informado previamente de que haverá uma entrada 
no seu e-mail de trabalho. “O conteúdo, envio e receção de comunicações eletrónicas 
privadas no trabalho não devem ser monitorizados em qualquer circunstância”, 
sublinha ainda a recomendação (Council of Europe, 2015). 
Ainda relativamente ao acesso ao e-mail, o Conselho de Ministros defende 
que, quando o funcionário deixa a empresa, esta deve desativar automaticamente a 
conta de e-mail antes do trabalhador cessar funções e de preferência na sua 
presença. 
Outra das questões abordadas é a monitorização dos trabalhadores, incluindo 
a videovigilância. A recomendação é clara: “Não devem ser permitidas a introdução e 
utilização de sistemas e tecnologias de informação com a finalidade direta e principal 
de monitorizar a atividade e comportamento dos funcionários” (Council of Europe, 
2015). Por outro lado, as tecnologias que sejam colocadas pela empresa e que 
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acabem por vigiar indiretamente os funcionários devem ter em conta os seus direitos 
fundamentais. 
 De uma maneira geral, “as Constituições consagram o direito ao sigilo da 
correspondência como um direito inviolável. Ao lado do direito à vida, do direito à 
integridade física e moral e do direito à inviolabilidade de domicílio, o sigilo da 
correspondência é, tradicionalmente, uma das liberdades mais solidamente 
garantidas nos textos constitucionais” (Canotilho, 2004, p. 162).  
Em suma, a lei protege a privacidade e considera crime a violação de 
correspondência, aplicando-se esta também ao e-mail. No entanto, é importante 
ressalvar que a legislação prevê a quebra do sigilo em caso de investigação criminal 




Capítulo 3 – O impacto da gestão de e-mail  
3.1 – Orientações de gestão de e-mail 
 
Como já foi abordado anteriormente, a gestão de e-mail é uma função 
primordial para o sucesso de qualquer organização numa sociedade cada vez mais 
tecnológica e digital. Com o intuito de retirar o maior proveito de todas as ferramentas 
disponíveis e de saber como lidar com elas para usufruir de todas as suas 
funcionalidades, é necessário criar orientações neste sentido.  
Desta forma, Pagell, Meszaros & Valentine (2004, p. 5) recomendam criar 
uma política de e-mail para a organização começando por fazer uma auditoria sobre 
como os funcionários usam o e-mail, para depois desenvolver políticas contando com 
os funcionários (não só os responsáveis pelas tecnologias mas também os 
responsáveis dos arquivos e documentação), tendo em conta a legislação e 
regulamentos que podem afetar a organização. 
Nos dias de hoje é fácil encontrar muitos exemplos de 
políticas/diretrizes/orientações que se aplicam em diferentes organizações em todo o 
Mundo. 
Abordamos aqui algumas das orientações criadas para a gestão do e-mail 
com âmbitos variados. 
O Governo da Austrália do Sul tem disponível um documento abrangente de 
27 páginas, “Management of email as oficial records – Policy, guidelines and thecnical 
considerations”, com a sua política de tratamento do e-mail que explica como fazer a 
distinção entre e-mails que são documentos administrativos oficiais e aqueles que não 
o são. Os documentos administrativos oficiais são "criados ou recebidos na 
implementação das atividades do serviço público". Além disso, estabelece regras para 
cada órgão do governo desenvolver a sua própria política. Aborda questões tais como 
a forma de manter adequadamente o conteúdo e o contexto dos documentos 
administrativos de e-mails, como arquivá-los no caso de se manterem em formato 




Já na República da África do Sul, foi criado o documento “Managing electronic 
records in governmental bodies: policy, principles and requirements”, com 167 
páginas, que visa fornecer orientações aos chefes de órgãos governamentais quanto 
à gestão de documentos administrativos eletrónicos e sistemas. A publicação serve 
como uma introdução à política de arquivos e documentos administrativos da 
Administração Pública para a gestão de documentos administrativos eletrónicos. 
Estas diretrizes contêm uma quantidade substancial de novas informações, 
nomeadamente a definição de documentos administrativos eletrónicos, autenticidade 
dos documentos administrativos eletrónicos, gestão integrada de documentos 
administrativos em todos os formatos e as responsabilidades dos órgãos 
governamentais, bem como novas informações sobre a gestão de documentos 
administrativos eletrónicos sem o benefício do documento integrado e dos sistemas 
de gestão de documentos administrativos (National Archives and Records Service of 
South Africa, 2006). 
Esta orientação vai mais longe e refere que se os órgãos governamentais não 
colocam políticas específicas disponíveis no local para gerir o comportamento do 
utilizador para garantir que os e-mails são capturados, armazenados e preservados, 
os documentos administrativos podem ser perdidos. O objetivo destas orientações é 
permitir que cada entidade crie a sua própria política de gestão de e-mail utilizando as 
diretrizes como base para trabalhar (National Archives and Records Service of South 
Africa, 2006). 
Por outro lado, o Departamento de Arquivos do Estado de Minnesota publicou 
o documento “Electronic Records Management Guidelines”, constituído por 130 
páginas, onde constam diretrizes que devem servir como um ponto de partida e um 
guia de como rever as práticas de gestão de documentos administrativos eletrónicos 
e desenvolver uma estratégia de gestão eletrónica de documentos. Cada conjunto de 
diretrizes fornece uma visão geral dos conceitos-chave dentro do quadro legal 
aplicável, possuindo uma secção contendo perguntas para provocar discussão, e uma 
lista anotada de recursos a serem utilizados para uma pesquisa mais detalhada. Este 
documento é composto pelas seguintes secções: preservação a longo prazo; 
metadados, nomeação de arquivos, formatos de arquivo, instalações e procedimentos 
de armazenamento, Digital Media, sistemas de gestão de documentos eletrónicos, 
Digital Imaging, gestão de e-mail, gestão de conteúdos Web, eletrónicos e assinaturas 
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digitais; e, um glossário (State Archives Department, Minnesota Historical Society, 
2004). 
Sob outra perspetiva, o Grupo Arkansas Information desenvolveu o “Pratical 
approaches to electronic records management and preservation”, um documento de 
28 páginas, com orientações para os serviços públicos estatais usarem na gestão de 
documentos administrativos eletrónicos. Estas abordagens práticas destinam-se a 
orientar os serviços públicos para o desenvolvimento de procedimentos na gestão de 
documentos administrativos. As abordagens práticas para a gestão de documentos 
administrativos eletrónicos estão divididas neste documento da seguinte forma: Parte 
I inclui: 1) a criação e gestão de documentos administrativos eletrónicos; 2) proteção 
e preservação os documentos administrativos eletrónicos; 3) eliminação adequada; 4) 
recolha e utilização de informação pessoal; 5) declarações de privacidade dos sites 
da Internet da(s) Agência(s); 6) manter seguros sistemas fiáveis; 7) verificar que os 
documentos administrativos eletrónicos correspondem às necessidades do negócio; 
e 8) três requisitos funcionais para garantir a manutenção efetiva registo eletrónico; 
Parte II - endereços de e-mail como um registo público, com o objetivo de ajudar os 
serviços públicos a manterem os documentos administrativos na gestão de 
mensagens de e-mail dentro Governo do Estado do Arkansas; Parte III - é projetada 
para identificar questões críticas para funcionários públicos considerando a 
elaboração, escolha, implementação e digitalização utilizando tecnologias de imagem. 
As diretrizes fornecem recomendações e não se destinam a servir como um conjunto 
rígido de requisitos (Arkansas Information, 2001). 
Ainda sobre documentos estatais, o Gabinete do Secretário de Estado do 
Missouri, nos Estados Unidos da América, inclui um documento de quatro páginas, 
aprovado pela Comissão do Arquivo do Estado, em 2001, a sua política de gestão de 
e-mail (Managing E-mail Records). No documento, explica que nem todos os e-mails 
serão documentos de interesse, mas apenas os "e-mails que documentam as 
decisões, políticas, procedimentos, gastos de recursos, operações ou serviço de 
entrega" enquanto "evidências da missão oficial do Estado". Incentiva o serviço 
público a criar a sua própria política e a definir até que ponto o e-mail pessoal é 
aceitável. O e-mail pode ser arquivado em formato eletrónico ou em papel, apenas 
uma cópia que inclui os "dados apropriados, anexos, calendários e listas de tarefas" 
será mantida. Prefere-se, em todo o caso, manter um sistema de ficheiros central 
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afirmando que "a descentralização é contraproducente." Além disso, estabelece 
requisitos básicos para a conservação de e-mail como forma para manter a sua 
autenticidade (Office of the Secretary of State - Missouri,2001). 
A nível nacional, nos EUA, o Executive Office of the President, enviou um 
memorandum para os Chefes de Departamentos Executivos e Organismos e 
Agências Independentes, com o seguinte assunto “Guidance on managing email”. 
Nesse memorandum, reconheceu a importância da gestão de documentos 
administrativos de e-mail. O documento preocupa-se especificamente com a gestão 
adequada desses documentos administrativos. A orientação reafirma a importância 
da manutenção de documentos administrativos e que os serviços e funcionários, são 
responsáveis pela gestão adequada e retenção de documentos administrativos de e-
mail. Em conformidade com o memorando que tinha já sido enviado pelo Presidente 
no dia 28 de novembro de 2011, the Office of Management and Budget (OMB) and 
the National Archives and Records Administration (NARA) emitiu uma diretiva conjunta 
“Managing Government Records Directive”, em 2012, que determinou que os serviços 
públicos eliminassem o papel e passassem a usar documentos administrativos 
eletrónicos (National Archives and Records Administration, 2014). 
Por sua vez, a Biblioteca e o Arquivo do Canadá disponibilizam na sua página 
oficial o documento “Email Management Guidelines” com diretrizes de gestão de e-
mail, e uma série de recomendações relacionadas com gestão do e-mail no Governo 
do Canadá. Cada uma das orientações inclui uma ou mais recomendações no sentido 
de alcançar o resultado desejado. Estas diretrizes e recomendações não são 
obrigatórias, mas são apresentadas como uma autoridade ou referência de 
excelência. Justificam a criação deste documento visto que o e-mail é usado 
extensivamente para a tomada de decisão de gestão, para atribuir tarefas, para 
fornecer relatórios de progresso, para confirmar transações, e para muitos outros fins 
relacionados com o negócio do governo. Mensagens que pertencem ao negócio do 
governo são os documentos administrativos e, como tal, devem ser preservados por 
um determinado período de tempo ou permanentemente, de acordo com as políticas 
e legislação aplicável. Legalmente, alguns tipos de informações devem ser 
conservadas por um período mínimo de tempo, outros estão sujeitos a períodos de 




No entanto, a Universidade do Estado de Nova Iorque desenvolveu uma 
politica de gestão de e-mail, intitulada de “Developing a Policy for Managing Email”. 
Este documento abarca um conjunto de orientações sobre a gestão de e-mail no 
Estado de Nova Iorque. Estas orientações refletem os princípios e as melhores 
práticas atuais para a gestão de e-mail e servem como ponto de partida comum para 
os serviços públicos estatais e governos locais para formular as suas próprias políticas 
internas de gestão de e-mail. Os serviços públicos e os governos devem adaptar as 
orientações para satisfazer as suas próprias necessidades (Przybyla, 2010). 
As mensagens de e-mail e os seus anexos, assim como outros documentos 
administrativos corporativos, estão sujeitas à Lei de Documentos administrativos 
Públicos de 2005. Os Arquivos na Nova Zelândia também têm ao dispor orientações 
para os gestores de Tecnologias de Informação e gestores documentais em órgãos 
públicos e autoridades locais sobre a gestão de e-mail (Archives New Zealand, 2006). 
O Arquivo Nacional do Reino Unido, tem disponível o documento “Guideline 
on developing a policy for managing email”, de 44 páginas, com orientações sobre 
aspetos e áreas que devem ser considerados no desenvolvimento de uma política 
organizacional para a gestão do e-mail. A orientação aborda como o e-mail pode ser 
usado como uma ferramenta de negócios para a comunicação interna e externa, e 
como esses tipos de comunicações de e-mail devem ser geridas como documentos 
administrativos. Embora haja alguns conselhos sobre onde os documentos 
administrativos de e-mail devem ser geridos, a orientação não fornece assessoria 
técnica detalhada sobre a gestão de documentos administrativos de e-mail. 
O documento invoca o facto de as organizações precisarem de uma política 
de e-mail em termos de requisitos legais e de negócios. O conselho é dado a pessoas 
que desenvolvem políticas de e-mail de uma forma que possa ajudá-las a reconhecer 
as várias opções disponíveis, ao decidir como a sua organização deve gerir e usar o 
e-mail. A orientação fornece texto que poderia ser usado numa política de e-mail, 
embora seja aconselhável que as organizações não usem este texto sem primeiro 
considerar o impacto da política ou sem a consulta dos membros da equipa em toda 
a organização. Esta orientação abrange dois aspetos principais que precisam ser 
abordados numa política de e-mail: como uma organização deve definir o uso 
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adequado do e-mail e como o e-mail deve ser gerido dentro da organização (The 
National Archives, 2004). 
No Brasil, a Câmara Técnica de Documentos Electrónicos, do Conselho 
Nacional de Arquivos (CONARQ), criou um documento de 35 páginas intitulado 
“Diretrizes para a Gestão Arquivística do Correio Eletrônico Corporativo” que visa 
definir uma política que pressupõe a adoção de uma série de medidas que possibilita 
a gestão da mensagem do e-mail na sua produção, uso, manutenção e destino, 
aplicando as normas e os procedimentos arquivísticos para o tratamento desse 
documento, incluindo os prazos de conservação e eliminação. Para orientar a gestão 
arquivística de mensagens de e-mail corporativo, definiram diretrizes e 
recomendações para tal gestão, com referências aos órgãos ou entidades que utilizam 
o e-mail como ferramenta de trabalho. Estas diretrizes compõem um documento que 
deve ser utilizado e aplicado conjuntamente com a publicação “e-ARQ Brasil: modelo 
de requisitos para sistemas informatizados de gestão arquivística de documentos”, o 
qual aborda a gestão arquivística de documentos digitais e não digitais e a 
especificação de requisitos para sistemas informatizados de gestão arquivística de 
documentos (SIGAD) (CONARQ, 2012). 
Ainda relativamente a boas práticas, a Biblioteca da Virgínia publicou o 
documento “E-mail Management Guidelines”, de 9 páginas, com diretrizes que 
estabelecem as melhores práticas básicas relacionadas com a criação, manutenção, 
utilização e disposição dos documentos administrativos públicos criados por todos os 
funcionários públicos estatais e municipais que utilizam o e-mail. Os documentos 
administrativos de e-mail podem incluir informação numérica, gráfica e texto, que pode 
ser gravada em qualquer meio capaz de ser lido por um computador, e que satisfaça 
a definição de um registo público. Este documento tem como finalidade garantir que 
os documentos administrativos de e-mail da Comunidade da Virgínia são retidos de 
forma moderada e eficaz durante o tempo em que eles possuem valor jurídico, fiscal, 
de negócio ou histórico (Library of Virginia, 2009). 
Por seu lado, a Secção de Gestão de Arquivos e Documentos das Nações 
Unidas disponibiliza no seu site orientações sobre a política a ser seguida pelos seus 
funcionários para lidar com e-mail (Managing emails as records), criando uma 
distinção entre o correio que deve ser gerido e o que não é sê-lo. Neste caso, explicam 
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o que fazer com os e-mails que têm um interesse efémero. São diretrizes para a 
criação e envio de e-mails e como a linha de assunto deve ser clara, com um prefixo 
que permita categorizar o e-mail e decidir se é de interesse para o recetor ou o texto 
principal deve ser no e-mail e também dar nome ou não a um anexo. Também 
determina quem é responsável pelo e-mail, se será o criador do mesmo responsável 
pela gestão do e-mail e respostas, se será o destinatário de uma comunicação, ou 
alguém de fora da organização ficará responsável pela gestão do correio. São ainda 
dadas orientações para a utilização de um sistema de gestão de documentos 
eletrónicos. E, finalmente, esclarecem o que deve acontecer com o correio gerado por 
um funcionário que deixa a organização: fazer uma depuração no e-mail através da 
consulta da secção, se necessário, atribuir a responsabilidade para outra pessoa e/ou 
imprimir e-mails arquivados (United Nations – Archives and Records Management 
Section, 2010). 
Num âmbito mais restrito, a Biblioteca da Universidade de Brown, nos Estados 
Unidos, disponibiliza na sua página o documento “Guidelines for Managing Electronic 
Records”, cujo objetivo é proporcionar aos departamentos e serviços orientações 
sobre a gestão responsável dos documentos administrativos eletrónicos universitários 
alinhados e apoiar a política institucional de documentos eletrónicos. Estas 
orientações, de acordo com outras políticas e procedimentos estabelecidos pela 
Universidade, aplicam-se a todos os documentos administrativos eletrónicos, 
independentemente da sua forma digital, criados ou recebidos por um serviço ou 
departamento da Universidade no decorrer da sua atividade ou em cumprimento das 
suas obrigações legais. Uma série de novas tecnologias criam documentos 
administrativos eletrónicos, e a criação do documento pode ser ativa (por exemplo, 
adicionar dados a uma base de dados) ou passiva (por exemplo, o registo automático 
de atualizações do sistema). Os documentos administrativos individuais podem ser 
criados em sistemas de e-mail, como publicações baseadas na web, e como 
documentos criados e armazenados em sistemas de informação administrativos 
(Brown University Library, [s. d.]). 
No mesmo âmbito, o Gabinete do Presidente da Universidade da Califórnia, 
desenvolveu o documento “Managing E-mail as a University Record” com algumas 
orientações para o uso do e-mail. Os e-mails enviados ou recebidos no decurso do 
negócio da Universidade da Califórnia são documentos administrativos sujeitos às 
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políticas e diretrizes da Universidade. As informações são fornecidas para ajudar os 
funcionários do Gabinete do Presidente da Universidade da Califórnia a entender os 
conceitos básicos de gestão de documentos administrativos que se aplicam a um e-
mail (University of California Office of the President, 2012). 
Existem ainda estudos publicados sobre a forma como funciona a gestão do 
e-mail nas organizações que podem servir como referência para criar uma politica de 
gestão própria. Por exemplo, Park e Zwarich (2008) examinaram a política de cinco 
agências do governo canadiano. Nesse estudo, observou-se a importância da 
divulgação da política de gestão na organização e de como os funcionários são 
treinados "sobre os objetivos, vantagens e limitações da política de gestão" de modo 
a que sejam capazes de a aplicarem. A formação básica que deveriam receber, 
deveria permitir distinguir entre o que é um documento e o que não é, conhecer o 
software de gestão para melhor atender à política de gestão e às suas 
responsabilidades como empregados no processo de gestão (Park & Zwarich, 2008, 
p. 472). 
 
3.2 – Políticas da gestão de e-mail nas organizações 
 
Num estudo de caso de uma organização, Hase & Galt (2010) concluíram que: 
(…) staff training was an essential component of a successful records 
management system. The organization was operating with a single 
designated records management role. Thus, the only prospect for installing 
good practice was for the records officer to train section and faculty staff to be 
“self-managing” in respect to their responsibilities with records. (Hase & Galt, 
2010, p. 41). 
Pagell, Meszaros & Valentine (2004, p 3) também analisaram o impacto das 
ações dos empregados na gestão de e-mail na organização e constataram que: "o 
que os funcionários fazem com o seu e-mail depois de recebê-lo, não só os afeta 
pessoalmente, mas também tem implicações para a sua organização e infraestrutura 
de gestão do conhecimento da organização." 
Um outro estudo mais recente, na Argélia (2014), tinha como objetivo 
identificar alguns fatores que podem influenciar os colaboradores da empresa a adotar 
o e-mail como meio interno comunicação. Entre os fatores explicativos, constatou-se 
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a existência de um ambiente de trabalho favorável demostrando que para aproveitar 
o uso de qualquer tecnologia, como por exemplo o e-mail, isso depende também da 
vontade dos gestores. Eles não devem centrar a sua visão sobre as propriedades 
objetivas da tecnologia para prever os resultados do seu uso (Benabou & Mokhtari, 
2014). 
Por outro lado, Mark, Voida & Cardello (2012) relatam num estudo empírico o 
corte do uso do e-mail por cinco dias de trabalho por 13 profissionais da informação 
numa organização. Os resultados mostram que, sem o e-mail, as pessoas são menos 
multifacetadas e mantém o foco nas suas tarefas durante mais tempo. Além disso, 
mediram diretamente o stress usando monitores de frequência cardíaca e 
descobriram que o stress foi menor sem o e-mail.  
É interessante ver que passadas quase duas décadas, ainda há a 
necessidade de permitir aos gestores compreender melhor a natureza atual e 
potencial futuro da comunicação do e-mail nas organizações e alguns dos processos 
sociais associados (Lucas, 1998).  
Após uma revisão da literatura, Lucas (1998) examina os benefícios diretos e 
secundários do e-mail sobre a eficiência organizacional, que são aprimorados à 
medida que cada vez mais são dadas capacidades de uso do e-mail a um maior 
número de empregados. Concluiu destacando os compromissos de gestão que 
possam ser necessários quando a comunicação por e-mail incentiva o fluxo de 
informação em organizações fora dos canais oficialmente autorizados (Lucas 1998). 
 
 
3.3 – A preservação do e-mail 
 
Para além do papel primordial de conservação, manutenção e preservação é 
também primordial permitir o acesso à documentação recorrendo para tal, às mais 
diversas ferramentas, dando principal ênfase às tecnologias da informação criando 
assim condições adequadas de preservação de forma a garantir que o documento 
possa ser recuperável pelo Homem, para o servir, tanto no presente como no futuro. 
68 
 
Garantir o acesso a longo prazo da informação armazenada em suporte digital 
é um desafio e, cada vez mais, é uma componente vista como uma parte importante 
da gestão de informação em ambiente digital. 
A Preservação Digital “consiste na capacidade de garantir que a informação 
digital permanece acessível e com qualidade de autenticidade suficientes para que 
possa ser interpretada no futuro recorrendo a uma plataforma tecnológica diferente da 
utilizada no momento da sua criação” (Ferreira, 2006, p. 20). 
Prom (2011) enumera três passos básicos que, as organizações que visam 
implementar projetos de preservação de e-mail, devem executar: a definição de 
políticas, a escolha de ferramentas apropriadas e a sua implementação à luz de 
fatores ambientais locais e recursos disponíveis. Assim, as organizações devem 
começar por definir as políticas de gestão e de preservação de e-mail. 
Para Prom (2011), as políticas de e-mail devem projetar: 
 Um compromisso institucional para a preservação de e-mail e 
ações específicas que serão tomadas, assim como apoiar 
procedimentos; 
 As expectativas do utilizador final, as responsabilidades e os 
direitos sobre o acesso, uso, privacidade e controlo das unidades 
informacionais que integram um e-mail. 
As políticas devem identificar os “tipos” de e-mail que são efetivamente 
pertinentes e relevantes para a atividade, gestão e memória 
organizacional/institucional. 
O projeto InterPARES (International Research on Permanent Authentic 
Records in Electronic Systems)19 é um projeto internacional multidisciplinar que 
envolve vinte e um países, e tem como objetivo desenvolver o conhecimento essencial 
para a preservação a longo prazo dos registos autênticos criados e/ou mantidos em 
formato digital e fornece a base para normas, políticas, estratégias e planos de ação 
capazes de assegurar a sua longevidade e a capacidade dos utilizadores de confiar 
                                            
19 Ver mais sobre o projeto através do seguinte link: http://www.interpares.org/  
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na sua autenticidade. O projeto InterPARES desenvolveu-se em três fases 
(InterPARES & ICA, 2012): 
 InterPARES 1 (1999-2001) centrada no desenvolvimento da 
teoria e métodos que garantam a preservação da autenticidade dos 
documentos criados e/ou mantidos em bases de dados e sistemas de 
gestão de documentos no decurso das suas atividades administrativas. 
Apresenta as suas conclusões na perspetiva da preservação dos 
documentos. 
 InterPARES 2 (2002-2007) continuou a investigar as questões de 
autenticidade e analisou as questões de confiabilidade e precisão 
durante todo o ciclo de vida dos documentos, desde a criação até à 
preservação permanente. Debruçou-se sobre os documentos 
produzidos em ambientes digitais dinâmicos e interativos no curso de 
atividades artísticas, científicas e governamentais. 
 InterPARES 3 (2007-2012) tem como objetivo testar a teoria e a 
metodologia de preservação digital produzidas nas duas fases 
anteriores, bem como outros projetos de preservação digital em todo o 
mundo. Colocou a teoria em prática, trabalhando com os arquivos e 
documentos de arquivo dentro das organizações com recursos 
financeiros e/ou humanos limitados para implementar a gestão de 
documentos e programas de preservação.  
O InterPARES e o The International Council on Archives (ICA)20 estão 
empenhados em estabelecer material didático para formação continuada de 
arquivistas e gestores de documentos, para construir em cima do conhecimento 
fundamental, divulgar novas descobertas, e para equipar os arquivistas e profissionais 
de documentos com os conhecimentos e competências especializadas necessárias 
para gerir e preservar documentos de arquivo digitais (InterPares, 2012). 
A E-mail Management and Preservation Model (EMPM) consiste em quatro 
fases: identificação (identificar os fatores contextuais que influenciam a gestão e 
                                            
20 Ver mais sobre The International Council on Archives através do seguinte link: www.ica.org  
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preservação de e-mail); determinação (determinar as melhores formas de gerir e 
preservar o e-mail dentro da organização); conceção (desenhar ou rever as politicas 
de gestão e preservação e os procedimentos de e-mail); e implementação 
(implementar a gestão de e-mail e políticas de preservação e procedimentos).  
A gestão e preservação de e-mail conta principalmente com as capacidades 
tecnológicas da organização. Dentro de qualquer organização, há uma série de 
recursos tecnológicos que devem ser tidos em conta na avaliação da gestão de e-mail 
(InterPares, 2012, p. 14): 
 Aplicações cliente-servidor para e-mail (por exemplo, MS Outlook, 
Pegasus Mail, Eudora, Thunderbird, Correio da Apple, etc.); 
 Os protocolos de comunicação (por exemplo, POP, IMAP, SMTP, 
LDAP); 
 Alocações de espaço no servidor e disponibilidade; 
 Prazos em que os e-mails são mantidos em caixas de lixo digitais; 
 Cotas de caixa de entrada dos utilizadores; 
 Capacidades e práticas de backup; 
 Sistemas de hardware de computador(s) e produtos de software 
a ser utilizado; 
 Outros dispositivos digitais a serem utilizados pelos trabalhadores 
(por exemplo, Blackberries, iPhones, tablets, etc.); 
 Sistema de gestão de informação/documentos a ser utilizado (por 
exemplo, EDRMS, ECM, unidade compartilhada de rede ou rede de 
área local, etc.). 
O InterPares (2012) define ainda algumas das secções que deverão constar 
de uma politica de gestão e preservação de e-mail, são elas:  
 Mensagens pessoais, Segurança e Privacidade - Esta secção 
pode incluir o nível de expectativa de privacidade que o empregado 
pode ter ao usar o seu cliente de e-mail no seu posto de trabalho. A 
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secção também pode tratar em que medida um empregado pode ou 
não ser autorizado a utilizar outros sistemas de e-mail, ou enviar 
mensagens pessoais, durante o horário de trabalho. 
 Termo de responsabilidade - uma vez que um e-mail pode ser 
enviado para várias pessoas, é importante identificar quem é 
responsável pela mensagem, e assim, a sua retenção. O remetente da 
mensagem também é responsável por qualquer mensagem que é 
enviada para fora da organização. Se uma mensagem é enviada a 
partir de uma fonte externa e recebido por mais de uma pessoa dentro 
da organização, a pessoa na área de trabalho relacionado com a 
mensagem é a única responsável pelo e-mail. A retenção de 
mensagens com anexos e trocas de mensagens entre três ou mais 
pessoas será baseada em funções da organização e processos de 
trabalho diretamente relacionados com o assunto da correspondência. 
 Anexos de e-mail - um documento anexado a um e-mail 
normalmente é um componente importante da mensagem. Em muitas 
situações, os anexos devem ser mantidos com o e-mail ou 
permanecerem associados ao mesmo. Esta secção deve articular 
como os anexos podem ser melhor tratados na organização, reiterando 
a importância da não remoção de anexos de e-mails ou download de 
anexos e de não apagar a mensagem original se esta tiver informações 
relevantes sobre o anexo. 
 Guardar os e-mails - deve articular a posição da organização em 
relação ao empregado ser capaz de guardar mensagens externas para 
o cliente de e-mail. Se os funcionários estão autorizados a guardar as 
mensagens fora do cliente de e-mail, a secção deve identificar o(s) 
local(is) ou meios de comunicação para onde os e-mails podem ser 
salvos. 
 Retenção e eliminação - deve articular a posição da organização 
sobre a retenção e a eliminação de e-mail. Por exemplo, a secção deve 
transmitir ao funcionário se a organização subscreve um período de 
retenção orientada por um tempo específico (por exemplo, 60 ou 90 
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dias) ou se os funcionários devem aplicar planos de retenção e 
eliminação estabelecidas para as suas mensagens. Esta secção 
também pode incluir a forma como a organização lida com os e-mails 
de um funcionário quando ele já não trabalha para a instituição. 
Os procedimentos devem ser concebidos em estreita colaboração com as 
partes interessadas. Deve-se solicitar feedback aos funcionários, permitindo-lhes 
contribuir para o desenvolvimento de políticas de gestão e de preservação, 
procedimentos ou diretrizes, de modo a reduzir a quantidade de resistência 
organizacional que pode ocorrer quando os funcionários são convidados a ajustar as 
maneiras pelas quais gerem o seu e-mail. 
Vários sistemas de preservação de e-mail foram testados com base neste 
conhecimento comum da estrutura da representação padrão incorporado no sistema 
de e-mail.  
O projeto Persistent Digital Archives & Library System (PeDALS)21 é um 
projeto financiado pela Library of Congress, National Digital Information Infrastructure 
and Preservation Program (NDIIPP), com o objetivo de capturar, preservar e fornecer 
o acesso a uma panóplia de informações digitais do governo estatal e local. A missão 
da NDIIPP é desenvolver uma estratégia nacional para recolher, arquivar e preservar 
conteúdo digital para as gerações futuras, especialmente materiais que são criados 
apenas em formatos digitais como é o caso do e-mail. (PeDALS, 2015). 
No Reino Unido, o projeto Carcanet Press email Preservation Project22 da The 
University of Manchester Library, também foi projetado especificamente para enfrentar 
o desafio de recolher e preservar o arquivo de e-mail. O projeto baseou o seu trabalho 
sobre a prática de arquivo tradicional e normas de preservação digital, e testou as 
ferramentas existentes para a extração de metadados, validação, migração, 
acondicionamento de documentos de e-mail (Carcanet, 2014). 
O projeto da Bélgica DAVID, significa Digitale Archivering in Vlaamse 
Instellingen en Diensten (Digital Archiving in Flemish Institutions and Departments) 
                                            
21 Ver mais sobre o projeto através do seguinte link: http://www.pedalspreservation.org/  




examina os requisitos judiciais e de arquivo para a preservação e-mail. A solução do 
modelo DAVID destaca o registo da transmissão e metadados contextuais 
identificados como: uma identificação única, o nome e o endereço do remetente do e-
mail, a data e a hora do envio, o nome e o endereço do destinatário (s), a data e a 
hora de receção do e-mail e o número de anexos (Boudrez, 2006). 
Por outro lado, o projeto “The Digital Preservation Testbed” é uma iniciativa 
do Arquivo Nacional Holandês23 e do Ministério do Interior e das Relações do Reino 
dos Países Baixos. Este projeto realizou inúmeras experiências com o e-mail e 
elaborou uma série de requisitos de autenticidade para e-mail correspondentes aos 
atributos de documentos administrativos digitais. O conjunto mínimo de requisitos de 
autenticidade identificados para o contexto de um e-mail é composto por elementos 
essenciais do cabeçalho que correspondem às principais características de 
representação de correspondência: o endereço de e-mail, a organização e o nome 
completo do remetente; a data e hora a que a mensagem foi enviada para as 
mensagens de saída; a data e hora a mensagem foi recebida, bem como a data e 
hora a que a mensagem foi enviada para as mensagens recebidas; o assunto da 
mensagem; as configurações de segurança e/ou de confidencialidade; e o nome do 
arquivo e o formato de arquivo de todos os anexos (Dutch National Archives, 2003). 
O InSPECT (Investigating the Significant Properties of Electronic Content Over 
Time)24 do Reino Unido também examina a noção de propriedades significativas que 
se aplicam ao e-mail. O projeto identifica 14 estabelecimentos do cabeçalho da 
mensagem e 50 propriedades do corpo da mensagem para manter a autenticidade e 
a integridade do e-mail (Knight, 2010).  
Um grande número de propriedades são encontrados no cabeçalho da 
mensagem e pode ser dividido em quatro categorias: o agente; a estrutura; o contexto 
e a via de transmissão. A análise ajuda a elucidar as características de representação 
e-mail em mais detalhe e profundidade, em função de manter a autenticidade e 
integridade dos documentos administrativos de e-mail. O projeto aborda cinco agentes 
                                            
23 Dutch National Archives 
24 Ver mais sobre o projeto através do seguinte link: http://www.significantproperties.org.uk/  
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distintos: o criador; o remetente; o destinatário principal (to); o destinatário secundário 
(cc); e, o destinatário terciário (BCC) (Knight, 2010, pp. 7-8). 
O desenvolvimento mais recente na área dos arquivos de e-mail é um projeto 
da Stanford University Libraries. O projeto Email: Process, Appraise, Discover, Deliver 
(ePADD)25  é um projeto de dois anos (2013-2015) financiado pela National Historical 
Publications and Records Commission (NHPRC). O objetivo final do projeto é produzir 
uma ferramenta de código aberto que permitirá que repositórios e indivíduos interajam 
com os arquivos de e-mail antes e depois de terem sido transferidos para um 
repositório. O projeto consiste em quatro módulos, cada um com base numa função 
de arquivo diferente: tratamento (disposição e descrição); avaliação (desenvolvimento 
da coleção); descoberta (on-line através da Internet) e entrega (acesso) (ePADD, 
2015). 
Incidindo especificamente sobre a gestão de e-mail, e de acordo com o 
Electronic Communication Guidance for University Records, deve-se começar com a 
criação de um sistema normalizado de arquivo (etiquetas/meta-informação, 
ordenação e organização) para armazenar as mensagens de e-mail e para se poder 
recuperar e utilizar a informação eficientemente ou tomar decisões com base nesta. 
Deverão ser usadas estruturas de nomeação de ficheiros consistentes dada a sua 
importância para aceder e recuperar informação de uma forma adequada, permitindo, 
assim, responder a pedidos ou agir no âmbito do fluxo de trabalho diário (University 
of Wisconsin, 2012). 
Estando a gestão de email orientada para o utilizador, cabe, desde logo, ao 
utilizador gerir o seu email da forma mais adequada e de acordo com as políticas da 
organização de modo a facilitar o acesso, recuperação e consulta de informação, em 
tempo útil. 
Importa referir ainda que o formato mais recomendado quando se fala de 
preservação de e-mail é o Portable Document Format (PDF)26. É um entre os diversos 
formatos mas diferencia-se pela garantia de interoperabilidade e de preservação no 
                                            
25 Ver mais sobre o projeto através do seguinte link: http://library.stanford.edu/projects/epadd  
26 Surge como um formato proprietário, controlado pela Adobe, até que foi oficialmente lançado como 
um padrão aberto em julho de 2008 e publicado como ISO 32.000-1:2008, pela International 
Organization for Standardization. 
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longo prazo, exigindo que, para uma melhor eficiência e eficácia na sua adoção pelas 
organizações, se atenda ao contexto do seu aparecimento e especificidades 
desenvolvidas ao longo dos últimos anos. 
No entanto, a versão mais recomendada é o PDF/A, padrão para a 
preservação a longo prazo de documentos digitais e apresenta-se como um formato 
de ficheiro normalizado e uma componente de uma estratégia de preservação 
abrangente, visando a resposta a três necessidades: definir um formato de ficheiro 
que preserva a aparência visual estática de documentos eletrónicos ao longo do 
tempo; fornecer uma estrutura para a gravação de meta-informação sobre os 
documentos eletrónicos e fornecer uma estrutura para definir a estrutura lógica e 
propriedades semânticas dos documentos eletrónicos (Fanning, 2010 Cit. por Oliveira 
& Pinto, 2014, p.13). 
Embora exista consciência de que o e-mail deve ser gerido, ainda não está 
claro como fazê-lo em suporte digital. A literatura sobre a gestão de documentos 
eletrónicos é ampla, mas apenas uma pequena parte foca as especificidades do e-
mail. O formato parece ser o maior problema uma vez que se podem perder 
informações durante o processo de captura. Também afeta a preservação do 




PARTE 2 – ESTUDO EMPÍRICO 
Capítulo 4 – Metodologia de investigação 
 
4.1 – Metodologia adotada 
 
A metodologia adotada para a realização do trabalho aqui encetado baseia-
se na teoria do método quadripolar, que “enquadra e orienta todo e qualquer trabalho 
em Ciência da Informação” (Pinto, 2009, p. 23).  
O método quadripolar forma “um dispositivo de investigação complexo, por 
exigência de um conhecimento que está longe de ser “unidimensional”, desprovido de 
variáveis ou circunscrito apenas à tecnicidade dos procedimentos standard (…), e 
que, bem pelo contrário, abarca toda a fenomenalidade informacional cognoscível” 
(Silva & Ribeiro, 2002, p.86-87). 
Esta metodologia assenta na interatividade de quatro polos distintos, são eles: 
o polo epistemológico, o polo teórico, o polo técnico e o polo morfológico. Esta 
dinâmica de investigação encontra-se representada na Figura 7. 
 
Figura 7 - Método quadripolar proposto por De Bruyne, Herman e De Schoutheete em 1975 ( Fonte: 
Silva, 2000, p.15) 
Segundo este modelo, “a investigação científica não pode ser restringida a 
uma visão meramente tecnológica ou instrumental, devendo ser perspetivada por 
forma a superar-se o debate "tradicional" entre "quantitativo" e "qualitativo" e por forma 
ainda a promover-se o fecundo intercâmbio interdisciplinar. Uma investigação que se 
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cumpre em cada projeto e se reinicia, prolonga, corrige e supera no seguinte, 
implicando sempre a interação e a abertura desses quatro pólos” (Silva et al., 1999, 
p. 15). 
A investigação que recorra ao método quadripolar tem como principal 
vantagem o dinamismo e a flexibilidade, uma vez que há interligação entre todos os 
polos. Os polos epistemológico e teórico permitem alterar os polos técnico e 
morfológico e assim vice-versa. Ou seja, a capacidade de tomar as decisões 
científicas está nos dois primeiros, mas a capacidade de verificação das decisões está 
nos dois últimos, podendo estes serem reestruturados constantemente. 
De seguida, encontramos uma análise de cada um destes polos 
detalhadamente. 
No polo epistemológico, procede-se à delimitação da problemática de 
investigação, ocorrendo aí a “reformulação constante dos parâmetros discursivos (…) 
que regem todo o processo de investigação” (Silva & Ribeiro, 2000, p. 77). O polo 
epistemológico insere-se numa instância superior aos outros polos. Este polo “exerce 
uma função de vigilância crítica durante todo o processo investigativo, delimitando a 
construção do objeto científico e da problemática de investigação. Em última instância, 
define as regras de produção e de explicação dos factos bem como de compreensão 
e de validação das teorias.” (Terra, 2014, p. 48). 
No polo teórico, manifesta-se “a racionalidade predominante no sujeito que 
conhece (…) o objecto, bem como a respectiva postulação de leis, formulação de 
conceitos operatórios, hipóteses e teorias (…) e subsequente verificação ou refutação 
do «contexto teórico» elaborado” (Silva & Ribeiro, 2000, p. 78). Aqui, desenvolveu-se 
todo o processo de construção teórica que permitiu a realização deste trabalho. Foi 
adquirida toda a informação necessária para obtenção de um conhecimento mais 
amplo para o desenvolvimento deste trabalho, formulam-se hipóteses que 
permitissem responder às necessidades de acordo com a interpretação dos dados 
adquiridos, construiu-se e verificou-se todo o contexto teórico de modo a aplicar no 
processo de investigação. 
Neste polo, pode encontrar-se a teoria que caracteriza a Ciência da 
Informação – a Teoria Sistémica – e também a Gestão da Informação (GI) como sendo 
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o campo de estudos onde se enquadra a gestão de e-mail, “numa perspetiva holística 
e sistémica, a GI procura assumir um único ciclo de gestão que acompanha todo o 
ciclo de vida da informação e, neste caso, todo o ciclo de vida do email” (Oliveira & 
Pinto, 2014, p.6). 
Segundo Silva (2006, p.32) os “princípios e enunciados da teoria sistémica 
têm plena aplicação ao fenómeno info-comunicacional, ou seja, é possível pensar 
sistematicamente a informação e usar esta teoria como “ferramenta” interpretativa e 
explicativa, devidamente inscrita no polo teórico, do método quadripolar. Serve ela, 
também, de suporte à componente aplicada de que os polos técnico e morfológico 
são expressão mais concreta”. 
É no polo teórico que se evidencia a formulação da pergunta de partida que 
deve ser clara, concisa, unívoca e exequível. Tendo esses aspetos em conta, redigiu-
se a seguinte pergunta de partida para esta dissertação: como funciona a gestão do 
e-mail nos Serviços do Instituto Politécnico de Viana do Castelo? 
Tendo em conta a análise do objeto de estudo a ser explorado, recorreu-se à 
revisão bibliográfica e a uma entrevista exploratória. 
Com a revisão bibliográfica efetuada pretende-se fazer um levantamento de 
noções/conceitos que se relacionem com tema, nomeadamente, a definição do 
conceito, ameaças, possíveis estratégias e orientações existentes na gestão do e-
mail. 
Numa primeira fase, optamos por obter artigos em formato digital com recurso 
a bases de dados (como B-on27, RCAAP28, SciELO29, EBSCO30), recorrendo também 
ao Google Académico31. Numa fase posterior, recorremos à obtenção de monografias 
em várias bibliotecas do país.  
A entrevista exploratória (anexo C) foi realizada a Ana Sofia Rodrigues, Pró-
Presidente do IPVC e responsável pelo Gabinete de Avaliação e Qualidade. A 
                                            
27 Disponível em WWW: http://www.b-on.pt/  
28 Disponível em WWW: http://www.rcaap.pt/  
29 Disponível em WWW: http://www.scielo.org/php/index.php  
30 Disponível em WWW: http://search.ebscohost.com  
31 Disponível na WWW: https://scholar.google.pt/  
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entrevista decorreu no dia 7 de maio de 2014, nos Serviços Centrais do IPVC. A 
entrevista foi baseada em perguntas abertas permitindo ao entrevistado ter espaço 
para dar a sua opinião e teve como principal objetivo perceber qual a problemática da 
gestão do e-mail nos Serviços do IPVC. Desta entrevista concluímos que a questão 
da gestão de e-mails tem sido uma preocupação sentida cada vez mais a nível dos 
vários Serviços do IPVC, na capacidade de resposta de e-mails em tempo útil, porque 
a quantidade de e-mails que surgem é cada vez maior, porque as pessoas usam cada 
vez mais esse meio de comunicação, e sentem realmente que não têm capacidade 
de gerir os e-mails que entram na sua caixa de e-mail.  
As metodologias utilizadas para a elaboração deste trabalho de investigação 
foram de ordem qualitativa e quantitativa, através do estudo de caso, para analisar a 
gestão do e-mail nos Serviços do IPVC. 
Segundo Silva (2015, p. 39-40) “a articulação direta entre o Método 
Quadripolar e o “Estudo de Caso” faz-se, especificamente, no pólo teórico, pois é aqui 
que se deve fazer a escolha do tipo de abordagem a executar e “estudar um caso ou 
multi-casos” configura um tipo de abordagem, como pôr a ênfase num problema é 
outro tipo de abordagem”.  
O estudo de caso é cada vez mais utilizado no âmbito das ciências humanas 
e sociais como procedimento de análise da realidade. Oferece inúmeras 
possibilidades de estudo, compreensão e melhoria da realidade social e profissional 
e visa compreender, explorar ou descrever acontecimentos e contextos complexos, 
nos quais estão simultaneamente envolvidos diversos fatores.  
Nisbet e Watt (1978) dividem o desenvolvimento do estudo de caso em três 
fases distintas: uma primeira aberta e exploratória (fase exploratória), a segunda mais 
sistemática em termos de recolha de dados (delimitação do estudo) e a terceira 
consistindo na análise e interpretação sistemática dos dados e na elaboração do 
relatório.  
Fidel (1992) menciona que o método de estudo de caso é um método 
específico de pesquisa de campo, ou seja, consiste na investigação de fenómenos à 
medida que ocorrem, sem qualquer interferência significativa por parte do 
investigador. Por outro lado, Bell (1993) define o estudo de caso como um termo 
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“guarda-chuva” para um conjunto de métodos de pesquisa cuja principal preocupação 
é a interação entre fatores e eventos. Em contrapartida, para Yin (2003) o estudo de 
caso é baseado nas características do fenómeno em estudo e num conjunto de 
características associadas ao processo de recolha de dados e às estratégias de 
análise dos mesmos.  
O estudo de caso investiga um fenómeno que acontece na atualidade e em 
contexto real, tendo como principais características, estimular novas descobertas em 
virtude da flexibilidade do planeamento do estudo de caso. O investigador no decurso 
do seu processo mantem-se atento a novas descobertas, podendo a qualquer 
momento considerar aspetos que não constavam do plano inicial, e muitas vezes o 
estudo desses aspetos torna-se mais relevante para a solução do problema do que 
os considerados inicialmente.  
Em todas as áreas, os estudos de casos são desenvolvidos para proporcionar 
um maior conhecimento e envolvimento do profissional, com uma situação (real) 
observada.  
No polo técnico “o investigador toma contacto, por via instrumental, com a 
realidade objectivada” (Silva, 2000, p. 17). Neste polo, deu-se o processo de seleção 
e construção dos métodos de trabalho e de recolha de dados necessários ao 
desenvolvimento do estudo. O polo técnico exige precisão na sua construção, 
contudo, sozinho não garante exatidão, nem significado.  
Este polo exige modos de investigação indicando escolhas epistemológicas, 
teóricas e práticas pelas quais os investigadores optam por tipos particulares de 
acordo com factos empíricos. As formas específicas de técnicas são três: observação 
direta/indireta, experimentação e análise/avaliação retrospetiva e prospetiva.  
Este polo está presente nesta investigação através do inquérito por 
questionário, a entrevista, a consulta de documentos diversos e a observação direta 
e participante. 
O questionário “é um instrumento de observação não participante baseado 
numa sequência de questões escritas dirigidas a um conjunto de indivíduos, 
envolvendo as suas opiniões, crenças, representações e informações factuais, sobre 
eles próprios e o seu meio.” (Quivy & Campenhoudt, 1992, p.189), 
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A entrevista é a técnica em que o investigador coloca questões ao 
entrevistado por si selecionado com a finalidade de obter dados pertinentes para o 
seu trabalho. 
A consulta de documentos – consiste na leitura e análise dos mais diversos 
materiais (escritos – notícias, programas, bibliografia, publicações, fotografias, vídeos) 
com a finalidade de obter dados mas, preservando sempre o seu contexto. 
A observação envolve uma atitude de análise mais passiva para tirar dados e 
descrições de comportamentos, ações e relações interpessoais. Estes dados serão 
classificados como notas de campo (descrições ricas e detalhadas que deverão incluir 
o contexto em que estas observações se fizeram). 
Neste trabalho realizaram-se dois inquéritos por questionário. O primeiro 
questionário tem como objetivo efetuar o diagnóstico e simultaneamente 
contextualizar o estudo de caso, e reflete uma análise à gestão do e-mail nas 
Instituições Públicas do Ensino Superior português, recorrendo para isso à análise 
dos dados obtidos. O segundo inquérito por questionário reflete uma abordagem ao 
funcionamento do e-mail nos serviços do Instituto Politécnico de Viana do Castelo.  
No que concerne à recolha de dados, o estudo foi complementado com 
técnicas de observação, recolha de documentos e informações obtidas através de 
websites. 
Na sequência do que foi referido anteriormente sobre os quatro polos, e por 
último, falta abordar o polo morfológico, que trata “da organização e da apresentação 
dos dados, devidamente crivados no polo teórico e aferidos no polo epistemológico” 
(Silva & Ribeiro, 2000, p. 84).  
O tratamento dos dados numa perspetiva de organização é estabelecido em 
função da natureza do objeto, o modelo de pesquisa e os instrumentos utilizados. De 
acordo com os conhecimentos adquiridos nos três polos anteriores, este polo permitiu 
apresentar as conclusões do estudo realizado e de toda a informação recolhida ao 
longo da elaboração da dissertação.  
Para que seja possível apresentar conclusões acerca dos dados recolhidos 
nos inquéritos por questionário, é necessário adotar o método quantitativo que 
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consiste numa análise estatística dos dados, com recurso a aplicações informáticas 
que permitam o tratamento de grandes volumes de informação (Quivy & 
Campenhoudt, 2013, p. 222-225). No caso particular deste estudo utilizaram-se as 
ferramentas disponíveis pela ferramenta LimeSurvey, e, o Microsoft Excel 2013 para 
tratamento dos dados.  
Neste polo, pretende-se também redigir o regulamento de utilização do e-mail 
no IPVC (Anexo D), de modo a orientar e a estipular normas de boas práticas no uso 
desta ferramenta em contexto laboral e que devem ser aplicadas para tornar eficaz e 
eficiente a sua utilização. Este documento tem como objetivo definir e determinar uma 
política sobre o uso do e-mail pelos docentes, discentes e funcionários do IPVC, 
estabelecendo as diretrizes básicas a serem seguidas pelos utilizadores, com o intuito 
de definir padrões de segurança que visem garantir a confidencialidade, integridade, 
disponibilidade e autenticidade das informações. 
A aplicação do método quadripolar, pressupõe que haja uma variedade de 
conhecimentos aplicados ao trabalho realizado, tendo-se em conta que aquando da 
sua aplicação haja uma interação e dinâmica interpolar capaz de permitir reiniciar, 
reformular e corrigir o trabalho realizado. 
 
4.2 – Caracterização do universo de estudo 
  
Maioritariamente e na prática, a gestão do e-mail dentro da organização é 
realizada por cada colaborador individualmente. Tendo em conta esta situação e o 
volume de informação criada, a forma como o e-mail é gerido levanta algumas 
questões. São estas questões que serão abordadas neste trabalho, tendo como 
âmbito de estudo os Serviços32 do Instituto Politécnico de Viana do Castelo (IPVC).  
O Instituto Politécnico de Viana do Castelo é uma instituição de Ensino 
Superior Público, criado pelo Decreto-Lei nº 380/80, de 16 de Agosto. É uma pessoa 
coletiva de direito público, dotada de autonomia estatutária, administrativa, financeira 
e patrimonial. Os seus estatutos foram homologados pelo Despacho Normativo nº 
                                            
32 Balcão Único, Secretariado de Apoio a Cursos, Secretariado da Direção, Laboratórios, Unidades 
Funcionais (SAS/OTIC/Biblioteca) identificados no Organograma do IPVC apresentado na Figura 8. 
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7/2009, de 26 de Janeiro, publicado na II Série do Diário da República de 06-02-2009. 
O IPVC apresenta, a nível interno, um conjunto de regulamentos que orientam a 
multiplicidade de Unidades Orgânicas, Unidades Funcionais e Órgãos de Gestão que 
o constituem. 
O IPVC integra 6 Unidades Orgânicas orientadas para projetos de ensino – 
as Escolas Superiores33 – e 3 Unidades Funcionais- -Serviços de Acão Social (SAS); 
Biblioteca; e, a Oficina de Transferência de Tecnologia, Inovação e Conhecimento 
(OTIC). Cabe aos Serviços Centrais do Instituto assegurar a coordenação institucional 
das atividades de gestão de pessoal, patrimonial, administrativa, financeira, 
planeamento global e apoio técnico. As Escolas regem-se por estatutos próprios e são 
pessoas coletivas de direito público, dotadas de autonomia científica e pedagógica e 
possuem órgãos próprios: Direção, Conselho Pedagógico, Coordenação de 
Curso/Comissão de Curso. O IPVC está dotado de Serviços de Ação Social (SAS) 
que são uma unidade funcional dotada de autonomia administrativa e financeira, tendo 
iniciado a sua atividade em Abril de 1994, embora desde 1987 os estudantes do 
Instituto Politécnico de Viana do Castelo tenham usufruído de bolsas de estudo e 
apoio social. 
De acordo com o definido no Decreto–Lei nº129/93, de 22 de Abril, e no 
regulamento orgânico dos SAS, a implementação da política de Ação Social do IPVC 
é assegurada pela prestação de serviços nas seguintes áreas: apoios diretos (bolsas 
de estudo; auxílio de emergência) e apoios indiretos (acesso à alimentação e ao 
alojamento; acesso aos serviços de saúde; apoio a atividades culturais e desportivas 
e acesso a outros apoios educativos). Para melhor perceber a estrutura da 
organização, bem como os serviços afetos, é apresentado abaixo [Figura 8] o 
organograma do IPVC. 
                                            
33 Escola Superior de Educação (ESE); Escola Superior Agrária (ESA); Escola Superior de Tecnologia 
e Gestão (ESTG); Escola Superior de Saúde (ESS); Escola Superior de Ciências Empresariais (ESCE); 




Figura 8 - Organograma do Instituto Politécnico de Viana do Castelo (Fonte: IPVC [Em linha]) 
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Capítulo 5 – Resultados e Discussão 
5.1 – A gestão de e-mail nas Instituições Públicas do Ensino Superior 
 
Para efetuar o diagnóstico e simultaneamente contextualizar o estudo de 
caso, o questionário foi dirigido a todas as Instituições Públicas de Ensino Superior e 
suas escolas em Portugal, recorrendo a uma ferramenta para inquéritos em linha, o 
GoogleDocs. Para identificar a população deste estudo efetuou-se, em primeiro lugar, 
uma pesquisa na página oficial do Ministério da Educação e da Ciência e no site da 
Direção Geral de Ensino Superior (DGES)34, identificando desta forma, todas as 
instituições de ensino superior público e respetivas escolas. Este levantamento 
permitiu-nos aceder ao universo constituído pelas Escolas/Instituições, localizadas em 
regiões geográficas dispersas, conforme se pode verificar na figura abaixo35: 
 
Os estabelecimentos de ensino superior de natureza militar e policial que 
ministram o ensino universitário ou politécnico integram também a rede de instituições 
de ensino superior - Decreto-Lei n.º 37/2008, de 5 de Março. 
                                            
34 Consultado a 11 de Junho 2015. Disponível na WWW: http://www.dges.mctes.pt/DGES/pt  




Figura 9 - Rede Pública do Ensino Superior (Fonte: DGES [Em linha]) 
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Num universo compreendendo o Ensino Universitário Público, o Ensino 
Politécnico Público e o Ensino Militar e Policial, foram enviados um total de 178 
questionários para os contactos institucionais disponibilizados na página da DGES. 
O questionário foi disponibilizado em linha entre o dia 9 de março e 5 de abril 
de 2015, com uma percentagem de respostas consideráveis válidas de 25% que 
corresponde a 60 questionários corretamente preenchidos. 
O objetivo deste questionário visava conhecer a existência de politicas de 
gestão de e-mail nas Instituições Públicas de Ensino Superior em Portugal. 
Conforme se pode verificar no Gráfico 1, 53% (32 respostas) das 
instituições/escolas que responderam ao questionário afirmam não existir nenhuma 
politica de gestão de boas práticas do uso do e-mail. No entanto, 47% (28 respostas) 
dos inquiridos afirma existir uma politica de gestão de boas práticas do uso do e-mail 




Gráfico 1 – Existência de uma política de gestão de boas práticas do uso do e-mail na Instituição 
  
Aos 47% (28 respostas) dos inquiridos que responderam que existe uma 
politica de gestão de boas práticas do uso do e-mail na Instituição, foi solicitado que 
indicassem desde quando existia essa política de gestão de boas práticas do uso do 








responderam desde sempre, 1 em 1999, 2 em 2000, 1 em 2004, 1 em 2005, 1 em 
2008, 3 em 2009, 3 em 2010 e 2 em 2013, conforme retrata o gráfico abaixo.    
 
 
Gráfico 2 – Desde quando existe a política de gestão de boas práticas do uso do e-mail na Instituição 
 
Depreende-se a partir do Gráfico 2 que as politicas de gestão de boas práticas 
do uso do e-mail nas instituições existentes remontam substancialmente à última 
década, o que nos pode levar a concluir que existe uma preocupação cada vez maior 
por parte das organizações em normalizar o uso do e-mail no local de trabalho, o que 
revela a importância deste meio de comunicação nos dias de hoje. 
Aos 32 inquiridos que responderam não à pergunta nº 1 “Existe alguma 
política de gestão de boas práticas do uso do e-mail na Vossa Instituição?“ foi-lhes 
perguntado se sentem necessidade da existência de uma politica de gestão de boas 
práticas do uso do email na sua Instituição. 15 respondem que não sentem 
necessidade da existência de uma politica de gestão e 17 dos inquiridos sentem 
necessidade de uma politica de gestão de boas práticas, conforme revela o gráfico 3. 
Estes dados revelam que a maior parte sente necessidade, isto pode dever-se à 



















parte I deste trabalho. Contudo, uma percentagem bastante significativa indica não ter 
necessidade da existência de uma politica o que nos leva a crer que, ou são relutantes 
à mudança e a novos desafios, ou inconscientemente implementaram eles próprios a 
sua própria politica de gestão de e-mail. 
 
Gráfico 3 - Necessidade de uma política de gestão de boas práticas do uso do e-mail na Instituição  
 
Aos 17 inquiridos que disseram sentir necessidade da existência de uma 
politica de gestão de boas práticas do uso do e-mail, foi solicitado que esclarecessem 
essa necessidade. As necessidades sentidas por parte dos inquiridos prendem-se 
com o facto de este assunto ainda não ter sido abordado pelas instituições, mas que, 
atendendo à centralidade que o e-mail assume na comunicação intra e 
interinstitucional, como ainda nos contactos pessoais e profissionais, deveria implicar 
a adoção de um conjunto de medidas a pensar numa utilização mais racional, eficaz 
e com menos impacto sobre todas as restantes tarefas. 
Com cada vez menos recursos, os inquiridos revelam que seria necessário definir 
prioridades e modelos de resposta, para cada e-mail, de forma a otimizar a 
produtividade; indicam a necessidade de classificar a informação oficial recebida por 
e-mail, assim como serem criados sistemas de alerta de controlo e registo do 








não tem interesse para o Serviço, inclusive assuntos não institucionais, como 
mensagem pré-escritas e duplicação de informação, emitidas por vários setores. 
Assinalam também a necessidade de disciplinar e evitar abusos de utilização 
para garantir o arquivo e memória futura dos processos, com a melhoria de 
procedimentos em termos gerais, no que respeita à distinção entre regras de uso para 
fins privados e profissionais, a salvaguarda dos conteúdos/privacidade, a definição de 
regras de acesso ao e-mail na ausência/doença/morte do trabalhador, para 
clarificação da (im/)possibilidade de acesso e quais os procedimentos quando existem 
saídas de trabalhadores da instituição.  
Salientam ainda a necessidade redação de mensagens curtas e objetivas e a 
aplicação do princípio da inviolabilidade da correspondência, tendo em conta o uso 
das funcionalidades CC ou BCC.  
A finalizar o questionário, os inquiridos tinham uma pergunta aberta na qual 
podiam dar o seu contributo sobre o assunto. As respostas foram variadas mas todas 
focavam um aspeto importante: a gestão do e-mail é cada vez mais um assunto 
relevante e que carece de preocupação por parte de todos. 
Depreendemos das respostas dadas que a gestão de e-mail é das aplicações 
que mais tempo toma no quotidiano dado o número elevado e a extensão da 
informação que veicula. Não é necessário uma regulamentação excessiva, apenas 
uma redação clara e simples do texto das mensagens e do uso racional desta 
ferramenta. No entanto, alguns inquiridos revelam que as políticas de gestão do e-
mail existentes nas respetivas instituições são muito simples e limitam-se a apresentar 
regras (por exemplo, a impossibilidade de enviar ficheiros anexos para a lista de 
distribuição interna com mais de 1 Mb) e muitas das vezes essa mesma politica não 
está publicada em local nenhum. Como medidas úteis, os inquiridos destacam a 
criação de regras de utilização do e-mail, que poderão ser aplicadas no servidor, mas 
também a formação dos utilizadores, bem como a adoção dessas regras no dia-a-dia, 
no entanto, as políticas ficaram pela metade, já que a maioria não as cumpre. No 
entanto, um número reduzido de participantes, salientam que os processos já se 
encontram num software próprio, pelo que o e-mail existe sobretudo para questões 
mais informais, não considerando, por isso, necessárias políticas para o seu uso. 
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Concluem aferindo que o problema da gestão de e-mail é de difícil resolução 








5.2 – O e-mail no Instituto Politécnico de Viana do Castelo 
 
No IPVC, usa-se aquilo que na legislação é conhecido por política aberta, ou 
seja, quando é atribuída uma conta de correio eletrónico, o utilizador fica responsável 
pela mesma e pela sua correta utilização. 
Internamente, apenas existem dois documentos que regulam esta informação: 
o impresso GSI/0636 - que regula todas as tecnologias de informação; e, o centro de 
ajuda em HELP.IPVC.PT que regula as condições base de atualizações. 
Todas as restantes questões são remetidas para a legislação em vigor que 
está no site da Comissão Nacional de Proteção de Dados (CNPD), já abordado 
anteriormente no ponto 2.3 deste trabalho. 
As contas de e-mail de perfil genérico são criadas mediante o início do 
exercício de funções e do perfil do utilizador (Aluno, Docente ou Funcionário). No 
entanto, se houver necessidade de se criar uma conta de e-mail de perfil especifico, 
este é criado mediante solicitação e preenchimento de um impresso próprio (GSI/02). 
Aquando da saída de um funcionário da Instituição, a password é reescrita e 
os e-mails são encaminhados para o responsável de serviço onde o colaborador 
estava afeto. Passado algum tempo a conta é encerrada. 
 
5.3 – A gestão do e-mail nos Serviços do IPVC 
 
De forma a entender o funcionamento da gestão de e-mail nos Serviços do 
IPVC, realizou-se um questionário (anexo B) dirigido a todos os funcionários do IPVC 
sobre o uso do e-mail nos Serviços.  
                                            
36 Impresso GSI/06 – “Identificação, Caracterização dos SI e Escalonamento dos Backups dos SI e TI 
da Infra-estrutura tecnológica”, elaborado no âmbito do Sistema de Gestão e de Garantia da Qualidade 
(SGGQ) do IPVC, no processo de Gestão dos Sistemas de Informação. Este impresso tem como 
objetivo a centralização num único documento das mais variadas questões associadas à segurança e 
protecção de dados dos componentes da infra-estrutura tecnológica do IPVC.  
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O universo de estudo é de 12637 funcionários distribuídos pelos vários 
Serviços das Escolas/SAS/SC/OTIC do IPVC, como mostra a Figura 10. 
 
Figura 10 - Número de funcionários do IPVC. 
Dos 126 funcionários, 5 não têm ou não sabem usar o e-mail, pelo que o 
questionário foi enviado apenas para um total de 121 participantes. 
O questionário foi disponibilizado para preenchimento, através da plataforma 
LimeSurvey38, entre o dia 01 a 28 de julho de 2015. A Figura11 mostra-nos um sumário 
de respostas obtidas ao questionário disponibilizado. 
                                            
37 Dados fornecidos pela Divisão de Recursos Humanos do IPVC 
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Como referido anteriormente, foram enviados 121 pedidos de participação 
para este estudo. Após o envio dos convites foram enviados vários lembretes 
periódicos no sentido de recordar os participantes de que o questionário ainda não 
estava preenchido. Registam-se 10 questionários incompletos, havendo 64 dos 
participantes que concluíram o preenchimento, o que equivale a uma taxa de 
participação de 53%, como demonstra o Gráfico 4, elaborado a partir dos dados 
recolhidos da plataforma do LimeSurvey. 
 
Gráfico 4 - Número de respostas ao questionário. 
 
A análise dos dados foi realizada, usando, numa primeira fase as ferramentas 
disponíveis pela ferramenta LimeSurvey, e, numa segunda fase, o Microsoft Excel 
2013 para tratamento dos dados quantitativos; no que concerne às perguntas abertas 
do questionário, procedeu-se à análise síntese de conteúdos. Para comparação dos 
resultados, os totais por pergunta são representados em forma de gráfico.  
O questionário é composto por 24 perguntas, reunidas por 11 grupos, sendo 
umas fechadas e outras semifechadas. O grupo I pretende identificar a área de 
atuação do inquirido. O grupo II tinha como principal objetivo saber a quantas contas 
de e-mail tem acesso no trabalho. O grupo III pretende abordar o conteúdo do e-mail, 
quantificando o número de e-mails recebidos na conta de e-mail institucional por tipo 
de informação. O grupo IV pretende conhecer o volume de e-mail e tempo dedicado 

































enviados e recebidos por dia, o número de e-mails na caixa de entrada, o número de 
e-mails não lidos na caixa de entrada, o número de e-mails arquivados e mensagem 
mais antiga na caixa de entrada. O grupo VI tem a ver com a gestão do e-mail de 
modo a perceber como procedem para conservar os e-mails. O grupo VII diz respeito 
à privacidade e pretende identificar se, no caso de envio de um e-mail para vários 
destinatários, os participantes ocultam os endereços para que eles não sejam visíveis 
para outros destinatários (envio em BCC). O grupo VIII analisa o uso de ferramentas 
de gestão de e-mail e quais as ferramentas utilizadas e motivos de utilização. No grupo 
IX verifica-se a existência de um sistema de classificação de e-mail e qual o número 
de pastas criadas. O grupo X reflete a existência de políticas de gestão de boas 
práticas do uso do e-mail no Serviço e qual o âmbito em que estas se aplicam. O 
grupo XI retrata as necessidades de formação para a gestão de e-mail. Por último, no 
grupo XII a questão é aberta, permitindo desta forma que o participante possa 
contribuir com a sua opinião.  
Na primeira parte do questionário, foi redigida uma questão necessária para 
identificar a área de atuação do inquirido. Dos 64 participantes no estudo, verificamos 
que a maior taxa de participação foi dos Serviços Académicos com 9 participantes, 
dos Serviços de Laboratório com 7 participantes, seguindo-se os Serviços 
Informáticos, o Balcão Único, os Serviços de Documentação e Informação com 5 
participações por área de atuação. Os Serviços Administrativos e Financeiros, o 
Serviço de Expediente e Arquivo e a OTIC contaram com 4 participações por área, 
seguindo-se os Serviços Técnicos, os Recursos Humanos, o Gabinete de Apoio a 
Cursos e os Serviços de Ação Social com três participações cada. Constatamos um 
menor número de participações por parte dos Serviços de Secretariado da Direção 
(apenas duas participações), seguindo-se o Gabinete de Comunicação e Imagem e o 
Gabinete de Mobilidade e Cooperação Internacional com apenas uma participação 
cada, conforme nos mostra o Gráfico 5. Ainda nesta questão, os inquiridos podiam 
mencionar uma outra área de atuação; sendo que 5 dos inquiridos dizem pertencer 
ao Secretariado das Comissões e ao Serviço de Telefone.  
De um modo geral, tivemos a participação de todos os Serviços do IPVC, no 
entanto, não posso deixar de realçar a ausência de resposta por parte do Secretariado 
da Presidência, visto que todos os dias são inúmeros os e-mails que dão entrada neste 
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Serviço (como se pode verificar na entrevista que consta do Anexo C deste trabalho, 
é enorme o volume de e-mail neste Serviço). 
 
5.1.1 – Contas de e-mail 
 
Relativamente à questão sobre a quantas contas de e-mail têm acesso no 
trabalho, 39% dos inquiridos indicam que tem acesso a duas contas, 25% tem acesso 
a uma conta, 23% tem acesso a três contas, 8% tem acesso a quatro contas de e-
mail, e 5% dos inquiridos revela ter acesso a mais de cinco contas de e-mail no 
trabalho, conforme nos indica o Gráfico 6. Podemos depreender das respostas obtidas 













































conta de e-mail pessoal quando ingressam no local de trabalho, mas também uma ou 
mais contas de e-mail de trabalho, como por exemplo, a autora possui uma conta de 
e-mail pessoal e quatro contas de e-mail referente ao serviço ao qual está afeta. 
 
Gráfico 6 - Percentagem de inquiridos em função do número de contas de e-mail utilizadas. 
 
Analisando os dados obtidos e de acordo com a entrevista exploratória, o 
número de contas por trabalhador traz dissabores consigo uma vez que o e-mail entra 
no e-mail de Serviço mas muitas vezes a resposta é dada pelo e-mail da pessoa que 
respondeu, e portanto perde logo aí a ligação, o tempo de resposta também não é 
controlado, e como é respondido pelo e-mail pessoal do funcionário que abriu o e-mail 
(todos os funcionários do Serviço em causa podem abrir o e-mail do Serviço mas 
depois quem vai responder já responde do seu e-mail pessoal) e se entretanto essa 
pessoa não está, não se sabe se o e-mail foi respondido, como foi respondido, e pode 
haver perda de informação em termos de histórico do processo, processo associado 
aquele requerimento, aquele pedido, ao que seja. 
 
5.1.2 – Conteúdo do e-mail  
 
No que concerne ao conteúdo do e-mail, foi solicitado aos inquiridos que 
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institucional, com os seguintes tipos de informação: informação relativa à docência, 
informação relativa à investigação, informação relativa a alunos e ainda informação 
para pessoal administrativo e de serviço. De uma maneira geral, verificamos que o 
conteúdo do e-mail contém um maior índice de informação relativa a alunos e 
informação para pessoal administrativo e de serviço como se pode verificar nos 
Gráficos 7, 8, 9 e 10.  
 
Gráfico 7 - Informação relativa à docência 
 
Gráfico 8 - Informação relativa à investigação 
 
Gráfico 9 - Informação relativa a alunos 
 
Gráfico 10 - Informação para pessoal 
administrativo e de serviço 
     
Podemos concluir que estes resultados muito têm a ver com os resultados 
apresentados acima no Gráfico 5, onde se verificou que a maior taxa de participação 
teve maior incidência nos Serviços Académicos, nos Serviços de Laboratório, 
seguindo-se dos Serviços Informáticos, do Balcão Único e dos Serviços de 


























































































5.1.3 – Volume de e-mail e tempo dedicado à sua gestão 
 
Nesta parte do inquérito, pretendeu-se apurar quanto tempo é que o 
participante dedica a enviar e-mails (ler e responder a mensagens, organizar) por dia. 
O Gráfico 11 revela-nos que 23 dos inquiridos dedica menos de uma hora, 20 dedicam 
entre uma a duas horas por dia, 9 revelam que “passam” no e-mail entre 2 a 3 horas 
por dia e 5 dos inquiridos revela que dedicam mais de 3 horas ao e-mail. No entanto, 
é de salientar ainda que um número considerável de participantes, 7, não consegue 
quantificar o tempo despendido por dia ao e-mail. Após a observação realizada ao 
longo deste trabalho, podemos supor que o tempo dedicado ao e-mail pode depender 
de vários fatores, como por exemplo, o serviço ao qual o inquirido está afeto, o número 
de recursos humanos no serviço, as horas de atendimento presencial que não liberta 
tanto tempo disponível para dedicar ao e-mail. 
 
Gráfico 11 - Tempo dedicado ao e-mail. 
 
5.1.4 – Quantidade de e-mails 
 
Neste grupo de perguntas, havia seis questões destinadas a apurar as 
quantidades de e-mails enviados e recebidos por dia, quantos e-mails existem na 
caixa de entrada bem como e-mails não lidos, quantos e-mails foram arquivados e 
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A primeira questão pretende averiguar aproximadamente, em média, quantos 
e-mails os inquiridos recebem por dia na sua caixa de entrada. Verificamos que 26 
dos inquiridos recebem entre 10 a 30 e-mails por dia, 16 dos inquiridos recebem entre 
0 a 10 e-mails, 14 dos inquiridos recebem entre 30 a 50 e-mails por dia, 2 dos 
inquiridos recebem mais de 100 e-mails por dia e 1 dos inquiridos revela que não 
consegue quantificar os e-mails recebidos no seu e-mail todos os dias, conforme nos 
indica o Gráfico 12, abaixo apresentado. Podemos concluir que o número de e-mails 
recebidos prende-se com o uso excessivo desta ferramenta nos dias de hoje, por ser 
um meio de comunicação barato e eficaz, tal como já abordado anteriormente por 
Ingham (2003), visto que no seu estudo mais de metade dos entrevistados recebem 
mais de 20 mensagens por dia. 
 
Gráfico 12 - Número de e-mails recebidos por dia. 
 
Já no que concerne a quantificar aproximadamente, em média, os e-mails 
enviados por dia, constatamos que todos os inquiridos conseguem quantificar. O 
Gráfico 13 indica que 32 dos inquiridos revelam que enviam entre 10 a 30 e-mails por 
dia, 25 enviam entre 0 a 10 e-mails, 4 dos inquiridos indicam que entre 50 a 100 e-
mails são enviados diariamente, e, 3 inquiridos revelam que enviam, em média, entre 
30 a 50 e-mails por dia. O gráfico revela ainda que nenhum dos inquiridos envia por 
dia mais de 100 e-mails. Tal como referido anteriormente, o e-mail é um meio de 








































enviados está ligado de certa forma com o número de e-mails recebidos, visto que 
muitas das vezes os e-mails enviados são respostas aos e-mails recebidos. No 
entanto, podemos concluir que os resultados obtidos estão de acordo com a média 
quando comparados com Ingham (2003) onde se verificou que mais de 25% envia 
mais de 30 e-mails por dia, com mais de 40% a enviar entre 11 e 30 mensagens.  
 
Gráfico 13 - Número de e-mails enviados por dia. 
 
Quando questionados sobre a quantidade de e-mails que os inquiridos 
possuem na caixa de entrada de e-mail, o Gráfico 14 revela que 44% por inquiridos 
possuem entre 0 a 500 e-mails, 33% indicam que detêm mais de 2000 e-mails, 12% 
indicam que possuem entre 1000 a 1500, 9% entre 500 a 1000 e-mails, e, por fim, 2%, 
o que equivale a apenas um inquirido, menciona que possui na caixa de entrada entre 






































Gráfico 14 - Número de e-mails na caixa de entrada. 
 
Relativamente aos dados obtidos quando se questiona a quantidade de e-
mails não lidos na caixa de entrada, 74% dos inquiridos revelam que possuem entre 
0 a 10 e-mails. De salientar que 9% dos inquiridos mencionam que têm mais de 100 
e-mails não lidos na caixa de entrada, conforme nos mostra o Gráfico 15. A partir dos 
dados obtidos, importa referir que o questionário foi aplicado numa época de férias 
para muitos dos inquiridos, o que nos leva a pensar que os inquiridos que 
responderam que têm mais de 100 e-mails não lidos na caixa de entrada tivessem 
regressado de férias e não teriam ainda tido disponibilidade para fazer a sua gestão. 
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O Gráfico 16, revela que 47% dos inquiridos já arquivaram entre 0 a 500 e-
mails. No entanto, verificamos que 25% dos inquiridos indicam que já têm mais de 
2000 e-mails arquivados. Contudo, uma fatia pequena “do bolo” 3% revela que não 
tem nenhum e-mail arquivado. Podemos depreender que, como já foi referido 
anteriormente, há uma preocupação crescente no que respeita ao uso e à gestão do 
e-mail nas organizações. Os dados revelam essa mesma preocupação uma vez que 
somos “bombardeados” com informação relevante no e-mail e há uma necessidade 
constante de recorrer à informação de uma forma rápida e eficaz. Isso faz com que 
haja a preocupação de organizar/classificar as pastas contidas no e-mail de modo a 
recuperar a informação o mais rápido possível. 
 
Gráfico 16 - Número de e-mails arquivados. 
 
Quando questionados os inquiridos sobre a mensagem mais antiga na caixa 
de entrada, constatamos que 52% revelam que a mensagem tem mais de um ano a 
contrastar com os 22% dos inquiridos que nos indicam que a mensagem mais antiga 
na caixa de entrada consta desde o início da criação de conta de e-mail, conforme 
podemos verificar no Gráfico 17. Estes dados indicam que os inquiridos sentem a 
necessidade de guardar as mensagens no seu ambiente natural e têm confiança no 
sistema que utilizam, uma vez que se assim não fosse já teriam efetuado uma cópia 
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Gráfico 17 - Mensagem mais antiga na caixa de entrada. 
 
5.1.5 – Gestão do e-mail 
 
De forma a tentar perceber de que modo é feita a conservação do e-mail, foi 
solicitado aos inquiridos que escolhessem as várias opções que usam para conservar 
os e-mails. Como nos indica o Gráfico 18, a opção de “Arquivo no e-mail” com 39 
respostas e o “Deixa na caixa de entrada” com 15, registaram o maior número de 
escolhas. No entanto, 15 dos inquiridos opta por guardar em suporte digital e 7 opta 
por imprimir. Um dos inquiridos revela ainda um outro método, ao que denominou 
OneNote. Conforme referido anteriormente por Houston (2008), os inquiridos revelam 
que utilizam a retenção dos e-mails no cliente de e-mail, depois optam por armazenar 
os e-mails em suporte digital e, por fim, preferem imprimir os e-mails. Esta última 
opção não deveria ser uma solução tendo em conta o suporte de criação do 
documento visto que, como já foi referido, não é pesquisável nem reutilizável em meio 










Gráfico 18 - Procedimentos de conservação dos e-mails. 
 
5.1.6 – Privacidade  
 
No caso de envio de um e-mail para vários destinatários, foi questionado aos 
inquiridos se ocultam os endereços para que eles não sejam visíveis para outros 
destinatários (envio em Bcc). Os dados obtidos revelam que 53% dos inquiridos (34 
dos participantes) ocultam o endereço para que não sejam visíveis para os outros 
destinatários. No entanto, 47% dos inquiridos (30 dos participantes) indicam que não 
utilizam a função Bcc, ou seja, não ocultam os endereços de e-mails para que eles 
não sejam visíveis para outros destinatários, conforme ilustra o Gráfico 19 
apresentado abaixo. Os dados demonstram que os inquiridos ainda não estão 
sensibilizados para esta questão de privacidade. No entanto, há um risco ainda maior 
que se prende com spam e vírus uma vez que não sabemos a que mãos irão parar 
endereços de e-mail se os espalharmos pela nossa lista de contactos mas estes 



































Gráfico 19 - Envio de e-mails em BCC. 
 
 
5.1.7 – Uso de ferramentas de gestão de e-mail 
 
No que concerne ao uso de ferramentas de gestão de e-mail, foi questionado 
aos participantes se utilizam este procedimento. O Gráfico 20 revela que 77% dos 
inquiridos (49 dos participantes) não utilizam nenhuma ferramenta de gestão de e-
mail. Em contrapartida, 23% dos inquiridos (15 dos participantes) revelam que utilizam 
uma ferramenta de gestão de e-mail. 
 













Aos 23% dos inquiridos (15 dos participantes) que revelam utilizar uma 
ferramenta de gestão de e-mail, foi-lhes questionado qual a ferramenta utilizada para 
gerir o e-mail. O Gráfico 21 mostra que 12 dos inquiridos mencionam utilizar um cliente 
de correio, 2 dos inquiridos utilizam um serviço de correio web e 1 dos inquiridos utiliza 
ambas as ferramentas.  
 
Gráfico 21 - Ferramenta utilizada para a gestão de e-mail. 
 
Aos participantes que revelam que utilizam um cliente de e-mail, foi-lhes 
questionado qual o cliente de e-mail utilizado. Conforme se pode verificar no Gráfico 
22, todos os inquiridos (15 participantes) revelam utilizar o Microsoft Outlook. No 
entanto, não deixa de ser curioso, visto que no Gráfico 21, se verificava que apenas 
12 dos inquiridos revelavam utilizar um cliente de e-mail. Tal como referido 
anteriormente, o uso do Outlook pode funcionar se todas as funções forem usadas de 
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Gráfico 22 - Cliente de e-mail utilizado. 
 
Questionados sobre o porquê da utilização deste cliente de e-mail, o Gráfico 
23 revela que 8 dos inquiridos gostam das suas características, 4 mencionam que 
utilizam porque já se encontrava instalado no seu computador, e 1 dos inquiridos 
revela que não tem permissões para instalar outro, daí o uso do Microsoft Outlook. Foi 
ainda dada a possibilidade de os inquiridos selecionarem outro motivo, revelando 
estes que “é o recomendado para o serviço de correio utilizado” e “a habituação ao já 
existente”.  
No entanto, e analisando as respostas dos inquiridos, a utilização deste cliente 
de e-mail deve-se, do meu ponto de vista, às várias características oferecidas, como 
o interface simples e descomplicado; o acesso offline aos e-mails, uma vez que os e-
mails recebidos estão disponíveis para acesso offline; as múltiplas formas de 
organizar a caixa de entrada, como guardar os e-mails em pastas e categorias; a 
capacidade de associar categorias, códigos de cor, tarefas e eventos; encontrar e-
mails de várias formas, isto é, o Outlook permite pesquisas por pastas, colunas 
diferentes, pesquisa geral, etc.; marcar os e-mails mais importantes, ou seja, ao 
sinalizarmos o e-mail ele assume prioridade e aparece com os mais recentes e-mails 
da caixa de entrada, além de que permite adicionar lembretes aquando da sinalização; 
a criação de regras, os utilizadores podem usar regras no Outlook para mover itens 
para várias pastas, atribuir categorias e notificações para uma organização 
permanente; a informação dos contactos, o Outlook exibe títulos de trabalho, 





























agendamento de reuniões, podemos saber facilmente a disponibilidade de horário, 
reuniões marcadas; as dicas, o Outlook emite um aviso se na barra de endereço 
houver muitos endereços de destino com respostas automáticas; permite ignorar 
conversações, facilita a tarefa de mover e-mails irrelevantes para fora da caixa de 
entrada; e a delegação/permissões temos a possibilidade de atribuir acesso a pastas 
e ao calendário com diferentes níveis de privilégios. 
 
Gráfico 23 - Motivo de utilização do cliente de e-mail. 
 
5.1.8 – Classificação do e-mail 
 
Confrontados com a questão sobre a existência de um sistema para classificar 
o e-mail, 94% dos inquiridos (60 dos participantes) indica que não têm nenhum 
sistema para classificar o e-mail. Em contrapartida, 6% dos inquiridos (4 dos 
participantes) revelam que têm um sistema para classificar o e-mail, conforme indica 















































Gráfico 24 - Existência de sistema de classificação para e-mail. 
 
Aos participantes que indicaram existir um sistema de classificação de e-mail, 
foi pedido para especificar qual. Os inquiridos mencionam que classificam os seus e-
mails em pastas por assunto e por importância. 
Quando questionados os inquiridos sobre a quantidade de pastas criadas no 
seu e-mail, 18 revelam que têm entre 5 a 10 pastas, 16 entre 1 a 5 pastas, 7 entre 10 
a 20 pastas, a contrastar com 7 dos inquiridos que não tem nenhuma pasta e 16 com 
mais de 20 pastas, conforme podemos verificar no Gráfico 25. 
Podemos deduzir a partir dos dados obtidos que a organização dos e-mails 
em pastas separadas é bastante útil para quem recebe muitos e-mails de origens 
diferentes e facilita a procura no momento de pesquisa, uma vez que a sobrecarga de 
e-mails que temos no nosso dia-a-dia é um problema frequente e muitas vezes não 
conseguimos encontrar um e-mail quando precisamos dele.  
Tal como referido anteriormente, a Deliberação n.º 1638/2013 da Comissão 
Nacional de Protecção de Dados, recomenda também aos trabalhadores a criação de 
pastas próprias, devidamente identificadas, onde o trabalhador arquive os e-mails de 









Gráfico 25 - Número de pastas criadas no e-mail. 
 
5.1.9 – Políticas de gestão de boas práticas 
 
Questionados sobre o conhecimento da existência de alguma política de 
gestão de boas práticas do uso do e-mail utilizada no seu Serviço, 98% dos inquiridos 
(63 dos participantes) indica que não têm conhecimento. Em contrapartida, 2% dos 
inquiridos (1 dos participantes) revela que sim, que tem conhecimento da existência 
de uma política de gestão de boas práticas do uso do e-mail utilizada no Serviço, 
conforme nos apresenta o Gráfico 26. 
Não deixa de ser interessante que um dos inquiridos revela existir uma politica 
de gestão de boas práticas. Podemos concluir que este participante tem uma 
perceção diferente do que se entende como politicas de gestão de boas práticas, 
porque como se pode verificar no gráfico seguinte, indica que esta politica de aplica 



























Gráfico 26 - Existência de política de gestão de boas práticas do uso do e-mail. 
 
Ao participante que revelou ter conhecimento da existência de uma política de 
gestão de boas práticas do uso do e-mail utilizada no Serviço, foi solicitado que 
indicasse o âmbito em que se aplica. O inquirido revela que se aplica no âmbito legal. 
  
5.1.10 – Necessidades de formação para a gestão de e-mail 
 
No que concerne a necessidades de formação para a gestão de e-mail, foi 
questionado aos participantes se consideram necessitar de informação ou de 
formação sobre a gestão de e-mail. O Gráfico 27 revela que 53% dos inquiridos (34 
dos participantes) revelam sentir necessidade de informação ou de formação sobre a 
gestão de e-mail. No entanto, 47% dos inquiridos (30 dos participantes) mostram que 
não sentem essa necessidade.  
Podemos concluir que mais de metade dos inquiridos não estão satisfeitos 
com o conhecimento que possuem para desempenhar as suas funções com o e-mail. 
No entanto, 47% dos inquiridos estão satisfeitos com os seus conhecimentos e 
consideram que não necessitam de formação. Desta forma, podemos entender que 
os inquiridos podem utilizar ou não as ferramentas disponíveis no e-mail e isso fará 








necessidade de formação, contrariamente aos que optam por explorar todas as 
funcionalidades oferecidas pelo e-mail e necessitem de formação para tirar melhor 
proveito desta ferramenta. 
 
Gráfico 27 – Existência de necessidade de informação ou de formação sobre a gestão de e-mail. 
 
Aos participantes que revelam que existe a necessidade de informação ou de 
formação sobre a gestão de e-mail, foi requerido que indicassem quais as 
necessidades. De forma a tentar perceber como colmatar futuramente essas 
necessidades, foi solicitado aos inquiridos que escolhessem várias opções, se assim 
o pretendessem.  
Os inquiridos sentem necessidade de formação sobre orientações para a 
conservação de e-mails, tendo esta opção registado 27 das escolhas dos inquiridos, 
seguida de formação sobre orientações para a classificação de e-mails, que abarca 
22 das escolhas dos participantes e ainda com uma escolha considerada relevante, a 
necessidade de formação sobre informação sobre aspetos legais com 21 das 
escolhas dos inquiridos. Com uma opção para formação sobre orientações para a 
redação de e-mails, apenas 7 dos inquiridos sente esta necessidade, como nos indica 










Gráfico 28 - Necessidades de informação ou de formação sobre a gestão de e-mail. 
 
Deu-se ainda espaço para os inquiridos registarem outras necessidades de 
informação ou formação, ao que um dos inquiridos respondeu “link”. 
No sentido de permitir aos participantes dar o seu contributo neste estudo, foi-
lhes dada a possibilidade de adicionarem um comentário final. Foram dois os 
comentários que nos pareceram mais relevantes e que são apresentados a seguir. 
A necessidade de sensibilização para que os e-mails sejam tratados como 
documentos oficiais e sujeitos ao tratamento estipulado para outros documentos 
oriundos em papel, estabelecer regras para este tipo de documentação é urgente num 
mundo cada vez mais digital.      
Consideram o estudo bastante pertinente, até porque o uso do e-mail nos 
serviços é fundamental. No entanto, consideram que as funcionalidades do e-mail não 
são aproveitadas ao máximo. Por isso, entendem que deveria haver formação nesta 
área para poder usufruir de todas as funcionalidades desta ferramenta de trabalho. 
Podemos concluir que ainda há um longo caminho a percorrer uma vez que 
ainda não há uma consciencialização permanente para a importância do e-mail, bem 
como da sua gestão, no sentido de conseguir recuperar a informação de uma forma 












































5.4 – Conclusões do estudo 
 
Um dos pontos de partida deste trabalho teve como instrumento uma 
entrevista exploratória com a qual concluímos que a questão da gestão de e-mails tem 
sido uma preocupação sentida cada vez mais a nível dos vários Serviços do IPVC, na 
capacidade de resposta de e-mails em tempo útil, porque a quantidade de e-mails que 
surgem é cada vez maior, porque as pessoas usam cada vez mais esse meio de 
comunicação, e sentem realmente que não têm capacidade de gerir o enorme volume 
de e-mails com que se deparam todos os dias. 
Como já abordado ao longo do trabalho, foram realizados dois inquéritos por 
questionário. 
O primeiro questionário foi dirigido a todas as Instituições Públicas de Ensino 
Superior e suas escolas em Portugal, e tinha como objetivo efetuar o diagnóstico e 
simultaneamente contextualizar o estudo de caso, recorrendo a uma ferramenta para 
inquéritos em linha, o GoogleDocs. Num universo compreendido entre o Ensino 
Universitário Público, o Ensino Politécnico Público e o Ensino Militar e Policial, foram 
enviados um total de 178 questionários para os contactos institucionais 
disponibilizados na página da DGES. O questionário foi disponibilizado em linha entre 
o dia 9 de março e 5 de abril de 2015, com uma percentagem de respostas válidas de 
25% que corresponde a 60 questionários corretamente preenchidos. Com os 
resultados obtidos, concluímos que as politicas de gestão de boas práticas do uso do 
e-mail nas instituições existentes remontam substancialmente à última década, o que 
nos pode levar a concluir que existe uma preocupação cada vez maior por parte das 
organizações em normalizar o uso do e-mail no local de trabalho, o que revela a 
importância deste meio de comunicação nos dias de hoje. 
Estes dados revelam que a maior parte sente necessidade, isto pode dever-
se à incapacidade sentida pelos funcionários em controlar o e-mail. Contudo, uma 
percentagem bastante significativa (47%) indica não ter necessidade da existência de 
uma política o que nos leva a crer que, ou são relutantes à mudança e a novos 
desafios, ou inconscientemente implementaram eles próprios a sua própria política de 
gestão de e-mail. 
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O segundo questionário foi dirigido a todos os funcionários do IPVC de forma 
a entender o funcionamento da gestão de e-mail nos Serviços do IPVC. Dos 126 
funcionários existentes, 5 não têm ou não sabem usar o e-mail, o que revela que há 
um trabalho a fazer uma vez que é necessário dotar estes funcionários de 
conhecimentos de forma a criar/utilizar o e-mail dentro da organização de modo a 
incentivá-los a usar este meio de comunicação. 
Em relação à gestão de e-mail nos Serviços do IPVC, podemos concluir a 
partir dos resultados do inquérito que o mais comum é receberem e enviarem entre 
10 a 30 e-mails por dia. Estes dados podem estar de certa forma ligados com a 
quantidade de contas de e-mail a que os funcionários têm acesso no trabalho, uma 
vez que é-lhes atribuída uma conta de e-mail pessoal quando ingressam no local de 
trabalho, mas também uma ou mais contas de e-mail de trabalho, referente ao Serviço. 
Aquando do envio há uma preocupação por parte dos inquiridos em ocultar 
os endereços para que eles não sejam visíveis para outros destinatários (envio em 
Bcc). 
No que concerne ao conteúdo do e-mail, verificamos que o conteúdo do e-
mail contém um maior índice de informação relativa a alunos e informação para 
pessoal administrativo e sobre serviço. 
Dos e-mails que possuem na caixa de entrada, 44% por inquiridos possuem 
entre 0 a 500 e-mails, a contrastar com a quantidade de e-mails não lidos na caixa de 
entrada, que rondam entre 0 a 10 e-mails. Quando questionados sobre a mensagem 
mais antiga na caixa de entrada, constatamos que 52% revelam que a mensagem tem 
mais de um ano a contrastar com os 22% dos inquiridos que nos indicam que a 
mensagem mais antiga na caixa de entrada consta desde o início da criação de conta 
de e-mail. Das mensagens recebidas menos de 500 permanecem na caixa de entrada, 
para leitura, e no que respeita a arquivar as mensagens, 47% dos inquiridos revelam 
que já arquivaram entre 0 a 500 e-mails, provavelmente porque já eliminaram alguns 
e-mails. 
Quanto à conservação do e-mail, verificamos que a maioria arquiva no e-mail. 
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Apenas 23% dos inquiridos (15 dos participantes) revelaram utilizar uma 
ferramenta de gestão de e-mail, usando o Microsoft Outlook porque já se encontrava 
instalado no computador. 
94% dos inquiridos indica não ter nenhum sistema para classificar o e-mail. 
Em contrapartida, 6% dos inquiridos revelam que têm um sistema para classificar o e-
mail, através da criação de pastas por assunto e por importância. A maioria tem entre 
5 a 10 pastas criadas. 
Para tudo isto dedicam entre uma a duas horas por dia.  
De salientar também que apenas um dos inquiridos revela ter conhecimento 
da existência de alguma política de gestão de boas práticas do uso do e-mail utilizada 
no Serviço, politica esta aplicada no âmbito legal. 
A maioria dos inquiridos revelam sentir necessidade de formação sobre 
orientações para a conservação de e-mails, sobre orientações para a classificação de 
e-mails, sobre informação sobre aspetos legais e sobre orientações para a redação 
de e-mails. As funcionalidades do e-mail não são aproveitadas ao máximo. Por isso, 
entendem que deveria haver formação nesta área para poderem usufruir de todas as 
funcionalidades desta ferramenta de trabalho. 
A necessidade de sensibilização para que os e-mails sejam tratados como 
documentos oficiais e sujeitos ao tratamento estipulado para outros documentos 
oriundos em papel bem como estabelecer regras para este tipo de documentação são 
tarefas urgentes num mundo cada vez mais digital.  
Podemos concluir que ainda há um longo caminho a percorrer uma vez que 
ainda não há uma consciencialização permanente para a importância do e-mail, bem 
como da sua gestão, no sentido de conseguir recuperar a informação de uma forma 
célere e garantir a preservação do e-mail a longo prazo.  





Os e-mails são uma parte importante do registo corporativo de todas as 
organizações. De modo a otimizar os recursos oferecidos por esta ferramenta, é 
necessário definir claramente que e-mails precisam de ser mantidos como prova da 
sua atividade ou com valor histórico; comunicar de forma simples aos utilizadores as 
regras para que e-mails devem guardar; manter e-mails com a informação digital 
relacionada num sistema compartilhado de gestão de informações corporativas; e, 
ainda limitar o que os utilizadores podem manter nas suas contas de e-mail pessoal: 
quotas da conta de e-mail ou supressão automática após um determinado período de 
tempo. 
Não é necessário desenvolver uma política individual para a gestão de e-
mails. Eles devem ser cobertos pela política de gestão da informação em geral. Para 
algumas organizações, pode, no entanto, ser a única maneira de reforçar a 
importância da responsabilidade dos utilizadores na gestão de toda a informação 
digital de forma adequada. Qualquer política de gestão de e-mail deve refletir a sua 
política de gestão de informação existente, garantindo que se alinha com os seus 
requisitos de negócios. 
Para isso, é essencial certificar que os utilizadores entendem os benefícios de 
gerir o seu e-mail corretamente, por exemplo, que e-mails podem ser encontrados de 
forma oportuna e que e-mails não serão perdidos como resultado de períodos de 
exclusão automática. Os e-mails perdidos podem impedir o trabalho que está a ser 
realizado, criando esforço duplicado desnecessário ou causar danos à organização 
ou ao utilizador por não atender aos requisitos legais. 
Muitas vezes, o problema é cultural, uma vez que os utilizadores são 
simplesmente relutantes ou estão demasiado ocupados para gerir os e-mails. Ao rever 
porque é que os utilizadores não estão a fazer a gestão de e-mails, é importante 
verificar se eles estão cientes da política de gestão de informação; se eles estão 
conscientes da sua responsabilidade de gerir e-mails de valor dentro da organização; 
se eles sabem como usar os sistemas para gerir e-mails; o sistema que se destina a 
armazenar e gerir e-mails realmente funciona e o processo de atender tanto as 
necessidades do utilizador e de negócios. Levando isto em conta, será possível formar 
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uma estratégia para permitir que os utilizadores façam a gestão de e-mails da maneira 
mais adequada, sem impedir a sua capacidade de fazer o seu trabalho. 
É tentador supor que, porque os metadados de e-mail fornecem um 'recibo' 
de correspondência (especialmente quando usado para transmitir um anexo), 
devemos mantê-los todos. Na prática, apenas uma percentagem de e-mails irá conter 
informações de valor ou importância para as atividades da organização. Manter todos 
os e-mails resultará num encargo de armazenamento significativo para a organização, 
criando ineficiência e aumentando o risco de incumprimento. 
Não há um formato padrão de e-mails no qual estes devem ser mantidos 
dentro de um sistema de gestão de informação. O aspeto-chave na tomada de decisão 
é que eles permaneçam utilizáveis, ou seja, os e-mails são úteis quando podem ser 
abertos por qualquer utilizador sem uma aplicação de e-mail específica; mostrar o 
conteúdo completo de uma forma legível para qualquer utilizador; mostrar todos os 
anexos e permitir-lhes ser aberto por qualquer utilizador e ser utilizado por qualquer 
utilizador. 
A solução passa pela utilização de sistemas de arquivo. Os sistemas de 
arquivo possuem inúmeras vantagens pois mantêm a informação sob o controlo da 
organização, permitindo a sua recuperação e eliminação; permitem o acesso a toda a 
informação do e-mail das mais diversas formas (por exemplo, utilizando um cliente de 
e-mail (como o Microsoft Outlook, utilizado pelo IPVC), através de um acesso de 
internet (webmail) ou mesmo de um dispositivo móvel; mantêm os sistemas de 
produção em níveis de performance ótimos (a informação está sempre disponível, 
mas só a mais crítica é que se encontra nos sistemas de e-mail); facilitam a gestão 
dos sistemas e-mail (a redução da informação nos sistemas produtivos permite uma 
gestão mais facilitada); simplificam a procura (toda a informação arquivada é 
indexada, permitindo uma rápida procura da mesma: por palavra, por expressão, por 
data, etc).  
As organizações deverão equacionar um sistema de arquivo para o seu 
sistema de e-mail, como meio de assegurar o controlo e o acesso à informação que 
circula nos seus sistemas. 
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Embora potencialmente úteis para fins de backup num curto e médio prazo, o 
uso de sistemas de arquivo de e-mail apresenta alguns riscos em termos de gestão 
da informação, incluindo perda de informação contextual de e-mails quando são 
“empacotados” num grande arquivo compactado; a dificuldade em determinar quais 
os e-mails que são de valor e os que podem ser eliminados devido à perda de 
contexto; procuras imprecisas ou inadequadas devido a grandes volumes de e-mail; 
sobre ou sob restrição de acesso devido a controlos de acesso limitado; e 
incapacidade de implementar a disposição devido à funcionalidade limitada de 
eliminação.  
Com este estudo pretende-se contribuir para o conhecimento de uma matéria 
em constante evolução em Portugal, uma vez que cada vez mais se verifica um 
crescimento exponencial nas nossas caixas de e-mail. Seria interessante avançar com 
estudos idênticos, desta vez focando o uso do e-mail junto da comunidade docente 
nas Instituições de Ensino Superior Público em Portugal bem como alargar para o 
Ensino privado, fazendo assim respetiva comparação.  
Deixamos aqui esse desafio e também a expressão de convicção de 
necessidade de dotar os funcionários de todos os serviços dos meios necessários do 
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Anexo A – Questionário dirigido a todas as Instituições Públicas de Ensino 









































































Anexo C – Entrevista Exploratória 
 
A entrevista exploratória foi realizada a Ana Sofia Rodrigues, Pró-Presidente do IPVC 
e responsável pelo Gabinete de Avaliação e Qualidade. A entrevista decorreu no dia 
7 de maio de 2014, nos Serviços Centrais do IPVC. A entrevista foi baseada em 
perguntas abertas permitindo à entrevistada ter espaço para dar a sua opinião. De 
seguida, é apresentada a transcrição da entrevista: 
Nota introdutória 
O e-mail é atualmente a principal forma de comunicação das organizações. A 
informação existente nos e-mails representa uma elevada dimensão do capital não 
tangível das empresas, o Conhecimento. Contudo, e tendo em conta o volume de 
informação criada, de que forma é gerido o e-mail no IPVC? 
Ana Sofia Rodrigues - A questão da gestão de e-mails tem sido uma preocupação 
sentida cada vez mais a nível dos vários Serviços, quer na capacidade de resposta 
de e-mails em tempo útil, porque a quantidade de e-mails que surgem é cada vez 
maior, porque as pessoas usam cada vez mais esse meio de comunicação, e o caso 
concreto, por exemplo, do Presidente que refere que sente que realmente não tem 
capacidade de gerir os e-mails que entram na sua caixa de e-mail. 
Carla - Não há nenhum Software de gestão de e-mail? 
Ana Sofia Rodrigues - De gestão de e-mail não. Não temos nenhum. Ele recebe 
centenas de e-mails por dia, e uma das questões que se levanta é que ele recebe e-
mails para ruitx@ipvc.pt, que é o e-mail de presidente, apesar de haver um e-mail da 
Presidência, é no fundo o e-mail pessoal apesar de ser profissional, que é o e-mail 
que está acessível no Portal como Presidente, tal como está o dos Vice-presidente, 
Carlos Rodrigues, da Florbela, está o meu, está o da Margarida, também como 
administradora, e tem lá os nossos e-mails, @ipvc obviamente.  
Mas há muitas instituições e pessoas que contactam o Presidente através desse e-
mail, portanto, ele nesse e-mail tem todo tipo de mensagens, que podem ser mais 
pessoais, no sentido de desabafos que até alunos possam fazer, pedidos de 
informação, pedidos da Associação de Estudantes, alguma informação que vem de 
docentes, de funcionários, informação que chega de outros órgãos, da Instituição mas 
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também de entidades fora da Instituição, do CCISP ou até da Secretaria de Estado, e 
portanto ele tem que gerir esse conjunto de mensagens que são muito diversas, muito 
heterogéneas em termos de quem as envia, e não consegue priorizar. Tem dias que 
recebe mais de 400 mensagens.  
Portanto no meio daquilo tudo ele pode estar a não conseguir dar resposta a situações 
que são mais urgentes que outras, e, portanto, há ali uma falta de gestão já até por 
prioridades e até por origem e tipologia de mensagem que lhe chega. O que acontece 
com ele, acontece com muitas outras situações, porque quando são enviados e-mails 
para a Presidência, aí já há algum filtro, a questão é quando não é enviado. 
E o mesmo acontece nas direções das Escolas, podem enviar e-mail para 
direcao@estg.ipvc.pt, por exemplo, e aí já há algum filtro e alguma orientação, para 
quem deve ser reencaminhado e para quem pode tratar, mas se mandam diretamente 
por exemplo para Rosa Venâncio ou para Manuela Vaz Velho já se entra no mesmo 
problema que se entra com o Presidente e os Vices. 
Em relação aos Serviços, o que sentimos é que com os e-mails, não há uma 
acumulação tão grande como sentimos nestes e-mails pessoais, porque há mais 
pessoas a ver esses e-mails; o que sentimos é que depois não estão tratados como 
documentos oficiais a maior parte das vezes. Há muitos serviços que recebem e 
respondem mas aquilo na verdade não tem tratamento de expediente.  
Carla - É mais como um meio de comunicação só?             
Ana Sofia Rodrigues - Exato, e portanto não há realmente uma gestão como existe 
na gestão do expediente que entra por exemplo via papel. E que é registado. 
Carla - Imagine que eu peço um certificado, não deixa de ser um requerimento! 
Ana Sofia Rodrigues - Pois mas muitas vezes passa por um e-mail normal que é 
respondido, tem um problema, por exemplo os Serviços Académicos, pode entrar 
como o e-mail dos Serviços Académicos mas depois a resposta é dada pelo e-mail da 
pessoa que respondeu, e portanto perde logo aí a ligação, o tempo de resposta 
também não é controlado, e como é respondido pelo e-mail pessoal do funcionário 
que abriu o e-mail (todos os funcionários dos Serviços Académicos podem abrir o e-
mail do Serviço mas depois quem vai responder já responde do seu e-mail pessoal) e 
158 
 
se entretanto essa pessoa não está, não se sabe se o e-mail foi respondido, como foi 
respondido, e pode haver perda de informação em termos de histórico do processo, 
processo associado aquele requerimento, aquele pedido, ao que seja. 
Achamos que realmente deveríamos fazer uma análise de toda a situação dos vários 
serviços, do tipo de e-mails que são recebidos e como é que são geridos, porque são 
geridos de formas distintas, cada serviço tem a sua forma.  
Por exemplos os SAC, quem recebe os e-mails é o chefe de divisão, e depois no SAC 
ESTG ou SAC ESE todos os funcionários têm acesso aos e-mails que entram. Nos 
SAC IPVC só o chefe de divisão é que tem e logo pois é ele que faz a gestão. Nos 
recursos humanos, por exemplo, também existe um e-mail da divisão de recursos 
humanos mas já não sei dizer se é exatamente igual, se a forma de proceder é a 
mesma. No SAF por exemplo, no Serviços Administrativo e Financeiro, existe o e-mail 
geral mas depois há “sub-e-mails” de serviços associados, que é o do 
Aprovisionamento, do Património que têm e-mails próprios, que não são recebidos 
pela mesma pessoa que recebe no SAF, e portanto há uma gestão muito diferenciada 
entre serviços, não quer dizer que até possa estar mal, o que é importante é perceber 
se sim e se não é possível haver uma certa harmonização pelo menos, dessa 
informação e da forma como essa é gerida, porque realmente o nosso receio é que 
não sejamos capazes de acompanhar o fluxo de informação que cada vez é mais 
suportado por e-mail e que possa haver perda até em termos de histórico, porque são 
sistemas robustos estes sistemas de informação e há os backups mas pode-se 
perder. 
Carla - Perde-se muita informação a partir do momento que não está classificada 
aquando da procura? 
Ana Sofia Rodrigues - Claro, por exemplo, o e-mail da Qualidade não é tratado como 
expediente, eu só envio os e-mails que recebo para dar entrada no expediente, 
quando vem de instituições externas, quando vem da A3ES, da DGES, aí envio e peço 
para dar entrada no expediente. Envio para o expediente@ipvc.pt, a Assunção faz o 
registo de entrada e será dado um despacho e “por aí fora”. E quando eu envio 
também informações oficiais por exemplo para a A3ES via e-mail também envio com 
saída do expediente. Mas depois todos os e-mails de troca de informação entre 
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gestores da qualidade, direções de escolas, conselho pedagógico e CTC é o e-mail 
que eu giro sem essa gestão apropriada. 
Carla - E não se vê aflita para procurar essa informação no e-mail? 
Ana Sofia Rodrigues - Às vezes vejo, pronto, tenho organizado por pastas, pastas 
de processos e tento gerir os e-mails em função da hierarquia dos processos, em que 
tenho uma pasta própria para tudo o que tenha a ver com a acreditação dos cursos 
mas às vezes tenho muita dificuldade, e tenho muito receio de que aconteça alguma 
coisa e isto se perca. O informático diz que não, que está no histórico e que há 
backups, previstos pelo próprio servidor.  
Por exemplo, tudo o que tem a ver com a acreditação dos cursos, eu dou entrada no 
expediente, mas só o que tem a ver com este assunto, que tem a ver com a ligação 
com a A3ES e com a DGES também damos sempre entrada. Mas, por exemplo, há 
troca de informação com outras instituições, por exemplo, a APNOR, temos cursos 
com acreditações comuns e às vezes troco informação com o IPP ou o IPB e não 
passa sequer pelo expediente, porque não é dizer que não vale a pena ou não há 
vontade, é que eu se às centenas de e-mails que vou recebendo se tivesse que dar 
entrada no expediente a tudo e o Carlos fazer o despacho, que é ele que dá a maior 
parte dos despachos, e ele às vezes diz “ei tantos e-mails que tu mandas para 
expediente, não sei se vale a pena”, mas eu também não sei…  
Carla - E arranjar um software que permita esta gestão? 
Ana Sofia Rodrigues - Isso seria ótimo, porque nós ao mesmo tempo custa-nos, 
porque o que o expediente faz é imprimir o e-mail e dar entrada e manda para 
despacho em papel e há um desperdício enorme de papel e a duplicação da 
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O Sistema de e-mail do Instituto Politécnico de Viana do Castelo é utilizado para o 
envio e receção de mensagens de e-mail através de protocolos standard utilizados na 
Internet. É, sem dúvida, um sistema eficaz, rápido e barato para fazer circular 
informação sendo hoje considerado um instrumento essencial de comunicação, 
nomeadamente como plataforma de transporte para uma correta desmaterialização 
de processos. 
Desta forma, a informação transmitida é considerada como primordialmente 
relacionada com as funções exercidas. Considera-se, no entanto, a sua utilização para 
uso privado ocasional como normal, desde que respeitando elementares regras de 
bom senso. 
O endereço atribuído a qualquer utilizador do serviço é considerado institucional e 
servirá para a transmissão oficial de informações. No âmbito da sua ligação ao IPVC, 
os utilizadores consideram-se informados quanto às informações enviadas para estes 
endereços, podendo o e-mail substituir qualquer outro meio de divulgação de 
informação. 
Embora funcione de uma forma transparente para os utilizadores, o bom 
funcionamento de todas as componentes dependem da boa utilização e respeito por 
simples regras para evitar sobrecargas de utilização que impeçam o normal 
funcionamento do sistema. 
Apesar de poderem, eventualmente, existir sistemas de receção e envio de e-mail que 
não os institucionais, todos estes sistemas, independentemente da responsabilidade 
da sua gestão, estão sujeitos a estas regras. 
Ao utilizar o sistema de e-mail, os utilizadores consideram-se informados pelas regras 
descritas neste documento. 
Âmbito 
 
O presente regulamento estabelece as regras de atribuição, revogação e gestão dos 
endereços de e-mail sob o domínio, registado a favor do Instituto Politécnico de Viana 










































O domínio “ipvc.pt” é pertença exclusiva do Instituto Politécnico de Viana do Castelo, 
reservando-se este o direito de alterar as regras de atribuição e gestão, sem 
necessidade de qualquer autorização dos seus utilizadores. 
Utilizadores 
 
São utilizadores do serviço de e-mail: 
 Os alunos de todos os cursos do IPVC;  
 Os docentes do IPVC; 
 Os funcionários não docentes do IPVC; 
 Todos os utilizadores ocasionais dos serviços do IPVC. 
No que respeita à utilização do e-mail, estabelece-se o seguinte: 
a) É fornecido um e-mail a cada trabalhador. O e-mail fornecido pelo 
IPVC deve ser utilizado exclusivamente para fins profissionais. 
b) É proibida a utilização do e-mail para o envio de material que seja 
considerado ilegal, nomeadamente conteúdos que violem os direitos de autor 
ou possuam material obsceno ou ofensivo dos bons costumes e mensagens 




A cada aluno, docente ou funcionário é concedido um endereço de e-mail, ao qual 
está agregado um espaço de armazenamento de mensagens com dimensão a definir 
pelos Serviços de Informática do IPVC. 
O endereço de e-mail dos funcionários do IPVC é composto pelo nome do utilizador 
“nomedoutilizador” aditado de “@unidadeorganica.ipvc.pt”. 
Salvo indicação em contrário, cada caixa de e-mail tem como limite de 






































Os endereços de e-mail institucionais estão associados a contas de utilizadores no 
formato nomedoutilizador@uo.ipvc.pt para todos os utilizadores exceto para as contas 
de aluno que terão o formato nomealuno@ipvc.pt. 
Existe ainda a possibilidade de redireccionamento das mensagens para outros 
endereços externos. Este redireccionamento poderá permitir ao utilizador guardar 
uma cópia do e-mail na conta institucional ou apenas reencaminhar o correio para 
uma conta externa. 
Não podem existir endereços com espaços, caracteres especiais ou acentos. 
Acesso 
 
O acesso ao e-mail pode ser efetuado através de:  
 Um browser de Internet para acesso ao Webmail; 
 Protocolos standard de receção POP3 e IMAP; 
 Protocolos standard de envio SMTPS; 
 Protocolo MAPI - Conector Microsoft Exchange. 
É permitido criar respostas automáticas para notificação de ausência temporária. 
Através de Webmail, mesmo após as mensagens serem apagadas da pasta de Lixo, 
em alguns casos ainda é permitida a sua recuperação. 
Cuidados a ter no acesso às caixas de e-mail: 
• Evitar o acesso ao sistema de e-mail em locais de utilização públicos cuja confiança 
não possa ser facilmente comprovável (devido à utilização de software malicioso estilo 
keylogger ou outro semelhante); 
• É aconselhado o acesso ao sistema de e-mail do IPVC apenas em sistemas que 
tenham software antivírus atualizado de forma a evitar situações desconfortáveis para 
o próprio, para outros utilizadores ou para a própria instituição. Considera-se que um 
antivírus está atualizado quando contem informações obtidas nos últimos oito dias; 
• A apropriação indevida por terceiros de uma caixa de correio do IPVC poderá ter 
como consequência a sua utilização indevida para o envio de Spam ou outras 
finalidades menos próprias. Por estas razões, os servidores de correio do IPVC podem 








































recusadas. Por este motivo, além do antivírus, os utilizadores devem considerar a 
utilização dos mecanismos de segurança que considerem adequados no seu 
computador por forma a garantir que os seus dados não possam ser apropriados; 
• Evitar a abertura de anexos provenientes de emissores desconhecidos; 
• Evitar a divulgação do endereço de e-mail institucional em sítios de listas de 
discussão, registos em sítios, entre outros. 
Filtros 
 
O Instituto Politécnico de Viana do Castelo (IPVC) disponibiliza acesso ao serviço de 
e-mail a toda a sua comunidade, desde alunos, funcionários docentes e não docentes, 
serviços, unidades orgânicas, etc. 
O serviço de e-mail é um dos canais preferenciais de comunicação da Instituição. 
Todas as mensagens de e-mail são analisadas e filtradas, no âmbito de políticas 
antivírus e anti-spam, e depois são entregues nas caixas de e-mail correspondentes. 
Este processo apenas é executado ao e-mail no sentido de entrada, ou seja, enviado 
para uma conta do IPVC. 
As mensagens de e-mail, no sentido de saída, não são objeto de análise. 
Capacidade das Caixas de Correio 
 
São as seguintes as dimensões máximas das contas de e-mails dos utilizadores do 
IPVC: 
 50 GB: Funcionários 
 50 GB: Docentes 
 50 GB: Alunos 
 50 GB: utilizadores ocasionais dos serviços do IPVC. 
Qualquer utilizador pode redirecionar o seu endereço para uma conta externa aos 
servidores do IPVC. 
De forma a evitar a acumulação de mensagens nas pastas de “Lixo” e “Correio não 






































mensagens presentes na pasta de Correio Não Endereçado (Junk Mail) são apagadas 
um mês após a sua receção , as mensagens presentes na pasta de Itens Apagados 
(Trash) são apagadas um mês após a sua receção. 
O esgotamento da capacidade do e-mail impedirá o utilizador de enviar e receber 
mensagens. Compete ao utilizador uma gestão eficaz do espaço disponível. O 
sistema de e-mail avisa sempre o utilizador do esgotamento do espaço. 
Normas (boas práticas do util izador de e -mail institucional)   
 
O IPVC providencia o uso de um sistema de e-mail para ajudar todos os colaboradores 
no desempenho do seu trabalho e o seu uso deverá ser limitado às atividades oficiais. 
São listadas as normas que os utilizadores do serviço de e-mail devem seguir: 
 Realizar prevenção com software de antivírus de qualquer ficheiro recebido 
através do seu e-mail;  
 Não enviar mensagens de carácter pessoal através do e-mail institucional, 
exceto com autorização prévia; 
 Não enviar mensagens de e-mail anónimas ou em nome de outrem; 
 Não enviar ou divulgar o endereço de e-mail institucional, em listas de 
discussões, chat, news, sites de compras, entre outros. Os volumes de 
mensagens que podem ser geradas são elevados, não tendo controlo sobre o 
seu conteúdo; 
 No envio de mensagens externas (quando autorizado) devem utilizar-se os 
meios corretos para o envio seguro de dados homologados pela Instituição; 
 Zelar pela integridade dos dados organizacionais da sua responsabilidade 
(memorandos internos, contratos, etc.); 
 Manter o controlo e uso exclusivo da password e alterar regularmente; 
 Não falsificar mensagens de e-mail; 
 Não tentar ler, apagar, copiar ou modificar o e-mail de outros utilizadores; 
 Não efetuar o download de anexos de e-mail (executáveis, essencialmente) a 
menos que os esteja a aguardar, provenientes de redes externas;  
 Não divulgar através do e-mail institucional qualquer tipo de software aos 








































 Não enviar através do serviço de e-mail alertas de vírus; 
 É proibida qualquer tentativa de teste ou burla dos dispositivos de segurança 
adotada pela Instituição; 
 Não enviar e-mails contendo ameaças, obscenidades, insultos ou que 
prejudiquem a boa imagem do IPVC; 
 Não falsificar “Headers” ou de qualquer outra forma manipular identificadores 
com objetivo de disfarçar a origem de qualquer conteúdo transmitido, através 
do e-mail institucional; 
 É necessário ter algum cuidado no envio de mensagens para destinos externos 
múltiplos. Isto pode ser considerado como spamming, uma atividade 
considerada ilegal em muitos países; 
 Desconfie de qualquer mensagem de origem desconhecida a qual deverá 
apagar e, principalmente, não caia na tentação de responder pois assim 
confirmará a existência da sua conta. Muitas vezes oferece-se a opção "remove 
me" ou "just delete" num link que levará à tal confirmação; 
 Quando responder ou reencaminhar uma mensagem evite, sempre tal não se 
revele absolutamente necessário, enviar os endereços dos diferentes 
contactos por onde a mensagem já passou junto com o novo texto. Assim 
estará a evitar que terceiros tomem conhecimento dos referidos endereços; 
 Quando enviar mensagens para vários destinatários evite, sempre que tal não 
seja imperativo, mostrar todos os endereços colocando-os em CC (com cópia 
oculta) ou em inglês BCC (Blind Carbon Copy). Assim o destinatário não ficará 
a saber se mais alguém recebeu aquela mensagem e se a reencaminhar os 
endereços não vão junto com a nova mensagem. 
 Não clique em links que apareçam no conteúdo da mensagem de e-mail, é 
aconselhável copiar o link e abrir diretamente no browser. Este procedimento é 
especialmente importante em mensagens cuja origem não seja absolutamente 
fidedigna, pois o endereço que aparece no texto pode ser facilmente 
reencaminhado para outro com objetivos menos claros. Por exemplo, a técnica 
de "phishing" utiliza cartas falsas de entidades bancárias com links 






































 Não divulgar, enviar, transmitir ou de qualquer outra forma disponibilizar 
qualquer conteúdo, seja em virtude de compromisso legal, contratual ou de 
confiança (informações internas, exclusivas ou confidenciais); 
 Não enviar e-mail de âmbito comercial, “chain letters” ou “junk mail”; 
 Não interferir ou interromper, servidores ou redes conectadas ao serviço de e-
mail institucional; 
 Não obter ou tentar obter acesso não autorizado a outros sistemas ou redes de 
computadores conectados ao serviço de e-mail; 
 Não desobedecer qualquer regra, procedimento, política ou regulamento de 
sistemas ou redes de computadores conectados ao serviço de e-mail; 
 Não violar, intencionalmente ou não, qualquer lei ou regulamento aplicado para 
utilização de e-mail institucional; 
 Não assediar terceiros através do e-mail institucional; 
 Não obter ou armazenar dados pessoais de outros utilizadores, inclusive 
informações financeiras; 
 Não divulgar informações sobre produtos ou serviços de natureza particular ou 
de outras empresas; 
 Não divulgar material de natureza político-partidária ou sindical; 
 Deve efetuar o logout da sua conta de e-mail quando se ausentar da sua área 
de trabalho; 
 Nunca revele dados pessoais e privados por esta via (passwords, códigos de 
cartões de crédito, etc.); 
 O IPVC nunca solicita o nome de utilizador e a password por email ou por 
qualquer outra via; 
 Por fim, apesar de o servidor de correio institucional já contemplar proteção 
antivírus, convém manter uma aplicação desta natureza sempre atualizada. 
Registos 
 
O envio, receção e filtragem de mensagens é registado para efeitos de despiste 
técnico, não sendo no entanto arquivadas mensagens de e-mail fora das caixas de 








































É expressamente proibido o acesso a estes registos a qualquer pessoa externa aos 
Serviços de Informática e Órgãos de Gestão do IPVC. 
O acesso por técnicos dos Serviços de Informática do IPVC apenas é autorizado em 
situações excecionais e justificadas para despistes técnicos ou cumprimento de 
obrigações legais. 
A pedido do utilizador de um determinado e-mail poderão ser verificados registos 
desde que isso não obrigue à verificação de registos de outros utilizadores. 
Formato da assinatura do e-mail 
 
Qualquer mensagem enviada por e-mail deverá sempre incluir o nome do utilizador, 
assim como a sua área de identificação. 
Para todas as mensagens enviadas recomenda-se o seguinte formato de assinatura: 
 
 
Logotipo da Instituição 




Telefone e Fax 
Sitio web/Redes sociais (quando aplicável) 
Backups 
 
São realizados backups das caixas de e-mail de acordo com a política de backups 
para este sistema específico.  
Devido à grande dimensão e à demora na indexação dos dados arquivados, estes 
backups não tendem a ser diários como a da grande maioria dos outros sistemas 
geridos. 
A pedido, os Serviços de Informática do IPVC poderá recuperar itens isolados das 






































Listas de envio de e-mail (Mailing Lists) 
 
O IPVC mantém um número significativo de listas de mail que podem ser utilizadas 
para o envio de mensagens de e-mail. Estas listas são automaticamente atualizadas 
consoante o tipo, origem e grupo dos utilizadores.  
As listas são de acesso restrito e de acordo com autorização prévia da Presidência do 
IPVC. De forma a proteger as contas de utilizadores, mesmo as pessoas autorizadas 
devem cumprir as normas de envio descritas anteriormente. 
Divulgação de Informação 
 
O Gabinete de Comunicação e Imagem (GCI) do IPVC é a unidade responsável pela 
divulgação interna da informação através de e-mail. A divulgação é complementada 
pelo Secretariado da Direção, especificamente na informação produzida dos Órgãos 
de Gestão do IPVC. Para tal, ambas as unidades dispõem de um conjunto de 
endereços com autorização para o efeito. 
As mensagens divulgadas terão necessariamente de estar relacionadas com as 
atividades do IPVC e ser promovidas pela respetiva comunidade académica. 
Excecionalmente, poderão ser divulgadas atividades organizadas por entidades 
externas, mediante a existência de manifesto interesse para os membros do IPVC. 
Os procedimentos associados à divulgação são os seguintes: 
1. Preenchimento dos campos solicitados em cada impresso (ou e-mail no caso 
de um pedido de divulgação) e, sempre que aplicável, ao pedido (identificação 
do evento/projeto ou outro, datas e horários de realização, local, objetivos, 
enquadramento/contextualização, responsáveis/organização, parcerias (caso 
aplicável), contactos, entre outras informações úteis que poderão orientar para 
a melhor divulgação – e-mail ou PIM-01/01. 
2. Após a receção do pedido, o representante da Promoção e Imagem da Unidade 
Orgânica (UO) analisa se o pedido pode ou não ser satisfeito através dos 
recursos da própria UO e procede da seguinte forma: 
a) Contacta por e-mail os serviços da UO intervenientes no pedido; 








































c) Comunica o despacho ao requerente, caso não seja deferido (na 
ausência de resposta por parte da Gestão de Topo da UO e/ou 
Presidência IPVC será considerada validada); 
d) Executa a proposta de divulgação e/ou contacta o GCI dos Serviços 
Centrais por e-mail para inserção da notícia no portal IPVC, e demais 
canais de divulgação IPVC da decisão final do GCI (mailing lists IPVC, 
Redes Sociais, Newsletter, IPVC TV, IPVC Multimédia) se essa iniciativa 
se justificar. Neste caso, deverá enviar ao GCI dos Serviços Centrais, 
atempadamente, toda a informação pertinente, com indicação do 
responsável (nome e telemóvel preferencialmente) pela iniciativa de 
divulgação a contactar em caso de interesse para entrevista. 
A informação institucional de interesse geral é divulgada pelo endereço institucional 
do IPVC (gci@ipvc.pt); 
Sempre que o GCI identificar oportunidades de divulgação (temas internos e/ou 
externos) para os quais não tenha recebido qualquer Pedido de Divulgação (formal ou 
informal) terá a liberdade de executar a sua divulgação, sempre que considerar de 
interesse e relevância para a sua Comunidade Académica e/ou externa, utilizando os 




Os utilizadores devem reportar imediatamente aos responsáveis, qualquer violação 
ao regulamento ou à segurança que porventura detetem, seja ela de que tipo for. 
Os utilizadores estão obrigados a utilizarem protocolos seguros para acederem à sua 
caixa de e-mail (via Webmail ou cliente). 
No entanto esta segurança apenas é aplicada ao transporte dos dados, não sendo 
aplicável ao envio de informação entre servidores de correio de diferentes instituições 
(assim funcionam os protocolos standard da Internet) nem ao arquivamento da 






































Sempre que se pretenda uma segurança elevada numa mensagem enviada o 
utilizador deverá utilizar cifra. Desta forma, o emissor terá uma maior garantia de que 
apenas o recetor poderá abrir a mensagem enviada. 
Para garantir que o recetor possa confiar num determinado emissor, os utilizadores 
podem utilizar assinaturas digitais (disponíveis comercialmente ou através da 
utilização do Cartão de Cidadão). 
Penalizações 
 
O não cumprimento das normas do presente regulamento pode determinar a abertura 
dos competentes procedimentos de natureza disciplinar, nos termos da lei, sem 
prejuízo da responsabilidade criminal que vier a ser apurada.  
Qualquer tentativa de violação deste regulamento terá como consequência mínima a 
suspensão imediata dos direitos de acesso pelo infrator, quer esta tentativa tenha sido 
bem ou mal sucedida. 
Revisão do presente regulamento 
 
As alterações às disposições constantes no presente regulamento são aprovadas 
pelos Serviços de Informática e pelos Órgãos de Gestão do IPVC. 
Dúvidas e omissões 
 
As dúvidas e omissões que resultem da aplicação do presente regulamento serão 
resolvidas pelos Serviços de Informática e pelos Órgãos de Gestão do IPVC. 
Entrada em vigor 
 
O Presente Regulamento entra em vigor após a sua aprovação pelos Serviços de 










































O IPVC deverá assegurar que todos os utilizadores tenham acesso a este 




















Se ficou com dúvidas ao ler este documento, por favor contacte os Serviços de 
Informática do IPVC através de e-mail si@ipvc.pt, através da on.ipvc.pt ou 
através da plataforma help.ipvc.pt.  
