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Öz  Anahtar Kelimeler 
Bu araştırmada ortaokul öğrencilerinin siber zorbalık statülerini 
yordayan risk faktörlerinin incelenmesi amaçlanmıştır. 
Araştırmada ilişkisel tarama modeli kullanılmıştır. Araştırma 
Erzurum'da çeşitli okullarda öğrenim gören 400 ortaokul 
öğrencisiyle yürütülmüştür. Veri toplama araçları olarak kişisel 
bilgi formu, Revize Edilmiş Siber Zorbalık Envanteri, Pozitif ve 
Negatif Duygu Ölçeği, Sosyal Medya Tutum Anketi 
kullanılmıştır. Verilerin analizi çok kategorili isimsel lojistik 
regresyon analizi (multinominal logistik regresyon) ile 
yapılmıştır. Araştırmada öğrencilerin %17’sinin siber zorbalık 
yaşadığı, %10.5’nin başkalarına siber zorbalık yaptığı ve 
%35.2’sinin de siber zorba/mağdur olduğu belirlenmiştir. 
Araştırma sonucuna göre sosyalleşme güçlüğü siber zorba, 
mağdur ve zorba/mağdur olma için risk faktörüdür. Cinsiyet ve 
internet kullanma süresinin siber zorba ve siber zorba/mağdur, 
ailelerin çocuklarının internet kullanımını denetlememesinin siber 
zorba, toplumsal tutum ve negatif duygunun siber zorba/mağdur 
olma için risk faktörü olduğu görülmüştür. 
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Bilgisayar, cep telefonu kullanımının ve internet ulaşımının günümüz ihtiyaçları 
doğrultusunda çok hızlı bir şekilde yaygınlaştığı görülmektedir (Batmaz ve Ayas, 2013). Özellikle 
gençlerin, interneti arkadaş edinmek, arkadaşlıklarını sürdürmek ve böylece sosyal ihtiyaçlarını 
karşılamak amacıyla kullandıkları gözlenmektedir (Bingöl, 2013). Ergenlerin cep telefonuna ve 
bilgisayara sahip olup olmaması, sahip olunan cep telefonunun ve bilgisayarın markası, bu araçların 
teknik özellikleri ile bu teknolojik araçları kullanımları açısından sahip oldukları beceri düzeyleri 
sosyal grup içindeki yerlerini belirleyebilmektedir (Soydaş, 2011). Bilişim ve iletişim teknolojilerinin, 
ergenler için akran kültürünün önemli bir parçası haline gelmesinin yanısıra, iletişimi artırmak ve 
bilgi paylaşımını kolaylaştırarak bilgiye ulaşma olanağını çoğaltmak gibi işlevlere sahip olduğu 
belirtilmektedir (Peker, 2013a). 
 Bilişim ve iletişim teknolojilerinin getirdiği bu kolaylıkların yanında aşırı ve denetimsiz 
kullanımının çeşitli sorunlara yol açtığı görülmektedir. Bu sorunlar; sanal ortamda tanıştığı kişilerle 
yüz yüze buluşmayı, bilişim ve iletişim teknolojilerinin aşırı kullanımından dolayı okul başarısının 
düşmesini, sanal arkadaşlıkları gerçek yaşamdaki sosyal ilişkilere tercih etmeyi, kişisel bilgilerini 
sanal ortamda paylaşma amacıyla kullanmayı içermektedir (Eroğlu, 2014). 
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 Bilişim ve iletişim teknolojinin gelişmesi ve yaygınlaşmasıyla birlikte zorbalık davranışları 
sanal ortama taşınmıştır. Özellikle 2000'li yıllardan sonra sosyal ağların hayatımıza girmesiyle siber 
zorbalık daha da kolay yapılabilir bir hal almıştır.  Siber zorbalık internet ya da diğer dijital iletişim 
teknolojilerinin başkalarına zarar vermek amacıyla kullanılması olarak tanımlanmıştır (Agaston, 
Kowalski ve Limber, 2007; MacDonald ve Roberts-Pittman, 2010; Strom ve Strom, 2005; Willard, 2007; 
Ybarra, 2004). Sanal  ortamda mesaj gönderenin kim olduğunu bilmeden hakaret edici, çirkin mesaj, 
fotoğraf ve videolar almanın siber zorba davranışları yansıttığı ön görülmektedir (Menesini, Nocentini 
ve Calussi, 2011). 
 Siber zorbalıkla ilgili yapılan çalışmalar incelendiğinde bu sorunun günümüzde yaygın bir 
problem haline geldiğini göstermektedir. Williams ve Guerra (2007) yaptıkları araştırmada siber 
zorbalığın görülme sıklığını %9 olarak belirlemiştir. Raskauskas ve Stoltz (2007) öğrencilerin yaklaşık 
%20’sinin siber zorba, %50’sinin siber mağdur olduğunu rapor etmiştir. Ayas (2011) öğrencilerin 
yaklaşık %17'sinin siber zorbalığa maruz kaldığını, %16'sının siber zorbalık yaptığını ortaya 
çıkarmıştır. Mishna ve diğerleri (2010), ortaokul ve lise öğrencilerinin %50’sinin siber zorbalığa maruz 
kaldığını, yaklaşık %34’ünün de online ortamda başkalarına zarar verici davranışlarda bulunduklarını 
saptamıştır. 
 Li (2007) öğrencilerin %15’inin siber zorbalık yaptığını, %25’inin siber zorbalık yaşadığını 
bildirmiştir. Erdur-Baker ve Kavşut (2007) ergenlerin %28’inin siber zorbalık davranışlar sergilediğini, 
%30’unun da siber mağdur olduğunu ifade etmiştir. Wolak, Mitchell ve Finkelhor (2007) öğrencilerin 
%43’ünün siber zorbalık yaşadıklarını bulgulamıştır. Peker (2013b) ortaokul öğrencilerinin %46’sının 
siber zorbalık davranışlar gösterdiğini, %65’inin de siber zorbalığa maruz kaldığını bulmuştur. Ayas 
ve Horzum (2012) öğrencilerin % 12'sinin siber zorba ve % 19'unun siber mağdur olduklarını tespit 
etmiştir. 
 Yapılan araştırmalarda siber zorbalığa uğrayan kişilerde çeşitli psikolojik problemlerin 
görülebileceği belirtilmiştir. Siber mağdurların öfke, üzüntü ve intikam duyguları (Beran ve Li, 2005; 
Katzer, Fetchenhauer ve Belschak, 2009; Yaman ve Peker, 2012), depresif belirtiler (Gamez-Guadix, 
Orue, Smith ve Calvete, 2013; Raskauskas ve Stoltz, 2007), akran ilişkilerinde sorunlar (Wolak ve 
diğerleri, 2007), düşmanlık (Palmer ve Thakordas, 2005) ve hayal kırıklığı (Raskauskas ve Stoltz, 2007) 
yaşadıkları vurgulanmaktadır. Ayrıca siber zorbalığa karışmanın öğrencilerde akademik başarıyı 
düşürme (Li, 2007; Willard, 2007), okula gitmekten korkma (Beran ve Li, 2005), düşük öz-konrolün 
görülmesi (Jang, Song ve Kim, 2014) gibi sorunlara yol açtığı bildirilmektedir. 
 Pozitif ve Negatif Duygu 
Pozitif ve negatif duygu öznel iyi oluşun duygu boyutunu oluşturmaktadır (Chekola, 2007; 
Fave, Brdar, Freire, Vella-Brodrick ve Wissing, 2011). Öznel iyi oluş, pozitif ve negatif duyguları 
yaşama sıklığı ile genel yaşam memnuniyetinin öznel olarak değerlendirilmesi olarak 
tanımlanmaktadır. Öznel iyi oluş kişinin yaşamını bilişsel değerlendirmeleri sonucunda algıladığı 
yaşam memnuniyetidir. Buna ek olarak öznel iyi oluş kişinin stres ve depresyon gibi geleneksel içsel 
problemleri yerine bireyin duygusal deneyimlerini bütün olarak yakalamayı içermektedir (Diener, 
Emmons ve Larsen, 1999).  Öznel iyi oluşu yüksek kişilerin toplumun içinde daha çok yer aldıkları, 
daha uygun evlilikler yaptığı ve dostluklar kurdukları belirtilmiştir (Lyubomirsky, King ve Diener, 
2005). 
Yüksek pozitif duygulanımı olan kişilerin, yüksek enerji, coşku, yaşamlarından ve bir işle 
uğraşmaktan memnun oldukları; negatif duygulanımı yüksek olan kişilerde ise yaşamlarından  
memnun olmadıkları, sinirlilik ve bir işle meşgul olurken zevk alamadıkları rapor edilmiştir (Rey, 
Extremera, Duran ve Ortiz-Tallo, 2013). Birçok çalışma da pozitif olmanın fiziksel sağlık (Pressman ve 
Cohen, 2005), uyum sağlama (Ben-Zur, 2009), genel yaşam doyumunun çeşitli belirleyicilerini içeren 
duygusal işlevsellik (Myers ve Diener, 1995) ile ilişkili olduğu bulunurken; negatif olmanın ise 
depresyon ve stres gibi psikolojik uyumsuzluk belirtileri ile ilişkili olduğu ortaya çıkarılmıştır 
(Watson, Clark ve Carey, 1988).  Pozitif duygunun, kişinin heyecan gibi hoş duyguları yaşama 
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eğilimini gösterirken (Robinson, Solberg, Vargas ve Tamir, 2003) negatif duygunun; üzüntü, kaygı, 
korku, öfke, suçluluk ve küçümseme gibi hoş olmayan duygulardan oluştuğu belirtilmektedir 
(Watson, 1988; Watson ve Pennebaker, 1989).  
Sosyal Medyaya Yönelik Tutum 
 Otrar ve Argın (2013) sosyal medyayı, bireylerin ilgi duyduğu konular hakkında eşzamanlı 
olarak etkileşimde bulundukları, iletişim kurabildikleri, zaman ve mekân kısıtlaması olmadan yazı, 
resim, video gibi paylaşımlarda bulunarak içeriği kendilerinin oluşturduğu internet tabanlı bir ortam 
olarak tanımlamaktadır. Boyd ve Ellison (2007), sosyal ağları; bireylere sınırlandırılmış bir sistemde, 
bireyin tercihine göre açık bir profil oluşturma, iletişimde bulunduğu kişilerin listesini oluşturma 
listelerinde yer alan kişilerin ağdaki diğer kişilerle olan etkileşimlerini izleme şansı veren web tabanlı 
uygulamalar olarak ifade etmektedir.  
Facebook, Twitter, LinkedIn, Myspace, Skyp özellikle gençler tarafından yaygın olarak 
kullanılan sosyal ağ siteleridir.  Facebook kullanıcıları profillerini oluşturmak ve diğer kullanıcılar ile 
"arkadaş" olmasını sağlayan bir sosyal medya platformudur. Arkadaşlar "durum güncellemeleri" ve 
özel mesajlar aracılığıyla iletişim kurma, videolar, resimler ve birbirleri ile bağlantıları paylaşmaları 
mümkündür. Kullanıcılar ayrıca grup oluşturabilir. Benzer şekilde, Twitter kullanıcıları öteki 
"tweeter" ile bağlantı kuran,  kamu ya da özel kişilerle iletişim kurmayı sağlayan bir ağdır. Instagram 
kullanıcılarına resimleri veya 15 saniyeden az olan videoları paylaşmayı sağlar (Bahrani ve Patel, 
2015; Lin, Hoffman ve Borengasser, 2013; Park ve Kim, 2013). 
 Öğrencilerin sosyal ağları öğrenme, gruplar oluşturma ve kendilerini öğretmenlerine karşı 
ifade etmek için kullanabilecekleri vurgulanmaktadır (Koç ve Karabatak, 2011). Sosyal medya 
öğrenciler arasında popüler olan kişilere ulaşma ve başkalarıyla iletişim kurma fırsatı vermektedir 
(Ivester, 2011). Sosyal medyanın olumlu özelliklerine rağmen, zararlı bir şekilde kullanılabileceğide 
bildirilmektedir. Bu zararlı kullanım anlık mesajlaşma, telefon, sohbet (chat) odaları, e-posta, sosyal ağ 
siteleri, bloglar (web günlükleri), forumlar ve web siteleri gibi iletişim araçları kullanılarak 
gerçekleştirildiği (Campfield, 2008; Li, 2005; Yaman, Eroğlu ve Peker, 2011) belirtilmektedir. Bununla 
birlikte sohbet odaları ve sosyal ağların siber zorbalığın en çok görüldüğü ortamlar olarak 
gösterilmektedir (Ayas ve Horzum, 2012). 
Araştırmanın Amacı 
 Hızla yayılan cep telefonu, internet teknolojileri gibi araçlar sosyal yaşamı ve iletişimi farklı 
bir noktaya taşımıştır. Sanal ortamlarda oluşan sosyal ağlar ve sosyal paylaşım ortamları gençlerin 
kendilerini topluma kabul ettirmelerinin yeni bir adresi durumundadır. Sosyal ağlarda aşağılanma, 
küçük düşürülme, dışlanma vb. durumlar gerçek yaşamda olduğundan daha geniş kitlelere anında 
ulaşan davranışlar olarak saldırıya uğrayan bireyleri derinden etkilemektedir (Usta, 2013). Sosyal 
ağlar, bilişim ve iletişim teknolojileri kullanılarak gerçekleştirilen saldırganca davranışlar siber 
zorbalık olarak tanımlanmaktadır.  Siber zorbalığa ilişkin araştırmaların genellikle siber zorba ve 
mağdurların çeşitli değişkenlerle olan ilişkisine odaklandığı görülmektedir. Bununla birlikte ortaokul 
öğrencileri arasında giderek siber zorbalık olaylarının yaygınlaşması (Kowalski ve Limber, 2007; 
Williams ve Guarra, 2007) okul temelli önleyici çalışmaları gündeme getirmiştir.  
 Okul temelli çalışmalara ışık tutması düşünelen bu araştırmada ortaokul öğrencilerinin siber 
zorbalık statülerini yordayan risk etmelerinin belirlenmesi amaçlanmaktadır. Dolayısıyla siber 
zorbalık kategorilerilerini birbirinden ve siber zorbalığa hiçbir biçimde karışmamış bireylerden ayıran 
faktörlerin incelenmesinin kuramsal birikimi arttıracağı ve mücadele programı geliştirme noktasında 
araştırmacılara ve uygulayıcılara rehberlik edeceği söylenebilir. Elde edilen sonuçlar ile özellikle 
ortaokullardaki öğrencilerin siber zorbalık davranışlarına yönelik ayırt edici etmenleri belirlemesi 
açısından okul temelli önlenme çalışmalarına katkı sağlayacağı düşünülmektedir. 





Araştırmada, ortaokul öğrencilerinin sosyo-demografik özellikleri (cinsiyet, sınıf düzeyi, algılanan 
akademik başarı durumu, haftalık internet kullanım süresi ve internet kullanımının ebeveyn tarafından 
denetlenmesi), sosyal medyaya yönelik tutum, pozitif ve negatif duygu ile siber zorbalık ve mağduriyet 
arasındaki yordayıcı ilişkileri incelemek için ilişkisel tarama modeli kullanılmıştır.  
Çalışma Grubu 
Çalışmada öğrencilerin araştırma sürecine dahil edilmesinin ve ulaşılabilirliğinin daha kolay 
olduğu Erzurum kent merkezindeki uygun ortaokullar seçilmiştir. Böylece araştırmanın çalışma grubu 
uygun örneklem yöntemi ile ortaya çıkarılmıştır. Uygun örnekleme sonucu araştırmanın verileri, Erzurum 
il merkezindeki 6., 7. ve 8. sınıflarında okuyan 400 ortaokul öğrencisinden elde edilmiştir. Araştırmaya 
katılan öğrencilerin %30,5'i (n=122) 6. sınıf; %37’si (n=148) 7. sınıf; %32,5’i (n=130) 8. sınıf öğrencisidir. 
Öğrencilerin %49’u (n=196) kız, %51’i ise (n=204) erkektir.  
Veri Toplama Araçları 
Kişisel Bilgi Formu 
Çalışmada katılımcıların sosyo-demografik durumları hakkında bilgi edinmek için bir form 
oluşturulmuştur. Form araştırmacı tarafından geliştirilmiştir. Kişisel bilgi formunda katılımcıların cinsiyet, 
sınıf düzeyi, algılanan akademik başarı durumu, haftalık internet kullanım süresi, internet kullanımının 
ebeveyn tarafından denetlenmesi gibi sosyo-demografik özelliklerine yönelik bilgiler yer almaktadır. 
Revize Edilmiş Siber Zorbalık Envanteri 
Araştırmada öğrencilerin siber zorbalık statülerini tespit etmek için Topçu ve Erdur-Baker (2010)'in 
geliştirilen Revize Edilmiş Siber Zorbalık Envanteri kullanılmıştır. Bu envanter, ölçme özelliğinin 
ortaokuldaki öğrencilere uygun olmasından dolayı seçilmiştir. Envanter siber zorbalık ve siber mağduriyet 
olmak üzere iki paralel formdan ve 28 maddeden oluşmaktadır. Envanterde katılımcıların siber zorbalık ve 
mağduriyet yaşama durumları 4’lü likert tipi derecelendirme kullanılarak ortaya çıkarılmaktadır. 
Envanterin siber zorbalık ve siber mağduriyet formundaki maddelerin tek bir boyutta toplandığı 
saptanmıştır. Siber zorbalık formunun tek boyutlu yapısının uyumlu olup olmadığını test etmek için 
doğrulayıcı faktör analizi yapılmıştır. Analiz sonucunda (GFI=.93, CFI=.93, AGFI= .89 ve RMSEA= .06) 
ölçeğin iyi uyum gösterdiği bulunmuştur. 
Envanterin siber mağduriyet formu için yapılan doğrulayıcı faktör analizi sonucu, tek faktörlü 
yapının doğrulandığını göstermiştir (GFI =.93, CFI=.89, AGFI= .90  ve RMSEA = .06). Envanterinin ölçüt-
bağıntılı geçerliği için geleneksel zorbalık formu ile aralarındaki ilişki incelenmiştir.  Envanterin siber 
zorbalık formu ile geleneksel zorbalık arasındaki ilişkinin .45, siber mağduriyet formu ile arasındaki 
ilişkinin ise .36 olduğu bulunmuştur. Envanterin iç tutarlılık güvenirlik katsayısını belirlemek için cronbach 
alpha yöntemi kullanılmıştır. Siber zorbalık formunun Cronbach Alpha katsayısı .82, siber mağduriyet 
formunun  ise .75 olarak saptanmıştır. Envanterden elde edilen toplam puanların yükselmesi siber zorbalık 
davranışların ve siber zorbalığa maruz kalmanın arttığını göstermektedir. 
Pozitif ve Negatif Duygu Ölçeği 
Araştırmada kullanılan diğer bir ölçekte Pozitif ve Negatif Duygu Ölçeğidir. Bu ölçek öğrencilerin 
hangi duygusal eğilimleri yaşadıklarını kendi bildirimleriyle belirtmeleri için kullanılmıştır. Ölçek öznel iyi 
oluşu belirlemek için Watson, Clark ve Tellegen (1988) tarafından geliştirilmiştir. Ölçek pozitif ve negatif 
duygu olmak üzere iki boyuttan ve 20 maddeden oluşmaktadır. Bu maddelerin 10'u pozitif duyguyu, diğer 
10 maddede negatif duyguyla ilgilidir. Ölçekte 5’li likert tipi derecelendirme kullanılmıştır. Ölçekten 
alınabilecek puanlar her bir boyut için 10 ile 50 arasındadır. Ölçeğin iç tutarlılık (Cronbach Alpha) katsayısı 
pozitif duygu için .88,  negatif duygu için .85 olarak saptanmıştır.  
Gençöz (2000) ölçeği Türkçe'ye uyarlamıştır. Ölçeğin Türkçe'ye uyarlanması sonucunda orijinal 
ölçekte olduğu gibi 10 pozitif ve 10 negatif duygu maddeleri olmak üzere iki faktörlü bir yapı ortaya 
çıkarılmıştır. Negatif duygu için iç tutarlılık katsayısı .86, pozitif duygu için .83 olarak hesaplanmıştır. 
Ölçeğin pozitif duygu formu Beck Depresyon Ölçeği  ile -.48, Beck Anksiyete Ölçeği ile  -.22; negatif duygu 
formunun ise bu iki ölçek ile korelasyon değeri .51 ve .47 olduğu bulunmuştur. 
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Sosyal Medya Tutum Anketi (SMTA) 
Sosyal Medya Tutum Anketi (SMTA)  internet ortamlarında kullanıcıların davranışlarını ve 
tercihlerini ne olduğunu belirlemeye yönelik geliştirilmiştir (Düvenci, 2012). Öğrencilerin sosyal 
medyaya yönelik sosyal davranışlarını belirlemek için bu ölçek kullanılmıştır.  Ölçek 5’li likert tipi 
derecelendirmeye göre değerlendirilmektedir. SMTA’de toplumsal tutum, doyumlar, açık görüşlülük, 
sosyalleşme güçlüğü, bağımlılık, problem endişesi, görüşbildirme, içselleştirme ve çabasız bilgi 
maddeleri olmak üzere toplam 9 boyut ve 47 madde içermektedir. Bu çalışma da toplumsal tutum, 
sosyalleşme güçlendirme ve bağımlılık boyutları kullanılmıştır. Ölçeğin iç tutarlılık (Cronbach Alpha) 
katsayısı toplumsal tutum, sosyalleşme güçlüğü ve bağımlılık boyutları için sırasıyla .79, .75 ve .79 
olarak belirlenmiştir. Ölçeğin bütünü için  iç tutarlılık katsayısının .90 olduğu saptanmıştır.  
Verilerin Analizi 
Araştırmada yer alan ölçeklerin uygulanabilmesi için öncelikle Erzurum Valiliği’ne ve İl Milli 
Eğitim Müdürlüğü’ne izin almak için başvurulmuştur. Alınan yasal izin sonucunda araştırmada yer 
alan ölçeklerin uygulanması için okul yönetimiyle görüşülerek bir planlama yapılmış ve bu planlama 
neticesinde uygulama gerçekleştirilmiştir. Ölçeklerin uygulanmasında gönüllülük esasına dikkat 
edilmiş ve öğrencilere araştırmanın amacı hakkında bilgi verilerek ölçeklerin nasıl dolduracakları  
anlatılmıştır. Bununla birlikte öğrencilere araştırma verilerinin gizli tutulacağı ve sadece araştırmacı 
tarafından kullanılacağı belirtilmiştir. Veri toplama araçları tek bir ders saatinde araştırmacı 
tarafından öğrencilere uygulanmıştır. 
Verilerin analizinde sosyo-demografik (cinsiyet, sınıf düzeyi, algılanan akademik başarı 
durumu, haftalık internet kullanım süresi, internet kullanımının ebeveyn tarafından denetlenmesi) 
değişkenlerin, sosyal medyaya yönelik tutumun, pozitif ve negatif duygunun siber zorba, mağdur ve 
zorba/mağdurları birbirinden ve siber zorbalığa hiçbir biçimde karışmamış bireylerden ayırmada 
istatistiksel açıdan anlamlı rol oynayıp oynamadığı çok kategorili isimsel lojistik regresyon analizi 
kullanılarak (multinominal lojistik regresyon analizi) incelenmiştir.  
            Verilerin analizinde öncelikle cinsiyet, sınıf düzeyi, algılanan akademik başarı durumu, 
internet kullanma süresi ve internet kullanımının ebeveyn tarafından kontrol edilmesi dummy 
değişkeni olarak adlandırılan yeni yapay bir değişkene dönüştürülmüştür. Daha sonra bu yapay 
değişkenler diğer değişkenlerle birlikte analize dahil edilmiştir. Cinsiyet ile ilgili dummy değişkenin 
oluşturulmasında “erkekler”, sınıf düzeyi ile ilgili dummy değişkenin oluşturulmasında “8. sınıflar”, 
algılanan akademik başarı ile ilgili dummy değişkenin oluşturulmasında “orta düzeyde başarılı 
olanlar”, internet kullanım süresi ile ilgili dummy değişkeninin oluşturulmasında haftalık ortalama 
internet kullanımı “8 saat ve üzeri” olanlar, internet kullanımının ebeveyn tarafından kontrol edilmesi 
ile ilgili dummy değişkenin oluşturulmasında “hayır”  referans değişken olarak kodlanmıştır. 
Analizler SPSS 22.00 programı aracılığıyla gerçekleştirilmiştir. 




Cinsiyet ve okul türüne göre siber zorbalık statülerine ilişkin bilgiler Tablo 1’de sunulmuştur.   
Tablo 1. Cinsiyet ve Okul Türüne Göre Siber Zorbalık Statülerinin Frekansları 
Siber zorbalık statüleri 
 Cinsiyet Sınıf 
% Toplam % Kız % Erkek % 6.sınıf % 7.sınıf % 8.sınıf 
Siber zorbalığa karışmamış 37.3  23.75  13.5  9.5 16.75 11 
Siber mağdur 17  9  8 2.25 8.5 6.25 
Siber zorba 10.5  3.25  7.25 1.75 6.25 2.5 
Siber zorba/mağdur 35.2 13 22.25 5.25 15.25 14.75 
Tablo 1 incelendiğinde öğrencilerin yaklaşık %37’sinin siber zorbalığa karışmadığı, %17’sinin 
siber zorbalığa maruz kaldığı, %10.5’nin başkalarına siber zorbalık yaptığı ve yaklaşık %35’nin de 
siber zorba/mağdur olduğu saptanmıştır. Cinsiyete göre siber zorbalık statülerine bakıldığında, erkek 
öğrencilerin kızlardan hem daha fazla siber zorbalık yaptığı hem de daha fazla siber zorba/mağdur 
olduğu, kızlarında erkeklere göre daha fazla siber zorbalığa maruz kaldığı tespit edilmiştir. Sınıf 
düzeyine göre siber zorbalık statülerine bakıldığında, 7. sınıfta öğrenim gören öğrencilerin diğer 
sınıftaki öğrencilere göre daha fazla siber zorbalık davranışlarına karıştıkları görülmektedir.  
Çok Kategorili İsimsel Lojistik Regresyon Analizi 
Siber zorba, mağdur ve zorba/mağdur olmaya ilişkin risk faktörlerini belirlemek amacıyla çok 
kategorili isimsel lojistik regresyon analizi (multinominal lojistik regresyon analizi) yapılmıştır. Diğer 
bir deyişle bu aşamada siber zorba, mağdur ve zorba/mağdurları birbirinden ve siber zorbalığa hiçbir 
biçimde karışmamış bireylerden ayıran etmenlerin incelenmesi amaçlanmıştır. Bu süreçte bağımsız 
değişkenler olarak cinsiyet, sınıf düzeyi, haftalık internet kullanma süresi, algılanan akademik başarı,  
ebeveynin internet kullanımını denetlemesi, sosyal medyaya yönelik tutum, pozitif ve negatif duygu 
alınmıştır.  
Bağımlı değişken olan siber zorbalık kategorileri (siber zorba, siber mağdur, siber 
zorba/mağdur) ile ilişkili olabileceği düşünülen olası değişkenlerin tek değişkenli lojistik regresyon 
analizi sonuçları Tablo 2’de gösterilmiştir. Çok kategorili isimsel lojistik regresyon analizinde referans 
değişkeni olarak “ne siber zorbalık yapan ne siber zorbalığa maruz kalan” grup alınmıştır. Çok 
kategorili isimsel lojistik regresyon analizinin test edilmesi sürecinde model tahmin edilmiş, öncelikle 
tahmin edilen modelin uyum bilgisi ile ilgili bulgular Tablo 2’de gösterilmiştir. 
Tablo 2. Model Uyum Bilgisi, Uyum İyiliği ve Pseudo R2 
Modelin Uyum Bilgisi Pseudo R2 
Model -2Log Olabilirlik χ2 sd p Cox and Snell .31 
Sabit Terimli 1.01    Nagelkerke .34 
Doymuş 870.76 147.87 45 .00   
Tablo 2 incelendiğinde modelin istatiksel açıdan anlamlı olduğu gözlenmektedir. Nagelkerke 
R2 istatistiğinin %34 olduğu belirlenmiştir. Bu istatistik, bağımlı değişken ile bağımsız değişkenler 
arasında %34’lük bir ilişki olduğunu göstermiştir. Lojistik regresyon analizinde modelde yer alan bir 
bağımsız değişkenin anlamlılığını ölçmek için olabilirlik oran testinden yararlanılmaktadır. Olabilirlik 
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Tablo 3.Tahmin Edilen Modele İlişkin Olabilirlik Oran Testleri 
Etki -2Log Olabilirlik χ2 sd p 
Sabit 871.28 ,520 3 .915 
Toplumsal tutum 879.35 8.598 3 .035 
Sosyalleşme güçlüğü 887.70 16.945 3 .001 
Bağımlılık 873.72 2.965 3 .397 
Pozitif duygu 874.03 3.273 3 .351 
Negatif duygu 881.61 10.857 3 .013 
Cinsiyet 892.31 21.553 3 .000 
6.Sınıf 1 875.37 4.616 3 .202 
7.Sınıf 2 876.59 5.832 3 .120 
Akademik başarı 873.89 3.135 3 .371 
İnternet kullanma süresi 883.88 13.127 3 .004 
İnternet kullanımını sürekli denetleme 3 873.55 2.798 3 .424 
İnternet kullanımını bazen denetleme 4 880.14 9.382 3 .025 
1 Bu analizde  6. sınıflar 1; 7 ve 8.sınıflar 0 şeklinde kodlanmıştır. 
2 Bu analizde  7. sınıflar 1; 6 ve 8.sınıflar 0 şeklinde kodlanmıştır. 
3 Bu analizde internet kullanımının ebeveyn tarafından sürekli  kontrol edilmesi evet=1, hayır ve bazen= 0 şeklinde 
kodlanmıştır. 
4 Bu analizde internet kullanımının ebeveyn tarafından bazen kontrol edilmesi bazen= 1; hayır ve evet=0, şeklinde kodlanmıştır. 
Olabilirlik oran testi sonucunda sosyal medyaya yönelik toplumsal tutum ve sosyalleşme 
güçlüğü alt boyutları, negatif duygu, cinsiyet, haftalık internet kullanma süresi, ebeveynin internet 
kullanımını bazen denetlemesi değişkenlerinin istatistiksel açıdan anlamlı olduğu belirlenmiştir. 
 İstatistiksel olarak anlamlı olduğu belirlenen değişkenlerle kurulan çok kategorili isimsel 
lojistik regresyon analizinin (multinominal lojistik regresyon analizi) test edilmesi sürecinde model 
tahmin edilmiş, öncelikle tahmin edilen modelin uyum bilgisi ile ilgili bulgular Tablo 4’de 
gösterilmiştir. 
Tablo 4. Çok Kategorili İsimsel Lojistik Regresyon Analizi Sonuçları * 
Değişken 
Siber Zorba Siber Mağdur Siber Zorba/Mağdur 
β Wald Exp (β) β Wald Exp (β) β Wald Exp (β) 
Cinsiyet 1 -1.33 .070 .27 ** -.38 1.34 .68 -1.17 15.87 .31 ** 
İnternet Kullanma Süresi 2 -1.75 5.61 .17 ** -1.37 3.67 .25 -1.95 9.06 .14 ** 
İnternet Kullanımını 
Bazen Denetleme 3 
-1.41 6.19 .25 ** -.15 .116 .86 
.179 .21 1.20 
Toplumsal Tutum -.054 1.15 .95 -.065 2.43 .94 -.11 8.11 .90 ** 
Sosyalleşme Güçlüğü .15 4.51 1.16 ** .17 8.40 1.19 ** .198 14.07 1.22 ** 
Negatif Duygu .03 .88 1.03 -.004 .019 1.0 .064 7.96 1.07 ** 
* Bu analizde referans alınan grup ne siber zorbalık yapan ne siber zorbalığa maruz kalan kişilerdir. 
** p <.05 
1 Bu analizde  cinsiyet açısından erkekler referans değişken olarak alınmıştır. 
2 Bu analizde haftada 8 saat ve üzeri internet kullananlar referans değişken olarak alınmıştır. 
3 Bu analizde ebeveynin internet kullanımını denetlememesi referans değişken olarak alınmıştır. 
Tablo 4 incelendiğinde erkek olmanın, interneti haftada 8 saat ve üzeri kullanmanın, internet 
kullanımının ebeveyn tarafından denetlenmemesinin ve sosyalleşme güçlüğünün siber zorba olma 
olasılığını arttırdığı görülmüştür. Siber mağdur olma olasılığını artıran değişkenin ise sosyalleşme 
güçlüğü olduğu saptanmıştır. Siber zorba/mağdur olma olasılığını; erkek olmanın, interneti haftada 8 
saat ve üzeri kullanmanın, sosyalleşme güçlüğünün ve negatif duygunun arttırdığı; toplumsal tutum 
değişkeninin ise azalttığı belirlenmiştir. 
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Tartışma, Sonuç ve Öneriler 
Siber Zorbalık Statüleri ve Cinsiyet 
 Araştırmadan elde edilen sonuçlar siber zorba ve siber zorba/mağdurların cinsiyet açısından 
siber mağdur olma ve siber zorbalığa hiçbir biçimde karışmamış bireylerden farklılaştığını 
göstermiştir. Diğer bir deyişle erkeklerin siber zorba ve siber zorba/mağdur olma açısından kızlara 
göre daha çok risk altında olduğu söylenebilir. Bu sonuç erkeklerin kızlara göre daha fazla siber 
zorbalık yaptıklarını (Arıcak ve diğerleri, 2008; Eroğlu, 2014; Erdur-Baker ve Kavşut, 2007; Katzer ve 
diğerleri, 2009; Peker, Eroğlu ve Ada, 2012; Vandebosch ve VanCleemput, 2009; Williams ve Guerra, 
2007), gösteren araştırma sonuçlarıyla tutarlılık göstermektedir. Bu bulgu kızların erkeklerden daha 
fazla siber zorbalık yaptıklarını (Eroğlu, Aktepe, Akbaba, Işık ve Özkorumak, 2015; Hinduja ve 
Patchin, 2010; Pornari ve Wood, 2010; Wolak ve diğerleri, 2007) ve cinsiyet ile siber zorbalık arasında 
hiçbir farklılık olmadığını ortaya çıkaran (Hinduja ve Patchin, 2008; Smith ve diğerleri, 2008; Topçu, 
Erdur-Baker, Çapa-Aydın, 2008) araştırma sonuçlarıyla farklılaşmaktadır.  
 Akbulut ve Erişti (2011)’ye göre sosyalleşme sürecinde kız çocuklarından kurallara uyması 
erkek çocuklarına göre daha fazla beklenmekte ve erkek çocuklarının saldırganca davranışlarına 
hoşgörüyle yaklaşılmaktadır. Yapılan araştırmalarda (Balkıs, Duru ve Buluş, 2005; Özcebe ve 
diğerleri, 2006;  Pişkin, 2006) erkek öğrencilerin şiddete ilişkin davranışlarının kız öğrencilere göre 
daha olumlu olduğunun saptanması bu yorumu dolaylı olarak desteklemektedir. Bununla birlikte 
boyun eğici erkeklerin daha çok siber zorbalık yaptığının bulunması gerçek yaşamda saldırganlık 
beklentisini karşılayamayan erkeklerin sanal ortamda bu beklentiyi karşılayacak davranışlar gösterme 
çabası içine girdikleri şeklinde yorumlanabilir (Peker, Eroğlu ve Çitemel, 2012). 
Ayrıca empati düzeyleri yüksek olan kızların daha az siber zorbalık yaptıkları, empati düzeyi 
düşük olan erkeklerin ise daha sık siber zorbalık yaptıkları rapor edilmiştir (Topçu, 2008). Erkeklerin 
sosyalleşme çabalarında amaca yönelik ve özerk davranışlar gösterme ön plandayken, kızların ise 
kendini pozitif anlamda teşvik edecek şekilde empatik bağlantı kuracak davranışlar gösterme 
eğilimindedirler. Kızların ve erkeklerin gerçek yaşamlarındaki ilişkilerdeki bu vurgu saldırgan 
davranışların gösterilmesine aracılık etmektedir (Letendre, 2007).   
 Çatışma ya da anlaşmazlık olduğunda kızlar değer verdiği ilişkileri kaybetme korkusu 
yaşaması onların benliğini tehdit etmektedir. Sosyal normlar, kızların doğrudan saldırgan tepkilerini 
göstermelerini kısıtlayabilmektedir. Bundan dolayı kızlar kızgınlıklarını, öfkelerini ve hayal 
kırıklıklarını farklı bir şekilde yönetmeleri gerekmektedir. Bunu da sanal ortamdaki ilişkilerinde 
dolaylı olarak yansıtmaktadırlar (Letendre, 2007). Siber zorbalığın hem ilişkisel (söylenti çıkarma gibi, 
akranlarını dışlama) hem de doğrudan zorbalık (tehdit etme, lakap takma gibi, zarar verme) 
unsurlarını içermesine bağlı olarak sanal ortamda kızların ilişkisel zorbalık erkeklerin de doğrudan 
zorbalık davranışlarda bulunabilecekleri söylenebilir (Wade ve Beran, 2011). Nitekim dolaylı ve 
fiziksel saldırganlık puanlarının siber zorbalığı anlamlı düzeyde yordaması (Peker, 2015) bu sonuçla 
örtüşmektedir. 
Bu araştırmada kullanılan siber zorbalık envanterinin tek boyutlu olması sanal ortamdaki 
cinsiyet farklılıklarına göre hangi zorbalık davranışların gösterildiğinin belirlenememesinin nedeni 
olarak açıklanabilir. Bununla birlikte bilişim ve iletişim teknolojileri diğerleriyle iletişim kurmada 
fiziksel özelliklerin nasıl algılandığı ve değerlendirildiği endişesinden bağımsız olarak iletişimin 
sürdürülmesine fırsat sunmaktadır. Bu da erkeklerin sanal ortamdaki ilişkilerini kurmak ve 
sürdürmede sorunlar yaşamasına yol açabilmektedir. 
Siber Zorbalık Statüleri ve İnternet Kullanma Süresi 
Bu araştırmada haftalık internet kullanma süresinin siber zorba ve zorba/mağdurları; siber 
mağdurlardan ve siber zorbalığa hiçbir biçimde karışmamış bireylerden anlamlı biçimde ayırdığı 
görülmüştür. Diğer bir deyişle haftalık internet kullanma süresi arttıkça siber zorba ve zorba/mağdur 
olma olasılığı artmaktadır. Bu sonuç, Ybarra ve Mitchell (2004a)’in zorba/mağdurların interneti günde 
üç saatten daha fazla kullandıklarını belirlediği araştırma sonucuyla örtüşmektedir. Didden ve 
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diğerleri (2009) internette çok fazla zaman harcayan ergenlerin teknoloji konusunda uzmanlaştığını ve 
internette çok fazla zaman harcadığı için siber zorba olma olasılığının daha yüksek olduğunu 
belirtmiştir. 
Li (2005) yaptığı çalışmada internet kullanım oranı ile siber zorbalık yapma arasında bir ilişki 
olduğunu belirlerken; siber mağduriyet ile internet kullanım oranı arasında anlamlı bir ilişkinin 
olmadığını ortaya koyması bu araştırma sonucuyla benzerlik göstermektedir. İnternet kullananların 
kullanmayanlardan daha fazla zorbalıkla karşılaştıklarının ortaya çıkartılması bu araştırma sonucunu 
destekler niteliktedir (Serin, 2012). Yine benzer bir araştırmada internet bağımlılığının erkek 
öğrencilerin siber zorba/mağdur olma olasılığını artırdığının belirlenmesi bu sonucu desteklemektedir 
(Peker ve Eroğlu, 2010). 
İnterneti her gün kullanan öğrencilerin siber zorbalık ve mağdur olma düzeylerinin interneti 
daha az kullanan öğrencilere göre daha yüksek olması (Eroğlu, 2014; Ybarra ve Mitchell, 2004b); bilgi 
ve iletişim araçlarını sık kullanmanın siber zorbalık deneyimini yordadığının belirtilmesi (Topçu, 
2008) bu bulguyla tutarlılık göstermektedir. Günde 3 saatten daha fazla sosyal paylaşım sitelerini 
kullanan öğrencilerin siber zorbalık davranışlar gösterdiklerinin bulunması bu araştırma sonucuyla 
aynı doğrultudadır (Eroğlu ve diğerleri, 2015). Benzer bir araştırmada Facebook’un en çok siber 
zorbalık yapılan sosyal paylaşım sitelerinin başında olduğunun ortaya çıkarılması (Özdemir ve Akar, 
2011) bu yorumu destekler görünmektedir. Dolayısıyla sosyal medyanın siber zorbalık davranışlar 
için bir ortam sağladığı söylenebilir. 
Sosyal medya sitelerinde daha sık vakit geçiren kişiler, paylaşımları daha fazla takip etmekte, 
her türlü paylaşımdan haberdar olmakta ve önce paylaşılan, daha sonra silinen paylaşımlardan bile 
haberdar olarak, silinen paylaşımın muhabbetini devam ettirmektedir. Aynı şekilde sosyal medya 
sitesinde gördüğü paylaşımları ertesi günlerde okulda da devam ettirerek zorbalık davranışını okula 
taşıyabilmektedir (Ökte, 2014). Mesch (2009), sosyal paylaşım sitelerinin bireylere kimliğini 
gizleyebilme ve kendilerini farklı kimliklerle sunabilme fırsatı vermesinin siber zorbalık davranışların 
gösterilmesine neden olduğunu vurgulamaktadır. Buna göre, sosyal medya sitelerinde sıkça vakit 
geçiren öğrencilerde şiddet eğilimi daha fazla görüldüğü ve bu öğrencilerin arkadaşlarına karşı sanal 
ortamda zorbalık yapmaktan çekinmedikleri ifade edilebilir. 
Siber Zorbalık Statüleri ve Ebeveynlerin İnternet Kullanımını Denetlemesi 
Bu araştırmadan elde edilen bulgular ebeveynlerin internet kullanımını bazen denetlemesinin 
siber zorbaları; siber mağdur, siber zorba/mağdurlardan ve siber zorbalığa hiçbir biçimde dahil 
olmamış bireylerden ayırdığını göstermiştir. Bir diğer ifade ile ebeveynin internet kullanımını bazen 
denetlemesi siber zorbalık yapma olasılığını azalttığı söylenebilir. Bu bulguyu  ebeveyn denetiminin 
siber zorbalık ve mağduriyeti önlemede etkili olduğunu gösteren araştırma sonuçları 
desteklemektedir (Aoyama, Utsumi ve Hasegawa, 2012; Wade ve Beran, 2011; Wang, Ianotti ve 
Nansel, 2009). 
Bu araştırma sonucu yetersiz ebeveyn denetiminin bireylerin diğer kişilere siber zorbalık 
davranışta bulunma olasılığını fazlalaştırdığını (Ybarrra, Espelage ve Mitchell, 2007; Ybarra ve 
Mitchell, 2004b) bildiren araştırma sonuçları ile örtüşmektedir. Yine benzer bir çalışmada 
ebeveynlerin çocuklarının bilişim ve iletişim teknolojilerini bazen denetlemesinin siber zorbalığı 
azalttığı, buna karşılık çok fazla denetlemenin ise siber zorbalığı önlemediği ortaya çıkarılmıştır 
(Mesch, 2009).  Anne  ve babaların internet kullanımını denetlemesinin çocuklarda siber zorbalık 
davranışları azaltılacağının bulunması bu araştırma sonucuyla aynı doğrultudadır (Akbaba ve Eroğlu, 
2013). Ebeveynlerin koydukları kuralları denetlememesi siber zorbalığın önlenememesinin nedenleri 
arasında gösterilmektedir (Rosen, 2007). Dolayısıyla ebeveynin denetimimin içeriği önem 
taşımaktadır. Nitekim, Wade ve Beran (2011) etkili bir ebeveyn denetiminin çocukla internet 
etkinlikleri konusunda konuşmayı ve çocuğun internette gezindiği sitelerin kontrol edilmesini 
içerdiğini belirtmektedir. 
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Ebeveynin denetimimin yanısıra çocuğuna olan tutumu da siber zorbalık statülerini 
etkileyebilmektedir. Ailelerin güvenli internet kullanımı konusunda hangi yöntemi kullandıklarını 
belirlemeye yönelik yapılan çalışmalarda, araştırmacılar olumlu ebeveyn stilinin güvenli internet 
kullanımı için daha teşvik edici olduğunu bulmuştur. Bu sonuçta ailelerin çocuklarını izlemeleri ve 
onlara yönelik olumlu tutumları çocukların online/çevrimiçi saldırgan olma olasılığını azaltmada 
önemli bir rol oynadığını göstermektedir (Ybarra ve Mitchell, 2004b). 
Ebeveynlerin sanal ortamın çekiciliğine kapılan gençleri bekleyen muhtemel risklerden 
bahsetmesi onların siber zorbalığa uğrama riskini azaltabilir. Sosyal ağ sitelerinin kullanımı aileler 
tarafından güvenli olarak düşünülebilir. Ancak gençler kimliklerini gizleyerek sanal ortamda 
kendilerine ya da başkalarına zarar verecek etkinliklerde bulunabilirler. Ailelerin filtreleme yazılım 
programları kullanmaya başlamaları önleyici tedbirler arasında gösterilmektedir (İnan, 2014; Mesch, 
2009; Mitchell, Finkelhor ve Wolak, 2005).  Diğer önleyici tedbirler arasında bilgisayarı oturma 
odasına koyma, çocuğunun internette girebileceği sayfaları ve siteleri belirleme, internet kullanımında 
zaman belirleme, çocuğunun girdiği siteleri düzenli olarak kontrol etme olarak bildirilmiştir (Dehue, 
Bolman ve Völlink, 2008; Mesch, 2009). 
Gençlerin evden ziyada okul, kütüphane ve diğer yerlerden siber zorbalıkla 
karşılaşabileceklerinin bildirilmesi ne yazılım programları ne de ailelerin internet kullanımı ile ilgili 
kurallarının bu zararları davranışları engellemede yeterli olmamasını sağlamaktadır. Gençlerin daha 
bağımsız davranma ve daha fazla gizlilik talepleri de internetin zararlı faaliyetlerini içeren 
davranışlarla karşılaşma olasılığını artırabilmektedir (Ybarra ve Mitchell, 2004b). Bu doğrultuda 
ebeveynin denetimi, alacağı önleyici tedbirler ve çocuklarına olan tutumları son derece önemli bir rol 
oynamaktadır. Ebeveynelerin çocuklarıyla kuracakları ilişkinin niteliği onların sanal ortamdaki 
davranışlarını nasıl olabileceğini belirleyebilmektedir. Bununla birlikte çocukların ve gençlerin bilinçli 
olarak bilişim ve iletişim teknolojilerini kullanmaları onların siber zorbalık davranışlara dahil olma 
durumlarını azaltacağı söylenebilir. Dolayısıyla sadece aileler değil gençlerinde çevrimiçi güvenliği 
sağlama konusunda sorumluluk alması gerekmektedir.  
Siber Zorbalık Statüleri ve Toplumsal Tutum 
Araştırma sonucuna göre sosyal medyaya yönelik toplumsal tutum, siber zorba/mağdurları; 
siber zorba, siber mağdur ve siber zorbalığa hiçbir biçimde karışmamış kişilerden ayırmaktadır. 
Araştırmadan elde edilen bu bulgu sosyal medyaya yönelik toplumsal tutum puanı azalan 
öğrencilerin siber zorba/mağdur olma açısından risk altında olduğu şeklinde yorumlanabilir. Sosyal 
ağların gençlerin kendilerini ifade etmesini ve rahat hissetmesini sağlaması (Hieftje, 2009), sosyal 
ağların cazip ortamları barındırabilmesi, kolay erişimin ve paylaşımın olması gibi özelliklerinin 
olması (Johnson, 2001) bireylerin davranışlarında değişim meydana getirebilmektedir. Ayrıca bilişim 
ve iletişim teknolojilerinin kişilerin iletişim kurma ve sürdürmesini sağlayarak hem arkadaşlarıyla 
güzel vakit geçirmesini sağlaması hem de arkadaşlık ilişkilerini geliştirmesine yardımcı olması bu 
teknolojik araçların kullananların davranışlarında değişime neden olabilmektedir.  
Bilişim ve iletişim teknolojilerinin ilerlemesi sonucunda internetin bireylere  farklı sosyalleşme 
alanı sağladığı, bu ilerlemenin sonucunda bireylerin günlük hayatlarındaki sorunları internete 
taşımalarına ve problemlerin çözümlerini yine internette arama yolluna gitmelerine neden olduğu 
bildirilmektedir (Düvenci, 2012). Dolayısıyla bu teknolojik araçları yoğun bir şekilde kullanan 
ergenlerin sanal ortamla ilgili olumsuz tutumları onların davranışlarınıda etkileyebilmektedir. Sanal 
ortamda bireyler problemlerini çözmeye çalışırken karşı tarafla sorun yaşadığı sorunları teknolojik 
araçları olumsuz bir şekilde kullanarak aşmaya çalışması siber zorbalık yapmasını veya siber zorbalık 
yaşamasını sağlayabilmektedir.  
Sosyal hayatı etkilemeye başlayan sanal ortamlar kendi gerçekliğini oluşturmaya başlayarak 
globalleşen dünyayı daha da küçültmektedir. Bir anlamda internet bireyleri sunduklarıyla ve 
cazibesiyle şekillendirmeye başlayarak toplum hayatının içinde ikinci bir hayata -sanal hayata- 
çekmeye başlamıştır. Toplum hayatı içinde yaşanılanlar normlara, değerlere ve zamana bağlı olarak 
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şekillenirken, sanal ortamlar toplumun bu sahip olduklarından farklı şekilde bireylerin önüne 
çıkmaktadır. Sanal yaşantılar daha çok ihtiyaçlar çerçevesinde kendini göstermektedir (Johnson, 2001).  
Her yerden bilişim ve iletişim teknolojilerine ulaşılabilme ve kimliğini gizleme imkânının 
bulunması, bireyin sanal ortamda kendisini özgür hissetmesine ve  sosyal normlara bağlı olmadan, 
saldırganca davranışları istediği düzeyde gösterebileceği bildirilmektedir (Patchin ve Hinduja, 2006). 
Sosyal normların olmaması sanal ortamda saldırganlık davranışlar gösterilmesine neden olabileceği 
ifade edilmektedir (Peker, 2015). 
Bireylerin kendini daha iyi anlama, kişisel problemlerle başedebilme, bilgi edinme gibi 
ihtiyaçlarının sanal ortamda karşılanabileceğini düşünmesi bilişim ve iletişim teknolojiler ile ilgili 
olumlu bir tutum geliştirmesine yol açabilmektedir. Hatta sanal ortamda birey kendini daha özgür 
hissedebilmektedir. Buna karşın bilişim ve iletişim teknolojilerini kullanırken bir takım sorunlarla 
karşılaşılması, bireyin başkalarıyla çatışma yaşamasına yol açabilmektedir. Bu yeni durumla nasıl baş 
edilebileceğinin bilinememesi kişinin bu teknolojik araçları kullanırken daha saldırgan davranışlar 
göstermesine neden olabilmektedir.  
Özellikle sosyal paylaşım siteleri bireylerin günlük yaşantılarında bir planlama aracı ve 
düzenleyicisi olarak giderek daha çok yer alması, geleneksel yaşantısında bir değişim yaratmaktadır. 
Kişilerin yaşantısında meydana gelen bu değişim geleneksel toplumsal kuralları ile sanal ortamın 
kuralları arasında uyum sorunu yaşamasını neden olmaktadır. Bu süreçte bireylerin sanal ortamda 
daha saldırgan ve başkalarına zarar verici davranışlarda bulunabilecekleri söylenebilir.  
Siber Zorbalık Statüleri ve Sosyalleşme Güçlüğü 
Araştırmanın diğer bir sonucunda sosyal medyaya yönelik sosyalleşme güçlüğü tutumunun 
siber zorba, siber mağdurlar ve siber zorba/mağdurları; siber zorbalığa hiçbir şekilde karışmamış 
bireylerden anlamlı bir biçimde ayırdığı belirlenmiştir. Diğer bir ifade ile sosyalleşme güçlüğü artıkça 
siber zorba, siber mağdur ve siber zorba/mağdur olma olasılığı artmaktadır. Sanal ortamların sosyal 
ağlar oluşturarak başkalarıyla iletişim kurma (Ellison, Steinfield ve Lampe, 2007; Joinson, 2008) ve 
sanal bilgi paylaşımı (Chana ve Dicianno, 2011) gibi olanakları sunması bireylerin sanal ortamda 
sosyalleşmesini sağlamaktadır. Bunun yanısıra ilişkilerle ilgili bilişsel çarpıtmaların siber zorbalığa 
karışma olasılığını artırabileceği belirtilmektedir (Çetin, Peker, Eroğlu ve Çitemel, 2011). 
Sanal ortamda gerçek hayattaki gibi normların olmaması, kimliği gizleyerek sahte profiller 
oluşturma gibi durumlara imkan vermesi bireylerin bilişim ve iletişim teknolojilerini kullanırken 
zararlı davranışları yapmasına ya da bu davranışlara maruz kalmasına neden olabilmektedir. Sosyal 
ilişkileri yeterli olmayan/az olan kişilerin siber zorbalığa dahil olma açısından risk altında olduğunun 
belirtilmesi (Calvete, Orue, Estévez, Villardón ve Padilla, 2010) bu araştırma sonucuyla aynı 
doğrultudadır. Bununla birlikte yalnızlık duygusunun siber mağdur olma için önemli bir risk faktörü 
olduğu (Didden ve diğerleri, 2009) ifade edilmektedir. Yalnızlık duygusunun yanısıra, akran reddi, bir 
depresif duygu durum ve sosyal destek eksikliği siber zorbalığa karışmakla ile ilişkili bulunmuştur 
(Olenik-Shemesh, Heiman ve Eden, 2012; Patchin ve Hinduja, 2010; Schoffstall ve Cohen, 2011; Wright 
ve Li, 2013).  
Araştırmacılar siber zorbalık davranışlara dahil olmanın, özellikle öğrencilerin sosyal 
iletişimini olumsuz etkilediğini, sosyal çevreye uyumu güçleştirdiğini, arkadaşlıklık ilişkilerinde 
sorunlara yol açtığını ön görmüşlerdir (Hinduja ve Patchin, 2008; Willard, 2007). Bilişim ve iletişim 
teknolojilerinin bireylere gerçek hayatta elde edemedikleri sosyalleşme alanı yaratması, kendilerini 
rahat ifade etmelerini sağlaması, statü kazandırması, gündelik hayatta yapamadıkları işleri yapabilme 
fırsatı tanıması, yaşantılarına yön vermesi gibi özelikleri bu teknolojik araçların daha çok 
kullanılmasına neden olmaktadır. Ancak sanal ortamda bireylerin bu beklentilerini karşılamak için 
daha çok zaman harcaması çeşitli sorunlarla karşılaşmasına yol açabilmektedir. 
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Siber Zorbalık Statüleri ve Negatif Duygu 
Bu araştırmada negatif duygunun siber zorba/mağdurları; siber zorba ve siber mağdurlar ile  
siber zorbalığa hiçbir şekilde karışmamış bireylerden anlamlı bir biçimde ayırdığı görülmüştür. Bu 
bulgu negatif duygu artıkça siber zorba/mağdur olma olasılığının arttığı şeklinde değerlendirilebilir. 
Negatif duygu suçluluk, üzüntü, kızgınlık, düşmanlık ve intikam almayı içermektedir. Bu bulgu öfke 
düzeyleri ile mağdur olma ve zorba olma düzeyleri arasında da anlamlı bir ilişki bulunduğunu (Usta, 
2013); siber zorba/mağdurları, siber zorba ve mağdur olmayan kişilerden daha fazla psikiyatrik 
belirtiler gösterdiğini (Arıcak, 2009);  siber zorba ve mağdur olanların, sadece mağdur olanlardan altı 
kat daha fazla duygusal stres yaşadıklarını (Ybarra ve Mitchell, 2004b) saptayan araştırma sonucuyla 
benzerlik gösterirken; öfkenin siber zorbaları; siber mağdurlardan, zorba/mağdurlardan ve siber 
zorbalığa hiçbir biçimde karışmamış bireylerden ayrıldığının belirlendiği (Eroğlu, 2014), araştırma 
sonucuyla farklılaşmaktadır. 
 Araştırmacılar tarafından, siber zorba/mağdurların, zorba ve mağdurlara göre problemli 
davranış gösterme, akran zorbalığı yapma ve depresyon gibi duygusal problemler açısından risk 
grubunda olduğunu belirtilmektedir (Dilmaç, 2009; Flaspohler ve ve diğerleri, 2009; Laftman, Modin 
ve Östberg, 2013, Sourander ve diğerleri, 2010). Teknolojik gelişmelerin yarattığı sosyal değişimler, 
yaşam tarzlarının modernleşmesi, ve kişilerarası ilişkilerin karmaşıklaşması nedeni ile insanlar pek 
çok açıdan etkilenmektedir. Özellikle duygusal açıdan etkilenen insanın bu karmaşık durumlara bağlı 
olarak öfke başta olmak üzere çeşitli negatif duyguları yaşayabilmektedir. Usta (2013), yeni 
gelişmelerin ortaya koyduğu siber ilişkilerin insanların gerçek hayatını olumlu yada olumsuz yönde 
etkilediğini dile getirmektedir. 
  Grigg (2010), siber zorbalık davranışlarının insanları psikolojik açıdan çok olumsuz 
etkilediğini, siber zorbalığa uğrayan kişilerde kaygı, depresyon gibi olumsuz duyguların 
oluşabileceği, siber zorbaların sosyal anlamda yüz yüze yapamayacağı şeyleri sanal ortamda 
isimlerini gizlemek suretiyle yapabildiklerini, bir bakıma gelişmemiş sosyal iletişim becerilerinin siber 
zorbalık davranışlarında etkili olduğunu ifade etmiştir.  Nitekim siber zorbalık yapma nedenlerinin 
arkadaş ortamı, can sıkıntısı, kendine daha önce yapılan davranışa karşılık verme ve intikam duygusu 
olduğunun tespit edilmesi (Raskauskas ve Stoltz, 2007; Yaman ve Peker, 2012) ve siber zorbalık 
davranışlar gösteren bireylerde öfke ve düşmanlık duygusunun yoğun olduğunun belirlenmesi 
(Palmer ve Thakordas, 2005; Pornari ve Wood, 2010) bu bulguyu desteklemektedir.  
  Birçok araştırmada siber zorbalığa dahil olan kişilerin ruh sağlığını etkileyen korku, endişe, 
üzüntü, anksiyete, stres ve depresyon gibi olumsuz duyguların incelendiği görülmektedir. Buna 
karşın siber zorbalık statülerine göre negatif duyguların ayırt edici özelliklerini inceleyen araştırma 
sayısı sınırlıdır. Bu bağlamda siber zorbalıkla ilişkili araştırmalarda siber zorba, siber mağdur, siber 
zorba/mağdur ve siber zorbalığa hiçbir biçimde dahil olmayan bireylere odaklanılmasının daha 
kapsamlı sonuçlar elde edilmesini sağlayacağı söylenebilir. Siber zorbalıkla ilişkili bu tür araştırmalar 
yapılması negatif duyguların siber zorba, mağdur ve zorba/mağdurları ayırmada oynadığı rolün daha 
iyi anlaşılmasını sağlayacaktır. 
Araştırma sonuçları genel olarak değerlendirildiğinde  ortaokul öğrencilerinin siber zorbalık 
kategorilerilerini birbirinden ve siber zorbalığa hiçbir biçimde karışmamış bireylerden ayıran 
faktörlerin olduğu görülmektedir. Bu sonuca göre sosyalleşme güçlüğü siber zorba, mağdur ve 
zorba/mağdur olma için risk faktörüdür. Cinsiyet ve internet kullanma süresinin siber zorba ve siber 
zorba/mağdur, internet kullanımının ebeveynler tarafından denetlenmemesinin siber zorba, 
toplumsal tutum ve negatif duygunun siber zorba/mağdur olma için risk faktörü olduğu 
belirlenmiştir.  
 Ailelerin çocuklarını bilişim ve iletişim teknolojilerini kullanırken izlemeleri ve  onlara yönelik  
demokratik tutumları siber zorbalık davranışları azaltmada önemli bir etkendir. Bununlar birlikte 
ebeveynlerin çocuklarını bilişim ve iletişim teknolojilerini kullanırken karşılaşılabilecek sorunlar 
hakkında bilgilendirmesi çocukların farkındalık kazanmasını sağlayacaktır. Ayrıca anne-babalar 
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çocuklarının sosyal ağ kullanımı dışında kendilerini mutlu hissedecekleri sosyal etkinlikler 
oluşturmalıdır.  Öğrencilerin sanal ortamdaki davranışları şaka ve eğlence olarak görüp normal bir 
davranışmış gibi kabul etmemesi gerekmektedir. Öğrenciler tanımadığı kişilerden gelen e-postları 
açmaması, sosyal paylaşım sitelerindeki ve e-okul işifrelerini başkalarıyla paylaşmaması, 
tanımadıkları kişilerle iletişim kurmaması ve güvenmedikleri sitelerde gezinmemeleri bilişim ve 
iletişim teknolojilerini daha güvenli kullanmalarını sağlayacaktır. 
Öğrencilerin, internette zamanlarının çoğunu sosyal medya araçlarında geçirdiği 
düşünüldüğünde, öğrencilere sosyal medya sitelerinin güvenli ve etkin kullanımı üzerine eğitimler 
verilebilir. Öğrencilerin siber zorbalık davranışlarını azaltmak için okullardaki bilgisayar öğretmeni 
ile psikolojik danışmanların velilere ve öğrencilere yönelik bilişim ve iletişim teknolojilerinin sağlıklı 
ve doğru kullanılması konusunda bilgilendirici çalışmalar yapabilirler. Ayrıca bilişim ve iletişim 
teknolojilerini kullanırken yaşayabilecekleri olumsuz durumlar karşısında nasıl davranmaları 
gerektiği konusunda seminerler verebilirler. 
Ortaokul öğrencilerinin siber zorbalık statülerini yordayan risk faktörlerini belirlemede 
önemli  ipuçları sunan bu çalışmanın bazı sınırlılıkları bulunmaktadır.  Araştırmada öğrencilerin siber 
zorbalık statülerini belirlemek için sosyal medyaya yönelik tutum, pozitif ve negatif duygu 
değişkenleri kullanılmıştır. İleriki çalışmalarda farklı değişkenler de ele alınarak araştırmanın 
tekrarlanması, çalışmanın sonuçlarını güçlendirecektir. Araştırmada kullanılan siber zorbalık 
envanteri tek boyutlu bir özelliğe sahiptir. Siber zorbalıkla ilgili alt boyutları olan ölçek kullanılarak 
daha ayırt edici bulgulara ulaşılabilir. Diğer bir sınırlılık ise çalışmanın ortaokulda öğrenim gören 
öğrenciler üzerinde gerçekleştirilmiş olmasıdır. Bundan sonra gerçekleştirilecek çalışmalarda, farklı 
eğitim kademelerinde  öğrenim gören öğrenciler üzerinde yürütülebilir. Son olarak, sosyal medyaya 
yönelik tutum, bu araştırmada sadece toplumsal tutum, sosyalleşme güçlüğü ve bağımlılık boyutları 
ile incelenmiştir.  İleride yapılacak olan çalışmalarda, diğer faktörlerin siber  zorbalıkla ilgili statüleri 
üzerindeki bağımsız etkileri araştırılabilir. Araştırma sonuçları bu sınırlılıklar kapsamında 
değerlendirilmelidir.  
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