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1.- Introducció 
 
El projecte “Gestió d’Incidències i Recursos del Departament d’Informàtica” està orientat a 
satisfer les necessitats de qualsevol Departament d’Informàtica que vulgui dur un control dels seus 
equipaments i de les incidències generades en els equips a través dels usuaris que els utilitzin. 
Aquesta aplicació permet dur un control dels usuaris de la empresa, dins d’aquest apartat es 
podran consultar els diferents usuaris d’autenticació dels que disposin els usuaris per a les diferents 
aplicacions utilitzades en l’empresa. 
També es podrà gestionar l’equipament informàtic de l’empresa i es podrà assignar a un usuari i 
ubicació. Gracies a que tenim els equips assignats a usuaris podrem gestionar les incidències que usuari i 
equipament tinguin. Això es una forma de que tota incidència quedi registrada i no passi per alt i també 
ens servirà per a poder dur un control i veure on es generen les principals incidències i poder dur a terme 
les actuacions necessàries. L’administrador es notificat de quan s’obre una incidència per correu 
electrònic, una forma ràpida si ho comparem amb el telèfon. 
 L’aplicació te dos formes de treballar segons l’usuari que s’autentifica a l’aplicació,  hi ha dos 
opcions, si ho fa un usuari o ho fa un administrador. 
 Si es valida un usuari aquest només podrà accedir a la informació del seu equipament i podrà 
obrir incidències de forma ràpida. Aquestes incidències les haurà d’analitzar l’administrador de sistemes i 
l’administrador decidirà si l’ incidència es pot considerar com a tal i llavors es realitzaran les tasques 
necessàries per a solucionar-la. L’usuari només tindrà accés a les incidències generades per ell. 
 Si es valida un administrador aquest podrà gestionar tot l’equipament i podrà gestionar totes les 
incidències de l’empresa. 
 L’aplicació està realitzada amb llenguatge HTML, PHP y la base de dades funciona sobre un 
servidor MySQL. S’han estudiat diferents possibilitat sobre l’entorn en el que pot funcionar l’aplicació 
depenent dels sistemes dels quals disposi l’empresa intentant sempre reduir el cost de funcionament. 
Funciona des de plataformes Linux fins a plataformes Microsoft, i pot utilitzar diferents servidors WEB. 
Fins i tot s’ha estudiat la possibilitat de fer-ho funcionar amb plataformes virtuals que sens dubte es una 
de les tecnologies que estan emergent en força actualment. 
 En definitiva l’aplicació intenta facilitar la feina als administradors de sistemes per tal de tenir tot 
el seu equipament i les incidències generades registrats de tal forma que sigui fàcil poder realitzar les 
tasques de manteniment i poder fer un anàlisi de les incidències generades. 
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1.- Llenguatges utilitzats 
• HTML 
• PHP 
• SQL 
 
1.1.- HTML 
1.1.1.- Introducció 
 HTML és un llenguatge de marcat que deriva de l'SGML dissenyat per estructurar textos i 
relacionar-los en forma d'hipertext. Gràcies a Internet i als navegadors web, s'ha convertit en un dels 
formats més populars que existeixen per a la construcció de documents. 
 El llenguatge HTML (Hyper Text Markup Language) es basa en l’ús d’etiquetes també 
denominades marques o comandes (tags). Aquestes etiquetes son fragments de text delimitades per els 
símbols menor que (<) i major que (>). Bàsicament, aquestes etiquetes indiquen al navegador la forma de 
representar els elements (text, gràfics, etc...) que conté el documents. 
 Existeix normalment una etiqueta d’inici <TAG> i una altra de final </TAG>, si ve algunes 
comandes només disposen de les d’inici. En qualsevol cas tots els elements situats entre etiquetes a partir 
de la d’inici, són afectats per el TAG utilitzat. 
 Les etiquetes mal escrites o desconegudes son ignorades pel navegador. 
 
1.1.2.-Historia del HTML 
En el seu origen, l'HTML era un llenguatge dissenyat per compartir informació científica entre 
científics de tot el món. Era purament un llenguatge estructural, en què no hi havia forma de descriure 
l'aparença de les pàgines (ni tan sols la possibilitat de posar un text en negreta o cursiva). Més endavant 
s'hi van afegir nombroses opcions per formatar i presentar text i gràfics. 
A mitjans de la dècada de 1990 van començar les ampliacions de l'HTML per aconseguir la 
presentació desitjada, però sempre des de diferents perspectives de diferents desenvolupadors, que van 
acabar amb diverses solucions no estàndards per a diferents navegadors. Això va provocar l'aparició d'un 
consorci que controla l'evolució de l'HTML: el W3C (World Wide Web Consortium). 
Aquesta evolució tenia un punt_clau: la separació del contingut i l'aparença. Amb la versió 4 de 
l'HTML es recomanava un altre mecanisme per controlar la visualització del nostre contingut HTML: els 
fulls d'estil (CSS: Cascading Style Sheets). 
El W3C recomana l'ús de l'XHTML, que manté la mateixa sintaxi i els mateixos mecanismes que 
l'HTML, però reformulat amb les normes d'un XML, preparant-se així per aprofitar les avantatges 
d'aquest llenguatge. 
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Per altra banda el WHATWG —grup de treball composat per la Fundació Mozilla i Opera Inc.— 
estan plantejant una especificació per un HTML 5 estenent l'HTML 4.01 i el <abbr title="Document 
Object Model">DOM</abbr>. L'HTML 5 intenta millorar la part d'aplicació web amb l'especificació 
Web Forms 2.0. Aquest grup surt com a reacció pel canvi brusc del pas d'HTML a XHTML que, si no fos 
per l'Apendix C de l'especificació XHTML 1.0 no es podria usar en navegadors que no suporten el MIME 
type application/xhtml+xml. 
No s'ha d'entendre el WHATWG com una organització paral·lela al W3C sinó un grup 
complementari ja que quan té un esborrany el proposa al W3C per tal d’estandarditzar-lo. 
La darrera especificació vigent és l'XHTML 1.1 que ja no contempla cap compatibilitat amb 
versions anteriors i, per tant, només es pot servir com a application/xhtml+xml excloent qualsevol 
navegador antic. 
El punt més polèmic actualment és la proposta d'especificació (en estat d'esborrany) XHTML 2.0 
que deixa de ser compatible amb versions anteriors no només a nivell de MIME type sinó que l'estructura 
de document i elements estructurals canvien. 
 
1.1.3.-Etiquetes bàsiques 
Les etiquetes bàsiques d'HTML, d'obligada presència en tot document són: 
• <!DOCTYPE>: És l'etiqueta que permet definir el tipus de document HTML que s'empra. 
Existeixen tres tipus bàsics: l'estricte (Strict), el transicional (Transitional) i el de marcs 
(Frameset). 
• <html>: És l'etiqueta arrel de qualsevol document HTML o XHTML. 
• <head>: Defineix la capçalera del document HTML. Permet declarar metainformació del 
document que no es mostra directament en el navegador. Aquesta informació és d'especial 
rellevància pels indexadors i cercadors automàtics. 
• <body>: Defineix el cos del document. Aquesta és la part del document HTML que es mostra en 
el navegador. 
Dintre de la capçalera <HEAD> hi podem trobar: 
• <title>: Permet definir el títol de la pàgina. En navegadors gràfics el contingut del title apareix a 
la barra del títol a sobre de la finestra. 
• <meta>: Permet definir metainformacions del document tals com l'autor, la data de realització, la 
codificació del document (UTF, ISO, etc.), les paraules clau i la descripció del mateix 
• <LINK>: Permet definir metadades complementàries a les del meta tals com el document 
anterior, el següent, el capítol al qual pertany el document, la pàgina glossari, etc. 
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Dintre del cos <BODY> hi podem trobar: 
• <a>: Etiqueta ancla. Crea un enllaç a un altre document o a una altra zona del mateix, segons els 
atributs. 
• <h1>, <h2>,... <h6>: capçaleres o títols del document, acostumen a distingir-se per mida. 
• <div>: Divisió estructural de la pàgina. 
• <p>: Paràgraf. 
• <br>: Salt de línia. 
• <table>: Indica el començament d'una taula, després s'haurà de definir les files amb <tr> i les 
cel·les dintre de les files amb <td>. 
• <ul>: Llista desordenada (sense numerar). Els ítems es defineixen amb <li>. 
• <ol>: Llista ordenada (numerat). Els ítems es defineixen amb <li>. 
• <dl>: Llista de definició. Hi ha dos tipus d'ítem; el dt i el dd.  
o <dt>: Terme a definir. 
o <dd>: Definició del terme. 
Excepte unes poques etiquetes, la majoria requereixen ser tancades escrivint la mateixa etiqueta precedida 
d'una barra "/". Exemple: <html>...</html> 
 
1.2.- PHP 
1.2.1.- Introducció 
 PHP es un llenguatge de programació interpretat dissenyat originalment per a la creació de 
pàgines web dinàmiques. S’executa a la banda del servidor (server-side scripting) però actualment pot ser 
utilitzat des de una interfície de línea de comandes o en la creació d’altres tipus de programes incloent 
aplicacions amb interfícies gràfiques. 
PHP es distribueix sota la llicència PHP, que la Free Software Foundation qualifica com a 
programari lliure. Les sigles són un acrònim recursiu de PHP: Hypertext Preprocessor, tot i que 
originalment eren les sigles de Personal Home Page Tools. 
 PHP és extremadament modularitzat. En tipus de dades, sintaxi i funcions s’assembla molt al 
llenguatge de programació C. I des de la versió 5, que inclou un major suport a l’orientació a objectes 
també s’assembla al C++. 
 PHP pot ser inclòs dins el codi HTML indicant-ho a l’intèrpret mitjançant les etiquetes <? i ?> o 
<?php i ?>. Aleshores quan el llenguatge sigui interpretat s’executarà el codi entremig de les etiquetes i 
generarà com a sortida un codi HTML que serà barrejat amb la pàgina HTML on hagués estat inclòs. 
  
1.2.1.- Historia del PHP 
Va sorgir cap al 1994 com un conjunt de guions escrits en Perl per Rasmus Lerdof. 
Posteriorment, Zeev Suraski i Andi Gutmans, dos programadors d'Israel de Technion, s'hi van afegir. El 
13 de novembre de 1997 va sortir PHP 3, la primera versió estable en la qual el llenguatge era semblant a 
l'actual. El 22 de maig del 2000 en va sortir la versió 4, i el 13 de juliol de 2004, la 5. 
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1.2.2.- Usos de PHP 
Els principals usos del PHP son els següents: 
• Programació de pàgines web dinàmiques, habitualment en combinació amb el motor de Base de 
Dades MySQL. 
• Programació en consola, semblant a Perl o Shell Scripting. 
• Creació d’aplicacions gràfiques independents al navegador. 
 
1.2.3.- Avantatges i desavantatges de PHP 
Els principal avantatges del PHP son els següents: 
• Es un llenguatge multiplataforma. 
• Capacitat de connexió amb la majoria de motors de Bases de Dades com MySQL, Postgres, 
Oracle, ODBC, DB2, Microsoft SQL Server, Firebird i SQLite. 
• Capacitat d’expandir el seu potencial gracies a la seva modularitat. 
• Amplia documentació. 
• Es lliure, i gracies amb això es una alternativa de fàcil accés per a tothom. 
• Des de la versió 5 permet les tècniques de Programació Orientada a Objectes. 
• Biblioteca nativa de funcions molt amplia. 
• No requereix definició de tipus de variables. 
Els principals desavantatges del PHP son els següents: 
• Tot el treball el realitza el servidor i no el delega al client, per lo que es un sistema mes ineficient 
si hi han moltes peticions. 
• Per les seves característiques promou la creació de codi desordenat i difícil de mantenir. 
• La orientació a objectes encara es molt deficient en aplicacions grans. 
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1.2.4.- Perquè PHP? 
• PHP no suporta directament punters, com el C, de forma que no existeixen els problemes de 
depuració provocats per aquests. 
• Es poden realitzar moltes coses amb poques línies de codi. 
• El codi PHP es molt mes llegible que PERL. 
• Ve acompanyat d’una excel·lent biblioteca de funcions que permet realitzar qualsevol tasca. 
• Com que es pot encapsular dins de codi HTML es pot recollir el treball del dissenyador gràfic i 
incrustar posteriorment el codi PHP. 
• Està sent utilitzat amb èxit en varis milions de Websites. 
• Hi ha multitud d’aplicacions PHP per a resoldre problemes concrets. 
• Es multiplataforma. 
• Es software lliure. Es pot obtenir a la WEB i el seu codi està disponible sota llicencia GPL 
(General Public License) 
 
1.2.5.- PHP vs ASP .NET 
- Facilitat d’aprenentatge 
 PHP es un dels llenguatges de script mes fàcils d’aprendre (sobretot si es tenen coneixements de 
C). ASP .NET incorpora moltes característiques que no tenia ASP i que son bones, però es molt mes 
difícil d’aprendre que qualsevol altre del mercat. 
-Es multiplataforma 
 Sens dubte es una de les grans avantatges que te PHP respecte els altres llenguatges, ja que es pot 
utilitzar en casi tots els sistemes operatius del mercat. Això es de gran importància degut a que es pot 
utilitzar sobre Software Gratuït, com per exemple Linux i Apache. 
 Amb PHP es pot desenvolupar l’aplicació en Windows o MAC, per a després pujar el mateix codi 
en un servidor Linux, Solaris, etcètera .... 
 La portabilitat de PHP es sens dubte una cosa que el fa mes poderós que ASP. PHP funciona en 
mes de 25 plataformes diferents, entre elles LINUX, Windows, Solaris, MAC (les mes utilitzades). Tot 
això es possible sense cap necessitat de components addicionals que s’hagin de comprar. 
-Menys requeriments de recursos 
 Per a fer servir PHP no es necessita una màquina molt potent en contrapartida per al ASP .NET. 
Els requeriments mínims per a fer funcionar ASP .NET son la necessitat d’un Pentium a 133MHz amb 
128Mb de RAM. En contrapartida PHP només necessita un processador Intel 80386 amb 8Mb de RAM. 
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-Te funcions natives per la majoria de Bases de dades 
 Amb PHP no es necessita cap mediador (ODBC, ADO, etcètera...). PHP disposa de funcions 
natives per a la majoria de gestors de Bases de Dades com per exemple MySQL, MSSQL, ORACLE, 
PostreSQL, SYBASE, SQLite, Informix, Dbase i Adabas. 
 Gracies a que disposa de funcions natives això repercuteix en la velocitat de resposta. Per altra 
banda quant s’utilitzen Bases de Dades potents com Oracle i s’utilitza ODBC, OLE, ADO, etcètera... es 
perd gran part del poder, degut a que hi ha funcions pròpies de les Bases de Dades que no es poden 
utilitzar amb mediadors genèrics com aquests. Per tant si es vol utilitzar tot el poder de les Bases de 
Dades es aconsellable utilitzar les funcions natives. 
-Es codi obert 
 Amb PHP hi ha un grup de desenvolupadors treballant en millores, però també es poden adaptar 
funcions pròpies. Un avantatge del codi obert es que no està lligat a ninguna empresa que pugui arribar a 
prendre decisions que afectin als usuaris. Es podria pensar que per ser Codi Obert, PHP es menys segur, 
però es tot el contrari, gracies a ser Codi Obert, els possibles errors es poden detectar i corregir amb una 
major facilitat. Si PHP no fos segur, grans llocs com Yahoo o Amazon no l’estarien utilitzant. La 
seguretat que PHP proveeix en si mateix es millor que la de ASP, sobretot si es unta sobre Apache, el 
qual es molt menys vulnerable a atacs que IIS de Microsoft. Encara que al final la seguretat d’una pàgina 
WEB dependrà en gran mesura del desenvolupador. 
-Es gratuït, la gran majoria de components, llibreries i altres, també son gratuïts 
 ASP y ASP .NET son gratuïts però la gran majoria de components desenvolupats per tercers son 
de pagament. Per altra banda ASP es gratuït però no ho es el Sistema Operatiu sobre el qual es munta. En 
PHP hi ha llibreries gratuïtes amb les quals es pot fer qualsevol cosa, hi ha repositoris de classes molt 
complerts (com Pear), sistemes de plantilles (com SMARTY), fòrums (com phpBB), portals (com 
PHPnuke) i moltes eines mes que son gratuïtes, les quals es poden utilitzar y adaptar en cas de que no es 
vulgui desenvolupar el producte complert.  
 
1.3.- SQL 
1.3.1.- Introducció 
SQL (Structured Query Language o Llenguatge Estructurat de Consulta), es un llenguatge de base 
de dades normalitzat, utilitzat per els diferents motors de bases de dades per a realitzar determinades 
operacions sobre les dades o sobre l’estructura de les mateixes. Però com succeeix amb qualsevol sistema 
de normalització, hi ha excepcions per a quasi tot; de fet, cada motor de bases de dades te les sever 
peculiaritats i el fa diferent d’un altre motor, per tant, el llenguatge SQL normalitzat (ANSI: American 
National Standards Institute) no ens servirà per a resoldre tots els problemes, encara que si pot assegurar 
que qualsevol sentencia escrita en ANSI serà interpretable per qualsevol motor de dades. 
El llenguatge SQL està compost per comandes, clausules, operadors i funcions d’afegit. Aquests 
elements es combinen en les instruccions per a crear, actualitzar i manipular les bases de dades. 
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Existeixen dos tipus de comandes SQL: 
- Comandes DLL (Data Definition Language): que permet crear i definir noves bases de dades, 
camps e index. 
- Comandes DML (Data Manipulation Language): que permet generar consultes per ordenar, filtrar 
i extreure dades de la base de dades. 
 
1.3.2.- Historia del SQL 
 L’historia del SQL comença al 1974 amb la definició, per part de Donald Chamberlin i d’altres 
persones que treballen en els laboratoris d’investigació d’IBM, d’un llenguatge per l’especificació de les 
característiques de les bases de dades que adoptaven el model relacional. Aquest tipus de llenguatge es 
denominaba SEQUEL (Structured English Query Language) i es va implementar en un prototip 
denominat SEQUEL-XRM entre 1974 i 1975. Els experiments amb aquest prototip van conduir, entre 
1976 i 1977, a una revisió del llenguatge (SEQUEL/2), que a partir d’aquest moment va canviar de nom 
per  motius legals, convertint-se en SQL. El prototip (System R), basat en aquest llenguatge, es va adoptar 
i es va utilitzar internament a IBM i el van adoptar alguns dels seus clients elegits. 
 Gracies a l’èxit d’aquest sistema, que no estava encara comercialitzat, també altres companyies 
van començar a desenvolupar els seus productes relacionals basats en SQL. A partir de 1981, IBM va 
començar a entregar els seus productes relacionals i al 1983 va començar a vendre DB2. En el transcurs 
dels anys vuitanta nombroses companyies (per exemple Oracle y Sybase, per citar algunes) van 
comercialitzar productes basats en SQL, que es converteix en estàndard industrial de fer, per el que 
respecta a les bases de dades relacionals. 
Al 1986, ANSI va adoptar SQL (substancialment va adoptar el dialecte SQL de IBM) com 
estàndard per als llenguatges relacional i al 1987 es va transformar en estàndard ISO (International 
Organization for Standarization). Aquesta versió del estàndard va obtenir el nom de SQL/86. Durant els 
anys següents, aquest ha sofert diverses revisions que han conduit primer a la versió SQL/89 i, 
posteriorment, a l’actual SQL/92. 
El fet de tenir un estàndard definit per un llenguatge per a bases de dades relacionals, obre 
potencialment el camí a la intercomunicabilitat entre tots els productes que es basen en aquest. Des de el 
punt de vista pràctic, per desgracia les coses van anar d’una altra forma. Efectivament, en general cada 
productor adopta i implementa a la propia base de dades només el cor del llenguatge SQL (el denominat 
Entry level o el màxim el Intermediate Level), expandint-lo de manera individual segons la pròpia visió 
que cada qual tingui del mon de les bases de dades. Actualment, està en marxa un procés de revisió del 
llenguatge per part dels comitès ANSI i ISO, que hauria de determinar la definició de lo que en aquests 
moments es coneix com a SQL3. Les característiques principals d’aquesta nova encarnació del SQL 
hauría de ser la seva transformació en un llenguatge Stand-Alone (mentre que ara s’utilitza com a 
llenguatge integrat en altres llenguatges) i la introducció de nous tipus de dades mes complexes que 
permetin, per exemple, el tractament de dades multimèdia. 
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1.3.3.- SGBD 
Donada la importància de l’ informació en el mon actual, ha sigut necessari el desenvolupament 
de nombrosos conceptes i tècniques per a la gestió eficient de les dades. 
Els SGBD (Sistemes Gestors de Bases de Dades)  es dissenyen per a gestionar grans quantitats 
d’informació, i això implica la formació d’estructures per a la manipulació d’aquesta informació, com la 
provisió de mecanismes per a tal efecte. A mes a mes d’això, un SGBD ha de proporcionar la fiabilitat de 
l’ informació emmagatzemada a pesar de caigudes del sistema i d’intents d’accés sense autorització, així 
com evitar possibles resultats anòmals si les dades son compartides entre diversos usuaris. 
Que es un SGBD? 
Per a començar, definirem el que es una Base de Dades, es a dir, una col·lecció de dades (arxius) 
que contenen informació rellevant d’una organització o entitat. 
A partir d’això, podem dir que un Sistema Gestor de Bases de Dades es una col·lecció de Dades 
(arxius)  interrelacionats entre si, i un conjunt de programes per accedir i modificar aquestes dades. 
Evolució històrica 
 Una forma de mantenir l’ informació en un PC (Personal Computer) es emmagatzemar-la en 
arxius permanents del sistema. Els usuaris manipularan l’ informació mitjançant un número d’aplicacions 
per a aquests arxius. Quan les necessitats s’incrementen, s’afegeixen nous programes d’aplicació. El 
sistema de processament d’arxius es mantenen mitjançant un Sistema Operatiu convencional. Clar que 
aquest tipus d’organització implica una sèrie de problemes, importants i fins i tot alguns, insalvables. 
- Redundància i inconsistència de dades: Lo qual condueix a un emmagatzemament i cost 
d’accés mes alts i a mes a mes pot conduir a inconsistència de dades, es a dir, les diverses copies 
de les mateixes dades poden no coincidir. 
- Dificultat d’accés a les dades: Si una petició no va ser prevista quan es va dissenyar el sistema 
original, no es pot satisfer ja que no existeix un programa d’aplicació per a ella, el que implicaria 
crear un nou programa (això es multiplicaria conforme es multipliquin les peticions no previstes). 
- Problemes d’integritat: Es refereix als propis valors de la base de dades, si no es satisfan certes 
situacions d’inconsistència, la base de dades estarà violant restriccions d’integritat inherents al 
mon real. Duplicació de dades, mal disseny, etcètera... 
- Problemes d’atomicitat: Un sistema ha de ser atòmic, això implica que una operació, o es porta 
a terme per complert o no passa res en absolut. 
- Anomalies en accés concurrent: Actualitzacions concurrents (varis usuaris actuant sobre el 
sistema a la vegada) poden provocar dades inconsistents. 
- Problemes de seguretat: No tots els usuaris han de poder accedir a les mateixes dades i amb 
aquest sistema junt als programes d’aplicació, es difícil proporcionar la seguretat i la privacitat 
necessàries sobre certa informació. 
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Un sistema Gestor de Bases de Dades proveeix de medis per a reduir la redundància, conservar l’ 
integritat, donar-li seguretat a les dades i suportar els llenguatges de definició i de manipulació de les 
dades. 
Es pot resumir l’evolució dels Sistemes de Bases de Dades de la següent forma: 
- 1ª generació: Sistemes d’arxius convencionals. 
- 2ª generació: IMS de IBM. Model jeràrquic. Durant els anys 70. 
- 3ª generació: Sistemes Gestors basats en el model de Xarxes. Alguns productes comercials van 
ser: IDSS, IDMS, ADABAS. 
- 4ª generació: A partir dels anys 80. Sistemes Gestors basats en el model Relacional. Productes 
comercials: DB2 de IBM, Oracle de Oracle C., Ingres de la Universitat de Berkeley, SQL Server 
de Microsoft, PostGres, Interbase de Inprise. 
- 5ª generació: Cap als anys 90, Sistemes Gestors basats en orientació a objectes, i es poden dividir 
en dos tipus 
o Purs: O2, Ontos, Orión, GenStone 
o Híbrids:  Basats en el model Objecte-Relacional, també coneguts com SQL3: Postgres, 
Oracle, SQL Server (noves versions). 
Objectius d’un SGBD 
A continuació detallarem els principals objectius d’un SGBD: 
- Proporcionar un entorn que sigui tant pràctic com eficient d’utilitzar en la recuperació i el 
emmagatzemament de l’ informació de la base de dades. 
- Proporcionar a l’usuari una visió abstracta de les dades. 
- Ha de permetre independència física de les dades, es a dir, ha de separar l’estructura física de la 
lògica. 
- Ha de permetre independència lògica de les dades, es a dir, separar les dades vistes per les 
aplicacions de l’estructura lògica. Que l’aplicació no depengui de l’estructura lògica. 
- Poder modificar dades o registres sense haver de modificar l’aplicació. 
- Permetre la manipulació de les dades per persones no especialitzades. Per utilització de 
llenguatge de consulta senzill. 
- Eficàcia en l’accés a les dades. Els usuaris no han de conèixer l’estructura interna de les dades. 
- Administració centralitzada de les dades. Un sistema gestor ens permetrà crear usuaris 
administradors per a definir l’estructura d’emmagatzemament. 
- Visió global de la Base de Dades. 
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- Redundància de dades controlada. Els administradors vetllaran per la no duplicitat física de les 
dades. 
- Coherència de dades. Un SGBD ha de tenir funcions per a que es respectin les regles d’integritat. 
- Compartiment de dades. Permetre accés i modificacions concurrents. 
- Seguritat de dades. El sistema gestor ha de permetre la protecció contra accessos no autoritzats. 
 
Arquitectura d’un SGBD 
Al 1978, ANSI en un grup de treball va suggerir una arquitectura a la qual va denominar 
ANSI/X3/SPARC, formada per tres nivells: 
- Nivell extern: Es la representació de les dades tal y com l’usuari les veu. Cada usuari tindrà una 
visió diferent de la Base de Dades depenent del subconjunt de dades que està autoritzada a veure 
o el subconjunt de dades que l’interessa. 
- Nivell conceptual: Es la representació abstracta del contingut total de la base de dades. Conté la 
definició de totes les dades existents mes altres restriccions, com a restriccions de seguretat, 
controls d’integritat, etcètera... 
- Nivell intern: Es el mes proper a la màquina. Es una representació a baix nivell de la base de 
dades en la que es defineix la forma en que les dades  s’emmagatzemen físicament a la màquina. 
Funcions dels SGBD 
- Funció de descripció o definició: Aquesta funció ha de permetre a l’administrador de la base de 
dades especificar els elements de dades que l’integren, la seva estructura i les relacions que 
existeixen entre elles, les regles d’integritat semàntica, els controls a efectuar abans d’actualitzar 
l’accés a la base de dades així com certes característiques de tipus físic o també les vistes 
lògiques dels usuaris. Un esquema de base de dades s’especifica mitjançant un conjunt de 
definicions expressades mitjançant el llenguatge DDL. 
- Funció de manipulació: Permet als usuaris de la base de dades buscar, afegir, suprimir o 
modificar dades de la mateixa. Sempre d’acord a les normes de seguretat dictades per 
l’administrador. La funció de manipulació es durà a terme per mitjà d’un llenguatge que es 
denomina DML. 
- Funció d’utilització: Reuneix totes les interfícies que necessiten els diferents usuaris per a 
comunicar-se amb la Base de Dades, i proporciona a mes a mes un conjunt de procediments per 
l’administrador. 
Transaccions 
 Per a comprendre el concepte de transacció, primer es necessari saber el que es l’atomicitat, això 
es, una propietat que compleix un conjunt d’operacions quan, o s’executen totes en bloc o no se n’existeix 
ninguna; i consistència, es a dir, l’estat de correcció d’un conjunt de dades amb respecte a determinades 
regles específiques. 
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 Sabent el que significa atomicitat i consistència, podem passar a definir el que es una transacció. 
Una transacció es una col·lecció d’operacions que es dur a terme amb una funció lògica simple en una 
aplicació de base de dades i que ha de complir les propietats d’atomicitat i consistència. 
Transacció = Atomicitat + Consistència 
Per tant, un SGBD que suporti aquestes característiques es diu que es un sistema transaccional. 
 A continuació passarem a llistat, així com a donar una breu descripció, dels components d’un 
Sistema Gestor de Bases de Dades. 
Tipus d’usuaris 
- Administrador de la base de dades: Una de les principals raons per utilitzar un SGBD es tenir 
un control centralitzat tant de les dades com dels programes que accedeixen a aquestes dades. La 
persona que te aquest control es l’administrador de la base de dades. Les dos funcions principals 
de l’administrador seran: La definició de l’esquema i la gestió de les estructures de 
emmagatzemament així com la definició del mètode d’accés. Tindrà altres com poden ser: la 
definició i modificació de l’organització física, la concessió de l’autorització per l’accés de dades 
i l’especificació de les lligadures d’integritat. 
- Usuaris de bases de dades:  El primer objectiu d’un SGBD es proporcionar un entorn per a la 
recuperació de l’ informació i el emmagatzemament de la nova informació de la base de dades. 
Podem diferenciar 4 tipus d’usuaris depenent de la forma en que ells esperin interactuar amb 
aquest sistema. Programadors d’aplicacions (professionals informàtics que interactuen amb el 
sistema a través de les DML que estan incloses  en un programa escrit en un llenguatge com C, 
Pascal, Visual Basic, Cobol, Delphi, etcètera), Usuaris sofisticats (formen la seva consulta en un 
llenguatge de consulta de Base de Dades), Usuaris especialitzats (escriuen aplicacions 
especialitzades, per exemple, aplicacions gràfiques, d’àudio, etcètera...) i Usuaris normals (no 
sofisticats que interactuen amb el sistema mitjançant la invocació d’algun dels programes 
d’aplicació permanent que s’ha escrit prèviament). 
Els components definits a continuació, van ordenats de forma descendent, es a dir, seguint un ordre 
d’abstracció fins arribar a les parts mes properes a la màquina. 
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Components del sistema 
Es poden dividir en 2 grans grups: Components funcionals i Components d’implementació 
física del Sistema. 
Dins dels Components funcionals existeixen uns altres dos grups, dividits segons la seva funció 
en Processament de consultes y Gestió d’emmagatzemament. 
- Processament de Consultes 
o Compilador DML: Tradueix les instruccions de DML a instruccions a baix nivell que 
entén el motor de avaluació de consultes. 
o Precompilador DML: Serveix per analitzar i convertir les instruccions de DML 
incorporades en un programa d’aplicació en crides a procediments normals en el 
llenguatge amfitrió. El precompilador ha d’interactuar amb el compilador de DML per a 
generar el codi apropiat. 
o Motor d’avaluació de consultes: Executa les instruccions a baix nivell generades per el 
compilador DML (el que executa finalment les consultes). 
- Components de Gestió d’emmagatzemament 
En un SGBD es necessari estructurar les dades per a minimitzar la necessitat de moviment de 
dades entre el disc i la memòria principal. 
 Un gestor d’emmagatzemament es un mòdul de programa que proporciona l’ interfície entre les 
dades a baix nivell en la BD (Base de Dades), els programes y l’aplicació i les consultes 
subministrades al sistema. Es responsable de l’ interacció amb la gestió dels arxius. Les dades en brut 
s’emmagatzemen en disc utilitzant un sistema d’arxius proporcionat per el Sistema Operatiu. 
- Gestor d’autorització i integritat: Comprova que es satisfacin les restriccions d’integritat i 
l’autorització dels usuaris per accedir a les dades. 
- Gestor de transaccions: Aquest gestor assegura que la BD quedi en un estat consistent a 
pesar dels errors de sistema i que les execucions de les transaccions concurrents es facin 
sense conflictes. Si s’assegura la propietat d’atomicitat, una transacció que falli no ha de tenir 
efecte en l’estat de la base de dades. Així la base de dades es restaura a l’estat en que estava 
abans (operació que es denomina ROLLBACK) de que la transacció en qüestió comences la 
seva execució. (Quan una transacció finalitza correctament es denomina COMMIT). 
- Gestor d’arxius: Gestiona la reserva d’espai d’emmagatzemament de disc i les estructures 
de dades utilitzades per a representar l’ informació emmagatzemada en el mateix. 
- Gestor de memòria intermèdia: Es el responsable de portar les dades del disc 
d’emmagatzemament a la memòria principal i decidir quines dades tractar en la memòria 
cache. Després de definir els components funcionals en els que es basa un SGBD passarem a 
definir el segon gran grup: 
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Components d’implementació física del sistema 
- Arxius de dades: Son els arxius que emmagatzemen la base de dades en si. 
- Diccionari de dades: Es un arxius que conté METADADES, es a dir, dades sobre les estructures de 
dades. Aquest arxiu es consulta abans de llegir o modificar les dades reals (informació) de la BD 
(noms de taules, camps, índex, tipus de variables utilitzades, etcètera). Es podria dir que el diccionari 
de dades conté “Informació sobre la informació”. 
- Índex: Proporcionen accés ràpid a elements de dades que tenen valors particulars per a permetre 
accessos o consultes mes ràpides mitjançant tècniques d’ordenació. 
- Dades estadístiques: Emmagatzemen informació estadística sobre les dades a la BD. El processador 
de consultes utilitza aquesta informació per a seleccionar les formes eficients per executar una 
consulta. 
Arquitectures de referència (arquitectures utilitzades per els sistemes) 
 Els SGBD es poden implantar  amb diferents arquitectures. Alguns d’ells només es poden 
implantar en una d’elles, altres amb totes. 
- Arquitectura centralitzada: En aquesta arquitectura, el SGBD està implantat amb una sola 
plataforma o ordenador on es gestiona directament de forma centralitzada la totalitat dels 
recursos. Una evolució d’aquesta arquitectura comprèn terminals connectats a la maquina central. 
Aquests terminal no executen aplicacions en el seu espai de treball, sinó que, executen les 
aplicacions en la pròpia maquina central.  
- Arquitectura Client-Servidor (C/S): Separa les funcions d’una aplicació en components que 
estableixin diàlegs entre si per intercanviar informació, serveis o recursos amb l’objectiu de 
realitzar una tasca en comú. Cada component por estar en un ordenador diferent. El procés que 
inicia el diàleg o sol·licita recursos es denomina client i sol ser l’aplicació que l’usuari està 
executant. El procés que respon a les sol·licituds es denomina servidor. La base de dades en sí 
està normalment centralitzada en un ordenador. Per aquesta arquitectura es important que el 
SGBD suporti sistemes de comunicació normalitzats, ja que tindrà que rebre peticions de diversos 
clients operant amb màquines i protocols diferents. 
- Arquitectura distribuïda: El SGBD y la base de dades no estan associades a un determinat PC, 
sinó a una xarxa els nodes dels quals es reparteixen les funcions. Una base de dades distribuïda es 
vista per les aplicacions igual que si fos centralitzada. Es el SGBD distribuït el que s’encarrega de 
preservar d’integritat i coherència a la Base de Dades. Es important senyalar que solsament les 
organitzacions mes grans i avançades (excepte comptades ocasions) compten amb aquest tipus de 
sistemes degut a la seva complexitat. 
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1.3.4.- MySQL 
Origen de MySQL 
 MySQL va néixer amb l’ intenció d’utilitzar mSQL (un altre SGBD gratuït) per a connectar unes 
taules utilitzant unes rutines denominades ISAM realitzades per els propis programadors de MySQL. 
Després d’un temps de proves es van decidir a utilitzar directament una interfície SQL pròpia que va 
donar origen a MySQL. 
 MySQL es un software de codi obert, això vol dir que es accessible per qualsevol  persona, per 
utilitzar-lo i modificar-lo. Podem descarregar MySQL des de Internet i utilitzar-lo sense pagar ningun 
tipus de llicencia d’us; d’aquesta manera qualsevol pot inclinar-se a estudiar el codi font per adequar-lo a 
les seves necessitats. MySQL utilitza la llicència GPL (GNU Llicència Publica General). 
Perquè MySQL? 
 MySQL es molt ràpid, robust, fiable i fàcil d’utilitzar tant  per a volums de dades grans com a 
petits. A mes a mes te un conjunt molt pràctic de característiques desenvolupades en cooperació molt 
propera amb els usuaris. La connectivitat, velocitat i seguretat fa de MySQL altament convenient per 
accedir a Bases de Dades a Internet. 
 MySQL, d’origen suec, es la Base de Dades per a Linux mes popular de totes compartint lloc amb 
PostgreSQL. Això es demostra quan ve inclosa amb totes les distribucions de Linux.  
Per a comprovar la velocitat en un ambient normal de treball en diversos SGBD podem realitzar la 
següent prova: 
1. Creem una base de dades denominada Empreses en totes les RDBMS (Relational DataBase 
Management Systems). 
2. Creem en totes les bases de dades les següents taules:  
Create table departaments (  
Id integer primary key,  
Nom varchar(10)  
);  
Create table treballadors (  
Id integer primary key,  
 
Nom varchar(30),  
Nif varchar(9),  
Departament integer,  
Foreign key FK_EMP_DEP (ID) references departaments(Id)  
);  
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3. Instal·lem PHP 4.0.5 com a mòdul a l’Apache amb suport per a les quatre bases de dades. 
4. Ataquem les RDBMS redireccionant 3 fitxers d’entrada als clients de línea de comandes. Els 
fitxers son: 
a. Fitxer amb 100 insercions (insert) de departament i 1000 treballadors per a cada 
departament. En total: 100.100 inserts. 
b. Simulem un entorn normal de producció: 70% de Selects (consultes), 10% inserts (altes), 
10% updates (actualitzacions), 10% deletes (baixes). Generem un fitxer amb 100.00 
instruccions repartides en aquests percentatges. Els selects son variats amb Max(), 
Count(), joins, però amb resultats curts. 
c. Simulem un entorn Internet: 99% selects, 0,3% inserts, 0,3% updates, 0,3% deletes. Els 
selects son mes complexes i amb resultats llargs. Total de 1000 instruccions. 
5. Els resultats d’aquestes accions els podem comprovar a la següent taula: 
 MySQL 3.23.27 PostgreSQL 7.1 Interbase 6.0 SAP DB 7.2 
Inserció 100000 tuples 10 seg. 12 min. 38 seg. 42 seg. 2 min 38 seg. 
100000 accessos variats 17 seg. 6 min. 30 seg. 1 min. 07 seg. 8 min. 
1000 selects complexes 55 seg. 1 min. 26 seg. 2 min. 23 seg. 1 min. 14 seg.
 
Taula 1: Font; Marc Vaquer Crusat (Comparant SGBD) 
 
Podem veure que per a tots els casos MySQL ofereix una major velocitat tant en insercions, com 
en consultes complexes o accessos variats a la Base de Dades. Però no tot son avantatges en MySQL. La 
resposta de perquè obtenim aquests temps tan baixos respecte als altres SGBD els tenim que buscar en els 
inconvenients que ofereix MySQL. Totes les RDBMS han de complir amb una sèrie de propietats, 
denominades ACID. Les propietats ACID son: 
• Atomicitat: Cada transacció de l’usuari ha de tractar-se de forma atòmica. O s’executa tot o 
res. No es pot deixar una transacció a mitges. 
• Consistència: Les transaccions han de complir les restriccions definides dins la base de 
dades. Si no les poden complir, s’evita la seva execució. D’aquesta forma es conserva l’ 
integritat i coherència de les dades.  
• Aïllament:  Els resultats d’una transacció son inaccessibles a les altres transaccions que no 
estan acabades. 
• Durabilitat: Una vegada s’ha completat la transacció, els resultats de la mateixa han de ser 
permanents i sobreviure a possibles caigudes del sistema o la base de dades. 
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MySQL no compleix aquestes normes ACID. No te integritat referencial, per tant la Base de 
Dades por arribar a tenir dades inconsistents (per exemple matrícules que pertanyin a alumnes 
inexistents). Tampoc te transaccions incomplint una vegada mes les propietat ACID. De fet molts autors 
consideren que MySQL no es una RDBMS, sinó un sistema de fitxers amb interfície SQL. 
MySQL guarda el tipus de dades Blob (binari) a la mateixa taula que guarda les dades normals, es 
a dir com un camp mes a la mateixa fila. No es el millor mètode per a guardar una dada binaria ja que por 
fer caure el rendiment de l’accés a les altres dades. 
A les pròximes versions volen incloure aquestes propietats i altres que no tenen, com els triggers 
o els procediments emmagatzemats. 
A pesar de tots aquests inconvenients, MySQL ofereix una bona perspectiva de fiabilitat i 
velocitat en el mon d’Internet on la velocitat d’accés a les dades es molt important. 
 
Principals Característiques 
• El principal objectiu de MySQL es velocitat i fortalesa. 
• Clients C, C++, JAVA, Perl, TCL 
• Multiprocés, es a dir que por utilitzar diferents CPU si n’hi ha de disponibles. 
• Pot treballar en diferents plataformes i Sistemes Operatius. 
• Sistema de contrasenyes i privilegis molt flexible i segur. 
• Totes les paraules de pas viatgen encriptades. 
• Registres de longitud fixa i variable. 
• 16 índexs per taula, cada índex  pot estar compost de 1 a 15 columnes, o parts d’elles amb una 
longitud màxima de 127 bytes. 
• Totes les columnes poden tenir valors per defecte. 
• Utilitat Isamchk per a verificar, optimitzar i reparar taules. 
• Totes les dades estan gravades en format ISO8859_1. 
• Els clients utilitzen TCP o UNIX Socket per a connectar-se al servidor. 
• El servidor suporta missatges d’error en diferents llengües. 
• Totes les comandes tenen l’opció “help” o “?” per a les ajudes. 
• Diversos tipus de columnes com enters de 1,2,3,4 i 8 bytes, com a flotant, doble precisió, caràcter, 
dates, enumerats, text, etcètera... 
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• ODBC per a Windows 9x (amb les fonts), es pot utilitzar ACCESS per a connectar amb el 
servidor. 
• I per últim però que es una de les característiques mes importants per a la programació de web es 
la gran integració que te amb el llenguatge PHP, sent MySQL el SGBD que te mes funcions dins 
de PHP per accedir amb ell. 
 
2.- Arquitectura Client/Servidor 
2.1.- Introducció 
 En el mon de TCP/IP les comunicacions entre ordenadors es regeixen bàsicament per el que es 
denomina client-servidor, aquest es un model que funciona extraordinàriament be i es el responsable de la 
flexibilitat a les comunicacions. 
 En tota petició d’una pàgina web intervenen diferents entitats: per un costat, el programa 
navegador en el host que realitza la sol·licitud i per altre costat un programa servidor allotjat en un host 
remot (denominat servidor web). Tots dos programes/equips es comuniquen entre si per mitja de l’accés a 
Internet que facilita un ISP (Proveïdor de Serveis d’Internet) i de les extensions de xarxa que proporciona 
una determinada companyia, generalment de telefonia. 
 Per establir la connexió necessària entre les dues màquines s’utilitza una arquitectura 
d’interconnexió de xarxes, generalment l’arquitectura TCP/IP, en la que les dades a la transmissió van 
passant successivament per diferents dispositius de xarxa (generalment routers) des de el host emissor al 
host destí. Aquest sistema de comunicació, en el que un host realitza peticions que son ateses i 
contestades per una altre remot, es denomina arquitectura client-servidor. El host que realitza la petició 
es el client, mentre que el host que contesta aquesta petició es el servidor. 
 Els servidors son doncs els encarregats d’emmagatzemar els fitxers HTML, junt amb les imatges, 
fitxers CSS, fitxers javascript, etc..., necessaris per a la correcta visualització de la pàgina web. Un mateix 
servidor web pot estar atenent a la vegada a diferents navegadors client. 
 
 
Figura 1: Diagrama arquitectura client/servidor  
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En aquest entorn de treball, quan un navegador client sol·licita una pàgina web al servidor 
s’estableix una connexió entre els dos, transferint llavors els fitxers necessaris des de el servidor fins al 
navegador, mitjançant el protocol HTTP. 
Els usuaris quan volen accedir a un servei de xarxa, executarán un software client. El disseny dels 
servidors ha d’estar molt cuidat, ha d’incloure codi per al manejament de: 
• Autenticació: Verificar l’ identitat del client. 
• Seguretat de dades: Per a que aquestes no puguin ser accedides de forma inapropiada. 
• Privacitat: Garantir que l’ informació privada d’un usuari no sigui accedida per algú no 
autoritzat. 
• Protecció: Assegurar que les aplicacions no monopolitzin els recursos del sistema. 
• Autorització: Verificar si el client te accés al servei proporcionat per el servidor. 
 
3.- El protocol HTTP 
3.1.- Introducció 
 El protocol de transferència d’hipertext (HTTP) es un protocol de nivell d’aplicació per a 
sistemes d’informació hipermèdia i distribuïda. A mes a mes, es un protocol orientat a objectes i sense 
estat. 
 El protocol HTTP es va dissenyar per al World Wide Web (WWW), Es un protocol ràpid i senzill 
que permet la transferència de múltiples tipus d’informació de forma eficient i ràpida. HTTP ve sent 
utilitzat en Internet des de 1990. En aquest moment la versió de protocol utilitzada es la 1.1. 
 En el RFC2616 es defineix l’especificació complerta d’aquest protocol, el mes utilitzat en 
Internet. El protocol HTTP permet comunicar a ordenadors que serveixen aquesta informació (servidors 
WEB) en un determinat format (HTML) amb ordenador que consulten aquesta informació (clients). 
 HTTP es un protocol de petició/resposta. Un client (navegador web) envia una petició al servidor 
d’un recurs (una pàgina HTML, una imatge, etcètera). Típicament el protocol serà HTTP i el port per 
defecte d’aquest protocol es el 80. El servidor respon amb una línea d’estat que inclou la confirmació de 
la versió del protocol i un codi d’error o d’èxit seguit per informació del servidor i la informació 
sol·licitada, acabant acte seguit la comunicació. Totes les operacions poden adjuntar un objecte o recurs 
sobre el que actuen; cada objecte web (document HTML, fitxer multimèdia o aplicació CGI) es conegut 
per la seva URL (Uniform Resource Locutor). 
 Els recursos o objectes que actuen com entrada o sortida de una comanda HTTP estan classificats 
per la seva descripció MIME (Multipart Interactual Mal Extension) que proporciona una representació de 
les dades extensibles i permet que la comunicació entre clients i servidors sigui oberta a negociació. 
D’aquesta forma, el protocol pot intercanviar qualsevol tipus de dada, sense preocupar-se del seu 
contingut. La transferència es realitza en mode binari, byte a byte i la identificació MIME permetrà que el 
receptor tracti de forma adequada les dades. 
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Les principals característiques del protocol HTTP son: 
• Tota la comunicació entre els clients i servidors es realitzen a partir de caràcters de 8 bits. 
D’aquesta forma, es por transmetre qualsevol tipus de document: text, binari, etc... respectant el 
seu format original. 
• Permet la transferència d’objectes multimèdia. El contingut de cada objecte intercanviat està 
identificada per la seva classificació MIME. 
• Existeixen tres mètodes bàsics (n’hi ha mes, però, per lo general no s’utilitzen) que en un client 
pot utilitzar per a dialogar amb el servidor: GET, per a recollir un objecte, POST, per enviar 
informació al servidor y HEAD, per a sol·licitar les característiques d’un objecte. 
• Cada operació HTTP implica una connexió amb el servidor, que es alliberada al acabament de la 
mateixa, es a dir, en una operació es pot recollir un únic objecte. 
• No manté estat. Cada petició d’un client a un servidor no es influïda per les transaccions 
anteriors. El servidor tracta cada petició com una operació totalment independent de la resta. 
• Cada objecte al que s’apliquen els mètodes del protocol està identificat a través de l’informació 
de situació del final de la URL. 
 
3.1.- Etapes d’una transacció en el protocol HTTP 
A continuació detallarem  els passos que es realitzen en una transacció amb el protocol HTTP: 
Cada vegada que un client realitza una petició a un servidor es segueixen els següents passos: 
1. Un usuari accedeix a una URL, seleccionant un enllaç d’un document HTML o introduint-la 
directament en el camp Location del client WEB. 
2. El client Web descodifica la URL, separant les seves diferents parts. Així identifica el protocol 
d’accés, la direcció DNS o IP del servidor, el possible port opcional (el valor per defecte es 80) i 
l‘objecte requerit del servidor 
3. S’obre una connexió TCP/IP amb el servidor, enviant-la al port TCP corresponent. 
4. Es realitza la petició. S’envia la comanda necessària (GET, POST, HEAD, etc...), la direcció de 
l’objecte requerit (el contingut de la URL que segueix a la direcció del servidor), la versió del 
protocol HTTP utilitzada i un conjunt variable d’informació, que inclou dades sobre la capacitat 
del navegador (browser), dades opcional per al servidor, etcètera... 
5. El servidor retorna la resposta al client. Respon amb una linea d’estat que inclou la confirmació 
de la versió del protocol i un codi d’error o d’èxit seguit per informació del servidor i la 
informació sol·licitada, acabant-se acte seguit la comunicació. 
6. Es tanca la connexió TCP. 
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En el cas de HTTP 1.0, cada un dels fitxers de la pàgina precisa una connexió i descàrrega 
independent (transacció), per el que si la pàgina conté moltes imatges, per exemple, el procés de 
càrrega de la mateixa seguirà els passos anteriors per cada imatge, lo que endarrereix 
considerablement la càrrega. Aquest factor s’ha millorat en la versió HTTP 1.1, en la que una única 
connexió es manté per a la descarrega de tots els fitxers necessaris per a visualitzar la pàgina 
sol·licitada. 
 
4.- Servidors WEB 
4.1.- Introducció 
 Un servidor web es l’encarregat de respondre a les peticions que es fan a través del protocol 
HTTP al port que tingui assignat (per defecte es el port 80 i la connexió es segura es el port 443). Els 
passos que es realitzen en una transacció entre el client i el servidor web son els següents: 
1. El navegador obre una connexió al servidor indicant la URL. Aquesta operació suposa buscar el 
port 80 de TCP/IP si no se n’especifica cap altre o no es una connexió segura. 
2. El navegador envia una petició GET al servidor amb la ruta d’accés al document que es desitja 
recuperar. 
3. El servidor tradueix la ruta a un ruta del seu sistema d’arxius locals. De manera predeterminada 
cada servidor utilitza un directori del seu disc dur en el que te els arxius del servidor web. Es a dir 
quan es sol·licita la ruta al navegador realment el servidor mira quina es la ruta que te assignada 
dins l’arbre de directoris del servidor web. 
4. El servidor avalua la ruta per a veure si s’ha aplicat alguna mesura de seguretat o restricció a la 
mateixa. Si es així, el servidor pot demanar a l’usuari que introdueixi el seu nom i contrasenya 
per a veure el document o pot desestimar la petició immediatament (dependent de la configuració 
del control d’accés al document en qüestió). 
5. Si la ruta indica un arxiu normal, el servidor mostra l’arxiu al client, indicant el tipus d’arxiu com 
a part de la resposta. Es mostra l’arxiu en format MIME com a part de la capçalera de la resposta. 
6. Si la ruta indica un directori, el servidor pot actuar de diverses formes. Pot buscar un arxiu amb 
un determinat nom dins el directori (normalment index.html, a no ser que se n’especifiqui un altre 
per defecte) per a mostrar-lo al client, generar un llistat d’arxius d’aquell directori en format de 
pàgina HTML i mostrar-lo al client, o mostrar un missatge d’error. 
7. Si la ruta indica un programa especial, denominat script CGI, el servidor pot executar el programa 
i mostrar la sortida del mateix client. 
8. Quan el servidor ha acabat d’enviar les dades al client i aquest els ha rebut, finalitza la connexió 
entre el client i el servidor. 
9. Arribat aquest punt, el servidor normalment escriu una entrada en un arxiu de registre amb 
informació sobre la petició. 
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Els dos servidors mes difosos per la xarxa son sens dubte, IIS (Internet Information Services) de 
Microsoft i Apache com podem comprovar a la següent taula: 
 
Servidor Número de servidors (Abril 2008) Percentatge (%) 
Apache 83554638 50,42% 
IIS 58547355 35,03% 
Google 10079333 6,08% 
Lighttpd 1495308 0,90% 
Sun 547873 0,33% 
 
Taula 2: Estadística us nivell mundial de servidors web 
 
En la següent figura podem comprovar l’ús de servidors web a nivell mundial en els últims anys. 
Com es pot apreciar, el servidor Apache es el mes utilitzat de tot el mon tot i que en els últims anys ha 
anat perdent respecte el seu màxim competidor, IIS de Microsoft. 
 
 
Figura 2: Estadística us nivell mundial de servidors web 
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La diferència principal entre Apache i IIS es la plataforma per la que van ser dissenyats: IIS va 
ser pensat per servidors basats en Sistemes Operatius Windows, en canvi Apache va ser pensar per la 
família de Servidors Unix. Sens embarg, un punt a favor d’Apache es que tot i ser dissenyat per a ser 
utilitzat en sistemes operatius basats en Unix, aquest es pot utilitzar en qualsevol plataforma del mercat, 
incloses les plataformes Microsoft. 
A continuació detallarem les característiques mes importants dels servidors web Apache i IIS. 
 
4.2.- Servidor web Apache 
 El servidor web Apache es el mes utilitzat a tot el mon, tot i que últimament la seva progressió ha 
anat en disminució, sobretot des del 2005 que va ser l’any de màxima expansió, en aquests últims anys ha 
anat perdent terreny respecte al IIS de Microsoft. Les característiques principals d’Apache per les quals 
molts administradors web s’han decantat per ell son les següents: 
1. La llicència d’Apache es de codi obert, a mes a mes es permet l’ús tant comercial com no 
comercial del producte. 
2. Existeix una gran comunitat de desenvolupadors molt variada que ofereixen característiques 
addicionals (per exemple mòduls extres) el que provoca que Apache millori dia a dia. 
3. Te una arquitectura modular. Es pot anar afegint fàcilment  mòduls que facin que el servidor web 
es comporti millor en un determinat entorn de treball, afegint solsament lo necessari per a que 
treballi al màxim rendiment i funcionalitat. 
4. Apache es portable. Existeixen versions d’Apache per a la majoria de sistemes operatius encara 
que en principi fos dissenyat per Linux. 
5. Suporta llenguatges de programació al costat del servidor (PHP, JSP, Perl, etcètera) 
6. Seguretat mitjançant SSL, control d’accés i autenticació. 
7. Es extremadament robust i segur, per això molts venedors han adoptat solucions basades en 
Apache per al seus productes incloent Oracle, Red Hat i IBM. 
Existeixen dos variants que desenvolupen Apache paral·lelament, les versions 1.3.x i 2.2.x. Que el 
seu número de versió sigui mes alt no significa que sigui mes modern o que estigui mes desenvolupat, 
simplement son dos línies de treball diferents. No necessita llicències, per lo qual no es rep suport 
tècnic, encara que hi ha una gran comunitat altruista disponible en fòrums, canals IRC i servidors de 
noticies on es poden trobar mols usuaris que exposen dubtes i consultes i molts altres usuaris que 
ajuden a resoldre-les. 
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4.3.- Servidor web IIS 
 Internet Information Services (IIS) es el servidor web i de FTP de l’empresa Microsoft. La versió 
4.0 està totalment integrada amb Windows NT Server 4.0 (arribant a utilitzar la mateixa Base de Dades 
d’usuaris que utilitza el sistema) i amb tot un conjunt de tecnologies que s’inclouen en el Windows NT 
4.0 Option Pack, entre elles: 
• Microsoft Management Consolte (MMC): permet l’administració centralitzada de tots els 
components relacionats amb el servidor. 
• Active Server Pages (ASP): llenguatge script que permet crear pàgines HTML dinàmiques 
(podem comparar-ho amb PHP) 
• Microsoft Data Access Components: diversos components per integrar l’ informació procedent de 
varies fonts. 
• Microsoft Transaction Server: proveeix un sistema de transaccions. 
• SMTP: Implementació del protocol de correu de sortida. 
En Windows 2000 s’inclou IIS 5.0 que afegeix algunes millores com el suport WebDAV, major 
velocitat d’inici i aturada, etc. IIS s’ha fet ràpidament amb un important sector del mercat de servidors 
(degut a tota seguretat que es distribueix com a part dels sistemes operatius de Microsoft) i ha demostrat 
ser una solució molt còmoda d’instal·lar i configurar, capaç de funcionar a bon rendiment. 
En Windows Server 2003 s’inclou IIS 6, que ha sigut dissenyat incorporant característiques 
necessàries per a realitzar l’allotjament compartit, amb un sistema gestió de processos que permet que 
cada web s’executi de forma aïllada i amb identitats diferents. D’aquesta manera una mala programació 
en un lloc Web no afecta a la resta de llocs que s’estan executant en el mateix servidor. A mes a mes com 
l’execució d’aquests processos s’efectua amb identitats diferents, els nivells de seguretat augmenten 
considerablement. També ha introduït novetats com l’administració remota, per administrar IIS des de 
una altra màquina que no sigui el propi servidor. Un altre canvi es que ha afegit suport per a IPv6. Un 
altre dels canvis efectuats es el canvi de la metabase que abans s’emmagatzemava en un fitxer binari i ara 
s’emmagatzema en un fitxer XML, per a que tants usuaris com la màquina els puguin llegir. Aquests son 
alguns dels avantatges d’aquest canvi sobre versions anteriors. 
• Es mes fàcil diagnosticar i reparar una metabase corrupta ja que està en un format accessible 
per al programador. 
• Els fitxers de la metabase poden ser llegits i emmagatzemats utilitzant editors de text 
estàndard (segur que normalment no es voldrà editar a ma a menys que sapiguem exactament 
el que s’està fent com passa amb el registre de Windows) 
• La metabase amb XML te un millor rendiment i escalabilitat. El temps de lectura necessari al  
inici de IIS es menor comparat amb la versió binaria de la metabase en IIS 5.0, i te un 
rendiment en escriptura similar a la versió binaria. 
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Recentment ha sortit la nova versió de IIS, aquesta es la versió 7 que ha ve preinstal·lada en 
equips amb Windows Vista i Windows Server 2008. Un dels principals canvis es que no limitarà el 
número de connexions permeses per limitarà el flux de tasques basant-se en les sol·licituds actives 
concurrents, millorant l’ús i el rendiment d’escenaris  punt a punt (peer to peer). 
Els principals inconvenients i problemes de IIS son que només funciona sota la plataforma 
Windows (el fabricant de tots dos es Microsoft), els coneguts problemes de seguretat de Microsoft i el 
seu preu, ja que no es un software lliure sinó que es propietari 
Un dels avantatges es que Microsoft dona suport tècnic com a empresa. 
 
5.- Sistemes operatius 
5.1.- Introducció 
 Un sistema operatiu es el programari que fa d’enllaç entre l’usuari i l’ordinador. Es el responsable 
de gestionar els recursos de la màquina (processador, memòria, disc dur i altres perifèrics). 
 
 
Figura 3: Capes d’un sistema operatiu 
La finalitat d'un sistema operatiu és oferir un conjunt de programes que permetin fer més fàcil i 
eficient l'ús d'un ordinador. Actualment un ordinador és una màquina complexa que consta d'un o més 
processadors, memòria de diferents tipologies, rellotges, perifèrics, etc. i a més són sistemes on hi pot 
treballar més d'un usuari. És evident que es fa necessari que hi hagi alguna solució que permeti fer ús d'un 
ordinador sense necessitat de dominar la complexitat del maquinari. 
És en aquest punt on sorgeix la idea de sistema operatiu com una capa de programari amb 
l'objectiu de gestionar les diferents parts d'un ordinador de manera eficient i al mateix temps presentar a 
l'usuari el que s'anomena una màquina virtual més senzilla de comprendre i utilitzar. 
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5.2.- Història dels sistemes operatius 
La evolució dels sistemes operatius ha estat sempre molt lligada a l'evolució de les computadores 
ja que essencialment aquests han evolucionat per adaptar-se a les millores del maquinari. Cal destacar que 
les millores en informàtica estan molt lligades a l'evolució d'altres especialitats com per exemple la 
electrònica. 
És bastant habitual parlar de generacions en la història de la informàtica. En aquest apartat 
parlarem d'aquestes generacions fent especial atenció als aspectes relacionats amb els sistemes operatius. 
És important però destacar que hi ha diferents fonts que no es posen d'acord sobre el nombre de 
generacions, ni sobre les fronteres (dates) entre generacions i ni tant sols sobre els "inventors" ni sobres 
"les primeres màquines". Sovint la visió històrica varia segons el punt de vista social (occidental, orientat) 
o segons qüestions polítiques. 
 La 1a generació. Els primers sistemes computadors 
Els principis de la informàtica venen marcats pel fet que només existia el maquinari i que encara 
no s'utilitzaven els transistors.. La tecnologia utilitzada eren les vàlvules de buit o vàlvules termoiòniques. 
La seva mida obligava a fer unes màquines molt grans. 
L'àmbit d'ús d'aquest primers computadors era el militar i la seva funció era realitzar càlculs 
matemàtics com per exemple el càlcul de trajectòries balístiques. 
Els dispositius que s'utilitzaven eren cintes de paper i targetes perforades. 
Els programes s'escrivien en llenguatge màquina i no existia el concepte de llenguatge de 
programació. Cada màquina tenia el seu propi llenguatge i sovint les màquines es programaven cablejant 
el maquinari. El procés de programació de les màquines era complex i poc productiu. 
En aquesta època es considera que no hi havia el concepte de sistema operatiu i l'usuari 
interactuava directament amb la màquina. 
La 2a generació. L'aparició del transistor 
A mitjans de la dècada dels 1950 va aparèixer el transistor i va permetre construir computadors 
molt més fiables, petits i ràpids (els càlculs es duien a terme en l'ordre dels microsegons o el que és 
mateix els processadors amb prou feines arribaven a velocitats d'un Mhz). Això va permetre que es 
poguessin fabricar computadors amb la idea de vendre'ls. Degut a l'alt preu dels primers computadors els 
primers usuaris van ser les grans corporacions i les institucions com l'exercit, les universitats i els 
governs. 
Pel que fa als dispositius cal destacar l'aparició dels primers perifèrics: 
• Dispositius d'E/S: lectors de targetes perforades i impressores 
• Dispositius d'emmagatzematge: Unitats de dics i cintes magnètiques. 
Vistes les millores a nivell de maquinari, es va fer necessari desenvolupar els primers programes que 
permetessin rendibilitzar l'ús d'aquestes noves tecnologies. Van aparèixer els primers llenguatges de 
programació (FORTRAN, Pascal, Cobol...) i els primers programes per al desenvolupament d'aplicacions 
(carregadors, muntadors, compiladors, llibreries de funcions matemàtiques i rutines per al controls de 
dispositius d'E/S). 
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Aquests primers sistemes ja utilitzaven doncs les passes habituals del desenvolupament d'aplicacions 
amb llenguatges compilats (creació del codi font. compilació, execució i depuració). Aquests elements de 
programari normalment no es consideren part del Sistema Operatiu però si que podem considerar un 
sistema operatiu molt rudimentari el conjunt de rutines per treballar amb els dispositius d'entrada i sortida 
juntament amb les aplicacions que permetien carregar els programes a l'ordinador. 
El principal problema d'aquesta època era la diferència de velocitat entre la CPU i els dispositius 
d'E/S. La baixa velocitat dels perifèrics feia que no es fes rentable l'ús de la CPU (el processador estava 
molt de temps parat esperant rebre dades dels dispositius). Per aquesta raó es van implementar diferents 
tècniques com el processament per lots, el processament fora de línia , la gestió de cues i els sistemes de 
memòria intermèdia (buffers) . 
La 3a generació. L'aparició dels circuits integrats 
Aquesta generació sorgeix a mitjans dels anys 1960 i es basa en l'aparició d'una nova tecnologia 
electrònica: els circuits integrats. Els circuits integrats permeten desenvolupar màquines més ràpides i 
molt més petites. També cal destacar l'abaratiment de costos que va permetre que els ordinadors es 
comencessin a utilitzar en empreses mitjanament grans i l'aparició d'un sector informàtic comercial. 
Respecte als dispositius la diferència més destacada és la millor eficiència i velocitat i l'aparició 
del terminals remots que permetien accedir a bancs de dades remotes. 
Pel que fa al programari cal destacar: 
• L'aparició dels primers llenguatges de programació universals pensats per tal de poder ser 
utilitzats en diferents sistemes de maquinari. S'estandaritzen els llenguatges de programació ja 
existents i n'apareixen d'altres com el Basic o el Pascal. 
• L'aparició de la multiprogramació i la programació concurrent. Fins ara tots els programes 
s'executaven de forma seqüencial. Amb l'aparició de la multiprogramació apareix el concepte de 
compartició de temps de CPU (sistemes de temps compartit vs els sistemes de temps real). 
Aquest sistema permet fer un ús més eficient de la CPU, ja que aquesta pot continuar treballant 
amb altres processos mentrestant un altre procés resta a l'espera dels resultats d'una operació 
d'E/S. 
La 4a generació. Integració de circuits a gran escala 
El gran canvi d'aquesta generació és la introducció de la integració a gran escala de circuits 
integrats (LSI/VLSI) que va permetre reduir els costos fins al punt d'obrir el mercat de la informàtica als 
usuaris domèstics. També cal destacar els constants increments de velocitat marcats per la famosa Lley de 
Moore que ens han dut dels primers sistemes treballant amb velocitats de decenes de Mhz fins als 
sistemes actuals que treballen a velocitats de GHz. 
A nivell de dispositius cal destacar l'aparició de dispositius que permetien les comunicacions 
entre ordinadors apareixen així les primeres xarxes que ens han dut a les actuals xarxes LAN i xarxes 
WAN (Internet) i a l'aparició dels sistemes operatius amb capacitat per treballar amb xarxa. Apareixen els 
primers sistemes distribuïts que permeten la compartició de recursos entre màquines remotes. 
També apareix el concepte de sistema operatiu en temps real, molt utilitzat en entorns industrials. 
Aquests sistemes operatius estan més enfocats a obtenir temps de resposta ràpids amb independència de 
l'ús efectiu que es faci dels dispositius i dels recursos. 
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5.3.- Funcions dels sistemes operatius 
• Gestió de processador 
o Cal que el processador treballi de la manera més eficient i s'executin les tasques de 
manera successiva, controlant que cap procés es quedi sense execució i vigilant que cap 
procés no monopolitzi el processador. 
• Gestió de la memòria 
o Proporciona la memòria necessària a les aplicacions perquè aquestes s'executin. Ha 
d'alliberar la memòria ocupada al finalitzar l'execució de l'aplicació. En cas que el 
sistema no disposi de suficient memòria física, caldrà utilitzar el disc dur com a memòria 
virtual. 
•  Gestió dels dispositius d'entrada i sortida 
o Utilitzant controladors específics per a cada dispositiu 
•  Gestió del sistema d'arxius 
o Proporciona una visió lògica (unitats, directoris i fitxers) a partir d'una realitat física 
(bytes emmagatzemats en sectors i pistes). 
•  Gestió d'errors 
o Cal que no es bloquegi tot el sistema en cas d'error de memòria, en un dispositiu, en el 
disc,... 
• Gestió de seguretat 
o Proporciona mecanismes d'autentificació i d'autorització. 
• Proporciona interfície 
o Proporcionen una interfície d'usuari (de text o gràfica), que permeten a l'usuari 
comunicar-se amb l'ordinador, i una interfície d'aplicacions (API) que permeten al 
programari comunicar-se amb el sistema operatiu o amb el maquinari . 
 
5.4.- Sistemes operatius per a servidors 
 Existeixen nombrosos sistemes operatius per a servidors de nombroses famílies diferents, de les 
quals destacarem dos grans famílies que son les mes utilitzades en servidors en producció. 
Microsoft 
 Dins la família Microsoft disposem dels següents productes utilitzats per a servidor i que 
actualment encara disposen de suport per part de Microsoft. 
• Microsoft Windows 2003 Server 
• Microsoft Windows 2008 Server 
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Linux 
 Dins la família Linux disposem de molts mes productes comparat amb Microsoft, de les quals 
totes operen sobre Llicència GNU però algunes de les quals han de ser obtingudes amb un suport de 
manteniment el qual s’ha de pagar. 
• Debian 
• Fedora 
• Red Hat 
• SuSE 
• Ubuntu 
 
6.- Virtualització 
6.1.- Introducció 
 El sentit original del terme virtualització, nascut al 1960, es el de la creació d’una màquina virtual 
utilitzant una combinació de hardware i de software. Per a la nostra conveniència ho denominarem amb 
això virtualització de la plataforma (Virtualització de Sistemes Operatius). El terme de màquina virtual 
aparentment te el seu origen en l’experiment del sistema de paginació (paging system) de IBM M44/44X. 
La creació i l’administració de les màquines virtuals també es refereixen a la creació de pseudo màquines, 
en els primers dies de la CP-40, i de virtualització de servidors mes recentment. 
 Els termes de virtualització i de màquina virtual han adquirit, a través dels anys, significats 
addicionals. 
 La virtualització de la plataforma es portada a terme en una plataforma de Hardware mitjançant 
un software “host” (“amfitrió”, un programa de control) que simula un entorn computacional (màquina 
virtual) per al seu software “guest”. Aquest software “guest”, que generalment es un sistema operatiu 
complert, corre com si estes instal·lat en una plataforma de Hardware autònoma. Típicament moltes 
màquines virtual son simulades en una màquina física donada. 
 Per a que el sistema operatiu “guest” funcioni, la simulació ha de ser lo suficientment robusta 
com per a suportar totes les interfícies externes dels sistemes “guests”, les quals poden incloure (depenent 
del tipus de virtualització) els controladors de hardware. 
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6.2.- Tipus de virtualització 
 
 Existeixen diferents enfocaments a la virtualització de plataformes, aquí es llisten amb base en 
quan està completament implementada una simulació de hardware. 
• Emulació o simulació:  la màquina virtual simula un hardware complert, admetent un sistema 
operatiu “guest” sense modificar per a una CPU completament diferent. Aquest enfocament va 
ser molt utilitzat per a permetre la creació de software per a nous processadors abans de que 
estiguessin físicament disponibles. Alguns exemples: Bochs, PearPC, etc. 
• Virtualització nativa i virtualització complerta: la màquina virtual simula un hardware 
suficient per a permetre un sistema operatiu “guest” sense modificar (un dissenyat per a la 
mateixa CPU) per a funcionar de forma aïllada. Típicament moltes instàncies poden correr al 
mateix temps. Aquest enfocament va ser el pioner al 1966 amb CP-40 i CP-67/CMS, 
predecessors de la família de màquines virtuals de IBM. Alguns exemples: VMware Workstation, 
VMware Server, Parallels Desktop, Adeos, Mac-on-Linux, Win4BSD, Win4Lin Pro i z/VM. 
• Virtualització parcial: la màquina virtual simula múltiples instàncies de molt (per no de tot) 
l’entorn subjacent del hardware, particularment address spaces. Aquest entorn admet compartir 
recursos i aïllar processos, però no permet instàncies separades de sistemes operatius “guest”.  
• Paravirtualització: la màquina virtual no necessariament simula un hardware, en canvi ofereix 
una API especial que sols es poden utilitzar mitjançant la modificació del sistema operatiu 
“guest”. La crida del sistema al hypervisor rep el nom de “hypercall” en Xen i Paralells 
Workstation; està implementada via el hardware intruction DIAG (“diagnose”) en el CMS de VM 
en el cas de IBM (aquest va ser l’origen del terme Hypervisor). Alguns exemples: VMware 
ESXServer, Win4Lin 9x i z/VM. 
• Virtualització a nivell de sistema operatiu: virtualitzar un servidor físic a nivell del sistema 
operatiu permet múltiples servidors virtuals aïllats i segurs funcionar en un sol servidor físic. 
L’entorn del sistema operatiu “guest” comparteix el mateix sistema operatiu que el del sistema 
“host” (el mateix kernel del sistema operatiu es utilitzat per implementar l’entorn del “guest”.) 
Les aplicacions que funcionen en un entorn “guest” donat el veuen com un sistema autònom: 
Alguns exemples: Linux-Vserver, Virtuozzo, Open VZ, Solaris Containers i FreeBSD Jails. 
• Virtualització d’aplicacions: consisteix en el fet de funcionar una desktop o una aplicació de 
server locament, utilitzant els recursos local, en una màquina virtual apropiada. Això contrasta 
amb funcionar l’aplicació com un software local convencional (software que ha estat instal·lat en 
el sistema). Similars aplicacions virtuals funcionen en un petit entorn virtual que contenen els 
component necessaris per a executar, com a entrades de registres, arxius, entorns variables, 
elements d’us d’interfícies i objectes globals. Aquest entorn virtual actua com una capa entre 
l’aplicació i el sistema operatiu, i elimina els conflictes entre aplicacions i entres les aplicacions i 
el sistema operatiu. El exemples inclouen el Java Virtual Machine de Sun, Softricitu, Thinstall, 
Altiris i Trigence.  
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6.3.- Avantatges de la virtualització 
Aquests son alguns dels avantatges de la virtualització: 
• Ràpida incorporació de nous recursos per als servidors virtualitzats. 
• Reducció dels costes d’espai i consum necessari de forma proporcional a l’índex de consolidació 
obtingut. (Estimació mitja 10:1). 
• Reducció dels costos de IT gracies al augment de l’eficiència i la flexibilitat en l’ús dels recursos. 
• Administració global centralitzada i simplificada. 
• Ens permet gestionar el nostre CPD com un pool de recursos o agrupació de tota la capacitat de 
processament, memòria, xarxa i emmagatzemament disponible a la nostra infraestructura. 
• Millora en els processos de clonació i copia de sistemes. Major facilitat per a la creació d’entorns 
de test que permeten posar en marxa noves aplicacions sense impactar a la producció, agilitzant el 
procés de les proves. 
• Aïllament: un error general del sistema d’una màquina virtual no afecta a les demés màquines. 
• Millora de TCO i ROI. 
• No sols aporta el benefici directe en la reducció del hardware necessari, així com dels seus costos 
associats. 
• Redueix els temps d’aturada. 
• Migració en calent de màquines virtuals (sense pèrdua de servei) d’un servidor físic a un altre, 
eliminant la necessitat d’aturades planificades per el manteniment dels servidors físics. 
• Balanceig dinàmic de màquines virtuals entre els servidors físics que composen el pool de 
recursos, garantint que cada màquina virtual executi en el ser servidor físic mes adequat i 
proporcionant un consum de recursos homogeni i òptim en tota la infraestructura. 
• Alt grau de satisfacció general.  
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6.4.- Sistemes de virtualització 
 Existeixen diversos programes de sistemes de virtualització dels quals en destacarem dos que son 
els que s’utilitzen principalment. 
 
VMWare 
La companyia VMware Inc., és una filial de EMC Corporation que proporciona la major part del 
programari de virtualització disponible per a ordinadors compatibles X86. Entre aquest programari 
s'inclouen VMware Workstation, i els gratuïts VMware Server i VMware Player. El programari de 
VMware pot funcionar en Windows, Linux, i en breu ho farà en Mac OS X. El nom corporatiu de la 
companyia és un joc de paraules usant la interpretació tradicional de les sigles "VM" en els ambients de 
computació, com màquines virtuals (Virtual Machines). 
El VMware és un sistema de virtualització per programari. Un sistema virtual per programari és 
un programa que simula un sistema físic (un ordinador) amb unes característiques i un maquinari 
determinat. Quan s'executa el programa (simulador), proporciona un ambient d'execució similar a tots els 
efectes d'un ordinador físic (excepte en el pur accés físic al maquinari simulat), amb CPU (pot ser més 
d'una), BIOS, targeta gràfica, memòria RAM, targeta de xarxa, sistema de so, connexió USB, disc dur 
(poden ser més d'un), etc... 
Un virtualizador per programari permet executar (simular) diversos ordinadors (sistemes 
operatius) dins d'un mateix maquinari de manera simultània, permetent així el major aprofitament de 
recursos. No obstant això, i en ser una capa intermèdia entre el sistema físic i el sistema operatiu que 
funciona al maquinari emulat, la velocitat d'execució d'aquest últim és menor, però en la majoria dels 
casos suficient per utilitzar-se en entorns de producció. 
VMware és similar al seu homòleg Virtual PC, encara que existeixen diferències entre ambdós 
que afecten a la forma en la qual el programari interactua amb el sistema físic. El rendiment del sistema 
virtual varia depenent de les característiques del sistema físic en el qual s'executi, i dels recursos virtuals 
(CPU, RAM, etc...) assignats al sistema virtual. 
Mentre que VirtualPC emula una plataforma x86, VMware la virtualitza, de manera que la major 
part de les instruccions en VMware s'executen directament sobre el maquinari físic, mentre que en el cas 
de Virtual PC es tradueixen en crides al sistema operatiu que s'executa en el sistema físic. 
VMware disposa de diversos productes segons les necessitats del consumidor, tot seguit els 
enumerem classificant-los pel seu cost. 
• Gratuïts 
o VMware Player: És un producte gratuït que permet fer funcionar màquines 
virtuals creades amb altres productes de VMware, però no permet crear-les ell 
mateix. Les màquines virtuals es poden crear amb productes més avançats com 
ara VMware Workstation. 
o VMware Server (abans GSX): Al principi era una versió de pagament, fa uns 
mesos va ser alliberada per ser descarregada i utilitzada de forma gratuïta. 
Aquesta versió, a diferència de l'anterior, té un millor maneig i administració de 
recursos; també corre dins d'un sistema operatiu (ordinador central), està pensada 
per respondre a una demanda més gran que el Workstation. 
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• Comercials 
o VMware Workstation: És un dels més utilitzats ja que permet l'emulació en 
plataformes PC X86, això permet que qualsevol usuari amb una computadora 
d'escriptori o portàtil pugui emular tantes màquines virtuals com els recursos de 
maquinari ho permetin. Aquesta versió és una aplicació que s'instal·la dins d'un 
sistema operatiu (ordinador central) com un programa estàndard, de tal manera 
que les màquines virtuals corren dins d'aquesta aplicació, existint un aprofitament 
restringit de recursos. 
o VMware ESX Server: Aquesta versió és un sistema complex de virtualització, ja 
que corre com a sistema operatiu dedicat al maneig i administració de màquines 
virtuals ja que no necessita un sistema operatiu ordinador central sobre el qual 
sigui necessari instal·lar-lo. Pensat per a la centralització i virtualització de 
servidors, aquesta versió no és compatible amb una gran llista de maquinari 
domèstic. 
 
Virtual PC 
 Programa desenvolupat per Connectix i comprat per Microsoft per a crear ordenadors virtuals. Es 
a dir, la seva funció es emular un hardware sobre el que funcionen diversos sistemes operatius. Amb això 
es pot aconseguir executar diversos sistemes operatius a la mateixa màquina a la vegada i fer que es 
comuniquin entre ells. 
 Virtual PC, en el cas de la versió per a Windows, no emula el processador sinó que deixa que ell 
mateix executi les instruccions en un entorn emulat. Per el contrari, a la versió per MacOS emula un 
processador Intel Pentium II. La resta del hardware que emula son: una placa base amb un chip Intel 
440BX, una tarja de vídeo S3 Trio32/64 amb 4Mb de memòria SVGA, un chip de BIOS de Amerian 
Megatrends, una tarja de so SoundBlaster 16 i una tarja de xarxa. 
 No presenta suport per a tots els programes, degut a que poden existir errors degut a la 
sincronització de les operacions o es poden generar opcodes fora de temps. 
 L’emulació de Macintosh es de recompilació dinàmica per a traduir codi x86 a codi de Mac amb 
processador PowerPC. En els Mac amb processador Intel no existeix una versió de VirtualPC pero lo que 
s’han d’utilitzar altres solucions. 
 L’emulació en Windows també es de recompilació dinàmica, però només tradueix el mode de 
kernel i el mode real x86, mentre l’usuari original corre en forma nativa o veritable. 
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7.- SMTP 
7.1.- Introducció 
SMTP és l'acrònim de Simple Mail Transfer Protocol, és a dir protocol simple de transferència de 
correu i és un protocol de xarxa basat en text utilitzat per a l'intercanvi de missatges de correu electrònic 
entre ordenador i/o diversos dispositius (PDAs, mòbils, etc). Per poder adaptar-se a les necessitats 
sorgides del creixement i la popularitat d'Internet s'han creat diverses ampliacions d'aquest protocol, com 
ara poder enviar text amb format o fitxers adjunts. 
SMTP es basa en el model client-servidor, on un client envia un missatge a un o a diversos 
receptors. 
En el conjunt de protocols TCP/IP, l'SMTP va per damunt del TCP i utilitza normalment el port 
25 al servidor per establir la connexió. 
 
7.2.- Exemple de comunicació 
En primer lloc cal establir una connexió entre l’emissor (client) i el receptor (servidor). Això es 
pot fer automàticament amb un programa client de correu o mitjançant un client TELNET. 
 Servidor:       220 Servidor ESMTP 
 Client:         HELO 
 Servidor:       250 Hello, please meet you 
 Client:         MAIL FROM: jo@dominio.com 
 Servidor:       250 Ok 
 Client:         RCPT TO: destinatari@sudomini.com 
 Servidor:       250 Ok 
 Client:         DATA 
 Servidor:       354 End data with <CR><LF>.<CR><LF> 
 Client:         Subject: Camp d'assumpte 
 Client:         From: jo@domini.com 
 Client:         To: destinatari@subdomini.com 
 Client:          
 Client:         Hola, 
 Client:         Això és una prova. 
 Client:         Adéu. 
 Client:         . 
 Servidor:       250 Ok: queued as 12345 
 Client:         quit 
 Servidor:       221 Bye 
 
A l'exemple es poden veure les ordres bàsiques d'SMTP: 
• HELO per obrir una sessió amb el servidor 
• MAIL FROM per indicar qui envia el missatge 
• RCPT TO per indicar el destinatari 
• DATA per indicar l'inici del missatge, que finalitzarà quan hi hagi una línia amb tan sols un punt. 
• QUIT per tancar la sessió 
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Les respostes que dóna el servidor poden ser de diverses classes: 
• 2XX per a una resposta afirmativa 
• 3XX per a una resposta temporal afirmativa 
• 4XX per a una resposta d'error. S'espera fins que es repeteixi l'instrucció 
• 5XX per a una resposta d'error 
Un cop el servidor rep el missatge finalitzat amb un punt el pot: 
• Emmagatzemar si és per a un destinatari que pertany al seu domini 
• Retransmetre'l a un altre servidor perquè finalment arribi a un servidor del domini receptor 
 
7.3.- Programes per a executar el protocol SMTP 
 Existeixen diverses aplicacions per a fer funcionar el protocol SMTP per a poder enviar correus 
electrònics a l’administrador. En aquest projecte hem utilitzat PostCast Server per a plataformes Windows 
i Postfix per a plataformes Linux. 
 
8.- WAMPServer i LAMP 
WAMPServer i LAMP son unes utilitats per a les plataformes Windows i Linux respectivament 
que instal·len de forma fàcil i senzilla tot el necessari per a fer funcionar el projecte. 
WAMP es un acrònim que significa: 
• Windows, com a sistema operatiu. 
• Apache, com a servidor web. 
• MySQL, com a gestor de Base de Dades. 
• PHP, com a llenguatge de programació. 
Actualment la versió mes recent de WAMPServer es la 2.0 i inclou els següents productes: 
• Apache 2.2.8 
• MySQL 5.0.51b 
• PHP 5.2.6 
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LAMP es un acrònim que significa: 
• Linux, com a sistema operatiu. 
• Apache, com a servidor web. 
• MySQL, com a gestor de Base de Dades. 
• PHP, com a llenguatge de programació. 
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III.- Implementació 
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1.- Planificació del projecte 
1.1.- Introducció 
 Planificar un projecte d’una forma precisa es molt difícil i requereix de molts anys d’experiència 
per a que l’estimació realitzada sigui correcta i, tot i així, moltes vegades tampoc s’encerta. 
 Al no disposar d’aquesta experiència, realitzem una aproximació del temps en que es tardaria en 
realitzar el projecte. Amb l’ajuda de MS Project realitzarem els diagrames de Pert i Gannt, on es pot 
veure el temps que es te previst d’utilitzar per a realitzar les diferents tasques de les quals es composa el 
projecte. 
 MS Project es una eina de Microsoft crear per fer aquesta estimació de temps a utilitzar en un 
projecte i amb la que es poden crear els diagrames de Pert i de Gannt. La tasca de fer la planificació del 
projecte normalment recau en el cap de projecte i  s’aconsegueix portar un ordre de treball entre les 
diferents persones que treballen en el projecte. 
 A continuació es mostra la previsió que es va realitzar en un principi i el temps real que al final es 
va tardar en realitzar el projecte. Si comparem la previsió amb el que es va tardar en realitat, 
comprovarem que hi ha molta diferència, això es degut a que la previsió del temps, organització i riscos a 
l’hora de dur a terme les tasques no va ser l’adequada degut a la falta d’experiència en aquest tipus de 
projectes. 
 
1.2.- Diagrama de Gantt 
El diagrama de Gantt es una popular eina gràfica l’objectiu del qual es mostrar el temps de dedicació 
previst per a diferents tasques o activitats al llarg d’un temps total determinat. A pesar de que, en principi, 
el diagrama de Gantt no indica les relacions existents entre activitats, la posició de cada tasca al llarg del 
temps fa que es pugui identificar aquestes relacions i interdependències. 
En gestió de projectes el diagrama de Gantt mostra l’origen i el final de les diferents unitats mínimes 
de treball i els grups de tasques (denominats “summary elements” a la imatge) o les dependencies entre 
unitats mínimes de treball (no mostrades a la imatge). 
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Des de la seva introducció els diagrama de Gantt s’han convertit en una eina bàsica en la gestió de 
projectes de tot tipus, amb la finalitat de representar les diferents fases, tasques i activitats programades 
com a part d’un projecte o per a mostrar una línea de temps en les diferents activitats fent el mètode mes 
eficient. 
 
Figura 4: Diagrama de Gantt 
 
 
El diagrama de Gantt consisteix simplement en un sistema de coordenades en les quals s’indica el 
següent: 
• En l’eix horitzontal: un calendari, o escala de temps definit en termes de la unitat mes adequada al 
treball que es va a executar: hora, dia, setmana, mes, etc. 
• En l’eix vertical: Les activitats que constitueixen el treball a executar. A cada activitat es fa 
correspondre una linea horitzontal la longitud de la qual es proporcional a la seva duració en la 
qual la medició s’efectua amb relació a l’escala definida en l’eix horitzontal conforme s’il·lustra. 
En el desenvolupament d’un projecte es comú que es disposi de recursos limitats per a la execució 
d’activitats. El gràfic de Gantt permet identificar l’activitat en que s’estarà utilitzant cada un dels recursos 
i la duració d’aquesta utilització, de tal manera que es puguin evitar períodes de descans innecessaris i es 
dona també una visió complerta de l’ utilització dels recursos. 
A la part dreta s’indica el període durant el qual el recurs estarà disponible per al treball (representat 
per una línea fina) i la càrrega total de treball assignada a aquest recurs (representat per una línea 
gruixuda). 
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En aquest projecte es disposa d’una persona per a la realització del projecte, a continuació es mostra 
una llegenda del significat dels colors de les línees gruixudes i el diagrama de Gantt. 
 
 
Figura 5: Diagrama de Gantt estimat d’aquest projecte abans de començar 
 
En la figura 5 podem observar la descomposició funcional de les accions previstes per al 
desenvolupament d’aquest projecte. 
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Figura 6: Diagrama de Gantt definitiu d’aquest projecte 
 
A la figura 6 podem comprovar com queda definitivament el diagrama de Gantt al finalitzar el 
projecte. Com es pot observar, hi ha una diferència d’un mes entre la previsió inicial i el que realment 
s’ha tardat en finalitzar el projecte. 
 Aquesta demora es deguda a un error de càlcul en les previsions inicials del projecte, ja que 
gairebé totes les tasques han sofert un retard que han fet retardar tot el projecte. La causa mes probable es 
la falta d’experiència en el càlcul de temps d’aquesta classe de projectes. 
 També s’han corregit alguns errors de dependència que es van detectar a mesura que s’efectuava 
el projecte. 
 
1.3.- Diagrama de Pert 
El diagrama de Pert va ser dissenyat per a proporcionar diversos elements útils d’informació per 
als administradors del projecte. Primer, el diagrama de Pert exposa la “ruta crítica” d’un projecte, en el 
nostres cas aquesta ve marcada amb una línea de color vermell. Aquestes son les activitats que limiten la 
duració del projecte. Per aconseguir que el projecte es realitzi d’una forma eficaç i ràpida, les activitats de 
la ruta crítica son les que es te que procurar que no s’alenteixin. Per una altra part, si una activitat de la 
ruta crítica, el projecte sencer es retarda en la mateixa quantitat. Les activitats que no estan en la ruta 
critica tenen una certa quantitat de folgança, això vol dir que es poden començar mes tard, i permetre que 
el projecte sencer es mantingui en programa. El diagrama de Pert identifica aquestes activitats i la 
quantitat de temps disponible per a retards.  
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A continuació es mostra el diagrama de Pert d’aquest projecte. 
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2.- Model relacional 
2.1.- Introducció 
 El model Relacional es la representació gràfica del conjunt d’objectes del projecte. Cada un 
d’aquests objectes o entitats s’identifiquen de forma única que es descriuen per una sèrie de 
característiques (atributs). Les entitats han de complir els següents requisits: 
• Tenen un nom únic. No poden existir dos entitats amb el mateix nom. 
• Les entitats contenen instàncies. 
• Les instàncies d’una entitat son úniques, no poden haver dos instàncies amb els mateixos valors. 
Entre diferents tipus d’entitats (poden ser dos o mes) existeix una relació que es representada 
mitjançant una cardinalitat, aquesta indica la quantitat de relacions que es poden donar entre les diferents 
instàncies de les entitats relacionades. Les relacions tenen les següents característiques: 
• Poden tenir atributs propis com tenen les entitats 
• Les instàncies d’una relació han de ser úniques, no poden existir dos instàncies iguals. 
En el model relacional podem trobar el que es denomina entitats associatives. Aquestes entitats es 
generen per la necessitat de veure una relació entre dos o mes entitats com si fos una altra entitat. A 
continuació es mostra el model relacional d’aquest projecte. 
Llegenda: 
 
 
          Relació 
  
 
             N:M 
       Cardinalitat 
 
 
 
 
 
 
        Entitat 
 
Entitat associativa 
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2.2.- El model de dades 
 
Gestor
Data  Incidències 
Unitat Negoci
Direcció
Inventari 
Equip 
Usuari
Administrador
Població
Té
Té 
Té
Té
Té
Té
Té
Té
Té
Província
Té 
Proveïdor 
Té
Factura 
Té 
Té 
1:N
1:1
1:1
1:N
1:1
1:N
1:1 1:N
1:1
1:N1:1
1:N
0:N
0:M
0:P 
1:1
1:N
0:M
0:N 
0:P 
1:1 1:N 1:N
1:1
1:N
1:1
0:P  0:M
0:N
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2.3.- Diccionari de dades (BNF) 
En el diccionari de dades es on es poden veure els atributs de cada una de les entitats que formen 
part del model relacional. 
Llegenda: 
@  ?  Identificador (Atribut clau) 
=  ?  Es composa de 
+ ?  I 
( )  ?  Opcional 
{ } ? Iteració 
[ ] ? Selecció 
** ? Comentari 
En el diccionari de dades no es contemplen les claus foranes del sistema. 
 
Incidències = @id_incidència + id_inventari + data + estat 
Inventari = @id_inventari + {id_equip + id_usuari} 
Equip = @id_equip +tipus_equip + descripció_equip + id_factura + estat 
Usuari =  @id_usuari + nom + cognoms + usuari + contrasenya + email + telèfon + estat 
Factura = @id_factura + id_equip + id_proveïdor + import 
Unitat Negoci = @id_un + nom_un + id_direcció 
Proveïdor = @id_proveïdor + cif + nom_proveïdor + id_direcció +estat 
Direcció = @id_direcció + nom_direcció + id_població 
Població = @id_població + nom_població + id_província 
Província = @id_província + nom_província 
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3.- Taules 
3.1.- Introducció 
En aquesta apart es mostraran totes les taules creades en la Base de Dades. També es mostraran 
els camps que te cada una d’elles, el tipus de dades de cada una d’elles, les claus i la relació que existeix 
entre les taules junt amb altres dades que fan referència explícita per al correcte funcionament del 
projecte. 
Totes les taules han estat creades amb MySQL Admin que ens ha estalviat molt treball a l’hora 
d’introduir les dades necessàries per a crear les taules amb els seus camps. Amb aquesta eina el treball es 
redueix ja que es genera tot en un entorn gràfic i només s’ha d’anar polsant els botons necessaris i 
introduir els valors per a que es generin, d’una forma mes simple i menys costosa que anar teclejant les 
dades en un entorn amb línea de comanda. 
A continuació es mostra les taules detallades amb cada un dels seus camps i el codi per a crear 
cada una d’elles de forma manual si no es disposa d’una eina como MySQL Admin. 
 
3.2.- Detalls de les taules 
 
• Taula de departaments: En aqueta taula emmagatzemarem els diferents departaments de 
l’empresa. 
dept 
Id_dept Enter d’11bytes Clau primària auto incrementada 
Nom_dept Vector de 50 caràcters No pot ser nul 
Taula 3: Detall de la taula dept 
CREATE TABLE `dept` ( 
  `id_dept` int(11) NOT NULL auto_increment, 
  `nom_dept` varchar(50) NOT NULL, 
  PRIMARY KEY  (`id_dept`) 
) 
• Taula d’unitats de negoci: En aquesta taula emmagatzemarem les diferents unitats de negoci de 
l’empresa. Aquest es un cas particular de la meva empresa ja que diferenciem els diferents 
centres en Unitats de Negoci. 
un 
Id_un Enter d’11bytes Clau primària auto incrementada 
Nom_un Vector de 45 caràcters No pot ser nul 
Taula 4: Detall de la taula un 
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CREATE TABLE `un` ( 
  `id_un` int(10) unsigned NOT NULL auto_increment, 
  `nom_un` varchar(45) NOT NULL, 
  PRIMARY KEY  (`id_un`) 
) 
• Taula de Cartutxos: En aquesta taula emmagatzemarem els diferents models i marques de 
cartutxos, així com de l’Stock  i les comandes pendents de rebre. 
Cartutxos 
id Enter d’11bytes Clau primària auto incrementada 
marca Vector de 20 caràcters No pot ser nul 
Model Vector de 20 caràcters No pot ser nul 
Tipus Vector de 20 caràcters No pot ser nul 
Unitats Enters d’11bytes No pot ser nul 
Un_servir Enters d’11bytes No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 5: Detall de la taula cartutxos 
CREATE TABLE `cartutxos` ( 
  `id` int(11) NOT NULL auto_increment, 
  `marca` varchar(20) NOT NULL, 
  `model` varchar(20) NOT NULL, 
  `tipus` varchar(20) NOT NULL, 
  `unitats` int(11) NOT NULL, 
  `un_servir` int(11) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
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• Taula d’impressores: En aquesta taula emmagatzemarem les impressores de l’empresa així com 
les que ja no estan en funcionament per conservar així un registre de l’equipament. També 
guardarem a qui pertanyen i en quina unitat de negoci estan ubicades. 
Impressora 
id Enter d’11bytes Clau primària auto incrementada 
Num_inv Vector de 20 caràcters No pot ser nul 
Tipo Vector de 30 caràcters No pot ser nul 
Num_serie Vector de 30 caràcters No pot ser nul 
model Vector de 50 caràcters No pot ser nul 
C_negre Enters d’11bytes No pot ser nul 
Cont_negre Enters d’11bytes No pot ser nul 
C_color1 Enters d’11bytes No pot ser nul 
Cont_color1 Enters d’11bytes No pot ser nul 
C_color2 Enters d’11bytes No pot ser nul 
Cont_color2 Enters d’11bytes No pot ser nul 
C_color3 Enters d’11bytes No pot ser nul 
Cont_color3 Enters d’11bytes No pot ser nul 
Nom_user Vector de 50 caràcters No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Data_Compra Data No pot ser nul 
Proveedor Vector de 50 caràcters No pot ser nul 
albara Vector de 50 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 6: Detall de la taula impressora 
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CREATE TABLE `impressora` ( 
  `id` int(11) NOT NULL auto_increment, 
  `num_inv` varchar(20) NOT NULL, 
  `tipo` varchar(30) NOT NULL, 
  `num_serie` varchar(30) NOT NULL, 
  `model` varchar(50) NOT NULL, 
  `ip` varchar(30) NOT NULL, 
  `c_negre` varchar(30) NOT NULL, 
  `cont_negre` int(11) NOT NULL, 
  `c_color1` varchar(30) NOT NULL, 
  `cont_color1` int(11) NOT NULL, 
  `c_color2` varchar(20) NOT NULL, 
  `cont_color2` int(11) NOT NULL, 
  `c_color3` varchar(20) NOT NULL, 
  `cont_color3` int(11) NOT NULL, 
  `nom_user` varchar(50) NOT NULL, 
  `un` varchar(30) NOT NULL, 
  `data_compra` date NOT NULL, 
  `proveedor` varchar(50) NOT NULL, 
  `albara` varchar(50) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
• Taula d’incidències: Aquesta taula conté totes les incidències registrades a l’empresa. 
Incidencies 
Id Enter d’11bytes Clau primària auto incrementada 
Data_inici Data No pot ser nul 
Data_prevista Data No pot ser nul 
Data_fi Data No pot ser nul 
Usuari Vector de 50 caràcters No pot ser nul 
Dept Vector de 50 caràcters No pot ser nul 
equip Vector de 20 caràcters No pot ser nul 
Tipo Vector de 30 caràcters No pot ser nul 
Un Vector de 20 caràcters No pot ser nul 
Tasca Text No pot ser nul 
Observacions Vector de 30 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 7: Detall de la taula incidencies 
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CREATE TABLE `incidencies` ( 
  `id` int(11) NOT NULL auto_increment, 
  `data_inici` date NOT NULL, 
  `data_prevista` date NOT NULL, 
  `data_fi` date NOT NULL, 
  `usuari` varchar(50) NOT NULL, 
  `dept` varchar(50) NOT NULL, 
  `equip` varchar(20) NOT NULL, 
  `tipo` varchar(30) NOT NULL, 
  `un` varchar(20) NOT NULL, 
  `tasca` text NOT NULL, 
  `observacions` varchar(30) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
• Taula de mòbils: En aquesta taula emmagatzemarem els telèfons mòbils  de l’empresa, tant si 
estan en funcionament com si no, així podrem portar un registre de tot l’equipament. També 
guardarem els codis d’accés als terminals i el número de telèfon associat. 
Mobils 
Id Enter d’11bytes Clau primària auto incrementada 
Tipo Vector de 30 caràcters No pot ser nul 
imei Vector de 30 caràcters No pot ser nul 
targeta Vector de 20 caràcters No pot ser nul 
pin Vector de 4 caràcters No pot ser nul 
Puk Vector de 6 caràcters No pot ser nul 
Numero Vector de 20 caràcters No pot ser nul 
Model Vector de 50 caràcters No pot ser nul 
Nom_user Vector de 50 caràcters No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Operadora Vector de 50 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 8: Detall de la taula mobils 
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CREATE TABLE `mobils` ( 
  `id` int(11) NOT NULL auto_increment, 
  `tipo` varchar(30) NOT NULL, 
  `imei` varchar(30) NOT NULL, 
  `targeta` varchar(20) NOT NULL, 
  `pin` varchar(4) NOT NULL, 
  `puk` varchar(6) NOT NULL, 
  `numero` varchar(20) NOT NULL, 
  `model` varchar(50) NOT NULL, 
  `nom_user` varchar(50) NOT NULL, 
  `un` varchar(30) NOT NULL, 
  `operadora` varchar(50) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
• Taula de monitors: En aquesta taula emmagatzemarem els monitors de l’empresa així com els 
que ja no estan en funcionament per conservar així un registre de l’equipament. També 
guardarem a qui pertanyen i en quina unitat de negoci estan ubicats. 
monitor 
id Enter d’11bytes Clau primària auto incrementada 
Num_inv Vector de 20 caràcters No pot ser nul 
Tipo Vector de 30 caràcters No pot ser nul 
Num_serie Vector de 30 caràcters No pot ser nul 
model Vector de 50 caràcters No pot ser nul 
tamany Vector de 30 caràcters No pot ser nul 
Nom_user Vector de 50 caràcters No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Data_Compra Data No pot ser nul 
Proveedor Vector de 50 caràcters No pot ser nul 
albara Vector de 50 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 9: Detall de la taula monitor 
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CREATE TABLE `monitor` ( 
  `id` int(11) NOT NULL auto_increment, 
  `num_inv` varchar(20) NOT NULL, 
  `tipo` varchar(30) NOT NULL, 
  `num_serie` varchar(30) NOT NULL, 
  `model` varchar(50) NOT NULL, 
  `tamany` varchar(30) NOT NULL, 
  `nom_user` varchar(50) NOT NULL, 
  `un` varchar(30) NOT NULL, 
  `data_compra` date NOT NULL, 
  `proveedor` varchar(50) NOT NULL, 
  `albara` varchar(50) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
• Taula d’incidències ASWIN: Aquesta taula conté totes les incidències registrades a l’empresa, 
d’una aplicació en concret. Aquest es un cas particular ja que ens interessa emmagatzemar els 
números d’incidència i de trucada que ens proporcionen els que porten el manteniment del 
programa. 
Inci_aswin 
Id Enter d’11bytes Clau primària auto incrementada 
Num_llamada Enter d’11bytes No pot ser nul 
Num_incidente Enter d’11bytes No pot ser nul 
Data_inici Data No pot ser nul 
Data_prevista Data No pot ser nul 
Data_fi Data No pot ser nul 
Usuari Vector de 50 caràcters No pot ser nul 
Dept Vector de 50 caràcters No pot ser nul 
Un Vector de 20 caràcters No pot ser nul 
Tasca Text No pot ser nul 
Observacions Vector de 30 caràcters No pot ser nul 
Tipo Vector de 20 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 10: Detall de la taula inci_aswin 
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CREATE TABLE `inci_aswin` ( 
  `id` int(11) NOT NULL auto_increment, 
  `num_llamada` int(11) NOT NULL, 
  `num_incidente` int(11) NOT NULL, 
  `data_inici` date NOT NULL, 
  `data_prevista` date NOT NULL, 
  `data_fi` date NOT NULL, 
  `usuari` varchar(50) NOT NULL, 
  `dept` varchar(50) NOT NULL, 
  `un` varchar(20) NOT NULL, 
  `tasca` text NOT NULL, 
  `observacions` varchar(30) NOT NULL, 
  `tipo` varchar(20) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
 
• Taula de proveedors: En aquesta taula emmagatzemarem els diferents proveïdors que ens 
proporcionin equipament. 
proveedor 
Id_prov Enter d’10bytes Clau primària auto incrementada 
Nom_prov Vector de 45 caràcters No pot ser nul 
Nif Vector de 9 caràcters No pot ser nul 
Direccio Vector de 45 caràcters No pot ser nul 
Localitat Vector de 45 caràcters No pot ser nul 
Telefon Vector de 9 caràcters No pot ser nul 
Cp Vector de 5 caràcters No pot ser nul 
mail Vector de 45 caràcters No pot ser nul 
Fax Vector de 9 caràcters No pot ser nul 
Taula 11: Detall de la taula proveedor 
CREATE TABLE `proveedor` ( 
  `id_prov` int(10) unsigned NOT NULL auto_increment, 
  `nom_prov` varchar(45) NOT NULL, 
  `nif` varchar(9) NOT NULL, 
  `direccio` varchar(45) NOT NULL, 
  `localitat` varchar(45) NOT NULL, 
  `telefon` varchar(9) NOT NULL, 
  `cp` varchar(5) NOT NULL, 
  `mail` varchar(45) NOT NULL, 
  `fax` varchar(9) NOT NULL, 
  PRIMARY KEY  (`id_prov`) 
) 
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• Taula de xarxa: Aquesta taula contindrà els diferents equipaments de xarxa de l’empresa, i les 
dades de configuració dels equips al igual que la seva ubicació en l’empresa. 
xarxa 
id Enter d’11bytes Clau primària auto incrementada 
Num_inv Vector de 20 caràcters No pot ser nul 
tipo Vector de 30 caràcters No pot ser nul 
Num_serie Vector de 30 caràcters No pot ser nul 
model Vector de 50 caràcters No pot ser nul 
ip Vector de 30 caràcters No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Data_Compra Data No pot ser nul 
Proveedor Vector de 50 caràcters No pot ser nul 
albara Vector de 50 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 12: Detall de la taula xarxa 
CREATE TABLE `xarxa` ( 
  `id` int(11) NOT NULL auto_increment, 
  `num_inv` varchar(20) NOT NULL, 
  `tipo` varchar(30) NOT NULL, 
  `num_serie` varchar(30) NOT NULL, 
  `model` varchar(50) NOT NULL, 
  `ip` varchar(30) NOT NULL, 
  `un` varchar(30) NOT NULL, 
  `data_compra` date NOT NULL, 
  `proveedor` varchar(50) NOT NULL, 
  `albara` varchar(50) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
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• Taula de PC’s: En aquesta taula emmagatzemarem els pc’s de l’empresa així com els que ja no 
estan en funcionament per conservar així un registre de l’equipament. També guardarem a qui 
pertanyen i en quina unitat de negoci estan ubicats. 
pc 
id Enter d’11bytes Clau primària auto incrementada 
Num_inv Vector de 20 caràcters No pot ser nul 
Tipo Vector de 30 caràcters No pot ser nul 
Num_serie Vector de 30 caràcters No pot ser nul 
model Vector de 50 caràcters No pot ser nul 
Nom Vector de 50 caràcters No pot ser nul 
ip Vector de 30 caràcters No pot ser nul 
so Vector de 30 caràcters No pot ser nul 
proc Vector de 50 caràcters No pot ser nul 
Ram Vector de 30 caràcters No pot ser nul 
hd Vector de 30 caràcters No pot ser nul 
cd Vector d’1 caràcter No pot ser nul 
Cdrw Vector d’1 caràcter No pot ser nul 
Dvd Vector d’1 caràcter No pot ser nul 
dvdrw Vector d’1 caràcter No pot ser nul 
Nom_user Vector de 50 caràcters No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Data_Compra Data No pot ser nul 
Proveedor Vector de 50 caràcters No pot ser nul 
albara Vector de 50 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 13: Detall de la taula pc 
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CREATE TABLE `pc` ( 
  `id` int(11) NOT NULL auto_increment, 
  `num_inv` varchar(20) NOT NULL, 
  `tipo` varchar(30) NOT NULL, 
  `num_serie` varchar(30) NOT NULL, 
  `model` varchar(50) NOT NULL, 
  `nom` varchar(30) NOT NULL, 
  `ip` varchar(30) NOT NULL, 
  `so` varchar(30) NOT NULL, 
  `proc` varchar(50) NOT NULL, 
  `ram` varchar(30) NOT NULL, 
  `hd` varchar(30) NOT NULL, 
  `cd` varchar(1) NOT NULL, 
  `cdrw` varchar(1) NOT NULL, 
  `dvd` varchar(1) NOT NULL, 
  `dvdrw` varchar(1) NOT NULL, 
  `nom_user` varchar(50) NOT NULL, 
  `un` varchar(30) NOT NULL, 
  `data_compra` date NOT NULL, 
  `proveedor` varchar(50) NOT NULL, 
    `albara` varchar(50) NOT NULL, 
    `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
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• Taula d’usuaris: Aquesta taula contindrà els usuaris de l’empresa, tant els actius com els que no. 
També emmagatzemarem els diferents usuaris per a les diferents aplicacions de l’empresa. Les 
contrasenyes no les guardarem ja que l’aplicació no disposa de comunicació SSL per a encriptar 
les dades. 
usuaris 
Id_user Enter d’11bytes Clau primària auto incrementada 
nom Vector de 50 caràcters No pot ser nul 
carrec Vector de 50 caràcters No pot ser nul 
dept Vector de 50 caràcters No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Tlf Enter d’11bytes No pot ser nul 
mobil Enter d’11bytes No pot ser nul 
mail Vector de 50 caràcters No pot ser nul 
U_netscape Vector de 30 caràcters No pot ser nul 
P_netscape Vector de 30 caràcters No pot ser nul 
U_terminal Vector de 30 caràcters No pot ser nul 
P_terminal Vector de 30 caràcters No pot ser nul 
U_aswin Vector de 30 caràcters No pot ser nul 
P_aswin Vector de 30 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
User Vector de 45 caràcters No pot ser nul 
Pass Vector de 45 caràcters No pot ser nul 
Admin Vector d’1 caràcter No pot ser nul 
Taula 14: Detall de la taula usuaris 
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CREATE TABLE `usuaris` ( 
  `id_user` int(11) NOT NULL auto_increment, 
  `nom` varchar(50) NOT NULL, 
  `carrec` varchar(50) NOT NULL, 
  `dept` varchar(50) NOT NULL, 
  `un` varchar(20) NOT NULL, 
  `tlf` int(11) NOT NULL, 
  `mobil` varchar(9) NOT NULL, 
  `mail` varchar(50) NOT NULL, 
  `u_netscape` varchar(30) NOT NULL, 
  `p_netscape` varchar(30) NOT NULL, 
  `u_terminal` varchar(30) NOT NULL, 
  `p_terminal` varchar(30) default NULL, 
  `u_aswin` varchar(30) NOT NULL, 
  `p_aswin` varchar(30) NOT NULL, 
  `estat` varchar(1) NOT NULL default 'a', 
  `user` varchar(45) NOT NULL, 
  `pass` varchar(45) NOT NULL, 
  `admin` varchar(1) NOT NULL default 'N', 
  PRIMARY KEY  (`id_user`) 
) 
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• Taula de Servidors: Aquesta taula contindrà els diferents servidors de l’empresa, i les dades de 
configuració dels equips al igual que la seva ubicació en l’empresa. 
servidor 
id Enter d’11bytes Clau primària auto incrementada 
Num_inv Vector de 20 caràcters No pot ser nul 
Num_serie Vector de 30 caràcters No pot ser nul 
model Vector de 50 caràcters No pot ser nul 
Nom Vector de 50 caràcters No pot ser nul 
ip Vector de 30 caràcters No pot ser nul 
so Vector de 30 caràcters No pot ser nul 
proc Vector de 50 caràcters No pot ser nul 
Ram Vector de 30 caràcters No pot ser nul 
hd Vector de 30 caràcters No pot ser nul 
cd Vector d’1 caràcter No pot ser nul 
Cdrw Vector d’1 caràcter No pot ser nul 
Dvd Vector d’1 caràcter No pot ser nul 
dvdrw Vector d’1 caràcter No pot ser nul 
dat Vector d’1 caràcter No pot ser nul 
Un Vector de 30 caràcters No pot ser nul 
Data_Compra Data No pot ser nul 
Proveedor Vector de 50 caràcters No pot ser nul 
albara Vector de 50 caràcters No pot ser nul 
Estat Vector d’1 caràcter No pot ser nul 
Taula 15: Detall de la taula servidor 
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CREATE TABLE `servidor` ( 
  `id` int(11) NOT NULL auto_increment, 
  `num_inv` varchar(20) NOT NULL, 
  `num_serie` varchar(30) NOT NULL, 
  `model` varchar(50) NOT NULL, 
  `nom` varchar(30) NOT NULL, 
  `ip` varchar(30) NOT NULL, 
  `so` varchar(30) NOT NULL, 
  `proc` varchar(50) NOT NULL, 
  `ram` varchar(30) NOT NULL, 
  `hd` varchar(30) NOT NULL, 
  `cd` varchar(1) NOT NULL, 
  `cdrw` varchar(1) NOT NULL, 
  `dvd` varchar(1) NOT NULL, 
  `dvdrw` varchar(1) NOT NULL, 
  `dat` varchar(1) NOT NULL, 
  `un` varchar(3 0) NOT NULL, 
  `data_compra` date NOT NULL, 
  `proveedor` varchar(50) NOT NULL, 
  `albara` varchar(50) NOT NULL, 
  `estat` varchar(1) NOT NULL, 
  PRIMARY KEY  (`id`) 
) 
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4.- Resum dels arxius 
 Els arxius d’aquest projecte estan dividits en tres apartats, arxius globals, arxius d’usuari i arxius 
d’administrador. Els arxius globals son arxius accessibles tant per als usuaris sense permisos 
d’administrador com els que tenen aquests permisos. Els arxius d’usuari son als quals accedeixen els 
usuaris sense permisos d’administrador i on l’usuari només podrà accedir al seu inventari i a les seves 
incidències. Els d’administrador son els arxius on els administradors podran gestionar tota la Base de 
Dades d’incidències i accedir a tots els equipaments d’usuari. 
• Arxius globals: 
o actu_inc_aswin.php / actu_inc_aswin1.php: Arxius que permeten actualitzar les 
incidències de l’aplicació pròpia de l’empresa. 
o actu_inc_autansa.php / actu_inc_autansa1.php: Arxius que permeten actualitzar les 
incidències generades pels usuaris amb problemes del seu equipament. 
o alta_inc_equip.php / alta_inc_imp.php / alta_inc_mon.php / alta_inc_pc.php: Aquests 
arxius generen les altes de les incidències dels equipaments de l’usuari. En quan es dona 
d’alta s’envia un correu electrònic a l’administrador per notificar-lo de l’alta. 
o alta_inc_usuari.php / alta_inc_usuari1.php: Aquests arxius donen d’alta les incidències 
no relacionades ni amb equipament ni amb el programa propi de l’empresa. En quan es 
dona d’alta s’envia un correu electrònic a l’administrador per notificar-lo de l’alta. 
o calen_index.php: Arxiu que genera un calendari en una finestra emergent per a poder 
seleccionar les dates mes còmodament. 
o control.php/ control2.php: Arxius que controlen i validen als usuaris. Distingeixen els 
usuaris normals de l’administrador. 
o dades_imp.php: Aquest arxiu ens mostra les dades d’una impressora seleccionada.  
o dades_mon.php: Aquest arxiu ens mostra les dades d’un monitor seleccionat. 
o dades_pc.php: Aquest arxiu ens mostra les dades d’un pc seleccionat. 
o dades_usuari.php: Aquest arxius ens mostra les dades de l’usuari que es selecciona. Es 
mostra les dades d’usuari, com el correu, usuaris d’accés a les aplicacions i la unitat de 
negoci a la qual pertany. 
o index.php: Pàgina inicial del programa, aquí ens demanarà l’usuari i la contrasenya per 
entrar al Gestor. 
o Main.php: Frame principal on es van mostrant les dades que es van demanant. 
o salir.php: Aquest arxiu ens desconnecta de la sessió. 
o seguridad.php: Fitxer de capçalera que controla que l’usuari estigui validat. 
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• Arxius d’administrador 
o activar_inc_aswin_ADM.php: Aquest arxiuens permetrà que una incidència de 
l’aplicació pròpia del programa passi de l’estat pendent a activa. 
o activar_inc_autansa_ADM.php: Aquest arxiu ens permetrà que una incidència passi de 
l’estat pendent a activa. 
o actu_cart1_ADM.php / actu_cart_ADM.php: Aquests arxius ens permetran actualitzar 
les dades d’un cartutx de tinta. 
o actu_dades_infor1_ADM.php / actu_dades_infor_ADM.php: Aquests arxius ens 
permeten modificar les dades d’accés dels usaris als diferents programes de l’empresa, 
així com d’atorgar permisos d’administrador dins el projecte. 
o actu_dept1_ADM.php / actu_dept_ADM.php: Aquests arxius ens permetran actualitzar 
les dades d’un departament concret. 
o actu_imp1_ADM.php / actu_imp_ADM.php:  Aquests arxius ens permetran actualitzar 
les dades d’una impressora seleccionada. 
o actu_mon1_ADM.php / actu_mon_ADM.php: Aquests arxius ens permetran actualitzar 
les dades d’un monitor seleccionat. 
o actu_pc1_ADM.php / actu_pc_ADM.php: Aquests arxius ens permetran actualitzar les 
dades d’un pc seleccionat. 
o actu_proveedor1_ADM.php / actu_proveedor_ADM.php: Aquests arxius ens permetran 
actualitzar les dades d’un proveïdor seleccionat. 
o actu_svr1_ADM.php / actu_svr_ADM.php:  Aquests arxius ens permetran actualitzar les 
dades d’un servidor seleccionat. 
o actu_un1_ADM.php / actu_un_ADM.php: Aquests arxius ens permetran actualitzar les 
dades d’una unitat de negoci seleccionada. 
o actu_usuari1_ADM.php / actu_usuari_ADM.php: Actualitzen les dades d’usuari. 
o actu_xarxa1_ADM.php / actu_xarxa_ADM.php: Aquests arxius ens permetran 
actualitzar les dades d’un equipament de xarxa seleccionat. 
o alta_cart1_ADM.php / alta_cart_ADM.php: Aquests arxius ens permetran donar d’alta 
un model de cartutx d’una marca. 
o alta_dept1_ADM.php / alta_dept_ADM.php: Aquests arxius ens permetran donar d’alta 
un departament. 
o alta_imp1_ADM.php / alta_imp_ADM.php: Aquests arxius ens permetran donar d’alta 
una impressora la qual passarà a estar amb stock fins que s’assigni a un usuari i una unitat 
de negoci. 
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o alta_inc_aswin1_ADM.php / alta_inc_aswin_ADM.php: Aquests arxius ens permetran 
donar d’alta una incidència de l’aplicació pròpia de l’empresa. Podrem donar d’alta l’ 
incidència obtenint les dades de qualsevol usuari. En quan es dona d’alta s’envia un 
correu electrònic a l’administrador per notificar-lo de l’alta. 
o alta_inc_autansa_ADM.php: Aquests arxius ens permetran donar d’alta una incidència. 
Podrem donar d’alta l’ incidència obtenint les dades de qualsevol usuari. En quan es dona 
d’alta s’envia un correu electrònic a l’administrador per notificar-lo de l’alta. 
o alta_mobil1_ADM.php / alta_mobil_ADM.php: Aquests arxius ens permetran donar 
d’alta un mòbil el qual passarà a estar amb stock fins que s’assigni a un usuari i una 
unitat de negoci. 
o alta_mon1_ADM.php / alta_mon_ADM.php: Aquests arxius ens permetran donar d’alta 
un monitor el qual passarà a estar amb stock fins que s’assigni a un usuari i una unitat de 
negoci. 
o alta_pc1_ADM.php / alta_pc_ADM.php: Aquests arxius ens permetran donar d’alta un 
pc el qual passarà a estar amb stock fins que s’assigni a un usuari i una unitat de negoci. 
o alta_proveedor1_ADM.php /  alta_proveedor_ADM.php: Aquests arxius ens permetran 
donar d’alta un proveïdor. 
o alta_svr1_ADM.php / alta_svr_ADM.php: Aquests arxius ens permetran donar d’alta un 
servidor el qual passarà a estar amb stock fins que s’assigni a una unitat de negoci. 
o alta_un1_ADM.php / alta_un_ADM.php: Aquests arxius ens permetran donar d’alta una 
unitat de negoci. 
o alta_usuari1_ADM.php / alta_usuari_ADM.php: Aquests arxius ens permetran donar 
d’alta un usuari dins d’una unitat de negoci. 
o alta_xarxa1_ADM.php / alta_xarxa_ADM.php: Aquests arxius ens permetran donar 
d’alta un equip de xarxa el qual passarà a estar amb stock fins que s’assigni a una unitat 
de negoci. 
o assignar_imp1_ADM.php / assignar_imp_ADM.php: Aquests arxius ens permetran 
assignar una impressora a un usuari i a una unitat de negoci, també traurà l’equip de 
l’stock. 
o assignar_mobil1_ADM.php / assignar_mobil_ADM.php: Aquests arxius ens permetran 
assignar un mòbil a un usuari, també traurà l’equip de l’stock. 
o assignar_mon1_ADM.php / assignar_mon_ADM.php: Aquests arxius ens permetran 
assignar un monitor a un usuari i a una unitat de negoci, també traurà l’equip de l’stock. 
o assignar_pc1_ADM.php / assignar_pc_ADM.php: Aquests arxius ens permetran 
assignar un pc a un usuari i a una unitat de negoci, també traurà l’equip de l’stock. 
o assignar_svr1_ADM.php / assignar_svr_ADM.php: Aquests arxius ens permetran 
assignar un servidor a una unitat de negoci, també traurà l’equip de l’stock. 
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o assignar_xarxa1_ADM.php / assignar_xarxa_ADM.php: Aquests arxius ens permetran 
assignar un equip de xarxa a una unitat de negoci, també traurà l’equip de l’stock. 
o baixa_cart_ADM.php: Aquests arxius ens permetran donar de baixa un cartutx 
seleccionat. 
o baixa_dept_ADM.php: Aquests arxius ens permetran donar de baixa un departament 
seleccionat. 
o baixa_imp_ADM.php: Aquests arxius ens permetran donar de baixa una impressora 
seleccionada. 
o baixa_mobil_ADM.php: Aquests arxius ens permetran donar de baixa un mòbil 
seleccionat. 
o baixa_mon_ADM.php: Aquests arxius ens permetran donar de baixa un monitor 
seleccionat. 
o baixa_pc_ADM.php: Aquests arxius ens permetran donar de baixa un pc seleccionat. 
o baixa_proveedor_ADM.php: Aquests arxius ens permetran donar de baixa un proveïdor 
seleccionat. 
o baixa_svr_ADM.php: Aquests arxius ens permetran donar de baixa un servidor 
seleccionat. 
o baixa_un_ADM.php: Aquests arxius ens permetran donar de baixa una unitat de negoci 
seleccionada. 
o baixa_usuari_ADM.php: Aquests arxius ens permetran donar de baixa un usuari 
seleccionat. 
o baixa_xarxa_ADM.php: Aquests arxius ens permetran donar de baixa un equip de xarxa 
seleccionat. 
o comanda_cart1_ADM.php / comanda_cart_ADM.php: Aquests arxius ens permetran fer 
una comanda de cartutxos i també ens permetran introduir els cartutxos rebuts de la 
comanda. En quan es realitza una comanda s’envia un correu electrònic a l’administrador 
el qual només haurà de reenviar al proveïdor que subministri la comanda. 
o dades_infor_ADM.php: Aquest arxiu ens mostra les dades de l’usuari seleccionat. Ens 
mostrarà tots els usuaris d’accés a les aplicacions de l’empresa. 
o dades_svr_ADM.php: Aquest arxiu ens mostrarà les dades d’un servidor seleccionat. 
o dept_ADM.php: Aquest  arxius ens mostrarà els departaments donats d’alta i ens 
permetrà realitzar totes les operacions amb ell. 
o desassign_imp_ADM.php: Aquest arxiu ens desassigna de l’usuari i unitat de negoci 
l’impressora seleccionada i la retorna al stock de l’empresa. 
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o desassign_mobil_ADM.php: Aquest arxiu ens desassigna de l’usuari i unitat de negoci el 
mòbil seleccionat i el retorna al stock de l’empresa. 
o desassign_mon_ADM.php: Aquest arxiu ens desassigna de l’usuari i unitat de negoci el 
monitor seleccionat i el retorna al stock de l’empresa. 
o desassign_pc_ADM.php: Aquest arxiu ens desassigna de l’usuari i unitat de negoci el pc 
seleccionat i el retorna al stock de l’empresa. 
o desassign_svr_ADM.php: Aquest arxiu ens desassigna de l’ unitat de negoci el servidor 
seleccionat i el retorna al stock de l’empresa. 
o desassign_xarxa_ADM.php: Aquest arxiu ens desassigna de l’ unitat de negoci 
l’equipament de xarxa seleccionada i el retorna al stock de l’empresa. 
o inc_aswin_ADM.php: Aquest arxiu ens mostra totes les incidències del programa propi 
de l’empresa i ens dona totes les opcions a realitzar amb elles. Ens les permet classificar 
per estat. 
o inc_autansa_ADM.php: Aquest arxiu ens mostra totes les incidències de l’empresa i ens 
dona totes les opcions a realitzar amb elles. Ens les permet classificar per estat. 
o incidencies_ADM.php: Aquest arxiu ens permet seleccionar que ens mostri les 
incidències de l’empresa o les del programa propi de l’empresa. 
o index_ADM.php: Aquest es l’índex de l’administrador on li dona totes les opcions que li 
permet el seu rang. 
o inven_ADM.php: Aquest arxiu ens dona l’opció de consultar l’equipament per tipus (pc, 
monitor, etc) o mostrar tot l’equipament d’un usuari o una unitat de negoci. També ens 
permet mostrar tot l’equipament de l’empresa.  
o inven_cartutxos_ADM.php: Aquest arxius ens mostra la disponibilitat de cartutxos, 
deixant que els classifiquem per marca. També ens mostrarà els cartutxos que tinguem en 
comandes pendents. 
o inven_full_ADM.php: Aquest arxiu ens mostrarà tot l’equipament d’un usuari o una 
unitat de negoci seleccionada, des d’aquí podrem realitzar totes les operacions 
disponibles en l’equipament seleccionat. 
o inven_imp_ADM.php: Aquest arxiu ens mostrarà totes les impressores d’un usuari o una 
unitat de negoci seleccionada, també podrem seleccionar totes les impressores de 
l’empresa. Des d’aquí podrem realitzar totes les operacions disponibles en l’equipament 
seleccionat. 
o inven_mobils_ADM.php:  Aquest arxiu ens mostrarà tots els móbils d’un usuari 
seleccionat, també podrem seleccionar tots els mòbils de l’empresa. Des d’aquí podrem 
realitzar totes les operacions disponibles en l’equipament seleccionat. 
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o inven_mon_ADM.php: Aquest arxiu ens mostrarà tots els monitors d’un usuari o una 
unitat de negoci seleccionada, també podrem seleccionar totes els monitors de l’empresa. 
Des d’aquí podrem realitzar totes les operacions disponibles en l’equipament seleccionat. 
o inven_pc_ADM.php: Aquest arxiu ens mostrarà tots els pc’s d’un usuari o una unitat de 
negoci seleccionada, també podrem seleccionar totes els pc’s de l’empresa. Des d’aquí 
podrem realitzar totes les operacions disponibles en l’equipament seleccionat. 
o inven_svr_ADM.php: Aquest arxiu ens mostrarà tots els servidors d’una unitat de negoci 
seleccionada, també podrem seleccionar totes els servidors de l’empresa. Des d’aquí 
podrem realitzar totes les operacions disponibles en l’equipament seleccionat. 
o inven_xarxa_ADM.php: Aquest arxiu ens mostrarà tots els equips de xarxa d’una unitat 
de negoci seleccionada, també podrem seleccionar totes els equips de xarxa de l’empresa. 
Des d’aquí podrem realitzar totes les operacions disponibles en l’equipament seleccionat. 
o nosol_inc_aswin_ADM.php: Aquest arxiu ens permet que una incidència seleccionada 
de l’aplicació pròpia de l’empresa es doni com a no solucionada. Ens interessa conservar 
el seu estat per a poder fer les reclamacions pertinents. 
o pendent_inc_aswin_ADM.php: Aquest arxiu ens permet que una incidència seleccionada 
del programa propi de l’empresa de l’empresa canviï el seu estat a pendent de realitzar. 
o  pendent_inc_autansa_ADM.php: Aquest arxiu ens posarà una incidència seleccionada 
com a pendent en el seu estat. 
o proveedor_ADM.php: Aquest arxiu ens mostrarà tots els proveïdors i ens permetrà 
realitzar les operacions disponibles amb ell. 
o retorn_cart_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un cartutx 
seleccionat que prèviament es va donar de baixa. 
o retorn_imp_ADM.php: Aquest arxiu ens permetrà retornar a l’stock una impressora 
seleccionada que prèviament es va donar de baixa. 
o retorn_mobil_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un mòbil 
seleccionat que prèviament es va donar de baixa. 
o retorn_mon_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un monitor 
seleccionat que prèviament es va donar de baixa. 
o retorn_pc_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un pc seleccionat que 
prèviament es va donar de baixa. 
o retorn_svr_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un servidor 
seleccionat que prèviament es va donar de baixa. 
o retorn_usuari_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un usuari 
seleccionat que prèviament es va donar de baixa. 
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o retorn_xarxa_ADM.php: Aquest arxiu ens permetrà retornar a l’stock un equip de xarxa 
seleccionat que prèviament es va donar de baixa. 
o sol_inc_aswin_ADM.php: Aquest arxiu ens permet que una incidència seleccionada de 
l’aplicació pròpia de l’empresa es doni com a solucionada. 
o  tancar_inc_autansa_ADM.php: Aquest arxiu ens permet que una incidència 
seleccionada de l’empresa es doni com a solucionada. 
o top_ADM.php: Frame en el que es mostren totes les opcions disponibles per 
l’administrador. 
o un_ADM.php: Aquest arxiu ens mostra les unitat de negoci de l’empresa i ens permet 
realitzar les opcions amb elles. 
o usuaris_ADM.php: Aquest arxiu ens mostra els usuaris de l’empresa i ens permet 
realitzar les opcions disponibles amb elles. Ens els permet classificar per unitat de negoci 
o mostrar tots els de l’empresa. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
75 
 
• Arxius d’usuari 
o alta_inc_aswin1_USR.php / alta_inc_aswin_USR.php: Aquests arxius ens permetran 
donar d’alta una incidència del programa propi de l’empresa, però només permet donar 
d’alta l’ incidència amb el nom de l’usuari que s’ha validat. S’envia un correu electrònic 
a l’administrador per notificar-lo de l’alta. 
o alta_inc_autansa_USR.php: Aquest arxius ens permet donar d’alta una incidència només 
del equipament de l’usuari que s’ha validat. S’envia un correu electrònic a 
l’administrador per notificar-lo de l’alta. 
o dades_infor_USR.php: Aquest arxiu ens mostra les dades de l’usuari validat. Ens 
mostrarà tots els usuaris d’accés a les aplicacions de l’empresa. 
o inc_aswin_USR.php: Aquest arxiu ens mostra les incidències del programa propi de 
l’empresa, però només les obertes per l’usuari que s’ha validat a l’aplicació. Ens permetrà 
realitzar les opcions disponibles en elles. 
o inc_autansa_USR.php: Aquest arxiu ens mostra les incidències obertes per l’usuari que 
s’ha validat a l’aplicació. Ens permetrà realitzar les opcions disponibles en elles. 
o incidencies_USR.php: Aquest arxiu ens permet seleccionar que ens mostri les 
incidències de l’empresa o les del programa propi de l’empresa. Només ens mostrarà les 
del usuari que s’ha validat. 
o index_USR.php: Aquest es l’índex de l’usuari on li dona totes les opcions que li permet 
el seu rang. 
o inven_USR.php: Aquest arxiu ens dona l’opció de consultar l’equipament de l’usuari que 
s’ha validat i realitzar les operacions disponibles. 
o  top_USR.php: Frame en el que es mostren totes les opcions disponibles per l’usuari. 
o usuaris_USR.php: Aquest arxiu ens mostra els usuaris de l’empresa i ens permet realitzar 
les opcions disponibles només amb el nostre usuari. Ens els permet classificar per unitat 
de negoci o mostrar tots els de l’empresa. 
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5.- Manual de l’usuari 
 En aquest manual es detallaran totes les opcions que te disponibles l’usuari estàndard de 
l’empresa, o sigui el que no te privilegis d’administrador. Entre aquestes opcions ens dona la possibilitat 
de consultar les nostres dades d’usuari, així com les dades d’accés a les diferents aplicacions. També 
podrem obrir incidències les quals posteriorment hauran de ser aprovades per l’administrador que les 
validarà segons si es pot considerar incidència com a tal o no. I per últim també podrem consultar l’estat 
de les incidències que hem generat. 
 Tot seguit es passa a detallar com realitzar totes aquestes opcions. 
 
5.1.- Accedir al sistema “Gestió d’incidències i Recursos” 
 Per accedir al sistema de Gestió d’Incidències i Recursos del Departament d’Informàtica es 
realitzarà a través d’un navegador Web, ja sigui Internet Explorer, Mozila Firefox o qualsevol altre 
navegador. 
 Per entrar al sistema entrarem a la següent pàgina: http://servidor/web_infor/. On posa servidor 
haurem de posar el nom del servidor on estigui instal·lat el sistema, ja que això dependrà del nom del 
servidor Web que l’administrador de l’empresa ens proporcioni. 
 Un cop accedim a la pàgina automàticament ens redirigirà a la pàgina index.html que es la que 
ens demanarà la validació d’usuari i segons els permisos que tinguem ens donarà unes opcions o unes 
altres, la pantalla que ens mostrarà es la següent: 
 
Figura 7: Pàgina de validació de l’aplicació 
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Figura 8: Ampliació de la pàgina de validació de l’aplicació 
En aquest camp introduirem l’usuari i la contrasenya que ens ha proporcionat l’administrador per 
accedir a l’aplicació en cas de que haguem de tenir-hi accés. Un cop ens haguem validat ens sortirà la 
següent pantalla que es la que ens donarà accés a les opcions disponibles per l’usuari que hi ha accedit. 
 
Figura 9: Pàgina Inicial de l’aplicació 
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Figura 10: Opcions de l’aplicació 
En la figures anterior podem observar les opcions que ens dona que son les que en aquest cas te 
un usuari estàndard sense permisos d’administrador. 
 
5.2.- Opció “Usuaris” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció Usuaris, un cop cliquem 
sobre l’opció ens sortirà la pantalla següent. 
 
Figura 11: Menú Usuaris 
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En la pantalla anterior podem observar que ens surt un Menú desplegable el qual ens dona l’opció 
de classificar els usuaris de l’empresa segons Unitat de Negoci o segons Departament, podem combinar 
les dos opcions per a poder seleccionar els usuaris d’un Departament i d’una Unitat de Negoci. També 
ens permetrà mostrar-nos els usuaris que estan donats de baixa de l’empresa però nos ens permetrà 
realitzar cap opció sobre ells. 
 
Figura 12: Classificació d’Usuaris 
Un cop seleccionem els usuaris que ens interessen ens mostrarà una llista amb tots els usuaris que 
haguem seleccionat i ens donarà opció de consultar les dades d’accés a les diferents aplicacions de 
l’empresa de només el nostre usuari. 
 
Figura 13: Llistat d’usuaris seleccionats 
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Figura 14: Llistat d’usuaris seleccionats 
En la figures anteriors podem observar com ens mostra els noms i cognoms dels usuaris 
seleccionats, així com el seu departament, la seva unitat de negoci, la seva extensió interna i el seu correu 
electrònic. Com podem observar a la figura anterior al nostre usuaris ens surten dues opcions disponibles. 
 ? Aquesta opció ens permetrà consultar les dades d’accés a les diferents aplicacions. 
 ? Aquesta opció ens permetrà obrir una incidència que no correspongui a cap equipament de 
l’usuari en concret. 
Si accedim a l’opció de consultar les dades d’accés als programes d’usuari  (  ) ens mostrarà la 
següent pantalla. 
 
Figura 15: Codis d’usuari 
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Com podem veure aquí ens mostra els diferents usuaris d’accés a les aplicacions de l’empresa, en 
cap cas ens mostra la contrasenya d’accés ja que seria potencialment insegur ja que l’aplicació no disposa 
de comunicació SSL. Com podem veure també ens mostra si l’usuari te permisos o no d’administrador 
dins d’aquesta aplicació 
Si des de la pantalla d’usuaris accedim a l’opció d’obrir una incidència ( ) ens mostrarà la següent 
pantalla. 
 
Figura 16: Obrir incidència 
El que hem de fer per obrir l’ incidència es tan simple com escriure l’ incidència que tinguem i un 
cop li donem al botó de confirmar aquesta es registrarà dins el sistema i enviarà un correu electrònic a 
l’administrador el qual haurà de validar-la però això ho explicarem al manual de l’administrador. Com 
podem veure en tot moment ens mostrà l’usuari amb el que estem validats i també ens mostra el 
Departament al qual pertany i la Unitat de Negoci. 
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5.3.- Opció “Inventari” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció Inventari, un cop 
cliquem sobre l’opció ens sortirà la pantalla següent. 
 
Figura 17: Inventari d’usuari 
Aquí podem veure com ens mostra tot l’equipament del qual disposem en l’empresa, ens mostra 
els ordenador, les impressores i els monitors. Com podem veure en aquest exemple ens mostra tot 
l’equipament dins les diferents Unitats de Negoci i ens dona l’opció d’obrir incidències del respectiu 
equipament igual que consultar les dades de l’equipament. Les opcions son les següents: 
 ? Des d’aquesta opció ens mostra les dades de l’equipament seleccionat. 
 ? Des d’aquesta opció ens permet obrir una incidència de l’equipament seleccionat en concret. 
En el cas de les impressores com després podrem veure en l’apartat d’incidències ens apareixen 
uns opcions diferents que son les següents. 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color negre. 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor cyan ( en el cas que en tingui ) 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor magenta ( en el cas que en tingui ) 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor groc ( en el cas que en tingui ) 
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Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
Si des de la pantalla d’inventari accedim a l’opció de consultar les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
 
 
Figura 18: Dades d’un equip 
Aquí podem veure com ens mostra les dades de l’equip que hem seleccionat. Segons el tipus 
d’equip ens mostrarà unes opcions o unes altres. Com podem veure en les impressores també ens mostra 
els cartutxos que ha consumit la impressora en qüestió per a portar un control de despeses adequat. 
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5.4.- Opció “Incidències” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció Inventari, un cop 
cliquem sobre l’opció ens sortirà la pantalla següent. 
 
Figura 19: Pantalla Incidències 
 Com podem observar ens apareixen dues opcions dins de l’apartat incidències. Aquest es un cas 
puntual de la nostra empresa ja que ens interessa registrar les incidències del programa propi de l’empresa 
ASWIN, ja que ens porten un manteniment extern de l’aplicació basat en un sistema de número 
d’incidència els quals ens interessa tenir registrats. Les dos opcions son les següents: 
 
 La primera opció son les incidències pròpies generades per l’equipament i usuaris de l’empresa. 
La segona opció es la que hem comentat anteriorment de l’aplicació ASWIN. 
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Si accedim a la primera opció ens sortirà la següent pantalla. 
 
Figura 20: Incidències AUTANSA 
Com podem veure dins l’apartat d’incidències ens mostra una pantalla que ens deixa seleccionar 
entre els diferents estats de les incidències generades per l’empresa. Un cop seleccionem l’estat ens 
mostrarà les incidències que tingui l’estat en concret. 
 
Figura 21: Incidències AUTANSA segons estat 
En la figura anterior hem seleccionat que ens mostri totes les incidències de l’usuari i ens les 
classifica per colors segons l’estat en que es troben per a que sigui mes fàcil distingir-les. Dins de les 
incidències  ens deixa realitzar les següent operacions. 
 ? Donar d’alta una incidència. 
 ?Editar l’ incidència. 
 ? Mostrar les dades de l’equip sobre el qual s’ha obert l’ incidència (Figura 18) 
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Si anem a l’opció d’editar l’ incidència ( )ens mostrarà la pantalla següent en la qual podrem 
modificar l’ incidència donada d’alta. 
 
Figura 22: Alta d’incidència 
Com podem veure aquesta pantalla es molt similar a la del inventari però aquesta només ens 
permet donar-les d’alta sense mostrar-nos les dades dels equips. Les opcions son les mateixes que hem 
mencionat anteriorment. 
 ? Des d’aquesta opció ens permet obrir una incidència de l’equipament seleccionat en concret o 
obrir una incidència que no estigui relacionada amb cap equip en concret en cas de que 
seleccionem l’opció de sota el nom de l’usuari. 
En el cas de les impressores com després podrem veure en l’apartat d’incidències ens apareixen 
uns opcions diferents que son les següents. 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color negre. 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor cyan ( en el cas que en tingui ) 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor magenta ( en el cas que en tingui ) 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor groc ( en el cas que en tingui ) 
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Si anem a qualsevol de les opcions ens sortirà la següent pantalla. 
 
Figura 23: Alta d’incidència 
Com podem observar de l’únic que es tracta es de omplir l’ incidència i donar-li al botó de 
confirmar. Un cop ho fem s’enviarà un correu electrònic a l’administrador el qual procedirà a activar l’ 
incidència si ho considera pertinent. En el cas de fer una comanda de cartutx ens sortirà el quadre següent. 
 
Figura 24: Alta d’incidència 
L’única diferència es que ens apareix un text predefinit que ens ajudarà a portar el recompte de 
cartutxos utilitzats per l’impressora. 
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Si anem a l’opció d’editar l’ incidència ( )ens mostrarà la pantalla següent en la qual podrem 
modificar l’ incidència donada d’alta. 
 
Figura 25: Actualitzar incidències 
 Com podem observar ens deixa canviar les dades de l’ incidència seleccionada i les 
emmagatzemarà a la base de dades. 
Si accedim a la segona opció, Incidències ASWIN ens sortirà la següent pantalla. 
 
Figura 26: Incidències ASWIN 
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Com podem veure dins l’apartat d’incidències ASWIN ens mostra una pantalla que ens deixa 
seleccionar entre els diferents estats de les incidències generades per l’empresa. Un cop seleccionem 
l’estat ens mostrarà les incidències que tingui l’estat en concret. 
 
Figura 27: Incidències ASWIN segons estat 
En la figura anterior hem seleccionat que ens mostri totes les incidències de l’usuari i ens les 
classifica per colors segons l’estat en que es troben per a que sigui mes fàcil distingir-les. Dins de les 
incidències  ens deixa realitzar les següent operacions. 
 ? Donar d’alta una incidència. 
 ?Editar l’ incidència. 
Si anem a l’opció de donar d’alta l’ incidència ( )ens mostrarà la pantalla següent en la qual 
podrem donar d’alta l’ incidència. 
 
Figura 28: Alta d’incidència 
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Com podem observar de l’únic que es tracta es de omplir l’ incidència i donar-li al botó de 
confirmar. Un cop ho fem s’enviarà un correu electrònic a l’administrador el qual procedirà a activar l’ 
incidència si ho considera pertinent. 
Si anem a l’opció d’editar l’ incidència ( )ens mostrarà la pantalla següent en la qual podrem 
modificar l’ incidència donada d’alta. 
 
Figura 29: Actualitzar incidències 
 Com podem observar ens deixa canviar les dades de l’ incidència seleccionada i les 
emmagatzemarà a la base de dades, també ens deixa introduir els números de trucada i de incident que 
ens han proporcionat el servei del manteniment del programa. 
 
5.5.- Opció “Desconnectar” 
 Si polsem sobre aquesta opció ens desconnectarà de la sessió per a que ens puguem validar amb 
un altre usuari si ens es necessari. 
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6.- Manual de l’administrador 
 En aquest manual es detallaran totes les opcions que te disponibles l’usuari administrador de 
l’empresa. Entre aquestes opcions ens dona la possibilitat gestionar completament els usuaris,  el 
inventari i les incidències de l’empresa, així com de gestionar els proveïdors. També podrem obrir 
incidències sobre qualsevol usuari 
 Tot seguit es passa a detallar com realitzar totes aquestes opcions. 
 
6.1.- Accedir al sistema “Gestió d’incidències i Recursos” 
 Per accedir al sistema de Gestió d’Incidències i Recursos del Departament d’Informàtica es 
realitzarà a través d’un navegador Web, ja sigui Internet Explorer, Mozila Firefox o qualsevol altre 
navegador. 
 Per entrar al sistema entrarem a la següent pàgina: http://servidor/web_infor/. On posa servidor 
haurem de posar el nom del servidor on estigui instal·lat el sistema, ja que això dependrà del nom del 
servidor Web que l’administrador de l’empresa ens proporcioni. 
 Un cop accedim a la pàgina automàticament ens redirigirà a la pàgina index.html que es la que 
ens demanarà la validació d’usuari i segons els permisos que tinguem ens donarà unes opcions o unes 
altres, la pantalla que ens mostrarà es la següent: 
 
Figura 30: Pàgina de validació de l’aplicació 
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Figura 31: Ampliació de la pàgina de validació de l’aplicació 
En aquest camp introduirem l’usuari i la contrasenya per accedir a l’aplicació. Un cop ens 
haguem validat ens sortirà la següent pantalla que es la que ens donarà accés a les opcions disponibles per 
l’usuari que hi ha accedit. 
 
Figura 32: Pàgina Inicial de l’aplicació 
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Figura 33: Opcions de l’aplicació6 
En la figures anterior podem observar les opcions que ens dona l’aplicació per a un usuari amb 
permisos d’administrador. 
 
6.2.- Opció “Usuaris” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció Usuaris, un cop cliquem 
sobre l’opció ens sortirà la pantalla següent. 
 
Figura 34: Menú Usuaris 
En la pantalla anterior podem observar que ens surt un Menú desplegable el qual ens dona l’opció 
de classificar els usuaris de l’empresa segons Unitat de Negoci o segons Departament, podem combinar 
les dos opcions per a poder seleccionar els usuaris d’un Departament i d’una Unitat de Negoci. També 
ens permetrà consultar els usuaris donats de baixa i tornar-los a donar d’alta si ens es convenient. 
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Figura 35: Classificació d’Usuaris 
Un cop seleccionem els usuaris que ens interessen ens mostrarà una llista amb tots els usuaris que 
haguem seleccionat i ens donarà opció de consultar les dades d’accés a les diferents aplicacions de 
l’empresa de tots els usuaris i de modificar totes les dades, així com de donar de baixa els usuaris. 
 
Figura 36: Llistat d’usuaris seleccionats 
En la figura anterior podem observar com ens mostra els noms i cognoms dels usuaris 
seleccionats, així com el seu departament, la seva unitat de negoci, la seva extensió interna i el seu correu 
electrònic. Com podem observar a la figura anterior ens permet generar les opcions següents amb els 
usuaris. 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
95 
 
 ? Aquesta opció ens permetrà donar d’alta un usuari nou a l’empresa. 
 ? Aquesta opció ens permetrà editar les dades d’un usuari. 
 ? Aquesta opció ens permetrà donar de baixa un usuari. 
 ? Aquesta opció només ens apareixerà quan un usuari està donat de baixa i ens permet tornar-lo 
a donar d’alta. 
 ? Aquesta opció ens permetrà consultar les dades d’accés a les diferents aplicacions. 
 ? Aquesta opció ens permetrà obrir una incidència que no correspongui a cap equipament de 
l’usuari en concret. 
 
Si accedim a l’opció de donar d’alta un usuari  ( ) ens mostrarà la següent pantalla. 
 
Figura 37: Donar d’alta un usuari 
Un cop haguem emplenat les dades pertinents i li donem al botó de confirmar l’usuari serà donat 
d’alta a la Base de Dades i podrem operar amb ell. 
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Si accedim a l’opció d’editar les dades d’usuari  ( ) ens mostrarà la següent pantalla. 
 
Figura 38: Actualitzar dades d’usuari 
Com podem veure aquí sens permet canviar totes les dades d’un usuari, un cop li donen a actualitzar 
les dades es guardaran a la Base de Dades. 
Si accedim a l’opció d’esborrar  un usuari  ( ) ens modificarà l’estat de l’usuari i ens el ficarà com a 
donat de baixa a l’empresa. 
Si accedim a l’opció de donar d’alta de nou  un usuari que prèviament havia estat esborrat  ( ) ens 
modificarà l’estat de l’usuari i ens el ficarà com a donat d’alta  a l’empresa. 
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Si accedim a l’opció de consultar les dades d’accés als programes d’usuari  (  ) ens mostrarà la 
següent pantalla. 
 
Figura 39: Codis d’usuari 
Com podem veure aquí ens mostra els diferents usuaris d’accés a les aplicacions de l’empresa, en 
cap cas ens mostra la contrasenya d’accés ja que seria potencialment insegur ja que l’aplicació no disposa 
de comunicació SSL. Com podem veure també ens mostra si l’usuari te permisos o no d’administrador 
dins d’aquesta aplicació. També tenim l’opció d’editar les dades ( ). Si accedim a l’opció ens sortirà la 
següent pantalla. 
 
Figura 40: Actualitzar codis d’usuari 
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En la pantalla anterior podem actualitzar les dades i també donar permisos d’administrador 
d’aquesta aplicació o no. Un cop li donem a actualitzar les dades es guardaran a la Base de Dades. 
Si des de la pantalla d’usuaris accedim a l’opció d’obrir una incidència ( ) ens mostrarà la 
següent pantalla. 
 
Figura 41: Obrir incidència 
El que hem de fer per obrir l’ incidència es tan simple com escriure l’ incidència que tinguem i un 
cop li donem al botó de confirmar aquesta es registrarà dins el sistema i enviarà un correu electrònic a 
l’administrador el qual haurà de validar-la però això ho explicarem al manual de l’administrador. Com 
podem veure en tot moment ens mostrà l’usuari amb el que estem validats i també ens mostra el 
Departament al qual pertany i la Unitat de Negoci. 
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6.3.- Opció “Departaments” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció Departaments, un cop 
cliquem sobre l’opció ens sortirà la pantalla següent. 
 
Figura 42: Llista de departaments 
En la figura anterior podem observar com ens mostra els departaments de l’empresa. Com podem 
observar a la figura anterior ens permet generar les opcions següents amb els departaments. 
 ? Aquesta opció ens permetrà donar d’alta un departament nou a l’empresa. 
 ? Aquesta opció ens permetrà editar les dades d’un departament. 
 ? Aquesta opció ens permetrà donar de baixa un departament. 
 
Si accedim a l’opció de donar d’alta un departament  ( ) ens mostrarà la següent pantalla. 
 
Figura 43: Donar d’alta un departament 
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Un cop haguem emplenat les dades pertinents i li donem al botó de confirmar el departament serà 
donat d’alta a la Base de Dades. 
Si accedim a l’opció d’editar les dades d’un departament  ( ) ens mostrarà la següent pantalla. 
 
Figura 44: Actualitzar dades d’un departament 
Com podem veure aquí sens permet canviar totes les dades d’un departament, un cop li donen a 
actualitzar les dades es guardaran a la Base de Dades. 
Si accedim a l’opció d’esborrar  un departament  ( ) ens esborrarà el departament seleccionat de 
l’empresa. 
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6.4.- Opció “UN” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció UN, un cop cliquem 
sobre l’opció ens sortirà la pantalla següent. 
 
Figura 45: Llista d’Unitat de Negoci 
En la figura anterior podem observar com ens mostra les Unitats de Negoci de l’empresa. Com 
podem observar a la figura anterior ens permet generar les opcions següents amb les Unitat de Negoci. 
 ? Aquesta opció ens permetrà donar d’alta una Unitat de Negoci  nova a l’empresa. 
 ? Aquesta opció ens permetrà editar les dades d’una Unitat de Negoci. 
 ? Aquesta opció ens permetrà donar de baixa una Unitat de Negoci. 
 
Si accedim a l’opció de donar d’alta una Unitat de Negoci  ( ) ens mostrarà la següent pantalla. 
 
Figura 46: Donar d’alta una Unitat de Negoci 
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Un cop haguem emplenat les dades pertinents i li donem al botó de confirmar la Unitat de Negoci 
serà donada d’alta a la Base de Dades. 
Si accedim a l’opció d’editar les dades d’una Unitat de Negoci  ( ) ens mostrarà la següent pantalla. 
 
Figura 47: Actualitzar dades d’una Unitat de Negoci 
Com podem veure aquí sens permet canviar totes les dades d’una Unitat de Negoci, un cop li 
donem a actualitzar les dades es guardaran a la Base de Dades. 
Si accedim a l’opció d’esborrar  una Unitat de Negoci  ( ) ens esborrarà la Unitat de Negoci de 
l’empresa. 
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6.5.- Opció “Inventari” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció UN, un cop cliquem 
sobre l’opció ens sortirà la pantalla següent. 
 
Figura 47: Inventari 
  Com podem comprovar des de l’administrador tenim moltes mes opcions que les que te un usuari 
estàndard. En aquest inventari disposem de les següents opcions. 
 ?Inventari de PC’s 
 ?Inventari d’impressores 
 ?Inventari de monitors 
 ? Inventari d’equips de xarxa 
 ? Inventari de servidors 
 ? Inventari de cartutxos 
 ? Inventari de mòbils 
 ? Inventari complert d’usuari o Unitat de Negoci 
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Si polsem sobre la opció Inventari de PC’s en la pantalla principal d’inventari ens sortirà la següent 
pantalla. 
 
Figura 48: Inventari de PC’s 
Com podem comprovar sens permet consultar les dades dels PC’s tant per Unitat de Negoci com 
per usuari, també sens permet fer la consulta per les dues opcions ja que hi ha usuaris que disposen 
d’equips en diferents Unitat de Negoci i ens interessa poder-ho consultar per Unitat de Negoci. També 
ens deixa consultar els Pc’s que tenim en Stock i els que hem donat de baixa. 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips, es mostra en la pantalla següent. 
 
Figura 48: Llistat de PC’s 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
105 
 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Consultar les dades de l’equip. 
 ? Editar les dades de l’equip. 
 ? Desassignar l’equip. 
 ? Obrir incidència de l’equip. 
 ? Connectar-nos a l’equip remotament. 
En el cas dels equips que estan en Stock ens apareixeran les següents opcions diferents: 
 ? Donar de baixa l’equip. 
 ? Assignar l’equip a un usuari i Unitat de Negoci 
En el cas dels equips que estan donats de baixa ens apareixeran les següent opcions diferents: 
 ? Retornar l’equip a l’stock 
 
Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
Si des de la pantalla d’inventari accedim a l’opció de consultar les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 49: Dades d’un PC 
Aquí podem veure com ens mostra les dades de l’equip que hem seleccionat.  
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Si des de la pantalla d’inventari accedim a l’opció d’actualitzar  les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 50: Actualitzar dades d’un PC 
Com podem comprovar podem  modificar qualsevol dada de l’equip seleccionat. 
Si des de la pantalla d’inventari accedim a l’opció de desassignar un equip ( ) ens esborrarà les 
dades de l’usuari i Unitat de Negoci assignada i ens col·locarà l’equip a l’stock. 
Si des de la pantalla d’inventari accedim a l’opció de connectar-nos remotament a un equip ( ) 
ens executarà un arxiu amb extensió “bat” que haurem generat anteriorment i aquest arxiu ens executarà 
una aplicació que ens permetrà connectar-nos amb l’equip remotament i poder tenir el control de l’equip. 
La comanda que executa l’arxiu bat es la següent: 
"C:\Archivos de programa\Radmin\Radmin.exe" /connect:192.168.1.7:4899 
Si des de la pantalla d’inventari d’stock accedim a l’opció de donar de baixa un equip ( ) ens 
modificarà l’estat de l’equip i ens el col·locarà com a donat de baixa, aquesta opció només apareix en els 
equips situats en l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció d’assignar un equip ( ) ens mostrarà 
la següent pantalla. 
 
Figura 51: Assignar un equip 
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En aquesta pantalla haurem de seleccionar l’usuari i la unitat de negoci en la que l’equip estarà 
situat per a poder-lo tenir controlat. 
Si des de la pantalla d’inventari de baixes accedim a l’opció de retornar un equip a l’stock  ( ) 
ens modificarà l’estat de l’equip i ens el col·locarà com a equip en stock,  aquesta opció només apareix en 
els equips donats de baixa. 
 
Si polsem sobre la opció Inventari d’impressores en la pantalla principal d’inventari ens sortirà la següent 
pantalla. 
 
Figura 52: Inventari d’impressores 
Com podem comprovar sens permet consultar les dades de les impressores tant per Unitat de 
Negoci com per usuari, també sens permet fer la consulta per les dues opcions ja que hi ha usuaris que 
disposen d’equips en diferents Unitat de Negoci i ens interessa poder-ho consultar per Unitat de Negoci. 
També ens deixa consultar les impressores que tenim en Stock i les que hem donat de baixa. 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips, es mostra en la pantalla següent. 
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Figura 53: Llistat d’impressores 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Consultar les dades de l’equip. 
 ? Editar les dades de l’equip. 
 ? Desassignar l’equip. 
   ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color negre. 
   ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un 
cartutx tricolor cyan ( en el cas que en tingui ) 
   ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un 
cartutx tricolor magenta ( en el cas que en tingui ) 
   ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un 
cartutx tricolor groc ( en el cas que en tingui ) 
 ? Obrir incidència de l’equip. 
En el cas dels equips que estan en Stock ens apareixeran les següents opcions diferents: 
 ? Donar de baixa l’equip. 
 ? Assignar l’equip a un usuari i Unitat de Negoci 
En el cas dels equips que estan donats de baixa ens apareixeran les següent opcions diferents: 
 ? Retornar l’equip a l’stock 
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Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
Si des de la pantalla d’inventari accedim a l’opció de consultar les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 54: Dades d’una impressora 
Aquí podem veure com ens mostra les dades de l’equip que hem seleccionat. Com podem veure 
també ens mostra els cartutxos que ha consumit la impressora en qüestió per a portar un control de 
despeses adequat. 
Si des de la pantalla d’inventari accedim a l’opció d’actualitzar  les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 55: Actualitzar dades d’una impressora 
Com podem comprovar podem  modificar qualsevol dada de l’equip seleccionat. 
Si des de la pantalla d’inventari accedim a l’opció de desassignar un equip ( ) ens esborrarà les 
dades de l’usuari i Unitat de Negoci assignada i ens col·locarà l’equip a l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció de donar de baixa un equip ( ) ens 
modificarà l’estat de l’equip i ens el col·locarà com a donat de baixa, aquesta opció només apareix en els 
equips situats en l’stock. 
 
 
 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
110 
 
Si des de la pantalla d’inventari d’stock accedim a l’opció d’assignar un equip ( ) ens mostrarà 
la següent pantalla. 
 
Figura 56: Assignar un equip 
En aquesta pantalla haurem de seleccionar l’usuari i la unitat de negoci en la que l’equip estarà 
situat per a poder-lo tenir controlat. 
Si des de la pantalla d’inventari de baixes accedim a l’opció de retornar un equip a l’stock  ( ) 
ens modificarà l’estat de l’equip i ens el col·locarà com a equip en stock,  aquesta opció només apareix en 
els equips donats de baixa. 
 
Si polsem sobre la opció Inventari de monitors s en la pantalla principal d’inventari ens sortirà la 
següent pantalla. 
 
Figura 57: Inventari de monitors 
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Com podem comprovar sens permet consultar les dades dels monitors tant per Unitat de Negoci 
com per usuari, també sens permet fer la consulta per les dues opcions ja que hi ha usuaris que disposen 
d’equips en diferents Unitat de Negoci i ens interessa poder-ho consultar per Unitat de Negoci. També 
ens deixa consultar els monitors que tenim en Stock i els que hem donat de baixa. 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips, es mostra en la pantalla següent. 
 
Figura 58: Llistat de monitors 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Consultar les dades de l’equip. 
 ? Editar les dades de l’equip. 
 ? Desassignar l’equip. 
 ? Obrir incidència de l’equip. 
En el cas dels equips que estan en Stock ens apareixeran les següents opcions diferents: 
 ? Donar de baixa l’equip. 
 ? Assignar l’equip a un usuari i Unitat de Negoci 
En el cas dels equips que estan donats de baixa ens apareixeran les següent opcions diferents: 
 ? Retornar l’equip a l’stock 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
112 
 
Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
Si des de la pantalla d’inventari accedim a l’opció de consultar les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 59: Dades d’un monitor 
Aquí podem veure com ens mostra les dades de l’equip que hem seleccionat.  
Si des de la pantalla d’inventari accedim a l’opció d’actualitzar  les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 60: Actualitzar dades d’un monitor 
Com podem comprovar podem  modificar qualsevol dada de l’equip seleccionat. 
Si des de la pantalla d’inventari accedim a l’opció de desassignar un equip ( ) ens esborrarà les 
dades de l’usuari i Unitat de Negoci assignada i ens col·locarà l’equip a l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció de donar de baixa un equip ( ) ens 
modificarà l’estat de l’equip i ens el col·locarà com a donat de baixa, aquesta opció només apareix en els 
equips situats en l’stock. 
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Si des de la pantalla d’inventari d’stock accedim a l’opció d’assignar un equip ( ) ens mostrarà 
la següent pantalla. 
 
Figura 61: Assignar un equip 
En aquesta pantalla haurem de seleccionar l’usuari i la unitat de negoci en la que l’equip estarà 
situat per a poder-lo tenir controlat. 
Si des de la pantalla d’inventari de baixes accedim a l’opció de retornar un equip a l’stock  ( ) 
ens modificarà l’estat de l’equip i ens el col·locarà com a equip en stock,  aquesta opció només apareix en 
els equips donats de baixa. 
 
 
 
 
 
 
 
 
 
 
 
 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
114 
 
Si polsem sobre la opció Inventari d’equips de xarxa en la pantalla principal d’inventari ens 
sortirà la següent pantalla. 
 
Figura 62: Inventari d’equips de xarxa 
Com podem comprovar sens permet consultar les dades dels equips de xarxa  per Unitat de 
Negoci. També ens deixa consultar els equips de xarxa que tenim en Stock i els que hem donat de baixa. 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips. 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Editar les dades de l’equip. 
 ? Desassignar l’equip. 
? Connectar-nos remotament a l’equip. 
En el cas dels equips que estan en Stock ens apareixeran les següents opcions diferents: 
 ? Donar de baixa l’equip. 
 ? Assignar l’equip a una Unitat de Negoci 
En el cas dels equips que estan donats de baixa ens apareixeran les següent opcions diferents: 
 ? Retornar l’equip a l’stock 
Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
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Si des de la pantalla d’inventari accedim a l’opció d’actualitzar  les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 63: Actualitzar dades d’un equip de xarxa 
Com podem comprovar podem  modificar qualsevol dada de l’equip seleccionat. 
Si des de la pantalla d’inventari accedim a l’opció de desassignar un equip ( ) ens esborrarà les 
dades de l’Unitat de Negoci assignada i ens col·locarà l’equip a l’stock. 
Si des de la pantalla d’inventari accedim a l’opció de connectar-nos remotament a un equip ( ) 
ens connectarà via pàgina web a la direcció de l’equip sol·licitat ja que la majoria d’aquests equipament 
responen a peticions web. 
Si des de la pantalla d’inventari d’stock accedim a l’opció de donar de baixa un equip ( ) ens 
modificarà l’estat de l’equip i ens el col·locarà com a donat de baixa, aquesta opció només apareix en els 
equips situats en l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció d’assignar un equip ( ) ens mostrarà 
la següent pantalla. 
 
Figura 64: Assignar un equip 
En aquesta pantalla haurem de seleccionar l’ unitat de negoci en la que l’equip estarà situat per a 
poder-lo tenir controlat. 
Si des de la pantalla d’inventari de baixes accedim a l’opció de retornar un equip a l’stock  ( ) 
ens modificarà l’estat de l’equip i ens el col·locarà com a equip en stock,  aquesta opció només apareix en 
els equips donats de baixa. 
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Si polsem sobre la opció Inventari de servidors  en la pantalla principal d’inventari ens sortirà la 
següent pantalla. 
 
Figura 65: Inventari de servidors 
Com podem comprovar sens permet consultar les dades dels servidors per Unitat de Negoci. 
També ens deixa consultar els servidors que tenim en Stock i els que hem donat de baixa. 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips. 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Consultar les dades de l’equip. 
 ? Editar les dades de l’equip. 
 ? Desassignar l’equip. 
? Connectar-nos remotament a l’equip. 
En el cas dels equips que estan en Stock ens apareixeran les següents opcions diferents: 
 ? Donar de baixa l’equip. 
 ? Assignar l’equip a una Unitat de Negoci 
En el cas dels equips que estan donats de baixa ens apareixeran les següent opcions diferents: 
 ? Retornar l’equip a l’stock 
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Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
Si des de la pantalla d’inventari accedim a l’opció de consultar les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 66: Dades d’un servidor 
Aquí podem veure com ens mostra les dades de l’equip que hem seleccionat.  
Si des de la pantalla d’inventari accedim a l’opció d’actualitzar  les dades d’un equip ( ) ens 
mostrarà la següent pantalla. 
 
Figura 67: Actualitzar dades d’un servidor 
Com podem comprovar podem  modificar qualsevol dada de l’equip seleccionat. 
Si des de la pantalla d’inventari accedim a l’opció de desassignar un equip ( ) ens esborrarà les 
dades de l’Unitat de Negoci assignada i ens col·locarà l’equip a l’stock. 
Si des de la pantalla d’inventari accedim a l’opció de connectar-nos remotament a un equip ( ) 
ens executarà un arxiu amb extensió “bat” que haurem generat anteriorment i aquest arxiu ens executarà 
una aplicació que ens permetrà connectar-nos amb l’equip remotament i poder tenir el control de l’equip. 
La comanda que executa l’arxiu bat es la següent: 
"C:\Archivos de programa\Radmin\Radmin.exe" /connect:192.168.1.130:4899 
 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
118 
 
Si des de la pantalla d’inventari d’stock accedim a l’opció de donar de baixa un equip ( ) ens 
modificarà l’estat de l’equip i ens el col·locarà com a donat de baixa, aquesta opció només apareix en els 
equips situats en l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció d’assignar un equip ( ) ens mostrarà 
la següent pantalla. 
 
Figura 68: Assignar un equip 
En aquesta pantalla haurem de seleccionar l’unitat de negoci en la que l’equip estarà situat per a 
poder-lo tenir controlat. 
Si des de la pantalla d’inventari de baixes accedim a l’opció de retornar un equip a l’stock  ( ) 
ens modificarà l’estat de l’equip i ens el col·locarà com a equip en stock,  aquesta opció només apareix en 
els equips donats de baixa. 
 
Si polsem sobre la opció Inventari de cartutxos  en la pantalla principal d’inventari ens sortirà la 
següent pantalla. 
 
Figura 69: Inventari de cartutxos 
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Com podem comprovar sens permet consultar les dades dels cartutxos per la seva marca. També 
ens deixa consultar els cartutxos que estan obsolets. En aquesta pantalla també ens mostra l’stock actual 
dels cartutxos i els que tenim pendent de rebre en comandes. 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips. 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Realitzar una comanda de cartutxos. 
 ? Editar les dades del cartutx 
 ? Donar com a obsolet el cartutx. 
En el cas dels cartutxos que estan donats com obsolets ens apareixeran les següent opcions diferents: 
 ? Retornar el cartutx com a no obsolet. 
 
Si des de la pantalla d’inventari accedim a l’opció de realitzar una comanda ( ) ens mostrarà la 
següent pantalla. 
 
Figura 70: Comanda de cartutxos 
 En aquesta pantalla només haurem de posar els cartutxos que vulguem demanar  o els que 
haguem rebut. En cas de que en demanem una certa quantitat el sistema enviarà un correu electrònic a 
l’administrador amb el model i la quantitat a demanar per tal que aquest només hagi de reenviar el correu 
al proveïdor corresponent. En el cas de que indiquem que rebem els cartutxos ens actualitzarà l’stock amb 
la quantitat rebuda. 
Si des de la pantalla d’inventari accedim a l’opció d’actualitzar  les dades d’un cartutx  ( ) ens 
mostrarà la següent pantalla. 
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Figura 71: Actualitzar dades d’un cartutx 
Com podem comprovar podem  modificar qualsevol dada del cartutx seleccionat. 
Si des de la pantalla d’inventari accedim a l’opció de donar com a obsolet un cartutx ( ) ens 
canviarà l’estat del cartutx a obsolet. 
Si des de la pantalla d’inventari de cartutxos obsolets accedim a l’opció de retornar un cartutx a 
l’stock  ( ) ens modificarà l’estat del cartutx i ens el col·locarà com a cartutx en stock,  aquesta opció 
només apareix en els cartutxos obsolets. 
 
Si polsem sobre la opció Inventari de mòbils s en la pantalla principal d’inventari ens sortirà la 
següent pantalla. 
 
Figura 72: Inventari de mobils 
Com podem comprovar sens permet consultar les dades dels mòbils tant per Unitat de Negoci 
com per usuari. També ens deixa consultar els mòbils que tenim en Stock i els que hem donat de baixa. 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
121 
 
Un cop fem la consulta ens sortirà el llistat sol·licitat i ens donarà totes les opcions disponibles a 
realitzar amb els equips, es mostra en la pantalla següent. 
 
Figura 73: Llistat de mòbils 
Les opcions que podem realitzar amb els equips son les següents: 
 ? Editar les dades de l’equip. 
 ? Desassignar l’equip. 
 ? Obrir incidència de l’equip. 
En el cas dels equips que estan en Stock ens apareixeran les següents opcions diferents: 
 ? Donar de baixa l’equip. 
 ? Assignar l’equip a un usuari i Unitat de Negoci 
En el cas dels equips que estan donats de baixa ens apareixeran les següent opcions diferents: 
 ? Retornar l’equip a l’stock 
Les opcions que fan referència a les incidències dels equips  les veurem després detallades en 
l’apartat d’incidències i veurem el funcionament i les accions que realitzen. 
 
Si des de la pantalla d’inventari accedim a l’opció d’actualitzar les dades d’un mòbil  ( ) ens 
permetrà actualitzar totes les dades de l’equip 
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Si des de la pantalla d’inventari accedim a l’opció de desassignar un mòbil ( ) ens esborrarà les 
dades de l’usuari assignat i ens col·locarà l’equip a l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció de donar de baixa un equip ( ) ens 
modificarà l’estat de l’equip i ens el col·locarà com a donat de baixa, aquesta opció només apareix en els 
equips situats en l’stock. 
Si des de la pantalla d’inventari d’stock accedim a l’opció d’assignar un equip ( ) ens mostrarà 
la següent pantalla. 
 
Figura 74: Assignar un mòbil 
En aquesta pantalla haurem de seleccionar l’usuari que tindrà l’equip. 
Si des de la pantalla d’inventari de baixes accedim a l’opció de retornar un equip a l’stock  ( ) 
ens modificarà l’estat de l’equip i ens el col·locarà com a equip en stock,  aquesta opció només apareix en 
els equips donats de baixa. 
 
En la opció inventari complert per equip sens permet consultar l’equipament complert d’un usuari 
o d’una unitat de negoci, aquesta opció ens donarà les mateixes opcions descrites anteriorment però ens 
mostrarà tots els PC’s, impressores i monitors de l’usuari o Unitat de Negoci seleccionada. També 
podrem combinar les dos consultes per obtenir l’equipament complert d’un usuari en una unitat de 
Negoci. 
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Figura 75: Inventari Complert per Unitat de Negoci o Usuari 
Com ja hem mencionat aquí sens donaran les mateixes opcions disponibles que consultat 
l’equipament per separat. 
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6.6.- Opció “Incidencies” 
Accedirem a aquesta opció a través del menú principal accedint a l’opció Inventari, un cop 
cliquem sobre l’opció ens sortirà la pantalla següent. 
 
Figura 76: Pantalla Incidències 
 Com podem observar ens apareixen dues opcions dins de l’apartat incidències. Aquest es un cas 
puntual de la nostra empresa ja que ens interessa registrar les incidències del programa propi de l’empresa 
ASWIN, ja que ens porten un manteniment extern de l’aplicació basat en un sistema de número 
d’incidència els quals ens interessa tenir registrats. Les dos opcions son les següents: 
 
 La primera opció son les incidències pròpies generades per l’equipament i usuaris de l’empresa. 
La segona opció es la que hem comentat anteriorment de l’aplicació ASWIN. 
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Si accedim a la primera opció ens sortirà la següent pantalla. 
 
Figura 77: Incidències AUTANSA 
Com podem veure dins l’apartat d’incidències ens mostra una pantalla que ens deixa seleccionar 
entre els diferents estats de les incidències generades per l’empresa. Un cop seleccionem l’estat ens 
mostrarà les incidències que tinguin l’estat en concret. 
 
Figura 78: Incidències AUTANSA segons estat 
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En la figura anterior hem seleccionat que ens mostri totes les incidències de tots els usuaris i ens 
les classifica per colors segons l’estat en que es troben per a que sigui mes fàcil distingir-les. Dins de les 
incidències  ens deixa realitzar les següent operacions. 
 ? Donar d’alta una incidència. 
 ?Editar l’ incidència. 
 ? Activar l’incidència 
 ? Tancar incidència 
 ? Deixar incidència com a pendent 
 ? Mostrar les dades de l’equip sobre el qual s’ha obert l’ incidència (Figura 18) 
En els casos d’equips que permetin accés remot ens sortirà l’opció següent: 
? Connectar-nos remotament a l’equip. 
 
Si anem a l’opció d’editar l’ incidència ( )ens mostrarà la pantalla següent en la qual podrem 
seleccionar l’usuari del qual vulguem donar d’alta l’ incidència. 
 
Figura 79: Alta d’incidència 
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Un cop haguem seleccionat l’usuari ens sortirà la pantalla següent: 
 
Figura 80: Alta d’incidència 
Com podem veure aquesta pantalla es molt similar a la del inventari però aquesta només ens 
permet donar-les d’alta sense mostrar-nos les dades dels equips. Les opcions son les mateixes que hem 
mencionat anteriorment. 
 ? Des d’aquesta opció ens permet obrir una incidència de l’equipament seleccionat en concret o 
obrir una incidència que no estigui relacionada amb cap equip en concret en cas de que 
seleccionem l’opció de sota el nom de l’usuari. 
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En el cas de les impressores com després podrem veure en l’apartat d’incidències ens apareixen 
uns opcions diferents que son les següents. 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color negre. 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor cyan ( en el cas que en tingui ) 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor magenta ( en el cas que en tingui ) 
  ? Aquesta opció ens permet generar una comanda per demanar un cartutx de color o un cartutx 
tricolor groc ( en el cas que en tingui ) 
Si anem a qualsevol de les opcions ens sortirà la següent pantalla. 
 
Figura 81: Alta d’incidència 
Com podem observar de l’únic que es tracta es de omplir l’ incidència i donar-li al botó de 
confirmar. Un cop ho fem s’enviarà un correu electrònic a l’administrador el qual procedirà a activar l’ 
incidència si ho considera pertinent. En el cas de fer una comanda de cartutx ens sortirà el quadre següent. 
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Figura 82: Alta d’incidència 
L’única diferència es que ens apareix un text predefinit que ens ajudarà a portar el recompte de 
cartutxos utilitzats per l’impressora. 
Si anem a l’opció d’editar l’ incidència ( )ens mostrarà la pantalla següent en la qual podrem 
modificar l’ incidència donada d’alta. 
 
Figura 83: Actualitzar incidències 
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 Com podem observar ens deixa canviar les dades de l’ incidència seleccionada i les 
emmagatzemarà a la base de dades. 
Si anem a l’opció d’activar l’ incidència ( ) canviarem l’estat de l’incidència i aquesta passarà a 
estar activa, aquest cas es dona quan l’administrador rep una incidència i ell ha de valorar si es pot donar 
com a tal. 
Si anem a l’opció de tancar l’ incidència ( ) canviarem l’estat de l’incidència i aquesta passarà a 
estar tancada. 
Si anem a l’opció de deixar pendent l’ incidència ( ) canviarem l’estat de l’incidència i aquesta 
passarà a estar pendent de resoldre’s. 
Si des de la pantalla d’inventari accedim a l’opció de connectar-nos remotament a un equip ( ) 
ens executarà un arxiu amb extensió “bat” que haurem generat anteriorment i aquest arxiu ens executarà 
una aplicació que ens permetrà connectar-nos amb l’equip remotament i poder tenir el control de l’equip. 
En el cas que es tracti d’un equip de xarxa es connectarà directament via pàgina Web. 
La comanda que executa l’arxiu bat es la següent: 
"C:\Archivos de programa\Radmin\Radmin.exe" /connect:192.168.1.130:4899 
 
Si accedim a la segona opció, Incidències ASWIN ens sortirà la següent pantalla. 
 
Figura 84: Incidències ASWIN 
Com podem veure dins l’apartat d’incidències ASWIN ens mostra una pantalla que ens deixa 
seleccionar entre els diferents estats de les incidències generades per l’empresa. Un cop seleccionem 
l’estat ens mostrarà les incidències que tingui l’estat en concret. 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
131 
 
 
Figura 85: Incidències ASWIN segons estat 
En la figura anterior hem seleccionat que ens mostri totes les incidències de l’usuari i ens les 
classifica per colors segons l’estat en que es troben per a que sigui mes fàcil distingir-les. Dins de les 
incidències  ens deixa realitzar les següent operacions. 
 ? Donar d’alta una incidència. 
 ?Editar l’ incidència. 
 ? Donar incidència com a solucionada 
 ? Donar incidència com a no solucionada. 
• ? Activar incidència. 
 
Si anem a l’opció de donar d’alta l’ incidència ( )ens mostrarà la pantalla següent en la qual 
podrem donar d’alta l’ incidència. 
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Figura 86: Alta d’incidència 
Com podem observar de l’únic que es tracta es de omplir l’ incidència i donar-li al botó de 
confirmar. Un cop ho fem s’enviarà un correu electrònic a l’administrador el qual procedirà a activar l’ 
incidència si ho considera pertinent. 
Si anem a l’opció d’editar l’ incidència ( )ens mostrarà la pantalla següent en la qual podrem 
modificar l’ incidència donada d’alta. 
 
Figura 87: Actualitzar incidències 
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 Com podem observar ens deixa canviar les dades de l’ incidència seleccionada i les 
emmagatzemarà a la base de dades, també ens deixa introduir els números de trucada i de incident que 
ens han proporcionat el servei del manteniment del programa. 
Si anem a l’opció de donar per solucionada l’ incidència ( ) canviarem l’estat de l’incidència i 
aquesta passarà a estar solucionada. 
Si anem a l’opció de no donar per solucionada l’ incidència ( ) canviarem l’estat de l’incidència 
i aquesta passarà a estar no solucionada. 
Si anem a l’opció d’activar l’ incidència ( ) canviarem l’estat de l’incidència i aquesta passarà a 
estar activa, aquest cas es dona quan l’administrador rep una incidència i ell ha de valorar si es pot donar 
com a tal. 
 
6.7.- Opció “Desconnectar” 
 Si polsem sobre aquesta opció ens desconnectarà de la sessió per a que ens puguem validar amb 
un altre usuari si ens es necessari. 
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7.- Cost econòmic del projecte 
 En el cost econòmic d’un projecte informàtic s’han de tenir en compte diversos factors, com son 
la duració del mateix, el cost del programador, el cost del software, etc. Aquest projecte ha estat 
desenvolupat tenint en compte que pot ser instal·lat tant en Linux com en Windows per tant el cost del 
projecte variarà segons l’opció que elegeixi el client. 
 El cost aproximat seria el següent: 
Cost Aproximat Real 
S.O. Linux. 0,00€ 0,00€ 
S.O. Windows Server 700,00€ 700,00€ 
Entorn de programació 0,00€ 0,00€ 
Gestor de BBDD (MySQL) 0,00€ 0,00€ 
Analista/Programador 29.200,00€ 45.120,00€ 
Total amb Linux 29.200,00€ 45.120,00€ 
Total amb Windows 29.700,00€ 45.820,00€ 
 
Estimat: 73 dies * 5 hores dia * 80€ hora analista/programador 
Real: 94 dies * 6 hores dia * 80€ hora analista/programador 
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IV.- Conclusions i millores 
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1.- Conclusions i millores 
En el moment de realitzar el projecte es van tenir en compte els següent aspectes: 
• Realitzar un projecte que es tractés d’una pàgina web. 
• Utilitzar HTML, PHP y MySQL. 
• Investigar els diversos suports referents a Sistemes Operatius incloent les noves tecnologies de 
vitualització. 
• Realitzar un projecte que fos una cosa útil per el meu entorn laboral. 
Les raons que es van tenir en compte per a utilitzar PHP respecte a ASP com a llenguatge de 
programació van ser les següent: 
• Tinc mes coneixements de PHP ja que hi he treballat bastant. 
• Es de lliure distribució. 
• Es codi obert. 
• Es multi plataforma. 
Vaig decidir utilitzar MySQL ja que l’entorn operacional amb PHP era molt mes bo que el que te 
PHP amb qualsevol altre SGBD. PHP conté moltes mes funcions per MySQL que per qualsevol altre 
SGBD. 
El programa es podria haver realitzat molt millor com es evident ja que avui en dia no hi ha cap 
programa ni aplicació que no pugui ser millorada. Les millores no s’han introduït per falta de temps i per 
desconeixença dels sistemes que s’haurien d’utilitzar. 
Les millores que s’haurien d’incloure en properes versions son les següents: 
• Realitzar l’aplicació sobre SSL per securitzarla millor. 
• Realitzar un disseny mes atractiu i modern de l’aplicació. 
• Optimitzar el codi de l’aplicació. 
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V.- Apèndix 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gestió d’Incidències i Recursos del Departament d’Informàtica 
 
139 
 
1.- Bibliografia 
• Cesar Perez. Administración de sitios y páginas Web con Macromedia Dreamweaver MX. Ra-
Ma. ISBN: 84-7897-536-5. 
• Jose Luis Quijado. Domine HTML y DHTML. Ra-Ma. ISBN: 84-7897-535-7. 
• Diversos Autors. Gran Diccionari de la Llengua Catalana. Enciclopèdia Catalana. 
Recursos extrets d’Internet. 
• http://www.desarrolloweb.com 
• http://es.wikipedia.org 
• http://ca.wikipedia.org 
• http://www.php.net 
• http://www.mysql.com 
• http://technet.microsoft.com 
• http://www.wampserver.com 
• http://www.ubuntu-es.org 
 
 
 
 
 
 
 
