







ВОПРОСЫ ТЕОРИИУДК 004 .056
Скрытые каналы 
передачи информации 
Обзор публикаций по скрытой пере-даче информации показал, что проблема исследования этой сфе-
ры является актуальной . Скрытые агенты, 
поставляемые в современных операцион-
ных системах (ОС), выполняют различные 
задачи по сбору данных с компьютеров 
через, казалось бы, безобидные приложе-
ния . Объёмы памяти, занимаемые опера-
ционными системами, растут значительно, 
а функции практически остаются прежни-
ми . Это косвенно доказывает то, что внутри 
операционных систем на базе приложений 
присутствуют тайные агенты-организато-
ры, скрытые агенты по передаче информа-
ции . Приложения –  необходимый инстру-
мент для сбора информации, легально 
установленный на персональных компью-
терах, коммуникаторах, серверах и других 
вычислительных средствах [1–3, 6, 7] . 
Причём с обновлением ОС одновременно 
обновляются и тайные агенты .
Технология работы скрытых каналов 
основана на следующем принципе . Скры-
тое программное обеспечение (агенты) не 
позволяет себя контролировать, так как 
непосредственно располагается в ядре 
операционной системы . Тайный агент на-
чинает действовать от команды извне, 
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а следовательно, в системе должны быть 
организованы скрытые каналы доставки 
управляющей команды . Занимаются этим 
агенты-организаторы . Передача и приём 
их информации осуществляют по тем же 
каналам, которые использует и общая кор-
поративная сеть предприятия . Процесс 
поначалу идёт посредством оборудования 
локальной сети: точки доступа, коммута-
торы, защитные экраны, маршрутизаторы . 
Передача информации по скрытым кана-
лам происходит далее через оборудование 
оператора связи, где основными звеньями 
становятся сервера и маршрутизаторы .
Иначе говоря, через канал связи от 
внешнего источника к нелегальному аген-
ту должна быть передана информация, 
объём которой зависит от типа решаемых 
задач . Но если такая операция будет заме-
чена, то «закладку» можно тут же уничто-
жить . Ясно, что передача информации 
автомату такого агента осуществляется 
через ту же входную последовательность, 
что и информация компьютерной системе 
(КС) . За работой КС наблюдает некий 
субъект U, который не видит скрытого 
управления агентом и располагает некото-
рой информацией относительно текущего 
состояния КС и поданного на вход задания .
Субъект U не видит в состоянии s скры-
тый канал X → Y тогда и только тогда, 
когда I
S
(X, Y) → Is(X, Y|Z) [3, 5, 8] . Данное 
заключение интерпретируется следующим 
образом . Если C получает сообщение z Z∈  
и не хочет, чтобы этот факт был замечен 
субъектом U, то информационный поток 
от X к Y должен оставаться таким же, как 
и в случае, когда скрытой передачи по ка-
налу X → Z просто нет .
В формировании скрытого канала уча-
ствуют нелегальные агенты серверов, ком-
мутаторов, маршрутизаторов . Наиболее 
рационально контролировать появление 
скрытых каналов передачи информации на 
оборудовании с большими очередями: 
коммутаторах и маршрутизаторах, обяза-
тельным атрибутом которых является на-
личие стека пакетов, куда они отправляют-
ся и откуда могут извлекаться недостающие 
пакеты в случае их отсутствия в информа-
ционном потоке . Именно таким образом 
из текущего информационного потока 
и стека пакетов происходит формирование 
последовательности в скрытом канале 
(рис . 1) .
Работа анализатора информационного 
потока на основе перцептрона [4] базиру-
ется на анализе ситуации по сформирован-
ным решающим правилам в пространстве 
заданных признаков . Особенность анали-
затора заключается в том, что требуется 
распознать комбинацию из существующих 
Рис. 1. Структурная схема формирования скрытых каналов: SAs, sw, r, pr –  скрытые агенты, 
отвечающие за сбор данных с сетевых устройств и формирование объёма передаваемой информации; 
SA
k
 –  скрытый агент передачи информации по одному из признаков или их комбинации.
• МИР ТРАНСПОРТА, том 15, № 4, С. 50–56 (2017)
Алексеев В. М. Скрытые каналы передачи информации
52
параметров . Для реализации скрытого 
канала возможно использование синхро-
низирующих последовательностей, обо-
значающих начало и конец передачи 
информационного потока (соответ-
ственно используются синхропакеты 
начала и окончания) . Организатором 
любой передачи является тайный агент-
посредник . Повторяемость некоторых 
комбинаций служит признаком, что 
существует скрытая передача .
Однорядный перцептрон в случае при-
менения одного признака для передачи 
информации по скрытому каналу содер-
жит возможные комбинации пакетов, 
упорядоченных по некоторому признаку, 
например по протоколу . В варианте при-
менения двух признаков решающие функ-
ции будут содержать два признака и так 
далее (рис . 2) .
Формирование скрытого канала при 
использовании двух признаков происходит 
следующим образом . В качестве признака 




лённых протоколов (HTTP-UDP или лю-
бая другая пара, например HTTP-RTCP) . 
Необходимо отметить, что создание скры-
той последовательности может быть осно-
вано на порядке расположения пакетов . 
Следовательно, перцептрон должен содер-
жать в базе решающих правил комбинации 
расположения пакетов, как в приведённом 
примере: UDP и HTTP .
Последовательность пакетов разделяет-
ся на потоки по протоколам, при этом 
в каждом потоке может формироваться 
скрытый канал . В случае последовательно-
сти из двух признаков синхропоток рожда-
ется из последовательностей пакетов двух 
протоколов .
На рис . 2 показаны два случая форми-
рования скрытых каналов на пакетах одно-
го протокола и пакетах двух протоколов . 
Во втором случае решающие правила 
должны учитывать то, что комбинация 
расстановки пакетов может быть исполь-
зована и для формирования синхропакетов 
скрытых каналов .
Если попытаться сформировать на при-
знаке X
1
 последовательность из общего 
потока, то у субъекта U ничего не получит-
ся, так как пакеты перепутаны . Первый ряд 
перцептрона с двумя признаками будет 
иметь решающие функции:





 –  центральные значения при-
знаков при обучении перцептрона (прини-
мает числовое значение, соответствующее 
типу пакета DNS –  1, DHCP –  2, HTTP –  3 
и т . д .) .
Рис. 2. Формирование информационного потока по признакам.
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Использование перцептрона позволяет 
создавать анализаторы скрытых каналов, 
работающих на нескольких признаках, при 
этом перцептрон должен быть многоряд-
ным .
Назначение второго ряда анализатора 
на базе перцептрона –  анализ комбинаций 
пакетов протоколов, «несущих» определён-
ные признаки, на основании которых 
должна осуществляться передача инфор-
мации . Передача синхронизируется на-
чальной и конечной комбинациями, сос-
тавленными из пакетов протоколов в стро-
го определённой последовательности 
(об этом заранее договариваются агенты 
передачи) . Модель второго ряда перцеп-
трона при использовании одного «несуще-
го» протокола будет включать в себя (на-
пример, при наличии двух ip-адресов: 
ip
1
 –  логический ноль, ip
2
 –  логическая 
единица) возможные комбинации, указы-
вающие на начало или окончание передачи 
информации . Например, при использова-
нии комбинации из восьми пакетов модель 
содержит 256 вариантов реализации син-
хросигналов начала и окончания передачи .
С целью ускорения потока информации 
блок данных, заключённый между началом 
и окончанием процесса, передаётся логи-
ческими нулями и единицами, в качестве 
которых могут выступать, как указано ра-
нее, ip-адреса . На выходе второго ряда 
перцептрона имеем следующую последо-
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] –  выходы анализа-
тора, обученные на фиксацию логической 
единицы и нуля; формируются в блоке 
передаваемых данных .
Полученная последовательность пред-
ставляет данные, идущие по скрытому 
каналу . При этом следует отметить, что их 
передача должна осуществляться в ограни-
ченный временной интервал, чтобы не 
быть распознанной . И, кроме того, выявить 
вероятность существования скрытого ка-
нала без использования адекватных задаче 
анализаторов практически невозможно .
ЗАКЛЮЧЕНИЕ
Информация, полученная от анализа-
тора скрытого канала, необходима, чтобы 
применить методы, позволяющие предот-
вратить возможность продолжения процес-
са с участием «нелегальных» агентов . Для 
реализации такой задачи предлагается 
исследовать методы перепутывания паке-
тов . Технически это требует значительных 
скоростей обработки информации, что 
предопределяет использование оптических 
интерфейсов, связывающих сервер пере-
путывания и буферное хранилище, куда 
временно помещаются пакеты . Причём 
алгоритм должен беспрепятственно пропу-
скать определённые пакеты, которые нель-
зя перепутывать, иначе произойдёт нару-
шение работы сетевых устройств .
Таким образом, реализация анализато-
ра на базе перцептрона для распознавания 
скрытых каналов позволяет существенно 
повысить эффективность борьбы с ними 
в корпоративном сегменте сетей .
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Background. The review of publications on the 
hidden transfer of information showed that the 
problem of research in this field is relevant. Hidden 
agents, supplied in modern operating systems (OS), 
perform various tasks to collect data from computers 
through seemingly innocuous applications. The 
amount of memory occupied by operating systems is 
growing significantly, and the functions practically 
remain the same. This proves indirectly that within the 
operating systems on the basis of applications there 
are secret agents-organizers, hidden agents for the 
transfer of information. Applications are a necessary 
tool for gathering information legally installed on 
personal computers, communicators, servers and 
other computing facilities [1–3, 6, 7]. And with the 
update of the operating system at the same time, 
secret agents are updated.
Objective. The objective of the author is to 
consider hidden channels of information transfer.
Methods. The author uses general scientific 
methods, comparative analysis, evaluation approach, 
scientific description.
Results. The technology of hidden channels is 
based on the following principle. The hidden software 
(agents) does not allow itself to be controlled, since it is 
directly located in the kernel of the operating system. 
The secret agent starts to act from the command from 
the outside, and therefore, the hidden delivery channels 
of the management command must be organized in the 
system. The agent-organizers are engaged in this. The 
transfer and reception of their information is carried out 
through the same channels that the corporate network 
also uses. The process first goes through the equipment 
of the local network: access points, switches, protective 
screens, routers. The transfer of information over the 
hidden channels occurs further through the equipment 
of the communication operator, where the main links 
are the servers and routers.
In other words, through the communication 
channel from an external source to an illegal agent 
information must be transferred, the volume of which 
depends on the type of tasks being solved. But if such 
an operation is noticed, then the «bookmark» can be 
immediately destroyed. It is clear that the transfer of 
information to the automated device of such an agent 
is carried out through the same input sequence as 
information to the computer system (CS). The CS is 
monitored by a U subject which does not see the 
hidden management of the agent and has some 
information about the current state of the CS and the 
task submitted to the input.
The subject U does not see in the state s the 
hidden channel X → Y then and only then I
S
(X, Y) → 
Is(X, Y|Z) [3, 5, 8]. This conclusion is interpreted as 
Pic. 1. Structured scheme of the formation of hidden channels:  SAs, sw, r, pr –  hidden agents responsible 
for data collection from network devices and formation of the volume of transmitted information; 
SA
k
 –hidden information transfer agent for one of the features or a combination thereof.
COVERT CHANNELS OF INFORMATION TRANSFER
Alekseev, Viktor M., Russian University of Transport (MIIT), Moscow, Russia. 
Keywords: information channels, corporate network, hidden channel, analyzer, secret agent, packet, 
perceptron.
ABSTRACT
The article deals with the organization of hidden 
channels of information transfer with the help of 
embedded agents in operating systems. The current 
state of research in this field of science, comparison 
with the world level, shows that there are no theoretical 
developments of hidden channel analyzers, as well as 
software and hardware implementation of their models. 
The author offers his approach to creating covert 
channel analyzers based on methods of self-
organization, as well as an algorithm for network 
operations that allows to perform the functions of 
entanglement of packets in order to destroy the process 
of transmitting information over hidden channels.
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follows. If C receives a message z Z∈  and does not 
want this fact to be seen by the subject U, then the 
information stream from X to Y should remain the 
same as in the case when there is simply no hidden 
transfer through the channel X → Z.
In the formation of a hidden channel illegal agents 
of servers, switches, routers are involved. The most 
rational way to control the appearance of hidden 
channels of information transfer can be applied for 
equipment with large queues: switches and routers, 
the mandatory attribute of which is the presence of a 
stec of packets, where they are sent and where the 
missing packets can be extracted in the absence of 
them in the information flow. This is how the sequence 
of the hidden channel is formed from the current 
information flow and the stec of packets (Pic. 1).
The work of the information-flow analyzer based 
on perceptron [4] is based on the analysis of the 
situation according to the formed decision rules in the 
space of given characteristics. The peculiarity of the 
analyzer is that it is required to recognize a combination 
of existing parameters. To implement a hidden 
channel, it is possible to use synchronization 
sequences that denote the beginning and the end of 
the transfer of the information flow (respectively, the 
sync packets of the beginning and the end are used). 
The organizer of any transfer is a secret agent-
intermediary. The repeatability of some combinations 
is a sign that there is a hidden transfer.
A single-row perceptron, in the case of applying 
one feature to transfer information over a hidden 
channel, contains possible combinations of packets 
Pic. 2. Formation of the 
information flow according 
to the features.
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arranged in accordance with a certain feature, for 
example, via a protocol. In the variant of applying two 
characteristics, the decision functions will contain two 
characteristics, etc. (Pic. 2).
The formation of a hidden channel using two signs 
occurs as follows. A predefined sequence of 
i
p
-addresses for certain protocols (HTTP-UDP or any 
other pair, for example, HTTP-RTCP) can be used as 
a sign. It should be noted that the creation of a hidden 
sequence can be based on the order of the packets. 
Therefore, the perceptron must contain a combination 
of the location of the packets in the base of the decision 
rules, as in the following example: UDP and HTTP.
The sequence of packets is divided into flows by 
protocols, and a hidden channel can be formed in 
each flow. In the case of a sequence of two, the sync 
flow is generated from the packet sequences of two 
protocols.
Pic. 2 shows two cases of forming hidden 
channels on packets of one protocol and packets on 
two protocols. In the second case, the decision rules 
should take into account the fact that the combination 
of packet allocation can also be used for the formation 
of synchronous packets of hidden channels.
If you try to generate a sequence from a common 
flow on attribute X
1
, then the subject U does not 
succeed, since the packets are confused. The first 
series of perceptron with two signs will have decision 
functions:





 –  central values of the attributes when 
training the perceptron (it takes a numerical value 
corresponding to the type of the packet DNS –  1, 
DHCP –  2, HTTP –  3, etc.).
The use of the perceptron allows the creation of 
analyzers of hidden channels that operate on several 
characteristics, and the perceptron must be multi-
row.
The assignment of the second series of the 
perceptron-based analyzer is the analysis of 
combinations of protocol packets that «bear» certain 
characteristics on the basis of which the information 
should be transferred. The transfer is synchronized 
with the initial and final combinations formed from the 
protocol packets in a strictly defined sequence (the 
transfer agents agree in advance). The model of the 
second perceptron series using one «carrier» protocol 
will include (for example, if there are two ip-addresses: 
ip
1
 – logical zero, ip
2
 – logical unit) possible 
combinations indicating the beginning or the end of 
the information transfer. For example, if you use a 
combination of eight packets, the model contains 256 
options for implementing the start and end timing 
signals.
In order to speed up the flow of information, the 
data block between the beginning and the end of the 
process is transferred by logical zeros and units, which 
can be, as indicated earlier, ip-addresses. At the 
output of the second row of the percetron, we have 
























] –  analyzer output, trained for sync 















] –  analyzer outputs trained 
to fix a logical unit and zero; are formed in a block of 
transmitted data.
The resulting sequence represents data traveling 
along a hidden channel. It should be noted that their 
transfer should be carried out in a limited time interval, 
so as not to be recognized. And besides, to reveal the 
probability of the existence of a hidden channel 
without using adequate task of analyzers is almost 
impossible.
Conclusion. The information received from 
the hidden channel analyzer is necessary to apply 
methods that prevent the possibility of continuing 
the process with the participation of «illegal» 
agents. To implement such a task, it is proposed 
to investigate the methods of packet entanglement. 
Technically, this requires considerable data 
processing speeds, which predetermines the use 
of optical interfaces connecting the entanglement 
server and buffer storage, where packets are 
temporarily placed. Moreover, the algorithm 
should al low certain packets to be passed 
unchecked, which cannot be confused, otherwise 
the network devices will malfunction.
Thus, the implementation of the perceptron-
based analyzer for recognizing hidden channels 
allows to significantly increase the effectiveness of 
the control over them in the corporate segment of 
networks.
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