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Cómo utilizar este material 
 
 
El presente documento se divide en 7 capítulos. Originalmente los capítulos estaban 
numerados del 1 al 7 y colocados todos de una forma ordenada para intentar que 
cualquier lector no familiarizado con los aspectos tecnológicos que aquí se mencionan 
pudiera seguir la explicación de este proyecto de principio a fin. Sin embargo, para 
cumplir en mayor medida con las recomendaciones sobre la longitud del documento que 
estipula la normativa académica en cuanto a proyectos de final de carrera, la cual se 
recomienda que sea de aproximadamente 50 páginas sin contar los anexos, el presente 
documento presenta numerados del 1 al 4 los capítulos que originalmente componían 
los capítulos 4, 5, 6 y 7. En los anexos de este documento pueden hallarse los capítulos 
1, 2 y 3 originales, los cuales describen la parte técnica de las tecnologías aquí 
mencionadas, intentando con ello que el lector se familiarice con las tecnologías y 
comprenda las ventajas y limitaciones de las mismas. De esta manera en los anexos 
puede encontrarse: 
 
• Anexo A: Tecnologías cableadas en materia de telecomunicaciones sobre par 
de cobre trenzado. 
• Anexo B: Tecnologías cableadas en materia de telecomunicaciones 
alternativas al par de cobre trenzado (fibra óptica). 
• Anexo C: Tecnologías inalámbricas en materia de telecomunicaciones. (WiFi 
y WiMAX) 
 
Se recomienda al lector que realice previamente la lectura de estos anexos si necesita 
familiarizarse con estas tecnologías en cuanto a especificaciones técnicas. Igualmente, si 
durante el proceso de lectura de los capítulos 1, 2, 3 y 4 encuentra dificultades al no 
entender de qué se está hablando, diríjase al índice y busque entre los anexos la 
literatura relevante a su duda. Finalmente, también recordar al lector que tras el índice 
de apartados existe un índice de fíguras, otro de tablas y una lista con las abreviaciones 








Objetivos del Proyecto……………………………………………………………. 1 
 
 
Aspectos regulatorios, jurídicos y socioculturales que conciernen a las 
telecomunicaciones……………………………………………………………….. 3 
1.1. Aspectos regulatorios y jurídicos sobre redes de telecomunicaciones…... 3 
1.1.1. La Constitución Española en lo referente a las 
telecomunicaciones…………………………………………………. 4 
1.1.2. Ley General de las Telecomunicaciones…………………………... 5 
1.1.2.1. Definiciones………………………………………………….. 6 
1.1.2.2. Notificaciones a la CMT……………………………………... 7 
1.1.2.3. Registrarse como operador…………………………………... 8 
1.1.2.4. Régimen de autoprestación…………………………………... 9 
1.1.2.5. Abrir una red a terceros……………………………………… 10 
1.1.2.6. Cuadro Nacional de Atribución de Frecuencias……………... 11 
1.1.2.7. Gratuidad de los servicios……………………………………. 13 
1.1.3. Aspectos locales……………………………………………………. 14 
1.2. Aspectos socioculturales en cuanto a redes de telecomunicaciones……... 15 
1.2.1. La denominada brecha digital……………………………………… 16 
1.2.2. El uso de la sociedad de la información para la educación 
y cultura…………………………………………………………….. 16 
1.2.3. La ignorancia de la sociedad en cuanto al uso de Internet 
y la existencias de la sociedad de la información…………………... 17 
1.2.4. Servicios de la sociedad de la información………………………... 18 
1.2.5. Fraudes en Internet………………………………………………… 19 
1.2.6. La desconfianza a Internet…………………………………………. 21 
1.2.7. La aparición de tecnologías inalámbricas………………………….. 22 
1.2.8. La estética de una ciudad…………………………………………... 23 
1.2.9. La preocupación de los ciudadanos por las antenas……………….. 24 
 
 
Estado actual de la tecnología en materia de telecomunicación………………….. 27 
2.1. Estado actual de las tecnologías de telecomunicaciones en el mundo…... 28 
2.2. Estado actual de Holanda en cuanto a telecomunicaciones……………… 29 
2.2.1. El proyecto CityNet………………………………………………... 30 
2.2.2. Onsnet, la red de Nuenen…………………………………………... 31 
2.3. Estado de Francia en cuanto a telecomunicaciones……………………… 32 
2.3.1. La propuesta de France Telecom como modelo de red……………. 33 
2.3.2. La situación de los operadores en cuanto a trazado de 
fibra óptica………………………………………………………….. 33 
2.3.3. La acción del gobierno francés…………………………………….. 35 
2.4. Proyectos de telecomunicaciones llevados a cabo en el territorio 
Español…………………………………………………………………. 35 
2.4.1. Despliegue de fibra óptica por parte de Telefónica………………... 36 
2.4.2. El País Vasco y su WiMAX rural………………………………….. 36 
 viii
2.4.3. El caso de la red WiFi de Zamora…………………………………. 37 
2.4.4. Castelldefels, y sus problemas con las playas……………………... 38 
2.4.5. Barcelona, y su red WiFi del 22@..................................................... 39 
2.4.6. Banyoles, donde los operadores no quieren dar servicio…………... 40 
2.4.7. Proyecto ITCAT…………………………………………………… 41 
 
Redes de Área Metropolitana (MAN)……………………………………………. 43 
3.1. Usos que se pueden dar a la red………………………………………….. 43 
3.1.1. Qué puede ofrecer la red…………………………………………… 44 
3.1.1.1. Interconexión entre edificios municipales…………………… 44 
3.1.1.2. Acceso de banda ancha en edificios públicos………………... 45 
3.1.1.3. Conexión de edificios privados a la red pública……………... 45 
3.1.1.4. Acceso a la red a los ciudadanos desde sus hogares…………. 46 
3.1.1.4.1. Servicios que pueden ofrecerse al ciudadano………….. 47 
3.1.1.4.2. Tarificación y gestión de la red………………………... 48 
3.1.1.5. Red WiFi metropolitana……………………………………... 48 
3.1.1.5.1. Servicios al ciudadano a través de WiFi……………….. 49 
3.1.1.5.2. Servicios al personal de entidades públicas a 
través de WiFi…………………………………………... 49 
3.1.2. ¿Para qué usaremos la red?................................................................ 50 
3.2. Tecnologías que pueden utilizarse en los enlaces de la red……………… 51 
3.2.1. Uso de fibra óptica en una red de área metropolitana……………... 51 
3.2.2. Uso de fibra óptica para enlaces terminales……………………….. 52 
3.2.3. Enlaces WiMAX en una red de área metropolitana……………….. 53 
3.2.4. WiFi-Mesh en el municipio………………………………………... 54 
3.3. Soluciones tecnológicas alternativas…………………………………….. 55 
3.3.1. Interconexión entre edificios mediante radioenlaces………………. 55 
3.3.2. Reutilización de par trenzado de cobre…………………………….. 56 
3.3.3. Cableado aéreo o por fachada……………………………………… 57 
3.3.4. Uso de infraestructuras municipales……………………………….. 58 
3.4. Topologías y redundancias en una red de área metropolitana…………… 59 
3.5. Capacidad de la red y aumento de ésta mediante multiplexado…………. 62 
3.6. WiFi-Mesh y sistemas de distribución…………………………………... 63 
 
Red MAN optimizada para Esplugues…………………………………………… 67 
4.1. Descripción general de la propuesta……………………………………... 67 
4.2. Ventajas y oportunidades que ofrecerá la MAN…………………………. 68 
4.3. Descripción del escenario: Esplugues del Llobregat…………………….. 70 
4.4. Primera fase: unión de edificios públicos y creación de anillos 
de fibra óptica…………………………………………………………... 71 
4.4.1. Dimensionado de la red de fibra óptica……………………………. 75 
4.4.2. Configuración de la red de fibra óptica……………………………. 76 
4.5. Segunda fase: creación de enlaces WiMAX para integrar edificios 
lejanos y añadir redundancia…………………………………………… 79 
4.6. Tercera fase: instalación de hotspots en la vía urbana para 
garantizar conexión WiFi………………………………………………. 81 




Tecnologías cableadas en materia de telecomunicaciones sobre par de 
cobre trenzado…………………………………………………………………….. 85 
A.1. Limitaciones del par tranzado…………………………………………… 86 
A.2. Servicios sobre par de cobre…………………………………………….. 87 
A.3. Tecnologías DSL para el acceso 
A.3.1. Tecnologías DSL simétricas………………………………………. 88 
A.3.2. Tecnologías DSL asimétricas……………………………………... 89 
A.3.2.1. Tecnología ADSL…………………………………………… 89 
A.3.2.1.1. Sistema de Modulación DMT…………………………. 90 
A.3.2.1.2. Equipos ADSL utilizados por el usuario……………… 91 
A.3.2.1.3. Equipos ADSL utilizados por parte de la 
central telefónica………………………………………... 93 
A.3.2.1.4. Mejoras para ADSL2 y ADSL2+……………………... 94 
A.3.2.2. Tecnología VDSL…………………………………………… 96 
A.4. Multiplexados sobre par de cobre……………………………………….. 98 
A.4.1. Multiplexados por jerarquía plesíncrona……………………………… 98 
A.5. Seguridad de las comunicaciones sobre par trenzado…………………… 100 
A.5.1. Seguridad sobre comunicaciones de voz………………………….. 100 
A.5.2. Seguridad sobre comunicaciones de datos………………………… 101 
 
Tecnologías cableadas en materia de telecomunicaciones alternativas 
al par de cobre trenzado………………………………………………………….. 103 
Fibra Óptica………………………………………………………………………. 104 
B.1. Explicación técnica básica………………………………………………. 104 
B.2. Proceso de fabricación…………………………………………………... 107 
B.3. Tipos comerciales de cable de fibra óptica……………………………… 109 
B.4. Formas de despliegue y tendido de fibras ópticas……………………….. 111 
B.5. Componentes habituales en materia de fibra óptica……………………... 114 
B.5.1. Principio de funcionamiento de un diodo LED…………………… 114 
B.5.2. Limitaciones del diodo LED en cuanto a su uso en fibras ópticas... 116 
B.5.3. Principio de funcionamiento de un diodo LASER………………… 117 
B.5.4. Otros componentes ópticos relevantes…………………………….. 119 
B.6. Multiplexados sobre fibra óptica………………………………………… 120 
B.6.1. Multiplexados por SDH/SONET………………………………….. 120 
B.6.2. Multiplexados por WDM………………………………………….. 122 
B.6.3. Protocolos alternativos a SDH/SONET a nivel de enlace 
sobre fibra óptica…………………………………………………… 126 
B.7. Usos de fibra óptica en redes de acceso…………………………………. 127 
B.7.1. Redes de acceso basadas en FTTx………………………………… 128 
 B.7.2. Análisis de soluciones basadas en FTTH………………………….. 130 
 
Tecnologías inalámbricas en materia de telecomunicaciones……………………. 133 
C.1. Explicación física básica en cuanto a tecnologías inalámbricas………… 134 
C.1.1. Ondas electromagnéticas…………………………………………... 134 
C.1.2. Antenas, polarización, diversidad y directividad………………….. 136 
C.1.3. Tipos de antenas…………………………………………………… 137 
C.1.4. Modelos matemáticos de cobertura………………………………... 138 
C.2. WiFi……………………………………………………………………... 139 
 x 
C.2.1. Regulación del WiFi en España…………………………………… 139 
C.2.2. Estándares 802.11 del IEEE……………………………………….. 140 
C.2.2.1. Tipos de codificación de canal incluidos en la capa física….. 141 
C.2.2.2. La capa MAC de 802.11…………………………………….. 142 
C.2.2.3. El estándar 802.11b………………………………………….. 144 
C.2.2.4. El estándar 802.11a………………………………………….. 147 
C.2.2.5. El estándar 802.11g………………………………………….. 148 
C.2.2.6. Mejoras adicionales: los estándares 802.11h, i y n………….. 148 
C.2.3. Componentes básicos en WiFi…………………………………….. 150 
C.2.3.1. Antenas………………………………………………………. 150 
C.2.3.2. Cables Ethernet……………………………………………… 152 
C.2.3.3. Equipos terminales…………………………………………... 152 
C.2.3.4. Bridges………………………………………………………. 153 
C.2.3.5. Access Points………………………………………………... 153 
C.2.4. Topologías clásicas en WiFi………………………………………. 154 
C.2.5. Seguridad en entornos WiFi……………………………………….. 155 
C.2.5.1. El método de cifrado WEP no es seguro…………………….. 156 
C.2.5.2. Las claves no deben aparecer en diccionarios………………. 157 
C.3. WiMAX…………………………………………………………………. 158 
C.3.1. Introducción a la tecnología WiMAX……………………………... 158 
C.3.2. Regulación del WiMAX en España……………………………….. 159 
C.3.3. El estándar 802.16-2004…………………………………………... 160 
C.3.4. El estándar 802.16-2005…………………………………………... 163 
C.3.5. Seguridad en WiMAX…………………………………………….. 164 






Cómo utilizar este material……………………………………………………….. v 
 
Índice de figuras………………………………………………………………….. xi 
 
Índice de tablas…………………………………………………………………… xiii 
 




Índice de Figuras 
 
 
Figura 3.1. Topologías habituales……………………………………….... 59 
Figura 4.1. Mapa con los barrios de Esplugues…………………………... 70 
Figura 4.2. Mapa de Esplugues con la propuesta de trazado de fibra……. 72  
Figura 4.3. Topología del anillo del cable de fibra óptica………………... 77 
Figura 4.4. Mapa de Esplugues con la propuesta en fibra óptica y 
WiMAX………………………………………………………. 80 
 
Figura A.1. Modelo de referencia ADSL según la ITU-T………………... 93 
Figura A.2. Anexos de las recomendaciones……………………………... 95 
Figura A.3. Espectro sobre el bucle de abonado…………………………. 95 
Figura A.4. Capacidad del enlace según las distancia……………………. 96 
Figura B.1. Ilustración de la Ley de Snell………………………………... 104 
Figura B.2. Ilustración sobre los modos que se propagan en el interior 
          de una fibra óptica…………………………………………… 106 
Figura B.3. Ventanas ópticas de toda fibra óptica………………………... 107 
Figura B.4a. Ejemplo de cable Loose Standard…………………………... 109 
Figura B.4b. Ejemplo de microcable de fibra óptica……………………... 110 
Figura B.4c. Ejemplo de cable de fibra óptica para ser enterrado………... 110 
Figura B.4d. Ejemplo de cable de fibra óptica aéreo……………………... 110 
Figura B.4e. Ejemplo de cable de fibra óptica para instalaciones 
         en conductos…………………………………………………111 
Figura B.5. Ilustración sobre el tendido manual………………………….. 113 
Figura B.6. Ilustración del tendido mediante blowing…………………… 114 
Figura B.7. Ejemplo de diodo LED diseñado para fibra óptica…………... 116 
Figura B.8. Unión PN…………………………………………………….. 117 
Figura B.9. Espectro en el interior de un LASER y en su salida…………. 117 
Figura B.10. Emisión espontánea y emisión estimulada…………………. 118 
Figura B.11. Espectro que puede ser absorbido por algunos materiales…. 120 
Figura B.12. Rejilla de longitudes de onda en CWDM…………………... 124 
Figura B.13. Comparativa de canales utilizados en DWDM y CWDM….. 125 
Figura B.14. Ilustración básica del funcionamiento de un multiplexor 
      y un demultiplexor óptico…………………………………….. 125 
Figura B.15. Ilustración de las diferentes posibilidades de FTTx………... 129 
Figura C.1. Modelo de antena Yagi………………………………………. 138 
Figura C.2. Modelo matemático de Egli………………………………….. 139 
Figura C.3. Organización de las capas dentro de la rama 802 de los 
      estándares del IEEE…………………………………………... 141 
Figura C.4. Combinaciones posibles de canales en la banda de 2,4GHz… 146 
Figura C.5. Antenas wireless para access point…………………………... 151 
Figura C.6. Antenas wireless para Bridges y tarjetas NIC……………….. 151 
Figura C.7. Access Point Cisco Aironet 1100……………………………. 153 





Índice de Tablas 
 
 
Tabla 1.1. Banda libres en la Unión Europea…………………………….. 12 
Tabla 2.1. Conexiones a Internet en diferentes países……………………. 29 
Tabla 2.2. Datos del proyecto CityNet…………………………………… 30 
Tabla 2.3. Datos de los países bajos……………………………………… 31 
Tabla 4.1. Datos demográficos de Esplugues del Llobregat……………... 70  
 
Tabla A.1. Velocidades de VDSL según la distancia…………………….. 97 
Tabla A.2. Flujos de datos plesíncronos en Europa………………………. 99 
Tabla A.3. Flujos de datos plesíncronos en EEUU y Japón……………… 99 
Tabla B.1. Módulos STM de SDH……………………………………….. 121 
Tabla B.2. Módulos STS y OC de SONET………………………………. 121 
Tabla B.3. Multiplexados WDM…………………………………………. 123 
Tabla C.1. Canales del estándar 802.11 en la banda de 2,4GHz 
   utilizados en el mundo………………………………………….. 145 









ACK  Acknowledge (paquete de reconocimiento) 
ADM  Add & Drop Multiplexer 
ADSL  Asymmetrical Digital Subscriber Loop/Line 
AES  Advanced Encryption Standard 
AON  Active Optical Network 
AP  Access Point 
ATM  Asynchronous Transfer Mode 
ATU  Asymmetrical Transceiver Unit 
BPON  Broadband Passive Optical Network 
BPSK  Binary Phase Shift Keying 
BSA  Basic Service Area 
BSS  Basic Service Set 
bps  bits por segundo (unidad de velocidad en cuanto a transmisión de datos) 
BWA  Broadband Wireless Access 
CCK  Complementary Code Keying 
CMT  Comisión del Mercado de las Telecomunicaciones 
CNAF  Cuadro Nacional de Atribuciones de Frecuencias 
CPE  Customer-Premises Equipment 
CSMA  Carrier Sense Multiple Access 
CSMA/CA Carrier Sense Multiple Access with Collision Avoidance 
CTS  Clear To Send (confirmación de envoi del mecanismo PCF)  
CWDM Coarse Wavelength Division Multiplexing 
DES  Data Encryption Standard 
DFS  Dynamic Frequency Selection 
DMT  Discrete Multitone Modulation 
DSL  Digital Subscriber Loop/Line (bucle de abonado digital) 
DSLAM Digital Subscriber Line Access Multiplexer 
DSSS  Direct-Sequence Spread Spectrum 
DWDM Dense Wavelength Division Multiplexing 
EAC  Estatut d’Autonomia de Catalunya 
EPON  Ethernet Passive Optical Network 
ESS  Extended Service Set 
ETSI  European Telecommunications Standards Institute 
eV  Electron-Volt, unidad de energía equivalente a 1,602·10-19J 
FAP  Fiber Aggregation Point 
FHSS  Frequency-Hopping Spread Spectrum 
FTTB  Fiber-To-The-Building/Business (fibra al edificio/negocio) 
FTTC  Fiber-To-The-Cabinet/Curb 
FTTH  Fiber-To-The-Home (fibra al hogar) 
FTTN  Fiber-To-The-Neighborhood (fibra al vecindario) 
Gbps  Gigabits por Segundo ( = 1.000.000.000 bps ) 
GHz  Gigahercios ( = 1.000.000.000 Hz ) 
GPON  Gigabit Passive Optical Network 
HDSL  High-bitrate Digital Subscriber Loop/Line 
HFC  Hybrid Fiber-Coaxial 
 xvi 
Hz  Hertz o Hercios (unidad de frecuencia) 
IBSS  Independent Basic Service Set 
IDU  InDoor Unit (unidad interna) 
IEEE  Institute of Electrical and Electronics Engineers 
IFS  InterFrame Spacing 
IP  Internet Protocol (Protocolo de Internet) 
ISM  Industrial, Scientific and Medical (bandas libres de licencia) 
ISO  International Organization for Standardization 
ISP  Internet Service Provider (Proveedor de servicios de Internet) 
ITU  International Telecommunication Union 
J  Joule, unidad de energía 
kbps  kilobits por segundo ( = 1.000 bps ) 
kHz  kilohercios ( = 1.000 Hz ) 
LAN  Local Area Network (red de área local) 
LASER Light Amplification by Stimulated Emission of Radiation 
LED  Light-Emitting Diode (diodo emisor de luz) 
LGT  Ley General de las Telecomunicaciones 
LLC  Logical Link Control 
LMDS  Local Multipoint Distribution Services/Systems 
LOS  Line-of-sight (linea de visión) 
MAC  Medium Access Control (Control de acceso al medio) 
MAN  Metropolitan Area Network (red de área metropolitana) 
Mbps  Megabits por segundo ( = 1.000.000 bps ) 
MHz  Megahercios ( = 1.000.000 Hz ) 
MMDS Multichannel Multipoint Distribution Services/Systems 
NIC  Network Interface Card 
NLOS  Non Light-of-sight (sin línea de visión) 
NT  Network Termination 
OADM Optical Add & Drop Multiplexer 
ODU  OutDoor Unit (unidad externa) 
OFDM Orthogonal Frequency Division Multiplexing 
OLT  Optical Line Termination 
ONT  Optical Network Termination 
ONU  Optical Network Unit 
OSI  Open Source Interface 
PAM  Pulse Amplitude Modulation (Modulación por amplitud de pulso) 
PDH  Plesiochronous Digital Hierarchy 
PIRE  Potencia Isótropa Radiada Equivalente 
PLCP  Physical Layer Convergence Procedure 
PMD  Physical Media Dependent 
PoE  Power over Ethernet 
PON  Passive Optical Network 
PPP  Protocolo de Punto a Punto 
PPPoA Protocolo de Punto a Punto sobre ATM 
PPPoE  Protocolo de Punto a Punto sobre Ethernet 
QAM  Quadrature Amplitude Modulation 
QPSK  Quaternary Phase Shift Keying 
RDSI  Red Digital de Servicios Integrados 
RTS  Request to Send (petición de envio del mecanismo PCF) 
SDH  Synchronous Digital Hierarchy  
 xvii 
SHDSL Single-pair High-speed Digital Subscriber Loop/Line 
SME  Small Medium Enterprises 
SOHO  Small Office Home Office 
SSID  Service Set Identification 
STM  Synchronous Transport Module 
STS  Synchronous Transport Signal 
Tbps  Terabits por segundo ( = 1.000.000.000.000 bps ) 
TDM  Time Division Multiplexing 
TDMA Time Division Multiple Access 
THz  Terahercios ( = 1.000.000.000.000 Hz ) 
TPC  Transmitter Power Control 
VDSL  Very high bit-rate Digital Subscriber Loop/Line 
VPN  Virtual Private Network 
WAN  Wide Area Network 
WDM  Wavelength Division Multiplexing 
WEP  Wired Equivalent Privacy 
WiFi  Wireless Fidelity 
WiMAX Worldwide Interoperability for Microwave Access 
WLAN Wireless Local Area Network 




Memoria del Proyecto 
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Objetivos del proyecto 
 
La aparición de nuevos servicios de telecomunicaciones con el paso del tiempo 
despierta una necesidad en la sociedad, y especialmente entre los ciudadanos al ver que 
existen diversos servicios a los cuales no todos tienen acceso o no todos disponen de la 
misma calidad de acceso. Esta situación, en parte, se produce debido a que las redes de 
telecomunicaciones desplegadas actualmente no disponen de las prestaciones necesarias 
para tales servicios, haciendo que de esta manera muchos de los ciudadanos deban 
resignarse a las prestaciones de las que disponen actualmente, las cuales suelen ir 
condicionadas por la ubicación del hogar, o puesto desde el que se accede, y 
especialmente de la distancia entre este lugar y la central telefónica local. 
 
Para solventar el anterior problema se requiere necesariamente el despliegue de una 
nueva red de telecomunicaciones basada en tecnologías más novedosas, que permita 
hacer llegar a los usuarios tales servicios, como podrían ser Internet de banda ancha, 
teléfono sobre IP (VoIP) o teledistribución entre muchos otros, y los que en un futuro 
pudieran surgir. Con esta nueva red, se aseguraría un mínimo de calidad del servicio 
suficiente a cada uno de los usuarios intentando que su ubicación dentro del municipio o 
ciudad no afectase realmente a la calidad de los servicios. 
 
Además de lo expuesto anteriormente, debe destacarse uno de los objetivos que 
incorpora el Plan Avanza 2006-2010 definido por el gobierno, el cual establece que las 
Administraciones Públicas han de garantizar el derecho de los ciudadanos y empresas a 
relacionarse electrónicamente con ella, por lo que todas las Administraciones tendrán 
que ofrecer en 2010 como mínimo alguna de sus prestaciones a través de Internet. Esto 
acentúa la necesidad de dicha red junto con la imposición de servicios por parte de las 
Administraciones Públicas sobre la misma red de cara al ciudadano y empresas. 
 
Como su nombre indica, este proyecto pretende analizar las diferentes alternativas 
existentes en la actualidad para el desarrollo de una red de área metropolitana, del inglés 
Metropolitan Area Network (MAN), buscando las soluciones óptimas e idóneas según 
sea el escenario en el que se despliegue y dando unas pautas básicas a seguir, o 
consejos, para facilitar el diseño de cualquier red MAN en cualquier municipio del país. 
Con esa intención se darán a conocer las tecnologías actuales más relevantes para este 
cometido, dando a conocer detalles técnicos relevantes y sus ventajas, limitaciones y 
coste de las mismas en contraste con otras. De esta manera, se pretende que el lector se 
familiarice mínimamente con dichas tecnologías y pueda comprender las diversas 
decisiones que se deben tomar respecto a las mismas en cuento a su uso. 
 
Después de ello, este proyecto se centrará en un diseño optimizado para una red de área 
metropolitana en el municipio de Esplugues del Llobregat, municipio de Cataluña 
cercano a la ciudad de Barcelona. En este escenario de algo menos de 2km de diámetro, 
se pretenderá unir diversos edificios públicos haciendo uso de un anillo de fibra óptica y 
tecnología WiMAX en aquellos lugares en los que el despliegue de fibra sea 
complicado o demasiado costoso. De igual forma, se pretende cubrir también el 
municipio con una red WiFi mallada para permitir desde un punto remoto, como podría 
ser un ordenador ubicado en el mismo ayuntamiento, el control del alumbrado, paneles 
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informativos o cámaras de vigilancia entre otras posibilidades, al mismo tiempo que se 
garantice una cobertura en la vía pública que permita a operarios, policías, bomberos y 
demás entes municipales disponer de un servicio de comunicaciones con sus sedes o 
consultar cualquier dato de una forma rápida y económica. 
 
Además, el proyecto expondrá términos regulatorios, legales, y socioculturales a tener 
en cuenta en el despliegue de toda red de telecomunicaciones tanto por los técnicos o 
ingenieros que la implementen como por concejales u operadores que decidan explotar 
dicha red con la intención de que el lector pueda entender las dificultades, ventajas, 
desventajas, y oportunidades que derivan del diseño e implantación de una red de estas 
características.
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Aspectos regulatorios, jurídicos y 





1.1. Aspectos regulatorios y jurídicos sobre redes de 
telecomunicaciones 
 
Las redes de telecomunicaciones en el ámbito Español se ven sometidas a una 
regulación que debe tenerse presente en el despliegue de toda red. Este margen 
regulatorio puede variar ligeramente según la ubicación donde desee desplegarse dicha 
red. Esto es así debido a que existen unas recomendaciones promulgadas a nivel 
europeo mediante directivas del parlamento europeo que España, como país que forma 
parte de la Unión Europea, toma como referencia a la hora de redactar las nuevas leyes 
que regularán dichas redes, y a su vez algunas comunidades autónomas las 
complementan con nuevas leyes u ordenanzas. 
 
Aunque son muchas y muy diversas las leyes que nos afectan, es importante recalcar al 
menos una de ellas, la más importante y la que merece ser estudiada con mayor énfasis. 
Ésta es la Ley 32/2003 del 3 de noviembre, General de las Telecomunicaciones, LGT a 
partir de ahora. El objetivo de esta ley es regular la explotación de las redes de 
comunicaciones electrónicas y no el contenido de los servicios que se prestan a través 
de ésta. Esto debe quedar claro antes de proseguir. En este proyecto, en primera 
instancia, no se pretende controlar los contenidos de los servicios prestados a los 
usuarios sino proponer una red de área metropolitana que pueda hacer llegar cualquier 
tipo de servicio que utilice una red de estas características como base. Un operador de 
telecomunicaciones será quien explote la red y preste tales servicios sobre la red que, 
previamente será diseñada aquí. De todas maneras, si se estuviese interesado en la ley 
que regula los contenidos de los servicios de la sociedad de la información difundidos 
en medios audiovisuales y la regulación de servicios mediante redes de 
telecomunicaciones, la Ley 34/2002 de 11 de julio es la encargada de dicha tarea. 
 
Posteriormente a la aparición de la LGT, se ha modificado ligeramente el marco 
regulatorio prefijado por ésta mediante reales decretos. Algunos de ellos son el real 
Análisis de una Red de Área Metropolitana 
 - 4 - 
decreto 2296/2004, de 10 de diciembre, mediante el cual se aprueba el reglamento sobre 
mercados de comunicaciones electrónicas, acceso a redes y numeración. Y otro 
importante es el real decreto 424/2005, de 15 de abril, por el cual se aprueba el 
reglamento sobre las condiciones para la prestación de servicios de comunicaciones 
electrónicas, el servicio universal y la protección de los usuarios. 
 
Cuando se habla de redes inalámbricas como son WiFi y WiMAX, a los anteriores se le 
debe sumar el real decreto 863/2008 de 23 de mayo por el cual se aprueba el reglamento 
de desarrollo de la ley 32/2003 de 3 de noviembre, LGT, en lo relativo al uso del 
dominio público radioeléctrico. 
 
Como se ha mencionado anteriormente, la ubicación donde se pretenda tender la red 
puede aportar más leyes complementarias a las existentes u otras fuentes legales. En el 
caso de España, se debe valorar lo escrito en la misma constitución española en cuanto a 
redes de comunicaciones. Y si se concreta al caso de Esplugues del Llobregat, tal como 




1.1.1. La constitución española en lo referente a las 
telecomunicaciones 
 
La constitución española no pretende regular las telecomunicaciones tal como hacen los 
reales los reales decretos y las leyes. Sin embargo, dan pautas que deben ser respetadas 
por cualquier ley española, las cuales, muchas veces se refieren a los artículos de la 
misma constitución. 
 
Los artículos que nos interesan de la constitución española debido a su relevancia con el 
tema aquí tratado son 3: 
• Artículo 18, que garantiza el derecho a la intimidad y la inviolabilidad del 
domicilio. 
• Artículo 20, que garantiza la libertad de expresión a todos los españoles. 
• Articulo 149, que enumera las competencias exclusivas del estado, entre las 
cuales se encuentra el régimen general de las comunicaciones. 
 
El artículo 18.3 dice lo siguiente: 
 
“Se garantiza el secreto de las telecomunicaciones y, en especial, de las 
postales, telegráficas y telefónicas, salvo resolución judicial”. 
 
Este punto nos afecta claramente al ser los creadores de una red. La seguridad es 
sumamente importante y deberemos responder ante la ley si incumplimos este artículo 
robando o permitiendo que otros roben la información de nuestros usuarios. De ahí la 
necesidad de estar a la vanguardia en temas de seguridad de redes y de hacer un uso 
adecuado de las redes inalámbricas que, por su naturaleza, son siempre más inseguras 
que las cableadas. Igualmente, el artículo 18.4 dice: 
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“La ley limitará el uso de la informática para garantizar el honor y la 
intimidad personal y familiar de los ciudadanos y el pleno ejercicio de 
sus derechos”. 
 
Esto nos afecta en cuanto a la gestión y mantenimiento de la red. Los operarios 
encargados del buen funcionamiento de la red no deberán tener acceso inmediato a ella, 
y en caso de recoger paquetes de los usuarios de la red para llevar a cabo un ejercicio de 
gestión o mantenimiento, la información personal contenida en ese paquete deberá ser 
destruida inmediatamente al acabar dicho ejercicio. En este punto hace más hincapié la 
LGT. La constitución tan solo contempla cómo deberá actuar la Ley ante el uso de la 
informática en general. 
 
El artículo 20, que como ya se ha dicho garantiza la libertad de expresión, asegura que 
no podemos, bajo ninguna circunstancia, filtrar ni censurar la información que se 
transmita a través de la red, ocupando así una postura neutral que no debe menospreciar 
a nadie debido a sus pensamientos, ideas y opiniones propias, salvo resolución judicial. 
 
El artículo 149.1 enumera las competencias exclusivas del estado. La entrada número 21 
en dicha enumeración dice lo siguiente: 
 
“Ferrocarriles y transportes terrestres que transcurran por el territorio 
de más de una Comunidad Autónoma; régimen general de 
comunicaciones; tráfico y circulación de vehículos a motor; correos y 
telecomunicaciones; cables aéreos, submarinos y de radiodifusión”. 
 
Como puede leerse, el régimen general de comunicaciones es exclusivo del estado y 
solo éste puede modificarlo o regularlo, las telecomunicaciones también lo son, junto 
con los cables aéreos, submarinos y de radiodifusión también incluidos. Eso significa 
que, para trazar cables aéreos o hacer uso de canales de radiodifusión requeriremos de la 
autorización del estado. Nótese que no se nombra el trazado de cables no aéreos, como 
pueden ser los situados en zanjas bajo la acera o la fachada de edificios. 
 
 
1.1.2. Ley General de las Telecomunicaciones 
 
Tal como se ha mencionado, la Ley 32/2003 de 3 de noviembre, General de las 
Telecomunicaciones, es el marco de referencia de toda red de comunicaciones 
electrónicas desplegada en el territorio español. Ésta regula todo lo referente a la 
explotación de una red de comunicaciones electrónicas y da las definiciones pertinentes 
en el anexo II de dicha ley. 
 
Ésta está dividida en 8 títulos diferentes que contienen sus diversos artículos. Sus títulos 
son los siguientes: 
• Título I: Disposiciones generales. 
• Título II: Explotación de redes y prestación de servicios de comunicaciones 
electrónicas en régimen de libre competencia. 
• Título III: Obligaciones de servicio público y derechos y obligaciones de 
carácter público en la explotación de redes y en la prestación de servicios de 
comunicaciones electrónicas. 
• Título IV: Evaluación de la conformidad de equipos y aparatos. 
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• Título V: Dominio público radioeléctrico. 
• Título VI: La administración de las telecomunicaciones. 
• Título VII: Tasas en materia de telecomunicaciones. 
• Título VIII: Inspección y régimen sancionador. 
 
En las disposiciones generales del redactado de esta ley, artículo 3, aparecen 
enumerados los objetivos que se pretenden alcanzar con la aprobación de la misma. 
Algunos de ellos son: 
• Fomentar la competencia efectiva en los mercados de telecomunicaciones. 
• Garantizar el cumplimiento de las referidas condiciones y de las obligaciones de 
servicio público. 
• Promover el desarrollo del sector de las telecomunicaciones. 
• Hacer posible el uso eficaz de los recursos limitados de telecomunicaciones. 
• Defender los intereses de los usuarios. 
• Promover el desarrollo de la industria de productos y servicios de 
telecomunicaciones. 
 
En este texto no se seguirá el anterior orden debido a que no nos interesa en nuestro 
proyecto todo lo mencionado en esta ley. Por esta razón, haremos principal hincapié en 






Todas las definiciones aquí presentes pueden hallarse en el anexo II de la LGT. Las 
definiciones que nos interesan para nuestro proyecto son las siguientes: 
 
Abonado: 
“cualquier persona física o jurídica que haya celebrado un contrato con 
un proveedor de servicios de comunicaciones electrónicas disponibles 
para el público para la prestación de dichos servicios”. 
 
Bucle local o bucle de abonado de la red pública telefónica fija: 
“el circuito físico que conecta el punto de terminación de la red en las 
dependencias del abonado a la red de distribución principal o 
instalación equivalente de la red pública de telefonía fija”. 
 
Espectro radioeléctrico: 
“las ondas radioeléctricas en las frecuencias comprendidas entre 9kHz y 
3000GHz; las ondas radioeléctricas son ondas electromagnéticas 
propagadas por el espacio sin guía artificial”. 
 
Explotación de una red de comunicación electrónica: 
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Interferencia perjudicial: 
“toda interferencia que suponga un riesgo para el funcionamiento de un 
servicio de radionavegación o de otros servicios de seguridad o que 
degrade u obstruya gravemente o interrumpa de forma repetida un 
servicio de radiocomunicación que funcione de conformidad con la 
regulación comunitaria o nacional aplicable”. 
 
Operador: 
“persona física o jurídica que explota redes públicas de comunicaciones 
electrónicas disponibles al público y han notificado a la Comisión del 
Mercado de las Telecomunicaciones el inicio de su actividad”. 
 
Radiocomunicación: 
“toda telecomunicación transmitida por medio de ondas 
radioeléctricas”. 
 
Red de comunicaciones electrónicas: 
“los sistemas de transmisión y, cuando proceda, los equipos de 
conmutación o encaminamiento y demás recursos que permitan el 
transporte de señales mediante cables, ondas hertzianas, medios ópticos 
u otros medios electromagnéticos con inclusión de las redes de satélites, 
redes terrestres fijas (de conmutación de circuitos y de paquetes, 
incluida Internet) y móviles, sistemas de tendido eléctrico, en la medida 
en que se utilicen para las transmisión de señales, redes utilizadas para 
la radiodifusión sonora y televisiva y redes de televisión por cable, con 
independencia del tipo de información transportada”. 
 
Usuario: 
“una persona física o jurídica que utiliza o solicita un servicio de 
comunicaciones electrónicas disponible para el público”. 
 
Los siguientes apartados pretenderán aportar las ideas básicas que se deben tener 
presentes en la creación, gestión y mantenimiento de una red de comunicaciones 
electrónicas para respetar el margen regulatorio establecido en España. Éstos harán uso 




1.1.2.2. Notificaciones a la CMT 
 
La Comisión del Mercado de las Telecomunicaciones, CMT, es un órgano de gobierno 
que inspecciona los diferentes mercados dentro del campo de las telecomunicaciones 
para poder asegurar una competencia real entre los diversos operadores, que la ley es 
respetada por cada uno de ellos y fomentar los buenos hábitos en cuanto a calidad del 
servicio, precios, etc. 
 
Ésta divide el mercado existente en diversos sectores y analiza cada sector como un 
mercado independiente, identificando a los operadores que actúan en dicho mercado y si 
éstos tienen demasiada importancia en dicho mercado. De ser así y encontrarse que un 
operador tiene demasiada importancia en el sector, con afán de promover mejoras en el 
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servicio o una competencia más digna, la CMT puede atribuir responsabilidades a 
dichos operadores. 
 
El no cumplimiento de las condiciones de ésta, el incumplimiento de alguno de los 
artículos contenidos en los reales decretos antes mencionados o en la LGT pueden 
suponer una sanción emitida por parte de la CMT al operador que esté actuando 
negligentemente para preservar la ley y la real competencia. 
 
La CMT debe ser notificada siempre que un operador desee hacer uso de una red 
pública de comunicaciones electrónicas o explotarla para dar servicio a terceros, salvo 
que sea en régimen de autoprestación. La notificación se debe hacer siempre antes del 
inicio de cualquier actividad y el notificante deberá esperar la contestación y visto 
bueno por parte de la CMT, la cual se compromete a contestar en un período no superior 
a 15 días naturales. Si se da el caso de que el periodo antes mencionado expira sin tener 
respuesta alguna por la CMT, la notificación se dará por no presentada, por lo que el 
operador no podrá proseguir con la explotación de dicha red. La CMT podrá negarse a 
dicha propuesta si eso pone en peligro la libre competencia, es negligente o falta aportar 
información junto a la notificación entregada. Para este último caso, y antes de los 15 
días, la CMT responderá indicando cual es el motivo por el que la propuesta queda 
denegada. Lo anteriormente citado queda correctamente explicado en el artículo 6 de la 
LGT. 
 
Si se diese el caso, el ministerio de Ciencia y Tecnología podrá intervenir las 
telecomunicaciones o servicios en cualquier mercado referente a las telecomunicaciones 
si alguna acción llevada a cabo por alguna persona física o jurídica estuviese 
interfiriendo o vulnerando la seguridad nacional, tal como indica el artículo 4 de la 




1.1.2.3. Registrarse como operador 
 
Según el artículo 7 de la Ley General de las Telecomunicaciones, se creó, dependiente 
de la Comisión del Mercado de las Telecomunicaciones, el registro de operadores. 
Dicho registro es de carácter público y su regulación se hace mediante real decreto. En 
él se inscriben los datos relativos a las personas físicas o jurídicas que hayan notificado 
su intención de explotar redes o prestar servicios de comunicaciones electrónicas, las 
condiciones para desarrollar la actividad y sus modificaciones. 
 
Dicho de otra manera, toda persona física o jurídica que desee explotar una red pública 
de telecomunicaciones quedará incluida en dicho registro. Esa persona, para ello, deberá 
haberse dado de alta como operador dando a conocer sus datos personales y una 
dirección de correo en la cual recibirán cualquier notificación de forma domiciliaria tal 
como indica el artículo 6.1. 
 
El término persona jurídica puede incluir, e incluye, cualquier empresa o 
administración pública. Ciertamente, si un ayuntamiento deseara explotar una red de 
comunicaciones electrónicas que ha tendido en su propio municipio deberá notificarlo a 
la CMT antes de comenzar con el tendido de dicha red, y si la red ya existía, deberá 
notificar de su intención de prestar servicios. Para ambos casos, el ayuntamiento deberá 
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haberse registrado previamente como operador, e igual que cualquier otra persona física 
o jurídica se verá incluida en el mismo margen legal. 
 
La única diferencia que puede encontrarse entre una empresa privada constituida como 
un operador de comunicaciones electrónicas y una administración pública es que la 
segunda debe forzosamente separar las cuentas financieras referentes a la labor como 
operador de las ya existentes como administración pública, según el artículo 8.3. Esto es 
así para asegurar la competencia real en el mercado seleccionado y poder evitar así que 
la administración pública pueda garantizar un mejor servicio que sus competidores 
haciendo uso de subvenciones del estado no destinadas a esa labor. Si se diese el caso, 
la administración pública tendría claramente ventajas económicas frente a los otros 
operadores del mercado y podría suponer la ruina a los mismos al no poder ofrecer un 
mejor servicio a unos precios razonables sin que su subsistencia estuviese asegurada. 
 
El registro como operador comporta unas obligaciones que deberán cumplirse. 
Principalmente, todo operador se compromete a dar servicios con unos principios de 
neutralidad, transparencia y no discriminación, tal como indica el artículo 8.4. Según el 
artículo 9 de la LGT, las autoridades nacionales de reglamentación podrán, en el ámbito 
de su actuación, requerir a las personas físicas o jurídicas que exploten redes o presten 
servicios de comunicaciones electrónicas o ciertas informaciones en cuanto a su labor 
actual como operador con la intención de comprobar el cumplimiento de sus 
obligaciones. De esta manera, los operadores podrán ser relegados de sus funciones si se 
considera que no cumplen con sus obligaciones, por lo que otro operador podrá ocupar 
su lugar aunque se trate de una administración pública. 
 
La licencia adquirida como operador no es permanente y tiene una duración máxima de 
3 años. El operador interesado en continuar con su labor deberá renovar su licencia y 
ajustarse al marco legal existente en la fecha al adquirir la nueva licencia. 
 
 
1.1.2.4. Régimen de autoprestación 
 
Según menciona la misma ley, la LGT, toda persona física o jurídica que desee 
proporcionar servicios disponibles al público explotando así una red pública de 
comunicaciones electrónicas deberá notificarlo a la CMT y registrarse como operador. 
Cuando se trate de una administración pública, ésta se verá en la obligación de realizar 
la debida separación de cuentas. 
 
Lo anterior suele aterrar a muchos ayuntamientos cuyos representantes ignoran muchos 
de los términos legales aquí recogidos. Por ello la CMT tiene la obligación de ponerse 
al servicio de cualquier administración pública que desee hacer una consulta sobre las 
leyes que afectan a las telecomunicaciones, tal como indica la LGT. Cualquier 
ayuntamiento, como administración pública que es, puede hacer uso de este recurso para 
solventar sus dudas. 
 
Un factor importante a tener en cuenta es lo que se conoce como régimen de 
autoprestación en este contexto. Se dice que una persona física o jurídica explota una 
red en régimen de autoprestación cuando esa persona física o jurídica es la única 
beneficiaria de la red, siendo esta una red privada de comunicaciones electrónicas. 
Ejemplos de lo anterior pueden ser: una WLAN instalada en el interior de un recinto del 
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cual tan solo hace uso la misma persona titular de la red, o una red más compleja que 
una WLAN, o no, de la cual hacen uso diversas personas que forman parte de una 
empresa o administración pública. 
 
Lo anterior implica que una red puede ser trazada en un municipio y declararse en 
régimen de autoprestación cuando tan solo hacen uso de la misma individuos que 
forman parte del mismo ayuntamiento o cualquier otro edificio público de la zona. 
 
En el caso de actuar en régimen de autoprestación, no será necesaria ni la notificación a 
la CMT ni registrarse como operador. Debido a ello, esta opción suele resultar más 
atractiva a las administraciones públicas y empresas, solución que los libera de las 
obligaciones que deben cumplir siendo operadores. 
 
 
1.1.2.5. Abrir una red a terceros 
 
Se considera terceros en este contexto a cualquier persona ajena a una red. Estas 
personas pueden registrase como abonado para hacer uso de una red que se haya trazado 
previamente. No obstante, de permitir esto, ya no estaríamos cumpliendo con el régimen 
de autoprestación al estar proporcionando servicios a terceras personas ajenas a la 
organización, empresa, administración pública, etc. De esta manera nos veríamos en la 
obligación de registrarnos como operadores y notificar a la CMT de nuestra intención 
de proporcionar servicios a terceros. 
 
Concretando en el caso de red de área metropolitana. Si se pretende dar servicio con ella 
a los ciudadanos, el ayuntamiento, si es el creador de la red de telecomunicaciones, 
deberá registrarse como operador y notificarlo a la CMT, esté o no interesado en 
proporcionar él los servicios. Puede pensarse que un ayuntamiento no tiene obligación 
alguna de constituirse como operador si tan solo desea crear la red para que sea, a 
posteriori, un operador el que se encargue de proporcionar los servicios a los ciudadanos 
haciendo uso de la red ya creada, pero esto no es así. 
 
La razón es que el término creación de una red está incluido en la definición de 
explotación de una red incluida en el anexo II de la LGT y escrita en este documento 
anteriormente: “la creación, el aprovechamiento, el control o la puesta a disposición de 
dicha red”. La Ley general de las telecomunicaciones dice explícitamente que aquel que 
desee explotar una red deberá notificarlo a la CMT y registrarse como operador. 
 
Llegados a este punto también puede recurrirse a la definición de red de 
comunicaciones electrónicas, que también ha sido incluido en este documento 
anteriormente y que debido a su extensión no se volverá a escribir aquí. No obstante, 
nótese que en tal definición no están incluidos los canales de comunicación, como 
podrían ser los pares de cobre trenzados en DSL o las fibras ópticas. Del mismo modo, 
la definición de sistema de transmisión tampoco está incluida en la Ley General de las 
Telecomunicaciones. 
 
Si debiéramos referirnos a una posible definición de sistema de transmisión, ésta podría 
ser la que se halla definida por la ITU-T desde 1936: 
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“Toda transmisión, emisión o recepción de signos señales o 
informaciones de cualquier naturaleza por hilo, radioelectricidad, 
medios ópticos u otros sistemas electromagnéticos”. 
 
Nuevamente podemos ver que los canales, aunque se mencionan, no forman de los 
sistemas de transmisión. Finalmente se concluye, y así puede hacerse, que levantar 
aceras, crear zanjas, e introducir fibra óptica y otros medios en su interior no se 
considera crear una red de comunicaciones electrónicas debido a que en ningún caso se 
ha hablado de los equipos, los cuales sí forman parte de esa red. Al no estar creando una 
red, no se requiere ni ser operador ni notificar nada a la Comisión del Mercado de las 
Telecomunicaciones. 
 
Cuando decidamos enlazar esas fibras mediante equipos deberemos notificarlo a la 
CMT previamente, y si con esa red se espera dar servicio a terceros lo haremos 
constituyéndonos como operador. Pero si solo se desea dar servicio en régimen de 
autoprestación no hará falta darnos de alta como operadores ni notificarlo. Igualmente, 
podemos pedir a los mismos operadores que se encarguen de colocar sus equipos, y de 
esta manera, la administración pública, que solo se habrá ocupado del tendido del canal 
de transmisión, puede liberarse de cualquier obligación al no notificar nada ni darse de 




1.1.2.6. Cuadro Nacional de Atribución de Frecuencias 
 
El cuadro nacional de atribución de frecuencias, CNAF, aparece mencionado en la Ley 
32/2003 de 3 de noviembre, General de las Telecomunicaciones, en especial durante el 
capítulo V, dominio público radioeléctrico. El artículo 43, gestión del dominio público 
radioeléctrico, menciona que «el espectro radioeléctrico es un bien de dominio público, 
cuya titularidad, gestión, planificación, administración y control corresponden al 
Estado». 
 
En efecto, el dominio público radioeléctrico es un bien escaso que debe ser 
administrado y gestionado para permitir que pueda ser utilizado eficientemente por más 
de una persona en el territorio español. Por esa razón, y según el artículo 43.4: 
• Los derechos de uso privativo del dominio público radioeléctrico se otorgaran 
por plazos que se fijarán reglamentariamente. […] Los derechos de uso privativo 
sin limitación de número se otorgarán por un periodo que finalizará en 31 de 
diciembre del año natural en que cumpla su quinto año de vigencia, prorrogable 
por períodos de cinco años. 
• En las concesiones el solicitante deberá acreditar su condición de operador y, en 
los términos que se fijen reglamentariamente, el uso efectivo del dominio 
público reservado una vez otorgado el derecho de uso. 
 
En otras palabras, si se desea hacer uso del espectro público radioeléctrico se deberá 
adquirir una licencia que sólo se nos otorgará si estamos dados de alta como operadores 
y si demostramos que haremos un uso correcto de la banda. Por uso correcto debe 
entenderse principalmente que haremos uso de esa banda según las especificaciones 
técnicas propias designadas para la banda de frecuencias dada y, evidentemente, que 
haremos uso de esa banda. 
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Tal como menciona el artículo 44, los planes de utilización del espectro radioeléctrico 
incluyen el cuadro nacional de atribución de frecuencias, los planes técnicos nacionales 
de radiodifusión y televisión y las necesidades de espectro radioeléctrico para la defensa 
nacional. Toda esta documentación es pública y puede encontrarse en la página Web del 
Ministerio de Industria Turismo y Comercio, www.mityc.es. 
 
En el CNAF pueden hallarse todas las bandas que forman el espectro radioeléctrico, que 
tal como se ha definido anteriormente son todas aquellas frecuencias que van desde los 
9kHz a los 3000GHz. Las bandas aparecen ordenadas por frecuencias indicando los 
posibles usos de cada una de ellas y las notas técnicas que deben seguirse para hacer un 
uso eficiente de dichas bandas. Las notas técnicas en este contexto son conocidas como 
notas UN. 
 
Un archivo adjunto en el mismo servidor contiene la definición de cada una de las notas 
UN presentes en el cuadro, indicando entre otras muchas cosas las bandas de su uso y la 
potencia máxima permitida. Es muy habitual también encontrar un estándar que cumplir 
asociado a cada banda de frecuencias. En el caso de las bandas de WiFi, la nota técnica 
es la nota UN-85 que describe: un uso de las bandas desde los 2400MHz hasta los 
2483,5MHz, una potencia máxima es 100mW PIRE y como estándar de referencia al 
EN 300 328 de la ETSI, el cual es más conocido como HiperLAN. 
 
Otros factores importantes a tener en cuenta cuando se desea obtener una licencia son 
los contenidos en el artículo 45: 
• El derecho de uso del dominio público radioeléctrico se otorgará por la Agencia 
Estatal de Radiocomunicaciones. 
• Los derechos pueden ser de uso privativo o no privativo. El segundo, al ser un 
servicio público tendrá preferencia ante cualquiera de uso privativo. 
• No se otorgarán derechos de uso privativo para su uso en autoprestación en los 
supuestos en que la demanda supere a la oferta. 
• El gobierno establecerá las condiciones no discriminatorias entre las que se 
incluirán las necesarias para garantizar el uso efectivo y eficiente de las 
frecuencias y compromisos contraídos por los operadores en los procesos de 
licitación. 
 
A todo esto, tan solo cabe recordar que existen ciertas bandas radioeléctricas, definidas 
a nivel mundial para su uso libre sin licencia alguna. Esto no significa que no se deban 
respetar ciertas limitaciones como son las potencias máximas y las notas técnicas según 
la aplicación en las bandas. Tan solo significa que no se requiere licencia alguna para 
hacer uso de esas bandas ni se requiere ser un operador. Las bandas sin licencia son las 
siguientes: 
 
Bandas de frecuencia Potencia Máxima 
6,765 – 6,795 MHz 42dB µA/m 
13,553 – 13,567 MHz 42 dB µA/m 
26,957 – 27,283 MHz 42 dB µA/m o 10 mW 
40,66 – 40,7 MHz 10 mW 
433,05 – 434,79 MHz 10 mW 
868,0 – 868,6 MHz 25 mW 
868,7 – 869,2 MHz 25 mW 
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869,3 – 869,4 MHz 10 mW 
869,4 – 869,65 MHz 500 mW 
869,7 – 870,0 MHz 5 mW 
2400,0 – 2483,5 MHz 100 mW 
5725,0 – 5875,0 MHz 25 mW 
24,0 – 24,25 GHz 100 mW 
61,0 – 61,5 GHz 100 mW 
122,0 – 123, 0 GHz 100 mW 
244,0 – 246,0 GHz 100 mW 
Tabla 1.1. Bandas libres en la Unión Europea 
 
 
1.1.2.7. Gratuidad de los servicios 
 
Muchos son los alcaldes de municipios o concejales que se preguntan al tener un 
conocimiento de la anterior ley si no existe alguna manera de proporcionar a sus 
ciudadanos un servicio gratuito de acceso a Internet. Y la respuesta es que sí es posible 
pero solo bajo ciertas circunstancias. 
 
Lo primero que debe demostrarse para poder ofrecer un servicio a un precio muy 
reducido o gratis es que la aparición de dicho servicio no pone en peligro la libre 
competencia. En efecto, si existiera un proveedor de servicios que proporciona acceso a 
Internet, haciendo uso de una tecnología u otra, por un precio concreto en el municipio 
donde se pretende dar gratis un acceso a Internet por parte de una administración 
pública, dicho proveedor podría ver peligrar su negocio y podría tomar cartas en el 
asunto y proceder legalmente. Éste tendría el as de ganar siempre y cuando se 
demuestre que el ayuntamiento hace uso de dinero público para gestionar, y mantener 
esa red de acceso. Pero no podría hacer nada si el ayuntamiento obtiene su beneficio de 
otras fuentes relacionadas con su actividad como operador, como facturar a sus clientes. 
 
Otro ejemplo que podría darse es el mismo caso anterior salvo que, en este caso, el 
ayuntamiento no garantice una conexión a Internet con las mismas condiciones que el 
proveedor, siendo la conexión garantizada por el ayuntamiento muy deficiente en 
comparación con la del proveedor. Si en este caso el ayuntamiento la pone a disposición 
del público con un precio muy reducido o gratuito, no se estaría cometiendo 
competencia desleal, salvo que se demostrase lo contrario mediante estadísticas o 
registros. 
 
Otro ejemplo similar sería que el ayuntamiento ofreciese tan solo acceso a ciertas 
páginas Web o servicios de la Sociedad de la Información de carácter municipal, no 
permitiendo hacer nada más. Eso tampoco sería competencia desleal. Y de esta manera 
pueden encontrarse muchos más ejemplos. Lo importante es tener en cuenta que un 
servicio se puede dar gratuitamente si con ello no se comete competencia desleal con un 
operador o proveedor de servicios ya existente en el lugar. 
 
Igualmente, es importante destacar que todo servicio gratuito se registrará con carácter 
temporal, aunque la actividad dure muchos años. Esto es debido a lo mismo que se ha 
explicado anteriormente. Si un proveedor de servicios considerara que se está 
cometiendo competencia desleal debido a la gratuidad de otro operador, la CMT podría 
obligarle a facturar, quitándole así los derechos a prolongar su actividad gratuita. 
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Finalmente, es importante destacar un caso particular que se da en muchos lugares 
remotos de nuestra geografía. Lugares en los cuales no existe operador alguno 
ofreciendo servicios debido a que no les es rentable. En este caso, el ayuntamiento del 
lugar debería tener una obligación, al menos moral, de ofrecer a sus ciudadanos un 
acceso a la Sociedad de la Información digno. Y en este caso, dicho ayuntamiento 
tendría muchas ventajas legales al no existir ningún operador en el lugar con el que 
competir en precios o calidad del servicio. Dicho de otra manera, tiene la posibilidad de 
crear la red a su antojo y de facturar según lo crea oportuno, dando el servicio 
completamente gratuito si así deseara hacerlo. Cabe recordar también que en este caso, 




1.1.3. Aspectos locales 
 
Con independencia de que la actual normativa en telecomunicaciones reconozca 
explícitamente la potestad de intervención municipal en relación con la instalación de 
redes de comunicaciones electrónicas, en territorio catalán, que es donde se desea 
realizar el despliegue de la red de comunicaciones electrónicas, las competencias en 
materia de urbanismo, medio ambiente, ordenación del territorio, salud pública, acceso 
al dominio público y la propiedad privada quedan recogidas en el Estatuto de 
Autonomía de Cataluña (EAC) mediante diversos artículos que dan cobertura a esta 
intervención específica en materia de comunicación en el territorio catalán, y que por lo 
tanto también debe valorarse. 
 
El EAC otorga unas responsabilidades a toda administración pública del territorio 
catalán en diversos aspectos, los que nos interesan especialmente aquí son: 
• Artículo 30: derechos de acceso a los servicios públicos y una buena 
administración. 
• Artículo 42: la cohesión y el bienestar sociales. 
• Artículo 44: fomento de educación, investigación y cultura. 
• Artículo 45: progreso en el ámbito socioeconómico. 
• Artículo 53: acceso a tecnologías de la información y de la comunicación. 
 
El artículo 30 promueve que toda persona tiene derecho a acceder en condiciones de 
igualdad a los servicios públicos. En el tema de este proyecto, se debe asegurar que los 
usuarios disponen de una calidad del servicio similar sea cual sea su posición geográfica 
en el municipio. Esto no suele ser sencillo pero se soluciona en gran medida 
sustituyendo los pares de cobre trenzados, sobre todo los que debido a su distancia no 
permiten gozar de una capacidad elevada, por otra tecnología que permita, igual que 
otros usuarios, gozar de un acceso de banda ancha aceptable. 
 
Los artículos 42, 44 y 45 no tocan directamente al ámbito de nuestro proyecto salvo en 
que no debe haber discriminación alguna entre las personas y que debe fomentarse la 
educación y la investigación. Esto pone de manifiesto que una de las mejoras que 
pueden hacerse y deben valorarse en nuestro ámbito es dar acceso a la red de área 
metropolitana a los colectivos, y en especial dotar a las escuelas, universidades y 
bibliotecas de un acceso de calidad a la misma para fomentar así el desarrollo del país 
en cuanto a educación e investigación, al otorgar así más recursos a los ciudadanos. 
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El más relevante para este proyecto es sin duda el artículo 53, el cual no merece muchos 
comentarios, sino tan solo leerlo para entender la importancia del papel otorgado al 
ayuntamiento como administración pública encargada de fomentar la creación de toda 
red de área metropolitana y el uso de la Sociedad de la información. 
 
“Los poderes públicos deben facilitar el conocimiento de la sociedad de 
la información y deben impulsar el acceso a la comunicación y a las 
tecnologías de la información, en condiciones de igualdad, en todos los 
ámbitos de la vida social, incluido el laboral; deben fomentar que estas 
tecnologías se pongan al servicio de las personas y no afecten 
negativamente a sus derechos, y deben garantizar la prestación de 
servicios mediante dichas tecnologías, de acuerdo con los principios de 
universalidad, continuidad y actualización.” 
 
 
1.2. Aspectos socioculturales en cuanto a redes de 
telecomunicaciones 
 
Son muchos los aspectos sociales que rodean al ámbito de las telecomunicaciones y que 
deben ser valorados previamente a la instalación de una red de área metropolitana. La 
gente que habita en ciudades y urbanizaciones suelen estar más en contacto día tras día 
con diversas tecnologías de diversa naturaleza, mientras que las personas que habitan en 
zonas rurales suelen desconocer la gran mayoría de éstas y, al no conocerlas tampoco se 
ven en la necesidad de adquirirlas. 
 
El acceso a la sociedad de la información puede resultar una herramienta muy útil, de la 
cual se puede aprender y buscar cualquier tipo de información a la vez que los 
individuos pueden comunicarse unos con otros mediante mensajería instantánea o e-
mail, e incluso compartir ficheros o crear nuevos contenidos disponibles para todo el 
mundo para poder expresarse libremente y compartir sus ideas y conocimientos. Ésta 
constituye una herramienta ideal en la educación y cultura de la sociedad y debe ponerse 
al alcance de cualquiera para que pueda hacer uso de ésta con total libertad siguiendo 
los principios de no discriminación a ningún individuo. 
 
Aunque lo anteriormente mencionado es cierto, son muchas las personas que desconfían 
de esta tecnología o que, sencillamente la desconocen. La labor de toda administración 
pública es fomentar su uso para que los ciudadanos dispongan de más recursos y 
servicios municipales, entre muchas otras cosas, a través de la misma red, servicios que 
habitualmente facilitan labores de búsqueda, trámites y papeleos. 
 
En este capítulo se valorarán dichos aspectos socioculturales con la intención de 
entender en mejor medida a la sociedad que hará uso de la red de área metropolitana que 
se pretende realizar. Téngase en cuenta que instalar una red donde nadie piensa 
utilizarla debido a diversos factores puede considerarse una perdida importante de 
tiempo y capital que podría haberse aplicado a otros proyectos, y que de darse el caso 
contrario, que la utilice más gente de la que se esperaba, puede producirnos una 
congestión importante en la red debido a un escaso ancho de banda para todo el tráfico 
que desea ser cursado. 
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1.2.1. La denominada brecha digital 
 
El término brecha digital es muy conocido en el ámbito de las administraciones 
públicas que se han propuesto como meta el fomento de la sociedad de la información 
entre sus ciudadanos. La brecha digital aparece al tener a una sociedad dividida en dos 
partes: los que hacen uso de las nuevas tecnologías y los que no. 
 
El primer grupo suele estar a la vanguardia en tecnologías y suelen ser los principales 
demandantes de la misma: reproductores MP3, blu-ray, Internet de banda ancha cuya 
capacidad suele ser explotada eficientemente, etc. Éste grupo suelen formarlo 
principalmente los jóvenes y aquellos adultos que por afición o por temas profesionales 
se ven en la obligación de hacer uso de estas tecnologías y reciclarse periódicamente. El 
segundo grupo suele estar formado principalmente por adultos y ancianos que no han 
necesitado a lo largo de su vida hacer un gran uso de la tecnología y por lo tanto ven 
innecesario comenzar a hacer uso de las mismas y entenderlas en esa etapa de su vida. 
 
De esta manera se tiene a dos culturas diferentes totalmente opuestas en cuanto al uso 
de la tecnología y que se debe hacer algo para que tales colectivos entiendan las 
necesidades del otro. Pero como se ha dicho, las administraciones públicas deben 
fomentar el uso de Internet para acceder a la sociedad de la información, pero ésta es 
una más de esas tecnologías que la gente que no está habituada al uso de la tecnología 
no cree necesaria. 
 
El ayuntamiento de un municipio, como administración pública, deberá informar a la 
población de las ventajas del uso de la sociedad de la información para intentar suavizar 
la brecha digital de una manera u otra. Por esta razón, es importante garantizar el acceso 
a Internet, controlado o no, en algún punto de la ciudad o municipio para que cada 
individuo que lo desee pueda probar dicho servicio de manera económica o gratuita. 
Esto fomenta que estos individuos aprecien las ventajas de su uso y sientan la necesidad 
de adquirir su propio ordenador y conectarlo a Internet. Ésta es una de las muchas 
estrategias que pueden llevarse a cabo. 
 
Debe tenerse en cuenta también que un cambio repentino de tecnologías o mejoras de 
éstas que requieran adquirir nuevos conocimientos para utilizarlas puede producir un 
efecto negativo, pues muchas de las personas que hasta el momento seguían el uso de la 
tecnología pueden verse perdidas en ese nuevo ámbito y abandonar la carrera de seguir 
renovándose en las tecnologías que lo rodean, encontrando todas ellas cada vez más 
complicadas de entender. 
 
 
1.2.2. El uso de la sociedad de la información para la 
educación y la cultura 
 
Internet se ha convertido últimamente en una herramienta indispensable en la educación 
de los jóvenes debido a las muchas ventajas que ofrece. Un estudiante puede localizar 
rápidamente cualquier tipo de información en Internet y aprender de ella profundizando 
tanto como desee. Antes de que el uso de Internet se difundiera, las enciclopedias y 
libros especializados solían llenar ese hueco, pero éstos presentan algunas desventajas 
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que la sociedad de la información no tiene: el precio de dicho material, el espacio que 
ocupa en el habitáculo y sobre todo, que la información puede estar desfasada. 
 
Cuando el alumno estudia historia o matemáticas, que la información esté 
desactualizada no suele ser un problema importante debido a que dichas materias no 
suelen cambiar excesivamente con el paso de los años, pero si se pretende estudiar 
temáticas técnicas, o ciencias, donde la información puede variar de un año para el otro, 
no compensa comprar una nueva enciclopedia o libro técnico cada dos o tres años. 
 
Debido a esto, las escuelas actuales tienden a estar equipadas con al menos un aula de 
informática para que los alumnos puedan hacer uso de las mismas y se familiaricen con 
los equipos. De esta manera, el estado se asegura de que los estudiantes toman contacto 
con las tecnologías y que por lo tanto les ofrecen hacer uso de las mismas para evitar la 
brecha digital en mayor medida. 
 
También cabe destacar que cada vez es mayor la tendencia a dotar a los centros 
docentes y universidades con sistemas de compartición de ficheros donde los profesores 
cuelgan materiales que el alumno puede recuperar en cualquier momento desde 
cualquier ordenador con acceso a Internet. Esto da libertades de horarios y permite tener 
en contacto a alumnos y profesores sin necesidad de que ninguno de ellos vaya 
expresamente a la escuela o universidad a informarse o notificar algo. Al mismo tiempo 
que ahorra tiempo a ambas partes al tener en un único lugar toda la información 
necesaria sin tener que ir de un lugar a otro para recopilarla. 
 
 
1.2.3. La ignorancia de la sociedad en cuento al uso de 
Internet y la existencia de la sociedad de la información 
 
Aunque muchos de esos jóvenes consigan estar familiarizados con las nuevas 
tecnologías en los centros de estudio, la realidad para muchos de ellos es llegar a casa y 
no disponer de un ordenador para poder continuar con sus tareas. Esto suele ser así 
debido a que, mientras el niño comienza entender las posibilidades que le ofrece tener 
un ordenador a mano con acceso a Internet, los padres posiblemente no entiendan de 
ordenadores ni sepan hacerlos funcionar correctamente, por lo que no deseen tener uno 
dado que no lo creen necesario. 
 
Aquí se pone de manifiesto de nuevo la temida brecha digital. El niño o joven vive entre 
dos culturas diferentes y aunque sabe cómo hacer uso de las tecnologías no dispone de 
ellas. Por lo que si tiene que hacer un escrito en limpio lo hará a mano, no con un 
procesador de textos, y si necesita consultar algo rezará porque aparezca en la 
enciclopedia, y más si es antigua. No obstante, una estrategia interesante es pensar que 
se puede motivar a los jóvenes para que éstos influyan en la mentalidad de los adultos y 
les hagan ver las ventajas que conlleva tener un ordenador en casa. Éstos pueden actuar 
como prescriptores pidiendo a los padres que les regalen algo para reyes, navidad, su 
cumpleaños, por aprobar todas las asignaturas, etc., lo que ayuda a que las personas 
adultas se familiaricen con dichos aparatos, los puedan llegar a entender y quieran 
probarlos. 
 
Sin embargo, son muchos los hogares donde, por una razón o por otra, no se puede 
hacer entender a sus inquilinos la importancia de tener en su hogar un equipo con 
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acceso a Internet y no quieren saber nada al respecto. Se ha de entender también que 
muchos no necesitan de estos equipos para vivir su día a día y consideran que 
comprarse un ordenador es un gasto innecesario, y que pagar por el acceso a Internet las 
cantidades exigidas por los operadores para utilizarlo tan solo 5 minutos al día no les 
compensa. 
 
Las administraciones públicas deben fomentar el uso de éstos equipos pero en ningún 
caso imponer su uso a la sociedad. Éstas también ven necesario este fomento debido a 
que muchos de sus servicios pueden hacerse de una forma más sencilla, si no ahora en 
un futuro, a través de Internet, demorando menos los tramites y pudiendo realizarlos 
casi seguro en cualquier momento del día, incluyendo la madrugada, y sin tan siquiera 
la necesidad de salir de casa, y por lo tanto sin la necesidad de perder toda una mañana 
yendo de un lado a otro en busca de los papeles necesarios para realizar ciertos trámites. 
 
 
1.2.4. Servicios de la sociedad de la información 
 
Los servicios que pueden encontrarse a través de Internet siguen 7 tipologías básicas 
que son las siguientes: 
• Mensajería 
• Búsqueda de información 
• Descarga de ficheros 
• Compartición de ficheros 




Los servicios de mensajería son muy utilizados y pueden ser instantáneos o no. Los 
instantáneos permiten dialogar en tiempo real con cualquier persona conectada en la 
red, conocida o no, y desde cualquier parte del mundo sin realizar un gasto excesivo, 
habitualmente gratis si no se contabiliza lo que se ha pagado por el acceso a Internet. 
Esto lo hace muy atractivo a los usuarios que, con tan solo pagar una tarifa plana de 
Internet pueden hablar tanto como deseen con cualquiera tanto por voz (VoIP) como 
mediante mensajes de texto. Cualquier otra tecnología actual de telecomunicaciones 
supone un gasto mucho mayor aunque habitualmente de mejor calidad, y suele 
distinguir si las llamadas o mensajes se hacen dentro del mismo país o entre países, 
siendo la segunda opción indudablemente más cara. 
 
El correo electrónico es el sistema más utilizado para mensajería no instantánea y 
funciona de manera similar al correo por carta que ha existido durante años, salvo que 
éste es más rápido y no requiere papel ni pagar un sello. Igual que con la mensajería 
instantánea, éste puede mandarse a cualquier parte del mundo de forma transparente al 
usuario. 
 
La búsqueda de información es otro de los más utilizados. Tan solo requiere entrar en 
una página de Internet denominada buscador y comenzar la búsqueda mediante le 
inserción de palabras clave de la información que se busca. Después de ello solo se 
requiere algo de maña para descartar todas aquellas que no te interesen e ir buscando 
entre las restantes cual contiene la información que realmente se desea hallar. 
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La descarga de ficheros es muy popular sobre todo entre los jóvenes. Esta suele 
considerarse un delito cuando los ficheros que se descargan son canciones, películas, 
libros, programas, etc., protegidos por los derechos de autor. Sin embargo, también hay 
muchos ficheros que pueden ser descargados con total libertad al no tener derechos de 
autor y estar disponibles al público, como podrían ser artículos de un periódico o 
revista, documentos varios, catálogos, etc. 
 
Todo fichero colgado en Internet debe haberlo creado alguien previamente por 
necesidad o por decisión propia y debe haberse puesto a disposición del público. Toda 
persona con acceso a la sociedad de la información puede hacer lo mismo. La tendencia 
más habitual es la de crear un blog donde colgar todo lo que se crea necesario o tener 
una página Web propia donde colgar también todo lo que se desea. La segunda opción 
suele dar más libertad pero requiere más conocimiento técnico sobre páginas Web que 
el anterior. 
 
Las transacciones son por ejemplo operaciones bancarias desde casa, pedidos a 
domicilio, o cualquier otro servicio de esta naturaleza. Para llevar estos servicios a cabo 
se suele requerir información personal del individuo para identificarlo: Nombre, DNI, 
dirección de correo electrónico y municipal, etc. Éstas no son de las más utilizadas 
debido a un miedo generalizado entre la sociedad, resultado de diversos fraudes 
producidos con anterioridad de los cuales se hablará ligeramente más adelante. 
 
Por último, existen innumerables páginas donde pasar el tiempo charlando con otras 
personas o conocerlas, o jugando con algún juego individualmente o en grupo. Éstas 
suelen ser utilizadas por los jóvenes cuando disponen de tiempo libre y desean invertirlo 
en esto para distraerse. 
 
 
1.2.5. Fraudes en Internet 
 
Son muchísimos los casos que se han dado de fraudes a través de Internet y es por ello 
que las personas deben entender que existen y que es su responsabilidad el no caer en 
esos fraudes, y que aunque se pruebe de eliminar dichos fraudes y de poner medidas de 
seguridad, el usuario debe evitar caer en ninguno de ellos. Los diversos fraudes se 
pueden clasificar en diversas categorías, sin embargo, con los que se debe tener especial 
cuidado son con el fishing y los troyanos. 
 
El fishing es la suplantación de identidad por parte de una persona ajena al servicio. Éste 
suele hallarse habitualmente cuando se desea realizar transacciones bancarias. Una 
persona ajena, copia completamente el diseño de la página Web de la sucursal bancaria 
y la cuelga en Internet. Un usuario victima de esta estafa entra en dicha página, que es 
aparentemente igual que la de su sucursal bancaria, e introduce su nombre y contraseña 
creyendo que, como se hace habitualmente, el banco necesita autentificarle para saber si 
es cliente suyo o no previo a demandar cualquier operación. No obstante, en este caso 
los datos son capturados por una tercera persona que a partir de ese momento dispone 
de los datos necesarios para poder identificarse como la persona que pretendía acceder. 
Y poder así vaciar sus cuentas si así lo deseara sin que el banco fuese ni siquiera 
consciente de que el que accede y realiza las operaciones no es su cliente. 
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Los bancos no pueden hacer nada frente al fishing salvo informar a sus clientes sobre 
políticas de seguridad a través de Internet. Una advertencia que suelen dar los bancos es 
que ellos, a través de Internet, jamás solicitarán todos los datos simultáneamente de su 
tarjeta numérica personal, tarjeta que entregan a todo cliente y que es diferente para 
cada uno de ellos con la intención de autentificarle realmente, y que de ver que se 
solicitan todos los números, abandonen inmediatamente dicha página y lo hagan saber a 
la entidad bancaria para que investiguen la causa y evitar que suceda nuevamente. 
 
Las entidades bancarias, en este caso suelen pedir tan solo cuatro dígitos de la tarjeta de 
posiblemente 50 combinaciones posibles. Los números demandados por la entidad 
bancaria suelen variar aleatoriamente para aumentar la seguridad de sus clientes, y 
dichos números suelen ser solicitados previamente a cualquier operación que se desee 
realizar. De esta manera evitan en mayor medida que el fraude se cometa. 
 
La suplantación de identidad por parte del estafador, y respecto a la entidad bancaria, 
puede hacerse de 2 maneras diferentes. La primera consistiría en entrar en el servidor de 
dicha entidad y redireccionar a todo cliente que quisiese acceder a la página hacia la 
página fraudulenta. Esta opción es demasiado complicada para los estafadores y puede 
traerles demasiados problemas por lo que habitualmente es descartada. La segunda 
opción consiste en instalar un troyano en el ordenador de cada uno de sus clientes, los 
cuales suelen tener mucha menor protección que los ordenadores de los bancos. 
 
Un troyano es una aplicación que ha sido instalada en el ordenador personal de alguien 
sin autorización de su propietario. Este programa no hace nada salvo estar pendiente y a 
la espera de que el usuario de ese equipo lleve a cabo una acción concreta. Si ese 
usuario lleva a cabo dicha acción, el troyano se activa momentáneamente para realizar 
una tarea concreta y vuelve a quedar inactivo. Existen troyanos de muchos tipos, pero 
respecto a las entidades bancarias nos interesan aquellos que especialmente se activan 
cuando un usuario abre su navegador de Internet y desea a acceder a la página de su 
banco para realizar una operación. Cuando esto ocurre, el troyano redirecciona al 
usuario a la página fraudulenta y se vuelve a la inactividad. El usuario, que no se percata 
cae en el fraude del fishing. 
 
Existe una manera de saber cuando se esta produciendo el fishing y estamos siendo 
engañados que habitualmente suele funcionar, y consiste únicamente en comprobar la 
dirección de Internet en la que nos encontramos, y especialmente el dominio, antes de 
realizar cualquier operación. La dirección de Internet suele salir arriba y si por ejemplo 
nuestra entidad bancaria fuera “La Caixa”, cuya página Web es www.lacaixa.es, de 
encontrar que en la dirección de arriba no aparece escrito en ningún lado “lacaixa.es/” 
deberíamos sospechar. Téngase en cuenta que aquellos infractores que cometen fishing 
suele adquirir dominios de Internet con nombres muy parecidos para despistar, como 
podría ser “lacaxa.es”, sin la “i”. Por eso es importante consultar el dominio y leerlo sin 
prisas para no caer en ningún fraude. 
 
Aún quedan dos cosas por saber sobre esto: la primera es cómo ha llegado el troyano a 
estar instalado en nuestro ordenador, y la segunda es cómo puede ser que si se descubre 
el fraude no se pueda coger al infractor yendo al banco y sabiendo a qué cuenta se ha 
hecho la transferencia. Lo primero se debe a un despiste por parte del usuario que ha 
instalado cosas en su ordenador cuyo fabricante se desconoce para poder acceder a otros 
servicios aparentemente diferentes. Suele ser habitual en páginas pornográficas de 
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Internet, aunque no son las únicas. Lo segundo es algo más complejo y lleva consigo 
otro nombre técnico a tener en cuenta: la mula. 
 
Se denomina mula, a parte del animal, a cualquier persona que es capaz de llevar 
consigo algo ilegal de un lugar a otro siendo éste tan solo el transportista. Aquellos que 
hayan navegado durante mucho tiempo por Internet y tengan experiencia habrán podido 
ver que, mediante spam o publicidad, regularmente aparecen ofertas en las que se 
asegura que se gana mucho dinero, se trabaja poco y casi todo se hace desde casa. 
Muchas de esas ofertas no son falsas al ser cierto que se gana dinero de forma fácil, lo 
que no se dice es que al aceptar el trabajo pasas a ser una mula. 
 
Los nuevos contratados abren una cuenta en la entidad bancaria que convenga a su 
nombre, todos los fraudes van directamente encarados a realizar transferencias desde la 
cuenta de la victima a la nueva cuenta de la mula. La mula tiene la obligación cada 
cierto tiempo de ir hasta el cajero, sacar el dinero y llevarlo en mano a una persona de 
contacto, la cual le da un porcentaje de esa cantidad como sueldo. Si el fraude se 
descubre, la investigación policial llevará directamente a localizar a la mula, y aunque 
éste desconozca que lo que ha hecho es un fraude, la policía no podrá dar con la persona 
de contacto al perderse ahí la pista de donde ha ido el dinero puesto que la transferencia 
se ha hecho en mano. 
 
La población debe ser advertida de que estos fraudes existen en Internet y de que debe 
tenerse especial cuidado en no caer en ellos. Esto es importante para las entidades 
bancarias, para evitar conflictos con sus clientes y para las administraciones públicas 
que tratan de fomentar el uso de estas tecnologías, y esto juega en su contra generando 
miedo entre la sociedad. 
 
 
1.2.6. La desconfianza a Internet 
 
El fishing, mencionado anteriormente, es quizá el fraude que más problemas puede 
acarrear a una persona al extraerle grandes cantidades de dinero. Sin embargo no es el 
único problema que trae Internet y la gente que no suele saber mucho de Internet, suelen 
echarse atrás al escuchar tales fraudes y problemas. 
 
Otro problema que suele comportar es que al conocer a gente a través de Internet no se 
puede tener certeza alguna de que lo que esa persona te explica sea verdad o no salvo 
que sea extremadamente evidente que miente. Toda persona que hace uso de Internet 
para relacionarse con personas suele hacer uso de un alias y una imagen escogidos por 
el mismo y así ocultar su verdadera persona. Un ejemplo claro son aquellas personas 
que se hacen pasar por una mujer, cuando en realidad es un hombre o aquellos que se 
hacen pasar por una persona de 20 años cuando en realidad tienen 47. Esto no inspira 
confianza a las personas que se encuentran ante la imposibilidad de conocer con quien 
están hablando realmente y genera un miedo colectivo que habitualmente se extiende 
más entre las personas adultas al ser éstas más conscientes de la vida en la sociedad 
actual. Los jóvenes no suelen creerlo y eso muchas veces lleva a desilusiones cuando 
chocan con la realidad o incluso a raptos, como puede verse a través de los telediarios. 
 
Estos suelen ser los argumentos en boca de muchas personas que no conocen las 
ventajas de la sociedad de la información negándose así a hacer uso de la misma 
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tecnología. Sin embargo debe tenerse presente todo, tanto las ventajas como las 
desventajas, y las administraciones públicas como tales deben advertir de esos fraudes 
para prevenir a la gente al mismo tiempo que fomentan el uso de Internet presentando 
con ello las múltiples desventajas. 
 
 
1.2.7. La aparición de tecnologías inalámbricas 
 
La aparición de las tecnologías inalámbricas ha supuesto una revolución en el mercado 
de diversos aparatos electrónicos y entre la mentalidad de aquellos que los demandan. 
Actualmente existen multitud de aparatos equipados con la circuitería necesaria para 
hacer uso de estándares como WiFi o Bluetooth. Esto permite a los usuarios más 
movilidad al no requerir de cables para la intercomunicación entre aparatos, pudiendo 
ser colocado en cualquier lugar de la casa. 
 
De esta manera, y como ejemplo, existen impresoras inalámbricas. Éstas pueden 
colocarse en cualquier rincón del habitáculo sin necesidad de estar precisamente cerca 
del ordenador u ordenadores que envían sus datos a imprimir ni verse en la necesidad de 
tender cables entre dichos equipos para permitir la comunicación entre ellos. 
 
No obstante, existen cables que difícilmente pueden ser extraídos y substituidos, 
principalmente cuando se desean tasas de comunicación elevadas o se pretende reducir 
las interferencias en la comunicación. El hecho de no utilizar cables implica 
forzosamente hacer uso del dominio público radioeléctrico, cuyas bandas son reservadas 
para un uso específico para regular dicho espectro de una forma eficiente. Esto implica 
que, salvo que se disponga de licencia, pueden ser muchos los equipos y aparatos que 
pueden estar haciendo uso de la banda asignada, que suele ser libre. Esto hace que las 
interferencias aumenten, y aumentarán más contra más equipos hayan simultáneamente 
haciendo uso de la banda, reduciendo finalmente la tasa de transmisión de cada uno de 
ellos al existir excesivas colisiones. 
 
Un aspecto importante a tener en cuenta y que son muchas las veces que se pasa por alto 
es que todo equipo o aparato eléctrico o electrónico requiere de alimentación eléctrica. 
La alimentación directa del aparato a la red eléctrica requiere de al menos un cable 
eléctrico para hacerlo funcionar que, difícilmente puede ser substituido de una forma 
eficiente. 
 
Los teléfonos móviles, inalámbricos, consolas portátiles y ordenadores portátiles, entre 
muchos otros ejemplos, hacen uso de baterías para alimentar su circuitería. Esto suele 
hacer de dichos aparatos totalmente móviles al no requerir de ningún cable 
forzosamente durante su uso, pudiendo utilizarlos en cualquier entorno como podría ser 
en un coche o tren durante un viaje, en la playa o en medio de la montaña. Sin embargo, 
aquellas personas que han hecho uso de baterías saben que lo bueno se acaba, y que en 
cuestión de horas dicho equipo puede dejar de funcionar al quedarse sin batería. Esto 
requiere que el usuario intervenga para hacer un cambio de batería o poner a cargar las 
existentes. Y a medida que se va haciendo uso de estas baterías, éstas cada vez son 
capaces de proporcionar menos energía, obligando así al usuario a recargarlas o 
substituirlas más a menudo. 
 
Memoria del Proyecto 
 - 23 - 
Lo anteriormente explicado debe tenerse en cuenta para nuestro proyecto. El uso de 
aparatos con baterías de algún tipo requerirá a la larga la intervención de una persona 
que deberá cambiar dichas baterías o recargarlas. En un proyecto de red de área 
metropolitana es absurdo pensar en esta posibilidad, pues si se colocan cerca de 200 AP, 
u otros aparatos, en toda la ciudad requeriríamos personas para controlar uno a uno el 
estado de cada una de sus baterías. Eso significa que, los aparatos, y esto también es 
importante, deben colocarse en algún lugar cercano a una toma de corriente y no en un 
lugar lejano a la misma. Si el lugar que mejor cobertura ofrece es el punto más alto de 
un edificio y la toma más cercana está a nivel del suelo, nos veremos en la obligación de 
trazar un cable eléctrico hasta ese punto para poder alimentar dicho equipo. Y dicho 
cable deberá colocarse tal como estipule la ley y de forma que no afecte a ningún 
ciudadano. 
 
En resumen, las tecnologías inalámbricas permiten mayor movilidad, sin embargo, éstas 
no pueden garantizar un ancho de banda mayor al que se tendría utilizando un cable 
adecuado para llevar esas tecnologías y requieren alimentación igualmente como todo 
aparato electrónico. Todo apunta a que las tecnologías inalámbricas estarán cada vez 
más presentes en nuestras vidas a medida que aumente la tecnología debido a que son 
más cómodas y presentan muchas ventajas, pero contra más de éstas hayan funcionando 
más probable será encontrar interferencias en el canal. Para más información sobre 
tecnologías inalámbricas y el porqué de las interferencias diríjase al Anexo C. 
 
 
1.2.8. La estética de una ciudad 
 
Aunque pueda parecer de poca relevancia hablar aquí de la estética de una ciudad o 
municipio, es importante aclarar que a los ciudadanos les gusta vivir en una ciudad, 
municipio o pueblo elegante y limpio, eso suele repercutirles una sensación de bienestar 
y que se sientan más a gusto y arraigados a su entorno. En la parte que nos interesa en 
este proyecto, es importante tener en cuenta donde colocar los equipos, aparatos, 
cableados y, sobre todo, antenas sin que eso perjudique a la imagen de la ciudad. 
 
A ningún ciudadano suele agraciarle la idea de ver cables colgando en la vía pública 
cuando estos ciudadanos están acostumbrados a no verlos debido a que suelen estar 
ocultos o a verlos bien sujetos a algo. Estos ciudadanos pueden sentir inseguridad 
creyendo que el cable puede caer con facilidad y pueda dañar a alguien, aunque esté 
bien agarrado para evitar que esto ocurra. El no tener esto presente puede llevar en 
algunos casos a un rechazo por parte de un vecindario a un tendido de estar 
características. Igualmente, a nadie suele agradarle abrir la ventana de su dormitorio y 
encontrar una antena a escasos metros frente a la misma. Por esta razón, situaciones 
como las comentadas deben evitarse de una manera u otra. 
 
Las antenas deben ocultarse tanto como se pueda sin que esto haga que se pierda la 
cobertura. Una idea interesante es incorporarla dentro de una caja de plástico 
completamente cerrada. Los ciudadanos verán la caja pero no sabrán de lo que hay en su 
interior, de esta manera podrán creer que es cualquier cosa menos una antena. Los 
equipos, igualmente deben ser ocultos, introduciéndose éstos dentro de las cajas antes 
mencionadas junto con la antena o en cualquier otro lugar que sobretodo lo resguarde de 
la lluvia. 
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Los cables suele ser mejor enterrarlos aunque eso suponga un gasto considerable: 
estarán más seguros y no dañarán la vista de la ciudad. Y en caso de que se requiera 
llevar un cable hasta el lugar donde se encuentra el equipo, si éste está en la vía pública 
y habitualmente en un lugar elevado, el cable deberá subirse de alguna manera que 
permanezca oculto y, si forzosamente ha de verse el cable o la estructura que se haya 
utilizado para ocultar al mismo, este cable se deberá subir hasta esa posición de manera 
vertical y tenso. Subirlo en diagonal o ligeramente torcido hace de ese cable más vistoso 
y menos “elegante”. En la altura de la acera, donde son muchos los peatones que la 
transitan día a día, se requiere una protección adicional en los cables para evitar 
vandalismo. Una idea muy extendida es ubicar los cables en el interior de un tubo 
metálico hasta alcanzar una altura suficiente sobre la acera para que éstos no puedan ser 
alcanzados. 
 
Antiguamente, los cables en el entorno urbano solían colgarse de la fachada de los 
edificios o eran totalmente aéreos yendo de poste en poste. No obstante, desde hace 
pocos años, la estética de la ciudad ha cobrado importancia y, con ello, los cables suelen 
trazarse ahora mediante zanjas subterráneas. Actualmente la tendencia de hacer uso de 
la fachada como soporte en muchos lugares es rechazada. Esto hace del proceso de 
tendido más lento, pero los resultados son más seguros y más atractivos a la vista. 
 
 
1.2.9. La preocupación de los ciudadanos por las antenas 
 
Muchas son las habladurías que conciernen a las antenas y que las relacionan 
directamente con el cáncer de cualquier naturaleza, dolores de cabeza, malformaciones 
y demás. La realidad es que no se ha podido probar que esto sea verdad, pero tampoco 
se ha podido probar que es mentira. Y por lo tanto, la gente que cree fielmente que las 
antenas son la causa de todos los males seguirán creyéndolo y alimentando así sus 
miedos. Aquí van a darse algunas ideas básicas, no para indicar que las antenas no 
producen problemas de salud sino que éstas son menos dañinas que muchas otras cosas 
en este mundo a las que nos exponemos cada día y nadie ve tan peligroso como las 
antenas. 
 
Lo primero que debería saberse es qué es el cáncer para entender si lo producen las 
antenas o no. Una explicación muy rápida que puede decirse es que el cáncer surge 
cuando una célula del organismo comienza a actuar de una forma impropia de su 
función asignada. Esto puede generar o no problemas en el organismo. Una célula, 
según indica la biología, actúa siguiendo cierto parámetros del ADN que contiene en su 
núcleo. Si la célula hace cosas impropias será entonces debido a que algo en el ADN 
que contiene su núcleo no es correcto. De ser así estaríamos argumentando que las 
ondas electromagnéticas generadas por dichas antenas afectan directamente a nuestro 
ADN modificándolo, hecho que no puede probarse ni descartarse. 
 
Debe tenerse en cuenta que las ondas generadas por las antenas tienen por ley una 
potencia máxima que pueden radiar. En el caso de WiFi es de 100mW PIRE y se radia 
en la banda de los 2,4GHz o en la banda de los 5GHz. Algunas personas son 
conscientes de que los microondas, que también se ha dicho alguna vez que producen 
cáncer, hacen también uso de estas frecuencias para calentar la comida. No obstante, 
debe entenderse que una antena radia a 100mW como máximo y un microondas lo hace 
a 800W o más, cantidad que supera la anterior en más de mil. 
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Otro aspecto del que también se habla mucho es de las líneas de tensión eléctricas, las 
cuales también producen problemas de salud y esto puede ser cierto. Pero en todo caso, 
debido a la gran potencia que llevan en su interior dichos cables, las ondas radiadas por 
ellos son mucho más potentes que las de cualquier antena de telecomunicaciones. 
 
Finalmente solo anotar que las personas suelen llevar sus teléfonos móviles en sus 
bolsillos u otros lugares situados cerca del cuerpo. Para mantener una conversación a 
través de una antena, todo aparado debe proporcionar una potencia necesaria para que la 
antena pueda recibir dicha señal. Éstos aparatos suelen emitir a igual o menor potencia 
que las antenas, pero la proximidad de estos aparatos al cuerpo los hacen más 
problemáticos en cuestión de radiación que no la misma antena, pero paradójicamente a 
nadie parece darle tanto miedo como la antena en sí, la cual siempre está colocada más 
distante. 
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Estado actual de la tecnología en 




Si se contrastan los datos de otros países con los que actualmente España puede ofrecer 
podremos apreciar claramente que España necesita mejorar mucho en materia de redes 
de telecomunicaciones. Los servicios ofrecidos al pueblo español son muy caros y de 
una capacidad muy limitada. 
 
La solución a este problema consiste en tender nuevas redes de comunicaciones 
electrónicas que puedan permitir una mayor capacidad a los usuarios de dicha red a un 
menor coste. Para que esto sea posible el estado, mediante sus administraciones 
públicas, debe fomentar y colaborar en la creación de estas nuevas redes de 
infocomunicación haciéndolas llegar cualquier parte de España, con mayor o menor 
capacidad y prestaciones. 
 
Esto mejorará sin lugar a dudas la vida de aquellos que puedan acceder a la denominada 
Sociedad de la Información y gozar de los múltiples servicios que esta sociedad ofrece. 
Además, el estado podrá tener de este modo una relación con sus ciudadanos más 
eficiente e individualizada que la existente actualmente al ofrecer éste nuevos servicios 
como puede ser la consulta de datos fiscales, la localización de puntos de interés 
municipales o nacionales o incluso, en un futuro, la votación de sus representantes a 
través de Internet u otros medios más seguros. 
 
Los servicios que podrían llevarse a cabo son innumerables, e irán apareciendo con el 
transcurso del tiempo y la aparición de tecnologías más sofisticadas y seguras. España, 
igual que cualquier otro país en la Unión Europea y el mundo, deberá estar preparada 
para ese futuro que, aunque no lo parezca, está más cerca que nunca. 
 
Antes de proseguir con la lectura de los siguientes apartados se recomienda la lectura 
del anexo A en lo referente a las limitaciones del par trenzado para poder entender 
porqué se requiere el uso de fibra óptica. De la misma manera, se recomienda al menos 
la lectura del anexo B.7 que explica en que se basan las tecnologías FTTx, utilizadas 
como red de acceso para los ciudadanos y empresas. 
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2.1. Estado actual de las tecnologías de telecomunicaciones en 
el mundo 
 
Japón ha llevado la delantera en cuanto a tecnología durante las últimas décadas. En 
cuanto a telecomunicaciones no se queda atrás aunque, igual que nosotros, aún haya 
ciudadanos que hagan uso de tecnologías DSL. FTTH es la apuesta actual más 
demandada por lo usuarios y la que aparentemente parece dar las mejores prestaciones 
con diferencia al hacer ésta uso de fibra óptica. 
  
A fecha de diciembre de 2007, Japón cuenta con más de 10 millones de abonados que 
hacen uso de FTTH y la tendencia es ir en aumento. Son cerca 300.000 nuevos usuarios 
que hacen uso de esta tecnología cada mes y cerca de 60.000 de éstos migran desde 
sistemas DSL, que han ido perdiendo abonados desde mediados de 2006. Por otra parte, 
los abonados que tienen contratada televisión por cable son algo menos de 4 millones 
pero la tendencia va en aumento. Los anteriores datos fueron publicados en la página 
Web del ministerio del interior de Japón, www.soumu.go.jp. 
 
A Japón, y con una tendencia más agresiva que éste, le siguen los Estados Unidos de 
América. Los datos recogidos también en diciembre de 2007 apuntan que los abonados 
en FTTH superan ya los 3 millones de hogares y con una tendencia en aumento 
superiores al 100%. Y que más de 10 millones de hogares ya están preparados para 
FTTH con su fibra correctamente trazada. 
 
En el caso de Europa, más de 5 millones de hogares tienen la opción de contratar FTTH, 
y son ya más de un millón los que han contratado el servicio. Los datos recogidos 
anuncian que esto es debido a que la mayoría de los proyectos han sido impulsados por 
los municipios y las empresas de servicios públicos, de ahí la importancia de crear unas 
redes de área metropolitana (MAN) con unas capacidades adecuadas para poder 
garantizar los actuales y posibles servicios que puedan aparecer en un futuro próximo. 
Sin embargo, a día de hoy son tan solo 4 los países de Europa más importantes en 
cuanto a redes de acceso basadas en FTTH, la cuales concentran el 80% de los 
subscriptores actuales. Éstos son: Suecia, Italia, Noruega y Holanda respectivamente. 
 
Las expectativas europeas apuntan a un crecimiento importante en el número de 
subscriptores, que sigue una tendencia exponencial situándonos en los 15 millones de 
subscriptores a finales de 2012. Los argumentos clave que certifican esta teoría son los 
siguientes: 
• las velocidades de la banda ancha están aumentando en un 50% con cada año 
• el uso intensivo de la banda ancha está creciendo a un ritmo del 20% anual 
• los hogares con accesos de banda ancha basados en FTTH generan 3 veces más 
tráfico que los basados en ADSL 
• los usuarios finales tienden a utilizar mayor ancho de banda tan pronto como lo 
tienen a su disposición. 
 
Algunos ejemplos en cuento a ofertas de los operadores de los principales países pueden 
apreciarse en la tabla 10. 
 
Estos deberían considerarse un ejemplo a seguir en cuanto a relación calidad-precio. En 
España el acceso a Internet de banda ancha es bastante caro y eso hace que la población 
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no haga uso de este servicio o ni tan siquiera se atrevan a probarlo en muchas ocasiones. 
Esto hace que se pronuncie la temida brecha digital, conocido como el fenómeno de 
encontrar a una población separada en dos partes: los que hacen uso de la tecnología y 
la sociedad de la información y los que, en algunos casos, ni la conocen ni están 
interesados en conocer dichas tecnologías. 
 





















115€ / mes 
90€ / mes 
40€ / mes 
35€ / mes 













140€ / mes 
55€ / mes 
25€ / mes 
20€ / mes 
17€ / mes 
 









150€ / mes 
75€ / mes 
50€ / mes 
 
Francia 100Mbps 50Mbps 30€ / mes 
Tabla 2.1. Conexiones a Internet en diferentes países 
 
La situación actual en algunos países de Europa es: 
• Francia: se están llevando a cabo grandes despliegues de fibra óptica en las 
grandes ciudades. 
• Países Bajos: continúa el despliegue de fibra óptica. 
• Dinamarca: las compañías eléctricas son las encargadas de desplegar la fibra 
hacia los hogares. 
• Suiza: comienza con un despliegue de fibra óptica en su capital, Zurich. 
• Alemania: son los municipios y las compañías eléctricas las que comienzan a 
desplegar fibra óptica. 
• Eslovenia: está realizando grandes inversiones para el despliegue de fibra óptica 
en todo su país, acción que lo está haciendo subir rápidamente en la clasificación 
mundial en cuanto a telecomunicaciones. 
 
 
2.2. Estado actual de Holanda en cuanto a telecomunicaciones 
 
Como se ha mencionado anteriormente, Holanda es el cuarto país de Europa con más 
subscriptores en FTTH. Esto la ha convertido en un punto de referencia para los otros 
países que forman la Unión Europea, que intentan aprender los modos y métodos más 
viables en cuanto a despliegue de nuevas redes de telecomunicaciones. Los proyectos 
llevados a cabo pueden ser analizados con este fin, de los cuales veremos a continuación 
unas pinceladas. 
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2.2.1. El proyecto CityNet 
 
CityNet es el nombre asignado a un proyecto de despliegue de fibra óptica sobre la 
ciudad de Ámsterdam para proporcionar a sus ciudadanos acceso de banda ancha 
mediante FTTH. Éste tiene un alcance de 420.000 hogares y un coste total de 800 
millones de euros, calculados a partir del precio orientativo de cada una de las 
conexiones, el cual vería entre 1500 y 2000€. 
 
La primera fase de este proyecto consta de realizar 40.000 conexiones en 
Zeeburg/Ámsterdam Oost. El municipio de Ámsterdam invirtió, según la decisión de la 
comisión de 20 de diciembre de 2006, cerca de 6 millones de euros en esta primera fase, 
que es aproximadamente el 10% del coste total. El proyecto descarta la posibilidad de 
reutilizar el cableado de cobre y el cable coaxial tendido actualmente, considerando que 
éstos están en el final de su ciclo vital y tienden a la obsolescencia. 
 
 
El municipio no explotará la red creada 
por lo que no otorgará servicios a los 
usuarios directamente. Esto será 
responsabilidad de un operador del cual 
el municipio adquiere el 20% de las 
acciones de la empresa. También 
participan en esta corporación otros 
entes públicos y empresas privadas, pero 
la actividad operativa de la red quedará a 
cargo de una compañía privada. 
 
La tabla muestra los datos facilitados sobre el desarrollo del proyecto CityNet en estos 
años. 
 
 2007 2008 2009 
Hogares cableados 26.667 40.000 40.000 
Hogares conectados 10.667 16.733 16.933 
Ingresos por subscriptor (€ / mes) 22 22 22 
Ingresos 1.408 3.872 4.224 
Beneficios operativos después de los 
impuestos 321 1.720 1.930 
Tabla 2.2. Datos del proyecto CityNet 
 
Holanda, además cuenta con una sociedad público-privada conocida como Kenniswijk 
BV, con 27 accionistas, constituida por compañías privadas, instituciones 
internacionales, organizaciones públicas, administraciones locales y organizaciones de 
consumidores y habitantes. La actividad principal de ésta consiste en fomentar entre los 
proveedores de infraestructuras el despliegue de nuevas redes de banda ancha en los 
hogares y centros públicos con la intención de facilitar el acceso a nuevos servicios. 
Ésta se considera un punto clave del desarrollo de redes de telecomunicaciones en toda 
Holanda. 
 
Igualmente, la red creada en Ámsterdam no es la única de Holanda, y cada vez son más 
los municipios que cuentan con su propia red de área metropolitana en el territorio. Para 
ello se hace uso no solo de FTTH sino también de Fiber-to-the-Building y Fiber-to-the-
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Curb, ambas siendo combinadas con VDSL, y en algunos casos ADSL. En toda 
Holanda, el número de hogares conectados en el primer trimestre de 2008 es de cerca de 
176.000 frente a los 113.000 que se registraron en diciembre de 2006. Lo que supone un 
crecimiento del 55%. 
 
Hasta 2006, antes de la aparición de la red de fibra al hogar, FTTH, los operadores que 
ofrecían un servicio de acceso a Internet lo hacían mediante DSL. Sus campañas 
publicitarias lograron que entre el 40 y el 50% de los hogares contratasen tales 
servicios. Sin embargo, la aparición de la red basada en FTTH sorprendió a los 
operadores y los usuarios subscritos comenzaron a migrar a la nueva tecnología 
emergente. Aproximadamente entre el 75 y el 80% de los subscritos se pasaron a FTTH. 
 
Debido a la escasa regulación del sector en territorio holandés, los operadores de DSL 
bajaron los precios exageradamente realizando así promociones y descuentos especiales 
a la sociedad al mismo tiempo que aseguraban un servicio triple-play. La anterior acción 
aseguró la subsistencia de los mismos en ese momento pudiendo competir con la red 
FTTH. 
 
Los mayores proyectos de FTTH fueron desplegados en las provincias de North-
Holland, Flevoland, Gelderland, Overijssel y la región de Eindhoven. En Rotterdam tan 
solo pequeños proyectos de medidas limitadas fueron completados, pero las autoridades 
municipales se vieron en la obligación de reducir sus ambiciones para acelerar el 
tendido de fibra, pudiendo así ser comparada con la de Ámsterdam (CityNet), Almere y 
Eindhoven. 
 
Almere, un municipio situado en el centro de Holanda, Flevolanda, es una ciudad de 
nueva construcción que fue construida en los años 60 en el territorio ganado al mar. Ahí 
se ha dispuesto una red pasiva que requiere un nivel mínimo de mantenimiento y de la 
que se espera un tiempo de vida útil prolongado. Esta red tiene una arquitectura en 
estrella constituida por fibra monomodo y con un número reducido de lugares activos. 
El diseño incorpora consigo que toda la red de casas y edificios sea conectada y que en 
el interior de los mismos se utilice cable UTP de cobre de categoría 6. 
 
Algunos datos más generales en cuanto al despliegue de la red de FTTH quedan 
recogidos en la siguiente tabla. 
 
Provincia Dic 2006 Mar 2008 % 
Groningen 1.013 1.013 0 
Friesland 0 0 0 
Drenthe 0 0 0 
Overijssel 11.900 15.050 26 
Gelderland 15.086 21.357 42 
Flevoland 2.100 3.770 80 
 
Provincia Dic 2006 Mar 2008 % 
Utrecht 17.592 28.062 60 
North-Holland 11.850 40.932 245 
South-Holland 37.845 41.441 10 
Zeeland 0 0 0 
North-Brabant 15.900 23.606 48 
Limburg 0 400 - 
 
Tabla 2.3. Datos de los países bajos 
 
2.2.2. OnsNet, la red de Nuenen 
 
Nuenen es un pequeño pueblo situado en las afueras de Eindhoven, en el sureste de los 
países bajos. El lugar cuenta con 25.000 habitantes con cerca de 8.500 hogares. 
Aproximadamente un cuarto de la población está jubilada. En 2004 inició su actividad 
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una cooperativa financiada por un inversor privado, un banco y un subsidio del 
gobierno para llevar a cabo la construcción de una red de fibra óptica que prometiese 
velocidades de 100Mbps. El proyecto fue titulado como OnsNet, cuyo significado es 
literalmente “nuestra red”. Este permitiría un servicio básico triple play: Internet, 
teléfono y televisión por cable. 
 
La propuesta de marketing llevada a cabo en su puesta en marcha permitía a los 
usuarios gozar de los tres servicios ofrecidos por dicha red de manera completamente 
gratuita durante tan solo el primer año. A partir de ese punto, los usuarios deberían 
pagar mensualmente 20€ para ser socios de la cooperativa, 16€ por el acceso a Internet, 
10€ para los servicios de telefonía y 14€ para la televisión por cable. El subscriptor 
podía escoger, después de haber gozado durante un año de todos los servicios, qué 
servicios deseaba y pagar sólo por esos servicios. No obstante, para hacer uso de la 
conexión a Internet se debía ser forzosamente miembro de la cooperativa. 
 
La campaña de Marketing dio sus frutos al finalizar el año y al mantener al 97% de los 
usuarios subscritos. Además, a esta red se le añadieron a posteriori muchos otros 
servicios y debido a la aceptación del público el precio de cara al cliente también se iba 
reduciendo obteniendo igualmente grandes beneficios. El eslogan publicitario de su 
campaña no fue otro que “más por menos” debido a las razones antes mencionadas, la 
publicidad emitida tomaba como target group al colectivo de gente jubilada. 
 
Técnicamente hablando, OnsNet está basada en una red de enlace de fibra óptica punto-
a-punto, con dos fibras dirigidas a cada hogar. El tendido se hizo principalmente 
mediante blowing. Se cavaron aproximadamente 150km en zanjas, colocando 3000km 
de fibra óptica. Volker Wessel, la firma de ingeniería que instaló dicha red, estima un 
coste cercano a 30€ por metro en cuanto a introducir la fibra en zanjas, costes 
considerados más reducidos frente a los datos que se tenía del Reino Unido. 
 
La cooperativa no estaba interesada en proporcionar los servicios a sus subscriptores, 
abriendo esta red a cualquier proveedor de servicios que estuviese interesado. Sin 
embargo ningún proveedor parecía comercialmente interesado en el proyecto que, a 
comparación de muchos otros en el territorio nacional, era un proyecto pequeño. Por esa 
razón, la cooperativa se vio en la obligación de hacerlo ella misma y actuar como 
proveedor. 
 
Actualmente, los beneficios extraídos de la actividad de dicha red son elevados, lo que 
ha permitido a la cooperativa hacer frente al crédito prestado por el banco sin problema 
alguno. En cuanto a servicios, la cooperativa insiste en que la red se encuentra en su 
infancia al no tener ningún servicio capaz de requerir capacidades de pico cercanas a la 
capacidad de la red, aunque se espera que en un futuro cercano aparezcan nuevos 
servicios que permitan explotar la red de forma más óptima. Y mientras tanto, la red se 
va ampliando poco a poco llegando a nuevos hogares en nuevas áreas de Eindhoven 
ante la demanda de sus ciudadanos. 
 
 
2.3. Estado de Francia en cuanto a telecomunicaciones 
 
Aunque Francia no se encuentra entre los 4 principales países de la Unión Europea en 
cuanto al despliegue de fibra óptica, sí es el 6º. La corta distancia que separa a este país 
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del nuestro hace de él un país con el que España tiene muy buenas relaciones en muchos 
aspectos. Esto nos ayuda al saber más detalles sobre sus formas de vida, costumbres y, 
en lo referente a este proyecto, la tecnología implementada por el mismo, que constituye 
un buen punto de referencia del cual obtener experiencias en cuanto al uso de estas 
tecnologías. 
 
Igual que ocurre en muchos lugares del mundo, Francia comenzó sus despliegues de 
fibra óptica años atrás para poder mejorar sus comunicaciones y poder garantizar unas 
estructuras idóneas para los servicios actuales y futuros y los anchos de banda que éstos 
puedan requerir. La apuesta se basa en hacer uso de la fibra óptica e implementar 
técnicas FTTH, FTTB o FTTC, las cuales se combinarían con VDSL2 salvo en FTTH. 
 
 
2.3.1. La propuesta de France Telecom como modelo de red 
 
France Telecom anunció a inicios de 2006 su intención trazar fibra óptica en el territorio 
francés para poder garantizar a los usuarios mejor calidad del servicio. Su campaña de 
marketing estaba enfocada en un estudio previo de las necesidades de los consumidores 
para determinar el ancho de banda que se requeriría finalmente para garantizar los 
servicios demandados, tales servicios, junto con sus anchos de banda necesarios 
estimados, eran: 
• Televisión por cable de alta definición HD por duplicado, 2x16Mbps en el 
enlace descendiente, 1Mbps en el ascendente. 
• Internet de alta velocidad, 10Mbps simétricos. 
• Servicio de llamadas VoIP, 0,5Mbps simétricos. 
• Videotelefonía, 4Mbps simétricos. 
• Juegos On-Line, 1Mbps en el enlace descendente y 0,5Mbps en el ascendente. 
 
El total de estos servicios que querían garantizarse asciende a 40Mbps en el enlace 
descendiente y 16Mbps en el ascendente. Estos flujos de datos pueden ser llevados a 
cabo mediante el uso de VDSL siempre que la distancia sea corta, FTTB o FTTC. Ante 
tal demanda France Telecom propuso un proyecto de red de acceso basado en GPON, 
en topología punto-a-punto o punto-a-multipunto según el tramo, asegurando así un 
despliegue de la red menos costoso. 
 
La puesta en marcha de dicha red les llevó desde febrero hasta mayo de 2006, tiempo en 
el que, por una parte comenzaron el tendido de fibra, y por la otra diseñaron y testearon 
un equipo Livebox, preparado especialmente para ser colocado en el interior de las 
viviendas de los abonados. Dicho aparato es conectado mediante Ethernet al ONT, y 
distribuye el tráfico a los diferentes equipos y aparatos del hogar: la televisión de alta 
definición; el ordenador, mediante cableado Ethernet, y otros equipos mediante una 
interfaz WiFi, actuando éste como AP. 
 
 
2.3.2. La situación de los operadores en cuanto a trazado de 
fibra óptica 
 
France Telecom, del mismo modo que los otros operadores del mercado francés, 
encontró dificultades en el terreno regulatorio. Éste prohibía desplegar más de una red 
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de acceso en el interior de un edificio, como es lógico, pero esto constituía una amenaza 
para cualquier operador que no hubiera tenido el privilegio de instalar tal red de acceso, 
debido a que si solo podía haber una, un segundo operador no podía instalar su red y 
hacerla llegar a sus clientes potenciales. 
 
Otra amenaza que se vieron obligados a afrontar dichos operadores fue que si querían 
dar servicio mediante fibra, la fibra debían trazarla ellos debido a que no existía ninguna 
red pública que pudiese ser explotada por lo operadores como pasaba con las DSL. Esto 
añadía la dificultad de afrontarse a términos de ingeniería civil, para los cuales muchos 
no estaban preparados. 
 
No obstante, Paris ofrecía ciertas ventajas que no podían ofrecerse en ningún otro 
territorio francés al existir un alcantarillado a escasos metros del suelo y que recorría 
prácticamente toda la ciudad pasando por debajo de innumerables edificios. Esto hacía 
posible tender la fibra óptica de una manera más sencilla y rápida utilizando dicha obra 
civil ya existente en lugar de excavar zanjas. No obstante, aquí ocurría lo mismo que en 
el caso de los edificios debido a que el primero que llegaba era el primero que decidía 
cómo canalizarlo y los demás operadores se veían en la obligación de respetar la 
estructura utilizada por el primero de los operadores aunque les perjudicara en algún 
sentido. 
 
Los anteriores problemas legales, al no haber una metodología a seguir contemplada en 
la ley francesa, provocaban ciertos miedos entre los operadores, los cuales comenzaron 
una carrera por intentar llegar los primeros a los diversos domicilios y edificios que aún 
continúa, a fechas de finales de 2008. No obstante, el parlamento francés introdujo 
meses atrás unas reglas para garantizar la igualdad de todos los operadores, sin 
discriminación entre ellos y la elección real del consumidor de poder escoger la 
compañía que desee. 
 
Esta ley obliga al primer operador que instala la red en los edificios a instalar un FAP, 
punto de agregación de fibra, en algún lugar cercano al edificio al cual pueda acceder 
cualquier operador y conmutar así la fibra que va a la vivienda del usuario con las de su 
compañía contratada para poder dar servicio al abonado a través de la red creada por el 
primer operador en el interior del edificio. Esta opción no suele gustar a ninguno de los 
operadores presentes debido a que el primero, quien ha hecho la inversión en la 
instalación de la fibra en el edificio, se ve ahora en la obligación de compartir dicha 
fibra con la competencia, pero el segundo no ha tenido opción de elegir el tipo de fibra a 
utilizar ni la ubicación exacta del FAP, por lo que puede comportar problemas de 
interoperabilidad o la necesidad de trazar más fibra al estar la FAP en un lugar más 
apartado. 
 
Igualmente, la ley también regula el despliegue de fibra óptica en cuanto a ingeniería 
civil. El primer operador puede escoger por dónde pasar la fibra y cómo pasarla, salvo 
prohibiciones civiles municipales y nacionales, y debe asegurar suficiente espacio en el 
conducto para que los operadores que vengan más tarde puedan tender su propia fibra 
óptica sin discriminación alguna. Los otros operadores se ven igualmente obligados a 
hacer uso de las instalaciones propuestas por el primero sin que eso altere a la red 
instalada previamente por éste. Por estas razones, los operadores más pequeños ven esto 
como una amenaza similar a un monopolio controlado por aquellos operadores capaces 
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de trazar la red los primeros y esperan que la ley mejore para poder equilibrar la 
competencia de una forma más justa. 
 
2.3.3. La acción del gobierno francés 
 
El gobierno francés, por su parte y frente a la brutal carrera que estaban llevando a cabo 
los operadores decidió tomar cartas en el asunto utilizando la situación del momento 
como una ventaja muy provechosa de cara al pueblo francés. El gobierno decidió 
realizar una fuerte inversión, cantidad más allá de los mil millones de euros, en el 
desarrollo de infraestructuras de fibra óptica en todo el territorio nacional. Su objetivo 
consistía en acercar al pueblo en mejor manera a la sociedad de la información y 
garantizar un acceso de ancho de banda, mínimo 2Mbps, en todo el territorio. Esto dio 
sus frutos gracias al artículo L.1425-1 que promulgaba todo lo anterior. 
 
El proyecto llevado a cabo implicaba: 
• Una inversión total de 1.200 millones de euros 
• Cerca de 1.270 centrales de conexión suplementarias 
• Despliegue en 1075 zonas de actividad, 260 centros sanitarios y 1.100 escuelas y 
universidades. 
• Cerca de 11.830km de redes ópticas multifibra más los 6.000km que suman 
entre los operadores que ya han desplegado sus redes. 
 
El artículo L.1425-1 del código general de las colectividades territoriales plantea cuatro 
actividades: 
• Promover en el territorio infraestructuras pasivas (de la misma manera que hacía 
el antiguo artículo L.1511-6) y ponerlas a disposición de los operadores o de los 
usuarios de las redes independientes. 
• Desplegar las redes en el territorio según los apartados 3º y 15º del artículo L.32 
del Código de Correos i Comunicaciones Electrónicas y ponerlas a disposición 
de los operadores o de los usuarios de redes independientes. 
• Establecer y explotar las redes antes comentadas como operador de operadores. 
• Abastecer con servicios de comunicaciones electrónicas a los usuarios finales. 
 
En escaso tiempo, Francia fue superando uno o uno a muchos de los países europeos en 
cuanto a redes de fibra óptica hasta convertirse como se ha visto en la 6ª de Europa a 
fecha de 2008. Esto no hubiera sido posible sin la acción de los operadores de intentar 
proporcionar servicios de comunicaciones electrónicas, la aceptación de dichos 
servicios por parte del pueblo, lo que reduce notablemente la brecha digital, y la acción 
del gobierno al disponer redes públicas de comunicaciones electrónicas basadas en fibra 
óptica a los operadores y a los usuarios finales. 
 
 
2.4. Proyectos de telecomunicaciones llevados a cabo en 
territorio español 
 
Los proyectos llevados a cabo en el territorio español hasta la fecha no tienen tanta 
envergadura como los explicados anteriormente respecto a otros países. No obstante, 
son muchos los proyectos que están en mente en los diversos municipios y comunidades 
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autónomas. Dichos proyectos, la gran mayoría basados en fibra óptica, esperan llevarse 
a cabo en un futuro cercano y otros ya están en fase de despliegue. 
 
A parte de los proyectos basados en fibra óptica son muchos también, y quizá de mayor 
interés, los proyectos basados en redes inalámbricas WiFi o WiMAX. Esto permite un 
despliegue más económico y rápido que un despliegue de fibra óptica y añade mucha 
más movilidad en los usuarios. Sin embargo, sin un buen sistema de distribución tras 
ésta, la red puede presentar tasas de tráfico muy reducidas. 
 
 
2.4.1. Despliegue de fibra óptica por parte de Telefónica 
 
Telefónica, el operador líder de telecomunicaciones en España, ha estado hasta el 
momento proporcionando diferentes servicios: telefonía, acceso a Internet de banda 
ancha, y televisión. Lo que puede considerarse triple play. Estos servicios han sido 
llevados al usuario durante los últimos años mediante tecnologías ADSL. No obstante, 
las limitaciones de estos medios son cada vez más evidentes y son conscientes de que en 
un futuro no muy lejano, los clientes demandarán servicios de mayor calidad, como un 
acceso a Internet de 50Mbps o superior, o televisión de alta resolución (HD) que 
actualmente ya se están comercializando en España. 
 
La red basada en par de cobre trenzado no será capaz de generar el tráfico requerido por 
lo que se requerirá la sustitución de éste por fibra óptica. Desde los años 90 Telefónica 
ha estado trazando fibra óptica en algunas de las principales vías y calles en las ciudades 
aprovechando que dicha calle necesitaba algún tipo de reforma. No se esperaba hacer un 
uso inmediato de la misma pero sí imaginaban que tarde o temprano les sería útil la 
fibra trazada. Actualmente sigue trazando fibra en ciudades y está construyendo nuevas 
centrales e instalaciones en toda España. 
 
Muchos son los artículos y noticias que se pueden encontrar en Internet sobre estos 
hechos, asegurando que Telefónica plantea hacer uso de su red trazada para llevar a los 
usuarios FTTH o un hibrido de fibra y VDSL o ADSL2+, FTTB o FTTC. Telefónica 
estima que su red será capaz de ofrecer un tráfico simétrico para ofrecer conexión de 
50Mbps, a través de VDSL o incluso más. Pero por el momento, el inicio de la 
comercialización de esta tecnología no está fijado y la actividad actual de este operador 




2.4.2. El País Vasco y su WiMAX rural 
 
Este caso es interesante de estudiar debido a que, a diferencia de todos los demás vistos 
hasta el momento, éste es el único que está enfocado a dar cobertura a una zona rural. 
Estas zonas tienen una densidad de población por unidad de superficie muy escasa si se 
compara con los pueblos y ciudades. Por esta razón, los operadores no suelen ver viable 
extender su negocio a esos lugares debido a que se requiere demasiado tendido de cable 
para abastecer a cada uno de los habitantes y muy posiblemente, la mayoría de éstos, al 
no estar en ciudades y seguir un estilo de vida muy diferente, no estén realmente 
interesados en adquirir ni el equipo idóneo ni en pagar por el acceso. 
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Éste es un escenario ideal para hacer uso de tecnologías inalámbricas de largo alcance 
debido a que tenemos mucha extensión de tierra a cubrir con escasos clientes entre los 
cuales podremos repartir el tráfico conservando grandes capacidades del canal. Así lo 
hizo Itelazpi, una empresa de ingeniería dedicada al tendido de redes. Propusieron hacer 
uso de tecnologías basadas en 802.16 WirelessMAN en la banda licenciada de 3,4-
3,6GHz, reservada especialmente para esta tecnología en enlace punto-a-multipunto, por 
lo tanto ideal para este cometido. 
 
Itelazpi instaló una estación base para cubrir hasta 20km, y que debido a las bajas 
frecuencias utilizadas, los sistemas podían ser NLOS, lo que mejora la cobertura. Para 
esto hizo uso de equipos de Alvarion, fabricante de equipos pionero en el terreno de 
WiMAX, concretamente de la familia BreezeMAX, compuesta por diferentes equipos 
que comparten el mismo protocolo de comunicación. 
 
Cada abonado a la red basada en WirelessMAN debía equipar su hogar con dos 
unidades BreezeMAX: una externa (ODU) colocada en la fachada de la casa o en el 
tejado de la misma, y una interna (IDU) colocada dentro del habitáculo. La ODU está 
equipada con un sistema de radio capaz de recibir las ondas provenientes de la estación 
base y enviarlas a la misma, pasando dicha información a un medio cableado. La IDU 
se encarga de tomar la señal recibida por la ODU y pasarla a un estándar Ethernet o 
FastEthernet (IEEE 802.3) estandarizado para que cualquier equipo diseñado para ese 
estándar (ordenadores, hubs, switches,…) pueda hacer uso de ese acceso a Internet de 
forma transparente al uso de WiMAX. 
 
Euskaltel, operador de telefonía vasco, tiene acceso a la red creada y mantenida por 
Itelazpi y es el encargado de facturar a los clientes y de la posible campaña de 




2.4.3. El caso de la red WiFi de Zamora 
 
Zamora Hot City fue el nombre de un proyecto ambicioso llevado a cabo en la ciudad 
de Zamora por Afitel. Hasta la fecha sólo habían existido hotspots, puntos de acceso 
inalámbricos, en edificios importantes o turísticos, como puede ser el aeropuerto, alguna 
biblioteca, etc. Pero Afitel se propuso el reto de llevar esto un poco más lejos y 
garantizar una cobertura WiFi en todo un pueblo. 
 
Se escogió Zamora, especialmente el casco antiguo, para ese cometido debido a sus 
reducidas dimensiones y a sus muros de piedra medieval que pueden hallarse en muchos 
lugares y que representan una dificultad añadida para las ondas electromagnéticas a esas 
frecuencias. Los objetivos del proyecto eran muy claros: garantizar acceso a Internet de 
banda ancha a través de WiFi en cualquier rincón del pueblo, incluyendo el interior de 
los edificios. 
 
El diseño de esa red comenzó durante 2002 y se llevaron a cabo muchas pruebas para 
asegurar que se cumplían los objetivos y que, se fuese donde se fuese, la comunicación 
no se cortaba bajo ninguna circunstancia. Para eso se tuvo que instalar cerca de 300 
hotspots en el lugar, pero los resultados fueron excelentes. Durante 2003, la red 
construida en el centro histórico de Zamora era el centro de muchas alabanzas y era 
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reconocida, incluso con premios alrededor de todo el mundo. Se había constituido con 
ello un punto de referencia mundial y un ejemplo a seguir. 
 
Los habitantes de Zamora, 65.000 habitantes en aquellos entonces, tenían la posibilidad 
de contratar el servicio ofrecido de acceso de banda ancha a través de la WiFi zamorana. 
La cuota que debía pagarse era de escasos 10€ mensuales y la capacidad que presentaba 
era cercana a 6Mbps reales, lo que a ojos de los ciudadanos era considerado una ganga. 
 
Sin embargo, lo paradójico ocurrió 6 meses después de su puesta en marcha, principios 
de 2004. Eran tantos los abonados a dicha red que la red no podía cumplir con las 
expectativas prometidas desde buen principio. La capacidad del enlace se había 
reducido drásticamente debido al gran crecimiento en el número de usuarios, que eran 
muchos más de los esperados. La red ya no era capaz de ofrecer un acceso de banda 
ancha, las transferencias se hacían muy lentas y habitualmente los usuarios perdían 
periódicamente la conexión a la red. 
 
La explicación de todo ello era que la red no estaba preparada para afrontar tal cantidad 
de tráfico y que no podía alojar a tantos usuarios al mismo tiempo. La red carecía de 
mantenimiento alguno debido al escaso pago por el acceso, presupuesto que tampoco 
era suficiente como para ampliar las prestaciones de la red en ese momento. El 
descontento fue a más al comprobar los ciudadanos que no tenían una oficina o lugar 
donde ir a reclamar ni tan solo un número de teléfono operativo al que llamar en caso de 
avería. Con lo que finalmente, podría decirse que la red murió 6 meses después de su 
puesta en marcha debido a su propio éxito. 
 
En resumen y como moraleja, es tan importante la gestión y el mantenimiento de la red 
como su misma instalación, y no debe cobrarse un precio excesivamente bajo si con ello 
no puede hacerse frente a los problemas que puedan surgir. Una red de 
telecomunicaciones cuesta dinero de instalar, mantener y gestionar y la gente debe ser 
consciente de ello. 
 
 
2.4.4. Castelldefels y sus problemas con las playas 
 
Castelldefels es un municipio cercano al ciudad de Barcelona situado al sur de la 
misma. En ese municipio se propuso dotar de redes WiFi a sus playas y el paseo 
marítimo debido a que la policía del lugar, y otros entes públicos que patrullaban por las 
playas, no tenían recursos suficientes para poder comunicarse unos con otros en caso de 
emergencia. Los sistemas a utilizar eran entonces teléfonos móviles u otros sistemas 
más caros o menos eficientes. Esto añadiría más libertad a dichas personas y podrían 
contactar rápidamente en caso de que lo necesitaran desde cualquier punto. 
 
Debido a que no se esperaba que los usuarios tuviesen especial interés en acercarse a la 
playa con un ordenador portátil u otro aparato capacitado para conectarse a la WiFi, se 
dejó acceso libre, sin clave alguna, a cualquier usuario que quisiese hacer uso de la red. 
Pero aquí comenzaron los problemas al ser más usuarios de los esperados los que 
habían podido apreciar que existía una red inalámbrica disponible al público 
completamente gratuita. Los usuarios de esa red cada vez eran más y los clientes de 
cibercafés de la zona, u otros servicios similares, cada vez eran menos. 
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Los cibercafés y proveedores de servicios no tardaron en quejarse al ayuntamiento por 
la red implantada en sus playas. Y el ayuntamiento era consciente de que eso constituía 
una competencia desleal y que por lo tanto perdería en un juicio ante la ley impuesta por 
la Ley General de las Telecomunicaciones. La razón de las quejas de éstos no era la 
existencia de la red en las playas sino que la cobertura de dicha red también se extendía 
por el municipio y permitía a los vecinos disfrutar de un acceso gratuito a Internet, que 
repercutía en el desinterés de éstos por seguir pagando por un servicio de acceso a 
Internet o el desinterés de acercarse a algún cibercafé o locutorio de la zona para poder 
conectarse. 
 
Una vez se entendió la raíz del problema, el ayuntamiento de Castelldefels decidió 
actuar para solucionar el problema. La solución no consistía en cerrar la red colocando 
una clave de acceso a la misma sino en apantallar las antenas de tal manera que la 
cobertura de esa WiFi se dirigiese directamente a las playas y no hacia el interior del 
municipio. Debido a que los usuarios ya no estaban tan dispuestos a llevarse el 
ordenador a la playa o al paseo marítimo, debido a que se les puede estropear con 
facilidad y necesitan una toma de corriente si desean permanecer ahí durante mucho 
tiempo, los usuarios dejaron de interesarse tanto por la red aunque estuviese abierta. 
Con ello podía demostrarse que no se estaba cometiendo una competencia desleal. 
 
A día de hoy la red sigue funcionando con total normalidad y sigue siendo de libre 
acceso. Algunos de los ciudadanos utilizan dicha red pero son una minoría. 
Evidentemente, antes de colocar dicha red, el ayuntamiento se constituyó como 
operador y notificó a la CMT la intención de colocar dicha red. 
 
 
2.4.5. Barcelona, y su red WiFi del 22@ 
 
Barcelona siempre ha querido ser, y en muchos casos lo ha sido, una ciudad innovadora 
y en el caso de las redes sin hilos tampoco se ha quedado atrás. Actualmente Barcelona 
dispone de dos redes malladas con tecnología WiFi: una cercana a la plaza María 
Cristina, en la Avenida Diagonal, y la otra en la zona del 22@, cercano al centro 
comercial de les Glòries. 
 
La primera se trata de una red de pequeña área de cobertura pero con un gran número de 
usuarios debido a que es un punto de la ciudad por el cual muchas personas pasan a lo 
largo del día y muchas trabajan ahí. El objetivo del estudio de ésta es comprobar si la 
gente hace uso de la misma y si la red es capaz de aguantar a tantos usuarios a la vez 
ofreciendo siempre una capacidad mínima. Lo mencionado aquí es por el momento una 
prueba piloto que de obtener buenos resultados, se proseguirá con la extensión de una 
red similar en más barrios de Barcelona. 
 
El proyecto es conocido como WiFi Ciutadà, WiFi al ciudadano, y no pretende hacer 
competencia con ningún proveedor de servicios debido a que dicha conexión a Internet 
está muy controlada y tan solo permite acceder a páginas de interés del municipio para 
dar información sobre actividades, lugares de interés en la ciudad, y que el usuario 
pueda obtener en sí cualquier información pública sobre su ciudad. Dicha conexión está 
limitada en tiempo, máximo una hora, y no permite la descarga de ficheros. Estas 
medidas son suficientes para demostrar que no se comete competencia desleal. Dicho 
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proyecto se espera poner en marcha en diferentes barrios a partir de abril de 2009 según 
el portavoz de dicho proyecto. 
 
La segunda red comentada, la del 22@, no tiene nada que ver con la anterior. Se trata de 
una red en régimen de autoprestación instalada en la vía pública para controlar ciertos 
parámetros de la ciudad: encendido y apagado de las luces de la vía pública, control de 
semáforos, parquímetros, cámaras de vigilancia, etc. La red esta diseñada para eso y no 
para soportar grandes cantidades de tráfico como podría suponer que la utilizasen 
diferentes usuarios. La red es en sí una red mallada de puntos de acceso sin sistema de 
distribución o backhaul. Los mensajes saltan de un AP al siguiente hasta que llega a su 
destino. Los edificios son utilizados en ocasiones para guiar las ondas entre diferentes 
AP, o sea, que en algunas ocasiones los AP no se ven directamente sino que se reciben 
mediante la reflexión en una de las paredes. 
 
La ocultación de dichos aparatos en la vía pública está muy lograda. Se utilizan farolas, 
armarios en la vía pública y otros lugares en los cuales se dispone de una toma de 
corriente eléctrica directa para alimentar a dicho aparato. El ESSID de la red está oculto 
y con clave de acceso, si se intenta conectar alguien no aparece la opción entre el listado 
de puntos de acceso ofreciendo servicio en el lugar, o sea que nadie sabe, a priori, que 
está dicha red funcionando. 
 
El ingeniero encargado de la misma red asegura que desde un lugar remoto puede 
controlar todo lo que esté conectado a la red, pero que esto suele hacerse 
automáticamente mediante un servidor que determina, entre otras cosas, la hora a la que 
deben encenderse las luces y apagarse. 
 
El sistema anterior a éste estaba basado en GSM, y se enviaban mensajes cortos de texto 
que eran recibidos como ordenes por los distintos aparatos, que actuaban en 
consecuencia. Esto suponía un gasto adicional no contemplado en la actualidad gracias 
al uso de WiFi. 
 
 
2.4.6. Banyoles, donde los operadores no quieren dar servicio 
 
Banyoles es un municipio del norte de Cataluña de cerca de 18.000 habitantes. Debido a 
la gran extensión de terreno y la escasa densidad de población junto con el 
desconocimiento de muchos de ellos en cuanto a nuevas tecnologías ha llevado a este 
municipio a estar en el olvido de muchos operadores al no encontrar éstos el lugar como 
una posibilidad de negocio. A la larga, eso se ha convertido en un problema que el 
ayuntamiento prueba de remediar con los recursos de los que dispone, intentando 
fomentar así el uso de nuevas tecnologías e intentado reducir la brecha o fractura digital. 
 
Uno de los recursos llevados a cabo en el municipio con la intención de fomentar el uso 
de nuevas tecnologías ha sido la implantación de una red sin hilos de acceso gratuito, a 
la cual puede accederse desde la plaza mayor del pueblo. Se ha hecho uso de WiFi para 
permitir acceso en la vía pública y en interior de recintos, y se han hecho uso de enlaces 
WiMAX para interconectar los diversos edificios importantes e intercomunicarse así 
con otros 11 municipios. 
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Al no haber otros operadores en la zona ofertando servicios de Internet, esto ha supuesto 
una ventaja sensacional al ayuntamiento puesto que no tiene competencia alguna en el 
sector y la CMT le ha dado luz verde para permitir esos servicios de forma gratuita, 
pero siempre en régimen temporal. No obstante, el servicio también dispone de 
restricciones horarias en el acceso, sólo disponible de 10 de la mañana a 8 de la tarde, y 
de un sistema de prioridades, dando más prioridad a quien desee navegar y menos al que 
desee descargar. 
 
Banyoles hizo públicas sus cifras en cuanto al coste de la red. Estas no deberían tomarse 
como referencia pues pueden variar notablemente, pero si nos permite apreciar el orden 
de magnitud. 
• Adquisición de equipos: 168.025,69€ 
• Instalación de la red:  14.864,53€ 
• Mantenimiento:  25.203,84€ 
 
El responsable de la red de Banyoles comentó que la red, una vez puesta en marcha, 
presentaba más desventajas que ventajas. Se cometieron muchos errores de diseño, 
implantación y mantenimiento que llevaron a problemas a posteriori, los cuales no eran 
fáciles de ser detectados hasta su puesta en marcha y tras realizar las medidas oportunas. 
Pero en cuanto al diseño, los resultados eran obvios al no tener suficiente redundancia 
en la red y al hacer uso de una red mallada sin un backhaul bien distribuido: la red se 
caía periódicamente y el tráfico que verdaderamente se cursaba no se acercaba en 
absoluto al esperado, siendo mucho menor. 
 
No obstante, el responsable afirma estar satisfecho con esa red debido a que ha podido 
cumplir con lo que se esperaba, que los ciudadanos puedan tener un acceso a Internet 
aunque no sea el mejor que pudieran tener. Además, la puesta en marcha de la red ha 
permitido aprender mucho al respecto y está seguro de haber aprendido de ellos, lo que 
implica que la mejora de dicha red está asegurada en un futuro debido a que los técnicos 
ya saben como actuar al respecto. La red actual de Banyoles es capaz de garantizar el 
acceso gratuito tal como se ha mencionado, pero además se están diseñando nuevos 
servicios sobre esa red que permiten hacer cosas que antes no se podían hacer con la 
tecnología existente, lo que repercute en la satisfacción de haber creado esa red y de que 
los ciudadanos comiencen a relacionarse con esa tecnología. 
 
 
2.4.7. Proyecto ITCAT 
 
El proyecto ITCAT es un proyecto mucho más ambicioso que los vistos en este 
apartado sobre las tecnologías de comunicaciones que se están desarrollando en España. 
Éste fue promovido por la Generalitat de Catalunya con la intención de mejorar la red 
existente en toda Cataluña. 
 
El proyecto pretende enlazar todos y cada uno de los principales ayuntamientos de las 
diferentes comarcas que forman Cataluña mediante enlaces troncales de fibra óptica 
para poder mejorar las comunicaciones entre dichas comarcas. El proyecto es llevado a 
cabo por la Generalitat, que pone el dinero para la construcción de esta red, y el 
consorcio Localret encargado del diseño de la red y de la prestación de asesoramiento a 
cualquier municipio en términos de telecomunicaciones. 
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El proyecto en sí está formado por 3 partes: 
• Red troncal: red que une todos los principales ayuntamientos de las comarcas de 
Cataluña. 
• Red comarcal: red que interconecta el ayuntamiento principal de la comarca con 
los otros ayuntamientos alojados en la misma comarca. 
• Red urbana: red de área metropolitana que el ayuntamiento debe garantizar para 
permitir enlazar el ayuntamiento con otras sedes municipales de interés o incluso 
llevar la red a los ciudadanos del municipio. 
 
La red troncal y la comarcal serán diseñadas por el consorcio Localret y llevadas a cabo 
mediante inversión de la misma Generalitat. La red urbana será responsabilidad del 
municipio y cada ayuntamiento financiará esa red. La solución aportada por la 
generalitat es la de crear los enlaces troncales que le corresponda y poner en concurso 
público la red resultante para que un operador la explote tal como desee respetando tan 
sólo la condición de que no se podrá facturar las transmisiones llevadas a cabo entre los 
ayuntamientos. De esta manera, el operador encargado se ocupará del mantenimiento y 
gestión de la red y muy posiblemente despliegue redes de acceso en los diferentes 
municipios para llevar el servicio a los ciudadanos, a los cuales sí podrá facturar. 
 
Si el proyecto se lleva a cabo tal como se ha anunciado, se tendrá a toda Cataluña, sin 
excepción alguna en cuanto a lugar geográfico y municipio, interconectada a una red 
capaz de llevar gran cantidad de tráfico. Esto cumple claramente con los principios de 
neutralidad y no discriminación presentados en la Ley General de las 
Telecomunicaciones y con los artículos referentes a las nuevas tecnologías, artículo 53, 
del Estatuto de Autonomía de Cataluña. La red de área metropolitana que deberá 
hacerse en Esplugues se hará suponiendo que el ayuntamiento tiene acceso a la red 
troncal del ITCAT, lo cual será cierto en un futuro. 
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En este documento se ha hablado de todos los aspectos más relevantes que se deben 
tener en cuenta antes de realizar cualquier red de área metropolitana. En los anexos 
puede encontrarse información sobre los conceptos clave de las diversas tecnologías 
existentes, cableadas o no; de los usos y malos usos de las mismas; de las ventajas que 
nos pueden ofrecer y muchos más aspectos que se citarán a lo largo de este capítulo. Se 
ha hablado de los aspectos socioculturales que deben tenerse en cuenta para ayudar, 
tanto como sea posible, al desarrollo tecnológico del municipio integrando a su vez a los 
ciudadanos en él. Para esto se requiere que éstos entiendan esas tecnologías y que sepan 
utilizarlas. También se ha hablado de aspectos jurídicos y regulatorios que nos afectan 
cuando queremos crear una red de comunicaciones electrónicas y de cómo debemos 
hacerlo para no cometer competencia desleal y evitar hacer nada que no sea legal, como 
crear una red sin notificarlo a la CMT o abrir la red a terceros sin constituirnos como 
operadores. Y por último se ha visto también la situación actual en diversos países, las 
tendencias que depara el futuro en cuanto a tecnologías, algunos de los casos llevados a 
cabo en territorio español y las consecuencias de los mismos que nos pueden servir de 
ejemplo y guía. 
 
En este apartado se recogerán todos los aspectos antes mencionados aquí, y a lo largo 
del documento, para proponer diversas redes de área metropolitana y poder así cumplir 
finalmente y de una manera eficiente con lo que se pretendía en este proyecto: dar unas 
pautas claras de cómo diseñar dichas redes en función del lugar geográfico, los recursos 
de los que se disponga, el presupuesto, etc. 
 
 
3.1. Usos que se puede dar a la red 
 
La red puede utilizarse de muchas maneras diferentes y puede proporcionar diversos 
servicios que, en primera instancia pueden no estar contemplados aunque conviniera 
contemplarlos. La aparición de nuevos servicios que utilicen la red como base en un 
futuro puede hacer que nuevos usuarios hagan uso de la misma o incluso que cambien 
los hábitos pronosticados en su fase de diseño. Por esta razón suele ser muy 
recomendable sobredimensionar la red aunque tan solo sea ligeramente. 
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Por sobredimensionar la red me refiero a que debe trazarse más fibra de la que se cree 
necesaria desde un principio, o tener alguna manera de aumentar la capacidad de la red 
fácilmente para poder afrontar una posible crecida del tráfico cursado en caso de que se 
requiera. Pero para sobredimensionar una red primero deben valorarse los usos que se 
pretende dar a esa red, contemplar las necesidades de tales servicios y diseñarla 
adecuadamente. 
 
Igualmente, se debe valorar previo a la realización de cualquier zanja o tendido la 
posible expansión de la red que se está tendiendo. En muchos casos, la construcción de 
nuevas redes urbanas consiste en hacer uso parcialmente de redes ya existentes y fiables 
para economizar la instalación de la nueva red. Esta razón justifica el 
sobredimensionado de cualquier red además de estudiar el posicionamiento de arquetas, 
cámaras u otros elementos en el trazado de las zanjas para poder manipular la red 
construida de una forma más flexible si se requiriera. No obstante, en caso de estar 
seguros de que no se requerirá más tráfico del ya existente podrían aplicarse otros 
métodos para ajustar la red a las necesidades especificadas y evitar el 
sobredimensionado para economizar la instalación de esa red. 
 
 
3.1.1. Qué puede ofrecer una red 
 
Los servicios actuales que puede proporcionar una red son muchísimos y cada vez son 
más. Tan pronto aparece una necesidad entre los ciudadanos referente a las 
telecomunicaciones, aparece con ella la solución en un corto periodo de tiempo. 
Finalmente se tienen innumerables programas, servicios, protocolos, etc. Pero aunque 
todos esos servicios puedan o no ser diferentes, cuando se habla de hacer uso de una red 
de comunicaciones electrónicas, todos pueden descomponerse en datos y ser mandados 
a través de la red como paquetes de datos. Dichos servicios también pueden ser 
clasificados según una de las 7 tipologías de los servicios que ofrece la sociedad de la 
información: mensajería, búsqueda de información, descarga de ficheros, carga de 
ficheros en servidores, creación de contenido, transacciones o entretenimiento. 
 
Sabiendo qué servicios tenemos disponibles y deseamos, crearemos una red con 




3.1.1.1. Interconexión entre edificios municipales 
 
Las mejoras en cuanto a la compartición de ficheros entre organismos que 
constantemente generan documentos, y que requieren de documentos creados por otros 
organismos son obvias con una red adecuada. Una red que interconecte dichos 
organismos puede mejorar la eficiencia en las comunicaciones entre ellos, basadas 
habitualmente en realización de llamadas y traspaso de documentos en papel o a través 
de Internet. Una interconexión entre sedes con una capacidad adecuada disminuirá el 
tiempo que se requiere para compartir los documentos, y por esta razón contra mayor 
sea la capacidad de la red, menor será el tiempo que durará el traspaso de los 
documentos, por lo que más documentos podrán ser enviados por unidad de tiempo. 
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Éste es uno de los puntos que más se suelen valorar en la creación de toda red de área 
metropolitana, y más cuando son los mismos organismos públicos los que realizan o 
subvencionan el proyecto de red. Una red con capacidades suficientes, sin tener en 
cuenta su instalación, suele ser una opción de envío de datos muy eficiente en contraste 
con otras opciones, y muy barata. Esto potencia la actividad económica del municipio  
al reducir considerablemente el tiempo necesario de recabar la información que se 
precise para llevar a cabo una gestión. 
 
Por las razones anteriores, y puesto que los organismos públicos municipales son los 
que habitualmente más requieren de un traspaso de documentos, los enlaces que 
interconectan estos edificios suelen contener la capacidad de enlace más elevada dentro 
del municipio, formando con ello muchas veces los enlaces principales para llevar al 
resto del municipio la red. 
 
 
3.1.1.2. Acceso a banda ancha en edificios públicos 
 
Los diversos servicios que pueden desplegarse de tan solo interconectar los edificios 
municipales, y por lo tanto siempre en régimen de autoprestación tal como indica la Ley 
General de las Telecomunicaciones, pueden ser diversos y en muchos casos también 
dedicados o no a la ciudadanía. Como ya se ha comentado, el mayor servicio que se 
puede desprender de esta estructura es una compartición de ficheros entre los diversos 
edificios conectados a la red de una manera eficiente. Sin embargo, existen otros 
servicios que pueden utilizarse. 
 
Los ciudadanos podrían gozar de: 
• Acceso a información municipal: programa de actuación, mapas del lugar, 
puntos de interés en el municipio, etc. 
• Acceso a los datos de cualquiera de los edificios conectados a la red: patrón 
municipal, agencia tributaria, libros disponibles en la biblioteca, etc. 
• Acceso a Internet: deberá ser controlado y restringido para no suponer una 
competencia desleal a otros operadores. 
 
La puesta en marcha de los anteriores servicios, que fomentan el uso de la Sociedad de 
la Información y por lo tanto contribuyen a reducir la brecha o fractura digital, ya se ha 
realizado en otros municipios e incluso países con éxito. Estos podrán proporcionarse 
dentro de los mismos edificios, o fuera si la conexión inalámbrica con el hotspot 
colocado en el interior del edificio es factible, pero no fuera de estos límites debido a 
que entonces no podrá probarse que el servicio se establece en régimen de 
autoprestación. Aunque no es obligatorio al menos por ley, es muy recomendable 
controlar qué usuarios hacen uso de esos servicios, mediante un login y contraseña, y 
limitar el acceso para que sólo puedan acceder a ciertos recursos, con una velocidad del 
enlace controlada o con horarios. El servicio podrá darse gratuitamente. 
 
 
3.1.1.3. Conexión de edificios privados a la red pública 
 
Las empresas pueden requerir también, según su actividad, de una capacidad elevada 
que en algunos casos puede superar a las de las administraciones públicas. Es por ello 
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que muchas veces es conveniente también hacer llegar a las mismas, o al menos a la 
zona donde estén alojadas esas empresas o se encuentran varias en las cercanías, un 
enlace de buenas capacidades. Es conveniente que dichas empresas, y más si son 
privadas, tan solo reciban una participación en la red como usuario final de la misma. 
Las administraciones públicas y edificios públicos, debido a que son públicos, suelen 
ser un buen punto para constituir un nodo intermedio de la red que permita llevar a otros 
usuarios finales el acceso a dicha red a través de ese nodo. 
 
La Ley 32/2003 de 3 de noviembre, General de las Telecomunicaciones, estipula que 
para dar conexión a terceros se requiere que quien explote la red esté constituido como 
operador de telecomunicaciones y que haya formulado sus respectivas notificaciones 
previas a la CMT. Si el ayuntamiento decide registrarse como operador y actuar en 
consecuencia, la red puede ser llevada a estos edificios privados sin ningún problema. 
No obstante, si el ayuntamiento no desea registrarse como operador no tendrá tampoco 
autoridad para garantizar ni proporcionar un acceso a la red metropolitana a las 
empresas privadas. Esto será responsabilidad de otros organismos que sí deseen actuar 
como operadores y utilicen la misma red metropolitana para garantizar el servicio. 
 
Pero igualmente, como ya se mencionó, el hecho de trazar fibra óptica y llevarla hasta 
un lugar u otro dentro del municipio no se considera como la creación de una red. En 
consecuencia, sea o no sea una red para régimen de autoprestación, la fibra podrá ser 
desplegada igualmente aunque no se nos permitirá colocar ningún equipo o aparato que 




3.1.1.4. Acceso a la red a los ciudadanos desde sus hogares 
 
Igual que ocurre en el caso de las empresas, garantizar y proveer a los ciudadanos de un 
acceso a la red de área metropolitana pública es inviable sin constituirnos como 
operadores. Pero como ya se ha dicho, debe recordarse que llevar la fibra hasta los 
edificios no se considera crear una red ni explotarla, por lo que para eso no se requiere 
notificar nada a la CMT ni constituirse como operadores. 
 
Una estrategia a seguir, y que suelen hacer aquellas administraciones públicas que no 
desean constituirse como operadores, es encargarse de trazar la fibra necesaria para 
llevarla a múltiples sitios del municipio, sean edificios públicos o no. A posteriori, 
pueden dejar la responsabilidad de colocar los equipos de esa red a otro operador. La 
administración tan solo se encargaría de colocar los equipos en el interior de los 
edificios municipales, o en la vía pública si se precisara, si deseara constituir una red 
con la fibra trazada que solo de servicios a entes públicos municipales, y por lo tanto en 
régimen de autoprestación. Para abrir esa red a terceros, solo necesitarían realizar un 
concurso público para decidir cual de los operadores entre los interesados estaría 
dispuesto a explotar la red y llevar la misma a los ciudadanos y empresas. Esta opción 
suele librar de responsabilidad al ayuntamiento sin que ni siquiera éste deba registrarse 
como operador ni comunicar nada a la CMT. El operador será el responsable de hacer 
uso de la red desplegada por la administración pública local para garantizar los servicios 
básicos a los ciudadanos y empresas. 
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3.1.1.4.1. Servicios que pueden ofrecerse al ciudadano 
 
Los servicios más demandados por ciudadanos y empresas suelen ser los siguientes: 
• Telefonía: realizar o recibir llamadas. 
• Acceso a Internet de banda ancha: acceso 24 horas con capacidad suficiente, al 
menos 2Mbps. 
• Televisión por cable: televisión de alta definición con múltiples canales. 
 
Los anteriores tres servicios forman lo que se conoce como triple-play. Algunas 
empresas pueden requerir de servicios adicionales habitualmente relacionados con la 
telefonía, al requerir de faxes o más de una línea de teléfono, o con el acceso a Internet, 
que pueden requerir una conexión simétrica o incluso una conexión donde el enlace 
ascendente presente más capacidad que el descendente. Estas necesidades deben tenerse 
en cuenta en la realización de toda red si se desea que finalmente ésta de servicio a los 
ciudadanos, la cual puede llevar esos servicios repartidos entre diversos cables o 
enlaces, reservando unas fibras para telefonía, otras para datos y otras para televisión, o 
unir todos los anteriores servicios en un solo enlace de datos con capacidad suficiente 
como para cursar ese tráfico. 
 
Esta última opción suele ser la más económica y sencilla al no tener que dimensionar 
para cada enlace el número de recursos destinados a cada servicio sino tan solo 
dimensionar el enlace para poder cursar el tráfico ofrecido por el conjunto. Sin 
embargo, esta opción puede traer más problemas en cuestión de calidad del servicio 
debido a que, mientras la capacidad necesaria para cursar la telefonía y la televisión 
suelen ser más concretas, la capacidad de la red de datos fluctúa en función de los 
servicios que el usuario esté utilizando. Si a un usuario se le asigna una capacidad 
máxima en el enlace para todos los servicios puede ocurrir que el enlace no sea capaz de 
cursar todo el tráfico en un momento concreto y que los paquetes de datos deban 
esperar, esto puede hacer que en la telefonía o en la televisión se pierdan datos 
momentáneos entrecortando la voz de una llamada o perdiendo la imagen televisiva 
frecuentemente. El aparato encargado de cursar el tráfico por este enlace requerirá de un 
sistema de prioridades para hacer que los paquetes originales de datos, fruto de hacer 
uso de Internet, sean los menos prioritarios. De esta manera el problema suele quedar 
solucionado. 
 
Hacer uso de una red que tenga los servicios separados puede requerir un aumento en la 
cantidad de fibras ópticas llevadas al usuario, o que por cada una de ellas el usuario 
deba separar los tráficos en tiempo (TDM), o mediante longitud de onda (WDM). 
Ambas encarecen el proceso de diseño y creación del aparato, pero especialmente el 
WDM añade complejidad y costes mayores. Algunos proveedores de televisión por 
cable a través de fibra óptica que tan solo hacen uso de esa fibra para llevar la 
televisión, suelen hacer uso de la segunda ventana para llevar un enlace y la tercera 
ventana para llevar el enlace en dirección contraria. Esto requiere de un divisor óptico 
(splitter) en el terminal de la fibra. La ventaja fundamental es que tan solo se hace uso 
de una fibra por abonado, por lo que se ahorra en cableado. No obstante, como se ha 
dicho, esto encarece el equipo utilizado, por esta razón y dejando de lado a los 
proveedores de televisión por cable, la tendencia en comunicaciones suele ser hacer 
llegar dos fibras a cada usuario, una para cada sentido de la comunicación. 
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3.1.1.4.2. Tarificación y gestión de la red 
 
La red de acceso a los usuarios requiere a parte de ser instalada, ser también gestionada 
y mantenida por alguien. Este alguien suele ser el operador aunque no siempre sea el 
que ha creado la red o hallan excepciones. No obstante, el ciudadano como usuario de 
esa red muy posiblemente se vea en la obligación de pagar por el servicio 
proporcionado por el operador, el cual establecerá los precios siguiendo ciertos criterios 
legales y comerciales. No cabe decir que el usuario deberá estar registrado por el 
operador como abonado al servicio y éstos deberán tratar esa información de forma 
confidencial salvo que alguna resolución jurídica los requiera. 
 
En consecuencia, la red deberá ser gestionada por el operador para garantizar la calidad 
de sus servicios realizando cambios estructurales en dicha red en caso que se requiera 
con la intención de hacer un uso más eficiente de los recursos de los que se dispone. El 
caso de la red WiFi de Zamora es un claro ejemplo a no seguir: no basta tan solo con 
instalar la red sino que se requiere hacer pruebas periódicas como comprobar su 
correcto funcionamiento, cambiar aparatos si éstos quedan obsoletos o incluso añadir 
más fibra en los enlaces si fuese necesario para evitar un colapso de la red. 
 
Todas las acciones antes comentadas deberán ser llevadas a cabo por el operador o por 
aquella empresa u organismo responsable explícitamente de esa tarea. En consecuencia 
éstos deberán recibir unos honorarios por sus labores que finalmente acabarán 
reflejándose en la tarificación que se aplique a los abonados. Las administraciones 
públicas deberán tratar de poner los menos obstáculos posibles ante la labor de 
instalación, gestión y mantenimiento de la red si se desea que la tarifa de los ciudadanos 
sea más reducida, lo que fomentaría hacer uso de estos servicios por más individuos y 
reducir así la brecha digital. El acceso a la banda ancha en nuestro país es 
considerablemente caro si se compara con otros países del mundo debido a que las redes 
no están preparadas y son muchas las veces que los mismos operadores deben invertir 
grandes cantidades de capital para trazar el cableado. En conclusión, la administración 
pública debe colaborar en lo que pueda con los operadores si se pretende que los 
ciudadanos puedan gozar de mejores precios en el uso de los servicios que ofrece la red 
y fomentar así el uso de la sociedad de la información. 
 
 
3.1.1.5. Red WiFi Metropolitana 
 
Una solución alternativa al cable son las tecnologías inalámbricas. Éstas permiten a los 
usuarios acceder a los servicios que se ofrezcan en cualquier lugar donde se disponga de 
cobertura inalámbrica. Además, supone un ahorro considerable para las 
administraciones públicas tanto en dinero como en tiempo de instalación de la red si se 
contrasta con otras modalidades de despliegue. En escasos meses puede proporcionarse 
una red a todo un municipio sin trazar apenas un cable. Sin embargo, esta solución no es 
substitutiva de la tecnología cableada. Las prestaciones en cuanto a calidad del servicio 
y capacidad de los enlaces de la fibra óptica superan de lejos las capacidades de la 
tecnología inalámbrica aunque éstas permiten movilidad o acceso a diversos puntos 
donde el cable es difícil de hacer llegar. 
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3.1.1.5.1. Servicios al ciudadano a través de WiFi 
 
Los servicios que pueden ofrecerse de cara al ciudadano con esta tecnología son muy 
similares a los mencionados anteriormente cuando se hablaba de hacer uso de los 
edificios municipales para que el ciudadano pudiera hacer uso de la red. Éstos eran: el 
acceso a información municipal o directamente acceso a Internet controlado o no 
mediante horarios, tarifas, lugar, etc. La diferencia fundamental entre ambas 
tecnologías, como se ha dicho, es que ésta es totalmente móvil en muchos casos. De 
esta manera, si el usuario hace uso de aparatos capacitados con acceso a redes mediante 
WiFi, se pueden añadir servicios más dinámicos en función del lugar en el que se 
encuentra, como pueden ser mapas del lugar o puntos de interés cercanos al punto de 
conexión. 
 
Una idea interesante y que puede tenerse en cuenta es que si se desea saber dónde está 
ubicada una persona que está accediendo a la red se podrá saber con un error reducido 
de escasos metros debido a la potencia que reciben los diferentes hotspot del lugar. Esto 
requiere forzosamente de un programa capaz de calcular dichos parámetros y de unos 
access point que informen a ese programa de la potencia con la que reciben al terminal 
del usuario, lo que complica y encarece la red. Sin embargo, la aplicación de estas 
técnicas puede mejorar el servicio pudiendo indicar sobre un mapa, por ejemplo, dónde 
está el usuario de ese terminal y la ruta que debe seguir para llegar a un lugar concreto.  
 
Si no se desea tanta resolución respecto al lugar, bastaría tan solo con saber qué hotspot 
está dando actualmente servicio al usuario. Haciendo uso de una base de datos que 
apareje la ubicación exacta del aparato con su dirección IP o MAC podremos saber que 
el usuario está situado en un punto cercano a la situación de ese hotspot. Habitualmente 
las redes de área metropolitana no suelen ir equipadas con programas capaces de saber 
donde está cada usuario. Los programas de gestión se suelen servir de direcciones MAC 
e IP para saber tan solo de dónde vienen los datos y a dónde deben ir, ignorando el 
punto geográfico de los usuarios y hotspots del municipio. Esto sólo debe tenerse en 




3.1.1.5.2. Servicios al personal de entidades públicas a través 
de WiFi 
 
Igualmente, los ciudadanos no son los únicos que pueden beneficiarse de esta red 
inalámbrica. Ésta puede ser utilizada por personal de las administraciones públicas que 
esté realizando alguna actividad fuera de cualquier edificio público del municipio, por 
entes municipales como puede ser la policía local o los bomberos. Todos ellos 
utilizarían la red para comunicarse con otras personas situadas en oficinas dentro de 
edificios públicos, o hacer uso de bases de datos o tramitar informes a servidores 
también ubicados en la oficina. Esto aumenta la comunicación y permite consultar 
cualquier cosa que se necesite rápidamente y sin necesidad de volver a la oficina o hacer 
uso de llamadas telefónicas que supondrían un gasto adicional. Lo que finalmente 
repercute en una mayor eficiencia de su tiempo en el puesto de trabajo. 
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Otra opción interesante que puede llevarse a cabo con la WiFi, tal como se mencionó 
con anterioridad, es dar cobertura a puntos fijos o móviles donde trazar un cable suele 
resultar costoso o inviable. Se pueden formar radioenlaces WiFi o WiMAX para enlazar 
a la red edificios alejados a los cuales no llega el cableado. Pero también puede darse 
acceso a la red a cualquier aparato situado en la vía pública que disponga de un acceso 
WiFi: radares de tráfico, paneles informativos, semáforos, cámaras de vigilancia, 
parquímetros, etc. Esto permite reprogramar dichos aparatos de forma remota, para que 
muestren un mensaje u otro o actúen de una manera u otra o recibir mensajes de los 
mismos: que un coche supera la velocidad máxima permitida de una vía, que ocurre 
alguna anomalía en algún aparato y no puede funcionar correctamente, etc. 
 
Para el caso del mobiliario urbano y los entes municipales, aunque con éste último debe 
consultarse la ley para saber si forma parte o no, se puede considerar que el servicio es 
de autoprestación, por lo que no se requiere ser operador y, posiblemente, tampoco se 
requiera notificarlo a la CMT. Pero en el caso de dar cobertura a los ciudadanos se 
consideraría dar conexión a la red a terceros y, muy posiblemente, se requiera 
constituirse como operador y notificarlo a la CMT. 
 
 
3.1.2. ¿Para qué utilizaremos la red? 
 
Una vez vistas algunas de las opciones que puede ofrecernos una red de área 
metropolitana, y se dice algunas ya que nunca se puede estar seguro de qué servicios 
aparecerán en un futuro que puedan hacer servir también la red, es necesario pararse a 
pensar y escoger qué servicios pretenden darse en la actualidad y en un futuro para 
poder dimensionar la red o trazarla hacia un lugar u otro según la decisión tomada. 
 
La pregunta y la anterior afirmación pueden parecer una tontería a simple vista, pero 
son muchas las personas que no se lo han planteado antes de comenzar el diseño de esa 
red y han llevado a la red a la ruina en un corto periodo de tiempo. Una metodología a 
seguir, aunque no es la única existente, podría ser escoger qué servicios quieren darse en 
el municipio y valorar la capacidad de la red necesaria para llevar esos servicios a los 
usuarios finales de la red. Una vez se tienen los servicios y la capacidades se trataría de 
coger un mapa del lugar y escoger por dónde trazar los enlaces, comenzando con 
aquellos puntos que más tráfico requieran y escogiendo lugares en el municipio por 
dónde sea viable trazar un cableado en caso de no ser una red inalámbrica. 
 
Se debe tener en cuenta sí la opción escogida nos obliga o no a constituirnos como 
operadores. Si es un sí podemos escoger entre varias opciones: constituirnos como 
operadores y proseguir con el proyecto; subcontratar a una empresa que se encargue de 
desplegar la red siendo ella la que se encargue de los temas legales y no nosotros, o 
realizar aquella parte del cableado que no requiera de notificación a la CMT ni 
registrarse como operador y pasar a posteriori la responsabilidad de acabar el proyecto a 
un operador que explote la red. 
 
En algunos casos se ha dado una insatisfacción por parte de los operadores que no 
pueden hacer uso de la red creada porque ya hay un operador asignado que la explota. 
Para solventar este problema, existen algunos municipios que han creado una red capaz 
de ser utilizada por tantos operadores como lo deseen. En este caso los operadores tan 
solo utilizan la red para llevar sus servicios al usuario pero el mantenimiento y gestión 
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de la misma está al cargo de otra entidad por encima de éstos operadores, que podría 
decirse que actúa como un operador de operadores. Los operadores que hagan uso de 
esta red deberán pagar al operador que mantiene y gestiona la red, que puede ser el 
mismo ayuntamiento del municipio constituido como operador, por hacer uso de la 
misma. Esta alternativa permite una competencia efectiva haciendo uso de una sola red 
pero obliga al operador jefe, que habitualmente será el ayuntamiento o la misma 
empresa instaladora de la red, a gestionarla y mantenerla. Este operador jefe podrá 
llevar o no servicios a los usuarios finales también como cualquier otro operador de la 
red, pero deberá respetar la no discriminación y procurar que exista una competencia 
real en la red. 
 
 
3.2. Tecnologías que pueden utilizarse en los enlaces de la red 
 
Detalles sobre las tecnologías y sus usos pueden encontrarse en los anexos de este 
documento, no obstante, aquí se contrastarán y se explicará cuál es la tendencia en 
cuanto a hacer uso de una tecnología u otra en la red de área metropolitana. Debe 
quedar claro desde un principio que la red no tiene porqué estar constituida por una 
única tecnología, sino que puede cambiarse esta tecnología en cada tramo según las 
necesidades de cada lugar, el terreno o incluso el presupuesto. 
 
Aquí se darán las pautas de cómo podría realizarse una red de área metropolitana para 
ofrecer buenas capacidades, y por lo tanto la posibilidad de múltiples servicios. Pero 
debe tenerse en cuenta que las soluciones propuestas aquí, y según el lugar o 
presupuesto, pueden no compensar económicamente y que por lo tanto puede ser más 
idóneo hacer uso de una solución alternativa para ganar en relación calidad-precio. 
Algunas de esas alternativas se verán después de haber formulado una idea básica de 
qué tecnologías utilizar en cada tramo para obtener una buena calidad, las cuales se 
explicarán a continuación. 
 
 
3.2.1. Uso de fibra óptica en una red de área metropolitana 
 
La fibra óptica es, sin lugar a dudas, el medio de transmisión actual que más capacidad 
permite. Es por esa razón que ésta es ideal para ser utilizada en enlaces troncales del 
municipio. Habitualmente todo municipio suele tener un punto, o varios, a partir del 
cual se pueda acceder a otras redes ajenas al municipio, o sea, un nodo que actúe como 
puerta de enlace hacia Internet. Este punto suele ser la central telefónica local o 
edificios importantes como puede ser un ayuntamiento. Debido a los servicios que se 
ofrezcan en el municipio este nodo de la red puede recibir una mayor o menor cantidad 
de tráfico. Garantizar que la red metropolitana llevará consigo un acceso a Internet 
implica que en la mayoría de los casos el tráfico de Internet será todo enviado hasta 
dicho nodo actuando así como puerta de enlace, sólo exceptuando aquellas peticiones de 
Internet cuyos servidores u otros usuarios se encuentren en el interior del mismo 
municipio y por lo tanto haciendo uso de la misma red de comunicaciones. 
 
Si este tráfico resultante de sumar a grandes rasgos la capacidad que se requeriría por 
cada usuario multiplicado por el número de usuarios es superior a 50 o 100Mbps, como 
suele ocurrir habitualmente, el uso de la fibra óptica estará garantizado si se quieren dar 
buenas prestaciones. La fibra óptica deberá llegar como mínimo a ese nodo que actúa 
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como puerta de enlace y deberá crear enlaces con otros edificios que también se vean en 
la necesidad de transportar un tráfico grande. 
 
Debe tenerse en cuenta a partir de este momento que a diferencia de lo que ocurría con 
las centrales telefónicas locales, que llevaban independientemente a cada usuario un par 
trenzado de cobre, y por lo tanto no se compartía el medio, cuando se usa fibra esa 
solución no suele compensar. En el caso del uso de fibra, se suelen crean enlaces 
principales dentro del municipio hasta llegar al menos a cada uno de los barrios del 
municipio donde a partir de ahí, cada nodo divide su tráfico hacia otros lugares que 
requieren menos tráfico pero que también forman parte del municipio, y se subdivide 
tantas veces como haga falta hasta llegar a todos los terminales de la red. Esta estructura 
hace que los enlaces más próximos a la puerta de enlace de la red de área metropolitana 
sean los que habitualmente cursen más tráfico, por lo que suelen ser los enlaces 
diseñados con mayor capacidad. A medida que nos aproximamos a los enlaces 
terminales de la red, los enlaces requieren menos capacidad. De ahí la importancia de 
realizar unos enlaces principales con una capacidad elevada y añadir todo tipo de 
protección para que sean los menos vulnerables dentro del municipio. 
 
Mientras los enlaces terminales de la red pueden ser de una tecnología diferente a la 
fibra óptica debido a la baja capacidad necesaria, los principales se suelen generar con 
fibra óptica. Estos enlaces suelen unir diferentes edificios y suelen estar 
sobredimensionados para evitar un posible colapso de la red en un futuro debido a falta 
de capacidad en éstos enlaces. Igualmente, suelen enterrarse los cables de fibra óptica 
para evitar que estos sean dañados por cualquier persona, animal o condición climática, 
añadiendo toda protección necesaria según en el terreno donde se entierren. 
 
 
3.2.2. Uso de fibra óptica para enlaces terminales 
 
Como se vio en el capítulo referente a las tecnologías cableadas alternativas al par de 
cobre trenzado existen soluciones llamadas FTTx (Fiber-To-The-Home/Building/Curb/ 
Cabinet). La que nos interesa en este caso es la solución FTTH, que garantiza que la 
fibra óptica llega hasta la misma casa del usuario. Tal como se vio, esta fibra suele 
formar parte de una red de acceso basada en GPON (Gigabit Passive Optical Network) 
y llevar en su interior el tráfico del usuario contenido en una ranura de una trama que 
lleva el tráfico de otros usuarios salvo que se pongan medidas de seguridad adecuadas 
para evitarlo. Lo anterior es debido a que con tan solo una fibra óptica se puede dar 
acceso a 32 o 64 usuarios, según decida el operador en cuestión. De esta manera una 
única fibra llega hasta un edificio o varios para subdividirse el tráfico entre los vecinos. 
 
Esta solución garantiza acceso de banda ancha de 20Mbps en adelante según el número 
de divisiones llevadas a cabo por el operador. Lo que se traduce que con una sola fibra 
óptica se puede dar acceso a 64 personas si se sigue la norma, donde cada uno tendrá 
20Mbps simétricos. Se debe decir también que cada usuario recibirá en su domicilio dos 
fibras, una que trae el flujo ascendente mientras la otra trae consigo el descendiente, 
salvo que se acceda a una sola fibra y se usen métodos WDM, que habitualmente 
encarecen el sistema. 
 
Ésta es una solución ideal para hacer llegar a los hogares del municipio o empresas que 
requieren acceso a Internet un acceso de buenas capacidades que evidentemente, la 
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capacidad quedará limitada en función de cómo gestione la red el operador y sobre todo 
dependiendo de cuantas subdivisiones haga. Por ello, estas tecnologías pueden utilizarse 
en los enlaces terminales de la red. El OLT de esta red de acceso se situaría en algún 
edificio público o del operador junto con otros OLT de otras redes de acceso del lugar, y 
dicho edificio se conectará directa o indirectamente con algún otro enlace primario de la 
red de los que se han comentado en el apartado anterior. 
 
Claro está que, si un usuario o empresa requiere de más capacidad que lo ofertado a 
priori por el operador, éste requerirá de un enlace diferente que puede variar en función 
de la capacidad que desee contratar, variando así desde compartir una GPON con otros 
abonados hasta tener tan solo para ello un enlace de una o varias fibras ópticas. 
 
 
3.2.3. Enlaces WiMAX en una red de área metropolitana 
 
WiMAX, una tecnología inalámbrica capaz de dar cobertura de hasta 20km a la 
redonda, puede ayudarnos en la realización de una red de área metropolitana a 
incorporar a la red todo punto que quede fuera de los alcances directos de la fibra óptica 
porque sea inviable llevarla hasta dicho punto o bien porque sea un gasto muy elevado. 
La capacidad de estos enlaces es muy discutible e impredecible, teóricamente se puede 
llegar hasta los 140 Mbps aproximadamente, aunque lo normal teóricamente es que de 
70Mbps en media. La puesta en práctica de estos enlaces asegura aún menos pero esto 
depende de muchos factores y habitualmente de la distancia, que se refleja en la 
potencia recibida por la antena y si las antenas se ven o no se ven. 
 
Evidentemente, las tasas antes mencionadas hacen referencia a un solo canal de 
transmisión, el cual puede ser compartido por múltiples usuarios entre los cuales suele 
dividirse el tráfico. En consecuencia, contra más usuarios se conecten a una red 
WiMAX menor tráfico podrá cursar cada uno de ellos. Por ello, aunque esta tecnología 
puede dar cobertura a mucha zona y pueden ser centenares los usuarios conectados 
simultáneamente, no debe abusarse de ella si se pretende que los usuarios, o los enlaces 
hechos por WiMAX tengan suficiente capacidad. 
 
En el campo de una red de área metropolitana, y debido a lo anteriormente explicado, 
aunque esta tecnología esté preparada para soportar a muchos nodos conectados, se 
debería utilizar para hacer tan solo radioenlaces punto-a-punto entre dos edificios, con 
lo que se garantizaría la máxima capacidad en esa transmisión, o para realizar enlace 
punto-a-multipunto acotando el número de nodos máximos para asegurar una 
comunicación con cada nodo con una buena capacidad. 
 
Aunque la tecnología también pueda estar preparada en las bandas bajas de frecuencia 
para enlaces NLOS (Non Line-of-Sight) es muy recomendable que las antenas de cada 
uno de los nodos tengan una visibilidad directa con el nodo principal de la red, esto 
asegurará una mayor eficiencia en el uso de la tecnología y el enlace. Es por esta razón 
que dichas antenas suele ser recomendable situarlas en la parte más alta de cualquier 
edificio que desee enlazarse a la red WiMAX encarando todas esas antenas al nodo 
principal. Y dicho nodo principal será conveniente situarlo en algún lugar elevado para 
que todos los otros nodos puedan verlos y comunicarse con él. 
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Si el municipio dispone de un monte o montaña con buenas vistas a la ciudad o de algún 
edificio lo suficientemente alto que pueda verse desde cualquier punto del municipio 
como puede ser un edificio muy alto similar a un rascacielos, castillo o un campanario, 
éste puede ser un lugar idóneo para colocar el nodo central de la red WiMAX, y más 
aún si éste nodo puede conectarse a una red de área metropolitana o enlace de fibra 
óptica que actúa como puerta de enlace hacia Internet. 
 
Si el municipio tiene mucha extensión en cuanto a área o muchos puntos de interés que 
se deseen incorporar a la red WiMAX, se puede requerir el uso de varias antenas 
WiMAX y formar sectores. Por ejemplo, pueden colocarse tres antenas WiMAX 
actuando las tres como nodo central de la red inalámbrica pero que cada una de ellas tan 
solo de cobertura a 120º a su redonda, completando entre las tres toda la vuelta. El canal 
utilizado por estas antenas puede ser perfectamente el mismo canal pues no se 
interferirán entre ellas si se colocan y apantallan adecuadamente. 
 
Otro ejemplo que puede darse es el de colocar varias antenas, con sectores definidos o 
no, en diferentes lugares de la ciudad para dar cobertura a toda una ciudad. Cada uno de 
estos nodos también se configurará como nodo central de la red y se dará cobertura a los 
diferentes nodos de la ciudad según qué antena se encuentre más próxima. El uso del 
mismo canal en este caso puede acarrear problemas de interferencias entre las antenas 
aunque éstas ya tengan mecanismos para evitarlo, lo que se traducirá en mayor 
cobertura en la ciudad pero menor capacidad en el enlace. 
 
 
3.2.4. WiFi-Mesh en el municipio 
 
El término WiFi-Mesh, WiFi mallada, es muy conocido en el entorno de las redes de 
área metropolitana. Este consiste en colocar hotspots por toda una zona y enlazarlos 
mediante radioenlaces, por lo que necesitan visibilidad entre ellos. 
 
Esta alternativa suele estar muy bien valorada debido a su bajo coste de instalación, el 
poco tiempo que tarda en instalarse y la facilidad de uso, gestión y mantenimiento. Y 
permite tener cubierto toda una zona con cobertura inalámbrica que puede ser destinada 
a los ciudadanos o a los trabajadores de las administraciones públicas que trabajen en la 
vía pública. 
 
Como puede entenderse, la WiFi-Mesh puede consolidar toda una red de área 
metropolitana si se desea, y son muchos los municipio que optan por esta idea en lugar 
de trazar fibra o hacer uso de WiMAX, o ser tan solo una capa de la misma que permita 
conexiones inalámbricas pero que a su vez sus access point tengan acceso a un sistema 
de distribución, basado en Ethernet o fibra óptica, o a un sistema de backhaul 
constituido por WiMAX u otra tecnología que garantice radioenlaces. 
 
En este último caso, podría decirse que la WiFi-Mesh es tan solo una tecnología 
complementaria a las cableadas o de radioenlaces para poder ofrecer una cobertura en la 
vía pública, opción que las otras no presentaban. De esta manera puede darse cobertura 
en cualquier lugar del municipio a cualquier aparatos equipado con conexión WiFi, que 
además supone un ahorro al operador de la red ya que no necesita proporcionar a sus 
usuarios con ningún aparato, pues ya suele ir incorporada dicha conexión en 
ordenadores portátiles, teléfonos móviles, etc. 
Memoria del Proyecto 
 - 55 - 
 
Además, esta es una capa que permite también dar cobertura a todo aquel material 
urbano con sistemas electrónicos: paneles informativos, radares, parquímetros, etc. 
Cierto es que éste mobiliario, al permanecer estático no requiere forzosamente de una 
conexión WiFi y puede llevar un cableado hasta el mismo. Pero también es cierto que, 
salvo excepciones, este mobiliario suele requerir poco tráfico de datos, por lo que 
muchas veces no compensa hacerle llegar un cableado y crear zanjas levantando aceras 
o carreteras para llevarlo hasta ese punto. La opción de hacer uso de WiFi abarata su 
instalación y mantenimiento. 
 
Una definición algo más exhaustiva sobre como instalar una WiFi-Mesh en un 
municipio se verá en este mismo capítulo más adelante. Lo que debe quedar claro aquí 
es que la WiFi-Mesh es una opción que permite tener a todo un municipio con cobertura 
WiFi, lo que garantiza una movilidad total por el municipio al mismo tiempo que se 
pueden mantener las comunicaciones. 
 
 
3.3. Soluciones tecnológicas alternativas 
 
Como se ha mencionado anteriormente, en este apartado se comentarán alternativas a 
las soluciones aportadas en el punto anterior. Estas pueden ser tenidas en cuenta si 
realmente beneficia más al municipio, se tiene la oportunidad o si simplemente se busca 
una solución más económica. 
 
 
3.3.1. Interconexión entre edificios mediante radioenlaces 
 
Anteriormente se ha dicho que el uso de los radioenlaces es recomendable ser reservado 
para aquellos puntos en los que no quede otro remedio para interconectar ambos puntos. 
La razón es que WiMAX no puede ofrecer la capacidad que puede ofrecer un cable de 
fibra óptica, y por lo tanto este radioenlace, según el tráfico que deba cursar, puede 
convertirse en un cuello de botella para ese tráfico, o sea, que debido a que no puede 
cursar todo el tráfico que se le puede ofrecer a través de una fibra óptica, los paquetes 
deberán esperar hasta que puedan ser enviados, eso siempre y cuando quede suficiente 
espacio en el buffer del emisor del radioenlace para poder alojar ese paquete, de lo 
contrario el paquete sería descartado y el anterior nodo insistiría de nuevo en reenviar el 
paquete. 
 
Claro está que si el tráfico a cursar es menor a la capacidad real del radioenlace no 
existirá problema alguno. Sin embargo, debe tenerse en cuenta que, si en un futuro ese 
tráfico aumenta pueden producirse los errores antes mencionados. 
 
La creación de un radioenlace es siempre más económica y más rápida cuando se 
cobren largas distancias que trazar la fibra óptica mediante zanjas. Por esta razón, si 
ciertamente no se desea proporcionar una capacidad muy elevada sino que tan solo se 
busca un acceso de banda ancha pocos usuarios. Un radioenlace creado mediante 
WiMAX, o WiFi que también está preparado para ello, puede resultar ser una solución 
más idónea que la de tender fibra u otro medio cableado. 
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Si se escoge la opción de crear un radioenlace es importante recalcar la posible 
existencia de interferencias en el canal de comunicación, que resulta ser un problema 
que un cableado de fibra no comparte. Para evitar que esas interferencias sean excesivas 
un buen método es colocar antenas suficientemente directivas como para ignorar toda 
interferencia que esté fuera del ángulo por el que se espera recibir la comunicación al 
mismo tiempo que se concentra la potencia en ese ángulo, por lo que la relación señal-
ruido aumenta y la potencia necesaria para hacer viable una comunicación es ahora 
inferior, por lo que, si se tiene la opción, será conveniente reducir ese consumo 
innecesario.  
 
Debe tenerse en cuenta también que los radioenlaces suelen ser punto-a-punto, es decir, 
que solo actúan dos nodos en ese enlace. Para este caso, ambas antenas puede hacerse 
directivas de tal manera que la una apunte a la otra. Pero en algunas circunstancias, 
puede interesarnos tener un nodo central y diversos nodos que se comuniquen con ese 
nodo principal. En este caso, el nodo central no puede ser totalmente directivo y apuntar 
tan solo a una de las antenas, porque de este modo ignoraría a las demás antenas. Esto 
tampoco significa que el nodo central deba ser estrictamente isótropo, sino que puede 
hacerse sectorial y dar cobertura así a tan solo un ángulo concreto en el cual estén 
alojados todos los nodos secundarios de esa red. Al sectorizar, igualmente se reduce 
cualquier posible interferencia recibida desde cualquier dirección que no esté incluida 
en ese ángulo. Debe recordarse también que contra mayor sea el número de nodos 
secundarios inalámbricos, menor será la capacidad de cada uno de ellos el tener que 
repartirse la capacidad total. 
 
 
3.3.2. Reutilización del par trenzado de cobre 
 
Son muchísimos los municipios que en la actualidad disponen de una red de 
comunicaciones basada en par de cobre trenzado. Como ya se ha visto este medio va 
perdiendo su capacidad a medida que aumenta la distancia entre la terminación de ese 
bucle (NT) y la central local de la que depende. Es aproximadamente a partir de los 6km 
que ya no puede garantizarse ni tan solo un acceso a Internet de banda ancha, por lo que 
en esos casos, si se desea garantizar un acceso de mayor capacidad no queda otro 
remedio que sustituir el cable. 
 
Sin embargo, si lo que quiere es conservar el cable de par trenzado, ya que se ha de 
entender que en muchas ocasiones a las personas no les gusta que les quiten la línea a la 
cual están habituados o que irrumpan en su casa para cambiarle la conexión a la red 
telefónica, pueden tomarse otras medidas. Para garantizar una capacidad de la red en ese 
lugar sin tener que acceder en ningún momento al interior del hogar de cada abonado 
para llevar a cabo las reformas, se puede hacer uso de FTTB o FTTC entre otros. 
 
La idea se trata en trazar un cable de fibra óptica desde la central telefónica local de la 
que dependan los usuarios, o quizá desde cualquier otro nodo de la red metropolitana 
que estemos construyendo, debido a que esté más próximo a los hogares de los 
abonados que la misma central telefónica, hasta un lugar cercano al hogar de los 
mismos, que puede ser el mismo edificio (Building), un poste de telefonía cercano 
(Curb) o incluso un armarito colocado en la vía pública como los que suelen tener las 
compañías eléctricas (Cabinet). Y desde ese punto, se llevaría el par trenzado hasta la 
cada de los abonados. 
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Realizar este cambio comporta un aumento muy significativo de la capacidad del 
enlace, pudiendo llegar ahora incluso hasta los 100Mbps si la distancia cubierta por el 
par de cobre no supera los 300 metros. Contra menor sea la distancia cubierta por el par 
trenzado mayor será la capacidad que podrá ser ofrecida, pero a la vez, mayor será la 
zanja que deberemos construir si se desea enterar la fibra. 
 
En el punto de intercambio, puede colocarse un equipo adecuado que permita a los 
usuarios acceder mediante ADSL o VDSL, con todas sus variantes. VDSL2 es la mejor 
opción al ser la más rápida si se buscan buenas capacidades. Sin embargo, ADSL2+ está 
mucho más extendida que VDSL, lo que facilita la labor de encontrar los equipos 
adecuados a los abonados o a facilitarlos a menor precio por el mismo operador. 
VDSL2 puede ofrecer hasta 100Mbps, VDSL, si no supera los 300 metros puede 
hacerlo a 55Mbps y ADSL2+ puede proporcionar hasta 20Mbps. 
 
Esta solución es siempre más barata que hacer uso de FTTH ya que en este caso no se 
requiere crear una red óptica pasiva, que repercute en instalar divisores de la fibra y al 
menos una fibra para cada usuario. Además, FTTH habitualmente requiere una nueva 
instalación en el interior de la casa del abonado para que éste pueda gozar de todos los 
servicios que se le pueden ofrecer de una manera eficiente, lo que encarece el proceso 
además de que, en muchos casos, muchas personas no les agrada la idea de tener que 
hacer ninguna reforma en su casa y prefieren mantenerla tal y como esté. 
 
La solución FTTB o FTTC contemplada aquí además añade un problema que FTTH no 
tiene, y es que la red de acceso a los abonados es activa y no pasiva. Dicho de otra 
manera, que existe al menos un aparato encargado de recibir los paquetes procedentes 
de la fibra y hacerlos llegar a los abonados a través del par trenzado de cobre y 
viceversa. Forzosamente, este aparato requiere de alimentación eléctrica, y salvo que se 
conecte a una placa solar o algo similar que le permita alimentarse de una energía 
renovable, requerirá de una toma de corriente para su correcto funcionamiento, lo que 
en algunas circunstancias puede condicionar la ubicación del mismo aparato. 
 
 
3.3.3. Cableado aéreo o por fachada 
 
Hasta este punto se ha dado por supuesto que un cable de fibra óptica será enterrado. 
Esto es así debido a que de esta manera se respeta la estética de la ciudad al mismo 
tiempo que aumenta la seguridad en las comunicaciones debido a que ninguna persona o 
animal puede acceder al cableado de una manera sencilla. Sin embargo, tal como se vio 
en el capítulo referente a tecnologías cableadas alternativas al par de cobre, existen 
diversas maneras de tender los cables en función de la seguridad que se desee o del 
presupuesto del que se disponga. 
 
Crear una zanja y colocar el cableado en su interior es la solución más costosa y la que 
lleva más tiempo, sin embargo es la más segura. La opción que le sigue es la creación 
de minizanjas, zanjas de profundidad y grosor muy reducido donde se coloca el 
cableado y se entierra de nuevo: más barato, más rápido, menos seguro. 
 
El hacer uso de cableado aéreo y llevarlo de poste a poste es una opción que se utilizó 
antiguamente para el tendido de cable de par trenzado. Esto hace que el cable sea más 
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vulnerable a cualquier impacto que pueda recibir, a rasguños producidos por aves o 
incluso a ciudadanos mal intencionados que quieran dañar la estructura. La otra opción 
es llevar por las fachadas de los edificios el cableado, pero esta opción ni suele estar 
muy bien vista en algunos lugares debido a que puede estropear la estética de la ciudad 
además de que puede llegar a ser tan insegura como la opción del cableado eléctrico o 
incluso más. 
 
Con lo anteriormente mencionado, debe recalcarse que cualquiera de estas opciones está 
disponible y que según el presupuesto o la seguridad que se desee puede seleccionarse 
una u otra. Además de eso, también influye la aceptación de tal medida por parte de los 
ciudadanos, los cuales pueden ver una buena medida el trazar el cable de forma aérea 
debido a que están acostumbrados a verlos y no ha habido ningún incidente previo con 
dicho tendido, o pueden verlo inseguro si no están acostumbrados a verlo o si ha 
ocurrido en el pasado algún hecho que sea relevante. 
 
 
3.3.4. Uso de estructuras municipales 
 
Muchas son las estructura que existen en un municipio que aunque a priori puedan 
parecer un obstáculo en el momento de trazar la fibra o sea ignorada debido a que se 
cree irrelevante en este proyecto, algunas veces pueden abaratar la instalación de la red 
si sabemos como hacerlo. 
 
Supongamos que se tiene un barranco que separa el municipio en dos partes. Si se 
quiere llevar un enlace de un lado a otro puede hacerse de diversas maneras: con un 
tendido de fibra óptica aéreo que lo cruce, solución que a priori puede parecer muy 
insegura y bastante desagradable a la vista o quizá con un radioenlace, aunque no 
puedan ofrecerse capacidades elevadas. Pero si se piensa un poco es fácil deducir que si 
existe un barranco lo más normal es que exista también al menos un puente con el que 
cruzarlo, y muy posiblemente ese punto sea muy sólido. De ser así, el punto puede ser 
una oportunidad ideal para pasar a través de él un cableado a fibra óptica tan grueso y 
con tanta capacidad como se desee, y en este caso, muy posiblemente, no haga falta ni 
crear una zanja, ni minizanja. Si se estudia la estructura del puente seguro que se 
encuentra una manera elegante de pasar el cable de un lado al otro sin que ni tan solo los 
viandantes descubran la existencia del mismo, como podría ser pasarlo por debajo del 
mismo o incluso por encima si su estructura lo permite. 
 
Otro ejemplo sería el de hacer uso de un lugar alto del municipio, como un edificio o 
montaña, para poder instalar una antena y formar radioenlaces con cualquier otra parte 
del municipio de difícil acceso. Otro ejemplo será aprovechar la existencia de una 
autopista o autovía cercana al municipio o incluso un río al cual la gente no pueda 
acceder caminando para poder colocar siguiendo esa trayectoria todo cable que se 
requiera. En el caso de una autopista o similar deberá tenerse especial cuidado de 
colocarla en algún lugar donde si se produjese un accidente la red quedase intacta. En 
un río debería tenerse en cuenta que el caudal puede subir o bajar según las condiciones 
climáticas por lo que no debe colocarse en ningún sitio que pueda ser alcanzado por el 
agua un aparato electrónico ni un cableado que se erosione con el agua. 
 
En resumen, es conveniente valorar las estructuras municipales existentes debido a que, 
en algunos casos pueden hacernos ahorrar costes sin desminuir la calidad, y muchas 
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veces pueden constituir una oportunidad excepcional. Véase también Paris y su 
alcantarillado situado a escasos metros del suelo por donde se puede trazar cableado sin 
levantar ni una sola zanja. 
 
 
3.4. Topologías y redundancias en una red de área 
metropolitana 
 
En toda red de comunicaciones se debe determinar la topología a utilizar. Debe quedar 
claro que la topología, aunque guarda relevancia con la geografía donde están ubicados 
realmente los nodos de la red, no es lo mismo que la geografía de la red. La topología es 
en sí describe cómo están conectados los nodos entre sí y, en algunos casos, aunque 
tengamos diversos cables de fibra óptica que comparten zanja durante unos metros eso 
no significa que formen parte del mismo enlace. 
 
Las topologías más conocidas son: 
• En estrella: existe un nodo central al cual se conectan todo 
los demás. En conclusión todo el tráfico de la red acaba por 
atravesar el nodo central. Esta suele ser una solución de las 
más económicas pero con un problema básico. Si por una 
razón u otra el nodo central deja de funcionar, la red deja de 
funcionar en su totalidad debido a que no hay manera 
posible de hacer llegar los mensajes a otro extremo de la 
red. Esta topología suele utilizarse con el par trenzado de 
cobre, donde cada enlace es en sí el bucle de abonado, cada 
nodo terminal de la red constituye el hogar del abonado y el 
nodo central es la misma central telefónica local. 
 
Topología en estrella 
• En árbol: topología muy similar a la de estrella que también 
incorpora un nodo central. De este nodo central se trazan 
enlaces a diversos nodos secundarios que, a su vez estos 
dan conexión a uno o más nodos terceros, los terceros a 
cuartos, y así sucesivamente hasta que se llega al terminal 
de la red de cada rama generada. En este caso, si el nodo 
principal deja de funcionar, la comunicación entre nodos 
secundarios se rompe, por lo que muy posiblemente no 
pueda realizarse ninguna comunicación para las que la red 
estaba diseñada. No obstante, cada nodo secundario, que 
sigue activo es capaz de facilitar las comunicaciones entre 
los diversos nodos terceros, por lo que si se desea 
comunicarse desde uno ordenador con otro estando ambos 
ubicados sobre la misma ramificación, éstos pueden 
comunicarse perfectamente, por lo que la red sigue siendo 
parcialmente operativa. Ejemplos de esto puede verse las 
redes de acceso CATV (televisión por cable) o incluso en 
algunas redes de acceso utilizadas en FTTH. 
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• En anillo: esta topología no presenta ninguno de sus nodos 
como nodo principal. Todos los nodos son integrados en 
una estructura de enlaces cerrada teniendo conexión directa 
con dos nodos de la misma red. Si se desea enviar un 
paquete de datos a un nodo situado en la otra punta del 
anillo, el paquete se pasará al nodo de al lado e irá saltando 
de nodo en nodo, siguiendo el anillo, hasta llegar a su 
destino. Habitualmente, cuando se habla de anillos se suele 
sobre entender que dichos anillo transportan la información 
en un solo sentido, o sea, que cada nodo tiene un enlace 
unidireccional con otros dos nodos, de uno recibe y al otro 
envía todo. Esto significa que si lo que se desea es enviar 
un paquete al nodo contiguo del cual se recibe la 
información, el paquete se verá en la obligación de dar la 
vuelta a todo el anillo saltando de nodo a nodo hasta llegar 
al contiguo, el cual, habitualmente contestará con un ACK 
directo, por lo que, haga como se haga, la suma de saltos 
que se realizan para enviar un paquete y recibir su 
reconocimiento será siempre el número de nodos ubicados 
en el anillo. En algunas ocasiones, se colocan 2 anillos 
superpuestos uno en cada sentido e independientes el uno 
del otro, de esta manera, cada enlace pasa a ser virtualmente 
bidireccional y puede ahorrarse tiempo de envío al mismo 
tiempo que se añade redundancia. El problema de esta red 
es que si un nodo del anillo deja de funcionar, el anillo deja 
de funcionar en su totalidad. No obstante, si se superponen 
los dos anillos y las enlaces se vuelven bidireccionales la 
red no deja de funcionar debido a que tiene un segundo 
camino por el que enviar los datos, que es el otro sentido. 
 





Topología en anillo 
bidireccional 
• Mallada: se considera una topología mallada a cualquiera 
de las anteriores topologías que se les haya añadido enlaces 
adicionales entre sus nodos con la intención de ahorrar en 
número de saltos o con la intención de añadir redundancia 
en la red. Se considera que una red puede ser parcialmente 
mallada o totalmente mallada. La última describe una red 
cuyos nodos pueden comunicarse con cualquier otro nodo 
de la red directamente y sin necesidad de realizar saltos 
intermedios. Una red totalmente mallada es la red más 
redundante que puede existir y por ello la más segura 
debido a que si cae un nodo de esa red, los demás nodos 
pueden seguir comunicándose entre ellos debido a que 
ningún nodo depende de otro. Sin embargo, esta es la 
solución más costosa de todas ya que es la que más enlaces 
requiere. A modo de ejemplo, un red de 5 nodos requiere un 
total de 10 enlaces para ser totalmente mallada, mientras 











En una red de área metropolitana pueden hacerse híbridos de las anteriores topologías 
básicas, y es en muchas ocasiones lo que se hace. Lo más habitual es generar un anillo 
de enlaces principales entre los diversos nodos principales de la red. Este anillo suele 
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hacerse bidireccional para evitar que si un nodo del anillo dejara de funcionar debido a 
una anomalía el resto del anillo dejase de funcionar también. Tal como se ha dicho, 
poner dos anillos superpuestos evita este problema debido a que si falla un sentido del 
envío basta tan solo con enviarlo hacia el otro sentido. Sin embargo, es importante notar 
que la caída de dos nodos puede partir la red en dos partes mientras éstos no funcionen, 
por lo que, si tan solo existe un nodo que actúa como puerta de enlace hacia Internet y 
este queda de un lado de la red, el otro no tendrá acceso a Internet hasta que la anomalía 
sea reparada. 
 
Una red de área metropolitana, como se ha dicho suele incorporar un anillo 
bidireccional, éste no tiene porqué ser único. Según el tamaño del municipio o de la 
posición real de los nodos que se deseen interconectar puede resultar viable crear más 
de un anillo incluyendo o no a algunos nodos en ambos anillos al mismo tiempo, o 
interconectando con enlaces adicionales diversos nodos de esos anillos. La ventaja de 
utilizar anillo es que pueden conectarse los nodos que se desee creando los mínimos 
enlaces físicos, lo que se suele traducir en un ahorro de en obra civil. Y a diferencia de 
la topología en estrella, que también asegura un mínimo de enlace, el anillo, y más si es 
bidireccional suele ser más fiable debido a que no hay un nodo central que tienda a 
recibir todo el tráfico y se sature por esta razón, lo que constituiría un cuello de botella 
en la red. 
 
Cuando se quiere garantizar el acceso a empresas o particulares a esa red metropolitana 
formada por anillos, lo más habitual es crear una estructura en estrella o en árbol 
tomando un nodo incluido en ese anillo como nodo principal de esa nueva topología. No 
es conveniente en absoluto permitir que particulares o empresas formen parte del anillo 
principales de la red de área metropolitana porque si éstos manipularan por una razón u 
otra los cables que llegan a sus equipos, podrían hacer que gran parte de la red 
metropolitana dejase de funcionar al dejar de funcionar correctamente el equipo del 
mismo. Por esta razón, los nodos principales de la red deben ubicarse en edificios 
públicos u otros en los cuales dichos equipos puedan estar bajo vigilancia y donde nadie 
tenga acceso directo para evitar que se manipule la red. 
 
Las anteriores son las pautas básicas en cuestión de topología de una red de área 
metropolitana. Debe entenderse que no puede concretarse mucho más debido a que cada 
municipio puede ser y puede tener unas necesidades de tráfico completamente 
diferentes. Será obligación del ingeniero o técnico tomar una decisión u otra, haciendo 
uso de este material o no. 
 
Finalmente solo hacer un pequeño hincapié en la importancia de tener redundancia en la 
red para evitar que si un nodo falla falle todo lo demás. Los anillos bidireccionales ya 
están preparados para ello, pero no las topologías en estrella o árbol. Si se tiene la 
posibilidad sería interesante trazar o preparar un posible enlace alternativo a utilizar en 
caso de que las comunicaciones queden cortadas por una razón u otra. De esta manera, 
podrían constituirse redes con topologías malladas constituidas por un híbrido de las 
topologías básicas. Un ejemplo podría ser añadir un nuevo nodo externo al anillo 
principal de la red pero que actúe como nodo principal de una topología en estrella 
formando enlaces directos con algunos de los nodos del anillo. Este nodo podría 
permanecer activo o inactivo según se desee y activarse cuando por alguna razón el 
anillo no pueda continuar con sus comunicaciones debido a la caída de dos o más 
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nodos. Esta medida podría asegurar, aunque fuese con peores condiciones, que la red 
pueda seguir funcionando hasta que los nodos sean reparados. 
 
 
3.5. Capacidad de la red y aumento de ésta mediante 
multiplexado 
 
Una vez vistas las topologías debe entenderse que se considera como enlace aquella 
conexión física entre dos nodos de la red mediante cable o radioenlace. Como ya se ha 
visto la capacidad de un radioenlace, enlace constituido por tecnologías inalámbricas, 
será inferior contra más interferencias existan en el aire y más distancia exista entre 
ambos puntos. Cuando se habla de radioenlaces, la capacidad es difícilmente regulable 
debido a los protocolos, que siempre intentarán proporcionar la máxima capacidad 
posible en ese radioenlace para hacer un uso más eficiente del dominio 
electromagnético. Si se desea más capacidad nos veremos en la obligación de tomar más 
ancho de banda, habitualmente mediante el uso de más canales de transmisión. Sin 
embargo, en estas tecnologías inalámbricas los radiocanales disponibles suelen ser 
escasos, lo que significa que extraña vez tendremos permiso para hacer uso de más de 
un radiocanal. 
 
Sin embargo, cuando se habla de enlaces realizados mediante medios cableados, la 
situación cambia drásticamente. La capacidad de esos enlaces puede aumentarse 
fácilmente añadiendo más cables, o cambiando el protocolo utilizado a otro de mayor 
eficiencia espectral. Sin embargo, lo más normal es aumentar el número de cables, 
puesto que requiere de menos complejidad técnica, por lo que habitualmente suele ser 
una opción más barata, aunque no siempre. 
 
La capacidad necesaria en cada enlace deberá calcularse previamente para 
dimensionarlo adecuadamente. Una vez sabido el tráfico que se debe cursar y cuando es 
capaz de cursarse a través de cada uno de lo cables podrá saberse aproximadamente 
cuantos cables son necesarios para permitir esas comunicaciones. Lo ideal, para ahorrar 
problemas en un futuro sería añadir más cables de lo realmente necesario para poder 
hacer uso de los mismos si se necesitara cursar más tráfico. Esta solución suele resultar 
más económica y rápida que verse en la obligación de volver a abrir la zanja para añadir 
más cables y volverla a tapar en caso de necesitar más capacidad. 
 
Cuando se habla de fibra óptica, se debe tener en cuenta que existen diversos protocolos 
de comunicación que pueden utilizarse, los más utilizados suelen ser GigabitEthernet y 
SDH. El primero, tal como su nombre indica es capaz de cursar tráficos de 
aproximadamente 1Gbps como máximo, velocidades que según lo que se pretenda 
pueden ser suficientes o no. Sin embargo, SDH dispone de diversos módulos tal como 
se vio en su momento que permiten cursar diversas velocidades. Lo más habitual es 
hacer uso de los módulos STM-1, STM-4 o STM-16. Éste último permite cursar un 
tráfico bruto de algo menos de 2,5GHz, una velocidad que ya supera la velocidad que 
ofrece GigabitEthernet, pero aquí se requiere un demultiplexado para recuperar la 
información mientras en GigabitEthernet no. 
 
Lo anterior podría entenderse como si cada fibra óptica fuese capaz de cursar ese 
tráfico, 2,5GHz con STM-16, pero esto no es cierto si se tiene en cuenta que pueden 
utilizarse técnicas WDM, CWDM o DWDM, las cuales permiten un uso más eficiente 
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del ancho de banda que proporciona la fibra, permitiéndonos enviar más de un flujo de 
datos a través de una fibra. CWDM, que nos permite enviar hasta 18 canales en longitud 
de onda siempre que la fibra presente un pico de agua moderado, o DWDM, que nos 
permite en redes MAN hasta 40 canales a 10Gbps cada uno, son opciones muy 
interesantes a tener en cuenta en una posible expansión de la capacidad de la red que  
nos puede ahorrar mucho presupuesto. Todo apunta a que en un futuro no muy lejano, 
otra tecnología aún más novedosa nos permitirá reutilizar la fibra añadiendo aún 
muchos más canales en la fibra. 
 
Si se conociese realmente qué tráfico va a ofrecerse a esa red, y sobre todo a cada 
enlace, podría hacerse un análisis detallado para optimizar la red haciendo uso de tablas 
de Erlang si se determinara con ello un porcentaje de probabilidad de que la red se 
colapse. El número de recursos (cables, radiocanales, …) requeridos con estos cálculos 
basados en las fórmulas de Erlang serían muchos menos de los que los que se obtienen 
si se hace un cálculo bruto cuantificando las capacidades máximas que se quieren dar a 
cada usuario multiplicando eso por el número de usuarios. En este último caso, el 
número de recursos será mucho más grande, y en consecuencia la red resultará mucho 
más cara aunque también es cierto que dará mayor capacidad a la red. 
 
En resumen, cuando se diseña una red se ha de preveer el tráfico que puede requerirse 
aunque no pueda saberse a ciencia cierta debido a que se desconocen los posibles 
servicios que pueden surgir en un futuro o la totalidad de usuarios que acabarán 
conectados a esa red. De esta manera, los enlaces deben dimensionarse para poder 
cursar más que el tráfico calculado para evitar colapsos en un futuro. El 
sobredimensionado puede hacerse de diversas maneras: añadiendo cableado de más o 
no utilizando totalmente la capacidad de los cables tendidos con la esperanza de 
explotarlos de una manera más eficiente si se requiriera una mayor capacidad. Si se 
tiene conoce con mayor detalle el tráfico que va a ofrecerse a esa red puede hacerse uso 
de las tablas de Erlang para dimensionar la red en función de la probabilidad de bloqueo 
de la red que se pretenda. Sin embargo, habitualmente será complicado pronosticar qué 
tráfico será cursado a través de la red. 
 
 
3.6. WiFi-Mesh y sistemas de distribución 
 
Debido a que cada vez son más los aparatos que pueden conectarse a una red WiFi, y 
sobre todo aparatos portátiles como ordenadores portátiles, móviles o PDAs, la 
propuesta de cubrir una zona con una red WiFi es cada vez más valorada. 
 
Hasta la fecha, las redes WiFi han servido habitualmente para constituir una red de área 
local dentro de un hogar u oficina. No obstante hay quien las usa para dar conexión a 
terceros en edificios públicos, como pueden ser aeropuertos o bibliotecas, o incluso en 
edificios privados, empresas, hoteles, etc. 
 
Como ya se ha mencionado anteriormente, cuando se instala un hotspot o access point 
es difícil pronosticar hasta qué lugar se extiende la cobertura de esa WiFi al no haber un 
límite predefinido, esto puede ser peligroso por temas de seguridad en las 
comunicaciones, ya que una persona fuera de los límites controlados podría acceder a la 
red y hacer un mal uso de la misma o robar información de otros usuarios. Pero además 
de la falta de seguridad, que salvo que esa persona tenga conocimientos de cómo 
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adquirir las contraseñas de forma no autorizada no supondrá ningún peligro, existe otro 
problema y es que una red situada metros más lejos puede interferir con la nuestra al 
utilizar el mismo canal que nosotros, al mismo tiempo que nosotros interferimos en la 
otra. 
 
Lo anterior puede sonar redundante pero es interesante recordar que existen tan solo 3 
canales no solapados en el estándar WiFi utilizado en Europa, eso significa que si en un 
lugar cercano existen 4 redes LAN independientes con un access point cada una dando 
el servicio al menos existirán dos de ellas haciendo uso del mismo canal, por lo que se 
interferirá la una con la otra. Esta interferencia será mayor contra más cerca se 
encuentren los access point entre sí. En resumen, si creamos una red WiFi en un lugar 
concreto, sea interior, o especialmente si es exterior, existe una probabilidad elevada de 
encontrarnos con otra red WiFi en funcionamiento que nos produzca interferencias, y 
más fácil será encontrarla contra más canales utilicemos. Esto puede proporcionar 
molestias a los usuarios de la red, al mismo tiempo que también será molesto para 
aquella persona que está haciendo uso de otra red WiFi instalada en su hogar y 
constituyendo así una WLAN. 
 
En lo referente a cómo instalar las WiFi en una red de área metropolitana, existen 
diversas formas, aunque la más conocida es la nombrada WiFi-Mesh, o WiFi mallada. 
Este método consiste en instalar hotspots por todo el municipio de tal manera que éstos 
estén alejados entre sí pero no demasiado, de tal manera que puedan verse unos con 
otros. No es necesario que todos los nodos se vean entre sí, como ocurría en una red Ad-
hoc, sino tan solo que no exista ningún nodo en esa red que no vea a ningún otro nodo 
de la red y que por lo tanto no quede aislado. La comunicación entre los nodos se basa 
en realizar saltos de un hotspot al otro hasta llegar al lugar de la red que se pretenda, de 
esta manera puede interconectarse todo un municipio con tan solo tecnología WiFi 
formando así un conjunto de servicios extendido (ESS). 
 
La anterior propuesta es de las más baratas que existen si se desea cubrir un municipio 
entero y suele ser de las más demandadas, pero existe un problema grave con ésta. El 
problema es que el tráfico que puede cursar esta red es muy reducido y se reduce más y 
más contra más saltos se produzcan debido a que hay más probabilidad de interferencias 
y colisiones. Por lo que el throughput disminuye y la latencia aumenta. Lo que repercute 
finalmente en tener menos capacidad efectiva en el canal y más retardo en enviar y 
recibir la respuesta. 
 
Una mejora del anterior sistema se basa en diseñar un sistema de distribución capaz de 
interconectar diversos hotspots, que no tienen porqué ser todos, entre sí mediante alguna 
tecnología cableada. El sistema de distribución puede ser perfectamente un bus o una 
red mallada que una esos puntos. Al ser una tecnología cableada, el sistema de 
distribución es menos propenso a recibir interferencias y es capaz de cursar tráficos de 
mayor capacidad. Además éste puede dimensionarse con más de un cable, tal como se 
ha mencionado con anterioridad para poder cursar aún más tráfico si se necesitara. 
 
La idea en el caso de tener una red WiFi metropolitana con un sistema de distribución es 
reducir el número de saltos necesarios para llevar a cabo la comunicación, esto aumenta 
notablemente la capacidad real de la red al haber menos paquetes que tramitarse a través 
del dominio público radioeléctrico, y por lo tanto al reducir el riesgo de colisiones e 
interferencias. Evidentemente, contra menos sean los saltos que deben realizarse a 
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través del aire mayor será la capacidad resultante de la red. Por esta razón, el sistema de 
distribución perfecto sería aquel que interconectase a todos y cada uno de los hotspot 
mediante cable, siendo una red perfectamente mallada la mejor solución. No obstante, 
contra más sean los hotspot integrados en la red cableada, más zanjas deberán abrirse y 
más cable deberá tenderse, lo que la hará más cara. Por esta razón, si se quiere una red 
WiFi metropolitana de buenas capacidades, lo ideal será diseñarla de tal manera que 
existan diversos hotspots integrados en el sistema de distribución aunque no hará falta 
integrarlos todos, sino tan solo alguno tal que el más alejado pueda alcanzar a otro 
hotspot sin realizar muchos saltos. 
 
También cabe decir que en vez de hacer uso de un sistema de distribución, otra opción 
es hacer uso de un backhaul. Esto significaría que algunos hotspot estarían conectados a 
la vez a otro sistema inalámbrico, como puede ser un radioenlace o un enlace WiMAX. 
Un ejemplo que podría darse es el de colocar una WiFi-Mesh donde aproximadamente 
un cuarto de los hotspot que la forman se encuentren conectados como clientes a un 
nodo principal mediante enlaces punto-a-multipunto WiMAX, constituyendo así una 
topología similar a la de árbol cuya capa superior, la de los nodos principales, estaría 
formada por WiMAX y su capa inferior, constituida por hotspot y clientes, estaría 
formada por WiFi. Esta solución disminuye igualmente el número de saltos por lo que 
es una solución en cuestión de calidad mejor que la WiFi-Mesh sin backhaul, sin 
embargo, esta opción tiene una calidad muy inferior a la que puede ofrecer la WiFi con 
sistema de distribución. 
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Una vez vistas las pautas a seguir para diseñar una red de área metropolitana en 
condiciones genéricas se procederá a ajustar dicha teoría en un caso particular, el 
municipio de Esplugues del Llobregat. Con la red metropolitana en este municipio se 
pretende dar servicios y ventajas que antes no eran posibles aumentando el ancho de 
banda de las comunicaciones, la oferta de servicios de cara a los ciudadanos y entes 
municipales, el intercambio más eficiente de documentos e incluso mayor movilidad 
gracias a las tecnologías inalámbricas. 
 
 
4.1. Descripción general de la propuesta 
 
El proyecto propuesto en este documento pretende diseñar una red con capacidad 
suficiente para garantizar cualquier servicio actual y futuro que pueda aparecer. Para 
ello, aunque solo se conecten edificios públicos y no se generen las redes de acceso 
oportunas de cara a los ciudadanos, la red se diseñará con opción a que esas redes de 
acceso puedan existir en un futuro sin necesidad de reconstruir la red nuevamente, 
utilizando como punto de conexión los mismos edificios públicos donde se alojarán los 
equipos oportunos. Debe recordarse también la existencia del proyecto ITCAT, el cual 
pretende conectar al ayuntamiento a una red troncal de mayor capacidad que conectará 
los diversos ayuntamientos de Cataluña, de esta manera, se entiende que el 
ayuntamiento será el nodo principal que más datos recibirá y transmitirá, siendo éste, 
muy posiblemente la puerta de acceso a muchos de los contenidos de Internet u otros 
servicios. 
 
El proyecto propuesto se puede subdividir en diversas fases, cada fase engloba una 
tecnología diferente a hacer servir. 
• La primera fase pretende la interconexión de los diversos edificios municipales 
mediante el uso de fibra óptica creando así anillos de la misma y constituyendo 
así un backbone idóneo para las siguientes fases del proyecto. 
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• La segunda fase pretende hacer uso de WiMAX para alcanzar aquellos puntos de 
interés que hayan quedado fuera del anillo de fibra óptica. La estación base del 
sistema WiMAX será ubicada en la montaña de Sant Pere Màrtir, punto desde el 
cual se puede tener un contacto directo con cualquier punto de la ciudad. 
• La tercera fase añade a la estructura anterior una red WiFi-Mesh que utilizará 
como backbone el trazado de fibra ya existente y WiMAX para generar un 
enlace con Sant Pere Mártir y disponer así de una puerta de acceso a la red ya 
existente en aquellos puntos alejados de la fibra óptica. 
 
 
4.2. Ventajas y oportunidades que ofrecerá la MAN 
 
Con una estructura como la antes mencionada, la red dispondrá tanto de conexión 
Wireless como de conexión por cable y de mayor capacidad a través de los edificios 
públicos. Las ventajas que pueden ofrecerse en una red de estas características superan 
de mucho las posibilidades ofrecidas hasta el momento por el par trenzado de cobre. 
 
Los ayuntamientos y otros entes municipales públicos podrán hacer uso de la fibra 
óptica para poder transmitir documentos a una velocidad mucho más elevada que la 
actual. En consecuencia, la compartición de documentos, los accesos a bases de datos a 
modo de consulta, los accesos a contenidos disponibles al público por parte de estas 
entidades mejorarán al poderse llevar a cabo en menor tiempo independientemente de 
que hayan muchos usuarios o no haciendo uso de la red debido a la capacidad que esta 
será capaz de ofrecer. 
 
Además, en la actualidad, existe una tendencia a remplazar el sistema telefónico actual 
por tecnologías VoIP. En el mercado pueden encontrarse incluso teléfonos, 
inalámbricos o no, que en lugar de estar preparados para hacer uso del par trenzado de 
cobre convencional, están preparados para conectarse a un router mediante cable UTP. 
Estos teléfonos tienen la peculiaridad de que sus comunicaciones viajan a través de la 
red haciendo uso de paquetes IP. Esto implica que las comunicaciones entre estos 
dispositivos no están sujetas a la tarificación de las compañías telefónicas sino que son 
tarificadas como datos y, a menudo, con tan solo pagar la conexión a Internet, que suele 
ser una tarifa plana las 24h, estos servicios ya van incluidos, lo que los hace más 
económicos. 
 
Gracias a la red WiFi instalada, cualquier persona vinculada de alguna manera con el 
ayuntamiento, la policía, los bomberos, al que den permiso estas entidades y siempre 
que se haga en régimen de autoprestación, salvo que se hayan registrado como 
operadores y hayan celebrado un contrato, podrá hacer uso de la red wireless extendida 
por el municipio. Esta red, de capacidad moderada si se compara con la ofrecida por la 
fibra óptica, permitirá a los individuos consultar bases de datos, tramitar sanciones, 
multas, ponerse en contacto con otros individuos si lo requieren sin necesidad de hacer 
uso de teléfonos móviles ni acercarse al lugar donde se encuentre tal persona. En 
resumen, la red WiFi permite un trabajo más eficiente a todo individuo que trabaje para 
una entidad pública en el municipio al disponer de más recursos al alcance de su mano 
con tan solo disponer de algún dispositivo equipado con conexión wireless como puede 
ser una PDA. 
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De la misma manera, la red WiFi puede garantizar la comunicación entre los diversos 
puntos de acceso y el mobiliario urbano siempre que este esté equipado con algún 
dispositivo capacitado para cursar tal comunicación. A modo de ejemplo, puede situarse 
un panel informativo en algún punto de la ciudad y puede cambiarse la información 
mostrada por el mismo tan solo enviando un paquete de datos a través de la misma red 
WiFi con el nuevo mensaje a mostrar. Actualmente, dispositivos con funciones 
similares ya existen, sin embargo hasta hace poco tiempo atrás, estos dispositivos tan 
solo contemplaban la opción de recibir dichos datos a través de un mensaje de texto 
SMS o similar, y con ello, utilizando las redes de telefonía móvil existentes para 
garantizar la comunicación. La ventaja de utilizar WiFi en lugar del mensaje SMS es 
que no se requiere pagar por el mensaje que se transmite como se hacía con los SMS 
debido a que la red WiFi es propiedad del municipio. 
 
A parte de paneles informativos también pueden controlarse semáforos, el alumbrado de 
la vía pública, radares de tráfico y muchas otras cosas. Una propuesta interesante si lo 
que se pretende es mejorar la seguridad en un lugar concreto es hacer uso de cámaras de 
vigilancia. En el mercado existen cámaras de vigilancia de diversos tipos que están 
diseñadas para ser conectadas a una red de comunicaciones a través de cable UTP de 
Ethernet o incluso wireless. Estas suelen incorporar una interfaz http en su interior, por 
lo que, a través del mismo navegador de Internet, introduciendo la dirección IP asignada 
a esa cámara puede apreciarse en tiempo real lo que ésta está visualizando. 
 
Como puede verse las ventajas que ofrece la red son muchas y muy diversas. Es 
probable incluso que en un futuro aparezcan nuevos servicios que nuestra red podrá 
ofrecer con los dispositivos o software adecuados, por lo que es imposible enumerar 
todos y cada uno de los servicios que pueden ofrecerse. Sin embargo, como puede 
apreciarse, una vez instalada la red y correctamente configurada y gestionada, los gastos 
se reducen al no requerir de otros servicios suplementarios ajenos a la red, como la 
telefonía. 
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4.3. Descripción del escenario: Esplugues del Llobregat 
 
 
Esplugues del Llobregat es un 
municipio muy cercano a la ciudad de 
Barcelona, situado al oeste de la 
misma. Su extensión es de algo más 
de 4,5km2 y su población ronda las 
50.000 personas. 
 
El lugar se subdivide en 13 barrios tal 
como puede apreciarse en el plano de 
la derecha. Sin embargo, 3 de ellos no 
suelen ser considerados en sus datos 
demográficos debido a la inexistencia 
de habitantes en la zona. Estos suelen 
ser la montaña de Sant Pere Mártir, 
situada en la parte superior del mapa 
adjunto, Ca n’Oliveres y Can Cervera. 
 
Los barrios más habitados son Can 
Vidalet, con un total de 14.678 
habitantes en datos de 2008, seguido 
de La Plana con 9.276 habitantes. 
 
Figura 4.1. Mapa con los barrios de Esplugues 
 
La siguiente tabla recoge los datos demográficos del lugar. Éstos han sido extraídos del 
portal Web del mismo ayuntamiento de Esplugues ( www.esplugues.cat ): 
 
Barrio Habitantes Área (km2) Habitantes/Área % de población 
Can Vidalet 14.678 0,527 27.852 31,40 
La Plana 9.276 0,417 22.245 19,84 
Can Clota 3.628 0,213 17.033 7,76 
Montesa 3.283 0,231 14.212 7,02 
Centre 8.015 0,669 11.981 17,14 
El Gall 4.107 0,417 10.668 8,79 
La Mallola 1.307 0,159 8.220 2,79 
La Miranda 881 0,249 3.538 1,88 
Ciutat Diagonal 745 0,485 1.536 1,59 
Finestrelles 830 1,227 676 1,78 
Tabla 4.1. Datos demográficos de Esplugues del Llobregat 
 
Los diversos barrios pueden ser muy diferentes entre sí en cuanto a aspecto y estética, lo 
que nos puede ofrecer ciertas ventajas en cuanto a como trazar la fibra si se sabe 
aprovechar. A modo de ejemplo, el barrio de Can Vidalet, como ya se ha visto, es el 
barrio más poblado del municipio. Las viviendas en ese lugar son pisos construidos en 
edificios considerablemente altos si se compara con el barrio de El Gall, donde las 
viviendas son casa de tan solo dos pisos. En Can Vidalet, el cableado de par trenzado 
actual recorre las fachadas de esos edificios pasando de uno a otro y haciendo uso de la 
estructura de esas fachadas para esconderlos a la vista de la gente tanto como sea 
posible. Cada ciertos metros, habitualmente, pueden verse subir dichos cables de forma 
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vertical hasta alcanzar el primer piso, lugar en el que toman una dirección conjunta pero 
ahora de forma horizontal. En conclusión, los cables de par trenzado están enterrados 
bajo la acera y tan solo recorren la fachada cuando la casa del abonado está cercana. 
 
En el barrio de El Gall, el sistema de tendido es totalmente diferente. Los cables de par 
trenzado son aéreos y viajan de poste a poste hasta alcanzar la casa en cuestión. Además 
de eso existen diversas redes de tendido cada una con sus postes y son independientes 
entre sí. En este barrio no es habitual ver los cables por las fachadas de los edificios 
salvo por escasos metros hasta alcanzar la ventana. En consecuencia, la gente que habita 
el barrio de El Gall está acostumbrada a ver los cables aéreos, lo que nos puede 
repercutir como una oportunidad de tender cableado de fibra aéreo en ese barrio en vez 
de levantar la acera. Lo que supone un ahorro en la instalación, aunque hace de la red 
una red más insegura. 
 
Salvo excepciones, los edificios construido en Esplugues no suelen superar los 5 pisos 
de altura. Esto hace que, desde muchos lugares del municipio pueda verse la montaña de 
Sant Pere Mártir. Esto se convierte de nuevo en una oportunidad de crear, si fuese 
necesario un enlace WiMAX con la estación base. 
 
Otro detalle importante a tener en cuenta es que existen desniveles importantes en el 
terreno según en la zona en que nos encontremos. Por ejemplo, el barrio de La Plana y 
el de Can Clota están separados por un barranco de altura considerable, en el fondo del 
mismo puede verse un estanque con agua e incluso un campo de fútbol y un parque al 
cual puede accederse a través del barrio de La Plana. Para cruzar ese barranco existen 
diversas alternativas: el pont nou, puente diseñado tan solo para peatones o el puente de 
Esplugues, por el que pasa incluso hasta el tranvía. La existencia de este desnivel puede 
traernos problemas si deseamos trazar un anillo de fibra óptica y necesitamos conectar 
ambos barrios. Sin embargo, la existencia de ambos puentes puede resultar ser una 
oportunidad para hacer uso de esa obra civil para llevar la fibra de un lado a otro sin tan 
siguiera crear una zanja, pudiéndolo pasar sostenido de algún modo sobre los peatones, 




4.4. Primera fase: unión de edificios públicos y creación de los 
anillos de fibra óptica 
 
Los edificios públicos que se pretende integrar en esta red son principalmente las sedes 
municipales, la biblioteca central Pare Miquel d’Esplugues, los diversos colegios 
públicos y los diversos hospitales y centros de atención primaria públicos. Por el 
momento se descarta la posibilidad de hacer llegar la red a cualquier entidad privada 
para evitar conflictos legales y regulatorios tal como se ha visto anteriormente y 
acogernos así al régimen de autoprestación. La propuesta escogida para el despliegue de 
fibra óptica es la siguiente. 
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Figura 4.2. Mapa de Esplugues con la propuesta del trazado de fibra 
 
Las líneas trazadas sobre el plano constituyen el lugar propuesto donde deberá trazarse 
la fibra óptica. Las líneas rojas son aquellos tramos prioritarios, debido a los nodos que 
interconectan o porque en sí el tendido ya está hecho y tan solo se requiere reaprovechar 
la fibra tendida, mientras que los naranjas pueden verse afectados por posibles 
modificaciones debido a que no compense realizar su tendido, por una razón o por otra, 
o que la fibra sea trazada exactamente por ese lugar. 
 
Nótese que el tramo pintado de color naranja que forma la parte superior del anillo más 
grande sigue la autopista. Entre el instituto Joanot Martorell, situado en la parte superior 
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derecha del anillo, y el CEIP Isidre Martí situado en la parte superior izquierda existe un 
tramo de aproximadamente 1400m, distancia cubierta únicamente con fibra y sin ningún 
punto activo en la zona a priori, lo que puede considerarse un gasto excesivo. Sin 
embargo, en este tramo la fibra sigue la mayoría del tiempo la autopista, lugar por el 
cual no debería haber peatones. Esta hipótesis puede llevarnos a la conclusión de que 
quizás no sea necesario enterrar la fibra, sino tan solo adherirla a alguna pared o 
suspenderla de alguna manera para evitar que los mismos vehículos que circulen puedan 
dañarla. Esto nos supondría un ahorro considerable en el tendido de la fibra al reducir 
los costes derivados de la creación de la zanja. 
 
En el plano pueden verse iconos azules, rojos y verdes. Los azules corresponden con 
centros de enseñaza, sedes municipales y demás que, debido a su actividad, no se cree 
importante que éstos se constituyan como nodos principales de la red. La gran mayoría 
de ellos corresponden a guarderías o escuelas de enseñanza no obligatoria. Los iconos 
verdes, constituyen puntos de interés a ser incorporados en la red y que además son 
públicos. Entre ellos encontramos el ayuntamiento, algunas sedes, diversos colegios e 
institutos el centro polideportivo, centros culturales y la biblioteca. Los iconos rojos 
corresponden a lugares de interés que convendría incorporar para facilitar la labor a los 
ciudadanos, pero que no pueden ser incorporados a priori debido a que son entes 
privados y, por lo tanto, podríamos tener problemas legales. La gran mayoría de éstos 
son escuelas privadas. 
 
Si toda línea dibujada en el plano anterior correspondiese con una zanja subterránea 
donde colocar los cables de fibra tendríamos un total de 7352m de zanja creados. El 
anterior valor ha sido calculado con una aplicación disponible en el mismo portal Web 
del ayuntamiento que permite calcular distancias sobre el mismo mapa. Aunque se ha 
intentado trazar de una forma realista la fibra sobre el mapa, es posible que esa distancia 
pueda aumentar o reducirse según la posición por donde finalmente se trace, por lo tanto 
no debe tomarse como un número exacto y conviene agrandarlo ligeramente para poder 
hacer así un presupuesto más pesimista, del que pueda sobrar dinero paro no faltar. 
Igualmente cabe recordar que este número puede verse reducido si en algún tramo se 
decide finalmente no enterrar la fibra. 
 
Tal como puede apreciarse en el plano, la fibra no cubre todo el municipio, dejando la 
zona superior, que es en sí la menos habitada, fuera del alcance de la fibra óptica. En 
esta zona, debido a su baja densidad de población, resulta demasiado caro realizar un 
trazado de fibra debido a que los puntos a interconectar están demasiado alejados entre 
ellos y que tampoco se espera que la población del lugar en conjunto pueda explotar la 
fibra eficientemente. Por esta razón, los puntos de interés de esa zona se conectarán a la 
red mediante enlaces WiMAX en la siguiente fase. 
 
Centrándonos en la estructura de fibra óptica creada, podemos apreciar que aunque 
existe un tramo conjunto son dos anillos independientes. El más pequeño cubre los 
barrios de La Plana, Montesa, Centre y El Gall, mientras el más grande cubre Can 
Vidalet, La Plana, Can Clota, Centre y La Mallola. Los nodos comunes a ambos anillos 
son el ayuntamiento y todas las sedes situadas en la plaza Magdalena, el polideportivo 
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Los nodos del anillo más pequeño son 5: 
• Casal de cultura Robert Brillas (c/Àngel Guimerà 38, C.P. 08950) 
• Biblioteca Central Pare Miquel d’Esplugues (c/Àngel Guimerà 106-108, C.P. 
08950) 
• CEIP Lola Anglada (c/Mestre Manuel de Falla 3-5, C.P. 08950) 
• CEIP Gras Soler (c/de la Baronessa de Malda 28-38, C.P. 08950) 
• CEIP Folch i Torres (c/Sant Antoni Maria Claret 31, C.P. 08950) 
 
Los nodos del anillo más grande son 11: 
• CEIP Prat de la Riba (c/Josep Anselm Clave 103-105, C.P. 08950) 
• Centro Sociocultural Molí-Cadí (c/Verge de la Merce 1-57, C.P. 08950) 
• CEIP Joan Maragall (Av. Ciutat de l’Hospitalet 59, C.P. 08950) 
• Espai Jove Remolí (Pl. Blas Infante, C.P. 08950) 
• CEIP Can Vidalet (c/dels Cedres 49, C.P. 08950) 
• CEIP Matilde Orduña (c/dels Caquis 20, C.P. 08950) 
• Escola Oficial d’Idiomes (c/Laurea Miro 63, C.P. 08950) 
• IES SES Joaquim Blume (c/Sant Mateu, C.P. 08950) 
• IES Joanot Martorell (c/Sant Mateu 21-23, C.P. 08950) 
• IES La Mallola (c/Andreu Amat, C.P. 08950) 
• CEIP Isidre Martí (c/de les Piles 2-10, C.P. 08950) 
 
Los nodos comunes pueden considerarse pertenecientes a un anillo o al otro. Suponer 
que pertenece a ambos puede aumentar la fiabilidad de la red al existir más redundancia 
en la red, no obstante esto puede hacer del sistema más complejo y posiblemente se 
requieran equipos más complejos y caros. Por esta razón, debido a que el anillo grande 
tiene más nodos activos que el pequeño, los nodos comunes solamente se conectarán al 
anillo pequeño. El cableado del anillo grande viajará por la misma zanja entre los nodos 
comunes para abaratar el tendido pero no será manipulado en modo alguno en los nodos 
intermedios. De esta manera, topológicamente, aunque los dos anillos compartan zanja 
en un mismo tramo, serán dos anillos independientes cuyo nodo común tan solo será el 
ayuntamiento. Téngase en cuenta que en caso de querer cambiar un nodo de anillo o 
añadir redundancia en ese tramo no se requeriría tender más fibra sino cambiar la 
configuración de la ya existente. 
 
Esplugues del Llobregat, aunque sea poca, ya dispone de fibra trazada en algunos 
lugares del municipio. Según datos del mismo ayuntamiento existe un tendido de fibra 
óptica que comunica las diferentes sedes municipales situadas en la plaça de la Santa 
Magdalena, lugar donde se encuentra el ayuntamiento, la calle Mestre Joaquim Rosal 
casi en la esquina con la avenida de Cornellà, y en la calle de la Vallerona, muy cerca 
del instituto Severo Ochoa y del polideportivo la Plana. En resumen, existe un tendido 
de fibra que pasa por estos puntos y que coincide casi perfectamente con la parte común 
de ambos anillos desde las dependencias del ayuntamiento hasta el polideportivo La 
Plana. La única diferencia entre la propuesta de tendido expuesta en la figura 34 y la 
fibra ya trazada es que tras pasar el polideportivo la propuesta sigue la calle Severo 
Ochoa, con la intención de dar conexión al instituto ahí situado mientras que la otra no. 
En consecuencia, se puede reaprovechar el tendido ya realizado, del cual el 
ayuntamiento de Esplugues es propietario, para ahorrar en obra civil, así reducimos 
costes en zanjas. 
 
Memoria del Proyecto 
 - 75 - 
A parte del tendido de fibra existente actualmente en Esplugues para interconectar las 
diversas sedes, también existe otro tendido situado en el barrio de El Gall. Éste es 
propiedad de Jazztel y da conexión a todo el polígono industrial de la zona. En la 
propuesta mencionada, el anillo pequeño, en el tramo entre el CEIP Lola Anglada y el 
CEIP Gras Soler, bordea el polígono industrial e incluso se puede comprobar que ese 
tramo comparte también unos 100 metros con la red de Jazztel, de esta manera, el 
tendido también puede resultar más sencillo e incluso se podría llegar a hacer uso de la 
red de Jazztel, tras un acuerdo con la misma compañía, para dar acceso a todas las 
fábricas del lugar si se deseara. 
 
 
4.4.1. Dimensionado de la red de fibra óptica 
 
Dicho lo anterior, y recordando que la red quiere dimensionarse de tal manera que si en 
un futuro se generan redes de acceso para que los ciudadanos puedan hacer uso de la red 
presentada como red de transporte dentro del municipio presentando esta capacidad 
suficiente, el siguiente paso es hacer un dimensionado de la red. Si se conociese con 
mayor exactitud el uso que se va a hacer de la red podrían utilizarse funciones Erlang 
para su dimensionado. En esta situación no podemos hacer uso de las mismas debido a 
que desconocemos el tráfico que puede ofrecerse. Por ello partimos de la idea básica de 
que se quiere generar una red con capacidad suficiente para garantizar un mínimo de de 
banda ancha a todo ciudadano. 
 
Según la ITU-T, una conexión de banda ancha es aquella que da un mínimo de 2Mbps. 
Si retomamos los datos demográficos de cada barrio antes presentados y suponemos que 
cada habitante necesita al menos 2Mbps. Podemos obtener que el tráfico que se ofrecerá 
al anillo pequeño será de aproximadamente 24,681Gbps entre los habitantes de La 
Plana, Montesa, Centre i El Gall. A esto se le puede sumar que se espera al menos 
1Gbps de tráfico en cada uno de los nodos del anillo. Si son 7 nodos activos, será 7Gbps 
a sumar, dando un total de 31,681Gbps. Finalmente este tráfico debe ser bidireccional, 
por lo que tendremos la mitad de las fibras que llevan el tráfico en un sentido y la mitad 
en el otro. En consecuencia, el tráfico total cursado por el anillo pequeño será de 
63,362Gbps. 
 
Si se repite el mismo proceso para el anillo grande se tendrá 11Gbps de los 11 nodos 
activos del anillo y 2Mbps para cada uno de los 19613 habitantes de los barrios de Can 
Vidalet, Can Clota y La Mallola. Sumados darán 50,226Gbps y si se considera que el 
tráfico debe ser bidireccional, serán 100,452Gbps para el anillo grande. 
 
Los anteriores cálculos suponen el caso peor, que sería que todos los usuarios de la red 
intentaran acceder a la vez, si garantizamos ese tráfico en los anillos garantizaremos un 
ancho de banda para toda la población actual sea cual sea la situación. No obstante debe 
tenerse en cuenta que este caso es muy poco probable, por lo que nunca estarán todos 
conectados a la vez. Además, los usuarios de esta red posiblemente no lleguen a la 
práctica al 50% de hogares, a lo que se le debe añadir que muy posiblemente la gran 
mayoría de los ciudadanos tan solo dispongan de un ordenador con acceso a Internet en 
el domicilio, y por lo tanto no podrán estar todos los ciudadanos conectados a la vez. De 
todo esto se desprende que la velocidad real que podrá darse habitualmente a cada 
usuario puede alcanzar perfectamente los 20Mbps y mayor será contra menos abonados 
a la red existan o menos hayan conectado simultáneamente. 
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Los cables de fibra óptica monomodo 9/125 para exteriores que más habitualmente 
suelen encontrarse en tiendas de distribuidores suelen contener 2, 4, 8 o 12 fibras en su 
interior. Este cableado suele estar preparado para ser enterrado con todas las 
protecciones secundarias necesarias. Si recordamos que las fibras ópticas pueden 
multiplexarse en longitud de onda utilizando CWDM o DWDM y que cada λ-channel 
puede contener paquetes STM o conexiones GigabitEthernet, entre otros, podemos 
concluir que en caso de utilizar GigabitEthernet por simplicidad y multiplexores 
CWDM de 18 λ-channels, podremos cursar 18Gbps en cada fibra. En conclusión 
necesitaremos un mínimo de 4 fibras ópticas para cursar todo el tráfico del anillo 
pequeño y un mínimo de 6 para cursar el tráfico a través del anillo grande. 
 
Como se mencionó con anterioridad, suele ser conveniente añadir más fibra de la 
necesaria para ahorrarnos la necesidad de volver a levantar las zanjas para trazar más 
cable. Por esa razón, parece conveniente utilizar un solo cable de 8 fibras para el anillo 
pequeño, que siempre será más barato que dos de 4 fibras, y utilizar un cable de 12 
fibras para el anillo grande. 
 
De hacerse así, el tráfico que podrá cursarse a través de la red será de: 
• Anillo pequeño: 8 fibras   · 18 canales · 1Gbps = 144Gbps 
• Anillo grande: 12 fibras · 18 canales · 1Gbps = 216Gbps 
 
A lo anterior se le debe añadir que el multiplexado CWDM soporta hasta módulos 
STM-16, los cuales llevan consigo un tráfico de 2,5Gbps, lo que significa que, en caso 
de que faltase más capacidad podría pasarse de GigabitEthernet a SDH, no obstante los 
equipos de SDH suelen ser más caros que los de GigabitEthernet y más complejos de 
gestionar. Además, cabe recordar que existe el DWDM, que en caso de una MAN es 
capaz de multiplexar en 40 canales diferentes y con módulos STM-64 (10Gbps) en cada 
canal, lo que proporcionaría hasta 3,2Tbps en el anillo pequeño y 4,8Tbps en el grande. 
Capacidad más que de sobra para un municipio como Esplugues del Llobregat, al 
menos en la actualidad. 
 
 
4.4.2. Configuración de la red de fibra óptica 
 
Después de haber dimensionado la red se debe recordar que, aunque el cableado de la 
red se diseñe con la intención de presentar una capacidad suficiente y necesaria para 
todos los ciudadanos del municipio, nuestro objetivo aquí es el de crear una red en 
régimen de autoprestación para interconectar los diversos edificios municipales, 
escuelas y hospitales. Si tal como se ha mencionado antes cada edificio público tan solo 
genera hasta 1Gbps, y tan solo son éstos los que se conectan a la red, no se requiere en 
absoluto ni multiplexado de ningún tipo ni el uso de SDH. En consecuencia, como sólo 
hay 7 edificios contemplados en el anillo pequeño y el cable tiene 8 fibras, podría 
pensarse que cada edificio puede hacer uso de una fibra para él solo y transmitir en 
GigabitEthernet. No obstante, para conservar la redundancia que presenta el tener 
anillos bidireccionales se destinarían 4 de las fibras para un sentido de la transmisión y 
4 para el otro sentido. Además, se deben emparejar las fibras para obtener enlaces 
punto-a-punto bidireccionales entre los diversos nodos. Al tener 8 fibras tendríamos 
cuatro pares que, topológicamente, pueden constituir 4 anillos de fibra óptica 
independientes entre sí aunque físicamente todos formen parte de un solo cable. El 
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ayuntamiento, u otro nodo situado en el anillo físico, deberá ser un punto activo para 
cada uno de los cuatro anillos actuando así como switch entre los diversos anillos. 
 
La siguiente imagen prueba de explicar esto visualmente. En la izquierda vemos los 7 
nodos activos más el ayuntamiento que forman parte físicamente del anillo formado por 
el cable de fibra óptica, debido a que se pueden formar 4 anillos independientes con las 
8 fibras que contiene el cable colocamos 2 nodos activos en cada anillo (los del mismo 
color forman parte del mismo anillo) y el ayuntamiento, o nodo común, forma parte de 
todos (esfera gris). Aunque sobre el mapa se vea algo similar a la figura central o 
izquierda, la topología real de la red será la que se muestra en la derecha donde los 
cuatro anillos son independientes entre sí y solo comparten un nodo que las interconecta 
y actúa como puerta de enlace de la red. 
 
 
Figura 4.3. Topología del anillo del cable de fibra óptica 
 
Esta configuración de la red tiene diversas ventajas respecto a cualquier otra. La primera 
es que de esta manera la red presenta más fiabilidad. Fijándonos en la figura 35c, si uno 
de los nodos amarillos cayese, los otros anillos no se verían afectados en absoluto ni 
tampoco el otro amarillo ya que aun dispondría del otro sentido de la comunicación para 
hacer llegar su mensaje al nodo central. Debe destacarse que si el nodo central es el que 
cae, salvo el nodo verde, que quedaría aislado, los otros nodos podrían comunicarse con 
los que forman parte del mismo anillo (los del mismo color) pero no con otros de otro 
color. No obstante, si se tiene en cuenta que la gran mayoría del tráfico es hacia Internet 
y no hacia dentro del mismo municipio y la puerta de enlace a Internet es el mismo 
nodo central da igual la topología utilizada que, si cae éste, ninguno tendrá acceso a 
Internet. 
 
Una opción para añadir más redundancia sería colocar más nodos comunes a parte del 
central, de esta manera, si el central dejase de funcionar, los diversos anillos se podrían 
comunicar a través del otro nodo común, no obstante, tener un nodo común complica 
los equipos y aparatos que deben utilizarse en él, con lo que aumenta el precio de los 
equipos y de la red en general. 
 
La ventaja fundamental de esta topología es que permite hacer uso de equipos más 
baratos que con cualquier otra debido a que cada enlace es punto-a-punto y 
bidireccional. GigabitEthernet presenta dos modalidades según el estándar IEEE 802.3, 
una haciendo uso dos fibras ópticas para constituir un enlace punto-a-punto con otro 
nodo utilizando una fibra para el enlace ascendente y el otro para el descendente o bien 
utilizando dos fibras, una para cada sentido donde cada una de ellas vaya a un nodo 
diferente, lo que es muy útil para formar arquitecturas en anillo, pero solo 
unidireccionales. El estándar de GigabitEthernet más extendido es el primero de ellos y 
es el que se propone utilizar si el tráfico en uno de los anillos puede ser cursado por esta 
tecnología. Al ser el más extendido los equipos son más baratos debido a la economía 
de escala. 
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Debe tenerse en cuenta también que el hacer uso de GigabitEthernet limita las 
velocidades en cada uno de los anillos a 1Gbps. Si esto es insuficiente, se puede hacer 
uso de SDH, por lo que se necesitarán Add&Drop Multiplexers (ADM) en cada nodo de 
la red. Y si aún se requiere más capacidad, se hará uso de OADMs (Optical Add&Drop 
Multiplexer) para CWDM (o incluso DWDM) para multiplexar el canal en longitud de 
onda. No obstante, esto encarecerá considerablemente los equipos en los nodos. 
 
Debe tenerse en cuenta que al no hacerse uso de multiplexor ni de SDH el coste de los 
equipos desciende considerablemente al pasar de utilizar OADM que serían necesarios a 
tan solo un router con interfaz GigabitEthernet, pero esta opción limita las velocidades 
en cada uno de los anillos a 1Gbps, de modo que, si se requiere más capacidad, los 
router deberán substituirse o reconfigurarse para que actúen como Add&Drop 
Multiplexer (ADM) para hacer uso de SDH o como Optical Add&Drop Multiplexer 
(OADM) si aún se requiere más capacidad. El cambio de uno de estos equipos en uno 
de los nodos correspondiente a un anillo supondrá el mismo cambio en los nodos que 
formen parte del mismo anillo y la reconfiguración en el nodo central, pero no afectará a 
los otros anillos, que podrán seguir utilizando GigabitEthernet si no se requiere más 
velocidad. 
 
Se tome la decisión que se tome en cuanto al protocolo, cada nodo deberá ser capaz de 
detectar cuando la conexión con el nodo siguiente se vuelve inviable porque dicho nodo 
ha caído o el cable ha sido dañado. De esta manera, cuando un nodo reciba un paquete, 
o lo genere, que debería seguir, según su configuración, la ruta donde se haya producido 
un error, el nodo deberá responder enviándolo por una ruta alternativa que, 
habitualmente consistirá en cambiar el sentido de giro en el interior del anillo. De modo 
que, si un paquete viajaba saltando de nodo a nodo por el anillo siguiendo un sentido 
antihorario, el nodo que descubra que su siguiente nodo ha caído deberá enviarlo de 
nuevo en sentido horario o bien notificar que al nodo origen que el paquete debe ser 
enviado hacia el otro sentido debido a que, por una anomalía, el canal está cortado. 
 
De esta manera, cada nodo que reciba un paquete de datos que no sea para él lo pasará 
al nodo siguiente respectando el sentido original del envío de datos: horario o 
antihorario, salvo que se presente una anomalía. Y con la intención de no saturar 
ninguno de los sentidos se configurarán algunos nodos del anillo para que inicien su 
envío en sentido horario y otros en sentido antihorario con la intención de que la mitad 
del tráfico generado en ese anillo viaje en un sentido y la otra mitad en el otro. Si no se 
hiciese así, uno de los sentidos podría quedar colapsado de datos mientras que el otro 
tendría casi todas sus fibras sin prácticamente actividad. 
 
Todo lo anteriormente comentado es aplicable también en el otro anillo que tiene 11 
puntos de acceso y 12 fibras disponibles en el cableado. Con 12 fibras puede crearse una 
topología con 6 anillos independientes y su configuración estaría sujeta a los mismos 
principios comentados para el anillo pequeño. 
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4.5. Segunda fase: creación de enlaces WiMAX para integrar 
edificios lejanos y añadir redundancia 
 
Tal como se ha mencionado, una vez instalada la fibra óptica puede continuarse con 
enlaces WiMAX para aquellos lugares donde no se pueda llegar con la fibra debido a 
las condiciones del terreno o porque no compensa económicamente tender la fibra hasta 
ese punto. En especial, en Esplugues del Llobregat se pretende hacer uso de la 
tecnología WiMAX para poder ofrecer conexión a los puntos de interés situados al norte 
y que han quedado excluidos del anillo de fibra óptica y ofrecer también una posibilidad 
de redundancia en la red en caso de que los enlaces troncales de fibra fallen por alguna 
razón. 
 
Se pretende instalar una estación base WiMAX en la montaña de Sant Pere Mártir para 
dar cobertura a toda la ciudad al ser éste un punto elevado que puede verse desde 
muchos puntos de la ciudad. Esta estación actuará como punto de acceso generando así 
un acceso punto-a-multipunto para todo cliente que se conecte al mismo. El 
ayuntamiento tendrá instalado un transmisor WiMAX en el tejado del mismo edificio 
configurado como terminal de la red apuntando directamente a Sant Pere Mártir de la 
cual se tiene buena visibilidad. A través de este enlace viajarán todos los datos el ser 
éste cliente la puerta de enlace predeterminada de la red. En otras palabras, salvo que 
cualquier otro terminal WiMAX tenga quiera tan solo enviar datos directamente a otro 
terminal WiMAX, toda comunicación en la red WiMAX viajará a través del radioenlace 
constituido por la estación base y el ayuntamiento. 
 
Dicho lo anterior, es muy recomendable hacer uso de un enlace punto-a-punto 
exclusivamente entre la estación base y el ayuntamiento, quedando todos los otros 
terminales haciendo uso de un enlace punto-a-multipunto y un canal a poder ser 
diferente. La transmisión se hará en la banda de los 5GHz haciendo uso de las bandas 
sin licencia, esto evitará que el ayuntamiento deba constituirse como operador. Si tal 
como se ha mencionado se utiliza un canal únicamente para el enlace punto-a-punto 
entre la montaña y el ayuntamiento y otro para el enlace punto-a-punto entre la montaña 
y el resto de terminales, la capacidad de la red podría alcanzar hasta los 134Mbps 
teóricamente. De utilizar el mismo canal, posiblemente la velocidad se verá reducida a 
la mitad. 
 
En la imagen pueden apreciarse algunos de los posibles radioenlaces que podrían 
generarse. Como se ha mencionado, la instalación de WiMAX pretende la interconexión 
de edificios que han quedado, por una razón o por otra, fuera del alcance de la fibra, al 
mismo tiempo que se añade posibilidad de redundancia. El gráfico muestra como el 
hospital Sant Joan de Deu y el instituto Freedman quedan así conectados con la red de 
la ciudad mediante un enlace WiMAX. Igualmente, también son conectados mediante 
WiMAX la Escola Oficial d’Idiomes y la biblioteca central Pare de Miquel 
d’Esplugues. Estos dos últimos enlaces no son necesarios estrictamente y pueden no 
instalarse debido a que el único propósito que persiguen es añadir redundancia a la red. 
De esta manera, si el enlace de fibra óptica cae y resulta imposible proporcionar un 
servicio podrá utilizarse el radioenlace WiMAX para alcanzar el nodo de otro lugar del 
municipio. Por esta razón, la red debe configurarse de tal manera que esto sea viable. 
Por lo tanto, la escuela oficial de idiomas debería poder tener contacto directo o no a 
través de fibra con las escuelas públicas de su cercanía y con Sant Pere Mártir a través 
del radioenlace, dicho en otra palabras, sería conveniente configurar el nodo como un 
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nodo común a los diferentes anillos de su topología para que pueda presentar una 
renuncia para más de un anillo. Si uno de los caminos falla siempre quedará el otro. 
Igualmente, esta redundancia puede ser utilizada por la misma escuela de idiomas o por 
las de su cercanía enviando éstas los datos a través de la fibra y de ahí al radioenlace.  
 
 
Figura 4.4. Mapa de Esplugues con la propuesta en fibra óptica y WiMAX 
 
Cabe destacar que mientras la fibra funcione correctamente, éste deberá ser el sistema 
de transmisión a utilizar por defecto ya que tiene mucha mayor capacidad, y mientras el 
radioenlace WiMAX no sea necesario, será conveniente que el terminal WiMAX no 
esté activo o al menos no conectado a la estación base para evitar utilizar recursos 
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innecesariamente y reducir así la capacidad del canal de los terminales que no tengan 
más remedio que hacer uso de WiMAX. 
 
Los nodos pertenecientes al anillo de fibra óptica que además disponen de un posible 
enlace WiMAX para los casos en que la comunicación a través de la fibra sea inviable 
han sido escogidos debido a que son los que tienen visibilidad directa con la montaña 
Sant Pere Martir y, en consecuencia, con la estación base WiMAX. Al no haber 
obstáculos de por medio presentan una ventaja al poder garantizar así enlaces de calidad 
y de capacidad máximos. 
 
Nótese también que el ángulo de cobertura de la antena WiMAX no supera ni los 90º. 
De esta manera, puede utilizarse una antena más directiva para asegurar una mayor 
calidad de señal. Del mismo modo, todos los terminales WiMAX conectados a la 
estación base podrán hacerlo con una antena directiva. 
 
En el mercado pueden hallarse antenas WiMAX con conector tipo N para 
comunicaciones en la banda de los 5GHz de 120º y 16dBi por 295€, o de 90º y 17dBi 
por 275€. Los equipos terminales de usuario WiMAX pueden costar del orden $1200 
(Tsunami MP.11 5054) mientras que la estación base puede costar del orden de $2300 
(Tsunami MP.11 5054). Estos equipos permiten la conexión a WiMAX mediante un 
cable UTP Ethernet y en algunos casos pueden requerir de inyector de potencia PoE. 
Para conectar los equipos a una fibra óptica se puede recurrir a conversores de UTP a 
fibra, equipos que pueden rondar los 150€ aunque los hay más baratos. Si por el 
contrario no se requiere el uso de fibra óptica para nada, como puede ser en el caso del 
hospital Sant Joan de Deu, el cual no tiene fibra óptica cerca, puede adquirir un router 
en cualquier tienda de informática por precios que oscilan entre los 50 y los 150€ según 
exigencias del consumidor, y éste puede conectarse directamente a la ODU WiMAX. 
 
 
4.6. Tercera fase: instalación de hotspots en la vía urbana 
para garantizar conexión WiFi 
 
La última fase del proyecto consiste en extender la cobertura wireless por todo el 
municipio. Como ya se dijo con anterioridad, esto podría hacerse perfectamente sin 
siquiera tener un sistema de distribución adecuado haciendo que los paquetes de datos 
salten de un AP al siguiente y formando así una cadena hasta llegar al lugar en cuestión, 
sin embargo, esto hace que el throughput de la red, o sea, la velocidad real de la red, 
descienda considerablemente contra más saltos se deba hacer debido a que aumenta la 
probabilidad de colisiones. 
 
En nuestro caso, disponemos de un backbone constituido por los anillos de fibra óptica 
y la posibilidad de crear un backhaul allí donde se requiera haciendo uso de WiMAX. 
No es recomendable colocar muchos terminales WiMAX activos debido a que harán 
que la capacidad de la red WiMAX se reduzca al deber distribuir la los recursos entre 
diversos terminales. Pero a la vez tampoco es conveniente que se hagan más de dos 
saltos entre APs WiFi debido a que el throughput baja. Se debe encontrar con ello un 
equilibrio idóneo para solventarlo. 
 
La idea principal para obtener una red WiFi con capacidades elevadas es ubicar primero 
diversos hotspots en lugares donde puedan conectarse de una manera u otra a la fibra 
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óptica mostrada en la primera fase, o al menos reaprovechar la zanja para pasar nueva 
fibra o cable hasta el siguiente nodo. Estos serán los hotspots que serán configurados la 
con la interfaz de cara al cable como la puerta de enlace, mientras que los otros hotspots 
deberemos configurarlos para que envíen sus paquetes a otro AP a través de ondas 
electromagnéticas, o sea, a través de la interfaz WiFi. Si se descubre una zona en la cual 
en más de un caso se deben realizar 3 o más saltos para alcanzar el sistema de 
distribución será conveniente plantearse realizar un backhaul con WiMAX. 
 
Existen diversos programas a través de Internet u otros de pago que permiten realizar 
cálculos aproximados sobre la cobertura que puede garantizar un AP en una posición 
concreta. No obstante, en muchas ocasiones, aunque los cálculos se acercan bastante es 
imposible calcular todos los posibles efectos o contemplar todos los posibles obstáculos. 
Lo que significa que se debe volver a comprobar, una vez puestos los hotspot que 
realmente ofrecen la cobertura que se esperaba y que ninguno de esos AP quede aislado 
del resto. 
 
Otro detalle interesante a recalcar en el uso de hotspot es la importancia de colocar un 
servidor captivo. Un servidor captivo es aquel que se encarga de asegurarse de quién 
está haciendo uso de la red WiFi y de autentificar a cada usuario. Existen diversas 
maneras de implementar un servidor de estas características. La forma quizá más 
sencilla es colocando un equipo que actúe como tal, como se hace en algunos hoteles, 
campus o hospitales. Este equipo debe colocarse de tal manera que se conecten desde 
donde se conecten, el tráfico de los usuarios deba pasar a través de él. Este responderá a 
estos usuarios indicándole que está haciendo uso de una red privada y que debe 
autentificarse mediante un login y una contraseña. El dispositivo comprobará los datos 
facilitados y decidirá los privilegios del usuario. O sea que este dispositivo, en muchas 
ocasiones también suele actuar como cortafuegos o evitar que los usuarios accedan a 
ciertos servicios. De esta manera, si colocamos la WiFi para que los usuarios 
conectados solo puedan navegar, podremos configurar dicho aparato para que tan solo 
permita conexiones TCP/IP en el puerto 80 y rechace cualquier otra cosa. El método 
más económico muchas veces es tener un ordenador, habitualmente con un sistema 
operativo Linux/Unix instalado y un software adecuado, que actúe como ese servidor 
captivo, negando el acceso a todo aquel que no se identifique. La utilización de estos 
servidores evitará que los clientes hagan un mal uso de las redes y ayudará en la gestión 
de la red. 
 
 
4.7. Estudio económico de la propuesta 
 
En este apartado se recogerán los datos facilitados en las anteriores fases del proyecto 
con la intención de dar a conocer un precio orientativo del precio de instalación de la 
red. Debe tenerse en cuenta que el precio es orientativo debido a que puede estar sujeto 
a modificaciones según las preferencias del ayuntamiento de Esplugues del Llobregat en 
cuanto al uso de zanjas, ampliación de la red para otros edificios, número total de 
terminales WiMAX, número total de APs WiFi, precio de los aparatos según el 
momento y el punto de adquisición o de cualquier posible oferta por parte del fabricante 
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Precios orientativos: 
• Creación de zanjas:      6€/m 
• Cableado de fibra óptica 9/125 exterior. 8 fibras  3,33€/m 
• Cableado de fibra óptica 9/125 exterior: 12 fibras  4,12€/m 
• Antena WiMAX 5GHz 16dBi 120º (conector tipo N) 295€ 
• Antena WiMAX 5GHz 17dBi 90º (conector tipo N) 279€ 
• Cable para conexión de antenas tipo N (3m)  20,20€ 
• Cable para conexión de antenas N-RPSMA (30cm)  12,21€ 
• Estación base WiMAX Tsunami MP.11 5054 (5,8GHz) $2.299 
• CPE ODU WiMAX Tsunami MP.11 5054 (5,8GHz) $1.199 
• Router&AP D-Link compatible con b y g   63,27€ 
• Cámara de vigilancia 640x480x20fps con interfaz HTTP 176,73€ 
• Conversor 10Base-TX (RJ-45) a 10Base-FL  131€ 
• Conversor 100Base-TX (RJ-45) a 100Base-FL  150€ 
• Servidor captivo NOMADIX AG 5500   396€ 
• Cisco ONS 15454 MSTP     $3.595 
 
Precio orientativo de la propuesta MAN en Esplugues: 
• 7352m de zanja a 6€/m    => 44.112€ 
• 3294m de cable de 8 fibras (anillo pequeño) => 10.969€ 
• 5274m de cable de 12 fibras (anillo grande)  => 21.728€ 
• 2 estación base WiMAX    => $4.598 
• 6 terminales WiMAX    => $7.194 
• 8 antenas WiMAX     => 2.232€ 
• 7 cables de antena tipo N    => 141,40€ 
• 50 Routers/AP para colocar en la ciudad  => 3163,50€ 
• 15 conversores 100Base-TX a 100Base-FL  => 2250€ 
• Una plataforma multiservicio para el ayuntamiento => $3.595 
 
Conversión Dólar-Euro ( $1 = 0,779€ ) $15.387 => 11.986,50€ 
 
Precio total de la MAN en estas condiciones:  96.581,90€ 
 
Se debe insistir en que el precio que aparece aquí es tan solo un precio orientativo. Este 
puede verse afectado por modificaciones a la baja o a la alta según las decisiones 
tomadas en el proceso de instalación de la red. Además, el precio no incluye la mano de 
obra de los operarios ni el precio de los equipos en los nodos activos de la red, los 
cuales pueden variar según la capacidad de la red que se requiera en un futuro próximo. 
Igualmente, cabe destacar que la instalación de una red puede ser importante, pero 
también lo es la gestión y el mantenimiento. Una red sin una gestión adecuada o un mal 
mantenimiento puede hacer de la red un fracaso. 
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Tecnologías cableadas en materia de 





España, igual que muchos otros países del mundo, ya dispone de una red de 
telecomunicaciones desplegada en la gran mayoría de su territorio. En las ciudades, 
lugares donde la actividad económica del país y donde el sector de servicios tienen una 
gran repercusión, suele gozarse de unas prestaciones más elevadas que las que pueden 
hallarse en zonas rurales. Los habitantes de grandes ciudades suelen estar más 
familiarizados con las nuevas tecnologías, y eso repercute en que suelen ser más 
exigentes en cuanto a tecnologías de todo tipo que satisfagan sus necesidades, 
incluyendo las de telecomunicaciones. 
 
Esto beneficia a las empresas operadoras, destinadas a proporcionar servicios de acceso 
a redes de telecomunicaciones públicas o privadas a los usuarios, debido a que les 
brinda una oportunidad de negocio. Los operadores suelen competir entre ellos para 
captar la mayor cantidad de usuarios posibles y asegurar así sus ingresos y subsistencia. 
Por otra parte, la CMT, Comisión del Mercado de las telecomunicaciones, es el 
organismo público encargado de la supervisión de todo mercado relacionado con las 
telecomunicaciones. Ésta debe asegurar la existencia de una competencia real entre 
dichas empresas y tiene poderes para sancionar o imponer ciertas condiciones a 
cualquier operador que mediante sus acciones ponga en peligro dicha competencia, tal 
como se menciona en la Ley Orgánica 32/2003 del 3 de noviembre, conocida como la 
Ley General de las Telecomunicaciones (LGT). 
 
La razón principal que justifica la existencia de la CMT es que la competencia real entre 
operadores fomenta la evolución de la tecnología. Estas empresas invierten capitales 
elevados en investigación y desarrollo con la intención de ser más innovadores que sus 
competidores y poder así ganar más clientes o reducir sus costos, ampliando su margen 
de beneficios. Esto beneficia también al país en su economía y a los ciudadanos al 
disponer éstos de diversos servicios de acceso de calidad, pudiendo elegir entre las 
diferentes alternativas que los distintos operadores planteen, al mismo tiempo que 
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pueden gozar de dichos servicios por un precio supuestamente inferior al que se 
exigirían si sólo existiese un operador en condiciones de monopolio. 
 
Sin embargo, en muchas situaciones no se ha conseguido el despliegue de las nuevas 
tecnologías tanto como se hubiese deseado. El despliegue de nuevas redes para mejorar 
las existentes supone al operador un coste demasiado elevado para afrontarlo de una 
manera eficiente, y por ello, muchos de éstos suelen negarse a la implantación de las 
nuevas tecnologías mientras éstas no sean de extremada necesidad. Esto ha hecho que 
en España, igual que en muchos otros países, actualmente se disponga de una red de 
telecomunicaciones que no cumple con las expectativas de la población que es 
conocedora de la existencia de otras tecnologías de mayores prestaciones. 
 
La red actual, en cuanto al acceso a los usuarios, suele basarse en cableado de par 
trenzado de cobre. Cada usuario suele disponer de único cable que va, junto con el de 
muchos otros usuarios situados en sus cercanías, desde su hogar hasta la central 
telefónica local. A este cable, del cual existe uno por cada usuario, se le suele 
denominar como bucle de abonado. Entendiendo como abonado, según define la Ley 
General de las Telecomunicaciones, cualquier persona física o jurídica que haya 
celebrado un contrato con un proveedor de servicios de comunicaciones electrónicas 
disponibles para el público para la prestación de dichos servicios. 
 
Existen mejores tecnologías para este cometido. No obstante, el número de usuarios es 
tan elevado que supone un precio demasiado alto cambiar dicha infraestructura por otra 
de mejores prestaciones. Igualmente dicho cableado había sido pensado únicamente 
para que los abonados pudiesen realizar llamadas telefónicas, ignorando en su momento 
cualquier otro posible servicio que pudiera surgir e implicase la utilización de ese 
mismo medio para su puesta en marcha y utilización. 
 
 
A.1. Limitaciones del par trenzado 
 
Como ya se ha mencionado, el despliegue de redes de acceso basadas en par de cobre 
trenzado se hizo con la única intención de poder llevar a los usuarios la posibilidad de 
realizar y recibir llamadas por dicho medio de transmisión. Para esta labor, el cable 
presenta buenas prestaciones al no requerir un ancho de banda superior a 4kHz. El 
trenzado del cable lo hace más invulnerable a cualquier tipo de ruido electromagnético 
que provenga del exterior del mismo, pero a la vez, esto reduce el ancho de banda del 
canal. 
 
Éste trenzado, en muchas ocasiones, no es capaz de evitar diafonías, y en consecuencia 
de vez en cuando solemos escuchar la conversación de otras personas al descolgar el 
teléfono, que interfieren y dificultan nuestra comunicación. Esto suele darse debido a 
que los bucles de abonado suelen ir en conjunto, formando mazos pesados de cobre, 
hasta la central para hacer así más económico el despliegue de dicha red. Todo material 
conductor que conduzca electricidad produce, según indican las leyes de Maxwell, un 
campo magnético alrededor de dicho cable proporcional a la intensidad eléctrica que 
fluye a través del mismo. Esto afecta a los cables adyacentes haciendo que se genere 
una intensidad eléctrica de menor amplitud que la principal pero que interfiere con 
cualquier posible comunicación en cualquier otro bucle de abonado. A mayor longitud 
de este mazo, mayor será la interferencia. 
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Aunque la diafonía puede resultar molesta o interferir notablemente en una 
comunicación, este no suele ser un problema muy grave de cara a los usuarios debido a 
la poca frecuencia con la que se da este fenómeno. El mayor problema aparece como 
resultado de la distancia entre el punto de acceso y la central local. A mayor distancia 
entre ambos puntos, mayor es la atenuación que presenta el canal, lo que implica que se 
requiere más potencia emitida para recibir una potencia concreta en el destino o, lo que 
es más habitual, el receptor recibe menos potencia, lo que se refleja en una 
comunicación verbal a través del sistema telefónico como una ligera disminución del 
volumen. El usuario no suele percibir dicha disminución a menos que la distancia sea 
excesivamente grande. 
 
El anterior problema no parece grave a simple vista. Sin embargo, si a éste se le añade 
que la atenuación de dicho canal aumenta con la frecuencia de la señal emitida, a la vez 
que con la distancia, repercute en que cualquier señal emitida a través del cable a una 
frecuencia más elevada será atenuada en mayor medida, y esto limita el ancho de banda 
útil que puede utilizarse para cualquier otro servicio que utilice este cableado como 
medio de transmisión en función de la distancia, como ocurre con la conocida ADSL 
que nos permite acceder a Internet mediante el mismo cable del teléfono. Esta 
tecnología, igual que las otras existentes DSL, en inglés Digital Subscriber Loop, de las 
cuales se darán más detalles más adelante, ve nimbada su velocidad a causa de este 
fenómeno haciendo que de esta manera el usuario colocado en un punto más lejano de 
la central local experimente una velocidad de acceso muy reducida a comparación de 
otro situado más cerca, por mucho que el operador asegure a ambos usuarios la misma 
velocidad en el contrato y ambos paguen lo mismo de cuota. 
 
 
A.2. Servicios sobre par de cobre 
 
Tal como se ha mencionado, la red de acceso actual estaba diseñada desde un principio 
para permitir la realización y recepción de llamadas telefónicas entre abonados. El 
sistema preveía hacer uso aproximadamente de los primeros 4kHz del canal para poder 
llevar a cabo la comunicación. La señalización también quedaba incluida dentro de este 
ancho de banda mediante pulsos o tonos de frecuencias concretas. 
 
A medida que el tiempo fue avanzando, y la tecnología con ello, la red de acceso 
existente se convirtió también en el canal de otros servicios para el cual no había sido 
diseñada, como podría ser el Fax o la conexión a Internet de 56kbps. Dichas tecnologías 
hacían uso del mismo ancho de banda de 4kHz para enviar información previamente 
digitalizada. Estas tecnologías se consideraron como una revolución, ya que permitían 
el transporte no tan solo de voz sino de imágenes, ficheros e incluso videos. La única 
desventaja de dichas tecnologías recaía en que no podía realizarse ni recibirse llamadas 
al mismo tiempo que se hacía uso de estos servicios alternativos. 
 
RDSI, red digital de servicios integrados, fue la primera tecnología que proponía un 
canal digitalizado duplicando el ancho de banda utilizado por el teléfono, lo que 
repercutía en un aumento en cuanto a canales de transmisión de 1 a 2, permitiendo así la 
simultaneidad de diversos servicios. La forma más conocida de esta tecnología, la 
2B+D, permite el uso de 2 canales de 64kbps más otro canal 16kbps destinado 
exclusivamente a la señalización. Sumados dan un total de 144kbps utilizados en un 
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servicio full-duplex, que significa que permite enviar y recibir información al mismo 
tiempo, y que permite datos, voz o ambas simultáneamente. Aunque dichas prestaciones 
parecían interesantes de cara a los usuarios, la tecnología no se estandarizó, lo que 
introducía problemas de interoperabilidad entre los diferentes equipos desarrollados 
para el mismo propósito. De igual forma, cualquier usuario que quisiese hacer uso de 
esta tecnología necesitaba forzosamente cambiar la instalación de su casa e instalar un 
dispositivo o varios que permitiera el uso de esa tecnología, lo que la convertía en una 
tecnología engorrosa tanto para el usuario como para el operador y acabó por 
desaparecer. 
 
Actualmente, aunque aún existen instaladas tecnologías RDSI, se suele hacer uso de las 
denominadas DSL, Digital Subscriber Loop. Estas tecnologías digitalizan el bucle de 
abonado y utilizan el mismo para el traspaso de datos. Algunas de ellas, como es el caso 
de la conocida ADSL, permiten simultaneidad entre el uso del servicio de voz habitual y 
el acceso a Internet de banda ancha, otras no lo permiten, destinando así el bucle de 
abonado tan solo al traspaso de datos. 
 
Evidentemente, a parte de servicios sobre par de cobre trenzado, existen otros muchos 
servicios sobre otros medios, de los que veremos algunos más adelante, que permiten 
mejores prestaciones que los comentados aquí. Pero tal como se ha mencionado 
anteriormente, la implantación de esas tecnologías supone para los operadores un coste 
elevado si se ven con ello en la necesidad de trazar una nueva red de acceso. Esto hace 
que los operadores prefieran el uso de tecnologías sobre par trenzado porque no les 
supone gasto alguno en nueva infraestructura, sino que solo necesitan cambiar los 
equipos conectados a dicha red para llevar el servicio a los usuarios. Esta razón, se ha 
convertido en una de las razones que ha llevado a que en el día de hoy los usuarios 
tengan las prestaciones, junto a las limitaciones, que puede ofrecer el par de cobre y no 
se haya trazado otra red de mayor capacidad y calidad, frenando así, en términos de 
despliegue tecnológico, la tecnología actual. 
 
 
A.3.1. Tecnologías DSL Simétricas 
 
Para aquellos usuarios que requirieran de una capacidad de canal más alta, como 
podrían ser empresas cuya actividad a través de Internet tiene gran repercusión en la 
empresa, los operadores daban soluciones con prestaciones mucho más elevadas aunque 
igualmente sobre par de cobre. Con esta intención salieron las tecnologías HDSL (High-
bitrate Digital Subscriber Loop), HDSL2 (evolución de la anterior) y SHDSL (Single-
pair High-bitrate Digital Subscriber Loop). 
 
HDSL permite una capacidad de 2048kbps en Europa y de 1544kbps en EEUU, 
coincidiendo con los flujos E1 y T1 en cuanto a capacidad, respectivamente. Dicha 
tecnología requiere el uso de 2 o 3 pares de cobre entre los que se divide dicha 
capacidad para poder transportar todo el flujo de datos de una forma simétrica hasta un 
máximo en cuanto a distancia de 4km. El canal se utiliza únicamente para el envío de 
datos, por lo que se utiliza la banda base. La modulación utilizada es 2B1Q (4-PAM), lo 
que implica que por cada símbolo enviado se recibe un total de dos bits. 
 
HDSL2, evolución de la anterior HDSL, permite igualmente flujos de 2048kbps en 
Europa y de 1544kbps en EEUU y discrepa de la anterior en una mejora en la 
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modulación y codificación del canal, siendo ahora una modulación Trellis Coding de 16 
bits (TC-16 PAM), lo que permite transportar 4 bits en cada símbolo. Esto permite 
reducir el número de pares utilizados a tan solo uno, conservando la misma capacidad 
del enlace, conservando la restricción en cuanto a distancia máxima en 4km como en el 
caso de su predecesora. HDSL2 está estandarizado por la ITU-T en su recomendación 
G.991.1. 
 
SHDSL, que se refiere a Single-pair High-speed Digital Subscriber Loop, permite 
capacidades de enlace simétricas sobre uno o dos pares de entre 192-2312kbps y entre 
384-4624kbps, respectivamente. La modulación se hace igualmente sobre banda base 
mediante TC-16 PAM. El enlace permite ahora distancias mayores de hasta 6,4km 
según la capacidad del canal que se emplee. Esta tecnología también está estandarizada 
por la ITU-T por la recomendación G.991.2 y está especialmente diseñada para ofrecer 
servicios de acceso simétricos a SOHO y SME. 
 
 
A.3.2. Tecnologías DSL Asimétricas 
 
Aunque existen diversas tecnologías DSL asimétricas, aquí solo detallaremos las 
conocidas como ADSL, bastante conocida por ser de las más utilizadas por los usuarios 
para permitir el acceso a Internet, y VDSL, siendo esta última la más de mayor 
capacidad de enlace que existe entre las DSL a expensas de exigir una distancia más 
corta entre el punto de acceso y la central telefónica local. 
 
 
A.3.2.1. Tecnología ADSL 
 
La abreviación ADSL significa Asymmetrical Digital Subscriber Loop/Line, o lo que en 
español significaría Bucle de Abonado Digital Asimétrico. La palabra “asimétrico” 
viene dada por el hecho de que esta conexión permite al abonado tener una capacidad de 
descarga habitualmente mayor a su capacidad de carga en la red en contraste con las 
tecnologías simétricas explicadas anteriormente que sí permitían un acceso de forma 
simétrica de forma que tanto el canal de subida como el de bajada disponían de la 
misma capacidad. 
 
Habitualmente, aunque existen algunas excepciones en la tecnología ADSL2, este 
servicio permite un acceso a Internet y comunicaciones de voz, a través del teléfono, a 
la vez haciendo uso de la misma línea, cosa que no permitían HDSL y SHDSL. Por otra 
parte, la capacidad de descarga nominal de ADSL supera la de las conexiones simétricas 
estudiadas, permitiendo al usuario descargar a un máximo de 8Mbps y cargar a un 
máximo de 1Mbps. Según la definición lanzada por la ITU, se considera conexión de 
banda ancha a cualquier conexión que permita una capacidad mínima de entre 1,5Mbps 
y 2Mbps. Esto implica que ADSL puede considerarse una conexión de banda ancha 
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A.3.2.1.1. Sistema de modulación DMT 
 
Para conseguir las prestaciones antes comentadas, se requieren unas técnicas de 
modulación y codificación de canal adecuadas para contrarrestar en la medida de lo 
posible las limitaciones del par trenzado de cobre. La modulación escogida para esta 
labor es la conocida como Discrete Multitone Modulation, DMT. 
 
Esta modulación permite hacer un uso más eficiente del canal de comunicaciones 
constituido por el par de cobre hasta ocupar un ancho de banda total de 1,104MHz. Este 
ancho de banda es a su vez subdividido en 256 subportadoras de 4,3125kHz cada una ( 
4,3125 · 256 = 1104 ). Cada subportadora es capaz de transportar un símbolo diferente y 
de más o menos bits que las otras subportadoras según la atenuación e interferencia que 
pueda presentar el canal. 
 
La modulación utilizada por cada una de las subportadoras es una modulación QAM 
(Quadrature Amplitude Modulation) de más bits contra menor sea la interferencia a esa 
frecuencia. Resumidamente, en una modulación QAM, se emite un tono de una 
frecuencia dada y de determina el símbolo enviado, y los bits asociados a ese símbolo, 
mediante la amplitud y la fase de dicho tono, pudiendo haber 2N diferentes 
combinaciones posibles de símbolo para N bits por símbolo. En esta tecnología, los 
máximos bits que pueden enviarse por cada subportadora son 15. 
 
Las subportadoras suelen agruparse formando tres partes diferenciadas sobre el 
espectro. Si se numeran las subportadoras empezando desde la banda base hasta la 
última que estaría más cerca de los 1,104MHz, el canal de descarga va, desde la 
subportadora 32 a la 255 y el de carga va desde la 6 a la 31. Las subportadoras 0, 1, 2, 3, 
4 y 5 no se utilizan ni para transmitir ni para recibir. Esto es así porque en esa posición 
del espectro es donde tienen lugar las llamadas telefónicas a través de un teléfono 
normal. Por ello, la emisión en una de esas bandas produciría interferencias en la 
comunicación de voz. 
 
Otro punto a tener en cuenta y que se requeriría saber es cada cuanto se produce un 
cambio de símbolo en cada una de las subportadoras. Esto limita la velocidad del 
enlace, siendo mayor la capacidad contra más rápido se cambie de símbolo, pero este 
valor ya viene fijado por la separación entre subportadoras. Para evitar la interferencia 
entre las mismas subportadoras se requiere que éstas sean ortogonales entre sí. 
Haciendo uso de técnicas matemáticas para el análisis de dicha frecuencia se llega a que 
idealmente, el símbolo debería cambiar a un frecuencia de 4,3125kHz, o lo que es lo 
mismo, cada 231,88µs. 
 
Se debe recalcar que un tiempo inferior a éste producirá interferencias entre las 
subportadoras, pero no uno mayor si se respeta un tiempo de inactividad en el sistema. 
En la práctica, el símbolo cambia cada 250µs. Esto hace que el sistema sea algo más 
lento pero que se evite tener interferencias entre los símbolos de una misma 
subportadora, dejando un tiempo de 18,12µs el canal inactivo y evitando así que se 
solapen los símbolos en tiempo. 
 
Finalmente, esto implica que cada 250µs, o lo que es lo mismo a una frecuencia de 
4kHz, los símbolos en cada subportadora cambian. Haciendo un poco de matemáticas 
podemos sacar lo siguiente: 
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Capacidad por subportadora: 4000 símbolos/segundo · 15bits/símbolo = 60kbps 
Enlace descendente:  (256 – 32) subportadoras · 60kbps = 13,44Mbps 
Enlace ascendente:  (32 – 6) subportadoras · 60kbps = 1,56Mbps 
 
Tal como puede apreciarse, los números que nos salen son mayores que 8Mbps y 
1Mbps tal como se había mencionado antes para el enlace descendiente y ascendente 
respectivamente. Esto es así porque a lo cálculos realizados aún nos falta añadir la 
codificación del canal. La codificación utilizada habitualmente en ADSL suele ser una 
codificación Reed-Solomon (15,9), esto significa que, por cada 9 bits útiles de 
información, se crean 6 más, que forman un total de 15, para enviar la información a 
través del canal. 
 
Esta codificación de canal es importante ya que en caso de que en la recepción se reciba 
por accidente un símbolo incorrecto en una de las portadoras, el sistema puede darse 
cuenta de ello y corregirlo, si no es grave, con la información adicional que hayamos 
enviado. No obstante, esto nos reduce aún más la capacidad útil de canal, ya que tan 
solo 9 de cada 15 bits enviados son datos validos para nosotros. Por ello, tendremos 
que: 
 
 Enlace descendente:  ( 9 / 15 ) · 13,44Mbps = 8,046Mbps 
 Enlace ascendente:  ( 9 / 15 ) · 1,56Mbps = 936kbps 
 
Podemos apreciar que los números obtenidos ahora en función de los anteriormente 
calculados ahora sí se corresponden con los 8Mbps y 1Mbps tal como se había dicho. 
Es importante que el lector entienda que estas capacidades calculadas aquí son 
máximas, lo que implica que un usuario que dispone de un canal sin interferencia 
alguna ni atenuación, podría disponer de esta capacidad de enlace, pero nunca más 
elevada que ésta mientras se haga uso de esta tecnología. No obstante, esto es un 
idealismo ya que el canal siempre presenta atenuación y un mínimo de ruido 
electromagnético, lo que repercute que el usuario final siempre tendrá una velocidad 
inferior a la calculada y dicha velocidad, tal como se mencionó anteriormente en las 
limitaciones del par de cobre, disminuirá contra mayor sea la distancia entre el punto de 
acceso y la central local. 
 
 
A.3.2.1.2. Equipos ADSL utilizados por el usuario 
 
Cualquier usuario que quiera hacer uso de esta tecnología necesita necesariamente un 
módem capaz de generar y recibir la señal modulada en DMT, tal como se especifica en 
el apartado anterior. El usuario, habitualmente, carece de conocimientos sobre dichas 
tecnologías y aparatos por lo que es frecuente que los proveedores de servicios de 
Internet (ISP), permitan el alquiler de un módem y router, integrado todo en un solo 
aparato, de forma que el usuario no necesite ser consciente de aspectos tecnológicos y 
pueda acceder a Internet de una forma sencilla. 
 
Sin embargo, esto a menudo trae problemas debido a que el router alquilado, al no ser 
de propiedad, el usuario no suele tener acceso a la configuración del mismo y 
forzosamente suele requerir de la asistencia del técnico tan pronto como el sistema 
presente problemas. Además, debe tenerse en cuenta que el alquiler de dicho aparato 
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suele repercutir en un aumento de la tarifa. Otros proveedores suelen regalar los sus 
routers tan pronto el usuario firma un contrato de permanencia con la empresa con una 
duración tal que garantice que se recupera los costos de regalar el módem al usuario. 
Igualmente, los módems entregados por los proveedores de servicio suelen ser de una 
calidad suficiente como para dar los servicios justos que el usuario haya contratado, eso 
reduce el tiempo de diseño del dispositivo y los costes del producción, lo que beneficia 
al proveedor. 
 
En definitiva, cuando un usuario no entiende sobre la tecnología que se le proporciona, 
y tan solo desea el acceso a Internet de una forma sencilla, que le permita navegar a 
través de páginas WEB o descargar algún fichero en un momento dado, puesto que no 
es conocedor de más servicios que se le ofrecen a través de Internet, es recomendable 
para este usuario que el proveedor de servicios le alquile el módem y pueda así hacer 
uso de Internet sin ninguna preocupación añadida. Pero cuando se habla a nivel más 
técnico, esta solución no es en absoluto adecuada, pues no permite reconfigurar la 
conexión del dispositivo y presenta muchas limitaciones en cuanto a servicios que 
puede ofrecer. 
 
Para éste caso, suele ser mejor acercarse a cualquier tienda de ordenadores y comprar el 
router. En este caso, es habitual encontrar dispositivos que actúan como módem ADSL, 
ADSL2 y ADSL2+, como router y como Access Point, todo en un solo dispositivo. 
Además de ello, el dispositivo, al que también puede denominarse CPE, Customer-
Premises Equipment, suele incorporar software que permite al usuario hacer cambios en 
su configuración, a través de una interfaz WEB, mostrando un gran abanico de 
posibilidades. Esto permite montar de una manera sencilla una LAN, red de área local, 
en el puesto de trabajo administrando así el acceso de diferentes ordenadores a Internet, 
creando redes privadas virtuales (VPN), o incluso designando entre los ordenadores 
presentes cual de ellos, si interesa, hará de servidor WEB, de servidor de correo 
electrónico, de servidor FTP, etc. 
 
Dichos routers, suelen tener una o más salidas compatibles con Ethernet y FastEthernet, 
a la cuales pueden conectarse los diferentes ordenadores mediante hubs, switches o 
directamente a sus puertos haciendo uso de cables de par trenzado UTP de categoría 3 o 
superior. Si el dispositivo también dispone de access point (AP) integrado, los 
ordenadores también pueden conectarse a dicho dispositivo haciendo uso de tarjetas 
Wireless compatibles con los estándares 802.11b,g o n. Más adelante, cuando se hable 
de la tecnología WiFi / IEEE 802.11, se darán más detalles sobre las diferentes 
versiones de los estándares y sobre el conexionado de los dispositivos wireless. 
 
Indistintamente de la configuración registrada en el dispositivo y de si se compra o se 
alquila, dicho dispositivos suele ser conocido como ATU-R, Asymmetrical Transceiver 
Unit-Receiver. En español, esto significa unidad de transferencia asimétrica por parte 
del receptor del servicio, o sea, el usuario. Esta nomenclatura viene incorporada en las 
recomendaciones de la ITU-T en cuanto al uso de esta tecnología siendo el siguiente 
diagrama, el modelo de referencia que se presenta. 
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Figura A.1. Modelo de referencia ADSL según la ITU-T 
 
En el anterior diagrama puede apreciarse en el lado izquierdo a lo que correspondería a 
la central telefónica local y a la derecha lo que correspondería al usuario. Como puede 
apreciarse, existe un divisor, conocido en inglés como splitter, que separa en dos canales 
diferentes las bandas de frecuencia que corresponden a la ADSL mediante un filtro paso 
alto y la banda de transmisión de voz, situada en la parte más baja del espectro de 
frecuencias y derivada mediante un filtro paso bajo. Aunque el diagrama mostrado está 
bastante difundido, debe hacerse hincapié a que éste hace una referencia estrictamente a 
la recomendación G.992.1 de la ITU-T, conocida como ADSL (g.dmt). No obstante, 
ésta no suele ser la más utilizada para el acceso a la banda ancha en España. 
 
La solución más utilizada hace referencia a la recomendación G.992.2, conocida como 
Splitterless ADSL (g.lite). En esta recomendación no se hace uso de un Splinter, o 
divisor previamente al ATU-R ni al teléfono, sino que cada dispositivo conectado al 
extremo del bucle de abonado contiene su propio filtro para filtrar sólo aquellas 
frecuencias que interesan. No obstante esto no es del todo cierto. Cuando se comenzó a 
implantar la tecnología ADSL en España, Telefónica hacía saber a sus clientes que se 
requería el uso de un microfiltro en la toma del teléfono para evitar las interferencias 
con el módem. Sin dicho microfiltro, los datos transmitidos a través de la red se 
manifestaban a través del auricular como pitidos aparentemente aleatorios y de 
diferentes frecuencias. Dichos microfiltros, que no son más que filtros paso bajo que 
permiten tan solo el paso de aquellas frecuencias utilizadas por las comunicaciones de 
voz, suelen estar aún presentes en muchos domicilios. 
 
 
A.3.2.1.3. Equipos ADSL utilizados por parte de la central 
telefónica 
 
Igual que se hace en el punto de acceso del abonado, la central telefónica local dispone 
también de equipos capaces de generar y recibir información modulada en DMT, pero 
en este caso de forma inversa, de tal manera que donde antes estaba la banda de subida 
de datos ahora ésta corresponde a la de bajada y viceversa. A estos dispositivos se les 
conoce como ATU-C según la recomendación G.992.1. y G.992.2 de la ITU-T. 
 
Análisis de una Red de Área Metropolitana 
 - 94 - 
El dispositivo más utilizado para este fin suele ser un DSLAM, que significaría en 
español multiplexor de acceso para bucles de abonado digitales. Este actúa como un 
switch masivo, permitiendo el acceso de diferentes usuarios a una red de mayor 
capacidad como podía ser la red troncal de transporte. Existen muchos tipos de 
DSLAMs con más o menos puertos de entrada, con más capacidad en sus salida, etc. En 
cuanto a su salida, ésta corresponde al agregado de todo el tráfico de los usuarios y 
suele seguir un protocolo Ethernet o ATM, según convenga. 
 
Como puede verse en el diagrama de la recomendación para ADSL de la ITU, existe un 
divisor por parte de la central que divide, igual que en el lugar del usuario, las bandas 
destinadas a las comunicaciones de voz y las destinadas a Internet. De esta manera, a la 
central telefónica no le supone ningún cambio en los equipos salvo por el divisor, lo que 
beneficia al operador de telefonía. 
 
 
A.3.2.1.4. Mejoras en ADSL: ADSL2 y ADSL2+ 
 
Con el paso del tiempo, la ITU-T hizo públicas otra recomendaciones para mejorar el 
servicio ADSL existente sin realizar demasiados cambios en cuanto a modulaciones 
para poder así hacer el nuevo estándar lo más similar posible al anterior y hacerlos así 
compatibles. Debido a esto, ADSL2, evolución de la recomendación ADSL G.992.1, 
presenta mejores prestaciones que ADSL haciendo uso de la misma banda de 
frecuencias. 
 
ADSL2 sigue la recomendación G.992.3 de la ITU-T e igual que ADSL tiene una 
versión sin divisor previo (splitterless) en el lugar de acceso del abonado, la 
recomendación G.992.4. Tal como se ha mencionado, ADSL2 hace uso de las mismas 
bandas de frecuencia, lo que implica un ancho de banda total de 1104kHz repartido de 
tal manera que desde la subportadora 32 hasta la 255 componen el canal de descarga y 
desde la 6 a la 31 corresponde al de carga, dejando libres igualmente las primeras 6 
subportadoras para el uso del transmisiones de voz. 
 
La diferencia principal entre ADSL2 y ADSL reside en la mayor eficiencia en la 
modulación de los tonos (TCM más sofisticado), una mejor codificación de canal Reed-
Solomon, un mejor empaquetado de las tramas, la posibilidad de adaptación en función 
de las potencias de ruido, interferencias y distorsiones, y que reduce la potencia emitida 
cuando no se transmite en línea para evitar diafonías con otros cables. 
 
El conjunto de mejoras antes comentado eleva la capacidad del enlace descendente a 
12Mbps como máximo en vez de 8Mbps en ADSL. No obstante, la capacidad del 
enlace ascendente no experimenta un cambio significativo. 
 
Por otra parte, esta recomendación de la ITU-T define diferentes posibilidades en 
cuanto al uso del espectro en sus anexos, contemplando la posibilidad de compartir el 
canal con un servicio RDSI sin que se interfieran mutuamente o incluso digitalizando 
todo el bucle de abonado, eliminando así cualquier posible comunicación de voz 
mediante el uso del teléfono y, por el contra, añadiendo más capacidad al enlace. Estas 
no suelen ser muy comunes entre los abonados aunque existan, pues suele ser decisión 
de los proveedores de servicio, los cuales deben negociar tales decisiones con el 
operador de telefonía, y esto dificulta la labor. 
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Figura A.2. Anexos de las recomendaciones 
 
Como puede apreciarse, los anexos I y J de la recomendación ADSL2 (G.992.3) 
contemplan un bucle de abonado totalmente digitalizado, con mayor o menor capacidad 
para el enlace ascendente. El anexo A de ADSL suele ser el más empleado, tal como se 
ha comentado hasta ahora y el anexo B, puede utilizarse si el abonado dispone de un 
servicio RDSI que desea conservar. 
 
Finalmente, ADSL2+ presenta como mejora significativa un incremento en el ancho de 
banda, duplicando el mismo. Lo que implica que en ADSL2+ se utiliza la banda hasta 
los 2208kHz y con ello se duplica el número de subportadoras. Eso, a efectos prácticos 
podríamos decir que aumenta al doble la capacidad del enlace, no obstante, se ha de 
tener en cuenta que contra mayor es la frecuencia de un tono, más atenuación encuentra 
éste en el canal. Lo que implica que no tendremos el doble de velocidad, sino menos. 
 
 
Figura A.3. Especto sobre el bucle de abonado 
 
ADSL2+, igual que sus predecesoras, está recogida en una recomendación de la ITU-T, 
la G.992.5. El anexo A de la misma recomienda el uso de las subportadoras 6 a la 31 
para un enlace ascendente y de la 32 en adelante para el enlace descendente. Esto, según 
la norma, garantiza una capacidad de 800kbps de subida y 24Mbps de bajada, no 
obstante, esta no suele ser utilizada por los proveedores de servicio, los cuales suelen 
hacer uso del anexo L. Éste anexo toma desde la subportadora 6 a la 63 como enlace 
ascendente y desde la 64 en adelante para el descendente. Esto garantiza 20Mbps de 
descarga y 2,5Mbps de subida máximos. 
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ADSL2+ también dispone de anexos como el J que integran las primeras 6 
subportadoras en el enlace ascendente, digitalizando así todo el bucle. Sin embargo, esto 
no aumenta significativamente la capacidad de dicho enlace, siendo igualmente 
2,5Mbps para el enlace ascendente y 20Mbps para el descendente. De lo anterior, se 
desprende que el uso más extendido en cuanto a frecuencia es el presentado en el anexo 
J. 
 
De todas maneras, se debe ser consciente de que, tal como se ha mencionado al 
principio de este capítulo, la distancia entre la central y el punto de acceso del abonado 
determina realmente las velocidades del bucle y que las velocidades dadas aquí son 
máximas. En la actualidad puede verse que muchos son los proveedores de servicio que 
aseguran dar a sus cliente un enlace de 20Mbps. Seguramente, es cierto que dicho 
proveedor dispone de los equipos necesarios para dar tal velocidad, sin embargo, el 
cable de par trenzado no es responsabilidad del proveedor, sino de Telefónica. Dicho 
bucle de abonado, presenta una atenuación e interferencias que crecen contra mayor es 
la distancia que recorren y eso hace que la velocidad se reduzca drásticamente. En la 
siguiente figura puede apreciarse tal fenómeno. 
 
 
Figura A.4. Capacidad del enlace según la distancia 
 
Como se puede apreciar, aproximadamente a partir de los 2,4km, los servicios ADSL2 y 
ADSL2+ presentan la misma capacidad del enlace debido a la distancia. El usuario 
situado en un punto más lejano pagará la misma cuantía que el más cercano y disfrutará 
de menos capacidad del enlace, no obstante no tendrá derecho a reclamar al proveedor 
de servicios debido a que no es responsabilidad de este garantizar tal calidad del enlace. 
 
 
A.3.2.2. Tecnología VDSL 
 
Después de hacer un análisis sobre las posibilidades que brinda ADSL en cuanto a redes 
de acceso, y las limitaciones en cuanto a capacidad de enlace, es obvio que en el mundo 
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empresarial existen empresas que requieren de una conexión de mayor capacidad que 
20Mbps (si llega), igual que también lo requieren instituciones públicas para garantizar 
un mínimo de servicios digitales a la ciudadanía, entre otras cosas. Esto pone de 
manifiesto que la conexión ADSL, aunque es ideal para muchos de los ciudadanos 
debido al ancho de banda que estos puedan necesitar, es ineficiente para este cometido, 
y que por lo tanto se requiere otra tecnología substitutiva de la anterior. 
 
En muchos casos, y más actualmente, la opción que suele considerarse es el uso de la 
fibra óptica, la cual hace aumentar la capacidad del enlace considerablemente tal como 
podrá apreciarse en capítulos posteriores. No obstante, el despliegue de este medio 
requiere mayor inversión y tiempo que reutilizar los cables de par trenzado de cobre o 
trazar nuevos. Y esto hace que exista la tecnología conocida como VDSL, Very high 
bit-rate Digital Subscriber Line, recogida en la recomendación G.993.1 de la ITU-T y 
G.993.2 para VDSL2. 
 
Esta tecnología es muy similar a la tecnología ADSL con la excepción de que ésta está 
diseñada para dar una capacidad de canal mucho más elevada. Utiliza igualmente una 
modulación DMT con QAM en cada subportadora. La principal diferencia entre VDSL 
y ADSL, que garantiza el aumento de la capacidad del canal, es que mientras ADSL2+ 
utiliza el especto hasta 2,2MHz, VDSL lo utiliza hasta un máximo de 30MHz. Esto le 
permite enviar más información a través del canal. 
 
Sin embargo, debe recordarse que la atenuación e interferencia en el canal aumenta con 
la distancia de los cables de par de cobre. Esto implica que si realmente quiere gozarse 
de esa capacidad del canal, la longitud de los cables no debe superar ciertas distancias. 
Algunos valores numéricos relevantes son los siguientes: 
 
Enlace descendiente Enlace ascendente Distancia máxima 
12,96 – 13,8 Mbps 1,6 – 2,3 Mbps 1,5km 
25,92 – 27,6 Mbps 19,2 Mbps 1km 
51,84 – 55,2 Mbps 51,84 – 55,2 Mbps 300m 
Tabla A.1. Velocidades de VDSL según la distancia 
 
En la anterior tabla podemos ver las capacidades del enlace descendiente y ascendente 
para una distancia máxima determinada según la primera generación de VDSL. Como 
puede apreciarse, una menor distancia asegura una mayor capacidad del enlace tal como 
se había mencionado. Y debido a las distancias que contempla, esta tecnología es 
considerada como tecnología de acceso para “última milla”. 
 
El uso actual de VDSL suele verse en algunas instituciones públicas o empresas tal 
como se ha visto para garantizar un acceso de banda ancha aceptable para estos. No 
obstante, otro uso que se ha propuesto para esta tecnología es la combinación de ésta 
con fibra óptica. Cuando no se requiere más ancho de banda de que ya puede dar VDSL, 
se puede trazar fibra óptica hasta un lugar cercano al lugar de acceso y, desde ahí, 
colocar un dispositivo adecuado para garantizar tecnología VDSL sobre par de cobre a 
una o varias corporaciones cercanas a tal punto en topología de estrella. Esto suele ser 
conocido como FTTN, FTTC o FTTB, Fiber-To-The-Neighbourhood / Cabinet / Curb / 
Building. Se verá con más detalle cuando se hable de las aplicaciones que ofrece la fibra 
óptica. 
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A.4. Multiplexados sobre par trenzado de cobre 
 
Como se ha mencionado con anterioridad, las redes de telecomunicaciones basadas en 
par de cobre surgieron años atrás con la única intención de garantizar al usuario la 
posibilidad de generar llamadas telefónicas y recibirlas. Para ello, el cable de cobre era 
un medio adecuado debido a que dicha comunicación viajaba a través del cable 
modulada en banda base, o lo que es lo mismo, que utilizaba la parte más baja de 
espectro, por lo que un aumento de la distancia en el cable no suponía una atenuación 
excesiva. 
 
Las redes de transporte de esos entonces, que unían las diferentes centrales telefónicas, 
también se basaban en mazos de cable de par trenzado del cual se hacía uso para hacer 
llegar las posibles llamadas desde un teléfono al otro. Debido a la gran cantidad de 
cables que se requeriría, era inviable trazar tantos cables como usuarios hubiera, por lo 
que el número de cables entre centrales era limitado. El operador cortocircuitaba los 
cables de cada abonado con los de la red de transporte o los de otros abonados según la 
petición del mismo para garantizar la comunicación telefónica entre ambos. Sin 
embargo, tal como se ha dicho, el número de cables de la red de transporte era limitado, 
igual que lo era la matriz que se utilizaba entonces para cortocircuitar las líneas. Esto 
hacía que si por alguna razón, que ya se daba por poco probable, un número elevado de 
usuarios querían realizar simultáneamente una llamada telefónica, el operador veía 
imposible tal conexión e informaba de que las líneas estaban ocupadas. 
 
 
A.4.1. Multiplexado por jerarquía plesíncrona 
 
Con el paso del tiempo, y el avance de la tecnología, se modificó el uso de la estructura 
de las redes de transporte para garantizar un mejor servicio. Se descubrió la posibilidad 
de digitalizar los canales de comunicación de voz, los cuales siempre utilizaban una 
frecuencia máxima por debajo de 4kHz, y en el caso de que la frecuencia superara tal 
cantidad, el mensaje de voz se recibía claramente aunque se le recortasen las frecuencias 
que excedían los 4kHz. Por criterios de Nyquist, se sabe que si se pretende digitalizar 
una señal, la frecuencia de muestreo debe ser como mínimo el doble de la frecuencia 
máxima de esa señal. Lo que implica que, en nuestro caso, se requiere una frecuencia de 
muestreo de 8kHz. La cuantificación de dicha señal se hacía y se hace a 256 niveles 
posibles PCM, lo que implica que cada muestra puede ser codificada con 8 bits, o lo que 
es lo mismo 1 Byte. Con ello, se convirtió una señal analógica de hasta 4kHz e una 
señal digital PCM de 64kbps ( = 8 bits · 8kHz ). 
 
Esto hizo que lo que antes era una red de transporte totalmente analógica se convirtiese 
en una digital capaz de transportar más de un canal de voz por cada par, con lo que se 
conseguía reducir la probabilidad de bloqueo de una llamada sin tan solo hacer una 
modificación física en los medios de comunicación como eran los cables. Para esto, se 
adoptó, a nivel europeo, una estructura de trama capaz de alojar 32 canales, 2 de los 
cuales eran de control y los 30 restantes de datos. Esta trama, que se repetía 8000 veces 
por segundo, o lo que es lo mismo, tenía una duración de 125µs, incorporaba 32 canales 
de 64 kbps cada uno, lo que constituye un agregado de 2048kbps. 
 
Mientras este fue el flujo de datos establecido en Europa, al cual se le denominó 
también E1, EEUU estableció otro flujo al que se denominó T1 de 1544kbps, capaz de 
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transportar 24 canales. Hoy en día, a dichos flujos se les denomina de jerarquía 
plesíncrona, pues debido a la tecnología de esos entonces no se podía asegurar que los 
relojes de los emisores y receptores estuviesen sincronizados, pudiendo ser que uno de 
los dos fuera más rápido que el otro y produjese un error a la larga. Por ese motivo, los 
flujos plesíncronos suelen ir acompañados de una tolerancia en partes por millón, y 
todas las tramas que lo forman, suelen tener una etapa de sincronismo para sincronizar 
nuevamente al receptor con el emisor de la trama. 
 
El paso del tiempo, hizo que se requirieran multiplexados a mayor escala, pudiendo 
transportar más canales a través de un solo par. Esto dio paso a los flujos E2, E3 y E4, 
donde E2 se constituye a partir de 4 flujos E1, E3 a partir de cuatro flujos E2 y E4 a 
partir de 4 flujos E3. No obstante, a medida que se multiplexaban más canales, se 
requería una mayor sincronización y se hacía el proceso más complejo para poder 
extraer tan solo el canal que interesaba. Cabe decir también que cuando se habla de este 
tipo de multiplexados se denominan tributarios a los flujos, en este caso 4, que forman 
uno nuevo y de mayor capacidad, el cual es conocido como agregado. La siguiente tabla 
muestra los flujos de datos plesíncronos estandarizados en Europa con su tolerancia en 
partes por millón. 
 
Nombre Número de canales Capacidad Tolerancia 
E1 30 2,048Mbps ±50ppm 
E2 120 8,448Mbps ±30ppm 
E3 480 34,368Mbps ±20ppm 
E4 1920 139,264Mbps ±15ppm 
Tabla A.2. Flujos de datos plesíncronos en Europa 
 
Como puede apreciarse, la capacidad desde un flujo al siguiente no es exactamente 4 
veces la capacidad anterior. Esto es debido a que, al contener más canales y tener menos 
tolerancia se requiere más control y sincronismo, pero como puede comprobarse, el 
número de canales de voz que contienen tales agregados no son más que 4 veces el de la 
jerarquía anterior. 
 
Igual que en Europa, EEUU y Japón disponían también de flujos de mayor capacidad, 
en las dos siguiente tablas podemos ver los flujos estadounidenses y japoneses. 
 
Nombre Canales Capacidad 
T1 24 1,544 Mbps 
T2 96 6,312 Mbps 
T3 672 44,736 Mbps 
T4 2016 274,176 Mbps 
 
Nombre Canales Capacidad 
J1 24 1,544 Mbps 
J2 96 6,312 Mbps 
J3 480 32,064 Mbps 
J4 1440 97,728 Mbps 
 
Tabla A.3. Flujos de datos plesíncronos de EEUU y Japón 
 
La aparición de la fibra óptica, igual que en muchos entornos de las telecomunicaciones 
cambió el paradigma. La jerarquía plesíncrona no era adecuada para tal canal de 
comunicación que presentaba un ancho de banda mucho mayor, y que por lo tanto, era 
capaz de transportar más información. Eso dio paso a la jerarquía síncrona, la cual se 
verá con más detalle cuando se hable de la fibra óptica posteriormente. 
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A.5. Seguridad de las comunicaciones sobre par trenzado 
 
Todo sistema de telecomunicaciones debe garantizar un mínimo de seguridad a los 
usuarios para preservar, tal como dice la constitución española en el artículo 18, su 
derecho a la intimidad. En especial, el articulo 18.3 dice que «se garantiza el secreto de 
las comunicaciones y, en especial, de las postales, telegráficas y telefónicas, salvo 
resolución judicial». Esto implica que se requieren mecanismos de seguridad para evitar 
que terceras personas ajenas a la comunicación puedan acceder a la misma. No obstante, 




A.5.1. Seguridad sobre comunicaciones de voz 
 
Las comunicaciones de voz viajan a través del bucle de abonado sin modular y sin 
ningún tipo de cifrado, esto implica que cualquier persona que tenga acceso al cable 
telefónico que constituye el bucle de abonado puede acceder a tal comunicación con tan 
solo “pinchar” el cable. Solo se requeriría un filtro paso bajo para filtrar las posibles 
comunicaciones DSL y tendríamos acceso a la comunicación sin mayor problema y 
escuchar cualquier conversación. 
 
El sistema telefónico tan solo detecta si alguien ha descolgado o no el teléfono debido a 
que al descolgarlo se reduce considerablemente se resistencia de entrada de la línea en 
la parte del abonado. Tan pronto lo detecta la central local, ésta envía un tono al usuario 
que le indica que puede comenzar a marcar el número de teléfono al cual se desea 
llamar. La marcación de este número puede hacerse de dos maneras diferentes, 
mediante tonos o mediante pulsos. El primero de estos es más reciente y consiste en que 
cada vez que el abonado pulsa sobre uno de los botones del teléfono, este genera dos 
tonos superpuestos que indican la fila y la columna de la tecla pulsada en la matriz que 
forman los botones del teléfono. El segundo fue el instaurado desde buen principio 
cuando los teléfonos, en vez de contener un teclado con los números, contenían una 
rueda que con las cifras que el usuario hacía girar hasta una pestaña metálica y la dejaba 
ir. Esto hacía que mientras la rueda volvía a la posición inicial, generaba un pulso por 
cada número de la rueda que pasaba bajo la pestaña, por lo que si se había introducido el 
dedo en el 8 y se hacía girar hasta la pestaña, al soltarlo se generaban 8 pulsos. 
 
Ambos sistemas actualmente son válidos. Esto implica que, con algo de maña, cualquier 
persona que pueda acceder a un bucle de abonado ajeno a él (de la fachada de un 
edificio, por ejemplo), puede hacer uso de ese bucle de abonado con tan solo conectar 
un teléfono, o incluso sin él si es capaz de generar los pulsos manualmente mediante 
contactos en la línea. Si esto se diera realmente, que realmente se da en algunos lugares, 
las consecuencias suelen pagarlas los mismos abonados, los cuales se ven impotentes al 
recibir una factura de teléfono elevada sin que los mismos hayan hecho uso apenas del 
sistema telefónico. No obstante, la compañía de teléfonos sabe que se han realizado 
tales llamadas pero no hay prueba alguna de que haya sido una persona ajena a la línea. 
 
Con ello, en resumen en cuanto a comunicaciones de voz, éstas carecen de sistemas de 
protección idóneos en la red de acceso a los abonados. Cualquier persona puede acceder 
a cualquier comunicación que se realice y escuchar de la misma o incluso utilizar dicho 
cable para realizar él mismo las llamadas que desee por caras que sean puesto que no las 
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pagará él. La persona infractora, tan solo requiere poder alcanzar y manipular el bucle 
de abonado, o, lo que es más sencillo aún, manipularlo desde dentro de la misma casa 
del abonado en un despiste del mismo abonado o desconocimiento del posible fraude. 
 
 
A.5.2. Seguridad sobre comunicaciones de datos 
 
Cuando se hace uso de tecnologías DSL, éstas suelen incorporar mecanismos de 
seguridad en cuanto al cifrado de los datos. Esto garantiza mayor seguridad pero no una 
seguridad excesiva. 
 
Cuando un módem DSL accede a Internet, negocia previamente con el dispositivo del 
proveedor de servicios (ISP) la forma de transmitir los datos. Esto suele hacerse 
mediante el uso del protocolo de punto a punto (PPP), el cual se suele hacer correr sobre 
ATM (PPPoA) o sobre Ethernet (PPPoE) según especifique el proveedor. Durante el 
inicio de la comunicación, el dispositivo ubicado en el lado del proveedor asigna unos 
recursos a ese usuario, autentifica al mismo usuario, se evalúa el canal y se negocia la 
transmisión de los datos asignándose así una contraseña, habitualmente simétrica, para 
cifrar los datos. A partir de ese punto  el canal queda cifrado para que no pueda 
accederse a la información que se transmite a través del mismo. 
 
Esta seguridad suele ser suficiente aunque no es perfecta. El supuesto hacker primero 
debe acceder a la línea, igual que si fuera a escuchar las posibles comunicaciones de 
voz, esto no es fácil cuando se pretende acceder a una línea en concreto debido al gran 
número de usuarios que puede existir en una zona urbana. Y una vez se accede a ésta 
línea, el hacker debe esnifar, término que en el mundillo hacker significa capturar datos 
ajenos, tantos paquetes como pueda y hacer uso de programas que reduzcan poco a poco 
la probabilidad de que sea una clave o la otra, el programa, si es bueno puede adivinar 
esa contraseña al esnifar muchos paquetes, por lo que a partir de ese punto podrá él 
también desencriptar la información, entenderla o suplantar la identidad del abonado. 
No obstante, para ello primero debe hallar la contraseña y eso suele llevar mucho 
tiempo, si tiene suerte lo puede hallar en horas. No obstante, cuando el abonado vuelva 
a conectarse, el ISP probablemente le asigne otra IP y otra contraseña simétrica, por lo 
que el hacker deberá volver a comenzar de nuevo si lo que quiere es robar información 
del abonado. 
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Tecnologías cableadas en materia de 
telecomunicaciones alternativas al 




El avance de la tecnología ha propiciado la aparición de nuevos canales de transmisión 
alternativos al par trenzado de cobre, el cual, como se ha mencionado anteriormente, 
solo estaba preparado para facilitar la recepción y emisión de llamadas telefónicas de 
voz, la cual acababa ocupando un ancho de banda inferior a 4kHz en la banda base. 
Conforme la tecnología iba avanzando, nuevos y mejores servicios iban apareciendo al 
mercado, como era y es el acceso a Internet sea o no de banda ancha. 
 
Los nuevos servicios que aparecían hallaban sus limitaciones en el medio físico 
utilizado como canal de transmisión, siendo éste habitualmente el par de cobre trenzado. 
Por lo tanto, se requería de nuevos canales de transmisión si se deseaba proporcionar 
servicios que exigían mayor capacidad de canal. Sin embargo, los operadores de 
telefonía vieron un gasto excesivo cambiar todos y cada uno de los bucles de abonado 
por otro medio de transmisión alternativo al par de cobre para los beneficios que esto 
podría reportarles. De esta manera, tal y como se ha dicho, en cuanto a redes de acceso, 
aparecieron las denominadas técnicas DSL que permitían un acceso de banda ancha sin 
la necesidad de cambiar excesivamente el medio de transmisión. 
 
Sin embargo, después de la aparición de la jerarquía plesíncrona que permitía enviar 
múltiples conversaciones de voz simultaneas por un solo canal de par trenzado, la 
empresa de telefonía líder en España decidió cambiar las líneas de transmisión para 
poder multiplexar aún más y mejor las comunicaciones de voz y enviar más de estas por 
solo un canal de transmisión. Éste cambio era mucho más sencillo y económico que el 
de cambiar todas las redes de acceso debido a que las líneas de transmisión que forman 
la red de transporte suelen ir todas juntas en cada enlace entre centrales telefónicas. Lo 
que con tan solo abrir una zanja o poner algunos postes se hacía de igual manera para 
una sola línea como para cientos de ellas. 
 
De esta manera, las comunicaciones de voz pasaron a ser transportadas a través de fibra 
óptica, la cual permitía cubrir mayores distancias al presentar menos atenuación, enviar 
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muchísima más información por cada una de ellas debido a su enorme ancho de banda y 






La fibra óptica ha revolucionado el campo de las telecomunicaciones al ser muchísimas 
más las ventajas que presenta que las desventajas en comparación con cualquier otro 
medio de transmisión basado en la propagación de corrientes eléctricas como es el cable 
de cobre. Éstas son ideales para cubrir largas distancias debido a su baja atenuación, lo 
que permite llegar mucho más lejos que con cualquier medio físico conocido para la 
propagación de señales guiadas. A continuación, se profundizará en el funcionamiento 
de una fibra óptica para entender sus limitaciones, se explicará a grandes rasgos el 
proceso de creación de una fibra, el equipo necesario para poder generar redes de fibra 
óptica y, finalmente las tecnologías, modulaciones y demás que se utilizan en la 
actualidad para llegar a cabo ciertos servicios. 
 
 
B.1. Explicación técnica básica sobre fibra óptica 
 
La fibra óptica es un medio de transmisión que, a diferencia de los hilos y cables de 
cobre, transporta luz en su interior y no electricidad. Para ello, se requiere que una 
fuente óptica, que suele ser un LED o un LASER, y un receptor óptico, como puede ser 
un fotodiodo. 
 
La luz es emitida por uno de los extremos y viaja a través de la fibra hasta el extremo 
opuesto sin que apenas se pierda intensidad respecto a la emitida. Para que esto sea 
posible, la luz no debe salir, bajo ningún concepto de la fibra, y esto se consigue 
haciendo uso de las denominadas leyes de Snell. 
Estas leyes determinan la trayectoria de la luz 
reflejada y transmitida cuando la luz alcanza a 
un material de diferente naturaleza al que está 
atravesando. El ángulo reflejado siempre 
coincide con el incidente respecto a la 
perpendicular del plano que separa ambos 
medios. El transmitido aumenta, respecto a la 
perpendicular al plano, a medida que también 
lo hace el incidente. Cuando se da que el índice 
de refracción del medio por el que viajaba la 
onda es superior al del medio al que intenta 
transmitirse, existe un ángulo del rayo 
incidente para el que el ángulo del rayo 
transmitido es 90º, lo que se traduce a que la 
luz que debería transmitirse no lo hace y sigue 
la dirección del plano. Si el ángulo incidente se 
hace mayor aún, esto lleva a que no hay rayo 
transmitido sino que todo el rayo es reflejado. 
 
Figura B.1. Ilustración de la ley de Snell 
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La fibra óptica está formada principalmente por dos secciones: el núcleo, sección 
circular situada en el centro de la fibra, y el revestimiento, que rodea al núcleo. Ambas 
partes suelen estar formadas por el mismo material, salvo que el núcleo se diseña 
siempre con un índice de refracción superior al del revestimiento. De esta manera, tal 
como dicen las leyes de Snell, existirá un ángulo mínimo a partir del cual la luz 
introducida por un extremo de la fibra no presentará rayos transmitidos al revestimiento 
y de esta manera, toda la luz entrante saldrá por el otro extremo. 
 
Lo anterior será cierto siempre que la fibra óptica no exceda un cierto grado de 
curvatura. Si se dobla la fibra formando una curva muy cerrada, puede ocurrir que la luz 
a viaja a través de la fibra forme un ángulo inferior al mínimo exigido para que no 
hayan rayos transmitidos al revestimiento, lo que implicará que la luz salga del núcleo, 
atraviese el revestimiento y salga hacia fuera, perdiendo así la información, o gran parte 
de la potencia que llevaba ese rayo. Cabe decir también que este problema puede 
reducirse si se aumenta aún más el índice de refracción del núcleo o se reduce el del 
revestimiento. Sin embargo, esta solución no es adecuada ya que reduce el ancho de 
banda de la transmisión. 
 
Dejando de lado las leyes de Snell, otra característica importante de las fibras ópticas es 
se clasificación como monomodo o multimodo. Debido a condiciones de contorno 
dentro del núcleo de la fibra óptica, no todas las frecuencias de luz, o longitudes de 
onda, pueden viajar por dicho medio. Lo que se traduce en que a través de la fibra solo 
suelen viajar ciertas frecuencias, las cuales suelen depender, entre otros factores de 
menos relevancia, de las dimensiones de la fibra en cuanto al radio del núcleo o de la 
amplitud numérica, la cual depende en última instancia de los índices de refracción del 
núcleo y el revestimiento. 
 
Es importante saber que los modos que pueden propagarse a través de la fibra se 
reducen al reducir el radio del núcleo. Antiguamente, el proceso de creación de las 
fibras ópticas no permitía crear fibras de un radio tan pequeño como se pretendía por lo 
que era inevitable tener más de un solo modo propagándose por la fibra. En la 
actualidad, se pueden crear fibras de radios microscópicos, comparables al grosor de un 
cabello que tan solo permiten el paso de un modo concreto a cierta frecuencia, estas 
fibras son conocidas como monomodo. 
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Figura B.2. Ilustración sobre los modos que se propagan en el interior de una fibra óptica 
 
Habiendo tan solo un modo de transmisión, el ancho de banda de la fibra presenta 
mejores prestaciones que si existen más modos propagándose. Esto es así porque cada 
modo incide en el revestimiento con un ángulo diferente, lo que finalmente desemboca 
en que el modo que presenta un ángulo mayor debe recorrer menos distancia, por lo que 
es el primero en llegar al final de la fibra, mientras que el de menor ángulo es el último 
en llegar. La conclusión final es que en la salida tenemos “ecos” de la señal principal 
que se ha mandado. Como la información que se envía a través de la fibra suele ser por 
pulsos de luz a una determinada frecuencia, lo que tenemos finalmente en la salida son 
pulsos de la misma naturaleza salvo que con menor amplitud y mayor duración. Dicha 
duración aumenta contra más se aumente la distancia a recorrer, lo que implica que el 
ancho de banda de la fibra se reduce con la distancia. 
 
En las fibras monomodo, debido a que solo hay un modo los rayos de luz emitida 
deberían llegar todos a la vez al final de extremo según lo explicado anteriormente, lo 
que significaría que tendríamos un ancho de banda infinito. Sin embargo, en la práctica 
esto no es así. El material, como todo material a mayor o menor escala, difracta la luz. 
Por lo tanto, a medida que se aumenta la distancia más tiempo tiene el material para 
difractar la luz incidente dentro del núcleo, por lo que finalmente, igual que ocurría en 
las fibras multimodo, se tendrán pulsos de mayor duración y menor amplitud. No 
obstante, estos efectos serán mucho menos importantes que los presentados en la fibra 
multimodo. 
 
Debe destacarse también la existencia de dos tipos de fibras multimodo: las de salto de 
índice y las de gradiente de índice. Las primeras son las que ya se han explicado aquí, 
en las cuales, el índice de refracción entre el núcleo de la fibra y su revestimiento 
presenta un cambio brusco, lo que fuerza al haz de luz a reflejarse inmediatamente. La 
de gradiente de índice funciona de manera similar salvo que ahora el cambio de 
gradiente de índice entre el núcleo y el revestimiento cambia gradualmente. Esto 
provoca que los rayos no sean inmediatamente reflejados sino que al alcanzar el 
revestimiento, el rayo de luz tienda a curvarse hasta ponerse casi paralelo con el eje de 
la fibra y se refleje finalmente. Esta técnica permite reducir el efecto de los diferentes 
modos que se propagan a través de ella haciendo que los modos alcancen el otro 
extremo de la fibra sin tanta separación temporal entre el más rápido y el más lento 
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como ocurría en las de salto de índice. No obstante, la aparición a posteriori de la fibra 
monomodo ha desbancado esta tecnología, pues es importante hacer notar que esta 
solución no es mejor que las fibras monomodo. 
 
Finalmente, es también importante conocer que las fibras ópticas presentan tres bandas 
de frecuencia en las cuales la atenuación presenta mínimos relativos. Dichas bandas se 
encuentran prácticamente en el mismo espacio espectral en el que las ondas 
electromagnéticas se hacen visibles para nuestros ojos, siendo así luz de un color 
determinado. 
 
Figura B.3. Ventanas ópticas de toda fibra óptica 
 
En la figura pueden apreciarse dichas ventanas. La primera ventana presenta el mínimo 
cerca de los 850nm, la segunda lo presenta cerca de los 1300nm y la tercera suele 
centrarse en los 1550nm. Dejando de lado la primera ventana, existe un compromiso 
entre la segunda y la tercera tal como puede apreciarse. La segunda suele presentar el 
mayor ancho de banda de las tres y la tercera suele presentar la zona de menor 
atenuación. La primera, sin embargo, fue la primera que se conoció. El avance de las 
tecnologías llevó a la segunda y tercera respectivamente. 
 
Un detalle interesante a sacar a relucir de esto son los picos de atenuación que separan 
las ventanas. Estos aparecen debido a la existencia de radicales OH- en el interior del 
núcleo, los cuales absorben la luz, y por lo tanto, aumenta la atenuación. El origen de 
estos picos no proviene del material, sino del proceso de fabricación, el cual veremos en 
más detalle en seguida. Nótese que la inexistencia de estos picos de atenuación 
presentaría una única ventana con un ancho de banda superior a la suma del ancho de 
las tres, y por ello, los fabricantes buscan esa anulación de los picos. 
 
 
B.2. Proceso de fabricación de la fibra óptica 
 
La gran mayoría de las fibras ópticas suelen ser de sílice, o lo que es lo mismo, dióxido 
de silicio ( SiO2 ). El silicio se puede extraer de una manera sencilla de la naturaleza y 
habitualmente se extrae de los minerales formados por cuarzo. Estos suelen fundirse y 
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filtrarse para obtener un silicio más puro. Las altas temperaturas y el aire que rodea a tal 
material fundido fomentan la aparición del óxido de silicio el cual tiende a doparse con 
otro compuesto para poder manipular así el índice de refracción según se desee. El 
compuesto, suele colocarse en forma vertical con un peso en su extremo y la misma 
gravedad hace que el material tienda a alargarse al mismo tiempo que pierde grosor. 
Esto suele hacerse aportando calor al compuesto para que sea capaz de deformarse y el 
proceso termina cuando se alcanza el grosor que se pretendía. Finalmente acaba por 
solidificarse dando lugar así al núcleo de la fibra óptica. 
 
El revestimiento es colocado posteriormente sobre el mismo núcleo de una forma 
similar, el cual acaba por solidificarse al disminuir su temperatura y acaba por adherirse 
y recubrir al núcleo. Dicho revestimiento suele estar formado también por sílice o fibra 
de vidrio, pero en este caso y tal como se ha mencionado anteriormente, con un índice 
de refracción menor al del núcleo. 
 
Debe tenerse en cuenta que existen otras fibras formadas por otros materiales 
alternativos a la sílice, como podrían ser las de plástico. Éstas se hacen de una forma 
similar a la anteriormente explicada, salvo que al ser plástico, el proceso suele ser más 
sencillo y menos costoso, lo que finalmente repercute en el precio de la fibra. No 
obstante, ésta alternativa suele generar, como es de esperar, fibras de una calidad 
inferior a las formadas por sílice. La atenuación de éstas suele ser considerablemente 
mayor, y es por ello que suelen utilizarse para cortas distancias, como puede ser el 
interior de la vivienda y no para transportar información a largas distancias. 
 
Igualmente, cabe destacar que la generación de las tres ventanas de transmisión, tal 
como se ha explicado en el apartado anterior, se debe a los picos de atenuación que 
separan las mismas. Estos picos se forman debido a la aparición de humedad en el 
entorno en el que se fabrica dicha fibra. Esta humedad, que se compone básicamente de 
vapor de agua, interactúa con la sílice cuando esta se encuentra a altas temperaturas 
permitiendo la aparición de los radicales OH- en el compuesto final que forma el núcleo 
de la fibra. El avance de la tecnología a nimbado este efecto añadiendo ciertos 
procedimientos al proceso de fabricación de la fibra haciendo que las fibras puedan 
clasificarse como aquellas que presentan los picos de agua, las que presentan pequeños 
picos de agua al reducir este efecto y la que no tienen pico de agua, teniendo en este 
último caso fibras con una sola ventana de un ancho de banda mayor que el de las tres 
ventanas juntos. 
 
El proceso explicado hasta ahora, habiendo o no picos de agua o siendo o no sílice, da 
paso a la fibra en sí, no obstante, con tan solo el núcleo y el revestimiento no es 
necesario, pues ésta fibra no está preparada para soportar ciertos entornos y dificultades 
que puedan surgir, haciendo que la fibra finalmente acabe por romperse o deshacerse 
con el paso del tiempo eliminando así cualquier posible comunicación. Para evitar esto 
se requieren otras capas y protecciones que, aunque no añaden funcionalidad a la 
transmisión, la hacen más robusta a ciertos entornos. 
 
Lo primero que suele hacerse es añadir lo que suelen denominar como protección 
primaria. Esta protección suele ser una sencilla y fina capa de plástico de tal modo que 
se aísle el recubrimiento de la fibra de cualquier medio, como puede ser el aire. Esto 
evitará que el revestimiento pueda ser dañado directamente y aumentará notablemente 
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la vida de la fibra óptica. El resultado en grosor suele ser comparable con el cabello 
humano en fibras monomodo. 
 
A partir de este punto, según para qué entornos se diseñen dichas fibras, el proceso de 
producción se bifurcará en un sentido u otro. No obstante, lo más habitual suele ser 
tomar un número determinado de fibras con su protección primaria rodeando un 
material metálico, o siendo rodeadas por éste, como puede ser acero para que aumente 
la dureza del conjunto o evite que pueda formarse una curva excesiva. Igualmente, este 
conjunto suele recubrirse nuevamente con una capa de mayor grosor de plástico, goma o 
cualquier otro material según para qué se pretenda ese cable, para aislar las fibras 
definitivamente del entorno. A todo este conjunto de protección suele denominarse, 
protección secundaria. 
 
Dicho lo anterior debe tenerse en cuenta que la fabricación de una fibra óptica no es un 
proceso costoso al depender de materias primas que pueden encontrarse en abundancia. 
Lo que hace que aumente su precio es lo que forma parte de la protección secundaria, 
donde se pueden requerir incluso metales. 
 
 
B.3. Tipos comerciales de cables de fibra óptica 
 
Existen diversos tipos de cable de fibra óptica, y clasificaciones de las mismas, 
dependiendo del uso que quiera darse, del número de fibras que incorpore o según el 
lugar donde vayan a colocarse. Algunos de estos tipos son los siguientes. 
 
Cable loose estándar: es el tipo de cable más utilizado en el despliegue de redes de 
fibra óptica, especialmente de transporte. Está compuesto por un tubo o más que 
contienen un número determinado de fibras con protección primaria. Los tubos añaden 
al conjunto un mínimo de protección secundaria. 
 
 
Figura B.4a. Ejemplo de cable loose standard 
 
Microcables: es un tipo de cable preparado para ser instalado en el interior de 
microconductos estándar. Éstas presentan un grueso muy reducido y pueden incorporar 
hasta 96 fibras ópticas en su interior. Esta solución resulta idónea para el despliegue de 
una red FTTH. 
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Figura B.4b. Ejemplo de microcable de fibra óptica 
 
Cables para ser enterrados: los hay de muchos tipos, pero tal como dice su nombre, 
estos están preparados para ser enterrados directamente sin ningún tipo de protección 
adicional. Suelen estar recubiertos de una capa metálica que aísla las fibras del medio 
exterior y las protege de golpes. 
 
 
Figura B.4c. Ejemplo de cable de fibra óptica para ser enterrado 
 
Cables aéreos: cables de fibra preparados para ser colgados y trazados de poste a poste. 
Estos suelen incorporar protección secundaria para evitar que agentes externos, como 
podrían ser aves, puedan dañar el cable a la vez que dicha protección debe ser lo 
suficiente fuerte para sostener su propio peso bajo cualquier circunstancia. 
 
 
Figura B.4d. Ejemplo de cable de fibra óptica aéreo 
 
Cables para instalaciones en conductos: Son de los más utilizados para redes de 
acceso. Como su nombre indica, estas están diseñadas para ser instaladas en los 
conductos. Presentan resistencia a la humedad y pueden tener protección antirroedores, 
que suele ser aconsejable incorporar. 
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Figura 12. Ejemplo de cable de fibra óptica para instalaciones en conductos 
 
 
B.4. Formas de despliegue y tendido de fibras ópticas 
 
Cuando se habla de desplegar fibra óptica, y sobre todo en entornos urbanos, deben 
tenerse en cuenta muchos factores que no tan solo afectan a la buena funcionalidad del 
cable de fibra óptica como medio de transmisión, sino también a la conservación del 
mismo cable, el precio de dicha obra pública, la seguridad de la ciudadanía, el tiempo de 
tal obra y, en última instancia, la estética del resultado, entre otros muchos factores. 
 
En dichos entornos urbanos, existen diversas formas de desplegar tal red y en una 
misma red, puede hacerse uso de las diversas formas dependiendo del terreno. Las 
formas más conocidas son las siguientes: 
• Despliegue mediante zanjas subterráneas con canalizaciones o tubos que 
llevan los cables de fibra óptica. 
• Despliegue mediante mini-zanjas donde se introducen los cables de fibra 
óptica directamente a pocos centímetros por debajo de la superficie. 
• Despliegue haciendo uso de infraestructuras existentes por otros servicios 
como pueden ser el gas, agua, electricidad o incluso autopistas. 
• Despliegue aéreo tendiendo el cable de poste a poste tal como se ha hecho con 
los pares de cobre trenzados. 
• Despliegue por fachada de los edificios. 
 
Las anteriores formas de trazar son todas válidas y una puede ser más útil que otra 
según el entorno. No obstante, cabe decir que no todas presentan la misma seguridad 
tanto en obra como de cara al usuario final, ni tiempo, ni coste de la obra. Dejando de 
lado la posibilidad de tener infraestructuras ya existentes que podamos reutilizar, 
podríamos ordenar las restantes en el orden mostrado anteriormente, siendo la primera 
la más cara y la que más tiempo requiere para su despliegue, pero a la vez la más segura 
de las opciones, y siendo la última la más económica pero a su vez, la más insegura 
tanto a nivel de privacidad de las comunicaciones como a nivel de recibir posibles 
golpes o ser dañados por parte de las personas o animales que habiten la zona, o por 
condiciones meteorológicas. 
 
Igualmente, la última de las opciones, desplegar la red haciendo uso de la fachada de 
edificios, es una solución que los ayuntamientos no suelen desear debido a que estropea 
la estética del lugar. Este aspecto social, muchas veces puede ser solventado realizando 
un despliegue por fachada que contemple dichos aspectos. Para ello suelen redactarse 
normas que deben cumplir los operarios para concluir con un trabajo más atractivo a la 
vista. Estos puntos a tener en cuenta pueden ser: que los cables deben ser paralelos a la 
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acera o totalmente perpendicular a ella, que los cables deben estar bien sujetos a la 
fachada para evitar que se hagan formas cóncavas entre los soportes de dicho cable o 
que los cables permanezcan ocultos a la vista de los ciudadanos mediante guías o otros 
recursos arquitectónicos. 
 
Cuando se hace uso de infraestructuras existentes, se debe tener en cuenta las 
condiciones de dichas instalaciones para seleccionar un cable u otro o seleccionar algún 
tipo adicional de protección secundaria. En Paris, por ejemplo, el alcantarillado resulta 
ser una infraestructura ideal por donde trazar fibra óptica con suma facilidad. El 
alcantarillado de París se encuentra muy cercano a la superficie, y la estructura de éste 
permite hacer una correcta distribución sin hacer demasiada obra civil. Lo que se refleja 
notablemente en un ahorro en tiempo de despliegue y coste del mismo. 
 
Las zanjas subterráneas, tal como se ha dicho son las más costosas pero a la vez las más 
seguras, pues al estar resguardado el cable bajo tierra se tiene la certeza de que las 
condiciones del entorno no variarán, por lo que puede seleccionarse el tipo de cable 
idóneo para llevar a cabo tal tarea con mayor seguridad. Además, esta solución dificulta 
el acceso a cualquier persona o animal a alcanzar dicho cable, por ello este método se 
convierte en el más seguro de todos y ser, sin duda, la forma de despliegue más 
utilizada para fibra óptica. 
 
El uso de zanjas subterráneas, como ya puede predecirse, acarrea una mayor 
complejidad de despliegue. El paso del tiempo ha contribuido en buscar nuevas y 
mejores soluciones para hacer de esta forma tan segura, un precio más asequible y un 
menos tiempo. Esto ha llevado a la aparición de diferentes técnicas de tendido en 
canalización entre arquetas. Los cuatro más conocidos son los siguientes. 
• Tendido manual 
• Tendido mediante cabestrante automático 
• Tendido mediante “floating” 
• Tendido mediante “blowing” 
 
Los cuatro tendidos anteriores requieren de la existencia de un tubo a través del cual se 
pretende hacer pasar los cables de fibra óptica. El tubo debe tener unas dimensiones 
suficientes en cuanto a grosor y asegurar una curvatura mínima que, en ningún caso será 
menor que la necesaria para evitar que los haces de luz que viajan a través de la fibra 
incidan sobre el revestimiento con un ángulo tal que la luz se transmita al mismo y se 
pierda. Por ello, el tubo deberá ser mandrilado previamente haciendo pasar a través de él 
una hilo cuya punta contenga una pieza cilíndrica de longitud y diámetro conocido para 
asegurar la continuidad del tubo y que los cables que se pretenden introducir caben 
perfectamente. 
 
El tendido manual requiere más tiempo y más operarios, los cuales deben trabajar con 
cierto sincronismo entre las diferentes arquetas para asegurar el correcto tendido del 
cable y que éste no se deforma en tal proceso, evitando así su posible daño. La fibra 
óptica, que suele traerse de fábrica en bobinas de gran tamaño es progresivamente 
desenrollada de tal bobina de una forma adecuada e introducida en la canalización a 
través de la primera arqueta. El de la posterior arqueta deberá tirar del cable desde el 
otro extremo para realizar el tendido mientras el operario situado junto a la bobina o en 
arqueta por las que el tendido ya se haya realizado deberá comprobar y asegurar que el 
cable sigue fluyendo con normalidad a través del tubo sin que se produzcan tensiones 
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excesivas. El ritmo de dicho tendido lo marca el operario que en ese momento se 
encargue de tirar del cable. Este método de tendido requiere también el uso de algún 
material lubricante para reducir la fuerza que debe hacer el operario y evitar que se dañe 
el cable al quedarse atrapado en el interior del tubo. 
 
 
Figura B.5. Ilustración sobre el tendido manual 
 
El tendido mediante cabestrante automático se realiza de una forma similar, salvo que 
en este caso no es el operario quien tira del cable sino que lo hace una máquina. Esta 
máquina está equipada con un sistema inteligente que controla la tensión del cable para 
frenar si actividad si ésta excede un máximo. El uso de esta técnica reduce el tiempo del 
tendido al no depender ahora de la fuerza y resistencia del operario que tira, no obstante, 
se requiere dicha máquina, de lo contrario no puede realizarse. 
 
El tendido por “floating” es una técnica que cosiste en rellenar el tubo por el que se 
pretende pasar el cable con algún líquido como puede ser agua. El uso de una bomba en 
un extremo genera una presión en ese líquido provocando así que el líquido, junto con 
el cable viajen conjuntamente formando un caudal. Este método no requiere ningún tipo 
de lubricante al hacer uso de un líquido. Igualmente, no se requiere a ningún agente 
haciendo fuerza desde la arqueta siguiente para realizar el tendido, lo que reduce el 
número de operarios necesarios y acorta el tiempo de realización del tendido. La 
desventaja es que el tubo debe ser secado de alguna manera para evitar dañar el cable 
excesivamente. 
 
La última técnica que ha surgido es el blowing. Esta es similar al floating, salvo que en 
este caso no se hace uso de ningún líquido, sino de un sistema neumático que hace fluir 
el aire de una arqueta a la siguiente y al cable de fibra óptica también. Esta técnica ha 
demostrado ser la más veloz ya que a diferencia del floating no requiere de un secado. 
Debe tenerse en cuenta que, tanto para el blowing como para el floating, los cables 
utilizados deben poder aguantar este tipo de tendido. El cable loose estándar es un 
ejemplo de cable que ya ha sido preparado para ser tendido por cualquiera de los 
métodos aquí presentes en cuanto a zanjas subterráneas. 
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Figura B.6. Ilustración del tendido mediante blowing 
 
El uso de minizanjas reduce la seguridad en cuanto al despliegue de zanjas subterráneas 
al estar las fibras más cercanas al nivel de la superficie. No obstante, el uso de éstas 
reduce notablemente los precios y el tiempo. Los cables de fibra óptica no suelen tener 
un grosor alarmante, por lo que no se requiere abrir una zanja ni muy profunda ni muy 
ancha para poder enterrar el cable igual que no se requiere un tubo muy ancho para 
envolver al mismo cable si fuera el caso. De la misma forma, no se requieren arquetas 
donde pueda caber una persona entera, sino tan solo una de menor tamaño desde la cual 
el operario pueda hacer todo lo necesario desde el suelo al levantar la tapa. Todo esto, 
en contraste con las zanjas subterráneas explicadas anteriormente, puede suponer el 




B.5. Componentes habituales en materia de fibra óptica 
 
Una vez vistos y explicados los diferentes aspectos que engloban a la fibra óptica, debe 
tenerse en cuenta que la fibra es tan solo el canal de transmisión por el que se desea 
enviar y recibir información. Pero como en todo sistema de transmisión, a parte del 
canal, se requiere también un emisor y un receptor. Los emisores deben ser capaces de 
emitir luz, tal como se ha dicho con anterioridad, en una de las tres ventanas de la fibra 
óptica. Y los receptores deben ser capaces de detectar la luz emitida a través de la 
ventana concreta por la que se lleve a cabo la transmisión. Los emisores ópticos 
utilizados suelen ser de dos tipos: LED y LASER. 
 
 
B.5.1. Principio de funcionamiento de un diodo LED 
 
Los LED, Light-Emitting Diode o diodos de emisión de luz, son, como su nombre 
indica, diodos creados a partir de semiconductores, como podrían ser el Silicio o el 
Germanio, diseñados especialmente para emitir luz cuando son atravesados por una 
corriente eléctrica. Dichos semiconductores son dopados con algún otro elemento como 
es el Boro (B) u otro elemento trivalente para formar semiconductores tipo P o el 
fósforo (P) u otro elemento pentavalente para formar semiconductores tipo N. La unión 
física de un semiconductor tipo P y un tipo N forma siempre un diodo donde el extremo 
P pasa a ser el ánodo y el extremo N el cátodo del mismo. 
 
La anchura de banda prohibida o gap es la cantidad de energía que se requiere aportar a 
un electrón para que pase de la banda de valencia a la de conducción de un material. 
Cada semiconductor, en su forma cristalina, tiene un gap concreto el cual puede ser 
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directo o indirecto, una propiedad que determina si se requiere un tipo de energía u otro 
para hacer que los electrones del material cambien entre las diferentes bandas. 
 
Cuando se habla de diodos LED, el gap se requiere necesariamente directo. Esto 
favorece que los electrones puedan generar luz de una manera sencilla. En este caso, los 
electrones que se encuentran en la banda de valencia, banda en la que requieren menos 
energía y en la que tienden a estar los electrones, al ser bombeados con una diferencia 
de tensión en los extremos del material, éstos recogen tal energía y pasan a la banda de 
conducción, lugar a partir del cual los electrones son libres para saltar de átomo en 
átomo para generar un flujo de portadores. Sin embargo, como ya se ha dicho, los 
electrones tienden a estar en la banda de valencia, a la cual vuelven tan pronto tienen la 
oportunidad. Para volver a dicha banda deben deshacerse de la energía que tienen y esto 
suele hacerse mediante radiación electromagnética, lo que en otras palabras significa 
que, cada vez que un electrón vuelve a la banda de valencia, éste emite un fotón de luz. 
En caso de que el material no disponga de un gap directo, el electrón no puede volver 
tan fácilmente a la banda de valencia y para ello debe generar fotones y fonones. 
 
La energía de la que debe desprenderse un electrón para cambiar de banda viene 
determinada por el ancho de la banda prohibida o gap. El orden de magnitud de esta 
energía es de unidades de electrón-volt (eV). Esta anchura de gap también determina la 
frecuencia y longitud de onda de la luz emitida mediante la siguiente expresión. 
 
E  =  h · f  =  h · c / λ  =>  λ  =  h · c / E 
 
E se refiere a la anchura de la banda prohibida en Joules, h es la constante de Plank, que 
equivale a 6,626·10-34Js, f es la frecuencia de la onda resultante, c es la velocidad de la 
luz en el vacío, de aproximadamente 3·108m/s y λ es la longitud de onda de la onda 
resultante respecto al vacío, y no en el interior del material semiconductor que la genera. 
 
Teniendo en cuenta la formula anterior, y sabiendo la longitud de onda de las diferentes 
ventanas que la fibra presenta, los encargados de diseñar diodos LED y diodos LASER 
buscan siempre materiales que presenten la anchura de banda prohibida ideal según la 
ventana en la que se pretenda emitir. Puesto que el Silicio y el Germanio, que son los 
únicos elementos puros que se pueden clasificar como semiconductores en la tabla 
química de los elementos, no cumplen con este cometido, suele hacerse uso de 
compuestos generados por dos o más elementos que, habitualmente son trivalentes o 
pentavalentes, haciendo así que el resultado sea cuadrivalente y se comporte como un 
material semiconductor. 
 
Uno de los más extendidos es el arseniuro de galio (GaAs), este tiene una anchura de 
gap directa de aproximadamente 1,43eV, esto permite emitir luz a una frecuencia de 
aproximadamente 865nm, longitud de onda que queda incluida dentro de la primera 
ventana y dentro de la gama de infrarrojos. En electrónica se hace uso de otros 
compuestos como puede ser el GaAs1-XPX, donde x puede variar entre x=0, caso en el 
que estaríamos hablando del mismo arseniuro de galio, y x=1, que sería lo mismo que 
GaP cuya anchura de banda prohibida está cerca de 2,3eV. Para x=1 la frecuencia 
emitida es cercana a 540nm, si a este compuesto se le añade nitrógeno (N), se obtiene 
una luz verde o amarilla según la cantidad del mismo, si se le añade zinc (Zn) se 
consigue luz roja y si se le añade azufre (S) se puede obtener amarilla. 
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El anterior es un claro ejemplo de que, jugando con los elementos trivalentes y 
pentavalentes se puede generar luz a la frecuencia que se desee. En nuestro caso, se 
persigue la emisión de luz a través de la segunda y tercera ventana mayoritariamente al 
ser estas las que menos atenuación y mayor ancho de banda presentan. La emisión en 
estas ventanas puede conseguirse, y se consigue habitualmente mediante los compuestos 
cuaternarios AlXGa1-XAs para la segunda ventana y In1-XGaXAs1-YPY para la tercera, que 
como se ha comentado antes, los parámetros X e Y sirven para ajustar a la frecuencia 
realmente deseada y se entienden que pueden ir de 0 a 1. 
 
Los LED que son diseñados para emitir en fibra óptica suelen tener una forma similar a 
la que puede apreciarse en la figura. La luz se emite tan solo en la unión PN del 
material, lo que se conoce por zona activa o zona de carga de espacio, por esa razón, los 
LED se suelen perforar habitualmente por la zona N hasta alcanzar la unión, esto hará 
que los electrones salgan a través del hueco formado. En dicho hueco, se fija 
habitualmente la fibra óptica haciendo uso de resina epoxi, que la fija al LED de manera 
eficaz. 
 
Figura B.7. Ejemplo de diodo LED diseñado para fibra óptica 
 
 
B.5.2. Limitaciones del diodo LED en cuanto a su uso en 
fibras ópticas 
 
Como se ha visto anteriormente, la frecuencia o longitud de onda de la luz emitida 
puede seleccionarse en el proceso de fabricación haciendo uso de un compuesto u otro. 
No obstante debe tenerse en cuenta la pureza espectral de la luz que se emite cuando los 
electrones saltan de la banda de conducción a la de valencia, debido a no idealidades, 
algunos dan más energía que otros debido a que unos pueden encontrar más anchura de 
la banda prohibida que otros. Esto repercute en que finalmente se obtiene un espectro de 
la señal de salida de una anchura del orden de las decenas de nanómetro. 
 
Otro factor a tener en cuenta es la apertura numérica del LED. El diodo LED genera su 
luz no en un haz sino distribuyéndola a lo largo de un ángulo bastante grande si se 
compara con la apertura numérica de la fibra óptica que se pretenda utilizar como medio 
de transmisión. Esto implica que gran parte de la potencia emitida por la fuente no 
cumple con el ángulo mínimo que asegura una reflexión total entre el núcleo de la fibra 
y su revestimiento, y en consecuencia, esa gran parte de la luz emitida tiende a 
escaparse de la fibra y no contribuye en la comunicación. En otras palabras, la eficiencia 
es muy reducida. 
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No obstante, el factor más determinante en cuanto a las limitaciones del diodo LED en 
comparación con otras fuentes de luz reside en su respuesta dinámica. La respuesta de 
esta fuente de luz a un escalón ideal de intensidad puede ser modelada como una 
respuesta de primer orden, cuya constante de tiempo (τ) suele ser el tiempo de vida 
medio de los portadores, que en otras palabras quiere decir el tiempo medio que un 
electrón se mantiene en la banda de conducción desde que es bombeado desde la banda 
de valencia y vuelve a ésta al emitir un fotón. Este tiempo, el tiempo medio de vida de 
los portadores, suele estar entre 1 y 2ns. Por ello, la respuesta tarda en pasar del 10% al 
90% de su recorrido aproximadamente entre 2,2ns y 4ns. 
 
En definitiva se tiene que si la información se envía mediante pulsos, suponiendo cada 
pulso un bit. La tasa máxima que se puede pretender enviar con un LED nunca podrá 
superar los 250Mbps teóricamente. En la práctica, cualquier no idealidad podrá hacer 
que esta tasa disminuya drásticamente. Aunque cabe destacar que el LED es 
considerablemente más barato que un LASER, por lo que si no se pretende hacer uso de 
una tasa de envío muy elevada, esta solución es más adecuada. 
 
 
B.5.3. Principio de funcionamiento de un diodo LASER 
 
La palabra LASER es una abreviación de Light Amplification by Stimulated Emission 
of Radiation, que en español puede traducirse como amplificación de luz mediante 
radiación por emisión estimulada. Lo anterior se entenderá mejor tan pronto se explique 
sobre el fenómeno de la radiación estimulada. 
 
 
Figura B.8. Unión PN 
Un diodo LASER está construido de una forma muy 
similar a diodo LED, o sea, mediante la unión PN de 
un semiconductor u otro compuesto ternario o 
cuaternario capaz de emitir luz en la misma unión 
PN. La diferencia es que, en este caso, la unión se 
introduce en una cavidad de longitud determinada y 
capacitada para reflejar la luz procedente del LED de 
forma controlada. Igual que se dijo cuando se 
explicó la fibra óptica, dada la longitud de la cavidad 
existen escasas frecuencias que podrán reflejarse en 
las paredes y mantenerse activas, las otras 
desaparecerán por condiciones de contorno. Si a esto 
se le suma que el LED solo emitirá cerca de una frecuencia determinada según el 
compuesto que forme la unión, idealmente solo existirá un modo propagándose a través 
de la cavidad. Esto hace que el espectro de salida del LASER sea ahora mucho más 
estrecho que el del LED, siendo ahora del orden de las décimas de nanómetro, unas cien 
veces inferior al LED. 
 
 
Figura B.9. Espectro en el interior de un LASER y en su salida 
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Además de la ventaja de tener un espectro más fino se tiene una respuesta dinámica 
mucho mejor que la del LED, y esto es gracias a la emisión estimulada. La emisión de 
luz que se ha mencionado anteriormente cuando se explicaba el funcionamiento básico 
de un LED, en la que los electrones emitían un fotón al volver a la banda de valencia y 
esto lo hacían tan pronto tenían posibilidad de ello, se conoce como emisión espontánea. 
De la misma manera existe el procedimiento inverso, o sea, un electrón puede pasar 
desde la banda de valencia a la de conducción al absorber la energía de un fotón y no al 
ser bombeados. Este efecto, tanto en el LED como en el LASER tiende a ser reducido 
mediante procedimientos más complejos que los explicados aquí, como son el uso de 
heterouniones y no de homouniones con un grosor de la capa muy reducido para que la 
luz emitida por los portadores sea absorbida en menor medida por otros portadores 
situados en la misma zona de carga de espacio o zona activa. 
 
La emisión estimulada se produce cuando se tiene un electrón en la banda de 
conducción y cambia rápidamente a la banda de valencia de nuevo debido a que recibe 
un fotón cuya energía es la misma que requeriría tal electrón para volver a la banda de 
valencia. Cuando esto acorre, el electrón vuelve a la banda de valencia enseguida 
emitiendo un segundo fotón que, al igual que el primero, contiene la misma frecuencia y 
fase. En términos macroscópicos esto se traduce en una amplificación de la luz 
incidente. En la figura puede verse una idea conceptual de este proceso, la banda E1 
representa la banda de valencia y la banda E2 representa la banda de conducción. 
 
Figura B.10a. Emisión espontánea         Figura B.10b. Emisión estimulada 
 
Tal como se ha mencionado, al estar dentro de una cavidad que refleja la luz que se 
emite en la unión PN, esta luz vuelve de nuevo hacia la misma unión. Esto hace que se 
genere luz por emisión estimulada con mayor facilidad, forzando así a la gran mayoría 
de los electrones situados en la banda de conducción a emitir otros fotones a la misma 
frecuencia y concentrando así toda la potencia en un fino ancho espectral del orden de 
las decenas de nanómetro. 
 
Debe tenerse en cuenta que, para todo LASER existe una intensidad de corriente umbral 
a partir de la cual comienza a generarse emisión estimulada en su interior. Si el LASER 
no se alimenta con una intensidad superior a ésta, toda la luz emitida se genera por 
emisión espontánea, o lo que es lo mismo, el LASER se comporta como un LED. Dicho 
esto, el LASER puede funcionar de dos maneras diferentes cuando se transmite la 
información. 
 
La primera es suponer que la intensidad del nivel bajo del bit es nula o inferior a la 
intensidad umbral del LASER y la intensidad del nivel alto del bit supera la intensidad 
umbral. La respuesta dinámica a un escalón de corriente en la entrada del LASER para 
esta forma es más rápida que la respuesta del LED. El tiempo que tarda ahora el LASER 
en cambiar de estado depende directamente, e igual que en el caso anterior, del tiempo 
Memoria del Proyecto 
 - 119 - 
medio de vida de los electrones, pero a su vez, también depende de la intensidad umbral 
y las intensidades que se tomen para los niveles alto y bajo del bit. 
 
La segunda forma de hacer funcionar un LASER es haciendo que tanto la intensidad de 
nivel alto y la de nivel bajo están por encima de la umbral, emitiendo siempre con 
emisión estimulada. Esta forma hace que la respuesta del LASER sea del orden de las 
decenas de picosegundo frente a las unidades de nanosegundo que presentaba el LED, 
unas cien veces más rápido. Sin embargo, esta forma de transmitir acorta 
aproximadamente a la mitad la vida del diodo LASER. 
 
Debe tenerse en cuenta que habitualmente, todo componente óptico es caro. No 
obstante, éstos presentan unas prestaciones que ningún otro sistema de transmisión 
puede ofrecer. Sin embargo, la economía de escala, con el paso del tiempo, hace y hará 
que el precio de los componentes se reduzca cada vez más. 
 
 
B.5.4. Otros componentes ópticos relevantes 
 
Como se ha dicho anteriormente, para que la fibra óptica sea un sistema de transmisión 
completo se requiere un emisor y un receptor. Los emisores básicos ya han sido 
descritos en el apartado anterior con la necesaria profundidad como para explicar a 
continuación en qué se basan los receptores ópticos, elemento indispensable para tener 
el sistema completo. A parte de estos, cabe destacar también la existencia de 
amplificadores ópticos, de los cuales existen muchos tipos diferentes. No obstante, no se 
hablará de ellos en profundidad debido a que no serán necesarios en el despliegue de 
una red de área metropolitana como la que se pretende diseñar en este proyecto debido a 
que la proximidad de los nodos los hará prescindibles. 
 
Un fotorreceptor no es más que otra unión PN que, en este caso alimentamos de forma 
inversa, o sea, conectando el punto de mayor potencial en el cátodo y forzando así la 
aparición de una intensidad que circula desde el cátodo hasta el ánodo. A diferencia de 
las uniones utilizadas en diodos LED, éstas están especialmente diseñadas para absorber 
la luz por absorción espontánea y hacer que la energía del electrón sea entregada a la 
intensidad que atraviesa la unión haciéndola aumentar. Para llevar a cabo este cometido, 
se tiende a hacer la zona de carga de espacio, o zona activa, más grande de lo que suele 
ser en el LED para absorber la mayor cantidad de luz. En algunos casos, la se suele 
recurrir a uniones PIN, lo que significa que entre los materiales dopados suele existir 
una porción de material sin dopar. 
 
A diferencia de lo que ocurría con el LED, que la anchura de gap forzaba a éste a emitir 
una longitud de onda determinada, el fotodiodo puede absorber diversas longitudes de 
onda, aunque, igual que pasaba en el caso anterior, la anchura de la banda prohibida 
también determina qué longitudes o frecuencias es capaz de absorber el material. 
 
Tal como se ha comentado, cuando un electrón absorbe un fotón, éste salta de la banda 
de valencia a la banda de conducción. Si el fotón que pretende absorber no contiene 
suficiente energía para llegar a la banda de conducción, el electrón no puede absorberlo 
pero si ese fotón tiene la energía necesaria o más el electrón lo absorberá y pasará en 
consecuencia a un nivel u otro dentro de la banda de conducción. De lo anterior puede 
deducirse que existe una energía mínima que deberá tener el fotón para que sea 
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absorbido, esto implica que dado un material queda fijada la frecuencia mínima que 
puede ser detectada por un fotorreceptor constituido de ese material y la longitud de 
onda máxima que puede ser detectada. 
 
En la figura de la derecha 
pueden apreciarse algunos 
de los muchos materiales 
utilizados en fotorreceptores 
y que longitudes de onda 
pueden ser absorbidas con 
ellos.  
Fig. B.11. Espectro que puede ser absorbido por algunos materiales 
 
Habitualmente, para el despliegue de una red de área metropolitana no se requerirá 
saber qué materiales componen un fotorreceptor o el tipo de fotorreceptor que se está 
utilizando. No obstante, es importante concienciar al lector de este proyecto de la 
naturaleza de las señales de información que forman este canal para que pueda entender 
mínimamente como funciona y evitar problemas que podrían solventarse si se es 
consciente de esta naturaleza y tecnología. Es importante hacer hincapié en que lo que 
se emite a través de toda fibra óptica es luz, y no electricidad. Por ello, en este medio no 
puede aplicarse muchas de las cosas u aparatos que se utilizan con electricidad, y en 




B.6. Multiplexados sobre fibra óptica 
 
B.6.1. Multiplexado SDH/SONET 
 
Para una correcta utilización del ancho de banda y una correcta interoperabilidad entre 
los diferentes aparatos ya existes, como los de jerarquía plesíncrona analizados cuando 
se hablaba del par de cobre trenzado, se propuso el uso de un nuevo multiplexado capaz 
de transportar mucha más información que en la jerarquía plesíncrona y con relojes de 
mayor frecuencia y menor error, frutos del avance de la tecnología. De esta manera, y 
con este fin, se diseñaron los multiplexados de jerarquía síncrona digital, o en inglés 
Synchronous Digital Hierarchy (SDH). Estos fueron publicados por la CCITT en 1989 y 
deriva directamente del multiplexado SONET creado en Estados Unidos. 
 
Ambos, SDH y SONET, estaban pensados para ser utilizados en redes de conmutación 
de circuitos sobre fibra óptica y estaban especialmente diseñados para ser utilizados en 
los enlaces troncales de cualquier red WAN. El multiplexado SDH, que es el utilizado 
en Europa, es capaz de transportar en su interior fijos de diferente tipo y capacidad, 
como los ya conocidos E1, E2 y E3, frutos de la jerarquía plesíncrona o, en su 
equivalente flujos T1, T2 y T3 procedentes de la tecnología de comunicaciones usada 
hasta poco antes en Estados Unidos. 
 
La unidad básica de transporte en SDH es conocida como STM-1, que transporta flujos 
de 155,52 Mbps. Dicha trama re repite cada 125µs, o lo que es lo mismo 8000 veces por 
segundo. Ésta puede representarse como una matriz de 9 filas y 270 columnas, de las 
cuales, las primeras 9 columnas son reservadas para el control de los datos que viaja en 
el módulo, mediante mecanismos de sincronización o incluso punteros que apuntan a 
Memoria del Proyecto 
 - 121 - 
cada uno de los flujos independientes introducidos en el interior de dicho módulo, y las 
restantes 261 columnas son utilizadas para el transporte de los datos. Cada una de las 
casillas de esta matriz se constituye por un byte, u 8 bits. De esta manera, puede 








Tabla B.1. Módulos STM de SDH 
 
Igual que ocurría en la jerarquía plesíncrona, pueden tomarse diversos STM tributarios 
para crear nuevos agregados de mayor capacidad, la tabla anterior muestra los diferentes 
tipos de módulo de transporte en SDH. Como puede apreciarse, el número que 
acompaña a la palabra STM refleja el número de veces que acarrea en cuanto a 
capacidad respecto a STM-1. En otras palabras: 155,52 · 256 = 39813,12. Un factor 
importante a tener en cuenta es que únicamente el módulo STM-1 puede ser generado 
por flujos tributarios de otras jerarquías que no sean SDH, no obstante, todo STM-X 
con x>1 solo puede ser generado mediante tributarios de la misma jerarquía SDH. Esto, 
junto con el uso de punteros para apuntar directamente a los flujos tributarios que 
componen el módulo, simplifica notablemente la estructura y permite localizar más 
rápidamente la información que se desea sin necesidad de demultiplexar toda la 
estructura para hallar la información que se desea extraer del multiplexado, situación 
que no se da en jerarquías plesíncronas. 
 
Igualmente, y de forma análoga a SDH, SONET también presenta sus propios módulos, 
los cuales son conocidos como STS, Synchronous Transport Signal, los cuales son 
enviados a través de una portadora óptica, optical carrier (OC). La siguiente tabla 
muestra los flujos de ésta y su equivalencia a módulos SDH. 
 
Señal eléctrica Portadora óptica Equivalente SDH Capacidad 
STS-1 OC-1 STM-0 51,84Mbps 
STS-3 OC-3 STM-1 155,52Mbps 
STS-9 OC-9 - 466,56Mbps 
STS-12 OC-12 STM-4 622,08Mbps 
STS-18 OC-18 - 933,12Mbps 
STS-24 OC-24 - 1244,16Mbps 
STS-36 OC-36 - 1866,24Mbps 
STS-48 OC-48 STM-16 2488,32Mbps 
STS-96 OC-96 - 4976,64Mbps 
STS-192 OC-192 STM-64 9953,28Mbps 
STS-256 OC-256 - 13271,04Mbps 
STS-384 OC-384 - 19906,56Mbps 
STS-768 OC-768 STM-256 39813,12Mbps 
STS-1536 OC-1536 - 79626,24Mbps 
STS-3072 OC-3072 - 159252,48Mbps 
Tabla B.2. Módulos STS y OC de SONET 
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Igual que ocurre con SDH, los módulos STS-X con X>1 se forman a partir de los X 
tributarios STS-1. A diferencia de SDH, El módulo básico de SONET, STS-1, puede 
representarse como una matriz de 9 filas por 90 columnas, de las cuales 3 se reservan 
para el control de los datos. Igualmente, en cada casilla de esa matriz tenemos un byte y 
la trama se repite 8000 veces por segundo, esto nos da los 51,84Mbps. 
 
En resumen, la jerarquía SDH/SONET permite multiplexar la información para poder 
transportar más en una sola fibra óptica y hacer un mejor uso del ancho de banda de la 
misma. Los equipos capacitados para el uso de estas jerarquías suelen suportar ambas, 
SDH y SONET. Los equipos que pueden verse en el mercado suelen ser multiplexores, 
demultiplexores o multiplexores Add&Drop. 
 
Los multiplexores y demultiplexores son como los ya vistos en jerarquía plesíncrona. 
Los multiplexores toman la información provinente de un medio, como puede ser fibra 
óptica o cables UTP o STP para Ethernet, y transmiten el agregado a través de la fibra 
óptica de salida. Los demultiplexores funcionan de forma inversa, tomando la 
información del agregado y distribuyéndola a los otros medios según toque. Estos 
aparatos, multiplexores y demultiplexores, suelen estar integrados en un único equipo 
capaz de hacer ambas funciones a la vez. 
 
Los multiplexores Add&Drop, Add&Drop Multiplexer (ADM), 
permiten obtener la información procedente de una entrada de 
fibra óptica, extraer solo aquella información que interese, 
colocar información que interese ser transmitida y reenviar el 
resultado a través de otra fibra óptica de salida, de tal manera 
que la información que no interesaba recuperar queda inalterada 




B.6.2. Multiplexados WDM 
 
Otra forma diferente de multiplexar la fibra óptica consiste en enviar diferentes 
portadoras ópticas con información independientes la una de la otra. Esta técnica 
requiere de diferentes diodos LED o LASER para cada portadora y diferentes 
receptores. La idea tener dos a más fuentes emisoras que emitan a una longitud de onda 
concreta y diferente la una de la otra, con una distancia entre ellas suficiente para que la 
información no se solape espectralmente y se creen interferencias. De esta manera 
puede enviarse mucha más información por un mismo cable de fibra óptica. No 
obstante, esto puede hacer aumentar el coste de la instalación mucho más que en el caso 
del multiplexado SDH/SONET donde solo se hace uso de una portadora. 
 
El multiplexado expuesto en el párrafo anterior es conocido como Wavelength Division 
Multiplexing (WDM) o multiplexado por división en longitud de onda en español. Esta 
forma de multiplexar no entra en conflicto con ninguna de las tecnologías de 
transmisión explicadas hasta el momento, por lo que, efectivamente, esta puede ser 
combinada con cualquier protocolo de comunicación a través de fibra óptica conocido. 
 
El primer uso que se hizo de esta tecnología fue en torno al 1985 y se hizo con la 
intención de habilitar una sola fibra óptica con dos canales y hacerla así bidireccional. 
Esto permitía enviar y recibir los datos a través de la misma fibra haciendo uso de 
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longitudes de onda diferentes. Esto resultaba ser una idea interesante en el uso de redes 
de acceso, haciendo así llegar al usuario final o abonado una fibra óptica por la que 
recibiría y transmitiría, esto solía hacerse de tal manera que un sentido estuviera 
contenido en la segunda ventana y el otro en la tercera. El paso del tiempo llevó a los 
ingenieros a plantearse la posibilidad de multiplexar aún más la fibra y obtener así más 
canales de descarga de contenidos para el usuario. De esta manera, algunos operadores 
se plantearon la posibilidad de multiplexar dicha fibra con 3 canales y hacer llegar así 
un canal adicional que llevaría televisión por cable (CATV) a parte del servicio de 
emisión y recepción de datos ya conocido. 
 
La mejora de esta técnica ha llevado a una mayor división del espectro y ha dado paso a 
las modulaciones CWDM, Coarse Wavelength Division Multiplexing, y DWDM, 
Dense Wavelength Division Multiplexing, técnicas con la misma idea que WDM pero 
con la portadoras más próximas entre ellas. La siguiente tabla muestra algunas de las 
características de las diferentes técnicas basadas en WDM. 
 
Técnica Distancia Canales λ Tasa por canal Distancia entre 
portadoras 
WDM - 2 - 250nm 
CWDM 80km 18 2,5Gbps 20nm 
DWDM 
(MAN) 300km 40 10Gbps 0,8-1,6nm 
DWDM (larga 
distancia) 800km 80 10Gbps 0,4-0,8nm 
DWDM (ultra 
larga distancia) 4000km 160 40Gbps 0,4-0,8nm 
Tabla B.3. Multiplexados WDM 
 
La distancia que se muestra en la tabla anterior hace referencia a la distancia máxima 
que puede recorrerse, haciendo incluso uso de amplificadores ópticos, sin necesidad de 
reconstruir la señal, lo que implicaría pasar del dominio óptico al eléctrico, reconstruir 
la señal y volver al dominio óptico. Luego, es interesante recordar que este proyecto 
pretende realizar una red de área metropolitana. Por lo tanto, la posibilidad del uso de 
DWDM para larga o ultra larga distancia, utilizado en redes WAN, es nula en nuestro 
caso. Por ello, no se profundizará en ello. 
 
La técnica CWDM está recogida en la recomendación G.694.2 de la ITU-T. Ésta 
recomendación estipula que tan solo debe usarse las bandas comprendidas entre los 
1270nm y los 1610nm. Estas bandas son las banda O, E, S, C y L, y se extienden desde 
la segunda a la tercera ventana. Esto implica que la utilización de una fibra con un pico 
de agua reducido o nulo nos permitirá la utilización de los 18 canales disponibles si se 
tiene en cuenta, según la recomendación, que entre éstos debe haber una separación de 
20nm. 
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Figura B.12. Rejilla de longitudes de onda en CWDM 
 
Nótese que teniendo un espaciado de 20nm entre calares, podría hacerse uso de un 
diodo LED en vez de un diodo LASER. Esto abarataría los costes del equipo obteniendo 
unas prestaciones similares. No obstante, también debe tenerse en cuenta la tasa de 
datos que pretende transportarse a través de cada canal de la fibra óptica. El estándar 
contempla la posibilidad de alcanzar velocidades de 2,5Gbps, o lo que es lo mismo, 
transportar en cada uno de los canales un módulo STM-16 de SDH. El diodo LED no es 
capaz de transportar tal capacidad de datos tal como se vio al analizar su respuesta 
dinámica, por lo que el LASER será necesario en cualquier aparato que pretenda 
alcanzar dichas velocidades. 
 
Haciendo cálculos rápidos y suponiendo el uso de una fibra óptica con un pico de agua 
reducido o nulo tendremos que CWDM es capaz de transportar una capacidad total de 
45Gbps por cada fibra óptica como máximo. Es importante hacer notar que se ha 
calculado la tasa máxima por cada fibra óptica y no por el conjunto de fibras que tiene 
un cable de fibra óptica en su interior. Con tan solo tener 24 fibras ópticas en un solo 
sentido, se pueden alcanzar velocidades de terabits por segundo. Capacidades que para 
un municipio, pequeño puede ser más que suficiente para unos cuantos años 
dependiendo, por supuesto, del uso que hagan los usuarios. 
 
DWDM permite aún más capacidad que CWDM. Cuando se habla de DWDM enfocada 
al ámbito metropolitano, hablamos de un multiplexado que hace uso de las bandas C y 
L con distancias entre portadoras de entre 0,8 y 1,6nm. Las bandas L y C pertenecen a la 
tercera ventana de transmisión de la fibra, por lo que en este caso, no importa si las 
fibras son o no fibras con un pico de agua reducido. Esto presenta ventajas en cuanto a 
la adquisición de cables de fibra, pues no requieren tener picos de agua reducidos, lo 
que nos supone un ahorro en este aspecto. Sin embargo, una anchura espectral de 1,6nm 
requiere forzosamente de un LASER mucho más preciso que el necesario en CWDM. 
En cada una de las bandas, pueden alojarse 20 canales, que sumados nos dan 40. 
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Figura B.13. Comparativa de canales usados en DWDM y CWDM 
 
El cálculo para DWDM de ámbito metropolitano nos lleva a que es capaz de transportar 
400Gbps por cada fibra óptica, 10 veces más que en el caso de CWDM. Debe tenerse en 
cuenta que DWDM no presenta tanta regulación como CWDM por lo que pueden 
existir problemas de interoperabilidad entre los diferentes equipos, siempre y cuando se 
adquieran de diferentes fabricantes. Igualmente, se debe hacer notar que debido al 
reducido margen entre canales, los diodos LASER utilizados deberán ser más precisos a 
parte de que serán más debido a la existencia de más canales. Esto nos supondrá un 
mayor coste en la adquisición del aparato. 
 
Dejando de lado las diferencias entre CWDM y DWDM, los equipos relacionados con 
estas técnicas son muy similares a los presentados anteriormente para los multiplexados 
SDH/SONET. Estos son los multiplexores y demultiplexores, habitualmente integrados 
ambos en un solo equipo, y los Add&Drop eléctricos u ópticos (OADM). 
 
Los multiplexores y demultiplexores ópticos suelen tener en su interior cristales o algo 
similar que permiten separar el espectro tal como consigue un prisma. De esta manera, 
el espectro separado es introducido de nuevo en cada fibra con una portadora 
estandarizada: 1,3µm para segunda ventana o 1,55µm para tercera ventana. 
 
 
Figura B.14. Ilustración básica del funcionamiento de un multiplexor y un demultiplexor óptico 
 
Los OADM, optical Add&Drop Multiplexer, filtran el canal que se pretende recuperar y 
se emite en ese mismo canal la información que quiera ser añadida sin alterar los 
canales restantes. Este funciona de manera totalmente óptica, o lo que es lo mismo, en 
ningún momento realiza una conversión electro-óptica. Esto lo hace muchísimo más 
veloz que cualquier otro aparato electrónico, pero a la vez añade complejidad al 
mantenimiento y gestión de la red, pues no permite un cambio fácil de sus parámetros 
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de configuración, y en algunos casos, el operario debe proceder manualmente si se 
desea realizar algún cambio en cuanto a canales. Los más modernos, suelen llevar un 
sistema de control electro-mecánico que regula el paso de la luz entre las fibras y 
recupera la información del canal que se desea en sí. Lo que permite una gestión mucho 
más sencilla pero lo hace mucho más costoso. 
 
Evidentemente, también existen ADM para este propósito, donde se realiza una 
conversión electro-óptica y se recupera la información del canal que se pretenda. Estos 
suelen ser más baratos que los OADM que solo funcionan en dominio óptico y suelen 
ser más fáciles de gestionar. Las desventajas son que se requiere alimentación eléctrica 
y por lo tanto no pueden colocarse en cualquier sitio y que tienden a ser un cuello de 
botella de la red cuando ésta transmite un tráfico denso, mientras que para los OADM 
suele ser transparente dicho equipo sin generar cuellos de botella. 
 
 
B.6.3. Protocolos alternativos a SDH/SONET a nivel de enlace 
sobre fibra óptica 
 
Debe tenerse en cuenta además que, los equipos y aparatos que pueden obtenerse tanto 
para SDH/SONET como para técnicas WDM suelen presentarse comercialmente 
integrados. Existen equipos, como los ofrecidos por Cisco para las soluciones en cuanto 
a redes ópticas, que presentan múltiples entradas y salidas y soportan múltiples 
formatos: GigabitEthernet, FiberChannel, SDH/SONET, ATM, etc. Hasta el momento 
se ha hablado solamente de SDH/SONET. Sin embargo existen otras posibilidades. 
 
GigabitEthernet es el nombre que recibe cualquier 1000Base-X que puede encontrarse 
en el estándar 802.3. Este protocolo fue inicialmente ideado para ser utilizado para el 
transporte de paquetes en redes de área local (LAN). El gran éxito de esta tecnología 
hizo que evolucionara poco a poco dando mayores velocidades y cubriendo ciertas 
necesidades que aparecían en campos que iban más allá de las LAN, como pueden ser 
las MAN y las WAN. Para este cometido, el IEEE, Instituto de ingenieros eléctricos y 
electrónicos, que era el creador de este estándar sacaron nuevas versiones para cubrir 
tales necesidades. 
 
Los estándares 1000Base-BX10 y 1000Base-LX10 están diseñados para ser utilizados 
en enlaces punto a punto sobre fibra óptica. El primero de ellos, 1000Base-BX10, está 
especialmente indicado para el uso de una sola fibra óptica monomodo que contendrá el 
tráfico de ambos sentidos mientras que LX10 permite el uso de fibras tanto monomodo 
como multimodo para interconectar los nodos y formar el enlace, pero en este caso se 
tendrá una fibra para el enlace descendente y otra para el ascendente. No obstante, pone 
hincapié en que el enlace deberá ser punto a punto, de lo contrario no funcionará. 
 
Los anteriores estándares son útiles en entornos metropolitanos para generar los enlaces 
entre los diferentes nodos. La principal ventaja que presenta el uso de GigabitEthernet 
frente a otros estándares es que los aparatos suelen ser más baratos y están más 
extendidos que otros protocolos de nivel de enlace debido a la gran popularidad de 
Ethernet. Este protocolo, igual que los otros, puede ser complementado con el uso de 
WDM para poder generar más de un canal de transporte. La desventaja que actualmente 
presenta GigabitEthernet es que la velocidad máxima del canal en 1Gbps tal como su 
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nombre indica, no obstante, ésta es superior a la que puede obtenerse a través de ATM o 
Frame Relay. 
 
FiberChannel fue aprobado por la ANSI en 1994. Este protocolo se diseñó para la 
supercomputación, pero finalmente acabó por convertirse en un estándar en redes de 
almacenamiento, como ocurrió con los disco SCSI, permitiéndoles mayor velocidad de 
acceso a los datos y entre dispositivos. Éste permite el uso de diversas velocidades: 1, 2, 
4 y 8 Gbps y presenta 3 topologías distintas: enlaces punto-a-punto (FC-P2P), anillo 
arbitrado (FC-AL), el cual funciona con paso de testigo y es unidireccional, y medio 
conmutado (FC-SW), en el cual se usan switches como nodos de la red. 
 
La poca interoperabilidad y falta de regulación en el ámbito Europeo hace que esta 
tecnología quede descartada como posibilidad en el desarrollo de red de área 
metropolitana, quedando así como las mejores posibilidades lo protocolos 
GigabitEthernet y SDH/SONET. 
 
 
B.7. Usos de la fibra óptica en redes de acceso 
 
Actualmente, la gran mayoría de las redes de acceso se basan en un bucle de abonado 
basado en par trenzado de cobre, que tal como se ha visto no está diseñado para dar los 
servicios que la sociedad demanda. Estos son canales llenos de ruido e interferencias 
por los cuales se ha conseguido dar acceso de banda ancha a los usuarios mediante 
complejas técnicas de modulación y codificación. Sin embargo, las limitaciones son 
claras y los usuarios habitualmente no reciben con la calidad esperada los servicios que 
se ofertan y contratan. 
 
Debido a lo mencionado anteriormente, los operadores están estudiando actualmente la 
posibilidad de hacer llegar a los usuarios un bucle de abonado basado en fibra óptica, en 
un formato híbrido entre fibra óptica y par trenzado de cobre o fibra óptica y cable 
coaxial, conocido como HFC, hybrid fiber-coaxial. 
 
Esta última posibilidad ha sido utilizada durante tiempo por operadores que querían 
hacer llegar a sus usuarios televisión por cable (CATV), o lo que es lo mismo servicios 
de infocomunicaciones. El cable coaxial, presenta mejores prestaciones que el par 
trenzado de cobre en cuanto a interferencias externas, pero igual que ocurre en el 
trenzado, su atenuación aumenta con la distancia. Debido a eso, las redes de distribución 
formadas por estos operadores estaban basadas en HFC, lo que significa que, desde la 
central emisora se extendía en diferentes direcciones una red de fibra óptica encargada 
en su totalidad de hacer llegar a sus abonados la difusión de sus diversos canales de 
entretenimiento: programas, series, películas, etc. 
 
Las redes de teledistribución resultantes eran: unidireccionales, o sea que el usuario no 
podía interactuar con la información recibida a través de ese mismo medio; de alta 
capacidad, y por ello permitía transportar múltiples canales de entretenimiento para sus 
abonados; y con topología en árbol. Las cabeceras primarias y secundarias están 
formadas habitualmente por fibra óptica. En un lugar más cercano a la vivienda de cada 
uno de sus abonados, el operador coloca un nodo óptico que realiza la conversión desde 
el dominio óptico al eléctrico y se transmite el contenido a través del cable de cobre 
coaxial. En ocasiones, este cable es posteriormente enlazado a otros con la intención de 
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distribuir tal emisión entre diferentes usuarios, formando así una red de acceso a los 
abonados basada en cable coaxial, y finalmente éste llega a cada uno de los usuarios. 
 
Debido a que el abonado no puede interactuar con el operador a través del mismo 
sistema de distribución, todo el ancho de banda del canal es utilizado para transportar 
dicho servicio. Y en cuanto a seguridad, el operador tan solo debe asegurarse de que 
ninguna persona no registrada pueda tener acceso a este contenido haciendo un mal uso 
intencionado o no de la red de acceso. Sin embargo, a diferencia de lo que se tenía en 
redes de acceso para telefonía o Internet, la manipulación de las redes y el uso indebido 
de la red por parte de personas ajenas a la empresa no comportan ninguna violación del 
derecho a la intimidad, sino que perjudica al operador haciéndole perder dinero. 
 
Los operadores de telefonía e Internet pueden hacer uso del modelo anteriormente 
explicado para generar una nueva red de acceso a los usuarios. Sin embargo, haciendo 
uso en este caso del par trenzado de cobre en vez de cable coaxial, permitiendo así la 
reutilización del cable ya tendido, si existiera, entre la central y el punto de acceso del 
abonado. Esta solución de lugar a lo que se conoce como FTTx. 
 
 
B.7.1. Redes de acceso basadas en FTTx 
 
La abreviación FTTx, Fiber-To-The-X o fibra hasta X, hace referencia a diversas 
formas de desplegar una red de acceso de cara al usuario, que son FTTH, FTTB, FTTC 
o FTTN. Todas estas implementaciones se basan en hacer uso de dos canales de 
transmisión diferentes: fibra óptica y par trenzado de cobre. Lo que las diferencia es el 
punto, o mejor dicho la proximidad de ese cambio de medio respecto al punto al que se 
conecta el usuario. 
 
FTTH, que significa Fiber-To-The-Home o fibra hasta el hogar, es la alternativa al par 
trenzado de cobre que más se estudia en la actualidad. Ésta se basa en eliminar por 
completo el uso del par trenzado en todo el bucle de abonado, haciendo llegar al punto 
de acceso directamente la fibra óptica. De todas las posibilidades FTTx, ésta es sin duda 
la que garantiza un mayor ancho de banda al usuario, pero a la vez es la más cara de 
implementar tanto en tendido como en equipos y aparatos dedicados a ese fin. Al no 
poder reaprovechar el tendido del cable ya existente, se requerirá una mayor inversión 
en el despliegue de la red. 
 
De igual modo con esta posibilidad, un abonado que ha estado gozando hasta el 
momento de tecnologías como ADSL deberá cambiar todo su equipo, o al menos el 
módem, para poder recibir la fibra. Éste es un punto conflictivo que los operadores 
deben estudiar con cautela. Pueden alquilar el terminal de la red óptica (ONT) idóneo a 
los abonados, como se ha hecho hasta el momento en muchos operadores, o hacer que el 
usuario sea quien lo compre y se lo administre. La primera de las opciones garantizará 
mayor operabilidad con los equipos y aparatos del operador pero a corto alcance esto 
supondrá una fuerte inversión en dichos equipos por parte del operador. 
 
Con la intención de ahorrarse el despliegue de la fibra óptica hasta la casa del mismo 
abonado, abaratando así la inversión, aparecen las otras propuestas. FTTB, Fiber-To-
The-Building o Fiber-To-The-Business, propone hacer llegar la fibra hasta el edificio o 
bloque de vecinos. A partir de ese punto puede hacerse uso del par trenzado de cobre 
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junto con tecnologías ADSL o incluso VDSL, que garantizaría a cada vecino una 
capacidad máxima de 55Mbps o 100Mbps debido a la proximidad de éste al punto de 
distribución u ONU, Optical Network Unit. El medio de transmisión desde la central 
local hasta el edificio estará basado en fibra óptica con o sin divisores por el medio. 
 
FTTC hace referencia a Fiber-To-The-Cabinet o Fiber-To-The-Curb. Curb, en español, 
se refiere al poste de la red de telefonía más cercano al hogar. Igual que en el caso de 
FTTB, puede aplicarse VDSL y dar velocidades nominales de 55Mbps o 100Mbps para 
VDSL2. Fiber-To-The-Cabinet se entiende con un tramo más largo de cable de par 
trenzado de cobre que en los casos anteriores, pudiendo ser de cómo mucho 1,5km. En 
este caso, e igual que en el caso anterior, puede hacerse uso de VDSL igualmente o 
ADSL según convenga. Las velocidades máximas serán ahora muy inferiores a las 
anteriores. 
 
Finalmente, FTTN, Fiber-To-The-Neighborhood, y FTTE, Fiber-To-The-Exchange, 
hacen referencia a un mismo principio, la ONU está suficientemente alejada del punto 
de acceso, pero al menos puede garantizar el uso de una tecnología ADSL y por lo tanto 
un acceso de banda ancha, con mayor o menor calidad de servicio, que disminuirá con 
el aumento de la distancia tal como se ha mencionado cuando se hablaba de las 
limitaciones del par de cobre trenzado. 
 
 
Figura B.15. Ilustración de las diferentes posibilidades de FTTx 
 
En resumen en cuanto a estas tecnologías es que, contra más lejos se haga llevar la fibra 
óptica, más costes supondrán el despliegue de la fibra óptica, pero mejor será la calidad 
del servicio y mayor será la capacidad del canal de transmisión. El técnico o ingeniero 
encargado del despliegue de esta red deberá estudiar el terreno donde se planea 
desplegar la red subdividiendo esta en tramos si fuera necesario, teniendo presente los 
diversos obstáculos que puede encontrar a su paso y el coste de tal despliegue. 
 
Igualmente, la distribución de esta red puede hacerse con una topología en árbol. Esto 
reduce considerablemente los costes derivados del tendido de la red pero a la vez, una 
Análisis de una Red de Área Metropolitana 
 - 130 - 
división excesiva puede hacer reducir considerablemente la velocidad final del usuario 
si se abusa de ello. Los operadores que plantean un despliegue de fibra óptica por 
alguno de los métodos antes mencionados suelen llevar la fibra a un lugar cercano al 
punto de acceso, como en los casos de FTTH, FTTB o FTTCabinet. Desde ese punto 
distribuyen el tráfico de tal manera que al usuario final le suele llegar una capacidad de 
canal que habitualmente no supera ni los 50Mbps aunque con dicha tecnología podría 
permitirse mayor capacidad. Esto suele ser así debido a una distribución masiva de la 
capacidad de la fibra óptica. Contra más usuario reciban servicio desde una misma fibra 
óptica, menor será la capacidad de cada uno de ellos. 
 
 
B.7.2. Análisis de soluciones basadas en FTTH 
 
Como ya se ha visto, FTTH es una tecnología que asegura un bucle de abonado basado 
en fibra óptica en su totalidad. El usuario debe disponer de un ONT, Optical Network 
Terminal, capaz de interactuar con las señales provinentes de la central local a través de 
un OLT, Optical Line Termination. 
 
Idealmente, uno puede pensar que la solución ideal es hacer como se hacía con el par 
trenzado de cobre, hacer llegar a cada usuario una fibra óptica directamente desde la 
central local con la que poder interactuar. Esto daría al usuario una capacidad de 
transmisión del orden de los terabits por segundo si se utilizara todo el espectro, para lo 
que se requeriría un equipo muy caro que permitiese hacer un uso eficiente del espectro. 
Esta solución es inviable por muchos motivos. El primero de ellos es que si se tuviera 
que llevar una fibra óptica a cada uno de los usuarios de un municipio se necesitaría 
levantar todas y cada una de las aceras para crear una zanja de gran tamaño por la que 
llevar todas esas fibras. Una zanja en suelo urbano supone una de los costes más 
elevados en el despliegue de cualquier red, por lo que se necesitarían grandes sumas de 
dinero para llevarlo acabo. El segundo podría ser que ninguno de los usuarios estaría 
dispuesto a gastarse miles de euros en adquirir un equipo que permitiera hacer un uso 
espectral eficiente de la fibra. Y el tercero, entre muchos otros más que quedarían en el 
tintero, sería que ninguna red de transporte existente en la actualidad sería capaz de 
transportar todo ese flujo de datos. Estaríamos entonces ante una situación paradójica en 
la que el cuello de botella de una red estaría formado por la red de transporte y no por la 
de acceso. 
 
Por las razones explicadas es inviable hacer llegar una fibra a cada ciudadano 
directamente desde la central. Lo más habitual es crear una estructura en árbol y dividir 
así el tráfico entre los diferentes usuarios. Esto puede hacerse de muchas maneras 
posibles y posiblemente la solución varíe para cada municipio, barrio, etc. 
 
Los despliegues de fibra óptica siguiendo el esquema FTTH pueden clasificarse en dos 
grandes grupos: 
• redes AON (Active Optical Network): se basan en redes ópticas cuyos nodos 
internos los forman equipos electrónicos que requieren de una conversión 
electro-óptica. 
• redes PON (Passive Optical Network): basadas en redes totalmente ópticas 
cuyos divisores se basan en divisores ópticos y en ningún caso se habla de 
equipos electrónicos. 
 
Memoria del Proyecto 
 - 131 - 
Las redes AON presentan ventajas respecto a las PON en cuanto a mantenimiento y 
seguridad en la red de acceso. Permite reconfigurar los tráficos, incluso de forma 
remota, y tener control del tráfico de cada usuario. Esto añade seguridad a la red y 
calidad de servicio a los usuarios y la posibilidad de hallar de forma sencilla cualquier 
error de la red e incluso la fuente de origen. Supóngase que un abonado hace un uso 
indebido de bandas en la fibra óptica o tiempos de transmisión que no le corresponde, 
interfiriendo así con otro abonado que sí tiene derecho al acceso. El equipo electrónico 
podría aislar a este usuario de la red, autentificarlo y avisar de alguna manera a los 
técnicos encargados de la gestión o mantenimiento de la red, permitiendo así al otro 
usuario continuar con su labor. Una red AON es por lo tanto una apuesta más fiable. 
 
No obstante, las redes PON son las más utilizadas ya que son más sencillas de instalar y 
económicas. Al no disponer ésta de equipos electrónicos no se requiere llevar 
alimentación eléctrica a dichos nodos, lo que supone un ahorro de energía, y la latencia 
derivada del procesado de dicho equipo desaparece, aumentando así la calidad del 
servicio. No obstante, esta red es más difícil de ser gestionada y mantenida, y no 
dispone de mecanismos de seguridad, por lo que un usuario puede hacer un uso 
indebido de la red y perjudicar a otros usuarios que forman parte de la misma red de 
acceso. 
 
Dentro de las redes PON podemos encontrar tres tipos diferentes: 
• BPON (Broadband PON): basada en la recomendación G.983 de la ITU-T de 
2001 que utiliza protocolos ATM y división por WDM generando así canales λ. 
• GPON (Gigabit PON) basada en la recomendación G.984 de la ITU-T de 2004 
que utiliza protocolos Ethernet, ATM y se divide a los diferentes usuarios 
mediante TDM. 
• EPON (Ethernet PON) basada en IEEE 802.3h. 
 
De las anteriores, la más utilizada es GPON. Se garantiza un flujo de entre 1,25 y 
2,48Gbps en el enlace descendiente hacia todos los usuarios de la red, equivalente a un 
flujo STM-16 de SDH, y un flujo ascendente de entre 622Mbps, equivalente a STM-4, y 
1,24Gbps. Esta capacidad pretende ser distribuida entre 32 o 64 usuarios, lo que permite 
a cada usuario gozar de una capacidad de enlace máxima, y en el mejor de los casos, de 
77,7Mbps en el enlace descendiente y de 38,9Mbps en el enlace ascendente. Esta 
capacidad supera considerablemente la capacidad de cualquier otra solución salvo que 
se compare con VDSL2. Sin embargo, VDSL requiere que la distancia sea como mucho 
300m y GPON permite hasta 20km, igualmente ambas son capacidades máximas y el 
medio de transmisión basado en par trenzado de cobre es más propicio a reducir en 
mayor medida esa capacidad del enlace que la fibra óptica, que es inmune a efectos 
electromagnéticos. 
 
La solución basada en GPON suele ser la más aceptada entre los operadores por la gran 
capacidad que puede ofrecer y el relativo bajo coste de la implantación de dicha red. No 
obstante, esta solución presenta un gran problema en cuanto a la privacidad de los datos. 
Como se ha mencionado, la información de cada usuario es enviada en una trama con 
tantas ranuras como usuarios tenga la red. Cada usuario recibe la información destinada 
a él recuperando tan solo la información de su ranura temporal dentro de la trama. Sin 
embargo, este usuario puede tener acceso a cualquiera de las ranuras ya que a cada uno 
de ellos le llega la trama completa. Se requiere, por lo tanto, una encriptación de los 
datos independiente para cada usuario para asegurar así privacidad de sus 
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comunicaciones. Pero igual que ocurre en otros medios, un hacker especialista podría 
tomar los datos de una ranura que no le fuese adjudicada y acabar obteniendo la clave si 
el sistema de encriptación no es lo suficiente robusto. 
 
En el caso de BPON, este efecto puede o no evitarse. BPON garantiza 622Mbps en el 
enlace descendiente y 155Mbps en el enlace ascendente, STM-4 y STM-1 
respectivamente. Dicha capacidad está pensada para ser repartida entre 32 usuarios a los 
cuales se separa mediante WDM. Si el divisor situado en el nodo simplemente divide el 
tráfico y cada usuario recibe la información de todos los usuarios, cada uno en su 
longitud de onda pertinente, el caso de GPON se repite, pues alguien podría recuperar 
información de otros usuarios. No obstante, se el mismo nodo que distribuye la señal 
filtra tan solo aquella que le pertenezca a cada usuario, la seguridad estará garantizada. 
Esto puede hacerse de manera totalmente óptica, sin embargo aumenta 
considerablemente el precio del aparato. 
 
Memoria del Proyecto 












La tecnologías inalámbricas son actualmente muy demandadas entre los usuarios de 
Internet. Estas tecnologías permiten interconectar equipos de una forma sencilla sin tan 
solo hacer uso de ningún cable para este cometido. Nombres como WiFi, o Bluetooth 
son muy conocidos entre aquellas personas asiduas al uso de equipos y aparatos como 
ordenadores, teléfonos móviles, PDAs o incluso ahora mismo, hasta videoconsolas. 
Estas tecnologías añaden funcionalidades de una forma sencilla y económica que 
habitualmente al usuario final no le supone ningún gasto adicional, lo que lo hace una 
tecnología muy atractiva. Por ello, cada vez más aparatos suelen venir equipados con 
tecnologías similares. 
 
La popularidad de estas tecnologías está llevando a que los circuitos electrónicos 
diseñados para este fin sean cada vez más pequeños y baratos, y eso facilita que cada 
vez más diseñadores de equipos lo integren como una pieza indispensable en su diseño. 
Posiblemente en un futuro no muy lejano, muchos de los aparatos utilizados en el hogar 
o puesto de trabajo incorporen circuitos diseñados especialmente para ser 
interconectados con otros mediante este tipo de tecnologías. 
 
La desaparición de los cables entre equipos parece estar asegurada en un futuro salvo 
para aquellos cables encargados de alimentar eléctricamente los aparatos o cuando se 
pretenda una transmisión de datos de mayor calidad o velocidad. La desaparición de los 
mismos supone una mayor movilidad que puede ser aprovechada o no por la sociedad. 
 
En este capítulo se estudiarán más a fondo dichas tecnologías inalámbricas haciendo 
especial hincapié en aquellas referentes al mundo de las telecomunicaciones y que son 
esenciales para poder llevar a cabo una red de área metropolitana si se desea garantizar 
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C.1. Explicación física básica en cuanto a tecnologías 
inalámbricas 
 
Para una persona que no esté familiarizada con las tecnologías inalámbricas puede 
verlas como algo mágico e inexplicable al ver que, sin uso de ningún cable y a distancia 
pueden mandarse instrucciones a un aparato mediante un mando a distancia o pueden 
recibirse imágenes o la voz de un conocido. Para otros más familiarizados con el uso de 
estas tecnologías, estas soluciones facilitan sus vidas aunque muchos no sepan el porqué 
o el cómo funciona sin ni siquiera cables. Los técnicos e ingenieros, cuyos estudios 
están familiarizados con esta rama de la física, son conscientes, en mayor o menor 
medida, que esto es posible mediante lo que se denominan ondas electromagnéticas. 
Cuando se profundiza aún más puede entenderse mejor aún cuales son las limitaciones 
de estas tecnologías o porqué funcionan de una manera y no de otra. En este capitulo se 
intentará dar una resumida explicación el respecto para intentar, en la medida de lo 




C.1.1. Ondas electromagnéticas 
 
Las comunicaciones inalámbricas se realizan mediante ondas electromagnéticas. Un 
estudio riguroso de éstas nos lleva a las ecuaciones de Maxwell. Éstas relacionan las 
cargas y corrientes eléctricas con los campos magnéticos y son 4 en total aunque pueden 
verse escritas de diferentes maneras: 
• la ley de Gauss, que asegura que la suma de todo 
eléctrico que atraviesa una superficie cerrada es 
igual a la carga contenida en el interior de esa 
superficie dividida entre la permeabilidad eléctrica 
del medio. 
 
• la ley de los campos magnéticos, que asegura que 
para toda superficie cerrada, todo campo magnético 
que entra también sale, o lo que es lo mismo, la 
suma de todos los campos magnéticos es nula. 
 
• la ley de Faraday-Lenz, que argumenta que si se 
dispone de una espira cerrada hecha de un material 
conductor eléctrico y ésta es sometida a un campo 
magnético, se genera una corriente eléctrica en la 
espira proporcional al cambio de dicho campo 
magnético en función del tiempo. 
 
• la ley de Ampere-Maxwell, que dice que si por un 
hilo conductor se hace circular una corriente 
eléctrica se genera un campo magnético cerrado que 
rodea dicho hilo.  
 
La unión de todas ellas nos lleva a lo que se conoce en física como la ecuación de 
ondas. Esta ecuación se da también para la naturaleza del sonido o incluso para la 
naturaleza de las ondas que se propagan sobre la superficie del agua al dejar caer una 
gota. 
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La ecuación de onda resultante de combinar las ecuaciones de Maxwell es una ecuación 
muy compleja y muy difícil de manejar. Por esta razón se tiende a reducir y simplificar 
haciendo uno de aproximaciones, donde una de las más conocidas es la de suponer la 
distancia que recorre la onda es muy superior a la longitud de la onda resultante, lo cual 
es cierto en muchos casos en el ámbito de las telecomunicaciones. 
 
La ecuación resultante de simplificar asegura que existe una onda electromagnética que 
se propaga a través del espacio que rodea al punto de emisión y que la potencia de ésta 
onda disminuye de forma inversamente proporcional con el cuadrado de la distancia 
recorrida por la onda. Estas ondas pueden propagarse, a diferencia de muchas otras, por 
cualquier espacio aunque haya ausencia de materia, como es el caso del vacío. 
 
La luz solar que cada día nos llega a cada uno de nosotros viaja en forma de onda 
electromagnética a través del espacio. Muchas son las similitudes que pueden 
encontrarse entre la luz solar o no y las ondas utilizadas para las telecomunicaciones. 
Por esa razón, nos referiremos a ellas cuando se pretenda hacer entender muchas de sus 
limitaciones al lector. 
 
Algunas características de las ondas electromagnéticas que suelen ser relevantes cuando 
se habla de ellas en el ámbito de las telecomunicaciones son la frecuencia y la potencia. 
La onda, como se ha dicho, pierde su potencia a medida que se propaga. Los equipos y 
aparatos destinados al envío y recepción de datos suelen proporcionar una potencia 
máxima en la emisión y una potencia mínima que se requiere en el receptor para recibir 
el mensaje sin errores, debido a que la potencia disminuye con la distancia queda 
entonces fijada una distancia máxima a la que podrán estar el receptor y el emisor. De 
esta manera encontramos ya la primera limitación. 
 
Las ondas electromagnéticas, igual que hace la luz, tienden a rebotar al encontrarse con 
paredes u otros objetos, no obstante esto ocurre con mayor o menor medida según la 
frecuencia con la que se esté operando. Una mayor frecuencia implica una menor 
longitud de onda. El resultado es que contra mayor sea la frecuencia más fácil será que 
esta rebote al encontrar un obstáculo. Una onda de frecuencia más reducida, como 
ocurre con las ondas de radio, permite a la onda atravesar con mayor facilidad paredes y 
otros obstáculos, lo que permite que la onda llegue a casi cualquier rincón de un 
habitáculo. Nótese, que la antena de radio puede colocarse en un rincón oscuro y oculto 
por otros objetos y, aunque la luz, que no es más que ondas electromagnéticas con una 
frecuencia cercana a los 400THz, no es capaz de llegar, sí llegan las ondas de 
radiodifusión, de frecuencia cercana a los 100MHz. 
 
Una característica que también merece la pena tener en cuenta es que las ondas 
electromagnéticas rebotan en mayor medida sobre materiales conductores. Un obstáculo 
metálico puede rebotar la onda haciendo que al receptor no le llegue prácticamente 
potencia y se pierdan los datos enviados a través de la misma. De igual modo, el efecto 
de los materiales conductores puede ser también aprovechado constructivamente para 
hacer que la onda sea rebotada hacia una dirección concreta como si de un espejo se 
tratase. Finalmente, cabe añadir que en muchos casos el suelo y las paredes se pueden 
comportar también como un conductor eléctrico aunque en menor medida y 
dependiendo de los materiales que las formen, rebotando así las ondas 
electromagnéticas. 
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C.1.2. Antenas, polarización, diversidad y directividad 
 
Para hacer posible el traspaso de mensajes mediante ondas electromagnéticas se 
requiere que éstas puedan ser generadas según convenga y recibidas, esto se hace 
mediante las antenas. Las antenas no son más que una estructura metálica con 
dimensiones y formas estudiadas previamente para optimizar la emisión y recepción de 
un tipo concreto de ondas electromagnéticas. 
 
Las antenas más utilizadas suelen ser los dipolos de media onda, aunque no todas las 
antenas siguen forzosamente este patrón. El dipolo de media onda no es más que una 
estructura metálica formada por dos segmentos de conductor alineados sobre un mismo 
eje. La emisión de una señal eléctrica a través de un cable conectado a este dipolo 
fuerza la aparición de una intensidad sobre la antena. Tal como dicen las ecuaciones de 
Maxwell eso genera un campo magnético que acaba por propagarse como una onda 
electromagnética. Recíprocamente, una antena de las mismas características en que 
recibe ese campo magnético genera en su estructura un campo eléctrico que acaba por 
propagarse al sistema receptor. Este dipolo se caracteriza por que cada segmento debe 
tener una longitud igual a un cuarto de la longitud de la onda que se pretenda emitir o 
recibir, o lo que es lo mismo, los dos segmentos metálicos deben medir la mitad de la 
longitud de onda. 
 
El dipolo de media onda, debido a que ambos segmentos se encuentran sobre un mismo 
eje, solo puede generar ondas electromagnéticas que se propagarán por el espacio de 
forma lineal. De esta manera, si el dipolo se sitúa de forma vertical la onda se propagará 
verticalmente, y si se sitúa horizontal lo hará horizontalmente. Es importante apreciar 
que en este caso, si un dipolo se sitúa verticalmente y el otro horizontalmente la 
comunicación entre ambos será idealmente imposible pues la onda emitida por el dipolo 
colocado en vertical se propagará verticalmente y esta onda no generará una corriente 
eléctrica en la antena receptora, por lo que no se recibirá el mensaje, y lo mismo 
ocurrirá en sentido inverso. A este fenómeno se le conoce como polarización de la onda. 
Cada antena polariza la onda emitida de una forma característica atendiendo a su 
geometría y la antena receptora debe poder recibir dicha onda de manera reciproca. 
Existen diversas polarizaciones: lineal, circular o elíptica. Aunque la más habitual suele 
ser la lineal vertical u horizontal. 
 
Idealmente, se podría pensar que, si es verdad que una antena situada horizontalmente 
no puede recibir lo emitido por una de las mismas características pero situada 
verticalmente, se podrían transmitir dos mensajes a la vez, uno en vertical y otro en 
horizontal sin que uno interfiriese con el otro, haciendo así uso de 4 antenas: 2 en el 
receptor y 2 en el emisor. Aunque lo anterior es parcialmente cierto, es importante 
añadir que los obstáculos que pueden hallar las ondas electromagnéticas pueden hacer 
variar la polarización de la misma onda. Esto significa que una onda que haya sido 
emitida con polarización lineal vertical puede acabar llegando a la antena receptora con 
una polarización similar pero no estrictamente lineal vertical debido a obstáculos con 
los que se ha cruzado en su trayectoria. 
 
De lo anterior puede apreciarse un posible uso de técnicas de diversidad para solucionar 
el problema. El emisor podría emitir el mensaje tanto con polarización horizontal, 
haciendo uso de un dipolo colocado horizontalmente, como con polarización vertical 
simultáneamente, con otro dipolo colocado verticalmente, con la intención de que el 
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receptor pueda recibir el mensaje con menos errores aunque se haya topado con 
innumerables obstáculos que hayan modificado considerablemente la polarización. 
 
A la anterior técnica se la conoce como diversidad en polarización, pero esta no es la 
única opción de diversidad. Existen otras, como la diversidad en espacio, que consiste 
en colocar más de una antena separadas entre ellas por una cierta distancia y enviar la 
misma información por ambas simultáneamente con el objetivo de que el receptor 
reciba la información de una u otra en caso de que una de ellas no pueda hacer llegar la 
información al receptor porque ha quedado tapada por un obstáculo o las reflexiones de 
dicha onda hacen que se destruya la información. 
 
Por último en cuanto a propiedades de antenas, cabe destacar lo que se conoce como 
directividad. Ésta es la propiedad que tiene una antena para hacer que la mayor parte de 
la potencia emitida por esta pueda ser dirigida hacia una dirección más precisa del 
espacio que la rodea. Idealmente, una antena debería ser capaz de emitir la misma 
potencia en cualquier dirección, sin embargo esto no suele ser así y tampoco interesa 
que lo sea. El dipolo de media onda presenta una máximo de densidad de potencia en el 
plano formado por cualquier proyección perpendicular al eje en el que está situado 
dicho dipolo y presenta su mínimo de potencia en la misma dirección en la que se sitúa. 
La directividad de esta antena es de 2,15dBi, o lo que es lo mismo la potencia que se 
radia en la dirección de su máximo es 1,64 veces la que se radiaría si se tuviese una 
antena isotópica ideal, o sea, una antena que radiase por igual en cualquier dirección. 
 
 
C.1.3. Tipos de antenas 
 
Las antenas más utilizadas en tecnologías inalámbricas suelen ser dipolos muy similares 
al dipolo de media onda presentado, pero pueden encontrarse otros modelos. Una antena 
se puede cambiar por otra cuando se pretende conseguir mayor directividad, esto hará 
que la calidad de la señal recibida en esa antena aumente al aumentar la potencia a 
expensas de hacer el lóbulo principal más estrecho, lo que nos lleva en algunos casos a 
tener menos movilidad. 
 
En el mercado de las telecomunicaciones pueden hallarse innumerables antenas con 
formas realmente curiosas en algunos casos, las cuales son diseñadas, tal como se ha 
dicho para la recepción de ondas con una polarización y frecuencia conocidas. Muchas 
son, por ejemplo, las antenas que pueden encontrarse en tiendas de informática 
especializadas para ser colocadas en la salida del router, que habitualmente ya viene con 
una interfaz inalámbrica integrada, o en las tarjetas inalámbricas de los ordenadores. 
Éstas suelen tener una ganancia de antena, habitualmente mostrada en dBi en la parte 
más vistosa de la caja, y contra mayor sea esta ganancia más cara suele ser. Se 
profundizará más en esto cuando se hable sobre los componentes para estos equipos. 
 
Las antenas destinadas a estas tecnologías son muchas. Aquí comentaré algunas de ellas 
con la intención de que pueda apreciarse que la elección de una antena correcta puede 
ser importante. El dipolo de media onda, ya explicado, puede cerrarse formando así una 
anilla ovalada de longitud similar. Esta antena, que se conoce como dipolo doblado, 
presenta unas características muy similares al dipolo de media onda en cuanto a su 
radiación, pero presenta una impedancia en la entrada muy superior al caso anterior, 
siendo ahora de unos 300Ω mientras antes era de aproximadamente 75Ω. Esto puede 
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traer problemas en la comunicación entre el equipo electrónico emisor y su misma 
antena debido a una desadaptación de impedancias, que puede llevar a reducir la 
potencia de la onda de salida o generar ecos de la señal. Por esta razón, es importante 
que si se cambia la antena, la nueva antena presente al menos una impedancia similar a 
la anterior para no cargar a los circuitos emisor o receptor, según sea el caso. 
 
El dipolo doblado no suele constituir por sí solo una antena salvo que se persiga tener 
una impedancia elevada en la entrada u otros propósitos que aquí no contemplaremos. 
Este suele venir acompañado de unas barras conductoras que suelen colocarse paralelas 
al dipolo doblado de forma equidistante y de tal forma que las barras, que no se 
encuentran conectadas a ningún equipo, sean cada vez un poco más cortas en la 
dirección en la que se pretende emitir. Esta estructura es conocida como una antena 
Yagi y es, frente a muchas otras antenas, una de las que más directividad presenta. 
Además, la directividad de ésta puede aumentar con tan solo colocar más barras 
metálicas de forma paralela y equidistante. Por otra parte, las barras colocadas y su 
separación con el dipolo hacen que el dipolo doblado presente en su entrada una 
impedancia más reducida, esta impedancia puede variar según la configuración de la 
antena. 
 
Esta solución es muy útil cuando se pretende 
aumentar la ganancia en un equipo receptor y 
cuando se sabe con certeza la dirección en la que se 
encuentra el emisor. Esta suele ser utilizada en 
exteriores y es comúnmente conocida al ser la 
empleada para la recepción de señales de televisión, 
que suele situarse en el terrado de los edificios. 
 
Figura C.1. Modelo de antena Yagi 
 
Otra antena muy conocida utilizada, que aún presenta más ganancia que la anterior es la 
antena parabólica. En el mercado existen antenas similares para tecnologías 
inalámbricas pero tan solo deben adquirirse cuando sea estrictamente necesario debido a 
que son más caras y más difíciles de manejar y encarar debido a su alta directividad. 
Estas antenas se basan en una antena que ha sido rodeada por una pared metálica. Tal 
como se ha mencionado, los conductores eléctricos rebotan las ondas electromagnéticas, 
y de esta manera, la antena parabólica permite enviar gran parte de la señal emitida en 
una sola dirección mediante la reflexión de la misma onda sobre la pared metálica de 
una forma óptima, o recibirla. 
 
 
C.1.4. Modelos matemáticos de cobertura 
 
Cuando se habla de tecnologías inalámbricas es importante saber aproximadamente el 
área que es posible cubrir con una antena para asegurar una cobertura y potencia 
recibida mínima a los receptores para la recepción correcta de la información 
transmitida. Hasta el momento solamente se ha mencionado que la potencia de la onda 
disminuye con el cuadrado de la distancia que recorre. Esto no es del todo cierto debido 
a que para el desarrollo de la ecuación de ondas resultante no se ha tenido en cuenta los 
obstáculos que pueden surgir en medio de la comunicación ni tan siquiera el medio 
físico a través del cual viajará la onda. 
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Cualquier pared, mesa, silla, mueble, etcétera, que se encuentre en el interior del 
habitáculo puede desviar o modificar la onda en mayor o menor medida. Y de igual 
modo, el mismo aire que lleva el recinto, y sobre todo la humedad que contenga, puede 
difractar la onda. Son demasiados los factores que pueden afectar para que un ingeniero 
o técnico pueda saber a ciencia cierta y previo a la instalación donde fallará ésta al no 
llega la suficiente señal. 
 
Ignorando lo anterior, el ingeniero suele recurrir al modelo matemático de espacio libre, 
que asegura que la onda pierde su potencia con el cuadrado de la distancia que se 
recorre. Cuando se habla de exteriores existen otros modelos matemáticos que se 
aproximan más a la realidad. El modelo de tierra plana, por ejemplo, calcula la potencia 
recibida que recibirá la antena receptora sabiendo la potencia emitida, la distancia entre 
antenas y las alturas de dichas antenas respecto al suelo, suponiendo que éste actuará 
como un conductor y reflejará la onda. Este modelo, a diferencia del anterior, anuncia 
que la potencia disminuye con la potencia de exponente 4 de la distancia, lo que lo hace 
un modelo mucho más pesimista que el anterior. 
 
El modelo de Egli es una versión modificada del de tierra plana que asegura que la 
frecuencia de la onda también afecta a la propagación de la misma. Entonces, la 
expresión del modelo de Egli es idéntica a la del modelo de tierra plana multiplicado 
por un factor que se reduce con el cuadrado de la frecuencia expresada en MHz. 
 
 
Figura C.2. Modelo matemático de Egli 
 
Por último, solo destacar un modelo matemático nacido en Japón para poder saber con 
mayor exactitud el modelo de cobertura que seguían sus antenas. Durante meses, un 
conjunto de personas se dedicó a ir de un lado a otro a través de ciudades, zonas rurales 
y todo escenario que pudiera convertirse en un escenario a través del cual se propagaran 
ondas electromagnéticas para garantizar una cobertura, analizando diferentes puntos y 
anotando los resultados. Este estudio llevo al modelo conocido hoy en día como el 
modelo de Okamura-Hata. Este modelo es el resultado del anterior experimento, y por 
lo tanto no sigue ninguna lógica en cuanto a la física. El resultado es una ecuación 
extraordinariamente larga que incluye datos sobre la frecuencia, la distancia y la altura 
de las antenas, igual que hacía el modelo de Egli. Esta expresión añade o quita 
parámetros según el tipo de escenario: rural, suburbano o urbano. El modelo tiene sus 
limitaciones en cuanto a distancia (20km) altura de las antenas (hasta 200m) y la 
frecuencia de la onda (desde los 150 a los 2000 MHz). Este modelo, puede ser 
considerado en tecnologías GSM pero no en WiFi ni WiMAX debido a que las 





C.2.1. Regulación del WiFi en España 
 
La palabra WiFi corresponde a la contracción “Wireless Fidelity”. Este podría decirse 
que es el nombre comercial de esta tecnología. No obstante, debe tenerse en cuenta que 
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el estándar que regula esta tecnología es conocido como HiperLAN 1 o 2, estándar de la 
ETSI basado en los estándares 802.11 del IEEE. 
 
En el CNAF, el cuadro nacional de atribuciones de frecuencias que puede hallarse 
actualmente en la página Web del ministerio de Industria, Turismo y Comercio, 
www.mityc.es,  puede apreciarse que las bandas reservadas para el uso de la tecnología 
WiFi están comprendidas entre los 2400 y 2483,5 MHz, los 5150 y los 5350 MHz, y 
entre los 5470 y 5725MHz. Los estándares del IEEE no contemplan exhaustivamente 
los límites legales aquí anunciados debido a que cada país e incluso municipio puede 
tener sus propia regulación, pero sí contempla las cuestiones técnicas tal como veremos 
a continuación aunque no aseguran la conformidad de los equipos y aparatos. 
 
El uso de estas bandas favorece tanto a las empresas dedicadas al diseño y producción 
de equipos y aparatos como a los usuarios de esta tecnología. Las bandas de frecuencia 
antes mencionadas son las conocidas como bandas ISM, Industrial, Scientific and 
Medical bands. Estas bandas de frecuencia fueron reservadas por la ITU-R tiempo atrás 
para poder realizar pruebas industriales, científicas y médicas con total libertad siempre 
y cuando no se superara un cierto nivel de potencia máximo establecido. El uso de estas 
bandas es libre, frente a los otros rangos de frecuencia por los cuales se debe pagar una 
licencia. Esto hace que cualquier persona pueda utilizar este espacio radioeléctrico para 
sus radiocomunicaciones, como es el caso de WiFi, sin necesidad de pagar por una 
licencia. Ésta es la razón por la que se hace uso de estas bandas y no otras. 
 
 
C.2.2. Estándares 802.11 del IEEE 
 
El instituto de ingenieros eléctricos y electrónicos, IEEE, es de los que más ha aportado 
en cuanto a tecnologías para telecomunicaciones sin hilos. Sus estándares suelen ir 
numerados según el objetivo del estudio. La rama 802, que es la que nos interesa en este 
proyecto, presenta diferentes alternativas en cuando a comunicaciones electrónicas. Una 
de las más conocidas y estudiadas es 802.3, más conocida como Ethernet, que propone 
soluciones orientadas a redes de área local, LAN, cableadas. Las necesidades del 
público ha hecho de Ethernet una tecnología ya va más allá de las redes de área local y 
contempla incluso es uso de fibra óptica, tal como puede leerse en el capitulo sobre 
tecnologías basadas en fibra óptica. 
 
Existen dos estándares particulares importantes dentro de los 802 del IEEE. Estos son el 
802.1 y el 802.2. Ambos son complementarios al uso de cualquier otra rama 802. La 
primera, 802.1, define el mantenimiento de la comunicación, ésta funcionalidad es 
independiente del tipo de medio utilizado. La segunda, 802.2, define una interfaz de 
cara a capas superiores para que éstas no deban preocuparse por el acceso al medio ni 
por la naturaleza física de las señales. 802.2 forma la capa LLC, Logical Link Control, 
incorporada en la parte superior de la capa 2, la de enlace, del modelo OSI de ISO. La 
capa MAC forma la parte inferior y restante de la capa de enlace del modelo OSI. MAC 
significa en este contexto control de acceso al medio, o Medium Access Control en 
inglés. La capa física, la primera según OSI, está por debajo de la MAC e igual que esta 
es diferente para cada estándar de la rama 802. 
 
La siguiente imagen puede ayudar a aclarar esta idea. Esta imagen puede extraerse del 
principio de casi cualquier estándar de la rama 802 del IEEE. 
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Figura C.3. Organización de las capas dentro de la rama 802 de los estándares del IEEE 
 
802.11 es la rama de estándares que nos interesa estudiar en este momento para 
entender los mecanismos por los cuales funcionan las Wireless LAN, WLAN. Dentro 
de esta rama, aparecen diferentes estándares, como son 802.11b, 802.11a, 802.11g o 
802.11n. Estos serán estudiados con mayor profundidad, y en el mismo orden, en cuanto 
se expliquen unas pautas básicas que cumplen todos ellos. Cabe destacar que tal como 
puede verse en el diagrama, 802.11 incorpora una capa física y una capa MAC 
independiente de cualquier otro estándar. 
 
 
C.2.2.1. Tipos de codificación de canal incluidos en la capa 
física 
 
Los estándares 802.11 del IEEE presentan tres tipos diferentes de codificación de canal. 
• Direct-Sequence Spread Spectrum (DSSS): se basa en hacer un ensanchado 
del canal de transmisión para evitar en mayor medida las interferencias. Esto 
añade seguridad a la información, pues solo aquel que conozca la clave 
pseudoaleatoria con la que se ha codificado dicho canal podrá descodificarla de 
nuevo. 
• Frequency-Hopping Spread Spectrum (FHSS): se basa en realizar cambios en 
la frecuencia portadora saltando de una a otra durante toda la transmisión. Igual 
que en el caso anterior, esto añade protección contra posibles interferencias 
situadas habitualmente en una frecuencia concreta y repartiendo así el error entre 
los diferentes usuarios que utilizan el medio, los cuales sufrirán esa interferencia 
por igual cuando les toque saltar a esa frecuencia determinada evitando así que  
un usuario no pueda realizar la comunicación al existir demasiadas interferencias 
en su canal. Además, añade seguridad a la comunicación dificultando la labor de 
aquel que desee agenciarse la información de un usuario, el cual deberá seguirle 
en todos los saltos realizados si desea seguir a la escucha de esa información. 
• Orthogonal Frequency Division Multiplexing (OFDM): se basa en subdividir 
un radiocanal asignado enviando a través de él subportadoras equiespaciadas 
espectralmente de tal forma que asegure la ortogonalidad de las mismas y se 
interfieran. Esto se consigue con una tasa de bits concreta que asegura un tiempo 
de bit mayor al delay spread de un canal. Se consigue con ello un sistema 
mucho más robusto frente a interferencias aunque no añade seguridad a la 
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comunicación. Esta es muy similar a la codificación DMT estudiada en ADSL. 
La única diferencia apreciable entre ambas reside en el bit-loading, o sea, que 
mientras DMT permite cargar cada subportadora con un número diferente de bit 
según la condición del canal, en OFDM el número de bits no varía en un 
principio. 
 
DSSS y FHSS son únicamente utilizados en 802.11b y podría decirse que están 
obsoletos o tienden a ello. En cambio OFDM es una codificación muy extendida en la 
actualidad en diferentes tecnologías y servicios. Ésta es utilizada por casi todas las 
802.11, por WiMAX e incluso por la actual televisión digital terrestre. Debido a esta 
razón, OFDM volverá a ser nombrada innumerables veces y se añadirá más información 
al respecto cundo proceda. 
 
 
C.2.2.2. La capa MAC de 802.11 
 
La capa de control de acceso al medio de 802.11 utiliza un mecanismo conocido como 
CSMA/CA, que quiere significar carrier sense multiple access with collision avoidance. 
Para entender esto mejor es necesario explicar los procedimientos anteriores a éste. 
 
Los primeros sistemas de transmisión que utilizaban ondas electromagnéticas para hacer 
llegar sus mensajes lo hacían sin ningún tipo de control de acceso al medio. Esto 
significaba que cada terminal se mantenía a la escucha del canal para recibir cualquier 
mensaje que pudiera llegar a través de su antena, y en caso de que tuviesen un mensaje 
que recibir, los terminales o estaciones lo enviaban tan pronto estaba preparado para su 
envío. Esto no suele presentar problemas cuando el tráfico es muy reducido debido a la 
escasez de mensajes a enviar. Pero cuando el tráfico aumenta se hace cada vez más 
probable que dos de esas estaciones deseen enviar un mensaje al mismo tiempo ya que 
ambas los tienen preparados. Cuando esto pasa pueden ocurrir diversas posibilidades: 
que uno de los destinatarios del mensaje sea la misma estación que está transmitiendo el 
otro mensaje y en consecuencia no pueda apreciar que le está llegando un mensaje, o 
que una tercera estación encuentre un mensaje destinado a ella pero no pueda recibirlo 
porque otro mensaje, que podría ser también para esa estación o no, está interfiriendo, 
destruyendo así toda comunicación. Cuando esto ocurre se dice que ha habido una 
colisión en la red. 
 
La capa MAC tiene como objetivo fundamental erradicar en la medida de lo posible 
cualquier colisión proponiendo un acceso al medio controlado. Una propuesta 
interesante que suele darse en casi todos los protocolos de comunicación es una 
respuesta afirmativa por parte del receptor hacia el emisor conforme ha recibido esos 
datos correctamente. A dicho reconocimiento se le suele denominar ACK, de la 
contracción de acknowledge. Esto aumenta la probabilidad de colisión debido a que 
ahora son dos paquetes, el que envía el emisor con la información y el que envía el 
receptor como reconocimiento. No obstante, si el emisor recibe el ACK del receptor, 
podrá estar seguro de que su mensaje ha sido entregado correctamente. 
 
La capa MAC del 802.11 hace uso de paquetes ACK para notificar al emisor que su 
paquete ha sido recibido, pero a parte ésta añade más mecanismos para evitar las 
colisiones. Para comenzar, CSMA es una tecnología capaz de escuchar el canal de 
transmisión al mismo tiempo que se está emitiendo. Esto permite detener 
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inmediatamente la transmisión de un mensaje si se detecta que está colisionando con 
otro y así se hace. En caso de detectar colisión, cada terminal espera durante un tiempo 
aleatorio, conocido como tiempo de backoff, que se incrementa si vuelve a colisionar, 
antes de volver a retransmitir el mensaje. Con esto se espera que si varios terminales 
detectan la colisión, cada uno esperara un tiempo diferente, al ser éste aleatorio. El que 
menos tiempo espere retransmitirá primero su mensaje, el otro detectará que el canal 
está ocupado y desistirá de utilizarlo de nuevo mientras alguien lo esté utilizando. 
 
El anterior mecanismo junto con los tiempos IFS forman el conocido CSMA/CA. Los 
tiempos IFS, InterFrame Spacing, son al menos 2, unos de mayor duración que otros y 
sirven para asignar prioridades a los terminales que forman la red. De esta manera, el 
terminal con mayor privilegio o prioridad tendrá un tiempo menor asignado a sus 
comunicaciones, esto significará que cuando el canal quede libre, y tras pasar el más 
pequeño de los tiempos asignados, este terminal comenzará a transmitir, haciendo que 
los demás, que detectarán esa transmisión, no pueda hacerlo y deban esperar de nuevo a 
que vuelva a quedar libre el canal. 
 
Habitualmente, la red estará compuesta por diferentes terminales y un nodo principal 
que será el único que tenga un tiempo SIFS asignado mientras que todos los demás 
tendrán asignado un tiempo DIFS, mayor siempre al SIFS, y por lo tanto este nodo 
tendrá prioridad sobre los otros. Los nodos secundarios se comunicarán únicamente con 
el principal y si uno de los nodos secundarios necesita enviar información a otro nodo 
secundario del que detecte también la señal, éste lo hará enviando la información al 
nodo principal y este se lo retransmitirá al secundario. Esta topología en estrella de la 
red se la conoce como una red en modo infraestructura y el modo de funcionamiento 
descrito corresponde con DCF. Esta suele ser la más utilizada porque garantiza un mejor 
mantenimiento y aprovechamiento de la red debido a que rara vez un terminal tendrá 
como destinatario de un mensaje a otro terminal de la misma red. 
 
La anterior arquitectura presenta también una mayor zona de cobertura. Si todos los 
terminales tuvieran que verse entre ellos, entendiendo por “ver” al hecho de que cada 
uno es capaz de recibir lo que ha emitido otro nodo de la red aunque ese mensaje no 
fuera para él, la zona de cobertura estaría muy limitada. El modo infraestructura permite 
que cualquier nodo pueda transmitir datos a otros nodos de la red misma red sin 
necesidad de que se vean entre sí, tan solo es necesario que ambos vean al nodo 
principal, el cual será el que retransmita el mensaje. Esto permite establecer un área de 
cobertura alrededor del nodo principal de la red y según la directividad que presente y el 
sector al que se apunte. 
 
Sin embargo, con esto aparece un problema que a priori cuesta de apreciar, y es lo que 
se conoce como el problema del nodo oculto. Cuando se actúa como lo explicado hasta 
ahora, en modo DCF, puede ocurrir que dos nodos secundarios que no se vean intenten 
enviar datos al mismo tiempo. Como estos no se ven, no detectarán ninguna colisión, 
pero el nodo principal, al cual se habrán dirigido ambos mensajes recibirá ambos a la 
vez, por lo que él sí detectará colisión. Los nodos secundarios serán conscientes de que 
ha habido una colisión tan pronto como pase un tiempo de espera y no se reciba el ACK 
por parte del nodo principal, por lo que retransmitirán de nuevo el mensaje. Cuando son 
muchos los nodos que no se ven entre ellos, esto puede repetirse constantemente. Es por 
ello que existe un mecanismo diseñado para solventar este problema, y este es conocido 
como PCF. 
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El modo PCF es una extensión del DCF y se puede pasar del DCF al PCF al mandar una 
petición al nodo principal. Cuando un nodo secundario necesita enviar una gran 
cantidad de información al nodo principal que tiene acumulada a la espera de poder 
enviarla, el terminal emite un paquete RTS al nodo principal, si éste lo recibe sin 
problemas y acepta esa petición, el nodo principal devolverá un paquete CTS. El 
paquete CTS incorpora un campo en su interior que indica un tiempo durante el cual 
ningún terminal, excepto el que ha enviado el RTS, podrá hacer uso del canal. Como 
todos ven al nodo principal, todos recibirán ese paquete CTS y esperarán. 
 
El terminal que ha emitido el RTS y ha sido aceptado mediante el CTS comenzará a 
enviar paquetes de información al nodo principal sin hacer uso de tiempos de backoff y 
esperando entre cada paquete un tiempo PIFS, que es menor al DIFS pero mayor al 
SIFS. Esto le da a este nodo secundario más prioridad que cualquier otro nodo pero 
menos que la del mismo nodo principal, que podrá detener el traspaso de datos si 
existiera algún problema o para evitar que ese nodo monopolice el canal de transmisión, 
volviendo así al modo DCF. Igualmente, si el traspaso de datos finaliza con éxito el 
nodo secundario lo comunicará al nodo principal y con ello se volverá igualmente al 
modo DCF. 
 
Nótese que si por casualidad, un nodo secundario ajeno a la transmisión en el momento 
de recibir el CTS, colisiona éste con cualquier otro paquete y pierde la información 
contenida en el paquete CTS, el nodo no será consciente de que debe esperar y se creerá 
que se sigue en modo DCF. No existirá problema alguno porque éste esperará un tiempo 
DIFS mientras el otro espera un tiempo PIFS. Antes de que el tiempo DIFS se cumpla, 
el canal ya volverá a estar ocupado y por lo tanto se verá en la obligación de esperar de 
nuevo. 
 
El modo DCF es el modo principal de funcionamiento definido por la capa MAC del 
802.11. El modo PCF, aunque también forme parte del estándar es opcional. Esto 
significa que es posible encontrar equipos y aparatos que no estén preparados para 
operar en PCF. Esto no debe importarnos ya que, como se ha visto, si un nodo no recibe 
correctamente o no entiende el mensaje CTS, simplemente seguirá creyendo que sigue 
en modo DCF pero se verá en la imposibilidad de enviar ningún mensaje hasta que el 
traspaso haya acabado. Evidentemente, si es el nodo principal el que no entiende el 
modo PCF, esto anulará toda posibilidad de uso de este modo en la red, pues aunque los 
nodos secundarios insistan con mensajes RTS, el nodo principal los ignorará o 
rechazará su propuesta. 
 
 
C.2.2.3. El estándar 802.11b 
 
El estándar 802.11b es el más antiguo de los estándares 802.11. Este fue diseñado para 
ser utilizado en la banda de los 2,4 GHz. En Europa, como se ha mencionado 
anteriormente, las bandas utilizadas por éste son las conocidas como ISM y son bandas 
libres de licencias que se extienden desde los 2400 a los 2483,5 MHz. El estándar 
802.11b presenta las siguientes características. 
• Bandas de frecuencia: 2400-2483,5MHz 
• Espacio entre canales: 5MHz 
• Anchura del canal: 22MHz 
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• Canales sin solapado: 3 en Europa 
• Codificación del canal: DSSS o FHSS 
• Modulación: CCK 
• Velocidades soportadas: 1,  2,  5,5  y 11 Mbps 
• Alcance: 100m 
 
El estándar del IEEE numera los canales dentro de esa banda desde el 1 hasta el 14, sin 
embargo, tan solo Japón tiene acceso a los 14 canales. En Europa son 13 y en América 
11. Esto no es debido al estándar sino al las leyes que regulan el uso de estas bandas en 
los diferentes países. Véase la tabla para más información. 
 
 
Tabla C.1. Canales del estándar 802.11 en la banda de 2,4GHz 
utilizados en el mundo 
La contracción EMEA que 
figura en la tabla hace 
referencia a Europa, Oriente 
Medio y África. 
 
Nótese que la frecuencia 
central del canal 1 no está en 
los 2400MHz sino en los 
2412MHz. Si se analizan las 
características expuestas 
anteriormente en cuanto al 
estándar 802.11b, podemos 
apreciar que la anchura de cada 
canal es de 22MHz. Si la 
portadora es la frecuencia 
central, eso significa que hay  
11MHz por cada lado. Al ser el primer canal los 2412MHz se asegura así que las 
señales emitidas en esta banda no interfieran con otras bandas destinadas a otros fines. 
Por la misma razón, el canal número 13 no está centrado en los 2483,5MHz 
 
Igualmente se ha dicho que la separación entre canales es de 5MHz mientras que la 
anchura de cada canal son 22MHz. Esto significa que según qué canales se escojan para 
la transmisión, puede ocurrir que se solapen e interfieran entre ellos. En consecuencia, a 
la práctica no se utilizan todos los canales, sino que se utilizan tan solo 3 
simultáneamente, aquellos que aseguran que no se solaparán con otros. Se debe tener en 
cuenta que se debe dejar al menos 4 canales sin utilizar entre los utilizados si no se 
desea solaparlos, de esta manera quedará un margen de 3MHz entre esas señales. Esto 
es lo que se hace en Estados Unidos, que solo tienen disponibles los canales del 1 al 11. 
Los estadounidenses utilizan los canales 1, 6 y 11, que es la única combinación posible 
para que los canales no se solapen teniendo tan solo 11 canales. 
 
El caso de Europa es diferente, existen 3 combinaciones diferentes colocando 4 canales 
de por medio para asegurar que los canales no se solapan. Éstas son: 1, 6 y 11; 2, 7 y 12; 
y 3, 8 y 13. Sin embargo, ninguna de ellas es la más adecuada en el espacio Europeo. 
Como aquí se tiene la posibilidad de hacer uso de los canales 1 al 13 pero no hay 
manera posible de colocar más de 3 canales no solapados, lo mejor que puede hacerse es 
distanciarlos más para reducir aún más las interferencias. Por esta razón, la distribución 
de canales más óptima en Europa es: 1, 7 y 13. Esta combinación garantiza menos 
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Figura C.4. Combinaciones posibles de canales en la 
banda de 2,4GHz 
Nótese también que el canal 14 es el 
único que no se encuentra 
equiespaciado espectralmente como 
el resto de canales. Éste está centrado 
en los 2484MHz y no en los 
2477MHz que debería tener el canal. 
Esto es así porque ésta frecuencia es 
la mínima necesaria para poder 
asegurar la coexistencia de 4 canales 
no solapados. Esto se haría haciendo 
uso de los canales 1, 6, 11 y 14. No 
obstante, esta opción, que sólo es 
válida en Japón, presenta un margen 
de guarda nulo entre los canales 
centrados en 11 y 14. 
 
En cuanto a las velocidades soportadas por el estándar 802.11b, que son 1, 2, 5,5 y 
11Mbps, debe tenerse en cuenta diversos factores. Un equipo que haga uso de este 
estándar tenderá siempre a hacer uso de la velocidad de 11Mbps al ser la que mejores 
prestaciones da, sin embargo es la más restrictiva. Igual que pasaba con el cable de par 
trenzado con la atenuación debida a la distancia entre abonado y central local, aquí pasa 
algo similar aunque en menor escala. La distancia entre el nodo principal y un terminal 
conectado a éste en modo infraestructura mantendrán una comunicación a 11Mbps 
salvo que eso no sea posible debido a que la onda ha perdido demasiada potencia con la 
distancia y el receptor no la reciba libre de errores, o que haya perdido potencia debido 
a los obstáculos hallados en el recinto. Si ambos nodos comprueban que es inviable la 
comunicación a 11Mbps, ambos bajarán a 5,5Mbps y lo intentarán de nuevo. Si sigue 
siendo inviable, la velocidad disminuirá a 2Mbps y si aún no pueden comunicarse, lo 
harán a 1Mbps. 
 
Esto fenómeno no afecta tan solo al nodo principal y al terminal conectado al mismo, 
sino a todos los terminales conectados a esa red ya que todos dependen del nodo central 
y por eso se adaptarán a su velocidad. A modo de ejemplo, si se tiene a cuatro 
terminales conectados al nodo principal en modo infraestructura y estos se encuentran a 
poca distancia, éstos emitirán a 11Mbps y el nodo principal también lo hará. Pero si otro 
terminal, que de encuentra mucho más lejos desea conectarse y el nodo principal lo 
acepta. Este terminal puede acabar transmitiendo a 1Mbps debido a la distancia, y en 
consecuencia también lo hará el nodo central. Y con ello, los 4 terminales restantes, que 
siguen aún a una distancia reducida y podrían transmitir a 11Mbps lo harán a 1Mbps, 
haciendo así que la información fluya 11 veces más lentamente de lo que podría ir si el 
último nodo no se hubiese conectado. La moraleja del anterior ejemplo es que si se 
pretende dar buenas prestaciones, todos los nodos deben estar a corta distancia del nodo 






Memoria del Proyecto 
 - 147 - 
C.2.2.4. El estándar 802.11a 
 
Este estándar salió a la luz en Estados Unidos en septiembre de 1999, al mismo tiempo 
que lo hizo 802.11b, pero debido a problemas regulatorios no pudo implantarse en 
Europa hasta más tarde. Esto ha hecho que 802.11b sea más popular que éste, que a 
diferencia de 802.11b, utiliza la banda de los 5GHz. Por esta razón es incompatible con 
802.11b. Algunas de sus características son las siguientes: 
• Bandas de frecuencia: 5150-5350MHz y 5725-5825MHz 
• Espacio entre canales: 5MHz 
• Anchura del canal: 20MHz 
• Canales sin solapado: 12 (8 interiores y 4 exteriores) 
• Codificación del canal: OFDM 
• Modulación: BPSK, QPSK, 16-QAM o 64-QAM 
• Velocidades soportadas: 6,  9,  12, 18, 24, 36, 48 y 54 Mbps 
• Alcance: 30m 
 
El estándar 802.11a del IEEE no contempla regulaciones legales de ningún tipo, 
dejando estos temas a un margen debido a que en cada región las bandas de frecuencia y 
su uso son diferentes. Por esa razón, este estándar presenta la posibilidad de 200 canales 
en la banda de los 5GHz numerados del 0 al 199. La frecuencia central en Megahercios 
puede obtenerse fácilmente multiplicando el número del canal por 5, que es el espacio 
entre canales, y sumándole 5000. De esta manera, el canal número 79 lo encontraríamos 
centrado en la frecuencia de 5395MHz ( = 5000 + 79 · 5 ). 
 
En el caso de Europa, el canal antes calculado a modo de ejemplo no puede ser 
empleado debido a que está fuera de las bandas permitidas tal como puede apreciarse en 
las características mencionadas. En Europa solo puede hacerse uso de 12 canales sin 
solapado. Éstos son los canales 36, 40, 44, 48, 52, 56, 60, 64 para interiores y los 
canales 149, 153, 157 y 161 para exteriores. Nótese que la anchura del canal en este 
caso son 20MHz a diferencia de los 22MHz de 802.11b. Esto significa que se pueden 
obtener canales sin solapado con tan solo dejar un espacio de 3 canales sin utilizar entre 
los utilizados, aunque en este caso, la banda de guarda entre canales será nula. 
 
Tal como puede apreciarse en las características, la codificación de canal se hace 
mediante OFDM. Como se ha mencionado en este mismo documento, OFDM es una 
técnica que consiste en subdividir el ancho de banda del canal dando paso a 
subportadoras. En el caso de 802.11a, el canal contiene 64 subportadoras, de las cuales 
solo se utilizan 52 dejando las 12 restantes como guarda entre canales, o sea, que se 
sitúan 6 a un lado y 6 al otro y éstas no se utilizan para evitar interferencias con los 
canales contiguos. De las restantes 52 solo 48 son utilizadas para el transporte de datos. 
Las 4 restantes son utilizadas para enviar pilotos al receptor y garantizar así una 
sincronización entre emisor y receptor. 
 
Haciendo cálculos sencillos, si la anchura del canal son 20MHz y éste se subdivide en 
64, se obtiene que las subportadoras están equidistanciadas espectralmente por 
312,5kHz. Si existen 48 subportadoras para información y cada una de ésta puede 
transportar hasta 6 bits por símbolo con una modulación 64-QAM, idealmente 
obtendríamos que se pueden transportar hasta 90Mbps. Evidentemente, a esto se le debe 
descontar los tiempos de guarda y la codificación de los datos, entre otros factores. Los 
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datos codificados pueden ser con una relación 3/4 o 1/2. Estas relaciones son una 
aproximación y no estrictamente real. De esta manera, se llega finalmente a los 54Mbps 
para una modulación 64-QAM y relación próxima a los 3/4. 
 
Por último en cuanto a este estándar, destacar 2 factores: que la banda utilizada para 
enlaces exteriores es una banda ISM, igual que lo es la banda de 2,4GHz, y que el 
alcance de este estándar es menor al presentado por 802.11b. Esto último suele ser así 
para toda tecnología de telecomunicaciones que utilicen en mismo canal para enviar y 
recibir los datos. Una mayor velocidad implica un menor alcance. 
 
 
C.2.2.5. El estándar 802.11g 
 
El estándar 802.11g podría decirse que es la evolución del 802.11b. Éste, igual que 
802.11a, utiliza OFDM aunque lo hace en la banda de 2,4GHz y conservando los 
mismos canales utilizados por 802.11b. Por ello, se dice que este estándar es compatible 
con su predecesor y, habitualmente, muchos de los equipos y aparatos diseñados para g, 
también los preparan para operar en b y mantener así la compatibilidad. Aunque esta 
compatibilidad puede desaparecer con el paso del tiempo. Los datos más relevantes de 
802.11g son los siguientes: 
• Bandas de frecuencia: 2400-2483,5MHz 
• Espacio entre canales: 5MHz 
• Anchura del canal: 22MHz 
• Canales sin solapado: 3 en Europa 
• Codificación del canal: OFDM o DSSS 
• Modulación: BPSK, QPSK, 16-QAM y 64-QAM, o CCK 
• Velocidades soportadas: 1, 2, 5,5, 6, 9, 11, 12, 18, 22, 24, 33, 36, 48 y 54Mbps 
• Alcance: 30m 
 
Como ya se ha mencionado, el estándar 802.11g prevé compatibilidad con 802.11b al 
mismo tiempo que utiliza lo mejor de 802.11a. De ahí que pueda utilizarse OFDM o 
DSSS, y las diferentes velocidades que soporta, que no son más que las ya reconocidas 
por b, las reconocidas por a y la de 22 y 33Mbps que son simplemente el doble y triple 
de la máxima velocidad contemplada por 802.11b. 
 
Este estándar es el más utilizado y demandado en el día de hoy. El WiFi-Forum, 
organización de empresas que emiten certificados de calidad y conformidad de los 
equipos y aparatos para asegurar una interoperabilidad entre ellos, da unas garantías que 
no se presentan en otras tecnologías inalámbricas, lo que hace al protocolo muy 
atractivo y fiable, dejando así prácticamente obsoleto al estándar 802.11b. 
 
 
C.2.2.6. Mejoras adicionales: los estándares 802.11h, i y n 
 
Tras la aparición del estándar g se detectaron ciertos problemas en su funcionamiento. 
Los estándares h e i son los más importantes en cuanto a mejora de los sistemas 
Wireless. 802.11h añade controles dinámicos de frecuencia y potencia para evitar en 
mayor medida las interferencias, mientras que 802.11i añade una mayor seguridad en 
las comunicaciones. 
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Al hacer uso de bandas ISM, son diversos los servicios que hacen uso de esas bandas, y 
por lo tanto pueden interferir entre ellos. Habitualmente, esto no suele acarrear muchos 
problemas, sino que tan solo suele manifestarse en una reducción de la velocidad 
nominal al incrementar la tasa de error. Sin embargo, existen casos críticos que sí 
pueden ser perjudiciales. Al parecer, las mismas bandas utilizadas para estas 
comunicaciones suelen ser utilizadas también por equipos médicos y militares, los 
cuales deberían tener más prioridad que los destinados a las comunicaciones 
electrónicas ya que, en algunos casos, puede hacer peligrar la seguridad de una persona 
o de un colectivo. Una interferencia en un equipo medico puede llevar a diagnósticos 
incorrectos y poner así en peligro la salud de la persona tratada. En ámbitos militares, 
suelen utilizarse estas bandas para radares. La interferencia con un equipo de 
comunicaciones electrónicas puede hacer que el radar muestre cosas que en realidad no 
estén o viceversa. 
 
Para evitar lo anterior, el IEEE lanzó el estándar 802.11h el cual propone dos técnicas 
adicionales: 
• Selección Dinámica de frecuencia (DFS): mecanismo que actúa cambiando a 
otro canal la transmisión en caso de encontrar interferencias en el canal que se 
está utilizando. 
• Control de la potencia transmitida (TPC): mecanismo que asegura que la 
potencia transmitida no supera en ningún caso lo establecido por la ley. 
Reduciendo así la potencia si fuese requerido y evitando así interferencias con 
otros equipos y aparatos como pueden ser satélites que también hacen uso de 
esas bandas. 
 
En cuanto a la seguridad en las redes WLAN implementadas según el protocolo 
802.11g, esta parecía funcionar eficientemente hasta que se demostró lo contrario. La 
gran mayoría de equipos que cumplen con este estándar vienen equipados con dos 
posibilidades de cifrado de la información: WEP y WPA. La clave WEP fue la más 
extendida en su momento porque era más fácil de configurar y administrar al ser la 
misma clave para todos los usuarios que acceden a la red. La clave WPA es diferente 
para cada usuario, los cuales deben autentificarse previamente mediante su login y 
contraseña. No obstante, estos mecanismos de seguridad resultaron no ser tan seguros 
como se esperaba y cualquier hacker con un programa adecuado podía descubrir la 
clave y robar información o hacer uso de esa conexión a Internet sin autorización del 
propietario. 
 
El estándar 802.11i añade mecanismos de seguridad basados en AES, estándar de 
cifrado avanzado evolución del extendido mecanismo DES. Este se implementa sobre 
WPA2 mejorando así la eficiencia del cifrado presentado hasta el momento y con ello la 
seguridad de las comunicaciones. 
 
Las anteriores mejoras y otras más quedan recogidas en un nuevo estándar que, aunque 
se habla mucho aún está sujeto a posibles cambios, por lo que no puede garantizarse la 
información que aquí hable sobre él. Este estándar es el 802.11n. En algunas tiendas de 
informática ya pueden verse routers y access point que utilizan este estándar como 
referencia e incluso han sido certificados por el WiFi-Forum. No obstante, se debe 
insistir en que el estándar 802.11n aún está en desarrollo y podría realizarse algún 
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cambio en el mismo que hiciese de estos aparatos, existentes actualmente en el 
mercado, dejasen de ser compatibles con el mismo estándar en un futuro próximo. 
 
Según se sabe hasta el momento, se persigue que este nuevo estándar sea al menos tan 
rápido como lo es FastEthernet, en otras palabras, se persigue un mínimo de capacidad 
de 100Mbps, aunque muchos comerciales aseguran que alcanza 300Mbps o incluso 
600Mbps, pero como ya se ha dicho, nadie lo sabe con seguridad y el estándar no está 
acabado. Lo que sí se sabe con seguridad es que este estándar hace uso de al menos dos 
antenas y no una como se ha hecho hasta la fecha. Con esto se pretende aumentar la 
velocidad al mismo tiempo que dicho equipo presenta una diversidad espacial de la 
antena que pueden asegurar una mejora contra los desvanecimientos que puedan surgir 
en el canal de comunicaciones. 
 
 
C.2.3. Componentes básicos en WiFi 
 
La creación e implementación de una red acarrea necesariamente el conocimiento de los 
equipos y aparatos que deben utilizarse para ese fin. WiFi, igual que ocurre con Ethernet 
y otras tecnologías de comunicación, presenta diferentes equipos que el técnico e 
ingeniero debe conocer. Igualmente, existen componentes adicionales que pueden 
ayudarnos a mejorar la eficiencia de la red como es la elección de una antena apropiada 





Los equipos y aparatos que solemos adquirir en las tiendas de informática suelen ir 
equipados con antenas rubber ducky. Estas no son más que un dipolo de media onda 
camuflado en el interior de un tubo de plástico completamente cerrado. Como ya se ha 
mencionado, un dipolo de media onda presenta una ganancia de antena de 2,15 dBi, o 
decibelios comparados con lo que radiaría una antena isotrópica. Existe también otro 
sistema de unidades conocido para la ganancia de la antena, los decibelios referidos a lo 
que radiaría un dipolo de media onda. Lógicamente, un dipolo de media onda tiene una 
ganancia de 0dBd o 2,15dBi. 
 
El truco de los comerciantes consiste en vender antenas a sus clientes con la ganancia de 
la antena en la portada de la caja expresada en dBi, y no en dBd. De esta manera, el 
número siempre es mayor que en el otro caso y el cliente se cree que compra una antena 
que mejora su ganancia 10 veces más que la de rubber ducky que ya tiene porque en la 
caja ponía 10dBi. La realidad es que la antena adquirida, expresada en dBd tiene una 
ganancia de 7,85dBd que en definitiva significa que tiene una ganancia algo superior a 6 
veces sobre la que ya tenía la antena de rubber ducky. 
 
Dejando los trucos comerciales a un lado. La tabla, extraída de un catálogo de Cisco, 
nos muestra diferentes antenas que podemos encontrar en el mercado con mayor o 
menor facilidad según la demanda. 
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Figura C.5. Antenas wireless para access points 
 
Éstas no son las únicas antenas que pueden encontrarse en el mercado. Pero sí son las 
más utilizadas cuando se habla de access points, o lo que es lo mismo, las antenas que 
situaríamos en los nodos principales, los cuales se esperan omnidireccionales. Si 
hablamos de las antenas para los nodos secundarios, puede obtenerse otra tabla donde 
las antenas muestran mayor directividad. Al estar siempre conectado todo nodo 
secundario al nodo principal cuando se trabaja en modo infraestructura, antenas muy 
directivas como parabólicas o antenas Yagi son una buena opción cuando el nodo de 
principal se encuentra muy distante. 
 
 
Figura C.6. Antenas wireless para Bridges y tarjetas NIC 
 
Antenas como las mostradas aquí permiten extender la WiFi no solo al interior de 
recintos sino también fiera de ellos, interconectando así edificios si fuese necesario. 
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C.2.3.2. Cables Ethernet 
 
Aunque bien es cierto que se está hablando de en este capítulo de tecnologías wireless y 
no de tecnologías cableadas, debe tenerse en cuenta que habitualmente toda red sin hilos 
acaba por desembocar en una red con hilos, que suele basarse en Ethernet. De ahí la 
importancia de dar algún que otro detalle sobre los cables a utilizar para evitar 
interferencias. 
 
Existen diversos cable para Ethernet, pero los más conocidos son el UTP y el STP. El 
UTP, que podría traducirse como par trenzado sin blindar, está basado en diversos pares 
trenzados en su interior. Para FastEthernet, suelen ser 4 los pares trenzados (8 cables). 
Al no estar este cable blindado es algo propenso a crear diafonías entre los pares y ha 
recibir interferencias que puedan venir desde el exterior de dicho cable. Sin embargo, 
estos cables no suelen ser muy largos, y por ello no suele ser importante el efecto de las 
interferencias. Éste es el cable más utilizado. 
 
STP es un cable que presenta un mayor blindaje, por lo que evita mejor las 
interferencias que UTP. Sin embargo, dicho blindaje hace del cable más caro y de 
menores prestaciones en cuanto a velocidad debido a que aumenta la capacidad parásita 
del cable, y en consecuencia, se reduce su ancho de banda, reduciéndose en mayor 
medida contra más aumente la longitud del cable. STP no debería utilizarse debido a lo 
que se ha mencionado anteriormente salvo que la situación lo requiera. Por ejemplo, en 
una torre de control de un aeropuerto, donde interactúan radares y sistemas de telefonía 
entre muchos otros, el cable podría sufrir demasiadas interferencias o incluso, podría 
ocurrir que las señales viajeras a través del mismo fueran las causantes de interferencias 
con los aparatos ahí presentes. En definitiva, este es un buen ejemplo donde el cable 
STP sería más indicado que el UTP. 
 
Ambos cables presentan muchos otros parámetros y características como el número de 
pares, la categoría de los mismos o el grosor de los mismos que podrían estudiarse con 
más profundidad. Sin embargo, esto escapa al objetivo de este proyecto, y por ello no se 
profundizará más en cuanto a cables de Ethernet. 
 
 
C.2.3.3. Equipos terminales 
 
Los equipos terminales de la red (NT) pueden ser muy diversos y todo apunta a que 
cada vez lo serán más. Estos equipos, la gran mayoría móviles, ya suelen ir integrados 
de fábrica con un pequeño circuito y antena sobre el mismo circuito impreso muchas 
veces. Éstos ya han sido diseñados para conectarse a una red WiFi, posiblemente el 
usuario tan solo necesite seleccionar a qué red quiere conectarse, introducir la 
contraseña si se requiere y disfrutar de la conexión, si se supone activo el DHCP. De lo 
contrario, la cosa se complica ligeramente debiendo introducir manualmente la 
dirección IP, máscara de subred, puerta de enlace predeterminada y los servidores DNS 
si procede. 
 
Ese mismo procedimiento debe seguirse en ordenadores de sobre mesa o portátiles si 
quieren hacer uso de una conexión existente. Sin embargo, los ordenadores, a diferencia 
de los otros equipos, pueden no venir equipados con una tarjeta adecuada para 
conectarse a la red. Lo que añade complejidad a la conexión. En las tiendas de 
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informática suelen encontrarse tarjetas NIC, tarjetas de interfaz de red. Éstas permiten a 
dicho equipo conectarse a Internet haciendo uso de las redes existentes tal como se ha 
explicado en los aparatos que ya suelen integrar esta funcionalidad. As tarjetas NIC 
puede encontrarse en diferentes formatos: para bus PCI, PCMCIA, minibus, etc. Las 
destinadas a ordenadores de sobremesa, además traen consigo una antena rubber ducky 
externa a la circuitería, lo que habitualmente hace que se reciba la señal más 
nítidamente al estar en el exterior de la caja metálica del ordenador y permite al usuario 






Los Bridges o puentes son equipos que permiten interconectar dos redes independientes 
formando así una de mayor tamaño. Por ejemplo, éste actuaría como nodo terminal de 
una red wireless en infraestructura de cara a un nodo principal que le permita conectarse 
a Internet al mismo tiempo que puede presentarse como puerta de enlace en una red 
Ethernet. De esta manera, un ordenador conectado al bus Ethernet podrá conectarse a 
Internet de una forma transparente para él, mandando sus mensajes al bridge y éste los 
repetirá como si fueran suyos hacia el nodo principal. 
 
Como es de esperar, este equipo presenta al menos dos interfaces diferentes y mientras 
en una actúa como terminal de la red, en la otra actúa como puerta de enlace de esa red. 
 
Además de los bridges convencionales existen otros conocidos como bridges de trabajo 
en grupo, que son algo más estrictos que los bridges convencionales y que se diseñan 
especialmente para interconectar hasta 8 equipos que se conectan directamente a éste 
mediante cables Ethernet y éste se conecta a una WLAN como terminal de red. 
 
 
C.2.3.5. Access Points 
 
Un access point, al cual nos referiremos a partir de ahora como AP, es un equipo 
diseñado especialmente para permitir interconectar terminales en una WLAN a una red 
cableada o no donde este aparato actúa como otro terminal. Éste es el equipo por 
excelencia utilizado como nodo principal de una WLAN en modo infraestructura.  
 
Algunos AP permiten hacer uso del modo PCF a parte 
del DCF, gestionar la red de forma inteligente y actuar 
como puerta de enlace de la red WLAN para permitir a 
los equipos conectados al mismo un acceso a Internet. 
Para que esto sea posible, los AP deben conectarse a 
un sistema de distribución cableado o conectarse a otro 
AP en este caso como terminal de red para que el otro 
AP sea quien se asegure de garantizar el acceso a 
Internet. Esta segunda opción no siempre está presente 
en los AP y se debe tener especial cuidado con no 
comprar un AP que luego no nos pueda hacer llegar el 
servicio según el entorno en el que nos encontremos. 
 
Figura C.7. Access Point Cisco 
Aironet 1100 
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C.2.4. Topologías clásicas en WiFi 
 
Una vez vistos los equipos y mencionadas distintas características de funcionamiento de 
WiFi, profundizaremos en las topologías básicas de WiFi. Hasta el momento se ha 
mencionado que habitualmente, todos los equipos terminales se conectan a un AP e 
interactúan en modo infraestructura siendo el AP el nodo principal que regula la red. 
Como los terminales no pueden interconectarse entre ellos sino que se comunican a 
través del AP, la topología es claramente en estrella. Al conjunto de terminales y al AP 
y forman dicha red de acceso se le conoce como BSS, conjunto de servicios básicos, y 
al área que abarca, o sea, todo lugar que el AP puede dar cobertura se le conoce como 
BSA, área de servicios básicos. 
 
Lo que no se ha mencionado hasta el momento es que existe una segunda posibilidad de 
interconexión entre los equipos sin hacer uso ni de un AP ni de nodo principal alguno. 
En este modo de funcionamiento, los nodos se interconectan entre sí y se transmiten los 
datos directamente. Este sistema es conocido como red Ad-Hoc o sistema 
descentralizado. La topología en este caso es mallada total o parcialmente, y el conjunto 
de equipos que forman esta red se les conoce como IBSS, conjunto de servicios básicos 
independientes. Esta es una alternativa muy ineficiente si se compara con la del modo 
infraestructura, ya que existe un mayor riesgo de colisiones. No obstante, cuando tan 
solo se desea hacer intercambios de información entre los terminales presentes sin 
necesidad de acceso a Internet, ésta suele ser más rápida que la anterior ya que el 
número de salto se reduce a 1 si los terminales se ven entre sí. Además, esta red es 
redundante, ya que, si cae uno de los nodos, la red sigue funcionando mientras que en el 
caso del modo infraestructura, si cae el AP cae toda la red. 
 
Vistos los dos modos básicos de funcionamiento y sus ventajas e inconvenientes se debe 
proseguir diciendo que un BSS siempre tiene un SSID asociado, que viene a ser la 
identificación que da a conocer el AP a cualquier equipo que desee conectarse a él. Ésta 
información puede ocultarse si se desea para evitar que un usuario ajeno al sistema 
tenga ni siquiera la opción de saber de la existencia de esa red. No obstante, esto no la 
hace invulnerable al ataque de un hacker pero si quita la red de la vista de los curiosos, 
por lo que además deben añadirse mecanismos de seguridad. 
 
Cuando se pretende extender la cobertura de la red en un área de mayores dimensiones, 
no queda más remedio que colocar más de un AP para cubrir más área. Cada uno de 
esos AP formará un BSS particular. Sin embargo, ambos AP pueden interconectarse de 
una manera u otra para que toda la zona se comporte como una sola red. Cuando esto 
ocurre se dice que disponemos de un ESS, o conjunto de servicios extendido. Los AP de 
un ESS deben interconectarse entre sí y esto suele hacerse mediante un cableado como 
podría ser Ethernet, o mediante cables de fibra óptica si se tiene mucho AP formando el 
ESS. 
 
Otra alternativa, como ya se ha visto es interconectarlos mediante un radioenlace 
constituido por tecnologías WiFi. Esto reduce considerablemente el throughput de la 
red, el cual seguirá disminuyendo contra más AP en cadena existan hasta el AP que 
verdaderamente esté conectado a un sistema cableado. Lo que se aprecia en un mayor 
retardo y menor velocidad efectiva de la red debido a un incremento de saltos y una 
mayor probabilidad de colisiones. Además, para que esto sea posible los AP deben 
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verse entre ellos, esto implica que como mínimo las BSA se solaparán en un 50%. O sea 
que el área se reduce y la probabilidad de colisiones aumenta. 
 
Los BSS que forman un ESS pueden utilizar o no el mismo canal de WiFi. Si no se 
utiliza el mismo, la probabilidad de colisiones se reducirá. No obstante estaremos 
haciendo uso de un mayor espectro. Lo que puede llevarnos a tener interferencias en 
mayor medida no entre lo BSS sino entre cualquiera de los BSS y otra WLAN privada y 
ajena al ESS. 
 
Es interesante anotar que en algunos casos podremos desplegar un ESS haciendo uso de 
diversos BSS donde tan solo uno de ellos, o una minoría tiene acceso a Internet. 
Podemos hacer entonces, y verdaderamente se hace en muchas situaciones, configurar 
los AP para que actúen como repetidores, de esta manera, un terminal conectado a un 
AP sin conexión a Internet hará público el mensaje a otros AP que a su vez lo harán 
público repitiéndolo hasta que finalmente el AP con conexión a Internet lo transmita a 
Internet. En términos de topología, podría decirse que los AP forman una especie de red 
Ad-Hoc parcialmente mallada mientras en cada BSS existe una topología en estrella. 
 
Finalmente, es importante explicar los que se conoce como roaming. El roaming es una 
habilidad añadida que permite que un terminal móvil pueda desplazarse a lo largo de un 
ESS, cambiando de BSS sin que éste pierda la conexión en ningún momento. Los 
estándares del IEEE referentes a WLAN no contemplan la posibilidad ni de roaming ni 
de handover por lo que esta habilidad debe ser añadida como complemento adicional 
debido a una correcta gestión de la red y los equipos oportunos. 
 
Algunos AP permiten el roaming mediante un procedimiento interno de decisión que 
habitualmente se decide mediante el nivel de potencia que llega al AP. Cuando esto 
ocurre, el AP notifica al terminal, el cual también debe entender el mensaje, que debe 
cambiar de BSS. Si lo entiende, el terminal buscará el AP que mayor prestaciones le 
ofrezca tal donde se encuentre y que pertenezca al mismo ESS. De encontrarlo, el 
terminal se conectará al nuevo AP y notificará al antiguo que el cambio se ha realizado 
con éxito, cortando así la conexión con el AP antiguo. El AP antiguo, actuará en 
consecuencia enviando al nuevo AP a través del sistema de distribución todos los datos 
que tuviese almacenados en memoria para ser entregados a dicho terminal, quedando así 
el roaming concluido. 
 
 
C.2.5. Seguridad en entornos WiFi 
 
WiFi, igual que cualquier otra tecnología inalámbrica, presenta siempre una menor 
seguridad que cualquier tecnología cableada debido a que los mensajes viajan a través 
del espacio y en casi cualquier dirección. Esto significa que cualquier persona ajena a la 
transmisión puede recibir los datos enviados en una WLAN. También ha de tenerse en 
cuenta que habitualmente es usuario no será consciente de que esa información se podrá 
propagar en casi cualquier dirección y posiblemente a mucha distancia al no haber nada 
estrictamente que limite la zona de cobertura. Cualquier persona experimentada en 
temas hackers, tan solo necesitaría un programa adecuado y una tarjeta interfaz de red. 
 
Evidentemente, para solventar estos problemas los mensajes suelen transmitirse cifrados 
con algún algoritmo para ser protegidos ante tales ataques. Sin embargo, existen ciertos 
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factores que los usuarios y administradores de la red no suelen tener en cuenta y 
vulneran la seguridad de la red. A continuación se dará una información básica acerca 
de cómo evitar en mayor medida que los datos puedan ser robados o que un hacker 
pueda hacer un uso individuo de la red. 
 
 
C.2.5.1. El método de cifrado WEP no es seguro 
 
Los ingenieros que implantaron el método de cifrado WEP no fueron conscientes de la 
gran vulnerabilidad que presentaba tal sistema y se continuó con la implantación de éste 
en casi todas las redes WiFi hoy existentes. Como se ha mencionado con anterioridad, 
WEP y WPA son las dos posibilidades presentadas por 802.11g para cifrar los datos 
transmitidos. La primera utiliza una única contraseña, que puede ser de 64 o 128 bits, 
según se elija, para permitir el acceso a todo usuario a la red. La segunda opción hace 
que cada usuario, identificado mediante un login, tenga una contraseña asociada. De 
esta manera se autentifica a la persona que utiliza la red. 
 
Es importante anotar que si una persona ajena a nuestra red, usurpa la red ilegalmente y 
hace un mal uso de ella provocando a la vez delitos en la sociedad de la información, 
robando así datos o modificándolos y es descubierto, posiblemente lo que descubran sea 
su dirección IP, y con ello, a través del proveedor de servicios de Internet (ISP), todo 
apuntará a que la persona propietaria de la red es el autentico delincuente. En otras 
palabras, dejar entrar a alguien en nuestra red puede llevarnos problemas legales por 
actos que no hayamos cometido nosotros como usuarios permitidos de esa red. Esto 
pode de manifiesto la importancia de poner toda herramienta que tengamos por nuestra 
cuenta para proteger el acceso indebido a nuestra red. 
 
Debido a que en el método WEP tan solo existe una contraseña y ésta será siempre la 
misma mientras no se cambie manualmente. Cualquier persona que llegue a adquirir la 
contraseña podrá hacer uso de ésta hasta que se cambie de nuevo, momento en que se 
verá en la obligación de obtener de nuevo la contraseña. Por eso es importante cambiar 
periódicamente las contraseñas. En el caso de WEP, aunque pueda parecer mentira, es 
medianamente sencillo adquirir la clave de la red y existen diversas maneras para 
hacerlo. 
 
Un ejemplo sería hacer uso de un ordenador personal con un sistema Linux instalado en 
su interior y con la tarjeta NIC correctamente instalada y configurada. En Internet 
pueden encontrarse diversos programas que pueden ser descargados gratuitamente con 
todo lujo de detalles sobre cómo utilizarlos. El primer paso consiste en monitorizar 
todas las redes activas a nuestro alrededor. La información enviada desde los diversos 
AP indica el SSID, el canal que se está utilizando, la dirección MAC del mismo AP e 
incluso el método de cifrado. Si deseamos actuar como un hacker y suplantar una red 
que no sea nuestra elegiremos cualquiera de las que tengan cifrado WEP, anotaremos la 
dirección MAC de dicho AP, y el canal que se está utilizando. 
 
El paso siguiente consistirá en esnifar paquetes que esté procesando o emita ese AP. 
Esto significa que será más fácil penetrar en una red donde el tráfico sea elevado que no 
donde no haya apenas tráfico. Si el tráfico es elevado serán más los paquetes que 
podremos esnifar por unidad de tiempo, esto acaba por traducirse en que se tardará 
menos en adquirir la clave. El programa procesará los paquetes esnifados 
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comparándolos entre ellos y eliminando así posibles claves hasta que finalmente sólo 
quede una. Cuando esto ocurra habremos hallado la clave. Y con ello tendremos acceso 
a toda la información que procese el AP en claro, ya que sabemos como descifrarla, e 
incluso podremos hacer uso de la red. El proceso de obtener la clave, en condiciones 
ideales para el hacker puede llevarle escasos 10 minutos. Por condiciones favorables 
para el hacker me refiero a que el tráfico en dicha red sea tan elevado como sea posible 
y así puedan esnifarse muchos paquetes. 
 
Sin embargo puede pensarse que si no existe tráfico el hacker no tendrá posibilidad de 
robar los datos, pero no es así. Si no hay tráfico tan solo hay que provocar que se 
genere. Con un programa adecuado, podemos poner a la escucha el tráfico de ese AP. Si 
se espera durante uno segundos podrá apreciarse que se genera automáticamente cada 
cierto tiempo unos paquetes de escaso tamaño. Esto paquetes los genera el AP 
periódicamente para comprobar que cada terminal sigue conectado a su red. El AP envía 
este paquete y el cliente contesta. Este paquete se caracteriza porque suele ser mucho 
menor en tamaño a cualquier otro. En resumen, el programa a la escucha esnifará estos 
paquetes generados por el AP y los volverá a poner en la red suplantando la identidad 
del AP. El terminal, se verá en la obligación de responder que sigue conectado en la red 
y con ello, si el proceso se repite innumerables veces, el programa habrá esnifado los 
suficientes paquetes para dar de nuevo con la clave. 
 
Como puede apreciarse existen muchas maneras de romper la clave WEP, casi todas 
basadas en la adquisición de paquetes ajenos. Hasta que las probabilidades se reducen a 
tan solo una clave posible. De esta manera queda comprobado porqué es tan inseguro el 
uso de claves WEP. 
 
Por último en cuanto a claves WEP, sólo desmitificar tres ideas que la gente suele tener: 
• Da igual que la clave sea de 64 o 128 bits, es igualmente vulnerable y se tarda 
aproximadamente lo mismo en sacarla. 
• El hecho de ocultar el ESSID no garantiza seguridad alguna. Los programas de 
hackers detectan dichas redes igual aunque desconozcan su nombre. El nombre 
no es importante, para romper la clave solo se necesita saber el canal, la MAC 
del AP y esnifar paquetes. 
• Bloquear el acceso a un individuo mediante un filtro de direcciones MAC no 
sirve de nada, tan solo te hará ganar tiempo. Aunque pueda parecer mentira, las 
direcciones MAC pueden cambiarse vía software al ser tan solo una variable 
interna de las tarjetas NIC. Si un hacker quiere suplantar la identidad de un 
cliente de la red, cambiará la MAC a la del cliente. 
 
 
C.2.5.2. Las claves no deben aparecer en diccionarios 
 
Lo anterior debería haber dejado claro que las claves WEP no deben utilizarse. Los 
equipos preparados para WiFi presentan dos alternativas de cifrado: WEP y WPA. Si no 
debe utilizarse WEP, tan solo nos queda WPA. Éste, con diferencia del anterior, es 
mucho más seguro y el hacker no puede obtener las claves de la misma manera que lo 
hacía con WEP debido a que la clave asignada para cada sesión suele ser diferente. 
 
No obstante, un hacker suele tener más recursos que los presentados hasta ahora y si no 
puede obtener la clave esnifando paquetes y realmente quiere obtenerla, lo hará a la 
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fuerza. Con “hacerlo a la fuerza” me refiero a probar una a una todas las combinaciones 
hasta dar con la buena. Esto puede llevar mucho tiempo, y estrictamente, si hablamos de 
probar todas las claves posibles exhaustivamente nos llevaría tanto tiempo que casi 
seguro que moriríamos de viejos antes de dar con la clave. Sabiendo esto ningún hacker 
suele estar dispuesto a probar todas y cada una de las claves posibles es por eso que se 
hace uso de lo que se conoce como diccionarios. 
 
Cuando se habla en el contexto de claves de acceso, un diccionario es un listado más o 
menos largo que incluye las posibles contraseñas que las personas tienden a poner. 
Existen para ello programas que toman esos diccionarios y prueban cada una de sus 
entradas como posible clave reduciendo así considerablemente las posibles contraseñas. 
Aunque pueda parecer sorprendente el 85% de las contraseñas utilizadas hoy en día 
están incluidas en algún diccionario. Las personas tienden a poner las mismas 
contraseñas una y otra vez y aunque crean que su contraseña es única no lo es en 
absoluto. Esto es debido a que suelen escribirse palabras, contracciones de algo 
conocido, fechas de nacimiento, etcétera, que para la persona tenga algún sentido, lo 
que le ayuda a memorizarla con mayor facilidad. 
 
Las claves deben ser una mezcla de caracteres, símbolos y números que aparentemente 
no tengan significado alguno ni puedan relacionarse a nada. Esto hace que estas claves 
sean más complicadas de verse incluidas en un diccionario y con ello se consiguen 





C.3.1. Introducción a la tecnología WiMAX 
 
WiMAX es el nombre comercial de otra gran tecnología inalámbrica utilizada en 
telecomunicaciones. A ésta en muchos casos se la considera la hermana mayor de WiFi 
debido a que propone unas prestaciones similares a WiFi pero con mayor cobertura y 
mayor capacidad de canal. Ésta queda incluida en el grupo de tecnologías BWA, 
broadband Wireless Access, o lo que en español significaría que es una tecnología 
inalámbrica capaz de proporcionar banda ancha. 
 
Esta tecnología ha sido diseñada para ser utilizada en entornos metropolitanos, aunque 
también se use en entornos rurales, y es, en muchas ocasiones, la solución perfecta para 
generar radioenlaces y poder alcanzar así puntos geográficos que no pueden ser 
alcanzados con cualquier otra tecnología, cableada o no, debido a la complejidad y coste 
de trazar dichos enlaces. Es por ello que es conocida como una solución de última milla, 
y suele utilizarse para alcanzar todo punto geográfico donde la fibra no puede llegar. 
Ésta es muy escalable, al permitir hasta cientos de usuario por canal, eso sí, repartiendo 
entre todos ellos la capacidad de dicho canal, y presenta muy buena calidad de servicio. 
 
Además, al hablar de tecnologías inalámbricas hablamos implícitamente de reducción 
de costes y tiempo en la instalación de dicha red. Las zanjas utilizadas en ciudades para 
trazar fibra óptica u otros medios suelen suponer el 60% del coste de la instalación. Es 
por ello que muchas veces se prefiere hacer uso de tecnologías inalámbricas y no de 
otros medios cableados. Sin embargo, WiMAX, igual que WiFi, presenta problemas en 
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cuanto a interferencias y siempre mostrará menos capacidad en el enlace que el uso de 
un sola fibra óptica. 
 
En la actualidad existen dos modalidades de WiMAX conocidas como WiMAX Fijo y 
WiMAX Móvil. El primero de ellos viene definido por los estándares del IEEE 802.16a 
y 802.16d, ambos recogidos en un único documento, al cual se hace referencia como el 
estándar de WiMAX Fijo, el estándar 802.16-2004. WiMAX móvil viene definido por 
los estándares 802.16a y 802.16e, ambos recogidos en el documento 802.16-2005. 
WiMAX fijo será el ideal en nuestro proyecto de red metropolitana para aquellas zonas 
que sean inalcanzables o inviables hacer llegar un medio cableado. WiMAX Móvil se 
comentará también debido a que puede ser una solución atractiva en un corto periodo de 
tiempo y también puede sernos útil. 
 
 
C.3.2. La regulación del WiMAX en España 
 
Según puede apreciarse en el cuadro nacional de atribución de frecuencias (CNAF), que 
puede hallarse en la actualidad en la página Web del ministerio de Industria Turismo y 
Comercio, las bandas reservadas para el uso de WiMAX fijo son desde los 3400 a los 
3600MHz (banda licenciada) y la banda ISM comprendida entre 5725 y 5875MHz. 
Existen otras bandas que se estudian utilizar, no obstante, éstas son las más utilizadas y 
conocidas en WiMAX. WiMAX Móvil no tiene unas bandas definidas en la actualidad, 
pero se está planteando hacer uso de las bandas de 2,3 y 2,5 GHz. En la figura puede 
apreciarse que en España hay reservados 4 canales dobles (FDD) de 20MHz en la banda 
licenciada situada entre los 3400MHz y los 3600MHz. 
 
 
Figura C.8. Plan de utilización de la banda 3400-3600MHz 
 
Existen dos estándares de la ETSI a través del cuales se regula el WiMAX en España: 
HiperAccess e HiperMAN. Éstos son similares a los presentados por el IEEE, 
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exactamente, podría decirse que son prácticamente equivalentes al estándar 802.16 
WirelessMAN-SC para HiperAccess y 802.16 WirelessMAN-OFDM para HiperMAN. 
En cuanto a bandas, HiperAccess, que es el menos utilizado, está definido para hacer 
uso de bandas comprendidas entre los 11GHz y los 44GHz, las cuales evidentemente 
quedan excluidas de las bandas antes citadas. HiperMAN, por el contrario está diseñado 
para bandas comprendidas entre los 2 y los 11GHz. 
 
Debe tenerse en cuenta que hacer uso de la banda ISM sin licencia puede interferir con 
sistemas basados en 802.11a exteriores. A parte, claro está que puede interferir con 
radares y otros equipos militares. 
 
Cualquier emisión en estas bandas debe cumplir legalmente con los artículos recogidos 
en la Ley 32/2003 del 3 de noviembre, General de las Telecomunicaciones, 
demandando licencias y notificando la puesta en marcha de cualquier red a la CMT si 
procede. Y cumplir en todo caso con las notas UN encontradas en el CNAF y sus 
referencias técnicas según la banda a utilizar, poniendo especial énfasis en la potencia 
máxima emitida y las bandas asignadas para ese fin. 
 
 
C.3.3. El estándar 802.16-2004 
 
Como ya se ha mencionado, Los estándares de la ETSI HiperAccess e HiperMAN son 
muy similares a los 802.16 del IEEE. Por esta razón aquí se va a estudiar ligeramente 
estos estándares para conocer algunos detalles técnicos importantes. La tabla, que puede 
encontrarse en el mismo texto del estándar define las diferentes posibilidades que 
pueden encontrarse dentro del estándar. 
 
 
Tabla C.2. Las diferentes implementaciones según el estándar 802.16 
 
Como puede apreciarse, son cinco las alternativas propuestas. Las dos primeras, 
WirelessMAN-SC y WirelessMAN-SCa, hacen uso de una única portadora, de ahí la 
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nomenclatura SC (Single Carrier). Esto significa que toda la información es mandada a 
través de una sola portadora con la que se da servicio a los diferentes usuarios mediante 
ranuras temporales en el interior de la trama, TDM. Éstas soportan duplexado TDD, 
duplexado en el dominio del tiempo, o FDD, duplexado en el dominio de la frecuencia, 
 
TDD tiene la ventaja de que se pueden utilizar las mismas bandas para emitir y recibir 
respetando los tiempos para evitar colisiones. Una mayor distancia acarreará una menor 
utilización del canal debido a la propagación de las ondas y menor tasa de transmisión 
debido a la recepción de menos cantidad de potencia. FDD, al contrario de TDD, 
presenta ventajas en cuanto a la eficiencia del canal, ya que ni el emisor ni el receptor 
deben detener su transmisión ya que cada uno hace uso de una portadora diferente y por 
lo tanto no colisionan los mensajes. Sin embargo, esta opción requiere un mínimo de 2 
portadoras, lo que se refleja en un mayor ancho de banda. 
 
La principal diferencia entre WirelessMAN-SC y SCa está en las bandas donde se 
aplica cada uno. SC está diseñado para utilizar bandas comprendidas entre 10 y 66 GHz, 
aunque la ETSI reduzca este rango de 11 a 44GHz. Estas bandas son frecuencias lo 
suficientemente altas como para presentar ciertas dificultades en la transmisión de 
dichas ondas electromagnéticas debido a que ésta comienzan a comportarse como la luz 
solar, costándoles más atravesar paredes, rebotando y difractándose con mayor 
facilidad. Es por eso que para un correcto uso de esa tecnología el emisor y el receptor 
deben verse literalmente, o sea que no hayan obstáculos de por medio, para que uno 
pueda recibir la señal del otro. Esto hace que el uso de esta alternativa, Wireless-SC, se 
reserve para realizar radioenlace con tecnología WiMAX, para lo cual muestra muy 
buenos resultados, llegando incluso a tasas de 134Mbps. 
 
Cuando ocurre lo del caso anterior, en que literalmente ambas estaciones deben verse 
entre ellas, no referimos a un sistema LOS, Line-of-Sight. El resto de alternativas 
propuestas por el estándar 802.16 son NLOS, o sea, que no requieren visión directa ya 
que, a diferencia de Wireless-SC, éstos utilizan una banda de frecuencia por debajo de 
los 11GHz, y aunque las ondas también rebotan, no lo hacen tanto como lo hacen para 
frecuencias superiores. 
 
Dejando de lado las alternativas SC y SCa, que ambas se transmiten con una única 
portadora, las otras alternativas utilizan el ya conocido OFDM para transmitir. A 
diferencia de como se hacía en 802.11a, aquí el ancho de canal y el número de 
subportadoras no queda fijado por el estándar, presentando numerosas posibilidades en 
cuanto a velocidad de transmisión diferentes que dependen fundamentalmente del ancho 
de cada canal, del número de subportadoras, de la codificación de canal y de los tiempos 
de guarda. Igual que ocurría en ADSL, aquí también son utilizadas las codificaciones 
Reed-Solomon para añadir redundancia a los datos que se transmiten y hacer así capaz 
al sistema de corregir cualquier error si se produjese durante la transmisión. 
 
Igual que ocurría con WiFi, WiMAX también tiene un conjunto de empresas que, sin 
ánimo de lucro, forman el WiMAX Forum con la intención de asegurar una mayor 
interoperabilidad entre los aparatos y equipos diseñados por los diferentes fabricantes, 
otorgando certificados a aquellos equipos y aparatos que cumplan con una reglas más 
ajustadas que las que propone el estándar del IEEE, reduciendo así las posibilidades de 
anchos de bandas de canal, las subportadoras utilizadas, etc. 
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Entre las diferentes posibilidades, la más extendida para WirelessMAN-OFDM suele 
ser hacer uso de canales de 20MHz con 256 subportadoras. Según el documento del 
IEEE 802.16-2004 que recoge los estándares 802.16 desde sus inicios hasta la aparición 
del d, WiMAX fijo, para este caso se tiene una codificación de canal similar a 144/125, 
lo que significa que por cada 125 bytes de datos, se obtienen 144 bytes codificados. A 
parte de eso, se utilizan tan solo 200 subportadoras, dejando sin uso 28 en un lado, 27 
en el otro, para garantizar una guarda entre canales y reducir así las interferencias, y la 
frecuencia central que, al demodular coincide con la continua DC. 
 
De esas 200 subportadoras, 8 de ellas son pilotos para asegurar la sincronización entre 
emisor y receptor quedando así 192 subportadoras dedicadas a los datos codificados. La 
frecuencia de muestreo de cada símbolo OFDM será en este caso de aproximadamente 
23,04MHz, de esta manera, se llega a la conclusión de que las subportadoras estarán 
equidistanciadas espectralmente por 90kHz. Esto implica que el tiempo de símbolo útil 
es de 11,1µs. Tal como se vio para DMT, a esto se le debe añadir un tiempo de guarda 
entre cada símbolo durante el cual el canal permanecerá inactivo para evitar en mayor 
medida las interferencias entre símbolos debido a ecos de la misma señal, que en el caso 
de WiMAX podrán venir dados por reflexiones de las ondas transmitidas en paredes u 
otros obstáculos. 
 
A partir de este punto, los cálculos pueden variar según los parámetros del sistema en 
un momento dado los cuales cambiarán si debido a la distancia o reflexiones excesivas 
el mensaje llega con demasiados errores. WirelessMAN-OFDM es capaz de modular en 
BPSK, QPSK, 16-QAM o 64-QAM mientras que los tiempos de guarda pueden ser de 
1/4, 1/8, 1/16 o 1/32 del tiempo de símbolo útil. De esta manera, si se supone el mejor 
de los casos, donde el tiempo de guarda es de 1/32, por lo que el tiempo de símbolo 
total será de 11,458µs, y la modulación es 64-QAM, que son 6 bits por símbolo, 
tendremos una tasa máxima de algo más de 100Mbps. 
 
Los cálculos realizados durante los anteriores párrafos pueden entenderse mejor 
consultando el apartado 8.3, referente a la capa física de WirelessMAN-OFDM, del 





Debe tenerse en cuenta que si este canal es utilizado para dar cobertura a más de un 
usuario, este flujo de información será repartido entre todos ellos. La respuesta de éstos 
se hará haciendo uso del mismo canal en el momento preciso si se utiliza TDD o por 
otra portadora de frecuencia si se hace uso de FDD. 
 
Por último, hacer notar que WirelessHUMAN es una opción destinada directamente a 
hacer uso de bandas sin licencia al contrario de los comentados hasta ahora. Hacer uso 
de bandas ISM acarrea la posibilidad de encontrar en mayor medida interferencias 
provocadas por otras fuentes que, al no tener licencia la banda, no podemos proceder 
legalmente en contra del interferente porque él tiene el mismo derecho que nosotros ha 
hacer uso de la banda siempre y cuando cumpla con las potencias máximas exigidas y 
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las guardas oportunas. El uso de estas bandas puede interferir directamente con sistemas 
basados en 802.11a o con equipos militares como radares. Esto explica porqué ésta es la 
única opción que presenta forzosamente el mecanismo DFS, el cual, según se explicó en 
WiFi es un mecanismo para cambiar dinámicamente de frecuencia cuando se encuentra 
una señal interferente en nuestra misma banda. 
 
En esta opción tan solo puede hacerse uso de TDD debido a que FDD requeriría una 
banda excesiva y el espectro radioeléctrico sin licencia debe compartirse de un modo 
eficiente. Igual que pasaba en 802.11a, en esta opción se numeran los canales del 0 al 
199 existiendo un espaciado entre ellos de 5MHz y siendo el 0 los 5000MHz, Sabiendo 
esto, cuando los canales son de 20MHz de ancho, los canales usados son: 148, 152, 156, 
160, 164 y 168. Sin embargo, cuando se usan canales de 10MHz de ancho, los canales 
utilizados son: 147, 149, 151, 153, 155, 157, 159, 161, 163, 165, 167 y 169. En 
resumen, se tienen 6 canales de 20MHz o 12 de 10MHz. 
 
 
C.3.4. El estándar 802.16-2005 
 
Como se ha mencionado anteriormente, el documento del IEEE 802.16-2005 contiene a 
802.16e, el cual persigue dotar de movilidad a los usuarios de la red WiMAX. Es 
forzosamente requiere añadir más mecanismos para asegurar que todo siga funcionando 
aunque el cliente cambie de posición. Su limitación es que en ningún caso se espera que 
el usuario se desplace a una velocidad superior a 120km/h, que corresponde con el 
límite de velocidad actual en las carreteras. Sin embargo, a comparación de las 
versiones anteriores de este estándar, sí que incluye la posibilidad de realizar roaming y 
handover. 
 
Para que este estándar funcione correctamente se requiere el uso de ondas 
electromagnéticas de frecuencias reducidas para que puedan atravesar las paredes y 
otros obstáculos con mayor facilidad, sistema NLOS. De esta manera, el estándar 
802.16e especifica un rango de frecuencias entre 2 y 6GHz. 
 
La principal diferencia entre los anteriores estándares de esta misma rama y éste se 
encuentra en las nuevas posibilidades que presenta en cuanto a la compartición del canal 
de transmisión entre los diversos clientes. Esto da lugar a dos nuevos términos: 
subcanales en subportadoras adyacentes (ASM) y subcanales en subportadoras 
distribuidas (DSM). Las subportadoras que forman un canal son repartidas entre los 
diferentes usuarios y la asignación de estas portadoras puede cambiar con cada símbolo 
si fuese necesario para poder así alojar a tantos usuarios como sean requeridos. A partir 
de este punto, esto puede hacerse de dos maneras, asignando un grupo de subportadoras 
adyacentes a un solo usuario, otro grupo de más o menos subportadoras adyacentes a 
otros usuarios y así con todos los usuarios, que corresponde con el sistema ASM, o bien 
entremezclar todos los subcanales de los clientes mezclando así las subportadoras 
(DSM). 
 
Ambos son útiles puesto que el primero de los métodos permite gestionar la red de una 
forma más sencilla mientras que el segundo presenta más invulnerabilidad a cualquier 
posible interferencia estacionada en una frecuencia dada. De esa manera, la 
interferencia en un sistema DSM es distribuida entre diferentes usuarios, que junto con 
la codificación de canal de cada uno es posible recuperar los datos, mientras que en 
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ASM suele ocurrir que un usuario, o quizá dos o tres, son los más perjudicados porque 
la interferencia coincide justo con sus subportadoras adjudicadas, negando así cualquier 
posible comunicación entre dicho usuario y la central mientras que los otros usuarios 
pueden gozar de buena calidad del servicio. Para ser justos con todos los usuarios, tal 
como se le suele exigir a un operador de telecomunicaciones, se debería hacer uso de 
DSM y distribuir así entre todos los clientes la posible interferencia. 
 
Además de lo explicado anteriormente, 802.16e muestra otra ventaja no presentada 
hasta el momento. Cada subportadora independientemente puede utilizar una 
modulación diferente a las otras. O sea que mientras un usuario cercano puede 
comunicarse con la central mediante la modulación 64-QAM, un usuario situado en la 
lejanía puede hacerlo en QPSK. Esto hace que no aparezcan los problemas que 
aparecían con WiFi cuando uno de los terminales estaba situado en la lejanía y forzaba a 
los demás a trabajar a menos velocidad. 
 
La desventaja de las anteriores mejoras es que ahora se requiere más información para 
gestionar el canal de comunicaciones, por lo que la velocidad de cara al usuario tiende a 
reducirse en menor medida si se compara con WiMAX fijo. Otra diferencia notable 




C.3.5. La seguridad en WiMAX 
 
Igual que ocurría en el caso de WiFi, WiMAX es una tecnología inalámbrica. En cuanto 
a seguridad, eso implica que cualquier persona con el equipo adecuado puede escuchar 
el canal de transmisión y agenciarse datos ajenos debido a que éstos viajan a través del 
espacio, en cualquier dirección y no puede asegurarse un límite de esa cobertura. 
 
Algunos operadores se han echado atrás en el uso de estos sistemas debido a que no 
pueden asegurar a sus clientes una seguridad del 100% en la red y en sus datos 
personales. Sin embargo, son muchos los que afirman que WiMAX es más seguro e 
incluso más que WiFi. WiMAX, al no estar tan extendido y probado como WiFi, hace 
del sistema más vulnerable ante la inexperiencia pero a la vez robusto puesto que son 
menos los hackers que hoy en día tienen a su disposición un equipo dotado con 
WiMAX para poder así intervenir las comunicaciones, que se transmiten de forma 
diferente y en bandas diferentes a WiFi. 
 
Sin embargo, WiMAX trae consigo potentes mecanismos de seguridad en cuanto a 
cifrado que ya han sido probados con un gran éxito, por lo que se cree una protección de 
los datos de usuario segura. Los mecanismos de cifrado utilizados son triple DES 
(DES3), que durante mucho tiempo han sido utilizados en entidades bancarias para 
proteger sus bases de datos, y AES, la evolución del anterior que trae consigo mayor 
seguridad, entre otros. 
 
Pero igualmente, tal como se ha mencionado anteriormente, ningún sistema de 
seguridad es lo bastante seguro si se hace uso de contraseñas incluidas en diccionarios, 
tal como se comentó en el apartado de seguridad de WiFi. Por ello, es importante 
recalcar que las contraseñas deben ser un conjunto de letras, caracteres y números que 
no tengas ningún sentido lógico aparente. A parte de eso, la contraseña debe cambiarse 
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periódicamente de ser posible para evitar que, si por desgracia alguien ha conseguido 
vulnerar nuestro sistema y ha obtenido la clave no pueda tener acceso de nuevo al 
cambiar la clave. 
 
 
C.4. Otras tecnologías inalámbricas 
 
Aunque las tecnologías que se van a presentar en este apartado no van a ser utilizadas, o 
al menos no se pretende, en el proyecto actual, es importante saber que existen y el 
porqué no se ha hecho uso de ellas para este proyecto. Las que van a comentarse aquí 
son GPRS/GSM, UMTS y LMDS. 
 
GPRS/GSM son los sistemas utilizados por los teléfonos móviles de segunda 
generación, que son actualmente de los que más existen aunque la tendencia sea migrar 
al 3G o tercera generación, UMTS. La ventaja que proporciona el uso de estos sistemas 
es que en muchos casos no nos deberemos preocupar por la red existente debido a que 
de ello se encargará el operador. Existen chips que pueden adquirirse en tiendas de 
electrónica y que pueden implantarse en el interior de aparatos con su propio IMEI. Esto 
permite a estos aparatos hacer uso de la red GSM o UMTS existente para poder enviar 
mensajes SMS o similar y poder transportar así voz y datos. 
 
La desventaja fundamental de este sistema es que debemos someternos a las 
condiciones del operador propietario de la red y pagar sus precios como usuarios de esa 
red igual que cualquier otra persona con su móvil en mano. Esto significa que por cada 
instrucción que deseemos transmitir a un panel informativo, a un semáforo o al 
controlador del alumbrado municipal deberemos hacerlo mediante un mensaje SMS y 
pagaremos por él la cuota asignada. Si debemos enviar aproximadamente 500 al día, los 
gastos comienzan a ser importantes. 
 
El uso de sistemas WiFi o WiMAX nos libra de esos costos en la transmisión pero no 
del mantenimiento de la misma red, que en algunas circunstancias puede resultar más 
caro. En los dos casos, debe tenerse en cuanta que los equipos y aparatos colocados en 
la vía pública, o no, requieren de alimentación eléctrica para que funcionen. 
 
LMDS, local multipoint Distribution Services/Systems, es una tecnología que hace uso 
de las bandas de 3,4-3,6GHz, 24,5-26,5GHz y 27,5-29,5GHz. Su actividad está 
directamente relacionada con proporcionar un acceso de banda ancha (BWA) a los 
usuarios. Puede llegar a garantizar 46Mbps de descarga y 2Mbps de carga de datos en 
un radio máximo de cobertura de 4km. 
 
La alta frecuencia utilizada en sus bandas hace que las ondas reboten demasiado. Esto 
hace que en muchos casos sean los diferentes ecos los que se reciben y no la señal 
directa. Sin embargo, si se desea una buena capacidad deberá asegurarse la línea de 
visión entre el terminal y la estación base, sistema LOS. Igualmente, debido a las altas 
frecuencias, las ondas suelen difractarse y encontrar las mismas moléculas de aire como 
obstáculo en muchos casos haciendo así que se pierda la trayectoria inicial ligeramente. 
Los días de lluvia o con humedad excesiva pueden hacer que se pierdan las 
comunicaciones. 
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La capacidad de canal, y la seguridad en LMDS no puede asegurarse tanto como en 
otros sistemas y la inexistencia de estándares en esta tecnología hace de ella una 
tecnología propensa a tener problemas de interoperabilidad entre aparatos de diferentes 
fabricantes. 
 
Una evolución de la anterior tecnología es conocida como MMDS, servicio de 
distribución multipunto y multicanal. Ésta es utilizada en zonas más bien rurales para 
llevar los contenidos de teledistribución que habitualmente viajarían por cable a través 
del aire. Suele emplearse cuando resulta inviable trazar cable. Sin embargo, este sistema 
acarrea muchos de los problemas presentados anteriormente. 
 
En resumen, GSM, GRPS o UMTS se descartan en principio porque supone un gasto 
adicional innecesario frente a la posibilidad de hacer uso de WiMAX o WiFi, redes que 
de ser nosotros los creadores podremos manipular a nuestro antojo y siempre dentro de 
la ley. Además, la capacidad permitida por la tecnología 3G en la gran mayoría no 
alcanza la velocidad de 1,5Mbps, por lo que no puede ofrecerse un servicio de banda 
ancha y por lo tanto entra en conflicto con los propios objetivos del proyecto. LMDS se 
descarta debido a las pésimas prestaciones en cuanto a capacidad y seguridad que puede 
ofrecer frente a sistemas como WiMAX, además de la poca interoperabilidad y que se 
requiere adquisición de licencias para hacer uso de estas redes, lo que supone un gasto 
más. 
 
 
