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CCNP: Son las siglas de Cisco Certified Networking Professional, lo cual se centra 
en proporcionar y asegurar los conocimientos de planificación, implementación, 
verificación y solución a los problemas de redes empresariales locales. 
Cisco Packet Tracer: Es una herramienta construida por Cisco que proporciona 
simulaciones para practicar redes simples y complejas. 
Router: Dispositivo de red domestica que permite la comunicación entre las redes 
domesticas locales. 
IP: Es la identificación única e irrepetible de cada elemento, el cual es empleado 
para cada dispositivo y que este pueda ser empleada para la conexión a Internet. 
VTP: Es un protocolo encargado de establecer un equipo como servidor y poder 
propagar hacia los diferentes elementos la configuración correspondiente. 
EIGRP: Es un protocolo que proporciona tiempos de convergencia rápidos durante 





















En el informe se muestra la solución de dos escenarios propuestos que 
corresponden a entornos reales de equipos de comunicación dentro de una entidad, 
en el cual el primer escenario corresponde a los protocolos de enrutamiento OSPF 
y EIGRP, donde basados en la topología se realiza la creación de direcciones 
loopback para tener en cuenta parámetros para la distribución de las rutas, mientras 
que el segundo escenario hace referencia a las rutas troncales donde 4 routers 
deben ser configurados teniendo en cuenta los comandos LACP y PAgP, además 
de las VLAN asignadas en cada switch empleando la versión 3 del VTP. 
 




The report shows the solution of two proposed scenarios that correspond to real 
environments of communication equipment within an entity, in which the first 
scenario corresponds to the OSPF and EIGRP routing protocols, where based on 
the topology is performed the creation of loopback addresses to take into account 
parameters for the distribution of routes, while the second scenario refers to the trunk 
routes where 4 routers must be configured taking into account the LACP and PAgP 
commands, in addition to the VLANs assigned in each switch using version 3 of VTP. 
 







En el diplomado de profundización Cisco CCNP se logró los objetivos de 
aprendizaje referente a los temas de redes de comunicaciones, los cuales se 
colocaron en práctica en el desarrollo de la practica de este primer escenario, 
configurando cada uno de los dispositivos para aprender las interfaces adyacentes 
por medio de OSPF y EIGRP, además de la implementación de VLAN para el 
segundo escenario. 
En el siguiente trabajo se desarrolla los dos escenarios propuestos para la 
configuración de entornos reales de trabajo donde se pueda observar como 







4. PRIMER ESCENARIO 
 
Teniendo en la cuenta la siguiente imagen: 
Figure 1. Topología a realizar. 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en 
la topología de red. 




Figure 2. Red en Packet Tracer. 
 
 







R1(config-if)#ip address 150.20.15.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
R1(config)#router ospf 1 





Figure 3. Configuración en R1.  
 
Fuente: Autoría propia. 
Se asigna como nombre R1 al router, luego se le asigna una dirección IP a la interfaz 






R2(config-if)#ip address 150.20.15.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#int s0/0/1 
R2(config-if)#ip address 150.20.20.1 255.255.255.0 
R2(config-if)#clock rate 64000 
R2(config-if)#no shutdown 
R2(config-if)#router ospf 1 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150 





Figure 4. Configuración en R2.  
 
Fuente: Autoría propia. 
Se asigna como nombre R2 al router, luego se le asigna una dirección IP a las 






R3(config-if)#ip address 150.20.20.2 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#int s0/0/1 
R3(config-if)#ip address 80.50.42.2 255.255.255.0 
R3(config-if)#no shutdown 
R3(config)#router ospf 1 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150 
R3(config-router)#exit 
R3(config)#router eigrp 51 




Figure 5. Configuración en R3.  
 
Fuente: Autoría propia. 
Se asigna como nombre R3 al router, luego se le asigna una dirección IP a las 






R4(config-if)#ip address 80.50.42.1 255.255.255.0 
R4(config-if)#clock rate 64000 
R4(config-if)#no shutdown 
R4(config-if)#int s0/0/1 
R4(config-if)#ip address 80.50.30.2 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#router eigrp 51 
R4(config-router)#network 80.50.42.0 0.0.0.255 




Figure 6. Configuración en R4.  
 
Fuente: Autoría propia. 
Se asigna como nombre R4 al router, luego se le asigna una dirección IP a las 






R5(config-if)#ip address 80.50.30.1 255.255.255.0 
R5(config-if)#clock rate 64000 
R5(config-if)#no shutdown 
R5(config-if)#exit 
R5(config)#router eigrp 51 






Figure 7. Configuración en R5.  
 
Fuente: Autoría propia. 
Se asigna como nombre R5 al router, luego se le asigna una dirección IP a la interfaz 
s0/0/0 y seguidamente un IP a la ruta EIGRP. 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 
150 de OSPF. 
IP: 20.1.0.0 
MÁSCARA:255.255.252.0 
SUB – MÁSCARA: 255.255.255.0 
R1(config)#int lo1 
R1(config-if)#ip address 20.1.0.10 255.255.255.0 
R1(config-if)#int lo2 
R1(config-if)#ip address 20.1.1.10 255.255.255.0 
R1(config-if)#int lo3 
R1(config-if)#ip address 20.1.2.10 255.255.255.0 
R1(config-if)#int lo4 
R1(config-if)#ip address 20.1.3.10 255.255.255.0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 20.1.0.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.1.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.2.0 0.0.0.255 area 150 





Figure 8. Información de las rutas del R1.  
 
Fuente: Autoría propia. 
Como se puede observar, los loopbacks se agregaron correctamente y se tiene 
adyacencia correctamente entre estas con el protocolo OSPF. También se observa 
la correcta interconexión con R2 y R3. 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 180.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 51. 
IP: 180.5.0.0 
MÁSCARA: 255.255.252.0 
SUB – MÁSCARA: 255.255.255.0 
R5(config)#int lo1 
R5(config-if)#ip address 180.5.0.10 255.255.255.0 
R5(config-if)#int lo2 
R5(config-if)#ip address 180.5.1.10 255.255.255.0 
R5(config-if)#int lo3 
R5(config-if)#ip address 180.5.2.10 255.255.255.0 
R5(config-if)#int lo4 





R5(config)#router eigrp 51 
R5(config-router)#network 180.5.0.0 0.0.0.255 
R5(config-router)#network 180.5.1.0 0.0.0.255 
R5(config-router)#network 180.5.2.0 0.0.0.255 
R5(config-router)#network 180.5.3.0 0.0.0.255 
Figure 9. Información de las rutas del R5.  
 
Fuente: Autoría propia. 
Como se puede observar, los loopbacks se agregaron correctamente y se tiene 
adyacencia correctamente entre estas con el protocolo EIGRP. También se observa 
la correcta interconexión con R4. 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 




Figure 10. Router R3 con el comando show ip route.  
 
Fuente: Autoría propia. 
Se puede observar que R3 si aprendio los Loopback de R1 y R5. 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
Router R3 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 51 metric 80000 subnets 
R3(config-router)#exit 
R3(config)#router eigrp 51 




Figure 11. Redistribución de las rutas OSPF e EIGRP en R3..  
 
Fuente: Autoría propia. 
Se redistribuyen primero las rutas de EIGRP en OSPF y luego las rutas de OSPF 
en EIGRP. 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
Router R1 
Figure 12. Router R1 con el comando show ip route.  
 





Figure 13. Router R5 con el comando show ip route.  
 
Fuente: Autoría propia. 

















5. SEGUNDO ESCENARIO 
 
Topología de red. 
Figure 14. Topología de red. 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch 
Primeramente se realiza el apagado de las interfaces, ingresando al modo 
configuración de cada dispositivo, luego seleccionando el rango de la misma para 





Figure 15. Apagado interfaces DLS1.  
 
Fuente: Autoría propia. 
Figure 16. Apagado interfaces DLS2.  
 









Figure 17. Apagado interfaces ALS1.  
 
Fuente: Autoría propia. 
Figure 18. Apagado interfaces ALS2.  
 
Fuente: Autoría propia. 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
Con el siguiente comando, se asigna el nombre a cada elemento: 
Switch#configure terminal     





c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 
utilizará 10.20.20.2/30. 
Acá se trabaja la configuración de la tecnología etherchannel, por lo cual es 
necesario configurar las direcciones IP y a máscara para crear los canales de los 
puertos. 
Configuración DLS1. 
Figure 19. Configuración DLS1.  
 
Fuente: Autoría propia. 
 
Configuración DLS2.  
Figure 20. Configuración DLS2.  
 






2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
Ahora se crea los puertos canales para las interfaces de todos los dispositivos, por 
lo que se realizan los enlaces troncales y la activación de los mismos canales del 
grupo. Este misma configuración se realiza en todos los dispositivos. 
Figure 21. Configuración port-channels DLS1.  
 
Fuente: Autoría propia. 
Figure 22. Configuración Port-channels ALS1.  
 
Fuente: Autoría propia. 
Figure 23. Configuración port-channels DLS2.  
 










Figure 24. Configuración port-channels ALS2.  
 
Fuente: Autoría propia. 
 
3) Los Port-channels en las interfaces F0/9 y Fa0/10 utilizará PAgP. 
Luego se realiza la creación de otros puertos canales donde se emplea el protocolo 
PAgP para facilitar la creación automática de los EtherChannel implementando el 




Figure 25. Configuración port-channels DLS1. 
 
Fuente: Autoría propia. 
Figure 26. Configuración port-channels ALS2.  
 
Fuente: Autoría propia. 
Figure 27. Configuración port-channel DLS2.  
 
Fuente: Autoría propia. 
Figure 28. Configuración port-channerl ALS1.  
 










4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
Ahora, en la VLAN 500 se hacen que todos los puertos sean troncales y se le 
denominará con el nombre de NATIVA. 
Figure 29. Configuración puertos troncales.  
 
Fuente: Autoría propia. 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
Ahora, se implementa el VTP (Vlan Trunk Protocol) el cual es un protocolo de 
mensajería que funciona en la capa 2, por lo cual, a cada uno de los elementos se 
le asigna el dominio CISCO y la contraseña CCNP321 
 
Figure 30. Configuración dominio y contraseña. 
 







2) Configurar DLS1 como servidor principal para las VLAN. 
En el dispositivo principal DLS1, con el comando vtp mode server, este elemento 
queda configurado como servidor principal para las diferentes VLAN. 
Figure 31. Configuración DLS1 como servidor. 
 
Fuente: Autoría propia. 
 
 
3) Configurar ALS1 y ALS2 como clientes VTP. 
Luego, los siguientes dos equipos se configuran como equipos clientes para la 
implementación del vtp. 
Figure 32. Configuración ALS1 como cliente VTP. 
 
Fuente: Autoría propia. 
Figure 33. Configuración ALS2 como cliente VTP. 
 
Fuente: Autoría propia. 
 




Tabla 1. Configuración servidor. 
 
Se realiza la asignación de nombres de VLAN con su respectivo número, en el 
servidor principal, correspondiente al DLS1.  
Figure 34. Configuración servidor. 
 
Fuente: Autoría propia.  
 
f. En DLS1, suspender la VLAN 434. 




Figure 35. Suspensión de VLAN 434. 
 
Fuente: Autoría propia. 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y configurar en DLS2 las mismas VLAN que en DLS1. 
Al implementarse la versión 2, esta tiene la limitante de la asignación de las VLAN, 
sin embargo, para evitar esta problemática, se configura el equipo como VTP 
transparente para que no tenga inconveniente con las asignaciones de la tabla 1. 
Figure 36. Configuración VTP transparente. 
 




h. Suspender Vlan 420 en DLS2. 
Se realiza la suspensión de la VLAN 420. 
Figure 37. Suspensión de VLAN 420. 
 
Fuente: Autoría propia. 
 
i. En DLS 2, crear VLAN 567 con el nombre de PRODUCCION. 
Ahora se crea la VLAN 567 asignando el nombre respectivo de PRODUCCIÓN. 
Figure 38. Creación de PRODUCCIÓN en VLAN. 
 
Fuente: Autoría propia. 
 
j. Configurar DLS1 como spanning tree root para las VLANs 1,12, 420, 600 
,1050, 1112, 3550 y como raíz secundaria para las VLAN 100 y 240. 
En esta parte se crean las raíces primarias y secundarias en los dispositivos, por 
lo cual el comando empleado es spanning-tree, luego el número de la vlan y 




Figure 39. Configuración DLS1 como Spanning tree como primaria. 
 






Figure 40. Configuración DLS1 como Spanning tree como secundaria. 
 
Fuente: Autoría propia. 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como 
una raíz secundaria para las VLAN 12, 420, 600, 1050, 11112 y 3550. 
Ahora, empleando los mismos comandos del ítem j, se configuran las raíces 




Figure 41. Configuración DLS2 como Spanning tree como primarias y secundarias. 
 





l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
Luego, se realiza la selección de las VLAN determinaras que puedan circular a 
través de los puertos troncales. 
Configuración DLS1.  
Figure 42. Configuración puertos troncales DLS1. 
 









Configuración DLS2.  
Figure 43. Configuración puertos troncales DLS2. 
 
Fuente: Autoría propia. 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a 
las VLAN de la siguiente manera:  





Ahora se configuran en cada una de las interfaces, dando acceso solamente a las 
VLAN que se desea basados en la tabla 2, en los cuales, estos puertos de acceso 
son los elementos que permiten la conexión con los demás dispositivos. 
Configuración DLS1.  
Figure 44. Configuración DLS1. 
 
Fuente: Autoría propia. 
 




Figure 45. Configuración DLS2. 
 
Fuente: Autoría propia. 
 
Configuración ALS1.  
Figure 46. Configuración ALS1. 
 
Fuente: Autoría propia.  
 




Figure 47. Configuración ALS2. 
 
























Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso. 
Empleando el comando “show vlan -switch” se muestra las diferentes 
configuraciones que se realizaron previamente en las VLAN. 
 
Configuración DLS1.  
Figure 48. Configuración DLS1. 
 







Configuración DLS2.  
Figure 49. Configuración DLS2. 
 






Configuración ALS1.  
Figure 50. Configuración ALS1. 
 
Fuente: Autoría propia.  
 
Configuración ALS2.  
Figure 51. Configuración ALS2. 
 





b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 
Se emplea el comando “show etherchannel” para validar los grupos que fueron 
creados. 
Configuración DLS1.  
Figure 52. Configuración DLS1. 
 
Fuente: Autoría propia. 
 




Figure 53. Configuración ALS1. 
 




c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
Se emplea el comando “show spanning tree” para mostrar los dispositivos que 
tienen el protocolo con el permiso de conexión de los enlaces. 
 




Figure 54. Configuración DLS1. 
 
Fuente: Autoría propia.  
 




Figure 55. Configuración DLS2. 
 



















Con el protocolo OSPF que utiliza el algoritmo del camino más corto, se logro que 
la red pueda ser eficiente y se lograrán aprender las rutas, ya que cada enlace de 
los routers lograba tener varios costes de salida, uno por cada lado de la interfaz. 
Con el protocolo EIGRP solo se logran identificar las áreas que tengan la misma ID 
y como se logra observar en la Figura 4 se logró la conexión con R4 con una 
distancia administrativa de 90. 
Las VLAN son aquellas redes donde se puede configurar en un switche 
administrable, una cantidad de redes, por lo cual es posible contar con varias redes 
sin la necesidad de contar con más equipos, permitiendo así un control más 
inteligente de la red y la eficiencia de la red incremente.  
Para que los switches pertenezcan a un dominio, en este se debe implementar la 
configuración del mismo dominio y contar con la misma versión VTP, además de 
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