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Abstract
The purpose of this work is to present the content 
validation process of the Cyberbullying Questionnaire de-
signed in Ireland by Corcoran and Mc Guckin (2014). In this 
instrumental study, 15 judges with expertise and experience 
in the subject participated, who quantitatively and qualita-
tively weighted the questionnaire. Regarding the qualita-
tive analysis, all contributions were taken into account. The 
quantitative data were systematized using Aiken's V coef-
ficient supplemented with the use of confidence intervals. 
The results indicate a wide degree of agreement among the 
judges, as they present confidence intervals greater than 
.50. Therefore, it is concluded that the Cyber-aggression 
Questionnaire is an adequate tool to measure this construct 
in school-going adolescents in Argentina. This study offers 
the first valid instrument in Spanish to measure this phe-
nomenon.
Keywords: cyber-aggression, psychological assessment, 
content validity, expert judgment, Aiken validity coefficient
Resumen
El propósito de este trabajo es presentar el proceso de 
validación de contenido del Cuestionario de Ciberagresión 
diseñado en Irlanda por Corcoran y Mc Guckin (2014). En 
este estudio instrumental participaron 15 jueces locales, con 
experticia y trayectoria en la temática, quienes ponderaron 
cuantitativa y cualitativamente el cuestionario. Se han to-
mado en cuenta todas las aportaciones realizadas en el aná-
lisis cualitativo. Los datos cuantitativos se sistematizaron 
utilizando el coeficiente V de Aiken complementado con el 
uso de intervalos de confianza. Los resultados indican un 
amplio grado de acuerdo entre los jueces, en la medida en 
que presentan intervalos de confianza superiores a .50. Por 
todo ello, se concluye que el Cuestionario de Ciberagresión 
es una herramienta adecuada para medir dicho constructo 
en adolescentes escolarizados de Argentina. El presente es-
tudio ofrece el primer instrumento en español válido para 
medir dicho fenómeno.
Palabras clave: ciberagresión, evaluación psicológica, va-
lidez de contenido, juicio de expertos, coeficiente V de Aiken
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Introducción 
El escenario de la comunicación se ha mo-
dificado vertiginosamente en los últimos tiempos 
debido a la proliferación de diversas pantallas: 
desde la aparición del televisor hasta las más 
recientes de los videojuegos, la computadora, 
internet, y el teléfono celular (Bringué-Sala, Sá-
daba-Chalezquer, & Artopoulos, 2014). Niños, 
adolescentes y jóvenes constituyen el segmento 
de edad que más rápida y precozmente incorpora 
en sus vidas un universo de posibilidades a través 
de herramientas tecnológicas con las que se re-
lacionan de modo habitual. La popularización de 
los teléfonos inteligentes ha producido una fusión 
creciente de la telefonía celular e internet, con-
virtiendo a ambas en medios esenciales para la 
socialización de los adolescentes (Álvarez-Gar-
cía, Dobarro, & Núñez, 2015). En la actualidad, 
el uso de teléfonos móviles entre los adolescentes 
y jóvenes argentinos es prácticamente universal: 
el 96.8% afirma tener este aparato y utilizarlo 
para comunicarse con otros (Bringué-Sala et al., 
2014; Secretaría de Evaluación Educativa, 2017). 
Es decir, los usos comunicativos de la tecnología 
destacan sobre las demás posibilidades de uso de 
estas. 
En este sentido, si bien tanto el teléfono 
móvil como internet son herramientas útiles para 
establecer y mantener relaciones sociales de di-
versas características, no siempre se hace un uso 
adecuado de ellas, lo que da lugar a ciertos ries-
gos potenciales. Uno de ellos es el empleo de es-
tos medios para molestar, ofender o perjudicar de 
manera deliberada a otras personas. El término 
cyberbullying fue inicialmente una denominación 
conveniente para designar las conductas abusivas 
y agresivas perpetradas a través de teléfonos mó-
viles e internet (Corcoran, Mc Guckin, & Prenti-
ce, 2015). Fue Olweus (2012) quien advirtió acer-
ca de la dificultad que acarrearía utilizar el mis-
mo vocablo para apresar fenómenos que pueden 
presentar características diferentes: el bullying 
implica una modalidad de relación específica, por 
lo cual no sería conveniente utilizarlo para deno-
minar cualquier acto agresivo o negativo (Hunter, 
Boyle, & Warden, 2004; Olweus, 2010). Como 
señala Garaigordobil (2011), existe un problema 
con la definición de cyberbullying, por ser un tér-
mino complejo y, por lo tanto, difícil de opera-
cionalizar conforme con los criterios consensua-
dos por la comunidad científica para el bullying 
tradicional: intención de dañar, repetición de las 
conductas y desequilibrio de poder. 
Algunos investigadores que han estudiado el 
cyberbullying han puesto el énfasis en el carácter 
específico de este fenómeno, diferenciándolo de 
la ciberagresión en general (Zych, Ortega-Ruíz, 
& Marín-López, 2016). Sin embargo, otros, como 
Bauman, Underwood y Card (2013), sugieren, 
por el contrario, que los estudios sobre el cyber-
bullying no son lo suficientemente específicos y, 
por lo tanto, el concepto que actualmente está en 
estudio es el de ciberagresión.
Dorothy Grigg (2010), con su trabajo “Cy-
ber-Aggression: Definition and Concept of Cyber-
bullying”, inauguró esta nueva línea de investiga-
ción que coloca el foco de atención en la amplia 
gama de conductas negativas que pueden ocurrir 
en el ciberespacio. La autora define la ciberagre-
sión como “daño intencional efectuado a través 
de medios electrónicos a una persona o grupo de 
personas independientemente de su edad, quienes 
perciben esos actos como ofensivos, despectivos, 
perjudiciales o no deseados” (p. 152). Retomando 
dicha conceptualización, Corcoran et al. (2015) 
definen a la ciberagresión como cualquier con-
ducta realizada a través de las nuevas tecnologías 
de la información y la comunicación que tiene la 
intención de dañar a una o varias personas, quie-
nes desean evitar esta situación. La intención de 
dañar deberá ser juzgada sobre la base de cómo 
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una persona razonable percibe dicha conducta. Si 
bien no existe aún consenso respecto de si la cibe-
ragresión es una conducta que puede ser identifi-
cada como acoso en los entornos cibernéticos, lo 
valioso del constructo reside en su carácter gene-
ral, que posibilita explorar el conjunto de las con-
ductas negativas online. En el estudio realizado 
en Irlanda por Corcoran (2013) con una muestra 
de 2747 adolescentes irlandeses escolarizados, 
donde se analizó la prevalencia y características 
de la ciberagresión, el cyberbullying y el bullying, 
se observó que las experiencias de ciberagresión 
presentaban una tasa mayor que las de cyberbu-
llying. En el caso de la ciberagresión sufrida, el 
57% de los encuestados declaró haberla padecido 
en los últimos tres meses mientras que respecto 
de la cibervictimización solo el 14% expresó ha-
berla vivenciado. Es decir, resulta factible que la 
ciberagresión constituya uno de los riesgos online 
más extendidos entre la población adolescente. 
Los entornos a través de los cuales se de-
sarrollan estos comportamientos les otorgan de-
terminadas características e impacto en el desa-
rrollo psicosocial de los adolescentes, que los 
hacen especialmente problemáticos y dignos de 
atención (Álvarez-García, Barreiro-Collazo, & 
Nuñez, 2017). Los entornos cibernéticos favore-
cen el anonimato por parte del agresor y, con ello, 
la desinhibición en su conducta. El agresor suele 
no presenciar las consecuencias sobre quien sufre 
la agresión, lo que dificulta la empatía. Sumado 
a ello, las agresiones pueden ocurrir en cualquier 
momento y lugar, lo que complica la supervisión 
y control por parte de los adultos. Además, el con-
tenido dañino puede ser enviado a mucha gente 
en muy poco tiempo, con la consecuente multipli-
cación del daño (Hinduja & Patchin, 2015). Entre 
los efectos negativos de estas conductas, se ha 
observado que sufrir agresiones online se asocia 
a un aumento de problemas emocionales, espe-
cialmente aquellos relacionados con sintomatolo-
gía depresiva, que en adolescentes puede afectar 
negativamente la concentración y el rendimiento 
académico (Kowalski, Giumetti, Schroeder, & 
Lattanner, 2014). Quienes perpetran agresiones 
en línea pueden ver incentivado este comporta-
miento, favoreciendo su generalización a otros 
ámbitos y situaciones (Álvarez-García et al., 
2017; Yahner, Dank, Zweig, & Lachman, 2015). 
La ciberagresión, cuando es detectada, puede 
conllevar importantes consecuencias legales para 
quienes la ejercen o posibilitan (Paul, Smith, & 
Blumberg, 2012).
Con respecto a la prevalencia de las conduc-
tas agresivas online, no hemos hallado estudios 
de este tipo desarrollados en Argentina. El Minis-
terio de Educación incluyó en las evaluaciones 
Aprender para estudiantes primarios y secunda-
rios un breve apartado sobre su percepción de las 
distintas expresiones de violencia escolar, entre 
ellas, las cibernéticas. Los datos de 2017 respecto 
de estudiantes del último año de educación secun-
daria revelaron que un 54% de la población ado-
lescente evaluada describía agresiones a través de 
las redes sociales (Secretaria de Evaluación Edu-
cativa, 2017). El escaso interés de la investigación 
en este campo es un hecho constatable también en 
otros países de América Latina (Lacunza, Conti-
ni, Caballero, & Mejail, 2019; Smith & Berkkun, 
2017; Zych, Ortega-Ruiz, & del Rey, 2015). La 
situación planteada abona la hipótesis de que una 
mejor aproximación a la medición del comporta-
miento agresivo en entornos cibernéticos apoyaría 
los esfuerzos destinados a reducir la incidencia de 
este tipo de comportamientos dañinos (Corcoran 
et al., 2015). Un estudio realizado por el Fondo 
de las Naciones Unidas para la Infancia (Paolini 
& Ravalli, 2016) señala el valor de investigar el 
vínculo de los adolescentes con la tecnología a 
fin de generar evidencia que posibilite la toma de 
decisiones sobre políticas referidas a ciudadanía 
digital y alfabetización digital (Lacunza et al., 
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2019). En los últimos años se ha acrecentado el 
interés por la adaptación de instrumentos de me-
dición en todos los ámbitos de la evaluación psi-
cológica, reflejo de un medio social marcado por 
los contactos entre culturas e idiomas diferentes. 
Sin embargo, se observa en nuestro país una gran 
escasez de estudios empíricos respecto de la te-
mática objeto del presente estudio, que obedece-
ría en parte a la falta de instrumentos validados en 
él. Ello afecta la práctica de los actores involucra-
dos en diversos campos profesionales, puesto que 
los tests y cuestionarios asisten diariamente en los 
ámbitos educativo, social, jurídico y clínico, en la 
toma de decisiones (Muñiz & Hambleton, 1996). 
Resulta, por lo tanto, imperioso disponer de ins-
trumentos de evaluación validados en población 
argentina, que permitan comprender el fenómeno, 
detectar posibles casos, diseñar intervenciones y 
evaluar la eficacia de las mismas.
El Cuestionario de Ciberagresión de Corco-
ran y Mc Guckin (2014) constituye un autoinfor-
me diseñado para medir, en sujetos de 12 a 18 
años de edad, con qué frecuencia el informante 
es víctima o perpetrador de agresiones a través 
del teléfono móvil e internet, además del tipo de 
agresión que sufre o comete. Sus áreas de aplica-
ción son la investigación y el screening. Este tipo 
de instrumentos tiene la ventaja de poder evaluar 
a una gran cantidad de personas en un lapso cor-
to de tiempo, lo cual resulta muy eficaz no solo 
como medida de screening sino, sobre todo, en 
estudios epidemiológicos. No se han hallado 
otros antecedentes de cuestionarios que evalúen 
de forma específica el constructo ciberagresión 
en sus dos modalidades: ciberagresión sufrida y 
ciberagresión perpetrada. Los cuestionarios de-
sarrollados hasta el momento se abocan a medir 
el cyberbullying, considerando a la ciberagresión 
como una dimensión de este junto con la ciber-
victimización. Entre los cuestionarios no espe-
cíficos de ciberagresión hallados, algunos han 
sido diseñados para evaluar con qué frecuencia 
el informante es agresor o víctima de acoso a tra-
vés del teléfono móvil o internet. Este es el caso 
del European Cyberbullying Intervention Project 
Questionnaire (ECIPQ) de Brighi et al. (2012), 
el Cyberbullying Questionnaire (CBQ) de Gá-
mez-Guadix, Villa-George y Calvete (2014) y la 
Cyberbullying Scale (CS) de Menesini, Nocentini 
y Calussi (2011). Cabe señalar que el European 
Cyberbullying Intervention Project Questionnai-
re (ECIPQ) fue adaptado y validado en pobla-
ción colombiana por Herrera-López, Casas, Ro-
mera, Ortega-Ruiz y del Rey (2017). Otros han 
sido diseñados para evaluar con qué frecuencia 
el informante es agresor, víctima u observador de 
violencia a través del teléfono móvil e internet. 
Tal es el caso del test Cyberbullying (Garaigor-
dobil, 2013), validado en población mexicana 
escolarizada por Laca-Arocena, Pérez-Verduzco, 
Luna-Bernal, Carrillo-Ramírez y Garaigordobil 
(2020); o de la Subescala de Agresión Virtual en 
Escolares de Jiménez, Castillo y Cisternas (2012). 
Por esta razón, el Cuestionario de Ciberagresión 
de Corcoran y Mc Guckin (2014) constituye una 
importante fuente de información para delimitar 
de manera empírica los indicadores que confor-
man el constructo y analizar la posible existencia 
de tipos diferenciados. Fue confeccionado a par-
tir del cuestionario denominado “Copying with 
Ciberbullying Questionnaire (CWCBQ)”, dise-
ñado por Fabio Sticca et al. (2015) en el marco 
del Estudio netTEEN (Suiza) y financiado por 
la Swiss National Science Foundation (SNF No. 
100014_130193/1). El CWCBQ fue utilizado y 
validado en Suiza (N = 803), Italia (N = 755) e 
Irlanda (N = 2412) con muestras de adolescentes 
de entre 12 y 18 años. Utilizando el Cuestionario 
CWCBQ (Copying with Ciberbullying Question-
naire) de Sticca como antecedente, Corcoran y 
Mc Guckin (2014) lo adaptaron para población 
irlandesa en estrecha colaboración con el equipo 
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suizo. Sin embargo, el Cuestionario de Cibera-
gresión permite medir un constructo diferente al 
del Cuestionario de Sticca y colaboradores (Ma-
chmutow, Perren, Sticca, & Alsaker, 2012; Sticca 
et al., 2015), ya que se centra en la ciberagresión.
La investigación efectuada en Irlanda con el 
Cuestionario de Ciberagresión de Corcoran y Mc 
Guckin (2014) con una muestra de 2474 estudian-
tes irlandeses comprendidos en un rango de edad 
de entre 12 y 18 años, arrojó un coeficiente alfa 
de Chronbach de .82 para la Escala Ciberagredido 
y un .78 para la Escala Ciberagresor. Estos resul-
tados alientan su validación y desarrollo en nue-
vos estudios con muestras poblacionales de otras 
geografías. No obstante, debe señalarse como 
limitación que los autores del Cuestionario de 
Ciberagresión no han realizado ningún otro tipo 
de estudio acerca de la validez de este. Hasta el 
momento, no se han encontrado investigaciones 
en las que se haya utilizado el citado cuestionario 
y se haya realizado un estudio acabado de su vali-
dez ni de sus propiedades psicométricas, como el 
que aquí se propone. La fase de adaptación trans-
cultural del cuestionario implicó el desarrollo de 
cinco acciones (Best, Ré, Mc Guckin, Corcoran, 
& Casasnovas, 2017):
1. Traducción inicial del inglés al español a cargo 
del equipo de investigación.
2. Análisis de la equivalencia lingüística y semán-
tica del término cyberaggression y de las palabras 
anglosajonas asociadas cyberbullying y bullying, 
con vocablos del idioma español. Para esta fase, 
se desarrollaron cuatro grupos focales con adoles-
centes escolarizados de 13 a 18 años de CABA y 
Rafaela. Asimismo, se administró un cuestionario 
complementario a una muestra por conveniencia 
de estudiantes de la misma franja etaria de ambas 
ciudades. 
3. Traducción y retraducción inversa a cargo de 
dos traductores matriculados. La versión en in-
glés producto de la traducción inversa fue evalua-
da por los autores del cuestionario.
4. Elaboración de la versión argentina preliminar 
del Cuestionario y análisis de la validez de apa-
riencia de esta a través de la aplicación de una 
prueba piloto.
5. Juicio de expertos.
El objetivo del presente trabajo es analizar 
la validez de contenido del Cuestionario de Cibe-
ragresión de Corcoran y Mc Guckin (2014) por 
medio de la valoración de jueces expertos desde 
el enfoque de los intervalos de confianza. El pro-
pósito de este análisis es encontrar indicadores 
rigurosos de la representatividad de los ítems de 
cada escala y realizar los cambios necesarios a ni-
vel lingüístico para hacer viable su uso en nuestro 
medio, dado que, en la actualidad, tal como se ha 
mencionado, no se cuenta con instrumentos adap-
tados y validados con población argentina que po-
sibiliten el estudio de la ciberagresión.
Metodología
Tipo de estudio
Se trata de un estudio instrumental, desti-
nado a la adaptación y estudio de las propieda-
des psicométricas de un cuestionario (Montero & 
León, 2002). 
Participantes 
Tanto la selección como la determinación 
del número de los expertos se ha realizado con-
forme a criterios establecidos por la comunidad 
científica. Para Cabero-Almenara y Llorente-Ce-
judo (2013), si se tiene en cuenta que “el concep-
to de experto es bastante polisémico”, su correcta 
aplicación depende de los criterios de selección y 
del número adecuado de los mismos. 
En la presente investigación participaron 15 
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jueces locales expertos en la temática. Los jue-
ces se seleccionaron de acuerdo con los criterios 
enunciados por Skjong y Wentworth (2001): ex-
perticia (grados, investigaciones, publicaciones 
y experiencia), reputación, disponibilidad para 
participar e imparcialidad. Se atendió además 
al criterio formulado por Escobar-Pérez y Cuer-
vo-Martínez (2008) para los casos de traduccio-
nes y adaptaciones de pruebas: se requiere por lo 
menos un experto en lingüística. Se conformó un 
panel de expertos con las siguientes característi-
cas: el 90% de los jueces seleccionados posee tí-
tulo de doctor; el 10% posee título de máster y/o 
especialista; cuatro son expertos en medición y 
evaluación psicológica; uno es experto en lingüís-
tica; cinco son expertos en el campo de proble-
máticas que releva el Cuestionario y cinco poseen 
experticia en Psicología de la Adolescencia y Psi-
cología Educacional.
Procedimiento 
La estimación de la validez de contenido del 
Cuestionario de Ciberagresión de Corcoran y Mc 
Guckin (2014) se realizó, tal como se ha mencio-
nado, utilizando la técnica del juicio de expertos. 
Tal como afirman Escobar-Pérez y Cuervo-Martí-
nez (2008), en el caso de la psicología dicho jui-
cio se ha convertido en la estrategia principal para 
la estimación de la validez de contenido. El juicio 
de expertos se define como una opinión informa-
da de personas con trayectoria en el tema, que son 
reconocidas por otros como expertos cualificados 
en este, y que pueden dar información, eviden-
cia, juicios y valoraciones (McGartland-Rubio, 
Berg-Weger, Tebb, Lee, & Rauch, 2003).
Se realizó un contacto inicial con los exper-
tos del ámbito local a través de correo electróni-
co, exponiéndoles el objetivo de la validación, 
así como una explicación acerca de la tarea que 
implicaba la valoración de la escala por parte de 
ellos mediante un formato de cuestionario onli-
ne.  
Se elaboró una planilla de calificación on-
line para los expertos respetando los lineamien-
tos metodológicos sugeridos por Escobar-Pérez 
y Cuervo-Martínez (2008). La misma brinda al 
juez información acerca del objetivo del juicio de 
expertos, características del Cuestionario de Ci-
beragresión, definición conceptual y operativa del 
constructo e indicaciones para su completamien-
to. La aplicación utilizada fue Google Docs. 
Cada juez realizó una valoración de cada 
ítem del Cuestionario, atendiendo a tres catego-
rías: a) Pertinencia: ¿El ítem apunta a obtener la 
información que se está buscando?; b) Claridad: 
¿El ítem es claro y no admite más de una inter-
pretación posible?, y c) Redacción: ¿El ítem está 
correctamente formulado? ¿El lenguaje es apro-
piado?
Al cierre, se consignó un apartado de obser-
vaciones que quedó abierto para incluir las suge-
rencias que los jueces creyeran pertinentes, puesto 
que el análisis cualitativo se considera un requisi-
to indispensable en el desarrollo de un instrumen-
to (Bulger & Housner, 2007; McGartland-Rubio 
et al., 2003). Las aportaciones realizadas por los 
jueces en este apartado fueron cuidadosamente 
discutidas y analizadas por los investigadores.
Los resultados cuantitativos se sistemati-
zaron utilizando para ello el coeficiente de vali-
dez V de Aiken (Aiken, 1980; Escurra-Mayaute, 
1988) para la validación por criterio de jueces, 
complementada con el uso de intervalos de con-
fianza, requerido en la actualidad por estándares 
internacionales (Fidler, 2002) y desarrollado por 
Penfield y Giacobbi (2004). 
El coeficiente de validez V se calculó sobre 
las valoraciones del conjunto de jueces respecto 
de cada ítem. Las valoraciones asignadas fueron 
politómicas, con una escala de valores de uno a 
7
Best et al., Evaluar, 2021, 21(2), 1-16
cinco. El coeficiente V de Aiken indica el grado 
de acuerdo entre los jueces respecto a la adecua-
ción del ítem al criterio evaluado. Un valor V ma-
yor a .7 puede considerarse indicador de validez 
de contenido, valores menores a .7 indican la ne-
cesidad de reconsiderar el ítem y/o reformularlo. 
Sin embargo, dado que el coeficiente V podría 
estar influido por error muestral, se recomienda 
utilizar este coeficiente considerando simultánea-
mente los límites superior e inferior del intervalo 
de confianza, que indican los máximos y mínimos 
valores que podría asumir el parámetro. Se ha su-
gerido que valores del límite inferior superiores a 
.5 señalan que el ítem es representativo, mientras 
que valores inferiores requieren considerar con 
mayor precaución la validez del mismo (Cicche-
tti, 1994; Merino-Soto, 2018; Merino-Soto & Li-
via-Segovia, 2009).
Instrumento 
Se utilizó el Cuestionario de Ciberagresión 
diseñado y validado en Irlanda por Corcoran y Mc 
Guckin (2014), autoinforme diseñado para medir, 
en sujetos de 12 a 18 años de edad, con qué fre-
cuencia el informante es víctima o perpetrador de 
agresiones a través del teléfono móvil e internet, 
además del tipo de agresión que sufre o comete.
El constructo está compuesto por dos di-
mensiones que son exploradas respectivamente 
en cada subescala: agresión sufrida (Escala Cibe-
ragredido) y agresión perpetrada (Escala Cibera-
gresor). En la adaptación argentina del Cuestio-
nario, se las denomina Escala Ciberagredido y 
Escala Ciberagresor, para evitar confundir la ci-
beragresión sufrida con cibervictimización.
Tal como se muestra en las Tablas 1 y 2, en 
cada escala se exploran diversos tipos de cibera-
gresión clasificados según las tipologías de No-
centini et al. (2010) y Langos (2012).
El informante valora la frecuencia con que 
sufrió o perpetró cada tipo de conducta agresiva 
online durante los últimos tres meses mediante 
una escala de respuesta tipo Likert. El ítem 9 de 
ambas escalas constituye un ítem de respuesta 
abierta donde se pregunta a cada encuestado si ha 
experimentado cualquier otra forma de agresión 
cibernética no mencionada en los ítems anterio-
res. También se le solicita que indique la frecuen-
cia de estas situaciones utilizando la misma es-
cala tipo Likert de los anteriores ítems. De este 
modo, se reconoce e incluye el rasgo dinámico 
y cambiante del ciberespacio que, por ejemplo, 
al desarrollar nuevos dispositivos o aplicaciones 




La Escala Ciberagredido está conformada 
por los siguientes ítems:
1. ¿Alguien te envió mensajes desagrada-
bles o amenazantes a través del teléfono 
celular o internet?
2. ¿Alguien te envió imágenes o videos ofen-
sivos o amenazantes a través del teléfono 
celular o internet? 
3. ¿Alguien envió mensajes escritos ofensi-
vos o divulgó rumores sobre vos a través 
del teléfono celular o internet?
4. ¿Alguien envió imágenes o videos ofensi-
vos o amenazantes sobre vos a través del 
teléfono celular o internet?
5. ¿Alguien publicó mensajes escritos ofen-
sivos o divulgó rumores sobre vos a través 
del teléfono celular o internet?
6. ¿Alguien publicó imágenes o videos ofen-
sivos o amenazantes sobre vos a través 
del teléfono celular o internet?
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7. ¿Alguien usó tu nombre de usuario y con-
traseña e hizo cosas ofensivas o amena-
zantes?
8. ¿Alguien te impidió participar, sin motivo, 
de alguna actividad en línea (por ej. de un 
juego o grupo creado en una red social)?
9. ¿Alguien te agredió de alguna otra mane-
ra usando Internet o el teléfono celular? 
Si la respuesta es sí, describí lo que pasó 
y marcá la casilla correspondiente.
Las tablas a continuación dan cuenta de las 
V de Aiken y los intervalos de confianza al 90% 
de los ítems que componen la Escala Ciberagre-
dido. 
En la Tabla 3 se incluyen los valores medios 
obtenidos en cada ítem para cada uno de los crite-
rios evaluados (pertinencia, claridad, redacción) 
y, por último, los puntajes medios obtenidos por 
cada ítem. Junto a las medias se adjunta el coefi-
ciente V de Aiken que indica el grado de acuerdo 
entre los jueces respecto a la adecuación del ítem 
al criterio evaluado. Un valor V mayor a .7 puede 
considerarse indicador de validez de contenido, 
valores menores indican la necesidad de reconsi-
derar el ítem y/o reformularlo.
En la Escala Ciberagredido, los índices ge-
nerales de Aiken denotan amplio acuerdo entre 
los jueces, con valores de .72 hasta .80. Es impor-
tante destacar que los ítems están bien calificados 
en cuanto al criterio de pertinencia: los índices de 
Aiken van de .77 hasta .83. 
En la Tabla 4 se señalan los límites superio-
res e inferiores para un intervalo de confianza de 
Tabla 1
Tipos de ciberagresión sufrida.





Recibir mensajes escritos ofensivos o 
amenazantes a través del teléfono celular o 
internet.
Una persona envía mensajes escritos ofensivos o 
divulga rumores sobre ti entre otras personas a través 
del teléfono celular o internet.
Una persona sube mensajes escritos ofensivos o 
amenazantes sobre ti en internet.
Visual
Recibir imágenes ofensivas o amenazantes a 
través del celular e internet.
Una persona envía fotos o videos ofensivos o 
vergonzosos sobre ti a otros, a través del teléfono 
celular o internet.
Una persona sube fotos o videos ofensivos o 
vergonzosos sobre ti a través del teléfono celular o 
internet.
Suplantación 
Una persona usa tu nombre de usuario y contraseña 
para hacer cosas ofensivas o amenazantes en tu 
nombre a través del celular e internet. 
Exclusión Una persona, sin motivos, no te deja participar en las redes sociales, juegos o chats online.
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Tabla 2
Tipos de ciberagresión perpetrada.





Enviar mensajes escritos ofensivos o amenazantes 
a través del teléfono celular o internet.
Enviar mensajes escritos ofensivos o divulgar 
rumores sobre una persona, a través del teléfono 
celular o internet.
Subir mensajes escritos ofensivos o amenazantes 
sobre una persona en internet.
Visual 
Enviar imágenes ofensivas o amenazantes a través 
del celular e internet.
Enviar fotos o videos ofensivos o vergonzosos sobre 
una persona a través del teléfono celular o internet.
Subir fotos o videos ofensivos o vergonzosos sobre 
una persona a través del teléfono celular o internet.
Suplantación 
Usar el nombre de usuario y contraseña de otro para 
hacer cosas ofensivas o amenazantes en su nombre a 
través del celular e internet. 
Exclusión
Sin motivo, no dejar participar a una persona o 
personas en las redes sociales, juegos o chats online.
Tabla 3
Valores medios y V de Aiken de cada ítem.
ESCALA CIBERAGREDIDO
Pertinencia Claridad Redacción Índices Generales
Ítem Media V de Aiken Media V de Aiken Media V de Aiken Media V de Aiken
1 4.27 .82 4.13 .78 4.07 .77 4.15 .79
2 4.33 .83 4.13 .78 4.13 .78 4.20 .80
3 4.20 .80 3.87 .72 3.80 .70 3.96 .74
4 4.27 .82 4.00 .75 4.20 .80 4.15 .79
5 4.13 .78 3.60 .65 3.87 .72 3.87 .72
6 4.27 .82 3.80 .70 4.07 .77 4.04 .76
7 4.07 .77 3.93 .73 3.80 .70 3.93 .73
8 4.20 .80 4.07 .77 4.13 .78 4.13 .78
9 4.20 .80 4.20 .80 4.13 .78 4.17 .79
90%, para los valores obtenidos por cada ítem en 
cada uno de los criterios evaluados. 
Los puntajes inferiores del intervalo de con-
fianza de cada ítem de la escala corroboran el am-
plio acuerdo entre los jueces respecto de los tres 
criterios estudiados, ya que todos son mayores a 
.50.
Respecto de la pregunta abierta respondida 
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por los jueces con sus observaciones acerca de los 
ítems, se obtuvieron las siguientes sugerencias: 
dos jueces señalaron que los ítems 3 y 5 podrían 
indagar por separado las dos conductas que los 
ítems recogen dentro de la categoría agresión ver-
bal indirecta respectivamente (envío/ publicación 
de mensajes escritos ofensivos y divulgación de 
rumores). Dos jueces señalaron la posibilidad de 
incluir en el ítem 7 otra conducta como es la crea-
ción de cuentas falsas en redes sociales. Tras una 
discusión y análisis con los autores del cuestiona-
rio, se acordó que enviar y/o publicar mensajes 
ofensivos constituye una conducta diferente a di-
vulgar rumores, por lo que se atendió a la suge-
rencia de los jueces al respecto. El ítem 7 no fue 
reformulado, dado que la suplantación de iden-
tidad constituye una conducta distinta a la asun-
ción de una identidad digital falsa.
Escala Ciberagresor
La Escala Ciberagresor está conformada por 
los siguientes ítems:
1. ¿Enviaste mensajes escritos ofensivos 
Tabla 4
Valores inferiores y superiores del intervalo de confianza.
ESCALA CIBERAGREDIDO
Pertinencia Claridad Redacción General
Ítem M V 90 M V 90 M V 90 M V
1 4.27 .82 .72 .89 4.13 .78 .68 .86 4.07 .77 .67 .84 4.15 .79
2 4.33 .83 .74 .90 4.13 .78 .68 .86 4.13 .78 .68 .86 4.20 .80
3 4.20 .80 .70 .87 3.87 .72 .61 .80 3.80 .70 .60 .79 3.96 .74
4 4.27 .82 .72 .89 4.00 .75 .65 .83 4.20 .80 .70 .87 4.15 .79
5 4.13 .78 .68 .86 3.60 .65 .54 .74 3.87 .72 .61 .80 3.87 .72
6 4.27 .82 .72 .89 3.80 .70 .60 .79 4.07 .77 .67 .84 4.04 .76
7 4.07 .77 .67 .84 3.93 .73 .63 .81 3.80 .70 .60 .79 3.93 .73
8 4.20 .80 .70 .87 4.07 .77 .67 .84 4.13 .78 .68 .86 4.13 .78
9 4.20 .80 .70 .87 4.20 .80 .70 .87 4.13 .78 .68 .86 4.17 .79
o amenazantes a través del teléfono 
celular o internet?
2. ¿Enviaste imágenes o videos ofensi-
vos o amenazantes a través del teléfo-
no celular o internet?
3. ¿Enviaste mensajes escritos ofensivos 
o divulgaste rumores sobre alguien a 
través del teléfono celular o internet?
4.  ¿Enviaste imágenes o videos ofen-
sivos o amenazantes sobre alguien a 
través del teléfono celular o internet?
5. ¿Publicaste mensajes escritos ofensi-
vos o amenazantes, o divulgaste ru-
mores sobre alguien a través del telé-
fono celular o internet?
6. ¿Publicaste imágenes o videos ofen-
sivos o amenazantes sobre alguien a 
través del teléfono celular o internet?
7. ¿Utilizaste el nombre de usuario y 
contraseña de alguien e hiciste cosas 
ofensivas o amenazantes?
8. ¿Impediste participar, sin motivo, a 
alguien de alguna actividad en línea 
(por ej. de un juego o grupo creado en 
una red social)?
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9. ¿Usaste Internet o el teléfono celular 
para agredir a otros adolescentes de 
alguna otra manera? Si la respuesta 
es sí, describí lo que pasó y marcá la 
casilla correspondiente.
Las tablas a continuación dan cuenta de las 
V de Aiken y los intervalos de confianza al 90% 
de los ítems que componen la Escala Ciberagre-
sor. En la Tabla 5 se incluyen los valores medios 
obtenidos por cada ítem para cada uno de los cri-
terios evaluados y, por último, los puntajes me-
dios obtenidos por cada ítem. Junto a las medias 
se adjunta el coeficiente V de Aiken.
En la Escala Ciberagresor se replica la situa-
ción hallada en la Escala Ciberagredido: los índi-
ces generales de Aiken denotan amplio acuerdo 
entre los jueces, con valores de .72 hasta .80. Es 
importante destacar que los ítems están bien cali-
ficados en los tres criterios estudiados.
En la Tabla 6 se señalan los límites superio-
res e inferiores para un intervalo de confianza de 
90%, para los valores obtenidos por cada ítem en 
cada uno de los criterios evaluados.
Los puntajes inferiores del intervalo de con-
fianza de cada ítem de la escala, todos mayores a 
.50, corroboran el amplio acuerdo entre los jueces 
respecto de los tres criterios estudiados.
Respecto de la pregunta abierta respondida 
por los jueces con sus observaciones acerca de los 
ítems, se replicaron los mismos comentarios que 
para la Escala Ciberagredido. Conforme al con-
senso con los autores del Cuestionario, se tomó la 
misma decisión respecto de los ítems 3, 5 y 7 de 
la presente escala.
Discusión 
La vertiginosa incorporación de las tecno-
logías de la información y la comunicación a la 
sociedad, y los consecuentes riesgos a los que 
los adolescentes se enfrentan en internet y las re-
des sociales ponen en evidencia la urgente nece-
sidad de contar con instrumentos de evaluación 
que posibiliten el estudio y comprensión de estos 
fenómenos. El Cuestionario de Ciberagresión de 
Corcoran y Mc Guckin (2014) es un instrumento 
específico para medir este fenómeno en este gru-
po etario. Considerando que la adaptación de ins-
trumentos es valorada como una estrategia más 
Tabla 5
Valores medios y V de Aiken de cada ítem.
ESCALA CIBERAGRESOR
Pertinencia Claridad Redacción Índices Generales
Ítem Media V de Aiken Media V de Aiken Media V de Aiken Media V de Aiken
1 4.13 .78 4.20 .80 4.13 .78 4.15 .79
2 4.20 .80 4.13 .78 4.00 .75 4.11 .78
3 4.20 .80 3.87 .72 3.93 .73 4.00 .75
4 4.13 .78 3.93 .73 4.00 .75 4.02 .76
5 4.20 .80 3.60 .65 3.80 .70 3.87 .72
6 4.07 .77 3.80 .70 4.00 .75 3.96 .74
7 4.27 .82 4.00 .75 4.00 .75 4.09 .77
8 4.27 .82 4.20 .80 4.20 .80 4.22 .80
9 4.33 .83 4.13 .78 4.07 .77 4.17 .79
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rápida, práctica y económica que la construcción 
de cuestionarios y test nuevos (Cardoso-Ribeiro, 
Gómez-Conesa, & Hidalgo-Montesinos, 2010) 
y, ante la vacancia de instrumentos con esta ca-
racterística y la fiabilidad demostrada por este en 
población irlandesa, se considera valiosa su adap-
tación a la lengua y cultura argentina. Tras un 
riguroso proceso de adaptación transcultural se 
arribó a la versión argentina preliminar del cues-
tionario. El juicio de expertos permitió concluir la 
fase de adaptación de un instrumento creado para 
otra población, a la nuestra, garantizando así su 
equivalencia cultural. Su validación en términos 
de contenido posibilitó la determinación de indi-
cadores rigurosos de la representatividad de cada 
uno de los ítems de cada escala. 
Uno de los aportes de la fase de adapta-
ción del cuestionario a nuestro contexto ha sido 
la denominación de las escalas que lo componen: 
Escala Ciberagredido y Escala Ciberagresor. La 
expresión Ciberagredido evita confundir a la ci-
beragresión sufrida con cibervictimización. El 
respeto por el carácter específico del constructo 
ciberagresión, evitando su solapamiento con el 
cyberbullying, torna valiosa esta contribución. 
En el juicio de expertos, cada juez realizó 
una valoración cuantitativa y cualitativa de cada 
ítem del cuestionario, atendiendo a tres catego-
rías: pertinencia, claridad y redacción. Los resul-
tados cuantitativos se sistematizaron utilizando el 
coeficiente de validez V de Aiken complementa-
do con el uso de intervalos de confianza. En la 
Escala Ciberagredido, los índices generales de 
Aiken denotan amplio acuerdo entre los jueces, 
con valores que varían desde .72 hasta .80, evi-
denciando el alto grado de consenso de los exper-
tos consultados respecto de la representatividad y 
adecuación lingüística de cada ítem. Asimismo, 
los puntajes inferiores del intervalo de confianza 
de cada ítem ratifican la alta conformidad entre 
los jueces respecto de los tres criterios estudiados 
ya que todos son mayores a .50. En la Escala Ci-
beragresor se replica la situación descripta para la 
Escala Ciberagredido. Estos resultados permiten 
concluir que los ítems que componen ambas esca-
las del Cuestionario de Ciberagresión presentan 
evidencias contundentes acerca de la validez de 
contenido de este. 
Respecto de los resultados cualitativos, cabe 
destacar que las aportaciones realizadas por los 
jueces fueron cuidadosamente discutidas y ana-
lizadas por los investigadores. En el caso de los 
Tabla 6
 Valores inferiores y superiores del intervalo de confianza.
ESCALA CIBERAGRESOR
Pertinencia Claridad Redacción General
Ítem M V 90 M V 90 M V 90 M V
1 4.13 .78 .68 .86 4.20 .80 .70 .87 4.13 .78 .68 .86 4.15 .79
2 4.20 .80 .70 .87 4.13 .78 .68 .86 4.00 .75 .65 .83 4.11 .78
3 4.20 .80 .70 .87 3.87 .72 .61 .80 3.93 .73 .63 .81 4.00 .75
4 4.13 .78 .68 .86 3.93 .73 .63 .81 4.00 .75 .65 .83 4.02 .76
5 4.20 .80 .70 .87 3.60 .65 .54 .74 3.80 .70 .60 .79 3.87 .72
6 4.07 .77 .67 .84 3.80 .70 .60 .79 4.00 .75 .65 .83 3.96 .74
7 4.27 .82 .72 .89 4.00 .75 .65 .83 4.00 .75 .65 .83 4.09 .77
8 4.27 .82 .72 .89 4.20 .80 .70 .87 4.20 .80 .70 .87 4.22 .80
9 4.33 .83 .74 .90 4.13 .78 .68 .86 4.07 .77 .67 .84 4.17 .79
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ítems 3 y 5 de ambas escalas, los jueces aporta-
ron que se podrían indagar por separado las dos 
conductas que estos recogen dentro de la catego-
ría agresión verbal indirecta (envío/ publicación 
de mensajes escritos ofensivos y divulgación de 
rumores respectivamente). Del análisis practica-
do, se concluye que enviar y/o publicar mensa-
jes ofensivos constituye una conducta diferente 
a divulgar rumores dado que esta última impli-
ca la difamación a través de la divulgación de 
información que puede no ser fidedigna. Si bien 
ambas conductas persiguen como objetivo dañar 
la posición social del ciberagredido a través del 
uso de textos escritos que se dirigen o compar-
ten con terceros, se cristalizan mediante acciones 
cualitativamente distintas. Se resolvió atender a 
la sugerencia de los jueces dado que esta respeta 
y enriquece la tipología de ciberagresión verbal 
indirecta que se utiliza en el cuestionario. En el 
caso del ítem 7 de ambas escalas, los jueces se-
ñalaron la posibilidad de incluir en esta otra con-
ducta como es la creación de cuentas falsas en 
redes sociales. Sin embargo, en este caso, los in-
vestigadores decidieron no reformular este ítem, 
por concluir que esta conducta no se ajusta a la 
definición de esta tipología, considerando que la 
suplantación de identidad se refiere a situaciones 
en las que alguien se hace pasar por el ciberagre-
dido a través del teléfono móvil o internet, para 
burlarse de él o causarle problemas (Nocentini et 
al., 2010). 
Se reconoce como una de las limitaciones 
del presente estudio la ausencia de validación de 
contenido del cuestionario en su contexto original 
de producción; sin embargo, consideramos a esta 
investigación como un valioso aporte dado que 
ofrece el primer instrumento en español válido 
para medir la ciberagresión en adolescentes es-
colarizados. Lacunza et al. (2019) señalan, en su 
estudio bibliométrico en torno al comportamiento 
agresivo de adolescentes latinoamericanos me-
diado por la virtualidad, la vacancia de investi-
gaciones sobre este tópico en nuestro país, así 
como la ausencia de instrumentos de evaluación 
validados a nivel local. Este estudio, al aportar un 
instrumento validado científicamente en nuestra 
población, resuelve algunas de dichas vacancias. 
La investigación continuará, en colaboración con 
los autores del cuestionario, con el análisis de las 
propiedades psicométricas del cuestionario. Este 
hecho posibilitará no solo el estudio del fenóme-
no en nuestro país sino también la realización de 
futuras investigaciones comparativas.
Uno de los resultados esperados es contri-
buir con la realización de estudios empíricos que 
arrojen mayor claridad sobre los vínculos entre 
los jóvenes y la tecnología, posibilitando el dise-
ño de políticas educativas en torno a ciudadanía y 
alfabetización digital.
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