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SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
EU – Evropska unija  
SEU – Sodišče Evropske unije  
ESČP – Evropsko sodišče za človekove pravice 
EKČP  – Evropska konvencija o varstvu človekovih pravic in svoboščin 
AEPD – Agencia Española de Protección de Datos (španski nadzorni organ za varstvo  
osebnih podatkov) 
CNIL – Commission nationale de l'informatique et des libertés (francoski nadzorni organ za  
varstvo osebnih podatkov) 
GPDP – Garante per la protezione dei dati personali (italijanski nadzorni organ za varstvo  
osebnih podatkov) 
PDEU – Pogodba o delovanju Evropske unije   
Listina  – Listina Evropske unije o temeljnih pravicah  
URL – Uniform Resource Locator (naslov spletne strani) 
OECD – The Organisation for Economic Co-operation and Development (Organizacija za  
gospodarsko sodelovanje in razvoj) 
AG – advocate general (generalni pravobranilec)   













Pravica do pozabe 
Pravica do pozabe je širši javnosti postala znana s sodbo Sodišča Evropske unije (SEU), ki je 
maja 2014 odločilo, da imajo posamezniki pod določenimi pogoji pravico od spletnih 
iskalnikov zahtevati izbris iskalnih zadetkov, ki se prikaţejo pri iskanju po njihovem imenu. 
Poleg tega je bila aprila 2016 v EU sprejeta Splošna uredba o varstvu podatkov, ki pravico do 
pozabe izrecno določa. Predmetno delo poskuša ugotoviti, o kakšni pravici pravzaprav sploh 
govorimo, kaj pomeni za varstvo zasebnosti in osebnih podatkov v EU glede na obstoječo 
ureditev in na kakšen način bo vplivala na svobodo govora. 
Osrednja hipoteza je, da je bila pravica do pozabe v EU priznana s sodbo SEU, ki je bila 
nepričakovana. Čeprav pomeni pomemben prispevek k varstvu zasebnosti na internetu, 
povzroča tudi konflikt med svobodo govora in zasebnostjo. Ker pa je tehtanje temeljnih 
pravic prepuščeno v prvi vrsti zasebnim gospodarskim druţbam (upravljavcem) in ne 
drţavnim organom, celovita obravnava nasprotujočih si pravic ni ustrezno zagotovljena ter 
učinkovita.  
V zvezi s samim konceptom te pravice je bilo ugotovljeno, da obstajajo zelo različne 
interpretacije, kaj sploh pomeni in kakšno poimenovanje je ustrezno. V EU se je razvijala 
predvsem skozi krovno pravico do zasebnosti, katere pomemben del je tudi pravica do varstva 
osebnih podatkov. Skozi predmetno nalogo je prikazano, da sodba SEU pomeni predvsem 
interpretacijo ţe obstoječih določb sekundarne zakonodaje in temeljnih pravic v EU. Hkrati je 
bila ţe v času odločanja SEU v zakonodajnem postopku nova uredba, ki pravico do pozabe 
izrecno ureja, zato tudi s tega vidika sama ideja pravice do pozabe ni bila popolnoma nova in 
nepričakovana. V zvezi z odnosom pravice do pozabe s svobodo govora nedvomno ne gre 
zanikati konflikta, ki obstaja med njima, vendar pa je na tej točki še teţko zaključiti, kakšne 
posledice bo nanj pravica do pozabe dejansko imela. Kot izrazito problematična pa se je 
izkazala ureditev, po kateri tehtanje temeljnih človekovih pravic opravljajo zasebni subjekti, 
katerih primarni cilj je ustvarjanje dobička. Tridelna hipoteza je tako bila v večjem delu 
potrjena. 








The Right to Be Forgotten 
The general public became aware of the right to be forgotten in May 2014 with the landmark 
ruling of the Court of Justice of the European Union (CJEU) which held that individuals have 
the right, under certain conditions, to request search engines to remove links containing their 
personal information. In addition, the General Data Protection Regulation, which includes an 
explicit provision on the right to be forgotten, was adopted in April 2016. The aim of this 
thesis is to establish what this right represents, what it means for the protection of privacy and 
data protection in EU, and in what way will it affect freedom of speech.   
The hypothesis is that in the EU the right to be forgotten was recognised by the judgment of 
the CJEU, which was unexpected. Although the right to be forgotten is an important 
contribution to the protection of privacy on the Internet, it also creates a conflict between free 
speech and privacy. Balancing basic rights is left to private companies (controllers) and not to 
public authorities, which means that a comprehensive assessment of the conflicting rights is 
not carried out.  
The thesis concludes that there are very different interpretations of what the right to be 
forgotten means and what kind of terminology should be used in describing it. In the EU, the 
right to be forgotten has been developed through privacy and data protection law. In 
particular, the CJEU judgment means the interpretation of the existing provisions of 
secondary legislation and fundamental rights in the EU. Moreover, at the time of the CJEU 
was reaching its decision, the new data protection regulation, which includes a special 
provision on the right to be forgotten, had already been in the legislative procedure. The idea 
of the right to be forgotten was thus not entirely new, nor unexpected. With regard to the 
relationship between privacy and free speech, this thesis concludes that the conflict 
undoubtedly exists, but it is still difficult to determine the extent to which this occurs at this 
point. Finally, the regime under which the task of balancing fundamental human rights is 
delegated to private profit-seeking undertakings has proven to be particularly problematic. 
The three-part hypothesis was therefore largely confirmed. 
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 predvsem pa spletnih iskalnikov, je dostop do informacij laţji, kot 
kadarkoli prej. Čeprav je tovrstna dostopnost lahko precej dobrodošla, ko nam je za naključni 
zgodovinski podatek prihranjena pot v knjiţnico, pa ima tudi negativno plat. Le-to lahko 
ponazorimo z zgodbo takrat petindvajsetletne Stacy Snyder, ki je ţelela postati učiteljica. 
Čeprav je opravila vse študijske obveznosti, ji univerza certifikata ni ţelela izdati, ker je 
ocenila, da Stacy ni primerna za učiteljski poklic. Razlog je bila kočljiva fotografija, ki jo je 
Stacy objavila na socialnem omreţju in na kateri v piratskem kostumu v rokah drţi kozarec, s 
pripisom »pijani pirat«. Sliko je po soočenju z očitki izbrisala, vendar je bila škoda storjena, 
slika pa razširjena po internetu. Kasneje je univerzo toţila, vendar ni bila uspešna.
2
 
Univerza si je torej samo na podlagi ene fotografije ob sicer odličnem študijskem uspehu 
ustvarila predstavo o Stacy Snyder. S podobnim problemom se je soočal tudi španski 
drţavljan Mario Costeja González, ki so ga njegovi sicer ţe zdavnaj poplačani dolgovi iz leta 
1998 še vedno spremljali. Ob vpisu njegovega imena v iskalnik Google Search sta se namreč 
pojavili povezavi do spletnega arhiva časopisa, v katerem sta bila objavljena oklica 
nepremičninske draţbe. González se je podal na več let trajajoči boj, da bi bili njegovi pretekli 
dolgovi pozabljeni oziroma manj opazni. Na koncu mu je pritrdilo SEU, ki je maja 2014 
odločilo, da imajo osebe pod določenimi pogoji pravico do izbrisa iskalnih zadetkov na 
spletnem iskalniku. Sodba je bila deleţna ogromne pozornosti, za pravico do izbrisa iskalnih 
zadetkov pa se je usidralo ime »pravica do pozabe«. V intenzivni izmenjavi mnenj med 
zagovorniki svobode govora na eni strani in zagovorniki zasebnosti na drugi se je postavilo 
predvsem vprašanje, kako bo ta pravica izvedena v praksi in v kolikšni meri bo ogroţala 
svobodo govora in prejemanja informacij. Poleg tega pa je bila aprila 2016 na ravni EU 
sprejeta tako imenovana Splošna uredba o varstvu podatkov, ki pravico do pozabe tudi 
izrecno določa. 
Gre torej za pravico, ki je še v nastajanju. Namen tega magistrskega diplomskega dela je zato 
ugotoviti, o kakšni pravici pravzaprav sploh govorimo, kaj pomeni za varstvo zasebnosti in 
osebnih podatkov v EU glede na obstoječo ureditev in na kakšen način (oziroma ali sploh) bo 
vplivala na svobodo govora.  
                                                          
1
 Z zavedanjem, da internet in svetovni splet nista sopomenki (svetovni splet je samo ena izmed storitev 
interneta), bo v tej nalogi zaradi njene vsesplošne uporabnosti uporabljena nadpomenka »internet«. 
2





Osrednja hipoteza je, da je bila pravica do pozabe v EU priznana s sodbo SEU, ki je bila 
nepričakovana. Čeprav pomeni pomemben prispevek k varstvu zasebnosti na internetu, 
povzroča tudi konflikt med svobodo govora in zasebnostjo. Ker pa je tehtanje temeljnih 
pravic prepuščeno v prvi vrsti zasebnim gospodarskim druţbam (upravljavcem) in ne 
drţavnim organom, celovita obravnava nasprotujočih si pravic ni ustrezno zagotovljena.  
Začenjam s predstavitvijo omenjene sodbe SEU, ki je v razpravi pravice do pozabe v EU 
pomenila prelomni trenutek. V naslednjem poglavju bom stopila nekaj korakov nazaj. 
Zanimalo me bo, kakšna je razlika v različnih uporabljenih izrazih in kakšna je teoretična 
definicija, kaj si pod pravico do pozabe sploh predstavljamo in zakaj jo potrebujemo. 
Predstavila bom tudi pravne vire pravice do zasebnosti v EU. Po nekoliko bolj splošnem 
pregledu se bom v naslednjem poglavju posvetila analizi Splošne uredbe o varstvu podatkov 
in njeni normativni ureditvi pravice do pozabe. Skladno s prejšnjimi poglavji bom poskušala 
tudi ugotoviti,v katero teoretično smer se nagiba in kakšen je njen odnos s sodbo SEU. Zadnje 
poglavje je namenjeno vprašanju trka pravice do pozabe in svobode izraţanja. Predstavila 
bom, kako ga vidita SEU in Splošna uredba o varstvu podatkov, kako se z njim spopada 
Google ter kako se pravica do pozabe izrisuje na ravni ESČP.  
Posebej velja poudariti, da je odprtih vprašanj pravice do pozabe več, kot samo za eno nalogo, 
zato predmetna seveda ni izčrpna. Določene kritične točke bodo tako samo nakazane, čeprav 
so za celovito obravnavo pomembne. Prav tako se, ko govorim o pravici do izbrisa iskalnih 
zadetkov, osredotočam na iskalnik Google Search, saj ima s pribliţno 90 % trţnim deleţem v 
EU
3
 nanjo tudi največji vpliv, pa tudi sicer gre za spletni iskalnik, ki prejme največ zahtev za 
odstranitev. To pa ne pomeni, da so ostali spletni iskalniki za razpravo nepomembni ali da za 





                                                          
3
 Podatek za prvo četrtino 2016 za 5 največjih drţav EU, glej: M. Rosoff: Here's Exactly How Dominant Google 
Is in Europe in Search, Smartphones, and Browsers, URL: http://www.businessinsider.com/google-europe-






2. PRELOMNI TRENUTEK: Google Spain SL, Google Inc. proti Agencia 
Española de Protección de Datos (AEPD) in Mariu Costeji Gonzálezu
4
 
2. 1. DEJSTVA PRIMERA 
Mario Costeja González je španski drţavljan, proti kateremu se je leta 1998 vodil izvršilni 
postopek zaradi neplačanih socialnih prispevkov. V časniku La Vanguardia sta bila objavljena 
dva oklica nepremičninske draţbe, v katerih je bilo navedeno Gonzálezovo (dolţnikovo) ime. 
Navedeni časopis je kasneje obvestili objavil tudi v elektronski različici. Uporabnik iskalnika 
Google Search je tako ob vpisu Gonzálezovega imena med iskalnimi zadetki našel URL 




Po tem, ko se je najprej z zahtevo za izbris iskalnih zadetkov oziroma člankov neuspešno 
obrnil na iskalnik in časopis, se je González leta 2010 pritoţil na AEPD. Zahteval je, naj 
druţbi La Vanguardia SL naloţi izbris ali anonimizacijo spornih spletnih objav, druţbama 
Google Spain SL in Google Inc. pa izbris ali anonimizacijo njegovih osebnih podatkov tako, 
da jih iskalnik Google Search med iskalnimi zadetki ne bo več prikazoval.
6
 Svojo pritoţbo je 
González utemeljeval z dejstvom, da je bil postopek izvršbe ţe zdavnaj zaključen, obveznosti 
pa so bile poplačane, zato sta članka postala irelevantna. Kljub temu pa se še vedno vsakič, ko 
internetni uporabnik njegovo ime vpiše v iskalnik Google Search, pojavljata URL do oklicev 
draţbe.
7
 AEPD je Gonzálezu ugodila v delu proti druţbama Google Spain SL in Google Inc. 
ter jima naloţila izbris URL s seznama iskalnih zadetkov, medtem ko je v delu proti časopisni 
hiši pritoţbo zavrnila, saj sta bila članka po ugotovitvah AEPD objavljena zakonito.
8
 
Tako Google Inc. kot tudi Google Spain SL sta zoper AEPD vloţili ločeni toţbi pri španskem 
nacionalnem sodišču, ki ju je zdruţilo in SEU na podlagi 267. čl. PDEU predloţilo vprašanja 
za predhodno odločanje v zvezi z uporabo Direktive Evropskega parlamenta in Sveta 
                                                          
4
 Google Spain SL, Google Inc. proti Agencia Española de Protección de Datos (AEPD) in Mariu Costeji 
Gonzálezu, C-131/12, z dne 13. maj 2014; v nadaljevanju: Google proti AEPD. 
5
 Ibid.,§ 14. 
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95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri obdelavi osebnih podatkov in o 
prostem pretoku takih podatkov
9
 za gospodarske druţbe, ki upravljajo spletne iskalnike.  
2. 2. VPRAŠANJA SEU 
Google Inc. je gospodarska druţba s sedeţem v ZDA, v Španiji pa ima hčerinsko druţbo 
Google Spain SL, ki je namenjena trţenju oglasnega prostora. V tem smislu se je zato prvi 
sklop vprašanj ukvarjal z ozemeljskim področjem uporabe Direktive 95/46. Špansko 
nacionalno sodišče je zanimalo, ali je druţba Google Spain SL sploh lahko obravnavana kot 
poslovna enota druţbe Google Inc. v smislu točke (a) 1. odstavka 4. člena Direktive 95/46
10
 
oziroma ali za ozemeljsko uporabo direktive v konkretnem primeru obstojijo drugi razlogi.
11
 
Drugi sklop vprašanj se je nanašal na stvarni domet Direktive 95/46 v zvezi s spletnimi 
iskalniki. Za ugotovitev odgovornosti iskalnika je namreč ključno, ali se indeksiranje spletnih 
strani, ki jih samodejno izvede iskalnik in prikaţe med iskalnimi zadetki, sploh šteje za 
obdelavo osebnih podatkov v smislu točke (b) 2. člena Direktive 95/44
12
 in ali se v tem 
primeru druţba, ki upravlja s spletnim iskalnikom, v smislu točke (d) 2. člena Direktive 
95/46
13
 šteje za upravljavca osebnih podatkov na spletnih straneh, ki jih indeksira. V primeru 
pritrdilnega odgovora je nadaljnje vprašanje, ali AEPD lahko zahteva umik iskalnih zadetkov 
brez, da bi hkrati zahtevala tudi umik z izvorne spletne strani, še posebej, kadar je informacija 
na tej strani objavljena zakonito.
14
 
                                                          
9
 Direktiva Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov, Uradni list Evropske unije, L 281/31; v 
nadaljevanju: Direktiva 95/46.  
10
 »Vsaka drţava članica za obdelavo osebnih podatkov uporablja nacionalne predpise, ki jih sprejme v skladu s 
to direktivo, kadar: (a) se obdelava izvaja v okviru dejavnosti ustanovitve upravljavca na ozemlju drţave članice; 
kadar je isti upravljavec ustanovljen na ozemlju več drţav članic, mora sprejeti potrebne ukrepe za zagotovitev, 
da vsaka od teh ustanovitev izpolnjuje obveznosti, ki jih določa veljavno nacionalno pravo;« Glej točko (a) 1. 
odstavka 4. člena Direktive 95/46.  
11
 Google proti AEPD, op. 4, § 20. 
12
 »»obdelava osebnih podatkov« … pomeni kakršen koli postopek ali niz postopkov, ki se izvajajo v zvezi z 
osebnimi podatki z avtomatskimi sredstvi ali brez njih, kakršno je zbiranje, beleţenje, urejanje, shranjevanje, 
prilagajanje ali predelava, iskanje, posvetovanje, uporaba, posredovanje s prenosom, širjenje ali drugo 
razpolaganje, prilagajanje ali kombiniranje, blokiranje, izbris ali uničenje;« Glej točko (b) 2. člena Direktive 
95/44.     
13
 »»upravljavec« pomeni fizično ali pravno osebo, javni organ, agencijo ali kateri koli drug organ, ki sam ali 
skupaj z drugimi določa namene in sredstva obdelave osebnih podatkov; kadar namene in sredstva obdelave 
določa nacionalna zakonodaja ali zakonodaja Skupnosti, lahko upravljavca ali posebna merila za njegovo 
imenovanje določi nacionalna zakonodaja ali zakonodaja Skupnosti;« Glej točko (d) 2. člena Direktive 95/46.   
14





Tretji in zadnji segment vprašanj pa se je nanašal na interpretacijo točke (b) 12. člena (pravica 
do dostopa)
15
 in točke (a) 14. člena (pravica do ugovora)
16
 Direktive 95/46. Ključno vprašanje 
je bilo, ali navedena člena posamezniku nasproti spletnim iskalnikom omogočata tako 
imenovano pravico do pozabe, na podlagi katere lahko iskalniku prepreči indeksiranje 
informacij, ki so jih na spletnih straneh objavile tretje osebe, »… če meni, da bi bil zato lahko 
oškodovan, ali pa ţeli, da bi bila ta informacija pozabljena, čeprav gre za informacijo, ki so jo 
zakonito objavile tretje osebe.«
17
 
2. 3. MNENJE AG 
AG Niil Jääskinen v svojih sklepnih predlogih pravice do pozabe ni prepoznal niti v 
navedenih členih Direktive 95/46 niti v temeljnih pravicah, določenih v Listini.
18
 Po 
njegovem mnenju je treba v primeru, ko se osebni podatki posameznika obdelujejo brez 
njegove privolitve, uporabiti objektivna merila,
19
 ne pa upoštevati subjektivnih stališč 
posameznika, ki meni, da mu takšna obdelava škodi.
20
 Poudaril je, da gre pri pravici do 
dostopa zlasti za netočne in nepopolne podatke, ne pa za izbris resničnih informacij. 
Predvsem pa bi brisanje iskalnih zadetkov pomenilo ogrozitev pravice do svobode izraţanja 
in obveščanja
21




                                                          
15
 »Drţave članice jamčijo vsakemu posamezniku, na katerega se osebni podatki nanašajo, pravico, da pridobi od 
upravljavca: … po potrebi popravke, izbris ali blokiranje podatkov, katerih obdelava ni v skladu z določbami te 
direktive, predvsem zaradi nepopolnih ali netočnih podatkov;« Glej točko (b) 12. člena Direktive 95/46. 
16
 »Drţave članice priznavajo posamezniku, na katerega se osebni podatki nanašajo, pravico: (a) da vsaj v 
primerih iz člena 7(e) in (f) na podlagi zakonitih in nujnih razlogov, povezanih z njegovim posebnim poloţajem 
kadar koli ugovarja obdelavi podatkov, ki se nanašajo nanj, razen kjer nacionalna zakonodaja določa drugače. 
Kadar obstaja utemeljen ugovor, obdelava, ki jo uvede upravljavec, ne sme več vključevati teh podatkov;« Glej 
točko (a) 14. člena Direktive 95/46. 
17
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Zavrnil je tudi moţnost preučevanja vsakega primera posebej, pri čemer je poudaril svoj 
odpor do tega, da bi tehtanje temeljnih človekovih pravic opravljali zasebni subjekti – druţbe, 
ki upravljajo spletne iskalnike.
23
 
Še pred tem je Jääskinen za spletne iskalnike zavrnil stvarno uporabo Direktive 95/46. 
Postavil se je na stališče, da spletni iskalniki ne morejo biti odgovorni za osebne podatke, ki 
so objavljeni na izvornih spletnih straneh in za te podatke ne morejo šteti kot upravljavci v 
smislu Direktive 95/46. Spletni iskalnik namreč »… deluje na podlagi kopij izvornih spletnih 
strani, ki jih je njegova funkcija pajek poiskala in kopirala …«
24
 in tako s temi stranmi ni 




Posebej pa je izpostavil tudi dejstvo, da je bila Direktiva 95/46 sprejeta leta 1995, ko je bil 
internet šele na začetku svojega razvoja, zaradi česar EU zakonodajalec ni mogel predvideti 
razvoja interneta v obseţno zbirko podatkov.
26
 
2. 4. SODBA 
Čeprav SEU pogosto sledi sklepnim predlogom, ki jih v postopku predhodnega odločanja 
podajo AG, je bilo tokrat glede ključnih vprašanj drugače, kar je verjetno botrovalo k 
elementu presenečenja glede rezultata odločitve. V teţko pričakovani sodbi, izdani 13. maja 
2014, je SEU svojo odločitev razdelilo na štiri dele. 
2.4.1. Družbe, ki ponujajo storitev spletnega iskalnika, so upravljavci osebnih podatkov 
Najprej se je posvetilo vprašanju stvarne uporabe Direktive 95/46, saj je ugotovitev, ali se 
Direktiva 95/46 za spletne iskalnike sploh uporablja, ključna za nadaljnjo presojo. Ugotovilo 
je, da se dejavnost iskalnika, ki poišče informacije, objavljene s strani tretjih oseb, jih 
indeksira in daje na voljo uporabnikom, šteje za obdelavo osebnih podatkov s smislu točke (b) 
2. člena, hkrati pa se druţbe, ki iskalnike upravljajo, štejejo za upravljavce po točki (d) 2. 
člena.
27
 Pri tem je poudarilo, da ni pomembno, da so ti osebni podatki na internetu ţe 
objavljeni in jih iskalnik sam ne spreminja.
28
 Poleg tega bi bila interpretacija, da druţba, ki 
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ponuja storitev spletnega iskalnika, ni upravljavec, v nasprotju z namenom Direktive 95/46, ki 
ravno s široko opredelitvijo ţeli zagotoviti široko varstvo pravic.
29
 
2.4.2. Obdelava osebnih podatkov se izvaja v okviru Google Spain SL 
Nadaljevalo je z odločanjem v zvezi z ozemeljsko uporabo Direktive 95/46. V tem delu je 
dejansko sledilo sklepnim predlogom AG. Odločilo je, da se točko (a) 1. odstavka 4. člena 
Direktive 95/46 razlaga tako, da »… se obdelava osebnih podatkov izvaja v okviru dejavnosti 
poslovne enote upravljavca na ozemlju drţave članice …, če upravljavec iskalnika v eni od 
drţav članic ustanovi podruţnico ali hčerinsko druţbo, ki se ukvarja s trţenjem in prodajo 
oglasnega prostora na iskalniku, katerega dejavnost je usmerjena k prebivalcem tiste drţave 
članice.«
30
 S tem je zavrnilo argument druţb Google Spain SL in Google Inc., da druţba 
Google Spain SL pri obdelavi osebnih podatkov ne sodeluje in je namenjena samo trţenju 




2.4.3. Obveznost izbrisa velja ne glede na to, ali je izbris opravljen tudi na izvorni spletni 
strani 
Dalje je SEU odločalo o dometu odgovornosti ponudnikov storitve spletnih iskalnikov.  
Ugotovilo je, da zaradi spoštovanja pravic do dostopa in ugovora, kot ju določa Direktiva 
95/46, obstaja obveznost izbrisa s seznama iskalnih zadetkov za upravljavce tudi, če sporna 
informacija ni hkrati izbrisana z izvorne spletne strani, in tudi, če je informacija na izvorni 
spletni strani objavljena zakonito.
32
 Pri tem je še posebej poudarilo, da obstaja znatna razlika 
med spletnim iskalnikom in izvorno spletno stranjo, saj spletni iskalniki »… bistveno 
[olajšajo] dostopnost … informacij vsem internetnim uporabnikom, ki iščejo informacije o 
zadevni osebi, in … bistveno [pripomorejo] k širjenju navedenih informacij«,
33
 s čimer 
pomenijo »… hujše poseganje v temeljne pravice do zasebnosti zadevne osebe kot objava, ki 
jo izvede izdajatelj te spletne strani«.
34
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2.4.4. Posameznik ima pod določenimi pogoji pravico zahtevati izbris iskalnih zadetkov 
Nazadnje pa je SEU podalo odgovor še na najbolj kontroverzno vprašanje – ali na podlagi 
določb Direktive 95/46 obstaja pravica posameznika, da je pozabljen. Odločilo je, da točka 
(b) 12. člena in točka (a) 14. člena Direktive 95/46 posamezniku dajeta pravico, da od druţbe, 
ki upravlja s spletnim iskalnikom, zahteva, da informacija, ki se pojavi ob iskanju z njegovim 
imenom, ni več prikazana na seznamu zadetkov. SEU je opozorilo, da točka (b) 12. člena 
Direktive 95/46
35
 ne pride v poštev samo, če so podatki netočni, temveč tudi, kadar so »… 
neprimerni, neustrezni ali pretirani glede na namene obdelave, niso aţurirani ali so shranjeni 
dalj, kot je potrebno ….«.
36
 Pri tem ni pomembno, ali informacija med seznamom zadetkov 
predmetni osebi povzroča škodo. Poleg tega pa imata pravica do zasebnosti iz 7. in pravica do 
varstva osebnih podatkov iz 8. člena Listine načeloma prednost ne samo pred gospodarskim 
interesom upravljavca iskalnika, temveč tudi pred interesom javnosti, da do informacije 
dostopa.
37
 Vse to pa ne pride v poštev, »če bi se izkazalo, da je iz posebnih razlogov, kot je 
vloga navedene osebe v javnem ţivljenju, poseg v njene temeljne pravice upravičen zaradi 




2. 5. ODZIVI NA SODBO 
Odločitev je povzročila buren odziv. Po eni strani so jo mnogi pozdravljali ter v njej videli 
moţnost, da se varstvo osebnih podatkov dejansko začne učinkovito uresničevati tudi na 
internetu. Vendar pa je sodba poţela predvsem veliko kritik, ki so šle v smeri očitkov, da 
odločitev odpira vrata cenzuri interneta ter omejevanju svobode govora in prejemanja 
informacij. Obtoţbe so bile resne tudi z vidika, da je bila v času izdaje sodbe ţe v pripravi 
Splošna uredba o varstvu podatkov, ki pravico do pozabe izrecno določa.
39
 
Pričakovano so ostro retoriko uporabljali nekateri vplivni deleţniki spletnega okolja. 
Ustanovitelj Wikipedije Jimmy Wales je sodbo pospremil z besedami da je »[zgodovina]  
človekova pravica in ena izmed najslabših stvari, ki jih oseba lahko stori, je poskus prisile 
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 Kritično se je seveda odzval tudi izvršni predsednik druţbe Google Inc.
41
 
Eric Schmidt, ki je dejal, da gre za »kolizijo med pravico do pozabe in pravico vedeti, kar z 
Googlovega vidika zahteva ravnoteţje, ki pa ga SEU ni pravilno apliciralo«.
42
 Tudi 
harvardski profesor Jonathan Zittrain je prepričan, da gre za »slabo rešitev resnega 
problema«,
43
 hkrati pa je odločitev kritiziral, ker je po eni strani preširoka, saj dovoljuje izbris 
resničnih informacij, po drugi strani pa preozka, glede na to, da informacije na internetu 
ostanejo, samo teţje jih je najti.
44
 Za strokovnjaka na področju prava in interneta Andrewa 
McLaughlina pa je pravica do pozabe v vsakem primeru cenzura
45
 in »tipična odločitev EU za 
elite, skrita pod krinko zasebnosti«.
46
 Da gre za cenzuro, je prepričana tudi izvršna direktorica 
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3. NAZAJ K OSNOVAM 
3. 1. UVOD 
Odziv na sodbo v zadevi Google proti AEPD je bil torej intenziven. Ne samo, da je bila sama 
vsebina sodbe prelomna, vprašljivo je ţe samo poimenovanje te pravice, ki namiguje, da SEU 
z naloţitvijo obveznosti spletnim iskalnikom umetno sili k pešanju spomina. Poleg tega se je 
v morju negativnih odzivov ustvaril vtis, da gre za nekaj popolnoma novega in 
nepričakovanega. Če se nekoliko distanciramo od sodbe SEU, pa vendarle ugotovimo, da 
pravica do pozabe ni produkt nesrečnega Španca ob pomoči SEU, temveč ima korenine ţe 
veliko pred to odločitvijo. Evropska komisija je namreč leta 2010 predstavila svojo vizijo o 
varstvu osebnih podatkov v prihodnosti, pri čemer je bila izrecno omenjena tudi pravica do 
pozabe,
48
 dve leti kasneje pa je predloţila konkreten predlog nove uredbe, ki pravico do 
pozabe izrecno ureja. Ţe pred zadevo Google proti AEPD so tako številni avtorji pisali o 
konceptu te pravice, ki prinaša kar nekaj nejasnosti – tako terminoloških kot tudi vsebinskih – 
na katere teţko najdemo enoznačni odgovor. Namen tega poglavja je zato najprej predstaviti 
»izvor« skozi pravne vire pravice do zasebnosti v EU in primere iz nekaterih drţav članic. 
Nadaljevala bom s predstavitvijo terminoloških dilem in različnih interpretacij, upajoč, da bo 
to pripomoglo k razumevanju širšega konteksta in kasneje pristopa EU. 
3. 2. ZASEBNOST IN VARSTVO OSEBNIH PODATKOV V EU 
3.2.1. Pravni viri 
Samuel D. Warren in Louis D. Brandeis sta ţe leta 1890 spoznala, da je poleg pravice do 
ţivljenja pomembno tudi uţivanje le-tega. Naslednji korak je zato zaščita osebe – pravica, da 
te pustijo pri miru,
49
 kar danes razumemo z zasebnostjo kot eno izmed temeljnih človekovih 
pravic. Kot pomemben aspekt njenega uresničevanja se je kasneje razvila tudi pravica do 
varstva osebnih podatkov. Zasebnost in varstvo osebnih podatkov tako nista sinonima, čeprav 
sta med seboj tesno povezana oziroma sta »dvojčka, vendar ne enojajčna.«
50
 Med njima 
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obstaja kar nekaj pomembnih razlik.
51
 Vsi osebni podatki namreč niso varovani s pravico do 
zasebnosti in njihovo razkritje še ne pomeni, da gre tudi za kršitev zasebnosti.
52
 Slednja je 
tako širši koncept, ki je po nastanku tudi starejši, medtem ko gre pri varstvu osebnih podatkov 
za pravico osebe do informacijske samoodločbe,
53
 po kateri lahko sama odloča, kako bodo 
njeni osebni podatki obdelani s strani drugih.
54
 Njun odnos bo prikazan tudi skozi različne 
pravne vire, predstavljene v nadaljevanju.  
a) EKČP 
Glede na to, da so vse članice EU hkrati tudi članice Sveta Evrope, je za varstvo človekovih 
pravic na ravni EU izjemnega pomena EKČP.
55
 V svojem 8. členu posameznikom priznava 
pravico do spoštovanja zasebnega in druţinskega ţivljenja in določa, da »[se] javna oblast ne 
sme vmešavati v izvrševanje te pravice, razen če je to določeno z zakonom in nujno v 
demokratični druţbi …«.
56
 Pravica do varstva osebnih podatkov spada pod deţnik 8. člena, 
saj je ESČP ţe večkrat poudarilo, da je zaščita osebnih podatkov ključna za uţivanje 
posameznikove pravice do zasebnosti.
57
 Ker se je v osemdesetih letih prejšnjega stoletja 
povečal pomen varstva osebnih podatkov, pa je bila na ravni Sveta Evrope sprejeta tudi 
Konvencija št. 108 o varstvu posameznikov glede na avtomatsko obdelavo osebnih 
podatkov,
58
 katere namen je »zagotovitev ... vsakemu posamezniku ... spoštovanje njegovih 
pravic in temeljnih svoboščin in v tem okviru še posebej spoštovanje pravice do zasebnosti 
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glede na avtomatsko obdelavo osebnih podatkov«.
59
 Gre za prvi pravno zavezujoči 
mednarodni instrument, ki varuje posameznike na tem področju.
60
 
b) Listina  
Od sprejetja Lizbonske pogodbe dalje Listina ni več samo politični, temveč pravno zavezujoči 
dokument. S tem je v EU postala pomemben pravni vir na področju temeljnih pravic. V 7. 
členu določa spoštovanje zasebnega in druţinskega ţivljenja, za razliko od EKČP pa v 8. 
členu še posebej tudi varstvo osebnih podatkov, ki morajo biti obdelani pošteno, za določene 
namene, na podlagi privolitve ali drugi pravni podlagi.
61
 V 3. odstavku 52. člena sicer Listina 
navaja, da pravice po tem dokumentu ustrezajo tistim iz EKČP,
62
 na katero se sklicuje tudi v 
preambuli. Pravici do zasebnosti in varstva osebnih podatkov pa nista absolutni. To v 2. 
odstavku 8. člena določa ţe sama EKČP, SEU pa poudarja, da pravica do varstva osebnih 




PDEU v 1. odstavku 16. člena varstvu osebnih podatkov posveča posebno pozornost in 
navaja, da »… [ima] vsakdo pravico do varstva osebnih podatkov, ki se nanašajo nanj.«
64
 Gre 
za zrcalno določbo 8. člena Listine in je od Lizbonske pogodbe dalje pravna podlaga za 
sprejem zakonodaje EU na področju varstva osebnih podatkov.  
d) OECD 
OECD je svoja načela zasebnosti prvič predstavila leta 1980 in posodobila leta 2013, 
vsebujejo pa ključne predpostavke pri obdelavi osebnih podatkov, kot so na primer kakovost 
podatkov, omejitev njihovega zbiranja in omejitev njihove uporabe.
65
 Ob tem velja ţe na tem 
mestu poudariti, da tudi posodobljena verzija iz leta 2013 ne vsebuje izrecne pravice do 
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e) Direktiva 95/46 
Direktiva 95/46, ki smo jo omenjali ţe pri predstavitvi sobe Google proti AEPD, je temeljni 




 in 1. členu poudarja, 
da je namenjena varstvu temeljnih pravic in svoboščin pri obdelavi osebnih podatkov, 
predvsem pa pravici do zasebnosti, sklicujoč se na 8. člen EKČP. Vsebuje pravila o 
obdelovanju osebnih podatkov z ţeljo pribliţati zakonodajo drţav članic na tem področju,
70
 
ustanovila pa je tudi Delovno skupino za varstvo posameznikov pri obdelavi osebnih 
podatkov,
71
 ki deluje kot svetovalni organ in s svojimi mnenji pomembno prispeva k 
interpretaciji njenih določb. 
Osebni podatek Direktiva 95/46 definira kot »… katero koli informacijo, ki se nanaša na 
določeno ali določljivo fizično osebo …«.
72
 Ključen ni torej osebni podatek sam po sebi, 
temveč njegova povezava z identificiranim posameznikom. Poleg tega vsebuje tudi temeljna 
načela v zvezi s kakovostjo podatkov in določa, da morajo le-ti biti pošteno in zakonito 
obdelani, predvsem pa vsebinsko in časovno omejeni.
73
 Za pravico do pozabe sta osrednji 
določbi skupaj s temeljnimi načeli 12. (pravica do dostopa) in 14. člen (pravica do ugovora), k 
njuni vsebini pa se bomo vrnili v 4. poglavju, ko ju bom primerjala s posodobljeno 
zakonodajo. 
Direktiva 95/46 je na področju varstva osebnih podatkov v EU odigrala pomembno 
(pionirsko) vlogo, vendar pa leta 1995 EU zakonodajalec še ni predvidel, kakšni izzivi čakajo 
varstvo zasebnosti in osebnih podatkov z nadaljnjim razvojem interneta. EU je tako predvsem 
zaradi novih tehnologij potrebovala nov pravni instrument, ki bo nadomestil Direktivo 95/46. 
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 Vendar pa ne edini. Varstvo osebnih podatkov ureja še vrsta drugih direktiv, npr: Direktiva 2002/58/ES 
evropskega parlamenta in Sveta z dne 12. julija 2002 o obdelavi osebnih podatkov in varstvu zasebnosti na 
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vidikih storitev informacijske druţbe, zlasti elektronskega poslovanja na notranjem trgu (Direktiva o 
elektronskem poslovanju), Uradni list Evropske unije, L 178.  
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 Direktiva 95/46, § 10 preambule. 
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 Ibid.,§§ 7-8. preambule. 
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 Ibid., 29. člen, v nadaljevanju: Delovna skupina Člena 29.  
72
 Ibid., točka (a) 2. člena.  
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Aprila 2016 je bila po večletnih pogajanjih sprejeta Splošna uredba o varstvu podatkov, ki bo 
podrobneje predstavljena v posebnem poglavju.   
3.2.2. Zgodovinsko ozadje v nekaterih državah 
Pravica do pozabe se je skozi kombinacijo zakonodaje in sodne prakse začela razvijati ţe v 
sedemdesetih letih prejšnjega stoletja.
74
 Zgodovinsko se je oblikovala po eni strani kot pravica 
bivših kazenskih obsojencev zaradi uspešne rehabilitacije, po drugi strani pa skozi zakonodajo 
o varstvu osebnih podatkov.
75
 
Kot začetnica se najpogosteje omenja Francija s tako imenovano droit à l’oubli (pravica do 
pozabe).
76
 Z zakonom jo je prvič priznala leta 1978,
77
 s čimer je bila posamezniku dana 
pravica, da zahteva izbris osebnih podatkov, ki niso več relevantni, kasneje pa je bila določba 
vnesena tudi v kazenski zakonik.
78
 S tem je bila obsojencu, ki je prestal kazensko sankcijo, 
omogočena učinkovita rehabilitacija, da se njegovo ime ne bi več pojavljajo v zvezi z 
njegovimi preteklimi kaznivimi dejanji.
79
 Poleg tega je bil CNIL
80
 prvi, ki je to pravico 
priznal v zvezi z varstvom osebnih podatkov ter navedel, da morajo biti osebni podatki 
obdelani zakonito in pošteno ter zbrani za »specifične, eksplicitne in legitimne razloge«.
81
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Na podobnih temeljih se je ideja pravice do pozabe razvijala tudi v Italiji s tako imenovano 
'diritto al' oblio', pri kateri gre prav tako za »izbris preteklih dogodkov, ki niso več 
relevantni«.
82
 Tudi GPDP je na podlagi italijanskega zakona o varstvu osebnih podatkov 
utemeljil pravico do pozabe, in sicer kot pravico posameznika, da prekliče obdelavo osebnih 
podatkov, ki niso več potrebni za namen, za katerega so bili obdelani.
83
 Pravica do pozabe je 




Prav tako ni naključje, da je vprašanje v zvezi z izbrisom iskalnih zadetkov na SEU prišlo 




Omenjamo še Nemčijo, ki je ţe v zakonu o varstvu osebnih podatkov 
(»Bundesdatenschutzgesetz«) iz leta 1977 uvedla pravico do izbrisa,
86
 kazenski obsojenci pa 
imajo pravico, da se po prestani kazni reintegrirajo v druţbo.
87
 Novica, ki identificira 
obsojenca z njegovim imenom, namreč učinkuje na pravico obsojenca do osebnosti.
88
 V zvezi 
s tem je še posebej zanimiv in odmeven primer iz nemške sodne prakse, ki trenutno čaka na 
epilog pred ESČP. Brata Wolfgang Werlé in Manfred Lauber sta bila leta 1993 obsojena 
zaradi umora znanega bavarskega igralca Walterja Sedlmayrja.
89
 Celoten kazenski postopek 
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je bil deleţen veliko medijske pozornosti, časopisni članki pa so bili kasneje objavljeni tudi na 
internetu. Po odsluţeni kazni sta brata ţelela, da spletne strani odstranijo članke z njunim 
imenom. Ko je bil eden izmed primerov obravnavan pred zveznim sodiščem, je le-to odločilo, 
da je objava zakonita, dokler internetni arhivi ne dajejo vtisa, da so stare novice aktualne, na 
to pa ne vpliva niti lahka dostopnost do novic skozi internetne iskalnike,
90
 ustavno sodišče pa 




Samo nekaj zgornjih primerov torej kaţe, da je vprašanje »izbrisa« osebnih podatkov še 
veliko starejše od sodbe SEU.
92
 
3. 3. TERMINOLOŠKA ZAGATA: PRAVICA DO POZABE ALI PRAVICA DO 
IZBRISA? 
V tej nalogi uporabljam termin »pravica do pozabe«
93
 in brez pretiravanja lahko rečemo, da je 
to tudi najpogosteje uporabljen izraz, čeprav je, kot bo prikazano v nadaljevanju, takšno 
poimenovanje nekoliko neustrezno.
94
 SEU v sodbi Google proti AEPD izraz »pravica do 
pozabe« v obrazloţitvi samo beţno omeni, medtem ko v samem izreku niti ne navede izrecno, 
da ima posameznik pravico do pozabe. Splošna uredba o varstvu podatkov po drugi strani 
zadevni člen naslavlja kot »Pravica do izbrisa (»pravica do pozabe«)«. Še več terminoloških 
dilem povzroči literatura v angleškem jeziku, ki ne razlikuje samo med izbrisom ali pozabo, 
temveč še med različnimi niansami obeh: right to be forgotten, right to forget, right to 
oblivion, right to erasure in right to delete.
95
 Prve tri lahko prevedemo kot »pravica do 
pozabe« oziroma »pravica biti pozabljen«, zadnja dva pa kot »pravica do izbrisa«. Ali gre 
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torej pri uporabi vsakega izmed navedenih izrazov za bolj ali manj isto substanco z različnim 
pojmovanjem ali pa je za različnim imenom stoji tudi različna vsebina? Odgovor je za 
razpravo pomemben, da sploh vemo, o čem govorimo in kaj si pod konkretnim terminom 
avtor predstavlja.  
Ugotoviti je mogoče, da nekateri avtorji namenoma uporabljajo različne izraze, zavedajoč se 
njihov neenakih pomenov, drugi različna poimenovanja uporabljajo bolj zaradi terminološke 
pestrosti, kot zaradi različne vsebine, medtem ko tretji uporabljajo samo en izraz.
96
 Paul A. 
Bernal spada v prvo skupino in meni, da ima različno pojmovanje med pravico do izbrisa 
(right to delete) in pravico biti pozabljen (right to be forgotten) rezultat tako v fokusu kot tudi 
v učinku, pri čemer pravico do pozabe šteje kot eno izmed vrst pravice do izbrisa.
97
 Namen 
namreč ne bi smel biti v izbrisu oziroma urejanju zgodovine, temveč v moţnosti nadzora nad 
lastnimi osebnimi podatki.
98
 Poleg tega poudarja, da je pravica do izbrisa samostojna oziroma 
neposredna pravica, pri kateri svoboda govora praktično ne trpi, pri pravici do pozabe pa 
pravzaprav ţelimo nekoga prisiliti, naj določeno informacijo pozabi. Po njegovem mnenju bi 
zato tudi v novi EU zakonodaji bilo primerneje govoriti o pravici do izbrisa, kot pa o pravici 
do pozabe.
99
 Gospodarskim druţbam namreč lahko naloţimo obveznost izbrisa določene 
vsebine, medtem ko ljudi ne moremo prisiliti, da pozabijo.
100
 
Med izrazi razlikujeta tudi Meg Leta Ambrose in Jef Ausloos. Pravica do pozabe (right to be 
forgotten) je mešanica med dvema ţe obstoječima pravicama (right to oblivion in right to 
erasure).
101
 Navajata, da pozaba (oblivion) sluţi za »zaščito dostojanstva, osebnosti, ugleda in 
identitete, vendar ima potencial, da trči ob ostale temeljne pravice«.
102
 Izbris (erasure) pa je 
»mehanična pravica, ki subjektu dovoljuje odstranitev osebnih podatkov, ki jih je izdal za 
avtomatsko obdelavo«.
103
 Izbris se hkrati zdi oţji in ga ni mogoče uporabiti za informacije, ki 
so jih o nas objavili drugi, še ena ključna razlika pa je čas: izbris je časovno neodvisen, 
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medtem ko je pri pozabi časovna komponenta ključna, saj gre za nedostopnost informacije po 
določenem preteku časa, ki nadomešča siceršnje (človeško) pozabljanje.
104
 
Časovno komponento med pravico do pozabe (right to oblivion) in pravico do izbrisa (right to 
erasure) poudarjata tudi Aurelia Tamò in Damian George, ki sicer v grobem pritrjujeta 
definiciji Ambroseve in Ausloosa. Poudarjata, da je pravica do pozabe (oblivion) v zgodovini 
pomenila pravico bivših kazenskih obsojencev, da so po določenem času lahko zahtevali 
izbris podatkov, ki niso bili več pomembni, pri čemer je poudarek na zaščiti dostojanstva.
105
 
Pravica do izbrisa pa daje posamezniku pravico, da zahteva odstranitev podatkov, ki so jih 
obdelovale tretje osebe in mu s tem daje nadzor nad lastnimi osebnimi podatki.
106
 Pri pravici 
do pozabe gre torej za izbris zastarelih podatkov, pri pravici do izbrisa pa za kakršen koli 




Cécile de Terwangne med obema terminološkima variantama pravice do pozabe (right to be 
forgotten in right to oblivion) ne razlikuje in ju namenoma uporablja kot sopomenki za 
pravico osebe, da po določenem času izbriše informacije o sebi.
108
 
Zanimivo interpretacijo ponuja tudi Rolf H. Weber, ki ločuje aktivno »pravico pozabiti« in 
pasivno »pravico biti pozabljen«. Razhajanje med obema utemeljuje v času, saj aktivna oblika 
pomeni nek zgodovinski dogodek, ki se je zgodil v oddaljeni zgodovini, pasivna oblika pa 
temelji na moţnosti posameznika, da postane »imetnik pravice v zvezi z osebnimi podatki« – 
bolj, kot je izvor informacije oddaljen, bolj bo osebni interes posameznika prevladal nad 
interesom javnosti, da za to informacijo ve.
109
 
Ko je govora o sodbi Google proti AEPD različni avtorji opozarjajo, da ne gre za »pozabo« 
(navsezadnje informacija na izvorni spletni strani ostane), zato je primernejše poimenovanje 
»odstranitev s seznama« (delisting, deindexing), ki v tem smislu pomeni eno izmed moţnosti 
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 Da je v zvezi s sodbo Google proti AEPD neustrezno govoriti o pravici 
do pozabe, menijo tudi v britanskem House of Lords. Informacije so namreč še vedno na 
voljo, le teţje jih bo najti, zato bi to pravico lahko poimenovali kvečjemu »pravica narediti 
informacijo manj dostopno.«
111




3. 4. ZAKAJ POTREBUJEMO PRAVICO DO POZABE? 
3.4.1. O popolnem spominu interneta 
Kot smo ugotovili v kratkem pregledu nekaterih drţav EU, sam koncept pravice do pozabe 
oziroma izbris osebnih podatkov ni popolnoma nov, vendar pa šele v zadnjem času 
razpravljamo, zakaj takšno pravico sploh potrebujemo.
113
 Za človeka je značilno, da pozablja, 
medtem ko je spomin izjema.
114
 Ideja o popolnem spominu se zato zdi mikavna, vendar pa 
ima svoje pasti. Znan je primer gospe, ki se spomni vsakega detajla svojega ţivljenja od 
enajstega leta dalje. To jo ovira, da bi lahko normalno ţivela svoje ţivljenje, saj se, kot pravi, 
poleg dobrega do potankosti spominja tudi vsega slabega, kar ji prepričuje, da bi lahko 
določene dogodke pustila v preteklosti.
115
 
Nekoliko poenostavljeno povedano tako deluje tudi internet. Če je namreč dobrodošlo, da 
nam je samo z nekaj kliki na voljo morje informacij, nam internet omogoča tudi, da se lahko 
spominjamo, kar bi sicer v teku časa pozabili ali pa tega sploh ne bi vedeli. Uvodoma 
predstavljena zgodba Stacy Snyder je šolski primer situacije, ko je zasebna fotografija za 
vedno zaznamovala ţivljenje posameznika. Čeprav se njen primer morda zdi ekstremen in 
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osamljen, je v resnici samo eden izmed mnogih.
116
 Ali je sporne fotografije pametno javno 
objavljati, je ločeno vprašanje. Čeprav si je namreč Stacy svoj poloţaj povzročila sama, ali to 
pomeni, da jo mora ena napačna objava fotografije spremljati skozi vse ţivljenje?
117
 Viktor 
Mayer-Schönberger meni, da bomo v strahu pred večnim pomnjenjem interneta v vsakdanjem 
ţivljenju postali zadrţani ter se z vsakim premišljenim dejanjem na ta način 
samocenzurirali.
118
 Ob tem sicer dodaja, da internet ni edini medij, ki je človeštvu pomagal 
pri pomnjenju – skozi zgodovino se je razvilo slikanje, pisanje, fotografiranje, snemanje.
119
 Pa 
vendar je bilo do digitalizacije druţbe še vseeno laţje pozabiti, kot si zapomniti
120
 – čeprav je 
na primer knjiga lahko vsebovala velike količine informacij, jih je bilo teţje najti.
121
 Poleg 
tega pa internet ni samo orodje za dostop, temveč tudi za deljenje informacij.
122
 
Kakšne so torej moţnosti, da se zaščitimo pred večnim spominom interneta? Popolna 
distanca, s katero sploh ne ustvarjamo svoje digitalne osebnosti, se zdi skorajda nemogoča. 
Poleg »digitalne abstinence«
123
 moramo torej poiskati še druge rešitve ali povedano drugače, 
»v digitalnem svetu moramo uvesti nazaj naravno funkcijo pozabljanja, ki dela ţivljenje 
znosno«.
124
 Eric Schmidt je pred leti predlagal precej radikalno rešitev, in sicer, da bi si oseba 
preprosto spremenila ime in s tem ubeţala »… mladostni neumnosti, shranjeni na druţbenih 
omreţjih svojih prijateljev.«
125
 Jonathan Zittrain pa je po analogiji stečaja premoţenja 
predlagal stečaj ugleda, ki bi posamezniku omogočal nov začetek.
126
 Moţnosti je torej očitno 
več in normativno urejena pravica do pozabe je samo ena izmed njih, ki pa se v tem trenutku 
kaţe tudi kot najbolj verjetna.
127
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 Čeprav obstoji nekakšen konsenz, da je zasebnost zaradi interneta postala ogroţena, pa nekateri vseeno 






Na prvi pogled se zdi, da gre pri pravici do pozabe za pravico osebe, da »počisti digitalno 
umazanijo, izbriše neprijetne vsebine in začne znova«,
128
 vendar pa je zadeva veliko bolj 
kompleksna. Čeprav je sicer osnovna ideja pravice do pozabe, da daje posameznikom 
moţnost izbrisa »potencialno škodljivih«
 129
 informacij o njih na internetu, pa je še vedno 
nejasno, kaj točno pomeni, proti komu jo uveljavljamo, kako bo izvedena v praksi. Avtorji 
namreč o njej razmišljajo zelo različno, nekateri pravijo celo, da ne gre za pravico, temveč 
bolj za interes ali vrednoto.
130
 
Bert-Jaap Koops je med razmišljanji akademikov prepoznal tri različne perspektive.
131
 Po 
prvi, ki prevladuje in sledi Mayer-Schönbergerjevi opredelitvi, je poudarek na tem, da bi se 
morali osebni podatki izbrisati po določenem času, predvsem tisti, ki so stari in irelevantni.
132
 
Drugi dve teoriji zastopata teorijo tako imenovanega novega začetka.
133
 Prva izmed slednjih 
pravi, da negativne zastarele informacije o določeni osebi ne bi smele biti uporabljene proti 
njej, predvsem v povezavi s kazenskimi in prekrškovnimi postopki. Gre torej za ţeljo po tem, 
da drugi »pozabijo« določene negativne informacije o posamezniku. Druga teorija, ki 
zagovarja nov začetek, pa nanj ne gleda z vidika druţbe, temveč posameznika, ki bi se moral 
danes svobodno izraţati brez strahu, da mu bo jutri za to ţal. Druga in tretja varianta 
dovoljujeta, da lahko ljudje sami oblikujejo svoja ţivljenja, medtem ko prva to naredi namesto 
njih.
134
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Cécile de Terwangne razlikuje tri kategorije, in sicer pravico do pozabe sodne preteklosti, 
pravico do pozabe skladno z zakonodajo na področju varstva osebnih podatkov in digitalno 
pravico do pozabe, ki je še posebej pomembna za socialna omreţja.
136
 Njeno razdelitev sta 
prevzela in dopolnila W. Gregory Voss in Céline Castes-Renard, ki sta pravico do pozabe 
razdelila na pet kategorij, poleg ţe navedenih še na pravico do izbrisa iskalnih zadetkov 
(delisting) in pravico do nepomembnosti (obscurity).
137
 V svoji analizi natančno 
opredeljujeta, kdo je subjekt določene pravice, kakšni so pogoji, kakšna je njena narava, proti 
komu jo je mogoče uveljavljati.
138
  
Pravica do pozabe je lahko sicer oţja ali širša. V literaturi se pogosto omenja razdelitev 
Googlovega svetovalca za zasebnost Petra Fleischerja, poimenovana tudi tri stopnje izbrisa.
139
 
Po njegovem mnenju je potrebno razlikovati tri situacije. Prva, ki je hkrati najmanj sporen in 
čist primer, je, ko oseba na internetu določene osebne podatke objavi sama ter jih nato kasneje 
ţeli izbrisati – moţnost, ki jo druţbena omreţja načeloma tako ali tako omogočajo svojim 
uporabnikom.
140
 Zatakne pa se pri drugi situaciji, to je, kadar oseba sicer nekaj sama objavi, 
nato pa to objavo druge osebe delijo dalje. V tem primeru se lahko sicer obrnemo neposredno 
na osebo, ki je to informacijo objavila ali pa na gostitelja strani oziroma druţbeno omreţje, 
vendar pa se nobena izmed moţnosti ne zdi idealna za vse primere.
141
 Zadnja varianta pa je, 
ko informacijo o posamezniku objavi nekdo tretji. V tem primeru je konflikt med pravico do 
svobode izraţanja in pravico do zasebnosti najbolj izrazit.
142
 Če je objava neresnična, so sicer 
na voljo določeni pravni mehanizmi, vendar pa pri zasebnosti ne gre za neresnične stvari.
143
 
Fleischer, ki je ideji pravice do pozabe očitno nenaklonjen, zato pravi, da je »[zasebnost] nova 
črna na področju cenzure«.
144
 
Na pravico do pozabe pa lahko gledamo še z enega zornega kota, ki pogosto ostaja prezrt. 
Navadno bo o njej govora v zvezi z vsebino oziroma z aktivnim in ekspresivnim deljenjem 
osebnih podatkov na internetu (na primer, ko oseba na druţbenem omreţju objavi 
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fotografijo). Vendar pa je pomemben tudi drugi vidik, in sicer pasivno deljenje osebnih 




Čeprav je teţko vzpostaviti generično opredelitev, je Koops iz različnih mnenj potegnil nekaj 
vzporednic in predlagal sledečo definicijo: »Pravico do pozabe ima oseba, ki ima znaten 
interes (ki je lahko pogojno varovan s pravico), da s strani drugih ni soočena z elementi svoje 
preteklosti, natančneje z osebnimi podatki iz (bolj oddaljene) zgodovine, ki niso več 
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4. SPLOŠNA UREDBA O VARSTVU PODATKOV 
4. 1. POSODOBITEV VARSTVA OSEBNIH PODATKOV V EU 
Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o 
razveljavitvi Direktive 95/46/ES,
147
 bolje poznana kot Splošna uredba o varstvu podatkov, je 
bila sprejeta po štirih letih pogajanj, uporabljati pa se bo začela 25. 5. 2018, s čimer bo 
razveljavila Direktivo 95/46, ki je zastarela in ni kos sodobnim izzivom na področju varstva 
osebnih podatkov. Če je leta 1995 obstajalo vsega 23.500 spletnih strani,
148
 danes številka 
narašča vsako sekundo in krepko presega 1.110.000.000,
149
 Mark Zuckerberg je bil star 11 
let,
150
 ustanovitelja Googla pa sta bila še študenta.
151
  
Glavna cilja Splošne uredbe o varstvu podatkov sta tako okrepitev nadzora posameznika nad 
lastnimi osebnimi podatki ter poenostavitev pravil za podjetja na digitalnem enotnem trgu.
152
 
Poenotile se bodo zakonodaje vseh drţav članic, katerih pravila so bila do sedaj lahko precej 
različna in razdrobljena.
153
 Gre za princip ena celina – eno pravo, tako imenovani one-stop-
shop.
154
 Splošna uredba o varstvu podatkov po navedbah bivše evropske komisarke za 
pravosodje, temeljne pravice in drţavljanstvo Viviane Reding krepi pravice posameznikov na 
štirih stebrih in eden od njih je tudi pravica do pozabe, ki bi naj posameznikom pomagala, da 
imajo večji nadzor nad svojimi osebnimi podatki na internetu.
155
 To pomeni, da se morajo 
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osebni podatki izbrisati, ko za ohranitev več ne obstojijo legitimni razlogi.
156
 Gre torej za 




Čeprav je Splošna uredba o varstvu podatkov mnogo več, kot samo pravica do pozabe, je le-ta 
pritegnila največ pozornosti in povzročila precej odpora. Nekateri so upali, da nazadnje v 
Splošni uredbi o varstvu podatkov ne bo našla mesta. Celo AG je v sklepnih predlogih v 
zadevi Google proti AEPD med drugim pojasnil, da je sicer v EU v pripravi nova uredba, ki 
posebej ureja tudi pravico do pozabe, »… vendar se predlogu očitno resno nasprotuje, poleg 
tega ne skuša uzakoniti veljavne zakonodaje, temveč prinaša pomembno pravno novost.«
158
 
Zakonodajni postopek pa je na koncu z nekaterimi spremembami vendarle prestala, zato bom 
v tem poglavju predstavila njene določbe in hkrati spremembe glede na Direktivo 95/46 ter jo 
v skladu s prejšnjimi poglavji poskušala terminološko in vsebinsko umestiti.  
4. 2. PRAVICA DO IZBRISA (»PRAVICA DO POZABE«) 
Pravica do pozabe oziroma pravica do izbrisa, kot jo določa 17. člen, na nek način daje 
posameznikom pravico do nadzora svoje lastne zgodovine na internetu.
159
 Redingova je ob 
predstavitvi zakonodajnega predloga še posebej izpostavila najstnike, ki bodo morda kdaj 
kasneje obţalovali objavljene informacije.
160
 Del določbe, da gre pravica do pozabe zlasti 
mladoletnim, je sicer kasneje odpadel. Posebno omenjanje mladoletnikov bi namreč lahko 
povzročilo, da bi se napram odraslim določba uporabljala preveč restriktivno.
161
 Vseeno je 
posebna omemba otrok ostala v preambuli, ki nam hkrati daje tudi nekoliko širšo sliko same 
določbe. Preambula navaja, da bi »posameznik, na katerega se nanašajo osebni podatki, moral 
imeti »pravico do pozabe« …, zlasti pravico do tega, da se njegovi osebni podatki izbrišejo in 
se ne obdelujejo več …. Ta pravica je zlasti pomembna, kadar je posameznik, na katerega se 
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nanašajo osebni podatki, dal svojo privolitev kot otrok in se ni v celoti zavedal tveganj, 
povezanih z obdelavo, ter ţeli pozneje take osebne podatke odstraniti, zlasti z interneta. 
Posameznik, na katerega se nanašajo osebni podatki, bi moral imeti moţnost, da to pravico 
uresničuje ne glede na dejstvo, da ni več otrok.«
162
 
4.2.1. Anatomija 17. člena 
I. V prvem odstavku je posamezniku dana pravica, da na njegovo zahtevo »… upravljavec 
brez nepotrebnega odlašanja izbriše osebne podatke v zvezi z njim …«,
163
 kadar obstoji eden 
izmed šestih navedenih razlogov: »(a) osebni podatki niso več potrebni v namene, za katere so 
bili zbrani ali kako drugače obdelani; (b) posameznik, na katerega se nanašajo osebni podatki, 
prekliče privolitev, na podlagi katere poteka obdelava v skladu s točko (a) člena 6(1) ali točko 
(a) člena 9(2), in kadar za obdelavo ne obstaja nobena druga pravna podlaga; (c) posameznik, 
na katerega se nanašajo osebni podatki, obdelavi ugovarja v skladu s členom 21(1), za njihovo 
obdelavo pa ne obstajajo nobeni prevladujoči zakoniti razlogi, ali pa posameznik, na katerega 
se nanašajo osebni podatki, obdelavi ugovarja v skladu s členom 21(2);
164
 (d) osebni podatki 
so bili obdelani nezakonito; (e) osebne podatke je treba izbrisati za izpolnitev pravne 
obveznosti v skladu s pravom Unije ali pravom drţave članice, ki velja za upravljavca; (f) 
osebni podatki so bili zbrani v zvezi s ponudbo storitev informacijske druţbe iz člena 8(1).«
165
 
Ko je Evropska komisija predstavila sporočilo z naslovom »Celovit pristop k varstvu osebnih 
podatkov v Evropski uniji«, je med drugim navedla tudi namero krepitve pravic 
posameznikov in »pojasnitev (poudarila M. K.) pravice do pozabe, to je pravice 
posameznikov, da se njihovi podatki več ne obdelujejo in da se izbrišejo, ko niso več potrebni 
za zakonite namene.«
166
 V obrazloţitvenem memorandumu predloga Splošne uredbe o 
varstvu podatkov je Komisija navedla, da gre za okrepitev do sedaj obstoječih pravil, 
predvsem iz točke (b) 12. člena Direktive 95/46.
167
 Način komunikacije Komisije med samim 
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postopkom sprejemanja Splošne uredbe o varstvu podatkov nakazuje, da ta pravica 
pravzaprav ţe obstaja, samo še nekoliko jo je potrebno razčistiti, okrepiti, pojasniti. Da lahko 
v določbah Direktive 95/46 prepoznamo pravico do pozabe, je navsezadnje ugotovilo tudi 
SEU v zadevi Google proti AEPD.  
Na prvi pogled se zdi, da pravica do pozabe, kot jo določa 1. odstavek 17. člena, zares ne 
pomeni posebno korenite spremembe, saj je njeno besedilo zelo podobno ţe nekaterim 
obstoječim določbam Direktive 95/46.
168
 Po točki (b) 2. odstavka 12. člena je namreč mogoče 
od upravljavca zahtevati »… popravke, izbris ali blokiranje podatkov, katerih obdelava ni v 
skladu z določbami te direktive, predvsem zaradi nepopolnih ali netočnih podatkov …«. Dalje 
točka (a) 1. odstavka 14. člena določa, da lahko posameznik »… na podlagi zakonitih in 
nujnih razlogov, povezanih z njegovim posebnim poloţajem kadar koli ugovarja obdelavi 
podatkov, ki se nanašajo nanj, razen kjer nacionalna zakonodaja določa drugače. Kadar 
obstaja utemeljen ugovor, obdelava, ki jo uvede upravljavec, ne sme več vključevati teh 
podatkov.« Relevantne so še nekatere druge določbe. Točka (e) 1. odstavka 6. člena pravi, da 
so lahko osebni podatki shranjeni le tako dolgo, »… kolikor je potrebno za namene, za katere 
so bili podatki zbrani ali za katere se naprej obdelujejo«, s čimer prvotno zakonita obdelava 
osebnih podatkov lahko kasneje postane nezakonita. Tudi na podlagi 7. člena, ki določa 
merila za zakonito obdelavo, je potrebno vsako obdelavo osebnih podatkov upravičiti za 
celotno obdobje, v katerem se izvaja.   
Relevantne določbe 12. in 14. člena je torej treba razlagati skupaj s 6. in 7. členom Direktive 
95/46, medtem ko 17. člen Splošne uredbe o varstvu podatkov vsebuje njihovo kombinacijo 
in pravico do pozabe tudi izrecno določa.
169
 Tako po eni strani daje posamezniku pravico do 
izbrisa osebnih podatkov, ki sledi 12. členu, po drugi strani pa daje pravico, da od upravljavca 
zahteva prenehanje obdelave njegovih osebnih podatkov, kar vsebuje 14. člen.
170
 Poleg tega 
nekateri avtorji trdijo, da gre pri 12. členu Direktive 95/46 predvsem za netočne ali nepopolne 
podatke oziroma za podatke, ki so bili zbrani v nasprotju z Direktivo 95/46, medtem ko je 
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pravica do pozabe po 17. členu širša in lahko posameznik doseţe izbris tudi, če je obdelava 
zakonita.
171
 Na zlasti netočne ali nepopolne podatke se je sicer skliceval tudi AG v zadevi 
Google proti AEPD,
172
 čemur pa SEU ni sledilo. 
Ta del 17. člena torej v grobem pomeni enake pravice, kot jih določa Direktiva 95/46, le da so 
še bolj specificirane in poglobljene.
173
 Po mnenju Ambrosove in Ausloosa predvsem v zvezi s 
soglasjem za obdelavo osebnih podatkov, saj je razlog za izbris pod točko (b) 1. odstavka tudi 
umik soglasja, ki daje posamezniku moţnost, da prekliče svojo privolitev v obdelavo.
174
 Umik 
soglasja po Direktivi 95/46 namreč pomeni le umik za naprej in je neučinkovit za obdelavo, ki 
se je zgodila pred tem.
175
 Kljub temu da je sicer v Direktivi 95/46 vključeno načelo 
obdelovanja samo tako dolgo, dokler je to potrebno, pa strokovnjaki opozarjajo, da je to 
načelo na internetu, kjer so osebni podatki lahko shranjeni za nedoločen čas, v praksi 
neučinkovito.
176
 Hkrati je obdelava osebnih podatkov na internetu včasih samo delno 
temelječa na soglasju (na primer s strinjanjem s splošnimi pogoji poslovanja), kar pomeni, da 
samo prekinitev uporabe določene storitve še ne bo pomenila, da mora upravljavec tudi 
prenehati z obdelavo osebnih podatkov.
177
 Razlogi za obdelavo osebnih podatkov so tako 
trenutno zelo odprti, s čimer lahko upravljavci laţje zagovarjajo nadaljnjo obdelavo.
178
 Pomen 
resničnega soglasja je v enem izmed svojih govorov poudarila tudi Redingova, ki je dejala, da 
morajo posamezniki imeti pravico in ne samo moţnost, da umaknejo svoje soglasje za 
nadaljnjo obdelavo osebnih podatkov.
179
 
II. V 2. odstavku 17. člena je določena dodatna obveznost upravljavca, kadar je osebne 
podatke javno objavil in jih je skladno s 1. odstavkom obvezan izbrisati. V tem primeru mora 
»… ob upoštevanju razpoloţljive tehnologije in stroškov izvajanja [sprejeti] razumne ukrepe, 
vključno s tehničnimi, da upravljavce, ki obdelujejo osebne podatke, obvesti, da posameznik, 
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na katerega se nanašajo osebni podatki, od njih zahteva, naj izbrišejo morebitne povezave do 
teh osebnih podatkov ali njihove kopije.« 
Ta del, ki je še posebej namenjen javni objavi, predvsem na internetu, je nova določba,
180
 ki 
presega obveznosti po Direktivi 95/46, četudi je njen dejanski domet še nejasen.
181
 Očitno je 
namenjena korigiranju dejstva, da je »zelo, zelo teţko prisiliti internet, da pozabi stvari, za 
katere nočeš, da si jih zapomni, saj je datoteke preprosto prenesti in kopirati ter jih kasneje 
ponovno naloţiti.«
182
 Eden izmed idejnih očetov interneta Vint Cerf je sicer primerjavo z 
»analognim« svetom opisal takole: »Če bi nekdo napisal knjigo, nato pa bi ţelel, da je 
pozabljena, kako bi to izvedli v praksi? Ali bi morali vsi, ki so knjigo kupili, slednjo vrniti 
oziroma bi morali vlamljati v njihove domove, da bi jo dobili?«
183
 
Čeprav v samem 17. členu ne najdemo sklicevanja na internet, je le-ta izrecno omenjen v 
preambuli, v kateri je navedeno, da bi bilo zaradi »[učinkovitejšega uresničevanja] pravice do 
pozabe v spletnem okolju … treba pravico do izbrisa razširiti …« na način, kot je določen v 2. 
odstavku.
184
 Tudi iz samega predloga in komunikacije Komisije razberemo, da je bila pravica 
do pozabe kreirana predvsem (ne pa izključno) za spletno okolje. Skladno z 2. odstavkom bi 
izbris osebnih podatkov vplival tudi na povezave in kopije te informacije, za kar bo moral 
poskrbeti upravljavec.
185
 Kaj točno so razumni ukrepi, je odprto za interpretacijo, pa tudi sicer 
je 2. odstavek zaradi svoje nejasnosti poţel precej kritik, saj bo v praksi verjetno teţko 
izvedljiv tudi zaradi tehničnih izzivov.
186
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Zdi se, da ţeli EU zakonodajalec s to določbo »zobno pasto stisniti nazaj v tubo«,
187
 kar 
presega samo razumne ukrepe.
188
 
III. Evropska komisija je med zakonodajnim postopkom pogosto poudarjala, da pravica do 
pozabe seveda ni absolutna.
189
 V 3. odstavku so zato določene izjeme, zaradi katerih se prva 
dva odstavka ne uporabljata, in sicer, »(a) če je obdelava osebnih podatkov potrebna zaradi 
zagotavljanja pravice do svobode izraţanja in obveščanja; (b) za izpolnjevanje pravne 
obveznosti obdelave na podlagi prava Unije ali prava drţave članice, ki velja za upravljavca, 
ali za izvajanje naloge v javnem interesu ali pri izvajanju javne oblasti, ki je bila dodeljena 
upravljavcu; (c) iz razlogov javnega interesa na področju javnega zdravja v skladu s točkama 
(h) in (i) člena 9(2) ter členom 9(3); (d) za namene arhiviranja v javnem interesu, za 
znanstveno- ali zgodovinsko-raziskovalne namene ali statistične namene v skladu s členom 
89(1), kolikor bi pravica iz odstavka 1 lahko onemogočila ali resno ovirala uresničevanje 
namenov te obdelave, ali (e) za uveljavljanje, izvajanje ali obrambo pravnih zahtevkov.«
190
 
Svobodi izraţanja in obveščanja, ki je v diskurzu pravice do pozabe ena izmed najbolj perečih 
vprašanj, se bomo posebej posvetili v naslednjem poglavju. Na tem mestu pa velja omeniti, da 
celotni 3. odstavek prinaša precej nejasnosti v zvezi z razlago pojmov, kot sta na primer 
»javno zdravje« ali »zgodovinsko-raziskovalni nameni«.
191
 
Čeprav se Splošna uredba o varstvu podatkov še ne uporablja, pa se je nanjo v zvezi z 
izjemami obiter dictum ţe skliceval AG Yves Bott v zadevi pred SEU Camera di Commercio, 
Industria, Artigianato e Agricoltura di Lecce proti Salvatoreju Manniju.
192
 SEU se v tem 
primeru na nek način ponovno sooča z vprašanjem pravice do pozabe, in sicer, ali oseba po 
določenem času lahko zahteva izbris osebnih podatkov iz javnega registra podjetij.
193
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187
 S. Kulevska: Humanizing the Digital Age: A Right to Be Forgotten Online? – An EU-U.S. Comparative 
Study of Tomorrow’s Privacy in Light of the General Data Protection Regulation and Google Spain v. AEPD, 
op. 53, str. 65. 
188
 Ibid.  
189
 Govor Viviane Reding z dne 22. 1. 2012: The EU Data Protection Reform 2012: Making Europe the Standard 
Setter for Modern Data Protection Rules in the Digital Age, URL:http://europa.eu/rapid/press-release_SPEECH-
12-26_en.htm (zadnji dostop: 22. 11. 2016). 
190
 Splošna uredba o varstvu podatkov, 3. odstavek 17. člena.  
191
 J. van Hoboken: The Proposed Right to Be Forgotten Seen from the Perspective of Our Right to Remember, 
Prepared for the European Commission, op. 84, str. 20. 
192
 Sklepni predlogi generalnega pravobranilca Yvesa Bota, predstavljeni dne 8. septembra 2016, v zadevi 
Camera di Commercio, Industria, Artigianato e Agricoltura di Lecce proti Salvatoreju Manniju, C-398/15, URL:  
http://curia.europa.eu/juris/celex.jsf?celex=62015CC0398&lang1=en&type=TXT&ancre= (zadnji dostop: 22. 
11. 2016). 
193
 Salvatore Manni je poslovneţ, nad katerega gospodarsko druţbo je bil leta 1992 začet postopek stečaja. 





razliko od zadeve Google proti AEPD gre torej za obveznosti izvorne spletne strani oziroma 
fizičnega registra. AG je v sklepnih predlogih navedel, da na podlagi obstoječe zakonodaje
194
 
v konkretnem primeru te pravice ni. Svojo argumentacijo je podkrepil s tem, da je takšna 
interpretacija v skladu tudi s točkama (b) in (d) 3. odstavka 17. člena Splošne uredbe o 
varstvu podatkov,
195
 saj je izvorna spletna stran predmetne podatke objavila na podlagi 
zakona, poleg tega pa je po mnenju AG prevladala pravica do obveščenosti.
196
 
4.2.2. Umestitev pravice do pozabe po EU pristopu  
Če poskušamo torej pravico do pozabe v EU definirati skladno z začetnimi poglavji, 
ugotovimo, da so tudi tu pogledi različni. Po mnenju Ambrosove in Ausloosa gre za 
kombinacijo koncepta pozabe (oblivion) in izbrisa (erasure),
197
 ki pa bi lahko bila 
problematična, saj so vsi podatki obravnavani na enak način (tako tisti, ki jih posameznik 
objavi sam, kot tudi tisti, ki jih drugi objavijo o njem).
198
 Poleg tega koncepta sluţita 
drugačnemu namenu, saj je prvi namenjen učinkovitemu nadzoru nad lastnimi osebnimi 
podatki, drugi pa zaščiti osebnosti in ugleda, zato bi morala biti obravnavana različno.
199
 
Da 17. člen vsebuje različne elemente, menijo tudi drugi. Po eni strani je namreč pravica 
posameznika, da odstrani osebne podatke, skladna s konceptom pozabe (oblivion), vendar ima 
še nekoliko širši pomen.
200
 Izbris po 17. členu namreč ni povezan samo z izgubo interesa za 
pretekle, irelevantne dogodke, temveč tudi v drugih situacijah, kot na primer zaradi 
nezakonite obdelave ali umika soglasja.
201
 Poleg tega je bila v preteklosti pozaba pomembna 
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predvsem z vidika medijev, ki so poročali o obsojencu in kaznivem dejanju, medtem ko 17. 
člen izrecno vsebuje izjemo zaradi novinarskega izraţanja.
202
 
Skladno s formulacijo Komisije, da gre pri pravici do pozabe za izbris podatkov, ko njihova 
obdelava ni več potrebna, nova EU pravica do pozabe sledi Mayer-Schönbergerjevi 
opredelitvi o izbrisu po določenem času. Vendar pa najdemo tudi mnenje, da določba 17. 
člena ščiti bolj posameznikov ugled, kot njegovo zasebnost, kar je skladno s teorijo novega 
začetka.
203
 V zvezi z njenim dometom bo najverjetneje prišla v poštev v vseh treh 
Fleischerjevih stopnjah izbrisa,
204
 saj ne razlikuje med podatki, ki jih je posameznik objavil 
sam oziroma so jih o njem objavili drugi.   
Glede poimenovanja ugotovimo, da se je od predloga do sprejetja naslov 17. člena nekoliko 
spreminjal. V predlogu je bil naslovljen kot »Pravica biti pozabljen in pravica do izbrisa«,
205
 
vmes se je ime spremenilo v »Pravico do izbrisa«,
206
 na koncu pa sta vendarle obveljali obe 
imeni, pri čemer je »pravica do pozabe« navedena samo v oklepaju. Čeprav v samem besedilu 
kakršno koli pozabljanje ni omenjeno, je ime (najverjetneje bolj simbolično) ostalo. Morda 
ravno zato, ker po eni strani omogoča izbris posameznikovih osebnih podatkov, ki niso nujno 
javno objavljeni, po drugi strani pa bo v primeru, da so ti podatki javno objavljeni, 
posamezniku omogočala, da je skupaj z izbrisom sčasoma »pozabljen«, še posebej, kadar so 
bili izbrisani podatki na kakršen koli način zanj neugodni.  
Nenazadnje pa se pojavi še vprašanje, ali gre pri pravici do pozabe po zadevi Google proti 
Španiji in po Splošni uredbi o varstvu podatkov za enako pravico. Ob zelo različnih mnenjih 
Michel J. Reymond pravi, da pravzaprav nihče ne ve.
207
 Do kam vse bo segal 17. člen, je 
namreč na tej točki še teţko govoriti. Moţno je zastopati stališče, da je pravica do pozabe po 
sodbi (right to be delisted) oţja, saj po mnenju nekaterih meri izključno na iskalnike,
208
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medtem ko je Splošna uredba o varstvu podatkov bolj splošna.
209
 Nekateri pa menijo, da je 
prava pravica do pozabe zares določena šele v Splošni uredbi o varstvu podatkov.
210
 Vendar 
pa gre tudi po tej (novi) ureditvi bolj za izbris v določenih okoliščinah, ki se ne zdijo veliko 
drugačne od tistih, ki jih je določala ţe Direktiva 95/46. Zato Splošna uredba o varstvu 
podatkov ni bistveno spremenila dosedanje ureditve in zato tudi ni vzpostavila ničesar 
novega, medtem ko je bila sodba v zadevi Google proti AEPD bolj daljnoseţna.
211
 Zanimivo 
je sicer, da kljub naklonjenosti Komisije pravici do pozabe njena pisna stališča v zadevi 
Google proti AEPD kaţejo bolj zadrţan pristop, čeprav je takrat ţe bila v pripravi nova 
uredba. V svojem pisnem stališču z dne 27. 6. 2012 Komisija namreč navaja, da v konkretnem 
primeru posameznik nima pravice do izbrisa iskalnih zadetkov, saj Direktiva 95/46 ne daje 
»absolutne pravice do pozabe, to je izbris katere koli objavljene informacije, ker je ta 
informacija zanj lahko škodljiva.«
212
 
4.2.3. Posredniki = upravljavci? 
Upravljavec je pravna ali fizična oseba, ki določa namene in sredstva obdelave.
213
 Šele, če 
lahko določeno pravno ali fizično osebo identificiramo kot upravljavca, mu lahko naloţimo 
tudi obveznosti, kot jih določa 17. člen Splošne uredbe o varstvu podatkov. Načeloma bo 
jasno, kdo je upravljavec, vendar pa lahko naletimo na dilemo v primerih Spleta 2.0.
214
 Le-ta 
namreč v nasprotju s Spletom 1.0 uporabniku omogoča, da tudi sam ustvarja vsebine na 
platformah, kot so druţbena omreţja in spletni dnevniki (blogi).
215
 Gre za tako imenovane 
posredne ponudnike storitev,
216
 ki pomenijo »entiteto, ki omogoča komunikacijo informacij 
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 Splet 2.0, URL: https://sl.wikipedia.org/wiki/Splet_2.0 (zadnji dostop: 23. 11. 2016). 
216





med enim in drugim uporabnikom«.
217
 Mednje na primer spadajo ponudniki internetnih 
storitev, druţbena omreţja in spletni iskalniki.
218
 Temeljno vprašanje je, na kakšen način 
odgovarjajo za vsebino, objavljeno s strani uporabnikov, glede na to, da je njihova funkcija 
posredniška.
219
 Deloma odgovornost posrednikov za nezakonito vsebino ureja Direktiva o 
elektronskem poslovanju,
220
 ki ločuje med tremi oblikami internetnega posredništva: izključni 
prenos,
221




 Da posredniki ne nosijo 
odgovornosti za nezakonito vsebino, morajo reagirati na obvestilo in vsebino odstraniti (tako 
imenovani postopek prijave in odstranitve nezakonitih vsebin).
224
 
Vprašanje, ali je spletni iskalnik upravljavec, je povzročilo trk različnih mnenj ţe v zadevi 
Google proti AEPD. Po mnenju AG
225
 spletni iskalniki lahko štejejo za upravljavce samo pod 
določenimi pogoji, ne morejo pa biti odgovorni, kadar so samo posredniki – v takem primeru 
bi naj bil upravljavec ponudnik informacije oziroma izvorna spletna stran.
226
 Dilemo je na 
koncu razrešilo SEU in sedaj vemo, da so spletni iskalniki upravljavci tudi, kadar indeksirajo 
spletne strani, čeprav z vsebino teh strani nimajo ničesar opraviti. Podobno vprašanje pa se bo 
slej kot prej pojavilo tudi v zvezi z druţbenimi omreţji ali z blogi. Ti so namreč posredniki, 
medtem ko je upravljavec lahko uporabnik sam, saj se sam odloči, katere osebne podatke bo 
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objavil in kdaj jih bo izbrisal.
227
 Predvsem so problematični primeri, ko nekdo od 
uporabnikov prvotno objavljeno vsebino deli ali pa nekdo tretji objavi vsebino v zvezi z 
drugim uporabnikom.
228
 Pri vsem tem pa je potrebno upoštevati še izključenost uporabe 




Nedvoumnega odgovora na zgornja vprašanja nam Splošna uredba o varstvu podatkov ne 
da.
230
 V preambuli navaja, da v zgoraj navedene določbe Direktive o elektronskem poslovanju 
ne posega
231
 ter da se ne uporablja, kadar gre za obdelavo osebnih podatkov, ki jo fizična 
oseba izvaja za izključno osebno ali domačo dejavnost.
232
 Dalje določa še: »Osebne ali 
domače dejavnosti bi lahko vključevale korespondenco in seznam naslovov ali dejavnosti na 
socialnih omreţjih in na spletu v okviru tovrstnih dejavnosti. Ta uredba pa se uporablja za 
upravljavce ali obdelovalce, ki zagotavljajo sredstva za obdelavo osebnih podatkov za take 
osebne ali domače dejavnosti.«
233
 Daphne Keller meni, da takšen jezik ni prepričljiv in o 
predstavljenih dilemah ne pove prav veliko.
234
 
Čeprav je tako teţko pričakovati, da bi se na primer druţbena omreţja lahko izognila 
obveznostim upravljavcev in odgovornost preloţila na uporabnike same, pa se bodo zagotovo 
še kresala mnenja.
235
 Če sprejmemo argument, da druţbena omreţja samo obdelujejo podatke, 
medtem ko je uporabnik sam upravljavec, bi povzročili, da bi obveznosti iz Splošne uredbe o 
varstvu podatkov veljale samo za tista druţbena omreţja, ki bi bila preveč aktivna v 
upravljanju vsebine.
236
 Poleg tega bi v tem primeru spletni iskalniki morali izbrisati več 
vsebine kot gostitelji. Primeroma: za Google bi veljala obveznost izbrisa URL do Facebook 
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strani, kjer je objavljena določena fotografija, medtem ko je Facebooku ne bi bilo potrebno 
izbrisati.
237
 Po drugi strani pa so nekateri precej prepričani, da obveznosti pravice do pozabe 
ne bi smele veljati za storitve gostovanja.
238
 Špansko nacionalno sodišče je ţe odločilo, da na 
podlagi sodbe Google proti AEPD posameznik ne more zahtevati tud odstranitve bloga, saj 
gostitelj bloga ni upravljavec za objave tretjih oseb.
239
 Po mnenju nekaterih naj bi tudi 
pozoren bralec sodbe Google proti AEPD zaznal, da obveznosti, izhajajoče iz pravice do 
pozabe, nikoli niso bile mišljene za storitve gostovanja.
240
 
Da bo vsaj za druţbena omreţja interpretacija šla v smeri njihove odgovornosti, nakazuje 
mnenje Delovne skupine Člena 29, ki se je ţe leta 2010 postavila na stališče, da po Direktivi 
95/46 druţbena omreţja niso samo obdelovalci, temveč tudi upravljavci osebnih podatkov.
241
 
Uporabniki načeloma druţbena omreţja uporabljajo za domačo uporabo, zato za njih uporaba 
Direktive 95/46 ne velja, razen če bi jih uporabljali za komercialne aktivnosti.
242
 Nasprotno pa 
je bilo v zvezi z iskalniki stališče leta 2008 drugačno od mnenja SEU, saj se po mnenju 
Delovne skupine Člena 29 »… v skladu z načelom sorazmernosti ponudnik iskalnika v 
obsegu, v katerem deluje samo kot posrednik, ne sme šteti za glavnega upravljavca vsebinske 




4.2.4. Globalna pravica do pozabe 
V enem izmed svojih govorov je Viviane Reding poudarila, da morajo vsa podjetja, ki 
delujejo v EU, spoštovati njene visoke standarde,
244
 ne glede na lokacijo ponudnika storitve in 
ne glede na tehnična sredstva, uporabljena za zagotavljanje storitve.
245
 Meje na internetu so 
namreč odprte, osebni podatki posameznikov v EU pa se pogosto obdelujejo izven njenih 
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meja. Kot najpomembnejši trgovinski partner EU in sedeţ bolj ali manj vseh druţbenih 
omreţij so v tem oziru še posebej pomembne ZDA. Čeprav namen te naloge ni ponuditi 
obširne primerjalno-pravne analize ali predstaviti vseh dilem pri poskusu globalne aplikacije 
EU pravice do pozabe, pa vendarle ţelim opozoriti predvsem na »transatlantski trk«,
246
 ki 
sledi iz različnih pristopov k zasebnosti in svobodi izraţanja v EU in ZDA. Svoboda govora je 
namreč v ZDA izrednega pomena in čeprav so posamezne zvezne drţave ţe storile določene 
korake v tej smeri,
247
 pravice do pozabe, primerljive z EU, v ZDA verjetno še nekaj časa ne 
bo. Zato je še toliko bolj pomembna široka teritorialna uporaba Splošne uredbe o varstvu 
podatkov, ki bo veljala tudi za obdelavo v okviru dejavnosti sedeţa upravljavca v EU ne glede 
na to, ali obdelava dejansko poteka v EU, kot tudi za gospodarske druţbe, ki sicer nimajo 
sedeţa v EU, vendar pa vanjo usmerjajo svoje prodajne aktivnosti ali spremljajo vedenje oseb 
v EU.
248
 Brez tega bi bila tudi pravica iz 17. člena precej izvotljena.
249
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Da je internet resnično »globalna vas«, se je pokazalo tudi pri vprašanju aplikacije sodbe v 
zadevi Google proti AEPD.
250
 Google je namreč sprva URL s seznama iskalnih zadetkov 
odstranil le na evropskih domenah (na primer google.si ali google.fr), medtem ko so na 
domenah izven EU iskalni zadetki ostali. Delovna skupina Člena 29 je izrazila pomisleke o 
učinkovitosti takšnih izbrisov, saj naj bi tovrstna praksa omajala pravico do pozabe. Meni, da 
bi iskalni zadetki morali biti odstranjeni na vseh domenah,
251




Francoski CNIL pritrjuje Delovni skupini Člena 29, da mora Google izbrisane iskalne zadetke 
odstraniti z vseh domen.
253
 Google je storil korak naprej in tako od marca 2016 naprej »z … 
uporabo geolokacijskih signalov [omeji] dostop do URL-ja iz drţave osebe, ki je zahtevala 
odstranitev.«
254
 Vendar pa se takšna rešitev zaradi dostopnosti VPN vmesnikov,
255
 s katerimi 
brez večjih teţav dostopamo do tujega omreţja, zdi nekoliko nepraktična. Z njo ni bil 
zadovoljen niti CNIL, ki je Googlu naloţil plačilo visokih kazni, zadeva pa je trenutno v 
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5. PRAVICA DO POZABE V. PRAVICA DO SVOBODE IZRAŽANJA 
5. 1. UVOD 
Svoboda izraţanja je ena izmed ključnih pravic, ki jo je v ospredje ţe v petdesetih letih 
prejšnjega stoletja postavil Svet Evrope.
257
 Ureja jo 10. člen EKČP, ki poleg pravice izraziti 
mnenje vsebuje tudi pravico javnosti, da informacije prejme.
258
 Tudi ta pravica pa ni 
absolutna – največkrat bo omejena ravno s pravico drugega ali zaradi drugih razlogov, 
naštetih v 2. odstavku.
259
 Vendar pa je ESČP ţe večkrat poudarilo, da gre za temelj 
demokratične druţbe, ki je hkrati pomemben tudi za posameznikov razvoj in njegovo 
samouresničitev,
260
 zato morajo biti kakršne koli omejitve ozke. Poleg tega tudi Listina v 11. 
členu določa pravico vsakogar do svobode izraţanja, ki hkrati vključuje »svobodo širjenja 
vesti ali idej«, v 2. odstavku pa še posebej izpostavlja svobodo in pluralnost medijev. 
Največja skrb nasprotnikov pravice do pozabe – tako v zvezi s sodbo SEU kot tudi s Splošno 
uredbo o varstvu podatkov – je, da gre za obliko cenzure, ki bo omogočila manipuliranje z 
informacijami, kršila svobodo govora in na novo pisala zgodovino. Z izbrisom je namreč 
lahko kršena svoboda govora osebam, ki so objavile izbrisano vsebino, hkrati pa je kršena 
tudi pravica javnosti do dostopa do informacij in njihova pravica »vedeti«. Trk med pravico 
do zasebnosti in pravico do svobode izraţanja seveda ni nov in je bil skozi stoletja oblikovan 
skozi »zgodovinske, kulturne in socialne faktorje.«
261
 
Namen tega poglavja je zato ugotoviti, ali so skrbi zagovornikov na strani svobode izraţanja 
upravičene. Ţe samo dejstvo, da so upravljavci osebnih podatkov namesto sodišč ali drugih 
drţavnih organov postavljeni v poloţaj odločevalca, ki mora tehtati med dvema temeljnima 
nasprotujočima si pravicama, se zdi sporno. Ključno vprašanje pa je, kako bodo upravljavci, 
ki bodo večinoma gospodarske druţbe, sploh dosegli odločitev, ali je v konkretnem primeru 
bolj pomembna posameznikova zasebnost ali pa svoboda izraţanja in prejemanja informacij. 
V zvezi s tem je zato pomembno, da so na voljo pravila ali vsaj kriteriji, na podlagi katerih 
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bodo upravljavci lahko odločali od primera do primera.
262
 V nadaljevanju bom predstavila, 
kaj o ravnoteţju nasprotujočih si pravic pove SEU v zadevi Google proti AEPD, kako se je 
implementacije sodbe lotil Google in katere kriterije upošteva pri presoji prejetih zahtev. 
Dalje me bo zanimalo, kakšne so v tem oziru določbe v Splošni uredbi o varstvu podatkov. 
Ker sta tako sodba kot tudi uredba pogosto kritizirani zaradi svoje nejasnosti in pomanjkanja 
jasnih kriterijev, bom predstavila še, kako v svoji bogati sodni praksi tehtanje med obema 




5. 2. GOOGLE PROTI AEPD 
SEU v obrazloţitvi sodbe v zadevi Google proti AEPD navaja, da morajo biti skladno s 
pravico do dostopa po 12. členu Direktive 95/46 izbrisani tisti osebni podatki, ki so med 
drugim »neprimerni, neustrezni ali ne več ustrezni ali pretirani …«.
264
 Andrew McLaughlin je 
o takšni dikciji dejal, da bi bil izziv najti bolj splošen in subjektiven pravni standard, kot je 
ta.
265
 Dalje je SEU navedlo, da bodo pravice osebe iz 7. in 8. člena Listine imela »načeloma 
prednost«
266
 tako nad ekonomskim interesom upravljavca iskalnika kot tudi nad interesom 
javnosti, da do teh informacij dostopa.
267
 Vendar pa to ne pride v poštev, če bi bil »zaradi 
posebnih razlogov, kot je vloga navedene osebe v javnem ţivljenju, poseg v njene temeljne 
pravice upravičen zaradi prevladujočega interesa navedene javnosti, da ima prek te vključitve 
dostop do zadevne informacije.«
268
 S tem je torej SEU vzpostavilo standard, ki ga bodo 
iskalniki (ter potencialno tudi drugi upravljavci) in sodišča aplicirali od primera do primera.
269
 
Pristop SEU k tehtanju temeljnih pravic v konkretnem primeru je v očeh mnogih vprašljiv in 
kritiziran.
270
 V sodbi je namreč večkrat omenilo 7. in 8. člen Listine, ne pa tudi 11. člena, s 
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čimer bi naj dalo prednost pravici do zasebnosti na račun svobode izraţanja.
271
 Poleg tega na 
več mestih poudari interes javnosti dostopa do informacij, čeprav v resnici ne gre samo za 
interes, temveč za pravico, zagotovljeno z 11. členom Listine.
272
 Ţe s tega vidika je zato 
sodba pristranska, saj na nek način namiguje, da gre za tehtanje med pravico in interesom.
273
 
Kljub temu da je iz sodbe razvidno, da bo zahteva za pravico do pozabe lahko uspešna le, če 
interesa javnosti v konkretnem primeru ne bo,
274
 pa so zgoraj navedeni kriteriji precej skopi in 
ne povedo veliko, kako bi naj upravljavci spletnih iskalnikov presojali upravičenost zahtev za 
iznris.
275
 Presenetljivo se SEU ni sklicevalo na sodno prakso ESČP, poleg tega pa tudi ni 
pojasnilo dometa 7. in 8. člena Listine.
276
 Pomanjkanje jasnosti v tehtanju teh pravic je še 
toliko bolj problematično, ker je presoja zahtev delegirana zasebni gospodarski druţbi, za 
katero je na prvem mestu ustvarjanje dobička, zato bodo te druţbe kot metodo izbrale tisto, ki 
je najcenejša.
277
 Iskalnik je tako postavljen v vlogo sodnika, poraja pa se tudi dvom, ali za 
takšno funkcijo sploh ima kompetentno osebje.
278
 Poleg tega tovrstni pristojnosti upravljavcev 
iskalnikov primanjkuje zunanjega, neodvisnega nadzora.
279
 Nekateri zato menijo, da bi bilo 
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bolje, da bi o presoji zahteve za izbris najprej odločal nacionalni nadzorni organ za varstvo 
osebnih podatkov, ki bi nato v primeru upravičenosti iskalniku odredil izbris.
280
 
5.2.1. Smernice Delovne skupine Člena 29 
V poloţaju, predstavljenem zgoraj, so za presojo še toliko bolj pomembni jasni kriteriji, kdaj 
bo zahteva za izbris upravičena. Pribliţno pol leta po sodbi v zadevi Google proti AEPD je 
zato Delovna skupina Člena 29 izdala (nezavezujoče) smernice za implementacijo navedene 
sodbe,
281
 pred tem pa so z odgovori na njena vprašanja sodelovali tudi iskalniki.
282
 Seznam 
kriterijev je bil izdelan kot pripomoček nacionalnim organom za varstvo osebnih podatkov pri 
odločanju. Delovna skupina Člena 29 je poudarila, da morajo biti kriteriji upoštevani skladno 
z nacionalno zakonodajo, navadno pa v konkretnem primeru ne bo mogoče odločiti samo na 
podlagi enega, temveč s kombinacijo večih.
283
 
V smernicah je navedenih 13 glavnih vprašanj, ki bi si jih bilo treba zastaviti pri presoji 
posamezne zahteve za izbris. Razdelimo jih lahko na 5 skupin:  
a) status predmetne osebe (ali gre na primer za javno osebnost, mladoletnika),  
b) narava informacije (ali je sporna informacija resnična; ali je osebni podatek občutljiv v 
smislu Direktive 95/46;
284
 ali je podatek povezan s kaznivim dejanjem; ali je podatek povezan 
s poklicnim ţivljenjem predmetne osebe), 
c) posledice na predmetno osebo (ali sporna informacija zadevni osebi škodi ali jo na kakršen 
koli način ogroţa),  
d) okoliščine objave (ali je bila vsebina objavljena s privoljenjem zadevne osebe; ali je 
vsebina sploh bila namenjena javni objavi; ali je bil sporni vir objavljen za novinarske 
namene; ali ima oseba, ki je objavila informacijo, dolţnost objaviti to informacijo),  
                                                          
280
 Glej npr. E. Lee: Recognizing Rights in Real Time: The Role of Google in the EU Right to Be Forgotten, op. 
269, str. 1036; A. Mantelero: Finding a Solution to the Google’s Dilemma on the »Right to Be Forgotten«, After 
the »Political« ECJ Decision (2014), URL: http://ssrn.com/abstract=2528565 (zadnji dostop: 23. 11. 2016), str. 
4. 
281
 Article 29 Data Protection Working Party:  Guidelines on the Implementation of the Court of Justice of the 
European Union Judgment on »Google Spain and inc v. Agencia Española de Protección de Datos (AEPD) and 
Mario Costeja González« c-131/121, op. 208. 
282
Glej npr. pismo Petra Fleischerja predsednici Delovne skupine Člena 29 z dne 31. 7. 2014, URL: 
https://docs.google.com/file/d/0B8syaai6SSfiT0EwRUFyOENqR3M/edit (zadnji dostop: 7. 11. 2016). 
283
 Article 29 Data Protection Working Party:  Guidelines on the Implementation of the Court of Justice of the 
European Union Judgment on »Google Spain and inc v. Agencia Española de Protección de Datos (AEPD) and 
Mario Costeja González« c-131/121, op. 208, str. 12.  
284
 »Drţave članice prepovejo obdelavo osebnih podatkov, ki kaţejo na rasni ali etnični izvor, politična mnenja, 
verska ali filozofska prepričanja, pripadnost sindikatu, in obdelavo podatkov v zvezi z zdravjem ali spolnim 





e) čas (ali je podatek aţuren; ali je še vedno potreben za namen, za katerega je bil zbran). 
5.2.2. Google in njegova implementacija sodbe  
SEU je z odločitvijo v zadevi Google proti AEPD iskalnikom prepustilo, da na tem področju 
orjejo ledino.
285
 Google je zato zaradi zapletov in dilem pri implementaciji k sodelovanju 
povabil različne strokovnjake, ki so skupaj tvorili Svetovalni odbor Googlu glede pravice do 
pozabe.
286
 Slednji se je z vprašanjem, kako poiskati ravnoteţje med pravico do zasebnosti in 
pravico javnosti do obveščenosti, ukvarjal na sestankih po različnih evropskih mestih, kjer je 
potekala javna razprava o posledicah in moţnih rešitvah,
287
 na koncu pa je v končnem 
poročilu objavili kriterije, ki bi naj Googlu pomagali pri presoji prejetih zahtev. 
Odbor posebej poudarja, da bi morala biti sodba razumljena skladno z dialogom, 
vzpostavljenim med SEU in ESČP, skupaj z upoštevanjem sodne prakse nacionalnih vrhovnih 
sodišč, ki določajo domet in odnos med pravico do zasebnosti in svobodo izraţanja.
288
 
Kriteriji, kot jih je predstavil Odbor, so:
289
 
a) vloga zadevne osebe v javnem prostoru (na primer, ali ima oseba očitno/omejeno vlogo v 
javnem ţivljenju oziroma takšne vloge nima), 
b) narava informacije (Odbor je te informacije razdelil na tiste, ki se nagibajo k 
posameznikovi zasebnosti, in na tiste, ki se nagibajo k javnemu interesu), 
c) vir (na primer, ali gre za novinarski prispevek ali blog; ali je bila informacija objavljena s 
strani posameznika oziroma z njegovim soglasjem), 
d) čas (ali gre na primer za informacijo iz posameznikovega otroštva; ali gre za informacijo v 
zvezi s kaznivim dejanjem). 
Google se je implementacije sodbe lotil z vzpostavitvijo spletnega obrazca, preko katerega 
oseba lahko vloţi svojo zahtevo za izbris iskalnih zadetkov. V zahtevi je potrebno med 
drugim navesti, kateri URL naj bodo odstranjeni, na kakšen način je URL povezan z zadevno 
osebo in zakaj bi naj ta informacija bila »neustrezna, zastarela ali drugače sporna«.
290
 Pri 
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presoji po lastnih navedbah sledi kriterijem Delovne skupine Člena 29.
291
 Če je zahtevi za 
izbris ugodeno, je sporni URL izbrisan, vendar le, kadar uporabnik v iskalnik vpiše osebno 
ime zadevne osebe, ne pa tudi na podlagi drugih iskalnih gesel.
292
 
Akademiki s področja prava zasebnosti so po enem letu od sodbe SEU na Google naslovili 
pismo, v katerem so ga pozvali k več transparentnosti.
293
 Predvsem jih je zanimalo, na kakšen 
način se spopadajo z ogromnim številom prejetih zahtev. V času od vzpostavitve spletnega 
obrazca 29. 5. 2014 do pisanja te naloge je Google prejel skupno 572.717 prošenj za umik za 




Tako je na primer bilo ugodeno zahtevi učiteljice za izbris URL do novice o manjšem 
kaznivem dejanju, storjenem deset let nazaj; zahtevi za izbris URL do novic o obsodbi, ki je 
bila nato na drugi stopnji razveljavljena; zahtevi za izbris URL do strani, kjer je bil objavljen 
domači naslov osebe; zahtevi ţrtve posilstva za izbris URL do članka o posilstvu, kjer je bilo 
omenjeno tudi njeno ime. Po drugi strani pa ni bilo ugodeno zahtevi visokega javnega 
funkcionarja za izbris URL do člankov, ki govorijo o njegovi desetletja stari kazenski 
obsodbi; zahtevi duhovnika za izbris URL do članka o njegovem posedovanju otroške 
pornografije; zahtevi poslovneţa za izbris URL do članka o njegovi toţbi proti časopisu.
295
 
Do sedaj bi naj sicer 95 % zahtev prišlo s strani oseb, ki niso na kakršen koli način javne, in 
ne s strani kriminalcev, politikov in javnih funkcionarjev.
296
 
5.2.3. Učinkovito pravno sredstvo? 
Posameznik, katerega zahteva za izbris je bila zavrnjena, ima moţnost pritoţbe na nacionalni 
organ za varstvo osebnih podatkov oziroma sodišče.
297
 Vendar pa je sporno, koliko je takšno 
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pravno sredstvo učinkovito in v kakšni meri se ga bodo posamezniki posluţevali.
298
 
Morebitna toţba bo namreč prinesla še več pozornosti temu, kar posameznik ţeli, da bi bilo 
odstranjeno.
299
 Enak tako imenovani Streisand učinek
300
 pa imajo lahko tudi izbrisani iskalni 
zadetki. Spletni novičarski portali so bili namreč ţe tako ali tako precej nenaklonjeni sodbi 
SEU, nekateri pa so od splošnega izraţanja odpora šli še korak dlje. BBC je na primer vsakič, 
ko je Google izbrisal URL do katerega izmed njihovih člankov, sporni prispevek še posebej 
izpostavil.
301
 Enake prakse se posluţuje tudi Wikipedija, ki redno objavlja članke, katerih 
URL so bili izbrisani iz zadetkov iskanja.
302
 Ironično je tudi Mario Costeja González ţelel biti 
pozabljen, sedaj pa vemo točno to, kar bi naj bilo izbrisano oziroma manj opazno.
303
 
Vprašanje učinkovitosti pravnega sredstva se pojavi tudi na nasprotni strani. Izbris določene 
informacije namreč učinkuje tudi na tistega, ki je informacijo objavil, oziroma na javnost, ki 
do nje ne more več dostopati, zato strokovnjaki menijo, da bi tudi te osebe morale imeti 
moţnost, da izpodbijajo neupravičene izbrise.
304
 Ustanovitelj Wikipedije Jimmy Wales je 
dejal: »V celoti nasprotujem pravni situaciji, v kateri je komercialno podjetje prisiljeno, da 
postane sodnik naših najbolj temeljnih pravic, kot sta svoboda izraţanja in zasebnost, brez da 
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bi bil na voljo kakršen koli postopek pritoţbe osebe, katere dela so bila zatrta.«
305
 O tem, 
kakšno bi naj bilo to pravno sredstvo, Direktiva 95/46, SEU v zadevi Google proti AEPD in 
Splošna uredba o varstvu podatkov molčijo.
306
 Da je posameznik sploh zahteval izbris URL 
do njihovega spletnega mesta, bo skrbnik spletne strani
307
 izvedel šele, ko bo Google 
posameznikovi zahtevi za izbris ugodil. Takrat skrbniku spletne strani pošlje obvestilo, da je 
bil določen URL odstranjen, vendar pa »zaradi varstva zasebnosti osebe, ki je vloţila zahtevo 
…«,
308
 ne posreduje dodatnih informacij. Ob tem se, kot trdijo pri Googlu, zavedajo, da 
izvorna spletna stran zaradi tega nima dovolj moţnosti, da bi uspešno izpodbijala 
odstranitev.
309
 Vseeno lahko prizadeti posameznik pri Googlu vloţi zahtevo za ponovno 
vključitev na seznam zadetkov, pri čemer lahko navede informacije, ki Googlu morda ob 
izbrisu URL niso bile na voljo.
310
 Vendar pa Google na koncu ne pozabi dodati, da odgovora 
na zahtevo ne more zagotoviti. Na kakršno koli kontradiktornost lahko torej osebe, prizadete z 
izbrisom, pozabijo, poleg tega pa imajo tudi po izbrisu zelo omejene moţnosti, glede na to, da 
jim odgovor na njihovo »pravno sredstvo« sploh ni zagotovljen.
311
 
Brez moţnosti je tudi javnost, ki ji je bila z izbrisom URL kršena pravica do prejemanja 
informacij, saj za izbris navadno niti ne ve in niti ne more vedeti.
312
 
V odsotnosti jasnih pravil in neizoblikovane sodne prakse so zato potrebni kreativni pristopi 
ugotavljanja, kako lahko prizadeta oseba zaščiti svoje pravice, kadar meni, da je bil določen 
URL izbrisan neupravičeno. Eden izmed predlogov je, da bi lahko za nezakonit izbris 
odgovarjala drţava, in sicer pred ESČP na podlagi kršitve 10. člena EKČP.
313
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 Za več o »luknjah« v postopkovnih pravilih oz. odsotnosti le-teh glej E. Lee: Recognizing Rights in Real 
Time: The Role of Google in the EU Right to Be Forgotten, op. 269, str. 1075-1078. 
312
 Ob iskanju po osebnem imenu osebe se sicer pojavi opozorilo, da so nekateri rezultati morda odstranjeni na 
podlagi zakonodaje EU o varstvu podatkov. Po priporočilu Delovne skupine Člena 29 pa ta informacija ne sme 
biti objavljena samo pri iskanju, kjer so določeni URL dejansko bili odstranjeni, temveč vedno, ko posameznik 
kot iskalno geslo uporabi posameznikovo ime.  
313
 Več o tem: S. Wechsler: The Right to Remember: The European Convention on Human Rights and the Right 
to Be Forgotten, v: Columbia Journal of Law and Social Problems, 49 (2015), 1, URL: 





5. 3. SPLOŠNA UREDBA O VARSTVU PODATKOV 
Ena izmed izjem pravice do pozabe po 17. členu Splošne uredbe o varstvu podatkov je tudi 
uresničevanje pravice do svobode izraţanja in obveščanja. Skladno s 85. členom morajo 
drţave članice z zakonom usklajevati pravico do varstva osebnih podatkov s pravico do 
svobode izraţanja in obveščanja, breme pa je na drţave članice preneseno tudi v 2. odstavku, 
po katerem določijo izjeme in odstopanja za obdelavo v novinarske namene, če je to potrebno 
za uskladitev navedenih nasprotujočih si pravic. Hkrati 153. odstavek preambule poudarja, da 
bi se za obdelavo osebnih podatkov, namenjenih izključno v novinarske namene, »morala 
uporabiti odstopanja ali izjeme od nekaterih določb …, če je to potrebno za uskladitev pravice 
do varstva osebnih podatkov s pravico do svobode izraţanja in obveščanja …«
314
 
EU zakonodajalec se je torej očitno zavedal, da lahko pravica do pozabe povzroči konflikt 
nasprotujočih si pravic, vendar pa je določitev pravil oziroma kriterijev raje prepustil vsaki 
drţavi članici posebej. Takšno prelaganje je sporno z več zornih kotov.
315
 Prvič, z vidika 
harmonizacije zakonodaje. Obveznost določitve pogojev v zvezi s svobodo izraţanja je 
namreč določala ţe Direktiva 95/46.
316
 Ne samo, da nekatere drţave tega niti niso storile in 
zato ni pričakovati, da bodo to storile sedaj,
317
 razpršenost zakonodaj lahko povzroči, da bodo 
določene vsebine odstranjene v eni drţavi, ne pa tudi v drugi.
318
 Če je Splošna uredba o 
varstvu podatkov resnično ţelela ustvariti one-stop-shop, bi morala več pozornosti posvetiti 
tudi poenotenju določb o svobodi izraţanja, namesto da to delo prepusti vsaki drţavi članici 
posebej.
319
 Formulacija pa je moteča tudi z nomotehničnega vidika, saj uredbe učinkujejo 
neposredno in jih tako za razliko od direktiv ni potrebno posebej prenašati v nacionalno 
zakonodajo, a 85. člen kljub temu od drţav članic zahteva konkretno in aktivno ravnanje.
320
 V 
zadregi pri interpretaciji bodo lahko tudi nacionalna sodišča, ki se bodo s preliminarnimi 
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Če je SEU v zadevi Google proti AEPD odločilo, da ni potrebno, da se hkrati z izbrisanim 
URL izbriše tudi informacija z izvorne spletne strani, pa bodo lahko na podlagi Splošne 
uredbe o varstvu podatkov sedaj osebe zahtevale izbris tudi na izvorni spletni strani.
322
 Prav 
tako Splošna uredba o varstvu podatkov ne razlikuje med javnimi in »nejavnimi« osebami ali 
med resničnimi in neresničnimi informacijami ter daje podlago za potencialni izbris tako 
informacij, ki jih posameznik objavi sam, kot tudi tistih, ki jih o njem objavijo drugi.
323
 Vse to 
meče senco dvoma na zagotavljanja Komisije, da gre pri pravici do pozabe izključno za 
nadzor nad lastnimi osebnimi podatki. 
Nadaljnja vprašanja odpira tudi pojem »za novinarske namene«. Ob poplavi spletnih 
dnevnikov oziroma blogov so namreč jasne meje, kdo je novinar, postale zabrisane. Zato se 
postavlja vprašanje, kdo sploh šteje za novinarja in bo subjekt izjem.
324
 Povedano bolj 
slikovito: »Dejansko to pomeni breme za Facebook, da dokaţe …, da je prijateljeva objava 
moje neprijetne slike novinarsko izraţanje.«
325
 Pojem novinarskega namena bi torej lahko bil 
ob preširoki uporabi apliciran prepogosto, s čimer bi se izničil učinek pravice do pozabe.
326
 
Vendar pa tendenco k široki razlagi lahko vidimo v 153. odstavku preambule: »Za 
upoštevanje pomena pravice do svobode izraţanja v vsaki demokratični druţbi je treba pojme, 
povezane s to svobodo, kot je na primer novinarstvo, razlagati v širokem smislu.«
327
 Poleg 
tega je tudi SEU ţe poudarilo, da je treba sicer pojem novinarstva razlagati široko, po drugi 
strani pa morajo biti izjeme in omejitve varstva podatkov določene »v mejah tega, kar je 
najnujneje potrebno.«
328
 Dalje je navedlo, da se obdelava podatkov šteje za dejavnost 
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novinarstva, »če je njihov cilj razkritje informacij, mnenj ali idej javnosti«, kar presojajo 
nacionalna sodišča, v vsakem primeru pa te dejavnosti niso pridrţane medijem.
329
 
Opozoriti velja na še en vidik, pomemben tudi za svobodo izraţanja. Za upravljavce, ki ne 
bodo ravnali skladno s Splošno uredbo o varstvu podatkov, so predvidene visoke kazni. 
Konkretno je za kršitev pravic posameznika iz 17. člena zagroţena globa do 20.000.000 EUR 
oziroma do 4 % skupnega svetovnega letnega prometa v preteklem proračunskem letu.
330
 
Glede na pomanjkanje kriterijev, na podlagi katerih bi se naj presojale zahteve za izbris, 
obstaja skrb, da bodo upravljavci rajši izbrisali več kot premalo
331
 ter s tem dejansko 
neupravičeno posegali v svobodo govora.  
5. 4. PRAVICA DO POZABE PRED ESČP? 
ESČP je v svoji bogati sodni praksi odločalo ţe v številnih primerih, v katerih se je pojavilo 
vprašanje trka svobode izraţanja in pravice do zasebnosti, tudi v povezavi z internetom.
332
 V 
sodbi Times Newspapers Ltd proti Združenemu kraljestvu
333
 je še posebej poudarilo vlogo 
interneta pri vrednotah, ki izhajajo iz 10. člena Konvencije, po drugi strani pa opozarja na 
posledice njegovega širokega dometa v primerjavi z ostalimi mediji, saj je tveganje škode, ki 
jo lahko človekovim pravicam povzroči vsebina na internetu, veliko večje kot v tradicionalnih 
medijih.
334
 Sicer v določbah 8. člena EKČP zaenkrat še ni prepoznalo pravice do pozabe, je 
pa ţe večkrat odločalo v zadevah v zvezi z internetnimi arhivi. Da le-ti bistveno prispevajo k 
dostopu do informacij in so njihov pomemben vir, je izpostavilo tudi v zadevi Wegrzynowski 
in Smolczewski proti Poljski,
335
 v kateri nekateri
336
 vidijo njegovo lastno verzijo pravice do 
pozabe.
337
 ESČP je v sodbi poudarilo, da je ena izmed funkcij medijev, da pretekla poročanja 
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ostanejo dostopna v javnih arhivih,
338
 vloga sodišč pa ni v tem, da ponovno pišejo zgodovino 
s tem, da naloţijo izbris vseh sledi članka, pa čeprav je bilo v sodnem postopku ugotovljeno, 
da je bil z njim prizadet pritoţnikov ugled. Poleg tega je interes javnosti dostopanja do 
internetnih arhivov varovan z 10. členom EKČP.
339
 Je pa pritrdilo domačemu sodišču, da bi 
bilo smiselno dodati komentar članku na internetu, ki bi javnost obvestil o izidu civilnih 
postopkov zaradi razţalitve.
340
 Dvom, ali bi bilo prav, da sodišče naloţi izbris in s tem na 
novo piše zgodovino, je tisti aspekt, ki po mnenju Elene Frantziou manjka v sodbi SEU 
Google proti AEPD.
341
 S pravico do pozabe in internetnimi arhivi bo ESČP odločalo tudi v ţe 
omenjenem primeru Wolfganga Werléja in Manfreda Lauberja proti Nemčiji.
342
 
Poleg tega se je ESČP v povezavi s kršitvijo 10. člena srečalo tudi z vprašanjem odgovornosti 
internetnih posrednikov. Veliko pozornosti je pritegnila sodba v zadevi Delfi AS proti 
Estoniji, v kateri je šlo za presojo odgovornosti pritoţnika kot spletnega medija za ţaljive 
anonimne komentarje uporabnikov. Pritoţnik je navajal, da je njegova vloga v zvezi s 
komentarji uporabnikov izključno posredniška in ni takšna, kot jo imajo mediji sicer.
343
 ESČP 
je sprejelo presojo estonskih sodišč, da pritoţnik ni samo internetni posrednik v smislu 
Direktive o elektronskem poslovanju. Poudarilo je, da je druţba Delfi AS nad ţaljivimi 
komentarji uporabnikov izvajala znaten nadzor, s čimer njegova vloga ni bila več samo 
tehnične, avtomatske in pasivne narave.
344
 ESČP se je v tej zadevi obiter dictum sklicevalo 
tudi na sodbo Google proti AEPD.
345
 Spomnilo je namreč na dejstvo, da se informacije na 
internetu z lahkoto in hitro širijo ter se tam tudi obdrţijo.  
S podobnim primerom se je ESČP srečalo v zadevi MTE in Index.hu proti Madžarski.
346
 
Sodba je bila teţko pričakovana predvsem zaradi vprašanja, kako bo ESČP nadalje razvijalo 
sodno prakso v zvezi z internetnimi posredniki za vsebino uporabnikov. Dejansko stanje je 
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bilo sicer podobno, a vendar bistveno drugačno kot pri zadevi Delfi. ESČP je zato ugotovilo 
kršitev 10. člena EKČP, ključna razlika pa je bila v dejstvu, da je šlo v zadevi Delfi za 
nezakonite komentarje oziroma sovraţni govor, medtem ko v tej zadevi ni šlo za tak 
primer.
347
 S tem je ESČP potrdilo, da je domet zadeve Delfi omejen na sovraţni govor.
348
 
Kljub temu da torej pravice do pozabe na ravni ESČP še ni, pa se nanj lahko obrnemo za 
usmeritev pri kriterijih, ki jih je potrebno upoštevati, ko sta na tehtnici pravica do pozabe in 
svoboda govora. Direktor za temeljne pravice in drţavljanstvo Direktorata za pravosodje na 
Evropski komisiji Paul Nemitz je na očitke, da je sodba SEU v zadevi Google proti AEPD 
preveč splošna in brez ustreznih kriterijev, dejal, da se je ne sme brati izolirano in poudaril, da 
se lahko ozremo na sodno prakso ESČP,
349
 še posebej na zadevo Von Hannover proti 
Nemčiji.
350
 Sodišče je namreč v tej zadevi navedlo kriterije, ki jih je potrebno upoštevati pri 
tehtanju med pravico do zasebnosti in svobodo izraţanja,
351
 in jih dopolnilo v zadevi Axel 
Springer AG proti Nemčiji.
352
 V eni izmed novejših zadev, Satakunnan Markkinapörssi Oy in 
Satamedia Oy proti Finski,
353
 jih je povzelo v naslednje točke: 
a) prispevek k debati v splošnem interesu,  
b) poznanost zadevne osebe in tema časopisnega članka, 
c) prejšnje ravnanje zadevne osebe, 
d) metoda pridobitve informacije in okoliščine, v katerih so bile posnete fotografije,  
e) vsebina, oblika in posledice publikacije, 
f) resnost sankcije za osebo, ki je objavila informacije. 
Čeprav so bili ti kriteriji razviti v zadevah zaradi razţalitve in zasebnosti v medijih in ne 
toliko v zvezi z varstvom osebnih podatkov, je koristno, če ne celo nujno, da so pri presoji 
zahtev za izbris upoštevani. Vseeno pa ni mogoče spregledati razlike med situacijami, ko sicer 
nejavna informacija postane javna in jo je potrebno presojati v luči svobode izraţanja, ter med 
situacijami, ko je informacija sicer ţe na voljo javnosti (in razkritju oziroma objavi zadevna 
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oseba takrat morda celo ni oporekala), pa bo kasneje podvrţena presoji za izbris. Zdi se 
namreč, da bo test sorazmernosti v zadnji situaciji vendarle moral bit še nekoliko stroţji, da 
izbrisu ne bo mogoče očitati prekomernega posega v svobodo govora. Kriteriji ESČP (katerim 
so sicer podobni tudi tisti Delovne skupine Člena 29 in Odbora) so tako dobrodošla usmeritev, 
vendar pa bodo morali biti v primeru kasnejšega izbrisa aplicirani še posebno skrbno – tako 
na ravni nacionalnih sodišč, kot tudi s strani ESČP, če/ko se bo soočalo s kršitvami v zvezi s 






















Pogosto slišimo trditev, da ţivimo v času, v katerem »si, kar Google reče, da si.« Četudi gre 
pri tovrstni izjavi za občutno pretiravanje, ni mogoče zanikati vpliva, ki ga lahko imajo spletni 
iskalniki na našo predstavo o določeni osebi. Verjetno si nihče ne ţeli biti zapomnjen samo po 
enem slabem dogodku v svojem ţivljenju. Hkrati pa sta svoboda govora in prejemanja 
informacij temeljni pravici v demokratični druţbi, ki se jima na račun zasebnosti ne ţelimo 
odpovedati.  
Skozi predmetno nalogo je bila predstavljena pravica do pozabe, ki se v EU počasi, a vztrajno 
izrisuje. Enotne definicije, kaj sploh predstavlja, ni mogoče podati. Poleg tega je ime 
zavajajoče in ima čustveno konotacijo. S tem predstavlja velik del odpora samega koncepta 
pravice do pozabe, saj vzbuja (napačen) vtis, da gre za prisilno, zakonodajno urejanje sicer 
človeškega procesa pozabljanja. Izkazalo se je, da SEU izraza »pravica do pozabe« 
pravzaprav sploh ne uporabi oziroma ga v obrazloţitvi omeni samo beţno. Očitno pa je ime 
ţe tako usidrano, da se njegovi uporabi v Splošni uredbi o varstvu podatkov ni mogel 
(popolnoma) upreti niti EU zakonodajalec. Z mojega gledišča je takšno poimenovanje ostalo 
zaradi simbolike, saj bo izbris določenih informacij povzročil, da bodo le-te sčasoma 
pozabljene. 
Prvi del izhodiščne hipoteze – da je bila pravica do pozabe v EU priznana s sodbo SEU, ki je 
bila nepričakovana – je bil delno potrjen. Čeprav drţi, da pred sodbo v zadevi Google proti 
AEPD na ravni EU ta pravica še ni obstajala, so nekatere drţave v svojih nacionalnih 
zakonodajah določene vidike te pravice ţe poznale, predvsem v smislu uspešne rehabilitacije 
kazenskih obsojencev. Tudi v EU se je o pravici do pozabe razpravljalo ţe od leta 2010, ko je 
Evropska komisija v zvezi z novo zakonodajo omenila izraz »pravica do pozabe«, pri sami 
sodbi pa je šlo predvsem za interpretacijo ţe obstoječih določb Direktive 95/46. Navsezadnje 
pa je bilo zaradi vse večje teţnje k več zasebnosti na internetu samo še vprašanje časa, kdaj bo 
njegov »večni spomin« tudi normativno urejen. Je bila torej sodba nepričakovana? Če nanjo 
gledamo zelo izolirano, z ozirom, da je bilo mnenje AG popolnoma drugačno in so zato 
mnogi pričakovali drugačen izid, potem da. Če pogledamo širši kontekst, pa je sodba 
predstavljala enega izmed smiselnih naslednjih korakov, sploh ker je takrat na ravni EU ţe 
bila v pripravi nova zakonodaja na področju varstva osebnih podatkov. Odmevnosti sodbe gre 
zato pripisati več dejavnikov. Nedvomno daje posameznikom vsaj moţnost, da preprečijo 
njihovo profiliranje s strani spletnih iskalnikov, kar je bilo pozdravljeno s strani zagovornikov 





posega v svobodo govora in prejemanja informacij, kar je upravičen pomislek. Hkrati ni 
zanemarljiv niti njen učinek na nekatere vidne korporacije in medijske hiše. Le-tem so bile 
namreč s sodbo naloţene določene obveznosti oziroma so zaradi nje bili izbrisani URL do 
njihovih vsebin. Vprašanje torej je, ali jim je res toliko mar za svobodo govora, saj jih pri 
nasprotovanju pravice do pozabe vodi še kakšen (ekonomski) interes.  
Drugi del hipoteze se je nanašal na konflikt svobode govora in zasebnosti. Ne glede na to, da 
le-tega ne gre zanikati, lahko zaključimo, da se izjava o pravici do pozabe kot največji groţnji 
svobodi govora
354
 zdi vendarle nekoliko pretirana. Skozi nalogo je bilo ugotovljeno, da je 
sodbi v zadevi Google proti AEPD sicer v tem smislu mogoče marsikaj očitati, prav tako pa 
tudi Splošni uredbi o varstvu podatkov. Ocena, kako daljnoseţne učinke bo pravica do pozabe 
v resnici imela na svobodo govora, pa bo mogoča predvsem, ko bo vzpostavljene več sodne 
prakse nacionalnih sodišč, ki je zaenkrat še skopa. Pri presojanju zahtev za izbris bo tako ne 
glede na to, ali bo šlo za izbris iskalnih zadetkov ali za konkretno vsebino, potrebno 
upoštevati predvsem naravo in vir informacije, status zadevne osebe ter časovno komponento. 
Pomembno je, da so pri presoji vsake posamezne zahteve upoštevani vsi interesi: zasebnost, 
varstvo osebnih podatkov, svoboda govora, pravica do prejemanja informacij. Teza, da 
konflikt me obema pravicama obstaja, se je torej potrdila kot nesporna. Vprašanje, kako velik 
in obvladljiv je ta konflikt, pa torej zaenkrat ostaja še odprto. 
Pričakovati je, da bo večina primerov rešenih na ravni samih upravljavcev osebnih podatkov, 
sodišča pa bodo odločala samo takrat, ko se bo prizadeti posameznik odločil, da se mu izplača 
sodelovati v kolesju dragih in zamudnih sodnih postopkov, s čimer se vrnemo v srţ 
problematičnosti ureditve, po kateri o temeljnih pravicah odločajo zasebne gospodarske 
druţbe. Zato je tudi teţko pritrditi stališču, da bodo javni organi »ultimativni arbitri« pri 
presoji zahtev.
355
 Vprašanje učinkovitosti pravnega sredstva pa se pojavlja tudi na strani oseb, 
ki menijo da jim je bila z izbrisom kršena svoboda govora oziroma prejemanja informacij, saj 
imajo trenutno za uresničevanje svojih pravic zelo omejene moţnosti. Tretji del hipoteze, 
usmerjen v kritiko presoje temeljnih pravic s strani zasebnih subjektov, se je tako potrdil. 
V zvezi s pravico do pozabe, kot jo določa 17. člen Splošne uredbe o varstvu podatkov, so 
bile v tej nalogi predstavljene predvsem kritične točke, ki odpirajo številna vprašanja. Če je 
bila namreč sodba SEU pogosto kritizirana zaradi svoje splošnosti in nejasnosti, tega 
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problema tudi Splošna uredba o varstvu podatkov ne rešuje, saj pravila ostajajo nedodelana in 
z veliko manevrskega prostora za različne interpretacije. Na dileme so sicer mnogi opozarjali 
ţe med samim zakonodajnim postopkom. Glede na to, da se bo uredba začela uporabljati šele 
maja 2018, je na tej točki razen ugibanj teţko napovedati, kaj vse bo takšna ureditev prinesla, 
strinjam pa se, da ima 17. člen »bolj simbolni, kot vsebinski učinek«.
356
 S primerjavo z 
Direktivo 95/46 je bilo prikazano, da so določbe podobne, pri čemer je novost predvsem 2. 
odstavek v zvezi z javno objavo, katerega domet še ni popolnoma jasen, predvsem pa kaţe na 
to, da ima pravica do pozabe na internetu pred sabo tudi nekatere tehnične izzive, da bo v 
praksi učinkovita. Očitno je, da pravo internet le steţka dohaja.  
Nedvomno pravica do pozabe v EU pomeni premik ravnoteţja v korist posameznikovih 
osebnih podatkov in s tem ponovno vzpostavlja vsaj nekaj nadzora nad njimi.
357
 Primeri, kot 
je uvodoma predstavljena zgodba Stacy Snyder, so realnost in se bodo zagotovo še dogajali. 
Ali je pravica do pozabe pravi odziv na rastoče pomanjkanje zasebnosti predvsem na 
internetu, pa bo pokazal čas. Razprava se je šele dodobra začela, zato bo zanimivo opazovati, 
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