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Franceschi, Dionete. A importancia do gerenciamento dos riscos empresariais, 
embasada no modelo COSO (Committee of Sponsoring Organizations of the Treadway 
Commission). Ha riscos em todos os ambientes, em todos os lades, que podem impactar 
negativamente o neg6cio da sua companhia. Devido a esse fato, e a regulamentagoes 
propostas a auxiliar os empresarios a criar uma visao de riscos e de governanga corporativa, 
cada vez mais as empresas estao preocupadas em gerenciar os riscos, adotando controles 
internes, podendo dessa forma criar oportunidades de melhoria significativas para as 
empresas, bern como aumentar a competitividade no mercado e facilitar o desenvolvimento 
de um planejamento estrategico em linha com seus objetivos. 
Sendo o gerenciamento de riscos, por intermedio de controles internes embasados no 
modele COSO (Committee Of Sponsoring Organizations Of The Treadway Commission), o 
objetivo do trabalho ora apresentado. 0 COSO e um framework que visa atender a lei 
americana Sarbanes Oxley, sendo inclusive o modele de controles internes sugerido pela 
mesma voltada para objetivos de neg6cios, buscando mitigar por meio de controles internes 
os riscos inerentes ao neg6cio da empresa. 
Os objetivos para implementagao de controles internes evidenciados no modele COSO sao: 
../ Eficiencia e efetividade operacional; 
../ Confianga nos registros contabeis/financeiros; 
../ Conformidade. 
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1. INTRODUCAO 
0 mundo empresarial se modifica e se ajusta aos ciclos das grandes quebras 
e dos escandalos financeiros que vern abalando o mundo ao Iongo dos ultimos anos 
e foram protagonizados por grandes potencias mundiais, como a Enron, World-
Comm, Parmalat, Arthur Andersen e mais recentemente a WEG, empresa do setor 
metal mecanico, instalada em Jaragua do Sui, Santa Catarina, anunciou a 
ocorrencia de fraude em seus controles internes, gerando perda financeira de R$ 2 
milhoes no anode 2005. 
Os riscos estao em todos os Iadas, sejam decorrentes de fatores internes ou 
externos, daf a importancia de se gerenciar corretamente os riscos das mais 
diversas naturezas e origens, por intermedio da ado<;:ao de controles internes, 
podendo dessa forma criar oportunidades de melhoria significativas para a empresa, 
bern como aumentar a competitividade no mercado. 
Se houvesse maier divulga<;:ao e transparencia no gerenciamento dos riscos 
dos neg6cios, todos os tipos de neg6cios poderiam evoluir entre a especula<;:ao 
necessaria e o equilibria suficiente e ficar mais saudaveis, seguros e eficientes. 
A consciencia internacional de riscos ja esta bastante desenvolvida, porem no 
Brasil, os passes tern sido bastante lentos, podendo as empresas brasileiras estar 
perdendo competitividade no mercado. 
A questao adquire fei<;:6es altamente complexas quando se percebe a 
extraordinaria amplitude do conceito de risco, levando-se em considera<;:ao qualquer 
fato que possa ter impacto nos resultados de uma organiza<;:ao. Em vista das 
multiplas amea<;:as potenciais a saude e a continuidade dos neg6cios, tem-se 
observado, portanto, uma crescente iniciativa do mundo empresarial no sentido de 
aprimorar as praticas de gestae responsavel e transparente, de modo a mitigar 
riscos e refor<;:ar a seguran<;:a operacional, agregando maier seguran<;:a nas 
estrategias da organiza<;:ao. 
E com o intuito de refrear o advento de novas escandalos contabeis e a 
lavagem de dinheiro, valorizando os controles internes, esta em curse um enorme 
esfor<;:o de adesao a regulamenta<;:oes emergentes. Organiza<;:6es de todos os ramos 
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economicos, em todo o planeta, estao as voltas com a missao de atender a 
rigorosos requerimentos, fundamentados em boas praticas. 
Destacando-se nesse sentido a Lei Sarbanes Oxley de 2002, a qual afeta 
todas as empresas americanas e estrangeiras, com agoes nas balsas dos Estados 
Unidos. Em caso de nao cumprimento da legislagao, administradores, auditores e 
consultores estao sujeitos a severas penalidades. Similarmente, na Uniao Europeia, 
as firmas locais estao sendo compelidas a aderir a norma lAS 2005 - International 
Accounting Standards. 
Alem de essas regulamentagoes terem sido desenvolvidas para controlar 
riscos e gerar maior transparencia no mercado financeiro, induzindo o 
gerenciamento eficaz, sao tambem grandes aliadas dos executives, auxiliando no 
planejamento estrategico coerente, com foco em controles internos e nas possfveis 
exposigoes aos riscos inerentes ao neg6cio e aos seus processos. 
Reuniremos no trabalho ora apresentado, uma visao integrada de riscos, da 
necessidade do gerenciamento de riscos e de oportunidades de melhoria, e de 
controles internos embasados no modelo COSO. 
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2. GOVERNANCA: UMA QUESTAO DE CONTINUIDADE DOS NEGOCIOS 
2.1 Governan~a por lntermedio de Regulamenta~oes 
Diante das press6es regulat6rias e das multiplas ameac;as a continuidade dos 
neg6cios, as corporac;oes movimentam-se hoje no sentido de aprimorar processes, 
fortalecer controles internos e ganhar eficiencia operacional. 
Gerenciar pr6-ativamente os riscos para incrementar neg6cios com 
transparencia e credibilidade e, definitivamente, a diretiva que hoje mobiliza os 
segmentos mais dinamicos do mundo empresarial, tornando cada vez mais vitais e 
sinergicas as boas praticas de governanc;a corporativa e tecnol6gica. 
De acordo com o IBGC, "Governanc;a Corporativa e o sistema pelo qual as 
sociedades sao dirigidas e monitoradas, envolvendo os relacionamentos entre 
Acionistas/Cotistas, Conselho de Administrac;ao, Diretoria, Auditoria lndependente e 
Conselho Fiscal." 
As boas praticas de governanc;a corporativa tern a finalidade de aumentar o 
valor da sociedade, facilitar seu acesso ao capital e contribuir para a sua 
continuidade. 
Tirando proveito do esforc;o de compliance com os numerosos marcos 
regulat6rios existentes, com destaque para a Lei Sarbanes-Ox/ey e para o Acordo da 
Basileia 2, este por sua vez direcionado para os riscos financeiros e operacionais no 
setor de servic;os financeiros, as organizac;6es empenham-se em abrac;ar a cultura 
de gestao de riscos. A ordem agora e redesenhar e aprimorar os processes internos, 
elevar a produtividade e a eficiencia, potencializando assim as vantagens 
competitivas. 
"0 mercado tern de cumprir as regulamentac;6es, mas a maior parte das 
empresas quer ir alem, almejando obter beneffcios para os neg6cios", afianc;a 
Ricardo Balkins, s6cio-diretor de consultoria em gestao de riscos empresariais da 
Deloitte. Daqui a certo tempo, nao sera a legislac;ao, mas sim o business em si que 
vai requisitar maior transparencia. 
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Esta-se falando, em ultima instancia, de assegurar nada menos que a 
continuidade dos neg6cios das companhias. Vale dizer, a missao e levantar, 
quantificar e monitorar a ocorrencia de todo tipo de evento, externo ou interno, 
envolvendo processes, sistemas e pessoas, que possa acarretar impactos na 
gera9ao de receitas e lucros. 
Em decorrencia direta dessas demandas, come9aram no Brasil 
implementa96es efetivas de modelos padronizados de gestao, como o COSO 
(Committee of Sponsoring Organizations of The Treadway Commission), este por 
sua vez, e o principal objeto de estudo do trabalho em questao, e orientado para a 
governan9a corporativa, apontado na Lei Sarbanes-Oxley como benchmark de 
referenda. 
Para que as empresas se adaptem aos modelos padronizados de gestao, 
deve-se fazer um trabalho meticuloso de auditoria de processes, com a finalidade de 
assimilar o neg6cio da empresa e fixar os controles indicados. No passo seguinte, 
surgirao mudan9as de procedimentos mais aprofundadas, bern como a mudan9a 
cultural, necessitando participa9ao efetiva da presidencia, gestores e pessoal 
operacional para que tornem efetivas as praticas de monitora(fao, visando a 
continuidade dos neg6cios. "Detectar quais sao os riscos presentes e quais as 
rea96es diante deles e tarefa afeita a toda a organiza9ao. E preciso que se 
mantenha uma atitude de alerta permanente e que uma serie de a96es preventivas 
sejam tomadas", preceitua Edgar D'Andrea, s6cio da area de gestao de riscos 
tecnol6gicos da PricewaterhouseCoopers. 
2.2 Regulamentac;oes 
As regulamenta96es propostas vern auxiliar os empresarios a criar uma visao 
focada em riscos e governan9a corporativa e, consequentemente, a educar as 
empresas a agregar valor atraves do gerenciamento dos riscos, gerando 
oportunidades e facilitando o desenvolvimento de um planejamento estrategico em 
linha com seus objetivos. 
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2.3 Sarbanes Oxley 
A lei americana Sarbanes Oxley de 2002, tern como objetivo principal reduzir 
fraudes e insuficiencias nos balangos empresariais e resgatar a confianga dos 
investidores. Atinge todas as empresas dos Estados Unidos e estrangeiras, com 
receita superior a US$ 75 milhoes, listadas na Bolsa de Nova York, Amex ou 
Nasdaq. 
Segmentada em numerosas segoes, a Sarbanes Oxley obriga as corporagoes 
a aprimorarem o gerenciamento, conferirem transparencia aos resultados financeiros 
e contabeis, alem de monitorarem de perto o desempenho dos neg6cios. 
Responsabiliza os conselhos diretivos, que ficam sujeitos a penalidades legais (que 
podem variar de 10 a 20 a nos de prisao ou multa de 1 a 5 mil hoes de d61ares 
americanos), pela exatidao dos relat6rios financeiros e pelo correto funcionamento 
dos controles internes, os quais devem ser periodicamente fiscalizados por 
auditorias externas. A transparencia e requerida nos resultados, nos processes e 
dados operacionais que geram os resultados. 
Fato a notar e que o escopo da Segao 302 da lei Sarbanes 
Oxley, que trata da responsabilidade corporativa pelos relat6rios, inclui tambem 
informagoes nao-financeiras como o ambiente competitive e regulat6rio, condigoes 
macroeconomicas, objetivos de neg6cios, metas e estrategias, problemas de 
governanga, investimentos e aquisigoes planejados e mudangas nas linhas de 
neg6cios, entre outros pontes. 
2.4 lAS 2005 
Na Uniao Europeia, as empresas listadas nas bolsas tern a obrigagao de 
publicar a partir de 2005, todos os seus relat6rios financeiros consolidados em 
conformidade com a lAS- International Accounting Standards, norma editada pela 
IASB- International Accounting Standards Board. Por meio de um unico framework 
para gerar relat6rios, a meta e tornar os resultados mutuamente comparaveis, 
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transparentes e confiaveis, emprestando maior eficiencia ao mercado de capitais 
europeu e facilitando a integra9ao entre as balsas dos diferentes estados membros. 
Nao se trata apenas de reordenar as informa96es existentes e rearranjar os 
sistemas contabeis, mas sim de alterar o modo como uma empresa se apresenta 
publicamente, com impactos na aferi9ao do desempenho, na rela9ao com os 
investidores e nas transa96es de neg6cios. 
2.5 Acordo da Basih~ia 2 
As praticas de gerenciamento preceituadas pelo Grupo de Gestae de Riscos 
do Comite da Basileia sabre Supervisao Bancaria, vinculado ao BIS (Bank for 
International Settlements) enfeixadas no chamado acordo da Basileia 2 - visam 
responder a maior diversidade e complexidade na atua9ao dos bancos e no seu 
perfil de riscos, em decorrencia da globaliza9ao e desregulamenta9ao dos servi9os 
financeiros e da sofistica9ao tecnol6gica que marca o setor, tendo como objetivo 
principal a mitiga9ao de riscos de fraudes e de falhas sistemicas. 0 prazo de 
aderencia ao compliance e 2006. 
A empresa de auditoria e consultoria empresarial Deloitte Touche Tohmatsu 
define compliance como "o sistema designado para prevenir e detectar a falta de 
conformidade com leis e regulamenta96es externas ou internas existentes no 
neg6cio, que possam ser cometidas pelos seus funcionarios e outros agentes". 
Basileia 2 busca dotar os bancos de urn framework para supervisionar o 
gerenciamento efetivo dos riscos operacionais - riscos de perdas oriundas de 
eventos externos, de falhas ou inadequa96es envolvendo processes internes, 
pessoas e sistemas - dos riscos de credito e de mercado. Encoraja as institui96es a 
utilizar aplica96es de avalia9ao e quantifica9ao de riscos para calcular a aloca9ao de 
capital necessaria. 
Ressalvando as diferen9as de uma institui9ao para outra, a meta e estimular 
uma forte cultura de risco operacional, de controle e reporte interne, o que inclui, 
entre outras coisas, delimitar linhas de responsabilidade claras e segregar fun96es, 
alem da ado9ao de pianos de contingencias eficazes. 
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2.6 Reflexos das Regulamentac;oes no Brasil 
No Brasil, as subsidiarias das multinacionais americanas e as companhias 
brasileiras com ADRs (American Depository Receipts), listados na Bolsa de Nova 
Yorkja se mobilizam tendo em vista a adesao a lei Sarbanes Oxley. 
No segmento financeiro, a Febraban (Federagao Brasileira dos Bancos), inicia 
urn trabalho intensive de preparagao para dar provimento aos preceitos do Acordo 
Basileia 2. Algumas instituig6es nacionais de grande porte, como o Bradesco, ltau e 
Unibanco, langaram seus projetos, antecipando-se na adesao ao acordo Basileia 2. 
Afora essas movimentag6es mais evidentes, pressoes regulat6rias partem 
tambem de outras frentes, abrangendo varias areas da economia, como as 
provenientes de entidade como Anatel - Agencia Nacional de Telecomunicag6es, 
Anaeel - Agencia Nacional de Energia Eletrica, CVM - Comissao de Valores 
Mobiliarios, sem mencionar o que esta sacramentado no novo c6digo civil. 
Em decorrencia direta dessas demandas, comec;am a deslanchar as 
implementag6es de frameworks de gestao como o COSO (Committee of Sponsoring 
Organizations of The Treadway Commission), orientado para a governanga 
corporativa, eo COB IT (Control Objectives for Information and Related Technology), 
centrado na governanga tecnol6gica. 
A Sarbanes-Oxley, alias, recomenda explicitamente o COSO para se efetuar 
os controles e a avaliagao de riscos, o que fez despertar urn grande interesse em 
seu estudo, o qual ganha proporgoes maiores no capitulo 5 deste. Ja o COBIT 
recebeu expressive empurrao ao ser indicado pelo Banco Central do Brasil como 
instrumento de auditoria e compliance. 
Como e 6bvio, essa enfase no trato dos riscos e a severidade regulat6ria 
adquirem pleno sentido diante da complexidade e volatilidade dos mercados e nos 
ambientes de neg6cios. Em termos macroeconomicos, a desregulamentagao e 
globalizac;ao, ao ensejarem a abertura das fronteiras na atuagao das empresas, 
fundaram urn marco estrategico inteiramente distinto. 
Os riscos cresceram exponencialmente, sobretudo nos mercados em que a 
globalizagao incidiu de maneira mais agressiva. Eventos tao dfspares como guerras, 
conflitos, atentados, ataques de hackers, fraudes, lavagem de dinheiro, desastres 
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ambientais, epidemias, entre tantos outros, nao raro tern de passar pelo crivo dos 
conselhos diretivos. 
A finalidade e garantir boas praticas de administra<:;;ao e, ao mesmo tempo, 
transparencia. Evitando que investidores, acionistas e parceiros de neg6cios 
evidenciem empresas aparentemente s61idas, se desmanchando no ar pela 
ausencia de uma gestao etica, profissional e pr6-ativa. Nao bastando apenas 
antecipar-se aos riscos, mas comprovar organiza<:;;ao aos investidores, em suma, 
demonstrar que a administra<:;;ao esta preocupada com a continuidade dos neg6cios. 
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3. RISCOS E OPORTUNIDADES 
3.1 Defini~ao de Riscos e Oportunidades 
Riscos empresariais, de acordo com Paulo Baraldi, "sao todos os eventos e 
expectativas de eventos que impedem que a empresa e as pessoas da empresa de 
ganharem dinheiro e respeito." Os riscos empresariais podem levar a empresa a 
falencia e consequentemente, prejudicar a todos os stakeholders (clientes, 
acionistas, colaboradores, mercado e investidores). 
Ap6s o estouro da bolha do mercado de ac;oes das empresas ponto.com, os 
acontecimentos de 11 de setembro, o colapso das empresas Enron e Arthur 
Andersen, os casas corriqueiros de fraude e ate mesmo a explosao da Base de 
Alcantara, no Maranhao, duas coisas sabre risco devem ficar bern entendidas: 
../ Eventos negativos com impactos que vao desde urn pequeno transtorno ate 
uma catastrofe podem afetar sua empresa onde quer que ela esteja 
localizada . 
../ Eventos negativos podem assumir diversas formas, sendo que cada evento 
afetara uma organizac;ao de maneira diferente, causando urn impacto que 
podera significar urn pequeno transtorno para uma e uma grande catastrofe 
para outra. 
Com isso em mente, e importante lembrar que urn fator de risco que se 
transforme em urn evento negativo real tern a possibilidade de transtornar os 
processos de sua organizac;ao, deixando-a incapaz de atender aos requisitos dos 
clientes, acionistas e investidores. 
Os impactos dos eventos podem ser negativos, positivos, ou os dois. Eventos 
com impacto negativos podem inibir a criac;ao de valor para o neg6cio, ja os eventos 
com impacto positivo, podem compensar eventos negativos ou representar 
oportunidades, que se bern aproveitadas, podem aumentar o valor da sociedade e 
contribuir para a perenidade da companhia, vale ressaltar, portanto que "se o risco 
gerenciado causa a oportunidade de ganho ou reduc;ao de perda, a identificac;ao de 
oportunidades causa riscos a serem gerenciados" [Paulo Baraldi]. 
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3.2 Gestao de Riscos e Oportunidades 
Conforme definido pela Enterprise Risk Management Framework - do 
Committee of Sponsoring Organization of the Treadway Commission (COSO) e 
citado por Paulo Baraldi: "o gerenciamento de riscos empresariais e urn processo 
efetuado por pessoas (diretoria, gerencia e outras), aplicado no estabelecimento de 
estrategia atraves da empresa, desenhado para identificar eventos potenciais que 
podem afetar a entidade e gerenciar os riscos dentro do apetite da empresa e 
fornecer seguran9a razoavel com respeito a realiza9ao dos objetivos da empresa". 
A gestao de riscos nao deve, em absoluto, ser entendida sob uma conota9ao 
negativa, pela qual se visaria tao s6 identificar e abrandar amea9as. Ela pode, pelo 
contrario, aportar vantagens estrategicas e diferenciais competitivos. As companhias 
pr6-ativas nao monitoram riscos apenas por motivos regulat6rios ou pra garantir a 
governan9a corporativa, mas sim, adotam essa iniciativa para agregar valor e 
alavancar oportunidades. No entanto, para que tudo isso ocorra automaticamente e 
da maneira prevista o gestor precisa enxergar e conhecer bern os riscos, para que 
possa vislumbrar os melhores caminhos. 
Num cenario em que a informa9ao on-line torna tudo instantaneo, identificar 
primeiro os riscos pode significar sair na frente ou perder mercado. Os investimentos 
no cambia e o uso da Internet no suporte as transa96es sao exemplos de como e 
possfvel incrementar receitas, desde que os riscos estejam sob absoluta vigilancia. 
Para o born gerenciamento dos riscos e das oportunidades, faz-se necessaria 
mapear, avaliar o impacto e a probabilidade de os mesmos acontecerem, 
acompanha-los e aperfei9oa-los, bern como o envolvimento, o comprometimento de 
todos (gestores, diretores, presidencia, e obviamente do pessoal operacional) para 
com os objetivos estrategicos da corpora9ao. 
0 que esta acontecendo atualmente demonstra que o tema risco deixou de se 
ater a urn setor especifico para adquirir importancia vital no ambito de toda a 
corpora9ao e, portanto, os CIOs, por exemplo, tern de trabalhar com urn conceito 
mais amplo e consistente de riscos, de modo a conseguir gerar maior valor. 
Outro ponto decisivo vern de que, ao se tornarem mais transparentes e 
angariarem a confian9a de clientes, investidores e fornecedores, as empresas 
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podem desfrutar de ambiente de neg6cios menos hostil, uma vez que companhias 
que tern maior solidez e confiabilidade conseguem convencer o mercado de que sua 
operagao esta alinhada com suas estrategias. 
Foi o que aconteceu com a empresa multinacional brasileira Weg S/A, que 
demonstrou transparencia ao comunicar publicamente a fraude incorrida 
internamente, ocasionando o rombo de R$ 2 milhoes em seus cofres, sendo a fraude 
constatada par meio da auditoria interna da companhia. A trama ardilosa 
contemplava a emissao de notas fiscais de falsos fornecedores e o efetivo 
pagamento em contas de quatorze "laranjas", todos funcionarios da companhia e 
devidamente subornados pelos suspeitos: urn funcionario recem contratado como 
auxiliar do setor financeiro da fabrica de Jaragua do Sui (SC) e seu irmao gemeo, 
ex-estagiario da Weg. 
Felizmente, grande parte do montante desviado ( cerca de 70% ), ja fora 
recuperado, porem o que paira no ar, e a falta de controles preventives da 
companhia, como a correta segregagao de fungoes, restringindo os acessos 
sistemicos as transagoes criticas como emissao de pedido de compra, aprovagao 
para o pedido, recebimento fiscal (sistemico) e efetivagao do pagamento das notas 
fiscais forjadas. 
3.3 Mudanc;a Cultural 
Se num primeiro momenta as novas praticas de gerenciamento de riscos sao 
impostas par uma repressao legal, ao Iongo do tempo elas devem contribuir para 
uma mudanga cultural mais profunda. Num estagio mais avangado, as organizagoes 
se moverao pela consciencia de que isso reforga sua credibilidade, seguranga e 
solidez. 
0 prop6sito da lei nada mais e do que educar as organizagoes, fazendo-as 
entender que ao cumprirem os requerimentos de compliance, estarao preparadas 
para tomadas de decisoes mais precisas e eficazes. E mais, monitorar tendencias e 
indicadores, fazer os ajustes necessaries, obter informagoes precisas e automatizar 
processes representam urn diferencial no mercado atual. 
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Por esse conjunto de atributos, a gestao de riscos deve adquirir a mesma 
relevancia que a onda de busca de qualidade, nos moldes da ISO, que mobilizou as 
empresas no passado recente, pois este modelo de gestao se tornara urn requisito 
nos neg6cios, ultrapassando o mero cumprimento da regulagao. Ja na visao 
tecnol6gica, o cuidado com os riscos pode ser vista como o caminho natural da 
evolugao gerencial do setor corporativo. Essa dinamica teve inicio com a 
modernizagao e automatizagao de processos, passou pelas etapas de integragao, 
planejamento, colaboragao e analise de desempenho. 
0 conhecimento e a prevengao de riscos inerentes a investimentos, 
informagoes e seguranga, vieram atender as necessidades de neg6cios e reflete o 
amadurecimento do mercado e das empresas. 
3.4 Efeito em Cadeia 
De acordo com especialistas em gestao de riscos empresarias da Deloitte 
Touche Tohmatsu preveem a ocorrencia de urn "efeito em cadeia", pelo qual, mesmo 
as empresas nao diretamente expostas as novas regulagoes, acabarao por 
enquadrar-se devido a exigencia do mercado e a valorizagao da pratica de gestao 
transparente. 
De imediato, no Brasil, o aperto regulat6rio afetara diretamente as 
subsidiarias das multinacionais, que passarao a se orientar pelas normas que regem 
as matrizes, incorporando a mesma 6tica para tratar de numeros e processos. Na 
sequencia, as transacionais inseridas em cadeias produtivas no pafs deverao exigir 
que seus fornecedores de primeira linha tambem reportem seus numeros sob a 
mesma estrutura, devido ao elevado grau de dependencia desses fornecedores. 
E. importante ressaltar, que a exigencia no sentido de seguir padroes 
internacionais nao concerne apenas a qualificagao dos produtos adquiridos, mas 
tambem aos relat6rios financeiros dos provedores, de modo que estes terao 
igualmente de dar mostras de solidez e transparencia. A Sarbanes Oxley se aplica 
tambem as empresas que planejam abrir seu capital, bern como as que se encontra 
em industrias reguladas. As praticas de controle podem ajudar ate as firmas de 
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capital fechado a se verem livres de acusag6es de fraudes, uma vez que seus 
parceiros podem insistir em maior profissionalismo gerencial e impor a obediencia a 
regulamentagao como condigao para fechar neg6cios. 
A tendencia por sinal, e que se intensifique o processo de cobranga mutua 
entre as organizag6es parceiras e cliente, no sentido de manterem os seus 
respectivos riscos sob controle. Os bancos, por exemplo, ja pedem relat6rios 
auditados de seus clientes sabre responsabilidade social e ambiental, de maneira a 
ter maior seguranga sabre o recebimento de seus creditos. Essa cobranga pode, se 
mal administrada, virar uma caga as bruxas indiscriminada ou urn mecanisme de 
coergao. Por outro lado, pode ser saudavel no processo de desenvolvimento do 
conhecimento e de melhores praticas locais. 
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4. IMPLANTACAO DO MODELO PROPOSTO PELA SARBANES OXLEY 
A Lei Sarbanes Oxley e as regras relacionadas emitidas pela SEC (Securities 
and Exchange Commission, instituigao equivalente a brasileira Comissao de Valores 
Mobilarios - CVM) sao leis e regulamentag6es complexas que geraram confusao e 
consternagao na comunidade empresarial. Mas, por tras de todas as regras e 
regulamentag6es, a Lei Sarbanes Oxley e simplesmente uma forma encontrada pelo 
governo para estabelecer recursos legais nos preceitos basicos da boa governanga 
corporativa e das praticas empresariais eticas. 
0 estabelecimento desses novas procedimentos para os controles internos e 
para a certificagao executiva representa uma corregao de curso essencial para as 
companhias de capital aberto, determinando processes cuja adogao as companhias 
deveriam ter considerado em primeiro Iugar, alem de despertar o sensa empresarial 
atraves da concentrac;ao do foco na boa governanga corporativa e na transparencia 
das informag6es financeiras. 
No entanto, as novas regras imp6em urn custo: essas mudangas necessitarao 
de alterag6es significativas nos procedimentos e nas praticas, bern como na vida 
cotidiana de muitos executives e de pessoas que a eles se reportam. Entretanto, 
muitas companhias nao vao comegar do zero, elas estarao aptas a adaptar 
processes ja existentes para cumprir as exigencias de controles internos da Lei 
Sarbanes Oxley. 
Talvez a realizagao mais importante seja a mudanc;a significativa e 
permanente da obrigatoriedade da aplicagao da Lei Sarbanes Oxley. Para uma 
companhia de capital aberto, a obediencia a essa Lei nao e negociavel. Para os 
Comites de Auditoria e para a Alta Administragao de companhias de capital aberto, 
particularmente Diretores Executives e Diretores Financeiros, as definig6es de 
administradores financeiros e responsabilidade pessoal tornaram-se mais explicitas 
e os riscos significativos mais altos. 
Nao s6 suas obrigag6es estao claras, mas tambem as suas oportunidades. 
Ao percorrer de forma eficaz esse novo tempo, o potencial para revisar e perceber 
as novas vis6es corporativas e atingir novas niveis de excelencia corporativa e 
inesgotavel. A Lei Sarbanes Oxley codifica a concepgao de que a administrac;ao da 
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companhia deve estabelecer as informac;oes materiais arquivadas na SEC e 
distribuidas aos investidores, e deve, tambem, responsabilizar-se pela probidade, 
profundidade e precisao dessas informac;oes. 
Executivos que tern o pensamento inovador procurarao aproveitar as 
mudanc;as impostas para melhorar o desempenho operacional. Companhias de 
capital fechado, embora nao obrigadas legalmente a cumprir a nova lei, tambem 
podem optar pela adoc;ao de determinados componentes como parte de urn plano 
geral para o aperfeic;oamento das operac;oes de seu neg6cio. 
Embora se de grande enfoque, assim como a propria Lei Sarbanes Oxley, aos 
controles internos, eles constituem apenas em urn dos muitos componentes da boa 
governanc;a corporativa. lnumeras outras considerac;oes tambem entram em 
discussao: integridade e valores eticos; filosofia da administrac;ao e estilo 
operacional; estrutura organizacional; papeis e responsabilidades bern definidos 
para diretores, administrac;ao e funcionarios; compromissos com a excelencia; 
diretorias e comites eficazes e pr6-ativos; e muito mais. 
E importante que os administradores das companhias tratem o cumprimento 
da Lei Sarbanes Oxley como prioridade. Essa nova enfase nos controles internos e 
na divulgac;ao transparente nao e urn modismo. A Lei Sarbanes Oxley muda 
fundamentalmente o cenario empresarial e as companhias nao podem subestimar a 
tarefa que tern pela frente. E necessaria tamar ac;oes imediatas. Muitas medidas da 
nova Lei ainda estao em fase de formulac;ao, e novas regras e regulamentac;oes 
serao promulgadas. Sem duvida, os efeitos da Lei Sarbanes Oxley serao sentidos no 
futuro. 
4.1 Governan~a e as Atividades de Controles 
A Lei Sarbanes Oxley torna os executivos explicitamente responsaveis par 
estabelecer, avaliar e monitorar a eficacia da estrutura de controles internos das 
companhias. Para muitos executivos, as complexidades que envolvem o 
cumprimento das regras e as implicac;oes de seu descumprimento podem ser 
desanimadoras. 
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Contudo, a situagao pode nao ser tao grave quanto se imagina. lsso porque 
quase todas as companhias de capital aberto ja possuem algum tipo de estrutura de 
controles internes. Por exemplo, sempre que urn membro do departamento 
financeiro utiliza uma senha exclusiva para obter acesso ao sistema financeiro da 
companhia, urn controle esta sendo executado. Alem disso, a maior parte das 
companhias ja implementou algum nlvel de monitoramento. Por exemplo, utilizando 
o exemplo mencionado, sempre que urn supervisor revisa as trilhas de auditoria 
(logs) do usuario para verificar se o acesso apropriado ao sistema esta sendo 
mantido, ocorre urn monitoramento. 
Embora a situagao possa nao ser tao crltica, esta Ionge de ser 6tima. Em 
muitas companhias existe uma lacuna significativa entre os funcionarios que 
executam as atividades de controle e os executives que tomam as decis6es 
estrategicas de governanga corporativa. A maior parte das companhias nao 
possuem, e antes da Lei Sarbanes Oxley nao estavam obrigadas a ter, vinculo direto 
das atividades de governanga da Diretoria e da Alta Administragao com as 
atividades de controle da organizagao. Mas agora e importante para o cumprimento 
das regras que se estabelega esse vinculo, ja que a Lei Sarbanes Oxley exige que 
os altos executives demonstrem, pelos registros efetivados, a funcionalidade da 
estrutura de controles internes. 
0 primeiro passo para a implantagao do modele proposto pela Sarbanes 
Oxley e a empresa conseguir criar uma visao geral de urn programa de controles 
internes e infra-estrutura para poderem adaptar esta nova realidade aos seus 
recursos, processes e tecnologias ja existentes, criando, conseqOentemente, o 
vinculo que antes era inexistente e que conecta atividades de controle s61idas com 
governanga corporativa. 
E recomendavel que a empresa erie comites, adotando os princlpios 
presentes na lei e obtendo as informag6es organizacionais para que consigam 
monitorar suas atividades. Alem disso, e necessaria mapear detalhadamente uma 
trajet6ria que conduza a uma ampliada estrutura de controles. 
Os beneffcios podem exceder o simples cumprimento da Lei Sarbanes Oxley. 
Na verdade, uma forte estrutura de controles internes pode ajudar a companhia a: 
./ Tomar melhores decis6es operacionais e obter informag6es mais pontuais; 
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./ Conquistar ou reconquistar a confianga dos investidores; 
./ Evitar a evasao de recursos; 
./ Cumprir leis e regulamentos aplicaveis; 
./ Obter vantagem competitiva atraves de operagoes dinamicas; e 
./ Realizar um planejamento estrategico mais realista com suas necessidades. 
lnversamente, as companhias que se negam a instituir os controles exigidos 
podem se colocar em situagoes similares aquelas que levaram a promulgagao da Lei 
Sarbanes Oxley, o que acarretara: 
./ Maior exposigao a fraude; 
./ Penalidades impostas pela SEC; 
./ Publicidade desfavoravel; 
./ lmpacto negativo sabre o valor do acionista; e 
./ Queixas ou outras agoes judiciais impetradas por acionistas. 
4.2 Controles lnternos 
0 Committee of Sponsoring Organizations of the treadway Commission, o 
COSO, de uma forma ampla e bern aceita no mercado, define controles internos 
como sendo "um processo efetuado pelo conselho de administragao, pela 
administragao ou por outras pessoas da companhia, que visa fornecer seguranga 
razoavel quanta a possibilidade de atingir objetivos nas seguintes categorias: 
./ Eficacia e Eficiencia das operagoes; 
./ Confiabilidade dos relat6rios financeiros; 
./ Cumprimento de leis e regulamentagoes aplicaveis". 
Ja a SEC propoem definir controles internos e procedimentos para a emissao 
de relat6rios financeiros como "controles relatives a preparagao de demonstragoes 
financeiras para fins externos que sao apresentados de maneira apropriada e em 
conformidade com os prindpios contabeis nacionais". 
0 termo "controles e procedimentos de divulgagao" foi recentemente 
apresentado pela SEC ap6s o decreta da lei Sarbanes Oxley, os controles e 
procedimentos de divulgagao "sao desenhados para assegurar que as informagoes 
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que uma companhia precisa divulgar nos relat6rios arquivados por ela segundo o 
Exchange Act sao registradas, processadas, resumidas e reportadas dentro dos 
prazos estipulados pela SEC." Essa defini<;ao inclui tanto as divulga<;6es financeiras 
quanta as nao-financeiras. 
Sob o figurino da governan<;a, devem-se elaborar, mapear e testar os 
controles. A todo risco deve ser associado um controle, em conformidade com o 
grau desse risco: baixo, media ou alto, embasados na probabilidade e no impacto de 
tal risco. Cada area operacional deve aquilatar seus riscos e as formas de 
acompanha-los, reservando-se a area de Tl a missao de dar suporte a essa rede de 
monitora<;ao. 
0 grande obstaculo, a juizo de D'Andrea, e que as empresas tratam desses 
problemas por meio de solu<;6es fragmentadas, em meio aos varios departamentos 
corporativos. "0 que ocorre hoje e que os sistemas de gestao de riscos s6 se falam 
por interfaces. Nao se percebe que uma fraude pode nao ser captada por sistemas 
isolados", adverte ele. 
Por isso, o consultor da PricewaterhouseCoopers preve que havera em breve 
a necessidade de integrar essas solu<;6es segregadas em uma especie de "ERP" 
(Enterprise Resource Planning) dedicado a cuidar dos riscos. Assim como a 
implanta<;ao dos ERPs tradicionais possibilitou interligar processes antes confinados 
por departamentos, um fenomeno similar devera ter Iugar na monitora<;ao de riscos. 
"0 COSO sera o esqueleto geral de toda essa integra<;ao. Basicamente, e o unico 
framework maduro para ser usado com esse escopo", conclui D'Andrea. 
Por fim, e de se notar que, entre as mudan<;as organizacionais de maior vulto, 
esta a aproxima<;ao dos controles internos da alta administra<;ao e dos principais 
executives. Nos moldes da Lei Sarbanes-Oxley, decis6es antes delegadas e 
atribuiveis exclusivamente a subordinados nao podem mais se-lo. 
No contexto das severas exigencias regulat6rias, tem de ficar clara como e 
por que uma decisao foi tomada. Criam-se niveis hierarquicos e de al<;ada para a 
aprova<;ao de certas iniciativas, de maneira que um processo decis6rio tenha de 
seguir um percurso adequado, rastreavel e justificavel. 
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4.3 Lei Sarbanes Oxley 
4.4 Se~ao 302 
A Segao 302, em vigor desde agosto de 2002, visa a certificagao trimestral e 
anual dos controles e procedimentos de divulgagao e impoe novos nfveis de 
responsabilidade aos Diretores Executives e Diretores Financeiros, que agora 
devem declarar pessoalmente que a divulgagao dos controles e procedimentos foi 
implementada e avaliada. As regras tambem foram alteradas: o Diretor Executive 
deve agora reconhecer diretamente a responsabilidade pelos controles internes que 
antigamente era amplamente delegada ao Diretor Financeiro. 
Em cada arquivo trimestral ou anual, o Diretor Executive e o Diretor 
Financeiro devem declarar que: 
./ sao responsaveis pelos controles e procedimentos de divulgagao; 
./ desenharam esses controles (ou supervisionaram seu desenho) para 
assegurar que as informagoes materiais cheguem ao seu conhecimento; 
./ avaliaram a eficacia desses controles a cada trimestre; 
./ apresentaram suas conclusoes em relagao a eficacia desses controles; 
./ divulgaram ao seu Comite de Auditoria e aos seus auditores independentes 
todas as deficiencias significativas encontradas nos controles, as 
insuficiencias materiais e os atos de fraude envolvendo funcionarios da 
administragao ou outros funcionarios que desempenham papeis significativos 
nos controles internes da companhia; 
./ indicaram no arquivamento na SEC todas as alteragoes significativas 
efetuadas nos controles. 
4.5 Se~ao 404 
A segao 404 da Lei Sarbanes Oxley, determina uma avaliagao anual dos 
controles e procedimentos internes para a emissao de relat6rios financeiros. Exige 
que os diretores executives e os diretores financeiros avaliem e atestem 
periodicamente a eficacia desses controles. A segao 404 obriga as companhias a 
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incluir em seus relat6rios anuais um relat6rio sabre controles internos emitido pela 
administragao que: 
./ Afirme sua responsabilidade pelo estabelecimento e pela manutengao de 
controles e procedimentos internos para a emissao de relat6rios financeiros; 
./ Avalie e atinja conclus6es acerca da eficacia dos controles e procedimentos 
internos para a emissao de relat6rios financeiros; 
./ Declare que o auditor independente da companhia atestou e reportou a 
avaliagao feita pela administragao sabre seus controles e procedimentos 
internos para a emissao de relat6rios financeiros. 
4.6 Se~ao 906 
A Segao 906 entrou em vigor em agosto de 2002. Essa segao exige 
responsabilidade corporativa pelos relat6rios financeiros, ou seja, que Diretores 
Executivos e Diretores Financeiros assinem e certifiquem o relat6rio peri6dico 
contendo as demonstrag6es financeiras. A certificagao executiva declara que o 
relat6rio cumpre as exigencias de emissao de relat6rios determinadas pela SEC e 
que representam adequadamente a condigao financeira da companhia, bern como 
os resultados de suas operag6es. 0 descumprimento dessa segao: multa de ate 
US$5 milh6es e ate 20 anos de prisao podem ser as penas impostas para o 
descumprimento intencional, servindo como uma medida de sustento a engrenagem 
dalei. 
4. 7 Adesao a Lei SOX 
Alem da adesao as seg6es acima descritas, a Lei Sarbanes-Ox/ey exige que 
um auditor independente da companhia preencha um relat6rio individual que ateste 
a avaliagao da administragao sabre a eficacia dos controles e procedimentos 
internos para a emissao de relat6rios financeiros. 
Ja que o Diretor Executivo e o Diretor Financeiro de sua companhia devem 
fazer declarag6es publicas em relagao a eficacia dos controles internos, e preciso 
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manter suporte e documenta<;ao substanciais relacionados com a estrutura de 
controles internos e tambem com a sua avalia<;ao. 
Vale lembrar que o parecer sem ressalvas na ultima auditoria das 
demonstra<;5es financeiras nao e urn atestado para a eficacia dos controles internos. 
Quando os auditores independentes emitem opiniao acerca das demonstra<;5es 
financeiras, nao estao validarido a estrutura de controles internos. Portanto, os 
procedimentos de testes que executam nao sao desenhados para atender as 
exigencias da certifica<;ao. 
Para que o auditor independents fa<;a a certifica<;ao e prepare a propria 
avalia<;ao, e preciso adotar uma estrutura de controles internos que contenha 
criterios objetivos os quais possam ser medidos e avaliados. Acredita-se que as 
recomenda<;5es do Committee of Sponsoring Organizations of the Treadway 
Commission - COSO seja a estrutura mais adequada e com maior freqGencia 
utilizada pelos auditores. 
A avalia<;ao fornecida aos auditores independentes deve ser substantiva, bern 
documentada e abrangente. Um checklist resumido inclui: 
../ lnforma<;5es acerca do ambiente de controles gerais (ambiente tecnol6gico) 
da companhia; 
../ Descri<;ao completa dos objetivos de controle criados pela administra<;ao para 
identificar, classificar e avaliar riscos que possam impedir que a companhia 
alcance seus objetivos de emissao de relat6rios financeiros; 
../ Descri<;ao completa dos objetivos de controle criados pela administra<;ao para 
direcionar os riscos identificados e as respectivas atividades de controle; 
../ Descri<;ao dos sistemas de informatica e procedimentos de comunica<;ao 
adotados para fornecer suporte ao t6pico anterior; 
../ Resultados e documenta<;ao-suporte da avalia<;ao mais recente feita pela 
administra<;ao sabre a eficacia do desenho e das opera<;5es das atividades 
individuais de controle; 
../ Rela<;ao de todas as deficiencias encontradas no desenho e na 
implementa<;ao das atividades de controle, bern como os procedimentos 
propostos para sua corre<;ao; 
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./ Descri<;ao do processo adotado para comunicar deficiencias significativas e 
insuficiencias materiais aos auditores independentes e ao Comite de 
Auditoria; 
./ Descri<;ao dos procedimentos de monitoramento executados para assegurar 
que a estrutura de controles internes esta operando conforme planejado e 
que os resultados dos procedimentos de monitoramento sao revisados e 
executados; 
./ Descri<;ao do processo de cria<;ao da divulga<;ao e das atividades de controle 
relacionadas. 
4.8 Estrategia Eficaz 
Agora, com uma compreensao mais abrangente das Se<;ao 302 e 404, torna-
se clara uma estrategia eficaz, as determina<;6es de ambas as se<;6es podem ser 
direcionadas atraves de uma (mica metodologia. Urn programa de controles internes 
que focaliza simultaneamente a divulga<;ao e a emissao de relat6rios financeiros 
pode atender as exigencias trimestrais da Se<;ao 302 e as exigencias anuais da 
Se<;ao 404, bern como suprir as necessidades dos auditores independentes para 
executar seus procedimentos de certifica<;ao. 
A reivindica<;ao para urn alinhamento mais proximo das exigencias das duas 
se<;6es da Lei Sarbanes-Oxley tern sido unanime entre a comunidade empresarial, e 
a maioria dos observados espera que a SEC continue caminhando nessa dire<;ao. 
Essa nova enfase nos controles internes e no cumprimento das regras deve 
ser disseminada por toda a organiza<;ao. Companhias de menor porte, que muito 
provavelmente nao possuem uma infra-estrutura forte e urn grande staff pode julgar 
essa adapta<;ao especialmente diffcil. Companhias de todos os partes serao 
obrigadas a destinar recursos significativos a esse trabalho - tempo, dinheiro e 
pessoal. 
Os custos financeiros para o cumprimento das regras serao consideraveis, 
mas deve-se observar que nao serao tao altos quanta os custos provocados pelo 
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descumprimento delas. Custos diretos podem incluir o tempo dispensado por 
consultores e funcionarios para: 
v' Avaliagao, implementagao e monitoramento; 
v' lnstrugao de funcionarios acerca dos controles internes; 
./ Despesas com a nova tecnologia para suportar o programa de controles 
internes; e 
./ Honorarios pagos aos auditores independentes para exercitar os testes dos 
controles que visam atestar sua assergao quanto a eficacia de seus controles 
internes. 
Custos indiretos podem incluir o remanejamento de pessoal e o 
realinhamento de outros recursos na organizagao para criar e manter uma melhor 
estrutura de controles internes. Entretanto, como ja mencionado, a maior parte das 
companhias de capital aberto, ja possui algum tipo de estrutura de controles internes 
em vigor. E possfvel que as organizagoes nao precisem comprar sistemas 
totalmente novos ou desenvolver novos processes, podendo adaptar os recursos ja 
existentes e integra-los a nova estrutura de controles internes. 
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5. ESTRUTURAS DE CONTROLES INTERNOS - FRAMEWORKS 
5.1 0 papel do Framework 
lndependente dos objetivos especfficos que mobilizam a escolha da 
instituigao, o primeiro e mais tangfvel beneffcio em se adotar qualquer das estruturas 
descritas no sub-tftulo 5.2, e garantir que haja uma linguagem comum entre as 
diversas areas envolvidas mais diretamente com a gestae de riscos, geralmente as 
area de Auditoria lnterna, Compliance, Riscos e a propria Administragao. Como 
consequencia, os resultados obtidos para a definigao, avaliagao e implementagao 
dos controles internes, que sao os elementos centrais de todo o processo, podem 
ser comunicados adequadamente a partir das camadas estrategicas para as 
operacionais e vice-versa, configurando-se essa estrutura (framework) como uma 
referencia global para o processo de gestae de riscos corporativos. 0 resultado 
desse entendimento contribui positivamente para que todas essas fungoes 
desempenhem o seu papel efetivo nesse processo, tornando a gestae de riscos urn 
verdadeiro pilar para a Governanga Corporativa. 
A adogao do framework ideal em muito contribui para as seguintes fungoes 
relacionadas a Governanga Corporativa: 
./ Administragao - exercer sua responsabilidade no processo, que e: buscar urn 
Sistema de Controles Internes apropriado ao risco de seus neg6cios, a fim de 
proporcionar seguranga operacional e maier confiabilidade aos seus 
investidores e clientes . 
./ Compliance - viabilizar sua missao, que e: assegurar, em conjunto com as 
demais areas, a adequagao, o fortalecimento e o funcionamento do Sistema 
de Controles Internes, procurando mitigar os Riscos de acordo com a 
complexidade de seus neg6cios, bern como disseminar a cultura de controles 
para garantir o cumprimento de leis e regulamentos existentes . 
./ Auditoria lnterna - desempenhar seu papel de fiscalizagao e consultoria as 
demais areas: o Sistema de Controles Internes, baseado em urn framework 
apropriado, viabiliza a atividade de complementagao da gestae de riscos e de 
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compliance, uma vez que estabelece os parametres e controles que a area 
necessita para verificar a conformidade, o uso pratico e a adequagao dos 
controles para as respectivas atividades operacionais. 
Abordaremos, a seguir, as caracterfsticas e beneffcios dos principais 
frameworks utilizados para tratar do assunto gestae de riscos. 
5.2 Sele~ao do Modelo de Framework 
Quer esteja comegando da estaca zero ou aperfeigoando a estrutura de 
controles internes ja existentes, a companhia deve objetivar o desenvolvimento de 





Hodiernamente, ha cinco principais modelos de frameworks conhecidos no 
mercado, voltados para alcangar os objetivos de neg6cio ou da area de Seguranga 
da lnformagao, sendo definidos por Colbert and Bowen: 
./ COSO: Internal Control - Integrated Framework, as diretrizes foram 
puplicadas em 1991, e editadas em 1992 pelo Committee of Sponsoring 
Organizations of the Treadway Commission. Faz recomendagoes para a 
7 
gestae de avaliar, relatar e melhorar os sistemas de controle . 
./ CoCo: Criteria of Control Board- Guidance on Assessing Control- The CoCo 
Principles, editado em Junho de 1997 por The Canadian Institute of Chartered 
Accountants. Qualquer um dos modelos de frameworks pode ser utilizado no 
desenho e implementagao de um sistema de controle interne, contudo, muitas 
companhias constroem sua estrutura de controles internes em torno do 
Committee of Sponsoring Organizations of the Treadway Commission -
COSO, pelo fato de o mesmo ser o unico com foco em toda a organizagao, 
tendo varias referencias a sua universalidade e tambem por ter sido 
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introduzido pela Comissao Europeia como modelo de suporte ao seu sistema 
de controle interno (Moran 2001 ). E ainda aceito, recomendado e utilizado por 
grande parte dos profissionais de auditoria como uma estrutura de controle 
efetiva . 
./ CobiT: "Control Objectives for Information and Related Technology", editado 
por "Information Systems Audit and Control Foundation", em terceira edigao 
datada em 2000. E urn "framework" que proporciona uma estrutura para que 
os gestores dos processos de neg6cios possam cumprir eficiente e 
efetivamente as suas responsabilidades de controle sobre os sistemas de 
informagao; 
./ SAC: "Systems Auditability and Controf', editado em 1991 por "Internal 
Auditors research Foundation" e revisto em 1994. Tendo como objetivo 
princip~l dar suporte aos auditores internos no cpntrole ~ na auditoria de 
sistemas de informagao e tecnologia: 
./ SAS 55 e 78: "Statements on Auditing Standards", editados respectivamente 
em 1988 e 1995 por "American Institute of Certified Public Accountants". 
Proporcionam urn guia para os auditores externos relativamente ao impacto 
do controle interno no planejamento e execugao de auditoria das 
demonstrag6es financeiras; 
·0 quadro abaixo compara os conceitos de controle internos apresentados em cada 
urn dos modelos de controles internos: 
.··:>,: ;> ..... >/' < ,i;; · .. J,Cc>rt~P~rac ao"d~· G.onceitos de Contfole· , . . r:i·, .. 
.,:,· :o>:' ·r ~VA> Cobrr::;::· ,.:, •<;f' " •· SAC,·,:,? ',}: cos.e 0 SASsSS/78 , .. { .. ,.,. ·. 
Audiencia Administrac;;ao de Auditoria lnterna Gerenciam en to Auditoria Externa 





Visao de Estabelecimento Estabelecimento Processo Processo 
Controle interno de processes, de processes, 








Controles Operac;;oes Operac;;oes Operac;;oes Operac;;oes 
Internes como Efetivas & Efetivas & Efetivas & Efetivas & 
Objetivos Eficientes Eficientes Eficientes Eficientes 
Organizacionais Confidencia, Seguranc;;a das Seguranc;;a das Seguranc;;a das 
lntegridade e lnformac;;oes lnformac;;oes lnformac;;oes 
disponibilidade financeiras financeiras financeiras 
de informac;;ao Concordancia Concordancia Concordancia 
Seguranga das com leis e cotn leis e com leis e 
lnformac;;oes regulam entac;;oes regulamentac;;oes regulamentac;;oes 
financeiras; 
Concordancia 
com leis e · 
regulamentac;;oes 
Componentes Dominies: Componentes: Com ponentes: Componentes: 
ou Dominies Planejamento e Ambiente de Ambiente de Ambiente de 
organizac;;ao; Controle; Manual Controle; Controle; 
Aquisic;;ao e & Automatizado; Controle e Controle e 
implementac;;ao; Sistemas de Gerenciamento Gerenciamento 
Entrega e Controle e do Risco; do Risco; 
suporte; Procedimentos; Atividades de Atividades de 
Monitoramento; lnformac;;ao & lnformac;;ao & 
Monitoramento Monitoramento 
da Comunica ao da Comunica ao 
Foco Tecnologia da Tecnologia da Entidade Global Demonstrac;;ao 
lnforma ao lnforma ao Financeira 
Avalia~ao da Para urn periodo Para urn periodo Para urn periodo Para urn periodo 
Efetividade dos de tempo de tempo de tempo de tempo 
Controles 
Internes 
Responsabilida Gerencia Gerencia Gerencia Gerencia 
de pelo Sistema 
de Controles 
Fonte: Artigo de Compara<;ao de Controles Internes: COB IT®, SAC, COSO e SAS 55/78, por Janet L. Colbert, Ph.D. , AI, CIA, e 
PaulL. Bowen, Ph.D., AI. 
Alem do COSO e CoCo, de acordo com o Guia para Melhorar a Governan<;a 
Corporativa atraves de Eficazes Controles lnternos (Deloitte Touche Tohmatsu, 
2003) ha disponivel no mercado outras tres estruturas proeminentes para a 
avalia<;ao dos controles internes voltadas para objetivos de neg6cios: 
../ Turnbull Report- Controles Internes: Diretrizes para Diretores sabre o C6digo 
Combinado: Desenvolvido pelo Committee on Corporate Governance of the 
Institute of Chartered Accountants in England & Wales, em parceria com a 
London Stock Exchange, o guia foi publicado em 1999. 0 Turnbull exige que 
as companhias identifiquem, avaliem e administrem seus riscos significativos 
e avaliem a eficacia do sistema de controles internes relacionado. 
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../ ACC - Australian Criteria of Control: Emitido em 1998 pelo Institute of Internal 
Auditors - Australia, o ACC enfatiza a compet€mcia da administrac;ao e dos 
funcionarios para desenvolver e operar a estrutura de controles internes. 
Trata-se de urn controle independente, que inclui atributos como atitudes, 
comportamentos e competencia, e e promovido como o enfoque mais 
compensador em termos de custo para os controles internes . 
../ King Report - Expedido pelo King Committee on Corporate Governance em 
1994, promove padroes gerais para governanc;a corporativa na Africa do Sui. 
0 King Report ultrapassa os aspectos financeiros e reguladores usuais da 
governanc;a corporativa, direcionando questoes sociais, eticas e ambientais. 
5.3 Auferi~ao de poderes ao Comite de Divulga~ao 
A formac;ao e as atividades de urn comite de divulgac;ao representam um dos 
controles mais importantes que uma companhia pode implementar para assegurar 
que seus registros sejam claros, precisos, pontuais e completes. Na verdade, as 
questoes quanta a divulgac;ao fornecem grande parte das direc;oes anteriores a Lei 
Sarbanes Oxley. Conforme ja foi mencionado, a sec;ao 302 desta lei determina que 
os diretores executives e os diretores financeiros certifiquem que os controles e 
procedimentos de divulgac;ao sao apropriados e eficazes. Alem disso, e possivel que 
a SEC exija que o auditor independente da companhia ateste a eficacia dos 
controles e procedimentos internes para a emissao de relat6rios financeiros. Na 
verdade, a SEC realmente considera a questao da divulgac;ao tao importante, que 
aconselha todas as companhias de capital aberto a criarem um comite dedicado a 
supervisao das atividades de divulgac;ao. Os comites de divulgac;ao eficazes sao 
compostos par pessoas que: 
../ Estao familiarizadas com as regras da SEC; 
../ Estao instruidas quanta aos aspectos primaries dos neg6cios da companhia; 
../ Estao familiarizadas com as praticas de divulgac;ao de companhias similares; 
e 
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../ Ocupam posigoes dentro da companhia que lhes permitem agir quando 
necessaria. 
0 porte da companhia determinara parcialmente a composigao do comite de 
divulgagao. E. possfvel que companhias maiores tenham um complemento total de 
pessoal com os cargos relacionados a seguir. Companhias menores podem ter 
pessoas cujas descrigoes de cargos se enquadrem em varios tftulos. Alguns 
possfveis membros do comite de divulgagao incluem: 
../ Diretor Contabil ou Controller; 
../ Conselheiro geral ou outro superior jurfdico responsavel pelos registros na 
SEC que se reporte ao conselheiro geral; 
../ Diretor de Avaliagao de Riscos; 
../ Diretor de lnvestimentos; 
../ Diretor Operacional; 
../ Outros funcionarios que a companhia julgar apropriados. Algumas dessas 
pessoas podem ser lfderes operacionais-chave de unidades, lfderes de 
regioes geograficas, representantes de desenvolvimento operacionais ou 
representantes de recursos humanos. 
Outras partes como auditores independentes e consultores jurfdicos 
externos, podem atuar como conselheiros valiosos para o comite de divulgagao, mas 
nao devem tamar decisoes ou assumir fungoes como membros do grupo com direito 
a voto. 0 comite de divulgagao exerce inumeras fungoes, incluindo: 
../ Determinagao da pertinencia das divulgagoes nos esbogos de todas as 
informagoes difundidas publicamente; 
../ Supervisao do processo pelo quais as divulgagoes sao criadas e revisadas; 
../ ldentificagao do que constitui transagoes ou eventos "significativos"; 
../ ldentificagao de que constitui uma "deficiencia significativa" e "insuficiencia 
material" no desenho ou na operagao dos controles internos; 
../ Certificagao de que o diretor executivo e o diretor financeiro estejam cientes 
das informagoes materiais que podem afetar as divulgagoes . 
../ Revisao das deficiencias dos controles com o diretor executivo e com o diretor 
financeiro para verificar se, individual ou globalmente, elas constituem uma 
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insuficiencia material, e realizagao de recomendagoes quanta a sua 
divulgagao nos registros na SEC. 
Uma das agoes preliminares do comite de divulgagao sera definir sua missao. 
Para operar de forma eficaz, o comite deve desenvolver uma descrigao clara do 
escopo de suas responsabilidades. Ele deve tambem obter a confirmagao formal de 
sua compreensao como diretor executive eo diretor financeiro. 
A tarefa mais importante que o comite de divulgagao tera pela frente sera a 
certificagao de que os processes estao em operagao para obter e analisar as 
informagoes, visando verificar se ocorreu uma divulgagao apropriada. Entre outros 
itens, o comite deve revisar: 
./ Todos os registros da SEC, incluindo todos os registros da Exchange Act de 
1934 e as demonstragoes de registro do Securities Act de 1933; 
./ Avaliagoes efetuadas trimestral ou anualmente pela administragao dos 
controles e procedimentos de divulgagao e dos controles e procedimentos 
internes para emissao de relat6rios financeiros; 
./ Todos os releases que fornegam informagoes financeiras ou diretrizes, 
informagoes sabre aquisigoes materiais, disposigoes ou outros eventos que 
sejam materiais para a companhia; 
./ A correspondencia amplamente divulgada aos acionistas; 
./ Todas as apresentagoes para conferencia dos investidores ou analistas, de 
acordo com a Regulamentagao FD (Full Disclosure); 
./ Todas as apresentagoes para agencias de classificagao e agentes de credito; 
./ Relat6rios de auditoria interna; 
./ Livros de instrugoes especfficas da administragao; 
./ Livros de instrugoes especfficas do conselho de administragao e do comite de 
auditoria; 
./ Polfticas de divulgagao adotadas pela companhia para as informagoes 
inclufdas nos sites de suas relagoes com seus investidores I associados. 
Embora o comite de divulgagao esteja sob a responsabilidade do diretor 
executive e do diretor financeiro, urn de seus membros pode reunir-se 
periodicamente como comite de auditoria para discutir: 
./ As atividades do Comite de Divulgagao; 
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./ A qualidade das divulga(foes inclufdas nos registros da companhia; 
./ Discordancias com o diretor executive e com o diretor financeiro; 
./ Discordancias com especialistas externos, como consultores jurfdicos au 
auditores independentes. 
0 comite de auditoria tambem pode assumir um papel nas resolu<f6es de 
discordancias significativas, par exemplo, se o comite de divulga(fao recomenda a 
divulga(fao de uma determinada informa(fao, mas o diretor executive ou o diretor 
financeiro discorda, o comite de auditoria pode ser chamado para ajudar a resolver o 
impasse. 
5.4 Comites de lmportancia Crucial 
lniciar ou aprimorar um programa de controles internes pode exigir uma 
d istribu i(fao ( ou red istribu i9ao) de pessoal. E recomendavel a cria(fao de varies 
novas comites para auxiliar no processo . 
./ Comite Diretor de Trabalho - Um grupo de nfvel geral, que supervisiona e 
coordena todas as atividades de controles internes. Em companhias 
pequenas, esse comite pode consistir apenas do Diretor Executive e do 
Diretor Financeiro. Organiza(foes de maior porte, podem ter 
proporcionalmente um numero maior de integrantes . 
./ Comite de Divulga(fao- A SEC aconselha todas as companhias de capital 
aberto a criar um Comite de Divulga(fao para assegurar que os registros da 
companhia sejam claros, precisos, pontuais e completes. 0 comite estipula 
parametres para a divulga(fao e verifica a pertinencia das divulga96es em 
todas as informa(foes difundidas publicamente . 
./ Equipe de Gerenciamento do Programa de Controles Internes- Responsavel 
par uma grande parte do trabalho dos controles internes. As atividades da 
equipe incluem avalia(fao, desenvolvimento, implementa(fao e corre<fao dos 
controles internes. 
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5.5 Estabelecimento de Programa de Controles lnternos 
Para muitas companhias, o cumprimento das medidas da Lei Sarbanes Oxley 
relativas aos controles internos exigira urn esfon~o significative. Na verdade, o 
trabalho inicial de desenvolver urn programa de controles internos e a infra-estrutura 
suporte, pode ser intensivo. Entretanto, uma vez que o programa esteja bem 
estabelecido, a carga sera amenizada e a estrutura e os processos tornar-se-ao 
parte dos procedimentos operacionais padrao de sua companhia. 
As etapas relacionadas a seguir, e posteriormente detalhadas, podem ser 
seguidas ao se estabelecer urn programa de controles internos: 
-/ Planejar o programa 
-/ Avaliar o ambiente de controles 
-/ Definir o Escopo 
-/ Constituir urn reposit6rio de controles 
-/ Executar testes iniciais e continuos 
-/ Monitorar 
5.5.1 Planejar o Programa 
E. recomendavel a forma<;ao de uma equipe de gerenciamento do programa 
de controles internos para estabelecer o programa especifico sobre o assunto. 0 
porte e a complexidade de sua companhia determinarao a aloca<;ao dos recursos 
pessoais para a equipe. Em uma pequena companhia, provavelmente, sera 
necessaria pouca estrutura organizacional. A equipe podera ser constitufda apenas 
por membros que trabalhem meio expediente, talvez urn gerente de projeto e mais 
alguns funcionarios. Entretanto, para companhias maiores, sera necessaria dispor 
de urn numero significative de pessoas em fun<;6es que exijam dedica<;ao integral. 
Para muitas companhias que ja possuem urn grupo responsavel pelos 
controles internos, talvez nao seja necessaria formar uma nova equipe de 
gerenciamento do programa de controles internos. Contudo, o comite diretor de 
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trabalho deve avaliar se o grupo responsavel pelos controles internos existentes 
possui o pessoal apropriado para conduzir as etapas selecionadas pela companhia. 
Ap6s a formagao da equipe, urn plano de projeto deve ser criado. Em nfvel 
geral, o processo global de planejamento deve resultar no seguinte: 
./ Entendimento e consenso acerca de objetivos, distribuigoes, escopo, custos e 
enfoque do projeto; 
./ Compromisso de que os recursos necessarios estejam disponfveis quando 
solicitados; 
./ Consenso sabre a utilizagao de recursos externos e uma descrigao dessas 
fungoes; 
./ Uma linha de base do projeto com a qual o progresso possa ser comparado; 
./ Consenso acerca dos processos e das metodologias utilizadas para gerenciar 
o projeto. 
Muitas companhias ja possuem uma equipe de auditoria interna e, levando 
em consideragao as recentes propostas apresentadas por determinadas balsas de 
valores, e provavel que no futuro urn numero ainda maior de companhias estabelega 
essa fungao. Os membros da auditoria interna podem exercer urn papel importante 
nas atividades de uma companhia em relagao as regras determinadas pela Lei 
Sarbanes Oxley, contribuindo com seu conhecimento de processos e de controles 
internos, monitorando as atividades de avaliagao da administragao, fornecendo 
inputs a urn processo de avaliagao de riscos e atuando como urn importante elo com 
o ComitE~ de Auditoria. 
Ao desenvolver urn plano para o projeto, a Equipe de Gerenciamento do 
Programa de Controles lnternos pode utilizar uma ferramenta como !;h"Mddelo de 
Confiabilidade nos Controles lnternos. A seguir apresentamos o modelo proposto de 
confianga nos controles internos: 
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Controles, polfticas e 
procedimentos 
relacionados nao foram 
adotados nem 
documentados. 
Controles, · polfticas e 
procedimentos relaciona-
dos foram adotados, mas 
nao estao completamente 
documentados. 
Nao ha um processo de Ha um processo de 
para a cria<;ao para a divulga<;ao, 
Os funcionarios nao tem 
mas nao esta totalmente 
documentado. 
consciencia de suas E posslvel que os 
responsabilidades pelas funcionarios nao tenham 
Controles, polfticas e 
procedimentos 
relacionados foram 
adotados e estao com-
pletamente documen-
tados. 
Ha um processo de 
cria<;ao para a 
divulga<;ao, que esta 
docum'entado de forma 
apropriada. 
atividades de controle. consciencia de suas. Os funcionarios tem 
responsabilidades pelas consciencia de suas 
A eficacia operacional 
atividades de controle. responsabilidades pelas 
das atividades de atividades de controle. 
controle nao e avaliada A eficacia operacional das 






atividades de controle nao 
e adequadamente 
avaliada em uma base 
regular e 0 processo nao 
esta completamente 
documentado. 
E posslvel identificar as 
deficiencias dos controles, 
A eficacia operacional 
das ati~dades de 
controle e avaliada em 
uma base peri6dica, ou 
seja, trimestralmente, e 
o processo esta 
documentado de forma 
apropriada. 
mas elas nao sao As deficiencias dos 
Documentac;ao 
insuficiente para 
suportar a certifica<;ao e 
a garantia da 
administra<;ao. 
0 nlvel de esfor90 para 
documentar, testar e 
controles e 
prontamente corrigidas. controles sao 
Documentac;ao 
insuficiente para suportar 
a certifica<;ao e a garantia 
da administrac;ao. 
0 nlvel de esfor90 para 
documentar, testar e 





suficiente para suportar 
a certificac;8o e a 
garantia da administra-
<;ao. 
0 nlvel de esfor90 para 
documentar, testar e 









Existe um programa de 
gerenciamento de 
riscos e controles que 
abrange toda a 
companhia, de modo 




para refletir um 
processo maior ou 
mudanyas organizacio-
nais. 
Um processo de auto-
avalia<;ao e utilizado 
para avaliar o desenho 
e a eficacia dos 
controles. 
A tecnologia e 
alavancada para 
documentar processos, 
objetivos de controle e 
atividades, bem como 
identificar falhas e 
avaliar a eficacia dos 
controles. 
lmplica<;Oes do Estagio 
3. 
Tomada de decis5es 
aperfei90ada em virtude 
de informa<;Oes 
pontuais e de alta 
qualidade. 




Esse modelo, que visualmente retrata o grau de confiabilidade dos controles 
internos, pode ser aplicado a qualquer unidade para a qual urn plano esteja sendo 
criado, par exemplo, a companhia como urn todo, ou uma unidade operacional ou 
uma subsidiaria. Uma versao do Modelo de Confiabilidade nos Controles lnternos foi 
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desenhada para categorizar a confiabilidade dos controles internes nos quatro 
estagios: 
Fonte: Guia para Melhorar a Governan~a Corporativa atraves de Eficazes Controles lnternos, Deloitte Touche Tohmatsu. 
Ao utilizar o Modelo de Confiabilidade nos Controles Internes, deve-se avaliar 
minuciosamente as caracterlsticas da unidade que esta sendo avaliada e determinar 
o estagio que mais se assemelha ao status dos controles internes dessa unidade. 
Se os controles internes forem classificados como nao-confiaveis ou insuficientes, 
provavelmente a estrutura de controles internes nao e suficiente para suportar as 
exigencias de certificagao anual. Sob tais circunstancias, recomenda-se que a 
equipe do projeto comece a implementar imediatamente o plano do projeto. Se essa 
implementagao demorar, pode ser que a companhia nao esteja preparada para 
apresentar seu relat6rio anual acerca dos controles internes ou para atender as 
exigencias de certificagao do auditor independente. 
Atingir o estagio 3, significa que os controles internes da companhia sao 
confiaveis, mas nao determina o fim do processo. Ao contrario, e o Estagio 4 que 
representa o prop6sito da Lei Sarbanes-Ox/ey, por meio do qual a governanga 
corporativa esta vinculada a atividades de controle eficazes. 
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Alem de fornecer informag6es uteis que a equipe do projeto pode utilizar ao 
desenvolver o seu plano de projeto, o Modelo de Confiabilidade nos Controles 
Internes pode servir para varias outras finalidades, incluindo: 
-/ Servir como urn modelo comum para a discussao entre a administragao e o 
auditor independente, em relagao a confiabilidade dos controles internes da 
companhia, para a avaliagao dos controles pela administragao e certificagao 
do auditor independente; 
-/ Fornecer uma descrigao altamente visual sobre a confiabilidade dos controles 
internes da companhia para o Conselho de Administragao e para Alta 
Admin istragao executiva. 
5.5.2 Avaliar o Ambiente de Controle 
Obviamente, polfticas e procedimentos expresses sao importantes e 
exercerao urn papel principal na eficacia de sua estrutura de controles internes. Na 
verdade, grande parte do sucesso ou do fracasso de urn programa de controles 
internes pode depender da documentagao escrita. Mas tambem sao criticos os 
atributos menos tangiveis de cultura, conduta e atitude, coletivamente chamados de 
Ambiente de Controle. Contribuindo com o Ambiente de Controle encontram-se 
elementos como integridade, valores eticos e competencia dos funcionarios de sua 
companhia; filosofia e estilo operacional da administragao; delegagao de autoridade 
e responsabilidade; e atengao e diregao fornecidas pelo Conselho de Administragao. 
0 Ambiente de Controle constitui a base para todos os demais componentes dos 
controles internes. 
Para facilitar a compreensao do Ambiente de Controle, e recomendavel a 
execugao de uma avaliagao cultural. Ao pesquisar a Alta Administragao e os 
funcionarios de toda a organizagao, e possivel obter rapidamente uma compreensao 
sobre a atitude dessas pessoas acerca do compromisso da companhia em criar urn 
ambiente de controle eficaz. Se os resultados da avaliagao cultural sugerirem que a 
companhia nao possui urn ambiente de controle consistente, e necessaria adotar 
medidas corretivas, como: 
-/ Comunicar a importancia dos controles internes; 
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./ Refor<;ar seu c6digo de conduta e etica, bern como o programa de 
cumprimento de regras; 
./ Restabelecer o apropriado jargao "o exemplo vern de cima"; 
./ Conduzir programas de treinamento e conscientiza<;ao; 
./ Estabelecer canais para comunica<;ao aberta (incluindo mecanismos que 
possibilitem a informa<;ao anonima). 
lnversamente, seas resultados da avalia<;ao cultural indicar que a companhia 
possui urn solido ambiente de centrale, ela tera uma base concreta sabre a qual 
construira seu programa de controles internes. 
5.5.3 Definir o Escopo 
0 objetivo do processo de defini<;ao do escopo e identificar e inventariar as 
riscos relacionados com a divulga<;ao e emissao de relat6rios financeiros. lsso 
permitira que a equipe de Gerenciamento do Programa de Controles Internes 
concentre seus esfor<;os na identifica<;ao au no desenho de controles para direcionar 
esses riscos. 
Em bora algumas companhias ja possuam urn programa formal au informal de 
avalia<;ao de riscos, o programa deve ser revisado pela equipe do projeto para 
assegurar que ele engloba o processo abrangente de identifica<;ao de todos as 
riscos financeiros e de divulga<;ao. A equipe do projeto deve come<;ar o processo de 
defini<;ao do escopo pela identifica<;ao de todas as principais unidades operacionais, 
localidades e subsidiarias da companhia. Em seguida, deve entrevistar o pessoal da 
administra<;ao dessas unidades operacionais para identificar riscos na emissao de 
relat6rios financeiros e na divulga<;ao, que poderiam afetar de maneira adversa a 
capacidade da entidade de reportar com precisao dados financeiros e nao 
financeiros consistentes com o objetivo de que todos as valores e divulga<;6es sao 
precisos, completes, justos e pontuais. 
Durante o processo de entrevistas, a administra<;ao deve estar preparada 
para abordar as seguintes pontes, entre outros: 
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./ Riscos que podem impedir que a companhia alcance seus objetivos 
operacionais . 
./ Riscos na emissao de relat6rios financeiros e nas divulgac;oes, considerando 
o seguinte: 
• Principais processes e sistemas operacionais, incluindo aplicativos e 
processes terceirizados; 
• Riscos e processes nao sistematicos (por exemplo, lanc;amentos no 
diario e responsabilidade por contratos); 
• Padroes contabeis significativos; 
• Regulamentac;oes da SEC e do ramo de atividade; 
• Exemplos de descumprimento de politicas e procedimentos da 
companhia; 
• Questoes fortemente relacionadas com avaliac;oes que dependem do 
julgamento profissional; 
• Sistemas e tecnologias de informac;ao mais importante; 
• Situac;oes nas qual a administrac;ao pode desconsiderar os controles. 
A equipe do projeto deve entao documentar e priorizar cada risco identificado 
na emissao de relat6rios financeiros e na divulgac;ao, pesando a importancia relativa 
e a probabilidade de um efeito potencialmente adverso, sem levar em considerac;ao 
a eficacia dos controles internes da companhia. Fatores que devem ser 
considerados ao priorizar os riscos na emissao de relat6rios financeiros e na 
divulgac;ao incluem: 
./ Risco relative para a companhia; 
Materialidade das demonstrac;oes financeiras; 
./ Probabilidade de ocorrencia. 
Com o passar do tempo, a companhia pode considerar a integrac;ao do 
processo de priorizac;ao de riscos na emissao de relat6rios financeiros e na 
divulgac;ao com um programa de avaliac;ao de riscos em toda a empresa, que 
direcione todos os elementos da estrutura do COSO. 
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5.5.4 Constituir um reposit6rio de Controles 
0 reposit6rio de controles servira como uma central de informagoes e 
atividades relacionadas com os controles internos. Ele contera a documentagao 
sabre os objetivos de controle, o desenho e a implementagao das atividades de 
controle, bem como os metodos para testar a eficacia dessas atividades. Sera o 
banco de dados no qual trimestral e anualmente as avaliagoes da administragao se 
basearao, conforme determinado pelas Segoes 302 e 404. 
Para desenvolver esse reposit6rio de controles, sao recomendaveis que as 
seguintes etapas sejam seguidas: 
a. Definir os principais objetivos de controle. 
b. Mapear as atividades de controle existentes e compara-las com os objetivos 
de controle. 
c. ldentificar areas em que os controles necessarios estao ausentes e corrigi-las. 
a. Definir os principais objetivos de controle 
Como resultado do processo de definigao do escopo, deve ser produzido um 
inventario dos principais riscos na emissao de relat6rios financeiros e na divulgagao. 
A Equipe de Gerenciamento do Programa de Controles lnternos deve trabalhar 
sistematicamente os riscos, a fim de definir os principais objetivos de controle. E 
aconselhavel que, em primeiro Iugar, a equipe focalize os riscos que foram 
considerados "prioridade maxima" e prossiga seu trabalho abrangendo as outras 
categorias em etapas sucessivas, de acordo com a necessidade do seu ambiente. 
Um objetivo de controle descreve as metas que a administragao procura 
atingir. Na area de emissao de relat6rios financeiros, alguns exemplos de objetivos 
gerais de controle incluem: 
../ Autorizagao: as transagoes sao executadas de acordo com autorizagao geral 
ou especffica da administragao . 
../ Registro: todas as transagoes autorizadas sao registradas pelos valores 
corretos, no perfodo correto e na conta apropriada, a fim de permitir a 
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preparagao das demonstragoes financeiras de acordo com os principios 
contabeis geralmente aceitos . 
./ Salvaguarda: a responsabilidade pela custodia ffsica dos ativos e designada a 
pessoas especfficas e independentes das fungoes de manutengao dos 
registros . 
./ Reconciliagao: ativos registrados sao comparados com ativos existentes em 
intervalos razoaveis e sao tomadas agoes apropriadas em relagao a 
quaisquer diferengas verificadas. 
Outros exemplos de objetivos de controles acionaveis incluem tambem: 
./ Processo de Gerenciamento de Pedidos: pedidos de venda somente sao 
processados dentro dos limites de credito aprovados para 0 cliente . 
./ Processo de Compra: os valores langados nas contas a pagar representam 
bens adquiridos. 
b. Mapear as atividades de controle existentes e compara-las com os objetivos de 
controle 
As atividades de controle sao polfticas e procedimentos que ajudam a 
companhia a atingir determinados objetivos de controle. Elas devem ser 
incorporadas nas operagoes do neg6cio e utilizadas para reduzir, a nfveis razoaveis, 
os riscos na emissao de relat6rios financeiros e na divulgagao. Alguns exemplos de 
atividades de controle incluem: 
./ Aprovagoes, autorizagoes e verificagoes . 
./ Gerenciamento funcional direto ou gerenciamento de atividades . 
./ Revisao dos indicadores de desempenho . 
./ Seguranga de ativos . 
./ Segregagao de fungoes . 
./ Controles dos sistemas de informatica. 
0 objetivo dessa etapa e fazer urn inventario das atividades de controle 
existentes que sao praticadas na organizagao e compara-las com a lista abrangente 
de objetivos de controle desenvolvida na etapa anterior. 
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c. ldentificar areas em que os controles necessaries sao inexistentes e corrigir o 
problema 
Ap6s comparar todas as atividades de controle existentes com os objetivos de 
controle, e provavel que haja objetivos para os quais nao existem atividades de 
controls correspondentes. Essas falhas devem ser identificadas e documentadas 
para correc;ao. Ou, de modo inverso, e possfvel haver atividades de controls 
identificadas que nao podem ser comparadas com urn objetivo. Nesse contexto, elas 
poderiam ser atividades de controle desnecessarias e, portanto, podem ser 
eliminadas, ou, ainda, o indfcio de que urn objetivo de controls necessaria nao foi 
identificado. 
Todas as falhas descritas anteriormente devem ser corrigidas atraves de urn 
processo sistematico, comec;ando pelos objetivos de controle de prioridade maxima, 
ate que todos os objetivos de controls significativos tenham atividades de controls 
para direciona-los. 
5.5.5 Executar testes iniciais e continuos 
Depois de ter desenvolvido o reposit6rio de Controles, a eficacia operacional 
das atividades de controls deve ser avaliada. Essa avaliac;ao pode ser executada 
por pessoas responsaveis pelo desempenho dos controles, pela administrac;ao da 
companhia ou pela Equipe de Gerenciamento do Programa de Controles lnternos. 
Os objetivos dessas atividades iniciais de teste sao: 
./ Assegurar que as atividades de controls estao operando de forma apropriada . 
./ Fornecer informac;6es para suportar medidas corretivas posteriores quando os 
testes das atividades revelarem deficiencias nos controles internos . 
./ Desenvolver urn programa de testes sustentavel que fornec;a suporte para as 
avaliac;oes trimestrais e anuais da administrac;ao. 
Com a finalidade de fornecer suporte para a avaliac;ao trimestral e anual dos 
controles internos, deve ser conduzida uma analise da estrutura desses controles, 
visando assegurar que nao ocorreram mudanc;as significativas desde o ultimo 
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perfodo de avaliac;ao. Caso sejam verificados processos operacionais ou mudanc;as 
organizacionais (por exemplo, uma aquisic;ao ), sera necessaria repetir as eta pas 
anteriores para modificar a estrutura de controles internos e direcionar essas 
mudanc;as. 
As pessoas responsaveis pelas atividades de controle devem avaliar sua 
eficacia como p~rte do processo formal de auto-avaliac;ao dos controles internos. 
Para tanto, e recomendavel que a eficacia operacional das atividades de controle 
individuais seja testada e que a documentac;ao apropriada seja retida, de maneira 
que possa ser revisada pelos auditores independentes como parte de seus 
procedimentos para o trabalho de certificac;ao. 
5.5.6 Monitorar 
Para muitas companhias, a func;ao de auditoria interna desempenhara urn 
importante papel no monitoramento e na emissao de relat6rios sobre a eficacia da 
estrutura dos controles internos. As companhias que nao possuem uma func;ao de 
auditoria interna podem avaliar a utilizac;ao da Equipe de Gerenciamento do 
Programa de Controles lnternos para executar essas tarefas. As atividades de 
monitoramento que devem ser executadas incluem: 
./ Avaliac;ao independente da pertinencia dos dados contidos no reposit6rio de 
controles; 
./ Verificac;ao das atividades de testes, ou seja, se elas sao completas, precisas 
e pontuais; 
./ Confirmac;ao de que as pessoas que avaliaram as atividades de controle o 
fizeram de modo pontual e com a compreensao total e completa das 
implicac;oes decorrentes desse tipo de confirmac;ao; 
Comprovac;ao de que a documentac;ao completa e precisa e mantida. 
51 
6. COSO "Committee of Sponsoring Organizations of the Treadway 
Commission" 
6.1 0 que e coso 
Em 1985, foi criada, nos Estados Unidos, a National Commission on 
Fraudulent Financial Reporting (Comissao Nacional sabre Fraudes em Relat6rios 
Financeiros), uma iniciativa independente, para estudar as causas da ocorrencia de 
fraudes em relat6rios financeiros/contabeis. Esta comissao era composta par 
representantes das principais associac;oes de classe de profissionais ligados a area 
financeira. Seu primeiro objeto de estudo foram os controles internos. Em 1992 
publicaram o trabalho "Internal Control-Integrated Framework" (Controles lnternos-
Urn Modelo lntegrado), tornando-se referenda mundial para o estudo e aplicac;ao 
dos controles internos. 
Posteriormente a Comissao transformou-se em Comite, que passou a ser 
conhecido como COSO - The Comitee of Sponsoring Organizations (Comite das 
Organizac;oes Patrocinadoras ). 0 COSO e uma entidade sem fins lucrativos, 
dedicada a melhoria dos relat6rios financeiros atraves da etica, efetividade dos 
controles internos e governanc;a corporativa. E patrocinado par cinco das principais 
associac;oes de classe de profissionais ligados a area financeira nos Estados 
Unidos, a saber: 
./ AICPA: "American Institute of Certified Public Accounts" (Institute 
Americana de Contadores Publicos Certificados); 
./ AAA: "American Accounting Association" (Associac;ao Americana de 
Contadores ); 
./ FEI: "Financial Executives lnternacional" (Executives Financeiros 
lnternacional); 
./ I lA: ''The Institute of Internal Auditors" (Institute dos Auditores lnternos); 
./ IMA: "Institute of Management Accountants" (Institute dos Contadores 
Gerenciais). 
0 Comite trabalha com independencia, em relac;ao a suas entidades 
patrocinadoras. Seus integrantes sao representantes da industria, dos contadores, 
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das empresas de investimento e da Bolsa de Valores de Nova York. 0 primeiro 
presidente foi James C. Treadway, de onde veio o nome "Treadway Comission". 
Atualmente John Flaherty ocupa a presidencia. 
6.2 0 Trabalho do COSO 
No entendimento da Deloitte Touche Tohmatsu, a estrutura divulgada por 
"Committee of Sponsoring Organizations of the Treadway Commission- COSO", e 
amplamente divulgada e utilizada nos Estados Unidos, sendo adotada pela maioria 
das empresas com capital aberto na SEC. 
0 modelo COSO "Internal Control - Integrated Framework" (Controles 
Internes - Um Modelo lntegrado), editado por "Committee of Sponsoring 
Organizations of the Treadway Commission" estabelece uma sequencia de eventos 
para a gestao de processes de neg6cio em ambiente de controle [Namee 1997]: 
../ Defini<;ao dos objetivos da organizac;ao; 
../ Avaliac;ao do risco; 
../ Determinac;ao dos controles necessaries para melhoria continua dos 
processes. 
Os integrantes do COSO definem controle interno como "um processo, 
desenvolvido para garantir, com razoavel certeza, que sejam atingidos os objetivos 
da empresa, nas seguintes categorias": 
../ Eficiencia e efetividade operacional (objetivos de desempenho ou 
estrategia): esta categoria esta relacionada com os objetivos basicos da 
entidade, inclusive com os objetivos e metas de desempenho e 
rentabilidade, bern como da seguranc;a e qualidade dos ativos; 
../ Confianc;a nos registros contabeis/financeiros (objetivos de informac;ao): 
todas as transac;oes devem ser registradas, todos os registros devem 
refletir transac;oes reais, consignadas pelos valores e enquadramentos 
corretos; 
../ Conformidade (objetivos de conformidade) com leis e regulamentos ou 
normativos aplicaveis a entidade e sua area de atuac;ao. 
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As diretrizes do COSO, publicadas em 1992, nao se referem explicitamente 
aos controles e procedimentos de divulgagao. Ao contrario, a estrutura descrita pelo 
COSO e mais abrangente, incluindo tanto os controles e procedimentos de 
divulgagao quanto os controles e procedimentos internos para a emissao de 
relat6rios financeiros. 
Segundo o COSO, os controles internos devem ser estabelecidos para 
minimizar a exposigao aos riscos que podem prejudicar o atendimento dos objetivos 
da organizagao. Esses objetivos devem ser definidos previamente, considerando o 
perfil e os aspectos estrategicos e operacionais do neg6cio, os processos, os sub-
processos e as atividades da organizagao. 
Urn modelo de controle interno quando aplicado com cuidado, discernimento 
e visao pode ser a base de urn sistema de controle interno que suporte diretamente 
o sucesso da organizagao. Se aplicado mecanicamente, o sistema de controle 
interno resultante pode suportar urn born controle, mas nao suportara 
necessariamente o sucesso organizacional [Galloway 1994]. 
Controle interno proporciona uma garantia razoavel, porem nao consegue dar 
garantia absoluta aos riscos inerentes ao neg6cio. Controle interno efetivo auxilia a 
entidade na consecugao de seus objetivos, mas nao garante que eles serao 
atingidos, e varios sao os motivos, sendo alguns elencados abaixo: 
./ Custo/beneficio: todo controle tern urn custo, que deve ser inferior a perda 
decorrente da consumagao do risco controlado; 
./ Conluio entre empregados: da mesma maneira que as pessoas sao 
responsaveis pelos controles, estas pessoas podem valer-se de seus 
conhecimentos e competencias para burlar os controles, com objetivos 
ilfcitos . 
./ Eventos externos: eventos externos estao alem do controle de qualquer 
organizagao. Exemplo disso foram os acontecimentos do dia 11/09/2001, 
nos Estados Unidos. Quem poderia prever ou controlar os fatos ocorridos? 
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6.3 Relacionamento de Objetivos e Componentes 
Ha urn relacionamento direto entre os objetivos que representam aquila que 
uma entidade se esfon;a para atingir, e os componentes que representam o que e 
necessaria pra atingir os objetivos. 
As informac;oes sao necessarias para todas as tres categorias de objetivos: 
administrar as operac;oes empresariais de maneira eficaz, preparar demonstrac;oes 
financeiras de forma confiavel e verificar o cumprimento das regras. 
A estrutura do COSO divide os controles internos eficazes em cinco 
componentes inter-relacionados, com o objetivo de simplificar a tarefa de 
gerenciamento das atividades que fazem parte de uma estrutura de controles 
internos, conforme evidenciado na figura 1: 
Componentes 
do COSO 
FIGURA 1 - ESTRUTURA DE CONTROLE COSO 
Objetivos do COSO 
Fonte: www.coso.org 
0 controle interno e pertinente para a companhia como urn todo ou para 
qualquer uma de suas unidades ou atividades e os cinco componentes sao 
aplicaveis e importantes para o alcance dos objetivos operacionais. 
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6.4 Detalhamento dos Componentes do Coso 
6.4.1 Ambiente de Controle 
A visao da Empresa determina a cultura de seus colaboradores no tratamento 
de aspectos relacionados a sua estrutura de controles internos, influenciando a 
manuten<;ao de uma estrutura eficiente e alinhada com os objetivos e riscos da 
Empresa. 
0 ambiente de controle e a base para todos os outros componentes da 
estrutura de controles, estabelecendo o desenho, o gerenciamento, a monitoriza<;ao 
e a disciplina dos colaboradores em rela<;ao a estrutura de controles internos. 
Os fatores relacionados a defini<;ao do ambiente de controle contemplam: 
./ lntegridade e Valores Eticos: Alta Administra<;ao da Empresa, como 
modelo de etica para seus colaboradores, clientes, fornecedores, 
investidores e publico em geral e estabelecimento de polfticas e c6digos 
de etica, formalizando e comunicando esses valores eticos aos 
colaboradores . 
./ Comprometimento com a Competencia: defini<;ao formal das atribui<;oes e 
responsabilidades dos colaboradores associadas a descri<;ao dos 
conhecimentos e das habilidades necessarias para a execu<;ao das 
atividades da Empresa. 
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../ Conselho de Administragao e Comite de Auditoria: o Conselho de 
Administragao/Comite de Auditoria independente, atuando de forma 
integrada com os auditores internos e externos, para possibilitar 
avaliagoes e julgamentos imparciais sabre as questoes mais significativas 
da Empresa . 
../ Filosofia e Estilo de Gestao: perfil da Alta Administragao diante dos riscos, 
dos principios contabeis adotados e das decisoes operacionais na 
Empresa . 
../ Estrutura Organizacional: adequagao da estrutura as operagoes da 
Empresa, garantindo inclusive o born fluxo de informagoes e a atuagao 
dos elementos de monitorizagao da estrutura de controles . 
../ Autoridade e Responsabilidade: definigao dos limites de autoridade, 
considerando a adequagao dos aspectos de responsabilidade em relagao 
a autoridade dos colaboradores . 
../ Politicas e Procedimentos de Recursos Humanos: praticas que 
indiretamente direcionam os colaboradores quanta aos niveis esperados 
de seu comportamento considerando os aspectos de integridade, etica e 
competencia. Essas praticas abrangem as politicas e os procedimentos de 
contratagao, treinamento, avaliagao de desempenho, promogao e 
remuneragao dos colaboradores. 
0 ambiente de controle deficiente pode incapacitar toda a estrutura de 
controles internos da Empresa, pais mesmo que os demais componentes da 
estrutura tenham sido, conceitualmente, bern implementados, somente uma cultura 
organizacional focada nos aspectos de controle ira determinar a utilizagao eficiente 
dessa estrutura. 
A postura da alta administragao nesse componente, desempenha papel 
determinante, devendo fornecer de forma clara e objetiva aos seus colaboradores, 
quais as politicas, procedimentos, C6digo de Etica e C6digo de Conduta a serem 
adotados. 
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6.4.2 Avalia9ao de Riscos 
As principais fun96es do controle interne, conforme vista anteriormente, estao 
diretamente relacionadas ao cumprimento dos objetivos da entidade. Portanto, a 
existencia de objetivos e metas e condi9ao sine qua non para a existencia dos 
controles internes. Se a entidade nao contempla objetivos e metas definidos de 
forma clara, nao ha necessidade de controles internes. Uma vez estabelecidos e 
clarificados os objetivos, deve-se: 
../ identificar os riscos que ameacem o seu cumprimento; e 
../ tamar as a96es necessarias para o gerenciamento dos riscos 
identificados. 
Avalia9ao de riscos e a identifica9ao e analise dos riscos associados ao nao 
cumprimento das metas e objetivos operacionais, de informa9ao e de conformidade. 
Este con junto forma a base para definir como estes riscos serao gerenciados. 
As organiza96es, em todos os seus nfveis, enfrentam riscos internes e 
externos que amea9am a capacidade de competi9ao, a saude financeira, a imagem 
e a manuten9ao da qualidade de seus produtos, servi9os e colaboradores. 
Os administradores devem definir os nfveis de riscos operacionais, de 
informa9ao e conformidade que estao dispostos a assumir. A avalia9ao de riscos e 
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uma responsabilidade da administra<;ao, mas cabe a Auditoria lnterna fazer uma 
avalia<;ao propria dos riscos, confrontando-a com a avalia<;ao feita pelos 
administradores. A identifica<;ao e gerenciamento dos riscos e uma a<;ao pro-ativa, 
que permite evitar surpresas desagradaveis. 
0 processo de analise geral de riscos e dinamico, interativo e 
frequentemente integrado ao processo de planejamento estrategico da Empresa, e 
sua elabora<;ao deve considerar os seguintes aspectos: 
./ ldentifica<;ao dos Riscos: mapeamento dos riscos inerentes, nos niveis 
estrategicos e operacionais, atraves da identifica<;ao da exposi<;ao da 
Empresa aos fatores de risco internos e externos. Para a identifica<;ao dos 
riscos, deve-se responder a perguntas como: o que pode dar errado, como 
e onde podemos falhar, onde somas vulneraveis, como poderiam 
interromper nossas opera<;6es, quais as informa<;6es mais importantes, 
onde gastamos nosso dinheiro, quais as atividades mais complexas, 
temos risco legal, quais atividades estao regulamentadas, entre outras. 
"' Analise de Riscos: estimativa dos impactos dos riscos e da probabilidade 
de sua ocorrencia na Empresa, alem de avalia<;5es quanta a forma de 
gerenciamento dos riscos, a<;5es necessarias para sua redu<;ao e 
respectivo custo dessas a<;6es. 
"' Gestao de Mudan<;as: altera<;5es na estrutura interna, na industria, no 
cenario economico ou em outros elementos externos podem alterar a 
exposi<;ao da Empresa aos riscos; assim, essas mudan<;as devem ser 
continuamente monitorizadas para que seus impactos sejam identificados 
e endere<;ados dentro da analise de riscos da Empresa. 
A elimina<;ao total dos riscos e, na pratica, impossivel, pois a propria 
existencia da Empresa e urn fator gerador de riscos. Nesse contexto, a analise geral 
de riscos fornece urn mapa dos riscos da Empresa, proporcionando urn mecanismo 
para prioriza<;ao desses riscos e, consequentemente, uma ferramenta de 
direcionamento dos esfor<;os para minimizar os riscos mais significativos atraves de 
uma estrutura de controles internos alinhada aos riscos da Empresa. 
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.6.4.3 Atividades de Controle 
Sao aquelas atividades que, quando executadas a tempo e maneira 
adequados, permitem a reduc;ao ou administrac;ao dos riscos. As atividades de 
controle compreendem o que, na sistematica de trabalho anterior a do COSO, era 
tratado como controle interno. 
As atividades de controle ocorrem em todos os nfveis da Empresa e 
abrangem atividades como aprovac;oes, autorizac;oes, verificac;oes, reconciliac;oes, 
revis5es de performance operacional, seguranc;a de ativos e segregac;ao de func;oes. 
As atividades podem ser de duas naturezas: preventivas ou detectivas. As 
principais atividades de controle, e suas respectivas naturezas, sao: 
a) Alc;adas (prevenc;ao): sao os limites determinados a urn funcionario, 
quanta a possibilidade deste aprovar valores ou assumir posic;oes em 
nome da instituic;ao, como por exemplo: estabelecer o valor maximo para 
urn caixa pagar urn cheque; estabelecer tetos assumidos por urn operador 
de mercado para cada horizonte de investimento; estabelecimento de 
alc;ada operacional para o Comite de Credito de uma agencia. 
b) Autorizac;oes (prevenc;ao ): a administrac;ao determina as atividades e 
transac;oes que necessitam de aprovac;ao de urn supervisor para que 
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sejam efetivadas. A aprovac;ao de um supervisor, de forma manual ou 
eletronica, implica que ele (ou ela) verificou e validou a atividade ou 
transac;ao, e assegurou que a mesma esta em conformidade com as 
polfticas e procedimentos estabelecidos. Os responsaveis pela 
autorizac;ao devem verificar a documentac;ao pertinente, questionar itens 
pouco usuais, e assegurarem-se de que as informac;oes necessarias a 
transac;ao foram checadas, antes de darem sua autorizac;ao. Jamais 
devem assinar em branco ou fornecerem sua senha eletronica. 
c) Conciliac;ao (detecc;ao): e a confrontac;ao da mesma informac;ao com 
dados vindos de bases diferentes, tanto informac;oes estrategicas, quanto 
operacionais, adotando as ac;oes corretivas, quando necessaria. 
d) Revisoes de Desempenho (detecc;ao): Acompanhamento de uma atividade 
ou processo, para avaliac;ao de sua adequac;ao e/ou desempenho, em 
relac;ao as metas, aos objetivos trac;ados e aos benchmarks, assim como 
acompanhamento continuo do mercado financeiro (no caso de bancos), de 
forma a antecipar mudanc;as que possam impactar negativamente a 
entidade. Exemplos: monitorac;ao do comportamento de usuarios de 
cartoes de credito (lugares inusitados, produtos diferentes etc.); 
monitorac;ao e questionamento de flutuac;oes abruptas nos resultados de 
agencias, produtos, carteiras pr6prias e de terceiros; monitorac;ao de 
valores realizados e orc;ados em unidades, com o objetivo de identificar 
dificuldades/problemas; acompanhamento da concorrencia, visando o 
lanc;amento de novos produtos. 
e) Seguranc;a Flsica (prevenc;ao e detecc;ao): os valores de uma entidade 
devem ser protegidos contra uso, compra ou venda nao-autorizados. Um 
dos melhores controles para proteger estes ativos e a seguranc;a flsica, 
que compreende controle de acessos, controle da entrada e salda de 
funcionarios e materiais, senhas para arquivos eletronicos, call-back para 
acessos remotos, criptografia e outros. lncluem-se neste controle os 
processos de inventario dos itens mais valiosos para a entidade (p.ex., 
conferencia de numerario ). 
61 
f) Segregac;ao de Func;6es (prevenc;ao): a segregac;ao e essencial para a 
efetividade dos controles internos. Ela reduz tanto o risco de erros 
humanos quanta o risco de ac;6es indesejadas. Contabilidade e 
conciliac;ao, informac;ao e autoriza~ao, custodia e inventario, contratac;ao e 
pagamento, administrac;ao de recursos pr6prios e de terceiros, 
normatizac;ao (gerenciamento de riscos) e fiscalizac;ao (auditoria) devem 
estar segregadas entre os funcionarios. 
g) Sistemas lnformatizados (prevenc;ao e detecc;ao): controles feitos atraves 
de sistemas informatizados dividem-se em dais tipos: 
./ controles gerais: pressup6e os controles nos centros de 
processamentos de dados e controles na aquisic;ao, desenvolvimento e 
manutenc;ao de programas e sistemas. Exemplos: organizac;ao e 
manutenc;ao dos arquivos de back-up, arquivo de log do sistema, plano 
de contingencia; 
./ controles de aplicativos: sao os controles existentes nos aplicativos 
corporativos, que tern a finalidade de garantir a integridade e 
veracidade dos dados e transac;6es. Exemplos: validac;ao de 
informac;6es ( checagem das informac;6es com registros armazenados 
em banco de dados ). 
h) Normatizac;ao lnterna (prevenc;ao): e a definic;ao, de maneira formal, das 
regras internas necessarias ao funcionamento da entidade. As normas 
devem ser de facil acesso para os funcionarios da organizac;ao, e devem 
definir responsabilidades, polfticas corporativas, fluxos operacionais, 
func;6es e procedimentos. 
i) Controles Ffsicos (detecc;ao): contagens peri6dicas e comparac;6es com 
os registros de controle de inventarios, ativos fixos, valores em especie e 
outros ativos. 
As atividades de controle devem ser implementadas de maneira ponderada, 
consciente e consistente. Nada adianta implementar urn procedimento de controle, 
se este for executado de maneira mecanica, sem foco nas condic;6es e problemas 
que motivaram a sua implantac;ao. Tambem e essencial que as situac;6es adversas 
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identificadas pelas atividades de controles sejam investigadas, adotando-se 
tempestivamente as ag6es corretivas apropriadas. 
Apesar da grande variedade de formas de atividades de controle, todas sao 
baseadas em dais elementos principais: polfticas - estabelecendo quais ag6es 
devem ser executadas e procedimentos- apresentando como sao executadas essas 
ag6es. As polfticas e, principalmente, os procedimentos devem ser reavaliados 
sempre que ocorrerem mudangas significativas na estrutura da Empresa, em seus 
processes, sistemas e modelos de neg6cio. 
As atividades de controle sao fungoes dos riscos identificados no processo de 
analise geral de riscos. Dessa forma, o desenho das atividades de controle deve 
refletir a priorizagao dos riscos e sua eficacia deve ser avaliada continuamente, 
atraves de ag6es de monitorizagao, para garantir que os riscos estao sendo 
efetivamente minimizados. 
6.4.4 lnformagao e Comunicagao 
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Sao as praticas utilizadas pela Empresa para capturar e comunicar as 
informag6es pertinentes, em formato e prazo que possibilitem a execugao das 
responsabilidades dos colaboradores. 
A informagao e necessaria em todos os niveis da Empresa para execugao 
das atividades e atendimento aos objetivos do neg6cio. Os sistemas de informagao 
capturam, processam e reportam a informagao, considerando atividades e eventos 
internos e externos a Empresa, necessaries aos processos operacionais, a tomada 
de decisao e a emissao de relat6rios externos. 
Dessa forma, as praticas de controle sobre os sistemas de informa<;ao devem 
garantir os seguintes aspectos: 
./ Relevancia: o conteudo da informagao e apropriado e relevante ao pessoal 
que a utiliza . 
./ Disponibilidade e Acesso: a informagao esta disponivel quando necessaria 
e somente e acessada por pessoal autorizado . 
./ Exatidao: a informagao e a mais atual e correta possivel. 
A comunicagao eficiente tambem deve fluir em todos os niveis e em todos os 
sentidos na Empresa; dessa forma, os meios de comunicagao devem estar 
disponfveis a todos os seus colaboradores e os canais com clientes, fornecedores e 
outros agentes externos devem ser abertos e eficientes. 
Os principais aspectos que devem ser implementados para garantir a 
comunicagao eficiente sao: 
./ Mecanismos de Divulgagao: meios de disponibilizagao de informag6es. As 
principais informag6es que podem ser divulgadas atraves desses meios 
sao, entre outras, visao e missao, polfticas e procedimentos, 
responsabilidades dos colaboradores, estrutura organizacional, plano de 
beneficios, recrutamento interno e externo e niveis de algada . 
./ Ferramentas de Sugest6es: mecanismos para os colaboradores 
comunicarem suas ideias para o aprimoramento dos processos internos e 
outras informag6es relevantes . 
./ Canais de Comunicagao Externos: meios de divulgagao de informag6es de 
interesse geral ao publico, agentes reguladores, acionistas, etc. Esse 
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aspecto engloba tambem os mecanismos de informagao com clientes e 
fornecedores como "call centers" e mecanismos de 828 e 82C. 
Os aspectos de informagao e comunica<;ao dentro da estrutura de controles 
internos da empresa sao as bases para que os colaboradores entendam seu papel 
dentro dessa estrutura e tenham disponfveis as informag6es necessarias e 
assertivas para a execugao de suas atividades, em suma, a informagao e o 
combustive! que move as organizag6es. 
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6.4.5 Monitorizagao 
A estrutura de controles internes sofre mudangas e evolui com o tempo. 
Assim, urn centrale eficaz em urn cenario passado pede se tornar menos eficaz ou 
ate obsolete, dependendo das mudangas ocorridas na Empresa, em sua industria de 
atuagao ou no ambiente externo. 
Dessa forma, a estrutura de controles internes deve ser monitorizada para 
avaliar a qualidade e a atualizagao dos controles no tempo. Esse objetivo e atingido 
com atividades recorrentes de monitorizagao ou procedimentos de avaliagoes 
independentes peri6dicas ou, ainda, uma combinagao desses dais mecanismos. 
A frequencia dos procedimentos de avaliagoes independentes depende de 
uma analise dos riscos aplicaveis aos processes, bern como da eficiencia das 
atividades recorrentes de monitorizagao. 
Em ambos os casas, as deficiencias dos controles internes devem ser 
reportadas tempestivamente a Gerencia e, dependendo do impacto dessas 
deficiencias, a Alta Administragao. 
As principais atividades de monitorizagao incluem: 
v- Conciliagoes: comparagoes entre os valores registrados nos relat6rios das 
areas operacionais e os valores apresentados pelos demonstratives 
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contabeis fornecem mecanismos de verificac;ao de erros e excec;oes que 
podem identificar falhas na estrutura de controles internos da Empresa . 
./ Agentes Externos: comunicac;oes de agentes externos ( clientes, 
fornecedores, 6rgaos reguladores, instituic;oes financeiras, etc.) 
comparados com os relat6rios internos podem identificar inconsistencias e 
falhas na estrutura de controles internos . 
./ lnventario Peri6dico: dados dos sistemas de informac;ao da Empresa sao 
comparados com contagens ffsicas peri6dicas e a analise das 
divergencias fornece base para identificac;ao de falhas na estrutura de 
controles internos . 
./ Auditores lnternos e Externos: revis6es realizadas pelos auditores 
identificam oportunidades de melhoria nos controles internos da Empresa . 
./ Self-assessments: auto-avaliac;oes das areas operacionais realizadas 
pelos colaboradores que executam as atividades de controle podem 
identificar pontos de melhoria e atualizac;ao da estrutura de controles 
internos. 
Os aspectos de monitorizac;ao sao essenciais para avaliar a estrutura de 
controles internos, verificando sua eficiencia em minimizar a exposic;ao da empresa 
aos seus riscos internos e externos. 
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7. CONCLUSAO 
0 movimento em torno das boas praticas de controles internos veio para 
ficar e nao pode ser identificado como mais uma onda da administrac;ao. Desde seu 
nascimento, nos Estados Unidos na decada de 80, os mecanismos de governanc;a 
corporativa vern proporcionando melhoras significativas na gestao das empresas e 
no ambiente regulat6rio, alem de mais protec;ao aos investidores. 
Os grandes escandalos nos Estados Unidos demonstram que apesar dos 
grandes avanc;os nos ultimo anos, os acionistas ainda estao propensos a serem 
expropriados mediante praticas nao recomendaveis. Os estudiosos das teorias de 
governanc;a corporativa passam por urn momenta de grande desafio. 
0 grande desafio dos te6ricos e estudiosos de governanc;a corporativa e 
teoria das organizac;oes atualmente e encontrar uma maneira de alinhar esses 
interesses, criando mecanismos de monitoramento que permitam urn maior controle 
da gestao. As autoridades americanas optaram por endurecer as penas aos 
infratores, mas essa e a solugao mais pratica e facil. A soluc;ao definitiva deve 
passar por uma intensa investigagao e inumeras pesquisas, sendo esse tema de 
grande importancia para futuros estudos. 
0 papel desempenhado por urn framework acaba por fazer com que os 
novas objetivos permeiem as atividades em todos os nfveis: estrategico, tatico e 
operacional. A adogao de urn framework e uma metodologia costuma levar as 
instituigoes a inserir esses novas componentes inclusive nas atividades de 
planejamento e gestao, daf a importancia de implantar da forma correta o Sistema 
de Controles lnternos. 
Como ponto de partida, a assimilac;ao dessa nova cultura e, portanto, fator 
fundamental para formar o ambiente de controle favoravel a essa mudanc;a. 
Considera-se, ainda, que existem fatores que tornam o processo de 
implantac;ao mais facil, tal como o reconhecimento de que os controles existentes na 
instituic;ao podem fazer parte do novo sistema, bern como o uso de ferramentas que 
podem aumentar a abrangemcia e a profundidade das avaliac;oes. 
Embora os controles internos possam ajudar a atenuar riscos, eles nao os 
eliminam completamente. Controles internos somente podem fornecer seguranc;a 
68 
razoavel - mas nao absoluta - de que os objetivos de uma companhia foram 
alcanc;ados. Os controles internos sao, afinal de contas, construidos por processos 
que envolvem pessoas e, assim, estao sujeitos a todas as limitac;6es pertinentes ao 
envolvimento humano. Os controles internos podem ser deliberadamente logrados 
por atos fraudulentos praticados por pessoas ou por conspirac;6es entre 
fu ncionarios. 
Esses controles podem ser inadvertidamente enfraquecidos por julgamento 
equivocado, negligencia, distrac;ao ou outras falhas nos processos ou 
proced imentos. 
E tambem podem ser debilitados ou ate mesmo eliminados por restric;6es de 
recursos. Os custos relativos e os beneficios dos controles internos devem ser 
continuamente reavaliados. 
A Lei Sarbanes-Oxley e as suas regras e regulamentac;6es complexas que 
gera confusao e consternac;ao na comunidade empresarial e simplesmente uma 
forma encontrada pelo governo para estabelecer recursos legais nos preceitos 
basicos das praticas empresariais. E a concentrac;ao do foco especialmente na 
governanc;a corporativa e na transparencia das informac;6es financeiras 
simplesmente faz despertar o sensa empresarial etico. 
0 estabelecimento desses novas procedimentos para os controles internos e 
para a certificac;ao executiva representa uma alterac;ao de curso essencial para as 
companhias de capital aberto. Para aquelas empresas que nao tinham uma 
estrutura basica para atender a esses processos agora correm contra o tempo para 
atende-las. Mas muitas companhias nao vao precisar comec;ar do ponto zero, elas 
estarao aptas a adaptar processos ja existentes para cumprir as exigencias de 
controles internos da nova Lei. 
Mas as novas regras imp6em um custo: essas mudanc;as necessitarao de 
alterac;6es significativas nos procedimentos e nas praticas, bern como na vida 
cotidiana de muitos executivos e de pessoas que a eles se reportam. 
E por fim, na e complexidade da Lei residem uma premissa simples: a boa 
governanc;a corporativa e as praticas eticas do neg6cio nao sao mais requintes -
sao leis. E o cumprimento dessa Lei nao e uma tarefa dificil desde que se adotem o 
procedimento de uma Governanc;a Corporativa. 
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9. GLOSSARIO 
SEC- (Securities and Exchange Commission, instituigao equivalente a brasileira 
Comissao de Valores Mobilarios- CVM); 
Compliance- Conformidade; 
Business - Neg6cios; 
IASB (International Accounting Standards Board) -
Framework- Estrutura de Controles lnternos; 
Hackers - invasores de rede de computadores, buscando informagoes alheias; 
Stakeholders - termo utilizado para denominar os clientes, acionistas, colaboradores, 
mercado e investidores; 
CIOs (Chief Information Officer)- executivo responsavel pelo planejamento e pela 
implementagao da tecnologia da informagao; 
Staff- equipe de funcionarios; 
Sine qua non - sem o qual, nao; 
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10. ANEXOS 
10.1 Matriz de Riscos e Controles do Cicio de Suprimentos 
Atividades executadas em desacordo com as politicas, normas 
rocedimentos estabelecidos. 
R.02 Acesso as transa<;oes do Sistema ERP por pe 
autorizado ou em desacordo com o limite de a 
R.03 lnforma<;oes desatualizadas e/ou nao consistentes. 
R.04 
1.1 Documenta<;ao atualizada e 
formalmente aprovada pela Alta 
Administra<;ao e disponibilizada atraves de 
ferramentas de comunica<;ao referentes as 
atividades executadas no Processo de 
Suprimentos. 
1.2 Organograma definido, detalhando as 
responsabilidades da area, aprovado e 
divulgado a <NOME DA EMPRESA 
CLIENTE>. 
1.3 Descri<;ao definida e formalizada das 
atividades para os cargos da area 
contemplando as responsabilidades e dos 
limites de al<;ada para cada processo (''job 
description"). 
1.4 Segrega<;ao de fun<;oes entre os 
responsaveis por: 
• Sele<;ao e homologa<;ao de 
fornecedores. 
• Manuten<;ao do cadastro de 
fornecedores. 
• Emissao de pedidos de compra. 
• Contrata<;ao de fornecedores. 
• Gerenciamento dos contratos. 
• Libera<;ao para pagamento. 
• lnclusao e processamento dos 
pagamentos. 
1.4 Segrega<;ao de fun<;oes entre os 
responsaveis por: 
• Sele<;ao e homologa<;ao de 
fornecedores. 
• Manuten<;ao do cadastro de 
fornecedores. 
• Emissao de pedidos de compra. 














Atl'vla:aaE~s executadas em desacordo com as politicas, normas 
nr-r"\I"C'>rii ...... antos estabelecidos. 
R.02 Acesso as transac;oes do Sistema ERP por oe~;soal nao 
autorizado ou em desacordo com o limite 
R.03 lnformac;oes desatualizadas e/ou nao consistentes. 
R.04 
• Gerenciamento dos contratos. 
• Liberac;ao para pagamento. 
• lnclusao e processamento dos 
pagamentos. 
1.5 Estrutura de perfis de acesso, no 
Sistema ERP e nos sistemas operacionais, 
parametrizada para permitir o acesso as 
transac;oes crlticas somente a usuarios 
autorizados. 
1.6 Monitoramento do acesso as 
transac;oes crlticas do Sistema ERP, tais 
como: 
• Criac;ao de Solicitac;ao de 
Ferra mental. 
• Criac;ao de pedidos de compra. 
• Alterac;ao de pedidos de compra. 
• Aprovac;ao de pedidos de compra. 
• Criac;ao de documento diretamente no 
Contas a Pagar. 
• Liberac;ao de faturas bloqueadas 
(bloqueio "R"). 
1. 7 Sistema unico para gerenciamento das 
atividades relacionadas ao Processo de 
Suprimentos. 
1.8 Gestao centralizada da quantidade e 
localizac;ao dos itens de ferramental e 
alocac;ao aos respectivos programas 
espedficos. 
1.9 Trilha de auditoria habilitada nos 
sistemas que suportam as atividades do 
Processo de Suprimentos, armazenando 
todas as atividades realizadas. 
1.10 Cadastro unico de materiais, revisado 
e atualizado periodicamente, que permita a 
identificac;ao de itens de maneira rapida e 
precisa. 
1.11 Cadastro unico de fornecedores 
habilitados para fornecimento de materiais 
e execuc;ao de servic;os. 
1 .12 Relat6rios gerenciais e de excec;ao 
baseados em indicadores de desempenho 
















Atividades executadas em desacordo com as politicas, normas 
rocedimentos estabelecidos. 
R.02 Acesso as transa96es do Sistema ERP por 
autorizado ou em desacordo com o limite d 
R.03 lnforma96es desatualizadas e/ou nao consistentes. 
R.04 Gerenciamento e/ou focaliza9ao inadequados dos processos e 
das atividades~c~r'"=it,.,-:ic~a=s:-c. ~~~ 
1.13 lndicadores de risco para a gestao do 
processo, considerando: 
• Sele9ao e homologa9ao de 
fornecedores. 
• Subcontrata9ao de fabrica9ao. 
• Gerenciamento de subcontrata9ao. 




R.OS Sele<;ao e homologa<;ao de fomecedores que nao atendam 
aos padroes requeridos pela <NOME DA EMPRESA 
CLIENTE>. 
R.OG Defini<;ao de fornecedores sem ca,)ac:idc:tde financeira ou de 
fornecimento de materiais e/ou c:oln.Ju·nc: 
R.07 Acesso aos cadastros de fornecedores, materiais e servi<;os 
por pessoal nao autorizado ou em desacordo com o limite de 
R.08 lnforma<;oes incorretas, incompletas ou redundantes no 
cadastro de fornecedores. 
R.09 Contratos de fornecimento de material/presta<;ao de servi<;os 
que nao assegurem o cumprimento das obriga<;oes pelos 
fornecedores. 
2.1 Defini<;ao formal de pre-requisitos a 
serem considerados para sele<;ao de 
fornecedor. 
2.2 Sele<;ao de fomecedores conforme 
pre-requisitos formalmente estabelecidos. 
2.3 Avalia<;ao formal do fornecedor antes 
de sua inclusao no cadastro, 
considerando a analise em associa<;oes 
comerciais. 
2.4 Numera<;ao sequencia! (mica e 
atribuida automaticamente aos 
fornecedores cadastrados no sistema. 
2.5 Relacionamento estabelecido entre o 
servi<;o prestado e/ou materiais 
disponiveis para compra com os 
fornecedores habilitados em cadastro. 
2.6 Consistencias automaticas para 
restringir o cadastramento de 
fornecedores em duplicidade e/ou o 
preenchimento incorreto de campos-
chave (exemplo: CNPJ/CPF). 
2.7 Utiliza<;ao de mecanismos de 
aprova<;ao eletronica para inclusao de 
novos fomecedores ou manuten<;ao de 
seus dados criticos (exemplo: CNPJ). 
2.8 ldentifica<;ao automatica de 
fornecedores nao utilizados por Iongo 
periodo, sendo efetuado o bloqueio, 
quando aplicavel. 
2.9 Revisoes peri6dicas da situa<;ao 
financeira, qualifica<;ao tecnica e 
qualidade dos fornecedores. 
2.10 Emissao de contratos-padrao 
revisados pela area Juridica. 
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Dependencia de 
Fomecedores/Parceiros 







R.OS Sele9ao e homologa9ao de fomecedores que nao atendam 
aos padr6es requeridos pela <NOME DA EMPRESA 
CLIENTE>. 
R.OG Defini9ao de fomecedores sem 
fornecimento de materiais e/ou .,""''"'11r•nc:-
R.07 Acesso aos cadastros de fornecedores, materiais e servi9os 
por pessoal nao autorizado ou em desacordo com o limite de 
contratos/lista de pre9os de fornecedores 
com base nas informa96es da 
cotal:(ao/licital:(ao vencedora. 
2.12 Cadastramento de contratos apenas 
ap6s a entrega e verificayao completa da 
documenta9ao-
-suporte exigida pelas normas da <NOME 
DA EMPRESA CLIENTE> e pela 
legislayao vigente (exemplos: certid6es 
negativas, contrato social e visto de 
trabalho). 
2.13 Deftnil:(ao contratual da 
responsabilidade de empresas 
terceirizadas pelos pagamentos 
realizados a seus colaboradores 
( exemplos: sa Iarios e encargos ). 
2.14 Bloqueio da emissao de contratos 













R.1 0 Contratac;ao de fornecedores e/ou prestadores de servic;os 
nao autorizados ou que nao atendam aos criterios 
(fornecimento/prestac;ao de servic;os) estabelecidos pela 
NOME DA EMPRESA CLIENTE. 
R.11 Definic;ao de ferramental (projetos e fabricac;ao) em 
desacordo com as necessidades da NOME DA EMPRESA 
CLIENTE. 
3.1 Contratac;ao de servic;os e 
Subcontratos pela Area por colaborador 
responsavel. 
3.2 Registro em sistema da 
solicitac;ao/requisiyao de servic;os ou 
material pela area requisitante, 
considerando aspectos tecnicos, quando 
aplicavel ( necessidade de compra de 
servic;o ou material), e detalhamento da 
necessidade. 
3.3 Definic;ao da quantidade de horas e 
materia-
-prima a serem utilizadas na elaborac;ao 
do material com base em documentos 
atualizados conforme hist6rico de 
execuc;ao de projetos/ fabricac;ao. 
3.4 Realizac;ao de cotac;oes e/ou 
concorrencias para contratac;ao de 
servic;os e/ou aquisic;ao de materiais com 
base nas requisic;oes de materiais/ 
servic;os aprovadas e na lista de 
fornecedores homologados. Nesse 
processo, considerar os criterios de custo, 
qualidade e prazos. 
3.5 Aprovac;ao de requisic;oes de compra, 
pedidos de compra e contratos por 
colaborador autorizado, de acordo com as 
estrategias de liberac;ao definidas pela 
<NOME DA EMPRESA CLIENTE> 
Alterac;oes em documentos aprovados 
submetidas a nova aprovac;ao. 
3.6 Registro eletronico dos pedidos de 
compra emitidos. 
3. 7 Envio formal de pedido de compra 
aprovado ao fornecedor, autorizando a 
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Obrigac;oes Contratuais 
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R.1 0 Contrata9ao de fornecedores e/ou prestadores de servi9os 
nao autorizados ou que nao atendam aos criterios 
(fornecimento/presta9ao de servi9os) estabelecidos pel a 
NOME DA EMPRESA CLIENTE. 
Aderemcia as Regras 
R.11 Defini9ao de terra mental ( projetos e fabrica9ao) em 
desacordo com as necessidades da NOME DA EMPRESA 
CLIENTE. 
Obriga96es Contratuais 
3.8 Analise da composi9ao de custo 
apresentada pelo fornecedor para 
defini9ao do pre9o desejado (pre9o-
objetivo) para contrata9ao de servi9os. 
3.9 Consistencia automatica entre 
requisi96es de servi9o/materiais, 
cota96es, pedidos de compra e contratos 
aprovados, a tim de impossibilitar: 
• Contratos e/ou pedidos de compra 
com quantidades e/ou pre9os 
superiores aos definidos nas 
cota96es. 
• Pedidos de compra com valores que 
superem os dos contratos. 
• Divergencias nos demais campos 
cadastrados ( exemplos: c6digo do 
subcontratado e/ou do fornecedor). 
• Contratos e/ou pedidos de compra 
referentes a material ou servi90 nao 
solicitado. 
3.10 Registro dos centros de custo na 
requisi9ao, pedido ou contrato de compra 
(no caso de rateio por centros de custo 
fixos) para rateio dos valores. 
3.11 Revisao peri6dica de materiais ou 
dos projetos em elabora9ao com os 
desenhos aprovados ou as solicita96es 
realizadas. 
3.12 Conferencia dos valores/quantidades 
negociados com os fornecedores com a 
estimativa realizada na cria9ao 
Autoriza9ao de Servi9o. 
3.13 Revisao peri6dica dos fomecedores 
contratados, considerando a 
concentra9ao/ dependencia em rela9ao a 











4.1 Acompanhamento dos servi<;os 
prestados, considerando: 
• Execu<;ao dos servi<;os estabelecidos 
em contrato. 
• Compara<;ao entre os valores 
cobrados e os previstos. 
• Existencia de fornecedores prestando 
servi<;os ap6s o vencimento do 
contrato. 
• Reavalia<;ao peri6dica dos custos dos 
servi<;os com base na realidade do 
mercado. 
4.2 Acompanhamento da quantidade de 
materia is em poder de terceiros 
(prestadores de servi<;os e 
subcontratados ). 
4.3 Acompanhamento mensal das 
despesas incorridas de acordo com 
or<;amento pre-aprovado. 
4.4 Elabora<;ao e calculo automatico de 
indicadores de desempenho dos 
fornecedores com base em criterios 
preestabelecidos. 
4.5 Acompanhamento das obriga<;oes 
















5.1 Programa9ao tempestiva dos 
projetos/ mercadorias a serem recebidos 
pela area de Recebimento. 
5.2 Consistencia automatica entre as 
quantidades recebidas (contagem "cega") 
e os pedidos de compra aprovados, 
identificando as divergencias. 
5.3 Consistencias automaticas no 
recebimento de materiais/servi9os, a tim 
de evitar o registro de notas fiscais: 
• Que nao estejam vinculadas a urn 
pedido de compra. 
• Que apresentem quantidade e/ou 
pre9o dos itens superiores aos 
constantes nos pedidos. 
• Que apresentem divergencias em 
rela9ao aos pedidos ( exemplos: item, 
condi9ao comercial, fornecedor, 
etc.). 
• Com informa96es incorretas ou em 
duplicidade ( exemplos: data de 
vencimento, valor e fornecedor). 
5.4 Calculo automatico da quantidade 
pendente do pedido de compra no caso 
de entregas parciais e/ou incompletas. 
5.5 Restri9ao quanto ao registro de 
recebimentos com data retroativa. 
5.6 lnspe9ao da qualidade do material 
recebido conforme os padroes de 
qualidade da <NOME DA EMPRESA 
CLIENTE>. 
5.7 Avalia9ao e corre9ao tempestiva das 
pendencias identificadas no recebimento. 
5.8 Registro eletronico da conferencia do 
servi9o prestado por colaborador 
requisitante autorizado (Folha de Registro 
de Servi9o- FRS). 
5.9 Centraliza9ao, em area especifica, do 
processo de conferencia da nota fiscal 





















confer€mcia e realizada no recebimento 
fisico da mercadoria). 
5.10 Utilizac;ao de mecanismos de 
aprovac;ao eletronica dos recebimentos 
para pagamento, ap6s a confen§ncia da 
execuc;ao do servic;o (FRS), por 
colaborador responsavel. 
5.11 Baixa automatica dos pedidos de 
compra, ap6s o recebimento, com base 
no registro das respectivas notas fiscais. 
5.12 Monitoramento tempestivo dos 
pedidos de compra em aberto, 








Autorizac;ao para pagamento de servic;os e contratos nao 
realizados ou em desacordo como estabelecido. 
amentos realizados sem a documentac;ao-suporte 
uada. 
6.1 Estrategias de liberac;ao para 
aprovac;ao do pagamento, considerando: 
• Limites de alc;ada. 
• Criterios qualitativos ( exemplos: tipo de 
servic;o, centro de custo e usuario ). 
• Criterios quantitativos (exemplos: valor 
e quantidade ). 
6.2 Acesso a inclusao de pagamentos 
diretamente no Contas a Pagar restrito a 
colaboradores autorizados. 
6.3 Centralizac;ao do processo de 
conferemcia da documentac;ao ( exemplos: 
aprovac;ao formal do servic;o executado e 
nota fiscal com boleto bancario) e 
liberac;ao de recursos ( exemplos: 
transferemcias, emissao de cheques e 
DOCs) no Contas a Pagar. 
6.4 Consistencias automaticas entre 
contratos/ pedidos de compra, 
pagamentos e registro de notas fiscais, a 
tim de impossibilitar: 
• Pagamentos com quantidades e/ou 
prec;os superiores aos definidos em 
contrato/pedido de compra. 
• Divergencias nos demais campos 
cadastrados ( exemplo: c6digo do 
fornecedor). 
6.5 Transferencia automatica das 
informac;oes referentes a materiais 
recebidos e servic;os prestados para o 
Contas a Pagar, garantindo a integridade 
dos dados. 
6.6 Bloqueio de acesso a alterac;oes do 
arquivo-
-texto da proposta de pagamento utilizado 
na integrac;ao com os bancos. 
6.7 Bloqueio do acesso a alterac;ao dos. 
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Contas a Pagar e da realizac;ao de 
pagamentos para fornecedores nao 
cadastrados. 
6.8 Revisao tempestiva dos valores 
contratados com o fornecedor, 
considerando descontos de horas 
resultantes de retrabalhos realizados 
internamente. 
6.9 Acompanhamento mensal dos 
pagamentos realizados, atraves de 
relat6rios, analisando: 
• Valores de juros, multas e motivos que 
ocasionaram o pagamento em 
atraso. 
• Variac;oes entre o valor estimado do 








Aderencia as Regras 




10.2 Matriz de Riscos e Controles do Cicio de Receitas 
R.01 Atividades executadas em desacordo com as politicas, 
normas e ntos estabelecidos. 
R.02 Gerenciamento/focalizac;ao inadequada dos processos e 
atividades criticas. 
R.03 Aprovac;ao por pessoa nao autorizada ou nao aderente aos 
niveis/limites de re-estabelecidos. 
R.04 Acesso as transac;oes do Sistema ERP por pessoal nao 
autorizado ou em desacordo com o limite de a da. 
R.05 lnformac;oes incorretas, incompletas e/ou em duplicidade. 
1.1 Documentac;ao atualizada, 
formalmente aprovada pela alta 
administrac;ao e disponibilizada atraves 
de ferramentas de comunicac;ao, 
referente as atividades do Processo de 
Receitas. 
1.2 Procedimentos de inclusao e 
manutenc;ao de dados cadastrais 
centralizados em uma (mica area. 
1.3 Organograma descritivo, detalhando 
as responsabilidades dos envolvidos no 
processo, aprovado e divulgado a 
<NOME DA EMPRESA CLIENTE>. 
1.4 Descric;ao, definida e formalizada, das 
atividades para os cargos das areas 
envolvidas, contemplando as 
responsabilidades e niveis/limites de 
al<;ada para cada processo ("job 
description"). 
1.5 Segregac;ao entre as func;oes criticas 
do Processo de Receitas, garantindo a 
manutenc;ao do nivel de seguranc;a e da 
independencia das atividades. 
Exemplos: 
• Cobranc;a dos clientes 
• Emissao de pedidos . 
• Faturamento . 
• Baixa de titulos . 
• Conciliac;ao bancaria . 
1.6 Estrutura de perfis de acesso, nos 
sistemas ERP e legados, parametrizada 
de forma a permitir o acesso as 
transac;oes criticas somente a usuarios 
autorizados. 
1. 7 Monitoramento de acesso as 
transac;oes criticas, como · por exemplo, 
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Objetivos Estrategicos 
Limite de Autoridade 
Acesso e Seguranc;a 
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R.01 Atividades executadas em desacordo com as politicas, 
normas e imentos estabelecidos. 
R.02 Gerenciamento/focalizac:;ao inadequada dos processos e 
atividades criticas. 
R.03 Aprovac:;ao por pessoa nao autorizada ou nao aderente aos 
niveis/limites de a da re-estabelecidos. 
R.04 Acesso as transac:;6es do Sistema ERP por pessoal nao 
autorizado ou em desacordo com o limite de a da. 
R.OS lnformac:;6es incorretas, incompletas e/ou em duplicidade. 
1.8 Sistema (mico para gerenciamento 
das atividades relacionadas ao Processo 
de Receitas. 
1.9 Gestao centralizada do Processo de 
Receitas 
1.10 Utilizac:;ao de ferramenta de 
aprovac:;ao eletronica para as atividades 
do processo. 
1.11 Trilha de auditoria habilitada nos 
sistemas que suportam as atividades do 
processo, armazenando todas as 
atividades realizadas. 
1.12 Cadastro unico dos contratos, 
revisado e atualizado periodicamente, 
que permita a identificac:;ao de 
informac:;6es e aditivos contratuais. 
1.13 Cadastro unico de materiais em 
estoque. 
1.14 Cadastro unico de clientes e prazos 
disponiveis e habilitados para realizac:;ao 
de vendas e transferencia eletronica para 
os demais sistemas corporativos 
( cadastro, gerencial e faturamento ). 
1.15 Relat6rios gerenciais e de excec:;ao 
baseados em indicadores de 
desempenho para suportar as atividades 
e a tomada de decis6es. 
1.16 lndicadores de risco para a gestao 
do processo, considerando: 
• <xxxx> 
1.17 Definic:;ao de pianos de capacitac:;ao 
dos colaboradores em suas atividades do 




















Aderemcia as Regras 
Objetivos Estrategicos 
Limite de Autoridade 





2.1 Limites de cn3dito e de financiamento 
formalmente estabelecidos para os 
clientes, considerando seu hist6rico de 
compras, capacidade de pagamento, 
politica de prazos de vencimento, 
empn3stimos de materiais/equipamentos 
concedidos. 
2.2 Aprova9ao eletronica, por nivel de 
al9ada apropriado, quando das inclusoes 
e modifica96es efetuadas nos limites de 
credito cadastrados no sistema, 
considerando: 
Responsabilidades do funcionario. 
Risco da Companhia em fun9ao do limite 
de credito concedido. 
2.3 Estabelecimento de classifica9ao de 
risco para os clientes ("rating" I "credit 
scoring"). 
2.4 Determina9ao de prazos de validade 
para o limite concedido ao cliente, 
renovavel somente ap6s analise e 
aprova9ao formal. 
2.5 Calculo automatico do saldo do 
credito disponivel para cliente, 
considerando os pedidos de venda em 
aberto. 
2.6 Bloqueio automatico do faturamento 
considerando: 
• Validade do limite de credito. 
• Saldo de credito insuficiente para o 
cliente. 
• lnadimph~ncia do cliente. 
2.7 Aprova9ao automatica dos estouros 
de limite de credito, conforme os niveis de 
al9ada estabelecidos no Padrao 
Operacional. 
2.8 Revisao peri6dica dos limites de 
credito estabelecidos e monitoramento 


















R.09 Ausencia e/ou inadequada existencia de informat;;6es 
cadastrais, em decorrencia de: 
- Cadastramento indevido e/ou nao autorizado de 
clientes/prazos. 
- lnformat;;6es incorretas, incompletas au redundantes 
no cadastro de clientes. 
- Manutent;;ao de clientes no cadastro que nao atendam 
as politicas da Companhia. 
R.10 nce~dic1os em desacordo com as politicas 
Cia. 
3.1 Documentat;;ao atualizada das 
politicas e procedimentos para inclusao, 
alterat;;ao e desativat;;ao no cadastre de 
clientes e dos prazos concedidos. 
3.2 Estabelecimento de contratos de 
venda junto aos clientes. 
3.3 Cadastramento das distancias dos 
destines versus as unidades de origem, 
com base em aprovat;;ao formal e nivel 
adequado de Gerencia . 
3.4 Restrit;;ao de acesso, de acordo com 
as atribuit;;6es e responsabilidades dos 
funcionarios, as principais transat;;6es que 
suportam o cadastro de clientes da 
Companhia. 
3.5 Segregat;;ao entre a funt;;ao de 
modificat;;ao do cadastro de clientes e as 
funt;;6es de: 
Aprovat;;ao e manutent;;ao do limite de 
credito. 
Entrada de pedido de venda. 
Definit;;ao de pret;;os e descontos par 
cliente. 
Liberac;ao de pedidos bloqueados. 
Contas a Receber (recebimento). 
3.6 Aprovat;;ao eletronica, par nivel de 
alt;;ada apropriado, quando da inclusao de 
novas clientes e manutent;;ao de seus 
dados criticos. 
3.7 Gerat;;ao de c6digo especifico para 
cad a cliente a cadastrar ( definir em 
politica), formado com informat;;6es 
basicas destes (exemplo: primeiros tres 
numeros referem-se a unidade e cidade 
em que se encontra o cliente, e demais 



















Ausencia e/ou inadequada existencia de informac;oes 
cadastrais, em decorrencia de: 
- Cadastramento indevido e/ou nao autorizado de 
clientes/prazos. 
- lnformac;oes incorretas, incompletas ou redundantes 
no cadastro de clientes. 
- Manutenc;ao de clientes no cadastro que nao atendam 
as politicas da Companhia. 
Revisar os c6digos dos clientes ja 
cadastrados, para aderir ao procedimento 
descrito acima. 
3.8 Classificac;ao de clientes no cadastro, 
conforme segmento de mercado e 
potencial de relacionamento comercial 
com a Companhia. 
3.9 lnclusao do cliente no cadastro 
somente ap6s aprovac;ao do limite de 
credito, conforme modalidade de 
recebimento ( exemplo: vend a a prazo ). 
3.10 Procedimento formalizado para a 
classificac;ao de clientes, de acordo com 
seus respectivos segmentos/categorias. 
3.11 Revisao peri6dica de 
segmento/categoria dos clientes 
cadastrados, definida em padrao, visando 
corroborar as condic;oes comerciais em 
vigor. 
3.12 ldentificac;ao automatica dos clientes 
inativos por um Iongo periodo e de 
clientes com pendencias cadastrais, 
definindo prazos-limite para sua 
atualizac;ao, efetuando seu bloqueio 
quando aplicavel. 
3.13 Procedimento formalizado para a 
avaliac;ao de eventuais pendencias de 
recebimento quando da desativac;ao de 
clientes do cadastro. 
3.14 Procedimento formalizado para a 
reintegrac;ao dos clientes desativados no 
sistema. 
3.15 Consistencia automatica para 
restringir o cadastramento de clientes em 
duplicidade e/ou o preenchimento 



















4.1 DefiniQao de limites de aiQada em 
sistema para a aprovaQao de pedidos em 
desacordo com as politicas 
estabelecidas. 
4.2 Estabelecimento de prazo (horario 
limite) para compilaQao dos pedidos de 
venda. 
4.3 DisponibilizaQao da posiQao dos 
estoques da <NOME DA EMPRESA 
CLIENTE> no sistema de pedidos, 
atraves de integraQao automatica com o 
sistema ERP, para a confirmaQao de 
disponibilidade dos produtos para a 
realizaQao da emissao do pedido de 
vendas. 
4.4 ValidaQao da integridade dos arquivos 
transmitidos pelo Palmtop ao sistema 
ERP atraves de tecnicas especlficas 
( exemplos: totais de controle e verificaQao 
horizontal). 
4.5 Bloqueio a entrada de pedidos no 
sistema ERP nas seguintes condiQ6es: 
Campos crfticos nao preenchidos 
( exemplos: cliente, produto, 
quantidade, desconto, prazo e 
operaQao); 
Clientes inadimplentes ou nao 
cadastrados; 
Produtos ou vendedores inexistentes. 
4.6 RealizaQao de consistencias na 
transferencia de arquivos dos Palmtops: 
Registro ("log") de arquivos recebidos, e 
do numero de pedidos existentes em 
cada arquivo; 
LimitaQao do acesso a area da rede em 
que os arquivos sao recebidos; 
Conferencia da transferencia dos 

















anteriormente ao envio dos pedidos; 
Verificac;ao de arquivos recebidos em 
duplicidade. 
4. 7 Numerac;ao sequencia! dos pedidos 
pelo sistema. 
4.8 Procedimentos de inclusao e 
manutenc;ao de cadastros bloqueados 
nos Palmtops dos vendedores. 
4.9 Acompanhamento do total de pedidos 
nao liberados/emitidos ( exemplos: falta de 












Aus€mcia de defini96es claras em rela98o as politicas de 
stao do Contas a Receber. 
R.17 Nao recebimento e/ou recebimento inadequado (incorre96es 
nos calculos de juros e multa) em desacordo com as politicas 
estabelecidas. 
R.18 Trocas, devolu96es ou reembolsos realizados de maneira 
incorreta ou em desacordo com as diretrizes da Com nhia. 
R.19 Expedi9ao sem faturamento ou com faturamento divergente 
dos de venda. 
R.20 Altera9ao indevida e/ou nao autorizada nas informa96es de 
recebimento encaminhadas as lnstitu 
5.1 Documenta9ao atualizada das 
politicas e dos procedimentos 
relacionados ao faturamento e expedi9ao 
de produtos. 
5.2 Cadastramento das tabelas de pre9o 
e condi96es comerciais no sistema de 
Faturamento. 
5.3 Restri9ao de acesso as transa96es 
referentes a emissao de pedidos, 
requisi9ao de nota fiscal e gera9ao de 
notas fiscais de venda, de acordo com as 
fun96es e responsabilidades dos 
funcionarios. 
• "Bandeirada" de pedidos. 
• Emissao de nota fiscal. 
• Faturamento por contingencia. 
5.4 Segrega9ao de fun96es entre os 
responsaveis por: 
Realiza9ao de "pickings". 
Conferencia da carga. 
Carregamento. 
Emissao de nota fiscal. 
5.5 Transferencia automatica dos dados 
dos pedidos do sistema do legado para o 
sistema ERP (separa9ao dos produtos a 
embarcar - fornecimento dos produtos ). 
5.6 Consistencia automatica das 
informa96es-chave cadastradas na 
realiza9ao da atividade de "picking" 
( exemplos: idade do lote, quanti dade). 
5.7 Baixa automatica do volume de 
estoque a medida que e realizada a 
atividade de "picking". 
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Ausencia de defini96es claras em rela<;ao as politicas de 
estao do Contas a Receber. 
Nao recebimento e/ou recebimento inadequado (incorre96es 
nos calculos de juros e multa) em desacordo com as poHticas 
estabelecidas. 
R.18 Trocas, devolu96es ou reembolsos realizados de maneira 
incorreta ou em desacordo com as diretrizes da Co hia. 
R.19 Expedi9ao sem faturamento ou com faturamento divergente 
dos didos de venda. 
R.20 
especlfica para o acompanhamento de 
log's de erro gerados, devido a 
inconsistencias na atividade de "picking". 
5.9 Realiza9ao de contagem "cega" por 
pessoa independente da conferencia dos 
produtos segregados para embarque. 
5.10 Bloqueio para emissao de notas 
fiscais de venda sem pedidos. 
5.11 Bloqueio de acesso a altera96es dos 
pedidos a serem faturados, ap6s 
consistencias de condi96es comerciais e 
limites de credito. 
5.12 Restri9ao de acesso a altera96es 
das notas fiscais quando da emissao de 
boletos bancarios. 
5.13 Baixa automatica dos pedidos ap6s 
a emissao das notas fiscais . 
5.14 lnutilizayao e arquivamento dos 
formularios das notas fiscais canceladas. 
5.15 Bloqueio de acesso ao 
cancelamento de notas fiscais ap6s o 
prazo definido pela Companhia (em caso 
de erros na impressao dos formularios, o 
cancelamento de uma nota esta vinculado 
a emissao de outra). 
5.16 Monitoramento, atraves de relat6rios 
e/ou consultas ao sistema, dos pedidos 
pendentes de expedi9ao. 
5.17 Aprova9ao dos pedidos em sistema, 
de acordo com limite de al9ada e nivel 
adequado de gerencia, com base nas 
modalidades de recebimento. 
5.18 Confronto da existencia fisica de 
todas as notas fiscais relacionadas nos 
mapas de entrega. 
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Ausencia de defini<;oes claras em relayao as politicas de 
estao do Contas a Receber. 
R.17 Nao recebimento e/ou recebimento inadequado (incorre<;oes 
nos calculos de juros e multa) em desacordo com as politicas 
estabelecidas. 
R.18 Trocas, devolu<;oes ou reembolsos realizados de maneira 
incorreta ou em desacordo com as diretrizes da Com nhia. 
R.19 Expedi<;ao sem faturamento ou com faturamento divergente 
dos idos de venda. 
R.20 Altera<;ao indevida e/ou nao autorizada nas informa<;oes de 
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Aderencia as Regras 
Aderencia as Regras 
Aderencia as Regras 
Aderencia as Regras 
98 
onais. 
de definic;oes claras em rela<;§o as polfticas de 
Contas a Receber. 
Lltr·~cr\c nas informac;oes de recebimento ocasionando 
de vendas a clientes. 
R.26 lntegridade e tempestividade das informac;oes, decorrente 
de: 
- Periodo para analise das informac;oes. 
- Atrasos no Contas a Receber, em decorrencia de 
acordos comerciais nao adequadamente 
considerados no faturamento. 
- lnadequado tratamento do Contas a Receber 
problematico (titulos superiores ha urn ano) ou 
udicial. 
R.27 Aumento dos custos decorrentes de falta de produtividade no 
6.1 Restric;ao de acesso as principais 
transac;oes considerando manutenc;ao e 
os cancelamentos de titulos no Contas a 
Receber em linha com as 
responsabilidades dos funcionarios. 
6.2 Segregac;ao de func;oes entre as 
atividades de cadastro de clientes, 
emissao de pedidos e/ou contratos de 
venda, faturamento, baixa de titulos, 
conciliac;ao bancaria e cobranc;a de 
titulos. 
6.3 Aprovac;ao, por nlvel de alc;ada 
apropriado, para realizac;ao de 
alterac;oes/baixas parciais/manuais, 
prorrogac;ao de titulos, cobranc;a e/ou 
liberac;ao de encargos financeiros. 
6.4 Acompanhamento diario das formas 
de recebimento e dos valores devidos a 
Companhia. 
6.5 Transferencia eletronica (EDI) das 
informac;oes referentes aos recebimentos 
pelos bancos. 
6.6 Confronto automatico entre as 
informac;oes das instituic;oes financeiras e 
o valor a ser baixado (informado na 
prestac;ao de contas ), anteriormente a 
efetivac;ao da baixa. 
6. 7 Restric;ao de acesso aos arquivos 


























Atrasos no C/R, decorrentes de acordos comerciais nao 
ad uadamente considerados no faturamento. 
Contratos que nao asseguram os direitos da <NOME DA 
EMPRESACLIENTE>, e o cumprimento das obriga~6es 
elos clientes-chave I s. 
Ausencia de defini~6es claras em rela~o as politicas de 
estao do Contas a Receber. 
sos nas informa~6es de recebimento ocasionando 
ueio de vendas a clientes. 
R.26 lntegridade e tempestividade das informa~6es, decorrente 
de: 
- Periodo para analise das informa~6es. 
- Atrasos no Contas a Receber, em decorrencia de 
acordos comerciais nao adequadamente 
considerados no faturamento. 
- lnadequado tratamento do Contas a Receber 
problematico (titulos superiores ha urn a no) ou 
udicial. 
R.27 
6.8 Baixa diaria e automatica do Contas a 
Receber a partir das informa~oes 
recebidas dos bancos. 
6.9 lntegra~ao automatica entre os 
sistemas de Faturamento e de Contas a 
Receber, garantindo a integridade dos 
dados. 
6.10 Concilia~ao automatica e diaria dos 
extratos bancarios com a posi~ao de 
recebimentos da Companhia. 
6.11 Bloqueio automatico dos clientes 
inadimplentes com titulos em aberto, 
ap6s a execu~ao dos procedimentos de 
baixa. 
6.12 Registro das principais transa~oes 
efetuadas {"log") considerando usuario, 
data, horario das baixas, as altera~oes 























7.1 Niveis/Limites de alc;ada para 
aprovac;ao de: 
• Prorrogac;oes no vencimento de 
titulos. 
• Descontos concedidos em titulos ou 
renegociac;ao de dividas. 
• Baixas manuais de titulos. 
7.2 lntegrac;ao automatica para 
transmissao dos registros de titulos a 
receber com a Contabilidade. 
7.3 Bloqueio automatico do cn3dito dos 
clientes inadimplentes atraves de 
interface entre os Sistemas de Contas a 
Receber, Faturamento e Registro de 
Pedidos. 
7.4 Automatizac;ao da rotina de calculo de 
juros do Sistema de Contas a Receber de 
acordo com as politicas definidas. 
7.5 Bloqueio do sistema para baixa de 
titulos sem o recebimento de encargos 
financeiros ou divergentes da politica, 
requerendo aprovac;ao eletronica por 
nivel de alc;ada adequado para liberac;ao 
da baixa. 
7.6 Emissao peri6dica de relat6rio de 
titulos recebidos em atraso para 
verificac;ao da cobranc;a de juros fora dos 
padr6es preestabelecidos. 
7.8 lnclusao de campo no sistema para 
registro de status/portador dos titulos em 
atraso. 
7.9 Monitoramento peri6dico dos titulos 
em atraso atraves da analise de relat6rios 
emitidos pelo sistema. 
7.1 0 Calculo automatico dos indicadores 
de desempenho de cobranc;a, com base 
em criterios preestabelecidos pela 
Companhia. 
7.11 Monitoramento das condic;oes 
especiais concedidas aos clientes atraves 
de relat6rios do sistema. 
7.12 Acompanhamento dos processos 
judiciais da Companhia, atraves de 























R.33 Procedimentos inadequados na conferencia de recebimentos 
e preparac;ao de documentac;ao para deposito bancario: 
- Recebimento de numerario em condic;oes comerciais 
divergentes das poHticas definidas pela Organizac;ao. 
- Erro na contagem de numerarios. 
- Falta de conferencia de vinculac;ao entre os cheques 
re-datados recebidos e 0 sacado rnlrrtlc::nonn•'itll"'ttl 
R.34 Baixa de titulos sem o efetivo recebimento (total ou parcial) 
8.1 Segregac;ao de func;oes entre 
funcionarios responsaveis pelo caixa 
(prestac;ao de contas) e demais 
atividades do processo ( exemplos: 
deposito de valores, emissao de notas 
fiscais, movimentac;ao do Contas a 
Receber e conferencias ). 
8.2 Protec;ao fisica e restric;ao de acesso 
ao local de prestayao de contas, 
conferencia e guarda de valores. 
8.3 Definic;ao formal de limites minimo e 
maximo para as modalidades de 
recebimento ( exemplos: cheques e 
boleto). 
8.4 Definic;ao formal de politica de 
recebimento de cheques: 
Prac;a de aceitac;ao. 
Valores minimos e maximos por cheque. 
Nominal a <nome empresa cliente> 
(quando emitido pelo PDV), ou 
nominal ao PDV e endossado a 
<nome empresa cliente> (quando 
emitido por terceiros ). 
8.5 Controle dos recebimentos por mapa 
atraves de formulario especifico 
(Conferencia de Numerario), 
considerando: 
Emissao automatica pelo Sistema de 
Faturamento; 
Pre-numerac;ao seqUencia!; 















Procedimentos inadequados na conferencia de recebimentos 
e preparac;ao de documentac;ao para deposito bancario: 
- Recebimento de numerario em condic;oes comerciais 
divergentes das politicas definidas pela Organizac;ao. 
- Erro na contagem de numerarios. 
- Falta de conferencia de vinculac;ao entre os cheques 
re-datados recebidos eo sacado nte. 
R.34 Baixa de titulos sem o efetivo recebimento (total ou parcial) 
comerciais definidas nas notas fiscais 
(a vista ou a prazo ); 
• Campo para registro de cheques 
recebidos individualizado (banco, 
serie, numero e valor) 
• Registro das vendas de vasilhames 
por clientes em dinheiro ( quantidade 
e valor); 
Etiqueta destacavel pre-numerada como 
controle do motorista da efetiva entrega 
do formulario. 
8.6 Arquivamento dos formularies em 
pastas especificas de forma sequencia!. 
8. 7 0 processo de inclusao da prestac;ao 
de contas no sistema deve ser analitico e 
contemplar: 
Vinculac;ao dos cheques pre-datados 
recebidos aos respectivos titulos 
atraves de inclusao dos dados dos 
cheques via leitura e/ou digitac;ao. 
Os pagamentos a vista em dinheiro 
devem ser confrontados com o 
montante recebido em especie. 
Para os cheques pre-datados com 
valores divergentes dos titulos aos 
quais estao vinculados devem ter o 
uinte tratamento lo sistema: 










Procedimentos inadequados na conferencia de recebimentos 
e preparac;ao de documentac;ao para deposito bancario: 
- Recebimento de numerario em condic;oes comerciais 
divergentes das politicas definidas pela Organizac;ao. 
- Erro na contagem de numerarios. 
- Falta de conferencia de vinculac;ao entre os cheques 
re-datados recebidos eo sacado corres ndente. 
R.34 Baixa de titulos sem o efetivo recebimento (total ou parcial) 
ou dive entes com de 
sera reconhecida como pagamento a 
vista (cheque ou dinheiro) e devera 
realizar baixa parcial do titulo. Neste 
caso, o sistema deve reconhecer o 
valor como aumento do volume a 
receber a vista. 
8.8 Cobranc;a de divergencias 
encontradas no processo de prestac;ao de 
contas atraves de emissao automatica de 
vale contra a transportadora/motorista. 
8.9 Bloqueio sistemico de eventual 
alterac;ao, pelo caixa, da condic;ao de 
pagamento dos trtulos. 
8.10 Definic;ao de politica para 
recebimento de numerarios de forma 
centralizada. 
8.11 Formalizac;ao de todas as 
responsabilidades e de todos os 
procedimentos das pessoas envolvidas 
no manuseio de numerario. 
8.12 0 responsavel pela conferencia e 
preparac;ao dos depositos bancarios deve 
ter func;ao segregada de: 
Exclusao, baixa ou prorrogac;ao de titulos. 
Registro de transac;oes que afetem o 
Contas a Receber. 
Preparac;ao e/ou revisao das conciliac;oes 
bancarias. 
8.13 Definic;ao de politica de seguros para 

















Procedimentos inadequados na conferencia de recebimentos 
e prepara<;ao de documenta<;ao para deposito bancario: 
- Recebimento de numerario em condi<;6es comerciais 
divergentes das politicas definidas pela Organiza<;ao. 
- Erro na contagem de numerarios. 
- Falta de conferencia de vincula<;ao entre os cheques 
re-datados recebidos e Q sacado CQrrecn.nni"'OI"IfQ 
R.34 Baixa de titulos sem o efetivo recebimento (total ou parcial) 
ou d 
8.14 Conferencia entre os valores 
recebidos e os dados inclufdos no 
sistema, observando: 
• Total dos cheques a vista; 
• Total dos valores em especie, 
atentando para montante mfnimo 
(vendas a vista em dinheiro); 
• T ados os cheques pre-datados 
atentando para: 
Cliente. 
Valor e Restri<;ao ao uso de 
cheques de terceiros (limite por 
cheque). 
Dados do cheque (banco, serie e 
numero). 
8.15 T erceiriza<;ao da custodia dos 
cheques pre-datados. 
8.16 0 responsavel pela fun<;ao de 
atualiza<;ao de recebfveis nao deve 
realizar: 
Emissao de notas fiscais; 
Conferencia e registro do caixa; 
Manuseio de numerarios; 
Prepara<;ao e aprova<;ao da 
documenta<;ao de deposito; 
Concilia<;ao bancaria. 
8.17 Confronto entre o comprovante de 
deposito autenticado e o valor a ser 
baixado (informado na presta<;ao de 
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Procedimentos inadequados na conferemcia de recebimentos 
e prepara<;ao de documenta<;ao para deposito bancario: 
- Recebimento de numerario em condi<;6es comerciais 
divergentes das politicas definidas pela Organiza<;ao. 
- Erro na contagem de numerarios. 
- Falta de conferencia de vincula<;ao entre os cheques 
os recebidos e o sacado ndente. 
R.34 Baixa de tftulos sem o efetivo recebimento (total ou parcial) 
ntes com d 
8.18 Concilia<;ao das baixas realizadas no 
Contas a Receber com os extratos 
bancarios, envolvendo a Gerencia na 
regulariza<;ao das divergencias 
identificadas. 
8.19 Defini<;ao de politica de fechamento 
diario incluindo: 
Emissao de relat6rios gerenciais e de 
exce<;6es para conferencia dos 
valores baixados. 
Contabiliza<;ao da movimenta<;ao. 
Bloqueio de acesso a altera<;ao de dados 
com data retroativa. 
Calculo automatico dos encargos por 
atraso. 
8.20 Defini<;ao de politicas para: 
Recebimento de cheques para 
pagamento de tftulos de clientes 
inadimplentes. 
Cobran<;a de titulos/cheques em atraso, 
atraves das diversas modalidades 
( exemplos: protesto e cobran<;a 
judicial), pela Sala Comercial ou 
empresa terceirizada de cobran<;a. 
Cobran<;a de encargos financeiros e 
condi<;6es para negocia<;ao com 
clientes inadimplentes, bern como 
defini<;ao de limite de al<;ada para 
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Procedimentos inadequados na conferencia de recebimentos 
e preparayao de documentayao para deposito bancario: 
- Recebimento de numerario em condiyoes comerciais 
divergentes das politicas definidas pela Organizayao. 
- Erro na contagem de numerarios. 
- Falta de conferencia de vinculayao entre os cheques 
re-datados recebidos e 0 sacado rnrrocn,nn.r1olnto 
R.34 Baixa de titulos sem o efetivo recebimento (total ou parcial) 
8.21 Segregayao de funyoes entre o 
conferente e o depositante do cheque de 
pagamento do titulo em atraso e o 
responsavel pela baixa do titulo. 
8.22 Realizayao de inventario peri6dico 
dos cheques em poder de empresa 
terceirizada de cobranya em funyao do 
volume de cheques/valor. 
8.23 Reimplantayao dos cheques 
devolvidos, vinculando-os aos tftulos 
originais. 
8.24 Conciliayao, pela Gerencia, das 
inclusoes de cheques devolvidos no 
sistema com o extrato bancario. 
8.25 Obrigatoriedade da assinatura de urn 
termo de compromisso pelos vendedores 
responsaveis pela cobranya dos cheques 














lmpacto no controle do processo em fun~ao dos criterios de 
pagamentos dos acordos comerciais e forma de aplica~ao de 
recursos. 
R.41 Exposi~ao a litigios, decorrentes de contratos e/ou 
transa~oes inadequadas ou nao suportadas por contratos 
formais. 
R.42 Nao atendimento/supera~ao das expectativas dos clientes, 
resultando em rda de venda ou 
9.1 Estabelecimento de procedimento 
(mico para a defini~ao de acordos 
comerciais, utilizando-se de: 
• Clausulas a serem utilizadas nos 
acordos comerciais focalizando os 
tipos de clientes, forma de 
pagamento e metas de vendas. 
Formulario padronizado para as 
negocia~oes junto aos clientes. 
9.2 Aprova~ao formal dos acordos 
comerciais, conforme limites de al~ada 
previamente estabelecidos, considerando 
envolvimento da Area Juridica. 
9.3 Sistema para acompanhamento 
(acordos realizados/a realizar) dos 
acordos comerciais formalmente 
aprovados, considerando: 
• Cliente/rede/loja. 
• Pre~o a ser praticado. 
• Condi~oes comerciais. 
Vigencia do acordo comercial. 
9.4 Segrega~ao entre as fun~oes 
relacionadas ao processo de negocia~ao, 
aprova~ao e cadastramento de acordos 
comerciais. 
9.5 Cadastramento tempestivo da 
totalidade dos acordos comerciais em 
sistema. 
9.6 Aprova~ao automatica dos acordos 
comerciais definidos no sistema, 
conforme os niveis de al~ada 
preestabelecidos pela Companhia. 
9. 7 Consistencia automatica para 
restringir o cadastramento de acordos 
comerciais sem verba (AP), condi~oes 
comerciais estabelecidas e prazo de 






















lmpacto no controle do processo em fun~ao dos criterios de 
pagamentos dos acordos comerciais e forma de aplica~ao de 
recursos. 
R.41 Exposi~ao a litigios, decorrentes de contratos e/ou 
transa~oes inadequadas ou nao suportadas por contratos 
formais. 
R.42 
9.8 lntegra~ao automatica entre o sistema 
de acordos comerciais, de pre~os, pedido 
de venda, faturamento e recebimento dos 
titulos, para acompanhamento dos 
acordos comerciais, envolvendo: 
• Pratica de pre~os e condi~oes 
comerciais. 
• Avalia~ao dos resultados. 
• Valores pactuados. 
• Gerenciamento de condi~oes dos 
contratos comerciais. 
9.9 Baixa automatica em sistema das 
parcelas ou valores totais liquidados. 
9.10 lmpossibilidade/bloqueio de 
altera~ao dos campos criticos dos 
acordos comerciais, ap6s a sua 
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