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Abstrak 
 
 Small Web Format (SWF) merupakan format yang digunakan secara luas oleh 
kebanyakan pengguna internet dunia untuk menampilkan animasi 2D, video, suara, 
gambar dan aplikasi database beserta interactivitynya dengan menggunakan bahasa 
pemrograman ActionScript. Namun sayangnya, ada beberapa program yang dirancang 
khusus untuk me-decompile agar individu dapat melihat dan membongkar source code 
ActionScript yang dengan mudah didapat dari internet dengan menggunakan program 
decompiler tersebut. Hal ini dapat memicu tindakan plagiarisme demi keuntungan pribadi 
maupun korporasi manapun. 
Tujuan dari skripsi ini adalah untuk merancang sebuah program aplikasi yang 
dapat meningkatkan keamanan di dalam pempublikasian animasi interaktif berformat 
SWF di dalam jaringan internet dengan cara mengacak variabel-variabel dan nama objek 
di dalam source code ActionScript sehingga pihak luar sulit memahami untuk membaca 
dan menggunakan secara bebas source code tersebut. Dengan demikian diharapkan dapat 
meminimalisasi tindakan plagiarisme. 
Teknik pengacakan / obfuskasi yang diimplementasikan adalah dengan 
menggunakan metode enkripsi RSA, dimana setiap variabel atau nama objek yang berada 
di dalam source code ActionScript digunakan sebagai teks masukan, yang kemudian 
diacak, lalu menggantikan setiap variabel atau nama objek yang lama. 
 Dari perancangan ini menghasilkan file SWF terobfuskasi yang siap di-publish ke 
dalam jaringan internet sehingga file SWF tersebut menjadi tidak mudah dimengerti atau 
diinterpretasikan oleh pihak lain walaupun sudah didekompilasi atau di-reverse-engineer. 
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