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Perkembangan teknologi telekomunikasi pada saat ini semakin canggih sehingga dapat membantu 
kegiatan sehari-hari. Salah satu contoh media komunikasi short service message (SMS), yang dapat 
melakukan berbagai teknik pengambilan informasi baiklegal maupunillegal. Berbagai teknikperlindungan 
informasi yang dirahasiakan dari yang tidak berhak telah dikembangkan untuk melindungi informasi. 
Kriptongrafi adalahteknikpenulisanpesanrahasia agar oarang tidak dapat mengetahui. Algoritma RC4 
adalah salah satu teknik yang digunakan untukmembuat pesan rahasia dengan teknik enkripsi dan dekripsi 
pesan.Penelitianini bertujuanutuk merancang suatu aplikasi kriptongrafi dalam pengamananpesan teks, 
yang diimplementasikan pada perangkat mobile berbasis android. Aplikasi ini dikembangkan dengan 
aplikasi eclipsedan teknik kriptongrafinya dikembangkan denganalgoritma Rivest Code 4 (RC4). 
 




1.1 Latar Belakang 
Seiring dengan perkembangan teknologi 
telekomunikasi, maka semakin berkembang pula ilmu 
kriptografi baik jenis maupun fungsinya. Masalah 
keamanan merupakan salah satu aspek penting dari 
sebuah sistem informasi. Namun dalam kenyataannya 
kadang hal ini bertolak belakang. Masalah keamanan 
kurang mendapat perhatian dari perancang dan 
pengelola sistem informasi. Hal sering terjadi malah 
keamanan berada diurutan terakhir dalam hal-hal 
yang dianggap penting, setelah urusan tampilan. 
Sebuah organisasi yang baik dilihat dari 
kemampuannya untuk menyediakaninformasi secara 
cepat dan tepat. Hal ini menjadi sangat mungkin untuk 
saat ini terutama dengan semakin berkembangnya 
teknologi komputer dan telekomunikasi. 
Dalam kehidupan sehari-hari manusia banyak 
bergantung pada teknologi informasi, baik dari hal 
kecil hingga ke permasalahan yang rumit. Kemajuan 
teknologi informasi memberikanbanyak keuntungan 
bagi kehidupan manusia. Tetapi keuntungan yang 
ditawarkan oleh teknologi informasi juga 
menimbulkan kejahatan seperti pencurian data. 
Keamanan data merupakan sesuatu yang harus 
diperhatikan dalam kemajuan teknologi informasi, 
terutama dalam pesan yang berbentukteks. 
Salah satu pencegahanyang dapat dilakukan 
adalah menggunakan aplikasi berbasiskan kriptografi. 
Banyak orang yang merasa asing dengan kata 
kriptografi, padahal kata ini sering digunakan dalam 
penggunaan jaringan komputer. Menurut 
terminologinya, kriptografi adalah ilmu atau seni 
untuk menjaga keamanan pesan, ketika suatu pesan 
dikirim dari suatu tempat ke tempat lain, isi dari pesan 
tersebut kemungkinan dapat disadap oleh pihak lain. 
Untuk menjaga keamanan pesan, maka pesan 
tersebut dapat di-scramble / diacak atau diubah 
menjadi kode yang tidak dapat dimengerti oleh orang 
lain.Tujuan     utama      sistem     kriptografi    adalah 
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mengamankan informasi yang bersifat rahasia serta 
menjaga keutuhan informasi tersebut. 
Berdasarkan uraian di atas, maka penulis 
mengangkat masalah ini dalam Skripsi dengan judul. 
“Aplikasi Kriptografi Dalam Mengamankan Pesan Teks 
Dengan Metode Algoritma RC4 Berbasis Android”. 
 
1.2 Rumusan Masalah 
a. Bagaimana membuat aplikasi enkripsi untuk 
mengamankan pesan teks dengan 
menggunakan algoritma RC4? 
b. Bagaimana proses penyandian serta 
implementasi dari algoritma RC4? 
c. Bagaimana merancang suatu program yang 
dapat membantu implementasi aplikasi 
kriptografi dalam mengamankan pesan teks 
dengan metode algoritma RC4 berbasis 
Android? 
 
1.3 Batasan Masalah 
a. Metode algoritma yang dipakai adalah 
RC4. 
b. Data yang disandikan adalah data teks. 
c. Program dirancang menggunakansistem 
operasi Android. 
 
1.4 Tujuan Penelitian 
Untuk membuatsuatu perangkat lunak aplikasi 
kriptografi dalam mengenkripsi pesan teks dengan 
menggunakan metode algoritma RC4 serta cara 
mengimplementasikannya di sistem operasi yang 
berbasis Android. 
 
1.5 Manfat Penelitian 
a. Bagi Penulis, membantu pemahamantentang 
kriptografi terutama mengenai algoritma 
RC4dan menambah pengetahuan penulis 
mengenai pembuatan perangkat 
lunakaplikasi  kriptografi  dalam 
mengamankan pesan teks dengan 
metodealgoritma RC4 berbasis Android 
sebagai bahan perbandingan antara teori 
yang diperoleh dengan praktek yang 
sebenarnya. 
b. Bagi Pembaca, Menambah pengetahuan 
tentang aplikasi kriptografi dalam 
mengamankan pesan teks dengan metode 
algoritma RC4 berbasis Android dan 
diharapkandapat bermanfaat dan dapat 
dipertimbangkanuntukdapat dikembangkan 
di masa yang akan datang. 
 
1.6 Metodelogi Penelitian 
Adapun metodelogi yang digunakan adalah 
sebagai berikut: 
a. Pengumpulan     data,     dilakukan   dengan 
mencari informasi bahan masakan dan cara 
membuat masakan khas aceh dari bukuresep 
masakan dan dari internet. 
b. Perancanagan, pada tahapan ini dilakukan 
dengan perancanagn tampilan disetiap 
halaman untuk aplikasi. 
c. Pembuatan program/ coding, dalam 
pembuatan program aplikasi ini 
menggunakan software AndroidStudio untuk 
pecodinganpembuatan aplikasi. 
d. Uji coba aplikasi, untuk dapat menjalankan 
aplikasi resep masakan dibutuhkan emulator 
sebagai perangkat lunak , yaitu AVD manager, 
yang selanjutnya aplikasi disiapkan dalam 
paket guna dapat di install pada perangkat 
mobile androiduntuk pengujian. 
e. Pemeliharaan, pada bagian ini aplikasi r esep 
masakan yang telah dibuat dilakukan 
pemeliharaan untuk keutuhan aplikasi guna 
menghindarikemungkinana adanya gangguan 
dari system atau sebagainya. 
 
II. LANDASAN TEORI 
 
Kriptografi (cryptography) berasal dari bahasa 
Yunani : “cryptos” artinya “secret”(rahasia), sedangkan 
“graphein” aritnya“writing” (tulisan). Jadi, kriptografi 
berarti “secret writing” (tulisan rahasia) (Munir, 2006). 
Ada banyak model dan metode enkripsi, salah 
satu di antaranya adalah enkripsi dengan algoritma 
Rivest Code 4 (RC4). Model ini merupakan salah satu 
algoritma kunci simetris yang berbentuk 
streamchipper, artinya operasi enkripsi dilakukan per 
karakter 1 byte untuk sekali operasi (Jamaluddin, 
2010). 
Menurut Nasruddin Safaat (2012) menjelaskan 
bahwa “android adalah sebuah sistem operasi pada 
handphone yang bersifat terbuka dan berbasis pada 
sistem operasi Linux”. 
Pesan adalah data atau informasi yang dapat 
dibaca dan dimengerti maknanya (Dadan Rosnawan, 
2011). 
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++ onCreate [...]() 
++ onListitemClik[...]() 
-+ isisms : String 
-+ nosms : String 
-+ protected : @Overide 
-+ public : @Overide 
-+ smsisi[]: String 












-- Pw : int 
-- S : int 
-- w : int 
RC4 <<Unknow>> : Activity 
Baca SMS 
-- bpesan : byte 
-- dekrip : byte 
-- dekripsi :Button 
-- hasil : Edit text 
-- hasildekrip : String 
-- kunci : Edit text 
-- noPengirim : Edit text 
-- pesan : Edit text 
-- Skunci : String 
-Spean : String 










-- kontak : Button 
-- enkrip : byte 
-- enkripsi : Button 
-- hasil : Edit text 
-- hexenkrip : String 
-- kirim : Button 
-- kunci : Edit text 
-- no : String 
-- pesan : Edit text 
-- pesan enkrip ; String 
-- Skuncing : String 
-- Spesan : String 
-+ protected : @Override 
-- public : @Override 









-+ tentang : Button 
-+ bacasms : Button 
-+ publik : @Override 









3.1 Use Case Diagram 
 
 
Gambar 3.1.Use casediagram 
 









Gambar 3.2 Class diagram 
IV. IMPLEMENTASI 
 
4.1 Pengujian Aplikasi 
Pengujian yang dilakukan denganmenguji dengan 
meng-compile program agar dapat berjalan dalam 
emulator dan mem-package aplikasi dalam bentuk file 
apk untuk dapat diinstallkan pada smartphone atau 
perangkan seluler lainya yang mempunyai operating 
system(OS) android. 
Berdasarkanhasil pengujiandengankasus sample 
uji yang telah dilakukan maka hasil pengujian dapat 
memberikan kesimpulan bahwa aplikasi sistem 
informasi geografis pemetaan polindes berbasis 
android dapat berjalan dengan baik dan sesuai 
kebutuhannya dan juga dapat menghasilkan output 
yang diharapkan. 
Meski pengujian yang dilakukan masih terbilang 
minimal namun perangkat lunakbebasdari kesalahan 
sintak dan secara fungsional dapat mengeluarkan hasil 
yang sesuai dengan yang diharapkan dan sudahdapat 
mewakili pengujian fungsionalitas yang lainnya, 
adapun hasil pengujianadalah sebagai berikut : 
 
Gambar 4.1 Pengujianspals screen 
 
Gambar 4.2 Pengujianmenuutama 
 
Gambar 4.3 Pengujian menu enkripsi 
System 
Tulis Pesan 
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Gambar 4.4 Pengujian menu dekripsi 
 
Gambar 4.5 Pengujian menu tentang 
 





Berdasarkanbahasan darikeseluruhan bab dalam 
skripsi ini, adapun kesimpulan dari skripsi adalah 
sebagai berikut : 
a. Aplikasi yang dibuat adalah untuk pengamanann 
atau kriptongrafi dalam mengamankan pesan teks 
berbasis android 
b. Algoritma yang digunakan adalah algoritma 
Rivesrt Code (RC4)dibuat sesuai dengan 
pengembangan sistem berdasarkan permasalahan 
serta analisa sistem untuk pesan teks. 
c. Aplikasi ini dibuat sebagai sebuah aplikasi mobile 
android yang dipergunakan untuk kriptongrafi, 




Adapun saran agar aplikasi ini bisa berfungsi 
dengan baik lebih optimal dan lebih menarik 
semisalnya pada desain interface (antarmuka) dapat 
diberikan tampilan yanglebihmenarik dan interaktif 
serta menu-menu interaktif lainya, serta 
menambahkan lebih banyak fitur menu, untuk proses 
kriptografi, terutama dalam proses kriptongrafi, 
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