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и литература на русском, турецким и английском языках, а также 
материалы сайта стамбульского фонда культуры и искусства.
Было выбрано несколько самых знаковых проектов, исполнен-
ных в рамках биеннале. Все указанные работы были созданы в кон-
тексте своего художественного языка, показывая многогранность 
современных направлений искусства. Теперь искусство работает 
не только в музейном пространстве. С цифровым искусством откры-
вается возможность находить точки соприкосновения со зрителем, 
казалось бы, в непредназначенном для этого месте. Оживают даже 
неактуальные в контексте современного города пространства.
Таким образом, создавая визуальные и слуховые способы комму-
никации со зрителем, художественные практики выходят на качест-







ИНСТИТУТЫ НАЦИОНАЛЬНОЙ  
КИБЕРБЕЗОПАСНОСТИ РЕСПУБЛИКИ КОРЕЯ
Аннотация. Работа посвящена анализу институтов обеспечения 
кибербезопасности Республики Корея. На основе документов и ма-
териалов правительства РК автор прослеживает процесс развития 
и становления государственных и частных институтов обеспечения 
кибербезопасности РК. Автор приходит к выводу о высокой эффек-
тивности системы цифровой защиты РК.
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Abstract. The work is devoted to the analysis of the cyber security insti-
tutions of the Republic of Korea. On the basis of documents and materials 
of the Government of the Republic of Korea, the author traces the process 
of development and establishment of public and private institutions to ensure 
cyber security of the Republic of Korea. The author comes to the conclusion 
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Обеспечение национальной безопасности в цифровой сфере 
является приоритетным направлением внутренней и внешней по-
литики современных государств. Республика Корея, будучи одним 
из наиболее развитых государств мира, все чаще становится ми-
шенью для кибератак, что вынуждает Сеул создавать специальные 
институты и выстраивать систему киберзащиты страны.
В РК институтом отвечающим за национальную безопасность 
в военной сфере является Министерство национальной оборо-
ны. Отдел национальный полиции по кибербезопасности РК ве-
дет строгий контроль за киберпреступлениями [1]. Национальное 
агентство по информационной безопасности (NIRS) обеспечивает 
защиту киберпространства правительства и правительственных 
организаций [2]. В рамках деятельности Национального разведыва-
тельного управления Национальное агентство по информационной 
безопасности ежегодно публикует отчет в форме «Белой Книги» [3], 
на основании которой формируется отчет о тенденциях преступ-
ности в корейском киберпространстве, а также о методах борьбы 
с киберпреступностью [4].
Национальное агентство по информационной безопасности KISA 
объединяет три разных агентства в одну организацию: Корейское 
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агентство информационной безопасности (KISA), Национальное 
агентство развития Интернета (NIDA) и Корейское агентство меж-
дународного IT-агентства (KIICA) [5], которые отвечают за без-
опасность интернета в Южной Корее, занимаются продвижением 
безопасного использования интернета и культуры Интернета, обна-
ружением и анализом вредоносных программ в Интернете, а также 
защитой конфиденциальности.
Действующая в РК система обеспечения национальной кибербез-
опасности демонстрирует высокую эффективность, что обусловлено 
лидирующими позициями страны в сфере разработки и применения 
цифровых технологий, а также наличием политической воли у пра-
вящих кругов страны.
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