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Özetçe —Nesnelerin interneti (IoT) vizyonu ile gelecekte kab-
losuz ag˘ların büyümesi, yog˘unlas¸ması ve tas¸ınan trafig˘in artması
beklenmektedir. Kablosuz ag˘larda bugün alıs¸kın oldug˘umuz tek-
sekmeli haberles¸me yerine çok-sekmeli haberles¸me de kullanı-
labilir. Çok-sekmeli haberles¸menin, büyük ve yog˘un kablosuz
ag˘lar için ortalama trafik yükü altında daha iyi ulas¸tırılan
is¸ performansı sag˘ladıg˘ı gösterilmis¸tir. Bununla birlikte, ag˘ır
trafik yükleri altında paket düs¸üs¸ünün artması ile ulas¸tırılan is¸
çöküs¸ünün yas¸anması en büyük sorundur. Bu sorunun nedenle-
rinden biri, çok-sekmeli haberles¸mede tek-sekmeli haberles¸meye
kıyasla kars¸ılas¸tıg˘ımız gizli terminal sorunudur. Bu çalıs¸mada,
Kalan Sekme Sayılarına (KSS) göre paketlere öncelik verilmesi
ve deg˘is¸en kapıs¸ma penceresi büyüklüg˘üne ilis¸kin iki yöntem
önerilmis¸ ve ulas¸tırılan is¸ performansı aras¸tırılmıs¸tır. Yapılan
çalıs¸malar sonucunda ulas¸tırılan is¸ performansının ag˘ır trafik
yükleri altında önemli ölçüde artması sag˘lanmıs¸tır.
Anahtar Kelimeler—nesnelerin interneti, ulas¸tırılan is¸, çok-
sekmeli yol-atama.
Abstract—With the vision of the internet of things (IoT), it
is expected that wireless networks will grow, concentrate and
traffic carried will increase in the future. In wireless networks,
multi-hop communication can be used instead of single-hop
communication that we are accustomed today. Multi-hop com-
munication is known to provide enhanced goodput performance
for large and dense wireless networks under moderate traffic
load. Nevertheless, the major problem is the goodput collapse
experienced under high traffic load due to packet losses. One
of the reasons of this problem in multi-hop communication is
the emergence of a hidden terminal problem that we are not
encountering in single-hop communication. In this study, two
methods, prioritizing frames and varying contention window size
according to the Residual Hop Count (RHC), are proposed and
goodput performance is investigated through simulations. As a
result of the studies, the goodput performance has been increased
significantly under high traffic load.
Keywords—internet of things, goodput, multi-hop routing.
I. GI˙RI˙S¸
Son yıllarda yüksek bir ivmeyle yaygınlas¸an IoT sayesinde
pek çok farklı kablosuz haberles¸me teknolojisi aynı ortamda
kullanılabilir olmus¸ ve internetteki nesnelerin sayısı artmıs¸tır.
Günümüzdeki IoT alanındaki bu hızlı gelis¸me, yakın gelecekte
kablosuz ag˘ların pek çog˘unda s¸u üç temel özellig˘in öne çıka-
cag˘ını göstermektir: 1) Nesnelerin sayıca çok olması, 2) Nesne
yog˘unlug˘unun artması ve 3) Veri hızı (DR: Data Rate) ve trafik
yükünün artması
Günümüz IoT ag˘larındaki iletis¸im genellikle kaynak/hedef
düg˘üm ile ag˘ geçidi arasında tek-sekmeli bir iletis¸ime da-
yanır. IP adresine sahip her bir nesne kablosuz haberles¸me
teknolojileriyle ag˘ geçidi ile dog˘rudan haberles¸ir, çok-sekmeli
bir yol izlenmez. Bu tek-sekmeli yolda ulas¸tırılan is¸ stabildir,
trafik arttıkça düs¸mez. Oysa, geleceg˘in daha büyük ve daha
yog˘un IoT dünyasında, çok-sekmeli haberles¸menin devreye
girmesiyle ag˘daki ulas¸tırılan is¸ kaybının daha yüksek olması
beklenir [1]. Ayrıca, geleceg˘in IoT ag˘larında daha da çes¸itli
teknolojilerin bir arada çalıs¸ması farklı kanal eris¸im katman-
larının uyus¸mazlıg˘ı gibi problemleri de beraberinde getirerek
ulas¸tırılan is¸ kaybını tetikleyecektir [2]. Video ve görüntünün
daha sıklıkla aktarılacag˘ı geleceg˘in IoT dünyasında artan DR
ve trafik yükü ulas¸tırılan is¸ kaybını daha da arttıracaktır [3].
Günümüzde kullanıcı ucunda yaygın olarak kullanılan
IEEE 802.11 tek-sekmeli ag˘ların, geleceg˘in büyük ve yog˘un
IoT ag˘larında çok-sekmeli ag˘lara dönüs¸mesi beklenmektedir.
Bu ag˘larda gönderilen paketlerin bas¸arısız olma olasılıg˘ını
arttıran, kanal hatalarının yanı sıra bir bas¸ka sebep de saklı
terminallerin varlıg˘ıdır. Saklı terminallerin göz önüne alındıg˘ı
bir çalıs¸mada, büyük, yog˘un ve homojen kablosuz ag˘larda
çok-sekmeli haberles¸me ile ulas¸tırılan is¸ performansının ılımlı
trafik yükü altında artacag˘ı, fakat yüksek trafik altında çöke-
ceg˘i analiz ve simülasyonlar sonucunda gösterilmis¸tir [4]. Bu
çalıs¸manın amacı bu çöküs¸ü engelleyip, yüksek trafik yükü
altında da ulas¸tırılan is¸ performansını arttırmaktır. Geleceg˘in
büyük, yog˘un ve heterojen IoT ag˘larında ise ulas¸tırılan is¸
verimlilig˘i daha da önem kazanacaktır. Bu çalıs¸manın konusu
olan çok-sekmeli iletis¸imde yüksek trafik altındaki çöküs¸ün
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rülmektedir. Yapılan birkaç çalıs¸mada çok-sekmeli ag˘larda
görülen gizli terminal problemini göz önüne alan ve genis¸
trafik yükü altında çalıs¸an IEEE 802.11 DCF modeline ilis¸kin
çalıs¸malar literatürde yer almaktadır. Fakat bu çalıs¸malarda,
ulas¸tırılan is¸ performansının çok-sekmeli yollardaki çöküs¸üne
deg˘inilmektedir [5,6]. Bu çalıs¸ma ile çözülmeye çalıs¸ılan yük-
sek trafik altındaki çöküs¸ün engellenmesi henüz günümüz IoT
dünyasında yer almayan bir problemdir.
Bu çalıs¸mada, yüksek trafik yükleri altında, ulas¸tırılan is¸
çöküs¸ünü engellemek için iki yöntem -MAC katmanındaki
kuyrukta paketlerin KSS göre önceliklendirilmesi ve 802.11
DCF katmanında kapıs¸ma pencere büyüklüg˘ünün paketlerin
KSS göre ayarlanması- önerilmekte ve bu iki yöntemin, ulas¸-
tırılan is¸ performansı üzerindeki etkisi aras¸tırılmaktadır. Yapı-
lan çalıs¸malar sonucunda, yüksek trafik altında ulas¸tırılan is¸
çöküs¸ünün engellendig˘i ve ulas¸tırılan is¸ performasının önemli
ölçüde arttırıldıg˘ı görülmektedir.
Makalenin II. Bölümü’nde IEEE 802.11’e dayalı ag˘larda
çok-sekmeli yollarda ulas¸tırılan is¸ performansının çöküs¸ünü
engellemek için önerilen yöntemler tanıtılmaktadır. III. Bö-
lüm’de simülasyon parametreleri ve varsayımlar verilmekte,
IV. Bölüm’de sonuçlar irdelenmektedir.
II. ÖNERI˙LEN YÖNTEMLER
Simülasyonlara dayalı ön çalıs¸malar, yüksek trafik altında
ulas¸tırılan is¸ performansındaki çöküs¸ün sebebinin s¸u oldu-
g˘unu göstermis¸tir: çok-sekmeli yol kullanıldıg˘ında kaynak
düg˘ümden hedef düg˘üme paketin bas¸arılı ulas¸ma olasılıg˘ı çok
düs¸mektedir. Örneg˘in, pek çok sekmeyi bas¸arıyla geçen bir
paketin son sekmede bas¸arısız olması durumunda ulas¸tırılan is¸
kaybı önemli ölçüde artmaktadır. Saklı terminallerin sayısının
arttıg˘ı durumlarda, özellikle büyük ve yog˘un ag˘larda, paket-
lerin çarpıs¸ma ve düs¸me olasılıg˘ı daha da artmaktadır. Do-
layısıyla, bu çalıs¸mada büyük/yog˘un/heterojen IoT ag˘larında
ulas¸tırılan is¸ performansını arttırmak için önerilen yöntem çok-
sekmeli yollar kullanılması ve bu çok-sekmeli yollarda MAC
katmanında paketlere KSS’na göre (hedef düg˘üme daha az
sayıda sekmesi kalan paketlere öncelik verilmek suretiyle)
öncelik tanınmasıdır. Bu çalıs¸mada, ulas¸tırılan is¸in yüksek
trafik altında da sürdürülebilmesini sag˘lamak, böylece ulas¸-
tırılan is¸ çöküs¸ünü engellemek hedeflenmis¸tir. Bu ana hedefi
sag˘lamak için çalıs¸ma kapsamında 2 yöntem belirlenmis¸tir: 1)
MAC katmanındaki kuyruk disiplinini paketlerin KSS’na göre
öncelik tanıyacak s¸ekilde düzenleyerek yüksek trafik altında
ulas¸tırılan is¸in çökmesini engellemek, 2) IEEE 802.11 DCF
katmanında kapıs¸ma pencere büyüklüg˘ünün paketlerin KSS’na
göre ayarlanmasını sag˘layarak yüksek trafik altında ulas¸tırılan
is¸in çökmesini engellemek.
A. 1. Yöntem
Servis kalitesi (QoS) sag˘lamak adı altında pek çok öncelik
mekanizması mevcuttur: Paket uzunluklarına göre öncelik ver-
mek (kısa paketi önce göndermek), uygulamaya göre öncelik
vermek (gecikmeye duyarlı paketlerin internette önce aktarıl-
ması), gibi. Ancak çok-sekmeli bir yolda ilerleyen bir paketin
hedefe varmasına KSS göz önüne alınarak öncelik verilmesi
yeni bir yöntemdir.
S¸ekil 1’de 6-düg˘ümlü bir topoloji ve her bir düg˘üme gelen
paketlerin KSS modellendirilmektedir. Verilen bu modelde her
paketin 3-sekmeli bir yol izleyeceg˘i varsayılmıs¸ ve paketlerin
KSS verilmis¸tir. S¸ekil 2’de ise düg˘ümlere gelen paketlerin,
kuyrukta öncelikleri modellendirilmektedir. Önerilen yöntem
ile son sekmesine gelmis¸ paketlere (B,C ve G düg˘ümlerinde
KSS=1 ile gösterilmis¸tir.) MAC katmanındaki kuyrukta ön-
celik verildig˘i görülmektedir. Aynı zamanda, hedef düg˘üme
ulas¸masına iki sekme kalmıs¸ paketlerin (A ve D düg˘ümle-
rinde KSS=2 ile gösterilmis¸tir.) ve iletime yeni bas¸layacak
olan paketlerin (E ve F düg˘ümlerinde KSS=3 ile gösterilmis¸-
tir.) kuyrukta yerles¸tirilmesi S¸ekil 2’de gösterilmektedir. Bu
yöntem ile daha az sayıda sekmesi kalan paketlerin, MAC
katmanındaki kuyrukta öncelik sahibi olması ve hedef düg˘üme
ulas¸ma olasılıg˘ının arttırılması hedeflenmektedir.
S¸ekil 1: Verilen düg˘ümlerdeki paketlerin KSS modeli.
S¸ekil 2: Paketlerin KSS’na göre öncelikli kuyruk modeli.
B. 2. Yöntem
Daha önce yapılan bir çalıs¸mada, bir düg˘ümün, tahmini
sekme bas¸ına gecikmeye dayalı olarak bir paketin öncelig˘ini
dinamik olarak arttırabildig˘i kapıs¸ma kontrolü belirtilmektedir
[7]. Bu yöntem ile ulas¸tırılan is¸ performansı arttırılmıs¸ ancak
çöküs¸ü engellenememis¸tir. Bu çalıs¸mada önerilen yöntem ile
IEEE 802.11 DCF katmanındaki kapıs¸ma pencere büyüklüg˘ü
paketlerin KSS’na göre ayarlanması hedeflenmis¸tir. Böylelikle,
son sekmesine gelmis¸ paketlerin dig˘er sekmelerdeki paketlere
oranla kapıs¸ma pencere büyüklüg˘ünün daha düs¸ük olması
sag˘lanmıs¸tır.
III. SI˙MÜLASYONLAR
Her iki yöntem için NS-2 simülasyonları gerçekles¸tiril-
mis¸tir. Simülasyonlarda kullanılan topoloji 127-sabit düg˘ümlü,
IEEE 802.11g bazlı, düzgün altıgen dizilimli homojen bir
ag˘dır. Her düg˘üm saniyedeki hızı λo ile Poisson trafik üretmek-
tedir. Her düg˘üm koms¸u düg˘ümlere bu trafig˘i es¸it s¸ekilde da-
g˘ıtmakta, farklı hedef-kaynak düg˘ümleri açısında tek-sekmeli
(h=1) veya 3-sekmeli (h=3) sabit yol-atama s¸eklinde UDP
kullanılmaktadır. Tablo 1’de simülasyonlarda kullanılan bazı
parametreler verilmis¸tir.
1. yöntem kullanılarak elde edilen sonuçlar DR=6 Mbps
için S¸ekil 3’te ve DR=54 Mbps için S¸ekil 4’te gösterilmis¸tir.
Kullanılan 6 Mbps ve 54 Mbps, seçilen IEEE 802.11g DCF
protokolü için olabilecek minimum ve maksimum deg˘erlerdir.
1. yöntemin ılımlı trafik yükü altında ulas¸tırılan is¸i arttır-
dıg˘ı, yüksek trafik altında da ulas¸tırılan is¸in as¸ırı çöküs¸ünü
engelledig˘i gözlenmis¸tir. 1. yöntemin kullanılmasıyla, ılımlı
trafik altında DR=54 Mbps için %22’ye varan ulas¸tırılan is¸
kazancı sag˘lanırken, DR=6 Mbps için bu kazanç %340’a
varmıs¸tır. Yüksek trafik altında, ulas¸tırılan is¸ verimlilig˘indeki
çöküs¸ ortadan kaldırılarak önerilen yöntemin bas¸arılı oldug˘u
saptanmıs¸tır. Yüksek trafik altında, her düg˘ümün en yüksek
100.000 paket/saniye trafik ürettig˘i durumda, ulas¸tırılan is¸
DR=6 Mbps için %4, 5x108’a artarken, DR=54 Mbps için
%4, 5x109 artmıs¸tır. Ayrıca, her bir sekmede geçen paket
DR 6 ve 54 Mbps
Slot time 20 μ
Data 1000 bayt
RTS 20 bayt
CTS 14 bayt
ACK 14 bayt
SIFS 10 μ
DIFS 50 μ
EIFS 412 μ
IFQ buffer size 5
TABLO I: Simülasyonlarda kullanılan parametreler
sayılarındaki deg˘is¸im S¸ekil 5’te DR=6 Mbps ve S¸ekil 6’te
DR=54 Mbps için incelenmis¸tir. Elde edilen sonuçlar de-
g˘erlendirildig˘inde; son sekmesine gelen paketlerin iletiminin
beklenildig˘i s¸ekilde arttıg˘ı gözlemlenmektedir.
S¸ekil 3: Birinci yöntem kullanıldıg˘ında ulas¸tırılan is¸in trafik
yüküne bag˘lı deg˘is¸imi (DR=6 Mbps).
S¸ekil 4: Birinci yöntem kullanıldıg˘ında ulas¸tırılan is¸in trafik
yüküne bag˘lı deg˘is¸imi (DR=54 Mbps).
2. yöntem kullanılarak elde edilen sonuçlar DR=6 Mbps
için S¸ekil 7’de ve DR=54 Mbps için S¸ekil 8’te gösterilmis¸tir.
Yapılan çalıs¸malarda 2. yöntemin ılımlı trafik yükü altında
ulas¸tırılan is¸i arttırdıg˘ı, ancak yüksek trafik altında ulas¸tırılan
S¸ekil 5: Birinci yöntem kullanıldıg˘ında her bir sekmedeki
bas¸arılı paket sayısının deg˘is¸imi (DR=6 Mbps).
S¸ekil 6: Birinci yöntem kullanıldıg˘ında her bir sekmedeki
bas¸arılı paket sayısının deg˘is¸imi (DR=54 Mbps).
is¸in as¸ırı düs¸üs¸ünü engelleyemedig˘i gözlemlenmektedir. 2.
yöntemin kullanılmasıyla, ılımlı trafik altında DR=54 Mbps
için %1,6’ya varan ulas¸tırılan is¸ kazancı sag˘lanırken, DR=6
Mbps için bu kazanç %7 olmus¸tur. Yüksek trafik altında ulas¸-
tırılan is¸in çöküs¸ü engellenemedig˘inden 1. yöntem kadar etkili
bir sonuç saptanmamıs¸tır. Ayrıca, 2. yöntem kullanıldıg˘ında
da her bir sekmede geçen paket sayılarındaki deg˘is¸im S¸ekil
9’da DR=6 Mbps ve S¸ekil 10’da DR=54 Mbps için gösteril-
mis¸tir. Elde edilen sonuçlar deg˘erlendirildig˘inde; KSS’na göre
kapıs¸ma pencesinin uyarlanmasında son sekmedeki paketlere
öncelik verilmedig˘i ortaya çıkmaktadır. KSS küçüldükçe aza-
lan kapıs¸ma penceresi büyüklüg˘ünün saklı terminalden kay-
naklanan çarpıs¸maları arttırdıg˘ı sonucuna ulas¸ılmıs¸tır.
Her iki yöntem için elde edilen her bir sekmedeki bas¸arılı
paket sayısı grafiklerindeki ani paket düs¸üs¸lerinin ve yükselis¸-
lerinin nedenini, bir topoloji üzerinden tek bir simülasyon ile
gerçekles¸tirilmesidir. Bu çalıs¸mada, rastgele topolojiler üze-
rinden simülasyonlar gerçekles¸tirildig˘inde daha iyi bir sonuç
gözlemlenirdi.
IV. SONUÇLAR
Büyük ve yog˘un çok-sekmeli kablosuz ag˘ların, IoT yapısını
yakın gelecekte olus¸turması bekleniyor. Bu kablosuz ag˘larda
S¸ekil 7: I˙kinci yöntem kullanıldıg˘ında ulas¸tırılan is¸in trafik
yüküne bag˘lı deg˘is¸imi (DR=6 Mbps).
S¸ekil 8: I˙kinci yöntem kullanıldıg˘ında ulas¸tırılan is¸in trafik
yüküne bag˘lı deg˘is¸imi (DR=54 Mbps).
ortaya çıkan gizli terminal sorunu ile birlikte önemli miktarda
paket kayıpları meydana gelir. Bunun sonucunda ise yüksek
trafik altında ulas¸tırılan is¸ çökmektedir. Bu sorunu çözmek
için önerilen iki yöntemin ulas¸tırılan is¸ performansı üzerindeki
etkisi aras¸tırılmıs¸tır. Önerilen birinci yöntem, MAC katmanın-
daki kuyruk disiplininde paketlere KSS’na göre öncelik ta-
nınmasıdır. Böylelikle daha düs¸ük sekmedeki paketlerin MAC
katmanındaki kuyrukta öncelik sahibi olması sag˘lanmıs¸tır. Bu
yöntemin uygulandıg˘ı durumda, yüksek trafik altında ulas¸tırı-
lan is¸ çöküs¸ünü engelledig˘i gözlemlenmis¸tir. Bu yöntem ile
birlikte ulas¸tırılan is¸in çöküs¸ü her bir düg˘üm için yaklas¸ık
olarak 800-Mbps trafik üretildig˘i yerin saniyede 100.000 paket
gönderildig˘i duruma ötelenmesi sag˘lanmıs¸tır. Ayrıca bu yön-
tem ile son sekmesinde bas¸arıyla iletilen paketlerin sayısının
artmıs¸ oldug˘u gözlemlenmis¸tir. Önerilen ikinci yöntem ise,
IEEE 802.11 DCF katmanında kapıs¸ma penceresi büyüklü-
g˘ünün paketlerin KSS’na göre ayarlanmasıdır. Bu yöntem
uygulandıg˘ında, ulas¸tırılan is¸in yüksek trafik altında çöküs¸ünü
engellemedig˘i gözlemlenmektedir.
V. GELECEK ÇALIS¸MALAR
Gelecek çalıs¸malarımızda, önerilen yöntemler rastgele to-
polojiler üzerinde de test edilecektir. Ayrıca, IEEE 802.11
DCF katmanında AIFS sürelerinin paketlerin KSS’na göre
ayarlanması aras¸tırılacaktır.
S¸ekil 9: I˙kinci yöntem kullanıldıg˘ında her bir sekmedeki
bas¸arılı paket sayısının deg˘is¸imi (DR=6 Mbps).
S¸ekil 10: I˙kinci yöntem kullanıldıg˘ında her bir sekmedeki
bas¸arılı paket sayısının deg˘is¸imi (DR=54 Mbps).
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