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Abstract 
 
 
Security is necessary especially in maintaining data or information that is private 
and confidential. For that required a data security with the aim of keeping the 
data so that can not be accessed by parties who do not have rights. Based on the 
above information is made a stegakrip application where the stegakrip is a 
combination of two words of steganography and cryptography. Where 
cryptography is the art of keeping messages safe when messages are sent from 
one place to another. While steganography is an art of hiding secret messages on 
a medium in such a way that no one suspects the existence of hidden messages. In 
this application stegakrip used LSB (Least Significant Bit) method which is a 
steganography method where a data is hidden into an object such as images 
where the bits are less meaningful in the picture is reordered as a place of data 
insertion. As for cryptography in this application used RSA algorithm (Rivest, 
Shamir, Adleman) which is one of asymmetric cryptography algorithm where the 
key for encryption is different with the key used to decrypt a data. Other means as 
a comparison for cryptography provided encryption with AES (Advanced 
Encryption Standard) algorithm and Hash function. 
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Abstrak 
 
Keamanan sangat diperlukan terutama dalam menjaga data ataupun informasi 
yang bersifat pribadi dan rahasia. Untuk itu diperlukan sebuah pengamanan data 
dengan tujuan menjaga data agar tidak dapat di akses oleh pihak yang tidak 
memiliki hak. Berdasarkan keterangan diatas dibuatlah suatu aplikasi stegakrip 
dimana stegakrip merupakan gabungan dari 2 kata yaitu steganografi dan 
kriptografi. Dimana kriptografi merupakan seni untuk menjaga keamanan pesan 
ketika pesan dikirim dari suatu tempat ke tempat lain. Sedangkan steganografi 
merupakan seni menyembunyikan pesan rahasia pada suatu media dengan suatu 
cara yang sedemikian rupa sehingga tidak seorang pun yang mencurigai 
keberadaan pesan yang disembunyikan. Dalam aplikasi stegakrip ini digunakan 
metode LSB (Least Significant Bit) yang merupakan metode steganografi dimana 
suatu data disembunyikan kedalam suatu objek seperti gambar dimana bit-bit 
yang kurang berarti dalam gambar disusun ulang sebagai tempat penyisipan data. 
Sedangkan untuk kriptografi dalam aplikasi ini digunakan algoritma RSA (Rivest, 
Shamir, Adleman) yang merupakan salah satu algoritma kriptografi asimetris 
dimana kunci untuk enkripsi berbeda dengan kunci yang digunakan untuk dekripsi 
suatu data. Sarana lain sebagai pembanding untuk kriptografi disediakan enkripsi 
dengan algoritma AES (Advanced Encryption Standard) dan fungsi Hash. 
 
Kata Kunci: stegakrip, steganografi, kriptografi. 
 
PENDAHULUAN 
Kemanjuan sistem informasi banyak 
sekali memberikan keuntungan 
dalam berbagai bidang baik itu 
pendidikan, bisnis, dan berbagai 
bidang lainnnya. Selain itu di jaman 
sekarang ini informasi sangat mudah 
didapat dengan adanya bantuan 
internet dan media lainnya dimana 
informasi dapat tersebar secara cepat. 
Untuk itu perlu adanya peranan 
pemanfaatan teknologi informasi 
dalam mendukung kegiatan 
organisasi (Sidharta, Priadana & 
Affandi, 2016; Rosadi & Sidharta, 
2016). Namun dalam proses 
pengiriman informasi melalui 
Handphone, Email, dan media 
lainnya mungkin saja bisa terjadi 
penyadapan atau hacking terhadap 
data yang nantinya menjadi suatu 
informasi penting bagi seseorang. 
Untuk itu perlu adanya pengamanan 
data agar ketika terkena penyadapan 
konten dari data atau informasi yang 
di kirim tidak dapat langsung dibaca 
oleh pihak yang tidak memiliki hak 
dengan data atau informasi tersebut. 
 
Keamanan data ini sangat diperlukan 
terutama bagi perusahaan, institusi 
ataupun organisasi yang memiliki 
dokumen atau informasi rahasia. 
Banyak orang saat ini mengamankan 
informasi atau data mereka agar 
terhindar dari gangguan orang lain 
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saat suatu data akan ditujukan untuk 
seseorang. Adapun beberapa ilmu 
pengetahuan tentang pengamanan 
data yang dari jaman dahulu telah 
digunakan seperti data 
disembunyikan disuatu media lain 
agar orang terkecoh dengan tampilan 
depannya saja ilmu ini biasa disebut 
Steganografi (Steganography). 
Selain data disembunyikan ada juga 
ilmu pengamanan data dimana data 
disandikan dengan menggunakan 
berbagai perhitungan dimana ilmu 
ini biasa disebut dengan Kriptografi 
(Cryptography). 
 
Ada 2 proses yang cukup penting 
untuk diketahui dalam proses 
pengamanan data yaitu Enkripsi 
(Encryption) dan Dekripsi 
(Decryption). Enkripsi adalah suatu 
proses yang dilakukan untuk 
mengubah pesan asli menjadi 
chiperext, sedangkan dekripsi adalah 
proses yang dilakukan untuk 
merubah chipertext menjadi 
plaintext. Plaintext merupakan pesan 
biasa atau pesan asli sedangkan 
chipertext merupakan pesan yang 
telah dirubah atau disandikan agar 
tidak mudah untuk dibaca. Selain itu 
untuk pengamanan data lainnya yaitu 
dapat dengan menggunakan 
steganografi metode yang digunakan 
seperti LSB (Least Significant Bit 
Insertion), Redundant Pattern 
Encoding, Spread Spectrum Method. 
 
Adapun untuk pengamanan data 
dengan kriptografi ada beberapa 
algoritma kriptografi asimetri (kunci-
publik) ada RSA (Rivest, Shamir, 
Adleman), ElGamal dan untuk 
kriptografi simetri ada DES (Data 
Encryption Standard), AES 
(Advanced Encryption Standard), 
dan lainnya. Dalam kriptografi ada 
juga teknik kriptografi yang dikenal 
dengan hash dimana hash merupakan 
algoritma yang mengubah suatu 
pesan menjadi sederetan karakter 
acak. Teknik ini sering juga disebut 
dengan kriptografi tanpa kunci ada 
beberapa hash yang umum 
digunakan seperti MD5, SHA1, dan 
SHA256. 
 
Namun yang menjadi titik 
pertimbangan penelitian ini berfokus 
pada steganografi ataupun kriptografi 
dengan memadukan aplikasi 
steganografi dan kriptografi berbasis 
web  dimana masih belum terlalu 
banyak dan dikenal oleh orang 
kebanyakan. Selain itu adanya 
kebutuhan pengamanan data agar 
data tidak dapat dibaca oleh pihak 
yang tidak memiliki hak, kemudian 
kurangnya pengetahuan tentang apa 
itu steganografi dan kriptografi 
dikalangan masyarakat serta 
pemakaian hash yang umum 
digunakan seperti MD5 masih 
menjadi salah satu titik lemah 
keamanan data untuk itu diperlukan 
suatu aplikasi yang dapat 
mengenalkan beberapa teknik 
algortima kriptografi dan sejauh 
mana tingkat keamanan yang didapat 
dari penggunaan algoritma tersebut. 
 
Dengan banyaknya metode dan 
algoritma yang ada untuk 
pengamanan data maka diperlukan 
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batasan penelitian dimana metode 
yang akan dipakai untuk steganografi 
yaitu LSB yang cukup popular 
dimana proses steganografinya 
memanfaatkan kelemahan indra 
visual manusia dalam mengamati 
perubahan yang sedikit pada gambar. 
Sedangkan untuk kriptografi diambil 
algoritma RSA untuk penyandian 
data dengan keuntungan dimana 
pengamanan data dengan 2 kunci 
yang cukup menguntungkan dalam 
proses pengamanan data. Namun 
selain RSA untuk kriptografi akan 
ditambah dengan algoritma AES dan 
juga Hash sebagai tambahan yang 
nantinya dapat dimanfaatkan sebagai 
sarana alternatif untuk proses 
kriptografi yang ada. 
 
Berdasarkan latar belakang diatas, 
penulis dapat mengindentifikasi 
masalah sebagai berikut : 
1. Perlu adanya pengamanan data 
agar data tidak dapat dibaca oleh 
pihak yang tidak memiliki hak. 
2. Perlu adanya aplikasi yang 
memadukan steganografi dan 
kriptografi sebagai sarana 
pengamanan data. 
3. Kurangnya pengetahuan tentang 
steganografi dan kriptografi 
dikalangan masyarakat. 
4. Perlu dibuatnya suatu aplikasi 
yang mengenalkan sejauh mana 
tingkat keamanan algoritma 
kriptografi yang digunakan. 
5. Belum banyaknya aplikasi 
steganografi dan kriptografi 
berbasis web. 
 
Berdasarkan identifikasi masalah 
diatas, maka batasan masalah dalam 
penyusunan laporan adalah sebagai 
berikut : 
1. Perlu adanya pengamanan data 
agar data tidak dapat dibaca oleh 
pihak yang tidak memiliki hak. 
2. Perlu adanya aplikasi yang 
memadukan steganografi dan 
kriptografi sebagai sarana 
pengamanan data. 
3. Perlu dibuatnya suatu aplikasi 
yang mengenalkan sejauh mana 
tingkat keamanan algoritma 
kriptografi yang digunakan. 
 
KAJIAN TEORI 
Kata “Stegakrip” penulis ambil dari 
2 kata yang digabung menjadi satu 
singkatan dari kata steganografi dan 
kriptografi. 
 
Kata Steganografi berasal dari 
bahasa yunani diambil dari kata 
“steganos” yang artinya tersembunyi 
dan “graphien” yang berarti tulisan. 
Steganografi merupakan seni 
menyembunyikan pesan rahasia pada 
suatu media dengan suatu cara yang 
sedemikian rupa sehingga tidak 
seorang pun yang mencurigai 
keberadaan pesan yang 
disembunyikan. (Munir, 2006) 
 
Kata Kriptografi berasal dari bahasa 
yunani “crypto” yang berarti rahasia 
dan “graphien” yang berarti tulisan, 
Menurut terminologinya, kriptografi 
adalah seni untuk menjaga keamanan 
pesan ketika pesan dikirim dari suatu 
tempat ke tempat lain (Ariyus, 2008). 
Kata kriptografi juga sering diartikan 
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dengan menyandikan pesan. Tujuan 
utama penggunaan steganografi dan 
kriptografi adalah untuk 
mengamankan data atau informasi 
dari ancaman komputer dimana 
sering kali terjadi pencurian 
informasi oleh pihak-pihak yang 
tidak bertanggung jawab. Berikut ini 
beberapa ancaman keamanan  yang 
terjadi terhadap informasi (Ariyus, 
2008:8) antara lain  : 
1. Interruption merupakan ancaman 
terhadap availability informasi, 
data yang ada dalam sistem 
komputer dirusak atau dihapus 
sehingga jika data atau informasi 
tersebut dibutuhkan maka 
pemiliknya akan mengalami 
kesulitan untuk mengaksesnya, 
bahkan mungkin informasi itu 
hilang. 
2. Interception merupakan ancaman 
terhadap kerahasiaan. Dimana 
data atau informasi disadap oleh 
orang yang tidak berhak untuk 
mengakses data atau informasi 
tersebut. 
3. Modification merupakan 
ancaman terhadap integritas. 
Dimana orang yang tidak berhak 
berhasil mengakses data atau 
informasi kemudian mengubah 
isi dari data atau informasi 
tersebut. 
4. Fabrication merupakan ancaman 
terhadap intergritas. Dimana 
orang yang tidak berhak berhasil 
meniru dan memalsukan 
informasi sehingga orang yang 
menerima informasi tersebut 
menyangka bahwa informasi 
tersebut berasal dari orang yang 
dikehendaki oleh si penerima 
informasi. 
 
Ada dua proses utama dalam 
steganografi yaitu proses encode dan 
decode dimana encode merupakan 
proses penyisipan pesan kedalam 
cover-object yang disediakan untuk 
menghasilkan stega-object (hasil 
steganografi). Sedangkan decode 
merupakan proses mengekstrasi 
pesan yang ada dalam stega-object. 
Kedua proses tersebut digambarkan 
seperti berikut :  
 
 
Gambar 1. Proses Steganografi 
(Munir, 2006) 
 
Ada beberapa kriteria steganografi 
yang dapat dikatakan bagus antara 
lain sebagai berikut : 
1. Imperceptible, keberadaan pesan 
rahasia tidak dapat dipersepsi 
secara visual. 
2. Fidelity, kualitas cover-object 
tidak jauh berubah akibat 
penyisipan pesan rahasia. 
3. Recovery, pesan yang 
disembunyikan harus dapat 
diektrasksi kembali. 
4. Capacity, ukuran pesan yang 
disembunyikan sedapat mungkin 
besar. 
 
Metode Steganografi 
Dalam ranah operasinya metode 
steganografi dibagi menjadi 2 
kelompok antara lain :  
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1. Spatial (time) domain methods, 
proses steganografi dilakukan 
dengan memodifikasi langsung 
nilai byte dari cover-object (nilai 
byte dapat merepresentasikan 
intesitas/ warna pixel atau 
amplitudo). Contoh: metode LSB 
(Least Significant Bit). 
2. Tranform domain methods, 
proses steganografi dilakukan 
dengan memodifikasi hasil 
transformasi sinyal seperti 
frekuensi. Contoh : metode 
Spread Spectrum. 
 
Namun dalam kesempatan ini 
penelitian berfokus pada steganografi 
dengan penggunaan metode LSB 
sebagai sarana yang akan digunakan 
aplikasi untuk proses steganografi. 
 
Metode Steganografi Least 
Significant Bit (LSB) 
Metode Least Significant Bit (LSB) 
merupakan salah satu dari beberapa 
metode steganografi yang paling 
sederhana dan mudah untuk 
diimplementasikan (Asad, Gilani & 
Khalid, 2011; Gupta, Goyal & 
Bhushan, 2012; Jain & Ahirwal, 
2010; Liu et al., 2008; Xia et al., 
2014; Younes & Jantan, 2008; 
Rahmat & Fairuzabadi, 2010). 
Metode ini menggunakan citra 
digital seperti gambar, suara, dan 
lainnya sebagai cover. Pada susunan 
bit di dalam sebuah byte (1 byte = 8 
bit), ada bit yang paling berarti (most 
significant bit atau MSB) dan bit 
yang paling kurang berarti (least 
significant bit atau LSB). Sebagai 
contoh byte 11010010, angka bit 1 
(pertama, digaris-bawahi) adalah bit 
MSB, dan angka bit 0 (terakhir, 
digaris-bawahi) adalah bit LSB. Bit 
yang cocok untuk diganti adalah bit 
LSB, sebab perubahan tersebut 
hanya mengubah nilai byte satu lebih 
tinggi atau satu lebih rendah dari 
nilai sebelumnya. Misalkan byte 
tersebut menyatakan warna merah, 
maka perubahan satu bit LSB tidak 
mengubah warna merah tersebut 
secara berarti. Mata manusia tidak 
dapat membedakan perubahan kecil 
tersebut. Berikut contoh perubahan 
bit pada LSB : 
Misalkan segmen pixel-pixel pada 
suatu gambar sebelum dilakukan 
penambahan bit seperti berikut : 
00110011  10100010  11100010  
10101011  00100110  10010110  
11001001 11111001 10001000  
10100011 
Kemudian misalkan pesan yang 
disisipkan berupa biner 
“1110010111” maka setiap bit 
tersebut menggantikan posisi LSB 
dari segmen pixel-pixel gambar 
menjadi seperti brikut : 
00110011    10100011      11100011 
10101010 00100110  10010111   
11001000  11111001 10001001  
10100011 
 
Algoritma AES 
DES (Data Encryption Standard) 
mungkin akan berakhir masa 
penggunaannya sebagai standard 
enkripsi kriptografi simetri. DES  
dianggap sudah tidak aman lagi 
karena dengan perangkat keras 
khusus kuncinya bisa ditemukan 
dalam beberapa hari. Akhirnya 
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National Institute of Standards and 
Technology (NIST), sebagai salah 
satu agensi Departemen AS 
mengusulkan kepada Pemerintah 
Federal AS untuk sebuah standard 
kriptografi yang baru dimana 
standard tersebut kelak diberi nama 
Advanced Encryption Standard 
(AES). (Munir, 2006). 
Advanced Encryption Standard 
(AES) merupakan standar enkripsi 
dengan kunci-simetris yang diadopsi 
oleh pemerintah Amerika Serikat. 
Standar ini terdiri atas 3 blok cipher, 
yaitu AES-128, AES-192 and AES-
256, yang diadopsi dari koleksi yang 
lebih besar yang awalnya diterbitkan 
sebagai Rijndael. Enkripsi yang 
dihasilkan memiliki panjang 128 bit. 
 
Algoritma RSA 
Algoritma RSA dibuat oleh tiga 
orang peneliti dari MIT 
(Massachussets Institute of 
Technology) pada tahun 1976, yaitu 
Ron Rivest, Adi Shamir dan Leonard 
Adleman. RSA adalah salah satu 
teknik kriptografi dimana kunci 
untuk melakukan enkripsi berbeda 
dengan kunci untuk melakukan 
dekripsi. Kunci untuk melakukan 
enkripsi disebut sebagai kunci 
publik, sedangkan kunci untuk 
melakukan dekripsi disebut sebagai 
kunci privat. Orang yang mempunyai 
kunci publik dapat melakukan 
enkripsi tetapi yang dalam 
melakukan dekripsi hanyalah orang 
yang memiliki kunci privat. Kunci 
publik dapat dimiliki oleh sembarang 
orang, tetapi kunci privat hanya 
dimiliki oleh orang tertentu saja 
(Munir, 2006). 
 
Untuk membangkitkan kunci 
(generating key) digunakan 
algoritma sebagai berikut :  
1. Dipilih dua buah bilangan prima 
sembarang yang besar, p dan q. 
Nilai p dan q harus dirahasiakan.  
2. Dihitung n = p x q   Besaran n 
tidak perlu dirahasiakan 
sebaiknya p ≠ q, sebab jika p = q 
maka n = p
2
 sehingga p dapat 
diperoleh dengan menarik akar 
pangkat dua dari n. 
3. Dihitung m = (p – 1)(q – 1) 
4. Pilih kunci publik, e, yang relatif 
prima terhadap m. 
5. Kemudian untuk mendapatkan 
kunci rahasia (private key) 
digunakan persamaan d = 
1+(𝑘𝑥𝑛 )
𝑒
 
dengan k bernilai bilangan bulat. 
 
Hasil dari algoritma di atas:  
1. Kunci publik adalah pasangan 
(e, n)  
2. Kunci privat adalah pasangan 
(d, n)  
Catatan: n tidak bersifat rahasia, 
namun ia diperlukan pada 
perhitungan enkripsi/dekripsi. 
Contoh :  
Misalkan A akan membangkitkan 
kunci publik dan kunci privat 
miliknya dengan pilihan p = 47 dan q 
= 71.  
Selanjutnya, A menghitung : n = p x 
q = 3337 dan m = (p – 1)(q – 1) = 
3220 
A Memilih kunci publik e = 79, 
karena 79 relatif prima dengan 3220. 
A mengumumkan nilai e dan n. 
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Selanjutnya A menghitung kunci 
dekripsi d dengan persamaan  
d = 
1+(𝑘𝑥𝑛 )
𝑒
 
d = 
1+(𝑘𝑥3220)
79
 
 
Dengan mencoba nilai k = 1, 2 , 3 , 
... diperoleh nilai d  yang bulat 1019.  
Kunci publik: (e = 79, n = 3337)  
Kunci privat: (d = 1019, n = 3337) 
 
Gambar 2. Proses Enkripsi dan 
Dekripsi RSA 
(Ariyus, 2008:151) 
 
 
ANALISIS SISTEM 
Daftar Kebutuhan Fungsional 
 
Tabel 1. Daftar Kebutuhan Fungsional 
Kode 
Kebutuhan  
Fungsional 
Deskripsi 
M100 Login 
Tampilan sebelum masuk 
kedalam sistem dengan tujuan 
pembatasan akses kedalam 
aplikasi sebagai user / admin. 
M200 
Mengelola  
Data User 
Pengelolaan data user yang 
masuk ke dalam sistem. 
M300 
Mengelola 
 Data  
Enkripsi 
Sarana pengelolaan data hasil 
enkripsi user. 
M400 Steganografi 
Proses steganografi yang 
terdiri dari encode dan decode 
file .txt dari file 
gambar(.png/.jpg). 
M500 
Kriptografi  
RSA 
Proses kriptografi dengan 
algoritma RSA. 
M600 
Kriptografi 
AES 
Proses kriptografi dengan 
algoritma AES. 
M700 
Kriptografi  
Hash 
Proses kriptografi dengan 
Hasher. 
M800 Decrypt Kriptografi 
Proses Penerjemahan 
Chippertext ke Plaintext 
untuk AES dan RSA tanpa 
login. 
M900 Registrasi 
Sarana untuk pendaftaran 
user. 
Use Case Diagram 
 
Gambar 3  High Level Use Case Diagram 
 
PERANCANGAN SISTEM 
Class Diagram Login  
 
Gambar 4. Class Diagram Login 
 
Class Diagram Mengelola Data User 
 
Gambar 5. Class Diagram Mengelola 
Data User 
Class Diagram Mengelola Data 
Enkripsi 
 
Gambar 6. Class Diagram Mengelola 
Data Enkripsi 
System
Admin
User
Login
Steganografi
Kriptografi RSA
Registrasi
Mengelola Data User
Decrypt Kriptografi
Mengelola Data Enkripsi
Kriptografi AES
Kriptografi Hash
Halaman Login
<<boundary>>
+Show()
Halaman Data User
<<boundary>>
+Show()
+Edit()
+Delete()
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Data Pengguna (User)
<<entity>>
+id_pengguna
+username
+password
+email
+pekerjaan
+no_telp
+status
App Admin
<<entity>>
+id_admin
+username
+nama
+password
+level
+keterangan
+last_login
Halaman Login skadmin
<<boundary>>
+Show()
Halaman Login user
<<boundary>>
+Show()
Halaman RSA
<<boundary>>
+Show()
+Encrypt()
+Open Table()
Halaman Data User
<<boundary>>
+Show()
+Edit()
+Delete()
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Data Pengguna (User)
<<entity>>
+id_pengguna
+username
+password
+email
+pekerjaan
+no_telp
+status
Halaman Edit Data User
<<boundary>>
+Show()
+Edit()
Halaman Skadmin
<<boundary>>
+Show()
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Halaman Data Hash
<<boundary>>
+Show()
+Delete()
Halaman Data RSA
<<boundary>>
+Show()
+Delete()
Halaman Data AES
<<boundary>>
+Show()
+Delete()
Data Hash
<<entity>>
+hash_id
+plain
+sha1
+sha256
+md5
+id_pengguna
+waktu
Data AES
<<entity>>
+aes_id
+plain
+snkripsi
+password
+waktu
+id_pengguna
Data RSA
<<entity>>
+rsa_id
+plain
+enkripsi
+public
+private
+waktu
+id_pengguna
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Class Diagram Steganografi 
 
Gambar 7. Class Diagram Steganografi 
 
Class Diagram Kriptografi RSA 
 
Gambar 8. Class Diagram Kriptografi 
RSA 
Class Diagram Kriptografi AES 
 
Gambar 9. Class Diagram Kriptografi 
AES 
Class Diagram Kriptografi Hash 
 
Gambar 10. Class Diagram Kriptografi 
Hash 
Class Diagram Decrypt Kriptografi 
 
Gambar 11. Class Diagram Decrypt 
Kriptografi 
Class Diagram Registrasi 
 
Gambar 12. Class Diagram Registrasi 
 
Package Diagram 
 
Gambar 13. Package Diagram Aplikasi 
 
Implementasi sistem 
Pada tahap ini dilakukan penerapan 
hasil perancangan antarmuka ke 
dalam sistem yang dibangun dengan 
menggunakan perangkat lunak yang 
telah dipaparkan pada sub bab 
sebelumnya. (Pressman, 2010) Untuk 
mengetahui lebih jelas tentang 
antarmuka yang diterapkan dapat 
dilihat pada tabel di bawah ini. 
 
 
Halaman Home
<<boundary>>
+Show()
+Registrasi()
Halaman Stegaencode
<<boundary>>
+Show()
+Encode()
Halaman Stegadecode
<<boundary>>
+Show()
+Decode()
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Halaman RSATB
<<boundary>>
+Show()
+Decrypt()
+Print()
Halaman RSADecrypt
<<boundary>>
+Show()
+Decrypt()
Data RSA
<<entity>>
+rsa_id
+plain
+enkripsi
+public
+private
+waktu
+id_penggunaHalaman RSA
<<boundary>>
+Show()
+Encrypt()
+Open Table()
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Halaman AESTB
<<boundary>>
+Show()
+Decrypt()
Halaman AESDecrypt
<<boundary>>
+Show()
+Decrypt()
Halaman AES
<<boundary>>
+Show()
+Encrypt()
+Open Table()
Data AES
<<entity>>
+aes_id
+plain
+snkripsi
+password
+waktu
+id_pengguna
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Halaman Hash
<<boundary>>
+Show()
+Open Table()
Halaman HashTB
<<boundary>>
+Show()
Data Hash
<<entity>>
+hash_id
+plain
+sha1
+sha256
+md5
+id_pengguna
+waktu
Halaman Home
<<boundary>>
+Show()
+Registrasi()
Halaman DecRSA
<<boundary>>
+Show()
+Decrypt()
Halaman DecAES
<<boundary>>
+Show()
+Decrypt()
Halaman Home
<<boundary>>
+Show()
+Registrasi()
KonektorDB
<<control>>
+OpenDB()
+CloseDB()
Data Pengguna (User)
<<entity>>
+id_pengguna
+username
+password
+email
+pekerjaan
+no_telp
+status
Interface
Halaman Login
+Show()
Halaman Data User
+Show()
+Edit()
+Delete()
Halaman Home
+Show()
+Registrasi()
Halaman AES
+Show()
+Encrypt()
+Open Table()
Halaman Data RSA
+Show()
+Delete()
Halaman Hash
+Show()
+Encrypt()
+Open Table()
Halaman Login Skadmin
+Show()
Halaman Login User
+Show()
Halaman RSA
+Show()
+Encrypt()
+Open Table()
Controller
KonektorDB
+OpenDB()
+CloseDB()
Entity
App Admin
+id_admin
+username
+nama
+password
+level
+keterangan
+last_login
Actor (Admin, User)
Halaman Data AES
+Show()
+Delete()
Halaman Data Hash
+Show()
+Delete()
Main Menu
+id_mainmenu
+nama_mainmenu
+icon
+aktif
+link
+level
Sub Menu
+id_submenu
+id_mainmenu
+nama_submenu
+link
+aktif
+icon
+level
Data Pengguna (User)
+id_pengguna
+username
+password
+email
+pekerjaan
+no_telp
+status
Halaman Edit Data User
+Show()
+Edit()
+Delete()
Halaman Skadmin
+Show()
Data Hash
+hash_id
+plain
+sha1
+sha256
+md5
+id_pengguna
+waktu
Data AES
+aes_id
+plain
+enkripsi
+password
+waktu
+id_pengguna
Data RSA
+rsa_id
+plain
+enkripsi
+public
+private
+waktu
+id_pengguna
Halaman Stegaencode
+Show()
+Encode()
Halaman Stegadecode
+Show()
+Decode()
Halaman RSATB
+Show()
+Decrypt()
+Print()
Halaman RSADecrypt
+Show()
+Decrypt()
Halaman AESTB
+Show()
+Decrypt()
Halaman AESDecrypt
+Show()
+Decrypt()
Halaman HashTB
+Operation1()
Halaman DecAES
+Show()
+Decrypt()
Halaman DecRSA
+Show()
+Decrypt()
Ibrahim,  107  
Perancangan Aplikasi Stegakrip dengan Metode LSB dan Algoritma RSA 
 
Halaman Home 
 
Gambar 14. Halaman Home 
 
Halaman Login 
 
Gambar 15. Halaman Login 
 
Halaman Login As User 
 
Gambar 16. Halaman Login As User 
Halaman Login As Admin 
 
Gambar 17. Halaman Login As Admin 
 
Halaman RSA 
 
Gambar 18. Halaman RSA 
 
Halaman RSATB 
 
Gambar 19.. Halaman RSATB 
 
Halaman RSADecrypt 
 
Gambar 20. Halaman RSADecrypt 
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Halaman AES 
 
Gambar 21. Halaman AES 
 
Halaman AESTB 
 
Gambar 22. Halaman AESTB 
 
Halaman AESDecrypt 
 
Gambar 23. Halaman AESDecrypt 
 
Halaman Hash 
 
Gambar 24. Halaman Hash 
Halaman HashTB 
 
Gambar 25. Halaman HashTB 
 
Halaman Data User 
 
Gambar 26. Halaman Data User 
 
Halaman Edit Data User 
 
Gambar 27. Halaman Edit Data User 
 
KESIMPULAN DAN SARAN 
Aplikasi stegakrip ini dibuat untuk 
menjaga keamanan pesan. Dalam 
aplikasi stegakrip ini digunakan 
metode LSB (Least Significant Bit) 
dengan menggunakan algoritma RSA 
(Rivest, Shamir, Adleman) yang 
merupakan salah satu algoritma 
kriptografi asimetris dimana kunci 
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untuk enkripsi berbeda dengan kunci 
yang digunakan untuk dekripsi suatu 
data. Sarana lain sebagai 
pembanding untuk kriptografi 
disediakan enkripsi dengan algoritma 
AES (Advanced Encryption 
Standard) dan fungsi Hash. 
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