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Abs trak 
Di dalam  dunia  pendidikan,   hampir  s emua s ekolah s udah  menggunakan  jaringan  internet  untuk  s etiap 
pros es dari belajar  mengajar mereka. Tetapi  banyak  dari s ekolah te rs ebut kurang memperdulikan   tentang 
bandwidth dan  keamanan   pada  jaringan.  Selain  itu mas ih  banyaknya   s is wa yang  membolos   pada   jam 
pelajaran  yang berlangs ung. Untuk  mengatas i  beberapa   mas alah  ters ebut maka akan dibangun  jaringan 
internet untuk  memudahkan   s is wa dalam  belajar  mengajar,  s elain itu akan dilengkapi  juga dengan  HTB 
Tools, web authentication dengan  kerberos 5 pada  zeros hell, monitoring  dengan  menggunakan  cacti untuk 
memudahkan  admin  dalam  mengawas i  performance dari  s erver, dan s is tem sms gateway yang terintegras i 
dengan  kehadiran didalam  web portal.  Dari beberapa  s is tem yang dibangun  dapat  memberikan  s olus i dar i 
Madras ah  Aliyah Negeri 1 Model  Bojonegoro.  Sehingga dapat  dis impulkan  bahwa  Madras ah  Aliyah Negeri 
1 Bojonegoro  memiliki s is tem baru yang di dalamnya  terdapat   s erver authentikas i dan s erver utama  yang 
didalamnya   terdapat   web authentikas i dengan  kerberos , manajemen  bandwi th,  monitoring  s erver deng an 
cacti, dan web portal  yang terintegras i dengan  s is tem s ms gateway. 
 
Kata Kunci:  Kerberos5, web authentication, zeroshell, HTB tools,SMS gateway. 
 
Abs tract 
In education,   nearly all s cholls are already  us ing internet  to get the proces s of learning.  But amoung  of s 
chools are  les s care about  bandwith   and netwokr  s eurity. In addition   there are many  s tudents  who  are 
abs ent during the les s on. To overcome  s ome of thes e problems ,  s o that it will be built the internet networ k 
to facilitate  s tudents  in learning,  otherwis e  it will  be  equipped   with  HTB tools, web authentication with 
kerberos5  on  zeroshell,  monitoring   the  performance    from  s erver  by  cacti  to  make  admin   eas ier  in 
monitoring,  and the SMS gateway s ys tem are integrated with pres ence web portal.  Mos t of the s ys tems that 
have  been built,  it hopes  that could provide   a s olution to Madras ah  Aliyah  Negeri 1 Model  Bojonegoro.  It 
can be  concluded  that  Madras ah  Aliyah  Negeri 1 Bojonegoro  have  a new s ys tem, there is authenticati on s 
erver  and  the   main  s erver   in  which   there  is  information    with   kerberos   authentication,    bandwi th 
management,  s erver monitoring  with cacti, and a web portal  that is integrated with s ys tem s ms gateway. 
 
Keywords:  Kerberos5, web authentication, zeroshell, HTB Tools, Sms Gateway . 
1.    Pendahuluan 
 
Di   dalam   dunia   pendidikan   hampir   s emua 
s ekolah s udah menggunakan jaringan internet untuk 
s etiap   pros es  belajar   mengajar   mereka.   Tetapi 
hampir  dari s emua s ekolah yang memakai  jaringan 
internet  tidak  memperdulikan    kuota  yang mereka 
ambil   dengan jumlah   s is wa  yang  memakai   pada 
s uatu s ekolah ters ebut. Sehingga itu mengakibatkan 
kurang  nyamannya  s is wa  dalam  kegiatan  belajar 
mengajar.   Oleh   s ebab  itu   diperlukannya   s is tem 
monitoring    pada   jaringan   s uatu  s ekolah   untuk 
memonitor   per kbps  jaringan  yang dapat dikelola 
oleh  s etiap  us er yang ada  pada  Madras ah aliyah 
Negeri  1  Bojonegoro.  Serta  untuk  proses 
pengamanan  jaringan  dibuatlah  yang dis ebut  web 
authentication   dengan   menggu nakan   k erberos5 
pada  zeroshell  s ehingga  menjadikan   lebih   aman 
jaringan  yang  dipakai  pada  s ekolah  ters ebut dan 
hanya guru dan s is wa lah yang namanya tercantum 
di dalam  data bas e k erberos yang bis a mengaks es 
jaringan ters ebut. 
Selain  itu  juga  untuk mengurangi  banyaknya 
s is wa  yang  membolos   pada  jam  pelajaran,  maka 
dibangunlah s ms gateway yang terintegras i dengan 
kehadiran  pada web portal yang akan mengirimk a n s 
ms kepada orang tua s is wa berdas arkan kehadiran 
mereka  yang di mas ukkan oleh guru. 
 




1.1      Monitoring Jaringan Komputer 
 
Monitoring  jaringan  komputer  adalah  merupakan 
pros es  untuk  pengumpulan   data  dan  melakukan s 
ebuah analis is terhadap s ebuah data -data pada lalu 
lintas jaringan dengan tujuan untuk memaks imal ka n s 
eluruh data yang dimiliki   oleh jaringan  komputer 
ters ebut. Monitoring  data  merupakan  bagian  dari
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s ebuah  manajemen    jaringan   yang   dapat  dibagi 
menjadi 2 bagian yaitu : 
a.    Connection Monitoring 
Connection   Monitoring   adalah    s ebuah 
teknik  monitoring  dengan melakukan   test 
ping antara monitoring station dan device 
target,   s ehingga  akan   diketahui   s ecara 
langs ung apabila koneks i terputus . 
b.    Traffic Monitoring 
Traffic    monitoring    merupakan    s ebuah 
teknik  jaringan  yang melihat  dari s ebuah 
lalu lintas dari data itu s endiri atau meliha t 
dari aktual pak et traffic pada jaringan  dan 
nantinya     akan     menghas ilkan     s ebuah 
laporan  berdas arkan    traffic  jaringan  itu 
s endiri. 
Monitoring  jaringan  ters ebut mempunyai  peranan 
penting  dalam  dunia  jaringan   mereka   berfungs i 
untuk    menjaga     s tabilitas     dari    jaringan     dan 
mempermudah  untuk admin mengecek ketika terjadi 
kes alahan pada jaringan  gateway, server , maupun, 
us er.  Dan  juga  berfungs i  untuk  memberitahuka n 
kepada adminis trator ketika ada trouble jaringan dan 
juga        mempermudah          untuk        menganalis i 
troubles hooting pada s ebuah jaringan. 
 
Selain  itu  s ecara  garis  bes ar tahapan dari  s is tem 
monitoring  jaringan terbagi dalam 3 pros es yaitu : 
a. Pros es    di    dalam    pengumpulan     data 
monitoring. 
b.    Pros es d dalam analis is data monitoring. 
c. Pros es di dalam menampilkan  s ebuah data 














Gambar 2 - 1 Diagram Monitoring 
 
Pengumpulan  data atau s umber data dapat berupa 
s ebuah    network     traffic,    informas i    mengenai 
hardware  atau s umber-s umber  lain  yang berkaitan 
dengan  informas i   dari   s ebu ah  data.  Sedangkan 
analis is  data  diperoleh  dari  pemilihan   data  yang 
terkumpul    atau   yang   s udah   mas uk   di   dalam 
pengumpulan data. Data ini bis a s aja menggunakan 
manipulas i data s ehingga akan diperoleh  informas i 
yang  akan  diharapkan.  Sedangkan  untuk tahapan 
display   has il   monitoring    data   bias anya   berupa 
pemunculan tabel atau kurva yang didalamnya s udah 
teris i oleh banyaknya data dari pros es peng umpulan 
data dan analis is data. 
Untuk  pros es -pros es di atas  bias a dis ebut dengan 
s is tem monitoring  yang mempunyai arti s is tem yang 
berbentuk  s ervice   dari   s uatu  pros es -pros e  yang 
s ecara terus menerus berjalan  pada s ebuah interval 
waktu tertentu. Pada pros es ini pengumpulan  yang 
dijalankan  bias anya dapat berupa pengumpulan data 
dari objek yang telah berhas il dimonitor  atau d apat 
s aja  dilakukan   dengan melakukan   s ebuah analis is 
data  yang  telah  diperoleh  dan  menampilkanny a . 
Pros es ters but bias a dikenal dengan pros es interval 
yang berbeda. 
 
1.2      Cacti 
 
Cacti adalah  aplikas i  monitoring  open source dan 
berbas is kan web. Cacti pada umumnya dibuat untuk 
membuat   data   grafik   s eperti  kinerja    CPU   dan 
bandwidth. Cacti  khus us nya digunakan pada antar 
muka  s witch dan router jaringan  lewat  s nmp untuk 
memonitor  trafik jaringan. Cacti s endiri merupakan 
complete  network graphing s olution yang dides ain 
dengan memanfaatkan  PRD tool untuk data s torage 
dan fungs i dari graphing  ters ebut. Di dalam cacti 
terdapat beberapa fitur yang digunakan untuk proses 
monitoring    dari   cacti  ters ebut.  Fitur   dari   cacti 
ters ebut adalah : 
a.    Memory        Us age       berfungs i       untuk 
mengetahui   memory   yang  dipakai   oleh s 
erver, s eberapa bes ar memory  dari s erver 
ters ebut terpakai. 
 
b. Logged in us er berfungs i untuk mengetahui 
dari  us er  yang  terhubung  kepada  s erver 
ters ebut. 
 
c. Proces s or   berfungs i   untuk   mengetahui 
proces s or dari s erver ters ebut. 
 
1.3      Kerberos 
 
Kerberos      merupakan      s ebuah     s is tem     yang 
menyediakan   s trong authentication  untuk aplikas i 
client/s erver yang nantinya dikombinas ikan  dengan 
menggunakan  s ecret key dan public key. Karberos 
ini menggunakan  s ebuah s erver yang terpus at yang 
berfungs i     untuk     mengoten tikas i     us er     dan 
mengendalikan aks es terhadap s umber data jaringan. 
Protokol karberos mempunyai 3 cara protokol di 
antaranya adalah s ebagai berikut : 
a.    Authentication    service     (AS)    :    yang 
berfungs i  oleh   k ey   distribution   center 
(KDC)   untuk  menyediakan   tiket   kep ada 
client. 
b. Tick et Granting Service (TGS) : digunakan 
oleh     k ey    distribution    center     untuk 
mendis tribus ikan  kunci  s es i layanan  dan 
tiket yang dias os ias ikan dengannya. 
c.    Client/server : yang digunakan  oleh klien 
untuk mengirimkan    s ebuah tiket  s ebagai 
pendaftaran kepada s ebuah layanan. 
Cara kerja kerberos adalah s ebagai berikut : 
a. Client        membuat        reques t       kepada 
authentication s erver, dan meminta  untuk
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terhubung  kepa 










Gambar 2 - 7 C 
mengotentikas i  dirinya   terhadap   s erver, 
lalu    kemudian    reques t   ters ebut   diberi 
digital   s ignature   dengan   menggunakan 














Gambar 2 - 2 Client Request Payroll 
 
b. Client     mengenkrips i     digitally    signed 
request   menggunakan    public   key   dari 










Gambar 2 - 3 Masuk Public Key 
 
c. Client   mengirimkan    digitally signed  and 
encrypted reques t ke  s erver kerberos , lalu 
s erver  kerberos   mendes krips ikan   request 
menggunakan    private    key    dan   meng - 
otentikas i  pengirim   reques t  dengan  cara 
memverifikas i   digital  s ignature perngirim 
menggunakna public key pengirim request. 
Dan jika  s erver kerberos  memiliki  s eluruh 
databas e public  key dari authorized  maka 
tidak perlu mengandalkan  pengirim  untuk 
memverifikas i  public key pengirim. 
mengirimkan        s es s ion     ticket      untuk 

















Gambar 2 - 5 Enk ripsi Tik et 
 
e. Client  kemudian   mengirimkan    copy  dari 
ticketnya ke  s erver payroll lalu  kemudian s 
ebelum  client  mengirimkan    tiket,  client 
mengenkrips i  ticket  menggunakan  public 
key s erver payroll. 
 
Gambar 2 - 6 Payroll Server 
 
f. Ketika menerima  tiket yang dienkrips i dari 
client,   maka    s erver  akan   mendes krips i 
ticket menggunakan private key s erver, lalu 
s erver paryroll kemudian  membandingkan 
ticket   yang  diterima   dari  client   dengan 
ticket  yang  beras al  dari  s erver  kerberos 
s erver.  Dan  dis aat  itu  jika   ticket  s es uai 
maka    client   akan   diperbolehkan   untuk 
da  s erver,  dan  jika   ticket 
a client akan ditolak.
 
Gambar 2 - 4 Request k e Kerberos Server 
 
d.    Jika s erver kerberos telah menerima  request 
 
 
1.4      Database 
lient dan Payroll
dan mengotentikas i identitas dari pengirim 
reques t, maka s erver memverifikas i  bahwa 
client memiliki   otoris as i untuk mengaks es 
s umber daya jaringan  yang diminta.  Dan 
jika   s erver  kerberos   s udah  menentukan 
bahwa  client  bis a mengaks es  maka  akan 
Bas is  data  adalah  kumpulan  dari  s uatu data -data 
yang s aling berhubungan s ecara logika yang is inya 
dides ain untuk memenuhi kebutuhan informas i dari 
suatu  perus ahaan.  Beberapa   is tilah   umum   yang s 
ering   dipakai   dalam   database  adalah   s ebagai 
berikut :





Field yaitu s ekumpulan kecil dari kata atau 
s ebuah deretan dari angka-angka. 




berelas i s ecara logis . 
File  yaiut  s ekumpulan   dari  record  yang 
berelas i s ecara logis . 
  
d. Entity yaiut orang, tempat, benda, atau 
kejadian  yang berkaitan  dengan informas i 





Attribute  yaitu  s etiap   karakteris tk   yang 
menjelas kan s uatu entity. 








nilainya berguna untu menghubungkan 
primary  keu  yang berada pada tabel yang 
berbeda. 
Database merupakan s alah s atu bagian yang penting 
dalam  s is tem  informas i  ini.  Apabila  orang  yang 
menyebut   database,   bias anya  dikaitkan    dengan 
sofware/perangkat   lunak  yang  dapat  menyimp a n 
data dalam s uatu s is tem dan dapat diambil kemba li 
kapan  s aja  dan  darimana   s aja.  Padahal  bias anya 
database tidak hanya merupakan  perangkat lunak, 
tetapi  jauh   s ebelum  digunakan   teknologi  dalam 
pembuatan    database,    orang    telah    melakuka n 
dokumentas i s ecara manual  dan s emuanya berupa 
hardcopy/material. 
 
1.5      Sms Gateway 
 
SMS (Short messages  services  ) merupakan  s alah 
s atu layanan dari berbagai macam  operator s eperti 
gs m dan cdma. Teknologi s ms memun gkinkan  untuk 
mengirim  pes an alphanumerik  s ingkat dari s ebuah 
pons el ke  pons el yang  lainnya.  Dan  dari  s itulah 
akhirnya  berkembang   untuk  menciptakan   s ebuah 
portal yang bes ar yang didalamnya  ters edia layanan 
pengiriman   SMS  dari  webs ite  ke  s ebuah  nomor 










Gambar 2 - 8 Struk tur SMS Gateway 
 
1.6      Gammu 
 
Gammu    adalah   s ebuah  aplikas i   platform   yang 
berfungs i untuk menjembatani  antara databas e pada s 
ms  gateway  dengan databas e pada  s ms  devices . 
Aplikas i  gammu    berupa  daemon   yang   berjalan s 
ecara    background.   Pada    s etiap    s aat   ga mmu 
memonitoring  s ms devices dan s ms gateway. Ketika 
ada s ms pada inbox s ms devices maka  gammu akan 
memindahkannya   kedalam  databas e s ms  gateway 
begitupun juga  s ebaliknya  ketika  mengirim   pesan 
pada s ent item  maka  akan  dipindahkan  ke  dalam 
databas e. 
Gambar 2 - 9 PHP 
 
PHP adalah kependekan dari “hypertext 
preprocessor”, jadi PHP adalah bahas a s ripting web 
HTML-embedded.    Ini   berati   kode   PHP   dapat 
dis is pkan  kedalam   HTML   halaman   web.  Ketika s 
ebuah halaman PHP diaks es , kode PHP dibaca oleh 
server/output   dari   fungs i   PHP    pada   halaman 
bias anya dikembalikan   s ebagai kode  HTML,  yang 
dapat dibaca oleh brows er karena kode PHP diubah 
menjadi   HTML   s ebelum   halaman   dibuka,   jadi 
pengguna tidak akan dapat melihat  kode PHP pada 
halam  ini.  Ini  membuat  halam  PHP  cukup  aman 
utnuk  mengaks es  database  dan  informas i   aman 
lainnya. 
Contoh program PHP : 
<?php 
Echo “hello world”; 
?> 
 
1.8      XAMPP 
 
 
Gambar 2 - 10 XAMPP 
 
Xampp  merupakan   s ingkatan  dari  (  empat  s is tem 
operas i apapun ), apache, mysql, PHP, perl. Xampp 
merupakan   tool  yang  dibuat  untuk  menyediakan 
paket  perangkat  lunak  kedalam   s atu buah  paket. 
Sedangkan   pada  dalam  paketnya  s udah  terdapat 
apache  (web   server   ),   mys ql   (database),   PHP 
(server        s ide   s cripting).    Perl,    FTP    server, 
PHPMyadmin  dan berbagai pus taka bantu lainnya. 
Bagian    XAMPP    yang   bias a   digunakan   pada 
umumnya. 
 
1.9      DNS (Domain  Name  Server) 
 
DNS(Domain   Name  Server)  adalah  s ebuah s erver 
yang berfungs i untuk mengetahui  dari  ip  address s 
erver. Fungs i yang paling penting dan utama  dari 
DNS  adalah untuk menerjemahkan   nama  dari host 
yang menjadi alamat IP ataupun s ebaliknya s ehingga 
itu akan mempermudah  pengguna untuk mengingat 
nama    hos t   dari    mas ing -mas ing     client.    DNS 
dibedakan  menjadi  dua, ada yang dis ebut s ebagai 
Primary   Name   Server  yaitu   s ebuah  DNS   yang 
bertanggung jawab dalam hal mengingat IP address
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dari s ebuah komputer. Ada juga yang bias a dis ebut 
dengan Secondary Name Server adalah s ebuah DNS s 
erver yang memperoleh  datanya berdas akan data- 
data domain dan sub domain primary. 
 
1.10    DHCP    (Dynamic     Hos t    Configurati on 
Protocol) 
 
DHCP  merupakan  s ebuah layanan yang berfungs i 
s ebagai  memberikan    alamat   ip   s ecara   otomatis 
kepada client ketika client terhubung dengan s erver. 
Komputer  yang  meminta   alamat  IP  bias a dis ebut 
dengan  DHCP   Client   s edangkan  yang  membe ri 
dis ebut   dengan   DHCP    s erver.   DHCP    s angat 
membantu     admin    ketika     membangun    s ebuah 
jaringan karena admin tidak perlu mens etting s ecara 
manual tetapi cukup dengan menkonfiguras i DHCP s 
erver, s ehingga client yang terhubung pada jaringan 
tidak  perlu  untuk  mengkonfiguras i  ulang  s ecara 
manual. 
 
1.11    WEB SERVER 
 
Web s erver adalah s ebuah aplikas i  yang berfungs i 
untuk memberikan  layanan data yang nantinya 
berfungs i menerima  HTTP  atau HTTPS  dari klien 
lalu   kemudian   mengirimkan    kembali   pada  web 
brows er yang datany a berbentuk HTML. 
 
1.12    SNMP (Simple Network  Protocol) 
 
SNMP  (Simple  Network  Protocol ) adalah  s ebuah 
protocol yang bekerja pada layer aplikas i pada OSI 
layer.  Snmp  menyedakan  komunikas i  yang  bias a 
dis ebut dengan agent dan manager  yang berfungs i 
untuk  melakukan   monitoring  atau  mengatur 
perangkat-perangkat  network s eperti s witch, router, 
pc, printer dan perangkat network yang lainnya. 
SNMP    manager    merupakan    aplikas i    network 
management   yang  berjalan   pada  PC   dan  agent 
adalah s ofware yang berjalan pada dev ice yang akan 
di atur pros es nya. 
 
1.13    HTB Tools (Hierarchical  Token Bucket) 
 
HTB    (Hierarchical    Tok en   Buck et )   merupakan 
aplikas i yang berfungs i untuk mengatur pembagian 
bandwidth, pembagian bandwtih yang dibuat 
merupakan  s ecara hirarki yang dibagi-bagi kedala m 
kelas       s ehingga      mempermudah        pengaturan 
bandwidth.   Sedangkan   HTB    Tools   merupaka n 
aplikas i yang dipakai untuk manajemen  bandwidth. 
Hierarchical   Token   Bandwidth   (HTB) 
menggunakan  Token  Bucket  Filter  (TBF)  s ebagai 
es timator     untuk     menentukan     apakah     s uatu 
kelas /prioritas   berada  dalam  keadaan  underlimit , 
atlimit   atau  overlimit.   TBF  bekerja  dengan das ar 
algoritma   ember   tok en,  s etiap  paket  yang  akan 
dikirimkan   harus memiliki  token yang berada dalam 
ember token, jika  token tak ters edia di dalam ember 
maka    paket-paket   yang  akan   dikirimkan     harus 
menunggu s ampai ters edia token yang cukup untuk 
mengirimkan      paket    yang    s edang    menunggu. 
Implementas i    TBF    terdiri    dari    s ebuah   buffer 
(buck et) , yang s ecara  kons tan diis i  oleh  beberapa 
informas i  virtuak yang dinamakan  tok en, pada link 
yang s pes ifik. Parameter  paling penting dari bucket 
adalah ukurannya, yaitu banyaknya token yang dapat 
dis impan.  Setiap token yangmas uk mengumpulka n 
s atu  paket   yang  datang   dari   antrian   data   dan 
kemudian dihapus dari bucket. Dengan 
menghubungkan  algoritma   ini  dengan  du a aliran 
token  dan  data,  akan  didapati  tiga  buah 
kemungkinan  s kenario : 
1.    Data  yang datan pada TBF  memiliki   link 
yang s ama dengan mas uknya tok en. Dala m 
hal ini, s etiap paket yang mas uk memili ki 
token-nya     mas ing-mas ing      dan     akan 
melewati  antrian tanpa adanya delay. 
 
2. Data yang datang pada TBF memiliki   link 
yang lebih kecil daripada link token. Hanya 
s ebagian token yang dihapus pada output 
pada   tiap   paket   data   yang  dikirim    ke 
antrian, dan token akan menumpuk, 
memenuhi   ukuran   bucket.   Token   yang 
tidak   digunakan   kemu dian    akan   dapat 
digunakan  untuk mengirimkan    data pada 
kecepatan   yang   melampau     link   token 
s tandar, ini  terjadi  jika  ada  ledakan  data 
yang pendek. 
 
3. Data yang datang pada TBF memilik   link 
yang lebih  bes ar daripada  link token. Hal 
ini berarti bucket akan s egera kos ong dari 
token, yang menyebabkan TBF akan 
menutup  alirannya  untuk s ementara.  Hal 
inilah   yang  dinamakan   s ituas i overlimit . 
Jika paket-paket  tetap datang, maka paket - 
paket akan s egera dibuang (--, Penjelas an 
Hierarchical  Token Bucket, 2007). 
 
1.14    Zeroshell 
 
Zeros hell    merupakan     dis tro    Linux    untuk 
Network   Appliance,   baik   di  s erver  maupun   di 
perangkat embedded. Didalamnya  terdapat beberapa 
aplikas i di dalamnya antara lain : LDAP,  RADIUS, 
VPN,   Qos ,  Router,  DNS,  Firewall,   HTTP  Poxy. 
Zeros hell    merupakan    dis tro    linux    independen s 
ehingga zeros hell tidak dapat ditambahkan  s ervice 
dengan s ecara manual. 
3.    Analis is dan Perancangan 
 
3.1  Gambar an  Sis tem Saat Ini 
 
Gambaran    umum   s is tem  pada   madras ah   aliyah 
negeri    1    bojonegoro,    pihak    s ekolah    s udah 
mempunyai   jaringan  internet  d engan beraks es kan 
melalui  s atu modem  yang diaks es  oleh s is wa, itu s 
angat tidak efis ien dan kurang menjangkau  untuk 
jangkauan   s eluruh  s ekolah.  Selain   itu  madras ah
ISSN : 2442-5826 e-Proceeding of Applied Science : Vol.1, No.3 Desember 2015 | Page 2327
 aliyah  negeri  1  bojonegoro  juga  belum  memili ki 
aplikas i  yang memumpuni   untuk kegiatan  belajar 




Gambar 3 - 1 Topologi Awal 
 
1.15    Analisis Kebutuhan Sistem 
 
3.2.1      Sis tem Us ulan 
 
Kerberos s ebagai authentikas i dari web akan di ins tal 
pada     s is tem     operas i     Zeros hell,     s edangkan 
monitoring  pada cacti, manajemen  bandwidth HTB 
tools , s ms  gateway  dengan  gammu  akan  di  ins tal 
dalam  s atu  s is tem  operas i  ubuntu. Dimaks udka n 
untuk memudahkan   admin  untuk mengawas i  dan 

















Gambar 3 - 2 Topologi Usulan 
 
 
Gambar 3 - 3 Sistem Usulan 
 
3.2.2      Alur Kerja Sis tem 
 
 
Gambar 3 - 4 Alur Kerja Sistem 
 
1. Sis wa  dan guru merupakan  dua pengguna 
dari s is tem yang dibangun. 
 
2. Ketika  s is wa dan guru terhubung kedalam 
jaringan  Man 1 Bojonegoro maka  mereka 
akan    mas uk    pada    pros es    autentikas i 
kerberos 5 menggunakan  zeros hell,  di s ini 
mereka   harus  melakukan   login   jaringan 
man 1 bojonegoro. 
 
3. Ketika  nama  us er benar-benar  ada  maka 
us er dapat mengaks es  jaringan  yang  ada 
pada  man  1  bojonegoro,  kemudian   us er 
akan  redirect s ecara otomatis  oleh s is tem 
mas uk   pada   halaman   portal   informas i s 
is wa. Ketika us er ingin mas uk pada portal 
informas i maka mereka harus login terlebih 
dahulu. 
 
4. Lalu kemudian  s is wa dan guru mempunya i 
beberapa hak aks es yang berbeda.
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5. Guru   dapat  menginputkan   pengumuman 
dan abs ens i s is wa, pada bagian abs ens i jika 
s is wa tidak mas uk maka s is tem akan s ecara 
otomatis mengirimkan  data ters ebut kepada 
orang tua s is wa. 
 
6. Sis wa   hanya  bis a  melihat   pengumuman 
yang diberikan oleh guru dan orang tua 
mereka   akan  menerima   s ms  dari  s is tem 
ketika mereka  tidak mas uk s ekolah. 
 
1.15.2    Rencana  Pengujian 
Rencana pengujian  dengan menggunakan  s imulas i 
yang memakai   beberapa  client  s ebagai parameter 
pengukuran  terhadap  s ample  yang  diambil  pada 
s ekolah madras ah aliyah negeri 1 bojon egoro. Dan 
beberapa parameter keberhas ilan pada s aat s imulas i 
pengujian adalah s ebagai berikut : 
1.   Client  dapat memas uki  web authentication 
yang telah dibuat dengan menggunakan 
kerberos 5 pada zeros hell. 
 
2. Memonitoring          jaringan         dengan 
menggunakan cacti. 
 
3.   Berjalannya  s ms gateway pada web portal 
informas i MAN 1 Bojonegoro . 
 
4. Admin dapat mengatur bandwidth pada 
penggunaan client  dengan menggunakan 
HTB. 
5.   Pengujian daripada kinerja dari s erver yang 
telah dibuat pada MAN 1 Bojonegoro. 
 
1.16    Kebutuhan Perangkat Keras dan 
Perangkat Lunak 
 
Perangkas t   keras    dan    perangkat    lunak    yang 
dibutuhkan untuk s is tem adalah s ebagai berikut : 
1.    Perangkat Keras 
 
a. 1   buah    komputer    s ebagai   s erver 
zeros hell 
b.    2 buah laptop, 1 s ebagai s erver utama, 
1  s ebagai client  yang  nantinya akan 
dipakai di pengujian. 
c. Acces s      Point       yang      berfungs i 
menghubungkan   dari   kedua   s erver 
s ekaligus aks es wifi untuk client. 
 
2.    Perangkat Lunak 
 
a. Ubuntu 14.04  s ebagai operas i s is tem 
dari s erver. 
 
b. Zeros hell 3.3 s ebagai operation s is tem 
dari web authentication . 
 
4.    Implementas i  dan Pengujian 
 
4.1  Implementas i 
Implementas i pada s is tem monitoring  menggunakan 
cacti dan authentikas i menggunakan  kerberos akan 
dijelas kan   pada  s ub   bab   berikut   terdapat   juga 
langkah-langkah dalam pembangunan s is temnya. 
 
4.1.1Pembangunan   s erver 
Berikut adalah tahapan tahapan ins tallas i dari 


















































4.2.1  Pengujian Server 
Pengujian s erver dilakukan  karena untuk mengetes t 
apakah s erver yang telah dikonfiguras i s udah bias 
berjalan. Untuk pengujian yang pertama penulis 
melakukan   pengujian  terhadap dns , dhcp dan web s 
erver yang ada pada s erver utama. 
a.    Pada   gambar   di   bawah   ini   merupakan 
pengujian dns pada s erver.
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Gambar 4 - 1 Pengujian DNS Server 
 
b. Selanjutnya  penulis  melakukan   pengujian 
dns dan dhcp, dalam pengujian ini penulis 
melakukan   dengan  pc  s erver  utama  dan 
s erver  zeros hell  s udah  berada  pada  s atu 
jaringan   dan   s udah  terhubung   kedalam 
acces s point,  lalu  s elanjutnya  di  s haring 
kepada client dengan wireles s . 
 
 
Gambar 4 - 2 Pengujian DHCP dengan acces point 
 
c. Lalu   s elanjutnya  us er  akan  mas uk  pada 
jaringan yang s udah terhubung, ketika us er 
akan melakukan  koneks i ke internet dengan 
melalui web brows er maka s ecara langs ung 
us er akan  mas uk pada s erver authentikas i 
dengan kerberos 5  pada  zeros hell,  s eperti 
pada gambar di bawah ini. 
 
 
Gambar 4 - 3 Pengujian Captive Portal 
 
d. Lalu   kemudian   is ikanlah   pas s word  dan 
us ername us er, ketika  us er s udah terdaftar 
dalam  databas e maka   us er  akan   s ecara 
redirect terhubung pada 
“login.man1bojonegoro.s ch”     dan     akan 
muncul  tab  internet  acces s  s eperti  pada 
gambar di bawah ini. 
 
 
Gambar 4 - 4 Network Access Zeroshell 
 
 
Gambar 4 - 5 Halaman Redirect 
 
Didalam zeros hell admin dapat mengetahui 
s iapa s aja yg terhubung dengan mas uk pada 
kolom captive portal. Di bawah adalah 
contoh   bahwa    admin     mas uk    dengan 

















Gambar 4 - 6 Monitoring User Zeroshell 
 
e. Ketika   us er  s udah  mas uk  pada  jaringan 
madras ah aliyah negeri 1 bojonegoro, maka 
us er   bis a   mas uk   pada   layanan   portal
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 informas i yang dis ediakan s ekolah untuk 3 
us er :  admin,  guru  dan s is wa. Di  bawah 
merupakan has il pengujian webs erver telah 
dipas ang menjadi https . 
 
 
Gambar 4 - 7 Pengujian SSL 
 
 
Gambar 4 - 8 Pengujian Web Server 
 
4.2.2      Monitoring  Cacti 
Pada gambar di bawah ini merupakan  tampak has il 
pengujian  dari  monitoring  terhadap  s erver utama. 
Berikut  adalah has il dari grafik yang muncul pada 
s erver. Dari  monitoring  ini  kita  dapat mengetahui 
















Gambar 4 - 9 Pengujian Grafik Cacti 
 
Gambar 4 - 10 Pengujian Grafik Cacti2 
 
4.2.3      Web Portal dan SMS Gateway 
Didalam  portal informas i  terhadap dua menu  yang 
dis ediakan  menu  yang  pertama  merupakan   menu 
informas i     yang     berupa     pengumuman      yang 
dis ampaikan  oleh  guru terhadap  s is wa  dan  hanya 
guru s aja yang bis a memberikan  informas i ters ebut. 
Ketia guru menginputkan  pengumuman  maka  akan 
ada 2 pilihan jenis pengumuman yaitu berupa 
















Gambar 4 - 11 Input Pengumuman 
 
Kemudian   dalam   portal  informas i   terda pat  s ms 
gateway  yang telah  terintegras i dengan kehadiran s 
is wa, ketika  guru menginputkan  kehadiran  s is wa 
dan s is wa dinyatakan tidak mas uk maka s ys tem akan 


















Gambar 4 - 12 Halaman Input Absensi
ISSN : 2442-5826 e-Proceeding of Applied Science : Vol.1, No.3 Desember 2015 | Page 2331
menggunak an k erberos pada  MAN  1  Bojonegoro 
adalah s ebagai berikut : 
1) Server   yang  dibangun  berupa  1   s erver 
utama   dan   1   s erver   web   authentikas i 
berhas il   dilakukan,     itu    terbukti    pada 
pengujian yang dilakukan. 
 
2) SMS  Gateway   tentang  kehadiran   s is wa 
yang    terintegras i   dengan    web    portal 
informas i   s is wa   s udah  berjalan   dengan 
baik, itu terbukti dengan dilakukannya 




Gambar 4 - 13 Pengujian SMS 
 
Berikut adalah s krip dari s ms gateway yang 
terintegras i dengan web portal. 
if($_POST[$ra]=="A"){ 
$noTujuan = "+62$rs [tlp]"; 
$mes s age = "Kami Memberitahukan 
bahwa pada tanggal $rs a[tgl]. Nama : $rs [nama]. 
Alamat : $rs [alamat].  Tidak Mas uk Sekolah Tanpa 
Keterangan"; 
$query = "INSERT  INTO 
outbox(Des tinationNumber,  TextDecoded, 
CreatorID,  Clas s ) 




4.2.4      Manajemen  Bandwi dth  (HTB  Tools ) 
Htb akan s ecara otomatis menampilkan  bahwa s iapa 
s aja       yang       terhubung       didalam       jaringan 
man1bojonegoro. 
 
Gambar  4 - 14 Manajemen Bandwith. 
 
5.    Kes impulan  dan Saran 
 
 
5.1  Kes impulan 
 
Adapun kes impulan yang dapat diambil berd as arkan 
has il    dari    implementasi    monitoring    jaringan 
menggunak an    cacti     dan     web     authentikasi 
3) Monitoring  s is tem yang  dilakukan   untuk 
memudahkan    admin    dalam   mengont rol 
s erver berjalan dengan baik. 
 
4) Manajemen  Bandwith  menggunakan  HTB 
Tools berjalan pada s erver dan s udah dapat 
dipakai dan s udah melalui  pengujian pada 
proyek akhir ini. 
 
5.2  Saran 
 
Adapun   s aran   yang   ingin   dis ampaikan   dalam 
pembuatan proyek akhir ini adalah : 
1) Download   vers i  terbaru   pada  zeros hell 
untuk  pengembangan  s is tem  yang  lebih 
baik. 
 
2) Mengembangkan   web   portal  yang   ada, 
mis alnya  dengan melakukan   penambahan 
module  didalamnya,   s eperti  penambahan 
input     nilai     untuk     s is wa    itu     akan 
memudahkan    s is wa  untuk  melihat   nilai 
mereka  s ecara online. 
 
3) Untuk           penyus unan           s elanjutnya 
kembangkan   kembali   s is tem-s is tem  yang 
telah dibangun dan belum ada pada s erver. 
 
4) Untuk  penggunaan  s is tem dari  zeros hell s 
udah diatur, s ehingga penggun a tidak bis a 
menambahkan  fitur-fitur  diluar s is tem. 
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