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C´ılem te´to pra´ce je vytvorˇen´ı zarˇ´ızen´ı pro autentizaci rˇecˇn´ıka podle hlasu. V rˇesˇen´ı je pouzˇito
knihovny BSAPI, ktera´ byla vyvinuta spolecˇnost´ı Phonexia. Knihovna je napsa´na v jazyce
C++ a byla portova´na na zarˇ´ızen´ı Raspberry Pi B+. Spra´vny´ chod je zajiˇsteˇn skriptem
napsany´m v jazyce Python. Vytvorˇene´ rˇesˇen´ı je urcˇiteˇ zaj´ımave´ a mu˚zˇe se v budoucnu sta´t
spolehlivy´m bezpecˇnostn´ım syste´mem.
Abstract
The aim of this BSc. thesis is to create a device for authentication based on human voice.
The solution is based on the BSAPI speech processing library developed by Phonexia. The
library written in C++ was ported to the Raspberry Pi B+ device. The core functionality
of the application was implemented in a Python script. The resulting solution is certainly
interesting and may become a reliable security system in near future.
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Pro svou bakala´rˇskou pra´ci jsem si vybral te´ma
”
Odemyka´n´ı bra´ny hlasem“. Zaujala
meˇ mozˇnost rozsˇ´ıˇrit si obzory z oblasti bezpecˇnosti a zjistit, jak se biometricke´ syste´my
vyv´ıjej´ı. Biometrie je v dnesˇn´ı dobeˇ velmi zˇa´dana´ a rychle se rozv´ıjej´ıc´ı discipl´ına. Ru˚zne´
formy autentizace lze dnes naj´ıt vsˇude kolem na´s. Jedna´ se naprˇ´ıklad o cˇtecˇky otisk˚u prst˚u
na mobiln´ıch telefonech nebo rozpozna´va´n´ı oblicˇej˚u. Biometrie sky´ta´ obrovsky´ potencia´l. Jizˇ
dnes velice spolehliveˇ slouzˇ´ı nejen v oboru kriminalistiky. Jednoznacˇneˇ lze rˇ´ıci, zˇe prˇ´ısp´ıva´
ke zvy´sˇen´ı bezpecˇnosti. Prˇina´sˇ´ı s sebou taky urcˇitou formu pohodl´ı. Biometricke´ vlastnosti
je na rozd´ıl od r˚uzny´ch prˇ´ıstupovy´ch karet teˇzˇsˇ´ı ztratit. Samozrˇejmeˇ vsˇechno ma´ sve´ pro i
proti. I biometrie ma´ sva´ u´skal´ı. V dnesˇn´ı dobeˇ se da´ zfalˇsovat i otisk prstu. Nehledeˇ na to,
zˇe s kazˇdy´m poskytnut´ım svy´ch jedinecˇny´ch vlastnost´ı, prˇicha´z´ıme o znacˇnou cˇa´st sve´ho
soukromı´.
Identifikace rˇecˇn´ıka hlasem se v dnesˇn´ı dobeˇ uplatnˇuje prˇeva´zˇneˇ v oblasti bezpecˇnosti
a obrany, v kriminalisticky´ch u´stavech pro posouzen´ı a prezentaci d˚ukazn´ıho materia´lu, v
banka´ch pro zvy´sˇen´ı bezpecˇnosti prˇ´ıstupu k u´cˇtu nebo pro odhalovan´ı podvodn´ık˚u beˇhem
telefonicky´ch zˇa´dost´ı o u´veˇr, nebo pro vyhleda´va´n´ı ve videoarchivech. V teˇchto oblastech
p˚usob´ı naprˇ´ıklad firmy Phonexia, Agnitio, Nuance, SpeechPro nebo VoiceTrust. My chceme
prˇine´st vy´hody te´to technologie i do beˇzˇny´ch doma´cnost´ı, kde hlasova´ biometrie mu˚zˇe
prˇine´st veˇtsˇ´ı bezpecˇnost nebo naopak komfort (naprˇ´ıklad ztra´ta kl´ıcˇ˚u deˇtmi).
C´ılem pra´ce je navrhnout a implementovat jednoduchy´ dialogovy´ syste´m pro odemyka´n´ı




V te´to kapitole je popsa´na strucˇna´ historie a soucˇasne´ rozdeˇlen´ı biometricky´ch metod.
Mala´ cˇa´st je take´ veˇnova´na jejich spolehlivosti. Da´le jsou vysveˇtleny pojmy jako identita,
identifikace a verifikace. V neposledn´ı rˇadeˇ je popsa´n biometricky´ syste´m a nakonec jaky´m
zp˚usobem jsou tyto syste´my hodnoceny.
2.1 Histrorie
Slovo biometrie pocha´z´ı p˚uvodem z rˇecˇtiny ze slov bios = zˇivot a metron = meˇrˇ´ıtko. Dalo
by se tedy rˇ´ıci, zˇe biometrie je automaticke´ rozpozna´va´n´ı osob na za´kladeˇ jejich jedinecˇny´ch
biologicky´ch rys˚u. Mezi nejzna´meˇjˇs´ı metody autentizace patrˇ´ı naprˇ. otisky prst˚u, DNA nebo
charakteristika p´ısma. Lide´, anizˇ by si to uveˇdomovali, denneˇ rozpozna´vaj´ı jine´ osoby pra´veˇ
na za´kladeˇ teˇchto anatomicky´ch vlastnost´ı: oblicˇeje, hlasu, postavy, pohybu atd. [1]
Biometricke´ syste´my lide´ pouzˇ´ıvaj´ı jizˇ od nepameˇti. Zmı´nky o n´ı mu˚zˇeme naj´ıt jizˇ ve
Stare´m za´koneˇ. Je zde popsa´no zavrazˇdeˇn´ı tis´ıc˚u osob pra´veˇ na za´kladeˇ sˇpatne´ho vyslo-
ven´ı slova
”
shibboleth“, ktere´ pouzˇ´ıvali Izraelite´ k rozpozna´va´n´ı uprchl´ık˚u od ostatn´ıch.
Otisky prst˚u pouzˇ´ıvali uzˇ Babylonˇane´ pro potvrzova´n´ı obchodn´ıch smluv. O tento obor se
velice zaj´ımal cˇesky´ prˇ´ırodoveˇdec Jan Evangelista Purkyneˇ. Ovsˇem jeho za´jem byl cˇisteˇ
prˇ´ırodoveˇdecky´, acˇkoliv uznal mozˇnost deˇlen´ı obrazc˚u papila´rn´ıch lini´ı podle geometricky´ch
vlastnost´ı. Velky´m pr˚ukopn´ıkem, co se daktyloskopie ty´cˇe, byl William J. Herschel. Pouzˇ´ıval
otisky prst˚u pro stvrzen´ı o prˇevzet´ı mzdy. Pracoval totizˇ jako kolonia´ln´ı u´rˇedn´ık v Indii.
Kazˇdy´ deˇln´ık musel prˇi prˇevzet´ı mzdy otisknout sv˚uj palec na vy´platn´ı pa´sku. O zaveden´ı
daktyloskopie do praxe se zaslouzˇil Juan Vucetich, ktery´ v roce 1891 v Argentineˇ sn´ımal
otisky prst˚u obvineˇny´m osoba´m, ktere´ potom mohli vyuzˇ´ıvat policejn´ı u´rˇady. V USA byla v
roce 1924 zavedena identifikacˇn´ı divize, vyuzˇ´ıvaj´ıc´ı pra´veˇ otisk˚u prst˚u, u FBI. Jejich sb´ırka
obsahovala v roce 1946 100 milion˚u za´znamu˚ se vsˇemi deseti otisky prst˚u [2].
Dnes pouzˇ´ıvaj´ı syste´m IAFIS (Integrated Automated Fingerprint Identification System),
ktery´ je v provozu 24 hodin denneˇ a 365 dn´ı v roce. Aktua´lneˇ tento syste´m obsahuje neˇco
kolem 104 milion˚u otisk˚u prst˚u. [3]
2.2 Soucˇasnost
Biometrie dnes uzˇ nenacha´z´ı sve´ uplatneˇn´ı jen v oblasti kriminalistiky a soudnictv´ı.
Dı´ky cˇ´ım da´le rychleji rozv´ıjej´ıc´ım se technologi´ım, biometricka´ identifikace nacha´z´ı sve´
uplatneˇn´ı i v beˇzˇne´m zˇivoteˇ. Mezi jej´ı hlavn´ı vy´hody urcˇiteˇ patrˇ´ı:
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1. je velice obt´ızˇne´ ji ztratit
2. zvysˇuje bezpecˇnost
3. nen´ı prˇenositelna´
4. prˇina´sˇ´ı veˇtsˇ´ı komfort
5. je velice teˇzˇke´ ji zfalˇsovat
Jedny z nejzna´meˇjˇs´ı biometricke´ vlastnost´ı jsou naprˇ´ıklad: otisky prst˚u, DNA, oblicˇej,
duhovka, dlanˇ, hlas atd. Jejich pod´ıly vyuzˇit´ı na trhu mu˚zˇeme naj´ıt na prˇilozˇene´m obra´zku
2.1 a detailneˇjˇs´ı srovna´n´ı jednotlivy´ch metod v tabulka´ch 2.1 a 2.2:
Obra´zek 2.1: Rozdeˇlen´ı biometricky´ch aplikac´ı na trhu [4].
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Metoda Univerza´lnost Jedinecˇnost Sta´lost Dostupnost Prˇesnost
DNA V V V N V
Oblicˇej V N S V N
Duhovka V V V S V
Otisk prstu S V N V S
Hlas S N N S N
S´ıtnice V V S N V
Podpis N N N V N
Geometrie ruly S S S V S









Geometrie ruly S S
Tabulka 2.2: Tabulka srovna´n´ı biometricky´ch vlastnost´ı [5].
Vysveˇtlivky k tabulka´m: V - vysoka´, S - strˇedn´ı, N - n´ızka´
Identifikova´n´ı osob pomoc´ı biometrie dnes naby´va´ na vy´znamu a zajiste´ ma´ velikou
budoucnost. Lide´ chteˇj´ı mı´t sta´le lepsˇ´ı syste´my zabezpecˇen´ı a prˇesneˇ toto jim biometrie
nab´ız´ı. Cˇ´ım da´l v´ıce roste pocˇet online plateb. Spolecˇnost MasterCard, zaby´vaj´ıc´ı se pla-
tebn´ımi kartami, jizˇ spustila sluzˇbu mobiln´ıch plateb na za´kladeˇ otisku prstu. Dı´ky aplikaci
MasterPass, ktera´ je jednou z prvn´ıch biometricky´ch platebn´ıch aplikac´ı na sveˇteˇ, budou
mobiln´ı platby zase o neˇco pohodlneˇjˇs´ı a bezpecˇneˇjˇs´ı. MasterCard zat´ım neeviduje zˇa´dne´
zneuzˇit´ı te´to technologie [6].
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2.3 Identita, Identifikace, Verifikace
Tyto pojmy jsou u´zce spojeny s biometri´ı. Slovo Identita vycha´z´ı z latinske´ho slova
identitas, ktere´ bylo odvozeno ze slova idem - stejny´. Kazˇdy´ z na´s ma´ svou identitu a jsme
ji jednoznacˇneˇ charakterizova´ni [2].
Identita je zalozˇena na teˇchto principech [1]:
1. Neˇco co v´ıme (heslo, PIN)
Tento princip je zalozˇen na z´ıska´n´ı informace, kterou je nutne´ si zapamatovat. Jedna´ se
obvykle o bezpecˇnostn´ı hesla. V tomto prˇ´ıpadeˇ existuje nebezpecˇ´ı z´ıska´n´ı takovy´chto
informac´ı u´tocˇn´ıkem. Nehledeˇ na skutecˇnost, zˇe danou informaci mu˚zˇeme zapome-
nout.
2. Neˇco co ma´me (kl´ıcˇ, kartu)
Za´kladem je vlastnit neˇco, co nikdo jiny´ nema´. Zde existuje opeˇt mozˇnost odcizen´ı
dane´ veˇci, cˇi ztra´ta. Nen´ı ani vyloucˇena mozˇnost nelega´ln´ıho okop´ırova´n´ı.
3. Neˇco co jsme (chova´n´ı,vzhled)
U tohoto principu jsme sami sobeˇ vstupn´ım kl´ıcˇem. Samozrˇejmeˇ ztra´ta cˇi zapomneˇn´ı
sebe sama asi neprˇipada´ v u´vahu. V dnesˇn´ı dobeˇ ale nen´ı azˇ tak velky´m proble´mem
vytvorˇit kopii otisku prstu. Nejlepsˇ´ı metodou zabezpecˇen´ı je samozrˇejmeˇ kombinace
neˇkolika princip˚u dohromady.
Pojem Identifikace znamena´ proces zjiˇsteˇn´ı identity. Samotny´ proces spocˇ´ıva´ v urcˇen´ı
identity na za´kladeˇ biometricke´ vlastnosti, prˇicˇemzˇ syste´m porovna´va´ dany´ vzorek se vsˇemi
ostatn´ımi vzorky, ktere´ jsou ulozˇeny v databa´zi. Proto se taky rˇ´ıka´, zˇe identifikace je po-
rovna´va´n´ı 1:N. Vy´sledkem takove´ho porovna´va´n´ı je bud’to nalezena´ identita, nebo identita
nen´ı nalezena. Porovna´va´n´ı je samo o sobeˇ dosti cˇasoveˇ na´rocˇne´, obzvla´sˇt’ v prˇ´ıpadech
rozsa´hly´ch databa´z´ı. V takovy´ch prˇ´ıpadech je databa´ze rozdeˇlena do podkategori´ı a pote´ se
vzˇdy vyhleda´va´ jen v odpov´ıdaj´ıc´ı podkategorii [1].
Naprosto rozd´ılny´m procesem je verifikace. Je to proces porovna´va´n´ı jednoho vzorku
s jiny´m vzorkem. Jedna´ se tedy o porovna´n´ı 1:1. Tento proces je samozrˇejmeˇ mnohem
rychlejˇs´ı nezˇ proces identifikace. Neza´lezˇ´ı totizˇ na de´lce vstupu. Potrˇebny´ cˇas je sta´le stejny´.
Vy´sledkem mu˚zˇe by´t vpusˇteˇn´ı dane´ho uzˇivatele, nebo zamı´tnut´ı prˇ´ıstupu.
V oblasti biometrie jesˇteˇ cˇasto naraz´ıme na pojem autentizace. Autentizace urcˇuje hod-
noveˇrnost osoby. Prˇi pouhe´m porovna´va´n´ı dvou hesel je autentizace jednoduchou za´lezˇitost´ı.
Naopak u biometricke´ho porovna´va´n´ı se jedna´ o slozˇiteˇjˇs´ı u´lohu [1].
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2.4 Biometricky´ syste´m












Verifikační / Identifikační modul
Porovnání
Výsledek
Obra´zek 2.2: Biometricky´ syste´m [1].
Jak je jizˇ z obra´zku patrne´, oba moduly obsahuj´ı biometricky´ senzor a biometricky´
markant. Biometricky´ senzor slouzˇ´ı k z´ıska´n´ı a prˇeveden´ı vzorku do digita´ln´ı podoby. Pod
pojmem biometricky´ markant se ukry´vaj´ı jizˇ vyextrahovane´ rysy ze z´ıskane´ho vstupn´ıho
vzorku. Registracˇn´ı modul tento markant ulozˇ´ı do databa´ze. Verifikacˇn´ı modul deˇla´ tote´zˇ co
registracˇn´ı modul, ale neukla´da´ markant do databa´ze. Z databa´ze si nacˇ´ıta´ data k porovna´n´ı
aktua´ln´ıho markantu. Po porovna´n´ı dostaneme neˇjaky´ vy´sledek.
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Vy´sledkem by´va´ sko´re. Sko´re uda´va´ podobnost mezi vzorkem v databa´zi a pra´veˇ z´ıskany´m




Obra´zek 2.3: Oblasti prˇijet´ı a odmı´tnut´ı na za´kladeˇ porovna´n´ı sko´re s prahem [1].
Prˇi porovna´n´ı mu˚zˇe doj´ıt k dveˇma chybovy´m stav˚um:
1. Syste´m odmı´tne spra´vne´ho uzˇivatele - chybne´ odmı´tnut´ı.
2. Syste´m pust´ı neopra´vneˇne´ho uzˇivatele - chybne´ prˇijet´ı.
V souvislosti s teˇmito chybami bylo d˚ulezˇite´ zave´st hodnot´ıc´ı metriky, ktere´ jsou popsa´ny
v podkapitole 2.5.
Nikdo nen´ı dokonaly´ a biometricky´ syste´m samozrˇejmeˇ take´ ne. Na obra´zku 2.4 jsou
vyznacˇena mı´sta, kde mu˚zˇe doj´ıt k proble´mu˚m.
1. Falesˇna´ biometricka´ vlastnost - naprˇ´ıklad kopie otisku prstu.
2. Znovupouzˇit´ı stary´ch dat - vymeˇnˇova´n´ı informac´ı mezi senzorem a extraktorem
mu˚zˇe by´t zachyceno a znovu pouzˇito.
3. U´prava extraktoru - extraktor je upraven tak, aby se u´tocˇn´ık dostal do syste´mu.
4. Synteticky´ vektor rys˚u - vy´sledek extraktoru je nahrazen jiny´m.
5. Zmeˇna porovna´n´ı - vy´sledek porovna´n´ı mu˚zˇe by´t upraven.
6. Modifikace sˇablony - data ulozˇena´ v databa´zi mu˚zˇou by´t zmeˇneˇna
7. Blokova´n´ı kana´lu - kana´l mezi databa´z´ı a porovna´n´ım mu˚zˇe by´t zahlcen nesmy-
slny´mi dotazy.
8. Zmeˇna vy´sledku - je zmeˇneˇn vy´sledek cele´ operace.
Biometricky´ syste´m mu˚zˇe by´t postaven na r˚uzne´m spektru biometricky´ch vlastnost´ı. Ty
se deˇl´ı do dvou skupin [1]:
1. Staticke´ vlastnosti
Staticke´ vlastnosti jsou rozpoznatelne´ vzˇdy, nehledeˇ na stav cˇloveˇka. Rˇad´ıme zde naprˇ.
otisk prstu, obraz s´ıtnice oka, DNA.
2. Dynamicke´ vlastnosti
Naopak dynamicke´ vlastnosti jsou spojeny s urcˇity´m chova´n´ım osoby. Sem zcela jisteˇ
patrˇ´ı charakteristika p´ısma, ch˚uze a na´mi zkoumane´ rozpozna´va´n´ı podle hlasu.
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Obra´zek 2.4: Mozˇnosti napaden´ı biometricke´ho syste´mu [1].
Takte´zˇ biometricke´ syste´my deˇl´ıme do dvou skupin [1]:
1. Unimoda´ln´ı
Syste´my patrˇ´ıc´ı do te´to skupiny pouzˇ´ıvaj´ı pro oveˇrˇen´ı jen jednu biometrickou vlast-
nost. V beˇzˇne´m zˇivoteˇ se nejv´ıce setka´va´me pra´veˇ s teˇmito syste´my.
2. Multimoda´ln´ı
Jak jizˇ na´zev sa´m napov´ıda´, tyto syste´my vyuzˇ´ıvaj´ı bud’ v´ıce biometricky´ch vlast-
nost´ı najednou, nebo v´ıce znak˚u jedne´ biometricke´ vlastnosti. Takove´ syste´my jsou
samozrˇejmeˇ mnohem odolneˇjˇs´ı v˚ucˇi jaky´mkoliv u´tok˚um.
2.5 Hodnocen´ı spolehlivosti biometricky´ch syste´mu˚
1. Mı´ra chybne´ho prˇijet´ı - FAR [1]
FAR (False Acceptance Rate) urcˇuje pravdeˇpodobnost, se kterou syste´m vyhodnot´ı
dva odliˇsne´ vzorky jako shodne´, a tedy vpust´ı neopra´vneˇne´ho uzˇivatele.
Jej´ı vy´pocˇet je jednoduchy´:
FAR =
Pocˇet chybneˇ urcˇeny´ch shod dvojic vzoru
Celkovy´ pocˇet rozd´ılny´ch dvojic vzoru
2. Mı´ra chybne´ho odmı´tnut´ı - FRR [1]
FRR (False Rejection Rate) urcˇuje pravdeˇpodobnost, se kterou syste´m vyhodnot´ı dva
vzorky od te´zˇe osoby jako r˚uzne´, a tedy syste´m odmı´tne vpustit spra´vne´ho uzˇivatele.
Ke zjiˇsteˇn´ı takove´ pravdeˇpodobnosti pouzˇijeme vzorec:
FRR =
Pocˇet chybneˇ zamı´tnuty´ch shod dvojic vzorku
Celkovy´ pocˇet dvojic vzorku od stejne´ osoby
3. Mı´ra chybne´ shody - FMR [1]
FMR (False Match Rate) vyjadrˇuje ten stejny´ pod´ıl jako FAR s jediny´m rozd´ılem,
zˇe se zde nezapocˇ´ıta´vaj´ı pokusy, ktere´ selhaly jesˇteˇ prˇed porovna´n´ım. Jedna´ se tedy
o FAR zmensˇene´ o pocˇet FTA a FTE.
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4. Mı´ra chybne´ neshody - FNMR [1]
FNMR (False Non-Match Rate) vyjadrˇuje ten stejny´ pod´ıl jako FRR s t´ım rozd´ılem,
zˇe se zde nezapocˇ´ıta´vaj´ı pokusy, ktere´ selhaly jesˇteˇ prˇed porovna´n´ım. Jedna´ se tedy
o FRR zmensˇene´ o pocˇet FTA a FTE.
5. Mı´ra neschopnosti nasn´ımat - FTA [1]
FTA (False to Acquire) nasta´va´ v prˇ´ıpadeˇ odmı´tnut´ı biometricke´ charakteristiky,
prˇestozˇe je charakteristika prˇ´ıtomna. Jej´ı hodnota vyjadrˇuje, jak moc je dany´ senzor
vhodny´. Cˇ´ım vysˇsˇ´ı je mı´ra neschopnosti nasn´ımat, t´ım me´neˇ vhodny´ je dany´ senzor.
6. Mı´ra neschopnosti zaregistrovat se - FTE[1]
FTE (Failure to Enroll) vyjadrˇuje pod´ıl vzork˚u, ktere´ se syste´m nen´ı schopen naucˇit.
Naprˇ´ıklad v prˇ´ıpadeˇ sn´ıma´n´ı hlasu nemus´ı by´t vzˇdy hlas v nahra´vce rozpozna´m kv˚uli
okoln´ım zvuk˚um.
7. Mı´ra vyrovna´n´ı chyb - EER [2]
EER (Equal Error Rate) vyjadrˇuje idea´ln´ı hodnotu prahu. Na hodnoteˇ prahu jsou
za´visle´ pra´veˇ hodnoty FMR a FNMR. Cˇ´ım vysˇsˇ´ı stanov´ıme pra´h, t´ım mensˇ´ı bude
pravdeˇpodobnost, zˇe syste´m vyhodnot´ı dva odliˇsne´ vzorky jako shodne´, tedy sn´ızˇ´ı se
FMR. Naopak v tomto prˇ´ıpadeˇ vzroste pravdeˇpodobnost FNMR. Prˇi n´ızke´m prahu
nastane prˇesneˇ opacˇna´ situace. Tedy zvy´sˇ´ı se FMR a sn´ızˇ´ı se FNMR. EER vyjadrˇuje
hodnotu prahu, prˇi ktere´ dojde k rovnosti FMR a FNMR.
8. ROC krˇivka [2]
ROC (Reciever Operating Curve) urcˇuje kvalitu syste´mu. Krˇivka obvykle vyjadrˇuje





Rozpozna´va´n´ı mluvcˇ´ıho je cˇasto zameˇnˇova´no s rozpozna´va´n´ım rˇecˇi. Prˇitom se jedna´
o dva naprosto odliˇsne´ pojmy. Rozpozna´va´n´ı rˇecˇi se zaby´va´ prˇeveden´ım rˇecˇi do textu.
Touto oblast´ı se v pra´ci nebudu zaby´vat. V te´to kapitole je popsa´no neˇco ma´lo z historie
rozpozna´va´n´ı rˇecˇn´ıka, da´le jak je vytva´rˇen hlas a nakonec pop´ıˇsu r˚uzne´ typy syste´mu˚ k
rozpozna´va´n´ı rˇecˇn´ıka.
3.1 Historie
Beˇhem druhe´ sveˇtove´ va´lky byl vytvorˇen prˇ´ıstroj na vizualizaci spektrogramu [7]. Spek-
trogram je graf, ktery´ zobrazuje frekvence zvukove´ho signa´lu v pr˚ubeˇhu cˇasu. Po va´lce veˇdci
tvrdili, zˇe spektrogramy jsou jednoduchy´m na´strojem na identifikaci osob. Se spektrogramy
se spojil na´zev voiceprint. Termı´n voiceprint byl odvozen od otisku prstu - fingerprint [7].
Mezi roky 1960 azˇ 1980, kdy se zacˇaly objevovat prvn´ı pocˇ´ıtacˇe, se tato oblast zacˇala v´ıce
rozv´ıjet. Prˇiˇsly prvn´ı prˇ´ıstupove´ syste´my vyuzˇ´ıvaj´ıc´ı tuto metodu. V osmdesa´ty´ch letech
prˇiˇsla tato technologie i do telekomunikac´ı. V te´to dobeˇ byla vyvinuta jedna z kl´ıcˇovy´ch
technologi´ı tzv. skryte´ Markovovy modely (HMM) [8]. V devadesa´ty´ch letech byly d´ıky Lin-
guistic data consortium (LDC) odtajneˇny spolecˇne´ databa´ze hlasove´ verifikace [2]. Tento
krok meˇl velky´ vy´znam hlavneˇ z pohledu budouc´ıho vy´zkumu.
3.2 Tvorba hlasu
Hlas na´m slouzˇ´ı prˇedevsˇ´ım ke vza´jemne´ komunikaci. Je tvorˇen proudem vzduchu vytlacˇovane´ho
z plic pomoc´ı se´ri´ı neuromuskula´rn´ıch pokyn˚u, ktere´ vedou k rozvybrova´n´ı hlasivek. Na´sledneˇ
je vzduch r˚uzneˇ modulova´n tva´rˇemi, cˇelist´ı, jazykem, patrem a rty [8]. Hlasove´ u´stroj´ı lze
videˇt na obra´zku 3.1.
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Obra´zek 3.1: Pohled na hlasove´ u´stroj´ı cˇloveˇka [9].
3.3 Syste´my
Syste´m rozpozna´n´ı rˇecˇn´ıka ma´ za u´kol identifikovat nebo verifikovat identitu uzˇivatele na
za´kladeˇ hlasovy´ch charakteristik. Tyto syste´my rozdeˇlujeme na textoveˇ za´visle´, s textovou
vy´zvou a textoveˇ neza´visle´ [2].
3.3.1 Textoveˇ za´visle´
Textoveˇ za´visly´ syste´m, jak jizˇ sa´m na´zev napov´ıda´, je postaven na zada´n´ı stejne´ fra´ze
jak pro registraci, tak pro samotnou autentizaci. Prˇi kazˇde´ autentizaci se pouzˇ´ıva´ stejna´ sek-
vence zvuk˚u, a tud´ızˇ jsou extrahovane´ charakteristiky stabilneˇjˇs´ı. I proto vy´kon takovy´chto
syste´mu˚ by´va´ na dobre´ u´rovni. Do te´to kategorie rˇad´ıme i syste´my, kde si uzˇivatel nevol´ı
vstupn´ı fra´zi. V takove´mto prˇ´ıpadeˇ by´va´ heslo velmi kra´tke´ a bezpecˇnost je zalozˇena na
neveˇdomosti neopra´vneˇny´ch uzˇivatel˚u [2].
Mezi vy´hody textoveˇ za´visly´ch syste´mu˚ patrˇ´ı jizˇ zminˇovana´ veˇtsˇ´ı prˇesnost, nevy´hodou
mu˚zˇe by´t zapomenut´ı pozˇadovane´ fra´ze, cˇi hesla.
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3.3.2 S textovou vy´zvou
U syste´mu˚ s textovou vy´zvou je pozˇadovana´ fra´ze vybra´na syste´mem a pote´ sdeˇlena
uzˇivateli. Vybrana´ sekvence slov je prˇi kazˇde´m pouzˇit´ı jina´. Uzˇivatel tedy nezna´ sve´ heslo
doprˇedu [10]. Tato metoda by se dala povazˇovat za urcˇitou formu kontrolu zˇivosti osoby.
Jasnou vy´hodou syste´mu˚ s textovou vy´zvou je, zˇe uzˇivatel nemu˚zˇe zapomenout sve´
heslo.
3.3.3 Textoveˇ neza´visle´
Posledn´ı mozˇnost´ı jsou textoveˇ neza´visle´ syste´my. Uzˇivatel zde ma´ naprosto volnou ruku.
Mu˚zˇe vyslovit jakoukoliv fra´zi chce. Odpada´ tedy mozˇnost zapomenut´ı potrˇebne´ fra´ze. V
prˇ´ıpadeˇ nejistoty, mu˚zˇe syste´m vyzˇadovat dalˇs´ı vstupn´ı data, dokud nebude dosazˇeno chteˇne´





Pro u´cˇely te´to pra´ce byla pouzˇita knihovna BSAPI, ktera´ je vyv´ıjena´ spolecˇnost´ı Pho-
nexia s.r.o. Spolecˇnost Phonexia se zaby´va´ zvukovou biometri´ı. Jej´ım c´ılem je zdokonalit
analy´zu rˇecˇi natolik, aby se dala pouzˇ´ıvat v kazˇdodenn´ı praxi. Tato metoda je zalozˇena na
rozpozna´va´n´ı konkre´tn´ıch charakteristik zvukove´ho signa´lu, ktery´ vyda´va´ zkoumany´ ob-
jekt. V dnesˇn´ı dobeˇ se tato oblast velice rychle vyv´ıj´ı a ma´ obrovsky´ potencia´l uplatneˇn´ı.
Beˇzˇneˇ se pouzˇ´ıva´ v r˚uzny´ch sta´tn´ıch instituc´ıch cˇi v bezpecˇnostn´ıch slozˇka´ch. Du˚lezˇitou roli
zasta´va´ hlavneˇ v oboru kriminalistiky. Spolecˇnost Phonexia ale chce tuto metodu prˇive´st
do beˇzˇne´ho zˇivota, at’ uzˇ pro zabezpecˇen´ı domu˚ cˇi vstupu do chra´neˇne´ oblasti.
Na zarˇ´ızen´ı Raspberry Pi byla portova´na optimalizovana´ verze knihovny pro funkcˇnost
i na vy´konoveˇ slabsˇ´ıch zarˇ´ızen´ıch, ke ktery´m Raspberry Pi bezesporu patrˇ´ı. Nakonfigurovali
jsme syste´m s mensˇ´ım statisticky´m modelem a optimalizovany´m vy´pocˇetn´ım sche´matem
pro rychlost.
Z porˇ´ızene´ho za´znamu hlasu je vytvorˇen tzv. voiceprint. Voiceprint je soubor meˇrˇitelny´ch
vlastnost´ı lidske´ho hlasu, ktery´ jednoznacˇneˇ identifikuje jednotlivce. Tyto vlastnosti vycha´-
zej´ı z fyzicky´ch znak˚u u´st, krku a hlasivek [11]. Velikost vytvorˇene´ho voiceprintu je pouhy´ch
624 bajt˚u.
Cˇas potrˇebny´ pro vytvorˇen´ı voiceprintu by se dal charakterizovat takto: 50 sekund
zvukove´ho za´znamu je rovno 1 sekundeˇ vy´pocˇetn´ıho vy´konu strojove´ho cˇasu CPU. Rychlost
porovna´va´n´ı je proti vytva´rˇen´ı voiceprintu zanedbatelna´. Spolecˇnost Phonexia s.r.o. uva´d´ı,
zˇe milio´n porovna´n´ı se pohybuje v rˇa´dech neˇkolika sekund. Tyto u´daje vyplynuly z testova´n´ı




Jak jizˇ bylo rˇecˇeno v u´vodu, v te´to pra´ci pouzˇ´ıva´me minipocˇ´ıtacˇ Raspberry Pi - konkre´tneˇ
Raspberry Pi 1 model B+ viz. obra´zek 5.1. V te´to kapitole trochu pop´ıˇsu samotny´ mi-
nipocˇ´ıtacˇ a jeho prˇ´ıdavny´ modul PiFace Digital 2.
5.1 Popis zarˇ´ızen´ı
Tento minipocˇ´ıtacˇ byl vybra´n prˇedevsˇ´ım z toho d˚uvodu, zˇe na´m umozˇnˇuje jednoduche´ a
prakticke´ rˇesˇen´ı, a to nejen d´ıky svy´m maly´m rozmeˇr˚um. Raspberry Pi B+ ma´ rozmeˇry 85
x 56 x 17 mm. Je vyv´ıjen spolecˇnost´ı The Raspberry Pi Foundation, aby podporˇil celkovou
vy´uku informatiky [12]. Zarˇ´ızen´ı za svou dobu prosˇlo urcˇity´m vy´vojem. Na trhu je k sehna´n´ı
hned neˇkolik model˚u [13]:
1. Co se ty´cˇe spolecˇny´ch vlastnost´ı. Raspberry Pi 1 obsahuje jednoja´drovy´ procesor
BCM2835 700 MHz z rodiny ARM, graficky´ procesor Broadcom VideoCore IV s pod-
porou OpenGL ES 2.0, MPEG-4 a audio vy´stup v podobeˇ 3,5mm jacku. Audio vstup
bohuzˇel zarˇ´ızen´ı nema´. Jednotlive´ modely maj´ı tyto specifikace:
• Model A - 256 MB RAM, slot pro SD nebo MMC kartu, 1 USB port.
• Model A+ - 256 MB RAM, slot pro SD kartu, 1 USB port.
• Model B - 512 MB RAM, slot pro SD nebo MMC kartu, 2 USB porty, ethernet
10/100 s konektorem RJ45.
• Model B+ - 512 MB RAM, slot pro microSD kartu, 4 USB porty, ethernet 10/100
s konektorem RJ45.
2. Raspberry Pi 2 - zat´ım nejnoveˇjˇs´ı typ minipocˇ´ıtacˇe Raspberry Pi. Obsahuje cˇtyrˇja´drovy´
proceor BCM2836 900 MHz, graficky´ procesor Broadcom VideoCore IV s podporou
OpenGL ES 2.0, MPEG-4 a audio vy´stup v podobeˇ 3,5mm jacku. Audio vstup bohuzˇel
sta´le chyb´ı.
• Model B - 1GB RAM, slot pro microSD kartu, 4 USB porty.
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ID_SD and ID_SC PINS:
These pins are reserved for ID EEPROM.
At boot time this I2C interface will be
interrogated to look for an EEPROM
that identifes the attached board and
allows automagic setup of the GPIOs
(and optionally, Linux drivers).
DO NOT USE these pins for anything other
than attaching an I2C ID EEPROM. Leave
unconnected if ID EEPROM not required.
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Raspberry Pi B+ (Reduced Schematics)
A2
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Obra´zek 5.2: Sche´ma GPIO [15].
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5.2 PiFace Digital 2
K zarˇ´ızen´ı Raspbbery Pi jsme prˇipojili PiFace Digital 2. Jedna´ se o rozsˇiˇruj´ıc´ı modul,
ktery´ je s Raspberry spojen pomoc´ı GPIO (General purpose input/output) viz. obra´zek
5.2. Detailn´ı pohled na vstupy a vy´stupy mu˚zˇeme videˇt na obra´zku 5.3. Na obra´zku 5.4 je
pohled na vy´stupy rele´. Cely´ modul pak lze videˇt na obra´zku 5.5
Obra´zek 5.3: Detail na vstupy a vy´stupy.
• 8 vy´stup˚u s otevrˇeny´m kolektorem (oranzˇovy´ blok) - u´plneˇ vlevo je prˇipojen´ı na 5V,
na´sleduje 8 vstup˚u, ktere´ jsou ocˇ´ıslova´ny 0 - 7.
• 8 digita´ln´ıch vstup˚u (zeleny´ blok) - jako posledn´ı mezi vstupy je uzemneˇn´ı.
Obra´zek 5.4: Detail na rele´
• 2 prˇep´ınac´ı rele´ - leve´ rele´ je ovla´da´no pomoc´ı vy´stupu cˇ. 0 a prave´ rele´ je ovla´da´no
pomoc´ı vy´stupu cˇ. 1.
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• Obecneˇ se elektromagneticke´ rele´ skla´da´ z c´ıvky, ktera´ je umı´steˇna na ja´drˇe z mag-
neticky meˇkke´ho materia´lu. V bl´ızkosti tohoto elektromagnetu je umı´steˇna pohybliva´
kotva, jej´ızˇ druhy´ konec se doty´ka´ kontakt˚u, ke ktery´m je prˇipojen ovla´dany´ prvek.
Jakmile zacˇne c´ıvkou prote´kat proud, kotva se k n´ı prˇita´hne a t´ım sepne kontakty.
Proud potrˇebny´ k prˇitazˇen´ı kotvy k c´ıvce je mensˇ´ı, nezˇ proud procha´zej´ıc´ı v obvodu
ovla´dane´ho prvku.
• NC - Normally closed
• NO - Normall open
• C - Common
Obra´zek 5.5: Zarˇ´ızen´ı PiFace Digital 2.
• Cˇerveneˇ je vyznacˇeno 8 LED indika´tor˚u.
• P´ısmena S0, S1, S2, S3 oznacˇuj´ı 4 prˇep´ınacˇe, ktere´ slouzˇ´ı k ovla´da´n´ı vstup˚u 0 - 3 v
tomto porˇad´ı.
PiFace Digital 2 se da´ programovat pomoc´ı Python modulu pifacedigitalio. Pifacedigi-




V te´to kapitole bude popsa´no, jak vznikalo nasˇe zarˇ´ızen´ı. Nejdrˇ´ıve si pop´ıˇseme jake´
parametry by zarˇ´ızen´ı meˇlo mı´t a jake´ soucˇa´stky jsme k tomu pouzˇili. V dalˇs´ı cˇa´sti se
pod´ıva´me na vy´beˇr mikrofonu a zjiˇsteˇn´ı optima´ln´ı de´lky nahra´vky. Da´le bude popsa´no, jak
prob´ıhalo uzˇivatelske´ testova´n´ı a jaky´ch vy´sledk˚u bylo dosazˇeno.
6.1 Na´vrh zarˇ´ızen´ı
Hlavn´ı mysˇlenkou bylo vytvorˇit takove´ zarˇ´ızen´ı, ktere´ umozˇn´ı osoba´m prˇ´ıstup do vy-
mezene´ho prostoru na za´kladeˇ rozpozna´n´ı jejich hlasu. Chteˇli jsme, aby byly mozˇnosti
vyuzˇit´ı v co nejveˇtsˇ´ım rozsahu. Idea´ln´ı zarˇ´ızen´ı by meˇlo by´t spolehlive´, nena´rocˇne´ na pro-
voz a prˇipojitelne´ k nejr˚uzneˇjˇs´ım prˇ´ıstroj˚um. Na obra´zku 6.1 je zna´zorneˇn za´kladn´ı na´vrh
zarˇ´ızen´ı. Zelena´ a cˇervena´ barva znacˇ´ı barvy tlacˇ´ıtek na zarˇ´ızen´ı.
Nasˇe zarˇ´ızen´ı mu˚zˇeme zarˇadit mezi syste´my textoveˇ neza´visle´. Tento zp˚usob jsme zvolili
prˇedevsˇ´ım kv˚uli pohodlnosti pro uzˇivatele. U´speˇsˇnost rozpozna´va´n´ı podle hlasu stoupa´ se
z´ıskanou de´lkou hlasu. Pro nasˇe zarˇ´ızen´ı jsme tedy zvolili takovy´ zp˚usob, zˇe je stanovena
pevna´ de´lka, po kterou se bude nahra´vat. Uzˇivatel si tedy sa´m nemu˚zˇe zvolit, jak dlouhy´
za´znam bude. Ke stanoven´ı te´to de´lky jsme dosˇli na za´kladeˇ experiment˚u viz. sekce 6.5.
Cele´ zarˇ´ızen´ı se skla´da´ ze dvou modul˚u: registracˇn´ıho a verifikacˇn´ıho. K z´ıska´n´ı za´znamu
hlasu je pouzˇit mikrofon Trust Starzz, ktery´ vysˇel z nasˇeho testova´n´ı s nejlepsˇ´ımi vy´sledky.
Po z´ıska´n´ı za´znamu hlasu se vyuzˇije trˇ´ıdy SVoicePrintExtractorI z knihovny BSAPI, ktera´
extrahuje voiceprint z dane´ nahra´vky. Poneˇvadzˇ registrovany´ch osob mu˚zˇe by´t v´ıce, mus´ıme
zamezit tomu, aby se v databa´zi vsˇech registrovany´ch uzˇivatel˚u neˇkdo ocitl dvakra´t. Po
dokoncˇen´ı registrace je tedy vytvorˇeny´ voiceprint porovna´n se vsˇemi ostatn´ımi, ktere´ se
jizˇ nacha´z´ı v databa´zi. Pokud dojde ke shodeˇ, je novy´ voiceprint odstraneˇn. K samotne´mu
porovna´va´n´ı se vyuzˇ´ıva´ trˇ´ıda SVoicePrintComparatorI z knihovny BSAPI.
Na za´kladeˇ porovna´n´ı dvou rozd´ılny´ch voiceprint˚u se rozhodne, zda se rozsv´ıt´ı zˇa´rovka,
ktera´ simuluje samotnou bra´nu. Jak jizˇ bylo uvedeno vy´sˇe, zarˇ´ızen´ı PiFace Digital 2 se
da´ programovat pomoc´ı jazyka Python. Cely´ syste´m tedy zastrˇesˇuje skript napsany´ v ja-
zyce Python. Za´rovenˇ vyuzˇ´ıva´me Python modul pifacedigitalio, ktery´ slouzˇ´ı prˇedevsˇ´ım ke
sn´ıma´n´ı vstup˚u a sep´ına´n´ı vy´stup˚u.
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Je skóre alespoň X?
Rozsviť žárovkuAktivuj relé
Ne Ano
Obra´zek 6.1: Za´kladn´ı logika zarˇ´ızen´ı
6.2 Konstrukce zarˇ´ızen´ı
Jak jizˇ bylo zmı´neˇno vy´sˇe, srdcem cele´ho zarˇ´ızen´ı je minipocˇ´ıtacˇ Raspberry Pi B+
spolecˇneˇ s PiFace Digital 2. Jelikozˇ Raspberry Pi nema´ audio vstup, museli jsme prˇes
USB prˇipojit extern´ı zvukovou kartu. Vybrali jsme Creative Sound Blaster SB1140. Jako
pameˇt’ pro ukla´da´n´ı Raspberry Pi slouzˇ´ı microSD karta. Zvolili jsme 16 GB kartu znacˇky
Kingston, ktera´ je pro nasˇe u´cˇely naprosto dostacˇuj´ıc´ı. Na ni jsme nainstalovali syste´m
Raspbian. Raspbian je svobodny´ operacˇn´ı syste´m. Jak jizˇ na´zev napov´ıda´ je zalozˇen na
Debianu a je optimalizova´n pro samotne´ zarˇ´ızen´ı Raspberry Pi.
Dalˇs´ım d˚ulezˇity´m prvkem je mikrofon. Ten je prˇipojen ke zvukove´ karteˇ pomoc´ı 3.5mm
konektoru. Vyzkousˇeli jsme neˇkolik mikrofon˚u viz. sekce 6.4. Z testova´n´ı vysˇel jen jeden
v´ıteˇz a to mikrofon Trust Starzz. Poskytuje dostatecˇnou kvalitu za´znamu i z rozumne´
vzda´lenosti. Jelikozˇ zarˇ´ızen´ı mus´ı rozezna´vat registraci a verifikaci osoby, bylo nutne´ neˇjak
tyto funkce oddeˇlit. Nejlepsˇ´ı variantou se jevilo pouzˇit´ı dvou tlacˇ´ıtek. K PiFace Digital
2 jsou tedy prˇipojeny dveˇ tlacˇ´ıtka v zelene´ a cˇervene´ barveˇ. Obeˇ tlacˇ´ıtka jsou z d˚uvodu
lepsˇ´ı manipulace zasazeny do krabicˇky. Jak jizˇ bylo zmı´neˇno vy´sˇe, mı´sto bra´ny na´m jako
identifika´tor slouzˇ´ı zˇa´rovka, ktera´ je takte´zˇ jako tlacˇ´ıtka zapojena k PiFace Digital 2. Jedna´
se o 4.8V zˇa´rovku zasazenou do obycˇejne´ obj´ımky.
Tlacˇ´ıtka jsou zapojeny do vstup˚u cˇ. 1 a 2. Zˇa´rovka je prˇipojena do vy´stupu cˇ. 7 a na
5V zdroj, ktery´ je vyveden hned na okraji vy´stup˚u viz. obra´zek 5.3. Cele´ zarˇ´ızen´ı lze videˇt
na obra´zku 6.2 a 6.3.
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Obra´zek 6.2: Detailn´ı pohled na zapojen´ı tlacˇ´ıtek a zˇa´rovky
6.3 Obsluha zarˇ´ızen´ı
Samotne´ pouzˇit´ı zarˇ´ızen´ı je velice snadne´. Zelene´ tlacˇ´ıtko slouzˇ´ı k registraci osoby a jeho
stisknut´ım zacˇne po dobu 8 vterˇin nahra´va´n´ı. Se zacˇa´tkem nahra´va´n´ı se rozsv´ıt´ı cˇervena´
LED dioda na PiFace Digital 2. Po uplynut´ı 8 vterˇin dioda zhasne a dojde k ulozˇen´ı
nahra´vky. Mu˚zˇe se sta´t, zˇe nahra´vka neobsahuje dostatecˇnou de´lku hlasove´ho za´znamu.
Naprˇ. v prˇ´ıpadeˇ, zˇe uzˇivatel po veˇtsˇinu doby nahra´va´n´ı mlcˇ´ı. V takove´mto prˇ´ıpadeˇ se sice
vytvorˇ´ı voiceprint, ale u´speˇsˇnost porovna´n´ı bude hodneˇ mala´. Minima´ln´ı de´lka z´ıskane´ rˇecˇi
by meˇla by´t 3 vterˇiny. Takovouto de´lku totizˇ vyzˇaduje knihovna BSAPI k spolehlive´mu po-
rovna´va´n´ı. Cˇervene´ tlacˇ´ıtko slouzˇ´ı k samotne´ verifikaci osoby. Po jeho stisknut´ı se aktivuje
mikrofon a uzˇivatel ma´ opeˇt 8 vterˇin na nahra´n´ı hlasu. Cely´ch 8 vterˇin znovu signalizuje
cˇervena´ LED dioda. V prˇ´ıpadeˇ kladene´ho vyhodnocen´ı se rozsv´ıt´ı zˇa´rovka. Pokud verifikace
nebyla u´speˇsˇna´ sepne vy´stup cˇ. 0, cozˇ ma´ za na´sledek rozsv´ıcen´ı LED diody doplneˇne´ o
zvuk vyda´vany´ rele´.
Po dobu nahra´va´n´ı hlasu je dobre´ dodrzˇet rozumnou vzda´lenost od mikrofonu. Jinak
za´znam nebude dostatecˇneˇ kvalitn´ı a nebude obsahovat pozˇadovane´ 3 vterˇiny rˇecˇi.
Obsluha nasˇeho zarˇ´ızen´ı tedy obna´sˇ´ı:
1. Porˇ´ızen´ı nahra´vky o de´lce 8 vterˇin ve forma´tu WAV.
2. Vytvorˇen´ı voiceprintu ze z´ıskane´ nahra´vky.
3. Porovna´n´ı z´ıskane´ho voiceprintu s jizˇ ulozˇeny´mi voiceprinty.
4. Rozsv´ıcen´ı zˇa´rovky v prˇ´ıpadeˇ kladne´ho vyhodnocen´ı, nebo sepnut´ı vy´stupu cˇ. 0.
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Obra´zek 6.3: Na´hled na cele´ zarˇ´ızen´ı pro otev´ıra´n´ı bra´ny hlasem
6.4 Vy´beˇr mikrofonu
Mikrofon na´m slouzˇ´ı k z´ıska´n´ı nahra´vky hlasu a pln´ı tedy roli biometricke´ho senzoru. Je
jedn´ım z nejd˚ulezˇiteˇjˇs´ıch soucˇa´st´ı cele´ho zarˇ´ızen´ı, a proto byl jeho vy´beˇr velice d˚ulezˇity´. Prˇi
jeho volbeˇ jsme se soustrˇedili jak na porovna´n´ı skutecˇne´ de´lky nahra´vky s vyextrahovanou
de´lkou hlasu, tak na porovna´n´ı z´ıskane´ de´lky rˇecˇove´ nahra´vky vzhledem ke vzda´lenosti
rˇecˇn´ıka od mikrofonu.
Testova´n´ı se zu´cˇastnili pouze dva lide´, poneˇvadzˇ na´m zde nesˇlo o rozpozna´va´n´ı rˇecˇn´ıka,
ny´brzˇ jen o kvalitu mikrofonu. Vzˇdy se nahra´valo ve stejne´ mı´stnosti se stejny´mi okoln´ımi
podmı´nkami. Intenzita okoln´ıho hluku neprˇesa´hla 35dB. Mu˚zˇeme tedy rˇ´ıct, zˇe vliv okol´ı byl
prˇi porovna´va´n´ı mikrofon˚u zanedbatelny´.
Pro nahra´va´n´ı jsme pouzˇily utilitu arecord, ktera´ je soucˇa´st´ı bal´ıku alsa-utils [16].
Spousˇt´ı se prˇ´ımo z prˇ´ıkazove´ho rˇa´dku a podporuje neˇkolik forma´t˚u. Pro nasˇe u´cˇely jsme
vybrali forma´t WAV. Jedna´ se o nekomprimovany´ forma´t a je jedn´ım z nejstarsˇ´ıch forma´t˚u
zvuku. Uzˇ Microsoft a IBM ho pokla´dali za standard pro ukla´da´n´ı bitstreamove´ho zvuku
na pocˇ´ıtacˇ [17]. Pouzˇita´ verze knihovny BSAPI umı´ pracovat pouze s nahra´vkami o vzor-
kovac´ı frekvenci 8kHz. Tato frekvence se dnes pouzˇ´ıva´ prˇedevsˇ´ım pro telefonova´n´ı. Prˇ´ıklad
spusˇteˇn´ı arecord:
arecord -D plughw:0,0 --format=S16 --rate=8000 --duration=15 test1.wav
Vy´znam jednotlivy´ch parametr˚u:
• -D zarˇ´ızen´ı, prˇes ktere´ se bude nahra´vat
• --format zp˚usob ko´dova´n´ı
• --rate vzorkovac´ı frekvence
• --duration de´lka nahra´vky v sekunda´ch
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• posledn´ı parametr znacˇ´ı na´zev souboru
Do testu vstoupily tyto mikrofony:
1. Trust Microphone MC-1200




De´lka kazˇde´ nahra´vky byla stanovena na 15 vterˇin a byl pouzˇit vzˇdy stejny´ text, aby
rozd´ıly byly opravdu co nejmensˇ´ı. Text pro nahra´va´n´ı byl na´hodneˇ vybra´n z knihy a uzˇivatel
vzˇdy tedy cˇetl stejny´ text. Tento postup byl zvolen prˇedevsˇ´ım z d˚uvodu vyhnut´ı se dlouhy´ch
pauz, zp˚usobeny´ch prˇemy´sˇlen´ım, co vlastneˇ rˇ´ıct. S kazˇdy´m mikrofonem bylo uskutecˇneˇno
peˇt nahra´vek z kazˇde´ vzda´lenosti. To na´m tedy da´va´ celkem 15 nahra´vek pro kazˇdy´ mikro-
fon. Prvn´ı vzda´lenost byla co mozˇna´ nejmensˇ´ı a pohybovala se od 2 do 4 centimetr˚u. Druha´
meˇrˇena´ vzda´lenost byla v rozmez´ı 8 azˇ 12 centimetr˚u. Posledn´ı vzda´lenost, ktera´ vstoupila
do experimentova´n´ı se pohybovala od 15 do 20 centimetr˚u. Ke zjiˇsteˇn´ı vyextrahovane´ de´lky
hlasu z 15 vterˇinove´ nahra´vky byla opeˇt pouzˇita trˇ´ıda SVoicePrintExtractorI z knihovny
BSAPI.
6.4.1 Vy´sledky meˇrˇen´ı
Provedene´ meˇrˇen´ı uka´zalo na nedostatky jednotlivy´ch mikrofon˚u. V tabulce 6.1 mu˚zˇeme
videˇt konecˇne´ vy´sledky jednotlivy´ch mikrofon˚u. Tabulka je rozdeˇlena do trˇ´ı cˇa´st´ı podle
vzda´lenost´ı od mikrofonu. Vy´sledne´ hodnoty u jednotlivy´ch mikrofon˚u urcˇuj´ı de´lku vyex-
trahovane´ho hlasu v sekunda´ch. Samozrˇejmeˇ cˇ´ım delˇs´ı je vy´sledna´ hodnota, t´ım je mikrofon
vhodneˇjˇs´ı pro nasˇe zarˇ´ızen´ı. Z meˇrˇen´ı vyply´va´, zˇe nejhorsˇ´ıch vy´sledk˚u dosa´hly slucha´tka Ge-
nius HS-04V. Naopak nejlepsˇ´ıch vy´sledk˚u se podarˇilo dosa´hnout mikrofonu Trust Starzz,
ktery´ proto byl pouzˇit jako nejvhodneˇjˇs´ı mikrofon pro nasˇe zarˇ´ızen´ı.
Podrobne´ nameˇrˇene´ hodnoty mu˚zˇeme naj´ıt v prˇ´ıloze v tabulka´ch B.1, B.2 a B.3.
Mikrofon Vzda´lenost od mikrofonu v cm
2-4 8-12 15-20
Trust Microphone MC-1200 10s 8s 6s
Slucha´tka s mikrofonem Genius HS-04V 8s 6s 4.5s
Trust Starzz 12s 10.5s 9.5s
Canyon CRN-MIC1 10s 8.5s 6s
Defender Mic-142 11s 9.5s 8.5s
Tabulka 6.1: Tabulka srovna´n´ı jednotlivy´ch mikrofon˚u.
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6.5 De´lka nahra´vky a jej´ı vliv na pra´h
V u´vodu te´to kapitoly jsme si uvedli, zˇe uzˇivatel nema´ volnou ruku ohledneˇ stanoven´ı
de´lky vstupn´ı nahra´vky. Museli jsme tedy zjistit, jakou de´lku zvolit. Prˇedevsˇ´ım bylo potrˇeba
bra´t ohled i na uzˇivatele, aby cˇas urcˇeny´ pro za´znam hlasu nebyl prˇ´ıliˇs dlouhy´, ale za´rovenˇ
aby nedocha´zelo k neu´speˇchu prˇi registraci z d˚uvodu nedodrzˇen´ı minima´ln´ı de´lky hlasu.
Experimentova´n´ı s de´lkou nahra´va´n´ı prob´ıhalo podobneˇ jako testova´n´ı mikrofon˚u. Opeˇt se
jednalo o klidove´ prostrˇed´ı. Celkoveˇ bylo osloveno 10 lid´ı z toho 5 muzˇ˚u a 5 zˇen. Veˇkove´
rozmez´ı se pohybovalo od 23 do 44 let. S kazˇdy´m ucˇinkuj´ıc´ım byly porˇ´ızeny dveˇ nahra´vky o
de´lka´ch 15, 12, 8 a 6 vterˇin. Celkem jsme tedy z´ıskali osm nahra´vek od jednoho ucˇinkuj´ıc´ıho.
Kazˇdou de´lku jsme pozˇadovali od jedne´ osoby dvakra´t, aby mohla by´t porovna´va´na sama
se sebou. Vzˇdy mezi sebou byly porovna´va´ny za´znamy se stejnou de´lkou.
Po vytvorˇen´ı a porovna´n´ı voiceprint˚u obdrzˇ´ıme od trˇ´ıdy SVoicePrintComparatorI z
knihovny BSAPI sko´re v rozmez´ı 0 azˇ 100. Vy´choz´ı nastaven´ı prahu knihovny BSAPI bylo
staveno na hodnotu 50. Tedy pokud vy´sledne´ sko´re po porovna´n´ı dvou voiceprint˚u bylo veˇtsˇ´ı
nezˇ 50, meˇlo by se jednat o te´hozˇ jedince. Na za´kladeˇ prova´deˇne´ho meˇrˇen´ı bylo zjiˇsteˇno, zˇe
vy´choz´ı hodnota prahu nen´ı pro nasˇe zarˇ´ızen´ı optima´ln´ı.
6.5.1 Vyhodnocen´ı vy´sledk˚u
Z tohoto testova´n´ı vyplynulo, zˇe 6 vterˇinova´ de´lka nahra´vky nen´ı vhodna´. V jej´ım
prˇ´ıpadeˇ dosˇlo k prˇ´ıliˇs velke´mu pocˇtu neu´speˇch˚u prˇi registraci. Z celkovy´ch 20 nahra´vek se
ve cˇtyrˇech prˇ´ıpadech stalo, zˇe vyextrahovana´ hlasova´ de´lka nebyla ani pozˇadovane´ 3 vterˇiny.





V ostatn´ıch prˇ´ıpadech k takove´to situaci nedosˇlo ani jednou. V na´sleduj´ıc´ıch grafech
6.4, 6.5 a 6.6 lze videˇt hodnoty FAR a FRR pro jednotlive´ de´lky nahra´vek. Na ose X se
vzˇdy nacha´z´ı pra´h a na ose Y je uvedena mı´ra chyby v procentech.
Pro u´cˇely nasˇ´ı pra´ce jsme nakonec zvolili de´lku nahra´vky na 8 vterˇin. Prˇi te´to de´lce
nedosˇlo k proble´mu˚m s nedostatecˇnou de´lkou. Delˇs´ı varianty se na´m pro nasˇe pouzˇit´ı jevily
azˇ prˇ´ıliˇs dlouhe´. Nastaven´ı de´lky lze vsˇak jednodusˇe kdykoliv zmeˇnit podle potrˇeby uzˇit´ı.
Se zmeˇnou de´lky by ale prˇicha´zela do u´vahy i zmeˇna prahu.
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Obra´zek 6.4: Graf pro 8 vterˇinove´ nahra´vky.
Obra´zek 6.5: Graf pro 12 vterˇinove´ nahra´vky.
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Obra´zek 6.6: Graf pro 15 vterˇinove´ nahra´vky.
6.6 Uzˇivatelske´ testova´n´ı
Cele´ zarˇ´ızen´ı bylo potrˇeba otestovat na opravdovy´ch uzˇivatel´ıch. I prˇi tomto testova´n´ı byl
zvolen podobny´ postup jako prˇi testova´n´ı mikrofon˚u. Jednotlivy´ uzˇivatele´ si volili libovolny´
text dle vlastn´ıho vy´beˇru. Da´ se tedy rˇ´ıct, zˇe kazˇdy´ cˇloveˇk meˇl rozd´ılny´ text. Chteˇli jsme
se t´ımto co nejv´ıce prˇibl´ızˇit skutecˇne´mu provozu nasˇeho zarˇ´ızen´ı, ktere´ je, jak jizˇ jsme si
uvedli vy´sˇe, textoveˇ neza´visle´.
Od kazˇde´ osoby byly vzˇdy porˇ´ızeny dveˇ nahra´vky, aby bylo mozˇne´ porovnat dane´ho
uzˇivatele se sebou samy´m. C´ılem bylo oslovit co mozˇna´ nejveˇtsˇ´ı veˇkove´ spektrum lid´ı, cozˇ
se nakonec povedlo. Jedinou veˇkovou skupinou, kterou se nepovedlo zarˇadit do testova´n´ı
jsou osoby mladsˇ´ı 20ti let. Nicme´neˇ tyto osoby netvorˇ´ı hlavn´ı skupinu uzˇivatel˚u, pro ktere´
je nasˇe zarˇ´ızen´ı urcˇeno.
Nejmladsˇ´ımu cˇlenovi bylo v dobeˇ testova´n´ı 21 let. Naopak nejstarsˇ´ı osobeˇ, ktera´ na´m
poskytla sv˚uj hlas bylo 70 let. Veˇkovy´ pr˚umeˇr ucˇinkuj´ıch je 36 let. Podrobneˇjˇs´ı informace
o starˇ´ı uzˇivatel˚u lze naj´ıt v prˇ´ıloze v tabulka´ch B.4 a B.5. Celkoveˇ bylo osloveno 30 lid´ı.
Mezi nimi bylo 16 muzˇ˚u a 14 zˇen. Nahra´va´n´ı jednotlivy´ch hlas˚u jizˇ neprob´ıhalo tak jako u
testova´n´ı mikrofon˚u ve stejne´ mı´stnosti, nicme´neˇ se vzˇdy jednalo o podobne´ prostrˇed´ı, kde
mı´ra okoln´ıho hluku neprˇesa´hla 35dB. Hodnota 35dB by se dala prˇirovnat k relativn´ımu
tichu v obsazene´m hlediˇsti kina, sˇepotu, velmi tiche´mu bytu nebo velmi tiche´ ulici [18].
Dohromady jsme tedy porˇ´ıdili 60 nahra´vek. De´lka nahra´vky byla opeˇt stanovena na 8
vterˇin.
Z kazˇde´ nahra´vky byl opeˇt vytvorˇen voiceprint pomoc´ı trˇ´ıdy SVoicePrintExtractorI z
knihovny BSAPI. Na´sledneˇ byly vsˇechny tyto voiceprinty porovna´ny mezi sebou. Celkoveˇ
tedy probeˇhlo 3600 porovna´n´ı. Zvolili jsme tento zp˚usob testova´n´ı, poneˇvadzˇ dvakra´t oslovit
30 lidi, aby se nejprve zaregistrovali, a pote´ se vyzkousˇeli prˇihla´sit na 30 dalˇs´ıch u´cˇt˚u je
hodneˇ komplikovane´. Vy´sledek porovna´n´ı by ovsˇem nemeˇl by´t odliˇsny´.
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6.6.1 Vyhodnocen´ı uzˇivatelske´ho testova´n´ı
V tabulka´ch 6.2 a 6.3 mu˚zˇeme videˇt nameˇrˇene´ hodnoty FAR a FAR v procentech. Tyte´zˇ
hodnoty zanesene´ do grafu lze videˇt na obra´zku 6.7. Na ose X se vzˇdy nacha´z´ı pra´h a na ose
Y je uvedena mı´ra chyby v procentech. Vy´pocˇet hodnota FAR a FRR byl v tomto prˇ´ıpadeˇ
na´sledovny´:
FAR =
Pocˇet hodnot rozd´ılny´ch vzor˚u nad prahem
Celkovy´ pocˇet porovna´n´ı rozd´ılny´ch vzor˚u
tedy
FAR =
Pocˇet hodnot rozd´ılny´ch vzor˚u nad prahem
3480
FRR =
Pocˇet hodnot shodny´ch vzor˚u pod prahem
Celkovy´ pocˇet mozˇny´ch shod
tedy
FRR =
Pocˇet hodnot shodny´ch vzor˚u pod prahem
120
Od jednoho cˇloveˇka ma´me celkem dveˇ nahra´vky. To na´m da´va´ celkem 4 sko´re prˇi po-
rovna´va´n´ı te´zˇe osoby. Celkem jsme oslovili 30 osob. Dohromady je tedy pocˇet celkovy´ch
pocˇet mozˇny´ch shod 120. Hodnotu 3480 z´ıska´me odecˇten´ım 120 od 3600.
Pra´h 50 60 70 80 90 92 94
FAR 16,1494% 13,7356% 11,7816% 9,1954% 6,6091% 6,03450% 5,000%
FRR 0,0000% 0,0000% 0,0000% 0,0000% 0,0000% 0,0000% 3,3333%
Tabulka 6.2: Tabulka hodnot pro FAR a FRR.
Pra´h 96 98 99 99,7000 99,8000 99,9000 99,9900
FAR 3,9080% 2,2988% 1,3793% 0,4597% 0,2873% 0,0574% 0,0000%
FRR 3,3333% 6,6667% 8,3333% 11,6667% 21,6667% 25,0000% 33,3333%
Tabulka 6.3: Tabulka hodnot pro FAR a FRR.
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Obra´zek 6.7: Graf pro vsˇech 30 nahra´vek o de´lce 8 vterˇin.
V na´sleduj´ıc´ıh tabulka´ch 6.4 a 6.5 mu˚zˇeme videˇt cˇ´ıselne´ vyja´drˇen´ı pocˇtu chybneˇ prˇijaty´ch
a chybneˇ odmı´tnuty´ch osob. Jelikozˇ porovna´va´n´ı je symetricke´, mohli bychom tyto hodnoty
vydeˇlit dveˇma. Museli bychom ale takte´zˇ zmeˇnit celkove´ pocˇty.
Pra´h 50 60 70 80 90 92 94 96 Z celkove´ho pocˇtu
Chybneˇ prˇijato 562 478 410 320 230 210 174 136 3480
Chybneˇ odmı´tnuto 0 0 0 0 0 0 4 4 120
Tabulka 6.4: Tabulka srovna´n´ı jednotlivy´ch prah˚u.
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Pra´h 98 99 99,7 99,8 99,9 99,99 Z celkove´ho pocˇtu
Chybneˇ prˇijato 80 48 16 10 2 0 3480
Chybneˇ odmı´tnuto 8 10 14 26 30 56 120
Tabulka 6.5: Tabulka srovna´n´ı jednotlivy´ch prah˚u.
Obra´zek 6.8: Za´vislost FAR na FRR.
Jako vy´choz´ı pra´h jsme nakonec stanovili hodnotu 98. Zvolili jsme radeˇji striktneˇjˇs´ı
hodnotu, prˇi ktere´ nedojde k tak velke´mu pocˇtu chybny´ch prˇijet´ı. Pra´h lze samozrˇejmeˇ
meˇnit dle optrˇeby pouzˇit´ı.
Nameˇrˇene´ hodnoty porovna´n´ı pro jednotlive´ uzˇivatele´ nebyly zahrnuty ani do prˇ´ılohy
te´to pra´ce z d˚uvodu velke´ho obsahu. Na prˇilozˇene´m CD se vsˇak nacha´z´ı soubor score.txt s
podrobny´mi vy´sledky.
30
6.7 Vliv okoln´ıho prostrˇed´ı
Doposud jsme se jen dozveˇdeˇli, jaky´ch vy´sledk˚u nasˇe zarˇ´ızen´ı dosahuje v relativneˇ
klidny´ch mı´stech, kde hodnota okoln´ıho hluku neprˇesahuje 35dB. Da´ se vsˇak prˇedpokla´dat,
zˇe mozˇnosti vyuzˇit´ı se nacha´z´ı i mı´stech, kde okol´ı nebude u´plneˇ potichu, nebo zde budou
p˚usobit okoln´ı zvuky narusˇuj´ıc´ı kvalitu nahra´va´n´ı. Bylo tedy nutne´ vyzkousˇet i jine´ rea´lneˇjˇs´ı
prostory, ve ktery´ch by mohlo by´t zarˇ´ızen´ı pouzˇ´ıva´no. Zvolili jsme trˇi rozd´ılna´ mı´sta, u
ktery´ch se dala prˇedpokla´dat r˚uzna´ intenzita okoln´ıch ruch˚u. C´ılem experimentova´n´ı bylo,
zjistit v jake´m prostrˇed´ı je zarˇ´ızen´ı jesˇteˇ schopne´ dosa´hnout uspokojivy´ch vy´sledk˚u a v
jake´m jizˇ nema´ smysl.
Testova´n´ı se ve vsˇech prˇ´ıpadech zu´cˇastnilo 15 lid´ı a prob´ıhalo stejneˇ jako uzˇivatelske´
testova´n´ı v klidove´m prostrˇed´ı. Opeˇt tedy byly porˇ´ızeny vzˇdy dveˇ nahra´vky od jedne´ osoby.
De´lka kazˇde´ z nich byla stanovena na 8 vterˇin a pra´h byl da´n hodnotou 98. Vzˇdy byly mezi
sebou porovna´va´ny voiceprinty ze stejne´ho mı´sta experimentova´n´ı.
6.7.1 Kancela´rˇ
Prvn´ı oblast´ı, kde jsme zkousˇeli zarˇ´ızen´ı, byla kancela´rˇ. Jedna´ se urcˇiteˇ o potencia´ln´ı
mı´sto, kde by se mohlo zarˇ´ızen´ı uplatnit naprˇ. pro odemyka´n´ı dverˇ´ı. V tabulce 6.6 mu˚zˇeme
videˇt vy´sledky.
Z celkove´ho pocˇtu
Chybneˇ prˇijato 15 840
Chybneˇ odmı´tnuto 4 60
Tabulka 6.6: Tabulka vy´sledk˚u pro kancela´rˇ.
6.7.2 Venkovn´ı prˇ´ıjezd do firmy
Tento prostor byl vybra´n prˇedevsˇ´ım z d˚uvodu, zˇe se jednalo o mı´sto, kde skutecˇneˇ
docha´z´ı k otev´ıra´n´ı bra´ny. Prˇesneˇ na takove´to mı´sta se zarˇ´ızen´ı zameˇrˇuje, a proto nemohlo
v testova´n´ı chybeˇt. V na´sleduj´ıc´ı tabulce 6.7 nalezneme nameˇrˇene´ vy´sledky.
Z celkove´ho pocˇtu
Chybneˇ prˇijato 25 840
Chybneˇ odmı´tnuto 7 60
Tabulka 6.7: Tabulka vy´sledk˚u pro venkovn´ı prˇ´ıjezd do firmy.
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6.7.3 Rusˇna´ ulice prˇed domem
Posledn´ı zkousˇkou, kterou zarˇ´ızen´ı prosˇlo, byl vchod do domu prˇ´ımo u hlavn´ı cesty. Jed-
nalo se o opravdu rusˇnou ulici, po ktere´ jezd´ı mnoho aut vcˇetneˇ tramvaj´ı. V tomto prostrˇed´ı
bylo nasˇe zarˇ´ızen´ı azˇ prˇ´ıliˇs ha´klive´ na okoln´ı hluk, cozˇ dokazuje velky´ pocˇet chybny´ch
odmı´tnut´ı v tabulce 6.8.
Z celkove´ho pocˇtu
Chybneˇ prˇijato 1 840
Chybneˇ odmı´tnuto 30 60
Tabulka 6.8: Tabulka vy´sledk˚u pro rusˇnou ulici
6.8 Spusˇteˇn´ı skriptu
Ke spra´vne´mu beˇhu skriptu je zapotrˇeb´ı vesˇkere´ho vy´sˇe popsane´ho zarˇ´ızen´ı a prˇedevsˇ´ım
knihovny BSAPI. Mnou napsany´ skript v jazyce Python se spousˇt´ı na´sleduj´ıc´ım zp˚usobem
./gate.py, pokud se uzˇivatel nacha´z´ı ve slozˇce ./home/pi/BSAPI/gate/sid2. Je nutne´
dodrzˇet spousˇteˇn´ı pra´veˇ z te´to slozˇky, protozˇe skript vyuzˇ´ıva´ i jine´ programy, ktere´ se
nacha´z´ı ve stejne´ slozˇce. Vytvorˇene´ voiceprinty jsou ulozˇeny do slozˇky vp. Po spusˇteˇn´ı
skriptu je zarˇ´ızen´ı prˇipraveno k oveˇrˇova´n´ı osob podle hlasu. Ukoncˇen´ı skriptu se da´ prove´st
stisknut´ım prˇep´ınacˇe S0 na PiFace Digital 2.
6.8.1 Doba zpracova´n´ı nahra´vky
V kapitole 4 jsme si uvedli, zˇe vytvorˇen´ı voiceprintu by se dalo charakterizovat tak, zˇe
50 sekund za´znamu je rovno 1 sekundeˇ strojove´ho cˇasu CPU. Bohuzˇel Raspberry Pi nedis-
ponuje dostatecˇny´m vy´konem k realizaci takove´to rychlosti. Nicme´neˇ rychlost porovna´va´n´ı
je sta´le oproti vytvorˇen´ı voiceprintu zanedbatelna´. Meˇrˇen´ım bylo zjiˇsteˇno, zˇe zpracova´n´ı 8
vterˇinove´ nahra´vky (vytvorˇen´ı voiceprintu a porovna´n´ı) trva´ v pr˚umeˇru 4 vterˇiny. Rychlost
zpracova´n´ı by se dala sn´ızˇit naprˇ. pouzˇit´ım nejnoveˇjˇs´ıho zarˇ´ızen´ı Raspberry Pi 2, ktery´ jizˇ
disponuje lepsˇ´ım vy´konem viz. kapitola 5 nebo portovat na Raspberry Pi nejnoveˇjˇs´ı verzi





V ra´mci pra´ce jsem meˇl mozˇnost sezna´mit se s technologi´ı identifikace rˇecˇn´ıka podle
hlasu. Cˇa´st pra´ce se take´ veˇnovala zarˇ´ızen´ı Raspberry Pi, na ktere´m je cely´ syste´m postaven.
Nejveˇtsˇ´ı cˇa´st pra´ce se ale veˇnovala samotne´mu zarˇ´ızen´ı a take´ jeho testova´n´ı. Z vy´sledk˚u
testova´n´ı je patrne´, zˇe vytvorˇene´ zarˇ´ızen´ı lze vyuzˇ´ıt v klidneˇjˇs´ıch prostrˇed´ıch. Jak je totizˇ
patrne´ ze sekce 6.7, pouzˇit´ı zarˇ´ızen´ı ve velice rusˇne´m prostrˇed´ı nedosahuje uspokojivy´ch
vy´sledk˚u.
Cele´ zarˇ´ızen´ı by se dalo vylepsˇit jak po designove´, tak po technicke´ stra´nce. Mu˚zˇeme
da´le zlepsˇovat kvalitu vlastn´ıho algoritmu rozpozna´va´ni rˇecˇn´ıka, nebo mu˚zˇeme kombinovat
technologii identifikace rˇecˇn´ıka naprˇ´ıklad s pozˇadova´n´ım zada´n´ı hesla. Tento postup je nej-
spolehliveˇjˇs´ı, protozˇe se op´ıra´ o biometricke´ meˇrˇen´ı a za´rovenˇ skrytou znalost, kterou zna´
pouze opra´vneˇna´ osoba. Spolecˇnost Phonexia jizˇ dnes u´speˇsˇneˇ zdokonaluje algoritmus pro
rozpozna´va´n´ı rˇecˇn´ıka. Nasˇe zarˇ´ızen´ı do budoucna slibuje sˇirokou mozˇnost uplatneˇn´ı. Jako
nejpravdeˇpodobneˇjˇs´ı mozˇnost se zat´ım jev´ı zabezpecˇen´ı domu, auta cˇi lodeˇ.
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• Skript psany´ v jazyce Python.
• Manua´l k obsluze ve forma´tu .txt.
• 60 nahra´vek ve forma´tu .wav
• Soubor se sko´ry vsˇech porovna´n´ı ve forma´tu .txt.




Mikrofon Vzda´lenost od mikrofonu
2-4cm
Trust Microphone MC-1200 9.9s 9.8s 10.1s 10.1s 10.1s
Slucha´tka s mikrofonem Genius HS-04V 8.1s 7.9s 7.9s 7.8s 8.2s
Trust Starzz 12.1s 12.1s 11.8s 12.0s 12.0s
Canyon CRN-MIC1 10.3s 10.1s 9.8s 9.8s 10.0s
Defender Mic-142 10.8s 11.0s 11.1s 11.0s 11.1s
Tabulka B.1: Tabulka nameˇrˇeny´ch sekund pro de´lku 2 - 4cm.
Mikrofon Vzda´lenost od mikrofonu
8-12cm
Trust Microphone MC-1200 7.8s 8.0s 8.2s 8.0s 8.0s
Slucha´tka s mikrofonem Genius HS-04V 6.1s 5.8s 5.9s 6.0s 5.9s
Trust Starzz 10.4s 10.6s 10.5s 10.4s 10.6s
Canyon CRN-MIC1 8.5s 8.6s 8.3s 8.6s 8.5s
Defender Mic-142 9.4s 9.5s 9.7s 9.4s 9.5s
Tabulka B.2: Tabulka nameˇrˇeny´ch sekund pro de´lku 8 - 12cm.
Mikrofon Vzda´lenost od mikrofonu
15-20cm
Trust Microphone MC-1200 6.5s 5.8s 5.8s 5.9s 6.0s
Slucha´tka s mikrofonem Genius HS-04V 4.8s 4.6s 4.5s 4.4s 4.4s
Trust Starzz 9.4s 9.3s 9.6s 9.6s 9.5s
Canyon CRN-MIC1 6.1s 5.8s 5.9s 6.1s 6.1s
Defender Mic-142 8.3s 8.5s 8.6s 8.6s 8.5s


































































Tabulka B.5: Tabulka sta´rˇ´ı jednotlivy´ch uzˇivatel˚u.
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