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Prihodnost mejne kontrole je v uporabi novih inovativnih tehnologij, ki olajšajo delo 
policistov, zmanjšujejo število policistov in zagotavljajo večjo varnost posamezni 
drţavi in celotni skupnosti.  V diplomskem delu je predstavljena mejna kontrola po 
Pravilniku o izvajanju Uredbe Evropske skupnosti o Zakoniku Skupnosti o pravilih, ki 
urejajo gibanje oseb prek meja, prav tako so predstavljeni sistemi avtomatične 
mejne kontrole, ki so v uporabi, ter elektronski dokumenti, ki so podlaga zanje. 
Opisani so poteki tovrstne mejne kontrole, prednosti in pomanjkljivosti takšne 
kontrole. V nalogi je zajet predlog uvedbe biometrične mejne kontrole tudi za 
drţavljane tretjih drţav, zgolj kot faza v procesu mejne kontrole, ki le to skrajša in jo 
olajša. Identifikacija potnika na mejnem prehodu je ključni  faktor vsake mejne 
kontrole.  
V nadaljevanju so predstavljena termovizijska kamera in sredstva za odkrivanje 
radioaktivnih, eksplozivnih snovi in prepovedanih drog ter cilj in namen vzpostavitve 
Evropske agencije za upravljanje in operativno sodelovanje na zunanjih mejah drţav 
članic (FRONTEX) ter oblike policijskega sodelovanja za dosego teh ciljev.  
 
 
Ključne besede:  avtomatska, biometrična tehnologija, mejna, kontrola, 






The future of border control lies in the usage of new, innovative technologies that 
make police officers’ job easier, reduce the number of police officers and provide a 
higher level of safety in a certain country or community in general. This Bachelor’s 
degree presents Rules on the implementation of the Regulation (EC) establishing a 
Community Code on the rules governing the movement of persons across borders 
(Schengen Borders Code), the systems of automatic border control that are presently 
being used and electronic documents on which the mentioned systems base on. I 
describe the procedures of border control together with their advantages and 
disadvantages. I also discuss the suggestion of introducing biometrical border control 
for Non-EU Member Country nationals; a faze that makes the process of border 
control shorter and easier as we know that passenger identification at a border 
crossing is a key factor of every border control.  
I proceed with the thermovision camera presentation and means for discovering 
radioactive substances, explosives and illegal drugs. In this part I discuss what were 
the reasons and goals for establishing The European Agency for the Management of 
Operational Cooperation at the External Borders of the Member States of the 
European Union (FRONTEX) and which are those forms of police cooperation which 
enable us to achieve these goals.  
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Vstop v Evropsko unijo nam je prinesel svobodo gibanja znotraj skupnega prostora,  
pospešuje naše gospodarstvo in razvoj, kar izboljšuje odnose med našimi drţavljani, 
po drugi strani pa omogoča tudi kriminalnim zdruţbam, da svoje dejavnosti hitreje 
širijo preko nacionalnih meja. 
 
S povečanjem groţenj, ki jih prinaša moderni svet, še zlasti organiziran kriminal in 
terorizem, se je tudi sodelovanje drţav članic pri zagotavljanju notranje varnosti 
okrepilo. Ugotavljam, da osebna varnost ni več odvisna samo od nacionalne policije 
ali ministrstva, ampak da se novim pojavnim oblikam lahko zoperstavimo samo s 
skupnim delovanjem vseh drţav članic. 
 
Nadalje naj omenim širitev schengenskega območja 21. decembra 2007. To je bil po 
širitvi Evropske unije uspeh, ki je odpravil notranje meje v Evropi. V Sloveniji je 
širitev ocenjena kot uspeh in tudi v drugih drţavah članicah le-to ocenjujejo kot 
uspeh.  
 
Namen Evropskega sistem nadzorovanja meja (EUROSUR) je proučiti parametre, v 
okviru katerih bi se lahko razvil evropski sistem nadzorovanja meja, ki bi se sprva 
osredotočil na juţne in vzhodne zunanje meje EU, ter drţavam članicam predlagal 
časovni načrt za postopno vzpostavitev takega „sistema sistemov“ v prihodnjih letih. 
Osredotočil naj bi se na krepitev nadzorovanja meja, katerega namen je zmanjšanje 
števila nezakonitih priseljencev, ki neopaţeno vstopijo v EU, zmanjšanje smrtnosti 
nezakonitih priseljencev z rešitvijo več ţivljenj na morju, povečanje notranje varnosti 
EU kot celote s prizadevanji za preprečevanje čezmejnega kriminala.  
 
Učinkovit boj proti nezakonitemu priseljevanju in organiziranemu kriminalu naj bi se 
vzpostavil v treh fazah. Prva faza, to je vzpostavitev nacionalnih koordinacijskih 
centrov, je v nekaterih drţavah članicah zelo učinkovita realnost ţe danes. Namen te 
faze je medsebojno povezovanje obstoječih sistemov in mehanizmov nadzorovanja 
ter njihova racionalizacija na ravni drţav članic. Namen druge faze je bolje izkoristiti 
orodja nadzorovanja na ravni EU. Prav tako tudi uporaba visoke tehnologije, kot so 
sateliti in brezpilotna letala za nadzor meje. Tretja faza pa predvideva povezavo vseh 
ţe obstoječih in novih sistemov za poročanje in obveščevalne vire, ki bi bili ustrezno 
zbrani in analizirani ter v primerni obliki namenjeni za uporabo vsem organom. Cilj te 
faze je ustvariti skupno okolje za izmenjavo informacij na področju pomorstva EU, in 
sicer tako, da se vsi obstoječi sistemi poročanja in spremljanja na morskih področjih, 
ki so v pristojnosti drţav članic in sosednjih odprtih morjih, vključijo v širše omreţje 
ter se tako organom za nadzor meja omogoči izkoriščenje prednosti celostne uporabe 
teh različnih sistemov. 
 
Drţave so naklonjene projektu EUROSUR in podpirajo izvedbo študije o ključnih 
komponentah EUROSUR-a. Vsebovala naj bi tehnična priporočila za nacionalne 
koordinacijske centre in nacionalne sisteme za nadzor kopenskih in morskih meja ter 
sistemske rešitve za vzpostavitev varnega komunikacijskega omreţja med 
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nacionalnimi koordinacijskimi centri in Agencijo Frontex. Frontex bi lahko imel 
pomembno vlogo pri razvoju EUROSUR-a s pripravo različnih strokovnih podlag. 
 
Vsa moderna tehnologija naj bi prispevala k delu izkušenih organov, da jim pomaga, 
da se bodo pri vsakem neţelenem prehodu zunanje meje, ki ga bodo zaznali, znali 
primerno in pravočasno odzvati. 
  
Zaposlen kot policist na Postaji mejne policije Dobova, opravljam mejno kontrolo na 
Ţelezniškem mejnem prehodu v Dobovi, in sicer na juţni schengenski meji, ki meji z 
Republiko Hrvaško. Namen varovanja drţavne meje je, da se zavarujeta ţivljenje in 
zdravje ljudi, da se preprečujejo in odkrivajo kazniva dejanja in prekrški ter odkrivajo 
in prijemajo njihovi storilci, preprečujejo nedovoljene migracije, zagotavlja varnost 
ljudi, premoţenja in okolja, preprečujejo in odkrivajo druge nevarnosti za javno 
varnost in red. Ključni cilj je učinkovit nadzor meje, s katerim bi preprečevali ilegalne 
imigracije, hitra in učinkovita kontrola potnikov, ki bo zagotavljala dostopnost in 
odprtost Unije, ter moţnost pregleda nad tujci, ki vstopijo legalno v Evropsko unijo in 
po izteku vizuma nelegalno podaljšujejo svoje bivanje.  
 
Skozi diplomsko delo bom obrazloţil namen in metode varovanja zunanjih meja, 
schengenski priročnik, in sicer postopek mejne kontrole (kontrola na mejnih 
prehodih, poizvedba o schengenskem informaciskem sistemu, posebna pravila za 
določene kategorije oseb, ţigosanje potnih listin, delna opustitev mejne kontrole, 
zavrnitev vstopa, izdajanje vizumov na meji), kontrolo na kopenskih in zračnih 
mejah.  
 
V nadaljevanju  bom obrazloţil moderno tehnologijo, ki jo uporabljamo pri varovanju 
meja. Najprej biometrijo, katera je prihodnost mejne kontrole v uporabi novih 
inovativnih tehnologij, ki olajšajo delo in zmanjšajo število policistov ter zagotavljajo 
večjo varnost posameznih drţav in celotni skupnosti. V nalogi bom predstavil sistem 
avtomatične mejne kontrole, ki so v uporabi v Evropski skupnosti, ter elektronski 
dokumenti, ki so podlaga zanjo. Opisal bom potek tovrstne mejne kontrole, prednosti 
in pomanjkljivosti takšne kontrole. 
 
V nadaljevanju bom predstavil termovizijsko kamero, katere namen je opazovanje 
določenega območja, saj zazna vire toplotnih sevanj, ki jih proizvajajo ţiva bitja. To 
pomeni, da naprava zazna tako ljudi kot ţivali. Prav tako bom obrazloţil Merlin 133, 
ki se uporablja za zaznavanje radioaktivnosti in gostote materiala (tihotapljenje 
blaga). Na koncu pa bom predstavil napravo Sabre 4000, ki je optimirana za 
odkrivanje eksplozivnih snovi in prepovedanih drog. 
 
Prav tako bom predstavil cilje in namen Evropske agencije za upravljanje in 
operativno sodelovanje na zunanjih mejah drţav članic, oblike policijskega 
sodelovanja za dosego teh ciljev, praktične izkušnje, ki jih ima Republika Slovenija pri 
sodelovanju z agencijo FRONTEX. 
 
Ker sem zaposlen na slovenski juţni schengenski meji ter se dnevno srečujem s 
problematiko nezakonitih migracij, mi bo preučitev navedene teme sluţila kot 
pripomoček in vodilo za delo. 
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2 OPREDELITEV POJMOV 
 
 
 »Schengenske drţave« so drţave, ki v celoti izvajajo schengenski pravni red in so 
odpravile kontrole na svojih notranjih mejah (Avstrija, Belgija, Češka, Danska, 
Finska, Francija, Nemčija, Grčija, Islandija, Italija, Luksemburg, Nizozemska, 
Norveška, Portugalska, Španija, Švedska, Švica, Estonija, Litva, Latvija, 
Madţarska, Malta, Poljska, Slovenija). 
 »Drţave članice EU« so Avstrija, Belgija, Češka, Ciper, Danska, Estonija, Finska, 
Francija, Nemčija, Grčija, Madţarska, Irska, Italija, Latvija, Litva, Luksemburg, 
Malta, Nizozemska, Poljska, Portugalska, Slovaška, Slovenija, Španija, Švedska, 
Zdruţeno kraljestvo, Romunija in Bolgarija. 
 »Notranje meje« so skupne meje na kopnem, vključno z mejami na rekah in 
jezerih schengenskih drţav, letališča schengenskih drţav, namenjena notranjim 
letom, morska, rečna in jezerska pristanišča schengenskih drţav, namenjena 
rednim trajektnim povezavam. 
 »Zunanje meje« so meje schengenskih drţav na kopnem, vključno z mejami na 
rekah in jezerih, meje na morju in letališčih, rečnih, morskih in jezerskih 
pristaniščih, pod pogojem, da ne gre za notranje meje. 
 »Osebe, ki uţivajo pravico Skupnosti do prostega gibanja«, so drţavljani drţav 
članic EU, drţav EGP in Švice ter njihovi druţinski člani, ne glede na njihovo 
drţavljanstvo, ki jih spremljajo ali se jim pridruţijo. 
 »Druţinski člani drţavljanov drţav EU« so, ne glede na njihovo drţavljanstvo, 
zakonec in, če je to sklenjeno na podlagi zakonodaje drţave članice in priznano z 
zakonodajo gostujoče drţave članice kot enakovredno poroki, partner, s katerim 
je drţavljan EU sklenil registrirano partnersko skupnost, neposredni potomci, 
mlajši od 21 let, ali vzdrţevane osebe, vključno s tistimi od zakonca ali 
registriranega partnerja, vzdrţevani neposredni sorodniki v ravni vrsti, vključno s 
tistimi od zakonca ali registriranega partnerja. 
 »Drţavljan EU« se nanaša na katero koli osebo, ki ima drţavljanstvo drţave 
članice Evropske unije. 
 »Drţavljan tretje drţave« se nanaša na katero koli osebo, ki ne uţiva pravice 
Skupnosti do prostega gibanja. 
 »Mejni policist« se nanaša na katerega koli javnega usluţbenca, ki je v skladu z 
nacionalno zakonodajo dodeljen na mejni prehod ali ob mejo ali v neposredno 
bliţino te meje, ki v skladu z zakonodajo Skupnosti in nacionalno zakonodajo 
opravlja naloge nadzora na meji. 
 »Nadzor meje« je dejavnost, ki se opravlja na meji zgolj kot odziv na nameravani 
ali dejanski prehod meje, ne glede na vse druge okoliščine, kot so mejna kontrola 
in varovanje meje. 
 »Mejna kontrola« je kontrola, opravljena na mejnih prehodih, s katero se 
zagotovi, da se osebam, njihovim vozilom in predmetom v njihovi posesti dovoli 
vstop na ali izstop iz ozemlja schengenskih drţav. 
 »Varovanje meje« je varovanje meje med mejnimi prehodi in varovanje mejnih 
prehodov izven njihovega določenega delovnega časa, da se osebam prepreči 
izognitev mejni kontroli. 
 4 
 »Temeljna mejna kontrola« je kontrola, ki jo je treba praviloma opraviti na 
osebah, ki uţivajo pravico Skupnosti do prostega gibanja, da se preveri njihova 
identiteta in drţavljanstvo za drţavljane EU ali njihova identiteta in druţinske vezi 
z drţavljanom EU za njihove druţinske člane, ki sami niso drţavljani EU. Gre za 
hitro in enostavno preverjanje potne listine s ciljem preverjanja njene veljavnosti 
ter ugotavljanja znakov ponarejanja ali prenarejanja. Ta kontrola lahko vključuje 
preverjanje informacij glede ukradenih, protipravno odtujenih, izgubljenih in 
neveljavnih listin v ustreznih zbirkah podatkov. 
 »Natančna mejna kontrola« je kontrola, ki jo je treba opraviti na drţavljanih 
tretjih drţav, v nasprotju s temeljno mejno kontrolo, ki jo je treba opraviti na 
osebah, ki uţivajo pravico Skupnosti do prostega gibanja. Sestavljena je iz 
preverjanja mejnega policista, ali drţavljan tretje drţave izpolnjuje vse pogoje za 
vstop na (in izstop iz) ozemlje schengenske drţave. 
 »Kontrola v drugi vrsti« je nadaljnja kontrola, ki se lahko opravi na posebni 
lokaciji, stran od mesta, kjer se kontrolirajo vse osebe. 
 »Vizum« pomeni odobritev, ki jo izda drţava članica, ali odločitev, ki jo takšna 
drţava sprejme in se zahteva za vstop zaradi nameravanega bivanja v tej drţavi 
članici ali več drţavah članicah ali zaradi tranzita preko ozemlja te drţave članice 
ali več drţav članic.  
 »Nezakonito prebiva«, kdor je nedovoljeno vstopil (vstopi v drţavo, čeprav mu na  
podlagi 7. člena Zakona o tujcih (Ztuj UPB6) ni bil dovoljen vstop, se izogne mejni 
kontroli, pri vstopu uporabi ponarejene, tuje ali kako drugače spremenjene potne 
in druge listine, ki so potrebne za vstop, ali če organom mejne kontrole navede 
laţne podatke), mu je bil razveljavljen vizum ali je potekel rok, za katerega je bil 
izdan ali prebiva v Republiki Sloveniji v nasprotju z vstopnim naslovom oziroma 
mu je potekel čas, ko je na podlagi zakona ali mednarodnega sporazuma lahko v 
Republiki  Sloveniji, nima dovoljenja za prebivanje ali mu je dovoljenje prenehalo 
veljati. 
 »Tretja drţava« je vsaka drţava, ki ni članica Evropske unije. 
 »Tranzit« je prehod drţavnega ozemlja Republike Slovenije. 
 »Oseba brez drţavljanstva« je tujec, ki ga nobena drţava v skladu s svojimi 
pravnimi akti nima za svojega drţavljana. 
 »Tujec, za katerega je bil razpisan ukrep zavrnitve vstopa«, je tujec, drţavljan 
tretje drţave, za katerega je bil v skladu s 96. členom v schengenski informacijski 
sistem vnesen ukrep zavrnitve vstopa.   
 »Tujec« je vsakdo, ki nima drţavljanstva Republike Slovenije. 
 »Ţenevska konvencija« je konvencija o statusu beguncev, podpisana v Ţenevi 28. 
julija 1951, in Protokol o statusu beguncev, podpisan v New Yorku 31. januarja 
1967. 
 »Izvorna drţava« je drţava, katere drţavljanstvo ima drţavljan tretje drţave, ali 
drţava, v kateri je oseba brez drţavljanstva imela svoje predhodno prebivališče.  
  »Oseba brez drţavljanstva« je oseba, ki je nobena drţava, v skladu s svojo 
zakonodajo, ne priznava za svojega drţavljana.  
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3 VAROVANJE ZUNANJIH MEJA EU 
 
 
3.1 NAMEN VAROVANJA ZUNANJE MEJE 
 
 
Glavni nameni varovanja drţavne meje je, da se zavarujeta ţivljenje in zdravje ljudi,  
preprečujejo in odkrivajo kazniva dejanja in prekrški ter odkrivajo in prijemajo njihovi 
storilci, preprečujejo nedovoljene migracije, zagotavlja varnost ljudi, premoţenja in 




3.2 METODE VAROVANJA ZUNANJE MEJE 
 
 
Varovanje se lahko opravlja bodisi s stacionarnimi bodisi mobilnimi enotami, ki 
opravljajo svoje naloge z obhodi in zasedbo mest, ki so znana po nezakonitih 
prehodih meje. Treba je izvajati pogoste in nepredvidene spremembe obdobij 
varovanja, da se učinkovito odkrije nezakonito prehajanje meje. Glavne naloge 
obhodov so spremljati območje, na katerem delujejo, zagotoviti, da na območju 
obhodov ni tveganja za javni red in notranjo varnost, kontrolirati listine oseb, ki se 
nahajajo na tem območju in patruljni skupini niso poznane, zaustaviti vse sumljive 
osebe, ki nimajo nobenih listin in od njih zahtevati podrobno razlago razlogov za 
prisotnost na tem območju, zaustaviti in privesti do najbliţje postaje mejne policije 
osebe, ki so nezakonito prečkale ali poskušale prečkati mejo. Med obhodi se lahko 
uporabi posebne pse za sledenje. Prav tako se lahko uporabi helikopterje, patruljne 
čolne in terenska vozila, da se okrepijo obhodi in nadzorovanje meje. Glavne naloge 
zasedbe mest so opazovati mesta, ki so znana po nezakonitih prehodih meje ali 
tihotapljenju, zaustaviti in privesti do postaje mejne policije osebe, ki so nezakonito 
prečkale ali poskušale prečkati mejo. V skladu s pridobljenimi informacijami je treba 
organizirati zasede, da se ujame ţrtve trgovine z ljudmi in tihotapce (po Uredbi Sveta 
(ES) št. 562/2006, 12. členu). 
 
Varovanje je treba opravljati, kadar je to primerno, tudi z uporabo tehničnih in 




4 SCHENGENSKI PRIROČNIK 
 
 
4.1 POSTOPKI MEJNE KONTROLE 
 
V nadaljevanju bom predstavil kontrolo na mejnih prehodih, poizvedbe v 
schengenskem informacijskem sistemu, posebna pravila za določene kategorije oseb, 
ţigosanje listin, delno opustitev mejne kontrole, zavrnitev vstopa in izdajanje 
vizumov na meji. 
 
4.1.1 Kontrola na mejnih prehodih 
 
Glavni namen mejne kontrole na mejnih prehodih je preverjanje ali vse osebe, ki 
prehajajo mejo, izpolnjujejo pogoje za vstop na ozemlje schengenskih drţav. 
 
Pogoji za vstop drţavljanov tretjih drţav pri vstopu na ozemlje schengenske drţave 
so, da morajo posedovati veljavno potno listino ali listine, ki jim dovoljujejo prehod 
meje, posedovati morajo veljavni vizum, če se to zahteva v skladu z Uredbo Sveta 
(ES) z dne 15. marec 2001 o seznamu tretjih drţav, kateri drţavljani morajo pri 
prehodu zunanjih meja imeti vizume, in drţav, katerih drţavljani so oproščeni te 
zahteve, razen če imajo veljavno dovoljenje za prebivanje, upravičijo namen in 
pogoje nameravanega bivanja in imajo zadostna sredstva za preţivljanje, tako za čas 
nameravanega bivanja kot tudi za vrnitev v svojo matično drţavo ali tranzit v tretjo 
drţavo, kjer bodo zagotovo sprejeti, ali bodo lahko ta sredstva zakonito pridobili, ne 
gre za osebe, za katere je bil razpisan ukrep SIS zaradi zavrnitve vstopa, ne poseduje 
groţnje javnemu redu, notranji varnosti, javnemu zdravju ali mednarodnim odnosom 
katere koli drţave članice, zlasti če ni bil razpisan noben ukrep v nacionalni zbirki 
podatkov drţav članic za zavrnitev vstopa na isti podlagi (po Uredbi Sveta (ES) št. 
562/2006, 5. členu).  
 
Glavni pogoj, ki ga je treba preveriti ob izstopu, je preverjanje,  ali drţavljan drţave 
poseduje ustrezno veljavno listino za prehod meje, preverjanje potne listine zaradi 
iskanja znakov ponarejanja ali prenarejanja, kadar koli je to mogoče, preverjanje, ali 
drţavljan tretje drţave ne predstavlja groţnje javnemu redu, notranji varnosti ali 
mednarodnim odnosom katerekoli drţave članice (po Uredbi Sveta (ES) št. 562/2006, 
7. členu) . 
 
Temeljne pravice, zapisane v Evropski konvenciji o človekovih pravicah in Listini 
Evropske unije o temeljnih pravicah, je treba zagotoviti vsaki osebi, ki poskuša 
prehajati meje. Mejna kontrola mora biti predvsem v celoti skladna s prepovedjo 
nečloveškega in poniţujočega ravnanja ter prepovedjo diskriminacije, zapisanima v 3. 
oziroma 14. členu Evropske konvencije o človekovih pravicah ter v 4. oziroma 21. 
členu Listine Evropske unije o temeljnih pravicah. 
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Mejni policisti pri opravljanju svojih nalog v celoti upoštevajo človekovo dostojanstvo. 
Zlasti morajo mejni policisti med izvajanjem svojih nalog popolnoma spoštovati 
človeško dostojanstvo in ne smejo diskriminirati oseb zaradi spola, rasnega ali 
narodnostnega porekla, vere ali prepričanja, invalidnosti, starosti ali spolne 
usmerjenosti. Katerikoli ukrepi, sprejeti pri opravljanju njihovih nalog, morajo biti 
sorazmerni s cilji, ki naj se s temi ukrepi doseţejo (po Uredbi Sveta (ES) št. 
562/2006, 6. členu) .  
 
Vsi potniki imajo pravico, da so obveščeni o naravi kontrole, in pravico do strokovne, 
prijazne in vljudne obravnave v skladu z veljavnim mednarodnim in nacionalnim 
pravom ter pravom Skupnosti. 
 
Poveljujoči mejni policist mejnega prehoda mora razporediti ustrezno osebje v 
zadostnem številu za opravljanje učinkovitega nadzora meje. Mejni policisti si morajo 
vedno prizadevati za ravnovesje med potrebo po zagotovitvi pretočnosti prehoda 
meje za osebe, ki izpolnjujejo pogoje za vstop in predstavljajo veliko večino potnikov 
(npr. turisti, poslovneţi, študenti itd.), na eni strani ter potrebo po stalni posebni 
pozornosti za odkrivanje oseb, ki pomenijo tveganje za javni red in notranjo varnost, 
ter morebitnih nezakonitih priseljencev, na drugi strani. 
 
Za vse osebe je treba ob vstopu in izstopu opraviti temeljno mejno kontrolo, vključno 
s primerjanjem identitete osebe z listinami, ki jim dovoljujejo prehod meje. Temeljna 
mejna kontrola je večinoma hitro in enostavno preverjanje potne listine s ciljem 
preverjanja njene veljavnosti ter ugotavljanja znakov ponarejanja ali prenarejanja. 
Ta kontrola lahko vključuje tudi preverjanje informacij glede ukradenih, protipravno 
odtujenih, izgubljenih in neveljavnih listin v ustreznih zbirkah podatkov. Temeljna 
mejna kontrola mora biti pravilo za osebe, ki uţivajo pravico Skupnosti do prostega 
gibanja (po Uredbi Sveta (ES) št. 562/2006, 7. členu)   
 
Praviloma od drţavljanov tretjih drţav, ki imajo dovoljenje za prebivanje schengenske 
drţave, ne bi smeli zahtevati, da dokazujejo namen predvidenega bivanja niti 
posedovanje sredstev za preţivljanje. Druge mejne kontrole in zlasti pregled potnih 
listin in listin za prebivanje, poizvedbe v SIS in nacionalnih zbirkah podatkov pa je 
treba opraviti. 
 
Na zahtevo osebe, ki je predmet natančne mejne kontrole, ji mora mejni policist, ki 
izvaja kontrolo, pokazati svojo sluţbeno izkaznico, povedati sluţbeno identifikacijsko 
številko in, če okoliščine to dopuščajo, povedati svoje ime. Navedbo imena lahko 
zavrne, če obstaja kakršen koli razlog za sklepanje, da bi lahko bil mejni policist 
resno oškodovan (na primer, če mu je bilo zagroţeno maščevanje). V zadnjem 
primeru je treba zagotoviti samo sluţbeno identifikacijsko številko ter naziv in naslov 
organa (po Uredbi Sveta (ES) št. 562/2006, 7. členu) . 
 
Da ne bi upočasnili kontrolnih postopkov ob kabinah za vstop ali izstop v prvi vrsti in 
kadar obstaja potreba po dodatnih preverjanjih, se lahko zgoraj omenjena natančna 
kontrola opravi na lokaciji, ločeni od kabin (kontrola v drugi vrsti). 
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Na zahtevo drţavljana tretje drţave in kadar obstajajo moţnosti, je treba takšno 
natančno kontrolo opraviti v za to namenjenemu zasebnemu prostoru. V tem primeru 
je treba drţavljana tretje drţave poučiti o namenu takšne kontrole ter o postopku. Te 
informacije so lahko v obliki plakata ali letaka, ki ga je treba izročiti osebi. Letak ali 
plakat mora biti na voljo v vseh uradnih jezikih Unije in v jeziku drţav, ki mejijo na 
zadevne drţave članice (po Uredbi Sveta (ES) št. 562/2006, 7. členu). 
 
4.1.2  Poizvedba o schengenskem informacijskem sistemu 
 
SIS je treba uporabiti za poizvedbe glede informacij o osebah in predmetih, zlasti o 
osebah, iskanih zaradi prijetja in predaje na podlagi evropskega naloga za prijetje, ali 
osebah, iskanih zaradi začasnega prijetja z namenom izročitve, drţavljanih tretjih 
drţav, ki jim je treba zavrniti vstop na ozemlje schengenskih drţav, pogrešanih 
osebah ali osebah, ki zaradi svoje lastne zaščite ali da bi preprečile groţnje, 
potrebujejo začasno policijsko zaščito, osebah, iskanih zaradi sodnega postopka, 
osebah in predmetih, za katere se uvede prikrito evidentiranje ali namenska kontrola, 
predmetih, vključenih v zaseg ali za zagotovitev dokazov v kazenskih postopkih. 
 
Ravnanje po zadetku v SIS. Posameznike, ki se jih išče zaradi prijetja, je treba 
predati organom, pristojnim za sprejetje odločitve o začasni omejitvi prostosti, z 
namenom izročitve ali predaje drţavi članici prosilki. Drţavljane tretjih drţav, katerim 
se vstop zavrne, je treba čim hitreje vrniti na mesto, od koder so prišli, ali v njihovo 
matično drţavo, če okoliščine to dopuščajo. Takšne osebe morajo ostati pod 
nadzorom mejnih policistov do svojega odhoda iz ozemlja schengenske drţave. Od 
odrasle osebe je treba pridobiti predhodno soglasje, preden se obvesti subjekt, ki jo 
je prijavil kot pogrešano. Posebno pozornost je treba nameniti mladoletnikom ali 
osebam, za katere se na podlagi odločitve drţavnih organov (sodišče, upravni organi) 
zahteva varstvo. Nadaljnji ukrepi se lahko sprejmejo le po posvetovanju s temi 
organi. Podatki, vključeni za namene prikritega evidentiranja, morajo omogočiti 
pridobivanje podatkov, kot so (kraj, čas ali razlog za kontrolo, pot in namembni kraj 
potovanja, osebe, ki spremljajo zadevno osebo, ali potniki v vozilu, plovilu ali letalu, 
uporabljeno vozilo, plovilo, letalo ali kontejner, predmeti, ki jih ima oseba s seboj, 
okoliščine, v katerih je bila oseba ali vozilo, plovilo, letalo ali kontejner izsleden). Pri 
zbiranju teh informacij je treba ohraniti prikrito naravo evidentiranja. 
 
Predmeti za zaseg ali za zagotovitev dokazov v kazenskih postopkih vključujejo 
ukradena, protipravno odvzeta ali drugače odtujena motorna vozila z delovno 
prostornino nad 50 cm3, plovila in letala, ukradene, protipravno odvzete ali drugače 
odtujene priklopnike z lastno teţo nad 750 kg, stanovanjske prikolice, industrijsko 
opremo, izvenkrmne motorje in kontejnerje, ukradeno, protipravno odvzeto ali 
drugače odtujeno strelno oroţje, ukradene, protipravno odvzete ali drugače odtujene 
uradne listine in bianko, ukradene, protipravno odvzete, izgubljene ali neveljavno 
izpolnjene osebne dokumente, kot so potni listi, osebne izkaznice, vozniška 
dovoljenja, dovoljenja za prebivanje in potne listine, ukradena, protipravno odvzeta, 
izgubljena ali neveljavna prometna dovoljenja in registrske tablice, bankovce 
(registriran denar), ukradene, protipravno odvzete, drugače odtujene ali 
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razveljavljene vrednostne papirje in plačilna sredstva, kot so čeki, kreditne kartice, 
obveznice, drţavni vrednostni papirji in delnice. 
Za nadaljnje informacije o načinu ravnanja v primeru razpisa ukrepa v SIS morajo 
mejni policisti obvestiti urad sirene, ki pove natančna navodila glede razpisanega 
ukrepa. 
 
4.1.3 Posebna pravila za določene kategorije oseb 
 
Kontrola oseb, ki uţivajo pravico Skupnosti do prostega gibanja, se opravi v skladu z 
Direktivo 2004/38/ES (po Uredbi Sveta (ES) št. 562/2006, 7. členu). 
 
Osebe, ki uţivajo pravico Skupnosti do prostega gibanja, lahko praviloma prehajajo 
mejo drţave članice z naslednjimi listinami, drţavljani EU (osebna izkaznica ali potni 
list), druţinski člani drţavljana EU, ki so drţavljani tretje drţave, potni list. Od njih se 
prav tako lahko zahteva vstopni vizum, če so drţavljani tretje drţave, za katero velja 
vizumska obveznost, razen če imajo veljavno dovoljenje ali izkaznico za prebivanje, 
izdano v drţavi članici.  
 
Vendar če oseba, ki uţiva pravico Skupnosti do prostega gibanja, nima potrebnih 
potnih listin ali potrebnih vizumov, če so ti zahtevani, mora zadevna drţava članica 
takšni osebi, preden jo zavrne, zagotoviti vse razumne moţnosti, da si v razumnem 
času pridobi potrebne listine ali da se ji te preskrbi ali da lahko potrdi ali dokaţe na 
druge načine, da uţiva pravico do prostega gibanja. 
 
Zato je treba kontrolo oseb, ki uţivajo pravico Skupnosti do prostega gibanja, 
praviloma omejiti na preverjanje njihove istovetnosti in drţavljanstva – druţinskih 
vezi (t.i. „temeljna mejna kontrola“). Zato se jim ne sme postavljati vprašanj glede 
namena potovanja, potovalnih načrtov, potrdila o zaposlitvi, plačilnih listov, bančnih 
izpiskov, nastanitve, sredstev za preţivljanje ali glede drugih osebnih podatkov.  
 
Vendar pa lahko mejni policisti pri opravljanju temeljne mejne kontrole pri osebah, ki 
uţivajo pravico Skupnosti do prostega gibanja, naključno preverjajo v nacionalnih in 
evropskih zbirkah podatkov, da se prepričajo, da oseba ne predstavlja resnične, 
neposredne in dovolj resne groţnje notranji varnosti, javnemu redu, mednarodnim 
odnosom drţav članic ali groţnjo javnemu zdravju (po Uredbi Sveta (ES) št. 
562/2006, 7. členu). 
 
Zadetek v SIS ali drugih zbirkah podatkov sam po sebi ni zadostna podlaga za 
zavrnitev vstopa kateri koli osebi, ki uţiva pravico Skupnosti do prostega gibanja. 
 
4.1.4 Ţigosanje potnih listin 
 
Potne listine drţavljanov tretjih drţav sistematično ţigosajo ob vstopu in izstopu. 
Vstopni ali izstopni ţig se zlasti odtisne v listine z veljavnim vizumom, ki drţavljanom 
tretjih drţav omogočajo prehod meje, listine, ki drţavljanom tretjih drţav, katerim je 
na meji izdan vizum, omogoča prehod meje, listine, ki drţavljanom tretjih drţav, ki 
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ne potrebujejo vizuma, omogočajo prehod meje (po Uredbi Sveta (ES) št. 562/2006, 
10. členu).  
Ţig ne dokazuje, da je bila opravljena natančna mejna kontrola, ampak omogoča 
samo, da se z gotovostjo določita datum in kraj prehoda meje. Ţigosanje je 
namenjeno tudi zagotavljanju, da se lahko med kontrolo ob vstopu in izstopu iz 
schengenskega ozemlja preveri, ali je bilo spoštovano najdaljše dovoljeno trajanje 
bivanja drţavljana tretje drţave na schengenskem ozemlju (trije meseci v obdobju 
šestih mesecev). 
 
Mejni policisti morajo tako vedno ţigosati listine, ki drţavljanom tretjih drţav 
omogočajo prehod meje, tudi v izrednih in nepredvidenih okoliščinah, vključno takrat, 
kadar je mejna kontrola delno opuščena.  
 
Ţigosati je treba tudi potno listino osebe, kateri se vizum izda na meji. 
 
Vstopnega ali izstopnega ţiga se ne odtisne v potne listine voditeljev drţav in 
dostojanstvenikov, katerih prihod je bil vnaprej uradno napovedan po diplomatski 
poti, v pilotske licence ali potrdila članov posadke letala, v potne listine pomorščakov, 
ki se nahajajo znotraj območja drţave članice, samo takrat, kadar njihova ladja 
pristane in so pomorščaki na območju pristanišča, v potne listine posadke in potnikov 
potniških ladij za kriţarjenje, ki niso predmet mejne kontrole, v listine, ki omogočajo 
prehod meje drţavljanom Andore, Monaka in San Marina (po Uredbi Sveta (ES) št. 
562/2006, 10. členu). 
 
Potne listine drţavljanov tretjih drţav, ki so člani druţine drţavljana Unije, za katere 
velja Direktiva 2004/38/ES, ki pa ne predloţijo dovoljenja za prebivanje, se ţigosajo 
pri vstopu in izstopu (po Uredbi Sveta (ES) št. 562/2006, 7. členu). 
 
V praksi se lahko primeri tudi, da listina, ki drţavljanu tretje drţave omogoča prehod 
meje, ni več primerna za odtis ţiga ali nima več prostih strani. V takšnem primeru je 
treba drţavljanu tretje drţave priporočiti, da zaprosi za nov potni list, kamor se lahko 
odtisnejo ţigi v prihodnje.  
 
V vsakem primeru pomanjkanje praznih strani v potnem listu samo po sebi ni 
veljaven in zadosten razlog za zavrnitev vstopa osebe. 
 
Vendar se lahko izjemoma in zlasti v primeru oseb, ki redno prehajajo mejo,  uporabi 
poseben list, na katerega se lahko odtisne nadaljnje ţige. Ta list je treba izročiti 
drţavljanu tretje drţave. 
 
V primeru vstopa in izstopa drţavljanov tretjih drţav, ki morajo imeti vizum, mora biti 
ţig, če je mogoče, odtisnjen tako, da pokriva rob vizuma, ne da bi to vplivalo na 
čitljivost navedb na vizumu ali varnostnih oznak na vizumski nalepki. Če je treba 
odtisniti več ţigov (na primer pri vizumu za večkratni vstop), se le-ti odtisnejo na 
nasprotni strani nalepljenega vizuma. Če je ta stran polna, je treba ţig odtisniti na 
naslednjo stran. Ţiga se ne sme odtisniti na strojno berljivi del ter na stran z 
osebnimi podatki in na druge strani z originalnimi uradnimi zaznamki.  
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Za zagotovitev dokaza o vstopu in izstopu se uporabljajo različne vrste ţigov 
(pravokoten za vstop, pravokoten z oblimi robovi za izstop). Ti ţigi vsebujejo črko, ki 
opredeljuje drţavo, ime mejnega prehoda, datum, kontrolno številko in piktogram, ki 
opredeljuje način potovanja pri vstopu in izstopu (po kopnem, zraku ali morju).  
 
Poizvedbe glede vstopnih in izstopnih ţigov ter glede dokumentacije v zvezi s 
prenarejenimi, ponarejenimi, izgubljenimi ali nepravilno odtisnjenimi ţigi se lahko 
naslovijo na kontaktno točko, ki jo je v ta namen vzpostavila vsaka schengenska 
drţava. 
 
Vsak mejni prehod mora voditi evidenco vstopnih in izstopnih ţigov, izročenih 
vsakemu mejnemu policistu, ki opravlja kontrolo, in vrnjenih z njegove strani. To  
vključuje tudi referenco vsakega takšnega ţiga, ki jo bo mogoče kasneje treba 
uporabiti za primerjavo.  
 
Kadar se ţigi ne uporabljajo, morajo biti zaklenjeni in dostop do njih omejen na 
pooblaščene mejne policiste. Varnostne kode na ţigih je treba spremeniti v rednih 
časovnih obdobjih, krajših od enega meseca.  
 
Če se ob izstopu ugotovi, da v potni listini drţavljana tretje drţave ni vstopnega ţiga, 
lahko mejni policist predvideva, da je imetnik ne izpolnjuje oziroma ne izpolnjuje več 
pogojev glede trajanja bivanja, ki se uporablja v zadevni drţavi članici. (po Uredbi 
Sveta (ES) št. 562/2006, 11. členu). Če to drţi, se lahko naloţi kazen v skladu z 
nacionalnim zakonom.  
 
Domneva se lahko ovrţe, če drţavljan tretje drţave na kakršen koli način predloţi 
verodostojen dokaz, na primer predloţi vozovnico ali dokazilo o navzočnosti izven 
ozemlja drţav članic, ki kaţe, da je ta oseba upoštevala pogoje v zvezi s trajanjem 
kratkoročnega bivanja (po Uredbi Sveta (ES) št. 562/2006, 11. členu). 
 
4.1.4.1 Prvi primer 
 
Ukrajinska drţavljanka, ţena nizozemskega drţavljana, imetnica nizozemskega 
dovoljenja/izkaznice za prebivanje (z navedbo, da je druţinski član drţavljana EU) in 
v spremstvu svojega moţa ali ki se naknadno priključi svojemu moţu, tako izvršuje 
pravico do prostega gibanja. Potne listine te ţenske se ne sme ţigosati. 
 
4.1.4.2 Drugi primer 
 
Indijska drţavljanka, ţena francoskega drţavljana, imetnica schengenskega vizuma, 
vendar (še) brez francoskega dovoljenja/izkaznice za prebivanje, spremlja svojega 




4.1.5  Delna opustitev mejne kontrole 
 
Mejna kontrola na zunanjih mejah se lahko zaradi izjemnih in nepredvidljivih okoliščin 
delno opusti. Takšne izjemne in nepredvidljive okoliščine nastopijo, kadar 
nepredvideni dogodki privedejo do tako gostega prometa, da je čakalna doba na 
mejnem prehodu predolga, pri čemer so bila uporabljena ţe vsa kadrovska in 
organizacijska sredstva (po Uredbi Sveta (ES) št. 562/2006, 8. členu).  
 
To bi se lahko zgodilo, če bi, na primer prišlo do poplave ali druge hude naravne 
katastrofe, ki preprečuje prehod meje na drugih mejnih prehodih, tako da se promet 
iz več mejnih prehodov preusmeri samo na enega. 
 
Odločitev o delni opustitvi mejne kontrole mora sprejeti poveljujoči mejni policist na 
mejnem prehodu. Taka delna opustitev mejne kontrole mora biti začasna, prilagojena 
okoliščinam, ki jo upravičujejo, in jo je treba uvesti postopoma (po Uredbi Sveta (ES) 
št.562/2006, 8. členu). 
 
Kadar se mejna kontrola delno opusti, mora mejna kontrola pri vstopu načeloma 
imeti prednost pred mejno kontrolo pri izstopu. Tudi v primeru delne opustitve mejne 
kontrole mora mejni policist ţigosati potne listine drţavljanov tretjih drţav pri vstopu 
in izstopu (po Uredbi Sveta (ES) št. 562/2006, 8. členu). 
 
4.1.6  Zavrnitev vstopa 
 
Drţavljanom tretjih drţav, ki ne izpolnjuje vseh pogojev za vstop, določenih v  Uredbi 
Sveta (ES) št. 562/2006, 1. odstavka, 5. člena in ne spada v kategorije oseb po 
Uredbi Sveta (ES) št. 562/2006, 4. odstavek, 5. člena, se zavrne vstop na ozemlje 
drţav članic. To pa ne posega v uporabo posebnih določb, ki se nanašajo na pravico 
do azila in mednarodne zaščite ali izdaje vizuma za daljše bivanje (po Uredbi Sveta 
(ES) št. 562/2006, 13. členu) . 
 
Drţava članica lahko izjemoma odloči, da ne zavrne vstopa in dovoli vstop na svoje 
ozemlje drţavljanu tretje drţave iz humanitarnih razlogov, na podlagi nacionalnega 
interesa ali zaradi mednarodnih obveznosti (na primer, če oseba zaprosi za 
mednarodno zaščito), če oseba, ki nima vizuma, izpolnjuje merila za izdajo vizuma na 
meji, če ima oseba dovoljenje za prebivanje ali vizum za ponovni vstop, izdan s strani 
schengenske drţave, ki osebi dovoljuje tranzit in pot do ozemlja takšne drţave. 
Vendar se tranzit lahko zavrne, če za to osebo v nacionalnih zbirkah podatkov 
obstaja razpis ukrepa.  
 
Osebam, ki uţivajo pravico Skupnosti do prostega gibanja, se lahko vstop zavrne 
samo zaradi javnega reda ali javne varnosti, tj. kadar njihovo osebno obnašanje 




Posledično tudi razpis ukrepa v SIS ne more sam po sebi šteti kot zadosten razlog za 
avtomatično zavrnitev vstopa teh oseb; v takšnem primeru mora mejni policist vedno 
narediti natančno oceno poloţaja in ga oceniti ob upoštevanju zgornjih načel.  
 
Če je razpis ukrepa vnesla druga schengenska drţava, mora mejni policist preko 
mreţe uradov SIRENE ali preko drugih razpoloţljivih sredstev takoj stopiti v stik s 
pristojnimi organi schengenske drţave, ki je vnesla razpis ukrepa. Slednji morajo 
zlasti preveriti, zakaj je bil razpis ukrepa vnesen in ali so ti razlogi še vedno veljavni. 
Te informacije je treba brez odlašanja posredovati organom drţave članice prosilke.  
 
Na podlagi prejetih informacij bodo pristojni organi izdelali oceno, ki bo temeljila na 
zgoraj razloţenih merilih. Na podlagi tega bo mejni policist odobril ali zavrnil vstop 
zadevni osebi.  
 
Če informacij ni mogoče dobiti v razumnem roku, je treba zadevni osebi dovoliti 
vstop na ozemlje. V tem primeru lahko mejni policisti ter drugi pristojni nacionalni 
organi opravijo potrebna preverjanja po vstopu osebe na ozemlje in po tem, če je to 
potrebno, sprejmejo ustrezne ukrepe.  
 
Zgornje ne posega v druge ukrepe, ki jih je treba izvesti kot posledico razpisa ukrepa 
v SIS, kot je aretacija osebe, sprejetje varnostnih ukrepov itd. 
 
Če oseba, ki uţiva pravico Skupnosti do prostega gibanja, nima potrebnih potnih 
listin ali potrebnih vizumov, če so ti zahtevani, mora zadevna drţava članica takšni 
osebi, preden jo zavrne, zagotoviti vse razumne moţnosti, da si v razumnem času 
pridobi potrebne listine ali da se ji te preskrbi ali da lahko potrdi ali dokaţe na druge 
načine, da uţiva pravico do prostega gibanja.  
 
Če drţavljan tretje drţave, druţinski član drţavljana EU nima zahtevanega vizuma, 
vendar lahko dokaţe svojo identiteto ter druţinsko vez z drţavljanom EU, ter če ni 
nobenih dokazov za domnevo, da pomeni tveganje za zahteve javnega reda, 
notranje varnosti ali javnega zdravja drţav članic, mu je treba vizum izdati na meji. 
Takšen vizum je treba izdati brezplačno. 
 
Pri zavrnitvi vstopa drţavljanom tretjih drţav mora policist, ki izvaja kontrolo, izpolniti 
standardni obrazec za zavrnitev vstopa z navedbo razloga za zavrnitev in ga izročiti 
zadevnemu drţavljanu tretje drţave, ki mora obrazec podpisati in prejeti kopijo 
podpisanega obrazca (obrazec zavrnitev vstopa na meji je priloga). V primeru, da 
drţavljan tretje drţave podpis zavrne, bo mejni policist njegovo zavrnitev zabeleţil v 
obrazcu pod rubriko „opombe“, odtisniti vstopni ţig v potni list, ki ga z neizbrisnim 
črnilom prečrta v obliki kriţa in desno od kriţa, prav tako z neizbrisnim črnilom 
zapisati črko, ki ustreza razlogu zavrnitve vstopa, naštete v obrazcu za zavrnitev 
vstopa na meji. (po Uredbi Sveta (ES) št. 562/2006, Priloga V). Zavrnitev se označi v 






Slika 1: Odtis Zavrnitve vstopa v potni list 
 
Vir: Priporočilo komisije, str. 40 
 
Desno spodaj se napiše črka, ki označuje razlog za zavrnitev vstopa v skladu z 
enotnim obrazcem 
 
Kadar policist, odgovoren za kontrolo, ugotovi, da je bil za imetnika schengenskega 
vizuma razpisan ukrep v SIS z namenom zavrnitve vstopa, mora vizum razveljaviti z 
ţigom „RAZVELJAVLJENO“.  
 
Enotnega vizuma se ne sme razveljaviti samo zato, ker drţavljan tretje drţave ni 
mogel predloţiti dokazila, ki je potrebno za utemeljitev namena potovanja. V tem 
primeru mora mejni policist opraviti nadaljnjo poizvedbo, da oceni, ali je oseba 
pridobila vizum na goljufiv način in pomeni tveganje v smislu nezakonitega 
priseljevanja. Če je potrebno, se bo stopilo v stik s pristojnimi organi schengenske 
drţave, ki je izdala vizum. Samo če se potrdi, da je bil vizum pridobljen na goljufiv 
način, mora mejni policist takšen vizum razveljaviti. 
 
Lahko se pojavijo primeri, ko je treba razglasiti za ničnega ţig, ki je ţe bil odtisnjen v 
potni list (na primer, če je bil po pomoti mejnega policista odtisnjen napačen ţig). V 
tem primeru potnik ni odgovoren za to in zato se ţiga ne more razveljaviti na enak 
način, kot če je osebi zavrnjen vstop. Zato se priporoča, da se ţig razglasi za ničnega 
z dvema vzporednima črtama, potegnjenima skozi zgornji levi kot ţiga, kot je 
prikazano na Sliki 2: 
 
Slika 2: Razglasitev ţiga v potnem listu 
 
Vir: Priporočilo komisije, str. 41 
 
Vse osebe, katerim je bil vstop zavrnjen, imajo pravico do pritoţbe v skladu z 
nacionalnim pravom. Zadevnemu drţavljanu tretje drţave je treba zagotoviti pisno 
navedbo pritoţbenih postopkov in kontaktnih točk, ki omogočajo zagotovitev 
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informacij o zastopnikih, ki so pooblaščeni za zastopanje drţavljana tretje drţave v 
njegovem imenu.  
 
Če se zavrne vstop osebi, ki uţiva pravico Skupnosti do prostega gibanja, mora mejni 
policist osebi vedno zagotoviti pisno odločbo. Odločba mora biti sestavljena tako, da 
lahko zadevna oseba razume njeno vsebino in posledice. Odločba mora vsebovati 
tudi natančno in popolno navedbo razlogov javnega reda ali javne varnosti, na 
katerih temelji sprejeta odločba, razen če je to v nasprotju z interesi drţavne 
varnosti. V odločbi mora biti navedeno tudi sodišče ali upravni organ, pri katerem 
lahko zadevna oseba vloţi pritoţbo, ter rok za pritoţbo. Odločbo o zavrnitvi vstopa je 
treba izvršiti takoj. 
 
Če je drţavljana tretje drţave, kateremu je vstop zavrnjen, po zračni, morski ali 
kopenski poti pripeljal prevoznik, mora prevoznik nemudoma spet prevzeti 
odgovornost zanj. Prevoznik mora zlasti drţavljane tretje drţave vrniti v tretjo drţavo, 
iz katere jih je pripeljal, ali v tretjo drţavo, ki je izdala potno listino, s katero so 
potovali, ali v katero koli drugo tretjo drţavo, ki jih je pripravljena sprejeti. Kadar 
drţavljana tretje drţave, kateremu je vstop zavrnjen, ni mogoče nemudoma odpeljati 
nazaj, je treba prevozniku naloţiti vse stroške nastanitve, vzdrţevanja in povratnega 
potovanja. Če prevoznik ne more vrniti drţavljana tretje drţave, mora zagotoviti 
njegovo vrnitev na kakršen koli drug način (npr. s kontaktiranjem drugega 
prevoznika). Prevozniku je treba naloţiti kazen v skladu z Direktivo 2001/51/ES in 
nacionalnim pravom (po Uredbi Sveta (ES) št. 562/2006, Priloga V).  
 
Mejni policisti morajo na podlagi lokalnih okoliščin sprejeti vse ustrezne ukrepe, da bi 
bil drţavljanom tretje drţave, ki jim je vstop zavrnjen, preprečen nezakonit vstop (na 
primer, da ostanejo na tranzitnem območju letališča, ali s preprečevanjem izkrcanja v 
pristaniščih) (po Uredbi Sveta (ES) št. 562/2006, 13. členu).  
 
4.1.7  Izdajanje vizumov na meji 
 
V nadaljevanju bom predstavil tipe schengenskih enotnih vizumov (veljavnih za 
ozemlje vseh schengenskih drţav).  
Letališki tranzitni vizum (tipa A), to je vizum, ki se ga lahko zahteva za prehod 
mednarodnih tranzitnih območij letališč schengenskih drţav s strani drţavljanov 
določenih tretjih drţav, kot izjema od načela prostega tranzita.  
Tranzitni vizum (tipa B), imetniku, ki potuje iz ene tretje drţave v drugo, enkrat, 
dvakrat ali izjemoma večkrat, omogoča prehod preko ozemlja schengenskih drţav. 
Vizum za kratkoročno bivanje (tipa C), imetniku omogoča bivanje na ozemljih 
schengenskih drţav za obdobje, ki ne presega treh mesecev. Trajanje bivanja ne sme 
preseči treh mesecev v katerem koli obdobju pol leta, šteto od datuma prvega 
vstopa. 
Nacionalni vizum (tipa D), to je vizum, ki ga za dolgoročno bivanje (za namen 
študija, dela itd.) izda schengenska drţava v skladu s postopki, določenimi v 
nacionalni zakonodaji. Ozemeljska veljavnost takšnega vizuma je omejena na 
ozemlje drţave izdajateljice (razen vizumov D + C). Vendar imajo imetniki takšnega 
vizuma pravico do tranzita preko ozemlja drugih schengenskih drţav, da bi 
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pripotovali do in prvič vstopili v drţavo izdaje, pod pogojem, da imajo veljavno potno 
listino in da niso na nacionalnem seznamu razpisov ukrepov za zavrnitev vstopa 
drţave, čez ozemlje katere nameravajo biti v tranzitu. 
Nacionalni vizum, ki hkrati velja kot vizum za kratkoročno bivanje (tipa D + C), to je 
nacionalni vizum, ki ga izda schengenska drţava (za dolgoročno bivanje), ki pa hkrati 
velja za potovanje v druge schengenske drţave za obdobje največ treh mesecev od 
svojega začetnega datuma veljavnosti. Takšen vizum se izda v skladu s skupnimi 
pogoji in merili, predvidenimi za izdajo enotnih vizumov za kratkoročno bivanje. 
(primer vizum D + C, ki ga izda Francija, dovoljuje bivanje na francoskem ozemlju za 
celotno obdobje veljavnosti vizuma, hkrati pa dovoljuje potovanje v vse druge 
schengenske drţave za najdaljše obdobje treh mesecev od datuma veljavnosti, 
označenega na vizumski nalepki.  
Skupinski vizum, to je bodisi tranzitni vizum bodisi vizum za kratkoročno bivanje, ki 
velja največ trideset dni in ki se, razen če ni drugače določeno z nacionalno 
zakonodajo, lahko pritrdi v skupinski potni list, izdan skupini tujcev, ki je obstajala še 
pred sprejetjem odločitve o potovanju, pod pogojem, da njeni člani vstopijo na 
ozemlje, tam bivajo in izstopijo kot skupina. Ta tip vizuma se lahko izda skupinam, ki 
štejejo najmanj 5 in največ 50 oseb. Oseba, ki vodi skupino, mora imeti individualni 
potni list in po potrebi tudi individualni vizum. 
Vizum z omejeno ozemeljsko veljavnostjo (OOV) (vizum tipa B ali C), to je vizum za 
kratkoročno bivanje, ki imetniku omogoča samo bivanje ali tranzit preko ozemlja 
schengenske drţave, ki ga je izdala, ali več schengenskih drţav. V tem primeru je 
ozemeljska veljavnost (ena ali več schengenskih drţav) navedena na sami vizumski 
nalepki. Izdaja takšnega vizuma je izredne narave. Mejni policisti morajo vedno 
obvestiti svoje osrednje organe v 72 urah od izdaje vizumov OOV ter navesti podatke 
osebe, kateri je bil OOV izdan, in razloge za takšno izdajo. 
 
Vizume se lahko izda na meji pod pogojem, da drţavljan tretje drţave ima veljavno 
listino, ki mu omogoča prehod meje, lahko utemelji namen potovanja in ima 
zadostna sredstva za preţivljanje, ni predmet razpisa ukrepa v SIS za zavrnitev 
vstopa in ne pomeni groţnje javnemu redu, notranji varnosti, javnemu zdravju ali 
mednarodnim odnosom schengenskih drţav, lahko dokaţe, da ni mogel zaprositi za 
vizum vnaprej, zlasti zaradi časovnih omejitev, predloţi dokazila o obstoju 
nepredvidenih in nujnih razlogov za vstop. 
 
Poleg tega mora imeti mejni policist moţnost preveritve, da je zagotovljen povratek 
osebe v matično drţavo ali tretjo drţavo. 
 
Izdaja vizuma na meji (namesto na konzulatu/veleposlaništvu, kar je pravilo) mora 
ostati izjema. Dokazno breme glede razlogov, zaradi katerih ni bilo mogoče zaprositi 
za vizum na konzulatu in ga je zato treba izdati na meji, nosi zadevni drţavljan tretje 
drţave. 
 
Vizum se lahko izda brez omejitev glede ozemeljske veljavnosti (schengenski enotni 
vizum, veljaven za vse schengenske drţave). V tem primeru je vizum lahko (vizum za 
kratkoročno bivanje (tip C), tranzitni vizum (tip B). Ta tip vizuma se lahko izda 
prosilcem na meji samo, če imajo veljavni vizum za vse druge drţave tranzita in 
namembne drţave izven schengenskega območja. Takšen vizum bi moral omogočiti 
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neposreden tranzit preko ozemlja ali ozemelj zadevne schengenske drţave, z 
omejeno ozemeljsko veljavnostjo (C ali B). 
V obeh primerih mora biti izdani vizum veljaven le za en vstop. Veljavnost vizuma za 
kratkoročno bivanje ne sme biti daljša od 15 dni, veljavnost tranzitnega vizuma ne 
sme biti daljša od 5 dni.  
 
Vizuma ni mogoče pritrditi v neveljavno potno listino. Če nekatere schengenske 
drţave listine ne priznajo kot veljavne, je treba izdani vizum ozemeljsko omejiti. Če 
potne listine ne prizna drţava, ki izda vizum, je treba vizumsko nalepko pritrditi na 
ločen enotni list.  
 
Drţavljanu tretje drţave, ki spada v kategorijo oseb, glede katerih se je obvezno 
posvetovati z enim ali več osrednjimi organi drugih schengenskih drţav, se načeloma 
ne more izdati vizuma na meji. Kljub temu se takšnim osebam v izjemnih primerih 
lahko izda vizum na meji, zlasti iz humanitarnih razlogov, na podlagi nacionalnega 
interesa ali zaradi mednarodnih obveznosti.  
 
Vizume, izdane na meji, je treba vpisati na seznam. 
 
Pristojbine, ki se zaračunajo za obdelavo prošnje za vizum na meji, so enake 




4.2 KOPENSKE MEJE 
 
Kopenske meje obsega kontrolo cestnega, ţelezniškega prometa in obmejnega 
prometa. 
 
4.2.1 Kontrola cestnega prometa 
 
Poveljujoči mejni policist mejnega prehoda mora zagotoviti, da se opravlja učinkovita 
kontrola oseb ob hkratnem zagotavljanju varnosti in pretočnosti cestnega prometa. 
Če je to mogoče, morata kontrolo opravljati dva mejna policista.  
 
Če je moţno, je treba v skladu s splošnimi pravili o ločevanju stez urediti ločene steze 
za osebe, ki uţivajo pravico Skupnosti do prostega gibanja, in druge drţavljane tretjih 
drţav (po Uredbi Sveta (ES) št. 562/2006, Priloga III, del A, del B, del C).  
 
Vozilo je treba preiskati, kadar obstaja utemeljen sum, da so v vozilu skriti ljudje, 
droge, eksplozivne snovi in/ali oroţje, obstaja utemeljen sum, da so voznik ali potniki 
v vozilu storili kaznivo dejanje ali prekršek, se zdijo predloţeni dokumenti o vozilu 
nepopolni ali laţni. 
 
Za naključne kontrolo je treba uporabiti pse slednike ali tehnična oprema, da se 
odkrijejo eksplozivne snovi, droge in skriti ljudje. 
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V primeru domneve, da je potna listina, vozniško dovoljenje, listina o zavarovanju ali 
o registraciji vozila ponarejena, morajo vsi potniki zapustiti vozilo. Vozilo je treba 
natančno preiskati. Te dejavnosti je treba izvesti v drugi kontrolni vrsti.  
 
V vsakem primeru se bo pri takšnih preiskavah uporabljalo nacionalno pravo zadevne 
schengenske drţave. 
 
Kontrola oseb, ki potujejo z avtobusom, se lahko izvede na terminalu za potnike ali 
na avtobusu, odvisno od okoliščin. Kadar se kontrola izvede na avtobusu, je treba 
sprejeti naslednje ukrepe, kadar je to mogoče, kontrola listin se mora začeti s 
kontrolo voznika avtobusa in vodje skupine, če gre za organizirano potovanje, v 
primeru dvoma glede potne listine ali namena potovanja ali če se pojavijo znaki, da 
bi oseba lahko pomenila groţnjo javnemu redu, notranji varnosti ali javnemu zdravju 
schengenskih drţav, jo je treba prositi, da zapusti avtobus, in opraviti podrobnejšo 
kontrolo v drugi vrsti, drugi mejni policist pa ta čas nadzoruje osebe na avtobusu in 
varuje uradnika, ki izvaja kontrolo.  
 
V primeru gostega prometa je treba najprej izvesti kontrolo potnikov rednih lokalnih 
avtobusnih linij, če to dovoljujejo lokalne razmere. Med kontrolo potnih listin na 
avtobusu morajo mejni policisti uporabljati prenosne elektronske naprave, zlasti za 
poizvedbe v SIS. 
 
Kontrolo tovornjakov je treba opraviti v sodelovanju s pristojno carinsko upravo, 
kadar je to mogoče, mora za tovornjake obstajati posebna steza, da se lahko 
tovornjak in njegova vsebina preiščeta na primeren način, da se lahko brez kakršne 
koli motnje uporabi pse slednike, da se lahko uporabi tehnična oprema za preiskavo 
(npr. rentgenske naprave in detektorji ogljikovega dioksida). Med kontrolo 
tovornjakov mora biti mejni policist posebej pozoren na tovornjake s kontejnerji, kjer 
so lahko skriti ukradeni avtomobili, ţrtve trgovine z ljudmi ali nevarne snovi. Vso 
dokumentacijo o vsebini je treba pazljivo preveriti in tovornjake natančno pregledati, 
kadar so carinske oznake poškodovane, je ponjava uničena ali zašita, obstaja sum, 
da bi bile lahko znotraj skrite osebe, droge, nevarne ali eksplozivne snovi.  
 
Izvesti je treba tudi naslednjo dodatno kontrolo cestnega prometa, vključno s 
skladnostjo s socialnimi določbami (npr. primernost vozila za voţnjo, delovne ure 
voznika, zavarovanje voznika), kontrolo cestnega prevoza (skladnost prevoza blaga z 
listinami),   kontrolo prisotnosti radioaktivnega in nevarnega blaga. 
 
Vse te dodatne kontrole se izvajajo v skladu z ustrezno zakonodajo Skupnosti in 
nacionalnimi predpisi vsake schengenske drţave. 
 
4.2.2 Kontrola ţelezniškega prometa 
 
Poveljujoči mejni policist na ţelezniškem mejnem prehodu mora zbrati informacije o 
ţelezniških voznih redih in predvidenem številu potnikov, da zagotovi učinkovito 
mejno kontrolo.  
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Kontrolo se lahko opravlja na peronu, na prvi postaji prihoda ali zadnji postaji pred 
odhodom na ozemlju schengenske drţave ali na vlaku med voţnjo (po Uredbi Sveta 
(ES) št. 562/2006, Priloga VI). 
 
Mejna kontrola je sestavljena iz kontrole osebja na vlaku, potnikov, ki potujejo v 
tujino, ki prihajajo iz tujine in niso bili pregledani prej, in  zunanjosti vlaka. 
 
Mejna kontrola potnikov na hitrih vlakih, ki prihajajo iz tretje drţave, se lahko izvaja 
na  postajah v tretji drţavi, kjer potniki vstopijo na vlak, na postajah znotraj ozemlja 
schengenskih drţav, kjer potniki izstopijo iz vlaka, ali na vlaku med voţnjo med 
postajami znotraj ozemlja schengenskih drţav, če potniki ostanejo na vlaku na 
prejšnji postaji (po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
 
Pri hitrih vlakih iz tretjih drţav, ki se večkrat ustavijo na ozemlju drţav članic, se 
potnike kontrolira na vlaku ali na ciljni postaji, če ţelezniški prevoznik lahko vkrca 
potnike izključno za preostanek potovanja na ozemlju drţav članic, razen kadar je 
bila kontrola opravljena na postaji, kjer je oseba vstopila na vlak. Potniki, ki 
nameravajo na vlak vstopiti izključno za preostanek potovanja na ozemlju drţav 
članic, so pred odhodom vlaka jasno obveščeni o kontroli oseb med potjo ali na ciljni 
postaji (po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
 
Na poti v nasprotno smer se pri potnikih kontrolo ob izstopu opravi po podobnem 
postopku.  
 
Mejni policist lahko pregleda notranjost vagonov, da se prepriča, da se v njih ne 
skrivajo osebe ali predmeti, ki so predmet mejne kontrole. Mejni policisti bodo vedno 
natančno preiskali vlak, kadar obstaja sum, da so skrite eksplozivne snovi ali droge. 
Če obstajajo razlogi za domnevo, da se na vlaku skrivajo osebe, za katere je bilo 
javljeno ali za katere obstaja sum, da so storile kaznivo dejanje, ali drţavljani tretje 
drţave, ki nameravajo nezakonito vstopiti v drţavo, mejni policist, če ne more 
ukrepati v skladu z nacionalnimi predpisi, obvesti drţave članice, v smeri ali na 
ozemlju katere vlak potuje (po Uredbi Sveta (ES) št. 562/2006, Priloga VI).  
 
4.3 ZRAČNE MEJE 
 
Kontrola zračne meje se opravi ali na letališču, vzletišču ali na zasebnih letalih. 
 
4.3.1 Kontrola na letališču 
 
Da bi zagotovili učinkovito mejno kontrolo na letališču, morajo mejni policisti zbrati 
vse potrebne informacije o voznem redu zračnega prometa za zagotovitev 
zadostnega osebja glede na pretok potnikov in ob upoštevanju, da je treba dati 
prednost potnikom, ki prihajajo.  
 
Pristojni organi drţav članic zagotovijo, da upravljavec letališča sprejme potrebne 
ukrepe za fizično ločevanje potnikov iz notranjih letov od tistih iz ostalih letov. V ta 
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namen je treba na vseh mednarodnih letališčih vzpostaviti ustrezno infrastrukturo. 
(po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
 
Mejno kontrolo se ponavadi opravlja na letalu ali pri terminalih, razen če so taki 
pregledi utemeljeni z oceno tveganja, povezanega z notranjo varnostjo in 
nezakonitim priseljevanjem (po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
 
Vstopno kontrolo pri potnikih na letih iz tretjih drţav, ki se vkrcajo na notranji let, je 
treba vstopno kontrolo opraviti na letališču prihoda leta iz tretje drţave. Pri potnikih 
na notranjih letih, ki letijo v tretjo drţavo (tranzitni potniki), je treba izstopno 
kontrolo opraviti na letališču odhoda tega leta v tretjo drţavo. Pri letih iz ali v tretje 
drţave brez tranzitnih potnikov in letih z več pristanki na letališčih drţav članic, kadar 
se potuje z istim letalom, je treba pri potnikih na letu iz ali v tretje drţave, če ni 
predhodnega ali naknadnega transferja na ozemlju drţav članic, vstopno kontrolo 
opraviti na letališču prihoda in izstopno kontrolo na letališču odhoda, je treba pri 
potnikih, ki letijo iz ali v tretje drţave, z več kot enim pristankom na ozemlju drţav 
članic in kadar se potuje z istim letalom (tranzitni potniki) in pod pogojem, da se 
potniki ne morejo vkrcati na letalo na liniji znotraj ozemlja drţav članic, vstopno 
kontrolo opraviti na letališču prihoda in izstopno kontrolo na letališču odhoda, kadar 
letalski prevoznik lahko za lete iz tretjih drţav z več pristanki na ozemlju drţav članic 
vkrca potnike samo za preostali del leta znotraj tega ozemlja, je pri potnikih izstopno 
kontrolo treba opraviti na letališču odhoda in vstopno kontrolo na letališču prihoda. 
Kontrolo potnikov, ki so med temi pristanki ţe na letalu in se niso vkrcali na ozemlju 
drţav članic. Obrnjen postopek je treba uporabiti za kategorijo letov, kjer je ciljna 
drţava tretja drţava (po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
  
Kadar mora letalo pristati na najbliţjem kraju, ki ni določen kot mejni prehod, lahko 
to letalo nadaljuje z letom, ko to dovolijo mejni organi in, kar se tiče carinske 
kontrole, carinska uprava. 
 
4.3.2 Kontrola na vzletišču 
 
Zagotoviti je treba, da se potnike kontrolira v skladu s splošnimi pravili tudi na tistih 
letališčih, ki po veljavni nacionalni zakonodaji nimajo statusa mednarodnega letališča 
(„vzletišča“), se pa prek njih dovoli usmerjanje letov iz ali v tretje drţave (po Uredbi 
Sveta (ES) št. 562/2006, Priloga VI). 
 
Na vzletiščih ni treba urediti fizičnega ločevanja potnikov iz notranjih in mednarodnih 
letov, ne glede na določbe Uredbe (ES) št. 2320/2002 o določitvi skupnih pravilih na 
področju varnosti civilnega letalstva. Poleg tega, kadar je promet redek, ni nujno, da 
so mejni policisti prisotni ves čas, vendar pod pogojem, da se potrebno osebje lahko 
pravočasno razporedi (po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
 
Kadar prisotnost mejne policije na vzletišču ni stalno zagotovljena, mora direktor 
vzletišča mejno policijo ustrezno obvestiti o prihodu ali odhodu letal iz ali v tretje 
drţave (po Uredbi Sveta (ES) št. 562/2006, Priloga VI). 
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4.3.3 Kontrola na zasebnih letalih 
 
Pri zasebnih letalih iz ali v tretje drţave mora vodja zrakoplova pred vzletom 
pristojnemu organu ciljne drţave članice in kjer je to primerno, drţave članice prvega 
vstopa, posredovati splošno izjavo, ki med drugim vsebuje načrt leta v skladu s 
Prilogo 2 Konvencije o mednarodnem civilnem letalstvu in tudi podatke o identiteti 
potnikov (po Uredbi Sveta (ES) št. 562/2006, Priloga VI).  
 
Kadar zasebna letala, ki letijo iz tretje drţave v drţavo članico, pristajajo na ozemlju 
drugih drţav članic, mora pristojni organ drţave članice vstopa opraviti mejno 
kontrolo in odtisniti vstopni ţig na splošno izjavo (po Uredbi Sveta (ES) št. 562/2006, 
Priloga VI). 
 
Kadar obstaja dvom o tem, ali letalo prihaja izključno iz ali samo na ozemlje drţave 
članice, ne da bi pristalo na ozemlju tretje drţave, mora pristojni organ opraviti 
kontrolo oseb na letališčih in vzletiščih v skladu s splošnimi pravili (po Uredbi Sveta 
(ES) št. 562/2006, Priloga VI). 
 
Vstop in izstop jadralnih letal, ultra lahkih letal, helikopterjev, majhnih letal, ki lahko 
letijo le na krajše razdalje, ter zrakoplovov, laţjih od zraka, se uredi z nacionalno 
zakonodajo in, kjer je to primerno, z dvostranskimi sporazumi (po Uredbi Sveta (ES) 
št. 562/2006, Priloga VI). 
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5 MODERNA TEHNOLOGIJA 
 
 
Pravno podlago za uporabo tehnologije pri varovanju drţavnih meja ima policija v 
posameznih določbah pravnih predpisov, in sicer Zakon o policiji, Zakon o nadzoru 
drţavne meje in Pravilniku o izvajanju zakona o nadzoru drţavne meje ter v Zakonu o 
kazenskem postopku. 
 
a) Zakon o policiji 
 
Zakon o policiji v drugi alineji 3. člena in v 54. členu določa naloge policije pri 
preprečevanju in preiskovanju kaznivih dejanj in prekrškov ter da pri zbiranju osebnih 
in drugih podatkov, namenjenih za dokazovanje kaznivih dejanj in prekrškov ter za 
identifikacijo kršiteljev, smejo policisti uporabljati tehnična sredstva za fotografiranje 
ter video in avdio snemanje.  Policisti pri tem niso dolţni obvestiti osebe , na katero 
se podatki nanašajo, če bi to onemogočilo ali oteţilo izvršitev določene naloge.  
 
b) Zakon o nadzoru drţavne meje 
 
Zakon o nadzoru drţavne meje določa organizacijo in način opravljanja nadzora 
drţavne meje, izvajanje policijskih ukrepov v notranjosti in mednarodno policijsko 
sodelovanje. 
 
c) Pravilnik za izvajanje zakona o nadzoru drţavne meje 
 
Pravilnik o izvajanju zakona o nadzoru drţavne meje določa območje mejnega 
prehoda, način opravljanja mejne kontrole, namestitev zastav in zapornic, namestitev 
avtomatskih fotografskih in snemalnih naprav, podrobnejše pogoje za izdajo odredbe 
ministra, pristojnega za notranje zadeve o prepovedi dejavnosti ob mejni črti ter 
ugotavljanje in reševanje mejnih incidentov. 
 
d) Zakon o kazenskem postopku 
 
Zakon o kazenskem postopku v Republiki Sloveniji v 148. členu določa, da v primeru, 
ko so podani razlogi za sum, da je bilo storjeno kaznivo dejanje, morajo organi za 
notranje zadeve ukreniti vse potrebno, da se storilec kaznivega dejanja izsledi, da se 
odkrijejo in zavarujejo sledovi in predmeti, ki bi utegnili biti dokaz in da se zberejo 





Biometrija je v svoji definiciji proces zbiranja, procesiranja in shranjevanja podatkov 
o posameznih fizičnih lastnostih z namenom identifikacije. Glavne značilnosti 
biometričnega sistema so globalna interoperabilnost, poenotenost, tehnična 
zanesljivost in dolgotrajnost z dobo najmanj deset let s povratno kompatibilnostjo. 
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Avtomatiziran biometrični sistem je sposoben zajeti, izvleči in primerjati biometrične 
podatke z referenčnim vzorcem ter določiti ali sta identifikacija in verifikacija 
uspešna. Biometrični sistem deluje v verifikacijskem in identifikacijskem načinu, ki je 
odvisen od potreb uporabnika, cene, lastnosti posamezne metode, vprašanj v zvezi z 
zasebnostjo in drugih specifičnih dejavnikov, ki se pojavljajo na konkretnih področjih 
uporabe (pristopna kontrola, dostop do računalniških sistemov, bančnih sistemov in 
bankomatov, mejna kontrola, forenzične aplikacije, itd.) 
 
O biometrični verifikaciji (sistem primerjave ena na ena) govorimo takrat, kadar s 
pomočjo programske opreme ugotavljamo povezavo med osebo in dokumentom-
oseba predloţi svoj potni list, kjer so ţe shranjeni njeni biometrični podatki. 
Primerjava poteka med podatki v potnem listu in podatki, ki jih zajema naprava ob 
pristopu h kontroli.  
 
O identifikaciji (iskanje, prepoznava ali pa sistem primerjave ena na mnoga) pa  
govorimo takrat, ko program ţeleno osebo identificira iz podatkovne baze, kjer so 
shranjeni vsi primerjalni podatki. Oseba pri pristopu h kontroli ne predloţi dokumenta 
o svoji identiteti, le to določi program po zajemu podatkov in primerjavi novo zajetih 
podatkov s podatki v spominski bazi.  
 
Ideja o biometričnih podatkih v potnih listinah je začela razvijati skupina ekspertov 
pri ICAO (International civil aviaton organization) ţe leta 1986, do aprila 2010 pa naj 
bi vse njene drţave članice (trenutno jih je 189) začele izdajati potne listine z 
brezkontaktnimi čipi. Uporaba biometričnih elementov v potovalnih dokumentih ne 
pomeni večje zaščite dokumenta, če policist ne more preveriti avtentičnosti zapisa na 
čipu in biometrične značilnosti primerjati z osebo, ki je predloţila naveden dokument. 
Da bi tovrstna zaščita dokumenta in s tem potrjevanja identitete osebe  pomenila 
večjo varnost, so potrebni kompleksni tehnološki sistemi, ki potrjujejo tako 
verodostojnost čipa, listine in na koncu tudi nosilca listine.   
 
5.1.1 Vrste biometričnih kontrol 
 
Biometrične značilnosti so tiste značilnosti človekovega telesa, ki jih lahko s čutili ali s 
tehničnimi napravami zaznamo, razlikujemo in uporabimo za prepoznavanje človeka, 
ki je imetnik te značilnosti. Najpomembnejša pogoja, ki jo mora lastnost oz. 
značilnost človeka izpolnjevati, sta nespremenljivost oz. stabilnost biometrične 
lastnosti in pa stopnja različnosti-edinstvenosti. V svetu poznamo več vrst 
biometričnih sistemov, navajamo samo fiziološke, ker se vedenja pri mejni kontroli 
zaenkrat ne uporabljajo (Kobal, 2005, str. 12 in 13): 
a) prepoznava vzorca papilarnih linij prsta 
b) prepoznava obraza (vidni spekter) 
c) prepoznava očesne šarenice 
d) prepoznava očesne mreţnice 
e) prepoznava geometrije roke (od prstov do zapestja) 
f) prepoznava zunanjega ušesa (uhlja) 
g) prepoznava vzorca papilarnih linij 
h) prepoznava po telesnem vonju 
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i) prepoznava po DNK 
j) prepoznava ţilne slike roke 
k) prepoznava odbitega svetlobnega spektra osvetljene koţe 
l) prepoznava po zobnem radiogramu 
m) prepoznava zobnega ugriza 
n) prepoznava odtisa ustnic 
o) prepoznava oblike ustnic (metoda je običajno integralni del prepoznave obraza, 
vendar se eksperimentalno pojavlja kot samostojna metoda) 
p) prepoznava dinamike ročnega prijema 
q) prepoznava po koţni impedanci 
r) prepoznava gub na členkih roke ali na prstih 
s) prepoznava pritiska roke 
t) prepoznava bioelektričnega polja 
u) prepoznava zvočnega odboja človeške kosti (npr. v prstu roke) 
v) prepoznava bioelektričnih značilnosti telesa 
w) prepoznava topografije očesne roţenice 
x) prepoznava srčnega utripa oziroma kardiovaskularnega vzorca 
y) prepoznava nohta 
 
Od vseh naštetih pa se pri mejni kontroli znotraj Evropske unije, kot podlage za 
različne testne projekte avtomatizirane biometrične mejne kontrole, uporabljajo: 
 
a) prepoznava očesne šarenice (PRIVIUM, ABG, IRIS in miSense), 
b) prepoznava papilarnih linij, 
c) prepoznava obraza (RAPID, Easy-PASS). 
 
5.1.2 Prednosti in slabosti biometričnih kontrol 
 
Biometrične metode se naslanjajo na individualne značilnosti posameznikov, ki se s 
časom ne spreminjajo, so merljive in zato primerne za primerjavo. Kljub temu ni 
nobena biometrična metoda absolutno zanesljiva. Prav tako odgovora naprave ne 
posredujejo v »DA« ali »NE« varianti. Biometrične naprave nam odgovor ponudijo v 
procentih – kako podoben je novo zajet podatek v primerjavi s tistim v podatkovni 
bazi (predstavljeni podatki so zajeti iz BIOPASS Study on Automated Biomeetric 
border Croosing System for Reistered Passenger at Four European Airports 
(FRONTEX, 2008, strani 13 do 16). Ne glede na to v kakšnem načinu biometrični 
sistem deluje (verifikacija, identifikacija), se pri uporabi pojavljata dve moţni napaki 
Laţni sprejem osebe (FALSE ACCEPTENCE ERROR – FAE) in Laţna zavrnitev osebe 
(FALSE REJECTION ERROR – FRE). 
 
Variabila, ki meri moţnost ene ali druge napake, se imenuje »varnostni prag« ali 
»varnostni nivo«, pomeni pa zanesljivost sistema. 
 
a) Laţni sprejem osebe 
Inplementiran biometrični sistem mejne kontrole sprejme kot pravo osebo osebo, ki 
ni prava. Pri prepoznavi obraza je tovrstna napaka najpogostejša pri enojajčnih 
dvojčkih. Pri prepoznavi prstnih odtisov ali očesne šarenice ni tako pogosta. 
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b) Laţna zavrnitev osebe 
Implementiran biometrični sistem mejne kontrole zavrne pravo osebo. Najpogosteje 
je pri osebah, ki so se poškodovale ali zbolele in je zato prišlo do spremembe 
individualnih značilnosti (opekline, ureznine, zlomi, otekline …) 
 
Kvaliteta zajetih podatkov, tako tistih v potnih listinah kot glede na sistem posebej 
zajetih, je ključna za optimalno delovanje sistema – kvalitetno mejno kontrolo. Od 
kvalitete zajema teh podatkov sta odvisni tudi zgoraj omenjeni napaki in s tem 
varnostni prav sistema.  
 
Osebe, pri katerih zajem biometričnih podatkov ni moţen, FAIL TO ENROL RATE 
(FTE), so vsi tisti posamezniki, ki jih glede na potrebo biometrične podlage ni moţno 
vnesti v sistem – osebe brez prstov, osebe z uničenimi ali izrabljenimi papilarnimi 
linijami, pri zajemu očesne šarenice – osebe z obolenji oči, pri zajemu obraznih potez 
– osebe s poškodbami ali z bolezenskimi stanji na obrazu (pri zajemu papilarnih linij). 
Trenutno ni moţen absoluten zajem vse populacije. Zaradi naštetih izjem bo do 
vzpostavitve tehničnih rešitev, ki bodo omogočile vnos tudi tovrstnih oseb, vedno 
nujno potrebna tudi klasična mejna kontrola. 
 
Faktorji pri sprejemu ali zavrnitvi osebe, s strani biometričnega sistema kontrole, so 
tudi tehnične zmoţnosti sistema in zunanji dejavniki pri osebi, to so zmoţnosti 
pomnjenja sistema, vpliv čistoče bralnika na zajem papilarnih linij, osvetlitve prostora 
pri zajemu obraznih potez in očesne šarenice. Zunanji dejavniki pri osebah pa so 
suhost, vlaţnost, umazanost prstov, nošenje kozmetičnih kontaktnih leč in radikalne 
spremembe videza (plastične operacije). 
 
Biometrična verifikacija in identifikacija se srečujeta še z enim problemom, to je tako 
imenovan »test ţivosti« (liveness ali tudi liveliness test). Test ni namenjen samo 
prepoznavi »ponaredka« neke biometrične značilnosti (amputiran prst, silikonski 
nastavek s prstnim odtisom druge osebe, kontaktne leče z vzorcem šarenice, 
fotografija pred obrazom …), temveč zaznavi goljufije kot take. Ker so moţnosti 
tovrstne prevare velike, so podatki o tem testu za vsak sistem biometrične kontrole 
strogo zaupne narave in niso dane v javnost (FRONTEX, 2008). 
 
5.1.3 Tehnične rešitve 
 
Biometrična mejna kontrola se kot projekt izvaja v več drţavah, poleg Europske unije 
tudi na Japonskem, Avstraliji in ZDA. V nekaterih drţavah Evropske unije je uvedena 
kot testni projekt na letaliških mejnih prehodih (FRONTEX, 2008). Zakonodaja EU ne 
predpisuje enotnega pristopa k tovrstni mejni kontroli, zato so projekti, ki se izvajajo 
med seboj, zelo različni. Na ţalost pa se vsi ti projekti izvajajo le na letališčih. Pristop 
k tovrstni mejni kontroli tudi ni obvezen. Madţarska se pripravlja na testni projekt –
uvedba avtomatizirane mejne kontrole na cestnem mejnem prehodu – a je zaenkrat 
ta projekt le na papirju. V Sloveniji se tovrstna kontrola ne izvaja, trenutno poteka 
zamenjava stacionarnih čitalnikov SBV z novejšimi čitalniki dokumentov, ki 
omogočajo tudi branje zapisa na čipu v listini, in nabavo prenosnih čitalnikov 
dokumentov, ki omogočajo tudi biometrično kontrolo. 
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Testni projekt, temelječ na branju očesne šarenice in papilarnih linij, ki omogoča 
dostop do določenih območij, računalnikov, v samo za to pooblaščenim osebam, je 
bil v začetni fazi aprila 2001. Luksuzne ladje za kriţarjenja ali stalno bivanje, ki imajo 
vgrajen zelo izpopolnjen sistem biometrije (prepoznava obraza, glasu in naglasa, 
prstnega odtisa in DNK) so Exellence, Expirience, Expectation, Expression, Exquisite. 
 
V svoja pristanišča se je odločila biometrijo uvesti ameriška zvezna drţava Virginija. 
Pogodbo za izvedbo so podpisali s podjetjem RILEEN, ki proizvaja mobilno in 
vgradno, na biometriji temelječo, tehnologijo. 
 
Francija je testirala biometrično kontrolo na podlagi elektronskega vizuma v 
pristanišču Marseille (BIODEV-sistem je razloţen v nadaljnjem besedilu). Dobra 
arhitekturna rešitev bi lahko popolnoma onemogočila izkrcavanje in vkrcavanje 
morebitnim slepim potnikom.  
 
Vsaka avtomatizirana mejna kontrola mora zadostiti kriterijem, ki omogočajo: 
a) da k takšni kontroli vedno pristopi posameznik (da v zato namenjen prostor poleg 
osebe, ki opravlja avtomatizirano mejno kontrolo, ne vstopi/vtihotapi še kdo, ki 
potem nekontroliran prestopi mejo), 
b) da se sistem ne da preslepiti z gledališkim ličilom ali masko (prepoznava obraza), 
kontaktnimi lečami (prepoznava šarenice) ali umetnim prstnim odtisom (rokavice, 
guma …), 
c) da se ista oseba ne more pojavljati (prijaviti v sistem) z različnimi identitetami, 
d) da zagotovi visoke varnostne standarde pred vdorom v sistem (baze podatkov), 
manipulacijo (brisanje, popravljanje, shranjevanje podatkov v sistemu), 
e) nizke moţnosti za napake laţnega sprejema ali zavrnitve osebe. 
 
Pri tem so pomembni tudi higienski standardi, saj lahko umazanija (na napravi za 
zajem prstnih odtisov) popači ali celo onemogoči pravilen zajem. 
 
Na cestnih mejnih prehodih se avtomatična mejna kontrola sreča z dodatnimi izzivi: 
a) kako prešteti potnike v vozilu 
b) kako vključiti mladoletne osebe (dojenčki, otroci v otroških sedeţih) 
c) kako vključiti invalidne osebe v za to posebej narejenih vozilih 
d) kako zagotoviti, da v vozilu ni nihče skrit 
e) kako pregledati samo vozilo 
f) kako pregledati prtljago 
g) kako zagotoviti primerno osvetlitev za zajem podatkov 
h) kako zaščititi kamere pred insekti, nalaganjem usedlin od izpušnih plinov in ostale 
umazanije 
 
Noben do sedaj avtomatiziran sistem mejne kontrole še ni zadovoljivo rešil vseh 
naštetih vprašanj. Morda bo ustrezno rešitev našla Madţarska, ki je v fazi uvajanja 
takšne mejne kontrole. 
 
Pogosti potniki v vozilih so tudi hišni ljubljenčki. Večina je opremljena s čipom, ne pa 
vsi. V Republiki Sloveniji kontrolo dokumentov hišnih ljubljenčkov ob njihovem 
prestopu drţavne meje opravi Carinska uprava Slovenije. Ţivali morajo biti cepljene 
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proti določenim boleznim (steklina). Avtomatski sistem biometrične mejne kontrole bi 
moral prepoznati hišnega ljubljenčka in opraviti kontrolo čipa – preveriti v bazi 
podatkov, ali je ţival cepljena po zahtevanih veterinarskih standardih. 
 






























Vir: Frontex Erupean Communities, 2008  
 
5.1.4 Projekti avtomatizirane biometrične kontrole v EU 
 
Pri vseh evropskih pilotnih projektih avtomatizirane mejne kontrole se posameznik 
sam odloči, ali bo pristopil k biometrični mejni kontroli. Pri vseh se je potrebno 
predhodno prijaviti in opraviti standardizirano mejno kontrolo. Vsi sistemi so 
brezplačni. Izjemi sta sistem PRIVIUM, ki je edini plačljiv in edini, ki ponuja poleg 
hitrejšega prestopa drţavne meje tudi druge ugodnosti, ter sistem RAPID, kjer ni 
potreben predhodni vnos v sistem (podatke o teh pilotskih projektih povzemam po 
BIOPASS Study at Automated Biomeetric border Crossing Systems for Registered at 
Four European Airports štev. 1/2007, od strani 29 do 71).  
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Evropski parlament in Evropska komisija bi lahko skupaj z agencijo FRONTEX uvedla 
poenotene standarde za avtomatično biometrično mejno kontrolo. Trenutno vsaka 
drţava, ki se odloči za takšen projekt, razvija in uvaja lastno zamisel, kar je 
pohvalno, ob enem pa to pomeni, da se mejna kontrola izvaja različno od drţave do 
drţave Evropske in schengenske unije. Ne obstaja enoten projekt, ki bi zajel vse 
drţave ali vse istovrstne mejne prehode (izjemoma so SIS II, VIS in Entry–Exit). 
 
Vsem pilotskim projektom je skupno to, da imajo posebno kontrolno kabino, iz katere 
za to pooblaščeni policist kontrolira dogajanje v kabinah za mejno kontrolo. Pogled 
ima nad vsako kabino tako preko dostopa do računalniških evidenc kot preko video 
nadzora. 
 
Slika 4: Kabina policista nadzornika 
 




Sistem PRIVIUM, ki temelji na prepoznavi očesne šarenice, so razvili na letališču 
schiphol v Amsterdamu. Letališče AMS je četrto največje v Evropi in deseto največje 
na svetu. Ima pet letaliških stez, s katerih se leti na 265 destinacij po vsem svetu – 
to je pribliţno 430.000 poletov letno na AMS ali z njega in en sam ogromen terminal, 
skozi katerega letno potuje več kot 46 milijonov potnikov. Letališče Schiphol je del 
skupine Schiphol Group, ki je v sodelovanju z Ministrstrstvom za pravosodje 
Nizozemske in koninklijke Marexhausee (vojaško policijo, ki opravlja mejno kontrolo 
na tem letališču), razvila sistem PRIVIUM in ga skupaj s svojo hčerinsko druţbo 
DARTAGNAN tudi vzdrţuje. 
 
PRIVIUM so na AMS prvič uvedli 23. 10. 2001 kot poskusni projekt, v polni uporabi je 
od 23. 10. 2002. Osnova programa PRIVIUM je t.i. »pametna kartica«, ki zajema tri 
osnovne podatkovne baze: 
a) iskalni niz – podatki s potnega lista uporabnika, ki se uporabljajo za iskanje po 
policijskih bazah podatkov, 
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b) članska številka uporabnika v sistemu PRIVIUM (njihova zasebna baza podatkov o 
članih sistema PRIVIUM), 
c) dve kodirani fotografiji očesnih šarenic uporabnika. 
 
Slika 5: Članska izkaznica Privium 
 
Vir:  Privium, 15. 12. 2009 
 
Vsi podatki na pametni kartici so zaščiteni s protokolom MAC. Kamere, ki se 
uporabljajo za zajem podatkov – šarenice so LG Iris EOU za vnos v sistem in 3000 
ROU za verifikacijo. Moţno je, da so ţe bile zamenjane s serijo 4000. 
 
Slika 6: LG Iris 3000 EOU 
 
Vir: Privium 15. 12. 2009 
 
PRIVIUM je namenjen najpogostejšim uporabnikom letališča AMS. Članstvo je odprto 
za vse imetnike potnih listov Evropske unije. Vanj se lahko prijavijo tudi otroci. 
Dolţnost Varnostne sluţbe letališča je, da poskrbi, da noben otrok ne potuje sam. 
Drugi pogoji vstopa v PRIVIUM pa je telesna višina, ki mora biti najmanj 1.5 m. 
Razlog za drugi pogoj je višina namestitve kamere za zajem šarenice na 1.3 m. 
Potniki na invalidskih vozičkih zato ne morejo biti člani sistema PRIVIUM. Od leta 
2007 ima PRVIVIUM pribliţno 36.000 članov, članstvo raste za pribliţno 600 oseb  na 
mesec. Na voljo sta dve različici članstva v sistem PRIVIUM, za obe pa je potrebno 
plačati letno članarino.  
 
a) Osnovni paket: hitrejši prestop drţavne meje in letališke varnostne sluţbe, 
b) PRIVIUM plus: poleg zgoraj navedenih prednosti zajema še parkiranje na posebej 
urejenih in članom namenjenih parkirnih mestih. 
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Oba paketa pa zajemata moţnost uporabe posebnih prostorov, namenjenih le članom 
»druţine« PRIVIUM, ter popuste pri nekaterih uslugah in nakupih. 
 
Proces pristopa k članstvu v PRIVIUM sistem in zajem za to potrebnih biometričnih 
podatkov vzame stranki od 15 do 20 minut. Pristop stranke v članstvo PRIVIUM 
poteka v več fazah. Stranka potrebuje veljaven potni list, ki ga ob izpolnjevanju 
potrebnih obrazcev pregleda mejna policija na letališču AMS (Royal Marechaussee); 
takrat policija tudi preveri osebo preko obstoječih evidenc (SIS + nacionalna baza). 
 
Slika 7: Royal MarecHaussee 
 
Vir: Privium 15. 12. 2009 
 
Računalnik nato stranki posname očesno šarenico in sliko shrani kot biometrično 
predlogo na pametni kartici. Zajem biometričnih podatkov in pa primerjava med 
zajetimi (ob pristopu k mejni kontroli) in shranjenimi v sistemu, biometrično 
predlogo, je odvisna od svetlobe. Pri zajemu šarenice sistem shrani največ 256 
merilnih točk vzorca svetlobe in teme, ki je unikaten za vsakega posameznika. 
Variacije pri osvetlitvi pomenijo moţnost napake pri prepoznavi. Ob pristopu ima 
stranka oz. novi član sistema PRIVIUM moţnost učenja uporabe sistema na posebej 
za to namenjenih terminalih. 
 
PRIVIUM se povprečno uporabi 13000 krat tedensko. V konicah (največja 
obremenitev letališča s potniki) s 450 potniki na uro, uporabi 11, za ta namen 
narejenih, avtomatiziranih kabin za mejno kontrolo. PRIVIUM sistem potrebuje 12 
sekund za potrditev identitete stranke. Sistem da stranki samo eno (1) moţnost pri 
pristopu k avtomatizirani mejni kontroli, druge moţnosti ni. Sama kabina je 
skonstruirana tako, da predstavlja »človeško past«, izhod je moţen le, če sistem 
pozitivno prepozna osebo in odpre izhodna vrata. Kadar sistem stranke ne prepozna 
ali pa je najdena v SIS kot iskana, ji je poteklo članstvo, se odprejo stranska vrata, 
stranka pa je primorana pristopiti k redni mejni kontroli. Takšna stranka ima 




Slika 8: Vstop v kabino sistema Privium 
 
Vir: Privium 15. 12. 2009 
 
PRIVIUM ima 1,5 % moţnost zavrnitve prave osebe, navedeni odstotek pa ne zajema 
le preverjanja biometrije, ampak tudi moţne napake kartice in napake vrat. 
 
5.1.4.2 ABG-avtomatična biometrična mejna kontrola 
 
Avtomatična mejna kontrola se uporablja na letališču Frankfurt (FRA). Frankfurtsko 
letališče je največje nemško letališče in ob enem tretje največje v Evropi, s katerega 
se leti na 265 destinacij po vsem svetu. Letno potuje preko FRA 53 milijonov 
potnikov. Frebuarja leta 2004 je bil poizkusno zagnan projekt biometrične mejne 
kontrole za potnike na zunanjih letih na FRA, ki je moral ustrezati naslednjim 
kriterijem: 
a) hiter prehod, 
b) varen sistem in 
c) varčevanje s človeškimi viri. 
 
ABG sistem je v sodelovanju z Federal Ministry of the Interior izdelalo podjetje 
BOSCH, ki ga tudi vzdrţuje. BOSCH pri tem sodeluje s podjetjem Iridian Tehnologies 
in OK. ABG sistem upravlja Nemška zvezna policija. 
 
V ABG sistem se lahko prijavijo potniki z drţavljanstvom Evropske unije. Deluje na 
prostovoljni bazi, potnike, starejše od 18 let, ki ţelijo hitrejši prestop drţavne meje, 
se prijavi Nemški zvezni policiji. Potrebujejo potni list s strojno berljivima vrsticama 
(machine-readable passport), ki je veljaven še najmanj šest (6) mesecev ob pristopu. 
V sistemu je bilo januarja 2007 prijavljenih 20900 potnikov. Če se oseba ţeli 
»izpisati« iz sistema, to prijavi zvezni policiji. Njegovi podatki se zbrišejo in ne more 




ABG sistem temelji na OKI IRISPASS (prepoznava očesne šarenice) sistemu 
prepoznave. Pomemben element je tudi SBV v potnem listu, ki ga mora imeti potnik 
pri sebi ob prestopu meje. Pristop v sistem zajema dva koraka: 
a) vnos v sistem in  
b) verifikacijski način preverjanja identitete ob prestopu meje. 
 
Slika 9: Vrata ABG 
 
Vir: Frontex Erupean Communities, 2008  
 
Stranka podpiše izjavo, da prostovoljno pristopa k ABG sistemu mejne kontrole, in 
predloţi veljaven strojno berljiv potni list (veljaven najmanj šest mesecev). Stranka 
ima moţnost, da v sistem vnese več lastnih imen veljavnih potnih listov, če ustrezajo 
prejšnjima kriterijema. Vsak potni list je pregledan, da se zagotovi njegova pristnost, 
prav tako je opravljena primerjava med stranko in fotografijo v dokumentu, da se 
izloči moţnost prenarejanja in ponarejanja listine. Stranka je s strani Nemške zvezne 
policije preverjena v INPOL in SIS bazi. V kolikor ni zadrţkov se stranko napoti na 
zajem očesne šarenice. Pri tem se vsako oko fotografira dvakrat (4 fotografije), ki 
predstavljajo biometrično predlogo za potnikov kasnejši pristop k mejni kontroli. 
Sistem ima avtomatsko zaznavo korekturnih ali modnih kontaktnih leč, le te pri 
zajemu podatkov niso dovoljene. Fotografije se kodirajo in shranijo v lokalni sistem 
ABG baze podatkov k ostalim podatkom potnika v tej bazi, skupaj s številko potnega 
lista. V primeru problemov pri zajemu podatkov lahko stranka poizkusi ponovno, 
vendar ne več kot trikrat. Poseben sistem prevar (fraud detection) onemogoča, da bi 
se ena oseba prijavila v sistem z več različnimi podatki. Sam pristop k sistemu ABG 
traja 10 min, v ta čas sta všteti tudi dve minuti za zajem biometrične predloge. Ko 
sta zajem in vnos končana, se simulira mejno kontrolo, pri čemer se preveri, da pri 
postopku ni prišlo do kakšne napake, to pa da stranki moţnost učenja uporabe 
sistema ABG. 
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Pri prestopu k avtomatizirani mejni kontroli poloţi svoj potni list na čitalnik 
dokumentov. Podatki s čitalnika so avtomatsko poslani v preverjenje v INPOL in SIS 
baze podatkov. Če je potni list veljaven, se odprejo vrata kabine (zgrajena po 
sistemu »človeška past«) za pristop k avtomatski mejni kontroli. Potnik tako vstopi v 
notranji prostor, kjer se nahaja kamera, ki verificira biometrične podatke. Potnik 
pogleda v kamero, ki fotografira očesni šarenici. Novi fotografiji primerja z 
biometrično predlogo, shranjeno v sistemu. Če potnik ni iskana oseba in je njegova 
identiteta potrjena s strani ABG sistema, lahko prestopi mejo. V primeru, da je potnik 
iskana oseba ali pa da verifikacija identitete s strani ABG sistema ni uspela, je potnik 
napoten h konvencionalni mejni kontroli. Pri tem ima prednost pred ostalimi potniki 
in mu ni potrebno čakati v vrsti. 
 
Razen občasnih izpadov podatkovnih baz INPOL in SIS ni bilo zabeleţenih teţav s 
sistemom ABG. Prav tako ne beleţijo napadov na sistem s strani računalniških 
»hecker-jev«. 
 
Poleg opisanega sistema načrtujejo Federal Police (Zvezna policija), Federal Office for 
Infornation Security (Zvezni urad za informacijsko varnost) in Fraport AG (Uprava 
letališča Frankfurt) uvedbo Easy-PASS (lahek prehod) sistema, ki temelji na 
prepoznavi obraza in ePotnih listin. Sistem ne predvideva predhodne registracije, 
namenjen je drţavljanom Evropske unije, ki posedujejo ePotni list.  
 
Slika 10: Vrata Easy-Pass 
 
Vir: Frontex Erupean Communities, 2008  
 
5.1.4.3 E-Borders (E-meja) na letališčih mejne kontrole 
 
Mejno kontrolo v Veliki Britaniji izvaja Borders & Immigration Agency. Na letališčih v 
Veliki Britaniji se izvaja le ob vstopu v drţavo, na izstopu pa ne. Po terorističnem 
napadu, 7. julija 2005, so uvedli tudi izstopno mejno kontrolo, ki pa se izvaja 





V Veliki Britaniji poznajo dva sistema e-mejne kontrole: 
a. IRIS in  
b. miSENSE in miSENSEplus. 
 
a) MiSENSE in miSENSEplus sta sistema, ki temeljita na tehnologiji odvzema 
prstnega odtisa in sta namenjena letalskim potnikom na relaciji Velika Britanija–
Hong Kong–Dubai za osebe, ki letijo s točno določenimi letalskimi druţbami 
(Cathay Pacific, Emirates).   
 
b) IRIS je kratica za »Iris Recognition Immigration System«, ki deluje na prostovoljni 
bazi. Deluje pa tako, da se prostovoljec predhodno prijavi v sistem in potem na 
podlagi uspešnega vnosa v sistem uporablja avtomatizirano mejno kontrolo. 
Glavni namen IRIS sistema je hitrejši in varnejši pretok rednih potnikov na 
letališčih skozi britansko mejno kontrolo. 
 
Program IRIS so prvič uvedli junija 2005. V uporabi pa je bil le dva tedna. Zaradi 
bombnega napada je bil sistem zapečaten. Decembra 2006 so IRIS priključili na 
program SEMAPHORE, pri katerem so seznami potnikov, ki vstopajo v Veliko 
Britanijo, primerjani s seznami iskanih oseb (watchlists). SEMAPHORE vodi JOBC, v 
katerem so pripadniki različnih sluţb (HMRC, Immigration, Police in pa UK visas).  
 
Proizvajalec sistema IRIS je podjetje PANASONIC skupaj z nekaj posodobitvami, ki jih 
je opravilo podjetje SAGEM. Programsko opremo – softwear sta naredili podjetji 
IRIDAN in SAGEM.  Nezmoţnost vnosa osebe v sistem je 1,47 % (kar je znotraj 
zahtevanih 2 %). 79 % potnikov prečka avtomatsko mejno kontrolo na podlagi tega 
sistema v manj kot 15 sekundah. Do sedaj ne beleţijo napake, ki se imenuje laţni 
sprejem osebe. 
 
V sistem IRIS se lahko prijavijo: 
a) drţavljani Velike Britanije in ostalih evropskih drţav, 
b) osebe s stalnim bivanjem v Veliki Britaniji, 
c) osebe z delovnim dovoljenjem v Veliki Britaniji in njihovi druţinski člani, 
d) osebe, ki pogosto potujejo iz Velike Britanije in vanjo. 
 
Pojavlja se vprašanje, kako osebe, ki so drţavljani tretjih drţav in ne potrebujejo 
vizuma za vstop v Veliko Britanijo, a jim morajo organi mejne kontrole v potni list 
odtisniti ţig, ob vstopu v drţavo, pa lahko uporabljajo IRIS sistem za prestop drţavne 
meje, pridejo do ţiga. Vprašanje je bilo rešeno z izdajo natisnjenega listka s strani 
IRIS sistema v sami kontrolni kabini – listek je potrdilo ob vstopu v drţavo, ki je 
enakovredno ţigu v potnem listu.  
Ker se vsi terminali za vnos v IRIS sistem nahajajo na tistih delih letališč, ki so 
namenjeni odhodu iz Velike Britanije, se v sistem lahko prijavijo le osebe, ki potujejo 
iz Velike Britanije in posedujejo tako veljaven potni list kot letalsko vozovnico 
(boarding pass). Celoten proces pristopa v IRIS sistem traja 5 minut. Migracijska 
sluţba (ob pristopu) osebi pregleda potni list (preverjanje pristnosti), preveri osebo 
preko uradnih evidenc, preveri pa tudi, ali gre za pravo osebo (potni list pripada tej 
osebi). V sistem se pod kodo SBV vnesejo osebni podatki osebe (ime in priimek, 
datum rojstva, drţavljanstvo, spol), podatki o potnem listu in o statusu osebe v Veliki 
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Britaniji (drţavljan, tujec, bivanje). SBV potnega lista osebe se vnese v sistem, doda 
se jim datum veljavnosti vnosa v sistem – avtomatsko, če se vnaša na podlagi 
veljavnosti potnega lista, ali ročno za osebe s krajšim dovoljenim bivanjem v Veliki 
Britaniji. Nato se posname fotografija celotnega obraza osebe in vzorcev šarenice z 
vsakega očesa – vse skupaj je zelo podobno običajnemu fotografiranju za osebne 
dokumente. Fotografiji očesne šarenice, ki predstavljata biometrično predlogo, se v 
kodirani obliki vneseta v sistem v posebno, ločeno, samo za ta namen ustvarjeno 
bazo podatkov. Ena večjih prednosti tega sistema je moţnost uporabe s korekcijskimi 
očali. Pred dokončnim vnosom v sistem se biometrično predlogo uporabi še za 
preverjanje, ali je prosilec ţe vnesen v sistem pod drugimi podatki (moţnost 
goljufije), kar kaţe na moţnost uporabe sistema tudi v identifikacijskem načinu. Vsi 
vneseni podatki so na voljo tudi ostalim drţavnim sluţbam in za testiranje sistema 
IRIS. Če oseba ne izpolnjuje pogojev za pristop v IRIS, migracijska sluţba osebo 
pisno obvesti o razlogih za zavrnitev pristopa.   
 
Podatki v bazi imajo različno dolge roke veljavnosti, osebe s stalnim bivanjem v Veliki 
Britaniji se vnesejo za dobo dveh let, vsakič ko oseba pristopi k avtomatski mejni 
kontroli brez posebnosti, se rok podaljša za dve leti. V kolikor oseba vnesena v 
sistem uporabi IRIS, pa je veljavnost vnosa potekla, jo sistem napoti na klasično 
kontrolo. 
 
Vsako noč se izpelje primerjava med osebami, ki so vstopile v drţavo preko sistema 
IRIS, in osebami na različnih seznamih iskanih oseb (Border watchlist), stalno in 
sproti pa se izvajajo tudi iskanja oseb preko seznamov v sistemu SEMAPHORE.  
 
V nekaterih primerih lahko migracijska sluţba takoj in brez opozorila začasno ali 
stalno blokira »račun« osebe, da ta ne more več uporabiti IRIS sistema za prestop 
meje.  
 
Oseba stopi h kabini za avtomatsko mejno kontrolo sistema IRIS.  Senzor osebo 
zazna in odpre prva vrata.  Znotraj se nahaja kamera, ki oceni višino osebe in temu 
primerno izbere kamero (v obliki ogledala) za primerjavo očesne šarenice. Na voljo 
so tri kamere na različnih višinah. Osebo vodi posnet glas, ki ji sproti posreduje 
navodila (prosim poglejte v ogledalo, prosim pomaknite se malo bolj nazaj, hvala …). 
Ko je oseba pravilno postavljena glede na kamero, le ta fotografira šarenice in opravi 
primerjavo z biometrično predlogo. Če je »račun« osebe še veljaven, se odpro 
izhodna vrata. Oseba ima na voljo tri poizkuse ob vsakem vstopu v kabino. Po treh 
negativnih poizkusih se odpro vstopna vrata in oseba lahko izstopi. Tak postopek 
lahko ponovi kolikokrat ţeli. Kabina ni narejena kot »človeška past«, oseba si lahko 
kadar koli premisli in iz nje izstopi skozi vstopna vrata. Vse kabine namenjene 
tovrstni mejni kontroli so nadzorovane s kamerami in posebno kontrolno kabino, ki je 
višje od ostalih.  
 
Večina napak je bila sproti odpravljenih, šlo je za različne napake tako nihanja v 
električnem toku, stopnji osvetlitve kabin, računalniškem spominu, problemi s 
sinhronizacijo baz podatkov, prostorom. 
 
 36 
Za Veliko Britanijo ne veljajo vsa določila Zakonika o schengenskih mejah, zato je 
lahko uvedla avtomatično biometrično mejno kontrolo tudi za drţavljane tretjih drţav. 
Zakonik o schengenskih mejah za drţavljane tretjih drţav zahteva temeljito mejno 
kontrolo tako pri vstopu v drţavo kot ob izstopu iz nje. Uvedba zgolj avtomatične 
mejne kontrole v drţavah, ki so v celoti zavezane k spoštovanju Zakonika o 
schengenskiha mejah, torej ni moţna. Lahko pa je takšna kontrola le prva faza v 
procesu mejne kontrole. Po uspešno zaključeni prvi fazi, policist opravi še vse ostalo, 





Sistem PEGASE je v uporabi na letališču Charels de Gaulle (CDG) v Parizu, ki je 
največje letališče v osrednji Evropi. Skozi CDG letno potuje pribliţno 58 milijonov 
potnikov. P.E.G.A.S.E. je kratica za Eksperimentalni program varne kontrole, 
namenjen izključno mejni kontroli. CDG uporablja podoben sistem za svoje 
usluţbence – za dostop do prepovedanih območji. Deluje tako na odhodih iz drţave, 
med 6:00 in 21:00 uro, kot na vstopu v drţavo, kjer so kabine za avtomatsko 
kontrolo odprte 24 ur. Ena od prednosti tega sistema je, da ga lahko uporabljajo tudi 
invalidni potniki – potniki, ki za premikanje uporabljajo invalidske vozičke. Dnevno 
pristopi k sistemu PEGASE pribliţno 76 novih potnikov.  
 
Slika 11: Pegase 
 
Vir: Frontex Erupean Communities, 2008  
 
Projekt PEGASE je razvilo podjetje SAGEM defence scurite (zdaj del podjetja SAFRAN 
Group). Za zajem prstnih odtisov se uporablja SAGEM MSO 301, čitalnik prstnih 
odtisov, ki je opremljen s tehnologijo »liveness detection«. Uporabljati so ga začeli 
junija 2005, za eno leto, na testni bazi za maksimalno 5000 prostovoljnih 
uporabnikov. Testna doba je bila podaljšana do maja 2007 na maksimalno 10000 
prostovoljnih uporabnikov. Maksimalno dovoljeno število uporabnikov je bilo 
doseţeno z januarjem 2007, zato je bil 27. maja 2007 ustavljen vnos oseb v sistem – 
ustavljena je bila samo registracija novih pristopnikov. Dnevno vstopno in izstopno 
avtomatsko mejno kontrolo skozi omenjen sistem opravi od 100 do 150 potnikov.  
 
Pristop v PEGASE je moţen za vse drţavljane Evropske unije. Osnova sistema pa je 
biometrija zajema papilarnih linij. Osebi, ki se je odločila za tovrstno kontrolo, se 
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odvzameta prstna odtisa dveh prstov. Biometrični predlogi sta shranjeni v lokalni bazi 
podatkov francoske mejne policije. PEGASE deluje v verifikacijskem načinu in opravi 
primerjavo po sistemu 1:1.  
 
Slika 12: Sagem 200 in Sagem 300 
 
Vir: Sagem, 20. 11. 2009 
 
Pri vnosu v sistem se kopirajo podatki s potnega lista prostovoljca in naredi se 
biometrična predloga dveh prstnih odtisov (papilarnih linij) – običajno sta to prstna 
odtisa obeh kazalcev. Ti podatki se vnesejo v bazo podatkov. Osebi je izdana 
pametna kartica z brezkontaknim čipom, na kateri je shranjena številka uporabnika. 
Izvede se primerjava z ţe obstoječimi odtisi v sistemu, da se prepreči goljufija 
(dvojna identiteta). Tovrstna primerjava se izvede v identifikacijskem načinu. 
Temeljito se pregleda potni list osebe, SBV se skupaj z ostalimi podatki shranijo v 
bazo na letališču CDG, s katero upravlja francoska mejna policija. Pred izdajo kartice 
se osebo preveri po obstoječih evidencah (nacionalnih, SIS, osebe, ki jim ni 
dovoljeno zapuščati drţavo, osebe ki niso plačale glob …). Enaka kontrola se izvede 
dvakrat dnevno za vse osebe, ki so prestopile mejo z uporabo sistema PEGASE. V 
primerih uparitve osebe se njena kartica deaktivira in je primorana pristopiti h 
klasični mejni kontroli, saj se ji izhodna vrata kabine ne odpro. V primeru zadetka – 
izsleditve iskane osebe, mora vrata ročno odpreti policist. Celoten proces pristopa 
osebe v sistem PEGASE traja 4 minute in 35 sekund, kar zajema tudi čas, ki ga 
prostovoljec potrebuje za izpolnitev pristopnega obrazca.  
 
Stranka prisloni pametno kartico k ustreznemu senzorju na vratih kabine, oblikovane 
kot »človeška past«, za avtomatsko mejno kontrolo. Če je kabina prazna in kartica 
veljavna, se odpro vrata v kabino. Številka shranjena na kartici predstavlja ključ za 
dostop do podatkov stranke shranjenih v bazi, nato pa je potrebna biometrična 
verifikacija teh podatkov. Naprava zajame nov prstni odtis stranke in ga primerja z 
biometrično predlogo shranjeno v bazi. Stranka ima na voljo tri poizkuse v 30 
sekundah. Če iz kakršnega koli razloga ne pride do potrditve identitete, se odpro 
stranska vrata in oseba pristopi h klasični mejni kontroli.  Normalno traja tovrstna 










Slika 13: Kabina sistema Pegase 
 
Vir: Frontex Erupean Communities, 2008  
 
Moţnost laţne zavrnitve osebe je 1,6 %. Odstotek zajema tudi test ţivosti. 
Nezmoţnosti vnosa osebe v teoriji je 1:1000 oseb, v praksi  še ni bilo primera, da 




Maja 2007 so na letališčih Lizbona in Faro, na Portugalskem, pričeli s projektom 
RAPID. RAPID temelji na prepoznavi obraza in za osnovo uporablja ePotni list, tako 
da ni potreben predhodni vnos v sistem. Podatki za sistem RAPID, ki jih uporabljamo, 
so s predstavitve Carlosa Goncalvesa, Portuguese Aliens and Boreder Service, s 
septembra 2008. Carlos Goncalves v svoji predstavitvi navaja, da je RAPID v letu 
2008 uporabilo 479.000 oseb skozi 84 kabin za avtomatsko mejno kontrolo na vseh 
portugalskih letališčih (skupen podatek). Vse osebe so bile starejše od 18 let (pravna 
norma Portugalske). Povprečen čas trajanja te kontrole na osebo je 14,2 sekunde. 
Število potnikov, ki se odloči za avtomatsko mejno kontrolo, prestavlja pribliţno 10 % 







Slika 14: Kabine sistema Rapid 
 
Vir: Rapid, 20. 12. 2009  
 
RAPID je sistem popolnoma avtomatizirane mejne kontrole, ki preveri pristnost 
potnega lista in identiteto osebe, ki se izkaţe z njim. Na voljo je le drţavljanom 
Evropske unije. Pogoj za pristop je, da ima oseba elektronski potni list. Poleg 
preverjanja pristnosti potnega lista sistem opravi preverjanje iskanja osebe v 
nacionalni bazi podatkov in v SIS.  
 
Ob pristopu k mejni kontroli (v sistemu RAPID) potnik poloţi svoj potni list na čitalnik 
dokumentov. Čitalnik prebere podatke na potnem listu, preveri njegovo veljavnost, s 
čipa potegne fotografijo osebe in opravi preverjanje osebe preko policijskih evidenc. 
V kolikor je dokument veljaven, se mu odpro vrata v kabino za opravljanje 
avtomatske mejne kontrole. Kamera, ki se nahaja v kabini, fotografira osebo, 
računalnik pa opravi primerjavo »v ţivo« zajete fotografije z biometrično predlogo na 
čipu. Tukaj oseba dobi tudi podatek o preverjanju preko evidenc. Pri pozitivnem 
rezultatu, osebo se išče, se odpro stranska vrata, skozi katera mora oseba pristopiti h 
klasični mejni kontroli. Če je rezultat negativen, osebe se ne išče, identiteta je 













Slika 15: Rapid – Pregled policije nad kabinami 
 
Vir: Rapid, 20. 12. 2009 
 
5.1.5 Biometrični dokument 
 
Evropska skupnost ţeli svojim drţavljanom ponuditi višje standarde varnosti, zato 
postopoma uvaja biometrične dokumente in pa enoten sistem biometrične kontrole 
na zunanjih mejah schengenske skupnosti. Tako imenovana »e« dokumenta sta: 
 
a) ePotni list, 
b) eDovoljenje za bivanje. 
 
Ne glede na razlike v namenu in obliki je obema skupen čip, na katerem so shranjeni 
biometrični podatki lastnika. Čip je lahko brezkontakten, kontakten ali pa kombinacija 
obojega (De Cook, Wolf, Prenell, b.d.). Biometrični podatki v obliki biometrične 
predloge na čipu so fotografija in dva prstna odtisa (obeh kazalcev). Biometrična 
kontrola naj bi delovala v verifikacijskem načinu. Identifikacijski način bi pomenil 
daljši čas trajanja potrditve identitete pa tudi obseţnejšo enotno bazo podatkov.  
 
Uredba sveta  (ES) štev. 2252/2004, z dne 13. 12. 2004, o standardih za varnostne 
značilnosti in biometrične podatke v potnih listih in potovalnih dokumentih, ki jih 
izdajajo drţave članice, Ur. l. EU 285, 29. 12. 2004, določa minimalne varnostne 
standarde za potne liste in potovalne dokumente, ki jih izdajajo drţave članice. »Ta 
uredba se uporablja za potne liste in potovalne dokumente, ki jih izdajo drţave 
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članice. Ne uporablja se za osebne izkaznice, ki so jih svojim drţavljanom izdale 
drţave članice, ter za začasne potne liste in potovalne dokumente z veljavnostjo 12 
mesecev ali manj.« (3. odstavek 1. člena Uredbe 2252/2004)  Prav tako določa, da 
»se biometrične značilnosti v potnem listu in potovalnih dokumentih uporabljajo 
samo za preverjanje: 
 
a) verodostojnosti dokumenta; 
b) identitete imetnika s pomočjo neposredno dostopnih primerljivih značilnosti, kadar 
morata biti potni list ali potovalni dokument izdelana po zakonu.« (3. odstavek 4. 
člena Uredbe 2252/2004) 
 
Pri odvzemu biometričnih indikatorjev igra veliko vlogo starost osebe (otroci) in 
zmoţnost osebe (manjkajoči prsti ali dlani, poškodbe prstnih blazinic, poškodbe 
obraza).  Z Uredbo (ES) št. 444/2009 Evropskega  parlamenta in sveta z dne 28. 
maja 2009 o spremembi Uredbe Sveta (ES) št. 2252/2004 o standardih za varnostne 
značilnosti in biometrične podatke v potnih listih in potovalnih dokumentih, ki jih 
izdajo drţave članice,  je bilo sprejeto, da se otrokom od 0 do 12 let zajamejo prstni 
odtisi in posnetek obraza samo, če tako določa nacionalna zakonodaja, od 12 leta 
dalje pa je zajem obeh identifikatorjev obvezen. »Drţave članice, ki so v svoji 
nacionalni zakonodaji, sprejeti pred 26. junijem 2009, določile starostno mejo pod 12 
leti, to mejo uporabljajo v prehodnem obdobju, ki traja največ 4 leta po 26. juniju 
2009. Vendar starostna meja v prehodnem obdobju ne sme biti niţja od 6 let;« 
(drugi odstavek a) alineje 2a. točke 1. člena omenjene Uredbe). 
 
5.1.5.1 E-potni list 
 
Uredba ES 2252/2004 je v evropski prostor uvedla elektronski potni listi (ePotni list). 
Uredba je začela veljati 18. 1. 2005 in je bila spremenjena z Uredbo sveta (ES) št. 
444/2009 Evropskega parlamenta in sveta z dne 28. maja 2009 o spremembi Uredbe 
Sveta (ES) št. 2252/2004 o standardih za varnostne značilnosti in biometrične 
podatke v potnih listih in potovalnih dokumentih, ki jih izdajo drţave članice. Določila 
je dvofazno uvedbo novega potnega lista. V roku 18 mesecev po uveljaviti tehničnih 
specifikacij, morajo drţave članice v svoje potne liste vgraditi čipe, na katerih je 
shranjena fotografija imetnika. V drugi fazi, v roku 36 mesecev, pa še biometrično 
predlogo dveh prstnih odtisov. Biometrične potne liste prve generacije so v Evropi 
začeli izdajati na Finskem (maj 2005), Avstriji (25. 10. 2005) in Nemčiji (1. 11. 2005). 
Kasneje so sledile še ostale drţave. Slovenija je Uredbo 2252/2004 v svojo 
zakonodajo vnesla s spremembo Zakona o potnih listinah, ki je bila objavljena 7. 11. 
2005, veljati pa je začela 22. 11. 2005.  Izdelava biometričnih potnih listov je bila 
zaupana podjetju CETIS. Potne liste z biometričnimi podatki smo začeli izdajati 28. 8. 
2006. Nova sprememba Zakona o potnih listinah je bila objavljena 29. 5. 2009 in je 
stopila v veljavo 13. 6. 2009. Govori o zajemu papilarnih linij in shranjevanju 
tovrstnih biometričnih predlog v čip ter o dostopnosti podatkov po zajemu – 
predvideno je takojšnje uničenje.  
 
Pri uvedbi ePotnih listin je prišlo do spremembe nacionalnih zakonov v smeri, da 
mora vsak posameznik, ki ţeli potovati s potnim listom, imeti lasten dokument (6. 
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točka preambule Uredbe 444/2009), tudi otroci in poslovno nesposobne osebe. Kar 
pomeni, da se morajo te osebe osebno javiti organu, ki izdaja potne liste. Prstna 
odtisa sta obvezna za vse, razen za tiste, pri katerih odvzem prstnih odtisov iz 
zdravstvenih razlogov ni mogoč in otrocih mlajših od 12 let (8. odstavek 23. člena 
ZPl1 UPB3). Odtise odvzamejo ob vloţitvi vloge s posebno elektronsko napravo na 
upravni enoti, in sicer z levega in desnega kazalca. 
 
Slika 16: Zajem papilarnih linij  
 
Vir: Frontex Erupean Communities, 2008  
 
Biometrični potni listi morajo biti interoperabilni, pomeni, da morajo biti podatki na 
čipu zapisani tako, da jih lahko prebere mejni organ, katere koli tuje drţave ne glede 
na to, kakšno strojno in programsko opremo uporablja na svojih mejnih prehodih. Na 
čipu so zato zapisani le tisti podatki, ki so tudi sicer vidno zapisani v potnem listu 
(osebno ime, drţavljanstvo, datum rojstva, spol, drţava izdaje, številka potnega lista 
in datum poteka) in fotografija, ki je na potnem listu.  
 
Biometrični ali  e-potni listi  vsebujejo brezkontaktni (ali bliţinski) čip. Kontaktni čip 
najdemo na slovenski zdravstveni izkaznici in na nekaterih bančnih karticah. V potno 
listino je vgrajen na različne načine. Lahko je vgrajen v debelejšo prozorno zaščitno 
folijo, v platnico listine ali v posebno stran iz polikarbonata (običajno stran z 
biografskimi podatki). Čip in antena v slovenskem potnem listu sta integrirana med 
plasti biografske strani. 
 
Zaščita podatkov se zagotovi z osnovnim nadzorom dostopa. Uporablja se tudi 
razširjeni nadzor dostopa (avtentifikacija terminala). Brezkontaktni čip lahko ustrezen 
bralnik dokumentov prebere samo potem, ko ga odklene s preverjeno PIN kodo. Obe 
vrsti nadzora sta v SBV listine. Prenos podatkov je zaščiten s kodiranim protokolom 
PKI (Public Key Infrastructure). 
 
Za ohranjanje kakovosti, zanesljivosti in obstojnosti biometričnega potnega lista v 
času njegove veljavnosti je potrebno s potnim listom ravnati kot z vsako drugo 
elektronsko napravo: 
a) potnega lista se ne sme prepogibati, trgati ali nanj kako drugače delovati z 
mehansko silo, 
b) potni list je priporočeno hraniti v namenskih ovitkih za nošnjo v prtljagi (kovček ali 
ročna torba, ne sme se ga nositi v hlačnem ţepu), 
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c) ne sme se ga izpostavljati nevarnim elektromagnetnim valovanjem ali visokim 
pritiskom, 
d) ne sme se ga izpostavljati vlagi, visoki temperaturi (nad 50°C), nizki temperaturi 
(pod -10°C), močnemu sončnemu sevanju oziroma drugim virom energije, 
pralnim praškom in drugim kemikalijam, organskim topilom in lugom.  
 
Pred nepooblaščenim dostopom do podatkov na čipu se ga najbolj enostavno zaščiti 
tako, da se ga ovije s staniol papirjem (običajno srebrno kuhinjsko folijo).  
 
5.1.5.2 E-oseba izkaznica 
 
Ţe nekaj let se v Evropski uniji govori o uvedbi enotne elektronske osebne izkaznice 
drţavljana Evropske unije, vendar je ideja še daleč od uresničitve. V Evropski uniji 
izdaja elektronske osebne izkaznice vedno več drţav (Švedska, Belgija, Estonija, 
Avstrija, Portugalska, Italija …).  Vsaka drţava članica se sama odloči, ali bo na 
eOsebni izkaznici uvedla kontakten, brezkontakten čip ali pa oba na enem 
dokumentu. Od zakonodaje vsake posamezne drţave članice je tudi odvisno število in 
vrsta podatkov ter s tem namen takšnega dokumenta.  
 
Namen takšnega osebnega dokumenta ni le identifikacija nosilca in laţje potovanje 
po drţavah schengenske skupnosti, takšna osebna izkaznica se uporablja še za 
elektronski podpis osebe (na njej ni shranjen elektronski naslov). Velikost čipa je 
dovolj velika, da bi bili na njej lahko shranjeni tudi drugi podatki in bi lahko bila 
večnamenska (še kot kartica zdravstvenega zavarovanja, davčna kartica, vozniško 
dovoljenje …). Glavni razlog, da raznovrstnost uporabe ne pride do veljave, je 
zakonodaja drţave izdajateljice.  
 
Slika 17: Belgijska Osebna izkaznica 
 
Vir: Intranet policija, 27. 12. 2009 
 
V Sloveniji je bila velika polemika okrog moţnosti izdaje elektronske osebne 
izkaznice. Slovenska eOsebna izkaznica naj bi se uporabljala za opravljanje storitev e-
uprave ter za uporabo storitev s področja zdravstvenega varstva in zdravstvenega 
zavarovanja, če bo tako določeno v predpisih s tega področja. Namen spremembe je 
zdruţitev treh dokumentov (osebne izkaznice, digitalnega spletnega potrdila in 
zdravstvene kartice) v enem dokumentu.    
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5.1.5.3 E-dovoljenje za prebivanje 
 
Uredba Sveta (ES) št. 1030/2002 z dne 13. junija 2002 o enotni obliki dovoljenja za 
prebivanje za drţavljane tretjih drţav in Uredba Sveta (ES) št. 380/2008 z dne 18. 
april 2008 o spremembi Uredbe 1030/2002 o enotni obliki dovoljenja za prebivanje 
za drţavljane tretjih drţav omogočata in napovedujeta uvedbo biometričnih 
elementov v dovoljenje za bivanje. Uredba 380/2008 predvideva dovoljenje za 
bivanje kot »samostojen dokument v formatu ID1 ali ID2« (1. člen, a) točka Uredbe 
380/2008); takšen dokument bi moral biti izdan kot pametna kartica.  
 
Bodočemu nosilcu listine se ob predloţitvi Vloge za dovoljenje za bivanje odvzamejo 
naslednji biometrični indikatorji: »fotografija, ki jo priskrbi prosilec ali je posneta ob 
predloţitvi vloge, in dva prstna odtisa, ploska in digitalno shranjena.« (3. odstavek 
4b. člena Uredbe 380/2008). »Odvzem prstnih odtisov je obvezen od šestega leta 
starosti.« (6. odstavek 4b. člena Uredbe 380/2008). Navedeni podatki so obvezni 
elementi eDovoljenja za bivanje vsake od 27 drţav članic Evropske unije, ki jih 
morajo drţave članice uveljaviti.  
 
Na eDovoljenju za bivanje si lahko v elektronski obliki drţave članice, na podlagi 
lastne presoje, shranijo še verificiran elektronski podpis za varen elektronski predal 
oz.  varno elektronsko komuniciranje z drţavnimi organi ter  potrdilo, da oseba ima 
ali pa nima dovoljenja za delo, študij, raziskovanje ... Tovrstni podatki morajo biti 
ločeni od datoteke z biometričnimi podatki, saj se »biometrične značilnosti v 
dovoljenjih za prebivanje uporabljajo samo za preverjanje: verodostojnosti 
dokumenta in istovetnosti imetnika, in sicer z neposredno razpoloţljivimi primerljivimi 
značilnostmi v primeru, ko je predloţitev dovoljenja za prebivanje predpisana z 
nacionalno zakonodajo.« (2. odstavek 4. člena Uredbe 380/2008)  
 
Slika 18: Italijansko E – Dovoljenje za bivanje 
 
Vir: Intranet policija, 27. 12. 2009 
 
5.1.6 Sinergija modernih tehnologij 
 
Elektronski vizum predstavlja samostojno enoto in samostojen projekt. V pripravi je 
Vizumski zakonik skupnosti (Osnutek predloga uredba Evropskega parlamenta in 
sveta o Vizumskem zakoniku Skupnosti {SEC(2006) 957} {SEC(2006) 958} /* 
KOM/2006/0403 končno - COD 2006/0142 */), ki bo poenostavil in zdruţil vso 
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evropsko zakonodajo s področja vizumov. Pri uvajanju elektronskega vizuma je bilo 
moţnih več rešitev: 
 
a) uvedba čipa na vizumsko nalepko, 
b) uvedba pametne kartice, ki bi spremljala nalepko ali 
c) uvedba samostojnega sistema – povezava med diplomatskimi predstavništvi, ki 
izdajajo vizume, in sluţbami, ki izvajajo mejno kontrolo.  
 
Skozi testne projekte se je pokazalo, da je zadnja rešitev najbolj praktična. Tako je 
nastala vrsta predlogov novih tehnologij, ki se bodo v prihodnje uporabljale pri mejni 
kontroli, kot so VIS, BIODEV, ENTRY-EXIT in SIS II. Vsi temeljijo na verifikaciji 




Ko prosilec zaprosi za izdajo vizuma na diplomatsko konzularnem predstavništvu 
drţave, v katero ţeli potovati, mora predloţiti podatke o sebi,  nameravanem 
potovanju in kraju bivanja v namembni drţavi. 
 
Poleg zahtevanih podatkov pa še svojo fotografijo in vseh 10 prstnih odtisov. 
Biometrično predlogo tvorijo le vzorci papilarnih linji z vseh desetih prstov. Vsi ti 
podatki se vnesejo v VIS, kjer se na njihovi podlagi preveri, ali je oseba ţe kdaj prej 
zaprosila za vizum (v kateri koli drţavi Evropske skupnosti), če je oseba ţe zaprosila 
za vizum, se podatki iz obeh datotek zdruţijo. Poleg navedenih pa so na voljo še 
informacije o:  
a) vrsti in številki vloge za izdajo vizuma, 
b) kje je bila podana, 
c) podatki o izdanem – izdanih vizumih in vrstah teh vizumov, 
d) podatki organa, ki je posamezen vizum izdal, 
e) številka enotne vizumske nalepke (za vsak izdan vizum), 
f) ozemlje, čez katerega je prosilec upravičen potovati, 
g) datum začetka in konca veljavnosti za vsak vizum, 
h) število vstopov, ki jih vsak vizum dovoljuje, 
i) trajanje bivanja, ki ga vsak vizum dovoljuje, 
j) po potrebi pa tudi informacije o tem, ali je bil vizum izdan v potni list nosilca ali na 
poseben list (obrazec) za ta namen, 
k) podatki o morebitni prekinitvi obravnave vloge za izdajo vizuma,  
l) podatki o zavrnitvi izdaje vizuma, 
m) podatki o razveljavitvi, preklicu ali skrajšanju obdobja veljavnosti vizuma in  
n) podatki o podaljšanju veljavnosti vizuma.  
 
Vsi ti podatki se hranijo za obdobje petih (5) let z moţnostjo skrajšanja ali 
podaljšanja hranjenja. Poleg tega se uporabljajo še za olajšano izvajanje Uredbe 
343/2003 ter prispevajo k večji varnosti (Razpoloţljivost podatkov za preprečevanje, 
odkrivanje in preiskovanje terorističnih dejanj in drugih hudih kaznivih dejanj; 3. člen 
Uredbe 767/2008). Zaradi moţnosti zlorab podatkov je sistem podvrţen strogi 
kontroli nacionalnega nadzornega organa v skladu s členom 28 Direktive 95/46/ES. 
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Organi, ki izvajajo mejno kontrolo na schengenski meji, imajo dostop v to bazo 
podatkov samo po prvem parametru, v prvih treh letih lahko iščejo le po številki 
vizumske nalepke. Kasneje bo moţno iskanje tudi po drugem parametru, moţna bo 
primerjava prstnih odtisov (verifikacija identitete). »Organi, ki so pristojni za kontrolo 
na zunanjih mejah, imajo v skladu s Zakonikom o schengenskih mejah in 
odstavkoma 2 in 3 dostop do iskanja informacij preko številke vizumske nalepke, v 
povezavi s preverjanjem prstnih odtisov imetnika vizuma, kar pa je namenjeno 
izključno za preverjanje istovetnosti imetnika vizuma in/ali verodostojnosti vizuma 
ter/ali izpolnitvi pogojev za vstop na ozemlje drţave članice v skladu s členom 5 
Zakonika o schengenskih mejah.« (1. odstavek 18. člena Uredbe 767/2008) Kasneje 
je moţen večji dostop do baze podatkov. V skladu z Zakonom o tujcih 1 je  v 
Sloveniji moţno pridobiti vizum tudi na za to določenih mejnih prehodih. Na teh 
mejnih prehodih bodo morale imeti za to pooblaščene osebe poln dostop v bazo 
podatkov, da bodo lahko izdajale vizume.  
 
VIS naj bi se pričel testno izvajati ţe v maju  2009, vendar je bil pričetek izvajanja 




VIS bosta po vzoru sistema SIS sestavljala dva med seboj povezana sistema – CS VIS 
in lokalni NI VIS. Delno se bo VIS naslanjal na SIS II, vendar bodo baze podatkov 
popolnoma ločene. V času prvih idej v delovnih telesih Evropske komisije o sistemu 
VIS je v Franciji in Belgiji stekel pilotski projekt s skoraj identičnim sistemom, kot je 
danes ţe sprejeto za VIS ali pa je še v fazi sprejemanja. Testni projekt je sistem 
BIODEV I in BIOEDEV II.  Francija je sistem namestila v svojih diplomatsko 
konzularnih predstavništvih Annaba, Bamako, Colombo, Minsk in San Francisko ter na 
svojih letališčih  Roissy, Orly, Lyon in Marseille. V Marseillu je sistem namestila tudi v 
pristanišču. Belgija se je odločila za konzularna predstavništva v Kinshasi, 
Lubumbashi in Washingtonu ter na domačem letališču v Bruslju.  
 
Prosilec za vizum je na diplomatsko konzularnem predstavništvu vnesen v sistem 
vsakič, ko zaprosi za vizum. Poleg podatkov iz Skupne vloge za izdajo vizuma se mu 
odvzame 10 prstnih odtisov po sistemu 4 + 4 + 2 in pa fotografija obraza. Sistem ne 
predvideva biometrije na podlagi prepoznave obraza, ampak samo na podlagi 
prepoznave papilarnih linij. Pri zajemu biometrične predloge (papilarnih linij) so 
izjeme otroci do 6 let, hudo bolne osebe, drţavniki in pa člani diplomatskih misij, ki 
potujejo sluţbeno. Fotografija pa je obvezna za vse. Podatki so shranjeni v sistemu 
po številki vizumske nalepke.  
 
Ob pristopu k mejni kontroli policist v iskalnik baze podatkov vnese številko vizumske 
nalepke. Na ekranu se mu prikaţe fotografija osebe in pa podatki o izdanem vizumu. 
Nosilcu listine se pri kontroli v prvi vrsti zajamejo papilarne linije s samo enega prsta 
– najpogosteje kazalca. Ko sistem verificira identiteto osebe, lahko ta nadaljuje pot v 
notranjost. Kadar pa identiteta osebe ni potrjena, sledi kontrola v drugi vrsti, kjer se 
pri nosilcu listine opravi zajem papilarnih linij z vseh 10 prstov. Čas trajanja mejne 
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kontrole v prvi vrsti – verifikacije identitete nosilca listine – je 10 sekund, seveda pa 
je čas same mejne kontrole odvisen še od preverjanja ostalih pogojev za vstop.  
 
Prednosti tovrstne kontrole so hitra sprejetost tako s strani prosilcev za vizume kot s 
strani policistov in zaposlenih na diplomatsko konzularnih predstavništvih, odkrivanje 
ponarejenih listin in uporabnikov tujih dokumentov (false ID) ter hitrejša in 
učinkovitejša mejna kontrola.  
 
BIODEV II, razširjen projekt BIODEV I,  je zajel več drţav članic, in sicer Avstrijo 
(Tirana – letališče Dunaj), Belgijo (Kigali – Bujumura, Kinshasa – letališče Bruselj), 
Nemčijo (Damask, Ullan Bator – letališči Schönefeld in Tegel), Francijo (Tangiers – 
Fez – Sete Touluse), Luxemburg (London – letališče Luxemburg), Španijo (Tetouan – 
letališče Madrid), Veliko Britanijo (Dar es Salam – letališče Gatwick v Londonu) in pa 
Portugalsko (samo na letališču v Lizboni). Začel se je z julijem 2007 in končal z 
aprilom 2008. Edini zaznan problem analize je bila različna zakonodaja drţav članic. V 
nekaterih je bil pristop k zajemu biometričnih indikatorjev za prosilce vizumov 
obvezen, v drugih pa prostovoljen. (Vsi podatki o sistemu BIODEV I in II so iz  
dokumenta 7791/06, Bruselj 3. april 2006 – visa working party in predstavitve v 




Vstop–izstop sistem se nanaša na beleţenje datuma in ure vstopa in izstopa 
drţavljana tretje drţave pri prečkanju schengenske meje v datoteki sistema. Na 
takšen način bi bilo moţno točneje (kot z ţigi) izločiti tiste drţavljane tretjih drţav, ki 
so ostali na območju EU dlje od predpisanih 90 dni v šestih mesecih. Sistem bi moral 
dovoljevati tako vnos osebe na mejnem prehodu kot v notranjosti (kontrola s strani 
enot za izravnalne ukrepe, ostale enote). Sinergija programov Entry–Exit, SIS II in 
VIS bi omogočila hitrejše preverjanje oseb. V kolikor bi policist ob mejni kontroli 
preverjal osebo preko vsakega programa posebej, bi to znatno podaljšalo čas 
trajanja mejne kontrole (Unisys, strani 50, 93, 185 in 193).  
 
Drţave Evropske unije imajo zelo različno prakso beleţenja vstopa v drţavo. Entry– 
Exit sistem predvideva delno avtomatizirano mejno kontrolo tudi za drţavljane tretjih 
drţav, ne glede na to ali posedujejo ePotni list ali ne in ali je njihov ePotni list v 
skladu z ICAO standardi veljavnimi v EU. Zato mora sistem dopuščati moţnost vnosa 
osebe na mejnem prehodu skupaj z zajemom najmanj enega biometričnega 
indikatorja – najbolj enostavno papilarnih linij.  
 
Eden močnejših argumentov proti sistemu Entry–Exit je moţnost nadzora nad 
gibanjem osebe, pomisleki prihajajo predvsem s strani zagovornikov človekovih 
pravic. Beleţenje dostopa in razlogov za uporabo datotek v sistemu bo moralo biti 
podvrţeno enako strogemu nadzoru, kot je dostop do baz podatkov evidenc SIS, VIS 
ali lokalnih evidenc policije. Drugi tehten pomislek je podaljševanje časa trajanja 
mejne kontrole za drţavljane tretjih drţav, ki spadajo v kategorijo drţav vizumskih 
obveznic (zajem biometričnih predlog, primerjava podatkov). Noben od naštetih 
programov pa ne pomaga pri registraciji ilegalnih prebeţnikov. Zanje bi moral 
 48 
obstajati način vnosa v program (SIS II in VIS), ki bi ilegalnemu prebeţniku 
onemogočil legalen vstop v evropski prostor (odvračilna funkcija). 
 
5.1.6.4 SIS II 
 
SIS I oz. SISOne4All, ki je trenutno v uporabi, je bil narejen z namenom, da se nanj 
lahko priključi 18 drţav, danes je nanj priključenih 27 drţav. SIS II je zasnovan z 
namenom posodobitve programske opreme sistema SIS I in z moţnostjo širitve na 
več drţav (kapaciteta je 30 drţav). Prav tako naj bi do programa SIS II imelo dostop 
več sluţb – pravosodje, obveščevalno varnostne sluţbe in pa Europol. Vzdrţevanje 
NSIS baze ne bi bilo več potrebno, saj bo SIS II omogočal direktne poizvedbe v CS-
SIS. Omogočal bo več moţnosti vnosa podatkov in iskanja po njih (več kategorij 
razpisa iskanja), povezovanje zadetkov, shranjevanje biometričnih predlog, omogočal 
bo tudi laţje delo SIREN.  
 
Ţe prej je bilo omenjeno, da naj bi SIS II omogočal tudi povezovanje podatkov z 
drugimi bazami podatkov kot sta VIS in ENTRY–EXIT, kljub temu da same baze 
podatkov ne bi bile povezane. Torej gre za ločeno shranjene podatke, vendar 
enkratno preverjanje osebe.  
 
Test za uvedbo SIS II je bil projekt SISOne4All, ki je potekal v vseh drţavah 
schengenske skupnosti, nameščena pa je bila tudi CS-SISII baza podatkov v Franciji 
in Nemčiji. SIS II je predviden za zagon v vseh drţavah septembra 2009.  
 
 
5.2 TERMOVIZIJSKA KAMERA 
 
Optoelektronska (EO) naprava je praviloma nameščena v kombiniranem vozilu ter se 
jo lahko uporabi tudi pod pogojem, da ima ustrezno električno napajanje. Napravo se 
lahko koristi za opazovanje določenega območja, saj zazna vire toplotnih sevanj, ki 
jih proizvajajo ţiva bitja. To pomeni da naprava zazna tako ljudi kot ţivali, 
prepoznava pa je odvisna predvsem od oddaljenosti naprave do objekta opazovanja. 
Slika na ekranu ne omogoča prepoznave oseb, zaradi česar je moţna zamenjava 
svojih ljudi za opazovane. Zato je potrebno vzdrţevati neposredni kontakt vseh 
sodelujočih v nadzoru (povzeto po Navodilo za uporabo Termovizijske kamere, 
Policijska uprava Krško). 
 
Z (EO) sistemom je mogoče zlasti učinkovito spremljati gibanje oseb čez drţavno 
mejo in video posnetke uporabiti kot dokaz o ilegalnem prestopu drţavne meje. 
Napravo je mogoče uporabiti tudi v drugih policijskih opravilih zlasti pri iskanju 
pogrešanih oseb, storilcev kaznivih dejanj ali prekrškov in v drugih primerih, kjer je 
podan operativni interes in so podani pogoji za opazovanje določenega območja. 
EO sistem je sestavljen iz Optoelektronske glave, teleskopskega dvigala, dveh črno- 
belih monitorjev in upravljalne enote za enega operaterja. EO glava je nameščena na 
teleskopski dvigalki. Dvigne jo pribliţno 1 meter nad streho. Glava je vrtljiva po 
smernem in dviţnem kotu (azimut, elevacija). Hitrost vrtenja je nastavljiva z vrtljivim 
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gumbom (SPEED). V EO so nameščeni laserski merilnik daljave, dnevna video 
kamera (črno-bela s fiksno goriščno razdaljo (goriščnico) z enim vidnim poljem in eno 
povečavo in termovizijska kamera zgodnje druge generacije (Ophelios ZEO)). Dnevna 
video kamera je dokaj enostavna. Vsebuje črno-bel senzor CCD, ločljivosti 752x582, 
video izhod skladen s CCIR 624-4B/G in objektiv z fiksno nastavljivim zoomom.  
 
Slika 19: Termovizijska kamera 
 
Vir: Policijska uprava Krško 
 
5.2.1 Tehnični podatki 
 
Tehnični podatki: 
 oddajnik                                     Nd:YAG Raman shifted 
 valovna dolţina                           1.54 μm 
 skupina laserja                            3A(IEC 825-1993) 
 zanesljiva daljava očem varna       0m, vsebuje podatke NOHD 50m 
 pulzno ponavljanje meritev          1Hz zgornja meja 30 meritev v 90 sekundah 
 0.3 Hz dolgotrajna operacija 
 območje meritve                         50m do 25 km 
 natančnost                                 5m 
 razlikovanje tarče                        20 m 
 MTBF                                         7600 ur ali 100000 meritev 
 
Upravljalna enota BSAE je sestavljena iz nadzorne plošče in prikazovalne enote 
(monitor). Nadzorna plošča in monitor omogočata opazovanje in kontrolo senzorjev. 
 
Funkcije: 
 sistem                               ON 
 IR (termalna kamera)          ON/READY 
 laser (moţnosti)                 ON/READY/TRIG 
 preklop (moţnosti)              IR/CCD 
 opcijska izbira                    RESET/FIX/SCAN 




 TV funkcije (moţnosti)        FOV/FOCUS 
 krmilna ročica 
 reguliranje glave (ponjave) 
 
Številni ključi so namenjeni nastavitvi ob vpisu pozicije FIX in vpisu upogiba opcije 
SCAN. Parameter izhodne opcije je namenjen vnosu številk. Upogljivi vklop skrbi za 
različne funkcije, odvisno od strinjanja četrte linije LCD prikaza, izbira Built-in Test 
Image, Input of System Parameters (odvisno od sistema natančnosti). LCD 
prikazovalniki so izbrani po načinu operacije, aktualni azimut dvigovanje kota, sistem 
sporočil in splošno veljavnih funkcij upogljivega vklopa. Primeren VHS rekorder je 
napajan in povezan. Čas in datum sta tudi predvajana in dokumentirana. Moţnost je 
povezati z mikrofonom, dovoljeno je komentirati in narediti termalno sliko.  
 
Monitor je podoben prikazovalniku z nizkim sevanjem, se prosto giblje, ima visoko 
ločljivost v enobarvni sliki (črno-beli). Podobnost svetlobe in kontrasta sta lahko 
poprej poravnana z vsemi operacijskimi funkcijami in se nahajata na spodnji strani 
ekrana.  
 
Slika 20: Komandni pult v vozilu 
 
 
Vir: Policijska uprava Krško 
 
Karakteristike 
 CRT monitor                      17" 
 obratovalna napetost          24 V DC, izbira 90 do 270 VAC 
 obratovalna temperatura     -5º do +45º 
 zmanjšanje odseva             λ/4 plast na sprednji strani ekrana ne bliska 
 vhod                                1x video vhod 





5.2.2 Uporaba termovizijske kamere v vozilu 
 
Na armaturni plošči vozila vključimo stikalo (napajanje termovizije, vklop termovizije) 
ter vklop radijskih postaj. Na komandni plošči RC 24 ZM preklopimo stikalo v poloţaj 
AUF, kratko pritisnemo tipko START, da zagori rdeča lučka. Glava se prične dvigovati 
in počakamo, da lučka ugasne. Ko lučka ugasne, se EO glava postavi v izhodiščni 
poloţaj (0º elevacija, 0º azimut). Na krmilni plošči vključimo krmilno tipko LASER 
(zagori zelena luč), IR-SENZOR tipko ON (oranţna lučka). Na plošči TILT-LEVEL-
CONTROL vključimo stikalo. Za uporabo IR kamere moramo počakati pribliţno nekaj 
minut, da se stabilizira na ustrezno delovno temperaturo. 
 
Načini uporabe kontrolne plošče: 
 
a) Uporaba dnevne kamere 
Za uporabo dnevne kamere pritisnemo tipko vklop LASER in tipko SENZOR IR/CCD. 
EO glavo krmilimo s krmilno ročico, hitrost gibanja glave nastavljamo z vrtečim 
gumbom (SPEED), na displeju pa vidimo poloţaj azimut in elevacija v stopinjah. Na 
monitorju spremljamo gibanje, omogočeno je tudi snemanje na monitor. 
 
b) Uporaba IR kamere, širok pogled WFOV 
Pritisnemo na tipko SENZOR v rumenem področju LASER. Na tipki VIEW 
(NFOV/WFOV), rumena luč ne sveti. Tipka POL spremeni sliko iz črno-bele v belo-
črno. Ko sveti lučka on/off, sveti vključena povečava. Ko sveti luč na tipki STILL, slika 
na monitorju zamrzne, prav tako ko sveti tipka INTEGR, zamrznjeno sliko izostri. 
Tipka FOKUS -,+ sliko na monitorju izostrimo z drţanjem vkl. tipke + ali -. Tipka 
BRIGHT MARK +,- oslabimo ali ojačamo merilni kriţec na monitorju.  
   
c) Uporaba IR kamere, ozek pogled NFOV 
Pritisnemo tipko SENZOR v rumenem področju LASER. NA tipki VIEW (NFOV/WFOV) 
rumena lučka ne sveti. Tipka POL spremeni sliko iz črno-bele v belo-črno. Ko je 
povečava vklopljena lučka on/off sveti. Če sveti tipka STILL, slika na monitorju 
zamrzne, prav tako ko sveti tipka INTEGR, zamrznjeno sliko izostri. Tipka FOKUS -,+ 
sliko na monitorju izostrimo z drţanjem vkl. tipke + ali -. Tipka BRIGHT MARK +,- 
oslabimo ali ojačamo merilni kriţec na monitorju. 
 
d) Uporaba laserskega merilnika razdalje 
Laserski merilnik razdalje je pri tem sistemu termovizije firme Zeiss Optronik GmbH 
mogoč le pri vklopljeni IR kameri pri ozkem pogledu (NFOV). Ko sveti na tipki VIEW 
oranţna luč, je vklopljen ozek pogled. NA tipki SENZOR v rumenem področju LASER 
mora goreti oranţna luč. Prav tako mora na tipki MEASURE goreti zelena luč. NA 
displeju je napis «Laser ready IR«. S krmilno ročico na monitorju s pomočjo 
merilnega kriţca izberemo cilj. Zatem pritisnemo tipko MEASURE in na displeju se 
prikaţejo merjene vrednosti (npr. 330 m.).  
 
Sistem izključimo, da na desni strani kontrolne plošče TILT-LEVEL-CONTROL 
pritisnemo tipko 1 (prednastavljena ničelna pozicija), ki postavi EO glavo v izhodiščni 
poloţaj elevacija 0º, azimuta 0º (to traja pribliţno 100 sekund). Zatem izklopimo 
stikalo na TILT-LEVEL-CONTROL na krmilni plošči. Na displeju se prikaţe izpis »TLH 
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off«. Na komandni plošči RC 24 ZM stikalo preklopimo na AB, kratko pritisnemo črno 
tipko START, gori zelena luč. Ko zelena luč ugasne, je EO glava spravljena v vozilo. 
Zatem na armaturni plošči izklopimo modro in rumeno stikalo. Sistem termovizije je v 
vozilu izklopljen.   
 
5.2.3 Pogoji za uporabo 
 
OE sistem je mogoče uporabiti v različnih vremenskih pogojih in neodvisno od 
konfiguracije terena, čeprav je sistem najbolj učinkovit na ravninskih in dobro 
preglednih območjih, kjer zemljišče ni preveč poraščeno. Ob močnem deţju in gosti 
megli ta sistem ni zadovoljivo učinkovit. Pri uporabi morajo policisti z napravo in 
vozilom ravnati skrbno ter jo uporabljati profesionalno in strokovno, pri tem pa 
upoštevati tehnična navodila za uporabo sistema. Policisti, ki z napravo rokujejo, 
morajo biti za to delo ustrezno usposobljeni. Vozilo se mora ob nadzoru nahajati na 
primernem mestu, kar pomeni, da mora biti teren na točki, kjer bo vozilo stalo 
čimbolj raven. Policisti morajo ob namestitvi vozila paziti, da bo le ta čim manj 
opazen. Vozilo mora biti na kraju izvajanja nadzora ustrezno varovano pred 
morebitnim napadom na operaterja in pred poškodovanjem vozila. 
 
5.2.4 Izvajanje postopka 
 
Ko operater zazna ilegalni prehod drţavne meje, o tem obvesti vodjo nadzora, ki 
nato koordinira delo s policisti, vključenimi v nadzor (patrulje, zasede, opazovalci) in 
jih usmerja v smeri ilegalcev. Pri tem morajo policisti paziti, da se njihov poloţaj in 
gibanje ne odkrije. Po potrebi vodja nadzora obvešča tudi Operativno komunikacijski 
center na Policijski upravi, še posebej v primeru, ko ilegalci zbeţijo na območje druge 
Policijske uprave ali v sosednjo drţavo. Ko policisti vizuelno sami zaznajo ilegalce, se 
kontakt z operaterjem praviloma prekine, razen v primeru, ko se uporabljajo ustrezna 
sredstva zveze (slušalke). Nadaljnje ukrepanje je nato prepuščeno policistom, ki 
morajo pri tem paziti, da se ilegalce ne sledi ali lovi preko drţavne meje. Koristiti je 
potrebno načelo presenečenja, točka prijetja pa naj ne bo preblizu meje ali gozda. 
Na pozivanje k ustavljanju in osvetljevanju terena je potrebno počakati do zadnjega 
trenutka. Razdalja med policisti in ilegalci mora biti čim manjša. Teţiti je potrebno k 
prijetju cele skupine in postopki morajo biti izvedeni strokovno in profesionalno.  
 
O prijetju ilegalcev in organizatorjev ilegalnega prehoda drţavne meje morajo 
policisti takoj poročati vodji nadzora. Operater mora v času opazovanja z (EO) 










Slika 21: Nočno opazovanje (IR) 
 
Vir: Policijska uprava Krško 
 
Gradivo, ki je bilo v času nadzora posneto, se hrani v matični enoti. Uporabni video 
posnetki se lahko uporabijo tudi kot učni material, ki ga bodo lahko policisti 
strokovno in profesionalno analizirali v sklopu ustreznega izobraţevanja in 
usposabljanja. Vodja nadzora je dolţan po končanem nadzoru izdelati poročilo.  
 
5.3 MERLIN 133 
 
Detektor Merlin 133 omogoča izkušenim operaterjem, da odkrijejo skrite predmete, ki 
jih je drugače teţko ali celo nemogoče odkriti ter zaznati radioaktivnost (povzeto po 
Navodilo za uporabo Merlin 133, Policijska uprava Krško). 
 
5.3.1 Sestava opreme 
 
Merlin 133 je sestavljen iz naslednje opreme: teleskopski nastavek, dodatni monitor, 


















Slika 22: Merlin 133 v prenosnem zaboju 
 
Vir: Policijska uprava Krško 
 
5.3.2 Tehnični podatki 
 
Merlin 133 zaznava od 100 mm do 170 mm v globino objekta. Najbolj odziven pa je 
na prvih 100 mm. Zato vidimo, da je primeren za preiskovanje večine gum, vrat, 
pohištva … Debelejša kot je površina, manj je občutljiv detektor za spremembe pod 
njo. To je zato, ker površina absorbira nekaj energijskih ţarkov. Največja delna 
debelina materiala je za jeklo 6.0 mm, aluminij 12.5 mm, les 4.0 mm, svinec 3.0 mm. 
 
Slika 23: Merlin 133 
 








5.3.3 Uporaba detektorja Merlin 133 
 
Detektor Merlin 133 je vedno pripravljen za uporabo in ne potrebuje nobenih 
posebnih nastavitev. Zaţeljeno je, da se mesečno kalibrira. Ko se na ekranu izpiše LO 
BAT, je potrebno zamenjati baterijo.  
 
Ko je Merlin 133 poloţen na opazovalno podlago in je vključen, pošlje skozi površino 
energijski val, ki prodre skozi in se razprši, če je vsebina votla. Če pa je (npr. v vratih 
avtomobila se nahaja skrit predmet), se odbije večji del energije in se na LCD-ju 
prikaţe višja vrednost kot običajno. 
 
Na detektorju Merlin 133 je merilni del celotna spodnja stran naprave. Tega dela se 
ne sme usmerjati proti osebam bliţje od enega metra, ko je sproţilec vklopljen. 
 
LCD ekran nam omogoča razbiranje vrednost odbite energije. Vrednosti, ki se 
pojavljajo na LCD-ju, displeji odraţajo v gostoto materiala. Tako si operaterji s časom 
pridobijo praktične izkušnje za resnično efektivno uporabo naprave. 
 
S pritiskom na gumb BACKLIGHT vključimo in izključimo osvetlitev naprave, ki nam 
omogoča delovanje v temi. 
Detektor skenira predmete vsake ¼ sekunde, vrednost na ekranu pa se obnovi vsake 
½ sekunde. Pisk pa se vključi ţe ob ¼ sekundnih spremembah. 
Detektorja zato ne smemo premikati čez površino prehitro, saj lahko spremembo 
zgrešimo. Idealna hitrost je 200 mm na sekundo. 
 
Slušalke so dodane zato, da lahko operater uporablja napravo tudi v glasnejših 
razmerah ali v primeru diskretne uporabe. 
 
Zaţeleno je, da bi vsi Merlin 133 detektorji zaznali iste meritve. Vendar zaradi nihanj 
energijskih radioaktivnih virov to ni moţno. Zaradi tega ima detektor program 
kalibracije, ki omogoča da se detektorju vrne začetna učinkovitost. Detektor vključuje 
NASTAVEK ZA KALIBRIRANJE, ta nastavek iz polietena bo vedno pokazal isto 
vrednost in se lahko med napravami izmenjuje. Detektor bo od vsakega kalibriranja 
shranil podatek, ki ga bo primerjal pri bodočih kalibriranjih. KALIBRACIJA detektorja 
je bila narejena ţe v tovarni, zato ga vam na začetku ni treba. Zaţeleno pa je, da bi 
se kalibracije opravljale mesečno oz. v primeru, če naprava ni bila dalj časa v 
uporabi. Prav tako je priloţen zapisnik kalibracije in je namenjen opazovanju 
zmanjšanja učinkovitosti. 
 
Nastavek za kalibriranje postavimo na ravno površino, in sicer tako, da je vdolbljen 
del obrnjen navzgor. Detektor postavimo v vdolbino in ga čvrsto drţimo na nastavku. 
Zatem hkrati stisnemo MODE in SPROŢILEC in ju drţimo, ter z drugo roko pritisnemo 
HOLD. Zatem bo naprava opravljala ¼ sekundna preverjanja (za vsak se sliši pisk in 
po 10 sek bo pisk prenehal), še vedno je potrebno drţati sproţilec. Mikroprocesor bo 
izpisal povprečje teh 40 merjenj. Vrednost mora biti med 70 in 120. Nujno je, da ta 
vrednost ostane ista za določen čas (lahko niha za 2–3). Večje nihanje lahko kaţe 
napako v napravi ali pa nepravilno izvajanje. Zatem se vrednost kalibracije zapiše na 
zato namenjen zapisnik. 
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5.3.3.1  Zaznavanje radioaktivnosti 
 
Če vključimo detektor in hkrati drţimo MODE, bo naprava delovala kot detektor 
radioaktivnega sevanja. Na LCD-ju se nam izpiše »GEIG« , zatem pa se izpiše stopnja 
sevanja, slišimo pa tudi razločne zvoke, ki zaznamujejo radioaktivno sevanje. V tem 
načinu deluje podobno kot Gaigerjev števec. 
 
5.3.3.2  Zaznavanje gostote materiala 
 
Če vklopimo detektor Merlin 133, brez da bi drţali MODE, vstopimo v najpogostejši 
reţim za ZAZNAVANJE GOSTOTE 
 
Poznamo štiri različne načine zaznavanja gostote: podatkovni način, skeniranje, 
ničelno skeniranje in tonski način. 
 
a) Podatkovni način 
V tem načinu detektor samo izpolnjuje gostoto materiala pod površino. V tem načinu 
piska ne slišimo. 
 
b) Skeniranje 
Z enojnim pritiskom na tipko MODE pridemo v način skeniranja. Vrednost, ki je 
izpisana na LCD-ju ob času, ko pritisnemo MODE, se bo shranila v pomnilnik in 
zaslišali bomo pisk, ko se bo gostota materiala zaznavno spremenila. MODE 
pritisnemo šele, ko postavimo detektor zraven predmeta, ki ga hočemo preiskati, saj 
bo ta iskal nihanja v le tem (nihanja v mejah ne bodo upoštevana). Ob pomembnih 
nihajih zaslišimo pisk. 
 
c) Ničelno skeniranje 
Z drugim pritiskom na MODE pridemo v način NIČELNEGA SKENIRANJA. To 
zaznavanje je isto kot prejšnje, le da detektor shrani to začetno vrednost kot nič in 
bo zaznal nihanja nad in pod to vrednostjo. Ob pomembnih nihanjih zaslišimo pisk. 
 
d) Tonski način 
S tretjim pritiskom na tipko MODE vključimo tonski način zaznavanja. Ta je podoben 
SKENIRANJU, le da pri tem slišimo stalen ton, ki se ob zvišanju vrednosti na LCD-ju 




Naprav, podjetja Smiths Heimann, SABRE 4000 je zanesljiv in zelo občutljiv 
instrument, ki sloni na tehnologiji, imenovani spektrometrija ionske gibljivosti. SABRE 
4000 je močno analitično orodje, ki lahko odkrije in natančno prepozna sledi 
ostankov, ki jih oddajajo različne snovi. Naprava je optimirana za odkrivanje 
eksplozivnih snovi in prepovedanih drog (povzeto po Navodilo za uporabo Sabre 
4000, Policijska uprava Krško) 
. 
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Slika 24: Sabre 4000 v prenosnem zaboju 
 
Vir: Policijska uprava Krško 
 
S popolnoma napolnjenim akumulatorjem lahko prenosna naprava SABRE 4000 
deluje do 4 ure. Zaslon z tekočimi kristali na detektorju preskrbi operaterja z vsemi 
pomembnimi podatki in sporočili skupaj z barvnim kodiranjem ozadja. Napravo 
SABRE 4000 lahko priključimo  na osebni računalnik in tam pregledujemo podatke ter 
napravo z uporabo programske opreme tudi programiramo.  
 
Slika 25: Sabre 4000 
 
Vir: Policijska uprava Krško 
 
5.4.1 Tehnični podatki 
 
SABRE 4000 deluje v večini pogojev okolice, ki so običajno prisotni v skupnih 
operacijah (od -10 do 45 C ali 14 to 113 F), kot so letališča, javne zgradbe, pisarne 
laboratoriji. Relativna vlaţnost ne sme preseči 95 % brez kondenzacije. SABRE 4000 
je uporaben tudi na višini (>2000 metrov ali 5.560 čevljev). Za dodatno zaščito pred 
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tresljaji je na voljo opcijska zaščita. Za delovanje zagotovimo, da območje ni 
kontaminirano s katero od snovi, ki jih analiziramo. 
 
5.4.2 Uporaba Sabre4000 
 
Prepoznavo mnogih snovi prek IMS omogoča nekaj temeljnih načel. 
a) Mnogo kemičnih snovi oddaja pare ali delce, ki se prisesajo ali prilepijo na 
površine materialov, s katerimi pridejo v stik. 
b) Te sledi se lahko zbere z brisanjem površine. 
c) Tudi mikroskopske sledi takih kemikalij se lahko loči (upari) od teh delcev s 
segrevanjem. 
d) Te uparjene snovi vstopijo v IMS skozi membrano, ki selektivno prepuščajo ciljne 
snovi. 
e) Pare se lahko zbere na posebej obdelanem materialu, ki te snovi vsrka in jih nato 
izpusti v IMS. 
f) Pare so ionizirane (pretvorjene v električno nabite ione). 
g) Ko je tem ionom omogočeno, da »potujejo« skozi krmiljeno električno polje, se 
premikajo z različnimi hitrostmi, ki so odvisne od velikosti in strukture molekul. 
Značilna hitrost, s katero se ioni premikajo (ionska gibljivost) je razločen »prstni 
odtis«, ki identificira originalno snov. 
 
5.4.2.1 Zaznavanje eksplozivnih snovi 
 
Vzorec, ki nas zanima, se segreje, da se zbrane sestavine uparijo. Uparjene sestavine 
pripelje nato nosilni tok čistega, suhega zraka skozi membrano v reakcijsko območje. 
Reakcijsko območje vsebuje nizek radioaktivni vir, nikelj 63, beta oddajnik. Tako 
pozitivni kot negativni ioni so tvorjeni s trki beta delcev, s plini v toku vzorca. 
Eksplozivne snovi tvorijo negativne ione. 
 
IMS ima električno polje usmerjeno po dolţini. Polarnost tega polja je pozitivna ali 
negativna, kar je odvisno od vrste snovi, ki jo išče. Ionom pravilne polarnosti je 
omogočeno, da se iz reakcijskega območja s trenutnim odprtjem vstopne mreţe 
premaknejo v potovalno območje. 
 
Različni ioni potujejo z različnimi, vendar značilnimi hitrostmi in prispejo na 
kolektorsko elektrodo z edinstvenimi časi potovanja. Na ta način tvorijo trije ioni, ki 
imajo različne mase, potovalni spekter, imenovan plazmagram.  
 
Čas, ki je potreben, da ion določene snovi potuje skozi cev, je natančno znan in 
programiran. Referenčna snov (kalibrant), ki ima znano gibljivost, se uporablja za 
preverjanje pravilnosti delovanja sistema in določanje časa potovanja. Za odkrivanje 
prisotnosti iskanih ionov mikroprocesor na signalu kolektorske elektrode, z uporabo 
namensko napisane programske opreme za krmiljenje in prepoznavanje vrhov, 
nadzoruje čas potovanja. Ko je snov, ki nas zanima, odkrita, programska oprema 
takoj sproţi alarm in tako opozori operaterja. 
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5.4.2.2 Zaznavanje prepovedanih drog 
 
Vzorec, ki nas zanima, se segreje, da se zbrane sestavine uparijo. Uparjene sestavine 
pripelje nato nosilni tok čistega, suhega zraka skozi membrano v reakcijsko območje. 
Reakcijsko območje vsebuje nizek radioaktivni vir, nikelj 63, beta oddajnik. Tako 
pozitivni kot negativni ioni so tvorjeni s trki beta delcev, s plini v toku vzorca. Večina 
narkotikov, kot sta heroin in kokain, tvorijo pozitivne ione. 
 
IMS ima električno polje usmerjeno po dolţini. Polarnost tega polja je pozitivna ali 
negativna, kar je odvisno od vrste snovi, ki jo išče. Ionom pravilne polarnosti je 
omogočeno, da se iz reakcijskega območja s trenutnim odprtjem vstopne mreţe 
premaknejo v potovalno območje. 
 
Različni ioni potujejo z različnimi, vendar značilnimi hitrostmi in prispejo na 
kolektorsko elektrodo z edinstvenimi časi potovanja. Na ta način tvorijo trije ioni, ki 
imajo različne mase, potovalni spekter, imenovan plazmagram.  
 
Čas, ki je potreben, da ion določene snovi potuje skozi cev, je natančno znan in 
programiran. Referenčna snov (kalibrant), ki ima znano gibljivost, se uporablja za 
preverjanje pravilnosti delovanja sistema in določanje časa potovanja. Za odkrivanje 
prisotnosti iskanih ionov mikroprocesor na signalu kolektorske elektrode, z uporabo 
namensko napisane programske opreme za krmiljenje in prepoznavanje vrhov, 
nadzoruje čas potovanja. Ko je snov, ki nas zanima, odkrita, programska oprema 
takoj sproţi alarm in tako opozori operaterja. 
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European Agency for the Management of Operational Cooperation at the External 
Borders of the Member States of the European Union (Frontex), FRONTEX se nahaja 
v Varšavi. Ustanovljena je bila z Uredbo Sveta (ES) št. 2007/2004 z dne 26. oktobra 
2004 o ustanovitvi Evropske agencije za upravljanje in operativno sodelovanje na 
zunanjih mejah drţav članic Evropske unije.  
 
 
6.1 ZGODOVINA AGENCIJE FRONTEX 
 
Agencije v prostoru Skupnosti niso nikakršna novost, saj so bile prve agencije 
ustanovljene ţe v sedemdesetih letih.  V devetdesetih letih se pojavijo tako 
imenovane agencije druge generacije, in sicer kot odgovor na ţeljo po geografski 
decentralizaciji in potreba po spopadanju z novimi nalogami tehnične in znanstvene 
narave. 
 
Decembra 2003 so voditelji drţav in vlad ponovno odločali o več agencijah, med 
katere sodi agencija FRONTEX. Te agencije uvrščamo v tretjo generacijo. Cilji agencij 
so zelo različni ter je vsaka agencija resnično edinstvena in izpolnjuje posamezne 
naloge opredeljene v času njenega nastanka. 
 
Kljub temu da so agencije zelo različne tako po obsegu kot tudi po namenu, imajo 
praviloma osnovno strukturo in podobne načine delovanja. Vsaka agencija deluje v 
okviru pooblastil upravnega odbora, ki določa splošne smernice ter sprejema 
programe dela glede na njeno osnovno poslanstvo, razpoloţljiva sredstva in 
prednostne politične naloge. Izvršni direktor je odgovoren za vse dejavnosti agencije 
in za ustrezno izvajanje delovnih programov. Imenuje ga upravni odbor ali Svet 
ministrov. 
Upravni odbor, katerega članstvo precizira akt o ustanovitvi agencije, običajno 
sestavljajo predstavniki drţav članic in en ali več predstavnikov Komisije. Lahko 
sodelujejo tudi drţave nečlanice, vendar nimajo pravice glasovanja. 
 
Tehnični ali znanstveni odbori so sestavljeni iz strokovnjakov, specializiranih na 
ustreznem področju in lahko pomagajo upravnemu odboru. 
 
Agencija je organ skupnosti in je pravna oseba. V vseh drţavah članicah ima pravno 
in poslovno sposobnost. Je subjekt evropskega javnega prava. Ustanovljena je z 
aktom sekundarne zakonodaje za izpolnjevanje posebnih tehničnih, znanstvenih ali 
upravljavskih nalog v okviru prvega stebra Evropske unije. Agencija ima lahko tudi 
specializirane podruţnice, o kateri ustanovitvi odloča Upravni odbor agencije. Za 
ustanovitev takšne podruţnice pa mora soglašati tudi drţava članica, na čigar 
ozemlju bi se naj podruţnica nahajala. 
 61 
6.2 RAZVOJ AGENCIJE FRONTEX 
 
Na podlagi izkušenj Skupne enote strokovnjakov za zunanje meje (Common Unit), ki 
so delovali v okviru Sveta Evropske unije in v cilju integriranega upravljanja zunanjih 
meja, je bila 26. oktobra 2004 z uredbo Sveta, št. 2007/2004, ustanovljena Evropska 
agencija za upravljanje in operativno sodelovanje na zunanjih mejah drţav članic 
Evropske unije – FRONTEX s sedeţem v Varšavi na Poljskem. 
 
6.3 SKUPNE ENOTE STROKOVNJAKOV ZA ZUNANJE MEJE 
 
Za predhodnico agencije Frontex lahko štejemo začasne centre Skupne enote 
strokovnjakov za zunanje meje. Začasni centri so bili razpršeni po celotnem območju 
Evropske unije, in sicer: Center za kopenske meje Berlin (CLB) – Nemčija, Center za 
zračne meje (ABC) Rim – Italija, Center za morske meje (WSBC) v Španiji in Grčiji 
(ESBC), Center za analizo tveganja (RAC) v Helsinkih – Finska, Center za tehnični 
razvoj (DTC) – Velika Britanija in Center za usposabljanje (ACT) Traiskirchen – 
Avstrija. Centre je povezoval skupen organ, ki so ga sestavljali vodje nacionalnih 
mejnih policijskih sil.  
 
Z ustanovitvijo Evropske agencije za upravljanje in operativno sodelovanje na 
zunanjih mejah drţav članic Evropske unije – Frontex – je Evropska unija pridobila 
pomembno orodje za spodbujanje izvrševanja politike o integriranem upravljanju 
meja skupaj z drţavami članicami in tretjimi drţavami. 
 
Učinkovita kontrola in nadzor zunanjih meja je za drţave članice izjemnega pomena, 
kljub temu da je treba priseljevanje priznati kot vir kulturne in socialne obogatitve, 
prav tako pa ima priseljevanje tudi velik gospodarski vpliv na zaposlovanje in rast. 
Glede na to, da za drţave članice veljajo skupna pravila glede kontrole in nadzora na 
zunanjih mejah, je samoumevno, da obstaja potreba po usklajenem operativnem 
sodelovanju med drţavami članicami. Tako agencija Frontex olajšuje izvajanje 
obstoječih in bodočih ukrepov Skupnosti v zvezi z upravljanjem zunanjih meja s 
pomočjo usklajevanja dejavnosti drţav članic pri izvajanju navedenih ukrepov. 
 
6.4 NALOGE AGENCIJE 
 
Prednostna naloga agencije Frontex je vsekakor doseči učinkovito izvajanje evropske 
politike do upravljanja z zunanjimi mejami in boljša uskladitev operativnega 
sodelovanja med drţavami članicami. 
 
Kar zadeva operativno sodelovanje med drţavami članicami na področju upravljanja 
zunanjih meja kakor tudi poskusne projekte na zunanjih mejah, Agencija ocenjuje, 
potrjuje in usklajuje predloge drţav članic. Agencija lahko tudi in v soglasju z 




Določeni rezultati analiz se odraţajo pri oblikovanju skupnega osnovnega učnega 
načrta kot podlage za usposabljanje mejnih policij. Istočasno omogoča inštruktorjem 
nacionalnih mejnih policij usposabljanje na evropski ravni, ki lahko poteka tudi v 
drţavi članici. Z usposabljanjem Agencija pospešuje uveljavitev in harmonizacijo 
skupnih pravil v zvezi upravljanja zunanjih meja. V prihodnosti ima Agencija cilj z 
računalniško mreţo povezati vse centre, kjer se izvajajo usposabljanja mejnih policij. 
Agencija aktivno sodeluje pri izobraţevanju mejnih policij tretjih drţav, katerih se 
udeleţuje tako s svojimi strokovnjaki kakor tudi inštruktorji drţav članic. 
 
Vse aktivnosti Agencije temeljijo na celovitem modelu analiz tveganj. Analize 
tveganja se ne opravljajo od ustanovitve Agencije, temveč je bila tem aktivnostim 
posvečena velika pozornost tudi v času obstoja Skupne enote strokovnjakov za 
zunanje meje. Analiza tveganja pomeni oceno groţnje oz. ogroţanja. Groţnja kot 
takšna pomeni groţnjo od zunaj, samo ogroţanje pa je pokazatelj, kje so naše šibke 
točke. Na analizi tveganja pa bazirajo tudi skupne operacije. Med ostalim se rezultati 
analiz tveganj odraţajo kot podpora pri oblikovanju skupnega osnovnega učnega 
načrta za podlago pri usposabljanju mejnih policij. Analiza tveganja je ena od 
glavnih nalog Agencije, saj se z analizo tveganja omogoča usklajeno upravljanje 
zunanjih meja v normalnih razmerah, kakor tudi za učinkovitejše preprečevanje in 
obvladovanje kriznih razmer. Da bi analiza tveganja bila celovita, natančna in 
koristna, pa bi morala imeti Agencija dostop do vseh pomembnih virov informacij.  
 
Agencija aktivno spremlja razvoj na področju tehničnih raziskav, ki so pomembne za 
mejno kontrolo in nadzor zunanjih meja. O vseh izsledkih raziskav Agencija obvešča 
Komisijo in drţave članice. Če razmere zahtevajo okrepljeno tehnično in operativno 
ukrepanje na določenem delu zunanje meje, lahko Agencija ob podpori drţav članic 
pripravi in izvede skupne akcije. Ob nastanku takšnih okoliščin lahko drţava članica 
zahteva pomoč Agencije. Eden od temeljev za zagotavljanje učinkovitosti dela na 
področju mejne in tujske problematike je tudi učinkovito vračanje drţavljanov tretjih 
drţav, ki iz kakršnega koli razloga na območju Skupnosti niso zaţeleni. Tako 
Agencija skupaj z nacionalnimi strokovnjaki drţav članic določi najboljšo prakso za 




7 EVROPSKI SISTEM NADZORA MEJA (EUROSUR) 
 
 
Vzpostavitvi evropski sistem nadzorovanja meja (EUROSUR), s katerim se namerava 
zlasti preprečiti nedovoljene prehode meja, zmanjšati število nezakonitih priseljencev, 
ki izgubijo ţivljenje na morju, ter povečati notranjo varnost EU s prizadevanji za 
preprečevanje čezmejnega kriminala. 
 
Evropski sistem nadzorovanja meja naj bi drţavam članicam pomagal pri doseganju 
popolnega zavedanja o razmerah na njihovih zunanjih mejah in povečal zmoţnost 
odzivanja njihovih organov kazenskega pregona. 
 
 
7.1 IZZIVI IN CILJI 
 
Namen je proučiti parametre, v okviru katerih bi se lahko razvil evropski sistem 
nadzorovanja meja (EUROSUR), ki bi se sprva osredotočal na juţne in vzhodne 
zunanje meje EU, ter drţavam članicam predlagal časovni načrt za postopno 
vzpostavitev takega „sistema sistemov“ v prihodnjih letih. To sporočilo se osredotoča 
na krepitev nadzorovanja meja, katerega namen je 
a) zmanjšanje števila nezakonitih priseljencev, ki neopaţeno vstopijo v EU. 
Nacionalni sistemi nadzorovanja meja trenutno zajemajo le nekaj izbranih delov 
zunanjih meja EU. Zaradi tehničnih in finančnih omejitev so območja pod 
nadzorom trenutno omejena na nekatere ravnine in obalna območja ter tista 
območja, na katerih se izvajajo operacije. Za odkrivanje, prepoznavanje, sledenje 
in prestrezanje oseb, ki poskušajo nezakonito vstopiti v EU, in s tem zmanjšanje 
števila nezakonitih priseljencev, ki jim uspe neopaţeno prečkati zunanje meje EU, 
je treba organom, pristojnim za mejni nadzor v drţavah članicah, pravočasno 
zagotoviti zanesljive podatke.  
b) zmanjšanje smrtnosti nezakonitih priseljencev z rešitvijo več ţivljenj na morju. 
Številni nezakoniti priseljenci in osebe, ki potrebujejo mednarodno zaščito, 
potujejo v izjemno teţkih pogojih in osebno zelo veliko tvegajo, ko poskušajo 
nezakonito vstopiti v EU, saj se skrivajo v vozilih, na tovornih plovilih itd. S 
sedanjo prakso plovbe na prepolnih čolnih, nesposobnih za plovbo, se je število 
nesrečnih migrantov, utopljenih v Atlantskem oceanu med Afriko in Kanarskimi 
otoki ter v Sredozemskem morju, povečalo. Tragični smrtni davek, ki je posledica 
takega nezakonitega priseljevanja, je nesprejemljiv, zato ga je treba znatno 
zmanjšati. Okrepiti je treba zmogljivosti za odkrivanje majhnih čolnov na odprtem 
morju ter s tem prispevati k uspešnejšemu iskanju in reševanju ter rešitvi večjega 
števila ţivljenj na morju. Vendar pa se lahko dolgoročne rešitve izzivov, povezanih 
z upravljanjem migracij, doseţejo le s celovito strategijo, ki vključuje sodelovanje 
s tretjimi drţavami, in sicer tudi na področju nadzorovanja meja. 
c) povečanje notranje varnosti EU kot celote s prizadevanji za preprečevanje 
čezmejnega kriminala. Namen nadzorovanja meja ni le preprečevanje 
nedovoljenih prehodov meje, ampak tudi boj proti čezmejnemu kriminalu, kot je 
preprečevanje terorizma, trgovine z ljudmi, tihotapljenja drog, nedovoljenega 
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prometa z oroţjem itd. Boj proti tem groţnjam je predvsem naloga policije in 
obveščevalnih sluţb drţav članic. Vendar bo učinkovit sistem upravljanja meja na 




7.2 SPLOŠNI KONCEPT 
 
EUROSUR naj bi zagotovil skupni tehnični okvir za racionalizacijo vsakodnevnega 
sodelovanja in komunikacije med organi drţav članic ter olajšal uporabo najnovejše 
tehnologije za namene nadzorovanja meja. Ključni operativni cilj bi morala biti 
izmenjava informacij, v katerih niso zajeti osebni podatki, med obstoječimi 
nacionalnimi in evropskimi sistemi.  
Vzpostavitev sistema EUROSUR bo potekala v treh vzporednih fazah: 
 
1. FAZA: Namen te faze je medsebojno povezovanje obstoječih sistemov in 
mehanizmov nadzorovanja ter njihova racionalizacija na ravni drţav članic. 
Financiranje, zagotovljeno v okviru Evropskega sklada za zunanje meje, naj bi se 
zato uporabilo za nadgradnjo in razširitev nacionalnih sistemov nadzorovanja meja 
ter za ustanovitev nacionalnih centrov za usklajevanje nadzorovanja meja v drţavah 
članicah na juţnih in vzhodnih zunanjih mejah EU.  
Vzpostaviti je treba zavarovano računalniško podprto komunikacijsko omreţje, da si 
bodo lahko centri v drţavah članicah in agencija FRONTEX izmenjevali podatke. Poleg 
tega je treba proučiti, kako bi lahko zagotovili finančno in logistično podporo v 
izbranih sosednjih tretjih drţavah, da se spodbudi operativno sodelovanje z drţavami 
članicami na področju nadzorovanja meja. 
 
2. FAZA: Namen te faze je bolje izkoristiti orodja nadzorovanja na ravni EU. Z 
uporabo programov EU za raziskave in razvoj se bo izboljšala tehnična učinkovitost 
orodij nadzorovanja in senzorjev (npr. satelitov, zračnih plovil brez posadke itd).  
Poleg tega bi skupna uporaba orodij nadzorovanja organom drţav članic pogosteje 
zagotovila zanesljivejše podatke o nadzorovanju na njihovih zunanjih mejah in 
območjih pred mejo.  
Lahko bi se razvila tudi skupna slika informacij o razmerah na območju pred mejo, ki 
bi zdruţevala obveščevalne informacije in informacije, pridobljene z orodji 
nadzorovanja. 
 
3. FAZA: Cilj te faze je ustvariti skupno okolje za izmenjavo informacij na področju 
pomorstva EU, in sicer tako, da se vsi obstoječi sistemi poročanja in spremljanja na 
morskih področjih, ki so v pristojnosti drţav članic, in sosednjih odprtih morjih, 
vključijo v širše omreţje ter se tako organom za nadzor meja omogoči izkoriščenje 
prednosti celostne uporabe teh različnih sistemov. 
Ob upoštevanju sedanjega migracijskega pritiska bi moralo biti celostno omreţje v 
prvem koraku omejeno na Sredozemsko morje, Juţni Atlantski ocean (Kanarski otoki) 
in Črno morje ter bi se moralo osredotočati na notranjo varnost, pri čemer bi 
povezovalo organe za mejni nadzor ter druge evropske in nacionalne organe z 
varnostnimi interesi in pristojnostmi na področju pomorstva. 
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V poznejši fazi bi se lahko to celostno omreţje sistemov poročanja in nadzorovanja 
razširilo na celotno področje pomorstva EU in bi poleg vidikov, povezanih z mejo, 
zajemal tudi vse pomorske dejavnosti, kot so pomorska varnost, varstvo pomorskega 
okolja, nadzor ribištva in kazenski pregon. 
Medtem ko naj bi prva in druga faza zajemali morske in kopenske zunanje meje, naj 
bi se tretja faza osredotočala samo na pomorsko področje. Vidiki tega sporočila o 
nadzorovanju zunanjih morskih meja so del skupnega okvira, določenega v celostni 
pomorski politiki za Evropsko unijo. 
Ko se bo sistem EUROSUR začel izvajati, bo pomenil odločilen napredek pri nadaljnji 
postopni vzpostavitvi skupnega evropskega integriranega sistema upravljanja meja. 
Pri izvajanju različnih ukrepov, opisanih v tem sporočilu, bi moral biti Sklad za 
zunanje meje glavni mehanizem solidarnosti za drţave članice pri delitvi finančnega 






V obdobju svetovne gospodarske krize je pričakovati, da se bo trend migracije 
drţavljanov tretjih drţav, ki bodo zapuščali svoje domove zaradi krize, vojne, 
političnih pritiskov, nadaljeval, če ne celo naraščal. Tu predvsem mislim na prebivalce 
Bliţnjega vzhoda, ki so ţe leta vpeti v vojne, ter prebivalce Afrike, ki se soočajo na 
eni strani z vojnami,  na drugi strani pa z vse večjo lakoto in revščino. Migracijska 
politika bo morala pokazati vso svojo občutljivost, razumevanje ter odgovorno 
pristopiti k reševanju problema, ki ni samo evropski. V povezavi z mednarodnimi 
akterji bo potrebno vzpostaviti še tesnejši dialog z varnostno zainteresiranimi 
drţavami ter delovati naproti drţavam, katerih ozemlja ljudje zapuščajo zaradi takšne 
ali drugačne osebne stiske.  
 
Če je upravljanje migracij dobro, lahko prinaša korist EU in drţavam izvora, vendar 
se s povečano migracijo pojavlja izziv boja proti nezakonitemu priseljevanju in 
trgovini z ljudmi, vključno s preprečevanjem človeške tragedije, kar je pogosta 
posledica. Drţave članice morajo podpirati EU v njenih prizadevanjih in sodelovati 
druga z drugo pri upravljanju migracijskih tokov, hkrati mora EU partnersko 
sodelovati z drţavami izvora in tranzita ter za njih zagotoviti finančna sredstva za 
pomoč. 
 
Predstavljeni sistemi biometrične avtomatične mejne kontrole so prvi projekti na poti 
k skoraj popolni avtomatizaciji mejne kontrole. Tehnologija se razvija z osupljivo 
hitrostjo. Nekega dne potovalni dokumenti ne bodo več potrebni, nadomestili jih 
bodo čipi, ki jih bomo nosili na sebi (kot nakit) ali skrite pod koţo. Ti čipi bodo 
večnamenski; omogočali bodo tako verifikacijski kot identifikacijski način preverjanja 
podatkov. Na njih bodo shranjeni podatki o naši identiteti, lastnini, zdravju, krvni 
skupini, DNK analiza (količina in vrsta podatkov na čipu bo omejena le z zakonodajo 
in velikostjo samega čipa). Omogočali pa bodo tudi iskanje osebe z lokacijo preko 
satelitov (na primer pri ugrabitvi otroka, iskanje izgubljene osebe). Bere se kot 
znanstvena fantastika. V 60. letih prejšnjega stoletja so tudi danes popolnoma 
običajne metode biometrične identifikacije veljale za znanstveno fantastiko. 
 
Za kvalitetno in učinkovito delo v zvezi zagotavljanja skupnih standardov in 
postopkov v drţavah članicah je potrebno nenehno in kakovostno delovanje 
schengenskega informacijskega sistema ter zagotovitev vse kadrovske in tehnološke 
podpore za njegovo izvajanje. Nemoţnost oziroma nedelovanje sistema je 
nedopustno. Pri delu pa morajo biti zagotovljena tudi ostala tehnična sredstva, ki so 
potrebna za izvrševanje nalog. 
 
Uvajanje novih tehnologij verjetno nikoli ne bo nadomestilo človeka, zmoţnosti naše 
zaznave, sklepanja in reagiranja na podlagi tega. 
 
Glede na območje, ki zajema zunanje meje EU, kakor tudi na pravno ureditev in 
enotne standarde, ki se uporabljajo pri izvajanju mejne kontrole in nadzoru zunanje 
meje, je samoumevno, da se le-ta upravlja oz. koordinira integrirano z enega mesta.   
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Slovenije sodeluje s številnimi mednarodnimi organizacijami, predvsem s tistimi, ki 
delujejo na ozemlju Evrope ter jugovzhodnega Balkana. EU je z ustanovitvijo 
agencije FRONTEX pridobila pomembno orodje za spodbujanje izvrševanja politike 
EU o integriranem upravljanju meja skupaj z drţavami članicami in tretjimi drţavami. 
 
Slovenska policija se je obvezala, da bo intenzivirala sodelovanje pri aktivnostih v 
agenciji FRONTEX, zlasti pri neposrednem sodelovanju pri skupnih operacijah, 
izmenjavi specialne opreme za varovanje drţavne meje ter pri izmenjavi policijskih 
uradnikov na kontaktnih točkah. Naloga, ki si jo je zadala Slovenska policija, ne bi 
smela predstavljati nikakršnih teţav, saj menim, da se lahko s svojim znanjem, 
predvsem s področja mejnih zadev in tujcev, brez predsodkov in strahu postavimo 
pred vso Evropo. Svojo profesionalnost in visoko stopnjo usposobljenosti smo doslej 
brez teţav predstavili ţe v večjih mednarodnih operacijah tako v Evropi, kakor tudi 
širše.   
 
Za zaključek naj povzamem, da Slovenija uspešno deluje na področju migracijske 
politike, tako pri sprejemanju zakonodaje, sodelovanju z mednarodnimi akterji, kot 
tudi pri preprečevanju in boju proti nezakoniti migraciji. Prav tako se uporablja 
moderna tehnologija, ki zagotavlja, da lahko policist kvalitetno opravlja svojo nalogo 
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SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
 
 
ES                 Evropski svet ali Evropska skupnost    
EU              Evropska unija    
KZ1                    Kazenski zakonik 1 
KOM                     Evropska komisija 
MP                     Mednarodne pogodbe 
RS                    Republika Slovenija  
SIS           Schengenski informacijski sistem  
UL    Uradni list 
ZN                        Zdruţeni narodi 
ZTuj-1-UPB6          Zakon o tujcih 1, uradno prečiščeno besedilo 6               
ZMZ           Zakon o mednarodni zaščiti     
ZNDM2          Zakon o nadzoru drţavne meje 2  
Zpol           Zakon o policiji   
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SEZNAM SLOVENSKIH PREVODOV IN TUJIH IZRAZOV 
 
 
FRONTEX – (European Agency for the Manegement of Operational Cooperation at 
the External Borders) Evropska agencija za upravljanje in operativno sodelovanje na 
zunanjih mejah drţav članic, 
EUROPOL – (European Law Enforcement Organistion) Evropski policijski urad, 
CEPOL – (European Police Collega) Evropska policijska Akademija, 
OLAF – (European anti-fraud office) Evropski urad za boj proti goljufijam, 
JO – (Joint Operation) Skupne operacije, 
ACT – (Centre for Border Guard Training) Center za usposabljanje, 
CLB – (Centre for Land Brorder) Center za kopenske meje, 
ABC – (Air Border Centre) Center za zračne meje, 
ESBC – (Est See Border Centre) Vzhodni center za morske meje, 
WSBC – (West  See Border Centre) Zahodni center za morske meje, 
RAC – (Risk Analys Centre) Center za analizo tveganja 
DCT-  Center za tehnični razvoj 
EU – (European Union) Evropska Unija 
RABIT – (Rapid Border Intrevention Teams) – Skupine za hitro posredovanje na 
zunanjih mejah 
EPN – (European Patrols Network) – Evropska mreţa patrulj 
MEDSEA – (Mediteranian Sea) – Sredozemsko morje 










Vir: Uredba Sveta (ES) št.562/2006, 13. člen, Priloga V) 
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Podpisani Aleš Cesar, roj. 13. 07. 1979, študent Fakultete za upravo, 
visokošolski študijski program, vpisna številka indeksa 04033559 
 
 




da se strinjam z objavo diplomskega dela na internetu ter da sem avtor 
diplomskega dela s spodnjim naslovom ter da so vsi prevodi iz angleškega 
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