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Seznam uporabljenih simbolov 
ALM Automated Switchgear avtomatizirano ločilno mesto 
APN Access Point Name ime dostopne točke 
APV Auto-Reclosing avtomatski ponovni vklop 
ASDU Application Service Data Unit aplikativni naslov enote 
CSD Circuit-Switched Data tokokrogovna podatkovna povezava 
DCV Distribution Control Centre distribucijski center vodenja 
DMR Digital Mobile Radio digitalni mobilni radio 
DNP3 Distributed Network Protocol 3 distribucijski mrežni protokol 
ETSI European Telecommunications 
Standards Institute 
Evropski inštitut za telekomunikacije 
FDMA Frequency Division Multiple Access frekvenčno porazdeljen sodostop 
GPRS General Packet Radio Service splošna paketna radijska storitev 
GSM Global System for Mobile 
Communications  
globalni sistem mobilnih komunikacij 
IEC International Electrotechnical 
Commission  
Mednarodna elektrotehniška komisija 
IED Inteligent Electronic Device  napredne elektronske naprave 
IFS Interface Server procesni strežnik 
IP Internet Protocol internetni protokol 
LAN Local Area Network lokalno računalniško omrežje 
NN Low-Voltage Network nizkonapetostno omrežje 
RADIUS Remote Authentication Dial-in User 
Service  
komutirana uporabniška storitev z 
oddaljeno avtentikacijo 
RP Substation  razdelilna postaja 
RSS Received Signal Strength  nivo sprejetega signala 




RTU Remote Terminal Unit komunikacijsko-krmilna naprava 
SAIDI System Average Interruption Duration 
Index  
indeks povprečnega trajanja 
prekinitev v sistemu 
SAIFI System Average Interruption 
Frequency Index 
indeks povprečne frekvence 
prekinitev v sistemu 
SIM Subscriber Identity Module  modul za identifikacijo naročnika 
SIOB Cut-Off in Voltage free 
Pause 
samodejna izolacija okvare v 
breznapetostni pavzi 
SMS Short Message Service sistem kratkih sporočil 
SN Medium-Voltage Network  srednjenapetostno omrežje 
TCP Transmission Control Protocol protokol za nadzor prenosa 
TDMA Time Division Multiple Access časovno porazdeljeni sodostop 
TETRA Terrestrial Trunked Radio  prizemni snopovni radio 
TIG Telecontrol Gateway  vmesnik za daljinsko krmiljenje 
UDP User Datagram Protocol  protokol za uporabniške podatke 






Diplomsko delo predstavlja analizo daljinskega upravljanja avtomatiziranih ločilnih mest v 
srednjenapetostnem elektroenergetskem omrežju z upoštevanjem razpoložljivih 
komunikacijskih tehnologij GSM, GPRS in DMR.  
Prvo poglavje predstavlja splošno arhitekturo omrežja Elektro Ljubljana s poudarkom na 
potrebah po doseganju predpisanih kriterijev kakovosti dobave električne energije. 
V drugem poglavju so predstavljeni glavni elementi avtomatizacije srednjenapetostnega 
omrežja, njihove funkcije in načini delovanja. 
V tretjem poglavju je predstavljena osnovna povezljivost med distribucijskim centrom 
vodenja in avtomatiziranim ločilnim mestom. Predstavljena je primerjava med tokokrogovno 
podatkovno povezavo in tehnologijo paketne podatkovne povezave. 
V četrtem poglavju je predstavljena možnost uporabe novejše tehnologije DMR v omrežju 
Elektra Ljubljana, za katero so prikazani rezultati opravljene analize komunikacijske 
zanesljivosti in odzivnosti, ki izkazujejo številne prednosti. 
Zaključno poglavje povzema rezultate sprotnih analiz in podaja smernice nadaljnjega razvoja 
daljinsko vodenih ločilnih mest. 
 
 
Ključne besede: avtomatizirano ločilno mesto, DMR, kakovost dobave električne energije, 








This diploma thesis introduces analysis of automated switchgear in medium voltage 
distribution network, with consideration in available GSM, GPRS and DMR communication 
technologies. 
First section introduces general architecture of Elektro Ljubljana electrical network, with an 
emphasis on satisfying of regulated criteria for energy supply quality. 
Second section introduces main elements of automated medium voltage network system, their 
functionality and their modes of operation. 
Third section introduces basic connections between distribution control center and automated 
switchgear. Comparison between circuit-switched data connection and general packet radio 
service data connection is explained. 
Fourth section elaborates possibilities of implementing newest DMR technology in Elektro 
Ljubljana network. Results of conducted analysis of communication reliability and 
responsiveness are represented, which exhibit many advantages. 
Final section summarizes results of conducted analysis and introduces trends for future 
development of medium voltage distribution network automation. 
 
 
Key words: automated switchgear, DMR technology, energy supply quality, automation of 








V sodobnem času je za ljudi že skoraj samoumevno, da imajo električno energijo dostopno 
kadarkoli in kjerkoli. Kadar pritisnemo stikalo v sobi se nam prižge luč, ko iz hladilnika 
vzamemo pijačo, mora biti ohlajena, tudi gledanje televizije je nekaj normalnega. Vse te 
naprave napaja električna energija, ki jo s pomočjo daljnovodov prenašamo iz elektrarne do 
končnega uporabnika.  
Elektroenergetska podjetja skušajo zagotoviti čim manj in čim krajše izpade električne 
energije z najnovejšimi zaščitnimi napravami, ki jih spremlja človeška posadka v daljinskem 
centru vodenja, kot tudi z strokovno usposobljenimi delavci, ki v primeru okvar na terenu le-
te poizkušajo čim hitreje odpraviti.  
Upravljavec omrežja je dolžan uporabniku zagotavljati kakovostno napetost na prevzemno-
predajnem mestu v skladu z zahtevami o kakovosti električne energije. Te zahteve določa 
uredba o splošnih pogojih za dobavo in odjem električne energije [1].  
Upravljavec omrežja mora, v kolikor se z odjemalcem drugače ne dogovorita, zagotoviti, da 
skupno število in trajanje vseh nenapovedanih prekinitev dobave ali odjema na enem 
prevzemno-predajnem mestu v enem letu ne preseže naslednjega dovoljenega skupnega 
števila in trajanja prekinitev izraženega v urah in minutah za posamezne vrste omrežja, in 
sicer za:  
Tabela 1: Dopustno število in trajanje kratkotrajnih in dolgotrajnih prekinitev. 
Omrežje 
 
Skupno trajanje kratkotrajnih prekinitev, 
krajših od treh minut v letu, v minutah 
Skupno trajanje dolgotrajnih prekinitev, 
daljših od treh minut v letu, v urah 
VN 5 4 
SN 50 8 
NN 60 16 
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Omrežje Skupno število kratkotrajnih prekinitev, 
krajših od treh minut v letu  
Skupno število dolgotrajnih prekinitev, 
daljših od treh minut v letu  
VN 2 1 
SN 17 6 
NN 20 16 
 
V te prekinitve se ne štejejo tiste, ki jih je povzročil uporabnik sam, in tiste prekinitve, ki 
nastanejo zaradi višje sile. 
Elektrodistribucijska podjetja nenehno silijo k boljši kakovosti dobave električne energije. 
Najpomembnejši vidik je ekonomski, kjer se na podlagi kazalcev zanesljivosti SAIDI in 
SAIFI nagrajuje nižja in kaznuje višja vrednost teh kazalcev.  
a. SAIDI 
Kazalnik SAIDI predstavlja povprečni čas izpada enega odjemalca v opazovanem 
obdobju. Trajanje prekinitev v obdobju enega leta je ključni indikator za kakovost 
oskrbe z električno energijo. Na dolžino trajanja prekinitve vplivajo številni dejavniki, 
kot so lokacija okvare, dostopnost do okvare, zahtevnost okvare … [1] 
b. SAIFI 
Kazalnik SAIFI predstavlja povprečno frekvenco prekinitev napajanja enega 
odjemalca v opazovanem obdobju. 
Število prekinitev je ključni kazalec odpornosti (robustnosti) elektroenergetskih 
omrežij [1]. Splošno znano je, da višja kot je obratovalna napetost, bolj robustno je 
omrežje predvsem zaradi podvojenosti napajanja. Znižanje števila odklopov 
odjemalcev lahko dosežemo le z vgrajevanjem avtomatskih ločilnih mest, ki jih 
vgradimo na SN omrežje. Te naprave vsebujejo zaščitne naprave in odklopnike in 
imajo sposobnost odklapljanja manjšega dela omrežja, kjer nastane okvara. S tem se 
zniža število izklopljenih odjemalcev in tako se močno izboljša kazalnik SAIFI. 
Podjetje Elektro Ljubljana, podjetje za distribucijo električne energije, d. d., se razprostira na 
6.166 km
2





Slika 1: Razdelitev podjetja na distribucijske enote ter geografska postavitev lokacije podjetja [2] 
Število prekinitev glede na razdelilno transformatorsko postajo sovpada z dolžino 
daljnovodov in s pogozdenostjo terena, po katerem potekajo. V podjetju Elektro Ljubljana 
d.d. največ okvar beležimo na oskrbovanem območju Črnomlja, Kočevja in Domžal. Veliko 
število kratkotrajnih prekinitev na celotnem oskrbovalnem območju je posledica daljših 
izvodov, na katerih je verjetnost, da nastane okvara, večja [3].  
Tabela 2: Pregled dogodkov v Elektro Ljubljana v letu 2014 [3] 
  Območje 
Vzrok dogodka Kočevje Ljubljana  
Lj. – 
okolica Novo Mesto Trbovlje 
Atmosferska prenapetost 3 2 27 6 8 
Direktni udar strele 2 0 17 3 1 
Požar 2 6 11 0 3 
Vihar 2 0 4 1 0 
Sneg, žled, led 91 9 330 99 41 
Poplave 2 2 4 1 0 
Plazovi 0 0 3 2 0 
Skupaj 102 19 396 112 53 
 
Kot zanimivost lahko na sliki 2 vidimo, da je v letu 2014 podjetje zabeležilo izjemno 




Slika 2: Število nenačrtovanih izpadov v podjetju Elektro Ljubljana [3] 
Ko pride do prekinitve dobave električne energije, želimo okvaro čim hitreje odkriti in 
locirati. V ta namen se v omrežje vgrajujejo daljinsko vodena avtomatizirana ločilna mesta, ki 
operaterju v distribucijskem centru vodenja omogočajo daljinsko manipuliranje z nekaterimi 
deli elektroenergetskih daljnovodov.  
Za mesto vgradnje avtomatiziranega ločilnega mesta je potrebno najprej narediti analizo 
obstoječih razmer, kot tudi predvideti bodoče potrebe in zahteve odjemalcev. Opraviti je 
potrebno analizo omrežja, statistiko okvar in tudi analizo večjih odjemalcev. Smiselno 
postavljena avtomatizirana ločilna mesta nam tako omogočajo hitrejše iskanje mesta okvare in 
njene odprave, s tem pa se močno izboljša kakovost dobave električne energije. Za njihovo 
delovanje pa je zelo pomemben zanesljiv in hiter prenos informacij med avtomatiziranim 





2. Avtomatizacija srednjenapetostnega omrežja 
Od distribucijskih podjetij se zahteva vedno večja skrb za kakovost dobavljene električne 
energije. To je danes možno doseči le s stalnim uvajanjem novih tehnologij in 
izpopolnjevanjem obstoječih sistemov [4]. Avtomatizacija srednjenapetostnega omrežja je ena 
od možnosti, s katero pridemo do želenega cilja. Potem, ko je v razdelilno transformatorskih 
postajah avtomatizacija dosegla že visok nivo, se je začela le-ta seliti bližje k izvoru okvar. To 
pomeni, da so se začeli daljnovodi opremljati z napravami za avtomatizacijo. 
Trase srednjenapetostnega omrežja pogosto potekajo po gozdovih, strminah, dolinah, po 
vetrovnih področjih in drugih izpostavljenih trasah. Nadzemni vodi so izpostavljeni 
atmosferskim vplivom in njihovim posledicam, kot so veter, sneg, žled, strele … Posledice 
tega so različne okvare na omrežju, kot so pretrgani vodniki, kratki stiki ali celo porušitve 
daljnovoda [5]. Odpravljanje okvar s klasično metodo postopnih vklopov in izklopov, ki jih 
opravljajo dežurni stikalničarji, je dolgotrajno in naporno, saj se okvare na daljnovodih 
dogajajo večinoma v izjemno slabih vremenskih pogojih. 
 
Slika 3: Proces odpravljanja okvare 
Procese detekcije in izolacije okvare izvaja samo izkušena ekipa, vendar kljub temu lahko tak 
postopek traja do več ur. V primeru neugodnih vremenskih razmer pa tudi več dni, saj je 
dostop izjemno otežen oziroma nemogoč.  
Glavni cilj avtomatizacije srednjenapetostnega (SN) omrežja je pospešitev postopka 
odpravljanja okvar v omrežju, za kar uporabljamo različne metode detekcije, lokalizacije in 
izolacije [5]. Avtomatizacija SN omrežja, ki temelji na vgradnji daljinsko vodenih ločilnih 
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mest z zaščito, lahko v relativno kratkem času izboljša in skrajša čas lokalizacije okvar na SN 
vodih.  
V primeru vgradnje avtomatiziranega ločilnega mesta zagotovimo selektivni odklop voda, ki 
je dejansko v okvari, tako da je izpad dobave električne energije ostalim odjemalcem čim 
krajši [4]. Avtomatizirano ločilno mesto je ločilno mesto, ki ima vgrajeno stikalno napravo, ki 
omogoča izvajanje stikalnih manipulacij daljinsko iz distribucijskega centra vodenja. Odvisno 
od stikalne naprave lahko omogoča tudi samodejno izključitev okvarjenega dela omrežja v 
breznapetostni pavzi (SIOB). 
Poleg osnovne funkcije ločevanja omrežja avtomatizirano ločilno mesto omogoča: 
 spremljanje in nadzor stanja omrežja v realnem času, 
 avtomatska detekcija in izolacija sektorja z okvaro, 
 avtomatizacijo srednjenapetostnega omrežja, 
 daljinsko izvrševanje operacij v namene preoblikovanja omrežja in namene 
servisiranja, 
 arhiviranje podatkov o dogajanju v omrežju za potrebe kasnejše analize, 
 meritve kakovosti električne energije. 
V elektroenergetskem omrežju poznamo naslednje vrste ločilnih mest: 
a. Ločilnik 
Ločilnik je stikalna naprava, ki omogoča izklapljanje neobremenjenih vodov oziroma 
vodov v breznapetostnem stanju. Njegova osnovna funkcija je vidna ločitev voda, zato 
se ga največkrat uporablja tam, kjer se odcepni vod loči od osnovnega, kot mesto 
ločitve pri normalno odprtem zankastem vodu ali za razdelitev daljšega voda na več 
krajših delov [6]. Zaradi njegove enostavne izvedbe so cena in stroški vzdrževanja 
dokaj nizki. Slaba stran ločilnika je njegovo nezanesljivo delovanje v ekstremnih 
pogojih, kot so led in žled. Led se namreč nabere na vzvodih in onemogoči fizično 
premikanje ločilnika.  
b. Bremensko stikalo 
Za razliko od ločilnika ima bremensko stikalo vzporedno z glavnimi kontakti 
prigrajene gasilne komore, zaradi katerih je zmožno izključiti tudi tok bremena (do 
nazivnega toka). Njegova izvedba je zaprtega tipa, kar pomeni, da se poveča 
odpornost na zunanje vplive. Če bremenskemu stikalo dodamo avtomatiko za 
7 
 
samodejni izklop stikala v breznapetostni pavzi (SIOB), le-ta samodejno izklopi del 
daljnovoda, v katerem je prišlo do okvare [6].  
c. Odklopnik  
Je stikalna naprava, ki zmore izklopiti  
kratkostični tok do 12,5 kA [7]. Za gašenje obloka, ki nastane pri vklopu ali izklopu 
stikala ima vgrajene vakuumske komore ali komore, polnjene s SF6 plinom. Značilno 
zanje je, da lahko delujejo le v povezavi z lastno elektronsko opremo, kar pomeni, da 
imajo nameščen tudi zaščitni rele. Prednost zaprte izvedbe je neobčutljivost na 
neugodne vremenske razmere.  
 
Slika 4: Prikaz bremenskega stikala na levi in odklopnika na desni 
2.1 Naprave za avtomatizacijo ločilnih mest 
V kolikor želimo ločilnik oziroma odklopni ločilnik vključiti v sistem avtomatizacije, 
moramo poleg stikalne naprave namestiti še naslednjo dodatno opremo: 
 elektromotorni pogon stikalnega naprave, 
 komunikacijsko krmilno napravo RTU, 
 komunikacijski vmesnik, 
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 napajalnik s polnilcem za akumulator, ki omogoča delovanje v breznapetostnem 
stanju, 
 napajanje iz samega daljnovoda, 
 ustrezno omarico za vgradnjo teh naprav, 
 dodatno sekundarno opremo. 
Dodatna sekundarna oprema je odvisno od proizvajalca, lahko je združena v eno samo 
napravo ali pa predstavlja vsak blok lastno napravo, ki se nato povezuje z ostalimi. V 
sekundarno opremo so vključene naslednje funkcionalne naprave [5]: 
a. Lokalni kontroler [7]: 
Lokalni kontroler je namenjen izvajanju lokalnih avtomatskih funkcij, kot je SIOB. 
Kontroler pridobiva podatke iz detektorja okvarnega toka.  
b. Detektor prehodnega okvarnega toka [7]: 
Detektor okvar omogoča meritve vseh treh faznih tokov in razliko med tokovi. 
Vrednosti analognih vhodov posreduje: 
 lokalnemu vidnemu indikatorju,  
 lokalnemu kontrolerju z avtomatiko SIOB  
 komunikacijsko-krmilni napravi RTU. 
c. Napetostni senzorji [7]: 
Napetostni senzorji so namenjeni detektiranju napetosti na obeh straneh ločilnega 
mesta. Senzorji so lahko merilni transformatorji ali pa v skoznike vgrajeni senzorji. 
d. Zaščitni rele [7]: 
Zaščitni rele neprestano obdeluje vhodne meritve tokov in napetosti. Rezultat 
obdelave vhodnih meritev je pogoj za samodejno neposredno krmiljenje odklopnika in 
s tem izklapljanje toka okvare.  
2.2 Funkcije avtomatizacije srednjenapetostnega omrežja 
SN omrežje normalno obratuje kot radialno omrežje, vendar pa je grajeno v odprti zanki z 
vgrajenimi avtomatiziranimi ločilnimi mesti, da je mogoče spreminjati njegovo topologijo in s 
tem ustvariti zanko [7]. Takšna oblika gradnje omrežja nam omogoča funkcijo avtomatizacije 




Funkcije avtomatizacije SN omrežja so: 
 lokalizacija okvare 
 izolacija okvare 
 prenapajanje preko avtomatiziranega ločilnega mesta 
Opis delovanja avtomatizacije SN zanke: 
V prikazanem primeru (Slika 5) predpostavljamo, da nastopi trajna okvara med točkama A in 
B. Odklopnik A deluje na okvaro in po neuspešnih APV (avtomatski ponovni vklop), sledi 
definitivni izklop. Odklopnik B zazna odsotnost napajalne napetosti na strani vira ter po 
nastavljeni zakasnitvi preklopi na alternativne zaščitne nastavitve. S tem je pripravljen na 
spremenjene pogoje obratovanja. Odklopnik C, ki je v odprtem stanju, zazna izpad napetosti 
na eni od strani, kar po prednastavljeni zakasnitvi sproži vklop. 
Odklopnik B bo zaradi poprejšnjega avtomatskega preklopa zaščitnih nastavitev tedaj že 
usklajen z odklopniki C, D in E. Ob vklopu odklopnika C bo zaznal okvaro, izklopil brez 
APV ter ostal v definitivnem izklopu. Preklopna sekvenca je tako zaključena. Okvarjeni 
odsek je sedaj izoliran, odsek med B in C je prenapajan preko točke C [7]. 
Vsi alarmi in dogodki, ki so se pri lokalizaciji in izolaciji okvare zgodili, so preneseni v DCV 
in s tem je dispečer nemudoma obveščen o stanju na terenu. 
  
Slika 5: Avtomatizacija SN omrežja s pomočjo ALM 
Po odpravi okvare dispečer ročno vklopi odklopnika A in B ter izklopi odklopnik C, da 





2.3 Funkcije distribucijskega centra vodenja 
Osnovna funkcija distribucijskega centra vodenja (DCV) je zagotoviti zanesljivo in nemoteno 
obratovanje distribucijskega elektroenergetskega sistema. Funkcije vodenja obsegajo 
dejavnosti in naloge, ki tečejo v okviru dejavnosti DCV. Karakterizira jih stopnja 
avtomatiziranosti, tokovi podatkov in njihova prioriteta pri prenosu v procesu vodenja. 
Delimo jih v skupine funkcij, ki obsegajo: 
a. Nadzor sistema 
Funkcije nadzora sistema potekajo preko grafičnega in zvočnega (človek – stroj) 
vmesnika. Sprememba podatkov sproži procesiranje dogodka in privede do 
oblikovanja ustreznih grafičnih in zvočnih signalov. Vsak dogodek se shrani v 
ustrezno bazo, kjer je opremljen s točnim časom, kar nam omogoča kasnejšo obdelavo 
in analizo njegovega nastanka in posledic, ki jih je prinesel [7]. 
b. Vodenje omrežja 
Osnovne funkcije distribucijskega centra vodenja so [7]: 
 izvajanje komand (krmiljenje) 
 pregled nad stanjem sistema (nadzor) 
 pregled nad dogodki v njem 
Da daljinsko vodenje deluje zanesljivo in stabilno, skrbijo standardizirani postopki in 
protokoli, sprejeti s strani IEC (angl. International Electrotechnical Commission). 
c. DMS funkcije 
V okviru DCV imamo tudi specializirane funkcije. Sistem omogoča delovanje višjih 
funkcij, ki jih imenujemo funkcije DMS (angl. Distribution Management System).  
Funkcije DMS so predvsem v pomoč dispečerju pri ukrepanju v konfiguraciji omrežja, 
preobremenitvah, lokalizaciji in izolaciji napake ter vodenju ekip na terenu, obenem pa 
povečujejo avtomatiziranost obratovanja SN omrežja, zmanjšuje njegove stroške ter izboljšuje 





2.4 Opis sistema za daljinsko vodenje 
Distribucijski center vodenja Elektro Ljubljana ima za daljinsko vodenje sistem, ki je 
sestavljen iz glavnega in rezervnega centra. Centra se nahajata v dveh ločenih, požarno in 
potresno varnih stavbah. Oba centra sta zasnovana redundantno, kar pomeni, da so vsi 
elementi sistema podvojeni, tako da ena okvara katerekoli komponente ne povzroči izpada 
nadzora in vodenja elektroenergetskega omrežja Elektro Ljubljana. Oba centra med seboj 
povezuje optična povezava [9]. 
Osnovne komponente DCV so IFS (procesni strežnik), DBS (podatkovni strežnik), OW 
(delovna postaja) in XT (končni računalnik) kot vmesnik stroj – človek.  
 







2.5 Komunikacijska arhitektura sistema za avtomatizacijo SN 
Da lahko ločilnik, bremensko stikalo oziroma odklopnik vključimo v sistem daljinskega 
vodenja, moramo poleg stikalne naprave namestiti še naslednjo dodatno opremo: 
 koncentrator, 
 komunikacijsko-krmilna enota (RTU), 
 komunikacijski vmesnik (modem). 
Procesna oprema se nahaja v neposredni bližini primarne opreme, zato je podvržena močnim 
vplivom elektromagnetnih motenj, ki se pojavijo ob okvarah na distribucijskih vodih, 
atmosferskih razelektritvah in ob vklopno-izklopnih manipulacijah stikalnih elementov. Zato 
mora biti procesna oprema izdelana v skladu z veljavnimi mednarodnimi standardi s področja 
elektromagnetne združljivosti. Za opremo za zaščito in vodenje se zahteva skladnost s 
standardi iz skupine EN 60255 [10]. 
Podjetje Elektro Ljubljana ima trenutno v sistem daljinskega vodenja in nadzora vključenih 
136 avtomatiziranih ločilnih mest, ki so razvrščeni na 6 koncentratorjev in uporabljajo skupaj 
158 komunikacijskih vmesnikov [11]. 
2.5.1 Koncentrator 
Namen koncentratorja (komunikacijskega računalnika) je združevanje vseh procesnih 
podatkov z avtomatiziranega ločilnega mesta, obdelava, združevanje in pošiljanje 
nadrejenemu sistemu DCV. Je vstopna točka za vse daljinsko vodene naprave v omrežju. 
Daljinsko vodene naprave komunicirajo po protokolu DNP3 (angl. Distributed Network 
Protocol 3) preko GSM/CSD, GPRS in DMR (angl. Digital Mobile Radio) 
telekomunikacijske tehnologije povezave.  
Administriranje koncentratorja se izvaja s pomočjo orodja Graphical Engineering Studio, ki 
se ga namesti na koncentrator. Ko pripravimo vse konfiguracijske datoteke, koncentrator 
samodejno zaključi tekoče procese in zažene novo konfiguracijo. Parametriranje 





a. Parametriranje komunikacije z ALM [12]: 
 dodajanje novih ALM ali njihovo odstranitev, 
 dodajanje in spreminjanje podatkovnih točk (signalov), 
 nastavljanje naslovov signalov, 
 protokolne nastavitve, 
 izbira načina komunikacije in načina vzpostavljanja zveze, 
 nastavitev periodičnega pozivanja avtomatiziranega ločilnega mesta, 
 nastavljanje intervala pošiljanja Keep-Alive datagrama, 
 parametriranje izvajanja internih logičnih operacij med signali. 
b. Parametriranje komunikacije s procesnim računalnikom v DCV (naslavljanje signalov 
za IEC 60870-5-104) [12]. 
c. Konfiguriranje WEB aplikacije za oddaljen dostop (lokalna SCADA na koncentratorju 
za potrebe preizkušanja, nadzora in servisiranja) [12]: 
 dodajanje in odstranjevanje avtomatiziranih ločilnih mest, 
 urejanje avtomatiziranih ločilnih mest po skupinah (ločilniki, odklopniki, 
geografsko ...), 
 prikaz podatkov po skupinah. 
Koncentratorji se nahajajo v telekomunikacijskem prostoru DCV in se napajajo iz 
brezprekinitvenega napajalnega sistema, kar omogoča delovanje tudi v primeru izpada 
električne energije. 
Koncentrator združuje avtomatizirana ločilna mesta različnih proizvajalcev in omogoča 
naslednje komunikacijske protokole: 
 IEC 60870-5-104 [11] 
 DNP 3.0 [11] 
Koncentrator je izveden z računalnikom industrijske izvedbe in ustrezno programsko opremo. 
Poleg tega vsebuje še serijske RS232 in mrežne komunikacijske vmesnike ter GSM modeme. 
Koncentrator je podrejena enota procesnemu strežniku v DCV. V našem primeru se procesni 
strežnik imenuje IFS (angl. Interface Server). IFS je s koncentratorjem povezan z dvema 
mrežnima povezavama preko dveh komunikacijskih vmesnikov TIG1 in TIG2. S 
komunikacijskim vmesnikom TIG, koncentrator komunicira preko procesnega LAN (angl. 
Local Area Network) omrežja po protokolu IEC 60870-5-104 [13]. V primeru izpada 
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primarne LAN povezave se komunikacija preusmeri na sekundarni LAN. Hkrati je lahko 
aktivna le ena povezava. Koncentrator nima vpliva na izbiro prenosne poti, le-to določa 
nadrejeni sistem DCV [13]. 
Koncentrator z vsemi avtomatiziranimi ločilnimi mesti komunicira preko različnih prenosnih 
poti, odvisno od komunikacijskega vmesnika, vendar vedno po protokolu DNP3. 
 
Slika 7: Blok shema komunikacije avtomatiziranega ločilnega mesta z DCV 
Koncentrator deluje v podrejenem načinu, ki nadrejenemu sistemu posreduje zahtevane 
informacije. V primeru alarma ali spremembe stanja na avtomatiziranem ločilnem mestu 
koncentrator sproži komunikacijo v obliki spontanega sporočila, v katerem posreduje podatke 
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2.5.1.1 Komunikacijski protokol IEC 60870-5-104 
IEC 60870-5-104 izhaja iz družine IEC 60870-5 [14] standardov in je mednarodni standard za 
komunikacijo v elektroenergetskih postrojih. Implementacija standarda je sprožila revolucijo 
v svetu elektroenergetskih sistemov na področju zaščite in nadzora. Predstavlja naslednji 
korak pri integraciji multifunkcionalnih IED (angl. Inteligent Electronic Device), ki temeljijo 
na razvoju in uvajanju sodobnih zaščitnih in kontrolnih funkcij. Pri standardu IEC 60870-5-
104 [14] se za prenosno pot uporablja standard TCP/IP. Hitrost prenosa podatkov je od 1200 
do 57600 bit/s. Skrajna zgornja meja je 115200 bit/s, ki pa se navadno ne uporablja, saj je 
prenos nezanesljiv [15]. 
Vsaka naprava, ki je povezana po IEC 60870-5-104 protokolu, ima svojo povezovalno 
številko ASDU (angl. Application Service Data Unit), ki omogoča razvrščanje končnih 
naprav in različnih segmentov znotraj ene naprave [14]. 
Protokol IEC 60870-5-104 omogoča pošiljanje [14]: 
 enopoložajnih informacij, 
 dvopoložajnih informacij, 
 enobitnih komand, 
 dvobitnih komand, 
 regulacijskih komand, 
 nastavitvene komande normalizirane vrednosti, 
 splošnega poziva. 
Vse informacije, ki se pošiljajo, so lahko opremljene tudi s točnim časom dogodka. 
Pri komunikaciji po protokolu IEC 60870-5-104 koncentrator omogoča dve hkratni 
medsebojno neodvisni komunikaciji s centrom vodenja, kar pomeni dva neodvisna nabora 
procesnih informacij z IEC naslovi za prenos v center vodenja in s tem tudi dva ločena in 
neodvisna komunikacijska medpomnilnika.  
Dve IEC 60870-5-104 komunikaciji omogočata komunikacijo s centrom vodenja prek 
redundantne skupine štirih povezav, pri čemer je omogočeno, da se povezave vzpostavijo 




 ena redundantna povezava v stanju prenosa podatkov (STARTDT) [16], 
 ostale tri v stanju ustavljenega prenosa podatkov (STOPDT) [16] in 
 hkrati v stalnem preverjanju razpoložljivosti (TESTFR) [16]. 
Center lahko kadarkoli sproži prenos podatkov prek druge redundantne povezave tako, da 
nanjo naslovi STARTDT_ACT. V tem primeru se prenos podatkov prek prej aktivne 
redundantne povezave ustavi in preide v stanje preverjanja razpoložljivosti [16]. Pri tem 
preklopu ne sme priti ne do podvajanja niti do izgube podatkov pri prenosu v center vodenja.  
2.5.1.2 Komunikacijski protokol DNP3 
Komunikacijski protokol DNP3 izhaja iz družine protokolov, ki se uporabljajo za 
komunikacijo med napravami za avtomatizacijo elektroenergetskih postrojev [17]. Večinoma 
se uporablja za komunikacijo med koncentratorjem in RTU, v našem primeru 
avtomatiziranim ločilnim mestom. Protokol DNP3 je zasnovan zanesljivo in robustno, hkrati 
pa je zelo učinkovit. Omogoča fleksibilno strukturo, visoko zanesljivost integritete podatkov 
ter minimalno obremenitev prenosne poti. Ker je odprtokoden, se ga uporablja skupaj s 
protokolom TCP/IP, to pomeni, da ni vezan samo na žičnate povezave, ampak omogoča tudi 
uporabo brezžičnih omrežij – modemov [17].  
Protokol določa povezovalno, aplikacijsko in transportno plast OSI referenčnega modela [17].  
2.5.2 Komunikacijsko-krmilna naprava – RTU  
Od daljinsko vodenega avtomatiziranega ločilnega mesta se pričakuje, da ob nastopu okvare 
pošlje informacijo o vrsti zaščite, ki je delovala tako, da se dispečer v DCV lahko odloči za 
ustrezno ukrepanje. V času brez okvar pa na določen interval pošilja podatke o stanju 
odklopnika, stanje preklopke za določitev režima delovanja (lokalno/daljinsko), stanju 
varovalnih elementov ter meritve na daljnovodu. 
V avtomatiziranem ločilnem mestu podatke o stanju naprave preko digitalnih vhodov 
sprejema komunikacijsko-krmilna naprava (angl. Remote Terminal Unit – RTU). RTU enota 
zbira celovit nabor informacij o delovanju in nastavljenih parametrih opreme za potrebe 
daljinskega vodenja in nadzora.  
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Za krmiljenje stikalnih elementov se uporabljajo digitalni izhodi v RTU, s katerimi krmilimo 
elektromotorni pogon za izvajanje stikalnih manipulacij odklopnika.  
Meritve se zajemajo preko analognih vhodov v RTU. Zaradi različnih napetostnih in tokovnih 
nivojev so vmes potrebni merilni pretvorniki, s katerimi prilagodimo veličine na nivo 
analognega vhoda v RTU. 
 
Slika 9: Komunikacijsko-krmilna enota 
Vse podatke RTU združi ter jih preko ustrezne komunikacijske opreme pošlje proti DCV, kjer 
se ti podatki ustrezno obdelajo v koncentratorju. RTU enota omogoča povezljivost s 
standardnimi komunikacijskimi protokoli, v primeru komunikacije z avtomatiziranim 
ločilnim mestom po protokolu DNP3.  
 
Slika 10: Shema komunikacije avtomatiziranega ločilnega mesta z DCV 
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3. Obstoječe tehnologije povezljivosti med DCV in ALM 
Namen komunikacijskega vmesnika – modema je pretvorba serijske komunikacije v obliko, 
ki je primerna za prenašanje preko brezžičnih omrežij. V podjetju Elektro Ljubljana sta se do 
pred kratkim uporabljali naslednji tehnologiji prenosa podatkov : 
 tokokrogovna podatkovna povezava – GSM, CSD 
 paketna podatkovna povezava – GPRS  
3.1 Tokokrogovna podatkovna povezava 
Mobilno telekomunikacijsko omrežje je bilo zasnovano kot preklopno omrežje. Ko se pošlje 
zahteva za klic, omrežje vzpostavi zvezo z obema terminaloma, le-ta pa se nato uporablja do 
konca izključno za to zvezo.  
Vsi parametri podatkovne povezave so nastavljeni na začetku vzpostavljanja povezave in se 
ne spreminjajo do konca zveze. To zagotavlja konstantno pasovno širino do 14,4 kbit/s [18]. 
Pri klasični podatkovni povezavi CSD (angl. Circuit Switched Data) se prenos podatkov 
obračunava po času vzpostavljene povezave, ne glede na to, ali se podatki prenašajo ali pa je 
povezava neaktivna. 
V ta namen se v našem podjetju uporabljajo kartice SIM (angl. Subscriber Identity Module) 
podjetja Telekom Slovenije, ki omogočajo le vzpostavitev podatkovne povezave. 
Komunikacija z avtomatiziranim ločilnim mestom (ALM) poteka preko serijskih RS232 vrat 
in modemov GSM (angl. Global System for Mobile Communications). V koncentrator so 
vgrajeni štirje GSM modemi in štiri kartice SIM s svojo klicno številko. V vsakem ALM je 
vpisana po ena klicna številka modema v koncentratorju. Preko GSM tokokrogovne 
podatkovne povezave krmilimo skupaj 47 ALM [11]. Na posamezni modem v koncentratorju 
je možno povezati večje število ALM, vendar je zaradi čim večje odzivnosti in zanesljivosti 
priporočljivo število do 15 ALM. V našem primeru imamo zato nameščene tri koncentratorje. 
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Na isti modem so lahko povezani le ALM, ki s koncentratorjem komunicirajo po istem 
protokolu.  
V koncentratorju je od skupno štirih GSM modemov eden namenjen izključno pozivanju 
ALM s strani koncentratorja. To pomeni, da je vedno prosta linija v primeru pošiljanja 
komande s strani DCV. Programska oprema na koncentratorju omogoča, da v primeru, ko 
komunikacija za pošiljanje komande še ni zaključena, medtem pa pride nova zahteva za 
pošiljanje komande, uporabi od ostalih treh prvi nezaseden modem. Potrditev sprejema 
komande in informacija o njeni izvršitvi se izvedeta v istem GSM podatkovnem klicu. 
Z vsemi ALM poteka komunikacija preko GSM podatkovne zveze CSD s hitrostjo, omejeno 
na 9600 bit/s [11]. Protokol, ki se uporablja za komunikacijo med koncentratorjem in ALM, 
je DNP3. Koncentrator deluje v načinu 'gospodar', ALM v načinu 'klient'. To pomeni, da je 
koncentrator tisti, ki vzpostavi povezavo za ciklično osveževanje podatkov na ALM. Perioda 
cikličnega osveževanja je trikrat dnevno oziroma na osem ur. ALM kliče koncentrator le v 
primeru, da se na njem sproži alarm oziroma ob kakšni spremembi. 
3.1.1 Analiza tokokrogovne podatkovne povezave 
Pri podatkovnih zvezah preko CSD je pomemben podatek čas vzpostavljene zveze, medtem 
ko količina prenesenih podatkov nima pomena, saj se zaračuna le čas vzpostavljene zveze. V 
našem primeru je čas vzpostavljene zveze pri prenosu komande in njene povratne informacije 
28 s.  
Za merjenje časa in količine prenesenih podatkov pri prenosu preko CSD lahko uporabimo 
program Portmon, ki omogoča spremljanje poslanih in prejetih bitov na serijski povezavi 
RS232 v koncentratorju. Za prisluškovanje se je uporabila daljinska komanda »osvežitev 
podatkov«, ki od avtomatiziranega ločilnega mesta zahteva, da koncentratorju posreduje vse 






Tabela 3: Izpis iz programa Portmon 
10:17:56  IRP_MJ_WRITE 
Length 14: ATDT_mobilna številka. 
10:18:04  IRP_MJ_WRITE Length 27: 05 64 14 F3 35 00 01 00 07 31 C0 E6 01 3C 02 06 3C 03 06 3C 
04 06 3C 01 06 BC A6  
10:18:05  IRP_MJ_READ Length 1: 05  
10:18:05  IRP_MJ_READ Length 1: 64  
10:18:06  IRP_MJ_READ Length 8: 05 00 01 00 35 00 DA 19  
10:18:06  IRP_MJ_READ Length 1: 05  
10:18:06  IRP_MJ_READ Length 1: 64  
10:18:06  IRP_MJ_READ Length 8: 08 44 01 00 35 00 2D C7  
10:18:06  IRP_MJ_READ Length 5: D9 C6 00 9D B8  
10:18:06  IRP_MJ_READ Length 1: 05  
10:18:06  IRP_MJ_READ Length 1: 64  
10:18:06  IRP_MJ_READ Length 8: 3A 44 01 00 35 00 D9 68  
10:18:06  IRP_MJ_READ Length 18: DA C6 81 00 00 1E 02 00 00 0B 01 00 00 01 00 00 F5 91  
10:18:06  IRP_MJ_READ Length 18: 01 00 00 01 00 00 01 CB 00 01 84 00 01 00 00 01 7F 4B  
10:18:06  IRP_MJ_READ Length 18: 00 00 01 0D 00 00 00 00 00 00 00 00 00 00 01 01 9B 51  
10:18:06  IRP_MJ_READ Length 7: 00 00 0F 05 00 93 E2  
10:18:20  IRP_MJ_WRITE Length 1: 2B  
10:18:20  IRP_MJ_WRITE Length 1: 2B  
10:18:20  IRP_MJ_WRITE Length 1: 2B  
10:18:24  IRP_MJ_WRITE Length 5: ATH0. 
 
Iz izpisa v tabeli 3 se lahko vidi, da čas od poslane komande v DCV do prekinitve zveze znaša 
28 s, medtem ko je podatkovna zveza vzpostavljena le 20 s in med tem se prenese 145 bajtov 
podatkov. 
V primeru, da mora koncentrator poklicati vseh 47 ALM vodenih preko CSD, znaša skupen 
čas vzpostavljene zveze 940 s oziroma 15 minut in 40 sekund. Perioda cikličnega osveževanja 
podatkov je na 8 ur, torej znaša dnevni čas vzpostavljene povezave okoli 47 minut. 
Prenos podatkov           











































































































Slika 11: Časovni potek izvedbe komande 
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3.1.2 Analiza odzivnosti tokokrogovne podatkovne povezave 
Pri analizi odzivnosti povezave CSD si bomo ogledali rezultate meritev poslane komande za 
osvežitev podatkov dveh avtomatiziranih ločilnih mest. Prvi ALM je od Ljubljane oddaljen 
22,6 km zračne linije v občini Kamnik v vasi Podhruška. Drugi je od Ljubljane oddaljen 52,9 
km zračne linije v bližini meje s Hrvaško v vasi Trava [28].  
Za izvajanje meritev odzivnosti različnih vrst komunikacij se je uporabljal koncentrator, na 
katerega so priključene vse vrste komunikacij CSD, GPRS (angl. General Packet Radio 
Service) in DMR (angl. Digital Mobile Radio). Računalnik vsebuje centralno procesorsko 
enoto Intel Atom D525, ki deluje pri frekvenci 1.80 GHz, 4 GB glavnega pomnilnika, pet 
mrežnih vmesnikov Intel 82576, ki zmorejo prenašati podatke z hitrostjo 1 Gbit/s, ter 
Microsoftov 32-bitni operacijski sistem Windows 7 .  
Koncentrator za obdelavo prenosa alarmov in komand vnaša določeno zakasnitev, vendar je v 
praksi ta čas skoraj zanemarljiv, saj znaša do nekaj ms. 
Za testiranje odzivnosti tokokrogovne podatkovne povezave se je uporabljala daljinska 
komanda »osvežitev podatkov«, ki od avtomatiziranega ločilnega mesta zahteva, da 
koncentratorju posreduje vse podatke o stanju naprave, kot so alarmi, meritve in položaj 
ločilnika. 
Za potrebe testiranja je bilo na vsak ALM poslanih pet daljinskih komand. Na podlagi meritev 
se je pokazalo, da je najdaljši čas prenosa komande in povratne informacije ALM preko 
podatkovne zveze CSD znašal 10563 ms, najkrajši čas 9219 ms in povprečni čas: 
 9926 ms, ko se mora zveza na novo vzpostaviti, 
 in 1534 ms, če je zveza že vzpostavljena oziroma aktivna. 
Na spodnjem grafu se lahko vidi izmerjene čase med poslano komando in povratno 
informacijo. Prvih pet meritev se nanaša na ALM v vasi Podhruška, naslednjih pet za ALM v 




Slika 12: Izmerjeni časi za osvežitev podatkov preko CSD 
V primeru, da je podatkovna zveza že predhodno vzpostavljena in aktivna, se čas med 
poslano komando in njeno povratno informacijo ustrezno skrajša za čas, ki je potreben, da se 
klicna podatkovna zveza vzpostavi. 
Spodnji graf prikazuje čase meritev med poslano komando in njene povratne informacije v 
primeru, če je podatkovna zveza že predhodno vzpostavljena in aktivna. 
 
Slika 13: Izmerjeni časi ob že vzpostavljeni zvezi preko CSD 
Na spodnji sliki je primer izpisa dogodkov iz daljinskega centra vodenja PSI. Iz dogodkov se 
vidi čas, ko je bila komanda poslana, ter čas povratne informacije iz ALM. Razlika med 






































Slika 14: Primer izpisa dogodkov iz daljinskega centra vodenja PSI 
3.2 Paketna podatkovna povezava 
GPRS temelji na paketnem prenosu podatkov, kar pomeni, da isto prenosno pot uporablja več 
uporabnikov. Prenosno pot si delijo glede na potrebe komunikacije. Medij je zaseden samo v 
primeru prisotnosti zahteve po sprejemu ali pošiljanju podatkov, v primeru mirovanja pa je 
pasovna širina na voljo drugim uporabnikom [29]. Na tak način se izrazito zviša izkoristek 
omrežja za uporabnike, ki le občasno prenašajo večje količine podatkov.  
Pri storitvi GPRS zaračunavanje poteka skladno s količino prenesenih podatkov, kar je 
primerno predvsem za uporabo v aplikacijah, ki prenašajo manjšo količino podatkov [29]. 
Oktobra 2013 so mobilni operaterji uvedli obračunski interval, kar pomeni, da je najmanjša 
zaračunana količina podatkov 1 kB, čeprav te količine med sejo nismo porabili [20]. 
Obračunski interval nam lahko poviša stroške prenosa, temu se lahko izognemo s tem, da med 
sejo periodično pošiljamo Keep-Alive datagram. 
V primeru GPRS ima koncentrator nameščen dodaten mrežni vmesnik, s pomočjo katerega je 
povezan v procesno omrežje, v katerega se preko povezave VPN (angl. Virtual Private 
Network) in strežnika RADIUS povežejo ALM s pomočjo svojega APN (angl. Access Point 
Name). Na ta način koncentrator in ALM postaneta del istega omrežja in med seboj 
povezljiva na določenih vratih. Vsakemu ALM je glede na telefonsko številko kartice SIM 
dodeljen naslov IP. Naslove IP dodeljuje strežnik RADIUS.  
RADIUS (angl. Remote Authentication Dial-in User Service) je storitev, ki bazira na 
komunikaciji odjemalec–strežnik. Strežnik RADIUS je sistemski strežnik za upravljanje in 
administriranje povezave APN med mobilnim operatorjem in nadzornim centrom. Na 
strežniku RADIUS je operacijski sistem Microsoft Windows 2012 Server R2, Microsoft 
Radius Server in Microsoft Active Directory sistem. Komunikacija med mobilnim 
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operaterjem in strežnikom RADIUS temelji na nepovezavni storitvi UDP (angl. User 
Datagram Protocol) [19]. Odjemalec pošlje uporabnikovo informacijo k določenemu 
strežniku RADIUS, odjemalčevo obnašanje je nato odvisno od prejetega odgovora s strani 
strežnika RADIUS. Ko strežnik RADIUS prejme zahtevo za vzpostavitev povezave, najprej 
na podlagi telefonske številke kartice SIM overi uporabnika, nato v svoji bazi preveri 
dovoljene pravice ter konfiguracijske informacije in le-te pošlje uporabniku. Namen 
konfiguracijskih informacij je nemoteno zagotavljanje storitev uporabniku. Pri prenosu paketa 
informacij od odjemalca do strežnika se šifrira le geslo za zahtevo dostopa, preostali del 
paketa je nešifriran [19].  
APN je ime prevzetega prehoda med omrežjem mobilnega operaterja in nekim drugim 
omrežjem – javnim internetom. 
Za uporabo omrežja GPRS se je v podjetju Elektro Ljubljana vzpostavila direktna povezava 
do dveh vodilnih mobilnih operaterjev. Trenutno je v fazi izgradnje še povezava do tretjega 
mobilnega operaterja. Ker je zanesljivost delovanja, varnost in hitrost prenosa podatkov 
ključnega pomena, se je v sodelovanju z mobilnimi operaterji zgradilo direktna optična 
povezava do njihovega telekomunikacijskega centra. Vzpostavila se je direktna optična 
povezava od prostora TK, v katerem se nahaja tudi koncentrator, do prostorov TK mobilnega 
operaterja. S tako zasnovano povezave se je zagotovila visoka stopnja zanesljivosti in varnosti 
povezave. Mobilni operater nato vzpostavi zasebno omrežje APN in dodeli nabor statičnih 
naslovov IP za vse kartice SIM, ki se uporabljajo za daljinsko vodena ločilna mesta. 
 
Slika 15: Infrastruktura povezave APN koncentratorja in mobilnega operaterja 
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Preko GPRS podatkovne povezave krmilimo 85 ALM [11]. Ker želimo, da ob okvari enega 
koncentratorja izgubimo čim manj razpoložljivih ALM, so ti ALM razporejeni na štiri 
koncentratorje.  
Z vsemi ALM komunikacija poteka preko podatkovne povezave GPRS s hitrostjo 24 kbit/s v 
smeri od uporabnika in 48 kbit/s v smeri do uporabnika [12]. Protokol, ki se uporablja, je 
zopet DNP3.0 preko TCP/IP. Koncentrator deluje v načinu 'gospodar', ALM pa v načinu 
'klient'. 
Paketna podatkovna povezava je zasnovana tako, da v kolikor je mobilna postaja dalj časa v 
mirovanju, preide iz stanja pripravljenosti v stanje mirovanja. Pri komunikaciji z ALM je na 
koncentratorju nastavljeno, da se preverja stanje povezave (angl. Keep-Alive interval) na 31 s. 
S tem je povezava neprestano v stanju pripravljenosti, vendar to povzroča dodatno število 
prenesenih podatkov in s tem tudi dodatne stroške.  
Perioda cikličnega osveževanja stanja ALM se izvaja trikrat dnevno oziroma na 8 ur.  
Paketna podatkovna povezava je neprestano v stanju pripravljenosti, zato se tudi reakcijski 
čas med poslano komando in sprejemom le-te močno zmanjša. 
3.2.1 Analiza paketne podatkovne povezave 
Pri komunikaciji preko GPRS se čas vzpostavljene zveze ne zaračunava, pomembna je 
količina prenesenih podatkov. Za spremljanje podatkov na IP nivoju je bil uporabljen 
program Wireshark, ki nam omogoča spremljanje vseh prejetih in poslanih podatkov na 
mrežni kartici koncentratorja. Mrežna kartica je povezana direktno z mobilnim operaterjem.  
 
Slika 16: Izpis iz programa Wireshark 
Na sliki 16 nam prvih šest vrstic zapisa predstavlja poslano komando in povratno informacijo. 
Če seštejemo dolžine vseh paketov, ugotovimo, da se pri prenosu prenese skupno 734 bajtov 
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informacije. Vidimo lahko tudi, da se za potrebe preverjanja stanja zveze in ohranjanja 
povezave GPRS v stanju pripravljenosti pošilja TCP Keep-Alive datagram. Datagram se 
pošilja na vsakih 31 s, njegova velikost znaša 105 bajtov.  
V primeru, da koncentrator osveži stanje vseh 85 daljinsko vodenih ALM, prenesemo skupno 
62390 bajtov oziroma 0,05 MB podatkov. Ciklično osveževanje se izvaja trikrat dnevno, kar 
skupaj znese okoli 0,15 MB. Za ohranjanje podatkovne povezave v stanju pripravljenosti 
dnevno pošljemo 283500 paketov TCP Keep-Alive z velikostjo 105 bajtov na vsak ALM, kar 
skupno znese 0,27 MB podatkov na ALM. Dnevno se torej za ohranjanje podatkovne 
povezave v stanju pripravljenosti na vseh 85 daljinsko vodenih ALM preko GPRS porabi 
okoli 23 MB podatkov.  
3.2.2 Analiza odzivnosti paketne podatkovne povezave 
V primeru podatkovne zveze GPRS se je za potrebe testiranja pošiljala komanda za osvežitev 
podatkov na dve avtomatizirani ločilni mesti. Prvo ločilno mesto je od Ljubljane oddaljeno 25 
km zračne linije v občini Kamnik, drugi ALM se nahaja v bližini Kočevske reke in je od 
Ljubljane oddaljeno 60 km zračne linije [28].  
Za izvajanje meritev odzivnosti se je uporabil isti koncentrator kot pri meritvah za 
tokokrogovno podatkovno povezavo.  
Pri izvajanju meritev se ja na vsako avtomatizirano ločilno mesto poslalo pet daljinskih 
komand. Končni rezultat je pokazal, da je minimalni čas prenosa komande in povratne 
informacije iz ALM pri podatkovni povezavi GPRS znašal 2235 ms, najdaljši čas 3480 ms in 




Slika 17: Izmerjeni časi za osvežitev podatkov preko GPRS 
Na zgornjem grafu so prikazani izmerjeni časi med poslano komando in povratno informacijo. 
Prvih pet meritev se nanaša na ALM, ki se nahaja v Kamniku, naslednjih pet za ALM v 
Kočevski reki. Z rdečo črto je označen povprečen čas na podlagi desetih meritev. 
Na spodnji sliki je primer izpisa dogodkov iz daljinskega centra vodenja PSI. Iz dogodkov se 
vidi čas, ko je bila komanda poslana, ter čas povratne informacije iz ALM. Čas pošiljanja 
komande in povratne informacije znaša 2 s.  
 
Slika 18: Izpis dogodkov iz daljinskega centra vodenja PSI 
3.3 Strošek daljinskega upravljanja ALM 
Pri podatkovnih povezavah, ki uporabljajo komercialna omrežja mobilnih operaterjev, 
moramo računati na dodatne stroške, kot so mesečna naročnina in preneseni podatki. Za 
daljinsko vodenje ALM v podjetju Elektro Ljubljana se pri mobilnem operaterju Telekom 























strošek tega paketa trenutno znaša okoli 1,5 € [20]. Strošek kartic SIM, ki so nameščene v 
koncentratorjih za komunikacijo preko tokokrogovne podatkovne povezave, znašajo od 
približno 10 € do največ 30 €. Skupaj znaša mesečni strošek 136 daljinsko vodenih 
avtomatiziranih ločilnih mest in šestih koncentratorjev z 21 modemi pri mobilnih operaterjih 
okoli 1000 €. 
3.4 Problematika komunikacije z ALM 
Telekomunikacijska povezava med ALM in koncentratorjem v DCV mora biti izvedena prek 
prenosnega medija, ki omogoča zanesljivo, stabilno in odzivno komunikacijo. Za potrebe 
daljinskega vodenja avtomatiziranih ločilnih mest mora prenosni medij omogočati hitro 
izvajanje komand in čim manjšo zakasnitev pri prenosu povratnih informacij o stanjih in 
alarmih. Glede na geografsko razpršenost ALM se trenutno uporablja javno mobilno omrežje 
GSM. Javno mobilno omrežje GSM nam zadosti potrebe po zadostni pasovni širini, zahteve 
po zanesljivosti in razpoložljivosti pa ponudniki storitev javne mobilne tehnologije trenutno 
ne morejo zagotoviti [10]. 
Ob izklopu stikala oziroma okvari na daljnovodu se posredno izklopi tudi napajanje 
operaterjeve bazne postaje, preko katere poteka komunikacija s centrom vodenja. Zaradi slabe 
avtonomije bazne postaje se komunikacija z ALM kmalu prekine. Operater avtonomije bazne 
postaje ne more jamčiti, iz izkušenj pa vemo, da poteče, preden je težava na SN omrežju 
odpravljena, kar nam onemogoči nadaljnje daljinske manipulacije stikala. 
Poleg težav z avtonomijo baznih postaj mobilnih operaterjev so še naslednje slabosti: 
 slab sprejem mobilnega signala na odročnih področjih, 
 nenapovedane nadgradnje baznih postaj s strani mobilnega operaterja, 
 stroški naročnine na karticah SIM, 
 prihaja do slabih stikov na ležiščih kartic SIM, 
 ob večjih dogodkih prihaja do povečanega števila izpadov komunikacije, 
 ni možnega nastavljanja prednostnih storitev, 
 stroški naročnine. 
Na področju Kočevja se daljinsko vodi sedem avtomatiziranih ločilnih mest. V mesecu 
decembru 2015 so bili zaznani izpadi komunikacije na petih ALM v skupnem času 17 ur 21 
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minut in 23 sekund. Iz dnevnika dogodkov (Priloga 1) se lahko vidi, da je bil najdaljši izpad 




DMR (angl. Digital Mobile Radio) je na trg vstopil med leti 2006/07 [21]. Je sodobni 
profesionalni sistem mobilnih radijskih komunikacij, ki ga je razvilo podjetje Motorola. 
Zaradi povezljivosti in standardizacije je podprt s strani ETSI (angl. European 
Telecommunications Standards Institute). Sistem DMR je predvsem razvit za potrebe 
zasebnih in javnih profesionalnih mobilnih radijskih uporabnikov in omogoča učinkovite in 
sodobne komunikacijske storitve. Govorne in podatkovne storitve, skupinske komunikacije in 
prioritetni klici omogočajo v primeru oddaje nujnih sporočil vrsto uporabnih aplikacij za 
policijo, vojsko, gasilce in reševalce. Zraven spadajo še službe za zaščito, varnost, nadzor, 
vzdrževanje in upravljanje [21].  
 
Slika 19: Primerjava med klasičnim analognim sistemom in sistemom DMR [23] 
Radijske postaje DMR so izdelane tako, da jih je možno programirati za uporabo v DMR in v 
analognem radijskem omrežju. Vendar pa je treba poudariti, da uporaba radijskega sistema 
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DMR za analogne komunikacije zahteva uporabo celotnega kanala – »prekrita« sta oba 
logična kanala [22]. Prednost sistema DMR je preprosta in učinkovita razširljivost, energijska 
učinkovitost, nizka cena in bogat nabor funkcij. DMR prinaša tudi večji domet in 
kvalitetnejše glasovne pogovore v svetu radijskih komunikacij. 
Sistem DMR uporablja tehnologijo časovnega sodostopa TDMA (angl. Time Division 
Multiple Access), saj je najbolj primeren za dupleksni način delovanja. Radio frekvenčni 
nosilec je razdeljen na dve časovni okni z širino frekvenčnega pasu 12,5 kHz [23]. Vsako 
časovno okno podpira en uporabniški kanal. Zaradi specifičnih potreb pa lahko združimo obe 
okni istega radiofrekvenčnega nosilca in ju uporabimo za prenos informacije do istega 
uporabnika. Teoretična najvišja hitrost prenosa podatkov je 25 kbit/s. V praksi je ta hitrost 
manjša, saj kanala ni mogoče v celoti izkoristiti. Bruto hitrost prenosa podatkov v sistemu 
DMR je tako 19,2 kbit/s. Če odštejmo signalizacijo, ostane neto hitrost prenosa podatkov 14,3 
kbit/s oziroma 7,15 kbit/s v enem časovnem oknu [24]. Sistem DMR uporablja štirinivojsko 
modulacijo s frekvenčnim pomikom 4-FSK (angl. Four-level Frequency Shift Keying). 
Na spodnji sliki je prikazana razlika med delovanjem analognega sistema, ki uporablja 
frekvenčno porazdeljen sodostop FDMA (angl. Frequency Division Multiple Access) in 
DMR, ki uporablja TDMA. 
 
Slika 20: Primerjava delovanja analognega in sistema DMR [25] 
V sistem DMR je vključen tudi protokol IP. Protokol IP zagotavlja prenos datagramov z 
najboljšo možno kakovostjo storitve. Protokol radijskega vmesnika, kateri skrbi za prenos 
protokola IP, neposredno skrbi za sestavljanje in drobitev podatkov, odpravo napak in njihovo 
detekcijo. Naprave v omrežju za identifikacijo uporabljajo IP naslove, kateri morajo biti v 
istem območju kot naslovi perifernih naprav, priključenih na radijske postaje [21]. Če je 
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sporočilo, ki ga želimo prenesti, daljše od maksimalne dolžine časovnega okna, se ga razdeli 
ne več paketov. Vsak paket se lahko razdeli še na več blokov. Prvi od blokov vsebuje 
informacije o tipu podatkov in število blokov.  
 
Slika 21: Datagram paketa IP pri prenosu DMR [25] 
Medsebojna komunikacija med napravami DMR na nivoju omrežja v standardu ni definirana. 
Definiran je le radijski vmesnik, prek katerega teče protokol IP. V praksi se za medsebojno 
povezovanje baznih postaj uporabljajo klasični mrežni priključki in protokol IP. Bazne 
postaje se med seboj povezujejo v omrežje P2P (angl. Peer-to-Peer). Peer-to-peer omrežje 
uporablja decentraliziran model, v katerem ima vsaka naprava možnost vzpostavitve seje. V 
omrežju P2P lahko vsaka naprava deluje kot 'gospodar' ali kot 'klient'.  
Radijske postaje se ob vklopu prijavijo na najbližjo bazno postajo iz pregledovalne liste. 
Bazne postaje si izmenjujejo podatke o tem, kje je prijavljena posamezna radijska postaja. To 
omogoča dostopnost radijskih postaj v celotnem omrežju [24]. 
Bistvena prednost sistema DMR pred drugim profesionalnim sistemom radijskih zvez 
TETRA je manjša potrebna moč signala, kar posledično pomeni večji domet baznih postaj, in 
boljša pokritost terena [27]. Teoretično se za območje pokritosti dveh baznih postaj DMR 
potrebuje 7 baznih postaj TETRA [27]. Za nadgradnjo analognega sistema v DMR se lahko 
uporabi že obstoječa oprema, tudi frekvenčni pas ostane isti, medtem ko sistem TETRA 
potrebuje popolnoma novo infrastrukturo in frekvenčni pas, kjer se uporablja spekter širine 25 
kHz [27].  
Sistemska arhitektura sistema DMR omogoča štiri načine delovanja: 
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 direktni ali neposredni način (angl. direct mode) [21]: 
Direktni način se uporablja takrat, ko lahko vsak uporabnik sistema neposredno 
komunicira z vsemi drugimi uporabniki sistema samo z uporabo izhodne moči 
oddajnika s svojim prenosnim ali mobilnim radiem. 
 ponavljalski način (angl. repeater mode) [21]: 
Ponavljalski način se uporablja v primeru, ko je območje pokrivanja veliko. Takrat se 
uporabi strateške lokacije, na katerih so nameščeni ponavljalniki z visoko oddajno 
močjo, zato da zajamejo celotno območje delovanja. 
 IP način vzpostavljanja zveze (angl. IP site connect mode) [21]: 
V IP načinu vzpostavljanja zveze si ponavljalniki po razpršenih lokacijah izmenjujejo 
glasovne, podatkovne in kontrolne pakete preko IPv4 omrežja. 
 snopovni način (angl. trunked mode) [21]: 
V snopovnem načinu si vsi uporabniki delijo kanale vseh snopovnih ponavljalnikov. 
Verjetnost, da so vsi kanali v istem trenutku zasedeni, je zelo majhna.  
Sistem DMR nam omogoča dve vrsti podatkovnih storitev, in sicer: 
 kratka podatkovna sporočila preko SDS (angl. Short Data Service): 
Storitev SDS je mehanizem za pošiljanje kratkih sporočil iz ene enote DMR na drugo 
enoto DMR oziroma več enot. Odvisno od vnaprejšnjega popravljanja napak (angl. 
Forward Error Correction – FEC), se posredovanje lahko potrdi ali pa tudi ne. Tipična 
storitev sporočil SDS je prenos lokacije [21]. 
 IP preko paketnega podatkovnega protokola [24]: 
Sistem DMR podpira internetni protokol verzije 4 IPv4 (Internet Protocol version 4). 
Odvisno od števila uporabljenih časovnih oken sta možni dve hitrosti prenosa 
podatkov.  











Hitrost ~2 kbit/s velja pri visoki stopnji zaščite podatkov. Pri nižjih stopnjah zaščite je hitrost 
lahko tudi višja. Tipične storitve paketnega prenosa podatkov so elektronska pošta, prenos 
manjših fotografij in podatkovnih datotek.  
Osnovna struktura časovnega okna je sestavljena iz dveh 108-bitnih podatkovnih blokov in 
enega 48-bitnega sinhronizacijskega bloka [25]. Vsako časovno okno ima skupno dolžino 30 
ms, od tega je 27,5 ms uporabljenih za prenos 264 bitov, kar nam omogoča prenos 60 ms 
kodiranega govora.  
 
Slika 22: Časovno okno govornega paketa DMR [25] 
Pri prenosu podatkov je struktura časovnega okna malo drugačna, saj sta podatkovna bloka 
zmanjšana na 98 bitov in zraven dodana dva 10-bitna bloka za informacijo o tipu podatkov, ki 
jih prenašamo. 
 
Slika 23: Časovno okno podatkovnega paketa DMR [25] 
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Dve časovni okni oblikujeta okvir TDMA, v katerem je med vsako časovno okno dodanih 2,5 
ms, to je čas, ki je vključen zaradi možne zakasnitve pri prenosu.  
 
Slika 24: Prikaz paketa TDMA za prenos časovnih oken [25] 
4.1 Omrežje DMR podjetja Elektro Ljubljana 
Za pokritost terena na območju Elektro Ljubljana z radijskim signalom DMR se uporablja 
radijske lokacije, ki se nahajajo na Mrzlici, Trdinovem vrhu, Vrhu Svetih Treh Kraljev, 
Slivnici, Lovskem vrhu, Medvedjeku in v Ljubljani. Implementiran je sistem DMR v načinu 
IP Site Connect. Ta način omogoča povezovanje več repetitorjev med seboj. Za uporabnike 
radijskega sistema povezani repetitorji delujejo kot en sam repetitor, obenem pa se zaradi 
uporabe več repetitorjev na različnih lokacijah močno izboljša pokritost terena s signalom 
[21].  
Za delovanje omrežja DMR v načinu IP Site Connect je na repetitorskih lokacijah potrebno 
zagotoviti osnovno omrežno arhitekturo. Zaradi samih lokacij repetitorskih postaj so 
vzpostavljene mikrovalovne radijske povezave točka–točka, ki omogočajo protokol TCP/IP in 




Slika 25: Mikrovalovne radijske povezave sistema DMR v podjetju Elektro Ljubljana 
Za delovanje celotnega sistema skrbi nadzorni sistem, ki omogoča pregled in popoln nadzor 
nad delovanjem tako radijskega kot tudi mrežnega omrežja IP. Sistem omogoča prikaz 
trenutne moči sprejetega signala na repetitorju, kot tudi daljinski vklop/izklop pomožnih 
naprav na repetitorju. Ko nadzorni sistem zazna napako na sistemu, se sproži alarm in pošlje 
sporočilo SMS dežurnemu delavcu, da ta v najkrajšem možnem času odpravi okvaro.  
 
Slika 26: Prikaz trenutne moči sprejema signala na repetitorju 
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Slika 26 prikazuje trenutno stanje mikrovalovne radijske povezave med repetitorsko postajo 
Ljubljana in repetitorjem na Jančah. Vidimo lahko moč sprejetega signala RSS (angl. 
Received Signal Strength) v dBm, ter trenutno zasedenost sprejemnega kanala (angl. Rx Rate) 
in oddajnega kanala (angl. Tx Rate). 
4.1.1 Krmiljenje ALM z uporabo sistema DMR 
Z digitalizacijo radijskega omrežja Elektro Ljubljana se je poizkusno vzpostavila prenosna pot 
s pomočjo komunikacijskega modema novozelandskega proizvajalca 4RF. Vzpostavitev 
povezave je na strani ALM obsegala zamenjavo obstoječega modema GSM/CSD z 4RF 
digitalnim modemom, na strani repetitorja pa namestitev še enega takega, ki se ga je povezalo 
v omrežje Elektro Ljubljana.  
 
Slika 27: DMR digitalni modem 4RF 
Potrebna je bila še zamenjava sprejemne antene na ALM in preprosta nadgradnja programske 




Slika 28: Sprejemna antena DMR 
Napajanje repetitorskih postaj je izvedeno lokalno, akumulatorske baterije pa zagotavljajo 
neprekinjeno obratovanje ob izpadu mrežne napetosti. Enkrat letno se izvaja kapacitetni 
preizkus akumulatorske baterije, kjer se ugotovi, ali je baterija še sposobna za obratovanje in 
če omogoča ustrezno avtonomijo repetitorske postaje.  
 
Slika 29: Uporaba digitalnega radijskega modema, ki deluje neodvisno od omrežja GSM 
Poizkusna prenosna pot se je vzpostavila na ALM, ki se nahaja na področju Kočevja. ALM se 
nahaja na področju, kjer je pokritost mobilnega operaterja zadovoljiva, vendar se ob izklopu 
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stikala na ALM posredno izklopi tudi napajanje bazne postaje mobilnega operaterja. 
Komunikacija med koncentratorjem in ALM se je najverjetneje zaradi slabe avtonomije bazne 
postaje kmalu prekinila. V kolikor se je moral ALM ponovno vklopiti, je bil potreben ročni 
poseg dežurnega stikalničarja iz nadzorništva Kočevje.  
V prilogi 2 se lahko vidi, da smo v mesecu novembru 2015, ko je že delovala komunikacija 
preko DMR, zabeležili le en izpad komunikacije z ALM, ki je trajal približno 10 minut. 
4.2 Analiza komunikacije pri uporabi sistema DMR 
Pri prenosu podatkov preko sistema DMR naprave med seboj komunicirajo po protokolu IP, 
tako da za analizo podatkov lahko uporabimo program Wireshark. Program se namesti na 
koncentrator, tako da lahko spremljamo promet prejetih in poslanih podatkov na mrežni 
kartici koncentratorja, ki je vključena v omrežje LAN sistema DMR.  
 
Slika 30: Izpis iz programa Wireshark za prenos podatkov z uporabo sistema DMR 
Iz izpisa na sliki 30 vidimo, da se za prenos ene komande in njene povratne informacije 
prenese 804 bajte informacije. Preverjanje stanja zveze (angl. Keep-Alive) je pri prenosu 
preko DMR nastavljeno na 10 minut.  
4.3 Analiza odzivnosti komunikacije pri uporabi sistema DMR 
Pri povezavi ALM in koncentratorja s pomočjo sistema DMR, se je za izvajanje meritev 
pošiljala komanda osvežitev podatkov na avtomatizirano ločilno mesto v bližini hrvaške meje 
v vasi Draga, ki je od Ljubljane oddaljeno 55 km zračne linije.  
Pri izvajanju meritve se je na avtomatizirano ločilno mesto poslalo pet daljinskih komand. 
Rezultat je pokazal, da je minimalni čas prenosa komande in povratne informacije iz ALM 
preko podatkovne povezave DMR znašal 625 ms, maksimalni čas 1562 ms in povprečen čas 
1056 ms.  
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Ker v podjetju Elektro Ljubljana preko komunikacijske zveze DMR trenutno deluje samo eno 
avtomatizirano ločilno mesto, lahko na spodnjem grafu vidimo rezultate petih meritev 
poslanih komand. Z rdečo črto je označen povprečen čas na podlagi petih meritev.  
 
Slika 31: Izmerjeni časi za osvežitev podatkov preko sistema DMR 
Na sliki 32 je primer izpisa dogodkov iz daljinskega centra vodenja PSI. Iz dogodkov se vidi 
čas, ko je bila komanda poslana, ter čas povratne informacije iz ALM. Čas pošiljanja 
komande in povratne informacije znaša 2 s. 
  
 


























V distribucijskem centru vodenja se je po letih izkušenj izkazalo, da so avtomatizirana ločilna 
mesta v sistemu avtomatizacije srednjenapetostnega omrežja izjemno pomembna. Ločilna 
mesta v osnovi opravljajo funkcijo ločevanja omrežja, hkrati pa morajo svoje spremembe, kar 
se da hitro posredovati v distribucijski center vodenja. Pri prenosu sprememb ima ključno 
vlogo zanesljiva in hitra komunikacijska pot. Do nedavnega se je v podjetju Elektro Ljubljana 
d.d. uporabljalo le komercialno mobilno omrežje s tehnologijama tokokrogovnega prenosa 
podatkov in paketni prenos podatkov.  
Po letih uporabe avtomatiziranih ločilnih mest se je izkazalo, da je pri tehnologiji 
tokokrogovnega prenosa podatkov največja pomanjkljivost čas vzpostavljanja povezave. S 
tem se močno podaljša odzivni čas delovanja avtomatiziranega ločilnega mesta, kar seveda 
pomeni daljši čas izpada dobave električne energije.  
Paketni prenos podatkov ima izboljšan odzivni čas delovanja, obenem pa ima slabost, da 
komercialni mobilni operaterji ne morejo zagotoviti želje po čim manj izpadih zveze.  
Z digitalizacijo analognega radijskega omrežja v podjetju se je pokazala možnost uporabe 
tehnologije DMR za avtomatizirana ločilna mesta. Sistem DMR je v podjetju že aktiven, saj 
se ga uporablja za komuniciranje med ekipami na terenu in dispečerjem v distribucijskem 
centru vodenja. V podjetju je v okviru službe za telekomunikacije tudi strokovno 
usposobljena ekipa za vzdrževanje in odpravo okvar na sistemu DMR, ki izvaja tudi 
štiriindvajseturno dežurstvo na domu.  
V diplomski nalogi je opravljena analiza odzivnosti le na enem avtomatiziranem ločilnem 
mestu, saj se trenutno komunikacija s pomočjo sistema DMR uporablja le testno. Rezultati so 
pokazali, da je povprečna odzivnost boljša kot v primeru paketne podatkovne povezave, 
obenem pa je zabeleženih tudi manjše število izpadov zveze.  
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Uporaba sistema DMR za krmiljenje avtomatiziranih ločilnih mest ima velik potencial. Žal pa 
trenutno ne moremo predvideti, kako bi se sistem obnašal, če bi s pomočjo sistema DMR 
krmilili vseh 136 avtomatiziranih ločilnih mest. Vedeti moramo, da so prioriteta na sistemu 
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Tabela 5: Izpadi komunikacije ALM na območju Kočevja [3] 
Ura Področje Ime ALM Datum Alarm   
  Menjava dneva   01.12.2015     
  Menjava dneva   02.12.2015     
  Menjava dneva   03.12.2015     
13:36:31 KOČEVJE ALM PD41 IZPAD TK ALARM Prih.  
14:38:10 KOČEVJE ALM PD41 IZPAD TK ALARM Odhod 
  Menjava dneva   04.12.2015     
  Menjava dneva   05.12.2015     
  Menjava dneva   06.12.2015     
  Menjava dneva   07.12.2015     
02:10:53 KOČEVJE ALM KR16 IZPAD TK ALARM Odhod 
03:11:43 KOČEVJE ALM KR16 IZPAD TK ALARM Prih. 
  Menjava dneva   08.12.2015     
  Menjava dneva   09.12.2015     
  Menjava dneva   10.12.2015     
12:58:51 KOČEVJE ALM PD41 IZPAD TK ALARM Prih. 
13:45:38 KOČEVJE ALM PD41 IZPAD TK ALARM Odhod 
  Menjava dneva   11.12.2015     
10:11:03 KOČEVJE ALM KR16 IZPAD TK ALARM Prih. 
13:52:57 KOČEVJE ALM KR16 IZPAD TK ALARM Odhod 
  Menjava dneva   12.12.2015     
  Menjava dneva   13.12.2015     
  Menjava dneva   14.12.2015     
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23:34:25 KOČEVJE ALM SK05 IZPAD TK ALARM Prih. 
  Menjava dneva   15.12.2015     
03:32:06 KOČEVJE ALM SK05 IZPAD TK ALARM Odhod 
  Menjava dneva   16.12.2015     
  Menjava dneva   17.12.2015     
  Menjava dneva   18.12.2015     
  Menjava dneva   19.12.2015     
  Menjava dneva   20.12.2015     
  Menjava dneva   21.12.2015     
  Menjava dneva   22.12.2015     
10:02:53 KOČEVJE ALM SK05 IZPAD TK ALARM Prih. 
13:06:13 KOČEVJE ALM SK05 IZPAD TK ALARM Odhod 
  Menjava dneva   23.12.2015     
03:59:15 KOČEVJE ALM KR15 IZPAD TK ALARM Prih. 
07:38:13 KOČEVJE ALM KR15 IZPAD TK ALARM Odhod 
  Menjava dneva   24.12.2015     
  Menjava dneva   25.12.2015     
  Menjava dneva   26.12.2015     
13:34:12 KOČEVJE ALM KP17 IZPAD TK ALARM Prih. 
13:43:00 KOČEVJE ALM KP17 IZPAD TK ALARM Odhod 
  Menjava dneva   29.12.2015     
  Menjava dneva   30.12.2015     
  Menjava dneva   31.12.2015     





Tabela 6: Izpadi komunikacije ALM na območju Kočevja preko DMR [3] 
Ura Področje Ime ALM DAN Alarm   
  Menjava dneva   01.12.2015     
  Menjava dneva   02.12.2015     
  Menjava dneva   03.12.2015     
  Menjava dneva   04.12.2015     
  Menjava dneva   05.12.2015     
  Menjava dneva   06.12.2015     
  Menjava dneva   07.12.2015     
  Menjava dneva   08.12.2015     
  Menjava dneva   09.12.2015     
  Menjava dneva   10.12.2015     
  Menjava dneva   11.12.2015     
  Menjava dneva   12.12.2015     
  Menjava dneva   13.12.2015     
  Menjava dneva   14.12.2015     
  Menjava dneva   15.12.2015     
10:59:40 KOČEVJE ALM DR27 IZPAD TK ALARM Prih. 
11:09:51 KOČEVJE ALM DR27 IZPAD TK ALARM Odhod 
  Menjava dneva   16.12.2015     
  Menjava dneva   17.12.2015     
  Menjava dneva   18.12.2015     
  Menjava dneva   19.12.2015     
  Menjava dneva   20.12.2015     
  Menjava dneva   21.12.2015     
  Menjava dneva   22.12.2015     
  Menjava dneva   23.12.2015     
  Menjava dneva   24.12.2015     
  Menjava dneva   25.12.2015     
  Menjava dneva   26.12.2015     
  Menjava dneva   27.12.2015     
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  Menjava dneva   28.12.2015     
  Menjava dneva   29.12.2015     
  Menjava dneva   30.12.2015     
  Menjava dneva   31.12.2015     
  Menjava dneva   01.01.2016     
 
