





























具体的には、電子メール、Web、TCP/IP 接続、無線 LAN 接続で実現した。 
 
研究成果の概要（英文）：In this research, we have clarified the implementation methods of 
capability-based access control in open computing environments.  A capability means a 
pair of the identifier to a target object and access rights to the object.  By making use of 
characteristics of capabilities, we have enabled regular users to pass a part of their access 
rights to other users without administrators' efforts in various environments.  These 
environments include the e-mail system, the web, TCP/IP connections, and wireless LAN 
connections.   
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(2) Web ページ 
(3) TCP/IP 接続 























ール Capability Basket を QtRuby により
実装した。これらは、Windows、Linux、およ




 本研究の第２の成果は、既存の保護 Web 
ページに対して外付けでケーパビリティに
基づくアクセス制御を実現したことである
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