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El presente trabajo de investigación  se denomina “Desarrollo de un Componente 
de Software COM+ para Monitoreo y Control en un Equipo Informático bajo la plataforma  
.NET”. Desarrollado en la Universidad Andina Néstor Cáceres Velásquez, con la finalidad 
tiene una gran importancia para su funcionamiento, ya que la misma es  decisiva para la 
toma de decisiones en la organización es por ello que todo problema relacionado a la 
seguridad en la información a nivel de maquina; la seguridad es evitar que alguien 
extraiga información indebida desde una computadora o por alguno de sus periféricos, 
por ello, partimos de que cada usuario debe tener la información necesaria al nivel de 
acceso al cual fue delimitado; por esto la auditoría de sistemas es una buena práctica que 
debe desarrollarse en las instituciones, a efectos de resguardar la información en su 
integridad y confidencialidad, pero al realizar una auditoría interna puede traer consigo el 
no profesionalismo de no reportar las actividades hechas por los usuarios.  
Se aplica el método científico, complementado con el enfoque sistémico, teniendo 
en cuenta la naturaleza especial del trabajo de investigación es en Informática. El tipo de 
investigación es aplicativo y toda vez que utiliza tecnologías ya existentes y las aplica 
para solucionar problemas específicos, en este caso por medio de metodología de 
software .COM.  El nivel de investigación es descriptiva – explicativa. El Método usado 
fue el  Método Científico que  viene a ser el proceso de producción de conocimientos 
científicos, empleando marcos teóricos derivados de la ciencia. El diseño de investigación 
es experimental, ya que el sistema de metodología modelado de procesos de negocio se 
pondrá a prueba para ver su funcionalidad y la necesidad del mismo. 
Este proyecto es el reconocimiento de formas y trazos. Para calcular a partir de un 
trazo nos centramos en un concepto llamado centro de masas. El centro de masas es el 
punto geométrico que dinámicamente se comporta como si en él estuviera aplicada la 
resultante de las fuerzas externas al sistema. 









This research project called "Development of a COM + Component Software for 
Monitoring and Control on a computer under the .NET platform." Developed in the Andean 
University Néstor Cáceres Velásquez, in order is very important for its operation, since it 
is crucial for decision-making in the organization is why all problems related to information 
security level machine; Security is to prevent someone remove incorrect information from 
a computer or any of its peripherals therefore presume that each user must have the 
necessary information to which access level was defined; so the systems audit is a good 
practice to be developed in the institutions, in order to protect information integrity and 
confidentiality, but to conduct an internal audit can bring not professionalism not report the 
activities done by users .  
The scientific method, supplemented with systemic approach is applied, taking into 
account the special nature of the research work is in computer science. The research is 
application and every time you use already existing technologies and applies them to 
solve specific problems, in this case by means of software methodology .COM. The level 
of research is descriptive - explanatory. The method used was the scientific method that 
becomes the process of production of scientific knowledge, using theoretical frameworks 
derived from science. The research design is experimental, as the system modeling 
business process methodology will be tested to check its functionality and the need for it. 
This project is the recognition of shapes and strokes. To calculate from a stroke we 
focus on a concept called center of mass. The center of mass is the point that dynamically 
geometric behaves as if it were applied the resulting system of external forces. 
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El presente trabajo de investigación “Desarrollo de un componente de 
software COM+ para monitoreo y control de un equipo informático bajo 
plataforma .Net" fue desarrollado en la  Universidad Andina Néstor Cáceres 
Velásquez, el principal objetivo de  software COM+ es proveer una notación 
estándar que sea fácilmente legible y entendible. 
Por parte de todos los involucrados e interesados de monitoreo y control de equipos 
informáticos el proceso para el desarrollo  del mismo se encuentra dividido en 5 
capítulos, los cuales que se detallan a continuación:  
Capítulo I, presenta el planteamiento del problema, su descripción y  
justificación, variables y sus indicadores, los alcances y limitaciones, asimismo, los 
objetivos tanto generales como los específicos.  
Capítulo II, corresponde al marco teórico y marco conceptual, los cuales 
ayudaran a un mejor entendimiento del tema propuesto. 
Capítulo III, se contempla  a la metodología de implementación y la 
definición funcional final, mediante el Lenguaje Unificado de Modelado (UML)  
haciendo uso del Proceso Unificado Rational (RUP). 
Capítulo IV, detalla el análisis y diseño para la construcción del 
componente, siguiendo cada uno de los pasos establecidos en la construcción del 
mismo y destacando también las características más relevantes en cuanto a su 
implementación. 
Capítulo V, corresponde a la discusión de resultados y evaluación del 
componente desarrollado. Finalmente se presentan las conclusiones y 
recomendaciones correspondientes de la tesis presentada, así como también los 
anexos correspondientes. 









1.1 DESCRIPCIÓN DE LA REALIDAD PROBLEMÁTICA 
 
La  metodología “Desarrollo de un Componente de Software COM+ 
para Monitoreo y Control en un Equipo Informático bajo la plataforma  
.NET”.  
Sabemos que la información es el activo principal de todo negocio 
y tiene una gran importancia para su funcionamiento, ya que la misma 
es  decisiva para la toma de decisiones en la organización es por ello 
que todo problema relacionado a la seguridad en la información a 
nivel de maquina; la seguridad es evitar que alguien extraiga 
información indebida desde una computadora o por alguno de sus 
periféricos, por ello, partimos de que cada usuario debe tener la 
información necesaria al nivel de acceso al cual fue delimitado; por 
esto la auditoría de sistemas es una buena práctica que debe 
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desarrollarse en las instituciones, a efectos de resguardar la 
información en su integridad y confidencialidad, pero al realizar una 
auditoría interna puede traer consigo el no profesionalismo de no 
reportar las actividades hechas por los usuarios. El manejo de los 
puertos de entrada/salida trae consigo el copiado de información 
relevante, si ésta no es controlada para determinar qué información 
fue manipulada, se corre el riesgo y la incertidumbre que se esté 
copiando información sin medida de control, que no nos garantice que 
fue con algún propósito licito. 
 
1.2 DELIMITACIONES DE LA INVESTIGACIÓN 
1.2.1 Delimitaciones 
1.2.1.1. Delimitación Espacial 
Para la presente investigación se tomó como 
piloto “Desarrollo de un Componente de Software 
COM+ para Monitoreo y Control en un Equipo 
Informático bajo la plataforma  .NET”.  
1.2.1.2. Delimitación Social 
El trabajo de investigación se orienta a indagar, 
investigar y profundizar la problemática que existe en 
lo referente al área de monitoreo y control en un 
equipo informático. 
1.2.1.3. Delimitación Temporal 
La elaboración del Proyecto de Investigación se 
inició en el mes de agosto del 2014 y se finalizará en 
octubre del año 2015. 
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1.2.1.4    Delimitación Conceptual 
Para el presente proyecto de investigación se 
utilizó La  metodología Software COM+ para 
Monitoreo y Control en un Equipo Informático1. 
En cuanto al material experimental estará 
constituido por una aplicación de creación de 
diagrama de la notación para el modelado de 
procesos de negocio, así como también estará 
apoyado sobre una aplicación de tipo operativo. 
 
1.3 PROBLEMAS DE INVESTIGACIÓN  
1.3.1 Problema Principal 
¿Cómo se puede diseñar un componente de seguridad 
COM+ bajo la plataforma .NET reduciendo las fallas en 
seguridad de la información y el uso de aplicaciones indebidas 
teniendo un correcto control y monitoreo sobre un equipo 
informático? 
1.3.2 Problemas secundarios 
Problema secundario 1 
¿Es posible diseñar un componente de software de 
seguridad que nos permita la reutilización del mismo 
basándonos en modelos comprobados como frameworks y 
el modelo de componentes COM+? 
Problema secundario 2 
¿Es posible realizar la arquitectura de servicios WFC 
(Windows Fundation Comunication) para la comunicación 
entre procesos del componente de software? 
                                                          
Equipo informático: es un sistema que permite almacenar y procesar información  1 
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Problema secundario 3 
¿Es factible evaluar y diseñar clases y librerías que sean un 
punto de partida para el desarrollo de este tipo de 
componentes? 
Problema secundario 4 
¿Es posible el uso de Herramientas para desarrollo 
basadas en  Software Libre? 
 
1.4 OBJETIVOS DE LA INVESTIGACIÓN 
1.4.1 Objetivo General 
“Diseñar un componente de seguridad COM+ bajo la 
plataforma .NET reduciendo las fallas en seguridad de la 
información y el uso de aplicaciones indebidas teniendo un 
correcto control y monitoreo sobre un equipo informático”. 
1.4.2 Objetivos Específicos 
 
 Diseñar un componente de software de seguridad que nos 
permita la reutilización del mismo basándonos en modelos 
comprobados como frameworks y el modelo de 
componentes COM+. 
 Realizar la arquitectura de servicios WFC (Windows 
Fundation Comunication) para la comunicación entre 
procesos del componente de software propuesto. 
 Evaluar clases y librerías que sean un punto de partida para 
el desarrollo de este tipo de componentes. 
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 Hacer uso de Herramientas para desarrollo basadas en  
Software Libre. 
 
1.5 HIPÓTESIS DE LA INVESTIGACIÓN 
1.5.1 Hipótesis Principal 
El Desarrollo de un componente de software de seguridad 
basado en un marco teórico que permita implementar este tipo 
de aplicaciones de una manera eficiente, sencilla y rentable 
aprovechando las características de la plataforma de modelo 
de objetos de componentes haciendo uso de servicios web así 
como de herramientas que nos proporciona el software libre? 
 
1.5.2 Hipótesis Secundarias 
¿Es factible diseñar y desarrollar un componente de 
software de seguridad basado en un marco teórico que permita 
implementar este tipo de aplicaciones de una manera eficiente, 
sencilla y rentable aprovechando las características de la 
plataforma de modelo de objetos de componentes haciendo 
uso de servicios web así como de herramientas que nos 
proporciona el software libre? 
  
1.5.3   Variables e Indicadores 
1.5.3.1  Variable Independiente 
  Modelo de Objetos de Componentes y Herramientas 
de Software Libre. 





















1.5.3.2  Variable Dependiente 
   El Componente de Software a crear en la propuesta. 
1.5.3.3 Operacionalización de Variables  
 
TABLA Nº 1 
Identificación y clasificación de variables 
 
Variables Dimensiones Técnicas Instrumentos 
Variable Independiente  
 
Encuesta a los 
































































Para la encuesta se 
usó la ficha de 
encuesta y para la 
observación se usa 
















Tiempo de implementación. 






















de software a 
crear en la 
propuesta  
 
Satisfacción del cliente 
Tiempo de espera  de  
Adecuación  




Eficacia por parte del  
Modelado de proceso  
Modelo de componentes 
COM+. 
 
Tabla 1.1 Identificación y clasificación de variables 
  Fuente: Elaboración Propia 
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1.6 METODOLOGÍA DE LA INVESTIGACIÓN 
Se aplica el método científico, complementado con el enfoque 
sistémico ya que está conformado por una serie de actividades 
correctamente definidas que luego nos conduce a un resultado 
coherente con la finalidad de proponer soluciones. 
 
1.6.1 TIPO Y NIVEL DE INVESTIGACIÓN 
1.6.1.1. Tipo de Investigación 
El tipo de investigación es aplicativo y toda 
vez que utiliza tecnologías ya existentes y las 
aplica para solucionar problemas específicos, 
en este caso por medio de modelo de 
componentes COM+. 
1.6.1.2. Nivel de Investigación 




1.6.2 MÉTODO Y DISEÑO DE LA INVESTIGACIÓN 
1.6.2.1. Método de Investigación 
El Método usado fue el  Método Científico 
que  viene a ser el proceso de producción de 
conocimientos científicos, empleando marcos 
teóricos derivados de la ciencia. 
 
1.6.2.2. Diseño de la Investigación 
Se aplicará un diseño cuasi-experimental, 
debido a que poseen aparentemente todas las 
características de los experimentos verdaderos. 
La principal diferencia con éstos estriba, según 
los casos, en la imposibilidad de manipular la 
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variable independiente y/o asignar 
aleatoriamente los sujetos a las condiciones 
experimentales. Comparten con los 
experimentos de campo su ejecución en 
ambientes naturales, lo cual les otorga un 
escaso control. 
 
1.7   POBLACIÓN Y MUESTRA DE LA INVESTIGACIÓN 
1.7.1 Población 
El Universo de estudio, estuvo conformado por los 
estudiantes y personal que les interesa el modelado de 
procesos de negocio. Que son en un total de 50. 
 
1.7.2 Muestra 
La muestra fue de tipo probabilístico con afijación 
proporcional,  que consisten en 20 usuarios. 
 
Donde: 
P   : Proporción de Usuarios que hace uso de la computación. 
Q : Proporción de Usuarios que no hace uso de la 
computación. 
  Z   : Valor de la distribución normal al 95% 
  d   :  Error absoluto aceptado = 10% 
  N   : Población de Estudio = 50 
  n   : Tamaño de muestra 
La muestra para el presente trabajo es de 20 usuarios que 
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n = (50)(1.96)2(0.5)(0.5)     
       (50)(0.10)2 +(1.96)2(0.5)(0.5) 
 
 
1.8 TÉCNICAS E INSTRUMENTOS DE RECOLECCIÓN DE DATOS 
1.8.1  Técnicas 
La misma que se realizó en función  a la hipótesis que se   
pretende validar. 
A. Encuesta a los usuarios de la aplicación 
 Se utilizó la técnica con la finalidad de recabar 
información sobre el desempeño Todas las empresas 
grandes, medianas, pequeñas y microempresas de la 
ciudad de Puno de acuerdo a su cantidad de 
trabajadores. 
B. Entrevista a técnicos y profesionales entendidos 
Técnica por el que se obtendrá la apreciación en lo 
concerniente al análisis, diseño, codificación y 
funcionamiento de la aplicación por parte de los 
técnicos y profesionales entendidos en la materia. 
C. Observación directa de la aplicación 
Por el que, se observará en forma directa el 
desempeño y la satisfacción de los usuarios. Modelo de 




Para la encuesta se usó la ficha de encuesta y para la 
observación se usa una guía de observación. 
 
 
n = 20 
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1.9  JUSTIFICACIÓN E IMPORTANCIA DE LA INVESTIGACIÓN 
 
1.9.1   Justificación  
Este proyecto es el desarrollo de un componente de 
seguridad basado en la plataforma .NET. Nos centramos en 
un concepto llamado el modelo de objeto de componentes.  
Para solucionar el problema se plantea el desarrollo de 
un componente de seguridad basado en la plataforma 
COM+, ya que estos en la actualidad forman parte de la 
piedra angular de la ingeniería del software moderna ya que 
el desarrollo y uso de componentes de software ganó 
aceptación rápidamente debido a su capacidad para 
promover la reutilización de los mismos.  
Los componentes de software se relacionan 
directamente con un dominio específico, es decir, con  una 
familia de problemas relacionados, en éste caso problemas 
relacionados a los procesos de monitoreo y control de 
seguridad de la información en el equipo informático de una 
empresa, entre otras cosas el diseño del componente de 
software orientados al modelo de objeto de 
componentes(COM+), permite una mayor portabilidad y 
un  mejor tiempo de respuesta, en comparación con el 
desarrollo tradicional de los sistemas de seguridad de 
software que son más costosos y que trabajan en un 
dominio de sistemas operativos limitado, además la 
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configuración flexible del componente, permitirá también la 
reutilización del código que lo generó de una manera más 
provechosa. La utilización de estos viene siendo muy exitosa 
en muchos dominios. 
 Las empresas necesitan un control automatizado de  
todos sus movimientos referentes al tratamiento de la 
información de los distintos usuarios para poder tener un 
mejor control en la administración de los mismos por lo que 
se considera que la implementación de un componente de 
software de seguridad ayudaría enormemente en dicha 
labor, que es la de auditoría de la información. 
 
Actualmente en el mercado de informática2 de la región 
Puno, aún no se cuenta con aplicaciones de este tipo; 
puesto que la complejidad y particularidad de estas 
aplicaciones requieren de la colaboración de expertos.  
 
Bajo Las condiciones expuestas, se considera 
justificable la elaboración del trabajo de investigación, ya que 
las demás podrán tomar en cuenta los resultados, para que 
así ellos también implementen soluciones propias, que 
permitan un mejor uso y mayor difusión de la información 
que se puede procesar a través de las Nuevas Tecnologías 
de Información y Comunicación (NTICs). A la vez 
fortalecerán los conceptos de soluciones a problemas 
haciendo uso de las computadoras.  
 
                                                          
informática2 (Procesamiento automático de información)  
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1.9.2 Importancia  
Se considera importante ya que el desarrollo del 
proyecto constituye una herramienta novedosa. 
Finalmente las organizaciones basan su desarrollo en el 
manejo de la información, la información es un medio 
para encontrar ventaja competitiva respecto a sus 
competidores, siendo esta un recurso muy importante 
para liderar en la toma de decisiones. 
Además se considera importante porque incrementará la 
rapidez y la eficiencia en la atención a los usuarios.  









2.1   ANTECEDENTES DE LA INVESTIGACIÓN 
2.1.1 Publicaciones de tesis  
Durante la etapa de búsqueda bibliográfica en bases de 
datos científicas y de instituciones académicas de primer nivel 
se encontró las siguientes investigaciones. 
A. AUTOR :   Reinaldo N. Mayol Arnao 
AÑO  :   2013 
TESIS : “Modelo para la auditoria de la seguridad 
informática        en la     red de datos de la universidad 
de los Andes”. 
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Tesis para optar en ingeniería de sistemas de la 
Universidad de los Andes Facultad de Ingeniería, 
Venezuela. 
Auditar, de manera correcta, los mecanismos de 
seguridad utilizados en el ofrecimiento de los servicios 
de Tecnologías de Información (IT) es uno de los 
elementos fundamentales para el éxito de esta labor. El 
termino Auditar Correctamente incluye varios elementos 
importantes, uno de ellos es contar con un modelo de 
auditoria completo, equilibrado y técnicamente correcto. 
Este documento propone un modelo de auditoria de la 
seguridad informática para aquellos servicios de IT que 
se ofrecen por REDULA para la Universidad de los 
Andes, extensible para cualquier entidad de 
características similares. 
Concluye: los mecanismos de seguridad utilizados en el 
ofrecimiento de los servicios de Tecnologías de 
Información (IT) es uno de los elementos fundamentales 
para el éxito de esta labor. El proceso de diagnóstico 
que actualizará este último, ambos aspectos están 
estrechamente relacionados e influenciados por el 
modelo de auditoria de la seguridad informática para 
aquellos servicios de IT que se ofrecen por REDULA 
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para la Universidad de los Andes, extensible para 
cualquier entidad de características similares. 
B. AUTOR :   NIEL FRANK VELASCO VEGA 
AÑO  :   2012 
TESIS : “El Sistema de Control interno y su 
impacto en  la gestión empresarial” 
Tesis para optar el título de ingeniero de sistemas e 
informático de la universidad tecnológica del Perú 
Los objetivos de la Investigación permitieron establecer 
controles a través de indicadores para una mejor gestión 
empresarial, siendo estos de control, eficiencia, eficacia, 
economía, impacto, desempeño estratégico, y miden la 
efectividad de la Gestión Empresarial. 
Se realizó un diseño experimental, cuyo motivo principal 
fue contar con un Control Interno permanente, 
documentación que ayude a mejorar el control en la 
Gestión Empresarial 
CONCLUYE: El impacto de la implementación del 
Sistema de Control Interno nos permite  contar  con 
controles a nivel de efectividad de la gestión de la 
empresa a través de indicadores, que permiten controlar 
las variaciones de las metas ejecutadas con las 
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programada, para minimizar los riesgos de la empresa, 
acompañados de los documentos. 
C. AUTOR :   ODALIS BOUZA BETANCOURT 
AÑO  :   2011 
TESIS : “desarrollo del ámbito informacional 
desde la perspectiva de la sistematización de la 
vigilancia científica y tecnológica (vct) en organizaciones 
empresariales” 
Tesis para optar licenciatura en ingeniería de sistemas y 
se encuentra ubicada en la Biblioteca de la Universidad 
de Granada, en el año 2011.  
La investigación fue enfocada a la búsqueda de las vías 
que faciliten la consolidación de un ambiente de gestión, 
información y de conocimiento en organizaciones 
empresariales desde una perspectiva de vigilancia 
científica y tecnológica, para lo cual se utilizó un diseño 
exploratorio con elementos descriptivos, luego del cual el 
autor 
Concluye: manifestando que:  
Se considera muy adecuada la utilización de la 
sistematización para el logro del objetivo de la presente 
investigación permite socializar la práctica de la gestión 
de información y el conocimiento con un matiz de 
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vigilancia provocando el ambiente organizacional 
requerido con visitas a generar un espacio funcional que 
permita la integración de la VCT en la dinámica de la 
empresa. 
D.  AUTOR   :    HUMBERTO FACTOR LIMA SANDOVAL.  
AÑO  :   2010 
TESIS     : Modelado e implementación de un proceso 
de negocio BPM mediante herramientas SOA de 
software libre. 
Tesis para optar el título profesional en ingeniería de 
sistema e informático de la Universidad Nacional de 
Santa. 
PROBLEMA PRINCIPAL: Cuál es el impacto  de los 
Consejos de modelado e implementación de procesos 
de negocio para fortalecimiento de simulaciones de 
modelado de negocios.  
¿De qué manera impactan en la calidad de servicio de la 
gestión de modelado de un proceso de negocio? 
CONCLUYE: El impacto de los modelados de procesos 
de negocio dan una metodología que ayuda para 
modelar negocios.  
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E. AUTOR :   ROMERO FLORES, Robert Antonio.  
AÑO  :   2005 
TESIS      : “Patrones de Diseño de Arquitecturas de                      
Software    Enterprise” 
 
Definición del Problema: El objetivo de este trabajo es 
analizar los problemas que se plantean en el desarrollo 
de sistemas con arquitecturas de software de tipo 
Enterprise. Entendemos por Enterprise, sistemas cliente 
/servidor de tres o más capas. Basándose en este 
análisis establecer criterios de diseño de estos sistemas 
y qué tecnologías utilizar. Se examinan los distintos 
Patrones de Diseño conocidos como solución a los 
distintos problemas que se plantean en el desarrollo de 
este tipo de sistemas; también las distintas 
implementaciones tecnológicas construidas. 
 
Conclusiones: La separación de una aplicación en 
capas permite separar las problemáticas y atacar los 
problemas de cada una en forma más independiente del 
resto de las capas, permitiendo así trabajar y avanzar 
con el desarrollo en forma paralela una vez que se 
especificaron las interfaces entre capas, permitiendo 
tener  
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F. AUTOR : Antonio MINGUEZ OLIVARES 
AÑO    : 2001 
TESIS : Ingeniería Avanzada para Sistemas de 
Control de Ruido Acústico mediante Técnicas 
adaptativas de patrones BMP. 
 
Tesis para optar al Título en ingeniería sistemas y 
computación de la Universidad de Madrid, en el año 
2001 
Esta tesis muestra el desarrollo e implementación de un 
sistema de control activo de ruido simple, robusto y de 
bajo coste. La bondad del sistema del control está 
limitada por el fenómeno acústico, los transductores 
electro-acústicos y por el diseño del controlador 
electrónico. El control activo de ruido sólo es eficaz a 
bajas frecuencias (<500 Hz) y en zonas o recintos de 
pequeñas dimensiones y en conductos. Asimismo, la 
selección y ubicación de los transductores electro-
acústicos determinan la estabilidad y la atenuación 
acústica del sistema. 
 
Concluye: Los objetivos de la tesis tenían como 
finalidad el desarrollo e implementación de un sistema 
de control activo de ruido, con modelado de procesos 
simples, robusto y de bajo coste. Para lograr tal fin, el 
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trabajo estaba planteado para obtener los siguientes 
objetivos parciales, en los cuales se enumera las 
contribuciones aportadas por la presente Tesis: 
 
G. AUTOR :    Antonio Emilio Ureña López 
AÑO    :    1998 
TESIS : Gestión estratégica de la calidad 
modelado de procesos en ubicaciones de patrones. 
Tesis para optar al grado académico de Maestro en  
ciencias económicas y empresariales y se encuentra 
ubicada en la Biblioteca de la Universidad de Málaga, 
en el año 1998 
Se desarrolló el presente estudio a fin de realizar un 
estudio empírico que proporciona una panorámica del 
estado de la gestión de calidad en las empresas, para lo 
cual se utilizó un diseño descriptivo exploratorio, luego 
del cual el autor 
Concluye: manifestando que: El modelo European 
Foundation for Quality Management (EFQM), subraya el 
hecho de que la gestión de calidad total tiene que estar 
más estrechamente unida a la gestión estratégica, 
posicionando la gestión de calidad total como un recurso 
estratégico efectivo, más que con una simple técnica. 
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2.2   BASES TEÓRICAS  
2.2.1 Estado del Arte 
 A continuación se hace referencia a dos proyectos los 
cuales se enfocan en las siguientes temáticas: “seguridad, 
bloqueo de puertos, monitoreo y control de accesos”. 
 
2.2.1.1 Blocker USB Admin 
 Este software es una solución que nos permite 
implementar la protección de los puertos USB pero 
desde un punto centralizado. Para ello requiere, 
evidentemente, que tengamos un dominio bien 
configurado, pues funciona mediante las políticas de 
este, siendo compatible con el Active Directory de 
Windows. Se puede incluso definir una lista de 
ordenadores en los que no se aplicarán esas políticas 
evitando que se puedan conectar dispositivos USB de 
almacenamiento, haciendo más difícil el robo de 
información o la entrada de malware. 
 
2.2.1.2 Devicelocker for USB 
 Este software hace que cada vez que un usuario 
desea acceder un dispositivo, se intercepte esta 
solicitud a nivel del núcleo del sistema operativo. 
Dependiendo del tipo de dispositivo y la interfaz de 
conexión (por ejemplo, USB), también verifica los 
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derechos del usuario en la Lista de Control de Acceso 
(Access Control List) adecuada. Si el usuario no 
dispone de derechos para acceder al dispositivo, se 
muestra un error de “acceso denegado”. La verificación 
de acceso puede producirse en dos niveles: el “nivel de 
interfaz” (puerto) y el “nivel de tipo”. Algunos 
dispositivos se verifican en ambos niveles, mientras 
que otros sólo en un nivel. Ambos ejemplos no están 
orientados al uso de componentes y solo funcionan en 
ciertos sistemas operativos de Windows. 
 
2.3    Desarrollo de Software Basado en Componentes 
  Lo más importante que se debe tener en cuenta al definir el 
concepto de DSBC (Desarrollo de Software Basado en Componentes), 
es el de diferenciar las características existentes entre el DSBC y el 
paradigma de objetos, la Programación Orientada a Objetos (POO) es 
cuando el software puede ser desarrollado de acuerdo a un modelo 
mental de un objeto real o imaginado, mientras que el DSBC dice que 
el software debe ser desarrollado a partir de componentes 
prefabricados. El DSBC busca, dentro de otros objetivos, reducir el 
tiempo de trabajo, el esfuerzo que requiere implementar una aplicación 
y los costos del proyecto y de esta forma, incrementar el nivel de 
productividad de los grupos desarrolladores y minimizar los riesgos 
globales sin incurrir en gastos exorbitantes. De esta manera, las 
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pequeñas empresas pueden tener una mayor confiabilidad a la hora de 
realizar una inversión tecnológica. Otro punto a tomar en cuenta es que 
el DSBC, pertenece al paradigma de programación de sistemas 
abiertos, los cuales son extensibles y tienen una interacción con 
componentes heterogéneos que ingresan o abandonan el sistema de 
forma dinámica, es decir que los componentes pueden ser 
remplazados, por otros independientemente de su arquitectura y de su 
desarrollo (FUE, 2003-B). De esta manera se puede hacer un paralelo 
entre el mundo percibido por el hombre y el DSBC desde un punto de 
vista menos formal y con una perspectiva del mundo cotidiano donde 
se tienen sistemas abiertos y cerrados. Por ejemplo, el ser humano es 
un sistema abierto y realiza interacciones con el medio (otro sistema), 
la mayoría de los sistemas en el mundo percibido por el hombre son 
abiertos y necesitan una interacción con el medio para poder sobrevivir 
como en el caso del hombre (alimentos, aire, relaciones, etc. Esta 
interacción es la que permite que crezca el sistema (extensión), 
dándole la posibilidad de mejorar con el tiempo y lograr una estabilidad 
(evolución para el caso del hombre).  
Existen ya varios modelos que permiten entender los componentes de 
software, para poder encontrar los componentes que determinada 
aplicación necesita. Uno de estos modelos desarrollado por Anneliese 
Andrews y Sudipto Ghosh, en Colorado State University (AND, 2002) 
plantéa la posibilidad de entender un componente por medio de tres 
perspectivas, estas son:  
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 Dominio: Representa en términos generales todos los aspectos 
del problema del usuario relacionado de forma directa con la 
funcionalidad que apoya el componente.  
 Programa: Este enfoque es el que más varia de componente a 
componente, ya que muestra en forma más detallada la 
información técnica del componente como la estructura de los 
archivos de información, definiciones de las bases de datos, la 
definición de la Interface de datos, los tipos de parámetros, 
información acerca de la invocación de los métodos del 
componente, etc.  
 Situación: En este punto “El conocimiento del diseño y 
comportamiento de las entidades necesita ser especificado” 
(AND, 2002), la información que se determina en este punto es 
útil para igualar los requerimientos con las capacidades 
funcionales y no funcionales del componente; aquí se deben 
determinar aspectos como: Estructura de la arquitectura física y 
conceptual, flujos de Información que el componente transfiere, 
usa y transforma y tipos de algoritmos.  
Ya fueron presentados los términos: la definición de 
componente, sus características y las variables por las cuales 
puede ser comprendido un componente. Ahora bien, ¿Cómo se 
integran los componentes dentro del ciclo de vida de desarrollo 
de software basado en componentes? La siguiente figura ilustra 
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el ciclo de vida del software basado en componentes desde una 
perspectiva global (IA, 2002): 
 
Figura 2.1: Modelo del ciclo de vida de DSBC  
   Fuente: Elaboración Propia 
 
 
A continuación mostramos una breve descripción de 
cada una de las actividades que involucra el modelo del ciclo 
de vida para DSBC:  
 Análisis de Requerimientos: En esta etapa del ciclo de 
vida los procesos y las necesidades del negocio se 
descubren y se expresan en los casos de uso.  
 Selección, construcción, análisis y evaluación de la 
Arquitectura de Software: “La arquitectura del software 
define un sistema en términos de componentes 
computacionales y la interacción entre ellos” (XIA02).  
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 Identificación y arreglo para requisitos particulares 
del Componente: En esta actividad, los componentes 
deben ser seleccionados por los requerimientos 
funcionales y de calidad que satisfaga cada 
componente. Luego de haber sido identificados los 
componentes que serán integrados al sistema, se debe 
evaluar si el componente necesita ser sujeto a alguna 
modificación.  
 Integración del Sistema: En esta actividad se debe 
examinar, evaluar y determinar cómo va a ser la 
comunicación y la coordinación entre los componentes 
que harán parte del sistema. Luego debe ensamblarse el 
sistema y proseguir con una serie de pruebas que 
determinarán si los componentes seleccionados son los 
adecuados.  
 Pruebas: Posterior a la integración de los componentes 
se debe proceder con las pruebas, esto implica evaluar 
el funcionamiento de los componentes que fueron 
integrados en el sistema, si algún componente 
demuestra no estar funcionando de forma correcta se 
debe pensar en la posibilidad de reemplazarlo o 
modificarlo para luego proceder con la reintegración.  
 Mantenimiento: En el período del mantenimiento, se 
lleva a cabo un proceso similar al desarrollado en la 
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POO, esto es vigilar el correcto funcionamiento del 
sistema, corregir fallas en el comportamiento, etc. 
 
2.3.1 Clasificación de Componentes  
A.  ¿Cómo clasificar componentes? 
La clasificación de componentes es un proceso extenso, 
ya que un componente involucra en sí mismo varios 
atributos relevantes. En este segmento se expone una 
serie de variables que podrían considerarse criterios de 
clasificación de componentes:  
B. Tamaño 
El tamaño de los componentes puede ser medido por 
medio de las métricas utilizadas en diseño orientado a 
objetos. Esto significa que la medición del tamaño de un 
componente puede ser medido a través de:  
• Líneas de Código (LDC)  
• Orientadas a Función  
“Si un componente resulta ser demasiado grande en 
tamaño, el proceso de aseguramiento de calidad del mismo 
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C.   Complejidad 
En algunas ocasiones, son utilizadas métricas de 
tamaño para evaluar la complejidad, pero es 
recomendable hacer uso de otro tipo de métricas. “Si un 
componente es demasiado trivial no podrá sacársele 
mayor provecho en su reutilización, y si el componente es 
demasiado complejo será difícil asegurar su calidad” (XIA, 
2002). 
D. Reusabilidad  
La reusabilidad de un componente se puede medir a 
partir de dos diferentes perspectivas, estas son (MIN, 
2002):  
 Cómo puede un componente ser reutilizado: Este 
tipo de medida tiene en cuenta las siguientes variables: 
El número de cada método de interface que puede 
proveer funciones en común entre varias aplicaciones 
en un dominio, el número de métodos declarados en la 
interface que pertenecen al componente.  
 Cómo es re - usado un componente en una 
aplicación particular: Las variables que se miden para 
este objetivo en particular son: Las líneas de código re - 
utilizadas por el componente en una aplicación, el total 
de líneas entregados en la aplicación. La combinación 
de estas dos variables resulta el porcentaje de 
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funcionalidad que aporta el componente dentro de toda 
la aplicación. 
 
 Frecuencia de Reúso  
El número de veces que ha sido utilizado un 
componente dentro de distintas aplicaciones, es sin 
lugar a dudas el mejor indicador de frecuencia de 
re– uso. Cabe anotar que este atributo puede ser 
solo medido en componentes que ya han sido 
expuestos al mercado.  
  Confiabilidad  
Es la probabilidad de falló en el funcionamiento 
del componente dentro de cierto escenario 
operacional. 
2.3.2   Reutilización de Componentes de Software 
La reutilización de componentes de software es un proceso 
inspirado en la manera en que se producen y ensamblan 
componentes en la ingeniería de sistemas físicos. 
Tal como lo plantean Sodhi et al. (SOD, 1999), la reutilización 
de software va más allá de la reutilización de piezas de software. 
Ella involucra el uso de otros elementos de software, tales como 
algoritmos, diseños, arquitecturas de software, documentación y 
especificaciones de requerimientos. 
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 “La reutilización de software es un proceso de la 
Ingeniería de Software que conlleva al uso recurrente de 
activos de software en la especificación, análisis, diseño, 
implementación y pruebas de una aplicación o sistema de 
software”. 
2.3.3 Activos Reutilizables y Componentes de Software 
En el contexto de Ingeniería de Software, un Activo 
Reutilizable es un producto diseñado expresamente para ser 
empleado de forma recurrente en el desarrollo de muchos 
sistemas y aplicaciones. Ejemplos de activos reutilizables son: 
algoritmos, patrones de diseño, esquemas de base de datos, 
arquitecturas de software, especificaciones de requerimientos, 
de diseño y de prueba, entre otros. 
En los últimos años, como resultado de presiones 
crecientes sobre la industria del software orientado a reducir 
drásticamente el costo y tiempo de desarrollo de sistemas y 
aplicaciones, sin afectar los niveles de calidad del producto, ha 
surgido un nuevo activo reutilizable denominado Componente 
de Software. 
Un componente de software puede ser visto desde dos 
perspectivas distintas, como: 
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A. Implementación: los componentes se pueden ensamblar y 
desplegar para crear sistemas y aplicaciones que se 
ejecutan en un computador 
B. Abstracción de arquitectura: los componentes expresan 
las reglas de diseño que impone el modelo de 
componentes. 
Están disponibles diversas tecnologías de componentes 
típicamente asociadas con infraestructuras de 
procesamiento distribuido (e.g. Enterprise JavaBeans (SUN, 
2001), CORBA Component Model (OMG02) y .NET (THAI03) y 
aplicaciones de escritorio (e.g. Controles ActiveX (CHAP96) y 
JavaBeans (SUN97). 
Una de las características más importantes de los 
componentes es que son reutilizables. Para ello los 
componentes deben satisfacer como mínimo el siguiente 
conjunto de características: 
 Identificable: un componente debe tener una 
identificación clara y consistente que facilite su 
catalogación y búsqueda en repositorios de 
componentes. 
 Accesible sólo a través de su interfaz: el 
componente debe exponer al público únicamente el 
conjunto de operaciones que lo caracteriza (interfaz) y 
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ocultar sus detalles de implementación. Esta 
característica permite que un componente sea 
reemplazado por otro que implemente la misma 
interfaz. 
 Sus servicios son invariantes: las operaciones que 
ofrece un componente, a través de su interfaz, no 
deben variar. La implementación de estos servicios 
puede ser modificada, pero no deben afectar la 
interfaz. 
 Documentado: un componente debe tener una 
documentación adecuada que facilite su búsqueda en 
  repositorios de componentes, evaluación, adaptación 
a nuevos entornos, integración con otros 
componentes y acceso a información de soporte. 
Adicionalmente, para favorecer su reutilización es 
deseable que un componente sea: 
 Genérico: sus servicios pueden ser usados en una 
gran variedad de aplicaciones. 
 Autocontenido: es conveniente que un componente 
dependa lo menos posible de otros componentes para 
cumplir su función de forma tal que pueda ser 
desarrollado, probado, optimizado, utilizado, 
entendido y modificado individualmente. 
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 Mantenido: es deseable que un componente (como 
toda pieza de software) esté inmerso en un proceso 
de mejoramiento continuo que le garantice al 
integrador nuevas versiones que incluyan correctivos, 
optimizaciones y nuevas características. Esto 
contribuye a que dicho componente sea seleccionado 
con mayor frecuencia para formar parte de sistemas 
de software. 
 Independiente de la plataforma (hardware y 
sistema operativo), del lenguaje de programación 
y de las herramientas de desarrollo: existen 
diversas plataformas de cómputo de uso frecuente 
(e.g. Windows/Intel, Solaris/Sparc, OSX/PPC, 
Linux/Intel) y es deseable que un componente pueda 
ejecutarse en todas ellas.  
 Asimismo, ya que existe una amplia gama de 
lenguajes de programación y herramientas de 
desarrollo, es natural que encontremos componentes 
escritos empleando lenguajes y herramientas de la 
preferencia del programador, por lo tanto es deseable 
que dichas preferencias no limiten el uso de los 
componentes. 
 Puede ser reutilizado dinámicamente: puede ser 
cargado en tiempo de ejecución en una aplicación. 
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 Certificado: el componente puede ser certificado por 
una agencia de software independiente o mediante la 
aplicación de modelos de auto-certificación que le 
permiten al comprador del componente determinar la 
calidad del software adquirido [MOR01]. 
 Accedido uniformemente sin importar su 
localidad: la forma de invocar los servicios ofrecidos 
por los componentes debiese ser independiente de su 
ubicación (local o remota). Para ello el modelo de 
componentes debería estar basado en tecnologías de 
procesamiento distribuido tales como CORBA (OMG, 
2002), RMI (SUN, 2002) y .NET Remoting (THAI, 2003).  
2.3.4 La Interfaz de un Componente 
La interfaz define el conjunto de operaciones que un 
componente puede realizar; estas operaciones son 
también llamadas servicios o responsabilidades. Las 
interfaces proveen un mecanismo para interconectar 
componentes y controlar las dependencias entre ellos. 
La naturaleza de la interfaz varía dependiendo del 
lenguaje programación empleado para implementar el 
componente. Los lenguajes orientados a objetos (e.g. 
Smalltalk-80 (GOL, 1989), C++ (STRO, 2000) y Java 
(STE, 2000) soportan alguna forma de interfaz, que por lo 
general están separadas de las implementaciones. En 
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lenguajes procedimentales (e.g. Pascal (NAN, 1995) y 
FORTRAN (SMOR, 1994) las interfaces se definen a 
través de declaraciones de funciones o procedimientos y 
el uso de variables globales. 
Algunos lenguajes neutrales de especificación de 
interfaces han sido desarrollados tales como IDL 
(Interface Definition Language) (OMG, 2002) de OMG 
(Object Management Group). 
En general, una interfaz de programación de 
aplicaciones (API, Application Programming Interface) es 
una especificación, en un lenguaje de programación, de 
las propiedades de un módulo de software. Los clientes 
del módulo sólo deben depender exclusivamente de las 
propiedades definidas por el API de forma explícita. 
Algunas tecnologías (e.g. Enterprise JavaBeans (SUN, 
2001) exigen que sus componentes implementen dos 
tipos de interfaces: 
 Interfaz de negocio: que refleja el rol del 
componente en el sistema. 
 Interfaz de infraestructura: es impuesta por el 
modelo de componentes con el fin de permitirle al 
framework interactuar con el componente. 
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 Por otra parte, nótese que las interfaces 
convencionales definen la firma de las operaciones 
(nombre de la operación, tipo y orden de los 
argumentos, y la manera como se devuelven los 
resultados) que provee un componente. Las 
operaciones también se conocen como 
propiedades funcionales. Sin embargo, estas 
interfaces no expresan adecuadamente 
propiedades del componente relativas a, por 
ejemplo, su desempeño, precisión, disponibilidad, 
latencia, seguridad, entre otras. Dichas 
propiedades se conocen como propiedades extra 
funcionales [DIG99]. 
 Es útil diferenciar los tipos de propiedades de los 
componentes. Por ejemplo, Beugnard et al. (BEU, 
1999) define cuatro tipos de propiedades 
relacionadas con: 
2.3.4.1 Sintaxis: corresponden a las propiedades 
funcionales expresadas explícitamente a través de 
la interfaz del componente. 
A. Comportamiento: definen las condiciones 
que deben cumplir los valores de entrada 
(Precondiciones) y salida (post condiciones) 
de las operaciones. 
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B. Sincronización: expresan aspectos de 
concurrencia. 
C. Calidad de Servicio: contempla atributos 
tales como tiempo de respuesta, uso de 
memoria, precisión, confiabilidad, facilidad 
de mantenimiento y reutilización, entre otros.  
2.3.5 Tipos de Componentes  
2.3.5.1 Framework (Marco de Trabajo) 
Los frameworks de componentes proporcionan 
servicios que soportan un modelo de componentes 
[MON03]. Estos modelos de componentes son 
patrones que permiten interactuar entres si de 
acuerdo al problema que resuelven y permiten la 
extensibilidad del framework y su funcionalidad, estos 
son aplicados a dominios específicos, lo cual hace 
que el framework también lo sea, se dice que un 
framework es una aplicación incompleta y genérica, 
sobre la cual las aplicaciones que se implementan (las 
que soporta) son las que le dan el estado final 
definiendo una funcionalidad específica y propia.  
2.3.5.2 Bussines Component (Componente de Negocio) 
Un componente de negocio es aquel que realiza o 
provee al cliente de la funcionalidad necesaria en su 
aplicación para resolver sus necesidades y cumplir 
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con sus requerimientos. Estos componentes están 
soportados por lo general bajo un framework en 
particular, el cual permite que el componente de 
negocio se desempeñe y cumpla con su objetivo, lo 
cual implica que además de las características 
propias de un componente de software, tenga también 
las características adicionales del framework sobre el 
cual está soportado. Un componente de negocio no le 
da particularidad a una aplicación, ni realiza por sí 
solo la funcionalidad de una aplicación; es la 
integración entre el framework y por lo general varios 
componentes de negocio, los que le dan la 
particularidad de todo un desarrollo. Los componentes 
de negocio permiten interactuar con otros a través de 
protocolos ya estandarizados inherentes al framework 
sobre el cual están soportados. 
Existen siete distintos niveles de especificación, cada 
uno con un aspecto en específico direccionado al 
negocio:  
a) Nivel de Marketing: Características de la 
organización y el negocio, condiciones técnicas.  
b) Nivel de tarea: Ayuda a las tareas del negocio que 
corresponden al dominio de la aplicación. Propósito 
de la aplicación.  
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c) Nivel de terminología: Definición de conceptos del 
dominio de la aplicación.  
d) Nivel de Calidad: Criterios de calidad, 
procedimientos y categorías de medidas, niveles de 
servicio.  
e) Nivel de interacción: Secuencias de 
dependencias a través de servicios del mismo 
componente de negocio y de diferentes 
componentes de negocio.  
f) Nivel de Comportamiento: Pre y Pos condición, 
invariantes.  
g) Nivel de Interfaces: Servicios, parámetros, tipos 
de datos y excepciones.  
Por medio de estos niveles la búsqueda de un 
componente de negocio resulta más rápida y fácil, 
acelerando el proceso de DSBC.  
2.4    Sistemas de Monitoreo 
 Es un proceso permanente para verificar sistemáticamente que 
las actividades o procesos planificados se llevan a cabo según lo 
esperado. 
2.4.1   Las Metas del Monitoreo 
 Producir alertas cuando se produzca algo que 
consideremos importante, como por ejemplo el MSN 
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Messenger muestra alertas en el momento que un usuario 
aparece como conectado. 
 Determinar la ubicación y el nombre de la computadora. 
 Brindar la información necesaria al administrador o al 
encargado. 
 Determinar qué realizaron los usuarios cuando estuvieron 
frente a uno de los computadores. 
2.4.2   ¿Quién debe realizar el monitoreo y la evaluación? 
A. Monitoreo formal interno y externo 
 Monitoreo Interno (conducido por los actores locales).- 
 En el monitoreo interno deberían participar 
interesados de estrategia locales; pero pueden surgir 
conflictos de intereses. 
 Monitoreo y Evaluación Externo (conducida por 
organismos    autónomos reconocidos).- Una opinión 
imparcial y un análisis realizado por expertos 
independientes pueden hacer una contribución 
significativa. 
 Vinculando el Monitoreo Interno y Externo (Las 
evaluaciones independientes debieran 
complementarse con las internas). 
 Es probable que las evaluaciones autónomas sean 
más valiosas si son acordadas y comisionadas por los 
múltiples interesados en la estrategia, y si son 
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construidas en base a evaluaciones internas, en lugar 
de que éstas sean impuestas desde afuera. 
B. Monitoreo y Evaluación Participativos (MEP) 
La expresión “monitoreo y evaluación participativos” es 
útil para describir un amplio rango de prácticas. Para el 
propósito de las estrategias de desarrollo sostenible, el 
MEP debe ser interpretado como métodos de monitoreo 
que desarrollan alianzas entre múltiples interesados para 
un monitoreo eficiente y efectivo. 
2.5    Tipos De Monitoreo 
A. Monitoreo de la Red: El cual detecta problemas de rendimiento de 
la red antes de que supongan  costosos tiempos de inactividad. 
B. Monitoreo de Servidores: Mejora la disponibilidad y el rendimiento 
de su infraestructura de servidores. 
C. Monitoreo de Aplicaciones: Identifica problemas de rendimiento de 
las Aplicaciones antes de que tengan impacto en los usuarios 
finales. El proyecto que se realiza en el presente trabajo de 
investigación se enfoca a los siguientes tipos de monitoreo: 
 Monitoreo del Uso: Aquí se le informa al administrador lo 
que los usuarios pueden haber realizado luego tener acceso 
al sistema, pudiendo ser actividades que los usuarios no 
estaban permitidos a realizar, identificados durante dicho 
monitoreo, e informados a la autoridad oficial pertinente, 
usualmente, un administrador de red. En el caso de que el 
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usuario no concuerde con el monitoreo, se pueden tomar 
decisiones como que un usuario no pueda acceder más al 
sistema. 
 Monitoreo de Usuarios: De vez en cuando habrá ocasiones 
donde un administrador querrá saber exactamente lo que los 
usuarios hacen en su sistema.  Un monitor de usuarios es un 
programa que realiza un control oculto sobre las acciones 
que los usuarios realizan en determinadas computadoras. 
 
2.5.1     Características de los Sistemas de Monitoreo 
A. Análisis de las necesidades actuales de seguridad y 
monitoreo: Es el mismo para todas las compañías, es decir, 
la salvaguarda permanente de la información. En términos 
generales, la orientación de la meta de este tipo de 
proyectos es preventiva o correctiva, por lo que las 
acciones que se llevaran a cabo tendrán diferentes niveles 
de espera, procedimientos específicos y soluciones 
diversas. 
B. Determinación de nivel de seguridad requerido: En este 
punto es esencial partir de la elaboración de un mapa de 
riesgos para establecer el nivel real la problemática actual y 
la naturaleza y avance del riesgo en la organización. 
C. Estudio de vulnerabilidades y amenazas dentro de la 
empresa: Cada empresa cuenta con su infraestructura IT, 
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diferente de otras, por lo que el compendio de amenazas a 
su seguridad cambia considerablemente. No obstante, 
existen algunos puntos en común en la problemática actual 
de la seguridad informática. 
D. Definición de políticas de seguridad e implementación de 
un sistema de monitoreo: Poner en marcha de inmediato, 
las debidas acciones y políticas que permitan garantizar 
que los recursos informáticos de una compañía estén 
disponibles para cumplir sus propósitos. 
2.5.2   Principales Beneficios del Monitoreo  
 Cuida la información 7 días 24 horas al día. 
 Expertos están vigilando la información todo el tiempo.  
 Permite identificar e incluso, bloquear incidentes 
potenciales.  
 Ofrece las mejores recomendaciones y soporte para los 
incidentes.  
 Ayuda en la determinación de políticas de seguridad y 
requisitos reguladores. 
2.5.3  Tecnologías de componentes estandarizadas  
Los componentes son unidades bien definidas, que 
adquirieron sus características principales de sus orígenes en 
el desarrollo de software de la POO y el UML. Aunque la 
infraestructura tecnológica del DSBC se ha desarrollado, son 
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pocas las tecnologías y productores de software que se han 
estandarizado (BRO, 1998).  
2.6. MARCO CONCEPTUAL 
   2.6.1  CORBA 
Es un estándar abierto para la aplicación de la 
interoperabilidad y está respaldada por la OMG. CORBA 
maneja al detalle la interoperabilidad entre componentes y 
permite la comunicación entre aplicaciones 
independientemente de su ubicación y diseño. CORBA es bien 
utilizado en el desarrollo de aplicaciones distribuidas y en el 
DSBC, ya que ofrece una programación consistentemente 
distribuida y un ambiente en tiempo de ejecución para muchos 
lenguajes de programación, sistemas operativos y redes 
distribuidas (XIA, 2002). CORBA es aceptado casi como un 
estándar por los vendedores de tecnología y no como una 
plataforma independiente.  
   2.6.2   COM 
Uno de los software de componentes con más 
experiencia es COM (Component Object Model), una 
arquitectura independiente del lenguaje desarrollada por 
Microsoft en los años noventa, el cual permite a los 
desarrolladores crear aplicaciones a partir de componentes de 
software binario reutilizables, y en un mundo de redes 
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interconectadas y de servicios web, las cargas de proceso son 
cada vez más divididas entre clientes y servidores separados 
los unos de los otros, tanto en distancia como en funcionalidad, 
esto significa que es esencial que los ordenadores sean 
capaces de comunicarse entre sí, utilizando como información 
datos de entrada generados por otros ordenadores, esto no se 
trata algo nuevo ya que no es más que la consecuencia de 
cómo se vienen desarrollando las aplicaciones durante los 
últimos años. 
 
2.6.3  DCOM 
Distributed COM es la extensión para ambientes 
distribuidos de COM (Component Object Model), el cual provee 
de un protocolo de comunicación con el cual componentes 
distribuidos pueden interactuar y comunicarse 
independientemente de su ubicación (XIA, 2002). El aporte de 
DCOM a las tecnologías Microsoft se ve en su más reciente 
producto MS.NET.  
2.6.4   Enterprise Java Beans  
Modelo de componentes basado en arquitectura cliente 
servidor. Esta plataforma ofrece una solución multiplataforma, 
de fácil reutilización, integración universal con otros 
componentes además de la máquina virtual de java, seguridad 
transaccional, entre otras. Estas características la han hecho 
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reconocida en el mundo de los programadores y del DSBC 
(XIA, 2002). La tecnología java ha estado a la vanguardia del 
DSBC y constituye una referencia clave en este tema.  
2.6.5    Microsoft .NET Framework:  
Esta es una nueva plataforma para construir e integrar, 
servicios orientados a la aplicación. Este framework es la 
solución para aplicaciones que operan bajo un ambiente 
Windows simplificando el lenguaje de desarrollo y accediendo 
en tiempo de ejecución a las funcionalidades del framework. 
(RIC, 2002). La infraestructura Microsoft es una de las más 
reconocidas en el mundo y MS.NET constituye una 
oportunidad de nuevas soluciones a partir de DSBC. 
 
2.6.6   XML (Lenguaje de Marcas Extensible) 
Es un metalenguaje extensible de etiquetas 
desarrollado por el World Wide Web Consortium (W3C). Es 
una simplificación y adaptación del SGML y permite 
definir la gramática de lenguajes específicos (de la misma 
manera que HTML es a su vez un lenguaje definido por 
SGML). Por lo tanto XML no es realmente un lenguaje en 
particular, sino una manera de definir lenguajes para 
diferentes necesidades. Algunos de estos lenguajes que usan 
XML para su definición son XHTML, SVG, MathML. 
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2.6.7   Web Service (Servicios Web) 
Según [WIK11a], un Web Service es una colección de 
protocolos y estándares que sirven para intercambiar datos 
entre aplicaciones. Distintas aplicaciones de software 
desarrolladas en lenguajes de programación diferente y 
ejecutada sobre cualquier plataforma pueden utilizar los Web 
Services para intercambiar datos en redes de ordenadores 
como Internet. 
 
2.6.8   Arquitectura Orientada a Servicios (SOA) 
La Arquitectura Orientada a Servicios (Service-Oriented 
Architecture  o  SOA),  es  un  concepto  de  arquitectura  de  
software  que  define  la utilización de servicios para dar 
soporte a los requerimientos de software del usuario. En un 
ambiente SOA, los nodos de la red hacen disponibles sus 
recursos a otros participantes en la red como servicios 
independientes a los que tienen acceso de un modo 
estandarizado.  
2.6.9 WCF (Windows Communication Foundation) 
Windows Communication Foundation (WCF), es parte 
del .NET Framework (Incluido en las versiones 3.0 y 3.5), es 
una plataforma que los desarrolladores pueden usar para 
construir aplicaciones orientadas al servicio. El término 
orientado a las aplicaciones de servicio es una composición 
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de una colección de servicios que se comunican solo para 
intercambiar mensajes. 








 METODOLOGÍA DE IMPLEMENTACIÓN 
3.1.     GENERALIDADES 
 La  metodología de Software COM+ para monitoreo y control 
en un equipo informático bajo la plataforma  .NET”. La cual impulsa la 
idea de industrializar el software utilizando tecnologías de 
componentes. Los avances y mejoras presentados en esta plataforma 
van mucho más allá de las implementaciones iniciales como COM y 
CORBA, convirtiendo a los componentes .net en verdaderas piezas 
de ensamblaje, en un estilo muy similar a las líneas de ensamblaje 
modernas. Asimismo, los nuevos paradigmas como las Fábricas de 
Software proveen de los medios para hacer la transición desde el 
'hacer a mano' hacia la fabricación o manufactura de software. 
3.2.  ANÁLISIS E INTERPRETACIÓN DE RESULTADOS 
Los resultados de la Investigación, se muestran en base al 
problema, objetivos e hipótesis principal, para luego mostrar las 
hipótesis secundarias: 
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 Análisis e Interpretación de la Hipótesis Principal 
 Análisis e Interpretación de la Hipótesis Secundarias  
3.2.1      Análisis e interpretación de la hipótesis principal 
El Desarrollo de una “Implementación de  una 
herramienta de Software COM+ para monitoreo y control 
en un equipo informático bajo la plataforma  .NET”. 
3.3   SELECCIÓN DE TECNOLOGÍAS 
3.3.1    Herramientas de Desarrollo 
Lenguaje de Programación Desktop C# 3.0 (Plataforma .Net) 
Lenguaje scripting PHP (Plataforma Web) 
La selección se redujo solamente a dos opciones debido a la 
experiencia del desarrollador con estos lenguajes. La 
tecnología escogida es la plataforma .NET utilizando el 
lenguaje de programación C# 3.0, debido a las ventajas que 
presenta sobre scripting PHP: 
      Las aplicaciones hechas en C# .NET no se leen 
secuencialmente como en PHP  que es un lenguaje 
interpretado línea a línea, sino que se compilan, logrando un 
incremento de velocidad de respuesta del servidor (en 
sucesivas invocaciones). 
 Otro aspecto a tomar en cuenta es el framework con que 
cuenta la plataforma .Net ya que tiene una extraordinaria 
compatibilidad con XML y los Servicios Web ya que viene 
con clases que son de gran utilidad para el manejo de estas 
tecnologías estándares.  




Partiendo de la selección de C# como herramienta de 
desarrollo, se tiene dos alternativas para la plataforma a 
emplearse: 
Alternativa 1: 
 Lenguaje de Programación: C#.NET 
 Framework: Net Framework 2.0 
 Sistema Operativo: Windows XP SP2 
Alternativa 2: 
 Lenguaje de Programación: C#.NET 
 Framework: Net Framework 3.0 
 Sistema Operativo: Windows 7 SP3 
 
Tabla 3.1 Cuadro Comparativo de posibles tecnologías a usar 
  Fuente: Elaboración Propia 
 
En este punto la experiencia del desarrollador fue 
determinante al escoger la segunda opción como plataforma. 
3.3.3 Repositorios de Datos 
 Se partió en la utilización de dos enfoques de 
almacenamiento de datos. 
 Documentos XML (para archivos de configuración). 
 Modelo de datos Relacional (para datos de usuarios). 
La elección de documentos XML y la utilización de un modelo 
de datos relacional fueron determinadas por lo siguiente: 
 El estándar XML ofrece esquemas de validación (DTD y 
XSD), lenguajes de consulta (XPATH, XQUERY, etc.) e 
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interfaces de programación (DOM, JDOM, etc.). Todos estos 
aspectos se encuentran soportados por el Framework .NET 
3.0, además contamos con la flexibilidad y portabilidad de los 
documentos XML. 
 La utilización de servicios web para transmitir datos (en 
formato XML) entre programas y servicios. 
 En cuanto al modelo de datos relacional nos permite 
tener un mejor control de nuestros datos ya que tenemos el 
manejo de índices, secuencias, procedimientos almacenados, 
seguridad, transacciones e integridad referencial de datos, en 
este aspecto nos inclinamos por el uso del gestor de base de 
datos libre PostgreSQL 8.2 (basándonos en la experiencia del 
programador). 
 
3.3.4 Servicios Web (Web Services) 
La elección natural fue la de los Servicios Web, ya que son 
un estándar para la comunicación aprobado por OASIS y el 
W3C. 
3.3.5 Windows Communication Foundation (WCF) 
Es una plataforma que los desarrolladores pueden usar para 
construir aplicaciones orientadas al servicio. El término 
orientado a las aplicaciones de servicio es una composición de 
una colección de servicios que se comunican solo para 
intercambiar mensajes. 
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3.3.6 Fat Clients y Thin Clients 
Los posibles tipos de clientes a emplear: 
 Fat Client 
 Thin Client 
Un Fat Client es una aplicación residente en el equipo, se 
conocen generalmente con el nombre de aplicaciones de 
escritorio (desktop), este será usado para crear el componente 
y el módulo de administración del mismo. El objetivo de 
integrar ambos clientes es para permitir la interacción de los 
mismos aprovechando el uso de los servicios de Windows. 
Un Thin Client es una aplicación accesible a través de un 
Web Browser, donde la lógica se ubica del lado de servidor, 
esto será usado para los web services. 
3.3.7 Selección de Patrón de Diseño y Arquitectura 
Se emplea el patrón de arquitectura MVC (modelo-vista-
controlador) por ser un patrón ampliamente extendido y 
aplicado en el desarrollo de aplicaciones Web y componentes. 
Esta propuesta de componente parte del concepto de tener 
participantes (pudiendo estar dispersos geográficamente) que 
exponen Web Services, los que a su vez encapsulan cierta 
funcionalidad limitada y que al ser integrados ofrecen una 
funcionalidad mayor al usuario final. Teniendo en cuenta este 
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concepto la que mejor se ajusta es la Arquitectura Orientada 
a Servicios (SOA). 
3.4   ARQUITECTURA PROPUESTA 




Figura 3.1: Arquitectura Propuesta para el proyecto  
 Fuente: Elaboración Propia 
 
3.5  ANÁLISIS DEL DOMINIO 
3.5.1 Dominio 
El dominio de esta propuesta está en el desarrollo de un 
componente de software de seguridad para el monitoreo y 
control de información en un equipo informático bajo la 
plataforma COM+ a través de Web Services usando Fat y Thin 
Clients, aplicando el patrón MVC bajo la arquitectura SOA. 
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3.5.2 Requerimientos Generales 
A. Manual de Usuario para el implementador: El manual 
contiene los pasos necesarios para administrar el 
componente aplicando la propuesta, además de cómo 
definir los archivos de configuración utilizados, así como 
otros empleados por el componente para su 
funcionamiento. 
B. Utilización de Estándares: 
 XML: Usado para el almacenamiento de datos de los 
documentos de trabajo. 
 HTTP: Protocolo usado en cada transacción sobre Web. 
 SOAP: Protocolo utilizado en los Web Services. 
 WSDL: Describe la interfaz publica a los Web Services. 
C. Registro cronológico de las actividades: Todas las 
actividades realizadas creadas bajo esta propuesta de 
componente se registran en el log de eventos de Windows. 
Cada archivo registra la fecha y la hora de cada incidencia 
además de datos adicionales relacionados a cada 
actividad. 
3.6  ANÁLISIS Y DISEÑO  
En este capítulo se explicará la metodología a utilizar para el 
análisis y diseño del sistema, los requerimientos funcionales y no 
funcionales del sistema y se presentarán los diagramas de casos 
de usos, diagramas de clases, diagramas de secuencias, diagramas 
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de paquetes y diagramas de componentes, finalmente se analizará 
el diseño del componente paso a paso. 
3.6.1  Metodología a Utilizar 
Durante el desarrollo del software propuesto en este tema de 
tesis se siguió una metodología orientada a objetos basada en 
el Proceso Unificado de Desarrollo de Software (RUP). 
(LAR, 2005) RUP es una metodología de desarrollo de 
software iterativo y cuyo proceso de modelamiento está basado 
en UML (Unified Modeling Language) que es una notación de 
modelamiento estándar. 
(RUM, 1999) RUP tiene dos estructuras o dimensiones. 
Estructura dinámica o dimensión tiempo del proceso muestran 
como el proceso se expresa en términos de ciclos, fases, 
iteraciones e hitos que se despliegan a través del ciclo de vida 
del proyecto. La estructura dinámica del proyecto en cuatro 
fases: 
1. Incepción: Establece un claro conocimiento del proyecto 
a realizar así como de los requisitos y se establece el alcance 
del proyecto. 
2. Elaboración: Se preocupa de las tareas técnicas como 
diseño, implementación, pruebas y la arquitectura. 
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3. Construcción: Hace más que la implementación, pasa 
de una arquitectura a la primera versión operacional del 
sistema. 
4. Transición: Se asegura que el sistema cubra las 
necesidades de los usuarios. 
En este punto del ciclo de vida se enfoca en el funcionamiento 
del producto, la configuración y la instalación. Estructura 
estática describe cómo los elementos del proceso, actividades, 
disciplinas, artefactos y roles, son lógicamente agrupados 
dentro del flujo básico de trabajo. 
 
Figura 3.2: Ciclo de vida del Software  
Fuente: Elaboración Propia 
 
(LAR, 2005) Artefacto es un producto final o parcial que es 
producido y utilizado durante el proyecto. Un artefacto puede 
ser un documento, un modelo o un elemento del modelo. 
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Está metodología fue seleccionada para el desarrollo de la 
solución propuesta por los siguientes motivos: 
 Permite desarrollar un marco de trabajo para el 
desarrollo exitoso de grandes proyectos de software. 
 RUP promueve el desarrollo de software iterativo y se 
adecua al tipo de proyecto propuesto. 
RUP (Rational Unified Process) consta de 4 fases: 
Concepción, Elaboración, Construcción, y Transición; además 
consta de 9 disciplinas: Modelamiento del Negocio, 
Requerimientos, Análisis y Diseño, Implementación, Test, 
Instalación, Administración de Configuración y Cambio, 
Administración de Proyecto y Ambiente. Sin embargo el 
presente proyecto solo abarcará hasta la tercera fase, pues en 
el alcance no se ha definido procesos de implantación del 
sistema a desarrollarse, es por esto que se seguirá la 
metodología RUP sólo hasta la fase de Construcción. 
3.6.2 Identificación de requerimientos 
A continuación se explicará la visión del proyecto y los 




Page 72 of 196
64 
 
3.6.2.1 Descripción de los usuarios 
A. Perfiles de usuario 
Los usuarios del componente se clasificarán en 2 
perfiles: 
 Administrador.- Será el encargado de dar la 
configuración y mantenimiento al sistema. 
 Usuario del Sistema.- Será el usuario final. 
B.  Requerimientos funcionales y no funcionales 
En este punto veremos los requerimientos 
funcionales y no funcionales que tendrá el 
componente que se caracterizara principalmente 
por ser orientado a objetos gracias a que estará 
hecho en el lenguaje C#.  
    Requerimientos Funcionales 
RF01 Tener un conjunto de clases y librerías el en núcleo (Core) que 
permitan controlar nuestro componente de seguridad. 




Tener una validación de usuarios (Login) y también un control de 
usuarios del sistema para acceso al módulo de Administración.  
RF04 
 
Permitir controlar los Servicios asociados al Componente mediante 
un Administrador de Servicios de Windows. 
RF05 
 
Validar accesos a nivel de usuarios, teniendo en cuenta el control y 
validación de aplicaciones a ejecutar. 
RF06 Independencia en relación al SGBD (Sistema Gestor de Base de 
Datos) siendo transparente e independiente haciendo uso de Dlls 
(librería de enlace dinámico) de conexión nativas y  un componente 
de Base de Datos. 
RF07 Independencia entre Sistemas Operativos compatibles con la 
Plataforma. 
 
Tabla 3.2 Requisitos Funcionales Componente 
Fuente: Elaboración Propia 







Objetivos asociados Ninguno 
Requisitos asociados Ninguno 
Descripción La comunicación con los clientes, se realizara 
mediante protocolos con WCF basados en 
estándares que permitan cumplir los demás 
requisitos del sistema. 
Comentarios Ninguno. 
 
Tabla 3.3 Requisitos No-Funcionales Del Componente 
Fuente: Elaboración Propia 
 
 
RNF02 Seguridad de acceso por código y por Base 
de Datos 
Objetivos asociados Ninguno 
Requisitos asociados Ninguno 
Descripción Se especifican elementos que protegerán al 
software de accesos, solo para personas 




Tabla 3.4 Requisitos No-Funcionales Del Componente  






RNF03 Portabilidad a nivel de Plataforma 
Compatible 
Objetivos asociados Ninguno 
Requisitos asociados Tener instalada la versión del framework .net 
Descripción El sistema deberá ser fácilmente portable y 
trabajara en cualquier sistema operativo que 
contenga un sistema operativo Windows. 
Comentarios Ninguno. 
 
Tabla 3.5 Requisitos No-Funcionales Del Componente  
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Análisis de la solución 
 Casos de uso 
(RUM, 1999) Los casos de uso son una manera formal de 
capturar y expresar la interacción y el diálogo entre los usuarios 
del sistema, llamados actores, y el propio sistema. 
(CON, 2003) Los casos de uso expresan lo que el sistema 
debería hacer, sin preocuparse en el cómo lo hará. 
 Actores 
(KEN,  2001) Un actor representa un rol de un usuario que 
interactúa con el sistema. A continuación se describe a los actores 
del sistema propuesto: 
ACT-1 Usuario 
Descripción: Ese actor se refiere a los usuarios del componente que serán 
los encargados de administrar los servicios asociados al 
componente de seguridad instanciándolo. 





Tabla 3.6 Definición de autores – Actor usuario  






Descripción: Ese actor se refiere al Componente a desarrollar, el 
cual recibirá las salidas de los procesos iniciados 
por ACT-1 y enviara las respuestas a las solicitudes 
iniciadas por ACT-1. 
Versión: Versión 1.0 
Observación/Comentarios Ninguno 
 
Tabla 3.7 Definición de autores – Actor usuario  
 Fuente: Elaboración propia 
 
 
Page 75 of 196
67 
 
  Dominio del Componente 
 
El Dominio del componente está basado en la seguridad de sistemas 
para PC usando la arquitectura patrón Modelo-Vista-Controlador y 
algunas herramientas de Software Libre. 
 
 Componente de Seguridad 
 
OBJ-01 Reutilizamos el componente BD 
Descripción Tener la capacidad de utilizar componentes COM+ 
Estabilidad Alta 
Comentarios Se reutilizan el Componente de BD para la aplicación. 
 
Tabla 3.8 Objetivo 1 del Componente  
Fuente: Elaboración Propia 
 
 
OBJ-02 Uso de librerías de enlace dinámico(Dlls) y arquitectura 
MVC 
Descripción Se debe contar con una arquitectura que soporte 
perfectamente el patrón de arquitectura Modelo-Vista-
Controlador haciendo el uso de las características del 




Tabla 3.9 Objetivo 2 del Componente  
Fuente: Elaboración Propia 
 
 
OBJ-03 Api de Windows 
Descripción Se debe de permitir el uso de Librerías de todo tipo, siempre 




Tabla 3.10 Objetivo 3 Del Componente  
Fuente: Elaboración Propia  
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3.7      DIAGRAMAS DE CASOS DE USO 
A.  CDU-01 Caso de Uso Principal  
 
Figura 3.3 – Diagramas de Casos de Uso CDU- 01-Principal  
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B. CDU-02- Administrar Servicios 
 
Figura 3.4 – Diagramas de Casos de Uso CDU-02-Administrar Servicios  
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C. CDU-03 –Administrar Usuarios 
 
Figura 3.5 – Diagramas de Casos de Uso CDU-03-Administrar Usuarios  
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D. CDU-04 –Bloquear Archivos 
 
Figura 3.6 Diagramas de Casos de Uso CDU-04-Bloquear Archivos  
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E. CDU-05 – Configuración INI (Base de Datos)
 
Figura 3.7 – Diagramas de Caso de Uso CDU-05-Configuracion INI 
 (Base De Datos) –  Fuente: Elaboración Propia 
 
 
F. CDU-06-Configuración XML (Servicio WCF)  
 
 
Figura 3.8 -Diagramas de Caso de Uso CDU-06-Configuracion XML (Servicio WCF) 
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3.8   ESPECIFICACIÓN DE CASOS DE USO 
A.   ADMINISTRAR SERVICIOS 
Descripción 
Casos de Uso Administrar Servicios. [CDU-02] 
Actores Administrador, Sistema 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para administrar los servicios del 
sistema. 
Tipo de Caso de 
Uso 
Primario 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y 
encontrarse en la pantalla principal de 
administración. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El usuario hace clic en el botón 
Refrescar Servicios. 
3.- Buscamos el servicio que 
queremos iniciar y damos clic  en  
el botón iniciar. 
2.- El Sistema muestra en el 
formulario principal todos los servicios 
Windows del Sistema dentro de una 
lista. 
4.- El Sistema inicia el servicio que 
hemos especificado. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
3.1.-  El usuario da clic en iniciar 
servicio y no ocurre nada. 
3.2.- El Sistema no puede iniciar el 
servicio porque este no se encuentra 
instalado o no se tienen permisos de 
administrador. 
Post-condiciones El servicio seleccionado se inicia, llamando al programa 
ejecutable del componente de seguridad para que se 
inicie mediante el uso de un Web Service. 
     
Tabla 3.11 Caso de Uso Administrar Servicios  
   Fuente: Elaboración Propia  
 
B.  ADMINISTRAR USUARIOS 
Descripción 
Casos de Uso Administrar Usuarios. [CDU-03] 
Actores Administrador, Sistema 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para administrar usuarios del sistema. 
Tipo de Caso de 
Uso 
Primario 
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Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y ver la 
pantalla principal. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.-  El Usuario hace clic en el 
mantenimiento de usuarios. 
3.- El Usuario modifica, inactiva o 
ingresa los campos necesarios y 
da clic en el botón guardar. 
2.- El Sistema muestra la pantalla de 
configuración con los respectivos 
campos editables.  
4.- El Sistema valida los campos y 
graba el registro si los datos son 
correctos. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
4.1.- En caso de que la validación 
no sea exitosa entonces se piden 
los datos nuevamente 
4.2.- El usuario reingresa los datos 
según las validaciones de la 
pantalla y da clic en el botón 
guardar. 
4.3.- El sistema validara si los campos 
enviados son correctos, si fuera así 
muestra una pantalla de grabación 
exitosa. 
 
Post-condiciones Grabación de datos exitosa en la base de datos en la 
tabla usuarios. 
 
Tabla 3.12 Caso de Uso Administrar Usuarios  
 Fuente: Elaboración Propia 
 
C.  BLOQUEAR ARCHIVOS 
Descripción 
Casos de Uso Bloquear Archivos. [CDU-04] 
Actores Administrador, Sistema 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para bloquear archivos  para que 
estos no puedan ser copiados fuera del sistema. 
Tipo de Caso de 
Uso 
Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y estar 
en la pantalla principal de administración. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
2.- El Usuario hace clic en el botón 
bloquear archivos. 
4.- El Usuario intenta copiar algún 
archivo y no podrá ya que se 
encuentra bloqueado. 
 
1.- El Sistema muestra la pantalla 
principal.  
3.- El Sistema muestra la pantalla de 
bloqueo de archivos y apenas se 
muestra bloquea los archivos para que 
estos no puedan ser copiados, 
llamando a la librería de enlace 





Acción: del Actor(es) Acción: del Sistema 
3.1.- El usuario da clic al botón 
pausa para detener el bloqueo de 
archivos. 
 
3.2.- El sistema llama a la librería dinámica, 
ClipboardControlLib.dll y detiene el 
bloqueo de archivos permitiendo copiarlos. 
Post-condiciones El usuario no puede copiar ningún archivo del sistema. 
 
Tabla 3.13 Caso de Uso Bloquear Archivos  
Fuente: Elaboración Propia 
 
D.  CONFIGURACIÓN INI (BASE DE DATOS) 
Descripción 
Casos de Uso Configuración INI (Base de 
Datos). 
[CDU-05] 
Actores Administrador, Sistema. 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para configurar el archivo de inicio de 
la base de datos del sistema. 
Tipo de Caso de 
Uso 
Primario. 
Ref. Cruzada Ninguna. 
Pre-condiciones Estar correctamente logueado en el sistema. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El Usuario hace clic en el botón 
Config. INI para configurar el 
archivo de base de datos. 
3.- El Usuario modifica los campos 
necesarios y da clic en el botón 
guardar. 
 
2.- El Sistema muestra la pantalla de 
configuración con los respectivos 
campos editables.  
4.- El Sistema valida los campos y 
graba el registro en el archivo 
ConfigBD.ini haciendo uso de la 
librería Nini.dll  para configuración de 
archivos. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
2.1.- El usuario da clic al botón Ver 
Archivo INI para ver el archivo de 
base de datos que se ha 
configurado. 
2.2.- El sistema llama al archivo de 
configuración y utiliza el programa 
notepad.exe para mostrarlo 
 
Post-condiciones El archivo ConfigBD.ini queda grabado con los 
nuevos parámetros. 
 
Tabla 3.14 Caso de Uso Configuración INI (Base de Datos)  
Fuente: Elaboración Propia 
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E.  CONFIGURACIÓN XML (SERVICIO WCF) 
Descripción 
Casos de Uso Configuración XML  
(Servicio WCF) 
[CDU-06] 
Actores Administrador, Sistema 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para configurar los parámetros del 
archivo del componente de seguridad del sistema. 
Tipo de Caso de 
Uso 
Primario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y en la 
pantalla principal de administración. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El Usuario hace clic en la opción 
configurar XML. 
3.- El Usuario modifica cualquiera de 
las cajas de texto que son: Proceso a 
Vigilar, Crédito Diario, Diasa Vigilar, 
Tiempo Bloqueo, Usuarios a Vigilar. 
4.- El Usuario da clic al botón grabar 
cambios 
2.- El sistema muestra la pantalla para 
configurar el archivo XML del 
componente. 
5.- El sistema valida los campos 
ingresados y conecta al componente 
Nini.dll  para guardar los datos mediante el 
método de guardado asignado. 
6.- Si la grabación fue exitosa el sistema 
muestra una pantalla al usuario indicando 
que la grabación se realizó correctamente. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
2.1.- El usuario da clic al botón Ver 
Archivo INI para ver el archivo de 
base de datos que se ha 
configurado. 
2.2.- El sistema llama al archivo de 
configuración y utiliza el programa 




Los cambios son guardados correctamente en el archivo 
XML. 
 
Tabla 3.15 Caso de Uso Configuración XML (Servicio WCF)  
Fuente: Elaboración Propia 
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F. ADMINISTRAR PERMISOS DEL SISTEMA 
Descripción 
Casos de Uso Administrar Permisos del Sistema. [CDU-07] 
Actores Administrador, Sistema 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para administrar los permisos del 
sistema 
Tipo de Caso de 
Uso 
Primario 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y en la 
pantalla principal de administración. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El Usuario da clic en el botón 
permisos del sistema del 
formulario principal. 
3.- El Usuario modifica las 
directivas de seguridad del 
sistema, algunas requieren que el 
sistema se reinicie. 
5.- El Usuario da clic al botón 
reiniciar del sistema 
2.- El Sistema muestra la pantalla de 
directivas locales del sistema. 
4.- El Sistema pide que se reinicie el 
sistema si el usuario realiza algún 
cambio en las directivas de seguridad 
del sistema. 
6.- El sistema se reinicia, confirmando 
los cambios 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
2.1.- El usuario da clic en el botón 
Permisos del Sistema del 
formulario principal. 
2.2.- El sistema no encuentra el 
archive gpedit.msc y manda una 
pantalla de error al usuario. 
Post-condiciones Se graban las modificaciones en los permisos del 
sistema según las directivas locales del mismo. 
 
Tabla 3.16 Caso de Uso Administrar Permisos del Sistema  




G. LOGUEAR USUARIO 
Casos de Uso Loguear Usuario. [CDU-08] 
Actores Administrador, Sistema 
Referencia REF [CDU-01] – Caso de Uso Principal 
Resumen Caso de uso para loguearse como usuario del 
sistema 
Tipo de Caso de 
Uso 
Primario. 
Ref. Cruzada Ninguna 
Pre-condiciones Ninguna. 
Flujo Normal de Eventos 
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Acción: del Actor(es) Acción: del Sistema 
1.- El Usuario hace clic en la barra 
de tareas del sistema, en el icono 
del componente. 
3.- El Usuario ingresa su nombre 
usuario y password y da clic en el 
botón Ingresar. 
2.- El Sistema muestra la pantalla de 
Login de Usuario. 
4.- El Sistema valida los datos 
ingresados y los compara con los de 
la base de datos de usuario, si los 
datos son correctos procede a crear 
el formulario principal y lo muestra al 
usuario. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
3.1.- El usuario da clic al botón 
Ingresar pero los datos son 
erróneos. 
3.2.- El sistema valida los datos 
contra la base de datos y muestra 
una pantalla con el mensaje “Usuario 
y Password Incorrectos”. 
Post-condiciones El Usuario se loguea correctamente en la 
Aplicación. 
 
Tabla 3.17 Caso de Uso Loguear Usuario  
 Fuente: Elaboración Propia 
 
H. INICIAR / DETENER / PAUSAR / REINICIAR / REFRESCAR 
CONTINUAR SERVICIO 






Actores Administrador, Sistema 
Referencia REF [CDU-02] – Administrar Servicios 
Resumen Caso de uso para administrar todas las 
operaciones de un servicio windows. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el 
sistema y en la pantalla de 
administración principal. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
2.- El usuario da clic en la grilla 
que muestra los servicios y 
selecciona un servicio. 
3.- El usuario da clic en 
cualquiera de las operaciones 
relacionadas al servicio para 




1.- El sistema muestra una grilla con 
todos los servicios disponibles. 
4.- El sistema ejecuta la operación 
seleccionada por el usuario haciendo 
uso de la API de Windows32. 




Acción: del Actor(es) Acción: del Sistema 
4.2 El usuario recibe una 
pantalla de error del sistema, en 
caso el servicio no haya podido 
responder a la petición del punto 
3. 
4.1 El sistema no puede ejecutar la 
operación por algún error relacionado 
con el sistema. 
Post-condiciones El servicio atiende la petición del usuario 
según la operación requerida. 
 
Tabla 3.18 Caso de Uso 
Iniciar/Detener/Pausar/Reiniciar/Refrescar/Continuar Servicio 
Fuente: Elaboración Propia 
 
 
I. CASO DE USOS CREAR WCF 
Casos de Uso Crear WCF. [CDU-10] 
Actores Administrador, Sistema 
Referencia REF [CDU-02] – Administrar Servicios 
Resumen Caso de uso que instancia la clase WCF para el 
Servicio WEB  
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Iniciar el Servicio de Windows relacionado al 
componente. 
Flujo Normal de Eventos 
Acción: del 
Actor(es) 
Acción: del Sistema 
*El actor no interviene 
directamente. 
1.- El Sistema hace una instancia de la clase 
creada para el servicio web (Interfaz del servicio), 
utilizando las clases del framework para wcf, 
creando un servidor host, para los 
clientes(usuarios) que se conecten, esto mediante 




Acción: del Sistema 
  
Post-condiciones Se instancia la clase del servicio web creando un 




Tabla 3.19 Crear WCF  
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J.  INICIAR SERVICIOS CON PARÁMETROS 
Casos de Uso Iniciar Servicios con Parámetros. [CDU-11] 
Actores Administrador, Sistema 
Referencia REF [CDU-02] – Administrar Servicios 
Resumen Caso de uso para iniciar servicios con parámetros. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y en la 
pantalla principal de administración. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El usuario tipea los parámetros para 
el servicio a iniciar. 
2.- El usuario da clic en el botón iniciar 
servicio con parámetros. 
3.- El sistema valida los parámetros 




Acción: del Actor(es) Acción: del Sistema 
3.2 El usuario reingresa los parámetros 
para el servicio seleccionado en la grilla 
y da clic en el botón iniciar servicio con 
parámetros. 
3.1 Si los parámetros enviados son 
incorrectos no se inicia el servicio y se 
manda un mensaje de error. 
Post-condiciones Servicio iniciado correctamente con parámetros. 
 
Tabla 3.20 Iniciar servicios con parámetros  




K. ACTUALIZAR USUARIO 
Casos de Uso Actualizar Usuario. [CDU-12] 
Actores Administrador, Sistema. 
Referencia REF [CDU-03] – Administrar Usuarios 
Resumen Caso de uso para Actualizar Usuario en la Base de 
datos del sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna. 
Pre-condiciones Estar correctamente logueado en el sistema y estar 
en la pantalla principal. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El usuario hace clic en el botón 
mantenimiento de usuarios. 
3.- El usuario hace clic en el botón actualizar del 
fformulario de mantenimiento de usuarios. 
5.- El usuario actualiza los siguientes campos: 
nombre de usuario, código de usuario, antigua 
clave de usuario, nueva clave de usuario, repite 
nueva clave de usuario, estado de usuario en el 
formulario de actualización de datos del usuario. 
2.- El sistema muestra la 
pantalla de mantenimiento 
de usuarios. 
4.- El sistema muestra el 
formulario de actualización 
de datos del usuario. 
7.- El sistema valida los 
datos y si estos con 
correctos guarda la  




6.- El usuario con las modificaciones de los 
campos actualiza y guarda los datos del usuario 
dando clic en el botón Actualizar del Formulario 
de actualización del usuario. 
 
Información en la base de 
datos y muestra la pantalla 






Acción: del Actor(es) Acción: del Sistema 
 
6.1.- Si los datos ingresados no son correctos 
entonces el usuario tiene que reingresar los 
datos correctamente según los campos que el 
sistema muestra en rojo con un signo de 
admiración en rojo. 
6.2.- Una vez reingresados los datos el usuario 
da clic en el botón actualizar del formulario de 
actualización del usuario. 
 
 
6.3.- Si los datos son 
correctos el sistema 
muestra la pantalla con el 
mensaje “grabación 
exitosa”, en caso contrario 
volveremos al punto 6.1 
 
Post-condiciones Los datos actualizados son grabados en la base de 
datos en la tabla de usuarios del sistema (en nuestro 
caso la base de datos componente en postgre SQL) 
 
Tabla 3.21 Caso de Uso Actualizar Usuario  





L.  INSERTAR USUARIO 
Casos de Uso Insertar Usuario. [CDU-13] 
Actores Administrador, Sistema 
Referencia REF [CDU-03] – Administrar Usuarios 
Resumen Caso de uso para Insertar Usuario en la Base de 
datos del sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El usuario hace clic en el botón 
mantenimiento de usuarios. 
3.- El usuario hace clic en el botón insertar del 
fformulario de mantenimiento de usuarios. 
5.- El usuario actualiza los siguientes campos: 
nombre de usuario, código de usuario, clave de 
usuario, repite nueva clave de usuario en el 
formulario de actualización de datos del usuario. 
6.- El usuario con las modificaciones de los 
campos actualiza y guarda los datos del usuario 
2.- El sistema muestra la 
pantalla de mantenimiento de 
usuarios. 
4.- El sistema muestra el 
formulario de inserción de 
datos del usuario. 
7.- El sistema valida los 
datos y si estos con correctos 
guarda la información en la 
base de datos y muestra la 
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dando clic en el botón grabar del Formulario de 
inserción del usuario. 






Acción: del Actor(es) Acción: del Sistema 
6.1.- Si los datos ingresados no son correctos 
entonces el usuario tiene que reingresar los 
datos correctamente según los campos que el 
sistema muestra en rojo con un signo de 
admiración en rojo. 
6.2.- Una vez reingresados los datos el usuario 
da clic en el botón grabar del formulario 
de inserción del usuario. 
6.3.- Si los datos son 
correctos el sistema muestra 
la pantalla con el mensaje 
“grabación exitosa”, en caso 
contrario volveremos al punto  
 
 
Post-condiciones Grabación correcta de nuevo usuario en base de 
datos. 
 
Tabla 3.22 Caso de Uso Insertar Usuario  




M. BUSCAR USUARIO 
Casos de Uso Buscar Usuario. [CDU-14] 
Actores Administrador, Sistema 
Referencia REF [CDU-03] – Administrar Usuarios 
Resumen Caso de uso para Buscar un usuario del  Sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y ver 
la pantalla principal. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
 
 
1.- El Usuario hace clic en el 
mantenimiento de usuarios desde la 
pantalla principal. 
 
3.- El Usuario selecciona un usuario de 




2.- El Sistema muestra la pantalla de 
mantenimiento de usuarios, esto es 
un combo con la lista de todos los 
usuarios, un botón de búsqueda y 
una grilla donde se verán los datos a 
detalle del usuario que se 
seleccione, abajo se tendrán otros 
botones que no intervienen en este 











4.- El Sistema buscara en la base de 
datos el detalle del usuario que se 
encuentre seleccionado en el 
combox de usuarios, luego de esto 
se mostrara seguidamente en la 




Acción: del Actor(es) Acción: del Sistema 
2.1.- El usuario da clic al botón de 
búsqueda y no se puede conectar a la 
base de datos. 
2.2.- El sistema mandara un 
mensaje de excepción diciendo que 
no se puede conectar a la base de 
datos. 
Post-condiciones El usuario vera la data del usuario buscado 
correctamente. 
 
Tabla 3.23 Caso de Uso Buscar Usuario  
Fuente: Elaboración Propia 
 
N. CAMBIAR CONTRASEÑA 
Casos de Uso Cambiar Contraseña. [CDU-15] 
Actores Administrador, Sistema 
Referencia REF [CDU-03] – Administrar Usuarios 
Resumen Caso de uso para cambiar la contraseña de un 
usuario en  la base de datos del sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema y ver 
la pantalla principal. 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
 
1.- El Usuario hace clic en el 
mantenimiento de usuarios desde la 
pantalla principal. 
 
3.- El Usuario selecciona un usuario de la 












2.- El Sistema muestra la pantalla 
de mantenimiento de usuarios, 
esto es un combo con la lista de 
todos los usuarios, un botón de 
búsqueda y una grilla donde se 
verán los datos a detalle del 
usuario que se seleccione, abajo 
se tendrá el botón actualizar que 
servirá para cambiar datos del 











5.- El Usuario actualizara solo los campos 
que hacen referencia a la Clave, de las 
cajas de texto descritas en el punto 4), 
luego de hacer esto correctamente, dará 
clic al botón Actualizar de la pantalla. 
 
4.- Buscará en la base de datos el 
detalle del usuario que se 
encuentre seleccionado en el 
combox de usuarios, luego de 
esto se mostrara seguidamente la 
pantalla de mantenimiento de 
usuarios donde se verán los datos 
en cinco cajas de texto que son: 
Ingrese Nombre de Usuario, 
Ingrese Código de Usuario, 
Ingrese Antigua Clave de Usuario, 
Ingrese Nueva Clave de Usuario, 
Repite Nueva Clase de Usuario y 
además un combo box con el 
estado actual del Usuario->A para 
activo y I para inactivo. 
 
6.- Validará los datos haciendo la 
comparación en la base de datos, 
para la clave antigua, si todo es 
correcto, se guardara la nueva 
clave para el usuario. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
5.1.- Si el usuario no tipeo la clave antigua 
correctamente, o si no escribió dos veces 
la nueva clave correctamente entonces se 
validaran los campos erróneos para que el 
usuario repite los datos. 
 
5.2.- Si el usuario repite correctamente los 
datos y da clic al botón actualizar se 
regresa al punto 6). 
5.3.- Si no se pudo conectar a la 
base de datos el sistema mandara 
un mensaje de excepción. 
Post-condiciones La contraseña del usuario estará cambiada 
correctamente y esta será guardada en la base de 
datos. 
 
Tabla 3.24 Caso de Uso Cambiar Contraseña  
Fuente: Elaboración Propia 
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O. LLAMAR COMPONENTE DE BASE DE DATOS 
Casos de Uso Llamar Componente de Base de 
Datos 
[CDU-16] 
Actores Administrador, Sistema 
Referencia REF [CDU-03] – Administrar Usuarios 
Resumen Caso de uso que conecta al componente de Base 
de Datos (BD) del sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
1.- El Usuario hace una petición de Bd por 
medio de cualquier formulario que conecte a 
la base de datos del sistema. 
2.- El sistema se conecta mediante 
COM+ al componente BD Componente. 
Usuarios BD y al componente BD 
Componente. Usuarios los cuales son 
utilizados para realizar peticiones 
(selección de datos) y transacciones 
(guardar o eliminar datos). 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
 2.1.- Si el servidor de componentes 
no está activado o la base de datos 
no existe el sistema no se conectara 
y se mandara una excepción. 
Post-condiciones Se realizara una petición o transacción a base de datos 
satisfactoriamente. 
 
Tabla 3.25  Caso de Uso Llamar Componente de Base de Datos  
 Fuente: Elaboración Propia 
 
P. BLOQUEAR /DESBLOQUEAR DRAG AND DROP 
 
Casos de Uso Bloquear Drag and Drop. [CDU-17] 
Actores Administrador, Sistema 
Referencia REF [CDU-04] – Bloquear Archivos 
Resumen Caso de uso para bloquear/desbloquear el Drag 
and Drop que permite arrastrar archivos para 
copiar del sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
2.- El Usuario hace clic en el botón 1.- El Sistema muestra la pantalla 




4.- El Usuario intenta arrastrar y soltar 
(drag and drop) un archivo y no podrá ya 
que se encuentra bloqueado. 
 
principal.  
3.- El Sistema muestra la pantalla de 
bloqueo de archivos y apenas se 
muestra bloquea los archivos para 
que estos no puedan arrastrados y 
soltados (drag and drop) impidiendo 
así la copia, llamando a la librería 
dinámica, user32.dll. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
3.1.-  El usuario da click al botón pausa 
para detener el bloqueo de archivos y 
permitir arrastrar y soltar (drag and drop) 
un archivo. 
3.2.- El sistema llama a la librería 
dinámica, user32.dll y detiene el bloqueo 
de archivos permitiendo copiarlos. 
Post-condiciones El usuario no puede copiar ningún archivo del sistema 
haciendo drag and drop. 
 
Tabla 3.26 Caso de Uso Bloquear Drag and Drop  
 Fuente: Elaboración Propia 
 
Q.  INICIAR/DETENER BLOQUEO DE ARCHIVOS 
Casos de Uso Iniciar/Detener Bloqueo.                       [CDU-18]  
Actores Administrador, Sistema 
Referencia REF [CDU-04] – Iniciar/Detener Bloquear Archivos 
Resumen Caso de uso para Iniciar/Detener Bloqueo que 
permite copiar archivos del sistema. 
Tipo de Caso de Uso Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Estar correctamente logueado en el sistema 
Flujo Normal de Eventos 
Acción: del Actor(es) Acción: del Sistema 
2.- El Usuario hace click en 
el botón bloquear archivos. 
4.- El Usuario intenta copiar 
un archivo y no podrá ya 
que se encuentra 
bloqueado. 
1.- El Sistema muestra la pantalla principal.  
3.- El Sistema muestra la pantalla de bloqueo de 
archivos y apenas se muestra bloquea los 
archivos para que estos no puedan ser copiados, 
llamando a la librería dinámica, user32.dll. 
Flujos Alternativos 
Acción: del Actor(es) Acción: del Sistema 
3.1.-  El usuario da clic al 
botón pausa para detener 
el bloqueo de archivos y 
permitir copiar un archivo. 
3.2.- El sistema llama a la librería dinámica, user32.dll y 
detiene el bloqueo de archivos permitiendo copiarlos. 
Post-condiciones El usuario no puede copiar ningún archivo del sistema. 
 
Tabla 3.27 Caso de Uso Iniciar/Detener Bloqueo  
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R.  LLAMAR ENLACE LIBRERÍA DINÁMICA/LLAMAR API WINDOWS 
 
Casos de Uso Llamar Enlace Librería Dinámica. [CDU-19] 
Actores Administrador, Sistema 
Referencia REF [CDU-04] – Bloquear Archivos, [CDU-05]– 
Configuración INI (Base de Datos),[CDU-06]-
Configuración XML (Servicio WCF) 
Resumen Caso de uso para llamada de Librerías de enlace 
dinámico de la API de Windows. 
Tipo de Caso de 
Uso 
Secundario. 
Ref. Cruzada Ninguna 
Pre-condiciones Tener instaladas las librerías dinámicas a utilizar. 
Flujo Normal de Eventos 
Acción: del 
Actor(es) 
Acción: del Sistema 
 1.- El sistema hace el llamado de las librerías de la API de 




Acción: del Sistema 
 1.1- El sistema manda un mensaje de error cuando la .dll 
de la API de Windows no se puede cargar. 
Post-condiciones Llamada exitosa a API de Windows. 
 
Tabla 3.28 Caso de Uso Llamar Enlace Librería Dinámica  
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3.9 DIAGRAMAS DE CLASES 
A.  Diagrama de Clases de Administrar Servicios CS 
 
Figura 3.9 Diagrama de Clase Administrar Servicios CS  
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B. Diagrama De Clases De Bd Cliente 
 
Figura 3.10 Diagrama de Clase BD Cliente  
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C. DIAGRAMA DE CLASES DE BD COMPONENTE 
 
 
Figura 3.11 Diagrama de Clase BD Componente  
Fuente: Elaboración Propia 
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D. Diagrama de clases de Servicio Monitoreo 
 
Figura 3.12 Diagrama de Clase Servicio Monitoreo  
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E. Diagrama de clases de winiu componente 
 
Figura 3.13 Diagrama de Clase Winiu componente  
Fuente: Elaboración Propia 
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3.10 DIAGRAMAS DE PAQUETES 
A.  Módulo Administrar servicios 
  
Figura 3.14 Diagrama de Paquete Administrar Servicios  
Fuente: Elaboración Propia 
 
 
Page 102 of 196
94 
 
B.  Módulo Bd Cliente 
 
Figura 3.15 Diagrama de Paquete BD Cliente  
Fuente: Elaboración Propia 
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3.11   DIAGRAMAS DE SECUENCIA 
A. Diagrama de Secuencia Mostrar Servicios   
 
Figura 3.16 – Diagrama de Secuencia Mostrar Servicios   
Fuente: Elaboración Propia 
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B. Diagrama de Secuencia Comprobar Estado (Parte 1) 
 
Figura 3.17 – Diagrama de Secuencia Comprobar Estado (Parte 1)  
Fuente: Elaboración Propia 
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C.   Diagrama de Secuencia ComprobarEstado (Parte 2) 
 
 
Figura 3.18 – Diagrama de Secuencia ComprobarEstado (Parte 2)  
Fuente: Elaboración Propia 
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D.   Diagrama de Secuencia Continuar_Click (Parte 1) 
 
 
Figura 3.19 – Diagrama de Secuencia Continuar_Click (Parte 1)  
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E.   Diagrama de Secuencia Continuar_Click (Parte 2) 
 
 
Figura 3.20 – Diagrama de Secuencia Continuar_Click (Parte 2)  
Fuente: Elaboración Propia 
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3.12 DIAGRAMA DE COMPONENTES 
 
Figura 3.21 – Diagrama de Componentes  
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      3.13  APLICACIONES ORIENTADAS A OBJETOS  
Estas aplicaciones deben cumplirse ya que si no tiene ninguna 
de las aplicaciones existe la posibilidad de que no se entienda el 
producto  
A. CLARIDAD: Al ligar de forma evidente la estructura de la 
información con los procedimientos que la manipulan, los 
programas ganan en claridad a la hora de desarrollarlos y 
mantenerlos. Esto supone una ventaja frente a los lenguajes 
procedurales, aunque éstos podrían suplir esta deficiencia 
mediante una correcta elección de los nombres de las 
variables y funciones, lo que se denomina una oportuna 
codificación.  
 
B. COMPLEJIDAD: Cuando la complejidad de un problema es 
abarcable por una sola persona, resolverlo con una 
herramienta u otra no aporta grandes ventajas. Pero cuando 
este desarrollo la tiene que realizar un equipo grande, debe 
existir una forma para aislar partes de problema.  
Uno de los problemas más comunes, y a su vez más 
simples de solucionar en el diseño de grandes sistemas, es 
el nombre que se da a las funciones y que tipo de datos 
manipulan éstas. En la realización de un sistema informático 
se utiliza un equipo de varias personas. El trabajo se divide 
en tres áreas funcionales: una parte del equipo se encarga 
del interface de usuario, otra de la manipulación de datos y, 
la última del diseño de salidas impresas. 
Cada quipo utiliza funciones y datos suministrados por los 
otros miembros del equipo y a su vez diseña funciones para 
su uso interno y para el uso del resto de los grupos. Si no se 
realiza la división del trabajo de forma adecuada puede 
Page 110 of 196
102 
 
producirse el caos. He aquí una pequeña enumeración de 
los problemas que se pueden encontrar.  
 Las funciones desarrolladas por cada uno de los 
grupos no encajan con las necesidades de los demás. 
 Otros grupos han elegido nombres de variables y 
funciones similares a los elegidos por nuestro grupo. 
Estas funciones y variables son prácticamente iguales 
a las desarrolladas por nosotros, pero varían 
ligeramente en el tratamiento de la información, por lo 
que no podemos sustituir nuestras funciones. Ambas 
deben coexistir aumentando la complejidad del 
programa de manera innecesaria.  
 El resto de los grupos sólo cubren determinados 
aspectos de la información a tratar, pero no 
proporcionan toda la información necesaria para que el 
programa funcione. El resto de información debe 
suministrarse suplantando parte de la funcionalidad 
destinada a otros grupos.  
 Algunas de las modificaciones que realizamos sobre 
variables locales o globales producen resultados 
imprevistos en el resto de los módulos. 
 
C. TAMAÑO: Las aplicaciones orientadas a objetos son 
ideales para la realización de programas de gran tamaño. 
Las facilidades de encapsulación y asociación de las 
funciones a los datos que manipulan, simplifican el proceso 
de desarrollo. De hecho las bases de datos orientadas a 
objetos suponen un gran adelanto, ya que aúnan la 
flexibilidad en la manipulación de los OOP con la capacidad 
de consulta de un DBMS (Data Base Management System). 
D. RELACIÓN ENTRE DATOS: Por el mismo motivo se verán 
beneficiados aquellos programas que impliquen una 
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relación compleja entre los datos. Este tipo de complejidad 
permite la utilización de todas las ventajas de los lenguajes 
de programación orientados a objetos. Propiedades como la 
herencia (donde los objetos pueden heredar estructura y 
operaciones de objetos predecesores), la encapsulación, 
etc. Muestran en este tipo de programas todas sus ventajas.  
 
E. RAPIDEZ: En este aspecto, los lenguajes orientados a 
objetos muestran una clara desventaja frente a otros 
lenguajes que se acercan más a las especificaciones de la 
máquina. Si la rapidez es crítica, puede elegir un lenguaje 
de programación como C++, que aporta toda la 
funcionalidad de los lenguajes orientados a objetos con la 
rapidez y la compatibilidad de C.  
 
F. GESTIÓN DE RECURSOS: Las aplicaciones orientadas a 
objetos demandan normalmente más recursos del sistema 
que las aplicaciones procedurales. La creación dinámica de 
objetos, que ocupa un lugar en la memoria del ordenador, 
puede acarrear graves problemas. Una de las soluciones, 
que incluye alguno delos lenguajes OOP, es liberar a 
menudo el espacio que los objetos dejan de utilizar. Este 
procedimiento de optimización como garbage collection 
(recolección de basura, implementado en java), minimiza los 
efecto de la creación dinámica de objetos. 
 
G. INTERFACE DE USUARIO.  El interface de usuario es uno 
de los aspectos más importantes en la programación actual. 
La aparición de sistemas de explotación que soportan un 
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interface gráfico de usuario como Windows, X-Windows o 
Presentation Manager hace que la mayoría de los usuarios 
prefieran que sus programas corran bajo este tipo de 
interface. Este es uno de los puntos fuertes para la elección 
de un lenguaje OOP. La mayoría de los interfaces gráficos 
actuales han sido diseñados o rediseñados en base a la 
OOP. Existen en el mercado librerías de clases que 
soportan todos los dispositivos de control de ventanas como 
menús, combo box, listas, barras de herramientas, etc. 
 
3.13.1 Lenguajes Orientados a Objetos 
  Los lenguajes OOP implementan de manera distinta los 
conceptos de programación orientada a objetos. No existe el 
lenguaje perfecto capaz de satisfacer todas las necesidades y 
que se adapte a todos los estilos. A Continuación unos 
consejos que nos facilitarán la elección del lenguaje de 
programación adecuado:  
 Si los programas se van a sentar en una cualidad concreta 
de los OOP como herencia, elija el que mejor soporte le dé.  
 Los lenguajes interpretados sirven para realizar un 
desarrollo rápido o para aquellos programas que necesiten 
una actualización constante. Si el programa necesita 
rapidez o es crítico respecto al tamaño, considere el uso de 
lenguajes que incorporen compilador. 
 
3.14  CARACTERÍSTICAS DE LOS LENGUAJES OOP  
   3.14.1   Herencia Múltiple  
Esta característica suele ser común a la mayoría de los 
lenguajes OOP, aunque introduce un problema al existir la 
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posibilidad de que el objeto sucesor herede el mismo 
atributo, aunque con distinto tipo y valor, de más de un 
predecesor. Alguno de los lenguajes de programación 
soluciona este problema de forma automática, aunque los 
más populares generan un error en el tiempo de 
compilación. Recomendamos que se examinen con 
cuidado las clases para evitar en lo posible estos errores. 
3.14.2   Eficiencia. 
Los lenguajes OOP arrastraron en un principio la 
reputación de ser ineficaces. Esto se debía en gran medida 
a que los primeros lenguajes (como Smalltalk) eran 
interpretados y no compilados. La existencia de 
compiladores permite a los desarrolladores ganar rapidez. 
Actualmente, usando un buen lenguaje orientado a objetos 
como C++, Java, etc. Junto con las librerías apropiadas 
para la realización de un programa, puede que se ejecute 
más rápidamente que el mismo programa compilado con 
un lenguaje procedural.  
3.14.3    Asignación de tipos.  
Los lenguajes orientados a objetos varían de forma 
sustancial la forma por la que se aproximan a la asignación 
de tipos. Por asignación de tipos entendemos que cada 
variable sea identificada como perteneciente a una clase 
(asignación fuerte) o sea simplemente un objeto 
indeterminado (asignación débil). Eiffel y C son dos 
lenguajes basados en la asignación fuerte, frente a 
Smalltalk, en el que todas las variables definidas 
pertenecen a una clase indeterminada. 
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3.14.4    Manejo de memoria. 
Los OOP son lenguajes que utilizan de manera intensiva 
la memoria de la computadora. Hay dos tipos de 
aproximación a la gestión de memoria. 
1. El sistema en tiempo de ejecución libera la memoria 
automáticamente a medida que los objetos dejan de 
utilizarse. 
2. El sistema tiene instrucciones concretas para liberar l 
memoria explícitamente. Este el enfoque adoptado por 
lenguajes como C++, que aportan dos operadores: crear 
y destruir. El primero reserva automáticamente memoria, 
mientras que el segundo la libera. 
3.14.5  Encapsulación  
Consiste en separar aquellos atributos del objeto que 
deben ser conocidos por el resto, de aquel necesario para su 
funcionamiento propio. No es propio de los lenguajes 
orientados a objetos, pero la capacidad de éstos para unir las 
estructuras de datos a los procedimientos que los modifican lo 
hace más potente que los lenguajes llamados Modulares  
 
3.15   CONCEPTOS DEL CICLO DE VIDA DEL SOFTWARE 
  3.15.1   Conceptos del ciclo de vida del software orientado a    
objetos 
Las fases del ciclo de vida del software son: concepción, 
elaboración, construcción y transición. La concepción es 
definir el alcance del proyecto y definir el caso de uso. La 
elaboración es proyectar un plan, definir las características y 
cimentar la arquitectura. La construcción es crear el producto 
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y la transición es transferir el producto a sus usuarios [Booch 
1998]. 
Según [Microsoft 1997], el diseño de software se realiza 
a tres niveles: conceptual, lógico y físico.  
3.15 .2   El diseño conceptual 
Se considera como un análisis de actividades y consiste 
en la solución de negocios para el usuario y se expresa con 
los casos de uso. El diseño lógico es la solución del equipo de 
proyecto del negocio y consiste de las siguientes tareas: 
Identificar los usuarios y sus roles. Obtener datos de los 
usuarios Evaluar la información Documentar los escenarios de 
uso.  
Validar contra la arquitectura de la empresa Una forma 
de obtener estos requerimientos es construir una matriz 
usuarios-actividades de negocios, realizar entrevistas, 
encuestas y/o visitas a los usuarios, de tal manera que se 
obtenga quién, qué, cuándo, dónde y por qué de la solución. 
3.15.3   Diseño lógico 
El diseño lógico traduce los escenarios de uso creados 
en el diseño conceptual en un conjunto de objetos de negocio 
y sus servicios. El diseño lógico se convierte en parte en la 
especificación funcional que se usa en el diseño físico. El 
diseño lógico es independiente de la tecnología. El diseño 
lógico refina, organiza y detalla la solución de negocios y 
define formalmente las reglas y políticas específicas de 
negocios. 
Para definir los objetos de negocios y sus servicios se 
puede usar la técnica de análisis nombre-verbo de los 
escenarios de uso. También se puede emplear la técnica 
sujeto-verbo-objeto directo. En estas técnicas los sujetos y el 
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objeto directo son los candidatos a objetos de negocio y los 
verbos activos son los candidatos a servicios. En el diseño 
lógico conceptualmente se divide en tres niveles de servicios 
con el fin de que la aplicación resulte flexible ante los cambios 
de requerimientos y/o de tecnología cambiando únicamente la 
capa o capas necesarias. Los tres niveles son: servicios de 
usuario, servicios de negocio y servicios de datos. 
3.15.4   Diseño físico 
El diseño físico traduce el diseño lógico en una solución 
implementarle y costo efectiva o económica. El componente 
es la unidad de construcción elemental del diseño físico. Las 
características de un componente son: Se define según cómo 
interactúa con otros.  
 Encapsula sus funciones y sus datos. 
 Es reusable a través de las aplicaciones. 
 Puede verse como una caja negra. 
 Puede contener otros componentes. 
En el diseño físico se debe cuidar el nivel de 
granularidad (un componente puede ser tan grande o tan 
pequeño según su funcionalidad, es decir, del tamaño tal que 
pueda proveer de una funcionalidad compleja pero de control 
genérico) y la agregación y contención (un componente puede 
rehusar utilizando técnicas de agregación y contención, sin 
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Figura 3.22  Ciclo de Vida orientado a Objetos 
Los tipos de ciclos de vida que se han visto hasta ahora son 
relativos al análisis y diseño estructurados, pero los objetos tienen una 
particularidad, y es que están basados en componentes que se 
relacionan entre ellos a través de interfaces, o lo que es lo mismo, son 
más modulares y por lo tanto el trabajo se puede dividir en un 
conjunto de mini proyectos. Además, hoy en día la tendencia es a 
reducir los riesgos, y en este sentido, el ciclo de vida en cascada no 
proporciona muchas facilidades. Debido a todo esto, el ciclo de vida 
típico en una metodología de dice no orientado a objetos es 
iterativo e incremental.   
En este texto sólo veremos un tipo de ciclo de vida orientado a 
objetos, que es además el más representativo, el modelo fuente.  
 
3.16.1      Modelo Fuente  
Fue creado por Henderson Sellers y Edwards en 
1990. Es un tipo de ciclo de vida pensado para la 
orientación a objetos y posiblemente el más seguido. Un 
proyecto se divide en las fases:  
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1. Planificación del negocio  
2. Construcción: Es la más importante y se divide a su vez 
en otras cinco actividades  
 Planificación  
 Investigación  
 Especificación  
 Implementación  
 Revisión  
3. Entrega  
La primera y la tercera fase son independientes de la 
metodología de desarrollo orientado a objetos. Además 
de las tres fases, existen dos periodos:  
a) Crecimiento: Es el tiempo durante el cual se 
construye el sistema  
b) Madurez: Es el periodo de mantenimiento del 
producto. Cada mejora se planifica igual que el 
periodo anterior, es decir, con las fases de 
Planificación del negocio, Construcción y Entrega.  
Cada clase puede tener un ciclo de vida sólo para 
ella debido a que cada una puede estar en una fase 
diferente en un momento cualquiera. La ventaja es 
que permite un desarrollo solapado e iterativo. En la 
figura 3.1  se muestra un esquema de este tipo de 
ciclo de vida 
 








DESARROLLO DEL COMPONENTE   
4.1 Desarrollo y construcción del componente 
En este punto explicaremos paso a paso cómo se creó el 
componente de seguridad basándonos en el análisis y diseño del 
mismo y en su núcleo básico que es COM+  acá se describirá como 
haremos para que este interactué con el escritorio, el componente 
deberá funcionar a la perfección con las versiones anteriores de 
Windows como XP, Vista y Server 2003, así como con Windows 7 
que es nuestra plataforma de SO elegido para la propuesta.  
4.1.1 Módulos de la solución propuesta 
La  solución que se propone en la presente tesis constara 
de 6 módulos que son los siguientes: 
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A.  Módulo servicio monitoreo 
          Tiene como finalidad crear y manejar el servicio de 
seguridad con WCF que interactuara con una interfaz de 
Usuario definida en Win IU Componente. 
B. Módulo Win IU componente 
          Tiene como finalidad crear y manejar el 
componente COM+ que interactuara con el servicio de 
seguridad con WCF. 
C. Módulo componente DB 
Tiene como finalidad crear y manejar el 
componente para la conexión a la Base de Datos 
haciendo uso de COM+. 
D. Módulo cliente DB 
Tiene como finalidad crear y manejar las 
interfaces de usuario IU, para interactuar con el 
componente de Base de Datos. 
E. Módulo administrar servicio 
Tiene como finalidad administrar el servicio de 
seguridad con WCF haciendo uso de la API de 
Windows, así como también de administrar los archivos 
de configuración de la solución propuesta tanto para la 
configuración del servicio, la conexión de base de datos, 
el mantenimiento de usuarios y los permisos del sistema 
operativo. Adicionalmente se tendrá un control para 
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evitar el copiado de archivos a todos los usuarios 
locales. 
 
F. Módulo servicio monitoreo y control 
Tiene como finalidad realizar el despliegue de la 
solución completa, generando un instalador haciendo 
uso de las librerías y dependencias de la solución 
propuesta. 
 
4.1.2 Requisitos de diseño 
Aquí se propone una lista arbitraria de los requisitos que se 
encontraron como factibles en cuanto a los requisitos de 
nuestro componente: 
A. La aplicación está dirigida a usar los Servicios de 
Windows y debe ser compatible con los sistema 
operativos Windows que puedan además instalar el 
.NET Framework 3.0 
B. La aplicación debe tener un archivo de configuración de 
aplicación. 
C. El archivo de configuración contiene por lo menos estos 
atributos de sólo lectura:  
 La lista de usuarios a vigilar, los cuales 
representan los nombres de los usuarios que 
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están en el equipo (cuentas de usuario del 
equipo). Véase el atributo "Usuarios a Vigilar". 
 La lista de aplicaciones a vigilar, como son 
iexplore, msn msgr, firefox, etc. Véase el atributo 
"Procesos a Vigilar". 
 El crédito diario (el límite en cuestión de minutos) 
para usar los programas mencionados 
anteriormente, por ejemplo, 150 minutos (2,5 
horas). Esto se aplicará a cada usuario vigilado. 
Véase el atributo "Crédito Diario". 
 La lista de los días de semana a ver. Véase el 
atributo "Diasa Vigilar". Los números que 
aparecen (1 al 7) son codificadas como 1 que 
sería lunes, 2 es  martes, y así sucesivamente. 
 Los Tiempos bloqueados que serían intervalos de 
tiempo prohibidos (por ejemplo, 16:00-18:00) en el 
que incluso si la dosis diaria no se supera, los 
programas vistos no se pueden utilizar. Vea el 
atributo "Tiempos Bloqueados", esto consiste en 
pares de cifras. Esto significa que si ponemos (10, 
12, 20, 12), se leerá como que de 10 a.m.-12 a.m. 
y entre las 20:00 y el mediodía, el uso de 
aplicaciones vigiladas estará prohibido. 
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 Un nombre de Log para guardar los sucesos 
registrados, Vea el atributo “Nombre Log”. 
 Un nombre de Fuente para el log de eventos. Vea 
el atributo “Nombre Fuente”. 
 En cuanto al Logging de encendido/apagado y de 
reinicio del equipo no se debe inicializar el 
contador y sólo se debe seguir de acuerdo a la 
política del archivo de configuración de la 
aplicación. Esto supone también, que la 
interrupción del servicio ha de conservar los datos 
que van siendo contados. 
 El usuario debe ser notificado de una manera no 
intrusiva de los minutos todos los días y sobre la 
prohibición entre lapsos de tiempo. Esto supone 
una interfaz de usuario (UI) que debe mostrar 
esto. 
 La interfaz de usuario no debe cerrarse y salir de 
la aplicación, sólo deberá esconderse. El usuario 
debe tener la posibilidad de reactivar la interfaz de 
usuario a través de un icono de notificación en la 
barra de herramientas del sistema. 
 La interfaz de usuario debe ejecutarse en el 
contexto de forma interactiva tan solo con  
usuarios registrados. 
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 Cambio rápidos que tienen que contar con el 
apoyo de Eventos. 
 Los Eventos de Poder de Energía (Power) no 
debe interrumpir la aplicación. 
4.1.3 Implementando la solución 
En primer lugar debemos tener en cuenta que el servicio 
del que estamos hablando es el de un observador a nivel de 
procesos que tiene una lista actualizada y que actúa de forma 
silenciosa en segundo plano (background). Además, el servicio 
tiene que ser capaz de examinar los tokens de seguridad de los 
procesos que se están observando. Esto tiene que llevarse a 
cabo periódicamente en función del filtrado de los usuarios que 
ejecutan los procesos de acuerdo con la lista de usuarios 
vigilados. 
Según lo estudiado Microsoft sugiere ejecutar los servicios con 
el usuario que tenga los privilegios mínimos posibles. De 
acuerdo a esto podemos elegir desde un: Servicio Local, 
Servicio de Red, Sistema Local y una Cuenta de Usuario 
Dedicado.  
Teniendo en cuenta todas las posibilidades de comenzar 
con el servicio local, es que debemos inclinarnos por la cuenta 
de SISTEMA LOCAL. Vamos a explicar el por qué; La apertura 
de tokens (fichas) de los procesos nos dicen que "La seguridad 
es una operación que necesita privilegios. 
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 SE_SECURITY_NAME. Este privilegio es, sin embargo 
concedido por defecto sólo para los administradores y la cuenta 
del SISTEMA LOCAL. 
Investigando un poco más sabemos que desde Windows 
Vista, tan sólo al iniciar sesión de forma interactiva los usuarios 
puede interactuar con el escritorio. Y es aquí que viene el 
verdadero desafío del componente de la propuesta, como se ha 
planteado nuestro servicio, estará observando en silencio todos 
los procesos en ejecución, no puede mostrar ninguna interfaz 
de usuario y por lo tanto, esta tarea debe ser delegada en el 
usuario que está actualmente conectado, para esto existe una 
tecnología antigua y bien conocida y que todavía está 
disponible y es compatible con todas las versiones de 
Windows. Nos referimos a los servicios empresariales, o los 
servicios COM+, también conocido como el Servicio de 
Componentes. Si Utilizamos una aplicación fuera del proceso 
de COM+ este puede ser configurado para ejecutarse en el 
contexto de seguridad del usuario conectado en forma 
interactiva. 
4.1.4 Dentro de la interfaz de usuario 
Más allá de las cuestiones de diseño y desarrollo, 
también tenemos que considerar la fase de despliegue. A 
veces es una buena solución y casi suficiente para el uso de 
despliegue usar el comando xcopy, esto es confiar en el 
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sistema operativo para hacer todas las cosas detrás de las 
escenas con el fin de registrarse y empezar el pedido hacia el 
Servicio de Componentes. Aunque esto suele ser una buena 
práctica para los componentes In-Proc, en nuestro caso y 
según el escenario que tenemos esto resulta en una estrategia 
desesperada y que nos producirá un AccessDeniedException 
que será lanzado al crear la instancia de la interfaz de usuario. 
Por lo tanto para remediar esto, tenemos que decirle a la 
aplicación COM+ que es exactamente instancia con permisos 
de confianza.  
4.1.5 El servicio de Windows NT 
La otra mitad de la solución es el servicio de NT. 
Tenemos que ir a la solución que en este momento sólo 
contiene un solo proyecto de aplicación de Windows, y agregar 
un nuevo proyecto, debemos usar en nuestra selección la 
plantilla de servicio de Windows. Ahora tenemos que cambiar 
el nombre de los archivos por ejemplo, a Servicio Monitoreo.cs. 
que por defecto contiene los metodos OnStop () y OnStart () 
como controladores de eventos. Básicamente lo que tenemos 
que hacer es pensar sobre lo que el servicio está destinado a 
hacer. En este caso particular, el negocio principal del servicio 
es ser el vigilante de la aplicación y examinar periódicamente 
todos los procesos en ejecución además de contar el tiempo 
transcurrido de los procesos vigilados que se ejecutan en un 
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contexto del usuario que es vigilado. La palabra 
"periódicamente" se subraya. Por esta razón, tenemos que 
empezar un hilo dedicado, lo que hará una pausa y se 
reanudara continuamente durante toda la vida útil del Servicio 
de NT. Al detener el servicio se reduce, por tanto, la tarea de 
detener un hilo periódicamente activado. 
4.1.6 Estructura de servicio NT 
Hay dos posibilidades para cumplir con esta tarea: 
El primero es el enfoque clásico a partir de un hilo 
dedicado que puede hacer el trabajo y después de terminar 
una carrera completa debe conciliar el sueño y luego debe 
despertar de acuerdo con hora predefinida que será la hora de 
dormir (Figura 3.83). 
El segundo método utiliza un ejemplo de servidor 
basado en temporizador la System.Windows.Forms.Timer que 
periódicamente reinicia un proceso de trabajo (Figura 3.84). 
Se ha decidido utilizar el enfoque basado en 
temporizador, el cual tiene la ventaja de ser más preciso en 
cuento al tiempo transcurrido. Si programamos el temporizador 
para disparar una vez por minuto, esto se hará exactamente 
cada 60 segundos de tiempo transcurrido. Utilizando el enfoque 
de los Workers -Thread en que la frecuencia de los despertares 
no son exactos, y se definen como la suma del tiempo en que 
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duerme el hilo y la del tiempo de ejecución del hilo en el 
tiempo. La desventaja de este enfoque basado en temporizador 
es el peligro que estos hilos se superponen. Esto puede 
suceder si por alguna razón el temporizador en ejecución aún 
no está terminado, mientras que el próximo se está 
empezando. Esto tiene que evitarse con la creación de una 
variable booleana StillExecuting que se establecerá en true, 
mientras que el hilo se está ejecutando (Figura 3.84). Se 
encontró que este tipo de situaciones ocurren durante el 
arranque del ordenador y cuando el registro se hace por 
primera vez. 
Este es el lugar donde nuestra interfaz de usuario 
basado en Servicios de Componentes  se creará como una 
instancia junto con los métodos de interfaz, que se llamarán. 
En los ordenadores portátiles lentos a veces puede tomar unos 
minutos establecer la comunicación entre el servicio NT y el 
componente de interfaz de usuario. 
... 
protected override void OnStart(string[] args) 
{ 
InitializeOnStart(); 
if ((workerThread == null) || 
((workerThread.ThreadState & 
(System.Threading.ThreadState.Unstarted |  
Page 129 of 196
121 
 
 System.Threading.ThreadState.Stopped)) != 0)) 
 { 
serviceLog.WriteEntry("Inicializando el Hilo Trabajador.",   
EventLogEntryType.Information, 10); 
workerThread = new Thread(new 
ThreadStart(ServiceWorkerMethod)); 
goLoop = true; 
workerThread.Start(); 
}if (workerThread != null) 
{ 





protected override void OnStop() 
{ 
this.RequestAdditionalTime(5000); 
if ((workerThread != null) && (workerThread.IsAlive)) 
{ 
 serviceLog.WriteEntry("Parando el Servicio del Hilo 
Trabajador.",  
            EventLogEntryType.Information, 2); 
goLoop = false; 
Thread.Sleep(5000); 
} 
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if (workerThread != null) 
    { 
        workerThread.Abort(); 
        judiLog.WriteEntry("OnStop Estado del Hilo = " +  
            workerThread.ThreadState.ToString(), 
            EventLogEntryType.Information, 1); 
    } 
    SaveSettings(); 
    this.ExitCode = 0; 
} 
Figura 4.1  Hilos-Trabajadores  impulsados por el esqueleto 
 de un Servicio NT  
 Fuente: Elaboración Propia 
 
... 
protected override void OnStart(string[] args) 
{ 
    InitializeOnStart(); 
 
    serviceLog.WriteEntry("Inicializando el Hilo Trabajador.", 
        EventLogEntryType.Information, 10); 
    theWorkerTimer = new System.Timers.Timer(); 
    theWorkerTimer.Elapsed += new 
ElapsedEventHandler(ServiceTimerTick); 
    theWorkerTimer.Interval = timeInterval; 
    theWorkerTimer.Enabled = true; 
    GC.KeepAlive(theWorkerTimer); 
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    serviceLog.WriteEntry("Inicializando el Servicio del Hilo 
Trabajador.", 
        EventLogEntryType.Information, 12);             
} 
protected override void OnStop() 
{ 
    this.RequestAdditionalTime(5000); 
    serviceLog.WriteEntry("OnStop parando el Temporizador", 
        EventLogEntryType.Information, 2); 
    theWorkerTimer.Stop(); 
    theWorkerTimer.Dispose(); 
    serviceLog.WriteEntry("OnStop El Temporizador ha sido 
Eliminado", 
        EventLogEntryType.Information, 1);   
    SaveSettings();   
    this.ExitCode = 0; 
}    
... 
Figura 4.2 Timer impulsado por el  esqueleto de servicio NT 




Obviamente, el siguiente paso mientras se procede con 
el proyecto de servicio de Windows es agregar una referencia 
de proyecto a la aplicación de Windows en términos de 
consumo de la interfaz declarada en nuestro ensamblado. 
 




Además, vamos a crear una clase adicional 
UsuarioVigilado, que representa a un usuario vigilado como se 
muestra en la figura 3.85. Debemos tener en cuenta los métodos 
() Crear_Interfaz_Usuario() y Borrar_Interfaz_Usuario().  
El constructor toma el nombre del usuario vigilado y el 
contador actual de minutos transcurridos. Para mayor brevedad 
la lista de todas las propiedades se descarta. 
 
        public class UsuarioVigilado 
        { 
         public UsuarioVigilado(string s_Nombre_Usuario, int  
          i_Contador_Usuario) 
            { 
                nombre = s_Nombre_Usuario; 
                contador = i_Contador_Usuario; 
                s_guid = System.Guid.NewGuid().ToString(); 
                Usuario_IU = null; 
                ejecutando = false; 
                saliendo = false; 
            } 
… 
Figura 4.3 La clase Usuario Vigilado  
Fuente: Elaboración Propia 
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A. El servicio tratara en primer lugar detectar quién está 
conectado y también si alguien está saliendo (cerrando 
sesión), identificando al usuario como un usuario 
vigilado. Para esto vamos a utilizar WMI (Windows 
Message Interface) a través de las clases del espacio de 
nombres System.Management haciendo una consulta a 
Win32_ComputerSystem como vemos en la (Figura 
3.86). El método bool fx_EsUsuario_Logueado devuelve 
true si el usuario se registra en la lista de usuarios 
vigilados y, además, devuelve el nombre de dominio y el 
nombre de usuario de la sesión actual. 
B. Seguidamente el servicio verá si el usuario registrado 
identificado ya tiene  una interfaz de usuario 
existente y además si esta instancia de interfaz sigue 
ejecutándose. Si esto no se aplica, se dará ira al paso 
N°3 o de lo contrario se irá al paso N°5. 
C.  El servicio hace la verificación de todos los casos de IU 
(Interfaz de Usuario) creados para todos los usuarios 
vigilados. Si el servicio detecta una interfaz de usuario 
ejecutándose pero que no pertenece a la sesión 
iniciada actual en la interacción con el usuario, el 
usuario actual es reconocido como un nuevo usuario. 
Todos los demás casos de interfaz de usuario 
ejecutándose tienen que ser cerrados. Esta estrategia 
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soluciona la limitación de los servicios COM + en 
cuanto a cambios rápidos de usuario (Cierre de sesión 
o cambio de usuario interactivo). Pongamos que por 
ejemplo, U1 es el usuario actual y que este no cierre la 
sesión actual y ahora se registra un nuevo usuario U2, 
Nuestro COM+ fuera de proceso de sustitutos seguirá 
funcionando durante un par de minutos en el contexto 
del usuario original U1. Cualquier intento de crear una 
nueva instancia de Win UI Componente .Ser Mon Com 
Display (), terminará con una nueva instancia en la 
sesión del usuario U1. Por lo tanto, el Servicio de NT 
tiene que asegurarse de que, la interfaz de usuario U1 
se cierra y la aplicación COM+ también se cierra con el 
fin de manejar el usuario U2. 
D.  Ahora el servicio puede empezar a crear una interfaz de 
usuario haciendo un nuevo llamado a Usuario Vigilado. 
Crear_Interfaz_Usuario() como vemos en la Figura 4.3. 
E. Ahora en el servicio NT vamos a crear una lista de 
procesos en ejecución y  filtrar los usuarios vigilados 
para acceder a los tokens de seguridad de los procesos 
en lista a ser vigilados. Esta es una operación  
privilegiada por lo que el servicio de NT tiene que 
funcionar como Sistema Local. El código se compone 
esencialmente de puras llamadas a métodos P/Invoke. 
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Para ver un ejemplo podemos buscar el método 
privado fx_Buscar Cuenta Usuario (Process proceso, 
out strings Dominio, out string s_Usuario) en el archivo 
Servicio Monitoreo.cs, que devolverá true si la 
operación tiene éxito y devuelve también el nombre de 
usuario actual y el dominio que ya ha recibido el token 
de seguridad de los procesos vigilados. 
F. Finalmente el Servicio de NT tiene que enviar una 
actualización de estado a la instancia de la interfaz de 
usuario. Este mensaje contendrá datos sobre el 
contador actual y el tiempo prohibido por períodos de 
tiempo. La actualización de estado se ejecuta a través 
de ISerMonCom Mensajes. Actualizar_ Ping(). 
  private bool fx_EsUsuario_Logueado(out string 
s_Dominio_Usuario, out string s_Nombre_Usuario) 
        { 
            //Variable boleana que retorna la funcion 
            bool b_Flag_Retorno = false; 
 
            //Variables para Usuario de Dominio y Nombre de 
Usuario 
            s_Dominio_Usuario = ""; 
            s_Nombre_Usuario = ""; 
 
            //Consulta a un Objeto de administracion 
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            ObjectQuery oConsulta = new ObjectQuery("select * 
from win32_computersystem"); 
            //Verificamos si la consulta es nula 
            if (oConsulta == null) 
                return b_Flag_Retorno; 
  … 
Figura 4.4 Uso de consulta de WMI para detectar usuarios conectados  
Fuente: Elaboración Propia 
 
 
Para completar este punto se debe añadir un archivo de 
configuración para el proyecto de servicio de Windows (Agregar 
nuevo elemento/Aplicación de archivos de configuración). Además se 
tiene la necesidad de guardar los datos de la cuenta del usuario, 
mientras que el servicio se está cerrando. Estos datos se pueden leer 
en el momento de iniciar el servicio y se inicializa con los valores 
iniciales.  
El archivo de configuración creado anteriormente sólo es 
apropiado para datos de sólo lectura. Para preservar la dinámica de 
cambiar la configuración, se deben abrir las propiedades de servicio 
de Windows del proyecto (botón derecho del ratón en el proyecto) e ir 
al panel de configuración. Hacemos clic en la muestra "El proyecto no 
contiene un archivo de configuración por defecto..."  
Se creará un vínculo con una nueva entrada Settings. Settings 
debajo de las Propiedades del Proyecto (ver el explorador de 
soluciones) y también tendremos abierto una configuración de la tabla 
de la vista. La tabla contiene, nada más que una sola línea en blanco.  
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Debemos cambiar el nombre de la configuración por defecto en 
la columna Nombre con algo como (times tamp) “marca de tiempo" y 
elegimos el tipo de datos System.DateTime. Dejamos el valor vacío. 
Esto preservará la fecha exacta y la hora del evento al detener el 
servicio. A continuación añadimos una línea más de ajustes 
nombrado como String Coll y seleccionamos el tipo. 
System.Collections.Specialized. String Collection. Esta 
propiedad es con la intención de preservar los contadores (un punto 
de guardado por cada usuario vigilado). 
4.1.7  Implementación de servicio NT 
Es posible implementar el servicio de NT a través de la 
utilidad installutil.exe que está disponible en el archivo de 
Paquete del NET Framework. Sin embargo, con el fin de 
hacerlo, hay que añadir un instalador en el proyecto de Servicio 
de Windows, como lo hicimos en el Servidor de Componentes 
(Serviced Component) de Aplicaciones de Windows del 
proyecto. La diferencia es que en este caso, el instalador será 
consumido por el Installutil.exe y en el caso anterior era 
consumido por la utilidad Regsvcs.exe. 
Para esto tenemos que hacer doble clic en el explorador 
de solución en el archivo Servicio Monitoreo.cs que activará la 
vista del diseñador. A continuación, vayamos en el diseñador 
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de vista (que aparece en color gris y que contiene un texto que 
comienza así: ". Para agregar componentes a la clase....".  
Damos clic en el botón derecho del ratón en este campo 
y seleccionamos" Agregar instalador "Esto inmediatamente 
agregar un Proyecto Instalador.cs de nuestro proyecto y se 
activará esta clase en el modo de visualización de diseño. Lo 
que debemos tener en cuenta acerca de estos casos es el 
hecho de que la clase Service Pocess Installer representa el 
servicio de NT del proceso en sí mismo y tiene que ser único. 
La clase Service Installer representa el servicio actualmente en 
desarrollo (no todo el proceso). 
 El proceso de servicio de NT puede contener más de un 
servicio alojado en un solo proceso. Así que en teoría podría 
haber más de una instancia de clase Service Installer en 
nuestro proyecto, que sin embargo no es el caso en este 
proyecto. 
Echando un vistazo al constructor del Project Installer 
(Figura 4.4). Debemos tener en cuenta que este se establece 
explícitamente, que el proceso tiene que funcionar en el 
contexto del sistema local. El proceso del servicio está 
configurado para iniciarse automáticamente.  
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El nombre del servicio de visualización también se 
encuentra junto con la descripción que se verá en la consola de 
administración de servicios abiertos. 
public ProyectoInstalador() 
        { 
            InitializeComponent(); 
            // Los servicios correran sobre la cuenta del Sistma. 
            Proceso_Instalador.Account = ServiceAccount.LocalSystem; 
            // Los servicios son iniciados Automaticamente 
            Servicio_Instalador.StartType = ServiceStartMode.Automatic; 
            Servicio_Instalador.ServiceName = "COM+ Raul - Servicio de 
Monitoreo y Control"; 
            Servicio_Instalador.Description = "Este Servicio estara 
intentando vigilar aplicaciones de acuerdo a los detalles de 
configuracion"; 
        } 
Figura 4.5 NT Service ProjectInstaller  
Fuente: Elaboración Propia 
 
 
Ahora vamos a manejar los eventos generados durante la 
instalación del servicio. En esencia se podría hacer de tres maneras 
diferentes. Por ejemplo usando el Service Installer, o usando el 
Service Process Installer y también con Project Installer. El Project 
Installer hereda de la clase System.Configuration. Install.Installer y el 
mejor método para nuestro proyecto es utilizar esta clase. 
Podemos cambiar a la vista de código del Project Installer y 
reemplazar por lo menos los métodos On After Install () y On Before 
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Uninstall (). El método protected override void On Before Uninstall (...) 
se lleva a cabo con una sola línea de código que llama al método (...) 
base. On Before Uninstall. Esto sería todo lo que tendríamos que 
definir para preparar nuestro instalador del proyecto. 
MO Algo más difícil es la aplicación del método On After Install () 
(Figura 3.88). Lo primero que debemos tener en cuenta es la llamada 
del método base. On After Install(...) y poner al lado un mensaje 
escrito en la Solicitud de registro de eventos. Las cosas más 
complejas que siguen a esta última línea del código consiste en una 
serie de llamadas P/Invoke en el advapi32.dll.  
Lamentablemente, en el espacio de nombres System. 
Configuration Install no hay soporte todavía para cambiar la 
configuración predeterminada del servicio de configuración. Acá nace 
la pregunta ¿Por qué necesitamos este cambio? Mientras que el inicio 
del servicio, especialmente durante el arranque del ordenador, no hay 
manera de determinar por defecto el orden de los servicios al 
empezar.  
Esto podría resultar en una mala experiencia ya que Servicio 
Monitoreo podría comenzar  antes que algunos servicios de vital 
importancia (por ejemplo, antes del sistema COM+ o de los servicios 
RPC). Con el fin de prevenir malos resultados por el orden incorrecto 
al iniciar el servicio, tenemos que definir por ejemplo, la dependencia 
de servicio en el Sistema de eventos COM+ (ver Event System). 
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 El mismo  Event System depende del servicio RPC. En cuanto a 
cómo hacer esta fijación de la dependencia de servicio, se deben 
realizar las siguientes operaciones: 
1. Abrimos la base de datos del Administrador de control de 
servicios de Base de datos. 
2. Bloqueamos el SCM (Service Control Manager) para el 
momento en que se puso la dependencia, se ha descrito 
anteriormente en el mismo. 
3.  Abrimos el servicio particular, utilizando el nombre del servicio. 
4. Cambiamos la configuración del servicio (dejando todos los 
detalles de Configuración de otros cambios).  
5. Desbloqueamos el SCM y dejamos de manejar el servicio de 
Base de datos. 
protected override void OnAfterInstall(IDictionary savedState) 
        { 
            base.OnAfterInstall(savedState); 
 




            IntPtr databaseHandle = OpenSCManager(null, null, 
                
(uint)(SERVICE_ACCESS.SERVICE_QUERY_CONFIG | 
                SERVICE_ACCESS.SERVICE_CHANGE_CONFIG | 
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                SERVICE_ACCESS.SERVICE_QUERY_STATUS | 
                
SERVICE_ACCESS.STANDARD_RIGHTS_REQUIRED | 
… 
Figura 4.6 La alteración de la configuración del servicio en la base de datos 
de SCM  
Fuente: Elaboración Propia 
 
 
En este punto se puede construir (compilar) la solución y 
desplegarla de forma manual tanto en el componente de COM+ (a 
través de la utilidad Regsvcs.exe) y también el servicio de NT (a 
través de installutil.exe). 
4.1.8 Comunicación de la IU con el servicio NT(Network 
terminal) 
Como se mencionó anteriormente, la capacidad de la 
interfaz de usuario para comunicarse con el servicio de NT, sin 
que se plantee, es especialmente útil por dos razones: 
• Periódicamente se debe notificar al Servicio NT si la interfaz 
de usuario sigue ejecutándose. Como el componente de 
interfaz de usuario ha implementado un contador de tiempo, 
cada vez que se ha producido el evento Tick, la interfaz de 
usuario puede enviar de nuevo un mensaje "Hola, estoy 
ejecutándome y estoy funcionando bien”. 
• Mientras que el usuario cierra la sesión, la interfaz de usuario 
se ejecuta en el contexto del usuario conectado en forma 
interactiva, y luego se cerrará el sistema. El servicio de NT, por 
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supuesto, cuenta con la instrumentación para revisar 
periódicamente a los usuarios conectados y también para 
reaccionar debidamente en caso de cualquier cambio, sin 
embargo, parece ser más adecuado tener un acoplamiento 
inmediato a los eventos de Salida de la interfaz de usuario. 
• En tercer lugar (algo que aún no está implementado y se 
puede hacer a futuro), es utilizar la interfaz de usuario del 
usuario con sesión iniciada para que este pueda solicitar 
asignación adicional o tiempo extendido para utilizar los 
procesos prohibidos, mientras que el límite diario de este ya 
expirado. Esto podría ser manejado por ejemplo por un clic, en 
un botón que diga "Solicitar más Tiempo" en la parte superior 
de la interfaz de usuario y escribiríamos el nombre de usuario y 
la contraseña del usuario dedicado que tenga el papel de un 
supervisor. 
4.1.9 Servicios de hosting WCF en el servicio de NT 
Ahora volviendo al proyecto de servicio de Windows 
(Servicio Monitoreo). Los puertos a utilizar por los Servicios  
WCF se realizarán través de dos referencias de biblioteca 
adicionales, que son System.ServiceModel.dll y System. 
Runtime. Serialization.dll. A continuación debemos agregar al 
proyecto simplemente un "nuevo elemento/servicio WCF". Si 
añadimos un nuevo servicio de WCF o simplemente una clase, 
hay que terminar con una interfaz pública (por ejemplo, IWCF 
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Clase Servicio) atribuyendo el uso de la clase Service Contract 
Attribute. La interfaz cuenta con dos firmas de los métodos 
declarados como bool Salir (string s_id) y bool Ejecutando 
(string s_id). Debemos tener en cuenta que los métodos están 
recibiendo un parámetro de cadena, que es la identidad de la 
interfaz de usuario (este se genera y envía por el Servicio de 
NT para la interfaz de usuario). Además tendrá una clase 
pública (por ejemplo, ClaseServicioWCF) que implementa esta 
interfaz (Figura 3.89). También debemos tener en cuenta, que 
las firmas de los métodos declarados se atribuyen a la clase 
OperationContractAttribute. 
    [ServiceContract] 
    public interface IClaseServicioWCF 
    { 
        /// <summary> 
  /// Operación Saliendo que indica si se esta saliendo del 
Servicio. 
        /// </summary> 
        /// <param name="s_id">String s_id.</param> 
        /// <returns></returns> 
        /// <remarks></remarks> 
        [OperationContract] 
        bool Saliendo(string s_id); 
 
        /// <summary> 
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        /// Ejecutando el s_id especificado. 
        /// </summary> 
        /// <param name="s_id">String s_id.</param> 
        /// <returns></returns> 
        /// <remarks></remarks> 
        [OperationContract] 
        bool Ejecutando(string s_id); 
    } 
… 
Figura 4.7  Detalles del contrato de servicio  
Fuente: Elaboración Propia 
 
 
  Ahora debemos completar el Contrato que va a ser utilizado 
por el componente de interfaz de usuario, por lo cual tenemos que 
realizar dos pasos más, El primero es ampliar el archivo de 
configuración con las cosas relacionadas con el WCF (Figura 
3.90) y el segundo es para abrir el host de servicio WCF al iniciar 
el servicio de NT (Figura 4.7) y el cierre de todo al detener el 
servicio de NT. 
 Debemos tener en cuenta en el archivo de configuración el 
atributo baseAddress dentro del elemento <baseAddress> de 
nuestro archivo de configuración XML. Esto indica al host de 
servicio WCF que va a escuchar a través de Http a las solicitudes 
de servicio de metadatos. Este puerto http no representa el canal 
de trabajo destinados a la interfaz de usuario para hablar con el 
Servicio de NT. Esto es más bien para que el servicio en tiempo 
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de diseño atienda las solicitudes de WSDL (Contrato de Servicio 
WCF) y después de que el diseño se haya completado, recién 
será seguro desprenderse de ella. 
    Observemos el elemento <endpoint>, que define el ABC de 
la WCF: Direccionamiento, Enlace y Contrato. El enlace utiliza 
canalizaciones con nombre entre los procesos. El atributo de 
dirección también refleja el uso de canalizaciones con nombre, sin 
embargo, son perfectamente seguros para cambiar el nombre del 
valor de la dirección, dejando la primera parte "net.pipe: / 
/localhost/" sin cambios. El Valor exacto del atributo de contrato 
tiene que coincidir con la definición de la interfaz (Figura 3.89). 
<system.serviceModel> 
 <services> 
  <service 
name="ServicioWindowsNT.ClaseServicioWCF" 
behaviorConfiguration="NTBehavior"> 
   <host> 
<baseAddresses> 
  <add 
baseAddress="http://localhost:9002/NTServicioMonitoreo/"/> 
      </baseAddresses> 
   </host>     
<endpoint name="ServicioWindowsNT" 
     
address="net.pipe://localhost/NTServicioMonitoreo/pipe" 
          binding="netNamedPipeBinding" 
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          bindingConfiguration="NTPipeConfiguration" 
          contract="ServicioWindowsNT.IClaseServicioWCF"/> 
         </service> 
    </services>     
    <bindings> 
       <netNamedPipeBinding> 
          <binding name="NTPipeConfiguration"></binding> 
       </netNamedPipeBinding> 
    </bindings> 
    <behaviors> 
     <serviceBehaviors> 
       <behavior name="NTBehavior"> 
         <serviceMetadata httpGetEnabled="true" /> 
       </behavior> 
     </serviceBehaviors> 
    </behaviors>  
</system.serviceModel> 
Figura 4.8 Configuración de WCF para hospedar 
 el Servicio de NT  








 protected override void OnStart(string[] args) 
 { 
     // Cargamos Configuracion 
     fx_Cargar_Configuracion(); 




     // Iniciamos el Host del Servicio 
     // ************************************************** 
    oHostServicio = new 
ServiceHost(typeof(ServicioWindowsNT.ClaseServicioWCF)); 
 
//Escribo un mensaje para el Log de Eventos indicando que el 
Host del Servicio se ha iniciado 





Figura 4.9 Archivo de Configuración Extendido con Hospedaje de  
WCF OnStart() y OnStop() 
Fuente: Elaboracion Propia 
 
4.1.10  Consumo del servicio de WCF en la interfaz de usuario 
Ahora, el servicio de NT está listo para ser iniciado. Para 
obtener los metadatos de WCF para el componente de 
interfaz de usuario, el servicio de NT tiene que estar levantado 
y corriendo además de estar escuchando en la configuración 
del puerto Http 9002. Por esta razón, tenemos que instalar e 
iniciar el servicio de NT con la utilidad installutil.exe como se 
mencionó anteriormente.  
Si se tuvo éxito al instalar e iniciar el servicio de NT, 
debemos abrir nuestro navegador predeterminado en este 
caso Google Chrome y escribir en la lista de direcciones, 
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"http://localhost:9002/ NTServicioMonitoreo/". Esto está de 
acuerdo con el archivo de configuración discutido en el 
capítulo anterior  (Figura 3.90). Si se tiene la respuesta 
correcta (Figura 3.92), y el host de servicio WCF está 
ejecutándose podemos proceder. Debemos ir al lado del 
proyecto de aplicación de Windows. 
 En el Explorador de soluciones derecho hacemos clic en 
referencias del proyecto y seleccionamos "Agregar referencia 
de servicio...". No hay que confundir esto con "Agregar 
referencia..."  y también debemos dejar intacta la referencia a 
" Añadir Web..."! alimentaremos el cuadro de diálogo que 
aparece con la dirección que es muy parecida a la del 
Explorador de Internet. Esto agregará una referencia de 
servicio por defecto con el nombre como "localhost" a su 
proyecto. También debemos tener en cuenta el hecho de que 
se creará un nuevo archivo de configuración que contiene 
detalles de la referencia de servicio de configuración. 




Figura 4.10 El consumo de WCF Metadatos en Internet Explorer  
Fuente: Elaboración Propia 
 
 
    Veamos la Figura 3.93 en donde se muestra un fragmento 
de código después de descartar el archivo de configuración de la 
aplicación. Sólo tenemos que quitarla del proyecto. En el 
controlador de eventos FormLoad debemos tener un Net Named 
Pipe Binding y las clases de Endpoint Address que crearán una 
instancia. Lo que sigue es una instancia del 
WCFServiceClassClient con las instancias de enlace y la 
dirección como parámetros de entrada. El Uso de la configuración 
de la aplicación creada originalmente pondría simplemente una 
instancia de esta clase a través del constructor predeterminado 
sin parámetros de enlace y de dirección. El .NET Framework 
buscará la información necesaria directamente en el archivo de 
configuración. 
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/// Cargado lo primero que hara es colocar la posicion de  las 
Ventanas y inmediatamente 
/// esperara los updates en orden(mensajes-ping) desde el 
Servidor NT. Ademas 
/// la comunicacion con el WCF es inicializada y finalmente el 
temporizador es iniciado 
/// </summary> 
/// <param name="sender">La fuente del Evento.</param> 
/// <param name="e">La <see 
cref="System.Configuration.Install.InstallEventArgs"/> instancia 
conteniendo la data del evento.</param> 
/// <remarks></remarks> 
private void ComponenteMonitoreoControl_Load(object sender, 
EventArgs e) 
       { 
            SetearPosicionFormulario(); 
            this.notifyIcon1.Visible = true; 
            this.Opacity = 0; 
 
            b_Cerrar_Exacto = false; 
//timer1.Interval = 60000; //Para que cambie cada minuto 
produccion 
            timer1.Interval = 2000; //Cada Segundos para simulacion 
            if (InstanciarServidorWCF() == true) 
                timer1.Start(); 
… 
Figura 4.11 Hacer el saludo inicial con el servidor de WCF  
Fuente: Elaboración Propia 
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Ahora solo debemos asegurarnos de lo siguiente: 
• El temporizador llama a Servirdor.Ejecutando() con el fin de 
notificar al Servicio de NT que la interfaz de usuario sigue 
ejecutándose. 
• Salir de la aplicación de la interfaz de usuario debe llamar al 
método Servidor. Salir () en el controlador de eventos FormClosing. 
El controlador de eventos FormClosing es un poco complejo. 
Esto en términos de requisitos, no se debe permitir que el usuario 
cierre y salga de la aplicación. La aplicación sólo puede salir si el 
servicio de NT se lo pide al usuario al cerrar la sesión. El primer 
requisito es fácil de manejar, ya que el servidor tiene que llamar 
explícitamente al método Salir Formulario (), que puede establecer 
un indicador booleano como b_Cerrar_Exacto en true. Pero acá 
nace otra pregunta, ¿Cómo atrapar a un usuario que está cerrando 
su sesión? 
 Para hacer frente a los eventos del sistema, debemos 
reemplazar el método System.Windows.Form.Control.WndProc () 
que es una manera de conectar los eventos del Sistema de 
Windows. Después debemos consultar el mensaje 
WM_QUERYENDSESSION que ocurre exactamente cuando el 
usuario decide cerrar la sesión. 
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private const int WM_QUERYENDSESSION = 0x11; 
protected override void WndProc(ref 
System.Windows.Forms.Message m) 
{  bool b_maquinaenSuspension = false; 
  string reporte = "El S.O recibio un estado de poder no manejado"; 
  if (m.Msg == WM_QUERYENDSESSION) 
  {  b_Cerrar_Exacto = true; 
     EventLog.WriteEntry(FuenteEventoComPlus, 
"WM_QUERYENDSESSION: este es un cierre de sesion, apagado, 
o reinicio"); 
  } 
  //Si este es un WM_QUERYENDSESSION, el evento de cerrado 
debera ser   
  lanzado en el evento base WndProc. 
  base.WndProc(ref m) } 
Figura 4.12 Conexión de los eventos del sistema en Windows Forms  




4.2   Despliegue de la aplicación 
Lo último que tenemos que hacer es terminar todos los 
ensamblados producidos en un paquete de instalación. 
Tenemos que ir a la solución y agregar un tercer proyecto que 
sea del tipo "Otros tipos de proyectos/Instalación e 
implementación/ Configuración del proyecto". Con esto se 
creará un paquete MSI que se implementará con privilegios 
elevados. Debemos utilizar el archivo setup.exe que se debe 
aplicar con la opción "Ejecutar como Administrador". 
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a. Instale la aplicación utilizando el valor por 
defecto "sólo para mí"(Just for me) como opción 
en su cuenta de administrador (que es 
probablemente la cuenta del supervisor). 
b. Luego debemos ir a la carpeta %ProgramFiles% 
y en la ruta "...\ Raul\Componente\ServicioNT" 
debemos cambiar la configuración por defecto 
(Servicio Monitoreo.exe.config) de acuerdo a 
nuestras políticas de uso. 
c. Después de cambiar la configuración, iniciamos 
el servicio manualmente. A partir de acá el 
servicio se iniciará automáticamente en cada 
arranque. 
d. Cerramos la sesión. Debemos tener en cuenta 
que no hay absolutamente ninguna necesidad 
de dejar correr una cuenta administrativa 
mientras se navega en la Web - esto es aún más 














DISCUSIÓN DE RESULTADOS Y PROBACIÓN DE 
HIPÓTESIS 
5.1.     DISCUSIÓN DE RESULTADOS HIPÓTESIS PRINCIPAL 
El Desarrollo de una metodología de un Componente de 
Software COM+ para Monitoreo y Control en un Equipo Informático bajo 
la plataforma  .NET. 
5.2  ANÁLISIS DE RESULTADOS 
La evaluación y validación de desarrollo de un componente de 
software automatización, Con el propósito de evaluar la propuesta de 
Componente de Seguridad se realizó en base a una muestra tomada 
entre usuarios y participantes y personal del .COM para y Control en 
un Equipo Informático bajo la plataforma  .NET”. 
5.3      PRUEBA DE ESTADÍSTICA UTILIZADA 
 
El plan de pruebas de software se elabora con el fin de 
especificar qué elementos o componentes se van a probar para que 





el grupo de trabajo pueda realizar el proceso de Validación y 
Verificación de los requerimientos Funcionales y no Funcionales de la 
herramienta. Además, a través del plan de pruebas se puede 
continuar con la trazabilidad de los requerimientos, con lo cual el 
grupo de trabajo, identifica el  porcentaje de avance  que se ha logrado 
hasta cierto momento. 
Al desarrollar el plan de pruebas, se puede obtener información  
sobre los errores, defectos o fallas que tiene el prototipo, así se 
realizan las correcciones pertinentes, según el caso y se asegura la 
calidad del producto que se está entregando al cliente. El plan de 
pruebas se aplica sobre el producto, es decir, el código fuente. Las 
pruebas a implementar son básicas, esto incluye las pruebas unitarias 
y de integración que son vitales para la validación del producto. 
A Aproximación 
En esta sección se exponen los tipos de pruebas a utilizar para 
la herramienta (el componente de seguridad). 
B Pruebas unitarias 
Pruebas por cada unidad, en este caso una unidad es 
equivalente a un requerimiento. El requerimiento es aprobado 
y aprobado si este cumple con lo que está escrito en la 
especificación de requerimientos. 
 





NOMBRE PRUEBAS  UNITARIAS IDENTIFICADOR UT01 
Actividades Análisis de requerimientos del sistema 
Tiempo 
estimado 




Entregables Lista de chequeo sobre el cumplimiento del requerimiento, 
¿realiza lo que el requerimiento describe? 
Tabla 5.1 - Pruebas Unitarias  
 Fuente: Elaboración Propia 
 
C        Pruebas de frontera 
   Pruebas frontera, son las que toman en cuenta valores límite, 
para verificar el comportamiento de la herramienta en esos 
casos. 
NOMBRE PRUEBAS  DE FRONTERA IDENTIFICADOR LT01 
Actividades Se realizarán las distintas pruebas con los valores límites y 
mínimos que debe recibir el programa. 
Tiempo 
Estimado 




Tabla 5.2 - Pruebas de Frontera  
Fuente: Elaboración Propia 
 
En cuanto a los entregables de esta prueba se llenara la siguiente tabla: 
 
NOMBRE  IDENTIFICADOR T01 
Valor 
máximo 
 Valor mínimo  
Resultado esperado   





Resultados obtenidos  
Estado Funciona: No funciona: 
Comentarios  
Tabla 5.3 – Entregable de la Prueba  
Fuente: Elaboración Propia 
 
D    Pruebas de integración 
Las pruebas de integración, como su nombre lo indica, son 
pruebas hechas a un conjunto de requerimientos.  
NOMBRE PRUEBAS  DE INTEGRACIÓN IDENTIFICADOR IT01 
Actividades Validación de requerimientos 
EETiempo 
estimado 




Entregables Informe generado en donde se indica si se tiene un correcto 
funcionamiento o no. 
 
Tabla 5.4 - Pruebas de Integración  
Fuente: Elaboración Propia 
 
ID GRUPO DE REQUERIMIENTOS RESULTADOS DE LA 
PRUEBA 
 Grupo de requerimientos que están 
relacionados dentro del grafo de 
dependencias 
Resultado de la prueba. 
 
Tabla 5.5 – Resultados Prueba de Integración  










E  Pruebas de sistema 
Las pruebas de sistema son pruebas realizadas a la herramienta 
como un conjunto, que casos de uso cumple a cabalidad, con 
rutas de éxito y fallo, que han sido definidas en el documento de 
Casos de Uso. 
 
NOMBRE Pruebas  sistemas IDENTIFICADOR ST01 
Actividades Se realizaran pruebas funcionales y No funcionales 
Tiempo 
estimado 




Entregables Informe generado por el responsable de esta prueba el cual 
informara si se tiene un correcto funcionamiento o no. 
 
Tabla 5.6 – Pruebas de Sistema  
Fuente: Elaboración Propia 
 
ID CASO DE USO RESULTADOS DE LA PRUEBA 
 Grupo de requerimientos 
que están relacionados 
dentro del grafo de 
dependencias 
Resultado de la prueba. 
 
Tabla 5.7 – Resultados Pruebas de Sistema 
 Fuente: Elaboración Propia 
F Proceso de pruebas 
En esta sección se presentan los casos de pruebas generales 
para usarlos con la herramienta. Cada cuadro está asociado a 
un Caso de Uso, desde ahí se desglosa en  los diferentes 
módulos involucrados para el funcionamiento y se evalúa el 
resultado obtenido. En las siguientes tablas, se muestran los 
casos de pruebas a realizar: 





NOMBRE Administrar Servicios PRUEBAS P1 
PROPÓSITO Verificar si al administrar cualquier servicio, se actualiza el 
estado de los mismos de acuerdo a la operación solicitada. 
PRERREQUISITOS  Haber solicitado administrar un servicio de 
Windows. 
 Tener requerimientos en la administración de un 
servicio. 
UBICACIÓN Pantalla Principal de Administración de Servicios 
ENTRADA  Búsqueda de Servicios Disponibles.  
ORÁCULO El historial de cambios ha sido actualizado 
PASOS 1. Buscar en la Pantalla Principal el servicio a 
administrar. 
2. Clic en “operación” a realizar sobre el servicio. 




 Administración de Servicios 
 
TABLA 5.8: Caso de Prueba 1  




NOMBRE Administración de Usuarios  PRUEBAS P2 
PROPÓSITO Verificar que si es posible crear, eliminar y modificar 
relaciones entre un par de requerimientos en cuanto a la 
administración de usuarios. 
PRERREQUISITOS  Existen requerimientos en administración de 
usuarios. 
UBICACIÓN Base de datos Postgre SQL, pantalla de Administración de 
Usuarios, pantalla de Mantenimiento de usuarios (la de 
creación y modificación e inactivación. 
ENTRADA  Seleccionar un requerimiento (Creación, 
Modificación o Inactivación) 
 Selección de la acción que desea hacer 
o Crear Usuario 
o Modificar Usuario 
o Inactivar Usuario 





ORÁCULO   (PARA CREAR) La base de datos se encuentra 
actualizada con el nuevo usuario. 
 (PARA MODIFICAR) La base de datos se encuentra 
actualizada con los cambios del usuario. 
 (PARA INACTIVAR) La base de datos se encuentra 
actualizada con la inactivación de usuarios. 
PASOS PARA CREAR 
1. Visitar la pantalla de Mantenimiento de Usuarios. 
2. Seleccionar una operación (Se seleccionó Nuevo). 
3. Clic en Botón “Nuevo”. 
4. Registrar los datos solicitados para el nuevo 
usuario. 
5. Clic en el Botón Guardar. 
PARA MODIFICAR 
1. Visitar la pantalla de Mantenimiento de Usuarios. 
2. Seleccionar una operación (Se seleccionó 
Modificar). 
3. Clic en Botón “Modificar”. 
4. Modificar los datos solicitados para el usuario. 
5. Clic en el Botón Actualizar. 
PARA INACTIVAR 
1. Visitar la pantalla de Mantenimiento de Usuarios. 
2. Seleccionar una operación (Se seleccionó Modificar 
Estado). 
3. Clic en combo de Estado (Se selecciona el estado 
A o I). 




 Mantenimiento de Usuarios (BD Componente, BD 
Cliente) 
 
TABLA 5.9: Caso de Prueba 2  
Fuente: Elaboración Propia 
 
 
NOMBRE PRUEBAS FRONTERA PRUEBAS P3 
PROPÓSITO Verificar que el comportamiento del sistema cuando se 
ingresan valores extremos. 
PRERREQUISITOS  Proyecto creado 
 Atributos seleccionados. 
UBICACIÓN Base de datos Postgre SQL 





ENTRADA Valores de atributos del requerimiento 
ORÁCULO Mensajes sobre el éxito o no del ingreso de los valores  
PASOS 1. En cada campo, donde el usuario tenga la 
oportunidad de ingresar información, verificar sus 
límites. 
a. Si son Alfanuméricos: Verificar el tamaño 
máximo. 
b. Si son Numéricos: Verificar los límites min y 
máximo. 





TABLA 5.10: Caso de Prueba 2  
 Fuente: Elaboración Propia 
 
NOMBRE METODOS GENERALES  PRUEBAS P4 
PROPÓSITO Verificar que el comportamiento de cada uno de los 
métodos generales de la lógica del negocio. 
PRERREQUISITOS Ninguno 
UBICACIÓN Base de datos Postgre SQL 
ENTRADA Información requerida en cada uno de los métodos 
ORÁCULO Verificación de los datos en la base de datos o en las 
excepciones capturadas 
PASOS 1. Construir una clase para probar cada uno de los 
métodos 





TABLA 5.11: Metodos Generales  











5.3 Marco de la evaluación de expertos 
“La principal ventaja de la evaluación por criterios es su bajo 
coste, en realidad este tipo de evaluación puede tener el coste que 
se desee. Un número mínimo de tres evaluadores permite realizar 
una evaluación por criterios. Los costes son por tanto mucho menores 
que cualquier otro método de evaluación”. 
Con el propósito de evaluar la propuesta de Componente de 
Seguridad se elaboró un video demostrativo en el que se muestra el 
modo de funcionamiento de la propuesta. Finalmente se escogió a 
cinco expertos a quienes se les aplicó un cuestionario de siete 
preguntas. 
5.4 Perfil de los expertos 
 Estudios superiores en disciplinas relacionadas al análisis, 
diseño y desarrollo de sistemas informáticos. 
 Experiencia superior a cuatro años en el análisis, diseño e 














5.5 Resultados de la evaluación a expertos 
Pregunta Nº 1:  
El uso de un componente que coordine todo un equipo 
informático (computadora), le parece: 
 
Gráfico Nº 5.1. Resultado Pregunta Nº 1 – El uso de un componente que  
Coordine todo un equipo informático (computadora), le parece  
 Fuente (Elaboración Propia) 
A los 20 participantes les pareció buena la idea de contar con un 
componente. Al centralizar con el control del equipo se corre el riesgo de que 
una tengamos pendientes dentro de la realización de manejo realizado por el 
cierre de servicios dentro del equipo. La ventaja de tener el control del equipo 
informático se centraliza en tener un equipo libre de realizar tareas bajo la 
supervisión del componente. 
Pregunta Nº 2: 
¿Está usted de acuerdo con la siguiente afirmación: “La propuesta 
de Componente hace posible la integración de distintos sistemas 
operativos Windows”? 













Gráfico Nº 5.2. Resultado Pregunta Nº 2 ¿Está usted de acuerdo con la 
 siguiente afirmación: “La propuesta de Componente hace posible  
la integración de distintos sistemas operativos Windows”? 
Fuente (Elaboración Propia) 
 
Cinco de 20 participantes coinciden en que el Componente logra 
integrar sistemas operativos windows, esto dado que emplea sistemas 
operativos Windows bajo la plataforma WCF utilizando framework 3.0  y estos 
están basados en un estándar que no es dependiente de un sistema operativo. 
La limitante es el  sistema operativo sobre la que se ejecuta el Componente, 
solo puede ser en un ambiente Windows junto con la instalación del posgre 
SQL 8.4 como requisito para la ejecución del componente. 
Pregunta Nº 3: ¿Qué le parece los dos modos de funcionamiento del 
componente dentro de un equipo informático (Sistema - Sistema y 
Sistema - Usuario)? 
 



















Gráfico Nº 5.3  Resultado Pregunta Nº 3 - ¿Qué le parece los dos modos de funcionamiento 
del componente dentro de un equipo informático (Sistema - Sistema y Sistema - Usuario)? 
Fuente (Elaboración Propia) 
 
6 participantes calificaron como bueno los dos modos de funcionamiento 
del Componente, lo que indica que se pueden realizar mejoras, tal como 
se indican en las recomendaciones y para la finalización del componente 
bajo plataforma WCF. 
Pregunta Nº 4: ¿Qué le parece el funcionamiento del Componente bajo la 
plataforma WCF? 
  
Gráfico Nº 5.4 Resultado Pregunta Nº 4 – ¿Qué le parece el funcionamiento del 
Componente bajo la plataforma WCF?  
 Fuente (Elaboración Propia) 
 
 
Diez de veinte participantes opinaron que es excelente el 
funcionamiento del Componente bajo la plataforma WCF, el uso de la 
plataforma WCF se da para el desarrollo de aplicaciones para definir un la 
comunicación mediante mensajes, esto es conveniente dado que el 
componente de seguridad informática es planteado bajo la modalidad de 
mantener al usuario conectado. 












 Con la seguridad de su equipo informático, lo que hace posible su 
comprensión por parte de los usuarios; no depende de la plataforma que se 
utilice y pueden crearse con un plataformas distintas, además con plataforma 
WCF se logra que el usuario defina el comportamiento del Componente. 
Pregunta Nº 5: 
¿Qué le parece la configuración de documentos de seguridad (cambios, 
facilidad de manejo y rapidez) a través de documentos XML y archivos 
.ini? 
 
Gráfico Nº 5.5 Resultado Pregunta Nº 5 ¿Qué le parece la configuración de documentos de 
seguridad (cambios, facilidad de manejo y rapidez) a través de documentos XML y .ini? 
Fuente (Elaboración Propia) 
 
 
Quince de veinte participantes opinaron que es bueno emplear 
documentos XML para definir los cambiar fácilmente documentación XML y 
.ini, pero el inconveniente ocurre en la cantidad de datos que se terminan 
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 La ventaja radica en la posibilidad de comprensión de tales 
documentos XML por parte de los usuarios. 
Pregunta Nº 6: 
¿Le parece apropiado el uso de la BD Posgre SQL para la elaboración de 
acciones en cambios en la configuración del Componente? 
 
Gráfico Nº 5.6 Resultado Pregunta Nº 6 -¿Le parece apropiado el uso de la 
 Base de datos BD Posgre SQL para la elaboración de acciones en  
cambios en la configuración del Componente? 




Cinco de veinte participantes consideran como parcialmente apropiado 
el uso de BD para la elaboración de acciones en cambios en la configuración 
del Componente, esto porque hay actualizaciones en la base de datos Posgre 
SQL y el manejo de ello se debe a la configuración de la versión de esta. Hay 
otras tecnologías que pueden ser más eficientes como. Pero corren el riesgo 
de tener problemas frente a cortafuegos y ser dependientes de la plataforma 
distinta dificultando su acción. 
  













PRIMERO: Se creó un componente de software de seguridad que nos 
permite la reutilización del mismo basándonos en modelos comprobados. 
SEGUNDO: Se utilizó la arquitectura de servicios WCF (Windows 
Communication Foundation) para la comunicación entre procesos del 
componente de software propuesto. 
TERCERO: Se hizo uso de herramientas para desarrollo basadas en  
Software Libre GPL o GNU para el análisis y diseño del prototipo como 
son Start UML, GhostDoc, SandCastle GUI entre otras. 
CUARTO: Se desarrollaron  clases y librerías reutilizables que servirán 
como punto de partida para el desarrollo de otros tipos de componentes 
pudiendo utilizar el marco de trabajo como base para otros proyectos 
similares. 
 






PRIMERO: Se recomienda ver el DSBC como una metodología que no se 
puede tomar más como nueva, por el contrario se trata de una idea que 
está evolucionando de sus inicios para tomar más fuerza en el mundo de 
la ingeniería de software, existen ya grandes ideas, conceptos y un mundo 
de analistas, diseñadores que desean hacerla realidad y lo están haciendo 
y actualmente los proveedores de tecnologías que utilizan y proporcionan 
soporte al DSBC son pocas,  sin embargo ya existe un mundo de 
desarrollo a partir de estas, ya que es definitivo que la evolución de la 
POO es el DSBC, y son estos mismos proveedores aquellos que 
definitivamente ya maduraron el paradigma de POO.  
SEGUNDO: Con base a lo expuesto surge la necesidad no sólo de 
encontrar un lenguaje común referente al tema de DSBC entre 
desarrolladores y los usuarios finales sino también la necesidad de buscar 
métodos que permitan el acercamiento y faciliten la utilización de los 
Componentes de Software a cualquier tipo de usuario que desee 
integrarlos a los desarrollos de software. 
TERCERO: Como última recomendación se sugiere seguir mejorando el 
componente desarrollado en la presente tesis, implementando más 
opciones y servicios de red, que permitan hacer un monitoreo más 
exhaustivo, en cuanto a la información compartida por un dominio en 
específico. 
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ANEXO N° 1. Matriz de consistencia 
“Desarrollo de un Componente de Software COM+ para Monitoreo y Control en un Equipo Informático bajo la plataforma  .NET”.  




¿Cómo se puede diseñar un 
componente de seguridad 
COM+ bajo la plataforma 
.NET reduciendo las fallas en 
seguridad de la información y 
el uso de aplicaciones 
indebidas teniendo un 
correcto control y monitoreo 
sobre un equipo informático? 
Problemas secundarios: 
Problema Secundario 1 
¿Es posible diseñar un 
componente de seguridad 
que nos permita reutilización 
del mismo basando en 
modelos comprobados como 
frameworks y el modelo de 
componentes   COM+? 
 
Problema Secundario 2 
¿Es posible realizar la 
arquitectura de servicios 
WFC (Windows Fundación 
Comunicación) para la 
comunicación entre 
procesos del componente 
de software? 
Problema Secundario 3 
¿Es factible evaluar y 
diseñar clases y librerías 
que sean un punto de 
partida para el desarrollo de 
este tipo de componentes? 
Problema Secundario 4 
¿Es posible el uso de 
Herramientas para 


























































































“Diseñar un componente de seguridad COM+ 
bajo la plataforma .NET reduciendo las fallas 
en seguridad de la información y el uso de 
aplicaciones indebidas teniendo un correcto 
control y monitoreo sobre un equipo 
informático”. 
El Desarrollo de un componente de 
software de seguridad basado en un marco 
teórico que permita implementar este tipo 
de aplicaciones de una manera eficiente, 
sencilla y rentable aprovechando las 
características de la plataforma de modelo 
de objetos de componentes haciendo uso 
de servicios web así como de herramientas 




¿Es factible diseñar y desarrollar un 
componente de software de seguridad 
basado en un marco teórico que permita 
implementar este tipo de aplicaciones de 
una manera eficiente, sencilla y rentable 
aprovechando las características de la 
plataforma de modelo de objetos de 
componentes haciendo uso de servicios 
web así como de herramientas que nos 














El Componente de Software a crear en 
la propuesta. 
 Enfoque: Cuantitativo 
 
 Alcance: 
 Exploratorio, Descriptivo, Correlacionar,  
Explicativo 
 
 Diseño: experimental 
 Grupos: Experimental, Control 
 Evaluaciones a los grupos: 
Pre prueba: 
Estilos de aprendizaje Kolb, Encuesta 
Postprueba 
Encuesta 
 Técnica de recolección Encuesta, entrevista 
 
 Población:  50 





Modelo de Objetos de Componentes y 









Diseñar un componente de software de 
seguridad que nos permita la reutilización del 
mismo basándonos en modelos 
comprobados como frameworks y el modelo 
de componentes COM+. 
Realizar la arquitectura de servicios WFC 
(Windows Fundation Comunication) para la 
comunicación entre procesos del 
componente de software propuesto. 
Evaluar clases y librerías que sean un punto 
de partida para el desarrollo de este tipo de 
componentes. 
Hacer uso de Herramientas para desarrollo 
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Figura Anexo 2.1 – Diagrama de Secuencia Detener_Click (Parte 1) – 
Fuente: Elaboración Propia 
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Figura Anexo 2.2 – Diagrama de Secuencia Detener_Click (Parte 2) –
Fuente: Elaboración Propia 
 
 
Page 181 of 196
 
“Desarrollo de un componente de software COM+  para monitoreo y control de un equipo 
informático bajo la plataforma .NET” 
 
ELABORADO POR: RAUL EDWARD ARONI URDAY                                                                                  3 
 
 
Figura Anexo 2.3 – Diagrama de Secuencia FrmPresentacion – Fuente: 
Elaboración Propia 
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Figura Anexo 2.4  – Diagrama de Secuencia iniciarBtn_Click (Parte 1) – 
Fuente: Elaboración Propia 
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Figura Anexo 2.5 – Diagrama de Secuencia iniciarBtn_Click (Parte 2) – 
Fuente: Elaboración Propia 
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Figura Anexo 2.6 – Diagrama de Secuencia InitializeComponent – 
Fuente: Elaboración Propia 
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 Figura Anexo 2.7 – Diagrama de Secuencia Main()- Fuente: Elaboración 
Propia 
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Figura Anexo 2.9 – Diagrama de Secuencia Mostrar - Fuente: 
Elaboración Propia 
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Figura Anexo 2.10 – Diagrama de Secuencia MostrarServicios()- Fuente: 
Elaboración Propia 
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Figura Anexo 2.11 – Diagrama de Secuencia MostrarServicios(string) - 
Fuente: Elaboración Propia 
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Figura Anexo 2.12 – Diagrama de Secuencia Next - Fuente: Elaboración 
Propia 
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Figura Anexo 2.13 – Diagrama de Secuencia pausarBtnClick (Parte 1) - 
Fuente: Elaboración Propia 
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Figura Anexo 2.14 – Diagrama de Secuencia pausarBtnClick (Parte 2) - 
Fuente: Elaboración Propia 
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Figura Anexo 2.15 – Diagrama de Secuencia RefrescarBtn_Click - 
Fuente: Elaboración Propia 
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“DESARROLLO DE UN COMPONENTE DE SOFTWARE 
COM+  PARA MONITOREO Y CONTROL DE UN EQUIPO 
INFORMÁTICO BAJO LA PLATAFORMA .NET” 
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“DESARROLLO DE UN COMPONENTE DE SOFTWARE COM+  
PARA MONITOREO Y CONTROL DE UN EQUIPO INFORMÁTICO 
BAJO LA PLATAFORMA .NET” 
 
1. ¿está de acuerdo con la implementación de monitoreo y control de 
un equipo informático bajo la plataforma . NET? 
a) Si 
b) No 
c) No sabe/no opina 
2.  ¿cree Ud. Que este tipo de automatización es necesaria para un 
monitoreo y control de equipos informáticos? 
a) Si 
b) No 
c) No sabe/no opina 
3. ¿cree Ud. Que este tipo de aplicación es necesario en este tipo de  
servicios? 
a) Muy  necesario 
b) Necesario 
c) No es necesario 
4. ¿Con la implementación, cree Ud. Que hay un mejoramiento en 
monitoreo y control de un equipo informático bajo la plataforma. 
NET? 
a) Muy  necesario 
b) Necesario 
c) No es necesario 
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5. ¿Esta Ud. De acuerdo con la implementación del monitoreo y 
control de un equipo informático bajo la plataforma. NET? 
a) Muy  necesario 
b) Necesario 
c) No es necesario 
6. ¿Cree  Ud. Que el rendimiento y/o implementación que le muestra 
en la pantalla, al ejecutar el prototipo? 
a) Si 
b) No 
c) No sabe/no opina 
7. ¿Qué le parece el diseño monitoreo y control de un equipo 
informático bajo la plataforma. NET? 
a) Muy  necesario 
b) Necesario 
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