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ABSTRAK
Fakultas Ekonomi dan Ilmu Sosial adalah salah satu Fakultas yang berada di UIN Suska Riau.
Pada Fakultas Ekonomi dan Ilmu Sosial terdapat Sistem Informasi Administarsi Surat Menyurat
(SIASY). Adanya SIASY ini lebih memudahkan pihak fakultas dan mahasiswa dalam pengurusan
surat menyurat. Masalah yang pernah dialami oleh Fakultas Ekonomi dan Ilmu Sosial server
eror, kegagalan jaringan, koneksi jaringan putus. Penelitian bertujuan untuk mengetahui tingkat
resiko nilai saverity, occurence, detection, dan nilai risk priority number. Pada penelitian ini
menggunakan metode failure mode and effect analysis (FMEA). Metode FMEA suatu metode yang
digunakan untuk mengetahui tingkat resiko dari kegagalan potensial nilai resiko, teknik penelitian
ini berdasarkan RACI chart dan membagikan kuesioner kepada user dan kasubag. Dari Hasil
penelitian didapatkan tingkat resiko teknologi siasy level tinggi Dengan nilai RPN 320 dan rendah
dengan nilai RPN 12.
Kata Kunci: Keamanan Informasi, Metode FMEA, Penilaian Resiko, Resiko Teknologi Informasi
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ABSTRACT
The Faculty of Economics and Social Sciences is one of the Faculties at UIN Suska Riau. At the
Faculty of Economics and Social Sciences there is the Administrative Information System (SIASY).
The existence of SIASY makes it easier for faculties and students to arrange correspondence.
Problems experienced by the Faculty of Economics and Social Sciences server errors, network
failures, network connections lost. The study aims to determine the level of risk saverity textit
occurrence, detection, and risk priority number values. In this study using the failure mode and
effect analysis (FMEA) method. The FMEA method is a method used to determine the level of
risk of a potential failure of a risk value, this research technique is based on the RACI chart and
distributes questionnaires to users and heads of subdivision. From the results of the study obtained
a high level of siasy technology risk level with a RPN value of 320 and low with a value of RPN 12.
Keywords:information Security, information Technology Risk, Methods FMEA, Risk Assessment.
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BAB 1
PENDAHULUAN
1.1 Latar Belakang
Perkembangan teknologi informasi saat ini banyak memberikan kemuda-
han pada berbagai aspek kegiatan bisnis (McLeod dan Schell, 2007). Penerapan
teknologi informasi sebagai pendukung prosess bisnis bagi suatu organisasi sudah
semakin penting, informasi yang bernilai penting tersebut merupakan aset bagi or-
ganisasi sehingga harus dilindungi keamanan nya sistem informasiyang terkomput-
erisasi adalah tidak kompatibelnya sistem dengan proses bisnis dan informasi yang
di perlukan. Untuk mencapai tujuan bersama baik dirumah maupun di tempat ker-
ja berdasarkan bagaimana sebuah teknologi dapat dimamfaatkan dan diterma oleh
pengguna akhir. Suatu sistem informasi yang di sediakan dapat memenuhi kebu-
tuhan informasi mereka, menerapkan sebuah sistem informasi menjadi hal yang
penting suatu perguruan tinggi untuk mengetahui keberhasilan penerapn suatu sis-
tem.
Aset informasi mengacu pada elemen data elektual, catatan, file, sistem
perangkat lunak/ aplikasi dan sebagainya, sedangkan istilah aset teknologi infor-
masi mengacu pada sekumpulan aset yang lebih luas termasuk perangkat keras,
media,dan elemen-elemen komunikasI. Lingkungan teknologi informasi sebenar-
nya dari perusahaan mengacu pada baik aset informasi maupun aset teknologi in-
formasi (Firesmith, 2003)
Kerahasiaan merupakan aspek yang menjamin data atau informasi, memas-
tikaan bahwa informasi hanya dapat diakses oleh orang yang berwenang dan men-
jamin kerahasiaan data yang dikirim diterima, dan disimpan. Integritas meru-
pakan aspek yang menjamin tidak adanya mengubahan data tanpa seizin pihak yang
berwenang.
Ancaman keamanan informasi adalah suatu potensi yang disebabkan oleh
insiden yang tidak diinginkan yang mungkin membahayakan jalannya, ancaman-
ancaman SI/TI tersebut, Compromises to intelectual property pembajakan, pelang-
garan hak cipta, espionage atau pelanggaran akses yang tidak sah, Forces of nature
kebakaran, banjir, gempabumi, petir, human error or failure kecelakaan, kesalahan
karyawan, dan failure to follow policy
Penerapan teknologi informasi pada institusi perguruan tinggi dalam mem-
bantu proses pengolahan surat menyurat telah dilakukan oleh Fakultas Ekonomi
dan Ilmu Sosial UIN Suska Riau, baik itu untuk mengolah surat aktif kuliah, surat
kelulusan, ataupun surat lainnya. Hanya saja dengan segala kemudahan yang diper-
oleh tidak dapat dipungkiri bahwa dalam pelaksanaannya pemanfaatan teknologi
informasi memiliki beberapa resiko.
Fakultas Ekonomi dan Ilmu Sosial adalah salah satu Fakultas yang berada
di UIN Suska Riau, Fakultas Ekonomi dan Ilmu Sosial terdapat Sistem Informasi
Administarsi Surat Menyurat. SIASY lebih memudahkan pihak Fakultas dan maha-
siswa dalam pengurusan surat menyurat. Dimana alur dalam SIASY ini mahasiswa
harus menyediakan syarat-syarat yang diperlukan, kemudian mahasiswa mengisi
dan melengkapi data yang sudah disediakan, setelah datanya diisi maka mahasiswa
langsung menghadap operator untuk memberi berkas persyaratan, kemudian pihak
operator akan mencetak surat. adapun permasalahan atau resiko yang pernah diala-
mi oleh Fakultas Ekonomi dan Ilmu Sosial dapat dilihat setelah melakukan wawan-
cara kepada admin tanggal 11 Pebruari 2019 dapat dilihat pada Tabel 1.1.
Tabel 1.1. Masalah SIASY
Masalah Efek Penyebab
Kerusakan server Server tidak dapat digunakan Tidak adanya proses control-
ing dan maintenace secara
rutin
Server eror Memakan waktu yang cukup
lama untuk memulihkan
keadaan seperti semula
Listrik mati
Kegagalan jaringan Kegiatan operasonal ataupun
kinerja terhambat
Rusaknya peragkat jaringan
atau mati lampu
Koneksi jaringan putus Sistem tidak dapat di akses Rusaknya peragkat jaringan
atau mati lampu
Metode yang digunakan dalam penilaian risiko tugas akhir ini yaitu metode
Falure Mode & Effect Analysis (FMEA. )Metode (FMEA) adalah suatu metode
yang digunakan untuk mengidentifikasi, mengevaluasi kegagalan potensial, menen-
tukan tingkat resiko dari kegagalan prioritas,dan mengambil tindakan yang di per-
lukan. Berdasarkan latar belakang di atas maka penulis menjadikan topik peneli-
tian dengan judul Pengukuran Tingkat Resiko Teknologi Informasi SIASY meng-
gunakan Metode Failure Mode and Effect Analysis”
1.2 Rumusan Masalah
Rumusan masalah Penelitian yaitu “ Bagaimana pengukuran tingkat resiko
IT pada Sistem Informasi Administrasi Surat Menyurat (SIASY) menggunakan
Metode Failure Mode and Effect Analysis pada Fakultas Ekonomi dan Ilmu Sosial
UIN Suska Riau”
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1.3 Batasan Masalah
Batasan masalah tugas akhir adalah:
1. Penelitian dilakukan pada Sistem Informasi Administrasi Surat Menyurat
(SIASY) pada Fakultas Ekonomi dan Ilmu Sosial UIN Suska Riau
2. Penentuan responden pada penelitian ini berdasarkan RACI chart
1.4 Tujuan
Tujuan tugas akhir adalah untuk mengukur resiko TI pada Sistem Informasi
Administrasi Surat Menyurat (SIASY) menggunakan metode Failure Mode and Ef-
fect Analysis pada Fakultas Ekonomi dan Ilmu Sosial UIN Suska Riau
1.5 Manfaat
Manfaat tugas akhir adalah:
1. Memberikan informasi sebagai upaya peningkatan produktivitas Sistem In-
formasi Administrasi Surat Menyurat (SIASY) di Fakultas Ekonomi dan
Ilmu Sosial UIN Suska Riau di masa yang akan datang.
2. Dapat menjadi pertimbangan untuk mengambil kebijakan untuk
meningkatkan kinerja Sistem Informasi Administrasi Surat Menyurat
(SIASY).
1.6 Sistematika Penulisan
Sistematika penulisan laporan Tugas Akhir ini disusun untuk memberikan
gambaran umum tentang penelitian yang dilakukan.Sistematika penulisan tugas
akhir ini terdiri dari beberapa bab, yaitu:
BAB 1. PENDAHULUAN
BAB 1 Pada bab ini berisi tentang: (1) latar belakang masalah; (2) rumusan
masalah; (3) batasan masalah; (4) tujuan dari penelitian yang dilakukan; (5) manfaat
penelitian; (6) sistematika penulisan laporan Tugas Akhir.
BAB 2. LANDASAN TEORI
BAB 2 Pada bab ini berisi tentang uraian mengenai teori-teori penunjan-
gan yang berhubungan dengan tugas akhir ini yang berasal dari jurnal maupun
buku yang digunakan sebagai landasan teori dalam pembuatan laporan tugas akhir
ini,seperti: (1) pengertian sistem; (2) pengertian resiko; (3) konsep Resiko; (4)
pengertian manajemen resiko ti; (5) metode fmea; (6) penelitian terdahulu menggu-
nakan metode fmea; (7) tampilan siasy fakultas ekononmi dan ilmu sosial; (8) fitur-
fitur siasy; (9) profil fakultas ekonomi dan ilmu sosial; (10) visi dan misi fakultas
ekonomi dan ilmu sosial; (11) struktur organisasi; (12) siasy.
BAB 3. METODOLOGI PENELITIAN
3
BAB 3 pada bab ini berisi tentang metodologi atau alur penelitian yang di-
gunakan dalam penyusunan tugas akhir terdiri dari: (1) tahap prencanaan; (2) tahap
pengumpulan data; (3) tahap pengolahan data dan analisa data; (4) dokumentasi.
BAB 4. ANALISA DAN HASIL
BAB 4 pada bab ini berisi hasil tentang: (1) analisa; (2) mereview proses;
(3) brainstorm resiko potensial (4) daftar aset; (5) pemetaan raci; (6) menentukan
nilai resiko; (7) perhitungan risk priority number; (8) membuat prioritas resiko.
BAB 5. PENUTUP
BAB 5 pada bab ini berisi tentang: (1) kesimpulan; (2) saran-saran.
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BAB 2
LANDASAN TEORI
2.1 Sistem
Sistem merupakan kumpulan elemen yang saling terkait dan bekerja sama,
saling berhubungan dan berinteraksi untuk mengolah data masukan (input) untuk
mencapai tujuan tertentu sampai menghasilkan keluaran (output) yang diinginkan
Sistem sebagai sekelompok elemen-elemen saling terintegrsi dengan maksud yang
sama untuk mencapai suatu tujuan. Sumber daya mengalir dari elemen output
dan untuk menjamin prosesnya berjalan dengan baik maka dihubungkan dengan
mekanisme kontrol Mc. Leod dikutip (Al Fatta, 2007).
2.2 Resiko
Resiko adalah sebagai kemungkinan terkena kerusakan atau kerugian. hal
ini mengacu pada situasi dimana seseorang bisa melakukan sesuatu yang tidak di
inginkan atau kejadian alam dapat menyebabkan hasil yang tidak di inginkan,yang
menghasilkan dampak negatif(Wagiu, Siregar, dan Maulany, 2019) Resiko dapat
memberikan Dampak yang cukup signifikan bagi organisasi. Sebagai contoh adalah
resiko yang muncul akibat perusahaan menerapkan TI.
2.3 Konsep Resiko
Risiko, seperti telah dijelaskan pada bagian sebelumnya, suatu kondisi atau
kejadian yang tidak pasti yang bila terjadi dapat memberikan dampak negatif
maupun positif. Risiko terjadi secara kumulatif dan dapat mempengaruhi sebuah
objektif (Hopkin, Baxendale, dan Ley, 2010). Konsep Risiko maka dapat diketahui
level of risk. Berdasarkan variabel yang digunakan, Probability dan impact, maka
level of risk dapat diklasifikasikan sebagai berikut(Cox, Winterbourn, dan Hamp-
ton, 2009):
1. Low Probability Low Impact = Low Risk Risiko ini adalah risiko dengan
tingkat pengaruh yang paling kecil dibandingkan dengan risiko lainya se-
hingga, dengan kebijakan tertentu, risiko ini dapat diabaikan
2. Low Probability High Impact = Moderate Risk
Risiko dengan tingkat pengaruh menengah. Berbeda dengan low probability
high impact risiko ini hanya perlu dimonitor.
3. High Probability Low Impact = Moderate Risk Risiko dengan tingkat pe-
ngaruh menengah. Berbeda dengan low probability high impact risiko ini
hanya perlu dimonitor
4. High Probability High Impact = High Risk.
Risiko dengan pengaruh yang paling tinggi dibandingkan dengan lainnya.
Merupakan risiko berbahaya yang harus diatasi secepatnya.
2.4 Manajemen Resiko TI
Manajemen resiko merupakan desain prosedur serta implementasi prose-
dur untuk mengelola suatu resiko usaha. Manajemen resiko merupakan antisipasi
atas semakin kompleksnya aktivitas badan usaha atau perusahaan yang dipicu oleh
perkembangan ilmu pengetahuan dan kemajuan teknologi (Kasidi, 2010)
Manajemen Resiko Teknologi Informasi adalah proses yang dilakukan ole-
h para manajer IT untuk menyeimbangkan kegiatan perasional dan pengeluaran
cost dalam mencapai keuntungan dengan melindungi sistem IT dan data yang men-
dukung misi organisasinya. Menurut (Stoneburner, Goguen, dan Feringa, 2002), IT
risk management meliputi tiga proses:
1. Penilaian Resiko
Adalah proses awal di dalam metodologi maajemen risiko. Secara lebih spe-
sifik sejak dikeluarkannya COSO Internal Control Intergrated Framework,
risk assessment dengan tegas dianggap sebagai salah satu komponen dari
sistem internal kontrol.
Organisasi menggunakan risk assessment untuk menentukan tingkat anca-
man yang potensial dan risiko yang berhubungan dengan suatu sistem IT
seluruh System Development Life Cycle (SDLC). Output hasil dari proses
ini membantu kearah mengidentifikasi kendali yang sesuai untuk mengu-
rangi atau menghapuskan risiko sepanjang/ketika proses peringanan risiko
(risk mitigation). Untuk menentukan kemungkinan suatu peristiwa/kejadian
masa depan kurang baik, ancaman pada suatu sistem IT harus dianalisis
bersama dengan vulnerability yang potensial dan pengendalian pada tem-
patnya untuk sistem IT.
2. Risk Mitigation
Adalah satu langkah yang melibatkan usaha-usaha untuk memprioritaskan,
mengevaluasi dan menjalankan kontrol atau pengendalian yang dapat men-
gurangi risiko yang tepat yang direkomendasikan dari proses risk assess-
ment. Risk mitigation biasanya dilakukan dengan memenuhi pendekatan
biaya terendah (least-cost approach) dan melakasan kontrol atau pengen-
dalian yang tepat (the most approatiate controls) sehinnga dapat mengu-
rangi risiko kedalam tingkat yang dapat diterima dengan risiko yang paling
minim (minimal adverse impact) terhadap sumber daya dan tujuan organ-
isasi.
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3. Evaluation and Assessment Pada umumnya, didalam suatu organisasi,
jaringan secara terus menerus akan diperluas dan diperbaharui, kompenen
diubah dan aplikasi software-nya diganti dan diperbaharui dengan versi
yang lebih baru. Perubahan ini berarti bahwa, risiko baru yang akan tim-
bul dan risiko yang sebelumnya dikurangi, akan menjadi suatu perhatian.
Demikian seterusnya, sehingga manajemen risiko akan berkembang. Man-
ajemen risiko harusnya diselenggarakan dan terintegrasi dengan SDLC un-
tuk sistem IT, bukan dikarenakan untuk kepentingan hokum atau regulasi,
melainkan suatu “good practice” dan dukungan bisnis organisasi secara ob-
jektif atau berdasarkan misi.
2.5 Metode FMEA
Menurut (Keskin, Gursoy, Ma, dan Nussinov, 2008). FMEA adalah
teknik yang digunakan untuk meningkatkan produktivitas. Ini adalah metode yang
mengevaluasi kemungkinan kegagalan dalam proses, desain, sistem atau layanan.
Menurut The International Marine Contractor Association (IMCA, 2002) Metode
FMEA digunakan untuk pemberian bobot atas peluang terjadinya kegagalan dalam
sistem, proses, serta produk maupun servis untuk menentukan tingkat keseriusan
efek yang ditimbulkan.
Manfaat FMEA adalah sebagai berikut:
1. Hemat biaya, Karena sistematis maka penyelesaiannya tertuju pada poten-
sial causes /penyebab yang potensial sebuah kegagalan.
2. Hemat waktu, karena lebih tepat pada sasaran.
Para ahli memiliki beberapa definisi mengenai failure modes and effect anal-
ysis, definisi tersebut memiliki arti yang cukup luas dan apabila dievaluasi lebih
dalam memilikiarti yang serupa. Definisi failure modes and effect analysis terse-
but bahwa definisi dari FMEA adalah analisa teknik yang apabila dilakukan dengan
tepat dan waktu yang tepat akan memberikan nilai yang besar dalam membantu
proses pembuatan keputusan. Analisa tersebut biasa disebut analisa “bottom up”,
seperti dilakukan pemeriksaan pada proses produksi tingkat awal dan mempertim-
bangkan kegagalan sistem yang merupakan hasil dari keseluruhan bentuk kegagalan
yang berbeda.
Terdapat langkah dasar dalam proses Failure Mode and Effect Analysis
(FMEA) yaitu sebagai berikut (Aisyah, 2017)
1. Mereview proses
2. Brainstrom risiko potensial.
3. Membuat daftar risiko, penyebab dan efek
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4. Menentukan tingkat severity, yaitu suatu penilaian tingkat keparahan dar-
i keseriusan dari keseriusan effect yang ditimbulkan dari mode kegagalan
(failure mode).menghitung seberapa besar dampak/intesitas kejadian mem-
pengaruhi proses selanjutnya.
5. Menentukan tingkat occurence, yaitu suatu penilaian mengenai pelu-
ang(probabilitas) frekuensi penyebab mekanisme kegagalan yang akan
terjadi,sehingga dapat menghasilkan bentuk/mode kegagalan yang mem-
berikan akibat tertentu selama masa pengguna produk.
6. Menentukan tingkat detection, yaitu pengukuran terhadap kemampuan men-
gendalikan/mengontrol kegagalan yang dapat terjadi.
7. Menghitung Risk Priority Number (RPN) yaitu hasil perkalian saverity (s),
occurrence(o), dan Detection (d).
1. Nilai Saverity langkah pertama untuk menganalisa resiko, yaitu menghitung
seberapa besar dampak atau intensitas kejadian mempengaruhi hasil akhir
proses. dampak tersebut di ranting mulai skala 1 sampai 10, dimana 10
merupakan dampak terburuk dan penentuan terhadap rating dapat dilihat
pada Tabel 2.1.
Tabel 2.1. Rating saverity
Dampak Kriteria: severity dari kegagalan (Efek ke manufac-
turing)
Nilai
tidak ada akibat Tidak ada dampak 1
akibat sangat ringan tidak terganggu. Sangat sedikit berpengaruh pada kinerja
system
2
akibat ringan sedikit terganggu tanpa kehilangan sesuatu penurunan
kinerrja sistem
3
akibat minor penurunanan kinerja sistem secara signifikan(policy) 4
akibat moderat tidak dapat di operasikan tanpa kerugian(prosedur) 5
akibat signifikan tidak dapat di operasikan dengan kerugian kecil (proses) 6
akibat major tidak dapat di operasikan dengan kerugian atau kerusakan
peralatan
7
akibat ekstrim tidak dapat di operasikan dengan kegagalan yang
merusak tanpa mengorbankan keamanan
8
akibat serius potensial kegagalan atau risiko mempengaruhi ke amanan
sistem dengan peringatan
9
akibat berbahaya potensial kegagalan atau risiko mempengaruhi ke amanan
sistem tanpa peringatan
10
2. Apabila sudah ditentukan rating pada proses Saverity, maka tahap selanjut-
nya adalah menentukan rating terhadap nilai Occurance. Occurance meru-
pakan kemungkinan bahwa penyebab kegagalan akan terjadi dan meng-
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hasilkan bentuk kegagalan selama masa produksi produk. Penentuan nilai
Occurance Tabel 2.2.
Tabel 2.2. Rating occurance
Kemungkinan
kegagalan
Kriteria Nilai
Amost never. kega-
galan hampir/tidak
pernah terjadi
Satu kali dalam 6-50 1
Remote kegagalan
terjadi relative kecil
dan sangat jarang
satu kali dalam 3-6 tahun 2
very sight. kegagalan
terjadi relatif kecil
satu kali dalam 1-3 tahun 3
sight: kegagalan
jarang terjadi
satu kali setiap setahun 4
low: kegagalan terja-
di sesekali waktu
satu kali setiap 6 bulan 5
Medium kegagalan
terjadi sesekali saat
waktu tertentu
satu kali setiap 3 bulan 6
moderatly high:
kegagalan sering
terjadi
satu kali dalam sebulan 7
hight kegagalan ter-
jadi berulang kali
satu kali dalam seminggu 8
very hight kegagalan
selalu terjadi
satu kali setiap 3-4 hari 9
almost certain: kega-
galan hampir /tidak
dapat dihindari
lebih dari satu kali tiap harinya 10
3. Nilai Detection
Setelah diperoleh nilai Occurance, selanjutnya adalah menentukan nilai De-
tection. Detection berfungsi untuk upaya pencegahan terhadap proses pro-
duksi dan mengurangi tingkat kegagalan pada proses produksi. Penentuan
nilai Detection dapat dilihat pada Tabel 2.3.
Tabel 2.3. Rating detection
Deteksi Kriteria Metode Deteksi Nilai
Hampir pasti hampir pasti dapat mendeteksi dengan waktu yang cukup
untuk melaksanakan rencana kontingengsi
1
9
Sangat tinggi sangat tinggi dapat di deteksi dengan kontrol yang ada
saat ini. Semua produk secara otomatis diperiksa
2
Tinggi memiliki kemungkinanan tinggi untuk dapat mendeteksi
ke gagalan
3
Cukup tinggi memiliki kemungkinan cukup tinggi untuk dapat mende-
teksi kegagalan mendeteksi kegagalan
4
Sedang memilikTingkat efektitifitas yang rata-rata 5
Rendah memilikTingkat efektitifitas yang rendah 6
Sangat rendah tidak handal dalam mendeteksi tepat waktu 7
Kecil tidak terbukti untuk mendeteksi tepat waktu 8
Sangat kecil tidak mampu memberiakn cukup waktu untuk melak-
sanakan rencana kongtingengsi
9
Hampir tidak
mungkin
Kekurangan tidak dapat di deteksi penyebabnya.tidak
adanya metode deteksi
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4. risk priority number ( RPN)
Nilai ini merupakan produk dari hasil perkalian tingkat keparahan, tingkat
kejadian, dan tingkat deteksi. RPN menentukan prioritas dari kegagalan.
RPN tidak memiliki nilai atau arti. Nilai tersebut digunakan untuk merank-
ing kegagalan proses yang potensial. Nilai RPN dapat ditunjukkan dengan
persamaan sebagai berikut
RPN = S * O * D
Berikut merupakan beberapa Kriteria perankingan Risk Priority Number
(RPN) yang dapat dilihat pada Tabel 2.4 Kriteria Risk Priority Number (RP-
N)
Tabel 2.4. Kriteria Risk Priority Number(RPN)
RPN Calculation Level
0-19 Sangat rendah(Very Low)
20-79 rendah( Low)
80-119 sedang ( Medium)
120-199 Tinggi ( High)
200 Sangat Tinggi ( Very High)
2.6 Penelitian Terdahulu Menggunakan Metode FMEA
Berikut adalah tabel dari penelitian terdahulu yang menggunakan metode
FMEA, dapat dilihat pada Tabel 2.5.
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Tabel 2.5. Penelitian terdahulu
No Nama Dan
Tahun
Judul Hasil Penelitian
1. (Kurniawan,
2014)
Analisa dan Pengukuran
Tingkat Ekspor Resiko
Teknologi Informasi De-
ngan MetodeFMEA (Stu-
di:PT.BANCENTRALASIA,
TBK).
hasil penelitian pengukuran resiko
yang dilakukan pada divisi IT PT.
Bank Central Asia, tbk dapat dis-
impulkan adanya beberapa resiko
yang menyebabkan kerugian poten-
sial dan menghambat proses bisnis.
Potensi penyebab kegagalan poten-
sial terbesar yaitu hardware serv-
er yang rusak, database corrupt dan
software server rusak atau error.
Ketika software maupun hardware
server dan database tidak berfungsi
optimal, maka berbagai proses bis-
nis serta jalannya operasional akan
terganggu dan menjadi tidak opti-
mal dan ada juga potensi penyebab
dari kegagalan yang ada pada PT.
Bank Central Asia, tbk, dan tingkat
tertinggi dari penyebab kegagalan
tersebut adalah pada saat listrik
mengalami pemadaman baik kare-
na kerusakan teknis maupun non
teknis oleh pihak PLN yang men-
gakibatkan perusahaan tidak men-
dapat pasokan listrik
2 (Budiarto,
2017)
Manajemen risiko kea-
manan sistem informasi
menggunakan metode
fmea dan iso 27001 pada
organisasi xyz
Kesimpulan dari jurnal ini adalah
penelitian ini telah berhasil mem-
buktikan secara empris melalui
serangkaian hasil percobaan me-
nunjukkan bahwa metode fmea
merupakan salah satu upaya nyata
yang dapat dilakukan untuk menge-
tahui keadaan tingkat kerawanan
dari sistem informasi, mengidenti-
fikasi penyebab potensial dari ber
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3. (Desy, Hi-
dayanto, dan
Astuti, 2014)
membahas tentang Penilaian
Risiko Keamanan Informasi
Menggunakan Metode Fail-
ure Mode and Effects Anal-
ysis Di Divisi TI PT. Bank
XYZ Surabaya
Hasil penilaian dengan menggu-
nakan metode fmea PT. Bank XYZ
Surabaya mengungkapkan kelema-
han dari sisi keamanan sistem in-
formasi yang dapat meyebabkan
kerugian baik secara finansial dan
non financial. Pihak pengelola sis-
tem IT dan jajaran struktural pa-
da bank XYZ melakukan hal-hal
sebagai berikut guna meminimal-
isir resiko: Institusi harus mener-
apkan manajemen risiko teknologi
informasi. Manajemen atau pe-
jabat struktural sebaiknya menye-
diakan pelatihan kesadaraan kea-
manan kepada seluruh pegawai di
PT. bank XYZ secara rutin agar
pegawai dapat mengerti bagaimana
menjaga keamanan serta memini-
malkan risiko-risiko yang mungkin
muncul, diberikan pengarahan a-
gar pegawai dapat mengetahui pent-
ingnya keamanan sistem informasi
yang baik dan benar.
2.7 Tampilan SIASY Fakultas Ekonomi dan Ilmu Sosial
Berikut merupakan tampilan SIASY dan fitur-fitur yang ada pada SIASY
yang digunakan mahasiswa dalam melakukan aktivitas pembuatan surat menyurat,
dengan tampilan utama sebagai berikut:
1. Tampilan beranda awal pada sistem SIASY untuk login ke halaman surat
menyurat dapat dilihat pada Gambar 2.1.
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Gambar 2.1. Tampilan utama SIASY
2. Tampilan menu login untuk setiap user memiliki username dan password
sesuai dengan username dan password IRAISE UIN SUSKA RIAU dapat
dilihat pada Gambar 2.2.
Gambar 2.2. Tampilan halaman login SIASY
2.8 Fitur-fitur SIASY
Adapun fitur-fitur layanan yang ada di Sistem Informasi Administrasi surat
menyurat adalah sebagai berikut: Home, yaitu tampilan utama sistem setelah ma-
hasiswa melakukan login ke SIASY, sistem secara otomatis akan masuk ke jurusan
pengguna,
1. Jika login berhasil maka akan ditampilkan Beranda Mahasiswa dilihat pada
Gambar 2.3.
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Gambar 2.3. Tampilan beranda mahasiswa
2. Berikut adalah tampilan profil mahasiswa, berisi tentang data-data pribadi
mahasiswa. Tampilan profil mahasiswa dapat dilihat pada Gambar 2.4.
Gambar 2.4. Profil mahasiswa
3. Informasi dosen, berisi tampilan informasi dosen yaitu: NIP, nama dosen,
jabatan, dan nomor telepon. Tampilan Informasi Dosen dapat dilihat pada
Gambar 2.5.
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Gambar 2.5. Informasi dosen
2.9 Profil Fakultas Ekonomi dan Ilmu Sosial
Sejarah berdirinya Fakultas Ekonomi dan Ilmu Sosial tidak dapat dipisahkan
dari adanya keinginan untuk memperluas bidang kajian di IAIN Sulthan Syarif
Qasim melalui seminar Cendekiawan Muslim 1985, Seminar Budaya Kerja dalam
Perspektif Islam, dan dialog ulama serta cendekiawan se-Propinsi Riau tiga tahun
berturut-turut. Seminar melahirkan rekomendasi agar IAIN Sulthan Syarif Qasim
Pekanbaru membuka program studi baru atau program studi umum. Melalui kepu-
tusan rapat senat IAIN Sulthan Syarif Qasim tanggal 9 September 1998 dilak-
sanakanlah persiapan pembukaan jurusan/ program studi secara bertahap. jurusan-
jurusan/ program studi umum di atas ditingkatkan menjadi fakultas yang berdiri
sendiri.
Kemudian berdirilah Fakultas Sains dan Teknologi, Fakultas Psikologi,
Fakultas Ekonomi dan Ilmu Sosial, dan yang terakhir berdirilah Fakultas Perta-
nian dan Peternakan.Sejak berdirinya Fakultas Ekonomi dan Ilmu Sosial, fakultas
mengalami pergantian pucuk pimpinan hanya satu kali, yaitu pergantian dari Drs.
H. M. Djamil Lunin, Ak (Alm) yang meninggal pada tahun 2007 kepada Dr. Kir-
mizi, MBA, Penerimaan mahasiswa pada Fakultas Ekonomi dan Ilmu Sosial telah
dimulai sejak tahun akademik 1998/1999 ketika masih berbentuk jurusan Mana-
jemen dan Manajemen Perusahaan pada Fakultas Syariah. Pada tahun akademik
2003 s/d sekarang jurusan Manajemen dan Manajemen Perusahaan statusnya dit-
ingkatkan menjadi fakultas yang berdiri sendiri menjadi Fakultas Ekonomi dengan
Jurusan/Program Studi Manajemen, Akuntansi dan Manajemen Perusahaan Diplo-
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ma III.
Berdasarkan Peraturan Menteri Agama Republik Indonesia No. 56 Tahun
2006 tentang perubahan atas Peraturan Menteri Agama Republik Indonesia No. 8
tahun 2005 tentang organisasi dan tata kerja UIN Susqa Riau, maka nama Fakultas
Ekonomi berubah menjadi Fakultas Ekonomi dan Sosial. Dan berdasarkan Kepu-
tusan Dirjen Pendidikan Islam No. DJ.I/426/2007 tanggal 01 November tahun
2007 tentang Prgram Studi pada PTAI untuk penambahan penyelenggaraan pro-
gram studi pada Fakultas Ekonomi dan Sosial, yaitu: Administrasi Perpajakan
(D-III), Akuntansi(D-III),dan ManajemenPerusahaan(D-III).Sejalandengan kema-
juan Fakultas Ekonomi dan Sosial menyebabkan semakin meningkatnya minat
masyarakat untuk masuk ke fakultas ini. Hal ini terlihat dari jumlah mahasiswa
yang semakin meningkat dari tahun ke tahun.
2.10 Visi dan Misi Fakultas Ekonomi dan Ilmu Sosial
Adapun visi Fakultas Ekonomi dan Ilmu Sosial UIN Suska Riau adalah
menjadi suatu lembaga pendidikan tinggi popular dan mandiri dalam memajukan
dan mengembangkan ilmu pengetahuan teknologi dan ajaran Islam secara inte-
gral khususnya di bidang ilmu ekonomi dan ilmu sosial melalui pendidikan, pen-
gajaran, penelitian serta pengabdian masyarakat. Adapun misi Fakultas Ekonomi
dan Ilmu Sosial UIN Suska Riau adalah membentuk sumber daya manusia bermutu
dan berakhlak mulia yang mampu memajukan keilmuan dan keislaman yang in-
tegral secara akademik dan professional serta berkontribusi khususnya di bidang
ilmu ekonomi dan ilmu sosial dan mampu memberikan pelayanan dalam mengap-
likasikan ilmu kepada masyarakat dengan mengharapkan ridho Allah SWT.
2.11 Struktur Organisasi
Berikut merupakan struktur organisasi fakultas Ekonomi dan ilmu sosial pa-
da Gambar 2.6
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Gambar 2.6. Struktur organisasi
2.12 Pengertian SIASY
Siasy adalah sistem informasi pelayanan administrasi surat menyurat berba-
sis website. Sistem ini dirancang untuk memaksimalkan pelayanan administrasi
dalam sebuah fakultas dimana pengelolaan dan perekapan surat menyurat dapat de-
ngan mudah dilakukan. Dengan adanya sistem ini, akan mempermudah berbagai
elemen fakultas pimpinan, pegawai dan dosen dalam mengajukan surat baik surat
masuk maupun surat keluar, dan hal ini dapat dilakukan dimanapun dan dimana sa-
ja. Sistem ini diharapkan bermanfaat dan tepat guna. Sistem SIASY sudah ada dis-
etiap Fakultas, namun belum semua Fakultas menerapkannya. Salah satu Fakultas
yang menerapkannya adalah Fakultas Ekonomi Dan ilmu sosial Dengan adanya sis-
tem SIASY di Fakultas Ekonomi Dan Ilmu SosiaL untuk pengurusan surat keteran-
gan aktif kuliah dan berkelakuan baik, surat tidak menerima beasiswa, surat pra
riset, surat izin penelitian dan pengambilan data tugas akhir, surat izin riset per-
panjangan, surat pembimbing, surat pembimbing perpanjangan, surat keterangan
bebas pustaka, surat keterangan lulus, surat keterangan mahasiswa, surat keteran-
gan masih kuliah, surat observasi mata kuliah, dan surat pernyataan pernah kuliah
sudah menggunakan system Prosedur dan persyartan pengurusan surat bagi fakultas
Ekonomi dan Ilmu Sosial UIN SUSKA RIAU:
1. Surat keterangan aktif kuliah untuk beasiswa
(a) login di syasy
(b) foto gopy kartu rencana studi (krs)
2. Surat keterang aktif kuliah untuk penelitian
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(a) login di syasy
(b) foto copy kartu rencana studi (krs)
(c) foto copy judul riset (S1)/Penelitian (D3)
3. Surat prariset
(a) login di siasy
(b) foto copy kartu rencana studi (krs)
(c) judul proposal yang telah di acc dari jurusan
4. Surat riset
(a) login di siasy
(b) foto copy kartu rencanana studi(krs)
(c) cover skripsi (S1)/Laporan penelitian (D3)
5. Surat pembmbing atau sekripsi S1/Laporan penelitian
(a) login di siasy
(b) foto copy kartu rencanana studi(krs)
(c) bukti penunjukan pembimbingn dari jurusan yang telah di tanda tangan
oleh dekan
6. Keterangan bebas pustaka Fakultas
(a) login di iraise untuk V.Surat keterangan lulus(SKL)
(b) login di siasy
(c) foto copy kartu rencanana studi(krs)
(d) foto copy lembar persetujuan/pengesahan lembar skripsi
(e) nilai ipk terakhir dari akademik
(f) foto copy suraterivikasI
7. SIASY memiliki 5 menu di awal yaitu:
(a) beranda
(b) kata sambutan
(c) visi fakultas
(d) misi fakultas
(e) tujuan fakultas
(f) pengumuman
(g) panduan
(h) kotak saran pada halaman awan ini menampilkan halaman login bagi
mahasiswa yang ingin mengaksen untuk pembuatan surat.
8. Didalam akun mahasiswa terdapat beberapa menu yaitu:
(a) beranda menampilkan halaman utama SIASY
(b) profil Mahasiswa Terdapat info data mahasiswa
(c) informasi Dosen
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terdapat informasi mengenai semua dosen fakultas seperti nama, NIP,
dan nomor telepon.
(d) sop
terdapat info prosedur apa saja yang harus dilengkapi jika ingin mem-
buat surat.
(e) buat surat
di menu inilah yang terpenting dalam SIASY yaitu memilih surat apa
saja yang ingin di ajukan, setelah memilih surat yg ingin di buat, harus
mengisi data terkait surat yang di ajukan dengan lengkap.
(f) kotak saran
terdapat kotak saran yang bisa di akses oleh mahasiswa
(g) blanko
di menu ini terdapat surat yang di ajukan telah selesai, dan bisa di
unduh oleh mahasiswa.
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BAB 3
METODOLOGI PENELITIAN
Dalam melakukan penelitian ini ada beberapa tahap yang dilakukan tahapan
tersebut dijelaskan pada flowchart pada Gambar 3.1.
Gambar 3.1. Metodologi Penelitian
3.1 Tahap Perencanaan
Tahap perencanaan ini merupakan tahap pengumpulan data serta informasi
awal untuk mengidentifikasi, merumuskan, dan menentukan tujuan dari pelak-
sanaan penelitian serta kesesuaian topik dengan mempertimbangkan pengetahuan
berdasarkan literatur yang ada. Adapun tahapan dalam perencanaan adalah sebagai
berikut:
1. Menentukan topik yang akan dibahas, mengenai kesesuaian antara topik
yang dibahas dengan tempat melakukan penelitian.
2. Menentukan data yang diperlukan untuk proses penyusunan laporan peneli-
tian, data yang dibutuhkan adalah mengenai data proses bisnis yang berjalan
di perusahaan, data-data tentang profil instansi, sejarah, visi dan misi instan-
si, tujuan, sasaran, struktur organisasi serta data-data sekunder lainnya.
3. Menyusun proposal yaitu membuat proposal dengan judul, tujuan, ser-
ta batasan masalah sesuai dengan format yang telah ditentukan dalam
melakukan penelitian.
4. Menentukan tujuan laporan, untuk mendukung pencapaian sasaran peneli-
tian, maka selanjutnya adalah penentuan dari penelitian agar tujuan dalam
penulisan lebih terarah.
3.2 Tahap Pengumpulan Data
Pengumpulan data dalam penulisan laporan ini, diperoleh dengan cara seba-
gai berikut:
1. Pengamatan observasi
Mengadakan pengamatan langsung ke objek penelitian. Dalam penelitian
ini dilakukan observasi dengan melihat langsung proses bisnis yang ada di
perusahaan.
2. Wawancara
Penelitian bertatap muka langsung dengan sumber informasi untuk men-
gajukan pertanyaan-pertanyaan secara langsung. Wawancara merupakan
satu teknik pengumpulan data yang pelaksanaanya dapat dilakukan secara
langsung berhadapan muka dengan orang yang diwawancarai. Tujuan dari
wawancara adalah untuk mendapatkan informasi dimana sang pewawancar-
a melontarkan pertanyaan-pertanyaan untuk dijawab oleh orang yang di-
wawancarai. Dalam wawancara pihak- pihak yang diwawancarai dan yang
mewawancarai terlibat dalam proses kontak dan pertukaran informasi. Pi-
hak yang diwawancarai adalah orang yang dari padanya digali informasi,
sedangkan pihak yang mewawancarai adalah orang yang ingin mendapatkan
informasi. Hasil wawancara lebih detail dapat dilihat pada (Lampiran A).
3. Kuesioner
Dengan menyebarkan kuesioner kepada para staff Divisi IT yang berper-
an penting dalam Sistem Informasi Administarsi Surat Menyurat (SIASY)
di Fakultas Ekonomi dan Ilmu Sosial UIN Suska Riau. Kuesioner
Metode pengambilan data menggunakan kuesioner merupakan sebuah
teknik pengumpulan informasi sehingga membantu penulis dalam men-
ganalisis sikap sikap, keyakinan, perilaku, dan karakteristik beberapa orang
utama di dalam organisasi yang memiliki pengaruh terhadap sistem yang
akan diajukan atau oleh sistem yang telah tersedia
4. Studi Pustaka
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Dengan cara mencari literatur atau buku yang di dalamnya terdapat penje-
lasan mengenai apa yang dibutuhkan oleh peneliti dalam penelitian ini.
3.3 Tahap Pengolahan Data dan Analisa Data
Setelah data dikumpulkan, tahap selanjutnya adalah tahap pengolahan data
dan analisa data. Tahapan ini merupakan tahapan penting dari penulisan laporan
penelitian ini. Sebagai output dari pengolahan data, akan dibuat hasil pengolahan
data untuk mempermudah pembaca dalam mengambil inti dari analisis permasalah-
an yang ada. Data yang ada dipilih sesuai kebutuhan penelitian, adapun langkah
pengolahan data penelitian berdasarkan FMEA sebagai berikut:
1. Mereview proses
2. Brainstrom risiko potensial.
3. Membuat daftar risiko, penyebab dan efek
4. Menentukan tingkat severity, yaitu suatu penilaian tingkat keparahan dar-
i keseriusan dari keseriusan effect yang ditimbulkan dari mode kegagalan
(failure mode). Menghitung seberapa besar dampak/intesitas kejadian mem-
pengaruhi proses selanjutnya.
5. Menentukan tingkat occurance, yaitu suatu penilaian mengenai peluang
(probabilitas) frekuensi penyebab mekanisme kegagalan yang akan terja-
di, sehingga dapat menghasilkan bentuk/mode kegagalan yang memberikan
akibat tertentu selama masa pengguna produk.
6. Menentukan tingkat detection, yaitu pengukuran terhadap kemampuan men-
gendalikan/mengontrol kegagalan yang dapat terjadi.
7. Menghitung Risk Priority Number (RPN) yaitu hasil perkalian severity (s),
occurrance(o), dan Detection (d).
3.4 Tahapan Dokumentasi
Setelah melakukan tahap pengolahan data dan analisa data, maka tahapan
yang terakhir yaitu tahapan dokumentasi. dapat dilihat pada Lampiran B.
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BAB 5
PENUTUP
5.1 Kesimpulan
Berdasarkan hasil penelitian pengukuran resiko yang dilakukan pada Sistem
Informasi Administrasi Surat Menyurat (SIASY) pada Fakultas Ekonomi dan Ilmu
Sosial UIN SUSKA Riau dapat disimpulkan: identifikasi resiko Aset Teknologi
informasi diperoleh 17 resiko. dan resiko yang paling tinggi(Very high) nilai RPN
336, dan yang paling rendah (Very low) nilai RPN 12.
5.2 Saran
Berdasarkan hasil penelitian manajemen resiko yang dilakukan pada Sistem
Informasi Administrasi Surat Menyurat (SIASY) pada Fakultas Ekonomi dan Ilmu
Sosial UIN SUSKA Riau dapat disarankan
1. Untuk meminimalisasi permasalahan pemadaman listrik, instansi perlu pe-
nambahan dan kontrol secara berkala UPS (Uninteruptable Power System)
untuk pemadaman yang jangka waktunya lebih sedikit, dan diperlukan gen-
eral set untuk jangka waktu yang lebih lama
2. Untuk meminimalisasi kerusakan hardware, disarankan untuk melakukan
pengecekan hardware secara berkaladan selalu membackup data-data yang
penting.
3. Untuk mengatasi virus, worm, dan lain-lain yang dapat menyebabkan sistem
tidak dapat berfungsi optimal disarankan menggunakan antivirus yang asli
disetiap komputer yang ada di perusahaan dan meng-update antivirus secara
berkala.
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LAMPIRAN A
HASIL WAWANCARA
Transkip wawancara ini merupakan daftar pertanyaan dari wawancara ob-
servasi yang telah dilakukan pada Fakultas Ekonomi dan Ilmu Sosial UIN Suska
Riau mengenai Sistem Informasi Administrasi Surat Menyurat (SIASY).
Narasumber : Meirwin, SE
Jabatan : Layanan User
Hari/Tanggal : Senin/11 februari 2019
Jam : 14.00 WIB
Tempat : Fakultas Ekonomi dan Ilmu Sosial UIN Suska Riau
1. Apakah SIASY sangat berguna dalam pelaksanaan kegiatan di fakultas ini?
Jawab: justru sangat berguna karna sangat membantu pihak kami memu-
dahkan pekerjaan.
2. Kapan SIASY pertama kali digunakan?
Jawab : 2017.
3. Berapa lama waktu yang diperlukan untuk surat selesai?
Jawab : dalam satu hari surat 5 menit tapi tergantung dari tanda tan-
gan pimpinan lama bisa saja surat 3 hari baru selesai,dan kalo tidak ada
kerusakan.
4. Pernahkah SIASY mengalami error? Saat jaringat tidak ada siasy akan eror
Jawab : pernah.
5. Bagaimana proses pengurusan surat di SIASY?
Jawab : Mahasiswa menyerahkan kelengkapan syarat,kebagian infor-
masi/bagian umum kemudian di proses print out oleh admin operator, dan di
proses ke kasubag dan selanjutnya di proses kabag Tu dan sampai kedekan
surat selesai.
6. Apakah SIASY lebih berbeda dari sistem sebelumnya?
Jawab : sistem sebelumnya manual, menggunakan waktu yang cukup lama
dan sistem yang sekarang menggunakan waktu yang tidak banyak lebih e-
fesien.
7. Pernahkah mendapat keluhan mahasiswa terkait SIASY?
Jawab : pernah,gara-gara jaringan akibat mati lampu, surat yang seharusnya
selesai jadi terkendala.
8. Saat listrik padam, apakah ada solusi tertentu yang dilakukan dan apakah
ada server back Up ?
Jawab : listrik padam ya mati , solusinya tidak ada ,saat listrik mati jaringan
terganggu.
9. Apakah password SIASY yang dipegang oleh operator pernah diketahui ole-
h orang lain?
Jawab : tidak ada, kecuali admin mengetahui secara menyeluruh saja, kalo
operator ada batasan nya cuman melihat pengambilan no surat masuk dan
surat keluar.
10. Apakah pernah kabel yang terhubung ke komputer mengalami kerusakan?
Jawab : sering,diakaibatkan kabel dimakan tikus.
11. Apakah dalam pembuatan surat mengalami kendala misalnya seperti per-
mintaan yang menumpuk atau pengulangan pembuatan surat?
Jawab: cuman pembuatan surat aktif kuliah belum ter update betul, misal-
nya di mengajukan surat di semester ganjil,tapi jika di mengajukan ulang di
semester genap langsung disistem di bilang”anda sudah mengisi surat aktif
kuliah” tapi pas di lihat di siasy tidak muncul.
12. Apakah penyajian informasi pada beranda sistem sudah akurat dan terup-
date?
Jawab : akurata, tapi tidak update
13. Bagaimana pada menu saran mahasiswa ?
Jawab : ya saran mahasiswa masuk ke akun saya, tapi tidak bisa membalas
hanya melihat saja
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