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The cases of cyber bullying still increasing from year to year. It’s not only due 
to the rapid development of technology and information but also the 
assumption that cyber bullying isn’t apart of crime, delinquent or deviant. The 
presence of the Electronic Information and Transaction Act (UU ITE) perhaps 
can accommodate the legal restrictions of cyber bullying. However, it’s not 
enough to reduce the variety of cyber bullying. The background of this 
research to formulate the overcome of cyber bullying based on routine activity 
theory. The focused is to identify motivated offender, suitable target, and 
capable guardian. This study try to identification the contribution of offender, 
victims, and bystander. This research using qualitative methods with data 
collection techniques, such as in-depth interviews, focus group discussions, 
and participant observation. Data sources was gained from Indonesian Child 
Protection Commission (KPAI), National Commission for Child Protection 
(KomnasPA), National Police (Polri), Forum of National Children, Harapan Ibu 
High School, and Citra Alam High School. This research classifies the school 
role to develop “positive climate schools” and the role of offender, victims, 
and bystander to fight cyber bullying. The result of this research show that the 
stakeholders must contribute to prevent cyber bullying, especially the 
legislative power and law enforcement officer. 
 




 Sulit mengidentfikasi cyber bullying sebagai kejahatan, baik yang 
dianggap sebagai kenakalan, penyimpangan maupun pelanggaran hukum. 
Cyber bullying menjadi jawaban derasnya kebebasan individu dalam 
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menyuarakan pendapatnnya di media sosial. Hal ini menciptakan jarak antara 
pengguna media sosial berkonten cyber bullying dengan dunia nyata dan 
dunia maya. Keterlibatan pelaku (perpetrators), korban (victims) dan saksi 
(bystanders) saling berkaitan erat merangkai cyber bullying. Kegiatan cyber 
bullying marak dilakukan oleh orang dari berbagai latar belakang. Tidak 
mengenal batasan usia, jenjang pendidikan, jenis kelamin maupun status. 
Riset yang dilakukan Plan International dan International Center for Research 
on Women (ICRW) pada 2016 menunjukkan fakta bahwa sebanyak 84% anak 
di Indonesia pernah mengalami bullying, khususnya di sekolah (Liputan6, 
2016). Angka tersebut berada di atas rata-rata tren bullying kawasan Asia 
yang berkisar di angka 70%. Data yang dilansir UNICEF (2016) menguatkan 
fakta tersebut bahwa sebanyak 41% hingga 50% remaja dengan rentang usia 
13-15 tahun pernah mengalami cyber bullying.  
 Penetrasi pengguna internet Indonesia menembus angka 143,26 
juta jiwa dari total 262 juta jiwa penduduk Indonesia. Angka tersebut sama 
dengagn 54,68% penduduk Indonesia sudah menggunakan internet (APJII, 
2017). Pengguna internet tersebut terbagi atas 4 (empat) rentang usia, yakni 
13-18 tahun sebesar 16,8%, 19-34 tahun sebesar 49,52%, 35-54 tahun 
sebesar 29,55%, dan lebih dari 54 tahun sebesasr 4,24%. sebanyak 87,13% 
menggunakan internet untuk mengakses media sosial dengan aktivitas 
utama, yaitu chatting (89,35%). Media sosial yang paling banyak digunakan 
adalah YouTube (43%), Facebook (41%), WhatsApp (40%), dan Instagram 
(38%) (Katadata, 2018). Namun dalam kasus cyber bullying, media sosial yang 
paling sering digunakan untuk mendistribusikan berbagai materi cyber 
bullying, adalah Instagram (42%) dan Facebook (31%) (Kompas, 2017).   
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 Cyber bullying di Indonesia memuat dark figure of crime yang cukup 
besar. Hal ini nampak dari laporan kasus pengaduan anak berdasarkan klaster 
perlindungan anak yang masuk ke Mabes Polri dan KPAI. Data Mabes Polri 
dan KPAI tidak memasukan aduan cyber bullying ke dalam kategori tersendiri. 
Berdasarkan data tersebut, menurut Susanto30 menyatakan bahwa cyber 
bullying masuk ke dalam klasifikasi kasus pornografi dan cyber crime. Oleh 
karena itu, data aduan cyber bullying tidak tersajikan secara rinci. Sumber 
data KPAI berasal dari pengaduan langsung, pemantauan melalui media cetak 
dan online, pengaduan bank data perlindungan anak dan data lembaga mitra 
KPAI di seluruh Indonesia. Cyber bullying tergabung dalam klaster/bidang 
pornografi dan cyber crime yang termasuk dalam 5 besar pengaduan 
terbanyak rentang 2011-2015 dengan 1.395 kasus. Trennya mengalami 
peningkatan dari 188 kasus pada 2011, menurun pada 2012 dengan 175 
kasus, hingga melonjak 247 kasus pada 2013, 322 kasus pada 2014, dan 463 
kasus pada 2015. Berikut data pengaduan anak berdasarkan klaster 









                                                        
30 Hasil wawancara dengan Ketua Komisi Perlindungan Anak Indonesia 
(KPAI) periode 2017-2022 pada 2016. 
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Tabel 1 Data Kasus Pengaduan Anak 
Berdasarkan Klaster Perlindangan Anak 
Sumber: diolah dari KPAI, 2017. 
 Sebagai perbandingan, data yang dilansir Polri terkait cyber bullying 
termasuk dalam kejahatan siber. Tiga besar kasus ITE yang ditangani adalah 
penghinaan sebanyak 708 kasus, web fraud sebanyak 639 kasus, dan email 
fraud sebanyak 309 kasus. Rasio penyelesaian kasus penghinaan sekitar 
23,45%. Berikut data kejahatan siber seluruh Polda pada 2016. 
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Tabel 2 Data Kasus ITE Seluruh Polda Tahun 2016 
 Sumber: dioleh dari Mabes Polri, 2016. 
 
Beberapa contoh bullying tradisional yang bertansformasi menjadi 
cyber bullying dalam konteks kekerasan fisik adalah pada kasus yang terjadi 
di Thamrin City yang melibatkan 9 orang pelaku, yang terdiri dari 2 siswa SMP 
dan 7 siswa SD (Detik, 2017). Video bullying memuat seorang siswa SMP yang 
dikeliling oleh para pelaku dan mendapatkan kekerasan secara fisik. Peristiwa 
tersebut menjadi viral setelah videonya tersebar bebas di masyarakat. Bentuk 
lain cyber bullying dalam bentuk verbal dilakukan oleh salah satu mahasiswi 
UGM terkait dengan keluhannya terhadap pelayanan di tempat pengisian 
bahan bahar. Singkat kata, mahasiswi tersebut mengungkapkan kata 
berkonotasi kasar di jejaring sosial Path (VoaIndonesia, 2015). Akhir kasus 
tersebut menyeretnya mendapatkan vonis 2 bulan penjara. Sedangkan, 
transformasi bullying atas dasar diskriminasi terjadi di Universitas 
Gunadarma. Video bullying tersebut memuat perlakuan tindakan pengucilan 
dan ledekan atas seseorang dengan landasan perbedan ciri fisik. Dampaknya 
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para pelaku dan bystander yang terlibat dalam video pengucilan 
mendapatkan sanksi akademik dari pihak universitas (Tempo, 2017). Tulisan 
ini akan memfokuskan pada cyber bullying yang dilakukan dan menimpa salah 
satu mahasiswi di UGM pada 2014 lalu (FS). 
 
Studi Terkait 
 Berdasarkan berbagai data tersebut, umumnya cyber bullying dan 
bullying tradisional memiliki keterkaitan (Notar, dkk., 2013; Schneider, dkk., 
2012; Campfield, 2008). Secara sederhana, konten cyber bullying tidak 
terlepas dari tindakan kekerasan secara fisik, verbal, dan psikis layaknya 
bullying tradisional (Levianti, 2008; Adilla, 2009; Prasetyo, 2011; Malluzzo, 
dkk., 2012; Hinduja dan Patchin, 2012; Olweus, 1993). Shariff dan Hoff (2012) 
mengklasifikasikannya ke dalam overt (langsung) dan covert (tidak langsung). 
Overt bullying meliputi berbagai tindakan agresi fisik, sedangkan covert 
bullying berupa intimidasi psikis. Cyber bullying tidak hanya membenturkan 2 
pihak, antara pelaku dan korban, namun adakan keterlibatan bystander 
(saksi) yang seringkali memperkuat tindakan tersebut (Parris, dkk., 2012; 
Shemesh, dkk., 2015). 
 Mengacu pada berbagai penelitian sebelumnya, penulis hendak 
mengetengahkan beberapa contoh kasus cyber bullying di Indonesia. Notar 
(2013:9) membuat 7 (tujuh) karakteristik cyber bullying, yakni flaming, 
harassment, denigration, impersonation, outing and trickery, exclusion, dan 
cyber-stalking. Cyber bullying dalam bentuk flaming merupakan perselisihan 
yang dibesar-besarkan. Bentuk harassment berupa pelecehan melalui 
berbagai konten yang memiliki sifat menyakiti, menghina, memalukan, dan 
mengancam. Bentuk denigration yakni upaya menyebarkan kabar bohong 
 P ro c e e d i n g  –  Op e n  So c i e t y  C o n f er e n c e  2 0 1 8    
 
167 
atau memfitnah. Bentuk impersonation adalah upaya menjadi pihak lain 
untuk tujuan menipu. Bentuk outing and trickery yaitu upaya 
menyebarluaskan kebohongan dengan menjadi pihak lain. Bentuk exclusion 
berupa pengucilan atas alasan diskriminatif. Sedangkan, cyber-stalking 
sebagai tindakan menguntiti pihak tertentu. 
  
Metodologi 
Penelitian ini menggunakan pendekatan kualitatif untuk mengkaji 
permasalahan cyber bullying. Dalam penelitian kriminologi, 
pendekatan kualitatif dapat berperan untuk memunculkan angka realitas 
kejahatan yang tidak terungkap. Hal ini dikenal dengan dark figure of crime. 
Coleman dan Moynihan (dalam Noaks dan Wincup, 2004: 11) menjelaskan 
bahwa dark figure of crime merupakan suatu hal atau kejahatan yang tidak 
terekam atau terdeteksi. Hal ini dikarenakan dalam penelitian kriminologi 
terdapat beberapa fenomena yang sulit untuk diteliti dengan hanya 
bersumber pada data statistik kriminal atau mempergunakan metode survei. 
Akibatnya dark figure of crime seringkali tidak tercatat pada data satistik 
kriminal dan tidak diketahui oleh masyarakat umum. 
Guna menyiasati dark figure of crime dibutuhkan upaya penggalian 
informasi secara meluas dan mendalam. Oleh karena itu, penggunaan 
pendekatan kualitatif digunakan untuk mengkaji dunia sosial melalui 
penekanan tehadap interpretasi pemahaman dan motivasi, melalui 
fenomena sosial dan budaya, perilaku individu dan proses pengambilan 
keputusan (Kalof, dkk., 2008:79). Hal ini membuat penelitian kualitatif 
mampu menggambarkan suatu kehidupan dari sisi yang berbeda, 
berdasarkan sudut pandang dari setiap orang yang mengamatinya (Flick, dkk., 
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2004: 3). Selain itu, peran penting penelitian kualitatif adalah untuk 
memahami fenomena manusia dan sebagai pelengkap dari berbagai disiplin 
ilmu (Darlington & Scott, 2002: 1-2). 
Teknik pengumpulan data merupakan suatu kerangka kerja yang 
mampu menghasilkan temuan baru dalam sosiologi dan beragam ilmu sosial 
lainnya dengan berlandaskan pada penelitian-penelitian sosiologi 
sebelumnya (Flick, dkk., 2004:56). Secara umum, Darlington dan Scott 
(2002:2) menggolongkan teknik pengumpulan data yang terdapat dalam 
penelitian kualitatif yaitu wawancara secara mendalam terhadap individu dan 
kelompok (in-depth interviewing of individuals and small groups); observasi 
sistematis terhadap perilaku (systematic observation of behaviour); dan 
analisis dokumen (analysis of documentary data). Penelitian ini menggunakan 
kombinasi berbagai teknik pengumpulan data tersebut. Penelitian ini 
menggunakan teknik pengumpulan data yang bersumber dari KPAI, Komnas 
PA, institusi pendidikan, Polri, siswa, buku (dalam format ebook), undang-
undang dan peraturan lainnya, jurnal dan berbagai artikel media massa. 
 
Pembahasan 
Ragam bentuk cyber bullying di Indonesia dapat diklasifikasikan 
secara lebih sederhana. Kesederhanaan ini mengacu pada pengklasifikasian 
yang dibuat Notar. Klasifikasi cyber bullying yang digunakan lebih sederhana 
dengan mengacu pada kegiatan bullying yang digunakan melalui media 
elektronik, termasuk di dalamnya media sosial. Hal ini mengacu pada 
pemahaman Meilia Fazrin31 tentang cyber bullying. Fazrin menjelaskan bahwa 
cyber bullying adalah “…kekerasan yang dialami oleh seseorang anak atau 
                                                        
31 Narasumber dari Forum Anak Nasional. 
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remaja yang dilakukan melalui internet atau gadget yang sekarang dapat 
melalui handphone ataupun laptop atau computer.” Pendapat senada juga 
diungkapkan Giffari Aditya32 yang mengemukakan pendapat tentang cyber 
bullying secara lebih spesifik. Aditya berpendapat, “…tentang haters seperti 
itu atau orang yang men-judge orang lain di dunia maya. Hal ini dapat pula 
korban yang sering mengalami bullying di sekolah dan kemudian berlanjut 
menjadi bahan pergunjingan di dunia maya.”  
 Tingkat pemahaman cyber bullying di kalangan remaja masih cukup 
rendah. Kondisi ini tercipta karena baik korban dan pelaku belum menyadari 
bahwa mereka telah terlibat dalam aktivitas cyber bullying. Gambaran 
tersebut dipengaruhi dengan masih tingginya dark figure of crime pada kasus 
cyber bullying dan masih belum tersosialisasi dengan baik pemahaman 
mengenai cyber bullying. Sirait33 turut memberikan pandangan tentang 
minimnya kasus dan rendahnya pemahaman cyber bullying, 
Dari sejumlah kasus yang bermacam-macam jenis bullying itu, yang 
paling banyak dilakukan adalah tindakan fisik langsung. Bullying 
yang langsung ini antara lain berupa tindak kekerasan, tapi juga 
yang sifatnya psikis maupun verbal intimidasi, mencaci, menghina 
dan mendiamkan. Sedangkan tindakan cyber bullying seperti 
melalui internet, facebook, SMS  atau jejaring media sosial lainnya 
sejauh ini tidak banyak. 
 
 Senada dengan pendapat Sirait, Susanto34 memberikan pandangan 
rendahnya angka pengaduan kasus cyber bullying di Indonesia sebagai 
berikut, 
Data cyber bullying yang ditangani KPAI masih sangat rendah 
sehingga pendataan dan penanganan sesuai pengaduan yang 
                                                        
32 Ketua Forum Anak Nasional. 
33 Ketua Komisi Nasional Perlindungan Anak (KomnasPA) 
34 Ketua Komisi Perlindungan Anak Indonesia (KPAI) 
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dilakukan masih bersifat global baik berupa bersifat pisik, psikis dan 
verbal.  Dan yang paling banyak memang ketiga hal itu. Kalau fisik 
jelas sifatnya kekerasan, kalau verbal itu tindakan yang memojokkan 
seperti memberi stigma buruk misal, kata-kata cengeng, jelek dan 
lainnya. Sedangkan psikologis diantaranya mendiamkan, tidak 
menemani dan sebagainya. 
 
 Berdasarkan pendapat Sirait dan Susanto, bentuk bullying 
konvensional masih mendominasi kasus yang terjadi di Indonesia. Sedangkan 
bentuk cyber bullying belum teridentifikasi dengan baik. Namun, kasus cyber 
bullying di Indonesia telah terdeteksi sejak jenjang pendidikan SD. Sirait 
menyampaikan, “Dari berbagai jenis bullying itu paling banyak dilakukan 
terjadi di sekolah dan bersifat langsung. Sebagian besar terjadi di tingkat 
Sekolah Dasar (SD).” 
 Meskipun sulit melakukan identifikasi ragam bentuk cyber bullying 
di Indonesia namun hasil FGD yang dilakukan menghasilkan beberapa bentuk 
cyber bullying yang pernah melibatkan para narasumber. Ragam bentuk 
cyber bullying tersebut antara lain: 
i. Mengirimkan pesan yang memuat unsur penghinaan atau ancaman 
kepada orang lain; 
ii. Mendiskusikan seseorang yang menjurus pada penghinaan guna 
mendapatkan dukungan untuk menyudutkan orang lain; 
iii. Mengirimkan surel, pesan singkat, SMS, MMS, gambar atau video 
“sexting” yang memuat unsur SARA atau seksual untuk menghina dan 
menyerang orang lain; 
iv. “Flaming” atau mengirimkan pesan ke dalam profil seseorang, baik profil 
game online atau media sosial dengan konten yang menyinggung atau 
berupaya untuk “menyerang” orang tersebut; dan 
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v. Mengirimkan pesan yang belum tervalidasi kebenarannya melalui poling 
pribadi atau situs blog pribadi dengan cara stalking atau mengancam 
orang tersebut. 
 Kelima ragam bentuk kegiatan tersebut dapat diklasifikasikan 
sebagai cyber bullying. Namun, baik korban atau pun pelaku seringkali tidak 
menyadari perbuatan yang telah dilakukannya. Bahkan beberapa narasumber 
menyatakan bahwa itu sudah menjadi bagian dari rutinitas harian, 
Cyberbullying merupakan sesuatu yang unik karena cyberbullying 
merupakan bullying yang berkembang dengan perkembangan teknologi yang 
akhirnya berubah menjadi cyberbullying dengan karakteristik yang berbeda. 
Lalu bila melihat cyberbullying yang mengarah pada aktifitas cyberbullying di 
Instagram, cyberbullying yang dialami serta dilakukan di Instagram 
didominasi oleh kata-kata hinaan yang kasar (flaming) serta komentar yang 
berisi gangguan secara terus menerus (harassement). Namun tidak jarang 
juga, cyberbullying berbentuk ancaman (denigration) juga terjadi pada media 
sosial Instagram. Hal tersebut berdasarkan hasil wawancara penulis dengan 
informan yang pernah menjadi korban cyberbullying dan pelaku 
cyberbullying. Penulis membuat ilistrasi sederhana dalam klasifikasi 
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Sumber: Hasil wawancara penulis, 2018. 
 
Aspek pertama a suitable target of cyberbullying. Target potensial 
dapat merujuk pada orang yang rentan atau sesuai untuk menjadi korban 
cyberbullying. Kerentanan seseorang untuk menjadi korban cyberbullying 
dapat dilihat berdasarkan rutinitas korban dalam penggunaan media sosial. 
Keterangan kedua informan mengenai intensitas mereka dalam membuka 
Instagram dan menggunggah foto setiap harinya, telah membentuk suatu 
pola tersendiri dalam menggunakan Instagram. Apabila pola tersebut 
dilakukan terus-menerus akan menjadi sebuah rutinitas. Rutinitas tersebut 
yang pada akhirnya membuat mereka rentan menjadi korban cyberbullying. 
Kerentanan informan berinisial SA dan MC dalam menjadi korban 
cyberbullying semakin terlihat saat ternyata ada akun lain yang menandai 
foto mereka, sehingga foto milik SA dan MC di akun miliknya dapat pula 
dimiliki oleh akun lain. Hal tersebut membuat pengguna lain dapat dengan 
mudah menemukan akun Instagram mereka. 
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Aspek kedua a capable guardian on social media. Bila dilihat 
berdasarkan cyberbullying yang terjadi pada media sosial Instagram, maka 
perlindungan serta pencegahan terjadinya kejahatan berada pada media 
sosial terkait dan pada individu itu sendiri sebagai pengguna Instagram. 
Instagram telah menghadirkan fitur-fitur keamanan untuk mencegah dan 
melindungi penggunanya dari kejahatan seperti cyberbullying. Fitur-fitur 
keamanan tersebut antara lain menonaktifkan kolom komentar, memblokir 
pengguna lain, fitur untuk me-report akun instagram, serta fitur untuk 
membuat akun Instagram menjadi private agar pengguna lain tidak dapat 
melihat profile pengguna dengan mudah. Fitur keamanan yang diberikan oleh 
Instagram tidak sepenuhnya mampu melindungi para narasumber dari 
kejahatan cyberbullying. Bahkan dengan adanya fitur keamanan tersebut, 
pelaku masih dapat melakukan kejahatan cyberbullying dengan leluasa. 
Dengan demikian, dapat dikatakan bahwa sistem keamanan Instagram belum 
dimanfaatkkan secara maksimal oleh korban. Kurangnya kepedulian terhadap 
keamanan pada media sosial Instagram membuat seseorang bisa dengan 
mudah menjadi korban cyberbullying. Kedua narasumber kurang sadar akan 
bahaya dalam menggunakan media sosial dengan tidak memanfaatkan fitur-
fitur yang telah diberikan oleh Instagram. Maka dari itu, selain memanfaatkan 
fitur-fitur tersebut, individu sebagai pengguna Instagram juga harus memiliki 
tingkat kesadaran dan kewaspadaan penuh terhadap resiko timbulnya 
cyberbullying pada dirinya. Kurangnya kesadaran dan kewaspadaan terhadap 
kejahatan serta lemahnya keamanan pada media sosial Instagram menjadi 
penyebab seseorang menjadi korban dari cyberbullying. 
  Terakhir motivated offender. Motif dari seorang pelaku 
cyberbullying beragam, bisa karena rasa tidak suka, dendam, masalah 
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percintaan dan lain sebagainya. Motivasi pelaku sesuai hasil wawancara 
berawal dari rasa dendam dan sakit hati terhadap mantannya, lalu merasa 
tidak suka dengan pengguna Instagram yang terlalu aktif. Namun selain 
karena rasa dendam atau rasa tidak suka, seorang pelaku melakukan tindakan 
cyberbullying karena turut menjadi korban di kehidupan sehari-harinya baik 
di dalam keluarganya, maupun lingkungannya. Sehingga pelaku akan mencari 
korban yang tepat untuk melampiaskan apa yang selama ini tidak bisa pelaku 
lakukan melalui media sosial. Modus pelaku melalui kolom komentar dengan 
menggunakan akun palsu. Akun palsu tersebut digunakan selain untuk 
membully korban, akun palsu tersebut juga digunakan untuk menjaga 
kerahasiaan identitas asli MI dari para korban maupun pihak berwajib. Dan 
MI lebih memilih membully korban di Instagram melalui kolom komentar 
dikarenakan lebih mudah daripada harus membuat foto dan lain sebagainya. 
Berdasarkan hasil analisis tersebut dengan menggunakan teori 
aktivitas rutin, penulis telah membuat ilustrasi atau gambaran bagaimana 
pengguna Instagram dapat menjadi korban cyberbullying serta bagaimana 
pelaku bisa melakukan cyberbullying, bagaimana pelaku bisa mendapatkan 
akun Instagram korban serta fitur apa yang diberdayakan untuk mencegah 
cyberbullying.  
Terdapat 2 kriteria individu atau kelompok dalam proses ini, yaitu 
ada atau tidaknya akses media bullying. Selanjutnya pelaku dapat 
melangsungkan aksinya dengan menggunakan account profile (identitas diri 
di dunia maya) dibuat secara anonim dengan tujuan menghindari pelacakan 
identitas asli. Sifat anonim inilah yang kemudian menjadi motivasi pelaku 
membuat atau memberikan respon terhadap materi bullying. Kaitan antara 
teori aktivitas rutin dengan cyber bullying menghadirkan kebiasaan tertentu 
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untuk mengklasifikasikan pelaku, korban, dan bystander. Klasifikasi cyber 
bullying tersebut, yakni: 
1. Umumnya pelaku tidak menyadari bahwa dirinya turut berperan sebagai 
pelaku cyber bullying. Pada tahap ini pelaku merasa wajar melakukan 
respon atau balasan terhadap penyimpangan yang terjadi (the vengeful 
angel). 
2. Kekuasaan dan kontrol dalam cyber community mendominasi bentuk 
penghakiman terhadap pelaku (power hungry). 
3. Tidak ada tujuan utama yang memotivasi pelaku melakukan respon 
terhadap penyimpangan yang terjadi. Semata hanya sarana pelampiasan 
emosi dan hiburan. Feinberg dan Robey (2015) menyebutnya mean girls. 
4. Bystander yang secara aktif terlibat dan rutin merespon penyimpangan 
tersebut (inadvertent). 
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Gambar 1 Ilustrasi Cyber Bullying Dalam Perspektif Teori Aktivitas Rutin 
Kesimpulan 
Cyber bullying atau dikenal pula dengan bullying melalui media 
elektronik tergolong bentuk penyimpangan atau kejahatan sebagai dampak 
dari perkembangan teknologi. Penyimpangan atau kejahatan tersebut masuk 
dalam kajian kejahatan siber (cyber crime). Pemahaman terhadap cyber 
bullying sebagai bentuk kejahatan atau penyimpangan sub kebudayaan perlu 
disosialisasikan dengan mengacu pada UU ITE. Hal ini penting untuk dilakukan 
karena seringkali cyber bullying dianggap sebagai tindakan yang tidak 
tergolong pelanggaran hukum. Ragam bentuk pembiaran terhadap cyber 
bullying membuat distorsi informasi yang kian menjadi viral. Dampaknya 
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adalah biasnya pelaku dan keterpurukan terhadap korban, terutama dari 
aspek psiko-sosial. Cyber bullying memiliki dampak yang masif pada korban. 
Kondisi disebabkan mengingat cyber bullying memiliki sifat anonimitas, tanpa 
batas waktu dan cepatnya akselerasi penyebaran. Sehingga cyber bullying 
tidak hanya melibatkan pelaku (perpetrators) dan korban (victims) semata, 
namun turut menghadirkan peran serta reaksi masyarakat atau saksi 
(bystanders). 
Karakteristik cyber bullying di Indonesia terdiri atas empat tipe yakni 
pertama, cyber bullying yang dilakukan karena mengganggap perbuatan 
tersebut bukanlah pelanggaran hukum; kedua, cyber bullying atas dasar 
dominasi kekuasaan terhadap pihak yang dianggap lebih lemah atau memiliki 
perbedaan; ketiga, cyber bullying sebagai sarana hiburan dan bentuk 
pemenuhan kesenangan; dan keempat, cyber bullying karena memberikan 
respon terhadap informasi yang masih simpang siur kebenarannya atau 
mengikuti tren informasi yang berkembang saat itu. 
Berdasarkan pemahaman dan karakteritisk cyber bullying tersebut, 
maka strategi pencegahan dan intervensi cyber bullying melibatkan peran 
serta pelaku, korban dan reaksi masyarakat. Peran pelaku dalam strategi 
pencegahan dan intervensi cyber bullying mengacu pada pendekatan 
“THINK”. “THINK” merupakan akronim dari “true” (kebenaran), “helpful” 
(kebermanfaatan), “inspiring” (menginspirasi), “necessary” (informasi 
penting), dan “kindness” (kebaikan). Peran korban dalam strategi pencegahan 
dan intervensi cyber bullying, yakni merubah cara pandang sebagai korban, 
menahan emosi terhadap informasi yang menyudutkan, tidak melayani atau 
merespon secara berlebihan, menjadikan materi bullying sebagai motivasi 
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diri, dan memaafkan perbuatan cyber bullying guna meminimalisir dampak 
laten selanjutnya. 
 Selanjutnya, peran reaksi masyarakat dalam strategi pencegahan 
dan intervensi cyber bullying melibatkan unsur sekolah dan masyarakat. 
Peran unsur sekolah meliputi memberikan pemhahaman dan sikap berani 
bercerita tentang keterlibatan cyber bullying, memiliki peraturan dan tata 
tertib yang dapat mencegah potensi cyber bullying, membuat mekanisme 
pelaporan kejadian secara lebih sederhana, memberikan pemahaman 
tentang dampak positif teknologi, dan melakukan evaluasi kebijakan secara 
berkala. Sementara, peran unsur masyarakat antara lain memberikan 
dukungan kepada korban, melakukan investigasi kejadian, serta merangkul 
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