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 平成  年に本学において、大きな情報インシデントが発生した。これを受けて、本学では、大学
をあげてのセキュリティ体制の整備を行うこととなった。その一環として、構成員のセキュリティレ



































































































































































盤センター ICT 教育推進研究開発部門 の協
























































今回は、CSIRT メンバ （ーComputer Security 
Incident Response Team）が緊急対応というこ
とで、企画および実施した。しかし、今後も同
様な教育が推進できるかは大きな疑問がある。
 点目として、モチベーションという点である。
今回は、インシデント発生という要因が背景に
あり、組織として、その必要性が求められた。
しかし、今後は、受講者側の受講意欲の低減に
加えて、大学側も受講させようとする意欲の低
減が考えられる。
 ２点目として、セキュリティ教育カリキュラ
ムという観点である。今回の内容は、全員が理
解すべき基本的な内容であり、これを繰り返す
だけでは知識が深まるとは言えない。今後、サ
ーバ管理者向け講習や、具体的なインシデント
発生時の対応など、既存のコンテンツを利用で
きない内容の教育をどのように行うか、加えて、
個別の教育を体系的に構築し、理解を深めるこ
とが必要である。
 １点目の対応としては、大学執行部における
この教育の必要性へのコミットメントの継続で
ある。これは、執行部による強い意識の継続が、
受講への強制力を生むという側面があるからで
ある。
 ２点目の対応としては、構成員に対する教育
を行うための組織整備（人・物・金・権限）が
必要だと考えられる。組織整備により、教育の
実施責任者が明確化され、その者の命令により、
受講体制の整備、定期的な受講の呼びかけや受
講状況の確認、カリキュラムの見直し、コンテ
ンツの追加改変を行うことができる。さらに、
e-Learning だけでなく、対面形式での講義や実
機を使った実習などにより実践的な研修へと繋
げることが可能となる。
 今後、本学がセキュリティ教育を維持・向上
させるためには、この２点の環境整備を行うこ
とが重要だと考える。
