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Referat:
Diese Diplomarbeit befasst sich mit dem Risikomanagement von Unternehmen, da-
bei stehen vor allem ﬁnanzielle Risiken im Fokus. Zunächst erfolgt eine Einführung
in das Thema, wobei auf das Risiko- und Chancenmanagement im Allgemeinen
eingegangen wird. Gesetzliche Rahmenbedingungen spielen dabei eine wichtige Rol-
le. Der Ablauf des Risikomanagementprozesses wird erläutert, wobei die Phasen
Identiﬁkation, Bewertung, Aggregation und besonders die Bewältigung von Risiken
analysiert werden. Danach werden spezielle Risiken in Projekten des internationa-
len Service-Business aufgezeigt. Darauf aufbauend wird gezeigt, wie man sich gegen
Projektrisiken und ﬁnanzielle Risiken im internationalen Service-Business am besten
absichern kann. Besonders interessant ist auch der Einsatz von Risikomanagement-
informationssystemen, die abschließend betrachtet werden.
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1. Einleitung
Das Thema Risikomanagement gewinnt in vielen Unternehmen immer mehr an Be-
deutung. Unternehmen müssen Chancen und Risiken in ihrer Unternehmenssteue-
rung zeitnah berücksichtigen, um am Markt überleben zu können.1 Die Fähigkeit,
Chancen unmittelbar zu ergreifen und auf Probleme frühzeitig zu reagieren, wird
durch Risikomanagement wesentlich verbessert. Man kann mögliche Bedrohungen
besser erkennen und der Blick bzw. das Gefühl, wird für jene Risiken geschärft, die
zum Problem werden können. Verschiedene Handlungsalternativen können identiﬁ-
ziert und bewertet werden. Gefahrenpotenziale werden reduziert und Altenativlö-
sungen können rechtzeitig geplant werden.2 Es müssen darüber hinaus gesetzliche
Anforderungen eingehalten werden. Diese sollen u. a. im Rahmen dieser Diplomar-
beit analysiert werden.
Im IT-Projektmanagement erlangt Risikomanagement eine zunehmende Bedeutung,
da die Zahl der Einﬂussfaktoren und damit die der Risiken steigt. Sowohl die ﬁ-
nanziellen, als auch die zeitlichen Budgets für Projekte werden tendenziell immer
mehr reduziert. Dadurch reduzieren sich auch die personellen Ressourcen für Pro-
jekte. Die Risiken, die durch diese Kürzungen entstehen, können mit Hilfe von
Risikomanagement-Werkzeugen, die im Rahmen dieser Arbeit vorgestellt werden
sollen, bewältigt werden.3 Wenn ein Teilprojekt scheitert kann durch Risikomanage-
ment das Gesamtprojekt gerettet werden.4
Bei internationalen Projekten existieren zusätzliche Gefahren, da weitere Faktoren,
wie z. B. die Entwicklung der Wechselkurse, beachtet werden müssen. Diese spezi-




4[DL03, S. 3 und 27-32]
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Der Einsatz von Risikomanagement hat also zahlreiche Vorteile. Durch den richti-
gen Einsatz von Risikomanagement können Kosten minimiert und Unsicherheiten
eingegrenzt werden.5 Man kann Unternehmen oder auch einzelne Projekte vor Ge-
fahren schützen bzw. diese minimieren und gleichzeitig Wettbewerbsvorteile schaf-
fen und nutzen. Durch den Einsatz von Risikomanagement werden Probleme nicht
weggezaubert.6 Risikomanagement kann aber einen wichtigen Wettbewerbsvorteil
darstellen.7
Zu Beginn der Arbeit erfolgt eine Einführung in das Thema Risikomanagement.
Dabei werden Begriﬀe und Deﬁnitionen zum Thema Risikomanagement beleuchtet.
Außerdem erfolgt eine Vorstellung des Risikomanagmentprozesses, wobei die einzel-
nen Phasen des Risikomanagements erläutert werden.
Risikomanagementsysteme, deren Einrichtung und Weiterentwicklung sind, seit der
Verabschiedung des KonTraG und weiterer internationaler Gesetze, ein immer wich-
tigeres Thema in vielen Unternehmen geworden. Auf die wichtigsten gesetzlichen
Bestimmungen soll daher auch im ersten Teil der Arbeit eingegangen werden. Risi-
komanagement sollte aber nicht nur als gesetzlich vorgeschriebene Pﬂicht angesehen
werden, vielmehr stellt Risikomanagement eine wichtige Unterstützung zur Vermei-
dung von Risiken dar und sollte als fester Unternehmensbestandteil implementiert
werden.
Im 2. Kapitel, welches eigentlich den allgemeinen Teil der Arbeit darstellt, erfolgt
die Betrachtung der Themen im Hinblick auf die Projektrisiken, da sich die Arbeit
auf Risiken im IT-Projektgeschäft bezieht.
Im 3. Kapitel werden die Risiken im internationalen Service-Business vorgestellt und
Anregungen gegeben, wie diese Risiken bewältigt werden können. Abschließend wird
auf den Einsatz von Risikomanagementinformationssystemen eingegangen.
5[Ebe06, S. 72]






In diesem Kapitel soll eine Einführung in das Thema Risikomanagement erfolgen,
um zunächst die Grundlagen aufzuzeigen. Dabei werden Begriﬀe und Deﬁnitionen
zum Thema Risikomanagement dargestellt. Des Weiteren sollen gesetzliche Bestim-
mungen und Standards beleuchtet werden. In diesem Kapitel wird außerdem der
Risikomanagementprozess mit seinen Phasen aufgezeigt. Risikoarten, nach denen
die einzelnen Risiken eingeteilt werden können, sind ebenso ein Thema dieses Kapi-
tels.
2.1. Risikomanagement
In diesem Abschnitt erfolgt eine Darstellung der wichtigsten Begriﬀe und Deﬁnitio-
nen zum Thema Risikomanagement.
2.1.1. Der Begriﬀ des Risikos
Im Allgemeinen ist ein Risiko eine Planabweichung, d. h. eine Abweichung vom ge-
planten Ziel. Über den Begriﬀ des Risikos gibt es jedoch in der wissenschaftlichen
Diskussion unterschiedliche Auﬀassungen. Das Wort Risiko leitet sich von dem
3
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italienischen Begriﬀ risicare (= etwas wagen) ab.1 Im mathematischen Sinn ist
ein Risiko die Wahrscheinlichkeit, dass ein negatives Ereignis eintritt. In der Be-
triebswirtschaftslehre wird eine Risiko wie folgt deﬁniert, wobei das Ausmaß, das
ﬁnanzielle Schadensausmaß meint:2
Risiko =Wahrscheinlichkeit  Ausmaß
Eine Begriﬀsbestimmung wird u. a. auch vom Deutschen Rechnungslegungsstandard
(DRS) Nr. 5 gegeben (siehe dazu auch Unterabschnitt 2.2.5). Demnach ist ein Risiko
die Möglichkeit von negativen Entwicklungen der wirtschaftlichen Lage. Und eine
Chance ist nach DRS 5 die Möglichkeit von positiven künftigen Entwicklungen der
wirtschaftlichen Lage.3
Ohne Risiken gibt es auch keine Chancen. Unternehmerische Tätigkeit ist immer
mit Unsicherheiten verbunden.4 Wenn man alle Risiken vermeiden will, bedeutet
das, man muss auch auf alle Chancen verzichten. Wenn ein Unternehmen keine
Risiken eingehen will, muss es jegliche Tätigkeit einstellen, d. h. Auﬂösung des Un-
ternehmens, und das zur Verfügung stehende Kapital zu einem festen Zinssatz auf
einem Bankkonto anlegen. Selbst dann kann man immer noch nicht davon ausge-
hen, dass wirklich alle Risiken ausgeschlossen sind. Beispielsweise könnte die Bank
zahlungsunfähig werden und damit wäre u. U. das Geld auf dem Bankkonto wert-
los. Die Auswirkungen der aktuellen Finanzkrise zeigen, dass so ein Szenario nicht
undenkbar ist.
2.1.2. Der Begriﬀ des Risikomanagements
Um Risikomanagement mit seinen Werkzeugen und Methoden richtig einsetzen zu
können, ist es wichtig zu wissen, wie die allgemeine Einstellung gegenüber den Ri-
siken im Unternehmen ist. Die Einstellung zu Risiken bzw. die Risikobereitschaft
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viduellen Erfahrungen des Einzelnen. Die Bereitschaft einer Person, Risiken einzu-
gehen, kann sich sehr schnell verändern. Bei Erfolg durch bewusstes Eingehen eines
Risikos, wird die Risikobereitschaft des Einzelnen steigen. Wenn allerdings ein Miss-
erfolg eintritt, ist die Folge oftmals übertriebene Vorsicht.5
Zum Thema Risikomanagement gibt es viele Deﬁnitionen, die aber alle in grund-
legenden Zügen übereinstimmen. Risikomanagement ist das systematische Denken
und Handeln im Umgang mit Risiken.6 Es wird oft noch isoliert betrachtet und als
rechtliche Pﬂicht aufgefasst.7 Das Management von Risiken sollte jedoch Bestandteil
der Unternehmenspolitik sein. Die Unternehmensziele stehen dabei immer in direk-
tem Zusammenhang mit den Zielen des Risikomanagements. Risikomanagement ist
proaktiv, d. h. man beschäftigt sich mit den Risiken, bevor sie eintreten.8 Um Risiko-
management qualitativ umzusetzen, muss erreicht werden, dass alle Mitarbeiter im
Unternehmen den Chancen und Risiken proaktiv begegnen, d. h. die Möglichkeiten
des Risikomanagements nutzen.9
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In der Abbildung 2.1 wird gezeigt, dass Risikomanangement im Allgemeinen aus
der Identiﬁzierung, der Analyse und der Bewertung von Risiken besteht. Es wird
auch gezeigt, dass weitere Aktivitäten des Risikomanagments die Festlegung von
Risikostrategien und das Monitoring der Risiken sind.10
2.1.3. Krisen- und Notfallmanagement
Es gibt noch weitere Managementtechniken, im Zusammenhang mit Risikomanage-
ment, die genutzt werden können um Risiken zu bewältigen. Dabei handelt es sich
zum einen um das Krisenmanagement und zum anderen um das Notfall- bzw. Ka-
tatstophenmanagement.
Risiko- und Krisenmanagement stimmen in einigen Punkten überein. Es gibt aber
auch wesentliche Unterschiede. Eine Krise ist die erste Eskalationsstufe eines unter-
schätzten oder nicht erkannten Risikos, das innerhalb eines Projektes eingetreten
ist. Krisenmanagement bezeichnet den systematischen Umgang mit Krisensituatio-
nen. Dazu gehört sowohl die Identiﬁkation und Analyse von Krisensituationen, als
auch die Entwicklung von Strategien zur Bewältigung einer Krise, wenn das nicht
bereits im Rahmen des Risikomanagements geschehen ist. Die Einleitung und Ver-
folgung von Gegenmaßnahmen ist ein weiterer wichtiger Bestandteil des Krisenma-
nagements. Der wesentliche Unterschied zwischen Krisen- und Risikomanagement
besteht darin, dass mit Risikomanagement möglichst genaue quantitative Aussagen
über bekannte bzw. zu erwartende Risiken getroﬀen werden sollen, mit deren Hil-
fe bei Risikoeintritt zeitnah reagiert werden kann. Wobei das Krisenmanagement
eher ein projektbegleitendes Frühwarnsystem darstellt, womit unerwartete negative
Ereignisse, d. h. Risiken, noch rechtzeitig im Projektverlauf erkannt und bewältigt
werden sollen.11
Mit Hilfe des Notfall- bzw. Katastrophenmanagements soll die Reaktion auf mög-
liche Notfälle geplant werden. Damit sollen Sach-, Personen und Imageschäden mit
den daraus resultierenden Kosten vermieden oder minimiert werden. Ein Notfall ist
die zweite Eskalationsstufe des Risikomanagements. Voraussetzung für den Status
Notfall ist, dass ein erkanntes oder auch nicht erkanntes Risiko eingetreten ist und
10[Ver03, S. 3]
11[Ver03, S. 61-66] und [PM09]
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die daraus resultierende Krise nicht bewältigt werden konnte.12
Es gibt Risiken, die einfach nicht einkalkulierbar sind. Solche unkalkulierbaren Ri-
siken fallen in den Bereich des Krisen- und Notfallmanagements, d. h. sie können
mit deren Hilfe bewältigt werden. Ein Beispiel für ein unkalkulierbares Risiko ist die
aktuelle weltweite Finanzkrise. Diese Finanzkrise kam nicht über Nacht, dennoch
war kaum ein Unternehmen oder Staat auf die schwerwiegenden Auswirkungen vor-
bereitet, da nicht mit einem Risikoeintritt gerechnet wurde. Mittlerweile erfasst die
Finanzkrise nach den Banken auch andere Branchen und auch die ersten Staaten
sind betroﬀen und stehen vor dem Konkurs. Zusätzlich wächst auch die Gefahr ei-
ner Rezession.13 Die Finanzkrise hat sich im September 2008 zu einer Finanz- und
Wirtschaftskrise erweitert. Europas größter Softwarehersteller, die SAP AG, hat be-
reits einen deutlichen Abschwung des Geschäftes wegen der weltweiten Finanzkrise
angekündigt.14 Aber auch die klein- und mittelständigen Unternehmen spüren die
Auswirkungen der weltweiten Finanz- und Wirtschaftskrise sehr deutlich. Vor allem
für diese Unternehmen wird es immer schwieriger Kredite zu bekommen, was die
Ursache für eine Insolvenz sein kann.15
Weitere unkalkulierbare Risiken können externe Risiken, wie z. B. Umweltkatastro-
phen sein. Es sei denn, man ist sich bewusst, dass sich eine Niederlassung bzw. Pro-
duktionsstätte in einem erdbebengefährdeten, überﬂutungsgefährdeten oder sturm-
bzw. wirbelsturmgefährdeten Gebiet beﬁndet.16 Denn dann wären auch solche kata-
strophalen Risiken einkalkulierbar.
2.2. Gesetzliche Rahmenbedingungen für
Risikomanagement
In den letzten Jahren wurden Gesetze eingeführt, um bestandsgefährdende Risiken
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nehmen ohne Vorwarnung zusammengebrochen sind bzw. bankrott waren. Bei sehr
großen Unternehmen kann so etwas weitreichende Auswirkungen auf die gesamte
Wirtschaft eines Landes haben. Wie der kürzliche Zusammenbruch der Investment-
bank Lehman Brothers Inc. und die damit zusammenhängende aktuelle Finanzkrise
zeigt, kann so ein Firmenzusammenbruch auch Auswirkungen auf die Wirtschaft
der ganzen Welt haben. Unvorhersehbare Insolvenzen bzw. schlagartige Zusammen-
brüche sollen also durch Gesetze vermieden werden, indem sich die Unternehmen
besser auf bevorstehende Risiken einrichten. Auf die aktuelle Gesetzeslage bezüg-
lich des Risikomanagments soll in diesem Abschnitt näher eingegangen werden. Es
reicht dabei nicht aus nur die entsprechenden deutschen bzw. europäischen Gesetze
und Vorschriften zu betrachten, auch internationale Gesetzeslagen müssen beachtet
werden. Des Weiteren schreiben die nationalen und internationalen Standards ein
umfangreiches Risikoreporting als Teil der externen Unternehmensberichterstattung
vor.17
Um die Vergleichbarkeit verschiedener Geschäftsberichte gewährleisten zu können
und um Informationen für Shareholder besser und transparenter darzustellen, müs-
sen sich Unternehmen an bestimmte rechtliche Grundlagen halten. Für Deutschland,
Europa und die USA gibt es drei besonders wichtige Standards bzgl. der Bilanzie-
rung: IAS bzw. IFRS, US-GAAP (siehe dazu Unterabschnitt 2.2.7) und HGB.18
Auch auf diese Standards soll in diesem Abschnitt eingegangen werden.
Zusätzlich zu den, in den folgenden Unterabschnitten, aufgeführten nationalen und
internationalen Gesetzen und Verordnungen gibt es noch viele Weitere. Vor allem
für Kreditinstitute, Finanzdienstleistungsinstitute, Kapitalanlagegesellschaften und
Versicherungsinstitute existieren zahlreiche Vorschriften bezüglich des Risikomana-
gements. Einige wichtige Gesetze, die auf derartige Gesellschaften anzuwenden sind,
wären Basel II, SolvV und Solvency II. Dabei besitzt Basel II eine 3-Säulen-Struktur
(Säule 1: Mindestkapitalanforderungen, Säule 2: Bankaufsichtlicher Überwachungs-
prozess, Säule 3: Marktdisziplin). In Basel II sind alle Eigenkapitalvorschriften,
die vom Basler Ausschuss für Bankenaufsicht in den letzten Jahren vorgeschlagen
wurden, zusammengefasst. Basel II gehört seit dem 1. Januar 2007 zu den EU-
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EU Anwendungspﬂicht.19 SolvV ist eine Verordnung über die angemessene Eigen-
mittelausstattung von Instituten, Institutsgruppen und Finanzholding-Gruppen.20
Solvency II wurde im Rahmen eines EU-Projektes entwickelt. Ziel war es, die beste-
henden Solvabilitätsvorschriften (Eigenmittelanforderungen) für Versicherungsun-
ternehmen zu einem konsequent risikoorientierten System der Finanzaufsicht weiter
zu entwickeln.21 Solvency II sollte im Jahr 2009 oder 2010 in Kraft treten.22 Heu-
te fordern jedoch verschiedene Politiker und Verbände, mit der Einführung dieser
Verordnung noch zu warten, da dies auf Grund der aktuellen Situation auf den Fi-
nanzmärkten negative Auswirkungen für Versicherungsunternehmen haben könnte.
Negative Auswirkungen für die Versicherungsunternehmen wären z. B. eingeschränk-
te Anlagemöglichkeiten, die sich wiederum negativ auf die Höhe der zu erwartenden
Renten der Versicherten auswirken können.23
2.2.1. Kontroll- und Transparenzgesetz
Das Gesetz zur Kontrolle und Transparenz im Unternehmensbereich (KonTraG) ist
am 1. Mai 1998 in Kraft getreten.24 Durch das KonTraG wird der  91 AktG, der
Bestimmungen zu Organisation und Buchführung im Unternehmen beinhaltet, ge-
ändert.25 Das Gesetz richtet sich hauptsächlich an AGs bzw. deren Geschäftsführer,
aber auch GmbHs und andere Gesellschaften sind von dem Gesetz betroﬀen und
zwar dann, wenn sie zwei der drei nachfolgenden Kriterien erfüllen:
 Bilanzsumme > 3,44 Mio. Euro
 Umsatz > 6,87 Mio. Euro
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Durch das Gesetz wird die Schaﬀung eines Risikomanagement- und Überwachungs-
systems (Früherkennungssystem) für bestandsgefährdende Risiken gefordert. Das
KonTraG bezieht sich nicht nur auf die gegenwärtigen Risiken des operativen Ta-
gesgeschäfts, sondern in erster Linie auf die in der Zukunft liegenden strategischen
Risiken des Unternehmens.26 Die Einhaltung bzw. Umsetzung des KonTraG wird
durch unabhängige Wirtschaftsprüfer überprüft.27 Der Vorstand des Unternehmens
ist in der Pﬂicht ein Risikomanagementsystem einzuführen. Für den Fall, dass kein
ausreichendes Überwachungssystem etabliert wurde, kann der Vorstand, im Scha-
densfall, haftbar gemacht werden. Durch die gesetzlich verankerte Beweislastumkehr
müssen die Vorstände nachweisen, dass sie ihren Pﬂichten, ein Risikomanagement-
system einzuführen, ausreichend nachgekommen sind.28 Dabei ist nicht explizit fest-
gelegt, wie das Risikomanagementsystem aufgebaut sein muss.
2.2.2. Bilanzrechtsreformgesetz
Das Bilanzrechtsreformgesetz (BilReG) ist das Gesetz zur Einführung internationa-
ler Rechnungslegungsstandards und zur Sicherung der Qualität der Abschlussprü-
fung.29 Es dient der Stärkung der Unabhängigkeit des Abschlussprüfers und zugleich
der Fortentwicklung und Internationalisierung des deutschen Bilanzrechts.30 Das
BilReG regelt außerdem eine Veränderung der Prognoseberichtserstattungspﬂicht.31
Aufgrund der Einführung des BilReG werden verschiedene Paragraphen des Han-
delsgesetzbuches, sowie 25 weitere Gesetze und Verordnungen geändert bzw. ergänzt.
Im HGB, EGHGB, PublG, AktG, EGAktG, GmbHG und im Gesetz betreﬀend
der Erwerbs- und Wirtschaftsgenossenschaften wurden Änderungen, Aufhebungen
und Neueinführungen von Gesetzen vorgenommen.32 Diese Gesetzesänderungen und
-ergänzungen betreﬀen grundsätzlich alle Geschäftsjahre ab dem 1. Januar 2005.33
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lung des Unternehmens mit ihren wesentlichen Chancen und Risiken beurteilen und
erläutern. Ein wichtiger Punkt im BilReG ist, dass nicht nur Informationen über
Risiken, sondern auch über positive mögliche Planabweichungen, also Chancen, dar-
zustellen sind.
Im Gegensatz zum KonTraG besteht durch dieses Gesetz nicht die Pﬂicht ein Or-
ganisationssystem, zur Erkennung und Nutzung von Chancen, einzuführen. Bereits
vorhandene Risikomanagementsysteme können erweitert werden, so dass auch die
Chancen mit erfasst werden können. Das BilReG fördert somit die Entwicklung von
Risikomanagementsystemen für ein integriertes Chancen- und Risikomanagement.
Wobei das Risikomanagementsystem wiederum für eine wertorientierte Unterneh-
mensführung die Grundlage ist und wodurch das Abwägen von Chancen und Risiken
bei unternehmerischen Entscheidungen möglich ist.34
2.2.3. Deutscher Corporate Governance Kodex
Der Deutsche Corporate Governance Kodex (DCGK) wurde am 26. Februar 2002
verabschiedet und unterliegt einer jährlichen Aktualisierungsprüfung durch die Re-
gierungskommission Deutscher Corporate Governance Kodex mit Sitz in Frankfurt
am Main.35 Die neuesten Änderungen des DCGK wurden am 6. Juni 2008 beschlos-
sen.36
Der DCGK wurde durch das Transparenz- und Publizitätsgesetz (TransPuG) vom
19. Juli 2002 per 1. Januar 2003 gesetzlich verankert.37 Dieser Kodex besteht aus
Mussbestimmungen, Empfehlungen und Anregungen. Empfehlungen werden im Ko-
dex durch die Verwendung des Wortes soll gekennzeichnet und müssen nicht zwin-
gend eingehalten werden, jedoch muss die Abweichung von Empfehlungen jährlich
dargelegt werden. Die Abweichung von den Anregungen, die durch die Worte sollte
oder kann gekennzeichnet sind, muss nicht oﬀen gelegt werden. Die übrigen sprach-
lich nicht so gekennzeichneten Teile des Kodex betreﬀen die Mussbestimmungen, die
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ten sind.38
Ein Beispiel für eine gesetzliche Verpﬂichtung des DCGK ist im Punkt 4.1.4, unter
Aufgaben und Zuständigkeiten des Vorstandes, zu ﬁnden:
4.1.4 Der Vorstand sorgt für ein angemessenes Risikomanagement und Risiko-
controlling im Unternehmen.39
Damit ist der Vorstand eines Unternehmens verantwortlich dafür, dass Risikomanage-
ment im Unternehmen betrieben wird.
2.2.4. Sarbanes Oxley Act
Beim Sarbanes Oxley Act (SOX / SOA) handelt es sich um eine internationale
Richtlinie, die am 30. Juli 2002 in den USA durch Präsident George W. Bush un-
terzeichnet wurde und damit in Kraft trat.40 Auslöser für die Verabschiedung des
SOX waren zahlreiche Finanzskandale und Firmenzusammenbrüche, wie z. B. bei
den Firmen Enron und Worldcom. Um so etwas zukünftig zu vermeiden, hat die
US-Regierung die SOX-Richtlinie ins Gesetz geschrieben.41 Vom SOX sind alle an
US-amerikanischen Börsen gehandelten Unternehmen, sowie deren Tochtergesell-
schaften betroﬀen. Für alle nicht-amerikanischen Unternehmen gilt der SOX für
Jahresabschlüsse ab dem 15. April 2005. US-Unternehmen mussten bereits bis zum
1. Januar 2005 SOX-fähig sein.42
Section 302 im SOX regelt, dass der Chief Financial Oﬃcer (CFO) und der Chief
Executive Oﬃcer (CEO) die Richtigkeit der quartalsweisen und jährlichen Bericht-
erstattung getrennt voneinander überprüfen und abzeichnen müssen. Wobei nicht-
amerikanische Unternehmen die Überprüfung nur jährlich vornehmen müssen. In
Section 906 wurde festgelegt, dass CFO und CEO persönlich für die Richtigkeit ih-
rer Aussage haften. Die möglichen Strafen in den USA, lt. Section 906, sind Geld-
und Gefängnisstrafen.
38[GB07, S. 12] und [RD08b, S. 2]
39[RD08b, S. 6]
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Ein, für das Risikomanagement, wichtiger Punkt aus dem SOX ist Section 404. Darin
wird die Errichtung eines internen Kontrollsystems und dessen Dokumentation gefor-
dert. Dieses System beinhaltet die internen Kontrollen zur Rechnungslegung, wobei
die Unternehmensleitung die Zweckmäßigkeit einschätzt und der Wirtschaftsprüfer
diese bestätigt. Dieses interne Kontrollsystem ist ein Teil des Risikomanagementsys-
tems.43
2.2.5. Deutscher Rechnungslegungs-Standard Nr. 5 und 15
Der Deutsche Rechnungslegungs-Standard (DRS) Nr. 5 wurde am 30. April 2001
und der DRS 15 am 7. Dezember 2004 vom Deutschen Standardisierungsrat verab-
schiedet.44 Der DRS 5 legt allgemeine Anforderungen an die Risikoberichterstattung,
wie sie vom Gesetzgeber in den  289,1 und 315,1 HGB verlangt wird, fest. Der
Risikobericht muss nach DRS 5 folgende Punkte beinhalten:45
 Darstellung des Risikomanagementsystems
 Deﬁnition der Risikoarten
 Beschreibung der Risiken
 Quantiﬁzierung der Risiken
 Beschreibung der Bewältigungsmaßnahmen
Im KonTraG wird die Ausgestaltung des Risikofrüherkennungssystems und Risiko-
berichtes im Lagebericht nicht dargestellt. Der DRS 5 schließt diese Lücke.46
Der DRS 15 ist ein neuer Standard zur Lageberichterstattung und baut auf dem
BilReG (siehe dazu Unterabschnitt 2.2.2) auf. DRS 15 verlangt u. a., dass die Chan-
cen der zukünftigen Entwicklung, sowie die Grundlagen und Annahmen der Progno-
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sen, im Prognosebericht dargestellt werden.47
Obwohl die Vorschriften des DRS generell nur für HGB-Bilanzierer gelten, kann man
bei DRS 5 und 15 davon ausgehen, dass sie auch für IFRS-Bilanzierer gelten, da
 315a HGB diese nicht von den Vorschriften zur Lageberichterstattung befreit.48
2.2.6. International Financial Reporting Standards
Die International Financial Reporting Standards (IFRS) sind internationale Rech-
nungslegungsvorschriften. Aufgrund einer Umstrukturierung im Jahr 2001 wurde
aus den International Accounting Standards (IAS) die IFRS, wobei die alten IAS-
Standards weiterhin ihre Gültigkeit behalten haben.49 Diese Richtlinien verlangen
ein Risikoreporting als Teil der Unternehmensberichterstattung. Über bestehende,
erkennbare zukünftige und mögliche, noch ungewisse Risiken soll im Risikorepor-
ting berichtet werden.50 Bezüglich des Risikomanagements sind die nachfolgenen
Bestandteile der Standards die wichtigsten:
 IAS 30: Angaben im Abschluss von Banken und ähnlichen Finanzinstitutionen
 IAS 32: Finanzinstrumente: Angaben und Darstellung
 IFRS 7: Finanzinstrumente: Angaben (ehemals IAS 32)
Nach IFRS 7 gibt es drei Risikoarten, die in einem Risikobericht beleuchtet werden
müssen. Diese sind Markt-, Kredit- und Liquiditätsrisiken.51 IFRS 7 beinhaltet die
überarbeiteten Angabepﬂichten des IAS 32 und wesentliche Teile des IAS 30 und
löste damit diese beiden alten Standards im Jahr 2007 ab. Im IAS 32 befanden sich
ausschließlich die Darstellungsvorschriften der Finanzinstrumente. IFRS 7 fordert
einen Risikobericht und enthält außerdem Informationen über ﬁnanzielle Risiken
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tionen über die künftigen Cash Flows, die aus den Finanzinstrumenten resultieren.
Es werden dabei Informationen zum Betrag, zur zeitlichen Struktur und zur Wahr-
scheinlichkeit der Cash Flows gefordert. Weitere Angaben, die von dem Standard
IFRS 7 noch gefordert werden, sind z. B. Angaben zur Risikomanagementpolitik,
zum Zins(änderungs-)risiko und zum Ausfallrisiko.53 Von den IAS/IFRS-Richtlinien
wird außerdem eine Fair Value54-Bewertung verlangt.55
2.2.7. Rechnungslegungsgrundsätze US-GAAP
US-GAAP steht für United States Generally Accepted Accounting Principles und
bezeichnet damit allgemein anerkannte Rechnungslegungsgrundsätze, welche in den
USA am häuﬁgsten angewandt werden. Viele europäische Unternehmen, welche
in die Vereinigten Staaten expandieren wollen, stellen ihre Buchhaltung nach US-
GAAP um. Ein Beispiel dafür ist das Unternehmen DaimlerChrysler, welches seit
1996 nach US-GAAP bilanziert.
Der Aufbau und die Struktur von US-GAAP ist vergleichbar mit dem von IAS,
jedoch weicht die HGB-Methode deutlich von diesen beiden Standards ab.56 Die
Rechnungslegungsperiode nach US-GAAP ist, im Gegensatz zu der Regelung nach
HGB, nicht auf eine jährliche, sondern auf eine quartalsweise Erfolgsermittlung aus-
gelegt. Dies wirkt sich auch auf die Rechnungslegung im Projektgeschäft aus. Bei
Projekten, die länger als eine Rechnungslegungsperiode laufen, müssen also Zwi-
schenberichte erstellt werden. Für diese Zwischenergebnisse werden die geplanten
Leistungen und Kosten mit dem tatsächlichen Leistungsfortschritt und den entstan-
denen Kosten verglichen. Wenn dieser Vergleich zeigt, dass zu geringe Leistungen
und/oder zu hohe Kosten bei dem Projekt entstanden sind, so sind das Indikato-
ren für das Risiko des Terminverzugs und/oder der Kostenüberschreitung für das
gesamte Projekt.57
53[GB07, S. 14] und [DKDEG04, S. 17-24]
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2.2.8. Wirtschaftsprüfungsstandards
Die Prüfungsstandards des Instituts der Wirtschaftsprüfer (IDW) sind keine ge-
setzlich verankerten Vorschriften, trotzdem bestimmen sie häuﬁg die Praxis vieler
Unternehmen.
Der Prüfungsstandard 340 des IDW wurde im Juni 1999 als Folge des KonTraG
beschlossen. Er beschreibt die Anforderungen an ein Risikofrüherkennungssystem,
die für die Erteilung eines Testates erfüllt werden müssen.58
2.3. Risikomanagementprozess
Eine Grundvoraussetzung für erfolgreiches Risikomanagement ist die Planung. Die
möglichen negativen oder positiven Planabweichungen können dann im Risikoma-
nagementprozess als Risiken und Chancen gemanagt werden.59
Es gibt verschiedene Möglichkeiten den Prozess des Risikomanagements zu deﬁnie-
ren, wie die verschiedenen Darstellungen in den Abbildungen 2.2 und 2.3 zeigen. Man
kann aber leicht erkennen, dass sich die Prozesse sehr ähneln. In Abbildung 2.2 wird
gezeigt, dass der Risikomanagementprozess nicht nur zu Beginn eines Projektes bzw.
anderen geplanten unternehmerischen Aktivitäten durchgeführt wird, sondern im-
mer wieder von vorn beginnt bzw. eine projektbegleitende Aktivität darstellt. Man
sollte, z. B. im Verlauf eines Projektes, ständig prüfen, ob neue Risiken identiﬁziert
werden können.
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In den folgenden Unterabschnitten werden insbesondere die Phasen Risikoanalyse,
-aggregation und -bewältigung beschrieben, wie sie in Abbildung 2.3 dargestellt sind.
Diese Phasen gehören zum Risikomanagement im engeren Sinne. Dabei wird auch
auf Methoden eingegangen, die in der jeweiligen Phase von Nutzen sein können.
Abbildung 2.3.: Der Risikomanagementprozess, in Anlehnung an [GB07, S. 18]
Ein Risiko kann zu einer Krise und eine Krise zum Notfall werden, wie man in
Abbildung 2.4 sehen kann.
Abbildung 2.4.: Entwicklung eines Risikos, in Anlehnung an [Ver03, S. 65]
Die Abbildung zeigt den Prozess des Risikomanagements, dabei wird aber, zur bes-
seren Anschaulichkeit, nur von einem einzelnen Risiko ausgegangen. Zu Beginn des
Prozesses wird im Rahmen der Risikoanalyse-Phase ein Risiko identiﬁziert und be-
wertet, wobei in der Abbildung nur die Risikoidentiﬁkation dargestellt ist. Nach der
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Identiﬁkation der Risiken erfolgt normalerweise die Risikoaggregation, die aber hier
nicht dargestellt ist, da nur von einem Risiko ausgegangen wird. Anschließend erfolgt
die Risikobewältigung, d. h. noch bevor das Risiko eingetreten ist wird geplant, wie
im Eintrittsfall vorzugehen ist. Die Kosten für die Risikobewältigung fallen an, auch
wenn das Risiko nicht eintritt. Für den Fall, dass das Risiko eintritt und zur Krise
bzw. zum Problem wird, werden im Rahmen der Risikobewältigung die geplanten
Maßnahmen eingeleitet, um die Auswirkungen der Krise zu begrenzen. Wird die
Krise bzw. das Problem dadurch nicht gelöst bzw. nicht ausreichend eingedämmt,
kann die Krise zu einem Notfall werden. Dann müssen weitere Maßnahmen im Rah-
men der Risikobewältigung erfolgen, da sonst das gesamte Projekt gefährdet werden
kann.
2.3.1. Risikoanalyse
Die Risikoanalyse gehört zu den ersten Phasen dieses Prozesses. Zur Risikoanalyse
zählt die Risikoidentiﬁzierung, -bewertung und -aggregation.
Sowohl zur Identiﬁzierung, Bewertung und Priorisierung der Risiken, als auch zur
Erstellung einer Risikodatenbank, müssen die Risiken aufgenommen und möglichst
genau beschrieben werden. Dazu kann ein Risikoformular, wie es im Anhang in
Abschnitt A.2 abgebildet ist, sehr hilfreich sein.
Risikoidentiﬁzierung / Risikoentdeckung
Arbeitsprozessanalysen, Workshops, Benchmarks und auch Checklisten werden ge-
nutzt um die Risiken zu identiﬁzieren.60 Zum Risikoentdeckungsprozess gehört als
eine der ersten Aktivitäten ein Brainstorming , am besten mit allen Projektmit-
gliedern.61 Dies kann im Rahmen eines (Risiko-)Workshops durchgeführt werden.
Dabei kann u. U. auch eine Besichtigung dienlich sein. Besonders zur Entdeckung
von technischen Risiken eignen sich Besichtigungen gut, z. B. bei der Überprüfung




2. Rahmenbedingungen und Prozess des Risikomanagements
Gesamteindruck von den Gegebenheiten vor Ort und kann visuell schnell erfassbare
Risiken identiﬁzieren.62
Der Risikoentdeckungsprozess sollte nicht nur einmal am Anfang des Projekts durch-
geführt werden. Es sollten regelmäßig Meetings u. ä. zur Risikoentdeckung stattﬁn-
den.63
Eine Auswahl von Methoden und Instrumenten, die zur Identiﬁkation der Risiken
dienen können, ist Folgende:64
 Strategische Planung
 Operative Planung
 Fehler-Möglichkeits- und Einﬂussanalyse (FMEA)
 Fehlerbaumanalysen (FTA - Fault Tree Analysis)
 Risiko-Checklisten
 Experten- und Mitarbeiterbefragungen
 Earned-Value-Analyse (EVA)
 Win-Win-Spiralmodell von Barry W. Boehm
Im Folgenden sollen diese Methoden zur Risikoidenﬁkation näher erläutert werden.
Die strategische Planung beschäftigt sich langfristig mit den Kernkompetenzen, Stär-
ken und Wettbewerbsvorteilen des Unternehmens. Das strategische Risikomanage-
ment ist damit auch langfristig und beschäftigt sich mit Risiken und risikopolitischen
Entscheidungen, die für das gesamte Unternehmen von besonderer Bedeutung sind.
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Imagebeschädigung, aufgrund eines öﬀentlichen Skandals, wenn die Marke eines Un-
ternehmens für den Erfolg entscheidend ist.65
Beim operativen Risikomanagement wird eine bestimmte Aufgabe betrachtet.66 Die
operative Planung ist kurzfristig und beschäftigt sich daher mit den gegenwärtigen
Risiken des operativen Tagesgeschäfts und den laufenden Unternehmensaktivitäten.
Operative Risiken, also Leistungsrisiken, sind in der Regel nicht verantwortlich für
das Fortbestehen des gesamten Unternehmens. Trotzdem ist es für den Unterneh-
menserfolg wichtig, dass ihnen Beachtung geschenkt wird. Ein operatives Risiko ist
z. B. der Ausfall eines Netzwerkes oder einer Applikation.
Man kann sagen, die operative Planung beschäftigt sich mit der Eﬃzienz und die
strategische Planung mit der Eﬀektivität der unternehmerischen Leistung.
Die FMEA ist eine analytische Methode zur Erkennung von potentiellen Fehlern,
d. h. bevor sie auftreten. Die FMEA passt damit genau in das Schema des Risi-
komanagements. Diese Methode ist besonders zum Einsatz in Entwicklungsphasen
neuer Prozesse oder Projekte geeignet.
Die Risikobeurteilung erfolgt mit Hilfe einer Risiko-Prioritätszahl (RPZ). Diese
Kennzahl wird dabei von niedrig bis hoch mit 1-10 bewertet. Die RPZ ergibt sich
aus Bedeutung der Fehlerfolge multipliziert mit der Eintrittswahrscheinlichkeit des
Risikos und der Entdeckungswahrscheinlichkeit des Fehlers. Die RPZ wird dabei also
wie folgt berechnet:
RPZ = Bedeutung  Eintrittswahrscheinlichkeit  Entdeckungswahrscheinlichkeit
Alle, bei der FMEA, festgestellten Risiken sollten, mit allen Daten zum Risiko (z. B.
Eintrittswahrscheinlichkeit), in einer Risikodatenbank festgehalten werden. Dann
muss bei einer Analyse der Risiken in einem späteren Projekt nicht von vorn begon-
nen werden. Man kann dann auf die Daten der Vergangenheit zurückgreifen.
Ein Nachteil der FMEA ist, dass die Analyse gerade bei der ersten Anwendung sehr
zeitintensiv ist, da noch nicht auf Referenzdaten zugegriﬀen werden kann. Auch der
personelle Aufwand ist nicht zu unterschätzen.
65[GB07, S. 20/21] und [IG a]
66[Alc99, S. 8]
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Die Fault Tree Analysis (FTA) ist eine Top-Down-Analyse. Ausgangspunkt der
Analyse ist das potentiell gestörte Gesamtsystem, welches zu Beginn exakt und
detailliert beschrieben werden muss. Mit dieser Beschreibung kann man dann ana-
lysieren, welche primären Störungen zu einer Störung des Gesamtsystems führen
können. Die sekundären Störungsursachen werden dann soweit in einzelne Ursachen
untergliedert, bis keine Diﬀerenzierung mehr möglich ist. Das entspricht dem Top-
Down-Prinzip, vom Großen zum Kleinen. Bei der Analyse entsteht so nach und
nach ein Fehlerbaum, der Basisereignisse zeigt, die zu einer Störung des Gesamt-
systems führen können. Im Fehlerbaum sollten auch Ereignisse betrachtet werden,
die im System auftreten und den Fehlerbaum beeinﬂussen können. Die Verknüp-
fungen von Ereignissen können UND- bzw. ODER-Verknüpfungen sein. Bei UND-
Verknüpfungen tritt der Fehler nur dann auf, wenn alle Ereignisse auftreten. Bei
den ODER-Verknüpfungen tritt der Fehler dann auf, wenn eines der Ereignisse auf-
tritt.67
Risikochecklisten aus Büchern, dem Internet usw. sollten nicht als komplette Über-
sicht aller Risiken verstanden werden, die nur noch abgehakt werden müssen. Aber
sie können Ausgangspunkt für die Entwicklung von branchen- und unternehmensin-
dividuellen Checklisten sein.68
Ein Beispiel für eine Checkliste, die aber noch individuell angepasst werden muss,
ist die Checkliste im Anhang in Abschnitt A.1.
Oftmals werden Experten- und Mitarbeiterbefragungen im Rahmen von Risikowork-
shops durchgeführt. Expertenmeinungen können bei der Identiﬁzierung von unter-
nehmensinternen und -externen Risiken helfen. Mitarbeiterbefragungen führen dabei
aber meist zur Identiﬁzierung interner Risiken. Wobei durch eine Mitarbeiterbefra-
gung grundsätzlich alle Mitarbeiter, per Interview oder schriftlich, befragt werden.
Eine Mitarbeiterbefragung kann aber auch zu einer Informationsﬂut führen, bei der
auch viele nicht relevante Informationen übermittelt werden. Ein Grund dafür kann
sein, dass gleiche Risiken verschieden benannt werden. Ein weiterer Grund ist, dass
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besonders wichtig halten, die aber nicht wirklich wichtig sind. Die Expertenbefra-
gung ist daher oft sinnvoller als eine Mitarbeiterbefragung.69
Die Earned-Value-Analyse (EVA) ist eine Methode, mit deren Hilfe der Fertigstel-
lungsgrad des gesamten Projektes angezeigt werden soll, d. h. jederzeit soll erkennbar
sein, wie viel Prozent des Projektes bereits fertig gestellt sind. Die Anzeige liegt da-
bei immer im Bereich zwischen 0 und 100 %. Zu Projektbeginn sind 0 % und zu
Projektende 100 % der veranschlagten Leistung erbracht.
Während des Projekts müssen bereits fertig gestellte Teile, aus denen am Ende das
Gesamtprodukt besteht, getestet werden. Diese Teile (evtl. auch Versionen) können
nach den Akzeptanztests als nachweislich fertig gestellt betrachtet werden.70
Abbildung 2.5.: Earned-Value-Analyse [DL03, S. 136]
Die Earned Values, d. h. die erbrachten Leistungen, für die Versionen bzw. Teile müs-
sen vorher berechnet bzw. festgelegt werden. Damit kann dann während des Projekts
immer ein Soll-Ist-Vergleich durchgeführt werden. Bei größeren Abweichungen kann
man davon ausgehen, dass Risiken eingetreten sind. Diese Abweichungen sind also





2. Rahmenbedingungen und Prozess des Risikomanagements
Abbildung 2.6.: EVA: Soll-Ist-Vergleich [DL03, S. 138]
Die Einheit der Earned Values ist Geldeinheit (Euro, US-Dollar o. a.) oder Perso-
nentage. Diese Werte können auch als Prozentsatz vom Gesamtbudget ausgedrückt
werden.
Die Earned-Value-Analyse und andere Methoden, zur Planung und Abschätzung von
zeitlichem und ﬁnanziellem Aufwand, können nur bei inkrementeller Fertigstellung
sinnvoll eingesetzt werden. Inkrementelle Fertigstellung bedeutet, dass die Planung
und Fertigstellung des Projekts in Teilen bzw. Teilmengen erfolgt.72 Inkrementelle
Fertigstellung hat nicht nur den Vorteil, dass man den Projektfortschritt und damit
auch die Risiken überwachen kann. Weitere Vorteile der schrittweisen bzw. teilweisen
Projektabwicklung sind folgende:73
 höhere Mitarbeitermotivation durch erkennbare und besonders durch, in abseh-
barer Zeit, erreichbare Ziele (Fertigstellungstermine der einzelnen Versionen)
 bessere Durchsichtigkeit
 bessere Anwendereinbindung (Vorabversionen können dem Anwender zu Test-
zwecken bzw. zum Üben/Reinschnuppern zur Verfügung gestellt werden) usw.
In Tabelle 2.1 ist ein Beispiel für eine Earned-Value-Analyse dargestellt. Es ist er-
sichtlich, dass die Plandaten der Fertigstellung jedes Projektabschnittes festgehalten
werden. Dazu gehört, dass der Abschnitt kurz beschrieben wird. Der jeweils geplante
Aufwand wird sowohl in Personentagen als auch in % vom Gesamtaufwand darge-
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einzelne Projektabschnitt zugeordnet werden kann. Desweiteren wird auch der pro-
zentuale Anteil der Version bzw. des Produktteils am Gesamtumfang dargestellt.










1 ... 65 13 % 1
2 ... 60 12 % 1 25 % 120. Tag
3 ... 45 9 % 2
4 ... 45 9 % 2
5 ... 70 12 % 2 57 % 290. Tag
6 ... 95 19 % 3
7 ... 80 16 % 3 92 % 465. Tag
8 ... 40 8 % 4 100 % 510. Tag
Tabelle 2.1.: EVA - Beispiel [DL03, S. 148]
Abbildung 2.7.: EVA - Beispiel [DL03, S. 149]
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In Abbildung 2.7 sind die (Ist-)Fertigstellungsdaten aus Tabelle 2.1 graﬁsch darge-
stellt. Man könnte zusätzlich zu den Ist- auch die Plandaten in der Graﬁk darstellen.
Auf diese Weise wird der Verlauf des Projektes so dargestellt, dass man mögliche
Abweichungen schnell erkennen kann.
DasWin-Win-Spiralmodell wurde von Barry W. Boehm entwickelt. Dieses Methode
zur Risikoidentiﬁzierung bzw. -entdeckung wurde speziell für IT-Projekte und de-
ren typische Probleme, d. h. Standardrisiken, konstruiert. Dadurch können Risiken
entdeckt werden, die auf einem anderen Weg eventuell nicht erkannt werden wür-
den. Das Modell ist eine Erweiterung des Spiralmodells des Softwarelebenszyklus
und integriert dabei Risikomanagementmethoden, die Theorie W der Gruppenin-
teraktion und verschiedene Methoden zur Planung und Abschätzung von Zeit und
Aufwand, insbesondere das Constructive Cost Model II (COCOMO II).74 Wobei CO-
COMO II eine Methode zur Aufwandsschätzung und Berechnung der Entwicklungs-
zeit von Softwareentwicklungsprojekten ist. Die Theorie W, die ebenfalls von Barry
W. Boehm entwickelt wurde, soll mit Hilfe einer korrekten Planung und einem ganz-
heitlichen Risikomanagement Konﬂikte zwischen Vertragspartnern, bei Softwareent-
wicklungsprojekten vermeiden. Die Vorgehensweise beim Win-Win-Spiralmodell ist
folgende: Alle Stakeholder und alle anderen Beteiligten werden nach ihren Interessen,
Wünschen und Vorstellungen bezüglich des Projekts gefragt. Beim Auftreten von
Interessensgegensätzen bzw. (Ziel-)Konﬂikten hat man schon ein potentielles Risiko
aufgedeckt, welches dann noch genauer analysiert und später auch noch bewertet
werden kann.75 Zusammenfassend ist diese Methode eine Verhandlungsstrategie zur
Erzielung eines maximalen Ergebnisses für alle beteiligten Parteien.76
2.3.2. Risikobewertung
Um Risiken oder Chancen zu beeinﬂussen, werden in der Regel Ressourcen benötigt.
Da diese Ressourcen nur begrenzt zur Verfügung stehen, sollte man vorher genau
abwägen, wofür man sie einsetzt. Man sollte also zunächst feststellen, welche Risi-
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ken besonders schwerwiegend sind. Die zur Verfügung stehenden Ressourcen können
dann besonders für die Minimierung dieser Risiken genutzt werden.77
Nachdem die Risiken und natürlich auch die Chancen identiﬁziert wurden, müssen
sie bewertet werden. Die Risikobewertung ist somit ein wichtiger Teil des Risikoma-
nagements. Man befasst sich dabei sowohl mit den Eintrittswahrscheinlichkeit des
Risikos, als auch mit den Folgen im Falle des Risikoeintritts, um daraus dann eine
Rangfolge der wichtigsten bzw. entscheidendsten Risiken zu erstellen.78
Es gibt viele Modelle und Methoden zur Risikobewertung. Eine Auswahl daraus ist
die folgende:




 Risikodatenbank / Risikoliste
 SWOT-Analyse
 Risikodiagramm
In den folgenden Abschnitten sollen diese Methoden zur Risikobewertung näher
erläutert werden.
Zur Priorisierung von Risiken werden Risikomaße benötigt, die aus Verteilungsfunk-
tionen abgeleitet werden. Die wichtigsten bzw. für das Risikomanagement gebräuch-
lichsten Verteilungsfunktionen sind die Binomial-, die Normal- und die Dreiecksver-
teilung.79 Risikomaße sind z. B. die Standardabweichung, der Eigenkapitalbedarf
77[Roh06, S. 63]
78[Ebe06, s. 130]
79[GB07, S. 31 und 34]
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und der Value-at-Risk (näheres zum VaR erfolgt im Verlauf dieses Abschnitts).80
Risikomaße haben z. B. die Aufgabe den Vergleich von Risiken zu ermöglichen.81
Mit einem Risikoportfolio kann man sich, besonders zu Beginn eines Projekts, einen
Überblick über die wesentlichen Risiken verschaﬀen, indem man diese graﬁsch dar-
stellt.82 Das Risikoportfolio ist nur für eine Darstellung von acht bis zehn Risiken
geeignet, da sonst die Übersicht verloren geht.83 Zur Erstellung des Risikoportfolios
sollten alle bisherigen Kenntnisse zu den Risiken mit einbezogen werden, besonders
das Risikoformular (siehe Abschnitt A.2) kann hierbei sehr hilfreich sein. Abbil-
dung 2.8 zeigt ein Beispiel für ein Risikoportfolio.
Abbildung 2.8.: Risikoportfolio [Roh06, S. 68]
Ähnlich wie beim Risikoportfolio liefert die Risikomatrix eine gute Übersicht über die
Risiken. Ein Muster einer einfachen Risikomatrix ist in Tabelle 2.2 dargestellt. Die
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Tabelle 2.2.: Muster einer einfachen Risikomatrix [Roh06, S. 69]
Der Value-at-Risk (VaR) ist ein Risikomaß und bietet sich an, um den maxima-
len Schaden eines Risikos zu bestimmen. Dieser wird wiederum für die Priorisierung
der Risiken benötigt.85 Der VaR wird besonders im Finanzdienstleistungsbereich ge-
nutzt, da er zur Überwachung und Messung von Markt- und Zinsrisiken dient. Aber
auch in anderen Unternehmen wird dieses Risikomaß, oftmals für ﬁnanzwirtschaft-
liche Risiken, eingesetzt. Ausgangspunkt ist ein Portfolio über einen bestimmen
Zeitraum. Wenn sich die Marktverhältnisse verändern, kann man einen bestimmten
Gewinn oder Verlust messen. Der VaR gibt dabei die negative Wertänderung in
Geldeinheiten an, die mit einer bestimmten Wahrscheinlichkeit innerhalb eines be-
stimmten Zeitraumes nicht überschritten wird. Diese Wahrscheinlichkeit wird auch
als Konﬁdenzniveau bezeichnet.86
Beispiel für eine Berechnung des VaR:87
Einsatz = 10.000 Euro
Aktie schwankt mit 95 %iger Sicherheit am Tag maximal um 0,85 % im Wert
10.000 Euro * 0,85 % = 85 Euro
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Mit einer Sicherheit von 95 % liegt der größtmögliche Verlust, der mit der Aktien-
position innerhalb eines Tages entstehen kann bei 85 Euro. Das bedeutet aber auch,
dass die Wahrscheinlichkeit besteht, dass der Verlust höher als 85 Euro sein kann.
Der Cashﬂow-at-Risk bezeichnet das gleiche Risikomaß, bezieht sich aber nicht auf
den Wert (value) sondern auf den Cashﬂow.88
Um Risiken zu identiﬁzieren, abzuschätzen und zu überwachen benötigt man In-
formationen. Dazu kann eine Risikodatenbank oder eine Risikoliste sehr nützlich
sein.89 Gut bzw. schlecht gelaufene vergangene Projekte werden analysiert, d. h. es
werden Post-Mortem-Analysen durchgeführt. Alle Probleme aus vergangenen Pro-
jekten ﬂießen in die Risikodatenbank ein. Aus der Risikodatenbank kann dann eine
Anfangsrisikoliste für jedes neue Projekt generiert werden.90 Diese Risikoliste soll-
te auch veröﬀentlicht, d. h. an alle Stakeholder verteilt werden. Alle Beteiligten
können so aktiv am Risikoentdeckungsprozess teilnehmen.91 Wichtig dabei ist, dass
die Risikodatenbank aktuell gehalten wird, d. h. abgeschlossene Projekte müssen
analysiert werden und neue Risiken müssen in die Datenbank einﬂießen.92
Bei der SWOT-Analyse handelt es sich um die Zusammenführung der Stärken-
Schwächen- mit der Chancen-Risiken-Analyse. (Strengths-Weaknesses-Opportunities-
Threats)93 Wobei mit der Stärken-Schwächen-Analyse das Unternehmen auf Poten-
tiale und Ressourcen, die noch nicht genutzt worden sind und auf Schwächen, die
ausgeglichen werden sollten, untersucht wird. Dabei wird immer mit Hilfe von Ver-
gleichen versucht Stärken und Schwächen aufzudecken. Dabei gibt es drei Hauptver-
gleichsmöglichkeiten:94
 Zeitvergleich
 z. B. Vergleich von Werten der aktuellen, mit denen der vergangenen und









2. Rahmenbedingungen und Prozess des Risikomanagements
 Konkurrenzvergleich
 Vergleich mit einem Konkurrenten oder sogar dem Branchenführer
 Dabei ist es schwierig an geeignete Informationen zu gelangen, die dann
auch noch der Wahrheit entsprechen.
 Vergleich mit kritischen Erfolgsfaktoren
 Die Faktoren und die Ressourcen des Unternehmens zeigen auf, inwieweit
das Unternehmen die kritischen Erfolgsfaktoren erfüllt. Das Ergebnis stellt
dann die Kompetenzen des Unternehmens dar.
Mit der Chancen-Risiken-Analyse lässt sich feststellen, wie das Unternehmen zu
den Veränderungen der Umwelt steht und wo eine Anpassung vorgenommen werden
sollte.95
Bei der SWOT-Analyse wird diese Analysemethode mit der Stärken-Schwächen-
Analyse vereinigt, um Chancen, Risiken, Stärken und Schwächen aufzudecken und
diese im Zusammenhang zu sehen.
Interne Analyse

























Tabelle 2.3.: Matrix der SWOT-Analyse [CP06]
Ein Risikodiagramm dient zur Quantiﬁzierung von Unsicherheiten. Es ist eine gra-
ﬁsche Darstellung der Risikosituation. Auf der x-Achse dieser Graﬁk werden die
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Die Fläche unter dem Graphen repräsentiert die kumulierte Wahrscheinlichkeit, das
Projekt vor einem gegebenen Datum abzuschließen, d. h. die Fläche unter dem Ge-
samtgraphen ist gleich 1,0.97
Ein Beispiel für ein Risikodiagramm könnte wie folgt aussehen: Vor dem 1. Januar
ist die Fläche unter dem Graphen gleich null. Das Projekt wird voraussichtlich zwi-
schen dem 1. Januar und dem 1. Dezember fertig gestellt. Ungefähr 1
3
der Fläche
beﬁndet sich links neben dem 1. April, d. h. die Wahrscheinlich am 1. April fertig zu
werden liegt bei 33 %. Eine Darstellung dieses Beispiels erfolgt in Abbildung 2.9.
Abbildung 2.9.: Das Risikodiagramm (Kurve, inkrementelle Wahrscheinlichkeit)
[DL03, S. 55]
Das Nano-Prozent-Datum entspricht dem frühest möglichem Fertigstellungstermin
(im Beispiel ist das der 1. Januar).98
Balken- und Kurvendiagramme unterscheiden sich nur in der Körnigkeit, also in der
Menge der zur Verfügung stehenden Daten. Die Darstellung lokaler Daten, aus nur
wenigen Projekten, ist oftmals grobkörnig (siehe Abbildung 2.10). Die Darstellung






2. Rahmenbedingungen und Prozess des Risikomanagements
Abbildung 2.10.: Risikodiagramm (Balkendiagramm, inkrementelle Wahrscheinlich-
keit) [DL03, S. 85]
Es gibt noch eine weitere Darstellungsform eines Risikodiagramms. Bei dieser Form
arbeitet man mit der kumulativen Wahrscheinlichkeit (Die Abbildung 2.11 beruht
auf den gleichen Beispieldaten wie Abbildung 2.9). In dieser Darstellungsform des
Risikodiagramms lassen sich die Wahrscheinlichkeiten von Fertigstellungsterminen
leichter ablesen. Man kann z. B. leicht erkennen, dass die Wahrscheinlich das Projekt
zum 1. Mai fertig zu stellen bei 50 % liegt.100
Abbildung 2.11.: Das Risikodiagramm (Kurve, kumulative Wahrscheinlichkeit)
[DL03, S. 94]
Die kumulative Wahrscheinlichkeit kann, wie in Abbildung 2.12 zu sehen ist, auch
mit Hilfe eines Balkendiagramms dargestellt werden.
100[DL03, S. 94]
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Abbildung 2.12.: Das Risikodiagramm (Balkendiagramm, kumulative Wahrschein-
lichkeit) [DL03, S. 93]
Risikoaggregation
Aussagen über aggregierte Risiken sind häuﬁg sicherer, als Aussagen über einzelne
Risiken.101 Die Aggregation von Risiken dient vor allem der Ermittlung des Gesamt-
umfanges der Risiken, wobei bei der Risikoaggregation mehr geleistet wird, als das
einfache Addieren der identiﬁzierten und bewerteten Risiken.102
Risiken können eingeteilt werden in Gesamt- und Teilrisiken (Kausalrisiken). Ein-
zelne Risiken, die ein Projekt gefährden können, werden zu Gesamt-Projektrisiken
zusammengefasst, können aber auch einzeln betrachtet werden.103
Ein mögliches Verfahren zur Risikoaggregation ist die Monte-Carlo-Simulation.104
Eine Risiko-Aggregation muss häuﬁg mit Hilfe von statistischen Daten und Simu-
lationsmodellen durchgeführt werden, wobei man auf Experimente und Messungen
angewiesen ist. Das hat den Nachteil, dass nur vergangene Ereignisse, d. h. Ereignis-
se die bereits stattgefunden haben, beobachtet werden können.105 Wenn also nicht
genügend Daten aus der Vergangenheit zur Verfügung stehen muss man sich irgend-
wie anders weiterhelfen.
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Ereignisse kostengünstig in einer sehr großen Anzahl zu simulieren bzw. zu erzeugen.
Der Name Monte-Carlo-Simulation kommt daher, dass diese simulierten Ereignisse
auf Zufällen bzw. Zufallszahlen basieren.106
Die Monte-Carlo-Simulation wird in folgenden Schritten durchgeführt:107
1. Generierung der benötigten Zufallszahlen.
2. Umwandlung der Zufallszahlen in die benötigte Verteilung (z. B. Normal- oder
Binomialverteilung mit Schadenshöhe und Eintrittswahrscheinlichkeit).
3. Berechnung eines Szenarios einer Monte-Carlo-Simulation gemäß den gezoge-
nen Zufallszahlen und der zugehörigen Verteilung.
4. Wiederholung der Schritte 1 bis 3, bis eine ausreichende Anzahl von Simu-
lationen (z. B. 20.000 Szenarien) generiert wurde, die eine Ableitung stabiler
Verteilungen und statistischer Kennzahlen erlaubt.
5. Auswertung, z. B. Berechnung von Mittelwert, Standardabweichung oder des
VaR der insgesamt simulierten Szenarien.
Es handelt sich bei der Monte-Carlo-Simulation um eine Simulationstechnik bei
der, durch sehr häuﬁg wiederholtes, zufälliges (theoretisches) Durchlaufen des Pro-
jekts, Risiken aufgedeckt werden können.108 Die Monte-Carlo-Simulation kann aber
auch bei einigen Risikobewertungsmethoden als Hilfe bzw. Unterstützung bei der
Umsetzung dienen, beispielsweise kann die VaR-Berechnung nach der Monte-Carlo-
Simulation erfolgen.
2.3.3. Risikobewältigung
Nach der ersten Phase der Analyse, inkl. Entdeckung, Bewertung und Aggregation,
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keiten es gibt, die in Unterabschnitt 2.3.1 analysierten Risiken zu vermeiden bzw.
zu reduzieren.
Es gibt verschiedene Möglichkeiten mit Risiken umzugehen bzw. sie zu managen,
wie die folgende Auswahl zeigt:109
 Risikominimierung (bzw. -begrenzung)




Wobei man mit der Methode der Risikominimierung den Schaden verhütet und mit
Hilfe des Risikotransfers, der Risikotrennung und der Risikokompensation den Scha-
den überwindet.110
Risikobewältigung beschreibt also alle Maßnahmen des Unternehmens, die zur Ver-
minderung, Begrenzung und zum Transfer von Risiken dienen. Außerdem gehören
zur Risikobewältigung auch die Maßnahmen, die zur Schaﬀung von ausreichend De-
ckungspotenzial mittels Eigenkapital dienen. Das ist für die Risiken notwendig, die
vom Unternehmen selbst getragen werden.111 Außerdem sollte für die Bewältigung
der Risiken ein Maßnahmenkatalog aufgestellt werden.112
Man kann auch auf eine sogenannte Risikoverschonung hoﬀen, d. h. mit etwas Glück
erlöschen die Risken von selbst, wenn man sie einfach ignoriert. Um von Risiken ver-
schont zu bleiben braucht man also Glück, nicht Zeit oder Geld. Risiken zu ignorieren
ist im Allgemeinen keine sehr gute Risikomanagementstrategie und nur für sehr we-
nige Risiken empfehlenswert. Ein Beispiel für die Risikoverschonung ist folgendes:
> Risiko: Unterauftragnehmer liefert nicht rechtzeitig in der geforderten Qualität.
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forderten Qualität liefert.113
Man sollte nur bei solchen Risiken auf eine Verschonung hoﬀen, bei denen sich
Risikomanagement einfach nicht lohnt. Diese Risiken zeichnen sich durch folgende
Eigenschaften aus:114
 sehr geringe Eintrittswahrscheinlichkeit
 minimale Folgen
 Projekt wird bei Risikoeintritt bedeutungslos
 Risiko-Verantwortlichkeit liegt bei jemand anderem
Würde man versuchen alle Risiken zu managen, würde man damit nicht fertig wer-
den. Man sollte beim Risikomanagement den Fokus auf die wichtigsten Risiken legen.
Auch deshalb erfolgte in der Phase der Risikobeurteilung eine Risikopriorisierung.
Risiken, die man ignorieren sollte, anstatt sie zu managen sind zum Beispiel die
unkalkulierbaren Risiken, die in Unterabschnitt 2.1.3 aufgezeigt werden.
In den folgenden Abschnitten werden die empfehlenswerteren Methoden zur Risiko-
bewältigung näher erläutert.
Risiken kann man mit Hilfe der Methode der Risikominimierung (bzw. Risikover-
minderung oder auch Risikobegrenzung) bewältigen. Bei dieser Methode werden
vor Risikoeintritt Maßnahmen ergriﬀen, um den Begrenzungsaufwand, den man im
Eintrittsfall benötigt, zu verringern. Dazu wird im Vorfeld ausreichend Zeit und
Geld einkalkuliert, um das Risiko im Eintrittsfall besser bewältigen zu können. Bei
Risikoeintritt wird die Begrenzungsstrategie sofort genutzt. Verminderung bzw. Mi-
nimierung von Risiken kostet Zeit und/oder Geld, je nachdem was man zur Ver-
minderung der Begrenzungskosten ausgibt. Wenn Verminderungskosten entstehen
bedeutet das, dass die Begrenzungskosten sinken.115 Verminderungskosten lassen
sich in Zeit und/oder Geld ausdrücken. Die Verminderungskosten fallen auf jeden
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grenzungskosten möglichst klein zu halten. Die Begrenzungskosten fallen an, wenn
das Risiko eintritt. Die Summe aus Verminderungskosten und (minimierten) Begren-
zungskosten sollte nicht höher sein, als die Begrenzungskosten alleine, d. h. wenn vor
Projektbeginn keine Verminderungsaktivitäten durchgeführt würden. Sonst lohnt
sich die Risikoverminderung nicht und man kann sich Zeit und Geld, was man dafür
einsetzen würde, sparen und abwarten ob das Risiko eintritt.116 Die Begrenzung er-
folgt oftmals nicht für einzelne Risiken, sondern für Risikogruppen. Daher werden zur
Risikobegrenzung also nur genügend Ressourcen bereitgestellt bzw. zu Projektbe-
ginn zurückgelegt, um so viele Risiken auszugleichen, wie im Durchschnitt eintreten
werden. Die Begrenzung von Risiken kostet den Teil der Risikoreserven, die letzt-
endlich eingesetzt werden müssen.117 Die für die Risikobegrenzung bereitgestellte
Zeit- bzw. Geldreserve wird auch als Risikorückstellung bezeichnet. Dabei kann es
sich um eine Budget- und/oder Zeitrückstellung handeln.118
Risikotransfer , oftmals auch Risikoverlagerung oder Risikoabwälzung genannt, ist
eine aufwändige Form der Risikobewältigung. Genutzt wird diese Methode oftmals
für Risiken, die zu hohen Schäden führen können, aber nur zu einer geringen Wahr-
scheinlichkeit eintreten.119 Unter dem Transfer von Risiken versteht man die Ab-
tretung von Risiken zu akzeptablen Kosten an Dritte. In den meisten Fällen sind
das Versicherungsunternehmen. Aber auch eine entsprechende Vertragsgestaltung
mit Kunden (Auftraggebern) oder Lieferanten (Unterauftragnehmern) kann einen
Transfer von Risiken bedeuten.120 Diese Gestaltung von Verträgen kann aber auch
zu einer Beeinﬂussung der Preisgestaltung führen. Eine weitere Möglichkeit des Risi-
kotransfers ist der Einsatz von Derivaten auf Währungen, Zinsen oder Rohstoﬀpreise
(mehr zu Derivaten in Abschnitt 3.2.4).121 Eine andere Form des Risikotransfers, die
in vielen Unternehmen eingesetzt wird, ist der sogenannte interne Risikotransfer. Da-
bei werden die Risiken auf die Mitarbeiter übertragen, indem diese einen variablen
Gehaltsteil haben, der sich wiederum am zeitgenauen Erreichen der Projektmeilen-
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von einer Motivation der Mitarbeiter sprechen, wer aber dagegen ist, spricht vom of-
fensichtlichen Risikotransfer, der auf dem Rücken der Mitarbeiter ausgetragen wird.
Mit dem Transfer von Risiken auf Dritte, sind diese nicht komplett vermieden, je-
doch sind die Auswirkungen verringert worden. Wenn man beispielsweise Risiken
auf einen Unterauftragnehmer übertragen hat und diese dann eintreten, muss der
Unterauftragnehmer u. U. eine Vertragsstrafe zahlen o. ä. Aber der Auftragnehmer
steht gegenüber seinem Kunde immer noch in der Pﬂicht und muss sich in die-
sem Fall etwas einfallen lassen, z. B. einen Notfallplan, der aber wiederum von der
möglicherweise gezahlten Vertragsstrafe ﬁnanziert werden könnte.122
Genau genommen gehört die Risikotrennung zur Risikoverminderung. Verteilte Risi-
ken lassen sich besser kontrollieren. Zum Beispiel kann man drei kleine, anstatt eines
großen Gebäudes errichten und kann damit Risiken vermindern. Beispielsweise der
Ausbruch eines Feuers wäre in diesem Fall wahrscheinlich nicht so katastrophal. Das
Prinzip der Risikoteilung lässt sich aber auch in vielen weiteren Bereichen anwenden,
z. B. bei der Kapitalanlage.123
2.3.4. Risikomonitoring
Wie bereits erwähnt, ist Risikomanagement eine projektbegleitende Aktivität. Da-
her sollte während des gesamten Projektverlaufs der mögliche Eintritt von Risiken
überwacht werden. Die Überwachung des möglichen Risikoeintritts erfolgt mit Hil-
fe einer fortlaufenden Beobachtung von Eintrittsindikatoren. Ein Eintrittsindikator
ist ein erstes geeignetes Anzeichen dafür, dass ein Risiko wahrscheinlich eintreten
wird.124 Bei diesen Indikatoren handelt es sich um Kennzahlen, die eine Entwick-
lung innerhalb oder außerhalb des Unternehmens bzw. des Projektes darstellen.125
Oftmals wird in dem Zusammenhang auch von Frühindikatoren gesprochen. Der In-
dikator soll frühzeitig anzeigen, ob ein Risiko eintritt oder nicht. Ein Notfallplan, für
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hilfreich auf mehrere Frühindikatoren zu achten, da nicht immer der früheste Indi-
kator genau richtig liegt. Es kann aber auch zu spät sein, wenn man auf den späten
genaueren Indikator wartet. Auf einen Ball folgt oftmals ein Kind. Das ist ein sehr
gutes Beispiel aus dem Straßenverkehr, für einen Frühindikator. Das Risiko Kind
rennt auf die Straße muss dabei nicht zwingend eintreten, aber die Wahrscheinlich-
keit dafür ist, aufgrund des rollenden Balles, sehr hoch.126 Trotz der Beobachtung
der Eintrittsindikatoren kann man also niemals mit 100%iger Sicherheit sagen, dass
ein bestimmtes Risiko eintreten wird. Je kürzer die Zeit bis zum möglichen Risi-
koeintritt ist, desto genauer ist die Aussage über den möglichen Eintritt. Bestes
Beispiel dafür ist das Wetter. Die Wettervorhersage ist, z. B. bei der Planung einer
Festlichkeit im Freien, ein wichtiger Frühindikator für das Risiko schlechtes Wetter.
Die 10-Tage-Vorhersage ist noch sehr ungenau, aber auf die 2-Tage-Vorhersage kann
man sich weitestgehend verlassen.
Trotz alledem kann der Einsatz eines Frühwarnsystems, also eines Systems zur Beob-
achtung der Frühindikatoren, sehr hilfreich sein. Das Unternehmen bzw. das Projekt
gewinnt dadurch Zeit, um sich auf einen möglichen Risikoeintritt vorzubereiten.127
2.4. Risikoarten
Die Aufgabe von Risikomanagement ist es also Chancen und Risiken aufzuzeigen,
diese zu bewerten und zu beherrschen.128 Hierzu ist es dienlich, Risiken der verschie-
denen Risikoarten zu analysieren. Risiken können in verschiedene Risikoarten bzw.
Risikofelder unterteilt werden. Eine Aufstellung verschiedener Risikoarten erfolgt in
Tabelle 2.4. Risiken lassen sich jedoch nicht immer exakt einer bestimmten Risi-
koart zuordnen. Beipielsweise das Risiko, dass sich eine strategische Entscheidung,
z. B. Entschluss zum Outsouring, als Fehlentscheidung herausstellen kann, kann als
strategisches Risiko aber auch als politisches Risiko bezeichnet werden.
Bei der Einteilung der Risiken nach Risikoarten ist zu unterscheiden, ob sich die
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Risikoart Beispiel
Strategische Risiken Akute Gefährdung wichtiger
Wettbewerbsvorteile
Leistungsrisiken der primären Kalkulationsfehler oder




Finanzmarktrisiken / ﬁnanzielle Risiken Zins- oder Wechselkursschwankungen
Rechtliche Risiken Änderungen der Steuergesetze
Politische Risiken Fehlentscheidungen des Managements
Tabelle 2.4.: Risikoarten in Anlehnung an [GB07, S. 22]
Wenn sich ein mögliches Ereignis nur in eine Richtung auswirkt sind die Auswirkun-
gen unidirektional. Hierbei gilt die Parität von Chancen und Risiken also nicht, d. h.
die Regel überall wo Risiken existieren gibt es auch Chancen stimmt nur bedingt.
Die folgenden zwei Beispiele aus dem Alltag sollen verdeutlichen, was unter Risiken
bzw. Chancen mit unidirektionalen Auswirkungen zu verstehen ist.
1. Beispiel: Kauf eines Lotterieloses
> Chance: Lottogewinn
> Risiko: Es gibt kein Risiko, denn wenn kein Lottogewinn erzielt wird passiert
nichts bzw. das Leben geht weiter wie zuvor.
2. Beispiel: Fußgänger überquert die Straße
> Chance: In diesem Fall gibt es keine Chancen, da es der Normalfall ist, dass der
Fußgänger unbeschadet auf der anderen Straßenseite ankommt.
> Risiko: Fußgänger wird angefahren129
Ein mögliches Ereignis kann sich aber auch bidirektional, d. h. in zwei verschiede-
ne Richtungen, auswirken. Ein Beispiel, wo diese Art von Risiko auftreten kann ist
beim Kauf von Aktien.
> Chance: Kurse steigen
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Des Weiteren existieren inakzeptable Risiken. Diese sind aus moralischen oder wirt-
schaftlichen Gründen nicht annehmbar, da sie das Leben oder die Gesundheit von
Menschen gefährden oder enorme Umweltschäden hervorrufen könnten. Auch erheb-
liche Folgen für die Wirtschaft sind denkbar. Solche Risiken müssen in jedem Fall
komplett ausgeschaltet werden bwz. dürfen nicht eingegangen werden.131 Für den
Fall, dass trotz aller Vorsicht ein solches katastrophales Risiko eintritt, sollte das







In diesem Kapitel sollen vor allem die folgenden beiden Fragen beantwortet werden:
Welche Risiken existieren für international tätige IT-Dienstleistungsunternehmen?
Und wie kann man diese Risiken bewältigen bzw. sich dagegen absichern?
Risiken im internationalen Service-Business sind vor allem Projekt- und ﬁnanzielle
Risiken. Wobei Projektrisiken Standardrisiken bei Softwareentwicklungs- und IT-
Projekten darstellen. Finanzielle Risiken lassen sich wie folgt weiter unterteilen:
 Zins(änderungs)- und Währungsrisiken
 wichtig: es gibt auch Währungschancen!
 Zahlungsrisiken
 z. B. Forderungsausfälle
 weitere ﬁnanzielle Risiken
 z. B. Risiken steigender Reise- bzw. Personalkosten (beispielsweise für Flü-
ge usw.)
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3.1. Risikomanagement in IT-Projekten
Bei einigen Projekten in einem Unternehmen scheint es so, als ob diese annähernd
gleich sind bzw. ähnlich verlaufen. Aber auch diese Projekte sind oftmals verschiede-
nen Einﬂüssen ausgesetzt und verlaufen daher u. U. anders als geplant. Demzufolge
ist Risikomanagement gerade für Projekte, aufgrund ihrer Einmaligkeit, sehr wich-
tig.1 Projektrisiken existieren sowohl bei nationalen als auch bei internationalen
Projekten.
Auf Projekte bezogen ist Risikomanagement immer eine projektbegleitende Aktivi-
tät, d. h. man soll während der gesamten Dauer des Projektes Risikomanagement
betreiben, nicht nur zu Projektbeginn. Dazu gehört u. a. die fortlaufenden Überwa-
chung der Eintrittsindikatoren, die Risikoentdeckung und die Sammlung von Daten
zur ständigen Aktualisierung der Risikodatenbank.
3.1.1. Risikoarten der IT-Branche
In Abschnitt 2.4 wurden verschiedene Risikoarten vorgestellt. An dieser Stelle soll
insbesondere auf folgende Risiken eingegangen werden, die in der IT-Branche häuﬁg
vorkommen:2
 geschäftliche/kaufmännische Risiken (ﬁnanzielle Absicherung)
 technische/technologische Risiken
 terminliche Risiken
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Diese Risiken lassen sich den, in Abschnitt 2.4 genannten, Risikoarten zuordnen,
wobei die geschäftlichen bzw. kaufmännischen Risiken zu den ﬁnanziellen Risiken
gehören. Bei den technischen/technologischen Risiken handelt es sich um Leistungs-
risiken bzw. IT-Marktrisiken. Die terminlichen und die Ressourcen-Risiken sind den
Leistungsrisiken zuzuordnen.
Risiken der IT-Branche kommen in internen und externen Projekten und bei der
Produktentwicklung vor. Die genannten Risiken können auf diese Weise weiter un-
terteilt werden. Ausschließlich bei der Betrachtung von politischen Risiken erfolgt
keine weitere Einteilung nach Risiken in internen bzw. externen Projekten oder bei
der Produktentwicklung.
Im Folgenden soll nun eine Betrachtung der Risiken erfolgen, wie sie in externen
Projekten auftreten können. Auf die Risiken interner Projekte bzw. Risiken bei der
Produktentwicklung soll an dieser Stelle nicht näher eingegangen werden, da diese
Diplomarbeit sich hauptsächlich mit den Risiken im internationalen Service-Business
beschäftigt, d. h. mit Risiken externer Projekte.
Bei der Betrachtung der Risiken ist auch auf die Zusammenhänge zu achten, da bei-
spielsweise infolge von kaufmännischen Risiken auch Ressourcen-Risiken eintreten
können.
Kaufmännische Risiken können z. B. Budgetkürzungen oder ein Projekt-Stop, aber
auch das Verlangen nach zusätzlichen Ressourcen durch den Auftraggeber sein. Ein
kaufmännisches Risiko, welches durch den Auftragnehmer verursacht wird, kann
z. B. die Notwendigkeit neuer Technologien sein. Um ein kaufmännisches Risiko
handelt es sich auch, wenn eine sogenannte Inﬂation der Anforderungen, d. h. aus-
ufernde Anforderungen, eintritt. Aufgrund von Veränderungen im Geschäftsumfeld
kann es zu Veränderungen der Anforderungen an einem Projekt kommen.3
Als Folge von kaufmännischen Risiken entstehen oftmals auch Ressourcen-Risiken,
z. B. Mitarbeiterentlassungen.4
Eine wichtige Frage bezüglich den technischen bzw. technologischen Risiken ist die
folgende: Sind die Technologien, wie Plattform (Betriebssystem, Version) und u. U.
auch Datenbank(en) auf lange Sicht Erfolg versprechend und zuversichtlich? Auch
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Ein Beispiel für ein technologisches Risiko ist der Speziﬁkationskollaps. Er bezeichnet
einen Mangel an Übereinstimmung zwischen den Parteien, bezüglich den Funktionen
(Funktionen, Datenﬂüsse, Daten, Zugriﬀe, Rechte usw.) des Produktes. Man kann
sich einfach nicht einigen, wie das Produkt am Ende genau aussehen soll. Bei vielen
Projekten wird dann der Fehler gemacht, dass man sich auf eine zu ungenaue Spe-
ziﬁkation einigt, mit der alle Beteiligten leben können, die aber eben nicht genau
festlegt, was am Ende dabei heraus kommen soll. Während der Umsetzung steht
man dann irgendwann erneut vor diesem Problem, wenn man bemerkt, dass man
sich eigentlich gar nicht richtig einig ist. Dieses Problem kann dann im schlimmsten
Fall zur Einstellung des gesamten Projektes führen.6
Folge von technischen Risiken sind oftmals auch kaufmännische, terminliche oder
auch Ressourcen-Risiken.7
Zu terminlichen Problemen kann es kommen, wenn bei der Planung der Meilensteine
keine Puﬀer eingeplant wurden, z. B aus Wettbewerbsgründen. Wenn Unterauftrag-
nehmer existieren, sollte man sich über deren Zuverlässigkeit im Klaren sein. Um
terminlichen Risiken vorzubeugen sollte man auf vertragliche Klauseln achten, z. B.
ob der Auftraggeber das gesamte Projekt bei terminlichen Risiken beenden kann.
Vertragsstrafen bei nicht rechtzeitiger Fertigstellung können auch ein terminliches
Risiko darstellen.8 Ein hohes terminliches Risiko ist ein fehlerhafter Zeitplan. Dieser
kann verschiedene Ursachen haben. Zum einen ist er häuﬁg auf Fehler bei der Pla-
nung des Zeit- und Arbeitsaufwandes zurückzuführen, aber auch eine Fehleinschät-
zung des Projektumfanges kann zu einem fehlerhaften Zeitplan führen. Eine weitere
Ursache könnte sein, dass die realistische Projektplanung einfach durch den Kun-
denwunsch bzw. eine Terminvorgabe ersetzt wird. Wenn das Risiko des fehlerhaften
Zeitplans eintritt, kommt es häuﬁg zu einer Zeitüberschreitung, die aber selten an ei-
ner schlechten Arbeitsleistung des Teams liegt.9 Folge von terminlichen Risiken sind
oftmals auch Ressourcen-Risiken, z. B. werden bei Verzug des Endtermins mehre-
re zusätzliche Mitarbeiter hinzugezogen, was wiederum zu kaufmännischen Risiken
führt.10
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Die Fluktuation, d. h. wenn Mitarbeiter das Unternehmen verlassen, ist besonders
schwerwiegend bei Mitarbeitern, die eine Schlüsselposition im Projekt einnehmen.
Ein anderes Ressourcen-Risiko ist, dass zu Beginn des Projekts nicht alle eingeplan-
ten Mitarbeiter verfügbar sind. Zu diesem Problem kann es durch Zeitverzögerung
in anderen Projekten (Dominoeﬀekt) kommen. Zur Risikoverminderung sollte man
hier Puﬀer, also zusätzliche Mitarbeiter, einplanen.
Eine nicht ausreichende Ausbildung der Mitarbeiter stellt ein Problem dar, wenn
z. B. der Auftraggeber den Einsatz neuer Technologien fordert. Das Risiko besteht
also darin, dass Ausbildungsmaßnahmen Zeit und Geld kosten.11
Ein weiteres Risiko kann eine geringe Produktivität bzw. mangelnde Arbeitsleistung
sein. Mitarbeiterleistungen können sehr unterschiedlich sein. Es gibt besonders leis-
tungsstarke und auch besonders leistungsschwache Mitarbeiter. Bei einem großen
Team gleicht sich das weitgehend aus. Aber je kleiner die Anzahl der Mitarbeiter ei-
nes Teams wird, desto mehr wirken sich herausragende bzw. unterdurchschnittliche
Leistungen auf das Projekt aus.12
Folge von Ressourcen-Risiken sind oftmals auch kaufmännische, terminliche oder
auch technische Risiken.13
Politische Risiken zeichnen sich dadurch aus, dass das Management bzw. die Ent-
scheidungsträger Entscheidungen treﬀen, die nicht rational nachvollziehbar sind.
Diese Entscheidungen sind meist durch persönliche Motivationen geprägt. Politi-
sche Risiken sind sehr schwerwiegend, da sie nicht berechenbar sind und Entschei-
dungen des Managements oft nur schwer rückgängig gemacht werden können. Die
Ursachen und der Zeitpunkt sind meist bis zum Eintreten des Risikos unbekannt.
Ein Beispiel für ein politisches Risiko ist, dass die Toolauswahl nicht nach rationa-
len sondern nach anderen Gründen erfolgt, wie z. B. Bestechung, freundschaftliche
oder verwandtschaftliche Beziehungen, Gewohnheit usw. Auch Technologiefeindlich-
keit kann zu einem Problem werden. Technologiefeindlichkeit kann entstehen, wenn
früher einmal schlechte Erfahrungen mit einem Produkt bzw. Hersteller gemacht
wurden. Aber das Produkt kann sich inzwischen verbessert haben.
Ursachen für politische Risiken können z. B. technische Unerfahrenheit der Entschei-
dungsträger, aber auch persönliche Vorteile oder Beziehungen sein. Wettbewerbs-
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situationen, persönliche Vorlieben, Machtsicherung oder Sabotage Anderer sind wei-
tere mögliche Ursachen für politische Risiken.
Die Folgen der politischen Risiken sind fast immer auch alle anderen Risiken (kauf-
männische, technische, terminliche und Ressourcen-Risiken).14
3.1.2. Das Projekt als Risiko
Ein Projekt selbst kann ein Risiko für ein Unternehmen darstellen. Die Risiken,
die das Management abwägen muss, bevor ein Projekt überhaupt gestartet wird,
beziehen sich auf den Nutzwert des Projektes. Solche Risiken sind zum einen ver-
schwendete Anstrengungen für Projekte mit geringem Nutzwert und zum ande-
ren Opportunitätskosten für versäumte Projekte mit hohen Nutzwert.15 In Ab-
schnitt 3.1.3 wird erläutert wie man die Risiken bezüglich des Nutzwertes, mit Hilfe
der Kosten-Nutzen-Analyse und der Berechnung der Risikohöhe, bewältigen kann.
3.1.3. Bewältigung von Projektrisiken
Viele Projekte scheitern an überschrittenen Terminen oder Budgets. Bei der Be-
wältigung der Projektrisiken sollte daher besonders auf die terminlichen und kauf-
männischen Risiken geachtet werden. Zur Absicherung gegen Projektrisiken ist eine
umfassende, präzise und durchdachte Projektplanung wichtig.
Unter Umständen entsteht die Möglichkeit, mit einem aktuellen Kunde ein neues
Geschäft abzuschließen, d. h. ein neues Projekt zu starten. Erfahrungen aus früheren
Projekten bei einem Kunde, bei dem ein neuer Vertrag entstehen könnte sollten bei
der Bewältigung neuer Risiken einbezogen werden. Dazu ist eine umfassende und
durchgängige Risikodokumentation dienlich. Projekte sollten also immer geordnet
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Risikobewältigung in externen (IT-)Projekten
Man sollte bei der Projektplanung immer einen Puﬀer in Form von Geld bzw. Budget
einplanen, um sich beispielsweise gegen kaufmännische Risiken (z. B. Anforderungs-
veränderungen) abzusichern.17 Dieser Puﬀer, d. h. die Zeit- und Geldreserve, wird
auch als Risikorückstellung bezeichnet. Das ist Risikobewältigung in Form von Ri-
sikominimierung, wie es in Unterabschnitt 2.3.3 beschrieben wird.
Um technische bzw. technologische Probleme, wie z. B. den Speziﬁkationskollaps,
zu vermeiden, sollte man den Umfang des Produktes bzw. der Dienstleistung und
auch des gesamten Projektes mit in die Planung und damit auch in die Vertragsge-
staltung einbeziehen. Es ist wichtig, dass man sich mit allen Beteiligten (Kunden,
Unterauftragnehmern usw.) rechtzeitig auf alle Details einigt.
Der Fertigstellungstermin muss geplant werden, um sich gegen terminliche Risiken
abzusichern. Man sollte dazu einen Puﬀer in Form von Zeit in die Projektplanung
einbauen. Dabei ist es oftmals von Vorteil, wenn man für verschiedene Projektbe-
teiligte verschiedene Termine festlegt. Wenn Mitarbeiter viel Zeit für das Projekt
bekommen, nehmen sie sich u. U. auch die Zeit. Das kann zu schlechteren Leistun-
gen führen. Die Lösung für dieses Problem ist, dass die Abschätzung ungleich dem
Ziel sein sollte. D. h. das Zieldatum muss relativ knapp gesetzt werden, um Mitar-
beiter zu Höchstleistungen anzuspornen. Für Zusagen an Kunden und Management
müssen ganz andere Planabschätzungen für das, weiter in der Zukunft liegende, Fer-
tigstellungsdatum verwendet werden.18
In Unterabschnitt 3.1.1 wurde als ein Ressourcen-Risiko, die Steigerung der Aus-
bildungskosten, auf Grund des Einsatzes neuer Technologien genannt. Eine Mög-
lichkeit, dieses Ressourcen-Risiko zu minimieren, könnte die zumindest teilweise
Fremdﬁnanzierung der Ausbildungsmaßnahmen durch den Kunde sein, vor allem
falls dieser den Einsatz dieser neuen Technologien ausdrücklich wünscht.19 Diese
Möglichkeit entspricht der Risikobewältigung in Form von Risikotransfer, wie es in
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Nutzwert und Risikohöhe von Projekten
In Unterabschnitt 3.1.2 wurde gezeigt, dass es bei Projekten nützlich sein kann,
vor Projektstart den Nutzwert zu quantiﬁzieren, um zu entscheiden, ob das Projekt
lohnend ist. Die Kosten-Nutzen-Analyse dient dabei u. a. dem Vergleich der Nutzen-





Die Risikohöhe lässt sich in Zeit- oder auch in Geldeinheiten ausdrücken. Wie die
Risikohöhe dargestellt wird ist jedoch abhängig von der Art der Kosten, die im Fall
eines Risikoeintritts entstehen. Die Risikohöhe wird wie folgt berechnet:
Risikohöhe = Kosten  Eintrittswahrscheinlichkeit
Beispiel 1:
Risikohöhe = 100.000 Euro * 5 %
Risikohöhe = 5.000 Euro
Dabei erfolgt diese Berechnung nicht nur für ein Risiko, sondern für alle identiﬁzier-
ten Risiken eines Projektes. Diese Beträge ergeben in Summe dann die Risikorück-
stellungen. Tritt das Risiko aus Beispiel 1 ein, liegen die tatsächlichen Kosten bei
100.000 Euro. Tritt das Risiko nicht ein, liegen die tatsächlichen Kosten bei 0 Eu-
ro. Bei einer Betrachtung des gesamten Projekts, werden diese Rückstellungen bzw.
Risikoreserven für alle Risiken im Durchschnitt ausreichen. Bei einigen Projekten
werden die Rückstellungen nicht ausreichen, aber bei anderen Projekten werden sie
u. U. nicht komplett aufgebraucht, was auch wieder zu einem Ausgleich im gesam-
ten Unternehmen führt. Im folgenden Beispiel wird die Risikohöhe in Zeiteinheiten
ausgedrückt.
Beispiel 2:
Risikohöhe = 10 Monate * 30 %
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Dabei werden Risikorückstellungen in Form von Zeit realisiert. Diese ﬂießen in die
zeitliche Projektplanung ein.
Die Kosten-Nutzen-Analyse und die Bestimmung der Risikohöhe hilft dabei fest-
zustellen, wie hoch die Risiken maximal sein sollten, die im Zuge eines Projektes
eingegangen werden. Diese maximale Risikohöhe ist äbhängig vom Nutzwert des
Projektes. Bei hohen Gewinnchancen lohnt es sich ggf. relativ schwerwiegende Risi-
ken einzugehen. Im Gegensatz dazu sollte man bei niedrigen Gewinnchancen mög-
lichst kein Risiko eingehen. Man sollte also nur Risiken eingehen, bei denen sich der
Aufwand auch lohnt. Der Nutzen sollte also die Kosten mit Sicherheit übersteigen,
d. h. Nutzen > Kosten. Die Quantiﬁzierung des Nutzwertes und die Bestimmung
der Risiken mit den Risikohöhen sind jedoch oftmals auch mit Unsicherheiten, d. h.
mit Risiken, behaftet.22
3.2. Finanzielles Risikomanagement
Risiken lassen sich in verschiedene Risikofelder einordnen, siehe dazu Abschnitt 2.4
Risikoarten. An dieser Stelle sollen nun speziell die ﬁnanziellen Risiken, aber auch
die ﬁnanziellen Chancen in internationalen IT-Projekten betrachtet werden.
Finanzielle Risiken können beispielsweise steuerliche Risiken sein. Speziell können
das z. B. Änderungen von Steuergesetzen durch den Gesetzgeber sein. Aber auch
beim Risiko der Doppelbesteuerung handelt es ich um ein steuerliches Risiko. Das
kann dann eintreten, wenn kein Doppelbesteuerungsabkommen (DBA) zwischen
dem eigenen und dem Land des Vertragspartners besteht.
Auch Risiken aus Optionen sind ﬁnanzielle Risiken. Dabei büßt man, wenn man
eine gekaufte Option nicht in Anspruch nimmt, nur den Kaufpreis der Option ein.
Theoretisch müsste es sich aber, zumindest zu einem kleinen Teil, mit den u. U. güns-
tiger erworbenen Aktien ausgleichen. Wenn man eine Option verkauft und nicht im
Besitz der damit verbundenen Aktien ist, büßt man, für den Fall der Optionskäufer
nimmt die Option in Anspruch, genau die Diﬀerenz zwischen dem Preis am Markt
22[DL03, S. 177-179]
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und dem mit der Option vereinbarten Kaufpreis der Aktien ein.
Liquiditätsrisiken sind ﬁnanzielle Risiken, bei denen z. B. eine vorübergehende Zah-
lungsunfähigkeit vorliegen kann. Die Folgen sind oft fallende Börsenkurse und nied-
rigere Bonitätsratings, was wiederum zu höheren Kreditzinsen führt.23
Beispielsweise Kursschankungen können Investitionsrisiken für Unternehmen dar-
stellen, die in Wertpapiere anderer Unternehmen investieren.
Der Fokus dieser Arbeit soll das Management von ﬁnanziellen Risiken in internatio-
nalen IT-Projekten sein. Im Folgenden soll daher nur auf Währungs- und Zahlungs-
risiken näher eingegangen werden.
3.2.1. Währungsrisiken
Den Währungsrisiken sehr ähnlich sind Zinsänderungsrisiken. Zinsänderungsrisiken
sind Finanzmarktrisiken, die jedoch keine speziellen Risiken in internationalen Pro-
jekten darstellen. Vielmehr sind Zinsänderungsrisiken von großer Bedeutung für das
gesamte Unternehmen in Bezug auf die Fremdkapitalbeschaﬀung und auch bei Un-
ternehmen, die als Kapitalgeber bzw. Investor agieren, je nach dem in welche Rich-
tung sich die Zinssätze ändern. Zinsänderungsrisiken können z. B. Einkommens-
und Abschreibungs- oder Vermögensrisiken sein.24 Zinsrisiken sind eigentlich Zins-
änderungsrisiken und werden oftmals auch so bezeichnet. Denn das Risiko besteht
darin, dass der Zinssatz sich ändert, z. B. steigender Zinssatz bei Kreditzinsen. Das
gleiche gilt für Währungsrisiken, wobei das Wort Währungsänderungsrisiken aber
kaum verwendet wird.
Währungsrisiken können durch Wechselkursschwankungen entstehen. Diese Risiken
kommen bei internationalen Exportgeschäften vor bzw. bei Projekten in Ländern oh-
ne feste Relationen der Währung, d. h. von Deutschland bzw. anderen Euro-Ländern
aus gesehen, bei Ländern ohne Euro als feste Währung.25 Ein Wechselkursrisiko ist
das Risiko steigender Devisenkurse bei Importen, ein anderes Wechselkursrisiko ist
das Risiko sinkender Devisenkurse bei Exporten.
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z. B. US-$ = 0,7668 Euro > Änderung: US-$ = 0,8256 Euro
Beispiel sinkender Devisenkurse bei Exporten:
z. B. US-$ = 0,9645 Euro > Änderung: US-$ = 0,9542 Euro
Währungsrisiken können neben Wechselkursrisiken auch Währungseventualrisiken
sein.26 Speziell können das Erfüllungs- und Leistungsrisiken sein. Erfüllungsrisiken
können eine Gefahr im Exportgeschäft darstellen, wenn man eine Kurssicherung,
z. B. mit Hilfe von Devisenderivaten27, vorgenommen hat. Falls der ausländische
Partner, d. h. der Kunde, in Zahlungsschwierigkeiten gerät und infolge dessen der
Zahlungseingang beim Exportunternehmen relativ gering ist, muss dieses trotzdem
den Verpﬂichtungen aus dem Sicherungsgeschäft nachkommen.
Ein Leistungsrisiko kann ebenso eine Gefahr für exportierende Unternehmen darstel-
len. Es tritt dann auf, wenn Zahlungsausgänge in Form von zugesicherten Garantien
oder Bürgschaften unerwartet bzw. unerwartet hoch erforderlich werden. Unabhän-
gig von den aktuellen Kursen, die u. U. ungünstig hoch sind, muss das Unternehmen
die Fremdwährung beschaﬀen.28
Wechselkurschancen vs. Wechselkursrisiken
Bereits zu Beginn der Arbeit, in Unterabschnitt 2.1.1, wurde deutlich gemacht, dass
es ohne Risiken auch keine Chancen gibt. Demnach existieren sowohl Wechselkursri-
siken, als auch Wechselkurschancen, was anhand der folgenden Beispiele verdeutlicht
wird.
Das erste Beispiel zeigt, wie Wechselkurschancen entstehen können: Der Umsatz des
US-Softwarekonzerns Adobe, für dessen 2. Quartal des Geschäftsjahres 2007/200829,
steigerte sich um 19 Prozent auf 886,9 Millionen US-Dollar, im Vergleich zum Vor-
jahresquartal. Nach Angaben des Adobe-Finanzchefs sind allein 5 Prozent des Um-
satzes auf Wechselkurseﬀekte zurückzuführen.30
26[Eil90, S. 14]
27mehr zum Thema Devisenderivate in Abschnitt 3.2.4
28[Fer07, S. 5]
29Das Geschäftsjahr von Adobe ist nicht gleich dem Kalenderjahr, sondern beginnt am 1. Dezember
und endet am 30. November eines Jahres.
30[Hei08a]
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Bei einem weiteren Beispiel werden die Wechselkursrisiken betrachtet: Ein Ein-
bruch im Speichergeschäft hat den japanischen Elektronikkonzerns Toshiba im ers-
ten Quartal seines Geschäftsjahrs 2008/200931, welches am 30.06.2008 endete, in
die Verlustzone gedrückt. Der operative Verlust betrug 24,2 Milliarden Yen (142,8
Millionen Euro). Im gleichen Quartal des Vorjahres fuhr das Unternehmen einen
Gewinn von 21,2 Milliarden Yen (125,1 Millionen Euro) ein. Der Umsatz sank um
22 % auf 1,62 Billionen Yen (956,4 Millionen Euro), im Vergleich zum Vorjahres-
quartal. Grund hierfür waren, laut Toshiba, neben gesunkener Halbleiterpreise auch
Wechselkurseﬀekte.32
Bei den genannten Beispielen wird deutlich, dass die Umsätze auch ohne Einﬂuss
der Wechselkursschwankungen gesunken bzw. gestiegen wären. Aber der Gewinn
bzw. der Verlust wäre sicherlich deutlich geringer, wenn die Wechselkursrisiken bzw.
-chancen nicht eingetreten wären.
Bei einem weiteren Beispiel für Wechselkursrisiken wirken sich die Wechselkurs-
eﬀekte jedoch extrem auf den Gewinn aus. Im dritten Quartal 2008 verbuchte der
südkoreanische Elektronikkonzern LG Electronics einen deutlichen Gewinnrückgang
um 93 Prozent auf 25 Milliarden Won (14 Millionen Euro). Zum Vergleich: im drit-
ten Quartal 2007 betrug der Gewinn noch 339 Milliarden Won (191 Millionen Euro).
Das Unternehmen machte für den Gewinnrückgang Wechselkursseﬀekte, wegen der
schwachen koreanischen Währung Won, verantwortlich. Trotz das der Konzern ope-
rativ zulegen konnte, kam es zu dem enttäuschenden Netto-Ergebnis. Der operative
Gewinn legte im Jahresvergleich von 362 auf 571 Milliarden Won zu, während der
Umsatz um 21 Prozent auf 12 Billionen Won wuchs. Der Grund für das schlechte
Netto-Ergebnis waren Auslandsschulden in Höhe von 1,7 Milliarden US-Dollar. Die-
se belasten das Netto-Ergebnis, wegen des im Vergleich zum Dollar schwachen Won,
mit 390 Milliarden Won. Die Schwäche des Won, der im Verlauf des Jahres rund
24 Prozent an Wert verloren hatte, verschaﬀte dem Anbieter aber auch Vorteile im
Handygeschäft, wo der Konzern beim operativen Ergebnis zulegen konnte.33
Gegen Wechselkursrisiken kann man sich z. B. mit Hilfe von Kurssicherungsinstru-
menten absichern. Dabei fallen aber auch die Chancen auf eventuelle Gewinn- bzw.
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Umsatzsteigerungen, die durch Wechselkursschwankungen erzielt werden könnten,
weg.
3.2.2. Zahlungsrisiken
Zahlungsrisiken können beispielsweise Forderungsausfälle sein. Das Risiko, Forde-
rungsausfälle verbuchen zu müssen, wird auch als Kreditrisiko bezeichnet. Das Kre-
ditrisiko ist das Zahlungs- bzw. Bonitätsrisiko im engeren Sinn, worunter man den
Ausfall oder den verspäteten Eingang von Zahlungen versteht.34 Eine Ursache dafür,
dass der Kunde nicht zahlt, kann seine Zahlungsunfähigkeit sein.
Ein spezielles Zahlungsrisiko im internationalen Business ist das Konvertierungs-
und das Transferrisiko.
Das Konvertierungsrisiko besteht darin, dass von den Behörden des jeweiligen Lan-
des der bisher uneingeschränkte Austausch von in- und ausländischer Währung ein-
geschränkt wird. Dieses Risiko kann nicht direkt beeinﬂusst werden, da es ein exter-
nes Risiko ist.
Das Transferrisiko hat Ähnlichkeiten mit dem Konvertierungsrisiko. Beim Transfer-
risiko besteht das Risiko auch darin, dass ausländische Regierungen in den laufenden
internationalen Kapitalverkehr eingreifen. Ein konkretes Risiko könnte die Einfüh-
rung neuer Transferbeschränkungen sein, wobei beispielsweise eine Zahlungsabwick-
lung über den schnellen und kostengünstigen Interbankenverkehr verboten wird und
stattdessen eine Bardepotpﬂicht für Kapitaltransfer gefordert wird. Das kann für die
betroﬀenen Unternehmen zu Opportunitätskosten führen.35 Im schlimmsten Fall ist
die Folge solcher Maßnahmen, dass es einem Schuldner unmöglich gemacht wird,
Zahlungen an den Gläubiger zu leisten.36
Weitere Zahlungsrisiken, auf die aber an dieser Stelle nicht weiter eingegangen wer-
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3.2.3. Ansiedlung des Risikomanagements im Unternehmen
Aufgrund der Dominanz von leistungswirtschaftlichen Risiken in vielen Unterneh-
men ist das Risikomanagement oftmals im Bereich des Controllings angesiedelt. Die
Finanzabteilung ist jedoch häuﬁg zuständig für die Überwachung von ﬁnanzwirt-
schaftlichen Risiken.38
3.2.4. Bewältigung von ﬁnanziellen Risiken
In diesem Abschnitt soll beschrieben werden, wie man ﬁnanzielle Risiken, besonders
Zahlungs- und Währungsrisiken, am besten bewältigen kann. Dabei wird gezeigt,
dass Derivate Instrumente sind, die zur Bewältigung von ﬁnanziellen Risiken dienen
können. Mit ihnen kann man sich sowohl gegen Zins- als auch gegen Währungsrisiken
absichern. Desweiteren wird dargelegt, dass zur Bewältigung von Zahlungsrisiken
Bonitätsratings eine sinnvolle Maßnahme darstellen.
Zins- und Währungsmanagement
Nachdem mögliche Zins- und Währungsrisiken genannt wurden, sollen nachfolgend
einige Möglichkeiten aufgezeigt werden, mit denen man sich am besten gegen diese
Risiken absichern kann. Wie zu Beginn von Unterabschnitt 3.2.1 bereits erwähnt
wurde, sind Zinsrisiken keine speziellen Risiken im internationalen Service-Business.
Die Methoden und Instrumente zur Bewältigung dieser Risiken funktionieren aber
grundsätzlich analog zu denen, die zur Bewältigung von Währungsrisiken genutzt
werden können.
Im Unterabschnitt 2.3.3 wird der Einsatz von Derivaten auf Währungen, Zinsen
oder Rohstoﬀpreise als eine Möglichkeit des Risikotransfers genannt. Hier soll nun
eine genauere Erläuterung zu Derivaten erfolgen.
Mit einem Wort gesagt, ist ein Derivat ganz einfach ein Termingeschäft. Derivate
38[NS08, S. 107]
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werden auch als Finanzderivat, derivatives Finanzinstrument oder auch als deri-
vatives Produkt bezeichnet.39 Es sind keine eigenständigen Anlageinstrumente wie
beispielsweise Aktien. Vielmehr handelt es sich bei einem Derivat um ein vertraglich
zugesichertes Recht, dessen Wertentwicklung von einem Basiswert abhängt. Dieser
Basiswert bezieht sich auf ein Basisinstrument, welches z. B. eine Aktie, Devisen,
Zinsprodukte, Rohstoﬀe oder auch zu Körben zusammengefasste Aktien sein können.
Die Bewertung eines solchen Derivats erfolgt aufgrund des Preises, den Preisschwan-
kungen und -erwartungen des zugrunde liegenden Basisinstruments.40 Wichtige De-
rivate sind Optionen, Zertiﬁkate, Futures und Swaps, auf die im Folgenden näher
eingegangen werden soll.41
Mit Optionen werden Rechte bezeichnet, die man erwerben kann. Ein Derivat ist
ein abgeleitetes Recht, das kann z. B. eine Option auf einen Kauf oder Verkauf einer
Aktie zu einem späteren Zeitpunkt, zu einem vorher festgelegten Preis sein. Beim
Erwerb des Rechtes auf den späteren Kauf einer Aktie, proﬁtiert der Anleger von
steigenden Kursen. Beim Erwerb des Rechtes auf einen späteren Verkauf, hoﬀt der
Anleger auf sinkende Kurse.42 Eine Option muss nicht unbedingt eingelöst werden,
d. h. man muss nicht unbedingt kaufen oder verkaufen. Man kann die Option auch
einfach verfallen lassen. Daher werden Optionen auch als bedingte Termingeschäf-
te bezeichnet.43 Um eine Option, also ein Recht auf einen Preis zu besitzen, muss
natürlich eine Option erworben werden. Der Preis wird dabei oftmals auch als Op-
tionsprämie bezeichnet.
Mit Zertiﬁkaten können Erträge erzielt werden, wobei die Verlustrisiken genau deﬁ-
niert sind. Zertiﬁkate sichern, aufgrund ihrer speziellen Strukturierung, den Anleger
besser gegen Kursverluste ab, als dies bei einer Direktanlage der Fall wäre. Zertiﬁ-
kate werden daher eher für eine konservative Anlagestrategie verwendet.44
Bei einem Future handelt es sich um ein börsengehandeltes unbedingtes Termin-
geschäft, welches auf einem für zwei Parteien verbindlichen Vertrag basiert. Dabei
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auch die Lieferung erfolgt.45 Beide Parteien können aus diesem Geschäft proﬁtieren.
Beispielsweise in der Landwirtschaft wurden schon im 17. Jahrhundert Terminge-
schäfte gemacht. Wenn z. B. ein Bauer schon im Frühjahr mit einer Mühle ein
Termingeschäft für den Herbst über sein Getreide macht, hat er das Risiko keinen
Abnehmer für seine Ernte zu ﬁnden schon vermindert. Das Mühlenunternehmen
hat sich im Gegenzug vor dem Risiko steigender Getreidepreise, wie sie etwa durch
Missernten entstehen können, abgesichert.46 Gleichzeitig gehen aber beiden Parteien
Chancen verloren, dem Bauer die Chance auf höhere Einnahmen und dem Mühlen-
unternehmen die Chance auf niedrigere Preise, d. h. geringer Ausgaben.
Ein Swap47 ist ein Tauschgeschäft. Swaps dienen als Alternative zu direkten Fi-
nanzierungen, wie z. B. Anleihen und Kredite. Man kann sich also mit Hilfe von
Swaps kostengünstigeres, festverzinsliches Fremdkapital beschaﬀen.48 Ein Swap ist
also ein Austausch von Forderungen oder Verbindlichkeiten in gleicher oder frem-
der Währung. Das Ziel eines solchen Tausches ist, einen Finanzierungs- oder Zins-
bzw. Renditevorteil zu erlangen. Ein Beispiel für einen Swap ist der Tausch ei-
ner festverzinslichen mit einer variabel verzinslichen Forderung.49 Es gibt Zins- und
Währungsswaps.
Es gibt verschiedene Einsatzmöglichkeiten für Derivate. Eine Investition in Derivate
kann mit Risiken verbunden sein. Derivate können aber auch zur Absicherung von
Risiken genutzt werden. Mit der Absicherung gegen die Risiken kann es aber auch
passieren, dass man gleichzeitig die Chancen verdrängt, wie das Beispiel mit dem
Bauer und dem Mühlenunternehmen zeigt. Finanzderivate ermöglichen sowohl die
Absicherung gegen Risiken von Preisänderungen, als auch die Spekulation auf die









3. Risikomanagement im internationalen Service-Business
Um sich gegen Zinsänderungsrisiken abzusichern, eignen sich sogenannte Zinsderi-
vate. Das können z. B. folgende sein:51







Im Folgenden soll etwas spezieller auf diese Zinsderivate eingegangen werden.
Ein Forward Rate Agreement(FRA) ist ein außerbörsliches Zinstermingeschäft. Mit
einem FRA kann man sich einen Zinssatz für einen zukünftigen Anlagezeitraum si-
chern. Bei einem FRA erfolgt keine Vereinbarung über die eigentliche Geldanlage
bzw. Kreditaufnahme, sondern es wird nur der Tausch von Zinszahlen vereinbart.
Einer der Vertragspartner, der eine Geldaufnahme plant, sichert sich gegen das Ri-
siko steigender (Kredit-)Zinsen ab. Damit verzichtet er gleichzeitig auf die Chance
fallender Zinsen. Der andere Vertragspartner, also der Anleger, sichert sich mit dem
FRA wiederum gegen fallende Zinsen ab und verzichtet demnach zeitgleich auf die
Chance steigender Zinsen. 52 Das zeigt, wie in vielen anderen Situationen, dass da
wo Risiken sind auch Chancen existieren und dass man sich mit der Absicherung
gegen Risiken auch gleichzeitig gegen die Chancen verwehrt.
Wie bereits im Abschnitt 3.2.4 erläutert erwirbt man mit dem Kauf einer Option
ein Recht, verpﬂichtet sich aber zu nichts. Mit dem Kauf einer Zinsoption kann man
demnach das Recht auf einen bestimmten Zinssatz erwerben. Fast drei Viertel al-
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z. B. den Euribor53 oder den Leitzinssatz einer Zentralbank. Der Käufer einer Zin-
soption versichert sich damit gegen das Risiko steigender Zinsen und der Verkäufer
hat bei sinkenden Zinsen u. U. ein hohes Gewinnpotential.54
Eine Swaption ist kurz gesagt eine Option auf einen Swap. Dabei erwirbt der Käu-
fer das Recht, zu einem bestimmten Zeitpunkt (europäische Swaption), bis zu einem
bestimmten Zeitpunkt (amerikanische Swaption, extrem selten) oder zu festgelegten
aufeinander folgenden Zeitpunkten (Bermuda-Swaption) in einen Zinsswap einzu-
treten. Wobei der Swap hinsichtlich seiner Laufzeit und Zinshöhe bereits festgesetzt
ist. Es gibt zwei weitere Formen von Swaptionen. Zum einen die Receiver-Swaption,
bei der der Käufer das Recht erwirbt, in einen Swap einzutreten, in dem er einen
festen Zinssatz empfängt und einen variablen Zinssatz zahlt. Somit ist die Receiver-
Swaption eine Absicherung gegen fallende Zinsen. Zum anderen ist das die sogenann-
te Payer-Swaption, bei der der Käufer das Recht erwirbt, in einen Swap einzutreten,
in dem er einen festen Zinssatz zahlt und einen variablen Zinssatz empfängt. Bei der
Payer-Swaption handelt es sich somit um eine Absicherung gegen steigende Zinsen.55
Bei Zinsfutures handelt es sich um eine spezielle Art von Futures, wie sie in Ab-
schnitt 3.2.4 schon kurz beschrieben wurden. In diesem Zusammenhang wird auch
oftmals die Bezeichnung Zinsterminkontrakt verwendet. Zinsfutures sind das an der
Börse gehandelte Gegenteil zu den außerbörslich gehandelten FRAs. Die beiden
Parteien, die sich auf den Kontrakt einigen, verpﬂichten sich zu einem bestimmten
Zeitpunkt, eine bestimmte Menge eines deﬁnierten Wertpapiers, zu einem bestimm-
ten Preis zu kaufen bzw. zu verkaufen.56
Der Zinsﬂoor bezeichnet eine Option auf eine Zinsuntergrenze. Der Käufer einer sol-
chen Option zahlt eine Prämie und erwirbt damit das Recht, dass seine Zinserträge
eine vertraglich festgelegte Zinsuntergrenze nicht unterschreiten. Damit sichert sich
der Optionsinhaber gegen das Risiko sinkender Zinssätze ab. Die Preisgestaltung
des Floors ist dabei von vielen Komponenten, wie z. B. der Laufzeit der Geldanlage
abhängig.57
Ein Zinscap bezeichnet eine Option auf eine Zinsobergrenze. Er funktioniert genau
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wie ein Zinsﬂoor, wobei aber hier das Risiko steigender Zinsen abgesichert werden
soll. Mit Hilfe von Caps können die Zinsen bei einer variabel verzinslichen Anleihe
bis zu einem Höchstbetrag ﬁxiert werden.58 Somit stellt sowohl der Floor als auch
der Cap eine Zinsbegrenzungsvereinbarung dar.
Ein Zinsswap wird oftmals auch als Interest Rate Swap (IRS) bezeichnet. Unter
einem Zinsswap bzw. IRS versteht man den Austausch von Zinszahlungsverpﬂich-
tungen oder -ansprüchen. Der Sinn des Tausches besteht darin, die Zinskosten beider
Vertragspartner zu senken. Kostenvor- und -nachteile gegenüber den marktüblichen
Zinsen entstehen dadurch, dass z. B. die Bonitätseinstufungen der Parteien auf den
Märkten unterschiedlich sind. Aber auch Bekanntheitsgrad und Unternehmensgröße
haben Einﬂuss auf diese Kostenvor- und -nachteile. Im Allgemeinen dient ein Zinss-
wap einem der beiden Swap-Partner zur Absicherung gegen das Zinsänderungsrisi-
ko. Im Regelfall läuft so ein Swap-Geschäft so ab, dass ein Unternehmen mit einem
Anderem seine Zinsverpﬂichtungen tauscht, wobei z. B. variable gegen ﬁxe Zinsen
getauscht werden und der Kapitalbetrag für beide Vertragspartner identisch ist.
Weiterhin sind die Laufzeit und die Zinszahlungstermine festgesetzt.59
Um sich gegen Währungsrisiken abzusichern, eignen sich sogenannte Devisenderi-




 Cross Currency Swaps
Diese speziellen Devisenderivate sollen im Folgenden noch etwas genauer betrachtet
werden.
Devisentermingeschäfte sind nützlich, wenn die, mit dem Kunde vertraglich festge-
legte Währung nicht die eigene, sondern die ausländische Währung ist. Dabei besteht
58[Wik08f]
59[Wir09g] und [SL96, S. 384]
60[Wik08b]
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das Risiko, dass Einbußen aufgrund von Wechselkursschwankungen entstehen. Mit
Devisentermingeschäften kann man sich gegen diese Wechselkursrisiken im Außen-
handel absichern. Es gibt verschiedene Formen von Devisentermingeschäften. Für
Export- und Importgeschäfte, also allgemein im Außenhandel, wird häuﬁg von so-
genannten Outright- bzw. Sologeschäften Gebrauch gemacht. Dabei wird das Risiko
schwankender Wechselkurse, vom Importeur oder Exporteur, auf ein Kreditinstitut
übertragen. Bei einem solchen vertraglich festgelegten Devisentermingeschäft wird
der Kurs, der Zeitpunkt und die zu zahlende Summe zwischen den zwei Vertrags-
partnern vereinbart. Ein Devisentermingeschäft stimmt dabei idealerweise bzgl. der
Höhe, des Termins und der Währung der Zahlungen mit denen des Exportgeschäfts
überein. Es wird also ein Devisenbetrag zu einem bestimmten Termin ge- bzw. ver-
kauft. Wobei der Käufer (oftmals ein Kreditinstitut) sich verpﬂichtet, zum festge-
legten Termin den vereinbarten Preis in Euro zu zahlen. Der Verkäufer (oftmals ein
Unternehmen, dass als Importeur oder Exporteur handelt) muss im Gegenzug zu
diesem Termin den festgelegten Devisenbetrag liefern.61 Ein Devisentermingeschäft
muss in jedem Fall erfüllt werden.62 Man erwirbt also bei Abschluss kein Recht, wie
das beispielsweise bei einer Option der Fall ist, sondern es handelt sich um eine feste
vertragliche Vereinbarung, die von beiden Parteien eingehalten werden muss.
Ein Vertrag über Devisenfutures ist, im Gegensatz zu Optionen, sowohl für den
Käufer, als auch für den Verkäufer von Devisen verpﬂichtend. Dabei wird der Kauf-
termin und der Devisenkurs, zu dem ge- bzw. verkauft wird, vertraglich festgelegt.63
Beim Erwerb von Devisenoptionen zahlt der Käufer eine Prämie und erwirbt damit
das Recht Devisen, d. h. einen bestimmten Betrag einer ausländischen Währung,
zu einem festgelegten späteren Zeitpunkt zu kaufen. Das Optionsgeschäft ist nur
einseitig, für den Verkäufer, verpﬂichtend.64
Cross Currency Swaps werden auch als Zins-Währungsswaps bezeichnet. Cross Cur-
rency Swaps ähneln Devisenswaps. Der Unterschied liegt darin, dass bei Devisen-
swaps nur ein Kapitaltausch und bei Currency Swaps zusätzlich ein Tausch von
Zinsen in den zwei Währungen erfolgt. Es handelt sich also um einen Vertrag zwi-
schen zwei Parteien, über den Austausch von unterschiedlichen Zinszahlungen, in





3. Risikomanagement im internationalen Service-Business
verschiedenen Währungen, in einem bestimmten Zeitraum und zu einem festgeleg-
ten Devisenkurs. Die Abwicklung von Cross Currency Swaps erfolgt in drei Schritten,
der Anfangs-, Zins- und Schlusstransaktion.
Ein klassisches Beispiel für ein solches Swapgeschäft ist eine der ersten bekannten
Financial-Swaptransaktionen, die im August 1981 zwischen der Weltbank und IBM
abgeschlossen wurde. Der Wert des US-$ stieg im Vergleich zu den europäischen
Währungen. IBM hatte Verbindlichkeiten in CHF und DM und wollte diese auf
Grund der günstigen Kurse vorzeitig zurückzahlen, um Wechselkursgewinne zu rea-
lisieren. Eine vorzeitige Kündigung der Verbindlichkeiten war jedoch ausgeschlossen.
Zur gleichen Zeit war die Weltbank interessiert, Verbindlichkeiten in Niedrigzins-
währungen einzugehen. Im CHF-Kapitalmarkt waren aber keine attraktiven Kon-
ditionen für die Weltbank vorhanden, im Gegensatz zum US-$-Kapitalmarkt. Die
Bedürfnisse der IBM und der Weltbank passten also genau zusammen. Dadurch war
es möglich eine Transaktion zum beiderseitigen Nutzen abzuwickeln. Der Ablauf des
Geschäfts erfolgte in drei Schritten:65
1. Anfangstransaktion (Starttransaktion)
a) die Weltbank emittiert einen US-$ - Eurobond
b) IBM gibt CHF aus dem ursprünglichen Devisengeschäft der Weltbank
c) IBM erhält von der Weltbank den Gegenwert der CHF in US-$ (zum ver-
traglich festgelegten Kurs)
2. Zinstransaktion (während der Laufzeit)
a) IBM erhält von der Weltbank CHF-Zinsen und begleicht damit die Zinsen
aus der CHF-Verbindlichkeit
b) die Weltbank erhält von IBM US-$-Zinsen und begleicht damit die Zinsen
aus dem US-$ - Eurobond
65[fxm02]
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3. Schlusstransaktion (am Ende der Laufzeit)
a) die Weltbank zahlt an IBM die am Starttag erhaltenen CHF zurück
b) IBM zahlt an die Weltbank die am Starttag erhaltenen US-$ zurück
c) IBM tilgt mit den erhaltenen CHF die CHF-Verbindlichkeit
d) die Weltbank tilgt mit der erhaltenen US-$ Zahlung den Eurobond
Die gleiche Prozedur erfolgte für die DM-Verbindlichkeiten. Auf diese Weise sicherte
sich IBM gegen das wirtschaftliche Risiko ab, CHF bzw. DM ohne entsprechende
Gegenposition in der Bilanz zu haben, und realisierte sogar noch einen Wechselkur-
ssgewinn. Die Weltbank nutzte ihren Kostenvorteil auf dem Euro-US-$-Bondmarkt
und zahlte so Zinsen, die unter denen einer direkten Kapitalaufnahme am schweizer
bzw. deutschen Markt lagen.66
Dieses Geschäft zwischen der Weltbank und IBM wird als der Durchbruch der de-
rivativen Finanzinstrumente bezeichnet. Als Folge dieses bedeutenden Weltbank-
IBM-Swaps wurden dann noch weitere Derivate entwickelt.67
Vertragliche Vereinbarungen im Sinne des Währungsmanagements spielen besonders
bei der Bewältigung von Wechselkursrisiken eine Rolle. Ein wichtiger Aspekt beim
Managen von Währungsrisiken ist z. B. die Art der Abrechnung. Erfolgt sie laut ver-
traglicher Vereinbarung in Euro oder in Kunden(wunsch)währung? Man kann sich
also vertraglich auf die Währung, in der abgerechnet werden soll einigen. Es gibt
noch eine weitere Möglichkeiten sich mit Hilfe von vertraglichen Vereinbarungen ge-
gen Risiko abzusichern. Das kann in Form von sogenannten Kurs- und Preisvorbehal-
tungsklauseln erfolgen. Dabei einigen sich die Geschäftspartner auf einen Betrag, der
in der Landeswährung des Lieferanten (z. B. Euro) zu zahlen ist. Dieser Betrag ist
damit unabhängig von Wechselkursschwankungen zwischen den Landeswährungen.
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weitergegeben.68 Kurs- und Preisvorbehaltungsklauseln kann man bei den Risikobe-
wältigungsmaßnahmen, genauer bei den Risikotransfermaßnahmen, einordnen.
Forderungsmanagement
Zum ﬁnanziellen Risikomanagement gehört auch das Forderungsmanagement, womit
Forderungsausfälle vermieden werden sollen. Eine Möglichkeit Forderungsausfälle
schon im Vorfeld eines Projektes zu vermeiden, ist eine Bonitätsprüfung des Kun-
den vor Auftragsannahme.69 Dies kann in Form eines Ratings erfolgen. Ein Rating
ist ein standardisiertes Verfahren zur Prüfung der Bonität bzw. der wirtschaftlichen
Lage eines Unternehmens. Aus der wirtschaftlichen Lage ergibt sich die Bestands-
festigkeit des beurteilten Unternehmens. Aus dieser Aussage kann auf die Fähigkeit
des Unternehmens geschlossen werden, seine ﬁnanziellen Verpﬂichtungen vollständig
und fristgerecht zu erfüllen.70 Dazu gibt es sogenannte Rating-Agenturen, die diese
Dienstleistung, Ratings durchzuführen, übernehmen. Dabei werden Unternehmen,
Staaten aber auch Fonds beurteilt.71 Ratingagenturen haften jedoch nicht bei Zah-
lungsausfällen. Die Haftung ist ausgeschlossen, da das Rating nicht als Kauf- oder
Verkaufsempfehlung gilt, sondern lediglich eine Beurteilung der Risiken darstellt.72
Die Ratingagentur haftet nur in Sonderfällen, wenn z. B. eine vorsätzliche sittenwid-
rige Schädigung im Sinne des  826 BGB vorliegt. So etwas liegt dann vor, wenn eine
Ratingagentur mit einem Unternehmen zusammenarbeitet und auf dessen Wunsch
ein sogenanntes Gefälligkeitsgutachten ausstellt.73
Beim Rating werden historische Daten der Unternehmen und aus ähnlichen Ratings
ermittelte Erfahrungswerte genutzt. Am Ende erfolgt die Einordnung in eine Ra-
tingkategorie mit Hilfe eines Ratingcodes, der zwischen AAA und D liegen kann,
wobei AAA minimales Ausfallrisiko und D Zahlungsunfähigkeit bedeutet.74
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Unternehmens zu überprüfen. Wobei die einzelnen Ratingklassen die Ableitung eines
Bestandsrisikos erlauben, d. h. wie hoch die Insolvenzwahrscheinlichkeit ist.75
Wie beim Währungsmanagement, gibt es auch im Rahmen des Forderungsmanage-
ments mögliche vertragliche Vereinbarungen, um sich gegen Zahlungsausfallrisiken
abzusichern. Dazu kann man z. B. die Zahlung aller 2 Monate, die Zahlung nach
Meilensteinen o. ä. Vereinbarungen vertraglich festlegen.
3.3. Risikomanagementinformationssysteme
Ein Informationssystem im Allgemeinen hat die Aufgabe, die richtigen Informa-
tionen, zum richtigen Zeitpunkt, am richtigen Ort, in der richtigen Qualität und
Quantität bereit zu stellen. Ein Risikomanagementinformationssystem (RMIS) ist
ein rechnergestütztes, daten-, methoden- und modellorientiertes Entscheidungsun-
terstützungssystem (EUS) für das Risikomanagement. Es stellt eine sinnvolle Un-
terstützung bei strategischen und operativen Entscheidungen eines Unternehmens
im Rahmen des Risikomanagementprozesses dar.76
Zur Zielstellung eines RMIS gehört die Vermeidung von Fehlentscheidungen. Auch
der Ressourceneinsatz soll gesteuert werden. Fehlentscheidungen können dann ent-
stehen, wenn einzelne Entscheider die Zusammenhänge zwischen verschiedenen Ri-
siken und deren Auswirkungen nicht mehr erfassen und bewerten können. Grund
dafür sind die sehr komplexen Probleme, vor denen die Entscheider oftmals stehen.
Die Anforderungen sind teilweise sehr groß, so dass ein Risiko mit all seinen Ein-
ﬂussfaktoren kaum mehr zu überblicken ist.77 Der Einsatz eines RMIS ist aber nicht
gesetzlich vorgeschrieben. Letztendlich muss jedes Unternehmen selbst bestimmen,
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3.3.1. Anforderungen an
Risikomanagementinformationssysteme
Es gibt Anforderungen an ein RMIS, die für Informationssysteme i. A. gelten, bei-
spielsweise ist das der individuelle Aufbau des Systems, der mögliche spätere Erwei-
terungen zulässt oder auch die benutzerfreundliche Gestaltung und Funktionalität.
Weitere allgemeine Anforderungen sind Komfort, Wirtschaftlichkeit, Schnelligkeit,
Aktualität und Konsistenz der Daten.78
Je nachdem welche individuellen Bedürfnisse ein Unternehmen hat, ändern sich die
speziellen betriebliche Anforderungen an ein RMIS. Es gibt jedoch auch hier allge-
meingültige Anforderungen. Ein Risikomanagementinformationssystem soll die Da-
ten bzw. Informationen, die in den unterschiedlichen Unternehmensbereichen erfasst
werden, im System speichern, verarbeiten und bereitstellen. Das soll einen reibungs-
losen Informations- und Kommunikationsﬂuss zwischen den, am Risikomanagement
beteiligten, Organisationseinheiten und betrieblichen Funktionsträgern gewährleis-
ten. Dabei müssen die Daten aufbereitet und zur Verfügung gestellt werden. Wichtig
für das Risikomanagement ist, dass sowohl interne als auch externe Daten, z. B. aus
dem Internet oder von Versicherungsunternehmen, verarbeiten werden können. Die
Verarbeitung der Daten bis hin zu relevanten Managementinformationen könnte
in etwa so aussehen, wie die Abbildung 3.1 zeigt.79 Ein gutes RMIS ist unterneh-
mensweit zugänglich und nutzbar. Es sollte daher über Schnittstellen zu anderen
unternehmensinternen Informationssystemen verfügen. Zusätzlich sollte auch ein
Risikofrüherkennungssystem, wie es z. B. durch das KonTraG (siehe dazu Unter-
abschnitt 2.2.1) gefordert wird, in das RMIS integriert sein. Eine weitere wichtige
Anforderung an ein RMIS ist, dass es die schnelle und ﬂexible Modellierung und
Simulation von Risiko-Szenarien ermöglicht. Hierfür sind Speziallösungen gefragt.
Das RMIS sollte zudem die Möglichkeit zur individuellen Berichtsgestaltung mit
ausgereiften Präsentationstechniken geben. Eine Verdichtung, d. h. Aggregation der
Daten soll möglich sein.80 Diese Anforderungen können durch den Einsatz von Busi-




81OLAP - Online Analytical Processing
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Abbildung 3.1.: Verarbeitung der Daten zu Informationen [ER02a, S. 17]
Um an die gewünschten Informationen, die das Management für seine Entscheidun-
gen benötigt, zu gelangen, gibt es weitere Anforderungen, die ein RMIS erfüllen soll-
te. Das RMIS sollte die verschiedensten Methoden zur Risikoanalyse und -bewertung
integrieren.
3.3.2. Vorteile von Risikomanagementinformationssystemen
Das RMIS kann einen großen Teil der Aufgaben erledigen, die in der Vergangenheit
manuell durchgeführt werden mussten, beispielsweise das Erstellen einer Risikoma-
trix. Weiterhin enthält das RMIS Funktionen, die bisher in dieser Form nicht zur
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3.3.3. Aktuelle Entwicklungen von RMIS
Aktuell gibt es zu dem Thema moderne Risikomanagementinformationssysteme vie-
le Entwicklungen. Beispielsweise das Modul GRC von SAPR. Wobei die Abkürzung
GRC für Governance, Risk and Compliance steht. GRC ist ein Modul von SAPR für
ein ganzheitliches Governance, Risiko- und Compliancemanagement. Dabei werden
alle Aktivitäten der Bereiche nachhaltige Unternehmensführung, Risikomanagement
und Einhaltung gesetzlicher Auﬂagen im Zusammenhang betrachtet. Das soll zur
Optimierung der gesamten Unternehmensführung beitragen.83
Der Begriﬀ Governance bezeichnet i. A. die Führung eines Unternehmens, mit Fest-
legung und Verwaltung von strategischen Unternehmenszielen und -richtlinien. Da-
bei spielt z. B. auch die Planung der Ressourcen zur Umsetzung der Ziele eine Rolle.
Risk steht in diesem Zusammenhang für das Risikomanagement, wobei die Erken-
nung und Bewertung von Risiken mit ihren potentiellen Auswirkungen eine große
Rolle spielt. Unter Compliance wird die Überwachung der Einhaltung von Regeln
oder Gesetzen, z. B. die Vorgaben des SOX, verstanden. Dabei geht es auch um
taktische Maßnahmen zur Minimierung von Risiken.
Im Bereich der RMIS gibt es gibt noch weitere Entwicklungen von anderen Un-
ternehmen, auf die an dieser Stelle jedoch nicht eingegangen werden soll. Die Ent-
wicklung ist im Bereich der modernen Risikomanagementinformationssysteme noch
nicht abgeschlossen. Es gibt immer noch Deﬁzite. Diese Lücken werden aber teil-
weise durch andere Softwarelösungen, zum Beispiel im Bereich Business Intelligence
geschlossen.
3.3.4. Business Intelligence
Eine in Unterabschnitt 3.3.1 genannte Anforderung an RMIS, ist die individuelle
Berichtsgestaltung mit ausgereiften Präsentationstechniken. Zusätzlich soll eine Ag-
gregation der Daten möglich sein. Spezielle Softwarelösungen aus dem Bereich der
Business Intelligence (BI) erfüllen diese Anforderungen. Dabei kommen Dataware-
houses und OLAP (OLAP - Online Analytical Processing) zum Einsatz.




Der Gesetzgeber hat in den letzten Jahren eine Vielzahl von gesetzlichen Vorschrif-
ten eingeführt, um Unternehmen vor Risiken und deren Auswirkungen zu schüt-
zen. Infolge dessen soll auch die gesamte Wirtschaft vor Schäden geschützt werden.
Risikomanagment wird anfangs oft als lästige, gesetzliche Pﬂicht gesehen. Risiko-
management kann aber, wenn es richtig eingesetzt wird, viele Vorteile haben. Aber
auch durch den richtigen Einsatz von Risikomanagement, kann man nie alle Risiken
komplett beseitigen. Es werden immer Restrisiken bestehen bleiben. Risikomanage-
ment ist dennoch sinnvoll und wichtig. Es gibt zahlreiche Vorteile. Man wird im
Verlauf von Projekten weniger böse Überraschungen erleben, wenn man die Me-
thoden und Techniken des Risikomanagements richtig einsetzt. Zusätzlich können
auch Wettbewerbsvorteile erzielt werden.
Gerade bei internationalen Projekten ist eine systematische Auseinandersetzung mit
den Risiken und ihren Auswirkungen Voraussetzung für ein erfolgreiches Geschäft.
Wie einige negative Beispiele in dieser Arbeit zeigen, können durch die Auswirkun-
gen von Finanzmarktrisiken erhebliche Schäden entstehen. Ein Grund mehr Risi-
komanagement, gerade im internationalen Service-Business, einzusetzen. Die Arbeit
zeigt, wie Risiken mit derivativen Finanzinstrumenten kalkulierbar und beherrsch-
bar gemacht werden können.
Bei der Durchführung der Aktivitäten, die mit der Einführung eines Risikomanage-
mentsystems, auf ein Unternehmen zukommen, kann ein computergestütztes Risi-
komanagementinformationssystem eine hilfreiche Unterstützung darstellen, wie im
Rahmen der Arbeit gezeigt wird. Bezüglich den Entwicklungen in diesem Bereich





o Altlasten von Grundstücken
o Kontamination von Gebäuden
o Wertminderung von Anlagen wegen unzureichender Umweltstandards
o Nachrüstung aufgrund verschärfter Gesetze/Auﬂagen
o Sanierung kontaminierter Grundstücke/Gebäude
o Inanspruchnahme aus Umwelthaftpﬂicht
o Entsorgung von Produktionsabfällen
o Rücknahmepﬂichten und Entsorgung ausgedienter Produkte
o Versicherungsbeiträge
o Imagebeeinträchtigung durch bekannt gewordene Umweltschädigung
o Verdrängung durch umweltverträgliche Substitute
o Ausschluss von der Auftragsvergabe wegen Nichterfüllung ökologischer
Mindeststandards
o Absatzrückgänge durch neue Forschungsergebnisse
o Beschränkung der Geschäftstätigkeit durch Auﬂagen
o Risiko geminderter Kreditwürdigkeit des Unternehmens als Folgerisiko,
indem sich die Umweltrisiken auf die Werthaltigkeit von Sicherheiten





o Technische Gefahren innerhalb des Unternehmens, z. B. Anlagen,
Haustechnik, Energieversorgung, Personenschaden,
Materialschaden, Umweltschaden, Terminverzögerungen
o Organisatorische Gefahren, z. B. Dezentralisierung, Outsourcing,




o Risiken aus der Infrastruktur des Kundenlandes oder aus
kundenseitigen Leistungen/Beistellungen/Verpﬂichtungen





o Wirtschaftliche und poltische Fabrikations-(Produktions-)
und Zahlungsausfallrisiken












o Rechtliche Durchsetzbarkeit einzelner Geschäfte
o Rechtsbeständigkeit von Vertragsabschlüssen
o Durchsetzbarkeit von Ansprüchen und Haftungen































o Akzeptiert (kein Plan erforderlich)
Erforderliche Verminderungsmaßnahmen (vor dem Risikoeintritt):
..............................................................










Ist das Risiko eingetreten? ...................
Wenn ja, tatsächliche Kosten: ..............
Wenn ja, Verzögerung: .........................
Bemerkung über die Wirksamkeit der Verminderungs- und Eventualfallpläne:
..............................................................
..............................................................
Vorlage für ein Risikoformular [DL03, S. 202-203]
V
Glossar
Bonitätsrating Dabei handelt es sich um ein standardisiertes Ver-
fahren, dass z. B. bei Banken angewandt wird um
die Kreditwürdigkeit ihrer Kunden zu prüfen, be-
vor ein Kredit vergeben wird. Siehe dazu auch Ab-
schnitt 3.2.4
Brainstorming Methode zur Ideenﬁndung, die am Anfang eines
Projekts stattﬁndet. Dabei darf keine Kritik an
den Beiträgen bzw. Ideen geäußert werden, da-
durch sollen möglichst viele Ideen entstehen.
Cash Flow Der Cash Flow ist eine wichtige Kennzahl bei
der dynamischen Finanzkontrolle und kann auch
als Plangröße verwendet werden. Er zeigt den
Mittelzuﬂuss aus operativer Tätigkeit sowie aus
Investitions- und Finanzierungstätigkeit. Die Er-
mittlung des Cash Flows kann über die direkte
oder die indirekte Methode erfolgen. Nach der di-
rekten Methode ist der Cash Flow die Diﬀerenz
aus Einzahlungen und Auszahlungen. Bei der in-
direkten Methode ist der Periodenerfolg um nicht
zahlungswirksame Aufwands- und Ertragsgrößen
sowie um Aufwand und Ertrag aus investiver Tä-




COCOMO II COCOMO II (Constructive Cost Model II) wur-
de von Barry W. Boehm entwickelt. Es ist eine
Metrik bzw. eine Methode zur Aufwandsschätzung
und Berechnung der Entwicklungszeit von Softwa-
reentwicklungsprojekten. [FFSV05, S. 193]
Corporate Governance (engl. Corporate: Körperschaft, gemeinschaftlich;
Governance: regieren, führen; gutes Benehmen
für Unternehmen oder der Knigge für Unter-
nehmen) Corporate Governance beschäftigt sich
mit dem Setzen und Einhalten von Verhaltens-
/Umgangsregeln, die für Mitarbeiter von Unter-
nehmen oder das Unternehmen selbst gelten. Die-
se Rahmenbedingungen können von verschiedenen
Interessenten, z. B. vom Gesetzgeber, von den
Mitarbeitern oder vom Management, gesetzt wer-
den. Die festgelegten Richtlinien werden schrift-
lich, mündlich oder gar nicht festgehalten. Die-
se Regeln können verpﬂichtend oder unverbindlich
(Empfehlungen) sein. [Wik08a]
DBA DBA steht für Doppelbesteuerungsabkommen. Es
handelt sich dabei um einen Vertrag zwischen zwei
Staaten zur Vermeidung von Doppelbesteuerun-
gen. Das heißt, es soll vermieden werden, dass
Steuerpﬂichtige, mit Einkünften im In- und Aus-
land, in beiden (oder mehr) Ländern dafür Steuern
zahlen müssen, also doppelt besteuert werden. In-




Devisenkurs/Wechselkurs Preis bzw. Wert einer Währung ausgedrückt in ei-
ner anderen Währung. Beispiel: 1 US-$ = 0,7718
EUR. Dieser Wert ergibt sich aus Devisenangebot
und Devisennachfrage auf dem Devisenmarkt.
Eﬀektivität Die richtigen Dinge zu tun. Maß der Zielerrei-
chung.
Eﬃzienz Die Dinge richtig zu tun. Maß der Wirtschaftlich-
keit.
Euribor Die Abkürzung Euribor steht für European Inter-
bank Oﬀered Rate. Der Euribor ist der Zinssatz,
den europäische Banken untereinander beim Han-
del von Einlagen verlangen. Er ist in Europa einer
der wichtigsten Referenzzinssätze. [FAZ09c]
Fair Value Gemäß IAS 39.9 wird mit dem Fair Value
der Betrag bezeichnet, zu dem ein Vermö-
genswert zwischen sachverständigen, ver-
tragswilligen und von einander unabhängi-
gen Geschäftspartnern getauscht bzw. eine
Schuld beglichen werden kann. [GB07, S. 15]
Fair Value = beizulegender Zeitwert oder auch
fairer Wert.
FMEA systematische, halb quantitative Risikoanalyseme-
thode [GB07, S. 28]
Indikator Ein Indikator ist aus wirtschaftlicher Sicht be-
trachtet eine Größe, die eine Aussage über die
konjunkturelle Entwicklung oder die wirtschaftli-
che Situation im Allgemeinen erlaubt. [Wik08c]
VIII
Glossar
Spiralmodell Das Spiralmodell (des Softwarlebenszyklus), eine
Erweiterung des Wasserfallmodells, wurde von
Barry W. Boehm für die Softwareentwicklung und
-pﬂege konzipiert. Der Entwicklungsprozess wird
dabei als Spirale in einem Koordinatensystem dar-
gestellt. Das ökonomische und technische Entwick-
lungsrisiko soll mit Hilfe des Spiralmodells vermin-
dert werden. Das Modell stellt die Phasen dar, die
eine Software durchläuft bis sie wieder außer Be-
trieb genommen wird. [BM01, S. 427]
IX
Glossar
Theorie W Die Theorie W von Barry W. Boehm baut auf
den Theorien X, Y und Z auf, die wiederum auch
aufeinander aufbauen und jeweils eine Verbesse-
rung der vorangegangenen Theorie darstellen. Sie
ist für Softwareentwicklungsprojekte ausgelegt, bei
denen verschiedene Parteien und deren Interessen
aufeinander treﬀen. Die verschiedenen Interessen
führen oft zu zahlreichen Konﬂikten. Wenn mög-
lich sollten die Wünsche aller Beteiligten, z. B.
die der Anwender und Entwickler, erfüllt wer-
den. Das Grundprinzip der Theorie W ist: Ma-
ke everyone a winner (Mache jeden zum Gewin-
ner). Wenn man die Konﬂikte nicht aus dem Weg
räumt, kann das dazu führen, dass eine Gewinn-
Verlust-Situation (win-lose) entsteht, bei der der
Vorteil des einen der Nachteil des anderen ist. Z. B.
bei überhöhten Erwartungen oder einer unrealis-
tischen Planung, kann das im schlimmsten Fall
zu einer Verlust-Verlust-Situation (lose-lose) füh-
ren. Es soll aber eine Gewinn-Gewinn-Situation
(win-win) hergestellt werden. Zur Erreichung ei-
ner solchen Gewinn-Gewinn-Situation (win-win)
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