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Была промоделирована работа трех видов систем 
автоматического управления РТ.  
1. Стабилизации заданной РТ путем использования 
одноконтурных ПИД-регуляторов. 
2. С максимальным быстродействием (использование принципа 
максимума Понтрягина). 
3. С предварительным расчетом заданных значений основных 
параметров.  
Наилучшие показатели качества при переходных процессах по 
нагрузке и заданию показал третий вид системы. Принцип работы 
системы основан на том, что производится расчет заданных значений 
основных параметров, путем условной минимизации квадрата невязки 
разностей функции РТ и заданного значения РТ. А полученные 
значения впоследствии поступают в системы локального 
регулирования параметров. Таким образом, система становится 
устойчивой для различного рода возмущений. 
Кроме РТ в качестве комплексного показателя может 
использоваться показатель теплоощущений человека - PMV, который 
кроме всего прочего, учитывает и текущие удельные тепловыделения 
человека, которые определяются видом деятельности, массой и ростом 
человека. Как было установлено, связь между PMV и РТ может быть 
задана многофакторной линейной регрессией с F-критерием, равным 
12, и коэффициентом корреляции 0,996. 
На основании полученных результатов может быть разработана 
система управления микроклиматом, учитывающая как состояние 
окружающей среды, так и самого человека. 
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В современных условиях развития информационных технологий, 
преимущества создания виртуальных частных сетей неоспоримы. 
Виртуальная частная сеть или просто VPN (VirtualPrivateNetwork) – 
это технология, при которой происходит обмен информацией с 
удалѐнной локальной сетью по виртуальному каналу через сеть 
общего пользования с имитацией частного подключения «точка-
точка».  
При подключении к VPN серверу при помощи специального 
программного обеспечения поверх общедоступной сети в уже 
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установленном соединении организуется зашифрованный канал, 
обеспечивающий высокую защиту передаваемой по этому каналу 
информации за счѐт применения специальных алгоритмов 
шифрования.  
Использование технологии VPN необходимо там, где требуется 
защита корпоративной сети от воздействия вирусов, 
злоумышленников, просто любопытных, а также от других угроз, 
являющихся результатом ошибок в конфигурировании или 
администрировании сети. Виртуальные частные сети проводят 
шифрование данных и проверку подлинности, что гарантирует 
конфиденциальность пересылаемых через Интернет данных и 
позволяет подключаться к сети только пользователям, имеющим 
соответствующие права. 
Виртуальные частные сети (VPN), создаваемые на базе 
арендуемых и коммутируемых каналов связи сетей общего 
пользования (и, в первую очередь, Интернет), являются отличной 
альтернативой изолированным корпоративным сетям. 
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Для дифференциального оператора с блочно-треугольными 
матричными коэффициентами получены достаточные условия, при 
которых дискретный спектр этого оператора совпадает с 
объединением дискретных спектров самосопряженных операторов, 
отвечающих диагональным блокам. 
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Рассматривается движение вязкой несжимаемой жидкости в  
замкнутом пространстве и задача обтекания тела эллиптической 
формы в канале. В обоих случаях используется уравнение Навье- 
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