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Od uveljavitve Splošne uredbe o varstvu podatkov sta minili že več kot dve leti, pri čemer se 
zdi, da je zanimanje za aktualno stanje na področju varstva osebnih podatkov strmo upadlo. V 
predmetnem magistrskem delu se na podlagi analize trenutne normativne urejenosti področja 
in posebnih institutov, ki so bili uveljavljeni s Splošno uredbo o varstvu podatkov, skuša 
ovrednotiti aktualno stanje varstva osebnih podatkov v okviru izvajanja gospodarske 
dejavnosti. Uvodoma je na kratko predstavljeno ozadje in sam namen vzpostavitve strožjega 
režima varstva osebnih podatkov v evropskem prostoru ter kronološki pregled obravnavane 
tematike. Aktualni izzivi gospodarskih subjektov so povezani predvsem z dejstvom, da je 
Slovenija edina država članica Evropske unije, ki v času priprave predmetnega magistrskega 
dela še vedno ni sprejela nove zakonodaje ali pa prilagodila obstoječe zakonodaje zahtevam 
Splošne uredbe o varstvu podatkov. V posledici tega je v Sloveniji nastala pravna praznina, ki 
predstavlja podlago za kar nekaj aktualnih izzivov, ki pestijo gospodarske subjekte. Gre 
predvsem za vprašanja povezana s sprejemom in uveljavitvijo ZVOP-2, identifikacijo in 
uporabo veljavne zakonodaje do takrat in vplive, ki jih bo uveljavitev ZVOP-2 potencialno 
prinesla gospodarskim subjektom. Hkrati so predstavljeni izzivi povezani z Oceno učinka v 
zvezi z varstvom osebnih podatkov, Kodeksi ravnanja in certificiranjem, Uradnim obvestilom 
nadzornemu organu o kršitvi varnosti osebnih podatkov in imenovanjem pooblaščene osebe za 
varstvo osebnih podatkov. Posebej je obravnavana nepristojnost slovenskega nadzornega 
organa Informacijskega pooblaščenca za prekrškovno ukrepanje, ki bo mogoče šele po ustrezni 
vzpostavitvi pravne podlage v zakonodaji Slovenije (ZVOP-2). Obravnavana problematika je 
v zaključku primerjana z ugotovitvami iz Letnega poročila Informacijskega pooblaščenca za 
leto 2019 in Sporočila Komisije Evropskemu parlamentu in Svetu z dne 24. 06. 2020, ki 
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More than two years have passed since the implementation of the General Data Protection 
Regulation and it seems that interest in the general state of affairs in the area of personal data 
protection has sharply declined. This master's thesis aims to evaluate the state of personal data 
protection in the area of performing commercial activities, analysing the current normative 
situation of the area and the dedicated regulations that were implemented along with the General 
Data Protection Regulation. The introduction briefly presents the background and purpose of 
imposing stricter regulations in personal data protection in Europe and a chronological 
overview of the subject matter. The current challenges faced by business entities pertain 
primarily to the fact that Slovenia is the sole EU member state, which, as of the writing of this 
thesis, has still not adopted new legislation or amended existing legislation to the requirements 
of the General Data Protection Regulation. As a consequence, Slovenia is facing a legal void, 
which is the basis for a number of current challenges that business entities are faced with. The 
challenges in question are mainly connected with passing and enforcing ZVOP-2 (Personal 
Data Protection Act), identifying and implementing current legislation until that moment and 
the effects that implementing ZVOP-2 could potentially have on business entities. The thesis 
simultaneously presents the challenges associated with the Data protection impact assessment, 
Codes of conduct and certification, formal authorisation to supervisory bodies on personal data 
security violations and Designation of the data protection officer. Special focus is placed on the 
lack of jurisdiction of the Slovenian supervisory body of the Information Commissioner to act 
in cases of misdemeanours, which will only be possible after Slovenia adopts the appropriate 
legal bases (ZVOP-2). In the end, the discussed issues are compared to the findings in the 
Annual Report 2019 of the Information Commissioner and the Communication from the 
Commission to the European Parliament and the Council on 24 June 2020, which confirm the 
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Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. 04. 2016 o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o 
razveljavitvi Direktive 95/46/ES1 (v nadaljevanju: »Splošna uredba«) z bolj priljubljeno kratico 
»GDPR«, ki se od 25. 05. 2018 v vseh državah članicah Evropske unije (EU) uporablja 
neposredno, je s svojo uveljavitvijo povsem pretresla javnost, kratico »GDPR« je bilo namreč 
mogoče zaslediti na vsakem koraku. Po sami uveljavitvi Splošne uredbe se zdi, da je s potekom 
časa zanimanje za aktualno stanje na področju varstva osebnih podatkov strmo upadlo. Vsake 
toliko časa sicer še naletimo na kakšen članek, ki se dotika obravnavanega področja, oziroma 
pridemo v stik z raznimi tako imenovanimi »delavnicami varstva osebnih podatkov za 
podjetja«, vendar se trenutno stanje vsekakor ne more primerjati z začetnim »medijskim 
pompom«, ki je spremljal uveljavitev Splošne uredbe. V strokovni literaturi2 je velikokrat 
zastopano stališče, da je temu tako, ker so se za zavezance spremembe zgodile razmeroma 
gladko in ker so zahteve, podane s strani Splošne uredbe, v resnici manj dramatične, kot se je 
zdelo na prvi pogled. Glede na slogan »skladnost z GDPR predstavlja popotovanje in ne cilj«, 
ki se večkrat pojavlja pri obravnavi Splošne uredbe, bi težko sprejeli tako enostaven odgovor 
in iz njega potegnili zaključek, da na področju varstva osebnih podatkov ni več prisotnih izzivov 
za gospodarske subjekte. Vsekakor velja že na prvi pogled pritrditi, da se je Splošna uredba 
izkazala za prilagodljivo predvsem pri podpori digitalnih rešitev tudi v nepredvidljivih 
razmerah, kot je kriza zaradi COVID-19. Splošna uredba je namreč zastavljena kot pomemben 
zastavni del pristopa k tehnologiji, ki je osredotočena na človeka in kompas za uporabo 
tehnologije pri digitalnem prehodu, ki je značilen za oblikovanje politik Evropske unije. 
Dejstvo pa je, da Splošna uredba zasleduje tudi mnogo drugih ciljev, ki so pomembni za 
izvajanje gospodarske dejavnosti v evropski skupnosti. To so na primer enaki konkurenčni 
pogoji za vse gospodarske subjekte, ki poslujejo na evropskem trgu, prosti pretok podatkov v 
evropskem prostoru, orodje za nadzorovanje osebnih podatkov v okviru gospodarskih družb, 
spodbujanje zaupanja vrednih inovacij in še mnogi drugi.3  
 
1 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. 04. 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov), Uradni list EU, L 119/1. 
2 M. Prelesnik, M., GDPR po letu dni: en zakon ali dva, Pravna praksa, leto 38, št. 20 (2019), str. 3. 
3 Evropska komisija, Sporočilo Komisije Evropskemu parlamentu in Svetu, Varstvo podatkov kot steber krepitve 
vloge državljanov in pristopa EU k digitalnemu prehodu – dve leti uporabe splošne uredbe o varstvu podatkov, 
(2020), str. 1. 
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Za oceno aktualnega stanja varstva osebnih podatkov na gospodarskem področju je potrebno 
oceniti tudi, kakšni so vzpostavljeni pogoji za zasledovanje temeljnih ciljev, ki se v okviru 
varstva osebnih podatkov in Splošne uredbe zasledujejo v gospodarstvu, ki vse bolj sloni na 
obdelovanju osebnih podatkov posameznikov.  
 
3.1 Vsebina 
V magistrskem delu bom uvodoma na kratko predstavila ozadje in sam namen vzpostavitve 
strožjega režima varstva osebnih podatkov v evropskem prostoru ter kronološki pregled 
obravnavane problematike, saj je razumevanje navedenega ključnega pomena za učinkovito 
razumevanje problematike in izzivov, ki so povezani z implementacijo Splošne uredbe s strani 
gospodarskih subjektov. V nadaljevanju magistrskega dela se bom podrobneje osredotočila na 
spremembe, ki jih je Splošna uredba prinesla glede na staro zakonodajo, to pa povezala s prvo 
predpostavko problemov, s katerimi se gospodarski subjekti srečujejo pri zagotovitvi skladnosti 
poslovanja, in sicer s samo identifikacijo veljavne zakonodajo oziroma določb.  
 
Ključno raziskovalno vprašanje in s tem prvi izziv gospodarskih subjektov pri implementaciji 
določb Splošne uredbe, ki ga bom v magistrskem delu analizirala, je tako kombinacija določb 
Splošne uredbe, in do sprejema novega Zakona o varstvu osebnih podatkov (ZVOP-2), ki bo v 
naš pravni red implementiral Splošno uredbo, še vedno veljavnih določb Zakona o varstvu 
podatkov (ZVOP-1)4. 
 
V drugem sklopu problematike se bom opredelila do posebnih institutov, ki so bili na novo 
uveljavljeni s Splošno uredbo in ki za večino gospodarskih subjektov predstavljajo nova 
pravila. Pri tem se bom uvodoma opredelila do problematike instituta Ocene učinka v zvezi z 
varstvom osebnih podatkov, nadaljevala s problematiko vzpostavitve Kodeksov ravnanja in 
Certificiranja ter poglavje zaključila s preučitvijo instituta Uradnega obvestila nadzornemu 
organu o kršitvi varnosti osebnih podatkov. 
 
V naslednjem sklopu problematike se bom v svojem magistrskem delu posebej opredelila še do 
problemov gospodarskih subjektov v zvezi z imenovanjem pooblaščene osebe za varstvo 
osebnih podatkov (ang. Data Protection Officer ali DPO), ki predstavlja še en nov institut, ki 
 
4 Zakon o varstvu osebnih podatkov, Uradni list RS, št. 94/07. 
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ga je uvedla Splošna uredba. Obveznost imenovanja pooblaščene osebe namreč ni vezana na 
število zaposlenih v gospodarskem subjektu, temveč Splošna uredba določa kriterije, po katerih 
morajo gospodarski subjekti sami oceniti, ali predstavljajo takšen subjekt oziroma institucijo, 
za katero velja obveznost imenovanja pooblaščene osebe. Navedeno pomeni, da se morajo 
gospodarski subjekti tudi na tem področju opirati predvsem na izdane smernice, odločbe in 
mnenja Informacijskega pooblaščenca, pri čemer se poraja vprašanje, kakšen je dejanski pravni 
položaj Informacijskega pooblaščenca v slovenskem pravnem redu. V zadnjih sklopih 
problematike se bom opredelila do pristojnosti Informacijskega pooblaščenca in problematike 
nadzora nad izpolnjevanjem obveznosti po Splošni uredbi. 
 
Na podlagi vsega navedenega bom v zaključku predmetnega dela s pomočjo Letnega poročila 
Informacijskega pooblaščenca za leto 2019 in Sporočila Komisije Evropskemu parlamentu in 
svetu z dne 24. 06. 2020 ovrednotila trenutno stanje usklajenosti Slovenije ter predvsem 
gospodarskih subjektov z določbami Splošne uredbe. f 
 
3.2 Cilji, hipoteze in metodološki pristop 
Uvodni cilj magistrskega dela je analiza vzroka, da je področje varstva osebnih podatkov sploh 
(tako podrobno) urejeno na ravni Slovenije in Evropske unije. Nadalje je cilj magistrskega dela 
tudi analiza in razlaga vsebine pravnih norm in skladnosti dejanskih razmerij v gospodarskih 
subjektih s slednjimi. Na podlagi tega bom v magistrskem delu skušala oceniti tudi stopnjo 
pravne kulture oziroma zavesti na področju varstva osebnih podatkov tako na ravni Evropske 
unije kot tudi na ožjih segmentih – na ravni Slovenije in gospodarskih subjektov. 
 
Že ob samem prebiranju dostopne literature obravnavanega področja se mi je postavilo kar 
nekaj potencialno zanimivih raziskovalnih vprašanj, na podlagi katerih sem izoblikovala 
določene hipoteze, ki bodo predstavljale ogrodje teoretičnemu delu magistrskega dela. V 
svojem delu bom izpostavila izključno tista raziskovalna vprašanja, ki so za aktualno stanje na 
obravnavanem področju bistvena in kot taka najbolj izrazito kažejo na morebitno pomanjkanje 
pravne kulture na področju varstva osebnih podatkov. 
 
Okvirno jedro magistrskega dela predstavlja raziskovalno vprašanje, ali implementacija novih 
in strožjih določb, ki jih je uvedla Splošna uredba, in uskladitev s slednjimi, za gospodarske 
subjekte še vedno predstavlja določene izzive. Bistvena problematika, ki jo želim v svojem 
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magistrskem delu analizirati je, kot že omenjeno, identifikacija veljavne zakonodaje oziroma 
veljavnih določb varstva osebnih podatkov ter analiza slednje na podlagi aktualnih ugotovitev 
in uradnih mnenj podanih s strani za to pristojnih uradnih organov. Na podlagi tega je prva 
hipoteza obravnavane tematike, ki jo bom skušala potrditi, da trenutna normativna urejenost 
varstva osebnih podatkov v Sloveniji in identifikacija veljavnih določb za gospodarske subjekte 





4 OZADJE PROBLEMATIKE 
4.1 Namen vzpostavitve strožjega režima varstva osebnih podatkov 
Splošna uredba oziroma strožji režim varstva osebnih podatkov vsekakor zasleduje mnogo 
najrazličnejših ciljev, ki bi jih lahko strnili v en enostaven stavek: omogočiti prebivalcem 
nadzor nad njihovimi osebnimi podatki in poenotiti ter dvigniti raven varstva osebnih podatkov 
v EU5. Za pravilno in podrobno razumevanje problematike navedeno stališče ni dovolj, zato 
bom v tem poglavju na kratko predstavila bistvena dejstva, ki izkazujejo namen vzpostavitve 
strožjega režima varstva osebnih podatkov v okviru obravnavane teme.  
K vzpostavitvi tako drastičnih sprememb na področju osebnih podatkov, ki so rezultirale v 
sprejetju Splošne uredbe, je vsekakor bistveno pripomogel eksponenten tehnološki razvoj, do 
katerega je prišlo v zadnjih letih. Tudi sodobno gospodarstvo in s tem izvajanje gospodarske 
dejavnosti vedno bolj sloni na obdelavi najrazličnejših podatkov, tudi osebnih, pri čemer 
Splošna uredba vsekakor predstavlja bistveno orodje za zagotavljanje, da lahko posamezniki, 
učinkoviteje nadzorujejo svoje osebne podatke oziroma to, da se ti podatki obdelujejo na 
zakonit, pošten in pregleden način ter za zakonite namene. Hkrati je namen sprejema Splošne 
uredbe in njenih določb tudi prispevek k spodbujanju vrednih inovacij, zlasti preko pristopa na 
podlagi tveganja in načel, kot sta vgrajena in privzeta zasebnost.6  
Osnova za izvajanje gospodarske dejavnosti na način, da se pri slednjem učinkovito zasleduje 
tudi interese varstva osebnih podatkov in eden izmed pomembnejših ciljev sprejetja Splošne 
uredbe, je vsekakor tudi zagotovitev poenotenega in usklajenega ukrepanja v vseh državah 
članicah. To ima za posledico enostavnejšo in predvsem enako varstvo pravic vseh ljudi v 
Evropski uniji, tudi v primeru, da posamezne podatke zbirajo tuje gospodarske družbe.7  
 
5 Informacijski pooblaščenec, Kaj prinaša nova Splošna uredba o varstvu podatkov?, URL: https://www.ip-
rs.si/fileadmin/user_upload/Pdf/GDPR/Splosna_uredba_o_varstvu_podatkov-letak_maj2017_v2.pdf 
(30.10.2020). 
6 Evropska komisija, Sporočilo Komisije Evropskemu parlamentu in Svetu, Varstvo podatkov kot steber krepitve 
vloge državljanov in pristopa EU k digitalnemu prehodu – dve leti uporabe splošne uredbe o varstvu podatkov, 
(2020), str. 1.  




4.2 Kronološki pregled normativne urejenosti problematike varstva osebnih 
podatkov 
Pravica do varstva osebnih podatkov vsekakor ne predstavlja »nove« pravice, vendar se je ta, 
zaradi dejstva, da je večino novodobnih kršitev zasebnosti omogočil šele razvoj nove 
tehnologije, začela uveljavljati precej pozno.8  
4.2.1 Evropska unija 
Evropska zakonodaja o varstvu podatkov že kar nekaj časa po vsem svetu velja za zlati standard. 
V zadnjih 25 letih je tehnologija spremenila naše življenje na načine, ki si jih prav nihče ni 
mogel predstavljati, zato je bilo potrebno temeljito usklajevanje pravil z družbeno realnostjo, v 
kateri smo se znašli zaradi razcveta sodobne tehnologije.  
Kot odziv na nove trende se je na ravni Evropske unije najprej začela razvijati dodatna in 
okrepljena sodna praksa Sodišča Evropske unije in Evropskega sodišča za človekove pravice 
glede varstva osebnih podatkov, sčasoma pa je postopoma začelo prihajati tudi do sprememb 
na zakonodajnem področju.9  
4.2.1.1 Pravna ureditev v Evropski uniji 
Pravno podlago varstva osebnih podatkov na ravni Evropske unije določa 16. člen Pogodbe o 
delovanju Evropske unije (PDEU), ki vsakomur priznava pravico do varstva osebnih podatkov, 
ki se nanašajo nanj,10 vsebinsko enako pa določa tudi Listina Evropske unije o temeljnih 
pravicah. Pravico do varstva osebnih podatkov podrobneje urejajo sekundarni viri Evropske 
unije, do začetka uveljavitve Splošne uredbe o varstvu podatkov je to področje urejala Direktiva 
95/46/ES sprejeta s strani Evropskega parlamenta in sveta v letu 1995, ki je bila prenesena v 
trenutno še veljavni Zakon o varstvu podatkov (ZVOP-1), o katerem bo več povedanega v 
nadaljevanju. Do uveljavitve Splošne uredbe je torej osrednji pravni akt na področju varovanja 
zasebnosti posameznika predstavljala Direktiva 95/46/ES, ki pa zadevnega področja zaradi 
vedno pogostejših obdelav podatkov na najrazličnejših področjih gospodarskega in družbenega 
življenja v zadnjih letih ni več ustrezno urejala. 
 
8 Informacijski pooblaščenec, Kaj prinaša nova Splošna uredba (EU) o varstvu podatkov?, URL: https://www.ip-
rs.si/fileadmin/user_upload/Pdf/brosure/zasebnoNIjavno_slo.pdf, str. 13. 
9 European Data Protection Supervisor, The history of the General Data Protection regulation, URL: 
https://edps.europa.eu/data-protection/data-protection/legislation/history-general-data-protection-regulation_en  
(30.10.2020).  
10 Glej 16. člen Pogodbe o delovanju Evropske unije (PDEU). 
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Prilagajanje zakonodaje na področju varstva osebnih podatkov na ravni Evropske unije je leta 
2012 rezultiralo v predlogu Evropske komisije za sprejem dveh novih pravnih aktov kot del 
tako imenovanega »paketa reforme varstva osebnih podatkov«. Ta je sestavljal:  »Predlog 
Uredbe Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih podatkov 
in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o 
varstvu podatkov)«, ki naj bi moderniziral pravno ureditev obdelave osebnih podatkov na 
splošno ter »Predlog Direktive Evropskega parlamenta in Sveta o varstvu posameznikov pri 
obdelavi osebnih podatkov, ki jih pristojni organi obdelujejo za namene preprečevanja, 
preiskovanja, odkrivanja ali pregona kaznivih dejanj ali izvrševanja kazenskih sankcij, in o 
prostem pretoku takih podatkov ter o razveljavitvi Okvirnega sklepa Sveta 2008/977/PNZ«, ki 
naj bi moderniziral pravno ureditev tako imenovane policijske oziroma kazensko pravosodne 
in podobne obdelave osebnih podatkov.11  
4.2.2 Slovenija 
4.2.2.1 Ustavna ureditev 
Republika Slovenija je varstvo osebnih podatkov, kot eno izmed temeljnih človekovih pravic, 
vključila v Ustavo že leta 1989. Takratna republiška skupščina (družbenopolitični zbor 
Skupščine SR Slovenije) je na seji dne 27. 09. 1989 obravnavala in razglasila amandmaje IX 
do XC k tedanji ustavi.12 Med njimi sta bila z vidika varstva osebnih podatkov pomembna 
amandmaja XLIV in LXVII, ki sta že pred tem pripravljenemu Zakonu o varstvu osebnih 
podatkov dala neposredno podlago. Amandma XLIV, ki je urejal človekove pravice in temeljne 
svoboščine, je opredelil varstvo osebnih podatkov kot eno od ustavno zajamčenih človekovih 
pravic in je določal, da je varstvo osebnih podatkov zajamčeno in da njihovo obdelavo in namen 
predpisuje zakon. Prepovedal pa je tudi uporabo osebnih podatkov v nasprotju z namenom, za 
katerega so bili zbrani. S tem je Republika Slovenija postala šesta država na svetu, ki je varstvo 
osebnih podatkov jamčila kot ustavno pravico.13  
 
11 Predlog Zakona o varstvu osebnih podatkov, drugi krog strokovnega in medresorskega usklajevanja, 14. 08. 
2019, URL: https://e-uprava.gov.si/.download/edemokracija/datotekaVsebina/398238?disposition=inline 
(30.10.2020). 
12 Poročevalec Skupščine SR Slovenije in Skupščine SFR Jugoslavije za delegacije in delegate, Sklic sej zborov 
Skupščine SR Slovenije, URL: http://www.sistory.si/cdn/publikacije/36001-37000/36816/Porocevalec_1989-10-
03_21.pdf (30.10.2020). 
13 Ministrstvo za pravosodje Republike Slovenije, Varstvo osebnih podatkov, (2002). 
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4.2.2.2 Razvoj zakonodajne ureditve 
Prvi zakon s področja varstva osebnih podatkov v Republiki Sloveniji, ki je uredil varstvo 
osebnih podatkov, je bil Zakon o varstvu osebnih podatkov Republike Slovenije, sprejet 07. 03. 
1990 (Uradni list RS, št. 8/90, 19/91 in 59/99 – ZVOP).14 Že ta je med drugim urejal varstvo 
osebnih podatkov, vsebovanih v zbirkah podatkov, in njihovo zavarovanje, evidence za potrebe 
varstva osebnih podatkov in njihovega zavarovanja, pravice posameznika, njihovo varstvo in 
omejitve, iznos osebnih podatkov iz države ter nadzor in spreminjanje izvajanja določb 
zakona.15  
Zaradi približevanja zakonodaje Evropski uniji in zahtevam Direktive 95/46/ES Evropskega 
parlamenta in Sveta o zaščiti posameznikov pri obdelavi osebnih podatkov in o prostem gibanju 
takih podatkov16 je Državni zbor Republike Slovenije dne 08. 07. 1999 sprejel novi Zakon o 
varstvu osebnih podatkov (ZVOP-1),17 ki je pričel veljati dne 07. 08. 1999 in je bil skoraj v 
celoti usklajen z navedeno direktivo. Neusklajenost z direktivo se je kazala predvsem v tem, da 
zakon po mnenju predstavnikov Evropske unije ni zagotavljal neodvisne institucije za nadzor 
nad varstvom osebnih podatkov. V posledici tega je Državni zbor Republike Slovenije dne 26. 
06. 2001 sprejel Zakon o spremembah in dopolnitvah zakona o varstvu osebnih podatkov,18 ki 
je vzpostavil neodvisno nadzorstvo nad izvajanjem določb zakona (takratnega Inšpektorata za 
varstvo osebnih podatkov).19 V letu 2004 oziroma natančneje 15. 07. 2004 je bil sprejet do sedaj 
že tretji in trenutno veljavni Zakon o varstvu podatkov20 (v nadaljevanju: »ZVOP-1«).  
  
 
14 Zakon o varstvu osebnih podatkov Republike Slovenije, Uradni list RS, št. 8/90, 19/91 in 59/99.  
15 Glej tudi predlog ZVOP-2 z dne 14. 08. 2019. 
16 Uradni list Evropskih skupnosti, št. L 281, 23. 11. 1995.  
17 Zakon o varstvu osebnih podatkov (Uradni list RS, št. 59/99, 57/01, 59/01 – popr., 73/04 – ZUP-C in 86/04.  
18 Zakon o spremembah in dopolnitvah zakona o varstvu osebnih podatkov, Ur. l. RS, št. 57/01. 
19 Ministrstvo za pravosodje Republike Slovenije, Varstvo osebnih podatkov, (2002).  
20 Zakon o varstvu podatkov (Uradni list RS, št. 86/04, 113/05 – ZlnfP, 51/07 – ZustS-A, 67/07 in 94/07 – 
uradno prečiščeno besedilo 1.  
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5 PROBLEMATIKA AKTUALNE NORMATIVNE UREJENOSTI 
VARSTVA OSEBNIH PODATKOV V SLOVENIJI 
Glede na to, da je Republika Slovenija varstvo osebnih podatkov kot eno izmed temeljnih 
človekovih pravic vključila že v Ustavo iz leta 1989 in s tem postala šesta država na svetu, ki 
je varstvo osebnih podatkov jamčila kot ustavno pravico, in glede na dejstvo, da se Evropska 
unija predvsem od uveljavitve Splošne uredbe naprej lahko pohvali, da ima najstrožja in 
najsodobnejša pravila varstva osebnih podatkov, bi lahko predvidevali, da je obravnavano 
področje v nacionalni zakonodaji temeljito in podrobno urejeno. Predvsem bi do tovrstnih 
zaključkov prišli upoštevaje dejstvo, da je od uveljavitve Splošne uredbe minilo že več kot dve 
leti in da v nacionalnih medijih nikjer ni zaslediti kakršnihkoli indicev v to, da bi na tem 
področju obstajale še kakšne negotovosti, bodisi glede pomanjkanja ustrezne nacionalne 
normativne urejenost bodisi v problemih gospodarskih subjektov pri usklajevanju gospodarske 
dejavnosti z relevantno zakonodajo na tem področju. Pa je temu res tako? Če na tem mestu 
omenim, da je Slovenija edina država članica, ki v času priprave tega magistrskega dela še 
vedno ni sprejela nove zakonodaje o varstvu osebnih podatkov ali pa prilagodila obstoječe 
zakonodaje, zaradi česar je bila s strani Komisije pozvana, da zagotovi pojasnila o dokončanju 
tega postopka, je odgovor jasen. Dejstvo je namreč, da je trenutna normativna urejenost varstva 
osebnih podatkov v Sloveniji podlaga za kar nekaj aktualnih izzivov, ki vsekakor potencialno 
pestijo gospodarske subjekte. O navedenem bo več govora v nadaljevanju. 
Za učinkovito obrazložitev trenutne normativne situacije varstva osebnih podatkov v Republiki 
Sloveniji je namreč potrebno uvodoma na kratko predstaviti trenutno pravno urejenost varstva 
osebnih podatkov v Sloveniji. 
 
5.1 Ustava 
Kot že omenjeno, koncept varstva osebnih podatkov v Republiki Sloveniji temelji na določbi 
38. člena Ustave, ki zagotavlja varstvo osebnih podatkov, prepoveduje uporabo osebnih 
podatkov v nasprotju z namenom njihovega zbiranja, vsakomur zagotavlja pravico do 
seznanitve z zbranimi osebnimi podatki, ki se nanašajo nanj, ter pravico do sodnega varstva ob 
njihovi zlorabi.21 Varstvo osebnih podatkov je torej po Ustavi ena izmed zagotovljenih 
 
21 Glej 38. člen Ustave RS. 
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človekovih pravic in temeljnih svoboščin v državi. Iz vidika nadaljnje normativne 
konkretizacije oziroma normativnega urejanja varstva osebnih podatkov je relevanten 
predvsem 2. odstavek 38. člena Ustave, ki določa, da zbiranje, obdelovanje, namen uporabe, 
nadzor in varstvo tajnosti osebnih podatkov določa zakon. Navedeno pomeni, da je na področju 
obdelave osebnih podatkov prepovedano vse, razen tistega, kar je z zakonom (na področju 
zasebnega sektorja sicer tudi z osebno privolitvijo posameznika, na katerega se nanašajo osebni 
podatki) izrecno dovoljeno. Vsaka obdelava osebnih podatkov namreč pomeni poseg v z Ustavo 
varovano pravico do varstva osebnih podatkov.22 Iz tega razloga tudi ni mogoče, da bi 
gospodarske družbe v svojih internih aktih, s pomočjo katerih urejajo svoje poslovanje, uredile 
podrobnejšo ureditev varstva osebnih podatkov.  
 
5.2 Stanje slovenske zakonodaje  
5.2.1 Zakon o varstvu osebnih podatkov (ZVOP-1) 
Posegi v z Ustavo varovano pravico do varstva osebnih podatkov so torej dopustni izključno, 
če je v zakonu določno opredeljeno, kateri osebni podatki se smejo obdelovati, namen njihove 
obdelave, zagotovljeno pa mora biti tudi ustrezno varstvo in zavarovanje osebnih podatkov. 
Pravice, obveznosti, načela in ukrepe, s katerimi se preprečujejo neustavni, nezakoniti in 
neupravičeni posegi v zasebnost in dostojanstvo posameznika pri obdelavi osebnih podatkov, 
v Sloveniji (še vedno) ureja Zakon o varstvu podatkov (ZVOP-1)23. ZVOP-1 velja od 01. 01. 
2005 in ni le sistemski zakon, temveč je delno tudi področni zakon, ki s precej natančno 
določitvijo pravic, obveznosti, načel in ukrepov upravljalcem osebnih podatkov daje 
neposredno zakonsko podlago za obdelavo osebnih podatkov na področjih, kot so med drugim 
neposredno trženje, videonadzor, biometrija, evidentiranje vstopov v prostore in izven njih, 
iznos osebnih podatkov v tretje države in strokovni nadzor.24  
5.2.2 Zakon o varstvu osebnih podatkov (ZVOP-2) 
V letu 2017 se je pričela priprava novega Zakona o varstvu osebnih podatkov (ZVOP-2), ki naj 
bi v slovenski pravni red »implementiral« Splošno uredbo in ki ga Sloveniji ni uspelo sprejeti 
 
22 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 25. 
23 Glej 1. člen ZVOP-1. 
24 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 25.  
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ne do 25. 05. 2018 niti do danes, kar pomeni, da je od takrat dalje in vse do njegove uveljavitve 
specifično obdobje, v katerem veljajo posebna pravila, ki bodo podrobneje predstavljena v 
nadaljevanju magistrskega dela. Cilj zakona je predvsem izvrševanje določb Splošne uredbe25 
ter da se v čim večji meri ohrani dosedanji zelo visok nivo varstva osebnih podatkov v Sloveniji, 
hkrati pa tudi uresničevanje osebne človekove pravice do varstva osebnih podatkov po 38. členu 
Ustave. Predlog zakona z dne 14. 08. 2019 izhaja iz predpostavke, da naj bo čim več rešitev na 
enem mestu,26 nima pa predlog zakona več značaja t. i. zakonika, saj upošteva neposredno 
uporabnost Splošne uredbe ter njene razlage, ki so se že razvile v praksi.  
 
5.3  En zakon ali dva? Veljavnost pravil varstva osebnih podatkov do 
uveljavitve ZVOP-2 
V času pisanja predmetnega magistrskega dela je minilo že več kot dve leti, odkar je Splošna 
uredba stopila v veljavo in odkar so se v posledici neposredne veljavnosti in uporabe Splošne 
uredbe o varstvu podatkov prenehale uporabljati tiste določbe obstoječega ZVOP-1, ki jih ureja 
(oziroma podrobneje nadomešča) Splošna uredba. Kljub temu, da se Splošna uredba, kot že 
omenjeno, uporablja neposredno, ta kljub temu predvideva nekatere ureditve oziroma 
uskladitve še z lokalno zakonodajo posamezne države članice.27 Uredbe so namreč zavezujoče 
v celoti in se uporabljajo neposredno, kar pomeni, da implementacija Splošne uredbe v 
nacionalno zakonodajo ni pogoj za njeno uporabo, je pa ta bistvena iz razloga, ker je nekaj 
področij v Splošni uredbi namerno prepuščenih v zakonodajno urejanje državam članicam (kot 
na primer videonadzor, pogoji za preverjanje privolitev mladoletnih oseb) ter dejstva, da za 
trenutne kršitve določb Splošne uredbe ni možno izvesti kaznovanja. O tem bo več povedanega 
v nadaljevanju magistrskega dela.  
Slovenija je edina država članica, ki nove zakonodaje še vedno ni sprejela, je pa nov predlog 
ZVOP-2 znova v usklajevanju. Ministrstvo za pravosodje je predlog ZVOP-2 v preteklih letih 
intenzivno usklajevalo s številnimi deležniki, ki jih področje urejanja zadeva, med drugim tudi 
s predstavniki gospodarstva. Po prejemu številnih, po večini nasprotujočih si pripomb na prvo 
verzijo predloga ZVOP-2, je ministrstvo za pravosodje pripravilo nov predlog zakona z dne 14. 
 
25 White & Case LLP 2020, GDPR Guide to National Implementation: Slovenia – A practical guide to national 
GDPR compliance requirements across the EEA, URL: https://www.jdsupra.com/legalnews/gdpr-guide-to-
national-implementation-35813/ (30.10.2020). 
26 Skupnost občin Slovenije, Kaj prinaša nov Zakon o varstvu osebnih podatkov/ZVOP-2, URL: 
https://skupnostobcin.si/novica/kaj-prinasa-nov-zakon-o-varstvu-osebnih-podatkov-zvop-2/ (30.10.2020). 
27 Infocenter, Kaj se dogaja z ZVOP-2, URL: https://www.infocenter.si/kaj-se-dogaja-z-zvop-2/ (30.10.2020). 
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08. 2019 in ga deležnikom posredovalo v ponovni krog usklajevanja. Kljub dolgotrajnim 
usklajevanjem in številnim dogovarjanjem ni prišlo do zadostnega soglasja, da bi Ministrstvo 
za pravosodje Vladi Republike Slovenije lahko posredovalo v zadostni meri usklajen predlog.28  
5.3.1 Prva sistemska pojasnila Ministrstva za pravosodje ob začetku razvoja uporabe 
nove evropske zakonodaje o varstvu osebnih podatkov 29 
Bistveno je torej, da so se s 25. 05. 2018 prenehale uporabljati tiste določbe obstoječega ZVOP-
1, ki jih ureja Splošna uredba, ter da zaradi namerne prepuščenosti določenih področij 
nacionalnim zakonodajam državam članicam ta ne ureja vseh področij varstva osebnih 
podatkov. Posledično so gospodarski subjekti (ter vsi preostali zavezanci) primorani do 
sprejema ZVOP-2 spoštovati tako pravila Splošne uredbe kot tudi tista preostala pravila ZVOP-
1, ki še ostajajo v uporabi. Ministrstvo je v svojih začetnih pojasnilih pojasnilo, katero pravno 
varstvo in katere obdelave osebnih podatkov v tem obdobju veljajo in kakšen bo v tem obdobju 
institucionalni okvir varstva osebnih podatkov. Za gospodarske subjekte so pomembna 
področja, glede katerih se je še vedno potrebno ravnati po ZVOP-1, predvsem področje 
videonadzora, prepoved diskriminacije, definicija javnega in zasebnega sektorja, zavarovanje 
občutljivih osebnih podatkov, znanstveno raziskovanje, vpogled v osebni dokument, sodno 
varstvo posameznika ter ureditev neposrednega trženja.30  
Navedena zakonodajna problematika je povzročila tudi pravne praznine, ki bodo predstavljene 
v posebnem poglavju (izrekanje upravnih glob in drugih sankcij za kršitve). 
5.3.2 Vpliv sprejema ZVOP-2 na gospodarske subjekte in razlogi za dolgotrajno 
usklajevanje določb ZVOP-2 
Na dokončno vsebino ZVOP-2 oziroma dolgotrajnost usklajevanja določb slednjega vpliva 
dejstvo, da je predvsem na pobudo predstavnikov gospodarstva potrebno pri njem upoštevati, 
da se v času vložitve predlogov ZVOP-2 Splošna uredba neposredno uporablja že več kot dve 
leti ter da morajo biti odstopanja od slednje zato omejena zgolj na področja, kjer je to resnično 
 
28 Ministrstvo za pravosodje, Ministrstvo za pravosodje želi s pripravo Zakona o varstvu osebnih podatkov in 
Zakona o varstvu osebnih podatkov na področju obravnave kaznivih dejanj ohraniti visok standard na področju 
varstva osebnih podatkov, URL: https://www.gov.si/novice/2020-01-23-ministrstvo-za-pravosodje-zeli-s-
pripravo-zakona-o-varstvu-osebnih-podatkov-in-zakona-o-varstvu-osebnih-podatkov-na-podrocju-obravnave-
kaznivih-dejanj-ohraniti-visok-standard-na-podrocju-varstva-osebnih-podatkov/ (30.10.2020). 
29 Ministrstvo za pravosodje, Prva sistemska pojasnila Ministrstva za pravosodje ob začetku razvoja uporabe 
nove evropske zakonodaje o varstvu osebnih podatkov (Splošna uredba o varstvu osebnih podatkov – GDPR ter 
povezana Direktiva), URL: https://static.slo-tech.com/stuff/gdpr/Sistemska_pojasnila_MP.pdf (30.10.2020). 
30 Ministrstvo za pravosodje, Prva sistemska pojasnila Ministrstva za pravosodje ob začetku razvoja uporabe 
nove evropske zakonodaje o varstvu osebnih podatkov (Splošna uredba o varstvu osebnih podatkov – GDPR ter 
povezana Direktiva), URL: https://static.slo-tech.com/stuff/gdpr/Sistemska_pojasnila_MP.pdf (30.10.2020). 
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potrebno za ohranitev visoke ravni varstva osebnih podatkov. Dejstvo je namreč, da lahko 
države članice določena področja varstva osebnih podatkov uredijo podrobneje in na ta način 
zavezancem nalagajo strožje obveznosti varstva podatkov. To bo za gospodarske subjekte 
pomenilo, da bodo morali svoje poslovanje ponovno uskladiti z novimi, strožjimi določbami 
varstva osebnih podatkov. To je še posebej sporno, ker problematika ZVOP-2 še zdaleč ni le 
nacionalna, temveč ima uvajanje strožjih določb, ki niso skladne z Splošno uredbo, lahko 
daljnosežne posledice za učinkovitost nadzora velikih (predvsem tehnoloških) 
»multinacionalnih« gospodarskih subjektov. Gre torej za posledice ne samo v Sloveniji, temveč 
na področju celotne Evropske unije. Nadzor v takih gospodarskih subjektih je že sam po sebi 
zahteven, kar pa večinoma sicer rezultira v škodo posameznikov in negospodarskih subjektov. 
Tudi v Sloveniji deluje kar nekaj multinacionalnih gospodarskih subjektov, ki so v zadnjih dveh 
letih morali uskladiti svoje poslovanje z določbami Splošne uredbe in bi jih morebitne drugačne 
določbe ZVOP-2 pustile v pravno nejasnem položaju.31  
Pomembno je izpostaviti, da vsak regulacijski ukrep (še posebej tako obsežen, kot je področje 
varstva osebnih podatkov) stroške gospodarskega subjekta potencialno viša ter s tem vpliva na 
ekonomijo poslovanja. To pomeni, da je tudi Splošna uredba stroške gospodarskih subjektov 
zvišala, kar je vsekakor bolj prizadelo manjše neuveljavljene gospodarske subjekte, velikim 
tehnološkim gospodarskim subjektom pa je pravzaprav prišla prav, saj jim sedaj, ko so svoje 
delovanje že uskladila z njo, daje konkurenčno prednost pred drugimi gospodarskimi subjekti, 
ki bodo morali pred vstopom na trg svoje delovanje šele uskladiti.32  
Spremenjena ureditev varstva osebnih podatkov je skladno z navedenim prizadela predvsem 
manjše gospodarske subjekte, ki se težje spopadajo z izzivi, ki jih prinašajo spremembe na 
področju varstva osebnih podatkov in identifikacije ustreznih mehanizmov, ki bi jim pomagali 
k prehodu na nov način opravljanja gospodarske dejavnosti. To je še posebej problematično v 
trenutnem specifičnem obdobju, v katerem v Sloveniji zaradi neurejenosti nacionalne 
zakonodaje oziroma neuspešne implementacije Splošne uredbe v nacionalni pravni red veljajo 
posebna pravila, ki jih je potrebno pravilno identificirati in interpretirati na način, kot je bilo že 
pojasnjeno. Zaradi pomanjkanja sistemskega zakona, ki bi na področju varstva osebnih 
podatkov celovito urejal celotno področje (za kar je predviden ZVOP-2) in nejasnosti glede 
 
31 M. Prelesnik, GDPR po letu dni: en zakon ali dva, Pravna praksa, leto 38, št. 20 (2019), str. 1. 
32 P. Maček, Evropski dan varstva osebnih podatkov 2019, Pravna praksa, leto 38, št. 7 (2019), str. 1. 
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trenutnega stanja in predvsem stanja, ki bo (na novo) nastalo po sprejemu in uveljavitvi ZVOP-
2, je nastala na tem področju nejasnost, ki vsekakor odpira vrata pravni negotovosti.  
V primeru, da bodo predmet ZVOP-2 določbam Splošne uredbe nasprotujoče določbe, bo prišlo 
še do večjih nejasnosti, ki bodo rezultirale tudi v dejstvu, da bo tak zakon težko dosledno 
nadzorovati. V tem primeru bi lahko prišlo do položaja, ko bodo gospodarski subjekti primorani 
izbirati med uporabo različnih določb nacionalnega prava ali neposredno uporabljive Splošne 
uredbe, kar je pravno nevzdržno. V praksi bi v takem primeru namreč veljale določbe Splošne 
uredbe, ki so se jim zavezanci morali v dveh letih uporabe prilagoditi in jih tudi uporabljati, 
obenem pa bi imeli tudi (potencialno drugačne) določbe ZVOP-2. To bo ponovno pomenilo 
konkurenčno prednost večjih (predvsem tehnoloških) že uveljavljenih gospodarskih subjektov, 
ki se regulacijskim ukrepom lažje prilagodijo (imajo večje število strank in prihodkov, boljšo 
prepoznavnost, svoje pravne službe). Dejstvo je torej, da vse spremembe na področju varstva 
osebnih podatkov, ki so že vstopile v veljavo in ki bodo morebiti še stopile v veljavo po 
uveljavitvi ZVOP-2, negativno vplivajo predvsem na izvajanje gospodarske dejavnosti oziroma 
poslovanje manjših gospodarskih družb. Te imajo namreč manjše število strank in prihodkov, 
slabšo prepoznavnost ter po navadi v svojih vrstah nimajo zaposlenih lastnih pravnikov, ki se s 
tem ukvarjajo, na voljo pa imajo tudi manj sredstev (kot večji gospodarski subjekti), da bi 
spremembe izvedli kar se da hitro in učinkovito. V obzir pa je potrebno vzeti, da majhni in 
srednje veliki gospodarski subjekti na območju EU zaposlujejo skupno kar 93 milijonov ljudi 
ter da je v 93 % takih gospodarskih subjektov zaposlenih manj kot 10 ljudi, kar pomeni, da 
tovrstni subjekti predstavljajo gonilno silo evropskega gospodarstva.33 
V posledici vsega navedenega bi bilo za vzpostavitev enakovrednih pogojev pri spoprijemanju 
s spremembami na področju varstva osebnih podatkov potrebno za vse gospodarske subjekte 
uvesti enostavne mehanizme, v okviru katerih bi se opredelile bistvene točke sprememb in 
podali jasni napotki Nasprotno pa trenutna nacionalna normativna urejenost varstva osebnih 
podatkov prispeva le še k večji pravni negotovosti, tako glede pravilne uporabe trenutno 
veljavne in nepoenotene zakonodaje kot tudi urejenosti in predvsem obveznosti, ki še prihajajo 
ob uveljavitvi ZVOP-2. 
 
 





5.4 Vpliv zakonodajne »neurejenosti« na pravno kulturo varstva osebnih 
podatkov 
Stopnja pravne kulture na področju varstva osebnih podatkov v Sloveniji, glede na navedeno, 
vsekakor ni tam, kjer bi glede na revolucijo, do katere je v zadnjih letih prišlo na tem področju, 
pričakovali. Na področju zakonodajne urejenosti obravnavanega področja so torej v 
nacionalnem pravnem redu potrebne ne le izboljšave, temveč prvotno ustrezna zakonodajna 
ureditev, s pomočjo katere bo Slovenija bodisi sprejela novo zakonodajo o varstvu osebnih 
podatkov ali pa prilagodila obstoječo nacionalno zakonodajo določbam Splošne uredbe kot 
edina država članica, ki tega še ni storila. V vmesnem obdobju pa se je potrebno vprašati, kako 
je mogoče od gospodarskih subjektov pričakovati, da bodo svoje poslovanje prilagodili Splošni 






6  POSEBNI INSTITUTI SPLOŠNE UREDBE 
S Splošno uredbo se na novo urejajo nekateri instituti, ki za večino gospodarskih subjektov 
predstavljajo nova pravila. Ti so namenjeni predvsem izboljšanju standarda varstva osebnih 
podatkov v gospodarskih subjektih, k čemur med drugim teži tudi Splošna uredba.  V 
nadaljevanju bodo na kratko opisani naslednji novi instituti skupaj z izzivi za gospodarske 
subjekte, ki jih prinašajo: Ocena učinka v zvezi z varstvom osebnih podatkov, Kodeksi ravnanja 
in certificiranje, Uradno obvestilo nadzornemu organu o kršitvi varstva osebnih podatkov in 
Pooblaščena oseba za varstvo osebnih podatkov, ki bo zaradi množičnih izzivov, ki jih prinaša 
za gospodarske subjekte, obravnavana v posebnem poglavju.  
 
6.1 OCENA UČINKA V ZVEZI Z VARSTVOM OSEBNIH PODATKOV 
Splošna uredba daje močan poudarek preventivnim ukrepom v okviru novega temeljnega 
načela, in sicer načela odgovornosti, ki poudarja in obenem zahteva preventivno in proaktivno 
ravnanje gospodarskih subjektov pri ravnanju z osebnimi podatki. Ocena učinka v zvezi z 
varstvom osebnih podatkov (v nadaljevanju: Ocena učinka), ki jo opredeljuje člen 35 Splošne 
uredbe, predstavlja enega izmed ključnih konceptov v okviru načela odgovornosti.34  
Ocena učinka predstavlja orodje za identifikacijo, analizo in zmanjševanje tveganj glede 
nezakonitih ravnanj z osebnimi podatki, do katerih lahko pride pri določenem projektu, sistemu 
ali uporabi tehnologije.35  
6.1.1 Kdaj je gospodarski subjekt primoran izvesti Oceno učinka? 
Ocena učinka se v skladu s 35(3) Splošne uredbe zahteva zlasti v primerih:36  
- sistematičnega in obsežnega vrednotenja osebnih vidikov v zvezi s posamezniki, ki 
temelji na avtomatizirani obdelavi, vključno z oblikovanjem profilov, in je osnova za 
odločitve, ki imajo pravne učinke v zvezi s posameznikom ali nanj na podoben način 
znatno vplivajo; 
 
34 Informacijski pooblaščenec, Ocena učinka v zvezi z varstvo podatkov, URL: https://www.ip-
rs.si/zakonodaja/reforma-evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-
uredbe/ocena-ucinka-v-zvezi-z-varstvom-podatkov/ (30.10.2020). 
35 Informacijski pooblaščenec, Ocene učinkov na varstvo podatkov, Smernice Informacijskega pooblaščenca, 
URL:https://www.ip-rs.si/fileadmin/user_upload/Smernice_o_ocenah_ucinka__DPIA__nov2017.pdf 
(30.10.2020). 
36 Glej člen 35(3) Splošne uredbe. 
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- obsežne obdelave posebnih vrst osebnih podatkov iz člena 9(1) Splošne uredbe37 ali 
osebnih podatkov v zvezi s kazenskimi obsodbami in prekrški iz člena 10 Splošne 
uredbe; 
- obsežnega sistematičnega spremljanja javno dostopnega območja. 
Gospodarski subjekt je zavezan Oceno učinkov v skladu z navedenim izvesti pred posameznim 
procesom, ki izpolnjuje zgoraj navedene kriterije. V kolikor gre v okviru več procesov za 
podobno naravo, okoliščine, obseg in namen obdelave, je lahko v eni Oceni učinka 
obravnavanih več procesov (na primer uvedba videonadzora v poslovnem prostoru, obsežna 
nagradna igra, v okviru katere bo podatke sodelujočih pridobilo več gospodarskih subjektov – 
skupnih upravljavcev). V določenih okoliščinah je namreč za gospodarske subjekte razumno in 
gospodarno, da je predmet Ocene učinka obširnejši in ne obsega le enega projekta (na primer, 
kadar namerava več upravljalcev uvesti skupno okolje za uporabo ali obdelavo v celotnem 
industrijskem sektorju ali njegovem delu oziroma za horizontalno dejavnost v široki rabi).38  
Člen 35(3) Splošne uredbe daje le splošen napotek gospodarskim subjektom, kdaj je izvedba 
Ocene učinkov potrebna. Določitev in objava seznama vrst dejanj obdelave, za katere velja 
zahteva po izvedbi Ocene učinka, je skladno s Splošno uredbo predana v izrecno pristojnost 
nacionalnim nadzornim organom, kar je v Sloveniji, kot bo to pojasnjeno v posebnem poglavju, 
Informacijski pooblaščenec. Slovenski nadzorni organ Informacijski pooblaščenec je tak 
seznam pripravil in ga objavil. Seznam vrst dejanj obdelave, za katere velja zahteva po izvedbi 
Ocene učinka Informacijskega pooblaščenca Republike Slovenije št. 014-1/2018/1 z dne 25. 
05. 2018 se nahaja v Smernicah IP RS o ocenah učinkov,39 kot Priloga 3 in določa primere 
desetih skupin obdelav osebnih podatkov, pri katerih se od gospodarskih subjektov zahteva 
izvedba Ocene učinka.  
Ti primeri obsegajo obsežno vrednotenje in profiliranje posameznikov; avtomatizirano 
odločanje s pravnim ali podobnim učinkom; sistematičen nadzor nad posameznikom brez 
njegovega zavedanja; obdelavo posebnih vrst osebnih podatkov; množičnost obdelave osebnih 
podatkov; primerjanje in kombiniranje različnih zbirk podatkov in analitiko na osnovi 
 
37 Podatki, ki razkrivajo rasno ali etično poreklo, politično mnenje, versko ali filozofsko prepričanje ali članstvo 
v sindikatu, genetski podatki, biometrični podatki za namene edinstvene identifikacije posameznika, podatki v 
zvezi z zdravjem in podatki v zvezi s posameznikovim spolnim življenjem ali spolno usmerjenostjo.  
38 Informacijski pooblaščenec, Ocene učinkov na varstvo podatkov, Smernice Informacijskega pooblaščenca, 
URL: https://www.ip-rs.si/fileadmin/user_upload/Smernice_o_ocenah_ucinka__DPIA__nov2017.pdf 
(30.10.2020).  





masovnih podatkov; nesorazmerje moči; inovativno uporabo obstoječih in novih tehnologij; 
omejitev dostopa do storitve/pogodbe ter neposredno tveganje za zdravje in varnost 
posameznika. Opozoriti pa je potrebno, da seznam predstavlja le primere, pri čemer je končni 
nabor primerov širši. 
6.1.2 Kdaj Ocena učinka ni potrebna? 
Splošna uredba v členu 35(10)40 določa dve izjemi od obveznosti izvedbe Ocene učinka, in 
sicer za dve skupini obdelave osebnih podatkov: a) obdelavo, ki je potrebna za izpolnitev 
zakonske obveznosti, ki velja za upravljalca (posplošeno za gospodarski subjekt), in b) 
obdelavo, ki je potrebna za opravljanje naloge v javnem interesu ali pri izvajanju javne oblasti, 
dodeljene upravljavcu.  
Hkrati lahko nacionalni organi določijo in objavijo tudi seznam vrst dejanj obdelave, za katere 
ne velja zahteva po izvedbi Ocene učinka v zvezi z varstvom podatkov.41 Informacijski 
pooblaščenec v svojih Smernicah o ocenah učinka42 navaja, da naj bi bil tak seznam objavljen 
v Prilogi 4 k smernicam, ki pa ni priložena. Kljub temu je v smernicah navedenih kar nekaj 
primerov, ko izvedba Ocene učinka ni potrebna, kot so: ko obdelava verjetno ne bo povzročila 
velikega tveganja za pravice in svoboščine posameznikov;43 ko so narava, obseg, okoliščine in 
obseg obdelave zelo podobni obdelavi, za katero je bila Ocena učinka že izvedena;44 ko je 
pravna podlaga za obdelavo pravo Evropske unije ali pravo države članice, ki velja za 
upravljavca, to pravo ureja posebno dejanje obdelave ali niz dejanj obdelave in je bila Ocena 
učinka že izvedena v okviru splošne ocene učinkov med sprejemanjem te pravne podlage, razen 
če država članica meni, da je potrebno tako oceno opraviti pred dejavnostmi obdelave;45 ko gre 
za takšno obdelavo, ki je na seznamu vrst obdelav, za katere nadzorni organ meni, da izvedba 
Ocene učinka ni potrebna;46 in ko je bila obdelava osebnih podatkov v okviru izdane odločbe 
že predhodno preverjena s strani nadzornega organa pred 25. 05. 2018 in se specifične 
okoliščine niso spremenile. 
 
40 Glej člen 35(10) Splošne uredbe. 
41 Člen 35(5) Splošne uredbe. 
42 Informacijski pooblaščenec, Ocene učinkov na varstvo podatkov, Smernice Informacijskega pooblaščenca, 
URL: https://www.ip-rs.si/fileadmin/user_upload/Smernice_o_ocenah_ucinka__DPIA__nov2017.pdf, navedba 
na strani 16 (30.10.2020).  
43 Po členu 35(1) Splošne uredbe. 
44 Po členu 35(1) Splošne uredbe.  
45 Po členu 35(10) Splošne uredbe. 
46 Po členu 35(5) Splošne uredbe. 
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6.1.3 Zakaj je Ocena učinka koristna za gospodarske subjekte? 
Z izvedbo Ocene učinka lahko gospodarski subjekti pravočasno ugotovijo, kje bi lahko kršili 
zakonodajo; uvedejo primerne ukrepe za izogibanje in zmanjševanje tveganj; izkazujejo 
skladnost z načelom odgovornega ravnanja z osebnimi podatki in se, kar je še posebej 
pomembno, izognejo kršitvam zakonodaje, ki lahko vodijo v uvedbo inšpekcijskih postopkov, 
izreku upravne globe, negativnemu medijskemu poročanju in izgubi dobrega imena in zaupanja 
s strani posameznikov, deležnikov in javnosti v gospodarski subjekt. Nenazadnje pa izvedbo 
Ocene učinka v določenih primerih, ki so že bili predstavljeni, zahteva tudi zakonodaja. 
6.1.4 Kako pripraviti Oceno učinka? 
Splošna uredba določa minimalni nabor obveznih sestavin Ocene učinka,47 in sicer mora 
Ocena učinkov vsebovati: 
- sistematičen opis predvidenih dejanj obdelave in namenov obdelave, kadar je 
ustrezno, pa tudi zakonitih interesov, za katere si prizadeva upravljavec; 
- oceno potrebnosti in sorazmernosti dejanj obdelave glede na njihov namen; 
- oceno tveganj za pravice in svoboščine posameznikov ter; 
- ukrepe za obravnavanje tveganj, vključno z zaščitnimi ukrepi, varnostne ukrepe ter 
mehanizme za zagotavljanje varstva osebnih podatkov in za dokazovanje skladnosti, 
ob upoštevanju pravic in zakonitih interesov posameznikov, na katere se nanašajo 
osebni podatki, ter drugih oseb, ki jih to zadeva. 
Gospodarski subjekti si lahko sami izberejo po kakšni metodologiji bodo izvedli Oceno učinka, 
mora pa ta biti v skladu z določbami Splošne uredbe in kot taka ustrezati njenim zahtevam. Za 
lažjo pripravo Ocene učinkov so gospodarskim subjektom lahko v pomoč tudi uveljavljeni 
standardi za upravljanje tveganj (na primer ISO/IES 3100027), saj Ocena učinkov nenazadnje 
predstavlja orodje za upravljanje tveganj na področju osebnih podatkov.48 Informacijski 
pooblaščenec v zvezi s tem poudarja še dejstvo, da Ocene učinka ne smejo biti osredotočene na 
prednosti določenega projekta gospodarskega subjekta (kot upravljavca/obdelovalca), temveč 
na razmisleku o tveganjih, negativnih plateh, možnih kršitvah in zlorabah ter ciljem, da se 
gospodarski subjekt (kot upravljavec) takim zlorabam izogne.49 
 
47 Glej 37(7) člen Splošne uredbe in uvodni določbi 84 in 90 Splošne uredbe. 
48 Tako stališče zavzema tudi Informacijski pooblaščenec v Smernicah IP RS o ocenah učinkov, str. 21. 
49 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 348. 
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6.1.4.1 Faze izvedbe Ocene učinka 
V skladu s priporočili informacijskega pooblaščenca,50 bi naj gospodarski subjekti Oceno 
učinka izvedli v naslednjih štirih fazah: 1) Opredelitev konteksta, 2) Analiza tveganj, 3) 
Določitev ukrepov za obvladovanje tveganj in 4) Priprava poročila. 
1) Opredelitev konteksta 
V prvi fazi gospodarski subjekt opredeli kontekst obdelave, v katerem navede in opiše nabor 
podatkov, namene obdelave, podatkovne tokove, načine pridobivanja podatkov, način in 
sredstva obdelave podatkov (uporabljeno opremo, omrežja, človeške vire), udeležene subjekte 
(pravne osebe: upravljavce in obdelovalce ter uporabnike) in roke hrambe.  
Opredelitev konteksta mora biti takšna, da je iz nje razvidno, kateri podatki bodo obdelovani, 
kako se bodo zbirali in izmenjavali, in vloge posameznikov v procesih obdelovanja. Hkrati pa 
je pomembno tudi to, da so v opredelitvi opisane tudi morebitne posebne okoliščine (na primer 
posebna varnostna tveganja, nizka transparentnost obdelave, visoka občutljivost podatkov). 
2) Analiza tveganj 
V drugi fazi gospodarski subjekt (oz. upravljavec) identificira možna tveganja in pri tem določi 
raven verjetnosti (kolikšna je možnost, da se bo tveganje uresničilo) in raven resnosti (kako 
resne bodo posledice, če se tveganje uresniči), kar predstavlja raven tveganja.51 Za izvedbo 
analize tveganj obstajajo številne metodologije in tem prilagojena programska orodja. V praksi 
gospodarski subjekti tveganja po večini razvrstijo kot izredno visoko, visoko, srednje tveganje 
ali pa ugotovijo, da pri posamezni obdelavi tveganja ni, pri čemer upoštevajo vire tveganj, 
možne učinke na pravice posameznika v primeru nezakonitega dostopa, spremembe ali izgube 
osebnih podatkov, resnost in verjetnost tveganj.  
3) Določitev ukrepov za obvladovanje tveganj 
V tej fazi se določi korake, s katerimi se gospodarski subjekt kot upravljavec identificiranim 
tveganjem lahko izogne, kar pa ni vedno mogoče. V takih primerih je potrebno ugotoviti, kako 
je mogoče takšna tveganja znižati vsaj na sprejemljivo raven, kar po Splošni uredbi zadošča. 
Kljub temu pa se v praksi lahko zgodi, da gospodarski subjekt kot upravljavec tudi po sprejetju 
 
50 Informacijski pooblaščenec, Ocene učinkov na varstvo podatkov, Smernice Informacijskega pooblaščenca, 
URL: https://www.ip-rs.si/fileadmin/user_upload/Smernice_o_ocenah_ucinka__DPIA__nov2017.pdf, str. 23 
(30.10.2020).  
51 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 350. 
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ukrepov, tveganj ne zmore ustrezno zmanjšati na sprejemljivo raven. V takem primeru je 
skladno z členom 36 Splošne uredbe52 nujno potrebno še predhodno posvetovanje z nadzornim 
organom. Do tega pride predvsem v situaciji, ko je iz Ocene učinkov razvidno, da bi obdelava 
povzročila visoko tveganje, če gospodarski subjekt kot upravljavec ne bi sprejel ukrepov za 
ublažitev tveganja.53 V kolikor je nadzorni organ mnenja, da bi predvidena obdelava kršila 
določbe Splošne uredbe, sledi postopek iz člena 36(2)54 Splošne uredbe. 
4) Priprava poročila 
Vse do sedaj navedene faze v praksi predstavljajo zapise, ki se sistematično uredijo v poročilo, 
ki torej predstavlja skupek vseh ocen učinkov za vse obdelave osebnih podatkov. Iz poročila 
mora biti razvidno, da so bile vse faze Ocene učinka izvedene in da so bili v okviru njih 
upoštevani vsi kriteriji, ki se zahtevajo, da je ta ustrezna. Tako pripravljeno poročilo mora biti 
na voljo nadzornemu organu na njegovo zahtevo.55 
6.1.4.2 Kdo v okviru gospodarskega subjekta naj pripravi Oceno učinka? 
Za pripravo ustrezne Ocene učinka je v praksi potrebno sodelovanje med različnimi službami 
oziroma oddelki znotraj gospodarskega subjekta kot upravljavca. Najpogosteje bo v posledici 
navedenega potrebno sodelovanje med pravnim oddelkom, službo za IT, službo za trženje ter 
službo za informacijsko varnost, po potrebi pa se bodo primorani v izvedbo Ocene učinka 
vključiti tudi predstavniki zaposlenih in zunanji strokovnjaki.56 Za izvedbo Ocene učinka pa je 
v prvi vrsti odgovoren lastnik ali skrbnik določenega procesa obdelave osebnih podatkov (na 
primer vodja IT, če gre za prenovo IT-sistema v organizaciji ali razvoj nove aplikacije za 
končne porabnike). 
 
52 Glej člen 36 Splošne uredbe. 
53 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 351. 
54 Kadar nadzorni organ meni, da bi predvidena obdelava iz odstavka 1 kršila to uredbo, zlasti kadar upravljavec 
ni ustrezno opredelil ali ublažil tveganja, nadzorni organ v roku do osmih tednov po prejemu zahteve za 
posvetovanje pisno svetuje upravljavcu, kadar je ustrezno, pa tudi obdelovalcu, in lahko uporabi katero koli 
pooblastilo iz člena 58. To obdobje se lahko ob upoštevanju kompleksnosti predvidene obdelave podaljša za 
nadaljnjih šest tednov. Nadzorni organ o vsakem takem podaljšanju obvesti upravljavca in kadar je potrebno, 
obdelovalca v enem mesecu od prejema zahteve za posvetovanje, skupaj z razlogi za zamudo. Ta rok se lahko 
začasno odloži, dokler nadzorni organ ne pridobi informacij, ki jih je zahteval za namene posvetovanja. 
55 Informacijski pooblaščenec, Ocene učinkov na varstvo podatkov, Smernice Informacijskega pooblaščenca, 
URL: https://www.ip-rs.si/fileadmin/user_upload/Smernice_o_ocenah_ucinka__DPIA__nov2017.pdf , str. 34 
(30.10.2020).  
56 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 349. 
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6.2 KODEKSI RAVNANJA IN CERTIFICIRANJE 
Kodeksi ravnanja predstavljajo nadstandard pri izkazovanju skladnosti poslovanja z določili 
Splošne uredbe, pri čemer ta predvideva še dodatni institut s podobnim namenom, in sicer 
certificiranje, ki predstavlja prostovoljni postopek ugotavljanja, ali so dejanja obdelave osebnih 
podatkov s strani gospodarskih subjektov (oziroma upravljavcev in obdelovalcev) skladna z 
merili določenega mehanizma.57 Oba instituta imata veliko skupnega, glede na to, da se bosta 
instituta šele razvijala in da še tudi ne obstaja praksa teh institutov (po mnenju Informacijske 
pooblaščenke so mehanizmi certificiranja v Sloveniji povsem prezrti, kar bo podrobno 
predstavljeno v zaključnih, ugotovitvenih delih magistrskega dela), bosta oba instituta 
predstavljena zgolj na kratko, z izključnim namenom, da se gospodarskim subjektom predstavi 
njun obstoj. 
 6.2.1 Kodeksi ravnanja 
Evropski odbor za varstvo podatkov (EDPB) je na planetarnem zasedanju 04. 06. 2019 sprejel 
smernice za pripravo Kodeksov ravnanja, katerih namen je prispevati k pravilni uporabi 
Splošne uredbe ob upoštevanju posebnih značilnosti različnih sektorjev za obdelavo ter 
posebnih potreb mikro, malih in srednjih gospodarskih družb.58  
Tako pri Kodeksih ravnanja kot tudi pri certificiranju gre za instrument samoregulacije, na 
podlagi katere se državno regulacijo dopolnjuje z določeno prostovoljno zavezo gospodarskih 
subjektov. Bodisi gre za zavezo, da bodo pri izvajanju gospodarske dejavnosti spoštovali 
določene Kodekse ravnanja, ki se nanašajo na področje varstva osebnih podatkov, bodisi da 
bodo svoje poslovne procese predali v neodvisno zunanjo revizijo certifikacijski agenciji, ki 
jim bo v primeru skladnosti s pravili varstva osebnih podatkov izdala ustrezen certifikat.59 
Kodeksi ravnanja predstavljajo podrobnejša pravila za uporabo Splošne uredbe, ki jih 
prostovoljno razvijajo in pripravljajo združenja ali drugi predstavniki gospodarskih subjektov 
(upravljavcev ali obdelovalcev) na določenem področju, potrjujejo pa Informacijski 
pooblaščenec, Evropski odbor za varstvo podatkov oziroma Evropska komisija.60 V zvezi z 
 
57 Markovič Z., Brajnik M., Slovenski poskus št. 1 oziroma prvi osnutek novele Zakona o varstvu osebnih 
podatkov, Pravna praksa št. 43 (2017). 
58 Informacijski pooblaščenec, Evropski odbor za varstvo podatkov (EPDB) sprejel smernice za kodekse 
ravnanja, certifikacijo in akreditacijo, URL: https://www.ip-rs.si/novice/evropski-odbor-za-varstvo-podatkov-
edpb-sprejel-smernice-za-kodekse-ravnanja-certifikac-1132/ (30.10.2020). 
59 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 354. 
60 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 355. 
23 
 
navedenim institutom je potrebno poudariti še to, da se bo šele v naslednjih nekaj letih pokazalo, 
če bo sploh zaživel (sploh glede na to, da ne gre za obvezen institut Splošne uredbe). 
6.2.2 Certificiranje 
Tudi pri certificiranju gre za instrument samoregulacije, pri čemer certificiranje pomeni 
prostovoljni postopek ugotavljanja, ali so dejanja obdelave osebnih podatkov s strani 
upravljavcev in obdelovalcev (v konkretnem primeru gospodarskih subjektov)  skladna z merili 
iz določenega mehanizma certificiranja. O ugotovitvi takšne skladnosti se gospodarskemu 
subjektu kot upravljalcu izda certifikat.61  
Na dan pričetka neposredne uporabe Splošne uredbe v Evropski uniji še ni bil razvit in potrjen 
noben mehanizem certificiranja po členu 42 Splošne uredbe, saj ta zahteva akreditiranje teles 
za certificiranje, merila akreditiranja pa še niso bila sprejeta.62 V Sloveniji naj bi bil način 
pooblaščanja teles za certificiranje opredeljen v novem ZVOP-2, kar pomeni, da do sprejema 
in začetka izvajanja ZVOP-2 v Sloveniji v nobenem primeru ne bo možno vzpostaviti 
mehanizmov certificiranja po Splošni uredbi. 
 
6.3 URADNO OBVESTILO NADZORNEMU ORGANU O KRŠITVI 
VARNOSTI OSEBNIH PODATKOV 
Splošna uredba uvaja tudi dolžnost obveščanja nadzornega organa (Informacijskega 
pooblaščenca) o zaznanih kršitvah varnosti osebnih podatkov, če je vsaj verjetno, da bi bile z 
določeno kršitvijo gospodarskega subjekta ogrožene pravice in svoboščine posameznikov. Iz 
uvodnih določb Splošne uredbe je razvidno, da je namen njenih določb zagotoviti takšen nivo 
varstva osebnih podatkov, da do kršitev sploh ne bi prihajalo in da Uradno obvestilo 
nadzornemu organu o kršitvi varnosti osebnih podatkov (v nadaljevanju: Uradno obvestilo) 
sploh ne bi bilo potrebno izdati. Dejstvo pa je, da je družbena realnost precej drugačna in da ne 
glede na izvedene ukrepe, zagotovitev popolne varnosti ni izvedljiva. Tega se je več kot očitno 
zavedal tudi zakonodajalec, ko je uvedel obravnavani institut, ki od gospodarskih subjektov 
zahteva določeno ukrepanje, ko do kršitev kljub temu pride. Gospodarski subjekti so torej 
primorani biti na morebitne kršitve vseskozi pripravljeni in postopke za hitro in ustrezno 
 
61 53. člen zadnjega predloga ZVOP-2 z dne 14. 08. 2019. 





ukrepanje predpisati v svojih internih aktih.63 Splošna uredba Uradno obvestilo ureja v členih 
33 in 34. 
6.3.1 Kaj je kršitev varnosti osebnih podatkov v smislu člena 33 in 34 Splošne uredbe? 
Splošna uredba sicer jasno določa, kako naj gospodarski subjekti postopajo v primeru kršitve 
varnosti oziroma pojava varnostnega incidenta s področja osebnih podatkov, ne določa pa, kaj 
pojem kršitev varnosti osebnih podatkov sploh pomeni. Gre torej za nedoločen pojem, ki ga 
napolnjuje šele Informacijski pooblaščenec. Ta navaja, da gre za kršitev varnosti osebnih 
podatkov, ki vodi do nezakonitega uničenja, izgube, spremembe, nepooblaščenega razkritja, 
oziroma dostopa do osebnih podatkov, pri čemer je kršitev lahko storjena iz malomarnosti (torej 
nehote), lahko pa je tudi načrtovana oziroma naklepna.64 Na splošno po mnenju 
Informacijskega pooblaščenca kršitev varnosti osebnih podatkov pomeni varnostni incident, ki 
ogroža zaupnost (na primer nepooblaščeno razkritje podatkov zaposlenih, kupcev in podobno), 
celovitost (na primer sprememba določenih podatkov s strani gospodarskega subjekta) in 
dostopnost osebnih podatkov (na primer uničenje ali izguba osebnih podatkov).  
V praksi gre predvsem za najrazličnejše dostope do osebnih podatkov s strani nepooblaščenih 
oseb, izgubo oziroma krajo računalniške opreme, ki vsebuje osebne podatke in posredovanje 
osebnih podatkov napačnemu naslovniku.65 
6.3.2 O katerih kršitvah je gospodarski subjekt dolžan obvestiti informacijskega 
pooblaščenca? 
V kolikor gospodarski subjekt zazna kršitev, mora oceniti dva ključna faktorja, ki sta verjetnost 
in resnost posledic, ki jih taka kršitev pomeni za pravice in svoboščine posameznika. Ob 
smiselni uporabi določbe 85 Splošne uredbe,66 ki opozarja na to, da lahko kršitev varnosti 
osebnih podatkov posameznikom povzroči fizično, premoženjsko ali nepremoženjsko škodo, 
kot je na primer izguba nadzora nad njihovimi osebnimi podatki ali omejitev njihovih pravic, 
diskriminacija, kraja ali zloraba identitete, finančna izguba, okrnitev ugleda, izguba zaupnosti 
osebnih podatkov zaščitenih s poklicno skrivnostjo, ali katera druga znatna gospodarska ali 
 
63 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 358. 
64 Informacijski pooblaščenec, Prijava kršitev varnosti, URL: https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-uredbe/prijava-krsitev-
varnosti/ (30.10.2020).  
65 Informacijski pooblaščenec, Prijava kršitev varnosti, URL: https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-uredbe/prijava-krsitev-
varnosti/ (30.10.2020).  
66 Glej člen 85 Splošne uredbe. 
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socialna škoda, pa lahko gospodarski subjekt tudi podrobneje presodi, katere so tiste posledice, 
ki so bistvene z vidika dolžnosti obveščanja. 
Dejstvo pa je, da nekatere kršitve v praksi, kljub temu, da na prvi pogled delujejo kot bistvene, 
za posameznike ne pomenijo niti manjših neugodnosti, medtem ko lahko druge kršitve, ki na 
prvi pogled ne delujejo kot bistvene (ne tičejo se na primer večje skupine ljudi), posamezniku 
povzročijo veliko premoženjsko škodo ali pa močno čustveno prizadetost (na primer razkritje 
določenega občutljivega podatka, kot so vera ali pa spolna usmerjenost zaposlenega). Ob vsaki 
posamezni zaznani kršitvi morajo gospodarski subjekti posledično v obzir vzeti vse okoliščine 
konkretnega primera in na podlagi take celovite presoje oceniti tveganja za nastanek posledic, 
ki so bile navedene. Tudi v primeru, da gospodarski subjekt oceni, da upoštevaje vse konkretne 
okoliščine določenega varnostnega incidenta, pravice in svoboščine posameznikov, na katere 
se osebni podatki nanašajo, niso bile ogrožene, pa mora ta svojo odločitev jasno obrazložiti in 
utemeljiti, kar pomeni, da je bistveno, da se vse kršitve ustrezno pisno dokumentirajo.  
Dejstvo je, da Splošna uredba sama po sebi ne nudi potrebnih smernic z vidika kršitev, glede 
katerih je gospodarski subjekt dolžan obvestiti nadzorni organ, in da so se gospodarski subjekti 
primorani ravnati po objavljenih smernicah Informacijskega pooblaščenca kot nadzornega 
organa oziroma po Smernicah v zvezi z uradnim obvestilom o kršitvi varstva osebnih 
podatkov,67 ki jih je objavila Delovna skupina iz člena 29. V kolikor je gospodarski subjekt v 
dvomu, ali je v konkretnem primeru Uradno obvestilo potrebno, je vsekakor bolje, da to pripravi 
in posreduje Informacijskemu pooblaščencu. 
6.3.3 V kolikšnem času po kršitvi je potrebno obveščati? 
Nasprotno z navedenim pa Splošna uredba v členu 33(1)68 jasno in nedvoumno določa, da je 
gospodarski subjekt v primeru kršitve varnosti osebnih podatkov brez nepotrebnega odlašanja, 
po možnosti pa najpozneje v 72 urah po seznanitvi s kršitvijo, o njej primoran obvestiti pristojni 
nadzorni organ, razen, če ni verjetno, da bi bile s kršitvijo varstva osebni podatkov ogrožene 
pravice in svoboščine posameznikov, o čemer je bilo govora v prejšnjem podpoglavju. Ob 
podrobnem branju določbe se navkljub sicer dokaj jasni določbi pojavlja vprašanje, kdaj se 
gospodarski subjekt v praksi dejansko seznani z določeno kršitvijo, kar pa niti ni bistveno. 
Bistveno je, da mora gospodarski subjekt zato, da zadosti vsem pogojem Uradnega obvestila, 
 
67 Article 29 Data protection working party, Guidelines on Personal data breach notification under Regulation 
2016/679,URL:https://www.iprs.si/fileadmin/user_upload/Pdf/mnenja/Mednarodna_mnenja/mnenja_na_eu_ravn
i/wp250rev01_enpdf.pdf (30.10.2020). 
68 Glej člen 33(1) Splošne uredbe. 
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ki bodo obrazloženi v nadaljevanju, v praksi najprej izvedeti, kaj se je zgodilo, nato oceniti, 
kakšne so potencialne škodljive posledice za pravice in svoboščine posameznikov, in sprejeti 
ustrezne ukrepe za odpravo ali vsaj zmanjšanje tveganj, kar je v postavljenem roku 72 ur 
praktično nemogoče. Upoštevaje navedeno je Splošna uredba v členu 33(4)69 predvidela rešitev, 
da lahko gospodarski subjekti informacije posredujejo po fazah, vendar brez odlašanja. O tem, 
kaj pomeni termin brez odlašanja, Splošna uredba ne govori, kar pomeni, da gre v praksi za le 
še enega izmed mnogih nedoločnih terminov, ki gospodarskim subjektom pomeni določeno 
negotovost. Brez dvoma pa se od gospodarskih subjektov pričakuje, da bodo svoje obveznosti 
v zvezi s preiskovanjem varnostnih incidentov izvedli hitro oziroma prioritetno.  
6.3.4 Katere informacije mora vsebovati Uradno obvestilo? 
Splošna uredba v členu 33(3)70 določa minimalne zahteve glede sestavin Uradnega obvestila, 
ki so naslednje: 
- opis kršitve, kategorije in približno število posameznikov, na katere se nanašajo osebni 
podatki, vrste in približno število evidenc osebnih podatkov; 
- kontaktni podatki pooblaščene osebe za varstvo osebnih podatkov; 
- opis verjetnih posledic kršitve varnosti osebnih podatkov; 
- opis ukrepov, ki jih je gospodarski subjekt (oziroma upravljavec) sprejel ali pa 
predvidenih ukrepov za ublažitev tveganj za kršitve. 
Na podlagi navedenih kriterijev je Informacijski pooblaščenec pripravil in na svoji spletni strani 
objavil sicer neobvezni obrazec, s katerim lahko gospodarski subjekti obveščajo o kršitvah 
skladno s členom 33 Splošne uredbe. Za gospodarske subjekte je vsekakor lažje, da zahtevano 
obvestilo izvedejo s pomočjo uporabe navedenega obrazca Uradnega obvestila o kršitvi 
varnosti osebnih podatkov.71  
6.3.5 Kdaj je potrebno obveščanje posameznikov o kršitvi varnosti osebnih podatkov in 
kaj je potrebno v obvestilu navesti? 
V določenih primerih izrecno določenih v Splošni uredbi mora gospodarski subjekt o kršitvi 
neposredno obvestiti tudi zadevne posameznike, na katere se »ogroženi« osebni podatki 
 
69 Glej člen 33(4) Splošne uredbe. 
70 Glej člen 33(3) Splošne uredbe. 
71 Obrazec Obvestilo o kršitvi z dne 18. 3. 2019 dostopen na: https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-uredbe/prijava-krsitev-
varnosti/ (30.10.2020).  
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nanašajo. Upoštevaje določbo 33(1) Splošne uredbe,72 je to potrebno, kadar je verjetno, da 
kršitev varstva osebnih podatkov povzroči veliko tveganje za pravice in svoboščine 
posameznikov. Za obveščanje posameznikov Splošna uredba torej postavlja standard »veliko 
tveganje«, ki je še eden izmed nedoločnih standardov, ki jih predpostavlja Splošna uredba. Po 
mnenju Informacijskega pooblaščenca standard »veliko tveganje« predstavlja višjo stopnjo 
ogroženosti pravic in svoboščin posameznikov, kot je predpostavljena za Uradno obvestilo 
nadzornemu organu. Kot je bilo to že posebej poudarjeno, je potrebno stopnjo tveganja 
ocenjevati v vsakem primeru posebej, pri tem pa upoštevati verjetnost nastanka posledic in 
resnost teh posledic. Cilj zahteve po obveščanju posameznikov je preprečitev neugodnih 
posledic, ki bi posameznikom utegnile povzročiti premoženjsko in nepremoženjsko škodo.73  
Glede na to, da so posamezniki v nasprotju z nadzornim organom na obravnavanem področju 
laiki, mora biti obvestilo pripravljeno v jasnem in preprostem jeziku, ki ga lahko razume 
vsakdo.74 V obvestilu morajo gospodarski subjekti sporočiti vsaj kontaktne informacije 
pooblaščene osebe (ali druge osebe), pri kateri lahko posameznik prejme več informacij 
oziroma pojasnil o kršitvi, informacije o posledicah in informacije o sprejetih in predlaganih 
ukrepih, kjer je to mogoče, pa tudi dodatna pojasnila, kako lahko posamezniki sami zmanjšajo 
tveganje za nastanek posledic. Gospodarski subjekti so dolžni posameznike obvestiti 
neposredno, le izjemoma, v kolikor bi bil za to potreben nesorazmeren napor, pa lahko namesto 
tega objavijo tudi javno sporočilo oziroma izvedejo temu podoben ukrep, v okviru katerega 
bodo posamezniki o kršitvi obveščeni enako učinkovito.75  
Iz navedenega je razvidno, da gre za zelo resno in dokaj jasno obveznost zakonodajalca 
(predvsem ob upoštevanju izdanih smernic in mnenj), v posledici česar je priporočeno, da 
gospodarski subjekti v internih aktih vzpostavijo sistem za zaznavanje in sporočanje kršitev, o 
katerih je bilo govora v okviru navedenega instituta. Le na tak način bo gospodarski subjekt 
najlažje posloval v skladu z obveznostmi, ki jih nalaga Splošna uredba.76 
 
72 Glej člen 33(1) Splošne uredbe. 
73 Informacijski pooblaščenec, Prijava kršitev varnosti, URL: https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-uredbe/prijava-krsitev-
varnosti/. (30.10.2020) 
74 Glej člen 34(2) Splošne uredbe. 
75 Informacijski pooblaščenec, Prijava kršitev varnosti, URL: https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-uredbe/prijava-krsitev-
varnosti/. (30.10.2020) 
76 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 366. 
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6.3.6 Kaj se zgodi, če gospodarski subjekti ne obvestijo informacijskega pooblaščenca? 
Neukrepanje ob zaznavi kršitev varnosti osebnih podatkov in neobveščanje nadzornega organa, 
ko je to potrebno, je samostojna kršitev po Splošni uredbi,77za katero je predpisana globa do 10 
milijonov evrov oziroma 2 % letnega prometa gospodarskega subjekta. Po navedbah 
Informacijskega pooblaščenca lahko gospodarskega subjekta kot upravljavca doleti kazen, če 
ni izpolnil zahteve po obveščanju, čemur se lahko dodajo tudi popravljalni ukrepi v skladu s 
členom 58 Splošne uredbe.78 Pa lahko gospodarskega subjekta, ki opravlja dejavnost v 
Sloveniji, resnično doleti taka kazen? O tem bo govora v naslednjih dveh poglavjih. 
  
 
77 Glej člen 34(4) Splošne uredbe. 
78 Glej drugo točko člena 58 Splošne uredbe. 
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7 PROBLEMATIKA IMENOVANJA POOBLAŠČENE OSEBE ZA 
VARSTVO PODATKOV (DPO) 
Poleg navedenih institutov je Splošna uredba uvedla tudi nov institut pooblaščene osebe za 
varstvo podatkov (ang. Data Protection Officer ali DPO), ki naj bi izvajala svetovalne in 
nadzorne naloge na področju varstva osebnih podatkov in ki lahko olajša skladnost z določbami 
Splošne uredbe, gospodarskim subjektom pa zagotovi konkurenčno prednost.79 Splošna uredba 
obravnavani institut pooblaščene osebe za varstvo podatkov (v nadaljevanju: »pooblaščena 
oseba«) ureja v členu 37, 38 in 39, podrobnejše razlage in konkretne primere vezane na 
obveznost imenovanja pooblaščene osebe, pa urejajo Smernice o pooblaščenih osebah za 
varstvo osebnih podatkov, ki jih je pripravila Delovna skupina za varstvo podatkov iz člena 29 
in ki so bile nazadnje revidirane in sprejete 05. 04. 2017.80  
 
7.1 Namen in prednosti instituta pooblaščene osebe 
Prednosti pooblaščene osebe se kažejo predvsem v večjem pomenu in osredotočenosti na 
uresničevanje varstva osebnih podatkov v organizaciji, ki upravlja gospodarsko dejavnost, 
hkrati pa zasleduje iste interese kot organizacija v smislu skladnosti poslovanja in pridobitvi 
zaupanja strank.  
 
7.2 Obveznost imenovanja pooblaščene osebe 
Splošna uredba v členu 3781 določa obveznost imenovanja pooblaščene osebe za naslednje 
subjekte: 
- javne organe in telesa (kateri vsi subjekti sodijo med javni sektor oz. definicijo javnega 
organa bo določil ZVOP-2); 
 
79 Informacijski pooblaščenec, Pooblaščena oseba za varstvo podatkov, URL: https://www.ip-
rs.si/zakonodaja/reforma-evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/kljucna-podrocja-
uredbe/pooblascena-oseba-za-varstvo-podatkov/. (30.10.2020) 
80 Delovna skupina za varstvo podatkov iz člena 29, Smernice o pooblaščenih osebah za varstvo osebnih podatkov, 
URL: https://www.ip-rs.si/fileadmin/user_upload/Pdf/Mednarodno_delovanje/wp243rev01_sl.pdf. (30.10.2020) 
81 Glej člen 37 Splošne uredbe. 
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- podjetja,82 katerih temeljne dejavnosti83 zajemajo dejanja obdelave, pri katerih je 
potrebno zaradi njihove narave, obsega in/ali namenov, posameznike redno in 
sistematično obsežno spremljati (na primer banke, zavarovalnice, operaterji 
elektronskih komunikacij, trgovci s klubi zvestobe, nekatere kadrovske agencije, 
številne spletne strani in IT-podjetja, ki vzdržujejo rešitve za obdelavo osebnih 
podatkov posameznikov). Proizvodnja podjetja in druga podjetja, katerih temeljne 
storitve niso namenjene posameznikom, temveč drugim podjetjem, in ki ne vključujejo 
obsežne obdelave osebnih podatkov, pa skladno z navedenim niso dolžna imenovati 
pooblaščene osebe. Obdelava osebnih podatkov na kadrovskem področju bo za večino 
teh namreč predstavljala le sekundarno funkcijo in ne osnovno dejavnost; 
- tista podjetja in institucije, ki izvajajo obsežno obdelavo zdravstvenih in drugih 
občutljivih podatkov, ki sodijo med t. i. posebne vrste podatkov (na primer bolnišnice 
in klinike, zdravstveni in socialnovarstveni zavodi, ponudniki zdravstvenih informacij 
in storitev). Stališče Informacijskega pooblaščenca v zvezi s predmetno kategorijo je, 
da posamezni zasebni zdravniki, zobozdravniki ali odvetniki niso dolžni imenovati 
pooblaščene osebe. 
Iz navedenega je razvidno, da predmetna določba vsebuje kar nekaj nedoločnih pojmov, kot so 
»temeljna dejavnost«, »velik obseg« in »sistematično spremljanje«, ki so bistveni za presojo 
subjektov (predvsem gospodarskih, ki ne spadajo med javne organe in telesa) o tem, ali so 
zavezani imenovati pooblaščeno osebo. Podrobnejše razlage teh pojmov in konkretne primere, 
ki jih ti pojmi obsegajo, lahko gospodarski subjekti najdejo na spletu objavljenih Smernicah o 
pooblaščenih osebah za varstvo podatkov, ki so že bili omenjeni. Jasno je torej, da je končna 
ocena o obveznosti imenovanja pooblaščene osebe vse prej kot enostavna, predvsem za majhne 
gospodarske subjekte, ki v svojih vrstah nimajo zaposlenih pravnikov. 
 
 
82 Skladno s 17. točko člena 4 Splošne uredbe podjetje pomeni fizično ali pravno osebo, ki opravlja gospodarsko 
dejavnost ne glede na njeno pravno obliko, vključno s partnerstvi ali združenji, ki redno opravljajo gospodarsko 
dejavnost  
83 Temeljne dejavnosti pomenijo primarne gospodarske/poslovne aktivnosti, pri čemer gre za obdelavo kot 
temeljno dejavnost, če je obdelava osebnih podatkov potrebna za dosego ključnih ciljev gospodarskega subjekta. 
Drugače pa je v primeru obdelave osebnih podatkov za sekundarne namene, kar dejansko pomeni, da lahko 




7.3 Naloge pooblaščene osebe 
Naloge pooblaščene osebe, predvsem svetovalne narave, določa člen 39 Splošne uredbe84 in so 
naslednje: 
- obveščanje upravljavca ali obdelovalca in zaposlenih, ki izvajajo obdelavo ter 
svetovanje navedenim o njihovih obveznostih v skladu s Splošno uredbo in drugimi 
določbami prava Evropske unije ali prava države članice o varstvu podatkov; 
- spremljanje skladnosti s Splošno uredbo, drugimi določbami prava Unije ali prava 
države članice o varstvu podatkov in politikami upravljavca ali obdelovalca v zvezi z 
varstvom osebnih podatkov, vključno z dodeljevanjem nalog, ozaveščanjem in 
usposabljanjem osebja, vključenega v dejanja obdelave, ter s tem povezanimi 
revizijami; 
- svetovanje, kadar je to zahtevano, glede ocene učinka v zvezi z varstvom podatkov in 
spremljanje njenega izvajanja; 
- sodelovanje z nadzornim organom; 
- delovanje kot kontaktna točka za nadzorni organ pri vprašanjih v zvezi z obdelavo, 
vključno s predhodnim posvetovanjem, in, kjer je ustrezno, posvetovanje glede katere 
koli druge zadeve.  
Dejstvo je torej, da pooblaščena oseba ni odgovorna za zagotavljanje skladnosti z določbami o 
varstvu osebnih podatkov, saj sta za to odgovorna upravljavec in obdelovalec, ki morata 
dokazati, da obdelava gospodarskega subjekta poteka v skladu s Splošno uredbo.85 Pooblaščena 
oseba predstavlja organ, ki nudi ustrezno podporo vodstvu v smislu skladnega delovanja družbe 
in ne sme odločati o namenih in sredstvih obdelave, saj kot nadzorni organ skladnosti ne sme 
nadzirati samega sebe. 
 
7.4 Izzivi pri izbiri, imenovanju in delovanju pooblaščene osebe 
Splošna uredba ureja lastnosti osebe, ki jo lahko gospodarski subjekt imenuje za pooblaščeno 
osebo, in sicer določa, da mora biti ta imenovana na podlagi poklicnih odlik, zmožnosti za 
 
84 Glej člen 39 Splošne uredbe. 





izpolnjevanje nalog, ki jih določa člen 39 Splošne uredbe86 in zlasti strokovnega znanja o 
zakonodaji in praksi na področju varstva podatkov. V Sloveniji, z izjemo dodatne kvalifikacije 
strokovnjaka za varstvo osebnih podatkov, ki je bila v slovensko in evropsko ogrodje 
kvalifikacij umeščena s sklepom Ministrstva RS za delo, družino in socialne zadeve,87ni 
formalne izobrazbe, ki bi potrjevala ustrezno usposobljenost posameznikov za potrebe 
imenovanja za pooblaščeno osebo. Zato se pojavlja vprašanje, kdo in na kakšen način naj 
presoja strokovno znanje takih posameznikov.88  
Za razliko od prilagajanja novi normativni ureditvi imajo s tem probleme predvsem večji 
gospodarski subjekti (oziroma upravljavci), kjer do zahtevnejših nalog pooblaščene osebe 
prihaja pogosteje kot v manjših gospodarskih subjektih, kar rezultira v dejstvu, da je primorana 
taka oseba nedvomno izkazovati bistveno višjo raven znanja in izkušenj na tem področju. Pri 
manjših gospodarskih subjektih (oziroma upravljavcih) pa je to načeloma precej lažje rešljiva 
problematika, saj imajo ti v večini primerov opravka z manjšimi obdelavami osebnih podatkov, 
ki so v večji meri osredotočene na prodajo izdelkov oziroma storitev in izvajanja neposrednega 
trženja v manjšem obsegu. V posledici navedenega je jasno, da se med zahtevnejše obdelave 
uvrščajo večji gospodarski subjekti, ki izvajajo profiliranje, agresivno trženje, sledenje 
posameznikov in tako dalje. 
Večji gospodarski subjekti bi torej morali biti pri imenovanju pooblaščene osebe še posebej 
skrbni in za tako funkcijo imenovati osebo, ki že ima podrobno znanje in izkušnje na področju 
varstva osebnih podatkov. Taka oseba bi morala poznati vsaj naprednejše osnove informacijske 
tehnologije ter predvsem njeno varnost oziroma standarde varovanja informacij, ne gre pa 
pozabiti tudi IT-orodja za različne obdelave osebnih podatkov, delovanja omrežij in osnove baz 
podatkov. Vse močnejši kot bo v prihodnosti razvoj potencialno invazivnih tehnologij z vidika 
varstva osebnih podatkov, toliko bolj bo tovrstno znanje pooblaščene osebe potrebno in 
zahtevano. Za zmožnost opravljanja nalog pooblaščene osebe je potrebno izpolnjevati oziroma 
upoštevati tudi določene osebne odlike in položaj te osebe v organizaciji. Te bi po navedbah 
Evropskega odbora za varstvo osebnih podatkov (ang. European Data Protection Board), ki 
predstavlja neodvisni evropski organ, ki prispeva k dosledni uporabi pravil o varstvu osebnih 
 
86 Glej člen 39 Splošne uredbe. 
87 Sklep Ministrstva RS za delo, družino in socialne zadeve, št. 012-8/2017/11 z dne 03. 11. 2017. 




podatkov v Evropski uniji in spodbuja sodelovanje med organi EU za varstvo podatkov,89 
morale vključevati integriteto in visoko raven poklicne etike.  
Glede na že omenjeno problematiko pomanjkanja ustrezne formalne izobrazbe, ki bi v Sloveniji 
potrjevala ustrezno usposobljenost posameznikov za potrebe imenovanja za pooblaščeno 
osebo, je jasno, da je krog takih oseb pri nas precej omejen. Gospodarski subjekti glede na 
navedeno v praksi lahko bodisi tvegajo z manj izobraženo oziroma usposobljeno osebo ali pa 
izkušene strokovnjake skušajo pridobiti z ustreznimi delovnopravnimi spodbudami. Glede na 
do sedaj pridobljene izkušnje strokovnjakov na področju varstva osebnih podatkov pa naj 
različni certifikati iz tujine niti ne bi ponudili dovolj (predvsem praktičnega) znanja za reševanje 
konkretnih praktičnih primerov, s katerimi se pooblaščene osebe srečujejo na dnevni ravni. 
7.4.1 Položaj pooblaščene osebe v gospodarskem subjektu 
Nadalje je pomembno izpostaviti še šesti odstavek člena 37 Splošne uredbe,90 ki določa, da je 
lahko pooblaščena oseba član osebja gospodarskega subjekta (oziroma upravljavca), lahko pa 
svoje naloge opravlja tudi na podlagi pogodbe o storitvah. Dejstvo pa je, da v primeru, da je 
pooblaščena oseba član osebja gospodarskega subjekta, ne sme biti hkrati tudi vodstveni organ, 
saj bi v takem primeru prišla sama s seboj v nasprotje interesov. Skladno s smernicami Delovne 
skupine iz 29. člena o pooblaščenih osebah za varstvo podatkov, ki jih je dne 25. 05. 2018 
potrdil Evropski odbor za varstvo osebnih podatkov, lahko namreč nasprotujoči si položaji v 
organizaciji vključujejo tudi položaje višjega vodstva gospodarskih subjektov (kot so izvršni 
direktor, operativni direktor, finančni direktor, vodja zdravstvene službe, vodja oddelka za 
trženje, vodja službe za človeške vire ali vodja oddelkov za informacijsko tehnologijo) in tudi 
druge vloge na nižji ravni organizacijske strukture, če taki položaji ali vloge vodijo v določitev 
namenov in sredstev obdelave. Nadalje lahko po mnenju Delovne skupine iz 29. člena nasprotje 
interesov nastopi tudi, če je zunanja pooblaščena oseba zaprošena, da gospodarski subjekt v 
zadevah povezanih z varstvom podatkov zastopa pred sodišči.  
Po mnenju Evropskega odbora za varstvo osebnih podatkov mora gospodarski subjekt 
zagotoviti tudi, da je pooblaščena oseba povabljena k rednemu udeleževanju na sestankih 
višjega in srednjega vodstva ter da se pri sprejemanju odločitev, ki vplivajo na varstvo 
podatkov, priporoča njena prisotnost. Pooblaščena oseba se mora biti torej sposobna 
 
89 Evropski odbor za varstvo podatkov, O EOVP, URL: https://edpb.europa.eu/about-edpb/about-edpb_sl 
(30.10.2010). 
90 Glej člen 37 Splošne uredbe. 
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udeleževati takih sestankov, ki pa se jih v praksi ne morejo udeleževati vsi zaposleni pri 
gospodarskem subjektu. Zato bi bilo potrebno delovno mesto pooblaščene osebe v okviru 
gospodarskega subjekta umestiti neposredno pod upravo (kot na primer na delovno mesto 
svetovalca uprave) ali pa najeti zunanjo pooblaščeno osebo za varstvo osebnih podatkov. V 
praksi naj bi do tovrstnih kategorizacij delovnega mesta pooblaščene osebe že prihajalo v večjih 
gospodarskih subjektih.91 Namen določb Splošne uredbe (predvsem člena 3892) je torej 
specifični funkciji pooblaščene osebe, ki jo težko primerjamo s katero koli drugo funkcijo v 
gospodarskem subjektu, priznati poseben status, ki je potreben, da institut v praksi doseže svoj 
namen.  
Zgolj izkušnje in strokovno znanje predstavljeni v točki 6.4 niso dovolj za uspešno izvajanje 
strokovnih del s strani pooblaščene osebe. Za to je potrebna tudi ustrezna podpora vodstva 
gospodarskega subjekta, ki na imenovanje pooblaščene osebe ne sme gledati le kot nepotrebni 
strošek, temveč v njem prepoznani organ potreben za uskladitev poslovanja z določbami 
Splošne uredbe. 
Gospodarski subjekti so v skladu s členom 38 Splošne uredbe93 zavezani pooblaščeni osebi 
zagotoviti naslednje: 
a) Da je ustrezno in pravočasno vključena v vse zadeve v zvezi z varstvom osebnih 
podatkov pri gospodarskem subjektu. 
Bistveno je, da gospodarski subjekt imenovane pooblaščene osebe že v najzgodnejši fazi vključi 
v vse zadeve v zvezi z varstvom osebnih podatkov.94 Priporoča se celo, da to postane standardni 
postopek v upravljanju posameznega gospodarskega subjekta, in sicer na način, ki je bil že 
predstavljen, da se jih redno vabi na sestanke višjega in srednjega vodstva, po potrebi vključuje 
v ustrezne delovne skupine v zvezi z dejavnostjo varstva osebnih podatkov ter da so prisotni 
pri sprejemanju odločitev, ki vplivajo na varstvo osebnih podatkov.95 Hkrati je pri tem 
pomembno, da vodstvo gospodarskega subjekta upošteva mnenje pooblaščene osebe (oziroma, 
v kolikor ga ne, mnenje vsaj ustrezno dokumentira za primere morebitnega pregleda s strani 
 
91 Informacijski pooblaščenec, Kateri so pogoji za imenovanje pooblaščene osebe za varstvo podatkov?, URL: 
https://www.uradni-list.si/novice/pogled/kateri-so-pogoji-za-imenovanje-pooblascene-osebe-za-varstvo-
podatkov (30.10.2020). 
92 Glej člen 38 Splošne uredbe. 
93 Glej člen 38 Splošne uredbe. 
94 Delovna skupina za varstvo podatkov iz člena 29, Smernice o pooblaščenih osebah za varstvo osebnih podatkov, 
URL: https://www.ip-rs.si/fileadmin/user_upload/Pdf/Mednarodno_delovanje/wp243rev01_sl.pdf. (30.10.2020) 
95 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 322. 
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nadzornega organa) ter da se, ko pride do kršitve varstva podatkov (varnostnega incidenta), 
nemudoma opravi posvetovanje s pooblaščeno osebo. Natančne predpostavke, kdaj je potrebno 
posvetovanje s pooblaščeno osebo, lahko gospodarski subjekti določijo v internih aktih. 
b) Da so ji na voljo sredstva, potrebna za opravljanje njenih nalog. 
Bistveno pravilo je, da bolj kot so dejanja obdelave osebnih podatkov zapletena in/ali 
občutljiva, več sredstev je potrebno zagotoviti pooblaščeni osebi, saj je le tako mogoče 
zagotoviti učinkovitost njene funkcije. Pojem sredstva zajema tako finančna sredstva, 
infrastrukturo (poslovni prostori, delovna oprema) kot tudi delavce oziroma osebje.96 Poleg 
sredstev za opravo nalog je potrebno pooblaščeni osebi zagotoviti tudi dovolj časa, da lahko 
izpolnjuje svoje dolžnosti, kar lahko gospodarski subjekti dosežejo predvsem na način, da taki 
osebi določijo odstotek časa za opravljanje funkcije ter da ji pripravijo delovni načrt (oziroma 
si ga pripravi sama po navodilu gospodarskega subjekta).  
c) Dostop do osebnih podatkov in dejanj obdelave. 
Bistvena predpostavka tega je, da so v okviru gospodarskega subjekta vsi zaposleni in 
pogodbeni delavci seznanjeni z imenovanjem pooblaščene osebe, pri čemer se priporoča, da se 
o seznanjenosti zaposlenih z imenovanjem take osebe hrani dokazilo, s katerim se olajša 
dokazovanje odgovornosti ob primeru pregleda poslovanja s strani nadzornega organa. Poleg 
dostopa do osebnih podatkov in dejanj obdelave, pooblaščena oseba za svoje delo potrebuje 
tudi dostop do pravne službe, službe za informacijsko tehnologijo, do varnostne službe, da tudi 
z njihove strani prejme vso potrebno podporo in informacije.97  
d) Ohranjanje strokovnega znanja pooblaščene osebe. 
Za izpolnjevanje te zahteve je potrebno stalno usposabljanje pooblaščene osebe, da je ta 
vseskozi na tekočem z informacijami s področja varstva osebnih podatkov in da se na ta način 
raven njene strokovnosti nenehno povečuje. To je mogoče doseči predvsem z udeležbo na 




96 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 323. 
97 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 323.  
36 
 
e) Da pri opravljanju svojih nalog ne prejema nobenih navodil. 
Gre za tako pomembno zahtevo, da je že v uvodni določbi 97 Splošne uredbe98 izrecno 
navedeno, da bi morala pooblaščena oseba svoje dolžnosti in naloge izvajati neodvisno, ne 
glede na to, ali je pri upravljavcu zaposlena ali ne. V skladu z navedeno zahtevo se pooblaščeni 
osebi ne sme dajati navodil, kakšen mora biti rezultat v konkretni zadevi, oziroma se od nje 
zahtevati, da zavzame določeno stališče. Po drugi strani pa tudi za pooblaščeno osebo velja, da 
se je pri svojem delu primorana držati svojih pooblastil, ki jih ne sme presegati. 
f) Da ni razrešena ali kaznovana zaradi opravljanja svojih nalog. 
Gre za bistveno zahtevo z vidika krepitve neodvisnosti pooblaščene osebe. Navedena prepoved 
se nanaša le na kazni, ki bi se pooblaščeni osebi izrekle zaradi izvajanja njenih dolžnosti v 
okviru funkcije. Te zajemajo neposredne in tudi posredne kazni, ki niso očitne na prvi pogled 
(na primer nenapredovanje, prelaganje napredovanja, preprečevanje poklicnega napredovanja, 
onemogočanje dostopa do ugodnosti, ki jih prejemajo drugi zaposleni). Prepovedana je tudi 
grožnja kaznovanja, četudi ta ni izvršena. Dejstvo pa je, da v Splošni uredbi ni določno urejeno, 
kdaj in kako je mogoče pooblaščeno osebo razrešiti, kar pomeni, da je to odvisno le od pogodbe 
s pooblaščeno osebo oziroma pooblastila za njeno delovanje, v kolikor gre za interno 
pooblaščeno osebo. 
g) Da neposredno poroča najvišji upravni ravni gospodarskega subjekta.  
Namen predmetne zahteve je v tem, da se zagotovi, da je višje vodstvo (na primer uprava) 
gospodarskega subjekta seznanjena z nasveti in priporočili pooblaščene osebe. To je v praksi 
mogoče uresničiti na način, da se za višje vodstvo gospodarskega subjekta vsako leto pripravi 
letno poročilo o dejavnostih pooblaščene osebe. 
h) Da ne pride do nasprotja interesov v primeru, če pooblaščena oseba opravlja še 
druge naloge in dolžnosti.  
Gre za še eno izmed določb, katerih namen je varovati neodvisnost funkcije pooblaščene osebe. 
Načeloma, kot je bilo že omenjeno, velja, da direktor oziroma zakoniti zastopnik gospodarskega 
subjekta, izvršni, operativni ali finančni direktor, vodja kadrovske službe, vodja računovodske 
službe, vodja informacijske tehnologije ne morejo biti hkrati imenovani za pooblaščeno osebo. 
Za določena dela pa je Informacijski pooblaščenec že izrecno odločil, da načeloma niso 
 
98 Glej člen 97 Splošne uredbe. 
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združljiva z nalogami pooblaščene osebe, tj. izvajanje obračuna plač in izvajanje nalog v zvezi 
s požarno varnostjo. Pri zunanji pooblaščeni osebi pa, kot že omenjeno, do nasprotja interesov 
lahko pride v primeru, da bi ta zastopala gospodarski subjekt (kot upravljavca ali obdelovalca) 
pred sodišči v zadevah, ki so povezane z varstvom osebnih podatkov. 
7.4.2 Posebnosti pri povezanih družbah 
Povezane družbe lahko skladno z drugim odstavkom člena 37 Splošne uredbe99 imenujejo eno 
pooblaščeno osebo, pri čemer predmetna določba določa, da mora biti ta dosegljiva iz vsake 
posamezne enote družbe. To je lahko še posebej problematično v primerih mednarodno 
povezanih gospodarskih subjektov, kjer zaposleni govorijo različne jezike. Ob pravilnem 
upoštevanju člena 12 Splošne uredbe100 je pooblaščena oseba vsekakor primorana pregledovati 
in podajati svoje strokovno mnenje o informacijah za posameznike in o drugih besedilih, pri 
čemer lahko pride do problema, če taka oseba posameznega jezika ne razume, saj bo v takem 
primeru svoje delo težko strokovno opravila.101 V takšnih primerih je za gospodarske subjekte 
smiselno (oziroma skoraj nujno) imenovati namestnika pooblaščene osebe v posameznih 
državah, oziroma imenovati celo samostojno pooblaščeno osebo, ki jih koordinira pooblaščena 
oseba matičnega gospodarskega subjekta. 
 
7.5  Pooblaščena oseba in ZVOP-2 
Glede na dosedanje predloge ZVOP-2 se pričakuje, da bodo z novim zakonom uvedene številne 
posebnosti in dodatne zahteve imenovanja in delovanja pooblaščene osebe glede na določbe 
Splošne uredbe. Dodatno se pričakuje ureditev kriterijev za izbiro pooblaščene osebe102 ter 
predvsem posebne izjeme glede imenovanja pooblaščene osebe za javni in zasebni sektor. 
Bistvene spremembe, ki jih predvideva trenutni predlog ZVOP-2 z dne 14. 08. 2019 so 
naslednje:  
- možnost imenovanja namestnika pooblaščene osebe za čas zadržanosti ali odsotnosti (3. 
odstavek 35. člena), 
 
99 Glej člen 37 Splošne uredbe. 
100 Glej člen 12 Splošne uredbe. 
101 Informacijski pooblaščenec, Kateri so pogoji za imenovanje pooblaščene osebe za varstvo podatkov?, URL: 
https://www.uradni-list.si/novice/pogled/kateri-so-pogoji-za-imenovanje-pooblascene-osebe-za-varstvo-
podatkov (30.10.2020). 
102 Glej 36. člen predloga ZVOP-2 z dne 14. 08. 2019.  
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- obveznost, da upravljavec ali obdelovalec, ki je določil pooblaščeno osebo, v osmih 
dneh od določitve vpiše njene kontaktne podatke v svojo evidenco obdelav (4. odstavek 
35. člena), 
- za pooblaščeno osebo upravljavca ali obdelovalca javnega sektorja so bili določeni 
dodatni kriteriji: državljanstvo Republike Slovenije ali države članice EU ali EGP, 
aktivno obvladovanje slovenskega jezika, poslovna sposobnost, določena stopnja 
izobrazbe (8. ali 9. raven po slovenskem zakonu o ogrodju kvalifikacij), vsaj tri leta 
delovnih izkušenj s področja varstva osebnih podatkov, neobsojenost, zaposlenost v 
javnem sektorju (1. in 2. odstavek 36. člena), 
- posebnost za upravljalce in obdelovalce na področju vzgoje in izobraževanja (4. 
odstavek 36. člena), 
- skupne pooblaščene osebe za upravljavce ali obdelovalce iz javnega ali upravljavce iz 
zasebnega sektorja, skupne pooblaščene osebe za občine in javne zavode (37. člen), 
- omejitve za pooblaščene osebe v nekaterih državnih institucijah (2., 3. in 4. odstavek 
38. člena) in 
- posebnosti v zvezi z določitvijo in nalogami pooblaščene osebe v državnih organih (39. 
člen). 
Potrebno je poudariti, da gre le za oris pričakovanih sprememb, ki se jih pričakuje glede na 
trenutno veljaven predlog ZVOP-2, ki pa še ni bil sprejet, zato o spremembah, ki jih lahko 
pričakujemo glede obravnavanega instituta v prihodnje, še ni mogoče z gotovostjo govoriti. 
Kljub temu lahko tovrstne informacije bistveno pomagajo gospodarskih subjektom, ki 
pooblaščene osebe še niso imenovale, pa to nameravajo storiti pred uveljavitvijo novega ZVOP-
2, saj bo tako imenovana pooblaščena oseba izpolnjevala pogoje za imenovanje tudi po 
uveljavitvi slednjega. Velja namreč opozoriti, da je glede na trenutno normativno (ne)urejenost 
v Sloveniji mogoče, da bodo gospodarski subjekti (oziroma vsi zavezanci) primorani do sedaj 
imenovane pooblaščene osebe zamenjati, saj te ne bodo več izpolnjevale na novo določenih 
pogojev, ki jih lahko prinese ZVOP-2. Ne glede na to pa Ministrstvo za pravosodje Republike 
Slovenije v obdobju do sprejema ZVOP-2 priporoča vsaj začasno določitev pooblaščene osebe 
na podlagi določb Splošne uredbe.103 
 
 
103 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019; str. 338.  
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7.6. Pomoč gospodarskim subjektom pri ugotovitvi obveznosti imenovanja 
pooblaščene osebe 
Do uveljavitve ZVOP-2, ki bo podrobneje določil nekatere segmente imenovanja pooblaščene 
osebe, so se gospodarski subjekti primorani opreti na mnenja in smernice Informacijskega 
pooblaščenca, v katerih lahko ti kot upravljalci zbirk osebnih podatkov najdejo odgovore na 
najpogosteje zastavljena vprašanja s posameznih področij varstva osebnih podatkov, hitre 
vodiče, kontrolne sezname ter primere dobrih in slabih praks gospodarskih subjektov. Kljub 
temu pa je na spletni strani Informacijskega pooblaščenca izrecno opozorjeno, da posamezna 
objavljena gradiva niso prilagojena na nov evropski okvir varstva osebnih podatkov, zato jih 
morajo gospodarski subjekti uporabljati preudarno, smiselno ter upoštevaje določbe Splošne 
uredbe. Glede na pomembno vlogo, ki jo v trenutnih normativnih razmerah v Sloveniji 
predstavlja Informacijski pooblaščenec pri razlagi veljavne zakonodaje na področju varstva 
osebnih podatkov, se poraja vprašanje, kakšen je njegov dejanski pravni položaj v slovenskem 
pravnem redu. Ta bo predstavljen v okviru naslednje izpostavljene pravne problematike, ki pa 




8 PRISTOJNOST INFORMACIJSKEGA POOBLAŠČENCA RS 
Člen 77 Splošne uredbe104 med drugim določa pravico do vložitve tožbe pri nadzornem organu, 
ki ga v Sloveniji predstavlja Informacijski pooblaščenec. Gre za samostojen in neodvisen 
državni organ, ustanovljen z Zakonom o informacijskem pooblaščencu (v nadaljevanju: 
»ZInfP«), katerega bistvena naloga je, da združuje dostop do informacij javnega značaja in 
varstva osebnih podatkov.105  
Posameznik, na katerega se nanašajo osebni podatki, ima pravico, da vloži tožbo pri nadzornem 
organu v državi članici, v kateri ima običajno prebivališče, v kateri je njegov kraj dela ali v 
kateri je domnevno prišlo do kršitve, če meni, da obdelava njegovih osebnih podatkov krši 
določbe Splošne uredbe.  
Glede na to da, kot je bilo že pojasnjeno, novi zakon o varstvu osebnih podatkov ZVOP-2 še ni 
bil sprejet, je pravica do vložitve pritožbe pri nadzornem organu – Informacijskem 
pooblaščencu v času od uveljavitve Splošne uredbe (tj. od dne 25. 05. 2018) in predvidoma do 
sprejema in uveljavitve ZVOP-2 v Sloveniji onemogočena. Vzrok temu je pravna praznina, ki 
je posledica nepravočasnega sprejema ZVOP-2 in posledične neureditve pravne podlage, ki je 
za to potrebna. Navedeno pomeni, da je prizadetim posameznikom v času do ureditve te 
pristojnosti na voljo le sodno varstvo. Informacijski pooblaščenec lahko ob odsotnosti ZVOP-
2 postopek za prekrške uvede le v primeru, če gre za kršitev tistih členov ZVOP-1, ki še veljajo. 
Informacijski pooblaščenec torej zaradi odsotnosti ZVOP-2 trenutno še nima pristojnosti 
izrekati sankcije za tiste kršitve, ki so določene zgolj v členu 83 Splošne uredbe.106  
  
 
104 Glej člen 77 Splošne uredbe. 
105 Informacijski pooblaščenec, Pristojnosti, URL: https://www.ip-rs.si/o-pooblascencu/pristojnosti/ (30.10.2020) 




9 PRAVNA SREDSTVA POSAMEZNIKOV  
9.1 Problematika nadzora (inšpekcijski nadzor) 
Vse postavljene obveznosti upravljavcev kot tudi obveznosti drugih organov varstva osebnih 
podatkov so torej namenjene varstvu posameznikov. Da lahko posamezniki svoje pravice 
učinkovito uveljavljajo, jim morajo biti zagotovljena pravna sredstva, v določenih primerih pa 
tudi sankcije za kršitelje predpisane zakonodaje.107 Na podlagi vsega navedenega je potrebno 
poudariti, da so lahko v nacionalni zakonodaji, ki ureja področje varstva osebnih podatkov in 
ki je v veljavi hkrati s Splošno uredbo, posebej določene tudi sankcije za kršitev teh določb. V 
skladu z navedenim je v 5. poglavju predmetne naloge potrebno za celoten pregled možnih 
sankcij za pravne osebe, ki opravljajo gospodarsko dejavnost in pri tem kršijo relevantno 
zakonodajo, v posameznem primeru upoštevati še veljavni Zakon o varstvu osebnih podatkov, 
(ki je, kot že omenjeno, do sprejema in uveljavitve ZVOP-2, ZVOP-1) ter morebitno relevantno 
področno zakonodajo.108 Kot bo podrobneje pojasnjeno v naslednjem poglavju, bo prekrškovno 
ukrepanje Informacijskega pooblaščenca mogoče šele po vzpostavitvi pravne podlage v 
zakonodaji Slovenije (bodoči ZVOP-2). 
9.2 Upravne globe 
Že v času sprejemanja Splošne uredbe so bile upravne globe ena izmed najbolj spornih tem, s 
katerimi se je gospodarske subjekte strašilo z večmilijonskimi globami in jih privabljalo k 
udeleževanju različnih predavanj in izobraževanj na področju varstva osebnih podatkov. 
Določba 83(9)109 Splošne uredbe sicer rešuje situacijo, do katere je prišlo v Sloveniji,110 saj je 
pri nas ovira za izrek upravnih glob po Splošni uredbi prav dejstvo, da slovenski pravni sistem 
upravnih glob ne določa. Kljub temu se na predmetno določbo (vsaj za zdaj) ni mogoče 
sklicevati, saj je za to podana še druga ovira. V slovenski zakonodaji namreč trenutno ni 
pristojnega nadzornega organa za obravnavo kršitev po Splošni uredbi v smislu izrekanja 
upravnih glob in drugih sankcij. Zaradi ozko zapisanega besedila drugega odstavka 2. člena 
 
107 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019, str. 392. 
108 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019, str. 392.  
109 Člen 83(9) Splošne uredbe določa: Kadar pravni sistem države članice ne določa upravnih glob, se lahko ta 
člen uporablja tako, da pristojni nadzorni organ sproži postopek za naložitev globe, pristojna nacionalna sodišča 
pa jo izrečejo, pri čemer mora biti zagotovljeno, da so ta pravna sredstva učinkovita in imajo enak učinek, kot ga 
imajo upravne globe, ki jih naložijo upravni organi. 




ZInfP namreč ni mogoče šteti, da je Informacijski pooblaščenec lahko pristojen tudi za 
obravnavo kršitev določb Splošne uredbe v smislu izrekanja upravnih glob in drugih sankcij za 
kršitve. Prekrškovno ukrepanje nadzornega organa bo mogoče šele po ustrezni vzpostavitvi 
pravne podlage v zakonodaji Slovenije (ZVOP-2). Predvideva se, da bo pristojni nadzorni organ 
Informacijski pooblaščenec, vendar pa bo zato, kot rečeno, potrebno vzpostaviti pravno 
podlago, kar naj bi se zgodilo z ZVOP-2. 
9.2.1 Kakšne globe lahko gospodarski subjekti pričakujejo? 
Če se upošteva dosedanja praksa Informacijskega pooblaščenca, se gospodarskim subjektom 
zaenkrat pretirano visokih kazni ne gre bati. Za najvišjo globo izrečeno v Sloveniji zaradi 
kršitve varstva osebnih podatkov velja globa iz leta 2009 v višini 112.000 EUR, ki je bila 
izrečena zavarovalnici zaradi posredovanja osebnih podatkov več zavarovancev drugi 
zavarovalnici brez njihovega dovoljenja.111 Iz dosedanjih predlogov ZVOP-2 je razvidno, da 
praksa nadzornega organa po vsej verjetnosti ne bo šla v smeri izrekanja previsokih glob, saj ti 
predvidevajo dodatne kriterije izrekanja glob, s katerimi bi se naj zagotovilo, da te ne bi bile v 
neskladju s temeljnim načelom sorazmernosti.112 Šele iz ZVOP-2 bo torej razvidno, kakšni 
kriteriji se bodo dejansko zahtevali za izrekanje upravnih glob, pri čemer se predvideva, da 
bodo visoke globe vsekakor prišle v poštev le pri res hudih kršitvah velikih gospodarskih 
subjektih, ki bodo osebne podatke na kakršenkoli način tržno izkoriščali.113 Kot zanimivost pa 
gre omeniti še sodbo Višjega sodišča v Ljubljani,114 s katero je bilo izrecno odločeno, da 
informacijski pooblaščenec upravljavcu (posplošeno gospodarskemu subjektu) ne more izreči 
globe zaradi kršitve 8. člena ZVOP-2, ker je to določbo nadomestil člen 6 Splošne uredbe, ki je 
lahko sankcionirana kvečjemu po členu 83 Splošne uredbe. Ta predvideva milejšo upravno 
sankcijo namesto prekrškovne. Smiselno enako velja tudi za kršitev členov 9 in 10 Splošne 
uredbe. Do sprejema ZVOP-2 torej v slovenskem pravnem redu ostajamo brez takšne »finančne 
 
111 Voh Boštic Anže, Nezakoniti vpogledi v osebne podatke državljanov: najhujši kršitelji so policisti, dostopen 
na: https://po.dcrto.si/nezakoniti-vpogledi-v-osebne-podatke-drzavljanov-najhujsi-krsitelji-so-policisti/ 
(29.10.2020) 
112 Drugi v zvezi s tretjim odstavkom 15. člena Ustave. 
113 Markovič, Z., Brajnik, M., Pahor, T., Pjanić, S., Langeršek, E., Lesjak, B., Trinkaus, D., Varstvo osebnih 
podatkov po uredbi GDPR. Ljubljana: Založba Reforma. 2019, str. 400. 













10  LETNO POROČILO INFORMACIJSKEGA POOBLAŠČENCA ZA 
LETO 2019 115 
Delo Informacijskega pooblaščenca je skladno s poročilom za leto 2019 tudi v preteklem letu 
v največji meri zaznamovala Splošna uredba, ki je v primerjavi z ZVOP-1 pristojnost 
Informacijskega pooblaščenca še dodatno razširila. Skladno z ugotovitvami Informacijskega 
pooblaščenca se je v letu 2019 povečal obseg aktivnosti, tako upravljalcev osebnih podatkov, 
kot tudi Informacijskega pooblaščenca samega. Tudi po mnenju Informacijskega pooblaščenca 
največji izziv na obravnavanem področju še vedno predstavlja dejstvo, da Slovenija v svoj 
pravni red še vedno ni sprejela zakona za uporabo Splošne uredbe.  
Informacijski pooblaščenec je nadalje v svojem mnenju za leto 2019 potrdil problematiko 
opisano v predmetnem magistrskem delu. Ta je tudi po njegovem mnenju povezana z 
vsebinskimi nejasnostmi glede hkratne veljavnosti ZVOP-1 in Splošne uredbe s procesnimi 
nedorečenostmi glede vodenja upravnih postopkov reševanja pritožb posameznikov v zvezi z 
uveljavljanjem njihovih pravic iz členov 13 do 22 Splošne uredbe, kjer Informacijski 
pooblaščenec nastopa kot pritožbeni organ, ter odsotnostjo procesnih določb za vodenje 
prekrškovnih postopkov in izrekanje glob za ugotovljene kršitev. Kot je bilo že obrazloženo, 
lahko Informacijski pooblaščenec namreč ob odsotnosti ZVOP-2 postopek za prekrške uvede 
le v primeru, če gre za kršitev tistih členov ZVOP-1, ki še veljajo, ne more pa tudi izrekati 
sankcij za tiste kršitve, ki so določene zgolj v členu 83 Splošne uredbe. 
Število prijav, ki jih je Informacijski pooblaščenec prejel v letu 2019, se je glede na pretekla 
leta še nekoliko povečalo, saj je ta v poročilu navedel, da je prejel 974 prijav oz. pobud za 
uvedbo inšpekcijskega nadzora, kar je največ do sedaj. Zaradi suma kršitev določb ZVOP-1 je 
leta 2019 uvedel 139 postopkov o prekršku, od tega je 83 postopkov uvedel zoper pravne osebe 
javnega sektorja in njihove odgovorne osebe, 32 zoper pravne osebe zasebnega sektorja in 
njihove odgovorne osebe, 24 pa zoper posameznika.  
Na podlagi izvedenih inšpekcijskih pregledov je Informacijski pooblaščenec ugotovil, da so 
ugotovljene nepravilnosti v veliki meri posledica nepoznavanja oziroma nerazumevanja 
zakonodaje, kar gre tudi po njegovem mnenju pripisati zlasti dejstvu, da v Sloveniji nimamo 
novih sistemskih predpisov na področju varstva osebnih podatkov. Hkrati pa so po njegovem 
 




mnenju ugotovljene kršitve posledica tudi malomarnega ali neustreznega zagotavljanja varnosti 
osebnih podatkov ter namerne nezakonite obdelave osebnih podatkov s strani zaposlenih pri 




11 SPOROČILO KOMISIJE EVROPSKEMU PARLAMENTU IN 
SVETU116  
Evropska komisija je dne 24. 06. 2020 objavila težko pričakovani dokument, ki ga predvideva 
člen 97 Splošne uredbe,117in sicer Sporočilo Komisije Evropskemu parlamentu in Svetu (v 
nadaljevanju: Sporočilo), ki ga je bila Evropska komisija v skladu z navedeno določbo 
primorana predložiti do 25. 05. 2020, nato pa na vsake štiri leta. Gre za prvo poročilo, ki 
predstavlja ovrednotenje in pregled uporabe Splošne uredbe. Namen navedene obveznosti 
Evropske komisije je razviden že iz petega odstavka člena 97 Splošne uredbe, ki določa, da 
Evropska komisija po potrebi predloži ustrezne predloge za spremembo Splošne uredbe, zlasti 
ob upoštevanju razvoja informacijske tehnologije in glede na stanje napredka v družbi. Glavni 
namen izdaje poročil izhaja že iz same Splošne uredbe118 in temelji na ugotavljanju in 
usklajevanju razvoja informacijske tehnologije z določbami Splošne uredbe, iz vsebine 
Sporočila pa je razvidno, da je namen slednjega tudi v ugotavljanju izvrševanja določb Splošne 
uredbe in predstavitve nadaljnjih korakov, ki so potrebni za to, da bi se njen potencial v celoti 
izkoristil.119 Sporočilo kljub temu, da je bilo objavljeno z zamudo (po členu 97 Splošne uredbe 
bi bila namreč Evropska komisija primorana dokument objaviti do 25. maja 2020, objavljen pa 
je bila šele 24. junija 2020) podaja bistvene ugotovitve glede izvajanja določb Splošne uredbe 
in posledic, ki jih ima ta za gospodarske subjekte. 
11.1 Glavne ugotovitve120 
Iz Sporočila je uvodoma razvidno prevladujoče mnenje, da so organi za varstvo osebnih 
podatkov uravnoteženo uporabljali svoja okrepljena popravljalna pooblastila, vključno z 
opozorili in opomini, globami in začasnimi in dokončnimi omejitvami obdelave. Kljub temu je 
bilo v Sporočilu ugotovljeno, da razvoj resnično skupne evropske kulture varstva podatkov med 
organi za varstvo podatkov še zdaleč ni končan. Organi za varstvo osebnih podatkov namreč še 
ne uporabljajo vseh orodij, ki jih določa in ponuja Splošna uredba. Pri tem je še posebej 
izpostavljena neusklajenost nacionalnih sistemov, ki zajemajo tiste vrste postopkov obdelave, 
 
116 Evropska komisija, Sporočilo komisije Evropskemu parlamentu in Svetu, Varstvo podatkov kot steber 
krepitve vloge državljanov in pristopa EU k digitalnemu prehodu – dve leti uporabe splošne uredbe o varstvu 
podatkov, 2020. 
117 Glej člen 97 Splošne uredbe. 
118 Glej člen 97 Splošne uredbe.  
119 Glej člen 97 Splošne uredbe. 
120 Evropska komisija, Sporočilo komisije Evropskemu parlamentu in Svetu, Varstvo podatkov kot steber krepitve 




za katere se v skladu s členom 35 Splošne uredbe zahteva Ocena učinka v zvezi z varstvom 
podatkov. Nadalje je jasno, da kljub harmoniziranim pravilom ostaja določena razdrobljenost 
in različni pristopi držav članic. V Sporočilu je tako izrecno izpostavljeno, da so v času priprave 
Sporočila vse države članice razen Slovenija sprejele novo zakonodajo o varstvu osebnih 
podatkov ali pa prilagodile obstoječo nacionalno zakonodajo. Slovenija je bila posledično 
pozvana, da Evropski komisiji zagotovi pojasnila o dokončanju postopka prilagoditve 
nacionalne zakonodaje. Takšna razdrobljenost tudi po mnenju Evropske komisije ustvarja 
izzive za čezmejno poslovanje gospodarskih subjektov in inovacije, zlasti kar zahteva nov 
razvoj in rešitve na področju kibernetske varnosti. Hkrati pa je stališče Evropske komisije, da 
je za dejansko delovanje notranjega trga in preprečitev nepotrebnih bremen za gospodarske 
subjekte bistveno tudi to, da nacionalna zakonodaja ne presega mej določenih v Splošni uredbi, 
ali da uvaja dodatne zahteve, kadar meje niso določene. Navedeno stališče potrjuje 
problematiko, ki je bila v predmetnem magistrskem delu izpostavljena v okviru trenutne 
normativne urejenosti področja v Sloveniji in predvsem sprejema ZVOP-2.  
Sporočilo nadalje izpostavlja dejstvo, da Splošna uredba ponuja priložnosti za gospodarske 
subjekte, saj spodbuja konkurenco in inovacije, zagotavlja prosti pretok podatkov znotraj 
Evropske unije in ustvarja enake konkurenčne pogoje v primerjavi z gospodarskimi subjekti s 
sedežem zunaj Evropske unije. Nadalje Evropska komisija izpostavlja, da nekateri deležniki 
poročajo, da uporaba Splošne uredbe povzroča težave zlasti malim in srednjim gospodarskim 
subjektom, kar potrjuje v magistrskem delu zavzeto stališče. Kljub temu pa naj po mnenju 
Evropske komisije ne bi bilo primerno, da se določijo odstopanja glede na velikost 
gospodarskih subjektov, saj njihova velikost sama po sebi ne odraža tveganj, ki bi jih za 
posameznike pomenila obdelava osebni podatkov, ki jo ti subjekti izvajajo. Sprememb na tem 
področju torej ni pričakovati. Dejstvo pa je, kar je izpostavljeno tudi v Sporočilu, da je več 
organov za varstvo podatkov (pri nas predvsem Informacijski pooblaščenec) zagotovilo 
praktična orodja, ki naj bi malim in srednjim gospodarskim subjektom z nizko tveganimi 
dejavnostmi obdelave omogočila lažje izvajanje Splošne uredbe. Ta prizadevanja pa bi bilo 
kljub temu potrebno še okrepiti in razširiti, po možnosti v okviru skupnega evropskega prostora, 
da ne bi po nepotrebnem ustvarili ovir za enotni trg. Nadalje Evropska komisija v Sporočilu 
ugotavlja, da so organi za varstvo osebnih podatkov razvili tudi vrsto dejavnosti, da bi malim 
in srednjim gospodarskim subjektom pomagali izpolnjevati obveznosti iz Splošne uredbe, kot 
so izdelava predlogov pogodb o obdelavi osebnih podatkov in evidence za dejavnosti obdelave, 
organiziranje seminarjev in vzpostavitev telefonske številke za posvetovanje. Tudi po mnenju 
48 
 
Evropske komisije se da na tem področju še marsikaj postoriti, med drugim z uporabo orodij 
za lažjo dokazovanje skladnosti, ki jih nudi Splošna uredba, kot so kodeksi ravnanja in 
mehanizmi certificiranja, iz česar je razvidno, da se ta instituta v praksi še nista razvila niti v 




12  SKLEPNE UGOTOVITVE 
Iz izpostavljene problematike je razvidno, da po uveljavitvi Splošne uredbe v Sloveniji še vedno 
ostajajo določene dileme, ki so najbolj jasno razvidne iz izzivov, s katerimi se soočajo 
gospodarski subjekti pri uskladitvi poslovanja/izvajanja gospodarske dejavnosti z novim 
zakonodajnim okvirjem na področju varstva osebnih podatkov, ki ga je prinesla Splošna uredba. 
Dejstvo je, torej, da implementacija novih in strožjih določb, ki jih je uvedla Splošna uredba, 
za gospodarske subjekte vsekakor predstavlja vsaj izzive, ki so bili predstavljeni v okviru 
predmetnega dela (v praksi je teh potencialno še mnogo več), v prihodnosti pa bo glede na 
trenutno stanje slovenske zakonodaje na tem področju, po vsej verjetnosti prinesla še mnoge 
druge. Aktualni problematiki, bi se po večini lahko izognili že z vzpostavitvijo ustreznega 
nacionalnega normativnega okvirja na področju varstva osebnih podatkov, česar pa glede na 
trenutno stanje tega področja, ni utemeljeno pričakovati. Glede na vse navedeno se namreč 
nahajamo v situaciji, ko sprejetja ZVOP-2 (predvsem sedaj, ko se vsi ukvarjajo skoraj izključno 
s predpisi zaradi epidemije COVID-19) v bližnji prihodnosti ni mogoče pričakovati, 
gospodarski subjekti pa lahko v posledici tega utemeljeno predvidevajo, da lahko z osebnimi 
podatki počnejo kar želijo, saj tvegajo le inšpekcijski nadzor in potencialno opozorilo. 
Izpostavljeno problematiko potrjuje tudi Letno poročilo Informacijskega pooblaščenca za leto 
2019 in Sporočilo Komisije Evropskemu parlamentu in Svetu. Tudi po mnenju Evropske 
komisije bi bilo za to, da bi se v celoti izkoristil potencial Splošne uredbe, potrebno oblikovati 
usklajen pristop in skupno evropsko kulturo varstva osebnih podatkov ter vzpodbujati 
učinkovitejše in bolj usklajeno obravnavanje čezmejnih primerov. To namreč pričakujejo tako 
posamezniki kot tudi gospodarski subjekti, kar pa je nenazadnje tudi glavni cilj reforme pravil 
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