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4) Облік витрат за видами діяльності (Activity-based costing, ABC) – формування 
центрів витрат на основі видів діяльності та відповідний деталізований облік і аналіз.  
 5) Target Costing і Kaizen costing – два пов’язані підходи, що включають у себе 
відповідно планування витрат та постійне вдосконалення процесів з метою їх зменшення за 
умови створення цінності для споживачів та достатнього прибутку для компанії[3]. 
 Всі ці методи можна охарактеризувати за важливими, для прийняття рішень, 
критеріями: 
- сфера діяльності; 
- точність інформації; 
- складність реалізації; 
- необхідність перебудови системи управління логістикою. 
Отже ефективне управління логістичними витратами передбачає організацію дієвої 
системи їх контролю та буде реалізоване у випадку дотримання усіх вище названих факторів 
та наявності попередньої інформації для прийняття правильного рішення. 
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ІНФОРМАЦІЙНО-АНАЛІТИЧНЕ ЗАБЕЗПЕЧЕННЯ 
ФІНАНСОВО-ЕКОНОМІЧНОЇ БЕЗПЕКИ ПІДПРИЄМСТВА 
В сучасним умовах господарювання безпечна діяльність вітчизняних підприємств 
залежить від інформаційно-аналітичного забезпечення. Питання створення та розвитку 
інформаційно-аналітичного забезпечення фінансово-економічної безпеки все ще залишається 
малодослідженим. Отримання підприємствами необхідної їм інформації через відсутність 
певних правових норм, методи інформаційно-аналітичної роботи є основним засобом 
формування інформаційних ресурсів. Тому з’ясування сутності «інформаційно-аналітичного 
забезпечення» та необхідність створення нової моделі інформаційної підтримки управління 
безпекою підприємств визначають актуальність дослідження. 
Проблему інформаційно-аналітичного забезпечення фінансово-економічної безпеки 
підприємств вивчали такі дослідники: П. Г. Азіков, С. В. Бадлуєва, К. М. Білов, К. П. Друкер, 
О. В.Куліна, Б. В.Райан, Дж. Ріс, Дж. Фостер, Р. М.Энтоні та інші. 
Проведений аналіз публікацій показав, що сьогодні не існує єдиного погляду до 
розуміння сутності поняття «інформаційно-аналітичне забезпечення фінансово-економічної 
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безпеки підприємства». На думку Є. В. Позднишева, інформаційно-аналітичне забезпечення 
безпеки підприємництва – це вид інформаційного забезпечення підприємницької діяльності 
шляхом добування, обробки і надання керівництву необхідної інформації [2]. І. В. Садчикова 
та В. С. Садчиков [3] вважають, що інформаційно-аналітичне забезпечення безпеки 
підприємства – це вид інформаційного забезпечення підприємницької діяльності, який 
поєднує в собі, з одного боку, інформаційну роботу, тобто шляхи, засоби та методи 
добування і надання керівництву необхідної інформації, а з іншого – аналітичну роботу, яка 
включає форми та методи аналізу для її оброблення, необхідні під час оцінювання ситуації і 
прийняття рішення на відповідному рівні в інтересах розвитку підприємства. 
Ми вважаємо, що інформаційно-аналітичне забезпечення фінансово-економічної 
безпеки підприємства – це процес створення оптимальних умов задля задоволення 
інформаційних потреб та реалізації посадових обов’язків в забезпеченні фінансово-
економічної безпеки на основі формування та використання інформаційних ресурсів. 
В основі інформаційно-аналітичного забезпечення безпеки підприємства лежить 
інформаційно-аналітична діяльність. Виділяють два рівні інформаційно-аналітичної 
діяльності: 
1) інформаційний рівень, що полягає в пошуку, збиранні, зберіганні та поширенні 
інформації; 
2) аналітичний рівень, що полягає в узагальненні, класифікації інформації, її аналізі і 
перетворенні, розробці висновків, пропозицій, рекомендацій і прогнозів [1]. 
Інформаційно-аналітична діяльність спрямована на узагальнення, оцінювання, 
зіставлення інформації, на її розуміння й інтерпретацію, на пояснення і розуміння інформації 
щодо об’єкта аналізу, прогнозування його поведінки, написання рекомендацій для ухвалення 
управлінських рішень. 
Отже, інформаційно-аналітичне забезпечення безпеки підприємства є важливим 
елементом управління фінансово-економічною безпекою підприємства, яка має ґрунтуватись 
на пошуку, зборі та обробленні отриманої інформації.  
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ІННОВАЦІЙНІ ЗАСАДИ КОРПОРАТИВНОГО УПРАВЛІННЯ ЕКОНОМІЧНОЮ 
БЕЗПЕКОЮ НА БУДІВЕЛЬНИХ ПІДПРИЄМСТВАХ 
В умовах повної економічної незалежності усі суб’єкти господарювання самотужки 
формують свою економічну політику, впорядковують процес виробництва, збут готової 
продукції та несуть комплексну відповідальність за впроваджену діяльність, а отже кожне 
підприємство повинно здійснювати заходи щодо захисту власного бізнесу та створювати 
комплексну систему економічної безпеки підприємства. 
