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II.
PRESENTACION
El presente trabajo de investigación titulado “Utilización de medios informáticos
en la comisión de delitos y su impacto en la sociedad” data desde el año 2010 el
cual tuvo su origen como una idea, luego fue convertido en un ensayo,
posteriormente se convirtió en una tesina, con el pasar de los años se
transformó en un proyecto de tesis, y finalmente tenemos la presente
investigación.
En el primer capítulo dentro del contexto del contenido tenemos el problema de
la investigación, en cuanto a la necesidad de realizar una innovación normativa
para los delitos informáticos como problema general, y en cuanto al problema
específico se deberá instaurar las respectivas políticas de prevención, a efectos
de no ser víctimas de los ciber delincuentes.
Asimismo conforme a lo establecido por el protocolo se realizará el respectivo
análisis jurídico normativo, conjuntamente con las bases teórico normativas en
cual se establecerán los diferentes tipos de delitos informáticos que existen.
En cuanto al segundo capítulo de la tesis se implementa las hipótesis y
variables, consecuentemente después de haber realizado la instauración de
estos aspectos se efectuará los comentarios y la inferencia estadística realizada
en la DIVINDAT (DIVISIÓN DE ALTA TECNOLÓGIA) de la Dirección Criminal de
Lima centro.
En el tercer capítulo en cuanto a la interpretación de resultados se pretende
analizar los resultados obtenidos de la encuesta, así como la comparación de la
legislación extranjera en cuanto a los delitos informáticos.
III.
Finalmente se entabla la discusión, conclusiones y sugerencias del presente
trabajo de investigación tomando en cuenta los parámetros científicos
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RESUMEN
En nuestros días, mucho se habla de los beneficios del uso de la informática lo
cual ha aportado al desenvolvimiento de la sociedad en general.
En los últimos años, ha sido evidente que la sociedad ha utilizado de manera
benéfica los avances derivados de la tecnología en diversas actividades; sin
embargo, es necesario que se atiendan y regulen con mayor precisión el uso
indebido de los sistemas informáticos y del internet en general.
Los delitos informáticos y electrónicos, no son cometidos por la computadora,
sino que es el hombre quien los comete con ayuda de aquélla. En ese sentido,
esta investigación, también va a estar dirigida a analizar las formas de prevención
de estos delitos, ya sea de carácter administrativo o penal, considerando algunas
medidas para contrarrestar este tipo de delitos.
En el campo de los delitos informáticos dentro de la presente disyuntiva, aparece
hoy para el legislador como un mundo que no está al alcance de la mayoría, y
más aún si nos referimos a los delitos electrónicos e informáticos, pues su
detección implica conocimientos tecnológicos que muy pocos poseen.
No cabe duda que el ciber crimen ha alcanzado nivel mundial, las naciones han
sufrido pérdidas millonarias por estos delitos y se han visto obligadas a actualizar
su estructura legal para enfrentarse a esta nueva forma de crimen. Los delitos
informáticos, han provocado que en el Perú se cree la División de Delitos de Alta
Tecnología de la Policía Nacional del Perú (DIVINDAT).
El desarrollo tan amplio de las tecnologías informáticas ofrece un aspecto
negativo, ya que se han derribado fronteras, teniendo como resultado el abrir la
puerta a conductas antisociales y delictivas que se manifiestan en formas que
ofrecen oportunidades nuevas y sumamente complicadas de infringir la ley.
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ABSTRACT
Nowadays, there is much talk of the benefits of using information technology
which have contributed to the development of society in general, the aim of this
thesis, is the criminal conduct of cybercrime and the impact it has on the
society.
In recent years it has been evident that society has used beneficially derived
advances of technology in various activities, however, it is necessary to attend
and regulate more precisely the misuse of computer systems and the internet in
general.
Electronic and computer crimes are not committed by the computer, but it is the
man who commits them using it. In that sense, this research will also be
directed to discuss ways to prevent these crimes, whether administrative or
criminal, which I consider measures to counter such crimes.
In the field of computer crime within the present dilemma for the legislator
appears today as a world that is beyond the reach of most, and even more if we
refer to the electronic and computer crimes, because its detection involves
technological knowledge very few have the knowledge.
No doubt that cyber crime has reached global, nations suffered huge losses for
these crimes and have been forced to upgrade your legal structure to deal with
this new form of crime. Computer crimes have caused in the Divindat Peru is
believed (Crimes Division of High Technology.
So broad development of computer technologies provides a negative, since
borders have been torn down, resulting in opening the door to antisocial and
criminal behaviors that manifest in ways that offer new opportunities extremely
difficult to break the law.
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The specific objective of this thesis research is to propose a state entity which is
responsible for the defense, protection and prosecution of people who use
modern technology to harm individuals, organizations, businesses and society
itself
