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Tato práce sa věnuje znalostním oblastem managementu projektů se zaměřením na znalostní oblast 
managementu rizik. Vysvětluje důležitost řízení rizik v projektech vývoje softwaru. Popisuje fáze 
řízení rizik a používané metodiky. V druhé části je pak uvedena analýza požadavků na systém pro 
řízení rizik, návrh pomocí UML diagramů a zajímavé části implementace programu, který byl 
vytvořen ve vývojovém prostředí NetBeans IDE 6.5 v jazyku Java. V závěru je uvedeno zhodnocení 
a diskuze nad možným rozšířením.
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Takmer všetky ľudské činnosti  obsahujú určitú dávku rizika.  Tie,  ktoré sú spojené s  negatívnym 
dopadom na  zdravie  a  životy  ľudí,  podnikové  financie  alebo  životné  prostredie,  sú  predmetom 
skúmania  najmä  v  podnikoch,  v  ktorých  sa  uplatňuje  manažment  rizík.  Zmenené  správanie  sa 
zákazníka, vstup konkurencie na trh, ale aj porucha, či havária v podniku a ďalšie faktory môžu mať 
vplyv na podnikové financie. Manažment rizík a analýza rizík napomáha identifikovať, analyzovať, 
ohodnotiť a pracovať s týmito rizikami a prijať správne rozhodnutie pre ich minimalizovanie. Práca 
sa zaoberá tými, ktoré majú významný vplyv na manažment rizík v projektoch vývoja softvérových 
produktov.
Analýza a hodnotenie rizík sú procesy, ktoré slúžia pre potreby riadenia a tvoria podklady pre 
rozhodovací proces. Z toho vyplýva, že pracovné postupy musia rešpektovať určité požiadavky, ktoré 
zaručujú správne a kvalifikované rozhodovanie a pre-aktívne riadenie, ktoré na základe súčasných 
znalostí je najlepším nástrojom pre zaistenie ochrany, bezpečnosti a rozvoja organizácie.
Pre analýzu a hodnotenie rizík je v súčasnej dobe k dispozícii celá rada metodík a softvérových 
nástrojov.  Z  pohľadu  zhromaždených  znalostí  a  skúseností  je  potrebné  konštatovať,  že  väčšina 
metodík pre stanovenie rizík predpokladá absolútnu bezchybnosť projektu a obmedzuje sa len (alebo 
takmer výhradne) na kontrolu jeho dodržiavania. To znamená, že každá metóda analýzy rizík je len 
pomocný nástroj a inteligencia človeka zostáva nezastupiteľná.
V práci sú najskôr rozobrané znalostné oblasti manažmentu projektov. Ďalej sa zameriava na 
procesy znalostnej oblasti manažmentu rizík. Z danej oblasti je dôraz kladený na popis metód pri 
stanovení a ohodnotení rizík. Praktická časť práce sa venuje analýze, návrhu a implementácii systému 
pre  podporu  riadenia  rizík,  konkrétne  nástroja  na  hodnotenie  možného  finančného dopadu rizík. 
V texte  sú  uvedené  programové  prostriedky  využité  pri  implementácii,  ako  i  riešené  špecifiká 
systému. V závere je zhodnotený výsledok práce a diskusia ohľadom možnostiach rozšírenia.
Práca  naväzuje  na  Semestrálny  projekt,  ktorý  obsahoval  časť  teoretického  úvodu  a  náčrt 
smerovania navrhovaného softvérového systému. V texte sa vyskytuje celá rada odkazov na použitú 
literatúru,  pričom články neboli  preberané doslovne.  Informácie  z nich sú kombinované  tak,  aby 
zodpovedali forme diplomovej práce a dopomohli pochopeniu danej problematiky.
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2 Manažment projektov
Manažment projektov je disciplína, ktorá má za cieľ formulovať a rozvíjať metódy vedúce k úspešnej 
realizácii projektov. Projekty sú vždy spojené s rizikom neúspechu, pretože sú jedinečné. Práve táto 
neistota, jedinečnosť a rizikovosť je pre projekt charakteristická a odlišuje ho od rutinnej činnosti. 
Teda projekt je tým čím je, práve vďaka rizikám. V praxi sa často stáva, že manažér projektu pokladá 
riadenie rizík za zbytočné zdržovanie ho od „dôležitejšej“  roboty. A tak práve manažment rizík je 
v procese  riadenia  pre  mnohé  projekty  osudným.  Až  62%  projektov,  ktoré  manažmentu  rizík 
nevenovali  pozornosť,  skončilo  s  neúspechom [1].  Aby bol  projekt  úspešne realizovaný,  musí  sa 
riadiť podľa nejakého scenára alebo osnovy,  teda podľa projektového plánu. Aby bol použiteľný, 
musí  brať  na  zreteľ  širšie  súvislosti  okolia  projektu,  teda  treba  vytvoriť  stratégiu  projektu.  Jej 
nedostatky, prípadne absencia je jedným z najčastejších rizík. Pri riadení projektu sa musíme zamerať 





Ďalší pojem ktorý sa vynára v tejto súvislosti je tzv. trojimperatív – obrázok 1. Úspech projektu 
znamená splnenie cieľu v troch dimenziách.. Hovoríme teda, že je riadený trojimperatívom projektu, 
ktorý definuje:
• špecifikáciu vykonania - Čo a ako kvalitne má byť vypracované?
• časový plán - Kedy má byť čo vypracované?
• náklady na prevedenie jednotlivých činností - Za koľko času/peňazí?
Obrázok 1: Trojimperatív
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Potreba systémového prístupu k riešeniu projektov je zakotvená aj v klasickej definícii „Systém 
je na to, aby sme na niečo nezabudli“ [3].
Manažment  sa  vo  všeobecnosti  zameriava  na  plánovanie,  organizovanie,  vedenie  ľudí 
a kontrolu. Ide predovšetkým o riadenie ľudí, ktorí majú realizovať ciele inštitúcie. Pri riadení firmy 
ide väčšinou o riadenie rutinných činností,  pri  riadení  projektu sú manažérske procesy špecifické 
v tom, že ide o neopakovateľný proces vylučujúci rutinný prístup. Projektovanie je náročný proces 
a jeho  riadenie  ─  manažment  projektu  si  vyžaduje  špecifickú  metodiku  plánovania,  tvorby 
a realizácie  projektu.  Ak  sa  tento  proces  neriadi,  je  veľká  pravdepodobnosť,  že  zlyhá  (riziko  je 
vymedzujúci pojem pre projekt).
Medzi  bežným  riadením  procesov  a  manažmentom  projektu  je  podstatný  rozdiel.  Bežné 
riadenie  je kontinuálny proces, ktorého cieľom je udržanie požadovaného stavu riadeného objektu, 
alebo zabezpečenie jeho ďalšieho rozvoja. Ide o nepretržitý proces riadenia, ktorého časový horizont 
nie je obmedzený.  Riadené procesy sú spojité a opakujú sa.  Manažment projektu  je zameraný na 
dosiahnutie  určitého  cieľa  za  určitý  čas,  v  rámci  určeného  rozpočtu,  pri  rešpektovaní  všetkých 
funkčných a technických požiadaviek. Často sa môžeme stretnúť s rozlíšením pojmov  manažment  
projektu a projektový manažment. Vzájomný vzťah medzi nimi je ukázaný na obrázku 2.
2.1 Riadenie projektu
Manažment projektov môžeme rozdeliť na päť záujmových oblastí:
• stratégia projektu – analýza organizačnej štruktúry, prostredia, možností a schopností
• plánovanie projektu – vytýčenie cieľa a stanovenie aktivít na dosiahnutie podcieľov
• monitorovanie projektu – organizovanie ľudí, zdrojov, manažment kvality a rizík
• kontrola projektu – analýza výnosnosti, uskutočniteľnosti, zmenový manažment
• zlepšovanie projektu – dokončenie, zhodnotenie a bilancia projektu
Obrázok 2: Projektový manažment vs. manažment projektu [12]
5
Zároveň môžeme projektové riadenie rozdeliť podľa znalostných oblastí: 
1. Riadenie integrácie projektu 
2. Riadenie rozsahu prác projektu 
3. Riadenie času v rámci projektu 
4. Riadenie nákladov projektu 
5. Riadenie akosti v rámci projektu 
6. Riadenie ľudských zdrojov v rámci projektu 
7. Riadenie komunikácie v rámci projektu 
8. Riadenie rizík projektu 
9. Riadenie obstarávania v rámci projektu 
Procesy riadenia projektu môžeme rozdeliť do piatich skupín pozostávajúcich z jedného alebo 
viac jednotlivých procesov.
• Otváracie  procesy  –  vymedzovanie  zahájenia  projektu  alebo  jeho  fázy  s  jednoznačným 
priznaním oprávnenosti jeho prevedenia.
• Plánovacie procesy – doporučenie a udržovanie uskutočniteľného plánu tak, aby mohli byť 
naplnené potreby daného oboru podnikania, kvôli ktorým je projekt realizovaný.
• Vykonávacie  procesy  –  koordinácia  ľudí  a  ďalších  zdrojov  tak,  aby  bol  plán  projektu 
realizovateľný.
• Procesy  operatívneho  riadenia  –  zaisťovanie  plnenia  cieľov  projektu  prostredníctvom 
trvalého sledovania a merania postupu spolu s vyvolaním potrebných nápravných opatrení.
• Uzatváracie  procesy  –  formalizácia  prijatia  projektu  alebo  jeho  fázy  a  jeho  právoplatné 
ukončenie.
Jednotlivé  skupiny procesov sú  spojené  výsledkami,  ktoré  vytvárajú.  Teda  výstup  jedného 
procesu sa stáva vstupom iného.
2.1.1 Riadenie integrácie projektu
Riadenie integrácie projektu popisuje procesy požadované pre zaistenie riadnej koordinácie rôznych 
prvkov projektu.
• Zostavenie plánu projektu (plánovací)
• prevzatie výsledkov iných plánovacích procesov a ich začlenenie do jedného dokumentu.
• Realizácia plánu projektu (vykonávací)
• vykonávanie plánu projektu realizáciou činností, ktoré sú v ňom zahrnuté.
• Celková koordinácia zmien (riadiaci)
• koordinácia zmien v rámci celého projektu
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2.1.2 Riadenie rozsahu prác projektu
Riadenie rozsahu prác projektu popisuje procesy požadované na zaistenie toho, aby projekt zahŕňal 
všetky požadované práce, a len tieto práce.
• Otvorenie (plánovací)
• vybudenie organizácie, aby zahájila nasledujúcu fázu projektu.
• Plánovanie rozsahu (plánovací)
• vypracovanie písomného rozsahu prác ako podkladu pre budúce projektové rozhodnutia.
• Definovanie rozsahu (plánovací)
• rozloženie hlavných dodávok na menšie, lepšie zvládnuteľné časti.
• Overovanie rozsahu (vykonávací)
• formálne schválenie prevzatia rozsahu projektu.
• Operatívne riadenie zmien rozsahu (riadiaci)
• operatívne riadenie zmien v rozsahu prác projektu.
2.1.3 Riadenie času v rámci projektu
Riadenie  času  v  rámci  projektu  popisuje  procesy  požadované  na  zaistenie  včasného  dokončenia 
projektu.
• Definovanie činností (plánovací)
• stanovenie  konkrétnych  činností,  ktoré  musia  byť  vykonané  s  cieľom vytvoriť  rôzne 
výstupy projektu.
• Radenie činností (plánovací)
• stanovenie a dokumentovanie závislostných väzieb.
• Odhadovanie trvania činností (plánovací)
• odhadovanie počtu pracovných období potrebných pre dokončenie jednotlivých činností.
• Zostavenie časového rozvrhu (plánovací)
• analyzovanie poradia činností,  doby trvania činností  a požiadavok na zdroje s cieľom 
zostaviť časový rozvrh projektu.
• Operatívne riadenie časového rozvrhu (riadiaci)
• operatívne riadenie zmien časového rozvrhu projektu.
2.1.4 Riadenie nákladov projektu
Riadenie  nákladov  projektu  popisuje  procesy  požadované  na  dokončenie  projektu  v  rámci 
schváleného rozpočtu.
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• Plánovanie zdrojov (plánovací)
• určovanie aké zdroje (pracovníci, materiál, zariadenie) a v akých množstvách sú potrebné 
pre vykonávanie činností v rámci projektu.
• Odhadovanie nákladov (plánovací)
• stanovenie  odhadov  nákladov  na  zdroje  potrebné  pre  dokončenie  činností  v  rámci 
projektu.
• Rozpočtovanie nákladov (plánovací)
• prideľovanie odhadovaných nákladov jednotlivým činnostiam v rámci projektu.
• Operatívne riadenie nákladov (riadiaci)
• operatívne riadenie zmien v rozpočte projektu.
2.1.5 Riadenie akosti v rámci projektu
Riadenie  akosti  v  rámci  projektu  popisuje  procesy  požadované  pre  zaistenie  toho,  aby  projekt 
uspokojil potreby, kvôli ktorým je realizovaný.
• Plánovanie akosti (plánovací)
• určovanie toho, ktoré normy sa vzťahujú na projekt a zaisťovanie ich plnenia.
• Zabezpečovanie akosti (vykonávací)
• pravidelné vyhodnocovanie celkového plnenia projektu s cieľom poskytnúť dôveru, že 
projekt bude vyhovovať príslušným normám akosti.
• Operatívne riadenie akosti (riadiaci)
• sledovanie konkrétnych výsledkov projektu s cieľom určiť, či zodpovedajú príslušným 
normám akosti a určovanie spôsobu odstraňovania príčin nevyhovujúcich výkonov.
2.1.6 Riadenie ľudských zdrojov v rámci projektu
Riadenie  ľudských  zdrojov  popisuje  procesy  požadované  pre  čo  najefektívnejšie  využitie  osôb 
zapojených do projektu.
• Plánovanie organizačného usporiadania (plánovací)
• určovanie, dokumentovanie a prideľovanie projektových úloh, zodpovednosti a vzťahov 
podriadenosti a nadriadenosti.
• Nábor pracovníkov (plánovací)
• získavanie potrebných ľudských zdrojov a ich prideľovanie pre prácu na danom projekte.
• Rozvoj tímu (vykonávací)
• rozvoj schopností jednotlivcov a skupín s cieľom zlepšiť plnenie projektu.
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2.1.7 Riadenie komunikácie v rámci projektu
Riadenie  komunikácie  v  rámci  projektu  popisuje  procesy  požadované  pre  zaistenie  včasného 
a riadneho  vypracovania,  zberu,  šírenia  a  uchovávania  projektových  informácií  a  jednoznačného 
nakladania s týmito informáciami.
• Plánovanie komunikácie (plánovací)
• určovanie  komunikačných  a  informačných  potrieb  záujmových  skupín,  kto  a  aké 
informácie potrebuje, kedy ich potrebuje a ako mu budú poskytované.
• Šírenie informácií (vykonávací)
• včasné poskytovanie informácií záujmovým skupinám v rámci projektu.
• Vykazovanie výkonu (vykonávací)
• zber a šírenie informácií o plnení projektu,
• zahŕňa  hlásenie  stavu  plnenia  projektu,  meranie  postupu  a  predpovedanie  ďalšieho 
vývoja.
• Administratívne uzatvorenie (uzatvárací)
• vypracovanie, zber a šírenie informácií s cieľom formálne schváliť dokončenie fázy alebo 
projektu.
2.1.8 Riadenie rizík projektu
Riadenie rizík projektu je systematický proces identifikácie, analýzy a reakcie na projektové riziká.
• Rozpoznanie rizík (plánovací)
• určenie, ktoré riziká môžu projekt ovplyvniť a dokumentovanie ich charakteristík.
• Ohodnotenie rizík (plánovací)
• vyhodnotenie rizík a ich väzieb s cieľom posúdiť rozsah možných dopadov na projekt.
• Kvalitatívna analýza rizika (vykonávací)
• vykonávanie  kvalitatívnej  analýzy  rizika  a  podmienok  pre  uprednostnenie  vplyvu 
(dôsledkov) na projektové ciele.
• Kvantitatívna analýza rizika (vykonávací)
• meranie pravdepodobnosti a miery (dôsledkov) rizika a odhadovanie ich dôsledkov pre 
projektové ciele.
• Tvorba protirizikových opatrení (plánovací)
• definovanie a rozvoj postupov a techník ku zvýšeniu príležitostí a redukcií hrozieb vo 
vzťahu k projektovým cieľom.
• Operatívne riadenie protirizikových opatrení (riadiaci)
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• reagovanie na zmeny rizík behom projektu.
2.1.9 Riadenie obstarávania v rámci projektu
Riadenie obstarávania v rámci projektu popisuje procesy požadované pre získanie tovarov a služieb 
mimo vlastnej organizácie.
• Plánovanie obstarávania (plánovací)
• určovanie čo a kedy obstarať.
• Plánovanie dopytu (plánovací)
• dokumentovanie požiadavok na produkt a stanovenie potencionálnych zdrojov.
• Dopyt (vykonávací)
• získavanie cenových ponúk, súťažných či iných ponúk alebo návrhov.
• Výber zdrojov (vykonávací)
• výber z potencionálnych ponúk.
• Správa zmluvných vzťahov (vykonávací)
• riadenie vzťahov s dodávateľmi.
• Ukončenie zmluvných vzťahov (riadiaci)
• dokončenie a zariadenie zmluvy vrátane zariadenia všetkých nedoriešených položiek.
2.2 Znalostná oblasť manažmentu rizík
Manažment  rizík  je  nástroj  na  identifikovanie  rizík,  ktoré  môžu  znížiť  úroveň  komplexnej 
bezpečnosti,  je  prostriedkom  na  analýzu  rizík,  ich  hodnotenie,  klasifikáciu,  stanovenie  priorít 
a následne aj ich znižovanie. Stáva sa neoddeliteľnou súčasťou procesu zvyšovania bezpečnosti a má 
významný podiel na ochrane človeka,  materiálnych hodnôt,  ale aj  kultúrnych hodnôt  a životného 
prostredia pred účinkami negatívnych dôsledkov krízových javov [7]. 
Riadenie rizík projektu zahŕňa procesy, ktoré sa týkajú stanovenia a analyzovania rizík projektu 
a reagovania na tieto riziká. Zahŕňa maximalizáciu výsledkov pozitívnych udalostí a minimalizáciu 
následkov  nepriaznivých  udalostí.  Prevádza  sa  v  priebehu  celého  životného  cyklu  projektu. 
Všeobecne sa riziko chápe ako možnosť utrpieť škody, straty, nevýhody a poškodenia. V súvislosti 
s projektom sa taktiež analyzujú príležitosti a hrozby. 
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Klasifikácia rizík:
1. vnútorné  –  manažér  (projektový  tím)  ich  môže  ovplyvňovať,  napríklad  priraďovanie 
pracovníkov, odhady nákladov.
2. vonkajšie – tím projektu ich nemôže ovplyvňovať, napr. presuny na trhu, zmena legislatívy, 
chovanie zákazníka.
Riziká sa dajú deliť aj podľa rôznych rizikových faktorov:
• ľudské (individuálne, organizačné, choroba, smrť atď.), 
• operačné (riziká spojené najmä s distribúciou), 
• reputačné (strata obchodného partnera, zamestnaneckej dôvery, strata reputácie atď.), 
• procedurálne (interné systémy a kontroly, sprenevera atď.), 
• finančné (nezamestnanosť, burza cenných papierov atď.), 
• technické  a  technologické  (zavádzanie  nových  technológií,  riziko  vzniku  technologickej 
havárie v podniku, kde sa pracuje s NL), 
• prírodné (živelné pohromy a prírodné katastrofy), 
• politické faktory (zmeny v daňovej politike, vládna politika atď.), 
• ostatné rizikové faktory. 
Obrázok 3: Základné riziká projektu
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Rizikové faktory je  možné  deliť  pomocou  mnohých  kritérií,  záleží  od zdroja  a  prostredia, 
v ktorom sú uvádzané. Riadenie rizík zahŕňa procesy, ktoré sa týkajú:
1. stanovenia rizík. Je nutné zistiť, aké riziká by mohli ovplyvniť projekt a dokumentovať ich 
charakteristiky.
2. ohodnotenia  rizík.  Posúdenie  rizík  a  ich väzieb s  cieľom odhadnúť ich možný  dopad na 
výsledky projektu.
3. tvorba protirizikových opatrení. Definovanie príležitostí na využitie a odoziev na hrozby.
4. operatívne riadenie protirizikových opatrení. Reagovanie na zmeny rizík počas projektu.
Obrázok 4: Rozdelenie rizík pri IT projektoch
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2.2.1 Stanovenie rizík
Stanovenie  rizík  spočíva  v  určení,  aké  riziká  môžu  projekt  ovplyvniť  a  v  dokumentovaní  ich 
charakteristík. Stanovenie rizík je možné robiť formou určovania príčin a účinkov, teda k čomu by 
mohlo dôjsť a čo to spôsobí, alebo určovanie účinkov a príčin – čomu by sa dalo predísť, ako by sa 
k tomu dalo dôjsť a čo by sa malo podporiť. 
V rámci identifikovania rizikových faktorov je nevyhnutné analyzovať vonkajšie a vnútorné 
prostredie. Na uvedenú analýzu je možné využívať celý rad špeciálnych metód a postupov, ktoré sú 
komplexne prepracované.
2.2.1.1 Vstupy pre stanovenie rizík
• Popis  produktu.  Produkty  založené  na  overenej  technológii  budú  pri  všetkých  ostatných 
rovnocenných charakteristikách obsahovať menej rizík, ako produkty vyžadujúce novátorstvo 
alebo vynaliezavosť. Riziká súvisiace s produktom sú často popisované z hľadiska ich vplyvu 
na náklady a časový rozvrh projektu.
• Iné plánovacie výstupy, napríklad štruktúra členenia prác. Netradičné prístupy k podrobným 
predmetom  dodávok  môžu  ponúknuť  príležitosti,  ktoré  neboli  zrejme  na  vyššej  úrovni 
predmetov dodávok.
Obrázok 5: Príčiny neplánovaných výpadkov [13]
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• Odhady  nákladov  a  trvanie  činností.  Pokiaľ  boli  vytvorené  smelé  odhady stanovené  pri 
obmedzenom množstve informácií, dajú sa očakávať väčšie riziká.
• Plán personálneho zabezpečenia môže ovplyvniť riziká. Napríklad stanovení členovia tímu 
môžu mať jedinečné schopnosti, ktoré môžu byť ťažko nahraditeľné, alebo môžu mať iné 
záväzky sťažujúce ich využiteľnosť.
• Plán  riadenia  obstarávania.  Podmienky  na  trhu  môžu  poskytnúť  príležitosti  na  zníženie 
zmluvných cien. Napríklad stagnujúca ekonomika.
• Štandardy spoločnosti, praktiky a príručky pre daný projekt.
• Historické súvislosti.  Informácie  o výsledkoch v minulých  projektoch môžu poslúžiť  ako 
vstupy  pre  stanovenie  rizík.  Dajú  sa  nájsť  v  súboroch  projektovej  dokumentácie 
a v komerčných bázach dát. Prípadne sa dajú využiť znalosti tímu projektu.
2.2.1.2 Nástroje a techniky pre stanovenie rizík
• Kontrolné zoznamy. Kontrolné zoznamy sú obvykle usporiadané podľa zdrojov rizík. Zdroje 
rizík  zahŕňajú  všetky  projektové  súvislosti.  Taktiež  aj  fáza  projektu  a  životné  obdobie 
projektu ovplyvňujú riziká. Riziká a neistoty sú najvyššie pri zahájení projektu.
• Postupové diagramy slúžia na pochopenie príčin a následkov rizík.
• Pohovory so zúčastnenými a dotknutými. Napríklad behom štúdie vykonateľnosti.
Obrázok 6: Vstupné rizikové faktory
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2.2.1.3 Výstupy stanovenia rizík
• Zdroje  rizík sú  skupinou  možných  rizikových  udalostí,  ktoré  môžu  ovplyvniť  projekt 
k lepšiemu alebo k horšiemu.
Bežné zdroje rizík (Keil)
• Nedostatok zainteresovanosti vrcholového manažmentu do projektu.
• Nezainteresovanosť zákazníka.
• Neporozumenie požiadavkám.
• Nedostatok angažovanosti užívateľa, neúspech splniť požiadavky užívateľov.
• Zmeny rozsahu cieľov projektu.
• Nedostatočne kvalifikovaný personál.
• Zavedenie novej technológie.
• Nevhodné obsadenie pozícií v tíme.
Bežné zdroje rizík (Boehm)
• Spojité zmeny požiadavok.
• Nedostatok personálu.
• Zlé odhady.
• Nerealistické rozvrhy a rozpočty.
• Vytvorenie inej (nesprávnej) funkcionality.
• Vytvorenie nevyhovujúceho užívateľského rozhrania.
• Chyby, pozabudnutia a nedorozumenia v dokumentácii projektu.
• Nedostatky v externe vytvorených moduloch.
• Nedostatky výkonu v reálnom čase.
• Nesprávne definované alebo pochopené úlohy a zodpovednosti.
Popisy zdrojov rizík by mali zahŕňať odhady pravdepodobnosti, že dôjde k rizikovej udalosti 
z  tohto  zdroja,  rozsah  možných  výsledkov,  odhad  trvania  a  predpokladanú  početnosť 
rizikových  udalostí  z  daného  zdroja.  Pravdepodobnosť  aj  výsledky  je  možné  stanoviť 
pomocou  stupnice  fuzzy  hodnôt  (veľmi  vysoké,  vysoké,  stredné,  nízke,  veľmi  nízke), 
spojitých  funkcií  (100-150  tis.  EUR),  alebo  diskrétnych  funkcií  (bude/nebude  pridelený 
patent).
• Možné  rizikové  udalosti sú  jednotlivé  výskyty  typu  prírodné  pohromy,  alebo  vynútená 
neprítomnosť kľúčového člena tímu. Mali by byť pridané k zdrojom rizík.
• Príznaky rizík (spúšťače) sú často nepriamou indikáciou, že by mohlo dôjsť k udalosti. 
Napríklad zlá morálka v tíme môže byť varovným signálom oneskorenia časového rozvrhu, 
alebo  prekročenia  nákladov  pri  počiatočných  činnostiach  môže  signalizovať  nesprávne 
odhady.
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• Vstupy pre iné procesy. Proces stanovenia rizík môže určiť potrebu ďalšej činnosti v inej 
oblasti. Napríklad štruktúra členenia prác nemusí byť dostatočne podrobná, aby umožňovala 
zodpovedajúce  stanovenie  rizík.  Riziká  sú  často  vstupom  pre  iné  procesy  v  podobe 
obmedzenia alebo predpokladov.
2.2.2 Ohodnotenie rizík
Ohodnotenie  rizík  sa  týka  vyhodnocovania  rizík  a  ich  väzieb  s  cieľom posúdiť  možné  výsledky 
projektu. Zaoberá sa určovaním rizikových udalostí, na ktoré je potrebné reagovať. Ohodnotenie je 
komplikované  radou  faktorov,  pretože  príležitosti  a  hrozby  sa  môžu  vzájomne  ovplyvňovať 
neočakávanými  spôsobmi.  Napríklad  oneskorenie  oproti  časovému  rozvrhu  môže  podporiť 
zvažovanie  novej  stratégie,  ktorá  zníži  celkovú dobu trvania  projektu.  Naviac   môže  mať  každá 
riziková udalosť celú radu následkov. Napríklad oneskorená dodávka hlavného komponentu, môže 
mať za následok prekročenie nákladov, oneskorenie plánu, platby pokút a nižšiu kvalitu produktu. 
Príležitosti pre jednu záujmovú skupinu (znížené náklady) môžu byť hrozbami pri inú skupinu (nižší 
zisk).
2.2.2.1 Vstupy pre hodnotenie rizík
• Tolerancia  jednotlivých  skupín  zúčastnených  a  dotknutých  k  riziku.  Napríklad  jedna 
organizácia môže pokladať odhad s 20-percentnou pravdepodobnosťou prekročenia nákladov 
za veľmi rizikový, zatiaľ čo  iná za málo rizikový.
• Zdroje rizík.
• Možné rizikové udalosti.
• Odhady nákladov.
• Odhady trvania činností.
2.2.2.2 Nástroje a techniky pre ohodnotenie rizík
V procese  analýzy  rizík  existuje  mnoho  metód,  ktoré  sa  používajú  v  rôznych  prostrediach.  Ich 
vhodným spájaním pre splnenie cieľov analýzy rizík vytvárame systémový prístup, ktorý berie do 




V  prípade  kvalitatívnych  metód  sa  riziká  vyjadrujú  buď  slovným  ohodnotením  alebo 
v číselnom  rozsahu  (napr.  bodovanie  1-10).  Použitie  kvalitatívnych  metód  je  jednoduchšie  ako 
kvantitatívnych,  ale sú viac subjektívne.  Môže to priniesť problémy pri posudzovaní prijateľnosti 
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finančných nákladov, ktoré sú potrebné pre zvládnutie rizika a sú charakterizované ako “veľké“ či 
„kritické“. Absentuje jednoznačné finančné vyjadrenie a tým sa celý proces komplikuje.
Očakávaná peňažná hodnota je nástrojom pre ohodnotenie rizík. Hodnotu získame ako súčin 
dvoch čísiel:
• pravdepodobnosti rizikovej udalosti – odhadu pravdepodobnosti, že k danej rizikovej 
udalosti dôjde.
• hodnoty rizikovej udalosti – odhadu zisku alebo straty,  ku ktorým dôjde v prípade 
výskytu rizikovej udalosti.
Očakávaná  peňažná  hodnota  sa  obvykle  používa  ako  vstup  pre  ďalšiu  analýzu 
(napr. v rozhodovacom  strome),  pretože  rizikové  udalosti  sa  môžu  vyskytovať  samostatne  alebo 
v skupinách, súbežne alebo za sebou.
Statické súčty sa používajú na výpočet celkových nákladov projektu na základe odhadovaných 
nákladov jednotlivých prác. Tu sa s úspechom používa Metóda momentov.
Simulácia využíva  model  systému  na  analýzu  chovania  alebo  výkonu  systému.  V  rámci 
projektu sa robí simulácia časového rozvrhu pomocou sieťového grafu ako modelu projektu formou 
analýzy metódou Monte Carlo. Táto technika opakovane simuluje projekt s cieľom zistiť štatistické 
rozdelenie  vypočítaných  výsledkov.  Výsledky  simulácie  časového  rozvrhu  sa  dajú  použiť  na 
ohodnotenie rizík rôznych alternatív časového rozvrhu, rôznych stratégií projektu a rôznych ciest na 
sieťovom grafe.
Odborný  úsudok  (DELPHI) patrí  medzi  kvalitatívne  metódy  a  nazýva  sa  aj  metódou 
účelových interview, ktorá spočíva v naplánovanom kontakte medzi expertmi hodnotiacej skupiny 
Obrázok 7: Matica ohodnotenia rizík [17]
Pravdepodobnosť Často Predpokladane Občas Veľmi málo NepravdepodobneZávažnosť
Katastrofické IN IN IN H M
Kritické IN IN H M L
Vážne H H M L T
Menšie M M L T T
Zanedbateľné M L T T T
Legenda
Pravdepodobnosť Popis Závažnosť Dopad
Často
Žiadne prekvapenie, vyskytuje sa pravidelne
Katastrof ické
Viac než 6 mesačný sklz, viac než 10% 
prekročenie rozpočtu, viac než 10% pokles 




Menej než 6 mesačný sklz, menej než 10% 
prekročenie rozpočtu, menej než 10% pokles 
(Frekvencia za rok 1 – 10E-1) funkcionality výsledného produktu
Občas
Môže sa občas vyskytnúť
Vážne
Menej než 3 mesačný sklz, menej než 5% 
prekročenie rozpočtu, menej než 5% pokles 
(Frekvencia za rok 10E-1 – 10E-2) funkcionality výsledného produktu
Veľmi málo
Málo pravdepodobne až možne
Menšie
Menej než 1 mesačný sklz, menej než 2% 
prekročenie rozpočtu, menej než 2% pokles 




(Frekvencia za rok 10E-4 – 10E-5)
T=tolerovateľné L=slabé M=stredné H=vysoké IN=neprípustné
Tolerovateľný dopad
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a predstaviteľmi  hodnotenej  organizácie.  Používa  súbor  otázok,  prediskutovaných  na  účelových 
pohovoroch, ktoré sú buď vopred dané alebo variabilné teda menia sa v čase vykonania hodnotenia. 
Veľkou výhodou je časová nenáročnosť a zohľadnenie špecifík posudzovaného systému. Môže byť 
využitý  viacúrovňový  postup  metódy  Delphi  a  získané  údaje  štatisticky  spracované  a  následne 
posunuté  respondentom,  ktorí  sa  majú  k  nim  vyjadriť,  prípadne  potvrdiť  svoje  predchádzajúce 
stanovisko.  Odporúčajú sa dve až tri  kolá rozhovorov,  pri  ďalšom náraste stúpa štatistická chyba 
metódy.  Rizikové  udalosti  môžu  byť  popísané  ako  udalosti  s  veľkou,  strednou  alebo  malou 
pravdepodobnosťou výskytu a veľkým, miernym alebo obmedzeným dopadom.
Kvantitatívne metódy sú založené na matematickom výpočte rizika pomocou pravdepodobnosti 
(frekvencie)  výskytu  ohrozenia  ich  dopadu  (kladného  alebo  záporného).  Najčastejšie  sa  riziko 
vyjadruje finančnou stratou (finančným výnosom). Použitie kvantitatívnych metód si vyžaduje najmä 
čas  a  formalizovaný  prístup,  pričom  sa  môže  stať,  že  nebudú  zahrnuté  všetky  špecifiká 
posudzovaného systému.  Hodnotiteľ  môže  byť  zahltený množstvom dát,  z  ktorých nie  všetky sú 
potrebné pre danú analýzu.
Simulácia  Monte  Carlo  (kvantitatívna  metóda)  je  určená  najmä  na  imitovanie  reálneho 
systému a jej hlavným cieľom je pochopenie vnútorných vzťahov v systéme. Využíva sa v prípade, že 
neexistuje analytické riešenie, ide o finančne nákladné analýzy alebo nie je možné previesť reálny 
experiment.  Pri  simuláciách  sa  hodnoty náhodných premenných  imitujú  vygenerovaním veľkého 
počtu realizácií danej náhodnej premennej [8]. Takto získané hodnoty o správaní sa systému, sa ďalej 
štatisticky spracovávajú.  Tento  postup  má  svoju  odôvodniteľnosť v zákonoch veľkých čísiel.  Jej 
hlavnou prednosťou je najmä relatívne prijateľné rešpektovanie veľkého počtu spojitých i diskrétnych 
rizikových faktorov,  ktoré  môžu  byť  stochasticky závislé  a  ľahko môže  byť  realizovaná  analýza 
citlivosti.
Rozhodovacie stromy sa používajú pre hodnotenie a výber variantov v nadväznosti na budúce 
rozhodnutia vývoja rizikových faktorov. Strom alebo stromový graf je grafické vyjadrenie členenia 
určitej  množiny na jej podmnožiny.  Graf okrem členenia znázorňuje aj postupnosť členenia alebo 
zlučovania.  Je  to  neprázdny  súvislý  graf,  ktorý  neobsahuje  kružnice.  Rozhodovacie  stromy  sú 
grafické  stromové  štruktúry,  kde  každý  vnútorný  uzol  reprezentuje  test  hodnoty  istého  atribútu 
(možné rizikové varianty, rizikové faktory a ich vývoj) a koncové uzly (listy) reprezentujú možné 
dopady. Jednotlivé rozhodnutia sú znázornené ako hrany, ktoré vychádzajú z rozhodovacích uzlov, 
a možné  hodnoty  rizikových  faktorov  ako  hrany  vychádzajúce  zo  situačných  uzlov.  Dopady 
rozhodnutí  v  závislosti  na vývoji  rizikových faktorov (v podobe prínosu alebo hodnôt  zvoleného 
kritéria hodnotenia) sú uvedené na konci stromu [9]. Príklad rozhodovacieho stromu [10] rozhodnutia 
o vývoji nového produktu či konsolidácii súčasného je uvedený v Prílohe A.
Po  vytvorení  rozhodovacieho  stromu  sa  jednotlivým  vetvám  priradí  pravdepodobnosť 
a finančná výnosnosť každej konečnej alternatívy závislej od reakcie trhu.
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Ďalšou metódou na analýzu rizík sú pravdepodobnostné stromy, ktoré predstavujú grafický 
nástroj zobrazenia dôsledkov rizikových variantov v závislosti na podmienenom vývoji rizikových 
faktorov v čase.
Rozlišujeme niekoľko druhov pravdepodobnostných stromov: 
• modelácia rizika a neistoty v rámci identifikácie a zobrazenia možných rizikových faktorov 
ovplyvňujúcich dôsledky rizikových rozhodnutí a ich väzieb (ETA – event tree analysis).
• poruchy technologicko – technických systémov (FTA – fault tree analysis, HTA – hazard tree 
analysis).
ETA – analýza stromu udalostí (analýza dopadu udalostí) – je postup, ktorý sleduje priebeh 
procesov od inicializačnej udalosti  cez konštruovanie udalosti  vždy na základe dvoch možností  – 
priaznivej  a  nepriaznivej.  Metóda  ETA  je  graficko-štatistická  metóda.  Názorné  zobrazenie 
systémového  stromu  udalostí  predstavuje  rozvetvený  graf  s  dohodnutou  symbolikou  a  popisom. 
Znázorňuje všetky udalosti, ktoré sa v posudzovanom systéme môžu vyskytnúť. Výsledný graf sa 
podľa nárastu počtu udalostí postupne vetví.
Príklad  ETA stromu  na  obrázku  8 sa  vzťahuje  na  stratu  súboru  (napr.  Diplomovej  práce) 
z notebooku, napríklad unáhlenou údržbou súborov. Predpokladá sa, že je prevádzaná záloha:
• na notebooku - denne
• na email - týždenne
• na PC - mesačne
• na DVD - nepravidelne
Strom  udalostí  začína  počiatočnou  udalosťou  a  rozvíja  dôvody  tejto  udalosti  použitím 
stromovej štruktúry. V listoch stromu nájdeme možné dopady na udalosť, pričom je detail zvolený 
tak,  aby  sme  mohli  adekvátne  zareagovať  a  vyvodiť  dôsledky.  Ukážkový  strom  obsahuje  šesť 
Obrázok 8: Príklad stromu ETA[14]
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rôznych scenárov s piatimi dôsledkami. ETA strom teda pokrýva kvalitatívnu stránku. Samozrejme je 
vhodné ET neskôr doplniť pravdepodobnosťami jednotlivých udalostí. Pre kvantifikáciu – priradenie 
frekvencie iniciačnej udalosti a pravdepodobností jednotlivých variant – je ale vhodnejšie použiť  FT.
FTA –  analýza  stromu  porúch  –  je  postup  založený  na  systematickom  spätnom  rozbore 
udalostí s použitím reťazca príčin, ktoré môžu viesť k vybraným vrcholovým udalostiam. V mnohých 
prípadoch definuje ET dôležité rizikové body, ako napríklad nemožnosť obnovy zo zálohy. Nič však 
nevraví  o  tom,  ako k takej  udalosti  môžeme  dospieť.  Aby sme dosiahli  túto informáciu  musíme 
previesť  vnútornú  analýzu  systému  –  metódou  FTA.  FTA je  graficko-analytická,  príp.  graficko-
štatistická  metóda.  Názorné  zobrazenie  stromu porúch  predstavuje  rozvetvený graf  s  dohodnutou 
symbolikou  a  popisom.  Príklad FTA stromu so  základnými  používanými  značkami  je  zobrazený 
v Prílohe  B.  Hlavným cieľom analýzy je  posúdenie  pravdepodobnosti  vrcholovej  udalosti  (alebo 
poruchy)  s  využitím  analytických  alebo  štatistických  metód.  Proces  dedukcie  určuje  rôzne 
kombinácie  hardvérových  a  softvérových  porúch  a  ľudských  chýb,  ktoré  môžu  spôsobiť  výskyt 
špecifikovanej nežiaducej udalosti na vrchole.
V  súvislosti  s  ohodnotením  pravdepodobností  je  dobré  pripomenúť  si,  ako  sa  počíta 
pravdepodobnosť(P) v koreni podstromu pre dva závislé uzly: P že nastane len A, alebo len B, alebo 
A aj B súčasne = P že nastane A + P že nastane B - P že nastane A aj B súčasne:
P A∨B=P AP B−P  A∧B   [15]
Na  zobrazenom  príklade  sa  uplatnilo  zaokrúhľovanie,  ktoré  však  na  tak  nízkych 
pravdepodobnostiach listových udalostí nespôsobí veľkú odchýlku. Presný výpočet pravdepodobnosti 
pre koreň stromu by vyzeral nasledovne:
P root =∑ P independent event −∏ P independent event
P=0.020.050.010.010.01−0.02⋅0.05⋅0.013=0.096651631≈0.1
 Po vyhodnotení pravdepodobností výskytu týchto udalostí, či porúch, môžeme získané metriky 
doplniť  do  ET.  Podobne  ako  ukazuje  Príloha  A,  môžeme  sa  dopracovať  k  ohodnoteniu 
potencionálnych dopadov spolu s pravdepodobnosťou ich vyskytnutia – teda očakávanej straty.
Ohodnotenie  rizikových  faktorov je  spojené  so  stanovením  pravdepodobnosti  a  dopadu 
individuálnych  rizikových  faktorov,  pričom  sa  berie  do  úvahy  vzájomná  závislosť  jednotlivých 
zložiek a ostatné faktory mimo vyšetrovanej oblasti: 
• pravdepodobnosť – je stanovenie možnosti vzniku určitej udalosti, teda negatívneho javu, 
• dôsledok – je ohodnotený efekt alebo výsledok určitej udalosti, negatívneho javu. Následky 









Ohodnotenie  rizík  je  spôsob  vyhodnotenia  frekvencie/pravdepodobnosti  a  ich  zrovnanie 
s celkovými cieľmi alebo kritériami manažmentu rizík. 
2.2.2.3 Výstupy ohodnotenia rizík 
• príležitosti na využitie, hrozby,  na ktoré je potrebné vytvoriť odozvu. Hlavným výstupom 
ohodnotenia rizík je zoznam príležitostí, ktoré by mali byť využité a hrozieb, ktoré vyžadujú 
pozornosť. 
• príležitosti,  ktoré  nebudú  využité,  hrozby,  ktoré  je  potrebné  prijať.  Malo  by  byť 
zdokumentované kto o tom rozhodol. 
2.2.3 Tvorba protirizikových opatrení
Tvorba protirizikových opatrení sa týka definovania opatrení na využitie príležitostí a definovanie 
odoziev na hrozby. Odozvy na hrozby všeobecne spadajú do jednej z troch kategórií: 
• predchádzanie spočíva vo vylúčení  konkrétnej  hrozby,  obvykle  eliminovaním ich príčin. 
Riadiaci tím projektu nemôže vylúčiť  všetky riziká, ale často môže eliminovať konkrétne 
rizikové udalosti. 
• zmierňovanie znamená  znižovanie  očakávanej  peňažnej  hodnoty  rizikovej  udalosti 
zmenšovaním pravdepodobnosti  jeho výskytu.  Napríklad použitím vyskúšanej  technológie 
s cieľom znížiť pravdepodobnosť, že sa produkt nepodarí. 
• prijatie znamená  akceptovanie  následkov.  Akceptovanie  následkov  môže  byť  buďto 
aktívne - zostavenie plánu ošetrenia nepredvídaných udalostí pre prípad ich výskytu, alebo 
pasívne - akceptovanie nižšieho zisku v prípade prekročenia nákladov niektorej činnosti. 
2.2.3.1 Vstupy pre tvorbu protirizikových opatrení 
• príležitosti na využitie, hrozby, na ktoré je potrebné vytvoriť odozvu. 
• príležitosti, ktoré nebudú využité, hrozby, ktoré je potrebné prijať. 
2.2.3.2 Nástroje a techniky pre tvorbu protirizikových opatrení 
• obstarávanie.  Obstarávanie,  alebo  zakúpenie  tovarov  alebo  služieb  vnútri  organizácie 
projektu je často vhodnou odozvou na riziká. Napríklad riziká spojené s používaním zvláštnej 
technológie  môžu  byť  zmiernené  uzavretím  zmluvy  s  organizáciou,  ktorá  má  s  touto 
technológiou  skúsenosti.  Obstarávanie  často  zahŕňa  nahradzovanie  jedného  rizika  iným. 
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Napríklad  zmiernenie  rizika  nákladov  pri  zmluve  s  pevnou  cenou  môže  vytvoriť  riziko 
časového rozvrhu projektu, pokiaľ predávajúci nie je schopný dodržať termín dodania.
• havarijné plány spočívajú v definovaní akčných opatrení, ktoré je potrebné prijať, pokiaľ by 
došlo k stanoveniu rizikovej udalosti.
• alternatívne stratégie. Rizikovým udalostiam je možné často predísť alebo zabrániť zmenou 
plánovaného prístupu. Napríklad dodatočné projektové práce môžu zvýšiť počet zmien, ktoré 
musia byť zariadené behom fázy realizácie. 
• poistenie je  často  možné  uzavrieť  poistné  či  obdobné  zmluvy  (ručenie).  Typy  možných 
zmlúv a náklady na poistenie závisia na konkrétnej oblasti uplatnenia.
2.2.3.3 Výstupy tvorby protirizikových opatrení 
• plán protirizikových opatrení dokumentuje postupy, ktoré budú použité pre riadenie rizík 
počas projektu. Plán dokumentuje hlavne výsledky procesov stanovenia a ohodnotenia rizík, 
kto  zodpovedá  za  zaistenie  rôznych  oblastí  rizík,  potrebné  zdroje,  ako  budú  udržované 
pôvodné výstupy stanovenia a ohodnotenia rizík, ako budú realizované havarijné plány, ako 
budú priraďované rezervy. Plán môže byť formálny, neformálny, podrobnejší, všeobecnejší, 
je doplňujúcim prvkom celkového plánu projektu. 
• vstupy pre ďalšie  procesy.  Všetky vybrané  alebo navrhnuté alternatívne stratégie,  plány 
ošetrenia  nepredvídaných  udalostí,  predpoklady  obstarávania  a  ďalšie  výstupy  súvisiace 
s rizikami, musia byť zavedené späť do príslušných procesov v ďalších oblastiach znalostí. 
• havarijné plány sú dopredu stanovené opatrenia, ktoré majú byť prijaté v prípade rizikovej 
udalosti.
• rezervy.  Rezerva je opatrenie v pláne projektu, ktorej cieľom je zmierniť riziká nákladov 
alebo časového rozvrhu. Môžu sa členiť na prevádzkovú rezervu, rezervu na nepredvídané 
udalosti, časovú rezervu. 
• zmluvné dohody (poistenie, služby). 
2.2.4 Operatívne riadenie protirizikových opatrení
Operatívne  riadenie  protirizikových  opatrení  sa  týka  realizácie  plánu  protirizikových  opatrení 
s cieľom reagovať na rizikové udalosti počas projektu. Keď dôjde k zmenám, opakuje sa základný 
cyklus: stanovenie, ohodnotenie a reagovanie na riziká. Dôležité je pochopiť, že ani najstarostlivejšia 
a najobsiahlejšia analýza rizík nemôže presne stanoviť všetky riziká a pravdepodobnosti.  Preto je 
nutné operatívne riadenie a opakovanie všetkých procesov spojených s rizikami.
2.2.4.1 Vstupy pre operatívne riadenie protirizikových opatrení
• plán protirizikových opatrení. 
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• skutočné rizikové udalosti. K niektorým rizikovým udalostiam dôjde, na niektoré nedôjde. 
Tie udalosti, na ktoré vskutku dôjde, predstavujú skutočné rizikové udalosti alebo zdroje rizík 
a riadiaci tím projektu musí rozpoznať, kedy k nim dôjde, aby mohol realizovať vytvorené 
odozvy. 
• stanovenie dodatočných rizík. Pri meraní a vykazovaní výkonov projektu môžu vyplávať na 
povrch ďalšie možné rizikové udalosti, alebo zdroje rizík, ktoré doposiaľ neboli stanovené. 
2.2.4.2 Nástroje a techniky pre operatívne riadenie protirizikových opatrení 
• náhradné  riešenia sú  neplánované  odozvy na  negatívne  rizikové  udalosti.  Neplánované 
v zmysle, že odozva nebola definovaná predtým, ako došlo k rizikovej udalosti. 
• doplňujúca  tvorba  protirizikových  opatrení. Pokiaľ  rizikové  udalosti  neboli 
predpokladané alebo pokiaľ je ich účinok väčší  ako sa očakávalo,  nemusí  byť  plánovaná 
odozva adekvátna a je nutné opakovať proces tvorby protirizikových opatrení a niekedy aj 
proces ohodnotenia rizík. 
2.2.4.3 Výstupy operatívneho riadenia protirizikových opatrení 
• nápravné  opatrenia spočívajú  prevažne  vo  vykonávaní  plánovanej  odozvy  na  riziko 
(napr. realizácia plánu ošetrenia nepredvídaných udalostí, alebo náhradné riešenie).
• aktualizácie  plánu  protirizikových  opatrení. Tak  ako  dochádza,  alebo  nedochádza 
k predpokladaným  rizikovým  udalostiam  a  ako  sú  vyhodnocované  účinky  skutočných 
rizikových  udalostí,  mali  by  sa  robiť  aktualizácie  odhadov  pravdepodobností  a  hodnôt 
rovnakom, ako ďalších aspektov plánu protirizikových opatrení.
2.2.4.4 Role a zodpovednosti
• Programový  manažér má  zodpovednosť  za  všetky   projekty  a  poskytuje  podporu  pre 
aktivity spojené s manažmentom rizík.
• Projektový manažér zodpovedá za riadenie rizík spojených s vývojom a podporou systému.
• Manažér riadenia rizík: môže byť zvolený projektovým manažérom v závislosti od veľkosti 
projektu a projektového tímu. Inak  je táto zodpovednosť spravovaná spoločne s niektorou 
z vedúcich  technických  projektových  pozícií.  Definuje  zodpovednosť  za  vykonávanie 
naplánovaného manažmentu rizík.
• Tím  hodnotenia  softvérových  rizík  (Software  risk  evaluation  -  SRE) obvykle  tvoria 
projektoví  softvéroví  inžinieri.  Ich  úlohou  je  analyzovať  a  dokumentovať  všetky  riziká 
vyplývajúce z plnenia projektových činností.
• Podpora  SRE je  osoba,  ktorá  nemá  hlavný  záujem  na  výsledku  procesu,  ale  na  jeho 
dokončení. Vhodným adeptom je projektový manažér kvality.
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• Manažér zaistenia kvality softvéru periodicky sleduje aktivity riadenia rizík, aby mohol 
zaistiť plnenie požiadavok danej spoločnosti, vyplývajúcich zo štandardov pre riadenie rizík 
v  SW projektoch. 
• Konfiguračný  manažér (v  závislosti  od  veľkosti  projektu,  organizačnej  štruktúry 
a prideleným  zodpovednostiam)  môže  hrať  rolu  v  sledovaní  (meraní  a  analýze)  rizík 
a reportovaní o ich stave manažérovi riadenia rizík.
2.2.5 Eliminácia rizík v softvérových projektoch
Subjekty,  ktoré sa podieľajú na príprave,  hodnotení  a voľbe strategických variantov,  sa častokrát 
dopúšťajú  značných  chýb  v  prípade  integrácie  rizika  a  neistoty  (neurčitosti)  do  strategického 
rozhodovania.  Jedným  zo  základných  nedostatkov  je  časté  ignorovanie  neistoty  (neurčitosti). 
Poznatky z  niektorých  výskumov  poukazujú na  to,  že  manažéri  často  chápu neistotu  binárne,  to 
znamená, že predpokladajú buď plnú istotu alebo úplnú neistotu [9].
Ďalšie nedostatky pri práci s rizikom a neistotou: 
• podliehanie nezdravému optimizmu, 
• vyhýbanie sa rizikovým rozhodnutiam, 
• vynechávanie rizikových faktorov (stanovenie úzkeho intervalu neistoty), 
• nereflektovanie postoja vrcholového manažéra k riziku, 
• nevyužívanie metód a nástrojov podpory strategického rozhodovania, 
• nevytváranie systému včasného varovania [8]. 
Predpokladom  pre  elimináciu  rizík  je  jasná  dokumentácia  všetkých  prvkov,  ktoré  môžu 
ovplyvniť  riziká  projektu na všetkých úrovniach podrobností.  Cieľom nie  je vytvorenie zoznamu 
ospravedlnení,  ale  vyprovokovať  diskusiu,  podporovať  rozhodovanie  s  rôznymi  alternatívami 
a zabezpečenie pochopenia všetkých aspektov projektu všetkými zúčastnenými. 
Pre  projekty  veľkého  rozsahu  sa  doporučuje  rozdelenie  do  viac  menších  a  nezávislých 
projektov, rozdelenie do subprojektov pre nasledujúcu fázovú implementáciu. Je vhodné plánovať 
rezervy medzi fázami na odstránenie možných sklzov, vytvoriť malý projekt na začiatku a vytvoriť 
prototyp.  Do  vývoja  systému  je  nutné  zapojiť  potenciálnych  užívateľov  systému.  Identifikovať 
reprezentanta  užívateľov,  ktorý  je  priaznivcom  projektu,  vytvoriť  výbor  užívateľov  a  určiť 
koordinátora  tejto  skupiny,  ktorý  bude  v  projektovom tíme.  Zabezpečiť  odpovedajúce  zapojenie 
skupiny  reprezentatívnych  užívateľov,  pozývať  reprezentanta  užívateľov  na  pravidelné  stretnutia, 
hodnotiaci stav projektu, distribuovať správy o stave projektu medzi užívateľmi a viesť vývojový tím 
od začiatku k úzkej spolupráci s užívateľmi.
Veľkým rizikom projektu bývajú zlé odhady nákladov a času. Pre odhadovanie sa doporučuje 
priradenie vzťahov vyjadrujúcich mieru neurčitosti  a neukončovať odhady príliš  skoro.  V prípade 
projektov s vysokým rizikom je vhodné vytvoriť podrobnejšie odhady, pokiaľ je to možné. Vytvoriť 
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počiatočné odhady a naplánovať body, v ktorých sa budú odhady spresňovať. Zaistiť, aby si zákazník 
bol vedomý svojej spoluzodpovednosti za rozvrhovanie. Vyhnúť sa stanoveniu napätých termínov 
odovzdávania prác. Prípadne zvážiť, či projekt vôbec realizovať.
Úspech projektu úzko súvisí  so schopnosťami  a  skúsenosťami  členov tímu.  Preto je nutné 
zaistiť, aby jednotliví členovia tímu dokonalo pochopili činnosti, na ktorých sa budú podieľať, aby 
pochopili  vytvárané  výstupy.  Zaistiť  potrebné  školenia  a  zaradiť  ich  do  plánu.  Vytvoriť  vhodné 
prostredie  pre  spoluprácu  skúsenejších  a  menej  skúsených  členov  tímu.  Získať  viac  skúsených 
pracovníkov v prípade potreby [10].
Proces  vývoja  produktu  je  nutné  monitorovať.  Zvoliť  vhodnú frekvenciu  vytvárania  správ 
o stave  projektu.  Vytvoriť  rigorózny plán  zabezpečenia  akosti  a  presadiť  jeho  skutočné  plnenie.
V každom projekte dochádza k určitým zmenám. Preto je nepostrádateľné definovať vhodné postupy 
pre  riadenie  zmien,  zaistiť  ich  pochopenie  zainteresovanými  stranami  na  projekte  a  vyžadovať 
skutočné používanie týchto postupov. 
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3 Analýza a návrh systému
Počas  analýzy  som  sa  zoznámil  s  niekoľkými  komerčnými  riešeniami  systémov  pre  podporu 
manažmentu rizík – Relax Architect 2008, súbor nástrojov od firmy Isograph, či podporný program 
pre BOZP Rizika na PC. Jednalo sa o veľmi rozsiahle a komplexné systémy. Produkty Isographu sú 
dokonca certifikované od spoločnosti SAP pre možnosť integrácie s ich systémom. Počet takýchto 
systémov  ale  nie  je  veľký  a  v  oblasti  sa  nachádzajú  značné  rezervy  pre  ich  rozvoj.  Najväčšou 
prekážkou v rámci ich súčinnosti je uzavretosť vývoja a kódov. Otvorený systém podobného rozsahu 
by  si  však  vyžadoval  nemálo  prostriedkov.  Jeho  realizácia  by  bola  možná  ako  dizertačná  práca 
s modulmi riešenými v rámci diplomových prác.
Ja  som ako riešenie  zvolil  systém pre  zisťovanie  a  ohodnotenie  rizík  v  projektoch vývoja 
informačných  systémov.  Rozsah  som volil  s  ohľadom na  neformálnu  špecifikáciu  konzultovanú 
s mojou vedúcou práce RNDr. Jitkou Kreslíkovou, CSc.
3.1 Neformálna špecifikácia požiadavok
Cieľom  projektu  je  programová  podpora  pre  zisťovanie  a  ohodnotenie  rizík.  Program  sa  nemá 
vyrovnať  rozsiahlym profesionálnym systémom.  Jeho orientácia  má  byť  smerom ku kvalitatívnej 
a kvantitatívnej  analýze  rizík  vzhľadom na  možný  finančný dopad. Má ukázať  možnosť  riešenia 
prepojenia dvoch odlišných analýz a spôsob prezentovania ich výsledkov.  Základným výsledkom 
tejto  aplikácie  je  register  rizík  (RR),  ako  výsledok ETA a FTA.  Užívateľ  môže  pridávať  nové 
stromové štruktúry analýz a spájať ich do výsledného stromu.  Podstromy sú navrhované oddelene 
a je  možné  ich  spájať  pomocou  importovania  do  nadradených  stromov.  Jednotlivé  výstupy  do 
výsledného RR musia byť dodefinované o prípadné poznámky k riešeniu, odkazy na strom i riešenie, 
a ďalšie údaje.










So systémom bude pracovať projektový manažér, prípadne osoba zodpovedná za riadenie rizík, 
preto nie je potrebné riešiť rozdelenie rolí v jeho obsluhe. V rámci prenositeľnosti je potrebné, aby 
výsledok práce bolo možné uložiť do rozumného formátu súboru, prípadne do databázy. Platformová 
nezávislosť  a  prenositeľnosť  je  žiadúca,  prípadne  je  možné  riešiť  ako  webovú službu (napríklad 
v prostredí AJAX a pod.).
Príklad použitia (Use Case Diagram) je uvedený Prílohe C. Ďalší návrh systému bude vyplývať 
z  požiadavok na implementáciu  funkčného prototypu  a  bude doplnený do výslednej  správy tejto 
diplomovej práce.
3.2 Analytický model systému
V  rámci  fázy  návrhu  systému  som  vytvoril  analytický  model,  ktorý  popisuje  základné  entity 
a vzájomné vzťahy medzi nimi. Podstatou analytického modelu je definovanie ČO bude systém robiť, 
nie AKO.
Keďže má byť využitá FTA a ETA, je potrebné si ujasniť, v ktorej fáze riadenia rizík bude 
systém použitý. Často sa stromy týchto metód tvoria až pri vzniku nepriaznivej udalosti (napr. strata 
zálohy dát) a hľadá sa príčina, či následok tejto udalosti, pričom sa jednotlivým vetvám priraďuje 
pravdepodobnosť. Pre vývoj SW systémov bude ale lepšie tieto stromy  mať predpripravené, aby sa 
prípadný  audit  činností  mal  na  čom zakladať.  Dopracovať  sa  k  nim ale  nie  je  jednoduché  a  je 
potrebné ich užívateľsky tvoriť v priebehu vývoja takýchto produktov. Preto musí systém podporovať 
nie len vyhodnotenie príčiny, ale i vytvorenie vlastnej deduktívnej vetvy stromu.
Výsledkom pre  potrebu  analytika  (užívateľa)  je  RR,  obsahujúci  nie  len  pravdepodobnosť, 
s akou udalosť môže nastať, ale i možný finančný dopad či očakávanú stratu. Z RR je potom možné 
vychádzať  pri  definovaní  protirizikových opatrení,  počítaní  pravdepodobnosti  úspešnosti  projektu, 
a ďalších činnostiach s rôznymi výstupmi. Preto je nutné, aby bolo možné výsledok navrhovaného 
systému jednoducho zhodnotiť, preniesť a znovu použiť.
3.2.1 Spôsob použitia
Pre  definíciu  spôsobu  použitia  bolo  potrebné  definovať  hranice  systému.  Systém  má  len  jednu 
užívateľskú  rolu.  Hlavným  ťažiskom  funkcií  je  tvorba  a  úprava  potencionálnych  činiteľov 
vstupujúcich do hodnotenia rizík. Užívateľ  nevyhodnocuje dáta, o to sa stará aplikačná logika.
Funkcionalita spočíva v definovaní  tzv.  iniciačných udalostí  (strata dát,  výpadok sieťového 
pripojenia, atď. …). Tie sa stávajú koreňovými udalosťami pre ETA. Užívateľ editovaním vetvenia 
ET vytvára zoznam následných udalostí vzhľadom ku koreňu stromu. V listoch ET nakoniec definuje 
celkový dopad. Aby bolo možné zistiť predpokladanú stratu, potrebujeme jednotlivé listové udalosti 
ohodnotiť  pravdepodobnosťou s  akou môžu  nastať.  Tú  môže  vypočítať  systém na  základe  FTA. 
Uzlovej  udalosti  z  ET môže  užívateľ  priradiť  poruchu z  FT.  Strom porúch  vytvára  užívateľ  na 
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základe znalosti vnútorného usporiadania v procese vývoja SW produktu. V listoch FT ležia základné 
spúšťače/udalosti, ku ktorým je potrebné prideliť (odborným úsudkom) hodnotu pravdepodobnosti 
výskytu.  Jedná sa o negatívnu analýzu. Výsledkom FTA pre každý uzol je teda pravdepodobnosť 
s akou porucha môže  nastať.  Výsledkom ETA je  vypočítaná očakávaná strata  v  prípade výskytu 
udalosti.  Po posúdení je možné vytvoriť položky RR s priradením na niektorý uzol ET. Udalosti 
v ňom budú  figurovať  ako  riziká,  ku  ktorým užívateľ  definuje  protiopatrenia,  prípadne  reakcie. 
Výstupom je sumárny zoznam rizík (RR), alebo správa o danom riziku.
Hľadaniu iniciačných udalostí,  prípadne rizík v procese vývoja SW produktu môže pomôcť 
zoznam kontrolných otázok v Prílohe D venujúcich sa základným oblastiam v tejto disciplíne.
V prvom rade bolo potrebné rozhodnúť, či bude možné tvoriť FT mimo ET. Vzhľadom na 
žiadúcu znovupoužiteľnosť som zvolil možnosť tvorby udalostí(porúch) a stromov nezávisle na sebe, 
pričom ich spojenie je záležitosťou FTA a ETA častí systému.
3.2.2 Diagram logickej schémy
Už pri analýze bolo potrebné si uvedomiť čo a ako bude systém ukladať, teda aké informácie a v akej 
štruktúre. 
Obrázok 9: Uchovávané entity z FTA a ETA
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Na  obrázku 9 je  zobrazená ukážka FT stromu (hore)  a  ET stromu (spodná časť  obrázka). 
Červeným oválom sú vyznačené uzlové udalosti/poruchy,  o ktorých informácie  sa  budú ukladať. 
V modrých ováloch sú ohraničené základné udalosti  či  poruchy,  ktoré budú taktiež zaznamenané. 
Hlavným rozdielom a dôvodom rôzneho zobrazenia je odlišná povaha uzlových a koncových entít. 
V koncových (listových) entitách poruchového stromu sú uložené informácie z odborného úsudku 
užívateľa  –  pravdepodobnosť  výskytu.  V  uzlových  častiach  sa  tieto  informácie  už  získavajú 
výpočtom  z listov.  Pravdepodobnosť  pre  listové  uzly  udalostného  stromu  je  prebraná  alebo 
vypočítaná z pravdepodobnosti nadradenej udalosti, prípadne k nej pričlenenej poruche.
Ďalším špecifikom je previazanie ET a FT. Zvolil som možnosť väzby uzlových entít ET na 
entity FT. Väzba je výrazom „neúspešnosti“ udalosti a vyjadruje jej príčinu. Teda napríklad udalostný 
uzol  „Obnova  z  PC“  bude  naviazaný  na  poruchový  uzol  a  získaná  hodnota  pravdepodobnosti 
neúspechu  z  FTA  sa  vzťahuje  na  následnú  vetvu  „neúspechu“.  Pravdepodobnosť,  že  udalosť 
prebehne s úspechom sa dopočíta.
Na nasledujúcom obrázku je navrhnutý E-R diagram (Entity-Relationship Diagram). Schému 
som modeloval v programe MOSKitt 0.9.2, ktorý je vystavaný na aplikácii Eclipse v rámci jej Eclipse 
Public License v1.0. 
Diagram predstavuje relačný model databázy, ktorý je v systéme použitý na ukladanie dát. Je 
dobré poznamenať,  že tabuľka „Porucha“ a „Udalosť“ uchovávajú uzlové i  listové časti  stromov, 
pričom ich funkciu určuje atribút „Typ“. Dôležité je si uvedomiť, že uzol v FT strome môže spájať 
teoreticky neobmedzený počet vstupov. ET strom sa vetví maximálne do dvoch výstupov („úspešná“ 
a „neúspešná“ vetva).
Obrázok 10: E-R diagram systému
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3.2.3 Konceptuálny diagram tried
Konceptuálny  diagram tried  [11]  znázorňuje  logické  väzby medzi  základnými  entitami  systému. 
Navrhované  triedy  aj  použité  kardinality  sú  priamo  viazané  na  návrh  logickej  schémy 
z predchádzajúcej  kapitoly.  Operácie  jednotlivých  tried  a  trieda  „Uzivatel“  naväzujú  na  prípady 
použitia z Use Case, čím špecifikujú funkčnosť systému. 
Špecializáciou  triedy  „Porucha“  je  trieda  „UzlovaPorucha“,  ktorá  má  naviac  metódu  na 
vyhodnotenie pravdepodobnosti.
Z obrázku vyplýva rozdielnosť v spôsobe ukladania stromu FT a ET. Pretože v strome porúch 
môže do uzla viesť neurčitý počet vstupov, ukladá sa referencia spôsobom list-koreň. V udalostnom 
strome sú vetvy vždy maximálne dve, preto som zvolil referencie od koreňa k uzlom. To umožní 
naviac použitie jednej udalosti ako viacnásobného následníka.
3.3 Návrhový model systému
V  rámci  návrhu  som  zvolil  trojvrstvovú  architektúru  systému  (prezentačná,  aplikačná  a  dátová 
vrstva). Každá vrstva komunikuje len s bezprostredne nižšou, alebo vyššou vrstvou (nie je žiadúca 
závislosť na vyššej vrstve). Dátová vrstva zaisťuje prácu s dátami (vkladanie, mazanie, aktualizácia, 
Obrázok 11: Konceptuálny diagram tried
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export,  import  a pod.),  aplikačná vrstva obsahuje výpočtovú logiku systému a prezentačná vrstva 
slúži na interakciu dát s užívateľom. 
3.3.1 Vytvorenie návrhového modelu tried
Návrhové triedy sú na takej úrovni špecifikácie, aby ich bolo možné priamo implementovať. Tvoria 
sa upresňovaním analytických tried a doplnením implementačných detailov. Bolo potrebné definovať 
kompletnú  sadu  atribútov,  ich  typy,  atď.  Niekedy  je  vhodné  rozdeliť  analytickú  triedu  na  viac 
návrhových tried. Návrh totiž na rozdiel od analýzy spočíva v definovaní toho, akým spôsobom má 
byť  chovanie  definované  v  analýze,  dosiahnuté.  Je  teda  potrebné  upresniť  analytické  relácie  do 
podoby  návrhových.  Ďalšia  úprava  je  závislá  na  zvolenom  implementačnom  prostredí  a  na 
konvenciách v písaní kódu (jazyk). 
Názvy  návrhových  tried  vychádzajú  z  angličtiny.  Samotný  model  som  bol  nútený  počas 
implementácie meniť na základe špecifík, ktoré sa objavili až pri písaní kódu aplikácie. Často bolo 
zložité obchádzanie automaticky generovaných úsekov kódu v prípade použitia  NetBeans Design 
editora  pre  Java  desktopovú aplikáciu.  Všetky odpovedajúce  zmeny som začlenil  do  výsledného 
návrhového modelu  tried.  Konečný diagram bol  vytvorený  pomocou  UML plugin  rozšírenia  pre 
NetBeans. 
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Obrázok 12: Diagram návrhových tried.
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4 Implementácia
Fáza implementácie vychádza z etapy návrhu systému a zaoberá sa samotným písaním aplikačného 
kódu. Cieľom bolo vytvorenie funkčného prototypu.
Nasledujúce podkapitoly sú venované  popisu použitých technológií  pri  realizácii  výslednej 
aplikácie a niektorým zaujímavým častiam v implementácii.  Aplikácia je riešená ako desktopová 
bežiaca za pomoci virtuálneho stroja jazyka Java, čo jej zabezpečuje jednoduchú prenositeľnosť.
4.1 Použité implementačné jazykové prostriedky
Aplikačná  implementácia  bola  realizovaná  v  jazyku  Java  SE v1.6 s  desktopovým  prostredím 
založeným  na  Swing  Application  Framework  (JSR  296).  Dôvodom  tohto  výberu  je  možnosť 
jednoduchej  tvorby užívateľského rozhrania  a  možnosť  bezproblémovej  prenositeľnosti  výslednej 
aplikácie. Na databázovej strane to bol dotazovací jazyk SQL.
4.1.1 Jazyk Java
Firma Sun Microsystem vyvinula v rokoch 1990-92 v rámci projektu „First Person“ jazyk OAK pre 
interaktívny radič PDA (Portable  Data Assistant)  určený k programovaniu spotrebnej  elektroniky 
a interaktívnych  služieb  prostredníctvom  rozvodov  kábelovej  televízie.  S  prudkým  nástupom 
Internetu  firma  pozmenila  pôvodné  smerovanie  projektu  a  prispôsobila  jazyk  OAK  prostrediu 
Internetu. Predstavila ho verejnosti v roku 1995 už pod novým menom Java. 
Java je objektovo orientovaný programovací jazyk podobný jazyku C++. Java bola navrhnutá 
tak, aby bola ľahko prenositeľná na rôzne počítačové platformy. Na rozdiel od C++ sa v prípade Javy 
zdrojový text kompiluje do strojovo nezávislého bajtového medzikódu (byte code). Ten sa potom 
interpretuje  prostredníctvom  modulu  JVM  (Java  Virtual  Machine)  na  ľubovoľnej  počítačovej 
platforme,  podporujúcej  tzv.  Java-runtime.  Programy  v  jazyku  Java  môžu  byť  distribuované 
z jedného počítačového systému na druhý bez akejkoľvek transformácie a bez akéhokoľvek zásahu 
používateľa.
Java  Runtime  Environment  (JRE) je  prostredie  pre  beh  programov  v  Jave,  ktoré  zahŕňa 
interpret  Javy a  štandardné knižnice.  Java  Development  Kit  (JDK) obsahuje  JRE plus  prekladač 
a ďalšie  vývojové nástroje.  Pri  implementácii  predmetnej  aplikácie  bol  použitý  JDK v1.6 – Java 
Platform, Standard Edition (Java SE). 
4.1.2 Jazyk SQL
Structured Query Language (SQL) je počítačový jazyk na manipuláciu (DML) (výber, vkladanie, 
úpravu a  mazanie)  a  definíciu  dát  (DDL).  V súčasnosti  je  to  najpoužívanejší  jazyk  tohto  druhu 
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v relačných systémoch riadenia báz dát. Jazyk SQL sa vyvinul pôvodne z jazyka SEQUEL, čo bol 
jazyk  pre  manipuláciu  a  definíciu  dát  pre  System  R  od  IBM,  prvého  databázového  systému 
založenom na Coddovom relačnom dátovom modeli.
V čistej  forme (ANSI štandard) nie  je jazyk  SQL turingovsky úplný,  tzn.  nevieme v ňom 
vypočítať  všetko,  čo  vieme  na  Turingovom  stroji  (a  teda  aj  naprogramovať  v  bežných 
programovacích jazykoch). V SQL nedokážeme napríklad urobiť tranzitívny uzáver relácie [18].
4.2 Použité nástroje
Implementácia prebiehala vo vývojovom prostredí NetBeans IDE 6.5. MySQL databáza verzie 5.1.33 
bola spustená na lokálnom počítači  za pomoci  serverového programu WampServer 2.0. Databáza 
s názvom „database“ je napojená na program pomocou ovládača MySQL-AB JDBC Driver vo verzii 
5.1.6.  Prístup  je  realizovaný  cez  adresu  URL: jdbc:mysql:localhost:3306/database užívateľ 
root@localhost bez hesla.
4.2.1 NetBeans
NetBeans je Open Source projekt s rozsiahlou užívateľskou základňou, komunitou vývojárov a s viac 
než  100  partnermi  po  celom svete.  Pod  firmu  Sun  Microsystems,  ktorá  je  hlavným sponzorom 
projektu, prešiel na základe akvizície českej spoločnosťou rovnakého názvu v októbri 1999 [19]. Pod 
Open Source licenciou bol produkt uvoľnený v júni 2000. Vývoj prebieha z prevažnej časti českými 
vývojármi v pražskej pobočke Sun Microsystems na Chodove.
NetBeans IDE je napísané v jazyku Java. Primárne je určené pre vývoj aplikácií v jazyku Java, 
ale  môže  podporovať  aj  ďalšie  programovacie  jazyky  (vo  verzii  6.5  napr.  C/C++,  PHP,  Ruby, 
Groovy). V Jave podporuje všetky tri hlavné platformy - J2SE, J2EE a J2ME. Vývojové prostredie 
NetBeans  je  bezplatne  šírený  Open  Source  produkt,  ktorý  je  možné  používať  bez  akýchkoľvek 
obmedzení. Je použiteľný na operačných systémoch Windows, Linux, Mac OS X a Solaris. Zdrojový 
kód je dostupný pod licenciou Common Development and Distribution License [20].
4.2.2 MySQL a WampServer
MySQL  je  slobodný  a  otvorený  SQL  relačný  databázový  server.  MySQL  je  podporovaný  na 
viacerých platformách (Linux, Windows, Solaris) a je implementovaný vo viacerých programovacích 
jazykoch  (PHP,  C++  ,  Perl).  Databázový  systém je  relačný  typu  DBMS  (database  management 
system).  Práca  s  MySQL  databázou  je  vykonávaná  pomocou  dotazov  vychádzajúcich 
z programovacieho jazyka SQL.
Švédska firma MySQL AB robí MySQL Server dostupný ako voľný software pod licenciou 
GNU General Public License (GPL), no jednako tiež ponúkajú členstvo MySQL Enterprise, vhodné 
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pre pracovníkov a dvojaké licencovanie pod bežným konceptom licencie pre použitie iné než uvedené 
(alebo nekompatibilné s podmienkami) v GPL.
WampServer  (WAMP:  Windows-Apache-MySQL-PHP)  je  Open  Source  Windowsové 
vývojové  prostredie  pre  web  aplikácie.  Mimo  podpory  spomenutých  technológií  obsahuje  ešte 
PHPMyAdmin pre jednoduchú správu databáz.
4.3 Vybrané implementačné časti
Počas implementácie som musel vyriešiť pár zaujímavých špecifík. Najväčšiu pozornosť si zaslúžia 
postupy zvolené pri  analýzach rizík a práca s dátami v databáze. Samotnému prostrediu aplikácie 
nebol prikladaný dôraz na úplnú podporu vizualizácie analýz a výsledkov. 
4.3.1 Stromová štruktúra
Pred implementáciou výpočtu FTA a ETA bolo potrebné zaistiť vhodné podmienky pre získavanie 
hodnôt jednotlivých uzlov a listov. Pri načítaní napr. Tabuľky  „Event“ z databázy je táto uložená 
v objekte typu java.util.List<Event>, teda v usporiadanej kolekcii objektov triedy Event. Táto trieda 
objektovo  reprezentuje  riadok  (záznam)  z  tabuľky  v  databáze.  Takýto  formát  je  vhodný  pre 
zobrazenie dát  v tabuľkovom výstupe a k jednotlivým položkám je prístup riadený indexovaním. 
Samotný výpočet je ale závislý na stromovom usporiadaní. Pre výpočet som preto vytvoril ďalšiu 
štruktúru typu  java.util.HashMap<Integer,  Event>,  do ktorej  som uložil  jednotlivé objekty triedy 
Event podľa kľúča typu  Integer s hodnotou  Event.idEvent – teda primárnym kľúčom databázovej 
tabuľky „Event“. Vďaka tomu bol možný prístup k objektom v rámci vzťahu rodič-potomok, ktorý je 
uložený v databáze.
4.3.2 FTA
FT analýza spočíva vo výpočte pravdepodobnosti  uzlových porúch.  Pre vysvetlenie problematiky 
uvediem príklad. Zoberme náhodný experiment s dvoma možnými výsledkami A a B. Ak sa A a B 
vzájomne vylučujú, potom A a B nemôžu nastať naraz v jednom pokuse. Napríklad pri hode mincou 
padne buď hlava alebo orol. Nie je možné, aby padli naraz na jednej minci. Ak sa udalosti A a B 
vzájomne vylučujú, pravdepodobnosť A alebo B sa dá zapísať ako:
P A∨B=P AP B
Pre udalostí, ktoré sa navzájom nevylučujú, musí byť použitý všeobecnejší vzorec. Napríklad 
predpokladáme,  že  náhodný experiment  je  hod  jednou hracou kockou,  v  ktorom uvažujeme  dve 
udalosti nasledovne:
A = "padne číslo 2"
B = "padne párne číslo"
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Je zrejmé, že sa tieto udalosti navzájom nevylučujú, pretože ak by „padlo číslo 2“, dôjde tým 
pádom k A aj B. Všeobecné vyjadrenie pre P(A alebo B) je teraz:
P A∨B=P AP B−P A∧B
Uvažujme teraz dve udalosti A a B, ktoré sú navzájom nezávislé. To znamená, že ak počas  
niekoľkých  pokusných  opakovaní  došlo  k  udalosti  A,  neovplyvní  to  neskoršie  výskyty  udalosti 
B a naopak. Ak náhodne hádžeme vyváženou mincou, výskyt „hlavy“ na prvý hod by nemalo pôsobiť 
na pravdepodobnosť padnutia „orla“. Výsledky po sebe nasledujúcich hodov mince sú považované za 
navzájom nezávislé výstupy.  Taktiež ak máme izolované komponenty,  pôsobiace paralelne, potom 
porucha  jedného  neovplyvňuje  zlyhanie  ostatných.  V  tomto  prípade  sú  zlyhania  komponentov 
nezávislé akcie. Ak A a B sú dva na sebe nezávislé akcie, potom platí:
P A∧B=P AP B
Veľmi  často  sa  ale  vyskytujú  udalosti  navzájom  závislé.  Napríklad  prehriatie  rezistorov 
v elektrických  obvodoch  môže  veľmi  ľahko  ovplyvniť  pravdepodobnosť  zlyhania  neďalekých 
tranzistorov  alebo  príbuzných  obvodov.  Pravdepodobnosť  dažďa  v  utorok  je  pravdepodobne 
ovplyvnená  poveternostnými  podmienkami  v  pondelok.  Pre  tieto  prípady  je  zavedený  pojem 
podmienenej  pravdepodobnosti  pre  uzly  AND  a  nový  symbol  P B∣A vyjadrujúci 
pravdepodobnosť B, ak už došlo k A. Pravdepodobnosť výskytu oboch udalostí A a B bude teda:
P A∧B=P AP B∣A=P B P A∣B 
Pre  nezávislé  javy  A  a  B  je  P A∣B=P  A a  P B∣A=P B ,  čím  sa  vzorec 
redukuje na tvar výpočtu uvedenom pri nezávislých javoch. Výpočet pravdepodobnosti  súčasného 
výskytu závislých udalostí je vedený pomocou Bayesového teorému (matematické vyjadrenie):
P H∣E= P H P E∣H 
P E
Slovná  definícia  pre  uvedený teorém hovorí,  že  aktualizujeme  naše  domnienky o hypotéze 
(hypothesis)  H pomocou  nových  vedomostí  (evidence)  E.  P(H |  E)  je  posteriórna  (podmienená) 
pravdepodobnosť (posterior probability) hypotézy  H berúca do úvahy efekt nových poznatkov  E. 
P(H)  je  apriórna  pravdepodobnosť  (prior  probability)  hypotézy  H,  neberúc  do  úvahy  žiadne 
informácie  o  E.  P(E  |  H)  je  pravdepodobnosť  nových faktov  za  predpokladu,  že  hypotéza  H je 
pravdivá. Tiež sa nazýva vierohodnosť (likelihood). P(E) je normalizačná konštanta nezávislá od H, 
ktorá zabezpečuje,  že posteriórna pravdepodobnosť bude menšia  alebo rovná 1.  Možno ju získať 
sumáciou čitateľa cez všetky možné hodnoty H [22]. 
Aplikácia tohto teorému nie je triviálna a jeho využitiu pre ohodnotenie a analýzu rizík sa 
venuje napr. spoločnosť Agena. Prípadovú štúdiu použitia ich systému AgenaRisk je možné nájsť na 
ich internetovej prezentácii [23].
V tomto projekte nie je uvažovaná možnosť použitia závislých udalostí spojených uzlom typu 




V  rámci  ET  analýzy  je  počítaná  očakávaná  strata  pre  jednotlivé  udalosti.  Pravdepodobnosť  ich 
výskytu  je  možné  definovať  dvoma  spôsobmi:  buď  priamym  zadaním  do  vlastnosti  probability 
objektu Event, alebo definovaním odkazu na poruchu (objekt typu  Fault), čím sa pravdepodobnosti 
následných udalostí dopočítaju zo získanej pravdepodobnosti. 
Výpočet začína listovými udalosťami ako súčin pravdepodobnosti a dopadu (obe hodnoty sú 
uložené priamo v danom elemente). V listoch sú potom už dostupné všetky atribúty potrebné pre 
kalkuláciu očakávanej straty jednotlivých uzlových udalostí. Najskôr sa získa hodnota dopadu, ako 
súčet očakávaných strát z oboch následných udalostí. Výsledná očakávaná strata je znova súčinom 
pravdepodobnosti  tejto  udalosti  (je  definovaná v odkaze elementom nadradenej  udalosti)  a  práve 
získaným  dopadom.  Výpočet  pokračuje  až  k prvotnej  udalosti,  ktorá  nemá  predchodcu  a  jej 
pravdepodobnosť je braná z odborného úsudku ako priamo zadaná hodnota v tomto objekte. Takto 
pripravený súbor udalostí je priamo určený pre definovanie registra rizík. Register sa skladá z odkazu 
na udalosť a doplňujúcich údajov. V samotnom registry nie sú uložené iné údaje o príčinnej udalosti. 
Tie sú vždy na novo aktualizované pre tlač detailu daného rizika.
Na nasledujúcom obrázku je názorná ukážka ET s vybranými hodnotami po skončení výpočtu. 
Výpočet pre uzol „NODE_2“ z obrázka 13 vypadá nasledovne:
Dopad NODE 2=Očakávaná strata LEAF 1Očakávaná strata LEAF 2
Dopad NODE 2=95025000=25950
Očakávaná strata NODE 2=Dopad NODE 2∗Pravdepodobnosť NODE 1
Očakávaná strata NODE 2=25950∗0.1=23355
Obrázok 13: Ukážka vypočítaných atribútov v ET
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5 Ovládanie aplikácie
Program  je  desktopová  GUI  aplikácia.  Aplikačné  okno  je  rozdelené  na  tri  záložky:  Event  tree 
analysis, Fault tree analysis a Risk register. Rozhranie je navrhnuté v čo najzrozumiteľnejšej forme 
tak, aby sa užívateľ dokázal rýchlo zorientovať a s úspechom ovládať program.
Obe analýzy ponúkajú možnosť pridávať, editovať a rušiť svoje položky.  Ďalej je možnosť 
obnovy hodnôt pomocou tlačítka „Rafresh“ a uloženie zmien pomocou „Save“. 
Samotná analýza prebehne vždy nad celou tabuľkou a spúšťa sa tlačidlom v ľavom dolnom 
rohu s názvom  „FTA“ alebo  „ETA“.  Po ukončení  je tabuľka naplnená vypočítanými hodnotami. 
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Obrázok 14: Záložka analýzy poruchového stromu
Obrázok 15: Záložka analýzy udalostného stromu
Vzhľadom na absenciu interaktívnej tvorby stromu je nutné, aby užívateľ dobre definoval ID odkazy 
medzi objektami analýz. Analýza nie je doprevádzaná vizuálnou formou, ale doplnením vypočítaných 
údajov.
Výstupom pre užívateľa je register rizík, kde je možné upraviť povolené položky,  a hlavne 
priradiť riziku odpovedajúcu udalosť z ETA. Výstupom je tlač detailu jednotlivého rizika.
Aplikačné okno obsahuje naviac na hornej lište menu s možnosťami tlače aktuálne zvoleného 
rizika, a zobrazenie nápovede a dialógu o programe.
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Obrázok 16: Záložka registra rizík
Obrázok 17: Ukážka tlače detailu rizika
Celkovo aplikácia  spĺňa predpoklady definované v  neformálnej  špecifikácii  z  kapitoly 3.1. 
Výpočet zodpovedá matematickým definíciám funkcií a jeho korektnosť bola priebežne kontrolovaná 
počas fázy implementácie. Príloha CD obsahuje zdrojové kódy programu, potrebné knižnice, ako aj 
skompilovanú verziu aplikácie. Ďalej je priložený SQL skript s predpripravenou sadou dát.
5.1 Postup analýzy
Úspešnej analýze musí predchádzať dostatočná príprava užívateľa aplikácie. Tvorba stromu porúch či 
udalostí je mimoriadne náročná na odborné vedomosti z danej oblasti. Pre konečnú tvorbu by bolo 
lepšie interaktívne prostredie, kde by sa strom priamo graficky vytváral.  Každopádne sa ale nedá 
vyhnúť prípravným krokom:
1. Definovať prvotnú udalosť.
2. Vytvoriť postupne od vrchu smerom nadol strom možných príčinných porúch.
3. Pre listové poruchy definovať pravdepodobnosť výskytu.
4. Definovať  spojenia  medzi  poruchami  -  uzly  typu  OR,  ORI  (OR  pre  nezávislé  vstupy) 
a ANDI.
5. Tým  je  vytvorený  strom  porúch,  v  ktorom  je  nutné  ešte  raz  podrobne  skontrolovať 
definované poruchy, ich pravdepodobnosti a vzájomné prepojenia.
6. Vypočítať strom – tlačidlo FTA.
7. Preskúmať výsledok analýzy.
8. Vytvoriť strom udalostí, s prepojeniami na FT strom.
9. Pre listové udalosti definovať možný dopad, ďalej definovať pravdepodobnosť.
10. Pravdepodobnosť sa  určuje  buď priamo konkrétnej  udalosti,  alebo sa  nadradenej  udalosti 
priradí prepojenie na poruchu a následným udalostiam sa pravdepodobnosť dopočíta.
11. Na záver skontrolovať znova vytvorený strom.
12. Vypočítať strom – tlačidlo ETA.
13. Preskúmať výsledky analýzy.
14. Na  základe  preskúmania  výsledkov  vytvoriť  zoznam  rizík  v  registry  rizík.  Definovať 
prepojenie na príčinnú udalosť a ďalšie potrebné parametre.
15. Vytlačiť detail o riziku.  
Po  ukončení  spomínaných  krokov  máme  v  databáze  uložený  zoznam  porúch 




Cieľom  mojej  diplomovej  práce  bolo  zoznámenie  sa  so  znalostnou  oblasťou  manažmentu  rizík 
v procese vývoja softvérových produktov. Táto oblasť je veľmi rozsiahla a v procese tvorby predmetu 
projektu aj veľmi dôležitá.  Manažéri projektov už od samého počiatku projektu podstupujú riziko 
tým, že je na nich vyvíjaný nátlak na skracovanie lehôt, znižovanie nákladov a zvyšovanie kvality 
produktu. Tieto riziká sú nielen technického charakteru, ale aj organizačné a ekonomické. Je preto 
nepostrádateľné ich riadiť ako ktorýkoľvek iný parameter projektu, zvlášť vo fáze zahájenia projektu 
tak, aby sa dal čo najlepšie zmerať možný dopad rizík. Účelom riadenia rizík je v predstihu rozpoznať 
zdroje možných strát, následne obmedziť pravdepodobnosť ich vzniku a ich závažnosť na prijateľnú 
hodnotu a pripraviť v predstihu súbor korekčných opatrení, pokiaľ ku škodám dôjde. 
Po zoznámení  sa s  problematikou riadenia rizík,  používanými  postupmi  a technikami,  som 
spolu  s  vedúcou  práce  analyzoval  požiadavky  na  systém,  ktorý  by  využíval  zvolené  metódy 
a napomáhal procesu identifikácie a riadenie rizík. Systém som po analýze a návrhu implementoval. 
Návrh  systému,  ako  i  samotná  implementácia  zodpovedá  možnostiam  programovania  jedného 
vývojára a zďaleka nepokrýva všetky smery, ktorými sa dalo vybrať.
V celom procese tvorby som cítil nadšenie a zanietenosť vedúcej práce, ktorá ma usmerňovala 
k zdarnému  výsledku.  V  zadaní  práce  je  predmetom  systém  pre  podporu  manažmentu  rizík,  jej 
výsledkom je ale skôr nástroj  na analýzu a ohodnotenie rizík.  Túto odchýlku som si  dovolil  pre 
komplexnosť  a  nešpecifickosť  zadania.  Problematiku  sme  spolu  s  RNDr.  Kreslíkovou  spoločne 
rozobrali a vybrali dve používané metódy ako predmet činnosti – FTA a ETA.  Napriek tomu, že sa 
obe bežne používajú v procese riadenia rizík v oblasti jadrovej energetiky, leteckého inžinierstva, či 
petrochemického priemyslu, rozhodol som sa aplikovať ich s rovnakým úspechom i na proces vývoja 
softvérového produktu. Najväčším rozdielom je spôsob kontrolovania rizikových faktorov – tam, kde 
sa v priemysle používajú výstupy z meracích prístrojov, je nutné v SW projekte hľadať iné možnosti 
aktívnej kontroly rizík. Najväčším rizikom je tu ľudský faktor – ten totiž nielen nemusí odhadnúť 
všetky riziká, ale je aj ich hlavným pôvodcom.
Priložené  CD  obsahuje  v  adresári  „DPriskApp/src“ zdrojové  súbory  programu.  Adresári 
„DPriskApp/dist“  potom obsahuje skompilovaný kód spolu s potrebnými priloženými knižnicami. 
V koreňovom adresári disku je uložený súbor „README.TXT“ s inštrukciami pre správne spustenie 
programu a SQL skript „DPriskApp.sql“ s pripravenou databázovou štruktúrou a vzorovými dátami.
6.1 Špecifiká pri riešení projektu
Pri realizácii  projektu som sa stretol s niekoľkými problémami.  Za prvé som predpokladal,  že sa 
k problematike viaže mnoho literatúry a referenčných programov. Až štúdiom rôznych čiastočných 
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dokumentov  z  veľkého  množstva  zdrojov  som mohol  dospieť  k  uspokojivej  úrovni  pochopenia 
oblasti.  Ďalšou prekážkou bolo zhodnotenie  možných funkcionalít  výsledného programu tak,  aby 
bolo reálne ich aj  realizovať.  V priebehu analýzy a návrhu som postupne prichádzal  k  mnohým 
prekážkam, ako voľba správnej dátovej štruktúry (ktorú som bol nútený viac krát meniť), vymyslenie 
prepojenia  medzi  funkčnosťami  aplikácie,  či  spôsob narábania  s  dátami.  Ak  som počas  analýzy 
pozabudol na nejakú časť, musel som sa počas návrhu znova vrátiť k analýze a došpecifikovať ju. 
Napriek všetkým problémovým partiám som vytvoril  funkčný systém,  ktorý dokáže vniesť 
nový prístup pre spoluprácu ETA a FTA. S podobným riešením som sa nikde nestretol a považujem 
ho za vlastný výtvor.
6.2 Možnosti rozšírenia projektu
Vzhľadom k  povahe  problematiky  existuje  veľmi  veľa  ciest  a  spôsobov  rozšírenia  realizovanej 
aplikácie.  V prvom rade by sa jednalo o dokončenie  implementácie  pre závislé  poruchy spojené 
uzlom typu „AND“, teda použitie Bayesového teorému. Taktiež by sa dalo uvažovať o napojení na 
komplexnejší  systém,  kde  by  bol  zvolený  prístup  doplnkom  celej  rady  štandardných  postupov. 
Tvorba takého systému by si  vyžadovala  veľa časových prostriedkov a rozhodne viac vedomostí 
z oblasti – či už teoretických, či praktických skúseností s manažmentom rizík. Celkovo by ale pod 
záštitou zodpovedného garanta takéhoto projektu mohlo vzniknúť Open Source riešenie na úrovni 
komerčných projektov, ktorých užívanie je spojené s nemalými finančnými prostriedkami.
Projekt by sa dal rozšíriť aj  o webovú nadstavbu, ktorá by ešte viac prispela k otvorenosti 
projektu.  V prípade použitia Java riešení  by aj samotný kód programu mohol  poslúžiť pre vývoj 
komplexnejšieho  systému.  Jedným  zo  smerov,  by  mohlo  byť  prevedenie  aplikačného  kódu 
s pomocou GoogleWebToolkit na webovú aplikáciu založenú na technológii AJAX. Takéto riešenie 
by umožňovalo jej integráciu s aplikáciami spoločnosti Google, ako Google Mail, Google iCalendar, 
či Google Code.
Rozšírením  by  mala  prejsť  aj  oblasť  samotného  registra  rizík,  ktorý  bol  úmyselne 
implementovaný  v  skrátenej  forme.  Každé  analyzované  riziko  by  malo  mať  definované  všetky 
potrebné  atribúty pre  manažérske  rozhodovanie.  Správa  užívateľov  by v  tomto  prípade  priniesla 
jednoznačnú identifikáciu pre majiteľa rizika. Taktiež výstup zo systému by mohol prejsť úpravami, 
prípadne možnosťou užívateľskej personifikácie. 
V  prípade  podrobnejšieho  skúmania  použitých  metód  sa  dá  naraziť  aj  na  nové  prístupy 
popisované v nedávno vydaných vedeckých článkoch, ako napríklad v dokumente [24] z ôsmeho 
Australského  workshopu  na  tému  Safety  Critical  Systems  and  Software  (SCS'03),  konaného 
v Canberre („Research and Practice in Information Technology“).
Rozšírením a sledovaním zmien v oblasti, prípadne dopĺňaním údajov z reálnych projektov by 
mohol systém zaujať pevné miesto v analýze rizík minimálne na lokálnej akademickej úrovni.
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Zoznam príloh
Príloha A Príklad rozhodovacieho stromu
Príloha B Príklad FTA stromu
Príloha C Use Case Diagram







Otázky na zistenie softvérových rizík
Tieto otázky sú vybrané tak, aby dopomáhali  rozpoznať riziká pri  vývoji  softvérových projektov. 
Kompletná verzia SEI Software Risk Taxonomy Questionnaire je dostupná v [21].
 
 A. Vývoj produktu
Technické aspekty pre úspešnú realizáciu
 I. Požiadavky
 a. Stabilita
Menia sa počas vývoja produktu požiadavky?
 b. Úplnosť
Chýbajú, alebo nie sú dostatočne špecifikované niektoré požiadavky?
 c. Zrozumiteľnosť
Sú požiadavky nejasné, alebo je nutná ich interpretácia?
 d. Validita
Vedú požiadavky k výsledku, ktorý si zákazník predstavoval?
 e. Uskutočniteľnosť
Sú definované technicky ťažko realizovateľné požiadavky?
 f. Precedens (obdobný prípad z minulosti)
Špecifikujú požiadavky niečo, s čím sme sa zatiaľ nestretli,  alebo niečo čo presahuje  
úroveň skúseností realizačného tímu?
 g. Rozsah
Existujú obavy vzhľadom na veľkosť či komplexnosť systému?
 II. Návrh
 a. Funkcionalita
Existujú potencionálne problémy v návrhu, ktoré sa týkajú funkčných požiadavok?
 b. Zložitosť
Je cieľ návrhu a/alebo implementácie ťažko dosiahnuteľný?
 c. Rozhranie
Je vnútorné rozhranie (HW/SW) dobre definované a kontrolované?
 d. Výkon
Máme definovaný striktný čas odozvy, prípadne výkonnostné požiadavky?
 e. Testovateľnosť
Je produkt ťažké, či nemožné testovať?
 f. HW požiadavky
Môžu HW limity ovplyvniť niektoré požiadavky?
 g. Nevyvíjaný SW
Sú problémy so SW používaným programom, ale nevyvíjaným spolu s programom?
 III. Test kódu a modulov
 a. Uskutočniteľnosť
Je implementácia návrhu ťažká alebo nemožná?
 b. Testovanie
Je adekvátne zvolený čas a nároky na testovanie modulov?
 c. Programovanie/Implementácia
Je  návrh dostatočne  detailný  pre  zápis  kódu:  môže  sa  meniť  návrh  aj  po  dokončení  
programovania?
 IV.Integrácia a testovanie
 a. Prostredie
Máme  adekvátne  podmienky  pre  integráciu  a  testovanie?  Nemáme  problém  so 
simulovaním  reálnych  situácií  a  s  testovacími  dátami  pre  demonštráciu  niektorých  
požiadavkov?
 b. Produkt
Je  navrhnuté  rozhranie  či  vlastnosti  neadekvátne,  nedostatočný  čas?  Máme  ťažko  
testovateľné požiadavky?
 c. Systém
Je  na  testovanie  a  integráciu  alokovaný  adekvátny  čas?  Je  systémová  integrácia  
nekoordinovaná? Je definícia rozhrania či možnosti testovania neadekvátne?
 V. Konštrukčné špeciality
 a. Udržovateľnosť
Bude ťažké pochopiť implementáciu? Bude ťažké udržiavať systém?
 b. Spoľahlivosť
Máme definovanú spoľahlivosť a dostupnosť softvéru? Bude to ťažké dosiahnuť?
 c. Bezpečnosť
Sú bezpečnostné požiadavky neuskutočniteľné, či nejasné?
 d. Zaručiteľnosť
Máme definované ojedinelé bezpečnostné požiadavky?
 e. Ľudský faktor
Existujú prekážky pre splnenie požiadavkov vzhľadom na ľudský faktor?
 f. Špecifikácia
Máme  adekvátnu  dokumentáciu  vzhľadom  na  návrh,  implementáciu  a  testovanie  
systému?
 B. Vývojové prostredie 
Metódy, procedúry a nástroje na vývoj SW produktov
 I. Vývojový proces
 a. Formálnosť
Bude ťažké pochopiť či udržiavať implementáciu (kód)?
 b. Vhodnosť
Je  vhodne  zvolený  vývojový  proces  (špirála,  prototypovanie)?  Je  vývojový  proces  
podporovaný kompatibilnou sadou procedúr, metód a nástrojov?
 c. Riadenie postupu práce
Je vývoj SW poháňaný, monitorovaný a kontrolovaný za použitia metrík?
 d. Oboznámenosť
Sú členovia projektového tímu skúsení v danej činnosti? Rozumejú všetci členovia tímu 
procesom?
 e. Riadenie výsledku práce
Máme mechanizmy na kontrolu zmien v produkte?
 II. Vývojový systém
 a. Kapacita
Máme dostatok pracovných staníc a pracovného prostredia pre všetkých zamestnancov?
 b. Primeranosť
Podporuje vývojový systém všetky fázy, aktivity a funkcionality programu?
 c. Použiteľnosť
Pokladajú členovia tímu vývojové prostredie za jednoduché na použitie?
 d. Oboznámenosť
Používali už členovia tímu toto vývojové prostredie v minulosti?
 e. Spoľahlivosť
Je systém považovaný za spoľahlivý?
 f. Systémová podpora
Máme vhodných expertov, či externú podporu pre systém?
 g. Dosiahnuteľnosť
Máme definované akceptačné požiadavky pre dodanie systému zákazníkovi?
 III. Manažérske činnosti
 a. Plánovanie
Odpovedá program manažovania plánu?
 b. Organizácia projektu
Máme  efektívnu  organizáciu  programu;  sú  role  a  zodpovednosti  za  reporting  dobre 
definované?
 c. Skúsenosti v riadení
Majú manažéri skúsenosti v oblasti vývoja softvéru, softvérovom manažmente, aplikačnej  
domény a v programovaní?
 d. Koordinácia programu
Je  dobrá  koordinácia  so  zákazníkom,  je  zákazník  zapájaný  do  rozhodovania  
o funkcionalite a operáciach?
 IV.Manažérske metódy
 a. Monitorovanie
Sú definované riadiace metriky a vyvinutá metóda na kontrolu postupu v projekte?
 b. Personálny manažment
Sú členovia projektového tímu školení a vhodne používaní?
 c. Zaistenie kvality
Máme definované adekvátne postupy a zdroje zaisťujúce kvalitu produktu?
 d. Konfiguračný manažment
Sú adekvátne zvolené metódy kontroly zmien v kóde a verziách?
 V. Pracovné prostredie
 a. Kvalitatívne hľadisko
Chýba projektu orientácia na kvalitnú prácu?
 b. Spolupráca
Chýba projektu tímový duch; vyžaduje si riešenie konfliktov zásah manažmentu?
 c. Komunikácia
Postráda  projekt  povedomie  o  úlohách  či  cieľoch,  viazne  komunikácia  medzi  
pracovníkmi a manažmentom ohľadom technických informácií?
 d. Morálka
Panuje tu neproduktívna, nekreatívna atmosféra? Je vynikajúca práca uznávaná, alebo  
odmeňovaná?
 C. Programové obmedzenia 
Metódy, postupy a nástroje počas tvorby softvérového produktu
 I. Zdroje
 a. Plánovanie
Je časový plán projektu neadekvátny či nestabilný?
 b. Kolektív
Je  personál  neskúsený;  má  nedostatok  odborných  vedomostí,  nedostatok  schopností,  
alebo je poddimenzovaná veľkosť tímu?
 c. Rozpočet
Je financovanie nedostatočné či nestabilné?
 d. Vybavenie
Je vybavenie nedostatočné pre tvorbu a dodávku produktu?
 II. Zmluva
 a. Typ kontraktu
Je zmluva zdrojom projektového rizika?
 b. Reštrikcie
Obsahuje zmluva nevhodné reštrikcie?
 c. Závislosti
Obsahuje program nejaké kritické závislosti z prostredia mimo produktu alebo služieb?
 III. Rozhranie programu
 a. Zákazník
Existujú problémy so zákazníkom, ako príliš dlhý schvaľovací cyklus dokumentov, chabá  
komunikácia, či nedostatočné oborové skúsenosti?
 b. Pridružení dodávatelia
Máme problémy s pridruženými dodávateľmi, ako napríklad nedostatočne definované či  
nestabilné rozhranie, chabá komunikácia, nedostatočná kooperácia?
 c. Subdodávateľ
Je program závislý na subdodávateľoch v nejakej kritickej časti?
 d. Hlavný dodávateľ
Je program (plán) lemovaný problémami s hlavným dodávateľom?
 e. Manažment spoločnosti
Je prístup vyššieho manažmentu laxný?
 f. Predajcovia
Sú predajcovia pasívni vzhľadom k programovým potrebám?
 g. Politika
Môže politická situácia ovplyvniť plán/program?
