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Crimezone is the application of citizen journalism developed to report crimes in Bandung which is 
available on windows phone platform. In its use, this app still has some problems in the backend system. 
One that often occurs is failure in sending image stream data with a large size, the provided web service 
is slow in delivering the requested data, and the backend system is highly vulnerable of web attacks. 
The purpose of this research is to improve the performance of Crimezone’s backend system. This is 
achieved by migrating from the current programming language to the new one. The selection of the 
Scala programming language will improve the performance of the backend system, facilitate use of 
asynchronous programming, concurrency, and parallelism and improve the security on the system. 
 





Crimezone merupakan aplikasi citizen journalism pada mobile yang dikembangkan untuk melaporkan 
bentuk kriminalitas di Kota Bandung yang tersedia dalam platform windows phone. Dalam penggu-
naanya, aplikasi ini masih memiliki beberapa masalah dari segi backend yaitu sering terjadinya kega-
galan dalam mengirim data image stream dengan ukuran yang besar, layanan web service yang disedia-
kan lambat dalam memberikan respon data yang diminta, dan sistem backendnya sangat rentan terhadap 
serangan web. Tujuan dari penelitian ini adalah untuk meningkatkan performa dari sistem backend 
Crimezone. Hal ini dicapai dengan memigrasikan bahasa pemrograman yang digunakan ke bahasa pem-
rograman yang baru. Pemilihan Scala sebagai bahasa pemrograman akan meningkatkan performa sistem 
backend, memudahkan dalam menggunakan pemrograman asynchronous, concurrency, dan parallelism 
serta meningkatkan keamanan pada sistem. 
 





Selama beberapa dekade ini teknologi web ber-
kembang dengan cepat. Perkembangan ini menga-
kibatkan banyak bahasa pemrograman baru ber-
munculan. Bahasa pemrograman baru ini hadir 
dengan kualitas yang lebih baik sehingga 
menjadikan dunia web development berkembang 
cepat. Persaingan ini hadir dalam hal performa, 
keamanan, kesederhanaan sintaks, optimalisasi, 
dan kemampuan untuk berkembang di masa 
datang, sehingga banyak developer yang 
memigrasikan kode program atau aplikasinya ke 
bahasa lain demi menjadikan program yang lebih 
baik dan cepat. Hal ini juga berlaku untuk aplikasi 
Crimezone. 
Crimezone merupakan aplikasi citizen jour-
nalism pada mobile yang digunakan untuk 
melaporkan bentuk kriminalitas. Berdasarkan 
wawancara yang sudah dilakukan dengan 
developer aplikasi Crimezone, diperoleh informasi 
bahwa aplikasi belum bekerja dengan baik karena 
masih terdapat beberapa kekurangan dari segi 
sistem backend. Pertama, sistem backend saat ini 
belum bekerja dengan baik dalam melayani akses 
pengguna. Hal ini dibuktikan de-ngan masih 
terjadinya kegagalan dalam mengirimkan data 
image stream dengan kapasitas yang besar. Kedua, 
sistem backend belum bekerja dengan cepat dan 
optimal yang dibuktikan dengan kinerja dari web 
service yang lambat dalam melayani request data 
dari pengguna, sehingga sering terjadinya request 
time out. Ketiga, sistem backend belum aman, 
dikarenakan sintaksis bahasa pemrograman yang 
digunakan tidak mengikuti standar yang 
diharuskan. 
Secara umum, untuk membangun sistem 
backend yang baik dan bagus ditentukan oleh ba-
hasa pemrograman yang digunakan. Pemilihan 
bahasa pemrograman yang tepat akan menentukan 
tingkat kualitas sistem yang dibangun. Ada bebe-
rapa kriteria yang menentukan bahasa pemrogra-
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man baik dan bagus. Pertama, penggunaan bahasa 
tersebut dapat menghasilkan kode yang lebih baik; 
dengan kode yang lebih baik akan menghasilkan 
performa yang cepat ketika dijalankan. Kedua, 
penggunaan bahasa tersebut dapat  mengatasi 
masalah concurrency dan mendukung parallelism 
sehingga menjadikan program scalable [1]. Ketiga, 
kode yang ditulis secara default memiliki 
keamanan yang tinggi dalam melindung terhadap 
berbagai jenis serangan web [2]. 
Oleh karena itu, berdasarkan permasalahan 
yang telah dijelaskan dan berdasarkan studi lite-
ratur, didapatkan solusi yaitu dengan memigrasi-
kan kode pada backend Crimezone dari PHP ke 
Scala. Pemilihan Scala sebagai bahasa pemrogra-
man akan meningkatkan performa sistem backend 
[3], memudahkan dalam menggunakan pemrogra-
man asynchronous, concurrency, dan parallelism 
serta meningkatkan keamanan pada sistem [4]. 
 
2. Metode Penelitian 
 
Untuk memigrasikan sistem backend aplikasi Cri-
mezone menggunakan pendekatan Reference Mi-
gration Processes (ReMiP). ReMiP merupakan 
model proses umum yang menggambarkan aktivi-
tas yang dibutuhkan sebagai tahapan dalam proses 
migrasi. Proses-proses atau tahapan yang terjadi 




Tahap requirement analysis merupakan tahapan 
pertama di ReMiP. Pada tahap ini hanya dilakukan 
analisis kebutuhan nonfungsional karena memiliki 
dampak langsung terhadap pemilihan teknologi. 
Sementara itu, analisis fungsional tidak perlu dila-
kukan karena fungsionalitas sistem tidak menga-
lami perubahan. Selain itu, kebutuhan peralatan 
migrasi diperiksa dan semua kebutuhan dikelola 




Pada tahap ini dimulai dengan menganalisis legacy 
system kasar. Legacy system dinilai kualitas teknis 




Pada tahap ini, arsitektur, struktur data, dan antar-
muka pengguna dari sistem baru didefinisikan. 
Pada tahap ini juga disertakan artifact sementara 
yang mungkin disertakan selama perubahan. Selain 





Pada tahap ini dilakukan pemilihan strategi migrasi 
yang akan digunakan. Strategi migrasi menjelas-
kan bagaimana legacy system akan dikonversi ke 
dalam sistem yang dimigrasikan. Strategi yang di-
pilih adalah strategi re-implementation dengan ala-
san sistem baru di kembangkan ulang berdasarkan 
ide-ide yang disediakan oleh legacy software tanpa 
mengubah fungsionalitas sistem yang ada. Rem-
plementation dimulai dengan menganalisis legacy 





Pada tahap ini dilakukan implementasi desain sis-
tem yang telah didefinisikan. Selain itu, legacy sys-
tem dimigrasikan sesuai dengan strategi migrasi 




Pada tahap ini, sistem baru akan diuji, apakah men-




Tahap deployment merupakan tahap terakhir dalam 
tahapan migrasi perangkat lunak. Tahap ini berbi-
cara bagaimana memperkenalkan sistem baru yang 
sudah dihasilkan dengan menggunakan strategi 
yang ada. 
 
3. Hasil dan Pembahasan 
 
Analisis Kebutuhan Fungsional Sistem Legacy 
 
Analisis kebutuhan fungsional dari sistem legacy 
menggambarkan proses kegiatan yang sedang ber-
jalan pada sistem tersebut. Pada sistem legacy, sub-
sistem, yaitu subsistem web dan subsistem mobile. 
Pada analisis ini yang akan dibahas hanya sub-
sistem web, sedangkan subsistem mobile tidak per-
lu dilakukan analisis. Alasannya, karena migrasi 
yang dilakukan hanya untuk subsistem web. Ana-
lisis subsistem web ini dilakukan dengan tujuan un-
Gambar 1 Metode Migrasi Perangkat Lunak 
Agus Suhendra, et al., Migration Code pada Backend 77 
tuk mengetahui prosedur dan fungsi apa saja yang 
dimiliki oleh setiap proses yang ada pada subsistem 
Web Legacy. Analisis kebutuhannya dibagi menja-
di dua:  
 
Analisis Fungsional Subsistem Web Legacy 
 
Subsistem Web Legacy dibangun dengan menggu-
nakan pendekatan terstruktur, sehingga subsistem 
legacy yang akan dianalisis terdiri dari Diagram 
Konteks, DFD level 1, dan DFD level 2. Pada dia-
gram konteks, kondisi subsistem digambarkan se-
cara keseluruhan, sehingga memudahkan dalam 
proses analisis. Kemudian, dilanjutkan pada DFD 
Level 1 yang menampilkan proses-proses yang ter-
libat secara umum. Proses-proses tersebut tentunya 
memiliki subproses-subproses. Subproses-subpro-
ses ini ditampilkan dalam bentuk yang lebih detail 
pada DFD Level 2. Berikut adalah penjelasan le-
bih detail dari analisis subsistem Web Legacy. 
 
Diagram Konteks Sub-Sistem Web Legacy 
 
Diagram konteks merupakan diagram yang meng-
gambarkan secara umum input, process, dan output 
yang terjadi dalam sebuah sistem. Berikut ini gam-
baran setiap proses-proses yang ada di sub-sistem 
Web Legacy. 
Diagram konteks mengggambarkan bahwa 
legacy subsistem web terdiri dari dua jenis peng-
guna, yaitu administrator dan petugas, selain itu ia 
juga menyediakan proses untuk digunakan oleh le-
gacy subsistem mobile. Proses-proses yang dimili-
ki oleh legacy subsistem ini dapat dilihat lebih de-
tail pada Gambar 3. 
 
DFD Level 1 Subsistem Web Legacy 
 
Gambar 3 menunjukan bahwa subsistem Web Le-
gacy memiliki sembilan proses. Proses-proses ter-
sebut dibagi untuk dua jenis pengguna, pertama 
untuk pengguna dengan hak akses administrator 
(admin) dan kedua untuk pengguna dengan hak 
akses petugas. Pengguna dengan hak akses admin 
dapat melakukan 8 proses, yaitu dari proses 1 sam-
pai proses 8, sedangkan pengguna dengan hak ak-
ses petugas hanya dapat melakukan tiga proses 
yaitu login, melakukan pengolahan data laporan 
kejahatan dan melakukan pengolahan data kegiatan 
polrestabes. 
Dari kesembilan proses tersebut, dilakukan 
analisis lebih dalam dengan menganalisis DFD le-
vel 2 dari setiap proses DFD level 1. Setelah dipe-
roleh proses-proses yang dimiliki dari DFD level 2, 
maka kode pada setiap proses dianalisis untuk 
mendapatkan prosedur dan fungsi apa saja yang 
terlibat. Proses dan prosedur tersebut dapat dilihat 
pada Tabel 1. 
 
Analisis Kebutuhan Kelas Sistem Baru 
 
Pada tahap sebelumnya, prosedur dan fungsi yang 
terlibat telah didefinisikan dalam bentuk tabel. Se-
lanjutnya, dari prosedur-prosedur tersebut akan di-
bentuk kelas yang dibutuhkan oleh sistem baru. 
 
Gambar 2 Diagram Konteks Subsistem Web Legacy 
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Kelas PetugasControl 
Kelas ini terbentuk dari penggabungan DFD Level 
2 Proses Login dan Proses Pengolahan Data Pe-
tugas. Kelas ini dibentuk dengan tujuan untuk me-
mberikan autorisasi terhadap pengguna yang tidak 
berhak atas subsistem web, dan juga untuk mela-
kukan pengolahan data petugas. Inilah alasan kena-
pa kedua proses tersebut digabung. 
 
Kelas PenggunaControl 
Kelas ini terbentuk dari penggabungan DFD Level 
2 Proses Pengolahan Data Pengguna dan Proses 
Penyedian Data Login. Kelas ini dibentuk dengan 
tujuan untuk mengelola data pengguna subsistem 
web, dan menyediakan data yang diperlukan peng-
guna subsistem mobile. 
 
Kelas LaporanControl 
Kelas ini terbentuk dari penggabungan DFD Level 
2 Proses Pengolahan Data Laporan Kejahatan dan 
Proses Penyediaan Data Laporan. Kelas ini diben-
tuk dengan tujuan untuk mengelola data laporan 
kejahatan subsistem web, dan menyediakan data 
laporan kejahatan subsistem mobile. 
 
Kelas KegiatanContol 
Kelas ini terbentuk dari penggabungan DFD Level 
2 Proses Pengolahan Data Kegiatan Polrestabes 
dan Proses Penyediaan Data Kegiatan Polresta-
bes. Kelas ini dibentuk dengan tujuan untuk me-
ngelola data kegiatan polrestabes subsistem web, 




Kelas ini terbentuk dari penggabungan DFD Level 
2 Proses Pengolahan Data Jenis Kejahatan dan 
Proses Penyediaan Data Jenis Kejahatan. Kelas 
ini dibentuk dengan tujuan untuk mengelola data 
jenis kejahatan subsistem web, dan menyediakan 
data jenis kejahatan subsistem mobile. 
 
Kelas LokasiControl 
Kelas ini terbentuk dari penggabungan DFD Level 
2 Proses Pengolahan Data Lokasi Kejahatan dan 
Proses Penyediaan Data Lokasi Kejahatan. Kelas 
ini dibentuk dengan tujuan untuk mengelola data 
lokasi kejahatan subsistem web, dan menyediakan 
data lokasi kejahatan subsistem mobile. 
 
Kelas WilayahControl  
Kelas ini terbentuk dari DFD Level 2 Proses Pe-
ngolahan Data Wilayah Kepolisian. Kelas ini di-
bentuk dengan tujuan hanya untuk mengelola data 
wilayah kepolisian subsistem web. 
 
Selanjutnya, dikarenakan sistem baru meng-
gunakan konsep MVC (Models-Views-Control-
TABEL 1 
PROSEDUR YANG TERLIBAT 
























































































models Nama Kelas 
services 
controllers 




3 Laporan  LaporanService LaporanControl 
4 Kegiatan  KegiatanService KegiatanControl 
5 Jenis  JenisService JenisControl 
6 Lokasi  LokasiService LokasiControl 
7 Wilayah WilayahService WilayahControl 
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lers), maka kelas pada package controllers tersebut 
membutuhkan kelas lainnya, dalam analisis ini ad-
alah kelas models yang disimpan di package mo-
dels dan kelas services yang disimpan di pack-age 
services yang dapat dilihat pada Tabel 2. 
Tabel 2 menunjukan bahwa untuk menerap-
kan kelas PetugasControl, ia memerlukan kelas Pe-
tugas dan kelas PetugasService. Kelas Petugas di-
perlukan untuk memodelkan database petugas dan 
kelas PetugasService diperlukan sebagai penyedia 
metode CRUD untuk controllers. Hal ini juga ber-
laku untuk kelas-kelas lainnya. 
 
Analisis Concurrency dan Asynchronous 
 
Pada tahapan ini, akan dijelaskan mengenai kelas-
kelas apa saja yang mengalami penerapan konsep 
concurrency dan asynchronous pada kelas-kelas 
yang terbentuk sebelumnya. Analisis penerapan ini 
ditandai dengan (√) yang dapat dilihat pada Tabel 
3 yang menampilkan semua kelas yang ter-bentuk 




Analisis data yang digunakan pada sistem baru 
menggunakan FRM (Functional Relational Map-
ping). Beberapa konsep FRM menyerupai dengan 
konsep ORM, tetapi juga memiliki perbedaan yang 
signifikan. Perbedaannya, daripada menjembatani 
jarak object model dengan object database, FRM 
membawa database model ke dalam Scala, sehing-
ga developer tidak perlu menulis kode SQL. 
Pemetaan yang dilakukan oleh FRM akan 
membutuhkan suatu jembatan berupa format data 
JSON yang menghubungkan FRM dengan data-
Gambar 4 Pembentukan Kelas Sistem Baru 
 
Gambar 3 DFD Level 1 Subsistem Web Legacy 
 
TABEL 4 
KELAS UJI PENGUJIAN UNIT 
Kelas Uji Jenis Pengujian 
JenisKejahatan Unit Testing 
LokasiKejahatan Unit Testing 
WilayahKepolisian Unit Testing 
LaporanKejahatan Unit Testing 
KegiatanPolrestabes Unit Testing 
Petugas Unit Testing 
Pengguna Unit Testing 
 
TABEL 5 
ROUTE UJI PENGUJIAN INTEGRASI 
Route Uji Jenis Pengujian 
JenisKejahatan Integration Testing 
LokasiKejahatan Integration Testing 
WilayahKepolisian Integration Testing 
LaporanKejahatan Integration Testing 
KegiatanPolrestabes Integration Testing 
Petugas Integration Testing 
Pengguna Integration Testing 
TABEL 3 
KELAS ASYNC DAN CONCURRENT 
Nama 
Package Nama Kelas Async Concurrent 
controllers 
PetugasControl √ √ 
PenggunaControl √ √ 
LaporanControl √ √ 
KegiatanControl √ √ 
JenisControl √ √ 
LokasiControl √ √ 
WilayahControl √ √ 
services 
PetugasService √ √ 
PenggunaService √ √ 
LaporanService √ √ 
KegiatanService √ √ 
JenisService √ √ 
LokasiService √ √ 
WilayahService √ √ 
models 
Petugas - - 
Pengguna - - 
Laporan - - 
Kegiatan - - 
Jenis - - 
Lokasi - - 
Wilayah - - 
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base yang ada pada server. Struktur format data 
JSON yang digunakan berupa data array dan null. 
Berikut adalah format data JSON yang dapat lihat 
pada Tabel 6. 
 
Hasil Perbandingan Kode 
 
Hasil perbandingan kode dapat dilihat pada Gam-
bar 5 yaitu kode pada sistem Legacy dengan Gam-
bar 6 yang menunjukkan kode dalam sistem baru. 
 
Pengujian Unit dan Integrasi 
 
Kelas uji dan route uji yang digunakan pada peng-
ujian unit dan pengujian integrasi dapat dilihat 
pada Tabel 4 dan 5. 
Pengujian unit yang akan dilakukan, dituju-
kan untuk controllers sistem baru yang terdiri dari 
7 kelas. Dari setiap kelas tersebut kemudian akan 
menguji setiap metode yang ada di kelas tersebut. 
Selanjutnya, pengujin integrasi ditujukan untuk 
route sistem baru yang terdiri dari 8 route. Dari 
setiap route tersebut kemudian akan menguji setiap 
metode yang ada di route tersebut. Tujuannya 
untuk memeriksa integrasi dengan database.  
Setelah pengujian unit dan pengujian 
integrasi dilakukan, maka diperoleh hasil bahwa 
pada pengujian unit, setiap metode yang diuji telah 
bekerja sesuai dengan tugas yang diharapkan. 
Sementara itu, pada pengujian pengujian integrasi, 
setiap route yang diuji telah berintegrasi dengan 




Fungsional uji yang digunakan pada pengujian 
performa dapat dilihat pada Tabel 7. Setelah fung-
sional uji didefinisikan, maka langkah selanjutnya 
yaitu melakukan pengujian performa dengan me-
nggunakan Blazemeter. Blazemeter merupakan sa-
lah satu platform pengujian performa berbasis clo-
ud. Setelah pengujian selesai dilakukan, maka di-
perolah hasil waktu respon dan nilai throughput 
antara sistem lama dengan sistem baru. 
Berdasarkan Gambar 7 dan Gambar 8 dapat 
disimpulkan bahwa hasil waktu respon dari back-
end sistem baru lebih cepat dibandingkan dengan 
sistem lama yaitu sebesar 100.38 ms dan unit kerja 
yang dapat ditangani lebih banyak, yaitu 1.78 
Hits/s. 
TABEL 6 
FORMAT DATA JSON 
 
TABEL7 
FUNGSIONAL UJI PENGUJIAN PERFORMA 
Fungsional Uji Jenis Pengujian 
Input data laporan kejahatan Performance Testing 
View data laporan kejahatan Performance Testing 
Edit data laporan kejahatan Performance Testing 
Delete data laporan kejahatan Performance Testing 
Input data kegiatan polrestabes Performance Testing 
View data kegiatan polrestabes Performance Testing 
Edit data kegiatan polrestabes Performance Testing 
Delete data kegiatan polrestabes Performance Testing 
Input data jenis kejahatan Performance Testing 
View data jenis kejahatan Performance Testing 
Edit data jenis kejahatan Performance Testing 
Delete data jenis kejahatan Performance Testing 
Input data lokasi kejahatan Performance Testing 
View data lokasi kejahatan Performance Testing 
Edit data lokasi kejahatan Performance Testing 
Delete data lokasi kejahatan Performance Testing 
Input data wilayah kepolisian Performance Testing 
View data wilayah kepolisian Performance Testing 
Edit data wilayah kepolisian Performance Testing 
Delete data wilayah kepolisian Performance Testing 
View data pengguna Performance Testing 
Input data petugas Performance Testing 
View data petugas Performance Testing 
Edit data petugas Performance Testing 
Delete data petugas Performance Testing 
 
Gambar 5 Kode Pada Sistem Legacy Gambar 6 Kode Pada Sistem Baru 




Penelitian yang bertujuan untuk meningkatkan per-
forma dari sistem backend Crimezone telah dila-
kukan. Hal ini dicapai dengan memigrasikan baha-
sa pemrograman yang digunakan ke bahasa pem-
rograman yang baru. Berikut adalah beberapa ke-
simpulan yang dapat diambil dari penelitian ini 
yaitu: 
1) Dari setiap fungsionalitas sistem baru yang di-
uji dengan pengujian unit dan pengujian inte-
grasi dapat disimpulkan bahwa fungsi-fungsi-
nya sudah berjalan sesuai dengan tugasnya ma-
sing-masing. 
2) Pengujian performa antara sistem lama dengan 
sistem baru menghasilkan kesimpulan bahwa 
performa sistem baru berjalan lebih cepat de-
ngan melayani akses data yang dibutuhkan oleh 
pengguna. 
3) Memigrasikan backend Crimezone ke Scala da-
pat memudahkan penerapan konsep pemrogra-
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Gambar 7 Perbandingan Waktu Respon 
 
Gambar 8 Perbandingan Nilai Throughput 
 
