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ABSTRACT  
In this research, Prototype of Home Door and Gate Security System Based on Android was 
designed so the householders can receive notifications in order to be able to lock the door 
from other places when they forget. In addition, the householders can also lock the gate, 
unlock the door and the gate, open and close the gate remotely using an Android device. This 
prototype uses NodeMCU as controllers, door sensors to detect door and gate positions, 
solenoid door lock, DC motors as home gate drivers, and Ubidots as IoT service provider 
servers. Overall system testing is perfomed by using internet network that has different 
connection speed. The internet connection from A provider  has an average upload speed of 
10.9 kBps and average download speed of 147 kBps, while B provider  has the average upload 
speed of 102 kBps and the average download speed of 18 kBps. The response time to open the 
gate is 3.72 seconds when using A provider  and 14.60 seconds when using B provider . While 
the response time to close the gate is 5.53 seconds when using A provider  and 9.37 seconds 
when using B provider . The test results show that the door and gate can be locked and 
unlocked, and the gate can be opened and closed remotely through internet. The average 
upload speed of internet affects the total time required to finish the instruction. The higher the 
internet connection speed the less the total time required for the application to send data to 
the server, NodeMCU executes commands and apps also update status.  
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ABSTRAK  
Pada penelitian ini dirancang suatu Prototipe Sistem Keamanan Pintu dan Gerbang Rumah 
Berbasis Android agar penghuni rumah dapat menerima notifikasi bila lupa mengunci pintu. 
Selain itu penghuni rumah juga dapat mengunci pintu dan gerbang, membuka kunci pintu dan 
gerbang, membuka dan menutup gerbang rumah dari jarak jauh menggunakan perangkat 
Android.  Prototipe ini menggunakan kontroler NodeMCU, sensor pintu untuk mendeteksi 
kondisi pintu dan gerbang, solenoid door lock, motor DC sebagai penggerak gerbang rumah, 
dan Ubidots sebagai server penyedia layanan IoT. Pengujian sistem keseluruhan dilakukan 
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dengan menggunakan jaringan internet yang memiliki kecepatan koneksi yang berbeda. 
Kecepatan koneksi internet dari provider A yaitu rata-rata upload sebesar 10,9 kBps dan 
kecepatan rata-rata download sebesar 147 kBps, sedangkan dari provider B rata-rata upload 
sebesar 102 kBps dan kecepatan rata-rata download sebesar 18 kBps. Respon waktu rata-rata 
untuk membuka gerbang yaitu 3,72 detik saat menggunakan provider A dan 14,60 detik saat 
menggunakan provider B, sedangkan respon waktu rata-rata untuk menutup gerbang yaitu 
5,53 detik saat menggunakan provider A dan 9,37 detik saat menggunakan provider B. Hasil 
penelitian menunjukkan bahwa pintu rumah dan pintu gerbang dapat dikunci, kunci pintu 
rumah dan gerbang dapat dibuka, serta gerbang dapat dibuka dan ditutup dari jarak jauh 
melalui jaringan internet. Kecepatan rata-rata upload data jaringan internet berpengaruh 
terhadap total waktu yang diperlukan untuk mengeksekusi instruksi yang diberikan. Semakin 
tinggi kecepatan koneksi internet semakin sedikit total waktu yang dibutuhkan untuk aplikasi 
mengirim data ke server, NodeMCU mengeksekusi perintah dan aplikasi memperbarui status.  
 
Kata kunci: NodeMCU , sensor pintu, solenoid door lock, Android 
 
1. PENDAHULUAN 
DKI Jakarta sebagai pusat pemerintahan, bisnis, politik, dan kebudayaan 
memiliki masyarakat yang identik dengan kesibukan dan dinamis. Kesibukan warga 
ibu kota setiap harinya mengakibatkan mereka tergesa-gesa dalam melakukan sesuatu 
sehingga sering melewatkan suatu hal. Contohnya saat seseorang tergesa-gesa 
meninggalkan rumah sehingga lupa untuk mengunci pintu rumah.  Tentu saja hal ini 
menimbulkan kekhawatiran ataupun kecemasan baginya. Contoh lain yaitu saat 
seseorang tergesa-gesa masuk ke dalam rumah sehingga lupa untuk menutup gerbang 
rumahnya. Kedua permasalahan tersebut berpotensi untuk memunculkan tindakan 
kriminal yang dapat merugikan penghuni rumah jika tidak segera diatasi.  
Saat ini beberapa rumah yang ada di Indonesia telah dilengkapi dengan sistem 
keamanan berbasis IoT (Internet of Things). IoT adalah suatu teknologi agar benda-
benda di sekitar kita dapat berkomunikasi antara satu sama lain melalui sebuah 
jaringan seperti internet [1]. IoT memanfaatkan sensor untuk mengumpulkan data, web 
server untuk menyimpan dan mentransmisikan data serta peralatan elektronika cerdas 
lainnya untuk bekerja dalam suatu jaringan Internet.  Beberapa contoh sistem 
keamanan rumah berbasis IoT yang telah ada saat ini yaitu pemasangan kamera CCTV 
pada halaman rumah yang dilengkapi dengan sistem pemantauan online, sistem 
pendeteksi kebakaran yang dapat mengirim  notifikasi ke perangkat Android saat 
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terdeteksi panas dan lain-lain. Saat ini sistem yang ada hanya mampu memonitor 
keadaan rumah dan memberi notifikasi saat terdeteksi ada ancaman bahaya. 
Pada penelitian ini dirancang suatu Prototipe Sistem Keamanan Pintu dan 
Gerbang Rumah Berbasis Android menggunakan kontroler NodeMCU, sensor pintu 
untuk mendeteksi kondisi pintu dan gerbang, solenoid door lock sebagai pengganti 
kunci manual, motor DC sebagai penggerak gerbang, perangkat Android 4.0 (Ice 
Cream Sandwich) 512 MB RAM, dan Ubidots sebagai server penyedia layanan IoT. 
Dengan adanya sistem ini penghuni rumah akan menerima notifikasi bila lupa 
mengunci pintu. Adapun manfaat lain yaitu untuk memudahkan penghuni rumah 
mengunci pintu dan gerbang, membuka kunci pintu dan gerbang, membuka serta 
menutup gerbang rumah dari jarak jauh menggunakan perangkat Android.   
 
2. KAJIAN PUSTAKA 
Beberapa contoh penelitian sistem keamanan berbasis IoT yang telah ada  yaitu 
penelitian yang dilakukan oleh M. I. Zul dkk. melalui “Arsitektur Sistem Pemantau 
Rumah Berbasis Web dengan Menggunakan IP Camera” [2]. Penelitian ini 
mengajukan arsitektur pemantauan rumah dengan menggunakan IP camera melalui 
jaringan internet yang dilengkapi dengan kemampuan melakukan deteksi gambar, 
perekaman gambar secara terjadwal, dan web services. Penelitian ini hanya sebatas 
arsitektur tanpa adanya realisasi perangkat keras.   
Berikutnya M. A. Fuadin melakukan penelitian “Rancang Bangun Sistem 
Keamanan Rumah Berbasis Minikomputer Raspberry Pi via Whatsapp Messenger 
Menggunakan Webcam dan Sensor Gerak” menggunakan sensor PIR HCSR501, web 
cam, dan magnet switch [3]. Pada setiap gerakan dalam radius sensor, Raspberry Pi 
akan mengirimkan pesan tertulis dan gambar kepada penggguna via Whatsapp 
Messenger. Begitu juga pada saat pintu atau jendela terbuka maka notifikasi akan 
dikirimkan kepada pengguna dan alarm akan berbunyi. Penelitian selanjutnya oleh 
Arie Marvin dkk. “Sistem Keamanan Rumah Berbasis Internet of Things (IoT) dengan 
Raspberry Pi” menggunakan sensor  PIR HC-SR501, sensor api YG1006, sensor suhu 
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DHT11, dan kamera [4]. Sistem keamanan ini mampu memberikan informasi secara 
realtime kepada pengguna, sehingga dapat memantau kondisi suhu serta dapat 
menginformasikan jika ada kebakaran ataupun kemalingan. Informasi juga didukung 
dengan sebuah kamera yang dapat secara otomatis mengambil gambar ketika sensor 
api mendeteksi ada kebakaran dan juga ketika sensor PIR mendeteksi adanya objek 
yang memasuki rumah. Kedua sistem keamanan rumah tersebut hanya berfungsi untuk 
memberikan notifikasi pada pengguna saat terjadi ancaman bahaya tanpa disertai 
umpan balik dari pengguna ke sistem.  
Penelitian Apri Siswanto dkk. “Sistem Monitoring Rumah Berbasis Teknologi 
Cloud Computing” menggunakan webcam untuk memonitor keadaan rumah [5]. 
Sistem monitoring ini memanfaatkan teknologi cloud computing yang dapat diakses 
di berbagai gadget dengan bantuan kamera webcam untuk mengambil gambar. 
Kamera pemantau mengambil gambar setiap 3 menit sekali selama rumah dalam 
keadaan kosong.  Kekurangan dari sistem ini yaitu sistem hanya menyajikan kumpulan 
gambar yang terunggah pada cloud sehingga proses monitoring masih manual tanpa 
adanya notifikasi saat rumah dalam keadaan bahaya.  
 
3. METODE PENELITIAN 
Prototipe Sistem Keamanan Pintu dan Gerbang Rumah Berbasis Android ini 
terdiri dari perangkat keras, perangkat lunak, dan perangkat Android. Perangkat keras 
pada sistem terdiri dari rangkaian NodeMCU, sensor pintu,  solenoid door lock, dan 
motor DC. NodeMCU 1.0 dirancang terkoneksi dengan WiFi sehingga terhubung 
dengan server Ubidots. Ubidots merupakan salah satu cloud penyedia layanan IoT 
yang berperan sebagai server antara NodeMCU dan perangkat Android sehingga dapat 
saling berkomunikasi satu sama lain. Diagram blok sistem dan desain prototipe pada 
penelitian ini diilustrasikan pada Gambar 1 dan Gambar 2. Push button 1,  push button 
2, sensor pintu 1, dan sensor pintu 2 terdapat pada bagian masukan. Sedangkan 
NodeMCU 1.0 terdapat pada bagian kontroler dan solenoid door lock 1, solenoid door 
lock 2, dan motor DC terdapat pada bagian keluaran. 
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Gambar 1 Diagram Blok Sistem 
 
 
Gambar 2 Desain Prototipe 
 
NodeMCU 1.0 digunakan sebagai kontroler sistem yang dapat terhubung 
dengan WiFi. Push Button 1 dan 2 digunakan sebagai tombol kunci pintu dan gerbang 
manual jika gangguan pada koneksi internet terjadi. Sensor Pintu 1 dan 2 digunakan 
untuk mendeteksi kondisi pintu dan gerbang. Sensor pintu yang digunakan bekerja 
dengan prinsip kerja digital. Saat mendeteksi akan menghantarkan arus, sedangkan 
saat tidak mendeteksi tidak dapat menghantarkan arus. Solenoid Door Lock 1 dan 2 
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digunakan sebagai pengunci pintu dan gerbang. Motor DC digunakan untuk 
menggerakkan gerbang. Smartphone Android digunakan untuk menerima notifikasi 
saat penghuni lupa mengunci pintu dan gerbang rumah, membuka kunci pintu dan 
kunci gerbang rumah, dan menutup dan membuka gerbang rumah.   
 
3.1 Perancangan Perangkat Keras 
Perancangan perangkat keras pada penelitian ini terdiri dari pembuatan 
rangkaian NodeMCU, driver sensor pintu, motor DC, dan solenoid door lock. 
NodeMCU 1.0 merupakan rangkaian kontroler yang telah dilengkapi dengan modul 
ESP8266 sehingga dapat terhubung dengan WiFi, oleh sebab itu sering digunakan 
dalam produk-produk berbasis IoT. Pada penelitian ini rangkaian NodeMCU 
diintegrasikan dengan rangkaian sensor pintu, motor DC, dan solenoid door lock. 
Gambar 3 merupakan konfigurasi pin NodeMCU 1.0 yang terhubung dengan 
masukan berupa push button dan sensor pintu serta bagian keluaran solenoid door lock 
dan motor DC.  
 
 
Gambar 3 Konfigurasi Pin NodeMCU 1.0 Sistem Keamanan Pintu dan Gerbang 
Rumah Berbasis Android 
 
Pada Gambar 4 diperlihatkan integrasi NodeMCU dengan rangkaian driver 
sensor pintu dan solenoid door lock.  
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Rangkaian driver solenoid door lock digunakan untuk menyalakan solenoid 
door lock 12V yang berfungsi sebagai pengunci pintu dan gerbang rumah. Komponen 
yang digunakan pada driver solenoid door lock tersebut antara lain optocoupler dan 
MOSFET IRFZ44. 
 
Gambar 4  Integrasi Rangkaian NodeMCU 1.0, Driver Sensor Pintu  
 dan Driver Solenoid Door Lock 
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Rangkaian driver motor digunakan untuk menggerakkan motor DC 12V yang 
berfungsi sebagai penggerak gerbang rumah. Komponen yang digunakan pada driver 
motor tersebut antara lain optocoupler, transistor NPN, dan relai 5V seperti pada 
skema rangkaian Gambar 5. 
 
 
Gambar 5 Skema Rangkaian Driver Motor 
 
3.2 Perancangan Perangkat Lunak 
 Perancangan perangkat lunak pada penelitian ini meliputi pembuatan variabel 
pada server Ubidots, pembuatan desain aplikasi dan pemrograman  aplikasi pada MIT 
App Inventor, serta pembuatan program Ardunio IDE untuk NodeMCU 1.0. Ubidots 
merupakan salah satu platform IoT yang menyediakan fitur-fitur seperti dashboard, 
datasource, dan event.  Pada penelitian ini fitur yang digunakan adalah datasource. 
Melalui fitur ini pengguna dapat membuat sebuah variabel untuk menyimpan data 
yang berasal dari perangkat Android, komputer, atau controller device.  
 Pembuatan desain tampilan aplikasi dilakukan pada jendela Designer MIT App 
Inventor. Tampilan aplikasi terdiri dari 4 screen yang diperlihatkan pada Gambar 6. 
Screen 1 adalah tampilan awal aplikasi yang digunakan untuk proses otentikasi user. 
Screen 2 adalah tampilan menu utama yang terdiri dari  menu gate system  dan menu 
locking system. Screen 3 adalah tampilan menu locking system yang terdiri dari 4 
tombol yaitu kunci pintu, buka kunci pintu, kunci gerbang, dan buka kunci gerbang. 
Terdapat 4 status yaitu kondisi pintu, kunci pintu, kondisi gerbang, dan kunci gerbang. 
To Pout D6 and D7 
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Screen 4 adalah tampilan menu gate system yang terdiri dari 2 tombol yaitu buka 
gerbang dan tutup gerbang dan 1 status yaitu kondisi gerbang.  
 
      
     
Gambar 6 Tampilan Screen 1, Screen 2, Screen 3, dan Screen 4 
 
4. HASIL DAN PEMBAHASAN 
Pengujian sistem keseluruhan dilakukan dengan mengintegrasikan perangkat 
keras, perangkat lunak, dan perangkat Android. Pengujian ini terdiri dari pengujian 
sistem kunci melalui perangkat Android dan pengujian sistem gerbang melalui 
perangkat Android. Kedua pengujian tersebut dilakukan menggunakan koneksi 
jaringan MiFi dari provider A dan provider B. Kecepatan koneksi internet dari 
provider A yaitu rata-rata upload sebesar 10,9 kBps dan kecepatan rata-rata download 
sebesar 147 kBps. Sedangkan kecepatan koneksi internet dari provider B yaitu rata-
rata upload sebesar 102 kBps dan kecepatan rata-rata download sebesar 18 kBps. Hasil 
pengukuran kecepatan koneksi internet menggunakan software Speed Meter 
ditunjukkan pada Gambar 7. 
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                    Provider A                                                    Provider B 
Gambar 7 Kecepatan Internet Provider A dan B 
 
4.1 Pengujian Sistem Kunci Melalui Perangkat Android 
 Pengujian ini terdiri dari uji kunci pintu, uji kunci gerbang, uji buka kunci 
pintu, dan uji buka kunci gerbang. Tujuan dari pengujian sistem kunci melalui 
perangkat Android yaitu mengetahui jeda waktu antara penekanan tombol pada 
Android dan eksekusi oleh NodeMCU dan jeda waktu perbaruan status. Hasil 
pengujian diperlihatkan pada Tabel 1 sampai dengan 8. 
 
Tabel 1  Hasil Uji Kunci Pintu Melalui Jaringan Internet Provider A 
Percobaan 
Ke- 
Jeda Kunci Pintu 
(detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 1,50 1 12,99 14,49 
2 11,82 2 29,44 41,26 
3 14,26 2 1,45 15,71 
4 3,46 1 0 3,46 
5 1,44 1 2,42 3,86 
Rata-rata 6,49  9,26 15,75 
 
Tabel 2  Hasil Uji Kunci Pintu Melalui Jaringan Internet Provider B 
Percobaan 
Ke- 
Jeda Kunci Pintu 
(detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 2,55 1 21,17 23,72 
2 1,77 1 2,68 4,45 
3 0,98 1 1,90 2,88 
4 3,27 1 0 3,27 
5 7,07 1 0 7,07 
Rata-rata 3,12  5,15 8,27 
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Tabel 3 Hasil Uji Kunci Gerbang Melalui Jaringan Internet Provider A 
Percobaan Ke- 
Jeda Kunci 
Gerbang (detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 1,76 1 0 1,76 
2 7,81 2 45,25 53,06 
3 6,71 2 0 6,71 
4 4,45 1 22,53 26,98 
5 24,99 2 18,57 43,56 
Rata-rata 9,14  17,27 26,41 
 
Tabel 4 Hasil Uji Kunci Gerbang Melalui Jaringan Internet Provider B 
Percobaan Ke- 
Jeda Kunci 
Gerbang (detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 2,94 1 2,33 5,27 
2 3,92 1 0,94 4,86 
3 6,88 1 0 6,88 
4 3,46 1 0 3,46 
5 4,04 1 0 4,04 
Rata-rata 4,24  0,65 4,90 
 
Tabel 5 Hasil Uji Buka Kunci Pintu Melalui Jaringan Internet Provider A 
Percobaan Ke- 
Jeda Buka  Kunci 
Pintu (detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 1,10 1 6,50 7,60 
2 13,61 2 6,01 19,62 
3 12,31 2 3,14 15,45 
4 11,24 2 1,39 12,63 
5 1,83 1 1,24 3,07 
Rata-rata 8,01  3,65 11,67 
 
Tabel 6 Hasil Uji Buka Kunci Pintu Melalui Jaringan Internet Provider B 
Percobaan 
Ke- 
Jeda Buka  Kunci 
Pintu (detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 1,13 1 2,16 3,29 
2 2,94 1 4,90 7,84 
3 4,77 1 1,17 5,94 
4 7,05 1 0 7,05 
5 3,91 1 1,21 5,12 
Rata-rata 3,96  1,88 5,84 
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Tabel 7 Hasil Uji Buka Kunci Gerbang Melalui Jaringan Internet Provider A 
Percobaan 
Ke- 
Jeda Buka  Kunci 
Gerbang (detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 10,81 2 1,27 12,08 
2 1,90 1 32,19 34,06 
3 11,59 3 19,99 31,58 
4 7,66 2 56,52 64,18 
5 8,27 2 5,60 13,83 
Rata-rata 8,04  23,10 31,14 
 
Tabel 8  Hasil Uji Buka Kunci Gerbang Melalui Jaringan Internet Provider B 
Percobaan 
Ke- 
Jeda Buka  Kunci 
Gerbang (detik) 
Jumlah Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total Waktu 
(detik) 
1 17,22 2 2,64 19,86 
2 4,04 1 0 4,04 
3 3,52 1 0 3,52 
4 5,61 1 0 5,61 
5 3,98 1 2,38 6,36 
Rata-rata 6,87  1,00 7,87 
 
Dari hasil pengujian sistem kunci diketahui beberapa penekanan tombol yang 
belum berhasil. Penekanan tombol dikatakan berhasil jika data dari aplikasi dapat 
terkirim ke server Ubidots, NodeMCU mampu mengeksekusi data dan aplikasi mampu 
memperbarui status. Untuk mengetahui persentase keberhasilan penekanan tombol 
pada masing masing pengujian digunakan Persamaan 1. 
 
Presentase Keberhasilan =  
𝑃𝑒𝑛𝑒𝑘𝑎𝑛𝑎𝑛 𝑇𝑜𝑚𝑏𝑜𝑙 𝑌𝑎𝑛𝑔 𝐵𝑒𝑟ℎ𝑎𝑠𝑖𝑙
𝐽𝑢𝑚𝑙𝑎ℎ 𝑃𝑒𝑛𝑒𝑘𝑎𝑛𝑎𝑛 𝑇𝑜𝑚𝑏𝑜𝑙
 𝑥 100%                    (1) 
Rekapitulasi hasil pengujian sistem kunci diperlihatkan pada Tabel 9 dan rata-
rata waktu yang diperlukan untuk uji sistem kunci diperlihatkan pada Tabel 10.  
Tabel 9 Hasil Uji Sistem Kunci dari Perangkat Android 
No. Jenis Pengujian 
Jml Tekan 
Tombol 
Jml Tekan Tombol 
yg Berhasil 
Presentase 
Keberhsl (%) 
Provider 
1 Kunci Pintu 5 5 100,00 B 
2 Kunci Gerbang 5 5 100,00 B 
3 Buka Kunci Pintu 5 5 100,00 B 
4 Buka Kunci Gerbang 6 5 83,30 B 
5 Kunci Pintu 7 5 71,42 A 
6 Kunci Gerbang 8 5 62,50 A 
7 Buka Kunci Pintu 8 5 62,50 A 
8 Buka Kunci Gerbang 10 5 50,00 A 
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Tabel 10 Rata-Rata Waktu yang Diperlukan untuk Uji Sistem Kunci 
No. Jenis Pengujian Rata-Rata Waktu (detik) Provider 
1 Kunci Pintu 8,27 B 
2 Kunci Gerbang 4,90 B 
3 Buka Kunci Pintu 5,84 B 
4 Buka Kunci Gerbang 7,87 B 
5 Kunci Pintu 15,75 A 
6 Kunci Gerbang 26,42 A 
7 Buka Kunci Pintu 11,67 A 
8 Buka Kunci Gerbang 31,14 A 
 
Dari Tabel 9 dan 10 diketahui bahwa persentase keberhasilan penekanan 
tombol untuk uji sistem kunci lebih tinggi dan rata-rata total waktu yang diperlukan 
lebih singkat saat menggunakan jaringan internet dari provider B daripada provider A. 
Hal ini disebabkan karena saat pengujian kecepatan rata-rata upload data provider B 
lebih tinggi dari provider A.  
 
4.2 Pengujian Sistem Gerbang Melalui Perangkat Android 
Pengujian sistem gerbang terdiri dari uji buka gerbang dan uji tutup gerbang. 
Tujuan dari pengujian sistem gerbang melalui perangkat Android yaitu mengetahui 
jeda waktu antara penekanan tombol pada Android dan eksekusi oleh NodeMCU, 
mengetahui jeda waktu perbaruan status, dan  memastikan kondisi gerbang telah 
terbuka atau tertutup. Hasil pengujian sistem gerbang melalui perangkat Android 
diperlihatkan pada Tabel 11 sampai dengan 16. 
 
Tabel 11 Hasil Uji Buka Gerbang Melalui Jaringan Internet Provider A 
Percobaan Ke- 
Jeda Buka 
Gerbang 
(detik) 
Jumlah 
Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total 
waktu 
(detik) 
Status 
Gerbang 
(Visual) 
1 1,96 1 0 1,96 Terbuka 
2 3,53 1 38,77 42,30 Terbuka 
3 2,38 1 50,80 53,18 Terbuka 
4 2,54 1 5,18 7,72 Terbuka 
5 8,21 2 13,02 21,23 Terbuka 
Rata-rata 3,72  21,55 25,27  
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Tabel 12 Hasil Uji Buka Gerbang Melalui Jaringan Internet Provider B 
Percobaan Ke- 
Jeda Buka 
Gerbang 
(detik) 
Jumlah 
Tekan 
Tombol 
Jeda Memperbarui 
Status (detik) 
Total 
waktu 
(detik) 
Status 
Gerbang 
(Visual) 
1 1,84 1 2,81 4,65 Terbuka 
2 3,26 1 1,36 4,62 Terbuka 
3 37,21 3 5,18 42,39 Terbuka 
4 5,43 1 0 5,43 Terbuka 
5 25,30 3 10,38 35,68 Terbuka 
Rata-rata 14,60  3,94 18,55  
 
Tabel 13 Hasil Uji Tutup Gerbang Melalui Jaringan Internet Provider A 
Percobaan 
Ke- 
Jeda Tutup 
Gerbang 
(detik) 
Jumlah 
Tekan 
Tombol 
Jeda 
Memperbarui 
Status (detik) 
Total waktu 
(detik) 
Status Gerbang 
(Visual) 
1 1,90 1 0 1,90 Tertutup 
2 19,14 2 0 19,14 Tertutup 
3 2,09 1 63,04 65,13 Tertutup 
4 1,98 1 60,34 62,32 Tertutup 
5 2,58 1 40,17 40,17 Tertutup 
Rata-rata 5,53  32,71 38,24  
 
Tabel 14 Hasil Uji Tutup Gerbang Melalui Jaringan Internet Provider B 
Percobaan 
Ke- 
Jeda Tutup 
Gerbang 
(detik) 
Jumlah 
Tekan 
Tombol 
Jeda 
Memperbarui 
Status (detik) 
Total waktu 
(detik) 
Status Gerbang 
(Visual) 
1 4,64 1 0 4,64 Tertutup 
2 2,81 1 0 2,81 Tertutup 
3 30,13 2 0 30,13 Tertutup 
4 2,42 1 0,98 3,40 Tertutup 
5 6,85 1 0 6,85 Tertutup 
Rata-rata 9,37  0,19 9,56  
 
Dari hasil pengujian sistem gerbang diketahui beberapa penekanan tombol 
yang belum berhasil. Penekanan tombol dikatakan berhasil jika data dari aplikasi dapat 
terkirim ke server Ubidots, NodeMCU mampu mengeksekusi data dan aplikasi mampu 
memperbarui status. Untuk mengetahui persentase keberhasilan penekanan tombol 
pada masing-masing pengujian digunakan Persamaan 1. 
Persentase keberhasilan penekanan tombol untuk uji sistem gerbang yang 
diperlihatkan pada Tabel 15 menunjukkan bahwa persentase keberhasilan selalu 
kurang dari 100%. Hal ini disebabkan karena saat pengujian berlangsung server 
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Ubidots sempat berhenti memperbarui data sehingga beberapa data yang dikirim dari 
aplikasi Android tidak berhasil terkirim ke server. 
 
Tabel 15 Persentase Keberhasilan Penekanan Tombol untuk Uji Sistem Gerbang  
No. Jenis Pengujian 
Jumlah 
Penekanan 
Tombol 
Penekanan 
Tombol Yang 
Berhasil 
Persentase 
Keberhasilan 
(%) 
Provider 
1 Buka Gerbang 6 5 83,33 A 
2 Tutup Gerbang 6 5 83,33 A 
3 Buka Gerbang 9 5 56,56 B 
4 Tutup Gerbang 6 5 83,33 B 
 
Rata-rata waktu yang diperlukan untuk membuka dan menutup sistem gerbang 
diperlihatkan pada Tabel 16. Dari Tabel 16 diketahui bahwa menggunakan jaringan 
internet dari provider B lebih singkat dibandingkan saat menggunakan jaringan 
internet dari provider A. Hal ini disebabkan karena kecepatan rata-rata upload data 
dari provider B lebih tinggi dari pada provider  A. 
 
Tabel 16 Rata-Rata Waktu yang Diperlukan untuk Uji Sistem Gerbang 
No. Jenis Pengujian Rata-Rata Waktu (detik) Provider 
1 Buka Gerbang 25,27 A 
2 Tutup Gerbang 38,24 A 
3 Buka Gerbang 18,55 B 
4 Tutup Gerbang 9,56 B 
 
5. KESIMPULAN 
Berdasarkan perancangan dan hasil pengujian sistem dapat disimpulkan bahwa: 
1. Prototipe dapat mengunci pintu, mengunci gerbang, membuka kunci pintu, 
membuka kunci gerbang, menutup gerbang, dan membuka gerbang menggunakan 
perangkat Android 4.0 (Ice Cream Sandwich) 512 MB RAM dari jarak jauh melalui 
jaringan internet. 
2. Sensor pintu (reed switch) akan menghantarkan arus listrik (sirkuit tertutup) pada 
jarak 0-15 mm. 
3. Kecepatan rata-rata upload data jaringan internet berpengaruh terhadap total waktu 
yang diperlukan untuk mengunci pintu, mengunci gerbang, membuka kunci pintu, 
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membuka kunci gerbang, membuka gerbang, dan menutup gerbang hingga status 
terbarukan. Semakin tinggi kecepatan koneksi internet semakin sedikit total waktu 
yang dibutuhkan oleh aplikasi untuk mengirim data ke server, NodeMCU 
mengeksekusi perintah, dan aplikasi memperbarui status. 
4. Kecepatan rata-rata upload data jaringan internet berpengaruh terhadap 
keberhasilan penekanan tombol untuk mengunci pintu, mengunci gerbang, 
membuka kunci pintu, membuka kunci gerbang, membuka gerbang, dan menutup 
gerbang  dari perangkat Android 4.0 (Ice Cream Sandwich) 512 MB RAM. 
5. Total waktu yang diperlukan untuk mengunci pintu, mengunci gerbang, membuka 
kunci pintu, membuka kunci gerbang, membuka gerbang, dan menutup gerbang 
hingga status terbarukan dipengaruhi oleh lalu lintas data dari dan ke server 
Ubidots. 
6. Ukuran program aplikasi .apk yang tercipta dari penelitian ini yaitu 3,73 MB 
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