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IV 
Resumo  
 
 
 
Percepção e mitigação dos riscos tecnológicos 
O CERN como caso de estudo 
 
Palavras-chave: Riscos tecnológicos; percepção; mitigação; comportamento; Safety.  
 
 
Esta dissertação, enquadra-se no Mestrado de Dinâmicas Sociais, Riscos Naturais e 
Tecnológicos da Universidade de Coimbra. Aborda a percepção e mitigação dos riscos 
tecnológicos e apresenta o CERN como caso de estudo. Os objectivos desta tese passaram 
por determinar os riscos tecnológicos da organização, determinar a percepção desses riscos 
nos funcionários e propor medidas de mitigação. A metodologia usada foi, numa primeira 
fase a pesquisa documental seguida de entrevistas e questionários e posterior análise de 
dados. 
 
As conclusões obtidas, determinaram que a população objecto de estudo, caracterizada por 
elevadas habilitações académicas e elevado nível técnico, infirmam as teorias da percepção 
do risco para o público em geral. Contudo, verifica-se a presença de outros factores que 
podem influenciar a percepção do risco e sobretudo o comportamento Safety. Constatou-se 
a necessidade de criar modelos que valorizem as questões práticas e comportamentais do 
Safety, assente numa relação de proximidade entre o sistema perito, que regula o risco o 
publico que o percepciona.  
 
Deste trabalho investigativo, ressaltou a importância de ultrapassar os novos desafios que 
surgem da relação entre sistemas abstratos de gestão do risco e o comportamento das 
pessoas perante esse mesmo risco. 
 
 
 
 
  
   
 
V 
 
Abstract 
 
Perception and mitigation of technological risk 
CERN as a case study 
 
Keywords: Technological Risk, perception, mitigation; behavior; Safety. 
 
This dissertation is part of the Master of Social Dynamics, Natural and Technological Risks at 
University of Coimbra. It discusses the perception and risk mitigation technology, featuring 
CERN as a case study. The objectives of this thesis began by determining the technological 
risks of the organization, how the employees perceived such risks and then proposed 
guidelines to improve risk mitigation. The methodology used was initially followed by 
documentary research interviews and questionnaires with subsequent data analysis. 
 
The conclusions reached, determined that the population under study, characterized by high 
educational and technical levels, invalidated theories of perceived risk to the general public. 
However, there are the presence of other factors that may influence the perception of risk 
and particularly responsible behaviour, i.e. Safety. It was concluded that there is a need to 
create models that value practicality and behavioural Safety, requiring a close relationship 
between the expert system and the public, so that the risk the public perceives can be 
understood. 
 
This investigative work, stressed the importance of overcoming the new challenges that arise 
from the relationship between abstract systems of risk management and the behaviour of the 
people at risk. 
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Introdução 
 
O fascínio pelos riscos tecnológicos aparece na sequência de uma oportunidade de trabalho 
no CERN (Organização Europeia para a Pesquisa Nuclear). Para além da pertinência 
científica, a afectividade, familiaridade e disponibilidade de recursos, contribuíram para a 
definição do objecto de estudo. Como bombeiro profissional e como mestrando em 
Dinâmicas Sociais, Riscos Naturais e Tecnológicos, não poderia desperdiçar a oportunidade 
única de estar num dos lugares onde a tecnologia é levada ao extremo.É precisamente no 
fio da navalha, onde o desconhecido é tangente ao conhecido, que os utensílios 
tecnológicos ajudam a descortinar as aventuras da física de partículas. E é na gestão 
desses riscos tecnológicos que eu me aventurei também, para compreender a percepção de 
risco e a cultura de risco desta organização. 
Este trabalho tem como objectivos: a determinação do risco tecnológico existente no espaço 
CERN; a determinação da percepção desse risco nos funcionários da organização; e a 
proposição de eventuais medidas para a diminuição da diferença entre o risco perceptivo e o 
risco real. 
 
No CERN existem os riscos inerentes à maior indústria científica do mundo cuja matéria-
prima é o que de mais pequeno existe no universo - as partículas subatómicas. Contudo, 
para este trabalho foram considerados 3 riscos tecnológicos: criogénico, eléctrico e incêndio. 
A escolha destes riscos deveu-se ao seu grau de importância na organização e à forte 
interação que estes apresentam para os funcionários no seu espaço laboral. 
 
A teoria sobre percepção do risco, assim como as teorias dos grandes pensadores dos 
riscos tecnológicos são apresentadas no primeiro capítulo. No segundo capítulo é 
apresentada a metodologia usada na investigação deste trabalho. Posteriormente, no 
capítulo três, far-se-á uma apresentação da organização objecto de estudo seguido do 
apuramento do risco tecnológico no CERN. O estudo analítico dos dados obtidos é tratado 
no capítulo quatro, seguido de uma conclusão com propostas de mitigação do risco 
tecnológico. Para que não haja desvios na interpretação deste trabalho, são definidos no 
anexo 1, os conceitos chave do assunto abordado. 
 
Os resultados determinaram que as teorias da percepção do risco para o público em geral, 
não se aplicam à população da organização objecto de estudo, e que existem outros 
factores determinantes na percepção do risco.  
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Capítulo 1  
 
1. Teoria 
 
1.1.  Risco, controlo e destino 
 
Não vão ser os riscos fluídos da Persistência da memória de Salvador Dalí, ou os riscos 
salpicados de Painting 1948 de Jackson Pollock que aqui se tratam. Este trabalho trata o 
risco de acordo com a noção ligada à probabilidade de surgir um acontecimento com 
consequências negativas para o ser humano. 
 
Como refere Rebelo (2001), a noção de risco é uma noção pré-científica, começou a falar-se 
de risco mesmo antes de esta se formar como ciência. De acordo com Lupton (1999) o 
conceito de risco apareceu ligado às viagens marítimas do período pré-moderno, ligado à 
segurança marítima, sendo usado para designar os perigos associados à navegação. 
 
Com o advento da modernidade no século XVII, caracterizada pelas explorações científicas 
e pelo pensamento racional, surgem alterações ao conceito de risco, ligadas ao facto de se 
considerar que o mundo social e natural segue leis que podem ser quantificadas e, desta 
forma, previstas (Lupton, 1999). 
 
Para que o conceito surgisse num contexto científico foram essenciais, segundo Rebelo 
(2001), as ações realizadas pela UNESCO. Para tal foi realizada em 1987 uma reunião em 
Paris direcionada sobretudo para o risco ao nível das empresas e onde foi igualmente 
referido o risco ao nível individual e da sociedade. Em 1989, uma reunião científica com a 
designação “Riscos naturais, riscos tecnológicos. Gestão dos riscos, gestão das crises” deu 
origem ao livro Le Risque et la Crise, publicado em 1990. Pela mesma época, nasce, 
igualmente, o Centro Europeu para o Estudo dos Riscos e das Catástrofes (Rebelo, 2001). 
 
A ISDR (International Strategy for Disaster Reduction), define risco como “A probabilidade 
de ocorrência de consequências danosas, ou perdas esperadas, resultantes da interação 
entre os riscos naturais ou induzidos pelo homem e as condições vulneráveis”. A 
quantificação do risco é assim determinada por (1): ! !!!"#!" ! !"#$%&! !!"#$%&'()#)*'*%    
    
Percepção e mitigação dos riscos tecnológicos 
 
3 
sendo que o perigo pode variar em função da frequência e magnitude, e a vulnerabilidade 
pode variar em função da exposição, do valor e da susceptibilidade. Trata-se portanto de 
uma definição que conjuga a probabilidade de ocorrência de um evento com suas 
consequências negativas. 
 
A palavra risco, está comummente associada a temor, medo, perigo, perda. Mas realmente 
é uma palavra que desde as suas origens está mais associada com “atrever-se a fazer 
algo”. Risco deriva do latim risicare, que significa atrever-se. Neste sentido, o risco é mais 
uma decisão que um destino. E nem sempre que uma pessoa se atreve, o resultado é 
negativo. Por vezes o risco trás benefícios. Neste sentido, o conceito foi evoluindo. No 
princípio dos tempos modernos definiu-se risco como a combinação da probabilidade e a 
consequência de um elemento associado ao efeito de perda. Posteriormente a Norma 
Australiana e Neozelandesa ASNZ 4360 definia risco como:  
“A possibilidade de que ocorra um acontecimento que tenha impacto na 
prossecução dos objectivos. O risco é em função da combinação de um evento ou 
circunstância e sua probabilidade”  
A nova norma ISO 31000, publicada em 2009, traz-nos o conceito de risco ainda mais 
evoluído definindo-o elegantemente como: 
“O efeito da incerteza na prossecução dos objectivos” 
Esta nova definição leva-nos a considerar que o estudo dos riscos esteja mais 
direcionado para o conhecimento baseado na estimativa e previsões com ferramentas 
técnicas e práticas que permitem às organizações saber o que as esperam (Cruz, 
2010).  
 
A elegância da definição de risco da ISO 31000 é, tal como a própria norma, 
abrangente e transversal a todos os organismos. Sejam do sector bancário seja na 
administração local. Porque é verdade que o risco pode trazer benefícios e perdas. 
Neste trabalho, a definição de risco está subjacente à perda. Trata-se, portanto, de 
uma definição adaptada à gestão de riscos Safety com impacto negativo para os 
organismos ou pessoas. 
 
 
1.2. A democracia dos Riscos tecnológicos  
 
Ulrich Beck, passou a ser um dos teóricos sociais mais destacados nas questões que 
abarcam o Risco e a Sociedade. Depois da publicação de Risk Society (em alemão em 1986 
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e em inglês em 1992), o argumento central desse livro é que a sociedade industrial, 
caracterizada pela produção e distribuição de bens, foi deslocada pela sociedade do risco, 
na qual a distribuição dos riscos não corresponde às diferenças sociais, económicas e 
geográficas da típica primeira modernidade. O desenvolvimento da ciência e da técnica já 
não conseguem fazer predições e o controlo dos riscos para os quais contribui 
decisivamente. Esta situação pode criar graves consequências para o ambiente e para a 
saúde humana. Entre estes riscos, Beck inclui os riscos tecnológicos, químicos, nucleares, 
genéticos e até mesmo os riscos económicos. 
 
Este conjunto de riscos geraria “uma nova forma de capitalismo, uma nova forma de 
economia, uma nova forma de ordem global, uma nova forma de sociedade e uma nova 
forma de vida pessoal” (Beck, 1999) . 
 
Neste seguimento, o conceito de sociedade de risco está diretamente relacionado com o 
conceito de globalização. Na presente conjuntura mundial, os riscos são democráticos a 
nível global. Esta nova forma de riscos, não tem fronteiras entre países e mesmo entre as 
classes sociais. Contudo já não se verifica a democratização na capacidade de resposta a 
esses mesmos riscos. Alguns países ou classes sociais estão mais bem preparados que 
outros para fazer frente a esta nova geração de riscos. 
 
Chamemos-lhe nova geração de riscos porque não se podem comparar os riscos que Vasco 
da Gama correu quando descobriu novas terras além-mar, com os riscos que atualmente 
uma modificação genética pode aportar. Os riscos que se corriam na época dos 
descobrimentos eram individuais e perfeitamente delineados. A nova geração de riscos, por 
exemplo os riscos nucleares ou genéticos concernem a toda a humanidade. 
 
Desta forma, a nova geração de riscos pode contribuir para aumentar o fosso entre ricos e 
pobres. Os processos que passam a delinear-se na resposta aos riscos globais são 
ambíguos: promovendo o crescimento do nacionalismo, fundamentalismos, crises 
económicas, possíveis guerras e catástrofes, nos países menos preparados. Enquanto que 
nos países mais ricos este tipo de riscos pode criar maior riqueza, tecnicização e segurança 
no emprego – desenvolvendo-se nos mesmos, o chamado mercado do risco. 
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1.3. Os debates na sociologia ambiental 
 
1.3.1. Corrente realista 
 
A corrente realista, surge como uma das primeiras contribuições dentro da sociologia 
ambiental para a abordagem das relações entre meio ambiente e sociedade através do novo 
paradigma ecológico (Guivant, 2002). Os seres humanos eram considerados como parte 
dos ecossistemas que influenciariam as suas ações assim como a sociedade. O positivismo, 
mais orientado para questões epistemológicas, deu então lugar ao realismo crítico. 
 
O realismo enfatiza a objectividade dos problemas ambientais, independentemente da forma 
como os atores sociais os percebem. Esta corrente privilegia a totalidade social sobre o 
indivíduo. 
 
1.3.2. Corrente construtivista 
 
Os construtivistas centram-se, sobretudo, nas representações sociais sobre os problemas 
ambientais. Procuram perceber o significado que os grupos e atores sociais dão aos 
problemas ambientais (Guivant, 2002). O que passa a ser socialmente considerado como 
um problema ambiental não implica apenas uma leitura imparcial e neutra de um fenómeno 
real como defende a corrente realista, mas essencialmente importa perceber como as 
pessoas interpretam o significado desse fenómeno. Esta corrente privilegia o indivíduo sobre 
a totalidade social. 
 
Esta perspectiva terá, portanto, um papel importante na gestão da incerteza na análise dos 
riscos ambientais e tecnológicos.  
 
Sem negar a existência de uma realidade objectiva, levanta a necessidade de entender os 
conflitos que se estabelecem nas relações entre leigos e peritos, e entre conflitos que 
rodeiam a definição de incidente.   
 
1.3.3. A superação das dicotomias e o nascimento do Realismo Reflexivo 
 
Beck apresenta significativas coincidências, na análise dos riscos ambientais, nas incertezas 
da ciência, nas relações entre leigos e peritos e em relação a superar as dicotomias entre 
sociedade e natureza. Tanto um como outro, criticam a dicotomia entre um conhecimento 
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perito que determina os riscos e uma população leiga que não os percebe. Defende a 
corrente realista para a avaliação dos riscos e a corrente construtivista para avaliar de que 
forma esses riscos são percebidos socialmente. Nasce assim o realismo reflexivo (Beck, 
1999). 
 
Da posição realista, Beck resgata o reconhecimento que o conhecimento científico faz para 
identificar e demonstrar de que forma a “fabricação de riscos” (Beck, 1999) pode afectar o 
planeta. Beck suporta-se da perspectiva construtivista para entender como são tornados 
reais os riscos fabricados. Para Beck, os riscos existem na realidade mas a sua importância 
depende da forma como são percebidos. 
 
 
1.4. As propostas de Ulrich Beck 
 
Da posição realista Beck reconhece que as consequências e perigos na produção industrial 
desenvolvida são globais e passíveis de serem demonstráveis pela ciência. Esses 
resultados exigem políticas formuladas por organismos transnacionais no sentido de 
mitigação desses riscos. 
 
Muitas vezes, os “conflitos sobre os riscos” (Beck, 1999), nos quais se manipulam 
argumentos e contra-argumentos entre peritos e leigos, estimulam a incredibilidade dos 
consumidores nas instituições fidedignas. Beck propõe que se criem comités de instituições 
abertas, transparentes, do tipo ONG’s, que informem o público e alertem as indústrias, de 
forma que se possa conviver com os riscos da sociedade moderna. Esses comités far-se-
iam representar por grupos de peritos e leigos, não necessariamente para encontrar 
consensos mas para promover a transparência de todo o processo de fabricação de riscos. 
Beck faz um apelo à participação do público e a uma desmonopolização da ciência. 
 
 
1.5. A conceptualização do Safety  
 
A maior parte das vezes respondemos / agimos em função de um sentimento e não em 
função da realidade. Respondemos à percepção do risco e não ao risco real. Muitas vezes 
funciona porque o risco percebido e o risco real, são os mesmos e portanto a reação ao 
risco é bem sucedida. Isso acontece desde a pré-história porque o ser humano desenvolveu 
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capacidades que o permitem. Ou seja a convergência do real e do perceptivo tem sentido 
evolutivo (Schneier, 2010).  
 
Daqui nasce uma nova hipótese. Será que os riscos da segunda modernidade ou 
modernidade reflexiva (Beck, 1992), são igualmente convergentes na percepção e 
realidade? Cremos que não. Na nova geração de riscos, nomeadamente nos riscos 
tecnológicos, surgem riscos imperceptíveis ao ser humano e que são chamados de riscos 
invisíveis. São disso exemplo os riscos: radioativo; radiofrequência; criogénico; biológico; 
campos magnéticos elétricos, etc. Para esta geração de riscos, são precisos peritos, 
equipamentos, códigos e modelos para aferir os níveis de risco. Este tipo de riscos está 
restrito à percepção dos peritos nessas áreas.  
 
Para Schneier (2010), a percepção do risco no ser humano apresenta quatro tipos de 
vieses: 
• Tendemos a exagerar os riscos espetaculares, mediáticos e raros em detrimento dos 
riscos comuns; 
• Valoriza-se mais um risco desconhecido em detrimento de um risco conhecido; 
• Os riscos personificados1 são mais valorizados que os riscos anónimos; 
• As pessoas subestimam os riscos que controlam e sobrestimam os que não 
controlam. 
 
Os mass media valorizam os riscos raros, porque por definição as notícias são algo que 
acontece raramente. Logo os media noticiam apenas os riscos raros, que por sua vez são 
desconhecidos logo valorizados e sobrestimados porque não controlados. 
 
A segurança pode ser garantida com ou sem a percepção das pessoas. Ou as pessoas se 
apercebem que estão seguras ou as pessoas não se apercebem que estão seguras.  As 
vantagens entre um e outro modelo, remetem-nos para questões filosóficas e sociológicas 
que não são objecto de estudo deste trabalho. Contudo a tarefa mais difícil parece ser a de 
mostrar que as pessoas se sentem seguras de forma a interiorizar conscientemente 
procedimentos de segurança. Para isso há que informar, esclarecer, e mostrar os riscos de 
maneira a que possam ser compreendidos. Dessa forma as pessoas começam a 
materializar o risco (Schneier, 2010).  
                                                
1  Por riscos personificados entenda-se os riscos com nomes comuns. Por exemplo, a 
personificação do vírus Influenza A H1N1, batizada inicialmente como Gripe Suína (México, 
2009). 
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A percepção dos riscos pode ser esquematizada da seguinte maneira: 
 
 
 
 
 
 
 
 
                   Figura 1 - Modelo de relacionamento na percepção do risco 
 
A percepção é baseada no modelo constituído pela interação da razão, sentimento e 
realidade. Este modelo está na base da formação da percepção. No mundo complexo da 
modernidade reflexiva precisamos desses modelos para compreender os novos riscos. É 
difícil criar sentimentos relativamente a uma bactéria ou a raios gama. É necessário 
construir modelos para os perceber.  
 
Os modelos são uma representação do real limitado por vieses cognitivos, pela ciência e 
tecnologia. Não poderíamos ter percepção do risco biológico da bactéria sem microscópio 
para a ver. Os modelos são construídos com base nas nossas experiências. Por exemplo, o 
indivíduo ! que sempre viveu na selva precisa de saber como sobreviver nela. O indivíduo " 
que sempre viveu na cidade, usa um modelo que lhe permite sobreviver naquele ambiente. 
Ambos os indivíduos sobrevivem porque integraram a complexidade de comportamentos a 
ser adoptados a cada ambiente. Contudo os modelos podem mudar. Vejamos o seguinte 
exemplo: 
Quando em março de 2009 apareceu no México uma gripe alegadamente mais 
mortífera que as outras, causou grande reação na população. Esta gripe 
personificada de “suína” causou um sentimento de falta de controlo – as pessoas 
perguntavam aos médicos o que fazer. Chegou mesmo a haver prioridades de 
grupos sociais para a distribuição de vacinas. Proliferou-se o uso de antissépticos e 
máscaras faciais. Mas, entretanto, com a discussão entre stakeholders, o modelo 
foi mudando. A doença passou a chamar-se Influenza A H1N1. Bastou cair a 
personificação do vírus para que a doença causasse menos medo, muito embora 
não houvesse novos dados sobre a sua perigosidade. Quando a vacina apareceu 
em massa, houve muita gente que já nem quis vacinar-se.  
 
Razão 
Sentimento 
  
Realidade 
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A formação de modelos também padece de vieses: tendemos a aceitar dados que 
confirmam as nossas crenças e a rejeitar dados que não as confirmam (Schneier, 2010). 
 
Na segunda modernidade há muitos modelos desatualizados. A tecnologia avança tão 
rapidamente que os modelos de segurança não a conseguem acompanhar. Por outro lado 
há modelos que demoram muito tempo a mudar. Repare-se nas medidas antitabágicas que 
demoraram 40 anos a ser adoptadas. Para agudizar os modelos dos riscos da modernidade 
reflexiva, verifica-se que já não há experiência pessoal na aferição desses modelos. O 
indivíduo ", típico habitante da sociedade produtora de riscos da segunda modernidade, 
depende cada vez mais de outros para sobreviver na cidade. A segurança é delegada 
noutros. Por exemplo, delegamos a nossa segurança ao viajar de avião ou quando 
entramos num arranha-céus. A nova geração de riscos aportou com ela novos especialistas 
nos quais as pessoas delegam a sua segurança. Assim, verifica-se que a consciencialização 
do perigo é cada vez mais difícil de obter. A materialização dos riscos é, por isso, uma 
ferramenta importante na percepção dos riscos de forma a tomarmos as melhores decisões 
na nossa segurança. 
 
Para Slovic (1999) não há risco real. Ou seja, o risco não existe enquanto realidade 
independente da nossa mente e cultura. O risco só é possível de ser observado e 
mensurado dentro de um contexto. As teorias de risco são criações mentais e sociais 
definidas em termos de graus de crença. Deste modo, é estabelecida a distinção entre 
probabilidade de risco e distinção de risco, partindo do ponto de vista de que o risco real e o 
risco percebido são duas dimensões diferentes. 
 
De acordo com Gaspar de Carvalho et al, vários estudos mostram que os peritos se 
baseiam, por exemplo, na consideração da probabilidade de ocorrência dum acontecimento 
e nas consequências associadas (número de fatalidades). As estimativas dos leigos, por sua 
vez, tendem a ser multidimensionais e a enfatizar aspectos como a incerteza acerca das 
consequências do risco o potencial catastrófico ou a forma negativa ou positiva como esse 
potencial risco nos faz sentir. 
 
Outros autores defendem que ambos os grupos avaliam o risco de forma ilusória. Por 
exemplo, os leigos conseguem estimar as mortes anuais e a frequência das suas causas 
(Slovic P. , Perception of risk, 1987), assim como os especialistas não estão imunes a erros, 
quando são forçados a fazer avaliações para além da informação que têm (Slovic et al., 
1980). 
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Seguindo Gaspar de Carvalho, et al., estudos recentes mostram que não é o facto das 
novas tecnologias serem novas ou desconhecidas para os leigos que, por si só, faz com que 
as mesmas sejam vistas como um risco. A diferença de percepções do risco depende 
também do tipo de acontecimento ou atividade considerada e do contexto social que 
envolve a análise desse risco. Um exemplo foi dado por Gaskell et al. (2006) numa 
sondagem europeia que avaliou a percepção do público acerca de um conjunto de novas 
tecnologias: nanotecnologia, farmacogenética, terapia genética e organismos geneticamente 
modificados (OGMs). Nesta verificou-se que a percepção era mais positiva para a 
nanotecnologia, seguida pela farmacogenética e terapia genética (apesar desta última ser 
considerada mais arriscada que as outras) e mais negativa para os OGMs. Apesar das 
novas tecnologias serem vistas como um benefício, à medida que a percepção da utilidade 
das tecnologias diminuía aumentava a percepção do risco, juntamente com um declínio na 
percepção da aceitabilidade moral e dos níveis globais de apoio. Como tal, estas diferenças 
de percepção de risco não têm a ver com a novidade das tecnologias (visto que todas são 
novas) mas com a forma como as pessoas avaliam a sua utilidade e quão moralmente 
aceitável é a sua aplicação em várias áreas como, por exemplo, na medicina. 
 
Outro exemplo foi dado por Palma-Oliveira, et al (2009), que de entre as novas tecnologias, 
avaliaram especificamente a nanotecnologia. Um questionário online aplicado a 269 leigos 
em Portugal, mostrou que a sua avaliação do risco das nanotecnologias dependia da forma 
como era aplicada. O desenvolvimento e aplicação ao sector alimentar e militar era visto 
como mais ameaçador e com maior potencial catastrófico, do que ao sector médico, 
vestuário e telecomunicações. Mais ainda, comparando leigos e um grupo de especialistas 
da área, demonstrou-se que os especialistas tinham uma percepção incorreta da forma 
como os leigos analisam os potenciais riscos. Estes consideravam que a avaliação dos 
leigos se centrava principalmente no conhecimento (ou ausência deste), quando na 
realidade se basearam em dimensões mais complexas e diversificadas. Por exemplo, a 
avaliação que os leigos fazem da atividade militar – negativa - pode influenciar a sua 
avaliação da aplicação da nanotecnologia nesse sector, mesmo sem conhecimentos a este 
nível (Gaspar de Carvalho et al., 2009). 
 
Com estes estudos pode-se concluir que, independentemente dos riscos serem novos ou 
velhos, conhecidos ou desconhecidos, o importante é perceber os factores que estão na 
base da avaliação desses riscos. Daqui sobressai a importância da materialização do risco 
proposta por (Schneier, 2010), para que os diferentes atores consigam ajuizar corretamente 
sobre a sua segurança. Este será um passo decisivo para a implementação da democracia 
técnica (Gaspar de Carvalho et al.) que implemente uma participação integrada das visões 
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dos diferentes atores e a partir daí saber discernir se os novos riscos são uma ameaça  ou 
uma oportunidade. 
 
 
1.6. Análise e percepção do risco 
 
1.6.1. O paradoxo na percepção e análise de riscos 
 
A análise do risco e a percepção do risco são coisas distintas. A primeira integra 
objectividade, a segunda é um processo subjetivo, ao ser constituída pelas imagens 
individuais dos riscos (Navarro e Cardoso, 2005). 
 
Enquanto que a análise de risco determina a frequência e consequências de uma 
ocorrência, a percepção do risco é produto do cruzamento da perigosidade dos elementos 
naturais com as experiências vividas. A percepção depende da inserção dos indivíduos num 
dado evento (quotidiano ou esporádico), da função que ocupam em determinado contexto 
social, dos aspectos culturais, das histórias de vida, e das pressões ambientais (Silva, 2002; 
Navarro e Cardoso, 2005).  
 
Segundo Renn (2004), os indivíduos constroem a sua própria realidade e avaliam o risco de 
acordo com as suas percepções subjetivas. Ora, partindo do princípio que uma análise de 
risco que se pretende objectiva, é precedida por uma percepção de risco que é 
necessariamente subjetiva, será possível determinar corretamente uma frequência e 
consequência de um evento? A resposta é dada por Queirós (2000), ao referir que é 
possível conciliar as perspectivas objectivas e subjetivas nos estudos do risco através de 
uma posição intermédia que aceite procedimentos científicos que consideram que os 
próprios riscos não são puramente objectivos e a introdução de valores a eles associados.  
 
1.6.2. Paradigmas dominantes no estudo da percepção do risco 
 
Segundo (Queirós, Vaz e Palma, 2006), as duas principais tendências que dominam o 
estudo da percepção do risco são o paradigma psicométrico e a teoria cultural do risco. O 
paradigma psicométrico pressupõe que o risco é subjetivo. De acordo com este paradigma, 
o risco é aferido por indivíduos que podem ser influenciados por um grande número de 
factores psicológicos, sociais e culturais. Segundo esta abordagem, estes factores podem 
ser quantificados, através do resultado de inquéritos apropriadamente construídos (Slovic, 
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1992, apud Sjöberg et al, 2004; Rohrmann e Renn, 2000). Foi nesta abordagem que em 
1978, Fischhoff e seus colaboradores, iniciaram uma metodologia subjacente ao 
pensamento dos indivíduos relativamente ao risco, procurando padrões de classificação dos 
diversos riscos (Lima, 1995). Neste estudo foi pedido aos inquiridos para avaliarem 30 
tecnologias potencialmente perigosas seguindo 9 dimensões definidas (Lima, 1997; Sjöberg 
et al, 2004): 
• Voluntários/involuntários;  
• Efeitos imediatos/efeitos retardados;  
• Conhecido para as pessoas expostas/desconhecido;  
• Conhecido para a ciência/desconhecido;   
• Controlável/incontrolável;  
• Novo/antigo;  
• Crónico/catastrófico;  
• Comum/terrível;  
• Consequências pouco gravosas/consequências fatais  
 
A análise dos diferentes grupos comprovou que é possível identificar e quantificar 
semelhanças e diferenças na percepção do risco e atitudes entre grupos através de escalas 
psicométricas (Sjöberg et al, 2004). Na sua maioria, os estudos psicométricos mostram que 
a construção do risco se baseia, entre outros factores, em atributos demográficos, históricos 
e em atitudes (face aos poderes instituídos, visão do mundo), etc. (Wynne, 1997; Burchell, 
1998).  
 
A teoria cultural da percepção do risco direciona a percepção dos riscos a grupos 
previamente selecionados. Esta teoria foi proposta por Douglas e Wildavsky e 
operacionalizada num estudo quantitativo por Dake. Esta teoria especifica quatro tipos de 
pessoas: igualitaristas, individualistas, hierarquistas e fatalistas. Estes tipos de pessoas são 
previamente selecionadas de acordo com uma análise de grupo. Posteriormente os perigos 
são distribuídos da seguinte forma: 
• Os igualitaristas: tecnológicos e ambientais; 
• Os individualistas: guerras e ameaças aos mercado; 
• Os hierarquistas: lei e ordem; 
• Os fatalistas: todos ou outros perigos que não estão descritos acima.  
Segundo Queirós, Vaz e Palma, (2006), esta teoria tem sido objecto de críticas, 
principalmente pelos seguidores do paradigma psicométrico, por apresentar pouco poder 
explicativo e, em alguns estudos, ao não explorar todas os factores que se podem 
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interrelacionar com a percepção do risco (Sjöberg, 1998). É igualmente acusada de ser 
estereotipada e determinista (Burchell, 1998). No entanto, a teoria cultural teve grande 
impacto e aceitação, por ser muito intuitiva, e pelo forte poder persuasivo das suas 
justificações. Salientam-se outros aspectos positivos, nomeadamente, o facto de permitir 
olhar para os riscos através das amplificadoras “lentes” culturais (Queirós, 2000). 
 
Ressalta referir que, quer a Teoria Cultural , quer o Paradigma Psicométrico têm validade 
desde que sejam aplicadas em contextos específicos para cada uma delas. Nalgumas vezes 
seria mesmo interessante analisar os mesmos riscos paralelamente. 
 
1.6.3. Factores que influenciam a percepção do risco 
 
Segundo Renn e Rohrmann (2000), existem quatro níveis principais na formação da 
percepção do risco, onde são incluídas tanto as influências colectivas como as 
manifestações individuais:  
I. Processos heurísticos de processamento da informação, baseada na: 
o Heurística; 
o Senso-comum individual; 
II. Factores afectivos e cognitivos, que são influenciados por: 
o Conhecimento de referência; 
o Estigma; 
o Crenças pessoais; 
o Factores emocionais 
III. Estrutura social e política, influenciada por: 
o Constrangimentos organizacionais;  
o Estruturas económicas e políticas;  
o Valores sociais e confiança;  
o Valores pessoais e interesses;  
o O estatuto socioeconómico; 
o A influência dos media. 
IV. Factores culturais, para os quais contribuem: 
o As instituições culturais; 
o  A cultura política, social e económica;  
o A identidade pessoal e a visão pessoal do mundo; 
 
Assim, o estudo dos sistemas complexos modernos requer uma compreensão das 
interações e inter-relações entre os factores técnicos, humanos, sociais e organizacionais do 
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sistema (Silva, 2010).  
 
Desta análise facilmente se depreende que os factores que influenciam a percepção do 
risco são objecto de estudo das ciências sociais. Sendo a percepção do risco “os olhos” da 
análise de risco, torna-se claro o papel das ciências sociais na gestão dos riscos. Verifica-se 
igualmente que a importância das ciências sociais é tanto maior quanto maior a novidade e 
desconhecido do risco. 
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Capítulo 2 
 
2. Metodologia 
 
A metodologia adoptada surge de um estudo exploratório efectuado sobre percepção e 
mitigação de riscos tecnológicos. Este estudo permitiu recolher informação preliminar para 
obter ideias contributivas sobre o assunto, e dessa forma delinear a metodologia. 
Na recolha preliminar de informação procedeu-se a uma análise crítica dos métodos 
adoptados em investigações anteriores. Na escolha da metodologia, foram consideradas as 
três obsessões frequentes enunciadas por Carmo e Ferreira (1998): 
• Obsessão pelo mais recente, o que nem sempre conduz a resultados satisfatórios 
uma vez que se perde informação de boas fontes clássicas ignorando que nem 
sempre o antigo é antiquado assim como nem sempre o moderno é inovador; 
• Obsessão pelo quantitativo, que decorre da mitificação de toda a informação que 
integra números, considerando como não científica a informação de outra natureza; 
• obsessão pelo qualitativo, que por vezes resulta em trabalhos especulativos com 
falta de rigor. 
 
Como vimos no capítulo I, a percepção do risco é um factor de extrema importância na 
gestão riscos. Na gestão de riscos tecnológicos ainda o será mais, porque esta classe de 
riscos, típicos da segunda modernidade (Beck, 1992), está sujeita à influência de fortes 
factores sociais. O desafio deste trabalho passa por avaliar a percepção de risco de uma 
organização onde a tecnologia é levada ao extremo. É desta conjuntura que nascem as 
questões gerais: 
• O risco perceptivo e o risco real estarão em consonância na organização em estudo? 
• A cultura de segurança da organização está adaptada aos seus riscos tecnológicos? 
• Que medidas podem ser implementadas para a mitigação de riscos tecnológicos? 
 
Dada a multiplicidade de riscos tecnológicos existentes na organização, decidiu-se 
considerar três riscos tecnológicos: criogénico, eléctrico e incêndio. A escolha destes riscos 
deveu-se ao seu grau de importância na organização e à forte interação que estes 
apresentam para os funcionários do espaço CERN. 
Sendo assim, os objetos de estudo serão: 
• Informadores especializados; 
• Funcionários vinculados diretamente ao CERN (2427 pessoas); 
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• Espaço CERN; 
• Bibliografia relacionada com Riscos Tecnológicos. 
 
Para se atingirem os objectivos propostos, recorremos às seguintes metodologias: 
I. Análise documental e levantamento de riscos – A análise documental serviu para 
apurar e sustentar toda a investigação e decorreu durante todo o processo 
investigativo. 
II. Entrevista a informadores especializados – Entrevista centrada que serviu para 
recolher uma apreciação especializada e mais aprofundada sobre os riscos objecto 
de estudo. Foram feitas três entrevistas, cada uma dirigida ao especialista da área 
em questão. 
III. Questionário –  Por interação indireta, usando a rede intranet da organização e 
dirigido aos funcionários staff2 do CERN. Este foi o instrumento fundamental para 
aferir a percepção do risco tecnológico no CERN. Ao mesmo tempo pretende 
determinar a cultura de segurança que existe na organização. 
As limitações, vantagens e desvantagens da metodologia adoptada são explanados nos 
pontos que se seguem. 
 
 
 2.1. A investigação documental 
 
Na investigação documental seguiu-se com principio orientador verificar os factos sempre 
que possível cruzando as informações das diversas fontes. Para as estatísticas, 
escolheram-se as provenientes de instituições credíveis. Mesmo neste caso houve uma 
reflexão crítica sobre o modo como os indicadores foram calculados e concebidos. Sobre 
este aspecto, teve-se em conta que as estatísticas são concebidas por pessoas, com 
critérios de categorização e arrumação discutíveis, nem sempre suficientemente explícitos. 
Por outro lado, há que não esquecer que, por vezes, as estatísticas são concebidas não 
para clarificarem a realidade mas para justificarem prévias interpretações sobre essa 
realidade (Carmo & Ferreira, 1998). 
2.2. As entrevistas e questionários 
 
As entrevistas e questionários usados neste trabalho foram as ferramentas privilegiadas na 
                                                
2 Trabalhadores com vínculo laboral direto ao CERN. 
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investigação do objecto de estudo. Para tal, teve-se em consideração que a informação 
verbal é uma ferramenta de trabalho que tem vindo a dominar as ciências sociais e como tal 
imprescindível na percepção e gestão de riscos. Fazer perguntas é normalmente aceite 
como uma forma privilegiada de obter informação sobre comportamentos e experiências 
passadas, motivações, crenças, valores e atitudes (Foddy, 1996). 
Contudo, a codificação, processamento e descodificação da informação verbal é 
frequentemente passível de erros. De acordo com Hovde (1986), citado por Foddy, as 
principais causas de insucesso na recolha de informação através de questionários são: 
• Os inquiridos não interpretam as perguntas nos termos pretendidos; 
• Falta de esforço ou de interesse por parte dos inquiridos; 
• Os inquiridos não estarem motivados para admitir atitudes ou comportamentos; 
• Os inquiridos terem lapsos de memória e erros de compreensão em virtude da 
tensão que envolve a realização da entrevista; 
• Erros por parte do entrevistador (por exemplo, tendência para alterar o vocabulário 
utilizado, lapsos nos procedimentos de apresentação e adopção de procedimentos 
incorretos de registo) 
 
Segundo (Foddy, 1996), não é difícil encontrar exemplos que sustentam a ideia de que é 
possível melhorar a qualidade da informação recolhida nas ciências sociais. Foddy, 
apresenta-nos uma lista de 10 problemas típicos: 
1. Por vezes as perguntas factuais produzem respostas inválidas. Veja-se o exemplo de 
Palmer, citado por Deming, (1944), onde numa pergunta sobre a idade repetida oito 
a dez anos após o primeiro questionário, se verificou uma oscilação de um ou mais 
anos em 10% dos indivíduos.  
2. A relação entre o que os inquiridos dizem e o que efetivamente fazem nem sempre é 
forte; 
3. Atitudes, hábitos, crenças e opiniões dos inquiridos apresentam-se frequentemente 
bastante instáveis, verificado por Converse em 1964. 
4. Pequenas diferenças no vocabulário utilizado nas perguntas podem produzir grandes 
diferenças ao nível dos resultados obtidos. Ilustrado por Butler e Kitzinger em 1976. 
5. É frequente os inquiridos interpretarem mal as perguntas, verificado por vários 
autores, por exemplo Cantril e Frien em 1944 e Hunt et al, 1982 . 
6. As respostas a perguntas anteriores podem afectar as repostas a perguntas 
subsequentes, verificado por Rugg e Cantril em 1944. 
7. A ordem das opções de resposta pode afectar as respostas dos inquiridos, verificado 
por Krosnick e Alwin em 1987. 
8. As respostas podem ser afectadas pelo próprio formato da pergunta, verificado por 
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Belson e Duncan em 1962. 
9. Mesmo não estando familiarizados com o tema proposto é frequente os inquiridos 
responderem às perguntas, verificado por Schuman e Presser em 1981. 
10. Os contextos culturais de pertença afectam a forma de interpretar e responder, 
demonstrado por Briggs em 1986. 
 
Na elaboração das entrevistas e questionários teve-se em atenção os insucessos e 
problemas acima descritos. E, de acordo com Foddy (1996), definiu-se claramente a 
informação que se pretendia, os inquiridos detinham essa informação e os inquiridos 
puderam disponibilizar essa informação no contexto em que a pesquisa se realizava. A 
caracterização, das entrevistas e o guião do questionário usados neste trabalho são 
apresentados nas subsecções seguintes. 
 
2.2.1. As entrevistas 
 
De acordo com Mendes (2003), embora seguindo um guião, e procurando abordar com 
todos os entrevistados os temas de base definidos, exige-se uma enorme flexibilidade e 
uma atenção extrema aos interesses e às perspectivas dos entrevistados. É preciso deixar-
se surpreender, ser guiado e seguir o entrevistado nos seus percursos e justificações 
discursivas. Por isso, os entrevistadores devem, contrariamente ao que é habitualmente 
recomendado nos manuais de metodologia, assumir um papel ativo e intervencionista, 
oferecendo contra-exemplos e deixando-se interpelar pelo entrevistado. 
 
O tipo de entrevista escolhido foi a entrevista centrada. Foram seguidas as recomendações 
propostas por Carmo & Ferreira, (1998) sendo que: 
• Definiu-se objectivo da entrevista; 
• Construiu-se um guião da entrevista; 
• Escolheram-se os entrevistados de acordo com a especificidade do objecto de 
estudo; 
• Prepararam-se os entrevistados com contactos telefónicos e envio de emails; 
• Estipulou uma data, hora e local para a realização das entrevistas. 
 
As entrevistas decorreram em local e hora definido pelo entrevistado, sem nenhum tipo de 
constrangimento nem interrupções. Foram efectuadas em língua francesa e registadas com 
apontamentos manuscritos. Desta experiência ressalta-se a disponibilidade autoproposta 
para a prestação de mais informações, dada por todos os entrevistados no final da 
entrevista. Depreendeu-se portanto que a entrevista foi bem recebida por todos os 
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entrevistados. O guião das entrevistas pode ser consultado no anexo 2. Estas entrevistas 
serviram para obter uma avaliação perita sobre os três riscos objecto de estudo. As 
perguntas incidiram essencialmente sobre os perigos, vulnerabilidades e consequências 
desses riscos. 
 
2.2.2. O questionário 
 
O questionário foi apresentado nas línguas Francesa e Inglesa, dado serem as línguas 
oficiais da Organização. Esteve acessível na internet com acesso restrito aos membros staff 
do CERN, entre 17 de junho e 14 de julho. Integrou perguntas de identificação não 
nominais, perguntas de informação, perguntas de descanso e perguntas de controlo (Carmo 
& Ferreira, 1998). As perguntas foram de tipo fechado predominando as Escalas de Likert 
na aferição de atitudes e opiniões. 
A estrutura do questionário foi pensada de modo a extrair informações relativas a: 
• Percepção individual dos riscos tecnológicos; 
• Comportamento individual Safety; 
• Sensibilidade individual Safety 
• Conhecimento de assuntos Safety; 
• Sensação de segurança; 
• Aferição do percepção Safety dos colegas de trabalho. 
O questionário e o email que o acompanha podem ser consultados no Anexo 3. 
 
Cohen, Manion e Morrison (2007) referem a existência de várias vantagens na utilização de 
inquéritos através da Internet: 
• Tem custos mais reduzidos do que um inquérito aplicado em papel; 
• Reduz o tempo necessário à sua distribuição e processamento de dados uma vez 
que os estes podem ser processados automaticamente; 
• Permite que um maior número de pessoas possa participar a utilização da Internet 
permite ao investigador incluir pessoas que, de outra forma, estariam indisponíveis); 
• Quando o tema da investigação é sensível, este tipo de inquéritos permite o acesso 
a grupos que são normalmente difíceis de identificar ou aceder; 
• Pode constituir uma novidade; 
• Os questionários podem ser respondidos em casa ou em qualquer outro lugar onde 
exista acesso à Internet; 
• Os inquiridos podem completar o questionário quando lhes der mais jeito; 
• O inquérito não tem de ser completado todo de uma vez; 
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• As respostas nos inquéritos on-line apresentam menos perguntas não respondidas 
do que os inquéritos em papel; 
• Os erros na entrada e processamento de dados são reduzidos; 
• Podem adicionar-se características que tornam os inquéritos mais atractivos tais 
como gráficos e cor; 
• Pode-se obter uma maior generalização uma vez que os utilizadores da Internet 
fazem parte de uma população diversificada; 
• A participação voluntária pode levar a uma maior autenticidade nas respostas. 
Contudo, um dos problemas da via telemática é o facto de não se conseguir controlar a 
representatividade da população na amostra, (salvo se todo o universo em estudo preencher 
o inquérito). Pois um princípio básico é que todos devem ter a mesma probabilidade de 
responder e serem escolhidos aleatoriamente. 
 
Outro problema dos inquéritos por questionário é a elevada taxa de não respostas. Segundo 
Carmo & Ferreira (1998), vários autores têm feito referência à existência de factores 
condicionadores do nível de devolução dos questionários: 
• Natureza da pesquisa: se a pesquisa tem uma natureza em que a sua utilidade seja 
evidente para o inquirido, a taxa de respostas tende a aumentar; 
• Tipo de inquirido: os inquiridos com maior nível de habilitações académicas tendem a 
responder com mais frequência; em contrapartida, populações com baixa instrução 
tendem a não responder; 
• Sistema de perguntas: quanto mais simples for o sistema de perguntas quer em 
matéria de objectividade quer de clareza, maior é a probabilidade de aumentar a taxa 
de respostas; 
• Instruções claras e acessíveis: quanto mais fáceis e claras forem as instruções de 
preenchimento, maior será o número de respostas. Instruções longas e complexas 
constituem um factor dissuasor de colaboração; 
• Estratégias de reforço como por exemplo o lançamento de uma carta de anúncio, 
cartas de legitimação feitas por entidades credíveis, aumentam a taxa de respostas. 
 
Estes itens foram tidos em conta na elaboração do questionário. Nomeadamente o sistema 
de perguntas, efectuadas com a maior objectividade e simplicidade possível; a apresentação 
e as instruções de preenchimento, foram as mais simples e curtas possíveis; ao publico-alvo 
foi enviado um email em nome de cada diretor de serviço, apelando ao preenchimento 
voluntário do questionário. 
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O questionário foi elaborado em francês e inglês. A sua concepção contou com a 
colaboração do orientador e coorientador deste trabalho, respectivamente, Professor Doutor 
José Manuel Mendes e o Comandante dos Bombeiros David Peyron. Dado tratarem-se de 
questões dirigidas a um público multinacional, foi alvo de apreciações de três francófonos e 
de três anglófonos. Para que o questionário pudesse circular na intranet do CERN, o mesmo 
foi revisto, sem reparos, pelo chefe de departamento General Infrastructure Services 
(Serviços Gerais de Infraestruturas) e pelo chefe de unidade de Occupational Health & 
Safety and Environment Protection Unit (Unidade de Saúde Ocupacional, Segurança e 
Protecção Ambiental).  
 
Quanto às perguntas, foram observados os seguintes cuidados (Carmo & Ferreira, 1998): 
• Serem simples e reduzidas, na medida do possível; 
• Serem perguntas, tanto quanto possível, fechadas; 
• Serem perguntas compreensíveis para os inquiridos; 
• Serem perguntas não ambíguas; 
• Serem perguntas sem indiscrições gratuitas; 
• Serem perguntas que abrangiam todos os pontos a questionar; 
• Serem relevantes relativamente à experiência do inquirido. 
O questionário terminou com agradecimentos e com um espaço livre para expressar 
voluntariamente uma opinião. 
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Capítulo 3  
 
3. Contextualização  
 
3.1. O CERN - Apresentação da instituição objecto de estudo 
 
O CERN foi proposto, em 1949, por Louis de Broglie (Prémio Nobel da física em 1929). Na 
sua génese, o então Conseil Européen pour la Recherche Nucléaire, que deu origem ao 
acrónimo CERN, tinha por objectivo unir os países que haviam participado na 2ª Guerra 
Mundial, num objectivo pacífico: o desenvolvimento da ciência em torno da física de 
partículas (CERN, 2011). 
 
Em 1954 foi colocada a 1ª pedra que deu origem àquele que viria a ser o maior laboratório 
de pesquisa científica do mundo. Nessa altura o CERN contava com 12 estados membros: 
República Federal Alemã, Dinamarca, Bélgica, França, Grécia, Itália, Noruega, Holanda, 
Reino Unido, Suécia, Suíça, e Jugoslávia. Atualmente, o CERN conta com 20 países 
membros. 11 países fundadores (entretanto retirou-se a Jugoslávia), acrescidos da Áustria , 
Espanha, Portugal, Finlândia, Polónia, Hungria, República Checa, Eslováquia e Bulgária. 
 
Desde 1954 que uma Convenção Instituinte do CERN define claramente as missões 
principais da Organização (CERN, 2011): 
 « L'Organisation assure la collaboration entre États européens pour les 
recherches nucléaires de caractère purement scientifique et fondamental(!) 
L’Organisation s’abstient de toute activité à fins militaires et les résultats de ses 
travaux expérimentaux et théoriques sont publiés ou de toute autre façon 
rendus généralement accessibles»3. 
O CERN é, portanto, uma organização de carácter puramente científico, abstendo-se de 
toda a atividade para aplicação militar e cujos resultados são obrigatoriamente tornados 
públicos. 
                                                
3 “A organização assegura a colaboração entre os Estados europeus na pesquisa nuclear de 
carácter puramente científico e fundamental(...) A organização abstém-se de toda a 
atividade com fins militares e os resultados dos seus trabalhos experimentais e teóricos são 
publicados ou tornados acessíveis por outros meios”. 
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Para além da Convenção, o CERN organiza e encoraja a cooperação internacional na 
pesquisa, estimula a criação de contactos entre a comunidade científica, laboratórios e 
institutos. De igual modo difunde as informações e promove uma formação especializada 
aos cientistas, traduzindo-se por uma transferência de tecnologia e de formação a todos os 
níveis. 
 
 
3.2. Localização geográfica e funcionamento geral 
 
O CERN situa-se a Sudoeste da Suíça na zona fronteiriça perto de Genebra entre os 
Montes Jura e o Lago Léman. As suas infraestruturas estão implementadas em 12 
freguesias da parte Francesa e 4 freguesias na parte Suíça. 
 
O CERN tem 13452 usuários4. Possui 19 lugares vedados que somam 195 ha onde existem 
574 edifícios com uma superfície habitável de 530 000 m2. Nesses locais há dezenas de 
pontos de acesso aos 51 km de túneis e “catedrais” implantadas entre 30 e 100 m de 
profundidade, ocupando 850 000 m3 de volume subterrâneo. É o maior laboratório de física 
no mundo onde cerca de 6000 investigadores desenvolvem as suas experiências.  
 
À superfície desenvolvem-se estudos e constroem-se equipamentos para as experiências 
situadas no subsolo. Estas experiências desenrolam-se no subsolo por razões de várias 
ordens:  
• Diminuir a interferência da radiação cósmica nas experiências;  
• Anular a exposição por radiação de radioatividade das comunidades vizinhas; 
• Anular a exposição às ondas electromagnéticas das comunidades vizinhas; 
• Garantir a segurança em casos de explosão ou incêndio; 
• Diminuição do impacte ambiental. 
 
De uma maneira simplista, pode imaginar-se o CERN como uma fábrica que fornece 
partículas atómicas e subatómicas a instituições científicas (representando atualmente 80 
países), para que realizem as suas experiencias de acordo com a Convenção Instituinte. 
Para se poderem fornecer essas partículas às experiências é necessário um meio de 
transporte seguro. Essas partículas são enviadas por tubos de vácuo, guiadas por campos 
                                                
4 Por usuário entenda-se pessoa com acesso privilegiado às instalações e serviços do 
CERN.  
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magnéticos e aceleradas por campos elétricos. 
 
 
Figura 2 - Esquema de localização e ilustração do complexo subterrâneo 
do CERN (fonte: CERN, 2010) 
 
Mas não é tudo. Na maior parte das experiências fazem-se colisões de partículas. Por isso é 
necessário que essas partículas cheguem à maior velocidade possível. Algumas dessas 
experiências têm por objectivo descobrir partículas subatómicas e estudar o seu 
comportamento. Para isso chocam umas partículas contra as outras quase à velocidade da 
luz e estudam-se os resultados. É aí que entra a importância dos aceleradores de partículas.  
 
Quando se fala em aceleradores de partículas vêm-nos logo à ideia o LHC (Large Hadron 
Collider). De facto O LHC é o maior e mais impressionante acelerador de partículas do 
mundo.  Pertence ao complexo de aceleradores do CERN e descreve uma circunferência de 
27 km de perímetro, num túnel no subsolo a 100m da superfície (anel maior ilustrado na 
figura 2 e 3).  
 
 
               Figura 3 - Fotografia do túnel do LHC (Fonte: CERN, 2010) 
3.3. A política Safety do CERN 
 
Por força da Convenção de 01 de Julho de 1953, alterada em Janeiro de 1971, o CERN foi 
fundado como uma organização intergovernamental. O CERN tem a sua sede na Suíça, 
mas também tem sede em França, o seu estatuto jurídico internacional foi reconhecido por 
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ambos os Estados de acolhimento em acordos assinados com o governo Suíço em 11 de 
Junho de 1955 e com o governo francês em 16 de Junho de 1972. Estes acordos conferem 
ao CERN autoridade e controlo sobre a totalidade dos seus lugares, com competência para 
emitir normas necessárias para o exercício das suas funções. Daí o CERN poder 
estabelecer a sua própria política para as questões de segurança, independentemente da 
política de segurança dos Estados de acolhimento. No entanto, o estatuto internacional 
apenas se aplica aos funcionários do CERN. Os trabalhadores subcontratados estão sob a 
jurisdição e o controlo dos países de acolhimento. Contudo, esses trabalhadores devem 
também cumprir com as regras de segurança da organização, quando presentes no espaço 
pertencente ao CERN.  
 
Como laboratório internacional, o CERN reúne um grande número de cientistas, 
engenheiros, técnicos e operários de vários países, muitas vezes por curtos períodos de 
tempo. As instalações e equipamentos, especialmente nas áreas experimentais, muitas 
vezes são feitas de tecnologia avançada e materiais não convencionais. Nestas 
circunstâncias, os problemas com a segurança nalguns locais podem ser complicados. A 
organização atribui grande importância à resolução destes problemas de segurança no 
trabalho e seus efeitos sobre a saúde ocupacional e o meio ambiente, bem como para 
reduzir o mais possível o risco de acidentes, doenças ocupacionais e suas consequências.  
Todos os membros do pessoal da organização devem estar familiarizados com os 
regulamentos de segurança que afectam as suas próprias esferas da atividade e serem 
capazes de encontrar os meios necessários para sua implementação. A ignorância destes 
regulamentos ou insucesso para aplicá-los constitui uma negligência do dever (CERN, 
2006). A segurança é também uma questão de bom-senso e iniciativa individual.  
As regras Safety no CERN regem-se pelo SAPOCO 42 (CERN, 2006) que enquadra todos 
os regulamentos Safety. Estes regulamentos aplicam-se a todas as pessoas sob a 
autoridade do Diretor-Geral, incluindo funcionários subcontratados e usuários.  As regras 
Safety classificam-se de acordo com 4 tipos de documentos: 
• Safety Regulations (SR); 
• Safety Plans and Safety Procedures (SP);  
• General Safety Instructions (GSI);  
• Specific Safety Instructions (SSI). 
A nível de higiene, segurança e saúde no trabalho, o CERN respeita a Norma OHSAS 
18001. No complexo de aceleradores, segue as recomendações AIEA, OMS, OIT, e ICRP. 
Na política ambiental baseia-se na Norma ISO 3100. Pará além disso, o CERN tem 
procedimentos que respeitam as normas de regulamentação  específicas para o local e 
região onde está implantado (CERN, 2011). 
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3.4. Estrutura organizacional Safety do CERN 
 
O Diretor-geral do Conselho é responsável por todas as questões de segurança da 
Organização.  
O Diretor-geral é assistido por: 
• Diretores;  
• As estruturas organizacionais das divisões; 
• Divisão Técnica de Inspeção Safety (TIS Division);  
• Os Comités de Política de Safety (SaPoCo);  
• O Comité da Divisão de Oficiais Safety (DSOC): 
! Comité Safety para a criogenia (CSOC); 
! Comité Safety para os gases inflamáveis (FGSOC); 
! Comité Safety para a radioatividade (RSOC); 
• Comité de radioprotecção (RPC); 
• Comité de proteção ambiental (CEPC); 
• Comité tripartido para o ambiente (CTE); 
• Grupo de estudo para as condições de segurança no trabalho das empresas 
subcontratadas (CECSTE); 
• Comissão de inquérito de acidentes. 
 
Os diretores são mandatados pelo Diretor-geral para que regulamentem a política Safety, a 
coordenação, ou para a liderança de projetos. Eles são responsáveis pela segurança em 
questões relacionadas com as suas funções.  
Os líderes de projetos são responsáveis pela segurança no seu campo de atuação. Eles 
devem garantir que os requisitos de segurança foram tomados em consideração desde a 
fase de concepção até à conclusão. 
 
Os chefes de Divisão são os responsáveis Safety da sua Divisão.   
Cada Divisão deve: 
• Elaborar e atualizar o Plano Safety de Divisão; 
• Manter o seu pessoal devidamente informado dos assuntos de segurança através da 
distribuição de documentos e realização de palestras, cursos, ou exercícios;  
• Assegurar que o pessoal em todos os níveis e em todas as atividades da sua Divisão 
está ciente das regras de segurança e garantir que estas regras são observadas, 
fornecendo os meios humanos e materiais necessários. 
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Para os ajudar no desempenho das suas funções, os Chefes de Divisão podem nomear 
responsáveis pela segurança:  
• Os Oficiais Safety da Divisão (DSO), a quem podem delegar parte das 
responsabilidades Safety, juntamente com a autoridade necessária. A escolha do 
DSO é feita em consulta com TIS.  
• Um ou mais agentes Safety Territorial (TSOs) que, sob a autoridade do DSO, devem 
monitorar a segurança de cada área ou instalações afectas à Divisão. 
• Funcionários especializados em Safety: Criogenia Safety Officer (CSO), Gás 
Inflamável Safety Officer (FGSO), radiação Safety Officer (RSO), ou Oficial de um 
determinado perigo, sempre que pertinente. Estes agentes são responsáveis perante 
o Chefe de divisão através da DSO. A escolha desses agentes é feita em consulta 
com TIS. Eles são nomeados pelo Chefe da Divisão e portanto, adquirirem a 
necessária autoridade sobre todo o pessoal relevante. Eles podem também ser 
assistidos por monitores de Safety.  
 
Para as grandes experiências, instalações e testes, existem os Líderes do Grupo em 
Matéria Safety (GLIMOS) que são mandatados pelos Chefes de Divisão. Ao nível dos seus 
Grupos têm essencialmente os mesmos deveres que os seus Chefes de Divisão. O 
GLIMOS pode nomear monitores em matéria de Safety. No caso de trabalho por turnos,  o 
GLIMOS nomeia os responsáveis Safety por cada turno (SLIMOS).  
 
O CERN possui um Corpo de Bombeiros para intervir no seu território ou nas imediações. O 
Corpo de Bombeiros do CERN, juntamente com a Divisão TIS, decidem sobre a aplicação 
de qualquer plano de emergência local.  
 
 
3.5. Riscos tecnológicos no CERN  
 
Neste subcapítulo são caracterizados os riscos tecnológicos existentes no CERN. 
 
3.5.1. Risco Eléctrico 
 
Por risco eléctrico entende-se a probabilidade de ocorrência de um acidente envolvendo 
eletricidade, com as consequências negativas para pessoas e meio ambiente. 
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As principais consequências decorrentes de um acidente ou incidente eléctrico são:  
• Ferimentos ou Electrocução; 
• Poluição Ambiental; 
• Destruição das Instalações. 
 
Para minimizar o risco elétrico o CERN segue as seguintes diretivas:  
• Safety Code C1 (CERN, 1990), relativo à segurança com a eletricidade. Este código 
de segurança é baseado nas normas da:  
o IEC (International Electrotechnical Commission) 
o CELENEC (European Commitee for Electrotechnical Standars); 
o UTE (Union Technique de l’Electricité,)regulamento Francês. 
 
Como se pode constatar pela figura 3, um choque de corrente alterna com intensidade de 
30mA (mili-Ampéres), que afecte os músculos torácicos durante 30 segundos, pode levar a 
uma paragem respiratória. Se o coração sofrer 1A (Ampére) durante 20 mili-segundos pode 
ocorrer paragem cardíaca. 
 
Para evitar o risco de ferimentos e electrocução no CERN, existem normas de trabalho 
elétrico, formação e sensibilização sobre esta matéria. Para além disso, há uma rede de 
dispositivos, conforme a CERN Safety Instruction 5, para cortar a energia de determinados 
sectores. Esses dispositivos são chamados de “arrête d’urgence” (ver figura 4), e são 
devidamente sinalizados nas instalações do CERN.  
O enquadramento legal das regras de segurança elétricas no CERN adopta as Normas 
Francesas: 
 
 
Figura 4 - Imagens de "arrête d'urgence general" no CERN (fonte: CERN, 2011) 
 
A poluição ambiental decorrente de um acidente ou incidente elétrico advém sobretudo dos 
efeitos dos incêndios com origem elétrica e derrame de óleo proveniente dos equipamentos 
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elétricos para o meio ambiente.  
Para minimizar as repercussões no meio ambiente, as CERN Safety Instruction 23 (CERN, 
2005) e 41 (CERN, 2005), definem os critérios e métodos de teste para a seleção de cabos, 
fios e material não metálico, atendendo à segurança contra fogo e resistência radioativa.  
 
A destruição das instalações e equipamentos devido ao risco elétrico advém da perda de 
energia. A operação, supervisão e controle dos aceleradores e detectores de partículas está 
dependente da energia eléctrica.  
A perda de eletricidade compromete gravemente o normal funcionamento do complexo de 
aceleradores do CERN e pode ter consequências graves para o equipamento.  
Como principio de prevenção o CERN recebe energia eléctrica de 3 centrais eléctricas 
diferentes. Uma francesa e duas suíças. Para além disso, o CERN possui poderosos grupos 
geradores de eletricidade que garantem o funcionamento de equipamento crítico. 
 
 
3.5.2 Risco de Incêndio 
 
Por risco de incêndio, entende-se a probabilidade de ocorrência de um incêndio com  
consequências nefastas para pessoas e para o meio ambiente. 
 
O risco de incêndio está ligado à presença de matérias combustíveis ou comburentes nas 
instalações. 
As fontes de ignição com maior susceptibilidade de causar um incêndio estão relacionadas 
com a utilização de instalações eléctricas de forte intensidade e com a acumulação de 
energia estática. Estatísticas sobre incêndios produzidos / induzidos, elaborados na 
Finlândia (Keski-Rahkonen & Mangs, 2002), mostram que estes acidentes nas instalações 
elétricas ocorrem com bastante frequência comparando com o número total de incêndios. 
Reconhece-se também que este número pode ainda ser maior, dado que na maior parte dos 
incêndios a causa não é óbvia e/ou não foram feitas investigações (Harrison, 2007). 
Os incêndios que até ao presente ocorreram no CERN não causaram feridos ou mortes, 
mas provocaram danos avultados nas instalações e equipamentos.  
Os maiores incêndios tidos no CERN  remontam a 1975 no PS (Proton Synchrotron) num 
painel eléctrico temporário que ardeu propagando as chamas para a galeria subterrânea e 
para as subestações do PS. A causa apurada foi a eléctrica – falha no equipamento elétrico 
(arco voltaico ou sobreaquecimento). Neste incêndio arderam aproximadamente 400kg de 
PVC (Cloreto de Polivinila), libertando cerca de 400kg de HCl (Ácido Clorídrico) . 
Em 1982, no complexo SPS (Super Ptroton Synchotron) ocorreu um incêndio causado por 
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uma sobrecarga eléctrica. Este incêndio só não teve grandes proporções porque foi 
detectado precocemente de uma forma acidental quando alguém passava na zona. A partir 
desse incêndio passaram a ser instalados sistematicamente detectores de fogo e fumo no 
CERN. 
No ano 1997 no BA3 (edifício auxiliar nº3 do SPS) houve um incêndio num oil capacitor, 
causado por um curto-circuito. Neste caso o incêndio alcançou alguma dimensão porque o 
detector de incêndio daquele equipamento estava em manutenção. Foram os detectores do 
edifício vizinho a emitir o alarme. O mesmo resultou numa paragem de dois meses e em 
estragos no valor de 11 milhões de Francos Suíços (Harrison, 2007). 
Um incêndio, dependendo do seu lugar de deflagração, pode ter consequências radiológicas 
e ambientais para a zona envolvente do CERN, devido à libertação de partículas para o 
meio ambiente. Por isso os 51 km de túneis têm um sistema de desenfumagem ou 
contenção de fumos.  
O risco de incêndio é monitorizado pelo CSAM (CERN Safety Alarm Monitoring System) que 
envia todos os alarmes para a CCC e para os Bombeiros Fire Brigade. Para a monitorização 
do risco de incêndio, explosão e falta de oxigénio, existem atualmente 8000 detectores5 de 
fumo ou calor e 800 detectores para gases inflamáveis e falta de oxigénio.  
 
3.5.3. O CERN e o risco criogénico  
 
Por risco criogénico entende-se a probabilidade de ocorrência de um acidente envolvendo 
fluídos criogénicos com consequências nefastas para pessoas e infraestruturas. 
 
Usados principalmente para garantir a supercondutividade, os fluidos criogénicos usados no 
CERN são inertes à temperatura e pressão ambiente. O perigo destes fluídos no CERN 
advém de serem usados em espaços confinados.  
A passagem do estado líquido (Azoto, Hélio, Argon e Kripton)6, para o estado gasoso à 
pressão e temperatura ambiente, induz um aumento de volume 1 para 500 a 1500 vezes,  
acompanhada de baixíssimas temperaturas na zona afectada. Tal facto origina dos 
seguintes fenómenos (Perinic, 2007): 
• Brusca diminuição da concentração de oxigénio (perigo de inconsciência e  asfixia 
em espaços confinados (ver figura 5);  
• Deformações mecânicas nas estruturas devido à brusca diferença de pressão; 
                                                
5 Silvia Grau, CERN, 2011 
6 Principais líquidos criogénicos usados no CERN 
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• Queimaduras causadas pelo frio7; 
• Contraste térmico e fragilização dos materiais.  
• Ferimentos causados por onda de choque ou projeção de partículas por 
rebentamento de reservatório criogénico. 
 
A figura 5 mostra a relação que a falta de oxigénio tem na alteração do estado de 
consciência. Este gráfico surpreende pela rapidez a que esse fenómeno acontece em baixas 
concentrações de oxigénio. Para minimizar o risco de asfixia no LHC,foram instalados 
sensores de oxigénio a cada 300 metros nos túneis, e colocadas luzes tipo flash indicadoras 
deste perigo a cada 150m. Se um sensor detectar menos de 18% da concentração de 
oxigénio, ativa-se o flash avisador do perigo de asfixia e é enviado um alarme aos 
Bombeiros sobre esse evento. Se mais de que um sensor for ativado, repete-se o efeito do 
primeiro alarme e simultaneamente é ativado o alarme sonoro de evacuação para metade 
do sector8 do túnel.  
 
 
Figura 5 - Relação da concentração de oxigénio na alteração do estado da 
consciência (fonte: David Pruser – Toxic Assessement of decomposition products) 
 
Este tipo de risco ainda não causou mortes no CERN. O maior incidente ou acidente 
ocorrido com fluídos criogénicos foi no dia 19 de Setembro de 2008 no LHC.  
 
 
 
                                                
7 Argón liquido: -186ºC (87K); Azoto liquido: -196ºC (77K); Hélio liquido: -269ºC (4.2K). 
Fonte: CERN – SIR, 2011 
8 Cada sector do LHC tem 3,3 km. 
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3.5.4. Outros riscos tecnológicos presentes no CERN 
 
O quadro seguinte, define e sintetiza as causas e consequências mais comuns dos outros  
riscos tecnológicos da organização em estudo. 
 
Tabela 1 – Quadro com outros riscos tecnológicos no CERN 
Risco Definição Causa Consequência 
Radioativo 
Probabilidade de ocorrência de 
um acidente envolvendo matéria 
radioativa com consequências 
nefastas para o Ser Humano e 
meio ambiente. 
 
Irradiação por fonte radioativa 
(este risco é restrito aos 
operários); 
Contaminação de poeiras 
radioativas presentes no ar 
respirável; 
Risco de contaminação direta 
de solos e água. 
As consequências para as 
pessoas variam em função 
da dose absorvida e da 
duração de exposição à 
fonte radioativa. 
Essas consequências vão 
desde a destruição de 
tecidos à mutação genética 
nas células. 
Explosão ou 
rebentamento 
Probabilidade de ocorrer uma 
explosão ou rebentamento com 
consequências negativa para 
pessoas e meio ambiente. 
Nota: ao contrario da explosão, o 
rebentamento não é 
necessariamente acompanhado 
de uma combustão. 
Formação de atmosferas 
explosivas ou à utilização de 
recipientes sobre pressão 
(incluído recipientes 
criogénicos) 
Ferimentos em pessoas e 
danificação de estruturas. 
Químico 
Probabilidade de ocorrer um 
acidente envolvendo matérias 
químicas, com consequências 
severas para as pessoas e 
Natureza. 
Manuseamento incorreto ou 
fuga/derrame de produtos 
químicos nocivos ao Ser 
Humano ou meio ambiente. 
Ferimentos e intoxicações 
nos seres humanos e outros 
animais.  
Poluição do meio ambiente. 
Mecânico 
Probabilidade de uma pessoa 
sofrer um acidente devido à 
utilização de ferramentas, 
equipamentos ou manuseamento, 
deslocamento e queda de 
estruturas, com consequências 
negativas para os acidentados. 
Manuseamento incorreto de 
cargas ou equipamentos; 
Queda ou deslocamento de 
equipamentos ou cargas. 
Cortes, contusões e/ou 
esmagamentos. 
 
Biológico 
Probabilidade de serem 
emanadas para o meio ambiente 
agentes biológicos com efeito 
prejudicial para a pessoas e 
Natureza 
Proliferação da bactéria 
legionella pneumophila, 
eventualmente disseminada 
através das torres de 
refrigeração. 
Diarreias e vómitos 
acompanhada de confusão 
mental e picos de febre. 
Nalguns casos a infecção 
evolui para pneumonia 
causando a morte de 10 a 
15% dos infectados. 
Acidente com 
veículos 
Probabilidade de uma pessoa 
sofrer um acidente envolvendo 
veículos de transporte com 
consequências negativas sobre 
os acidentados, e bens materiais. 
Falha mecânica; desrespeito 
das regras de segurança ou 
do código da estrada; 
pavimento sem condições de 
segurança para a circulação 
de veículos 
Ferimentos em pessoas e 
danificação de estruturas 
Acidente em 
espaços 
confinados 
Probabilidade de uma pessoa 
sofrer um acidente ou adoecer 
num espaço confinado e daí 
advirem consequências severas 
para o acidentado. 
198 espaços confinados com 
profundidades que variam 
entre os 5 e 20m. Nestes 
locais pode haver atmosferas 
perigosas, défice de oxigénio, 
Asfixia, intoxicações, 
ferimentos ou contaminação 
com agentes patogénicos. 
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Risco Definição Causa Consequência 
ambiente húmido, águas 
contaminadas e estruturas 
instáveis. 
Queda 
Probabilidade que uma pessoa 
tem de cair e daí advirem 
consequências maléficas para o 
acidentado. 
Piso escorregadio, obstáculos 
ou depressões no solo 
Ferimentos em pessoas. 
Exposição a 
campos 
magnéticos 
Probabilidade de uma pessoa 
poder vir a sofrer consequências 
pela exposição a campos 
magnéticos ou elétricos. 
Exposição a campos 
eletromagnéticos.  
Consequências ainda não 
completamente estudadas 
para a saúde Humana. 
 
Limitações para pessoas 
portadoras de dispositivos 
elétricos implantados no 
corpo. 
Náuseas e desorientação 
quando as pessoas estão 
sujeitas a poderosos 
campos eletromagnéticas.  
Acidente com laser 
Probabilidade de uma pessoa 
sofrer consequências derivado à 
exposição a feixes de laser. 
Exposição a feixes de laser. 
Ferimentos nos olhos ou 
pele. Pode também 
potenciar o risco de incêndio 
ou explosões. 
Exposição à rádio 
frequência 
Probabilidade de uma pessoa 
sofrer consequências devido à 
exposição de ondas de rádio 
frequência. 
 
Exposição a ondas de rádio 
frequência 
As ondas de rádio 
frequência e micro ondas 
são absorvidas pelo corpo 
sob a forma de energia. A 
exposição a ondas de 
elevada frequência e forte 
intensidade provoca efeitos 
térmicos.. 
 
 
3.6. Análise das estatísticas dos acidentes no CERN 
 
O último relatório de acidentes profissionais e medidas preventivas do CERN diz respeito ao 
ano de 2009. Este relatório apresenta as estatísticas relativas aos acidentes profissionais 
dos membros staff9, pessoal de empresas contratadas e não membros10 do CERN . 
 
Como o objecto de estudo deste trabalho são apenas os membros staff, é sobre este grupo 
de pessoas que vai incidir esta análise estatística. Os membros staff são repartidos pelos 
departamentos de acordo com a seguinte tabela: 
 
                                                
9 Trabalhadores com vínculo laboral direto ao CERN 
10 Por não membros, entendam-se visitantes, trabalhadores temporários e filhos de 
funcionários, etc... 
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Tabela 2 - Distribuição dos funcionários staff nos diferentes departamentos 
(fonte: CERN, 2010) 
Departamentos Funcionários staff 
DG – Director General (Diretor Geral) 181 
PF – Pension Found (Fundo de Pensão) 17 
PH – Physics (Física) 484 
IT – Information Technology (Tecnologia de Informação) 224 
BE – Beams (Feixes) 373 
TE – Technology (Tecnologia) 416 
HR – Human Resources (Recursos Humanos) 75 
FP – Finance and Procurement (Finança e procuração) 61 
GS – General Infrastructure Services (Serviços gerais de 
infra estruturas) 
235 
EN – Engineering (Engenharia) 361 
Total 2427 
 
 
Os acidentes profissionais para os membros staff, são classificados em duas categorias: 
• Acidentes de trabalho; 
• Acidentes no percurso para o trabalho. 
 
Nos relatórios anuais de acidentes são usados dois indicadores (2) e (3) (CERN, 2010): 
 ! !!!!"#"!!"!!"#$%!!"#$ ! !!!!"!!"#$%&'%(!!"#!!"#$!!"#$%&$#!!!!"!!!"#$!!"#$#%!!"!#!!"#!!"# !!!"""!!!! ! !!!!"#"!!"!!"#$%&#&' ! !!!!"!!"#$!!"#$%&$#!!!!"!!!"#$!!"#$#%!!"!#!!"#!!"#!!!""" 
  
 
No ano de 2009 foram registados 271 acidentes profissionais. Destes, 161 ocorreram entre 
os membros staff, 107 no pessoal de empresas contratadas e 3 no pessoal não membro do 
CERN. A figura 6 mostra a distribuição em percentagem dos acidentes pelos departamentos 
do CERN. 
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Figura 6 - Distribuição em percentagem dos acidentes profissionais de 2009 
pelos diferentes departamentos (fonte: CERN, 2010) 
 
A distribuição dos acidentes segundo a sua natureza é apresentada na figura 7. Verifica-se 
que os acidentes de natureza mecânica (manipulação de máquinas ou equipamentos, 
queda de objetos ou esmagamento acidental) representam 32,3% do total, seguido das 
quedas simples com 15,9%. Daqui se conclui que o risco mecânico e risco de quedas 
simples pesam de uma maneira bastante significativa nos acidentes profissionais tidos no 
CERN.  
 
Figura 7 - Distribuição dos acidentes profissionais, segundo a sua natureza 
(fonte: CERN, 2010) 
 
Na figura 8, é apresentada a relação da natureza do acidente com a gravidade do mesmo. 
Este gráfico representa apenas a incidência no pessoal staff, fellows11 e aprendizes (num 
total de 2936 pessoas, sendo que o staff representa 82,6% desse universo). Analisando este 
                                                
11 Trabalhador do CERN em situação temporária. 
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PH- Physics  (Física) 
PF- Pension Found (Fundo de 
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gráfico, verifica-se que nos acidentes de natureza mecânica há uma elevada correlação 
entre a origem e a gravidade. O mesmo não se verifica para o risco de quedas em altura, 
dada a gravidade típica deste tipo de acidentes. 
 
Figura 8 - Distribuição dos acidentes em função da gravidade (fonte: CERN, 2010) 
 
As figuras 9 e 10, mostram a variação ao longo dos anos, da taxa  de frequência e da taxa 
da gravidade dos acidentes para os funcionários staff. Verifica-se que os acidentes nos 
percursos de mobilidade são relativamente estáveis ao longo dos anos, e que os acidentes 
de trabalho têm vindo a decrescer. Na taxa de gravidade verifica-se igualmente um ligeiro 
decréscimo ao longo dos anos. 
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Figura 9- Variação da Taxa de Frequência ao longo dos anos dos acidentes profissionais nos 
funcionários staff do CERN (fonte: CERN, 2010) 
 
Figura 10 - Variação da Taxa de Gravidade ao longo dos anos para os funcionários staff do 
CERN (fonte: CERN, 2010) 
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Capítulo 4 
 
4. Análise de dados 
 
Neste capítulo são apresentados os dados resultantes da investigação. Numa primeira parte 
apresentam-se as entrevistas efectuadas e na segunda parte a estatística produzida relativa 
ao questionário sobre percepção do risco tecnológico. 
 
4.1. Dados qualitativos - As entrevistas 
 
4.1.1. Entrevista a informador especializado sobre o risco eléctrico no CERN 
 
Nesta parte é transcrita uma entrevista feita a Friedrich Szoncso especialista do CERN em 
matéria de risco elétrico e que ocorreu no dia 25 de Março de 2011 nas instalações do 
CERN. 
 
Q: Que consequências pode aportar o risco elétrico? 
R: Antes de mais queria referir que o risco elétrico é um risco especial. Porque é um risco 
invisível tal como a radioatividade. E isso dificulta a percepção, monitorização e 
consciencialização desse risco.  
O maior risco elétrico que temos no CERN é a falta de energia. Se por ventura, o CERN 
ficar privado de energia, as instalações e os equipamentos sofrerão danos muito severos. 
Sem energia, não há comunicação entre os sistemas. Toda a operação, monotorização e 
controle fica inoperacional e portanto descontrolados. O CERN depende de energia para 
quase tudo. Sem energia quase nada funciona. Elevadores, computadores, etc. É por isso 
que temos uma rede elétrica de emergência bem como geradores de emergência e baterias 
para garantir  o funcionamento crítico. Mas se até esses sistemas falharem... é um risco que 
decidimos aceitar. 
 
Q: Quais são as causas que aumentam a probabilidade de ocorrer um acidente ou 
incidente elétrico? 
R: Frequentemente o “mau contacto” é a razão do acidente. Isso é um grande problema 
porque no CERN existem milhões de contactos. Por sua vez, o “mau contacto”, não é 
detectável ou facilmente detectável. Nem todos os contactos são passíveis de ser 
verificados. Nalguns casos consegue-se medir a temperatura com uma câmara de 
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infravermelhos, mas para milhares de outros isso não é possível.  No túnel, LHC por 
exemplo, há uma enorme dificuldade de verificação de contactos porque o LHC está 
frequentemente inacessível e porque os testes que se fazem são parciais e não totais. 
O “mau contacto” pode ocorrer por erro de montagem ou com a detioração causada pela 
temperatura e/ou atmosferas corrosivas. Nos túneis, essa detioração é ainda mais 
acentuada. Durante o funcionamento do LHC, o ar do túnel é radioativo e portanto é uma 
atmosfera corrosiva que ataca os contactos. Por sua vez a temperatura também acelera a 
corrosão. 
 
Q: E acerca dos perigos elétricos... 
R: Aí temos dois tipos de perigos. Diretos e indiretos.  
Os perigos diretos são: Electrocução, queimaduras, libertação de ultravioletas, inalação de 
partículas fundidas, o calor, os fumos tóxicos e a onda de choque.  
Os perigos indiretos são a perda de energia, já referida anteriormente, o perigo magnético e 
o armazenamento de energia, quer por processo químico quer por magnetismo. 
Os perigos eléctricos combatem-se basicamente em três frentes: 1) preparação dos 
sistemas para fugas de energia; 2)Preparação dos sistemas para sobrecargas elétricas; 3) 
Preparação do sistema para curto-circuito. 
 
Q: Na sua opinião o que é a cultura de segurança? 
R: Não é só aquilo que parece ou se vê. Não é só o capacete, as luvas e os sapatos de 
proteção. É sobretudo saber que tem de se ter instalações corretas, procedimentos corretos 
e formação pessoal. 
 
 
4.1.2. Entrevista a informador especializado sobre o risco de incêndio no CERN 
 
Nesta parte é transcrita uma entrevista feita a David Peyron, chefe de serviço da Fire 
Brigade do CERN, ocorrida no dia 06 de Junho de 2011, nas instalações do CERN. 
 
Q: Quais são as consequências do risco de incêndio no CERN 
R: Temos dois tipos de consequências ligadas a este risco. Por um lado, as consequências 
especificas ao maior laboratório de física de partículas do mundo e por outro lado, as 
consequências típicas de um fogo “clássico”. No primeiro caso, as consequências são 
relativas aos custos dos materiais, engenharia e tempo perdido, relacionado com os 
equipamentos protótipos. No segundo caso, as consequências que a temperatura e fumos 
resultantes de um incêndio têm sobre as pessoas e sobre as estruturas. Saliento dois 
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aspectos: A existências de galerias subterrâneas que interligam as estruturas pode agravar 
as consequências do risco de incêndio; As consequências de um incêndio pode 
comprometer o funcionamento do CERN e com isso limitar a pesquisa científica.  
 
Q: Quais são as causas que aumentam a probabilidade de ocorrência de incêndio  no 
CERN? 
R: A maior parte dos incêndios havidos no CERN tiveram causas eléctricas. Diria que uma 
das consequências do risco elétrico, são os danos provocados por um incêndio de origem 
elétrica. O risco elétrico e risco de incêndio estão portanto intimamente ligadas sobretudo no 
CERN onde existe uma complexa e potente rede elétrica. Os protótipos elétricos contribuem 
igualmente para ao aumento de probabilidade de ocorrência de incêndios. Nos protótipos 
estamos sujeitos à imprevisibilidade e a falta regras de segurança específicas. As regras de 
segurança baseiam-se no conhecimento empírico. Nos protótipos não temos experiência. É 
uma novidade. Por outro lado, temos também as fontes de ignição clássicas, ligadas ao 
trabalho de soldadura, pontos quentes e imprudência dos trabalhadores ou utilizadores do 
CERN. 
 
Q: Quais são as principais dificuldades na gestão do risco de incêndio? 
R: Como se sabe, o CERN possui uma ampla rede de detecção de incêndios. O sistema 
CSAM é uma ferramenta preciosa na primeira fase de gestão do risco de incêndio. O nosso 
principal desafio é no da redução das consequências em caso de incêndio. A intervenção 
em locais com acesso regulamentado condiciona uma intervenção rápida ao foco de 
incêndio. Muitas vezes, os bombeiros dependem de outros grupos de trabalho (Rádio 
Proteção, por exemplo) para poderem intervir. Por outro lado temos a complexidade e 
plasticidade das infraestruturas. Temos estruturas a fazer lembrar um labirinto tecnológico, 
que mudam de uma semana para a outra. É um puzzle em constante mudança. De salientar 
que a maior parte destes locais se encontram no subsolo. Em túneis  e galerias entre os 30 
e 130 m de profundidade. Por último o constrangimento ligado à limitação de danos 
colaterais no incêndio. Refiro-me concretamente ao tipo de agente extintor e aos efeitos que 
pode ter sobre  equipamentos, infraestruturas e meio ambiente. 
 
Q: Na sua opinião o que é a cultura de segurança? 
R: A cultura de segurança de uma organização está relacionada com a gestão de riscos. A 
gestão de riscos depende em primeira instância da análise de riscos. Só posteriormente se 
pode fazer uma política de prevenção e redução desses riscos. Relativamente aos risco de 
incêndio, penso que as pessoas são sensíveis às consequências que um incêndio pode ter 
sobre si mesmas e sobre os equipamentos e estruturas. Contudo a existência de protótipos 
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vem dificultar esta percepção e a própria análise de risco. Não nos podemos esquecer que a 
segurança é um meio entre outros para atingir um fim: A investigação científica. A 
segurança é entre outros um constrangimento à investigação científica.  Na segurança de 
protótipos é preciso investigação e desenvolvimentos de novas formas de segurança. Daí a 
necessidade de especialistas em investigação e desenvolvimento de segurança. 
 
 
4.1.3. Entrevista a informador especializado sobre o risco criogénico no CERN 
 
Nesta parte é transcrita uma entrevista feita a Goran Perinic, especialista em Safety para a 
criogenia, ocorrida no dia 20 de Junho de 2011, nas instalações do CERN 
 
Q: Quais são as consequências do risco criogénico? 
R: Um acidente criogénico pode ter consequências para pessoas e infraestruturas. Nas 
pessoas pode causar queimaduras pelo frio, asfixia, toxicidade. Nalguns casos, pode haver 
ferimentos causados por ondas de choque, ou projeção de partículas em caso de 
rebentamento de recipientes criogénicos. Nas infraestruturas, pode causar fragilização ou 
destruição, por onda de choque e projeção de partículas, devido a rebentamentos ou súbito 
aumento de pressão. O mais frequente tipo de acidentes criogénico é o rebentamento de 
recipientes ligado à má concepção dos mesmos.   
 
Q: Quais são os perigos do risco criogénico? 
R: O uso de equipamentos não adaptados a temperaturas baixas, a subida de pressão nos 
recipientes criogénicos, a condensação em lugares indesejados, o uso de combustíveis (gás 
natural liquefeito, hidrogénio, e metano) nalgumas instalações criogénicas. 
 
Q: Quais são as causas que aumentam a probabilidade de ocorrência de um acidente 
criogénico? 
R: A utilização de materiais não adaptados a baixas temperaturas tem sido a causa mais 
frequente nos acidentes criogénicos. A condensação também pode interferir com a 
passagem dos líquidos criogénicos e portanto bloquear as válvulas. É preciso formação 
específica e de qualidade para operar nesta matéria. É evidente que um incidente que 
decorre de um risco mecânico pode também aumentar a probabilidade de ocorrência de um 
acidente. Saliento o efeito  que um acidente com movimentação de cargas pode ter num 
circuito criogénico, por exemplo. Mas a mim preocupa-me sobretudo as pequenas 
instalações criogénicas feitas nos laboratórios. Essas instalações, muitas vezes são de 
carácter temporário e portanto difíceis de inspecionar. Ao contrário, as maiores e mais 
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complexas instalações criogénicas, são rigorosamente inspeccionadas e acompanhadas 
desde a sua concepção. 
 
Q: Na sua opinião o que é a cultura de segurança? 
R: Ter regras de segurança claras e bem adaptadas; fazer cumprir essas regras e 
consciencializar as pessoas com formação. 
 
 
4.1.4. Análise e resumo 
 
O risco elétrico pode desencadear o efeito dominó sobre os outros risco dada a sua 
importância na operação, monitorização e controlo. O mau contacto é frequentemente a 
principal razão de acidentes elétricos que normalmente resultam em incêndios. 
O risco de incêndio no CERN comporta uma especificidade relacionada com o local onde 
podem ocorrer os incêndios (nos túneis) e condicionada pelo valor e sensibilidade dos 
protótipos tecnológicos. 
A perigosidade dos fluídos criogénicos é aumentada devido ao seu uso em espaços 
confinados. A concepção dos equipamentos é determinante para a redução do perigo de 
rebentamento dos recipientes criogénicos disseminados na organização. 
 
 
4.2. Dados quantitativos – Análise estatística dos questionários 
 
O questionário esteve acessível na internet entre 17 de junho e 14 de julho. Todos os 
cálculos estatísticos apresentados neste trabalho são elaborados a partir de uma amostra 
de 466 indivíduos, que corresponde ao número de questionários recebidos. 
 
4.2.1. Caracterização da amostra 
 
Na impossibilidade de difundir o questionário a todos os departamentos da organização, 
selecionaram-se 6 dos 10 departamentos da organização. Na escolha destes 
departamentos ponderou a atividade de cada departamento por forma a obter uma 
representatividade significativa. A tabela 3 mostra a distribuição dos membros staff pelos 
departamentos onde foi apresentado o questionário. 
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Tabela 3 - Departamentos onde o questionário foi difundido para preenchimento 
Departamentos onde foi apresentado o questionário Membros staff 
BE – Beams (Feixes) 373 
TE – Technology (Tecnologia) 416 
HR – Human Resources (Recursos Humanos) 75 
FP – Finance and Procurement (Finança e Procuração) 61 
GS – General Infrastructure Services (Serviços Gerais de 
Infraestruturas) 
235 
EN – Engineering (Engenharia) 361 
Total 1521 
Questionários preenchidos 466 
 
A via telemática foi o canal de comunicação adoptado, dado todos os funcionários staff 
terem uma conta oficial de email e o consultarem regularmente por imperativos de serviço. 
Dos 1521 membros staff com acesso ao questionário, 466 devolveram-no preenchido. Como 
tal, obteve-se uma taxa de resposta de 31%. A amostra é maioritariamente masculina, 
composta por 352 indivíduos do sexo masculino e 114 indivíduos do sexo feminino (Figura 
11).  
 
     Figura 11 – Gráfico que caracteriza a amostra segundo o género 
 
As faixas etárias mais representadas variam entre os 35 e os 48 anos, sendo que a média 
de idades é de 41 anos com um desvio padrão de 8,9 anos e uma moda de 41 anos . O 
individuo mais novo tem 22 anos e o mais velho tem 65 anos (Figura 12).  
 
Relativamente às habilitações académicas, verifica-se que 432 pessoas, ou seja, 92,7% da 
amostra possui formação académica superior. O grupo dos respondentes possuidores do 
grau de licenciatura é o mais representativo, com uma frequência de 160 indivíduos. No 
extremo máximo das qualificações temos os que detêm o grau de Doutor, com 54 
indivíduos. No extremo mínimo temos 34 indivíduos com estudos secundários. A figura 13 
mostra a distribuição destes grupos académicos em termos de percentagem.  
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Figura 12 - Gráfico que caracteriza a distribuição etária da amostra 
 
 
 
Figura 13 - Gráfico que caracteriza as habilitações académicas da amostra 
 
A área das qualificações foi apurada com resposta múltipla, onde os indivíduos 
selecionavam uma ou mais áreas de formação. Verificou-se que as engenharias mecânica e 
electrónica predominam na amostra. Desta caracterização salienta-se que 10,5% dos 
indivíduos possui formação sobre Safety (Figura 14).  
*&$ E#)*&$
2E&$ )0#0*&$
,3#E*&$,,#W*&$
"?CB?@$!OCBG@$"C>I:@C$18GI?:O=B@C$
7NG?BG@C$1I;8=B@=8C$cBG8?GB<:@C$
P8C>=8C$'@I>@=8C$
    
Percepção e mitigação dos riscos tecnológicos 
 
45 
 
Figura 14 - Gráfico que caracteriza as áreas de formação da amostra 
  
Quanto à antiguidade na organização a categoria que sobressai é a dos 5 anos. A 
antiguidade varia entre os 0 e 40 anos. A média de antiguidade são 12 anos com um desvio-
padrão de 9.4 anos, uma moda de 5 anos e uma mediana de 10 anos (figura 15). 
 
Figura 15 - Gráfico que caracteriza a antiguidade na organização 
 
O tipo de trabalho que os indivíduos executam foi obtido por resposta múltipla. Verificou-se 
que a maior representação da amostra incide nos indivíduos que executam trabalho Manual, 
Operacional e Técnico com 45,1% (Figura 16). 
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Figura 16 - Gráfico que caracteriza o tipo de trabalho executado pelos indivíduos da amostra 
 
Para os objectivos do presente trabalho é importante determinar a quantidade de pessoas 
que estão ligadas às equipas de Safety. Verificou-se (Figura 17), que 133 indivíduos, ou 
seja, 25% da amostra declararam estar ligados ao Safety. A análise a esta estatística 
verificou que as respostas à pergunta anterior não são coincidentes. O quadro anterior 
(Figura 16) refere que 15,5% dos indivíduos têm funções Safety em contraposição com o 
segundo quadro (Figura 17) onde se constata que 25% (133 indivíduos) declararam estar 
ligados às equipas Safety. Esta disparidade é aceitável. Isto porque há funcionários que 
fazem parte de secções Safety que são administrativos, ou não desempenham 
maioritariamente funções Safety. Constata-se que nalguns casos a função Safety ocupa 
apenas uma percentagem reduzida do tempo de trabalho do funcionário. De qualquer forma, 
na produção desta estatística, prevalece o valor da figura 17. 
 
Figura 17 - Percentagem de pessoas que são membros de uma equipa de Safety. 
 
Relativamente à distribuição das respostas pelos diferentes departamentos da organização, 
verifica-se que o os departamentos BE (Feixes), TE (Tecnologia), EN (Engenharia) e GS 
(Serviços Gerais de Infraestruturas), são os maiores contribuidores, totalizando juntos  
86,4% dos respondentes (Figura 18). 
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Figura 18 - Gráfico que caracteriza a distribuição por departamento dos indivíduos da amostra. 
 
4.2.2. Análise descritiva à percepção do risco tecnológico 
 
No apuramento da percepção do risco tecnológico, foram considerados os 16 principais 
riscos tecnológicos existentes na organização. Aos inquiridos foi pedido para atribuírem um 
grau de importância aos riscos do quadro abaixo (Tabela 4), numa escala de 1 (sem 
importância) a 7 (extremamente importante), tendo o número 4 como ponto médio na 
escala. Os gráficos ilustram a percentagem de respostas para cada grau de importância e 
das não-respostas (N/R). 
 
Tabela 4 - Percepção dos riscos tecnológicos 
Percepção dos risco tecnológicos 
Tamanho da amostra: 466 indivíduos 
Tipos de risco Gráficos 
Média na 
escala de 
1 a 7 
Desvio 
padrão 
Elétrico 
 
4,4 2,1 
Quedas no mesmo nível 
 
3,9 1,7 
22#E*&$2,#3*&$
2,&$2*#-*&$
W#E*&$%#W*&$
*#-*&$*#%*&$
!"$7"$
(1$"+$
./$45$
'($/4$
,W&$ 3&$ 3&$ ,%&$ ,*&$ ,-&$ 2,&$ )&$
,$ 2$ )$ 0$ %$ W$ E$ +R5$
,*&$ ,)&$ ,)&$ 2-&$ ,%&$ ,)&$ W&$ 2&$,$ 2$ )$ 0$ %$ W$ E$ +R5$
  
4. Análise de dados 
 
48 
Percepção dos risco tecnológicos 
Tamanho da amostra: 466 indivíduos 
Tipos de risco Gráficos 
Média na 
escala de 
1 a 7 
Desvio 
padrão 
Acidente com veículos 
 
3,9 1,8 
Radioatividade  
 
3,8 2,2 
Manipulação de máquinas ou 
equipamentos 
 
3,5 2,1 
Queda de objetos / 
esmagamentos 
 
3,4 1,9 
Incêndio 
 
3,3 1,9 
Quedas de altura 
 
3,1 2,0 
Exposição a campos 
magnéticos 
 
3,1 2,0 
Criogénico 
 
3,0 2,2 
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Percepção dos risco tecnológicos 
Tamanho da amostra: 466 indivíduos 
Tipos de risco Gráficos 
Média na 
escala de 
1 a 7 
Desvio 
padrão 
Espaços confinados 
 
2,9 2,0 
Radiofrequência  
 
2,9 2,0 
Explosão 
 
2,8 1,9 
Químico 
 
2,5 1,8 
Laser 
 
2,3 1,8 
Biológico 
 
2,1 1,6 
 
Verificamos que só o risco elétrico está ligeiramente acima do valor médio. Ou seja, de uma 
forma global, a percepção do risco na organização é baixa. 
 
O risco elétrico, é de todos o que mais se destaca, com uma média de 4,4. Neste risco, 21% 
dos inquiridos atribui o grau máximo de importância na escala apresentada. De facto, os 
equipamentos elétricos estão disseminados por toda a organização, e muitos deles são de 
alta tensão. A presença destes equipamentos é difícil passar despercebida e pode fazer 
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ressaltar a importância dada a este risco. 
 
Ao risco de incêndio é atribuída um grau de importância de 3,3. Deste risco, salienta-se que 
a moda do grau de importância é 1, com 23% dos inquiridos a atribuírem estre grau. Este 
grau de importância reflete certamente o baixo número de incêndios na organização, mas 
esconde toda a prevenção feita nesse domínio (ver risco de incêndio no Capítulo 3). 
 
No risco criogénico 37% dos inquiridos classificam o mesmo na menor escala de 
importância (grau 1). Com uma média de 3,3 na escala, o risco criogénico é dos três riscos 
objecto de estudo o mais subvalorizado. O facto do CERN ser o local do mundo com maior 
quantidade de líquidos criogénicos não corresponde ao grau de importância dada pelos 
inquiridos.  
 
Dos outros 13 riscos, salientam-se os riscos de acidentes com veículos, e quedas no 
mesmo nível, aos quais foram atribuídos o grau médio de 3,9. De facto, parece que os 
funcionários estão sensibilizados para o número de acidentes que existe nesta área de 
riscos (ver análise das estatísticas dos acidentes no CERN, Capítulo 3). Próximo desta linha 
de atribuição de importância, temos o risco radioativo, com uma média de 3,8 na escala. 
Nos extremos opostos, temos o risco biológico, químico e laser, com a média atribuída 
respectivamente de 2,1; 2,5 e 2,3, na escala de importância. 
 
Desta análise destaca-se igualmente a percentagem de inquiridos que atribui como “sem 
importância” os riscos: Químico, 49%; Espaços confinados, 35%; Explosões, 36%; Quedas 
de altura, 34%. Para este riscos pode haver necessidade de criar novos modelos de 
percepção. O mesmo para os espaços confinados, e para as explosões ou rebentamentos 
que a par do risco criogénico, são factores de elevada perigosidade. O risco de quedas de 
altura, também parece ter o modelo de percepção desfasado da realidade. Contrastando 
com as estatísticas de acidentes (ver análise das estatísticas dos acidentes no CERN, 
Capítulo 3), verifica-se haver um desproporcional grau de importância atribuído a este risco. 
 
 
4.2.3. Análise descritiva do comportamento relacionado com Safety 
 
Para apurar o comportamento relacionado com Safety, foram feitas as questões que 
constam na tabela 5. Os gráficos da tabela ilustram a percentagem de respostas e não 
respostas (N/R). 
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Analisando o quadro da tabela 5, verificamos que os 63% dos funcionários verificam sempre 
se a arrumação de objetos interfere com as saídas de emergência. Contudo, neste 
comportamento, 18% consideram que só o fazem “por vezes”.  
 
Tabela 5 - Quadro resumo das respostas sobre o comportamento Safety 
Comportamento Safety 
Tamanho da amostra: 466 indivíduos 
Questões comportamentais Gráficos 
Ao arrumar objetos verifica se estes interferem 
nas saídas de emergência 
 
Proteger os ouvidos em ambientes ruidosos 
 
Informar os Bombeiros ou agentes Safety, 
quando detecta uma situação perigosa. 
 
 
Usar o equipamento de proteção individual 
recomendado. 
 
 
Verificamos que o uso de equipamento de proteção individual fica muito abaixo do desejado 
com menos de metade dos inquiridos, 48% a reponderem que o usam “Sempre”. Ainda 
sobre equipamento de proteção individual mas desta vez focalizado na proteção auditiva, 
apenas 19% dos indivíduos protege “sempre” os ouvidos em ambientes ruidosos. 
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Informar os agentes de segurança quando detecta uma situação perigosa, é feito de forma 
sistemática (“Sempre”) só por 42% dos inquiridos, e 32% fá-lo “Por vezes”. O facto de existir 
um responsável Safety em cada edifício ou secção (TSO – Territorial Safety Officer, Glimos, 
Slimos ) pode levar as pessoas a delegar essa responsabilidade nesse responsável. O 
procedimento normal ao detectar uma situação perigosa, é informar o responsável Safety e 
para casos urgentes informar de imediato os Bombeiros. 
 
Numa análise geral verificamos que a atitude Safety dos inquiridos fica abaixo do que seria 
expectável numa organização com procedimentos tão rigorosos de segurança como o 
CERN, com funcionários altamente qualificados.  
 
 
4.2.4. Análise descritiva à sensibilidade Safety 
 
O quadro da tabela 6, apresenta as questões e os gráficos das respostas e não respostas 
(N/R) expressas em percentagem para aferir da sensibilidade dos funcionários do CERN a 
questões de Safety. 
 
Tabela 6 – Sensibilidade às questões Safety 
Sensibilidade Safety 
Tamanho da amostra: 466 indivíduos 
Questões sobre sensibilidade Gráficos 
Repara nas saídas de emergência. 
 
Verifica as certificações dos equipamentos 
elétricos. 
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Repara nos botões que ativam o alarme de 
evacuação. 
 
Repara nos cortes gerais de urgência 
elétrica (Arrête d’Urgence General).  
 
Registou nos contactos telefónicos os 
números dos responsáveis Safety. 
 
Fala com os colegas sobre questões Safety. 
 
Importância atribuída ao respeito das 
instruções Safety como medida de proteção 
à própria integridade física. 
Aferida na escala de Likert de 1(sem  
importância) a 7 (extremamente importante), 
tendo o número 4 como ponto médio na escala. 
 
Média: 6,6; Desvio padrão: 0,8 
Importância atribuída à formação prática 
sobre Safety. 
 
 
Média: 6,5; Desvio padrão: 0,8. 
Importância atribuída às questões Safety na 
Organização.  
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Da análise da tabela 6 ressalta que a maioria dos inquiridos têm pouca sensibilidade. A 
grande maioria dos funcionários não repara frequentemente nos equipamentos de 
emergência como sejam: as saídas de emergência; alarmes de evacuação; e mecanismos 
de corte de emergência elétrica. 
 
A grande maioria dos inquiridos também não verifica frequentemente ou “nunca” verifica 
(36%) as certificações dos equipamentos elétricos. Um elevado número de inquiridos não 
adicionou aos seus contactos nenhum número telefónico dos responsáveis Safety (59%). 
Média: 6,5; Desvio padrão: 1,0 
Importância atribuída às questões Safety na 
própria secção de trabalho.  
 
 
Média: 5,7; Desvio padrão: 1,6 
Importância atribuída às questões Safety 
para a região onde o CERN se situa.  
 
Média: 5,7; Desvio padrão: 1,6 
Importância atribuída à formação teórica 
sobre Safety. 
 
Média: 5,3; Desvio padrão: 1,3. 
Importância atribuída ao respeito das 
instruções Safety como medida de diminuir 
as próprias responsabilidades profissionais. 
  
Média: 3,9; Desvio padrão: 2,1 
Importância atribuída ao respeito das 
instruções Safety como medida de evitar 
penalizações profissionais. 
 
Média: 3,2; Desvio padrão: 2,0 
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Contudo, salienta-se que 58% dos funcionários falam frequentemente com os colegas sobre 
questões Safety. 
 
Às questões avaliadas na escala de Likert de 1 (sem importância) a 7 (extremamente 
importante), foram obtidos os seguintes resultados: 
• as pessoas consideram que a formação teórica sobre Safety tem uma importância 
relativamente elevada (média de 5,3); 
• as pessoas consideram que a formação prática tem uma importância também 
elevada (média de 6,5);  
• quanto à importância de respeitar as regras Safety, obteve-se uma média de: 3,9 
para a diminuição das responsabilidades 3,2 para evitar penalizações profissionais; e 
6,6 para a proteção de integridade física;  
• a importância das questões Safety na secção de trabalho foi classificada com uma 
média de 5,7; 
• a importância das questões Safety para a organização foi classificada com uma 
média de 6,5; 
• a importância das questões Safety para a região onde a organização se situa, foi 
classificada com uma média de 5,7. 
 
Os inquiridos demonstraram pouca sensibilização para as questões Safety. Contudo, 
valorizam significativamente a importância da formação teórica e mais ainda a formação 
prática. Os inquiridos colocam a integridade física como o factor mais importante no respeito 
das regras Safety.  
 
As  respostas obtidas, permitem concluir que as questões Safety são mais importantes para 
a organização do que para a região onde se situa ou para a própria secção de trabalho. Esta 
conclusão leva a considerar que se subvaloriza a segurança na seção de trabalho em 
relação à segurança da organização. Por outro lado pode indiciar que se está a subvalorizar 
os riscos da secção de trabalho, sob os quais se pensa ter mais controlo. 
 
 
4.2.5. Análise descritiva dos conhecimentos sobre aspectos Safety 
 
As questões que aferiram os conhecimentos relativos às questões Safety da Organização 
estão explanados na tabela 7. As respostas são expressas em percentagem e apresentadas 
nos gráficos.  
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Tabela 7 - Dados relativos aos conhecimentos dos inquiridos sobre as questões Safety da 
organização 
Conhecimento relativos às questões Safety da Organização 
Tamanho da amostra: 466 indivíduos 
Questões sobre conhecimentos de 
aspectos Safety da Organização 
Gráficos 
Conhecimento dos pontos de encontro de 
emergência do seu local de trabalho. 
 
Memorizou o contacto telefónico dos 
Bombeiros da Organização. 
 
Conduta a ter em caso de presenciar uma 
doença súbita ou um acidente de trabalho. 
 
Resposta correta : Contactar os Bombeiros. 
 
Conhecer a diferença de densidade entre 
Hélio, Azoto e Árgon. 
 
Possuir formação na utilização de 
extintores de incêndio. 
 
Possuir formação de primeiros socorros. 
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Conhecimento relativos às questões Safety da Organização 
Tamanho da amostra: 466 indivíduos 
Questões sobre conhecimentos de 
aspectos Safety da Organização 
Gráficos 
Quantidade de exercícios práticos Safety 
efectuados na Organização. 
 
Conhecimento do “Safety Code A2”. 
 
 
De uma maneira geral, os inquiridos estão bem informados sobre os aspectos Safety da 
Organização. A maioria das pessoas sabe onde se localizam os pontos de encontro de 
emergência. Contudo 13% da amostra não conhece nenhum destes pontos. 
89% dos inquiridos memorizou o número de telefone dos Bombeiros do CERN contra os 
11% que não o fez. A amplitude destas percentagens deve-se à disseminação do número 
de urgência em todos os telefones fixos do CERN. Trata-se portanto de um número bastante 
publicitado na organização.  
 
A questão “Quem contacta em caso de doença súbita ou acidente de trabalho?” obteve 
respostas surpreendentes. Se bem que a maioria dos inquiridos, 76% respondeu 
corretamente, os outros 24% dos inquiridos revelam que não apreenderam o procedimento  
ensinado nos cursos de indução Safety obrigatório para todos os funcionários.  
Relativamente a uma questão Safety focalizada no tema da criogenia, obteve-se um 
resultado de 59% dos inquiridos a referirem que conhecem a diferença de densidade entre o 
Hélio, Árgon e Dióxido de Carbono. Estes fluídos criogénicos são os mais usados na 
organização. O conhecimento da diferença de densidade entre estes gases pode ser 
importante na resposta a uma fuga destes fluídos. De facto o Hélio é menos denso que o ar, 
ao contrário do Árgon e Dióxido de Carbono que são mais pesados que o ar.  
 
Mais de metade dos inquiridos, 57% tem formação de utilização de extintores e quase 
metade, 48% tem formação de socorrismo. Verificamos que os exercícios práticos de Safety 
são efectuados com alguma regularidade. Não espanta que 17% ainda não tenha feito 
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nenhum exercício prático porque 19% da amostra tem menos de 1 anos de antiguidade. 
Mesmo assim apenas 12 % faz estes exercícios uma ou mais vezes por ano.  
 
Na análise aos conhecimentos Safety, foi incluída uma questão sobre um procedimento 
administrativo de relatório da acidentes denominado de “Safety Code A2”. Esta questão foi 
incluída com o intuito de saber se os inquiridos estavam familiarizados com este 
procedimento. As respostas positivas são de 31% e ultrapassam em 6% a percentagem de 
pessoas que são membros de Safety. Portanto, verifica-se que para além dos membros 
Safety, também há pessoas bem informadas sobre as questões administrativas Safety. 
 
Conclui-se que a maioria das pessoas possui um bom conhecimento sobre as questões 
Safety da organização. Mesmo assim, há pontos que devem ser melhorados. 
Nomeadamente, o reforço do facto que existem Bombeiros na organização que também 
acorrem a acidentes de trabalho ou emergências pré-hospitalares. A formação nas áreas de 
socorrismo e utilização de extintores também parece insuficiente para uma organização 
deste tipo.  
 
 
4.2.6. Análise descritiva à sensação de segurança 
 
As questões sobre a sensação de segurança são apresentadas na tabela 8. As perguntas 
incidiram sobre se as pessoas se sentiam preparadas para responder capazmente a um 
determinado acidente. As respostas foram aferidas numa escala de Likert de 1 (nada 
preparado) a 7 (muito bem preparado). Os resultados das respostas e não respostas (N/R), 
são expressos em percentagem. 
Tabela 8 - Dados sobre sensação de segurança 
Sensação de Segurança 
Tamanho da amostra: 466 indivíduos 
Questões sobre sensação de 
segurança 
Gráficos 
Sentir-se preparado para fazer face a um 
acidente elétrico. 
 
 
Média: 4,4; Desvio padrão: 1,9 
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Sensação de Segurança 
Tamanho da amostra: 466 indivíduos 
Questões sobre sensação de 
segurança 
Gráficos 
Sentir-se preparado para fazer face a um 
incêndio no local e trabalho. 
 
Média: 4,5; Desvio padrão: 1,7 
Sentir-se preparado para fazer face a uma 
fuga de líquidos criogénicos. 
 
Média: 3,7; Desvio padrão: 2,1 
 
Da análise da tabela, ressalta que o risco elétrico e incêndio são aqueles que os inquiridos 
se sentem mais capazes de enfrentar, com uma média de respostas, respectivamente de 
4,4 e 4,4 na escala de 1 a 7. Interessante verificar que o risco criogénico tem uma média de 
3,7. Apesar disso, ao contrastar estes três riscos com a tabela de percepção (Tabela 4), 
verificamos que a percepção ao risco criogénico é subvalorizada. Conclui-se portanto que os 
riscos mais valorizados são também aqueles que os inquiridos se sentem mais bem 
preparados para responder. Verificamos que para este tipo de população, não se confirma a 
teoria sobre os vieses da percepção de risco de Schneiner.  
 
 
4.2.7. Análise descritiva à percepção Safety relativa aos colegas 
 
No questionário, foi pedido para que cada inquirido estimasse a percepção Safety dos 
colegas. A tabela 9 apresenta as questões, as respostas e as não respostas (N/R) 
expressas em percentagem.  
 
Analisando a tabela 9 verifica-se que os inquiridos classificam os colegas como prudentes 
atribuindo-lhes o grau médio de 4,9 na escala de 1 (nada prudentes) a 7 (excessivamente 
prudentes). 
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Tabela 9 - Percepção Safety dos colegas 
Percepção Safety dos colegas 
Tamanho da amostra: 466 indivíduos 
Questões de percepção sobre os 
colegas 
Gráficos 
Classificar a sensibilidade dos colegas, 
relativa à sua prudência. 
Aferida na escala de Likert de 1 (nada 
prudentes) a 7 (excessivamente prudentes), 
tendo o número 4 como ponto médio na 
escala. Média: 4,9; Desvio padrão: 1,1 
Classificar a sensibilidade dos colegas 
relativa aos colegas falarem sobre Safety. 
 
Média: 4,2; Desvio padrão: 1,6 
Classificar a comportamento dos colegas, 
relativo a bloquearem as saídas de 
emergência. 
 
Classificar a comportamento dos colegas, 
relativo ao uso do equipamento de 
proteção individual recomendado. 
 
Estimar o número de colegas que sabem 
atuar corretamente perante um acidente 
elétrico. 
 
Média: 4,5; Desvio padrão: 1,6 
Estimar o número de colegas que sabem 
atuar corretamente perante um incêndio. 
 
Média: 4,6; Desvio padrão: 1,5 
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Percepção Safety dos colegas 
Tamanho da amostra: 466 indivíduos 
Questões de percepção sobre os 
colegas 
Gráficos 
Estimar o número de colegas que sabem 
atuar corretamente perante uma fuga 
criogénica. 
Aferido na escala de Likert de 1 (nenhum) a 7 
(todos), tendo o número 4 como ponto médio 
na escala. 
Média: 4,0; Desvio padrão: 1,9 
 
 
Os inquiridos referem que os colegas falam frequentemente sobre questões Safety com uma 
média de 4,2 na escala de 1(não falam) a 7 (falam excessivamente). Este valor coincide 
com o valor da tabela 6 sobre a sensibilidade Safety onde se verifica um equilíbrio nas 
respostas entre o inquirido e os colegas perante esta sensibilidade.  
 
Relativamente aos colegas bloquearem as saídas de emergência, os inquiridos respondem 
que 59% deles nunca o fazem. Este valor também coincide com o valor da tabela 5 sobre o 
comportamento Safety, onde 63% dos inquiridos responderam que nunca o fazem.  
 
Relativamente ao uso do equipamento de proteção individual, os inquiridos referem que 
45% dos colegas o usam “Sempre”. Valores muito semelhantes foram obtidos sobre o 
comportamento Safety explanados na tabela 5 onde se obteve 48% para a mesma resposta. 
 
Na questão que estima o número de colegas capazes de enfrentar um determinado 
acidente, aferido na escala de 1 (nenhum colega) a 7 (todos os colegas), foram obtidos os 
seguintes resultados: 
• Para os acidentes elétricos os inquiridos consideram que a maior parte dos colegas 
(valor médio na escala de 4,5), o sabe enfrentar; 
• Para os incêndios no local de trabalho, os inquiridos consideram que a maior parte 
(valor médio de 4,6), o sabe enfrentar; 
• Para os acidentes criogénicos, os inquiridos consideram que apenas metade dos 
colegas (valor médio de 4) o sabe enfrentar. Ressalta desta análise, que este tipo de 
acidente foi o que obteve o maior número de não respostas com um valor de 24%.  
Verificamos que as estimativas que se fazem sobre os colegas vão exatamente de encontro 
às respostas dadas sobre a sensação de segurança da tabela 8.  
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Concluímos que praticamente não há distorção entre a percepção que se tem dos colegas, 
confrontado com a sensação de segurança e o comportamento do próprio.  
 
4.2.8. Resposta às questões gerais 
 
Com a análise dos dados obtidos já podemos responder às duas primeiras questões 
levantadas no capítulo da metodologia (capítulo 2), que orientam a investigação: 
• O risco perceptivo e o risco real estarão em consonância na organização em estudo? 
• A cultura de segurança da organização está adaptada aos seus riscos tecnológicos? 
Os subcapítulos abaixo exploram as repostas a estas questões. 
 
 
4.3. O risco perceptivo e o risco real estão em consonância na organização em 
estudo? 
 
Os dados obtidos a partir do inquérito revelaram que a percepção sobre alguns riscos 
tecnológicos não estão em consonância com os riscos reais que os mesmo representam no 
CERN.  
 
Dos três riscos que são objeto de estudo, o risco elétrico, o risco de incêndio e o risco  
criogénico, verifica-se que a percepção mais baixo é o risco criogénico. Esta conclusão é 
fundamentada com o baixo grau de importância atribuída a este risco (média de 3,0 na 
escala de importância de 1 – sem importância a 7- extremamente importante). 37% dos 
inquiridos atribuíram ao risco criogénico o grau de menor importância na escala (ver tabela 
4). A acrescentar a este perfil de respostas, surgem outras respostas que reforçam esse 
desfasamento. Por exemplo, quando os inquiridos foram confrontados com uma questão 
sobre conhecimentos focalizados neste risco, 41% disseram não conhecer a diferença de 
densidade entre os fluídos criogénicos usados na organização. Isto significa que 41% dos 
indivíduos pode ter dificuldade em responder adequadamente a uma fuga criogénica. Por 
outro lado, este risco também é aquele em que os inquiridos se sentem menos preparados, 
como foi comprovado nas respostas colhidas sobre a sensação de segurança da tabela 8. 
Valores igualmente baixos apareceram na percepção Safety dos colegas sobre este risco, 
explanados na tabela 9. Os inquiridos estimam que apenas metade dos colegas sabem 
responder adequadamente a uma fuga criogénica, e 24% dos inquiridos não responde a 
esta questão. Esta questão obteve o valor mais alto de não respostas realizadas em todo o 
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questionário. Estas não respostas atestam bem a incerteza que paira sobre este risco.  
 
Ao risco de incêndio também é dada uma importância relativamente baixa. Com uma 
atribuição média de 3,3 na escala de importância de 1 a 7, este risco merece pelo seu 
historial um grau de importância elevado (tabela 4). Contudo, a maior parte dos inquiridos 
sente-se preparado para fazer face a este risco. Da análise efectuada a este risco, 
considera-se que o baixo grau de importância se deve à baixa frequência de incêndios na 
organização. Importa salientar que os incêndios são historicamente um dos factores de 
maior prejuízo para a organização. Ciente disso, o CERN possui uma rede de detecção e 
extinção de incêndio que cobre praticamente todo o espaço.  
 
O risco elétrico é o risco com maior grau de importância de entre os três riscos que são 
objecto do nosso estudo. Com um grau médio de importância de 4,4 na escala de 1 a 7, a 
percepção deste risco parece corresponder à realidade. Mesmo assim, se for tida em conta 
que a ausência de eletricidade pode criar um efeito dominó sobre os outros riscos, então 
este risco está subvalorizado. De facto, o CERN depende da eletricidade para quase tudo. A 
ausência de eletricidade será o maior perigo da eletricidade.  
Relativamente aos outros 13 riscos que foram incluídos no questionário, salientam-se os 
riscos de acidentes com veículos e quedas no mesmo nível, aos quais foram atribuídos o 
grau médio de 3,9. De facto parece que os funcionários estão sensibilizados para o número 
de acidentes que existe nesta área de riscos (ver análise das estatísticas dos acidentes no 
CERN, Capítulo 3). Nos extremos opostos, temos o risco biológico, químico e laser, com a 
média atribuída respectivamente de 2,1, 2,5 e 2,3, na escala de importância. Destes últimos 
destaca-se o risco químico com uma atribuição de importância manifestamente baixo, com 
uma média de 2,5. 
 
 
4.4. A cultura de segurança da organização está adaptada aos seus riscos 
tecnológicos? 
 
Esta questão é de difícil resposta. De facto, de entre os três riscos objecto de estudo, o 
elétrico é aquele que aparece como o mais valorizado pelos funcionários. Menos valorizado 
está o risco de incêndio, e menos ainda o risco criogénico. 
 
Ao serem analisados os resultados sobre a sensibilidade Safety da tabela 6, verificamos que 
mesmo para o risco elétrico, há aspectos que devem ser melhorados. Por exemplo, 36% 
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dos inquiridos “nunca” verificam as certificações dos equipamentos elétricos e 19% “nunca 
repara” e 12% “raramente repara” nos cortes gerais de urgência elétrica. Poderemos pensar 
que o pessoal administrativo naturalmente respondeu que “nunca” repara nos cortes de 
urgência elétrica, até porque no seu habitual local de trabalho os mesmos não existem. 
Contudo, essa população de pessoal administrativo representa somente 12% do total da 
nossa amostra.  
 
O risco de incêndio é subestimado pelos respondentes, mas é devidamente controlado na 
organização. Ou seja, estamos perante um caso em que as pessoas subestimam este risco 
muito embora ele tenha um impacto e esteja contemplado nos planos de segurança da 
organização.  
 
A percepção do risco criogénico é o mais baixo de entre os três riscos objecto de estudo. O 
perigo maior deste risco é evidentemente a asfixia. A organização monitoriza este risco com 
uma imensa rede de detectores de falta de oxigénio. Contudo, nos espaços confinados da 
superfície podem-se formar bolsas de gases criogénicos. O risco de rebentamento de 
pequenos recipientes criogénicos deve ser tido igualmente em conta, uma vez que estão 
disseminados pelos laboratórios e, portanto, sujeitos a uma errada manipulação.  
As estatísticas evidenciam reduzido número de acidentes elétricos, reduzido número de 
incêndios e reduzido número de acidentes criogénicos. Podemos então concluir que os 
procedimentos de segurança da organização funcionam. Tal facto dever-se-á aos 
protocolos, aos níveis de vigilância e inspeção eficazes. De facto, existe uma estrutura que é 
capaz de mitigar, monitorizar e reduzir os seus riscos tecnológicos. Contudo verifica-se que 
ainda há muito trabalho a fazer, nomeadamente na componente comportamental dos 
recursos humanos.  
 
 
4.5. Formulação de hipóteses 
 
A pertinência dos dados obtidos abriu caminhos para a formulação de hipóteses que 
surgiram no seguimento do processo investigativo e visam essencialmente aprofundar os 
perfis de respostas sobre o tema em análise. Para verificar estas as novas hipóteses, 
procedemos à análise estatística recorrendo a correlação bivariada (uso do coeficiente da 
correlação de Pearson, utilizando do programa estatístico SPSS). 
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H1- Quanto maior for a antiguidade na organização, maior será a importância dada 
aos riscos que ocorrem na mesma.  
 
Da análise da tabela 10 verificamos que os 3 riscos objeto de estudo, Elétrico, Incêndio e 
Criogénico não têm significância estatística para esta correlação. Contudo, 6 dos riscos 
estudados têm significância estatística e são negativamente correlativos. Verificamos que o 
risco: Quedas de altura, é estatisticamente significativos (p<0,05); Laser e Biológico, são 
muito significativos (p<0,01); Acidente químico, Espaços confinados e Explosão, são 
estatisticamente bastante significativos (p<0,001). A hipótese é refutada. Verifica-se que 
quanto maior for a antiguidade na organização, menos importância se dão aos riscos 
tecnológicos. De certa forma a antiguidade está relacionada com funções supervisão e 
portanto, essa pode ser uma das razões para que os respondentes com mais anos de 
serviço atribuam menor grau de importância aos riscos em questão. 
 
Tabela 10 - Correlação entre antiguidade e percepção do risco 
Correlação entre antiguidade e a percepção do risco 
Tamanho da amostra: 466 indivíduos 
Risco 
Coeficiente 
de 
correlação 
de Pearson 
Nível de 
significância 
N 
Elétrico -0,052 0,274 452 
Incêndio -0,078 0,101 449 
Criogénico -0,058 0,236 418 
Acidentes com veículos -0,035 0,460 457 
Biológico -0,134 0,006 412 
Acidente químico -0,230 0,000 423 
Acidentes em espaços confinados -0,156 0,001 431 
Explosão -0,155 0.001 431 
Manipulação de máquinas ou equipamentos -0,083 0,082 440 
Quedas de altura -0,095 0,047 438 
Exposição a campos magnéticos -0,074 0,120 440 
Laser -0,144 0,003 421 
Queda de Objetos / Esmagamentos -0,035 0,455 450 
Radioatividade -0,019 0,692 447 
Radiofrequência -0,075 0,119 439 
Quedas no mesmo nível -0,015 0,752 459 
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H2- Quanto maior for a idade do individuo maior será a importância dada aos riscos 
tecnológicos. 
 
A análise feita à tabela 11 tem pertinência se comparada com a tabela 10, pois existem 
pequenas diferenças. Verificamos que os riscos: Biológico e Explosão, são estatisticamente 
significativos (p<0,05); O Risco Químico é muito significativo (p<0,01). Da comparação entre 
as tabelas, verifica-se que onde havia 6 riscos com correlação negativa, passa a haver 3 
riscos. Ou seja, a idade está relacionada com a antiguidade, mas ainda existem pequenas 
diferenças que favorecem o factor idade em detrimento da antiguidade. Por outras palavras, 
a idade tem uma menor correlação negativa com a percepção do risco do que a antiguidade. 
A hipótese é refutada. Verifica-se que quanto maior for a idade dos inquiridos menos 
importância se dá aos riscos tecnológicos. 
 
Tabela 11 - Correlação entre a idade e a percepção do risco 
Correlação entre a idade e a percepção do risco 
Tamanho da amostra: 466 indivíduos 
Risco 
Coeficiente 
de 
correlação 
de Pearson 
Nível de 
significância 
N 
Elétrico -0,042 0,368 451 
Incêndio -0,052 0,275 448 
Criogénico 0,002 0,960 417 
Acidentes com veículos -0,029 0,534 456 
Biológico -0,101 0,040 411 
Acidente químico -0,134 0,006 423 
Acidentes em espaços confinados -0,088 0,069 418 
Explosão -0,104 0.031 417 
Manipulação de máquinas ou equipamentos -0,064 0,177 439 
Quedas de altura -0,053 0,267 418 
Exposição a campos magnéticos -0,033 0,490 439 
Laser -0,035 0,470 420 
Queda de Objetos / Esmagamentos 0,015 0,752 449 
Radioatividade -0,011 0,810 446 
Radiofrequência -0,048 0,312 438 
Quedas no mesmo nível -0,027 0,562 458 
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H3 – Quanto maiores as habilitações académicas, maior importância será dada aos 
riscos tecnológicos. 
 
Tabela 12 - Correlação entre habilitações académicas e a percepção do risco 
Correlação entre habilitações académicas e a percepção do risco 
Tamanho da amostra: 466 indivíduos 
Risco 
Coeficiente 
de 
correlação 
de Pearson 
Nível de 
significância 
N 
Elétrico -0,235 0,000 452 
Incêndio -0,067 0,155 449 
Criogénico -0,148 0,002 418 
Acidentes com veículos -0,068 0,148 457 
Biológico -0,219 0,000 412 
Acidente químico -0,239 0,000 423 
Acidentes em espaços confinados -0,155 0,001 431 
Explosão -0,202 0.000 431 
Manipulação de máquinas ou equipamentos -0,237 0,000 440 
Quedas de altura -0,227 0,000 438 
Exposição a campos magnéticos -0169 0,000 440 
Laser -0,125 0,010 421 
Queda de Objetos / Esmagamentos -0,157 0,001 450 
Radioatividade -0,122 0,010 447 
Radiofrequência -0,088 0,064 439 
Quedas no mesmo nível -0,038 0,421 459 
 
Analisando a tabela 12, verificamos que os riscos elétrico e criogénico, são estatisticamente 
muito significativos (p<0,01). Significa que os respondentes mais qualificados são também 
aqueles que menos importância atribuem a esses riscos. Interessante verificar que o risco 
de incêndio não tem correlação com as habilitações. Isso indicia que o risco de incêndio é 
um risco transversal a todos os grupos de escolaridade. 
Os riscos Biológico, Acidente Químico, Espaços Confinados, Explosão, Manipulação de 
Máquinas ou Equipamentos, Quedas de Altura, Exposição a Campos Magnéticos, Queda de 
Objetos / Esmagamentos e Radioatividade, também são estatisticamente muito significativos 
(p<0,01); O Risco Laser é significativo (p<0,05).  
Verificamos as habilitações académicas têm uma influência negativa na importância dada 
aos riscos tecnológicos. A hipótese é Falsa. Verificamos que quanto maior for o grau 
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académico, menor importância se dão aos riscos tecnológicos. O que de certa forma não é 
de estranhar. As pessoas mais bem qualificadas, normalmente desempenham funções que 
as expõem menos a esse tipo de riscos. Os riscos tecnológicos que são transversais a todos 
os funcionários, não têm correlação ou têm uma fraca correlação com as habilitações 
académicas, nomeadamente o risco de Quedas no mesmo nível, Acidentes com veículos e 
Incêndios. 
 
 
H4- Quanto maior a antiguidade mais se valoriza a formação Safety 
 
A análise da tabela 13 permite concluir que há uma correlação negativa significativa 
(p<0,05) entre a antiguidade e a importância dada à formação prática. Apesar da formação 
teórica não ser significativamente correlativa com a antiguidade, a hipótese é falsa porque 
a formação prática é subvalorizada nos grupos de maior antiguidade. Uma das razões 
atribuídas a este desfasamento entre formação prática e teórica nos indivíduos com mais 
anos de serviço, pode estar relacionado com a atividade desempenhada. Ou seja, os 
indivíduos com uma atividade não operativa (porque a antiguidade está relacionada com 
cargos de supervisão), valorizam mais a parte teórica do que a parte prática da formação 
Safety. Poderemos estar perante um viés interessante de explorar.  
 
Tabela 13 - Correlação entre antiguidade e importância da formação Safety 
Correlação entre antiguidade e importância da formação Safety 
Tamanho da amostra: 466 indivíduos 
Tipo de formação 
Coeficiente 
de 
correlação 
de Pearson 
Nível de 
significância 
N 
Prática -0,119 0,011 457 
Teórica -0,046 0,328 458 
 
 
 
H5- Quanto maiores forem as habilitações académicas mais se valoriza a formação 
Safety. 
 
A análise da tabela 14 permite concluir que há uma correlação negativa significativa 
(p<0,05), mas pouco intensa, entre as habilitações académicas e a importância dada à 
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formação prática. Apesar da formação teórica não ser significativamente correlativa com as 
habilitações académicas, a hipótese é falsa porque a formação prática é subvalorizada nos 
grupos mais qualificados. Este desfasamento verificado nas habilitações académicas, poder-
se-á justificar pelo facto de, também aqui, os mais bem qualificados desempenhar um tipo 
de atividade que valorize mais a parte teórica do que a parte prática da formação Safety. 
Poderemos estar perante outro viés interessante de explorar. 
 
 
Tabela 14 - Correlação entre habilitações académicas e importância da formação Safety 
Correlação entre habilitações académicas e importância da formação Safety 
Tamanho da amostra: 466 indivíduos 
Tipo de formação 
Coeficiente 
de 
correlação 
de Pearson 
Nível de 
significância 
N 
Prática -0,098 0,036 457 
Teórica -0,057 0,227 458 
 
 
 
H6- Quanto maiores forem as qualificações, mais bem preparados os funcionários se 
sentem para enfrentar os riscos tecnológicos. 
 
Tabela 15 - Correlação entre habilitações académicas e sensação de segurança 
Correlação entre habilitações académicas e sensação de segurança  
Tamanho da amostra: 466 indivíduos 
Tipo de risco 
Coeficiente 
de 
correlação 
de Pearson 
Nível de 
significância 
N 
Elétrico -0,130 0,006 455 
Incêndio -0,081 0,082 462 
Criogénico -0,107 0,029 421 
 
A análise da tabela 15 permite concluir que há uma correlação negativa muito significativa 
(p<0,01) entre a habilitações académicas e a sensação de segurança relativamente ao 
Risco Elétrico e há uma correlação negativa significativa (p<0,05) com o Risco Criogénico. A 
hipótese é falsa porque os grupos com mais qualificações académicas sentem-se menos 
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bem preparados para enfrentar dois dos três riscos objetos de estudo. Ou seja, os inquiridos 
mais qualificados têm a consciência de que não se sentem bem preparados para dois dos 
três riscos objecto de estudo.  
 
Com a verificação das novas hipóteses podemos concluir que a antiguidade, idade e 
habilitações académicas estão relacionadas com a percepção dos riscos e com as 
dinâmicas relacionadas com as questões Safety. De uma maneira geral, observa-se que 
quanto maior for a antiguidade, escolaridade e idade, menor importância se dá a alguns 
riscos tecnológicos. O que não surpreende. Essas pessoas, normalmente estão no topo da 
carreira e desempenham funções que as expõem menos a esse tipo de riscos. A 
Importância dada aos riscos tecnológicos que são transversais a todos os funcionários, não 
têm correlação ou têm fraca correlação com estas populações, como por exemplo, O risco 
de Quedas no mesmo nível, Acidentes com veículos e Incêndios. O mais estranho, é o facto 
de estes grupos valorizarem mais a formação teórica do que a prática, apesar de serem os 
grupos que menos se sentem preparados para enfrentar alguns desses riscos. 
Nomeadamente o Criogénico e Elétrico. 
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Conclusões com propostas de mitigação aos riscos tecnológicos 
 
 
 
A investigação decorrente desta tese apurou que numa população caracterizada por 
elevadas qualificações e competências técnicas os modelos de percepção do risco 
distinguem-se claramente dos modelos atribuídos ao público em geral. 
 
Relativamente ao objecto de estudo, constata-se que numa amostra onde 93% dos 
inquiridos têm habilitações académicas superiores e de elevado nível técnico se atribui de 
uma maneira geral, pouca importância aos riscos tecnológicos da organização. Exceção 
feita ao risco elétrico ao qual é atribuído um valor de importância ligeiramente acima da 
média. Este facto vem contrariar as conclusões obtidas em vários estudos de percepção de 
risco para a população em geral, onde se estipula que os riscos conhecidos são 
desvalorizados devido à sensação de controlo que as pessoas têm sobre os mesmos.  
 
Ora, no CERN o risco elétrico é um risco conhecido e controlado, bastante presente nas 
atividades diárias dos trabalhadores, e apesar disso é-lhe atribuída mais importância do que 
outros riscos menos “vulgares” na organização. Contudo, verificamos que esta população 
carrega outro tipo de vieses. A investigação determinou que a população mais bem 
qualificada e com mais anos de serviço valoriza a componente teórica e não operacional, 
em detrimento da prática da vertente e operacional. Tal facto é suportado pelas repostas 
obtidas sobre o comportamento e sensibilidade Safety, onde se obtiveram resultados 
manifestamente baixos para o que seria expectável em funcionários altamente qualificados 
e numa organização com procedimentos tão rigorosos de segurança como o CERN. Este 
viés pode estar relacionado com a atividade deste tipo de população. Trata-se de uma 
população com funções maioritariamente de chefia ou de investigação, onde a componente 
administrativa, teórica e estratégica, prevalece sobre operativa, prática tática. Este facto é 
corroborado pela correlação negativa que estes grupos têm com a importância atribuída à 
formação prática sobre Safety. Constatamos portanto, que os comportamentos perante o 
risco estão associados às representações formadas pela interação do indivíduo com a 
atividade desempenhada na organização.  
 
Outra conclusão retirada deste trabalho investigativo é de que a organização objecto de 
estudo possui uma cultura de segurança com capacidade de mitigar, monitorizar e reduzir 
de forma bastante significativa os seus riscos tecnológicos. Isto está bem patente nas 
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estatísticas de acidentes da organização. Contudo, estamos perante um modelo 
construtivista de gestão do risco, fortemente hierarquizado e especializado. Estamos 
portanto, perante um sistema perito (Giddens, 1991), onde se delega a segurança individual 
na segurança do sistema. Giddens destaca que embora todos saibam que o verdadeiro alvo 
da confiança são os sistemas abstratos, as pessoas de carne-e-osso é que são os seus 
operadores. As rotinas que estão integradas com sistemas abstratos são centrais à 
segurança ontológica12 em condições de modernidade. No entanto, esta situação cria 
também novas formas de vulnerabilidade psicológica, e a confiança em sistemas abstratos 
não é psicologicamente gratificante da mesma maneira que a confiança nas pessoas o é 
(Giddens, 1991). O facto de se delegar a segurança em sistemas abstratos pode 
eventualmente induzir uma perda na capacidade de resposta individual a esses riscos. Por 
outro lado, estes sistemas favorecem uma forma de individualismo e espírito competitivo 
entre os indivíduos que pode influir negativamente na partilha de responsabilidades em 
matéria de segurança colectiva.  
Assim, determinar até que ponto a delegação de competências interfere na capacidade 
individual na tomada de decisões perante os riscos poderá ser objecto de um estudo a 
realizar. Outro estudo interessante seria determinar qual o modelo de segurança que este 
tipo de organizações deveria adoptar: se assente num sistema perito ou noutro modelo, 
mais realista e assente na democratização da técnica ou, ainda, um híbrido entre os dois 
modelos. 
 
A complexidade dos riscos da segunda modernidade (Beck, 1992) salienta a importância do 
papel que as Ciências Sociais desempenha na gestão de riscos. Se o é verdade para os 
risco naturais, essa importância, adquire ainda mais enfâse para os riscos tecnológicos. Isto 
porque a percepção de risco tem sentido evolutivo (Schneier, 2010), ou seja, o ser humano 
foi desenvolvendo naturalmente capacidades que permitem fazer as corretas decisões 
perante determinados riscos. Tal já não se verifica nos riscos tecnológicos. Os riscos da 
segunda modernidade são de tal forma complexos e desenvolvem-se tão rapidamente que o 
ser humano não dispõe de ferramentas naturais para lhes fazer face. A única forma de 
perceber estes riscos é com modelos percepcionais que ultrapassem as ferramentas 
naturais da evolução da espécie humana. Para esta nova geração de riscos, não basta 
olhar, ouvir, cheirar, sentir ou saborear. Muitos dos riscos tecnológicos são invisíveis, 
(radioatividade por exemplo), e são precisos equipamentos, códigos e conhecimentos 
                                                
12 Sentimento de crença que a maioria das pessoas tem na continuidade, na auto-identidade 
e na constância do ambiente. Este sentimento cria uma visão positiva de si, do mundo e dos 
outros. 
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específicos para os saber interpretar. Estamos, portanto, perante uma classe de riscos em 
que os modelos de percepção têm necessariamente de ser criados de raiz, adaptados e 
readaptados. Estes modelos de percepção são um desafio que congrega peritos das 
diversas áreas do saber e onde as Ciências Sociais desempenham o papel de ligação e 
avaliação entre o risco, o modelo de percepção e o ser humano. 
 
As medidas de mitigação do risco tecnológico partem dos pressupostos gerais de gestão 
de riscos tecnológicos (Ministère de l'Ecologie, du Développement et de l'Aménagement 
durables, 2007): 
• redução do risco na fonte; 
• limitação dos efeitos de um acidente (ação sobre o vector de propagação); 
• limitação das consequências (ação sobre área afectada). 
Para a concretização destes pressupostos é fundamental que todos os atores, peritos e 
público em geral saibam responder adequadamente perante o risco. Para que esses atores 
façam a melhor decisão antes, durante, e após um acidente, é necessária uma efetiva 
comunicação do risco. Essa comunicação passa pela materialização do risco de maneira a 
ser bem compreendida pelos atores. Para que essa materialização se possa fazer de forma 
controlada e eficaz são necessárias quatro áreas de interdisciplinaridade (Fischhoff, 2009): 
I. especialistas da matéria causadora do risco, para identificar o processo de criação e 
controlo do risco; 
II. analistas do risco, para estimar o risco e o benefício, baseado no conhecimento dos 
especialistas da matéria causadora do risco; 
III. cientistas comportamentais, para assessorar os decisores de acordo com as suas 
crenças e objectivos, orientar o guia de formulação de comunicações e avaliar o seu 
desempenho; 
IV. praticantes de comunicação, para gerir os produtos e canais de comunicação, 
recebendo as mensagens da audiência e dar-lhes retorno. 
Estas áreas de trabalho devem ser coordenadas para que cada uma desempenhe 
corretamente o seu papel. Por exemplo, os cientistas comportamentais não devem elaborar 
os textos, para os tornar mais compreensíveis, sem antes obter o parecer dos especialistas 
da matéria assegurando que o essencial não foi mudado. Os especialistas da matéria não 
podem adaptar os factos conforme a necessidade de alarmar ou acalmar o público.  
 
Os dados obtidos recolhidos neste trabalho atestam a importância da comunicação na 
gestão de riscos. Ainda mais quando se tratam de riscos da segunda modernidade. As 
campanhas de sensibilização devem ser direcionadas para as decisões a ser tomadas 
perante um risco, valorizando sobretudo a componente prática e operativa da formação 
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Safety. A implementação de rotinas Safety podem ajudar a valorizar os comportamentos 
corretos perante o risco. A formação Safety assente na interação entre formandos e 
formadores, ajuda a determinar se a mensagem está bem adaptada ao público-alvo. A 
existência de uma relação aberta, pessoal e até afectiva entre os diversos atores é 
fundamental para a diminuição do latente individualismo que pode comprometer a 
segurança colectiva. Ao mesmo tempo a existência de uma relação de proximidade entre os 
atores, aumenta a capacidade de resiliência em caso de acidente. 
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Anexo 1 - Definição de conceitos chave 
 
 
Acidente: Evento indesejável e inesperado que causa danos pessoais e/ou materiais e que 
ocorre de modo não intencional. 
 
Incidente: Evento indesejável e inesperado, que incide ou ocorre na sequência de um outro 
evento, podendo causar danos pessoais e/ou materiais.  
 
Perigo: Fonte potencial de danos (ISO, 2009). 
 
Stakeholder: Pessoa ou organização, susceptível de afectar, de ser afectado ou de se 
sentir afectado por uma decisão ou uma atividade (ISO, 2009). 
 
Risco: Efeito da incerteza na prossecução de objectivos (ISO, 2009). Um efeito é um desvio 
ao esperado que pode ser positivo ou negativo. Neste trabalho é considerado apenas o 
efeito negativo do risco, que decorre da probabilidade de ocorrência e consequência de um 
acontecimento. 
 
Risco perceptivo: Ponto de vista do stakeholder relativamente a um risco. A percepção de 
risco reflete necessidades, conhecimentos e valores (ISO, 2009). 
 
Risco Visível: Risco perceptível sem formação específica e sem recurso a equipamentos. 
 
Risco Invisível: Risco apenas perceptível com formação específica e recurso a 
equipamentos. 
 
Risco real: É o risco apurado por especialistas com conhecimento teórico e técnico 
específico desse risco. 
 
Risco tecnológico: Riscos de origem antrópica, reagrupando os riscos industriais, 
nucleares e biológicos. 
 
Safety: Relativo a atividade ou política que contribui para a minimização do risco. 
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Interview 
 
 
 
 
 
 
 
Interview libre et centrée sur le sujet, basée sur une conversation informelle, éventuellement 
enregistrée et/ou avec prise de notes. 
 
Durée estimée : 60 min 
 
Présentation 
De l’interviewer : 
• Nom 
• Age 
• Expérience professionnelle 
• Habilitations académiques  
• Département CERN 
 
La thèse: 
• Objectifs généraux  
• Objet d’étude 
• Méthodologie  
• Objectifs de l’interview  
• Présentation de l’interview 
 
Questions « type » 
• Conséquences d’un évènement 
• Facteurs d’augmentation de la probabilité d’occurrence 
• Les difficultés de gérer le risque / les dangers particuliers 
• la culture de Sécurité 
                                               Remerciements 
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Email que acompanha o questionário 
 
 
 
 
Survey regarding risk perception at CERN 
 
In the framework of a master's thesis on Perception and Mitigation of Technological Risks, I 
would appreciate it if you could take 10 minutes to fill in this questionnaire about Risk 
Perception, which was made by a colleague and a student at CERN. This questionnaire was 
possible thanks to the close collaboration with GS (General Infrastructure Services). The 
objective of this inquiry is to assess technological risk perception in CERN Staff. The 
information collected is completely confidential and anonymous. Thank you in advance for 
your collaboration. 
 
Click here to begin the questionnaire: http://cern.ch/riskperception 
  
--------------------------------------------------------------------------------------------------------------------------- 
  
Enquête sur la perception du risque au CERN 
 
Dans le cadre d'une thèse de maîtrise sur la perception et l'atténuation des risques 
technologiques, je vous serais reconnaissant si vous pouviez prendre 10 minutes pour 
remplir ce questionnaire sur la perception du risque et de la culture de sûreté, faite par un 
collègue et un étudiant au CERN. Ce questionnaire a été possible grâce à la collaboration 
GS (General Infrastructure Services). L'objectif de cette enquête est d'évaluer la perception 
du risque technologique par le personnel du CERN. Les informations recueillies sont 
strictement confidentielles et anonymes. Je vous remercie de votre collaboration. 
 
Cliquez ici pour commencer le questionnaire: http://cern.ch/perceptiondurisque 
 
Survey
Regarding
Risk
Perception at
CERN
This List: Survey regarding risk perception at CERN
Survey Regarding Risk Percept ion at CERN > Survey regarding r isk percept ion at CERN > Respond to this
Survey  
Survey regarding risk perception at CERN: Respond to this
Survey
 
* indicates a required field
Gender *
Female
Male
In what year were you born? *
Academic qualifications *
Basic level
Secondary school
High school without degree
Higher Education Qualification
Bachelors Degree
Masters
PhD
Please specify the area of your qualifications (multiple choice) *
Natural Sciences
Engineering
Computer Sciences
Social Sciences
Sciences of Health
Theoretical Physics
Experimental Physics
Humanistics
Mathematics
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
1 de 8 11/06/26 21:57
Mechanical
Electrical and electronics
Safety & Environment Protection
Linguistics
Administration
Finance
Technical
Logistics
Other (please specify further)
If you answered "other" on the previous question, please specify the area of your academic
qualifications.
How long have you been working at CERN? (number of years) *
What's your department at CERN? *
DGU- Director General Unit
DGS- Health, Safety and Environment
PH- Physics
IT- Information Technology
BE- Beams
TE- Technology
HR- Human Resourses
FP- Finance and Procurement
GS- General Infrastructure Services
EN- Engineering
External Organism
Are you member of any safety teams (TSO, DSO, Firefighters...): *
Yes
No
What type of work do you perform usually? (Multiple choices)
*
Manual / Operational / Technical
Administration
Investigation
Projects
Safety and Security
Management
Other (please specify)
If you answered "other" in the previous question, please specify the other type of functions at
CERN.
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
2 de 8 11/06/26 21:57
On a scale of 1 to 7, where 1 is "not at all important" and 7 is "extremely important", can you
classify the importance of the risks below, in your daily activities at CERN? *
  Not at allimportant Average
 Extremely
important
 
  1 2 3 4 5 6 7 N/A
Accident with vehicules 
Biological
contamination  
Chemical accident  
Accident in confined
spaces  
. *
  Not at allimportant Average
 Extremely
important
 
  1 2 3 4 5 6 7 N/A
Cryogenic  
Electric  
Explosions  
Handling machines or
equipment  
.. *
  Not importantat all Average
 Extremely
important
 
  1 2 3 4 5 6 7 N/A
Fall from heights  
Fire  
Magnetic Fields  
Laser (optical or skin
accident)  
... *
  Not at allimportant Average
 Extremely
important
 
  1 2 3 4 5 6 7 N/A
Object falling /
Accidental crushing  
Radioactivity  
Radio frequency  
Simple falls / slips  
I check emergency escapes. *
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
3 de 8 11/06/26 21:57
Never
Almost Never
Occasionally / Sometimes
Almost everytime
Everytime
I know the emergency assembly points in my work place. *
None
Some
Quite a lot
Almost all
All
I check the certifications of the electrical equipment. *
Never
Rarely
Sometimes
Most of the time
Always
I know by memory CERN's Fire Brigade phone's number. *
Yes
No
When I stock objects I verify that they don't interfere with emergency exits. *
Never
Rarely
Sometimes
Most of the time
Always
N/A
I verify where the electrical stops are. *
Never
Rarely
Sometimes
Most of the time
Always
I verify where the evacuation alarm buttons are. *
Never
Rarely
Sometimes
Most of the time
Always
I protect my ears in a noisy environment. *
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
4 de 8 11/06/26 21:57
Never
Rarely
Sometimes
Most of the time
Always
N/A
In case of a sudden illness or an accident at work I must call firstly: *
My supervisor
CERN Fire Brigade
CERN Medical Service / Infirmary
External emergency services
I transport immediately my colleage to the infirmary
Which safety officers do I know at my department (Multiple choices)
TSO (Terretorial Safety Officer)
DSO (Departemental Safety Officer)
DDSO (Deputy Departmental Safety Officer)
RSO (Radiation Safety Officer)
FGSO (Flammable Gas Safety Officer)
CSO (Cryogenic Safety Officer)
Health and Safety Coordinator
Glimos (Group leader in matters of safety)
Slimos (Shift leader in matters of safety)
I added to my contacts the phone number of my Safety Officers. *
None
Some
All
When I find a dangerous situation I inform the Fire Brigade, supervisor or my safety officer. *
Never
Rarely
Sometimes
Most of the time
Always
N/A
I wear the protective recommended equipment. *
Never
Rarely
Sometimes
Most of the time
Always
N/A
I know the difference between Helium, Argon, and Nitrogen concerning the density in these
cryogenic gases. *
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
5 de 8 11/06/26 21:57
Yes
No
I have had training on fire extinguishers. *
Yes
No
I have had training in cardiac and pulmonary resuscitation. *
Yes
No
I speak about safety with my colleagues. *
Never
Rarely
Sometimes
Most of the time
Always
Do you feel prepared to face:
*
  Not preparedat all 
Moderately
Prepared
 Very well
prepared
 
  1 2 3 4 5 6 7 N/A
Fire in your
workplace  
Leak of cryogenic
fluids  
An electrical accident  
How many practical exercices about safety do you participate in (Practical training, evacuation
exercices, etc...) *
I never did these type of exercices
I did it 1 or 2 times since I started at CERN
Between 3 and 4 times in the last 5 years
I do these exercices at least once per year
Several times per year
Do you know what "safety code A2" is? *
Yes
No
Please classify the importance of safety training: *
  Useless Average  Very useful  
  1 2 3 4 5 6 7 N/A
Theoretical safety
training  
Practical safety
training  
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
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Please classify the importance of respecting the safety rules. *
  Not at allimportant Average
 Extremely
important
 
  1 2 3 4 5 6 7 N/A
To avoid any personal
responsibility  
To avoid reprimands  
To protect myself
physically  
Please classify the safety awareness of people in your working environment. *
  Not at all Moderately  Excessively  
  1 2 3 4 5 6 7 N/A
They are prudent  
They speak about
safety  
And about the safety behaviour of people in your working environment. *
  Never Sometimes  Always  
  1 2 3 N/A
They block emergency exits by
storing objects  
They wear the protective
recomendend equipment  
Please estimate how many of your closest colleagues know how to face: *
  None Average  All of them  
  1 2 3 4 5 6 7 N/A
Fire in the work place  
Cryogenic leak in the
proximity  
Assist a colleague
having an electrical
accident
 
In your opinion, safety issues at CERN are important: *
  Not at all Moderately  Highlyimportant  
  1 2 3 4 5 6 7 N/A
In my work section  
For CERN as an
Organisation  
For the region where
CERN operates  
Thank you very much for your collaboration. This survey will assess the risk perception in CERN's
population. It will be useful in studying technological risk mitigation. If you wish, please add your
comments here. Please ensure you click "finish" once you have finished.
Survey regarding risk perception at CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Test/NewForm.aspx?So...
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8 de 8 11/06/26 21:57
Survey
Regarding
Risk
Perception at
CERN
This List: Enquête sur la perception du risque au C
Survey Regarding Risk Percept ion at CERN > Enquête sur la percept ion du r isque au CERN > Respond to this
Survey  
Enquête sur la perception du risque au CERN: Respond to
this Survey
 
* indicates a required field
Genre *
Masculin
Féminin
Année de naissance? *
Niveau scolaire: *
Niveau basic
Etudes secondaires
Technicien
Ingénieur
Licence
Master
Doctorat
Merci de spécifier le domaine de vos qualifications (choix multiples). *
Sciences naturelles
Ingénierie
Sciences en technologie informatique
Sciences Sociales
Sciences de la santé
Physique théorique
Physique expérimentale
Lettres
Mathématiques
Enquête sur la perception du risque au CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Enqute sur la perception...
1 de 8 11/06/26 21:55
Mécanique
Electrotechnique et électricité
Sécurité et protection environnementale
Langues
Administration
Finance
Technique
Logistique
Autre (merci de spécifier ultérieurement)
Si vous avez choisi "autre" dans la question précédente, merci d'indiquer ici le domaine de vos
qualifications.
Depuis combien de temps travaillez vous au CERN? (Nombre d'années) *
Quelle est votre département au CERN? *
DGU- Director General Unit
DGS- Health, Safety and Environment
PH- Physics
IT- Information Technology
BE- Beams
TE- Technology
HR- Human Resourses
FP- Finance and Procurement
GS- General Infrastructure Services
EN- Engineering
External Organism
Êtes-vous membre d'une équipe de sécurité? (TSO, DSO, Pompiers...) *
Oui
Non
Quel type de travail faites-vous d'habitude au CERN? (Choix multiple) *
Manuel / Opérationnel / Technique
Administratif
Recherche
Projets
Sécurité et Protection
Gestion
Autre (merci de spécifier ultérieurement)
Si vous avez choisi "autre" dans la question précédent, merci d'indiquer ici votre type de travail.
Enquête sur la perception du risque au CERN - New Item https://espace.cern.ch/rsamoesf/Lists/Enqute sur la perception...
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Sur une échelle de 1 à 7, où 1 est "pas du tout important" et 7 est "extrêmement important",
pouvez-vous classer l'importance des risques ci-dessous, dans vos activités journalières au CERN?
*
  Pas du toutimportante Moyenne
 Extrêmement
importante
 
  1 2 3 4 5 6 7 N/A
Accident avec
véhicules  
Biologique  
Accident Chimique  
Accident en espace
confiné  
. *
  Pas du toutimportante Moyenne
 Extrêmement
importante
 
  1 2 3 4 5 6 7 N/A
Cryogénie  
Electrique  
Explosion  
Manipulation de
machines ou
équipements
 
.. *
  Pas du toutimportante Moyenne
 Extrêmement
importante
 
  1 2 3 4 5 6 7 N/A
Chute de hauteur  
Feux  
Champ magnétique  
Laser (accident
optique ou de la
peau)
 
... *
  Pas du toutimportant Moyenne
 Exrêmement
importante
 
  1 2 3 4 5 6 7 N/A
Chute d'objects /
écrasement accidentel 
Radioactivité  
Radio fréquence  
Chutes simples /
Glissements  
Je vérifie les issues de secours *
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Jamais
Presque jamais
Parfois
Presque toujours
Toujours
Je connais les points de rassemblement de mon lieu de travail en cas d'évacuation. *
Aucun
Quelques-uns
Assez
Presque tous
Tous
Je vérifie la certification des l'équipements électriques. *
Jamais
Rarement
Parfois
Assez souvent
Toujours
Je connais par coeur le contact téléphonique de la Brigade du Feu *
Oui
Non
Lorsque je stocke du matériel, je vérifie si cela n'interfère pas avec les issues de secours. *
Jamais
Rarement
Parfois
Presque toujours
Toujours
N/A
Je vérifie où sont les arrêts d'urgence. *
Jamais
Rarement
Parfois
Presque toujours
Toujours
Je vérifie où sont les boutons de déclenchement de l'alarme d'évacuation. *
Jamais
Rarement
Parfois
Presque toujours
Toujours
Je protège mes oreilles en environnement bruyant. *
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Jamais
Rarement
Parfois
Presque toujours
Toujours
N/A
En cas de maladie subite ou d'accident de travail, j'appelle d'abord: *
Mon superviseur
La Brigade du Feu
Le Service Médical / Infirmerie
Les services d'urgence externes
Je transport immédiatemment la personne à l'infirmerie
Quels responsables de la sécurité je connais dans mon département (choix multiples)
TSO (Terretorial Safety Officer)
DSO (Departemental Safety Officer)
DDSO (Deputy Departmental Safety Officer)
RSO (Radiation Safety Officer)
FGSO (Flammable Gas Safety Officer)
CSO (Cryogenic Safety Officer)
Health and Safety Coordinator
Glimos (Group leader in matters of safety)
Slimos (Shift leader in matters of safety)
J'ai ajouté à mes contacts les coordonnées de mes interlocuteurs de securité. *
Aucun
Quelques-uns
Tous
Quand je détecte une situation dangereuse, j'informe la Brigade du Feu, ou mes responsables de
la sécurité. *
Jamais
Rarement
Parfois
Presque toujours
Toujours
N/A
J'utilise les équipements de Protection Individuelle recommandés. *
Jamais
Rarement
Parfois
Presque toujours
Toujours
N/A
Je connais la différence de densité entre l'Hélium, l'Azote, et l'Argon. *
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Oui
Non
J'ai une formation à l'utilisation des extincteurs. *
Oui
Non
J'ai une formation de secourisme. *
Oui
Non
Je parle de sécurité avec mes collègues. *
Jamais
Rarement
Parfois
Presque toujours
Toujours
Vous sentez-vous préparé pour faire face à: *
  Pas du toutpréparé 
Modérément
préraré
 Très bien
préparé
 
  1 2 3 4 5 6 7 N/A
Feu sur votre lieu de
travail  
Fuites de fluides
cryogéniques  
Un accident électrique  
A combien d'exercices pratiques de sécurité avez-vous participé (formation pratique, exercices
d'évacuation, etc...) *
Jamais fait ce type d'exercices
J'en ai fait 1 ou 2, depuis que je suis au CERN
Entre 3 et 4 dans les 5 dernières années
Je fais ce type d'exercices au moins 1 fois chaque année
Quelques fois par année
Savez vous ce que c'est le "Safety code A2" *
Oui
Non
Merci de classer l'importance des formations de sécurité *
  Sans utilité Moyennementutile  Très utile  
  1 2 3 4 5 6 7 N/A
Formation théorique  
Formation pratique  
Merci de classer l'importance du respect des instructions de sécurité. *
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  Pas du toutimportante Moyenne
 Extrêmement
importante
 
  1 2 3 4 5 6 7 N/A
Pour diminuer mes
responsabilités  
Pour éviter les
reproches  
Pour me protéger
physiquement  
Merci de classer la sensibilisation sur la sécurité de vos collègues. *
  Pas dutout modérément  Excessivement  
  1 2 3 4 5 6 7 N/A
Ils sont prudents  
Ils parlent de
sécurité  
...Et sur le comportement de sécurité des collègues autour de vous? *
  Jamais Parfois  Toujours  
  1 2 3 N/A
Ils bloquent les issues de secours
avec des objets  
Ils utilisent les Équipements de
Protection Individuelle  
En considérant vos collègues plus proches, combien savent faire face à: *
  Aucun/e Quelques-unes/uns  Toutes/Tous  
  1 2 3 4 5 6 7 N/A
Feu dans son lieu de
travail  
Fuite cryogénique
dans la proximité du
lieu de travail
 
Aider une/un collègue
sur un accident
électrique
 
A votre avis, les questions de sécurité au CERN sont importantes: *
  Pas dutout Modérément
 Très
important
 
  1 2 3 4 5 6 7 N/A
Dans ma section de
travail  
Pour le CERN comme
Organisation  
Pour la région ou le
CERN est situé  
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Merci beaucoup pour votre collaboration. Cette enquête determinera la perception du risque par la
population du CERN. Cela sera utile pour étudier l'atténuation des risques technologiques. Si vous
souhaitez laisser ici vos commentaires.
Merci de ne pas oublier de cliquer sur le bouton "Finish".
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