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1 Einleitung 
Die Wochenzeitung „Die Zeit“ veröffentlichte in ihrer Ausgabe vom 18. Juni 2014 
den Artikel „Lauras Entblößung“ von Jana Simon (vgl. Simon, 2014). Darin wird 
der Fall der 14-jährigen Laura geschildert: Sie verschickt im Vertrauen und weil sie 
sich von ihrem Ex-Freund gekränkt fühlt ein Video von sich bei der Masturbation 
an einen Bekannten. Dieser missbraucht das Vertrauen und leitet den Film an den 
Ex-Freund weiter. Der wiederum fühlt sich von Laura hintergangen und verbreitet 
das Video an der Schule. In der Folge wird Laura von ihren Mitschülern1 gemieden, 
ausgegrenzt, bei Facebook und WhatsApp wird über sie gelästert. Ihre Eltern und 
der Klassenlehrer wissen ihr nicht recht zu helfen, sogar die Polizei und eine Sozi-
alarbeiterin werden hinzugezogen. Erst ein Wechsel in die Parallelklasse sorgt end-
lich für Entspannung. Im Endeffekt ist es „die Geschichte von zwei gekränkten Ju-
gendlichen, die durch das Netz außer Kontrolle gerät“ (Simon, 2014, S. 15). 
Der geschilderte Sachverhalt ist ein relativ glimpflich verlaufenes Beispiel für Cy-
ber-Mobbing (oder auch Cyber-Bullying)2, worunter Mobbing über Internet und 
Handy verstanden wird. Dieses Phänomen, das mit der raschen technischen Ent-
wicklung und Verbreitung des Internets und der Handys auch in Deutschland auf-
getreten ist, ist seit einigen Jahren in das Bewusstsein der Öffentlichkeit gerückt. 
Zum einen, weil nicht wenige Jugendliche davon betroffen sind (je nach Studiende-
sign werden Opferzahlen von über einem Drittel der Schüler genannt (vgl. bspw. 
Techniker Krankenkasse, 2011, S. 6)), zum anderen weil manche der Opfer durch 
Cyber-Mobbing auch schon in den Tod getrieben worden sind (vgl. Fawzy, 2009, 
S. 1 f.).  
Zum besseren Verständnis wird in Kapitel 2 beschrieben, welche Relevanz das In-
ternet für die Jugend von heute hat, was unter Cyber-Mobbing verstanden wird und 
in welchem Umfang es auftritt. Ebenso wird die bereits angeklungene Beziehung 
                                                 
1 Im Folgenden wird bei der Nennung von Personen die männliche Person verwendet, um eine flüs-
sige Lesbarkeit zu ermöglichen. Die weibliche Form ist dabei explizit mit eingeschlossen. 
2 Die Begriffe Cyber-Bullying und Cyber-Mobbing werden synonym verwendet. 
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zwischen Mobbing und Cyber-Mobbing beleuchtet, sowie eine Übersicht der 
Gründe und Folgen von Cyber-Bullying, v.a. für die Opfer, zusammengestellt.   
Die Schule spielt beim Thema Cyber-Mobbing eine nicht unerhebliche Rolle. Im 
Umfeld der Schule findet nicht nur ein Großteil der Vorfälle statt, so dass interve-
niert werden muss; auch zur Prävention kann die Schule einen großen Beitrag leis-
ten. Welche Maßnahmen man hier ergreifen kann wird im Kapitel 3 näher erläutert. 
Um mögliche Ansatzpunkte für die Ausbildung von (zukünftigen) Lehrern zum 
Thema Cyber-Mobbing zu bekommen, wurde im Rahmen der vorliegenden Arbeit 
eine Umfrage unter Lehramtsstudenten der RWTH Aachen durchgeführt. Dabei la-
gen die folgenden Forschungsfragen zu Grunde:   
1. Welches Vorwissen haben Studenten zum Thema „Cyber-Mobbing“? 
2. Welche Relevanz hat das Thema „Cyber-Bullying“ in der Lehramtsausbil-
dung und wie wichtig ist es für Lehramtsstudenten? 
3. Haben persönliche Erfahrungen mit Cyber-Mobbing Auswirkungen auf die 
Wahrnehmung/Einschätzung des Phänomens? 
In Kapitel 4 wird die Anlage der Befragung sowie deren Ablauf und Ergebnisse 
vorgestellt. 
Bevor die Arbeit in einem Fazit schließt, werden in Kapitel 5 die Ergebnisse der 
Befragung diskutiert und ein Ausblick auf sich daraus ergebende Konsequenzen für 
die Ausbildung von (zukünftigen) Lehrern zum Thema gegeben. 
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2 Cyber-Mobbing 
Im Leben eines Jugendlichen ist es normal, dass Konflikte ausgetragen werden 
(Wagner et al., 2012, S. 41). Schwierig wird es jedoch, wenn die Konflikte ausarten 
und z.B. zu Mobbing eskalieren. Neben dem Mobbing, bei dem sich die Beteiligten 
täglich im Klassenzimmer oder im Schulbus begegnen, hat sich im Zeitalter des In-
ternets eine neue Form von Mobbing herausgebildet, die häufig durch die Anony-
mität der Akteure gekennzeichnet ist: das Cyber-Mobbing (vgl. Staatsinstitut für 
Schulqualität und Bildungsforschung (Hrsg.), 2012, S. 19). Bevor explizit auf Cy-
ber-Mobbing eingegangen wird, soll zunächst dargestellt werden, wie wichtig das 
Internet für Kinder und Jugendliche von heute ist. 
2.1 Das Internet-Nutzungsverhalten von Kindern und Jugendlichen 
„Während in der Frühzeit der Internet-Diffusion noch die Befürchtung herrschte, die 
technisch vermittelte Kommunikation würde Menschen isolieren, gilt inzwischen e-
her das Gegenteil: Isoliert ist, wer nicht am Social Web teilnimmt […].“ (Schmidt, 
Paus-Hasebrink, & Hasebrink, 2009, S. 15)  
Auf Grund der raschen technischen Entwicklung im digitalen Zeitalter hat das In-
ternet bei Kindern und Jugendlichen einen enorm hohen Stellenwert. Zwar sind nach 
wie vor Freunde und Familie besonders wichtig für Jugendliche, aber genauso ist 
für 86% ein Internetzugang wichtig und 58% halten ein modernes Handy für wich-
tig. Im Vergleich dazu werden Sport von 75% und Haustiere von 63% der Befragten 
als wichtig angesehen. Dem entsprechend ist „Das Internet nutzen“ nach „Freunde 
treffen“ die liebste Freizeitbeschäftigung der Kinder und Jugendlichen. Lediglich 
die 10- bis 12-Jährigen bevorzugen es noch, etwas mit der Familie zu unternehmen, 
die älteren Gruppen sind damit nicht mehr zu reizen (vgl. BITKOM, 2011, S. 8-11). 
So verwundert es nicht, wenn nur 6% der 9- bis 24-Jährigen das Internet gar nicht 
nutzen. Hier ist der Hauptteil der Nicht-Nutzer bei den unteren Altersstufen zu fin-
den ist, denn bei den 14- bis 24-Jährigen sind es 98% die das Internet nutzen. Doch 
auch bei den Kindern (also den 9- bis 13-Jährigen), die das Internet nutzen, surfen 
bereits 22% täglich, bei den 18- bis 24-Jährigen sind es 72%. Spitzenreiter ist die 
Altersgruppe der 16-Jährigen, von denen über 80% täglich online sind. Mit dem 
Alter nimmt auch die tägliche Nutzungsdauer zu: ab dem Alter von 14 Jahren sind 
mehr als 70 Prozent der täglichen Internet-Nutzer mindestens ein bis zwei Stunden 
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online, bei den jüngeren sind dies aber auch schon mehr als 60%. Beachtlich daran 
ist vor allem, dass bereits 13% der 9- bis 17-Jährigen fast den ganzen Tag online 
sind, erst ab 18 Jahren geht dieser Wert auf 10% zurück (vgl. DIVSI, 2014, S. 61-
65). Im Mittel beträgt die tägliche Verweildauer im Internet bei den 12- bis 19-Jäh-
rigen nahezu 3 Stunden und ist im Vergleich zum Vorjahr um 48(!) Minuten gestie-
gen (vgl. mpfs, JIM 2013, S. 28-30). Dabei nutzen die Jugendlichen vor allem den 
Computer/Laptop (80% mit dem eigenen Gerät), bzw. das Handy/Smartphone. 
Schon 57% der 12- und 13-Jährigen ist im Besitz eines Smartphones, bei den 18- 
bis 19-Jährigen sind es schon 80%3. Insgesamt haben 88% der Jugendlichen von 
ihrem Zimmer aus einen Zugang zum Internet, meist per WLAN (vgl. mpfs, JIM 
2013, S. 7-8). Zudem haben 60% der Jugendlichen mit Smartphone eine dazu pas-
sende Flatrate, die ein unbegrenztes Surfen ermöglicht (vgl. mpfs, JIM 2013, S. 52 
f.).4 War 2011 das Hauptzugangsmittel zum Internet noch eindeutig der PC bzw. 
Laptop (lediglich 10% der Befragten der BITKOM-Studie gingen mit dem Handy 
ins Internet (BITKOM, 2011, S. 14)), hat das Surfen mit dem Smartphone enorm 
zugenommen. Laut den Pressekonferenzunterlagen zur BITKOM-Studie „Kinder 
und Jugend 3.0“ aus dem Jahre 2014 ist in der Gruppe der 16- bis 18-Jährigen dieses 
Gerät inzwischen sogar Internet-Zugangsmittel Nummer eins (vgl. BITKOM, 2014, 
S. 4). Vor allem die jüngeren User nutzen daneben vermehrt die Internet-Fähigkei-
ten von Fernsehern, Tablet-PCs oder E-Readern zum surfen (vgl. DIVSI, 2014, S. 
61-65).  
Was es heißt, online zu sein, hat für Kinder, Jugendliche und junge Erwachsene eine 
jeweils andere Bedeutung. Während für Kinder Internet-Nutzung vor allem Spielen 
heißt, verschiebt sich der Fokus mit zunehmendem Alter allmählich hin zur Dauer-
kommunikation über Online-Communities und Messaging-Dienste. So ist für viele 
                                                 
3 „Das Mobiltelefon ist somit zum universellen Alltagsbegleiter geworden, der zwar zum Telefonie-
ren genutzt werden kann, aber auch um sich zu informieren, mehr oder weniger wichtige Momente 
bildlich festzuhalten und mit anderen auszutauschen, als Musikwiedergabegerät, um sich mit Spielen 
die Zeit zu vertreiben oder als Kalender/Organisator. Damit stellt es für die Jugendlichen eine Na-
belschnur zur Peergroup dar. Die ständige Erreichbarkeit signalisiert Sicherheit und Geborgenheit.“ 
(Robertz & Wickenhäuser, 2010, S. 72) Bei den 13- bis 18-Jährigen haben sogar mehr Jugendliche 
ein eigenes Handy, als ein eigenes Fahrrad (BITKOM, 2011, S. 6 ff.). 
4 Für den Unterhalt des Telefons muss ein Großteil der Jugendlichen nichts bezahlen. Lediglich gut 
20% geben an, ihr Taschengeld dafür zu verwenden, um die Kosten von im Mittel 13€ pro Monat zu 
stemmen, beim Rest wird dies von den Eltern bezahlt (BITKOM, 2011, S. 11 f.). 
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Jugendliche und junge Erwachsene die Kommunikation mit Freunden die wichtigste 
Nutzungsmöglichkeit des Internets geworden (vgl. DIVSI, 2014, S. 61-65). Dies 
spiegelt sich auch in den meistbesuchten Seiten wieder. Primäre Anlaufstelle im 
Internet sind, abgesehen von der Suchmaschine Google, soziale Netzwerke. Spit-
zenreiter dabei sind Facebook und die Instant-Messaging-App WhatsApp. Als an-
schauliches Beispiel für die Wechselhaftigkeit im Internet dient die Tatsache, dass 
2011 die beliebtesten Netzwerke StudiVZ und Facebook waren. 2014 ist StudiVZ 
kaum noch relevant und Facebook, das zwischenzeitlich die unangefochtene Num-
mer Eins war, ist von WhatsApp in der Beliebtheit überholt worden, zumindest bei 
den 10- bis 15-Jährigen 5 (BITKOM, 2014, S. 8; BITKOM, 2011, S. 27). Bereits 
70% nutzen WhatsApp, um mit ihren Freunden zu kommunizieren und Bildmaterial 
kostenlos zu versenden (vgl. mpfs, JIM 2013, S. 52 f.). Lediglich 17% der Schüler 
sind nicht bei einem sozialen Netzwerk angemeldet. Andererseits lassen sich 63% 
auf ihrem Handy benachrichtigen, sobald online etwas passiert. Dies dürfte relativ 
häufig der Fall sein, angesichts der Tatsache, dass die Jugendlichen im Schnitt 290 
Kontakte haben - die 16- und 17-Jährigen sind dabei Spitzenreiter mit durchschnitt-
lich 381 „Freunden“. Dabei haben sie aber mit lediglich einem Drittel der Leute 
auch im realen Leben zu tun, als wirkliche Freunde bezeichnen die Jugendlichen gar 
nur 17 Personen. Betrachtet man die Funktionsmöglichkeiten der sozialen Netz-
werke, so fällt auf, dass hauptsächlich die Chat- und Mail-Funktionen der Anbieter 
genutzt werden. Daneben werden Profile, Seiten und Status „geliket“ und die jungen 
User verabreden und organisieren sich, hauptsächlich innerhalb ihrer Clique, (vgl. 
mpfs, JIM 2013, S. 37-41). 
Mit zunehmendem Alter ist es den Kindern und Jugendlichen auch quasi frei ge-
stellt, wie sie das Internet nutzen. Sind es bei den 6- bis 7-Jährigen lediglich 4%, die 
sich alleine im Internet zurechtfinden (müssen), tun dies bereits 44% der 10- bis 11-
Jährigen (vgl. mpfs, KIM 2013, S. 12 ff.). Nur noch 16% der über 12-Jährigen geben 
                                                 
5 Wurde vor einigen Jahren noch die, im Vergleich zu E-Mails, schnelle Konversation bei Facebook 
hervorgehoben, übernimmt diese Funktion inzwischen WhatsApp: die Jugendlichen nutzen diesen 
Dienst vor allem zur zielgerichteten, aktuellen Kommunikation sowie zum Austausch von Bildma-
terial. Demgegenüber wird Facebook eher ungerichtet, also an mehrere Empfänger gewendet, und 
asynchroner genutzt, d.h. mit zeitlicher Verzögerung (DIVSI, 2014, S. 74 f.). 
 
6 
 
an, dass ihre Eltern die Internetnutzung kontrollieren (vgl. Schneider, Katzer, & 
Leest, 2013, S. 81 f.). Die Dauer der Internetnutzung limitiert nur gut ein Drittel der 
Eltern (38 Prozent), vorwiegend auch nur bei den jüngeren (BITKOM, 2011, S. 36). 
Positiv ist festzuhalten, dass den Eltern offensichtlich die Wichtigkeit des Internets 
und die Gefahren, die es dort gibt, immer bewusster werden. Demnach haben 2014 
mehr Jugendliche angegeben, dass ihre Eltern mit ihnen über ihr Internetverhalten 
reden oder dieses kontrollieren bzw. reglementieren, als 2011 (BITKOM, 2014, S. 
12). Allerdings vermuten die Kinder auch, dass sie sich besser mit dem Internet 
auskennen als ihre Eltern, zumindest als ihre Mütter. Das Wissen der Väter und 
Lehrer wird hingegen als größer bewertet (BITKOM, 2011, S. 16). 
Selbst wenn es theoretisch die Möglichkeit dazu gibt, melden sich die Jugendlichen 
kaum noch aus den Kommunikationsapps auf ihrem Smartphone ab. So bleibt man 
auch über Nacht erreichbar, geht kaum noch in den Offline-Modus. „Offline zu sein 
ist vielmehr ein Ausnahmezustand – eine Notsituation.“ (DIVSI, 2014, S. 68). Nur 
wer online ist, fühlt sich mit dem „Kosmos des persönlichen Freundes-, Bekannten- 
und Familien-Netzwerkes“ verbunden; sich im Internet zu bewegen ist also keine 
rein technische Frage mehr. Vielmehr ist es die „Beschreibung einer Situation“, 
nämlich dem empfundenen Zugriffspotenzial auf eine Vielzahl von Daten in Echt-
zeit und die gleichzeitige Empfangsbereitschaft für eintreffende Daten, die als per-
sönlich relevante Informationen eingeordnet werden (vgl. DIVSI, 2014, S. 14).   
2.2 Was ist Cyber-Mobbing? 
Mobbing, also das gezielten Abwerten und Ausgrenzen von anderen – ein an sich 
nicht neues Phänomen – hat durch die Nutzung des Internets eine neue Ausprägung 
angenommen, die Cyber-Mobbing genannt wird (vgl. Wagner, 2011, S. 19). Man-
che gehen sogar soweit, diese neue Art des Mobbings als „Krebs des Internets“ zu 
bezeichnen. Damit wird vor allem sein Gefahrenpotential illustriert, da es sich wie 
ein bösartiges Geschwür zu verbreiten scheint (vgl. Spengler, 2012, S. 14). Welche 
Voraussetzungen erfüllt sein müssen, um von Cyber-Mobbing zu sprechen, welche 
Formen es annehmen kann und in welchem Umgang es auftritt, wird in den folgen-
den drei Unterkapiteln dargestellt.  
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2.2.1 Definition 
Cyber-Mobbing ist eine relativ neue Form von Mobbing. Anders als Mobbing, das 
in der Regel im sozialen Kontext der Schule stattfindet, kommt jenes im virtuellen 
Kontext des Internets oder anderer Telekommunikationsnetzwerke vor. Verschie-
dene Forscher und Wissenschaftler haben versucht, Cyber-Mobbing zu definieren, 
wobei sich noch keine Definition vollends durchsetzen konnte. In der Regel stützen 
sich die Definitionen aber auf die Begriffsbestimmung von „Bullying“ von Dan Ol-
weus6 (vgl. Sitzer et al., 2012, S. 12). So definiert beispielsweise Fawzy Cyber-
Mobbing als  
“die Nutzung von Handy- oder Internetanwendungen, wie z.B. Foren, Weblogs oder 
Instant Messenger, um andere Personen zu diffamieren, sie bloßzustellen oder ihren 
sozialen Beziehungen Schaden zuzufügen. Dies kann in schriftlicher Form, durch An-
rufe auf das Handy, mit Fotos oder per Videos stattfinden. Dabei ist der Täter dem 
Opfer überlegen, denn das Opfer hat nur geringe Möglichkeiten sich zu verteidigen. 
Werden solche Aggressionen mehr als zwei- oder dreimal über öffentliche Kanäle 
verbreitet, spricht man von Cyber-Mobbing.“ (Fawzy, 2009, S. 66, Hervorhebung im 
Original) 
Für Willard hingegen bedeutet Cyber-Mobbing „being cruel to others by sending or 
posting harmful material or engaging in other forms of social cruelty using the in-
ternet or other digital technologies.” (Interview mit Nancy Willard, abgedruckt in 
Ortega, Mora-Merchán, & Jäger, 2007, S. 15).  
Die Definition von Justin W. Patchin und Sameer Hinduja, den Leitern des ameri-
kanischen Cyberbullying Research Centers, wird auf Grund der umfassenden For-
schungen der Autoren der vorliegenden Arbeit zu Grunde gelegt: 
Cyberbullying is „a situation in which someone intentionally and repeatedly harasses, 
makes fun of, or mistreats another person on social media sites, through text mes-
sages, or in other ways online.” (Patchin & Hinduja, 2014, S. 270) 
In der Definition werden vier Merkmale aufgezeigt: Zunächst muss die Tat bewusst 
und absichtlich erfolgen (intentional) und es muss eine Person gedemütigt, verletzt 
oder verängstigt werden (harmful). Dabei ist es wichtig, dass die Belästigung wie-
derholt und über einen längeren Zeitraum hin auftritt oder dass mehrere Personen 
                                                 
6 „Ein Schüler oder eine Schülerin ist Gewalt ausgesetzt oder wird gemobbt, wenn er oder sie wie-
derholt oder über eine längere Zeit den negativen Handlungen eines oder mehrerer anderer Schüler 
oder Schülerinnen ausgesetzt ist.“ (Olweus, 1997, S. 22) 
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daran beteiligt sind, wenn beispielsweise ein Foto verbreitet oder kommentiert wird 
(repeated) (vgl. Patchin & Hinduja, 2014, S. 279). Zu guter Letzt erfolgt das Mob-
bing unter Benutzung von Computern und Internet (z.B. durch E-Mails, Instant 
Messenger wie WhatsApp, in sozialen Netzwerken oder durch Videos in Portalen), 
Handys (SMS; lästige Anrufe) oder sonstigen elektronischen Geräten (online and/ 
or electronic) (vgl. Patchin & Hinduja, 2014, S. 279; Staatsinstitut für Schulqualität 
und Bildungsforschung (Hrsg.), 2012, S. 28).  
Bezüglich der wiederholten Belästigung geben Ortega et al. folgende Aspekte zu 
bedenken, die für sie auch als Wiederholung zählen: zunächst ist durch das Medium 
für das Opfer die Möglichkeit gegeben, sich die verletzenden Inhalte wiederholt an-
zuschauen, sei es das erneute Ansehen eines Videos oder das x-te Lesen eines Pinn-
wandposts. Außerdem wird häufig nicht nur eine Funktionsweise des Internets ge-
nutzt, um Schaden zu zufügen, sondern es wird auf mehreren Wegen gemobbt. 
Schon allein das Posten eines Videos und anschließende Kommentare sind zwei 
verschieden Formen des Bullyings, einmal durch Bildmaterial, das andere Mal 
durch Texte (vgl. Ortega, Mora-Merchán, & Jäger, 2007, S. 29). Schlussendlich tritt 
im Schulalltag das Mobbing selten ausschließlich im Bereich der modernen Medien 
auf. Meistens ergänzen nämlich die Angriffe in der virtuellen Welt Attacken, die in 
der Schule durchgeführt werden. Dadurch wird das Mobbing nicht nur auf den Frei-
zeitbereich ausgedehnt, sondern es kann auch hier in gewisser Weise von Wieder-
holung gesprochen werden. (Staatsinstitut für Schulqualität und Bildungsforschung 
(Hrsg.), 2012, S. 25).  
Wie bereits angeklungen, ist es beim Cyber-Mobbing durch die Nutzung des Inter-
nets möglich, dass viele Menschen – theoretisch alle Internetuser – Zeugen des Ge-
schehens werden können. Außerdem kann der Täter (vermeintlich) anonym handeln 
oder zumindest hinter dem Rücken des Opfers lästern. Mitunter erfährt dieses erst 
durch Zufall oder durch Indiskretion davon, dass im virtuellen Raum etwas verbrei-
tet wurde (vgl. Staatsinstitut für Schulqualität und Bildungsforschung (Hrsg.), 2012, 
S. 19). Ebenso sind die Mobbing-Opfer im elektronischen Zeitalter permanent er-
reichbar, während gleichzeitig die Täter 24 Stunden am Tag in der Lage sind, Mob-
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bing-Handlungen außerhalb der unmittelbaren körperlichen Nähe des Opfers durch-
zuführen. Im ungünstigsten Fall werden die verletzenden Inhalte großflächig auf 
diversen Medien gespeichert, angefangen bei Smartphones, endend bei der Speiche-
rung auf nicht kontrollierbaren Internetseiten. Dadurch können die Aussagen oder 
Dateien lange Zeit – wenn nicht auf Dauer – präsent sein (vgl. Ketting, 2013, S. 9). 
Somit ergibt sich ein (zumindest empfundenes) Kräfteungleichgewicht zwischen 
Täter(n) und Opfer. Dies erschwert es Letzterem sich erfolgreich gegen das schädi-
gende Handeln zur Wehr zu setzen, da es keine unmittelbaren Möglichkeiten gibt, 
den Situationen aus dem Weg zu gehen und dadurch die Lage unkontrollierbar er-
scheint (vgl. Sitzer et al., 2012, S. 12; Wagner, 2011, S. 19). 
2.2.2 Formen von Cyber-Mobbing 
Grundsätzlich können direkte und indirekte Formen des Cyber-Mobbings unter-
schieden werden. Die Unterschiede liegen in der Kommunikationsform. Zum einen 
kann diese entweder direkt zwischen Täter und Opfer sein (z. B. Instant Messenger, 
Chat, SMS). Zum anderen indirekt, wenn sich die Kommunikation an ein öffentli-
ches oder teilöffentliches Publikum im Internet richtet und nicht an das Opfer selbst 
(z. B. soziale Netzwerke, Blogs, Video-Plattformen). Diese Formen unterscheiden 
sich auch darin, wie oft eine Handlung ausgeführt werden muss, damit ein Vorfall 
als Cyber-Mobbing gilt. So müssen beispielsweise Beleidigungen wiederholt auf-
treten, damit sie als direktes Cyber-Mobbing verstanden werden können. Dagegen 
reicht es für indirektes Cyber-Mobbing aus, ein einziges Mal ein Gerücht zu ver-
breiten oder ein Foto oder Video online zu stellen, da diese Inhalte von anderen 
Personen wieder und wieder im Internet aufgerufen, kopiert und verbreitet werden 
können (Pfetsch, Mohr, & Ittel, 2012, S. 4).   
In verschiedenen Arbeiten zum Thema Cyber-Mobbing7 wird als Basis die Zusam-
menstellung von Nancy Willard verwendet, um die verschiedenen Ausprägungen 
von Cyber-Mobbing zu beschreiben (vgl. Interview mit Nancy Willard, abgedruckt 
in Ortega, Mora-Merchán, & Jäger, 2007, S. 15). Diese sind: 
                                                 
7 So z.B. bei (Fawzy, 2009, S. 38 ff.), (Sitzer et al., 2012, S. 12 f.) oder auch (Patchin & Hinduja, 
2014, S. 295) 
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 Flaming (Beleidigung, Beschimpfung): i.d.R. in öffentlichen Bereichen des 
Internets durch verletzende Kommentare, Pöbeleien 
 Harassment/Streufeuer (Belästigung): Zielgerichtete Attacken von gänz-
lich unbekannten Usern (v.a. soziale Netzwerke) oder gar Bekannten aus 
dem realen sozialen Umfeld 
 Denigration (Anschwärzen, Gerüchte verbreiten): Beabsichtigtes Bloßstel-
len des Opfers durch das Onlinestellen oder direkte Versenden von Texten, 
Fotos oder Videos, z.B. um Freundschaften zu zerstören oder um sich an 
dem Ex-Freund zu rächen 
 Impersonation (Auftreten unter falscher Identität): Sich als eine andere Per-
son ausgeben, indem z.B. das Passwort des Opfers genutzt wird, um mit des-
sen vermeintlicher Identität einen Lehrer zu beschimpfen 
 Outing und Trickery (Bloßstellen und Betrügerei): Vorgabe vermeintlicher 
privater Kommunikation oder Verbreitung intimer Details bzw. peinlicher 
Aufnahmen, um z.B. den Ex-Partner bloßzustellen 
 Exclusion (Ausschluss): Ausgrenzung von jemandem aus einer Gruppe, 
z.B. aus einer Instant-Messenger-Gruppe 
 Cyberstalking (fortwährende Belästigung und Verfolgung): Wiederholt je-
manden (sexuell) belästigen oder bedrohen auf unterschiedlichen Kommu-
nikationskanälen  
 Cyberthreats (offene Androhung von Gewalt): Direkte oder indirekte An-
kündigung, dass jemand verletzt oder gar getötet werden soll. Bei dieser 
Form ist vor allem die Verunsicherung und die erzeugte Angst vor tätlichen 
Übergriffen besonders belastend, da die Opfer nicht einschätzen können, ob 
die Drohungen ernst gemeint waren oder ob es sich dabei um leere Worthül-
sen handelt (vgl. Grimm, Rhein, & Clausen-Muradian, 2008, S. 253). 8 
Interessant bei dieser Zusammenstellung ist, dass aus Sicht der Jugendlichen längst 
nicht alles zu Cyber-Mobbing gehört, was Erwachsene dazu zählen würden. Aus 
                                                 
8 Ob die Mobbing-Form des Happy Slappings, bei der Schlägereien mit dem Handy gefilmt und die 
Videos dann entweder direkt (z.B. via Bluetooth) auf andere Geräte weitergeleitet oder ins Internet 
gestellt werden, eine weitere Form des Cyber-Mobbings ist, soll aus Platzgründen nicht näher disku-
tiert werden. 
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präventiver Sicht muss man hier aber Vorsicht walten lassen. Zwar differenzieren 
die Jugendlichen verschiedene Konfliktformen wie Spaß, Meinungsverschieden-
heit, Streit oder Mobbing, bei denen auch jeweils verschiedene Handlungsoptionen 
als Reaktion angemessen erscheinen. Allerdings sind die verschiedenen Formen 
schon innerhalb der Peergroup nicht klar abzugrenzen. So entstehen Konflikte oft-
mals deshalb, weil die andere Person nicht weiß, wie eine Äußerung zu deuten ist 
(vgl. Wagner et al., 2012, S. 1). Wie in der DIVSI-Studie festgestellt wurde, ist Cy-
ber-Mobbing für die Jugendlichen durch die folgenden Merkmale gekennzeichnet, 
in denen man aber auch die o.g. Formen und Charakteristika aus dem vorherigen 
Kapitel wiederfindet (DIVSI, 2014, S. 124): 
 „Bloßstellen durch Veröffentlichung von diffamierendem Bild- oder Text-
material 
 Öffentliche Beleidigungen und das Zelebrieren dieser Beleidigungen, d. h. 
Kultur der Schadenfreude (wichtige Bedingung für Mobbing: Wer quält, 
muss Spaß dabei empfinden) 
 Andauernde Beleidigungen und Belästigungen, d. h. „online fertig machen“ 
(einmalige oder kurzfristige Beleidigungen sind aus Sicht der jungen Men-
schen kein Mobbing) 
 Identitätsdiebstahl (Hacken eines Online-Profils) und bewusste Beschädi-
gung des Online-Images 
 Täuschung über ein Fake-Profil.“ 
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2.2.3 Zahlen und Fakten zu Cyber-Mobbing 
Je nach Studienkonzept und Definition von Cyber-Mobbing bewegen sich die Op-
ferzahlen in Deutschland zwischen ca. 5 und 40% aller Kinder und Jugendlichen 
(Robertz & Wickenhäuser, 2010; mpfs, JIM 2013; Schneider, Katzer, & Leest, 
2013; Grimm, Rhein, & Clausen-Muradian, 2008; DIVSI, 2014; BITKOM, 2011; 
Techniker Krankenkasse, 2011). Als Täter bekennen sich zwischen 15 und 20% der 
jeweils befragten Jugendlichen (Techniker Krankenkasse, 2011; Schneider, Katzer, 
& Leest, 2013; Sitzer et al., 2012; Gerstmann & Hülsemann, 2011). Häufig werden 
Opfer aber auch zu Tätern, so dass sich dann plötzlich die Täter in der Opferrolle 
sehen. Dies ist bei etwa einem Drittel der Täter der Fall (vgl. Schneider, Katzer, & 
Leest, 2013, S. 99).  
Generell sind Mädchen und Jungen gleich oft in Cyber-Mobbing-Vorfälle verwi-
ckelt, sowohl als Täter, als auch als Opfer (vgl. Wachs & Brosowski, 2013, S. 8), 
wobei es so scheint, als seien Mädchen etwas häufiger betroffen. Bezüglich des Al-
ters gibt es die meisten Vorfälle im Alter von etwa 15 Jahren (vgl. mpfs, JIM 2013, 
S. 43 f.; Schneider, Katzer, & Leest, 2013, S. 94; Lenhart, 2007, S. 1-4)9, doch gab 
es auch schon Mobbing-Attacken unter Grundschülern. Katzer sieht ebenso 19- bis 
20-Jährige gefährdet, da diese ähnlich wie die 15-Jährigen eine kritische Lebens-
phase durchlaufen: zum einen die Pubertät, zum anderen den Übergang ins Erwach-
senenleben (vgl. Katzer, 2014, S. 70). Einfluss auf die Häufigkeit haben auch die 
Schulform, die die betroffenen Jugendlichen besuchen, sowie ihr Internet-Nut-
zungsverhalten. Je höher der Schulabschluss ist, desto niedriger ist die Vorkom-
menshäufigkeit von Cyber-Mobbing (vgl. Schneider, Katzer, & Leest, 2013, S. 56), 
jedoch steigt sie, je mehr Zeit die Jugendlichen im Internet verbringen (vgl. ebd. S. 
94) und je häufiger sie ihre Gedanken, Gefühle und Aktivitäten im Internet teilen, 
sei es via Blog, indem sie Fotos hochladen oder Grafiken posten (vgl. Lenhart, 2007, 
S. 1-4). 
Interessant hinsichtlich der Prävention von Cyber-Mobbing ist die Tatsache, dass 
zwischen einem Drittel und drei Viertel der Befragten mitbekommen haben, wie 
                                                 
9 Die Daten von Lenhart beziehen sich auf US-amerikanische Jugendliche. Da sie jedoch den Daten 
aus deutschen Studien entsprechen, wurden sie hier als Referenz aufgeführt. 
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jemand in ihrem Bekanntenkreis „fertig gemacht“ wurde10 (vgl. mpfs, JIM 2013, S. 
43 f.; Techniker Krankenkasse, 2011). Ebenso, dass ein Großteil der Opfer zumin-
dest eine Vermutung hat, wer der oder die Täter ist bzw. waren (vgl. Techniker 
Krankenkasse, 2011, S. 4-9). Zu guter Letzt ist es auch wichtig zu wissen, dass sich 
soziale Netzwerke als zentrales Medium für Cyber-Mobbing erweisen. So werden 
sie in 75% der Fälle als „Tatwaffe“ verwendet (vgl. Schneider, Katzer, & Leest, 
2013, S. 95 ff.) 
2.3 Cyber-Mobbing vs. Mobbing 
Wie bereits geschildert, ist Cyber-Mobbing eine Unterform von direktem Mobbing. 
Dabei tritt die direkte Form etwa doppelt so häufig auf wie Cyber-Mobbing (vgl. 
Haddon & Livingstone, 2012, S. 25 f.; Wachs & Brosowski, 2013, S. 8). Cyber-
Mobbing fungiert meistens als „Ergänzung“ zum direkten Mobbing. Beide Formen 
kommen im europäischen Vergleich in Deutschland etwa durchschnittlich häufig 
vor (vgl. Haddon & Livingstone, 2012, S. 25 f.) 
Jedoch erfährt das Bullying durch die neuen Medien gravierende Veränderungen. 
So ist es nun nicht mehr notwendig, dem Opfer physisch entgegenzutreten (Robertz 
& Wickenhäuser, 2010, S. 73). Dadurch werden dessen Emotionen nicht wahrge-
nommen, was soziale Hemmungen, Hürden und Kontrollen abbaut und aggressives 
Verhalten fördert (vgl. Fawzy, 2009, S. 20; Pfetsch, Mohr, & Ittel, 2012, S. 5; 
Saferinternet.at, 2011, S. 8). Negative Handlungen können bequem von zu Hause 
aus vollzogen werden, ohne Zeitverlust und Anstrengung und ohne das Risiko, 
„durch den Einfluss von Dritten in seinem Vorhaben aufgehalten zu werden, da 
Dritte nicht körperlich präsent zwischen beide Kontrahenten treten kann [sic!].“ 
(Steinborn, 2013, S. 66). Zudem glauben Täter häufig, dass sie bei ihrem schändli-
chen Treiben anonym bleiben können, wodurch mancher erst den „Mut“ findet, mit 
dem Mobbing zu beginnen und andere noch dreister werden (vgl. Steinborn, 2013, 
S. 66; Saferinternet.at, 2011, S. 8). Für die Opfer stellt dies ein großes Maß an Un-
sicherheit dar (vgl. Ortega, Mora-Merchán, & Jäger, 2007, S. 14) und es kann das 
                                                 
10 Personen, die das Mobbing-Geschehen virtuell verfolgen, aber nicht unbedingt eingreifen, nennt 
man Bystander. 
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Gefühl entstehen, kaum auf die Vorfälle reagieren zu können. Viele haben auch 
Angst, nicht beweisen zu können, wer es war und dass sie deswegen von anderen 
keine Hilfe bekommen (vgl. Fawzy, 2009, S. 108 f.; vgl. Katzer, 2014, S. 60 ff.). 
Laut Katzer ist für die Täter die Gefahr, erwischt zu werden, tatsächlich relativ ge-
ring. Zwar werde die IP-Adresse eines jeden Computers übermittelt, diese dürfe aber 
zumindest in Deutschland nur 24 Stunden gespeichert werden und könne durch tech-
nische Tools relativ einfach vollkommen verschlüsselt werden (vgl. Katzer, 2014, 
S. 3-6). Allerdings stellt sich die Frage, ob sich Schüler dessen bewusst sind und 
diese Möglichkeiten nutzen. 
Durch die Kommunikation via Computer ergeben sich einige Auswirkungen auf die 
Art und Weise, wie und was kommuniziert wird. So können alle Informationen kos-
tengünstig und schnell an viele Menschen verteilt werden, unabhängig von deren 
Aufenthaltsort (vgl. Fawzy, 2009, S. 20; Katzer, 2014, S. 14-17; Pfetsch, Mohr, & 
Ittel, 2012, S. 5; Saferinternet.at, 2011, S. 8). Dadurch können aber sowohl das 
Selbstbild eines Opfers geschädigt, als auch vorhandene Beziehungen zwischen 
möglichen Unterstützern geschwächt werden (vgl. Ortega, Mora-Merchán, & Jäger, 
2007, S. 14). Gibt es bei direktem Mobbing noch Rückzugsmöglichkeiten, ist dies 
beim Cyber-Mobbing nicht mehr gegeben. Selbst das eigene Zuhause bietet keinen 
Schutzraum mehr, denn die Täter kommen über den PC bzw. das Mobiltelefon di-
rekt in das eigene Zuhause (vgl. Katzer, 2014, S. 14-17; Ortega, Mora-Merchán, & 
Jäger, 2007). Als Konsequenz daraus ergibt sich, dass es auch keine sicheren Zeit-
räume gibt, d.h. die Täter können jederzeit zuschlagen. Kurz: Cyber-Mobbing ist 
räumlich und zeitlich allgegenwärtig (Ortega, Mora-Merchán, & Jäger, 2007, S. 14; 
Staatsinstitut für Schulqualität und Bildungsforschung (Hrsg.), 2012, S. 28; Pfetsch, 
Mohr, & Ittel, 2012, S. 5; Saferinternet.at, 2011, S. 8), so dass die Opfer in der stän-
digen Unsicherheit leben, es könnten neue Einträge oder Videos hinzugekommen 
sein und sie kaum Möglichkeiten sehen, gegen das Mobbing vorzugehen (vgl. 
Fawzy, 2009, S. 108 f.). Dadurch, dass Daten, die einmal im Internet sind, auch nur 
schwer wieder komplett entfernt werden können (vgl. Saferinternet.at, 2011, S. 8; 
Fawzy, 2009, S. 20), spricht Katzer sogar von einer „Endlosviktimisierung“, da je-
des Opfer einer nie endenden Schmach ausgesetzt ist (vgl. Katzer, 2014, S. 14-17). 
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Auch ist das geschriebene Wort im Vergleich zum gesprochenen teilweise verlet-
zender, da so die Gemeinheiten deutlicher hervortreten und wiederholt angesehen 
werden können (vgl. Ortega, Mora-Merchán, & Jäger, 2007, S. 14; Fawzy, 2009, S. 
108). In einer von Smith et al. durchgeführten Studie wurde die Intensität der Aus-
wirkungen von Cyber-Mobbing und Mobbing für die Opfer verglichen. Demzufolge 
wird das Verbreiten von Fotos und Videomaterial als verletzender als gewöhnliche 
Mobbingformen eingestuft, Homepages und aggressive Textnachrichten als ge-
nauso schlimm und aggressive Beiträge in Chatforen und per Instant Messenger als 
weniger schlimm (vgl. Smith et al., 2006). Generell empfinden Jugendliche das On-
line-Mobbing schlimmer als offline betriebene. Dies liegt nicht allein daran, dass in 
dieser Altersgruppe dem Phänomen insgesamt ein höherer Stellenwert beigemessen 
wird, sondern auch am hohen Stellenwert von Online-Communities11 (vgl. DIVSI, 
2014, S. 129). 
Cyber-Mobbing kann mitunter wesentlich komplexere Formen annehmen als reales 
Mobbing, da es teilweise ungewollt entsteht. Man denke dabei z.B. an ein unbe-
dachterweise online gestelltes, unvorteilhaftes Foto, über das eine ausgrenzende 
Diskussion beginnt (vgl. Wagner, 2011, S. 19). Dazu trägt auch bei, dass für den 
Täter die Fortwirkung seiner Handlung nicht kontrollierbar ist, da die Verbreitung 
einmal veröffentlichter Medien kaum mehr rückgängig gemacht werden kann (vgl. 
Robertz & Wickenhäuser, 2010, S. 73). Er hat zwar die Intention, einer anderen 
Person Schaden zuzufügen, jedoch in einem wesentlich geringeren Ausmaß (vgl. 
Fawzy, 2009, S. 72 f.). 
Dadurch, dass das Mobbing nicht mehr „nur“ am Schulhof stattfindet, kann es für 
Erwachsene und v.a. für Lehrer noch schwerer sein, Cyber-Mobbing zu entdecken. 
So erfolgt ein Einschreiten, wenn überhaupt, häufig erst spät (Ortega, Mora-
Merchán, & Jäger, 2007, S. 14). Dabei spielt es auch eine Rolle, dass beim Cyber-
Mobbing teilweise nicht klar ist, wer Opfer und wer Täter ist, da die Opfer manch-
                                                 
11 51 Prozent aller männlichen und 57 Prozent aller weiblichen Facebook-Nutzer könnten sich ein 
Leben ohne diese Online-Community nicht vorstellen (vgl. DIVSI, 2014, S. 129) 
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mal zurückschlagen und so Täter selbst zu Opfern werden können (vgl. Saferinter-
net.at, 2011, S. 8). Zudem wenden sich Jugendliche nicht an Erwachsene, da sie sich 
teilweise schämen oder Angst vor Rache-Attacken haben. Eher versuchen sie zu 
verdrängen und sich nichts anmerken zu lassen (vgl. Katzer, 2014, S. 107 f.). 
2.4 Folgen von Cyber-Mobbing 
Auch wenn es von den Tätern nicht immer realisiert wird, greift Cyber-Mobbing 
immer einen realen Menschen an und nicht eine im Internet zur Schau gestellte 
„Schein-Persönlichkeit“ (vgl. Bestgen, 2013, S. 35). Dabei ergeben sich bei einem 
Vorfall laut Katzer zwei Belastungsphasen für die Opfer. Zunächst kommt es, quasi 
als direkte Reaktion, zu einem kurzfristigen Schädigungsempfinden in dem Mo-
ment, in dem jemand Opfer von Cyber-Mobbing wird und im Zeitraum kurz danach 
(vgl. Katzer, 2014, S. 101 f.). Die meisten Opfer reagieren auf die Attacken mit Wut 
und Frustration oder auch mit Angst, Scham und Hilflosigkeit. Manche entwickeln 
sogar körperliche bzw. psychosomatische Beschwerden wie Schlafstörungen, Kopf- 
oder Magenschmerzen und Schwindel (vgl. Techniker Krankenkasse, 2011, S. 4-9; 
Katzer, 2014, S. 101 f.; Pfetsch, Mohr, & Ittel, 2012, S. 6 f.). 
Nach der ersten Schockphase beginnt bei einigen Opfern jedoch erst der richtige 
Leidensweg, die Phase der dauerhaften Belastung. Sie erkennen z.B., wie viele 
Menschen peinliche Fotos von ihnen gesehen haben. 12  Die dadurch ausgelöste 
Angst, kann u.a. zu Fehlzeiten in der Schule führen, um der öffentlichen Bloßstel-
lung zu entgehen. Das Selbstwertgefühl der Opfer leidet, sie ziehen sich zurück und 
isolieren sich, um den Attacken zu entgehen. Aus Angst vor dem Täter und/oder 
Schamgefühl trauen sie sich auch häufig nicht, mit jemandem über die unangeneh-
men Erlebnisse zu sprechen (Katzer, 2014, S. 101 f.). So entstehen auch Misstrauen 
und Konflikte im sozialen Umfeld, in der Schule kommt es häufig zu Leistungsab-
fall. Cyber-Mobbing kann also zu Problemen auf verschiedenen Ebenen führen: 
                                                 
12 Fawzy spricht hier von „Berichterstattung im Internet“ und verweist auf Studien über die Auswir-
kungen der Berichterstattung auf die Person, über die berichtet wird. Vor allem bei negativer Be-
richterstattung leiden viele Medienopfer unter sozialer Todesangst oder Existenzvernichtungsangst, 
dadurch bedingt, dass die Auswirkungen dieser Berichte auf ihr Umfeld überschätzt werden und 
zudem nicht kontrollierbar ist, wer über den Vorfall Bescheid weiß (vgl. Fawzy, 2009, S. 11-16) 
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körperliche Gesundheit, psychisches Wohlergehen, Familie, Freundschaften, Frei-
zeit und Schule. Dabei reagieren die Opfer am stärksten auf kombinierte Mobbing-
Attacken von mehreren Personen (vgl. Pfetsch, Mohr, & Ittel, 2012, S. 6 f.). 
Bisher gibt es noch keine Langzeitstudien über Cyber-Mobbing. Aus der traditio-
nellen Mobbingforschung weiß man aber sehr genau, dass ein Teil der Personen, die 
in der Schule gemobbt wurden, noch als Erwachsene unter den Vorfällen leiden. Sie 
haben in der Regel ein geringeres Selbstwertgefühl oder Schwierigkeiten, Freund-
schaften zu knüpfen etc. (vgl. Katzer, 2014, S. 105). Den Mangel an Selbstwertge-
fühl im Zusammenhang mit Cyber-Mobbing konnten Patchin und Hinduja in einer 
für die USA nicht repräsentativen Studie sowohl für Opfer, als auch für Täter nach-
weisen (vgl. Patchin & Hinduja, 2010). Noch dramatischer als der Zusammenhang 
zwischen Cyber-Mobbing und geringem Selbstwertgefühl ist jedoch, dass dieselben 
Forscher auch einen Zusammenhang zwischen der Beteiligung an Cyber-Mobbing 
und einer erhöhten Suizidalität nachweisen konnten. Mobbing alleine führt höchst 
unwahrscheinlich zum Selbstmord. Jedoch kann es verstärkend wirken, wenn die 
Kinder und Jugendlichen sowieso schon ein (emotional) eher schwieriges Leben 
führen, welches zusätzlich noch durch solche Attacken belastet wird (vgl. Hinduja 
& Patchin, 2010). Insgesamt geht Katzer sogar so weit zu sagen, dass ein Großteil 
der Cyber-Mobbing-Fälle auf Grund der massiven Gesundheitsschädigung als Kör-
perverletzung zu werten seien (vgl. Katzer, 2014, S. 73). 
Auch für Täter kann Cyber-Mobbing Konsequenzen haben. Zum einen kann es 
kurzfristig positive Gefühle wie Macht und Erfolg auslösen oder zu sozialer Aner-
kennung führen. Zum anderen kann es zu pädagogischen und juristischen Maßnah-
men kommen. Langfristig entwickeln sich auch für sie psychosoziale Schwierigkei-
ten wie niedriges Selbstbewusstsein oder Leistungsprobleme in der Schule sowie 
eigene Opfer-Erfahrungen durch Cyber-Mobbing. Selbst für Bystander kann Cyber-
Mobbing Folgen haben: sie können, falls der Prozess nicht unterbrochen wird, ge-
genüber der erlebten Gewalt abstumpfen und selbst in ähnliche Handlungsweisen 
verfallen. Zudem müssen sie auch negative Konsequenzen mittragen, wenn sie den 
Haupttäter unterstützt oder zumindest toleriert haben. Andererseits kann es sich po-
sitiv auf das Gefühl der Selbstwirksamkeit und der gegenseitigen Verantwortung 
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auswirken, wenn sie einen Mobber erfolgreich stoppen konnten (vgl. Pfetsch, Mohr, 
& Ittel, 2012, S. 7). Doch ist es für einen Jugendlichen überaus schwierig und ris-
kant, in einen bestehenden Konflikt einzugreifen, vor allem, wenn er sich aus freien 
Stücken einmischt. Dann nämlich kann es zu negativen Folgen für ihn selbst kom-
men, z.B. dass er selbst ins Visier genommen oder von der Peergroup als schwach 
angesehen wird (vgl. Wagner et al., 2012, S. 48). Zu guter Letzt können neben den 
eigentlichen Mobbing-Opfern sogar die Eltern der Kinder als Opfer gezählt werden, 
da diese ebenso leiden, wenn es ihren Kindern nicht gut geht (sofern ihnen entspre-
chende Auffälligkeiten bewusst werden) (vgl. Ortega, Mora-Merchán, & Jäger, 
2007, S. 54).  
2.5 Gründe für Cyber-Mobbing 
Jugendliche wollen durch Cyber-Mobbing vor allem ihr Selbstwertgefühl oder ihre 
soziale Stellung erhöhen bzw. verteidigen.13 Sie hoffen, durch ihr Handeln von 
Gleichaltrigen besser akzeptiert zu werden. Darüber hinaus wird es eingesetzt, um 
das Opfer zu dominieren, um so das Selbstwertgefühl zu steigern oder Aufmerk-
samkeit zu erhaschen. Dabei spielt das Internet eine große Rolle, da das Mobbing 
von vielen Usern mit verfolgt und auch bewertet („geliket“) werden kann; das Pub-
likum fungiert also als Egoverstärker (vgl. Pfetsch, Mohr, & Ittel, 2012, S. 6; Katzer, 
2014, S. 83-86). Zudem kann ein verstärktes Gemeinschaftsgefühl hervorgerufen 
werden, wodurch Macht demonstriert wird. Diese Macht der anderen wiederum 
zwingt manche Schüler dazu, aus Angst, nicht selbst zum Opfer zu werden, zu mob-
ben (vgl. Saferinternet.at, 2011, S. 9; Strohmeyer, 2013, S. 92).  
Erschreckend ist das Ergebnis aus der Cyberlife-Studie des Bündnisses gegen Cy-
bermobbing. Demnach mobbte über die Hälfte der Täter aus Langeweile und nur 
zum Spaß, sogar 16% der Befragten sehen Mobbing als cool an (Schneider, Katzer, 
& Leest, 2013, S. 100). Die Jugendlichen mobben also, weil sie auf Erlebnissuche 
sind, weil sie ihre eigene „Leistungsfähigkeit“ austesten wollen oder aber auch, weil 
sie sich im Wettbewerb untereinander befinden. Es geht darum, wer das peinlichste 
Foto eines Mitschülers/Lehrers postet oder wessen Freundin die aufregendste Figur 
                                                 
13 Z.B. wenn sich die Klassengemeinschaft ändert (vgl. Saferinternet.at, 2011, S. 10) 
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hat (vgl. Katzer, 2014, S. 83-86). Dabei spielt das familiäre Umfeld eine Schlüssel-
rolle. Zwar hat die Familie mit den größten Einfluss, um Cyber-Mobbing-Verhalten 
zu unterbinden, doch wird das Thema Internet häufig nicht angesprochen, weil die 
Eltern ihren Kindern eine große Medienkompetenz zusprechen und sich selbst über-
fordert fühlen (vgl. Katzer, 2014, S. 79-83; Schneider, Katzer, & Leest, 2013, S. 23; 
DIVSI, 2014, S. 90; Wagner, Gebel, & Lampert, 2013, S. 93-100). Werden den 
Kindern und Jugendlichen jedoch keine Normen und Werte vermittelt, kann es pas-
sieren, dass sie sich im Internet an zweifelhaften Vorbildern orientieren und ihr Ver-
halten danach ausrichten (vgl. Katzer, 2014, S. 19). Gleichzeitig verlockt es, sich in 
der aufsichts- und elternfreien Zone der sozialen Netzwerke auszuprobieren und 
sich dorthin zurück zu ziehen (vgl. DIVSI, 2014, S. 80; Katzer, 2014, S. 3-6; 93-
97). 
Auch wenn in einigen Fällen entweder bewusst zur Provokation oder aber nur zum 
Spaß gemobbt wird, entstehen schwerwiegende Probleme häufig auf Grund von Un-
wissenheit und Naivität. Insbesondere wird häufig die Reichweite, Nachhaltigkeit 
und Dynamik von sozialen Netzwerken unterschätzt (vgl. Schmidt, Paus-Hasebrink, 
& Hasebrink, 2009, S. 19 f.). Dabei führt auch die Abwesenheit der physischen Prä-
senz des Kommunikationspartners dazu, dass Auswirkungen des eigenen Handelns 
beim Gegenüber (Tränen etc.) nicht direkt gesehen werden können und so den Ju-
gendlichen nicht bewusst wird, dass sie einen anderen Menschen schädigen. Das 
eigene Handeln wird im virtuellen Raum also falsch eingeschätzt (vgl. Katzer, 2014, 
S. 83-86). Dies ist vor allem bei der Bewertung von Spaß-Streits der Fall und, damit 
verbunden, die Einschätzung in Bezug auf die Angemessenheit des eigenen Han-
delns (vgl. Wagner et al., 2012, S. 41 f.). Diese Spaß-Streits wachsen durch Miss-
verständnisse leicht zu kritischen Konflikten an (teilweise sogar bewusst herbeige-
führt), bis sich der Prozess verselbstständigt und nicht mehr kontrollierbar ist. Dabei 
wird die Schuld häufig dem Kommunikationspartner zugeschoben (vgl. ebd. S. 26; 
Gerlicher & Schemmerling, 2012).  
Auch die Persönlichkeit eines Kindes oder Jugendlichen spielt eine Rolle, ob es/er 
dazu tendiert, Cyber-Mobbing-Opfer oder auch Cyber-Mobbing-Täter zu werden. 
Viele Betroffene, die unter Schulmobbing leiden, werden auch online gemobbt. 
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Diese Schüler haben oftmals ein negatives Selbstbild und werden von ihren Eltern 
überbehütet (Katzer, 2014, S. 93). 20% dieser Schüler schaffen es nicht, selbst nach 
einem Schulwechsel die Opferrolle abzulegen (vgl. ebd., 2014, S. 59 f.). Ebenso 
hängt es von der Persönlichkeit ab, ob ein Erlebnis als Mobbing empfunden wird, 
oder nicht. Im Zusammenhang mit sexuell viktimisierten Mädchen unterscheidet 
Katzer zwischen drei Opfertypen: den „Braven-Schockierten“, die sehr empfindlich 
auf sexuelle Übergriffe reagieren, den „Unbelasteten“, denen diese nichts ausma-
chen, sowie den „Abenteuerinnen“, die ein starkes Interesse an der „erotischen Er-
wachsenenwelt“ zeigen (vgl. ebd. S. 38; Hervorhebung im Original). Dabei wissen 
Mädchen aus der ersten Gruppe oft nicht, wie sie die Übergriffe verarbeiten sollen 
und reagieren in ihrer Verzweiflung mit Aggressivität gegenüber anderen, immer 
häufiger auch mit Cyber-Mobbing (vgl. ebd., 2014, S. 79-83). 
Vor allem Cyber-Mobbing-Opfer, die nicht in der Schule gemobbt werden, lösen 
den Prozess häufig selbst aus (Katzer, 2014, S. 100). Auf Grund des hohen Anony-
mitätsgrades des Internets werden sie u.a. dazu verleitet, sich anders als in der realen 
Welt zu präsentieren. Es wird zwar selten gelogen, die Wahrheit wird aber gerne 
ausgedehnt und verschönt. Dies kann zu Problemen führen, wenn beispielsweise 
andere User einen auch außerhalb des Internets kennen und so die „Schönheitskor-
rekturen“ aufdecken können (vgl. Bestgen, 2013, S. 22). Eine andere Möglichkeit 
ist, dass eine im Internet harsch auftretende Person mit harter Kritik nicht umzuge-
hen weiß, da sie eigentlich introvertiert und sensibel ist (vgl. ebd. S. 36). Ebenso 
werden gerade Kinder und Jugendliche dazu verleitet, offener mit privaten Informa-
tionen umzugehen, da sie nicht darüber nachdenken, wer Zugriff darauf haben 
könnte. Allerdings machen sie sich dadurch leicht erpressbar und werden zu Opfern 
(vgl. Katzer, 2014, S. 3-6). Es können also auch eigentlich beliebte Schüler durch 
unvorsichtiges Handeln Opfer werden. 
Ein letzter Motivationsgrund für Cyber-Mobbing kann Entlastung sein, wenn es als 
Ausgleich zu aufgestauten Aggressionen dient. Im Schutz virtueller Räume finden 
die Täter den Mut, ihre Wut und ihren Frust loszuwerden (vgl. Strohmeyer, 2013, 
S. 92; Katzer, 2014, S. 83-86). Dieses „Sich-Abreagieren“ (um z.B. Stress mit den 
Eltern abzubauen) kann entweder ein unschuldiges, schwächeres Opfer treffen, es 
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kann aber auch als Rache für eine zuvor erlebte Viktimisierung stattfinden (vgl. 
Katzer, 2014, S. 79-83). Laut der Studie von Schneider et al. mobben jedoch ver-
gleichsweise wenige (14-20%) aus Rache oder weil sie konkret Ärger mit ihrem 
Opfer hatten (vgl. Schneider, Katzer, & Leest, 2013, S. 100). 
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3 Die Rolle der Schule im Kampf gegen Cyber-Mobbing 
Gewalthandlungen und Erniedrigungen hat es schon immer zwischen den Menschen 
gegeben und wird es leider vermutlich immer geben. Deswegen ist die Schule auch 
nicht Schuld am Cyber-Mobbing (vgl. Gerstmann & Hülsemann, 2011, S. 110). Je-
doch hat sie in einer demokratischen Gesellschaft die Aufgabe, jedem Kind die best-
möglichen Chancen der individuellen Förderung einzuräumen und Störfaktoren, die 
dieses Ziel behindern, weitestgehend zu begrenzen (Staatsinstitut für Schulqualität 
und Bildungsforschung (Hrsg.), 2012, S. 4). Da sich Cyber-Mobbing-Vorfälle ne-
gativ auf das Selbstwertgefühl aller Beteiligten auswirken, resultiert daraus eine In-
terventions- und Präventionspflicht für die Schulen. Dies gilt auch, wenn der Aus-
löser außerhalb der Schulmauern zu verorten ist, da die Folgen eines Vorfalls an der 
Schule bemerkt werden können (vgl. Patchin & Hinduja, 2010). Gleichzeitig bieten 
sich hier die besten Ansatzpunkte zur Intervention und Prävention, da in der Schule 
Opfer und Täter häufig zusammenkommen (vgl. Gerstmann & Hülsemann, 2011, 
S. 110; Katzer, 2014, S. 178). Dementsprechend haben in einer Studie von Schnei-
der et al. nahezu 60% der befragten Lehrer angegeben, bereits persönlich mit min-
destens einem Fall von Cyber-Mobbing oder Cyberstalking an ihrer Schule konfron-
tiert worden zu sein (vgl. Schneider, Katzer, & Leest, 2013, S. 58 f.). 
3.1 Interventionsmaßnahmen 
Um gegen Cyber-Mobbing vorgehen zu können, muss es zunächst bemerkt werden. 
Dies kann sich für Lehrer mitunter als schwierig gestalten, da Jugendliche sich sehr 
gut überlegen, an wen sie sich wenden, wenn sie Hilfe benötigen. In der Regel ver-
meiden sie es, sich an Erwachsene (nicht Eltern) zu wende und versuchen, Konflikte 
selbstbestimmt zu lösen (vgl. Wagner et al., 2012, S. 48-53). Entsprechend bespricht 
ein Großteil der befragten Jugendlichen Probleme entweder mit engen Freunden 
(80%) oder den Eltern (68%). Weit davon abgeschlagen rangieren Lehrer (17%) 
(vgl. Schneider, Katzer, & Leest, 2013, S. 76). Lehrer sollten deshalb verstärkt auf 
Warnsignale wie Außenseiterpositionen, Anpassungsprobleme, Verschlossenheit, 
bedrückte Stimmung oder Leistungsabfall achten, um intervenieren zu können (vgl. 
Robertz & Wickenhäuser, 2010, S. 77). Bei einem (bemerkten) Mobbingvorfall lau-
tet die Devise: Hinschauen und Handeln. Das schnelle, couragierte, umfassende und 
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glaubhafte Eingreifen der Lehrkräfte ist ein wesentlicher Faktor, um Mobbing an 
der Schule zu unterbinden; denn inkonsistentes Verhalten kann unangemessenes So-
zialverhalten als positiv und erstrebenswert erscheinen lassen (Staatsinstitut für 
Schulqualität und Bildungsforschung (Hrsg.), 2012, S. 47; Schmidt, Paus-
Hasebrink, & Hasebrink, 2009, S. 21)14. Den Schülern muss klar gemacht werden, 
dass Cyber-Mobbing nicht akzeptiert wird und im Gegensatz dazu soziales Engage-
ment positiv gesehen wird. So werden Täter automatisch in die Außenseiterrolle 
gedrängt und müssen sich an die Umgangsregeln halten, wenn sie Teil der Gemein-
schaft sein möchten. Dadurch, dass ein Täter Konsequenzen für sein Verhalten über-
nehmen muss, kann ein Umdenken erreicht werden (vgl. Katzer, 2014, S. 89; Sitzer 
et al. 2012, S. 47).  
Burger (2013, S. 82 ff.) gibt konkrete Tipps und Hinweise, auf was man bei einem 
Vorfall achten muss. Auf Klassen- und Beziehungsebene muss zunächst festgestellt 
werden, was vorgefallen und wer involviert ist, um die Schwere des Delikts abschät-
zen zu können. Die Mobbing-Behauptungen sollten durch Screenshots oder Zeu-
genaussagen belegt werden. Prinzipiell sollte auf ein Täter-Opfer-Gespräch und die 
Lösung des Problems im Klassenverbund hingearbeitet werden. Generell gilt, dass 
die Problematik nicht Totgeschwiegen werden darf, sondern ein offensiver Umgang 
mit dem Thema an der Schule angestrebt werden soll. Dabei sollte mit möglichst 
allen Mitgliedern der Schulfamilie (also Schülern, Lehrern, Direktorium und Eltern) 
kommuniziert, kooperiert und kollaboriert werden. Dies kann durch Informieren 
und Einbeziehen der Kollegen, einen Elternabend oder aber auch durch das Hinzu-
ziehen eines Sozialpädagogen o.Ä. geschehen. Dabei sollte auch nicht die Rechts-
ebene außer Acht gelassen werden. Schon im Vorfeld sollte eine klare Vorgehens-
weise im Falle einer Cyber-Attacke abgesprochen und konkrete Maßnahmen im 
                                                 
14 Auch die Schulleitung wird in der Regel sehr rasch bei Cyber-Mobbing-Vorfällen kontaktiert 
und sieht sich dann mit der Herausforderung konfrontiert, innerhalb kürzester Zeit oft sehr emo-
tionsgeladene Vermittlungsarbeit zu leisten. Hier ist es ratsam, auf weitere Vermittlungsangebote 
durch Klassenvorstände, Beratungslehrer/innen, Peer-Mediatoren oder der schulischen Sozialar-
beit zurückzugreifen und es zeigt, dass auch auf dieser Ebene Vorbereitung notwendig ist (vgl. 
Saferinternet.at, 2011, S. 15) 
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Rahmen einer Schulverfassung verankert werden. Hierzu kann z.B. ein Präventions-
beamter der Polizei konsultiert und rechtliche Schritte abgewogen werden15 (vgl. 
Burger, 2013, S. 82 ff.). Vielleicht mögen diese Maßnahmen drastisch erscheinen, 
jedoch kann ein Scheitern im Umgang mit Cybermobbern folgenschwere Auswir-
kungen haben. So wird das Mobbingverhalten bei den aktuellen Tätern gefördert 
und es können neue Täter motiviert werden (vgl. Katzer, 2014, S. 89). Ebenso sollte 
der evtl. Wunsch der Eltern des Opfers nach einem Schul- oder Klassenwechsel gut 
durchdacht werden. Zwar wird dadurch kurzfristig die Situation entspannt, langfris-
tig kann es jedoch zu einer Problemverschleppung kommen, da z.B. der Mobber 
sein Verhalten als effektive Strategie empfindet oder der Betroffene lernt, dass Weg-
laufen eine geeignete Strategie ist. Er lernt jedoch nicht, wie er sich wehren kann. 
So wird teilweise sogar eher ein Ausschluss des Täters befürwortet (z.B. 
Staatsinstitut für Schulqualität und Bildungsforschung (Hrsg.), 2012, S. 55) 
3.2 Präventionsmaßnahmen 
Um langfristige Effekte bei der Prävention von (Cyber-)Mobbing zu erreichen, ist 
die Einführung eines zielorientierten, umfassenden Präventionsmanagements an 
Schulen sinnvoll, das die ganze Schule mit allen Akteuren (Schülern, Lehrern, Di-
rektorium, Eltern) integriert (vgl. Katzer, 2014, S. 178). Da Bullying vor allem in 
Klassen auftritt, „in denen die Klassengemeinschaft wenig ausgeprägt ist, in denen 
Umgangsregeln fehlen, Außenseiter existieren und die Gruppeninteraktion das An-
sprechen von Konflikten nicht erlaubt“ (Robertz & Wickenhäuser, 2010, S. 78), er-
geben sich verschiedene Ansatzpunkte und –ebenen, um eine erfolgreiche Präven-
tion durchzuführen (ebd.). Dabei muss bei den Jüngsten angefangen werden, d.h. in 
den weiterführenden Schulen ab der 5. Klasse, idealer Weise aber in der Grund-
schule, da schon Kinder damit anfangen, sich mit der Internetwelt auseinanderzu-
setzen (vgl. Schneider, Katzer, & Leest, 2013, S. 78) 
                                                 
15 Vielen Schülern ist die strafrechtliche Relevanz von Cyber-Mobbing nicht bekannt, auch darauf 
könnte z.B. in einem Verhaltenskodex hingewiesen werden (vgl. Maennchen, 2011, S. 24) 
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Auf Schulebene ist es hilfreich, für eine flächendeckende Steigerung der Medien-
kompetenz bei allen Beteiligten zu sorgen (ebd.). Schüler müssen in die Lage ver-
setzt werden, adäquat mit den heutigen Medien umzugehen16, Lehrern und Eltern 
muss die Unsicherheit vor der neuen Technik genommen werden, um mit den Schü-
lern über das Thema sprechen zu können. Bezüglich Cyber-Mobbing ist die Aufklä-
rung Aller wichtig, da sich Opfer sowohl an Freunde, Eltern aber auch Lehrer wen-
den können und somit jeder helfen können muss (vgl. Schneider, Katzer, & Leest, 
2013, S. 27; 76; DIVSI, 2014, S. 159 f.; Wagner et al., 2012, S. 53). Ebenso sind 
klare Verhaltensvereinbarungen und Leitbilder zu erarbeiten, die beharrlich umge-
setzt werden müssen und nach denen Vergehen konsequent geahndet werden. Doch 
nicht nur Vergehen müssen festgehalten werden, generell muss auf ein positiv-wert-
schätzendes Schulklima hingearbeitet werden. Die Prävention wird aber nur effek-
tiv, wenn alle an einem Strang ziehen und mithelfen (vgl. Robertz & Wickenhäuser, 
2010, S. 78; Gerstmann & Hülsemann, 2011, S. 110; GEW, 2008, S. 9-14; 
Saferinternet.at, 2011, S. 19). Katzer weist zudem auf die Einführung eines Schul-
mobbingreports hin, um den aktuellen Stand an der Schule zu Mobbing und Cyber-
Mobbing zu erfassen. Diese Zahlen und Fakten können dann als Grundlage für Dis-
kussionen und die Präventionsarbeit dienen (vgl. Katzer, 2014, S. 186 ff.). Für ein 
Präventionskonzept ist auch die Installation einer (ggf. von Schülern geführten) An-
laufstation für Personen mit Problemen im Internet anzuraten, mit einer anonymen 
Kontaktmöglichkeit für Cyber-Mobbing-Opfer (vgl. Wagner et al., 2012, S. 53; 
Katzer, 2014, S. 186 ff.). 
Auf Klassen- und Individualebene ist es wichtig, Schüler mit den Grundkompeten-
zen des sozialen Miteinanders auszustatten. Dabei handelt es sich einerseits um die 
Steigerung ihrer Empathiefähigkeit – damit sie Verletzungen wahrnehmen – und 
andererseits um die Stärkung des Selbstbewusstseins der Schüler, damit sie gelas-
sener mit schwierigen Situationen umgehen können. (vgl. Robertz & Wickenhäuser, 
2010, S. 78; Sitzer et al., 2012, S. 33-36; Patchin & Hinduja, 2010, S. 619 f.). Wenn 
es zudem gelingt, die Zivilcourage und die Konfliktlösekompetenz zu verbessern, 
                                                 
16 Weniger im Hinblick auf den technischen Umgang mit den Geräten, als auf kommunikative 
Grundregeln, Datenschutz etc. (vgl. Spengler, 2012, S. 16) 
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kann dies helfen, Mobbingsituationen innerhalb der Klassengemeinschaft zu unter-
binden (vgl. Robertz & Wickenhäuser, 2010, S. 78; Wagner et al., 2012, S. 9-14; 
60). Dabei ist die Zivilcourage vor allem für Fälle wichtig, in denen Schüler Mob-
bingvorfälle mitbekommen, also Bystander sind. Schon 2006 wies Willard auf deren 
Einflussmöglichkeiten hin und auch Wagner forderte, Kinder und Jugendliche da-
von zu überzeugen, Zivilcourage zu zeigen und sich mit dem Opfer gegen die Täter 
zu stellen (vgl. Wagner, 2011, S. 19; Pfetsch, 2012, S. 1-4; Ortega, Mora-Merchán, 
& Jäger, 2007, S. 18). Bei all den hier aufgeführten Maßnahmen, aber auch bei den 
Interventionsmaßnahmen, ist es wichtig, Schüler mit einzubeziehen („Peer-sup-
port“), quasi als „Experten in eigener Sache“ (Gerstmann & Hülsemann, 2011, S. 
110). So soll den Schülern deutlich werden, dass ein respektvoller Umgang unterei-
nander auch ihr eigenes Leben bereichert. Außerdem steigt dadurch automatisch die 
Hilfsbereitschaft (vgl. Patchin & Hinduja, 2010, S. 619 f.; Katzer, 2014, S. 187-
191).  
Aber es müssen auch die Eltern einbezogen werden. Diese können viel beim Erler-
nen von Medienkompetenz bewirken, wenn sie sich für das Nutzungsverhalten ihrer 
Kinder interessieren und sich mit ihnen über ihre Aktivitäten im Internet unterhal-
ten. Ebenso kann dadurch Cyber-Mobbing unterbunden werden (vgl. Robertz & 
Wickenhäuser, 2010, S. 78; Schneider, Katzer, & Leest, 2013, S. 23; 29; Schmidt, 
Paus-Hasebrink, & Hasebrink, 2009, S. 19). Allgemein geht zwar bei Jugendlichen 
das Interesse daran stark zurück, doch die 9- bis 13-Jährige sind durchaus daran 
interessiert, mit ihren Eltern über das Thema „(Sicherheit im) Internet“ zu sprechen 
(DIVSI, 2014, S. 159 f.). 
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4 Studierendenbefragung 
Um mögliche Ansatzpunkte für die Ausbildung von (zukünftigen) Lehrern zum 
Thema Cyber-Mobbing zu bekommen, wurde im Rahmen der vorliegenden Arbeit 
eine Umfrage unter Lehramtsstudenten der RWTH Aachen durchgeführt. Aufbau 
und Ergebnisse der Befragung werden in diesem Kapitel vorgestellt. 
4.1 Methodik 
Viele Lehrer und Erwachsene fühlen sich im Umgang mit neuen Medien sehr unsi-
cher (s.o.). Gleichzeitig kommt ihnen aber die Rolle zu, Kinder und Jugendliche 
genau darüber zu unterrichten und sie mit dem richtigen Umgang vertraut zu ma-
chen. Bisher wird in der Lehramtsausbildung der Schwerpunkt auf die didaktische 
Anwendung von Medien gelegt und weniger auf den Umgang mit Gefahren des In-
ternets, wie z.B. Cyber-Mobbing (Junge & Rust, 2014). Die Frage ist jedoch, was 
genau ein Lehrer wissen muss, um mit seinen Schülern Interventions- bzw. Präven-
tionsarbeit durchführen zu können. Einen Einfluss könnten dabei bisher gemachte 
Erfahrungen mit Cyber-Mobbing haben. Demnach könnten Personen, die selbst 
schon einmal Erfahrungen mit dem Phänomen gemacht haben, besser einschätzen, 
warum es auftritt, wer davon betroffen sein kann oder wo man präventiv am besten 
ansetzen kann. Konkret soll die Befragung zur Klärung folgender Forschungsfragen 
beitragen: 
1. Welches Vorwissen haben Studenten zum Thema „Cyber-Mobbing“? 
2. Welche Relevanz hat das Thema „Cyber-Bullying“ in der Lehramtsausbil-
dung und wie wichtig ist es für Lehramtsstudenten? 
3. Haben persönliche Erfahrungen mit Cyber-Mobbing Auswirkungen auf die 
Wahrnehmung/Einschätzung des Phänomens? 
Die theoretischen Konzepte, auf denen die vorgestellten Forschungsfragen beruhen, 
wurden bereits im theoretischen Teil dieser Arbeit erläutert. Deswegen wird an die-
ser Stelle auf die Ausführungen in den Kapiteln 1 bis 3 verwiesen. Um die Meinun-
gen der Studenten zu erfassen, wurden zusammen mit den Verantwortlichen des 
28 
 
ETS-Projekts „Lehrer in der digitalen Welt. Einsatz von Tablet-PCs zur praxisori-
entierten Umsetzung des innovativen Konzepts ‚Lernen durch Gestalten‘.“17 ein 
Fragebogen entwickelt. Dieser Fragebogen wurde dann in jeweils angepasster Form 
sowohl Lehramts-Studenten, die eher am Ende ihres Studiums stehen als auch Stu-
denten im ersten oder zweiten Fachsemester vorgelegt18. Dabei lag die Annahme zu 
Grunde, dass Cyber-Mobbing in den letzten 5 bis 10 Jahren aufgekommen ist. Somit 
sollte die erste Gruppe (bei einer Regelstudienzeit für Lehramt von 4,5 Jahren) vor 
ca. 7 Jahren in dem Alter gewesen sein, in dem Cyber-Mobbing am häufigsten auf-
tritt (siehe Kapitel 2.2.3). Dadurch ist es wahrscheinlich, dass diese Studenten wäh-
rend ihrer Schulzeit seltener mit dem Phänomen in Kontakt gekommen sind. Im 
Gegensatz dazu war Cyber-Bullying schon weit an deutschen Schulen verbreitet, als 
die heutigen Erst- bzw. Zweitsemester in der Pubertät waren. Es ist also anzuneh-
men, dass diese Studenten bereits einmal persönlich einen Mobbing-Vorfall mitbe-
kommen oder erlebt haben. Dieser Unterschied könnte ggf. Auswirkungen auf die 
Einschätzung von Cyber-Mobbing haben.  
4.2 Aufbau des Fragebogens und Teilnehmerstruktur 
4.2.1 Aufbau des Fragebogens 
Der Fragebogen ist in drei Teile gegliedert19. Zunächst wurden Angaben zur Person 
abgefragt, also Geschlecht, Alter und Studiengang mit Anzahl der Fachsemester, 
sowie der Fächerkombination. Außerdem enthielt dieser Teil einen Fragenblock zu 
den Motiven für die Wahl des Lehrerberufs (u.a. weil mir das die Möglichkeit gibt, 
den Respekt und die Liebe von Kindern zu erfahren; weil ich so mein eigener Chef 
sein kann; weil ich schon immer Lehrer werden wollte), die bewertet werden sollten 
(stimme voll und ganz zu; stimme zu; stimme teilweise zu; stimme eher nicht zu; 
stimme gar nicht zu; weiß ich nicht). Im zweiten Teil ging es um die Lehramtsaus-
bildung an der RWTH. Dabei wurden verschiedene Szenarien und Konflikte ge-
                                                 
17 http://blog.rwth-aachen.de/ets-cybermobbing/beispiel-seite/ (Zuletzt aufgerufen am 18.11.2014) 
18 Die Gruppe der Studenten, die sich am Ende ihres Studiums befinden, werden in der Folge „Altse-
mester“, die anderen „Jungsemester“ genannt. 
19 Zur besseren Veranschaulichung findet sich ein Exemplar des Fragebogens in der Version für die 
jüngeren Studenten im Anhang. 
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nannt (u.a. Schüler sind nicht motiviert; Schüler berichten von Cyber-Mobbing-Ak-
tivitäten; alle Schüler im Sinne der Inklusion gleich behandeln) und die Studenten 
sollten angeben, wie wichtig (sehr wichtig; wichtig; weniger wichtig; unwichtig; 
keine Ahnung) ihnen eine Vorbereitung auf diese Situationen sei. Im dritten, umfas-
sendsten Teil wurden schließlich das Vorwissen und die Einstellungen der Studen-
ten zum Thema Cyber-Mobbing abgefragt. Aus Platzgründen sollen hier nur einige 
Fragen vorgestellt werden, die restlichen sind dem Fragebogen im Anhang zu ent-
nehmen. Als Einstieg sollten einige Aussagen über Medien in der Schule bewertet 
werden (z.B. neue Medien beinhalten viele Gefahren für Schüler; Lehrkräfte aller 
Fächer sollten sich mit neuen Medien auskennen; Bewertungsskala wie in Teil 1). 
Im weiteren Verlauf gab es aber auch Fragen mit der Möglichkeit im Freitext zu 
antworten. So sollte z.B. Cyber-Mobbing definiert und von klassischem Mobbing 
abgegrenzt werden oder es sollten Möglichkeiten eines Lehrers angegeben werden, 
wenn in seiner Klasse Cyber-Mobbing-Aktivitäten auftreten. Ebenso sollten die ge-
sellschaftliche Relevanz des Phänomens, das eigene Vorwissen, aber auch das Vor-
wissen der Lehrer an den Schulen beurteilt werden. Interessant waren auch die Aus-
wahlfragen nach den Ursachen von Cyber-Bullying, dem Schuldanteil der Opfer 
oder welche Personen Opfer werden können. Weiterhin sollten die Studenten ange-
ben, welche Mobbingformen bzw. Auswirkungen davon sie als besonders belastend 
einstufen. Dabei sollten aus 13 Antwortmöglichkeiten drei gewählt werden (z.B. 
verbale Beleidigung in Chatrooms; Vereinsamung; Anonymität der Täter). Ebenso 
sollten mögliche Ansatzpunkte für die Präventionsarbeit angegeben werden (u.a. die 
Klasse davon überzeugen, dass Cyber-Mobbing ein Tabu ist; präventiv kann man 
wenig gegen Cyber-Mobbing machen; drakonische Strafen androhen). Schließlich 
sollte angegeben werden, ob die Studenten während ihrer Schulzeit eigene Erfah-
rungen mit Cyber-Mobbing gesammelt haben (ja, als Täter; ja, als Opfer; ja, als 
Mitläufer; ja, als unbeteiligter Beobachter; ja, als Helfer des Opfers; nein). 
4.2.2 Teilnehmerstruktur 
Die Befragung der Studenten erfolgte zu Beginn des Sommersemesters 2014 im 
Rahmen von Veranstaltungen des Instituts für Erziehungswissenschaft der RWTH 
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Aachen. Es konnten die Daten von 68 Jungsemestern sowie 27 Altsemestern erho-
ben werden. Dabei sind in beiden Gruppen deutlich mehr Frauen (66,2% bzw. 
59,3%) als Männer (33,8% bzw. 40,7%) vertreten. Wie erwartet, gibt es einen Un-
terschied hinsichtlich des Durchschnittsalters: die Jungsemester sind im Durch-
schnitt 21,06 Jahre alt (n=6720), die Altsemester 25,74 (n=27). Allerdings sind die 
Altersspannen beider Gruppen sehr ähnlich: bei der ersten zwischen 18 und 44, bei 
der zweiten zwischen 22 und 42. Von den jüngeren Studenten belegen 77,9% den 
Studiengang Lehramt für Gymnasium und Gesamtschule studiert (22,1% Berufs-
kolleg), gegenüber 88,9% bei den älteren Studenten (11,1% Berufskolleg). 
4.3 Deskriptive Ergebnisse21 
Im Folgenden werden die wesentlichen Ergebnisse der Studie dargestellt. Dabei er-
folgt zunächst eine separate Betrachtung der Jungsemester sowie der Altsemester.  
4.3.1 Jungsemester 
4.3.1.1 Vorwissen 
Die meisten Befragten definierten Cyber-Mobbing als die Fortführung normalen 
Mobbings per Internet und neuen Medien. Drei Teilnehmer machten hierzu keine 
Angaben und lieferten keinen Definitionsansatz. Antwortbeispiele waren Mobbing 
jeder Art durch das Internet oder auch durch Telefonate oder SMS etc. oder Geziel-
tes angreifen einer Person durch Kanäle neuer Medien (z.B. Facebook). Unter-
schiede zum klassischen Mobbing sahen die Befragten hauptsächlich im fehlenden 
persönlichen Kontakt bzw. der (vermeintlichen) Anonymität des Täters, der schwe-
reren Wahrnehmung durch Außenstehende sowie der größeren Reichweite und der 
schnellen Verbreitung von Cyber-Mobbing.  
Aus einer vorgegebenen Liste sollten die Befragten angeben, wie häufig einzelne 
Medienformen für Cyber-Mobbing-Aktivitäten verwendet/missbraucht werden. 
Alle Befragten antworteten, dass soziale Netzwerke sehr häufig (89,6%) oder häufig 
(10,4%) genutzt wurden, um andere zu beleidigen oder zu beschimpfen. Einen ähn-
lich großen Wert erreichte WhatsApp mit 54,4% sehr häufig und 30,9% häufig. 
                                                 
20 Ein Teilnehmer hat sein Alter nicht angegeben. 
21 Die Daten und Kennzahlen wurden mit dem Statistik-Programm IBM SPSS Statistics 22 ausge-
wertet und berechnet, die graphische Aufbereitung erfolgte mittels Microsoft Excel 2007. 
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Über die Hälfte der Studenten (54,4%) vermuteten Videoplattformen als sehr häufig 
(19,1%) oder häufig (35,3%) genutztes Tatwerkzeug, bei SMS waren es etwas we-
niger (13,2% sehr häufig, 35,3% häufig). Als wenigste verwendete Möglichkeit 
wurden E-Mails angesehen. Lediglich 6,1% gaben an, dass mit diesem Kommuni-
kationsmittel häufig gemobbt werde.  
 
Diagramm 1: Für Cyber-Mobbing genutzte Medien (Jungsemester)  22 
Als Hauptursache für Cyber-Mobbing benannten die Jungsemester die Anonymität 
des Internets (94,1%). Mehr als drei Viertel der Studenten sahen auch das fehlende 
Bewusstsein für die Konsequenzen/die Reichweite (79,4%) sowie den Wunsch nach 
Anerkennung bei den Gleichaltrigen (77,9%) als Auslöser. Als etwas weniger wich-
tig wurden u.a. Rache (48,5%) oder eine mangelhafte Erziehung angesehen (44,1%). 
Am wenigsten führten die Studenten Cyber-Mobbing-Aktivitäten unter Schülern 
auf einen allgemeinen Werteverfall in der Gesellschaft (36,8%) und Leistungsdruck 
in der Schule (7,4%) zurück.  
Als besonders belastend für das Opfer vermuteten die Studenten die Verbreitung 
von Bildmaterial bei Facebook oder YouTube. 74,2% sahen diese Form unter den 
                                                 
22 Die Prozentangaben in dieser und allen weiteren Abbildungen stellen den kumulativen Wert der 
beiden angegebenen Antwortoptionen dar. 
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drei besonders belastenden Mobbing-Formen. Als nächstes wurden „fehlende Un-
terstützung von Lehrern, Eltern oder Freunden“ (35,5%), sowie „(vermeintliche) 
Hilflosigkeit“ (30,6%) angekreuzt. Am wenigsten belastend empfanden die Jungs-
emester verbale Beleidigungen am Handy per Anruf oder Textnachricht (4,8%). 
Sechs Studenten machten bei dieser Frage keine Angaben. 
Nahezu drei Viertel der Studenten (73,2%) sahen einen geringen oder gar keinen 
Schuld-Anteil bei den Opfern von Cyber-Mobbing. Die Beantwortung der Frage 
schien den Studenten jedoch Schwierigkeiten zu bereiten, da zwölf Studenten ent-
weder gar nichts oder weiß ich nicht ankreuzten. 
Ein ähnlich hoher Anteil (76,5%) war der Meinung, dass prinzipiell jeder Schüler 
Opfer von Cyber-Mobbing werden könne. Studenten, die diese Möglichkeit nicht 
wählten, vermuteten vor allem unbeliebte und schüchterne Schüler (jeweils 87,5%) 
sowie hässliche Schüler und Schüler mit Übergewicht (jeweils 81,3%) als mögliche 
Opfer. 
Einig waren sich die Studenten bei der Frage, welche an der Erziehung beteiligten 
Personengruppen sich mit dem Thema Cyber-Mobbing auseinandersetzen sollten. 
Demnach waren alle Befragten der Meinung, dass Eltern sich sehr intensiv (80,3%) 
oder intensiv (19,7%) damit beschäftigen sollen. Aus der Sicht der Studenten ist eine 
Vorbereitung auch für Sozialpädagogen (86,8% sehr intensiv, 8,8% intensiv) und 
Lehrer wichtig (57,4% sehr intensiv, 35,3% intensiv). Doch auch die Jugendlichen 
selbst (61,8% sehr intensiv, 27,9% intensiv), Schulleitungen (je 40,0% sehr intensiv 
und intensiv) oder die Polizei (41,3% sehr intensiv, 39,7% intensiv) wurden in der 
Pflicht gesehen, sich zu informieren. Am wenigsten Bedarf sahen die Studenten bei 
Betreuern in Sportvereinen (17,7% sehr intensiv, 29,0% intensiv) und Nachhilfein-
stituten (8,2% sehr intensiv, 21,3% intensiv). Bei dieser Frage verweigerten zwei 
bis sieben Studenten die Antwort. 
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Diagramm 2: Personengruppen, die sich mit Cyber-Mobbing auseinandersetzen sollten (Jungse-
mester) 
86,9% der Befragten waren der Meinung, dass man präventiv etwas gegen Cyber-
Mobbing unternehmen kann. Als Hauptansatzpunkte wurden dabei die Sensibilisie-
rung potentieller Täter für die belastenden Folgen (62,9%) sowie die Information 
von potentiellen Opfern (57,4%) angesehen. 41,0% würden versuchen, die Klasse 
zu überzeugen, bei einem Vorfall entschieden gegen den oder die Täter vorzugehen. 
Am wenigsten wurde die Androhung drakonischer Strafe als geeignete Präventions-
maßnahme gesehen: lediglich 8,2% der Studenten wählten diese Antwortmöglich-
keit. Auf diese Frage antworteten 7 Teilnehmer nicht. 
Danach gefragt, was Lehrkräfte tun sollten, wenn in ihrer Klasse Cyber-Mobbing-
Aktivitäten auftreten, nannten die meisten Jungsemester das Ansprechen des The-
mas in der Klasse sowie das Einbeziehen der Eltern als Handlungsmöglichkeiten. 
Typische Aussagen waren beispielsweise Thema diskutieren, Eltern mit einbeziehen 
oder Natürlich offen zur Sprache stellen und Einzelgespräche mit Betroffenen, Ver-
ursachern und Eltern machen.  
Ihr eigenes Vorwissen schätzen die Jungsemester größtenteils als mittel (47,1%) o-
der umfassend (39,7%) ein.  
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4.3.1.2 Relevanz und eigene Erfahrung 
95,6% der Jungsemester stimmten zu (75,0% stimme voll und ganz zu, 20,6% 
stimme zu), dass Medien ein wesentlicher Teil der Lebenswelt von Schülern sind. 
Ebenso waren 79,4% der Meinung, dass neue Medien viele Gefahren für Schüler 
beinhalten (33,8% voll und ganz, 45,6% stimme zu). Ein eigenes Unterrichtsfach 
„Neue Medien“ ist für die Studenten nicht unbedingt notwendig. 11,5% stimmten 
dieser Aussage voll und ganz zu, 36,5% stimmten ihr zu. Gleichzeitig forderten sie 
(50,0% voll und ganz, 30,9% stimme zu), dass sich alle Lehrkräfte mit neuen Medien 
auskennen sollten.  
 
Diagramm 3: Meinung zu „Neuen Medien“ (Jungsemester). „Neue Medien...“ 
Jeweils 44,1% der Befragten sahen die gesellschaftliche Relevanz von Cyber-Mob-
bing als sehr wichtig oder eher wichtig. Die Lehrkräfte an den Schulen sind derzeit, 
ihrer Meinung nach, befriedigend (50,8%) oder ausreichend (20,6%) über das 
Thema Cyber-Mobbing informiert. 
9
5
,6
%
7
9
,4
%
3
6
,5
%
8
0
,9
%
5
9
,7
%
0,0%
20,0%
40,0%
60,0%
80,0%
100,0%
stimme zu
stimme voll und ganz zu
35 
 
Durch ihre eigene Lehramtsausbildung wünschten sich die Studenten besonders auf 
die eigenständige Unterrichtsvorbereitung (70,6% aller Befragten sahen dies als 
sehr wichtig an) sowie das Wahrnehmen von Mobbing-Aktivitäten innerhalb der 
Klasse (68,7% sehr wichtig) vorbereitet zu werden. Dabei wird die zweite Situation 
von 98,5% der Studenten als wichtig (29,9%) oder sehr wichtig eingestuft. Lediglich 
die Vorbereitung auf den Umgang mit unmotivierten Schülern erzielte genauso viel 
Zustimmung (55,9% sehr wichtig, 42,6% wichtig). Den Ergebnissen oben entspre-
chend sahen die meisten Studenten auch die Ausbildung für Situationen, die mit 
Cyber-Mobbing in Zusammenhang stehen („Schüler berichten von Cyber-Mob-
bing-Aktivitäten“ und „Cyber-Mobbing-Aktivitäten in meiner Klasse wahrnehm-
bar“), überwiegend als sehr wichtig oder wichtig an (57,4% und 38,2% bzw. 43,9% 
und 42,4%). Weniger wichtig war den Studenten hingegen, dass sie mit ihren Schü-
lern kompetent über aktuelle Medienphänomene (23,9% sehr wichtig, 43,3% wich-
tig) oder über das Thema „Online-Sucht“ (18,8% sehr wichtig, 23,4% wichtig) spre-
chen können.  
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Diagramm 4: Situationen, deren Thematisierung im Studium den Jungsemestern wichtig erscheint  
Der Wunsch nach einer Vorbereitung auf Cyber-Mobbing-Situationen spiegelt sich 
auch in der Einschätzung einer Wahrscheinlichkeit, als Lehrer damit in Kontakt zu 
kommen, wider (38,5% sehr hohe Wahrscheinlichkeit, 60,0% hohe Wahrscheinlich-
keit). Die Wahrscheinlichkeit, als Lehrer selbst Opfer zu werden, wird dabei we-
sentlich kleiner eingeschätzt. 67,2% sahen sie als gering an und 6,3% schlossen dies 
sogar aus.  
Von den Jungsemestern waren zum Zeitpunkt der Befragung achtzehn schon einmal 
in Kontakt mit Cyber-Mobbing gekommen23. Zehn erlebten diese Cyber-Mobbing-
Aktivitäten als Bystander, also als unbeteiligte Beobachter. Zwei weitere waren 
selbst als Opfer betroffen, zwei halfen einem anderen Opfer. Vier Studenten waren 
                                                 
23 Dies entspricht 29 % von 62 verwertbaren Aussagen. Sechs Studenten haben diesbezüglich keine 
Angaben gemacht. 
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auf mehrere Arten mit Cyber-Mobbing in Kontakt gekommen. Davon waren drei 
Befragte Opfer, Beobachter und Helfer sowie ein Student Täter und Opfer. 
4.3.2 Altsemester 
4.3.2.1 Vorwissen 
Bis auf einen Teilnehmer, der keine eigene Definition formulierte, ist Cyber-Mob-
bing für die meisten Studenten dieser Gruppe die Beleidigung anderer Personen über 
das Internet bzw. die neuen Medien. Typische Formulierungen waren Diffamieren, 
Beleidigung, sich Lustigmachen im Internet auf (teilweise) öffentlichen Plattformen 
bzw. in Netzwerken oder systematisches Diskriminieren/Bloßstellen von Personen 
im Internet. Den Hauptunterschied zum klassischen Mobbing sahen die Studenten 
dabei vor allem in der größeren Öffentlichkeit bzw. Reichweite sowie in der (ver-
muteten) Anonymität des Täters, die durch das Internet gegeben sein kann.  
Die meistgenutzte Möglichkeit, um andere zu beleidigen, waren für diese Gruppe 
soziale Netzwerke. Alle bis auf einen schätzten deren Verwendung als sehr häufig 
(81,5%) oder häufig (14,8%) ein. Auch WhatsApp wurde als vielgenutzte Möglich-
keit angesehen (55,6% sehr häufig, 33,3% häufig). Dem gegenüber sagten 25,9%, 
dass E-Mails manchmal und 59,3% gar selten genutzt werden.  
 
Diagramm 5: Für Cyber-Mobbing genutzte Medien (Altsemester)  
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Für 92,6% der Befragten ist die Hauptursache für das Auftreten von Cyber-Mobbing 
die durch die Anonymität des Internets niedrigere Hemmschwelle. Ebenso waren 
85,2% der Meinung, dass den Kindern und Jugendlichen die Konsequenzen ihres 
Handelns nicht bewusst seien. Als etwas weniger wichtig wurde der Wunsch nach 
Anerkennung (70,4%) sowie die Angst, selbst gemobbt zu werden (51,9%) als Ur-
sachen gesehen. Am wenigsten führten sie Cyber-Mobbing-Aktivitäten auf Rache 
(29,6%) und Leistungsdruck in der Schule (7,4%) zurück. 
Nach Einschätzung der Altsemester ist vor allem das Verbreiten peinlicher Bilder 
und Videos für Cyber-Mobbing-Opfer besonders belastend. 87,5% der Befragten 
sahen diese Form unter den drei am meisten belastenden, zusammen mit der Aus-
breitung der Mobbing-Attacken auf alle Lebensbereiche (50%) sowie der fehlenden 
Unterstützung seitens der Lehrer, Eltern oder Freunde (45,8%). Innerhalb der vor-
gegebenen Liste wurden die Punkte „verbale Beleidigungen in Chatrooms“ und 
„verbale Beleidigungen am Handy per Anruf oder Textnachricht“ von keinem Stu-
denten angekreuzt, so dass diese als kaum belastend wahrgenommen wurden. 
Wie bei den Jungsemestern, schien die Beantwortung der Frage nach dem Schuld-
anteil schwer zu fallen, da sieben Studenten hier gar nicht oder mit weiß nicht ant-
worteten. Von den restlichen zwanzig Befragten vermuteten sechzehn einen gerin-
gen Anteil seitens des Opfers, zwei befanden das Opfer als komplett unschuldig (gar 
kein Anteil) und je eine Person sah einen hohen bzw. sehr hohen Schuldanteil beim 
Opfer.  
Alle bis auf einen Studenten hielten es für möglich, dass jeder Schüler Mobbing-
Opfer werden könne. 
Nach Meinung der Altsemester sollten sich Sozialpädagogen (88,5%) sehr intensiv 
mit dem Thema Cyber-Mobbing beschäftigen. Doch auch Jugendliche (65,4%), 
Lehrer (66,7%) und Eltern (63,0%) sollten sich mit dem Phänomen auseinanderset-
zen: Abgesehen von der Kategorie „Jugendliche“ hielten bei jeder dieser Personen-
gruppen alle restlichen Studenten eine intensive Auseinandersetzung für angebracht 
(bei „Jugendliche“ 31,8%). Der Vorbereitung von Schulleitungen stimmten 85,2% 
(44,4% sehr intensiv, 40,7 intensiv), von der Polizei 88,5% zu (53,8% sehr intensiv, 
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34,7% intensiv). Am wenigsten sahen die Studenten Nachhilfeinstitute (12,5% sehr 
intensiv, 33,3% intensiv) und Betreuer in Sportvereinen (14,8% sehr intensiv, 44,4% 
intensiv) in der Pflicht, sich fortzubilden.  
 
Diagramm 6: Personengruppen, die sich mit Cyber-Mobbing auseinandersetzen sollten (Altsemes-
ter) 
Von allen Studenten wurde der Aussage zugestimmt, dass man präventiv gegen Cy-
ber-Mobbing vorgehen kann. Dabei sind für sie vor allem die Sensibilisierung po-
tentieller Täter (von 63% der Befragten ausgewählt) sowie der Versuch, die Jugend-
lichen davon zu überzeugen, dass Cyber-Mobbing ein Tabu ist (63,0%), geeignete 
Maßnahmen. 33,3% würden versuchen, die Klasse zu überzeugen, bei einem Vorfall 
entschieden gegen den oder die Täter vorzugehen. Die Androhung drakonischer 
Strafen hielten hingegen nur 14,8% für geeignet.  
Als mögliche Interventionsmaßnahmen sahen die Studenten das Ansprechen des 
Themas im Unterricht sowie das Hinzuziehen der Eltern oder von Personen, die 
nicht zur Schulfamilie gehören. In den Freitextantworten fanden sich u.a. die fol-
genden Formulierungen: Aufklären, Elterngespräch; auf Straftatbestand hinweisen; 
dokumentieren, Beweise sammeln; Sozialarbeiter/Hilfe von außen und Situation 
einschätzen und zunächst Absprache mit Schüler, Eltern, Direktor. Aussprache in 
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Klassengefüge und bei heftigen vorkommen rechtliche Wege mit einleiten (Polizei, 
Anzeige).  
Die Altsemester schätzen ihr eigenes Vorwissen zum Thema Cyber-Mobbing größ-
tenteils als mittel (40,7%) oder gering (33,3%) ein.   
4.3.2.2 Relevanz und eigene Erfahrung 
Alle Altsemester waren der Meinung, dass Medien ein wesentlicher Teil der Le-
benswelt von Schülern sind (74,1% stimme voll und ganz zu, 25,9% stimme zu). Gut 
drei Viertel von ihnen (33,3% stimme voll und ganz zu, 44,4% stimme zu) glaubten, 
dass neue Medien viele Gefahren für die Jugendlichen bergen. Entsprechend fanden 
gleich viele Befragte, dass sich alle Lehrer mit diesem Thema auskennen sollten 
(51,9% stimme voll und ganz zu, 25,9% stimme zu). Ein etwas geringerer Anteil sah 
Probleme im Umgang mit Schülern für Lehrer, die dies nicht tun (29,6% stimme 
voll und ganz zu, 44,4% stimme zu). Der Notwendigkeit, ein eigenes Unterrichtsfach 
„Neue Medien“ einzuführen stimmten 11,5% voll und ganz zu, 30,8% stimmten zu.  
 
Diagramm 7: Meinung zu „Neuen Medien“ (Altsemester). „Neue Medien...“ 
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Alle, bis auf einen Befragten empfanden Cyber-Mobbing als sehr wichtiges (51,9%) 
oder eher wichtiges (44,4%) gesellschaftliches Thema. Derzeit sind Lehrer in den 
Augen der Studenten allerdings noch nicht entsprechend auf das Phänomen vorbe-
reitet. 18,5% attestierten ihnen die Note befriedigend, 44,4% ausreichend und 29,5 
% die Note mangelhaft. 
Die Frage nach der Vorbereitung auf verschiedene (Konflikt-) Situationen in der 
Lehramtsausbildung war bei den Altsemestern anders gestellt als bei den Jungse-
mestern. So wurde bei der ersten Gruppe gefragt, wie sie sich, nahe dem Ende ihres 
Studiums stehend, auf die jeweiligen Situationen vorbereitet fühlen. Am besten vor-
bereitet fühlten sich die Befragten, um auf vertiefende Fragen zum Unterrichtsstoff 
einzugehen. Hier gaben 22,7% an, sich sehr gut und 66,7% sich gut vorbereitet zu 
fühlen. Viele fühlten sich in die Lage versetzt, ihren Schülern spezifisches Feedback 
zu deren Lernprozess zu geben (18,5% sehr gut, 51,9% gut vorbereitet) oder die 
Schüler zu motivieren, das Beste zu geben (18,5% sehr gut, 48,1% gut vorbereitet). 
Weniger gut vorbereitet fühlten sie sich auf Situationen wie „souverän mit Störun-
gen umgehen“ (11,1% sehr gut, 37,0% gut vorbereitet) oder „Schüler sind nicht 
motiviert“ (40,7% gut vorbereitet). Zu den Konflikten, auf die sich die Altsemester 
am wenigsten gut vorbereitet fühlen, gehören auch die für diese Arbeit relevanten: 
knapp jeder Dritte fühlt sich vorbereitet, falls Schüler von Cyber-Mobbing-Aktivi-
täten berichten (3,7% sehr gut, 25,9% gut vorbereitet). Allerdings weiß nur noch 
jeder Vierte, was zu tun ist, wenn innerhalb der Klasse Mobbing- oder Cyber-Mob-
bing-Aktivitäten wahrnehmbar sind (jeweils 3,7% sehr gut, 22,2% gut vorbereitet).  
42 
 
 
Diagramm 8: Empfundener Vorbereitungsgrad auf Schulalltagssituationen (Altsemester)  
Gleichzeitig gehen aber außer einem Studenten alle davon aus, dass sie mit sehr 
hoher oder hoher Wahrscheinlichkeit (jeweils 48,1%) mit dem Phänomen Cyber-
Mobbing als Lehrer in Kontakt kommen werden. Zehn von siebenundzwanzig Be-
fragten (37%) sahen dabei die Wahrscheinlichkeit als hoch an, selbst Opfer zu wer-
den, ein weiterer (3,7%) als sehr hoch. 
Bei den Altsemestern hat ein Student während seiner Schulzeit als unbeteiligter Be-
obachter Erfahrungen mit Cyber-Mobbing gesammelt. Die restlichen 26 Befragten 
sind bisher noch nie persönlich mit dem Phänomen in Berührung gekommen.  
4.4 Vergleichende Analyse 
In diesem Kapitel werden die Ergebnisse der Jungsemester mit denen der Altsemes-
ter verglichen. Generell lassen sich große Überschneidungen erkennen, es gibt aber 
auch statistisch signifikante Unterschiede in den Ansichten und Erfahrungen der 
Studenten.24  
4.4.1 Vorwissen 
                                                 
24 Die Aufteilung in die Unterkapitel „Vorwissen“ und „Relevanz und eigene Erfahrung“ wird bei-
behalten. 
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In beiden Gruppen wurde Cyber-Mobbing sehr ähnlich definiert. Der Bezug zu 
neuen Medien und dem Internet wurde von nahezu allen Studenten hergestellt. Die 
Jungsemester tendierten dazu, Cyber-Mobbing als Fortführung von klassischem 
Mobbing zu definieren, wohingegen die Altsemester etwas spezifischer auf Diffa-
mierungen und Beleidigungen eingingen. Der Hauptunterschied von Cyber-Mob-
bing zu klassischem Mobbing lag für beide Gruppen in der Anonymität sowie der 
größeren Reichweite. Mehrere Jungsemester wiesen zudem auf das schwerere Ent-
decken von Cyber-Mobbing-Aktivitäten durch Außenstehende hin. 
Sowohl für die Jung- als auch für die Altsemester waren soziale Netzwerke die am 
häufigsten verwendete Medienform für Cyber-Mobbing. Auch bei den sonstigen 
genutzten Möglichkeiten gab es keine statistisch relevanten Unterschiede. 
Als Hauptursache sahen beide Gruppen die durch die Anonymität des Internets her-
abgesenkte Hemmschwelle. Weitere wichtige Auslöser waren für sie die Suche nach 
Anerkennung in der Peer-Group sowie dem Unwissen ob der Konsequenzen ihres 
Handelns. Einzig das Handlungsmotiv „Rache“ wurde von den Jungsemestern et-
was häufiger genannt (Jungsemester 48,5%; Altsemester 29,6%). Der Zusammen-
hang zwischen den beiden Merkmalen ist jedoch nur schwach ausgeprägt und sta-
tistisch nicht relevant. (Φ=0,172, p=0,093)25.   
Ebenso übereinstimmend gaben die Gruppen an, dass das Verbreiten von peinli-
chem Bildmaterial für sie besonders belastend ist. Dass sich das Mobbing auf alle 
Lebensbereiche ausbreitet, sahen die Altsemester jedoch als belastender an als die 
Jungsemester (50,0% Altsemester, 27,4% Jungsemester). Zwischen diesen beiden 
Merkmalen existiert ein statistisch relevanter, schwacher Zusammenhang  
(Φ=0,236, p=0,026). Bei den übrigen Aspekten gibt es zwar vereinzelt Unterschiede 
in den Ansichten, diese sind jedoch nicht sehr stark ausgeprägt, so dass sich die 
Angaben erneut größtenteils decken. 
                                                 
25 Die Interpretation und Auswahl der statistischen Kenngröße in dieser Arbeit basiert auf den An-
gaben von Janssen und Laatz sowie Cleff (Janssen & Laatz, 2013, S. 251-289; Cleff, 2011, S. 79-
146). Als Signifikanzniveau wurde p≤0,05 gewählt. 
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In beiden Gruppen sind über die Hälfte der Studenten der Meinung, dass das Opfer 
einer Cyber-Mobbing-Attacke einen geringen oder gar keinen Schuldanteil hat. Ent-
sprechend gab es auch bei dieser Frage keine gravierenden Unterschiede.  
Einen schwachen Zusammenhang, der auch statistisch relevant ist, gibt es zwischen 
den beiden Gruppen und der Aussage, dass prinzipiell jeder Schüler Opfer werden 
kann (Φ=0,223, p=0,023). So stimmten dieser Aussage 96,3% der Altsemester zu, 
aber nur 76,5% der Jungsemester. Die Angaben des verbleibenden Teilnehmers aus 
der ersten Gruppe entsprechen den am häufigsten gewählten Alternativen derjeni-
gen Jungsemester, die nicht jeden Schüler als mögliches Opfer sahen.  
Abgesehen von der Personengruppe der Eltern ähneln sich die Aussagen der beiden 
Gruppen bezüglich der Beschäftigung mit Cyber-Mobbing stark. Bei den Eltern for-
dert ein größerer Anteil der Jungsemester (80,3%), dass diese sich sehr intensiv mit 
dem Thema auseinander setzen sollten (Altsemester 63,0%). Dieser Unterschied ist 
jedoch nicht statistisch relevant (Φ=0,182, p=0,079). Zudem relativiert er sich, da 
sich in beiden Studentengruppen alle übrigen Befragten für die Antwortoption in-
tensiv entschieden. Es sind also alle Studenten der Meinung, dass sich Eltern inten-
siv oder sehr intensiv informieren sollten.   
Bei der Frage nach Ansätzen für die Präventionsarbeit gab es, außer bei zwei Punk-
ten, keine Auffälligkeiten. Dies waren zum einen 41% der Jungsemester die versu-
chen würden, ihre Klasse davon zu überzeugen, dass Cyber-Mobbing ein Tabu ist, 
jedoch 63,0% der Altsemester. Dieser Unterschied ist nicht statistisch relevant, fällt 
aber doch ins Auge (Φ=0,203, p=0,057). Zum anderen besteht ein statistisch rele-
vanter, schwacher Zusammenhang zwischen den Befragungsgruppen und dem Ant-
wortverhalten auf die Aussage, man könne präventiv wenig gegen Cyber-Mobbing 
machen (Φ=0,210, p=0,048) (Jungsemester 13,1%, Altsemester 0%). 
Innerhalb der beiden Studentengruppen wurden sehr ähnliche Antworten gegeben, 
was ein Lehrer tun sollte, wenn in seiner Klasse Cyber-Mobbing-Aktivitäten auftre-
ten. Hauptsächlich wurden das Thematisieren in der Klasse genannt sowie das Ein-
beziehen der Eltern.  
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Bei der Einschätzung des eigenen Vorwissens gibt es einen mittleren, statistisch re-
levanten Zusammenhang mit der Zugehörigkeit zu einer Studentengruppe 
(Φ=0,523, p=0,000032). Die Jungsemester schätzten ihr Vorwissen als mittel 
(47,1%) oder umfassend (39,7%) ein, die Altsemester hingegen als mittel (40,7%) 
oder gering (33,3%).  
4.4.2 Relevanz und eigene Erfahrung 
Bei den Fragen rund um das Thema „Neue Medien“ waren Jung- und Altsemester 
gleicher Meinung, so dass es hier zu keinen relevanten Unterschieden kommt.  
Auch hinsichtlich der Relevanz gibt es keine Unterschiede in den Meinungsbildern 
der Studentengruppen. Allerdings gibt es einen mittleren Zusammenhang bei der 
Benotung der Lehrer (Φ=0,334, p=0,04). Jungsemester attestieren ihnen ein befrie-
digendes (50,8%) bis ausreichendes (29,6%) Vorwissen, Altsemester hingegen eher 
ausreichend (44,4%) bis mangelhaft (29,5%).  
Die Frage nach der Vorbereitung auf die verschiedenen (Konflikt-) Situationen war 
in den beiden Gruppen unterschiedlich gestellt (vgl. Kapitel 4.3.2.2). Dadurch hat 
die Betrachtung von statistischen Zusammenhängen etc. keinen Sinn. Dennoch kön-
nen im Vergleich interessante Ergebnisse erzielt werden. So erfährt man einerseits, 
auf welche Konflikte Studienanfänger gerne vorbereitet werden würden. Anderer-
seits kann man erkennen, wie sich fortgeschrittene Studenten darauf vorbereitet füh-
len. Die Angaben stammen also von unterschiedlichen Personengruppen. Die Er-
gebnisse sind dadurch lediglich als Tendenz interpretierbar, da sich Ansichten z.B. 
im Laufe des Studiums verändern können. Aus den Daten kann abgelesen werden 
(siehe Diagramm 9), dass sich die Altsemester eher schlechter auf diejenigen Situ-
ationen vorbereitet fühlen, für die sich die Jungsemester eine besonders intensive 
Vorbereitung wünschen. Gerade bei den für die vorliegende Arbeit relevanten Kon-
flikten (z.B. „Schüler berichten von Cyber-Mobbing“ oder „Cyber-Mobbing in der 
Klasse wahrnehmen“) ist diese Diskrepanz besonders hoch. Weniger ausgeprägte 
Unterschiede gibt es bei Situationen wie „Schüler stellen vertiefende Fragen“ oder 
„Spezifisches Feedback geben“. 
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Diagramm 926: Vergleich Erwartungen an das Studium (n=68)/ Vorbereitung durch das Studium 
(n=27). 
Marginale Unterschiede gab es wiederum bei der Einschätzung der Wahrscheinlich-
keit, als Lehrer mit Cyber-Mobbing in Kontakt zu kommen. Die Mehrzahl der Stu-
denten sah diese Möglichkeit als hoch (56,5%) oder sehr hoch (41,3%) an. Ebenso 
stimmten die meisten Studenten darin überein, dass die Wahrscheinlichkeit gering 
(62,6%) bis hoch (27,5%) sei, als Lehrer selbst Opfer zu werden. 
Wertet man jegliche Kontaktform als Erfahrung mit Cyber-Mobbing, also auch als 
unbeteiligter Beobachter, haben 29,0% der Jungsemester Erfahrungen gemacht, je-
doch nur 3,7% der Altsemester. Dadurch entsteht ein schwacher, statistisch relevan-
ter Zusammenhang (Φ=0,284, p=0,007).  
  
                                                 
26 Es werden die aufsummierten Anteile zu den Antwortoptionen sehr wichtig und wichtig (Jungse-
mester) bzw. sehr gut vorbereitet und gut vorbereitet (Altsemester) dargestellt.  
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5 Diskussion der Ergebnisse 
In diesem Kapitel werden die Forschungsfragen aus Kapitel 4.1 anhand der erarbei-
teten Ergebnisse beantwortet. Außerdem werden die Ergebnisse ggf. eingeschränkt 
und der Aufbau und Ablauf der Studie kritisch hinterfragt.  
5.1 Bezug zu den Forschungsfragen 
5.1.1 Welches Vorwissen haben Studenten zum Thema „Cyber-Mob-
bing“? 
Auch wenn die Altstudenten ihr Vorwissen als mittel oder gering einschätzten, zei-
gen die Ergebnisse der Befragung, dass sie diesbezüglich eher falsch liegen. Viel-
mehr kann ihnen ein mittleres bis umfassendes Vorwissen attestieren werden, das 
damit mit dem Vorwissen der Jungsemester gleichzusetzen ist.27  
Von den vier Merkmalen, die in der Definition von Cyber-Mobbing von Patchin 
und Hinduja (vgl. Kapitel 2.2.1) gefordert werden, nannten die Studenten alle. 
Schon allein in den zitierten Definitionsversuchen lassen sich drei dieser Merkmale 
(intentional, harmful, online) finden. Die von den Studenten angegebenen Unter-
schiede zum klassischen Mobbing decken sich mit den in der Literatur angeführten 
Abweichungen.  
Ebenso entspricht die Vermutung, dass soziale Netzwerke am häufigsten als Tat-
werkzeuge missbraucht werden, den Ergebnissen der Wissenschaft.  
Ein ähnliches Bild ergibt sich bei der Frage nach den Ursachen. Aus den vorgege-
benen Antwortmöglichkeiten wurden in der Regel die von den Forschern herausge-
arbeiteten Hauptgründe ausgewählt.  
Wie in Kapitel 2.3 erwähnt, wird das Verbreiten von peinlichem Bildmaterial von 
den Opfern als sehr verletzend wahrgenommen, noch verletzender sogar als klassi-
sches Bullying. Genauso sahen es die befragten Studenten. Warum Altsemester die 
Allgegenwärtigkeit des Cyber-Mobbings als belastender empfinden, lässt sich aus 
                                                 
27 Dass die Altsemester ihr Vorwissen tendenziell eher schlechter eingeschätzt haben, mag vielleicht 
daran liegen, dass sie sich unsicher fühlen, da sie noch keine persönlichen Erfahrungen mit Cyber-
Mobbing gemacht haben und lediglich aus der Presse u.a. darüber gelesen haben. 
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den vorhandenen Daten nicht ablesen. Eine mögliche Erklärung ist, dass in der 
Gruppe der Jungsemester mehr Befragte das 8-jährige Gymnasium abgeschlossen 
haben und deswegen Ganztagsschulen besuchten. Somit nimmt die Schule einen 
wesentlich größeren Stellenwert in der Tagesgestaltung ein und es gibt weniger Be-
reiche, in die sich das Mobbing ausbreiten kann.  
Durch den größtenteils vermuteten geringen Schuldanteil eines Opfers sowie der 
Meinung, dass prinzipiell jeder Schüler gemobbt werden könne, wurde auch dem 
Umstand Rechnung getragen, dass manche Opfer gegen sie gerichtete Attacken 
durch unvorsichtiges Handeln selbst auslösen oder provozieren. Dabei ist der fest-
gestellte statistische Zusammenhang bei der zweiten Frage vermutlich auf die ge-
ringen Fallzahlen zurückzuführen28.  
Beide Gruppen würden zur Prävention möglichen Opfern Informationen zukommen 
lassen und Täter für die Konsequenzen ihres Handelns sensibilisieren. Der beobach-
tete statistisch relevante Zusammenhang bzgl. der generellen Präventionsmöglich-
keiten rührt wahrscheinlich von den geringen Fallzahlen her. Auffallend ist, dass 
relativ wenige Studenten als Lehrer versuchen würden, ihre Klasse davon zu über-
zeugen, geschlossen gegen den oder die Täter vorzugehen. Auch wenn die Frage 
diesbezüglich nicht ausdrücklich formuliert ist, scheint den Befragten die Auswir-
kung des Verhaltens von Bystandern auf Cyber-Mobbing-Aktivitäten nicht klar zu 
sein.  
Die im Freitext formulierten Interventionsmaßnahmen der Studenten finden sich so 
auch in professionellen Ratgebern wieder. Vor allem das Thematisieren in der 
Klasse und das Einbeziehen der Schulfamilie wurden mehrfach genannt. 
Ein Großteil aller Befragten wies also umfangreiche Kenntnisse auf. Auch wenn sie 
dieses Wissen nicht bewusst hatten, so konnte das Phänomen intuitiv richtig erfasst 
und den Erkenntnissen der Wissenschaft entsprechend bewertet werden. 
                                                 
28 Ein weiterer interessanter Punkt ist, dass 58,8% der Teilnehmer (n=17), die nicht glaubten, dass 
jeder Schüler Opfer werden könne, ihr eigenes Vorwissen als umfassend einschätzten. Es besteht 
kein statistischer Zusammenhang (Φ=0,264, p=0,156). Da dieser Umstand auch nicht zur Beantwor-
tung der Forschungsfragen dienlich ist, wird er lediglich als Fußnote angemerkt.  
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5.1.2 Welche Relevanz hat das Thema „Cyber-Bullying“ in der Lehramts-
ausbildung und wie wichtig ist es für Lehramtsstudenten? 
Um die Relevanz des Themas „Cyber-Mobbing“ in der Lehramtsausbildung bewer-
ten zu können, kann man sich lediglich auf die Einschätzungen der Altsemester be-
ziehen, für welche Situationen sie sich gut ausgebildet sehen. Demnach wird dem 
Thema wenig Aufmerksamkeit gewidmet, da sich die Studenten verhältnismäßig 
schlecht auf den Umgang mit Konflikten in diesem Bereich vorbereitet fühlen.  
Gleichzeitig jedoch ist den Jungsemestern eine Vorbereitung im Bereich  
(Cyber-)Mobbing besonders wichtig. Dem liegt zu Grunde, dass sich beide Befra-
gungsgruppen bewusst sind, dass Cyber-Mobbing häufig im Umfeld der Schule ge-
schieht. Deswegen fordern sie, dass sich Lehrer damit umfassend auseinandersetzen 
sollten. Außerdem schätzen sie nahezu durchgängig die gesellschaftliche Relevanz 
des Themas als eher wichtig oder sogar sehr wichtig ein. Auch aus der als hoch bis 
sehr hoch eingestuften Wahrscheinlichkeit, mit Cyber-Mobbing-Vorfällen konfron-
tiert zu werden, kann der Wunsch nach geeigneter Ausbildung bzw. Vorbereitung 
resultieren.  
Die Studenten sehen noch Optimierungspotential im derzeitigen Informationsstand 
der Lehrer zum Phänomen.29 Als Lösung sehen sie jedoch weniger die Einführung 
eines Schulfaches „Neue Medien“, in dem u.a. über die Gefahren der Internetnut-
zung gesprochen werden könnte. Vielmehr sollte sich ihrer Meinung nach jeder 
Lehrer damit auskennen. Dies impliziert, dass auch jeder Lehrer über das Thema 
Cyber-Mobbing Bescheid wissen sollte. Welche Möglichkeiten die Befragten se-
hen, dies zu gewährleisten, wurde in der Studie nicht abgefragt, so dass dazu keine 
Aussagen vorliegen. 
  
                                                 
29 Warum dabei die Altsemester den Lehrern schlechtere Noten gaben als die Jungsemester, könnte 
u.a. daran liegen, dass sie ihr eigenes, geringer eingeschätztes Vorwissen als Bewertungsbasis nutz-
ten. 
50 
 
5.1.3 Haben persönliche Erfahrungen mit Cyber-Mobbing Auswirkungen 
auf die Wahrnehmung/Einschätzung des Phänomens? 
Im Rahmen der vorliegenden Befragung haben persönliche Erfahrungen mit Cyber-
Mobbing in weiten Teilen keine Auswirkungen auf die Wahrnehmung bzw. Ein-
schätzung des Phänomens bewirkt. Bei drei Fragen kann ein statistisch relevanter 
Zusammenhang zwischen dem Antwortverhalten und gemachten Erfahrungen fest-
gestellt werden; bei einer weiteren Frage gibt es einen nahezu statistisch relevanten, 
mittleren Zusammenhang (Φ=0,349, p=0,054).  
Bei dem nicht relevanten Zusammenhang sprachen sich überproportional viele Stu-
denten mit Erfahrung gegen ein eigenes Unterrichtsfach „Neue Medien“ aus (52,6% 
stimme eher nicht zu, 0% stimme nicht zu). Bei den restlichen Studenten waren dies 
deutlich weniger (18,6% stimme eher nicht zu, 4,3% stimme gar nicht zu). Ein Grund 
dafür könnte sein, dass für Studenten mit eigenem Cyber-Mobbing-Erleben theore-
tisch jeder Lehrer betroffenen Schülern beistehen können sollte. Dem entspricht, 
dass 84,2% von ihnen der Aussage voll und ganz zugestimmt (57,9%) oder zuge-
stimmt (26,3%) haben, Lehrer aller Fächerkombinationen sollten sich mit neuen Me-
dien auskennen. Studenten ohne Erfahrung haben diese Frage ähnlich beantwortet: 
48,6% stimmten voll und ganz zu, 32,9% stimmten zu, es gibt hier also keine rele-
vanten Unterschiede. Außerdem sah die erste Gruppe die Wahrscheinlichkeit, als 
zukünftiger Lehrer in Kontakt mit Cyber-Mobbing zu kommen, als wesentlich 
wahrscheinlicher an, als die zweite. 68,4% sahen sie als sehr hoch an, 31,6% als 
hoch. Bei der zweiten Gruppe war dieses Verhältnis nahezu umgekehrt: hier vermu-
teten 34,8% eine sehr hohe und 62,3% eine hohe Wahrscheinlichkeit. Aus diesem 
Antwortverhalten resultiert ein schwacher, statistisch relevanter Unterschied zwi-
schen den beiden Gruppen (Φ=0,284, p=0,029).  
Allerdings geht die Meinung der Studenten mit Erfahrung weiter auseinander, ob 
ein Lehrer Probleme hat, wenn er sich nicht mit neuen Medien auskennt. So stimm-
ten zwar verhältnismäßig mehr Befragte voll und ganz zu (31,6% zu 20,0% der Stu-
denten ohne Erfahrung), dafür wählten weniger Studienteilnehmer die Antwortop-
tion stimme zu (26,3% zu 47,1%). Diese Differenz ist damit erklärbar, dass vermehrt 
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der Aussage teilweise zugestimmt wurde (36,8% zu 20,0%). Durch diese Unter-
schiede ergibt sich ein statistisch relevanter, mittlerer Zusammenhang (Φ=0,341, 
p=0,035). 
Zu guter Letzt ist noch statistisch auffällig (Φ=0,241, p=0,028), dass Studenten, die 
Cyber-Mobbing erlebt haben, die Ausbreitung von Mobbing auf alle Lebensberei-
che als weniger belastend empfinden, als andere. Nur 12,5% sahen diesen Umstand 
unter den drei besonders belastenden Auswirkungen, im Vergleich zu 41,8% der 
unerfahrenen Studenten.  
5.2 Kritik und Einschränkungen 
Eine große Einschränkung die in dieser Arbeit gemacht werden muss, sind die ge-
ringen Fallzahlen, bei denen es zudem einen relativ großen Unterschied zwischen 
Jung- und Altsemestern gibt. Dadurch ist die Interpretation der Ergebnisse an Hand 
der statistischen Angaben mit äußerster Vorsicht zu führen, da sich schon geringe 
Änderungen stark auf das Gesamtergebnis auswirken. 
Ein weiteres Manko der Umfrage ist, dass das Antwortverhalten der Befragten in 
einigen Fällen durch den Effekt der sozialen Erwünschtheit verzerrt worden sein 
könnte. Vor allem auf die Frage, auf welche Konfliktsituationen sich die Studenten 
eine Vorbereitung wünschen, könnte dies besonders zutreffen. Dadurch, dass zu Be-
ginn der Befragung gesagt wurde, um was es in der Studie geht, könnte die Thematik 
„Cyber-Mobbing“ von den Teilnehmern als besonders wichtig wahrgenommen 
worden sein.   
Auch der Aufbau des Fragebogens ist kritikwürdig. So schien den Studenten die 
Beantwortung einiger Fragen sehr schwer zu fallen, was sich z.B. dadurch zeigt, 
dass viele eine Antwort verweigert oder bei umfassenderen Frageblöcken abgebro-
chen haben. Beispiele dafür sind die Fragen Stelle Dir vor, du wärst als Klassenleh-
rer an einer Schule. An welcher Stelle würdest Du ansetzen, um präventiv gegen 
Cyber-Mobbing vorzugehen? oder An welchen Schulformen findet Cyber-Mobbing 
besonders häufig statt? Sortiere bitte die Schulformen Berufskolleg, Gymnasium, 
Realschule, Gesamtschule, Hauptschule, Förderschule und Grundschule nach der 
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Häufigkeit!“. Bei der zweiten Frage brachen sogar so viele Studenten ab oder ver-
weigerten die Antwort, dass eine Auswertung nicht sinnig war. Die Frage nach 
Möglichkeiten zur Prävention scheint vor allem den Jungsemestern Probleme berei-
tet zu haben, da sieben Studenten keine Angaben machten. Bei näherer Betrachtung 
des Gesamtdatensatzes wird jedoch deutlich, dass dies vor allem an den umfangrei-
cheren Fragen liegt, die im vorhergehenden Verlauf des Fragebogens gestellt wur-
den. Gerade die beiden Fragenblöcke nach Erhebung der demographischen Daten 
waren eher ausufernd. Erschwerend kommt hinzu, dass der Einstieg, bei dem ver-
schiedene Motivationsgründe für das Lehramtsstudium bewertet werden sollten, für 
die eigentliche Studie wenig aussagekräftig war. Dadurch wurde die Geduld der 
Probanden stark auf die Probe gestellt, die ihnen dann zur Bearbeitung späterer, 
aussagekräftigerer Fragen womöglich fehlte.  
Doch nicht nur die erste Frage lieferte wenige Erkenntnisse. Auch die letzte Frage30 
oder die, welche Ansprechpartner und Informationsquellen zum Thema die Studen-
ten kennen, waren wenig ergiebig. Die erste wurde zumeist mit Eltern, Lehrer, 
Freunde beantwortet, die zweite mit Internet. Stattdessen hätte man alternative Fra-
gen stellen können, z.B. zum Internetverhalten der Jugendlichen.  
Schließlich wurde es außerdem versäumt, die Fragen einheitlich zu stellen. Dies be-
trifft vor allem diejenigen Fragen, bei denen die Studenten Aussagen bewerten oder 
den Grad ihrer Zustimmung angeben sollten. So sollte beispielsweise beim ersten 
Fragenblock aus fünf Niveaustufen ausgewählt werden, zuzüglich der Antwortmög-
lichkeit weiß ich nicht. Bei späteren Fragen wurde allerdings diese letzte Möglich-
keit nicht mehr gegeben bzw. gab es diese, jedoch konnte man nicht eine neutrale 
Position ausdrücken.  
Trotz der kleineren Mängel haben die beiden Umfragen viele interessante Erkennt-
nisse zum Thema Cyber-Mobbing geliefert und einige Trends aufgezeigt. Um ver-
tiefende Aussagen über bestimmte Bereiche zu erhalten, z.B. wie sich die Studenten 
                                                 
30 An wen würdest Du Dich wenden, wenn Du heute als Schüler/in Opfer, von Cyber-Mobbing wer-
den würdest? 
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eine Ausbildung der Lehrer zum Thema „Neue Medien“ oder „Cyber-Mobbing“ 
vorstellen, sind jedoch weitere Untersuchungen nötig. 
6 Fazit 
Aggressionen zwischen Menschen hat es schon immer gegeben und wird es immer 
geben. Auch ist das Internet inzwischen nicht mehr aus unserer Welt wegzudenken. 
Aus dieser Mischung heraus wird Cyber-Mobbing auch in den nächsten Jahren, viel-
leicht sogar Jahrzehnten, weiterhin ein Thema bleiben, mit dem sich Eltern und Leh-
rer konfrontiert sehen. Dabei ist das Internet in Form von sozialen Netzwerken, Fo-
ren und Chatrooms nicht per se das Problem, wohl aber das erschreckend geringe 
Wissen über den richtigen Umgang mit ihm (vgl. Spengler, 2012, S. 15 f.).  
Inzwischen wird die Medienerziehung der Schüler jedoch nicht nur gefordert, sie 
soll auch gefördert werden. Dafür möchte die Bundesregierung bis zum Jahr 2024 
500 Millionen Euro in die Ausbildung von Lehrern investieren, um z.B. zu ermög-
lichen, „dass die Digitale Agenda auch von den Lehrerinnen und Lehrern gut be-
herrscht wird“ (vgl. Merkel, 2014, S. 2). Dadurch soll u.a. auf den Umstand reagiert 
werden, dass sich Lehrer bisher im Umgang mit sozialen Netzwerken etc. nicht aus-
kennen bzw. diese Angebote vollkommen anders als ihre Schüler nutzen (vgl. 
Kerres, Rohs, & Heinen, 2012, S. 9 ff.). Dies ist aber nötig, um in der Schule ange-
messen über diese Themen reden zu können. Es stellt sich daher die Frage, wie viele 
und welche Lehrer ausgebildet werden sollten. Dabei macht es einen Unterschied, 
ob Personal für ein neues Unterrichtsfach „ Neue Medien“ ausgebildet oder ob Wis-
sen über den Umgang mit Cyber-Mobbing, mittels Fortbildungen, vermittelt werden 
soll.  
Für den zweiten Fall ist es nötig, so viele Lehrer wie möglich zu informieren, da es 
jedem Lehrer passieren kann, dass er in einer Klasse auf Cyber-Mobbing-Aktivitä-
ten stößt. Nur so kann gewährleistet werden, dass Vorfälle zeitnah unterbunden wer-
den und Opfer adäquate Hilfe erhalten. Doch wie lässt sich eine Ausbildung mög-
lichst vieler Personen bewerkstelligen?  
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Wie die Studie zeigen konnte, ist es für Studenten kein Problem, die Vorgänge und 
Auswirkungen von Cyber-Mobbing zu erfassen, auch wenn sie ihr eigenes Vorwis-
sen als gering bezeichnen. Ausgehend davon, dass sie zudem im Umgang mit sozi-
alen Netzwerken geübt sind und deren Möglichkeiten kennen, benötigten sie also 
keine sonderlich tiefgreifende Ausbildung, um das Phänomen begreifen zu können. 
Der einzig wichtige Punkt wäre, soweit es aus der Befragung hervorgeht, auf die 
wichtige Rolle der Bystander verstärkt hinzuweisen. Abgesehen davon würde es 
mehr oder weniger reichen, ihnen Anregungen zur Prävention und Intervention zu 
geben. Dazu findet man z.B. im Buch31 „Cybermobbing. Wenn das Internet zur 
W@ffe wird“ von C. Katzer oder „Words wound“ von J. Patchin und S. Hinduja 
viele abwechslungsreiche Ideen. Es stellt sich lediglich die Frage, wo zukünftige 
Lehrer über Phänomene wie Cyber-Mobbing informiert werden sollten. 
Um eine Idee dafür zu bekommen, wie man Lehrer, die schon länger im Dienst sind, 
aber auch Schulleitungen und Schülereltern möglichst gut über das Thema aufklären 
kann, sollte in weiteren Studien deren Wissen und Einschätzungen zu Cyber-Mob-
bing und neuen Medien erfasst werden. Darauf aufbauend kann anschließend ein 
entsprechendes Fortbildungsprogramm erstellt werden, das ggf. auch die Funktions-
weisen von sozialen Netzwerken enthält. Die Ausbildung dieser Personengruppen 
könnte dann auch durch Schüler erfolgen, so wie im Projekt „Medienscouts NRW“ 
angedacht (vgl. dazu Kerres, Rohs, & Heinen, 2012). 
Zusammenfassend kann festgehalten werden, dass es für alle Mitglieder der Schul-
familie wichtig ist, sich mit Cyber-Mobbing und anderen Internet Phänomenen aus-
einanderzusetzen. Dennoch sollten die Probleme, die mit dem Internet einhergehen, 
nicht überschätzt werden, da die meisten Kinder und Jugendlichen kein Mobbing 
betreiben. Jedoch müssen alle über die Folgen von Cyber-Mobbing Bescheid wis-
sen, um Opfern schnell und erfolgreich helfen zu können.   
                                                 
31 Siehe Literaturverzeichnis 
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Anhang 
Fragebogen 
Liebe Kommilitonen, 
ich schreibe meine Staatsarbeit zum Thema "Cyber-Mobbing" im Rahmen des ETS-
Projekts "Lehrer in der digitalen Welt. Einsatz von Tablet-PCs zur praxisorientierten 
Umsetzung des innovativen Konzepts 'Lernen durch Gestalten'". 
Dafür benötige ich Eure Unterstützung und würde mich sehr freuen, wenn Ihr den 
vorliegenden Fragebogen ausfüllen könntet. Die Bearbeitung dauert etwa 15 Minu-
ten und es wäre super, wenn Ihr Euch die Zeit nehmen könntet. Eure Angaben wer-
den selbstverständlich streng vertraulich behandelt, die Daten sind im Rahmen der 
Auswertung nicht auf Euch persönlich rückführbar. Wer weitergehende Fragen zum 
Thema oder zu den Ergebnissen hat, kann mir gerne jederzeit eine E-Mail an johan-
nes.bock@rwth-aachen.de schicken. 
Vielen Dank schon jetzt für Eure Mithilfe! 
 
 
 
Johannes Bock 
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I. Angaben zur Person 
 
Geschlecht:  
⃝ weiblich  ⃝ männlich 
Alter: ______________Jahre 
Studiengang: 
⃝ Lehramt an Gymnasien und Gesamtschulen 
⃝ Lehramt an Berufskollegs 
Anzahl der Fachsemester: ________________ 
Kreuze bitte die Fächer an, die Du aktuell studierst! 
Lehramt an Gymnasien 
⃝ Biologie 
⃝ Chemie 
⃝ Deutsch 
⃝ Englisch 
⃝ Französisch 
⃝ Geschichte 
⃝ Informatik 
⃝ Katholische Religions-
lehre 
⃝ Mathematik 
⃝ Physik 
⃝ Spanisch 
⃝ ________________ 
Lehramt an Berufskollegs 
⃝ Bautechnik  
⃝ Bautechnik mit Hochbautechnik 
⃝ Bautechnik mit Holztechnik 
⃝ Bautechnik mit Tiefbautechnik  
⃝ Bautechnik mit Versorgungstechnik 
⃝ Biologie 
⃝ Chemie 
⃝ Deutsch 
⃝ Elektrotechnik  
⃝ Elektrotechnik mit Energietechnik  
⃝ Elektrotechnik mit Nachrichtentechnik 
⃝ Elektrotechnik mit Technischer Informatik 
⃝ Englisch 
⃝ Französisch 
⃝ Katholische Religionslehre 
⃝ Maschinenbautechnik  
⃝ Maschinenbautechnik mit Fahrzeugtechnik 
⃝ Maschinenbautechnik mit Fertigungstechnik 
⃝ Maschinenbautechnik mit Versorgungstechnik 
⃝ Mathematik 
⃝ Physik 
⃝ Politik 
⃝ Spanisch 
⃝ Textiltechnik  
⃝ Wirtschaftslehre/Politik 
⃝ Wirtschaftswissenschaft 
⃝ ____________________ 
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Zum Einstieg würde ich gerne wissen, warum Du Dich für den Lehrerberuf 
entschieden hast. Bitte beantworte, inwieweit Du den Aussagen zustimmst. 
Ich habe mich für eine Berufslaufbahn als Lehrer ent-
schieden, weil… 
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… mir das die Möglichkeit gibt, den Respekt und die 
Liebe von Kindern zu erfahren. 
      
… ich den Inhalt meines Fachs/ meiner Fächer sehr gerne 
mag. 
      
… man als Lehrer eine Autorität ist.       
… der Lehrerberuf eine intellektuell anregende Tätigkeit 
ist. 
      
… ich gerne einige Probleme im Bildungssystem lösen/ 
beheben würde. 
      
… ich gerne im Mittelpunkt stehe.       
… ich mich dazu „berufen“ fühle, Lehrer zu sein.       
… ich Kinder mag.       
… der Lehrerberuf mir viele Aufstiegsmöglichkeiten für 
meine Karriere bietet. 
      
… der Beruf der beste von denen ist, für die ich geeignet 
bin. 
      
… ich so mein eigener Chef sein kann.       
… mein Beruf mir die Möglichkeit gibt, denen zu helfen, 
die weniger Glück im Leben hatten. 
      
… der Lehrerberuf ein gutes Karrieresprungbrett für an-
dere Berufe ist. 
      
… ich bereits in anderen Bereichen mit Kindern gearbeitet 
habe und dachte, dass Lehren genauso viel Freude berei-
ten würde. 
      
… ich gerne Wissen weitergeben/ vermitteln möchte.       
… gute Lehrer so dringend gebraucht werden.       
… der Beruf zu meiner Persönlichkeit passt.       
… es mir hilft, meinen Charakter weiterzuentwickeln.       
… ich als Lehrer ein gutes Vorbild für die Kinder sein 
kann. 
      
… die Tätigkeit als Lehrer es mir ermöglicht, den Respekt 
für Wissen und Lernen zu stärken/ erhöhen. 
      
… der Lehrerberuf mir die Möglichkeit gibt, die Gesell-
schaft zu beeinflussen. 
      
… der Beruf mir die Möglichkeit gibt, Verantwortung/ 
Führungspositionen zu übernehmen. 
      
… ich schon immer Lehrer werden wollte.       
… ich in diesem Beruf umgehend direktes Feedback bzgl. 
meiner Leistungen bekomme (z.B. von Kindern oder Kol-
legen. 
      
… ich als Lehrer die Möglichkeit habe, lebenslang zu ler-
nen. 
      
… ich oft als „natürlicher“ Lehrer bezeichnet werde./ 
Leute oft sagen, dass ich der geborene Lehrer bin. 
      
… ich sicher bin, dass ich ein besserer Lehrer bin, als viele 
meiner früheren (schlechten) Lehrer es waren. 
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II. Lehramtsausbildung an der RWTH 
Wie wichtig ist es Dir, in der Lehramtsausbildung auf die folgenden Situatio-
nen bzw. Konflikte vorbereitet zu werden, die Dir möglicherweise im späteren 
Schulalltag begegnen?   
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Schüler sind nicht motiviert.      
Schüler sind untereinander aggressiv.      
Eltern beschweren sich bei der Schulleitung über meinen 
Unterricht. 
     
Die Noten der gesamten Klasse werden kontinuierlich 
schlechter. 
     
Die Schüler beschweren sich über einen Kollegen/ eine 
Kollegin. 
     
Schüler machen Vorschläge zur veränderten Unterrichtsge-
staltung. 
     
Schüler haben vertiefende Fragen zum Unterrichtsstoff.      
Einzelne Schüler sind durch das Lerntempo der Klasse un-
terfordert. 
     
Innerhalb der Klasse sind Mobbing-Aktivitäten wahrnehm-
bar. 
     
Schüler berichten von Cyber-Mobbing-Aktivitäten.      
Einzelne Schüler kommen häufig zu spät oder bleiben tage-
lang dem Unterricht fern. 
     
Einzelne Schüler erreichen nicht die angestrebten Lernziele.      
Einzelne Schüler haben auf Grund ihres Migrationshinter-
grundes Sprachprobleme. 
     
Ein Schüler berichtet von massiven Problemen im Eltern-
haus (Alkoholismus, häusliche Gewalt,…). 
     
Umgang mit Schülern, die von ADHS betroffen sind.      
Einzelne Schüler Ihrer Klasse konsumieren möglicherweise 
Drogen. 
     
Unterricht eigenständig vorbereiten und durchführen.      
Die zur Verfügung stehende Unterrichtszeit so nutzen, dass 
der Lernerfolg der Schüler maximiert wird. 
     
Die Schüler motivieren, ihr Bestes zu geben.      
Probleme zwischen meinen Schülerinnen und Schülern 
wahrnehmen. 
     
Mit Schülern über das Thema „Online-Sucht“ sprechen.      
Cyber-Mobbing-Aktivitäten in meiner Klasse wahrnehmen.      
Mit meinen Schülerinnen und Schülern kompetent über ak-
tuelle Medienphänomene sprechen. 
     
Meinen Schülern spezifisches Feedback zu ihrem Lernpro-
zess geben. 
     
Alle Schüler im Sinne der Inklusion gleich behandeln.      
Souverän mit Störungen durch einzelne Schülerinnen und 
Schüler umgehen. 
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III. Cybermobbing 
Bewerte bitte die zunächst die folgenden Aussagen: 
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Medien sind ein wesentlicher Teil der Lebenswelt von 
Schülern. 
      
Neue Medien beinhalten viele Gefahren für Schüler.       
Neue Medien sollten in der Schule in einem separaten 
Unterrichtsfach thematisiert werden. 
      
Lehrkräfte aller Fächer(kombinationen) sollten sich mit 
neuen Medien auskennen. 
      
Im Umgang mit Schülern hat man als Lehrkraft Prob-
leme, wenn man sich nicht mit neuen Medien auskennt. 
      
Neue Medien haben in der Schule nichts zu suchen. Um 
dieses Thema sollen sich die Eltern kümmern. 
      
 
Was verstehst Du unter „Cyber-Mobbing“? 
  __________________________________________________ 
__________________________________________________ 
__________________________________________________ 
__________________________________________________ 
__________________________________________________ 
 
Welche Unterschiede bestehen zwischen dem „klassischen“ Mobbing an Schu-
len und „Cyber-Mobbing“? 
__________________________________________________ 
__________________________________________________ 
__________________________________________________ 
__________________________________________________ 
__________________________________________________  
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Wie beurteilst Du die gesellschaftliche Relevanz des Themas „Cyber-Mob-
bing“? 
⃝ sehr wichtig ⃝ eher wichtig ⃝ eher unwichtig ⃝ ohne gesell-
schaftliche Rele-
vanz 
 
Wie beurteilst Du Dein Vorwissen zum Thema „Cyber-Mobbing“? 
⃝ sehr umfassend ⃝ umfassend ⃝ mittel ⃝ sehr gering 
  
Welche Möglichkeiten nutzen Kinder und Jugendliche nach Deiner Einschät-
zung/ Erfahrung, um andere zu beleidigen oder zu beschimpfen? 
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E-Mail 
 
     
SMS 
 
     
Anrufe 
 
     
WhatsApp 
 
     
Twitter 
 
     
Soziale Netzwerke 
 
     
Skype 
 
     
Chatrooms 
 
     
Videoplattformen (z.B. YouTube) 
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Worin siehst du die Ursachen für Cyber-Mobbing-Aktivitäten von Kindern 
und Jugendlichen? (Mehrfachnennungen möglich) 
⃝ Schlechte Erziehung durch die Eltern 
⃝ Kinder und Jugendlichen nutzen die technischen Möglichkeiten aus 
⃝ Kinder und Jugendliche, die sonst Opfer sind, möchten sich rächen 
⃝ Allgemeiner Werteverfall in der Gesellschaft 
⃝ Leistungsdruck in der Schule 
⃝ Anonymität des Internets senkt die Hemmschwelle 
⃝ Den Kindern und Jugendlichen sind die Konsequenzen/Reichweite nicht bewusst 
⃝ Wunsch nach Anerkennung in der Peer-Group (bei den Gleichaltrigen) 
⃝ Langeweile der Kinder und Jugendlichen 
⃝ Angst, selber gemobbt zu werden 
⃝ Sonstiges: ______________________________ 
Welchen Anteil haben betroffene Kinder und Jugendliche daran, dass sie Op-
fer von Cyber-Mobbing werden? 
⃝ sehr ho-
her Anteil 
⃝ hoher 
Anteil 
⃝ genauso 
viel wie die 
Täter  
⃝ geringer 
Anteil 
⃝ gar kein 
Anteil 
⃝ weiß ich 
nicht 
Welche Schüler können Opfer von Cyber-Mobbing werden? (Mehrfachnennun-
gen möglich) 
⃝ jeder Schüler ⃝ alle Schüler, die kein Smartphone 
besitzen 
⃝ alle Schüler, die soziale Netzwerke 
nutzen 
⃝ Schüler, die schon mal selber ge-
mobbt haben  
⃝ Schüler mit besonders guten Noten ⃝ Schüler mit Übergewicht 
⃝ unbeliebte Schüler ⃝ besonders beliebte Schüler 
⃝ Schüler aus armen Familien ⃝ Schüler mit Migrationshintergrund 
⃝ Jungen ⃝ Mädchen 
⃝ alle Schüler, die keine Markenklamot-
ten tragen 
⃝ alle Schüler, die gedankenlos das 
Internet nutzen 
⃝ hässliche Schüler ⃝ schüchterne Schüler 
⃝ Sonstige:  __________________  
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Cyber-Mobbing kann unterschiedliche Formen annehmen und verschiedene 
Auswirkungen haben. Kreuze bitte drei Aspekte/Formen an, die nach Deiner 
Einschätzung für das Opfer von Cyber-Mobbing besonders belastend sind. 
⃝ Verbreitung von peinlichen Bildern und Videos (z.B. bei Facebook oder Y-
ouTube) 
⃝ verbale Beleidigungen in Chatrooms 
⃝ verbale Beleidigungen am Handy per Anruf oder Textnachricht 
⃝ verbale Beleidigungen auf der Pinnwand in sozialen Netzwerken 
⃝ Ausschluss aus Instant-Messenger-Gruppen oder Freundschaftsgruppen in 
sozialen Netzwerken 
⃝ Keine Unterstützung seitens der Lehrer, Eltern, Freunde u.a. zu erfahren 
⃝ (vermeintliche) Hilflosigkeit 
⃝ Ausbreitung der Mobbing-Attacken in alle Lebensbereiche (z.B. aus dem 
Schulhof in den Sportverein) 
⃝ Vereinsamung  
⃝ Kombination von Cyber-Mobbing-Attacken und Schulhof-Mobbing 
⃝ Anonymität der Täter 
⃝ mehrere Personen als Täter 
⃝ unklare Herkunft von verbreiteten peinlichen Bildern/Videos bzw. Beleidi-
gungen/Diffamierungen  
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Wie intensiv sollten sich die folgenden Gruppen mit dem Thema Cyber-Mob-
bing auseinandersetzen? 
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Eltern      
Lehrer      
Schulleitung      
Sozialpädagogen      
Kinder      
Jugendliche      
Polizei      
Medienpädagogen      
Betreuer in Sportvereinen      
Betreuer in Jugend- und Freizeitstätten      
Erziehungswissenschaftler      
Erzieher      
kirchliche Jugendarbeiter      
Nachhilfeinstitute      
 
An welchen Schulformen findet Cyber-Mobbing besonders häufig statt?  
Sortiere bitte die Schulformen Berufskolleg, Gymnasium, Realschule, Gesamt-
schule, Hauptschule, Förderschule und Grundschule nach der Häufigkeit! 
Häufigkeit Schulform 
1. Am häufigsten Cyber-Mobbing 
Aktionen 
 
2.   
3.   
4.   
5.   
6.   
7. Am seltensten Cyber-Mobbing 
Aktionen 
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Wie beurteilst Du die Wahrscheinlichkeit, im Rahmen Deiner Tätigkeit als 
Lehrer mit Cyber-Mobbing in Kontakt zu kommen? 
⃝ sehr hohe Wahrscheinlichkeit ⃝ hohe Wahrscheinlichkeit 
⃝ geringe Wahrscheinlichkeit ⃝ Ich schließe es aus, damit in Kontakt 
zu kommen 
 
Wie beurteilst Du die Wahrscheinlichkeit, als Lehrer das Opfer von Cyber-
Mobbing zu werden? 
⃝ sehr hohe Wahrscheinlichkeit ⃝ hohe Wahrscheinlichkeit 
⃝ geringe Wahrscheinlichkeit ⃝ Ich schließe es aus, Opfer von Cyber-
Mobbing zu werden 
 
Was sollten Lehrkräfte tun, wenn in ihrer Klasse Cyber-Mobbing-Aktivitäten 
auftreten? 
__________________________________________________ 
__________________________________________________ 
__________________________________________________ 
 
Stelle Dir vor, du wärst als Klassenlehrer an einer Schule. An welcher Stelle 
würdest Du ansetzen, um präventiv gegen Cyber-Mobbing vorzugehen? 
⃝ Potentielle Täter für die (belastenden) Folgen von Cyber-Mobbing für Opfer 
sensibilisieren 
⃝ Potentielle Opfer über Reaktionsmöglichkeiten und Anlaufstellen informie-
ren 
⃝ Die Klasse davon überzeugen, dass Cyber-Mobbing ein Tabu ist 
⃝ Die Klasse davon überzeugen, bei einem Vorfall entschieden gegen den oder 
die Täter vorzugehen 
⃝ Drakonische Strafen androhen, falls Cyber-Mobbing auftritt 
⃝ Präventiv kann man wenig gegen Cyber-Mobbing unternehmen 
⃝ Sonstiges: _______________________  
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Wie gut sind nach Deiner Einschätzung/ Erfahrung die Lehrkräfte an Schulen 
über Cyber-Mobbing informiert? 
⃝ sehr gut ⃝ gut ⃝ befriedi-
gend 
⃝ ausreichend ⃝ mangelhaft 
 
Welche Ansprechpartner und Informationsquellen kennst Du, um Dich näher 
über Cyber-Mobbing zu informieren? 
1.________________________________________________ 
2.________________________________________________ 
3.________________________________________________ 
4.________________________________________________ 
5.________________________________________________ 
 
Hast Du in Deiner Schulzeit eigene Erfahrungen mit Cyber-Mobbing gesam-
melt? 
⃝ ja, als 
Täter 
⃝ ja, als 
Opfer 
⃝ ja, als 
Mitläufer  
⃝ ja, als 
unbeteilig-
ter Be-
obachter 
⃝ ja, als 
Helfer des 
Opfers 
⃝ nein 
 
An wen würdest Du Dich wenden, wenn Du heute als Schüler/in Opfer, von 
Cyber-Mobbing werden würdest? 
__________________________________________________ 
__________________________________________________ 
__________________________________________________ 
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