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ABSTRAK 
Penelitian ini dilakukan dengan tujuan untuk 
mengetahui bagaimana bentuk-bentuk 
larangan dalam Pasal 27 Undang-Undang 
Nomor 11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik dan bagaimana 
pemberlakuan ketentuan pidana apabila 
melanggar larangan dalam Pasal 27 Undang-
Undang Nomor 11 Tahun 2008 Tentang 
Informasi Dan Transaksi Elektronik. Dengan 
menggunakan metode penelitian yuridis 
normative, disimpulkan: 1. Bentuk-bentuk 
larangan dalam Pasal 27 Undang-Undang 
Nomor 11 Tahun 2008 Tentang Informasi dan 
Transaksi elektronik, seperti perbuatan dengan 
sengaja dan tanpa hak mendistribusikan 
dan/atau mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik dan/atau 
Dokumen Elektronik yang memiliki muatan 
yang melanggar kesusilaan, memiliki muatan 
perjudian, penghinaan dan/atau pencemaran 
nama baik, pemerasan dan/atau pengancaman. 
2. Pemberlakuan ketentuan pidana apabila 
melanggar larangan dalam Pasal 27 Undang-
Undang Nomor 11 Tahun 2008 Tentang 
Informasi dan Transaksi Elektronik dikenakan 
pidana penjara dan pidana denda sesuai 
dengan perbuatan pidana yang telah terbukti 
secara sah berdasarkan peraturan perundang-
undangan yang berlaku dilakukan oleh pelaku 
tindak pidana. 
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PENDAHULUAN 
A. Latar Belakang 
Kemajuan teknologi informasi dan 
komunikasi telah melahirkan berbagai dampak, 
baik dampak positif maupun dampak negatif, 
karena di satu sisi memberikan kontribusi bagi 
peningkatan kesejahteraan, kemajuan dan 
peradaban manusia, namun di sisi lain menjadi 
sarana efektif perbuatan melanggar hukum. 
Teknologi informasi dan komunikasi juga telah 
mengubah perilaku dan pola hidup masyarakat 
secara global, dan menyebabkan dunia menjadi 
tanpa batas (borderless), serta menimbulkan 
perubahan di berbagai bidang kehidupan.5  
Penjelasan Atas Undang-Undang  Republik 
Indonesia Nomor 19 Tahun 2016 Tentang 
Perubahan Atas Undang-Undang Nomor 11 
Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik, Karakteristik virtualitas ruang siber 
memungkinkan konten ilegal seperti Informasi 
dan/atau Dokumen Elektronik yang memiliki 
muatan yang melanggar kesusilaan, perjudian, 
penghinaan atau pencemaran nama baik, 
pemerasan dan/ atau pengancaman, 
penyebaran berita bohong dan menyesatkan 
sehingga mengakibatkan kerugian konsumen 
dalam Transaksi Elektronik, serta perbuatan 
menyebarkan kebencian atau permusuhan 
berdasarkan suku, agama, ras, dan golongan, 
dan pengiriman ancaman kekerasan atau 
menakut-nakuti yang ditujukan secara pribadi 
dapat diakses, didistribusikan, ditransmisikan, 
disalin, disimpan untuk didiseminasi kembali 
dari mana saja dan kapan saja.  
Bentuk-bentuk larangan dalam Pasal 27 
Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik apabila 
dilanggar, seperti perbuatan dengan sengaja 
dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat 
diaksesnya Informasi Elektronik yang melanggar 
kesusilaan, perjudian, penghinaan dan/atau 
pencemaran nama baik dan pemerasan 
dan/atau pengancaman, maka pemberlakuan 
ketentuan pidana dapat diterapkan sesuai 




5Hetty Hassanah.Tindak Pidana Perjudian Melalui Internet 
(Internet Gambling) Ditinjau Dari Undang-Undang Nomor 
11 Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik. Majalah Ilmiah UNIKOM Vol.8, No. 2.hlm. 232. 
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B. Rumusan Masalah 
1. Bagaimanakah bentuk-bentuk larangan 
dalam Pasal 27 Undang-Undang Nomor 
11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik?  
2. Bagaimanakah pemberlakuan ketentuan 
pidana apabila melanggar larangan 
dalam Pasal 27 Undang-Undang Nomor 
11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik?  
 
C. Metode Penelitian 
Penelitian hukum normatif merupakan 
metode penelitian hukum yang digunakan 
dalam menyusun penulisan ini, ditunjang 
dengan data sekunder yang dikumpulkan dari 
studi kepustakaan. Data sekunder terdiri dari:  
1. Bahan-bahan hukum primer, yaitu: 
peraturan perundang-undangan 
informasi dan transaksi elektronik; 
2. Bahan-bahan hukum sekunder: literatur-
literatur, karya-karya ilmiah hukum.  
3. Bahan-bahan hukum tersier: kamus 
umum dan kamus hukum;  
Bahan-bahan hukum primer dan sekunder 
dianalisis dengan cara kualitatif-normatif. 
Bahan hukum tersier adalah bahan yang dapat 
membantu memberikan penjelasan dalam 
memahami bahan hukum primer dan 
sekunder.6 Nama lain dari penelitian hukum 
normatif adalah penelitian hukum doktriner, 
juga disebut sebagai penelitian perpustakaan 
atau studi dokumen. Disebut penelitian hukum 
doktriner, karena penelitian ini dilakukan atau 
ditujukan hanya pada peraturan-peraturan 
yang tertulis atau bahan hukum lain. Dikatakan 
sebagai penelitian kepustakaan ataupun studi 
dokumen disebabkan penelitian ini lebih 
banyak dilakukan terhadap data yang bersifat 
sekunder yang ada diperpustakaan.7  
Penelitian hukum normatif, data sekunder 
sebagai sumber/bahan informasi dapat 
merupakan bahan hukum primer, bahan hukum 
sekunder.8 Penelitian hukum normatif mengkaji 
kelembagaan hukum yang meliputi lembaga 
eksekutif, legislatif, yudikatif, dan institusi 
 
6 Soerjono Soekanto, Pengantar Penelitian Hukum, UI 
Press, Jakarta, 2005, hlm. 52. 
7Suratman, H dan Philips Dillah, Metode Penelitian Hukum, 
Alfabeta, Bandung, 2012, hlm. 51. 
8Suratman, dan H. Philips Dillah, Metode Penelitian 
Hukum. Alfabetah, Bandung. 2015.   hlm. 107. 
lainnya. Penelitian hukum normatif juga 
mengkaji subjek hukum yang meliputi badan 
hukum, organisasi profesi hukum, pelaksana 
undang-undang, aparat penegak hukum, 
profesional hukum, kedudukan, fungsi dan 
peran subjek hukum.9  
 
PEMBAHASAN 
A. Bentuk-Bentuk Larangan Dalam Pasal 27 
Undang-Undang Nomor 19 Tahun 2016 
Tentang Perubahan Atas Undang-Undang 
Nomor 11 Tahun 2008 Tentang Informasi 
Dan Transaksi Elektronik 
Saat ini yang lagi sangat sering sekali terjadi 
di media sosial adalah  ujaran kebencian, fitnah, 
berita bohong, dan juga hasutan. Hal ini adalah 
salah satu dampak negatif dari media sosial 
yang juga sangat berbahaya jika tidak disikapi 
dengan benar. Bagaimana tidak ? 
Penyalahgunaan media sosial ini dapat sangat 
merugikan masyarakat yakni memecah 
kerukunan dan terlebih lagi mengancam 
persatuan bangsa dan negara.10 
Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi. Pasal 27 ayat: 
(1) Setiap Orang dengan sengaja dan tanpa 
hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang 
memiliki muatan yang melanggar 
kesusilaan. 
(2) Setiap Orang dengan sengaja dan tanpa 
hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang 
memiliki muatan perjudian. 
(3) Setiap Orang dengan sengaja dan tanpa 
hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang 
memiliki muatan penghinaan dan/atau 
pencemaran nama baik. 
(4) Setiap Orang dengan sengaja dan tanpa 
hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik 
 
9Abdulkadir Muhamad, Hukum dan Penelitian Hukum, PT. 
Citra Aditya Bakti, Bandung. 2004, hlm. 104. 
10Ibid.hlm. 466. 
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dan/atau Dokumen Elektronik yang 
memiliki muatan pemerasan dan/atau 
pengancaman. 
Pasal 28 ayat: 
(1) Setiap Orang dengan sengaja dan tanpa 
hak menyebarkan berita bohong dan 
menyesatkan yang mengakibatkan 
kerugian konsumen dalam Transaksi 
Elektronik. 
(2) Setiap Orang dengan sengaja dan tanpa 
hak menyebarkan informasi yang 
ditujukan untuk menimbulkan rasa 
kebencian atau permusuhan individu 
dan/atau kelompok masyarakat tertentu 
berdasarkan atas suku, agama, ras, dan 
antargolongan (SARA). 
Di dalam Pasal 27 (3) UU ITE pengertian 
penghinaan dan pencemaran nama baik tidak 
dijelaskan, namun demikian dapat disimpulkan 
secara logik (sistematik) bahwa yang dimaksud 
pencemaran nama baik adalah yang terdapat 
dalam Pasal 310 ayat (1) KUHP yang 
dihubungkan dengan Pasal 310 ayat (2) dan 
Pasal 315 KUHP. Secara eksplisit rumusan Pasal 
27 ayat (3) jo Pasal 45 ayat (1) UU ITE berbunyi 
sebagai berikut: Setiap orang dengan sengaja 
dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat 
diaksesnya Informasi Elektronik dan/atau 
Dokumen Elektronik yang memiliki muatan 
penghinaan dan/ataupencemaran nama baik 
dipidana dengan pidana penjara paling lama 6 
tahun dan/atau denda paling banyak Rp. 1 
miliar. Berdasarkan rumusan Pasal ini 
pengertian pencemaran atau penghinaan 
merujuk pada pengertian yang sama dalam 
KUHP. Hal ini karena sebagaimana telah 
dijelaskan sebelumnya bahwa keseluruhan 
ketentuan dalam KUHP baik berupa aturan 
umum Buku I maupun aturan khusus Buku II 
dan III pada hakikatnya merupakan satu 
kesaturan sistem pemidanaan, sehingga 
menjadi pedoman bagi peraturan perundang-
undangan pidana di luar KUHP.11 
Untuk menjerat pelaku dengan Pasal 27 ayat 
(3) di atas, terdapat dua hal yang perlu 
diperhatikan aparat penegak hukum agar 
eksistensi Pasal tersebut tidak dijadikan sebagai 
alat politik untuk memberangus kreativitas 
dunia Pers. Pertama, terbuktinya unsur 
 
11 Ibid. hlm. 133-134. 
subjektif dan unsur objektif tentang Informasi 
Elektronik dan/atau Dokumen Elektronik yang 
memiliki muatan penghinaan dan/atau 
pencemaran nama baik bersifat komulatif. 
Artinya, aparat penegak hukum tidak serta 
merta menyatakan pelaku bersalah melanggar 
Pasal 27 ayat (3) bila unsur subjektif terbukti, 
tapi masih harus membuktikan apakah 
Informasi Elektronik dan/atau Dokumen 
Elektronik yang memiliki muatan penghinaan 
dan/ataupencemaran nama baik memang 
melanggar nilai-nilai di masyarakat atau tidak.12  
Dalam hubungan ini, kehadiran para pakar 
di bidang ITE, Bahasa, dan Pers sangat penting 
untuk dihadirkan aparat penegak hukum untuk 
menilai apakah suatu tulisan atau gambar 
terkait Informasi Elektronik dan/atau Dokumen 
Elektronik tertentu yang didistribusikan, 
ditransmisikan, atau dapat diakses memiliki 
muatan penghinaan dan/ataupencemaran 
nama baik atau tidak. Jadi, Kedua, perlunya 
penambahan satu unsur kesalahan yakni unsur 
niat jahat (malice) khusus terkait dengan 
pemberitaan melalui saran ITE. Unsur ini perlu 
ditambahkan karena pers, lembaga penyiaran 
dan LSM terkait dengan pemajuan HAM dan 
kebijakan pemerintahan memiliki kekhususan, 
yaitu sebagai institusi sosial yang memiliki 
peranan penting dalam melakukan fungsi 
kontrol sosial terhadap penyelenggaraan 
Negara dan kehidupan kemasyarakatan. Di 
samping itu, kekhususan pengaturan demikian 
didukung oleh hak masyarakat untuk 
mendapatkan informasi yang 
pengejawantahannya dilakukan oleh mereka.13 
Dengan penambahan unsur ini, tidak semua 
tulisan terkait ITE dikategorikan sebagai 
melanggar Pasal 27 ayat (3) bila pelakunya 
memang tidak memiliki niat jahat. Kelemahan 
Pasal 27 ayat (3) UU ITE terletak pada ancaman 
sanksi pidana yang berlaku untuk tujuh bentuk 
pencemaran nama baik. Padahal, akibat hukum 
dari masing-masing bentuk pencemaran nama 
baik tidak sama, sehingga penyamarataan 
ancaman sanksi tanpa mempertimbangan cara 
perbuatan dilakukan dan akibatnya tidak tepat 
 
12 Ibid. hlm. 134. 
13Ibid. hlm. 135 (Lihat Salman Luthan,“Pengaturan Pers 
dalam Hukum Pidana”,Makalah disampaikan pada Focus 
Group Discussion Kajian terhadap RUU KUHP 2004, 
Fakultas Hukum Universitas Islam Indonesia, Yogyakarta, 
29 Juni 2005, hlm 4). 
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berdasarkan doktrin ilmu hukum pidana. Pasal 
27 (3) tidak memisah mana yang menjadi unsur 
pemberat dan mana yangmenjadi unsur yang 
memperingan terkait dengan pencemaran 
nama baik melalui sarana ITE. Akibatnya, 
ancaman sanksi pidana pun tidak disamakan 
untuk semua bentuk pencemaran nama baik.14 
Tindak pidana pencemaran nama baik 
merupakan perbuatan yang menyerang nama 
baik. Penyerangan nama baik adalah 
menyampaikan ucapan (kata atau rangkaian 
perkataan/kalimat) dengan cara menuduhkan 
melakukan perbuatan tertentu, dan yang 
ditujukan pada kehormatan dan nama baik 
orang yang dapat mengakibatkan rasa harga 
diri atau martabat orang itu dicemarkan, 
dipermalukan atau direndahkan. Pasal 27 ayat 
(3) UU ITE telah menegaskan bahwa pasal 
tersebut merupakan delik aduan yang juga di 
dukung oleh berbagai Putusan Mahkamah 
Konstitusi Nomor 50/PUU-VI/2008, Putusan 
Mahkamah Konstitusi Nomor 2/PUU-VII/2009, 
Putusan Mahkamah Konstitusi Nomor 5/PUU-
VIII/2010, Putusan Mahkamah Konstitusi 
Nomor 31/PUU-XIII/2015 dan Putusan 
Mahkamah Konstitusi Nomor76/PUU-XV/2017 
tentang Pengujian Undang-Undang Nomor 11 
Tahun 2008 tentang Informasi dan Transaksi 
Elektronik sebagaimana telah diubah dengan 
Undang-Undang Nomor 19 Tahun 2016 tentang 
Perubahan Atas UndangUndang Nomor 11 
Tahun 2008 tentang Informasi dan Transaksi 
Elektronik terhadap UUD NRI Tahun Tahun 
1945. Hal ini memiliki arti bahwa perkara dapat 
diproses hukum jika ada aduan dari pihak yang 
dihina karena tercemarnya atau rusaknya nama 
baik seseorang secara hakikatnya dapat dinilai 
oleh orang yang bersangkutan (yang terkena 
penghinaan atau pencemaran nama baik), 
dengan kata lain, korbanlah yang dapat menilai 
secara subyektif tentang konten atau bagian 
mana dari Informasi atau dokumen elektronik 
yang ia rasa telah menyerang kehormatan atau 
nama baiknya.15  
Pasca putusan Mahkamah Konstitusi, setiap 
orang dapat dapat dijerat dengan ancaman atas 
perbuatan penghinaan dan/atau pencemaran 
nama baik di internet. Khusus untuk pengguna 
internet, ancaman pidana dirumuskan melalui 
Pasal 45 ayat (3) UU ITE 2016. Melalui 
 
14Ibid. hlm. 135. 
15Arvita Hastarini dan Orin Gusta Andini. Op. Cit.hlm. 152. 
ketentuan ini maka pelaku pencemaran nama 
baik dapat dikenakan 4 (empat) tahun 
hukuman penjara dan/atau denda hingga Rp 
750.000.000,00 (tujuh ratus lima puluh juta 
rupiah). Tujuan utama hadirnya hukum 
pencemaran nama baik adalah untuk menjaga 
dan melndungi reputasi seseorang. Kendati 
begitu dalam penerapannya pun harus tetap 
berhati-hati jangan sampai menghambat 
penikmatan atas hak kebebasan berekspresi 
dan berpendapat, juga menghambat akses 
orang lain untuk menerima informasi.16  
 
B. Pemberlakuan Ketentuan Pidana Apabila 
Melanggar Larangan Dalam Pasal 27 
Undang-Undang Nomor 19 Tahun 2016 
Tentang Perubahan Atas Undang-Undang 
Nomor 11 Tahun 2008 Tentang Informasi 
Dan Transaksi Elektronik 
Pemberlakuan ketentuan pidana apabila 
melanggaran Pasal 27 Undang-Undang Nomor 
11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik diatur dalam Undang-
Undang Nomor Nomor 19 Tahun 2016 Tentang 
Perubahan Atas Undang-Undang Nomor 11 
Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik. Pasal 45 ayat: 
(1) Setiap Orang yang dengan sengaja dan 
tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/ atau membuat 
dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang 
memiliki muatan yang melanggar 
kesusilaan sebagaimana dimaksud dalam 
Pasal 27 ayat (l) dipidana dengan pidana 
penjara paling lama 6 (enam) tahun dan/ 
atau denda paling banyak Rp 
1.000.000.000,00 (satu miliar rupiah). 
(2) Setiap Orang yang dengan sengaja dan 
tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang 
memiliki muatan perjudian sebagaimana 
dimaksud dalam Pasal 27 ayat (2) dipidana 
dengan pidana penjara paling lama 6 
(enam) tahun dan/atau denda paling 
banyak Rp1.000.000.000,00 (satu miliar 
rupiah). 
 
16 Ibid. hlm. 152. 
Lex Privatum Vol. IX/No. 5/Apr/EK2/2021 
 
90 
(3) Setiap Orang yang dengan sengaja dan 
tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat 
dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang 
memiliki muatan penghinaan dan/atau 
pencemaran nama baik sebagaimana 
dimaksud dalam Pasal 27 ayat (3) dipidana 
dengan pidana penjara paling lama 4 
(empat) tahun dan/atau denda paling 
banyak Rp750.000.000,00 (tujuh ratus lima 
puluh juta rupiah). 
(4) Setiap Orang yang dengan sengaja dan 
tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/ atau membuat 
dapat diaksesnya Informasi Elektronik dan/ 
atau Dokumen Elektronik yang memiliki 
muatan pemerasan dan/atau 
pengancaman sebagaimana dimaksud 
dalam Pasal 27 ayat (4) dipidana dengan 
pidana penjara paling lama 6 (enam) tahun 
dan/atau denda paling banyak Rp 
1.000.000.000,00 (satu miliar rupiah). 
(5) Ketentuan sebagaimana dimaksud pada 
ayat (3) merupakan delik aduan. 
Pasal 45A ayat: 
(1) Setiap Orang yang dengan sengaja dan 
tanpa hak menyebarkan berita bohong dan 
menyesatkan yang mengakibatkan 
kerugian konsumen dalam Transaksi 
Elektronik sebagaimana dimaksud dalam 
Pasal 28 ayat (1) dipidana dengan pidana 
penjara paling lama 6 (enam) tahun 
dan/atau denda paling banyak Rp 1.000. 
000.000,00 (satu miliar rupiah). 
(2) Setiap Orang yang dengan sengaja dan 
tanpa hak menyebarkan informasi yang 
ditujukan untuk menimbulkan rasa 
kebencian atau permusuhan individu 
dan/atau kelompok masyarakat tertentu 
berdasarkan atas suku, agama, ras, dan 
antargolongan (SARA) sebagaimana 
dimaksud dalam Pasal 28 ayat (2) dipidana 
dengan pidana penjara paling lama 6 
(enam) tahun dan/ atau denda paling 
banyak Rp 1. 000.O00. 000,00 (satu miliar 
rupiah). 
Pasal 45B. Setiap Orang yang dengan 
sengaja dan tanpa hak mengirimkan Informasi 
Elektronik dan/atau Dokumen Elektronik yang 
berisi ancaman kekerasan atau menakut-nakuti 
yang ditujukan secara pribadi sebagaimana 
dimaksud dalam Pasal 29 dipidana dengan 
pidana penjara paling lama 4 (empat) tahun 
dan/ atau denda paling banyak 
Rp750.000.000,00 (tujuh ratus lima puluh juta 
rupiah). 
   Adapun ancaman pidana bagi setiap orang 
yang memenuhi rumusan delik Pasal 27 ayat (3) 
UU ITE 2008 dimuat dalam Pasal 45 (1) yang 
menyatakan bahwa Setiap orang yang 
memenuhi unsur sebagaimana dimaksud dalam 
Pasal 27 (1), ayat (2), ayat (3) atau ayat (4) 
dipidana dengan pidana penjara paling lama 6 
(enam) tahun dan/atau denda paling banyak Rp 
1.000.000.000,00 (satu miliar rupiah). Hingga 
diberlakukannya UU ITE 2008 banyak pihak 
menganggap bahwa ancaman pidana yang 
telah dirumuskan dalam ketentuan Pasal 45 ini 
terlalu berat. Keberatan tersebut akhirnya 
diakomodasi oleh pemerintah dengan merevisi 
beberapa ketentuan dalam UU ITE 2008 
menjadi Undang-Undang Nomor 19 Tahun 2016 
tentang Perubahan atas Undang-Undang 
Nomor 11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik (UU ITE 2016).17 
   Hukum modern, penggunaan hukum 
sebagai sarana rekayasa masyarakat (law as a 
tool of social engineering) dilakukan dengan 
melibatkan para pembuat hukum dengan 
merumuskan sanksi sebagai sarana penegakan 
hukum. Penegakan hukum tersebut dilakukan 
untuk mewujudkan perubahan yang efektif di 
dalam masyarakat.18 Penegakan hukum 
dilakukan untuk memenuhi nilai keadilan, 
terutama bagi korban. Nilai keadilan 
menduduki elemen vital dan esensial dalam 
pembentukan, penerapan dan penegakan 
hukum. Nilai keadilan tersebut menjadi syarat 
mutlak dalam kehidupan bermasyarakat, 
berbangsa dan bernegara sesuai dengan cita 
hukum Pancasila.19 
 Keistimewaan hukum pidana terletak 
pada daya paksanya yang berupa ancaman 
pidana sehingga memungkinkan hukum ini 
dipatuhi dan ditaati oleh tiap-tiap individu atau 
subjek hukum yang lain. Dalam hal ini dapat 
 
17Arvita Hastarini dan Orin Gusta Andini. Op. Cit. hlm. 150. 
18Dewi Bunga. Op. Cit. hlm. 12 (Lihat Suteki, Hukum dan 
Alih Teknologi; Sebuah Pergulatan Sosiologis, Thafa 
Media, Yogyakarta, 2013, hlm. 19). 
19Ibid (Lihat Soejadi, Refleksi Mengenai hukum dan 
Keadilan;; Aktualisasinya di Indonesia, Aswaja Pressindo, 
Yogyakarta. 2017. hlm 56-57). 
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dilihat dalam kehidupan nyata bahwa hukum 
pidana tidak mengadakan kaidah-kaidah baru, 
ia tidak menimbulkan kewajiban-kewajiban 
yang tidak ada. Ia mempertahankan kaidah-
kaidah yang diadakan di lapangan lain dengan 
pengancaman hukuman. Kewajiban-kewajiban 
yang ditimbulkan dilapangan lain mendapat 
sifat memaksa yang dipertajam sungguhpun 
seringkali kewajiban-kewajiban hanya tinggal 
dipertegas dalam undang-undang pidana. 
Hukum pidana bekerja dengan sanksi yang 
sangat mendalam dan memperkuat-peraturan-
peraturan yang telah ada dengan sehebat-
hebatnya, tetapi ia sendiri tidak mengadakan 
peraturan-peraturan itu. Hukum pidana pada 
hakikatnya adalah sanksi.20 
 Sanksi pidana yang ada di dalam hukum 
pidana merupakan salah satu penderitaan yang 
istimewa sebab pidana yang diancamkan 
kepada calon pelanggar kaidah-kaidah yang 
bersangsi tadi, pasti dikenakan kepada 
pelanggar-pelanggar atau pelaku kejahatan 
yang dapat berupa pidana mati, pidana penjara 
dan benda atau sanksi-sanksi lain yang telah 
ditentukan oleh kaidah-kaidah pidana sesuai 
dengan perkembangan dan pertumbuhan 
hukum. Maksud ancaman pidana tersebut 
adalah untuk melindungi kepentingan orang 
dalam pergaulan hidup. Dalam hal ini hukum 
pidana menggunakan ancaman pidana dan 
penjatuhan pidana apabila kepentingan-
kepentingan tersebut seimbang dengan 
pengorbanan yang harus ditanggung oleh 
korban kejahatan atau pelanggaran.21 
 Pemberlakuan ketentuan pidana 
apabila melanggar larangan dalam Pasal 27 
Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik 
perlu diterapkan sesuai dengan jenis perbuatan 
pidana yang telah terbukti secara sah dilakukan 
oleh pelaku tindak pidana. Hal ini merupakan 
bagian dari upaya penegakan hukum untuk 
memberikan efek jera bagi pelakui tindak 
pidana dan juga sebagai upaya untuk mencegah 
pihak lain melakukan perbuatan pidana yang 
dilarang berdasarkan Pasal 27 Undang-Undang 




20Sudarsono, Pengantar Ilmu Hukum, Cetakan Kelima, PT. 
Rineka Cipta, Jakarta, 2007,    hlm. 211. 
21 Ibid, hlm. 211-212. 
PENUTUP 
A. Kesimpulan 
1. Bentuk-bentuk larangan dalam Pasal 27 
Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi dan Transaksi 
elektronik, seperti perbuatan dengan 
sengaja dan tanpa hak mendistribusikan 
dan/atau mentransmisikan dan/atau 
membuat dapat diaksesnya Informasi 
Elektronik dan/atau Dokumen Elektronik 
yang memiliki muatan yang melanggar 
kesusilaan, memiliki muatan perjudian, 
penghinaan dan/atau pencemaran nama 
baik, pemerasan dan/atau pengancaman. 
2. Pemberlakuan ketentuan pidana apabila 
melanggar larangan dalam Pasal 27 
Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi dan Transaksi 
Elektronik dikenakan pidana penjara dan 
pidana denda sesuai dengan perbuatan 
pidana yang telah terbukti secara sah 
berdasarkan peraturan perundang-
undangan yang berlaku dilakukan oleh 
pelaku tindak pidana. 
 
B. Saran 
1. Bentuk-bentuk larangan dalam Pasal 27 
Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi dan Transaksi 
Elektronik dalam pelaksanaannya 
memerlukan dukungan pemerintah 
untuk melaksanakan kewajibannya 
melakukan pencegahan penyebarluasan 
dan penggunaan Informasi Elektronik 
dan/ atau Dokumen Elektronik yang 
memiliki muatan yang dilarang sesuai 
dengan ketentuan peraturan perundang-
undangan. Dalam melakukan 
pencegahan Pemerintah berwenang 
melakukan pemutusan akses dan/atau 
memerintahkan kepada Penyelenggara 
Sistem Elektronik untuk melakukan 
pemutusan akses terhadap Informasi 
Elektronik dan/ atau Dokumen Elektronik 
yang memiliki muatan yang melanggar 
hukum. 
2. Pemberlakuan ketentuan pidana apabila 
melanggar larangan dalam Pasal 27 
Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi 
Elektronik. Perlu diterapkan sesuai 
dengan peraturan perundang-undangan 
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yang berlaku apabila pelaku tindak 
pidana telah terbukti secara sah 
berdasarkan peraturan perundang-
undangan yang berlaku melakukan 
tindak pidana pidana. Hal ini dperlukan 
untuk memberikan efek jeran dan bagi 
pihak lain merupakan suatu upaya 
pencegahan untuk tidak melakukan 
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