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Bu çalışmada, 1960’lı yıllarda araştır-
macılar  tarafından ortaya konan en-
formasyon  toplumu  projeleri ile aynı 
dönemde ortaya çıkan “hacker”lar 
ve “hacker”ların suça yöneliş neden-
leri üzerinde durulmaktadır. Çalışma-
da, enformasyon projeleri ve ona kar-
şılık sunulan eleştiriler ortaya konula-
rak, “hacker”ların eylemlerinin enfor-
masyon toplumu projelerine yönelik bir 
eleştiriyi içlerinde barındırıp barındır-
madıkları sorusu araştırılmıştır. Kapsamı 
bu şekilde belirlenmiş olan çalışmada, 
“hacker”lara  ilişkin  yasal düzenleme-
ler  ise,  konu dışı bırakılmıştır.
In  this  study, we dwelled on the sub-
ject  that  contains  information society 
projects, the hackers and the causes 
of the hacker’s guilt. We aimed  to 
analyse, if the  hacker’s  actions  have 
got a reaction  to the information so-
ciety or not, by  discussing  the  infor-
mation  projects  and the critics about 
the projects. Also we didn’t include 
the legal regulations  about the hack-
ers. 
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Giriş
Bu çalışmada, 1960’lı yıllarda araştırmacılar 
tarafından ortaya konan enformasyon top-
lumu projeleri ile bu tartışmalarla eş zaman-
da ortaya çıkan “hacker”lar ve “hacker”ların 
suça yöneliş nedenleri üzerinde durulmakta-
dır. Çalışmada, enformasyon toplumu pro-
jeleri ve ona karşılık sunulan eleştiriler or-
taya konulmakta, ardından da “hacker”ların 
eylemlerinin enformasyon toplumu proje-
leri ile ilişkisi kurularak, bu eylemlerin yeni 
toplum projesinin vaatlerine karşı bir eleş-
tiriyi içlerinde barındırıp barındırmadıkla-
rı tartışılmaktadır. Kapsamı, bu şekilde be-
lirlenmiş olan çalışmada, “hacker”lara iliş-
kin yasal düzenlemeler ise, konu dışı bıra-
kılmıştır.
Enformasyon Toplumu Projeleri 
ve Bu Projelere Yöneltilen 
Eleştiriler 
1960’lı yılların başında, ekonomik değerlen-
dirmelerin; sanayi, tarım ve hizmetler sek-
törlerinin yanı sıra enformasyon ile ölçül-
meye başlandığı görülmektedir. O günler-
de, ABD ve diğer ülkelerde yapılan çalışma-
larla, enformasyon sektörünün ekonomile-
re olan katkısı desteklenmiş ve bu çalışma-
larla enformasyonun ekonomi üzerinde iti-
ci bir gücü olduğu yönündeki önerme güç-
lendirilmiştir. Bu projelerde, endüstri top-
lumundaki mal üretiminin ve ağır sanayinin 
egemen olduğu fabrika düzeninin yerini, bil-
gisayar sistem analizleri, araştırma geliştirme 
gibi profesyonel hizmetler ile eğitim, sağlık 
gibi sosyal hizmetlerin alacağı; enformasyon 
toplumunun stratejik kaynağının bilgi olup, 
el sanatları ve makine teknolojisinin yerini, 
entelektüel teknolojiye bırakacağı düşüncesi 
hakimdir1. Bu yeni toplum tasarımında ayrı-
ca, şimdiki zaman vurgusunun bir yana bıra-
kılıp, geleceğin planlanması işine girişileceği, 
doğaya ve fabrikalaşmış doğaya karşı oyna-
nan oyunların terk edilip, kişiler arası oyun-
ların oynanacağı, gelenekçilik ve ekonomik 
gelişme kavramların da yerini teorik bilginin 
kodifi kasyonuna bırakacağı bir düzen öngö-
rülmektedir (Bozkurt, 2000: 46). 
Enformasyon toplumu üzerine çalışan-
lar, yeni iletişim teknolojilerinin2 gelişimini, 
uygarlığın yayılmasının sembolü olarak gö-
rerek (Göker, 2001: 13), büyük önem atfet-
mişler, öyle ki iletişim teknolojilerinin dün-
yayı ortak duyuların paylaşıldığı bir mekana 
çevireceği görüşünü dahi savunmuşlardır3. 
1 Bir başka deyişle, sanayi toplumunda dinamo 
görevini, buharlı makinelerin üstlenmiş olmasın-
daki gibi,  enformasyon toplumunda da bu göre-
vi, mikro teknolojilere dayalı olarak telekomüni-
kasyon, bilgisayar ve uydu sistemleri yüklenmiş-
tir (Dolgun, 2005: 245).
2 Yeni iletişim teknolojileri; genellikle mikro iş-
lemcilerin kullanılması sonucu bilgisayar yete-
nekleri olan  kullanıcılar veya kullanıcıyla enfor-
masyon  arasında  karşılıklı  etkileşime  izin veren 
veya karşılıklı  etkileşimi artıran  iletişim tekno-
lojileri  olarak  tanımlamaktadır (Geray, 1994: 6).
3 Enformasyon toplumunda, yeni bir cemaat-
leşme anlayışının egemen olacağı söylenmiş-
tir. Coğrafi  sınırlamalardan soyutlanmış olan bu 
yeni cemaatleşme olgusu, büyük ölçüde iletişimi-
nin performansına bağlıdır. Bu yüzden iletişim 
araçlarının mevcut merkezi yapısı, bu oluşumun 
gelişmesini ertelemektedir. Bilgisayar teknolojisi-
nin geleneksel iletişim teknolojisiyle birleşmeye 
başlaması bu anlamda önem taşır. Diğer bir de-
yişle;  bilgisayar teknolojisi sadece mevcut ileti-
şim teknolojisinin verimini arttırıcı bir katalizör 
olarak önemlidir. Toplumda giderek yoğunluk 
kazanmaya başlayan özerklik ve demokratikleş-
me talepleri, ancak demokratik iletişimle gerçek-
leşebilir ve bilgisayar teknolojisi iletişimde de-
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İletişim ve bilgisayar teknolojilerinin bir ara-
ya gelmesi üzerine kurulu olacağı düşünü-
len enformasyonun toplumunun, diğer top-
lum türlerine bu özelliği nedeniyle ciddi bir 
fark yaratacağı belirtilmiştir. Araştırmacılar 
da, enformasyonun; tüketilmeyen, devredil-
meyen, görünmeyen ve biriken bir kaynak 
olması nedeniyle mekanik çağın yarattığı 
sorunlara çözüm olacağı düşüncesi hakim-
dir. Bu görüşe sahip olna isimlerden  biri 
de  Marshall McLuhan’dır. Yazar, elektro-
nik çağı bütün insanlık ailesini tek bir “kü-
resel kabile” içine kapatan bir dönem ola-
rak tanımlamıştır. McLuhan, mekanik çağın, 
kulağın büyülü dünyasıyla, gözün tarafsız 
dünyasını ayırdığını ve kabile değerlerinden 
kopmuş bireyi karşımıza çıkardığını,  daha 
sonra meydana getirilen elektro-manyetik 
keşifl erin ise  bütün insani ilişkilerde eşza-
manlı alanı yeniden yarattığını ve artık in-
san ailesinin “küresel bir köy” koşulları 
altında,“kabile davullarıyla çınlayan tek bir 
büzüşmüş uzayda” yaşadığını belirtmekte-
dir. Enformasyon sektörünün sözel ve ku-
lak kültürü yaygınlaştıracağını ve bu şekil-
de mekanik çağın şartları içinde dezavantajlı 
konumda olanların, yeni dönemde avantaj-
lı konuma yükseleceğini ifade eden McLu-
han, yeni dönemde bilme sürecinin kolek-
tif  olarak herkese ulaşacağını vurgulamış-
tır. İnsanın bütün işinin; refahını sağlayacak 
olan enformasyon hareketliliği sonucu, öğ-
renmek ve bilmek olacağını belirten yazar, 
besinlerin herkesçe toplanabildiği ilkel top-
lumlarda nasıl bir eşitlik varsa, iletişim ve 
enformasyon çağında da benzeri bir eşitli-
ğin hüküm süreceğini ifade etmiştir (McLu-
han, 2007: 17, 34; aktaran Geray, 1994: 78). 
Enformasyon toplumu projeleri üzerin-
mokratikleşmenin teknik ve ekonomik olurluğu 
için önkoşuldur  (Komisyon, 1995: 66). Ayrıntılı 
bilgi için bkz. Alemdar  ve Erdoğan, 1998: 145.
de yürütülen tartışmalarda, üzerinde duru-
lan diğer bir konu da, gelişmemiş olan ülke-
lerin kalkınmasına faydalı olacağı düşüncesi-
dir. Yeni iletişim teknolojilerinin kullanılma-
sı sonucunda, gelişmiş ülkelerle, gelişmemiş 
ülkeler arasındaki farkların ortadan kalkıp, 
eşitsizliklerin giderileceği ileri sürülmekte-
dir. Gelişmekte olan ülkeler ile gelişmişler 
arasındaki dengesizliklerin; enformasyonun 
üretilmesi, işlenmesi ve ulaşılması süreçle-
rindeki dengesizliklere bağlayan araştırma-
cılar; enformasyonun nüfusun farklı taleple-
rini verimli olarak karşılayabilmek için üre-
tim faktörlerine uygulanmasının, enformas-
yon sektörünü büyüterek, üretim faktörle-
rinin kapasitesini ve eklenen değerleri art-
tıracağını ve eklenen değerlerin yeni servet-
ler yaratıp, bunun da daha verimli ve eşit 
olarak dağıtılacağı açıklamasını getirmişler-
dir. Bu görüşün destekçilerinden biri olan 
Alvin Toffl er, yazılarında  bilginin  ekono-
mik büyümenin  anahtarı olduğunu  ve 21. 
yüzyıl itibariyle bilgiye  dayalı teknolojile-
rin, kaba kuvvete dayalı teknolojilerin yeri-
ni alacağına şaşırılmaması  gerektiğini belirt-
miştir. Yazar, bilgisayarlara ve enformasyo-
na dayalı çok ileri üretim tekniklerinin dün-
ya pazarlarına hakim olacağını, bu yeni sis-
temin güç kaymalarına yol açacağını ve öyle 
ki güç ilişkilerinin ve güç dengelerinin yeni-
den biçimlendiği bir süreçte gelişmekte olan 
ülkelerin de bir çoğunu, geleneksel ekono-
mik stratejilerini silip atmaya zorlayacağını 
ifade etmektedir. Bireysel ve kamusal düzey-
de,  yeni mücadele alanının bilgiyi ve ileti-
şim araçlarını kontrol etmek olduğunu be-
lirten yazar;  tükenmeyen bir kaynak olma-
sı nedeniyle kuvvet ve paradan çok farklı ya-
pısı olan bilginin, güç oyununun kuralları-
nı değiştirebileceğine inanmaktadır.  Çünkü 
yazara göre bilgi, servet ve şiddetten fark-
lı olarak zayıf  ve yoksulların da sahip olabi-
leceği bir şeydir ve bütün güç kaynaklarının 
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arasında en demokratik olanıdır. Bu da onu 
güçlülere karşı sürüp giden bir tehdit haline 
getirmektedir (Toffl er, 1992: 24, 25, 33, 35). 
Özetle, bilginin iktidar olduğu düşüncesin-
den hareketle, yeni iletişim teknolojileri yo-
luyla, bilginin paylaşımının bir bakıma ikti-
darın da paylaşılacağı anlamına geleceği ve 
geniş anlamda bir siyasal katılımın sağlana-
cağı düşüncesi öne çıkmaktadır4. 
Enformasyon toplumuna yöneltilen 
eleştiriler, genellikle yeni dönemde gelişmiş 
ülkeler ile gelişmemiş ülkeler arasında eşit-
sizliklerin ortadan kalkacağı görüşü üzerin-
de toplanmıştır. Enformasyon bolluğunun 
olacağı ve herkesin istediği bilgiye ulaşabile-
ceği bir ortamın gelişmiş teknolojik bir alt-
yapı gerektirdiği ve gelişmekte olan ülkelerin 
bu alanda birikimlerinin yetersiz oluşu göz 
önüne alındığında, çizilen bu iyimser tablo-
nun pek de mümkün olamayacağı, özellikle 
de Batı ülkelerindeki mevcut teknolojilerin 
satın alınması ya da kiralanması yoluyla edi-
nilmesinin de bağımlılık ilişkisinin devamına 
yol açacağı ortaya konulmuştur. Araştırma-
cılar, enformasyonun piyasadaki diğer mal-
lardan farklı olduğu görüşüne de itiraz et-
mektedirler. Ayrıca, enformasyonun mal ve 
hizmetlerden çok fazla bir farklılık göster-
mediğinin ve enformasyona da pazarda sa-
tılan diğer mallarda olduğu gibi, parası yete-
nin sahip olabileceğinin ve neyin enformas-
yon olarak pazarlanacağının da,  pazarda en 
fazla parayı yatıranlarca belirleneceğinin al-
tını çizmektedirler. Enformasyona erişebil-
me ve kullanabilmenin önündeki bu tarz 
engellerin, iktidar paylaşılabileceği olasılığı-
nı zayıfl attığına ve ekonomik ve siyasi belir-
leyiciliklerin egemen olduğu bu alanda güç 
ilişkilerini değiştirmenin zorluğuna da işaret 
etmişlerdir. Oya Tokgöz’ün de altını çizdi-
4 Bu  konuda  bilgi için  bkn: Geray,1994: 95.
ği gibi, enformasyon dağılımı üzerinde bir 
dengesizlik mevcuttur. Enformasyon akta-
rımı gelişmiş ülkelerden gelişmemiş ülkele-
re doğru olmaktadır. Bu tek yönlü akış, ni-
telik ve nicelik yönünden gelişmekte olan ve 
az gelişmiş ülkelere doğru olmakta ve do-
layısıyla ekonomik ve teknolojik bakımdan 
var olan dengesizlik, bilginin dünya üzerin-
de serbestçe dolaşmasına engel olmakta-
dır (1994: 85). Bir başka deyişle, yeni tek-
nolojiler enformasyon toplumu teorisyenle-
rinin iddia ettikleri gibi nötr, saf  ve tarafsız 
değillerdir ve egemenlik ilişkileri içerisinde 
ele alınması gerekmektedirler. Enformas-
yon teorisyenleri, yeni iletişim teknolojileri-
nin ortaya çıkışındaki kapitalist ilişkileri göz 
ardı ederek, aslında yalnızca sanal bir özgür-
lük sunmaktadır. Gerçekte ise; bu teknoloji-
lerin kişisel yaşamın tüm işlevlerini gözetim 
altında tutma ya da insanlığı reşit olmayan 
bireylere dönüştürme hedefi  içinde olduğu 
görülmektedir. Bir “nimet” olmanın yanın-
da, bir “tehlike” olarak da beliren bu tekno-
lojiler; küresel anlamda egemen kesimlerin 
insanlığı kontrol altında tutan araçlarıdır. Bu 
teknolojiler sayesinde, insanların evden çık-
masına gerek kalmayacak ve gerekli tüm iş-
lemler tek bir araç ile birkaç tuşa basarak ev-
den yapılabilecektir. Böylece insanlar, bilgi-
sayarda televizyon seyredebilir ya da banka-
cılık işlemleri ile ödemelerini evden yapabi-
lir hale gelmişlerdir. Bunlara ek olarak, in-
ternet aracılığıyla sanal alemde tüm dünyayı 
dolaşabilme ve dünya üzerindeki çeşitli ma-
ğazalardan alışveriş etme, sanal topluluklar 
içinde sayısız grupla iletişime geçme ve sos-
yalleşme vb. gibi başka imkanları da bulun-
maktadır. Gündelik ve zorunlu gereksinim-
leri birkaç tuşa basarak, internet üzerinden 
karşılayabilme imkanı, ev merkezli bir dün-
yanın kapılarını da aralamaktadır. İnsanların 
panoptik bir işleyiş doğrultusunda kapalı ve 
belli bir mekan içine kendi rızalarıyla hapse-
49
derek, rahatça gözetim altında tutma hedefi , 
iktidarların tüm zamanlardaki başlıca hayal-
lerinden biri olmuştur (Dolgun, 2005: 115-
117,170). Bilgisayar ve internetin yaygınlaş-
ması ile birlikte de, bu isteklerini daha rahat 
hayata geçirmişler, eskiden belirli bir grup 
ve alan üzerinde etkin olabilirlerken, bu sis-
temler yoluyla etki alanlarını genişletmişler, 
gözetleme pratiklerini sistemli bir  hale  ge-
tirmişlerdir.    
Hacker kavramı üzerinde durmaya geç-
meden evvel, son olarak 1990’larda tekrar 
alevlenen ve “ikinci kuşak enformasyon 
toplumu tartışmaları” olarak adlandırılan 
görüşlere bakıldığında, birinci kuşak tartış-
malardan çok farklı bir argümana sahip ol-
madığını görmekteyiz. Bu yaklaşımda da te-
mel olarak,  internet teknolojilerinin kulla-
nıldığı etkileşimli iletişim ağlarının toplum-
sal yaşamda belirleyici olması amacının gü-
düldüğü; eğitimden sağlığa, ticaretten dev-
let/yurttaş ilişkisine dek uzanan bir yelpaze-
de geleneksel iletişim yollarının yerini, ileti-
şim ağlarının almasının hedefl endiği bir ta-
sarımın ortaya konduğu görülmektedir. En-
formasyon toplumunun önemli olduğunun 
vurgulandığı bu tartışmalarda, bu projenin 
etkisinin, ilerlemeci değişimler için yeni fır-
satlar yaratması ve sosyal dayanışmayı ko-
ruyarak, bazı olumsuz etkileri yumuşatma-
yı amaçlamasından geldiği ifade edilmekte-
dir. Uzun dönemde, ekonomik ve sosyal so-
runlarına çözüm olacağı düşünülen enfor-
masyon toplumu projeleri geleceğe yönelik 
olumlu bir bakış taşımaktadır. Enformas-
yon yolları, birbirine bağlanmış gelişmiş ağ-
lar, genel elektronik hizmetler ve telematik 
uygulamaları, enformasyon teknolojilerinin 
kullanımını teşvik etmek, basit hizmetleri 
sağlamak, uygun düzenleyici çevre oluştur-
mak, yeni teknolojiler üzerinde eğitim ger-
çekleştirmek, endüstriyel ve teknik perfor-
mansı geliştirmek bu projeler kapsamında-
dır. Bu projeler doğrultusunda ana hedef; 
bilgi toplumları oluşturma yolunda çaba 
gösterilmesi ve her bireyin erişim imkânı ya-
kalaması, böylece daha çok insanın teknolo-
ji üzerinden yayılan bilgileri toplaması ola-
rak belirmektedir. İkinci kuşak enformas-
yon tartışmalarında üzerinde durulan bir di-
ğer nokta da; yeni enformasyon ve iletişim 
teknolojilerinin hem sosyal birleşmeyi sağla-
yacağı, hem de dışlanmanın üstesinden gel-
meyi başaracağı düşüncesidir. Bir başka de-
yişle, yeni yaklaşım kullanıcıya odaklanarak, 
erişebilme yeteneğinden ve erişim imkanla-
rı gibi sorunlardan kaynaklanan toplumsal 
dışlanmaya çözüm getirebilecektir (Geray, 
2001:62-63). 
Bu tartışmalara yöneltilen eleştiriler ise; 
öncelikle toplumsal dışlanmışlıkların üste-
sinden gelineceği düşüncesinedir. Bu yönde 
bir açıklama yapılmış olmasına karşın, han-
gi grupların dışlandığı ve neden dışlandı-
ğı soruları çerçevesinde soruna yaklaşılma-
dığı, dışlanmanın mekanizmaları ve sonuç-
larının neler olduğunun bilinmeden hareket 
edildiği ve bu ve buna benzer grupların dar-
lığına ya da genişliğine ilişkin sınırın dahi ne 
kadar olduğunun belirtilmediği ve bireylerin 
dışlanmışlık derecelerinin dikkate alınma-
dığı belirtilmektedir. Özetle; bu grupların 
katılımının sağlanacağı belirtilmekte, fakat 
çoğu ekonomik temelli olan bu sorunların 
nasıl üzerinden gelineceği yolunda bir açık-
lama yapılmamaktadır. Yöneltilen bir diğer 
eleştiri ise; enformasyon projelerinin bir an-
lamda “gerçek” amacını ortaya koymakta-
dır. Bu görüşe göre; sayıları çok da fazla ol-
mayan merkez ülkelerin iletişim ağlarını kul-
lanarak, gelişmekte olan ülkelerin gelir dü-
zeyi görece yüksek kesimlerine ve iş çevrele-
rine yeni mal ve hizmetler yanında en geniş 
anlamda enformasyon ekonomisinin malla-
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rını (donanım, yazılım, iletişim hizmetleri ve 
her türlü içerikler, uygulamalar) pazarlaya-
bileceği bir uluslararası düzen yaratma eği-
liminde oldukları ifade edilmektedir (Geray, 
2001: 62-63). 
Enformasyon toplumu projeleri ve bu 
projelere yöneltilen eleştiriler, özetle bu şe-
kildedir. Bu noktadan sonra, enformasyon 
toplumu tasarımcılarının ortaya koydukları 
bilginin erişilebilirliği tezini, kendilerine çı-
kış noktası yapmış, bir suçlu tipi olan “hac-
ker” üzerinde durulacaktır. Enformasyon 
toplumunun, iletişim ve bilgisayar teknolo-
jileri üzerine kurulu dünyasını, sahip olduk-
ları teknik bilgi ve beceri ile zorlayan, en-
formasyon toplumu savunucularının ideali-
ze ettikleri dünyanın, pratikteki aksaklıkla-
rını bir şekilde eylemleri ile ortaya koyarak, 
bir anlamda sorgulamaya açan bu kişilerin 
yaşamlarına ve felsefelerine bakarak,  enfor-
masyon toplumunun bir başka yüzü ortaya 
konulmaya çalışılacaktır.   
Enformasyon Toplumunun 
Suçluları:  “Hacker”lar
Bir bilgisayar suçu olan “hacking” üzerinde 
durmadan evvel, genel anlamda bilgisayar 
suçları kavramına bakılması gerekmektedir. 
Bilgisayar suçları; izinsiz bir şekilde bir bel-
genin kopyalanması, bir bilgiye izinsiz giriş 
yapılması, bir bilginin çalınması ve kullanıl-
ması, bilgisayara tuzak ya da arka kapı yer-
leştirilmesi, belgelerin okunması ya da değiş-
tirilmesi, virüsler yollanması v.b. suçları kap-
samaktadır5. Yapılan çalışmalar, günümüzde 
5 Bir kaynakta bu tarz bilgisayar suçları, “siber 
uzay içindeki veri otoyollarında ‘anarşist eğilim-
lerin’ ifadesi olarak  illegal  bir  yöntemi  ifade 
eden  bilgisayar korsanlığı” olarak yorumlan-
maktadır (Dolgun, 2005: 135).         
bilgisayar suçlarının giderek arttığını göster-
mektedir. En çok “hacker”ı barındıran ül-
kenin İsrail olarak belirlendiği bu araştırma-
larda İsrail’i; Hong Kong, Tayland, Güney 
Kore, Fransa, Malezya, Polonya, Tayvan ve 
Danimarka izlemektedir. Bilgisayar suçları-
nın verdiği zararlar, büyük rakamlarla telaf-
fuz edilmekte, buna karşın halen bilgisayar 
güvenlikleri istenilen seviyelere getirileme-
mektedir (Atıcı ve Gümüş, 2009). 
Bir banka soygununa göre, daha az ya-
kalanma riskinin bulunması nedeniyle, daha 
avantajlı olarak görülen bilgisayar suçları-
nın; internetin yaygınlaşması ile birlikte art-
tığı söylenmektedir. FBI’ın yaptığı açıklama-
da, her beş bilgisayardan dördüne sızıldığı 
bildirilmekte ve suçluların %85 ila %90 ora-
nında yakalanamadığı bildirilmektedir. Bu 
durumun ise, emniyet birimlerine dayalı bir 
eksiklikten ziyade; sistemi saldırıya uğrayan-
ların, müşteri, çalışan ve ortaklarının güven-
lerini yitirme korkusu nedeniyle saklanma-
sından kaynaklandığı gösterilmektedir (Rus-
sell, 1995: 3)6. 
Bilgisayarlara yapılan saldırıları şu başlık-
lar altında toplamak mümkündür: İlki askeri 
ve gelişmiş bilgisayarlara casus/ajanlar tara-
fından yapılan saldırılar; ikincisi iş yerlerine 
rakipleri tarafından yapılan saldırılar; üçün-
6 Sistem yazılımında  izinsiz  kullanımlara im-
kan tanıyan “zayıf  noktalar” yoluyla, bilgi-
sayarlara sızarak  sistem içindeki şifreleri çö-
zen ya da bu şifreleri yeniden oluşturan bilgi-
sayar korsanları; ilk dönemlerde, bilgisayar tek-
nolojisine hakimiyetlerini ispatlamak amacıy-
la NASA,NSA,Pentagon’un Optimis Veri Ban-
kası, Avrupa Uzay Dairesi, Avrupa Nükleer 
Araştırmalar Merkezi, Fransa Atom Dairesi , 
Almanya’da Ramstein Hava Üssü  ve  bu gibi 
stratejik  kurumları  hedef   olarak seçerken, bu-
ralarda  kayıtlı olan  askeri raporlar ile  çok gizli 
belgeleri  de ele  geçirmişlerdir (Russell, 1995:3). 
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cüsü banka ve diğer fi nans kurumlarının 
profesyonel suçlular tarafından hedefl en-
mesi; dördüncüsü hükümetin ya da önem-
li şirketlerin teröristlerin hedefi  olması; so-
nuncusu da herhangi bir şirket çalışanları 
ya da eski çalışanlar tarafından hedefl emesi. 
Bilgisayar suçluları ise; üç başlıkta incelen-
mektedir: Bilgisayarı çökerten “cracker”lar, 
suçlular ve yıkıcılar. “Cracker”lar mevcut 
düzen duydukları sıkıntı ve entelektüel mey-
dan okumanın bir ürünüdürler. Çoğu genç-
lerden oluşan “cracker”lar, bütün sistemle-
ri kırmada başarılıdırlar, sanal dünyada “Ro-
bin Hood” gibi davranarak, sistemin şeytanı 
kötü John’a karşı adalet doğruluk ve özgür-
lük için savaştıklarına inanan “cracker”lar, 
son yıllarda bu misyonlarından uzaklaş-
mışlar ve belli bir ücret karşılığında inter-
net üzerinden kredi kartlarının numaraları-
nın çalınması işini, büyük bir sektör haline 
getirmişlerdir. Suçlular ise, ekonomik ya da 
siyasi bir kazanç peşindedirler. Yıkıcılar, bir 
şekilde kendilerini kötü hissetmiş olan kişi-
lerdir. Tepkilerini gizli bir şekilde ve zekaya 
dayalı vermeyi tercih eden bu kişiler; dos-
yalara, bilgilere ve daha bir sürü şeye zarar 
vermektedirler (Russell, 1995:11-12; 62-64).
Hacker kavramı ise, yaygın telekomüni-
kasyon imkanlarından faydalanarak, yabancı 
bilgisayarlara girmeyi hobi ve /veya meslek 
edinen bilgisayar düşkünlerine verilen isim 
olarak tanımlanmaktadır (Koch ve Sperber, 
1996: 12). Bir başka kaynakta7 ise, hacker; 
“bilgisayar ve haberleşme teknolojileri ko-
nusunda bilgi sahibi olan, bilgisayar prog-
ramlama alanında standardın üzerinde be-
ceriye sahip bulunan ve böylece ileri düzey-
de yazılımlar geliştiren kişi” olarak açıklan-
maktadır. Sportif  ve büyük bir heyecan, bü-
yük bir teknik merak ve istekle inanılmaz 
7 Tanım,  tr.wikipediaorg/wiki/Hacker-28k ad-
resinden alınmıştır. 
elektronik başarılar elde etmek (1996:13) 
olarak da açıklanan kavramın tanımlarında, 
gerçekleştirilen eylem her ne kadar bir suç 
olarak ifade edilmese de; günümüzde pek 
çok ülkenin yasal düzenlemeleri bu eylemi 
bir “suç” olarak nitelemekte ve buna yöne-
lik yasal tedbirler almaktadır8. 
İnşa edici yanları ile diğer bilgisayar suç-
lularından, özellikle de yıkıcı olarak nitelen-
dirilen “cracker”lardan ayrılan “hacker”ların 
eylemlerinin ana karakteristikleri ise; basit-
lik, hakimiyet (üstünlük) ve kanuna aykırı-
lık olarak çizilmektedir. Bu karakteristikleri 
tek kelime ile açacak olursak;  basitlik,  eyle-
min basit, fakat bir o kadar da etkileyici ol-
ması; hakimiyet (üstünlük) eylemin sofi sti-
ke bir teknik bilgiyi gerektirmesi, son ola-
rak kanuna aykırılık da, eylemin kurallara 
karşı bir tavır oluşandan kaynaklanmaktadır 
(Taylor, 1999: 15). Görüldüğü gibi, enfor-
masyon toplumu tasarımcılarının bireylere 
ilişkin koymuş oldukları bilgisayar okur ya-
zarlığı ve bilgiye erişimde yeterli teknik bil-
giye sahip olma hedefi , hacker tipolojisi ile 
örtüşmekte, bir başka deyişle enformasyon 
toplumunun birey için tasarladığı bilinç dü-
zeyinin bu gençlerde ortaya çıktığı görül-
mektedir. Bununla beraber, serbestlik slo-
ganı ile ünlenmiş olan enformasyon toplu-
munun, işleyişte farklılık sergilemesi,  bilinç 
düzeyi ve teknik yeterliliği oldukça gelişmiş 
olan bu kişilerin tatmin olamamasına yol aç-
mış ve bu nedenle bilgiye erişimin etrafında-
ki engelleri kırmak için kanunsuzluğu dahi 
göze almışlardır. 
1993 yılında Hamburg’da düzenle-
nen iletişim kongresinde konuşan Kaos 
Bilgisayar Kulubü’nün eski başkanı Stef-
fen Wernéry’in, “artık bilgiye dünya çapın-
8 Ayrıntılı bilgi için bkz. Mungo ve Clough, 
1999: 56-57; 88-89;  73-74.
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da ulaşmak mümkün. Biz baştan beri za-
ten bunu savunuyorduk” (Koch ve Sperber, 
1996: 38-39) şeklindeki sözleri ile çoğu hac-
ker eyleminin amacını net bir biçimde or-
taya koymakta idi. Araştırmacılar da,  hac-
ker eylemlerini değerlendirirken, bilgisayar 
yeraltı dünyasının; egemenliğe karşı bilinçli 
bir direnişe sahip olduğunu, gizliliğe tepkiyi 
içinde barındırdığını (aktaran Taylor, 1999: 
167) ve en önemlisi de teknolojiyi, devle-
tin ve endüstrinin denetiminden özgürleş-
tirmeye  (Mungo ve Clough, 1999:19) çalış-
tığını ifade etmişlerdir. Hacker eylemlerinin, 
özellikle de bu son hedefi  oldukça anlamlı-
dır. Bu saldırıların, tasarlanan toplum biçim-
lerinde, vaat edilenden uzak bir biçimde bil-
ginin hareketliliğinin tek yönlü akışının ha-
len kırılamamış olmasına; baskı, kontrol ve 
gözetimin, yeni iletişim teknolojileri ile  bir-
likte  daha da yaygınlaştığı gerçeğine yönelik 
bir tepki olarak görülmesi ve  bu eylemlerin 
bu tarz  kurgulanmış anlatılara  karşı  bir ita-
atsizlik  olarak  değerlendirilmesi  gerektiği-
ne bizleri inandırmıştır.   
“Hacker”ların erişim serbestliği konu-
sunda giriştikleri bu ideolojik mücadele, be-
raberinde bir etiklerinin de olmasını getir-
miştir. Steven Levy, hacker etiğini şu söz-
ler ile ortaya koymaktadır: “Bilgisayarla-
ra erişim ve dünyanın işleyişi hakkında size 
bir şey öğretebilecek herhangi bir şey sınır-
sız ve tam olmalıdır. Bu kanaat, basit ola-
rak “bak ama dokunma” anlamına gelen 
bir etik kodunu ima ettiği ifade olunmakta-
dır. Bu etik koda göre, “hacker”lar;  bilgi-
sayarlara veya bilgisayar şebekelerine ceza-
dan muaf  olarak sızabilirlerdi, ne var ki dos-
yaları veya programları kurcalamamaları ge-
rekmekte idi”. Pratikte ise, bu etik kodun 
işlemediğini belirten Levy; “hacker”ların 
kendilerini sistemin yararlı bir parçası ola-
rak görmelerine rağmen, tasarım hatalarını 
ve güvenlik kusurlarını keşfetmek ve belir-
li bir bilgisayara sızılmış olduğunu göster-
me dürtüsüne kapıldıklarını ve bunun da 
onları kanıt bırakmaya ittiğini ve böylelik-
le etik kodu görmezlikten gelerek, kurcala-
ma isteğinin muzır ve tahrip edici hale dö-
nüştüğü ifade etmektedir (aktaran Mungo 
ve Clough, 1999: 78). Etik kodların çiğnen-
mesi, zaman içerisinde “hacker”ların mis-
yonlarını göz ardı ederek, hareket etmeleri-
ne yol açmış; bu da eylemlerinin bir direniş 
olma özelliğini zaman içinde kaybetmesine 
neden olmuştur. Gerçekten de, farklı ku-
şak “hacker”lara bakıldığında,  birbirlerin-
den farklı çıkış noktaları ve amaçları olduğu 
görülmektedir. Örneğin; “hacker”lara ilham 
kaynağı olan “phreaker”lar, yalnızca telefon 
şirketlerinin sistemlerine girerek, bedava ko-
nuşma yapmaya çalışan görme özürlü genç-
lerdir ve bu gençler, ailelerine yük olmamak, 
uzaktaki arkadaşları ile istedikleri kadar bağ-
lantı kurabilmek için bu eyleme girişmişler-
dir. “Phreaker”ların amacı, sistemlerin ih-
tiyacı olan herkes tarafından istenildiği öl-
çüde kullanılabilmesidir9. Bu durumu, ikin-
ci kuşak enformasyon projeleri içerisinde 
yer alan  toplumsal dışlanmışları  dahil etme 
planının, ironik bir sonucu  olarak okumak 
mümkündür.  Şu nokta mutlaka belirtilmeli-
dir ki; bu ifadelerin felsefi  bir meşrulaştırma 
olarak  okumasının  yapılmasının  mümkün 
9 Bazı araştırmacılarca “phreaking”in Amerika’da 
o sıralar yükselen radikal hareket olarak görülen 
aşırı sol uçtaki devrimciler tarafından da benim-
sendiği  eklenmekte ve bir araya gelen bu grup-
larının hepsinin de karşı kültürün parçası ol-
duğunun altı çizilmektedir (Mungo ve Clough, 
1999: 21, 38) Zaten bu karşı kültürün parçala-
rı  direnişlerini sadece telefon görüşmeleri ile sı-
nırlı tutmayacaklar, zaman ilerledikçe ve özellik-
lede teknoloji geliştikçe verilerin erişilmezliğini 
hedef  alacaklar, serüvenlerine “hacker” sıfatı ile 
devam edeceklerdir.
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olduğu  kadar,  bilgisayar saldırılarının sade-
ce sistemi çalıştıran şeye ilişkin basit bir me-
raktan ya da yapılabilir mi diye duyulan  he-
yecandan  kaynaklanabileceği de akılda tu-
tulmalıdır. 
Heyecanlı ve meraklı gençler diye nite-
lenebilecek olan bu kişilerin ortak özellikle-
ri; okulla problem yaşamaları, bilgisayar or-
tamı dışında sağlıklı arkadaşlıklar kurama-
yışları, bilimkurgu romanlarına olan düş-
künlükleri, sistemlerin sanıldığı kadar gü-
vende olmadığını göstermeye ilişkin heye-
can duymalarıdır.10. Bu tarz “hacker” ör-
neklerinin çoğunun ailelerinin hediye ettiği 
bilgisayarlara yeni donanımlar eklemek is-
teyen heyecanlı ve meraklı tipler olduğu 11 
ve bir sisteme girebilmenin heyecanın, on-
ları bu noktaya sürüklediği söylenebilir. Di-
ğer “hacker”lar arasında tanınır hale gelme-
nin önemli ölçüde motive ettiği bu faaliyet-
ler, aslında bir anlamda belirli bir gruba da-
hil olma, benimsenme, takdir edilme gibi er-
10 İnternet sitelerinin  birinde yer alan bir baba-
nın, diğer ailelerin dikkatini  çekmek  için  yayın-
ladığı  “oğlunuz  bir hacker mı” başlıklı yazıda 
da, “hacker”lığa başlayan bir kişideki değişim-
ler sıralanmakta, böylelikle “hacker”ların karak-
teristiklerine işaret edilmektedir: “internet hiz-
met sağlayıcısını değiştirmek istiyorsa, ortak kul-
lanımlı  bilgisayarlarda kurulduğu başkalarınca 
hatırlanmayan  programlar  bulunuyorsa,  yeni 
bir  donanım  peşinde  ise,  “hacking”e yönelik 
yayınları  takip ediyorsa, bilgisayar başında çok 
uzun bir süre geçiriyorsa,  sinirli, asık suratlı ve 
hırçın biri haline dönüşüyorsa;  bir kişinin  gö-
rünümünde  değişiklik meydana gelmişse (sarkık 
bol pantolon, parlak renkli  tişörtler, saçları  dik 
dik  hatta  bazı  boyalarla parlatılmış), okul eğiti-
minde  zorlanıyorsa...” (Gibbons, 2001)  
11 Dünya çapında tanınmış hacker, Kevin Mit-
nick bir röportajında; “hacker” eylemlere yöne-
liş nedenini sadece “merak” olarak  açıklamıştır 
(Öztürk,2008). 
genlik döneminde ortaya çıkan hislerin tat-
min edilmesi olarak açıklanmaktadır. 
“Bilgisayara ve uyuşturucuya bağım-
lı genç bir sihirbaz” olarak nitelenen Mic-
hael Riconosciuto adlı bir “hacker”ın ya-
şamı oldukça ilginçtir. CIA’de çalıştığı söy-
lenen bu gencin daha 10 yaşında iken tek-
nik konularda başarılı olduğu belirtilmek-
te ve bu yeteneğinden en büyük zararı da 
yaşadığı semtin bütün telefon hatlarını bir-
birine bağlaması nedeniyle “Ma Bell” isim-
li telefon şirketinin gördüğü söylenmekte-
dir. Yıllar geçtikçe, Michael’ın da farklılaştı-
ğının belirtildiği yazıda; “hacker”ın, 60’lı yıl-
ların hippie hareketinden etkilendiği,  bu sı-
rada LSD benzeri yapay uyuşturucular kul-
lanmaya başladığı ve hatta kendi laboratua-
rını kurduğu, fakat sonunda polis tarafından 
yakalandığı aktarılmaktadır (Koch ve Sper-
ber, 1996: 88). Verilen bu hayat hikayesin-
de, diğer hacker yaşamları ile örtüşen nokta-
ların ilki, gencin  teknoloji konusundaki ye-
teneğidir,  gerçekten de pek çok hacker için 
eğitim alanında  başarılı olamasalar da, tek-
nolojiyle bağlantılı alanlarda ödül alma gibi 
başarıların altına imza attıkları bilinmekte-
dir, diğer bir nokta ise, “hacker”ların çoğu-
nun uyuşturucu bağımlısı olmalardır, bu ya-
pılan eylemin yapısından gelen bir özelliktir, 
saatlerce bilgisayar başında kalabilmek için 
uyarıcı ilaçlara ihtiyaç duyulmaktadır. Bu 
ilaçlar, “hacker”lara bir başka masraf  kapı-
sı oluşturmakta, öyle ki,  bu ilaçları almak 
için para temin etmek için bilgisayar yolu ile 
başka yasa dışı işlere karışmakta ve bu bir 
kısır döngüye dönüşmektedir. Bütün bunla-
ra rağmen,  “hacker”ların çoğu, eylemlerini 
bir “yaratıcılık ya da ustalık” olarak görme-
ye devam  etmektedirler. Bu düşünceye sa-
hip olan “R” kod adlı hacker, kendisi ile ya-
pılan bir görüşmede, “hack”lemenin bir bil-
gisayara girmekten, daha fazla bir şey oldu-
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ğunu ve teknolojinin umulduğundan farklı 
bir şekilde kullanılmasının bir yaratıcılık ol-
duğunu ifade etmektedir (Taylor,1999:16). 
Bu yöndeki görüşü bir başka “hacker” da 
belirtmekte, telefonun görüşme aracından 
öte bir şey olduğunu,  telefonun sonsuz bir 
santraller  ve  bağlantılar ağına, telefonlara, 
başka bilgisayarlara, birbirine  bağlı telefon 
sistemlerinden ve veri aktarım bağlantıla-
rından oluşan uluslar arası bir  nizama  açı-
lan  gökyüzündeki elektronik  bir otoyol ağı-
na benzediğini ifade etmektedir. “Fry Guy” 
adlı bir başka “hacker”ın da, “hack”leme 
işleminin bir parçası olan bazı numaralara 
ulaşmak için karşıdaki operatörü kandırma-
nın insanları tanımak ve ona göre bir strate-
ji geliştirmek adına bir ustalık gerektirdiğine 
işaret ettiğini görmekteyiz (Mungo ve Clo-
ugh, 1999: 11,14).  
Son olarak, “hacker”lık  başta da belirtil-
diği gibi,  sadece gençlerin bir oyunu,  hobisi 
ya da eylemi değildir, hükümetlerin ve onla-
ra bağlı gizli servislerin de bazı yollar geliş-
tirerek, gençlerinkinden farklı amaç ve ni-
yetlerle bilgisayarlara sızdıkları bilinmekte-
dir. Gizli servislerin bazı özel programlar 
sayesinde bilgisayar programı satışı yoluyla 
hedefl enen yerlerdeki bilgisayarlara girdik-
leri bir anlamda bilgisayar üzerinden hedef-
lerini izledikleri  belirtilmektedir. Geliştiril-
miş bu programlar sayesinde kişiler hakkın-
da ayrıntılı bilgi sunulabildiği, hatta  bunun-
la  ilintili  diğer  dosyalarla  bağlantı  kurabil-
menin mümkün olması nedeniyle uyuşturu-
cu madde veya silah tacirleri, siyasi muha-
lifl er veya rejim düşmanları hakkında bilgi 
toplama ya da  sürekli gözetleme imkanı bu-
lunduğu ifade edilmektedir. Bu açıklamalar-
daki kontrol ve baskı unsuru, enformasyo-
nun mevcut düzeni değiştirebilecek, özgür-
leştirici nitelikte bir yönü olduğu düşüncesi-
ni kırmakta, aksine enformasyonun  kont-
rolü  yoluyla mevcut düzenin  kendi  gücü-
nü  pekiştirdiği  hatta  arttırdığı görülmek-
tedir. Bir  başka deyişle, teknolojik üstünlü-
ğe sahip olan ülkeler, enformasyonu  kont-
rol edebilme  güçlerini dünya üzerinde ha-
kimiyetlerini sürdürebilmek için kullanmak-
tadırlar. Resmi “hacker”lık olarak adlandırı-
lan bu tür bilgi sızmalarının, büyük hedefl e-
ri arasında hükümetler, uluslararası teşkilat-
lar, araştırma kurumları ve yabancı şirketler 
yer almaktadır. Yakalanma riskinin az oldu-
ğu bu tür “hack”lemeler arasında, ABD’nin 
Sovyetler Birliği hakkında bu yolla birinci el 
enformasyon sağlaması, FBI ve CIA’in Vi-
etnam Savaşı  karşıtlarını  izlemesi, İsrail’in 
Filistin’e  yönelik izleme  programları  ve 
daha bunun gibi  pek çok örnek  yer almak-
tadır (Koch ve Sperber,1996: 85, 209, 223). 
Son yıllarda bu durum öylesi bir hal almış-
tır ki; gelişmiş ülkelerin istihbarat sistemle-
rinin dünya üzerindeki hiçbir bilgiyi  kaçır-
mamaktadırlar, bu nedenle de artık veri giz-
liliği  bunun da ötesinde  özel  hayatın gizli-
liği  diye bir şeyin kalmamaktadır. 
Sonuç 
Enformasyon projelerinin ileri sürmüş oldu-
ğu bilginin serbestçe dolaşımının mümkün-
lüğü tezine karşılık olarak, bu projelerle aynı 
dönemde toplumda yayılan hacker eylemle-
rinin  enformasyon toplumu ile olan ilişki-
leri  göz önüne alındığında, farklı yorumlar 
yapmak mümkündür. İlk olarak, “hacker”lık 
olarak adlandırılan bu eylemlerin aslında bil-
gisayar teknolojisine olan bağımlı insanların 
farklı farklı sebeplerden dolayı, başka bilgi-
sayarlara sızmalarına işaret eder. Buradaki 
“farklı” sözcüğü “hacker”ların enformas-
yon toplumu projelerine karşı bir eleştiriyi 
de beraberinde getiriyor mu sorusuna veri-
lecek yanıtı da belirlemektedir. Bir bilgisaya-
ra girmenin para kazanmaktan, uluslararası 
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casusluğa kadar ya da entelektüel bir mey-
dan okumadan, basit bir meraka kadar çok 
sayıda amacı bulunmaktadır. Bu amaca yö-
nelik eylemler, enformasyon toplumunun 
getirmiş olduğu bilgisayara dayalı toplumla-
rın dayattığı bilgisayar okur yazarlığına yapı-
lan vurgunun bir suça dönüşebileceğine işa-
ret etmekte, fakat eylemlerin bir kısmı ken-
di içinde bir enformasyon toplumu eleştiri-
si olabilecek bir nitelik taşımamaktadırlar. 
Öte yandan bir grup hacker ise, farklı bir bi-
çimde doğrudan serbest bilgi akışını ve bil-
gi iktidarının paylaşımını hedef  alarak, bil-
ginin dağılımındaki eşitsizlikleri göstermeyi 
hedefl emektedir. Enformasyon toplumu ta-
sarımcıları her ne kadar aksini söyleseler de, 
güç dengelerinin yeni iletişim teknolojile-
ri kanalıyla farklılaşmasının pek de gerçekçi 
olmadığı  ortadadır. İşte bu noktada bahset-
tiğimiz bir grup hacker,  bu gerçekten yola 
çıkarak sistemin baskı ve kontrol araçların-
dan birini etkisiz hale getirmeye, sistem ta-
rafından dışlanan kesimlerin kendi alanlarını 
oluşturabileceklerini kanıtlamaya çalışmak-
tadır. Kısaca, bu nedenlerden ötürü elekt-
ronik ortamda sivil bir itaatsizlik12 sergileye-
rek, toplumu da bir anlamda sistemin geçil-
mezliği yanılgısından kurtarmaya uğraşmak-
tadırlar.  Böylelikle de, bireyler ve devletler 
üzerinde oluşturulmaya çalışılan gözetim 
tekniklerinin en büyük halkası olan bilgisa-
yar ayağında mücadele ederek, sanal ortam-
da alternatif  yaşamlar oluşturmaktadırlar. 
Yönetenlerin yönetilenler üzerinde kurdu-
ğu hakimiyeti göstererek, enformasyon tek-
nolojilerinin ideolojik yanına açık bir şekilde 
vurgu yapan hacker hareketi, bu yönüyle en-
formasyon toplumu anlayışını sorgulanması 
gerekliliğine işaret etmektedir. 
12 Bu  deyişin  orijinal  sahibi Doç. Dr. Hüseyin 
Köse’dir.  Ayrıntılı  bilgi için bkz. (Köse, 2009).
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