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QUALITY OF SERVICE ETHEREUM BLOCKCHAIN 
BERBASIS IPFS UNTUK VALIDASI IJAZAH SEKOLAH 
 
Oleh : 
MH Ainun Fajar 
 
Ijazah konvensional mempunyai beberapa kekurangan diantaranya yaitu bisa 
dipalsukan, membutuhkan tempat pemyimpanan yang aman dan bisa rusak. Oleh 
karena perlu dibuat teknologi informasi yang bisa mengatasi kekurangan tersebut, 
salah satunya adalah smart contract pada blockchain Ethereum. Smart contract 
pada blockchain Ethereum memungkinkan membuat ijazah dengan integritas dan 
keamanan data yang tinggi, sehingga bisa meminimalisir kerusakan dan pemalsuan 
ijazah. Akan tetapi blockchain Ethereum memerlukan biaya yang besar dalam 
menyimpan data yang besar. Pada penelitian ini bertujuan guna mengukur performa 
dari pengimplementasian IPFS pada smart contract yang dapat membuat biaya 
transaksi lebih stabil dan murah sebesar 61,95% dibandingkan dengan blockchain 
Ethereum tanpa mengimplementasikan IPFS. Selain itu, performa pada smart 
contract yang mengimplementasikan IPFS dapat meningkatkan performa dari 
Quality of Service (QoS) dengan parameter throughput sebesar 6,04 kali, Packet 
Loss 39,47%, dan Latency 42,28%. 
 
Kata kunci: DApp, Blockchain, Ethereum, Smart contract. 
  



































QUALITY OF SERVICE ETHEREUM BLOCKCHAIN BASED 
IPFS FOR SCHOOL DIPLOMA VALIDATION 
 
By : 
MH Ainun Fajar 
Conventional certificate have several shortcomings including being forged, broken, 
and need a safe place to store. Therefore, information technology is made to 
overcome these deficiencies which is implementation of smart contracts on the 
Ethereum blockchain. Smart contract on Ethereum blockchain makes it possible to 
make certificate with high data integrity and security, thereby it can be minimize 
certificate damage and forgery. However, the Ethereum blockchain requires a 
large cost in storing large data. In this research, purpose to measuring the 
performance of implementing IPFS on smart contracts which  can make transaction 
costs more stable and cheaper by 61,95% compared to Ethereum blockchain 
without implementing IPFS. It also improved the performance of Quality of Service 
(QoS) with a throughput parameter of 6.04 times, Packet Loss 39.47%, and Latency 
42.28%. 
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1.1 Latar Belakang 
Ijazah adalah sebuah sertifikat atau dokumen tercetak yang diberikan oleh 
suatu instansi sebagai sertifikat resmi tentang siswa. Ijazah diperoleh apabila siswa 
telah menempuh jenjang pendidikan oleh instansi baik di dalam negeri atau luar 
negeri kepada siswanya atau mahasiswanya (Furqoni, 2017). Instansi tersebut yaitu 
Pendidikan anak usia dini (PAUD), Taman kanak-kanak (TK) Sekolah Dasar (SD), 
Sekolah Menengah Pertama (SMP), Sekolah Menengah Atas (SMA) dan 
Universitas atau Politeknik.  
Saat ini ijazah dilengkapi dengan security printing untuk menjamin 
keasliannya yang dikeluarkan suatu institusi. Walaupun sudah dilengkapi security 
printing ijazah masih dapat dipalsukan (Furqoni, 2017). Pemalsuan ijazah adalah 
pelanggaran terhadap data untuk kepentingan umum, karena bisa mengakibatkan 
penyelewengan hak, sehingga  yang memalsukan dan yang memakai ijazah palsu 
maupun oknum yang ikut dalam membuat sebuah ijazah palsu bisa dipidanakan 
menggunakan pasal 263 KUHP dan 264 KUHP (Karinda, 2016). Selain itu ijazah 
kertas mempunyai beberapa kekurangan seperti hilang, rusak, dan tidak hemat 
biaya. 
Blockchain adalah salah satu sistem yang bisa menjamin keaslian ijazah 
(Karataş, 2018). Sehingga, institusi bisa menerbitkan ijazah tanpa khawatir di 
palsukan dan pemilik ijazah tidak takut hilang atau rusak. Blockchain merupakan 
sebuah distributed database yang memelihara berbagai transaksi dan catatan data 
yang dapat diperbarui akan divalidasi oleh node yang berpartisipasi di dalamnya 
(Yli-Huumo, 2016) . Blockchain memastikan kepercayaan yang distribusikan di 
antara sekumpulan pihak yang saling tidak percaya, yang semuanya berpotensi 
berbeda pendapat, mereka berpartisipasi dalam mengelola jejak digital secara aman 
dan kriptografis (Curran, 2018).  
Blockchain digunakan pertama kali untuk sistem uang elektronik yaitu 
Bitcoin. Bitcoin adalah uang elektronik dengan jaringan peer-to-peer yang akan 

































memungkinkan melakukan payment dengan cara online secara langsung dari pihak 
pertama kepihak kepihak kedua tanpa melalui pihak ketiga atau lembaga keuangan 
lainnya seperti bank (Nakamoto, 2008).  
Teknologi Blockchain tidak lepas dari smart contract. Smart contract 
adalah wadah yang dapat menampung banyak value dan terbuka kuncinya saat 
kondisi atau data yang sesuai terpenuhi (Egbertsen & Hardeman, 2016). Ini 
memungkinkan kinerja smart contract yang terotomatis, dan jika terjadi perbedaan 
pada saat validasi data, dapat menyediakan tautan langsung pada dokumen legal 
yang terkait. Smart contract memungkinkan sebagai solusi untuk validasi ijazah. 
Salah satu platform yang mengadopsi blockchain untuk smart contract 
adalah Ethereum. Ethereum merupakan sebuah blockchain menggunakan bahasa 
pemrograman  Turing-complete yang digunakan untuk membuat "smart contracts" 
untuk menyandikan fungsi transisi keadaan tertentu, hanya dengan menulis logika 
dalam beberapa baris kode (Buterin, 2015). Ethereum adalah proyek jaringan yang 
bertujuan untuk membangun berbagai teknologi pada umumnya yang bersifat 
Decentralized Application(DApp), teknologi dimana semua transaksi berdasarkan 
kondisi tertentu dapat dibangun (Wood, 2017). 
Smart contract yang berjalan menggunakan jaringan blockchain Ethereum 
tidak efisien untuk menyimpan data yang ukurannya besar karena biayanya yang 
mahal, maka perlu dikombinasikan teknologi InterPlanetary File System (IPFS) 
pada smart contract Ethereum (Aziz, 2019). IPFS digunakan untuk menyimpan 
data digital pada smart contract Ethereum yang digunakan untuk mengatur, 
mengelola, dan menyediakan keterlacakkan dan visibilitas ke dalam jejak data 
digital dari versi original hingga versi terbaru, dengan cara yang terdesentralisasi 
dan diakses secara global dengan integritas, ketahanan, dan transparansi yang tinggi 
(Nizamuddin , 2018). 
Pada penelitian ini smart contract digunakan untuk menyimpan ijazah pada 
blockchain, yang memiliki attribute diantarnya alamat pemilik ijazah, instansi, dan 
gambar ijazah. Satu alamat bisa memiliki dan menerbitkan banyak ijazah, sehingga 
memungkin untuk satu alamat memiliki ijazah PAUD, TK, SD, SMP, dan SMA, 

































maka dengan blockchain memungkinkan melakukan integrasi data pribadi. Untuk 
mengurangi biaya penyimpanan dan mempercepat upload data pada blockchain, 
maka gambar ijazah di simpan dalam bentuk hash dari IPFS. Ijazah merupakan data 
yang penting karena itu dibutuhkan publik blockchain dengan tingkat komputasi 
tinggi yaitu Ethereum yang mimiliki tingkat komputasi 167,86 Th/s pada 26 
februari 2020 (Zheng, 2018).  
 Implementasi IPFS pada smart contract dipilih menjadi topik pada 
penelitian ini didasari pada hasil penelitian terdahulu dengan judul IPFS-
Blockchain-based Authenticity of Online Publications (Nizamuddin et al., 2018), 
dari penelitian tersebut dapat disimpulkan bahwa kelebihan lain dari IPFS dan 
smart contract Ethereum adalah dapat menyimpan data dengan menjaga 
keasliannya, seperti halnya publikasi buku secara online dimana sebagai objek 
penelitian tersebut. Pada penelitian selanjutnya yang dilakukan oleh Winarno 
dimana menggunakan aplikasi Blockcert untuk mendata E-transkrip, 
menyimpulkan blockchain bisa menjadi penyelesaian masalah dalam mencegah 
tindakan pemalsuan ijazah (Winarno, 2019). Berdasarkan penelitian terdahulu, 
peneliti melakukan peneletian dengan mengimplementasikan IPFS pada smart 
contract Ethereum sebagai validasi Ijazah. 
 Penelitian ini bertujuan untuk menganalisis quality of service(QoS) 
menggunakan parameter throughput, Packet Loss, dan Latency mampu 
memberikan analisis jaringan yang baik. QoS digunakan untuk mencari 
karakteristik sebuah layanan yang beroperasi dalam jaringan Internet Protocol 
(IP)(Wulandari, 2016). Sehingga, dengan QoS bisa membandingan kualitas 
jaringan saat melakukan upload ijazah menggunakan blockchain berbasis IPFS dan 
tidak berbasis IPFS.  
 Blockchain Ethereum dapat digunakan sebagai solusi validasi ijazah yang 
saat ini memiliki kekurangan yang telah disebutkan pada latar belakang diatas. 
Maka dilakukan penelitian dengan judul “QUALITY OF SERVICE ETHEREUM 
BLOCKCHAIN BERBASIS IPFS UNTUK VALIDASI IJAZAH SEKOLAH”. 
Sehingga dapat menghasilkan aplikasi yang mampu membuat sistem yang bisa 
menjaga keaslian ijazah.  

































1.2 Perumusan Masalah 
Berdasarkan dari latar belakang yang telah di sebutkan pada pendahuluan 
terdapat berbagai rumusan masalah untuk memudahkan pembahasan supaya lebih 
terarah yang disebutkan pada poin dibawah ini: 
1. Bagaimana cara mengimplementasikan IPFS pada smart contract Ethereum 
sebagai validasi ijazah? 
2. Bagaimana perbandingan performa Quality of Service pada smart contract 
Ethereum yang telah diimplementasikan IPFS dan tanpa implementasi IPFS? 
3. Bagaimana meningkatkan efisiensi smart contract untuk menyimpan data pada 
blockchain Ethereum? 
1.3 Batasan Masalah 
 Supaya pembahasan utama dari penelitian ini tidak keluar dari apa yang 
akan diteliti maka perlu dibuat batasan masalah sebagai berikut: 
1. Penelitian ini berbasis web dengan bahasa Solidity untuk smart contract. 
2. Browser yang digunakan harus sudah support MetaMask. 
3. Menggunakan IPFS dalam penyimpan gambar ijazah. 
4. Sampel yang digunakan untuk blob berukuran maksimal 10 Kb. 
5. Sampel data sebenyak 35 lembar ijazah. 
1.4 Tujuan Penelitian 
 Adanya penelitian ini bertujuan sebagai berikut: 
1. Membuat aplikasi web yang bersifat Decentralized Application(DApp) untuk 
mengupload ijazah ke dalam smart contract Ethereum. 
2. Membuat API dari IPFS untuk meningkatkan kinerja penyimpanan data pada 
blockchain Ethereum. 
3. Menganalisis tingkat efisiensi blockchain Ethereum untuk validasi ijazah. 
1.5 Manfaat penelitian 
 Selain itu terdapat manfaat dari penelitian ini berdampak pada instansi yang 
terkait khususnya sekolahan, dan juga manfaat untuk akademik. 


































1. Menambah wawasan terkait teknologi blockchain. 
2. Mengimplementasikan pengetahuan teknologi blockchain dalam validasi 
ijazah. 
3. Sebagai bahan referensi dalam pengembangan teknologi blockchain, 
khususnya blockchain yang menggunakan jaringan Ethereum. 
1.5.2 Instansi 
1. Sebagai salah satu bentuk saran dalam penerbitan ijazah. 
2. Sebagai salah satu literatur pengetahuan apabila instansi hendak 
mengimplementasikan teknologi blockchain dalam penerbitan ijazah. 
3. Dengan sistem ini penerbitan ijazah melalui blockchain bisa menjaga keaslian 
ijazah yang diterbitkan. 
1.6  Sistematika Penulisan 
Adapun penulisan skripsi ini memiliki aturan dan sistematika yang dibagi 
atas beberapa tahap, yakni sebagai berikut: 
1. Bagian awal penelitian terdapat halaman sampul. 
2. Bagian dalam penelitian isi penulisan ini terdiri dari : 
A. BAB I PENDAHULUAN  
Pada bab pendahuluan menjelaskan tentang latar belakang dari 
permasalahan yang menginspirasi dalam penelitian ini, perumusan masalah, 
batasan masalah,  dan tujuan serta manfaat yang didapatkan dari penelitian yang 
dilakukan diurai pada bab ini. 
B. BAB II TINJAUAN PUSTAKA 
Pada bab dua ini berisi tentang penjelasan penelitian sebelumnya yang 
berhubungan dengan penelitian ini, dan penjelasan singkat tentang teori yang 
berhubungan dengan penelitian ini, metode yang terkait, Bahasa pemrograman, 
dan sebagainya. 
C. BAB III METODOLOGI PENELITIAN 

































Pada bab ini menguraikan tentang alur tahapan dalam mengembangkan 
dan menyelesaikan penelitian yang dilakukan ini. Selain itu juga menjelaskan alur 
pengujian aplikasi 
D. BAB IV HASIL DAN PEMBAHASAN 
Pada bab ini tentang hasil dan pembahasan penelitian analisis performa 
blockchain dalam melakukan validasi ijazah 
E. BAB V PENUTUP 
Pada bab ini menguraikan hasil dari analisis yang telah dilakukan dan 
berisikan saran untuk pengembangan selanjutnya 
 



































2.1 Penelitian terdahulu 
 Dalam mendapatkan pengetahuan dan pemahaman dari penelitian ini maka 
perlu melakukan sebuah tinjauan terhadap penelitian sebelumnya yang 
berhubungan dengan penelitian ini. Furqoni (Furqoni, 2017) melakukan penelitian 
berjudul Pemalsuan Ijazah di Kalangan Buruh Pabrik, metode penelitian yang 
digunakan adalah kualitatif fenomenologi. Pada penelitian dapat disimpulkan 
bahwa kebanyakan buruh pabrik memalsukan ijazah dikarenakan mudahnya 
bantuan dalam memalsukan ijazah sehingga membuat buruh pabrik leluasa 
melakukan tindak pemalsuan ijazah.  
 Penelitian yang dilakukan Winarno (Winarno, 2019) berjudul Desain e-
Transkrip dengan Teknologi Blockchain. Metodologi yang dipakai merupakan 
studi pustaka terhadap kejadian dari pemalsuan ijazah, implementasi blockcert, 
blockchain, dan peraturan Mentri Pendidikan dan Kebudayaan No 49 tahun 2014 
tentang Standar Nasional Perguruan Tinggi. Hasil dari penelitian ini adalah sebegai 
berikut : 
1. Sebuah transkrip digital bisa digunakan untuk meminimalisir tindakan 
pemalsuan ijazah dikarenakan kelebihan yang dimiliki blockchain. 
2. Desain dari transkrip digital untuk digunakan pada teknologi blockchain 
terdapat tiga bagian diantaranya penerbit transkrip, ijazah, dan validasi 
dokumen. 
3. Keunggulan dari sebuah transkrip digital yang dibuat berdasarkan teknologi 
blockchain diantaranya adalah keamanan, transparan, autonomy, anomaly, 
tahan saat terjadi DDOS attack dan menjaga integritas dari sebuah data yang 
tercatat. 
 Aziz, Budiono, Widjajarto (Aziz, 2019) melakukan penelitian dengan judul 
Analisis dan Implementasi Komunikasi Antar Node IPFS (Interplanetary File 
System) Pada Smart contract Ethereum. Penelitian ini menguji integritas data yang 
disimpan pada IPFS. Pengujian integritas data dilakukan dengan parameter hash 

































pada IPFS, apabila file name diubah sedimikan rupa tetapi hash IPFS tetap menjaga 
keaslian dari file content, apabila file content mengalami perubahan maka hash 
yang diperoleh dari IPFS mengalami perbedaan meskipun file name sama. Dengan 
demikian dapat disimpulkan bahwa menggunakan IPFS untuk menjaga integritas 
data dapat diandalkan karena tidak mengalami perubahan perubahan selama 
pengujian dilakukan, sehingga hasil tersebut telah memenuhi aspek information 
security berdasarkan CIA Triad Model (Confidentiality, Integrity, and 
Availability). 
 Penelitian yang dilakukan Karataş (Karataş, 2018) berjudul Developing 
Ethereum Blockchain-Based Document Verification Smart contract for Moodle 
Learning Management System, menyimpulkan stabilitas data dan fitur permanen 
teknologi blockchain akan sangat cocok untuk menyimpan data pendidikan. 
Misalnya jika universitas menyimpan catatan dalam sistem informasi siswa pada 
blockchain, kumpulan data umum yang tidak dapat diubah dan dapat diandalkan 
untuk kesetaraan kelas, transisi horizontal-vertikal antar program, penerimaan ke 
program pascasarjana dan informasi kelulusan akan diberikan untuk diakses. 
 Penelitian terdahulu tidak hanya sebagai bahan referensi tetapi juga menjadi 
kontribusi pada penelitian ini. Pada penelitian yang dilakukan (Furqoni, 2017) 
menjadi dasar latar belakang penelitian ini dimana pemalsuan ijazah memang benar 
terjadi difokuskan pada kalangan buruh pabrik. 
Pada penelitian yang dilakukan Winarno (Winarno, 2019) membuat desain 
e-transkrip untuk diterbitkan dan diverifikasi pada aplikasi yang sudah tersedia 
yaitu Blockcert yang berbasis blockchain, maka pada penelitian ini membuat sistem 
informasi untuk validasi ijazah menggunakan blockchain berdasarkan keunggulan 
yang telah disebutkan oleh Winarno. Lalu pada penelitian yang dilakukan (Aziz , 
2019) memiliki kontribusi menggunakan IPFS untuk dikombinasikan dengan 
blockchain karena dinilai lebih efisien dalam menyimpan media. Pada penelitian 
yang dilakukan (Karataş, 2018) memiliki kontribusi untuk menggunakan 
blockchain dari Ethereum karena stabilitas data dan fitur permanen yang sangat 
cocok untuk menyimpan data pendidikan seperti ijazah. 

































Berdasarkan penelitian terdahulu, blockchain Ethereum memiliki kelebihan 
sebagai database yang bisa menjaga integritas data penting seperti ijazah sekolah. 
Tetapi blockchain Ethereum tidak efisien untuk menyimpan data besar seperti 
image. Sehingga, IPFS di implementasikan pada blockchain Ethereum sebagai 
aplikasi validasi ijazah sekolah. 
2.2 Ijazah 
 Secara etimologi, al–Fayruzabadi di dalam al–Qamus al–Muhit 
menyebutkan bahwa arti dari kata ajaza merupakan pengesahan dan memberikan 
hak pada seseorang (Idriz & Nurhamidah, 2019).Sedangkan secara istilah, Ibn 
Manzur menyebutkan ijazah merupakan hak yang diberikan untuk melegitimasi 
ilmu yang telah didapat selama proses pembelajaran (Ahmad ., 2016). Berikut 
contoh ijazah SMA seperti pada Gambar 
 
Gambar 2. 1. Contoh Ijazah 
 Dalam sebuah sistem pendidikan terdapat bukti otentik yang menyatakan 
peserta didik (santri, siswa, mahasiswa) sebagai status yang sah, dimana peserta 
didik tersebtuh telah menyelesaikan sebuah pendidikan tertentu (Furqoni, 2017). 
Bukti sah tersebut harus bisa diakui dengan skala yang besar sebagai tanda resmi 

































dan berlandaskan hukum sehingga bisa dipakai oleh peserta didik yang telah 
lulusan sebagai kepentingan tertentu yang berkaitan dengan kepemilikan tanda 
otentik tersebut yang berupa ijazah (Idriz & Nurhamidah, 2019). 
2.3 Blockchain 
 Blockchain pertama kali digunakan oleh Bitcoin dimana setiap transaksinya 
tercatat dalam public ledger. Bitcoin adalah mata uang virtual dengan jaringan peer 
to peer secara decentralized menggunakan public key cryptography, Bitcoin ini 
diusulkan oleh pertama kali Satoshi Nakamoto ketika tahun 2008 (Nakamoto, 
2008). Cara kerja blockchain seperti pada Gambar 2.2. 
 
Gambar 2. 2. Cara Kerja Blockchain 
Blockchain adalah database dengan sistem terdistribusi yang bisa 
menyimpan data yang terus diperbarui. Sistem yang digerakkan Blockchain adalah 
contoh klasik dari sistem terdistribusi dengan status bersama, dimana node 
didistribusikan secara geografis dan terhubung melalui peer to peer jaringan (Lone 
& Mir, 2019). Setiap data yang didistribusikan divalidasi oleh semua node yang 
bergabung (Yli-Huumo , 2016). Sehingga apabila ada perbedaan salinan data 
diantara salah satu peer, peer yang lain bisa mencegah data tersebut diproses. 
Blockchain mememiliki beberapa macam diantaranya (Cachin & Vukolić, 2017): 
1. Blockchain publik, siapapun bisa menjadi user, bahkan menjalankan sebuah 
node, semua node dapat melakukan pencatatan, dan semua node bisa 
bergabung dalam konsensus sebagai penentuan dari validasi sebuah data. 
2. Blockchain Konsorsium yang berbanding terbalik dengan Blockchain Publik, 
dimana blockchain jenis ini hanya dijalankan oleh node yang dikenal. Sistem 

































Blockchain Konsorsium ini memiliki cara untuk mengidentifikasi node yang 
berpartisipasi untuk dapat melakukan kontrol dan memperbarui data secara 
bersama, dan seringkali memiliki cara untuk melakukan kontrol kepada 
transaksi yang dikeluarkan. 
3. Private blockchain merupakan blockchain khusus yang hanya dijalankan oleh 
sebuah organisasi, dimana pada private blockchain ada satu trust domain saja.  
 Dari ketiga jenis blockchain tersebut dapat dibandingkan pada Tabel 2.1. 
Untuk validasi ijazah pada penelitian ini menggunakan jenis public blockchain. 
Tabel 2. 1. Comparisons Among Public Blockchain, Consortium Blockchain and 









Semua node Node yang terpilih Sebuah organisasi 
Membaca izin publik Bisa bersifat publik 
atau dibatasi 
Bisa bersifat publik 
atau dibatasi 
Immutability Nyaris mustahil 
dirusak 
Bisa dirusak Bisa dirusak 
Efficiency Rendah Tinggi Tinggi 
Centralised Tidak Partial Iya 
Consensus process Permissionless Permissioned Permissioned 
Setiap data transaksi pada blockchain disimpan dalam block yang saling 
berkaitan menggunakan hash kriptografi sebagai alat referensi yang digunakan 
untuk proses pembuatan block selanjutnya (Hanifatunnisa, 2017). Setiap data yang 
tersimpan di blockchain bersifat permanen dan transparan, yang bisa 
memungkinkan setiap orang bisa memeriksa transaction history secara keseluruhan 
(Grech & Camilleri, 2017) .   
Blockchain sendiri mempunyai beberapa kelebihan, yang menjadikannya 
alternatif yang ideal dan aman untuk sebuah database (Meter, 2017): 
1. high availability : Data didistribusikan seluruhanya kepada node yang 
berpartisispasi, selanjutnya data dicatat secara lengkap dalam blockchain. 
2. Verifiability and Integrity : Setiap block diverifikasi dan ditambahkan ke 
blockchain, Oleh karena itu, sulit untuk mengubah value yang telah lama 
terikat dalam rantai, karena block selanjutnya harus diubah juga, yang 
membutuhkan banyak daya komputasi karena menggunakan Proof-Of-Work. 

































ini juga mengapa pengeluaran lebih memungkinkan  tidak dilakukan untuk 
mengubah value dalam blockchain. 
3. Mudah untuk menentukan satu common starting point, sebagai wadah untuk 
mencatat data yang selalu ditambahkan kedalam block terakhir dalam rantai. 
Kelebihan tersebut menjadikan teknologi blockchain cocok untuk digunakan dalam 
validasi ijazah. 
Blockchain pertama kali dioperasikan pada tahun 2009, dan disempurnakan 
dengan Blockchain 2.0 pada tahun 2015 (Fauzan & Ahmad, 2018). Pada blockchain 
2.0 inilah bisa diterapkan smart contract untuk validasi ijazah. Dalam penelitian 
yang dilakukan oleh Deutsche Bank berjudul Imagine 2030, melakukan forecasting 
dengan membandingkan evolusi tahap awal adopsi internet dan teknologi 
blockchain pada Gambar 2.2. 
 
Gambar 2. 3. Forecasts Blockchain Adoption by Deutsche Bank (Reid, 2019) 
 Pada peramalan diatas jika trend berlanjut, memungkinkan ada 200 juta 
pengguna dompet blockchain di tahun 2030. 
2.4 Ethereum 
 Ethereum merupakan salah satu platform berbasis blockchain yang 
memiliki fitur smart contract 12/08/20 12.49.00 . Ethereum memiliki fungsi 
layaknya virtual machine yang mengoperasikan sebuah smart contract secara peer 

































to peer dengan uang kriptografi yaitu Ether (ETH) (Wood, 2017). Ethereum 
termasuk generasi blockchain 2.0, yang mana fitur smart contract-nya bisa 
diaplikasikan untuk validasi ijazah (Xu et al., 2019). Berikut transition function 
pada Ethereum seperti pada Gambar 2.4. 
 
Gambar 2. 4. Transition Function Ethereum (Buterin, 2015) 
Ethereum menggunakan protokol konsensus yang disebut Proof of Work 
(POW) untuk menentukan transaksi yang telah divalidasi saja yang dicatat pada 
blockchain. Transaksi tersebut dihitung nilai dari hash-nya dan ditambahkan 
kedalam database. Nilai dari hash tersebut harus  memenuhi persyaratan tertentu 
yang disebut dengan difficulty untuk bisa dianggap block yang sah. Pencarian nilai 
hash yang sesuai dengan persyaratan untuk validasi data itulah yang disebyt 
POW(Hanifatunnisa, 2017). 
2.5 Smart contract 
 Pengoperasian smart contract hampir tidak dapat dipisahkan dari 
blockchain yang mendasarinya. Keadaan blockchain diperbarui ketika transaksi 
yang sah dicatat pada rantai, dan smart contract bisa dipakai untuk memicu 
transaksi secara otomatis dalam kondisi tertentu (Hu, 2019).  
Bahasa scripting yang digunakan dalam Bitcoin memiliki fungsi terbatas, 
hampir tidak memungkinkan untuk membangun contract yang kompleks. 
Sementara bahasa solidity yang digunakan oleh Ethereum memungkinkan 
digunakan untuk berbagai aplikasi yang jauh lebih kompleks. Smart contract 

































Ethereum digunakan untuk mengatur, mengelola, dan tempat melacak, dengan cara 
yang terdesentralisasi dan diakses secara global dengan integritas, ketahanan, dan 
transparansi yang tinggi (Nizamuddin, 2018). Selain itu Ethereum adalah platform 
yang paling populer dari awal tahun 2015 sampai awal tahun 2019(Hu, 2019), maka 
semakin banyak resource untuk dikembangkan nantinya. 
 
Gambar 2. 5. Proses Mengeksekusi Smart Contract (Sheikh , 2019) 
 Pada Gambar 2.3 menunjukkan alur smart contract, dengan keterangan 
berikut : 
1. ketentuan contract akan ditetapkan 
2. eksekusi contract Events dipicu   
3. value berbasis kondisi akan ditentukan 
4. aset digital (on-chain) akan diselesaikan secara otomatis dan aset fisik (off-
chain) akan diselesaikan sesuai instruksi penyelesaian. 
2.6 Decentralized Application (DApp) 
 Decentralized Application (DApp) merujuk ke aplikasi yang dijalankan 
oleh banyak pengguna melalui jaringan blockchain yang terdesentralisasi (Wu, 
2019). Ethereum blockchain memberikan kemampuan komputasi dan 
penyimpanan melalui mekanisme smart contract. Oleh karena itu, Ethereum 

































DApps dapat menggunakan smart contract yang disediakan oleh Ethereum untuk 
mengimplementasikan logika bisnis (Wu, 2019). 
 
Gambar 2. 6. Jaringan Centralized dan Decentralized 
2.7 InterPlanetary File System 
 IPFS adalah protokol hypermedia peer to peer terdistribusi yang dirancang 
untuk menyimpan konten digital dengan integritas tinggi dan aksesibilitas global 
(Nizamuddin, 2018). File yang sudah tersimpan di IPFS menghasilkan hash file dan 
disimpan pada blockchain Ethereum. Kemudian hash file yang sudah disimpan 
pada blockchain dapat dipanggil kembali pada file yang disimpan pada IPFS untuk 
bisa mengaksesnya kembali (Rajalakshmi, 2018). 
2.8 Ganache 
Ganache adalah jaringan blockchain pribadi, yang merupakan blockchain 
pengembangan server lokal yang dapat digunakan untuk bertindak seperti 
blockchain publik (Bhosale, 2019). Ganache digunakan untuk deploy smart 
contract dan untuk menjalankan tes. Ganache menyediakan 10 akun dengan 100 
Ethereum untuk menguji smart contract yang ada di blockchain lokal. 

































2.9 Truffle Framework 
Truffle Framework merupakan tool penting untuk mengembangkan sebuah 
smart contract yang nantinya diunggah ke dalam jaringan blockchain Ethereum. 
Karena di dalam framework Ini menggunakan bahasa pemrograman Solidity untuk 
mengembangkan smart contract. Kerangka kerja truffle menyediakan beberapa 
fungsi untuk menunjang pembuatan smart contract, diantaranya sebagai berikut 
(Bhosale, 2019): 
1. Client Side Development 
2. Script Runner 
3. Network Management 
4. Development Console   
5. Deployment & Migrations   
6. Smart contract Management   
7. Automated Testing 
2.10 Metamask 
 Karena browser saat ini belum mendukung koneksi langsung ke jaringan 
blockchain. maka perlu ditambahkan extension metamask ke browser, mengonversi 
browser biasa menjadi browser blockchain. Selain itu juga bisa menghubungkan 
jaringan ganache untuk mengembangkan aplikasi. Metamask juga bisa digunakan 
untuk mengelola akun pribadi Ethereum, yang digunakan untuk terhubung ke 
blockchain dan tujuan transaksi (Bhosale, 2019). 
MetaMask adalah extension atau plugin yang memungkin untuk 
mengunjungi web versi DApp di browser. Hal ini memungkinkan untuk 
menjalankan aplikasi Terdesentralisasi Ethereum tepat di browser Anda tanpa 
menjalankan blockchain Ethereum penuh. MetaMask menyertakan brankas 
identitas yang aman, menyediakan antarmuka pengguna untuk mengelola identitas 
pengguna di berbagai situs dan menandatangani transaksi blockchain (Bhosale, 
2019). 

































2.11 Node Js 
Karena menggunakan blockchain pribadi atau lokal yang berjalan, kami 
perlu mengonfigurasi aplikasi untuk mengembangkan smart contract (Bhosale, 
2019). Untuk itu, akan memerlukan Node Package Manager atau NPM, yang 
mencakup Node Js. 
2.12 Quality of Service 
 Quality of Service (QoS) digunakan untuk mengukur seberapa baik jaringan 
dan upaya untuk menentukan karakteristik dan sifat dari sebuah servis (Wulandari, 
2016). Pengukuran kualitas jaringan dikategaroikan berdasarkan standar THIPON. 
Parameter quality of service terdiri dari : 
1. Throughput 
 Throughput adalah nilai kecepatan tranfer data, yang dihitung 
menggunakan satuan bit per second (bps). Karakteristik troughput berdasarkan 
THIPON dibagi menjadi 4 seperti pada Tabel 2.2. 
Tabel 2. 2. Karekteristik Troughput Standar THIPON 
Karakteristik Troughput Indeks 
Sangat Bagus 100 4 
Bagus 75 3 
Sedang 50 2 
Jelek <25 1 
Persamaan untuk menghitung nilai troughput : 𝑻𝒉𝒓𝒐𝒖𝒈𝒉𝒑𝒖𝒕 = 𝑷𝒂𝒌𝒆𝒕	𝒅𝒂𝒕𝒂	𝒅𝒊𝒕𝒆𝒓𝒊𝒎𝒂𝑳𝒂𝒎𝒂	𝒑𝒆𝒏𝒈𝒂𝒎𝒂𝒕𝒂𝒏 …………………..……..……………(1) 
2. Packet Loss 
 Packet Loss adalah parmeter untuk mendefinisikan keadaan berapa jumlah 
dari paket yang hilang. Packet Loss dapat terjadi karena collision atau congestion 
pada sebuah jaringan. Karakteristik Packet Loss berdasarkan THIPON dibagi 
menjadi 4 seperti pada Tabel 2.3. 
Tabel 2. 3. Karakteristik Packet Loss Standar THIPON 
Karakteristik Packet  Loss(%) Indeks 
Sangat Bagus 0 4 
Bagus 3 3 
Sedang 15 2 
Jelek 25 1 
Persamaan untuk menghitung nilai Packet Loss : 

































𝑷𝒂𝒄𝒌𝒆𝒕	𝒍𝒐𝒔𝒔 = 	 (𝑷𝒂𝒌𝒆𝒕	𝒅𝒂𝒕𝒂	𝒅𝒊𝒌𝒊𝒓𝒊𝒎0𝑷𝒂𝒌𝒆𝒕	𝒅𝒂𝒕𝒂	𝒅𝒊𝒕𝒆𝒓𝒊𝒎𝒂)×	𝟏𝟎𝟎%𝑷𝒂𝒌𝒆𝒕	𝒅𝒂𝒕𝒂	𝒅𝒊𝒕𝒆𝒓𝒊𝒎𝒂 ……...……(2) 
3. Latency 
 Latency merupakan besaran waktu yang digunakan data untuk menempuh 
jarak dari asal ke tujuan. Latency dapat  terjadi karena jarak, media fisik, congesti 
atau juga waktu proses yang lama. Karakteristik Packet Loss berdasarkan THIPON 
dibagi menjadi 4 seperti pada Tabel 2.4. 
Tabel 2. 4. Karakteristik Latency Standar THIPON 
Karakteristik Latency Indeks 
Sangat Bagus <150 ms 4 
Bagus 150 ms s/d 300 ms 3 
Sedang 300 ms s/d 450 ms 2 
Jelek >450 ms 1 
Persamaan untuk menghitung nilai Latency : 𝑳𝒂𝒕𝒆𝒏𝒄𝒚 = 	 𝑷𝒂𝒄𝒌𝒆𝒕	𝒍𝒆𝒏𝒈𝒕𝒉𝑳𝒊𝒏𝒌	𝑩𝒂𝒏𝒅𝒘𝒊𝒕𝒉………………………………………..……….(3) 
2.13  Integrasi Keilmuan 
Sebagai lulusan sistem informasi UIN Sunan Ampel harus memiliki 
integrasi keilmuan dengan ayat al-quran dan hadist dalam sebuah penelitian, maka 
dilakukan wawancara dengan yang ahlinya. Wawancara dilakukan dengan Ibu Dra. 
Ismin Mandar Rahayu selaku ketua yayasan majelis Ta’lim Abidah perumahan 
Griya Permata Hijau Sidoarjo. Pada wawancara yang telah dilakukan narasumber 
menjelaskan bahwa, Pemalsuan ijazah tidak boleh dilakukan apapun keadaanya 
meskipun dalam kondisi mendesak. Pemalsuan ijazah tidak diperbolehkan, karena 
hal tersebut adalah perbuatan berbohong, selain itu Allah melarang umatnya untuk 
berbohong kepada orang lain. Allah taala berfirman ; 
الص$اد'ق'ين* أَي.ه*ا الَّذ'ين* آم*ن6واْ ات$قُواْ اللّه* و*كُون6واْ م*ع*  یَا   
“Wahai orang-orang yang beriman, bertaqwalah kepada Allah dan jadilah bersama 
orang orang yang jujur” ‘(QS. At-Taubah :119) 
Imam ibnu Qayyim Al Jauziyyah berkata mengenai kejujuran : 
“Jujur adalah predikat bangsa besar. berangkat dari sifat jujur inilah terbangun 
semua kedudukan agung dan jalan lurus bagi para pelakunya” 
Dalam hidup hendaklah kita berlaku jujur dan adil dalam segala urusan 
karena sesungguhnya apa yang kita lakukan Allah akan mengetahuinya. Dalam 

































mencari pekerjaan hendaklah menggunakan ijazah asli karena jika kita berbohong 
maka Allah akan mengetahuinua. Selain itu sebaik-baiknya seorang muslim adalah 
yang bisa menegakkan kejujuran dan kebenaran dalam kehidupan umat manusia 
(Amar ma’ruf nahi mungkar). Maka penelitian untuk membuat sistem informasi 
valadisi ijazah perlu dilakukan untuk menegakkan kejujuran dalam kegiatan yang 
membutuhkan data ijazah. 
ي*ا أَي.ه*ا الَّذ'ين* آم*ن6واْ كُون6واْ قَو$ام'ين* ل'لّه' ش6ه*د*اء بِالْق'سIط' و*لاَ ي*جIرِم*ن$كُمI ش*ن*آنُ قَوIمٍ  
لاَّ ت*عIد'لُواْ اعIد'لُواْ ه6و* أَقْر*ب6 ل'لت$قْو*ى و*ات$قُواْ اللّه* إِنَّ اللّه* خ*بِ^ير بِم*ا ت*عIم*لُونَ ع*لَى أَ  
 “Wahai orang-orang yang beriman! Jadilah kamu sebagai penegak keadilan 
karena Allah (ketika) menjadi saksi dengan adil. Dan janganlah kebencianmu 
terhadap suatu kaum mendorong kamu untuk berlaku tidak adil. Berlaku adil lah. 
Karena (adil) itu lebih dekat kepada takwa. Dan bertakwalah kepada Allah, 
sungguh, Allah Maha teliti terhadap apa yang kamu kerjakan.” (QS. al-Maidah : 8) 
Dalam ayat tersebut sebagaimana bisa diambil kesimpulan bahwa muslim 
yang baik adalah yang bisa menghadirkan keadilan. Sebagaimana instansi dalam 
menerima ijazah harus bisa melakukan penyaringan mana yang ijazah asli dan 
palsu, agar tidak terjadi kesalahan memilih. Selain itu, pelaku pemalsu ijazah juga 
tidak mendapatkan keberkahan dalam kegiatan yang memerlukakan data ijazah. 
Rasulullah S.A.W bersabda; 
إِي*ّاكُمI و*كَثْر*ةَ الْح*ل'ف' ف'ى الْب*يIعِ فَإِن*ّه6 ي6ن*ف'ّق6 ثُم*ّ ي*مIح*ق6 
 “Hati-hatilah dengan banyak bersumpah dalam menjual dagangan karena Ia 
memang melariskan dagangan namun malah menghapuskan keberkahan.” (HR. 
Muslim). Selain itu pada Al-Qur’an terdapat ayat yang berisi nasihat kepada kita: 
و*لا ت6ط'عI كُلَّ ح*لَّافp م*ّهِينٍ 
 “Dan janganlah kamu ikuti setiap orang yang banyak bersumpah lagi hina.” (QS. 
Al-Qalam: 10). 
Diriwayatkan dari ‘Abdullah bin Mas’ud ra., Rasulullah SAW. bersabda, 
“Hendaklah kamu berlaku jujur karena kejujuran menuntunmu pada kebenaran, dan 

































kebenaran menuntunmu ke surga. Dan senantiasa seseorang berlaku jujur dan selalu 
jujur sehingga dia tercatat di sisi Allah Swt. sebagai orang yang jujur. Dan 
hindarilah olehmu berlaku dusta karena kedustaan menuntunmu pada kejahatan, 
dan kejahatan menuntunmu ke neraka. Dan seseorang senantiasa berlaku dusta dan 
selalu dusta sehingga dia tercatat di sisi Allah Swt. sebagai pendusta.” (H.R. 
Muslim). 
Menurut hadits dan ayat al-qur’an diatas penulis termotivasi untuk membuat 
sistem smart contract validasi ijazah sehingga bisa menjaga kejujuran umat 
manusia. Karena tidak akan berkah apapun yang kita dapatkan, Apabila awalnya 
didapatkan dari ketidak jujuran. Smart contract ini menjamin ijazah yang di upload 
terjaga keasliannya sehingga tidak bisa menggunakan ijazah palsu dalam segala hal. 
Maka dengan adanya DApp untuk validasi ijazah SMA bisa membuat sesorang 
tetap jujur dalam validasi ijazah karena susah untuk dipalsukan. 
  



































 Pada bab metodoelogi penelitian ini membahas tentang sistematika 
penelitian dengan tahapan sebagai berikut : 
 
Gambar 3. 1. Diagram Alur Penelitian Skripsi 
3.1 Perumusan Masalah 
 Pada tahap pertama dalam penelitian ini adalah melakukan perumusan 
masalah untuk mengetahui latar belakang penelitian ini. Sistem penerbitan dan 
validasi ijazah SMA saat ini masih dilakukan secara tradisional dimana penerbitan 
ijazah diterbitkan hanya dalam bentuk fisik. Sistem ini memiliki beberapa 
kekurangan yang telah dibahas pada bab pertama. Dengan pemanfaatan teknologi 
blockchain untuk penerbitan dan validasi ijazah SMA untuk membuat sistem yang 
terjamin integritas datanya. 
3.2 Studi Pustaka 
 Tahapan kedua adalah melakukan literature review untuk memahami apa 
saja yang dibutuhkan untuk implementasi blockchain dalam penerbitan dan validasi 
Ijazah. Selain itu juga untuk menelusuri lebih dalam dari permasalahan yang terjadi 
saat ini. Sumber untuk materi didapatkan dari e-book, jurnal dan lainnya. dari hasil 
literature review yang telah dilakukan, pemalsuan ijazah memang kerap terjadi. 
Maka dibutuhkan teknologi yang mampu menjaga integritas ijazah salah satunya 
dengan teknologi smart contract pada blockchain Ethereum. Smart contract 
berfungsi sebagai tempat untuk mengatur, mengelola, dan tempat melacak data 
ijazah (Nizamuddin et al., 2018). Blockchain Ethereum dipilih karena memiliki 
tingkat komputasi tinggi yaitu 167,86 TH/s per tanggal 26 februari 2020, dimana 

































semakin tinggi tingkat komputasi pada blockchain membuat data yang tersimpan 
tidak mudah dirusak (Zheng et al., 2018). Transaksi smart contrcat pada blockchain 
Ethereum bisa dilacak history-nya,  dari ID siapa yang melakukan transaksi smart 
contract tersebut dan juga kepada ID siapa transaksi itu dikirim (Nizamuddin et al., 
2018). Oleh sebab itu blockchain Ethereum bisa digunakan untuk menjaga keaslian 
ijazah, kaerna bisa mengetahui dari ID siapa yang melakukan penerbitan ijazah dan 
ID siapa yang memiliki ijazah tersetbut. Namun, di blockchain sendiri ada 
permasalahan biaya yang mahal dalam mengunggah sebuah media kedalam 
blockchain. oleh karena itu diperlukan bantuan IPFS sebagai solusi penyimpanan 
media.  
3.3 Desain Arsitektur Aplikasi 
 Pada penelitian kali ini, diusulkan sistem penerbitan dan validasi ijazah 
SMA berbasis blockchain Ethereum. Teknologi blockchain berguna untuk 
menjamin integritas data dan Ethereum sebagai platform yang menyediakan 
blockchain yang dipakai pada penelitian ini. Selain itu juga diperlukan IPFS sebagai 
penyimpan media agar saat mengunggah di blockchain tidak terlalu mahal. Dari 
beberapa penjelasan tersebut maka desain sistem aplikasinya adalah seperti ini  : 
 
Gambar 3. 2. Alur Penerbitan Ijazah 
 Pada Gambar 3.2 menerangkan alur penerbitan ijazah sekolah, dengan 
keterangan berikut : 
1. Image dari folder komputer di upload ke browser 
2. Gambar tersimpan di IPFS 

































3. Kembali dalam bentuk hash 
4. Hash disisipkan dalam smart contract Ethereum 
5. Memanggil kembali data hash dari smart contract Ethereum untuk 
ditampilkan  
 
Gambar 3. 3. Alur validasi ijazah 
 Pada Gambar 3.3 menjelaskan alur validasi ijazah sekolah, dengan 
keterangan berikut : 
1. Menginputkan ID smart contract dan mencari pada jaringan Ethereum 
2. Ethereum memberikan data smart contract yang telah dicatat sebelumnya, 
termasuk data hash ijazah  
3. Hash ijazah dicari di IPFS untuk mencari gambar yang cocok 
4. Menampilkan gambar ijazah pada browser 
3.4 Pengembangan Aplikasi 
 Tahap selanjutnya adalah pengembangan aplikasi dengan menggunakan 
metode waterfall seperti pada Gambar 3.4 
 
Gambar 3. 4. Metode Waterfall (Sasmito, 2017) 

































Metode waterfall memiliki alur yang berbeda beda tapi saling terikat. 
Metode waterfall adalah model dari pengembangan software yang sistematik dan 
sekuensial (Sasmito, 2017). Berikut alur yang ada di metode waterfall: 
1. Requirements analysis and definition 
 Proses yang pertama kali merupakan Requirements analysis and definition, 
dimana dalam proses ini melakukan analisis yang dibutuhkan aplikasi untuk dapat 
dipahami aplikasi apa saja  yang dibutuhkan oleh user dan pengembang. Untuk 
menjalankan aplikasi ini user harus menggunakan browser yang sudah mendukung 
metamask. 
2. System and software design 
 Desain  software adalahj alur yang memiliki banyak langkah, berfokus pada 
desain pembuatan aplikasi tersebut termasuk arsitektur untuk aplikasi, user 
interface, dan proses pengkodean. Pada tahapan ini menerangkan apa saja yang 
dibutuhkan aplikasi dari tahap menganalisis kebutuhan ketahap desain untuk bisa 
digunakan sebagai aplikasi pada alurs implementation.  
3. Implementation 
 Selanjutnya tahap implementation atau pembuatan kode program, desain 
yang telah dibuat diimplementasikan pada aplikasi yang akan dibuat. Pertama 
pembuatan kode program smart contract untuk wadah penerbitan ijazah. 
Selanjutnya, pembuatan API dari IPFS untuk merubah file image menjadi bentuk 
hash.Hasil akhir dari tahapan ini adalah aplikasi web sesuai dengan desainnya dari 
yang telah dibuat pada tahap system and software design. 
4. Integration and system testing 
 Pada tahap pengujian berfokus pada aplikasi yang bekerja secara logic dan 
fungsional. Selain itu juga memastikan bahwa semua bagian telah diuji. Hal 
tersebut berguna untuk meminimalisir kesalahan dan memastikan output yang 
dihasilkan sesuai. Hal pertama yang dilakukan adalah mengujji JSON dari DApp 
terbaca oleh metamask untuk kemudian dilakukan integrasi data smart contract dan 
data user yang ada di metamask. Langkah selanjutnya menguji fungsi user interface 
apakah berjalan dengan baik atau tidak. Setelah itu melakukan submit data ijazah 

































untuk menguji tipe data yang di-submit pada smart contract sudah sesuai atau tidak. 
Lalu, mengintegrasikan IPFS dan juga blob dengan DApp yang berbeda pada smart 
contract Ethereum dengan alur sebagai berikut: 
A. Integrasi IPFS dan Smart contract Ethereum  
 
Gambar 3. 5. Alur Upload File Pada Smart Contract Berbasis IPFS 
 Pada DApp berbasis IPFS memiliki alur seperti pada Gambar 3.5, dimana 
data ijazah diubah dalam bentuk buffer untuk diunggah pada IPFS. Setelah itu 
mengambil hash Gambar dari IPFS untuk di simpan pada smart contract Ethereum. 
B. Integrasi Blob Image dan Smart contract Ethereum 
 
Gambar 3. 6. Alur Upload File Pada Smart Contract Berbasis IPFS 

































 DApp yang tidak berbasis IPFS memiliki alur seperti pada Gambar 3.6, 
dimana data Gambar diubah dalam bentuk string. Setelah menjadi string data di 
simpan pada smart contract Ethereum. Pada saat melakukan submit ijazah muncul 
konfirmasi dari metamask untuk memastikan transaksi yang dilakukan, Selain itu 
juga berfungsi untuk membaca ID penerbit. ID penerbit inilah yang digunakan 
untuk menentukan keaslian dari instansi mana ijazah tersebut di submit. Berikut 
ilustrasi bagaimana mendeteksi keaslian ijazah seperti pada Gambar 3.7. 
 
Gambar 3. 7. Ilustrasi Pengecekan Ijazah 

































 Pada Gambar 3.7 instansi 1 sebagai ilustrasi instansi SMP dengan ID 
Ethereum “0x421354Ee7FC538337e1d40d170aF8254078eafeF” menerbitkan 
ijazah pada smart contract Ethereum atas nama “MH Ainun Fajar” dengan ID 
Ethereum “0x15CCe726D77ADe0812B4A12d70D31A05580D6d8d”. Maka data 
ijazah SMP tersebut tersimpan pada wallet Ethereum “MH Ainun Fajar” sebagai 
pemilik ijazh. Ketika pemilik ijazah melakukan pendaftaran di jenjang Pendidikan 
berikutnya atau SMA, maka pemilik ijazah mengirim ID Ethereum ke formulir 
pendaftaran SMA. Pihak SMA akan melakukan pengecekan validasi ijazah SMP 
dengan cara melihat track record penerbitan ijazah untuk mencari siapa ID yang 
menerbitkan ijazah tersebut. Jika ID yang meneribatkan adalah 
“0x00788cf630d914c851f3B6Bd4f825619838DFCb2” yang mana ID tersebut 
cocok dengan ID instansi 1, maka data ijazah tersebut valid dan jika tidak cocok, 
maka data ijazah tersebut tidak valid.  
 Setelah “MH Ainun Fajar” lulus dari instansi 2 atau SMA dengan ID 
Ethereum “0x421354Ee7FC538337e1d40d170aF8254078eafeF”. SMA tersebut 
akan menerbitan ijazah atas nama “MH Ainun Fajar” dengan ID Ethereum 
“0x15CCe726D77ADe0812B4A12d70D31A05580D6d8d”, Maka ijazah SMA 
tersebut tersimpan pada wallet yang sama dengan ijazah SMP, sehingga 
memungkinkan untuk menyimpan berbagai jensi ijazah dalam satu ID Ethereum 
untuk mengoptimalkan identity management.  
5. Operation and maintenance 
 Setiap aplikasi tidak menutup kemungkinan mengalami perubahan. 
Perubahan itu bisa saja terjadi dari sebuah kesalahan yang muncul dan tidak 
terdeteksi saat tahap pengujian atau aplikasi beradaptasi dengan lingkungan baru. 
Maka dari itu diperlukan pemeliharaan aplikasi sesuai dengan kebutuhan pengguna. 
3.5 Pengujian 
 Tahap terakhir adalah melakukan pengujian sistem untuk menganalisis 
performa sistem informasi validasi ijazah. Pengujian dibagi menjadi 2 yakni 
pengujian smart contract cost dan Quality of Service. Data yang digunakan dalam 
pengujian ini adalah ijazah SMA yang telah di scan dan disimpan dalam format jpg. 

































Menurut buku Sugiyono yang berjudul “Metode Penelitian kuantitatif kualitatif dan 
R&B, Alfabeta” menyarankan tentang ukuran sampel yang layak dalam penelitian 
adalah antara 30 sampai dengan 500 (Sugiyono, 2012). Selain itu dalam 
pengambilan sampel menggunakan metode simple random sampling karena 
populasi pada penelitian ini tidak diketahui dan memberikan peluang yang sama 
kepada setiap anggota dari populasi untuk dipilih menjadi sampel (Sugiyono, 
2001). Maka dalam penelitian ini menggunakan 35 sampel jazah untuk 
pengujiannya, dan size gambar ijazah antara 0,31 – 10,45 Kb. 
3.5.1 Smart Contract Cost  
 Pengujian ini bertujuan untuk mencari biaya yang dikeluarkan. Pengujian 
smart contract cost diantaranya dengan mencari biaya untuk deploy smart contract 
di jaringan Ethereum. Selain itu juga dilakukan pengujian mencari biaya untuk 
menyimpan gambar yang di upload dalam smart contract tersebut dengan ukuran 
berbeda-beda.  Harga yang tertera pada blockchain Ethereum adalah dalam satuan 
gas. Berikut rumus untuk melakukan konversi dari satuan gas ke rupiah. 𝒄𝒐𝒔𝒕	 = 	𝒈𝒂𝒔	𝒖𝒔𝒆𝒅	 × 	𝒈𝒂𝒔	𝒑𝒓𝒊𝒄𝒆	 × 	𝒆𝒕𝒉𝒆𝒓	𝒑𝒓𝒊𝒄𝒆……………….…...(4) 
cost  = Biaya yang dikeluarkan 
gas used = gas yang terpakai (gas) 
gas price = harga gas dalam ether (ether) 
ether price = harga Ethereum ($ atau Rupiah) 
Pengujian smat contract cost dilakukan dua kali dengan kondisi berbeda, yaitu : 
1. Ethereum blockchain berbasis IPFS  
2. Ethereum blockchain tidak berbasis IPFS  
 Kedua DApp dilakukan pengujian dari 35 ijazah, Dari dua kondisi tersebut 
dilakukan perbandingan untuk menganalisis apakah biaya smart contract berbasis 
IPFS lebih mahal atau tidak. 
3.5.2 Quality of Service (QoS) 
 Pengujian ini dilakukan untuk mengetahui kualitas dari sebuah jaringan 
dengan menggunakan beberapa parameter yaitu throughput, Packet Loss, dan 

































Latency berdasarkan persamaan nomer 1, 2 dan 3 dengan ukuran data yang berbeda. 
Pengujian QoS dilakukan dua kali dengan kondisi berbeda, yaitu : 
1. DApp Ethereum blockchain berbasis IPFS  
2. DApp Ethereum blockchain tidak berbasis IPFS  
 Dari dua kondisi tersebut dilakukan perbandingan untuk menganalisis 
apakah performa QoS berbasis IPFS lebih baik atau tidak jika dibandingkan dengan 
yang tidak berbasis IPFS. Perbandingan dilakukan dengan cara mendata performa 
throughput, Packet Loss, dan Latency dari kedua DApp saat melakukan submit 
ijazah pada blockchain Ethereum. Selanjutnya dibuat grafik dari data tersebut untuk 
membandingkan performa kedua DApp. Setelah itu mencari rata-rata throughput, 
packet loss, dan latency dari kedua DApp untuk mengetahui DApp mana yang 
memiliki performa lebih baik dan seberapa banyak performa yang dtingkatkan.  
  


































HASIL DAN PEMBAHASAN 
4.1 Analisis Kebutuhan 
  Berdasarkan latar belakang terkait pengembangan teknologi web DApp 
menggunakan blockchain berbasis IPFS untuk validasi ijazah SMA dan pengujian 
Quality of Service,  Berikut rincian Analisis proses yang sedang berjalan, 
kebutuhan pengembang dan instrumen hardware yang digunakan untuk pengujian. 
4.1.1 Analisis Proses Bisnis   
 Analisis proses bisnis digunakan untuk mengolah suatu sumber daya 
organisasi dengan tujuan mendapatkan produk atau hasil akhir yang terukur dan 
sesuai untuk pengguna internal maupun eksternal. Analisisiproses bisnis DApp 
pada penelitian ini adalah sebagai berikut:  
1. Sistem dapat mengirim data ijazah SMA ke blockchain Ethereum. 
2. Sistem dapat melakukan review ijazah sebelum di upload. 
3. Ketika data diupload pada DApp, penerbit atau admin instansi meng-input-kan 
nama dan ID wallet Ethereum pemilik ijazah untuk selanjutnya di submit. 
Setelah di submit, maka metamask meminta konfirmasi dengan membaca data 
ID wallet Ethereum penerbit ijazah sebagai autentikasi ijazah tersebut. Jika 
data ijazah dan data penerbit benar, maka ijazah berhasil di upload di wallet 
Ethereum 
4. Jika data telah di konfirmasi oleh node, maka data bisa diakses untuk berbagai 
keperluan. 
4.1.2 Kebutuhan Pengembang 
 Kebutuhan software untuk pengembang merupakan kebutuhan berupa 
perangkat lunak yang digunakan dalam menganalisis, merancang dan membangun 
aplikasi. Kegunaan masing-masing software yang digunakan seperti untuk 
merancang desain sistem hingga sebagai tools untuk membangun aplikasi itu 
sendiri. Berikut adalah software yang digunakan: 
 

































1. Visual Studio Code 
2. Terminal 
3. Metamask (28 November 2019) 
3.1  Chrome 
3.3  Firefox 
3.3  Opera 
3.4  New Brave Browser 
4. Ganache – Truffle 
5. Wireshark 
4.1.3 Instrument Hardware  
 Instrumen hardware adalah perangkat keras yang digunakan pada penelitian 
ini, diantaranya :  
Tabel 4. 1. Spesifikasi Instrument Hardware 







Processor 2,3 GHz Quad-Core Intel Core i5 
Memori 8 GB 2133 MHz LPDDR3 
Storage SSD 250,69 GB 
Grafis Intel Iris Plus Graphics 655 1536 MB 

















Power Supply AC：220V  DC:12V/0.5A 
 Pada Tabel 4.1 menunjukkan spesifikasi laptop dan router yang digunakan 
untuk pengujian Quality of Service pada penelitian ini. 
4.2 Desain Arsitektur 
 Desain arsitektur dibuat berdasarkan analisis dari studi pustaka yang telah 
dilakukan sebelumnya, dimana dalam pembuatan DApp validasi ijazah 
membutuhkan integrasi berbagai kebutuhan sistem. Untuk mengakses DApp 

































diperlukan tersambung pada metamask berguna sebagai membaca jenis jaringan 
Ethereum yang akan diakses dan data ID Ethereum user tersebut. Selanjutnya 
mengintegrasikan API dari IPFS berguna untuk mengunggah gambar ijazah dan 
diubah dalam bentuk hash, dimana hash gambar inilah yang akan di simpan pada 
smart contract Ethereum. DApp yang berbasis IPFS ini dibandingkan dengan 
DApp yang tidak berbabsis IPFS, dimana DApp tidak berbasis IPFS menggunakan 
sistem blob yaitu merubah file image menjadi dalam bentuk string. 
4.2.1 Desain Arsitektur Sistem Berbasis IPFS 
 Desain arsitektur sistem pada penelitian ini dibuat berdasarkan analisis 
kebutuhan pada web DApp berbasis IPFS untuk validasi ijazah SMA, Seperti pada 
Gambar 4.1. 
 
Gambar 4. 1. Desain Arsitektur DApp Berbasis IPFS 
 Web DApp berbasis IPFS dilakukan pengintegrasian IPFS dan smart 
contract Ethereum menggunakan API dari IPFS. 

































1. Web DApp mengambil informasi jaringan dan wallet user yang telah login 
pada metemask. Address user pada metamask digunakan sebagai data address 
penerbit. 
2. User memasukkan data gambar ijazah, nama , dan ID pemilik ijazah. 
3. Gambar ijazah yang di upload pada web DApp diubah dalam bentuk hash 
menggunkan API dari IPFS. 
4. Metamask akan meminta konfirmasi permintaan pembuatan transaksi interaksi 
contract pada user. 
5. Transaksi dikirim pada blockhain Ethereum, dan dilakukan konfirmasi oleh 
miner. 
6. Data yang telah terkonfirmasi akan dimunculkan pad Web DApp. 
 
4.2.2 Desain Arsitektur Sistem Tidak Berbasis IPFS 
 Pada penelitian ini web DApp berbasis IPFS untuk validasi ijazah SMA 
dibandingkan dengan web Dapp yang tidak berbasis IPFS. Desain arsitektur sistem 
web DApp tidak berbasis IPFS digambarkan pada Gambar 4.2. 
 
Gambar 4. 2. Desain Arsitektur DApp Tidak Berbasis IPFS 
 Perbedaan dari web DApp yg berbasis IPFS dengan yang tidak berbasis 
berada pada data gambarnya, untuk DApp berbasis IPFS menggunakan hash 

































sedangkan untuk yg tidak berbasis IPFS berupa blob. Perbedaan data ijazah tersebut 
disajikan pada Gambar 4.3. 
 
Gambar 4. 3. Perbandingan Data IPFS dan Tidak IPFS 
4.2.3 Desain UML Activity Diagram 
 Pada diagram aktifitas ini menggambarkan kegiatan pengguna maupun 
proses bisnis dari awal hingga selesai. Proses jalannya aktifitas yang terdapat pada 
sistem juga diperlihatkan dalam bentuk diagram. Terdapat 2 proses bisnis dalam 
sistem ini, sehingga dibuat menjadi activity diagram seanyak 2 diagram. Masing-
masing diagram tersebut meliputi login dan juga upload data. Visualisasi activity 
diagram proses login ditampilkan pada Gambar 
 
Gambar 4. 4. Activity Diagram Data Akun 

































 Activity diagram pada Gambar 4.4 merupakan proses login. Proses login 
tersebut dilakukan oleh admin, diawali dengan proses input data admin. Apabila 
berhasil melakukan login maka terjadi proses konfigurasi akun metamask dan 
dideteksi oleh jaringan Ethereum. Kemudian, jika data yang dideteksi salah maka 
sistem akan kembali melakukan konfigurasi.dan jika yang dideteksi benar maka 
sistem akan menampilkan data ijazah.  
 
Gambar 4. 5. Activity Diagram Upload Ijazah 

































 Setelah sistem berhasil menampilkan data ijazah maka proses selanjutnya 
adalah melakukan aktifitas upload ijazah seperti pada Gambar 4.5 , aktifitas ini 
dilakukan untuk proses identifikasi ijazah. Terdapat 2 metode yang digunakan 
dalam identifikasi yaitu metode IPFS dan metode BLOB. Perbedaan dari kedua 
metode tersebut apabila IPFS mengkonversi gambar dalam hash IPFS jika blob 
dalam bentuk string base64 
 Setelah penerbit memilih salah satu metode, maka ijazah dapat disubmit. 
Kemudian sistem akan mengkonfirmasi akun penerbit ijazah apabila akun penerbit 
benar maka transaksi smart contract berhasil dilakukan.  
4.2.4 Desain UML Sequence Diagram 
 Dalam menggambarkan perilaku dalam suatu scenario serta memberi 
gambaran bagaimana suatu entitas dan sistem saling berinteraksi, termasuk pesan 
yang digunakan dalam berinteraksi maka dapat dibuat dalam model sequence 
diagram. Terdapat 2 diagram yang digambarkan dalam sistem ini yaitu sequence 
diagram pada metode IPFS dan blob. Visualisasi dari sequence diagram metode 
IPFS ditampilkan pada Gambar 4.6. 
 
Gambar 4. 6. Sequence Diagram IPFS 
 Pada Gambar tersebut terdapat 1 pemeran dengan 4 objek yang meliputi 
Web DApp, API IPFS, MetaMask dan Ethereum. Proses yang dilakukan oleh user 
sesuai dengan yang ditampilkan pada sequence diagram metode IPFS diawali 

































dengan user menambahkan data ijazah dan diakhiri oleh sistem menampilkan 
kembali data ijazah yang telah diidentifikasi oleh sistem.  
 Jika user ingin melakukan proses yang sama dengan penjabaran diatas tetapi 
dengan metode berbeda yaitu metode blob, maka visualisasi sequence diagram 
metode blob disajikan pada Gambar 4.7 . Pada proses ini memiliki 1 aktor dan  
objek yaitu webDApp, MetaMask, dan Ethereum. Namun, tahapan yang dilakukan 
hamper sama dengan metode sebelumnya yaitu diwalai dengan user menambahkan 
data ijazah dan diakhiri oleh sistem menampilkan kembali data ijazah yang telah 
diidentifikasi oleh sistem. 
 
Gambar 4. 7. Sequence Diagram Blob 
4.3 Implementasi 
 Pada penelitian ini membuat web DApp menggunakan blockchain 
Ethereum berbasis IPFS. Tahap pertama dalam implementasi pada penelitian ini 
adalah membuat user interface (UI), selanjutnya mengembangkan smart contract 
sebagai wadah penyimapanan data ijazah, setelah itu membuat API dari IPFS untuk 
mengubah file dalam bentuk hash lalu di integrasikan pada smart contract 
Ethereum dan intergrasi blob image dengan Ethereum. 
4.3.1 User Interface 
 Merancang desain user interface bertujuan untuk membuat representasi 
bagaimana fungsi dari web DApp pada penelitian ini. Dalam tahap pengembangan 
desain user interface ada satu bentuk interface utama yang kemudian 

































dikembangkan menjadi dua, yang pertama untuk web DApp berbasis IPFS dan web 
DApp tidak berbasis IPFS. Desain user interface tersebut bersikan sebuah formulir. 
Formulir ini bertujuan untuk melakukan submit data ijazah pada smart contract 
Ethereum. Data tersebut berisikan informasi dari pemelik ijazah yaitu data ijazah, 
data ID pemelik ijazah dan juga ID penerbit ijazah yang sudah otomatis dari user 
metamask sebagai penerbit ijazah pada smart contract Ethereum. ID penerbit ini 
dibaca saat pertama kali membuka DApp, dimana ID penerbit tersbut disematkan 
pada header sebelah kanan halaman formulir. Berikut desain user interface yang 
dibuat untuk web DApp berbasis IPFS seperti pada Gambar 4.8. 
 
Gambar 4. 8. User Interface DApp Berbasis IPFS 

































         Pada form data ijazah terdapat tiga data yang perlu dimasukkan yaitu input 
file gambar ijazah, input nama pemilik ijazah dan input ID pemilik ijazah, setelah 
itu terdapat tombol “submit” yang berfungsi sebagai perintah menyimpan ijazah 
pada blockchain Ethereum. Pada bagian tabel daftar ijazah terdapat lima kolom, 
dimana kolom pertama berisikan ID transaksi, yang kedua nama pemilik ijazah, 
yang ketiga berisi ID pemilik ijazah, yang keempat ID penerbit ijazah, dan yang 
terakhir berisikan link untuk melihat gambar ijazah yang tersimpan. 
 
Gambar 4. 9. User Interface DApp Dengan blob 

































 Desain user interface yang dibuat untuk web DApp tidak berbasis IPFS 
seperti pada Gambar 4.9. Pada web DApps tidak berbasis IPFS user interface-nya 
tidak jauh beda dengan web DApps berbasis IPFS. Perbedaannya hanya terletak 
pada form data ijazah, dimana untuk input-an file gambar ijazah ditambahkan 
textfield yang berisikan hasil dari blob gambar yang telah terpilih.     
4.3.2 Pembuatan smart contract dengan blockchain lokal 
 Dalam tahap awal pengembangan smart contract Ethereum adalah 
melakukam pengembangan pada blockchain local, karena dengan menggunakan 
blockhain lokal bisa melakukan pengujian pengkodean smart contract secara gratis 
dan lebih efisian. Pada penelitian ini menggunakan blockchain lokal dari ganache 
seperti pada Gambar 4.10. 
 
Gambar 4. 10. Blockchain Ethereum Lokal Ganache 
 Ganache bertujuan untuk menjalankan blockchain versi localhost 
selayaknya blockchain Ethereum pribadi, sehingga dapat digunakan untuk 
menjalankan pengujian, menjalankan perintah, dan memeriksa keadaan sambil 
mengontrol bagaimana rantai beroperasi. Setelah itu melakukan melakukan install 

































framework Truffle. Framework Truffle berfungsi untuk mengintegrasikan 
pengkodean website dengan pengkodean smart contract, selain itu bisa untuk 
melakukan pengujian smart contract menggunakan Terminal. Setelah framework 
Truffle berhasil di-install, langkah selanjutnya membuat smart contract untuk 
validasi ijazah SMA seperti pada pseudocode sebagai berikut: 
1. pragma solidity ^0.5.0; 
2. contract Ijazah { 
3. string public name; 
4. uint public productCount = 0; 
5. mapping(uint => Product) public products; 
6. struct Product { uint id; string ijazah; string name; address 
owner; address payable penerbit;}; 
7. event ProductCreated(uint id, string ijazah, string name, 
address owner, address payable penerbit); 
8. constructor() public {name = "Validasi Ijazah by Ainun 
Fajar";} 
9. function createProduct(string memory _ijazah, string memory           
 _name, address _owner) public{ 
10. require(bytes(_name).length > 0); 
11. productCount ++; 
12. products[productCount] = Product( productCount, _ijazah, 
_name, _owner, msg.sender); 
13. emit ProductCreated( productCount, _ijazah, _name, _owner, 
msg.sender); 
14. }}; 
 Pada smart contract validasi ijazah SMA diberi nama publik “Validasi 
Ijazah by Ainun Fajar” sebagaimana langkah ke 8 pada pseudocode tersebut . Nama 
publik berfungsi sebagai nama smart contract yang akan di upload pada blockhain 
Ethereum. Selanjutnya pada langkah ke 9 membuat code data “Product”, data 
“Product” adalah data dari ijazah yang berisikan ID transaksi, gambar ijazah, ID 
pemilik ijazah, dan ID penerbit ijazah. Setelah selesai dilakukan pengujian untuk 
mengecek smart contract berfungsi dengan baik menggunakan console dari Truffle 
di Terminal seperti pada Gambar 4.11 dengan data pengujian sebagai berikut : 
1. Ijazah (Hash file) : 
QmfFFguqh7z1Scrqk6foqDYPC5mGb21xo3dQVCAa6TgwhF 
2. Nama pemilik ijazah : MH Ainun Fajar 
3. Adrress pemilik ijazah : 
0x1EF3b2BAdAAA35a8EDe4Ece9986D47945a5cCF82 
4. Address penerbit (pengirim transaksi) : 
0x00788cf630d914c851f3B6Bd4f825619838DFCb2 


































Gambar 4. 11. Hasil Pengujian Smart Contract 
4.3.3 Integrasi IPFS dan Smart contract Ethereum 
 Setelah melakukan pengecekan smart contract pada blockchain lokal, 
langkah selanjutnya adalah melakukan integrasi pada IPFS. Pengintegrasian pada 
IPFS dilakukan dengan cara membuat API seperti pada pseudocode sebagai 
berikut: 
1. const name = this.productName.value 
2. const owner = this.productOwner.value 
3. console.log("Submitting file to ipfs...") 
4. ipfs.add(this.state.buffer,(error, result)=>{ 
5. console.log('Ipfs result', result) 

































6. if (error){ console.error(error)return } 
7. console.log("create contract") 
8. console.log(result[0].hash, name, owner) 
9. this.props.createProduct(result[0].hash, name, owner) 
10. console.log("Selesai2")}) 
 
 Pada pseudocode ini, langkah ke 4 dan 5 berguna untuk file gambar yang 
dipilih diubah dalam bentuk buffer yang akan dikirim pada IPFS dan dikembalikan 
dalam bentuk hash seperti pada gambar. Setelah mendapatkan hash file, smart 
contract dibuat dengan dilengkapi data nama pemilik ijazah, ID pemilik ijazah, dan 
ID penerbit ijazah, dimana tedapat pada langkah 9.  
4.3.4 Integrasi Blob Image dan Smart contract Ethereum  
 Dalam melakukan integrasi blob image dan smart contract Ethereum, 
pertama adalah membuat fungsi untuk mengubah file gambar dalam bentuk blob 
seperti pada pseudocode sebagai berikut: 
1. const file = event.target.files[0] 
2. const reader = new window.FileReader() 
3. reader.readAsArrayBuffer(file) 
4. reader.onloadend = () => { 
5. this.setState({ buffer: Buffer(reader.result) }) 
6. console.log('buffer', this.state.buffer) 




10. var output = document.getElementById('output_image'); 
11. output.src = reader2.result;} 
 Perbedaan integrasi blob image dengan integrasi IPFS adalah saat file sudah 
dirubah menjadi buffer dimana pada pesudecode terdapat pada langkah 1.Langkah 
selanjutnya pada nomor 7, dimana image diubah dalam bentuk blob, setelah 
melakukan generate blob dari image yang dipilih adalah membuat smart contract 
untuk validasi ijazah SMA yang berisikan blob image (ijazah), nama pemilik ijazah, 
dan nama penerbit ijazah.  
4.4 Pengujian Fungsionalitas Aplikasi 
 Setelah semua sistem sudah terintegrasi langkah selanjutnya adalah 
pengujian fungsionalitas aplikasi. Tujuan dari pengujian ini adalah untuk 

































mengetahui apakah perangkat lunak atau software yang telah kita bangun berfungsi 
seperti tujuan pada awalnya. 
1.  JSON smart contract 
         Pertama adalah mengecek fungsi JSON smart contract. JSON smart 
contract berguna untuk mendeteksi browser yang digunakan untuk koneksi dengan 
metamask. Jika terkoneksi ada konfirmasi untuk terhubung pada web DApp 
validasi ijazah seperti pada Gambar 4.12. Setelah itu tekan tombol connect untuk 
melanjutkan ke web DApp validasi ijazah. 
 
Gambar 4. 12. Konfirmasi Metamask Untuk Mengkoneksikan Smart Contract 

































2.   Mengambil informasi metamask 
 Setelah terkoneksi dengan metamask, web DApp validasi ijazah akan 
membaca jaringan Ethereum yang digunakan dan dicocokan pada smart contract. 
Jika berbeda maka muncul peringatan “Smart contract not deployed to detected 
network.” 
 
Gambar 4. 13. Peringatan Smart Contract Tidak Terdeteksi 
 Seperti pada Gambar 4.13 yang menandakan smart contract tidak terbaca 
pada jaringan yang digunakan. Jika sama maka tidak ada peringatan dan langsung 
menuju web DApp validasi ijazah. Pada bagian navbar web DApp akan muncul 
address Ethereum user yang berfungsi sebagai ID penerbit saat melakukan upload 
data ijazah menggunakan smart contract Ethereum. 
3.   Review gambar ijazah 
 
Gambar 4. 14. Review Ijazah 
 Review gambar ijazah berfungsi untuk memastikan ijazah yang dipilih dari 
file komputer benar. Pertama user menekan tombol Choose File untuk memilih 
gambar ijazah yang akan di upload. Selanjutnya gambar ijazah muncul di bagian 
gambar “UPLOAD IJAZAH” beserta nama file yang dipilih. Setelah itu mengubah 

































file ke dalam bentuk buffer untuk digunakan pada API IPFS dan diubah dalam 
bentuk Hash. 
4.  Submit data ijazah 
         Setelah form data ijazah diisi dengan lengkap, maka langkah selanjutnya 
melakukan submit pada smart contract Ethereum. Jika berhasil akan muncul 
konfirmasi dari metamask untuk melanjutkan transaksi seperti pada Gambar 4.15, 
pada saat konfirmasi transaksi akan muncul keterangan smart contract yang dituju 
dan estimasi biaya transaksi. 
 
Gambar 4. 15. Konfirmasi Transaksi 
 

































5. Hasil transaksi 
 
Gambar 4. 16. Daftar ijazah 
 Hasil transaksi yang telah di konfirmasi miner akan muncul pada tabel 
daftar ijazah seperti pada Gambar 4.16. Lima kolom pada daftar ijazah berfungsi 
dengan baik dan sesuai. Pada kolom ijazah berhasil menyisipkan tautan untuk 
mengunduh gambar ijazah yang terdaftar pada smart contract Ethereum. 
4.5 Deploy Smart contract 
 Setelah melakukan pungujian fungsionalitas aplikasi dan memastikan 
semua fungsi berjalan dengan baik, langkah selanjutnya adalah melakukan deploy 
smart contract ke jaringan blockchain Ethereum.  
 
Gambar 4. 17. Deploy Smart Contract 
 

































 Deploy smart contract dilakukan pada website https://remix.Ethereum.org/ 
seperti pada Gambar 4.17. Sebelum melakukan deploy smart contract Ethereum, 
pertama smart contract di compile setelah berhasil maka smart contract bisa di 
deploy. Pada penelitian ini ada dua smart conract Ethereum yang di deploy yang 
dijelaskan pada Tabel 4.2. 
Tabel 4. 2. Perbandingan IPFS Dengan blob 
No Keterangan IPFS Blob 
1 Nama file Ijazah.sol Ijazahbase64.sol 
2 Nama smart 
contract 
Validasi Ijazah by Ainun 
Fajar 
Validasi Ijazah Blob by 
Ainun Fajar 
3 Fungsi Sebagai wadah menyimpan 
ijazah berupa hash dari IPFS 
Sebagai wadah menyimpan 



























8 Gas terpakai 624337  664589 
9 Harga gas 11 Gwei 7 Gwei 
10 Fee transaksi $1,43 $0,97 
 
4.6 Quality of Service 
 Pengujian Quality of Service untuk membandingkan performa web DApp 
berbasis IPFS dan tidak berbasis IPFS atau menggunakan blob. Berikut adalah hasil 

































pengujian Quality of Service menggunakan parameter throughput, Packet Loss, 
Latency. 
1. Web DApp berbasis IPFS 
 Pengujian Quality of Service dilakukan pada web DApp berbasis IPFS 
menggunakan data ijazah dengan ukuran berbeda-beda dengan rentang antara 0,31 
– 10,45 Kb. Rekapitulasi hasil pengujian web DApp berbeasis IPFS seperti pada 
Tabel 4.3. 






Vira Syafrida Dwi Prratiwi 0,31 524 0,98 6,72 
Sisca Putri Sanni 0,39 266 0,95 7,76 
Firman Octavianto 0,41 613 0,89 17,23 
MH Ainun Fajar 0,47 608 0,62 13,45 
Wisnu Nicola 0,49 467 0,80 24,49 
Mohammad Afinil Maulana 0,61 292 0,06 3,29 
Dhea Silvi Rahmadhani Putri 0,86 935 0,80 10,98 
Irene Faizah Miranda 1,06 213 0,02 13,12 
Muhammad Edo Saputra Haruna 1,11 109 0,91 25,33 
Muhammad Faruq Rahman 
Maulana 
1,33 230 0,12 11,89 
Reyza Shafira 1,35 248 0,77 10,47 
Arsyian Aldi Warsito 2,23 703 0,01 3,68 
Arif Rahman Fauzi 3,16 743 0,63 6,49 
Aulia Nabilah 3,20 898 0,11 3,75 
Rizki Ramdhani 3,33 979 0,15 7,88 
Erdinsyah Hendrawan Satria 3,34 452 0,30 11,09 
Maulana Akbar 3,46 374 0,78 15,94 
Ainus Sukma El Diana Putri 3,46 987 0,02 32,78 
Syarifah Norahanum Hanifah 3,47 260 0,70 28,38 
Muhammad Iqbal Hamdani 3,48 384 0,04 26,20 
vela Maghfiroh 3,58 201 0,78 5,01 
Mochammad Langgeng Prasetyo 3,71 121 0,31 37,16 
Novriani Erry Niawati 3,74 542 0,01 7,53 
Safitra Ramadhani Pasuna 3,84 803 0,26 4,46 
Limatin Amalia 3,89 947 0,58 22,12 
Muhammad Rosyid 3,91 373 0,17 12,42 
Retno Windyastuti 4,01 253 0,66 14,83 
Chandra Indira Septiarani 4,07 438 0,10 8,45 






































Rike Excella Putri 4,34 333 0,05 10,68 
Kevin Permana 5,48 690 0,78 12,83 
Silvana Puspa Nabila 6,39 267 0,94 13,97 
Hanif Aristyo Rahadiyan 6,94 754 0,37 4,03 
Rovirna Eka Devita Sari 7,94 224 0,33 9,98 
Elita Mega Tiana 8,91 430 0,20 13,13 
Felias Sebastian Hidayat 10,45 359 0,50 8,28 
Rata - rata 3,39 486,29 0,45 13,31 
 Dari hasil pengujian Quality of Service web DApp berbasis IPFS, maka rata 
– rata throughput adalah 486,29 Kbps, rata – rata packet loss adalah 0,45%, dan 
rata – rata latency adalah 13,31 ms. Pada pengujian ini menggunakan data ijazah 
dengan ukuran rata – rata 2,11 MB. 
2. Web DApp tidak berbasis IPFS 
 Pengujian Quality of Service dilakukan pada web DApp berbasis IPFS atau 
blob menggunakan data ijazah dengan ukuran berbeda-beda dengan rentang antara 
0,31 – 10.45 KB. Rekapitulasi hasil pengujian web DApp berbeasis IPFS seperti 
pada Tabel 4.4.  
Tabel 4. 4. Hasil Rekapitulasi Pengujian DApp Tidak Berbasis IPFS 
Nama Size 
(KB) 
Throughput Packet Loss Latency 
Vira Syafrida Dwi Prratiwi 0,31 131 0,70 14,36 
Sisca Putri Sanni 0,39 114 0,80 17,15 
Firman Octavianto 0,41 62 1,30 25,29 
MH Ainun Fajar 0,47 61 1,80 34,02 
Wisnu Nicola 0,49 129 0,40 13,71 
Mohammad Afinil Maulana 0,61 81 1,10 25,96 
Dhea Silvi Rahmadhani Putri 0,86 56 0,90 36,80 
Irene Faizah Miranda 1,06 81 0,90 26,59 
Muhammad Edo Saputra 
Haruna 
1,11 47 1,20 40,52 
Muhammad Faruq Rahman 
Maulana 
1,33 85 1,80 26,63 
Reyza Shafira 1,35 103 1,20 19,15 
Arsyian Aldi Warsito 2,23 50 1,70 48,03 
Arif Rahman Fauzi 3,16 36 1,30 60,10 
Aulia Nabilah 3,20 25 1,70 85,77 
Rizki Ramdhani 3,33 99 0,90 18,33 






































Erdinsyah Hendrawan Satria 3,34 41 1,10 43,17 
Ainus Sukma El Diana Putri 3,46 74 2,40 33,80 
Maulana Akbar 3,46 41 1,30 50,91 
Syarifah Norahanum Hanifah 3,47 121 0,60 14,62 
Muhammad Iqbal Hamdani 3,48 137 0,50 12,53 
vela Maghfiroh 3,58 160 0,50 10,61 
Mochammad Langgeng 
Prasetyo 
3,71 64 1,20 32,65 
Novriani Erry Niawati 3,74 84 1,20 25,73 
Safitra Ramadhani Pasuna 3,84 98 0,60 49,28 
Limatin Amalia 3,89 74 1,00 28,90 
Muhammad Rosyid 3,91 86 1,10 23,51 
Retno Windyastuti 4,01 80 1,00 25,63 
Chandra Indira Septiarani 4,07 44 2,00 50,06 
Rike Excella Putri 4,34 97 1,40 20,73 
Kevin Permana 5,48 60 1,60 32,85 
Silvana Puspa Nabila 6,39 99 0,50 20,03 
Hanif Aristyo Rahadiyan 6,94 75 1,40 31,68 
Rovirna Eka Devita Sari 7,94 127 0,70 15,07 
Elita Mega Tiana 8,91 44 1,20 47,15 
Felias Sebastian Hidayat 10,45 50 1,00 40,34 
Rata- rata 3,39 80,46 1,14 31,48 
 Dari hasil pengujian Quality of Service web DApp tidak berbasis IPFS, 
maka rata – rata throughput adalah 80,46 Kbps, rata – rata packet loss adalah 
1,14%, dan rata – rata latency adalah 31,48 ms.  
3. Analisis pengujian Quality of Service 
 Setelah melakukan pengujian Quality of Service pada kedua web DApp, 
langkah selanjutnya adalah melihat perbandingan performa throughput, packet loss, 
dan latency untuk mengambil kesimpulan. Berikut perbandingannya : 
1. Throughput 
  Hasil pengujian throughput kedua DApp pada saat input data ijazah 
pada smart contract Ethereum direkap dan ditampilkan dalam bentuk grafik 
untuk menganailisis perbandingan performa kedua DApp.  
 


































Gambar 4. 18. Perbandingan Throughput 
  Gambar 4.18 adalah grafik perbandingan performa troughput 
berdasarkan 35 data yang diuji. Web DApp yang menggunakan IPFS 
performanya lebih tinggi dengan rata – rata 486,29 KBps dibandingkan 
dengan web DApp menggunakan blob yang memilik performa rata – rata 
80,46 Kbps.  
2. Packet Loss 
 
Gambar 4. 19. Perbandingan Packet Loss 

































  Gambar 4.19 adalah grafik perbandingan performa Packet Loss 
berdasarkan 35 data yang diuji. Performa Packet Loss dinalai dari jumlah 
berapa packet yang hilang, jiika persentasenya makin sedikit berarti performa 
Packet Loss semakin baik. Web DApp yang menggunakan IPFS performanya 
lebih tinggi dengan rata – rata 0,54% dibandingkan dengan web DApp 




Gambar 4. 20. Perbandingan Latency 
  Gambar 4.20 adalah grafik perbandingan performa Latency 
berdasarkan 35 data yang diuji. Performa Latency dinalai dari jumlah berapa 
lama packet yang dikirim, jiika semakin cepat berarti performa Latency 
semakin baik. Web DApp yang menggunakan IPFS performanya lebih tinggi 
dengan rata – rata 13,31 ms.  dibandingkan dengan web DApp menggunakan 
blob yang memiliki performa rata – rata 31,48 ms. Langkah selanjutnya 
adalah melakukan  perbandingan Quality of Service secara keseluruahan 
kedua DApp yaitu yang berbasis IPFS dan tidak berbasis IPFS, perbandingan 
tersebut tertera pada Tabel 4.5. 


















































































 Kedua sistem memiliki indeks dan kriteria yang sama yaitu indeks 4 dan 
kriteria sangat bagus dalam standar Thipon. Tetapi performa IPFS lebih unggul 
daripada blob secara keselurauhan dengan parameter throughput sebesar 6,04 kali, 
Packet Loss 39,47%, dan Latency 42,28%. 
4.7 Smart Contract Cost 
 Pengujian smart contract cost dilakukan untuk mencari perandingan biaya 
yang dibutuhkan antara web DApp berbasis IPFS dan tidak berbasis IPFS atau 
menggunakan blob. Pada data biaya kurs rupiah diambil pada tanggal 09 Mei 2020 
di exchanger indodax.com yaitu 1 Ethereum = 3.170.000 Rupiah. Berikut hasil 
pengujian smart contract cost untuk mencari gas yang dibutuhkan setiap transaksi 
dan biaya transaksinya. 
1. Web DApp berbasis IPFS 
 Pengujian smart contract cost dilakukan pada web DApp berbasis IPFS 
menggunakan data ijazah sesuai dengan data yang digunakan pada pengujian 
Quality of Service untuk web DApp berbais IPFS, data diurutkan berdasarkan size. 
Rekapitulasi hasil pengujian web DApp berbeasis IPFS seperti pada Tabel 4.5. 
Tabel 4. 6. Rekapitulasi Smart Contract Cost Berbasis IPFS 
Nama Size 
(KB) 




Vira Syafrida Dwi 
Prratiwi 
0,31 181201 25 0,004530025 Rp14.360,18 
Sisca Putri Sanni 0,39 181093 25 0,004527325 Rp14.351,62 
Firman Octavianto 0,41 181204 25 0,004509876 Rp14.296,31 
MH Ainun Fajar 0,47 181057 26 0,004707482 Rp14.922,72 
Wisnu Nicola 0,49 181033 25,1 0,004543928
3 
Rp14.404,25 









































0,61 181165 26 0,004710290
224 
Rp14.931,62 
Dhea Silvi Rahmadhani 
Putri 
0,86 181201 30 0,00543603 Rp17.232,22 
Irene Faizah Miranda 1,06 181117 27 0,004890159 Rp15.501,80 
Muhammad Edo 
Saputra Haruna 





1,33 181237 21 0,003805977 Rp12.064,95 
Reyza Shafira 1,35 181045 29 0,005250305 Rp16.643,47 
Arsyian Aldi Warsito 2,23 181129 29 0,005352835
959 
Rp16.968,49 
Arif Rahman Fauzi 3,16 181093 30 0,00543279 Rp17.221,94 
Aulia Nabilah 3,20 181045 30 0,00543135 Rp17.217,38 
Rizki Ramdhani 3,33 181057 32 0,005793824 Rp18.366,42 
Erdinsyah Hendrawan 
Satria 
3,34 181201 30 0,005436030
264 
Rp17.232,22 
Ainus Sukma El Diana 
Putri 
3,46 181201 27 0,004892427 Rp15.508,99 
Maulana Akbar 3,46 181045 29 0,005250305 Rp16.643,47 
Syarifah Norahanum 
Hanifah 
3,47 181201 25 0,004530025 Rp14.360,18 
Muhammad Iqbal 
Hamdani 
3,48 181153 30 0,00543459 Rp17.227,65 
vela Maghfiroh 3,58 181057 25 0,004526425 Rp14.348,77 
Mochammad Langgeng 
Prasetyo 
3,71 181201 27 0,004928667
2 
Rp15.623,88 





3,84 181177 29 0,005254133 Rp16.655,60 
Limatin Amalia 3,89 181057 30 0,00543171 Rp17.218,52 
Muhammad Rosyid 3,91 181069 25 0,004526725 Rp14.349,72 
Retno Windyastuti 4,01 181093 28 0,005070604 Rp16.073,81 
Chandra Indira 
Septiarani 
4,07 181189 29 0,005354609
116 
Rp16.974,11 
Rike Excella Putri 4,34 181093 29 0,005251697
224 
Rp16.647,88 
Kevin Permana 5,48 181208 26 0,004509189 Rp14.294,13 
Silvana Puspa Nabila 6,39 181129 28 0,005071612 Rp16.077,01 
Hanif Aristyo 
Rahadiyan 
6,94 181165 25 0,004529125 Rp14.357,33 
Rovirna Eka Devita Sari 7,94 181165 27 0,004891455 Rp15.505,91 
Elita Mega Tiana 8,91 181081 31 0,005613511 Rp17.794,83 
Felias Sebastian Hidayat 10,45 181177 31 0,005616487 Rp17.804,26 














































Rata - rata 3,39 181.134,
09 
27,634 0,005005879 Rp15.868,64 
 
 Dari hasil pengujian Smart contract Cost web DApp berbasis IPFS, maka 
didapat rata – rata  gas yang dibutuhkan adalah 181.134,00 dengan harga gas rata – 
rata 27,63 maka biaya transaksi rata – ratanya adalah 0,005005879 Ethereum dalam 
kurs rupiah sekitar Rp Rp15.868,64 per transaksi smart contract. 
2. Web DApp tidak berbasis IPFS 
 Pengujian smart contract cost dilakukan pada web DApp tidak berbasis 
IPFS menggunakan data ijazah sesuai dengan data yang digunakan pada pengujian 
Quality of Service untuk web DApp tidak berbais IPFS, data diurutkan berdasarkan 
size. Rekapitulasi hasil pengujian web DApp berbasis IPFS seperti pada Tabel 4.5. 
Tabel 4. 7. Rekapitulasi Smart Contract Cost Tidak Berbasis IPFS 
Nama Size 
(KB) 
Gas use Gas 
price 
(gwei) 
ETher  Rupiah 
Vira Syafrida Dwi 
Prratiwi 
0,31 578.677 3 0,001736031 Rp5.503,22 
Sisca Putri Sanni 0,39 495.023 4,1 0,0020295943 Rp6.433,81 
Firman Octavianto 0,41 495.051 5 0,002475255 Rp7.846,56 
MH Ainun Fajar 0,47 557.791 5 0,002788955 Rp8.840,99 
Wisnu Nicola 0,49 867.763 9 0,007809867 Rp24.757,28 
Mohammad Afinil 
Maulana 
0,61 683.254 3 0,002049762 Rp6.497,75 
Dhea Silvi 
Rahmadhani Putri 
0,86 892.688 3 0,002678064 Rp8.489,46 
Irene Faizah 
Miranda 
1,06 1.080.749 5 0,005403745 Rp17.129,87 
Muhammad Edo 
Saputra Haruna 
1,11 1.122.823 3,4 0,0038175982 Rp12.101,79 
Muhammad Faruq 
Rahman Maulana 
1,33 1.311.190 5 0,00655595 Rp20.782,36 
Reyza Shafira 1,35 1.331.873 5 0,006659365 Rp21.110,19 
Arsyian Aldi 
Warsito 
2,23 2.085.236 2 0,004170472 Rp13.220,40 
Arif Rahman Fauzi 3,16 2.901.289 3 0,008703867 Rp27.591,26 
Aulia Nabilah 3,20 2.942.910 3 0,00882873 Rp27.987,07 







































Rizki Ramdhani 3,33 3.068.359 5 0,015341795 Rp48.633,49 
Erdinsyah 
Hendrawan Satria 
3,34 3.068.599 5 0,015342995 Rp48.637,29 
Ainus Sukma El 
Diana Putri 
3,46 3.173.077 5 0,015865385 Rp50.293,27 




3,47 3.173.425 3,3 0,0104723025 Rp33.197,20 
Muhammad Iqbal 
Hamdani 
3,48 3.194.050 3 0,0095824694
08 
Rp30.376,43 
vela Maghfiroh 3,58 3.277.760 3 0,00983328 Rp31.171,50 
Mochammad 
Langgeng Prasetyo 
3,71 3.382.634 5 0,01691317 Rp53.614,75 
Novriani Erry 
Niawati 
3,74 3.424.219 5 0,017121095 Rp54.273,87 
Safitra Ramadhani 
Pasuna 
3,84 3.487.177 4 0,013948708 Rp44.217,40 
Limatin Amalia 3,89 3.549.623 5 0,017748115 Rp56.261,52 
Muhammad Rosyid 3,91 3.570.608 5 0,01785304 Rp56.594,14 
Retno Windyastuti 4,01 3.654.295 5,2 0,019002334 Rp60.237,40 
Chandra Indira 
Septiarani 
4,07 3.696.461 3 0,011089383 Rp35.153,34 
Rike Excella Putri 4,34 3.947.256 4,067 0,0160542518
8 
Rp50.891,98 
Kevin Permana 5,48 4.930.928 5 0,02465464 Rp78.155,21 
Silvana Puspa 
Nabila 
6,39 5.726.057 4 0,022904228 Rp72.606,40 
Hanif Aristyo 
Rahadiyan 
6,94 6.207.451 5 0,031037255 Rp98.388,10 
Rovirna Eka Devita 
Sari 
7,94 7.065.534 4,3 0,0303817962 Rp96.310,29 
Elita Mega Tiana 8,91 7.923.348 3 0,023770044 Rp75.351,04 
Felias Sebastian 
Hidayat 







Rata - Rata 3,39  3.123.383 4,24 0,0131572351
9 
Rp41.708,44 
 Dari hasil pengujian Smart contract Cost web DApp tidak berbasis IPFS, 
maka didapat rata – rata  gas yang dibutuhkan adalah 3.123.383,80 dengan harga 
gas rata – rata 2,24 maka biaya transaksi rata – ratanya adalah 0,01315723519 
Ethereum dalam kurs rupiah sekitar Rp 41.708,44 per transaksi smart contract. 

































3. Analisis pengujian smart contract cost 
 Tujuan dari analisis ini untuk membandingkan biaya yang dibutuhkan 
antara web DApp berbasis IPFS dan tidak berbasis IPFS. Hasil pengujian smart 
contract cost kedua DApp pada saat input 35 data ijazah dengan size yang sama 
direkap dan di tampilkan dalam bentut grafik untuk membandingkan biaya yang 
dibutuhkan.  
 
Gambar 4. 21. Grafik penggunaan gas web DApp berbasis IPFS 
 Pada Gambar 4.21 menunjukkan perbandingan gas dengan size file ijazah 
yang diujikan pada web DApp berbasis IPFS dan tidak berbasis IPFS. Dari grafik 
tersebut dapat disimpulkan bahwa gas yang digunakan pada DApp bebrbasis IPFS 
relatif stabil dan murah. 
Tabel 4. 8. Perbandingan Smart Contract Cost IPFS dan Blob 
No Keteragan IPFS Blob 
1 Total size 118,72 KB  118,72 KB 
2 Rata - rata size 3,39 KB 3,39 KB 
3 Total gas 6.339.693,00 109.318.433,00 
4 Rata - rata gas 181.134,09 3.123.383,80 
5 Rata - rata price gas 27,63 Gwei 2,24 Gwei 
6 Total fee transaksi (Ether) 0,1752057667 0,4605032315 
7 Rata - rata fee transaksi (Ether) 0,005005879 0,01315723519 
8 Total fee transaksi (Rupiah) Rp555.402,28 Rp1.459.795,24 

































No Keteragan IPFS Blob 
9 Rata - rata fee transaksi (Rupiah) Rp15.868,64 Rp41.708,44 
 Dari keterangan pada Tabel 4.8 dapat disimpulkan bahwa DApp berbasis 
IPFS lebih baik dari blob. Pada IPFS data yang di simpan lebih banyak dari pada 
blob, akan tetapi biaya yang dibutuhkan lebih murah sebesar 61,95%. 
4.8 Pembahasan 
 Berdasarkan penelitian yang dilakukan oleh (Wang , 2018) denga judul “A 
Blockchain-Based Framework for Data Sharing With Fine-Grained Access Control 
in Decentralized Storage Systems” dalam implementasi IPFS pada smart contract 
Ethereum, data yang ditambahkan pada blockchain Ethereum memerlukan biaya 
sebesar $0,2424 atau Rp 3.522, harga tersebut lebih murah jika dibandingkan pada 
penelitian ini. Hal tersebut disebabkan karena perbedaan harga gas, pada penlitian 
oleh (Wang , 2018) harga gas yang digunakan adalah 2 Gwei, sedangkan harga gas 
rata-rata pada penelitian ini adalah 27,6 Gwei. Kenaikan harga gas bisa terjadi 
karena kepadatan antrian data yang akan ditambahkan pada blockchain Ethereum, 
selain itu algoritma Ethereum  didisain untuk mendahlukan data yang akan diproses 
berdasarkan harga gas yang digunakan, dimana semakin tinggi harga gas maka data 
akan di prioritaskan lebih dulu (Buterin, 2015). 
  




































 Pada penelitian ini tentang Quality of Service Ethereum blockchain berbasis 
IPFS untuk validasi ijazah sekolah. Maka dapat ditarik kesimpulan sebagai berikut. 
1. Pada penelitian ini yang membangun web DApp dengan tujuan sebagai 
validasi ijazah memiliki beberapa tahapan. Salah satunya tahap analisis, 
dalam tahap analisis dimana dalam kebutuhan pengembangannya 
membutuhkan blockchain local yaitu ganache untuk pengujian smart 
contract sebelum di deploy. Lalu tahap selanjutnya adalah tahap integrasi, 
pada tahap integrasi sistem menggunakan API dari IPFS dan javascript blob 
untuk proses penyimpanan file ijazah pada smart contract Ethereum. Dari 
beberapa tahapan tersebut dilakukan pungujian fungsionalitas aplikasi 
dimana web DApp baik berbasis IPFS dan blob bisa digunakan sesuai 
scenario pengujian.  
2. Hasil pengujian Quality of Service kedua DApp yaitu yang bebrbasis IPFS 
dan tidak berbasis IPFS atau menggunakan blob adalah memenuhi standar 
Thipon dengan indeks 4 dengan karakteristik sangat baik. Akan tetapi 
perbandingan performa Quality of Service secara keseluruhan performa 
DApp bebasis IPFS menginkat denggan parameter throughput sebesar 6,04 
kali, Packet Loss 39,47%, dan Latency 42,29%. 
3. Hasil pengujian smart contract cost adalah web DApp yang berbasis IPFS 
lebih baik secara signifikan di bandingkan dengan menggunakan blob. Web 
DApp bebasis IPFS lebih murah sebesar 61,95% dengan size file yang 
berubah-ubah sehingga memungkinkan menyimpan ijazah dengan high 
quality tetapi dengan biaya yang stabil. 
5.2 Saran 
 Pada penelitian ini dapat memberikan saran untuk pengembangan web 
DApp validasi ijazah SMA dimasa yang akan datang, diantaranya adalah : 
1. Implementasi IPFS pada smart contract Ethereum efisien untuk digunakan 
dalam mengautentikasi data sertifakat seminar, sertifikat keahlian, sertifikat 

































penghargaan dan sertifikat pribadi lainnya. Karena dengan teknologi 
blockchain Ethereum bisa menjaga autentikasi sebuah sertifikat dan 
mengintgrasikannya dalam satu ID pemilik sertifikat. 
2. Penelitian selanjutnya dapat menggunakan blockchain yang berbeda, yakni 
EOS atau Ripple atau Stellar. 
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