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FORORD 
 
Først og fremst vil jeg takke hackerne fra Underground.Cz og chatterne fra Hvezdná 
Flotila som så vennlig tok meg inn i varmen og åpnet dørene inn til deres nettverk. Uten 
deres hjelp, interesse, åpenhet og ikke minst tillit ville ikke denne avhandlingen blitt den 
samme.  
 
Fra faglig hold er jeg er svært takknemlig for all veiledning, støtte og kreativ inspirasjon 
fra min veileder fra prosjektbeskrivelse til levering, professor Thomas Hylland Eriksen. 
En stor takk også til Lars Risan ved TIK, som har bistått med utlån av bøker og gitt meg 
solide og nyttige innføringer i hackerkulturen.  
 
Fra tsjekkisk hold vil jeg gi en spesiell takk til min venn Vladimir P. Polách for hjelp og 
engasjement og som var mitt inntak til mennesker som ble betydningsfulle for 
feltarbeidet. Takk også til Miluse og familien ‘min’ i Olomouc, og venner der nede og 
hjemmefra for å ha gitt meg mange glade kvelder når ‘antropolog-ensomheten’ har ligget 
i nærheten. (Do kolouskovího hráje!) Jeg er også søskenparet Iva og Jirka (og hunden 
Jeff) meget takknemlig for at de tilbød meg tak over hodet. Matthew og hans venner i 
Praha sender jeg også en takk, ettersom de satte meg i kontakt med Danny Holman og 
Internettkaféen NoD, der det hele startet. Både Danny fra NoD og Ivan Mecl i 
redaksjonen til Umelec/Artist var mennesker som hjalp meg med å knytte kontakter til 
prosjektet. Uten dem hadde jeg nok brukt lenger tid til å finne frem til gutta i ‘Czech 
Computer Underground’. 
 
Sven Stokkeland og Jan Helgesen var så snille og tok seg tid til å gå gjennom oppgaven 
med sine kritiske penner, og pappa reddet meg med litt økonomisk støtte da jeg virkelig 
trengte det. 
 
Sist men ikke minst, som toppen på kransekaka, vil jeg overrekke en smell-bonbon til en 
spesielt utsøkt gjeng av glade medstudiner og medstudenter som har støttet hverandre 
gjennom hele prosessen i 6. etasje fra begynnelse til slutt! 
 
 
 
 
Hedda Kloster, Oslo, mai 2003.  
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SAMMENDRAG 
 
Denne hovedoppgaven er basert på et 10 måneders feltarbeid i Tsjekkia, hovedsakelig i 
Praha, men også i flere andre større og mindre byer både i den østlige delen av Tsjekkia 
(Mähren) og i den vestlige delen (Böhmen). Jeg har også vært i Bratislava i Slovakia. 
Endel av feltarbeidet har også foregått på Internett, og mye av denne datainnsamlingen 
ble gjort etter at jeg kom hjem fra Tsjekkia.  
 I denne avhandlingen ser jeg på tsjekkisk kyberkultur. Jeg behandler hovedsakelig to 
subkulturelle miljøer blant tsjekkiske ungdommer; av hackere og chattere. Hackerne 
opererer i et tsjekkisk-slovakisk nettverk, som også inkluderer nettkunstnere og 
demoscenere (VJ-ere). Star Trek-fansen som chatter på Nettet, er også involvert i 
fandom-aktiviteter. De fleste er gutter i alderen 18 til 26 år. Oppgaven handler i hovedsak 
om hackerne, ettersom de har en større del av sitt liv knyttet til cyberspace enn chatterne. 
Begge disse to miljøene er i utgangspunktet virtuelle samfunn, som har blitt til på 
Internett. Etterhvert har de også blitt til relasjoner utenfor Nettet. Jeg studerer hackerne 
og chatterne i termer av nettverk, subkultur og motkultur, og ser på hvordan disse to 
gruppene forholder seg til omverden og andre folk på Internett ved å være uttrykk for 
åpne og lukkede nettverksformer. Hvordan de markerer subkulturelle grenser og 
patruljerer disse grensene overfor andre ‘inntrengere’ og ‘wannabe’-hackere, både på 
Internett og i deres omgivelser for øvrig, er et gjennomgående tema. Jeg ser også på 
hvordan chatterne og hackerne forholder seg til Internetts stedløshet og ikke-fysiskhet. 
Jeg avdekker en del fellestrekk mellom de to nettverkene, på tross av at de representerer 
to ulike orienteringer og grader av involvering. Jeg spør hvordan tsjekkisk kyberkultur 
kan uttrykke en form for ‘tsjekkiskhet’, ettersom hacking og Star Trek-fandom jo ikke er 
tsjekkiske fenomener, men finnes mange steder  verden over. Jeg viser at det finnes en 
dobbelthet ved disse subkulturelle miljøene, av både tsjekkiske aspekter og av noe som er 
globalt. Av dette fremkommer det at det eksisterer et type ‘åndelig felleskap’ mellom 
Tsjekkia og visse studentmiljøer fra California, en resonans som tidligere ikke har vært 
omtalt i antropologien. 
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1. INNLEDNING 
 
 
Introduksjon 
 
Med den tsjekkiske stemningen som bakgrunnsteppe 
En av grunnene til at jeg valgte Tsjekkia som sted for mitt feltarbeid, er at jeg etter mange 
opphold i Tsjekkia i løpet av seks – syv år har hatt lyst til å formidle den stemningen som 
preger livsverden til dagens unge tsjekkere, en verden som ikke har blitt så mye belyst i 
antropologien. Mine tsjekkiske venner, de fleste studenter som meg selv, har ofte omtalt 
seg som ‘den siste generasjonen med ett ben i hver verden, både i den kommunistiske og i 
den nye tiden’. Det er disse som har vært mitt inntak til det jeg forbinder med Tsjekkia, 
der motsetningene poetisk smeltes sammen; ‘det moderne’ med ‘det gamle’, 
tradisjonsfornektelse med nostalgisk stolthet og melankoli med humor. Å koble 
toleransen for det individuelt sære med en sammensmeltning av en intellektuell og 
kunstnerisk ‘frikethet’ har jeg alltid opplevd som et pustehull i Tsjekkia, som befriende 
unorsk. Å være eksklusiv i ‘sitt eget rom’ som et alternativt sted og markere en indirekte 
opposisjon og distanse til resten av samfunnet er også noe mange ser ut til å ha toleranse 
for. På bakgrunn av dette ville jeg beskrive et Tsjekkia på full fart inn i den nye tiden, der 
mennesker søker en ny, demokratisk virkelighet ‘tilbake til Europa’ hvor alle muligheter 
står åpne. Tsjekkisk Internett kan fungere som et inntak til denne virkeligheten.  
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Interesse for kyberkultur  - og oppdagelsen av en familie av fenomener 
Det som satte meg på idéen om å skrive om kyberkultur, var at interessen for science-
fiction, fantasy, virtual reality, computervirkelighet og Internett virket som en del av 
mange gutters selvbilde og daglige praksis. Begrepet ’kyber’ fremstod for meg ladet med 
en egen mening, det var noe de kunne referere til og kalle hverandre, noe morsomt, 
fremtidsrettet og ‘kult’. 
 
 I Tsjekkia, kanskje først og fremst for en som kommer utenfra, er historiens 
tilstedeværelse sterk. Gjennom arkitekturen, monumenter og ikke minst i så mange små 
aspekter man møter i hverdagen, kommer påminnelser om det østlige Sentral-Europas 
skjebne, selv om forholdene offisielt ikke eksisterer lenger. 
 Dette historiske fremstod for meg som en stor kontrast til den verden den kyberorienterte 
ungdommen søkte. Apolitiskhet oppfattet jeg som et typisk fenomen, samtidig som at 
unge sjelden snakket om kommunisttiden i andre termer enn som en metafor for 
‘dumhet’. ‘Tid for kyberkultur!’ husket jeg en bekjent av meg slo fast da jeg skrøt av de 
gode suppene til moren hans, som for å distansere seg til foreldregenerasjonen og det som 
hang ved den som ‘det klassisk tsjekkiske’. 
 Sammen med dette oppdaget jeg en samling av fenomener som introduserte seg både 
direkte og indirekte. 
 Det tekno-optimistiske, intellektuelle og hippe bladet Zivel, med fokus på blant annet 
kyberkultur og psykedelia, var noe mange unge forholdt seg til og identifiserte seg med. I 
tillegg merket jeg meg den utbredte interessen for science-fiction, amerikansk 
undergrunnslitteratur som Ginsberg og Burroughs og for LSD-talsmannen Timothy 
Leary. Toleranse for bruk av marijuana, sammen med en generell toleranse for å prøve ut 
kjemiske, narkotiske stoffer for å ‘finne ut av seg selv’ er også et element i dette bildet. 
 ‘Kyber’ så ut til å være et slags opprør mot og enfornektelse ved det tsjekkiske, samtidig 
som at det så ut til å være plassert innenfor en rammen av en frikete og intellektuell stil, 
noe som for meg er ‘typisk tsjekkisk’. Med bakgrunn i oppdagelsen av disse elementene 
fikk jeg en nysgjerrighet for hvorfor denne orienteringen så ut som den gjorde, og for 
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hvordan ‘kyber’ tilsynelatende har en egen type meningsverdi blant en del unge i 
Tsjekkia.  
 
 
Problemstilling 
 
Min problemstilling er å se hvordan kyberkultur som et uttrykk for det globale får et 
lokalt uttrykk. Jeg vil se på tsjekkisk kyberkultur og minoriteten av ungdommer tilknyttet 
denne. Disse vil jeg vise at er representanter for kyberkulturelle nettverk, i tillegg til at 
jeg ser dem som uttrykk for subkultur. 
 I hvilken grad finnes det noe spesifikt tsjekkisk ved kyberkultur i Tsjekkia, hvorvidt 
ligger det en tsjekkisk identitiet i disse menneskenes tilnærming til Internett og Internett-
teknologi? Hvilke aspekter gjør seg gjeldende og hvorfor? Dette er spørsmål jeg vil prøve 
å besvare. 
 
 
Kyberkultur og kyberpunk  - en kortfattet bakgrunn 
 
Kyberkulturen 
Kyberkulturen, med opprinnelse i Internettkulturen fra USA, er en global kultur. 
Kyberkulturen er en de-territorialisert kultur, løsrevet fra rommet og preget av 
internasjonale nettverk i høyteknologiske samfunn. Som en sekkebetegnelse omfatter 
kyberkultur alt fra industriell musikk, mote og litterære trender innen kommunikasjons- 
og informasjonsteknologi til unge datafrikeres ideologi, livsstil, den nye generasjonens 
matleihet og protestholdning (Gramstad 1994). 
 Den er også en subkultur, som er klart avgrenset i forhold til alder, kjønn og klasse. 
Generelt er dette middelklasse-ungdom, der menn er overrepresentert. 
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Kyberpunk som en litterær genre 
Kyberpunk er en litterær genre innen science-fiction litteraturen som oppstod på 
Amerikas vestkyst i takt med de teknologiske kommunikasjonsnetteness spredning på 
1980-tallet. Her er den klassiske sci-fi forestillingen om kyborgeren den sentrale, 
organismen som overskrider grensene mellom menneske og maskin. Denne genren er 
hovedsakelig inspirert av William Gibsons skjønnlitterære verk Neuromancer (1984) og 
filmer som for eksempel Blade Runner fra 1982. 
 I Neuromancer berettes det om hvordan hjernen direkte kan kobles opp til datanettet og 
legge ut “på reise” via dataveiene, en tilstand som også er omtalt som “kyberpunkerens 
høyeste ønske”. I kontrast til annen sci-fi, som ofte gjerne inntar en lekende og mer fiktiv 
holdning, forholder kyberpunken seg til sine forestillinger som reell og kommende 
virkelighet.  
 
Kyberpunkere  
Kyberpunkere finnes ifølge Søby (1994) i to grupper: enten blant 
 
‘..tenåringer med datamaskiner og modem som drømmer om å bli like perfekte 
som datamaskiner..’ eller ‘..bohemer og hippier som ikke lenger tror på ‘flower 
power’, men som utålmodig venter på å få kjøpe ‘power pc’..’ (ibid.:3). 
 
 Hackere kan representere opprørere blant kyberpunkerne, og som jeg vil komme inn på 
senere når jeg ser på den amerikanske kyberkulturens historie, er de også kyberkulturens 
grunnleggere. 
Stuedals inndeling (1996) av kyberkulturens representanter som hackere og chattere kan 
være et eksempel på to hovedgrupper, en inndeling som jeg også vil benytte i denne 
oppgaven. 
 
Informasjon, tradisjonsnihilisme og forandring 
Kyberkulturen ser informasjon som den mest sentrale maktbasen i det digitale samfunnet. 
Gramstad (1994) fremhever at kyberkulturen virker ambivalent fordi den hverken er 
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preget av en ren fremtidsoptimisme eller undergangsmytologi. Derimot har den en klar 
individorientert og tradisjonsnihilistisk holdning, som på et slags nietzscheisk vis ønsker  
å “gravlegge liket” av det som ligger bak oss og omvurdere alle verdier mot noe nytt. 
 Slikt sett retter kyberkulturen seg mot forandring og en stadig overskridelse av nye 
grenser og oppbrytning av trygghet og stabilitiet. Denne oppbrytningen skjer både i den 
ytre verdens strukturer og i de indre, identitietsmessige. 
 
 
Internett i Tsjekkia 
 
I det tidligere Øst – og Sentral Europa hadde de færreste tilgang til Internett før 1994, 
men selv etter dette var Internett en sjeldenhet for folk flest. Hovedbarrièren for at 
Internett kunne vokse i regionen var generelt trege dereguleringer og en mangelfull og 
svak utbygging av telekommunikasjonene1.   
 Lave husholdslønninger var også en faktor, og telefon var allerede dyrt å benytte. 
Tsjekkia, i selskap av Ungarn og Polen, var et av de landene i regionen som lå bedre an, 
men likevel var det sparsomme muligheter for at moderne teknologi kunne få skikkelig 
fotfeste. 
 Som et kjennetegn for regionen var det et merkbart skille der informasjonsamfunnet var 
inndelt mellom ‘the haves’ og ‘the have nots’, ikke minst i forhold til Vest Europa2. 
Internett  i Tsjekkia begynte ikke å gli inn i hjem og institusjoner før rundt år 2000 da 
Nettet kom som en merkbar ‘boom’. I 2001 hadde nesten 2.2 millioner mennesker, altså 
25.7 prosent av befolkningen, Internett-tilgang, noe som var en stigning på hele 32 
prosent fra året før.  
De fleste Internettbrukerne i Tsjekkia får tilgang til Nettet gjennom jobb (11 prosent), 
hjemmefra (8,7 prosent) eller fra skole (7,7 prosent), og resten (3,7 prosent) fra andre 
steder som Internettkaféer og lignende. 
                                                 
1 kilde: www.nua.com (2001)  
2 kilde: www.cdt.org (2003) 
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Ifølge nettstedet nua.com er den typiske tsjekkiske Internettbrukeren en ung mann i 
tyveårene med et høyrepolitisk ståsted som gjerne har høyere utdannelse fra universitet 
eller høyskole, ofte med en teknisk orientering. Slikt sett samsvarer bildet av den 
tsjekkiske Internettbrukeren med bildet av den globale brukeren som først inntok Nettet.  
 
 
Presentasjon av informantene: to hovedgrupper 
 
For at informantene skulle være riktige representanter for kyberkultur var det avgjørende 
at de alle hadde aktiviteter på Nettet som en viktig del av sin daglige praksis, og at 
Internett-samfunnet og ‘livet på Nettet’ inngikk i en type subkulturell tilhørighet. 
Hackerne er i så måte sterkere representanter for kyberkultur enn chatterne. I hovedsak 
handler derfor oppgaven om hackerne, og at chatterne er med for å vise både variasjon og 
generelle trekk ved tsjekkisk kyberpunk. 
 Jeg vil her presentere kort de tre ulike gruppene av tsjekkiske kyberungdommer som ble  
mine informanter; Star Trek-chatterne, hackerne og demoscenerne, med de to førstnevnte 
som mine hovedgrupper.  
 
Star Trek-chatterne  
Star Trek-chatterne kom jeg i kontakt med gjennom en venn av meg fra Olomouc som 
hadde chattet en stund på Hvezdná flotila, ett av de over hundre chatte-rommene på 
serveren www.x-talk.cz , en stor og velkjent chat på tsjekkisk Internett. Chatterne i dette 
rommet er en gruppe på omkring tyve personer som møtes og prates daglig eller flere 
ganger ukentlig over Nettet. Av disse ble åtte mine informanter. 
 Chat er tekstbaserte samtaler i samtid, i avgrensede virtuelle ‘rom’ på Internett, ofte med 
utgangspunkt i spesifikke temaer. I dette tilfellet dreier det seg om interessen for den 
1960-talls-amerikanske tv-serien Star Trek. Star Trek er en science fiction serie satt 300 
år inn i fremtiden i en post-kapitalistisk sosial og teknologisk utopi. Alle de fem Star Trek 
tv-seriene og de ni hovedfilmene tar for seg intergalaktiske eventyr av ulike crew av 
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romskipene i ‘Star Fleet Command’, ettersom de beveger seg gjennom universet for å 
oppdage ‘nye fremmede verdener’ og søker ut for ‘nytt liv og nye sivilisasjoner’. 
 Mange av chatterne på Hvezdná flotila treffer hverandre også i ansikt til ansikt. Dette 
skjer både som åpne sosiale treff, men også i rammen av egne Star Trek-treff, ‘cons’, og 
på sci-fi festivaler der de kler seg ut i Star Trek kostymer og dyrker fellesinteressen. 
 Som en fan-subkultur representerer de en type sci-fi fandom, en term som ofte refererer 
til litterære fans’ institusjonaliserte kultur og samfunn ( Kozinets 2001). 
 
Hackerne og nettverket ‘Czech Computer Underground’ 
De fem guttene som jobbet sammen med Internettmagasinet eller e-zine kalt 
Underground ble også mine hovedinformanter. Guttene i Underground er opptatt av å 
informere om pc-sikkerhet, ikke-kommersiell teknologi som alternativ til ‘fienden’ 
Microsoft og fremme Open Source-programmer som Linux. I perioden ’97 – ’98 hadde 
de også praktisert ‘cracking’ ved å knekke passord til ulike servere for diverse 
institusjoner og byttet ut websiden med egne humoristiske visittkort. Imidlertid, ingen av 
informantene mine vedkjente seg betegnelsen ‘crackere’, som knyttes til de ikke-
moralske og kriminelle aktivitetene i hackerkulturen, der hackere bryter seg inn i 
datasystemer for å forandre dem eller for stjele programvare3. Til forskjell fra ‘cracking’ 
refererer ‘hacking’ til den opprinnelige betydningen; en håndverksmessig flikking og 
stadig utbedring av data-programmer. Hackerne i Tsjekkia fant jeg etterhvert som en del 
av et større tsjekkisk-slovakisk hackernettverk som hadde funnet hverandre på fora på 
Internett, hovedsakelig gjennom kanaler på Internet Relay Chat4 (IRC). 
 Hacker-informantene mine ble derfor etterhvert supplert med to slovakiske hackere, som 
introduserte meg for et par andre av deres hacker-venner som jeg traff mer sporadisk og 
tilfeldig. Demoscenerne er en gruppe jeg omtaler som en del av hackernes sosiale 
nettverk. Nettverket mellom hackere og demoscenere ble også bekreftet ved at flere 
                                                 
3 betegnelsen WAREZ knyttes til dette, et slang-uttrykk over det engelske wares, på norsk varer, der 
databaser og datasystemer sees som potensielle varehus hvor man kan hente ut det man ønsker seg fra 
lageret. 
4 IRC drives av et servernettverk som er distribuert over hele verden og har tusenvis av chatte-kanaler. 
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refererte til dem som ‘Czech Computer Underground’, et større tsjekkisk-slovakisk 
kybernettverk. Hackerne og ‘scenerne’ jeg traff hadde dannet kontakt gjennom en felles 
nettserver, hysteria.sk., som var Czech Computer Undergrounds hovedsete. De hadde 
også truffet hverandre på kanaler på IRC. Siden jeg fant frem til demoscenerne sent i 
feltarbeidet har jeg ikke gjort dem til et studium som egen subkulturell gruppe. Dette fant 
jeg at heller ikke var nødvendig, ettersom jeg så mange viktige likhetstrekk mellom dem 
og hackerne gjennom felles interesser, holdninger og orienteringer. 
 Demoscene er en global subkultur der medlemmene som VJs, Virtual Jockeys, 
programmerer demo’er -  computeranimasjon der bilder, figurer og farver beveger seg til 
musikk som gjerne vises på store lerret på teknoparties. En til to ganger i året arrangeres 
demoscene-party i både Tsjekkia og Slovakia, der unge mennesker, fortrinnsvis gutter, 
treffes sosialt og deltar i konkurranse for å lage de beste demo’ene. På linje med hackerne 
treffer også ‘scenerne’ hverandre på IRC på tsjekkisk-slovakiske kanaler. 
Fra demoscener-kulturen har jeg en slovakisk hovedinformant, men jeg traff også en 
større gjeng på demopartyet ‘Fiasko’, hvor jeg etablerte kontakt med tre tsjekkiske 
demoscenere. 
 Felles for alle informantene er at de treffes både over Internett og i ansikt til ansikt 
sammenhenger, og har truffet hverandre med Nettet som utgangspunkt. De er alle aktører 
i lokale utforminger av subkulturer som ellers er globale fenomener, det vil si at de i 
utgangspunktet ikke representerer noe genuint tsjekkisk. Som subkulturelle fenomener 
finnes både hackere, Star Trek-fandom involvert i chat, og demoscenere også andre 
steder i verden. 
 
Informantene som representanter for den moderne tsjekkiske middelklassen 
Informantene, de fleste gutter i alderen 18 til 26 år, fant jeg også som typiske 
representanter for tsjekkisk urban middelklasse, som ifølge Gotaas (1992) uttrykker en 
særegen tsjekkisk modernitet. Moderniteten vektlegger borgerlige verdier som 
universitetsdannelse og dannethet, i tillegg til refleksivitet, selvstendighet, originalitet og 
bevissthet. De er også representanter for den selvforståelsen av ‘tsjekkiskhet’ som unge 
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studenter utformer i en dynamisk post-kommunistisk utvikling (Hasvoll 1998), med en 
intellektuell og ‘internasjonal’ orientering med aktiv interesse for kaféliv, kunst, kultur, 
språk, åpenhet for orientalsk filosofi og generelle utenlandske trender.  
 
 
Feltarbeid og metode 
 
Tid og sted for feltarbeidet 
Feltarbeidet varte fra slutten av august 2000 til begynnelsen av juni 2001, der jeg hadde 
et opphold hjemme fra midten av desember til midten av januar. 
 Feltarbeidet har foregått i to virkeligheter; på Internett, på ungdommenes fellesaktive 
nett-steder og virtuelle møteplasser og i deres sosiale treff utenfor Nettet. Under 
feltarbeidet hadde jeg min base i Olomouc, en middels stor by midt i Mähren, den østlige 
delen av Tsjekkia. Herfra reiste jeg for å treffe informantene når deres treff tok til, som 
skjedde som regel i helger med alt fra noen ukers til flere måneders mellomrom.  
De fleste av treffene tok til i Praha hvor guttene i Underground bodde, og hvor de 
tsjekkisk-slovakiske hacker-treffene som regel foregikk. Jeg var også en gang i Bratislava 
i Slovakia for å treffe de slovakiske hackerne og vennen deres som var demoscener. 
 Star Trek-chatternes treff tok til på flere ulike steder i landet, alt etter hvem som var 
initiativtaker for treffet som arrangerte sin lokale ‘con’. Disse treffene tok til i Olomouc, 
Havirov utenfor Ostrava, i Praha og den lille byen Chotebor sørøst for Praha. 
 I Chotebor traff jeg også de tsjekkiske demoscenerne i anledning en kombinert sci-fi-
festival og demosceneparty. De fleste av de tsjekkiske ‘scenerne’ bodde også i Praha.  
 
 ‘Networking’ for å finne informanter 
Det var igrunnen bare chatterne fra Hvezdná flotila jeg hadde som sikre kontakter før jeg 
dro ut i felten. Min nøkkel til dem var en venn av meg fra Olomouc, som hadde chattet en 
stund på x-talk.cz. Han introduserte meg for chatterne, først på chatten og deretter i 
ansikt-sammenheng ved å arrangere en hyttetur der flere av dem var samlet. Ettersom jeg 
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ble introdusert og innlemmet gjennom en ‘insider’, fikk jeg derfor fort tillit og inntak til 
deres verden. 
 Utenom dette stilte jeg meg åpen for hva slags kyberfolk jeg ville finne. Jeg bestemte 
meg for å følge nettverkene etterhvert som jeg ble kjent med folk, som kunne sette meg 
på sporet videre til flere ungdommer med Internett-orienteringer. 
Jeg forventet ikke at jeg skulle spore opp noen ‘ekte’ hackere i feltarbeidet mitt. Snarere 
var jeg bare ute for å snuse da jeg første gang stakk innom den nyåpnede Internettkaféen 
NoDimension (NoD) i sentrum av Praha, etter et tips fra noen bekjente Prahabeboere. 
 Internettkaféen NoD var en idealistisk og moderne Internettkafé, som foruten å tilby 
gratis Internett og en virkelig kafé og bar, også var et aktivitetssenter for ungdom med 
workshops for Internettkultur og alternative media. Danny, den engelske ildsjelen bak 
kaféen, gav meg mailadressen til en bekjent ved navn Ales som hadde hjulpet til med 
oppstarten av NoD. Ifølge Danny var Ales og hans sosiale krets interessert i 
‘hacktivisme’ og ‘kunne muligens kjenne til noen hackere’. Dette var begynnelsen på 
kontaktnettet til hackerne i Praha, som senere satte meg på sporet til hackerne i Slovakia 
og deres ‘kybervenner’.  
 
 Etiske og metodiske problemer 
Det første møtet med hackerne  
Jeg mailet Ales, som virket innstilt på å treffe meg i Praha for en prat. Han foreslo en 
dato der jeg samme kveld kunne bli med og ta en øl med en gjeng han hadde avtalt å 
møte. Han omtalte dem som ‘venner av meg’ og forsikret meg om at ‘alle hadde vært 
aktive i tsjekkisk computer-undergrunn’. 
 Jeg møtte dem på Palackého Námestí, fire gutter i begynnelsen av tyveårene som 
presenterte seg ved fornavn, ikledd avslappet, ikke-iøynefallende streetwear: Ales, 
Michal, Radek og Tomas. Gjengen var samlet i anledningen av at Radek, som de seg i 
mellom kalte ‘Tripie’, var kommet tilbake fra et studieopphold i USA. 
 Den første kvelden var inntrykket at de var en gjeng kamerater som kjente hverandre og 
holdt godt sammen. De lot sine personlige meninger flyte fritt, ledig og direkte, de virket 
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selvbevisste og samtidig litt stolte over at jeg var kommet helt fra Norge for å studere 
’oss i Underground’. 
 Jeg merket at de også inntok en liten, men merkbar avstand for å granske meg for å finne 
ut hva jeg egentlig representerte. De så ut til å legge an en felles startegi for å beskytte 
nettverket sitt gjennom å kartlegge meg ved å snu forskerpilen rundt så jeg på en måte ble 
objektet. De stilte meg aktivt spørsmål og prøvde å kikke over på notatblokken min for så 
å spørre hva jeg skrev. I forhold til spørsmålet om de var hackere, var Michal den eneste i 
forsamlingen som etter en liten stillhet tok ordet med ‘la oss si at noen av oss er ex-
hackere.’ Unnvikelse fra deres side om å avsløre seg den første kvelden var selvsagt både 
forventet og forståelig. Jeg fikk stadige små påminnelser om hvorfor, og selv om formen 
var humoristisk, med latter og flir, var det også et lite alvor bak: 
 
Vi kan jo ikke vite hvem du egentlig er..kan hende du er journalist for å avsløre oss….en 
hemmelig agent som jobber for politiet?! 
 
Imidlertid møtte jeg større åpenhet fra dem i det påfølgende møtet to uker senere. Etter 
litt mailing, avtalte vi å treffes på filmklubben ved universitetet i Praha, der en annen 
bekjent av Ales var med som arrangør. Etter filmen satte vi oss på en pub i nærheten. 
Stemningen føltes litt løsere, friere og muntrere, og etterhvert la de også alle kort på 
bordet og innrømmet at jo, de alle var hackere, selv om de ikke var like aktive som før. 
og de listet opp institusjoner og firmaer de tidligere hadde sneket seg inn på serveren til. 
Det var som om en barrière var brutt, de moret seg med å dele litt av hackerkunnskapen 
sin med meg og fortalte  morsomme historier omkring hack de hadde utført tidligere. 
Samtidig fikk jeg beskjed om å holde denne informasjonen for meg selv, i allefall så 
lenge jeg oppholdt meg i Tsjekkia. Med dette hadde jeg oppnådd tillit nok til å få kikke 
bak muren som beskyttet dem mot omverdenen. 
 Likevel, tilliten og naturligheten som var oppnådd i mitt forhold til dem var jeg redd for 
å spolere. Båndopptageren føltes som et særdeles upassende verktøy å trekke frem til å 
fange opp alle de flytende samtalene og vitseriene med. Notat-skriving ble derfor det 
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eneste jeg forholdt meg til, og ettersom bekjentskapetne ble bedre og bedre benyttet jeg 
notatene i større grad når jeg var alene.  
 
Å studere folk med ‘hemmelig kunnskap’ og status som kriminelle  
Det faktum at hackerne i Czech Computer Underground hadde status som kriminelle for 
politiet i Tsjekkia og Slovakia, innebar ikke noe personlig etisk dilemma for meg. De kan 
ikke klassifiseres som forbrytere, men snarere som ungdommer på siden av det etablerte 
som er på kant med autoritetene. 
 Vanskelighetene var først og fremst at deres kunnskap var ‘hemmelig kunnskap’ som de 
ikke så lett ville avsløre, noe som ble et forstyrrende element for meg i 
datainnsamlingsprosessen. Ved en anledning kunne en av dem betro meg opplysninger i 
ansikt-til-ansikt, som i neste anledning over mail kunne bli fornektet, samtidig som at de 
kunne nekte å svare på spørsmål. Ved noen tilfeller fikk jeg bare svar som ‘jeg vet 
ingenting om dette, vi kan ikke snakke om det’ og ‘det kan hende at mailen min blir 
overvåket av politiet’. Redselen for at jeg kunne bidra til å avsløre dem på noen måte 
eller virke ubehagelig gjorde at jeg også avstod fra å spørre dem noen spørsmål som jeg 
senere kanskje trengte forklaring på. Imidlertid ble det at de holdt tilbake kunnskap i seg 
selv like viktige data. 
 Det skjedde også at jeg fant frem til noen ‘skjulte opplysninger’ ved tilfeldigheter, eller 
gjennom at noen informanter røpet mer enn andre. Hvorvidt jeg skulle presentere disse 
opplysningene i oppgaven eller la dem være usagt, har vært en etisk vurdering jeg måtte 
ta. Situasjonen med informanters ‘skjulte kunnskap’ kan forøvrig sees som et klassisk 
forskerdilemma, som blant annet berørte Chagnon (1983) der antropologen fikk snusen i 
hemmelige genealogier som informantene ikke ønsket å gi fra seg. 
Samtidig var jeg bevisst på å være åpen i min rolle som forsker fra begynnelsen av. Jeg 
presenterte hovedfagsprosjektet mitt om kyberkultur, informerte dem om hvor 
opplysningene ville bli publisert og hva de ville bli brukt til. 
 Herunder følger poenget om anonymisering. Det var færre av chatterne som oppgav sine 
virkelige navn til meg. De fleste av dem var også  váre på å avsløre sine identiteter for 
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hverandre, noe som minnet meg på at jeg måtte passe på å opprettholde anonymiteten 
dem i mellom, i den grad jeg fikk tilgang til navn. 
Slik jeg forstod det, var de færreste av hackerne opptatt av at jeg skulle anonymisere dem 
i oppgaven. Tvert imot gav mange av dem uttrykk for det motsatte, og ytret sine ønsker 
om at jeg skulle benytte deres virkelige navn. Det det stod om var at opplysningene om 
dem ikke kom på avveie mens jeg var i Tsjekkia. Likevel har jeg valgt å anonymisere alle 
navn. Adressene til nettstedene deres er overens med virkeligheten, men siden 
informantene uansett benytter pseudonym når de uttaler seg på Nettet er deres 
personligheter relativt godt sikret.    
 
Tre typer data  
Under feltarbeidet har jeg benyttet meg av tre ulike typer data. De første er on-line data, 
altså virtuell, elektronisk informasjon. Nettsider, e-ziner og hjemmesider har vært sentrale 
kilder for å kunne tegne opp bildet av kyberaktivitetene, fortrinnsvis chat og hacking. I 
tillegg har chat-grupper og korrespondanse per e-post fungert som møtesteder.  
Både i ansikt-til-ansikt og over mail har jeg også benyttet intervjuer, herunder både 
formelle og uformelle slik Le Wita (1994) skiller det. Uformelle intervjuer er kommet til 
gjennom samtaler der informantene har besvart mine spørsmål. Formelle og strukturerte 
intervjuer i form av spørreskjemaer fikk alt i alt en mindre sentral rolle i felten enn de 
uformelle. Jeg ønsket å la data fremkomme så uberørt av min påvirkning som mulig, og i 
ettertid har jeg også sett at disse dataene også ble de beste. 
 Samhandlingsdata gjennom deltakende observasjon har vært hovedmetode, både ved å 
være tilstede i chatterom på Nettet og i ansikt-til-ansikt-treff. Ansikts-treffene innebar 
både deltakelse i og observasjon av deres møter i ulike situasjoner, som små vennetreff 
på puben, kino, diverse fandom-treff, større hacker-treff i form av helgeturer i Praha5, 
hyttetur og private fester hjemme hos dem. 
                                                 
5 Disse treffene var av ren sosial og underholdende karakter der folk tok inn på Youth Hostels sammen, for 
deretter å treffes på pub for å prates og spille lasergame og andre spill i Prahas spillehaller. 
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 Fandom-treffene hadde en mer kunnskapsbasert deltagelse, så her ble jeg først og fremst 
‘flue på veggen’. Blant hackerne kunne jeg i større grad delta siden treffene deres stort 
sett ikke baserte seg på rene hacker-kunnskaper og hacker-aktiviteter. Dette gjorde at de 
etterhvert forholdt seg til meg mer som en venn enn en forsker utenfra, noe som jeg ikke 
fant problematisk. Samtidig søkte jeg også å innta tilstrekkelig distanse gjennom å ta en 
‘intellektuell løsrivelse’, noe som Ellen (1984:227) fremhever som nødvendig for 
forskningsprosessen.    
 
 
Analytiske perspektiver 
 
Globale fenomener og lokal fortolkning 
Ifølge aktuelle forskere lever vi i en verden som involverer økende samhandling og 
interavhengighet på tvers av nasjonale grenser. Castells (1996) argumenterer for at 
nettverkssamfunnet fremkalles som konsekvens av disse globaliseringsprosessene. Hans 
fokus har imidlertid vært mest på flyt i et makroperspektiv av politiske og økonomiske 
endringsprosesser, og ikke på det samhandlingsmessige ‘bakkenivået’ som antropologen 
også søker å kartlegge. Videre hevder Castells at organiseringen av Internett er basert på 
former for nettverk hvor tilgang er mulig kun gjennom deltagelse. Prinsippet for hvordan 
nettverk er organisert er ikke bare anvendbart på Internett, men også for samfunnet som 
helhet. Dette synet blir en ramme for det jeg skriver om. 
 Jeg begynner med å se informantene som representanter for nettverk, i tillegg til at jeg 
benytter Castells begrep om ‘Nettet’ i kapittel 4 til å fange inn fellestrekk ved de 
kybersamfunnene jeg beskriver. 
 Internett er en viktig del av en slik kulturell globaliseringsprosess Castells tegner opp, 
hvor det blant annet skjer en transnasjonal flyt av begreper, forestillinger og verdier. 
Samtidig som at Nettet er globalt, vil jeg forsøke å vise i hvilken grad Internett blant 
tsjekkiske kyberungdommer kan avspeile en form for ‘tsjekkiskhet’. På samme måte 
finnes samfunn av hackere og Star Trek-fandom også mange andre steder i verden, og 
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representerer derfor i utgangspunktet ikke noe særegent tsjekkisk. Med dette følger jeg 
antropologer som Hannerz (2000) som er opptatt av hvordan prosesser og symboler som i 
utgangspunktet er globale, får lokale forankringer og fortolkninger. Innenfor et globalt 
univers får subkulturer med utspring fra tsjekkisk Internett en lokal form, som både 
henter inspirasjoner fra nasjonalt og globalt hold. I så måte har jeg valgt å legge noe 
større fokus på hackerne som subkultur fremfor Star Trek-chatterne mot siste delen av 
oppgaven. 
 
Internett – et nyere antropologisk felt 
Generelt sett har det ikke vært gjort så mange antropologiske studier av Internett. Sosiale 
nettverk som opererer både i den fysiske og i den virtuelle virkeligheten vil muligens få 
ytterligere fokus etterhvert som medierte former for kommunikasjon blir en stadig 
viktigere del av mange menneskers samhandling, som et supplement til den som skjer i 
ansikt-til-ansikt. For sosialantropologien innebærer dette utfordringer når det gjelder 
utforming av nye metoder i feltarbeid i den ‘moderne’ verden. Dette er et aktuelt poeng 
hos Hakken (1999), som fremhever at aktørers sosiale relasjoner og handlinger på 
Internett må sees i konteksten av øvrig sosial samhandling.  
 To som har tatt Internett som antropologisk felt på alvor er Miller & Slater (2000). Deres 
studium av Internettbruk blant trinidadianere står per dags dato som den eneste utgitte 
Internett-etnografien i faget. Jeg kommer grundigere inn på deres teori i løpet av 
oppgaven. Her vil jeg bare kort nevne at de ser Internett som nedlagt i de lokale, 
eksisterende sosiale strukturene, og ikke som en egen ‘virtuell virkelighet’, i kontrast til 
Rheingold (1994). Deres arbeid benytter jeg som en teoretisk rød tråd og vurderer deres 
konklusjoner opp i mot mine egne empiriske funn.  
 
Den marginale antropologien fra Sentral-Europa 
Det er flere forhold som har bidratt til å marginalisere antropologien fra det østlige 
Sentral-Europa når det gjelder innflytelsen på ‘mainstream’- antropologi. Regionens 
politiske situasjon, den allerede eksisterende lokale etnografien og forhold innad i 
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antropologisk forskningspolitikk har ført til et fravær av studier på mikro-nivå, som både 
Hann (1995) og Holy (1994:518 – 519) viser til. Dette har gitt en sparsom avdekning av 
folks daglige livsverden, mening og meningskonstruksjoner. Som resultat kan regionen 
alt i alt betraktes som en relativt hvit flekk på det antropologiske kartet. 
 Dette kom klart for meg i min leting etter relevant antropologi fra området. Internett-
studier fra det østlige Sentral Europa vil jeg påstå er knapt behandlet i antropologien.  
Studier av subkulturer i regionen hadde jeg også problemer med å finne frem til, og 
gjennomgående har det vært lite litteratur å finne som treffer min problemstilling direkte. 
Tilgjengelig, mer generell litteratur på Tsjekkia som jeg imidlertid fikk tak i, har vært 
godt bakgrunnstoff. Her må nevnes Holys verk om tsjekkisk nasjonal identitet (1996), 
som står som det antropologiske hovedverket til nå. I tillegg har Gotaas (1992), Hasvoll 
(1998) og Tysdals arbeider (1998) fungert som støttelitteratur.  
 
  
Historisk bakgrunn: frihet, venner, nettverk og ‘anti-
establishment’ 
 
Tsjekkia i Sentral Europa: ressonansen for frihet og syntesen av ‘øst’ og ‘vest’  
 
‘By virtue of its political system, Central Europe is the East; by virtue of its 
cultural history, it is the West. But since Europe itself is in the process of loosing 
its own cultural identity, it percieves in Central Europe nothing but a political 
regime; put another way, it sees in Central Europe only Eastern 
Europe…’(Kundera 1984:37). 
 
Forfatteren og eksiltsjekkeren Kundera setter fingeren på tendensen Vesten har hatt til å 
se Sentral Europa som ‘østlig’ fremfor å se det som et smeltepunktet mellom øst og vest, 
der kulturen har hatt en vestlig forankring. 
 Kann & Zdenek (1984) har også advart mot å trekke opp skillelinjer langs en øst-vest 
dikotomi for å forstå regionen, og viser hvordan både vestlig og østlig innflytelse i folket 
har gått som en pendel også under absolutte styreformer (ibid.:491-492).  
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Regimer med styring ‘ovenifra og ned’ har riktignok det tsjekkiske folk som liten nasjon 
fått ettertrykkelig erfare, først gjennom Habsburger-regimet fra 1620 til 1918, og deretter 
under kommunismen fra 1939 til 1989. 
 Likevel har tsjekkerne i stor grad vært påvirket av sin plassering i hjertet av Europa, og 
latt seg inspirere av ‘det vestlige’, samtidig med at autoritære forhold har preget den 
tsjekkiske folkesjelen. Eksempelvis var borgerskapet6 som produserte musikk og 
litteratur oppdatert på det vest-europeiske gjennom at mange intellektuelle var påvirket av 
Wien og Frankrike. Dette var med på å integrere ‘vestlige’ inspirasjoner i det tsjekkisk 
åndslivet, og det europeiske såvel som det ‘østlige’. 
 Åndsbevegelsen obrození, der tsjekkerne kjempet for tsjekkisk språk og åndsliv på 1700-
tallet, la grunnlaget for et frihetsrom der tsjekkerne kunne forhandle internt om identitet 
og kultur innenfor Habsburgermaktens vegger. Ifølge Blekastad (1978) hadde denne 
bevegelsen en enorm betydning for overlevelsen til det tsjekkiske folket. 
 I den habsburgerske absolutistiske tiden oppnådde tsjekkerne blant annet avgjørende 
nasjonalitetsreformer og fikk etnisk anerkjennelse som tsjekkere. 
 Hyllest av frihet, originalitet og individualisme har også løpt opp gjennom tiden i 
tsjekkisk åndsliv, og vist oss at det tsjekkiske folket i stor grad har en grunnleggende 
europeisk tilhørighet og identitet. Demokratiske verdier og et fritt blomstrende kulturliv 
var dessuten prioritert under President Masaryk i tiden da Tsjekkoslovakia ble egen 
selvstendig republikk i 1918.  Samtidig i denne perioden orienterte en del av åndslivet seg 
også mot Russland, med ‘slaviskhet’ fra et østlig perspektiv og sosialisme. 
 Poenget jeg vil fremheve er at det er verdt å se på en tsjekkisk ressonans for frihet, der 
det ligger en evne til å skape og dyrke uformelle og formelle frihetsrom. Denne har 
imidlertid vært oversett til fordel for snakk om ‘øst og vest’ i det tsjekkiske folket og 
‘østlige tendenser’ ovenifra fra statlig hold (Gotaas’ studie fra 1992 viser et slikt 
kompromiss mellom ‘øst’ og ‘vest’.) Det er verdt å se på de historiske autoritære linjene, 
men folket har også hatt en tradisjon for identifisering med Vesten, ikke minst gjennom 
geografisk tilhørighet i det europeiske. Som jeg vil vise i oppgaven kommer denne 
                                                 
6 Et etnisk tre-delt borgerskap av tyskere, jøder og tsjekkere. 
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ressonansen for frihet til uttrykk i kyberkulturen i det moderne Tsjekkia, noe som kan 
sees som en refleksjon og videreføring av det frihetsrommet som spilte en spesiell rolle 
under kommunisttiden.  
 
 Vennenettverket i kontrast til staten. To ulike moralske sfærer  
Som et resultat av 40 års totalitært regime, hvor maktstrukturene var uttrykt i en liten 
konsentrert elite som gjennomsyret produksjon, styre og utdannelsessystem, kunne den 
tsjekkoslovakiske folkemodellen begrepsfeste samfunnet i hovedinndelingen ’oss’ og 
’dem’, mellom de styrte og de styrende, mellom den tsjekkiske nasjonen og den 
sosialistiske staten, en folkemodell som spesielt var favorisert blant dissidenter og 
intellektuelle (Holy 1996:22-23). 
 ‘Løgnen’ ble dermed liggende utenfor det private domene og tilhørte sfæren der ‘de’ 
opererte, som hadde sin motsetning i vennedimensjonenen og vennenettverkene. Disse 
representerte en øy av tillit i det totalitære kommunistiske angiver-samfunnet, og innebar 
at en helt annen moral opererte side om side med den ‘ikke-moral’ man hadde ovenfor 
det offentlige:    
 
‘… lying and deceit were of course unimaginable among friends. Knowing the 
truth about each other’s views, opinoins, and lifehistories, friends were in 
collusion against the world in which deceit and lies were stategically exploited to 
one’s advantage. Friendship was thus built on the most outmost trust, for this trust 
were betrayed the consequence might be job loss or even imprisonment. 
Friendship literally meant putting one’s security or even one’s freedom into 
another’s hands’ (Holy 1996:24). 
 
Forholdene under det tidligere regimet var preget av en stadig mangel på varer og 
tjenester, noe som gjorde det nødvendig å måtte ‘trikse seg gjennom hverdagen’ ved å 
benytte seg av personlige, ikke-offentlige nettverk (Holy 1994:513). Siden de legale 
strukturene ikke fungerte, var det de illegale, men moralsk rettferdiggjorte og personlige 
strukturene som folk helst benyttet for å dekke sitt daglige behov. Samfunnssystemet la 
dermed forholdene indirekte til rette for at det dannet seg skjebnefelleskap mellom 
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venner, som seg i mellom var forent mot ‘verden’ ved at de kjente sannheten om 
hverandres ulovlige transaksjoner, noe som krevde en absolutt tillit. 
 På denne måten har tillit i Øst – og Sentral Europa i motsetning til i Vest, der tillit har 
blitt ‘garantert’ gjennom tilgang til den politiske sfæren, vært sett som noe 
partikularistisk, knyttet til intern solidaritet som en motvekt til stat eller institusjoner. 
Tysdals studie fra 1998 fokuserer også på tillit, vennskap og moral som et inntak til å 
forstå sentrale aspekter ved det moderne tsjekkiske sivilsamfunnet etter kommunismens 
fall. 
 Det ‘vennesamfunnet’ av unge mennesker Tysdal ser på representerer et moralsk univers 
og felleskapet av tilhørighet, stolthet og ansvarlighet, ‘det ubrytelige’ som statssfæren 
ikke kan gripe inn i. Verdien av autonomi og personlig frihet står sterkt, noe som kommer 
til uttrykk gjennom at de unge vil unngå autoritet innen en løs organisering som er tuftet 
på vennskap og vennenettverk. Innføring av profesjonaliseringstiltak med en statlig 
struktur oppleves dermed som noe  ‘truende’ og uforenlig med nettverksstrukturen. 
 
Nettverksstrukturen for autentiske frihetsrom og indirekte politisk kritikk 
Å samarbeide i nettverk som en type undergrunnsmakt, basert på personlig tillit har også i 
kraft av tsjekkisk historie institusjonalisert seg som en fleksibel overlevelsesmekanisme, 
der et autonomt frihetsrom har dannet levd på siden av det øvrige kommunistiske og 
‘løgnaktige’ statssamfunnet. Ettersom det å organisere seg offisielt og uavhengig i 
interessefelleskap utenfor statens kontroll var forbudt ved lov inntil kommunismens fall,  
eksisterte det ikke noen form for sivilsamfunn før 1989. Nettverksbaserte 
undergrunnsbevegelser og andre uoffisielle kanaler har vært de eneste sfærene der folk 
har kunnet leve i en fri og ‘ekte’ virkelighet, og representerer den eneste nyskapende og 
virkelige sivile offentlighet i denne tiden. 
 I den grad man kan snakke om opposisjonsnettverk i Tsjekkoslovakia, som bevegelsen 
Charta 77, tok disse i bruk nettverksstrukturen ved å unngå alle former for ideologisk 
kategorisering, organisering og tydelig struktur. Slik gjorde de seg vanskeligere å angripe 
fra statens side.  
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 Selv om Charta 77 hadde sine talsmenn som Vaclav Havel og Pavel Kohout som ble 
rettslig forfulgt og fengslet for sine gjerninger, var Charta 77 likevel opprettholdt av flere 
andre dissidenter. Det gav nettverket styrke og smidighet. Samtidig forholdt Charta 77 
seg til staten på overfladisk vis som om den var lovlydig, uten å gå til direkte 
fordømmelse av staten og samle seg truende mot den i form av en ‘organisert fiende’. 
Gjennom å kunne kritisere politisk på en ‘ufarlig’ og ikke-konfronterende måte, uttrykker 
Charta 77 en form for særegen tsjekkisk fleksibilitet (Gotaas 1992). 
 
Det eksklusive tsjekkiske nettverket 
Charta, som protesterte på grunnlag av brudd på menneskerettighetene begått av den 
kommunistiske regjeringen, sprang ut av et relativt lite nettverk av mennesker som var 
tilknyttet litterære og intellektuelle miljøer. Sammenlignet med det polske politiske 
opposisjonsnettverket Solidaritet, var det tsjekkiske Charta et lukket og eksklusivt 
nettverk, inspirert av Václav Havel og filosofen Jan Patocka (Blecha 1997). 
At det eksklusive dissident- og intelligensia-miljøet førte an den politiske opposisjonen 
på vegne av folket, førte til at Charta ikke fikk den brede folkelige appellen og støtten i 
den tsjekkiske arbeiderklassen. I Polen var opposisjonen Solidaritet det motsatte; et åpent 
og massivt oppsisjonsnettverk der ‘alle’ var inkludert gjennom at den katolske kirken ble 
stilt i sentrum for bevegelsen. Det var med på å integrere hele det polske folket. 
Solidaritet trigget slik frem en bred, inkluderende folkebevegelse den vanlige polske 
arbeider kunne identifisere seg med. 
 I Tsjekkoslovakia ble disse eksklusive intellektuelle og kunstneriske miljøene folkets 
moralske rettesnor snarere enn å sikte på å være folket. Dette var en viktig grunn til at 
den politiske opposisjonen i Tsjekkoslovakia ble svak sammenlignet med de andre sentral 
– og øst-europeiske landene som Ungarn, Øst-Tyskland og Polen (Holy 1996:30-32). 
 
Undergrunn, dissidenter og mot-kulturelle nettverk 
Ettersom sensuren under kommunistregimet truet hele den kulturelle konteksten i 
Tsjekkoslovakia gjennom å nekte forfattere, skuespillere, kunstnere, intellektuelle og 
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musikere å uttrykke seg autentisk i frihet og isteden å følge den ’løgn’ som dominerte 
hele det offentlige og politiske livet, fikk den tsjekkiske kulturelle undergrunnen som en 
alternativ offentlighet både en særegen sosial og politisk dimensjon.  
 Mitchell (1996) kommer blant annet inn på hvordan ulike kulturelle genrer som rock, 
teater og poesi utover på ’60-, ’70-og ’80-tallet reflekterte hverandres budskap og nærhet 
gjennom avantgardemessige uttrykksformer og samarbeidsprosjekter. Kosek (1998) 
beskriver hvordan et vidt spekter fra filosofer til unge rockere tilknyttet seg de samme 
miljøene rundt den tsjekkiske undergrunnsvirksomheten for å kunne uttrykke seg fritt, 
blant annet ved hjelp av samizdat- eller undergrunnsforlagene, flere drevet av dissidenter7 
som forfatterne Havel og Vaculík. Samizdat var kanalene for fri spredning og distribusjon 
av kulturell informasjon, litteratur, ikke-kommunistiske bevegelser, ideologier, berettelser 
om politiske forfølgelser og andre avsløringer av det sosialistiske samfunnsapparatet.  
 Den generelle koblingen mellom dissidenter og mot-kulturelle nettverk kan typisk 
eksemplifiseres gjennom president Havels åpne sympati og engasjement for anti-
establishment og undergrunnskultur. Mitchell (1996) beskriver Havel som ‘The Rock ’n’ 
Roll President’. Havel, som intervjuet Frank Zappa for Rolling Stone i ’91 – ’92 og 
sponset gratis Rolling Stones-konsert i Prahas Spartakiadni Stadium for 250.000 tilskuere 
i august 1990, er likevel mest kjent for sitt sterke engasjement for uttrykk gjennom rock-
underground. 
 Dannelsen av Charta 77 var også gjort på bakgrunn av kommunistenes rettsak og trussel 
om fengsling av de unge rockemusikerne i undergrunnsbandet Plastic People of the 
Universe, som ble anklaget av regjeringen for ‘å spre anti-kommunistisk propaganda’. 
For Havel, som var talsmann for forsvaret av disse guttene og som ledet av kampanjen 
mot fengslingen, var nettopp disse ungdommene en konkret fremstilling av hans egen 
filosofi om ‘å leve i sannhet’, av den rene humanistiske friheten: 
 
                                                 
7 Dissident, slik jeg har valgt å bruke dette begrepet, er hentet direkte fra engelsk dissident ettersom det 
ikke eksisterer noe godt uttrykk på norsk. Dissidentene utgjorde de intellektuelle som mer eller mindre 
dirkekte erklærte seg uenig i det kommunistiske styret, og som representerte en politisk opposisjon. 
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‘Unknown young people who wanted no more than to be able to live within the 
truth, to play the music they enjoyed, to sing songs that were relevant to their 
lives, and to live freely in dignity and partnership. …Everyone understood that an 
attack on the Czech musical underground was an attack on an elementary and 
important thing, something that in fact bound everyone together: it was an attack 
on the very notion of ‘living within the truth’, on the real aims of life. The 
freedom to play rockmusic was understood as a human freedom and thus as 
essentialy the same as the freedom to write, the freedom to express and defend the 
various social and political interests of society’(ibid.:100). 
 
 
Presentasjon av hvert kapittel  
 
I dette kapittelet har jeg tydeliggjort mine motivasjoner for å skrive om tsjekkiske 
Internettsamfunn. Jeg har lagt frem noe bakgrunnsstoff for analysen, der jeg først har 
gjort rede for hva kyberkultur er og hvordan kyberpunk bør forståes som litterær genre. 
Deretter har jeg snakket kort om Internett og Internettbruk i Tsjekkia. Jeg har presentert 
informantene mine og tatt opp metodiske aspekter og etiske problemer som har vært 
aktuelle under forskningsprosessen. Jeg har tegnet opp det teoretiske rammeverket for de 
temaer oppgaven berører, og avslutningsvis trukket frem bestemte aktuelle aspekter ved 
tsjekkisk historie og kultur. 
 I det neste kapittel 2 behandler jeg kyberungdommene som sosialt nettverk. Jeg redegjør 
først for nettverksteorien i antropologien relatert til min etnografi, deretter for hvordan 
Internett og Internettideologien danner rammer for bestemte typer av de-lokaliserte 
nettverk. På denne bakgrunnen presenterer jeg hackernettverket til guttene i 
Underground, og viser hvordan det foregår. Her kommer jeg inn på nettverksstruktur og 
hva de forhandler om i nettverket av symbolsk kapital, først og fremt i ansikt-til-ansikt-
sammenhenger. Samtidig knytter jeg dette opp til den tsjekkiske historiske og kulturelle 
konteksten. 
 I kapittel 3 trekker jeg videre på nettverksdimensjonen, og starter opp med å slå fast at 
samtlige av mine informanter, både hackerne og Star Trek-chatterne, er medlemmer i 
lukkede nettverk som distanserer seg til omverden. Hackernettverket er imidlertid mer 
lukket og eksklusivt enn chatternes nettverk, og medlemskapet her innebærer en dypere 
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form for involvering enn Star Trek-folkets nettverk. Dette viser jeg ved å ta utgangspunkt 
i de respektive subkulturenes hovedaktiviteter på Internett; hacking og chatting. 
 Kapittel 4 er viet online-konteksten. Her ser jeg på kyberidentiteten og spør, med 
utgangspunkt i begreper om selv og sted, i hvilken grad det virtuelle kan fremkalle en 
fundamentalt annerledes måte å forholde seg på for ungdommene vis-à-vis omgivelsene, 
sammenlignet med verden utenfor Nettet. Jeg behandler også forholdet mellom teknologi 
og samfunn i et teoretisk perspektiv. 
 Kapittel 5 tar for seg det tsjekkisk-slovakiske hackermiljøet som subkultur og motkultur. 
På bakgrunn av det som er sagt om lukkethet, eksklusivitet og symbolsk kapital i de 
tidligere kapitlene, viser jeg hvordan hackerne trekker opp grenser mellom seg og 
‘mainstream’-grupper gjennom et utvalg av aspekter de henter både fra den globale, 
amerikanske hackerkulturen og fra lokalt tsjekkisk hold. 
 Til slutt i kapittel 6 vil jeg komme med noen konkluderende bemerkninger fra hvert 
kapittel og inkludere disse i noen avsluttende refleksjoner om tsjekkiske kybernettverk og 
kyberkultur. 
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2. KYBERUNGDOMMENS SOSIALE 
NETTVERK 
 
 
Introduksjon 
 
I dette kapittelet vil jeg vise hvordan det å organisere seg og samhandle i nettverk, og  
hvordan nettverksproduksjonen foregår er belyst i antropologien og er et sentralt aspekt 
ved kyberkulturen. Jeg vil deretter ta for meg hvordan Internett som en ideologisk 
størrelse gir rom for en egen type de-lokalisert nettverk. 
 Som et eksempel vil jeg legge frem det subkulturelle nettverket til guttene bak e-zinet 
Underground og vise hvordan Internettideologien reflekteres i kyberungdommens 
interaksjon og holdninger. 
 Noe jeg spør meg i dette kapittelet er hvorvidt man kan snakke om nettverk som åpne i 
motsetning til de faste hierarkiske sosiale strukturene, ettersom inngangsbilletten for å bli 
akseptert som et medlem gjerne sees som høy i forhold til den som eksisterer for sosiale 
nettverk. Som jeg snart vil komme inn på, har tidligere litteratur i stor grad tatt for gitt 
eller støttet opp om synet på nettverk som representanter for åpne, flytende og 
demokratiske samhandlingsformer. Jeg vil her rulle ut teppet for spørsmålet hvorvidt 
nettverk kan være lukkede på linje med formelle strukturer, og samtidig innlede til 
diskusjonen hvorvidt nettverk er makt. 
 Empirisk i dette kapittelet vil jeg ta utgangspunkt i deres i ansikt til ansiktstreff. 
Samhandlingen som skjer over Internett har jeg lagt til kapittel 3 og 5, som kan sies å 
være en empiriske forlengelser av dette kapittelet. Til sammenligning med ansikt til 
ansiktstreffene er samhandlingen i kyberlandskapet hyppigere, da den skjer daglig, mens 
den sosiale interaksjonen utenfor nettet ikke inntreffer mer enn omkring et par ganger i 
måneden for de næreste relasjonene. Likevel, og kanskje nettopp fordi disse treffene ikke 
skjedde så ofte, ble den fysiske samhandlingen en viktig kilde til informasjon ved å være 
i høy grad ladet med mening. Når informantene først kom sammen utenfor Nettet, fikk 
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ofte disse møtene et nesten rituelt preg der det var lett å se hvilke samhandlingsmønstre 
som gjentok seg.  
 
 
Nettverk i antropologien  
 
Barnes og bruddet med Radcliffe-Brown-tradisjonen 
I studiet av urbane kontekster, som i kontrast til små-skala samfunn blant annet 
kjennetegnes ved raske endringer, mobile deltakere og større kulturelt mangfold 
fremhever Keesing viktigheten av å belyse 
 
’…processes and conflicts against a background of fluidity and diversity, not of 
shared institutions and values. A related development has been ’network 
analysis’’(Keesing 1981:477). 
 
Nettverksanalyser søker generelt å kartlegge mønstre av sosiale relasjoner på tvers av 
institusjonene, og vise hvordan nettverk i form av forbindelser mellom individer trer frem 
i ulike kontekster på ulike nivåer, mobilisert av mennesker knyttet sammen for å fremme 
en felles interesse eller felles mål (Seymour-Smith 1986:208). 
 Den som introduserte nettverksstudiet og begrepet ‘sosialt nettverk’ i antropologien, var 
J. A. Barnes (Eriksen 1994:83). Barnes’ nettverksteori på bakgrunn av feltarbeidet han 
foretok i den lille norske øykommunen Bremnes (Barnes 1954) representerte et radikalt 
brudd med den klassiske britiske antropologien forankret i Radcliffe-Brown-tradisjonen, 
som søkte å avdekke stabilitet, struktur og faste korporasjoner i tradisjonelle afrikanske 
samfunn.  
 
Det sosiale nettverkets karakter 
Barnes’ studie av øysamfunnet Bremnes beskriver det sosiale systemet ved å vise til tre 
ulike ‘sosiale felt’. Nettverk brukes til å beskrive det sosiale felt av samhandling innenfor 
vennskaps- og bekjentskapskretser, som skiller seg fra de to andre sosiale feltene i 
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Bremnes innen industri og administrasjon. Disse er statlige, faste enheter, avgrenset 
territorisk og organisert mer eller mindre hierarkisk. 
 Det sosiale nettverket kjennetegnes nettopp ved å mangle disse aspektene. Nettverket 
omfavner alle som har vokst opp i Bremnes-samfunnet, men er åpent og grenseløst ved at 
det kan strekke seg langt utover selve øysamfunnet. Det har heller ingen klar intern 
organisering, da hver enkelt person utgjør et midtpunkt i nettverket for sin samling av 
bekjente. Nettverket er løst og stadig foranderlig ettersom nye sosiale forbindelser og 
sammenklyngninger kontinuerlig oppstår og brytes ned. Dette fraværet av en ytre fast 
struktur krever at nettverket hele tiden må skapes og vedlikeholdes ved stadig interaksjon.  
 I tillegg er nettverket i Bremnes preget av egalitet. Barnes beskriver hvordan hvert par av 
personer i nettverket, to og to som er i direkte forbindelse med hverandre, ser hverandre 
som tilnærmet like i status og har en tendens til å fremheve denne likheten. I den grad det 
faktisk finnes aspekter av ulikhet, blir dette underkommunisert til fordel for 
likhetsaspektet. Barnes fremhever også at nettverket har en flat demokratisk struktur, der 
løsninger skjer i felleskap. 
 
Deltakelse i nettverk  
Nettverksstudier viser nettopp at samfunn som ikke er korporativt integrert utgjør en klar 
motvekt til den strukturfiksering som er representert i studiene til Radcliffe-Brown. 
Denne opposisjonen mellom løs nettverksstruktur og fast struktur dukker også opp i 
Sahlins’ arbeid fra Polynesia og Melanesia (1963), der han sammenligner to motsatte 
politiske systemer. 
 Som en kontrast til den polynesiske, hierarkiske høvdingestrukturen er ’big man’-
strukturen i likhet med det sosiale nettverket i Bremnes kommune flat, løs og sårbar, med 
ikke gitte posisjoner. Denne maktstrukturen består av skapte, sosiale allianser med 
tilhørende økonomiske ressurser og utveksling av tjenester, basert på prinsippet om 
resiprositet. En ’big man’ fungerer som en kjerne-aktør, en ’edderkoppmann’ for 
nettverket av goder. Han må aktivt demonstrere sone personlige kvaliteter og generøsitet, 
som er avgjørende om ikke posisjonen som ’big man’ skal gå tapt. Sahlins’ empiri gir oss 
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et godt eksempel på hvordan nettverk skiller seg markant fra en fast stuktur, som på sin 
side er klart definert og uavhengig av dine personlige egenskaper. Det melanesiske ’big 
man’-systemet som nettverksstruktur krever at du aktivt må opprettholde din posisjon for 
at denne skal eksistere, hvor resiprositet blir som ett kriterium for deltagelse, i likhet med 
at man signaliserer at man er seriøs ved at man ofrer noe. Det som ofres, godene som 
flyter i nettverket, kan ofte ta en immateriell form og fungerer som symbolsk kapital. 
Dette vil jeg etterhvert illustrere empirisk.   
 
Bevegelse fra struktur og stat til flyt og verdenssystem       
Både Hannerz, Urry og Castells har i de siste årene poengtert nødvendigheten av å flytte 
fokus fra faste strukturer til flyt i studier av samfunn. 
 Når Hannerz (1992) snakker om flyt, snakker han om flyt av kulturell mening (cultural 
flow). Begrepet om flyt fremhever kultur som prosess som hele tiden pågår og som 
subjekt for kontinuerlig forandring, fremfor kultur som en bundet og statisk enhet.  
Motsetningen mellom struktur og flyt kan også karakterisere en viktig forskjell mellom 
stat og nettverk, mellom det statiske og det dynamiske. 
 Urry (2000) ønsker i denne forbindelsen å rekonseptualisere endel begreper; han gjør et 
generelt fremstøt for fokus på flyt av samhandling i de-lokaliserte nettverk fremfor fokus 
på ‘samfunn’ og struktur som lenge har dominert forskningen. Grunnen til at samfunn bør 
forkastes som begrep, skyldes ifølge Urry at dette begrepet har vært underforstått som 
‘nasjonalstaten’. Dette har grobunn i den durkheimske og historisk vestlige tankemåten 
om samfunn, hvor staten og statens ideologi blir sett som god og nødvendig. I realiteten 
har fokus på samfunnsbegrepet bidratt til ignorering av sosial praksis som faktisk 
opererer uavhengig av staters kontroll og regulering. Dette til tross for at sosial praksis i 
dagens samfunn beveger seg i økende grad bort fra det statlig avgrensede og strukturerte, 
og mer i retning som flyt på tvers av nasjonale grenser. 
 Det er et hovedaspekt spesielt ved globale prosesser som Urry peker på: 
 
 27
’People, money, capital, information, ideas, and images are seen to ’flow’ along 
various ’scapes’ which are organised through complex interlocking networks 
located both within and across different societies’ (ibid.:12). 
 
Dette nødvendiggjør analyse av sosial praksis utenfor staters regulering, og av hvilken 
grad slike mobiliteter undergraver og motarbeider samfunnsgrenser. Rekonseptualisering 
av endel begreper og etablering av metaforer som mobilitet og flyt følger i kjølvannet av 
disse overhengende tendensene. Urry gjør også et poeng av det er det han kaller ‘den 
ikke-menneskelige globaliseringen’, resultatet av relasjonen mellom menneske og 
teknologi, som har gjort flere former for mobil sosial samhandling mulig. 
 Urrys syn samsvarer med det Castells regnes som talsmann for. Med sitt verk ‘The Rise 
of the Network Society’(1996) legger han frem hvordan vi beveger oss mot et 
verdensystem strukturert i nettverk, basert på mobilitet og horisontal flyt, i takt med at 
tradisjonelle vertikale og lokale systemer som nasjonalstater får svekkede posisjoner. For 
Castells er Nettet først og fremst den nye sosiale orden og organisasjonsformen i 
verdenspolitikken og verdensøkonomien, og ikke bare konkrete nettverk mellom 
mennesker i kommunikasjon med hverandre ved hjelp av Internett og 
informasjonsteknologi. Informasjonsteknologien spiller imidlertid en sentral rolle ved at 
den muliggjør denne måten å organisere seg på. 
 Den globale nettverksøkonomien i kraft av spredning av datamaskiner og 
kommnikasjonsnettverk bidrar til at dimensjonen sted mister mening, og at ‘flytrommet’ 
(space of flows) overtar. I informasjonssamfunnet er fysisk avstand ikke lenger hinder for 
at samfunn på hver sin side av kloden kan operere i samme økonomiske system både 
samtidig og kontinuerlig. Den lineære og forutsigbare tiden blir i nettverksamfunnet 
erstattet av ‘tidløs tid’ (Castells 1996:465). 
  
Nettverksorganisering som uttrykk for modernitet 
Nettverkssamfunnet markerer begynnelsen på en ny tidsalder og en ny menneskelig 
eksistens (Castells 1996:508), og tvinger frem en helt ny oppfatning av hva som er 
modernitet og hvilke forventninger som vil prege menneskers sosiale tilværelse. Den 
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typiske arbeidsplassen organisert etter statsstrukturen med en hierarkisk form og vertikal 
kommando er dårlig tilpasset nettverksamfunnet; en stivbent og gammelmodig 
organisasjonsmodell som ifølge Castells går ut til fordel for ‘the networking enterprise’ 
(ibid.:187). Nettverksbedriften kommer som et svar på kravene fra nettverkssamfunnet og 
den globale, informasjonsmessige økonomien. En anarkistisk, flat struktur med stor 
fleksibilitet, spesielt i forhold til tid, har blitt et ideal. Tiden tilpasses for eksempel 
bedriftens relasjoner som andre firmaer, nettverk, prosesser og produkter. Kravene om 
fleksibilitet og omstilling i næringslivet skaper større sårbarhet for arbeidstakerne, som 
også samtidig får større personlig frihet i forhold til arbeidsplass og arbeidstid. Tid - og 
stedsdimensjonen er ikke lenger noe som setter grenser for menneskelig samhandling.  
 
‘Det offentlige menneskets fall’  
Tittelen ovenfor, som henspiller på hvordan den vestlige oppfatningen av det de-
tradisjonaliserte, autonome og individuelle selvet har blitt et uttrykk for refleksiv 
modernitet, er nevnt av Heelas (1996) i sin analyse av New Age-bevegelsen som et 
samfunn på siden av det etablerte. 
 I dette nettverket realiseres forestillingen om det frie, selvåndelige menneskets søken 
bort fra det hierarkiske, dogmepregede og regelstyrte samfunnet. Istedenfor å bli stilt 
overfor krav om tro og forpliktelser utenifra, dreier det seg om individuell praktisering og 
opplevelse, og mennesker blir slik sine egne selvstyrte agenter. For å kunne oppnå 
personlig produktivitet påkreves tillit til eget ansvar, kontroll og indre autoritetskilder. 
Verdier om det frie og autonome mennesket harmonerer naturlig med en nettverksbasert 
struktur, som lettere kan operere som en uavhengig motvekt og alternativ ideologi til 
’staten’ og majoriteten utenfor. Disse verdiene finnes også i kjernen av Internett 
ideologien. ’Internettets ånd’ er blitt formet og praktisert med basis i en stert liberal ethos 
der fri spredning av kunnskap, individualisme og anti-autoritet utgjør de viktigste 
byggestenene. 
 
 
 29
Tre typer av nettverk 
Før jeg tar Internettideologien i nærmere øyensyn vil jeg tydeliggjøre at det finnes ulike 
typer nettverksformer, med ulik grad av sentralisering som gir utslag i varierende grad av 
sårbarhet. 
 I det sentraliserte nettverket, som Sahlins big man-nettverk er et eksempel på, fungerer 
én enkelt aktør som ivaretager for alle kommunisasjonsveiene, noe som gjør nettverket 
mer utsatt for å rakne. 
 Et bilde på dette nettverkets rake motsetning kan være Internett. Det spredte nettverket 
har ingen lederfigur eller sentral aktør, og har flere uavhengige kommunikasjonsveier 
som gir det en sterk struktur. Samtidig blir det vanskelig å ta felles beslutninger og 
mobilisere et slikt nettverk p.g.a. mangel på et sentrum. 
 Imellom disse to ytterpunktene kan man plassere det de-sentraliserte nettverket, der flere 
små-nettverk med sine respektive ‘edderkopp-aktører’ har forbindelser til hverandre via 
disse hovedskikkelsene. Jeg ønsker å påpeke her til det som er sagt om 
nettverksforskningen at ikke alle skiller mellom disse ulike formene for nettverk, selv om 
det innen nettverksstudier kunne vært et behov for det. Hva slags type nettverk mine 
informanter opererer i, vil jeg vise litt senere i dette kapittelet. Først vil jeg presentere 
Internetts opprinnelse. 
 
 
Internettideologien og arven fra California 
 
Cyberspace, et ’nettverk av nettverk’ og som nevnt i kraft av teknologien opererer i 
‘tidløs tid’ på tvers av tenkelige statlige grenser, åpner opp for dannelsen av felleskap på 
en måte som tidligere ikke var mulig. Som vi også har sett legger Internett i kraft av sin 
egenart de ideelle forholdene til rette for dannelsen av spesielle typer nettverk med en 
anti-statlig ideologi og et motkulturelt aspekt. Internett og nettkulturens opprinnelse og 
utvikling har også funnet sted innenfor et slikt rammeverk.  
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 Uimonen (2001) viser hvordan de sosiale og kulturelle karakteristikkene av Internett kan  
knyttes direkte til motkulturene fra ‘60-tallets USA. Dermed tilbakeviser hun myten om 
at Internett i sin tid ble utviklet på et militært grunnlag, for å fungere som et 
kommunikasjons-nettverk i tilfelle atomangrep. Lanseringen av ARPANET-prosjektet i 
1967 skjedde i likhet med forskning generelt i USA med støtte fra det amerikanske 
Forsvarsdepartementet. Målet var å utvikle et system for kommunikasjon og bedre 
spredning av dataressurser mellom de amerikanske militære forskningsbyråene og 
forskerne på universitetene. Utformingen av Nettet tok dermed til i de intellektuelle 
akademiske miljøene, med utspring i universitetene i San Francisco og Silicon Valley, 
teknologiens Mekka. 
 Begge steder var sterkt påvirket av tidens motkulturelle ethos og var miljøer for 
alternative livsstiler. Internettkulturen ble derav utformet på samme bakgrunn som 
hippie-bevegelsen, både i termer av praksis og som kulturell konstruksjon. De 
intellektuelle nettutviklerne hadde sin visjon om det frie mennesket med tilgang til 
ubegrenset informasjon og kunnskap,  i et nærmest anarkistisk samfunn der statens rolle 
skulle være så perifer som mulig. 
 
Kyberutopia 
Den 20-års kontinuerlige økonomiske oppgangen som kom ‘60-tallets 
ungdomsgenerasjon til gode, ble som en plattform for liberalisme i den sosiale mening av 
ordet, og gjennom idealene om demokrati, toleranse, likestilling og felles ansvar skulle 
‘jeg’-et realiseres. Syvertsen (1998) beskriver hvordan drømmen om ‘ecotopia’ utviklet 
seg på basis av disse verdiene; om et California bygget på en miljøprofil der mennesker i 
kollektive boformer levde i likeverdige relasjoner. Hvordan det skulle være mulig å 
virkliggjøre disse hippie-idealene ble gjenstand for diskusjon. Der den ene retningen så 
en streng fornektelse av vitenskapen og ‘tilbake til naturen’ som løsning, så den andre 
retningen, som ble grobunn for Internettmiljøet, realisering gjennom teknologi og 
vitenskapelig utvikling. Cyberspace ble den allerede virkeliggjorte utopien, Nettet var 
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uavhengig av alle statlige autoriteter, frittstående med egne uskrevne lover (Hemer 
1998:9).  
 
California-ideologien i kyberkulturen: en hybrid av høyre- og venstreorienteringer  
Det teknokulturelle tidsskriftet WIRED som dukket opp i 1993, ‘den virtuelle klassens 
månedlige bibel’, er talerør og representant for det  Syvertsen og Hemer omtaler som 
California-ideologien; en litt motsetningsfull hybrid der den alternative, anti-autoritære 
venstresiden og det nyliberale høyre forener seg rundt frihetens idé. WIRED kan slik 
illustrere den brytningen som skjedde i kyberkulturen i USA utover mot slutten av 1980-
tallet mellom to ulike strømninger av venstreorientert motkultur og høyreorientert ’hype’. 
Selv om WIRED ønsket å forene begge de to retningene ble redaksjonen kritisert av 
grupper som representerte den motkulturelle og venstreanarkistiske fløyen, som 
tidsskiftet Mondo 20008 var talerør for (Sirius 2003). På slutten av 1990-tallet hevdet det 
motkulturelle miljøet at WIRED omfavnet høyreliberalismen og en kyber-elitistisk 
tankegang i overhengende grad (eksempelvis av Borsook, se Syvertsen). WIRED forsøkte 
imidlertid å klone den markedsorienterte siden av kyberkulturen med motkulturen fra 
’60-tallet. Ved å opprettholde troen på teknologien som en frigjørende, demokratiserende 
kraft som fremmer sosiale nettverk, fremtidige kommunikasjonsformer og ny 
samfunnsånd, vises det at WIRED opprettholder denne forbindelsen til ’hippie-fløyen’. 
Dette eksemplifiseres ved at Marshall McLuhan, med sine teorier om teknologiens 
styrking av individet som overmanner statsmakt og storkapital, ble oppnevnt til WIREDs 
egen skytsengel. Slik kyberkulturen i dag kan sees som en fusjon av høyre og venstre-
orienteringer illustreres dette gjennom WIRED og ’California-ideologien’. 
 
Nettet som ’Det Ville Vestens grenseland’ 
Den gamle hippien John Perry Barlow, tekstforfatter på 60-tallet i rockegruppen Greatful 
Dead fungerte også som en talsmann for den elektroniske agenda og vokter av 
                                                 
8 Mondo var farvet av den motkulturelle hippie-bohemske atmosfæren i San Franscisco, der teknologi-
interessen ble fusjonert med psykedelia og en ’freaks-attitude’ som fornektet den stadige økende 
markedsorienteringen i kyberkulturen. 
 32
Internettets ånd. I protest mot ‘tyrannen’ Bill Clintons innskrenkning på Nettet skrev han 
sin selvstendighetserklæring for cyberspace og grunnla den politiske aksjonsgruppen 
Electronic Frontier Foundation (Featherstone &  Burrows 1995:5, Hemer 1998:10). I 
dette kan vi se en metafor på den klassiske forestillingen om Ville Vestens frontier, selve 
den amerikanske opphavsmyten. Nettet blir sett som en vill, uoppdaget, anarkistisk 
digital idyll hvor nye ‘cowboyer’ kan utforske og etablere seg i frihet, en romantisk drøm 
om det nye og frie landet som behøver beskyttelse mot å bli besudlet av den maktsyke og 
kontrollerende staten (Uimonen 2001). Slik har bevaringen av ‘Nettets ethos’ om fri og 
åpen flyt for offentligheten av informasjon, teknologi og meninger også blitt forsøk på å 
holde på visjonen om den amerikanske friheten med grenseløse individuelle muligheter.  
 Med Internetts bakgrunn i denne historiske calforniske konteksten fremmes et kulturelt 
egnet rom for dannelsen av anti-statlige og motkulturelle nettverk. Kybernettverk som  
eksempel på et nettverk som eksisterer og opererer uavhengig av statens spilleregler eller 
ikke direkte tjener staten, får lett en mistroisk klang over seg; at de bryter loven eller 
vekker kroniske mistanker om at det bedrives ulovligheter, i likhet med 
narkotikanettverk, spredning av barneporno og transnasjonale terrornettverk. Nettverk 
gjør det enklere å skjule seg overfor omverden eller en stat, i kraft av den desentraliserte 
formen og at ingen utpeker seg som hovedmenn, og dermed er vanskelig å slå ned på og 
peke ut. På samme måte blir nettverk som er produkter av staten eller tjener den, 
eksempelvis menneskerettighetsorganisasjoner, oppfattet som ‘snille’, ved at den 
kontrollerbare statsstrukturen innrammer og definerer dem. 
 Empirien om hackernettverket til den tsjekkiske kyberungdommen vil snart vise hvordan 
et nettverk basert på risikofylte og ulovlige aktiviteter representerer en parallell 
maktstruktur staten ikke har kontroll over og ønsker å motarbeide, der det går prestisje for 
medlemmene i å rendyrke nettverkets muligheter. Hackerne er vanskelige å gripe an 
nettopp på grunn av deres fleksible nettverksorganisering og mangel på faste 
representanter og stedbundet struktur. Dette er et av Castells’ poenger i sine to andre bind 
om informasjonsalderen (1997a, 1997b), der han snakker om hvordan maktens ansikt i 
det nye samfunnet er nettverksbasert og opererer i nettverkslogikk ved at den får 
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usynlige, immaterielle og de-lokaliserte aspekter ved seg, og slik overgår den stadig 
sviktende institusjonelle makten. Evne til å operere på nettverksbasis blir nøkkelen til en 
moderne tilpasning i et samfunn der makt i økende grad opererer skjult og må utøves 
skjult. 
 Jeg vil imidlertid gjøre oppmerksom på at nettverksmakt hos Castells knyttes først og 
fremst til store transnasjonale selskaper som har tatt opp i seg nettverkslogikken. Han 
nevner ikke andre typer nettverksmakt. 
 Hvis vi retter oppmerksomheten tilbake igjen mot Barnes’ nettverk fra det norske 
vestlandet, er det en parallell å spore mellom Bremnes’ sosiale nettverk og kybernettverk. 
Begge har en løs, flat struktur hvor medlemskap krever en stadig oppdatering. Begge 
nettverk er åpne og anarkistiske i motsetning til den hierarkiske statsstrukturen som er å 
finne eksempelvis i en bedriftspyramide eller i et tradisjonelt høvdingedømme i Afrika 
eller Polynesia. Statlige, faste, hierarkiske strukturer skaper lukkede sosiale felt, og kan 
sies å ha høy inngangsbillett på den måten at du må posisjonere deg sosialt for å få 
innpass. 
 Ettersom Internett-baserte kybernettverk er potensielt åpne i sin form, må medlemmene 
på sin måte definere felleskapet gjennom nettverkets innhold, samtidig som at de må 
distansere seg vis-à-vis andre og slik ‘lukke’ nettverket mot omverden.  
 På bakgrunn av det som hittil er sagt om nettverk gjennom faghistorien og uttrykt i 
Internettideologien, vil ta for meg form og innhold i nettverket til informantene.  
 
 
‘Czech Computer Underground’: det tsjekkisk-slovakiske 
hackernettverket  
 
 Tre nettverk som ble til to. Oppdagelsen av nettverksdimensjonen i kyberkulturen  
De tre miljøene jeg kom i kontakt med i felten, chattere, hackere og demoscenere, er alle 
undergrupper innen for dimensjonen kyberkultur. I utgangspunktet fremtrer de som 
adskilte grupper da de representerer ulike aktiviteter med sine repektive miljøer. 
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Etterhvert som jeg tilbrakte tid i felten og fikk nøstet mer av nettverket innenfor disse tre 
miljøene, utkrystalliserte det seg hvilke felles nettverk som forbandt hackere og 
demoscenere, og hvordan sentrale aktører som viktige kulturelle meningsbærere fra disse 
to nevnte miljøene fungerte som sosiale og kulturelle bindeledd for nettverkene. Jeg fant 
også at nettverket av hackere og ‘scenere’ ikke var begrenset til å være av ren tsjekkisk 
karakter, men at det dreide seg om et tsjekkisk-slovakisk nettverk. 
 Sci-fi chatternes nettverk fremtredde på sin side som klart distansert fra nettverket til 
hackere og demoscenere. De inngående årsakene for denne avstanden tilhører en senere 
diskusjon i oppgaven, som jeg kommer inn på i analysen i kapittel 5.  
Nettverk har som sagt vært et metodisk anliggende, som allerede fremhevet i kapittel 1. I 
tillegg har at nettverk også vært en kulturelt ladet meningsdimensjon i seg selv. Hvilende 
som et teppe rundt den sosiale konteksten var nettverk noe informantene selv reflekterte 
over, som en sentral del av deres livsverden. Som hackeren ‘Kalon’ sa det: 
 
Gjennom nettverk…det har slått meg at det er sånn verden er organisert. Internett er for meg et 
speil av den virkelige verden..at alle ting er forbundet, på en måte…på forskjellige måter.  
 
Ved at hackernes nettverket er tsjekkisk-slovakisk er det både de-lokalisert og 
transnasjonalt. Guttene gav uttrykk for at denne organiseringen var ‘smart’ ettersom de 
kunne hacke over grensene til hverandre og dermed slippe lettere unna politiets 
forfølgelser. Hackerne la også vekt på at deres samfunn var tsjekkoslovakisk:  
 
Hvis du skal skrive om tsjekkisk kyberkultur, må du også skrive om den slovakiske. Den er én og 
samme..vi står sammen, og ser hverandre som folk fra samme land, som samme folk. 
        - Ales 
Holy (1996), som er opptatt av å illustrere motsetningene og skillet mellom tsjekkisk og 
slovakisk kultur, blir herved tilbakevist ettersom hackerne i Tsjekkia promoterer for en 
slik tsjekkoslovakisk tilhørighet og felles identitet. For dette kybernettverket blir denne 
tilhørigheten og det å operere på tvers av statlige og juridisk definerte grenser som en 
symbolsk protest mot nasjonalstaten. På bakgrunn av hva som allerede er sagt i dette 
kapittelet om nettverksamfunnet og modernitet er nettverksorganiseringen på tvers av 
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grensene en praktisk strategi som gir beskyttelse, smidighet og fleksibilitet, og et sentralt 
aspekt ved den moderne strukturen og organisasjonsmåten. 
 Som jeg var inne på i kapittel 1 der jeg presenterer kyberkulturen og kyberpunken, er det 
også et iboende trekk ved kyberkulturen at den søker å oppheve grenser, både konkret 
utad og abstakt innad og identitesmessig. Dette avspeiles geografisk i kybernettverket til 
Underground, samtidig som at de er opptatt av at de er tsjekkisk-slovakiske nettverk, og 
ikke bryr seg om å være ‘globale’. Dette vil jeg komme mer inn på senere. 
 
Nettverkets struktur   
For å ha et teoretisk rammeverk å plassere empirien i, vil jeg her benytte Boissevain 
(1974) som utgangspunkt for analysen av et sosialt nettverk, hvor han foretar en 
inndeling mellom interaksjon (innhold) på den ene siden, og nettverksstruktur (form) på 
den andre siden. I omtalen av nettverket til de fem hackerne i Underground, vil 
nettverkets form først behandles. Deretter følger delen om innholdet i de sosiale 
relasjonene og hva som flyter av goder og tjenester mellom dem. 
 I motsetning til de andre nettverksorienterte fra Manchesterskolen som analyserer 
nettverk fra et perspektiv ovenifra, vil jeg gjøre oppmerksom på at Boissevain snakker 
om nettverk ut ifra den enkelte aktør. Jeg ønsker å forholde meg til nettverk i en ikke-
egosentrisk forståelse, samtidig som at jeg vil benytte Boissevains begreper. Hackerne fra 
Praha, Underground-hackerne, vil bli omtalt som en mer eller mindre samlet enhet, eller 
for å bruke et av Boissevains egne strukturelle begreper, som en klynge (cluster) 
(ibid.:43-45). 
 Enheten Underground og relasjonene mellom Ales, Michal, Tomas, Radek og Pavel er 
dannet utifra deres eget aktivitetsfelt med e-zinet som skiller seg fra aktivitetene i 
nettverket ellers, og som knytter dem sterkere sammen vis-à-vis de andre 
kyberungdommene de samhandler med. Deres mange forbindelser til hverandre internt er 
også uttrykk for også en større grad av tetthet (density) (ibid.:37-40) enn det som er 
tilfellet for deres andre nettverksforbindelser. 
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Det er vanskelig å kartlegge det nøyaktige antall av deltagere i kybernettverket rundt 
hackerne i Underground, i hvertfall om man skulle ta med alle de personene de direkte 
eller indirekte via venners venner står i forbindelse til. Sagt på en annen måte, det 
avhenger av hvor mange antall soner (ibid.:182) som er inndelt etter grad av nærhet i 
forhold til den aktuelle aktøren som ‘ego’ man vil trekke inn. 
 Totalt sett dreier det seg om et stort felles tsjekkisk-slovakisk nettverk mellom mer eller 
mindre aktive unge blant hackere og nettkunstnere, demoscenere og antagelig også andre 
relaterte kybermiljøer. 
 For å kunne si noe om størrelsen til dette nettverket, vil jeg derfor avgrense til hvem 
informantene selv omtaler som ‘ekte hackere’. Ifølge dem selv var det omkring tyve 
hackere i det tsjekkisk-slovakiske nettverket9. Hvis jeg trekker inn demoscener-nettverket 
på en femti til seksti personer10, dreier det seg til sammen om et nettverk av omkring åtti 
ungdommer fra disse to forskjellige kybermiljøene. 
 
Sentrale aktører i kybernettverket – ‘Mika’ og ‘Deni’  
Generelt oppfattet jeg kybernettverket rundt klyngen Underground som et nettverk der 
det befinner seg flere personer med høy sentralitet (ibid.:40-42). Et eksempel på 
mennesker med høy sentralitet er ‘Mika’ og ‘Deni’, som begge er slovakere fra 
Bratislava, og  omtalte hverandre som venner. 
 ‘Mika’ fremtredde for meg som kjernen for de tsjekkisk-slovakiske hackerne. Han hadde 
vært med helt fra begynnelsen siden atten – nitten års alderen da den første gruppen 
hackere i Tsjekkia og Slovakia, ‘SERT’, ble dannet i Slovakia i 1995 – 1996. ‘Mika’ var 
en av dem som var med å starte den påfølgende og mer kjente hackergruppen ‘CzERT’ 
med tre andre tsjekkere, som blant annet hadde vakt stor oppmerksomhet i tsjekkisk 
media.  
                                                 
9 I tillegg til disse var det antatt å være omkring femti diltere,  folk som søker å innynde seg i 
hackermiljøet, men som av kjernen ikke får fullverdig status som medlemmer i nettverket. 
10 Forutsatt at jeg bruker antall deltagere på demoscenepartyet Fiasko som pekepinn, i tillegg til 
informantenes egne bekreftelser. 
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 Han var også en av hovedmennene og mest aktive bak serveren hysteria.sk, der hackerne 
laget sine egne hjemmesider og startet diskusjonsfora. Han hadde stor oversikt over 
hackere og andre Unix-relaterte miljøer i Tsjekkia og Slovakia, blant annet ved å lenge 
være aktiv i flere ulike tsjekkiske og slovakiske diskusjonsfora med disse temaene på 
IRC. Han nevnte også for meg at han normalt mottok over hundre mail per dag, og så seg 
fremdeles som hacker selv om han ikke hacket like aktivt som før. 
 ‘Mika’ var også en bekjent av guttene i Underground, som opprinnelig hadde truffet 
hverandre via hysteria.sk. Vanligvis kommuniserte de med ham via IRC omkring en gang 
i måneden, altå ikke så hyppig som Undergrounds kommunikasjon internt. ‘Mika’ og 
guttene i Underground møtte hverandre i ansikt til ansikt en gang eller to i året. Da jeg 
var i felten, jobbet ‘Mika’ for Sun Microsystems hvor han solgte Unix-produkter. Mange 
av hans venner fra hysteria.sk jobbet på samme sted som ham, blant annet ‘Kalon’. 
 ‘Deni’ kan stå som en sentral person i demoscenernes nettverk, med kontakter også til 
alle de største tsjekkiske demoscenerne. Med sine 26 år var han tre til fire år eldre enn de 
fleste andre i miljøet, og jobbet som freelance med design, nettkunst og nye media. Han 
hadde i likhet med ‘Mika’ vært med i sitt miljø fra begynnelsen av i 1993 - 1994 da 
arrangeringen av demosceneparties i Slovakia og Tsjekkia startet. I likhet med ‘Mika’s 
forhold til hacking så heller ikke ‘Deni’ seg som like aktiv demoscener nå som han 
tidligere hadde vært, men han hadde fremdeles rollen som en av demoscenekulturens 
fremste og mest kjente representant, og fungerte som en hovedkontaktperson for 
lansering og informering om demoscene på Internett og på offentlige informasjonsmøter 
på medie- og kyberfestivaler11. Jeg merket meg også hvordan samtlige demoscenerne og 
hackerne jeg traff ellers i løpet av feltarbeidet var orientert om eller kjente til  ‘Deni’ eller 
‘Mika’. 
Guttene i Underground hadde også endel forbindelser til ‘Deni’, selv om det ikke innebar 
annet enn at de visste hvem han var og kjente til noen av prosjektene hans. Kjennskapet 
                                                 
11 I Praha blant annet på NoDs ‘Digital Zoo’-festival, 14. - 16.12.00, på NoDs ukentlige arrangement 
‘Digitální Stredy’ 7.2.01, og på den årlige ‘Datatransfer festival’ 12. - 24.11.01. 
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til ‘Deni’ gikk via ‘Mika’ og via den slovakiske hackeren ‘Kalon’ som også var ‘Deni’s 
nære venn. ‘Kalon’ var omtalt som en god venn av flere av guttene i Underground.  
 Både ‘Mika’ og ‘Deni’ kan sees som mektige aktører i det tsjekkisk-slovakiske 
kybernettverket. Vi kan si de innehar roller som edderkoppmenn i likhet med Sahlins’  
‘big man’; de har høy grad av sentralitet ved at de ivaretar og er sentrum for et høyt antall 
kommunikasjonsveier. Gjennom sine posisjoner har de derfor større muligheter for å 
legge føringer på og manipulere mennesker og informasjon i nettverket.  
 
Hackerne i Underground – en klynge av sentrale aktører 
‘Mika’ og ‘Deni’ befinner seg også i relativt nær avstand til klyngen Underground, som 
også står som relativt sentrale aktører i kybernettverket ved at de representerer tsjekkiske 
hackere og pc-sikkerhetsspesialister gjennom Underground på Internett. E-zinet er 
vanligvis besøkt av andre Linux-orienterte og- generelt hackerkunnskapsorienterte 
mennesker, som også sender dem mail med spørsmål, informasjon, ønsker, personlige 
meninger eller simpelthen bare ‘hei, det er noe interessant på x.y – sjekk det ut!’ 
 Michal fortalte meg at de kunne motta femti til hundre e-mail per dag, der mange av dem 
var til redaksjonen i Underground, men også endel fra personlige nettbekjentskaper.  
Fra starten av hadde blant annet Ales og Radek vært knyttet til kjernen av hackere rundt 
hysteria.sk, og hacket på vegne av hackergruppen CzERT før de startet aktivitetene med 
e-zinet i 1999. 
 
Et de-sentralisert nettverk 
For å følge opp tråden litt tidligere i dette kapittelet som ble lagt ut før delen om Internett-
ideologien, der jeg kommer inn på tre ulike nettverkstyper, vil jeg slå fast nettverket som 
omkranser Underground som de-sentralisert. De-sentaliserte nettverk er relativt lukkede 
og uavhengige miljøer som henger sammen hovedsakelig i kraft av sentrale aktører som 
fungerer som ‘edderkopper’. Hver og ens egen relasjon til edderkopp-skikkelsen blir 
nøkkelen til å få kunnskap om og samhandling med det andre miljøet. Dette kom tydelig 
opp for meg da jeg spurte guttene i Underground om deres forhold til demoscenekulturen. 
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Få av dem ville igrunnen påstå at de hadde noe særlig kjennskap til dette miljøet annet 
enn at de uttrykte sympati for dem og sa at de likte det de holdt på med. Ales hadde et 
bedre kjennskap til demoscenemiljøet på grunn av et nærere forhold til ‘Mika’ enn for 
eksempel hva Michal hadde, som ikke kjente ‘Mika’ like godt og som hevdet at han 
visste ingenting om demoscene.  
 Kybernettverkets struktur som et de-lokalisert nettverk så ut til å fortsette jo lenger jeg 
fulgte det opp videre. ‘Deni’ fungerte igjen som en hovedlink til en av de mest kjente 
blant de yngre ‘upcommers’ blant tsjekkiske demoscenerne, ‘Shakal’, som jeg skjønte 
også hadde en edderkopp-rolle ved å være en anerkjent demoscener som ivaretok videre 
forbindelser og stod sentralt som formidler om tsjekkisk demoscene. Igjen kunne guttene 
i Underground fungere sammen som en klynge og som en sentral kjerne for nettverket av 
den yngre og kommende garde av tsjekkiske hackere, ved at de på Nettet formidler stadig 
oppdatert hacker-kunnskap og hacker-kultur. 
 
Løshet, anarkisme og likhet 
 
Unge kommer til, gamle går ut… Det finnes ingen sjef, ingen regler, ingen organisasjon som 
representerer dem…alle gjør hva de selv vil, resultater av arbeidet deler de med alle de andre etter 
hva de enkelte kan. .Én person gjør som regel et hack, men hacker på vegne av hele gruppa.  
 
- Ales, uttalelse fra foredraget ‘cz computer underground’  
de arrangerte på NoD, Praha, 21. feb ’01. 
 
Vi er som frie, gjør som vi vil, vi er ingen organisasjon…Høyt desorganiserte! (ler) 
-’Deni’, om grafikkgruppen sin Satori 
 
Vet du, at det er stor forskjell på amerikansk og tsjekkisk computer-undergrunn. I USA opererer 
de i et skikkelig hierarki, og har regler, konkurrerer mer og opererer i grupper adskilt fra 
hverandre..  Her i Tsjekkia…her er alle er på lik linje, vi er mer som en gjeng venner som kjenner 
hverandre, gir hverandre informasjon, møter hverandre, hjelper hverandre.. Det er 
veldig..(gestikulerer og smiler) fritt, avslappet, løst..det er frihet. 
 
- ‘Kalon’, 18. feb ’01, i bilen på vei tilbake til Bratislava 
etter en lasergame-helg i Praha med guttene fra hysteria.sk.  
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På bakgrunn av det som hittil er sagt og som også uttrykkes direkte i disse 
informantutsagnene, kommer det frem hvordan sentrale aspekter ved nettverksstukturen 
til Barnes og Sahlins som allerede beskrevet i dette kapittelet avspeiles i hackernes og 
demoscenernes nettverk. I begge disse to uformelle vennenettverkene finner vi den flate, 
løse, åpne anarkistiske strukturen og det dynamiske som Hannerz også peker på. I tillegg 
ser vi hvordan aspektene av egalitet og likhet fremheves av kyberungdommen selv når de 
snakker om forholdet de har til hverandre, på samme måte som slekt og venner 
underkommuniserer ulikhet i Bremnes. 
 Som vi har sett er dette verdier som også er innbakt i Internett-ideologien fra ‘60-tallet, 
som informantene tydelig identifiserer seg med. Det å være ikke-organisert og utenfor 
enhver fornemmelse om struktur og ‘statsapparat’, igjen et klart aspekt i ‘arven fra 
California’ som jeg har gjort rede for tidligere i dette kapitlet, omtales av informantene 
som noe positivt, frihetsfremmende og i tillegg typisk tsjekkisk, som samtidig 
understøttes med ‘vi er jo bare en gjeng venner’.  
 Dette venneaspektet vil jeg analytisk forfølge nærmere litt lenger ute i kapitlet der jeg 
snakker om nettverkets kvalitet. Forut for dette vil jeg påpeke hvordan aspekter ved den 
tsjekkiske historien som beskrevet i første kapittel gir et slikt nettverk en egen 
meningsdimensjon for  kyberungdommene. Å operere i et ikke-statlig og uorganisert 
nettverk er ikke bare en grunnleggende bærebjelke i den globale kyberkulturen. Det får 
også sin bestemte lokale mening i kraft av historiske hendelser, der den autoritære staten 
av kontroll, regulering og undertrykkelse har søkt å gjennomsyre sosiale settinger. ‘Bare 
venner’ får dermed i tsjekkisk kontekst en spesiell betydning og symbolverdi. Fordi det er 
tuftet på vennskap og personlig tillit er nettverksfellesskapet til Underground uttrykk for 
en særegen tsjekkisk moral, unndratt den organiserte og ‘løgnaktige’offentligheten. Som 
vi kan se utifra informantutsagnene ovenfor er det å være ‘høyt desorganisert’ et positivt  
varemerke som de selv vil assosieres med. Med dette signaliserer guttene at deres 
aktiviteter og relasjoner er bygget på autensitet og ektehet i motsetning til det organisert 
aktivitet står for.  
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 Barnes som jeg omtalte i begynnelsen av kapitler fremhever nettverksstrukturen som 
demokratisk, og empirien på de sosiale treffene til klyngen Underground som følger kan 
se ut til å bekrefte dette. Imidlerid vil jeg foreløpig stille meg avventende til å slå fast det 
tsjekkisk-slovakiske hacker- og demoscenernettverket som demokratisk. Selv om 
nettverk kjennetegnes av en flat struktur, bli noen medlemmer i nettverket mer 
toneangivende enn andre og har mer prestisje og makt. Dette er et tema jeg vil vende 
tilbake til lenger ute i oppgaven.  
 
Innholdet i hackernes nettverk: den symbolske kapitalen  
Utvekslingen av materielle og ikke-materielle elementer mellom aktører utgjør det 
transaksjonelle innholdet i et nettverk. Dette innholdets natur blir ifølge Boissevain en 
målestokk på relasjonens kvalitet, og indikerer 
 
’...not only the investment of the actors in it, but especially, their anticipated 
benefits from it, and hence its importance as compared to other relations’ 
(1974:33). 
 
Gjennom utveksling av bestemte nettverksgoder definerer partene sitt forhold til 
hverandre, sitt felleskap og markerer samtidig distanse vis-à-vis andre. Flyten av de 
bestemte godene som jeg iakktok var tilstede mellom hackerne i Underground virket 
institusjonalisert. Etter mine observasjoner gjentok de seg i nærmest hver sammenheng 
guttene i Underground kom sammen ansikt til ansikt; når jeg var sammen med dem på 
pub, kino, på kyberrelaterte offentlige arrangementer og prosjekter eller i mer privat 
sosial setting. Den samme formen og transaksjonelt innhold preget også treffene til de 
andre hackere i nettverket, som når ‘Mika’ og hans venner slovakiske venner fra 
hysteria.sk hadde sine månedlige helgetreff i Praha for å spille lasergame.  
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Komplementaritet, fri flyt og stadig oppdatering: kunnskap, hoax og alternative 
orienteringer  
I slutten av januar ble jeg invitert til å være med på en liten fest med gjengen i 
Underground. Som jeg forstod etter hva Ales hadde fortalt kunne en slik samling finne 
sted en gang i løpet av halvåret eller så. Denne kvelden gav meg en fin mulighet til å 
fange opp de elementer som var typiske for hackerne å samle seg om. 
 Den sosiale sammenkomsten fant sted hjemme hos Michal på et studenthus i en høy 
blokk utenfor sentrum av Praha. Stemningen på festen føltes intim da jeg kom inn, folk 
tok plass i en liten ring på gulvet så alle kunne bli innlemmet, og på skrivebordet ved 
siden av var det disket opp med en mengde fat med hjemmelagde kaker og smørbrød, 
som tydelig tegn på at dette var noe som var godt forberedt. Alle hadde tatt med seg vin 
og øl, som man delte ut til felleskapet etter hva folk ville foretrekke. 
 Noe av det første Ales gjorde da han entret festen, var å trekke frem en eske med nye 
Unix-produkter som guttene i Underground hadde fått som betaling for noe de hadde 
jobbet med. Denne ble raskt gjenstand for interesse og diskusjon. Spesielt første delen av 
kvelden ble det informert og diskutert om software-teknologi, Linux og Internett, men 
også om deres egne personlige prosjekter og artikler til Underground, om feedback fra 
leserne på deres artikler i form av leserbrev og andre kommentarer. 
 Det å oppdatere hverandre og informere hverandre om siste nytt på saker som hackerne 
så som sitt ‘varemerke’ å vite mest om, fremgikk av dette. Stort sett kunne samtalene 
flyte fra det ene til det andre etter hva som falt dem inn. 
 Humor var et gjennomgående og sentralt gode i kyberguttas sosiale sammenhenger. 
 Dette merket jeg meg også de gangene jeg var ute på pub med dem, og spesielt på festen 
hos Michal, da jeg oppfattet humorbruken som enda mer personlig relatert, kanskje fordi 
settingen her var mer intim og kunne gi mer frihet og avslappethet enn ute på et offentlig 
sted. Latter og vitsing virket som en sentral del av det de hadde sammen, ofte i form av 
interne morsomheter som ikke alltid var like lett å forstå for meg som utenforstående og i 
tillegg ikke-tsjekker. Ofte hvis jeg spurte dem hva de lo av, feide de det bort med å 
referere til morsomhetene som ‘ingenting’ eller ‘tull’(kecy). Humoren kunne også spille 
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på stereotypier de kunne ha om seg selv som hackere, som ved å erte hverandre med å 
være ‘schizofrene’ i forbindelse bruk av ulike nick på Internett eller ved å ‘ha paranoia’; 
aversjonen mot å bli fotografert eller å bli ‘avslørt’ som hacker. 
 Mange av de humoristiske kommentarene de slengte til hverandre var ofte småerting, 
som så ut til å fungere etter et jevnt og likeverdig prinsipp mellom partene, som en 
kasteball på kryss og tvers mellom dem. Det var sjelden jeg oppfattet disse 
kommentarene som ondsinnede eller dyptgående, snarere så det ut til at de alle tok svært 
lett på dem, selv om vitsene deres ifølge dem selv ofte innebar ‘mye svart humor’, der det 
å kommentere folks kroppsfasong, trykke på dårlig samvittighet eller småbekymringer 
ikke så ut til å være noe tabu. Som da Ales fortalte meg at han nok en gang hadde hoppet 
av studiene sine på grunn av manglende interesse for økonomi, stemte de andre i med en 
høy latter at Ales var en latsabb, noe han smilende selv også bekreftet. Vitsene kunne 
typisk ta form som skrønehistorier i forkledning av seriøsitet eller fakta. Jeg oppfattet det 
som om de holdt narr av ‘vanlige’ folks forkjærlighet for å svelge såkalte etablerte 
sannheter, som ikke umiddelbart kunne avsløres for utenforstående . Dette var ofte små 
innfall og påfunn som de kom på der og da. På Michals fest, da gjengen i et øyeblikks 
stillhet stirret ut av et av de mange store vinduene i toppetasjen av blokka, kom det fra 
Pavel: 
 
Vet dere, hvis man åpner et visst antall vinduer på begge sider av denne bygningen samtidig, opp 
til en viss grense, faller hele bygningen sammen! 
 
Et sammenhengende trekk ved deres generelle bruk av humor kunne sammenfattes i noe 
de selv kalte ‘hoax’. Dette begrepet var noe av det første de introduserte meg for når de 
kom inn på artiklene de kunne skrive i Underground. Tomas forklarte det slik: 
 
For eksempel, når du skriver en artikkel om høyteknisk pc-stoff…og du snakker i en tone som er 
over hodene på folk…vanlige mennesker vil ikke forstå, mens de som virkelig har peil og 
kunnskap vil skjønne at det bare er tull. At det er totalt nonsens.  
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Jeg husker også eksempelvis fra en annen anledning, da Ales viste de andre i 
Underground en poster han hadde laget for bandet sitt som skulle spille på en festival i en 
by utenfor Praha. 
 Bak bandnavnet stod det en parentes med kortfattet informasjon om bandet, blant annet 
‘forbudt gruppe’(zakazená skupina), som om bandet var blitt bannlyst fra å spille 
tidligere. Den ble møtt med munterhet og glising fra forsamlingen, og Tomas peker, 
småler og kommenterer:  
Forbudt band, eller?..  Han henvender seg til meg, og sier: Bare en hoax. 
 
Svært ofte i hackernes sosiale sammenhenger ble det røkt marijuana. Dette fremstod for 
meg som ett av de kollektive godene de forholdt seg mest eksplisitt til; det var noe de ofte 
forventningsmessig snakket om når de traff hverandre, som gav meg en påpekning om at 
marijuana for dem hadde en egen spesiell symbolverdi. I likhet med deres felles 
interesser for ikke-kommersiell film, musikk og litteratur, som de likte å diskutere og 
utveksle seg i mellom, har jeg valgt å omtale deres forhold til marijuana mer inngående i 
kapittel 5. 
 Her er det viktigst å nevne at samhandlingen om godene mellom guttene i Underground 
så ut til å eksistere etter prinsipper om felleskap og komplementaritet, som noe de delte 
jevnt mellom seg. Deres interne samhandling kan dermed være et uttrykk for det 
Boissevain kaller symmetrisk flyt (ibid.:33 - 34), et aspekt ved nettverks-interaksjon som 
avslører komplementaritet mellom disse medlemmene, som også fremmer krav om 
resiprositet som allerede omtalt hos Sahlins. Kyberkunnskap og kyberkompetanse, humor 
og sjargong, interesser for alternativkultur og marijuana behandles som kollektiv eiendom 
i Underground, som alle kan bidra til og kan ta fordeler av.  
 
Symbolsk kapital og taus kunnskap   
 Da hackerne i Underground la frem sitt foredrag for offentligheten om ‘tsjekkisk 
computer-undergrunn’ på Internettkafeén NoD, refererte de til det å ha god kjennskap til 
systemer, Internett, Unix-områder, nettverksteknologi, prinsipper om pc-sikkerhet, ha 
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evne til logisk tankegang og improvisasjon som nødvendige egenskaper for en hacker, 
ergo som den nødvendige inngangsbilletten til hacker-nettverket. Dette sier noe om 
nettverkets symbolske kapital (Bourdieu 1996), elementene som medlemmene innen en 
klasse eller gruppe har felles, og som benyttes som identitetsmarkør vis-à-vis andre. 
Kunnskapen som hackerne fortalte om på foredraget på NoD er vel og merke den som 
uttrykkes formelt og eksplisitt. 
 I tillegg spiller andre ikke-eksplisitte, men ikke desto mindre viktige egenskaper inn, som 
ligger som en type taus felles kunnskap medlemmene imellom. Cohen (1981) har i sitt 
studium av elitekultur i Sierra Leone tatt for seg hvordan det å inneha en slik taus 
kunnskap virker både inkluderende og ekskluderende, ettersom medlemmene av en 
gruppe er i stand til å gjenkjenne andre utenfor som ‘ekte’gentlemen eller ikke. For å 
komme innenfor er det en rekke subtile aspekter av væremåte og måte å snakke på som 
virker som uformelle koder. Nettopp fordi de er uformelle koder og dermed ikke er 
mulige å slå opp og få tak i eller slå fra seg, virker de også sterkere enn de formelle.  
 
Teknologi og moro. Svart humor. Vi hacker ikke for å ødelegge noe, det er bare for gøy. Som at 
det var noen fyrer i US som hacket seg inn i datasystemet til heisene, du vet det systemet som 
forteller hvilken etasje heisen skal stoppe i etter hvilken knapp man trykker på…. De hacket det 
sånn at når du for eksempel trykket på knappen til etasje nummer fire, kunne heisen stoppe i etasje 
nummer fem.. Det er sånne slags ting jeg synes er morsomt…litt svart humor.  
- ‘Mika’, kommenterer til meg om hva hacking egentlig dreier seg om. 
 
’Mika’s utsagn om humor ovenfor sier noe viktig om hva slags symbolsk kapital i form 
av goder man må kunne bidra med for å bli ansett som medlem av nettverket deres. 
Humoren er et godt eksempel på en slik subtil og taus symbolsk kapital som er uløselig 
knyttet til nettverkets bestemte kunnskapsnivå, den kunnskapen hackerne selv presenterte 
på NoD. Det kreves at du innehar denne kunnskapen for å kunne hacke og dermed bidra 
til den egne humoren som de deler både gjennom nettaktiviteter og i ansikt-til-ansikt 
sammenhenger. Det er typisk for nettverk at bruk av humor inkluderer medlemmene og 
samtidig ekskluderer andre utenforstående. 
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 Eksempelvis er hoax ikke bare en sjargong å skape humoristiske poenger med alene. 
Bruk av hoax medlemmene i mellom fungerer som usynlig symbolsk makt –  gjennom 
denne snakkes det om hvem som er kvalifisert som ‘dem’ og hvem som holdes utenfor og 
ikke får tilgang til status som hackere. 
 Viktig å minne om her er at symbolsk kapital som en inngangsbillett til nettverket ikke 
bare dreier seg om å dele nettverkets felles kunnskap, men også det jeg allerede har 
referert til som den ikke-eksplisitte felles kunnskap; å vise at du er ‘innenfor’ nettverkets 
egne uformelle koder, uttrykt ved en mengde subtile og symbolske uttrykksformer 
gjennom en væremåte. Dette skjer blant annet gjennom humor og sjargong som jeg 
allerede har omtalt, og som jeg vil uttdype videre i kapittel 5 hvor jeg viser hvordan taus 
kunnskap fungerer som en merkbar grense mot wannabe-hackere som lusere eller lamere.  
Der vil jeg videre komme nærmere inn på en rekke av andre aspekter som er mindre 
subtile, som orientering i alternativ kultur og i forhold til marijuana. Denne alternative 
kulturelle orienteringen er også med på å definere hackerne forhold til demoscenerne og 
Star Trek-chatterne, de to andre kybergruppene som jeg også kommer inn på i denne 
oppgaven. 
 Nettverk, slik vi tidligere, i den faghistoriske delen av kapittelet, har sett blitt behandlet 
som en åpen demokratisk struktur som en opposisjon til et lukket hierarki, er ikke 
nødvendigvis en sannhet vi her skal ta for gitt. Som jeg jevnt over merket meg i samvær 
med informantene mine er at hackernes nettverk var preget av en mengde ‘oss’ kontra 
‘dem’-mekanismer fremfor åpenhet. Gjennom bruk av taus kunnskap som en egen 
symbolsk makt som deles og utøves av medlemmene innenfor lukkes kybernettverket for 
omverden, og fungerer i praksis som en lukket enhet fremfor en åpen. Samtidig som en 
måte å snakke om sitt eget nettverk på virker disse kodene stadig opprettholdene på selve 
nettverket ved å bekrefte grensen mellom potensielle medlemmer og ikke-medlemmer. 
 Som en liten tilføyelse vil jeg si at et nettverk også kan begrenses eller lukkes av andre 
faktorer i tillegg til denne. Det kan være dersom medlemmene i det ganske enkelt trives 
med å utgjøre en liten eksklusiv gruppe. I dette tilfellet gjør de også det, i kraft av å være 
en gruppe av venner, som gjør noe eget med nettverkets kvalitet. Jeg vil til slutt i denne 
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delen av kapittelet komme inn på noen generelle aspekter om kvaliteten som preger dette 
nettverket. 
 
Varig og frekvent samhandling – seriøsitet, tillit og vennskap 
Varighet som størrelse i samhandling kan ifølge Boissevain ofte være en bedre indeks for 
hvor mye aktørene faktisk investerer i ett bestemt sosialt forhold enn samhandlingens 
frekvens. Som eksempel nevner han den frekvente og hverdagslige samhandlingen med  
butikkpersonalet, som utgjør et mindre potensiale for investering sammenlignet med 
relasjonen til familien i utlandet, der det er større grad av følelsesmessig investering selv 
om man ikke nødvendigvis samhandler med dem like ofte (1974:34). 
 Mine informanter refererte gjerne selv til frekvens når de skulle beskrive relasjoners grad 
av nærhet, noe som demonstrerer Sahlins’ poeng om viktigheten av å hele tiden 
signalisere seriøsitet, tilstedeværelse og yte noe for å beholde din pososjon i nettverket. Å 
signalisere og forvente tilgjengelighet var også en faktor som til stadighet kom opp for 
meg under feltarbeidet. Svært mange av informantene mine befant seg i nærmest ubrutt 
kontakt med kybernettverket sitt ved å være inne på IRC-kanaler, benytte ICQ eller e-
mail gjennom jobben, på universitetet eller hjemme.  
‘Kalon’ snakker om IRC, og sier: 
 
Jeg chatter alltid (ler) …når jeg jobber, når jeg gjør ulike ting…jeg bruker den som telefon…det er 
som en permanent kommunikasjonskanal. 
 
 Michal fortalte at underground.cz chattet sammen på sine egne IRC-rom daglig: 
 
…av og til diskuterer vi saker, snakker om Underground og hva vi har tenkt å skrive fremover.. 
Men det blir jo mye fleiping, da. (smiler) Jeg pleier å være logget på hele dagen så lenge jeg er 
hjemme, sånn at jeg kan gå å sjekke sånn med jevne mellomrom hvem dukker opp og hvem som 
er der. 
 
Teknologi og tilgjengelighet var også noe som informantene så ut til å koble naturlig 
sammen som ‘to sider av samme sak’. Jeg husker en gang i begynnelsen av feltarbeidet, 
da det kom opp at jeg ikke hadde skaffet meg mobiltelefon, hvor Tomas forundret utbrøt: 
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 Du har ikke mobiltelefon, og så skriver du om kyberkultur! 
 
 Frekvensen av sosiale treff utenfor Nettet viste seg å være en relativt god målestokk på 
nærhet mellom partene og investering i relasjonene, da denne i stor grad så ut til å være  
overens med frekvensen av Internett-samhandling. Likevel var frekvensen av Internett-
samhandlingen den sikreste indeksen for hvem som falt i kategorien ‘virkelige nære 
venner’, først og fremst på grunn av de geografiske avstandene som ofte hindret ansikt-
til-ansiktmøtene.  
 Som Michal fortalte meg, var vennerelasjonen til slovakeren ‘Kalon’, som bodde i 
Bratislava, en av dem han fremhevet som ‘veldig nær’ i likhet med forholdet han hadde 
til Ales og Pavel. De så hverandre ikke mer enn to til tre ganger i året, men chattet til 
gjengjeld nærmest daglig. Andre, som ‘Mika’, chattet han med en gang i løpet av en eller 
to måneders tid. ‘Mika’ ble også omtalt som en av flere Internett-venner som han ikke 
traff mer enn en til to ganger i året, og som han heller ikke hadde et like personlig forhold 
til. 
 I forhold til dimensjonen om varighet hadde flesteparten av guttene i Underground og 
andre bekjente i kybernettverket kjent hverandre over en lengre tid, fra en tre til fem års 
periode. Ergo går det klart frem at varighet er viktig som kriterium for at relasjonene blir 
nære og sterke. Ales fremhevet eksempelvis det tidlige samarbeidet med Pavel i 
oppstarten av e-zinet siden ‘99 som en grunn til at disse to kjente hverandre godt.  
Å ha ‘kjent hverandre lenge’ refererte samlet til varighet både i online og offline-
sammenheng. Imidlertid vektla mange av guttene viktigheten av å ha chattet over tid før 
man møttes ansikt-til-ansikt, noe som følger om man ønsker å skille seg ut som seriøs 
kandidat på Internett. Varighet som grunnlaget for seriøsitet og tillit kom etterhvert opp 
som et viktig aspekt ved Internett-relasjonene, og da spesielt for hackerne.  
 Dette med tillit og diskresjon som sentralt for hackerne vil jeg komme videre inn på i 
neste kapittel. Varighet og det å investere i tid viste seg også generelt sett som et 
avgjørende aspekt hvis man skal kunne benytte Nettet som en sosial møteplass og 
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inngangsport til å bli kjent, både for hackerne og chatterne. Det vil jeg snakke litt mere 
om i kapittel 4. 
 Frekvens og varighet kan sees i lys av begrepene til Gluckman om multiplekse og 
uniplekse relasjoner (Gluckman & Devons 1964:192-193). I multiplekse relasjoner finner 
man dekning for flere typer interesser og involverer flere statuser, i motsetning til å være 
formålsmessig ensrettet som tilfellet er med kassepersonalet i butikken, hvor 
samhandlingen begrenser seg innen en betjening- og kunderolle. I store trekk vil jeg 
omtale relasjonene i Underground som multiplekse, siden de ikke bare deler og tar 
fordeler av hverandres kunnskap om PC-sikkerhet og Internettrelaterte temaer. I tillegg til 
samarbeid på felles prosjekter og at de delte flere typer goder mellom seg, var dette et 
nettverk av venner. 
 ‘Venner’ var det det på en måte alltid dreide seg om, som en referanse de kunne bruke 
omtrent i en hver sammenheng i når de snakker om folk i nettverket, også om dem de 
ikke hadde like nært og personlig forhold til. ‘Vi støtter hverandre, vi PC-folk’ var ofte et 
uttrykk som fungerte som en bekreftelse på vennskapet. Å være venner innebar for det 
meste å ha en felles pakt av tillit om å hjelpe hverandre og beskytte hverandre (som hvis 
noen kunne ha problemer med politiet) etter prinsipper om likeverdighet og 
komplementaritet. Å hjelpe hverandre kunne også gå på personlig støtte og være villig til 
å ofre sin egen bekvemmelighet for hverandre. 
 Eksempelvis etter at ‘Kalon’ hadde blitt kastet ut av studenthuset fordi han hadde hoppet 
av informatikkstudiene og derav endt opp som husløs, fikk han tilbud om å bo hjemme 
hos ‘Deni’ for en periode inntil han fant seg noe eget og mer permanent. På høflig og 
gjestfritt vis (at noen henviser deg til et offentlig sted å bo tilhører sjeldenhetene) fikk jeg 
også tilbud om husly hos ‘Deni’ da jeg var på besøk i Bratislava. På tross av stor 
plassmangel så det ikke ut til å by på noe større problemer for guttene å måtte bo på 
omkring 18 kvadratmeter og for min skyld også dele ‘Deni’s enkeltseng (en situasjon 
som de humret mye over, ettersom ‘Kalon’ oppga sin madrass på gulvet for meg).  
Basert på multiplekse relasjoner med frekvent og varig samhandling, tilsier dette at  
nettverkets kvalitet er sammensveiset og relativt stabilt.  
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 Konklusjoner 
 
I dette kapittelet har jeg lagt frem hackernes nettverk, og sett på dette nettverkets struktur 
og innhold. Opp imot mine data bekreftes endel av de forestilingene om nettverk som har 
vært brukt i antropologien. Det sosiale nettverket til de tsjekkisk-slovakiske hackerne er 
preget av en løs struktur, komplementaritet, fri flyt av goder og har en anarkistisk 
styringsform. Generelt sett får nettverk og hackersamfunn en spesiell grobunn i Tsjekkia 
på grunn av historiske lokale hendelser og forhold. Grunnpilarene for dette sosiale 
nettverket er venner og tillit; faktorer har bestemte betydninger i en tsjekkisk kontekst, 
som vist i kapittel 1. Som en opposisjon til ‘dem’ i form av Staten og statlig struktur hvor 
hackerne ser løgn, mistillit og umoral som gjennomsyrende, blir vennskapet en garanti 
for diskresjon, seriøsitet og autentiskhet. Slike garantier blir særlig avgjørende for 
hackere siden de forvalter en form for hemmelig kunnskap (mer om dette i kapittel 5) og 
at de i tillegg opererer på siden av samfunnet som ettersøkte og ‘kriminelle’ i statens 
øyne.  
Informantenes venstreorienterte frihetsideal uttrykker en tsjekkisk resonans for en den 
venstrevendte og anarkistiske siden av California-ideologien, som også er et sentralt 
aspekt ved Internett-ideologien og kyberkulturen fra USA. Det anarkistiske aspektet der 
‘ingen styrer oss’, likhet og frihet er noe informantene er opptatt av å fremheve som 
egenskaper ved sitt sosiale nettverk og seg selv. Oppfatningen om dem selv som ‘frie’ i 
kontrast til verden ellers slår også ut i deres forhold til Microsoft, som forøvrig behandles 
mer inngående i kapittel 5. Her vil jeg fremheve at Microsoft-konsernet kontra de 
tsjekkiske hackerne kan symbolisere motsetningen mellom stat og nettverk. Microsoft 
uttrykker ‘big government’, totalitære aspekter og overstyring, aspekter de tsjekkiske og 
slovakiske guttene har et paranoid forhold til grunnet historiske årsaker. 
 Selv om dette er motkulturelle perspektiver, er det like fullt et speilbilde av en tsjekkisk 
mentalitet, der det er resonans for en type frihet og anti-establishment som viser en 
affinitet med ideologiske og kulturelle føringer fra California. Samtidig, som jeg vil 
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komme inn på i kapittel 5, er disse føringene også uttrykk for tilhørighet i en global 
hacker-kultur. 
 Hackernes symbolske kapital av hacker-kunnskap, humor, sjargong og orientering i 
alternativ kultur kommer til uttrykk i kontekster der disse ungdommene treffes ansikt-til-
ansikt, uttrykkes både eksplisitt og subtilt, der den subtile virker mest ekskluderende 
ovenfor omverden. Gjennom dette avgrenser de seg overfor omverden som et eksklusivt 
miljø. På hvilke måter de avgrenser seg, også på Nettet, vil jeg vise nærmere i neste 
kapittel. 
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3. ÅPNE OG LUKKEDE 
NETTVERKSFORMER. HACKING VS. CHAT 
 
 
Introduksjon 
 
I forrige kapittel, med utgangspunkt i hackerne fra Underground, viste jeg hvordan deres 
nettverksgoder kom til uttrykk i kontekster der disse ungdommene treffes ansikt-til-
ansikt. Jeg poengterte også at nettverk er egalitære og at de har en flat struktur. Det 
forhindrer imidlertid ikke at hierarkiske elementer er tilstede. Her vil jeg vise at selv om 
det er snakk om nettverk, er det ikke nødvendigvis sagt at de er åpne og egalitære. Den 
andre gruppen av ungdommer som lever sitt liv på Nettet, chatterne fra Hvezdná flotila, 
vil introduseres nærmere i dette kapittelet. I denne forbindelsen har jeg lyst til å nøste 
tråden om eksklusivitet videre i forhold til distinksjonen åpne kontra lukkede 
nettverkformer. Jeg vil poengtere at lukkethet og eksklusivitet er et generelt trekk ved 
Internett-samfunnene, men også vise hvordan noen er preget av å være mer åpne enn 
andre gjennom å sammenligne kyberaktivitetene til hackerne opp mot de Star Trek-
orienterte chatterne. 
 Både hackerne og chatterne er begge uttrykk for to ulike subkulturelle identiteter, der 
den ene er uttrykk for en motkulturell identitet ovenfor en som snarere ligger i retning av 
mainstreamkulturen. Likevel er begge disse to subkulturelle miljøene uttrykk for en 
autentisk hengivelse til en bestemt orientering og et kulturelt materiale, og det fordres at 
man som potensiell nykommer viser en forpliktelse i sine handlinger ovenfor dette 
innholdet for å komme ‘innenfor’. 
 Jeg ønsker å bruke Geertz (1973) og Kapferer (1991) for å kunne tegne opp dette bildet 
av lukkede og åpne nettverk bedre, og for å sette fingeren på hva som kjennetegner de to 
nettverksformene i forhold til begreper om deep play og shallow play. Deep play og 
shallow play vil også bli vurdert opp mot begrepene som ble introduserte i kapittel 2 om 
uniplekse og multiplekse relasjoner.  
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  Formell åpenhet og uformell lukkethet: kybernettverk som eksklusive nettverk 
Hellerud (2002:130) slår fast på bakgrunn av Morley (2000, i Hellerud 2002) at Internett 
og den globale on-line kulturen generelt kan sees som et ekskluderende, lukket samfunn 
der formen er elitistisk. Dette viser seg blant annet ved at tilgang og evne til å kunne 
bruke Nettet fordrer at aktørene har et visst nivå av økonomi, lese- og skriveferdigheter, 
kunnskaper i engelsk språk og generelle datakunnskaper. Nettet som medium og 
samhandlingsarena kan dermed sies å ha en lukket ytre form. 
Hvis utgangspunktet er at man er internettbruker og befinner seg innenfor denne grensen 
mot offline-verden, har man den tekniske tilgangen til mengder av formelt sett åpne 
virtuelle samfunn som chat-kanaler og diskusjonsfora. Naturlig nok, i konteksten av 
anarki og en enorm mengde og flyt av Internettbrukere omkring, blir det nødvendig å 
skape en motvekt til den formelle åpenheten som er settingen for de fleste av disse 
virtuelle møteplassene. Internett-nettverkene på chat og diskusjonsgrupper forholder seg 
til bestemte lukkemekanismer mot omverden, en lukkethet som ekskluderer og er 
uformell i motsetning til den formelle åpenheten. Som en introduksjon til denne delen av 
kapittelet om åpne kontra lukkede nettverk vil jeg derfor poengtere at Internett-
nettverkene som det er snakk om først og fremst preges av å være lukkede og eksklusive. 
Dette er tilfelle både for hackernettverket og nettverket til Star Trek-chatterne. Både 
hackerne og Star Trek-fandomen på Nettet representerer dessuten subkulturelle identiteter 
som i utgangspunktet er interessert i å kommunisere med folk på Nettet som er som dem, 
ikke å chatte med hvem som helst av andre bare for chattingens egen skyld. 
 Det er derfor her snakk om ulike grader av lukkethet og eksklusivitet fremfor bokstavelig 
ment ‘åpent’ kontra ‘lukket’ samfunn, selv om jeg her benytter meg av disse begrepene 
for å tydeliggjøre ulikhetene. 
 Munch (1997), som tar utgangspunkt i diskusjonsgrupper på Usenet viser akkurat 
hvordan ulike grupper opererer med ulike grader av eksklusivitet, etter hvor mye press og 
flyt av folk det er snakk om utenifra. Grupper der mange mennesker søker å få innpass og 
status i form av oppmerksomhet, får blant annet en større aktivitet og høyere sosialitet 
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enn andre mer ‘stille’ grupper. Dette medfører igjen et behov for å skape orden ved hjelp 
av sanksjoner som blant annet flamming (direkte angrep på person eller sak), ignorering 
og ironi. Dette er noe jeg vil komme tilbake til i forhold til chatten på Hvezdná Flotila.  
Først vil jeg ta for meg hackernes kyberaktiviteter, for deretter å si noe om deres grad av 
lukkethet og ekslusivitet i kontrast til chatterne.  
 
 
Hacking og hoax – motkulturelle markeringer  
 
På vegne av CzERT, den tidligere aktive tsjekkisk - slovakiske hackergruppen ble det 
over en tre til fire års periode hacket i websidene til diverse statlige institusjoner. 
Herunder lå gymnaser og universiteter, politiet, hæren og kommunistisk orienterte partier. 
I tillegg hadde tsjekkiske og slovakiske Internettportaler, e-ziner om mobil- og 
nettverksteknologi og Linux – og fri programvare-relaterte servere også fått hackernes 
visittkort. 
 E-zinene om mobil – og nettverksteknologi, guttene fra Undergrounds ‘favoritt-ofre’, er  
typiske representanter for det Ales ovenfor kaller ‘businessfolk’ når han snakker om e-
zinet Underground som et alternativt e-zine. Blant de institusjonene hackerne har brutt 
seg inn i, representerer menneskene bak disse kommersielle e-zinene i større grad 
ekspertise på PC-sikkerhet, og forventes å inneha samme type teknisk kunnskap hackerne 
ser som sitt varemerke å være best på og har som identitetsmarkør – den symbolske 
kapitalen jeg har omtalt som en av hackernettverkets mest eksplisitte og tilgjengelige 
inngangsbilletter. Å knekke passordene til disse serverne blir for hackerne en måte å 
demonstrere sin overlegenhet på hva angår symbolsk kapital. 
 Websiden de har hacket inn, deres visittkort, er innen generell hackerkultur en måte å 
markere status på ovenfor andre hackere i hacker-miljøet. Som jeg også forklarer i 
kapittel 5, der jeg behandler mer omstendelig den amerikanske hacker-kulturen som 
bakgrunn for den tsjekkiske, er hacking i form av å knekke passord en protest mot 
copyright, lisens og eierskap. Samtidig er hacking også en måte å markere en grense på 
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mellom ‘det frie nettverket’ og ‘systemet’ som den institusjonelle strukturen utenfor, - 
mellom ‘oss’ og ‘dem’. 
 Hackingen blir en måte å snakke om nettverket og kulturens egen eksklusivitet på. 
Gjennom datainnbruddet og den endrede websiden uttrykkes nettverkets eksklusivitet på 
to plan, på to måter, ved hjelp av to ulike former for symbolsk kapital, der den ene – 
teknisk kunnskap - som allerede nevnt er eksplisitt, formell og synlig, og som også her 
‘sier seg selv’. (jf. forrige kapittel, den er lett tilgjengelig for omverden og dermed virker 
minst ekskluderende av de to). 
 Den andre måten å snakke om eksklusivitet på er den som hviler på humor, som også 
illustreres i den ‘nye’ websiden. Som jeg har lagt frem i kapittel 2 virker bruk av humor 
sterkere og mer ekskluderende enn den tekniske kunnskapen fordi humoren er ikke-
eksplisitt og bygger på en taus og intern kunnskap som nettverket deler, som igjen 
tilhører en hel væremåte basert på flere ufomelle koder. Serverne hackerne har begått 
innbrudd i symboliserer ‘big government’ , og hacket blir dermed en avspeiling av 
spenningsforholdet mellom stat og nettverk, der det frie nettverket viser sin overlegenhet 
ovenfor strukturen ved å trenge inn i denne og skape ‘kaos’. Mer om akkurat dette følger 
i neste kapittel. 
 
Kapitán Igloo og Kapitán Dastych –  ekskluderende humor 
Her vil jeg ta for meg et hack av guttene i underground.cz som de i 1998 faktisk utførte 
på to ulike servere, først www.mobil.cz, deretter www.svaton.cz.  Hacket er et godt 
eksempel på hvordan bruk av humor uttrykker hackernettverkets lukkethet og 
eksklusivitet. Det humoristiske poenget bygger på en tidligere intern episode hackerne fra 
CzERT hadde med datakriminalisten i det tsjekkiske politiet, Jirí Dastych (offisiell tittel 
Kapitán Dastych), som ledet den mislykkede etterforskningen av de tsjekkiske og 
slovakiske hackerne. Episoden har blitt en type helte-legende for yngre tsjekkiske og 
slovakiske hackermiljøer også utenfor nettverket til Underground, der hackerne som ‘de 
smarte’  triumferer over ‘dumme politifolk’ av den eldre generasjonen. 
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Ales snakker om seg selv og vennene sine i tredje person for å unngå å avsløre seg 
overfor meg, da dette var helt i begynnelsen av feltarbeidet.  
 
Vet du, det var morsomt.. En gang  ble det arrangert et åpent møte med alle hackerne på Václavské 
Námestí. De viste seg for offentligheten, ville ikke gjemme seg eller noe sånt. Til og med et TV-
kamera filmet dem! ….Etterpå dro de alle sammen til en pub i nærheten. Politiet hadde fått greie 
på at hackerne viste seg åpenlyst, og dro etter dem for å finne dem og få tak i  identitetene deres.  
Så de møtte opp på den samme puben og beordret med en gang alle ungdommene som satt der om 
å komme til avhør hos politiet og avgi identfikasjon. Men de sa ikke at de lette etter hackerne, de 
fortalte folka på puben at de ble beordret til dette fordi det hadde vært et tyveri i nærheten…det 
var jo selvfølgelig bare tull, bare noe de sa for å lure ungdommene til å avgi navn. Politiet tok 
navn på alle som var på puben, men de visste ikke hvem av disse som var hackere…Så etterpå 
måtte alle sammen som var der avhøres. 
…(økende smil om munnen) Men politiet hadde overhodet ikke peiling på data eller 
hackerkunnskap i det hele tatt!.. De ante ikke hvilke spørsmål de skulle stille for å finne ut av 
hvem som var medlem av hackergruppa.  Så i praksis fikk de ingen opplysninger, de satt bare 
igjen med noen navn, og ingen hadde gitt dem noe informasjon… 
 Det var politiets første forsøk på å ta hackerne. Sjefen for datakriminalitet-departementet i den 
tsjekkiske politiet, som også var lederen for denne hacker-aksjonen i Praha het Dastych. Men han 
fant ingen...ingen hackere er noen gang funnet i Tsjekkia12. 
 
Hackernes visittkort viser reklamelogoen for ‘Kapitán Igloo’, en produsent for frosne 
fiskeprodukter som primært forbindes med fiskepinner. I hacket knyttes navnet Kapitán 
Dastych til denne figuren ved at navnet ‘Igloo’ på figuren er byttet ut med ‘Dastych’.  
Poenget her er at det kreves intern kunnskap om forholdet mellom hackerne og det 
tsjekkiske politiet som etterforsket dem for å forstå humoren, en kunnskap som er 
utilgjengelig for andre utenfor hackernettverket. Siden mobil.cz ikke har noe med 
hverken fiskepinner eller politiet å gjøre, blir de klart representanter for noen som står 
‘helt utenfor’ den interne kunnskapen og dermed også utenfor medlemskapet i 
hackersamfunnet. Imidertid representerer mobil.cz på samme måte som hackerne en data- 
og nettverksteknologisk elite. De deler en felles symbolsk kapital som gjør disse 
business-menneskene til potensielle og uønskede inntrengere i nettverket. De er derfor en 
gruppe hackerne har behov for å signalisere avstand til, hovere over og latterliggjøre, på 
samme måte som de ønsker å latterliggjøre politiet. Jeg vil komme nærmere inn på dette i 
kapittel 5 der jeg behandler kulturelle grenser. 
                                                 
12 Den tsjekkiske avisen Lidové Novinys nettutgave fra 14.12.01 påpekte blant annet det faktum at ingen 
hacker noensinne er pågrepet i Tsjekkia. 
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Teknisk hoax  og elegant humor  
Hoax, som beskrevet i kapittel 2 som guttenes typiske form for humor, kan også 
sammenfatte hackernes generelle ‘lukkede’ holdning til omverden og den implisitte og 
subtile måten den uttrykkes på. Hoax demonstrerer deres generelle måte å henvende seg 
til omverdenen på, ‘enten gjennomskuer du spøken fordi du deler vårt kunnskapsnivå, 
eller så gjør du det ikke’, en måte å skille ut potensielle ‘insidere’ fra ‘outsidere’. Denne 
avspeiles også konkret i det de er i stand til å gjøre over Nettet. Michal fortalte om 
tekniske hoaxer guttene kunne samarbeide om: 
 
Jeg husker engang vi publiserte en ‘exploit’, et program eller script som kan utnytte endel 
svakheter i annet software og som hjelper deg å oppnå høyere privilegier..det var vel ikke en 
virkelig trussel, bare en spøk. Det var veldig enkelt – det endrer ditt brukerområde på en slik måte 
at ethvert annet program du kjører det med gir deg ‘root’-privilegier, altså de høyeste privilegiene. 
Så du bruker ‘id’ eller ‘whoami’ eller ethvert annet program, og alt ser ut som du er virkelig root, 
hvis du da ikke faktisk begynner å gjøre noe som virkelig trenger root-privilegier, da får du 
‘inngang nektet’. Hoax exploit er veldig lett, det forandrer selve identifiserings-oppringingene til 
programmene dine som de sender tilbake til deg, som ‘ja, du er root med id=0’ isteden for ‘du er 
brukeren Joe, id=679’, ingenting mer.. bare en kode med tre til fire linjer, men hvis du ikke er en 
Unix-programmerer, aner du ikke hva som skjer. Vi publiserte et som et ‘virkelig exploit’ og det 
var noen administratører som fortalte oss senere at vi var årsaken til at de måtte dra tilbake til 
jobben om kvelden for å fikse denne ‘svakheten’ umiddelbart.. (flirer) Det var en liten en-dags 
hoax. Andre virkelige hoaxer trenger minst flere dager, eller kanskje bedre å si flere ‘ulike’ kilder 
av informasjon som kan spres videre fra mange uavhengige steder. Og de må være mer skjult, 
mindre gjennomsiktige. 
 
Det å hele tiden aktivt signalisere avstand til andre der ute som ikke deler den nødvendige 
symbolske kapitalen, her i dette tilfelle nok kunnskap om mulighetene ved bruk av Unix 
til å gjennomskue slike spøker, fungerer i praksis som ‘muren’ rundt det eksklusive 
nettverket. Holdningen som Michal viser her er at vanlige kontorfolks arbeidsdag lett kan 
vippes av pinnen om de blir møtt med utfordringer som for hackerne imellom er 
harmløse. Hoax er for dem ‘elegant humor’. Det er det subtile uttrykket som er 
motiverende og meningsbærende per se, ikke å virkelig ødelegge noe, noe som igjen viser 
at informantene mine er hackere og ikke ‘crackere’ som jeg presiserte i første kapittel. 
Gjennom det subtile får hackerne en bekreftelse på at ‘de andre’ utenfor nettverket 
mangler deres eksklusive kunnskap og blir maktesløse, ja, rett og slett dummer seg ut, når 
de blir utfordret til å bevege seg inn på hackernes symbolske område. Det blir en rituell 
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demonstrasjon av nettverket, en symbolsk bekreftelse på deres enerett på den kulturelle 
kapitalen og på subkulturens elitistiske ‘opphøyethet’ mot omverden.  
 
 
Chat på Hvezdná flotila – fandomvennenes møteplass 
 
Chatten på Hvezdná flotila er et vennenettverk av omkring tyve personer, der samtlige 
har opprettet kontakt første gang over Nettet. Det er en ganske liten og intim chat, der det 
som regel ikke chatter mer enn ti til femten stykker om gangen i rushtiden. 
 Det at mange av chatterne jeg ble kjent med hadde brukt chatten som et springbrett for å 
treffe hverandre i offline-sammenheng, gjorde at en del av kretsen av chattere på ‘Xko13‘ 
var blitt ganske sammensveiset og intim som gruppe. For dette allerede etablerte 
Internett-nettverket fungerer chatten som en sosial møteplass og oppslagstavle. Her 
oppdaterer de hverandre på hva som kan ha har skjedd i det siste av felles interesse, 
sender hverandre bilder som de kan kommentere fra forrige offline-treff, snakke om når 
neste con vil skje og hvor de ulike har vært i det siste. 
 Ettersom vennerelasjonene kombineres både i det virtuelle og i det fysiske, gir dette 
utslag på denne chattens interne omgangsform og hvordan de signaliserer 
gruppetilhørighet og markerer avstand til andre. 
 Det totale chat-felleskapet på Hvezdná flotila, som også kan kalles mikrokultur (Hannerz 
1992:77), har elementer av både subkultur og mainstreamkultur. Star Trek-fandomen, 
som også er den sosiale kjernen av nettverket, distanserer seg til omverden ved å 
representere en sci-fi orientert subkultur. For disse er Star Trek-interessen gjennom aktiv 
utøvelse også en praktisering og utforming av personlig image (Kozinets 2001). Chatten 
Hvezdná flotila inkluderer imidlertid også en større gruppe av Star Trek-fans, som ikke 
kunne sies å være subkulturelt praktiserende. Ifølge Kozinets forholder Star Trek-fans seg 
til tv-serien kun i passiv forstand, fremfor å aktivt praktisere Star Trek-interessen som 
fandomfolk eller Trekkere, som kreativt reproduserer materialet fra Star Trek. 
                                                 
13 Diminutivsformen for ”x-talk.cz.”  
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 Alt i alt, totaliteten av chatterne på Hvezdná flotila utgjorde et fan-felleskap preget av 
stor variasjon av intensitet i forhold til Star Trek, der både mennesker med masse-
kulturell orientering og subkulturell orientering er representert og samhandler med 
hverandre. Venneaspektet, og det å utvide dette sosiale nettverket med å finne likesinnede 
er en grunnleggende motivasjon for å chatte. 
 Dette gir, som jeg vil vise, en viss åpenhet og ustabilitet i nettverket både online og 
offline, der medlemmene samtidig tar sikte på å bevare chatten Hvezdná flotilas identitet 
som et møtested for Star Trek-tilhengere med en overveiende subkulturell profil. 
 Jeg vil benytte noen av Munchs begreper om sanksjoner (1997) for å vise grader av 
lukkethet for kybernettverket. Viktig å huske på i denne sammenhengen når jeg refererer 
til Munchs materiale, er at hans observasjoner av gruppekommunikasjon i cyberspace er 
tatt fra diskusjonsgrupper på Usenet, som fungerer på linje med en debattside i en avis 
der folk deltar ved å sende inn sine innlegg. Der Usenetbrukerne motiveres ut fra 
oppmerksomhet og status, motiveres chatterne på Hvezdná flotila primært utifra ønsket 
om sosial kontakt. De søker å aktivere et eget sosialt felleskap fremfor å spre informasjon 
om Star Trek; de er aktivitetsorienterte (Eriksen 1989, i Bævre 2002) i kontrast til å være  
informasjonsorienterte som i større grad er tilfelle for Usenetbrukerne. Samtaleformen på 
chat blir annerledes enn på Usenet. Chat-samtalen er mer muntlig, umiddelbar og preget 
av spontane reaksjoner, og den skjer i ‘realtime’, på linje med en vanlig telefonsamtale.  
 Likevel ser jeg Munchs begreper som generelt illustrerende for samtlige former for 
elektronisk gruppekommunikasjon, ikke bare for Usenet alene. Dette fordi all 
kyberkommunikasjon har de samme ‘kaotiske’ omgivelser til felles grunnet fravær av 
sentral myndighet og Nettets formelle åpenhet, noe som fører til at kommunikasjonen 
preges av folks stadige søken etter orden og oversiktelighet. 
 
‘Bare tittet innom.. nå må jeg stikke igjen!’  Flyktighet og løshet i samtaler og 
tilstedeværelse 
Både den generelle omgangsformen på Hvezdná flotila og det sosiale offline-nettverket 
som dette chatterommet er springbrett for, befinner seg innen et løst og forandelig 
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rammeverk i kontrast til hackernes mer stabile nettverk. En slik løshet kan reflekteres i 
den generelle formen samtalene tar og i forhold til at det legges opp til at deltagerne kan 
delta mer overfladisk og bevege seg flyktig ut og inn. Selv om noen av de kjente 
chatterne ofte oppholdt seg i rommet i timevis over en hel dag, så jeg at mange av deres 
bekjente på linje med mer ukjente chattere kunne komme og gå relativt hurtig. De nye 
chatterne dukker sporadisk opp og forsvinner igjen, etter å ha bidratt med mer eller 
mindre korte, anonyme samtaler eller kommentarer. 
 Denne store flyten av mennesker ut og inn av rommet inviterer ikke til lengre 
diskusjoner, dermed er det ‘løst prat’ som dominerer. Man bare ‘stikker innom’ for å 
oppdatere seg, sier ‘hei hei’, bidrar til litt vennskapelig tull og tøys, og så logger seg av.              
Som en kyberaktivitet preget av løshet, flyktighet og tilgjengelighet blir chat et konkret 
vindu til det kaoset Munch trekker frem som en grunnleggende egenskap ved Internett. 
Stadige flimrende bilder, ny informasjon og ustadighet hvor forandring utgjør livets lov 
har jeg også beskrevet i kapittel 1 som viktige aspekter ved den globale kyberkulturen.     
 Imidlertid, selv om chat legger opp til en slik type samhandling, er det ikke dermed sagt 
at de sentrale chatterne på Hvezdná flotila har noe til overs for de mange ukjente 
chatterne som bare slenger innom og forsvinner. Disse deltagerne, som en del av 
strømmen av tilfeldige mennesker, gir uttrykk for en likegyldighet, useriøsitet og ikke-
forpliktelse i forhold til den orienteringen i Star Trek som Hvezdná flotila står for, og 
dermed også i forhold til deres subkulturell identitet. For å bli sett av den sosiale sirkelen 
og oppnå en viss status som medlem, holder det ikke med å bare ‘shoppe’ subkultur. De 
innvidde chatternes ignorering utestenger strømmen fra omverden av overfladiskhet og 
ikke-autensitet, og slik bevarer de den subkulturelle identiteten deres eget nettverk 
innehar.  
 
Ignorering som en lukke-mekanisme 
Ifølge Munch innebærer ignorering som en negativ sanksjon at ‘man overhodet ikke gir 
noe respons på et innlegg man ikke liker’ (1997:83). Ignorering kan også virke på flere 
måter ettersom det er en ‘passiv’ form for sanksjonering, det blir en handling ved å i det 
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hele tatt la være å involvere seg i andre. Munch skiller blant annet mellom praktisk 
orientert og instrumentelt orientert ignorering, der den førstnevnte ikke nødvendigvis 
betyr at man har noe imot en annens kommentar, snarere at man på grunn av høy 
aktivitet14 ikke har tid til å svare. Den instrumentelle virker symbolsk, og signaliserer at 
‘A’s tilstedeværelse eller kommentar er for ‘B’  enten så dum eller uinteressant at 
‘statusforholdene i mellom dem er for stor til å krysses’ (ibid.). 
 Generelt vil jeg si begge former for ignorering kan benyttes blant chatterne som 
dominerer frekvent på Hvezdná Flotila. Likevel legger chat til forskjell fra 
diskusjonsforum i større grad opp til at enhver ignorering blir underforstått som symbolsk 
ignorering, siden chat ikke bare dreier seg om å få si sin mening om noe, men også å bli 
sett som en sosial person og imøtekommet til en samtale. Intensiteten på chatten mellom 
dem som allerede kjenner hverandre over tid og et etablert felleskap, også fra offline-
sammenhenger, er den faktoren som først og fremst skyver nye chattere til side. 
Oppmerksomhet og engasjement fra andre i form av flere kommentarer, smileys15 og 
raskere svar på sine utspill tilfaller de som allerede er en del av det etablerte fellesskapet, 
noe som reflekterer deres status som ‘innenfor’. 
 Samtalene til kjernen på Hvezdná flotila tar en intern form ved at temaene er knyttet til 
deres felles opplevelser, hendelser og samtaler fra offline-treff eller online. Mye av deres 
små-erting, humor og tull henspiller på ‘det som har skjedd eller vil skje i offline 
sammenheng’. Dette mener jeg gjenspeiler seg godt i denne chat-samtalen jeg her legger 
frem som et eksempel. I dette tilfellet ble rommet dominert av en lengre samtale mellom 
fire stykker som var kjente travere på Hvezdná Flotila. Foruten disse var det tilstede seks 
andre chattere som forholdt seg som stille tilhørere og kom og gikk i bakgrunnen. I dette 
utdraget chatter to jenter med nick A_Tiera og Pandali og to gutter som kaller seg Hexo 
og Wudson.  
A_Tiera -> Pandali: Pandali, min begrensede sans for estetikk lider! Sweety, sammenlignet med dette, er et 
kunststykke. Vi lar dette ligge nå, vi vil ikke at det skal ødelegge stemningen. 
                                                 
14 ‘Høy aktivitet’ er hos Munch omtalt som at mange personer deltar med sine innlegg samtidig. 
15 Grafiske emosjonelle symboler, eksempel:  ☺  
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A_Tiera -> Pandali: Vet du hva? Jeg antar at ingen har fortalt henne at hun kan generere hvilken som helst 
farve hun vil ha.  
Hexo: HERREGUD!!! Har dere ikke hørt det? Sendingstiden for Star Trek i november er flyttet til 23:50!!! 
Pandali -> Hexo: hva????? 
A_Tiera -> Hexo: hva?? Disse dager er virkelige dødens drepende.. Hva skal de sende isteden? 
Hexo: DET VAR EN SPØK…:-)))) 
Pandali -> Hexo: Det var da en dum spøk, bare vent til Pickard [navnet på neste Con der de skal treffes 
offline - min anmerkn.], så skal du få! :- )  
A_Tiera: ha ha ha  
Hexo -> Der vil jeg komme som PRESSE, som en VIP-person, så der kan du ikke slå meg. 
Pandali -> Hexo: Det blåser jeg i, du kan være der som Bestemor Trerot16 for min del :-)) 
Hexo -> Pandali: :0))) 
Wudson: Coze???????? [oversatt til norsk som hva???????? - min anmerkn.] (legger til en grafisk smiley 
som viser et spørrende ansikt)  
Hexo -> Wudson: Trus se klouze….:0))) [betyr direkte overstatt til norsk ‘sklir på ekskrementer…’ som er i 
denne sammenhengen bare en klisjé-replikk på rim til det frekvent brukte ordet ‘Coze? (Hva?) - min 
anmerkn.]17
Wudson: Du tuller, ikke sant?? 
Wudson: ekskrementer? Hvorfor ikke si det rett ut, at det er hans… 0:)))) 
Hexo -> Wudson: Fordi jeg er riktig oppdratt, skit også!!! 
Hexo: :- )) 
Pandali -> Hexo: (sender en grafisk smiley av et kjempeglisende fjes) 
Wudson: Ja, det ser jeg!!! >:-)  
Hexo -> Wudson: Bra for deg at du innser det…Jeg har gjort det i tyve år nå… :0) 
Wudson: Helt sant??? (sender en grafisk smiley som blåser en tyggegummiboble) 
 
Chatterne signaliserer at de er interne ved å vise at de forholder seg til hverandre i 
offline-sammenhenger, et tydelig signal om ignorering og avstand til andre chattere. 
Humorbruken i disse interne samtalene virker også internt forsterkende på nettverket. 
Disse signaliserer at de allerede kjenner hverandre fra tidligere ettersom de tillater seg å 
dytte hverandre spøkefullt i siden uten at det blir oppfattet som flamming; negative, 
                                                 
16 Babicka Korenarka (som jeg her velger å oversette til norsk som Bestemor Trerot) er en tradisjonell 
tsjekkisk eventyrfigur, en gammel ‘klok kone’ eller heks som kjenner alle medisinske urter i naturen. Hun 
er vanligvis godhjertet, men hun har også sine onde sider. 
17 På samme måte til uttrykket ‘Coze?’ kan også tsjekkere svare med tullefrasen ”Vidlicky a noze!” som 
oversatt betyr ‘gafler og kniver!’  
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direkte og personlige sanksjoner (Munch 1997:89 - 97). Alle disse uttrykk for internitet 
virker som ignorering ovenfor andre chattere. Selv om den virker passiv og likegyldig, 
blir ignorering likefullt en virksom strategi å lukke nettverket på som forutsetter en 
reaksjon hos de andre nettopp ved å forbli trykket til taushet i bakgrunnen. 
 
‘Live long and prosper!’ Subkulturelt uttrykk og en underliggende felles væremåte 
Jeg vil inndele de Star Trek-orienterte ved hjelp av Kozinets’ (2001) skille mellom den 
Star Trek-fansen hvis orientering er mer kommersiell, og den mer subkulturelt orienterte 
gruppen av Trekkere, for å vise at chatter-nettverket bak Hvezdná flotila ikke bare består 
av fandom med en subkulturell relasjon til Star Trek.  
 Underkategoriene Star Trek-fan, Trekker og Trekkie18 er tre begreper som dekker ulike 
grader av intensitet i kulturelt forbruk og inkorporering av Star Trek i eget liv og i sitt 
personlige image. 
 Det å måtte være innbitt Trekker så ikke ut til å være et absolutt krav for å komme 
innenfor. Snarere stiller denne fandomkjernen seg åpen for en større kategori av sci-fi- 
orienterte mennesker som deler deres særhet i form av en type taus kunnskap, hvilende på 
en generell felles orientering som mange Star Trek-fans har til felles. Gjennom chattens 
navn, som betyr Stjerneflåten, på engelsk Star fleet19, og rommets presentasjonstittel som 
‘Star Trek forever’, signaliseres det at Hvezdná flotila ikke er forbeholdt alle, men for 
Trekkere og generelle Star Trek-fans. Det som Hvezdná flotila-chatterne deler seg i 
mellom er interessen for en tv-serie som hviler på den klassiske forestillingen om Den 
Store Romferden. Ut ifra denne springer det ut en rekke forestillinger som typiske sci-fi-
fans gjerne finner fascinerende, som utenomjordiske vesener, vitenskapelige fenomener, 
fremmede planeter, galakser og fremtidsteknologi, ofte i form av krysning av barriérer 
mellom tid og rom, mellom menneske og maskin. 
                                                 
18 Å være Trekkie kontra Trekker vil jeg komme tilbake til i dette kapittelet. Selv om jeg ikke kan erindre at 
noen av mine fandomaktive informanter omtalte seg selv som hverken Trekkere eller Trekkies, kunne 
begrepet Trekkie brukes av noen av Star Trek-fansen som et slang-uttrykk for de fandom-involverte.  
19 Føderasjonens rom-armé, Stjerneflåten, består av store, hurtiggående skip (som The Enterprise, 
romskipet fra seriens begynnelse) i likhet med dagens marine. 
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 Som representanter for typisk sci-fi-fandom lå det en felles orientering hos chatterne på 
Hvedná flotila, ved at de var inspirert av en alternativ virkelighet og likte å tenke i termer 
av vitenskap og fremtiden som gav utslag i en sans for logikk og strategi. Det sistnevnte 
kom til syne eksempelvis i form av deres sans for strategispill og rollespill som 
‘Dungeons and Dragons’. Star Trek-interessen i seg selv utgjør dermed bare ett element 
blant mange, som en brikke som uttrykk for en større helhet som tilsammen utgjør også 
en generell felles væremåte. 
 På fandomtreffene var det imidlertid lettere å se dette mer konkret enn på chatten. Det 
var i disse sammenhengene de bedrev aktivitetene sine ved å dykke inn i faktabaserte 
diskusjoner med sci-fi-temaer som ‘hvordan bygge sitt eget romskip’ , kunnskapsleker 
om Star Trek og i form av å spille strategispill sammen, både som brettspill og dataspill.  
Som jeg allerede har nevnt sentreres ikke aktiviteten på chatten rundt utveksling av 
informasjonsmateriale om Star Trek, diskusjoner og annet mer ‘seriøst’ anliggende. 
Denne mer subkulturelle praksisen var forbeholdt fandom-treffene offline. Imidlertid 
kunne sci-fi-serier på tsjekkisk tv være utgangspunkt for samtaler om personlig smak, 
som foruten Star Trek ofte kunne dreie seg om X-files, men også om serier som Babylon 
5, Red Dwarf og Mac Gyver. På chatten og innad blant Star Trek-nettverket som helhet 
kunne slike emner virke inkluderende, da dette er kommersielle og tilgjengelige masse- 
kulturuttrykk som danner grunnlag for ‘lette’ samtaleemner for de fleste sci-fi-og fantasy-
interesserte. Imidlertid, ovenfor useriøse chattere som ikke deler denne væremåten virker 
slike samtaler klart ekskluderende. Selv om ‘alle’ kan kjenne til disse tv-seriene, er det 
ikke alle som har interesse av å diskutere dem som et sosialt  utgangspunkt, enten det 
skjer på Nettet eller i ansikt-sammenheng. 
 Indirekte kunne det kreves at man hadde en viss kunnskap om Star Trek for å kunne 
oppfatte visse humoristiske poenger. Det blir en måte å ekskludere på, men til 
sammenligning ikke en like hard form for ekskludering som viser seg i hackernes bruk av 
humor. Utsagnet ‘live long and prosper!’ , et sitat fra skikkelsen Spock fra persongalleriet 
til den klassiske Star Trek-serien fra 1964, er en type fandom-sjargong som viser at 
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chatteren både har kunnskap om Star Trek og autentisk hengivelse til Star Trek-kulten20. 
Spocks utsagn kunne ofte dukke opp på chatten som en siste’nå logger jeg meg av’-
hilsen. En slik hilsen virker som jeg tidligere har forklart ekskluderende ved at den 
tydelig er en Trekkers-hilsen, forbeholdt dette felleskapet. Den har imidlertid ikke til 
hensikt å ‘snakke over hodet på folk’ eller fremtre som uforståelig for ikke-Trekkere, slik 
intensjonen er med hacking og hoax. 
 Å spille på romskipsmetaforer, som å hilse alle på chatten med ‘hei, Piloter og 
Pilotinner!’  var også typisk fenomen på Hvezdná flotila. Eksempelvis en gang spilte en 
av chatterne på en Star Trek- eller sci-fi-lignende rolle som romskipskaptein, og begynte 
å komme med romskipskommandoer og -beskjeder til de andre på chatten. De andre 
svarte da momentant med mengder av smileys og støttet opp med ‘ay ay kaptein!’ 
 I tillegg til denne type orientering og felles væremåte hos mange av chatterne, var det i 
ansikts-samværet med dem fra starten en følelse om ‘noe mer’ til stede, en væremåte som 
kunne gjenkjennes dem imellom når de kom sammen. Spesielt i kontrast til hackerne fra 
Undergrounds væremåte, utkrystalliserte denne seg som noe tydelig annerledes. Der 
hackerne utstrålte selvbevissthet og selvsikkerhet, var det å omgås chatterne virkelig en 
annen verden, en motsetning så slående at å unnlate å påpeke det ville være å holde 
tilbake  grunnleggende data. Mange av dem utstrålte en slags visshet og inneforståtthet 
med at de selv stod som representanter for en type fremmedgjorte mennesker, som 
‘raringer’ som ikke riktig ‘passet inn’. 
 Ifølge Kozinets (2001:5 - 6) kan Star Treks filosofi om egalitet, likeverd og omfavnelse 
av det menneskelige mangfold på tvers av kategorier som kjønn og etnisitet tilby et 
etterlengtet Utopia der mennesker som ellers føler seg sosialt stigmatiserte og utenfor 
‘mainstream’ finner et fellesskap og en virkelighet for aksept og tilhørighet. Denne 
beskrivelsen kom tydelig frem den første gangen jeg traff chatterne utenfor Nettet. Ikke 
bare fant de en felles plattform i interesser for sci-fi, men også gjennom å dele en felles 
forhold til verden, der de på mange måter følte seg annerledes enn ‘folk flest’. Noen 
                                                 
20 Denne opprinnelige serien fra 1964, kalt TOS (The Original Serie) som ble tatt av lufta av NBC og 
senere tvunget tilbake på skjermen som følge av den massive protestaksjonen og skare av fanbrev, regnes 
som opphavet til Star Trek-fandomen og uttrykket ’Trekker’ og ’Trekkie’ (Smult, nr.8, 2002). 
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presiserte direkte ovenfor meg med takknemlig lettelse i stemmen, at jo, hvis det ikke 
hadde vært for Nettet, hvordan kunne vi ellers finne frem til andre som er som oss? 
Likevel var det ikke sagt at samtlige virket sky og forlegne ovenfor ‘en utenfor’ som 
meg, selv om noen helt klart virket slik. Bildet her var ikke entydig. Endel virket å inneha 
stolthet som aktive representanter for Star Trek og forholdt seg riktig åpne fra første 
stund.  
 
Uhøytidelig lek og tradisjonell kyberhumor 
En stor andel av humoren til chatterne, i tillegg til den som er intern offline-relatert og 
Star Trek-basert, bærer preg av lettfattelighet, lekenhet og uhøytidelighet. Den kan falle 
inn under hva Stuedal (1996) betegner som tradisjonell kyberhumor. Kyberhumoren 
spiller nettopp på den fysiske avstanden som cyberspace-konteksten består av, de ‘kalde’ 
tekniske omgivelsene og kroppsløsheten på chatten. Som kompensering lager man fysisk 
nærhet gjennom å beskrive fysiske og emosjonelle reaksjoner og handlinger, ofte 
gjennom smilies og grafiske symboler. Bruken av slike grafiske symboler er temmelig 
frekvent på Hvezdná flotila, og er i høy grad noe av det som bidrar til humor og personlig 
oppmerksomhet. X-talk, chat-portalen som Hvezdná flotila ligger under, tilbyr en flere ti-
talls mengde med små grafiske, animerte bilder man kan krydre og personifisere chat-
setningene sine med. Emosjonelle uttrykk skapes gjennom bruk av alt fra smilies som 
danser til små røde løpende djevler, blomster, logrende hunder og påtente bomber. De 
brukes ofte som tillegg til tekst, eksempelvis ved å legge et lite bilde av en sandwich til 
‘Se her – her har du noe til lunsj!’ som svar på utsagnet ‘Ikke så bra med meg, jeg har 
ikke fått spist noe i hele dag..’.  
Ofte kunne samtlige chattere ensidig fokusere på å finne frem til de morsomste smiliene, 
og chatten kunne gå over flere minutter nesten bare med grafiske smilier og små animerte 
bilder. Dette kaster alle de tilstedeværende seg øyeblikkelig på, og slik inkluderes til å 
være med på å skape felles humor.  
Slik lettfattelig humor er med på å åpne nettverket for alle på chatten, ettersom den 
hverken krever at man har ‘inngangsbillett’  i form Star Trek-kunnskap eller etablerte 
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bekjentskaper med det interne nettverket på Hvezdná flotila. Chattere som kan bidra til 
generell uhøytidelig kyberhumor og slik skape morsom og vennlig stemning på chatten, 
er etter mine observasjoner også mer velkomne blant ‘de invidde’ av Trekkies’ene enn 
chattere som kan vise at de har Star Trek-kunnskap, men som også ønsker å provosere 
andre i chatterommet21. 
 Generelt sagt kan en betydelig del av humoren som benyttes på Hvezdná flotila være et 
vindu til å se aspekter av åpenhet i dette nettverket. Likevel kan selv den generelle og 
enkle kyberhumoren i mange tilfeller være med på å fremme en ekskluderende virkning 
ovenfor nye chattere, ettersom den ofte blandes med den interne humoren og bidrar til å 
skape den intime varmen som ‘ de innvidde’ markerer seg med. 
 
Chat-nettverkets foranderlighet 
Bildet av hvem som utgjorde de aktive av Hvezdná flotila-chattere forandret seg i løpet 
av det året jeg var på feltarbeid. Folks aktive perioder så ut til å variere fra noen få 
måneder opptil et halvt år eller lenger, og rommet ble så overtatt av nye aktive chattere.  
Foranderligheten og utstadigheten preget også offline-sfæren. Blant flere andre chattere 
jeg fulgte opp i felten, kan jeg bruke en klynge på ni personer som eksempel. Disse hadde 
etter å ha chattet over tid vært sammen offline på to hytteturer og en bursjdagsfeiring. 
Selv om de tilsynelatende hadde etablert seg godt sosialt, forsvant fire av dem fra chatten 
innen ett år var gått, fire var fortsatt like aktive som tidligere ved å chatte flere ganger i 
uken og én dukket opp omtrent en gang i måneden. 
 Med denne gruppen som utgangspunkt, var mønsteret i hva slags type Star Trek-fans 
som forsvant fra chatten ikke helt entydig. Men likevel kunne jeg se en tendens til at det 
var chattere med mindre interesse for Star Trek som forsvant fra chatten etterhvert. En del 
                                                 
21 Ved ett tilfelle da chatteren Pandali fungerte som rommets fungerende sjef, var det en ukjent chatter som 
dukket opp flere ganger i løpet av noen timer med flere forskjellige nick, der alle begynte på ‘Guest’, 
henholdsvis ‘Guest502’, ‘Guest399’ også videre. Han ble, etter en rekke høflige men klare advarsler om å 
skjerpe seg, kastet ut av rommet av Pandali etter å ha overlesset chatten med en mengde spyende smilier, 
noe som åpenbart ikke hadde noen hensikt i å skape humor, kun å skape kaos og irritere kommunikasjonen 
på Hvezdná flotila. Som Pandali begrunnet det ovenfor ham: ‘Dette er et rom for fornøyelse og moro, og 
personlige konflikter er med på å kaste vekk den atmosfæren som hører til her.’ Denne utkastelsen skjedde 
selv om han åpenbart hadde interesse for Star Trek, ettersom han velvillig også svarte på kommentarer fra 
andre om tips for bra info-sider om Star Trek på Nettet. 
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Star Trek-fans som hadde chatten som sosial arena fremfor Star Trek-Conene, var fortsatt 
like aktive. Noen aktive Trekkerne gled også helt ut fra chatten etter en stund med større 
aktivitet, men det kunne også skyldes at behovet for å chatte i seg selv ble mer 
overflødig, ettersom de da hadde ervervet seg stabile offline-kontakter i miljøet.  
Eksempelvis var både ‘Holodoc’ og ‘Vanir’ i begynnelsen aktive22  både virtuelt og i 
ansikt-sammenheng. Begge to gled bort fra chattens sosiale kjerne, selv om ‘Holodoc’ 
fortsatt kunne dukke opp sporadisk. Derimot var han som Trekker fortsatt en av de mest 
aktive og sentrale deltagerne offline, først og fremst på Star Trek-Conene, men også på 
de andre sosiale treffene. ‘Vanir’  forklarte meg i en mail mot slutten av feltarbeidet at 
han ikke vanket så mye på ‘Flotila’ lenger, men heller chattet på mer fantasy-relaterte 
kanaler på IRC. Mot slutten av feltoppholdet viste han seg heller ikke mer på noen av 
Star Trek-treffene.  
 
Hvezdná flotila og kategorien Star Trek-fan som romslige åpningsporter  
I kraft av at man søker seg til Hvezdná flotila og gir uttrykk for at man er fan av Star 
Trek, ligger det på chatten allerede en forventning om et felleskap til hverandre av typen 
‘siden du også er her, må du også være litt slik som meg’. De gangene rommet ikke var 
like preget av interne samtaler23 kunne det merkes en vennlighet og immøtekommenhet 
fra mange av chatterne. De kunne spørre meg om hvor jeg kom fra (at jeg nok avslørte 
meg som ikke-tsjekker var nok med på å tirre en nysgjerrighet, og i tillegg var kvinne i 
denne overveiende maskuline sosiale arenaen) og om jeg likte Star Trek og sci-fi.  
Selv om Hvezdná flotilas nettverk i overhengende grad består av Trekkere; fandom med 
en sterkere personlig identitet i forhold til Star Trek, er dette rommet også en møteplass 
som i utgangspunktet henvender seg til ‘alle Star Trek-fans’. Men hvem innbefattes her?  
Kozinets (2001:3) nevner at i USA kan hele 53% av befolkningen omtale seg som Star 
Trek-fans. Mange som personlig vil kalle seg fans kan være alt fra passive konsumenter 
                                                 
22 Med aktive mener jeg tilstede på chatten daglig eller flere ganger i uken. 
23 Som jeg tidligere har nevnt - noe som gjerne skyldtes at mange andre ukjente, mindre seriøse chattere var 
tilstede som uønskede inntrengere. 
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av et massekulturelt produkt til et mindre tall av mer aktivt utøvende deltagere i en 
subkultur. 
 For informantene mine så det på samme måte ut til at Star Trek-fan ikke var noe som 
refererte til noe klart og bestemt, men snarere var en heller personlig etikett man kunne 
sette på seg selv. I motsetning til det å kalle seg hacker, er ikke det å kalle seg Star Trek-
fan en tilsvarende tungtveiende identitet som kritisk beskyttes og overvåkes av det 
innvidde sosiale felleskapet. Jeg vil komme mer detaljert inn på hackeridentiteten i 
kapittel 5, og vise hvordan denne identiteten knyttes til bestemte oppfatninger 
autentiskhet i kontrast til å være ‘wannabe’ er avgjørende. I motsetning til hackerne 
snakket aldri Star Trek-folket om ‘wannabe’-fans. 
 Dette viser at kategorien Star Trek-fan gir en større romslighet og spennvidde enn 
hacker-kategorien. Romsligheten omkring Star Trek-fan tillater at mennesker som ikke er 
like subkulturelt involvert å søke seg til kanalen og få innpass i miljøet. Selv-erklærte 
Star Trek-fans kunne også være aktive i fandom og samtidig referere til seg selv som 
‘Trekkie’. Å ha interesse og nyskjerrighet for sci-fi og fantasy, være aktiv på chatten og 
bidra til den humoren og vennskapstonen som dominerer på Hvezdná flotila blir viktigere 
som inngangsbillett til den intime varmen på chatten enn å vise dyp ekspertise og 
hengivelse til Star Trek. 
  Dette fikk jeg bekreftet på mitt første ansikt til ansikt-møte med gjengen fra Hvezdná 
flotila. Det tok til som en overnattingstur på et lite landsted utenfor Olomouc i form av en 
liten ‘reunion’, ettersom de fleste hadde truffet hverandre i fysisk sammenheng tidligere. 
Åtte chattere var samlet, tilreisende fra overalt i landet, og hadde med seg en mengde 
litere med cola og frossen-pizzaer, men også vin og hjemmelaget Slivovice som så ofte 
har det med å dukke opp på tradisjonelle festlige lag i Tsjekkia. Av disse virket de fleste 
som innbitte Star Trek-fans, men to stykker erklærte seg som mer fantasyorienterte, selv 
om de i dette tidsrommet hevdet å chatte daglig på Hvezdná flotila. Den ene av de to 
jentene som var representert fortalte meg at hun i grunnen ikke hadde noen utpreget 
interesse for Star Trek, men at hun først og fremst bare likte å chatte i seg selv fra jobben. 
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Etterhvert hadde hun blitt riktig godt kjent med denne gjengen, og blant annet feiret 
bursjdagen sin sammen med dem i Praha. 
 Festen på hytta bar også preg av kortspill og små leker, drikking, og løse, åpne samtaler 
som ikke satte noe krav til Star Trek-kunnskap. Å utvide den sosiale bekjentskapskretsen 
og inkludere alle, virket som en større motivasjonsfaktor for treffet enn å finne frem til 
genuine Star Trek-fans eller fremdyrke kunnskapen, som forøvrig ble satt til Star Trek-
treffene. 
 Om man var Star Trek- fan som deltar på hyttetur eller fandomdeltagende Trekker hadde 
tydeligvis mindre betydning når det kom til status og anseelse på Hvezdná flotila. 
Eksempelvis distanserte ‘Firefly’ seg klart fra Star Trek Con’ene og fandomtreffene til 
‘Trekkies-ene’. Han var på sin side aktiv i de mer rene sosiale offline-treffene i form av 
hytteturer, i tillegg til at han gjennom sin lange aktivitetstid på Hvezdná flotila hadde 
etablert seg som en av de sentrale ordstyrerne. På bakgrunn av dette kan jeg si at chatten 
for Star Trek-fansen fungerer som en romslig og relativt åpen inngangssport til nye 
bekjentskaper, der det å indirekte filtrere bort de useriøse gjelder fremfor å sile ut de få 
eksklusive. 
 
 
Hacking og chat som ’deep play’ og ’shallow play’ 
 
Ut ifra det som hittil er sagt i sammenligningen av hacking og chat, vil jeg slå fast at 
hackerne fra Underground, som representanter for det tsjekkisk-slovakiske 
hackernettverket, er uttrykk for en mer lukket nettverksform sammenlignet med chatterne 
fra Hvezdná flotila. Som kybernettverk, opererende i en statløs og anarkistisk sfære, og 
som subkulturer med sine egne identiteter adskilt fra resten av samfunnet, har begge sine 
måter å vise lukkethet og avstand på, men chatterne uttrykker sin lukkethet i mindre grad 
enn hackerne. Jeg vil her bruke Geertz’ begreper om deep play og shallow play som 
teoretisk rammeverk for å kunne tegne opp et klarere skille mellom et lukket, mot-
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kulturelt orientert nettverk kontra et åpnere nettverk, som på sin side er rotfestet i både 
massekultur og subkultur.  
 
‘Deep play’ - æresspill og moralsk forpliktelse  
Geertz (1973) illustrerer hanekamper på Bali, der det på bakgrunn av to typer veddemål 
er to ulike typer tilnærminger hos publikum til hva som faktisk skjer. Veddemålene på  
kampene reflekterer ulik grad av innlevelse og emosjonalitet blant publikum, der ‘de 
sentrale’s deep play først og fremst er et voldsomt æresspill i tillegg til gambling om 
penger, som avspeiler den balinesiske arketypen av status og den maskuline villskap som 
vanligvis ikke kommer til uttrykk i hverdagssamfunnet på Bali. Å engasjere seg i deep 
play settes i kontrast til ‘det perifere’ publikums shallow play, der pengegambling er den 
viktigste faktoren.  
 Hacking innehar mange likhetstrekk med det sentrale publikums deep play i 
hanekampene. Det er en aktivitet der det i større grad enn chatting dreier seg om å 
eksponere status, stolthet og ære. Man viser dristighet ved å gjennomføre en ulovlig 
operasjon, og eleganse ved at du klarer å komme uskadd fra det, samtidig som at du peker 
nese til dine utfordrere av politi og etterforskerne av datakrininalitet. På samme måte 
reflekterer også kampforestillingen på Bali den blodige og vågale duellen; ‘den arrogante, 
æresgale prinsen som leker med ilden’ -  det mannlige, demoniske og narsisstiske idealet. 
Hackerne, på linje med de deep play-involverte i hanekampene på Bali, forholder seg til 
et slikt helteideal. Slik den balinesiske prinsen elegant utfordrer det vanvittige i sitt eget 
begjær etter ære og stolthet, kan et typisk kyberpunk-ideal illustreres ved hackeren som 
en helt; levende farlig og risikofylt, balanserende på kanten av stupet, omgitt av en 
knallhard og nådeløs verden24. Hacking er i motsetning til chatting er prestisjeaktivitet 
per se.  
 I tillegg til å innebære prestisje og risiko er hacking en illegal aktivitet, der et 
medlemskap blir en moralsk forpliktelse og gjør at grensen mellom utenfor og innenfor 
                                                 
24 Noe vi kan spore eksempelvis både i forfatteren Gibsons klassiker Neuromancer og i Oshii Mamorus 
anime-film Ghost in the Shell. 
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må være skarpt definert og beskyttet25. Man går inn for å bli værende i miljøet i langt 
større grad, som gir et stabilt medlemsskap og uttrykk for en identitet man ikke trer ut og 
inn av på samme måte som chatterne på Hvezdná flotila.  
 Som vi har sett er kravene for å defineres som potensiell medlem av Hvezdná flotila-
nettverket og bli innlemmet i et sosialt offline- treff, ikke så klare og absolutte. Som jeg 
har vist har også chattere uten de samme preferanser som Star Trek-fans blitt tatt inn i 
varmen. 
 Deres forhold til chat og sci-fi-aktiviteter blir shallow play som hos det perifere 
publikum på hanekampene, ettersom de ikke forholder seg til det som skjer på en like 
forpliktende og oppofrende måte, for dem står ikke en tilsvarende symbolsk ære på spill.  
Å forholde seg i shallow play, vektlegger Geertz, innebærer dermed heller ikke samme 
grad av følelsesmessig involvering. Han beskriver ‘de sentrale’ av publikum, haneeiernes 
personlige allierte som står i den nærmeste sirkelen rundt kampen, i kontrast til det 
ensidig gambling-fokuserte publikum i bakgrunnen. Selv om alle skriker og hoier og 
bedriver en intens dytting, forholder ikke tilskuerne i shallow play seg til kampen på 
samme emosjonelle frekvens. I motsetning til haneeierens følgesvenner, som ikke går 
glipp av en kamp når den arrangeres, er dette publikummet i større grad mer tilfeldige 
tilskuere, som ikke har noe personlig ære hverken å tape eller vinne ettersom de ikke 
assosierer seg emosjonelt med den familien eller representantene fra landsbyen som 
deltar. Derimot finner de spenning i et personlig uavhengig veddemål, basert på sin egen  
vurderingsevne av hanekampen. I likhet med dette publikumet preges både chatten og 
Star Trek-miljøet av en større løshet, der både det å prøve ut miljøet og å bevege seg ut 
og inn ettersom en selv vil er lettere og mer akseptert. 
 Fremfor å snakke om en falsk og en ekte tilnærming til aktiviteter på Internett, dreier det 
seg heller om to ulike strategier de inntar til virkeligheten som ‘de andre’ , som en 
respons på hvordan andre oppfatter dem. Der hackerne søker å markere seg offentlig og 
oppnå anseelse, anomymt og avstandspreget vis-à-vis omverden og åpent vis-à-vis 
                                                 
25 I kapittel 5 vil jeg komme inn på blant annet hvordan den innvidde kjernen av hackere reagerer ovenfor 
limpere og lusere som ikke får aksept i miljøet. 
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hverandre, motiveres Star Trek-chatterne annerledes. Som jeg har snakket om er hackeren 
som helteideal bekreftet også i offentligheten. Star Trek-orienterte chattere motiveres 
ikke av anerkjennelse og ‘synlighet’ ovenfor andre i det de holder på med. Snarere er 
bildet motsatt; det å innta distanse til det de gjør har for dem en tosidig relevans. Men før 
jeg gjør det, vil jeg se på Kapferer og hans tilnærming til ‘det distanserte publikum’ som 
Geertz i sin artikkel knytter til shallow play. 
 
‘Shallow play’ som nødvendig strategi  
Kapferers kritikk 
 Kritikken av Geertz’ fremstilling er at shallow play blir fremstilt som en overfladisk 
involvering. Geertz beskriver ‘det perifere publikum’  slik ‘det sentrale publikum’ 
snakker om dem – deres deltagelse og holdning er ikke autentisk, snarere falsk og kynisk 
ettersom de ikke har forståelse for hva slags æresspill og symbolsk mening som utspilles. 
Som vi har sett bærer ikke Star Trek-chatternes aktivitet i like stor grad preg av intensitet 
og forpliktelse som hackernes. Men betyr shallow play dermed at de ikke forstår noe av 
det som foregår? 
 Kapferer (1991) viser at det ikke er noen motsetning mellom shallow play og autentisitet. 
Det å innta en distansert posisjon til et rituale trenger ikke nødvendigvis å bety at man er 
uvitende om hva som foregår, snarere tvert imot. Det å stå utenfor den intense 
opplevelsesposisjonen som tilsvarer deep play og befinne seg shallow i ritualets ytterste 
struktur, gir mulighet for en høyere analytisk innfallsvinkel og bedre inntak til forståelse 
enn om man er blendet av egne personlige erfaringer gjennom reaksjoner, sanseinntrykk  
og følelser. 
 Hans beskrivelse av djevelutdrivelsesritualet blant buddhister på Sri Lanka, tar i likhet 
med Geertz for seg publikums rolle. Deres nærvær under selve ritualet er shallow play i 
motsetning til pasientens deep play. Pasienten blir hele tiden satt til veggs med 
exorcismens logikk gjennom intens emosjonell erfaring preget av blant annet transe og 
redsel, men likevel er det publikum som er istand til å gripe fatt i strukturen i det som 
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skjer, hvilke verdener som tegnes opp, hvilke krefter som står mot hverandre og hva som 
parodieres26. 
 Dette samsvarer med erfaringen med mine egne informanter. Jeg oppfattet chatterne som 
absolutt autentiske i forhold til hva de engasjerte seg i. De fandomaktive var de mest 
entusiastiske, med opptredener som tydelig krevde både innsikt og planlegging i form av 
foredrag, ‘live’-dubbing av Star Trek-episoder der de kunne boltre seg nærmest som 
skuespillere, mange med selvlagde kostymer. Chatternes felles ‘gods’ i form av felles 
interesser og væremåte som Star Trek-fans er allerede beskrevet. I tillegg engasjerte 
mange av Star Trek-fansen seg i andre typer sci-fi- og fantasy-aktive nettverk, i klubber 
og i redaksjoner for fantasy- og sci-fi-blader. Flere av chatterne hadde prøvd seg som 
skribenter i litteraturkonkurranser og drevet med redaksjonsarbeid i slike klubber. 
 
Chat og fandom som et frihetsrom  
Chatterne preges i større grad av at de forholder seg i en av –og på relasjon til sine 
akiviteter, at de inntar en distanse til sitt materiale. Den alternative virkeligheten disse 
menneskene søker i fellesskap, både på chatten og på offline-treffene, er ikke en de 
opererer i uten stans. Aktivitetene med å bygge et nettverk på basis av interesse for en 
type utopia gjennom chat og det å gjenskape denne verdenen gjennom fandom-relaterte 
treff, fungerer for disse sci-fi-interesserte som et frihetsrom i den hverdagen de ellers har. 
Selv om de yngste var studenter eller skoleeelver , var det mange av chatterne som hadde 
vanlige IT-relaterte kontorjobber. Kontakten med Hvezdná flotila hadde for de fleste 
skjedd gjennom muligheten til å sitte og chatte på jobben, og slik engasjere seg i 
mennesker og et miljø de vanligvis ikke viste seg i. Chat, sci-fi-interesse og -aktiviteter, 
som fandom, fungerer som frirom nettopp ved å tilby noe helt annet enn det du ellers har, 
som du kan leke deg med og legge fra deg i andre sammenhenger. Det er dermed ikke 
autensitet som skiller chatterne som shallow players fra hackerne som deep players. 
Mens chatterne søker en nærmest hermeneutisk relasjon til en fiktiv virkelighet gjennom 
                                                 
26 Buddhas krefter og den reelle verden, som publikum presenterer, og som etterhvert overvinner og 
parodierer den demoniske virkelighet.  
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å bevege seg ut og inn, gir hackerne gjennom sine aktiviteter uttrykk for en mer 
gjennomført hengivelse til et elektronisk liv, en total livsstil. Som en kontrast til Star 
Trek-verden befinner hackeres virkelighet seg i den reelle, som de både opererer i og 
opponerer aktivt mot som en motkulturell subkultur. Chatterne ønsker tvertimot bare å ha 
en relasjon til et utopia, eksisterende på siden av deres eget vanlige liv. 
 
Distansert posisjonering som ‘riktig’ forhold til subkulturell praksis  
En orientering i en fantasi-virkelighet krever i seg selv en distanse for å fungere, ikke 
bare som frihetsrom. Å vise at man opererer med et bevisst skille mellom kontekstene der 
man kan bære Star Trek-kostyme og der man ikke gjør det, er grunnleggende, som et tabu 
man ikke bryter.  
Kozinets (2001) fremhever at er det viktig å vise at man forholder seg distansert og 
balansert til det utopia man dyrker gjennom fandom. Distansen består av å vise at man 
skiller mellom egen identitet i fandom-verdenen og den øvrige sosiale virkeligheten. Fra 
denne forestillingen utspringer den negative stereotypien om Trekkies, en oppfatning som 
finnes både i fandommiljøet og blant ikke-fandom. I motsetning til Trekker er en Trekkie 
en med en ekstrem og eskapistisk tilnærming til Star Trek, med manglende evne til å 
skille mellom fantasi og virkelighet, en nærmest mentalt syk person (2001:13). Selv om 
ingen av mine informanter så ut til å befinne seg i denne kategorien, er dette et type 
stigma fandomaktive ofte uansett blir møtt med fra andre som ikke deler deres 
orientering. Gjennom shallow play viser de Star Trek-orienterte ovenfor seg selv at de har 
et ‘riktig’ og selvrespektabelt forhold til det de holder på med, at de ikke er er ‘unormale’ 
mennesker som rømmer den reelle verden. Distanse blir dermed også en måte å takle 
dette negative stigmaet på.  
 
Stereotypi om shallow play – en kritikk 
Jeg har her benyttet Geertz’ begreper om deep play og shallow play til å avdekke 
grunnleggende forskjeller mellom hacking og chat som aktiviteter over Internett, og 
hvordan disse to ulike aktivitetene gir uttrykk for to ulike typer nettverk som begge 
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beveger seg i det subkulturelle. Hackingen og chat på Nettet som kyberaktiviteter blir 
symbolske uttrykk for de nettverkene som ligger bak som sosiale ansamlinger av utøvere, 
og avspeiler hvordan disse samhandler og relaterer til hverandre i sammenhenger utenfor 
Nettet. 
 Samtidig sier mine funn, i tråd med det Kapferer, viser at det er aspekter i Geertzes 
artikkel man ikke bør ta for gitt, ettersom den gir et stereotypisk bilde av hva shallow 
play er. Det blir for enkelt å kunne slå seg til ro med at et medlem i et lukket nettverk, 
som i større grad er permanent tilstede i et fenomen, som en hovedregel innehar større 
innsikt og autensitet fremfor en som velger å forholde seg innenfor løsere og åpne 
rammer av medlemskap, der en kan veksle mellom å være intens og mer distansert. 
 Disse utøvernes måte å forholde seg på blir i så måte ikke søkt forklart ut fra sitt eget 
ståsted eller utifra det de selv bedriver, derimot fremstilt fra de dypt-involverte 
deltagernes vinkel; som essensløse snyltere på dem som uttrykker seg i deep play, ikke 
utifra egne handlinger og oppfatninger med respektiv mening. Som jeg har villet vise, kan 
det være spesifikke årsaker til at shallow play kan være en like autentisk måte å forholde 
seg til en aktivitet og et sosialt nettverk på. Heller dreier det seg om i hvilken grad den 
identiteten man forholder seg til, som chatter med interesse for Star Trek eller som 
hacker, muliggjør eller krever en slik form for intensitet. 
 Chat som et eksempel på shallow play kan tilsynelatende se ut til å være uttrykk for mer 
overfladiske relasjoner. Med utgangspunkt i Hvezdná flotila har jeg har forsøkt å vise at 
en slik overfladiskhet selvfølgelig kan utspilles lettere i kraft av chattens og Internetts 
generelle åpenhet. Ved nærmere øyensyn oppdager man at dette ikke er ensbetydende 
med den hele og fulle sannhet av hva slags omfattende sosiale relasjoner chatten kan 
danne grunnlag for.  
 
Hacking som uttrykk for livsstil  -  chatting som et fritidsrom 
Det er tilstede en fundamental forskjell her i selve materialet mellom hack og chat. Noen 
typer aktiviteter stimulerer til deep play, mens andre er rett og slett ikke lagt opp til det. 
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Hacking, her i dette kapittelet som cracking i datasystemer, dreier seg om å heltemodig 
drive anarkistisk subversiv virksomhet med skjulte koder. Gjennom å utsette seg for fare 
på en intelligent måte ved å komme dypest inn i krypterte systemer, viser man seg frem, 
og satser og risikerer stort for å imponere omverden. 
 Dette element er helt fraværende for Star Trek-tilhengerne, ettersom chat og fandom er 
noe fundamentalt annerledes, en fritidssyssel. Fareelementet er helt fraværende på chat, 
og det blir nærmest umulig å operere ‘deep play’ i en sci-fi verden.  
 Samtidig må Star Trek-chatterne også investere tid og kunnskap som symbolsk kapital.  
Sammenligning av hack og chat er dermed ikke så enkelt i forhold til begrepene om 
‘deep play’ og ‘shallow play’. 
 I likhet med hackerne er også Star Trek-folket a-politisk, men i en mer harmløs form. 
Likevel viser de en form for distansering til resten av samfunnet, slik som hackerne. Som 
subkultur trekker seg ut av verden ellers og inntar en form for motsatt orientering av det 
omverden representerer. 
 
Multiplekse forhold i begge kybermiljøer 
Jeg nevnte mot slutten av forrige kapittel at hackerne har multiplekse relasjoner til 
hverandre gjennom å involvere flere statuser. De opptrer ikke bare vis-à-vis hverandre 
som hackere som deler en bestemt form for felles kunnskap, de treffes også som venner i 
andre sosiale kontekster der det samhandles ut ifra et videre spekter av felles interesser. 
Som vi har sett, forholder også mange av chatterne fra Hvezdná flotila seg i multiplekse 
relasjoner, ettersom de treffes i sammenhenger offline der hengivelsen for Star Trek ikke 
er det eneste utgangspunktet for samhandling. I likhet med hackerne kommer chatterne 
sammen ikke bare på grunnlag av en felles interesse for en type aktivitet, men også i kraft 
av at de deler en felles væremåte som de intuitivt gjenkjenner hos hverandre. I praksis 
spiller denne væremåten for chatterne en minst like avgjørende rolle for samhandling og 
tilhørighet som intensitet av Star Trek-dyrkelse, for som vi har sett gjør ikke Trekkerne 
noe forsøk på å skille ut dem som er ‘bare sci-fi-fans’ fra nettverket etter et slikt 
kriterium. Væremåten som deres ‘tause’ kunnskap utgjør i praksis en viktigere plattform, 
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der multiplekse relasjoner kan utvikles og uttrykkes gjennom å feire bursjdag sammen, 
feste på hytteturer og, i likhet med hackerne, spille lasergame sammen i Prahas 
spillehaller. 
Skillet mellom multiplekse og uniplekse relasjoner har altså ingen sammenheng med 
skillet shallow play og deep play, ettersom både hackerne og chatterne samhandler med 
hverandre innen det multiplekse. 
 
 
Konklusjoner 
 
I dette kapittelet har jeg sett på lukkede og åpne former for nettverk med utgangspunkt i 
kybersamfunnenes hovedaktiviteter av hacking og chat. Som resultat har jeg avdekket 
både sentrale likhetstrekk og fundamentale forskjeller mellom de to kybersamfunnene. 
Begge er først og fremst lukkede og eksklusive, en følge av Internetts formelle åpenhet. 
Medlemmene i kybermiljøene ekskluderer andre utenfra gjennom å spille på internitet og 
kunnskap i chat og hack. For å komme innenfor hos Star Trek-chatterne kreves det 
kunnskap om Star Trek, i tillegg til egen væremåte med respekt ovenfor andre og Star 
Trek-orienteringen. 
 For begge de to samfunnene er vennskap og tillit viktig, men for hackerne er ikke det å 
finne nye venner et motiv på samme måte som det er for Star Trek-chatterne. Der 
chatterne er opptatt av å bruke Internett til å finne frem til andre som deler deres felles 
væremåte, er hackeren først og fremst motivert av å uttrykke elitisme og opphøydhet 
gjennom å utrykke seg ‘elegant’ og subtilt. 
 Alt i alt bærer Hvezdná flotila preg av en større romslighet og sosial utadventhet ovenfor 
folk som søker seg til deres orientering. Samtidig kan heller ikke ‘alle melde seg på’, selv 
om chatten i teorien innbyr til det. På bakgrunn av begrepene om deep play og shallow 
play kan chatter-virksomheten ha et preg av shallow play ettersom chat ikke er like 
oppofrende og forpliktende som hacking, men lagt opp til en større flyt av personell, 
løshet og foranderlighet. Hackernes aktiviteter og nettverk medfører en moralsk 
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forpliktelse, og legger opp en dypere og mer intens form for involvering, en 
altomfattende identitet.  
 Hack og chat er to grunnleggende forskjellige aktiviteter som fyller ulike funksjoner i de 
involvertes liv. Chat og sci-fi-fandom fungerer som fritidsrom i form av å kunne dykke 
ned i en fantasiverden i avstand til dagliglivet. Hacking på sin side er tilpasset deep play, 
ettersom aktiviteten legger opp til en mer altomfattende identitet der aktivitetene har til 
hensikt å konfontere virkeligheten. Av dette kan vi se at den ene er systemkritisk, mens 
den andre er mer stille og nøytral. Denne måten å skille mellom hack og chat på er 
dermed bedre enn ved å snakke om shallow play og deep play, selv om visse aspekter fra 
Geertzes begreper er å spore i hack og chat. 
 Å demonstrere internitet er å uttrykke vennskap og tillit, som er viktige dimensjoner 
både for hackerne og fandom-chatterne i sin opptreden både på Nettet og i ansikt-til-
ansikt. Interniteten som ‘det trygge’ må også forstås som en del av relasjonen til selve 
Nettet. Den kybernetiske dimensjonen kan også fortelle om viktige fellestrekk mellom 
hackerne og chatterne. Det er denne jeg vil ta for meg i kapittelet som nå følger. 
 
 
 
 
 
 
 
 
 
 
 
 
4. IDENTITETEN PÅ INTERNETT. SELV OG 
STED I CYBERSPACE  
 
 
Introduksjon 
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Online og offline - samme virkelighet?  
I dette fjerde kapittelet vil jeg problematisere forholdet mellom Nettet som online-
fenomen og den sosiale verden utenfor Nettet der man møtes ansikt-til-ansikt. Gjennom å 
se på hvordan folk forholder seg til den virtuelle møteplassen og menneskene de treffer 
her, med selv og sted som innfallsvinkler, vil jeg spørre hvorvidt Internett-identiteten 
utgjør en ny type identitet, eller om denne tilsvarer den samme identiteten man har i 
verden ellers. 
 Teoretisk vil jeg benytte Miller & Slater (2000) i dette kapittelet. Disse forfatterne tar 
stilling til diskusjonen hvorvidt Internett som samhandlingsarena utgjør noe nytt og 
annerledes. 
Ifølge Miller og Slater er det ikke riktig å snakke om Internett som en egen adskilt sosial 
virkelighet. Forfatterne viser hvordan typiske aspekter ved trinidadiansk nasjonal identitet 
avspeiles gjennom aktiv bruk av chat og e-mail, der opprettholdelsen av familiebånd, 
venneprat og flørt på Nettet blir en naturlig inkorporert del av deres daglige sosiale 
virkelighet. ‘Cyberspace’ eller ‘virtuelle samfunn’ er dermed ifølge forfatterne villedende 
begreper, som gir grobunn for oppfatninger om at sosial interaksjon på Nettet 
representerer noe fundamentalt annerledes enn den sosiale verden for øvrig. 
Samhandlingformene på Internett er nedlagt i den sosiale strukturen som allerede 
eksisterer utenfor Nettet, og kan ikke ansees eller skilles ut som en egen distinkt sfære der 
mennesker forholder seg på en annen måte til hverandre. 
 
’..we need to treat Internet media as continuous with and embedded in other social 
spaces, that they happen within mundane social structures and relationships that 
they may transform but that they cannot escape into a self-enclosed cyberian 
apartness’ (Miller & Slater 2000:5). 
 
Jeg vil først starte med å se på hvordan Internett for informantene står for noe de 
identifiserer seg med ved at det kan representere et nært, praktisk og dagligdags møtested, 
som bekrefter denne innfallsvinkelen. 
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 Deretter vil jeg med utgangspunkt i Castells (1996) behandle forholdet mellom Nettet og 
selvet, som utfordrer Miller og Slaters syn der  
 
…’Our societies are increasingly structured around a bipolar opposition between 
the Net and the Self’ (ibid.:3). 
  
Viktig å gjøre oppmerksom på er at det Nettet Castells refererer til her ikke er konkrete 
menneskeskapte nettverk, som eksempelvis Internett, men den anonyme maktstrukturen 
han skildrer i nettverkssamfunnet. Castells selv er heller ikke det individuelle selv, men 
må forstås først og fremst som styringen over eget individuelt liv, altså personlig 
autonomi. 
 Ergo består skillet mellom Nettet og selvet av ansiktsløse og anonyme 
maktkonglomerater på den ene siden, mot personlig autonomi, som også er de 
virksomhetssfærer personer selv har styringen med og hvor de selv legger premissene, på 
den andre siden. 
 Dette skillet kan sammenlignes med Luhmanns og Habermas’ (Habermas & Outhwaite 
1996) velkjente skille mellom systemverden og livsverden, der systemet som her tilsvarer 
Nettet, kontrollerer mennesket utenfra og truer den autonome eksistensen. 
 Ønsket om å være autonome i forhold til en slik maktkonglomerat er noe som 
kjennetegner mine informanter. Deres forhold til frihet vil jeg videre behandle i neste 
kapittel. Her vil jeg tydeliggjøre den maktstrukturen det tsjekkiske kyberfolket opplever 
som truende for denne friheten, og hvordan cyberspace som et ansiktsløst og anonymt 
sted fremstår som et uttrykk og arena for en slik type makt. Dette viser seg i hackernes og 
chatternes behov for å distansere seg til Internett gjennom å balansere mellom kyber- og 
offline-identiteten. 
 Det å kombinere både online og offline ved å møtes både virtuelt og i ansikt-til-ansikt er 
et sentralt aspekt i samhandlingen både blant hackerne og Star Trek-chatterne. I likhet 
med stedløsheten i nettverkssamfunnet som Castells presenterer, noe jeg var inne på 
tidligere i kapittel 2, kan Internett som global møteplass sees som et konkret uttrykk for 
denne stedløsheten. Hvorvidt fysisk sted er et aspekt ved online-samhandling er noe jeg 
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også vil komme inn på i forhold til selv og i forhold til flyt av goder. Finnes det i tilfelle 
en sammenheng mellom disse dimensjonene?  
 Mot slutten vil jeg belyse forholdet mellom Internett-teknologien og den sosiale 
virkeligheten teoretisk, og spørre hvorvidt det er sosiale eller teknologiske forhold som er 
determinerende for samfunnet. Kan Internett også representerer en arena der samfunn 
skapes, eller bidrar den nye teknologien i motsatt fall til sosial forvitring? 
 Med referanse til utgangspunktet der jeg spør hvorvidt Internett som sosial arena utgjør 
noe fundamentalt annerledes, vil jeg innta en tredje posisjon. På bakgrunn av mine 
empiriske funn erkjenner jeg i motsetning til Miller & Slater at det går an å snakke om 
virtuelle samfunn i termer av Rheingold (1994). Ved å bruke Castells begreper slår jeg 
også fast at cyberspace utgjør en annerledes sfære enn konteksten ansikt-til-ansikt.  
 Samtidig argumenterer jeg for at de samme sosiale mekanismene på Internett gjelder 
som i alle andre sosiale og kulturelle sfærer når det kommer til medlemskap og 
ekskludering, noe som støtter synet til Miller & Slater. Akkurat dette vises empirisk i 
neste kapittel som vies det subkulturelle aspektet. 
  
 
 
 
 
 
 
 Med Internett som nærmeste møteplass 
 
 
Jeg ble kjent med alle i hysteria.sk gjennom Internett. Det er ganske morsomt, at ‘Mika’ bodde 
bare femti meter unna meg, i samme gata…(!) (flirer).. i årevis, uten at vi hadde truffet hverandre. 
Men jeg ble ikke kjent med ham før vi traff hverandre over IRC og hysteria.sk...  
Jeg kunne faktisk lene meg ut av vinduet i huset der jeg bodde, og kikke opp på leiligheten til 
‘Mika’. 
           
 
- ‘Kalon’ 
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Gjennom dette utsagnet fra ‘Kalon’ fremkommer det at det kybernetiske rom kan fungere 
som en nærmere og mer naturlig møteplass fremfor et hvilket som helst annet sted, enten 
det er fysisk nært eller fjernt, like gjerne i Mozambique som i nabohuset. I dette tilfellet 
er Internett et nærmere sosialt sted enn butikken eller puben på hjørnet, der vi gjerne tar 
for gitt at naboer møtes og prates for første gang. 
 Internett som en effektiv og selvfølgelig arena å ty til om du ønsker å komme i kontakt 
med mennesker du har noe sært og spesifikt til felles med, var like sterkt til stede for 
chatterne fra Hvezdná Flotila. ‘Ziran’, som hadde arrangert sin første Star Trek Con i 
hjembyen sin Havirov, snakket ivrig om hvor avgjørende rolle Internett hadde spilt for at 
hans Con i det hele tatt ble mulig, for det var jo på Hvezdná Flotila den ble lansert. Selv 
om mange av de fremmøtte Trekkerne i utgangspunktet var fra Havirov, Ostrava og 
områdene omkring, hadde de ifølge ‘Ziran’ aldri funnet hverandre om det ikke hadde 
vært for Internett.  
 
 ‘En del av min virkelighet’ 
Mange av både hackerne og chatterne fremstilte Internett som en like naturlig møteplass 
som alle andre steder, på tross av at man i utgangspunktet forholder seg ikke-fysisk og 
tekstbasert til hverandre.  
  
Internett for meg, det er ikke en annen virkelighet, men en del av min virkelighet.. Når jeg chatter 
er det ikke skjermen jeg ser foran meg, jeg ser folka jeg kjenner. 
         ‘Kalon’ 
Det er litt rart, de jeg kjenner her har jeg kjent over Internett gjennom chat i flere år, opptil tre år, 
og du lurer ofte veldig på hvordan folka egentlig ser ut.. Vi snakker om alt, som vanlige venner, 
jeg føler skikkelig at jeg kjenner dem gjennom alle samtalene vi har hatt. Vi føler oss ikke som 
fremmede når vi møtes, det er akkurat som å møte en venn du kjenner godt fra før. Akkurat det 
samme.   
      Tomas, om de andre hackerne fra hysteria.sk  
 
Michal uttalte også i en mail at ‘jeg husker ikke alltid om folk jeg møter (i ansikt-
sammenheng, min anmerkn.) opprinnelig er fra Internett eller fra f2f27‘, noe som kan gi 
inntrykk av at skillet mellom Internett og verden ellers i praksis ikke eksisterer. 
                                                 
27 Slang for face to face (skrives ofte f2f) eller den fysiske, ikke-Internettbaserte virkeligheten.  
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Dette ville i tilfelle være overens med synet til Miller & Slater om Internett som en del av 
den totale sosiale virkeligheten, og ikke som noe ’virtuelt’ og annerledes. At hackerne og 
chatterne har et hverdagsnært forhold til Internett, har fremkommet også i de forrige 
kapitlene i denne oppgaven. 
 Mange tenderte til å vinkle forholdet de hadde til Nettet som ensidig positivt, noe de 
smelter inn i ‘real life’ uten problemer, som en del av deres liv som moderne unge 
mennesker. 
 At de ønsket å gi dette bildet av seg selv er jo hverken merkelig eller enestående. På linje 
med Miller & Slaters informanter fra Trinidad er Internett for tsjekkerne et relativt nytt 
fenomen den unge generasjonen higer etter å delta i som ‘hot topic’ (Miller & Slater 
2000:32 – 35), og det å ha kunnskap om Nettet og den nye teknologien et sentralt uttrykk 
for modernitet. 
 Verdt å poengtere er dermed at deres høye aktivitet på Nettet, og den naturligheten de 
selv liker å fremheve til den virtuelle møteplassen, lett kan overskygge den avstanden de 
også inntar, ettersom denne kom mer indirekte til syne. Hvordan folk helst vil fremstilles 
og snakker om seg selv samsvarer ikke nødvendigvis med hele den sosiale virkeligheten 
vi søker å forstå, slik også Holy og Stuchlik (1983) advarer mot. 
 
En øy av gjensidig tillit 
La meg lage en liten oppsummering fra de forrige kapitlene for å fremheve et sentralt 
poeng. 
 I kapittel 2 kom jeg inn på den generelle viktigheten for hackerne av å vise seg som 
seriøse ovenfor sine Internettrelasjoner, slik at en grad av gjensidig tillit kunne bygges 
opp. Tillit som en del av en moralsk forpliktelse utgjør også et grunnleggende fundament 
for hackerfellesskapet, som fremhevet i kapittel 3. 
 Her viste jeg også hvordan chatterne på Hvezdná flotila markerer sitt eget nettverks 
lukkethet når de chatter om sine offline-treff vis-à-vis de andre ukjente chatterne, som 
igjen uttrykker deres eksklusive tillit. 
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 Tillit er dermed noe man oppnår og investerer i bestemte relasjoner, og ikke noe som lett 
flyter i retning hvem som helst på Nettet. Som Matt Ridley skriver er tillit ‘en like viktig 
form for sosial kapital som penger er en viktig form for finansiell kapital’ (Ridley 
1997:226). Som symbolsk verdi kan den investeres i, og binder folk sammen i en 
gjensidig kontrakt til hverandre. Tillit som uttrykk for det moralske fellesskapet kan ikke 
springe ut av en allmektig stat eller ut av en overstyrende mekanisme hvor 
kontrollinstansene er gigantiske og fjerne, for en slik makt fremmer kun umoral og sosialt 
forfall. Ridley fremhever derimot at tillit er et resultat av en gjensidig utveksling mellom 
likemenn som finner sted i det lokale fellesskapet basert på menneskelighet, frihet og 
frivillighet. Denne oppfatningen om tillit og umoral kan dermed overføres til 
forestillingen om det sosiale nettverket kontra det store Systemet, som jeg allerede har 
omtalt i kapittel 2.  
 I de siste informantutsagnene går det indirekte frem at det ikke er relasjonen til Internett 
selv som i bunn og grunn er preget av personlig nærhet og identifisering, slik Miller og 
Slater vektlegger. Snarere er situasjonen tvert om. ’Delen av min egen virkelighet’, slik 
’Kalon’ gir uttrykk for, refererer ikke til det uendelige store mangfoldet og kaos av 
ukjente mennesker og nettverk som er essensen av Internett. Derimot identifiserer han seg 
med det lille, eksklusive og nære fellesskapet, definert gjennom skarp distanse til resten 
av Nettet der ute, som en øy av gjensidig tillit han har investert i. 
 Vi kan slikt sett si at relasjonene hackerne har til sine utvalgte venner på Nettet avspeiler 
relasjonene til hverandre offline. Men hvordan de generelt relaterer seg til Internett som 
en sosial sfære, avspeiles ikke generelt i offline. Fravær av det fysiske selvet som 
kjennetegner det virtuelle møteplassen, fremmer en nødvendig avstand og skepsis, og 
gjør at Internett slett ikke kan være ‘som alle andre steder’. 
 
 
Nettet og Selvet 
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På søken etter autonomi: å lage en distanse til Nettet 
De tsjekkiske hackerne benytter Internett som et eksklusivt venne-møtested når de møtes 
på egne, lukkede rom på IRC der man må kjenne til et passord for å slippe inn. Dette 
avspeiler det tillitsfulle forholdet de også har til hverandre i offline-konteksten.   
 Samtidig kommer Internetts andre dimensjon til syne som taler i mot forestillingen om 
en ‘enhet mellom online og offline’ når hackerne forholder seg til ukjente folk på de åpne 
kanalene på IRC, hvor de diskuterer hacker-relaterte temaer. 
 Internett som et ansiktsløst og anonymt sted blir en enhet der ‘man ikke bør stole på 
noen’ og hvor tillit i utgangspunktet er fraværende. Som allerede nevnt relateres 
tillitsløshet til den store systemmakten, i kontrast til det nære og gjensidige 
vennenettverket. 
 Nettet som systemmakten og mangelen på tillit til denne gjør at hackerne og Star Trek-
chatterne må holde Nettet på avstand for at de kan skape seg en autonom sfære. 
Avgrensningen til verden utenfor skapes gjennom å markere opp grenser hvor 
medlemmene patruljerer. Generelt sett er det søkingen etter autonomi som trigger 
konstruksjonen av subkulturell identitet (Hebdige 1979). Søken etter autonomi kan også 
være et motiv for mennesker i andre typer situasjoner når opplevelsen av kontroll eller en 
overmakt tilstede, for eksempel i form av etniske eller religiøse gruppers opprør. 
 Jeg vil kommer mer spesifikt inn på markering av grenser vis-à-vis andre grupper for 
subkulturell identitet i neste kapittel. Her vil mitt fokus være - med tillit og fortrolighet 
som nøkkelbegreper – blant annet hvordan autonomi og markering av grenser sikres vis-
à-vis den indirekte og usynlige systemmakten på Internett; gjennom anonymitet ved bruk 
av nick og bruk av kjælenavn. 
 
Bruk av nick og anonymitet: måter å markere grenser på 
En sentral del av hackeridentiteten så ut til å innebære det å ha ferdighet i å balansere 
forholdet mellom Nettet og Deg Selv, slik at du kan i motsetning til ‘andre’ naive 
Internettbrukere kun høster fordelene som ligger i Internett, og ikke ender opp som et 
hjelpeløst objekt for andres invadering, kriminalitet og lurerier i den ansiktsløse og 
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anarkistiske virkeligheten. I kraft av dette er cyberspace som arena den perfekte 
‘galskapens boltreplass’. 
 Som det Michal forteller om sine erfaringer med folk på IRC, som eksempelvis kan utgi 
seg for å være hackere: 
 
Det triste er at du faktisk ikke aner om de bare er dumme rasshøl eller om de er syke og mentalt 
tilbakestående. Psychos… Noen av dem kan være det, du bare vet ikke… Hvis du sier til noen at 
han er en skikkelig idiot og det triste er at du virkelig ikke kjenner ham.. og han kan  faktisk bare 
være en syk person. Du kjenner ikke menneskene gjennom Internett. Det er som om du blir 
forelsket i noen du ikke kjenner, og mye senere så innser du at du var forelsket i en 
drømmekarakter og den du ligger med likevel ikke er en sånn person.. Vel, nå snakket jeg ikke om 
meg selv, da! (ler) ..Internett-baserte forhold er alltid det første nivået – du kjenner bare til noens 
tekniske kunnskaper, men du garantert bare drømmer om den virkelige personen som er bak… 
Virkeligheten er omtrent alltid veldig  annerledes når du senere kjenner denne personen veldig 
godt i det virkelige liv..‘Det virkelige liv’.. (smiler) ..Hva f… er det?! .. 
 
 
Å kunne balansere profesjonelt mellom Nettet og deg selv hvis du skal kunne ‘bruke 
Internett og ikke la Internett bruke deg’, kan reflekteres i måten man bruker alias-navn 
eller nick som sikrer anonymitet når man treffes i det virtuelle. Nicket du har som din 
kyberidentitet er personlig på linje med ditt eget navn utenfor Internett-konteksten. 
Hvilke kontekster man benytter kyberidenitet og offline-idenitet går etter meget viktige 
skillelinjer, både for hackerne og chatterne. 
 I utgangspunktet representerer det å bryte med anonymiteten ved å avsløre nick’et ditt 
ovenfor mennesker du har funnet på Internett, uavhengig om du møter disse online eller 
offline, personlig sårbarhet og fare.  
 Hackerne var de som først og fremst delte denne sårbarheten seg i mellom gjennom tillit 
og fortrolighet. På chatten benyttet de alltid nick, men ikke nødvendigvis når de var 
sammen ute, hjemme hos hverandre eller når de kommuniserte via e-mail. Da koblet de 
ofte  disse to identitetene sammen og brukte dem om hverandre i et tilfeldig mønster. 
Tomas var ofte referert til som Tomas, men av og til også som ‘Apache’. Radek ble oftest 
kalt ‘Tripie’, men av og til også bare Radek. Vladan var som regel alltid ‘Chobot’, mens 
Ales blant guttene i Underground var stort sett Ales og ikke ‘Neologic’. Denne flyten 
mellom nick og offline-navn skjedde imidlertid bare når de var samlet i en mer privat 
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setting. En slik sammenblanding virket utenkelig når de måtte forholde seg til andre 
fremmede mennesker. Da de eksempelvis opptrådde som representanter for hackere fra 
‘tsjekkisk computer-undergrunn’ under foredraget på internettkaféen NoD, holdt alle seg 
til hverandre uten unntak med sine offline-navn. Å høre dem omtale hverandre og 
henvende seg til hverandre på en slik måte virket stivt dem i mellom, og stod i sterk 
kontrast til den stemningen av intim tillit, lukkethet og avslappethet som vanligvis 
omsluttet dem. 
 Bruddet med anonymiteten blir som å foreta et brudd i den beskyttende grensen mellom 
Nettet og sitt eget liv. Denne sårbarheten man utsetter seg for deler man bare med venner 
man har etablert en sterk tillit til, som uttrykk for en felles taus kontrakt man deler innad. 
Grensen mellom den sosiale gruppen og verden utenfor blir gjennom sårbarhet og tillit 
desto mer markert. 
‘Mika’s uttalelse synes jeg er beskrivende. Han snakket om sitt bekjentskap til en annen 
slovakisk hacker, ‘Noccio’, og husket i den forbindelsen veldig godt hvordan ‘Noccio’ 
avslørte seg ved en tilfeldighet da de reiste sammen til Praha for å delta på et offline-treff 
med de andre hackerne fra hysteria.sk. 
  
Selv om jeg hadde kjent ‘Noccio’ lenge, ikke sant, visste vi ikke hverandres virkelige navn før det 
hadde gått kanskje to år og blitt ordentlige venner… Uansett, du bare avslører ikke navnet ditt til 
hvem som helst du treffer over Nettet. Men vi tenkte etterhvert liksom ikke over det lengre, at vi 
het noe annet enn nick’ene våre. Det var helt tilfeldig at jeg fikk vite det. Jeg og ‘Noccio’ sitter 
ved siden av hverandre i bilen på vei fra Bratislava.. og han tar opp lommeboka for å betale 
bompenger.. og han oppdager med ett at en side i lommeboka - der hvor han har alle kortene sine, 
vises i min retning, at han viser meg førerkortet sitt med navn og alt uten å være klar over det.  
Og jeg sier liksom.. ‘Er det deg?’ (gliser) ...Det var et litt rart øyeblikk. 
 
 
Når det gjaldt chatterne fra Hvezdná flotila, henvendte de seg til hverandre uten unntak 
ved bruk av nick, uavhengig av situasjonens lukkethet eller intimitet. Jeg overhørte ikke 
en eneste gang at de brukte faktiske navn på hverandre. ‘Firefly’ bekreftet den samme 
holdningen til det å avsløre navnet sitt som ‘Mika’, om mulig med enda mere skepsis: 
 
Jeg avslører aldri navnet mitt til folk jeg treffer over Nettet. Det er ingen av oss (henviser til 
Hvezdná flotila-nettverket, min anmerkn.) som gjør det.. Bare tenk på hva jeg kan risikere, hva 
folk kan finne på om de visste det… Jeg mener, det er ikke uten grunn, jeg har jo gjort endel 
 89
ulovlige ting som man kan sees ut ifra hjemmesiden min, og de har jo sett den…at jeg lagt ut hele 
bøker ulovlig på Nettet, for eksempel. 
 
 Denne paranoiaen i forhold til å bryte anonymiteten virket tydeligere blant Star Trek-
chatterne i mellom enn blant hackerne. Å dele samme grad av intern tillit og fortrolighet 
ser ikke ut til å være så sentralt for dem som en grensemarkør til omverden. Som jeg la 
frem i kapittel 3 opererer chatterne også i et løsere og mindre forpliktende nettverk, der 
heller ikke tillit er en like avgjørende faktor for å kunne ta del i deres felles subkulturelle 
interesser. Ettersom de samhandler online i kortere tidsrom enn hackerne før de treffes 
fysisk, og lettere aksepterer at nye medlemmer av nettverket kommer og går, blir det 
desto viktigere å distansere seg personlig. 
 Å holde distanse til Castells Nett blir dermed også i større grad et individuelt foretagende 
enn det er for hackerne. For dem blir beskyttelse av Selvet ikke bare å ha kontroll over 
eget liv, det blir også et sosialt ansvar. 
 
 Kameraepisodene og beskyttelse av det fysiske selv 
 På sosiale treff med chatterne fra Hvezdná flotila hendte det at mange hadde med seg 
kameraer for å forevige ansikt-til-ansikt-sammenkomstene, for som tidligere nevnt fant 
ikke disse sted så alt for ofte. Ovenfor informantene, før vi var blitt riktig kjent, hadde 
samtlige av dem den samme spontane reaksjonen til det å være fotoobjekter. I det de så 
jeg var i ferd med å ta et bilde, knipset de raskt et bilde av meg istedet, som for å kunne 
skjule deler av sitt eget ansikt. Denne reaksjonen observerte jeg også hos chatterne seg 
imellom når de møttes for første gang. Dette ble ofte gjort i rammen av fliring og tøys, 
men et lite alvor lå nok også bak denne handlingen. Da vi var blitt bedre kjent og jeg ikke 
lenger var i rollen som en uklarert fremmed utenfor dem, var det ingen motforestillinger å 
spore omkring det å være kameraobjekt, snarere var det gått over til å bli riktig så stas. 
 Det som gjorde hendelsen spesielt meningsladet var at den også gjentok seg i samværet 
med noen av de slovakiske hackerne fra hysteria.sk da jeg møtte dem for første gang. 
Som en fremmed de ikke hadde sikkerhetsklarert, var mitt nærvær i praksis et uttrykk for 
trusselen mot deres frihet. Dette kunne også demonstrere at de føler at det de driver med 
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på Internett er ‘farlig’ eller illegalt, noe som de har grunn til å skjule for omverden. I 
fysisk samvær med sine online-relasjoner unngåes helst sjansen for ekstra avsløringer av 
sitt eget fysiske selv, i allefall så lenge man ikke er tilstrekkelig kjent og har opparbeidet 
en viss linje med tillit. 
 
Nettet som The Matrix  
Som jeg også har vist i kapittel 1 har tillit som en del av det nære venne-nettverket en 
egen meningsdimensjon i Tsjekkia på grunn av særskilte historiske erfaringer. Spesielt 
frem til kommunismens fall var tillit som sagt et knapphetsgode og en av de få ubrytelige 
’murene’ man hadde mot en kontrollerende stat og offentlighet. 
 På samme måte fungerer tillit og fortrolighet for de tsjekkiske og slovakiske hackerne 
som deres grensemarkører mot en tilsvarende overstyring. I dette tilfellet er systemet de 
beskytter seg mot i form av teknologi, en teknologi som er tilpasset nettverkssamfunnet.  
 Denne overstyringen, som kan sammenfattes i det Nettet Castells snakker om, blir et 
uttrykk for vår tids the Matrix, en virkeligjøring av den klassiske sci-fi fremtidsvisjonen 
av Systemet. I dette systemet er makten ansiktsløs, skjult, anonym og opererer i kraft av 
en altomspennende og global helhet av systemer satt i forbindelse med hverandre. Nettet, 
i likhet med the Matrix, er en anonym, blekksprutlignende organisme som befinner seg 
utenfor folks erfaringsverden. Det representerer en makt som både er uhåndgripelig og 
abstrakt, og derfor vanskeligere å møte eller kritisere direkte. 
 Denne usynlige overstyrende makten er ikke ensbetydende med Internett. Gjennom 
Internett får denne makten og dens utøvere imidlertid et konkret uttrykk og mulighet, 
ettersom det er stedløst, altomfattende og anonymt.  
Muligheten for at man kontrolleres av et usynlig øye er ikke avhengig av at man befinner 
seg på Internett. Internett avspeiler den perfekte veibane for utøvelse av en slik makt, 
både konkret og metaforisk. Det er stedløst, altomfattende og anonymt, en gedigen 
spindelvev som knytter sammen alt fra privatpersoner, nasjonale og internasjonale 
institusjoner til illegale nettverk. 
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 En tsjekkisk paranoia og várhet for et type Storebrorsamfunn med en lignende type 
anonym, diffus makt har røtter i angiver-samfunnet i Tsjekkoslovakia frem til 1989. 
Kommunistregimets makt i praksis, slik Havel (1978) beskriver den, fungerer nemlig 
ikke gjennom en klassisk tvingende statsmakt ovenifra og ned. Maktens og systemets 
grep er effektiv nettopp fordi den virker gjennom velutviklede mekanismer for direkte og 
indirekte psykisk manipulasjon, som hele befolkningen er med på å opprettholde 
gjennom å holde et kontrollerende øye med hverandre, uavhengig om de i realiteten er 
sympatisører av kommunismen eller ikke. Slikt sett ble makten total, ettersom’lange ører’ 
gjennomsyret hver og ens daglige eksistens, enten man befant seg hos naboen, på 
postkontoret eller på arbeidsplassen. Å få oversikt over fiendebildet var dermed ikke så 
lett, ettersom fienden potensielt kunne befinne seg hvor som helst, og ikke bare i form av 
det konkrete politiske partiet eller i form av sympatisører. 
 Som jeg tidligere har vært inne på i kapittel 1 var sirkelen av de nærmeste venner og 
familie eneste unntak. I kapittel 1 klarla jeg også at disse historiske forholdene fremdeles 
ligger til grunn for at det opererer to ulike systemer av moral i Tsjekkia. 
 Internett som uttrykk for the Matrix, det altomfattende systemet med sine tråder overalt, 
gjennomsyres på samme måte som en slik offentlighet av en ikke-eksisterende moral og 
utrygghet og innebærer dermed en potensiell fare. 
 
Nicket som kjælenavn og signalisering av tilhørighet 
Generelt sett hadde kyberfolket nickene som sine foretrukne navn, uansett om de hadde 
en tillit til hverandre som kunne tilsi at de ikke behøvde å opptre anomymt. Ergo er 
nicket  ikke bare instrumentelt praktisk for å sikre anonymitet. Nicket er også en positiv 
og en strengt personlig idenitet, som det er tabubelagt å stjele fra andre (Rheingold 
1994:6, kap 6). Det er også en identitet som uttrykker subkulturell og sosial tilhørighet. 
 For chatterne fungerer nicket som en forlengelse av egen ønskeidentitet med opphav i en 
sci-fi og fantasyverden, som de etterstreber å videreføre i offline-felleskapet og 
virkeliggjøre så langt som mulig. Nick, tilsammen med ytre personlig fremtoning som 
kostymer og andre prestasjoner, utgjør en viktig del av den helheten som skaper et skille 
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mellom dem og den vanlige, ‘normale’ hverdagssfæren. Slikt sett er nicket en sentral del 
av det å konstruere frihetsrommet som jeg snakket om i slutten av kapittel 3.  
 Som ‘Ziran’ fortalte meg: 
 
Når jeg chatter, da ser jo folk bare navnet mitt, meg, som en tekst…så jeg ønsket at de skulle 
forbinde navnet mitt med noe mer  når de ville se det, neste gang, at de skulle huske meg… Så på 
en Con jeg var på, det var en ganske stor Con, da bestemte jeg meg for å kle meg ut som en 
Andorian. Jeg malte alle synlige deler av huden min blå...ansikt, armer, hals (gestikulerer og 
viser)…også håret farvet jeg blått.. også hadde jeg disse på hodet for å ligne helt på en av 
Andorian-rasen (viser meg to bøyde sugerør, som han har festet til en lang strikk til å kunne sette 
opp på hodet) som antenner.. Jeg ville skille meg ut fra alle de andre, være noe personlig, jeg ville 
at de skulle SE meg...jeg vil bli sett. Så neste gang når vi ville chatte, ville de tenke på dette, ha 
dette bildet foran seg når de ville se navnet mitt på chat’en. (Tar på seg antennene for å 
demonstrere, hele tiden med et alvorlig ansiktsuttrykk.) 
 
Fra starten av virket hackernes nick som en viktig del av en felles hacker-identitet. 
 I flere sammenhenger kunne ‘Mika’ begynne å flire og småerte når vi kom inn på de 
virkelige navnene til hackerne han kjente, som om de fremstod som latterlige og 
fremmede for ham og virkelig tilhørte ‘en annen verden’.  Jeg husker første gang da jeg 
spurte ham om hvem ‘Neologic’ var, ettersom ‘Mika’ hadde nevnt dette nicket for meg i 
en mail:  
… Neologic, det er Ales, det. Jeg kaller ham aldri for Ales… Ales liksom, hvem er det??! 
Nicket har også et aspekt ved seg som har å gjøre med et mer generelt fenomen, bruk av 
kallenavn eller kjælenavn. Som det første navnet man blir kjent gjennom får nicket et 
personlig aspekt man ikke legger fra seg selv om man får tilgang til hverandres vanlige 
navn. Nickene som kjærlige kallenavn blir uttrykk for at man deler en fortrolighet, 
intimitet og tillit, aspekter jeg til nå har vært opptatt av.  
 Bruk av kallenavn, ofte i form av diminutiv blant venner og familie, er svært vanlig i 
Tsjekkia. Dette er ikke enkeltstående, for som fenomen er kjælenavn utbredt også andre 
steder i verden, eksemplevis i spansktalende land. 
Blant mine venner i Olomouc har de fleste et kallenavn, enten i form av diminutiv eller i 
form av et annet kjælenavn som kan ha en opprinnelse i noe internt anliggende mellom 
vennene. Eksempelvis går Alexander under det vanlige diminutivet Sasha, som betyr 
Lille Alexander. Michal kalles av vennene sine for Vecernicek, som oversatt betyr 
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Barne-TV. Ifølge vennene hans er det fordi han på sin egen karakteristiske måte smiler 
og ler så han rister, at han alltid er glad og morsom. 
 På linje med kallenavn i Norge kreves det at man har en personlig - historisk dybde til 
den personen for å kunne ta et slikt navn i bruk, at man kjenner til opprinnelsen eller 
hendelsen for kallenavnet. I bruken av kallenavnet ligger den en taus anerkjennelse av å 
tilhøre den nære kretsen.  
 Hackernes nick fungerer som slike kjælenavn, noe som står i kontrast til de egentlige 
navnene og andre mennesker som ikke deler deres nærhet. ‘Mika’ fortalte meg at nicket 
hans hadde en sammenheng med den tiden da han bodde i USA, som noe han selv fant 
på ut ifra den morsomme uttalen amerikanerne hadde på etternavnet hans. På samme 
måte var også nicket til Vladan, ‘Chobot’, en vri over etternavnet hans som de andre 
hackerne kjente til. Dette nicket var også et kallenavn han hadde hatt med seg fra skolen, 
lenge før han begynte å hacke. 
 Slikt sett kan bruk av nick si oss noe om hvordan de respektive nettverkene er satt 
sammen, hvor åpne og lukkede nettverkene er, hvem som innlemmes og utelukkes. 
 Nick blir ikke bare en måte å sikre anonymitet for å kunne distansere seg til en ikke-
konkret og omnipresent maktansamling ‘der ute’. Som kjælenavn markerer nickene også  
grenser mot andre utenfor nettverket og subkulturen.  
 
 
Likesinnede i det stedløse? 
 
Rom versus sted som en ordnende faktor på Nettet 
I likhet med Munch (1997:27 - 28) som skriver om vennskap på Usenet, vil jeg heller 
ikke sluke typiske påstander om Internetts stedsmessige grenser som ‘opphevet’, slik 
Nguyen og Alexander (1996:99) eksempelvis har gjort. ‘Frigjøringen av tid og rom’ på 
Nettet må presiseres nærmere for å ikke bli hengende som en floskel som gjerne knytter 
seg til ny elektronisk kommunikasjonsteknologi. Rommet som dimensjon er nødvendig 
for oss i vår måte å forholde oss til verden på, for å kunne føle at vi kommuniserer med 
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andre. Der ikke rommet tilbys eksplisitt sansbart og fysisk, tenker og fornemmer vi oss et 
av en viss størrelse avhengig av vår nærhet og fremmedhet til den vi kommuniserer med.  
Når vi derfor snakker om at Nettet ikke frigjør oss fra rommet, men reorganiserer denne 
dimensjonen, snakker vi om rom i den termen som Giddens (1990) kaller space eller rom, 
en kontrast til place som sted: 
 
‘‘Place’ is best conceptualised by means of the idea of locale, which refers to the 
physical settings of social activity as situated geographically. (…) The advent of 
modernity increasingly tears space away from place by fostering relations 
between ‘absent’ others, locationally absent from any given situation of face-to-
face interaction’(ibid.:18). 
 
Som et uttrykk for modernitet er en felles fysisk lokalisering ikke lenger et premiss for at 
folk kan samhandle. I denne delen hvor jeg tar for meg sted som dimensjon for 
samhandling over Internett, vil fokus nettopp være på fraværet av det geografiske stedet. 
Som sagt er stedløsheten en del av premissene som ligger forut for at disse tsjekkiske 
kybernettverkene kunne dannes. Selv om disse ungdommene først kommer sammen i en 
de-lokalisert setting, i hvilken grad og på hvilken måte kan man likevel spore sted som en 
viktig dimensjon? 
 
Stedet som en begrensning – det virtuelle som en løsning 
Begge de virtuelle samfunnene jeg har sett på representerer et fysisk eller geografisk sted; 
chatterne Tsjekkia ved å være et tsjekkisk nettverk på samme måte som at både Tsjekkia 
og Slovakia reflekteres gjennom nettverket av hackere og demoscenere. At det sistnevnte 
nettverket av medlemmene var sett som en enhet på tvers av nasjonsgrensene kom til 
uttrykk gjennom utsagn som ‘for oss er tsjekkere og slovakere det samme folket’. Holy 
(1996:98) ville kalle dette et uttrykk for tsjekkoslovakisme, selv om det nære 
språkfelleskapet mellom tsjekkisk og slovakisk først og fremst er det avgjørende for en 
slik nærhet. 
 Likevel er det på Nettet disse sosiale nettverkene har blitt til.  
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Både chatterne og det større hacker-demoscener nettverket er de-territorialiserte ettersom 
de har Internett som opphavssted, det ligger ingen geografisk nærhet forut for 
bekjentskapene. Disse kybernettverkene er hva Rheingold (1994) kaller virtuelle 
samfunn: 
 
‘…social aggerations that emerge from the Net when enough people carry on 
those public discussion long enough, with sufficient human feeling, to form webs 
of personal relations in cyberspace’(ibid.:5). 
 
Ettersom du møtes på Nettet har du helt andre muligheteter til å finne likesinnede da du 
ikke er bundet av fysisk nærvær. For mine informanter blir Nettet viktig som et sted der 
deres sosiale nettverk av likesinnede er oppstått og fortsatt kan opprettholdes, uavhengig 
av hvor i landet de befinner seg. Nærområde eller egen by utgjør ikke lenger en fysisk 
begrensning. Slikt sett er Internett med på å oppløse sted i termer av geografisk 
dimensjon.  
 Hvis jeg skulle forholde meg til Miller & Slater (2000) på dette punktet, ville deres 
konklusjon stå i motsetning til min. Eksempelvis er Bævre (2002) i tråd med Miller og 
Slater opptatt av å vise at ‘real life’ overlapper virtuelle samfunn ved at det er geografisk 
nærhet mellom IRC-forhold og forhold som aktiviseres i hverdagen. IRC gjør dermed 
ikke sosiale samfunn eller nettverk mindre stedbundete og mindre tilknyttet den 
geografiske regionen de lever i. Jeg mener at dette gjerne også kan være tilfelle, men 
påpeker at svaret du får uansett kan avspeile den virkelighet du har tatt utgangspunkt i, 
enten det er sosiale, geografiske nærmiljøer og hvordan de møtes på Nettet eller virtuelle 
samfunn som også møtes offline. 
 Å si at det ene gir et riktigere bilde av sannheten enn det andre blir ikke poenget, da 
begge tilfeller finner sted. Likevel har jeg i alle fall vist her at Nettet på samme måte som 
geografisk nærhet kan danne grunnlag og sette avgjørende rammer for sosiale og 
kulturelle felleskap. 
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Viktigheten av å kunne treffes fysisk  –  stedets betydning 
Samtidig som at kyberungdommen opererer i stedløse samfunn på Nettet, er også det å 
treffes i den stedfaste og fysiske virkeligheten en viktig del av deres sosiale samhandling. 
Som jeg har vist er disse nettverkene i utgangspunktet rene virtuelle samfunn, som over 
tid også blir stedsbaserte og fysiske. Man søker noe mer ut av de sosiale relasjonene enn 
det Nettet kan gi. 
 Slik sett representerer ikke bare sted en fysisk begrensning. I det geografisk nære stedet 
tilhører det fysiske selvet og gjennom det fysisk nære oppleves ‘virkeligheten’ ubeskyttet, 
noe som fordrer tillit og utfordrer den sikkerheten man har gjennom avstand i det 
virtuelle. Å konstruere sitt eget selv og manipulere med sitt eget bilde er alltid lettere på 
Nettet, men ikke like mulig i ansikt til ansikt-konteksten.  
 
Sammenheng mellom Selvet og Stedet? 
Det ligger innbakt i språket vårt når vi gjennom å være tilstede henspeiler både på vårt 
eget jeg og på det fysiske stedet som et grunnlag for kommunikasjon. Det fysiske stedet 
tilbyr en annen form for personlighet og tillit enn det Nettet kan tilby som stedløst og 
anonymt. Viktigheten av fysisk tilhørighet som det konkrete og virkelige i motsetning til 
det virtuelle, i form av geografisk sted og ansikt til ansikt, kan etter min mening ikke 
oversees. Selv og sted blir dermed to sider av samme sak. 
 Det fysiske stedet er den arenaen hackerne starter i for å kunne bryte ned skillet mellom 
kyberidentiteten og hverdagsidentiteten slik at denne blir en og samme, der det 
kybernettverket også blir et vennenettverk med ubrytelig tillit. 
 Samtidig kan opprettholdelsen av skillet mellom det fysiske sted og kyberselvet være 
meningsfull i seg selv, hvis det er selve leken med en alternativ identitet som er det 
sosiale fellesgodset, noe som i større grad er tilfellet enn for Star Trek-fansen. I begge 
tilfeller, gjennom å koble inn fysisk tilhørighet tilføres en egen og ny meningsdimensjon 
på det sosiale plan. 
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‘Stedrommet’ og ‘flytrommet’ i kybernettverkene  
Castells problematiserer forholdet mellom ‘flytrommet’, space of flows, med 
‘stedrommet’ space of places, ettersom han hevder flyt i økende grad tar over for lokalitet 
(1996:425).  
 
‘..flows of capital, flows of information, flows of technology, flows of 
organizational interaction, flows of images, sounds, and symbols (…) are not just 
one element of the social organization: they are expression of processes 
dominating our economic, political, and symbolic life’(ibid.:412). 
 
 
Ut i fra dette går det frem at sted som dimensjon i nettverkssamfunnet i økende grad 
mister sin betydning for samhandling.  
Likevel kan det spores en sammenheng mellom disse to dimensjonene Castells beskriver 
i  kybernettverkene jeg tar for meg. Flyt av samhandling, forestillinger, lyder i form av 
musikk og symboler, nedfestet i kybernettverkets innhold i form av konkrete goder og 
symbolsk kapital, overføres i utgangspunktet via Internett. I praksis er flyten løsrevet fra 
stedet, noe som manifesterer seg gjennom hvor aktørene fysisk befinner seg. Selv om 
’flytrommet’ og ’stedrommet’ i prinsippet kunne operert uavhengig, ser vi likevel at det 
er en sammenheng mellom sted og hvor flyten går. Chatternettverket demonstrerer dette 
klarest, ettersom det viser seg som et rent tsjekkisk nettverk. Det tsjekkisk-slovakiske 
nettverket hackerne befinner seg i minner oss imidlertid på at sammenhengen mellom 
sted og flyt ikke er helt fullstendig. 
 For eksempel ‘Deni’, kameraten til de slovakiske hackerne ‘Salo’ og ‘Mika’, fortalte at 
han i forbindelse med demoscene-prosjektene sine samarbeider med en i Polen som lager 
musikk for ham, som han heller aldri har sett. Hackeren ‘Mika’ var også like aktiv som 
hacker for CzERT i den tiden han bodde i Texas.  
 Slikt sett er både hackernes og chatternes nettverk gode eksempler på at ‘stedrommet’ og 
‘flytrommet’ ikke nødvendigvis opererer som uavhengige eller konkurrerende 
dimensjoner. Det at lokalitet formidles ved at det dreier seg om tsjekkiske og tsjekkisk-
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slovakiske nettverk blir i dette tilfellet en del av den meningen som formidles i ‘space of 
flows’. 
 Geografisk sted i forhold til cyberspace er dermed ikke nødvendigvis bare en faktor hvis 
logikk og mening absorberes i det stedløse ‘flytrommet’. Lokalitet kommer også til 
uttrykk i selve hackingen som tsjekkisk-slovakisk , noe jeg vil illustrere nærmere i kapittel 
5. Dette vil vise oss at lokalitet også kan operere som viktig symbolsk kraft og ramme for 
‘space of flows’. Alt i alt så vises det her at ‘stedrommets’ rolle for samfunn ikke 
nødvendigvis må avta selv om ‘flytrommet’ spiller en viktig rolle.  
 
 
Teknologien og Samfunnet 
 
Som en avsluttende innramming for dette kapittelet vil jeg gi en vurdering av noen av de 
viktigste teoretikere jeg har nevnt her og som representerer ulike syn på forholdet mellom 
Internett og den sosiale verden. 
 Under dette kan det trekkes frem to akser, der den ene går på hvorvidt man kan snakke 
om en teknologisk determinisme versus sosial forankring. Den andre aksen dreier seg om 
hvorvidt Internett bidrar til å skape samfunn eller bryte ned allerede eksisterende sosiale 
strukturer. 
 Til slutt vil jeg kunne trekke noen konklusjoner.  
 
Teknologisk determinisme eller sosial forankring? 
I forhold til hvorvidt det er teknologien som legger premissene for samfunnet eller 
samfunnet som legger premissene for teknologien, har Castells en tendens til teknologisk 
determinisme når han beskriver de dyptgripende endringene samfunnet står ovenfor. På 
marxistisk vis tegner han opp et bilde der materielle forhold former det sosiale, slik at 
nettverkssamfunnet sees som et resultat av revolusjonen i informasjonsteknologien og 
ikke omvendt. 
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 Miller & Slater er derimot opptatt av å vise hvordan teknologien, Internett på Trinidad, 
først og fremst er nedlagt i det sosiale. Samtidig er de ikke sosiale determinister, ettersom 
de ikke er fremmede for individuell kreativitet. Måten Internett slår igjennom på, 
avhenger av i hvilken grad denne teknologien kan hektes opp i det sosiale eller ved at det 
sosiale åpner opp for det. 
 Jeg ser verdien av begge disse perspektivene. Jeg anerkjenner aspekter ved Castells 
determinisme ettersom jeg har vist at Internett-teknologien gir rom for noe helt nytt som 
tidligere ikke var tilstede i ansikt-til-ansikt. Mennesker kan danne fellesskap på måter 
som før ikke var mulig. Castells (1997a) har rett i at Internett skaper en global 'matrise' 
for kommunikasjon. Han kommer med et eksempel tatt fra Zapatistene i Mexico, og 
beskriver hvordan en hel gruppe av vidt spredte småbønder (peasants) i Chiapas og 
Oaxaca-regionen benyttet Internett og media som en mektig kommunikasjonsstrategi, 
både ovenfor hele det mexicanske samfunnet og verdenssamfunnet for å presse frem 
Indianske rettigheter i det mexicanske politiske systemet. 
 Internett ble et viktig instrument til å kunne forene indianerne sammen i sin krigføring 
mot undertrykkelse, samtidig som at  
 
‘..the flow of public information reaching society, through the media, and through 
new tehcnological means, was much greater than what conventional strategies 
could control. Marcos gave his opinion, the Church gave its opinion, and 
independent journalists, NGOs, and intellecuals, from the forest, from Ciudad de 
Mexico, from the world’s financial and political capitals, all gave their own 
opinion. These alternative opinions (...) called into question forms of construction 
of ‘the truth’, and induced, within the political regime as well, a variety of 
opinions. The view from power became more fragmened’ (ibid.:72 – 73). 
 
På samme måte som for de tsjekkiske kyberungdommene benyttes Internett som et 
medium for å lettere forene lokale og geografiske fragmenterte grupper under én felles 
identitet, som uttrykk for for et sivilt samfunns søken etter autonomi. 
 På den annen side har Miller og Slater rett i at ‘flytrommet’ ikke erstatter ‘stedsrommet’. 
Kyberfolket har behov for å knytte det virtuelle opp til det fysiske stedet for å kunne 
skape en tillit til de sosiale relasjonene. Folk forholder seg på en annen måte til hverandre 
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når de møtes over Nettet fordi det er stedløst og anonymt, og for de tsjekkiske 
ungdommene utgjør de virtuelle bekjentskapene noe annerledes som må behandles med 
distanse. 
 I tillegg er de som stedløse fellesskap også tsjekkiske og tsjekkisk-slovakiske, og dermed 
forlengelser av allerede eksisterende subkulturer og offline-felleskap. 
 
 På hvilke måter Internett skaper sosiale felleskap eller leder til sosial 
forvitring  
Teknopessimisten Virilio (2000) tegner en dyster fremtidsvisjon som følger av Internett-
teknologiens, forskningens og kybernetikkens muligheter. Han tar utgangspunkt i 
aspekter ved den globaliseringsprosessen som Castells har skissert, som at real time 
erstatter lokal tid og at økende flyt av informasjon og forestillinger både vil krysse og 
utviske landegrensene. 
 Virilio er opptatt av de verst tenkelige resultater av en slik utvikling, hvor demokratiet, 
etikken, estetikken, familien, humaniteten og den lokale kulturen går i oppløsning. 
  Internett kan både som kommunikasjonsteknologi og som fremtidens 
informasjonsbaserte ‘superhighway’ fritt domineres av aggressive og forsløvende 
kommersielle krefter, hvor den autentiske handlingen og samhandlingen samtidig 
erstattes av den virtuelle, fjerne og ansvarsløse. Etisk sett får markedsplassen og 
kriminelle nettverk dominere, ettersom ingen på noen måte stilles til ansvar. 
 Dette er ett av de trekkene Virilio fremhever ved det han kaller det automatiske 
demokratiet, som et produkt av denne reelle tiden. Her ender mennesket opp som et 
objekt for altoverskyggende interesser, der den kybernetiske forskningen og det tekniske 
fremskrittet favoriseres. 
 Svakhetene ved Virilios bok er at den ikke inneholder særlig empirisk dokumentasjon, 
noe som gjør det vanskeligere å vurdere hvorvidt hans bilde er reelt. Likevel er det 
tenkbart at Internett kan bidra til å oppløse eller true visse sosiale strukturer som allerede 
er etablert. Nettet i form av chat og tilbud om mangfoldige sjekkesteder kan eksempelvis 
gi folk i allerede etablerte forhold en fristende mulighet til å bedrive skjult utroskap og til 
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og med danne‘virtuelle ekteskap’28 (se også Rheingold 1994:7-8). At Internett benyttes 
som et sted for fri tilknytning og spredning av organiserte kriminelle nettverk er jo også 
et faktum, noe som slikt sett bidrar til å støtte Virilio. 
 Samtidig som at slike faktorer kan tale for at Nettet oppløser allerede eksisterende 
felleskap, er det også et sted der nye interessefelleskap dannes. Dette går også frem av 
empirien i denne analysen om tsjekkiske chattere og hackernettverk. Rheingold (1994), 
med støtte av andre, som eksempelvis Jones (1997:146), taler for et slikt syn. 
 I motsetning til Virilio hviler Rheingolds bok på empiriske funn. Visse deler av Internett 
består av virtuelle felleskap som ville vært vanskelige å tenke seg kunne oppstå utenfor 
rammene av Nettet. Mest beskrivende i så måte er globale kyberkulter basert på dyrking 
av sære og snevre idoler, enten i form av rockeguruer eller avdøde Timothy Leary (hvis 
ønske var å erklære sin egen død på Nettet og fortsatt ‘leve i cyberspace’.) 
 Rheingold beskriver også i kapittel 6 i sin bok hvordan folks følelser og nærhet kan 
vekkes i online felleskap. I en chattegruppe var det blant annet sorgreaksjoner ovenfor en 
chatters bortgang. 
 Konklusjonen ved dette, at emosjoner og intime relasjoner er mulig ovenfor mennesker 
man ikke engang har sett ansikt til ansikt eller vet hvordan er utenfor Nettet, er ganske 
slående interessante funn i antropologisk forstand. Selv om dette er virtuelle nettverk, er 
de likevel konkrete i form av at dette er snakk om samhandling med spesifikke 
mennesker som tiltaler hverandre ved navn. Det er altså ikke forestilte felleskap i termer 
av Anderson (1983). 
 Man kan likevel spørre seg i hvilken grad Internett, kabel-tv og reisevirksomhet, alle 
disse uttrykkene for nettverk som binder oss stadigere tettere sammen og gjør verden 
mindre, fører til at mennesker utvikler en form for global samvittighet. Får vi et 
verdenssamfunn der vi alle er mer moralsk forpliktet ovenfor hverandre, der vi blir i stand 
til å bry oss følelsesmessig om tusenvis av mennesker vi aldri har møtt?  Som kjent er det 
                                                 
28 En av chatterne jeg traff fortalte meg at han kjente til en fantasy-orientert chatter fra et annet rom på x-
talk.cz, ‘U Gandalfa’ som hadde et slikt skjult ekteskap på Nettet. De hadde også møtt hverandre i offline 
og utviklet følelser for hverandre. Dette forholdet hadde  pågått i flere år, og kjæresten hans visste heller 
ikke om det. 
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jo nok av eksempler på at mennesker i utgangspunktet kan utvikle følelser og 
engasjement i forhold til ukjente andre i form av kjendiser. Likevel er Jonathan Friedman 
(1997), sammen med ganske mange antropologer imot at en slik type global samvittighet 
er mulig; det er begrensninger for hvor store forpliktelser man kan føle overfor folk man 
ikke kjenner. For at dette kan være tilfelle må det eventuelt en personlig link til – 
eksempelvis at man vet at man er i slekt med hverandre. 
 Virilio og Rheingold står som klare motpoler i sine syn på teknologien. Selv om Virilio 
står svakere empirisk enn Rheingold, vil jeg likevel slå fast at begge disse forfatterne kan 
ha rett om ulike aspekter ved Internett ettersom teknologien alltid utformes lokalt. 
Totalt sett støtter min empiri Rheingold mer enn Virilio, ettersom mine informanter 
ligner på hans. Mitt materiale viser at Internett er et sted der samfunn først og fremst 
dannes. Noen samfunn finnes bare på Nettet og har Nettet som sin forutsetning, noe som 
både det tsjekkisk-slovakiske hackerfelleskapet og Hvezdná flotila-nettverket er 
eksempler på. 
 
 
Konklusjoner 
 
Jeg har i dette kapittelet sett på hvilke måter Internett-identiteten utgjør en ny type 
identitet som tvinges frem ettersom Internett skiller seg på grunnleggende måter fra 
ansikt-til-ansikt-konteksten. 
 Gjennom at informantene danner eksklusive nettverk skaper de seg en egen autentisk, 
selvstyrt, autonom sfære fra The Net, fra den ansiktsløse makten, basert på tillit.  
Det tsjekkiske kyberfolket opplever tillit som et viktig aspekt, ettersom de møtes i en 
sfære der en sensitivitet for aspekter av ‘The Matrix’ også trekker på tidligere historiske 
erfaringer. Denne henger sammen med paranoiaen mot Systemet i form av ’big 
government’, som jeg også har nevnt i avslutningen i kapittel 2, en resonans som er 
tilstede både i Tsjekkia og California. Denne vil jeg utdype videre i neste kapittel, der jeg 
ser nærmere på subkultur i lys av motkultur. 
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 Det konkrete stedet består som en referanseramme på tross av at ‘flytrommet’ Castells 
snakker om også gjør seg gjeldende. Slikt sett bekreftes Miller & Slater som er opptatt av 
å fremheve hvordan aspekter ved offline, det som allerede finnes, er grunnleggende og 
avgjørende. 
 Sted et ikke et irrelevant aspekt ettersom begge disse subkulturelle gruppene møtes 
fysisk. For chatterne er som sagt offline-treffene en viktig del av fandom-praktiseringen. 
Å møtes fysisk; en sammenkobling av selv og sted, gjør at det blir sterkere forpliktende 
relasjoner. De nettverkene jeg beskriver kan slikt sett tilsvare det tette bygdefellesskapet 
som Tönnies (1922) setter i motsetning til den anonyme storbyen; tillit er noe de får i sine 
eksklusive nettverk i kontrast til det store og anonyme Nettet. 
 Min empiri støtter Castells i at mulighetsrommet er blitt mye større med Internett, både i 
forhold til måter å forene seg på og i forhold til muligheter til kunne kommunisere utover 
det lokale.  
 På lignende måte bekreftes også Rheingold; både hackerne og sci-fi-fansen har Internett 
som et veldig effektivt instrument for å møtes og danne sosiale nettverk, og Nettet bidrar 
i dette tilfellet til økt felleskap fremfor økt fragmentering. Som resultat ser vi en 
løsrivelse fra sted, der det å møtes fysisk ikke er en forutsetning for å delta - de er begge 
virtuelle nettverk. 
 Miller & Slater kan også sees i kontrast til Rheingold, ettersom de benekter samfunn som 
cybersamfunn. Som subkulturer eksisterer imidlertid disse samfunnene i en viss forstand 
på forhånd, og Miller & Slater kan støttes på dette, noe jeg vil vise i neste kapittel. Jeg 
slår dermed fast at Internett skaper et mulighetsrom som ellers ikke ville ha vært der, men 
at det trengs både engasjerte aktører - mine informanter,  og kulturell kapital i form av 
kunnskaper og interesser for at det skal realiseres. 
Selv om Internett er globalt, en jungel av mangfold og kjennetegnes ved flyt av 
informasjon og millioner av brukere, eksisterer det til syvende og sist bare i lokale 
manifestasjoner, slik globaliseringsteori gjerne viser oss. De avgrensede og forpliktende 
nettverkene jeg tar for meg bærer alt i alt større preg av å være lokale utforminger, både 
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som tsjekkiske nettverk og som subkulturer fremfor globale felleskap. Dette vil jeg 
utdype i det siste kapittelet i oppgaven.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5. SUBKULTUR OG MOTKULTUR  
 
 
Introduksjon 
 
På bakgrunn av kapitlene 2 og 3 kommer det frem hvordan det sosiale nettverket i 
konteksten ansikt-til-ansikt avspeiler den sosiale verden de har på Nettet. I forlengelsen 
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av dette vil jeg her se på hvordan hackerne uttrykker at de er medlem av en subkultur i 
online og offline, der både eksklusivitet og at noen medlemmer i subkulturen får en 
mektigere stemme enn andre, kommer til uttrykk. Slikt sett går jeg i mot et syn 
representert ved blant annet Turkle (1995) om at cyberspace tilbyr en frigjørende egalitær 
sosial arena der alle stiller likt i kontrast til den stratifiserte sosiale verden utenfor. 
For å stemme i med Miller & Slater gjelder de samme reglene for kulturer på Internett 
som i andre kulturer i offline. Det koster tilsvarende å bli medlem her gjennom at 
mennesker må betale i form av symbolsk kapital, og på samme måte som i offline gir den 
sosiale gruppen på Internett noe tilbake i form av status. Hvis det skal være mulig å 
snakke om medlemskap i subkultur, må faktorer om stratifisering og symbolsk makt være 
en del av bildet, enten denne er på Nettet eller ikke. 
 Subkultur; subordinerte grupper som punkere, mods og rockeres ekspressive sosiale og  
symbolske utforming av særegne stiler i kontrast til det bestående, som en spesiell 
respons på et definert sett av tidsmessige omstendigheter omtales i Hebdiges klassiker fra 
1979. Termen motkultur, en nyansering innenfor begrepet om subkultur betegner en 
subkultur som ikke bare representerer en kontrast, men også en opposisjon til 
hegemonien. 
 På linje med Hebdiges Teddy Boy-stil fra ‘50-tallet og ‘70-tallet er Star Trekkerne 
eksempler på rene subkulturer som mangler det 
motkulturelle aspektet. ‘70-åras Teddy Boys’ 
respons på den britiske arbeiderklassens desillusjonisme er kjennetegnet ved 
en ‘bad guy’- orientering og machismo gjennom brylkrem, 
sjåvinisme og plutselige voldsutbrudd, en stil som reflekterer foreldregenerasjonens 
modell for maskulin adferd, mem som ikke tilbyr noen form for samfunnsmessig kritikk. 
På samme måte er heller ikke Star Trek-folket et uttrykk for noe politisk engasjement. 
Hensikten deres med å ta avstand til samfunnet er ikke å kritisere det, men å fremme lek 
og moro med en alternativ verden. De tsjekkiske hackerne, derimot, på linje med 
punkere, er motkulturelle gjennom at de tilbyr en alternativ ideologi til det de forbinder 
med det tsjekkiske ‘mainstream’-folket som ‘røkla’. 
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 I kapittel 2 presenterte jeg den symbolske kapitalen og tause kunnskapen som hackerne 
bygger opp og hvordan denne kommer til syne i deres sosiale sammenhenger offline. 
 I kapittel 3 med utgangspunkt i Internett-konteksten viste jeg hvordan den samme type 
humor og kunnskap reflekterer seg i deres kyberaktiviteter og hvordan hackernettverket i 
større grad enn Star Trek-folkets uttrykker eksklusivitet og lukkethet. I dette er 
grensemarkeringer hele tiden underliggende og gjennomgående. 
 I forbindelse med dette vil jeg fokusere på hvordan hackerne og deres nettverk 
distanserer seg til omverden gjennom å aktivt trekke opp kulturelle grenser mellom dem 
selv og ‘de andre’ i sin streben etter autonomi, der de er i mot pliktetikken og for det 
indre og autentiske. Alt i alt uttrykker deres symbolske kapital en reaksjon og en kontrast 
til mennesker de ikke vil representere. 
 ‘De andre’ jeg vil ta for meg er både den jevne tsjekker som ikke deler deres 
orienteringer, og de gruppene av Internett-folk som truer hackernes subkulturelle grenser. 
Disse innehar visse fellestrekk gjennom at de identifiserer seg gjennom noe av den 
samme kulturelle kapitalen, i tillegg til at de ferdes i hackernes terreng både i cyberspace 
og i deres studiemiljøer. 
 De kulturelle orienteringene og den symbolske kunnskapen hackerne velger ut og bygger 
opp per se er derfor tvingende nødvendig å forstå i termer av grenser, i et relasjonelt lys: 
 
‘The critical focus of investigation from this point of view becomes the ethnic 
boundary that defines the group, not the cultural stuff that it encloses’ (Barth 
1969:15). 
 
Ved at sosiale grupper møtes og krysser hverandres territorier, utfordres de identitetene 
som skiller dem, som utgjør ‘the radical difference’. Denne ‘radical difference’ er for 
Barth summen av de aspektene som aktørene selv vektlegger i sin ekskludering av de 
andre, og forskjellen må aktivt og kontinuerlig forsvares og opprettholdes om det skal 
være snakk om ulike identiteter. 
 Herunder ligger det to dimensjoner. Det ligger en global referanse ettersom både 
hackerkulturen (og for den saks skyld også sci-fi-fandom, som jeg ikke vil fokusere like 
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sterkt på her) er en global kultur som finnes overalt, med opphav i tekniske alternative 
miljøer, preget av kulturelle strømninger fra California i USA. I tillegg har kulturene et 
lokalt, tsjekkisk særpreg. Måten de tsjekkiske ungdommene engasjerer seg i Internett og 
Internett-teknologi på og orienteringen de benytter til å kapsle dette engasjementet inn i, 
er farvet av begge disse to dimensjonene.  
 
 
Det ‘globale’ aspektet – hackerkulturens ideologiske og 
historiske rammer 
 
Historien om den amerikanske hackerkulturen er på sett og vis den samme som 
kyberkulturen fra California som jeg har omtalt i kapittel 2. Universitetsmiljøene og 
laboratoriene der kyberkulturen blomstret opp var mange av hackernes miljøer, som 
eksponerte og representerte kulturen. Som programmerere og tekniske nettverksbyggere 
stod hackere bak utviklingen av ARPANET og de første PC-ene. Den opprinnelige 
hackerkulturen var ikke bare kyberkulturens begynnelse, men også kulturens 
motkulturelle spydspiss, som etterhvert tok opp i seg kommersielle krefter og ikke lenger 
bare utgjorde en subkultur med en samfunnskritisk ideologi. 
 Hackerkulturen som subkultur i dag er en blanding av både kommersialisme, 
pragmatisme og motkultur, og et globalt fenomen så vel som lokalt. Her vil jeg begynne 
med å presentere begynnelsen av hackerkulturen, og se på hvilken ideologi som utgjør 
den motkulturelle ‘bevegelsen’. 
 Selv om programmerere som sådan opererte fra 1945, var det ‘The Early Hackers’ som 
Raymond (1999) omtaler dem, som fra begynnelsen av 1960-tallet som la grunnlag for 
den subkulturelle og motkulturelle kyberkulturen. Utviklingen av PC-en, 
nettverksteknologien og Internett i takt med de motkulturelle strømningene har jeg 
tidligere har vært inne på i kapittel 2. Nå skal jeg komme nærmere inn på hvem disse 
utviklerne var, og hva de stod for. 
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Fundamentene for en motkultur: hacker-etikken grunnlegges  
 
’The technology has to be considered as larger than just the inanimate pieces of 
hardware (..), the technology represents inanimate ways of thinking, objectified as 
ways of thinking. The myth we see (..) is definitely the triumph of the individual 
over the collective dis-spirit. 
The myth is attempting to say that the conventional wisdom and common 
understandings must always be open for question. It’s not just an academic point. 
It’s a very fundamental point of, you might say, the survival of the humanity, in a 
sense that you can have people (merely) survive, but humanity is something that’s 
a little more precious, a little more fragile. So that to be able to defy a culture 
which states that ’Thou shalt not touch this’ and to defy that with one’s own 
creative powers is...the essence. The essence, of course, is the Hacker Ethic’ 
(Levy 1984:429 – 430). 
 
Siden en gruppe av programmerere begynte å kalle seg hackere på MIT  (Massachussetts 
Institute of Technology) laboratoriet omkring 1961 utviklet det seg parallelt en etisk 
holdning som representerte en utfordring til den eksisterende protestantisk-weberske 
samfunnsetikken - hacker-etikken (Himanen 2001). Hacker-etikkens imperativer er ifølge 
‘insideren’ fra det norske hackermiljøet, Hannemyr (1997) å fornekte hierarkier, mistro til 
autoriteter, promotere desentalisering, dele informasjon og tjene hackersamfunnet som 
uttrykk for den kollektive kreativiteten. 
 Hacking som ‘flikkingen’ på programmer var innen programmerer- og 
teknologinettverksmiljøene motivert ut fra lek og lidenskap i rammer av kreativ og 
individualistisk frihet. Bare gjennom å legge arbeidsforholdene til rette for det 
individuelle frihetsbehovet kunne man oppnå en maksimal skaperevne, og igjen til hele 
fellesskapets beste føre verden videre mot et høyere nivå. Dette gir utslag i en plikt til å 
dele ekspertise gjennom full åpenhet, der man setter fri software, informasjonstilgang og 
dataressurser uten å la kommersielle interesser i form av lisensavtaler forhindre 
virksomheten. Alt i alt står dette som et klassisk ideal som definerer en bestemt hacker-
rolle, en selvpresentasjon for hva det vil si å være hacker (Goffman 1992). 
 Den radikale og anarkistiske lederfiguren fra MIT lab’en på ’60-tallet, Richard Stallman, 
en av de gamle absolutte heltene i amerikansk hackerkultur, regnes som hacker-etikkens 
dypeste forsvarer og ideologiens grunnlegger (Raymond 1999). Gjennom sine holdninger 
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representerer han den venstreorienterte fløyen av California-ideologien i sitt syn på 
teknologi som omtalt i kapittel 2. Teknologien skal først og fremst tjene felleskapet og 
ikke individuell eller kommersiell vinning. Som et motkulturelt fundament utgjør dette en 
kritisk opposisjon til det vestlige kapitalistiske samfunnets arbeidsetikk og kultur, der 
profitt og eierskap er gjennomsyrende motivasjon for menneskelig eksistens og arbeid 
fremfor individuell og kreativ utfoldelse. 
 Stallmans vektlegging av anti-eierskap og anti-copyright, hvor kommersielle systemer og 
lisensavtaler som forhindrer brukerne å ‘flikke’ eller hacke programmene sees som 
uttrykk for fascisme (Levy 1984). Dette kommer til uttrykk i praksis senere med ‘80-
tallets inntog da copyright og eierskap i dataindustrien kom på banen. I protest mot 
copyright og lisens-avtalene innførte han sin egen ‘copyleft’29 som alternativ og begynte 
å promotere for det han kaller ‘free software’, total ikke-kommersiell hackerisme både 
gjennom å grunnlegge ‘Free Software Foundation’, og nettstedet  www.gnu.org.  
 
‘60-talls hackerne og motstanden mot ‘Scientific Management’ 
Hackerkulturen som en motkulturell kritikk av det vestlige samfunnet viste seg 
eksempelvis i forhold til innføringen av ’Scientific Management’, på bakgrunn av 
Taylorismen30 i bedriftene på midten av 1960-tallet da bedriftsledelsene ønsket å føye 
computer-arbeid inn i rekken med andre industrielle aktiviteter. I kjølvannet av at 
dataprogrammene ble større og større anså lederne behovet for en større arbeidsstyrke og 
hierarkisk administrering, der målet ble å øke arbeidets standardisering, effektivisering og 
spesialisering (Hannemyr 1997). Som en effekt av denne hierarkiseringen og isoleringen  
av programmerere og teknikere i ulike avdelinger ble deres sosiale interaksjon, som 
utveksling av hverandres idéer, forhindret. Kvaliteten på arbeidet føltes å bli forringet ved 
                                                 
29 På 1980-tallet lanserte Stallman sitt alternativ til copyright-lovgivningen ved å lage ‘copyleft’ eller GPL 
/General Public License, en lisens som er åpen i den forstand at kildekoden til et hvert program som selges 
skal legges ved, som muliggjør at andre kan lese programkodene og dermed hacke og flikke videre på 
programmet. 
30 Inspirert av Frederick W. Taylor som lagde en av de første effektiviseringsmodellene for ’det moderne 
arbeidsliv’ omkring 1911. 
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dette, i tillegg til at computer-arbeidere ble fratatt kontrollen over sin egen 
hverdagsaktivitet. 
 Mange hackere som insisterte at deres arbeid skulle være rotfestet i kunstneriske uttrykk 
og håndverk, ikke i reguleringer, motsatte seg det denne nye orden medførte, og flere 
migrerte til felleskap der en anti-Taylorist-holdning ovenfor computerarbeid var tolerert. 
Dette dannet bakgrunnen for en type hacker-folklore der hackeren opptrer som den 
triumferende og moralske seierherren med rett til å forakte og latterliggjøre ’dumheten’ i 
bruken av Tayloristiske prinsipper. 
 
Kommersielle strømninger i hackersamfunnet 
Både Raymond og Levy vektlegger at hackerkulturen fra ‘80-tallet ikke er ensidig 
motkulturell, men også bærer preg av ‘kommersiell hackerisme’. Variasjonen går etter 
hvor strengt man følger den ideologien som den klassiske hacker-etikken legger opp til, 
som slik kan tilby ulike agendaer innen kulturen. Som et resultat av utviklingen Levy 
beskriver gjennomgikk subkulturen fra 1960-tallet og utover mot 1980-tallet en 
transformasjon ettersom penger og hype infiltrerte hackermiljøene. Med 1980-tallet kom 
også copyright og eierskap inn i dataindistrien, introdusert ved at Microsoft ble det første 
selskapet som tjente store penger på software-utvikling for IBM31. Fra å være en ren 
motkultur der ‘techno-hippier’ drev grasrot-aktivisme fikk hackerkulturen med dette inn 
en stillere, mindre konfronterende og mer markedsvennlig strøm, som ikke var like 
bundet til den rendyrkede anarkistiske og anti-kapitalistiske ideologien Free Software 
Foundation og ‘den gamle skolen’ fra ‘60-talls miljøene holdt fast ved. 
 Denne mer ‘kommersielle hackerismen’ ble også ble toneangivende i tidsskriftet 
WIRED, med en mer liberalistisk form for individualisme. Med all den glitter og glamour 
som begynte å omsverme høy teknologi og Internett kom hackerne også i selskap med 
‘den virtuelle klassen’ av ‘techno-yuppies’ WIRED ble talsapparat for, bestående av 
teknofile, ny-klassiske økonomiske liberalister og leverandører av teknologisk hype. Som 
                                                 
31 På begynnelsen av ’80-tallet lagde Microsoft operativsystemet MS DOS for IBM, som var startskuddet 
for Microsofts transformasjon fra et lite selskap til en kommersiell gigant.  
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resultat ble det et stort ideologisk gap mellom hackerne av den første generasjonen og 
den nye og yngre ‘virtuelle klassen’, der de sistnevnte hadde en større fascinasjon for 
teknologiens evne til store og revolusjonerende endringer fremfor kjærlighet til 
teknologien per se (Hannemyr 1997:8-9).  
 
Raymond ‘open source’ og Linux – den nye hackergenerasjonen 
Eric Raymond, den andre helten i den amerikanske hackerkulturen, kan sees som en 
større pragmatiker i forhold til Stallman og generasjonen fra ‘60-tallet. Raymond er 
høyreorientert og mer åpen for å forene hackerpraksis med kommersielle interesser og en 
mer liberalistisk individualisme. 
 Han er frontfigur for den nyere hackergenerasjonen som han kaller ‘The Early Free 
Unixes’, som representerer perioden etter 1991 da operativsystemet Linux kom på banen. 
 Det revolusjonerende for Raymond var at ‘The Early Free Unixes’ kunne markere seg 
gjennom en ny bevegelse innen dataindustrien, ‘open source’, som ifølge ham 
muliggjorde en ny revolusjon for hackerkulturen etter at databransjen hadde vært preget 
av et tiår med økende kommersialisering og desillusjonisme. 
 ‘Open source’, som inntraff parallelt med at Internett fikk en ‘boom’ på tidlig 1990-
tallet, innebærer at programmer og systemer fritt utvikles og forbedres på Nettet gjennom 
hacking og flikking av utallige frivillige nettbrukere, som et kollektivt prosjekt. Gjennom 
en slik åpenhet til alle de hackerne og frivillige utviklerne der ute er ‘open source’ 
hacker-etikken i praksis, samtidig som at idéen om egen vinning ved å selge arbeidene 
videre også sees som et positivt aspekt. 
 Operativ-systemet Linux er et direkte produkt av ‘open source’ utvikling32.  
 Raymond ble talsmann for ‘open source software’ ved å startet nettstedet 
www.opensource.org som et alternativ til Stallmans www.gnu.org. Felles for begge er at 
de vil bekjempe den form for copyright-lovgivning som hindrer hacking og fri utbedring 
på programmene, men ‘open source software’ er juridisk sett mer forenlig med 
                                                 
32 Linux ble utviklet på Internett med utgangspunkt i en Unix-kjerne fra finnen Linus Torvalds, som han 
utviklet ved hjelp av verktøykassen til Stallmans Free Software Foundation. 
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kommersielle interesser og er mer på lag med den kommersielle industrien enn ‘free 
software’33. 
 Raymond viderefører derfor noen av de klassiske fundamentene fra hackerkulturen der 
man skal ha en leken og fri holdning til teknologien, men profitt og det kommersielle er 
ikke lenger et hat-objekt per se. Grupper med anti-holdninger til ‘open source’ er først og 
fremst ‘de andre’ man forkaster og stenger ute fra det gode selskap. 
 Microsoft som uttrykk for monopol-kapitalisme møter ingen sympati hverken hos 
Stallman eller hos de mer pragmatiske hackerne Raymond er talsmann for. For Raymond 
sees  imidlertid ikke det kommersielle konkurranse-aspektet som negativt, men kun det at 
Microsoft bruker ‘skitne tricks’ for å dominere markedet. For mange ble Microsoft  
utpekt som fiende først etter 1995 da Microsoft med sine programvarer begynte å 
dominere standarden for sidene på Internett ved å innføre sine egne html-koder for å 
utkonkurrere andre nettlesere. 
 Slikt sett er fellesholdningen i den totale amerikanske hackerkulturen tydelig, men den 
motkulturelle agendaen knyttes til ‘60-talls hackerismen hvor hackerne opponerte mot det 
kapitalistiske samfunnets moderne standardisering og business-tilpasning av teknologien. 
 
Å lage en ‘radical difference’  -  grensesetting mot kommersiell 
‘mainstream’  
 
‘The communication of a significant difference, then (and the paralell 
communication of a group identity), is ‘the point’ behind the style of all 
spectacular subcultures’ (Hebdige 1979:102).  
 
Subkultur kommuniserer både innad til gruppen og utad til samfunnet gjennom å trekke 
opp en grense som markerer en forskjell. 
 Barth (1969) vektlegger at faktorene som utgjør en ’radical difference’, bestående av en 
mengde dikotomier mellom to etniske grupper, ikke er ’objektive’ eller på noen måte gitt. 
                                                 
33 Der Stallman vil at GPL-lisensen (som allerede omtalt) skal være den eneste gjeldende, er Raymond mer 
for hybrid-lisenser som er tilpasset business. 
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Derimot velger aktørene selv ut bestemte kulturelle aspekter som for dem blir avgjørende, 
samtidig som at andre aspekter velges bort og oversees.  
Som det vil gå frem av empirien her er valget av dikotomier ingen tilfeldighet. På basis 
av disse bestemte dikotomiene skaper hackerne en slik radikal forskjell for å kunne 
markere en bestemt kulturell grense som utgjør deres motkulturelle identitet. 
 Jeg har allerede påpekt, som i kapittel 2 at Underground-hackernes orientering i 
teknologi og alternativ kultur er en viktig del av deres symbolske kapital. Her vil jeg vise 
hvordan orienteringene er hackernes måte å snakke om seg selv på som  alternative, 
motkulturelle, moderne og autentiske, som tilsammen utgjør en ‘radical difference’ mot 
hegemonien av ‘mainstream’. For hackerne er ‘mainstream’ først og fremst den 
tsjekkiske middelklassen, altså den klassen de selv tilhører. I bunnen av deres 
orienteringer ligger sterke verdier om autonomi, et uttrykk for en frihetssfære guttene vil 
skape for seg selv utenfor ‘det kommersielle samfunnet’ forøvrig. 
 Innenfor‘mainstream’ plasseres også andre kybergrupper av chattere og wannabe-
hackere, grupper hackerne føler truer deres grenser i større grad enn andre ved at disse 
beveger seg i samme miljø som dem. Ovenfor disse må hackerne patruljere grensene sine 
tydeligere og utøve hardere sanksjoner enn det de gjør vis-à-vis andre ‘mainstreamfolk’.  
 Ideologiene og verdiene som ligger i bunn for disse grensemarkeringene er bestemte 
utvalgte aspekter, hentet både den globale hackerkulturen fra USA og fra tsjekkisk 
opposisjon, som sier noe om hvilke andre sosiale grupper og subkulturer de identifiserer 
seg med som ‘arvtagere’.  
 
 ‘Free software’-aktivistenes realisering av autonomi gjennom teknologi   
 Det tsjekkiske og slovakiske hackernettverket jeg tar for meg forholder seg til de 
klassiske ideologiske føringene i hackerkulturen som klarerer dem som motkultur. 
Gjennom sin oppfatning av teknologien praktiserer de hacker-etikken i tråd med ‘den 
gamle skolen’, fra 1960-tallet, der en anarkistisk individualistisk frihet dominerer. På 
bakgrunn av dette kritiserer de ‘mainstream’-middelklassen i Tsjekkia og Slovakia. 
Samtidig fornekter de seg som ‘fanatiske’. 
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 Hackerne fra Underground omtaler seg selv først og fremst som ‘free software’-
aktivister. I e-zinet promoterer de for Linux  som ‘open source’ og for ‘free software’. 
Noen av dem innrømmet at de også bidrar til ‘open source’-utvikling gjennom å rette opp 
enkelte feil ved programmer, sende forslag til ulike ‘free software’-administratører og 
hjelper mindre erfarne folk på Nettet via mailinglister med sine problemer relatert til fri 
programvare. Men ingen av dem omtalte seg som utviklere, det var aktivisme de var aller 
mest beskjeftiget med. 
 Som vi har sett fra kapittel 2, er det frie et fremtredene aspekt ved deres måte å 
organisere seg på og forholde seg til hverandre på -  en verdi de fremhever som en 
iboende egenskap ved sitt eget sosiale nettverk. På samme måte manifesteres begrepet 
frihet i selve teknologien de bruker og i måten de bruker den på. Den alternative data- og 
Internett-teknologien, som basis for hackernes kyber-kunnskap som deres viktigste gode, 
fremstilles i stor kontrast til den kommersielle, massemenneske-tilpassede og kreativt 
begrensende Microsoft-teknologien. 
 
Visjonen om et ikke-kommersielt og alternativt e-zine 
 
Den grunnleggende idéen var å lage et alternativt pc-blad ….som også kunne ta for seg annen 
kultur enn bare pc-kultur… alternativ kultur generelt..som musikk (!), tsjekkisk alternativ musikk 
og slike ting. Et blad helt ulikt de andre tsjekkiske pc-bladene, som er skrevet for businessfolk. Vi 
ville lage et blad for normale, unge folk, og bruke normalt tsjekkisk språk.   
          - Ales 
I tillegg til å promotere for ‘free software’ var visjonen for Underground også å 
promotere generelt for det alternative og ikke-kommersielle, som en motvekt til ‘resten 
av andre e-ziner på Nettet’, ikke minst gjennom at deres e-zine skulle være tuftet på 
frivillig arbeid og idealisme fremfor profitt34. 
 Artiklene i Underground har også et klart politisk budskap, der de søker å avsløre 
samfunnsmessig overstyring og kontroll og hvordan teknologiens rolle enten kan bygge 
opp for eller hindre frihet. Copyright og kommersiell teknologi som Microsoft settes 
                                                 
34 Det lille reklamebanneret de har på forsiden for blant annet Linux og den tsjekkiske versjonen av 
tegneserien ”Red Meat” (se www.redmeat.com) gir ingen inntekter i form av pengestøtte. Eventuelt kunne 
det hende at de kunne motta produkter fra sine sponsorer, se eksempelvis i kap.2. 
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gjerne i lys av overstyring og totalitære aspekter som frihets-hindringer, ofte i kontrast til 
‘den frie kyberteknologien’ i form av Linux og Internett.  
 
Microsoft som en hindring for individuell kreativitet 
Når jeg ser på feltnotatene mine fra den aller første samtalen jeg hadde med Ales, var den 
sterke aversjonen mot operativsystemet Windows og Microsoft-konsernet det absolutt 
første han spontant begynte å snakke om, der vi satt på en av Prahas små brune kaféer.   
 
Microsoft er så kommersielt og dyrt.. folk bør ha frihet, synes jeg. Selvfølgelig kan jeg jo forstå at 
Windows er praktisk til jobb og sånn for mange folk, men jeg foretrekker alternativer. Det er jo 
mange problemer med Windows.. som ‘frysing’ og så videre.. Med alternative operativsystemer 
og programmer kan du velge mer, og du kan laste det ned fritt, helt gratis, fra Nettet. For eksempel 
KlyX, som jeg bruker til tekstbehandling..det er gratis og finnes på tsjekkisk språk i tillegg til 
andre språk, og er mye mer logisk enn Microsoftproduktene.. Og de alternative inneholder det du 
virkelig trenger, i motsetning til Microsoft, som er fullt av dritt. 
          
Etterhvert som jeg ble kjent med flere andre i hackernettverket fant jeg fort ut at 
antipatien for Windows og Microsoft-imperiet var gjennomgående i de andre hacker-
ungdommenes holdninger. I likhet med Ales var dette noe av det absolutt første de ville 
introdusere meg for, som for sikre seg å bli oppfattet som ‘autentiske’ hackere for en 
utenfra. 
 For Ales ser det her ut til å være viktig å begrunne aversjonen mot Microsoft-produktene 
som logisk og praktisk. Det avspeiler også ‘Keep It Simple, Stupid!’-filosofien Raymond 
(1999:15) refererer til, for å kunne unngå unødig bruk av manualer og heller kunne følge 
sitt eget hode. 
 Samtidig hadde holdningene til Windows og Microsoft et stort emosjonelt aspekt. 
Windows, som også gikk under det nedsettende kallenavnet ‘windoze’ var gjenstand for 
mye latterliggjøring og forakt. Som jeg allerede har poengtert i den amerikanske hacker-
historien skyr ekte hackere Windows. De tsjekkiske hackerne støttet i så måte godt opp 
om denne tradisjonelle holdningen. For dem var det ikke bare snakk om en holdning, i 
dette lå det også et ufravikelig livsprinsipp som fikk seriøse konsekvenser.  
Noe som beskriver dette godt er at ‘Kalon’ hoppet av informatikk-studiene sine etter det 
første året fordi studiene ifølge ham selv var ‘gjennomsyret og gjennom-tilpasset 
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Microsoft’. Dette skjedde i tiden mens jeg var i felten, og han virket irritert og lei da han 
måtte fortelle om det. Ikke minst fordi det å avbryte studiene og miste plassen på 
studenthuset voldte ham mange praktiske bekymringer35. Da jeg spurte ham hvorfor han 
hadde sluttet svarte han oppgitt, viftende med den ene hånden som for å slippe å forholde 
seg mer til det:  
 
Åh…kjedelig(!)... ÉN av grunnene til at jeg sluttet. Det var overhodet ikke noe for meg… Jeg 
trenger frihet hvis jeg skal utvikle meg faglig, kreativt, dit jeg vil.  
 
‘Frie dimensjoner’. Internett og anti-autoritetsholdninger  
 Å ha individualistisk frihet til å eksperimentere med teknologien og ‘gjøre ting på min 
måte’ uavhengig av kommersiell virksomhet var også viktig for demoscenerne. ‘Deni’ fra 
Slovakia fremhevet hvor viktig det var å arbeide kreativt etter ‘frie dimensjoner’ ved å 
bruke programvare som tillot at du kunne lage alt fra scratch og lage demoer og nettkunst 
‘fritt fra deg selv’. Hvis man også kunne programmere alt på egenhånd, om man hadde 
høyt nok kunnskapsnivå, møtte man mindre kunstneriske begrensninger. Samtidig, 
fremhevet han, blir da også utviklingen i arbeidet mer tidkrevende. 
                                                 
35 For unge studenter i Tsjekkia er boligsituasjonen sammen med relativt høy arbeidsløshet og lave 
lønninger for studenter virkelig et problem, og å få tildelt rom på studenthus sees som en attraktiv løsning. 
Selv om folk ofte kan bo tre stykker på et rom, er husleien meget lav i forhold til det private boligmarkedet. 
Differensen på leieprisene mellom studenthus og privat leie så ut til å være mye større i Tsjekkia enn i 
Norge. 
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        (se fotnote36) 
 
 På samme måte som hackerne så han det som prinsipielt viktig å drive ikke-kommersielt 
og legge alt han laget av nettkunst fritt på Nettet. Det kommersielle så ut til å være 
uforenlig med det autentiske, kunstneriske prinsippet;  
 
..jeg har ikke lyst til  å selge kunsten min…jeg kan ikke selge den. 
 
                                                 
36 Kunstnerisk og individualistisk frihet er gjennomgående verdier hos samtlige i hackernettverket. Her 
sees en venn av Ales fra Praha. 
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De tsjekkiske demoscenerne ‘Obscener’ og ‘Moshe’ , selv-erklærte Unix-sympatisører, 
bekreftet de samme holdningene. 
 Der det å jobbe på Nettet ble sett som positivt, var det å jobbe med autoriteter, folk som 
representerte organisasjoner eller i organiserte sammenhenger noe ‘Deni’ uttrykte forakt 
for.  
 
Jeg vil ikke samarbeide med akademiske folk for å represente noen av de institusjonene..Jeg liker 
ikke å skrive om det de gjør heller…som for festivalen for digital kunst. Hvis de ikke er personlig 
interessert i det jeg gjør eller viser en interesse ut fra seg selv, hvorfor skulle jeg representere deres 
interesse ved å arbeide med dem på disse arrangementene?  
 
Av samtlige hackere og demoscenere ble Nettet generelt ansett som et sted hvor man 
kunne demonstrere sin egen frihet ettersom Nettet til forskjell fra vanlige forlag og 
byråkrati gav en mulighet til å publisere hva en ville. Internett ble derfor oppfattet som 
grunnleggende demokratisk, men også uttrykk for en det totale anarkiske kaos og 
representerte det de kalte ‘democrazy’. Denne galskapen av frihet var resultatet av at alt 
ble mulig, og teknologien var skapt for å realisere denne friheten. 
 Motforestillinger til kommersialiseringen av Nettet var imidlertid fremtredende, og 
mange av hackerne uttrykte at ‘Nettet var bedre før’ og viste irritasjon over at Nettet i 
økende grad ble fullt opp av business og dominert av kommersielle interesser.  
 
Folk her bruker penger på alt mulig dumme ting som de ikke trenger. De tror det er noe kult eller 
hva...noe av det som har ført til at Internett er blitt fullt av skitt nå...men folk vil muligens finne ut 
av dette selv, senere engang.. jeg håper det for deres skyld. Som at marketing hele tiden kommer 
til å skape nye og nye ting som folk vil kjøpe.. det er helt meningsløst. 
 - Ales 
 
De tsjekkiske hackerne som ‘klassiske’ hackere 
På bakgrunn av hva som er sagt om hackernes forhold til kyberteknologien reflekteres  
den motkulturelle hacker-orienteringen fra ‘60-tallets slik Stallman og ‘The Early 
Hackers’ gjorde før dem. Denne hacker-orienteringen avspeiler føringene fra 
studentmiljøene i California av motkultur og hippie-aktig frihet. De identifiserer seg også 
med ‘The Early Free Unixes’  som Raymond har gått i bresjen for gjennom å promotere 
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for Linux og ‘open source’, og vil slik vise at de samtidig representerer den nye og unge 
hacker-generasjonen i Tsjekkia. 
 Gjennom sitt forhold til teknologien uttrykker de sin autonomi ovenfor den dominerende 
kulturen de oppfatter som en ‘voksenverden og businessverden’ gjennom å rendyrke 
anarkistisk individualisme og anarkistisk frihet der kreativitet, skepsis til autoriteter og 
anti-kommersialisme er fundamentene. Dette kommer tydelig frem i guttenes aktiviteter 
på Nettet, blant annet som aktivister og rene ideologiforkjempere ved sitt arbeid i 
Underground og ellers der de forholder seg til teknologi.  
  Som en del av deres selvpresentasjon (Goffman 1992) fremstiller de seg som ‘autentiske 
hackere’, der det indre og autentiske; det som kommer ‘fra deg selv’ er egenskaper som 
skiller dem fra andre. Pliktetikken som de er imot knyttes til ’mainstream’ som i deres 
øyne bare opptrer på vegne av autoriteter. 
 Deres aversjon mot Microsoft som et hinder for anarkistisk frihet og individualistisk 
kreativitet, som også hadde alvorlige følger for ‘Kalon’, viser hvordan det motkulturelle 
fundamentet er tungtveiende nok til at det inngår som en doktrine for en hel livsstil.  
Forholdet til Microsoft-teknologien inngår også i grensesettingen ovenfor grupper som er 
mer nærgående i deres miljø, som windoze-lusere som jeg vil komme inn på litt senere i 
dette kapittelet. 
 I dette kan vi se hvordan ‘den store historien’ om amerikansk hacking får nedslagsfelt i 
‘den lille historien’ om de tsjekkiske hackerne, og det er bestemte føringer med ‘60-talls 
ressonans fra den globale kulturen som velges ut som en agenda for Czech Computer 
Underground. Slik bygger de opp en grense til den gruppen som for dem representerer 
Tsjekkias ‘techno-yuppies’, den liberalistiske virtuelle klassen som ser Nettet mer som en 
markedplass enn et sted å fremme kollektiv, fri teknologi. De rendyrker den anarkistiske 
venstresiden av ‘den californiske friheten’ og fornekter kyberkulturens høyre-
liberalistiske side som markerte seg på ‘80-tallets i den amerikanske hackerkulturen.  
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 ‘Vi er moderne, men også underground’. Elektronika, kyberpunk, 
undergrunn og marijuana  
Jeg har nå redegjort for ‘Czech Computer Underground’s posisjonering i forhold til den  
 amerikanske hackerkulturen gjennom klassisk anarkisme og kompromissløs anti-
kommersialisme -  der et sterkt behov for å distansere seg fra ‘mainstream’ uttrykkes. 
‘Det alternative’ er også en ramme for kulturelle føringer, forhold til dop og interesse for 
psykedelia. Ved å knytte disse elementene til seg vil hackerne og ‘scenerne’ posisjonere 
seg i forhold til kulturell underground, men også til modernitet. 
 Begrepet om ’det alternative’ er noe vi har sett blitt fremhevet tidligere når hackerne 
snakker om teknologien de benytter og om e-zinet sitt Underground. På samme måte 
snakker de også om sin kulturelle orientering som ‘alternativ’. 
 Ifølge Shuker (1998:6-7) refererte ‘alternativ’ opprinnelig til fornektelse av den 
kommersielle indistrien, knyttet til motkultur i USA og England siden sent på 1960-tallet. 
Selv om Shuker fremhever at betydningen alternativ i dag er blitt utvasket, er dette 
begrepet for hackerne likevel en del av deres måte å trekke opp sosiale dikotomier på. 
 Samtidig setter hackerne også likhetstegn mellom dem selv på den ene siden og 
amerikansk-vestlig motkultur forankret i ‘60-tallet og tsjekkisk undergrunn på den andre 
siden. 
 Den alternative orienteringen kobles også med deres syn på seg selv som moderne 
gjennom orienteringer i ny teknologi og ved at de ser seg som kulturelle spydspisser. 
 
 Ikke-kommersiell elektronika og tsjekkisk-slovakisk undergrunn 
 Blandingen mellom underground og det moderne og teknologiske reflekteres i deres 
musikkinteresser. 
 Generelt var orienteringene i musikk et viktig aspekt ved deres sosiale samhandling. 
Hele tiden oppdaterte de hverandre på ny og ukjent musikk ved å sende filer til hverandre 
via Nettet. Utenfor Nettet hendte det også at de stakk sammen på konserter. 
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 For det meste var de orientert i tekno og relaterte stillarter som ambient, drum n’bass 
eller som ’Kalon’ sa det; ’eksperimentell elektronisk musikk’ som Autechre og Future 
Sound of London. 
 Tekno-genren, som gjorde seg først og fremst gjeldende på 1980-tallet, assosieres med 
den nye, computer-genererte lyd- og komposisjons-teknologien. Kjennetegnet er en 
slavisk hengivelse til rytme som er hypnotisk verktøy, mangel på vokal og bruk av 
sampling37. Ambient regnes som en retning innen teknomusikken som oppstod på tidlig 
’70-tallet, designet for å dysse ned sinnet gjennom innsmigrende rytmer. Samtlige av 
hackerne klarerte at de likte ambient, og at de hørte på blant annet Brian Eno, the Orb og 
Aphex Twin i tillegg til nyere ambient som Boards of Canada og Biosphere. Shuker 
(1998) fremhever de førstnevnte gruppene som hovedrepresentanter for ambient-stilen, 
ikke minst Brian Eno, som regnes som stilens opphavsmann på ‘70-tallet. 
 Som fan av alternativ eller ikke-kommersiell musikk gjennom at den er mindre kjent for 
’mainstream’ i Tsjekkia markerer de seg som eksklusive og underground. Dette 
klargjøres også ved at de var orientert i klassiske tsjekkoslovakiske undergrunnsband fra 
kommunisttiden som eksempelvis Psí Vojáci og Bez Ladu a Skladu som var kjent for å 
gjøre narr av kommunistene. 
 Gjennom å orientere seg i det elektro-musikalske landskapet markerer de samtidig 
tilhørighet til den kyberkulturelle stilen (Gramstad 1994) som uttrykk for modernitet vis-
à-vis ‘mainstream’. 
 
Moderne kyberpunk, sci-fi og ‘sær’ alternativ litteratur 
Bøkene guttene i hackernettverket leser avspeiler på samme måte som musikken en 
romantisering av underground samtidig som at de vil fremstille seg som moderne 
gjennom teknologi. Ressonansen for 1960-tallet avslører seg i interessen for klassisk sci-
fi med kritisk blikk som Huxleys Brave New World og Orwells 1984. 
                                                 
37 Sampling (fra eng.) gjør det mulig ved hjelp av datateknologi å ta ut utvalgte deler fra tidligere innspilte 
musikalske arbeider og bruke disse som bakgrunnsdeler i nye, uten å ta hensyn til copyright eller 
kunstneriske opphavsrettigheter. 
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 I tillegg hadde de også interesse for amerikansk undergrunn som Beat Generation-
litteratur og psykedelia som Timothy Learys Flashbacks og C. G. Jungs bøker om 
hallusinogener på ’60-tallet. Tilsvarende var de opptatt av den samme type litteratur fra 
Tsjekkia. Et eksempel her er Stanislav Grofs bok Kosmická Hra, en tsjekkisk Timothy 
Leary, og dikt av Egon Bondy, undergrunnspoet og forfatter orientert i filosofi og 
alternative retninger. Gjennom å være orientert i klassisk tsjekkisk litteratur, filosofi og 
systemkritiske, intellektuelle tidsskrifter som Tamto viser de også at de ivaretar den 
dissidente og intellektuelle tradisjonen. 
 Interesser for kyberlitteratur, i likhet med deres interesser for elektronika, viser at de er 
bevisst sin identitet som kyberpunkere. De leser klassisk kyberpunk som Gibsons 
Neuromancer og neocyberpunk som Bruce Sterlings bøker, Neal Stephensons Snowcrash 
og Douglas Rushkoffs Cyberia. 
 Som alternative kulturelle hadde de også samme forhold til film. ‘Bra filmer’ ble satt opp 
mot ‘dårlige filmer’, der de bra gjerne var filmer som American Beauty, mens dårlige 
typiske amerikanske komedier og action innen ‘lett underholdning’. Det viser igjen 
distansen til ’mainstream’ i samfunnet og en avsky for generell kommersialisme. TV som 
massenes kultur og underholdningsmaskineri var på samme måte uttrykk for ‘dumheten’ i 
samfunnet. 
 
Marijuana og dop 
Som jeg nevnte i kapittel 2 er forholdet til marijuana (slang: tráva, som direkte oversatt 
betyr gress) en del av hackernes symbolske kapital som de samhandler om i sine ansikt-
til-ansiktstreff. Rulle og røyke marijuana var noe som gjentok seg omtrent hver gang 
hackerne fra Underground traff hverandre på puben eller i andre sammenhenger når det 
var alkohol i bildet.  
 Røyking av marijuana er forøvrig ganske vanlig og skjer relativt åpenlyst i Tsjekkia, noe 
som skyldes blant annet at den tsjekkiske regjeringen etter 1989 har forholdt seg ganske 
liberalt til bruk av ’soft drugs’. Å arrestere folk for røyking offentlig er sjeldent noe 
politiet pleier å prioritere. Et vanlig syn er unge stående utenfor pubene mens de lar 
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jointer eller piper vandre i mellom seg, for så å stikke inn på puben igjen og fortsette 
videre med øl og samtaler, gjerne etter et å ha drukket litt som neste nivå for 
sammenkomsten. 
 Mange av hackerne fortalte meg at de dyrket marijuana utendørs til eget bruk. Det lå som 
regel en forventning i luften at det var noen som tok med noe å røyke når gjengen kom 
sammen, som en liten kollektiv og personlig gave til felleskapet. 
 Guttene i Underground erklærte at de var for liberalisering og legalisering av marijuana, 
og det hendte de la inn artikler på nettsidene der de inntok kritiske holdninger til statlige 
institusjoners snakk om kriminalisering og skadevirkninger. 
 Endel av folk i hackernettverket innrømmet også at de hadde ekperimentert med 
kjemiske stoffer blant annet i forbindelse med technoparties. De fortalte om opplevelsene 
sine i forbindelse med dette som noe greit og lite tabupreget, samtidig som at de‘var 
ferdig med det nå’ og bare holdt seg til naturlige saker som marijuana og magiske sopper 
de kunne plukke selv ute i skogen.  
 
‘Akkurat som våre dissidenter’ – ‘akkurat som hippier’ 
En tsjekkisk oppsisjon i psykedelia -  en inngang til det indre og autentiske 
At bruk av marijuana og dop er en del av en identitet som de knytter til dissidenter og 
undergrunnskultur reflekteres i ‘Apache’s utsagn; ‘vi røyker tráva, akkurat som våre 
dissidenter’. 
 Sammenligningen med californisk motkultur kommer også tydelig frem i en kommentar 
fra Jirka, en venn av Ales som kalte seg ‘kyberfilosof’  som av og til hang sammen med 
guttene fra Underground: 
 
De tsjekkiske dissidentene er i ett med universitetsstrukturen. Petricek, som programmerte og tok dop, 
LSD,  er nå sjef for det filosofiske fakultetet. De er våre lærere, og de er mer cyber enn mange av 
studentene! Václav Havel tok også dop.. han og faren min, som kjente hverandre, har sniffet kokain 
sammen… Det er det ikke alle i offentligeten som vet. De er akkurat som hippier. Fri kjærlighet, ‘no 
war’, dop. ..(smiler); det er tsjekkisk ‘establishment’. 
 
Oppfatningene omkring psykedelia og være freak i Tsjekkia i motsetning til i Norge 
kobles til noe positivt. Å vende seg fra den etablerte moral og tankesystem gjennom å 
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være mentalt et annet sted kan signalisere det å ha en indre frihet, som en motsats til det 
norske ‘å være jordnær’ (på tsjekkisk podzemní clovek) som på tsjekkisk ikke har en like 
tiltalende klang. 
 Dette demonstreres når Mitchell (1996) beskriver undergrunnsbandet  
Plastic People of the Universe, det fremste symbolet på tsjekkisk undergrunn, som 
erklærte at de gjennom sin psykedelia-orienterte rock og opptreden prøvde å skape en 
mental tilstand hos lytterne som, i det minste midlertidig kunne frigjøre dem’(ibid:111). 
Psykedelia ble i Tsjekkia slik tydelig knyttet til opposisjon ovenfor kommunistisk 
overstyring. 
 Hackernes motstand ovenfor pliktetikk og verdsetting av det indre og autentiske kan 
dermed også forståes på denne bakgrunnen. 
 Demoscenernes demo’er og nettkunst kunne på samme måte vise kybernettverkets 
orientering mot psykedelia som en inngangsport til det indre, der mye av kunsten 
reflekterte  hallusinasjoner og sterke farver som Deni hevdet reflekterte ‘en ekstrem 
virkelighet, som ikke er for normale, vanlig mennesker’. 
 
QuickTime™ og en
Photo - JPEG-dekomprimerer
kreves for å se dette bildet.
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Photo - JPEG-dekomprimerer
kreves for å se dette bildet.
 
     ‘Singular’ og ‘Aon’ – eksempler på‘Denis’ nettkunst 
 Han sier også: 
 
Jeg er interessert i den psykedeliske virkeligheten, men dop er ikke den eneste veien å nå dit. Før 
brukte jeg ofte ord i arbeidene mine som ‘trip’... men for meg hadde det ikke noe med dop å gjøre. 
Mange cyberfolk tar dop. For det meste røyker de marijuana, og noen tar LSD…de fleste som er 
på demoparties! Det er ikke så veldig optimistisk å lage kunst for folk som er helt ute på slike 
saker. Men hvis du tar noe, kan ulike former korrespondere til ulike sider av livet ditt. H vis du er 
på noe dop leter du etter en spesiell mening innvendig (...) 
Jeg antar at dop kan gjøre det lettere å se noen former for mening i dette speilbildet av deg selv. 
 
Avstand til ‘dumme mennesker’ som sløve systemtenkere 
Utenom å være opptatt med hacktivisme forholdt hackerne seg a-politiske og virket 
relativt uengasjerte i det politisk liv. På tross av at de kunne bli ‘pissed over alle 
skandalene i politikken’ var det snarere mentaliteten til den jevne ‘mannen i gata’ de var i 
mot fremfor de politiske partiene eller institusjonene per se. 
Som Ales sa det: 
 
Vi har politikk som vi fortjener.. Her i Tsjekkia er det mange dumme mennesker (...) Det er jo 
mye bedre nå enn det var i kommunisttiden…systemet er bedre, mener jeg, men folket er ikke bra. 
Folket her, de er akkurat det samme! Jeg vil anta at det trengs tjue til tredve år for å endre 
situasjonen (...) Middelklassen har jo levd i førti år på en slik måte…og det er fortsatt media som 
forteller dem hva de skal tenke. 
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For hackerne er disse inkarnasjonen på sammenblandingen av ’det gamle’ kommunistiske 
Tsjekkia og den nye og moderne utviklingen. I deres øyne viderefører middelklassen en  
post-kommunistiske, systempreget tankegang og en folkelig mental svakhet for den 
økende kommersialiseringen som har skutt fart etter Jernteppets fall i 1989. ’Mainstream’ 
er de ubevisste og sløve som vandrer fra det ene overhengende ’systemet’38 til det andre. 
På den måten markerer hackerne seg som arvtagere etter de intellektuelle dissidentene 
med tilknytning til underground-kulturen og Charta 77, der de opptrer på vegne av et 
eksklusivt nettverk som representanter for nasjonens moralske samvittighet og som 
opprørere mot egen klasse. 
 I likhet med ’mainstream’ benytter de selv lokale, tsjekkiske aspekter fra tiden under 
sosialismen.  
 
Affinitet mellom californisk anarkisme og tsjekkisk opposisjon 
Under kommunisttiden fantes det en generell tsjekkisk resonans for vestlig motkultur, 
særlig inspirert av psykedelia og flower power som oppstod i California på 1960-tallet. 
Som President Havel uttrykte det i 1990: 
 
’There are a numerous parallels between the ‘60s in America and Czechoslovakia 
in the ‘80s. I could illustrate with hundreds of cases, but I feel the soul of the ‘60s 
is being revived with us here today’ (Mitchell 1996). 
 
Mitchell snakker ikke bare om en hippie-aktig psykedelia som preget undergrunnsrocken, 
men også om hvordan varigheten av 1960-årenes ånd av ‘psykedelisk optimisme’ i 
Tsjekkia hadde ekko også i det tsjekkiske folket. Hengivelsen for John Lennon, hvis død i 
1980 antagelig hadde en større innvirkning i Tsjekkoslovakia enn det det fikk i Vesten. 
Blant annet er dette manifestert ved ‘Klagemuren’ i Malá Strana som fikk status som et 
pilgrimssted, der Prahas ungdommer malte bilder, slagord og sitater fra Lennons tekster 
og utfordret autoritetenes forsøk på å fjerne dem. 
                                                 
38 President Havel (1978) har tidligere påpekt hvordan reklame og kommersielle interesser i Vesten på 
samme måte som kommunisme virker i kraft av totalitær automatisme. Forskjellen er at de vestlige 
aspektene representerer en mer manipulativ form for makt fordi den virker mer sofistikert og indirekte. 
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 Et viktig poeng er at hengivelsen for amerikansk og vestlig motkultur ble samtidig 
oppfattet som en essensiell tsjekkisk motkultur. Mitchell (ibid.) fremhever hvordan 
rock’n’roll i Tsjekkoslovakia fusjonerte det vestlige ‘60-tallet med de lokale, tsjekkiske 
aspektene. De hentet inspirasjon fra motkulturelle band som Pink Floyd, Zappas Mothers 
of Invention, Greatful Dead, The Doors og Jimi Hendrix hva angikk spillestil og tekster, 
men dette ble forent med tsjekkisk folkemusikk eller bruk av tsjekkisk poesi, gjerne 
skrevet av dissidenter som Egon Bondy. 
 Joseph Vunhal, lederen av en ny countrymusikk klubb i Praha, uttalte om tsjekkernes 
forhold til country som en syntese av både det tsjekkiske og det amerikanske. I tillegg 
hadde dette en særegen rolle som en subtil form for politisk kritikk: 
 
‘Part of the reason for its popularity is that it was seen as a form of protest music. 
It is not political, but because it is American, just listening to it and dressing in 
country and music gear was a form of protest’ (ibid.:102). 
 
For tsjekkerne ble åpningen av ‘det frie Tsjekkoslovakia’ i 1989 en inversjon av året 
1968. Ikke bare var 1968 
 ‘..the year of ’Yellow Submarine, Apple Corp and the politics of psychedelic optimism’ 
(ibid.:103), 
 det var også Praha-våren med håp om frihet og åpenhet, som deretter ble knust av 
sovjetisk okkupasjon gjennom tusenvis av tanks. ‘Nedfrysingen’ av 60-tallets 
motkulturelle og alternative uttrykk bak Jernteppet, på linje med bannlyste dissident-
skuespill og politisk kunst, kunne først i kraft av 1989 fritt florere. Inntil da var det et 
undergrunnsfenomen. 
 Resonansen for ‘det alternative’ som gjennomgående i kyberungdommens kulturelle 
holdninger har dermed bestemte betydninger i Tsjekkia. Den anarkistiske hackerismen i 
Czech Computer Underground gjennom anti-kommersialisme, ‘free software’ og skepsis 
til autoriteter inngår i en helhet der ‘60-tallets hippie-ideologi fra California er 
sammensmeltet med vestlig underground og motkultur. Dette er en orientering som av 
historiske årsaker er blitt toneangivende og statusbefengt i Tsjekkia. En dragning til det 
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motkulturelle California på ‘60-tallet illustreres også senere i dette kapittelet der jeg 
kommer inn på ‘Deni’s forhold til orientalisme, buddhisme og ‘alternative’, ikke-vestlige 
tenkemåter. Hasvolls observasjoner om en resonans for orientalisme blant unge studenter 
i Praha (Hasvoll 1998) bør også forklares i lys av dette. Her utgjør den motkulturelle 
hippie-orienteringen en viktig del av rammen for de tsjekkiske hackernes subkulturelle 
stil og for deres autonome sfære. 
 Med dette illustrerer jeg det poenget jeg la opp til i den historiske delen i første kapittel, 
der jeg beskrev hvordan tsjekkernes har en gjennomgående tilhørighet i ’det vestlige’ og 
realisering av frihetsrom. Samtidig kan dragningen mot kulturuttrykk og trender som 
symboliserer det Europa som var utenfor Jernteppet også forståes som et generelt Øst- 
Europa-fenomen, som Nielsen (1999) eksempelvis nevner i sitt studium av russisk 
identitet.  
 
Romantisering av underground og kritikk av standardisering 
I forhold til hva empirien har sagt om hackernes orienteringer i musikk og litteratur, 
kommer det frem at de fremelsker en ‘radical difference’ der det er status å ha lest bøker 
som ingen andre har lest og like musikk som ingen andre har hørt om. De romantiserer 
underground samtidig som at de ser seg selv som moderne i kontrast til andre som ‘ikke-
moderne’ gjennom å identifisere seg med ny teknologi. 
 Som jeg slo fast i konklusjonen i kapittel 2 er Microsoft-teknologien et uttrykk for ‘big 
government’, totalitære aspekter og overstyring. Dette er aspekter de tsjekkiske og 
slovakiske guttene har et paranoid forhold til. En slik teknologi og teknologi-industri, 
også omtalt som ‘katedralen’39, symboliserer den kommersielle bransjen og en innbakt 
pliktetikk. I tillegg uttrykker forholdet til Microsoft noe mer. 
 Som Barth (1969) har poengtert, er sosiale grenser konstruksjoner på bakgrunn av 
seleksjon og langt fra ‘objektive størrelser’. Hackernes forhold til det moderne består av 
spesifikt utvalgte aspekter ved modernitet, samtidig som at de fornekter andre aspekter 
                                                 
39Raymond refererer til ’katedralen’ (1999) når han snakker om den lukkede og stivbygde strukturen i data-
teknologien som forhindrer ’flikking’ og videre utbygging av program-utviklere utenfra.  
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som ikke passer inn med deres verdensbilde. Innbakt i Microsoft-hatet finnes det også en 
motstand mot standardisering og rasjonalisering, som er overens med den likheten 
globaliseringsprosesser fører til og representerer. På samme måte som de første hackerne 
på ‘60-tallet motsatte seg innføringen av ‘Scientific Management’ og effektivisering på 
arbeidsplassen fornekter de tsjekkiske hackerne den samme type moderniteten. 
  I dette ligger det noe litt uforløst ettersom det moderne, som vektlegges i deres 
distansering til ‘de andre’ kobles med en hang til det anti-moderne og litt 
virkelighetsfjerne romantiske. Samtidig er deres orienteringer også konsistente og 
kompromissløse. 
 
Grensene utfordres: ‘Vi er en moderne elite, dere er latterlige pc-folk’  
Den bestemte symbolske grensen hackerne og demoscenerne trekker opp mellom seg og 
’mainstream’ må hele tiden ivaretas. Barth (1969) vektlegger et dynamisk syn på sosiale 
grenser mellom grupper, der grensene konfronteres gjennom kulturelle møter og utviskes 
om de ikke hele tiden opprettholdes gjennom patruljering. Så lenge hackerne føler 
distansen til andre som åpenbar for omverden, det vil si at det ikke skjer noen kulturelle 
møter mellom dem, oppleves heller ikke grensene som konfrontert. Uønskede ikke-
medlemmer oppleves å true hackerne og ‘scenerne’s grenser hvis de føler de kan bli 
forvekslet med ikke-medlemmene av omverden fordi de ferdes i felles omgivelser enten 
på Nettet eller i studiemiljøene. ’Inntrengerne’ er derfor gjerne andre data-folk som føles 
nærgående både gjennom å dele symbolsk kapital og dele sosial arena. Som jeg vil 
fortsette å vise, bygger hackerne og demoscenerne opp en rekke kontraster som setter 
dem selv i et positivt lys, slik som andre typer av sosiale grupper kan føre 
identitetspolitikk.  
 
Teknologiske og kulturelle spydspisser 
Som en del av moderniteten gjennom å være ‘spydspisser’ på teknologisk kunnskap, ser 
både hackerne og demoscenerne seg også som kulturelle spydspisser, ikke minst gjennom 
sin hyppige oppdatering på musikk, litteratur og nye trender i det tsjekkiske samfunnet. 
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Det sistnevnte illustreres gjennom at de er i nettverksmessige bekjentskaper med folk 
som regnes blant den alternative kultureliten i Tsjekkia, som Ivan Adamovic, redaktøren 
for det intellektuelle og ‘hippe’ tidsskriftet Zivel som har hatt en særs viktig rolle i å 
utforme og definere kyberbegrepet i Tsjekkia og Slovakia. Kalon og Denis e-zine 
‘Korridor’, en guide til nyheter og aktuelle sammenkomster innen alternativ kultur og 
media, viser at de identifiserer seg med det nyeste innen alternativ kultur og elektroniske, 
kreative uttrykksformer i Tsjekkia og Slovakia. 
 I tillegg er både hackerne og ’scenerne’s egne kyberaktiviteter resultater av noe de 
konstruerer og skaper selv på basis av den nye teknologien. Denne formen for modernitet 
er noe de fremhever som ’buffer’ mot sci-fi-orienterte datafolk som Hvezdná flotila-
folket representerer.  
 
Kamp om enerett på kyberidentiteten 
 At hackere og innbitte sci-fi-fans historisk sett har overlappet hverandre og springer ut 
av samme teknologiske miljøet fra USA bekreftes blant annet av Raymond (ibid.:13). I 
Tsjekkia på samme måte deler subkulturelle kyberfolk og sci-fi-fandomen visse 
fundamentale interesser, som foruten data nettopp består i science-fiction-orienteringer. 
Samtidig, som jeg til nå har vist fra mitt materiale fra Tsjekkia, er dette to ulike 
subkulturelle miljøer bygget på to ulike identiteter. 
 På linje med hvordan Smith (2000) beskriver hvordan ulike etniske grupper kjemper om 
retten til å være i en offentlig park i New York som uttrykk for et contested space, kan 
også kyberidentiteten som en subkulturell identitet være contested. Gjennom at ulike 
grupper av data-folk gjør krav på å representere subkultur gjennom bruk av kyber-
teknologi, forhandles det om retten til å signalisere en slik identitet. 
 
‘De ser bare én vei.’ Nedlatenhet og elitisme 
Da jeg forteller Deni, Kalon og Mika at jeg i forbindelse med prosjektet mitt også har 
møtt noen sci-fi og fantasy-chattere som liker Star Trek, erkjenner guttene at de vet godt 
hva for slags mennesker dette er, og jeg skjønner med det samme at de ikke har noe 
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særlig til over for dem ettersom de flirer hånlig og gjenkjennende. ‘Slike miljøer’ var 
typisk på data- og informatikk-studiene de selv hadde gått på. Deni sier:  
 
Jeg liker ikke sånne typer computer-folk. De er bare altfor…de ser bare én vei. De virker altfor 
idiotiske på meg, jeg har ingenting å si til de menneskene...jeg har ikke behov for å snakke om 
pc’er med dem. Du vet.. de søker etter strategi, å finne logikk i ting, .noe de kan finne både i sci-fi 
og fantasy-spillene og i PC-er. Men problemet er at de ser bare dette... bare sin egen vei, ingenting 
annet omkring i verden. Jeg føler en uren følelse ved å være i nærheten av dem, noe fysisk urent 
om du forstår hva jeg mener.. .jeg vil ikke ha noe med de menneskene der å gjøre.   
 
Møtet med Hvezdná flotila-folket 
Distansen til sci-fi-fandomen fikk jeg også selv sjansen til å observere. Jeg visste at 
mange av chatterne fra Hvezdná flotila skulle på sci-fi- og fantasy-festivalen Avalcon i 
den lille byen Chotebor, og at mange av Denis bekjente fra det tsjekkiske demoscener-
nettverket hadde også seg tenkt hit ettersom det årlige demopartyet i Tsjekkia, ‘Fiasko’ 
var lagt til som en del av programmet på Avalcon. Å få oppleve at de to informant-
gruppene skulle treffe på hverandre var ikke noe jeg hadde forventet i begynnelsen av 
feltarbeidet. Møtet mellom dem ble i alle fall en hendelse som var svært demonstrerende 
og et godt inntak til å forstå forholdet mellom disse miljøene. 
 Helt fra første dagen i Chotebor gav demoscenerne uttrykk for at de ikke kunne fatte at  
‘Fiasko’ måtte finne sted i sammenheng med denne festivalen. De to miljøene virket 
segregerte helt fra begynnelsen; folk fra fandom-treffene og sci-fi-foredragene så ikke ut 
til å beskue demopartyet og omvendt, ei heller at noen fra de to miljøene stod i prat med 
hverandre. Jeg følte at jeg skilte meg ut fra de andre som en raring siden jeg 
tilsynelatende var den eneste som minglet mellom Star Trek-forestillingene til Hvezdná 
flotila-folket og gymsalen der demopartyet ble forberedt. 
Overfor sci-fi-fandomen la ikke demoscenerne skjul på å vise at dette var ‘latterlige 
mennesker’. Jeg husker at jeg sto sammen med en seks – syv  demoscenere som hadde 
samlet seg utenfor en av hoveddørene; de pratet og vitset, noen røyket jointer og ga 
uttrykk for at de var fullstendig uinteressert i det andre som skulle skje på festivalen 
utenom demo-kåringene. Da noen av chatterne fra Hvezdná flotila passerte forbi i sine 
 132
Star Trek-kostymer, ropte en av ’scenerne’ høyt til vennene sine, som for å sikre seg at 
Trekkerne hører ham si:  
 
...Også idiotiske disse folka som kler seg ut og maler seg i ansiktet!! 
 
 De andre svarer med å le og plystre etter chatterne, som haster forbi mens de ser stivt ned 
i bakken. 
 I denne grensesettingen viser hackerne og ‘scenerne’ nedlatenhet og elitisme, som er 
sentrale aspekter ved deres subkulturelle stil. Hacker-folket som ‘moderne spydspisser’  
og representanter for den alternative kulturelle og tekniske eliten distanserer seg fra ‘de 
umoderne og nerdete’ som stigmatiseres (jf. kapittel 3 om Star Trek-fandomen). Dette 
skjer gjennom å ignorere dem og fornærme dem på en usynligjørende og fornedrende 
måte, som om chatterne ikke er tilstede som sosiale personer. 
 Det ‘umoderne’ for hackerne og ‘scenerne’ består i å dyrke et gammelt og allerede 
eksisterende kulturelt materiale i form av en tv-serie fra ‘60-tallet, i motsetning til å selv 
skape noe nytt ut fra teknologien. ‘Fanatisme’ blir for dem å ha hovedinteresse for ikke-
prestisjemessige og ‘umoderne’  aktiviteter, og danner en kontrast til ’mental åpenhet’ og 
søken etter ’det indre’, verdier som de knytter til seg selv. At de to gruppene bokstavelig 
talt ble presset under samme tak, virket i dette tilfellet for ‘scenerne’ som en 
provoserende utfordring av deres grenser. 
Autentisitet gjennom å snakke ‘mykt’. Distanse til ‘windoze-lusere’  
De tsjekkiske og slovakiske hackerne kunne snakke om å være luser, et begrep hentet fra 
amerikansk hackerkultur der losers settes opp mot winners Levy (1984:115). Losers er 
betegnelsen på omtrent alle som later som om de vet noe om computere og som ikke kan 
nå opp med hacker-nivå-ekspertise. De er ikke-autentiske og pariakaste for winners, de 
ekte hackerne. Autentiskhet er som sagt noe de tsjekkiske hackerne hefter til seg selv i 
kontrast til andre kyberfolk som holdes utenfor den intime varmen. 
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 Hackerne i Underground finner lusere på IRC-kanaler, blant jevnaldrene de omgås på 
studiene eller blant journalister som uttaler seg på Nettet (på mailinglister eller for andre 
e-ziner) og andre steder i offentligheten. 
 Som tidligere poengtert møter Windows eller ‘windoze’ avsky og forakt hos hackerne, 
og for hackerne fra Underground er det åpenbare lusere blant pragmatikerne som tar i 
bruk Microsoft fremfor Unix eller Linux. 
 
Mange av dem bare laster ned noen ’trojans’ og sender dem via e-mail til noen som venter på at 
han skal kjøre det…: ’Ooops, jeg er en ekte hacker! Jeg kan se hva som er på hardisken din, se!!’ 
(smiler)… og så laster de bare ned et verktøy, leser oppskriften...én, unzip den, to, skriv 
‘runit.exe’, tre, oppgi IP-adressen til offeret…fire - boom! Han ble crashet! Dødens blåe 
skjermbilde! Fantastisk, du er en helt nydelig erfaren high tech hacker, du crashet akkurat 
kameraten dins windoze-skrivebord...!        
         - Michal 
 
Av og til ser jeg også noen ‘hackere’ på tv – de har alltid hetta på genserne trukket over hodet, 
med ryggen til kamera, og så viser de på en monitor hva de holder på med. Det er alltid veldig 
morsomt, fordi de har alltid ’windoze’ på monitoren med et vindu av en DOS-kommando, og 
taster tåpelige og uskyldige kommandoer.        
         - ‘Tripie’ 
 
 Det er imidlertid relativt tilgjengelig viten for allmennheten, at bruk av Windows er et 
åpenbart feiltrinn for en som vil fremstå som ekte hacker er, som et klassisk aspekt fra 
den amerikanske hackeridentiteten. Inntaket til det autentiske kan derfor ikke bare hvile 
på den uttalte kunnskapen, men må også hvile på subtile koder for å beskyttes mot 
’wannabe’-hackere som lusere og lamere40. 
 
Aversjon mot ‘bråkete’ og ikke-subtil væremåte  
Det subtile er et fundament for væremåten til de tsjekkiske hackerne, og som jeg tidligere 
har vist er subtile former for distanse til andre gjennom hoax noe som kommer til uttrykk 
både i deres humor (vist i kapittel 2) og i bruk av teknologi (vist i kapittel 3). Gjennom 
subtilitet uttrykker man status og bevissthet som ’smart’ og kommuniserer tilhørighet i 
det eksklusive selskap. 
                                                 
40 Lamere er en kategori av wannabe-hackerne som er mer dilter i miljøet enn en luser gjerne er. Jeg vil 
snart komme mer inn på denne kategorien. 
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 Om man er luser og winner er avhengig av at man kjenner til avgjørende koder, og kan 
operere på et subtilt plan. Levy fremhever at en hacker kan fort bli oppfattet som loser  
om han prøver altfor hardt å være en winner. Å være ekte hacker innebærer du bevisst 
unngår å overkommunisere hackeridentiteten og isteden kommuniserer denne indirekte 
og ‘mykt’. Å eksponere seg på en direkte og selvhevdende måte virker som ‘bråk’. 
Guttene i Underground unnvek å fremheve seg selv hverken som hackere eller som 
representanter for kyberkultur. 
 
Kanskje vi kommer til å skuffe deg..men vi er ingen ’cyberfolk’.. Vi er bare noen helt vanlige 
gutter som interesserer oss for Linux og sikkerhet.       
        - ‘Apache’ 
 
‘Mika’  fortalte også:  
 
Hele den greia med å skjule seg i hackingen faller meg utrolig pubertalt når det brukes navn som 
Cyber...Cyberduck... Cyberhacker og lignede, ikke sant...kanskje vi ikke er som alle andre 
standard- hackere. 
 
‘Tripie’  fortalte meg senere en gang:  
 
Noen ganger når jeg besøker pc-lab’en på skolen, så ser jeg at noen folk snakker høyt om noen 
hacka’greier og oppfører seg teit, det er bare noe smarte folk ikke gjør. 
 
og Michal bekreftet på samme måte: 
 
Omtrent hver eneste gang du hører noen som snakker om hackere og sier ‘den der cracka vi..’ 
(…)Dette er lusere som bare vil gjøre seg interessante. Jo flere og bedre hackere jeg kjenner..jo 
mindre snakker man om å hacke PC-er og slike greier. Stol aldri på noen som snakker om det. 
 
Raymond (ibid:106 - 112) bekrefter dette når han på bakgrunn av hackermiljøet i USA 
snakker om tabuet omkring synlig ego-drevet adferd. Selv om hackerkulturen paradoksalt 
nok har en individualistisk basis og er personfokusert gjennom at hackernavn gjøres store 
og kjente og hylles, kreves det samtidig at kulturens ‘store menn’ på en humoristisk måte 
må frabe seg sin egen status for å kunne opprettholde den. Slikt ‘bråk’ harmoniserer ikke 
med et miljø der det kollektive prosjektet er motvekten til personlig vinning og profitt.  
Lusere ‘bråker’  og avslører seg som ‘dumme’. De ‘smarte’  er ydmyke når det gjelder å 
uttrykke status direkte, og viser den istedet gjennom en subtil arroganse. Å være seg 
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bevisst de skjulte kodene fra ‘den store tradisjonen’ fra USA er en viktig del av å være 
autentisk hacker, også for den tsjekkiske ‘lille tradisjonen’. 
 
Journalisten som brøt alle tabuer 
Jirí X. Dolezal fra magasinet Reflex er et eksempel på en person som forsøkte å innynde 
seg i hackermiljøet, men som virkelig feilet. Dolezal er en journalist i 30-årene som er 
kjent for å figurere som ‘alternativ’ i tsjekkisk media, ettersom han har sterke meninger 
om legalisering av marijuana og er en av få som tør sette fingeren på den tsjekkiske 
politistaten og skin-heads-problemene i media. Da han imidlertid begynte å profilere seg 
som ‘cyber’ og skrive artikler om hackere og uttale seg om hacking, reagerte guttene i 
Underground. De sendte ham trusselmail for å ha stilt frem og uttalt seg om saker i 
Reflex han ikke hadde kjennskap til. Han var ikke omtalt som luser, bare rett og slett 
kokot (slang for ‘kukkhue’’, ‘idiot’), ettersom han hadde brutt alle tabuer for 
hackeridentiteten samtidig som at han indirekte profilerte seg som hacker. Ikke bare at 
han ‘ikke kunne bruke Unix eller ante noe om hacking’, han brukte også hacker-imaget til 
å skaffe seg personlig oppmersomhet i media gjennom innholdsløs, ego-sentrisk og 
kommersiell hype.  
 
Lamere og bruk av L33T som hackerslang 
LEET , skrevet L33T som sees i manga-tegneserien Megatokyo på neste side, er en form 
for standardisert hacker-slang brukt på Nettet som knyttes til det stereotypiske imaget av 
hackere, og derfor er uttrykk for det humoristiske, lekne og spiller på det selv-parodiske. 
Måten LEET brukes på er imidlertid en del av den tause kunnskapen ekte hackere har seg 
i mellom, som lamere ikke får med seg. 
Lamere, fra engelsk ‘de som halter’  som også er slang om folk som er ‘døve, sløve’ er 
folk som innynder seg i hackermiljøet, men som til forskjell fra lusere ikke avslører seg 
umiddelbart som falske hackere. De finnes på IRC på de åpne chattekanalene der 
nettverket til Underground vanker, ikke i den fysiske offentligheten. På samme måte som 
 136
lusere prøver de å imponere med tekniske uttrykk og kunnskap, samtidig som at de som 
regel ‘ikke aner hva de selv egentlig snakker om’ . 
Lamere er mer snedige, og følger hackerne tett for å kunne fange opp aspekter ved deres 
kommunikasjon. Som Martin fortalte meg i en mail han sendte: 
 
Jeg tror ikke det er noen ord eller uttrykk som er brukt bare av hackere og ikke av lamere. Hvis det 
er noen slike ord, begynner lamere iallefall å bruke dem temmelig snart. 
 
QuickTime™ og en
GIF-dekomprimerer
kreves for å se dette bildet.
  
 
På samme måte som lusere avslører lamere seg selv gjennom at de ikke innehar den 
subtile uttrykksmåten overfor bruk av LEET og overeksponerer hacker-imaget: 
 
De fleste lamere bruker denne slangen ofte og altfor mye. De bruker tall istedenfor b0kst4v3r når 
de ikke trenger det. Virkelige hackere bruker LEET bare av og til, for moro, mer som dekorasjon, 
men lamere bruker det så mye som mulig når de har bare vanlige samtaler. Når vi vil være 
morsomme later vi som at vi er lam3rz og bruk3r d3nne s14n63n på IRC 06så ;-) 
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 Autentisitet gjennom bruk av LEET, som et allerede overreksponert tegn på hacker-
identitet, signaliseres ved at man enten bruker det sparsomt  eller at man overdriver med 
hensikt for å ironisere over det, som i begge tilfeller kommuniserer subtilitet. Enten må 
man vise ’myk’ selvhevdelse eller velge hoax-aktig form for humor der de andre gjøres 
narr av. Å bruke LEET for egen hacker-image per se blir plumpt og ‘bråkete’, det bryter 
med det subtile og det autentiske. 
Jeg vil anta om ikke respekt og autentisitet, gjennom å unngå overeksponering av 
symbolsk kapital, er bare er et aspekt ved hacker-kulturen, også gjelder for mange andre 
eksklusive og elitistiske nettverk som fordrer eleganse der hvordan man forhandler om 
goder kan være viktigere enn spørsmålet om hva. 
Når det gjelder måter å uttrykke grenser som tegn på eksklusivitet, går det frem at det er 
den samme subkulturelle og sosiale dynamikken som følges både på Nettet og i offline. 
Dette er i tråd med Miller & Slater (2000), når de benekter at det har hensikt å snakke om 
samhandling på ‘cyberspace’ som grunnleggende forskjellig fra verden ellers. Det det 
finnes subkulturer, virtuelle som ikke-virtuelle, må det også finnes et bestemt sett av 
felles regler for hvem som går for å være ‘innenfor’ og ‘utenfor’  for at en sosial identitet 
skal kunne ivaretas. Internett bringer i så måte ingen frigjøring fra sosial stratifisering. 
 
Subkultur som identitetspolitikk – hackerne som en ‘urbefolkning’  
Som vi her har sett, markerer hackerne og ’scenerne’ sine grenser til andre gjennom å 
sette opp en rekke kontraster som favoriserer dem selv: vi er egalitære - dere er 
hierarkiske, vi er moderne – dere er umoderne, vi er autentiske – dere er overfladiske, vi 
er frie – dere representerer tvang. I dette kan subkultur og motkultur sammenlignes med 
etnisitet og identitetspolitikk. Grammatikken i denne type grensemarkering viser 
fellestrekk med urbefolkningsbevegelsen slik samene hos Eidheim (1977) fremmer at ‘vi 
har rett til å leve et helt ulikt liv’  som ledd i kampen mot assimilering og tapt kulturarv. 
På lignende måte som hackerne trekker også de ut bestemte etniske emblemer blant flere 
mulige for å få kulturell selvtillit. Joik, kostymer og språk som uttrykk for ‘the native 
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myth’ og en kulturrikdom som distanserer ’samer’ fra ’nordmenn’ kan på samme måte 
tilsvare hackernes romantiske ’60-talls emblemer fusjonert med bestemte andre som skal 
representere modernitet. Til sammen danner dette bakgrunn for dem selv som en ’truet 
øy’ omringet av en ellers kommersiell og massemenneske-orientert ’dumhet’.  
 
 
Hvem legger føringene? Nettverksmakt og innflytelse 
 
I kapittel 2 snakket jeg om ‘Mika’ og ‘Deni’ som to sentrale aktører og ’edderkoppmenn’ 
i det tsjekkisk-slovakiske kybernettverket. På tross av at egalitet og likhet er fremhevet i 
nettverk kontra staten er det likevel rom til stede for at noen aktører blir mer 
toneangivende og mektigere enn andre. 
 Her fremhevet jeg også at det var vanlig at hackerne i Underground snakket om hacking 
og prosjekter i termer av ‘vi’, noe som henger sammen med hacker-etikkens påbud om å 
unngå ego-fokusering, som jeg allerede har nevnt. Som også nevnt, lever 
personfokusering paradoksalt nok gjennom hyllest av ‘helter’  side om side med 
neglisjering av individuelle bragder i hackerkulturen. Både ‘Mika’ og ‘Deni’  var 
personer mange av informantene mine visste om og refererte til fremfor andre når de ville 
fortelle om sine aktivtiteter og sine bekjentskaper i hackernes nettverk.  
 
‘Mika’ – hackerpionéer og ‘hackerfar’ 
 Utformingen og driften av nettstedet hysteria.sk hadde først og fremst vært ‘Mika’s  
prosjekt. Hysteria.sk var gjort både mørk og dekadent med en poetisk og humoristisk 
undertone. Her hadde han også sin egen hjemmeside, som i nøyaktig samme stil som 
resten av nettstedet inneholdt en rekke små poetiske mystifikasjoner, med små dikt og lek 
med uttrykk som schizofreni, backdoor, eleganse og dekadense. ‘Mika’ hadde også 
designet CzERTs maskot; en rødhodet, triumferende smilende demon som bryter opp 
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kjettinglenker41, på en av sidene til hysteria.sk. På denne måten legger ‘Mika’  store 
personlige føringer for den subkulturelle identiteten i ‘Computer Underground’ .  
 Det var også en kjent sak blant mange av hackerne at ‘Mika’,  som en av pionéerene for 
SERT, også hadde blitt utvist fra universitet for å ha medvirket til å hacke websiden til 
den slovakiske dagsavisen SME, og latterliggjort president Meciar ved å fremstille ham 
som figur i den kinesiske hæren omgitt av pin-up damer. At ‘Mika’ gjennom dette var en 
foregangsfigur som hacker, som representerte ‘den som talte systemet midt imot’,  
reflekteres når hackerne i Underground fleipete kunne si at ‘han er hacker-faren vår’. 
 
‘Deni’ – en frontfigur for ‘det alternative’  
 ‘Deni’ var spesielt orientert i en alternativ livvstil og orientalske trender. Det virket som 
om mange jeg kom i prat med blant kyberfolket så opp til ham på grunn av hans 
orienteringer i zen-buddhisme, som et kvalitetstempel på at han var ‘en fin fyr, du 
kommer til å like ham’. Samtidig reagerte ‘Deni’ med en merkbar unnvikenhet da jeg, på 
bakgrunn av en buddha-statue jeg så han hadde i vinduskarmen spurte ham om han var 
buddhist. Isteden for å svare på spørsmålet begynte han å ironisere over ‘alle som tror at 
jeg er buddhist når de kommer inn i rommet mitt og ser dette’. Jeg tok dette som et tegn 
på at han var redd for å virke ikke-autentisk ved å bryte tabuet om å snakke ‘mykt’, og 
overkommunisere seg som ‘alternativ’ på samme måte som de andre var redde for å 
overkommunisere seg som hackere. Jeg fikk et konkret eksempel på at han hadde 
påvirkning ovenfor sine venner i hackermiljøet, da jeg oppholdt meg sammen med ham 
og ‘Kalon’ i Bratislava. ‘Kalon’, som i utgangspunktet ikke var vegetarianer, så ut til å bli 
inspirert av kameratens mat-filosofi om ‘raw cooking’42  etter at han hadde flyttet inn i 
hans leilighet. Han erklærte for meg at han også ville gå inn for å bli vegetarianer, og 
                                                 
41 CzERT  står også underforstått for cert, på tsjekkisk ‘djevel’. 
Lenkene symboliserer tydelig de ‘stengte dørene’ av passord og copyright som hackerverden søker å 
opponere mot (se illustrasjon på forside). 
42 En retning eller trend som hevder at energien fra maten blir mye bedre utnyttet om den spises rå enn om 
maten blir kokt eller stekt. Dette så ut til å være en inspirasjon han hadde hentet fra en tilsynelatende meget 
nyutgitt engelskspråkelig kokebok som så ut til å spille på livsstil mer enn bare kreative kjøkkenløsninger. 
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prøvde seg frem på kjøkkenet og lagde mat til oss basert på ‘Deni’s ‘alternative’ 
prinsipper. 
 
Makt innen subkulturen - nettverket som demokratisk? 
Gjennom dette kommer det frem små, men tydelige antydninger om at ‘Deni’ og ‘Mika’s 
orienteringer kan være tungtveiende, og at de knyttes til anseelse og prestisje. De befinner 
seg i eliten innen kybermiljøet som karakteriseres som teknologiske og kulturelle 
spydspisser. Redaktøren for det prestisjetunge kybermagasinet Zivel hadde også 
intervjuet ‘Mika’ og ‘Deni’ opptil flere ganger, noe som forsterker deres posisjoner som 
representanter for miljøet og gir dem større symbolsk makt som rollemodeller. 
 Med dette blir det nødvendig å sette spørsmålstegn ved en av de typiske forestillingene 
om nettverk som demokratisk, der løsninger sees som et resultat av felleskapet. Som jeg 
omtalte i kapittel 2 har Barnes fremmet et slikt syn på nettverk. 
Nettverk er dermed ikke nødvendigvis bare preget av symmetrisk flyt, men også a-
symmetrisk, ettersom noen personer er mer synlige og sentrale subjekter enn andre når 
det gjelder å legge sine stilføringer for subkulturen og sette dagsorden for identitet. 
 
 
Det ‘hemmelige samfunnet’ som mannlig 
 
På bakgrunn av min empiri kan hackerne minne om en frimurer-aktig, eksklusiv klubb 
som forvalter en kapital som ligner på en ‘hemmelig kunnskap’. Innenfor alle de 
tsjekkiske kyber-samfunnene jeg omtaler ligger det en form for intern, prestisjefull 
kunnskap som symbolsk kapital, som voktes som ‘deres’, og som de definerer seg selv 
gjennom. I samfunnets øyne ligger det mest prestisje i hackerkunnskapen, ikke minst 
fordi den forbindes med en helte-status og risiko-faktor som jeg har omtalt i kapittel 3. 
 At mange ‘hemmelige samfunn’ og eksklusive kulturer styres av menn er et 
gjennomgående mønster. Det er unge menn fremfor unge kvinner som har forandret 
historien siden samfunnene gjerne legger til rette for at menn kan være ubundet og fri, og 
ikke stivnes med barn og husholdsplikter. 
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 Samfunn med mannlig,’hemmelig kunnskap’ vises i forskning på tradisjonelle samfunn, 
som de afrikanske Mbuti-pygméene, beskrevet av Turnbull (1979). Både kvinner og 
menn tilegner seg en mengde ferdigheter som er helt nødvendig for å overleve, men det 
er bare mennene som innvies i en egen trompetkult, molimo-kulten. Gjennom å spille på 
molimo-trompeten ved viktige riter og synge rituelle sanger oppnår de kontakt med det 
guddommelige. Barths Baktamaner er også et eksempel på at kvinner er utelukket fra 
’secret society’ , der overføring av skjult kunnskap om åndeverden og forfedrene skjer 
kun mellom menn fra de eldre til de yngre i overgangsriter (Barth 1975). 
 Det er et opplagt poeng at det er de unge mennene som er dominerende i kyberkulturen i 
Tsjekkia. Blant både hackerne og ’scenere’ fant jeg så og si ingen kvinnelige aktører, og  
blant Star Trek-folket var guttene også i et påfallende flertall.  
Da jeg spurte Anicka, en av kjærestene til guttene i Underground om hun hadde interesse 
eller kunnskap om teknologien de var opptatt av, ristet hun på hodet med et smil og utbrøt 
’overhodet ikke!’ som om hun ikke hadde noe som helst i den delen av verden å bestille. 
 Hackerne i ’Czech Computer Undergrunn’ utgjør et hemmelig samfunn gjennom at de 
som ’spydspisser’ forvalter kunnskap og kulturell kapital som ingen andre har rett på å 
inneha. Deres  patruljering av grenser, eksempelvis gjennom deres reaksjoner mot 
’wannabes’ som innynder seg i hackernes krets som beskrevet i dette kapittelet, viser 
hvordan de ønsker å beholde statusen som medlemmer av det eksklusive for seg selv.  
 
Den kjønnsladede teknologien – en maktfaktor  
At mannlighet et et gjennomgående aspekt ved slike ’hemmelige samfunn’ og de 
tsjekkiske jentenes fravær i hackerkulturen, trenger jeg ikke å prøve å forklare her. 
Hvorvidt det kan skyldes at teknologien er ’mannlig’, overlater jeg til de mange som har 
forsøkt å diskutere dette før meg, med mer eller mindre hell. 
 Haraway (1991) tar imidlertid et friskt oppgjør med den såkalte ‘tatt-for-gittheten’ 
omkring det at teknologien må være ‘mannlig’, og snur denne opp ned. Teknologien, som 
først og fremst er et sosialt produkt, viser hun like gjerne kan være noe selvsagt 
’kvinnelig’, alt etter hvem som har makten til å definere teknologien og utvikle den. 
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Motstanden mot kyborgere, blandingen mellom menneske og maskin, hevder hun 
avspeiler den samme rasismen mot å blande ’rene’ kategorier som kjønn og rase, 
kategorier som er produkter av det 20. århundrets undertrykkelse og aversjon mot det 
fremmede. Denne må vi bestride gjennom kyborg-forestillingen ved å knuse 
legitimerende språklige dikotomier og de konkrete følgende disse får i samfunnets 
utvikling. Ettersom teknologien allerede søker å frigjøre mennesket fra en avgrenset 
biologi, hevder Haraway at teknologien nettopp er skapt for kvinner ettersom 
reproduksjon og kontroll over reproduksjon er knyttet til kvinners egen frihet. 
Teknologien bør derfor lades med kvinnelighet ved at kvinnene bør erobre den 
maktbasen som datateknologien og vitenskapsteknologien representerer:  
 
’This is a dream not of a common language, but of a powerful infidel 
heteroglossia. (..) It means both building and destroying machines, identities, 
categories, relationships, space stories. Though both are bound in the spiral dance, 
I rather be a cyborg than a goddess’ (ibid.:181). 
 
 
Konklusjoner  
 
‘Czech Computer Underground’ utfordrer hegemonien ved å uttrykke sine autonomi-
verdier gjennom å velge ut bestemte motkulturelle aspekter fra amerikansk hacker-kultur 
avspeilet i den anarkistiske siden av California-ideologien. De benytter også vestlig og 
amerikansk motkultur fra det hippie-inspirerte ‘60-tallet og aspekter fra tsjekkisk 
opposisjon før 1989. Tilsammen danner dette bakgrunn for grensemarkeringer mot 
‘mainstream’ i den tsjekkiske middelklassen, hvor også andre kyberfolk som minner om 
dem selv befinner seg. Som subkultur kommuniserer de til den klassen de selv tilhører, en 
avsløring at det foregår en kamp mellom ulike gående diskurser i samfunnet om 
eiendomsretten til utvalgte tegn (Hebdige 1979:17), i dette tilfellet den nye Internett-
teknologien. 
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 På den andre siden kommuniserer hackerne og ‘scenerne’ nærhet til grupper av eksklusiv 
undergrunn og kulturell intelligentsia knyttet til det tidligere Tsjekkoslovakia, en 
tradisjon med høy status hvor det ekte, frie og autentiske er verdiene.  
 Grensemarkeringene kan sees ut i fra begreper de bruker om seg selv, uttrykt i 
dikotomier der positive karakteristikker tilfaller dem og de negative tilfaller ‘de andre’. 
Dette kan minne om identitetspolitikk som føres av urbefolkningsgrupper i deres streben 
etter høyere anseelse og autonomi. 
 Dette danner rammen for deres tekniske og kulturelle orienteringer, men også for 
hvordan de kommuniserer subtilt som tegn på at de er autentiske. Gjennom en elitistisk 
nedlatenhet og et sett selektivt utvalgte aspekter ser de seg som en moderne, alternativ 
elite og spydspiss i kontrast til andre kybergrupper, samtidig som de romantiserer 
undergrunn og fornekter andre sider ved moderniteten som ikke passer inn i deres 
verdensbilde. Her slår også føringer fra visse mektige sosiale aktører i miljøet ut som mer 
tonegivende og gjenstand for oppmerksomhet enn andre. 
Det subkulturelle miljøet som ensidig mannlig har jeg også tatt opp til vurdering. ‘Czech 
Computer Underground’ bærer preg av å være et type mannlig, frimurer-aktig samfunn 
som også kan spores i mange tradisjonelle samfunn, med en eksklusiv status og 
hemmelig kunnskap for omverden de gjør krav på å ha for seg selv. 
 Et viktig poeng i dette kapittelet gjenspeiles i kapittel 2, der hackerne snakker om sitt 
nettverk som noe fritt og egenartet. Ikke minst kommer dette tydelig frem i ‘Kalon’s 
spontane utredning om forskjellen på amerikansk og tsjekkisk hackermiljø sett med hans 
øyne (se side 41). De ivaretar bestemte aspekter fra amerikansk hackerkultur for å fylle 
rollen som hackere, samtidig som at de er opptatt av at de er tsjekkiske hackere, ikke 
hackere fra hvor som helst. Nettopp i dette viser ‘den lille tradisjonen’ i Tsjekkia at den 
har et lokalt særtrekk. For hackerne er det som om subkultur forankret i det tsjekkiske 
garanterer for en dypere bevissthet, autentiskhet og stolthet på samme måte som rock 
‘n’roll-undergrunnen under det totalitære regimet var en like tsjekkisk og autentisk 
stemme før dem. 
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6. AVSLUTNING 
 
 
Maskiner og teknologi sett i et tsjekkisk perspektiv 
Roboten som en metafor: undertrykte maskinmennesker  
Maskinmennesker og menneskemaskiner har vært litterære tema i lang tid før kyberpunk-
litteraturen kom på banen, og i Tsjekkia har dette en tradisjon helt fra mellomkrigstiden. 
Robot, som betyr tvangsarbeider, ble første gang brukt av forfatteren Karel Capek (1890 
– 1938) i skuespillet ‘R.U.R.’, en forkortelse for ‘Rossums universalroboter’, som hadde 
première i 1920. Capeks roboter er kunstig fremstilte, maskinlignende mennesker som er 
undertrykte slavearbeidere der Rossum (fra rozum, som betyr fornuft eller intellekt) er 
undertrykkeren (Bing 1994). 
 Roboten som en metafor for systematisk undertrykkelse har senere blitt benyttet i 
sammenheng med kommunist-systemet, hvor eksil-tsjekkerne påpekte hvordan ‘roboten 
står frem som idealmenneske’ for Stalinismen i begynnelsen av 1950-årene (Fritt 
Tsjekkoslovakia nr.1,1951). 
 Det maskinelle som en metafor for det ikke-humane systemet og systemmakten har 
utgjort en velkjent opposisjon til enkeltmennesket og enkeltmenneskets streben for 
rettferdighet slik Kafka har skissert i Prosessen.  
 
Teknologien i fantasiens verden   
Samtidig har maskiner og teknologi i science fiction-litteraturen også spilt en indirekte 
frigjørende rolle i Tsjekkia under den totalitære tiden, som avspeiler et av de dogmene 
som er nevnt i hackernes verdensbilde - mot systemet og for ’det indre og autentiske’. 
Science-fiction som en tilsynelatende uskyldig virkelighetsflukt fikk en særegen 
betydning for mange mennesker bak Jernteppet. Som ‘Ziran’ formulerte det:  
 
Det var ingen motivasjon for kommunistene til å promotere for sci-fi og fantasy..derfor ble dette 
noe som tilbød mennesker frihet.. en egen en indre frihet, en indre verden. 
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Populariteten til klassisk science-fiction, som bøkene til Asimov, hadde også stor status, 
ikke minst fordi hans litteratur ifølge chatteren ‘Star one’ var av mange science-fiction- 
entusiaster ansett som vestlig fordi han var russisk emigrant til USA. Siden dette var et 
faktum kommunistene ikke gjennomskuet, ble utgivelsen av Asimovs science fiction i 
Tsjekkia en liten frihetens triumf for mange science-fiction lesere. 
 Star Trekkerne benytter Internett i så måte som om det var science-fiction-litteraturens 
forlengelse, der man kan dyrke lekens grenseløse muligheter. Å operere i sin egen 
fantasi-verden distansert fra samfunnet er også kompatibelt med det stereotype selvbildet 
av ‘den lille tsjekker’, som tydeliggjøres i den klassiske romanfiguren Den Gode Soldat 
Svejk, som ikke er motivert av store idealer, men derimot vil leve tilbaketrukket ‘blant 
sine egne’ (Holy 1996:62,75). 
Hackerne ser ut til å ville distansere seg fra dette tsjekkiske ideal av ‘den lille tsjekker’, 
men i praksis viser de også en trang til ‘bortgjemthet’, der de helst vil eksistere i sitt eget 
lukkede selskap, distansert fra det dominerende kulturelle uttrykket og politiske livet 
forøvrig. 
Med dette identifiseres to sentrale motsigelser i tsjekkisk kultur: teknologien enten som  
frigjørende eller undertrykkende, og fristelsen til å frasi seg ansvar versus å fungere 
opposisjonelt i det skjulte. 
  
Oppsummerende poenger 
 I denne oppgaven har jeg redegjort for de to gruppene av tsjekkiske hackere og chattere 
komparativt, både i lys av det kybernetiske aspektet, og som nettverk og subkulturer. 
 Det kybernetiske tar jeg for meg ved å sette selvet i form av personlig autonomi og 
Nettet opp mot hverandre. Begge de to subkulturelle miljøene startet som rene virtuelle 
samfunn på Internett, og har derfor noen viktige fellestrekk ettersom de vil distansere 
selvet fra den kontrollen Nettet representerer. I en virtuell kontekst som kan illustrere det 
‘flytrommet’ Castells beskriver, gjøres ikke dimensjonene selv og sted mindre relevante 
dersom man ønsker å uttdype sosiale relasjoner. Som et bilde på de tendensene Castells 
sammenfatter i sin beskrivelse av Nettverkssamfunnet, kan ikke-fysiskhet og stedløshet 
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føre til at tillit og tilstedeværelse blir knapphetsgoder, som vil bli verdsatt desto mer i 
samfunnet.  
Internett som sfære gjenspeiler imidlertid de samme sosiale dynamikkene, ettersom 
medlemsskap og aksept koster det samme i form av symbolsk utveksling og kriterier som 
er tilfelle i fysisk setting. 
 Hackerne og chatterne reflekterer to forskjellige inntak til kyberkulturen, der den ene er 
motkulturell og den andre er en subkultur mer orientert i retning av ‘mainstream’. Både 
hackerne fra Underground og chatterne fra Hvezdná flotila viser en opposisjon til den 
strukturen staten representerer og kan stå som pro-nettverks makt. I forhold til Internett 
som en sosial arena representerer de to gruppene to ulike tilnærminger, der den ene er en 
mer intens og altomfattende tilhørighet som forplikter, og den andre er mer deltidsmessig 
og fritidsbasert som kan kombineres med andre aktiviteter. Vi kan forstå chatterne og 
hackerne i kraft av Handelmanns begreper om etnisk nettverk (ethnic network) og etnisk 
samfunn (ethnic community) (Handelmann 1977), som fanger inn ulike nivåer av etnisk 
inkorporering. Chatterne kan sammenlignes med det etniske nettverket, der man skaffer 
seg bekjentskaper og får tilfredsstilt en del av sine sosiale behov gjennom etnisk identitet, 
men ikke alle. For øvrig virker tilhørigheten som Hvezdná flotila-medlem organiserende 
for samhandling. Hacker-samfunnet kan representere et høyere nivå, på linje med det 
etniske samfunnet. Deres subkulturelle identitet utgjør i større grad en agenda for 
handling i flere settinger, og ‘det etniske’, i dette tilfellet det subkulturelle, blir mer enn 
bare en enkelt og adskilt faktor innen medlemmenes tilværelse. Slik det etniske 
samfunnet har etnisitet som en ‘hel-idenitet’, utgjør det å være hacker et 
interessegrunnlag for sosialt nettverk, politisk motivert organisering og personlig 
identitet. 
 Begge disse nettverkene er i utgangspunktet eksklusive, men hackernettverket bærer 
større preg av lukkethet, der det å kunne uttrykke seg subtilt på en‘riktig’ måte gir en rett 
til å innta en elitistisk holdning og opphøydhet over ‘mainstream’. Som nettverk er begge 
formelt flate, men basert på personlig, uformell makt. Som jeg har vist, virker symbolsk 
kapital i subtil og uformell form sterkere nettopp fordi den ikke kan settes fingeren på og 
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gjenkjennes. Den føles indirekte, men lar seg ikke så lett påvises og kommenteres som 
den formelle og uttalte kapitalen. Tilsvarende kan man dra fordeler av makt som er 
uformelt og subtil ettersom den ikke kan settes på dagsorden av andre medlemmer eller 
kritiseres fra noe hold. Den ‘usynlige’ nettverksmakten har en tendens til å fremstå som 
ikke-eksisterende, ikke minst ettersom nettverk gjerne betraktes som en egalitær og 
demokratisk struktur. Nettverksstudier i antropologien har hatt en overhengende tendens 
til å fremme et slikt syn, og overse hierarkiske elementer. I så fall kunne nettverk og makt 
være et viktig tema for videre forskning, ikke minst siden nettverk-begrepet blir stadig 
mer aktuelt i vårt eget samfunn, både som ideal for arbeidslivets organisering og i 
forbindelse med uformell politisk makt. 
 Både Underground og Hvezdná flotila er de-lokaliserte nettverk som eksempler på 
virtuelle samfunn. Menneskene innenfor disse ville ikke funnet hverandre om det ikke 
hadde vært for Internett. Samtidig fremhever de sin lokale forankring som tsjekkiske og 
tsjekkisk-slovakiske, selv om likesinnede med deres aktiviteter og orienteringer også 
finnes andre steder i verden. Gjennom å være tsjekkiske eller tsjekkisk-slovakiske danner 
de seg frihetsrom som for dem har en bestemt, symbolsk betydning. Chat og sci-fi- 
fandom er uttrykk for fritidsrom på samme måte som science-fiction har hatt en bestemt 
rolle i den tidligere kommuniststyrte delen av Europa. I kraft av Internett kan chatterne 
videreføre denne og drive ‘networking’ til hverandre på nye og mer effektive måter enn 
tidligere. Hackerne distanserer seg fra ‘sløve systemtenkere’ gjennom å sette opp en 
mengde dikotomier der de favoriserer seg selv, identitetsmarkører som også har 
fellestrekk med etniske grenser. Slik viser hackerne seg som ivaretagere av middelklasse-
moralen, med en form for moralisme som gjør at de kan betraktes som temmelig 
protestantiske. De viderefører dermed en rolle den tsjekkiske undergrunnen hadde før 
Tsjekkoslovakias frigjøring i 1989. På samme måte som nettkunstnere og hackere forener 
seg i ‘Czech Computer Underground’ forente også kunstnere, frikere og intellektuelle på 
kant med autoritetene seg den gang i tsjekkisk rock-undergrunn som uttrykk for et 
symbolsk slektskap og en gjensidig sympati for anti-etablishment.  
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I Tsjekkia finnes det en grobunn for disse typer av aktiviteter, og både Star Trekkere og 
hackerne innskriver seg i en tradisjonell tsjekkisk opposisjon av venner, tillit og nettverk 
som ‘den uformelle sektoren’  - bestemte meningsstørrelser som henspiller på det ikke-
etablerte. Både hackerne og chatternes subkulturelle materiale stammer opprinnelig fra 
USA på 1960-tallet. Som jeg så vidt har vært inne på, preges Star Trek-filosofien også av 
denne tidens idealer, som i likhet med hacker-etikken verdsetter sosial likhet og felleskap, 
respekt for enkeltmenneskets utfoldelse og individuell frihet ‘til å være seg selv’.   
Motkulturen med opprinnelse i USAs vestkyst på ‘60-tallet har tradisjonelt hatt en 
spesiell anerkjennelse i Tsjekkia og har hatt en egen rolle å spille i tsjekkisk undergrunn. 
Dette ‘åndelige felleskapet’ til California nedfeller seg fremdeles i en indirekte politisk 
protest i Tsjekkia. 
 Referansen hackerne markerer gjennom er både global og lokal. Jeg har forsøkt å vise at 
det ikke er tilfeldig hvilke aspekter fra globalt hold som får utfolde seg i tsjekkisk 
subkultur, noe som taler for en utpreget anti-autoritær individualisme ved tsjekkisk 
mentalitet. Dette er et særtrekk som tidligere har blitt oversett i antropologien. I hvilken 
grad dette særtrekket også er et ytterligere øst- eller sentral-europeisk fenomen, kan være 
interessant å følge opp for videre studier. Med så liten forskning som er gjort på området 
om subkulturer er det iallefall nok av blanke felter å skravere på vegne av antropologien. 
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