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広帯域の直接拡散CDMA（Code Division Multiple Access）が採用され、2001年には商用サービスが
開始される予定である。
CDMAでは複数の利用者が同一周波数帯を用いて通信を行うため、他の利用者の信号が他局干渉
となる。CDMA方式の利用者収容能力は他局干渉量に大きく依存するため干渉キャンセラによる他
局干渉抑制が必要不可欠である。特に、レプリカ減算型のマルチステージ干渉キャンセラは優れた干
図３　受信信号の判定誤りを誤り訂正符号によって訂正するレプリカ減算型干渉キャンセラ
図４　レイリーフェージング伝搬路におけるビット誤り率（BER）特性．
横軸（Eb/N0）は１ビット当りの信号エネルギー対雑音電力密度比．
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渉除去能力をもつ事が知られている。
レプリカ減算型干渉キャンセラでは受信側で受信予測値を推定し、受信信号から差し引くことで他
局干渉を除去する。しかし受信信号推定値の判定を誤った場合、逆効果となり得る。そこで受信信号
の判定誤りを誤り訂正符号を用いて訂正する方式について研究を進めている（図３）。この干渉キャ
ンセラでは、マルチステージ処理で受信信号の判定の誤り訂正が繰り返し行われるため、繰り返し復
号により、従来の干渉キャンセラの特性を大きく改善することができる。提案干渉キャンセラの特性
をシミュレーションにより評価した結果、図４に示すように、レイリーフェージング伝搬路と呼ばれ
る劣悪な伝搬路においても良好な特性を示すことが確認された。
5．情報セキュリティの研究
情報化社会ではもちろんのこと、上述のマルチホップネットワークにおいては中継される情報の保
護、利用者の認証やプライバシ保護といった情報セキュリティの問題が非常に重要となる。セキュリ
ティを保証するために不可欠な要素の一つとして、暗号が挙げられる。
当研究室ではこれまで、認証付鍵共有方式の研究を行ってきた。認証付鍵共有は、盗聴や改ざんの
可能性のある危険なネットワークを介して、意図した相手とのみ秘密鍵を共有することを実現する方
式である。
当研究室で提案した鍵共有方式は、1976年にDiffieとHellmanが提案した鍵共有方式を利用した方
式であり、この安全性は、離散対数問題と呼ばれる整数論に関する問題を解くことが困難であるとい
う仮定に基づく。なお、離散対数問題を効率よく解く解法は未だ知られておらず、多くの研究者は、
そのような解法はおそらく存在しないと予想している。
本方式については、第三者による当事者へのなりすましや、妨害の防止などが可能であることが証
明される。
6．将来に向けて
今後、情報通信ネットワークは固定通信網と移動通信網、インフラストラクチャをベースとする無
線ネットワークと自律分散型無線ネットワーク等が高度に融合し、ユーザは特段ネットワークを意識
しなくとも、ネットワーク側が自律的に必要なルートや接続先を探し出し、いつでもどこでも自由に
所望の情報が受発信できるネットワークが構築されていくであろう。すべての自動車に広帯域のイン
ターネット・ルータを搭載して、無線インターネットの中継局にしてしまおうという計画もあながち
夢ではなくなるであろう。
また、ディジタル信号処理技術の進展は著しく、無線の送受信機は高度に環境適応的な信号処理機
能を備えたマルチバンドアンテナ付きの変身自在なソフトウエア無線機（software defined radio）に
向けての発展が期待されている。
次世代、次々世代の情報通信ネットワークのあるべき姿を見据え、それに向けての基礎的情報通信
技術の追求を進めて行きたいと願っている。
