Abstract-The importance of Wireless Sensor Network (WSN) increases due to deployment for geographical, environmental and surveillance purpose in war fields. WSN facing several challenges due to its complex nature including key problems, such as routing and medium access control protocols. Several approaches were proposed for the performance evaluation of WSN on the basis of these issues due to the fact that MAC layer access protocols have a great impact on the performance of WSN. In this paper, we investigated the performance evaluation of three well known MAC Access protocols, i.e. sensor medium access control protocol (SMAC), carrier sense multiple access with collision avoidance (CSMA/CA), and time division multiple access (TDMA) over adhoc on demand distance vector (AODV) routing protocol. The number of simulation scenarios were carried out by using NS-2, the simulation metrics used are throughput, end-to-end delay and energy consumed. Simulation results showed that SMAC out perform CSMA/CA and TDMA by consuming less energy, less end to end delay and high throughput due to contention based approach to access the medium for transmission.
I. INTRODUCTION
The ad-hoc network is a network of self configuring mobile nodes that can communicate with each other without any centralized control. Intermediate nodes act as a router to forward data from source to destination. In ad-hoc networks, the nodes can move freely and the topology may change frequently due to nodes mobility. Every node in this network acts as host and router. Intermediate nodes act as a router to forward data from source to destination. Routing protocols are responsible for keeping track of the paths from source to destination in their routing tables. Routing tables are constructed by exchanging control messages to keep the information updated [1] . These messages causes extra overhead of the routing protocol and degrades the performance. An efficient routing protocol utilizes the network resources by minimizing delay and power consumption to provide better QOS and maximizing throughput, remains a challenging issue for the ad-hoc networks. Energy consumption is a major factor and have a great impact on the network performance in battery driven nodes in these networks [16] .
Medium access control (MAC) plays an important role in the successful operation of the network. One fundamental task of MAC is to avoid collision, so that nodes in the same interference range do not transmit at the same time. The two main operations performed at medium access layer are controlling when to send and when to listen for a packet. There are many MAC protocols that are developed for wireless networks.Typical examples are TDMA, CDMA, CSMA/CA, SMAC, etc. The motivation for the selection of TDMA, CSMA/CA and SMAC in this research work were due to diverse type of access mechanism used by these protocols and have potential for further improvement in order to conserve the battery energy as mentioned in related work section [17] . The rest of the paper is organized as follows. Section II presents the overview of Medium Access protocols and the Routing protocol used and Section III describes the related work done in literature. Simulation environment and results are shown in Section IV and the paper is concluded in Section V.
A. Medium Access Control (MAC) Protocols
S-MAC uses three novel techniques to reduce energy consumption and support self-configuration as shown in Fig. 1 . Nodes periodically sleeps by entering from listening to the idle channel to reduce energy consumption. During transmission of other nodes, SMAC sets the radio to sleep and it only uses in-channel signaling. An application that requires a store-andforward processing as data move through the network message passing are applied by SMAC to reduce contentious latency of the network [18] . CSMA/CA works on the principle of sensing before sending as shown in Fig. 2 . As soon as a node receives a packet, it sense the medium and try to send it if the medium is clear or wait a randomly chosen period of time (2 RTT) if another transmission is going on and then checks again. This waiting time period is called back-off factor and is counted down by a back-off counter. If the back-off counter reaches zero and the channel is CSMA/CA will send the packets otherwise the back-off factor is set again and the process will be repeated [2] . TDMA shares a single carrier with several users to make use of non-overlapping time slots for each user as shown in Fig. 3 . In TDMA, transmission of data is not continuous but occurs in bursts which results in low consumption of energy. For transmission and reception different, the time slots are used by TDMA, thus duplexes are not required. Bandwidth can be supplied on demand to different users by concatenating or reassigning of time slots based on priority. This paper also investigates the behavior of the popular reactive routing protocol AODV over varying MAC protocols.
B. Routing in Ad-hoc Networks
Routing is the process of finding the shortest and optimal paths from source to destination in any network. Routing protocols for ad-hoc network can be classified into three main categories, i.e. Reactive, proactive and hybrid. Reactive routing protocols are more popular in ad-hoc networks because they are scalable and creating less overhead. In reactive routing protocols, The routes are established at the time when a node wants to communicate with another node in the network. There are no predefined route which results in reduction of overhead due to the fact that there is no exchange of information to keep track of the network topology [19] .
Adhoc On-Demand Distance Vector (AODV) is a reactive routing protocol and works on an on-demand basis, i.e. a route is established only when it is desired by a source node. Routing table is maintained for every node in which the required information for communicating with other users in the network are stored. It reacts to the changes by maintaining only the active routes in the tables for a specified amount of expiration time [20] . AODV identify the most recent path by employing destination sequence numbers. The routes in AODV are expected to be available at a given instant. AODV uses three types of messages to be exchanged for establishing and maintaining routes i.e. route request (RREQ), route reply (RREP) and route error (RERR). When a node wants to communicate, it sends the RREQ as broadcast to its neighbor nodes. The node with the destination address will reply by sending RREP as unicast to the desired source node. It may be possible that a node loses connectivity due to some reason. The next hop nodes will notify all the nodes by sending RERR messages, to keep the information updated [5] . Due to this reactive approach, AODV was used as routing protocol in this study.
II. RELATED WORK
Aggarwal et al. (2012) worked on the security challenges faced by ad-hoc routing protocols and proposed (AODVSEC) by enhancing the scope of AODV for the provision of security and compared it with (AODV) and SAODV in normal situation as well as in the presence of three concerned attacks i.e Resource Consumption (RC) attack, Route Disturb (RD) attack, Route Invasion (RI) attack and Black hole (BH) attack. The proposed scheme performed better than AODV and similar to SAODV but with less processing requirements which leads to save a lot of computational power [6] . Chen et al. (2012) studied the routing protocol for low power and lossy network (RPL) and the challenges faced by the protocol to find effective approaches to simulate and emulate the behavior and other extensions of applications. Their work has first provided a brief detail of the RPL protocol by considering two case studies (Contiki RPL and Tiny RPL) and initial experimental simulation results obtained from the COOJA simulator which is RPL capable. Secondly, their work was focused on the utilization of the RPL protocol in the agriculture sector by proposing dedicated hybrid network architecture [7] .
Garg and Gupta (2012) studied the behavior of AODV routing protocols and highlighted the dynamic nature of MANETs such as limited power of nodes, bandwidth constrained, variable wireless links and dynamic topology that leads to performance degradation. They implement AODV protocol for optimizing the routing by reducing the loss rate in AODV. NS-2 is used for simulating scenarios such as variation in the speed of nodes, packet transfer rates and number of nodes. this work concluded that AODV increases network performance by increasing the packet delivery ratio and reduced network delay [8] .
Updhayayet et al. (2012) investigated the behavior of routing in ad-hoc network and the problem faced by the routing protocols by testing both reactive and pro-active protocols for efficiency under different circumstances. They first increase the density of nodes for analyzing the efficiency of the protocols. The metric used were packet delivery ratio, packet loss and end-to-end delay. The simulation showed that reactive routing protocol performed well in these circumstances as compared to proactive [9] . Taneja et al. (2010) reported the experimental analysis of the two prominent on-demand routing protocols by presenting their functionality with varying number of nodes. An effort was made by the author to perform analysis of a new random way point self created network scenarios. The performance parameter taken was the packet delivery ratio in the network scenario of changing speed of the nodes. The results reflected in graphs showed that both protocols are best in its own way, but AODV was emphasized best on the basis of well performing in dense condition [10] .
Van Hoese et al. (2004) studied EMAC, a medium access protocol designed for WSN. The EMAC work on top of the effective TDMA scheme, in which each active node listens to the channel periodically and broadcast control messages for sending various types of information by utilizing low energy. The active node performs normal network functions while the passive nodes set aside to save energy. There are two operational modes, the monitoring mode in which the network merely keeps the network connected in a low duty cycle and communication mode in which the nodes are active and transfer data. Their simulation results showed that the presented approach is better as opposed to SMAC protocol in terms of power consumption [11] .
Hang Su et al. (2009) proposed a cross layer based batteryaware medium access protocol based on TDMA for monitoring of body area network in wireless health care application. Their proposed approach provides a solution for electrochemical properties of the battery, the time varying wireless fading channels, and packet queuing by prolonged lifespan of battery with reliable and timely guaranteeing delivery of messages in WSN, which is the typical requirement of the patient monitoring network. Analytical and simulation results showed their proposed work performed better by consuming less energy as compared to the IEEE 802.15.4 and Bluetooth protocols [12] .
Giuseppe Bianchi et al. (2001) studied the effect of medium access protocol on the performance of WSN by considering different MAC protocols. CSMA/CA is one of the medium access protocol for wireless sensor networks which decreases throughput as the number of nodes in the network increases, the throughput is much better in CSMA/CA with RTS/CTS. In these simulation scenarios, CSMA/CA was compared with TDMA and SMAC by analyzing the throughput, end to end delay and energy consumption [13] .
Wei Y et al. (2002) presented a new type of mac protocol designed especially for wireless sensor networks. Energy conservation and self configuration of nodes is the primary goal of the protocol, while latency and per node fairness is less important. SMAC used three novel techniques to consume less energy and support for self configuration. To consume less amount of energy, nodes periodically sleeps to move from listening to idle state. Further, they reduced contention latency for sensor network application by message passing technique that required store-and-forward processing as data move across the network. The simulation showed that SMAC consumes 2 to 6 times less energy as opposed 802.11 like for traffic load with a message sent every 1-10 secs.
Demirkol et al. (2006) studied various aspects of the WSN to be kept in mind while developing a MAC layer protocol. Target detection, temperature judgment and hospitals are some of the areas in which different application of WSN is applicable and therefore hot areas for researchers [21] . MAC access protocols are the best choice for utilization of energy resources in WSN. A comparison of two MAC access protocol is made by considering the metric as throughput, delay and energy consumed. The simulation results show that both the protocol performed well in different condition and SMAC consumes less energy as compared to TDMA [14] .
Anis Koubaa et al. (2006) showed the performance limitation of slotted CSMA/CA mechanism of sensor nodes by enabling beacon mode for broadcast transmission in WSNs. The work was conducted by modelling the CSMA/CA mechanism on top of realistic physical layer with respect to IEEE 802.15.4 standard specification. The parameter used for analysis are throughput and delay. The simulation was conducted using NS-2 by enabling beacon mode in the first case and disabling beacon mode in the second case. Beacon enabled mode showed efficient and good results as compared with the non-beacon mode, which provide synchronization and contention free period [15] .
III. RESULT AND DISCUSSION
This paper investigates the performance evaluation of Medium access protocol, i.e. SMAC, CSMA/CA and TDMA over AODV routing protocol. The simulation has been performed in the Network Simulator-2 (NS-2), which provides a scalable environment for wireless sensor networks. The simulation area was 2000 X 2000 m square and the number of nodes used was 5, 10, and 20 and each node have 1000 joule of initial energy. The Constant Bit Rate (CBR) was used as the application layer traffic for all scenarios with an interval time of 1, 5, and 10 Seconds. The packet size, transport and routing protocol were 50 bytes, User Datagram protocol (UDP) and AODV, respectively. The simulation time was kept 1000 seconds. The configuration of simulation parameters are mentioned in Table I. The simulation was performed using NS-2 which provides a scalable environment for WSNs. A number of simulation scenarios (Scalability and interval) were carried out by using performance analysis parameters i.e. throughput, end to end delay and energy consumed. The scalability scenario was designed with motivation to find out the performance efficiency of MAC layer protocols with increasing number of nodes various sub scenarios. The number of nodes used for scalability 
A. Scalability Scenario
The SMAC has high throughput in all three sub scalability scenarios as compare to the CSMA/CA and TDMA. The CSMA/CA is a contention base protocol in which the number of collision increases as the number of nodes in the network increased. TDMA is conflict free protocol and contention is avoided by the use of reserving the slot for each transmitter. SMAC has comparatively higher throughput as shown in Fig. 4 . SMAC has features of contention and scheduling. Throughput of SMAC rises with the increase in node density. CSMA/CA has a comparatively higher delay (as shown in Fig. 5 ) with increase in the number of nodes in the network. This increase in delay of CSMA/CA is due to collisions and set back off the counter. This result in the comparatively less end to end delays, with the increase in the time interval. The simulation graph gives a clear picture of SMAC that have comparatively much lower delay as opposed to the other two MAC protocol.
The energy consumption of SMAC protocol is comparatively much lower than CSMA/CA and TDMA as shown in Fig. 6 . SMAC used predictive techniques where nodes goes to idle state from communicating state due to periodic sleep. This helps in reducing energy consumption of the protocol. The CSMA/CA senses the medium all the time for transmission and reception of data which increased the energy consumption of the protocol. Moreover, there is no predictive techniques used in TDMA which also consumes higher energy as compared to SMAC. 
B. Interval or Data Rate Scenario
The number of nodes in interval scenarios are 20 and the interval time was kept 1, 5, and 10 ms. The throughput of all three MAC layer protocol decreases as the time interval increases as shown in Fig. 7 . SMAC showed comparatively higher throughput as opposed to CSMA/CA and TDMA as shown in figure. This is due to the periodic sleeping techniques used by Sensor Medium Access protocol.
CSMA/CA and TDMA has comparatively higher delay as compared to SMAC as shown in Fig. 8 . The simulation results showed that SMAC performed well and reduced the delay even when the time of interval was further increased. 1 ms interval corresponding to higher traffic while traffic generation decreased as the time interval was increased in the network.
The power consumption of TDMA and CSMA/CA is much higher than SMAC medium access protocol as shown in Fig. 9 . The sleep delay prediction of SMAC gives the ability to protocol to consume less energy while TDMA and CSMA/CA was listening continuously to the medium which results in high consumption of energy. 
IV. CONCLUSION
This paper examines the performance evaluation of three Medium Access Protocols, i.e. SMAC, TDMA and CSMA/CA over the AODV routing protocol for Wireless Sensor Networks (WSNs). The simulation results conclude that SMAC perform much better in both scalability and time interval scenarios as compared to the other medium access protocols, i.e. TDMA and CSMA/CA. The CSMA used contention to find out the collision by continually sensing the medium until getting free transmission medium. The conflict free MAC layer protocol, i.e. TDMA helped the nodes in avoiding the overlapping during transmission in WSNs. The SMAC was hybrid in nature as it have adopted the both the contention based mechanism of CSMA/CA to get the medium for transmission and conflict free nature of TDMA for dynamic allocation of medium or resources. It is concluded from the study and simulation results that SMAC performs better on AODV in WSNs in the given circumstances. Further research can be done in the same area by considering different simulation scenarios such as using different traffic pattern and routing protocols.
