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Resumen
Las aplicaciones distribuidas esta´n formadas por un conjunto de procesos,
algunos de ellos pueden ser cooperativos. Un proceso cooperativo es aquel que
puede afectar o ser afectado por otros procesos que se encuentran en ejecucio´n
en el sistema.
Las aplicaciones distribuidas se utilizan para realizar trabajos en los cuales
un grupo de procesos interactu´an para resolver un problema, para acceder a
recursos que se pueden utilizar en forma exclusiva o compartida. Para el desa-
rrollo de aplicaciones es necesario contar con mecanismos que ordenen el acceso
a los mismos. Los mecanismos para asegurar el ordenamiento en la ejecucio´n de
procesos son: sincronizacio´n,exclusio´n mutua en las secciones cr´ıticas, alocacio´n
de recursos.
E´stas aplicaciones se pueden encontrar en diferentes tipo de redes, esto es,
redes que son fijas o redes mo´viles.
El proyecto se basa en el ana´lisis, adaptacio´n y bu´squeda de alternativas
de algoritmos distribuidos que soporten exclusio´n mutua o cooperacio´n entre
procesos que se puedan utilizar en redes inala´mbricas (ad hoc).
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Caracter´ısticas de la red
Las redes pueden ser cableadas o sin cable (wireless). Las redes mo´viles wireless
pueden clasificarse en dos grandes categor´ıas:
Redes celulares (celular network)
Redes ad hoc
Las redes celulares se caracterizan a trave´s de un fijo y cableado gateways (esta-
ciones base), las cuales son responsabables del ruteo del mensaje.
Las redes ad hoc no tienen una infraestructura fija y todos los nodos/sitios son
capaces de moverse, las cuales determinan la conectividad de la red. Los nodos ad hoc
pueden comunicarse solo directamente con los nodos que esta´n inmediatamente dentro
de su rango de transmisio´n. Para comunicarse con otros nodos, un nodo intermedio
es utilizado para propagar al nodo destino. Los nodos necesitan cooperar en orden de
mantener la conectividad y cada nodo actu´a como un router.
Las caracter´ısticas de un sistema ad hoc son la auto-organizacio´n, verdaderamente
decentralizado, y altamente dina´mico. Estas caracter´ısticas favorecen el desarrollo de
aplicaciones de intere´s como son conferencias, encuentros (meeting), comunicacio´n
wirelss entre veh´ıculos en movimiento.
Exclusio´n Mutua
Un buen algoritmo de exclusio´n mutua debe garantizar las siguientes propiedades:
Exclusio´n mutua
Libre de interbloqueo
Libre de inanicio´n
Son las condiciones necesarias para resolver el problema de exclusio´n mutua tra-
dicional. En la extensio´n de k-exclusio´n mutua, se debe considerar que k procesos
pueden acceder simulta´neamente a la seccio´n cr´ıtica (al recurso) y en el caso de ex-
clusio´n mutua para grupos que se optimice la concurrencia en la seccio´n cr´ıtica.
Todos los algoritmos de exclusio´n mutua realizan un ciclo, esto es, inicialmente
esta´n en la seccio´n resto (cuando no esta´n interesados en acceder al recurso), seccio´n
de entrada (cuando esta´n ejecutando el protocolo para acceder al recurso), seccio´n
cr´ıtica (cuando esta´n utilizando el recurso), seccio´n salida (cuando se libera el uso del
recurso) y nuevamente a la seccio´n resto.
Los algoritmos de exclusio´n mutua se los puede clasificar en: basados en memoria
compartida o´ basados en pasaje de mensaje. La u´ltima clasificacio´n se los puede dividir
en los basados en quorum o´ basados en token.
En los distintos modelos se quiere alcanzar un buen desempen˜o del mismo, y
este esta´ relacionado con la cantidad de accesos a memoria, la cantidad de mensajes
requeridos para acceder a la seccio´n cr´ıtica. Pero tambie´n es importante considerar
los procesos que puedan estar compitiendo en un instante de tiempo, las fallas de un
link o de un nodo.
En [4], [5], [6], [7], [10] se presentan algoritmos que utilizan el modelo de memoria
compartida para resolver las diferentes extensiones al problema de exclusio´n mutua,
y en [8],[11], [12], [13], [14], [15], [16] se resuelve el problema utilizando el modelo
de pasaje de mensajes. Algunos algoritmo han tenido una mayor influencia en la
investigacio´n sobre este tema, como por ejemplo el algoritmo disen˜ado por Maekawa
[13] ha sido considerado en la investigacio´n de algoritmos basados en quorum y ha
sido comparado con los algoritmos basados en token.
Desarrollo del Proyecto
Desde hace un tiempo se ha empezado a disen˜ar equipos de computadoras y otros
dispositivos que se pueden comunicar a trave´s de redes inala´mbricas (wireless), en
este tipo de equipos la movilidad sera´ constante, por ende, el disen˜o de la red no
sera´ esta´tico.
La topolog´ıa de la red va a influir en la eleccio´n de un algoritmo de exclusio´n mutua
tanto para el caso tradicional, para la extensio´n a k recursos o exclusio´n mutua de
grupos.
En las redes inala´mbricas (wireless), existen frecuentes e impredecibles cambios
en la topolog´ıa, limitados por el suministro de energ´ıa, y demoras altamente variables
en los mensajes. En este ambiente, los algoritmos basados en token son una mejor
eleccio´n para redes ad hoc dina´micas, porque requiere menor comunicacio´n directa
entre los procesos.
En [22], [23], [24] y otros se presentan algoritmos que garanticen exclusio´n mutua
teniendo en cuenta esta topolog´ıa, esto significa, que si se pierde un v´ınculo entre dos
nodos (procesos) realiza las acciones necesarias para adaptarse a la pe´rdida de los
mismos.
Se esta´ trabajando actualmente en el ana´lisis y bu´squeda de variaciones al pro-
blema de exclusio´n mutua para grupos de procesos, utilizando el modelo de memoria
compartida distribuida y en el modelo de pasaje de mensajes considerando una topo-
log´ıa de red cableada. La idea es extender el estudio de la problema´tica de k -exclusio´n
mutua para grupos a redes inala´mbricas, considerando inicialmente k=1.
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