Corporate Information Strategy by Kutnar, Petr
VYSOKÉ UČENÍ TECHNICKÉ V BRNĚ
BRNO UNIVERSITY OF TECHNOLOGY
FAKULTA PODNIKATELSKÁ
FACULTY OF BUSINESS AND MANAGEMENT
ÚSTAV INFORMATIKY
INSTITUTE OF INFORMATICS
INFORMAČNÍ STRATEGIE FIRMY
CORPORATE INFORMATION STRATEGY
DIPLOMOVÁ PRÁCE
MASTER'S THESIS
AUTOR PRÁCE
AUTHOR
Bc. Petr Kutnar
VEDOUCÍ PRÁCE
SUPERVISOR
doc. Ing. Miloš Koch, CSc.
BRNO 2016
Vysoké učení technické v Brně Akademický rok: 2015/2016
Fakulta podnikatelská Ústav informatiky
ZADÁNÍ DIPLOMOVÉ PRÁCE
Kutnar Petr, Bc.
Informační management (6209T015) 
Ředitel ústavu Vám v souladu se zákonem č.111/1998 o vysokých školách, Studijním a
zkušebním řádem VUT v Brně a Směrnicí děkana pro realizaci bakalářských a magisterských
studijních programů zadává diplomovou práci s názvem:
Informační strategie firmy
v anglickém jazyce:
Corporate Information Strategy
Pokyny pro vypracování:
Úvod
Cíle práce, metody a postupy zpracování
Teoretická východiska práce
Analýza problému
Vlastní návrhy řešení
Závěr
Seznam použité literatury
Přílohy
Podle § 60 zákona č. 121/2000 Sb. (autorský zákon) v platném znění, je tato práce "Školním dílem". Využití této
práce se řídí právním režimem autorského zákona. Citace povoluje Fakulta podnikatelská Vysokého učení
technického v Brně.
Seznam odborné literatury:
BASL, Josef a Roman BLAŽÍČEK. Podnikové informační systémy: podnik v informační
společnosti. 3. aktualiz. a dopl. vyd. Praha: Grada, 2012. 323 s. ISBN 978-80-247-4307-3.
GÁLA, Libor, Jan POUR a Zuzana ŠEDIVÁ. Podniková informatika. 2. přeprac. a aktualiz. vyd.
Praha: Grada. 2009. 496 s. ISBN 978-80-247-2615-1. 
MOLNÁR, Zdeněk. Efektivnost informačních systémů. 2. rozš. vyd. Praha: Ikar, 2000. 178 s.
ISBN 80-247-0087-5.
SCHWALBE, Kathy. Řízení projektů v IT. Brno: Computer Press, 2007. 720 s. ISBN
978-80-251-1526-8.
SODOMKA, Petr a Hana KLČOVÁ. Informační systémy v podnikové praxi. 2. aktualiz. a rozš.
vyd. Brno: Computer Press, 2010. 501 s. ISBN 978-80-251-2878-7.
Vedoucí diplomové práce: doc. Ing. Miloš Koch, CSc.
Termín odevzdání diplomové práce je stanoven časovým plánem akademického roku 2015/2016.
L.S.
_______________________________ _______________________________
doc. RNDr. Bedřich Půža, CSc. doc. Ing. et Ing. Stanislav Škapa, Ph.D.
Ředitel ústavu Děkan fakulty
V Brně, dne 29.2.2016
4 
Abstrakt 
Tato diplomová práce se zabývá návrhem informační strategie pro Fakultní nemocnici 
Brno, která je největším poskytovatelem zdravotnických služeb na Moravě. První část 
práce obsahuje teoretická východiska, která popisují použité pojmy. V následující 
kapitole jsou provedeny analýzy, které si kladou za cíl co nejpřesněji popsat současnou 
situaci organizace. Třetí část práce obsahuje návrh informační strategie hned z několika 
pohledů, součástí této kapitoly je také podrobná časová analýza projektu metodou 
PERT. V závěru jsou pak zhodnoceny náklady a přínosy nové informační strategie 
fakultní nemocnice. 
Abstract 
This thesis describes the design of an information strategy for the Faculty Hospital in 
Brno, which is the largest provider of health services in Moravia. The first part includes 
theoretical aspects used. In the following chapter, there are analyses that aim to 
precisely describe the current situation of the organization. The third part contains draft 
of a new information strategy from several perspectives. At the end of this chapter there 
is a detailed time analysis which uses PERT methodology. The last part evaluates the 
costs and benefits of new information strategy of Faculty Hospital. 
Klíčová slova 
Informační strategie, Bezpečnostní politika, Informační systém, Integrace, HOS8 
Keywords 
Information Strategy, Security Policy, Information System, Integration, HOS8 
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Úvod 
Informační technologie se v současné době stále více prosazuje ve všech odvětvích. 
Zdravotnictví jako takové však v této oblasti velmi zaostávalo. S přijetím 
kybernetického zákona je více než kdy před tím jasné, že se i zdravotnictví musí 
důkladně připravit na elektronizaci veškerých dat. 
 
Tématem mé diplomové práce je „Informační strategie firmy“. Pod tímto pojmem si 
většina lidí představí informační systém a je pravda, že ten je její stěžejní částí. 
Informační strategie jako taková však přesahuje pouze pojem informační systém. Ta pod 
sebe zahrnuje celou řadu předpisů a nařízení, pracovních postupů a plánů pro další 
rozvoj. Dalo by se říci, že se jedná o jakousi informační vizi podniku. 
 
Měl jsem to štěstí, že jsem byl přizván do projektu Návrhu informační strategie pro 
Fakultní nemocnici Brno, která již touto dobou započala. Tato práce nepředstavuje 
nutně její finální návrh, neboť tento projekt je v nemocnici ve svém počátku a změny 
jsou nevyhnutelné. Tato práce zobrazuje nynější směr a vývoj informační strategie, 
který bylo možné napsat na základě konzultací se zaměstnanci nemocnice a s jejími 
externími pracovníky.  
Z konzultací jsem byl posléze schopen vytvořit očekávaný plán budoucího vývoje.  
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Cíl práce 
Cílem této práce je provedení analýz současné informační strategie Fakultní nemocnice 
Brno a na jejich základě navrhnout informační strategii novou, která bude lépe 
vyjadřovat jednotnou informační vizi napříč celou organizací. 
Tato nová informační strategie bude sjednocovat stávající informační systémy a zároveň 
navrhovat budoucí rozvoj tak, aby v budoucnu nedocházelo k nasazení systému, jenž 
nedokáže spolupracovat se systémy ostatními. 
Dalším cílem nové informační strategie je postupné převedení papírových záznamů do 
elektronické podoby. 
S elektronizací dat jsou neoddělitelně spojeny nároky na jejich zabezpečení. Součástí 
informační strategie je návrh, bezpečnostních předpisů, nařízení a postupů, které 
povedou k zajištění požadované bezpečnosti. 
 
Metodika práce 
Práce je rozdělena na tři části. V části první jsou zpracována teoretická východiska, 
potřebná pro pochopení zpracované problematiky. Tato kapitola se zabývá definováním 
a popisem informací, informačních systémů a procesů. Dále popisuje použité analýzy a 
metodiky v práci použité. Nakonec se snaží představit pojmy a problematiku spojenou 
s integrací informačních systémů. 
Druhá část obsahuje analýzu současného stavu Fakultní nemocnice Brno. Nejdříve jsou 
zde provedeny analýzy vnějšího a vnitřního okolí organizace, které slouží jako vstup 
pro souhrnnou analýzu silných stránek, slabých stránek, příležitostí a hrozeb. 
Následující analýza se pak zaměřuje na hodnocení organizace z informačního hlediska. 
K tomu byla použita analýza HOS8. Výstupy těchto analýz pak slouží jako vstupy do 
třetí části práce. 
Třetí část práce se zabývá samotným návrhem informační strategie Fakultní nemocnice 
Brno. V kapitole je nejprve popis požadavků, a výběr vhodné integrační platformy. Tou 
se stala platforma Cache od společnosti Intersystems a to díky jejímu specifickému 
zaměření na oblast zdravotnictví. Elektronizace dat způsobila výrazné zvýšení nároků 
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na jejich zabezpečení, z toho důvodu, jsou v této části navržena nařízení, předpisy a 
postupy s cílem dosažení požadované bezpečnosti.  
Důležitou součástí informační strategie je její časová analýza, která vyjadřuje 
souslednost jednotlivých činnosstí. K jejímu výpočtu byla v práci použita analýza 
PERT.  
V závěru kapitoly jsou pak popisovány náklady a přínosy nové informační strategie.  
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1 Teoretická část 
Tato část popisuje teoretická východiska, jimž je třeba porozumět pro správné 
pochopení problematiky. 
1.1 Podniková informatika 
Informatika je vědní obor, jenž prošel v historii značným vývojem. V průběhu času se 
měnilo jak její chápání. tak i samotná definice. Dnes je informatika považovaná za 
samostatnou vědní disciplínu, ale na její samotné vymezení se názory velmi liší. 
Lze říci, že informatika je vědou o informacích. Zabývá se tedy zpracováním, analýzou 
a prezentováním informací. Cílem tohoto úsilí je získat hodnotné výstupy, které vedou k 
lepšímu rozhodování. 
Informatika se prolíná do mnoha jiných vědních oborů, a proto je možné se setkat s 
pojmy jako zdravotnická informatika nebo informatika manažérská. Tyto oborově 
zaměřené formy informatiky lze sloučit pod jednotný pojem podniková informatika. 
Tento pojem však nelze chápat pouze v jeho strohé podobě. Netýká se pouze 
soukromých podniků, nýbrž všech organizací, ať už státních nebo soukromých [1]. 
1.2 Podnikový informační systém 
Ačkoli bylo v oboru informačních technologií dosaženo značných pokroků, tak jsou 
jednotlivé organizace tvořeny lidmi. Právě lidé jsou hlavní složkou takzvané učící se 
organizace. Je tedy zřejmé, že i podnikový informační systém je převážně tvořen lidmi, 
kteří jej využívají pro zpracování dat. Zpracováním těchto dat jsou pak získávány 
informace a nakonec znalosti, které posléze vedou k úspěšnému a efektivnímu 
řízení  podnikových procesů. 
Při každé fázi vývoje podnikového informačního systému jsou právě lidé, na které je 
třeba brát ohled, neboť tito jedinci budou se systémem každodenně pracovat a tak se 
výrazně podílet na celkové výkonnosti podniku. 
A je to právě ohled na uživatele systému, jenž vede mnoho moderních organizací k 
sjednocení informačních systémů, které postupně nashromáždily [2]. 
Z toho důvodu by podnikový informační systém měl obsahovat integrující platformu, 
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jež umožní propojení veškerých ostatních systémů napříč celou organizací. V dnešní 
době je však možné zajít v integraci systémů ještě dál a navázat je i na naše dodavatele 
a odběratele. Díky tomu vytvoříme organizaci, jež nebude mít přehled pouze o interních 
procesech, ale i o nejdůležitějších procesech externích [7]. 
Dalším přínosem podnikového informačního systému je jeho role jako nositele 
standardizace. Ta se týká veškeré podnikové agendy, zejména dokumentace podniku. 
Zároveň také poskytuje celostní pohled na organizaci a dokáže produkovat výstupy, 
které povedou ke zlepšování rozhodovacích procesů [2]. 
1.3 Data 
Data jsou vyobrazením skutečností, která se v podniku dějí. Tato data je pak možné 
zpracovávat, upravovat a analyzovat za účelem získání znalostí. 
Data je možné dělit na: 
Společenská – zaznamenávají všechny poznatky z hlediska mikroekonomického a 
makroekonomického okolí podniku. Jedná se tedy o všeobecnější údaje, jenž se netýkají 
jen tohoto konkrétního podniku nebo oboru. Mezi tato data patří údaje: sociální, 
společenské, pracovní síle, výrobních faktorech a mnoho dalších. 
Tržní – jedná se zejména o poznatky v oblasti nabídky, poptávky, cenotvorby, 
konkurence a dění v jednotlivých podnicích. 
Interní – vyjadřují skutečnosti, jež se dějí uvnitř sledovaného podniku. Jejich cílem je 
správně analyzovat veškeré dění a aplikovat odpovídající reakce. Do této kategorie 
spadají veškeré plány a predikce, které uvnitř podniku probíhají [2]. 
1.4 Procesní řízení 
Cílem každého podnikání je zisk. V dnešní době velmi silné konkurence však tohoto 
zisku nejde dosáhnout jen neustálým snižováním nákladů. Jediným spolehlivým 
způsobem, jak v dnešním prostředí extrémně silné konkurence přežít je správné, 
dlouhodobé a systematické řízení inovací v podniku. Zmiňované inovace, které týkají 
zejména výrobků a služeb. To však nejsou jediné oblasti, ve kterých je možné dosahovat 
neustálé inovace. Další takovou oblastí jsou například vztahy a spolupráce s dodavateli 
podniku nebo s obchodními partnery. V podniku je třeba neustále sledovat a zlepšovat 
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veškeré procesy. 
V oblasti podnikových procesů se za nejlepší řešení obecně považuje použití „Best 
practices“ neboli nejlepších praktik. Tyto praktiky jsou sbírkou standardizovaných 
postupů, jenž byly tvořeny v průběhu let přes nejrůznější odvětví a odrážejí nejlepší 
standardizovaná řešení. 
Jak již bylo uvedeno tak „Best Practices“ se nejlépe uplatňují v oblastech podniku, které 
mají všechny obory společné. Jedná se například o procesy, jež jsou do značné míry 
ovlivňovány legislativními regulacemi. Dobrým příkladem takového procesu je 
účetnictví. To se totiž vyskytuje ve všech podnicích v téměř stejné podobě, proto by 
nebylo příliš vhodné pro tyto jednotlivé podnikové agendy vyvíjet unikátní procesní 
řešení. 
Ačkoli se „Best Practices“ uplatňují nejlépe oblastech, jenž jsou sami od sebe již 
předem do jisté míry standardizované, tak jsou to právě ostatní oblasti, kde jejich 
aplikace může přinést zásadní konkurenční výhodu. V podnicích byly během času 
vytvořeny podnikové procesy, jenž řeší většinu činností. Nicméně to však neznamená, 
že tyto procesy byly navrženy správně nebo spíše nejefektivněji, jak jen bylo možné. 
Právě zavedení nejlepších praktik do oblasti dodavatelského řetězce nebo oblasti vztahů 
se zákazníky může přinést zásadní změnu. Na řízení podnikových procesů mají zásadní 
vliv informační systémy. 
Procesní řízení si dává a cíl optimalizovat a neustále rozvíjet fungování podniku. 
Změny jsou v podniku nejčastěji prováděny odshora. První úrovní, kde se tedy procesní 
řízení musí projevit, je úroveň strategická. Je tedy třeba začít definováním strategických 
cílů. Dále je třeba vypracovat postupy, jenž k těmto cílům povedou. Na základě těchto 
definovaných cílů a postupů je potom možné navrhnout jednotlivé podnikové procesy 
[2]. 
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Obrázek 1. 1 Podnikové procesy (Zdroj: vlastní zpracování dle [2]) 
1.4.1 Charakteristické rysy každého procesu: 
- Opakovatelnost – jednotlivé procesy je možné v podniku provádět opakovaně 
- Hodnota – výstupem procesu je výrobek nebo služba, jež poskytuje přidanou 
hodnotu 
- Měřitelnost – proces je měřitelný například z pohledu doby, nákladů nebo 
kvality 
- Vlastník – každý proces v podniku má svého vlastníka, který zodpovídá za jeho 
chod a neustálé zlepšování  
- Zákazník – proces má svého interního nebo extérního zákazníka, jemuž 
poskytuje hodnotu 
- Vymezení – proces má striktně vymezen svůj počátek, konec, případně 
návaznost na další podnikové procesy 
- Zdroje – využívá zdroje podniku, ať už se jedná o hmotné, lidské nebo finanční 
[2]. 
 
Dělení procesů: 
- Řídící – základní procesy podniku, které vytvářejí podmínky pro fungování 
ostatních podnikových procesů (řízení kvality, inovace). 
- Hlavní – Jedná se o hlavní hodnototvorné procesy, kteŕe ztělesňují hlavní 
činnost podnikání. Tyto procesy vytvářejí výrobky anebo služby, které mají 
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hodnotu pro externího zákazníka (výroba, řízení vztahu se zákazníky, logistika). 
- Podpůrné - umožňují fingování ostatních procesů, nejsou však součástí 
hlavního hodnototvorného řetězce podniku (IT, řízení lidských zdrojů) [2]. 
 
Podnikové procesy je nutné v jejich průběhu měřit a kontrolovat. K tomu jsou 
používány výkonnostní indikátory. Naměřené hodnoty jsou srovnávány s 
předpokládanými a tím je zjištěno, zda konkrétní proces dosahuje požadované 
výkonnosti [2]. 
 
Hlavní výhodou procesně řízené organizace je její schopnost včasně reagovat na změny. 
Tato přizpůsobivost pak umožňuje efektivnější fungování na všech úrovních organizace. 
Je však nutné pochopit, že ne všechny procesy je možné plně ovládat [2]. 
1.4.2 Procesní architektura 
Jedná se o rámec, jenž je třeba vytvořit pro úspěšné procesní řízení. Díky tomu je 
možné efektivně zpracovávat informace, které jsou v podniku potřebné pro rozhodování 
o jednotlivých změnách. Architektura by měla zohledňovat následující dimenze: 
- Proč? - vychází ze základní strategie organizace, jež by měla zahrnovat metriky 
a cíle projektu. Dále pomáhá identifikovat hlavní problémy a příležitosti, které 
mohou danou změnu ovlivnit. 
- Kdo? - vychází z organizační struktury organizace. Specifikuje jednotlivé role a 
vazby, které se týkají jednotlivých subjektů změny. 
- Kdy? - vyjadřuje kdy a za jakých podmínek spolu jednotlivé subjekty 
organizace navazují komunikaci, případně si vyměňují informace. 
- Kde? - umístění jednotlivých částí organizace 
- Co? – popisuje, jaká data a informace jsou potřebná k provádění této změny. 
Zároveň zobrazuje jednotlivé vazby mezi daty a informacemi. 
- Jak? - stěžejní aspekt každé změny. Tento bod slučuje všechny předchozí a 
umožňuje organizaci odpovědně a efektivně řídit změnu [2]. 
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1.5 Informační strategie 
Vyjadřuje soustavu cílů v oblasti informačních technologií a postupů k jejich dosažení. 
Informační strategie podniku musí být v souladu s celkovou firemní a funkční strategií a 
jako taková musí obsahovat veškeré charakteristiky, vize a cíle v oblasti informačních 
technologií. 
Má zásadní vliv na rozvoj a efektivní využívání informačních systému společnosti. 
Jednou z hlavních příčin vzniku nadměrných nákladů na provoz v oblasti informačních 
technologií je právě nefunkční nebo dokonce chybějící informační strategie. 
Hlavními cíli každé informační strategie jsou: 
- Podpora strategických cílů podniku 
- Získání a udržení konkurenční výhody 
- Tvorba prostředí pro další strategické příležitosti 
- Tvorba příležitostí pro rozvoj společnosti 
- Zvyšování efektivnosti zaměstnanců 
Vznik informační strategie je podmíněn existencí kvalitní firemní strategie [3]. 
1.5.1 Plány informační strategie 
Jedná se zejména o plány taktické a strategické. Každý takový plán musí obsahovat 
popis kroků vedoucích k dosažení cíle a harmonogram, dle kterého budou jednotlivé 
kroky plánu iniciovány. Plán musí dále obsahovat finanční odhad a popis jednotlivých 
pozitivních přínosů, které jsou v souladu s celkovou vizí společnosti [3]. 
1.5.2 Komponenty informační strategie 
Klíčovým prvkem každé informační strategie je informační systém. Pro jeho efektivní 
řízení a rozvoj je nutné vhodně definovat jeho technologickou, funkční, datovou a 
aplikační architekturu. 
Správný výběr a definice těchto architektur jsou základními prvky každého opravdu 
robustního informačního systému. Na tento základ je pak možné nabalovat další 
informační projekty, aplikace a technologie, jež mají za cíl rozšiřovat tento systém na 
požadovanou funkcionalitu [3]. 
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Oblasti informační strategie: 
- Definování návaznosti mezi firemní a informační strategií 
- Analýza současného stavu informačního systému 
- Očekáváný vývoj informačního systému do budoucnosti 
- Přiřazení zdrojů pro budoucí vývoj informačních technologií podniku a celkové 
strategie 
- Standardy, na které je třeba brát ohled v průběhu realizace strategie 
- Metriky a způsoby vyhodnocování úspěšnosti strategie [3]. 
 
1.5.3 Podmínky pro úspěch informační strategie 
- Při vývoji informační strategie je naprosto zásadní, aby se na ni podíleli a 
zároveň ji podporovali vrcholoví manažeři podniku. 
- Je třeba brát ohled na budoucnost a netvořit jen dokonalou strategií pro 
současnou situaci podniku. 
- Dále je třeba jasně identifikovat kritické faktory úspěchu a stanovit metriky pro 
jejich dosahování. 
- Neustále sledovat vývoj vnitřního a vnějšího prostředí. V případě jakékoli 
změny včasně reagovat. 
- Dostat informační strategii do povědomí všech zaměstnanců [3]. 
 
Informační strategie se v podnicích vždy vytváří na určitý časový úsek. Nejčastěji v 
rozmezí 3-5 let a je vhodné, aby časově odpovídala jednotlivým milníkům 
celopodnikové strategie. Informační strategie však není proces, jenž je dokončen 
vytvořením dokumentu postupů a pravidel. Jedná se o proces nikdy nekončící, jehož 
cílem je neustálé zlepšování [3]. 
1.6 ITIL 
Neboli Information Technology Infrastructure Library je soubor nejlepších praktik 
v oblasti řízení podnikových procesů, zaměstnanců, partnerů nebo technologií. Pojem 
nejlepší praktika vyjadřuje postup, který byl patřičně odzkoušen v konkrétních 
22 
odvětvích. V tom se ITIL značně odlišuje od mnoha spíše teoreticky zaměřených 
příruček. Každý princip, jež ITIL popisuje, není pouhá teorie, ale odzkoušená praxe. 
ITIL je rozdělen na pět samostatných knih, které se zabývají jednotlivými fázemi 
životního cyklu služby. 
Každá kniha popisuje jednotlivé procesy, role, funkce a koncepty, které je nutné 
v jednotlivých fázích vývoje zavést. 
Každý proces musí mít svého vlastníka. Další role týkající se procesu jsou pak 
vyjádřeny pomocí RACI matice [3]. 
1.6.1 ITIL – IT služby 
Služba dle metodiky ITIL je prostředek, jenž poskytuje hodnotu zákazníkovi 
prostřednictvím výstupů. Zákazník na sebe žádným způsobem nepřejímá náklady nebo 
rizika se službou spojená. 
Těmito zákazníky jsou nejčastěji jednotlivé organizační jednotky společnosti. 
Veškeré služby poskytované všem zákazníkům napříč společností jsou spravovány 
Service managementem. Ten je definován jako soubor schopností a technologií, jež 
umožňuje zákazníkům využívat podnikové služby. 
Zákazník nezná všechny komponenty, z nichž se služba skládá. Služba je mu 
prezentována jako celek a jediné, co jej zajímá, je její užitek. Užitek je pak vyjádřen její 
využitelností a funkcionalitou [3]. 
1.6.2 RACI matice 
Vyjadřuje specifické role jednotlivých účastníků procesu. Zkratka RACI se skládá 
z prvních písmen jednotlivých rolí. Tyto role jsou: 
Responsible 
Odpovědnost za fyzickou realizaci daného procesu. Aktivita může být realizována 
jednou nebo i více osobami. 
Accountable 
Kompletní odpovědnost za provedení celkové aktivity. Součástí této odpovědnosti je i 
dodržení požadované kvality. Tato role se stará o koordinaci jednotlivých realizátorů 
aktivit. Důležitým bodem však je, že za každou aktivitu může být zodpovědná pouze 
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jedna osoba. 
Consulted 
Osoby, jež přispívají k realizaci aktivit prostřednictvím odborných konzultací. 
Informed 
Osoby, jež jsou informovány o vývoji, průběhu nebo výsledku aktivity. 
 
Správné přiřazení rolí jednotlivým účastníkům aktivit je kriticky důležité pro jejich 
efektivní vykonání a jejich řízení [3]. 
1.7 4P 
Čtyři pohledy na dodávku IT služeb: 
Personál 
Účastnící, jimž jsou v souladu s procesem přiděleny jednotlivé role 
Procesy 
Jedná se o procesy, jež se podílejí na dodání služby zákazníkům. 
Partneři 
Externí dodavatelé, kteří se podílejí na dodávce služeb. 
Produkty 
Samotné služby, které jsou dodávány zákazníkům [3]. 
1.8 Knihy ITIL 
Pět knih, které se věnují jednotlivým fázím životního cyklu služeb. 
Service Strategy 
V této fázi se vytváří základní myšlenka služby, kterou hodláme poskytovat. Nejedná se 
však pouze o jednu službu, ale často o celé portfolio služeb. Jak už název napovídá, jde  
především na strategický pohled na rozvoj služeb. Nejčastěji se na této úrovni vytváří 
obchodní služby, které jsou potom posléze podpořeny IT službami. Tyto služby mohou 
být jak interního, tak externího charakteru. 
Tato kniha popisuje v podstatě podnikovou strategii, na kterou je navazuje IT strategie, 
jak již bylo uvedeno v popisu strategií [3]. 
Zřejmě nejzásadnějším procesem této úrovně je Service Portfolio Management. Jedná 
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se o soubor veškerých nabízených služeb. Dalo by se říci, že je základním prvkem pro 
další nakládání s těmito službami. 
Dalším velmi důležitým procesem je Finantial Management. Jeho cílem je nastavení 
rozpočtové politiky v oblasti informačních technologií napříč organizací. U každé 
služby jsou tedy stanoveny náklady, ceny a způsoby uplatnění. 
Demand management je dalším procesem popisovaným v této knize. Cílem procesu je 
efektivní řízení užitku a záruk s ohledem na zákazníka i dodavatele. 
V dnešní době je naprosto zásadní, aby společnost na této úrovni neustále upevňovala 
vzahy mezi IT oddělením a ostatními organizačními jednotkami [3]. 
 
Service Design 
V této knize je podrobně popsán samotný návrh služby. Je tedy nutné vytvořit podrobné 
specifikace, jako architekturu služby, kapacitu nebo její dostupnost. Tyto atributy je pak 
nutné měřit, a proto jsou v této úrovni vývoje navrženy metriky, na kterých bude 
sledována funkčnost jednotlivých služeb. 
Zásadním procesem na této úrovni je Service Level Management. Ten se stará o 
navázání obchodních dohod týkajících se poskytovaných služeb. Jedná se o dvoustranný 
smluvní vztah mezi zákazníkem a poskytovatelem služby. V této smlouvě jsou zejména 
zahrnuta práva a povinnosti obou stran. Poskytovatel se zavazuje dodávat službu za 
stanovenou cenu v požadované kvalitě a dostupnosti. 
V úrovni návrhu služeb, je nutné mít neustálý přehled o všech poskytovaných službách, 
na tom se zásadní měrou podílí proces s názvem Service Catalogue Management. Tento 
proces v sobě sdružuje všechny aktivně poskytované služby a zároveň zobrazuje i 
služby již vyřazené nebo služby ve fázi vývoje. 
Dalšími důležitými procesy jsou zejména Capacity management a Avaibility 
management. Přičemž Capacity management se stará o navrhování takových kapacit IT 
služeb, aby byly zaručeny dodávky v požadované úrovni za minimálních nákladů. 
Cílem Availability managemetu je pak plánování dostupnosti jednotlivých služeb. 
Při vývoji jednotlivých služeb je nutné brát ohled na zachování jejich kontinuity. Tuto 
činnost v této knize obstarává Service Continuity Management.  
V neposlední řadě je třeba využívat Supplier Managementu, jenž řídí vztahy 
s dodavateli externích služeb [3]. 
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Service Transition 
V této fázi je již možné implementovat službu a začít ji aktivně provozovat. Nejedná se 
však pouze o nové služby. V některé stávající službě se například naskytl důvod pro její 
změnu nebo naopak zrušení. I tyto varianty se řeší právě na této úrovni. 
Hlavním procesem knihy je Change Management. Cílem tohoto procesu je zaznamenat, 
ohodnotit a naplánovat veškeré změny. 
Na tento proces pak do jisté míry navazuje Service Asset and Configuration 
Management. Ten se stará o zaznamenávání veškerých položek služeb, jež je možné 
konfigurovat do konfigurační databáze. Ta pak napomáhá zejména při vzniku chyby 
způsobené změnou služby. 
Každou službu je třeba v určitou chvíli nasadit do provozu. O to se na této úrovni stará 
proces Release and Deployment Management. Tento proces se zabývá implementací 
požadované služby a způsobem jejího vydání. Toto vydání může probíhat metodou 
velkého třesku, tedy kompletního nasazení, nebo nasazením po částech. V neposlední 
řadě je nutné ověřit, zda byly službou splněny veškeré požadavky zákazníka [3]. 
 
Service Operation 
Tato kniha se zabývá každodenním rutinním provozem již nasazených služeb. Procesy 
zmiňované v této knize využívají pro svou činnost Service Desk. Jedná se o kontaktní 
bod mezi poskytovatelem IT služeb a jeho uživateli. Tento bod je možné do značné míry 
automatizovat. Nicméně je vhodné, aby zde působili i lidé, kteří lépe zvládnou vyřešit 
nenadálé situace. 
V případě jakéhokoli incidentu je třeba je vždy třeba uvést službu opět do funkčního 
stavu dle servisní smlouvy. Tento proces je zajišťován Incident managementem . 
Při provozu služby je možné, že vzniknou rutinní požadavky například na 
přeinstalování softwaru. Takový požadavek je vyřízen na středisku Request Fullfilment. 
Access Management pak spravuje oprávnění jednotlivých uživatelů. Řídí tedy přístup 
k jednotlivým datům spojeným se službami [3]. 
Mimo incidenty v systému běžně nastávají určité stavy, které v tuto chvíli ještě nijak 
neohrožují funkčnost služby, nicméně by v budoucnu mohly, a je třeba je sledovat. 
Tento proces je spravován Event managementem. Jedná se například o dosažení 
určitých kapacit. Například úložiště je z 80% plné. Je možné stále ukládat, ale je třeba 
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na tento stav brát ohled. 
Při provozu služby nevyhnutelně vzniknou problémy. Ty řeší právě Problem 
Management. Jeho cílem je identifikace příčin incidentu, které nejsou známé. Incident 
je možné často vyřešit, aniž by byla příčina odstraněna provedením takzvaného 
dočasného řešení. Pokud však není příčina známá a odstraněna, není možné problém 
uzavřít [3].  
 
Continual Service Improvement 
V současné době rychlého vývoje technologií není možné očekávat, že vytvořená služba 
bude dlouhodobě funkční bez úprav a zároveň konkurenceschopná. V oblasti IT jako ve 
všech ostatních oblastech je třeba neustálého zdokonalování. Tato kniha tedy obsahuje 
metodiky a návody, za jejichž pomoci můžeme dosáhnout efektivního zdokonalování. 
Je nutné pochopit, že zdokonalování je nikdy nekončící proces, jakýsi cyklus. 
Nejpopulárnějším přístupem k problematice neustálého zlepšování je Demingův cyklus 
neboli PDCA. 
Tento cyklus se skládá ze 4 částí, přičemž zkratka PDCA je sestavena z jejich prvních 
písmen. 
PLAN – Plánování a návrh cílového stavu, kterého chceme dosáhnout. 
DO – Aplikace navrženého plánu. 
CHECK – Kontrola, za pomoci metrik, zda bylo plánovaného stavu dosaženo. 
ACT – Převod výsledného stavu do rutinního provozu. 
Jak již bylo zmíněno, jedná se o nikdy nekončící proces, po úspěšném provedení všech 
čtyřech kroků cyklus začíná nové plánování [3]. 
1.9 Metriky 
Ukazatel, jenž má za cíl změřit efektivnost určité oblasti na základě měření jednotlivých 
atributů [3]. 
 
 
 
 
 
27 
Metriky je možné dělit na tvrdé a měkké: 
1.9.1 Tvrdé metriky 
Ukazatele, které je možné objektivně měřit. Jedná se například o maximální dobu 
výpadků. Protože se jedná o časový údaj, je poměrně snadné jej měřit. Zároveň doba 
výpadků může být snadno převedena na finanční vyjádření [3]. 
1.9.2 Měkké metriky 
Tyto metriky nelze tak jednoduše vyjádřit, jedná se často o slovní hodnocení, přičemž 
hodnota je často zkreslena osobností tázané osoby. Příkladem této metriky může být 
například spokojenost zákazníka [3]. 
1.10 Integrace podnikových aplikací 
Neboli Enterprise Application Integration (EAI) patří k nejdůležitějším oblastem 
integrace informačního systému do společnosti. V průběhu času společnosti 
nashromáždily velké množství informačních technologií. Tyto společnosti byly často 
rozděleny na několik částí a v každé probíhal rozvoj jednotlivých informačních 
technologií nezávisle. Tyto systémy se často lišili jak na hardwarové, tak i na 
softwarové úrovni. Tento rozvoj byl možný, protože v dané době nebylo třeba, aby 
jednotlivé systémy spolu komunikovaly a zároveň v organizacích často chyběla vize 
jednotné informační strategie. S rozvojem technologií však vzrůstaly požadavky na 
integraci jednotlivých systémů [2]. 
Neintegrovaná architektura a její nevýhody: 
- vznik duplicit 
- nekonzistentní data 
- nemožnost komplexního pohledu na veškerá data 
- absence jednotné datové pravdy 
- komplikovaná aktualizace údajů 
- nadbytečné náklady 
Všechny tyto nedostatky ve výsledku vedou k celkové nepružnosti organizací. Ty pak 
28 
mají problém flexibilně reagovat na přizpůsobivější organizace a často prohrávají v 
konkurenčním boji. Tento problém je možné řešit navržením komplexní informační 
strategie s jednotnou vizí přes všechny používané informační technologie [2]. 
Hlavní požadavky datové integrace: 
- Vysoká spolehlivost a výkonnost – nulové výpadky a škálovatelná výkonnost, 
která obstojí i během provozních špiček 
- Snadnost obsluhy a správy – intuitivní ovládání a minimalizace nákladů na 
vlastnictví (Total cost of ownership) 
- Škálovatelnost a parametrizovatelnost – nulové omezení z hlediska dalšího 
vývoje a rozšiřování systému 
- Návratnost investice (ROI) – rychlá integrace projektu, zavedeni do provozu a 
hodnota pro organizaci [2] 
1.11 Klasifikace informačních systémů 
Každá organizace má několik úrovní, jež mají rozdílné požadavky na funkčnost a 
zpracování informací. Tyto jednotlivé části netvoří samostatný celek, který by 
ospravedlnil nasazení samostatného informačního systému. To by ani nebylo 
nejvhodnějším řešením, neboť by dříve nebo později vyvstal požadavek na sjednocení s 
jiným systémem [2]. 
Jednotlivé úrovně informačního systému: 
1.11.1 Provozní úroveň 
Zpracovává údaje týkající se každodenní podnikové agendy. Mezi tyto činnosti patří 
realizace zakázek. Systémy na této úrovni řeší transakce uvnitř celé organizace. Hlídá 
například dostatek skladových zásob, nebo zda byly učiněny jednotlivé platby. Na 
provozní úrovni je tedy klíčové, aby systém poskytoval přesné a aktuální informace s 
maximální dostupností [2]. 
1.11.2 Znalostní úroveň 
Tato úroveň určuje jednotlivé aplikace podnikového informačního systému, zejména 
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tedy ERP, CRM… Mimo to také zahrnuje veškerý pomocný software, jako například 
kancelářské aplikace nebo interní komunikační aplikace. Cílem všech těchto aplikací je 
zvyšování znalostí napříč organizací a řízení informačních toků. Především se jedná o 
tok dokumentů [2].  
1.11.3 Řídící úroveň 
Tato úroveň poskytuje managementu společnosti zásadní informace pro plnění 
administrativních úkolů a informace pro podporu rozhodování. Systém na této úrovni 
poskytuje souhrnný pohled na celou organizaci a pomocí reportů zobrazuje historický 
vývoj jednotlivých oblastí podniku. Tyto reporty bývají generovány v určitých 
periodách, například měsíčně nebo týdně. Zmiňované reporty se týkaly spíše rutinního 
provozu organizace. Nicméně systém musí spravovat a generovat i výkazy pro nerutinní 
provoz. Problém nerutinních reportů je, že na ně nikdy nejsou jasné požadavky. 
Například chceme zjistit následky nějaké úpravy, jež by mohly pomoci v rozvoji 
organizace. Nicméně jsou to právě tyto informační výstupy, které vedou k opravdovým 
pokrokům [2]. 
1.11.4 Strategická úroveň 
Tuto úroveň využívá převážně vrcholový management organizace. Ten ho využívá k 
dlouhodobé analýze společnosti, například k vývoji dlouhodobých trendů. Na základě 
těchto analýz by měl vrcholový management odhalit očekávané změny a připravit 
vhodnou reakci. Pro dlouhodobé analýzy systém nevyužívá pouze interní data ale často 
i data externí [2]. 
1.12 Technologická část informačních systémů 
Ačkoli je pro úspěšné fungování podnikového informačního systému důležitý lidský 
aspekt, je zřejmé, že každý z těchto systémů obsahuje svou hardwarovou a softwarovou 
složku. Tyto součásti pak umožňují automatické zpracování dat. 
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1.13 Holisticko-procesní pohled na informační systém 
Vyjadřuje dělení informačních systémů na základě jejich využití a dělí podnikový 
informační systém na: 
ERP - klíčová součást, jenž se stará o řízení podnikových procesů. 
CRM - řízení procesů, jež mají vztah se zákazníkem 
SCM - řízení dodavatelského řetězce. Za pomoci APS pak může řídit komplexní 
výrobní plány 
MIS - Manažérský systém, jež shromažďuje a analyzuje data ze všech 
předchozích součásti včetně externích zdrojů. Na základě těchto vstupů 
poskytuje data pro rozhodování [2]. 
1.14 Procesní řízení 
Prostředí, ve kterém působí veškeré podniky, je proměnlivé a neustále se vyvíjí.  Z toho 
vyplývá nutnost kontinuálního zlepšování ve všech oblastech podnikání. To však 
neznamená pouze snižování nákladů. Aby jakákoli společnost byla schopná udržet svou 
pozici na trhu, je třeba stabilního růstu a zvyšování konkurenceschopnosti. K tomu vede 
právě řízení podnikových inovací [2]. 
Inovace se však netýká pouze technologií, ale může probíhat v mnoha oblastech. 
Všechny pak mají dopad na celkovou efektivnost podnikových procesů. 
Hlavní oblasti inovací: 
- Výrobky 
- Služby 
- Procesy 
- Interakce s partnery 
Obecně platí, že se každý podnik při řízení své činnosti snaží maximálně přiblížit tzv. 
Best Practices, které vyjadřují standardizované řešení problematiky v daném oboru. 
Právě změna těchto procesů na tyto standardizované praktiky je často vynucena 
legislativními regulacemi. Tyto praktiky však společnosti nezavádějí jen na základě 
donucení, ale proto, že se ve většině případů jedná o objektivně nejlepší řešení [2]. 
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1.15 Informační systém 
Jedná se o ucelený soubor lidí a technologií, který slouží ke sběru a analýze dat napříč 
celou organizací. Tato shromážděná data pak zpracovává a prezentuje v přehledné 
formě uživateli [3]. 
 
Obrázek 1. 2 Informační systém (Zdroj: vlastní zpracování dle [3]) 
 
V dnešní době rychlého rozvoje informačních technologií lze říci, že informační 
systémy jsou nutnou podmínkou pro úspěch organizace a její konkurenceschopnost. 
Hlavní přínos informačního systému je monitorování a kontrola průběhu procesů 
v podniku. Výsledné údaje pak mohou vést k odhalení případné závady a zároveň 
pomáhají vrcholovému managementu k lepšímu a lépe podloženému rozhodování. 
Tento systém je možné rozdělit na několik částí, jež každá má specifickou úlohu pro 
řízení procesů, těmi jsou ERP, SCM, CRM a MIS [3]. 
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Obrázek 1. 3 Součásti IS (Zdroj: vlastní zpracování dle [2]) 
1.15.1 ERP 
Neboli Enterpise Resource Planing je softwarové řešení, jež umožňuje organizaci sbírat 
a řídit podniková data a efektivně ovládat veškeré procesy v podniku.  ERP tedy 
nejenom podporuje procesy, ale často i umožňuje jejich automatizaci. 
Je jádrem každého informačního systému, na které se pak napojují jeho další součásti. 
ERP může být chápán jako ucelený systém, ale může se jednat i o soubor softwarových 
aplikací, jež tuto funkčnost dohromady umožňují. 
Každý systém ERP by také měl obsahovat podnikovou databázi, jež shromažďuje 
veškeré podnikové transakce. Tyto údaje jsou historicky ukládány a je na nich možné 
provádět analýzy [1]. 
ERP má přínos pro podnik zejména v následujících oblastech: 
- Správa veškerých požadovaných dat, ať už se jedná data interní nebo externí 
- Krátkodobé, střednědobé i dlouhodobé plánování zdrojů 
- Plánování a následný monitoring nákladů na zakázku 
- Monitorování a řízení podnikových zakázek 
- Generování výsledných dokumentů, jež poskytují přehled pro jednotlivé údaje 
managementu 
33 
- Generování dokumentů pro účetnictví [3]. 
1.15.2 SCM 
Supply Chain Management je stejně jako v případě ERP ucelená softwarová aplikace 
nebo jejich soubor, jenž napomáhá organizaci s řízením dodavatelských řetězců, a to 
s maximálním ohledem na koncového zákazníka. Jedná se tedy o soubor jednotlivých 
nástrojů a procesů, jež vedou k efektivnější koordinaci dodavatelskou-odběratelského 
řetězce. Tato koordinace pak vede k: 
- Efektivnějšímu řízení procesu 
- Automatizaci tohoto procesu 
- Plánování jednotlivých dodávek s ohledem na historická data 
- Kompletně elektronickému vyřízení objednávek 
- Včasné reakci na vzniklé problémy 
- Odstranění hluchých míst dodavatelsko-odběratelského řetězce 
- Sdílení stavu objednávky se všemi účastníky transakce 
SCM jde ale v dnešní době ještě dál, než je jen pouhá koordinace mezi odběratelem a 
dodavatelem, a zapojuje do tohoto procesu i zákazníka. Zákazník se pak může 
například: 
- Podílet na konfiguraci požadovaného produktu 
- Získat informace o stavu jeho objednávky v reálném čase 
- To vede ke snížení pravděpodobnosti zpoždění dodávky nebo vzniku 
neočekávaných událostí [3]. 
1.15.3 CRM 
Customer Relationship Management. Jak už název napovídá, jedná se o aplikaci nebo 
soubor, který se zaměřuje na podporu zákaznických procesů. Jeho cílem je efektivně 
řídit veškeré vztahy mezi zákazníkem a podnikem. Svou funkčností tedy zastřešuje 
oblasti jako marketing, prodej a podpora zákaznických služeb [3]. 
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Každá organizace má vytyčené cíle, jež chce dosáhnout v oblasti vztahu se zákazníkem. 
CRM napomáhá dosahování těchto cílů a zároveň jejich dosahování měří na základě 
klíčových indikátorů. Díky tomu lze například zvyšovat úspěšnost marketingových 
kampaní na základě analýzy historických dat [3]. 
Stěžejním bodem každého CRM je centrální databáze, jež napomáhá analýze a 
automatizaci podnikových procesů [3]. 
Jednotlivá CRM je možné dělit na: 
Operativní CRM 
Je zaměřeno převážně na procesy spojené s prodejem nebo marketingem. Využívá se 
například pro již zmiňované sledování marketingových kampaní a následné sledování 
jejich vlivu na prodej. Zároveň také obsahuje zákaznickou databázi, jež v sobě mimo 
jiné ukrývá i veškerou interakci mezi podnikem a zákazníkem [2]. 
Kooperační CRM 
Jedná se o přímou komunikaci se zákazníkem, a to nejen přes internet, ale přes všechny 
možné komunikační kanály, jako například telefonická komunikace, SMS nebo 
automatické odpovědi. Na základě zde uvedených informací je možné předvídat 
požadavky zákazníků a zlepšit tak celkovou podporu prodeje [2]. 
Analytické CRM 
Jde o oprimalizaci efektivnosti prodejů a marketingových kampaní na základě dat 
získaných z ostatních součástí CRM. Dále pak slouží k identifikaci nových prodejních 
kanálů a analýze zákazníka z nejrůznějších pohledů [2]. 
Hlavní oblasti využití jsou: 
- Vytváření cílených marketingových kampaní a jejich optimalizace za cílem 
dosažení maximálního efektu 
- Marketingové kampaně obsahující cross-selling nebo up-selling 
- Podpora rozhodování v oblasti financí na základě informací o zákaznících 
- Analýza chování zákazníků a jejich nákupních preferencí [2] 
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1.15.4 MIS 
Management Information Systém slouží k podpoře rozhodování ať již vrcholového nebo 
operativního na základě komplexních podnikových analýz. Data pro tyto analýzy jsou 
získávána z podnikových datových skladů [3]. 
1.16 Analýza HOS8 
Jedná se o podrobnou analýzu informačního systému na základě 8 parametrů. 
Hardware – Fyzické komponenty informačního systému. V této oblasti se analýza 
zaměřuje především na spolehlivost, dostupnost a bezpečnost jednotlivých komponentů. 
Software – Hodnocení jednotlivých softwarových aplikací informačního systému. 
Orgware – Jednotlivá pravidla a nařízení pro práci a provoz informačního systému. 
Peopleware – Hodnocení uživatelů informačního systému. Nejedná se však o jejich 
odborné zaměření, ale o jejich schopnosti v oblasti práce s informačním systémem. 
Dataware – Dostupnost, integrita, důvěrnost + celková bezpečnost dat, jež jsou v 
systému spravována. Jedná se zejména o metodu správy dat a možnost jejich využití pro 
potřeby organizace. 
Customers -  Různé organizace mají různé typy zákazníků. Tato oblast hodnotí, jak 
systém obstarává potřeby zákazníků, ať už externích nebo vnitropodnikových. 
Suppliers – Stejně jako v případě zákazníků i dodavatelé se značně liší organizace od 
organizace. Hodnocení se zaobírá zejména řízením vztahu s dodavateli, ať už externími 
nebo vnitropodnikovými. 
Management IS – Zabývá se řízen informačního systému napříč organizací. Hodnotí se 
zejména informační strategie, její pravidla a jejich prosazování. Důležitým bodem je 
samozřejmě shoda informační strategie se strategií celopodnikovou [3].  
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Obrázek 1. 4 Bodové hodnocení HOS 8 (Zdroj: vlastní zpracování dle [3]) 
 
Metoda HOS8 pak prezentuje výsledky v dosažených oblastí v podobě osmihranu, 
přičemž každá z jeho os zobrazuje dosaženou úroveň v jedné z oblastí. 
Slovní ohodnocení - v dané oblastti
Velmi vysoká úroveň
Vysoká úroveň
Střední úroveň
Nízká úroveň
Velmi nízká úroveň
Počet 
bodů 
5 
4 
3 
2 
1 
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Obrázek 1. 5 Příklad výstupu analýzy HOS 8 (Zdroj: [21]) 
1.17 Business Intelligence 
ERP, SCM a CRM shromažďují obrovské množství dat napříč celým podnikem, ačkoli 
každý z nich může produkovat samostatné analýzy. Je na místě mít možnost dělat i 
komplexní analýzy na celkovém souboru dat. Business Intelligence tedy nabízí 
zpracování velkého množství dat z celého podniku a možnost provést agregované 
analýzy. Samozřejmostí jsou i časové analýzy na základě historického vývoje. Jedná se 
tedy o jakousi analytickou nadstavbu ERP systému, díky níž je možné provádět 
komplexnější analýzy. Výsledky jednotlivých analýz nabízejí multidimenzionální 
pohled na data. Vyjadřují tedy souvislosti mezi několika atributy najednou [2]. 
Přínosy Business Inteligence: 
- Okamžité a aktuální informace z veškerých zpracovávaných oblastí. 
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- Díky tomu, že jsou informace zpracovávány přímo softwarovou aplikací, která 
je bere přímo z databázových serverů, byly odstraněny prostředníci, díky kterým 
mohl vznikat informační šum vedoucí k nepřesnosti dat. 
- Objevení doposud neznámých souvislostí jednotlivých dimenzí na základě 
komplexních analýz [2] 
1.18 Kritická infrastruktura 
Jedná se o výrobní a nevýrobní systémy nebo služby, které mají závažný vliv na 
bezpečnost státu, bezpečnost obyvatel, ekonomiku, základní životní potřeby nebo 
veřejnou správu. Výpadek těchto systémů a služeb by vedl k vážnému ohrožení státu 
nebo jeho obyvatel [4]. 
Zejména se jedná o následující odvětví: 
- Energetika 
- Finanční sektor 
- Jaderný průmysl 
- Zdravotnictví 
- Výzkum 
- Doprava 
1.19 Demingův model 
Jedná se o model skládající se ze 4 částí, které na sebe navazují a probíhají v neustálém 
cyklu. Výsledkem by mělo být postupné, avšak neustále zlepšování nějakého 
sledovaného aspektu [4]. 
Části: 
- Plan – Plán zlepšení či změny 
- Do – Realizace plánu 
- Check – Ověření oproti plánovanému stavu. Důležité využívat správné metriky. 
- Act - Úpravy na základě předchozích nesrovnalostí a nasazení do praxe. 
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Obrázek 1. 6 Cyklus PDCA (Zdroj: vlastní zpracování dle [4]) 
1.20 Objektové technologie 
Při využití klasické procedurální technologie je zdrojový kód aplikace napsán v 
programovacím jazyce ve strukturované formě. Zejména se jedná o jednotlivé 
procedury a funkce, které aplikace využívá. Při využití objektového přístupu k vývoji 
aplikace jsou jednotlivé části systému zpracovány do menších spolupracujících 
jednotek, což vede k vyšší pochopitelnosti kódu a snadnější správě, neboť jednotky je 
možné spravovat nezávisle. 
Protože je aplikace rozdělená do menších samostatných částí, je nutné umožnit jejich 
komunikaci, tedy vytvořit a nastavit jejich komunikační rozhraní. Je tedy možné velmi 
jednoduše přepojovat a měnit celou strukturu aplikace na základě přepojování 
komunikace mezi jednotkami. 
Další výhodou je modularita jednotek. Tyto jednotky nemusí komunikovat pouze mezi 
dalšími jednotkami stejné aplikace. Komunikace může probíhat i mezi několika 
aplikacemi. Navíc nově vyvíjené aplikace mohou využívat stávající jednotky, a proto je 
není nutné pokaždé vyvíjet. 
Při vývoji se doporučuje vytvořit maximálně přizpůsobitelnou jednotku, kterou bude 
možné pouze s minimálními úpravami zapojit do vyvíjených aplikací [5]. 
Objektově orientované technologie využívají a pracují s informačními modely, nikoli 
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jednotlivými algoritmy a protože změny struktury jsou méně obvyklé, lze objektově 
orientovaným aplikacím přiznat delší životnost. 
1.21 Objekty 
Nyní je třeba blíže specifikovat, co to jednotlivé objekty jsou [5]. 
Objekt je zapouzdřená jednotka, které disponuje vlastnostmi a metodami. Samotné 
zapouzdření znamená, že obsah jednotky je pro okolí utajený a veškerá komunikace 
probíhá přes jednotlivá komunikační rozhraní. Jednotky jsou definovány svými 
metodami. Tyto metody pak specifikují a posléze ovlivňují chování objektu. Na rozdíl 
od toho vlastnosti jsou daty, se kterými jednotka pracuje. 
Pokud bychom chtěli zpracovat jistou informaci procedurální technologií, vyvoláme 
proceduru nebo funkci nad požadovanými daty. V objektově orientované struktuře to 
není možné. Tento způsob zpracování by porušil princip utajení nezávislých jednotek. 
Data je tedy třeba zpracovat zasláním zprávy objektové jednotce. Po zpracování nám 
jednotka předá výsledné zpracované hodnoty. 
1.22 Objektové třídy 
Vzhledem k tomu, že v systému se objevuje velké množství podobných objektů, je 
možné je sloučit do objektových tříd.  Instanční třídy jsou pak jakýmsi vyjádřením 
unikátních kombinací objektových tříd. V reálném světě by tedy šlo každého 
jednotlivého člověka s jeho unikátními vlastnostmi považovat za instanční třídu. 
Jednotlivé objektové třídy však nezakládáme kvůli rozdílům jednotlivých instancí, ale 
právě kvůli jednotným vlastnostem a metodám. Kombinací a nastavením jednotlivých 
tříd a nastavením hodnot tedy vznikají instance. Ty se liší pouze v nastavených 
vlastnostech, přičemž metody jsou pevně dané a nelze je měnit. Je třeba pochopit, že i 
dvě instance s identickými vlastnostmi budou brány samostatně a jsou z pohledu 
jednotlivých instancí plně rozlišitelnými exempláři. Pokud se tedy vrátíme k příkladu 
člověka, lze říct, že ačkoli je každý jedinec unikátní lze definovat jisté společné rysy, 
které mají všichni společné [5]. 
Protože je však člověk velmi komplikovaná instance, bylo by nyní velmi obtížné 
definovat specifické vlastnosti a metody. Pro bližší pochopení uvažujme obrazec, 
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například trojúhelník. Tento objekt pak nejspíše bude obsahovat společné metody s 
jinými objekty jako například vykreslit, smazat či přesunout. Vlastnostmi objektu pak 
budou jednotlivé délky stran, barva atd.  Na základě toho je zřejmé, že můžeme vytvořit 
trojúhelníky, které budou unikátní svými tvary a svými barvami, nicméně všechny bude 
možné vykreslit smazat a přesunout, protože se jedná o položku, kterou mají všechny 
tyto objekty společnou. Na příkladu je ale vidět, že bylo možné navrhnout objekt lépe, 
tak aby bylo možné vytvořit i další objekty na základě takzvané objektové továrny [5]. 
 
Obrázek 1. 7 Objekt (Zdroj: vlastní zpracování dle [5]) 
1.23 Dědičnost 
Za použití dědičnosti může být jedna třída odvozená od jiné. Odvozená třída pak dědí 
všechny metody a vlastnosti třídy, od které je odvozena. Z toho vyplývá, že podtřída 
obsahuje veškeré třídy a vlastnosti a může vystupovat samostatně místo třídy hlavní. 
Tato hierarchická posloupnost také vyjadřuje, že jakákoli změna třídy hlavní změní 
chování podtřídy a zpráva, kterou přijímá třída hlavní, ve výsledku ovlivní podtřídy. 
Dědičností jsme tedy specifikovaly společné metody a vlastnosti několika tříd. Podtřídy 
pak mohou obsahovat metody a vlastnosti pro ně unikátní a tak je dále specifikovat.  Při 
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využívání dědičnosti se občas střetneme s problémem, že se metody v určité míře 
překrývají. V takovém případě podtřída přebíjí metodu třídy ji nadřazené [5]. 
Není však možné odebírat vlastnosti a metody bázové třídy. Tím by byl narušen 
základní princip nahraditelnosti, který je jedním ze základních pilířů objektového 
programování. 
Dědičnost však není pouze jednostupňová, jak jsme si ukázali na předchozím příkladu. 
Z podtříd je pak možné odvozovat další a další podtřídy. Navíc může být jedna třída 
odvozena hned z několika tříd bázových. Všechny tyto možnosti výrazně zvyšují 
flexibilitu vývoje. Nesmíme ale zapomenut, že tím zároveň zvyšujeme pravděpodobnost 
potenciálních konfliktů. Ty je ale možné minimalizovat vhodně nastavenými pravidly, 
kterými se budou vývojáři při tvorbě aplikací řídit. 
V tuto chvíli tedy rozšíříme předchozí příklad a za pomoci vhodněji navržených objektů 
vytvoříme hierarchickou strukturu, která za použití dědičnosti bude schopná vytvořit 
rozdílné geometrické útvary. 
Vytvoříme tedy hlavní neboli bázovou třídu, kterou nazveme tvar. Tato třída bude 
obsahovat metody společné všem objektům. Pokud tedy navazujeme na předchozí 
příklad, pak se jedná o metody: vykreslit, smazat a přesunout. Ačkoli je do jisté míry 
možné vytvořit univerzální metody pro smazání a přesun objektu, bylo by velmi obtížné 
v tuto chvíli vytvořit metodu na vykreslení libovolného geometrického útvaru. 
Nejlepším řešením je tedy využít v tuto chvíli dědičnosti a tuto třídu rozšířit o podtřídy: 
elipsa, trojúhelník a čtyřúhelník. 
Tyto metody jsou v tuto chvíli prázdné, nicméně se jedná o rozhraní, přes které bude 
volána metoda vykresli, která je pro všechny společná. Díky tomu bude nakonec možné 
vykreslit libovolný geometrický útvar. Toho je dosaženo základní vlastností 
objektového programování. Přesněji tedy tím, že třídy elipsa, trojúhelník a čtyřúhelník 
jsou vzájemně nahraditelné. 
Další výhodou této struktury je budoucí škálovatelnost, v libovolnou chvíli můžeme do 
struktury přidat nový geometrický útvar, například pětiúhelník, ten bude napojen na 
třídu tvar a bude tedy dědit veškeré vlastnosti. I tento nový objekt pak podporuje 
nahraditelnost [5]. 
To však není vše, v předchozích odstavcích byla zmíněna možnost několikanásobné 
dědičnosti, na jejímž základě je možné dále blíže specifikovat unikátní metody a 
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vlastnosti jednotlivých útvarů. Můžeme například rozšířit třídu trojúhelník o podtřídu 
pravoúhlý, rovnostranný a rovnoramenný. Elipsu pak o kružnici a obdélník pak 
například o čtverec. Pro správný návrh této hierarchie je vždy nutné postupovat od 
obecného po specifické. Dobrým příkladem je právě čtverec, který rozvíjí třídu 
čtyřúhelník. Čtverec je v podstatě specifická forma čtyřúhelníku, na který je aplikováno 
omezení, že všechny jeho strany musí být stejně dlouhé [5]. 
 
 
Obrázek 1. 8 Dědičnost (Zdroj: vlastní zpracování dle [5]) 
1.24 Abstraktní třídy 
V předchozím příkladu byla vytvořena nejvyšší třída tvar. Jednalo se pak pouze o velmi 
obecnou třídu a jako takovou ji není příliš smysluplné využívat, dokud není jasně 
specifikovaný tvar, na který budeme metody aplikovat. 
Tuto třídu tedy označíme jako abstraktní. To ve výsledku znamená, že ji lze používat 
pouze jako šablonu, ze které vycházejí další podtřídy, není ji tedy možné používat 
samostatně [5]. 
Konečné třídy 
Jedná se o jakýsi protiklad třídy abstraktní. Tato třída může být použita samostatně, není 
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ji však možné rozšiřovat o další podtřídy [5]. 
1.25 Polymorfismus 
Pod pojmem polymorfismus se v objektovém programování skrývá rozdílné chování 
jednotlivých objektů. Vraťme se tedy opět k předchozímu příkladu o vykreslení 
geometrického objektu. Je zřejmé, že pro vykreslení trojúhelníku musí aplikace získat 
jiný kód nežli pro vykreslení elipsy. Metodu vykreslení však ve všech případech voláme 
stejně. I v případě, že přidáme nový objekt, opět pro jeho vykreslení budeme využívat 
stejnou metodu. 
Polymorfismus umožňuje snadnou modifikovatelnost a škálovatelnost aplikací [5]. 
1.26 Persistence 
Tento pojem vyjadřuje trvalé uložení. Všechny třídy založené s atributem persistentní 
jsou tedy trvale uloženy v databázi. Opakem persistentní třídy je třída transientní neboli 
dočasná [5]. 
Využívání těchto vlastností tříd vyžaduje objektově orientovaný databázový systém. 
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2 Analýza problému a současné situace 
Představení společnosti 
Fakultní nemocnice Brno je největším zdravotnickým zařízením na Moravě. 
 
Oddělení fakultní nemocnice 
Fakultní nemocnice se nachází na rozsáhlém areálu, který se skládá z několika budov. 
Tyto budovy jsou rozděleny na jednotlivá oddělení, které se zabývají různými 
zdravotními problémy. Informační systém však musí komplexně pokrývat celý areál 
nemocnice a v budoucnu umožnit i komunikaci s ostatními zdravotnickými zařízeními. 
Fakultní nemocnice se skládá z oddělení lékařské péče, ale i několika nelékařských 
útvarů, které se starají o rutinní provoz nemocnice. 
Je vhodné identifikovat kritičnost jednotlivých oddělení na informační systém, hlavně 
z pohledu narušení bezpečnosti. Toto dělení nám pomůže identifikovat méně kritické 
útvary, na kterých bude možné provádět testovací provoz systému. 
Napříč nemocnicí však nebude provedena pouze integrace podnikových systémů, ale 
bude zavedena do provozu nová informační strategie. Se zavedením této strategie si 
nemocnice stanovila následující cíle [11]. 
Cíle informační strategie: 
- zlepšení komunikace mezi odděleními 
- možnost komunikovat mezi jednotlivými nemocnicemi 
- vyšší produktivita zaměstnanců 
- zlepšení komunikace s pacienty 
- efektivní řízení projektů 
- podpora budoucího rozvoje 
- podpora hlavních podnikových procesů 
- sjednocení úložišť 
- sjednocení datových formátů 
- zlepšení informačního povědomí 
- zvýšení bezpečnosti 
- snížení nákladů na provoz ICT 
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2.1 Analýza společnosti 
Tato část práce se věnuje bližšímu představení fakultní nemocnice a popisu současného 
stavu. Budou zde provedeny analýzy vnějšího a vnitřního okolí, aby bylo možné lépe 
pochopit významné vlivy, které určují směr a vývoj fakultní nemocnice. 
2.1.1 Současný stav 
Fakultní nemocnice Brno je největší a nejvýznamnější poskytovatel zdravotnických 
služeb na Moravě. 
Ve zdravotnictví je nesmírně důležité udržet krok s dobou a vždy sledovat nejnovější 
výzkumy a technologie, které mohou potenciálně zachraňovat životy. Proto se Fakultní 
nemocnice Brno může chlubit vybavením jako jedno z nejvyspělejších zdravotnických 
pracovišť na území české republiky, dokonce i v Evropě [11]. 
Pro úspěšnou diagnózu pacientů, jejich léčbu a veškeré činnosti s tím spojené jsou ve 
zdravotnictví více než v kterýchkoli jiných oblastech potřebné informace. A nutno 
podotknout, že celé zdravotnictví historicky vždy zaostávalo v oblasti elektronického 
zpracování informací. Důkazem toho jsou dodnes vedené zdravotní karty v papírové 
podoby, nemožnost sdílení zdravotních informací mezi jednotlivými zařízeními, ba 
dokonce i mezi odděleními. Fakultní nemocnice Brno si tuto problematiku dlouhodobě 
uvědomuje a je jednou z prvních průkopnických nemocnic v České republice, které se 
snaží v oblasti zdravotnictví naplno využívat informační technologie. Toto například 
dokázala tím, že jako první nemocnice v České Republice vytvořila digitální archiv 
PACS. Od té doby technologie značně pokročila a v nemocnici bylo postupně zavedeno 
několik informačních systémů, které měly dále zjednodušit zpracování a sdílení 
informací. 
2.1.2 Strategie a vize 
Fakultní nemocnice Brno je v současné době dominantní poskytovatel zdravotnických 
služeb na Moravě. Toto postavení bylo možné získat díky vysoce kvalitním službám, 
vstřícnosti zaměstnanců a neustálým zlepšováním. Právě zlepšování ve všech oblastech 
poskytování služeb je nikdy nekončící proces nutný pro udržení jejího postavení [11]. 
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2.1.3 Strategie 
Strategii je možné rozdělit na dvě části. První je celková strategie, jejímž hlavním cílem 
je především poskytování těch nejlepších zdravotnických služeb, dále pak udržení kroku 
s moderním výzkumem a novými technologiemi, v neposlední řadě pak udržení image 
velmi kvalitního zdravotnického zařízení v Evropě. 
Druhou již zmíněnou strategií je strategie informační. Tou se bude tato práce převážně 
zabývat. Jejím cílem je zpracování veškerých dokumentů v elektronické podobě tak, 
aby bylo možné co nejjednodušeji data sdílet mezi odděleními a v budoucnu i s 
nemocnicemi po celém světě, protože včasné a správné informace ve zdravotnictví 
zachraňují životy. 
2.1.4 Vize 
Stejně tak vizi společnosti můžeme rozdělit na vizi celkovou a vizi informační. 
Celkovou vizí je pak poskytování služeb v maximální kvalitě. Podkladem pro to jsou 
jak nové výzkumy a technologie, tak i vstřícný přístup zaměstnanců. Dalším cílem je 
pak udržení a zlepšování dobrého jména v komunitě. Fakultní nemocnice chce vytvořit 
příjemné prostředí jak pro zaměstnance, tak i pro pacienty, protože jejich spokojenost je 
nesmírně důležitá. Právě pro měření spokojenosti obou skupin naslouchá neustále 
nemocnice zpětným vazbám. 
Informační vizí fakultní nemocnice je pak maximálně účinné elektronické zpracování 
informací. Tato snaha by měla vést k sjednocení a snadnějšímu přístupu oprávněných 
osob ke zdravotnickým informacím po celé republice a nakonec i po celém světě. 
2.1.5 Konkurence 
Ačkoli to na první pohled není příliš viditelné, tak je zdravotnictví poměrně silné 
konkurenční prostředí. Na trhu existuje mnoho dalších nemocnic nebo soukromých 
klinik, které poskytují  obdobné služby. Nutno však podotknout, že i přes to je 
nejdůležitější pro všechny zúčastněné strany právě poskytování kvalitní zdravotní péče. 
Většina těchto rivalů však neposkytuje a ani nemůže poskytovat tak komplexní 
zdravotní služby, jako právě Fakultní nemocnice Brno, která sdružuje většinu oblastí 
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medicíny pod jednou střechou. Lze tedy říci, že z pohledu konkurence je trh dlouhodobě 
rozdělen a nastávají zde ojediněle spíše menší změny [11]. 
2.2 SLEPT Analýza 
Tato analýza se zabývá vnějšími faktory, které mají vliv na Fakultní nemocnici. Tyto 
faktory jsou: Sociální, Legislativní, Ekonomické, Politické a Technologické. Výstupy 
této analýzy poslouží jako jeden ze vstupů pro analýzu SWOT [12]. 
 
Obrázek 2. 1 Analýza SLEPT (Zdroj: vlastní zpracování dle [12]) 
2.2.1 Sociální faktory 
Tyto faktory jsou zejména ovlivněny například velikostí populace a jejich věkovou 
strukturou. 
2.2.2 Legislativní faktory 
Česká republika je v měřítku celého světa poměrně vyspělý stát. Bohužel v tomto státě 
panuje značná byrokracie. Právě oblast zdravotnictví touto problematikou trpí a jedná se 
o jeden z hlavních důvodů, proč se zdravotnictví tolik zdráhalo přechodu na informační 
technologie, což v důsledku vedlo k jeho zaostání v této oblasti. 
SLEPTSociální
Legislativní
Ekonomické
Politické
Legislativní
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V poslední době se však situace dramaticky zlepšuje a celý svět začíná podporovat ideu 
sjednocení zdravotních informací. 
2.2.3 Ekonomické faktory 
Postupná elektronizace dokumentů ve Fakultní nemocnici je projekt obrovských 
rozměrů. S tím jde ruku v ruce i jeho značná finanční náročnost. V naší zemi je 
poměrně jednoduché získat finanční kapitál, ať už se jedná o jednotlivé investory nebo 
banky. Protože se ale jedná o Fakultní nemocnici, jedná se z pohledu investorů o 
relativně nezajímavou investici. Většina finančních prostředků na tento projekt tedy 
musí být získána od státu. A rozpočty jsou každoročně velmi napjaté. Po vstupu do 
Evropské unie se objevil ještě jeden finanční kanál, který umožňuje získání finančních 
zdrojů na takto klíčové projekty, a tím jsou Evropské dotace. 
2.2.4 Politické faktory 
Politická scéna v posledních letech je v České republice poměrně nestálá. Tento stav má 
pak neblahý vliv na rozvoj nemocnice. Jednotlivé vládnoucí strany se historicky v 
nemocnicích po celé republice snažily prosazovat různé agendy, které vedly k tomu, že 
se na některých odděleních zaváděly jiné technologie než na jiných a v celkovém 
důsledku to vedlo k roztříštěnosti a nejednotnosti celkové informační strategie, ať už z 
pohledu jednotlivých nemocnic nebo celého státu. 
V neposlední řadě nesmíme opomenout ani Evropskou unii, která s sebou přinesla i 
mnohá nařízení a regulace. Tato nařízení je však možno pochopit, neboť pokud chceme 
sjednotit informační strategie celé Evropy, je nutné se v některých oblastech přizpůsobit 
takzvaným nejlepším praktikám. 
2.2.5 Technologické faktory 
Pro dostatečně robustní implementaci jednotné informační strategie je nutné neustále 
sledovat technologické trendy a neustále vymýšlet, jak by je bylo možné využít. 
Vhodný výběr Hardwaru a Softwaru, a to i s ohledem na budoucí vývoj, je pro projekt 
kriticky důležitý [11]. 
50 
 
2.3 Analýza 7S 
Zatímco analýza SLEPT hodnotí vnější faktory, které působí na Fakultní nemocnici, tak 
analýza 7S se zaměřuje na faktory vnitřní. Mezi tyto faktory patří: Strategie, Struktura, 
Systém, Sdílené hodnoty, Styl, Spolupracovníci a Schopnosti [12]. 
 
 
Obrázek 2. 2 Analýza 7S (Zdroj: vlastní zpracování dle [12]) 
2.3.1 Strategie 
Jak již bylo v předchozích částech práce uvedeno,  hlavním cílem Fakultní nemocnice je 
poskytování kvalitních služeb v oblasti zdravotní péče. Dalšími podružnými cíli je pak 
udržení kroku s výzkumem a vývojem nových technologií a udržení image kvalitní 
zdravotnické organizace světové úrovně. 
 
7SStrategie
Struktura
Systém
Sdílené 
hodnoty
Styl
Spolupracovníci
Schopnosti
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2.3.2 Struktura 
Vrcholové vedení tvoří ředitel nemocnice a náměstci. Ti mají v nemocnici následující 
role: 
Ředitel - nejvyšším představitel Fakultní nemocnice Brno. 
1. lékařský náměstek – koordinuje činnost náměstků 
Náměstek pro vědu, výzkum a školství – spravuje útvary vědy výzkumu a školství 
Náměstek PMDV, PDM, PRM – oddělení PMDV, PDM, PRM 
Náměstek pro Onkologickou péči – onkologické oddělení 
Náměstek NLZP – nelékařská péče 
Vedoucí nemocniční lékárny – lékárna 
Náměstek pro Organizaci a Právo – organizace, právo a personalistika 
Vedoucí kvality – kvalita bezpečnost a krizové řízení 
Ekonomický náměstek – ekonomické oddělení 
Náměstek HTS – hospodářsko-technická správa 
Náměstek pro informatiku – Centrum informatiky 
Náměstek Marketingu – obchod a Marketing 
Mimo vedení společnosti se přímo řediteli zodpovídají následující pracovníci: 
Tiskový mluvčí 
Konzultant 
Projektový manažér FN Brno 
Asistent ředitele FN Brno – vedoucí pracovník sekretariátu ředitelství 
Interní auditor – oddělení interního auditu a kontroly 
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Obrázek 2. 3 Organizační struktura FNB (Zdroj: vlastní zpracování dle [11])Systém 
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Jak již vyplývá z měřítka celého projektu, bude potřeba značné technologické zázemí. 
Dobrou zprávou však je, že většinu potřebných komponentů v současné době již 
Fakultní nemocnice vlastní. Protože je nutné vytvářet, analyzovat a spravovat velké 
množství dat, nachází se v areálu nemocnice hned několik serverů. 
Fakultní nemocnice má v současné době hlavní informační systém Amis, který prolíná 
přes všechna oddělení. Mimo to se však v jednotlivých odděleních nemocnice nachází 
velké množství informačních systémů, které vznikaly na základě prosazování 
jednotlivých agend. Tyto systémy komunikují v různých formátech a často nejsou 
schopny komunikovat mezi sebou. Tento problém se řešil převážně ručním 
přepisováním, které s sebou přineslo značnou dávku chybovosti. Protože není možné z 
finančních i mnoha jiných důvodů nahradit najednou veškeré informační systémy za 
jedno komplexní řešení nasazené přes všechna oddělení, je nutné pro úspěch nové 
informační strategie sjednotit datové formáty takovým způsobem, aby spolu jednotlivé 
systémy dokázaly komunikovat. 
2.3.4 Sdílené hodnoty 
Motto Fakultní nemocnice zní „Žijeme pro vaše zdraví“. S tím souvisí i to, že pacient je 
vždy na prvním místě. Každý zaměstnanec se musí chovat v souladu s dobrými mravy a 
vykonávat veškeré činnosti s ohledem na zájmy pacientů a dobrého jména nemocnice. 
2.3.5 Styl 
V nemocničním prostředí se očekává značná míra komunikace a kooperace. Z toho 
důvodu je styl a jednání zaměstnanců naprosto zásadní. Všichni zaměstnanci musí 
dodržovat zásady slušného chování a vždy vystupovat slušně, příjemně a přátelsky. 
Cílem tohoto chování je evokovat v návštěvnících nemocnice, že jsou tu pro ně, a že se 
na ně mohou kdykoli obránit. 
V nemocnici je také zaveden systém hodnocení zaměstnanců, který je dalším 
motivačním nástrojem pro příjemné vystupování zaměstnanců. 
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2.3.6 Spolupracovníci 
Fakultní nemocnice se celoplošně na všech odděleních snaží v maximální míře vytvářet 
příjemné prostředí jak pro návštěvníky, tak i pro zaměstnance. Fakultní nemocnice si 
uvědomuje, že příjemné prostředí je základním stavebním kamenem příjemné 
atmosféry. Právě atmosféra pak přispívá k celkové spokojenosti zaměstnanců i 
návštěvníků. 
Schopnosti 
 
2.3.7 Schopnosti 
Zaměstnanci fakultní nemocnice jsou experti ve svých oblastech. Pracovníci jsou 
počítačově gramotní a ovládají nejméně jeden cizí jazyk. To je výhodné pro komunikaci 
napříč odvětvím zdravotnictví. 
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2.4 SWOT analýza 
Na základě předchozích analýz je nyní možné provést detailní analýzu silných stránek, 
slabých stránek, příležitostí a hrozeb.
 
Obrázek 2. 4 Analýza SWOT (Zdroj: vlastní zpracování dle [11]) 
2.5 Analýza HOS 
Ve Fakultní nemocnici byla provedena analýza HOS8, jejíž výstup bude sloužit pro 
lepší pochopení informační strategie organizace. Pomůže nám identifikovat slabá místa, 
jež táhnou celý systém dolů, protože systém je pouze tak silný jako jeho nejslabší 
článek. 
Silné stránky
•Nejvýznamější poskytovatel 
zdravotních služeb na 
Moravě
•Kompletní zdravotnické 
služby
•Moderní vybavení
•Vysoce kvalifikovaní 
pracovníci
Slabé stránky
•Nejednotná vize mezi 
jednotlivými odděleními
•Probematická elektronická 
komunikace
Příležitosti
•Sdílení dat a 
•Provádění výzkumů
•Dotace
•Spolupráce s ostatními 
zdravotnickými zařízeními
Hrozby
•Odchod pracovníků
•Snížení rozpočtů
•Bezpečnostní ohrožení dat
•Nespolehliví dodavatelé
•Poškození dobrého jména
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2.5.1 Hodnocení informačního systému 
Následující obrázek přehledně zobrazuje bodové ohodnocení, kterých systém dosáhl 
v jednotlivých oblastech. 
 
Obrázek 2. 5 Bodové hodnocení informačního systému (Zdroj: [21]) 
Jak je vidět, tak v oblasti Hardware, Managementu IS, Dodavatelů, Dataware a Orgware 
dosáhl úroveň spíše dobrý. 
V oblasti Zákazníků, Peopleware a Software dosáhl úrovně spíše špatný.  
Jak již bylo zmíněno, tak systém je pouze tak silný jako jeho nejslabší článek. Proto je 
jeho celkový stav na úrovni spíše špatný, jak zobrazuje následující obrázek. 
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Obrázek 2. 6 Celkový stav systému (Zdroj: vlastní zpracování dle [21]) 
V tuto chvíli je tedy na místě stanovit požadovanou úroveň informačního systému, které 
se budeme snažit novou informační strategií dosáhnout. Tato úroveň je stanovena 
především kritičností informačních technologií pro souvislý provoz organizace. 
Následující obrázek zobrazuje optimální stav, kterého je třeba dosáhnout. 
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Obrázek 2. 7 Doporučený stav systému (Zdroj: vlastní zpracování dle [21]) 
 
Velmi dobrou zprávou je, že v mnoha oblastech již systém splňuje požadovanou 
úroveň. Z toho důvodu je třeba se zaměřit na Software, Zákazníky a Peopleware. 
Většina nedostatků je způsobena především již zmíněnou roztroušeností informačního 
systému, přičemž je pro uživatele náročné získat včas potřebné informace. Řešení těchto 
třech hlavních oblastí bude stěžejním bodem nové informační strategie. 
 
Nakonec je ještě vhodné podívat se na systém z pohledu jeho bezpečnosti. 
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Obrázek 2. 8 Úroveň zabezpečení systému (Zdroj: vlastní zpracování dle [21]) 
Jak je z obrázku na první pohled vidět, dosahuje Fakultní nemocnice značně 
nadprůměrného hodnocení. Je však nutné si uvědomit, o jak citlivá data se ve 
zdravotnictví jedná a uvědomit si, že zlepšování bezpečnosti je nikdynekončící proces. 
Proto bude právě i bezpečnost systému bodem nové informační strategie. 
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3 Vlastní návrh řešení 
Tato kapitola se na základě předchozích analýz zabývá řešením komunikace mezi 
jednotlivými informačními systémy a zároveň navrhuje možný směr, kterým by se měla 
informační strategie ubírat v budoucnosti s ohledem na celorepublikovou a posléze i 
celosvětovou komunikaci. 
Stanovení konkrétních požadavků na základě předchozích analýz 
Zdravotnictví jako takové pracuje s obrovským množstvím dat. Z toho vyplývá potřeba 
elektronického zpracování nejlépe informačním systémem. Protože se již v nemocnici 
nachází mnoho různých informačních systémů a z výše zmíněných důvodů je není 
možné vyměnit za jednotný, je řešení tohoto problému komplikovanější, než v případě 
malých společností. 
Při výběru poskytovatelů nabízejících informační řešení bude vhodné se zaměřovat 
především  na ty, co se specializují na oblast zdravotnictví, a to zejména kvůli 
požadavkům, které jsou celosvětově rozšířené pro správu dat a jejich utajování. To však 
neznamená, že jiná integrační platforma, která splňuje veškeré požadavky, nebude při 
výběru zvažována. 
3.1 Návrh informační strategie 
Jak vyplývá z daných cílů, tak se strategie skládá z několika součástí 
3.1.1 Komunikace 
V dnešní době se stává stále důležitější včasná komunikace, ať už mezi zaměstnanci 
nebo při komunikaci s pacienty. Informační technologie se stále více prosazují ve všech 
oblastech našeho života, komunikace nevyjímaje. Není to tak dávno, kdy se veškeré 
zdravotní informace o pacientech předávaly z ruky do ruky v papírové podobě. 
Existoval tedy vlastně vždy jen jeden aktuální záznam, s aktuálními daty. Tato doba je 
již pryč a veškeré komunikace včetně zdravotních karet, ale i komunikace mezi 
jednotlivými odděleními probíhá v elektronické podobě. Tento stav má hned několik 
výhod. Je možné udržovat aktuální informace, které budou vždy přístupné. Informace 
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budou zpřístupněny jen pověřeným osobám a veškeré jejich změny a úpravy bude 
možné monitorovat. 
3.1.2 Řízení  projektů 
Pro úspěšné dokončení libovolného projektu  je nejdůležitější dodržet následující tři 
kritéria. Dosažení požadované kvality za nepřekročení rozpočtu v daném časovém 
horizontu. V podniku o velikosti FNB není možné sledovat neustále veškeré projekty 
bez pomoci informačních technologii. Stávající systém umožňuje evidování projektů, 
avšak vynechává mnoho důležitých údajů, které musí každý projektový manažér 
sledovat. To pak vede k poklesu produktivity, neboť musí požadované údaje manažer 
obstarat na místě.  
Fakultní nemocnice má vlastní oddělení projektového řízení, které používá systém pro 
evidenci projektů. Stejně však jako ostatní systémy trpí nekompatibilitou. Není tedy 
schopen komunikovat nebo jinak posílat data ostatním systémům. Propojení tohoto 
systému s ostatními není tak kritický problém jako v případě jednotlivých 
zdravotnických informačních systémů, nicméně jeho integrace do souhrnného 
informačního systému zvýší přehlednost a zlepší informovanost o projektech napříč 
celou organizací. 
3.1.3 Podnikové procesy 
Jako v každé organizaci, tak i ve fakultní nemocnici, probíhá velké množství procesů. 
Většinu těchto procesů je vhodné provádět informačním systémem a všechny je třeba 
monitorovat. Je tedy vhodné, aby byl zaveden systém, který bude zobrazovat najednou 
funkčnost všech podnikových procesů. V případě problému bude upozorněn vlastník 
procesu a vedoucí oddělení, pod který proces spadá.  
3.1.4 Správa dat 
V současné době jsou data zpracovávána v mnoha informačních systémech ve velkém 
množství různých formátů. Tento stav je pro zpracování velkého množství dat 
nevhodný. 
62 
K tomuto stavu informační strategie v nemocnici vedlo mnoho důvodů, ať už se jednalo 
o nejednotné vedení, politická rozhodnutí nebo agendy jednotlivých oddělení. Situace 
došla až tak daleko, že některá oddělení odmítla přistoupit na změnu informačního 
systému. Pak tedy některá oddělení pracovala na jedné platformě a ostatní oddělení na 
jiné. 
U běžného podniku by bylo možné přejít na nový informační systém například při 
souběžném provozu a stávající systém po nějaké době úplně vyřadit. Ačkoli není 
vyloučeno, že v budoucnosti nemocnice bude fungovat na jednotném informačním 
systému, lze říci, že v současné době není takový přechod možný. 
Z toho důvodu je třeba hledat způsoby, jak zpracovávat velké množství dat v různých 
formátech. Jedním z takových řešení je systém Ensamble od společnosti InterSystems. 
3.1.5 Informovanost zaměstnanců 
Právě informovanost zaměstnanců lze brát hned z několika hledisek. Nejprve je třeba 
všechny uživatele informačního systému seznámit s jeho možnostmi. Uživatel je pro 
chod systému na prvním místě a jako v případě každé změny lze nejdříve očekávat 
nechuť dělat cokoli jinak. Je možné jim nařídit dodržovat do písmene nový protokol. 
Nicméně je dle mého názoru mnohem efektivnější uživatelům ukázat nové možnosti 
systému. Jak jim ve výsledku ušetří práci a jaké funkcionality jim umožní lépe jejich 
práci vykonávat a tak pomáhat ostatním lidem. Právě tato myšlenka v nich může 
evokovat chuť pro další vzdělávání. 
Dalším pohledem na informovanost zaměstnanců je pak přístup k datům o pacientech, 
diagnózám a všem údajům potřebným k výkonu jejich práce. Tak například lékař má 
vždy přístup ke zdravotním kartám svých pacientů. V případě změny se vše projeví 
ihned a každý nový přístup ke zdravotním záznamům již obsahuje změněná data. Tato 
datová alokace celkově zefektivňuje práci veškerých uživatelů systému a zároveň 
výrazně snižuje náklady ať už snižováním nároků na správu stávajícího řešení, tak i 
zvýšením produktivity zaměstnanců. 
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3.2 Školení 
Bez pravidelného školení zaměstnanců není možné provádět řádné kontroly práce, natož 
jim vytýkat chyby. Uživatel je sám o sobě jedním z nejrizikovějších součástí každého 
informačního systému, proto není vhodné toto riziko více zvyšovat absencí školícího 
programu pro zaměstnance. Školení by mělo obsahovat, jak správně zacházet s 
veškerou informační technikou a tak zvyšovat bezpečnost informací v rámci celé 
organizace. 
Školení je vhodné provádět jak na začátku pracovního poměru, tak i v jeho průběhu. V 
případě práce s klasifikovanými dokumenty je třeba proškolit zaměstnance v dané 
problematice, aby nedošlo k úniku citlivých dat. 
Školení je vhodné provádět periodicky dle požadavků organizace, nejméně však jednou 
ročně. 
Při tvorbě školících programů je vhodné přizpůsobovat jejich obsah a způsob podání 
skupině, jež budeme vyučovat. Pracovníci informačních technologií ocení spíše 
techničtější formu školení. Naopak pracovníci, jež nejsou tak zdatní v obsluze 
informačních technologií, budou vyžadovat diametrálně jiný přístup [4]. 
 
Školení by mělo obsahovat následující body: 
 Seznámení uživatelů s informačními technologiemi využívanými v rámci 
organizace 
 Přinos informačních technologií pro organizaci 
 Vysvětlení jednotlivých pojmů 
 Bezpečnostní politika a předpisy v rámci organizace 
 Minimální bezpečnostní pravidla pro uživatele 
 Veškeré relevantní změny od minulého školení 
 Ověření získaných znalostí účastníků školení 
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3.3 Požadavky na informační systém 
V této kapitole jsou popsány jednotlivé požadavky na nový informační systém. 
3.3.1Propojení informačních systémů 
Jedním z klíčových bodů nové informační strategie je propojení informačních systémů v 
celém areálu fakultní nemocnice. Zdravotnictví jako takové dlouhou dobu zaostávalo v 
přijetí informačních technologií na rozdíl od jiných odvětví. Je tedy zřejmé, že v době 
původní informační strategie neexistovala jednotná vize sjednocených informačních 
technologií. Absence této jednotné vize způsobila, že jednotlivá oddělení postupně 
vybírala technologie dle své individuální potřeby. Nyní je zřejmé, že při takto 
organickém vývoji začala vznikat značná nekonzistence datových formátů [16]. 
Datová integrace je tedy stěžejním bodem nové informační strategie. Tato integrace 
umožní sjednocení veškeré elektronické komunikace v areálu celé nemocnice. Z důvodu 
omezeného rozpočtu vzniká dodatečný požadavek na zachování maximálního množství 
stávajících informačních systémů. 
3.3.2 Sjednocení uživatelského rozhraní 
Správa heterogenního systému je sama o sobě velmi obtížná. Je třeba se přepojovat 
mezi několika systémy, které navíc mají rozdílné ovládání a nastavení. Tím nevzrůstají 
jen nároky na znalosti jednotlivých pracovníků, ale i nákladovost celé informační 
strategie [17]. 
Vybranou integrační platformu je možné využít i pro sjednocení uživatelského rozhraní 
všech aplikací. Vznikne tedy zbrusu nové rozhraní, které si vezme to nejlepší ze všech 
současných systémů a zároveň tak bude docíleno maximální jednoduchosti a 
intuitivnosti ovládaní. Veškerá data tedy budou vkládána přes toto nové uživatelské 
rozhraní a právě integrační platforma rozhodne, do jakého systému bude zpráva 
obsahující data odeslána a kde budou data posléze uložena. 
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Je jasné, že nové uživatelské rozhraní bude vyžadovat přeškolení zaměstnanců, nicméně 
v dlouhodobém měřítku právě tato změna sníží pracnost správy dat a tak i celkové 
náklady nemocnice. 
3.3.3 Zvýšení bezpečnosti informací 
Bezpečnost dat je v poslední době velmi diskutovaným tématem. A po přijetí 
kybernetického zákona jsou nemocnice jedny z nejpřísněji regulovaných organizací z 
pohledu zabezpečení klientských informací. 
Je tedy nutné vytvořit předpisy, které jsou v souladu s legislativními požadavky a tak 
neustále zlepšovat zabezpečení informací. 
3.3.4 Podpora řízení projektů 
Je pochopitelné, že organizace takových rozměrů jako je Fakultní nemocnice neustále 
vytváří nové projekty, proto se v nemocnici nachází oddělení pro řízení projektů. Cílem 
nové informační strategie je připojení systému pro řízení projektu přímo do centrálního 
systému pomocí integrační platformy a tak výrazně zjednodušit komunikaci a 
informovanost zaměstnanců o připravovaných a probíhajících projektech. Na druhou 
stranu získá projektový tým aplikaci, díky které bude možné zjednodušit sledování 
průběhu svých projektů. 
3.3.5 Výběr informačního systému 
Při volbě nového informačního systému nebo jeho části je třeba zvážit formu, v jaké 
bude systém pořízen. Nabízí se hned celá řada, jako například hotové řešení, řešení na 
míru, vlastní výroba nebo outsourcing. 
Tyto způsoby jsou typické při nasazování v podniku. Pro projekt informační strategie 
Fakultní nemocnice nelze použít jen jednoho řešení, nýbrž jejich kombinaci. Výsledné 
řešení proto bude kombinací hotového řešení, řešení na míru a vlastního vývoje. 
Nemocnice se může pochlubit velmi schopným oddělením informačních technologií, 
které může zastřešit částečný vývoj nebo úpravy systému [18]. 
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V další části je třeba zvolit dodavatele, který bude splňovat veškeré požadavky ať už na 
funkcionalitu nebo legislativu. 
3.4 Cache 
Vybranou integrační platformou se stal systém Cache od společnosti InterSystems. 
Jedná se o pokročilý systém pro správu databází a pro snadný a rychlý vývoj aplikací 
pro správu dat. Jedním z hlavních přínosů Cache je možnost provádět analýzy nad 
velkým množstvím dat v různých formátech včetně komplexních analýz nad Big Data. 
Cache nabízí velmi robustní a vysoce škálovatelný systém s minimálními nároky na 
údržbu a Hardware. 
Vývoj systému byl zaměřen na nový revoluční typ databázové technologie, která 
umožňuje současně několik pohledů na data. Tato data jsou popsána v jednotném 
integrovaném slovníku a jsou vždy přístupna na základě příkazů SQL. 
Cache umí pracovat na základě hned několika skriptovacích jazyků a je kompatibilní s 
velkým množstvím vývojových nástrojů a komunikačních protokolů [13]. 
3.4.1 HealthShare  
Jak už bylo v předchozích částech zdůrazněno, zdravotnictví pracuje s velmi 
komplexními záznamy. Ty je potřeba vždy zobrazit celistvým a věrohodným způsobem. 
Jakákoli chyba v záznamech by mohla ohrozit život. Toho je si společnost InterSystems 
vědoma, a proto při vývoji dbala na veškeré bezpečnostní požadavky v tak kritické 
složce jako je zdravotnictví. 
Healtshare je tedy nadstavba systému Cache. Je speciálně uzpůsoben pro sdílení 
zdravotních informací mezi nezávislými zařízeními po celém světě. Díky tomu je po 
nasazení systému možno synchronizovat jednotlivá zdravotní zařízení a efektivně tak 
koordinovat zdraví celé populace. Sjednocení informačních toků však může jít ještě dál 
než pouhé sjednocení komunikace. Sjednocení systémů bude mít pozitivní dopad na 
celkové zabezpečení citlivých údajů. 
Se sjednocením zdravotních informací vzrůstají obavy pacientů o bezpečnost jejich 
údajů. Tuto obavu sdílejí i jednotlivé státy a vytvářejí legislativní požadavky, které do 
značné míry paradoxně představují překážku pro sjednocení zdravotních dat. 
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Nicméně sjednocení zdravotnických dat je nevyhnutelná věc, která umožní oprávněný 
přístup k datům, když je třeba. A právě včasný přístup ke zdravotním informacím může 
zachraňovat životy [15]. 
3.4.2 Propojení systémů 
Jak již bylo uvedeno v předchozí části práce, tak vybrané systémové řešení se jmenuje 
Cache a jeho hlavním cílem je zajistit a monitorovat komunikaci mezi systémy, které 
toho do té doby nebyly schopné. K tomu je používán software pro Aplikační integraci 
jménem Ensamble, který je klíčovou součástí Cache. Tato část práce se bude zabývat 
právě tím, jak jednotná komunikace v systému probíhá [19]. 
3.4.3 Ensamble 
Jedná se o platformu pro bezproblémovou konektivitu a vývoj nových propojitelných 
aplikací. To umožňuje vytvoření jednotné architektury, která značně zjednodušuje 
zpracování a přístup k datům. 
Ensamble umožňuje překonat omezení tradičních softwarů, které mezi sebou často 
nedovedou komunikovat. 
Základem pro vytvoření jednotné komunikace je vytvoření Enterprise Service Bus a 
architektury se zaměřením na služby. 
Proto je možné využívat stávající informační systém, tak je možné zachovat a rozšiřovat 
původní investice do informačních systémů. 
Komunikace pomocí Ensamble nemusí probíhat pouze uvnitř podniku. ale také při 
komunikaci s dodavateli nebo odběrateli. V případě Fakultní nemocnice Brno je možné 
tuto konektivitu vyžít pro komunikaci s dodavateli, pacienty a zejména pro sdílení dat s 
ostatními nemocnicemi v zemi nebo dokonce po celém světě. 
3.5 Integrace pomocí Ensamble 
Jedná se tedy o aplikačně integrační platformu, jejímž cílem je přenášet informace 
neboli zprávy mezi systémy. Tyto zprávy však nejsou pouze jednoduše přeposílány, 
nýbrž jsou upraveny do podoby, jež vyžadují ostatní aplikace. 
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Nejedná se však o pouhý neřízený komunikační kanál. Ensamble má nad datovými toky 
plnou kontrolu a může filtrovat nebo zamezovat určité komunikaci na základě pravidel 
nebo rozhodovacích podmínek.  
Jak ukazuje následující obrázek, tak systém přijímá určitou zprávu, tu zpracuje a 
přepošle dál. Z obrázku je dále patrné, že celé zpracování jakéhokoli procesu probíhá v 
takzvané produkci. Každá z těchto produkcí je rozdělena na několik částí. Těmito 
částmi jsou Business Service, Business Proces a Business Operation. Každý proces 
neobsahuje všechny tyto části, nicméně většina ano [5]. 
 
 
Obrázek 3. 1 Produkce Ensamble (Zdroj: vlastní zpracování dle [5]) 
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3.5.1 Business Service 
Tato část produkce slouží jako rozhraní pro komunikaci mezi Enasmable a externí 
aplikací. Jedná se tedy o vstupní část produkce. Externí aplikace zašle zprávu, která je 
zachycena Inbound adapterem. Business proces je tedy komunikačním rozhraním mezi 
prostředníkem a externí aplikací. Nestará se však o odesílání zprávy ale jen o její 
přijmutí pro další zpracování. Protože každý systém komunikuje v jiném jazyce, 
formátu i za pomocí jiného komunikačního rozhraní, je třeba správně nastavit tento 
vstupní adapter. Cache jako takové vyvíjené zejména pro zdravotnické organizace, proto 
obsahuje většinu komunikačních protokolů pro zdravotnictví a je možné jen vybrat 
správný adaptér. Pokud však využíváme atypický systém, je možné, že adaptér není 
vytvořen a v takovém případě je třeba jej doprogramovat v programovacím studiu, které 
je také součástí Cache [5].  
3.5.2 Business Operation 
Jak zobrazoval obrázek vyjadřující průběh zpracování produkce, tak Business Operation 
stojí přesně na opačné straně než Business Service. Jedná se tedy o rozhraní, které 
odesílá zprávu externí aplikaci. Stejně jako v předchozím případě je nutné nastavit 
správný adaptér. V případě odchozích zpráv se jedná o Outbound Adapter. Při 
nastavování je třeba dbát stejných pravidel jako při nastavování příchozího adaptéru. 
Jedná se opět o volbu správného komunikačního rozhraní. V případě, že toto rozhraní 
není v systému již vytvořeno, je třeba jej doprogramovat v programovacím studiu [5]. 
3.5.3 Business Process 
Tato část Produkce stojí uprostřed mezi vstupem a výstupem. Je tedy zřejmé, že právě 
zde probíhá zpracování informace. Zde se tedy nachází veškerá logika, kterou využívají 
jednotlivé Produkce. Jeden business proces však nemusí být napojen pouze na jeden 
vstup neboli zdroj dat. Může zároveň i odesílat přes několik výstupních aplikačních 
rozhraní najednou. Je tedy teoreticky možné, aby veškeré systémy komunikovaly přes 
jeden Business Proces. Nicméně by se jednalo o zcela zcestné řešení, které by zbytečně 
zatěžovalo informační infrastrukturu [5]. 
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Je tedy vhodné jednotlivé procesy logicky rozdělit a tak maximálně zjednodušit 
zpracovávání informací. 
Velkým rozdílem od většiny obdobných řešení, je výroba těchto Business Process. Ve 
většině integračních systémů se tyto logické prvky píší jako typický kód. To je 
samozřejmě možné i v případě Ensamble. Nicméně rozhraní Ensamble bylo navrženo 
tak, aby toto zpracovávání dat mohl využívat i člověk, který se nezabývá jen 
programováním. Toho bylo dosaženo sestavováním kódů pomocí rozhodovacích bloků. 
Každý Busness Process je tak vytvořen ve formě diagramu, který popisuje jeho 
funkčnost. Vhodným nastavením tohoto diagramu je možné vygenerovat programový 
kód a zpracovávat tak komunikaci bez sebemenší znalosti programovacího jazyka, který 
Ensamble využívá [5]. 
 
Někdy je obtížné si na základě obrázku uvědomit, jak probíhá zpracování zpráv uvnitř 
Produkcí a proto, zde uvedu jednoduchý příklad. 
Představme si tedy webové rozhraní, přes které jsou do systému zadávány informace. Je 
tedy zřejmé, že právě webové rozhraní bude připojeno na Business Service, neboť se 
jedná o aplikaci, která odesílá zprávu obsahující data. Tato data je třeba uložit do 
databáze. Z toho vyplývá, že na Business Operation je napojená aplikace, která zapisuje 
do databáze. Už při takovémto zapojení je možné data přeposílat, nicméně toto zapojení 
s nejvyšší pravděpodobností vytvoří v databázi značnou nekonzistenci dat. Představme 
si například, že uživatel zadá duplicitní data nebo ještě hůře data, které je pro systém 
obtížnější na první pohled rozeznat. Například “Muž” a “muž”. Ačkoli se může zdát, že 
se jedná o minoritní problém, záleží však na nastavení finální databáze. Vezměme v 
potaz ten nejhorší případ, že budou uložena duplicitní data. To se pak může projevit 
jako nekonzistence dat při jejich zpětném načítání. Existuje však řešení těchto problémů 
a tím jsou právě Business Procesy. Data tedy budou přijata přes vstupní rozhraní stejně 
jako v předchozím případě, nyní však bude nad příchozími daty provedeno několik 
testů, které mají zajistit správnost dat. Až takto vyčištěná data jsou pak odeslána 
výstupnímu adaptéru a uložena do databáze [5]. 
 
Tento příklad zobrazoval naprosto základní využití Produkcí v praxi. V reálném 
prostředí se však jedná o neporovnatelně komplexnější řešení [5]. 
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3.5.4 Transformace dat 
V tuto chvíli jsme počítali s tím, že na obou koncích Produkce se nacházejí stejné 
datové typy posílaných zpráv. V reálném světě tento stav není příliš běžný a je třeba 
data převést do formátu, který umožní oběma aplikacím správně komunikovat. 
Právě transformace dat je stěžejním bodem nové informační strategie ve Fakultní 
nemocnici Brno, neboť jednotlivé informační systémy posílají zprávy v nejrůznějších 
formátech. Tyto zprávy budou přesměrovány do vstupního adaptéru příslušné produkce. 
Zpráva pak bude následně zkontrolována, zalogována a přeposlána aplikaci, která si 
data vyžádala. Je tedy zaručeno, že na obou koncích produkce budou data v takovém 
formátu, v jakém jsou vyžadovány pro komunikaci mezi všemi používanými aplikacemi 
[5]. 
3.5.5 DeepSee 
Integrační systém Ensamble umožňuje komunikovat mezi aplikacemi. Je třeba pochopit, 
že i když je možné data ukládat přímo v databázi Cache, klienti často chtějí, aby data 
zůstávala uložena v databázích jednotlivých aplikací. V takovém případě je třeba zajistit 
shodu mezi daty a ujistit se, že data, ke kterým mají jednotliví uživatelé přístup, 
vyjadřují takzvanou jednotnou pravdu. Ke zpracování dat z těchto uložišť slouží nástroj 
DeepSee.  
Tento nástroj umožňuje tvorbu datových kostek na základě dat ze všech požadovaných 
zdrojů. Nad těmito kostkami pak může probíhat mnoho různých operací. Po zpracování 
jsou vytvořeny pohledy, které jsou určitými náhledy na data uvnitř kostky na základě 
dimenzí. 
Výsledky je pak možné zobrazit v nástěnkách, které slouží ke snadné interpretaci dat 
pro koncové uživatele. Tyto nástěnky však nejsou pouze stacionární tabulky, ale jakési 
interaktivní prostředí pro uživatele. Je možné například ovládat, jaká data jsou 
zobrazována na základě nejrůznějších filtrů. Data jsou většinou v určitých periodách 
aktualizována, aby vždy co možná nejpřesněji zobrazovaly aktuální hodnoty. Při tvorbě 
nástěnek se využívají zejména tabulkové přehledy, a to z důvodu maximální 
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přehlednosti. Nicméně v poslední době uživatelé stále více začínají požadovat grafické 
zobrazení například za pomocí měřících indikátorů nebo grafů. I produkce takového 
typu nástěnek je v nástroji DeepSee možná. 
3.6 Postup nasazení systému 
3.6.1 Souhlas vedení 
V první fázi projektu je nejprve nutné získat souhlas vedení společnosti s nasazením 
nového systému. Aby bylo možné tento souhlas získat, musí být všichni členové vedení 
podrobně seznámeni s projektem. Tento souhlas je vyžadován u všech projektů, které 
jsou vytvářeny od vrchu směrem dolů. 
Tímto souhlasem se vedení zavazuje, že bude v průběhu projektu přiřazovat zdroje. 
Zejména se jedná o zdroje lidské a finanční. 
Bez souhlasu vedení není možné nasadit systém a ani dosáhnout zabezpečení 
informační infrastruktury společnosti [4]. 
 
Projekt vytvoření a nasazení nové informační strategie byl schválen ředitelem 
nemocnice i jeho náměstky. Projektu tedy byla přislíbena maximální podpora vedení, a 
to včetně přiřazení jednotlivých zdrojů, zejména finančních. 
3.6.2 Identifikace aktiv 
Tato fáze projektu je naprosto klíčová z pohledu jeho celkového vývoje. V této části 
projektu je třeba identifikovat jednotlivá aktiva organizace a ocenit je. Na základě 
tohoto rozboru pak bude vytvořena podrbná analýza rizik [4]. 
Tato aktiva se dělí na: 
 Primární neboli hmotná aktiva 
 Sekundární neboli nehmotná aktiva 
Pro vytvoření analýzy rizik je nutné identifikovat veškerá aktiva a poté je ocenit z 
pohledu dostupnosti, důvěrnosti a integrity. 
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Jak již bylo uvedeno, správné zpracování tohoto dokumentu je naprosto klíčové z 
hlediska celého projektu. V případě chybného provedení nebo dokonce vynechání 
tohoto kroku hrozí nefunkčnost celého informačního řešení. 
 
Nejprve je nutné identifikovat aktiva napříč celou organizací.  
 
Tabulka 3. 1 Aktiva organizace 
(Zdroj: Vlastní zpracování) 
Aktiva Položka Hodnota 
Hardware Servery 5 
 
Klientské stanice 3 
 
Přístupové portály 3 
 
Zdravotnická zařízení 5 
 
Telefony 3 
 
Tablety 3 
Software Informační systém 5 
 
Operační systém 4 
 
Software pro komunikaci 3 
Data 
Data zdravotnických 
zařízení 5 
 
Záznamy pacientů 5 
 
Záznamy zaměstnanců 5 
 
Finanční záznamy 5 
 
Zdravotnické záznamy 5 
Služby 
Komunikace mezi 
zařízeními 5 
 
Sdílení dat 4 
 
Nemocniční komunikace 3 
 
Service desk 3 
 
Analýza rizik 
V dalším kroku je třeba identifikovat hrozby jednotlivých aktiv a ohodnotit jejich 
pravděpodobnost a dopad, díky kterému ve výsledku spočítáme celkovou hodnotu 
rizika. Hodnocení je provedeno metodou odhadu na základě konzultace s jejich 
vlastníky. Pravděpodobnost a dopad se hodnotí na škálách 1-5, přičemž celková hodnota 
rizika se rovná jejich násobku. Riziko tedy může dosahovat hodnoty 1-25. 
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Tabulka 3. 2 Ocenění aktiv hardware 
(Zdroj: Vlastní zpracování) 
 
 
Tabulka 3. 3 Ocenění aktiv software 
(Zdroj: Vlastní zpracování) 
 
 
 
 
 
 
 
 
Aktiva Položka Hodnota Hrozba Zranitelnost Pravděpodobnost Dopad Riziko
Hardware Servery 5 Ztráta/Ohrožení dat Výpadek serveru 1 5 5
Výpadek zálohování 1 5 5
Absence aktualizací 2 3 6
Neoprávněný přístup 2 5 10
Nedostatečné zabezpečení 3 4 12
Absence školení 3 2 6
Vadná UPS 2 5 10
Klientské stanice 3 Ztráta/Ohrožení dat Výpadek stanice 1 4 4
Výpadek zálohování 3 2 6
Absence aktualizací 3 1 3
Neoprávněný přístup 2 4 8
Nedostatečné zabezpečení 3 2 6
Absence školení 4 1 4
Vadná UPS 2 1 2
Přístupové portály 3 Ztráta/Ohrožení dat Absence školení 4 1 4
Vadná UPS 2 1 2
Neoprávněný přístup 2 4 8
Zdravotnická zařízení 5 Ztráta/Ohrožení dat Výpadek portálu 1 2 2
Výpadek zálohování 1 5 5
Absence aktualizací 2 5 10
Neoprávněný přístup 2 5 10
Nedostatečné zabezpečení 3 4 12
Absence školení 3 5 15
Vadná UPS 2 5 10
Telefony 3 Ohrožení komunikacePřerušení komunikace 1 3 3
Odposlech citlivých informací 2 4 8
Tablety 3 Ztráta/Ohrožení dat/Ohrožení komunikaceAbsence aktualizací 2 2 4
Nedostatečné zabezpečení 2 4 8
Absence školení 3 1 3
Přerušení komunikace 3 2 6
Neoprávněný přístup 2 5 10
Odposlech citlivých informací 2 5 10
Aktiva Položka Hodnota Hrozba Zranitelnost Pravděpodobnost Dopad Riziko
Software Informační systém 5 Ztráta/Ohrožení dat/Ohrožení komunikaceVýpadek systému 1 5 5
Přerušení komunikace 1 5 5
Odposlech citlivých informací 2 5 10
Operační systém 4 Ztráta/Ohrožení dat/Ohrožení komunikaceVýpadek systému 2 5 10
Přerušení komunikace 2 5 10
Odposlech citlivých informací 2 5 10
Software pro komunkaci 3 Ztráta/Ohrožení dat/Ohrožení komunikaceVýpadek systému 1 2 2
Přerušení komunikace 1 2 2
Odposlech citlivých informací 1 5 5
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Tabulka 3. 4 Ocenění aktiv data 
(Zdroj: Vlastní zpracování) 
 
 
 
Tabulka 3. 5 Ocenění aktiv služby 
(Zdroj: Vlastní zpracování) 
 
 
Nyní jsou spočítány všechny hodnoty rizika a my můžeme přehledně vidět, jak moc 
nám mohou jednotlivé hrozby nepříznivě zasáhnout do chodu organizace. V další části 
je tedy nutné navrhnout opatření, jež mají za cíl minimalizovat hodnotu rizika. 
3.6.3 Návrh opatření 
Na základě analýzy aktiv byla identifikována veškerá kritická místa systému. Je možné, 
že při analýze byly nalezeny nedostatky, které mohou ve výsledku ohrozit funkčnost 
nebo bezpečnost systému. V tomto bodě je nutné vytvořit seznam nedostatků a ten 
srovnat podle priorit, na základě kterých se budou jednotlivé nedostatky řešit. 
Aktiva Položka Hodnota Hrozba Zranitelnost Pravděpodobnost Dopad Riziko
Data Data zdravotnických zařízení 5 Ztráta/Ohrožení dat Poškození dat 2 5 10
Upravení dat 2 5 10
Krádež dat 3 5 15
Odstranění dat 3 5 15
Záznamy pacientů 5 Ztráta/Ohrožení dat Poškození dat 3 5 15
Upravení dat 3 5 15
Krádež dat 4 5 20
Odstranění dat 4 5 20
Záznamy zaměstnanců 5 Ztráta/Ohrožení dat Poškození dat 2 5 10
Upravení dat 2 5 10
Krádež dat 3 5 15
Odstranění dat 3 5 15
Finanční záznamy 5 Ztráta/Ohrožení dat Poškození dat 3 5 15
Upravení dat 3 5 15
Krádež dat 4 5 20
Odstranění dat 4 5 20
Zdravotnické záznamy 5 Ztráta/Ohrožení dat Poškození dat 2 5 10
Upravení dat 2 5 10
Krádež dat 3 5 15
Odstranění dat 3 5 15
Aktiva Položka Hodnota Hrozba Zranitelnost Pravděpodobnost Dopad Riziko
Služby Komunikace mezi zařízeními 5 Ztráta/Ohrožení dat/Ohrožení komunikacePřerušení komunikace 1 5 5
Podstrčení falešných dat 3 5 15
Odposlech citlivých informací 4 5 20
Sdílení dat 4 Ztráta/Ohrožení dat/Ohrožení komunikacePřerušení komunikace 1 3 3
Podstrčení falešných dat 3 3 9
Odposlech citlivých informací 4 3 12
Nemocniční komunikace 3 Ztráta/Ohrožení dat/Ohrožení komunikacePřerušení komunikace 2 3 6
Podstrčení falešných dat 1 1 1
Odposlech citlivých informací 2 3 6
Vzdálený přístup 3 Ztráta/Ohrožení dat/Ohrožení komunikacePřerušení komunikace 2 2 4
Neoprávněný přístup 4 3 12
Service desk 3 Ztráta/Ohrožení dat/Ohrožení komunikacePřerušení komunikace 1 3 3
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Na identifikovaná rizika je možné reagovat několika způsoby: 
 Eliminace rizika - nejvhodnější variantou je eliminace všech rizik předchozí 
analýzy. Tedy minimalizovat jejich celkovou hodnotu minimalizací 
pravděpodobnosti a dopadu. 
 Přijetí rizika - ne všechna rizika jsou však kritická nebo jejich řešení není z 
celkového pohledu ekonomické. V takovém případě je možné riziko akceptovat. 
V tuto chvíli je na místě vytvořit opatření, jež mají za cíl snížit hodnotu jednotlivých 
rizik. 
Seznam veškerých opatření včetně jejich hodnot se nachází v přílohách tohoto 
dokumentu.  
Výpadek hardwaru z důvodu poškození 
Tento výpadek může omezit schopnost práce s informačním systémem. Například 
nebude možné načítat zdravotní karty pacientů nebo do nich zapisovat. Jak je vidět, 
tento výpadek má potenciál přerušit chod systému. 
Řešení: 
Protože tyto výpadky není možné tolerovat, je vhodným řešením paralelní provoz 
několika zařízení. V případě výpadku například serveru přebere jeho funkcionalitu 
server jiný. Je tedy možné, že v takovém případě nastane pokles výpočetního výkonu, 
nicméně by neměla být ohrožena funkčnost systému. 
Výpadek zálohování 
Zejména u pracovních stanic může časem dojít k poškození paměťového média. Aby 
nedošlo ke ztrátě dat, je nutné pravidelné zálohování. 
V případě výpadku tohoto zálohování nebude možné obnovit systém do posledního 
stavu. 
Zároveň také může dojít k poškození poslední zálohy. V případě, že uchováváme jen 
poslední zálohu, mohou být při jejím poškození data ztracena. 
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Řešením je pravidelně kontrolovat aktualizace systému a zároveň uchovávat hned 
několik posledních záloh. V případě poškození nejnovější zálohy je pak systém 
obnoven z předcházející zálohy. V takovém případě může dojít ke ztrátě dat, ale pouze 
v omezené míře. 
Absence aktualizací 
Při vývoji aplikací je téměř nevyhnutelné, že bude obsahovat chyby. Tyto chyby se 
mohou týkat samotné funkcionality nebo mohou narušovat zabezpečení. Aktualizace 
mají za cíl tyto chyby opravovat a tak celkově zvyšovat bezpečnost systému. 
Výrobce aplikace zároveň může podporovat pouze několik posledních verzí systémů. 
Proto může absence aktualizování způsobit ztrátu této podpory. 
Je třeba kontrolovat existující aktualizace v pravidelných intervalech a tak se ujistit, že 
na všech zařízeních se nachází nejnovější verze. 
Neoprávněný přístup do areálu 
V areálu nemocnice se nachází mnoho oblastí s omezeným přístupem. Vyvstává však 
otázka, jak tyto oblasti zabezpečit. Heslo je možné odposlechnout. Token je například 
možné zcizit. 
Je proto na místě zavést více-faktorovou autentizaci uživatele například kombinací 
například hesla a tokenu. Je samozřejmě možné, aby byly oba tyto faktory zcizeny, 
nicméně je tato šance podstatně nižší. 
Neoprávněný přístup k pracovní stanici 
Uživatel nebyl odhlášen od své pracovní stanice, ke které se dostal neoprávněný 
uživatel. 
Přístup byl získán nedbalostí uživatele. Je tedy na místě zavést pravidla, jež budou 
zakazovat toto chování. Toto pravidlo by mělo nařizovat uživatelům odhlášení pokaždé, 
když opouštějí svou pracovní stanici. 
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Zabezpečení sítě 
Přístup k citlivým datům díky udělení přístupu do jiné sítě. Takto by například mohl 
uživatel získat přístup do sítě pro návštěvníky. Pokud by však tato síť nebyla vhodně 
oddělena od ostatních, mohl by se dostat k citlivým datům [6]. 
Je třeba, aby byly jednotlivé sítě od sebe oddělený a mezi nimi byl firewall, který bude 
řídit a povolovat komunikaci. Vhodné nastavení tohoto firewallu by mělo zabránit 
většině útoků tohoto typu. 
Absence školení 
Ve fakultní nemocnici se pracuje s velmi specializovaným vybavením. Užívání těchto 
zařízení neproškoleným uživatelem může snadno vést k jejich poškození, nebo dokonce 
k ohrožení zdraví pacientů. 
Je naprosto zásadní, aby byli všichni uživatelé pravidelně školeni v oblasti svého 
působení. Tato školení je třeba zakončit testem a praktickým příkladem, aby bylo jasné, 
že každý uživatel je dostatečně připraven. 
Poškozená UPS 
Pří výpadku elektrické energie nebude zařízení plynule převedeno na záložní zdroj. 
Poškozená UPS může vést k tomu, že přechod nebude plynulý a povede k vypnutí 
zařízení. 
V nemocničním prostředí nesmí v žádném případě dojít k sebemenšímu výpadku 
elektrické energie, proto je třeba využívat UPS, které jsou schopny okamžitě 
přesměrovat energii ze záložního zdroje. Tuto jejich funkčnost je třeba pravidelně 
kontrolovat simulovanými testy. 
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3.7 Dokumentace projektu 
Všechna rozhodnutí přijatá v rámci organizace musí být řádně dokumentována. 
Hlavním důvodem je možnost dohledání všech rozhodnutí a opakovatelnosti kroků v 
případě rutinních činností [4]. 
3.7.1 Dokumentace ISMS projektu 
Rozsah a hranice ISMS 
V tomto dokumentu je nutné specifikovat rozsah a hranice projektu. Jedná se tedy o 
jakýsi popis všech dotčených částí systému. Pro správné navržení rozsahu je třeba vzít v 
potaz veškeré specifické charakteristiky organizace, mezi které patří: 
 Organizační struktura 
 Lokace organizace 
 Topologie jednotlivých prvků systému 
 Aktiva 
 Použité technologie [4] 
3.7.2 Politika ISMS 
Dokument, jenž vyjadřuje souhlas vedení společnosti s připravovaným projektem. 
Zároveň jím vedení přijímá zodpovědnost za prosazování cílů projektu. Tento dokument 
vyjadřuje, že vedení je plně seznámeno s navrhovaným projektem, chápe veškeré 
přínosy a úskalí projektu a je připraveno alokovat zdroje dle požadavků projektu [4]. 
3.7.3 Hodnocení rizik 
Tento dokument popisuje metody použité k hodnocení rizik v navrhovaném projektu. 
Metodika bude jednotná přes všechna riziková místa projektu. 
Z tohoto dokumentu bude vycházet následná analýza rizik. V dokumentu je možné určit 
faktory ovlivňující kritičnost jednotlivých rizik a dále je možné určit kritéria jasně 
specifikující, kdy je možné riziko akceptovat [4]. 
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3.7.4 Identifikace a hodnocení aktiv 
Dokument obsahující seznam veškerých aktiv spojených s projektem. Tento dokument 
také zobrazuje vlastníka každého identifikovaného aktiva. Dále jsou zde uvedena 
kritéria, podle kterých jsou aktiva identifikována a posléze hodnocena. 
Hodnocení se týká zejména důvěrnosti, dostupnosti a integrity [4]. 
3.7.5 Identifikace rizik 
Přímo navazuje na identifikaci a hodnocení aktiv. Jsou zde uvedena kritická místa 
systému a identifikovány jeho nedostatky. Kritickou součástí je seznam veškerých 
identifikovaných rizik [4]. 
3.7.6 Analýza rizika 
Jedná se o další dokument, jež hierarchicky navazuje na identifikaci rizik. V tomto 
dokumentu je jasně vyjádřen výpočet pravděpodobnosti, dopadu a celkové hodnoty 
rizika. Na základě tohoto výpočtu jsou všechna identifikovaná rizika ohodnocena a 
případě seřazena dle vážnosti [4]. 
 
3.7.7 Návrh opatření 
Dokument zobrazující možná řešení, jež mají za cíl snížit hodnotu rizika ať už snížením 
jeho pravděpodobnosti nebo dopadu. Na základě toho je možné riziko snížit nebo 
dokonce eliminovat.  Ne všechna řešení je však možné snížit, případně v některých 
specifických případech není jejich snížení ekonomické. V takovém případě je možné na 
základě jednoznačných pravidel riziko akceptovat. 
V tomto dokumentu jsou následně vypsaná veškerá rizika včetně návrhu opatření. Je 
třeba v seznamu uvést i akceptovaná rizika [4]. 
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3.7.8 Cíle a bezpečnostní opatření pro zvládání rizik 
Na základě navržených opatření jsou vybrány ty, jež nejlépe řeší daný problém v 
souladu se zájmy celé organizace. Při řešení rizik je třeba brát v potaz legislativu dané 
země. V tuto chvíli je třeba zhodnotit rizika, jež byla navržena na akceptaci a 
rozhodnout, zda je toto řešení vhodné. 
Vzhledem k předchozím dokumentům je třeba zhodnotit veškeré návrhy na řešení všech 
identifikovaných rizik a jednotně rozhodnout o následujícím postupu [4]. 
3.7.9 Akceptovaná rizika 
Samostatný dokument, jenž popisuje veškerá akceptovaná rizika včetně důvodů, jež 
vedla k této formě řešení. V tomto dokumentu jsou všechna rizika navržená pro 
akceptaci schválena nebo zamítnuta [4]. 
3.7.10 Povolení ISMS projektu v rámci organizace 
Dokument, jenž vyjadřuje souhlas vedení k zavedení, provozu a monitorování 
informačního systému v rámci organizace [4]. 
Tento dokument by měl obsahovat následující části: 
- Stanovení cílů ISMS projektu včetně postupu jejich dosažení 
- Stanovení rolí odpovědností a pravomocí v projektu ISMS 
- Propagace projektu v rámci organizace 
- Soulad cílů se strategií organizace a legislativními požadavky 
- Alokace zdrojů ve všech fázích projektu 
- Monitorování systému 
- Údržba systému 
- Zlepšování systému 
- Pravidla pro akceptaci rizik 
- Pravidla pro provádění auditů [4] 
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3.7.11 Prohlášení o aplikovatelnosti 
Dokument obsahující seznam cílů projetu identifikovaných rizik a jejich opatření. Je 
zde uveden seznam veškerých opatření a veškerých kroků, jež byly s opatřeními 
spojeny. Zároveň jsou zde uvedeny důvody, které vedly k volbě opatření nebo naopak k 
vyřazení opatření, jež bylo v rámci organizace zavedeno. Tento dokument je možné 
využít pro zpětnou kontrolu, zda byla vyřešena veškerá rizika ať už snížením jeho 
hodnoty nebo akceptací. Zároveň je možné zkontrolovat, zda nějaké opatření nebylo 
omylem vyřazeno [4]. 
Dokument obsahuje následující části: 
 Opatření včetně důvody jejich výběru 
 Již implementovaná opatření v rámci organizace 
 Vyřazená opatření včetně důvodu pro jejich vyřazení [4]. 
3.8 Nasazení Cache 
V předchozí části byla představena základní problematika týkající se propojování 
systémů, vývoje aplikací a meziaplikační komunikace. Tato kapitola ukáže jednu z 
možností, jak je možné danou problematiku řešit a to pomocí systému Cache od 
společnosti InterSystems. 
Cache je postaveno na objektovém modelu, který podporuje následující funkcionalitu: 
Dědičnost – jedná se o takové propojení jednotlivých tříd, přičemž jedna třída dědí 
metody a vlastnosti z třídy jí nadřízené. 
Polymorfismus – vyjadřuje, že jedna metoda může produkovat různé výsledky na 
základě třídy ke které je připojena. 
Persistence – tyto třídy jsou uloženy v paměťovém médiu a je možné je v případě 
potřeby opětovně získat. 
Definice tříd – všechny třídy jsou uloženy ve slovníku, který zajišťuje přehledné 
zobrazení. 
Objekty – jednotlivé objekty mají jedinečné identifikátory, na základě kterých je 
možné je odlišit. 
Literály – konkrétní hodnoty s určitým datovým typem (nejedná se o objekt). Ačkoli 
obsahují hodnotu, nemají jedinečný identifikátor. 
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Vlastnosti – každá třída, obsahuje vlastnosti, které do určité míry definují objekty a to 
na základě jejich hodnoty nebo stavu.  Uživatelé Cache mají plnou kontrolu nad 
vlastnostmi objektů. 
Vlastnosti a Literály – protože literály jsou hodnoty je zřejmé, že vlastnosti mohou 
využívat právě literály, místo fixních hodnot. 
Generátor metod – jedná se o speciální metodu, která je schopná vygenerovat další 
dodatečné metody, které aplikace využívá, a to bez přerušení chodu aplikace. Je tedy 
možné je vytvářet za běhu systému [5]. 
3.8.1 Součásti Cache 
Cache není samostatný systém, jedná se o propojení několika systémů, na základě 
kterých je dosahována požadovaná funkcionalita. Tyto jednotlivé komponenty dokonce 
využívají a podporují různé programovací jazyky, z čehož pramení obrovská 
kompatibilita a škálovatelnost systému. 
 
Cache Studio 
Vývojové prostředí, které je přímo součástí integrační platformy. Toto prostředí je 
možné ovládat přes Grafické uživatelské rozhraní (GUI). Odtud je možné spravovat 
velkou část systému a provádět základní úpravy jako například: definice tříd nebo 
metod a nastavení jejich vlastností pomocí nastavitelných formulářů. Pokročilejší 
změny lze pak provádět pomocí programovacího jazyka Cache Class Definition 
Language nazývaného zkráceně jako CDL [5]. 
 
Studio 
Programovací rozhraní, ve kterém je možné provádět komplexní úpravy nad 
jednotlivými objekty a částmi aplikace. Studio podporuje veškeré programovací jazyky 
využívané v rámci celého systému, a je proto odtud možné provádět téměř veškeré 
úpravy včetně exportování a importování jednotlivých objektů [5]. 
 
Ensamble 
Platoforma zajišťující bezproblémovou komunikaci i mezi aplikacemi, které by za 
normálních okolností spolu komunikovat nedokázaly, a to ať už z důvodu datové 
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nekompatibility, nebo neshodných komunikačních protokolů. Ve výsledku je možné 
propojení veškerých systémů a vytvoření tak zdánlivě jednotnou infrastruktury s 
jednotným nastavením. To do značné míry zjednodušuje zpracování dat a identifikuje, 
případně odstraňuje místa, kde vznikají chybová data. 
Není nutné, aby Ensamble sjednocoval komunikaci pouze uvnitř podniku. Je možné jej 
nastavit i pro sjednocení komunikace mezi dodavateli, odběrateli a tak v podstatě 
propojit téměř všechny typy informačních systémů [5]. 
 
DeepSee 
Jako v případě Studia se jedná o grafické rozhraní, které zjednodušuje přístup k datům a 
jejich zpracován. Tato komponenta umožňuje uživateli jednoduše vytvářet datové 
kostky a provádět nad nimi analýzy, a to ať již příkazy typu SQL, anebo 
přednastavenými formuláři pracujícími na metodě Drag and Drop. Vytvořené datové 
struktury je možné rozebrat na pivoty a z těch pak generovat nástěnky. Tyto nástěnky 
slouží pro přehledné zpracování dat a jejich prezentování [5]. 
 
Terminál 
Představuje naprosto základní rozhraní na bázi příkazového řádku (CMD). Přes ten lze 
tedy řídit veškerou funkcionalitu systému a zasahovat do aplikací hlouběji než v případě 
jiných komponent [5]. 
 
Class dictionary 
Jedná se o úložiště, které je si možné představit jako jednoduchou databázi. V ní jsou 
pak uloženy veškeré třídy a údaje s nimi spojené. Slovník je možné upravovat pomocí 
programového rozhraní, nicméně je téměř kompletně automaticky generovaný [5]. 
 
Class Compiler 
Běhový modul, který se, jak už název napovídá, stará o kompilaci jednotlivých tříd [5]. 
 
Macro Processor 
Vše, co napíšeme ve studiu v programovacím jazyku ObjectScript, je zpracováváno 
právě v této části systému. ObjectScript je však jediným jazykem, který umí Cache 
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zpracovávat, a proto je nutné ostatní jazyky, makra a SQL příkazy v tomto systému 
překládat. Výstupem je tedy pak vždy ObjectScript [5]. 
 
Cache Object Server for ActiveX 
Tato část aplikace využívá Server ActiveX, který reprezentuje veškeré objekty Cache 
jako nativní objekty podle ActiveX. To posléze umožňuje pracovat se všemi objekty 
prostřednictvím vývojových nástrojů, jako například C++ nebo Visual Basic. Tyto 
nástroje jsou pak schopné nastavovat vlastnosti jednotlivých objektů, případně i 
nastavovat a upravovat jejich metody [5]. 
3.8.2 Třídy v Cache 
Na rozdíl od velkého množství jiných systému Cache striktně rozděluje třídy na datové 
a objektové. 
Datové třídy jsou již zmiňované literály, které obsahují hodnoty a datové typy.  
Objektové třídy obsahují, jak už název napovídá, objekty. Ty je možné dále dělit na 
třídy registrované a neregistrované [5]. 
 
 
Obrázek 3. 2 Třídy Cache (Zdroj: vlastní zpracování dle [5]) 
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3.9 Problematika zdravotnického prostředí 
Problematika zdravotnického prostředí z pohledu informační strategie. Tuto 
problematiku řeší zejména norma ISO/IEC 2799:2008 ve spolupráci s normou ISO/IEC 
27002. 
Normy obsahují ověřené postupy a směrnice, které by za pomoci opakujících se kontrol 
měly vést k efektivnímu řízení informační bezpečnosti ve zdravotnictví. 
Zavedení těchto norem zdravotnickému zařízení umožní zajistit minimální úroveň 
zabezpečení, která je dostatečná pro zajištění důvěrnosti, dostupnosti a integrity v tomto 
segmentu. 
Tato norma se však nevztahuje na informace pouze v elektronické podobě, nýbrž na 
veškeré informace bez ohledu na jejich formu. Jedná se tedy o papírové dokumenty, 
snímky, kresby, zvukové a video nahrávky … Dále se také týká způsobu ukládání, 
skladování těchto informací a jejich přenosu ať již ručně, poštou nebo elektronicky. 
Důležitým rysem těchto norem je technologická neutralita, která umožňuje normě ustát 
neustálý vývoj a změny v informačních technologiích. 
Ve zkratce lze tedy říci, že zmíněné normy určují požadavky na zabezpečení informací 
v oblasti zdravotnictví. Normy však striktně nedefinují, jak tyto požadavky musí být 
splněny [4]. 
3.10 Fyzická bezpečnost informační strategie 
Tato část práce se zabývá návrhem předpisů, postupů a systémů s cílem zajistit 
požadovanou fyzickou bezpečnost. 
3.10.1 Návrh bezpečnostní strategie 
V souladu s novými předpisy, které se objevily v souvislosti s přijetím kybernetického 
zákona, je nutné vybudovat novou informační strategii. Jedná se především o návrh 
nových předpisů, jak zacházet a spravovat data. 
Ke zvýšení bezpečnosti jako takové značně přispěje i zapojení jednotné informační 
platformy. Jednotné vstupní rozhraní bude lépe zabezpečovat elektronickou komunikaci 
na vnitřní síti nemocnice. Integrační platforma Ensmable pak bude striktně spravovat 
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pravomoci jednotlivých uživatelů. Bude tak zajištěno, že k datům má přístup vždy jen 
oprávněný uživatel. 
3.10.2 Bezpečnost pasivní vrstvy 
Tento přístup k bezpečnosti vyjadřuje potřebu jejího vymáhání již na úrovně kabeláže 
[4]. 
 
3.10.3 Bezpečnost kabeláže 
Bezpečnost na úrovni kabeláže bude zajištěna zavedením monitorovacího portu. Tyto 
porty pak budou skenovány monitorovacím softwarem. Díky tomu bude zachyceno 
každé narušení bezpečnosti kabelových rozvodů[8].  
Dalším důležitým bodem v oblasti kabeláže, i když ne tak kritickým pro jeho 
zabezpečení, je jeho přehlednost a evidence. Všechny kabely je třeba na obou koncích 
označit identifikačním štítkem a vést jejich podrobnou evidenci [9]. 
 
3.10.4 Blokace nepoužívaných konektorů 
Nevyužívané konektory představují samy o sobě bezpečnostní hrozbu, neboť může 
přijít neoprávněná osoba a připojit zařízení. Tomu lze nejefektivněji zabránit instalací 
blokátorů do konektorů. Tento blokátor lze pak odstranit pouze speciálním nástrojem 
nebo je dokonce permanentní [8]. 
 
3.10.5 Zamykání konektorů 
Riziko však nehrozí pouze u nepoužívaných konektorů. Teoreticky je možné vypojit 
využívaný konektor a napojit se místo něho. Nebo pouze přepojit konektory a tak 
například způsobit problémy v síti [8].  
Tomuto problému bude zabráněno nasazením klíčovaných konektorů napříč celou 
organizací. Tyto konektory nelze odpojit bez použití speciálního nástroje. Navíc budou 
nasazeny i speciální konektory, jež mají každý unikání tvar přípojky. Z toho důvodu je 
není možné mezi sebou zaměnit [10]. 
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3.11 Bezpečnostní předpisy 
Zabezpečení dat z technologického hlediska je poměrné komplexní záležitost. Nicméně 
však platí, že drtivé množství bezpečnostních průniků vzniká na základě nedbalosti 
uživatelů, kteří často nedodržují anebo dokonce nejsou vůbec seznámeni s bezpečnostní 
strategií organizace. Pokud jsou vytvořena určitá pravidla, jak udržovat bezpečnost dat, 
je klíčové s nimi seznámit veškeré uživatele a zároveň zajist vymáhání této strategie. 
3.11.1 Přihlašovací údaje 
V organizaci jako Fakultní nemocnice není možné, aby se bylo možné přihlásit 
jakémukoli portálu bez zadání přihlašovacích údajů. Zároveň z důvodu monitoringu 
není možné, aby mělo několik uživatelů společné přihlašovací údaje. 
Všem uživatelům budou přiděleny unikátní přihlašovací údaje, přičemž budou povinni 
ihned po jejich získání změnit heslo ke svému účtu. Toto heslo bude mít minimální 
požadovanou délku a bude obsahovat kombinaci velkých písmen, malých písmen a 
číslic. Všechny tyto položky musí být v heslu zakomponovány. Tato hesla budou 
periodicky měněna a nebude možné použít stejné heslo dvakrát. Pokud bude heslo 
zadáno třikrát špatně, další pokus o přihlášení bude možný až po několika minutách. 
Tyto návrhy by měly do značné míry zabránit takzvanému útoku hrubou silou, při 
kterém jsou neustále zadávány nejrůznější kombinace hesel. 
Je důrazně zakázáno zapisovat přihlašovací údaje nebo je dokonce nechávat v blízkosti 
svého pracoviště. 
3.11.2 Instalace aplikací 
Jakékoli aplikace, které neprošly schvalovacím řízením, mohou obsahovat škodlivý kód 
a jako takové představují závažnou bezpečnostní hrozbu. Proto je nutné, aby veškeré 
aplikace byly prověřené a schválené IT oddělením.  
Systém nedovoluje běžným uživatelům instalaci jakéhokoli softwaru. Nicméně i 
předpisy důrazně zakazují instalaci nebo jakékoli spouštění neschváleného softwaru. 
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3.11.3 Zacházení s elektronickou poštou 
Zaměstnanci jsou povinni pro komunikaci využívat pouze interní elektronickou poštu 
Fakultní nemocnice, která je plně spravována IT oddělením nemocnice. Tím je vyřešena 
problematika ukládání dat, která jsou uložena na interních serverech. 
Zároveň jsou všichni zaměstnanci instruování a důrazně varováni před otevíráním 
jakýchkoli příloh v elektronické poště. Právě tyto přílohy často obsahují škodlivý kód a 
jsou častým důvodem narušení bezpečnosti. 
Dalším bezpečnostním rizikem spojeným nejen s elektronickou poštou jsou posílané 
odkazy. Uživatelé jsou instruovaní neposílat a nepoužívat odkazy uvnitř elektronické 
komunikace. Tyto odkazy mohou uživatele často přesměrovat na stránku, která je 
identická s přihlašovacím údajem organizace. Nicméně se jedná o falešné rozhraní, 
které má za cíl získat přihlašovací údaje uživatele. 
3.11.4 Opouštění pracoviště 
Kdykoli uživatel opouští svou pracovní stanici, je povinen se odhlásit. Není tedy možné, 
aby neoprávněný uživatel získal přístup k pracovní stanici, která zůstala po odchodu 
uživatele přihlášená.  
3.11.5 Dvoufázové přihlašování 
V případě přístupu k nejcitlivějším datům bude zavedeno dvoufázové přihlašování, 
velmi podobné tomu, které se používá v bankovnictví. Po zadání přihlašovacích údajů 
bude vygenerován unikátní kód, který bude zaslán oprávněnému uživateli. Přístup do 
aplikace bude povolen až po zadání i tohoto kódu. 
3.11.6 Vytváření uživatelských práv 
Při zahájení pracovního poměru je nutné přidělit uživateli pravomoci. Tyto pravomoci 
mu zajistí přístup k informacím a datům, které potřebuje k výkonu své pracovní pozice. 
Nesmí se tedy stát, aby uživatel jakýmkoli způsobem získal přístup k utajovaným 
datům, která mu nejsou přidělena. 
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3.11.7 Rušení uživatelských práv 
Je třeba poctivě spravovat veškeré uživatele a jejich pravomoci. A je naprosto klíčové, 
aby při rušení pracovního poměru uživatele nebo jakékoli změně jeho pravomocí bylo 
informováno IT oddělení. Všechny účty uživatelů, se kterými byl ukončen pracovní 
poměr, musí být zrušeny. Z těchto přihlašovacích údajů tedy nesmí být možný jakýkoli 
přístup do systému. 
 
Veškerá tyto nařízení je třeba dodržovat z důvodu bezpečnosti klientů. Porušení těchto 
pravidel je tedy vážným přestupkem. 
3.11.7 Bezpečnost na základě nastavení systému 
Zvýšení zabezpečení celého informačního systému bude zajišťovat i nová integrační 
platforma informačního systému. Toho bude dosaženo šifrováním veškeré komunikace 
v celé vnitřní síti nemocnice. Díky tomu nebude možné získat smysluplná data ani v 
případě zachycení komunikace. 
K bezpečnosti jako takové přispěje i jednotné uživatelské rozhraní, které přispěje k 
snadnějšímu monitoringu všech přístupů a k řízení přístupových práv. Původní 
informační řešení vyžadovalo správu velkého množství přístupů do jednotlivých 
aplikací. Díky sjednocení uživatelé přijdou o přístupová práva k jednotlivým 
informačním systémům a budou přistupovat pouze do jednotného uživatelského 
rozhraní. Toto rozhraní pak bude řešit přístup do jednotlivých aplikací. 
3.11.8 Nastavení aplikační platformy 
Po důkladné analýze byly vyčleněny systémy, které zůstanou nadále součástí 
informační strategie fakultní nemocnice. 
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3.12 Časová analýza 
V této části práce se nachází časová analýza, jež hierarchicky zobrazuje celý postup 
nasazení informační strategie v hierarchickém pořadí. 
Časová analýza informační strategie 
Změna informační strategie je vždy velmi komplexní úkol, a proto je nutné jej dobře 
naplánovat. V této části práce, proto bude provedena časová analýza celého projektu, a 
to pomocí metody PERT. Hlavní důvod pro použití právě této metody je ten, že není 
možné předem naprosto striktně určit doby trvání jednotlivých činností. 
3.12.1 Identifikace jednotlivých činností 
V této části práce jsou identifikovány jednotlivé činnosti spojené s nasazením nové 
informační strategie. 
 
Prvotní analýza současné informační strategie 
V tomto bodě bude provedena základní analýza současné informační strategie ve FNB. 
Je třeba vyzvat všechna oddělení, aby představila veškeré informační technologie, které 
na oddělení používají. Poté je nutné opatřit seznam a vysvětlení veškerých předpisů 
uvnitř nemocnice. Dále je třeba provést audit informační bezpečnosti jednotlivých 
oddělení. Posléze bude provedena podrobná analýza. 
 
Podrobná analýza hardware 
Ještě před tím, než je možné vůbec přemýšlet nad tím, jak by bylo možné změnit a 
sjednotit informační systém, je třeba provést podrobný audit hardwaru v nemocnici. Ten 
pak bude sloužit jako jeden ze vstupních informací při výběru informačního řešení. Je 
nutné pochopit, že v nemocničním prostředí se nejedná pouze o běžné prvky 
informačních systémů, ale také o vysoce specializované přístroje, provádějící například 
zdravotní zákroky. Výstupem této činnosti tedy bude důkladný popis hardwaru. Jeho 
předností a nedostatků. Je tedy možné, že bude nutné některé zastaralé nebo jinak 
nevhodné části systému vyměnit. 
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Podrobná analýza software 
Nyní je nutné provést stejně podrobnou analýzu softwarového vybavení. Jak bylo již 
uvedeno v předchozích analýzách, v nemocnici se nachází velké množství informačních 
systémů. Je tedy nutné provést komplexní analýzu jednotlivých součástí. Každý 
jednotlivý systém musí být vyzkoušen. Důležité údaje tedy jsou: důležitost pro provoz 
oddělení, identifikace duplicitních systémů v různých odděleních, komunikační rozhraní 
a obecné komunikační schopnosti jednotlivých systémů, způsob ukládání a práce s daty, 
použitý programovací jazyk. Výstupem tedy bude kompletní seznam softwaru 
používaného napříč celou nemocnicí. Budou zde uvedeny systémy, se kterými je možné 
navázat komunikaci a je tedy možné je zachovat. Na druhou stranu zde bude uveden 
seznam systémů, které je naprosto nutné vyměnit. 
 
Podrobná analýza dataware 
Tato analýza značně souvisí s analýzou HW a SW. Je tedy vhodné, aby spolu jednotlivé 
týmy komunikovaly a sdílely poznatky. Tento tým analytiků se bude zejména zajímat o 
to, jak ve FNB probíhá správa dat. Jedná se zejména o to, odkud kam data putují a jak 
jsou zpracovávána, kde jsou ukládána, jaké osoby k datům mají přístup, jak jsou data 
zabezpečená, v jakém formátu jsou data ukládána. Výstupem tedy bude kompletní 
analýza datového toku ve FNB a analýza databázových systémů. 
 
Podrobná analýza orgware 
Tento tým se bude zabývat organizační stránkou celé nemocnice. Dostane soupis 
veškerých předpisů, které platí v celém areálu. V první části budou kontrolovat shodu se 
stávajícími předpisy a v případě zjištěného porušení jej ihned nahlásí patřičným 
vedoucím osobám. Další část bude předběžné navržení změn v souladu se zákony, aby 
bylo možné v budoucnu zavést nové sjednocené informační řešení. Výstupem tedy bude 
popis veškerých směrnic a předpisů a předběžný návrh změn. 
 
Podrobná analýza peopleware 
Řetěz je tak silný jako jeho nejslabší článek. To samé platí i v oblasti bezpečnosti. V 
informačních technologiích bývá velmi často tímto nejslabším článkem člověk neboli 
uživatel systému. Je tedy nutné vytvořit tým, který provede analýzu práce uživatelů 
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systému a to zejména z bezpečnostního hlediska. Je nutné identifikovat veškerá 
porušení, která by mohla vést k ohrožení citlivých dat uložených v systému. Na základě 
toho je pak nutné vytvořit takové předpisy, aby k těmto porušením již v budoucnu 
nemohlo dojít. Tento tým bude úzce spolupracovat s týmem analyzující Orgware. 
Výstupem bude nalezení bezpečnostních slabin z pohledu uživatelů systému a návrh 
opatření, aby nemohlo dojít k úniku citlivých informací. 
 
Vytvoření souhrnných dokumentů 
V tomto bodě proběhl informační audit po celé nemocnici v oblastech, které mají 
klíčový vliv z pohledu informační strategie. Na základě výsledků, které jednotlivé týmy 
podaly, bude vytvořen souhrnný dokument, který bude předložen vedení nemocnice. 
Vedení tak bude srozuměno se současným stavem, který panuje uvnitř tohoto zařízení a 
zároveň se bude moci lépe rozhodnout, až budou předloženy jednotlivé návrhy změn, 
aby bylo dosaženo celkově lepší výkonnosti a zabezpečení. 
 
Návrh změn 
Předchozí analýzy nepopisovaly pouze současný stav, měly také za úkol vzít v potaz 
nasazení nové informační strategie a hlavně také měly za úkol identifikovat nedostatky. 
Na základě všech těchto nedostatků je nyní třeba vytvořit dokument, který bude 
obsahovat jejich řešení, aby byly v budoucnu tyto nedostatky eliminovány. Nakonec 
bude i tento dokument předložen vedení nemocnice pro schválení. Změny se budou 
zejména týkat informačních technologií jako celku, nařízení, předpisů a bezpečnosti. 
 
Změny bezpečnostní politiky 
Na základě předchozího dokumentu budou nyní důkladně vypracovány jednotlivé 
změny bezpečnostní politiky a bude probíhat jejich implementace do provozu 
nemocnice. Tyto změny se nejčastěji budou týkat politiky hesel. Tedy nutnosti 
pravidelné změny hesla. Tato hesla budou mít minimální požadavky na délku a budou 
muset obsahovat různé typy znaků, aby bylo chráněno zejména proti útoku hrubou 
silou. Dále bude tato politika důsledně prosazovat pravidlo prázdné plochy a vyžadovat 
odhlášení od počítače, kdykoli uživatel opouští pracoviště. V neposlední řadě bude 
důrazně hlídáno zapisování hesel a jejich ukládání na místě pracoviště. Ačkoli se tyto 
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předpisy jeví jako poměrně přísné, je nutné si uvědomit, že se v nemocničním prostředí 
pracuje s důvěrnými a citlivými informacemi, které je možné snadno zneužít. Jasně 
daná bezpečnostní politika má chránit jak uživatele systému, tak i osobu, již data patří. 
 
Úprava předpisů 
Tato činnost opět úzce souvisí s činností předcházející a očekává se komunikace mezi 
jednotlivými týmy. V této části bude nutné navrhnout takové předpisy po celém areálu 
nemocnice, které umožní nasazení sjednocené informační strategie. Tato jednotná 
informační strategie vyžaduje i sjednocení předpisů. V těchto předpisech se neočekávají 
nijak radikální změny, ale s každou úpravou bude nutné později seznámit uživatele, 
neboť jinak nebude možné tyto změny prosazovat. 
 
 
Bezpečnostní školení zaměstnanců 
V tuto chvíli byly zavedeny jisté změny v areálu celého nemocničního zařízení. Tyto 
změny se týkají již výše zmíněných předpisů a zejména bezpečnostních nařízení. Nyní 
je  třeba seznámit zaměstnance s těmito změnami, neboť není možné vymáhat předpisy, 
o kterých nevědí. Bude tedy provedena série školení, na jejímž konci by měli všichni 
uživatelé informačního systému získat vyšší povědomí o bezpečnosti. Zároveň budou 
moci s těmito daty lépe pracovat bez obav z jejich kompromitování.  
 
Srovnání informačních řešení 
Na trhu se vyskytuje několik produktů, které umožňují propojování nezávislých 
informačních systémů. V tuto chvíli je potřeba vybrat jeden, který vyhovuje veškerým 
požadavkům, ať už interním nebo dokonce zákonným. Při výběru je třeba brát v potaz 
ne jen současný stav, ale i stav budoucí a tedy možnou škálovatelnost celého systému. 
Ačkoli je těchto systémů velké množství, tak jen několik je vhodných pro nasazení v 
nemocničním prostředí, které je hlídáno velkým množstvím předpisů a norem a zároveň 
zde vznikají vysoké požadavky na bezporuchovost systému. Je třeba si uvědomit, že i 
malé výpadky systému můžou mít závažný dopad na chod celého zařízení. Z toho 
důvodu je nejvhodnější vybrat právě řešení, které je vyvíjeno a už několikrát bylo 
použito právě v nemocničním prostředí. 
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Vývoj a úprava systému 
U systému, tak komplexního jako je sjednocení všech informačních systému v rámci 
nemocnice, nelze očekávat, že se systém pouze zapojí a vše bude fungovat. Pro jeho 
funkční nasazení bude třeba velké množství úprav. Zejména se jedná o nastavení 
komunikačních protokolů mezi jednotlivými zařízeními a systémy. Poté bude systém 
moci sbírat údaje od všech připojených zařízení. Samozřejmostí je, že systém bude 
moci i posílat data zpět a tím vytvoří jakýsi spojovací článek neboli most mezi dvěma 
zařízeními, které by si jinak informace posílat nemohly. 
Dalším bodem je pak vytvoření výstupů ze systému, aby jednotlivý uživatelé měli k 
zpracovávaným datům přístup. K tomu je nutné vytvořit grafické webové rozhraní, 
které poběží na vnitřní síti fakultní nemocnice. 
V posledním bodě je pak vhodné nastavit systém tak, aby monitoroval veškeré datové 
přenosy a bylo tak možné najít chyby nebo datové úniky. 
 
Představení nového systému 
Po vytvoření nového systému je vhodné zběžně seznámit zaměstnance, ale i vedení s 
novým systémem. Ukázat jeho přednosti a možnosti, které nový systém nabízí. V tuto 
chvíli je potřeba v podnítit v zaměstnancích zvědavost a přesvědčit, je že tento nový 
systém jim umožní lépe a efektivněji vykonávat jejich práci. Bez chuti naučit se něco 
nového by bylo školení málo efektivní, ale pokud bude uživatelům ukázáno, jak jim 
systém pomůže, je možné v nich podnítit chuť k učení a výrazně tak zvýšit účinek 
následujícího školení. 
 
Výběr oddělení pro prvotní nasazení 
Změnu takového rozsahu je sice možné nasadit na celém zařízení takzvaně metodou 
velkého třesku, nicméně to není vhodné. Mnohem lepším řešením je identifikovat úseky 
nebo jednotlivá oddělení nemocnice, na kterých neplní tento systém klíčovou roli pro 
jejich provoz. Tato oddělení jsou vhodná pro testování prvotní fáze. V prvotní fázi je 
možné očekávat výpadky. Nicméně je nutné získat provozní data, aby bylo možné 
ověřit jeho funkčnost. 
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Školení zaměstnanců z oddělení prvotního nasazení 
V předchozím kroku bylo identifikováno několik oddělení nemocnice, jejichž provoz 
není naprosto kriticky závislý na informačním systému, proto jsou tato oddělení vhodná 
pro testovací provoz. Aby mohl být systém na toto oddělení zaveden, je nutné zavést 
školení zaměstnanců. Tito zaměstnanci budou naučeni, jak s tímto novým systémem 
pracovat. Zároveň budou moci neustále podávat zpětnou vazbu a nápady na případné 
změny, které by byly po schválení přidány do funkcionálního portfolia systému. Tito 
zaměstnanci dostanou speciální školení a budou přímo hovořit s vývojáři. Je to hlavně 
z toho důvodu, že systém v tuto chvíli není kompletní a tudíž ani neexistuje školící 
program pro zaměstnance. Ten bude vznikat i na základě poznatků z tohoto prvotního 
zaškolení. 
 
Prvotní nasazení systému 
V tuto chvíli bude spuštěn systém na dříve identifikovaných odděleních. V případě tak 
kritického provozu jako je nemocnice není vhodné ihned systém zaměnit, ale bude 
zvolen souběžný provoz obou systémů. Roste zatížení jak informační infrastruktury, tak 
i zaměstnanců, kteří budou muset v tomto testovacím období vlastně pracovat se dvěma 
systémy a vytvářet duplicitní data.  
 
Souběžný chod stávajícího i nového systému 
V tomto období bude probíhat souběžný provoz obou systémů. Na základě tohoto 
prvotního provozu bude nutné otestovat funkčnost a stabilitu nového systému. Není 
možné si dovolit jakékoli výpadky. Jak již bylo zmíněno, jednotliví pracovníci budou 
moci konzultovat postup přímo s vývojáři a bude možné, aby navrhli nejrůznější 
vylepšení, které by se po schválení mohlo objevit ve finální verzi produktu. 
 
Analýza výstupů 
V tuto chvíli byly shromážděny výsledky předchozích testů. Hlavními prioritami budou 
výsledky stability, tedy veškeré výpadky, kterými testovaný systém během provozu 
trpěl. Dále bude testována shoda dat mezi stávajícím systémem a systémem novým. To 
však neznamená, že systémy budou obsahovat stejná data, ale to, že nový systém bude 
obsahovat správně spárovaná data, na která byl vytvořen. Dalším důležitým bodem je 
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zjištění, zda byl systém schopen komunikovat s veškerými připojenými zařízeními a zda 
se zde neobjevovala chyba v komunikačních protokolech. Nakonec bude patřičně 
prostudována zpětná vazba od veškerých uživatelů. Všechny výsledky z této analýzy 
výstupů budou shromážděny do souhrnného dokumentu spolu s návrhy na možné 
úpravy systému tak, aby lépe plnil požadovanou funkcionalitu. 
Důležitou součástí analýzy jsou také poznatky vzniklé při školení zaměstnanců. 
 
Úprava systému 
Je možné, že na základě předchozího testu byly identifikovány slabiny systému nebo 
vznikly dodatečné požadavky na funkcionalitu, které nebyly v době před prvotním 
testem známy. Tyto požadavky jsou zahrnuty v dokumentu z předchozí činnosti, který 
mapoval kompletní prvotní test. V tuto chvíli začnou externí a interní týmy zpracovávat 
požadavky na změnu systému a připravovat systém na další test, který už bude pokrývat 
veškeré oddělení Fakultní nemocnice. Je tedy nutné, aby byly odstraňeny veškeré 
nedostatky, které by mohly vést k výpadkům služby. Dále je vhodné v tuto chvíli před 
kompletním testem doplnit funkcionalitu, která bude doplňovat data do obou systémů 
najednou, aby nebyli uživatelé systému tak zatížení jako v případě souběžného testu na 
testovacích odděleních. 
Na základě prvotního zaškolení zaměstnanců a poznatků z analýzy systému je nyní 
možné zpracovat komplexní školící materiály, včetně osnovy školení a systémových 
příruček, které výrazně zjednoduší budoucí zaškolení zaměstnanců na práci s novým 
systémem. Zároveň bude navržen test pro jednotlivé pracovní pozice v systému, který 
bude mít za úkol ověřit získané znalosti a práci se systémem. 
 
Školení zaměstnanců 
Systém je připraven ke kompletnímu testovacímu nasazení v celém areálu nemocnic a 
je nyní vhodné s ním seznámit veškeré jeho uživatele. Toto školení bude mnohem 
rozsáhlejší nežli předchozí, a bude se týkat výrazně většího počtu uživatelů. Zároveň 
také není možné, aby všichni zaměstnanci najednou přestali dělat svou práci a zúčastnili 
se školení. Z toho důvodu budou vytvořeny školící skupiny a školící rozvrh. Ten se 
bude snažit co nejefektivněji přiřazovat jednotlivé uživatele na školení tak, aby vždy v 
danou chvíli někdo jiný zastával jeho místo v provozu nemocnice. Ke školení budou 
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využity materiály a příručky, které byly vytvořeny na základě předchozího prvotního 
školení a také na základě výstupů z prvotního testu systému. Na konci školení pak bude 
muset každý zaměstnanec složit test, který se týká jejich pracovní náplně. Tento test 
bude obsahovat zejména práci se systémem. Tato zkouška má za cíl ověřit, že všichni 
zaměstnanci, kteří se zúčastnili školení, jsou schopni obsluhovat systém na úrovni, která 
je vyžadována k jejich pracovnímu výkonu. 
 
Nasazení systému do kompletního provozu 
Následně bude systém nasazen na všech odděleních nemocnice. Opět je zřejmé, že není 
možné jednoduše přejít na nový systém a riskovat jeho možné výpadky. Proto je opět 
zvolena souběžná implementace. Systém nebude zapojen ihned na všech odděleních, ale 
jednotlivá oddělení budou připojována v tomto období postupně. Nicméně následující 
zkušební provoz již bude probíhat v areálu celé Fakultní nemocnice. 
 
Souběžný provoz na všech odděleních 
Jako v případě prvního nasazení, i v tuto chvíli bude probíhat souběžný provoz obou 
systémů v areálu celé nemocnice. Tento provoz bude velmi náročný na datové toky a je 
nutné, aby IT oddělení po celou dobu chodu sledovalo zatížení jednotlivých aktivních 
prvků v síti. Zvýšená náročnost na provoz se také, i když v menší míře než předchozím 
testu, projeví na straně uživatelů, kteří budou muset do jisté míry pracovat s oběma 
systémy. Protože bude v tuto chvíli systém zapojen i  na odděleních, která jsou 
kritičtější na nepřetržitý sběr informaci, je nutností řešit veškeré vzniklé incidenty 
okamžitě. A chyby, kterých by se nemělo objevit tolik, jako v případě předchozího testu, 
je třeba řešit za pochodu.  
 
Analýza výstupů celkového testu 
V průběhu celého testu bylo získáno velké množství provozních dat, které je nyní nutné 
vyhodnotit. Opět je třeba se zaměřit na poruchovost systému, která by měla v tuto chvíli 
po úpravách být výrazně nižší. Dále je nutno zkontrolovat také správnost zpracování a 
ukládání dat do databází. V neposlední řadě je třeba ověřit, zda byl systém schopen 
komunikovat s veškerými zařízeními, se kterými komunikovat měl. Nakonec je opět 
třeba získat zpětnou vazbu od jednotlivých uživatelů systému. Všechny tyto údaje a 
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mnoho dalších budou zpracovány do sjednoceného dokumentu s návrhem finálního 
řešení před zahájením ostrého provozu systému. 
 
Úprava systému 
Z výsledků předchozí analýzy je možné, že budou nalezeny dodatečné závady a 
nedostatky, které se neprojevily při prvotním testu. To mohlo být způsobeno zejména 
tím, že prvotní uživatelé nevyužívali nějakou funkci nebo zařízení na prvotně 
testovaných odděleních komunikovali na jiném protokolu. Nicméně je třeba veškeré 
identifikované chyby odstranit. Zároveň systém prošel rukama velkého množství 
uživatelů a na základě jejich zpětné vazby se jistě objevily nápady a požadavky na 
dodatečnou funkcionalitu systému nebo jeho úpravu. Je třeba ke všem návrhům 
přihlédnout a odsouhlasené požadavky tak do systému zakomponovat. Výsledkem by 
měl být systém, který v tuto chvíli zvládne  komplexně zpracovávat data ze všech 
informačních systémů pracujících v rámci Fakultní nemocnice. 
 
Převádění historických dat mezi systémy 
Nový systém se stará pouze o komunikaci mezi systémy a jako takový ukládá 
pouze  informace o komunikaci nebo chyby. Je tedy jasné, že stávající systémy 
využívají vlastní databáze. Ne všechny systémy však bylo možné do této univerzální 
informační strategie zapojit. U systémů, které bylo nutné přepojit, je třeba převést 
historická data. Po převedení je nutné otestovat jejích správnost. 
 
Odpojování nepoužívaných systémů 
Po kontrole správného převedení dat je v tuto chvíli možné začít s postupným 
odpojováním systémů, které nové informační řešení pro svůj provoz nepoužívá. Je 
vhodné, aby systémy byly odpojovány postupně a v případě vzniku nenadálé chyby 
bylo zřejmé, odpojením jakého systému byla způsobena. Je možné, že byla přehlédnuta 
nějaká vazba mezi tímto systémem a ostatními a náhlé odpojení veškerých 
nepoužívaných systémů by mohlo ohrozit bezproblémový stav nového sjednoceného 
systému. 
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Nasazení do provozu 
Nyní je systém plně funkční. zaměstnanci dokážou pracovat s veškerou jeho 
funkcionalitou a nevznikají za provozu žádné závažné chyby. V případě výpadku 
systému existuje strategie jeho obnovení ze zálohy, a tudíž jsou rizika minimalizována. 
Systém jako takový však nemá konečný stav. Tento bod pouze ukončuje jeho 
implementační fázi. Oddělení IT fakultní nemocnice bude neustále sledovat veškerý 
jeho provoz. 
V průběhu provozu je zřejmé, že vzniknou další dodatečné požadavky na úpravu nebo 
změnu jeho funkcionality. Integrace systému není pouze činnost se začátkem a koncem, 
ale cyklus, jehož každá otočka zajišťuje celkové zlepšení systému. 
 
3.12.2 Souslednost činností 
V tuto chvíli byly identifikovány a popsány jednotlivé činnosti. Není však zcela jasné, 
jak na sebe budou jednotlivé činnosti navazovat. Je tedy třeba si uvědomit, jaké činnosti 
musí předcházet jiné činnosti, aby mohla být uskutečněna. Tuto souslednost 
jednotlivých činností vyjadřuje následující tabulka. 
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Tabulka 3. 6 Činnosti 
(Zdroj: Vlastní zpracování) 
 
 
V dalším kroku jsou k činnostem přidány časové odhady trvání činností. Jedná se o 
odhad optimistický (a), pesimistický (b) a realistický (m). 
Tyto časy vyjadřují trvání jednotlivých činností v případě, že jde vše podle plánu a 
zároveň bere v potaz i možné komplikace, jež by mohly vést k změně délky trvání. 
 
 
  
Činnost Popis činnosti Předcházející Následující
A Prvotní analýza současného stavu informační strategie - B1,C1,D1,E1,F1
B Podrobná analýza Hardware A1 G1
C Podrobná analýza Software A1 G1
D Podrobná analýza Dataware A1 G1
E Podrobná analýza Orgware A1 G1
F Podrobná analýza Peopleware A1 G1
G Vytvoření souhrných dokumentů B1,C1,D1,E1,F1 G1
H Návrh změn G1 I1,J1,K1
I Změny bezpečnostní politiky H1 L1
J Úprava předpisů H1 L1
K Srovnání informačních řešení H1 M1
L Bezpečnostní školení zaměstanců I1,J1 O1
M Výběr informačního řešení K1 N1
N Vývoj a úprava systému M1 O1
O Představení nového informačního směru v celé FNB L1,N1 P1
P Výběr oddělení pro prvotní nasazení O1 Q1
Q Školení zaměstnanců prvotního nasazení O1 R1
R Prvotní nasazení systému Q1 S1
S Soubežný chod stávajícího i nového systému R1 T1
T Analýza výstupů S1 U1
U Úprava systému T1 V1,W1
V Školení ostatních zaměstnanců U1 X1
W Nasazení systému do kompletního provozu U1 X1
X Souběžný provoz na všech odděleních V1,W1 Y1
Y Analýza výstupů celkového testu X1 Z1
Z Převádění historických dat mezi systémy Y1 A2
AA Odpojování nepoužívaných systémů Z1 B2
BA Nasazení do provozu A2 -
XA Fiktivní trasa B G
XB Fiktivní trasa C G
XC Fiktivní trasa E G
XD Fiktivní trasa F G
XE Fiktivní trasa I L
XF Fiktivní trasa W X
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Tabulka 3. 7 Doby trvání činností 
(Zdroj: Vlastní zpracování) 
 
 
Na základě těchto údajů bylo možné vytvořit hrano-hranovou matici, na jejímž základě 
bude vytvořen síťový graf. 
Následující obrázek tedy popisuje síťový graf a všechny jeho činnosti, které jsou již 
hierarchicky seřazeny a navazují na sebe. Ten je možné najít v přílohách této práce. 
3.12.3 Výsledky časové analýzy 
Na základě provedených analýz můžeme určit, že projekt má dobu trvání 379 dní.  
 
Kritická trasa = A,C,XB,G,H,K,M,N,O,P,Q,R,S,T,U,V,X,Y,Z,AA,BA 
 
V tuto chvíli je na místě provést pravděpodobnostní analýzu, jež nám určí 
pravděpodobnost, se kterou se může nekritický uzel stát uzlem kritickým. K výpočtu 
těchto hodnot byla sestavena incidenční matice, jež se nachází v přílohách této práce. 
Následující tabulka zobrazuje shrnující výsledky incidenční matice. 
Činnost Popis činnosti Předcházející Následující a m b t δ2
A Prvotní analýza současného stavu informační strategie - B1,C1,D1,E1,F1 8 10 12 10 0,44
B Podrobná analýza Hardware A1 G1 16 20 24 20 1,78
C Podrobná analýza Software A1 G1 32 40 48 40 7,11
D Podrobná analýza Dataware A1 G1 10 12 14 12 0,44
E Podrobná analýza Orgware A1 G1 8 10 12 10 0,44
F Podrobná analýza Peopleware A1 G1 16 20 24 20 1,78
G Vytvoření souhrných dokumentů B1,C1,D1,E1,F1 G1 4 5 6 5 0,11
H Návrh změn G1 I1,J1,K1 12 15 18 15 1,00
I Změny bezpečnostní politiky H1 L1 8 10 12 10 0,44
J Úprava předpisů H1 L1 6 7 8 7 0,11
K Srovnání informačních řešení H1 M1 4 5 6 5 0,11
L Bezpečnostní školení zaměstanců I1,J1 O1 8 10 12 10 0,44
M Výběr informačního řešení K1 N1 3 4 5 4 0,11
N Vývoj a úprava systému M1 O1 40 50 60 50 11,11
O Představení nového informačního směru v celé FNB L1,N1 P1 1 2 3 2 0,11
P Výběr oddělení pro prvotní nasazení O1 Q1 1 2 3 2 0,11
Q Školení zaměstnanců prvotního nasazení O1 R1 3 4 5 4 0,11
R Prvotní nasazení systému Q1 S1 1 2 3 2 0,11
S Soubežný chod stávajícího i nového systému R1 T1 24 30 36 30 4,00
T Analýza výstupů S1 U1 4 5 6 5 0,11
U Úprava systému T1 V1,W1 8 10 12 10 0,44
V Školení ostatních zaměstnanců U1 X1 24 30 36 30 4,00
W Nasazení systému do kompletního provozu U1 X1 6 8 10 8 0,44
X Souběžný provoz na všech odděleních V1,W1 Y1 96 120 144 120 64,00
Y Analýza výstupů celkového testu X1 Z1 16 20 24 20 1,78
Z Převádění historických dat mezi systémy Y1 A2 8 10 12 10 0,44
AA Odpojování nepoužívaných systémů Z1 B2 8 10 12 10 0,44
BA Nasazení do provozu A2 - 4 5 6 5 0,11
XA Fiktivní trasa B G 0 0 0 0 0,00
XB Fiktivní trasa C G 0 0 0 0 0,00
XC Fiktivní trasa E G 0 0 0 0 0,00
XD Fiktivní trasa F G 0 0 0 0 0,00
XE Fiktivní trasa I L 0 0 0 0 0,00
XF Fiktivní trasa W X 0 0 0 0 0,00
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Tabulka 3. 8 Výsledky Incidenční matice 
(Zdroj: Vlastní zpracování dle [20]) 
 
 
Díky incidenční matici je nyní možné identifikovat nekritické uzly a to díky tomu, že 
obsahují nenulovou časovou rezervu. 
V rámci celého projektu se jedná o uzly: 3,5,6,10,12 a 22. 
 
 
Tabulka 3. 9 Pravděpodobnost změny kritičnosti uzlů 
(Zdroj: Vlastní zpracování dle [20]) 
Uzel Funkce Pravděpodobnost (%) 
3 F(u3) 1,772051238 
5 F(u5) 0,074002914 
6 F(u6) 1,772051238 
10 F(u10) 0,003110501 
12 F(u12) 0,003110501 
22 F(u22) 1,094449836 
 
Z výsledků vyplývá, že pravděpodobnost, změny nekritického uzlu na bod kritický je 
poměrně malá. 
 
 
Uzel 1 2 3 4 5 6 7 8 9 10 11 12 13 14
TM 0 10 30 50 20 30 50 55 70 80 75 80 79 129
TP 0 10 50 50 50 50 50 55 70 119 75 119 79 129
δ2TM 0 0,44 2,22 7,55 0,88 2,22 7,55 7,66 8,66 18,66 8,77 18,66 8,88 19,99
δ2Tp 95,75 95,31 88,2 88,2 88,2 88,2 88,2 88,09 87,09 76,2 86,98 76,2 86,87 75,76
RI 0 0 20 0 30 20 0 0 0 39 0 39 0 0
u 0 0 -2,10328 0 -3,17857 -2,10328 0 0 0 -4,00427 0 -4,00427 0 0
Uzel 15 16 17 18 19 20 21 22 23 24 25 26 27 28
TM 131 133 137 139 169 174 184 192 214 334 354 364 374 379
TP 131 133 137 139 169 174 184 214 214 334 354 364 374 379
δ2TM 20,1 20,21 20,32 20,43 24,43 24,54 24,87 25,34 28,87 92,98 94,76 95,2 95,64 95,75
δ2Tp 75,65 75,54 75,43 75,32 71,32 71,21 70,77 66,77 66,77 2,77 0,99 0,55 0,11 0
RI 0 0 0 0 0 0 0 22 0 0 0 0 0 0
u 0 0 0 0 0 0 0 -2,29229 0 0 0 0 0 0
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3.12.4 Prodloužení projektu 
Nyní je ještě na místě spočítat pravděpodobnost, zda bude projekt dokončen dříve nebo 
naopak později Pravděpodobnost bude počítána na prodloužení respektive zkrácení 
projektu o 60 dní. 
 
Tabulka 3. 10 Pravděpodobnost prodloužení projekt 
(Zdroj: Vlastní zpracování dle [20]) 
Počet dní Pravděpodobnost (%) 
+60 dní 73,45497084 
-60 dní 26,54502916 
 
Z výsledků je vidět poměrně velká pravděpodobnost opoždění projektu. S přibližně 
73,5% pravděpodobností bude projekt trvat o 60 dní déle, než bylo předpokládáno, tedy 
439 dní. Šance, že bude projekt dokončen o 60 dní dříve tedy s celkovou délkou 319 dní 
je přibližné 26,5%.  
3.13 Ekonomické zhodnocení projektu 
Z výše provedeného návrhu informační strategie a jeho časové analýzy je vidět, že se 
jedná o projekt velkých rozměrů. 
Vedení fakultní nemocnice si nepřeje zveřejňovat informace týkající se finančního 
zhodnocení projektu. 
3.13.1 Náročnost projektu z pohledu lidských zdrojů 
Je zřejmé, že projekt má značnou náročnost z pohledu financí, času a lidských zdrojů. 
Následující tabulka však zobrazuje jednotlivé činnosti vzhledem k jejich náročnosti na 
čas a lidské zdroje. V posledním sloupci je uvedena finální hodnota člověko-dní, každé 
činnosti. 
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Tabulka 3. 11 Náročnost projektu na čas a lidské zdroje 
(Zdroj: Vlastní zpracování dle [20]) 
 
 
 
 
  
Popis činnosti Časová náročnost Počet pracovníků Počet člověko-dní
Prvotní analýza současného stavu informační strategie 10 5 50
Podrobná analýza Hardware 20 3 60
Podrobná analýza Software 40 3 120
Podrobná analýza Dataware 12 4 48
Podrobná analýza Orgware 10 2 20
Podrobná analýza Peopleware 20 2 40
Vytvoření souhrných dokumentů 5 5 25
Návrh změn 15 5 75
Změny bezpečnostní politiky 10 3 30
Úprava předpisů 7 3 21
Srovnání informačních řešení 5 2 10
Bezpečnostní školení zaměstanců 10 5 50
Výběr informačního řešení 4 2 8
Vývoj a úprava systému 50 5 250
Představení nového informačního směru v celé FNB 2 2 4
Výběr oddělení pro prvotní nasazení 2 2 4
Školení zaměstnanců prvotního nasazení 4 3 12
Prvotní nasazení systému 2 5 10
Soubežný chod stávajícího i nového systému 30 2 60
Analýza výstupů 5 5 25
Úprava systému 10 5 50
Školení ostatních zaměstnanců 30 5 150
Nasazení systému do kompletního provozu 8 5 40
Souběžný provoz na všech odděleních 120 3 360
Analýza výstupů celkového testu 20 5 100
Převádění historických dat mezi systémy 10 2 20
Odpojování nepoužívaných systémů 10 2 20
Nasazení do provozu 5 5 25
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3.13.2 Očekávané přínosy informační strategie 
Od nasazení komplexní informační strategie ve Fakultní nemocnici Brno se očekává 
mnohé. 
Jak již bylo několikrát v práci uvedeno, tak hlavním přínosem je právě sjednocení 
stávajících informačních systémů a veškeré elektronické komunikace napříč organizací. 
Sjednocena nebude pouze komunikace, ale i jejich uživatelské rozhraní. Bude tedy 
výrazně zjednodušeno zacházení s jednotlivými zdravotnickými systémy. 
Požadavkem zadavatele bylo, aby data byla stále uložená ve stávajících informačních 
systémech. Tento požadavek byl splněn vhodným nastavením integrační platformy, 
která při všech dotazech kontroluje integritu a duplicitu dat. 
Dalším důležitým bodem je převedení veškerých záznamů do elektronické podoby. Tím 
se nevylučuje, že záznamy budou mít i svou papírovou podobu, nicméně budou vedeny 
převážně v podobě elektronické. 
Právě elektronické zpracování zdravotních dokumentů umožní jejich sdílení mezi 
odděleními, zdravotnickými zařízeními a nakonec i po celém světě. Bude tedy možné, 
aby oprávněný zdravotní pracovník měl vždy včasný přístup k aktuálním zdravotním 
záznamům. 
Od nové informační strategie se dále očekává vyšší bezpečnost citlivých dat. 
V současné době zejména kvůli přijetí kybernetického zákona výrazně stouply 
požadavky na bezpečnost. V této práci byly navrženy postupy a předpisy, které mají za 
cíl dosáhnout požadovaného zabezpečení. 
Přínosy se však netýkají pouze práce s daty. Nová informační strategie si dává mimo 
jiné za cíl zjednodušit a zefektivnit práci zaměstnanců, jejich komunikaci a sdílení 
informací. 
 
Z finančního hlediska je poměrně obtížné kvantifikovat jednotlivé přínosy. Vzhledem 
k zmiňovaným přínosům lze očekávat značné úspory nákladů díky tomu, že již není 
třeba udržovat velké množství nezávislých informačních systémů. Jejich správa bude 
probíhat přes jednotné integrační rozhraní. Další úspory nákladů je možné najít ve 
zvyšování efektivnosti jednotlivých zaměstnanců. 
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Závěr 
Ve své diplomové práci jsem se zabýval návrhem informační strategie ve fakultní 
nemocnici Brno. 
Tato konkrétní informační strategie se skládala z několika částí. 
Prvním a stěžejním bodem byla integrace informačních systémů. Historicky 
v nemocnici neexistovala jednotná informační vize, jež by sjednocovala rozvoj přes 
všechna oddělení, z toho důvodu jednotlivá oddělení nasazovala různé informační 
systémy. Ačkoli tento stav nebyl v počátku problematický, začaly časem vznikat 
požadavky na komunikaci mezi těmito systémy. 
K řešení tohoto problému byla vybrána integrační platforma Cache od společnosti 
InterSystems. Tento systém umožnil sjednocení komunikace napříč celou organizací. 
Dále umožnil vytvoření jednotného uživatelského rozhraní, jež vedlo k celkovému 
zjednodušení práce se systémem. Ve výsledku je nyní možné sdílet informace napříč 
systémy, což vedlo k vytvoření kompletních elektronických zdravotních karet o 
pacientech. Díky tomu může mít oprávněný pracovník nemocnice přístup k datům o 
svých pacientech, kdykoli je potřeba. Tato data jsou úplná a pravidelně aktualizovaná. 
Představují tak tedy takzvanou „jednotnou pravdu“. 
V další části této práce byly navrženy předpisy a postupy práce zaměstnanců se 
systémem, aby bylo dosaženo požadované bezpečnosti. 
V práci byla zpracována časová analýza podle metodiky PERT, jež přehledně zobrazuje 
časovou náročnost projektu. 
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Příloha č. I - Hrano-hranová matice 
 (Zdroj: Vlastní zpracování) 
 
 
 
A1 B1 C1 D1 E1 F1 G1 H1 I1 J1 K1 L1 M1 N1 O1 P1 Q1 R1 S1 T1 U1 V1 W1 X1 Y1 Z1 A2 B2
A 1 1 1 1 1
B 1
C 1
D 1
E 1
F 1
G 1
H 1 1 1
I 1
J 1
K 1
L 1
M 1
N 1
O 1
P 1
Q 1
R 1
S 1
T 1
U 1 1
V 1
W 1
X 1
Y 1
Z 1
AA 1
BA
0 0 1 1 1 1 1 5 1 1 1 1 2 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 A
1 0 0 0 0 0 0 5 1 1 1 1 2 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 B,C,D,E,F
2 0 0 0 0 0 0 0 1 1 1 1 2 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 G
3 0 0 0 0 0 0 0 0 1 1 1 2 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 H
4 0 0 0 0 0 0 0 0 0 0 0 2 1 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 I,J,K
5 0 0 0 0 0 0 0 0 0 0 0 0 0 1 2 1 1 1 1 1 1 1 1 2 1 1 1 1 L,M
6 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 1 1 1 1 1 2 1 1 1 1 N
7 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 1 1 1 1 2 1 1 1 1 O
8 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 1 1 1 2 1 1 1 1 P
9 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 1 1 2 1 1 1 1 Q
10 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 1 2 1 1 1 1 R
11 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 2 1 1 1 1 S
12 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 2 1 1 1 1 T
13 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 2 1 1 1 1 U
14 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 2 1 1 1 1 V,W
15 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 X
16 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 1 Y
17 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 1 Z
18 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 AA
19 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 BA
II 
 
Příloha č. II - Síťový graf 
 (Zdroj: Vlastní zpracování) 
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Příloha č. III - Přehled činností 
 (Zdroj: Vlastní zpracování) 
 
  
Činnost Uzly Doba trvání ZM ZP KM KP RC kontrola
A 1-2 10 0 0 10 10 0 0
B 2-3 20 10 30 30 50 20 20
C 2-4 40 10 10 50 50 0 0
D 2-7 12 10 38 22 50 28 28
E 2-5 10 10 40 20 50 30 30
F 2-6 20 10 30 30 50 20 20
G 7-8 5 50 50 55 55 0 0
H 8-9 15 55 55 70 70 0 0
I 9-10 10 70 109 80 119 39 39
J 9-12 7 70 112 77 119 42 42
K 9-11 5 70 70 75 75 0 0
L 12-14 10 80 119 90 129 39 39
M 11-13 4 75 75 79 79 0 0
N 13-14 50 79 79 129 129 0 0
O 14-15 2 129 129 131 131 0 0
P 15-16 2 131 131 133 133 0 0
Q 16-17 4 133 133 137 137 0 0
R 17-18 2 137 137 139 139 0 0
S 18-19 30 139 139 169 169 0 0
T 19-20 5 169 169 174 174 0 0
U 20-21 10 174 174 184 184 0 0
V 21-23 30 184 184 214 214 0 0
W 21-22 8 184 206 192 214 22 22
X 23-24 120 214 214 334 334 0 0
Y 23-24 20 334 334 354 354 0 0
Z 24-25 10 354 354 364 364 0 0
AA 26-27 10 364 364 374 374 0 0
BA 27-28 5 374 374 379 379 0 0
XA 3-7 0 30 50 30 50 20 20
XB 4-7 0 50 50 50 50 0 0
XC 5-7 0 20 50 20 50 30 30
XD 6-7 0 30 50 30 50 20 20
XE 10-12 0 80 119 80 119 39 39
XF 22-23 0 192 214 192 214 22 22
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Příloha č. IV - Incidenční matice 1/3 
 (Zdroj: Vlastní zpracování) 
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Příloha č. V - Incidenční matice 2/3 
 (Zdroj: Vlastní zpracování) 
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Příloha č. VI - Incidenční matice 3/3 
 (Zdroj: Vlastní zpracování) 
 
