Abstract. This paper presents an algorithm that changes the pixel position and the size of pixel values of digital images on the basis of Logistic system, using simple divisibility and XOR operation. The algorithm successfully encrypts the image. Experiments show that the algorithm is simple, crack the secret key space is large, very high security, and can resist a variety of attacks, with excellent practicality.
Introduction
With the development of the network, digital images have become an important medium for people to communicate daily [1] . The security of the image has also become a hotspot in many research scholars. Image scrambling is an important means of encrypting images. The current scrambling algorithm mainly achieves the purpose of encryption by changing the position of the image pixel or changing the size of the image pixel value. Such as Arnold transform, magic square transformation, etc., but these algorithms are only a single image pixel position or pixel values scrambled. And some algorithms exist cyclical, easy to be cracked [2] .
Due to the sensitivity of the initial value, the sequence generated is no law, the chaotic system has become the new favorite of scrambling. The use of chaotic system scrambling, you can improve the security of the system to ensure the safety of the image. On the basis of the above, this paper proposes a new algorithm to change the pixel position of image pixels and change the pixel value by using a chaotic sequence pair generated by two coupled chaotic maps. It is proved that the algorithm is simple and easy, and the encryption effect is good, and it can resist a variety of attacks, and the image recovery effect is excellent [3] .
Generation of Logistic Chaotic Sequences
Logistic Chaotic Mapping. Chaos refers to seemingly random irregularities that occur in deterministic systems. A chaotic system behavior is uncertain, non-repeatable and unpredictable. Chaos is an inherent characteristic of nonlinear dynamical systems. Its simple structure, sensitive to the initial value and white noise characteristics can improve the security of the encryption system to improve the difficulty of cracking. Chaotic systems play an excellent role in encryption.
Logistic mapping was first proposed by the 1976 mathematical ecologist R. May in the UK's Nature magazine, which originated from the population model. The Logistic map definition sequence is: = (1 − ) (1) Where u is the branch parameter. When u is in the interval (3.5699456,4), the sequence it generates is very complicated and there is no rule to follow. At this time, the Logistic system is chaotic and the chaotic sequence is generated. When u is not in this interval, the value will last Approaching a fixed data [4] .
Coupled Chaotic Sequences. In order to improve the anti -decipherability of the random sequence and increase the secret key space, two random logistic maps are combined to control the security and randomness of the sequence by interleaving the branching parameters of the other. The coupled chaotic maps are as follows:
In order to let the two sequences interfere with each other, according to the literature [3] , we define the branch parameters as follows: When the value of 0-255 on the 4 to be divisible, the business range between 0-63, while the remainder between 0-3. Calculate the maximum value of its quotient multiplied by 4 plus the maximum of the remainder, and its equal to 255 just falls within the gray scale range [5] . In addition, through the ergodic calculation we can find 0-63 between the value of different or 0-63 any value, the results still fall between 0-63. This gives us a very convenient and simple way to change the image gray value.
Image Scrambling Encryption Algorithm
Step 1: Select a digital image to be encrypted matrix I, for each pixel value to do divisible 4 and 4 to take the other operations, the specific calculation is as follows:
Step 2: Take the initial value as the initial value of the random sequence, using the formula (2) to iterate, thus generating chaotic sequences x , x … x and sequences y , y … y . The chaotic sequence is sorted from small to large way to get a new sequence, and save the new array of elements in the original array of the location, get arrX sequence and arrY sequence [6] .
Step 3: Use the permutation sequence of the generated double-coupled chaotic sequences to rearrange the resulting matrix of the shuffled 4 of the stored image, each of （i, j）which can correspond to（x , y ）, and（x , y ）can correspond to that, that is, the replacement can be used to complete the storage Divide 4 results to complete the matrix scrambling [7] .
Step 4: Take the initial value, use the formula (1) to generate a one-dimensional logistic sequence z , z , z … z of length m, in the sequence from small to large order to get a new sequence, save the new array of elements in the original array of the location, ArrZ, and will arrZ the number of 64 to take over, let his range in the interval [0,63] to update the arrZ specific operation as follows:
arrZ(1, j) = mod(arrZ(1, j), 64)
Step 5: will be different from the XOR, XOR result multiplied by 4, plus, get the final scrambling matrix, the specific operation is as follows:
Result(I, j) = divi(I, j)⨁arrZ(1, j) * 4 + residue(i, j) (8) In the process of image encryption, we introduce four secret keys, the secret search space is large, and each key change will have a great impact on the image, thus ensuring the security of the algorithm.
Image Scrambling Algorithm
The decryption algorithm is just the opposite of the encryption algorithm. First, the corresponding Logistic sequences are calculated, and the sequences are sorted by small to large sequences, and their corresponding position sequences are obtained. And the number of sequences is done by taking the remainder of 64. Then the ciphertext digital matrix H to 4 to take the operation, to obtain the corresponding remainder matrix. The ciphertext matrix minus the remainder matrix, and then pting the imag the original ret key to ge l image, we do a small e l
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