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Teknologi telepon seluler menyediakan beberapa layanan yang dapat digunakan 
untuk berkomunikasi. Salah satu dari layanan tersebut adalah SMS (Short 
Message Service). Dari sisi keamanan informasi, keamanan SMS belum terjamin 
karena memiliki keterbatasan dalam melakukan pertukaran informasi. Biasanya 
informasi tersebut bersifat rahasia dan penting sehingga diperlukan sistem yang 
bisa memberikan pengamanan terhadap informasi SMS yang ditukarkan antar 
pengguna pada telepon seluler berbasis android. Untuk penjaminan keamanan 
pada layanan SMS, diperlukan suatu penerapan metode pengaman. Salah satunya 
adalah dengan menggunakan algoritma kriptografi. Metode pengaman SMS yang 
digunakan adalah kombinasi metode vigenere cipher dan metode alpha-qwerty 
reverse. Metode vigenere cipher yaitu metode dengan menyandikan teks alfabet 
menggunakan deretan sandi caesar berdasarkan huruf-huruf pada kata kunci. 
Sedangkan metode alpha-qwerty reverse yaitu metode dengan mengambil dari 
perpanjangan urutan keyboard qwerty menjadi urutan alfabet berurutan. Software 
yang digunakan dalam pembuatan serta pengimplementasian metode pada aplikasi 
menggunakan eclipse. Ketika hendak mengirim SMS maupun menerima SMS, 
aplikasi tersebut sudah harus terpasang serta dengan kunci yang sudah disepakati 
oleh kedua belah pihak (telepon seluler pengirim dan penerima). Hasil penelitian 
ini yaitu pesan yang asli (plaintext) akan dienkripsi menjadi pesan yang tersandi 
(ciphertext) dan dikirim. Pesan akan masuk ke inbox penerima berupa ciphertext 
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Mobile phone technology provides several services that can be used to 
communicate. One of such services is SMS (Short Message Service). In term of 
security of information, SMS has not secure yet because having some limitation in 
exchange event of information. Mostly, the information is secret and crucial. 
Therefore, a secure way should be available to provide the security of exchanging 
SMS running on android’s mobile phone. Some methods has available, one of 
them is a cryptographic algorithm. The method of SMS security used is a 
combination of vigenere cipher method and alpha-qwerty reverse method. The 
vigenere cipher method is a method which formed by encoding alphabetical text 
using a caesar code based letters of keyword sequence. Meanwhile the alpha-
qwerty reverse method is the method which formed by taking from the extension of 
the qwerty keyboard sequence into a sequential alphabet sequence. Software used 
in the manufacture and implementation of methods is eclipse. When you want to 
send SMS or receive SMS, the application must be installed as well as with a key 
that has been agreed by both parties (mobile phone of sender and recipient). The 
results of this study are the original message (plaintext) will be encrypted into an 
encrypted message (ciphertext) and sent. The message will go to the receiver 
inbox in the form of ciphertext and is described as plaintext when read through 
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