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被ATM 吞卡。
对策：一般而言，交易完成且ATM
吐卡后，持卡人应在30秒内取卡。30
秒之内如果客户没有取卡，则ATM会再
次吞卡。持卡人在取卡时一定要掌握
好时间，以避免不必要的麻烦。遇到这
种情况，可与ATM 所在的银行网点联
系，取回被吞的银行卡。
其他风险
此外，持卡人在办理银行卡时的
相关资料应妥善保管，尽量避免他人
携带自己的相关资料(身份证、工作证、
财务证明等)代办银行卡，这样做可能
会带来他人通过复印原始资料，暗自
办理其他银行的贷记卡进行恶意透支
消费，而自己并不知情的情况，最终导
致自身蒙受经济损失。在其他需要使
用身份证(像买房、买车、办卡之类)复
印件的情况下，一定要在身份证复印
件空白处注明使用的用途，以防止别
有用心的人盗用自己的身份证办理贷
记卡并透支消费。
从在ATM 上贴“告示”，到在自助
银行门禁上安装盗码器，再到设置假
网上银行页面，直到如今的手机短信
诈骗，金融欺诈的伎俩不断“花样翻
新”，然而其根本目的却无非是套取持
卡人的卡号、密码等资料，然后再设法
盗用卡内资金。因此，无论面对何种形
式的金融诈骗，持卡人首先应具备强
烈的银行卡“信息保护”意识，不向任
何来路不明的个人或单位透露自己的
卡号、密码等重要信息，即使对方声称
是银行、银联等专业机构，或声称是这
些专业机构的工作人员。日常在公共
场所刷卡消费或在 ATM 提款时，也需
要注意对个人信息及密码的保护。
针对手机短信诈骗，持卡人除了
需坚持“信息保护”这一基本原则之
外，还需熟记一些发卡行的相关电话
号码，以便于识别和查询。其一是短信
发送号码。其二是银行卡服务号码。对
照银行向外公布的其银行卡业务部的
服务电话，持卡人可以发现那些声称
银行卡业务部的电话号码与真正的银
行卡服务号码不符。另外，需要提醒持
卡人注意的是，银行都是由电子银行
部来提供短信服务的，银行卡业务部
则不具备此项服务功能，而银联作为
一家提供银行卡公共服务平台的专业
机构，并不掌握诸如持卡人手机号码、
姓名、地址等个人资料，这些信息是由
各发卡行自己保管的。因此，以卡部及
银联名义发送短信本身就存在一定的
问题。其三是电话银行号码。目前各银
行的电话银行都提供银行卡查询服务，
熟记发卡行的电话银行号码，必要时
持卡人能方便地查询自己银行卡内资
金的流动情况。只有发卡行掌握持卡
人的个人资料及账户明细等全部信息，
因此持卡人要想确认银行卡是否异常，
唯一正确的方法是向发卡行进行查询
证实，可以致电发卡行的电话银行进
行查询证实。
贴示
中国银联提示：
持卡人应妥善保管好银行卡及密
码，如发现银行卡已丢失或被盗，应及
时通知发卡银行进行挂失；对于银行
卡、存折共用同一账户的，应分别对银
行卡、存折挂失。不要设置如123456、
六个“6”、或“1”、“8”的简单密码；
最好也不要用自己的生日、身份证号、
电话号码等与本人信息相关的数字作
为密码。消费或取现需要输入密码时，
可用手掌、身体适当遮挡，防范他人偷
窥密码。
使用自动提款机遇到问题时，请
不要轻信“好心人”，不随意拨打机具
旁粘贴的非机具所属银行的电话号码，
而应到机具所属银行网点询问，或致
电发卡银行或中国银联全国统一的客
服热线电话。要妥善保管好交易单据，
不要随意丢弃。
应避免在网吧等公共上网场所进
行网上购物或使用网上银行，也不要
登录不明链接提供的网站，登录时要
留意网站名称、标识是否清楚、正确。
当收到可疑的信函、电子邮件、手
机短信、电话等时，应谨慎确认消息的
真实性，切莫轻信“中奖”信息，不贪
小便宜。一般欺诈短信都以手机号码
发送，应注意识别，谨防上当受骗；真
实的短信提示一般都以发卡行全国统
一的客服号码发送。一旦发现被欺诈，
应及时向发卡行报告或向当地公安机
关报案，并配合公安机关、发卡行进行
调查、举证。
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