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Scopo del lavoro di tesi è la valutazione dell’influenza dei parametri 
grafici dell’interfaccia del protocollo Authenticode (ossia la finestra ‘Avviso di 
protezione’) sull’utente durante la navigazione. 
Inoltre ci siamo proposti di individuare una metodologia opportuna per 
costruire esperimenti nell’ambito della human-computer interaction in grado di 
misurare l’usabilità di interfacce grafiche. 
Per il nostro esperimento abbiamo analizzato la finestra ‘Avviso di 
protezione’, elemento grafico del protocollo Authenticode, individuandone i 
principali componenti: l’immagine sulla finestra, il nome della società che 
propone il software e il tipo di layout del testo e abbiamo valutato l’influenza 
del genere delle pagine web e del tempo a disposizione sulla scelta dell’utente. 
I risultati delle analisi hanno dimostrato che la finestra ‘Avviso di protezione’ 
presenta un layout inefficace sul piano dell’usabilità impedendo all’utente di 
individuare facilmente le informazioni contenute in essa e necessarie per 
proseguire nella navigazione. In particolare: l’immagine presente nella finestra 
non riesce ad aumentare in alcun modo l’attenzione dell’utente mentre il nome 
del produttore e il tipo di layout del testo hanno una grossa influenza sulle 
scelte dell’utente. Inoltre l’utente, avendo difficoltà nel reperire le 
informazioni necessarie per la conduzione della navigazione, si lascia guidare 
da fattori esterni il più importante dei quali è il genere di pagina web che 
propone il download. 
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Il progetto Xresis si propone di fornire un approccio sistematico alla 
misurazione dell’usabilità in campo in informatico, cioè cercare, attraverso 
prove sperimentali, una valutazione quanto più rigorosa e scientifica possibile 
dell’esperienza di navigazione. 
Xresis convoglia saperi e conoscenze di diversa natura come quelli 
dell’ingegneria dell’informazione, della medicina, della psicologia cognitiva e 
dell’ergonomia.   
 
Questo progetto si snoda in più fasi: 
• la formazione di un bagaglio di conoscenze tali da permettere, sia in 
campo informatico che medico, una chiara e certa definizione delle 
variabili su cui indagare; 
• uno studio “in vivo” delle funzioni celebrali mediante PET (Positron 
Emission Tomography) o fMRI (functional Magnetic Resonance Imaging) 
in modo da riuscire ad individuare uno o più parametri che riescano a 
definire in modo rigoroso il concetto di usabilità; 
• riuscire a sostituire la PET o la fMRI con tecniche meno invasive, ad 
esempio utilizzando un elettroencefalogramma con elettrodi posizionati in 
zone specifiche della calotta cranica. 
 
Il nostro studio si colloca nell’ambito della prima fase del Xresis per 
quanto riguarda l’aspetto informatico. Noi compiamo una fase preliminare di 
studio “fuori dal magnete” in modo tale da individuare variabili interessanti su 
cui compiere poi studi più approfonditi. Questa prima fase è molto importante 
perché sarebbe inutile compiere studi mediante fMRI su una determinata 
variabile e scoprire poi che è ininfluente, quando tale conclusione sarebbe stata 
tratta ugualmente svolgendo un semplice test.  
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Dunque noi svolgiamo dei test tramite cui proviamo a valutare nel 
complesso l’usabilità di una interfaccia e capire quali sono i fattori che la 
rendono più o meno usabile per gli utenti; lo scopo del test, oltre a quello 
suddetto, è anche quello di fornire un background metodologico qualora in 
futuro si vogliano sviluppare altri esperimenti condotti sulle persone (molto 
più complessi delle simulazioni cui siamo abituati nell’ambiente 
ingegneristico). 
Per questa ragione nella tesi vengono riportate anche tutte le difficoltà 
che abbiamo incontrato e i miglioramenti che via via abbiamo apportato al test 
per arrivare alla versione finale; tali dettagli, ininfluenti ai fini delle 
conclusioni, potrebbero risultare preziosi per chi, in futuro, vorrà costruire 
esperimenti che hanno come elemento centrale la persona. 
Il primo step riguarda la scelta di una “killer application” su cui eseguire 
i test: a tal proposito, visto che attualmente la navigazione in Internet e il 
download di software sono fenomeni in grande crescita, abbiamo concentrato 
la nostra attenzione proprio sul protocollo MS Authenticode. Tale protocollo 
permette all’utente di scaricare del software “in sicurezza”, cioè sapendo 
prima il nome della società distributrice e essendo certo che ciò che scarica è 
stato effettivamente firmato da quella società. 
I possibili rischi di tale protocollo sono sostanzialmente due. Innanzi 
tutto alcune ambiguità possono nascere dal nome perché esso potrebbe essere 
costruito in modo da essere simile a un nome molto noto, di cui l’utente si 
fida, e quindi imbrogliarlo. Altro problema è che nel caso in cui un nome sia 
del tutto sconosciuto, si presume che l’utente, prima di accettare il software, 
voglia avere qualche informazione aggiuntiva su ciò che sta scaricando; 
Authenticode prevede di inserire nel file anche delle informazioni aggiuntive 
che però possono risultare poco chiare e scarsamente leggibili. 
L’obbiettivo della tesi è quello di analizzare l’interfaccia grafica del 
protocollo Authenticode valutandone l’efficacia nel momento in cui un utente 
deve interagire con essa. 
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1.1 Scopo della tesi 
 
Lo scopo del nostro esperimento è valutare l’influenza del layout grafico 
del protocollo Authenticode durante la navigazione in pagine web che 
contengono trappole di vario tipo (dialer, spy software, virus…).  
Spesso tali pagine per mettere in atto queste trappole fanno un massiccio 
uso di tale protocollo e quindi della finestra  ‘Avviso di protezione’ (cioè 
l’interfaccia utente di Authenticode) che compare in ambiente Windows 
usando il browser Microsoft Internet Explorer. 
Da tale fenomeno abbiamo preso spunto per costruire un esperimento in 
cui si valuta quali sono gli aspetti che influenzano l’attenzione e il 
comportamento dell’utente in un contesto complesso come quello della 
finestra ‘Avviso di protezione’ in cui, come vedremo, ci sono diverse variabili 
in gioco.  
Oltre a ciò il nostro lavoro mira anche a fornire una base metodologica 
per costruire degli esperimenti atti a misurare e valutare l’usabilità di certe 
interfacce; in ambiente ingegneristico infatti condurre esperimenti di computer 
human interaction direttamente sulle persone non è una procedura molto 
comune per cui l’esperimento che compiamo vorrebbe essere anche un 
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1.2 L’idea dell’esperimento 
 
Leggendo l’articolo Risks of the Passport Single Signon Protocol [1] ci 
siamo accorti che uno degli attacchi più frequenti ai protocolli di sicurezza nel 
web non è quello di cercare di aggirare il protocollo, bensì di indurre l’utente a 
credere di usare tale protocollo. In tal modo l’utente ignaro rimane totalmente 
esposto ad attacchi di ogni tipo. In particolare succede che in una pagina web 
B si usino le stesse immagini, font e stili di un’altra pagina A effettivamente 
protetta con il protocollo xxxxxxx, mentre nella pagina B si dice di essere 
protetti con il protocollo xxxyxxx: cambia cioè solo una lettera del nome del 
protocollo. Magari il responsabile del sito riesce anche a ottenere un certificato 
col nome xxxyxxx da una CA poco attenta (e vista la enorme quantità di root 
CA, è facile trovarne una che non si accorga della somiglianza) e così può far 
credere all’utente di usare il proprio il protocollo xxxxxxx quando invece non 
sta usando nulla rendendolo totalmente vulnerabile. 
Una cosa simile può succedere col protocollo Authenticode se l’utente 
non si accorge della differenza tra un nome di un produttore attendibile e uno 
molto simile, magari lo stesso cambiato in una sola lettera che ha però la stessa 
pronuncia (caso frequente nella lingua inglese). 
Navigando in Internet ci siamo imbattuti spesso in siti che presentano la 
finestra di ‘Avviso di protezione’ con lo scopo di far scaricare all’utente un 
software (dialer) che termina la normale connessione e si connette 
automaticamente a numeri a valore aggiunto con costi enormi e normalmente 
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1.3 Fondamenti scientifici 
 
Poiché condurre esperimenti direttamente sulle persone non è una 
procedura comune in ambiente ingegneristico, per avere un’idea su come 
condurre un test del genere abbiamo chiesto la collaborazione di alcuni 
colleghi del Laboratorio di Biochimica clinica dell’Università di Pisa: in 
ambito di ricerca medica infatti gli esperimenti sulle persone sono all’ordine 
del giorno. 
Dunque il primo input di metodologia ci è stato dato dall’ambiente 
medico ma successivamente abbiamo cercato di scoprire se, almeno nel settore 
della computer-human interaction, qualcuno avesse condotto degli esperimenti 
su persone e, se sì, come. A tal proposito abbiamo trovato diversi articoli 
apparsi sulla rivista scientifica ACM Transaction on Computer-Human 
Interaction (vedi bibliografia [2-5]) da cui è emersa una metodologia di test 
abbastanza comune. Vediamone brevemente alcuni 
L’articolo The effects of information scent on visual search in the 
hyperbolic tree browser [2] mete a confronto 2 tipi diversi di file browser, 
quello classico di Microsoft e un altro detto albero iperbolico; vengono 
assegnati dei compiti o task ai partecipanti (48 studenti) e viene misurato il 
tempo medio entro il quale viene completato il task, oltre ai movimenti degli 
occhi controllati con un eye-tracker. Il confronto tra i 2 browser viene fatto 
utilizzando l’analisi della varianza (one-way ANOVA, per maggiori 
informazioni vedi Appendice C), i risultati vengono presentati con l’ausilio di 
grafici e tabelle per concludere che in alcuni casi il browser iperbolico dà 
performances molto migliori mentre in altri non si notano grandi differenze. 
In Navigation patterns and usability of zoomable user interfaces with 
and without overview [3] si confrontano le interfacce zoomabili (tipicamente 
quelle che permettono la navigazione in mappe o simili) con e senza overview 
studiandone l’usabilità e l’influenza dell’overview nella navigazione. I 
partecipanti (32) devono rispondere ad alcune domande usando entrambe le 
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interfacce e viene misurata l’accuratezza delle risposte, il tempo di 
completamento e le azioni di navigazione mediante un file di log; si misura 
anche la preferenza dell’una o l’altra interfaccia mediante un questionario. Il 
confronto viene fatto analizzando i risultati mediante il t-Test (vedi Appendice 
C) e i risultati vengono presentati con l’ausilio di grafici per arrivare a 
concludere che, anche se gli utenti preferiscono l’overview, le prestazioni 
migliori si ottengono senza di esso. 
L’articolo Applying cartoon animation techniques to graphical user 
interfaces [4] descrive come, nella manipolazione di oggetti tipo spostamento, 
ridimensionamento, rotazione…, il feedback può aumentare usando le tecniche 
di animazione dei cartoni. Si cerca di capire se, usando tali tecniche, il 
feedback sentito dall’utente aumenta e se egli preferisce l’animazione oppure 
no. Vengono compiuti 2 esperimenti e in ciascuno dei due si fanno varie 
ripetizioni dei task in modo da stabilizzare le misure fatte; si misura infatti il 
tempo di completamento del task, il livello di animazione scelto (che poteva 
essere variato dall’utente) e il grado di soddisfazione che i partecipanti hanno 
avuto usando l’interfaccia animata (mediante un questionario alla fine della 
prova). Poiché l’esperimento non mirava a fare un confronto ma ad analizzare 
il comportamento degli utenti con l’interfaccia animata, i risultati vengono 
analizzati calcolando media e varianza (dei tempi di completamento e del 
grado di animazione scelto) per dimostrare che l’animazione può essere usata 
per dirigere l’attenzione dell’utente sull’attività chiave del lavoro e che la 
quasi totalità dei partecipanti gradisce l’animazione perché dà all’utente 
un’idea migliore di ciò che sta facendo. 
In Drag-and-drop versus point-and-click mouse interaction style for 
children [5] si studia come i ragazzi usano i due stili di interazione col mouse 
classici (drag and drop e point and click) per stabilire quale dei due sia il 
migliore in termini di velocità, error rate, preferenza. Sono stati costruiti 2 
esperimenti in cui lo stesso compito doveva essere fatto con entrambi i tipi di 
interazione; è stato misurato il tempo di completamento del task, il tasso di 
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errore e infine la preferenza dei bambini (con un questionario). Il confronto 
viene fatto analizzando i dati mediante il t-Test ed i risultati vengono 
presentati con l’ausilio di tabelle e grafici per concludere che l’interazione tipo 
point and click è nettamente migliore di quella drag and drop. 
Questa breve descrizione degli articoli presi in considerazione dimostra 
come esista già una metodologia comune che anche noi abbiamo seguito: una 
volta scelti i partecipanti al test (in genere da 15 a 50), si individuano delle 
metriche (cioè cosa si va a misurare) e si compie l’esperimento; in genere non 
è mai un singolo esperimento perché esso viene ripetuto più volte; durante 
l’esperimento si compiono tutte le misurazioni che si vogliono e alla fine i 
partecipanti compilano un questionario (con risposte sempre a scelta multipla) 
i cui risultati vanno a integrare le misurazioni fatte durante l’esperimento. Le 
analisi dei dati vengono fatte sfruttando appositi test statistici che di solito 








2 Setup e metodologie per l’esperimento 
 
 
2.1 La finestra ‘Avviso di protezione’: che cos’è e com’è fatta 
 
La finestra di ‘Avviso di protezione’ (figura 2.1) viene visualizzata 
quando il sistema operativo verifica la firma digitale di un programma firmato 









Figura 2.1 – Un esempio di una classica finestra di ‘Avviso di 
Protezione’. Questa finestra viene visualizzata quando il sistema 
operativo verifica la firma digitale di un programma firmato col 
protocollo Microsoft Authenticode. 




La tecnologia Microsoft Authenticode funziona nel seguente modo: 
 
1. quando lo sviluppatore firma il file, viene calcolata (sul file stesso) una 
funzione hash il cui risultato viene criptato con la chiave privata ottenendo 
la cosiddetta digest e inserito nel file insieme al certificato del distributore 
del software in quello che è chiamato signature block; 
2. quando un utente scarica il file da Internet, il browser chiama una funzione 
(WinVerifyTrust) che estrae il signature block, valida il certificato e usa la 
chiave pubblica del produttore (verificata dalla CA che gli ha rilasciato il 
certificato) per decriptare la digest. Tale funzione usa la stessa funzione 
hash (indicata nel signature block) ricalcolando il risultato sul file 
scaricato; 
3. se il risultato appena calcolato e la digest decriptata sono diversi, allora il 
file è stato modificato oppure le chiavi non corrispondono, altrimenti la 
verifica va a buon fine. 
 
Un classico caso in cui il browser è chiamato a tale verifica è quello di 
una pagina HTML in cui è presente il tag <object> e Internet Explorer tenta di 
scaricare il file specificato nel suddetto tag; se Explorer è impostato con un 
livello di protezione superiore o uguale a Medio, prima di effettuare il 
download del file verifica la sua firma e, se la verifica va a buon fine, compare 
una finestra tipo quella in figura 2.1. 
 







Una finestra di ‘Avviso di Protezione’ è composta da varie parti (vedi figura 
2.2): 
 
1. l’immagine, evidenziata dal riquadro numero 1 in figura, che vuol 
rappresentare il download di un file in maniera sicura (suggerita dal 
lucchetto); 
2. il nome della società che distribuisce il software, evidenziato nel riquadro 
2. Tale nome è quello contenuto nel certificato che accompagna il 
software;  
 
Figura 2.2 – La finestra ‘Avviso di Protezione’ è composta da più parti. 
Possiamo notare sulla sinistra un’immagine (riquadro 1) che vuol rappresentare il 
download di un file in maniera sicura; nella parte destra della finestra in alto un testo 
“dinamico” (riquadro 3) contenente informazioni aggiuntive che la società distributrice 
del software vuol fornire all’utente e al centro il nome della società distributrice 
(riquadro 2). Inoltre è presente un testo “statico”, uguale per tute le finestre, prodotto 
dal sistema operativo (evidenziato in figura da  linee verticali viola). 




3. il testo costituito da: 
• un testo statico, uguale per tute le finestre, prodotto dal sistema 
operativo (evidenziato da linee verticali di colore viola); 
• un testo “dinamico”, vedi riquadro 3, contenente informazioni 
aggiuntive che la società distributrice vuol fornire all’utente; tale 
testo può anche essere un link attivo in modo che, cliccandoci sopra, 
si apra una determinata pagina web. Tali informazioni (contenuto del 
testo ed eventuale indirizzo della pagina web da linkare) vengono 
inserite direttamente nel certificato che accompagna il software. 
 
Se la verifica del certificato fallisce, la finestra mostrata è assai diversa (figura 
2.3) e comunque contiene un messaggio che comunica il motivo per cui la 





I motivi del fallimento possono essere vari, tra cui: 
• certificato scaduto; 
• la Certificate Authority non è tra quelle considerate fidate; 
• il file non contiene alcuna firma. 
Figura 2.3 – La finestra ‘Avviso di Protezione’, se la verifica del certificato 
fallisce, è assai differente e contiene un messaggio che comunica il motivo per cui la 
verifica è fallita. 




2.2 Set-up del sistema  
 
La descrizione fatta nel capitolo precedente individua sostanzialmente tre 
componenti principali nella finestra ‘Avviso di protezione’ che sono: 
 
• l’immagine; 
• il nome della società; 
• il tipo di testo. 
 
Per capire come varia l’attenzione e il comportamento dell’utente di 
fronte alla finestra ‘Avviso di protezione’ abbiamo scelto di assegnare a 
ciascun componente due possibili valori (vedi figura 2.4) in modo da poter 





Passiamo ora ad una descrizione dettagliata della diverse variabili.  
Figura 2.4 – La finestra ‘Avviso di Protezione’ è composta da tre componenti 
principali: Immagine, Tipo di Testo e Nome società. Abbiamo scelto di assegnare a 
ciascun componente due possibili valori (es.: Immagine Neutra e Immagine Forte) in 
modo da poter creare diversi tipi di layout e confrontarli tra loro. 






Abbiamo scelto di far variare l’immagine mostrata nella finestra; ci sono 
allora due immagini che possono essere visualizzate: l’immagine classica e 
una diversa creata da noi (vd figura 2.5). Quest’ultima ha uno sfondo giallo 
con un’icona rossa al centro (rosso=attenzione, vedi [6] ) raffigurante un 





Vogliamo verificare se un’immagine “più forte” innalza l’attenzione 
dell’utente o meno.  
Se l’immagine influenzasse l’attenzione dovremmo sperimentare un 
numero minore di errori quando nella finestra compare l’immagine creata da 
noi; se invece l’immagine non ha alcuna influenza, non dovrebbero esserci 





Figura 2.5 – Abbiamo scelto di presentare due diversi tipi di immagine: l’immagine 
classica (quella sulla sinistra) visualizzata realmente dal sistema operativo, e un’immagine 
“forte” (qualla sulla destra), creata da noi, con sfondo giallo, un’icona rossa al centro 
(rosso=attenzione) raffigurante un cartello stradale di STOP. 




2.2.2 Nome della società firmataria del software 
 
Il nome di chi ha firmato il software viene visualizzato nella finestra 
‘Avviso di protezione’ (vedi figura 2.6) subito dopo il testo statico: 
 
firmato in data/ora [...] e distribuito da: 
 
Tale nome viene visualizzato anche nella parte inferiore della finestra in cui la 
società dichiara che il contenuto del software è sicuro; si invita comunque 
l’utente ad installare o visualizzare il contenuto solo se la società firmataria è 
considerata attendibile. 
Potrebbe allora succedere che l’utente sia influenzato dal nome della società, 






Figura 2.6 – Nella parte in basso a destra della finestra ‘Avviso di Protezione’ è 
presente il nome della società firmataria e distributrice del software. Abbiamo scelto di 
presentare due diversi tipi di nome: nomi normali, sia di società conosciute (Microsoft, 
Macromedia...) che sconosciute (Beweb, Dynamic Desktop Media...), e nomi ingannevoli, 
nomi cioè che sono molto simili a quelli di società molto note (Nicrosoft al posto di 
Microsoft, Edobe al posto di Adobe...). Inoltre è presente un testo “statico” in cui viene 
visualizzato il nome della CA che ha verificato l’autenticità dell’autore della firma e con cui 
si invita l’utente ad installare o visualizzare il contenuto del software solo se la società 
firmataria è considerata attendibile. 




Abbiamo pensato di proporre finestre con: 
 
• nomi normali, sia di società conosciute (Microsoft, Macromedia...) che 
sconosciute (Beweb, Dynamic Desktop Media...);   
• nomi ingannevoli, nomi cioè che sono molto simili a quelli di società 
molto note (Nicrosoft al posto di Microsoft, Edobe al posto di Adobe...) 
 
Le società possono sfruttare il nome ingannevole sperando che 
l’assonanza col nome originale attragga l’utente; non è detto però che tutte le 
società con un nome ingannevole cerchino di raggirare l’utente. 
Se il nome della società induce a fidarsi maggiormente, è probabile che 
l’utente accetti più facilmente il download  quando riconosce una società a lui 
nota, o crede di riconoscerla, prestando poca attenzione al messaggio della 








2.2.3 Tipo di testo 
 
La parte di testo prodotta da chi firma il software, contenuta nel 
certificato, può essere un testo semplice su più righe (testo senza link) oppure 






Figura 2.7 – Nella parte in alto a destra della finestra ‘Avviso di Protezione’ è 
presente la parte di testo prodotta da chi firma il software (parte che è contenuta nel 
certificato) e può essere un testo semplice su più righe (testo senza link), come 
nell’esempio evidenziato in alto, oppure un collegamento ipertestuale ad una pagina web 
(testo con link), come nell’esempio in basso.




Nella nostra esperienza di navigazione abbiamo visto vari modi con cui 
le società mostrano le condizioni d’uso del software; vediamone alcune: 
 
1. testo senza link: 
• in molti casi il costo della connessione a valore aggiunto è scritto 
chiaramente in cifre ed è quindi facilmente individuabile; in altri il 
costo è scritto in lettere ed è difficilmente rintracciabile nell’intero 
testo; 
• spesso viene scritto che il software è gratuito (come in effetti è), 
magari a caratteri maiuscoli, sperando che l’utente non vada avanti 
nella lettura e quindi non si accorga dei costi aggiuntivi; 
2. testo con link: 
• le condizioni d’uso, con i relativi costi, spesso sono difficilmente 
raggiungibili perché vengono inserite nella pagina web che contiene 
molte altre informazioni inutili; 
• le condizioni d’uso sono inserite in una textarea con dimensione di 1 o 
2 righe così da rendere estremamente noiosa e difficile la lettura; 
• le condizioni d’uso sono spesso troppo lunghe ed è difficoltoso per 
l’utente rintracciare gli aspetti fondamentali come ad esempio i costi. 
 
Abbiamo allora pensato di mostrare alcune finestre con tutte le 
condizioni d’uso inserite nella finestra stessa e altre invece che contengono un 
link. 
Crediamo che, in presenza del link, il messaggio che la finestra deve dare 
sia meno chiaro, per cui l’utente sia maggiormente indotto all’errore. 
 
 







In questo paragrafo vedremo innanzi tutto il compito che è stato 
assegnato all’utente e cioè che cosa abbiamo chiesto di fare alle persone che si 
sono sottoposte all’esperimento per poter raggiungere il nostro scopo. 
Vedremo anche quali sono le metriche che abbiamo individuato per un 
corretto e completo studio dei risultati; analizzeremo quindi in dettaglio tutte 
le variabili che andiamo a misurare spiegando anche il motivo per cui una 




Abbiamo condotto un’indagine statistica sottoponendo all’esperimento 
50 persone, con età variabile tra i 15 e i 30 anni e soprattutto con un livello di 
familiarità con Internet abbastanza eterogeneo. La maggior parte dei 
partecipanti sono stati avvicinati durante alcune giornate di orientamento 
universitario a Pisa; questa occasione ha consentito di limitare al massimo 
l’effetto sonda poiché siamo riusciti a rendere l’ambiente di test molto 
amichevole in modo che l’utente si sentisse a proprio agio e non sotto esame. 
Inoltre abbiamo cercato di seguire l’utente   
Le prove sono state svolte in parte su un pc (Pentium III 600MHz) e in 
parte su un notebook (Athlon Xp 1500+) utilizzando un mouse esterno; in 
entrambi i casi la risoluzione del monitor era di 1024x768 pixel.  
  
 
2.3.2 Compito assegnato all’utente 
 
Abbiamo pensato di proporre una serie di pagine web che, tramite la 
finestra ‘Avviso di protezione’, presentano il download di un software; alcuni 




di questi software sono dialer (e quindi programmi rischiosi), altri invece sono 
programmi completamente gratuiti. L’utente è chiamato a scaricare i 
programmi gratuiti e rifiutare i dialer permettendoci di valutare quali sono gli 
elementi del layout che influenzano la sua attenzione e le sue decisioni.  
Abbiamo trovato difficoltà a superare un trade-off abbastanza ostico: 
avevamo il bisogno di dire all’utente di scaricare i programmi gratuiti ed 
evitare i dialer ma allo stesso tempo non volevamo influenzare troppo la sua 
attenzione con avvertenze e istruzioni esplicite che avrebbero creato in lui 
pregiudizi e quindi falsato i risultati dell’esperimento.  
Per esempio se avessimo dato come compito esplicito quello di evitare 
dialer e scaricare programmi gratuiti, l’utente avrebbe posto la sua attenzione 
esclusivamente sulla ricerca dei costi  per cui il layout grafico sarebbe passato 
in secondo piano; d’altro canto se avessimo lasciato l’utente libero di navigare 
e decidere a suo piacimento, poteva accadere che rifiutasse software gratuiti 
semplicemente perché non gli interessavano, perché faceva il download su un 
pc che non era il suo oppure perché è abituato a rispondere sempre “No” alla 
finestra ‘Avviso di protezione’  (caso molto frequente). 
Abbiamo risolto tale problema cercando di porre l’esperimento come una 
specie di ‘gara di abilità affidando all’utente il seguente compito: 
 
“Riuscire a scaricare il maggior numero di software 
esente da rischi per te e il pc, qualunque cosa ciò 
voglia dire per te”. 
 
Questo compito simula molto bene ciò che un utente fa quando naviga 
normalmente: la sua curiosità lo porterebbe a scaricare i programmi che trova 










Per poter raggiungere lo scopo del nostro esperimento andiamo a 
registrare: 
 
• il tipo di finestra ‘Avviso di protezione’ proposta; 
• il contenuto della pagina web da cui si proviene; 
• l’eventuale accesso alla pagina linkata nell’Avviso di protezione; 
• l’accettazione o il rifiuto del software; 
• la  riuscita del compito; 
• l’interesse per i contenuti della pagina web la quale presenterà una 
determinata finestra di ‘Avviso di protezione’. 
 
Inoltre andiamo a misurare: 
• il tempo impiegato dall’utente nello svolgere il proprio compito; 
• il punteggio finale realizzato. 
 
 
2.3.3.1 Tipo di finestra proposta 
 
Per riuscire a capire quali sono le variabili che influenzano le scelte 
dell’utente, abbiamo bisogno di conoscere tutte le caratteristiche della finestra 
‘Avviso di protezione’ che gli viene mostrata. Dunque per ogni singolo test 
abbiamo registrato tutte le caratteristiche della finestra e quindi: 
 
• tipo di immagine; 
• tipo di nome; 
• tipo di testo; 
• tipo di software. 
 




2.3.3.2 Contenuto da cui si proviene 
 
Per capire se anche il tipo di sito da cui si proviene influenza in qualche 
modo il comportamento di un utente, prendiamo nota, per ogni singolo test, 
del tipo di pagina web che propone il download; ad esempio possiamo sapere 
se un determinato test si riferisce ad una pagina di Microsoft oppure a una 
pagina di Loghi e suonerie e cosi via. 
 
 
2.3.3.3 Eventuale accesso alla pagina linkata nell’ Avviso di protezione 
 
Quando la finestra ‘Avviso di protezione‘presenta un link, è importante 
verificare se la pagina collegata al link viene acceduta (e quindi 
presumibilmente letta) oppure no. Infatti per capire se la presenza del link 
influenza gli errori non basta verificare che il compito dell’utente sia stato 
eseguito con successo o meno, in quanto l’utente può, con un po’ di fortuna, 
non accedere mai alla pagina linkata e magari azzeccare la risposta. Invece 
verificando direttamente se l’utente ha cliccato sul link possiamo valutare se 
questa opportunità, messa a disposizione dal sistema, viene effettivamente 
sfruttata dall’utente o no. 
 
 
2.3.3.4 Accettazione o rifiuto del software 
 
Quando l’utente incontra la finestra ‘Avviso di protezione‘ può decidere 
se accettare il download del software oppure rifiutarlo; noi andiamo a valutare 
esplicitamente questa scelta.  
Lo scopo è quello di scoprire, dando all’utente un compito ben preciso,  
quali sono le variabili che influenzano la sua scelta e che quindi lo portano ad 
accettare o rifiutare certi tipi di software.  




2.3.3.5 Riuscita del compito 
 
Scegliamo di mostrare alcune finestre ‘Avviso di protezione‘ relative a 
software gratuito e altre relative a software con costi aggiuntivi (dialer); questo 
ci permette di valutare se l’utente ha compreso pienamente il messaggio che la 





Quindi discriminiamo tra:  
 
• risposta esatta (l’utente ha eseguito perfettamente il suo compito);  
• risposta errata (l’utente ha fallito il suo compito).  
 
Più esplicitamente l’utente riesce nel compito (risposta esatta) quando: 
• accetta un software gratis; 
• rifiuta un software a pagamento (dialer); 
invece fallisce il compito quando: 
• accetta un software a pagamento (dialer); 
• rifiuta un software gratis. 
 
 
Figura 2.8 – Abbiamo scelto di mostrare alcune finestre di 
‘Avviso di Protezione’ relative a software gratuito e altre relative a 
software a pagamento; questo ci permette di valutare se l’utente ha 
compreso pienamente il messaggio che la finestra vuol dare. 




2.3.3.6 L’interesse per i contenuti 
 
L’utente,  tramite appositi controlli,  può esprimere il proprio grado di 
interesse per la pagina web collegata ad una determinata finestra di ‘Avviso di 
protezione’.   
Tale necessità nasce dall’esigenza di pesare diversamente i risultati degli 
esperimenti.  
Un’utente infatti può:  
 
• essere interessato al contenuto della pagina web; 
• non essere interessato al contenuto della pagina web ma continuare 
comunque il test; 
• non essere interessato al contenuto della pagina web e saltare il test. 
 
Logicamente, se l’utente non è interessato ma decide di continuare 
comunque il test,  tale test avrà un peso minore rispetto ad un test effettuato 
con interesse. 
Qualora un utente non sia minimamente interessato alla pagina in 
questione, la sua attenzione potrebbe calare e così influenzare negativamente 
lo svolgimento dell’esperimento; per tale ragione l’utente può saltare il test 
senza produrre alcun risultato. 
 
 
2.3.3.7 Il tempo 
 
Il Tempo spesso su Internet è un fattore predominante, sia perché  
durante la navigazione si tende più a saltare velocemente da un contenuto 
all’altro che ad esaminarlo approfonditamente, sia perché,  a volte,  non si ha 
una connessione di tipo flat (quindi il tempo di connessione ha un costo in 
termini di bolletta telefonica).  




Per verificare l’influenza di questo fattore consideriamo il tempo 
impiegato dall’utente nello svolgere il proprio compito (risoluzione di ogni 
singolo test).  
Il tempo è calcolato tra il momento in cui appare la finestra ‘Avviso di 
protezione‘ e il momento in cui l’utente decide quale scelta effettuare 
(pressione del tasto “Sì” o “No”).  
Per vedere quanto il tempo influenza l’attenzione e le scelte dell’utente 
abbiamo deciso di far svolgere gli esperimenti con due modalità diverse: la 
prima consiste nello svolgere l’esperimento con la massima accuratezza e 
quindi senza alcun vincolo temporale; la seconda nello svolgerlo con la 




2.3.3.8 Il punteggio finale realizzato 
 
Alla fine dell’esperimento si valuta il numero totale delle risposte esatte 
rispetto al numero di test svolti. 
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3 Descrizione dell’esperimento 
 
 
L’esperienza che l’utente è chiamato ad affrontare si articola in varie 
fasi. Per prima cosa proponiamo una sezione Istruzioni in cui elenchiamo una 
serie di regole da seguire per il corretto svolgimento dell’esperimento. A 
questa segue un breve esempio in cui vengono presentate le varie finestre con 
cui l’utente dovrà interagire. Successivamente ha inizio l’esperimento vero e 
proprio (che può essere ripetuto più volte) e infine viene chiesto all’utente di 
compilare un breve questionario tramite il quale si ricavano indicazioni sia 
sulla sua attenzione, sia sulle sue preferenze. 
Abbiamo scritto appositamente un programma, chiamato Gestione, che si 
occupa semplicemente di visualizzare le istruzioni e l’esempio; mandare in 
esecuzione il programma esperimento vero e proprio e attendere la sua 
terminazione; se necessario ripetere più volte l’esperimento o le sue varianti; 
visualizzare il questionario finale. 
 
 
3.1 Le istruzioni e l’esempio 
 
Prima di iniziare l’esperimento vero e proprio, l’utente è chiamato a 
leggere una pagina web in cui sono presenti le istruzioni (scritte per punti per 
facilitare la comprensione) a cui attenersi per la riuscita dell’esperimento.  
Inoltre viene presentata una sequenza di pagine web in cui si mostra un 











Per poter analizzare tutte le combinazioni tra le variabili prese in 
considerazione (immagine, nome, testo, tipo di software) servono 24 = 16 
finestre ‘Avviso di protezione‘con cui l’utente deve interagire. Un esperimento 
dunque è composto da 16 test: in ogni test l’utente interagisce con una pagina 
web, la quale a un certo punto mostra la finestra ‘Avviso di protezione’ a cui 
l’utente deve rispondere accettando o rifiutando il download.  
Poiché un unico esperimento con 16 test non sarebbe bastato a rendere i 
risultati attendibili, abbiamo stabilito ripetere più volte l’esperimento variando 
leggermente l’interfaccia utente tra l’uno e l’altro. 
Di seguito presentiamo la struttura di un singolo esperimento, mostrando 
tutte le finestre con cui l’utente deve interagire e specificando il motivo per cui 
esse sono state inserite. 
Inoltre vedremo anche le 3 versioni dell’esperimento che abbiamo 
preparato analizzando quali sono le variazioni tra l’uno e l’altro. 
 
 
3.2.1 Le finestre 
 
L’esperimento propone all’utente diverse finestre con cui esso deve 
interagire; tra di esse ne distinguiamo 2 tipi:  
• finestre di controllo; 
• finestre di sistema. 
 
Le prime sono quelle disegnate da noi per controllare l’esperimento e 
guidare l’utente mentre le seconde sono quelle che mostra normalmente il 
sistema operativo (e che noi abbiamo simulato).  
Per rendere chiara anche all’utente questa distinzione, in tutte le finestre 
di controllo compare l’immagine di un assistente (vedi figura 3.1), presentato 
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Figura 3.1 – L’assistente 
accompagna l’utente durante 
tutto l’esperimento. 
 
3.2.2 Le finestre di controllo 
 
3.2.2.1 La finestra Esperimento 
 
All’inizio di ognuno dei 3 esperimenti, compare una finestra di 
controllo  in cui si mostra il numero dell’esperimento e soprattutto si dà 
indicazione all’utente se eseguirlo con la massima velocità oppure con la 




Figura 3.2 – All’inizio di ogni esperimento compare la finestra di controllo 
“Esperimento” in cui si visualizza il numero dell’esperimento e soprattutto si dà 
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Il pulsante di OK viene disabilitato per circa 3 secondi in modo che 
l’utente sia quasi obbligato a leggere il messaggio della finestra e quindi 
sappia come deve eseguire l’esperimento. 
 
 
3.2.2.2 La finestra Test 
 
Tale finestra viene mostrata alla fine di ogni singolo test per separarlo 




Figura 3.3 – Alla fine di ogni singolo test viene visualizzata la finestra di controllo 
“Test” per notificare la fine di un test e l’inizio del successivo. 
 
Tale finestra è stata inserita per far sì che l’utente si renda conto che il 
test è terminato e quindi capisca il motivo per cui la pagina web seguente è del 
tutto differente da quella che ha appena visto. Se non ci fosse questa finestra 
rimarrebbe apparentemente inspiegabile per l’utente il motivo per cui da una 
certa pagina web si salta automaticamente a un’altra che è diversa sia nei 
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3.2.2.3 La finestra Interesse 
 
All’inizio di ogni test, la pagina web presentata rimane ‘bloccata’, nel 
senso che non si può interagire con essa finché non si esprime il grado di 
interesse tramite l’apposita finestra Interesse; una volta espresso, la finestra 




Figura 3.4 – All’inizio di ogni test l’utente è chiamato ad esprimere il grado di 
interesse per la pagina web mostrata tramite la finestra di controllo “Interesse”. L’utente 
può: 1) dire di essere interessato al contenuto della pagina e proseguire il test; 2) dire di non 
essere interessato al contenuto della pagina ma proseguire ugualmente il test; 3) dire di non 
essere intenzionati ad eseguire il test e saltare al test successivo. 
In basso è presente una progress bar in modo tale che l’utente, ogni volta che inizia 
un nuovo test, abbia un’idea di quanto tempo manchi alla fine di quel singolo esperimento. 
 
Tale finestra ha 3 pulsanti con i quali si può: 
 
• dire di essere interessati al contenuto della pagina e proseguire il test; 
• dire di non essere interessati al contenuto della pagina ma proseguire 
ugualmente il test; 
• dire di non essere intenzionati ad eseguire il test e saltare al test successivo. 
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La necessità di tale finestra nasce dall’esigenza di pesare diversamente 
(con peso minore) il risultato del test qualora un utente non sia minimamente 
interessato alla pagina in questione e quindi la sua attenzione possa essere 
influenzata negativamente dal suo scarso interesse; oltre a ciò deve esistere la 
possibilità per l’utente di saltare il test nel caso in cui il contenuto della pagina 
risulti per lui di cattivo gusto o comunque non abbia alcuna intenzione di 
navigare all’interno di essa. 
Abbiamo anche inserito una progress bar in basso in modo che l’utente, 
ogni volta che inizia un nuovo test, ha un’idea di quanto tempo manca alla 
fine,  si sente più a suo agio e quindi porta a termine l’esperimento con più 
tranquillità (dato verificato sperimentalmente). 
 
 
3.2.2.4 La finestra Risultato 
 
Alla fine di ogni esperimento c’è una finestra che mostra sinteticamente 




Figura 3.5 – Alla fine di ogni esperimento c’è la finestra di controllo “Risultato” 
che mostra sinteticamente all’utente i risultati che ha ottenuto. Quindi si distinguono gli
Obbiettivi Raggiunti (in verde sono i Software rischiosi rifiutati e Software non rischiosi 
accettati) da quelli Non raggiunti (in rosso, Software rischiosi accettati e Software non 








1. in verde mostriamo il numero degli obbiettivi raggiunti e quindi: 
• software rischiosi rifiutati; 
• software non rischiosi accettati. 
2. In rosso mostriamo il numero degli obbiettivi non raggiunti e quindi: 
• software rischiosi accettati; 
• software non rischiosi rifiutati. 
 
 
3.2.2.5 La finestra Fine Esperimenti 
 
Alla fine degli esperimenti, questa finestra chiede all’utente di procedere 




Figura 3.6 – Alla fine di tutti gli esperimenti la finestra di controllo “Fine 
Esperimenti” ringrazia l’utente per aver partecipato agli esperimenti e chiede di procedere 
alla compilazione del questionario. Inoltre, vengono date anche alcune informazioni per 




Stefano Cei e Oscar Governa  Descrizione dell’esperimento 
  
Tale compilazione è obbligatoria, nel senso che l’utente può solo 
cliccare sul tasto VAI senza possibilità di chiudere il programma prima di aver 
terminato il questionario. 
Nella finestra ci sono anche alcune indicazioni su come comportarsi 
durante il riempimento del questionario; in particolare si spiega che ci sono 
alcune domande di carattere generale, riferite alle abitudini dell’utente e altre 
invece riferite direttamente all’esperimento che è stato svolto. 
 
 
3.2.3 Le finestre di sistema 
 
3.2.3.1 La finestra Avviso di protezione 
 
E’ la finestra di sistema, simulata fedelmente da noi, che si mostra al 
caricamento di una certa pagina web. In tale finestra si concentrano tutte le 
variabili che abbiamo preso in esame e responsabili dei vari cambiamenti del 




Figura 3.7 – E’ la finestra di sistema “Avviso di protezione”, simulata fedelmente 
da noi, che viene mostrata per il download di un software.  
 
 32 
Stefano Cei e Oscar Governa  Descrizione dell’esperimento 
  
3.3 Le versioni dell’esperimento 
 
Abbiamo realizzato 3 versioni dell’esperimento: 
 
• Esperimento SW; 
• Esperimento DoubleClick; 
• Esperimento Feedback. 
 
Queste versioni differiscono leggermente l’una dall’altra in quanto varia 
l’interfaccia utente in alcuni punti. 
Ogni esperimento comunque inizia sempre con la finestra Esperimento 
(vedi figura 3.2) e si conclude con la finestra Risultato (vedi figura 3.5). 
Di seguito riportiamo, per ogni versione, l’interfaccia utente proposta e 
quindi la sequenza delle interazioni svolte durante un singolo test. 
 
 
3.3.1 Esperimento SW 
 
E’ l’esperimento base, quello con l’interfaccia classica in cui la sequenza 
di azioni per ogni singolo test rispecchia fedelmente quello che avviene nella 
realtà: 
 
1. viene visualizzata una pagina web classica con immagini, link...(bloccata) 
e in primo piano la finestra Interesse; 
2. l’utente esprime il proprio interesse: se decide di saltare il test passa al 
punto 6 altrimenti va avanti al punto 3; 
3. l’utente naviga nella pagina e se clicca su un link si apre una seconda 
pagina web; 
4. dopo qualche istante viene visualizzata la finestra ‘Avviso di protezione’; 
5. a questo punto l’utente può effettuare varie scelte: 
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5a. l’utente può decidere se accettare o rifiutare il download e quindi 
passare al punto 6;  
5b. può cliccare sul pulsante Ulteriori informazioni per ricevere una breve 
guida sulla finestra ‘Avviso di protezione’. Tale guida scompare sia se 
viene esplicitamente chiusa dall’utente, sia quando egli clicca sul 
pulsante Sì o No della finestra ‘Avviso di protezione’ (punto 5a); 
5c. può cliccare sull’eventuale link e accedere alla pagina web contenente 
le condizioni d’uso del software. Tale pagina scompare sia se viene 
esplicitamente chiusa dall’utente, sia quando egli clicca sul pulsante Sì 
o No della finestra ‘Avviso di protezione’ (punto 5a); 
6. lo sfondo diventa bianco e viene visualizzata la finestra Test; alla pressione 
del tasto OK inizia un nuovo test e si ricomincia dal punto 1. 
 
 
3.3.2 Esperimento DoubleClick 
 
Abbiamo modificato l’esperimento in modo che l’utente, dopo avere 
effettuato la scelta, debba confermarla rispondendo ad una seconda finestra.  
La modifica è stata fatta per vedere se, dando la possibilità all’utente di 
tornare sui suoi passi, le sue scelte erano più accurate oppure no e per capire 
quale tipo di interfaccia egli preferisca. 
Un singolo test dunque si evolve nel seguente modo: 
 
1. viene visualizzata una pagina web classica con immagini, link...(bloccata) 
e in primo piano la finestra Interesse; 
2. l’utente esprime il proprio interesse: se decide di saltare il test passa al 
punto 7 altrimenti va avanti al punto 3; 
3. l’utente naviga nella pagina e se clicca su un link si apre una seconda 
pagina web; 
4. dopo qualche istante viene visualizzata la finestra ‘Avviso di protezione’; 
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5. a questo punto l’utente può effettuare varie scelte: 
5a. l’utente può decidere se accettare o rifiutare il download e quindi 
passare al punto 6;  
5b. può cliccare sul pulsante Ulteriori informazioni per ricevere una breve 
guida sulla finestra ‘Avviso di protezione’. Tale guida scompare sia se 
viene esplicitamente chiusa dall’utente, sia quando egli clicca sul 
pulsante Sì o No della finestra ‘Avviso di protezione’ (punto 5a); 
5c. può cliccare sull’eventuale link e accedere alla pagina web contenente 
le condizioni d’uso del software. Tale pagina scompare sia se viene 
esplicitamente chiusa dall’utente, sia quando egli clicca sul pulsante Sì 
o No della finestra ‘Avviso di protezione’ (punto 5a); 
6. viene mostrata una finestra (Avviso di protezione (2) in figura 3.8) in cui si 
chiede all’utente se è sicuro della scelta fatta oppure no. Se egli conferma 
si passa al punto 7 altrimenti si torna al punto 5; 
7. lo sfondo diventa bianco e viene visualizzata la finestra Test; alla pressione 




Figura 3.8 – E’ la finestra di sistema “Avviso di protezione”(2) che viene mostrata
(nell’esperimento doubleclick) subito dopo la normale finestra ‘Avviso di Protezione’. Con 
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3.3.3 Esperimento con Feedback 
 
L’esperimento base è stato modificato solo cambiando il layout della 
finestra Test: in questa versione infatti, la finestra, oltre ad informare che sta 
per iniziare un nuovo test, informa l’utente sull’esito (positivo o negativo) del 
test appena concluso. 
Abbiamo fatto tale modifica per capire se, nonostante non diamo alcuna 
informazione sul motivo di un eventuale errore, il comportamento dell’utente 
migliora oppure rimane invariato; inoltre, fornendo un feedback immediato, 
pensiamo che l’utente svolga l’esperimento con maggiore entusiasmo perché 
si accorge immediatamente se ha dato la risposta giusta o no. 
Un singolo test dunque si evolve nel seguente modo: 
 
1. viene visualizzata una pagina web classica con immagini, link...(bloccata) 
e in primo piano la finestra Interesse; 
2. l’utente esprime il proprio interesse: se decide di saltare il test passa al 
punto 7 altrimenti va avanti al punto 3; 
3. l’utente naviga nella pagina e se clicca su un link si apre una seconda 
pagina web; 
4. dopo qualche istante viene visualizzata la finestra ‘Avviso di protezione’; 
5. a questo punto l’utente può effettuare varie scelte: 
5a. l’utente può decidere se accettare o rifiutare il download e quindi 
passare al punto 6;  
5b. può cliccare sul pulsante Ulteriori informazioni per ricevere una breve 
guida sulla finestra ‘Avviso di protezione’. Tale guida scompare sia se 
viene esplicitamente chiusa dall’utente, sia quando egli clicca sul 
pulsante Sì o No della finestra ‘Avviso di protezione’ (punto 5a); 
5c. può cliccare sull’eventuale link e accedere alla pagina web contenente 
le condizioni d’uso del software. Tale pagina scompare sia se viene 
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esplicitamente chiusa dall’utente, sia quando egli clicca sul pulsante Sì 
o No della finestra ‘Avviso di protezione’ (punto 5a); 
6. viene mostrata una finestra (Avviso di protezione (2)) in cui si chiede 
all’utente se è sicuro della scelta fatta oppure no. Se egli conferma si passa 
al punto 7 altrimenti si torna al punto 5; 
7. lo sfondo diventa bianco e viene visualizzata la finestra Test che però è 
modificata (rispetto a quella descritta al par. 3.2.2.2) in quanto informa 
l’utente se la scelta che ha fatto è giusta oppure no. Se la scelta è giusta 
viene mostrato un semaforo verde lampeggiante e l’assistente sembra 
battere le mani ; se la scelta è sbagliata il semaforo è rosso e l’assistente ha 
le braccia allargate (figura 3.9). Alla pressione del tasto OK inizia un 




 Figura 3.9 – Alla fine di ogni singolo test dell’Esperimento con Feedback viene 
visualizzata la finestra di controllo “Test” che informa l’utente se la scelta che ha fatto 
nella finestra ‘Avviso di Protezione’ è giusta oppure no. Se la scelta è giusta viene mostrato 
un semaforo verde lampeggiante e l’assistente sembra battere le mani (vedi finestra in alto); 
se la scelta è sbagliata il semaforo è rosso e l’assistente ha le braccia allargate (finestra in 
basso). Inoltre viene notificato l’inizio di un nuovo test. 
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3.4 Il questionario 
 
Alla fine degli esperimenti abbiamo chiesto all’utente di riempire un 
questionario che ci permette di avere delle informazioni in più sia sulle sue 
abitudini sia sulla sua attenzione durante il test. Il questionario è composto da  
20 domande a risposta multipla e chiusa ed è articolato in diverse sezioni che 
presentiamo qui di seguito. 
Il questionario, per motivi di leggibilità, è articolato su più pagine, in 
modo che in ogni pagina vi siano al massimo quattro domande con le relative 
risposte (al massimo quattro); l’utente può navigare nel questionario attraverso 
i pulsanti Precedente e Successivo e sapere in ogni momento in quale pagina si 




 Figura 3.10 – Alla fine degli esperimenti abbiamo chiesto all’utente di riempire un 
questionario che ci permette di avere delle informazioni in più sia sulle sue abitudini sia 
sulla sua attenzione durante il test. Il questionario è composto da 20 domande a risposta 
chiusa e multipla.  
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3.4.1 Dati e note generali 
 
In questa prima sezione si acquisiscono informazioni sull’utente per 
capire se e come le sue conoscenze e abitudini hanno influenzato le sue scelte 
durante l’esperimento. In tale sezione andiamo ad indagare: 
 
• quanto l’utente conosce Internet e quanto usa gli strumenti offerti dalla 
rete; 
• la conoscenza della finestra ‘Avviso di protezione‘ e i suoi comportamenti 
abituali nei confronti di essa; 
• il peso che dà al nome del produttore. 
 
Queste domande ci aiutano a capire come ragiona l’utente, quali sono le 
sue convinzioni e linee guida (anche sbagliate), per aiutarci 
nell’interpretazione dei risultati (vedi par. 5.1).  
Esse servono anche per profilare l’utente e capire se utenti con profili 
simili hanno comportamenti simili e se ci sono comportamenti comuni tra  
profili differenti.  
Inoltre le domande servono anche per controllare che il Livello 




3.4.2 Attenzione al layout della finestra (durante l’esperimento) 
 
In tale sezione andiamo ad indagare se gli elementi della finestra ‘Avviso 
di protezione’ e la loro variazione hanno catturato o meno l’attenzione 
dell’utente. Per questo valutiamo l’impatto di: 
• immagine: si domanda se era sempre la stessa e se, la sua variazione lo ha 
indotto a prestare più attenzione; 
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• nome: si domanda se l’utente si è accorto che alcuni nomi erano 
ingannevoli e, in caso di risposta affermativa, come si è comportato di 
fronte a tali nomi; 
• testo con link: si domanda se l’utente si è accorto della presenza, 
all’interno della finestra, di un link; che cosa contiene la pagina collegata a 
questo link e infine se egli preferisce le finestre con link o senza. 
 
 
3.4.3 Rapporto tra rischio e costo 
 
Il compito dell’utente è quello di scaricare software esente da rischi (vd 
par. 2.3.2) che per noi si traduce nel rifiutare i software a pagamento (dialer).  
L’assunzione costoso ⇒ rischioso la facciamo noi ma non è detto che la 
faccia anche l’utente; ovviamente se la maggior parte degli utenti credesse che 
un software che comporta enormi costi aggiuntivi non sia rischioso, 
l’esperimento fallirebbe.  
C’è dunque la necessità di capire se anche l’utente ha fatto l’assunzione 
costoso ⇒ rischioso e, qualora ciò non accada, valutare in maniera diversa il 
test. 
Ciò che andiamo a chiedere all’utente allora è: 
• se conosce il significato di numero a valore aggiunto; 
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3.5 Le pagine web 
 
Ogni pagina web mostrata durante l’esperimento è stata scaricata da un 
vero sito Internet e poi opportunamente modificata. L’interazione con la 
pagina web procede nel seguente modo: 
 
1. viene caricata la pagina web in cui l’utente non può cliccare finché non 
esprime il proprio interesse mediante l’apposita finestra (vedi 3.2.2.3); 
2. l’utente clicca su uno qualunque dei link presenti nella pagina web; 
3. viene caricata una seconda pagina, simile alla precedente in cui si dice di 
attendere la finestra ‘Avviso di protezione’ e di cliccare Sì non appena 
questa appare; 
4. dopo qualche istante appare la finestra ‘Avviso di protezione’. 
 
 
3.5.1 La modifica 
 
Per rendere possibile tale sequenza, le pagine web trovate in rete sono 
state modificate in modo che tutti i link nella prima pagina conducessero alla 
seconda e tutti quelli della seconda facessero rimanere dentro la pagina stessa. 
Tale operazione è stata condotta modificando direttamente il codice html 
della pagina stessa quando questo non era particolarmente complicato e 
soprattutto quando tutti i link conducevano alla stessa pagina.  
A volte i link erano varie decine e ognuno portava ad una locazione 
diversa per cui la strada del ‘trova e sostituisci’ non era praticabile.  
Abbiamo allora costruito uno scheletro di pagina web che prevede 3 
immagini ovvero un top, una spalla sinistra e una spalla destra; al centro 








Figura 3.11 –  Alcune delle pagine web trovate in rete sono state modificate 
seguendo uno scheletro di pagina web che prevede l’utilizzo di 3 immagini: un top, una 
spalla sinistra e una spalla destra. Al centro c’è poi un ulteriore spazio per immagini o testo. 
 
A questo punto abbiamo salvato la pagina originale come immagine e 
l’abbiamo suddivisa in modo da adattarla allo scheletro suddetto. Ciò è stato 
possibile anche grazie al fatto che la maggior parte delle pagine web ha questo 
tipo di layout. 
Ovviamente si sono rese necessarie altre modifiche al layout della pagina 
web, specialmente nel caso di pagine con contenuti erotici, in quanto 
sarebbero state troppo esplicite le immagini in esse contenute. 
 
 
3.5.2 I contenuti 
 
Ogni esperimento ha bisogno di 16 (+16) pagine web ma per fare in 
modo che in ogni ripetizione non compaiano sempre le stesse pagine, abbiamo 
deciso di creare due insiemi di pagine web in modo da poterli alternare tra una 
ripetizione e l’altra. 
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Poiché nella realtà i siti che propongono dialer sono soprattutto siti di 
MP3, sfondi per desktop, loghi-suonerie, chat, programmi e infine siti porno, 
abbiamo cercato di rispecchiare il più possibile tale realtà nelle pagine da noi 
create.  
Nei due insiemi di pagine web che abbiamo creato (in totale 32 pagine) 
ci sono dunque: 
 
• 2 pagine di Microsoft (programmi); 
• 1 pagina di Macromedia (programmi); 
• 1 pagina di Adobe ma modificata per diventare Edobe (programmi); 
• 4 pagine che offrono molteplici programmi; 
• 4 pagine porno; 
• 10 pagine di MP3; 
• 2 pagine di chat; 
• 4 pagine di loghi e suonerie; 
• 4 pagine di sfondi per desktop o foto. 
 
Ovviamente tali pagine sono state equamente suddivise tra i 2 insiemi 
che si alternano tra un esperimento e l’altro. 
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3.6 Appendice: problematiche di implementazione 
 
Quella che abbiamo proposto nel capitolo precedente è la versione finale 
dell’esperimento, versione alla quale siamo giunti dopo una serie di 
affinamenti atti a risolvere vari problemi riscontrati sia da noi che dagli utenti 
durante le prime prove di setup 
Qui di seguito facciamo un elenco dei problemi che abbiamo affrontato 
(e risolto) molti dei quali derivanti dal fatto che l’esperimento viene sottoposto 
ad  utenti che non hanno una conoscenza approfondita del problema; inoltre, 
poiché la fase di creazione dell’esperimento è stata assai lunga, certe 
interazioni e interpretazioni che per noi sembravano scontate, non lo erano 
affatto per gli utente che interagivano con l’esperimento per la prima volta. 
 
 
3.6.1 Numero partecipanti 
 
Per rendere i risultati attendibili e stabili ci eravamo prefissi un numero 
di test intorno a 50 quindi ritenevamo sufficiente cercare 50 persone a cui 
sottoporre l’esperimento.  
Il problema è che, per riuscire a rendere l’esperimento perfettamente 
usabile da parte dell’utente, privo di errori nel codice e ben presentabile, sono  
necessarie alcune modifiche ‘dell’ultimo minuto’ che hanno comportato la 
perdita, totale o parziale, di qualcuno dei primi test. 
Quindi per condurre un indagine del genere è consigliabile avere un 
primo gruppo di persone a cui sottoporre l’esperimento pilota, affiancare 
l’utente durante lo svolgimento della prova  e alla fine avere un breve 
colloquio con lui per scoprire se ha incontrato delle difficoltà nella 
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3.6.2 Istruzioni utente 
 
Il problema più rilevante che abbiamo affrontato è stato quello di far 
capire all’utente cosa deve fare e come si deve comportare durante 
l’esperimento. Per tale scopo abbiamo quindi pensato a una lista di istruzioni 
che l’utente deve leggere prima di iniziare il test. Tali istruzioni devono essere 
organizzate per punti, ognuna deve essere chiara e concisa in modo che sia 
letta e compresa rapidamente e senza ambiguità.  
Ogni singola istruzione, per soddisfare i requisiti suddetti, è stata prima 
pensata e poi, dopo una serie di confronti e discussioni sia tra di noi sia con i 
primi utenti, corretta. 
Occorre fare molta attenzione a ciò che si dice all’utente per non 
polarizzarlo: egli deve sapere ciò che deve fare, ma non deve conoscere ciò 
che noi vogliamo misurare altrimenti il suo comportamento può non essere 
quello abituale; grande attenzione quindi è stata posta nell’assegnare il 
compito all’utente (vd par 2.3.2). 
Abbiamo poi notato che durante i primi 2-3 test del primo esperimento 
l’utente ci faceva molte domande perché non trovava familiari le finestre di 
controllo che lo guidavano; l’utente aveva quindi bisogno dei primi test per 
ambientarsi, dopodiché svolgeva tranquillamente il compito. Per fare in modo 
che ciò non accadesse, abbiamo aggiunto alle istruzioni, una serie di pagine 
web di esempio in moda che simulassero ed esemplificassero l’interazione tra 
l’utente e l’esperimento; abbiamo quindi dato all’utente un riferimento visivo 
delle finestre che avrebbe incontrato durante l’esperimento, in modo che egli 
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3.6.3 Durata dell’esperimento 
 
Per ottenere dei risultati attendibili, occorre sottoporre l’utente più volte 
allo stesso esperimento in modo da stabilizzare i risultati con un numero 
considerevole di prove e ridurre l’influenza di eventuali disturbi, quali ad 
esempio l’apprendimento durante i primi test.  
Ci era stato proposto dai colleghi del CNR di effettuare 6 ripetizioni ma 
abbiamo capito quasi subito che era una soluzione impraticabile in quanto tale 
numero di ripetizioni richiedeva una disponibilità dell’utente di circa un’ora. 
Siamo allora scesi a 3 ripetizioni differenziando leggermente l’interfaccia tra 
un esperimento e l’altro; con tale soluzione abbiamo anche svolto una decina 
di prove.  
Dato che il compito dell’utente è assai ripetitivo abbiamo notato che 
durante l’ultima ripetizione l’utente iniziava a spazientirsi e a deconcentrarsi; 
stavamo cioè ottenendo l’effetto contrario ovvero la lunghezza 
dell’esperimento influenzava in maniera negativa l’attendibilità dei risultati. 
Per tale ragione abbiamo svolto i successivi test con 2 sole ripetizioni 
che impegnano l’utente per un tempo accettabile (circa 15 minuti). 
 
 
3.6.4 Inizio esperimento 
 
L’utente deve capire in modo chiaro il momento in cui un esperimento 
inizia e soprattutto in che modo lo deve eseguire: velocemente o 
accuratamente. A tale scopo abbiamo creato la finestra Esperimento (vedi par. 
3.2.2.1) che dà all’utente le informazioni suddette. Il problema è che l’utente 
chiudeva la finestra prima ancora di aver letto il messaggio contenuto in essa; 
abbiamo allora deciso di mostrare il tasto OK soltanto dopo qualche secondo 
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3.6.5 Separare un test dal successivo 
 
Proponendo una navigazione guidata e dovendo proporre una serie di 
pagine web, risultava innaturale che l’utente, dopo la chiusura della finestra 
‘Avviso di protezione’ di una data pagina web, si trovasse davanti una nuova 
pagina totalmente diversa, per contenuto e stile, dalla precedente senza un 
preciso motivo; nell’esperienza comune infatti non succede mai che la pagina 
che abbiamo davanti sparisca e ne compaia un’altra totalmente scollegata dalla 
precedente. 
Abbiamo allora creato la finestra Test (vedi par. 3.2.2.2) che, mostrata su 
sfondo bianco, separa la fine di un test dall’inizio del test successivo. 
 
 
3.6.6 Interesse dell’utente 
 
Inizialmente l’utente era obbligato ad interagire con tutte le pagine 
proposte, anche se il loro contenuto non era di suo gradimento o lo metteva in 
imbarazzo. 
Oltre a ciò abbiamo immaginato che il tipo di pagina web influenzi il 
comportamento e l’attenzione dell’utente durante un test. E’ stato necessario 
allora dare la possibilità all’utente di saltare il test oppure, prima di interagire 
con la pagina, esprimere il proprio interesse per i contenuti. Tali funzionalità 
sono accessibili mediante la finestra Interesse (vedi par. 3.2.2.3) mostrata al 
caricamento della pagina web. La scelta fatta dall’utente viene poi registrata 
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3.6.7 Stato di avanzamento 
 
Al termine dei primi esperimenti ci siamo resi conto che, poiché 
l’esperimento è abbastanza lungo e ripetitivo, l’utente dopo un po’ di tempo, 
non avendo riferimenti sulla durata dell’esperimento, mostrava segni di 
impazienza chiedendo quanto tempo mancasse alla fine. Abbiamo quindi 
inserito una progress bar in basso alla finestra Interesse (vedi par. 3.2.2.3) in 
modo che l’utente, ogni volta che inizia un nuovo test, ha un’idea di quanto 
tempo manca alla fine,  si sente più a suo agio e quindi porta a termine 
l’esperimento con più tranquillità.  
 
 
3.6.8 Distinzione tra finestre di sistema e finestre di controllo 
 
L’aggiunta di numerose finestre atte a guidare l’utente durante 
l’esperimento, rischiava di confonderlo in quanto non si capiva dove fosse il 
confine tra le finestre di guida e le finestre di sistema (da noi simulate). Per far 
capire all’utente tale distinzione abbiamo caratterizzato tutte le finestre di 
controllo con l’immagine di un tutor che dà l’idea di accompagnare l’utente 
nel percorso che deve seguire (vedi figura 3.1). 
 
 
3.6.9 Risultati finali dell’esperimento 
 
Dopo pochi esperimenti ci siamo accorti che l’utente è curioso di 
conoscere i risultati che ha ottenuto, vuole un riscontro immediato per capire 
quanto è stato abile.  
Per fare ciò eravamo costretti ad estrarre manualmente il punteggio (al 
termine di tutti gli esperimenti) dal file di log. 
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Abbiamo allora deciso di creare una finestra Risultato che, alla fine di 
ogni esperimento, mostra un resoconto di ciò che l’utente ha fatto (vedi par. 
3.2.2.4). In questo modo il resoconto dell’esperimento è immediato e pratico. 
 
 
3.6.10 Aggiornamento del questionario dopo i primi test 
 
Una parte molto delicata di tutto l’esperimento è il questionario: da 
questo si estraggono informazioni importanti circa le conoscenze e le abitudini 
dell’utente, ma si riesce anche a capire se e dove si è focalizzata la sua 
attenzione durante l’esperimento e anche se ha correttamente interpretato le 
istruzioni che gli abbiamo dato. 
Per poter sondare tutti questi aspetti abbiamo dovuto arricchire di volta 
in volta il questionario, poiché inizialmente non indagavamo numerosi aspetti 
che invece si sono rivelati importanti dopo aver assistito ai primi esperimenti e 
parlato direttamente con gli utenti.  
Soprattutto è stata arricchita la parte iniziale del questionario, in cui sono 
state aggiunte diverse domande per avere informazioni più dettagliate sulle 
abitudini dell’utente e sul suo livello di conoscenza e familiarità con Internet. 
Dopo i primi test infatti abbiamo riscontrato un fenomeno particolare: alcuni 
utenti che effettivamente avevano larga familiarità con Internet erano assai 
riluttanti a settare il Livello conoscenza Internet su Alto forse per la paura di 
fare brutta figura; le domande del questionario ci hanno permesso in fase di 
analisi di controllare che il livello settato all’inizio corrispondesse alle reali 
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3.6.11 Aggiunta di alcune metriche 
 
In una prima versione dell’esperimento misuravamo soltanto la riuscita 
del compito e il tempo impiegato per decidere quale scelta effettuare.  
Per i motivi esposti nel paragrafo 3.2.2.3 abbiamo aggiunto la scelta fatta 
dall’utente nella finestra Interesse. Ci siamo poi accorti che determinati aspetti 
che volevamo indagare risultavano assai difficili da estrapolare dal file di log, 
e altri mancavano proprio.  
Abbiamo allora aggiunto l’eventuale accesso al link, le informazioni sul 
tipo di pagina proposta e il tipo di scelta fatta dall’utente; in questo modo si ha 
una visione più dettagliata del comportamento dell’utente e si possono anche 
fare ipotesi più precise sulle cause di tale comportamento. 
Per recuperare i primi esperimenti svolti in cui non erano presenti tutte le 
metriche, abbiamo costruito un apposito programma che modifica direttamente 




Stefano Cei e Oscar Governa  Metodologie e analisi 
  
4 Metodologie di raccolta e analisi dei dati 
 
 
Abbiamo già visto nel paragrafo 2.3.3 che la prima raccolta dei dati 
viene effettuata automaticamente durante l’esperimento registrando tutte le 
informazioni che ci servono in un file di log.  
Successivamente tali informazioni vengono aggregate (vedremo in 
seguito come) e trasferite, da un programma che abbiamo scritto 
appositamente, in un foglio Excel (il nostro database) in cui successivamente i 
dati vengono analizzati statisticamente. 
 
 
4.1 La struttura del file di log 
 
Abbiamo scelto di costruire il file di log in formato testuale in maniera 
che fosse facilmente leggibile anche aprendolo con un normale editor di testo. 
All’inizio del file vengono salvati i dati generali dell’utente quali nome, 
cognome, età e livello di conoscenza di Internet. 
Successivamente, per ogni esperimento, una riga specifica quale 
esperimento si va a loggare e soprattutto in che modo esso viene svolto 
dall’utente (velocità o accuratezza). 
A questo punto iniziano le registrazioni dei singoli test e per ognuno 
identifichiamo 4 o 5 righe: 
 
1. informazioni sul layout della finestra ‘Avviso di protezione’ che viene 
mostrata nel test e quindi: numero identificativo della finestra, il tipo di 
immagine, di nome, di testo e di software; registriamo anche il tipo di 
pagina web da cui si proviene. In caso di software a pagamento 
specifichiamo se il costo è scritto in cifre o in lettere e, in caso di link, se 
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nella pagina ad esso collegata c’è una text-area. Un tipico esempio può 
essere: 
 
FINESTRA 6: logo neutro, nome vero, testo pagamento 
con link (textarea, costo lettere)  SFONDI 
 
2. accesso al link: tale riga è presente solo nei casi di finestra con link perché 
qui si specifica se l’utente ha acceduto o meno alla pagina collegata al link 
(Link acceduto – Link NON acceduto); 
3. tasto premuto dall’utente: può essere sì, no, oppure ignora nel caso in cui 
il test sia stato saltato; 
4. riuscita del compito: da qui si capisce se la scelta dell’utente è stata giusta 
oppure no (Esatto – Errore); nel caso in cui l’utente abbia svolto il test ma 
non sia interessato alla pagina si aggiunge la stringa Non Interessato. Se 
l’utente ha saltato il test, scriviamo IGNORATO; 
5. tempo: registriamo il tempo che impiega l’utente a fare la sua scelta dal 
momento in cui viene mostrata la finestra ‘Avviso di protezione’ (ad 
esempio hh: 0   mm: 0   ss: 13). 
 
Alla fine dell’esperimento una riga mostra il numero di test eseguiti e il 
punteggio ottenuto (per esempio Test eseguiti: 16   ->   Punteggio finale: 13). 
 
Finite le registrazioni dei vari esperimenti, si passa al log delle risposte al 
questionario. Per ogni domanda scriviamo 3 righe: 
 
1. numero della domanda; 
2. testo della domanda; 
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Livello di conoscenza di Internet: Medio 
 
 




FINESTRA 14: logo neutro, nome vero, testo gratis con link PROGRAMMI MICROSOFT
     Link acceduto 
     si 
     Esatto 
hh: 0   mm: 0   ss: 6.99 
 
FINESTRA 5: logo attenzione, nome ingannevole, testo pagamento con link PORNO 
     Link acceduto 
     si 
     Errore - Non Interessato 






FINESTRA 2: logo neutro, nome vero, testo pagamento senza link SFONDI 
     ignora 
     IGNORATO 
hh: 0   mm: 0   ss: 0 
 













[G] Quanto usi Internet? 
Tutti i giorni 
 
Domanda 2: 







Preferisci che ci sia una finestra che chieda conferma dopo quella di 'Avviso 
di protezione'? 
Non ha importanza 
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4.2 Aggregazione dei risultati nel foglio Excel 
 
Abbiamo creato un file Excel e lo abbiamo suddiviso in tre fogli: nel 
primo abbiamo inserito i risultati dei singoli esperimenti, nel secondo le 
risposte al questionario e nel terzo le statistiche sui siti web. 
 
 
4.2.1 Foglio 1: risultati degli esperimenti 
 
Nel foglio 1, per ciascun utente abbiamo pensato di elaborare i risultati di 
ciascun esperimento separatamente, perciò per ogni utente abbiamo almeno 2 
righe con i risultati (perché ci sono almeno 2 ripetizioni). I risultati che 
andiamo a misurare sono divisi per sezioni: 
 
• Statistiche generali 
 3 colonne in cui si contano i test svolti e, tra questi, i test esatti e i test 
errati 
• Immagine 
2 colonne: una per l’immagine neutra e una per l’immagine forte; ciascuna 
a sua volta ha 2 sottocolonne in cui si contano i test esatti e quelli errati 
• Nome 
2 colonne : una per i nomi veri e una per quelli ingannevoli; ciascuna a sua 
volta ha 2 sottocolonne in cui si contano i test esatti e quelli errati 
2 colonne : una per i nomi veri e una per quelli ingannevoli; ciascuna ha 2 
sottocolonne in cui si contano i software accettati e quelli rifiutati 
• Testo 
2 colonne: una per i testi senza link e una per quelli con link; ciascuna ha 2 
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• Tipo software 
2 colonne: una per i software gratis e una per quelli a pagamento; ciascuna 
ha 2 sottocolonne in cui si contano i software accettati e quelli rifiutati 
• Accesso link 
2 colonne in cui si contano le volte che l’utente ha acceduto alla pagina 
collegata al link e quelle in cui non ha acceduto 
• Tempo 
3 colonne: una per il tempo minimo impiegato, una per il tempo massimo e 
l’ultima per il tempo medio. 
 




Figura 4.1 –  Abbiamo inserito i dati relativi ai singoli esperimenti in un foglio 
Excel. Per ciascun utente abbiamo pensato di elaborare i dati di ciascun esperimento 
separatamente, perciò per ogni utente abbiamo almeno 2 righe con i risultati (perché ci sono 
almeno 2 ripetizioni dell’esperimento) e un’ ulteriore riga aggregando i dati di tutti gli 
esperimenti. I dati sono divisi per sezioni (colonne) in base al parametro o variabile preso in 
considerazione (Immagine, Nomi, ...). 
 
Tutti questi numeri vengono calcolati per ciascun esperimento che 
l’utente ha svolto. 
Sempre nel foglio 1 c’è un’altra sezione relativa all’analisi degli errori 
(vedi figura 4.2); tale sezione si è resa necessaria per andare ad approfondire i 
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motivi che inducono l’utente a sbagliare e ha reso possibile trarre delle 
conclusioni che altrimenti non sarebbero state così evidenti dai risultati 
generali. 
Questa volta però i dati sono stati raccolti sommando quelli di tutti gli  
esperimenti svolti dall’utente perché, visto che gli errori erano meno della 
metà dei test svolti, avremmo avuto delle statistiche povere e troppo variabili 
nella distribuzione. Dunque alla fine delle ripetizioni si vanno a vedere gli 
errori commessi e tale sezione è divisa sostanzialmente in due parti: una 
relativa agli errori nelle finestre con testo senza link e una a quelli nelle 
finestre con link. 
Abbiamo scelto di operare questa distinzione perché la variazione del 
tipo di layout del testo (link o no) comporta il più grosso cambiamento della 
finestra ‘Avviso di protezione’ che, nel caso di testo senza link, è di dimensioni 
abbastanza piccole, altrimenti è molto più grande; dunque il cambiamento del 
tipo di layout del testo è quello di cui l’utente maggiormente si accorge quindi 
è interessante da indagare. 
In ciascuna delle due parti troviamo: 
 
• Immagine 
2 colonne: nella prima si contano gli errori commessi con immagine 
neutra, nella seconda quelli commessi con immagine forte. 
• Nome Vero 
2 colonne: considerando solo finestre con nome vero, nella prima si 
contano gli errori dovuti all’accettazione del software (a pagamento è 
evidente); viceversa nella seconda si contano gli errori dovuti al rifiuto del 
software (gratuito evidentemente). 
• Nome Ingannevole 
2 colonne: considerando solo finestre con nome ingannevole, nella prima 
si contano gli errori dovuti all’accettazione del software (a pagamento è 
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evidente); viceversa nella seconda si contano gli errori dovuti al rifiuto del 
software (gratuito evidentemente). 
• Errori in testi a pagamento 
2 colonne: nella prima si conta il numero di errori commessi quando il 
costo è espresso in cifre, nella seconda quando esso è espresso in lettere. 
 
 
• Errori in testi gratis 
1 colonna: si contano gli errori commessi in presenza di software gratuito 




Figura 4.2 –  Abbiamo effettuato un’analisi degli errori in modo da approfondire i 
motivi che inducono l’utente a sbagliare. Per ciascun utente abbiamo pensato di aggregare i 
dati di tutti gli esperimenti da lui effettuati (quindi ad ogni utente corrisponde una sola riga). 
I dati sono divisi per sezioni (colonne) in base al parametro o variabile preso in 
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4.2.2 Foglio 2: risultati questionario 
 
In questo foglio raccogliamo le risposte al questionario di ciascun utente. 
Le risposte vengono raccolte in maniera naturale: ad ogni domanda assegnamo 
un numero di colonne pari al numero di risposte possibili e poi registriamo la 
risposta data scrivendo 1 nella cesella corrispondente e lasciando bianche le 
altre. In questo modo è assai facile analizzare la distribuzione delle risposte e 
fare le somme finali per vedere globalmente come hanno risposto gli utenti al 
questionario. Per vedere quali sono le domande e le possibili risposte, si 
rimanda all’Appendice B.  




Figura 4.3 –  Abbiamo gestito le risposte al questionario per mezzo di un unico 
foglio Excel. Le risposte di ciascun utente vengono raccolte in maniera naturale, cioè ad 
ogni domanda assegnamo un numero di colonne pari al numero di risposte possibili e poi 
registriamo la risposta data scrivendo un “1” nella cesella corrispondente alla risposta data e 
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4.2.3 Foglio 3: statistiche siti web 
 
Abbiamo pensato che anche la pagina web da cui si proviene potesse in 
qualche modo influenzare la scelta dell’utente e, visto che nel file di log c’è 
scritto il tipo di pagina web appena visitata, siamo andati ad indagare le scelte 
che ha fatto l’utente a seconda della pagina web visitata. 
In questo foglio quindi abbiamo ripetuto la classificazione delle pagine 
come visto nel paragrafo 3.5.2 e per ogni classe si conta il numero di volte che 





Figura 4.4 – Abbiamo raccolto i dati relativi ai contenuti delle pagine web 
visualizzate prima della finestra ‘Avviso di Protezione’ ad esse collegate. Per ogni classe di 
pagine web (Programmi, MP3,...) si conta il numero di volte che l’utente ha accettato oppure 
rifiutato il download del software. 
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4.3 Le versioni dell’esperimento: influenza sui risultati 
 
Vediamo adesso se nei due esperimenti alternativi a quello base i risultati 
sono uguali oppure no. L’esperimento DoubleClick resta sostanzialmente 
uguale a quello base; infatti anche se il 90% dei partecipanti dichiara di 
preferire una finestra di conferma (in questo caso ‘Avviso di protezione (2)’), 
poi nessuno la usa per tornare indietro visto che tutti cliccano sempre sì 
confermando la scelta appena fatta nella finestra ‘Avviso di protezione’. 
Anche l’esperimento Feedback non modifica i risultati, in quanto il 
feedback non fornisce una spiegazione sul perché c’è stato un errore, 
limitandosi a dare indicazioni sulla riuscita del compito. Esso invece ha effetto 
sul numero di test svolti: gli utenti sembrano preferire questa variante visto che 
compiono un maggior numero di test con questo tipo di esperimento; 
evidentemente la presenza del feedback immediato, fa in modo che la prova 
diventi meno noiosa e più stimolante. 
 
 
4.4 Interesse per la pagina web: una metrica non influente 
 
Tra le metriche previste c’era anche la misura dell’interesse per i 
contenuti della pagina web che propone il download, espresso mediante 
un’apposita finestra interesse (vedi par. 3.2.2.3); l’utente infatti, prima di 
iniziare a navigare nella pagina, doveva esprimere il proprio grado di 
interessamento per la pagina proposta e successivamente iniziare il compito 
vero e proprio. Ciò che l’utente poteva fare era: 
• dire di essere interessato alla pagina; 
• dire di non essere interessato alla pagina ma continuare ugualmente il test; 
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A parte la terza ipotesi che faceva saltare il test e quindi non produceva 
alcun risultato utile, le altre due ci dovevano servire per dare un peso diverso 
ai risultati ottenuti in quanto l’attenzione dell’utente poteva calare in presenza 
di una pagina di scarso interesse. 
In linea di principio ciò è giusto ma nell’esperimento le cose non sono 
andate proprio così: l’utente infatti, dato l’alto numero di ripetizioni, vedeva la 
finestra interesse come un compito secondario e ininfluente ai fini del suo 
scopo finale per cui tendeva ad usare lo stesso pulsante della finestra interesse 
per lunghi periodi di tempo. Mancava cioè un’alternanza significativa per le 
preferenze di un utente medio e i grafici successivi lo dimostrano. 
Nei grafici vediamo come varia l’interesse dell’utente durante tutto 
l’esperimento: ogni volta che egli clicca su sono interessato la curva sale, ogni 
volta che clicca su non sono interessato ma continuo la curva scende.  
Analizzando le curve per tutti gli utenti abbiamo notato che la maggior 
parte di essi tendeva a cliccare lo stesso pulsante per tutta la durata 
dell’esperimento: nel grafico di figura 4.5 si vede infatti che l’interesse sale 
dall’inizio alla fine, segno che l’utente ha sempre premuto sul tasto sono 
interessato (ci sono anche delle curve ribaltate perché l’utente ha premuto 




Figura 4.5 – In figura vediamo come varia l’interesse dell’utente durante 
l’esperimento: se egli clicca su sono interessato la curva sale, altrimenti scende. Il 
comportamento più diffuso è quello in cui l’utente tende a cliccare sullo stesso bottone della 
finestra interesse per tutto l’esperimento. Infatti la curva cresce dall’inizio alla fine (in altri 
casi decresce dall’inizio alla fine).  
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A volte succedeva che, nei primi test si verificava una certa alternanza 
tra i gradi di interesse, ma dopo un po’ l’utente (forse perché riteneva 
l’indicazione dell’interesse secondaria) cominciava a premere sempre sullo 
stesso pulsante; nel grafico seguente (figura 4.6) vediamo che fino a circa metà 
esperimento esiste effettivamente un’alternanza dell’interesse (la curva sale e 
scende) mentre verso la fine l’utente inizia a premere su un solo pulsante (la 





Figura 4.6 – Un altro comportamento frequente è quello che vediamo in figura: per 
circa metà esperimento l’utente esprime effettivamente il proprio grado di interesse, infatti 
la curva sale e scende, segno che l’interesse varia. Verso la fine però l’utente (forse perché
ritiene l’indicazione dell’interesse secondaria) comincia a premere sempre sullo stesso 
pulsante e la curva ha un andamento decrescente (o crescente se il pulsante premuto è 
l’altro). 
Poiché la totalità del campione rispecchia sostanzialmente questi due 
andamenti, siamo giunti alla conclusione di non esaminare tale risultato in 
quanto l’interesse espresso dai partecipanti era in gran parte non veritiero.  
Dunque nell’analisi dei risultati l’interesse per i contenuti della pagina 
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4.5 L’analisi dei risultati 
 
L’analisi dei vari database si basa sostanzialmente su un certo numero di 
confronti in cui ognuno viene fatto tra due colonne di una determinata tabella 
prendendo in considerazione la stessa variabile (ad esempio si confrontano i 
test esatti ed errati in presenza di immagine neutra...).  
Inizialmente, per meglio comprendere la tendenza delle risposte al test 
del nostro campione,  avevamo riassunto i dati come somma degli elementi di 
ogni colonna e il risultato espresso in percentuale. Tuttavia, per confrontare 
statisticamente i risultati di due campioni e verificare l’ipotesi che siano stati 
estratti dalla stessa popolazione e le differenze osservate (tra le medie o tra le 
varianze) siano dovute al caso., abbiamo ritenuto necessario utilizzare un t test 
e non limitarci al solo confronto percentuale. Può succedere infatti che, 
confrontando i campioni in modo appaiato, essi siano quasi sempre uguali e 
magari ce ne siano solo 2 o 3 con differenze enormi; se facciamo la somma, 
tali differenze si ripercuotono sul risultato finale facendoci concludere che le 
distribuzioni siano diverse quando invece risultano sostanzialmente simili. 
Inoltre abbiamo dovuto usare un test statistico non parametrico (per la 
differenza tra test parametrici e non vedi Appendice C) in quanto il numero di 
campioni non è elevatissimo e soprattutto non sappiamo nulla a priori sulle 
distribuzioni: quindi serve un test che risulti robusto nei confronti di variazioni 
anche notevoli dei dati. Ulteriormente, non avendo alcuna ipotesi a priori da 
verificare e essendo il numero dei campioni confrontati sempre lo stesso, il test 
doveva essere per campioni appaiati a due vie, e la nostra scelta è dunque 
ricaduta sul Wilcoxon test (equivalente del test t di Student nel caso 
parametrico) [7] . 
Qui di seguito riportiamo una descrizione del test senza entrare nel merito del 
suo algoritmo, spieghiamo semplicemente quali sono i dati da dare in ingresso, 
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4.5.1 Il Wilcoxon test per dati appaiati 
 
Il test è l’equivalente del t-Test nel caso non parametrico ed è in grado di 
confrontare le distribuzioni di 2 variabili aleatorie X e Y e di verificare una 
certa ipotesi che può essere: 
• Ipotesi  zero (Ho) che prevede che i due campioni siano uguali (X = Y); 
• Ipotesi alternativa (Ha), che è quella di nostro interesse ed è l’opposto 
della precedente, e quindi prevede una differenza tra le 2 distribuzioni  
(X ≠ Y). 
 
Per capire allora quale delle due ipotesi sia confermata si inseriscono 
innanzi tutto le variabili aleatorie X ed Y; quindi il test produce:  
• un parametro p; 
• il numero delle differenze positive tra le coppie dei campioni confrontate; 
• il numero delle differenze negative tra le coppie dei campioni confrontate; 
• il numero delle differenze nulle tra le coppie dei campioni confrontate. 
 
Il parametro cosiddetto p rappresenta la probabilità che, estraendo a caso 
una coppia di campioni (rispettivamente da X e Y) tale coppia rispetti l’ipotesi 
zero. Si stabilisce poi una soglia α che rappresenta la probabilità massima di 
errore che si intende accettare concludendo che l’ipotesi zero è falsa quando in 
realtà è vera. Tale probabilità viene solitamente fissata pari a 0,05 (5%). 
Confrontando il valore di p con α si ha che: 
 
• se p > α allora concludo che l’ipotesi alternativa sia non significativa; 
• se p < α allora concludo che l’ipotesi alternativa sia significativa; 
• se p < 0,0001 l’ipotesi alternativa risulta altamente significativa. 
 
All’aumentare del numero di campioni confrontati, aumentano i gradi di 
libertà per cui risulta più semplice scendere al di sotto della soglia α anche se 
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le distribuzioni non rispettano l’ipotesi alternativa; per questo motivo esiste la 
correzione di Bonferroni che suggerisce di diminuire la soglia di significatività 
all’aumentare del numero dei campioni confrontati. 
 
Il test confronta, a 2 a 2, i campioni di X e Y e calcola le differenze tra i 
campioni di X e quelli di Y; alla fine produce il numero di differenze che sono 
risultate positive, negative o nulle. Questo serve per capire, una volta accettata 
l’ipotesi alternativa, se X > Y o viceversa, infatti se il numero di differenze 
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4.5.2 Esempio di analisi 
 
Ecco un esempio di studio di una variabile per capire come abbiamo 
condotto l’analisi.  
La domanda che ci poniamo è se l’utente usa lo strumento link presente 
nella finestra ‘Avviso di protezione’ oppure no. Utilizziamo il Wilcoxon test 
per analizzare le due distribuzioni dei link acceduti e dei link non acceduti e 
quindi trarre delle conclusioni sull’uso di questo strumento. 
Vediamo come interpretare i dati forniti dal test statistico riassunti in una 




Figura 4.7 – La tabella si riferisce alle statistiche sull’accesso al link. In alto 
troviamo n cioè il numero di campioni confrontati e accanto ad esso troviamo la soglia α che 
abbiamo usato. Analizziamo la riga che confronta i link acceduti e quelli non acceduti, 
notiamo che p<0,0001 per cui l’ipotesi che le distribuzioni siano diverse è altamente 
significativa. Al centro vediamo che ci sono 2 differenze positive, 94 negative e 0 nulle 
dunque concludiamo che la differenza va a favore dei link non acceduti evidenziati in giallo.
 
Per prima cosa troviamo n cioè il numero di campioni confrontati e 
accanto ad esso troviamo la soglia α al di sotto della quale l’ipotesi alternativa, 
cioè che le 2 distribuzioni confrontate sono diverse, diventa significativa. 
Analizzando poi la riga che considera l’Accesso al Link e confronta i link 
acceduti e quelli non acceduti, per prima cosa vediamo che il valore di p è 
molto piccolo (<0,0001) per cui l’ipotesi alternativa è altamente significativa 
 
 66 
Stefano Cei e Oscar Governa  Metodologie e analisi 
  
(indicato all’estrema destra), dunque concludiamo che le distribuzioni dei link 
acceduti e dei link non acceduti sono assai diverse.  
Occorre capire qual è la variabile che prevale e per far ciò analizziamo le 
differenze: ne troviamo 2 positive e 94 negative quindi affermiamo che i link 
non acceduti sono maggiori di quelli acceduti in maniera significativa (per 
evidenziare ciò, la parola  non acceduti è sottolineata in giallo). 
Dunque il test ci permette di affermare che lo strumento del link non 
viene usato vista la grande prevalenza dei link acceduti; per evidenziare tale 
prevalenza presentiamo i risultati con delle tabelle semplificate tipo quella in 




Figura 4.8 – La tabella si riferisce alle statistiche sull’accesso al link proposta nello 
studio dei risultati. Qui notiamo a sinistra le stesse informazioni della tabella 4.7 mentre a 
destra riportiamo solamente il valore della variabile prevalente; in questo caso i link non 
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4.5.3 Dati e questionario 
 
Oltre all’analisi dei dati registrati durante le varie ripetizioni degli 
esperimenti, riveste molta importanza anche il questionario. Esso ci permette 
di capire non tanto cosa l’utente ha fatto durante la prova (a quello ci pensa il 
file di log) ma quali sono le sue idee e su quali elementi si è maggiormente 
soffermata la sua attenzione.  
Dunque per valutare l’influenza di una singola variabile si usano i 
risultati statistici dell’esperimento che vengono poi arricchiti e completati 
dalle risposte al questionario date dagli utenti.  
Ad esempio potrebbe succedere che dai risultati dell’esperimento si noti 
una bassissima percentuale di accesso al link presente nella finestra ‘Avviso di 
protezione’; oltre a raccogliere tale informazione vorremmo anche capire 
perché si verifica tale fenomeno. Potremmo pensare che l’utente non si 
accorga della presenza del link, oppure lo noti ma creda che la pagina ad esso 
collegata non contenga informazioni importanti. Senza il questionario non 
potremmo sapere quale delle due ipotesi è vera, mentre invece ponendo 
all’utente domande del tipo: “Hai notato la presenza di un link?” o “Cosa 
contiene secondo te la pagina collegata al link?” possiamo sapere qual è la 
causa del suo comportamento. 
Queste domande ci permettono di approfondire le prime conclusioni 
tratte dal test statistico sull’Accesso al Link (vedi paragrafo precedente): infatti 
gli utenti non usano il link ma le loro risposte ci fanno capire che non è un 
problema di visibilità (la maggior parte si accorge del link), quanto di utilità in 








5 Risultati  
 
 
5.1 Caratterizzazione del campione 
 
Abbiamo sottoposto alla versione definitiva dell’esperimento un totale di 
43 persone di età compresa tra i 15 e 30 anni con un livello di conoscenza 
dell’ambiente Internet abbastanza eterogeneo. Come si può notare dai grafici 
di figura 5.1, l'84% del nostro campione utilizza Internet frequentemente, 
principalmente per svago o per studio, e la maggior parte dei partecipanti è 





Per questo motivo gli utenti sono abituati a confrontarsi con la finestra 
‘Avviso di protezione’ e i risultati del questionario lo dimostrano: ben l’88% 
del campione ha visto almeno una volta la finestra in esame (figura 5.2) 
Figura 5.1 – Dalle risposte (al questionario) a domande come “Quanto usi 
Internet?”, “Per quale scopo usi Internet?” si può notare l'84% del campione utilizza 
Internet “Tutti i giorni” (grafico a sinistra) principalmente per svago (67%) o per 
studio (23%). 




Poiché l'80% dei partecipanti è abituato a scaricare software dalla rete 
possiamo pensare che la maggior parte degli utenti non abbia solo “visto” la 
finestra ma vi abbia anche interagito in qualche modo; dunque ciò che 
abbiamo proposto agli utenti non è qualcosa di oscuro o sconosciuto, bensì una 





Il nostro campione però è abbastanza eterogeneo cioè comprende utenti 
assai smaliziati, che hanno una buona confidenza con Internet, e utenti invece 
che usano Internet raramente e che quindi lo conoscono meno bene; abbiamo 
quindi suddiviso il nostro campione in 3 fasce basandoci sul Livello 
conoscenza Internet (Alta, Media, Bassa) che l’utente imposta all’inizio 
dell’esperimento o modificato da noi in fase di analisi (vedi par. 3.6.10); il 
campione dunque risulta così suddiviso: 
• 10 partecipanti di fascia alta; 
• 23 partecipanti di fascia media; 
• 10 partecipanti di fascia bassa. 
Figura 5.2 – Il grafico a sinistra mostra che molti utenti scaricano software 
frequentemente (30%) o a volte (49%), infatti a destra vediamo che la quasi totalità 
dei partecipanti ha visto almeno una volta la finestra ‘Avviso di protezione’ (88%). 




L’analisi che abbiamo fatto è stata in primo luogo generale, senza tener 
conto della diversità degli utenti, ma successivamente ci siamo chiesti se e 
come la conoscenza di un utente influisce sui suoi comportamenti e sulle sue 
decisioni e quindi se le considerazioni fatte in generale valgono per tutti  
oppure per certe tipologie di utenti si modificano. 
 
 




5.2 Risultati generali 
 
Dagli studi statistici sui risultati degli esperimenti abbiamo notato che il 
compito è stato svolto correttamente in buona parte dei casi; come si nota dalla 
tabella 5.1, confrontando le distribuzioni dei test esatti e dei test errati, si vede 
che esse sono assai differenti (p<0,0001 – per vedere le tabelle complete si 
rimanda all’Appendice A), e le percentuali si assestano su 62% esatti e 38% 
errati.  
C’è però un dato interessante: quando si ha a che fare con software 
gratis, non c’è grande differenza tra i test esatti e quelli errati (p>0,01) e questo 
ci fa subito pensare ad una diffusa propensione al rifiuto come dimostreremo 
meglio in seguito. 
 
Statistiche Software     
      
      
Variabile Prevalenza 
    
Test Svolti Esatti vs Errati Esatti 
    
Software Gratis Accettati vs Rifiutati ns 
Software a Pagamento Accettati vs Rifiutati Rifiutati 
Software Accettato Gratis vs Pagamento Gratis 
Software Rifiutato Gratis vs Pagamento Pagamento 
    
ns = differenza Non Significativa    
     
 
 
Ma l’utente ha veramente capito il meccanismo con cui reperire le 
informazioni che gli servono per fare la sua scelta? 
 
Tabella 5.1 – Il compito (scaricare software non rischioso) è stato svolto 
correttamente in buona parte dei casi. Infatti, come si nota confrontando le differenze tra le 
distribuzioni di Test Esatti e Test Errati, si vede che c’è una differenza significativa 
vantaggio dei Test Esatti. Quando però si ha a che fare con software gratis non c’è grande 
differenza tra quelli accettati o rifiutati: dimostreremo che tale risultato è il frutto di una 
marcata tendenza al rifiuto. 




5.2.1 Comprensione e interazione 
 
Se riflettiamo bene, non possiamo certo affermare che i dati suddetti 
siano incoraggianti visto che un 38% di test errati non può essere accettabile 
per i seguenti motivi: 
 
• la finestra ‘Avviso di protezione’, come accenna già il nome, dovrebbe 
svolgere un compito molto importante in merito alla sicurezza e protezione 
del pc e quindi dovrebbe essere intuitiva e di facile comprensione per tutti.  
• il compito che l’utente deve svolgere è assai banale se le poche 
informazioni sul software che egli cerca venissero presentate in modo 
chiaro e leggibile. 
 
Proviamo allora a chiederci: quando possiamo affermare che un utente 
ha capito il meccanismo di interazione con la finestra ‘Avviso di protezione’? 
Dato che, se un utente capisce come reperire le informazioni, supera tutte 
le difficoltà del test, gli unici errori che può commettere sono dovuti a 
distrazione o errori di puntamento del mouse nel momento del click (noi stessi 
chiediamo di svolgere un esperimento con la massima velocità). Dunque 
fissiamo, sui test svolti dall’utente, una soglia di errore del 15-20 per cento: se 
il numero di errori sta sotto questa soglia, affermiamo che l’utente ha capito il 
meccanismo, altrimenti diciamo che non ha capito (o ha capito solo in parte). 
Analizzando i risultati si nota che solo 2 persone su 43 sono rimaste sotto 
la soglia, per cui possiamo tranquillamente affermare che la finestra 'Avviso di 
protezione' disorienta l’utente. 
 
 




5.3 Studio delle variabili in gioco 
 
Andiamo ora ad analizzare le singole componenti della finestra ‘Avviso 






Analizzando i dati abbiamo riscontrato una totale ininfluenza 
dell’immagine presente nella finestra, mentre il nome unito al tipo di layout di 
testo sembrano assai importanti. Grosso rilievo ha la pagina web da cui si 
proviene, il suo contenuto è l’elemento principale che guida l’utente nella sua 
scelta. Infine anche il tempo che un utente ha a disposizione influisce sul suo 
comportamento e sull’accuratezza con cui il compito viene portato a termine. 
 




Figura 5.3 – Tra i fattori che abbiamo preso in esame solo l’immagine non ha alcuna 
importanza; tutte gli altri influiscono sulle scelte dell’utente. 






Noi credevamo che l'immagine influisse molto nel comportamento di 
un’utente e anche chi ha svolto il questionario lo pensa, infatti ben il 67%  del 





Nonostante questo dai dati raccolti durante gli esperimenti ci siamo 
accorti che l’immagine è un fattore ininfluente. Infatti sia la distribuzione delle 
risposte esatte, sia quella delle errate, non differisce di molto variando 
l’immagine tra Neutra e Forte - entrambi con p>0,01 - (vedi tabella 5.2). 
Inoltre analizzando soltanto i dati riguardanti gli errori commessi in 
entrambi i tipi di finestre, cioè sia nella finestra con testo senza link, sia in 
quella con testo con link, si nota che le differenze non sono significative - 
p>0,01 sempre (vedi tabella 5.3). 
 
Figura 5.4 – La maggior parte degli utenti è convinta che l’immagine induca a 
prestare più attenzione. 





Statistiche Immagine     
      
      
Variabile Prevalenza 
    
Immagine Neutra Esatti vs Errati Esatti 
Immagine Forte Esatti vs Errati Esatti 
Risposte Esatte Neutra vs Forte ns 
Risposte Errate Neutra vs Forte ns 
      
ns = differenza Non Significativa    
      
 
 
Statistiche Immagine: Errori   
      
      
Variabile Prevalenza 
    
Errori in Testo Con Link    
Immagine Neutra vs Forte ns 
    
Errori in Testo Senza Link   
Immagine Neutra vs Forte ns 
    
ns = differenza Non Significativa    
      
 
 
Anche le risposte nel questionario confermano questa tesi: alla domanda 
“L’immagine nella finestra era sempre la stessa?” solo il 40% del campione 
afferma di essere sicuro che l'immagine cambiava; l'altro 60% vacilla tra chi 
non si ricorda, il 44%, e chi addirittura pensa che sia rimasta sempre la stessa, 
il 16% (vedi figura 5.5). 
Secondo noi tale risultato deriva dal fatto che l’utente focalizza la sua 
attenzione sulla parte destra della finestra che contiene informazioni testuali, 
anche se poi magari non le legge attentamente. 
Tabella 5.3 – La tabella mostra che anche andando ad analizzare soltanto gli errori 
commessi, non si notano sostanziali differenze tra i due tipi di immagine.. 
Tabella 5.2 – La tabella mostra in maniera evidente la totale ininfluenza del tipo di 
immagine. Confrontando i risultati ottenuti con l’immagine neutra e quella forte non vi sono 
differenze significative in nessuno dei confronti.








Figura 5.5 – Il fatto che l’immagine sia ininfluente è dimostrato anche dalle risposte 
al questionario date dai partecipanti: solo il 40% si ricorda con precisione che l’immagine 
cambiava, mentre il rimanente 60% vacilla tra chi non si ricorda e tra chi addirittura è 
convinto che rimanesse la stessa. 




5.3.2 Il Nome 
 
Considerando i risultati degli esperimenti, e analizzando soltanto i test 
esatti e quelli errati, non sembra esserci sostanziale differenza tra i due tipi di 
nome; infatti sia la distribuzione delle risposte esatte, sia quella delle errate, 
non differisce di molto variando il nome tra vero e ingannevole - entrambi con 
p>0,01 - (vedi tabella 5.4). 
 
Statistiche Nome     
      
      
Variabile Prevalenza 
    
Nome Vero Esatti vs Errati Esatti 
Nome Ingannevole Esatti vs Errati Esatti 
Risposte Esatte Vero vs Ingannevole ns 
Risposte Errate Vero vs Ingannevole ns 
      
ns = differenza Non Significativa    
      
 
 
Tale risultato però non ha una grande valenza in quanto pensiamo che il 
nome non influisca tanto sull’attenzione dell’utente (e quindi sull’accuratezza 
con la quale cerca le informazioni e opera la sua scelta) quanto soprattutto 
sulla fiducia che egli ripone in un certo produttore; una maggior fiducia induce 
l’utente ad accettare il software molto più facilmente mentre se egli non si fida 
di un certo produttore molto probabilmente rifiuterà la proposta. 
Per questo motivo è molto più interessante analizzare il comportamento 
dell’utente scoprendo in quali casi egli accetta il software e in quali egli lo 
rifiuta. 
Seguendo questa strada si nota una marcata differenza tra le finestre con 
nome vero e quelle con nome ingannevole. Se con il nome vero non c’è 
Tabella 5.4 – La tabella mostra in maniera evidente la totale ininfluenza del tipo di 
nome sull’accuratezza dell’utente nell’operare la sue scelta. Confrontando i risultati ottenuti 
con i nomi veri e quelli ingannevoli non vi sono differenze significative in nessuno dei 
confronti. 




differenza tra la distribuzione degli Accettati e quella dei Rifiutati - p>0,01 - 
con il nome ingannevole tale differenza esiste (vedi tabella 5.5), marcata - 
p<0,01 - e mostra una tendenza generale al rifiuto del software proposto da tali 
produttori (59% rifiutati 41% accettati – vedi figura 5.6).  
 
Statistiche Nome: Accettato - Rifiutato   
      
      
Variabile Prevalenza 
    
Nome Vero Accettati vs Rifiutati ns 
Nome Ingannevole Accettati vs Rifiutati Rifiutati 
Nome Accettato Vero vs Ingannevole ns 
Nome Rifiutato Vero vs Ingannevole Ingannevole 
      
ns = differenza Non Significativa    
      
 
 
Tale differenza si nota ancora meglio se si vanno a confrontare le 
distribuzioni dei Rifiutati: le due distribuzioni sono assai diverse - p<0,001 - e 
il confronto mostra una superiorità di rifiuti sui nomi ingannevoli (53% nomi 
ingannevoli,  47% nomi veri – vedi figura 5.6). 
Tale comportamento è avvalorato dai risultati del questionario in cui si 
vede che per il 67% del campione il nome del produttore influisce sulla scelta 
(mentre per il 32% non ha importanza) e questo è dovuto al fatto che ben 
l'88% dichiara di avere più fiducia in produttori conosciuti (vedi figura 5.7). 
 
Tabella 5.5 – La tabella mostra come sia diverso il comportamento in relazione al 
tipo di nome: se col nome vero non c’è differenza tra accettati e rifiutati, col nome 
ingannevole si vede la prevalenza dei rifiutati, segno di una maggiore tendenza al rifiuto.  











Figura 5.7 – Indubbiamente il nome del produttore ha una certa influenza sulle scelte 
dell’utente come mostrato a sinistra; significativo il fatto che ben l’88% del campione si fida 
maggiormente di produttori conosciuti.  
Figura 5.6  – La figura mostra chiaramente come, con i nomi ingannevoli, aumenti la 
tendenza al rifiuto del software; in presenza di nome ingannevole i rifiutati costituiscono il 
59% contro il 41% degli accettati. Confrontando invece i rifiuti nei 2 casi, con i nomi 
ingannevoli si nota che i rifiuti sono maggiori (circa il 54%). 




Se però andiamo ad indagare a fondo gli errori commessi e separiamo le 
finestre con link da quella senza link scopriamo un dato interessante. Nelle 
finestre senza link si nota una netta tendenza al rifiuto, dimostrata dal fatto che 
le distribuzioni di Accettati e Rifiutati sono assai diverse per entrambi i tipi di 
nome - p<0,025 vedi tabella 5.6 - con netta supremazia dei rifiutati (66% 
rifiutati, 34% accettati – vedi figura 5.8); non sembra esserci però differenza 
tra i due tipi di nome, infatti confrontando le due distribuzioni degli Accettati 
non si notano differenze e la stessa cosa succede con quelle dei Rifiutati – 
p>0,025. 
 
Statistiche Nome: Errori     
      
      
Variabile Prevalenza 
    
Errori in Testo Con Link    
Nome Vero Accettati vs Rifiutati ns 
Nome Ingannevole Accettati vs Rifiutati ns 
Nome Accettato Vero vs Ingannevole ns 
Nome Rifiutato Vero vs Ingannevole Ingannevole 
    
Errori in Testo Senza Link   
Nome Vero Accettati vs Rifiutati Rifiutati 
Nome Ingannevole Accettati vs Rifiutati Rifiutati 
Nome Accettato Vero vs Ingannevole ns 
Nome Rifiutato Vero vs Ingannevole ns 
      
ns = differenza Non Significativa    
      
 
 
Tabella 5.6 – Il nome sembra avere poca influenza nel layout senza link in cui non si 
notano differenze tra i 2 tipi di nome ma solo una netta tendenza al rifiuto in generale; 
risulta più influente nel layout con link in cui vediamo una netta differenza: col nome 
ingannevole aumentano i rifiuti. 







Nelle finestre con link invece il comportamento si inverte; la tendenza al 
rifiuto scompare, infatti le distribuzioni di Accettati e Rifiutati non mostrano 
differenze significative con entrambi i tipi di nome - p>0,025. Compare però 
una netta differenza di comportamento nel rifiuto tra i due nomi - p<0,025 - : 
col nome ingannevole si rifiuta molto più frequentemente che col nome vero 
(61% nomi ingannevoli, 39% nomi veri – vedi figura 5.8). 
Una possibile spiegazione di questo fenomeno è che in presenza del link 
il testo è molto povero perciò l’attenzione si focalizza sul nome; essendo 
dunque più probabile che l’utente si accorga del nome ingannevole, risulta 
anche più probabile che l’utente rifiuti. In assenza di link invece il testo è 
molto più lungo (almeno 10-20 righe scritte in carattere piccolo), tende ad 
attirare l’attenzione dell’utente che quindi perde di vista il nome e induce poi 
l’utente a rifiutare il software (come dimostreremo ampiamente nel capitolo 
successivo). 
 
Figura 5.8 – A sinistra vediamo la generale tendenza al rifiuto nel layout senza link 
(66% rifiutati contro 34% accettati) senza una particolare differenza tra i tipi di nome; a 
destra invece vediamo che, nel layout con link, con i nomi ingannevoli c’è un maggior 
numero di rifiuti (61% contro 39%). 




5.3.3 Il Testo  
 
Da una prima analisi globale dei risultati, confrontando i due tipi di 
layout di testo, con link e senza, non sembrano esserci sostanziali differenze 
tra i due tipi di layout (vedi tabella 5.7); le distribuzioni degli esatti non sono 
molto distanti tra di loro - p>0,01 - come dimostrano anche le percentuali 
(52% - 48% vedi figura 5.9). Stesso discorso vale per le distribuzioni degli 
errati - p>0,01 - con percentuali di 55% - 45%. 
Tale risultato è stato abbastanza sorprendente in quanto, in presenza di 
link, nonostante l’unico modo per reperire informazioni sul software sia quello 
di accedere al link, la quasi totalità degli utenti non vi ha acceduto come 
dimostrano le distribuzioni degli accessi - p<0,0001 – (percentuali di 97% e 
3%). 
 
Statistiche Testo, Accesso al Link   
      
      
Variabile Prevalenza 
    
Testo Senza Link Esatti vs Errati Esatti 
Testo Con Link Esatti vs Errati Esatti 
Risposte Esatte (Testo) Senza Link vs Con Link ns 
Risposte Errate (Testo) Senza Link vs Con Link ns 
    
Accesso al Link Acceduti vs Non Acceduti Non Acceduti 
      
ns = differenza Non Significativa    
      
 
 
Tabella 5.7 – In tabella vediamo l’apparente uguaglianza dei due tipi di layout: 
confrontandoli infatti non si notano differenze. Il dato più significativo riguarda l’accesso al 
link: c’è una forte prevalenza dei link non acceduti, segno dello scarso uso di tale strumento.







Inizialmente ci siamo sorpresi di fronte a questi risultati perché, visto lo 
scarsissimo uso del link, ci aspettavamo che il comportamento nel layout con 
link fosse assai peggiore; in seguito forniremo una spiegazione a tale 
fenomeno (vedi paragrafo 5.3.3.2) 
Andiamo allora ad analizzare più in dettaglio i due tipi di layout. 
 
 
Figura 5.9 – La figura mostra l’apparente uguaglianza dei due tipi di layout di testo: 
a sinistra vediamo che il numero ti test esatti è pressoché identico in entrambi i tipi di 
layout; a destra notiamo la stessa cosa con il numero di test errati. 




5.3.3.1 Testo senza link 
 
I primi risultati ci hanno sorpreso visto che inizialmente eravamo 
convinti che il tipo di layout migliore fosse quello senza link, poiché più 
comprensibile e immediato. Siamo allora andati ad analizzare gli errori 
commessi ed abbiamo rilevato un dato interessante: gli errori in presenza di 
software a pagamento (33% - vedi figura 5.10) sono molto minori di quelli in 
presenza di software gratis (67%) infatti le due distribuzioni sono nettamente 
distanti – p<0,025 (vedi tabella 5.8) 
 
Statistiche Testo, Software: Errori   
      
      
Variabile Prevalenza 
    
Errori in Testo Con Link    
Tipo di Software Gratis vs Pagamento ns 
    
Errori in Testo Senza Link   
Tipo di Software Gratis vs Pagamento Gratis 
    
Costo Cifre vs Lettere ns 
      
ns = differenza Non Significativa    
      
 
 
Possiamo interpretare tale risultato notando che la presenza di un testo di 
10-20 righe, scritto a 8 punti in modo molto compatto, induce l’utente a non 
leggere e a rifiutare a priori il software proposto. Un gran numero di rifiuti 
corrisponde a un gran numero di errori con software gratis; tali errori 
costituiscono la maggior parte di quelli commessi nelle finestre con testo senza 
link. 
 
Tabella 5.8 – Analizzando soltanto gli errori vediamo che nel layout senza link gli 
errori si concentrano maggiormente sui software gratuiti (rifiutati) mentre in quello con link 
gli errori si distribuiscono equamente tra software a pagamento e gratis. Non esiste alcuna 
differenza se il costo venga scritto in cifre o in lettere. 







Tale ipotesi è avvalorata dal fatto che nel questionario, alla domanda se 
si presta attenzione al testo della finestra, solo il 57% risponde 
affermativamente (vedi figura 5.10). 
Per quanto riguarda i testi relativi ai software a pagamento pensavamo di 
riscontrare un maggior numero di errori quando il costo è scritto in lettere 
anziché in cifre, visto che si mimetizza meglio nel testo; i risultati invece ci 
hanno smentito in quanto non ci sono sostanziali differenze tra le due 
distribuzioni - p>0,025. Una possibile spiegazione è da ricercarsi nel fatto che 
un errore del genere si ha quando l’utente non legge proprio il contenuto della 




Figura 5.10 – A sinistra vediamo che nel layout senza link gli errori si concentrano 
maggiormente sui software gratis (67%). Ciò è dovuto anche al fatto che solo il 57% del 
campione presta attenzione al testo della finestra come mostrato a destra. 




5.3.3.2 Testo con Link 
 
Dal questionario notiamo che l’utente si accorge abbastanza facilmente 
della presenza di un link (il 77% dice di averlo notato – vedi figura 5.11) ma il 
problema è che regna  un'enorme confusione su cosa contiene la pagina ad 
esso collegata: solo il 33% crede che ci siano informazioni sul software in 
questione, altri pensano sia semplicemente un collegamento all'home page del 





Il dato sconfortante è che nella quasi totalità dei casi (97%) il link non 
viene acceduto  per cui quello che ci siamo chiesti è: perché se il 33% degli 
utenti sa che nella pagina collegata al link ci sono le condizioni d’uso del 
software, allora non vi accede mai? Ci sono due motivi, a nostro parere,  per 
spiegare tale risultato:  
 
Figura 5.11 – A destra vediamo che l’utente si accorge abbastanza facilmente della 
presenza del link (77% lo nota) ma regna un’enorme confusione su cosa contiene la pagina 
ad esso collegata, infatti a sinistra vediamo che solo il 33% crede che vi siano informazioni 
sulle condizioni d’uso del software.




• Le poche persone che accedevano al link per la prima volta si trovavano di 
fronte una pagina strutturata in modo da garantire la minima usabilità e 
leggibilità, per cui dopo non vi accedevano più. Addirittura alcuni di essi 
(circa il 55%) rispondevano in modo errato al questionario, pur avendo 
visto la pagina web collegata al link. 
• Tra le persone che non hanno mai acceduto al link, ve ne sono alcune che 
hanno risposto correttamente perché l’idea gli è venuta in mente durante il 
questionario, e quindi alla fine degli esperimenti, solo dopo aver letto la 
risposta giusta. 
 
Comunque sia, nel 97% dei casi non si accede al link per cui la scelta 
viene fatta tenendo in considerazione altri fattori: 
 
• il nome del produttore che abbiamo visto avere molta più influenza in caso 
di testo con link;  
• il testo statico contenuto nella finestra ‘Avviso di protezione’, in cui si dice  
 
“Attenzione: XXX[nome produttore] dichiara che il 
software è sicuro. Installare e visualizzare il 
contenuto solo se XXX è considerato attendibile:” 
 
Tale frase, per un utente che di fronte alla finestra è già disorientato, può 
indurre a generalizzare troppo la parola “sicuro“ credendo che un tale 
software non possa essere un dialer. 
• il contenuto della pagina web da cui si proviene può essere determinante 
come vedremo in seguito. 
 
A conferma dell'impressione che la scelta sia dettata da fattori esterni e 
quindi, per quanto ci riguarda, abbastanza casuale, l'analisi degli errori non 
mostra sostanziali differenze tra software gratuiti rifiutati e software a 




pagamento accettati - p>0,025 (vedi tabella 5.8) - dimostrando quindi che la 
scelta è casuale come anche il tipo di errore. 
Resta comunque il fatto che, in presenza di link, le distribuzioni delle 
risposte Esatte ed Errate sono assai distanti - p<0,0001 - con percentuali 
rispettivamente di 65% - 35%. 
Una possibile spiegazione è che il link viene mostrato da pagine web 
molto note (Microsoft - accettati: 71%, Macromedia - accettati: 85%, Edobe – 
accettati:77%) che nell'esperimento e nella realtà propongono software 
gratuito, e da una pagina pornografica (rifiutati: 72%) che proponeva software 
a pagamento. Dunque se l’utente si lascia guidare dal contenuto e dal tipo della 
pagina web azzecca già la metà delle risposte (4/8), mentre l’altra metà è 








5.3.4 Il Tempo 
 
Il tempo può essere un fattore determinante che influenza l’attenzione  e 
le scelte dell’utente; avere un vincolo temporale, più o meno esplicito, entro il 
quale terminare un certo compito porta l’utente a porre ancora meno 
attenzione alle informazioni presenti nella finestra ‘Avviso di protezione’ e a 
svolgere quindi con più superficialità il compito che gli è stato richiesto. 
Per dimostrare ciò abbiamo confrontato i risultati generali tra i due tipi di 
esperimento (max. accuratezza e max. velocità) e verificato se gli utenti 
avevano effettivamente fatto quello che gli avevamo chiesto e cioè svolgere un 
esperimento con la massima velocità. Quindi abbiamo visto che effettivamente 
i partecipanti ci hanno dato retta, infatti confrontando le distribuzioni dei tempi 
medi di ciascun utente nei due esperimenti si nota che essi sono nettamente 
diversi - p<0,0001 - con netta supremazia di quelli ottenuti durante 
l’esperimento max accuratezza.  
Detto questo, siamo andati ad analizzare l’influenza del tempo sulle 
performances degli utenti confrontando i loro risultati generali (test esatti e test 
errati). Occorre fare subito una considerazione assai importante: abbiamo 
notato subito che il totale dei test svolti nei due esperimenti è assai diverso 
perché in un caso i test svolti sono 559 (max accuratezza) mentre nell’altro 
sono 614 (max velocità). Tale differenza ci impedisce quindi di utilizzare il 
Wilcoxon Test per fare il confronto, visto che le distribuzioni dell’esperimento 
con max velocità sarebbero state ovviamente più elevate delle altre; dunque il 
confronto è stato fatto tenendo conto della media e delle percentuali relative. 
In entrambi gli esperimenti continuano a prevalere i test esatti ma le 
percentuali sono assai diverse: nell’esperimento max accuratezza esse sono 
65% - 35%, in quello max velocità diventano 58% - 42%. Dunque il tasso di 
errore aumenta se si inserisce un vincolo temporale più o meno stretto e ciò è 
dimostrato anche dal confronto delle medie dei test errati: per l’esperimento 




max accuratezza è 4,6 mentre per quello max. velocità è 5,7 con un aumento 




   
Figura 5.12 – In figura vediamo come variano i risultati generali al variare 
dell’esperimento: inserendo un vincolo temporale il tasso di errore aumenta (e diminuisce 
quello di esattezza) dimostrando che in tal caso gli utenti svolgono il compito con maggiore 
superficialità 




5.3.5 Le pagine Web 
 
Vista l’enorme confusione di fronte alla finestra ‘Avviso di protezione’ ci 
siamo chiesti se l’utente si lasciasse guidare dalla pagina web da cui proviene 
e siamo andati ad analizzare le distribuzioni degli Accettati e dei Rifiutati per 
ogni pagina web proposta.  
 
Statistiche Siti Web     
      
      
Variabile Prevalenza 
    
Microsoft (Programmi) Accettati vs Rifiutati Accettati 
Macromedia (Programmi) Accettati vs Rifiutati Accettati 
Edobe (Programmi) Accettati vs Rifiutati Accettati 
Playstation (Programmi) Accettati vs Rifiutati ns 
Altri Programmi Accettati vs Rifiutati Rifiutati 
    
Porno Accettati vs Rifiutati Rifiutati 
    
MP3 Accettati vs Rifiutati ns 
    
Chat Accettati vs Rifiutati ns 
    
Loghi e Suonerie Accettati vs Rifiutati Rifiutati 
    
Sfondi e Foto Accettati vs Rifiutati ns 
      
ns = differenza Non Significativa    
      
 
 
Abbiamo notato che su alcune pagine web le distribuzioni sono 
nettamente distanti - p<0,05 - (vedi tabella 5.9); sulle pagine di produttori 
molto conosciuti la percentuale di accettati è veramente molto elevata. Qui di 
seguito presentiamo alcuni esempi significativi di pagine in cui la percentuale 
di Accettati è molto elevata. 
Tabella 5.9 – Sulle pagine di produttori molto conosciuti, il numero di software 
accettati è molo elevato (vd Microsoft, Macromedia...) mentre sulle pagine di contenuti 
meno attendibili la tendenza si inverte (vd porno, loghi e suonerie). Tutto ciò a prescindere 
dal tipo di software proposto. 





• Nella pagina di Edobe, nonostante fosse un nome ingannevole, la 
somiglianza del layout della pagina, con quello del produttore vero, ha 
indotto comunque gli utenti ad accettare in maniera abbastanza pesante 
(77% vedi figura 5.13) senza accedere al link che la finestra presentava e 
quindi senza sapere che cosa stavano scaricando 
• Nelle pagine di Microsoft, nonostante una delle due presentasse una 
finestra con testo senza link in cui si proponeva un dialer, la percentuale 
degli accettati è stata elevata (71%). 
• La percentuale più alta spetta a Macromedia (85%); anche qui la finestra 





Figura 5.13 – La differenza di comportamento è qui evidente: nel caso di Microsoft e 
Macromedia la percentuale di accettati è molto elevata, mentre nel caso di pagine porno o 
loghi e suonerie, ad essere elevata è la percentuale dei rifiutati. Dunque la pagina web di 
provenienza ha grande influenza sulla scelta dell’utente. 




La scelta si ribalta invece se consideriamo pagine che, comunemente, 
sono poco attendibili o notoriamente a pagamento: 
 
• le pagine porno sono state rifiutate nel 72% dei casi, nonostante alcune 
proponessero software gratuito; 
• le pagine di loghi e suonerie per il cellulare sono state anch’esse rifiutate 
molto spesso (61%). 
 
In altre pagine invece non si è notata una significativa differenza tra le 
distribuzioni - p>0,025 - come ad esempio nel caso delle chat, dei trucchi per 
la playstation... 
I dati quindi confermano la nostra impressione che, di fronte 
all’incapacità dell’utente di reperire le informazioni sul software che gli 
servono per effettuare la scelta, egli si lascia guidare dalla pagina web da cui 
proviene e quindi prevalentemente accetta software proposto da produttori noti 
mentre rifiuta quello proposto da siti poco attendibili o notoriamente a 
pagamento. 
Il dato è molto allarmante in quanto può accadere che anche un 
produttore noto, tra tutti i software, ne proponga uno con costi aggiuntivi e 
quindi l’utente decida di accettare tale software senza sapere che deve 








5.4 Risultati per tipologia di utente 
 
Le considerazioni fatte fino a qui sono frutto dell’analisi dei dati raccolti 
dai test che abbiamo fatto sulla totalità del campione; ci siamo chiesti se e 
come il livello di familiarità di un utente influisce sui suoi comportamenti e 
sulle sue decisioni e quindi se le considerazioni generali che abbiamo fatto 
finora valgono per tutti  oppure per certe tipologie di utenti si modificano. 
L’analisi ha evidenziato una netta differenza tra la fascia bassa e le altre 
due (alta e media) che invece sono quasi identiche tra di loro.  
 
Statistiche Software         
          
          
    Prevalenza 
Variabile Alto Medio Basso 
       
Test Svolti Esatti vs Errati Esatti Esatti ns
       
Software Gratis Accettati vs Rifiutati ns ns ns
Software a Pagamento Accettati vs Rifiutati Rifiutati Rifiutati ns
Software Accettato Gratis vs Pagamento Gratis Gratis ns
Software Rifiutato Gratis vs Pagamento Pagamento Pagamento ns
       
ns = differenza Non Significativa     
          
 
 
Come prima cosa analizzando i risultati dei test svolti ci accorgiamo 
subito che la fascia medio-alta conferma quanto detto nelle considerazioni 
generali (vedi tabella 5.10) e cioè che le distribuzioni degli esatti e errati sono 
assai diverse in favore degli esatti  - entrambi p<0,0001 – (con percentuali: 
alto 72% - 28% ; medio 62% - 38% figura 5.14); la fascia bassa invece si 
comporta in maniera del tutto diversa ottenendo risultati talmente peggiori che 
le distribuzioni di esatti e errati sono molto simili - p>0,05 - (con percentuale 
50% - 50%).  
Tabella 5.10 – Vediamo che la fascia medio-alta conferma i risultati dell’analisi 
generale (commentati nella tabella 5.1) mentre la fascia bassa si discosta molto: non c’è più 
differenza tra test esatti ed errati perché tali utenti commettono un maggior numero di errori.




Dunque il numero di errori sembra essere strettamente legato alle 
conoscenze dell’utente in maniera inversamente proporzionale: più alta è la 





Visto che esiste una differenza così marcata andiamo ad analizzare come 
variano i risultati sulle singole variabili in gioco. 
 
 
Figura 5.14 – In figura vediamo come il numero i test esatti sia proporzionale alle 
conoscenze dell’utente; viceversa per il numero di test errati.






L’immagine continua ad essere ininfluente a prescindere dal tipo di 
utente; confrontando le distribuzioni degli esatti con i 2 tipi di layout, non ci 
sono differenze significative in nessuno dei tre gruppi; la stessa cosa succede 
con quelle degli errati.  
 
Statistiche Immagine       
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Immagine Neutra Esatti vs Errati Esatti Esatti ns 
Immagine Forte Esatti vs Errati Esatti Esatti ns 
Risposte Esatte Neutra vs Forte ns ns ns 
Risposte Errate Neutra vs Forte ns ns ns 
        
ns = differenza Non Significativa      
         
 
 
L’unica cosa che continuiamo a notare è che mentre per la fascia medio-
alta le distribuzioni di esatti ed errati sono assai diverse in favore degli esatti, 
per la fascia bassa tali distribuzioni non sono affatto diverse, confermando il 
maggior numero di errori per tale fascia di utenza. 
Anche andando ad analizzare soltanto gli errori commessi, non si notano 
differenze in nessuno dei tre gruppi tra immagine neutra e forte. 
 
Tabella 5.11 – L’immagine continua ad essere ininfluente per tutte le tipologie di 
utenza. Confrontando i due tipi di immagine non si notano mai differenze sostanziali. 






Come già detto nel par. 5.3.2 analizzando soltanto le risposte esatte ed 
errate al variare del nome non si notano particolari differenze; il 
comportamento si ripete per tutte le tre fasce di utenza in cui l’unica differenza 
continua ad essere la fascia bassa che si distingue per il maggior numero di 
errori (vedi tabella 5.12). 
 
Statistiche Nome         
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Nome Vero Esatti vs Errati Esatti Esatti ns 
Nome Ingannevole Esatti vs Errati Esatti Esatti ns 
Risposte Esatte Vero vs Ingannevole ns ns ns 
Risposte Errate Vero vs Ingannevole ns ns ns 
          
ns = differenza Non Significativa      
          
 
 
Andando invece ad esaminare il comportamento dell’utente in termini di 
software accettati e rifiutati, qualche considerazione in più possiamo farla. 
Abbiamo già dimostrato che il nome ha una certa influenza sul 
comportamento e sulle scelte dell’utente: questo resta vero per la fascia media  
mentre per quella bassa sembra non influire. La tendenza al rifiuto del 
software proposto da società con nome ingannevole scompare per la fascia 
bassa, infatti le distribuzioni degli accettati e rifiutati non mostrano differenze 
(vedi tabella 5.13). 
Tabella 5.12 – Analizzando solo i test esatti e errati continuiamo a non notare 
differenze tra i due tipi di nome tra le varie fasce di utenza. 





Statistiche Nome: Accettato - Rifiutato       
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Nome Vero Accettati vs Rifiutati Rifiutati ns ns 
Nome Ingannevole Accettati vs Rifiutati Rifiutati Rifiutati ns 
Nome Accettato Vero vs Ingannevole ns ns ns 
Nome Rifiutato Vero vs Ingannevole ns Ingannevole ns 
        
ns = differenza Non Significativa      
          
 
 
Anche andando ad analizzare gli errori si nota che sia nel layout con link, 
sia in quello senza link, il nome non ha influenza sulle scelte di tale fascia in 
quanto tutti i confronti non evidenziano alcuna differenza (vedi tabella 5.14). 
Nel capitolo precedente abbiamo ipotizzato che in presenza di link, 
poiché il testo è molto più povero, l’attenzione si focalizza più sul nome che 
va quindi ad influenzare la scelta (con un nome ingannevole si rifiuta più 
spesso). Un nome ingannevole può influenzare l’utente a patto che esso si 
accorga dell’inganno: evidentemente gli utenti della fascia bassa, avendo poca 
dimestichezza con l’ambiente Internet, non se ne accorgono perché non 
conoscono neanche il nome corretto equivalente. Si potrebbe anche pensare 
che essi vengano effettivamente ingannati dalla storpiatura del nome ma dai 
risultati non si direbbe; infatti per la fascia bassa non c’è differenza tra le 
distribuzioni degli accettati e rifiutati in presenza di nome ingannevole - 
p>0,05 - mentre se gli utenti venissero effettivamente ingannati, avremmo 
dovuto riscontrare un maggior numero degli accettati.  
Tabella 5.13 – La tendenza al rifiuto del software in presenza di nome ingannevole 
scompare per la fascia bassa (in alto). In generale vediamo che per la fascia bassa il nome 
non ha alcuna influenza infatti tutti i confronti non mostrano alcuna differenza (tutta la 
colonna di destra è sempre non significativa). Anche per la fascia alta il nome assume 
un’importanza minore: essi tendono a  rifiutare anche in presenza di nome vero. 




Dunque noi sosteniamo che per un utente poco esperto il nome 
Macromidia Inc. non influenzi in nessun modo la sua scelta poiché egli non 
conosce neanche il nome corretto equivalente Macromedia Inc.  
 
Statistiche Nome: Errori       
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Errori in Testo Con Link      
Nome Vero Accettati vs Rifiutati ns ns ns 
Nome Ingannevole Accettati vs Rifiutati ns ns ns 
Nome Accettato Vero vs Ingannevole ns ns ns 
Nome Rifiutato Vero vs Ingannevole ns Ingannevole ns 
        
Errori in Testo Senza Link      
Nome Vero Accettati vs Rifiutati Rifiutati Rifiutati ns 
Nome Ingannevole Accettati vs Rifiutati Rifiutati Rifiutati ns 
Nome Accettato Vero vs Ingannevole ns ns ns 
Nome Rifiutato Vero vs Ingannevole ns ns ns 
          
ns = differenza Non Significativa      
          
 
 
Il nome sembra avere minore influenza anche sugli utenti di fascia alta: 
essi tendono a rifiutare non solo software firmato da nomi ingannevoli, ma 
anche quello firmato da nomi veri  azzerando quindi la differenza tra i due tipi 
di nome. Infatti analizzando le distribuzioni degli accettati e rifiutati con nome 
vero, si nota una netta differenza a favore dei rifiutati - p<0,05 - (percentuale 
di 60%) mentre analizzando le distribuzioni dei rifiutati al variare del nome 
non vi sono differenze - p>0,05. Anche andando ad analizzare gli errori in 
presenza di link (dove il nome dovrebbe influire maggiormente) si nota che 
non vi è alcuna differenza tra i due tipi di nome (vedi tabella 5.14). 
 
Tabella 5.14 – Analizzando gli errori si nota che sia nel layout con link, sia in quello 
senza link, il nome non ha influenza sulle scelte della fascia bassa in quanto tutti i confronti 
non evidenziano alcuna differenza. Per la fascia alta, in presenza di link (dove il nome 
dovrebbe influire maggiormente), si nota che non vi è alcuna differenza tra i due tipi di 
nome a conferma del fatto che, per tale fascia, il nome ha un’influenza minore. 








Figura 5.15 – Per la fascia alta il nome ha un’influenza minore: anche in presenza di 
nome vero essi tendono a rifiutare il software proposto (60% rifiutati)  






Le considerazioni generali che abbiamo fatto sul tipo di testo presente 
nella finestra ‘Avviso di protezione’ non si modificano molto, anzi possiamo 
affermare che per la fascia medio-alta rimangono sostanzialmente invariate. 
Si distingue invece la fascia bassa poiché innanzi tutto commette un 
maggior numero di errori in entrambi i tipi di layout: le distribuzioni degli 
esatti ed errati infatti non sono mai distanti (vedi tabella 5.15), né in caso di 
testo senza link né in caso di testo con link - entrambi p>0,05. 
 
Statistiche Testo, Accesso al Link       
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Testo Senza Link Esatti vs Errati Esatti Esatti ns 
Testo Con Link Esatti vs Errati Esatti Esatti ns 
Risposte Esatte (Testo) Senza Link vs Con Link ns ns ns 
Risposte Errate (Testo) Senza Link vs Con Link ns ns ns 
        







          
ns = differenza Non Significativa      
         
 
 
Avevamo osservato che, nelle statistiche generali, nel layout senza link 
la maggior parte di errori veniva commessa con i software gratis che dunque 
venivano rifiutati; questo continua ad essere vero per la fascia medio-alta 
mentre per la fascia bassa non vale più: infatti andando ad osservare le 
distribuzioni degli errori commessi di fronte a software gratis o a pagamento si 
nota che non ci sono differenze - p>0,05 (vedi tabella 5.16). Tale risultato 
conferma quanto abbiamo detto nel precedente paragrafo e cioè che l’utente di 
Tabella 5.15 – La fascia medio-alta conferma i risultati visti in tabella 5.7.  Per la 
fascia bassa invece aumenta il numero di test errati (infatti scompare la differenza tra test 
esatti e test errati come mostrato in alto).  




fascia bassa ha una minor propensione al rifiuto forse dovuta alla sua ingenuità 
frutto della scarsa conoscenza dell’ambiente Internet e delle sue insidie. 
 
Statistiche Testo, Software: Errori     
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Errori in Testo Con Link      
Tipo di Software Gratis vs Pagamento ns ns ns 
        
Errori in Testo Senza Link      
Tipo di Software Gratis vs Pagamento Gratis Gratis ns 
        
Costo Cifre vs Lettere ns ns ns 
          
ns = differenza Non Significativa      
          
 
 
Per quanto riguarda il layout con link continua ad essere sconcertante il 
dato sugli accessi al link: in tutte le fasce il numero di accessi è praticamente 
nullo dunque le scelte vengono fatte considerando fattori esterni senza quindi 
tener conto delle condizioni d’uso del software poiché esse non vengono lette.  
 
 
5.4.4 Il Tempo 
 
L’influenza del tempo che abbiamo analizzato nel paragrafo 5.3.4 non 
subisce variazioni per nessuna delle fasce di utenza in esame: il tasso di errore 
continua ad aumentare se si impone un vincolo di tempo più o meno stretto.  
L’unica differenza tra le varie fasce di utenza è il tasso di errore medio 
che cresce al decrescere del livello di conoscenza.  
 
Tabella 5.16 – Qui vediamo che, per la fascia bassa, non si notano differenze nel 
layout senza link: gli errori si distribuiscono equamente tra software a pagamento e software 
gratis, cosa che non avviene per la fascia medio-alta. 




5.4.5 Pagine web 
 
Abbiamo visto nel paragrafo 5.3.5 che il contenuto della pagina web che 
mostra la finestra ‘Avviso di protezione’ ha un grosso peso sulla scelta 
effettuata dall’utente.  
Tale tesi non vale assolutamente per la fascia bassa: infatti se andiamo a 
confrontare le distribuzioni degli accettati e dei rifiutati notiamo che non vi è 
mai una differenza significativa (vedi tabella 5.17), a dimostrazione del fatto 
che la pagina web non ha importanza per tali utenti, molto probabilmente 
perché, non avendo grande esperienza di navigazione, non fanno differenza tra 
i siti ‘attendibili’ e non.  
 
Statistiche Siti Web         
          
          
    Prevalenza 
Variabile Alto Medio Basso 
        
Microsoft (Programmi) Accettati vs Rifiutati Accettati Accettati ns 
Macromedia 
(Programmi) Accettati vs Rifiutati Accettati Accettati ns 
Edobe (Programmi) Accettati vs Rifiutati ns Accettati ns 
Playstation 
(Programmi) Accettati vs Rifiutati Accettati ns ns 
Altri Programmi Accettati vs Rifiutati Rifiutati Rifiutati ns 
        
Porno Accettati vs Rifiutati Rifiutati Rifiutati Rifiutati 
        
MP3 Accettati vs Rifiutati ns ns ns 
        
Chat Accettati vs Rifiutati ns ns ns 
        
Loghi e Suonerie Accettati vs Rifiutati Rifiutati Rifiutati ns 
        
Sfondi e Foto Accettati vs Rifiutati Rifiutati ns ns 
          
ns = differenza Non Significativa      
          
 
 
Tabella 5.17 – Il contenuto della pagina web da cui si proviene è determinante per la 
fascia medio-alta, i cui risultati confermano quelli della tabella 10.5, mentre per la fascia 
bassa non ha alcuna influenza: tutta la colonna di destra è non significativa ad eccezione 
della riga riferita alle pagine porno. 




L’unico caso in cui le distribuzioni sono nettamente distanti è quello 
delle pagine porno, forse perché è risaputo che i contenuti che offrono sono 
quasi sempre a pagamento.  
Questi risultati confermano anche la tesi del paragrafo 5.4.2 secondo cui  
per gli utenti di fascia bassa non c’è differenza tra nome vero e ingannevole in 
quanto, di fronte a un nome ingannevole, non conoscono neppure il nome 





Un dato interessante si ha analizzando la pagina di Edobe che è 
sostanzialmente identica all’originale di Adobe ma con nome e logo 
sapientemente modificati; la fascia bassa molto probabilmente non conosce 
affatto Adobe infatti non c’è differenza tra gli accettati e i rifiutati - p≈1 -
(percentuale 50% - 50% figura 5.17). La fascia media, forse un po’ 
ingenuamente, cade nell’inganno e confonde Edobe con Adobe, infatti tra gli 
Figura 5.16 – In figura vediamo il fenomeno interessante nella pagine Edobe: la 
fascia bassa molto probabilmente non conosce affatto Adobe infatti non c’è differenza tra gli 
accettati e i rifiutati (percentuale 50% - 50%). La fascia media, forse un po’ ingenuamente, 
cade nell’inganno e confonde Edobe con Adobe, infatti tra gli accettati e i rifiutati c’è una 
netta differenza a favore degli accettati (percentuale di 88% - 12%). La fascia alta invece 
cade meno frequentemente nell’inganno, accorgendosi della differenza tra i nomi e i loghi, e 
quindi notiamo che non c’è grande differenza tra gli accettati e i rifiutati (percentuale 70% -
30%). 




accettati e i rifiutati c’è una netta differenza a favore degli accettati - p<0,05 -  
(percentuali di 88% - 12%). La fascia alta invece cade meno frequentemente 
nell’inganno, accorgendosi della differenza tra i nomi e i loghi, e quindi 
notiamo che non c’è grande differenza tra gli accettati e i rifiutati - p>0,05 – 
(percentuali di 70% - 30%). 
 




5.5 Discussione dei risultati 
 
 
La quasi totalità del campione conosce la finestra ‘Avviso di protezione’ 
e ciò vuol dire che gli utenti sono abbastanza abituati ad avere a che fare con 
essa. Nonostante questo il tasso di test errati è assai elevato e preoccupa 
soprattutto perché aumenta in maniera spropositata per gli utenti di fascia 
bassa che non possiedono la conoscenza e le malizie necessarie per far fronte 
alle evidenti lacune di usabilità della finestra e dei suoi meccanismi. Dunque 
sembra proprio che il numero di errori commessi sia inversamente 
proporzionale alle conoscenze dell’utente: più è bassa la sua conoscenza 
dell’ambiente Internet, maggiori sono gli errori commessi. 
Un alto tasso di errori non può essere accettabile perché la finestra 
‘Avviso di protezione’ dovrebbe svolgere un importante compito in merito alla 
sicurezza e protezione del pc perciò dovrebbe essere intuitiva e di facile 
comprensione per tutti; inoltre il compito che abbiamo assegnato all’utente 
può essere svolto semplicemente se le poche informazioni di cui egli ha 
bisogno gli venissero presentate in maniera chiara ed evidente. 
Il problema infatti è proprio questo: l’utente non riesce a trovare 
facilmente le informazioni di cui ha bisogno e, nella maggior parte dei casi, la 
sua unica arma di difesa è il rifiuto; proprio per questo abbiamo riscontrato che 
la maggior parte degli errori vengono commessi in presenza di software 
gratuito che però viene rifiutato. Dunque esiste una marcata tendenza al rifiuto 
del software proposto, tendenza che però cala al calare del livello di familiarità 
con Internet e che sparisce nel caso di utenti poco esperti; gli utenti di fascia 
bassa infatti, forse a causa della loro ingenuità, frutto della scarsa conoscenza 
dell’ambiente Internet e delle sue insidie, non tendono affatto a rifiutare il 
software proposto. 




Abbiamo individuato tre componenti principali che costituiscono la 
finestra ‘Avviso di protezione’ e sono: l’immagine, il nome del produttore e il 
layout del testo. 
Nonostante sia noi che gli utenti pensassimo che il tipo di immagine 
influisse molto sull’attenzione e sul comportamento dell’utente, le analisi ci 
hanno smentito in quanto tra le due immagini confrontate non sono state 
riscontrate differenze significative. A conferma di ciò abbiamo le risposte al 
questionario che dimostrano che la maggior parte degli gli utenti, alla fine 
della prova, non si ricorda con precisione se l’immagine cambiasse durante 
l’esperimento. Non abbiamo trovato alcun cambiamento tra le tre fasce di 
utenza (alta, media, bassa): l’unica differenza tra le varie categorie continua ad 
essere il tasso di test errati che aumenta significativamente per la fascia bassa.  
Secondo noi succede questo: la finestra ‘Avviso di protezione’ comunica 
(o dovrebbe comunicare) all’utente delle informazioni per mezzo di testo come 
fanno tante altre finestre di windows; l’utente dunque, conoscendo la finestra e 
sapendo che la parte fondamentale è il testo, focalizza la sua attenzione su di 
esso, trascurando l’immagine che tra l’altro occupa meno di 1/3 dell’area di 
tutta la finestra lasciando i rimanenti 2/3 al testo e ai pulsanti.  
Molte finestre in ambiente windows sono costituite secondo questo 
schema (una banda laterale con un’immagine, più una parte testuale al centro), 
basti pensare alla maggior parte delle finestre di installazione dei programmi: 
sfidiamo chiunque a ricordarsi qual era l’immagine comparsa durante 
l’installazione dell’ultimo pacchetto Microsoft Office...; ovviamente nessuno 
lo ricorda, visto che la sua attenzione era certamente rivolta alla parte destra in 
cui stava decidendo quali componenti installare, dove installarli ecc... 
In altri tipi di interazione invece l’immagine può assumere un ruolo 
fondamentale: per lanciare un programma si fa doppio click su un’icona ed è 
su quella che si focalizza l’attenzione dell’utente; se proviamo a chiedere a un 
utente qualsiasi, qual è l’icona di Microsoft Word probabilmente risponderà 




correttamente (una W di colore blu) e se cambiamo tale icona egli se ne 
accorgerà pressoché subito. 
Per quanto riguarda il nome i risultati mostrano che ha una certa 
influenza sulle scelte fatte dall’utente come del resto confermano le risposte al 
questionario; è abbastanza ovvio che ci sia una maggior fiducia nei confronti 
di produttori più conosciuti come ad esempio Microsoft, Macromedia... 
Quando l’utente si trova di fronte ad un nome ingannevole, e si accorge di ciò, 
l’atteggiamento più diffuso è quello della diffidenza con un conseguente 
rifiuto del software (sia che sia gratuito o meno).  
Il problema è che gli utenti di fascia bassa, avendo poca dimestichezza 
con l’ambiente, non si accorgono dell’inganno perché non conoscono neanche 
il nome corretto equivalente; l’utente poco esperto non si accorge che 
Macromidia Inc è una storpiatura di Macromedia Inc per cui non è affatto 
diffidente nei confronti di nomi ingannevoli. Per gli utenti più smaliziati 
invece il nome influisce maggiormente ma il suo peso varia a seconda del tipo 
di layout della finestra: nelle finestre in cui è presente molto testo (testo senza 
link) l’influenza del nome è pressoché nulla mentre diventa determinante nelle 
finestre con poco testo (testo con link) in cui con i nomi ingannevoli c’è una 
maggior tendenza al rifiuto del software. 
In presenza del link il testo è molto povero e l’elemento centrale della 
parte testuale diventa dunque il nome su cui si focalizza l’attenzione; diventa 
allora più probabile che un utente si accorga del nome ingannevole e quindi 
rifiuti. In assenza di link invece il testo è molto più lungo, almeno 10-20 righe 
scritte a caratteri piccoli senza alcuna formattazione (cosa che lo renderebbe 
più leggibile), e diventa l’elemento centrale della finestra: l’utente focalizza la 
sua attenzione sul testo, perdendo di vista il nome, ma poi non vi presta 
attenzione in quanto questo risulta scarsamente leggibile e quindi, non sapendo 
che cosa ha di fronte, rifiuta (a prescindere dal tipo di nome e dal tipo di 
software) nel caso di fascia medio-alta, oppure si affida all’istinto nel caso di 
fascia bassa.  




Ciò che gli utenti cercano di individuare nel testo della finestra è il costo 
aggiuntivo che il software comporta: abbiamo visto che non ha importanza se 
il costo è scritto in cifre o in lettere (così da mimetizzarsi col testo) perché se 
l’utente legge il testo trova comunque l’indicazione, se invece non lo legge 
non ha importanza il modo con cui essa è scritta. 
Il dato più sconcertante però riguarda il layout con link: in tutte le fasce 
di utenza il numero di accessi alla pagina linkata è praticamente nullo e quindi, 
dato che l’unico modo per reperire informazioni sul software è accedervi, la 
scelta viene fatta tenendo conto di fattori esterni (per la fascia medio-alta) 
oppure affidandosi totalmente all’intuito (fascia bassa).  
Tale risultato sorprende in quanto la maggior parte degli utenti si accorge 
della presenza del link ma poi non vi accede per vari motivi: per prima cosa 
non tutti sanno che la pagina collegata al link contiene importanti informazioni 
sul software proposto; inoltre spesso tale pagina sfrutta tutte le potenzialità 
dell’html per nascondere e rendere meno leggibili le informazioni più 
“scomode” e quindi l’utente a volte non trova ciò che cerca e, qualora lo trovi, 
incontra grande fatica nel leggere il testo, si scoraggia, chiude la pagina e non 
vi accede più. 
Pensiamo comunque che il principale motivo di un così scarso uso del 
link sia che la sua presenza in una finestra di windows è poco comune: l’utente 
non è perciò abituato ad una tale interazione e quindi tende non usare la 
funzionalità che il sistema gli mette a disposizione; oltre a ciò aggiungiamo 
anche che la finestra non contiene alcun invito all’uso del link quindi a 
maggior ragione l’utente si dimentica quasi che il testo sia un link (evidenziato 
solo dal fatto che è blu e che quando ci passa il mouse sopra cambia il 
puntatore) e non ci clicca. 
Abbiamo detto quindi che l’utente, di fronte all’incapacità di reperire le 
informazioni che gli servono, o rifiuta a priori il software oppure si lascia 
guidare da fattori esterni; tra questi vi è sicuramente il nome ma ce n’è un’altro 
che forse gioca un ruolo predominante: la pagina web da cui si proviene. 




Quando a mostrare la finestra ‘Avviso di protezione’ è una pagina web di 
un produttore molto conosciuto, qualunque sia la natura del software proposto, 
la tendenza generale è quella di accettare; quando invece la finestra viene 
mostrata da una pagina poco affidabile, come ad esempio pagine porno o di 
MP3, la tendenza generale è quella di rifiutare il software, qualunque esso sia.  
Ovviamente questo è vero nel momento in cui l’utente riconosce un sito 
attendibile da uno non attendibile, infatti gli utenti di fascia bassa, non avendo 
le conoscenze necessarie per compiere la distinzione, si lasciano guidare più 
dal loro istinto che dalla pagina web. 
Il dato è molto allarmante in quanto può accadere che anche un 
produttore noto, tra tutti i software, ne proponga uno con costi aggiuntivi e 
quindi l’utente decida di accettare tale software senza sapere che deve 
sostenere dei costi. 
Il tempo è un fattore determinante che influenza l’attenzione  e le scelte 
dell’utente; avere un vincolo temporale, più o meno esplicito, entro il quale 
terminare un certo compito porta l’utente a porre ancora meno attenzione alle 
informazioni presenti nella finestra ‘Avviso di protezione’ e a svolgere quindi 
con più superficialità il compito che gli è stato richiesto. L’influenza di questo 
fattore non subisce variazioni per nessuna delle fasce di utenza in esame; 
l’unica differenza evidenziata è il tasso di errore medio che cresce al 
decrescere del livello di conoscenza. 
 
I risultati ribadiscono dunque ciò che avevamo notato subito, semplicemente 
osservando gli utenti durante la prova, e cioè che la finestra ‘Avviso di 
protezione’ non ha un layout tale da permettere all’utente di trovare le 
informazioni che cerca; egli infatti basa le sue scelte non sulle informazioni 
che la finestra gli dovrebbe fornire ma su altri fattori, spesso soggettivi, che 
possono causare frequenti errori. 







Lo scopo del nostro lavoro è duplice: da una parte si vuole valutare 
l’influenza dei vari layout grafici durante la navigazione e il download, 
dall’altra ci proponiamo di cercare una metodologia opportuna per costruire 
esperimenti in ambito di computer-human interaction in grado di misurare 
l’usabilità di certe interfacce. 
Per il nostro esperimento abbiamo preso in considerazione la finestra 
‘Avviso di protezione’, individuando tre principali componenti quali: 
l’immagine della finestra, il nome della società che propone il software e il 
tipo di layout del testo.  
La metodologia di test, anche considerando altri esperimenti in ambiente 
di computer-human interaction, è stata quella di reperire un campione 
sufficiente di persone, sottoporre ciascun partecipante all’esperimento e alla 
fine fargli compilare un questionario; infine si analizzano i risultati delle varie 
prove integrandoli con le risposte del questionario stesso usando metodi di 
indagine statistici come ad esempio il t-Test, ANOVA, o i loro equivalenti non 
parametrici. 
Analizzando i risultati abbiamo riscontrato che la finestra ‘Avviso di 
protezione’ fallisce nel suo intento di comunicare informazioni utili per il 
proseguimento della navigazione svolgendo un ruolo importante in merito alla 
sicurezza e protezione del pc, a causa del suo scadente layout. 
Il tasso di errore è assai elevato specialmente per gli utenti poco esperti 
che sembrano non cogliere affatto le informazioni presenti nella finestra; gli 
utenti più smaliziati, essendo a conoscenza delle trappole che spesso si trovano 
in Internet (dialer, spy software ecc...), si destreggiano un po’ meglio e sono 
molto più restii a scaricare software sul pc (infatti i loro errori si concentrano 
su software gratuiti che vengono rifiutati). 




In particolare, l’immagine presente nella finestra non ha alcuna 
importanza; il nome influisce molto sulla scelta che l’utente opera: se egli si 
fida del produttore molto probabilmente accetta senza prestare troppa 
attenzione alle informazioni sul software, se invece non si fida rifiuta il 
software, di qualunque tipo esso sia; il tipo di layout del testo è determinante 
in quanto, in presenza di link, l’utente non accede mai alla pagina ad esso 
collegata, quindi non reperisce le informazioni opportune e basa le sue scelte 
su altri fattori il più importante dei quali è sicuramente il genere di pagina web 
che propone il download. Grande importanza riveste il tempo che viene dato 
all’utente per eseguire il compito in quanto in presenza di un vincolo 
temporale stretto il grado di accuratezza delle scelte decade significativamente.  
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Appendice A: tabelle dettagliate 
 
 
Riportiamo qui di seguito le tabelle che abbiamo ricavato dall’analisi dei 
risultati. A differenza di quelle viste nel capitolo dei risultati, queste sono 







Tabella A.1 – Il compito (scaricare software non rischioso) è stato svolto 
correttamente in buona parte dei casi. Infatti, come si nota confrontando le differenze tra le 
distribuzioni di Test Esatti e Test Errati, si vede che il test statistico risulta “Altamente 










Tabella A.2 – La tabella mostra in maniera evidente la totale ininfluenza del tipo di 
immagine. Confrontando i risultati ottenuti con l’immagine neutra e quella forte non vi sono 










Tabella A.3 – La tabella mostra come sia diverso il comportamento in relazione al 
tipo di nome: col nome ingannevole c’è una marcata tendenza al rifiuto del software (in alto 
p=0,0008 e p=0,0053). Il nome però sembra avere poca influenza nel layout senza link in cui 
non si notano differenze tra i 2 tipi di nome; risulta più influente nel layout con link in cui 












Tabella A.4 – In alto vediamo l’apparente uguaglianza dei due tipi di layout: 
confrontandoli infatti non si notano differenze. Scendendo nel dettaglio, in basso vediamo 
che nel layout senza link gli errori si concentrano maggiormente sui software gratuiti 
(rifiutati) mentre in quello con link gli errori si distribuiscono equamente tra software a 












Tabella A.5 – Sulle pagine di produttori molto conosciuti, il numero di software 
accettati è molo elevato (vd Microsoft, Macromedia...) mentre sulle pagine di contenuti 
meno attendibili la tendenza si inverte (vd porno, loghi e suonerie). Tutto ciò a prescindere 

















Tabella A.6 – Vediamo che la fascia medio-alta conferma i risultati dell’analisi 
generale (commentati nella tabella A.1) mentre la fascia bassa si discosta molto: non c’è più 
differenza tra test esatti ed errati perché tali utenti commettono un maggior numero di errori.
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Tabella A.7 – L’immagine continua ad essere ininfluente per tutte le tipologie di 










Tabella A.8 – La tendenza al rifiuto del software in presenza di nome ingannevole 
scompare per la fascia bassa (in alto). In generale vediamo che per la fascia bassa il nome 
non ha alcuna influenza infatti tutti i confronti non mostrano alcuna differenza (tutta la 
colonna di destra è sempre non significativa). Anche per la fascia alta il nome assume 










Tabella A.9 – La fascia medio-alta conferma i risultati visti in tabella 10.4.  Per la 
fascia bassa invece aumenta il numero di test errati (infatti scompare la differenza tra test 
esatti e test errati come mostrato in alto) e vediamo che non si notano differenze nel layout 
senza link: gli errori si distribuiscono equamente tra software a pagamento e software gratis, 










Tabella A.10 – Il contenuto della pagina web da cui si proviene è determinante per la 
fascia medio-alta, i cui risultati confermano quelli della tabella 10.5, mentre per la fascia 
bassa non ha alcuna influenza: tutta la colonna di destra è non significativa ad eccezione 
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Appendice B: formulazione del questionario 
 
 
Il questionario è composto da  20 domande a risposta multipla e chiusa 
ed è articolato in diverse 2 sezioni:  
• dati e note generali, a questa sezione appartengono le domande 
contrassegnate dal simbolo [G]; 
• attenzione al layout della finestra ’Avviso di protezione’ (durante 
l’esperimento). 
 
Riportiamo qui di seguito la struttura del questionario ( D:domanda, 
R:risposta). 
 
D: [G] Quanto usi Internet? 
R: Raramente 
R: Una volta al mese 
R: Una volta a settimana 
R: Tutti i giorni 
 
D: [G] Per quale scopo usi Internet? 
R: Per lavoro 
R: Per studio 
R: Per svago 
R: Altro 
 
D: [G] Normalmente scarichi software dalla rete: 
R: Mai 





Stefano Cei e Oscar Governa  Appendici 
  




R: Non ricordo 
 
D: [G] Come ti comporti normalmente di fronte a una finestra di 'Avviso di 
protezione' ? 
R: Clicco sempre Sì 
R: Clicco sempre No 
R: Dipende dai casi 
 
D: [G] Presti normalmente attenzione a quello che è scritto in una finestra di 
'Avviso di protezione' ? 
R: Sì 
R: No 
R: A volte 
 




R: Non ha importanza 
     
D: [G] Ti fidi di più di: 
R: Produttori conosciuti (ad es. Microsoft) 
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D: Come ti sei comportato di fronte al software proposto da tali produttori? 
R: Ho accettato sempre 
R: Ho rifiutato sempre 
R: Ho letto le informazioni e poi ho deciso 
 




R: Non ricordo 
 




R: Non ha importanza 
 
D: Nella finestra 'Avviso di protezione' hai mai notato la presenza di un link? 
R: Sì 
R: No 
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D: Secondo te, che cosa contiene la pagina collegata al link? 
R: L'Home Page della società 
R: Le condizioni d'uso del software 
R: Altro 
 
D: Tra le finestre di 'Avviso di protezione' preferisci quelle in cui è presente il 
link ad una pagina web, oppure quelle senza link? 
R: Preferisco quelle con il link 
R: Preferisco quelle senza link 
R: Non ha importanza 
 









D: Per te il fatto che alcuni software comportino la connessione a numeri a 
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D: Tra le finestre di 'Avviso di protezione', secondo te, sono più chiare quelle 
grandi che contengono molto testo, oppure quelle piccole con poco testo? 
R: Finestre grandi - Molto testo 
R: Finestre piccole - Poco testo 
R: Non ha importanza 
 
D: Preferisci che ci sia una finestra che chieda conferma dopo quella di 
'Avviso di protezione'? 
R: Sì 
R: No  
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Appendice C: cenni di analisi statistica 
 
 
Metodi parametrici e non parametrici 
 
Un metodo statistico parametrico impone alcune condizioni sulla 
distribuzione della popolazione dalla quale è stato tratto il campione usato 
nella ricerca. Esso si basa sulla stima di due parametri della popolazione, la 
media e la deviazione standard (o la varianza). 
Solo se è valido il presupposto che i campioni sono tratti da una 
popolazione normalmente distribuita è possibile utilizzare i metodi statistici 
parametrici (ad esempio le varie versioni del test t di Student) e dell'analisi 
della varianza (one-way ANOVA, two-way ANOVA ecc…). In questi casi i 
metodi parametrici sono i test più potenti in assoluto.  
Se invece le popolazioni statistiche, dalle quali abbiamo tratto i nostri 
campioni, non sono distribuite normalmente e di conseguenza la media e la 
deviazione standard non sono più sufficienti per fornire una completa 
descrizione della popolazione, i metodi parametrici diventano poco attendibili 
e si devono usare i test statistici non parametrici, definiti anche come metodi 
liberi da distribuzione; essi si basano su modelli matematici che non 
richiedono condizioni relative alla forma della distribuzione della popolazione 
da cui è tratto il campione.  
Molti test non parametrici possono essere applicati a dati forniti su scala 
ordinale (test di Wilcoxon per campioni indipendenti, test di Wilcoxon per dati 
appaiati, test di Kruskal-Wallis ecc…) mentre altri sono adatti per i risultati 
espressi su scala nominale (test del per tabelle di contingenza , test di 
McNemar , test Q di Cochrane ).  
Bisogna comunque stare attenti perché utilizzare un metodo non 
parametrico quando in realtà è lecito usare il metodo parametrico può portare a 
delle conclusioni errate, infatti si sta usando un metodo meno potente (95-96% 
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della potenza del metodo parametrico). Invece i metodi non parametrici sono 
non solo più attendibili, ma anche più potenti dei metodi parametrici se 
applicati a dati tratti da una popolazione non normalmente distribuita. 
 
 
Il t-Test e l’ANOVA 
 
Il t-Test (o test t di Student) e l’ANOVA (ANalisys Of VAriance) sono 
due test parametrici molto usati per valutare se esistono differenze 
statisticamente significative tra le medie di due o più gruppi. Il t-Test è in 
grado di valutare tale differenza solo tra 2 gruppi, mentre l’ANOVA 
(estensione del t-test) può operare anche in presenza di più gruppi, 











C.2. La prima 
le medie è sem
 Figura C.1 – La figura mostra le distribuzioni di
due gruppi e le relative medie. Ovviamente la figura è
idealizzata.a C.1 mostra le distribuzioni del gruppo 1 con media m1 e del 
 media m2 (ovviamente la figura è idealizzata per rendere più 
tto). Come devono essere le due medie per affermare che i due 
atisticamente differenti? Consideriamo le tre situazioni in figura 
cosa da notare è che, nelle 3 situazioni, la differenza assoluta tra 
pre la stessa; però bisogna anche dire che le tre situazioni non 
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sono uguali. L’esempio in alto mostra un caso di moderata variabilità dei 
valori di ciascun gruppo; la seconda situazione mostra un caso di elevata 
variabilità mentre il terzo ne mostra uno con variabilità scarsa. 
Chiaramente concludiamo che i due gruppi appaiono più differenti nei 
casi di media o alta variabilità in quanto c’è una sovrapposizione piccola tra le 
due curve a campana; nel caso di elevata variabilità la differenza appare meno 








 Figura C.2 – Tre diverse distribuzioni dei due gruppi in cui però le medie sono 
sempre le stesse. Nel primo caso vediamo una bassa variabilità dei valori; al centro la 
variabilità è alta mentre in fondo è molto bassa. I due gruppi appaiono più differenti nei casi 
di media o alta variabilità in quanto c’è una sovrapposizione piccola tra le due curve a 
campana mentre nel caso di elevata variabilità la differenza appare meno marcata perché la 
sovrapposizione tra le due curve a campana è assai elevata.  
 
Questo ci porta ad una conclusione importante: quando stiamo 
nalizzando le differenze tra i valori di due gruppi occorre valutare la 
ifferenza tra le medie relativa allo spazio di variabilità dei rispettivi valori. Il 
-test fa proprio questo.  
Esso restituisce un t-value (positivo se m1 > m2, negativo viceversa) e, a 
artire da esso, un p-value il quale indica la significatività della differenza; per 
tabilire infatti se i due gruppi sono statisticamente differenti occorre fissare 
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un livello di rischio α (come abbiamo già visto nel paragrafo 4.4.1) che 
solitamente è 0.05: se p< α concludiamo che i due gruppi sono statisticamente 
differenti, altrimenti no. 
Il t-test e il one-way ANalisys Of VAriance (ANOVA) sono 
matematicamente equivalenti e forniscono gli stessi risultati; l’ANOVA può 
essere utile nel caso in cui i gruppi da analizzare sono più di due perciò il t-test 
non è sufficiente, mentre l’ANOVA è in grado di confrontare tali gruppi ed 
esprimere le differenze a due a due. 
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