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Informacijski pooblaščenec je v Sloveniji razmeroma mlad organ, ustanovljen z 
Zakonom o Informacijskem pooblaščencu. Pooblastila tega organa segajo na 
področje varstva osebnih podatkov ter dostopa do informacij javnega značaja. 
Informacijski pooblaščenec v Sloveniji omogoča uresničevanje dveh človekovih 
pravic, ki sta zagotovljeni ţe z ustavo. Gre za pravico vedeti ter pravico do varstva 
zasebnosti. Spoštovanje in uresničevanje teh dveh pravic je pomembno za 
zagotavljanje pravne varnosti ter demokratičnosti drţave. V drţavah članicah 
Evropske unije je področje varstva osebnih podatkov in informacij javnega značaja 
urejeno različno, vsem pa je skupno to, da so pristojni organi pri izvajanju svojih 
nalog povsem samostojni in neodvisni. V diplomskem delu so predstavljene razlike 
med Informacijskim pooblaščencem v Sloveniji in Veliki Britaniji, predvsem glede 
zakonske ureditve, pooblastil ter pristojnosti. 
 
Delovanje Informacijskega pooblaščenca v Veliki Britaniji ni tako podrobno 
opredeljeno z ustavo kot delovanje slovenskega, v Veliki Britaniji je na ustavni ravni 
določena le pravica do zasebnosti, ki izhaja iz Zakona o varstvu podatkov. V Veliki 
Britaniji dajejo poleg drugih predpisov mnogo večji poudarek kot v Sloveniji zakonu, 
ki opredeljuje varstvo okolja. Iz tega izhaja, da ima britanski Informacijski 
pooblaščenec več pooblastil in širši krog delovanja kot slovenski. Skupno obema 
organoma je to, da oba skrbita za zakonitost delovanja na področju varstva osebnih 
podatkov ter dostopa do informacij javnega značaja.  
 
 
Ključne besede: Informacijski pooblaščenec, informacije javnega značaja, varstvo 
























The Information Commissioner is a relatively young government authority, founded 
with the Law on Information Commissioner. The jurisdiction of this authority expands 
from the protection of personal information to access to public information. The 
Information Commissioner in Slovenia enables two human constitutional rights. First 
is the right to know, and the second, the protection of privacy. The respect and 
fulfilment of these two rights are important for ensuring legal certainty and the 
country’s democracy. The area of protection of personal information and public 
information in the Member States of the European Union is regulated differently, but 
what is common to all of them, is that the competent authority is completely 
independent in the execution of its tasks. The diploma paper presents the differences 
between the Information Commissioners in Slovenia and Great Britain, especially in 
regard to regulations, authority, and competence. 
 
Operation of the Information Commissioner in Britain is not as specified by the 
constitution and functioning of the Slovenian, in Britain at the constitutional level set 
only the right to privacy resulting from the Data Protection Act. In the UK, among 
other provisions provide a much greater emphasis than in Slovenia, the law defines 
the protection of the environment. It follows that the British Information Commissioner 
more powers and a wider range of activity than Slovenian. Total two bodies is that 
both the legality of the operation, ensure the protection of personal data and access 
to public information. 
 
Key words: Information Commissioner, public information, protection of personal 
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1.1 IZHODIŠČA DIPLOMSKEGA DELA 
 
V današnjem času sodobne tehnologije, mnogih tehničnih pripomočkov in 
tehnoloških napredkov, kjer je vedno laţje priti do vrste zbirk različnih podatkov, kjer 
se s krajo identitete in osebnih podatkov posameznikov srečujemo vsak dan, je nujno 
potrebno vzpostaviti dober in učinkovit sistem varovanja podatkov. Poleg tega ţivimo 
v druţbi sodobne demokracije, kjer so drţavni in drugi organi po zakonu in v 
nekaterih drţavah tudi po ustavi dolţni posredovati podatke o njihovem delu in 
delovnem področju.  
 
Vsakdo ima pravico do svobode izraţanja ter varstva zasebnosti, to določata dve 
načeli demokracije, ki sta v slovenskem pravnem redu določeni ţe z ustavo. Za 
zagotavljanje in izvrševanje teh dveh pravic je bil ustanovljen Informacijski 
pooblaščenec, ki deluje na dveh področjih, ki sta si popolnoma nasprotni. Na eni 
strani nam dovoljuje, do katerih podatkov imamo pravico dostopa, na drugi pa nas 
opozarja, katere moramo skrbno varovati, jih pravilno shranjevati in obdelovati ter 
nam hkrati prepoveduje dostop do njih.  
 
Informacijski pooblaščenec deluje v slovenskem pravnem redu od leta 2005, ko je bil 
z Zakonom o Informacijskem pooblaščencu (Uradni list RS, št. 24/2005, 61/2005, 
96/2005, 113/2005, 51/2006, v nadaljevanju ZInfP) ustanovljen nov, samostojen 
drţavni organ, v katerega sta se zdruţila Inšpektorat RS za varstvo osebnih podatkov 
ter Pooblaščenec za dostop do informacij javnega značaja. Omenjeni zakon 
omogoča vsem drţavljanom zagotavljanje in spoštovanje obeh človekovih pravic, 
opredeljenih z Ustavo Republike Slovenije (Uradni list RS, št. 33I/1991-I, 42/1997, 
66/2000, 24/2003, 69/2004, 69/2004, 69/2004, 68/2006). 
 
Pooblastila Informacijskega pooblaščenca segajo na področje dostopa do informacij 
javnega značaja ter varstva osebnih podatkov. Izvajanje in uveljavljanje določb 
zakonov, ki urejata področje njegovega delovanja, je bistveno za zagotovitev pravne 
varnosti drţave. Pooblastila Informacijskega pooblaščenca izhajajo iz Zakona o 
Informacijskem pooblaščencu, Zakona o dostopu do informacij javnega značaja 
(Uradni list RS, št. 24/2003, 96/2005, 51/2006, v nadaljevanju ZDIJZ) ter Zakona o 
varstvu osebnih podatkov (Uradni list RS, št. 86/2004, 94/2007, v nadaljevanju 
ZVOP-1).  
 
Informacijskega pooblaščenca poznajo tudi v drugih drţavah po vsem svetu, med 
drugim tudi v Veliki Britaniji. Informacijski pooblaščenec je v Veliki Britaniji prav tako 
kot v Sloveniji razmeroma mlad organ, ki je bil ustanovljen leta 2001, ko je stopil v 
veljavo Zakon o svobodi informacij. Pred tem pa so poznali tajnika za varstvo 
podatkov, ki se je razvil v urad za varstvo podatkov, leta 2000 v urad komisarja za 
zaščito podatkov ter leta 2001 v urad Informacijskega pooblaščenca. Zgodovina 
predpisov, ki ureja področje delovanja Informacijskega pooblaščenca, sega ţe v leto 
1984, ko je stopil v veljavo prvi Zakon o varstvu podatkov, ki je vnesel v pravni red 
osem načel ravnanja z osebnimi podatki, ki veljajo še danes. 
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1.2 NAMEN IN CILJI RAZISKAVE 
 
Namen diplomskega dela je predvsem primerjati Informacijskega pooblaščenca v 
Sloveniji in Veliki Britaniji in ugotoviti, kakšne so razlike v delovanju organa v obeh 
drţavah. Z opisom ustavne ureditve sem predstavila razliko med drţavno ureditvijo 
Slovenije in Velike Britanije ter posledično razlike v zakonski ureditvi in delovanju 
Informacijskega pooblaščenca.  
 
Cilj diplomskega dela je preučiti ustavno in zakonsko podlago delovanja 
Informacijskega pooblaščenca v Sloveniji in Veliki Britaniji, primerjati zgodovino in 
razvoj tega organa, ugotoviti, kakšen je poloţaj Informacijskega pooblaščenca v 
omenjenih drţavah, kakšne pristojnosti in pooblastila ima pooblaščenec na področju 
varstva osebnih podatkov in dostopa do informacij javnega značaja tako v Sloveniji 
kot tudi v Veliki Britaniji ter ugotoviti, kakšen je postopek pred omenjenim organom v 
obeh drţavah.  
 
 
1.3 METODE DELA 
 
Diplomsko delo sem začela pisati na podlagi preučitve ustave in zakonov  v Sloveniji 
in Veliki Britaniji, ki so podlaga za delovanje Informacijskega pooblaščenca, tako na 
področju varstva osebnih podatkov kot tudi dostopa do informacij javnega značaja. 
Informacije sem črpala predvsem s spletne strani Informacijskega pooblaščenca v 
Sloveniji in Veliki Britaniji ter iz letnih poročil, različnih publikacij, priročnikov in 
smernic, ki jih izdaja Informacijski pooblaščenec.   
 
V diplomskem delu sem uporabila predvsem metodo deskripcije ali opisa stanja. Gre 
za metodo humanističnih znanosti, ki jo je poudarjal ţe nemški filozof in kulturni 
zgodovinar Wilhelm Dilthey (Veliki splošni leksikon, 1997, str. 830). S pomočjo 
deskripcije sem preučila pravne podlage v Sloveniji in Veliki Britaniji ter druge vire, ki 
se nanašajo na področje dela Informacijskega pooblaščenca.  
 
 
1.4 STRUKTURA DIPLOMSKEGA DELA 
 
Diplomsko delo je poleg uvoda in zaključka zgrajeno iz štirih poglavij. V prvem 
poglavju sem predstavila in primerjala Slovenijo in Veliko Britanijo, njun razvoj, 
zgodovino, obliko vladavine ter obliko političnega sistema, ki vlada v posamezni 
drţavi. Obe sta po obliki političnega sistema parlamentarni drţavi, razlikujeta pa se 
glede na poloţaj šefa drţave, torej glede na obliko vladavine. Slovenija je 
demokratična republika, njen vodja je predsednik drţave, ki je hkrati poveljnik 
obrambnih sil ter predstavnik drţave v mednarodnih odnosih z drugimi drţavami ter z 
mednarodnimi organizacijami. Predsednik drţave je voljen na splošnih, tajnih 
predsedniških volitvah za mandatno dobo pet let po dvokroţnem volilnem sistemu z 
enkratno ponovno izvolitvijo. Velika Britanija je monarhija, njen vodja je monarh. 
Monarh je nosilec krone in središčni organ oblasti v britanski ureditvi, je vodja drţave, 
hkrati tudi izvršilna oblast skupaj s prvim ministrom, kabinetom in vlado kot celoto ter 
drţavno upravo. Monarh je imenovan na podlagi nasledstvenega vrstnega reda. 
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Monarh je predstavnik angleškega naroda oziroma drţave, v njegovem imenu se 
izvršujejo vsa pooblastila drţavne oblasti, predstavlja simbol Britanske skupnosti 
narodov. Opravlja funkcije šefa drţave, kot so predstavljanje drţave, imenovanje 
veleposlanikov in sprejemanje poverilnih pisem tujih veleposlanikov, dajanje 
pomilostitev, poleg tega je na čelu anglikanske cerkve. Obe primerjani drţavi sta 
članici Evropske Unije (v nadaljevanju EU), pri čemer je samo Slovenija vključena v 
območje evra ter v schengensko območje. 
 
V drugem poglavju sem opredelila in predstavila ustavo ter ustavno podlago za delo 
Informacijskega pooblaščenca ter zakone, na podlagi katerih odloča in deluje 
omenjeni pooblaščenec. Informacijski pooblaščenec v Sloveniji omogoča in 
zagotavlja uresničevanje dveh temeljnih človekovih pravic, ki sta opredeljeni v 
drugem delu ustave, ki opredeljuje temeljne človekove pravice in svoboščine. Gre za 
pravico do svobode izraţanja ter pravico do varstva zasebnosti. To sta pravici, ki ju v 
prakso prenašata in uveljavljata Zakon o dostopu do informacij javnega značaja ter 
Zakon o varstvu osebnih podatkov. Za izvajanje obeh zakonov skrbi Informacijski 
pooblaščenec kot samostojen in neodvisen drţavni organ, ustanovljen z Zakonom o 
Informacijskem pooblaščencu. Zdruţeno kraljestvo nima ustave v formalnem 
pomenu, tako kot Slovenija. Za britansko ustavno ureditev je značilno, da je zelo 
nepregledna in da je ustavne institute teţko razumeti, saj nekateri izhajajo še iz 
daljne zgodovine. Tako ustavne ureditve ni mogoče razumeti brez poznavanja 
zgodovinskega ozadja, iz česar izhaja današnja ureditev. Za ustavne vire se štejejo 
predvsem zgodovinski ustavni dokumenti, zakoni, pravila občega prava (Common 
Law), odločbe angleških sodišč (Case Law), notranji predpisi in običaji parlamenta ter 
ustavni običaji (Constitutional Conventions). Večji del ustavne ureditve je v pisni 
obliki, čeprav se angleška ustava uvršča med nepisane, bodisi v obliki zakonov ali 
zgodovinskih dokumentov. Informacijski pooblaščenec pa ima prav tako kot slovenski 
pooblaščenec pravno podlago za svoje delo v zakonu. Temeljna akta, na podlagi 
katerih deluje britanski Informacijski pooblaščenec, sta Zakon o svobodi informacij ter 
Zakon o varstvu podatkov, podrejeno pa se uporabljata tudi dve uredbi, in sicer 
Uredba o zasebnosti in elektronskih komunikacijah ter Uredba o okoljskih podatkih. 
 
V tretjem delu sem predstavila zgodovino in razvoj Informacijskega pooblaščenca kot 
organa za zagotavljanje varstva osebnih podatkov ter uresničevanja pravice dostopa 
do informacij javnega značaja. Poleg tega sem primerjala Informacijskega 
pooblaščenca v Sloveniji in Veliki Britaniji glede poloţaja, imenovanja in razrešitve 
pooblaščenca. Predstavila sem organiziranost oziroma organizacijski vidik delovanja 
tega organa v vsaki drţavi ter opredelila pristojnosti, ki izhajajo iz področja varstva 
osebnih podatkov in dostopa do informacij javnega značaja.   
 
Četrti del diplomskega dela sem namenila opredelitvi postopka, ki ga vodi 
Informacijski pooblaščenec na področju varstva osebnih podatkov ter dostopa do 







2 TEMELJNO O SLOVENIJI IN VELIKI BRITANIJI 
 
 
Drţave med seboj ločimo in primerjamo glede na obliko vladavine, obliko političnega 
sistema, ki vlada v določeni drţavi, obliko drţavne oblasti ter obliko drţavne ureditve.  
 
Obe drţavi, tako Slovenija kot tudi Velika Britanija, sta po obliki političnega sistema 
parlamentarni drţavi, ki temeljita na načelu delitve oblasti. Slovenija je po obliki 
vladavine demokratična republika, Velika Britanija pa se po obliki vladavine uvršča 
med monarhije. Slovenjo predstavlja predsednik, Veliko Britanijo pa kraljica. Obe 
drţavi sta članici EU pri čemer je le Slovenija vključena v Schengensko območje ter 





Republika Slovenija je 26. junija 1991 postala neodvisna drţava, pred tem pa je bila 
sestavni del skupne drţave, najprej Avstro-Ogrske, nato Kraljevine Srbov, Hrvatov in 
Slovencev, kasneje preimenovano v Kraljevino Jugoslavijo, ter nazadnje del 
Socialistične federativne republike Jugoslavije (po Wikipedii).  
 
Slovenija kot samostojna drţava nima večletne tradicije in zgodovine, kot jo imajo 
druge drţave, vendar je v času svojega obstoja dosegla marsikaj. Slovenija je 29. 
marca 2004 postala drţava članica Nata ali Severnoatlantske pogodbene zveze, s 
čimer je pridobila stabilno varnostno in politično okolje, članstvo v Nato pa pomeni 
tudi priloţnost za sodelovanje z drugimi drţavami članicami na gospodarskem, 
znanstveno-tehnološkem in informacijskem področju.  
 
Leto po razglasitvi samostojnosti je Slovenija zaprosila za sklenitev evropskega 
sporazuma, 1. maja 2004 pa je postala enakopravna članica EU, kar ji je prineslo 
sodelovanje z drugimi drţavami članicami Unije ki so medsebojno povezane na 
ekonomskem, druţbenem in političnem področju. Poleg tega pa je zastopana v vseh 
institucijah EU in sodeluje pri vseh odločitvah, ki jih te institucije sprejemajo. Slovenija 
ima komisarja v Evropski komisiji, poslance v Evropskem parlamentu ter sodeluje pri 
odločitvah Sveta Evrope, kjer ima enakopraven glas z ostalimi drţavami članicami. 
 
1. januarja 2007 se je pridruţila drţavam v območju evra, pred tem je bila nacionalna 
valuta tolar (SIT).  
 
21. decembra 2007 je Slovenija postala drţava članica schengenskega  območja, s 
čimer je odpravila nadzor na notranjih kopenskih in vodnih mejah z drţavami 
članicami EU leto kasneje pa je odpravila nadzor še nad zračnimi mejami.  
 
Kot največji doseţek samostojne Slovenije lahko označimo predsedovanje Svetu EU. 
Slovenija je prva izmed novih drţav članic EU, ki so v Unijo vstopile leta 2004, 
predsedovala Svetu EU v letu 2008, kar je za našo drţavo pomenilo veliko zaupanje, 
obenem pa nam je bila naloţena velika odgovornost, saj je Slovenija v 
šestmesečnem obdobju predsedovanja morala voditi in organizirati delo vseh sestav 
Sveta EU in Evropskega sveta, zastopati Svet EU v odnosu do drugih institucij EU ter 
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zastopati EU v odnosu do tretjih drţav in mednarodnih organizacij (15 let slovenske 
drţave). 
 
Prvi člen ustave določa, da je Slovenija demokratična republika. S to določbo sta 
opredeljeni oblika političnega sistema in vladavine. Demokratična drţava označuje 
razmerje med drţavo in druţbo, ki omogoča, da imajo drţavljani vpliv in nadzor nad 
delovanjem drţavne organizacije ter uveljavljanjem njene odgovornosti. 
Demokratičnost drţave pomeni tudi priznavanje človekovih pravic in temeljnih 
svoboščin, ki na eni strani drţavnim organom določajo meje izvrševanja njihovih 
pristojnosti, na drugi pa omogočajo vpliv na drţavno organizacijo, na oblikovanje 
voljenih organov in vsebino delovanja. Demokratičnost se izraţa tudi v republikanski 
obliki vladavine. Vodja drţave v republiki je predsednik, ki je neposredno voljen in 
omejen z ustavo in zakoni ter je pravno odgovoren (po Kocljančiču et. al., 2005, str. 
91). 
 
Slovenija kot parlamentarna republika temelji na načelu delitve oblasti med izvršilno, 
zakonodajno in sodno. Organ izvršilne oblasti in najvišji drţavni organ je Vlada.  
 
Vlada vodi, usmerja in usklajuje izvajanje politike drţave, zagotavlja izvajanje 
zakonov in drugih predpisov Drţavnega zbora, predlaga v sprejem zakone in druge 
splošne akte, izdaja pravne akte ter zastopa Republiko Slovenijo kot pravno osebo. 
Poleg Vlade pa v izvršilno oblast uvrščamo tudi predsednika ter drţavno upravo. 
Zakonodajna oblast v Slovenji pripada Drţavnemu zboru, kot nosilcu zakonodajne, 
volilne ter nadzorne funkcije ter Drţavnemu svetu kot drugemu domu parlamenta. V 
sodno vejo oblasti pa sodijo splošna ter specializirana sodišča. Med splošna sodišča 
uvrščamo okrajna, okroţna, višja in vrhovno sodišče, specializirana sodišča pa 
delujejo le na področju delovnega in socialnega prava ter upravnega prava (po Vladi 
Republike Slovenije).  
 
 
2.2 VELIKA BRITANIJA 
 
Zdruţeno kraljestvo je ena najstarejših monarhij v Evropi, glede na poloţaj monarha 
in njegovo razmerje do parlamenta jo označujemo kot parlamentarno monarhijo. 
Zdruţeno kraljestvo je skupno ime za Veliko Britanijo, Wales in Severno Irsko, 
njegovi sestavni deli pa so Anglija in Wales, Škotska in Severna Irska (po Wikipedii).  
 
Zdruţeno kraljestvo je unitarna drţava, vendar imajo nekateri njeni sestavni deli 
(Škotska, Severna Irska in Wales) avtonomen poloţaj. Z vidika organizacije drţavne 
oblasti gre za parlamentarni sistem, ki temelji na načelu delitve oblasti. 
 
Zdruţeno kraljestvo je v svoji zgodovini obvladovalo velikanski prekomorski imperij. 
Svojim kolonijam je Anglija vladala različno, nekaterim neposredno, drugim skupaj s 
sodelovanjem prebivalstva, drugje pa so si kolonije pridobile določeno stopnjo 
samouprave. Najvišjo so uţivali dominioni (Kanada, Avstralija in drugi), ki so imeli 
popolno samoupravo z lastnim parlamentom in njemu odgovorno vlado ter sodstvo. 
Commonwealth je sedaj ohlapna zveza neodvisnih drţav, povezanih s skupno 
zgodovino Zdruţenega kraljestva.  
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Pogoj za članstvo v Commonwealthu je priznavanje britanske kraljice kot poglavarja 
skupnosti in priznavanje skupnih vrednot, namreč kraljica je še vedno skupni 
poglavar nekaterih od teh drţav, vendar na simbolični ravni. 
 
Predstavnik drţave in naroda ter simbol Commowealtha je v Zdruţenem kraljestvu 
monarh, v imenu katerega se izvršujejo pooblastila parlamenta, vlade in sodišč.  
 
Monarh je nosilec krone in središčni organ oblasti v britanski ureditvi, je vodja drţave, 
hkrati tudi izvršilna oblast skupaj s prvim ministrom, kabinetom in vlado kot celoto ter 
drţavno upravo. Prestol se zaseda po ustaljenem nasledstvenem vrstnem redu, ki je 
določen ţe od leta 1701. Trenutni monarh je kraljica Elizabeta II., ki je na prestolu ţe 
od leta 1952. Njene glavne funkcije so, da je predstavnica angleškega naroda 
oziroma drţave, da se v njenem imenu izvršujejo vsa pooblastila drţavne oblasti, da 
predstavlja simbol Britanske skupnosti narodov. Opravlja funkcije vodje drţave, kot 
so predstavljanje drţave, imenovanje veleposlanikov in sprejemanje poverilnih pisem 
tujih veleposlanikov, dajanje pomilostitev itd.  
 
Tradicionalno je monarh tudi na čelu anglikanske cerkve. Vloga kraljice pa je zgolj 
simbolična in tradicionalna, saj je oblast v rokah parlamenta in vlade. Ne glede na to, 
da je vloga kraljice zgolj simbolična, pa opravlja veliko nalog, med drugim odpira in 
zapira zasedanje parlamenta ter sklicuje in razpušča parlament. Kraljica tudi imenuje 
pomembne drţavne funkcionarje, imenuje prvega in druge ministre, sodnike najvišjih 
sodišč, najvišje oficirje, guvernerje ter voditelje anglikanske cerkve, poleg tega pa 
tudi podeljuje viteške naslove. Najvišja oblast pripada parlamentu, ki je dvodomen in 
ga sestavljata spodnji (Hause of Commons) in zgornji dom (Hause of Lords). Pod 
parlament tako spadata oba domova skupaj z monarhom (po Gradu et. al., 2004, str. 
13–22). 
 
Zgornji dom ali dom lordov je sestavljen večinoma iz dednih lordov, delno tudi iz 
lordov po poloţaju in imenovanju. Lordi po poloţaju so predvsem dva nadškofa in 
škofi angleške cerkve, duhovni ter posvetni lordi, med katerimi prevladujejo dedni 
lordi. Ostali so imenovani lordi, ki se ločijo na doţivljenjske lorde, ti so imenovani 
zaradi različnih političnih zaslug, ter sodne lorde, ki so imenovani za opravljanje 
sodnih funkcij doma lordov. Zgornjemu domu predseduje lord kancler, dom pa 
sodeluje pri sprejemanju zakonov, z moţnostjo odloţilnega veta. Lordi lahko vlagajo 
samo zakone, ki se nanašajo na pravosodje, zakone, ki nimajo finančnega in 
političnega značaja, ter manj pomembne zakone.  
 
Spodnji dom pa sestavljajo poslanci, ki so voljeni neposredno na podlagi splošne in 
enake volilne pravice, s tajnim glasovanjem. Člani doma lordov ne morejo biti 
izvoljeni v spodnji dom. Ta zaseda enkrat letno, zasedanje odpre kraljica. Osrednji 
poloţaj v spodnjem domu pripada predsedniku ali speakerju, ki ga iz svojih vrst 
izvolijo člani Spodnjega doma. V spodnjem domu imata odločilno vlogo dve politični 
stranki, in sicer konzervativna in laburistična, ki se izmenjujeta na oblasti. Delovanje 
doma je tako prilagojeno dvostrankarskemu sistemu. Poleg zakonodajne in finančne 
funkcije spodnjega doma pa je pomembna  tudi funkcija nadzorovanja vladnega dela. 
 
Britanska vlada je nosilec izvršilne oblasti, člani vlade so hkrati člani parlamenta, 
večinoma spodnjega doma. To od vlade zahteva, da je ves čas navzoča v 
parlamentu, da sodeluje v njegovih razpravah in odločitvah. Poloţaj vlade izhaja iz 
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dejstva, da obvladuje večino v parlamentu, iz ustavnega običaja pa izhaja, da mora 
vlada, ko izgubi večino v parlamentu, odstopiti, bodisi zahtevati od monarha, da 
razpiše predčasne volitve. 
 
Angleški sodni sistem se deli na civilno in kazensko sodstvo, ne pozna ustavnega 
kakor tudi ne upravnega sodstva. Sodstvo je v angleškem pravosodnem sistemu 
organizirano na več stopnjah, in sicer poznajo magistratna sodišča, sledijo jim 
kronska (kazenska) in grofijska (civilna sodišča), dalje višje sodišče, pritoţbeno 
sodišče, pri čemer je najvišje pritoţbeno sodišče še vedno Dom lordov, tako za 
civilne, kot tudi za kazenske zadeve (po Gradu et. al., 2004, str. 13–22). 
 
Velika Britanija je tako kot Slovenija članica EU, kateri se je priključila 1. januarja 
1973. Svetu Evropske unije je v času svojega članstva predsedovala dvakrat, prvič v 
drugi polovici leta 1998, nazadnje pa v drugi polovici leta 2005. 
 
Čeprav je Velika Britanija drţava članica EU, z razliko od Slovenije ni podpisnica 
schengenskih sporazumov, je izven schengenskega območja, prav tako tudi izven 
evroobmočja, njena nacionalna valuta je funt šterling. 
 
Velika Britanija je tudi članica skupine G8, skupine osmih ali forum, ustanovljen leta 
1975 v Franciji. G8 je skupina, ki jo predstavljajo predsedniki drţav ali predsedniki 
vlad najrazvitejših osmih drţav sveta. Velika Britanija je G8 predsedovala leta 2005 v 






























3.1 USTAVNA UREDITEV 
 
Ustava je politični akt po volji drţavnega organa, ki jo sprejme, opredeli njena 
izhodišča in cilje. Vsebina ustave se nanaša predvsem na splošna načela delovanja 
drţave, oblikovanje druţbene in drţavne ureditve, določa temeljne človekove pravice 
in svoboščine, temelje pravnega reda, opredeljuje drţavno ureditev, organiziranost 
drţavnih organov ter druge določbe.  
 
Ustava je splošni pravni akt o  pravnih subjektih, za katere velja, ter o druţbenih 
razmerjih, ki jih ureja. V razmerju do zakonov je ustava hierarhično najvišji pravni akt 
in ima najvišjo pravno moč (po Kocjančiču et al., 2005, str. 25–31). 
 
 
3.1.1 Ustava Republike Slovenije 
 
Ustavo Republike Slovenije je Drţavni zbor ratificiral 23. decembra 1991. Slovenska 
ustava je zgrajena iz dveh delov, iz preambule in normativnega dela. Preambula se 
nahaja na začetku ustave in opredeljuje razloge za sprejem navaja temeljna 
izhodišča ter cilje, ki jih ţeli uresničevati, navaja tudi organ, ki je ustavo sprejel.  
 
Normativni del je zapisan v obliki 174 členov, ki so razdeljeni v deset oštevilčenih in 
naslovljenih poglavij.  
 
Področje delovanja Informacijskega pooblaščenca v Sloveniji je v slovenski ustavi 




38. člen se nanaša na varstvo osebnih podatkov, kot eno izmed oblik varstva 
človekove zasebnosti. Po tem členu je v Slovenji zagotovljeno varstvo osebnih 
podatkov. Določeno je, da je prepovedana uporaba osebnih podatkov v nasprotju z 
namenom njihovega zbiranja. Zbiranje, obdelovanje, namen uporabe, nadzor in 
varstvo tajnosti osebnih podatkov je določeno z Zakonom o varstvu osebnih 
podatkov. Ustava v tem členu tudi določa, da ima vsakdo pravico, da se seznani z 
zbranimi podatki, ki se nanašajo nanj, ter pravico do sodnega varstva ob njihovi 
zlorabi. Slovenja je ena izmed redkih drţav, ki ima ţe z ustavo določeno varstvo 
osebnih podatkov.  
 
Področje delovanja Informacijskega pooblaščenca, ki se nanaša na pravico dostopa 
do informacij javnega značaja, pa je opredeljeno v 39. členu. Ta člen se nanaša na 
svobodo izraţanja in v svojem drugem odstavku določa, da ima vsakdo pravico 
pridobiti informacijo javnega značaja, za katero ima v zakonu utemeljen pravni 
interes, razen v primerih, ki jih določa Zakon o dostopu do informacij javnega 
značaja. To določbo ustave, ki se nanaša na pravico do svobode izraţanja, pa 
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strokovnjaki s področja ustavnega prava uvrščajo med politične pravice in 
svoboščine, katerih nosilci so praviloma drţavljani (po Kocjančiču et al., 2005, str.  
88–117). 
 
Zakonitost nad temeljnimi človekovimi pravicami izvajata Varuh človekovih pravic in 
Informacijski pooblaščenec, pri čemer pristojnosti in pooblastila Informacijskega 
pooblaščenca izhajajo samo iz 38. in 39. člena ustave, zakonitost nad ostalimi členi 
drugega poglavja ustave pa pripadajo Varuhu. Zaradi takšne razmejitve nad 
zakonitostjo človekovih pravic ima Varuh za razliko od pooblaščenca pravico, da vloţi 
ustavno pritoţbo ali presojo ustavnosti in zakonitosti na ustavno sodišče, v zvezi z 
dejanji drţavnih organov ali institucij. Na podlagi Zakona o ustavnem sodišču (Uradni 
list RS, št. 15/1994, 64/2007, v nadaljevanju ZUstS) ima Varuh  človekovih pravic na 
podlagi 23., 50. in 52. člena pravico, da ob pogojih, ki jih določa zakon, vloţi pred 
ustavnim sodiščem ustavno pritoţbo v zvezi s posamično zadevo, ki jo obravnava. 
Varuh človekovih pravic vloţi ustavno pritoţbo s soglasjem tistega, katerega 
človekove pravice ali temeljne svoboščine v posamični zadevi varuje.  
 
 
3.1.2 Ustava Velike Britanije 
 
Zgodovinski ustavni razvoj je privedel do tega, da sedanja ureditev izhaja iz vrste 
dokumentov ustavnega pomena, med njimi pa ni pisane ustave, kot jo pozna večina 
drţav. Zdruţeno kraljestvo torej nima ustave v formalnem pogledu, kot temeljni in 
nosilni dokument ustavne ureditve. Za britansko ustavno ureditev je značilno, da je 
zelo nepregledna in da je mnogo njenih ustavnih institutov in institucij teţko razumeti, 
saj mnogi izmed njih izhajajo še iz daljne zgodovine. Sedanjega ustavnega sistema 
ni moč razumeti, ne da bi poznali zgodovinski razvoj in zgodovinsko ozadje drţave, ki 
je privedlo do sedanje ureditve.  
 
Za vire ustavne ureditve se štejejo predvsem zgodovinski ustavni dokumenti, zakoni, 
pravila občega prava (Common Law), odločbe angleških sodišč (Case Law), notranji 
predpisi in običaji parlamenta ter ustavni običaji (Constitutional Conventions). 
 
Večji del ustavne ureditve je v pisni obliki, čeprav se angleška ustava uvršča med 
nepisane, bodisi v obliki zakonov ali zgodovinskih dokumentov. Slednji so bili sprejeti 
v preteklosti v povsem drugačnih okoliščinah in se še danes štejejo za del sedanje, 
veljavne ustavnosti.  
 
V zadnjih stoletjih pa so vedno bolj pridobivali na pomenu zakoni, ki so sedaj celo 
pomemben del ustavne ureditve, gre predvsem za zakone, ki se nanašajo na 
parlament, volitve ter ureditev in poloţaj sodstva. Iz tega izhaja, da so zakoni 
parlamenta najvišji pravni viri ustavne ureditve. Ustavna pravila pa še danes temeljijo 
na pravilih občega prava, kar velja predvsem za ustavne pravice in svoboščine. Iz 
pravil občega prava izhajajo tudi poloţaj in pristojnosti nekaterih drţavnih organov, 
predvsem monarha in parlamenta.  
 
Pomemben vir ustavne ureditve predstavljajo sodne odločbe. Za angleško ureditev 
namreč velja, da v primeru spora o uporabi pravil občega prava in zakona sodišča 
avtoritativno odločajo o njihovi vsebini. Pomemben vir ustavne ureditve so tudi 
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ustavni običaji, ki pomenijo del ustavne ureditve ter na podlagi katerih se odvijajo 
pomembnejša ustavna dejanja. Gre pravzaprav za pravila ustaljene ustavne prakse, 
ki uravnavajo politično ţivljenje in urejajo delovanje nekaterih ustavnih institucij v 
Angliji. Na ustavnem običaju tako temeljijo imenovanje prvega ministra in članov 
kabineta ter kolektivna odgovornost kabineta.  
 
V praksi se velikokrat štejejo kot vir ustavnega prava tudi pravila parlamenta in 
parlamentarni običaji, ki so nastali skozi razvoj parlamenta kot izraz njegovega 
avtonomnega delovanja.  
 
Zaradi posebnosti angleške ureditve na ustavnem področju tudi ni posebej določenih 
pravic in svoboščin. V britanski ureditvi pravice izhajajo iz občega prava, zakoni pa 
določajo njihove omejitve, predvsem v obliki pooblastil drţavnih organov v odnosu do 
posameznika. Ravno zaradi posebne angleške ureditve na ustavnem področju so se 
pravice uveljavile s pomočjo zgodovinskih dokumentov in občega prava, kasneje 
prek zakonov parlamenta, v praksi pa prek sodnih odločb.  
 
Med pravicami in svoboščinami so v angleški ustavni ureditvi najpogosteje omenjene 
temeljne pravice, zlasti enakost pred zakonom, svoboda lastnine, svoboda govora in 
izraţanja.  
 
Področje delovanja Informacijskega pooblaščenca izhaja predvsem iz pravic in 
svoboščin, ki so opredeljene v različnih zgodovinskih dokumentih, občem pravu ter 
zakonih parlamenta.  
 
Opredeljena je le pravica, ki se nahaja v t. i. Bill of Rights, to je pravica do 
zasebnosti, ki izhaja iz Zakona o varstvu podatkov (Data protection Act, 1998). Ta 
med drugim določa, da imajo posamezniki pravico do dostopa do podatkov, ki se 
vodijo o njih, prav tako imajo pravico, da se s pomočjo sodišča podatki, ki so laţni, 
nepravilni in zavajajoči, izbrišejo ali popravijo, poleg tega pa imajo posamezniki tudi 
pravico do odškodnine v primeru izgube osebnih podatkov, v primeru razkritja 
podatkov ter v primeru, ko so podatki netočni in nepravilni ali razkriti brez soglasja 
posameznika (po Gradu et al., 2004, str. 23–48).  
 
 
3.2 ZAKONSKA UREDITEV V SLOVENIJI 
 
V slovenskem pravnem redu je področje delovanja Informacijskega pooblaščenca kot 
tudi samega organa urejeno z ustavo kot najvišjim in temeljnim pravnim aktom ter s 
tremi zakoni, ki obravnavajo sam organ, njegove pristojnosti, pooblastila in delovna 
področja.  
 
Informacijskega pooblaščenca kot organ določa Zakon o Informacijskem 
pooblaščencu, področje dostopa do informacij javnega značaja obravnava Zakon o 
dostopu do informacij javnega značaja, področje varstva osebnih podatkov pa je 




3.2.1 Zakon o Informacijskem pooblaščencu 
 
Zakon o Informacijskem pooblaščencu je stopil v slovenski pravni red 31. decembra 
2005. S tem zakonom je bil ustanovljen nov drţavni organ, ki je nosilec mnogih 
pristojnosti na področju dostopa do informacij javnega značaja kot tudi na področju 
varstva osebnih podatkov. ZInfP je eden krajših zakonov, saj obsega le dvajset 
členov, razdeljenih na šest poglavij določb.  
 
Prvo poglavje se nanaša na splošne določbe, iz katerih je razvidno, da je bila z 
ustanovitvijo Informacijskega pooblaščenca v slovenski pravni red prenesena 
Direktiva 95/46 ES Evropskega parlamenta in Sveta, z dne 24. oktobra 1995, o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih 
podatkov (v nadaljevanju Direktiva 95/46 ES). Iz splošnih določb pa je prav tako 
razvidno, da je Informacijski pooblaščenec samostojen in neodvisen drţavni organ, 
kar izhaja ţe iz Direktive 95/46 ES, po kateri je nujno, da je drţavni nadzorni organ 
za varstvo osebnih podatkov samostojen in neodvisen od drugih drţavnih institucij 
(po ZInfP, 1. člen). 
 
Zahteva po neodvisnosti terja, da se vodja ali vodilno telo nadzorne sluţbe ne 
imenuje izvršilna oblast, da vodje ali vodilnega telesa nadzorne sluţbe ni mogoče 
odpustiti ali ga je mogoče odpustiti v določenih primerih, da nadzorna sluţba ni 
podvrţena navodilom, da so izključeni interesni konflikti, da ima nadzorna sluţba 
pravico, da pridobi glede na svoj poloţaj in naloge personalna in materialna sredstva.  
 
V splošnih določbah so določene tudi pristojnosti Informacijskega pooblaščenca, ki 
izhajajo iz področja dostopa do informacij javnega značaja, v okviru katerega 
Informacijski pooblaščenec odloča o pritoţbi zoper odločbo, s katero je organ 
posamezniku zavrnil ali zavrgel dostop do informacije javnega značaja ali ponovne 
uporabe informacije javnega značaja. Drugi del pristojnosti pa se nanaša na področje 
varstva osebnih podatkov, iz katerega izhaja, da ima Informacijski pooblaščenec 
pristojnost inšpekcijskega nadzora nad izvajanjem zakona in drugih predpisov, ki 
urejajo varstvo in obdelavo osebnih podatkov, ter nad opravljanjem drugih nalog, ki 
so določene s temi predpisi (po ZInfP, 2. člen).  
 
Iz splošnih določb prav tako izhaja, da je sedeţ Informacijskega pooblaščenca v 
Ljubljani in da se sredstva za delo tega organa črpajo iz drţavnega proračuna tako, 
da jih na predlog Informacijskega pooblaščenca določi Drţavni zbor. Neodvisnost 
Informacijskega pooblaščenca pa izhaja tudi iz določbe, da se organiziranost organa 
določi s poslovnikom in drugimi splošnimi akti (po ZInfP 4. in 5. člen). 
 
Drugi del zakona se nanaša na poloţaj in imenovanje Informacijskega pooblaščenca, 
iz česar izhaja, da je Informacijski pooblaščenec drţavni funkcionar, ki ga imenuje 
Drţavni zbor na predlog predsednika Republike Slovenije.  
 
Tretji del tega zakona je posvečen drţavnim nadzornikom za varstvo osebnih 
podatkov in strokovni sluţbi Informacijskega pooblaščenca. V 8. členu ZInfP je 
določeno, da so drţavni nadzorniki za varstvo osebnih podatkov osebe, zaposlene 
pri Informacijskem pooblaščencu, in jih Informacijski pooblaščenec imenuje na 
podlagi Zakona o javnih usluţbencih (Uradni list RS, št. 56/2002, 23/2005, 35/2005, 
113/2005, 32/2006, 33/2007, 63/2007, 65/2008). 
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Drţavni nadzorniki so uradniki, ki opravljajo javne naloge, ki sodijo v delovno 
področje Informacijskega pooblaščenca. Iz tega dela zakona je tudi razvidno, da ima 
Informacijski pooblaščenec strokovno in administrativno-tehnično sluţbo. Del 
strokovne sluţbe so nadzorniki, ki imajo poseben status, saj zakon določa pogoje, 
pod katerimi so imenovani. Ti pogoji so univerzitetna izobrazba, najmanj pet let 
delovnih izkušenj in opravljen inšpekcijski izpit po Zakonu o inšpekcijskem nadzoru 
(Uradni list RS, št. 56/2002, 26/2007, 43/2007). Nadzorniki so v skladu s svojimi 
pooblastili samostojni, svoje naloge opravljajo na podlagi ustave in zakonov, vezani 
so na navodila, dana s strani Informacijskega pooblaščenca, ki pa niso vezana na 
določeno inšpekcijsko zadevo, ampak na delovanje samega organa (po Pirc Musar 
et al., 2006, str. 49). 
 
Četrti del ZInfP je posvečen postopku pred Informacijskim pooblaščencem. V tem 
poglavju zakon ureja nekatere posebnosti dostopa do informacij javnega značaja ter 
skupne značilnosti oziroma obveznosti organa pri dostopu do informacij javnega 
značaja. Gre predvsem za določbe, ki obravnavajo vpogled v spis o zadevah 
dostopa do informacij javnega značaja in njihove uporabe, določene so tudi 
pristojnosti Informacijskega pooblaščenca v zvezi s predpisi ter poročila organa, ki jih 
mora poslati Drţavnemu zboru in jih objaviti na svoji spletni strani.  
 
Kazenske določbe so določene v petem delu zakona. Gre za prekrškovne določbe, ki 
se nanašajo na osebno odgovornost organa, ki je za dostop do informacij javnega 
značaja uradna oseba, pristojna za dajanje takih informacij, ali predstojnik organa. S 
prekrški je namreč sankcionirano tisto dejanje, ki se nanaša na nesodelovanje 
organa, ki ob pritoţbi, naslovljeni na Informacijskega pooblaščenca, ne pošlje 
zahtevanega dokumenta, zadeve, dosjeja, registra, evidence ali drugega gradiva, 
čeprav z njim razpolaga. Sankcionirano je tudi neupoštevanje odločb, izdanih s strani 
Informacijskega pooblaščenca. Prekrškovne določbe se tudi nanašajo na pravico do 
pritoţbe. Po teh določbah je sankcionirana tudi oseba, ki kljub odločbi 
Informacijskega pooblaščenca prosilcu ne dovoli seznanitve z osebnimi podatki, 
zbranimi o njem.  
 
Zadnji, šesti del pa opredeljuje predhodne določbe, kjer je določeno, da sedanji 
Pooblaščenec nadaljuje z delom, ki se nanaša na informacije javnega značaja kot 
nov zdruţen organ, torej Informacijski pooblaščenec. Določeno je, da nov organ 
prevzame vse kadrovske, finančne, materialne in druge vire, ki so bili v lasti 
Inšpektorata za varstvo osebnih podatkov, vključno z nedokončanimi zadevami, 
arhivi in evidencami (po Pirc Musar et al., 2006, str. 45–53).  
 
 
3.2.2 Zakon o dostopu do informacij javnega značaja 
 
Priporočila Sveta Evrope narekujejo, da drţave članice, med njimi tudi Slovenija, v 
svoji zakonodaji in praksi uredijo uresničevanje pravice dostopa do informacij 
javnega značaja, tako da bo lahko od organa javne oblasti vsakdo dobil ţeleno 
informacijo. 
 
Pravico do dostopa do informacij javnega značaja je zakonodajalec zagotovil ţe z 
Ustavo Republike Slovenije. Čeprav je ta pravica ena od temeljnih človekovih pravic 
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in kot taka tudi na ustavni ravni, saj se je začela uveljavljati šele 12 let po sprejetju 
ustave, in sicer s sprejemom Zakona o dostopu do informacij javnega značaja. Zakon 
je Drţavni zbor sprejel konec februarja 2003, veljati pa je začel 22. marca 2003. 
 
ZDIJZ sledi usmeritvam mednarodnih aktov Evropske unije. Njegov namen, določen 
ţe v uvodnih določbah, je zagotoviti javnost in odprtost delovanja javne uprave ter 
vsakomur omogočiti dostop do javnih informacij, torej tistih, ki so povezane z 
delovnimi področji organov javne uprave. Zakon ureja postopek, ki vsakomur 
omogoča prost dostop in ponovno uporabo informacij javnega značaja, s katerimi 
razpolagajo drţavni organi, organi lokalnih skupnosti, javne agencije, javni skladi in 
druge osebe javnega prava, nosilci javnih pooblastil in izvajalci javnih sluţb.  
 
S tem zakonom se v pravni red Republike Slovenije prenašajo direktive Evropske 
skupnosti, in sicer Direktiva 2003/4 ES Evropskega parlamenta in Sveta, Direktiva o 
javnem dostopu do okoljskih informacij in razveljavitvi Direktive 90/313/EGS, 
Direktiva 2003/98/ES Evropskega parlamenta in Sveta o ponovni uporabi informacij 
javnega sektorja.  
 
Leta 2005 je bil z novelo ZDIJZ (Uradni list RS, št. 61/2005) narejen še korak naprej. 
Novela je namreč zoţila moţnost neupravičenega zapiranja dostopa do informacij in 
uvedla številne novosti, kot je ponovna uporaba informacij javnega značaja in 
pristojnosti upravne inšpekcije na področju izvajanja tega zakona.  
 
Zakon obsega šestinštirideset členov, ki so razdeljeni na deset poglavij. ZDIJZ 
določa, da so informacije javnega značaja vse informacije, ki so prosto dostopne 
vsem pravnim ali fizičnim osebam. 
 
Ta zakon temelji na načelu prostega dostopa do informacij javnega značaja, ki je 
opredeljen v tretjem delu ZDIJZ. To načelo je omejeno za tri vrste dokumentov, prvič, 
za informacije, ki po svoji vsebini niso informacije javnega značaja, drugič, za 
informacije, ki imajo javni značaj, vendar so iz določenih razlogov izvzete, po noveli 
ZDIJZ so to zgolj arhivska gradiva, zadnja vrsta pa so dokumenti, ki so v 6. členu 
zakona predstavljeni kot izjeme, to so tajni podatki, poslovne skrivnosti, osebni, 
davčni in vsi drugi podatki, katerih razkritje bi pomenilo hujšo kršitev v javnem 
interesu.  
 
Vsak organ je po tem zakonu dolţan vzdrţevati in na ustrezen način objavljati ter 
dajati na vpogled prosilcem katalog informacij javnega značaja, poleg tega mora vsak 
organ določiti uradno osebo ali več uradnih oseb, ki so pristojne za posredovanje 
informacij javnega značaja. 
 
Vsak organ je po 10. členu ZDIJZ dolţan posredovati informacije na svetovni splet, 
med katere se uvrščajo prečiščena besedila predpisov, ki se nanašajo na delovno 
področje organa in so povezana z drţavnim registrom predpisov na spletu, 
programe, strategije, stališča, mnenja, študije in druge podobne dokumente, ki se 
nanašajo na delovno področje organa, predloge predpisov, programov, strategij in 
drugih podobnih dokumentov, ki se nanašajo na delovno področje organa, vse 
objave in razpisno dokumentacijo v skladu s predpisi, ki urejajo javna naročila, 
podatke o upravnih storitvah, informacije javnega značaja, ki so jih prosilci zahtevali 
ţe trikrat, ter druge informacije javnega značaja. 
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Zakon določa, da ko organ odobri dostop do dokumenta po ZDIJZ, je dovolj, da 
uradna oseba napravi uradni zaznamek ter da se dokument posreduje prosilcu. 
Pomemben pripomoček organom je katalog informacij javnega značaja, ki mora 
vsebovati vse informacije, s katerimi organ razpolaga. Zakonodajalec je v petem 
odstavku 6. člena ZDIJZ določil, da organ prosilcu ni dolţan posredovati zahtevane 
informacije, ki je javno dostopna v uradnem glasilu, publikacijah organa, medijih, 
strokovni literaturi, na svetovnem spletu in podobno, ampak mu posreduje le napotilo, 
kje se zahtevana informacija nahaja. 
 
Novost, ki jo je prinesla novela ZDIJZ, je test interesa javnosti, ki je opredeljen v 
drugem odstavku 6. člena. Uporaba testa interesa javnosti je ena izmed novejših 
smernic pri obravnavi dostopa do informacij javnega značaja. Test interesa javnosti 
je najvišja stopnja presoje dostopa do informacij javnega značaja, ki jo lahko doseţe 
posamezna drţava.  
 
V slovenski zakonodaji poznamo tri vrste testa tehtanja. Prvi je tako imenovani 
škodni test, s katerim se presodi, ali bi razkritje dokumenta oziroma informacije 
javnega značaja povzročilo škodljive posledice za določen interes oziroma pravico. 
Drugi je test sorazmernosti, ki izhaja iz načela sorazmernosti in je tudi podlaga za 
izvajanje tega testa. V skladu s tem načelom so dopustne le tiste omejitve človekovih 
in drugih pravic s področja ustavnega prava, ki so nujno potrebne za varstvo javnega 
interesa. Zadnji je test interesa javnosti, s katerim se presoja, ali je interes javnosti za 
razkritje informacije javnega značaja pomembnejši od posledic, ki bi nastale z 
razkritjem informacije, ne glede na morebitne zakonske omejitve. Test interesa 
javnosti ali test tehtanja morajo uradna oseba, Pooblaščenec kot pritoţbeni organ in 
sodišče v postopku upravnega spora pretehtati, ali pravica javnosti vedeti prevlada 
nad katero drugo pravico, opredeljeno kot izjemo po ZDIJZ (po Pirc Musar et al., 
2006 str. 23–25). 
 
Slovenija je morala v svoj pravni red vnesti še eno direktivo, ki jo od nas zahteva 
Evropa, gre za direktivo Evropskega parlamenta in Sveta, ki opredeljuje ponovno 
uporabo informacij javnega sektorja.  
 
Organi javnega sektorja namreč zbirajo, proizvajajo, hranijo in razširjajo mnogo 
dokumentov, da izpolnijo svoje javne naloge, uporaba teh dokumentov pa za druge 
pomeni ponovno uporabo. Bistvo ponovne uporabe je da javni sektor zbira določene 
informacije, ki jih potrebuje za svoje delo, te iste pa se lahko nadalje posredujejo 
fizičnim in pravnim osebam v gospodarske ali negospodarske namene. Namen 
ponovne uporabe informacij je zagotavljanje enakosti prosilcev, ki ţelijo informacijo 
ponovno uporabiti.  
 
Po tem zakonu je v 27. členu določeno, da ima prosilec zoper odločbo, s katero je 
organ zahtevo zavrnil, ter zoper sklep, s katerim je organ zahtevo zavrgel, pravico do 
pritoţbe. Prav tako ima prosilec pravico do pritoţbe, če meni, da ni dobil informacije 
javnega značaja, ki jo je navedel v zahtevi, če ni dobil informacije v zahtevani obliki 
ali če organ o zahtevi ni odločil v predpisanem roku. 
 
O pritoţbi odloča Informacijski pooblaščenec. Postopek se izvaja po določbah 
zakona, ki ureja splošni upravni postopek. Informacijski pooblaščenec je v tem 
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postopku torej drugostopenjski organ, zoper njegovo odločitev pa ima posameznik 
pravico, da nadalje vloţi pritoţbo na upravno sodišče (po Pirc Musar et al., 2006, str. 
18–45). 
 
Vlada RS je na seji, dne 28. 7. 2005, sprejela Uredbo o posredovanju in ponovni 
uporabi informacij javnega značaja (Uradni list RS, št. 76/2005), ki zdruţuje dva 
predpisa, in sicer Uredbo o posredovanju informacij javnega značaja (Uradni list RS, 
št. 115/03) in Uredbo o višini stroškov posredovanja informacij javnega značaja 
(Uradni list RS, št. 40/04). Vsebinske novosti uredbe pa temeljijo na noveli ZDIJZ, ki 
je uvedla test javnega interesa, na podlagi katerega lahko tudi informacije, ki so sicer 
izvzete iz javnega dostopa (osebni podatki, tajni podatki, poslovne skrivnosti itd.), 
postanejo javne, če javni interes po razkritju prevlada nad interesom, ki ga varuje 
izjema. Zadnja novela ZDIJZ je tudi uredila ponovno uporabo informacij javnega 
značaja, in sicer tako, da je v skladu z evropskim pravnim redom omejila ekskluzivne 
pravice do ponovne uporabe in določila zaračunljivost ponovne uporabe v 
komercialne namene.    
 
Glavne novosti uredbe so bogatejše informacije v katalogu informacij javnega 
značaja, dostopnost do kataloga tudi prek spletnih strani, merila za določitev cene 
ponovne uporabe informacij javnega značaja ter določitev vsebine letnih poročil 
organov o posredovanju informacij javnega značaja.  
 
Med drugim uredba določa da se ponovna uporaba informacij javnega značaja 
zaračuna le v primeru, če se izvaja s pridobitnim namenom. Organ oblikuje ceno 
takšne ponovne uporabe tako, da pri izračunu upošteva ceno razpolaganja z 
zahtevanimi informacijami javnega značaja, deleţ ponovne uporabe v pridobitne 
namene glede na celoten obseg predvidene uporabe in v predlogu uredbe določene 
omejitve. Uredba določa, da nihče od prosilcev ne glede na obseg njegove ponovne 




3.2.3 Zakon o varstvu osebnih podatkov 
 
S tem zakonom so določene pravice, obveznosti, načela ter ukrepi, s katerimi se 
preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost posameznika 
pri obdelavi osebnih podatkov. Bistveni razlog za sprejem Zakona o varstvu osebnih 
podatkov je vsebina Direktive 95/46/ES Evropskega parlamenta in Sveta o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov. 
Določbe ZVOP-1 so torej v skladu z Ustavo Republike Slovenije in hkrati z 
določbami, ki jih narekuje Evropa, iz tega izhaja, da je kakršnokoli urejanje osebnih 
podatkov z niţjim aktom od zakona nasprotju z ustavo. Direktiva s področja varstva 
osebnih podatkov zahteva samostojen in neodvisen organ za področje varstva 
osebnih podatkov, ta pogoj smo v Sloveniji izpolnili z ustanovitvijo Informacijskega 
pooblaščenca 31. decembra 2005 (po Pirc Musar et al., 2006, str. 31). 
 




Splošne določbe zakona so namenjene opredelitvi temeljnih pojmov, ki so povezani z 
varstvom osebnih podatkov. V splošnih določbah je torej osebni podatek opredeljen 
kot katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je 
izraţen. Posameznik je definiran kot določena ali določljiva fizična oseba, na katero 
se osebni podatek nanaša. Pri tem je fizična oseba določljiva, če se jo lahko 
neposredno ali posredno identificira, bodisi z enotno matično številko občana, bodisi 
davčno številko. Obdelava osebnih podatkov po tretjem odstavku 6. člena pomeni 
kakršnokoli delovanje, niz delovanj v zvezi z osebnimi podatki, ki so obdelani 
avtomatizirano, so pri ročni obdelavi del zbirke osebnih podatkov ali pa so namenjeni 
vključitvi v zbirko osebnih podatkov, zlasti pa zbiranje, pridobivanje, vpis, urejanje, 
shranjevanje, prilagajanje ali spreminjanje, priklicanje, vpogled, uporabo, razkritje s 
prenosom, sporočanje, širjenje ali drugo dejanje na razpolago, razvrstitev ali 
povezovanje, blokiranje, anonimiziranje, izbris ali uničenje, pri čemer je prepovedana 
obdelava osebnih podatkov v nasprotju z namenom njihovega zbiranja, ki mora biti 
predhodno določen. Obdelava je pri tem lahko ročna ali avtomatizirana s pomočjo 
informacijske tehnologije.   
 
Splošne določbe pa poleg izrazov definirajo tudi načela, na katerih zakon sloni. Prvo 
načelo je načelo zakonitosti in poštenosti, ki poudarja, da se morajo osebni podatki 
obdelovati zakonito in pošteno, drugo je načelo sorazmernosti, ki poudarja, da 
morajo biti osebni podatki, ki se obdelujejo, ustrezni in po obsegu primerni glede na 
namene, za katere se zbirajo in obdelujejo, zadnje je načelo prepovedi diskriminacije, 
ki določa, da mora biti varstvo osebnih podatkov zagotovljeno vsakemu posamezniku 
ne glede na narodnost, spol, raso, barvo, veroizpoved, etično pripadnost, jezik 
politično prepričanje, spolno usmerjenost, premoţenjsko stanje, rojstvo, izobrazbo, 
druţbeni poloţaj, drţavljanstvo, kraj oziroma vrsto prebivališča ali katerokoli drugo 
osebno okoliščino. Drugi del zakona je namenjen obdelavi osebnih podatkov, kjer je 
opredeljena tudi pravna podlaga za obdelavo (po Pirc Musar et al., 2006, str. 32). 
 
Drugi del zakona se nanaša na načine obdelave osebnih podatkov, njihovo 
zavarovanje, pogodbeno obdelavo ter druga vprašanja, ki so vezana na njihovo 
obdelavo. Zakon v tem delu določa, da se osebni podatki lahko obdelujejo, če 
obdelavo osebnih podatkov in osebne podatke, ki se obdelujejo, določa zakon ali če 
obdelavo odobri posameznik s pisnim soglasjem. Namen obdelave podatkov mora 
biti določen z zakonom, v primeru obdelave osebnih podatkov na podlagi osebne 
privolitve posameznika pa mora biti predhodno pisno ali na kakšen drug ustrezen 
način s tem seznanjen.  
 
Zaradi različnih pristojnosti in poloţaja zakon razlikuje med obdelavo osebnih 
podatkov v zasebnem in javnem sektorju. V javnem sektorju se osebni podatki lahko 
obdelujejo, če obdelavo in določitev osebnih podatkov, ki se jih lahko obdeluje, določi 
zakon. Z zakonom pa se lahko določi, da se osebni podatki obdelujejo zgolj na 
podlagi osebne privolitve posameznika. Osebni podatki se v javnem sektorju lahko 
obdelujejo v precej manjši meri, pri čemer je treba opozoriti tudi na načelo 
sorazmernosti obdelave ter namen obdelave, ki mora biti določen v vsakem zakonu. 
Vedno pa mora biti posameznik, katerega osebni podatki se obdelujejo, seznanjen z 
namenom obdelave na podlagi njegove predhodne privolitve (po Pirc Musar et al., 
2006, str. 34). 
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V zasebnem sektorju se lahko osebni podatki obdelujejo le, če obdelavo podatkov, ki 
se obdelujejo, določi zakon ali če v obdelavo privoli posameznik. Ne glede na to 
določbo pa se v zasebnem sektorju lahko obdelujejo podatki posameznika, ki je z 
zasebnim sektorjem sklenil pogodbo ali pa so na podlagi pobude posameznika z njim 
v fazi pogajanj za sklenitev pogodbe, če je obdelava osebnih podatkov potrebna za 
pogajanja za sklenitev pogodbe ali za izpolnjevanje pogodbe. V zasebnem sektorju 
pa se prav tako lahko obdelujejo osebni podatki, če je to nujno zaradi uresničevanja 
zakonskih interesov zasebnega sektorja in ti interesi prevladujejo nad interesi 
posameznika, na katerega se nanašajo osebni podatki. 
 
Posebej zavarovana in zaščitena kategorija osebnih podatkov so občutljivi osebni 
podatki, ki so definirani kot podatki o rasnem, narodnem poreklu, političnem, verskem 
ali filozofskem prepričanju, članstvu v sindikatu, zdravstvenem stanju, spolnem 
ţivljenju, vpisu ali izbrisu v kazensko ali prekrškovno evidenco ter biometrične 
značilnosti posameznika. Občutljivi osebni podatki morajo biti posebej označeni in 
zavarovani tako, da se nepooblaščenim osebam prepreči dostop do njih, razen v 
primerih, ko je posameznik, na katerega se občutljivi podatki nanašajo, te podatke 
javno objavil, brez namena, da se omeji namen njihove uporabe.  
 
Drugo poglavje obdelave osebnih podatkov se nanaša na varstvo posameznikov. 
Sodno varstvo je namreč zagotovljeno ţe z ustavo v 38. členu, ta del zakona pa je 
namenjen predvsem preprečevanju zlorabe osebnih podatkov, tako da je sodno 
varstvo te pravice potrebno v čim manjši meri.  
 
18. člen zakona se nanaša na točnost in aţurnost, tukaj je določeno, da morajo biti 
obdelovani podatki točni in aţurni, upravljavec osebnih podatkov pa mora pred 
vnosom v zbirko osebnih podatkov preveriti njihovo točnost tako da preveri osebni 
dokument ali drugo listino, na katero se osebni podatki nanašajo.  
 
Obveščanje posameznika o obdelavi osebnih podatkov je urejeno v 19. členu 
zakona, ki določa, da ima posameznik ob vsakokratni obdelavi njegovih osebnih 
podatkov vedno pravico, da se seznani s podatki o upravljavcu osebnih podatkov in 
njegovem morebitnem zastopniku kot tudi z namenom obdelave.  
 
ZVOP-1 onemogoča uporabo istega povezovalnega znaka z namenom 
preprečevanja zlorab zlasti za pridobivanje osebnih podatkov iz zbirk osebnih 
podatkov s področja zdravstva, policije, obveščevalno-varnostne dejavnosti drţave, 
obrambe drţave, sodstva in drţavnega toţilstva ter kazenske evidence in 
prekrškovne evidence, omenjeno pa ne velja za zemljiško knjigo in sodni register kot 
javni knjigi. 
 
V zakonu je v 21. členu določeno, da se lahko osebni podatki hranijo le toliko časa, 
kolikor je to potrebno za dosego namena, zaradi katerega se osebni podatki zbirajo 
ali nadalje obdelujejo. Zato se morajo osebni podatki takoj, ko je namen obdelave in 
zbiranja doseţen, zbrisati, uničiti, blokirati ali anonimizirati, razen če so opredeljeni 
kot arhivsko gradivo ali če zakon za posamezne vrste osebnih podatkov določa 
drugače. 
 
22. člen ZVOP-1 določa, da ker se osebni podatki lahko zbirajo med drugim tudi za 
namen posredovanja uporabnikom, jih mora upravljavec za plačilo posredovati 
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porabnikom. Dolţnost upravljavca pri tem pa je zagotoviti sledljivost za vsako 
posredovanje. Zagotavljanje sledljivosti pomeni, da je mogoče ugotoviti, kateri 
podatki so bili posredovani, kam, komu, kdaj in na kakšni podlagi, in sicer dokler je 
mogoče zakonsko varstvo pravice posameznika zaradi nedopustnega posredovanja 
informacij.  
 
Varstvo osebnih podatkov s smrtjo preneha, tako je določeno v 23. členu. Poleg tega 
je določeno, da je upravljavec osebnih podatkov dolţan varovati pokojnikove osebne 
podatke in jih lahko posreduje zgolj tistim uporabnikom, ki so za to zakonsko 
pooblaščeni. Lahko pa jih posreduje tudi v zgodovinske, statistične ali znanstveno-
raziskovalne namene, vendar samo, če pokojni ali njegovi zakoniti dediči prvega ali 
drugega dednega reda tega predhodno niso pisno prepovedali.  
 
Tretje poglavje drugega dela zakona se v celoti nanaša na zavarovanje osebnih 
podatkov. V njem je določeno, da zavarovanje osebnih podatkov obsega 
organizacijske, tehnične in logično-tehnične postopke in ukrepe, s katerimi se 
varujejo osebni podatki, preprečujejo slučajno ali namerno uničenje, spremembo ali 
izgubo ter nepooblaščeno obdelavo le-teh. Pri tem je treba zagotoviti ustrezno 
varovanje prostorov, opreme, sistemske opreme, programske opreme, s katero se 
obdelujejo osebni podatki, preprečiti nepooblaščen dostop do osebnih podatkov, 
zagotavljati učinkovit način blokiranja, izbrisa ter uničenja osebnih podatkov in hkrati 
omogočiti kasnejše ugotavljanje, kdaj so bilo posamezni osebni podatki vneseni v 
zbirko osebnih podatkov, uporabljeni ali drugače obdelani in kdo je to storil, in sicer 
za obdobje, ko je mogoče zakonsko varstvo pravice posameznika pred nedopustnim 
posredovanjem ali obdelavo osebnih podatkov.  
 
Zavarovanje osebnih podatkov je eno izmed najpomembnejših zagotovil, ki 
preprečujejo zlorabo osebnih podatkov, zaradi tega se mora v internih aktih natančno 
predpisati postopke ter ukrepe za zavarovanje ter hkrati določiti uradno osebo za 
posamezne zbirke osebnih podatkov in osebe, ki obdelujejo določeno vrsto osebnih 
podatkov zaradi njihove narave dela. 
 
Katalog zbirke osebnih podatkov mora vzpostaviti vsak upravljavec osebnih 
podatkov, pri čemer mora skrbeti za točnost in aţurnost podatkov. Katalog zbirk 
osebnih podatkov mora biti vzpostavljen zaradi pravice vedeti kdo, na kakšen način 
in zakaj obdeluje njegove osebne podatke. Vsak katalog ima po zakonu določene 
obvezne sestavine, kot so naziv zbirke, podatki o upravljavcu osebnih podatkov, 
pravna podlaga za obdelavo osebnih podatkov, kategorije posameznikov, na katere 
se naslanjajo osebni podatki, vrste osebnih podatkov, namen obdelave, rok hrambe 
in druge.  
 
Upravljavec osebnih podatkov je dolţan najmanj 15 dni pred vzpostavitvijo zbirke 
osebnih podatkov ali pred vnosom nove vrste osebnih podatkov spremembe sporočiti 
drţavnemu nadzornemu organu za varstvo osebnih podatkov. Prav tako mora poslati 
spremembe zbirke osebnih podatkov, in sicer najkasneje v osmih dneh od 
spremembe.  
 
Informacijski pooblaščenec mora tako na podlagi prejetih zbirk osebnih podatkov 
voditi in vzdrţevati register zbirk osebnih podatkov, ki ga mora skupaj z navodili za 
prijavo zbirke objaviti na svoji spletni strani.  
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Tretji del ZVOP-1 se nanaša na pravice posameznika v zvezi z obdelovanjem 
osebnih podatkov. Posameznik ima po tem delu zakona pravico, da mu Informacijski 
pooblaščenec dovoli vpogled v register zbirk osebnih podatkov ter prepis podatkov. 
Vpogled mora biti omogočen isti dan, ko je bila podana zahteva, ali najkasneje v 
osmih dneh, sicer se šteje, da je bila zahteva zavrnjena.  
 
Ker ima posameznik pravico do seznanitve z lastnimi osebnimi podatki, mu mora 
upravljavec osebnih podatkov omogočiti vpogled v katalog zbirke osebnih podatkov, 
potrditi, ali se podatki v zvezi z njim obdelujejo, ter mu omogočiti prepis ali kopiranje, 
posredovati mu mora izpis osebnih podatkov, seznam uporabnikov, ki so jim bili 
osebni podatki posredovani, ter podatke, kdaj, na kakšni podlagi in za kakšen namen 
so bili posredovani, dati mora informacijo o virih, na katerih temeljijo zapisi v zbirki, 
informacije o namenu in vrsti osebnih podatkov, ki se obdelujejo, ter pojasniti 
tehnične postopke odločanja pri avtomatiziranem odločanju. To pravico posameznik 
uresniči z vloţitvijo pisne ali ustne  zahteve pri upravljavcu osebnih podatkov.  
 
Pravica do dopolnitve, popravka, blokiranja, izbrisa in ugovora je določena v 32. 
členu ZVOP-1. Zaradi določbe zakona, da morajo biti osebni podatki, ki se 
obdelujejo, točni in aţurni, mora upravljavec zbirke osebnih podatkov na zahtevo 
posameznika popraviti, blokirati ali izbrisati osebne podatke, za katere posameznik 
ugotovi, da so nepopolni, netočni, neaţurni ali da so obdelani v nasprotju z zakonom 
(po ZVOP-1, 3. del). 
 
Sodno varstvo pravic posameznika je določeno s 34. členom zakona. Z njim je 
določeno, da če posameznik ugotovi, da so kršene njegove pravice, opredeljene s 
tem zakonom, lahko zahteva s toţbo na upravnem sodišču sodno varstvo za ves čas 
trajanja kršitve. Tudi po prenehanju kršitve lahko vloţi toţbo za ugotovitev, da je 
kršitev obstajala, če mu v zvezi s kršitvijo ni zagotovljeno drugo sodno varstvo. V 
toţbi lahko posameznik zahteva od sodišča, da do pravnomočne odločitve 
upravnega sodišča upravljavcu osebnih podatkov onemogoči vsakršno obdelavo 
spornih osebnih podatkov. 
 
Varstvo osebnih podatkov je ustavna pravica, vendar je mogoče določene pravice, ki 
izhajajo iz tega zakona, omejiti z izvedbo testa sorazmernosti. Omejiti je mogoče 
pravico do obveščanja posameznika o obdelavi njegovih osebnih podatkov, poleg 
tega tudi pravico do seznanitve z lastnimi osebnimi podatki in nazadnje tudi pravico 
do dopolnitve, popravka, blokiranja, izbrisa in vnosa.  
 
Četrti del zakona se nanaša na institucionalno varstvo osebnih podatkov, kjer je prvo 
poglavje namenjeno nadzornemu organu za varstvo osebnih podatkov. Drţavni 
nadzorni organ opravlja inšpekcijski nadzor nad izvajanjem Zakona o varstvu osebnih 
podatkov ter druge naloge, ki so opredeljene po tem zakonu, poleg tega pa tudi nad 
drugimi predpisi, ki urejajo varstvo ali obdelavo osebnih podatkov oziroma iznos 
podatkov iz Republike Slovenije (po ZVOP-1, 37. člen). 
 
Drţavni nadzorni organ pri svojem delu sodeluje z drugimi drţavnimi organi, 
organizacijami, organi, ki so pristojni za varstvo posameznikov pri obdelavi osebnih 
podatkov na ravni EU, tujimi nadzornimi organi za varstvo osebnih podatkov in 
drugimi zavodi, zdruţenji, ki so pomembna za varstvo osebnih podatkov.  
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ZVOP-1 vsebuje tudi določbe, ki se nanašajo na inšpekcijski nadzor, ki je opredeljen 
v tretjem poglavju četrtega dela tega zakona. V okviru inšpekcijskega nadzora 
drţavni nadzorni organ nadzoruje zakonitost obdelave osebnih podatkov, ustreznost 
ukrepov za zavarovanje osebnih podatkov, izvajanje določb zakona, ki urejajo 
register osebnih podatkov, katalog zbirk osebnih podatkov ter izvajanje določb 
zakona glede iznosa podatkov v tretje drţave ter njihovo posredovanje tujim 
uporabnikom osebnih podatkov. Inšpekcijski nadzor opravlja nadzornik v mejah 
pristojnosti drţavnega nadzornega organa (po ZVOP-1, 51. člen).  
 
Drţavni nadzornik je pri opravljanju inšpekcijskega nadzora upravičen do pregleda 
dokumentacije, ki se nanaša na obdelavo osebnih podatkov, pregledovati mora 
vsebino zbirk osebnih podatkov, ne glede na njihovo zaupnost ali tajnost, poleg tega 
ima pristojnost vpogleda v dokumentacijo, ki se nanaša na zavarovanje osebnih 
podatkov, pregledati mora prostore, v katerih se obdelujejo osebni podatki, in 
opremo, s katero se to izvaja, preverjati ukrepe in postopke za zavarovanje osebnih 
podatkov in opravljati druge pristojnosti, ki so določene s tem zakonom in se 
nanašajo na inšpekcijski nadzor.   
 
Nadzornik je pristojen, da na podlagi ugotovljenih kršitev izreče ustrezne inšpekcijske 
ukrepe, določi lahko, da se nepravilnosti popravijo, odpravijo v roku, ki ga določi 
prepove obdelavo osebnih podatkov osebam javnega ali zasebnega sektorja, ki niso 
zagotovile ustreznega zavarovanja osebnih podatkov, poleg tega je pristojen tudi za 
odreditev obdelave osebnih podatkov ter anonimiziranje, blokiranje, izbris ali uničenje 
osebnih podatkov, kadar ugotovi, da se osebni podatki obdelujejo v nasprotju z 
zakonom, odredi lahko prepoved iznosa osebnih podatkov v tretje drţave ter druge 
ukrepe, ki so določeni z Zakonom o inšpekcijskem nadzoru (Uradni list RS št. 
56/2002, 26/2007, 43/2007, v nadaljevanju ZIN) in Zakonom o splošnem upravnem 
postopku (Uradni list RS št. 80/1999, 22/2005, 24/2006, v nadaljevanju ZUP). Zoper 
odločbo ali sklep nadzornika ni dovoljena pritoţba, moţen je le upravni spor (po 
ZVOP-1, 54. člen). 
 
V petem delu zakona je opredeljen iznos osebnih podatkov, ki je namenjen zgolj za 
tretje drţave, kajti ta del zakona ne velja za iznos podatkov v drţave članice EU. 
Iznos osebnih podatkov v tretjo drţavo je moţen samo na podlagi izdane odločbe 
Informacijskega pooblaščenca, s katero se zavezuje, da drţava zagotavlja ustrezno 
raven varstva osebnih podatkov. Odločba ni potrebna, če je drţava na seznamu, ki 
ga vodi Informacijski pooblaščenec, za katero je ugotovljeno, da v celoti ali delno 
zagotavlja ustrezno raven varstva osebnih podatkov, če tako določa zakon, 
mednarodna pogodba ali če posameznik v to privoli. Iznos je moţen tudi zaradi 
zavarovanja ţivljenja posameznika, sklenitve in izvršitve pogodbe, ki je v korist 
posameznika, ter drugih razlogov, ki so našteti v zakonu.  
 
Šesti del zakona obravnava neposredno trţenje, videonadzor, biometrijo, evidenco 
vstopov in izstopov iz prostorov, javne knjige in varstvo osebnih podatkov, 
povezovanje zbirk osebnih podatkov ter strokovni nadzor.   
 
Neposredno trţenje je ponujanje blaga, storitev, zaposlitev ali začasnega opravljanja  
del z uporabo poštnih storitev, telefonskih klicev, elektronske pošte ali drugih 
telekomunikacijskih sredstev. Neposredno trţenje zaradi potrošniške druţbe 
nenehno narašča, zato je pomembno, da za te namene upravljavec osebnih 
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podatkov uporablja le tiste osebne podatke posameznikov, ki jih potrebuje za svoje 
delo in jih je zbral iz javno dostopnih virov ali v okviru zakonitega opravljanja 
dejavnosti. Upravljavec osebnih podatkov lahko za namene neposrednega trţenja 
uporablja zgolj osebno ime posameznika, naslov stalnega ali začasnega 
prebivališča, telefonsko številko, elektronsko pošto ter številko telefaksa.  
 
Posameznik lahko pri tem pisno zahteva, da upravljavec osebnih podatkov trajno ali 
začasno preneha uporabljati njegove osebne podatke za namen neposrednega 
trţenja. Upravljavec osebnih podatkov je dolţan v petnajstih dneh preučiti uporabo 
osebnih podatkov za namen neposrednega trţenja ter v nadaljnjih petih dneh o tem 
obvestiti posameznika, ki je to zahteval (po ZVOP-1, 72. in 73. člen). 
 
Videonadzor ena izmed najpogostejših moţnosti za učinkovito izvajanje nadzora, 
zaradi tega ZVOP-1 posamezniku zagotavlja moţnosti, da se seznani z njegovim 
izvajanjem. Zakon določa mnoge omejitve, katere mora upravljavec osebnih 
podatkov upoštevati ob izvajanju videonadzora. V primeru izvajanja videonadzora 
mora oseba, ki nadzor izvaja, na primeren način posameznika o tem obvestiti. To 
stori z obvestilom, ki mora biti na vidnem mestu, vsebovati mora pojasnilo, da se 
videonadzor izvaja, naziv osebe, ki ga izvaja, ter telefonsko številko, kjer lahko 
posameznik dobi informacije, kje se shranjujejo posnetki ter koliko časa.   
 
S pomočjo biometrije se ugotavljajo ali primerjajo lastnosti posameznika, tako da se 
poseţe v njegovo telo. Biometrijske značilnosti so telesne, fizične in vedenjske 
značilnosti, ki jih imamo vsi. Pri vsakem posamezniku so edinstvene in različne, z 
njimi pa je moţno določiti posameznika, predvsem z uporabo prstnega odtisa, 
posnetka papilarnih linij s prsta, šarenice, očesne mreţnice, obraza, ušesa, DNK ter 
drţe. Z biometrijo se tako ugotovi identifikacija posameznika pod pogoji, ki jih določa 
zakon, ti pa se razlikujejo glede izvajanja v javnem ali zasebnem sektorju. V javnem 
sektorju se lahko biometrija izvede zgolj in samo na podlagi zakona, vendar samo, če 
je to nujno za zavarovanje ljudi, premoţenja, tajnih podatkov in poslovnih skrivnosti. 
V zasebnem sektorju se lahko izvajajo biometrijski ukrepi iz enakih razlogov kot v 
javnem tudi če je to nujno za opravljanje dejavnosti, delodajalec pa jih lahko izvaja 
samo nad svojimi zaposlenimi, če so bili ti s tem predhodno pisno seznanjeni. V 
javnem sektorju se lahko biometrijski ukrepi izvajajo tudi pri vstopu v poslovne 
prostore ter evidentiranju prisotnosti zaposlenih na delu.  
 
Evidenca vstopov in izstopov iz prostorov se vodi za namene zavarovanja 
premoţenja, ţivljenja ali zdravja posameznikov ter reda v prostorih, pri tem je 
dovoljeno, da se za vstop ali izstop zahteva določene osebne podatke, kot so osebno 
ime, številka in vrsta osebnega dokumenta, naslov stalnega ali začasnega bivališča, 
zaposlitev, datum in ura prihoda in odhoda ter razlog za vstop in izstop v prostor, ki 
se lahko hranijo največ tri leta od vpisa v evidenco, nato se morajo uničiti. Glede 
evidence vstopov in izstopov v prostore sta javni in zasebni sektor izenačena.  
 
Osebni podatki, zbrani v javnih knjigah, se po zakonu lahko uporabljajo zgolj v  
namene, za katere so bili zbrani ali se obdelujejo. Strokovni nadzor izvaja oseba 
javnega sektorja, ki lahko upravlja z osebnimi podatki, s katerimi upravljajo tudi drugi 
upravljavci osebnih podatkov. Izvajalec strokovnega nadzora ima pravico do izpisa, 
vpogleda, prepisa ali kopiranja osebnih podatkov, ki jih potrebuje za izvedbo 
strokovnega nadzora, pri tem pa je dolţan varovati njihovo tajnost. Izvajalec 
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strokovnega nadzora mora pri tem pisno obvestiti posameznika o uporabi njegovih 
osebnih podatkov. Če izvajalec strokovnega nadzora postopa z občutljivimi osebnimi 
podatki, mora o tem napraviti uradni zaznamek v spis zadeve upravljavca osebnih 
podatkov.  
 
ZVOP-1 pa vsebuje tudi prekrškovne določbe, ki se nanašajo na pravne osebe, 
samostojne podjetnike, odgovorne osebe pravnih oseb, samostojnih podjetnikov, 
drţavnih organov ali organov samoupravne lokalne skupnosti ter posameznike. Po 
tem zakonu so s prekrški sankcionirana nepravilna ravnanja ali pasivnost organa, ki 
bi moral izvesti določeno aktivnost. Zakon o varstvu osebnih podatkov je v celoti 
usklajen z določbami Zakona o prekrških (Uradni list RS št. 7/2003, 23/2005, 
55/2005, 70/2006, 3/2007, v nadaljevanju ZP-1).  
 
Predhodne in končne določbe v tem zakonu določajo roke za izdajo posameznih 
podzakonskih predpisov, prehodno ureditev javnih skladov do uveljavitve posebnega 
zakona, določajo, katere določbe zakona se začnejo uporabljati z dnem delovanja 
drţavnega nadzornega organa za varstvo osebnih podatkov ter dokončanje tekočih 
postopkov in prenos vodenja registra zbirk osebnih podatkov (po Pirc Musar et al., 
2006, str. 31–44). 
 
 
3.2.4 Zakon o elektronskih komunikacijah 
 
Zakon o elektronskih komunikacijah (Uradni list RS št. 43/2004, 13/2007, v 
nadaljevanju ZEKom) je Drţavni zbor Slovenije sprejel na seji 9. aprila 2004.  
 
Prvi člen zakona določa, da ta zakon ureja pogoje za zagotavljanje elektronskih 
komunikacijskih omreţij in za izvajanje elektronskih komunikacijskih storitev, ureja 
zagotavljanje univerzalne storitve, upravljanje radiofrekvenčnega spektra, izrabo 
številskega prostora, določa pogoje za omejitev lastninske pravice, določa pravice 
uporabnikov, ureja delovanje omreţij in storitev v izrednih stanjih, ureja zaščito 
tajnosti in zaupnosti elektronskih komunikacij, ureja reševanje sporov med subjekti 
na trgu elektronskih komunikacij, ureja pristojnosti, organizacijo in delovanje Agencije 
za pošto in elektronske komunikacije Republike Slovenije kot neodvisnega organa ter 
pristojnosti drugih organov, ki opravljajo naloge po tem zakonu, in ureja druga 
vprašanja, povezana z elektronskimi komunikacijami.  
 
Zakon o elektronskih komunikacijah se le v svojem desetem delu nanaša na področje 
delovanja Informacijskega pooblaščenca, ta del namreč obravnava zaščito tajnosti, 
zaupnosti in varnosti elektronskih komunikacij in hrambo podatkov o prometu 
elektronskih komunikacij.  
 
V tem delu zakona je uporabnik opredeljen kot fizična oseba, ki uporablja javno 
komunikacijsko storitev v zasebne ali poslovne namene, tudi če ni naročena nanjo. 
Telefonska storitev pa je opredeljena kot govorni klic, govorna pošta, konferenčni ali 
podatkovni klic, dopolnilne storitve, vključno s preusmeritvijo in predajo klica, 
pošiljanje sporočil in multimedijske storitve, vključno s storitvijo kratkih sporočil, 
nadgrajene medijske storitve in multimedijske storitve (po ZEKom, 101. člen). 
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Izvajalci javno komunikacijskih storitev morajo na podlagi tega zakona sprejeti 
ustrezne zaščitne in organizacijske ukrepe, s katerimi zagotovijo ustrezno raven 
tajnosti, zaupnosti in varnosti omreţja in storitev. Izvajalci so namreč v primeru zlorab 
odgovorni za nastalo škodo in morajo kriti stroške, ki nastanejo kot posledica zlorab. 
Zaupnost komunikacij se po tem zakonu nanaša na vsebino komunikacij, podatke o 
prometu in lokacijske podatke, povezane s komunikacijo, ter na dejstva in okoliščine 
v zvezi s prekinitvijo povezave ali s tem, da povezava ni bila vzpostavljena. Vsakdo, 
ki sodeluje pri izvajanju komunikacijskih storitev, je dolţan varovati zaupnost 
komunikacij. Za opravljanje svojega dela oseba potrebuje le tiste podatke, ki so 
potrebni za izvajanje določenih javnih komunikacijskih storitev. Kadar ţeli operater za 
svoje delo pridobiti informacije o vsebini komunikacij, jih posneti ali shraniti mora o 
tem seznaniti uporabnika ter komunikacijo izbrisati takoj, ko je ne potrebuje več za 
izvedbo storitve. Vse oblike nadzora oziroma prestrezanja, kot so poslušanje, 
prisluškovanje, snemanje, shranjevanje in posredovanje komunikacij iz prvega 
odstavka tega člena, so prepovedane, razen če je to dovoljeno z zakonom ali če je 
takšna oblika nadzora nujno potrebna. V primeru snemanja komunikacije, mora biti 
oseba, ki je snemana, o tem obveščena. Shranjevanje podatkov o naročniku in 
dostop do njih je dovoljen le ob pogoju, da je bil naročnik predhodno obveščen o tem, 
kateri podatki se zbirajo o njem, za kakšen namen ter kdo jih zbira. Naročnik ima pri 
tem pravico, da zbiranje podatkov zavrne (po ZEKom, 102. in 103. člen). 
 
V skladu s tem zakonom lahko operater hrani podatke o uporabnikih, ki jih potrebuje 
za obračun in plačilo komunikacijskih storitev. Pri tem mora določiti, katere podatke 
bo hranil, za kakšen namen ter za koliko časa, v skladu s tem pa mora tudi izjaviti, da 
bo ravnal v skladu z Zakonom o varstvu osebnih podatkov. 
 
V skladu s tem zakonom je uporabniku omogočeno, da ob začetku uporabe 
komunikacijske storitve prepreči prikaz identitete priključka, iz katerega kliče. To 
posledično pomeni tudi preprečevanje prikaza podatkov za vse dohodne klice.  
 
Operater je na podlagi zakona dolţan hraniti podatke za zagotovitev nacionalne 
varnosti in ustavne ureditve ter varnostnih, političnih in gospodarskih interesov 
drţave in za namene obrambe drţave. To vključuje tudi hranjenje podatkov o 
neuspešnih klicih, kjer jih operater ustvari ali obdela ter hrani ali beleţi pri 
zagotavljanju z njimi povezanih javnih komunikacijskih storitev, ne vključuje pa 
hrambe podatkov o povezavah, ki niso bile uspešno vzpostavljene, in vsebine 
komunikacij. Podatke so dolţni hraniti 24 mesecev od nastanka komunikacije. 
Shranjeni podatki so potrebni za odkritje in prepoznavanje vira, za prepoznavanje 
cilja komunikacije, za ugotovitev datuma, časa in trajanja komunikacije, za ugotovitev 
vrste komunikacije in razpoznavo uporabnikove komunikacijske opreme. Operaterji 
morajo pri tem zagotoviti pogoje za varstvo teh podatkov, ki izhajajo iz določbe 
Zakona o varstvu osebnih podatkov. Operater je dolţan posredovati podatke, kadar 
prejme odredbo pristojnega organa o posredovanju podatkov. Podatke je dolţan 
posredovati v obsegu, kot je določeno v odredbi, pridobljene in izročene mora hraniti 
ter jih varovati v skladu z oznako stopnje tajnosti, vendar najmanj z oznako stopnje 




Uporaba klicev in elektronske pošte za namene neposrednega trţenja je dovoljena le 
na podlagi predhodnega soglasja naročnika, pri čemer morata biti številka ali 
elektronski naslov, iz katerega prihaja sporočilo, razvidna. 
 
Operaterji skladno s tem zakonom lahko pridobivajo le podatke o naročnikih, kot so 
osebno ime oziroma ime podjetja in organizacijska oblika, dejavnost naročnika na 
njegovo ţeljo, naslov naročnika, naročniška številka, davčna številka za fizično osebo 
ter davčna in matična številka za pravno osebo. Zbrane podatke lahko operater 
uporablja samo za sklepanje, izvajanje, spremljanje in prekinitev naročniške 
pogodbe, zaračunavanje storitev, pripravo in izdajanje naročniških imenikov (po 
ZEKom, 107b. člen).  
 
 
3.3 ZAKONSKA UREDITEV V VELIKI BRITANIJI 
 
Urad Informacijskega pooblaščenca ni tipični drţavni organ. Drţavni organi po 
tradiciji sodelujejo z ministri, katerih moč izhaja iz ministrstev. Tako je Urad 
Informacijskega pooblaščenca neodvisni nadzorni organ, ki je neposredno 
odgovoren parlamentu in ima tako mednarodno kot tudi nacionalno vlogo. 
Informacijski pooblaščenec izvaja nadzor nad izvajanjem Zakona o varstvu podatkov 
(Data protection Act, v nadaljevanju DPA), Zakona o svobodi informacij (Freedom of 
Information Act, v nadaljevanju FOIA) ter predpisov s področja telekomunikacij in 
varstva okolja. Odločitve Informacijskega pooblaščenca so predmet  nadzora sodišč.  
 
Informacijski pooblaščenec se je razvil iz komisarja za varstvo podatkov. 
Informacijski pooblaščenec kot samostojni drţavni organ se je razvil 30. januarja 
2001, kot organ s pristojnostmi na področju varstva osebnih podatkov in informacij 
javnega značaja. Izjava o poslanstvu Informacijskega pooblaščenca pravi, da se 
mora razviti spoštovanje zasebnega ţivljenja posameznikov ter da se mora razvijati 
transparentnost in odgovornost drţavnih organov s spodbujanjem dobrih praks 
ravnanja z informacijami in uveljavljanja varstva podatkov ter spoštovanjem svobode.  
 
Informacijski pooblaščenec sodeluje in prispeva k evropskemu in mednarodnemu 
razvoju na področju varstva osebnih podatkov in svobodi obveščanja, prav tako je 
ponudil podporo in pomoč Commonwealthu pri pripravi Zakona o varstvu podatkov 
za uporabo v drţavah Commonwealtha (po Pedley, 2003, str. 87). 
 
 
3.3.1 Zakon o varstvu podatkov (Data Protection Act) 
 
Vloga Informacijskega pooblaščenca na področju varstva osebnih podatkov je 
opredeljena v DPA v delih 51-4. Ključni elementi njegove vloge so predvsem 
spodbujati dobro prakso, dajati informativna obvestila, izvajati pooblastila, določena s 
tem zakonom, izvajati inšpekcijske preglede ter začeti postopek za kazniva dejanja 
na podlagi DPA. 
 
Informacijski pooblaščenec ima pooblastila za presojo domnevnih kršitev po Zakonu 
o varstvu podatkov. Urad Informacijskega pooblaščenca lahko od upravljavcev 
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osebnih podatkov zahteva podatke, ki jih potrebuje za oceno skladnosti z zakonom. 
Če Informacijski pooblaščenec ugotovi kršitve, ima pristojnost pozvati upravljavce 
osebnih podatkov o sprejemu določenih ukrepov, s katerimi se zagotovi skladnost z 
zakonom. Upravljavci osebnih podatkov se lahko nad odločitvijo Informacijskega 
pooblaščenca pritoţijo na Informacijsko razsodišče ali na Informacijski tribunal.  
 
Vlada je odločila, da mora Urad Informacijskega pooblaščenca v svoje področje 
delovanja vključiti tudi predpise s področja elektronskih komunikacij, ki se uporabljajo 
na podlagi DPA.  
 
To pomeni izvrševanje dodatnih pooblastil s strani Informacijskega pooblaščenca. V 
zadnjih letih je Informacijski pooblaščenec sprejel mnogo ukrepov na področju 
neposrednega trţenja. V Veliki Britaniji neposredno trţenje pomeni, da posameznik 
na svoj elektronski naslov ali telefon prejme oglaševalski oglas, ki vsebuje opis 
določenega blaga ali storitve, ki ga ţeli določena organizacija prodati, pri tem pa 
posameznika prosi za sodelovanje. Če v tako vrsto oglaševanja posameznik ni 
privolil in svojih podatkov ni namenil za oglaševalske namene, se lahko pritoţi 
organizaciji, ki je poslala sporočilo, in sicer s pisnim obvestilom organizacijo seznani, 
da ne ţeli prejemati oglaševalskih sporočil, da je prejel oglaševalsko sporočilo, ki 
vsebuje osebne podatke ter da jih mora organizacija nemudoma odstraniti in 
prenehati uporabljati.  
 
V primeru, da organizacija svojega dejanja ne prekine, se lahko posameznik pritoţi 
na Urad Informacijskega pooblaščenca, ki sproţi postopek zoper organizacijo. 
Organizacija ima zoper odločitev Informacijskega pooblaščenca pravico do pritoţbe 
na Informacijsko razsodišče, to pa nadalje razsodi o upravičenosti prekrškovnega 
postopka.  
 
Če posameznik meni, da je bilo kršeno eno izmed načel, opredeljenih v DPA, lahko 
zahteva od Informacijskega pooblaščenca oceno za presojo kršitve. Če Informacijski 
pooblaščenec ugotovi, da so bila kršena načela ter da zahteve iz Zakona o varstvu 
podatkov niso bile izpolnjene, sprejme ukrepe zoper upravljavca osebnih podatkov. 
Slednji se lahko zoper odločitve Informacijskega pooblaščenca pritoţi na 
Informacijsko razsodišče. 
 
Zakon o varstvu podatkov je začel veljati 1. marca 2000. Ta zakon je nadgradnja in 
dopolnitev zakona o varstvu podatkov iz leta 1998. Zakon obsega šest delov, ki 
določajo, kako je treba ravnati z osebnimi podatki. DPA je bil uveden v zakonodajo 
Velike Britanije z namenom uskladiti to področje z Direktivo EU za varstvo podatkov. 
Prvi člen direktive poudarja, da je treba zagotoviti in zaščititi pravice posameznikov 
do zasebnosti. To isto načelo je uporabljeno v 8. členu Evropske konvencije o 
človekovih pravicah, ki določa, da ima vsakdo pravico do spoštovanja svojega 
zasebnega in druţinskega ţivljenja, svojega doma in dopisovanja.  
 
Prvi del DPA se nanaša na opredelitev temeljnih izrazov. Osebni podatki so po tem 
zakonu opredeljeni kot podatki, ki se nanašajo na ţivljenje posameznika, upravljavec 
podatkov pa je opredeljen kot oseba, ki določa namen in način obdelave osebnih 
podatkov. Občutljivi osebni podatki so osebni podatki, ki so sestavljeni iz informacij, 
ki se nanašajo na raso, politično in versko prepričanje ter telesno in duševno stanje 
(po DPA, 1.–6. člen). 
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Drugi del zakona je namenjen pravicam posameznikov in drugih. Posameznik ima po 
tem zakonu pravico, da se seznani z osebnimi podatki, ki se nanašajo nanj, ima 
pravico dostopa do osebnih podatkov, seznaniti se z identiteto upravljavca osebnih 
podatkov, izvedeti namen, za katerega se podatki zbirajo, ter od kod je upravljavec 
dobil podatke posameznika – to pomeni, da mora upravljavec osebnih podatkov na 
zahtevo posameznika le-temu posredovati podatke, ki jih zahteva.  
 
Druga pravica je opredeljena kot pravica do preprečevanja predelave osebnih 
podatkov, ki lahko povzroči škodo ali stisko. S to pravico je posamezniku 
omogočeno, da pisno od upravljavca osebnih podatkov zahteva, naj preneha ali naj 
ne začne predelave in obdelave osebnih podatkov posameznika za določen namen 
ali na določen način, če bi to posamezniku povzročilo resno škodo ali stisko. Po tem 
zakonu ima posameznik tudi pravico zahtevati od upravljavca osebnih podatkov, da 
osebnih podatkov, ki se nanašajo nanj, ne sme uporabiti v namene neposrednega 
trţenja. Poleg tega ima posameznik pravico vedeti, v koliko avtomatiziranih 
odločitvah so bili vsebovani njegovi osebni podatki. Posameznik ima pravico do 
nadomestila v primeru, če je nastala škoda z njegovimi osebnimi podatki, škoda pa je 
pri tem posledica nepravilnega ravnanja upravljavca osebnih podatkov, ki pri 
opravljanju svojih obveznosti ni upošteval tega zakona ali temeljnih načel zakona. Če 
se posameznik v takem primeru pritoţi na sodišče, ki ugotovi kršitev, je upravičen do 
nadomestila ali odškodnine. Poleg tega ima pravico do popravka, izbrisa, blokiranja 
ali uničenja osebnih podatkov, kadar so podatki netočni, nepravilni ali napačni. 
Posameznik ima tudi pravico, da od  Informacijskega pooblaščenca zahteva oceno 
zakonitosti obdelave njegovih osebnih podatkov (po DPA, 7.–15. člen). 
 
Tretji del zakona opredeljuje obveščanje upravljavcev podatkov. V tem delu zakon 
pravi, da morajo tisti, ki ugotavljajo in uporabljajo osebne podatke, obvestiti o tem 
Urad Informacijskega pooblaščenca, ki vodi in vzdrţuje register upravljavcev 
podatkov. Vsak vnos v register mora vsebovati ime, naziv in naslov upravljavca 
podatkov, opis osebnih podatkov, ki se obdelujejo, kategorije podatkov, na katere se 
podatki nanašajo, namen, za katerega se podatki zbirajo in obdelujejo, opis 
prejemnikov, katerim bodo podatki razkriti in ime drţave ali ozemlja, kamor bodo 
podatki posredovani. Tisti, ki upravljajo z osebnimi podatki, morajo zagotoviti 
posameznikom, katerih podatki se obdelujejo, dostop do teh podatkov, da jih lahko 
preverijo in jih v primeru nepravilnosti tudi popravijo ter preprečijo nepooblaščeno 
obdelovanje. Zakon prav tako določa, da ima upravljavec osebnih podatkov pravico 
do enega vnosa v register letno, vsake spremembe in dopolnitve pa mora sporočiti 
uradu Informacijskega pooblaščenca v roku 28 dni. Pri tem pa mnogi opozarjajo, da 
obstaja mnogo agencij, ki se predstavljajo kot agencija za varstvo podatkov in nudijo 
registracijo vašega imena v vašem imenu. Te agencije pa nimajo nikakršne povezave 
z uradom Informacijskega pooblaščenca. Zakon namreč določa, da je obdelava 
osebnih podatkov brez vpisa v register kazniva (po DPA, 16.–27. člen). 
 
Četrti del zakona opredeljuje izjeme, po katerih se omeji ali prepove razkritje osebnih 
podatkov. Gre predvsem za podatke, katerih razkritje bi ogrozilo nacionalno varnost, 
podatke, ki se obdelujejo za namen preprečevanja in odkrivanja kaznivih dejanj, 
pobiranja davkov ali dajatev, osebne podatke, ki se obdelujejo za namen 
izpolnjevanja predpisanih funkcij na drţavni ali lokalni ravni, podatke, ki se zbirajo za 
namen izobraţevanja, zdravja ali socialnega dela, kot sta telesno in duševno stanje 
posameznikov, podatke, ki se obdelujejo za zaščito lastnine in javnosti pred finančno 
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izgubo zaradi nepoštenosti ali nepravilnega ravnanja, podatki, ki se zbirajo za 
namene novinarstva, literature in umetnosti, podatke, ki so namenjeni raziskovalni 
dejavnosti na statističnem in zgodovinskem področju in podobno. Omejitev ali 
prepoved razkritja podatkov se izvede na podlagi zakona ali z izdajo sklepa s strani 
sodišča, pri čemer se omejitev ali prepoved razkritja izvede, kadar bi razkritje takih 
podatkov pomenilo kršenje pravic in svoboščin posameznikov, na katere se ti podatki 
nanašajo (po DPA, 27.–40. člen). 
 
Peti del zakona je namenjen opredelitvi izvrševanja pooblastil Informacijskega 
pooblaščenca. V tem delu je namreč določeno, da če Informacijski pooblaščenec 
ugotovi nepravilnosti delovanja upravljavca osebnih podatkov, lahko izreče ukrepe 
zoper upravljavca osebnih podatkov, da v roku popravi nepravilnosti ali mu prepove 
nadalje obdelovati osebne podatke, poleg tega lahko Informacijski pooblaščenec od 
upravljavca osebnih podatkov zahteva, da upravljavec osebnih podatkov popravi, 
blokira, izbriše ali uniči osebne podatke, ki so nepravilni. Poleg tega lahko 
posamezniki zaprosijo Informacijskega pooblaščenca za oceno zakonitosti obdelave 
osebnih podatkov na podlagi tega zakona, pri čemer Informacijski pooblaščenec 
preveri, kateri osebni podatki se obdelujejo, s kakšnim namenom, kdo jih obdeluje in 
v kakšnem obsegu. Če Informacijski pooblaščenec ugotovi nepravilnosti, nadalje 
izreče ukrepe upravljavcu osebnih podatkov, s katerimi se te nepravilnosti odpravijo. 
Upravljavec osebnih podatkov se lahko zoper odločitve Informacijskega 
pooblaščenca pritoţi na sodišče, kjer izpodbija izdan sklep pri čemer lahko sodišče 
pritoţbo upravljavca zavrne, če meni, da pritoţba ni v skladu z zakonodajo. Glede 
odločitve sodišča pa se lahko upravljavec nadalje pritoţi na Višje sodišče v Angliji, če 
je naslov pritoţnika ali sedeţ podjetja v Angliji ali Walesu, na Vrhovno sodišče, če je 
naslov pritoţnika na Škotskem, ali na Višje sodišče v Severni Irski, če je pritoţnik iz 
Severne Irske (po DPA, 40.–50. člen). 
 
Zadnji, šesti del zakona določa naloge Informacijskega pooblaščenca, ki se nanašajo 
na spodbujanje dobre prakse upravljavcev osebnih podatkov, zlasti spodbujanje, da 
opravljajo naloge v skladu s tem zakonom, poleg tega je določeno, da Informacijski 
pooblaščenec skrbi za usklajevanje svojega dela z odločitvami Evropske komisije s 
področja varstva osebnih podatkov. Informacijski pooblaščenec mora vsako leto 
izdati letno poročilo o svojem delu, ki ga predstavi pred parlamentom, poleg tega si 
izmenjuje informacije z drugimi Informacijskimi pooblaščenci drţav članic EU. Ta del 
zakona obravnava tudi nezakonito pridobitev osebnih podatkov, kjer je določeno, da 
je uporaba, pridobitev in razkritje osebnih podatkov brez soglasja upravljavca 
osebnih podatkov nezakonita. Šesti del zakona tudi določa, da morata Informacijski 
pooblaščenec in njegovi zaposleni skrbeti za varstvo podatkov, s katerimi se 
srečujejo pri svojem delu. Podatke lahko razkrijejo le, če posameznik v to privoli ali 
če so informacije predvidene za javnost ter druge določbe.   
 
Zakon o varstvu podatkov pa vsebuje tudi osem temeljnih načel, ki zavezujejo 
upravljavce osebnih podatkov, da se ravnajo po njih in s tem zagotovijo zakonitost 
upravljanja s podatki. Prvo načelo pravi, da morajo biti osebni podatki obdelani 
pošteno in zakonito, pri čemer morajo biti obdelani na način, ki je pošten do 
posameznika. Pri tem morajo biti razvidna identiteta upravljavca, način obdelave in 
druge informacije, ki so potrebne za pošteno in zakonito obdelavo. Drugo načelo 
določa, da morajo biti osebni podatki pridobljeni za določen namen, pri čemer morajo 
upravljavci osebnih podatkov posameznikom obrazloţiti, zakaj zbirajo njihove osebne 
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podatke. Tretje načelo določa, da morajo biti osebni podatki primerni, ustrezni in ne 
prekomerni, glede na namen, za katerega se zbirajo. Poleg tega je v tem načelu tudi 
določeno, da je treba zbrati najmanjše število podatkov, s katerimi se doseţe namen 
zbiranja. Naslednje, četrto načelo določa, da morajo biti osebni podatki točni in 
aţurni, to zahteva od upravljavcev osebnih podatkov, da sprejmejo ukrepe, s katerimi 
se zagotavlja točnost podatkov. Peto načelo določa, da osebni podatki ne smejo biti 
v zbirkah dlje, kot je to potrebno za zagotovitev namena zbiranja. Pri tem morajo 
upravljavci osebnih podatkov sprejeti ukrepe upravljanja s podatki, ki bodo določali, 
koliko časa je treba podatke obdelovati, ter da je treba po preteku tega obdobja 
podatke pregledati in nepotrebne uničiti. Šesto načelo zavezuje, da je treba osebne 
podatke obdelovati v skladu s pravicami posameznika, na katerega se osebni podatki 
nanašajo. Predzadnje načelo določa, da morajo biti zagotovljeni ustrezni tehnični in 
organizacijski ukrepi za zaščito pred nepooblaščeno ali nezakonito obdelavo osebnih 
podatkov ter pred naključno izgubo ali uničenjem podatkov. S tem je tudi določeno, 
da mora upravljavec osebnih podatkov sprejeti ukrepe, s katerimi bo zagotovil 
zanesljivost zaposlenih, ki imajo dostop do osebnih podatkov. Zakon predlaga, naj 
upravljavci sprejmejo sporazum o zaupnosti, ki ga morajo podpisati in  spoštovati vsi 
zaposleni, ki imajo stik z osebnimi podatki. Zadnje, osmo načelo določa, da se osebni 
podatki ne smejo prenesti izven drţave oziroma izven Evropskega gospodarskega 
območja, razen če drţava zagotavlja ustrezno raven spoštovanja pravic in svoboščin 
posameznikov glede varstva in obdelave osebnih podatkov. Za Evropsko 
gospodarsko območje se šteje območje drţav članic EU ter Norveška, Irska in 
Liechtenstein (po Pedley, 2003, str. 53–66). 
 
 
3.3.2 Uredba o zasebnosti in elektronskih komunikacijah (The privacy and 
electronic communications) 
 
Predpisi temeljijo na Direktivi 2002/58/ES Evropskega parlamenta in Evropskega 
sveta o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij, ki so začeli veljati 11. decembra 2003. Predpisi določajo ukrepe za tiste, 
ki pošiljajo sporočila, namenjena neposrednemu trţenju po elektronski pošti, prek 
sporočil na mobilnih telefonih ter prek drugih elektronskih komunikacijskih sredstev. 
 
Ti predpisi opredeljujejo elektronsko pošto kot vsako besedno, govorno, zvočno ali 
slikovno sporočilo, poslano prek javnih elektronskih komunikacijskih omreţij, ki se 
lahko shrani v omreţju ali prejemnikovi tehnološki opremi. Na podlagi teh predpisov 
mora ponudnik javnih elektronskih komunikacijskih storitev sprejeti ustrezne tehnične 
in organizacijske ukrepe za zaščito varnosti in podatkov. Po teh predpisih je naročnik 
opredeljen kot oseba, ki je stranka pogodbe s ponudnikom javnih elektronskih 
komunikacijskih storitev za zagotavljanje takih storitev. 
 
Podatki o prometu pomenijo katere koli podatke, obdelane za namen prenosa 
sporočila po elektronskem komunikacijskem omreţju ali zaradi zaračunavanja v zvezi 
s to komunikacijo vključujejo tiste, ki se nanašajo na usmerjanje, trajanje in čas 
komunikacije. Uporabnik je definiran kot posameznik, ki uporablja javne elektronske 
komunikacije. Storitev z dodano vrednostjo pa pomeni vsako storitev, ki zahteva 
obdelavo podatkov o prometu ali lokaciji. Izrazi, ki so opredeljeni v teh predpisih, se 
uporabljajo tudi na podlagi Zakona o varstvu podatkov in imajo enak pomen.  
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V predpisih je določeno, da lahko ponudnik javnih elektronskih komunikacijskih 
storitev hrani podatke, ki se nanašajo na naročnika ali uporabnika za predelavo in 
shranjevanje ter namen trţenja elektronskih komunikacijskih storitev ali za 
zagotavljanje storitev z dodano vrednostjo za tega naročnika ali uporabnika, zgolj in 
samo pod pogojem, da je naročnik podal pisno soglasje o tem.  
 
Obdelava podatkov posameznikov s strani ponudnika javne komunikacijske storitve 
se lahko izvaja ob pogoju, da je posameznik seznanjen s podatki, ki se obdelujejo o 
njem, da so zagotovljene informacije v zvezi z varstvom podatkov, ki se obdelujejo, in 
trajanju takšne obdelave.  
 
V skladu s temi predpisi lahko ponudniki javnih komunikacijskih storitev na zahtevo 
naročnika prekrijejo identiteto naročnika za dohodne klice, in sicer brezplačno z 
namenom preprečevanja uporabe podatkov naročnikov za namene neposrednega 
trţenja. Prav tako lahko posameznik od ponudnika javne komunikacijske storitve 
zahteva sledenje zlonamernih klicev. Ti predpisi se uporabljajo tudi za preprečevanje 
pošiljanja in prejemanja nedovoljenih sporočil prek posameznikove elektronske 
pošte. 
 
Na podlagi teh predpisov osebe ne smejo posredovati ali sproţiti prenosa 
nedovoljenih sporočil prek elektronske pošte za namene neposrednega trţenja, če je 
prejemnik elektronske pošte predhodno zavrnil prejemanje tovrstnih sporočil. 
Ponudnik lahko pošilja elektronska sporočila z vsebino trţenja posameznikom le, če 
je ponudnik pridobil kontaktne podatke v času prodaje ali pogajanja za prodajo od 
prejemnika, če prejemnik ni zavrnil dostopa ponudnikov do njegovih kontaktnih 
podatkov ali če je posameznik podal svoje podatke z namenom pridobitve informacij 
v zvezi s ponujenimi izdelki in storitvami. Ko posameznik privoli v prejemanje sporočil 
z vsebino neposrednega trţenja, pošiljateljeva identiteta ne sme biti prikrita.   
 
V primeru, da posameznik dovoli uporabo podatkov za namene neposrednega 
trţenja, lahko ponudniki javnih komunikacijskih storitev podjetjem, ki ponujajo trţenje, 
posredujejo zgolj osebno ime posameznika ter naslov in telefonsko številko.  
 
V ta namen je bil v Veliki Britaniji ustanovljen organ OFCOM (Organ za konkurenco 
in komunikacijske industrije v Zdruţenem kraljestvu), ki vodi v elektronski in tiskani 
obliki register številk posameznikov, ki so zavrnili uporabo njihovih podatkov za 
namene neposrednega trţenja.  
 
Oseba, ki utrpi škodo zaradi kršitve in nespoštovanja določb, ki izhajajo iz teh 
prepisov, ima pravico vloţiti pritoţbo naslovljeno na Informacijskega pooblaščenca 
(Office of Public Sector Information). 
 
 
3.3.3 Pravna ureditev Informacijskega pooblaščenca na področju dostopa do 
informacij javnega značaja 
 
Informacijski pooblaščenec je pristojen za svobodo informacij v Angliji, Walesu in na 
Severnem Irskem. Njegove naloge so predvsem spodbujanje dobre prakse s strani 
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javnih organov, spodbujanje javnih organov, da delujejo na podlagi določb Zakona o 
svobodi informacij, ter da letno poroča parlamentu o svojem delu.   
 
Informacijski pooblaščenec opravlja svoje delo s področja varstva osebnih podatkov 
na celotnem območju Zdruţenega kraljestva, torej na območju Anglije, Walesa, 
Severne Irske in Škotske.  
 
Glede področja, ki ureja svobodo informacij, pa ima Škotska organiziranega svojega 
Informacijskega pooblaščenca, ki deluje na podlagi Zakona o svobodi informacij 
(Freedom of Information Scotland Act; v nadaljevanju FOISA). Torej, za delovanje na 
področju varstva podatkov imajo v Veliki Britaniji enega Informacijskega 
pooblaščenca, ki je pristojen za opravljanje svoje funkcije na celotnem območju 
Zdruţenega kraljestva, za področje urejanja svobode informacij pa na območju 
Zdruţenega kraljestva delujeta dva Informacijska pooblaščenca, eden na območju 
Škotske in eden na območju Anglije, Walesa in Severne Irske. To posledično 
pomeni, da imajo v Zdruţenem kraljestvu dva zakona, ki urejata svobodo informacij. 
Enaka ureditev velja tudi glede predpisov o varstvu okolja.  
 
Informacijski pooblaščenec se je zaradi ustavnih sprememb s področja 
decentralizacije odločil, da se odprejo uradi Informacijskega pooblaščenca v Walesu, 
na Severnem Irskem in na Škotskem, kot regionalne pisarne. 3. aprila 2003 je 
Informacijski pooblaščenec napovedal imenovanje pomočnikov komisarja za ta 
območja. Pomočniki, ki delujejo v okviru regionalnih pisarn, so neposredno odgovorni 
glavnemu Informacijskemu pooblaščencu, tako na področju delovanja svobode 
informacij kot tudi na področju varstva podatkov. Izjema je zopet Škotska kjer so javni 
organi, ki postopajo po FOISA, neposredno odgovorni škotskemu Informacijskemu 
pooblaščencu, le-ta pa je glavnemu uradu odgovoren le glede varstva podatkov, na 
področju svobode informacij pa deluje samostojno in neodvisno (po Pedley, 2003, 
str. 90 in 91). 
 
 
3.3.4 Zakon o svobodi informacij (Freedom of Information Act)  
 
V Veliki Britaniji ureja dostop do informacij javnega značaja, s katerimi razpolagajo 
organi javne oblasti, eden najbolj obseţnih zakonov o dostopu, to je Zakon o svobodi 
informacij, ki je bil sprejet v letu 2000. Tudi ta zakon se nanaša na vse organe javne 
oblasti (izvršilno, sodno in zakonodajno vejo). Zoper negativno odločbo lahko prosilec 
zahteva varstvo pred posebnim Informacijskim tribunalom, nato pa  še sodno varstvo.  
 
Svoboda informacij je temeljna pravica in je merilo vsem svoboščinam. Namen 
Zakona o svobodi informacij je zagotoviti večjo odprtost in dostopnost delovanja 
javnih organov, s tem da se zagotovi pravico do dostopa do vseh podatkov, 
informacij, dokumentov in drugih evidenc, s katerimi razpolagajo javni organi. FIOA 
velja tudi za podjetja, ki so v celoti ali delno v lasti zasebnih subjektov, ne uporablja 
pa se za informacije, s katerimi razpolagajo varnostne sluţbe ter tajne obveščevalne 
sluţbe.  
 
Prvi del FIOA opredeljuje dostop do informacij, s katerimi razpolagajo javni organi.  
Vsakdo ima pravico, da zaprosi za informacijo, s katero razpolaga javni organ. V tem 
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delu je opredeljeno, da je vsaka oseba, ki vloţi zahtevek za pridobitev informacije, 
upravičena do pisnega obvestila s strani javnega organa, iz katerega je razvidno, ali 
razpolaga z zahtevanimi informacijami. Če z njimi razpolaga, jih je dolţan 
posredovati prosilcu. Javni organ je zavezan poiskati zahtevane informacije, če je 
prosilec do njih upravičen in če ima organ dostop do njih. Organ ni dolţan dati 
zahtevanih informacij, če gre za izjemo, opredeljeno v zakonu, pri kateri prevlada 
javni interes nad interesom posameznika. Po tem zakonu se za javne organe, ki so 
dolţni posredovati informacije, s katerimi razpolagajo, štejejo zgornji in spodnji dom 
parlamenta, vladne sluţbe, organi lokalnih oblasti, šole, visoke in višje šole, univerze, 
policija, skupščina Severne Irske in drţavni zbor v Walesu, poleg tega pa tudi 
podjetja,  ki so v celotni ali večinski lasti drţave.  
 
Prosilec zahtevo poda v pisni obliki, ki mora vsebovati njegovo ime in naslov ter 
informacije, ki jih zahteva, pri čemer se za pisno zahtevo šteje tudi vloga, poslana v 
elektronski obliki, posamezniku pa pri tem ni treba navesti, za kaj potrebuje te 
informacije. Posameznik ima pri tem tudi moţnost izbire, v kakšni obliki naj mu organ 
posreduje informacije, pri tem lahko zahteva tudi fotokopije zahtevanih informacij. 
Organ, ki je prejel zahtevo za posredovanje informacij in ki z zahtevanimi 
informacijami razpolaga, mora v roku dvajsetih delovnih dni svojo obveznost izpolniti. 
Prosilec ima tudi pravico do vpogleda v evidenco, v kateri se informacije nahajajo, ter 
pravico do kopije zahtevanih informacij. Javni organ pa ni dolţan posredovati 
informacije, če je predhodno zahtevane informacije ţe posredoval istemu prosilcu. V 
primeru, da organ dobi zahtevo za posredovanje informacij, za katere ni pristojen, 
pošlje kopijo zahteve pristojnemu organu. Javni organ ima pravico, da prosilcu 
zavrne dostop do informacije, kadar gre za informacijo, ki je po zakonu opredeljena 
kot izjema in pri kateri prevlada javni interes za razkritje nad interesom posameznika, 
pri tem pa je organ dolţan o tem obvestiti prosilca. 
 
Zakon določa, da je vsak javni organ dolţan sprejeti in vzdrţevati sistem, ki se 
nanaša na objavo informacij, s katerimi razpolaga, in je odobren s strani 
Informacijskega pooblaščenca. V primeru, da objava ni odobrena, morajo biti 
navedeni razlogi za to. Zakon tak sistem imenuje shema. Sheme so kot neke vrste 
vodnik za informacije, s katerimi razpolagajo organi in so jih organi objavili ali jih 
nameravajo objaviti. Shema mora vsebovati opis sheme, namen, za katerega se 
objavi, kontaktne podatke (ime, telefonska številka, naslov) osebe, ki je odgovorna za 
shemo in ki je pooblaščena za dajanje odgovorov glede dostopa do sheme, vse 
informacije, s katerimi organ razpolaga in jih ima namen objaviti, navedbo, ali so 
informacije brezplačne ali plačljive ter opredelitev, za kakšno vrsto informacije gre. Z 
objavo sheme javni organ zagotavlja, da so informacije, vsebovane v shemi, 
resnične, pravilne ter da izhajajo iz delovnega področja organa. Javni organ objavi 
shemo na način, ki se mu zdi najbolj primeren, bodisi na spletni strani organa bodisi 
na oglasni deski organa. Informacijski pooblaščenec lahko sam pripravi model sheme 
za javne organe, v takem primeru ni potrebna pridobitev soglasja za objavo s strani 
pooblaščenca, soglasje je potrebno le v primeru sprememb in dopolnitev.  
 
Sheme običajno vsebujejo informacije, kot so splošne informacije o organu, opis 
dela, delovnih področij, strategija razvoja in nadaljnjega dela, informacije, iz katerih 
so razvidni rezultati dela in poslovanja, in podobno. Sheme vsebujejo tudi letna 
poročila (po FOIA,1.–20. člen). 
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Drugi del zakona se nanaša na opredelitev izvzetih informacij oziroma na informacije, 
ki so opredeljene kot izjeme, v okviru katerih organ prosilcu zavrne dostop. Medtem 
kot zakon dopušča pravico dostopa do informacij, s katerimi razpolagajo in jih hranijo 
javni organi, tudi dopušča 23 izjem, po katerih je ta pravica izvzeta ali omejena. 
Omenjeni zakon izjeme deli na dve skupini. V prvi so t. i. absolutne izjeme, v drugi pa 
t. i. kvalificirane izjeme. Če gre za prve (primer so tajni in osebni podatki), mora organ 
zavrniti dostop, če pa gre za druge (primer je dokument, v katerem je zajeta politika 
vlade na določenem področju), organ zavrne dostop le v primeru, da javni interes, ki 
narekuje dostop, ne pretehta javnega interesa, ki narekuje zavrnitev dostopa. Tudi v 
tem primeru se postopek prične z zahtevo, ki jo vloţi zainteresirana oseba, pri čemer 
se za to tudi v Veliki Britaniji ne zahteva pravnega interesa. Večina izjem od organa 
zahteva, da razmisli o uporabi testa interesa javnosti.  
 
Prva izmed omenjenih izjem zakona se nanaša na organe, katerih pristojnost izhaja 
iz varnostnih zadev, to so različne varnostne sluţbe, drţavna kriminalistično 
obveščevalna sluţba in podobno. Druga skupina informacij, ki so opredeljene kot 
izjeme, se nanašajo na nacionalno varnost, naslednje informacije se nanašajo na 
obrambo britanskih otokov ali britanske kolonije, zmogljivost in učinkovitost 
obrambnih sil. Poleg tega so izvzete tudi informacije, ki se nanašajo na mednarodne 
odnose, pri čemer gre za odnose med Zdruţenim kraljestvom in drugimi drţavami ter 
interese Zdruţenega kraljestva v tujini. Naslednje informacije so opredeljene kot 
informacije, ki opredeljujejo odnose znotraj Zdruţenega kraljestva, pri čemer gre 
predvsem za odnose med drţavnimi organi. Naslednja izjema se nanaša na 
gospodarstvo znotraj Zdruţenega kraljestva, predvsem glede gospodarskih in 
finančnih interesov drţave. Sledijo informacije, ki obravnavajo preiskave in postopke, 
ki jih vodijo javni organi, gre predvsem za kazenske postopke zoper osebe, ki so 
obdolţene kaznivega dejanja, poleg tega gre tudi za civilne postopke, ki izhajajo iz 
delovnega področja organa. Poleg tega so v zakonu kot izjeme opredeljene 
informacije, ki izhajajo iz zapisov sodišč. Javni organi prav tako niso dolţni 
posredovati informacij v zvezi z njihovimi računovodskimi izkazi ter pregledom 
gospodarnosti, učinkovitosti in uspešnosti delovanja organa. Poleg tega so kot 
izjeme opredeljene vse informacije, ki opredeljujejo oblikovanje vlade in parlamenta, 
predvsem glede oblikovanja in razvoja vladne politike, delovanje kabineta ministrov 
ter komunikacij med ministri. Informacije so prav tako izvzete, če se nanašajo na 
komuniciranje med kraljico in drugimi člani kraljeve druţine. Med izjeme pa se 
uvrščajo tudi informacije, ki opredeljujejo telesno in duševno zdravje posameznikov,  
njihovo varnost ter osebne podatke.  
 
Javni organ je pri zavrnitvi zahteve do dostopa do informacij, s katerimi razpolaga in 
spadajo med kategorijo izjem, dolţan, da ob zavrnitvi pojasni razloge za zavrnitev ter 
opredeli pravico do pritoţbe pri Informacijskem pooblaščencu, ki nadalje odloča, ali je 
bila zavrnitev upravičena (po FOIA, 21.–44. člen). 
 
Tretji del zakona opredeljuje funkcije delovanja Drţavnega sekretarja, Lord kanclerja 
ter Informacijskega pooblaščenca. Drţavni sekretar izdaja kodeks ravnanja, ki 
zagotavlja smernice delovanja, po katerih se morajo ravnati javni organi glede 
izdajanja informacij javnega značaja. Kodeks ravnanja pri tem vsebuje svetovanje in 
pomoč s strani javnih organov posameznikom, ki ţelijo pridobiti zahtevane 
informacije, poleg tega posvetovanje z osebami, na katere se zahtevane informacije 
nanašajo. Lord kancler prav tako izdaja kodeks ravnanja, ki vsebuje smernice 
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ravnanja organov v zvezi z vodenjem, upravljanjem in uničenjem evidenc, ki jih vodijo 
organi. Odloča pa tudi o razkritju določenih informacij, pri čemer presoja med 
interesom javnosti in interesom posameznika. Dolţnosti pooblaščenca po tem 
zakonu se nanašajo predvsem na spodbujanje dobre prakse, izvajanje nadzora nad 
določbami tega zakona ter kodeksov ravnanja, izdanih s strani drţavnega sekretarja 
in lord kanclerja. Informacijski pooblaščenec je tudi zadolţen, da na podlagi tega 
zakona izdaja odločbe ter sprejema pritoţbe (po FOIA, 45.–49. člen). 
 
Četrti del zakona opredeljuje izvrševanje pooblastil Informacijskega pooblaščenca, 
pri čemer ima vsak pravico, da zaprosi pooblaščenca za odločitev, ali je bila zahteva, 
podana na javni organ, obravnavana v skladu z določbami tega zakona. Informacijski 
pooblaščenec svoje pristojnosti izvaja z izdajo različnih obvestil, to so priporočila, 
obvestila, ki se nanašajo na ugotovitve, različne informacije ter obvestila, ki se 
nanašajo na izvrševanje pristojnosti.  
 
Priporočilo izda Informacijski pooblaščenec organu, kadar dobi prijavo s strani 
posameznika, iz katere je razvidno, da organ ne deluje v skladu z določbami zakona 
ali kodeksi ravnanja. Priporočilo je neke vrste napotek Informacijskega 
pooblaščenca, s katerim se organu določi, kako mora izvajati pooblastila, da bodo ta 
v skladu z zakonom in kodeksom. Priporočilo vsebuje napotke, katere ukrepe mora 
organ sprejeti, da bodo nepravilnosti odpravljene ter kako naj to stori, da bo ravnal 
pravilno.  
 
Vsakdo, ki je vloţil zahtevo za pridobitev informacij javnega značaja, se lahko pritoţi 
glede odločitve organa. Prvi korak je pritoţba na organ, ki je dostop do zahtevane 
informacije zavrnil, če se spor ne reši, se posameznik nadalje pritoţi na 
Informacijskega pooblaščenca, ki nadalje odloča, ali je bila odločitev organa v skladu 
z zakonom ali ne. Če Informacijski pooblaščenec ugotovi, da je pritoţba zoper organ 
neupravičena in neutemeljena, pritoţbo zavrţe in o tem obvesti prijavitelja. V primeru 
ugotovitve, da organ ni ravnal v skladu z zakonom, pri čemer ne posreduje 
zahtevanih informacij, prosilcu ne poda odgovora na njegovo zahtevo ter nima 
ustreznih razlogov za zavrnitev zahteve. V primeru zlorabe zakona s strani organa 
Informacijski pooblaščenec obvesti o svojih ugotovitvah tako organ kot tudi 
prijavitelja. Informacijski pooblaščenec poleg ugotovljenih dejstev navede tudi rok, 20 
delovnih dni od prejema obvestila, v okviru katerega mora organ nepravilnosti 
odpraviti, poleg tega navaja tudi pravico do pritoţbe zoper odločitev na Informacijsko 
sodišče.   
 
Ko Informacijski pooblaščenec prejme prijavo o nepravilnosti delovanja javnega 
organa, lahko pooblaščenec pred izdajo odločbe od organa zahteva dodatne 
informacije in pojasnila v zvezi z nepravilnostmi, ki mu bodo v pomoč pri odločitvi. Iz 
obvestila mora biti razvidno, da je Informacijski pooblaščenec prijel prijavo zoper 
organ, da je iz prijave razvidno, da je organ pri svojem delu kršil zakon, katere 
informacije mora organ posredovati pooblaščencu in zakaj, rok, v katerem mora to 
storiti, ter opredelitev pravice do pritoţbe.   
 
Kadar Informacijski pooblaščenec ugotovi, da organ ne ravna v skladu z določbami 
zakona ter v skladu z odločitvijo pooblaščenca, v kateri je bil organ pozvan, da 
nepravilnosti odpravi, lahko začne postopek zoper organ z izdajo izvršilne odločbe, v 
kateri pooblaščenec navede razloge, zakaj je sprejel določene ukrepe zoper organ, 
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katere določbe so bile kršene in s katerimi ne izpolnjuje svojih pooblastil, rok za 
odločitev ter opredelitev pravice do pritoţbe. Zadnje pooblastilo Informacijskega 
pooblaščenca se uveljavlja v praksi od 30. novembra 2002. V primeru, da javni organ 
ne izpolni obveznosti, ki mu jih naloţi Informacijski pooblaščenec z izdajo omenjenih 
pooblastil, lahko pooblaščenec nadalje vloţi pritoţbo na sodišče (po FOIA, 50.–56. 
člen). 
 
Peti del se nanaša na pritoţbe ter opredeljuje pravico do pritoţbe. Javni organ in 
pritoţnik se lahko pritoţita zoper odločbo ali obvestilo na Informacijski tribunal. 
Pritoţba se lahko vloţi v primeru, da odločba Informacijskega pooblaščenca ni v 
skladu z zakonom, ter v primeru, ko je Informacijski pooblaščenec odločal na podlagi 
diskrecijske pravice vendar bi moral ravnati drugače. Organ in pritoţnik se lahko 
zoper odločitve Informacijskega tribunala nadalje pritoţita na Višje sodišče v Angliji, 
Višje sodišče na Severnem Irskem ter na Vrhovno sodišče (po FOIA, 57.–61. člen). 
 
Šesti del se nanaša na zgodovinske zapise in evidence, po katerih je določeno, da 
zapis postane zgodovinski trideset let po tistem, ko je bil ustvarjen.  
 
Sedmi del zakona opredeljuje predvsem povezavo med Data protection Act in 
Freedom of Informaton Act. Največja skupna značilnost se kaţe predvsem v 
izvrševanju pooblastil s področja varstva podatkov in dostopa do informacij s strani 
enega organa, Informacijskega pooblaščenca. Najbolje je namreč konflikt med 
odprtostjo in zasebnostjo reševati s strani ene osebe. Druga pomembna razlika je v 
tem, kateri podatki so zajeti v zakonu. Data protection Act v celoti opredeljuje 
podatke, ki se nanašajo na posameznike, na način, da je treba  omogočiti zasebnost 
teh podatkov. Freedom of Information Act pa opredeljuje podatke, ki se nanašajo na 
delovno področje javnih organov, na informacije, s katerimi organi razpolagajo in ki 
morajo biti dostopni vsem drţavljanom. Zadnji, osmi del zakona opredeljuje določbe v 
zvezi z informacijami o okolju, pri čemer je izpostavljena tudi Aarhuška konvencija 
(po FOIA, 68.–73. člen). 
 
Uredba o okoljskih podatkih (Environmental Information Regulations) 
 
Na podlagi tega zakona so vsi javni organi dolţni dati prosilcu informacije o okolju, s 
katerimi razpolagajo. Ta zakon velja za širši obseg javnih organov, kot je to določeno 
na podlagi Zakona o svobodi informacij. Organi morajo obravnavati vse zahteve, ki 
se nanašajo na informacije o okolju, tudi če je zahteva podana v ustni obliki, organi 
imajo tudi na podlagi tega zakona moţnost zavrnitve vloge. 
 
Zakon temelji na Aarhuški konvenciji, ki jo je Velika Britanija podpisala leta 1998. 
Konvencija predvideva predvsem povečan dostop javnosti glede okoljskih informacij, 
poleg tega uvaja test interesa javnosti glede izjem, predvsem glede informacij o 
emisijah, določa tudi obliko, v kateri morajo biti informacije posredovane, ter zavezuje 
organe, da posameznikom nudijo pomoč in svetovanje.  
 
Zakon je začel veljati 1. januarja 2005. S sprejetjem zakona je bilo določeno, da se 
Environmental Information Regulations uporabljajo na podlagi določb FOIA. S tem je 
bilo tudi opredeljeno, da je kot pritoţbeni organ opredeljen Informacijski 
pooblaščenec ter da se zoper odločitev pooblaščenca posamezniki lahko nadalje 
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pritoţijo na Informacijsko razsodišče. Na podlagi tega zakona je okoljska informacija 
opredeljena kot informacija, ki se nanaša na stanje elementov okolja, kot so voda, 
zrak in ozračje, tla, ţivljenjski prostori, morsko in obalno območje, biološka 
raznovrstnost ter vsi odnosi med naštetimi elementi. Poleg tega se za okoljsko 
informacijo štejejo tudi dejavniki, kot so snovi, energija, hrup, sevanje, odpadki ter 
radioaktivni odpadki, emisije, ter izpusti. Okoljska informacija je tudi stanje zdravja in 
varnosti ljudi ter ukrepi, politika ter zakonodaja, načrti, sporazumi, povezani z 
okoljem.  
 
Javni organi so vsi organi, določeni na podlagi Zakona o svobodi informacij, ter 
organi, ki opravljajo javne naloge, povezane z okoljem, in ki imajo odgovornosti v 
zvezi z okoljem ter zagotavljajo javne storitve, ki se nanašajo na okolje. 
 
Organi so na podlagi tega zakona zavezani spoštovati ter širiti informacije o okolju, 
predvsem v javno dostopni elektronski obliki. Poleg tega so dolţni sprejeti določene 
organizacijske ukrepe, povezane z organizacijo in širjenjem informacij. Organi so 
dolţni posredovati vsakršno informacijo o okolju, s katero razpolagajo, in sicer 
najkasneje v dvajsetih delovnih dneh od prejema zahteve. Prosilec poda zahtevo za 
informacijo v pisni ali ustni obliki. Posameznik lahko zahteva posredovanje 
informacije v katerikoli obliki, bodisi ustni, pisni ali elektronski. V primeru, da organ 
zaradi preobseţne zahteve ali zapletenih informacij ne more posredovati v 
predpisanem roku, lahko rok podaljša za nadaljnjih dvajset dni. Skupno ima na tako 
na voljo štirideset delovnih dni. O podaljšanju roka za odločitev mora obvestiti 
prosilca. 
 
Organi so dolţni prosilcem nuditi svetovanje in pomoč v zvezi z zahtevo. Pri tem 
morajo prosilca pozvati v primeru nepopolne vloge, da vlogo dopolni, kajti organi 
lahko obravnavajo samo popolne in pravilne vloge. Vsaka vloga mora vsebovati ime 
prosilca, njegov naslov ter navedbo informacij, ki jih ţeli pridobiti. Kadar javni organ 
prejme zahtevo za posredovanje informacij, s katerimi sam ne razpolaga, je dolţan 
zahtevo predati pristojnemu organu. O prenosu zahteve na pristojni organ mora biti 
prosilec obveščen.  
 
Zakon določa izjeme, na podlagi katerih organi niso dolţni posredovati informacij. Te 
izjeme so informacije, ki se nanašajo na mednarodne odnose, obrambo, drţavno 
varnost, pravice intelektualne lastnine, zaupnost poslovnih in industrijskih informacij 
ter zaupnost varstva okolja, na katerega se informacije nanašajo. Poleg tega pa 
organ ne sme posredovati informacij o okolju, ki vsebujejo osebne podatke, saj bi bilo 
to v nasprotju z Zakonom o varstvu podatkov.  
 
Organ torej zavrne zahtevo za posredovanje informacij, kadar ţeli prosilec pridobiti 
informacije, ki so po tem zakonu opredeljene kot izjeme, kadar vsebujejo osebne 
podatke ter kadar organ prejme nepravilno in nepopolno vlogo. Organ mora odločiti v 
roku dvajsetih delovnih dneh, če to ne stori, se lahko prosilec pritoţi Informacijskemu 
pooblaščencu. Poleg tega se prosilec lahko pritoţi tudi, kadar meni, da organ ni 





3.3.5 Škotski Zakon o svobodi informacij (Freeedom of Informational Scotland 
Act) 
 
Informacije, s katerimi razpolagajo javni organi, so bile do leta 2002 dostopne na 
podlagi kodeksa ravnanja o dostopu do informacij škotskih organov ter kodeksa 
ravnanja o dostopu do vladnih informacij. Omenjenega leta pa je v škotski pravni 
sistem stopil v veljavo Freedom of Information Scottish Act (v nadaljevanju FOISA).  
 
Glavni cilji, ki jih je zakonodajalec s tem aktom ţelel doseči, so bili vzpostaviti pravico 
do dostopa do informacij, s katerimi razpolagajo škotski javni organi, vzpostaviti 
ravnovesje med pravico do dostopa do informacij javnega značaja ter pravico, ki se 
nanaša na zaščito občutljivih informacij, vzpostaviti neodvisen in samostojen organ, 
Informacijski pooblaščenec, za spodbujanje in zagotavljanje izvajanja pravice do 
dostopa, razkrivati informacije javnih organov s pomočjo objavljanja sheme ter 
spodbujati izvajanje svobode informacij glede zgodovinskih zapisov.  
 
FOISA v celoti zavezuje škotski parlament, organe lokalnih oblasti, bolnišnice, šole, 
univerze, policijo ter druge javne organe. Pri tem velja izjema, da javni organi v Veliki 
Britaniji, ki delujejo na celotnem območju Velike Britanije in na čezmejnih ozemljih, 
niso zavezani po FOISA, temveč po FOIA. Takšen primer je Ministrstvo za obrambo. 
(po Pedley, 2003, str. 91 in 92). 
 
Škotski zakon o svobodi informacij v svojem prvem delu določa pravico posameznika 
glede dostopa do informacij, s katerimi razpolagajo javni organi. Javni organi so pri 
tem dolţni posredovati vsakršno informacijo, s katero razpolagajo in ki izhaja iz 
delovnega področja organa, razen tistih, ki so po tem zakonu opredeljene kot izjeme.  
 
Posameznik mora podati zahtevo v pisni obliki, pri čemer se šteje za pisno zahtevo 
tudi, kadar jo pošlje z elektronskimi sredstvi. Vloga mora vsebovati ime vlagatelja, 
njegov naslov ter navedbo informacij, ki jih ţeli pridobiti.   
 
Ko organ prejme zahtevo in je pristojen za posredovanje zahtevanih informacij, je to 
dolţan storiti najkasneje v dvajsetih delovnih dveh od prejema vloge s strani 
posameznika. Organ posreduje zahtevane informacije v obliki, kot jo je zahteval 
vlagatelj, bodisi v elektronski ali pisni obliki, prav tako mora omogočiti, da vlagatelj 
pridobi fotokopijo, povzetek ali prepis zahtevane informacije. Organ mora prosilcu 
omogočiti vpogled v evidenco, v kateri se hranijo zahtevane informacije.  
 
Organ ni dolţan odgovarjati na ţaljive ali ponavljajoče se zahteve. Dolţan pa je 
vlagatelju nuditi pomoč in svetovanje v zvezi z informacijami, ki jih posameznik ţeli 
pridobiti. Organ lahko zavrne zahtevo za posredovanje informacij, kadar prosilec ţeli 
pridobiti informacijo, ki je po zakonu opredeljena kot izjema. Glede izjem velja, da se 
informacije, opredeljene kot izjeme, ne razkrijejo oziroma posredujejo, kadar organ s 
tehtanjem presodi, da bi bile z razkritjem lahko zlorabljene. Za razkritje izjem velja, da 
mora javni interes za nerazkritje pretehtati nad razlogi za razkritje informacij. V takem 
primeru mora organ pisno obvestiti prosilca o tem, da mu zahtevanih informacij ni 
mogoče posredovati, ter razloge za zavrnitev. Posameznik ima pravico, da se na 
odločitev organa pritoţi ter v pisni ali drugi obliki od organa zahteva revizijo oziroma 
ponovno odločitev o zahtevi. To pomeni, da posameznik, kateremu je bil dostop do 
informacij onemogočen, od organa zahteva ponovno obravnavo njegove zahteve, 
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kadar meni, da organ ni ravnal v skladu s tem zakonom ali kadar je zavrnitev zahteve 
neupravičena. Posameznik ima pravico vloţiti zahtevo za ponovno odločanje 
najkasneje v štiridesetih delovnih dneh od prejema odločitve organa. Ta mora 
ponovno odločiti najkasneje v dvajsetih delovnih od prejema zahteve, pri čemer lahko 
pritoţbo posameznika potrdi ali zopet zavrne. V zahtevi za revizijo mora posameznik 
opredeliti svoje ime, naslov ter podrobnosti o prvotni zahtevi. Na ponovno zavrnitev s 
strani organa ima posameznik nadalje moţnost pritoţbe na škotskega 
Informacijskega pooblaščenca. 
 
Škotski javni organi so po tem zakonu dolţni vzpostaviti, objaviti in vzdrţevati javni 
sistem, ki se nanaša na informacije, ki so namenjene posredovanju vlagateljem. Vse 
informacije, vsebovane v shemi, morajo biti pred objavo pregledane in potrjene s 
strani Informacijskega pooblaščenca. Vsak organ se sam odloči, kakšen je najbolj 
primeren način za objavo sheme. Shema pomeni zbirko informacij, s katerimi 
razpolagajo javni organi in imajo status javnega značaja in so namenjene 
posredovanju posameznikom, ki zaprosijo zanje. Kadar ţeli posameznik pridobiti 
informacije, ki niso objavljene v shemi, mu organ za posredovanje informacij 
zaračuna pristojbino kot strošek postopka (po FOISA, 1.–24. člen). 
 
Drugi del FIOSA opredeljuje informacije, ki so izvzete iz posredovanja, gre za izjeme. 
Razkritje informacij, ki so opredeljene v tem delu zakona, je prepovedano. Kadar 
posameznik vloţi zahtevo, ki se nanaša na izjeme, mu organ zahtevo zavrne, pri 
čemer mu mora pojasniti, da gre za izjeme in da bi razkritje pomenilo hudo kršitev in 
poseg v zasebnost. V škotskem zakonu za dostop do informacij so kot izjeme 
opredeljene informacije, ki se nanašajo na odnose v Zdruţenem kraljestvu, na 
oblikovanje škotske politike in uprave, na nacionalno varnost in obrambo, 
mednarodne odnose, gospodarstvo in poslovne skrivnosti, informacije, ki izhajajo iz 
preiskave nezakonitega delovanja škotskih javnih organov ter pregona, zapisi sodišč 
in sodnih postopkov, osebni podatki, podatki o zdravju, varnosti in okolju ter vse 
ostale informacije, katerih razkritje bi pomenilo hujšo kršitev in poseg v zasebnost 
posameznikov (po FOISA, 25.–41. člen). 
 
V tretjem delu zakona je opredeljen Informacijski pooblaščenec Škotske kot 
samostojni in neodvisni organ. Glavna naloga Informacijskega pooblaščenca je 
spoštovanje tega zakona ter izvajanje določb in nadzora na podlagi zakona. Dolţnost 
Informacijskega pooblaščenca pa je letno poročanje o svojem delu pred škotskim 
parlamentom (po FOISA, 42.–46. člen). 
 
Četrti del tega zakona se nanaša na izvrševanje dolţnosti javnih organov glede 
posredovanja informacij javnega značaja prosilcem ter postopek s pritoţbo. Vsak 
posameznik je torej upravičen do vseh informacij, s katerimi razpolagajo javni organi, 
razen tistih, ki so po tem zakonu opredeljene kot izjeme. Posameznik vloţi zahtevo v 
pisni ali drugi obliki ter jo naslovi na organ. Organ je na podlagi zahteve dolţan 
posamezniku posredovati informacije, če z njimi razpolaga. V primeru, da 
posameznik ni zadovoljen s posredovanimi informacijami ali da je organ zavrnil 
zahtevo posameznika za dostop do njih, ima nadalje moţnost vloţitve revizije na 
organ. Organ v okviru revizije ponovno odloča o posameznikovi pravici ter ponovno 
odloči. V primeru, da organ ponovno zavrne zahtevo, se posameznik lahko obrne na 
Informacijskega pooblaščenca glede odločitve organa. Informacijski pooblaščenec 
nadalje odloča o pravilnosti in zakonitosti ravnanja organa, pri tem odloči, da je organ 
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ravnal pravilno ali nepravilno oziroma proti določbam tega zakona. Informacijski 
pooblaščenec v primeru nepravilnega ravnanja pozove organ, da nepravilnosti 
odpravi.  V primeru, da organ kljub pozivu pooblaščenca nepravilnosti ne odpravi, 
Informacijski pooblaščenec poda pritoţbo na vrhovno sodišče. Posameznik ima 
moţnost pritoţbe na Informacijskega pooblaščenca tudi v primeru, ko organ ni odločil 
o zadevi v zakonsko določenem roku dvajsetih delovnih dni. Posameznik se lahko 
pritoţni na pooblaščenca samo, ko je predhodno ţe podal zahtevo organu. Zoper 
odločitev Informacijskega pooblaščenca pa ima posameznik še nadaljnjo moţnost 
pritoţbe na vrhovno sodišče, vendar samo glede pravnih vprašanj, ko je 
pooblaščenec posamezniku ţe izdal zavrnilno odločbo.  
 
Organ posamezniku zavrne pravico do dostopa do informacije, kadar je vloga za 
pridobitev ţaljiva, kadar je posameznik ţe podal vlogo in je bil dostop zavrnjen, kadar 
je ţelel pridobiti informacijo, ki je po zakonu opredeljena kot izjema, kadar organ z 
zahtevanimi informacijami ne razpolaga in kadar je vloga za pridobitev nepopolna. V 
primeru nepopolne vloge je organ dolţan pozvati posameznika, da vlogo dopolni, pri 
tem mora biti vloga v pisni ali drugi obliki, vsebovati mora ime oziroma naziv 
vlagatelja, prosilca, naslov prosilca, opredeljene pa morajo biti tudi informacije, ki jih 
ţeli posameznik pridobiti (po FOISA, 47.–56. člen). 
 
Peti del zakona se nanaša na zgodovinske zapise, v okviru katerih velja enako 
pravilo kot pri FOIA. Informacije in podatki, s katerimi razpolagajo škotski javni 
organi, postanejo zgodovinski v tridesetih letih od nastanka informacije oziroma 
podatka, dokumenta, zapisa, evidence in podobno.  
 
Šesti del zakona opredeljuje kodekse ravnanja, po katerih se morajo ravnati javni 
organi. Gre predvsem za kodeks ravnanja, katerega se morajo drţati vsi javni organi. 
Kodeks sprejmejo škotski ministri, da javnim organom posredujejo smernice 
delovanja. Vključene so predvsem določbe glede svetovanja in pomoči organom, 
kako naj skrbijo za dobro prakso. Pred izdajo kodeksa se ministri posvetujejo z 
Informacijskim pooblaščencem. Drugi kodeks pa se nanaša na smernice glede 
vodenja, upravljanja in uničenja evidenc, ki jih vodijo javni organi.  
 
V zadnjem sedmem delu zakona so določbe, ki opredeljujejo, da so tudi informacije o 
okolju informacije javnega značaja, do katerih imajo posamezniki prav tako pravico 
do dostopa (po FOISA, 62.–76. člen). 
 
 
3.3.6 Škotska uredba s področja informacij o okolju (Environmental 
Informational Scotland Regulations) 
 
Ta zakon je začel veljati 1. januarja 2005 in je nastal na podlagi podpisane Aarhuške 
konvencije, ki jo je Velika Britanija podpisala leta 1998. Na podlagi tega zakona ima 
vsak drţavljan pravico, da od javnih organov zahteva informacije, ki se nanašajo na 
okolje, in organi imajo dolţnost posredovati informacije o okolju, če z njimi 
razpolagajo.  
 
Po tem zakonu so okoljske informacije opredeljene kot informacije, ki opredeljujejo 
stanje elementov okolja, kot so voda, zrak, tla, naravna območja, rastline, ţivali in 
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podobno, okoljska informacija pa je tudi stanje zdravja in varnosti ljudi, dejavniki, kot 
so energija, hrup, sevanje, odpadki, emisije ter drugi ki vplivajo na elemente okolja.  
 
Po tem zakonu so organi zavezani širiti podatke o okolju, in sicer na način, da jih 
objavijo na svoji spletni strani. Organi so torej dolţni, da objavijo besedila 
mednarodnih pogodb, konvencij in sporazumov ter nacionalno, lokalno ter regionalno 
zakonodajo, ki se nanaša na okolje, objaviti morajo načrte in programe, povezane z 
okoljem, poročilo o izvajanju zakonodaje o okolju, poročilo o stanju okolja ter 
dejavnike, ki bi utegnili vplivati na okolje.  
 
Kadar ţeli posameznik pridobiti določeno informacijo o okolju, mora vloţiti zahtevo pri 
organu, ki razpolaga z zahtevanimi informacijami. Vloga je lahko v pisni ali ustni 
obliki, vsebovati pa mora ime prosilca, naslov ter opredelitev, katere informacije ţeli 
pridobiti. Organ je dolţan o zadevi odločiti v dvajsetih delovnih dneh od datuma 
prejema zahteve. Rok za odločitev se lahko podaljša za nadaljnjih dvajset dni, ko 
pride do izjemnih okoliščin in organ ne more odločiti v roku. Kadar pride do 
podaljšanja roka, mora organ o tem prosilca obvestiti ter navesti razloge za 
podaljšanje, kadar so zahtevane informacije preobseţne in kompleksne.  
 
Organ lahko zahtevo zavrne v primeru, ko ţeli prosilec pridobiti informacijo, ki je ţe 
javna kadar zahtevana informacija vsebuje osebni podatek, ko organ ne razpolaga z 
zahtevano informacijo, kadar je vloga nerazumljiva ali nepopolna. Poleg tega organ 
ni dolţan posredovati informacij, ki se nanašajo na mednarodne odnose, drţavno 
varnost, pravice intelektualne lastnine ter poslovne skrivnosti ali industrijske 
informacije. Organ mora o zavrnitvi zahteve obvestiti posameznika takoj, ko je to 
mogoče, vendar najkasneje v dvajsetih delovnih dneh, navesti pa mora tudi razloge. 
V primeru, da organ ne razpolaga z zahtevanimi informacijami, mora zahtevo predati 
pristojnemu organu in o tem obvestiti prosilca. Posameznik se lahko zoper negativno 
odločitev organa pritoţi na Informacijskega pooblaščenca (Office of Public Sector 



















4 PRISTOJNI ORGANI ZA INFORMACIJE JAVNEGA ZNAČAJA IN 
VARSTVO OSEBNIH PODATKOV 
 
 
4.1 INFORMACIJSKI POOBLAŠČENEC V SLOVENIJI 
 
Informacijski pooblaščenec je bil ustanovljen leta 2005 z Zakonom o Informacijskem 
pooblaščencu. S sprejetjem tega zakona je začel delovati nov samostojni drţavni 
organ. Informacijski pooblaščenec je imenovan za dobo pet let in je po statusu 
funkcionar. Njegova pooblastila izhajajo iz Zakona o varstvu osebnih podatkov ter 
Zakona o dostopu do informacij javnega značaja.  
 
 
4.1.1 Zgodovina in razvoj Informacijskega pooblaščenca  
 
Z Zakonom o dostopu do informacij javnega značaja je bil ustanovljen samostojen 
drţavni organ Pooblaščenec za dostop do informacij javnega značaja, ki je svoje 
delo začel opravljati 1. septembra 2003. Pooblaščenec je bil na podlagi zakona 
neodvisen drţavni organ. V okviru svojega delovanja je imel strokovno sluţbo, ki je 
bila omejena na dva svetovalca, organizacijsko-administrativne naloge pa je 
upravljajo takratno Ministrstvo za informacijsko druţbo.  
 
1. januarja 2005 je stopil v veljavo Zakon o varstvu osebnih podatkov, s katerim je bil 
predviden samostojni drţavni nadzorni organ za varstvo osebnih podatkov. Postopek 
za imenovanje naj bi se po načrtih zakonodajalca začel 1. julija 2005, delovati pa naj 
bi začel najkasneje 1. januarja 2006. Pred sprejetjem zakona je bil za varstvo 
osebnih podatkov pristojen Inšpektorat za varstvo osebnih podatkov, kot organ v 
sestavi Ministrstva za pravosodje. Inšpektorat je bil torej organ prve stopnje v okviru 
ministrstva.  
 
S sprejetjem Zakona o Informacijskem pooblaščencu 30. novembra 2005 je prišlo do 
zdruţitve Pooblaščenca za dostop do informacij javnega značaja ter Inšpektorata za 
varstvo osebnih podatkov.  S sprejetjem ZInfP je bil ustanovljen nov samostojen in 
neodvisen drţavni organ Informacijski pooblaščenec, ki ga trenutno vodi Nataša Pirc 
Musar, pristojen za dostop do informacij javnega značaja ter za varstvo osebnih 
podatkov. Informacijski pooblaščenec je svoje delo začel 1. januarja 2006. Z 
uveljavitvijo ZInfP je Pooblaščenec za dostop do informacij javnega značaja 
nadaljeval svoje delo kot Informacijski pooblaščenec, ki je prevzel celotno delovno 
področje, skupaj z inšpektorji in drugimi usluţbenci Inšpektorata za varstvo osebnih 
podatkov. Prevzel je tudi vse nedokončane zadeve, arhive ter evidence, ki jih je 
predhodno vodil inšpektorat. S takšno ureditvijo je Slovenija postala primerljiva z 
drugimi evropskimi drţavami. 
 
Z vstopom Republike Slovenije v schengensko območje 21. decembra 2007 je 
Informacijski pooblaščenec prevzel nadzor nad izvajanjem 128. člena Konvencije o 
izvajanju schengenskega sporazuma in je tako postal neodvisen nadzorni organ za 
nadzor prenosa osebnih podatkov izven drţave. Na podlagi 114. člena schengenske 
Konvencije mora vsaka drţava članica schengenskega območja imenovati nadzorni 
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organ, pristojen za izvajanje neodvisnega nadzora podatkovnih zbirk schengenskega 
informacijskega sistema. Preverjanje, obdelava in uporaba podatkov v 
schengenskem informacijskem sistemu ne pomeni kršenja pravic oseb, na katere se 
podatki nanašajo (Letnem poročilu IP 2008, str. 1 in 2). 
 
 
4.1.2 Položaj, imenovanje in razrešitev Informacijskega pooblaščenca 
 
Informacijski pooblaščenec je funkcionar, kar pomeni, da je na svoj poloţaj imenovan 
s strani Drţavnega zbora Republike Slovenije. Kandidata za imenovanje 
Informacijskega pooblaščenca predlaga predsednik Republike Slovenije. Za 
Informacijskega pooblaščenca je tako imenovana oseba, ki je drţavljan Republike 
Slovenije, ima univerzitetno izobrazbo, najmanj pet let delovnih izkušenj, ni bila 
pravnomočno obsojena na nepogojno kazen zapora. Informacijski pooblaščenec je 
imenovan za dobo pet let in je lahko še enkrat ponovno imenovan (ZInfP, 6. člen). 
  
Informacijskega pooblaščenca lahko Drţavni zbor predčasno razreši, samo če sam 
to zahteva, če ne izpolnjuje več pogojev za opravljanje funkcije, predvsem, če ne 
predlaga Drţavnemu zboru sredstev za delovanje Informacijskega pooblaščenca, do 
razrešitve pride tudi zaradi trajne izgube delovne zmoţnosti za opravljanje svoje 
funkcije ter če svojih nalog ne opravlja v skladu z zakonom in ustavo. Postopek za 
razrešitev Informacijskega pooblaščenca se začne na predlog predsednika republike 
(ZInfP, 7. člen). 
 
Na podlagi Zakona o nezdruţljivosti opravljanja javne funkcije s pridobitno 
dejavnostjo (Uradni list RS, št. 20/2006, v nadaljevanju ZNOJF-1) funkcionar v času 
trajanja funkcije ne sme opravljati nobene pridobitne dejavnosti v zasebne namene, 
če bi dejavnost lahko vplivala na objektivno ali od zunanjih vplivov neodvisno 
opravljanje funkcije, če bi se ustvaril vtis, da funkcionar pri opravljanju svoje funkcije 
ni pristranski, ter če bi opravljanje dejavnosti škodovalo funkciji ali organu (ZNOJF-1, 
7. člen, 1. odstavek). 
 
Poklicni funkcionar ne sme opravljati dejavnosti upravljanja ali zastopanja v javnem 
zavodu, javnem podjetju, javnem skladu, javni agenciji, gospodarski druţbi, 
gospodarskem interesnem zdruţenju, zbornici ali drugi pravni osebi, če po svoji 
funkciji opravlja nadzor nad njihovim delom (ZNOJF-1, 8. člen, 1. odstavek). 
 
 
4.1.3 Organiziranost Informacijskega pooblaščenca  
 
Notranjo organizacijo in sistemizacijo delovnih mest, ki so potrebna za izvajanje 
nalog pri Informacijskem pooblaščencu, določata Akt o notranji organizaciji in 
sistemizaciji delovnih mest pri Informacijskem pooblaščencu in priloga le-tega, 
Sistemizacija delovnih mest pri Informacijskem pooblaščencu. Sistemizacija delovnih 
mest je prilagojena nalogam Informacijskega pooblaščenca in delovnim procesom, ki 
potekajo pri njem, ter je oblikovana tako, da zagotavlja čim učinkovitejšo izrabo 
človeških virov. Informacijski pooblaščenec opravlja svoje naloge v naslednjih 
notranjih organizacijskih enotah: v kabinetu pooblaščenca, v sektorju za informacije 
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javnega značaja, v sektorju za varstvo osebnih podatkov ter v administrativno-
tehnični sluţbi (Letno poročilo IP, 2008, str. 3). 
 
Naloge sektorja za informacije javnega značaja so opravljanje strokovnih nalog s 
področja dostopa in ponovne uporabe informacij javnega značaja za Informacijskega 
pooblaščenca, izvajanje učinkovitega pravnega varstva v postopkih dostopa in 
ponovne uporabe informacij javnega značaja, v okviru tega se izvajajo predvsem 
naloge, kot so pripravljanje osnutkov sklepov v pritoţbenem postopku, pripravljanje 
predlogov za izvajanje postopka, pripravljanje strokovnih podlag za odločanje in 
gradiva, ki so potrebna za delo Informacijskega pooblaščenca, pripravljanje osnutkov 
sprememb področnih zakonov kot tudi tolmačenje posameznih členov, sodelovanje 
pri razvojnih projektih, pripravljanje osnutkov odločb v pritoţbenem postopku ter 
strokovna podpora Informacijskemu pooblaščencu (Letno poročilo IP, 2006, str. 4). 
 
Naloge sektorja za varstvo osebnih podatkov se nanašajo na opravljanje strokovnih 
nalog s področja nadzora nad varstvom osebnih podatkov, izvajanje učinkovitega 
varstva osebnih podatkov pri obdelavi osebnih podatkov in inšpekcijskega nadzora, 
pri katerem se opravljajo naloge, kot so vodenje postopkov o prekrških (hitri 
postopek) s področja varstva osebnih podatkov, pripravljanje osnutkov odločitev 
oziroma odločanje o pritoţbi posameznikov glede seznanitve z lastnimi osebnimi 
podatki, vodenje oziroma pripravljanje predlogov za vodenje upravnih postopkov za 
izdajo ugotovitvenih odločb, izvajanje inšpekcijskega nadzora, sodelovanje z 
različnimi organi in institucijami v Sloveniji in Evropski uniji na področju varstva 
osebnih podatkov, pripravljanje strokovnih nalog za odločanje in gradiva, ki so 
potrebna za delo Informacijskega pooblaščenca, pripravljanje predhodnih mnenj 
Vladi, Drţavnemu Zboru in drugim organom Republike Slovenije o skladnosti 
predlogov predpisov z akti, ki urejajo varstvo osebnih podatkov, pripravljanje 
osnutkov sprememb področnih zakonov, kot tudi tolmačenje posameznih členov, 
sodelovanje pri razvojnih projektih ter strokovna podpora Informacijskemu 
pooblaščencu (Letno poročilo IP, 2006, str. 5). 
 
Naloge sluţbe pa so opravljanje zahtevnejših spremljajočih del, ki zahtevajo 
poznavanje javnih nalog Pooblaščenca, ter drugih strokovno-tehničnih nalog, gre 
predvsem za naloge s področja urejanja kadrovskih zadev, naloge s finančno-
računovodskega področja, s področja komuniciranja, s področja varstva pri delu, 
pripravljanja osnutkov aktov, vodenja, urejanja in hranjenja dokumentacije ter arhiva 
Informacijskega pooblaščenca, skrb za vzdrţevanje informacijske opreme in storitev, 
zagotavljanja dostopa do zunanjih podatkovnih zbirk, izdelovanja raznih analiz ter 

















Vir: Informacijski Pooblaščenec 
 
Iz zgornje slike je razvidna organizacijska struktura Urada Informacijskega 
pooblaščenca. Slika prikazuje tri sektorje znotraj urada ter njihove pripadajoče 
naloge, ki izhajajo iz delovnega področja vsakega sektorja. 
 
 
4.1.4 Pristojnosti Informacijskega pooblaščenca  
 
Delovno področje Informacijskega pooblaščenca obsega področje varstva osebnih 
podatkov ter področje dostopa do informacij javnega značaja. 
 
Pristojnosti Informacijskega pooblaščenca po 2. členu Zakona o 
Informacijskem pooblaščencu  
 
Informacijski pooblaščenec ima na podlagi omenjenega zakona pristojnosti, da 
odloča o pritoţbi zoper odločbo, s katero je organ zavrgel ali zavrnil zahtevo ali 
drugače kratil pravico do dostopa ali ponovne uporabe informacije javnega značaja. 
V okviru postopka na drugi stopnji izvaja nadzor nad spoštovanjem zakona, ki ureja 
dostop do informacij javnega značaja. Kot pritoţbeni organ na področju dostopa do 
informacij javnega značaja izvaja inšpekcijski nadzor nad izvajanjem zakona in 
drugih predpisov, ki urejajo varstvo ali obdelavo osebnih podatkov oziroma iznos 
osebnih podatkov iz Republike Slovenije. Poleg tega odloča o pritoţbi posameznika, 
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kadar upravljavec osebnih podatkov ne ugodi njegovi zahtevi glede njegove pravice 
do seznanitve z zahtevanimi podatki, do izpisov, seznamov, vpogledov, potrdil, 
informacij, pojasnil, prepisovanja ali kopiranja po določbah zakona, ki ureja varstvo 
osebnih podatkov.  
 
Poleg tega lahko Informacijski pooblaščenec Ustavnemu sodišču Republike Slovenije 
vloţi zahtevo po presoji ustavnosti zakonov, drugih predpisov ter splošnih aktov, 
izdanih za izvrševanje javnih pooblastil, če se pojavi vprašanje ustavnosti in 
zakonitosti v zvezi s postopkom, ki ga vodi – tako na področju dostopa do informacij 
javnega značaja kot tudi na področju varstva osebnih podatkov.  
 
Z vstopom Slovenije v schengensko območje je Informacijski pooblaščenec prevzel 
tudi nadzor nad izvajanjem 128. člena Konvencije o izvajanju schengenskega 
sporazuma in je neodvisen nadzorni organ za nadzor prenosa osebnih podatkov za 
namene te konvencije. 
 
Informacijski pooblaščenec ima pristojnost pritoţbenega organa tudi po Zakonu o 
medijih (Zmed), je tudi prekrškovni organ, pristojen za nadzor nad izvajanjem ZInfP, 
ZDIJZ v okviru pritoţbenega postopka, določbe 45. člena Zakona o medijih in ZVOP-
1 (Letno poročilo IP, 2008, str. 1). 
 
Pooblastila Informacijskega pooblaščenca na področju varstva osebnih 
podatkov  
 
Pooblastila Informacijskega pooblaščenca s področja varstva osebnih podatkov 
izhajajo predvsem iz ZVOP-1, ki določa, da Informacijski pooblaščenec izvaja 
inšpekcijski nadzor nad izvajanjem določb ZVOP-1, v okviru katerega obravnava 
prijave, pritoţbe, sporočila in druge vloge, v katerih je izraţen sum kršitve zakona. 
Poleg tega odreja inšpekcijske ukrepe, opravlja preventivni inšpekcijski nadzor pri 
upravljavcih osebnih podatkov v javnem in zasebnem sektorju.  
 
Na podlagi 28. člena ZVOP-1 vodi in vzdrţuje register zbirk osebnih podatkov in 
skrbi, da je register aţuren in javno dostopen prek svetovnega spleta ter omogoča 
vpogled in prepis podatkov iz registra zbirk osebnih podatkov.  
 
V pristojnost Informacijskega pooblaščenca s področja varstva osebnih podatkov 
sodi tudi pooblastilo, da vloţi kazensko ovadbo oziroma izvaja postopke v skladu 
zakonom, ki ureja prekrške, če pri inšpekcijskem nadzoru ugotovi, da obstaja sum 
storitve kaznivega dejanja ali prekrška ter odloča o ugovoru posameznika zoper 
obdelavo osebnih podatkov na podlagi četrtega odstavka 9. člena in tretjega 
odstavka 10. člena ZVOP-1. 
 
Poleg tega izdaja odločbe o zagotavljanju ustrezne ravni varstva osebnih podatkov v 
tretjih drţavah (63. člen ZVOP-1), vodi postopke ugotavljanja ustrezne ravni varstva 
osebnih podatkov v tretjih drţavah na podlagi ugotovitev inšpekcijskega nadzora in 
drugih informacij (64. člen ZVOP-1), vodi seznam tretjih drţav o tem, ali imajo v celoti 
ali delno zagotovljeno ustrezno raven varstva osebnih podatkov ali nimajo 
zagotovljene; če je ugotovljeno, da tretja drţava le delno zagotavlja ustrezno raven 
 45 
varstva osebnih podatkov, je v seznamu navedeno tudi, v katerem delu je ustrezna 
raven zagotovljena (66. člen ZVOP-1). 
 
Informacijski pooblaščenec vodi upravne postopke za izdajo dovoljenj o iznosu 
osebnih podatkov v tretjo drţavo (70. člen ZVOP-1), vodi upravne postopke za izdajo 
dovoljenj za povezovanje javnih evidenc in javnih knjig, kadar katera od zbirk osebnih 
podatkov, ki naj bi jih povezali, vsebuje občutljive osebne podatke ali pa je za 
povezavo potrebna uporaba istega povezovalnega znaka (npr. EMŠO ali davčna 
številka), vodi upravne postopke za izdajo ugotovitvenih odločb o tem, ali je 
nameravana uvedba biometrijskih ukrepov v zasebnem sektorju v skladu z določbami 
ZVOP-1 (Letno poročilo IP, 2006, str. 2). 
 
V okviru svojih pristojnosti sodeluje z drţavnimi organi, pristojnimi organi Evropske 
unije za varstvo posameznikov pri obdelavi osebnih podatkov, mednarodnimi 
organizacijami, tujimi nadzornimi organi za varstvo osebnih podatkov, zavodi, 
zdruţenji ter drugimi organi in organizacijami pri vseh vprašanjih, ki so pomembna za 
varstvo osebnih podatkov, daje in objavlja neobvezna mnenja o skladnosti kodeksov 
poklicne etike, splošnih pogojih poslovanja oziroma skladnosti predlogov s predpisi s 
področja varstva osebnih podatkov, pripravlja, daje in objavlja neobvezna navodila in 
priporočila glede varstva osebnih podatkov. 
 
Sodeluje v delovni skupini za varstvo osebnih podatkov, oblikovani znotraj EU, ki 
povezuje neodvisne institucije za varstvo osebnih podatkov drţav članic, deluje pa na 
podlagi 29. člena Direktive 95/46/EC. Poleg tega deluje tudi v skupnih nadzornih 
organih za varstvo podatkov, ustanovljenih s Konvencijo o ustanovitvi Evropskega 
policijskega urada (Europol). Deluje na podlagi Konvencije o uporabi informacijske 
tehnologije za carinske namene in Konvencije o izvajanju schengenskega 
sporazuma o postopni odpravi mejnih kontrol na skupnih mejah (Letno poročilo IP, 
2006, str. 2).  
 
Pristojnosti Informacijskega pooblaščenca na področju dostopa do informacij 
javnega značaja 
 
Na področju dostopa do informacij javnega značaja ima Informacijski pooblaščenec 
pristojnosti pritoţbenega organa. Pritoţbeni postopek se vodi po Zakonu o splošnem 
upravnem postopku, Informacijski pooblaščenec pa lahko prosilcem za informacije 
pomaga: 
 kadar je organ zahtevo za dostop zavrnil;  
 kadar je organ izdal zavrnilno odločbo; 
 kadar je organ v molku: ni odločil v dvajsetih delovnih dneh od vročitve 
odločbe, ni odločil niti po petdesetih delovnih dneh, ko je izdal sklep o 
izrednem podaljšanju roka; 
 kadar organ ni posredoval informacij v obliko, ki jo je zahteval prosilec.   
 
V ZDIJZ je urejeno tudi področje ponovne uporabe informacij javnega sektorja, ki jo 
zahteva EU z Direktivo 2003/98/EC, Informacijski pooblaščenec je pritoţbeni organ 
tudi na področju ponovne uporabe informacij javnega sektorja.  
 
 46 
ZDIJZ v svojem 36a. členu poleg ţe navedenih določa še pristojnost vodenja 




4.2 INFORMACIJSKI POOBLAŠČENEC V VELIKI BRITANIJI 
 
Informacijski pooblaščenec v Veliki Britaniji je samostojen in neodvisen javni organ. 
Pristojen je za odločanje na podlagi Zakona o varstvu podatkov, Zakona o svobodi 
informacij, odloča o dostopu posameznikov do informacij o okolju ter o zasebnosti in 
elektronskih komunikacijah. Svoje delo opravlja s pomočjo regionalnih pisarn v 
Walesu, Severni Irski in na Škotskem, v okviru katerih se je na Škotskem ustanovil 
nov Informacijski pooblaščenec, vendar samo za področje dostopa do informacij 
javnega značaja.  
 
  
4.2.1 Zgodovina in razvoj Informacijskega pooblaščenca  
 
Zgodovina Informacijskega pooblaščenca sega v leto 1984, ko je stopil v veljavo prvi 
Zakon o varstvu podatkov, ki je vnesel v pravni red osem načel ravnanja z osebnimi 
podatki, ki veljajo še danes. Na podlagi tega zakona je začel delovati tajnik za 
varstvo podatkov, ki je izvajal nadzor nad zakonom ter vzpostavil register 
upravljavcev podatkov. Leta 1987 je prišlo do spremembe in dopolnitve Zakona o 
varstvu podatkov. Leta 1991 je EU objavila predlog direktive o varstvu osebnih 
podatkov, istega leta je Informacijsko razsodišče obravnavalo ţe pet pritoţb glede 
zlorabe podatkov. Leta 1994 je Urad za varstvo podatkov razvil poslanstvo, da se 
bodo vsi zaposleni na uradu zavzemali za spoštovanje zasebnega ţivljenja 
posameznikov, zlasti za zasebnost njihovih podatkov. Naslednje leto je EU sprejela 
Direktivo o varstvu podatkov. Istega leta se je začel v Veliki Britaniji razvoj novega 
informacijskega sistema za registracijo reševanje pritoţb. Leta 1997 je urad na 
spletni strani objavil register podatkov uporabnikov; število novih registracij je takrat 
znašalo okoli 213.000. Leto kasneje je prišlo do spremembe in dopolnitve zakona o 
osebnih podatkih, ki je stopil v veljavo šele leta 2000, takrat se je tudi Urad za varstvo 
podatkov preimenoval v Urad komisarja za zaščito podatkov.  
 
Januarja 2001 je začel veljati Freedom of Information Act, ki je spremenil naziv 
komisarja za zaščito podatkov v urad Informacijskega pooblaščenca. Od tega leta 
dalje je Informacijski pooblaščenec pristojen za nadzor in izvajanje Zakona o varstvu 
podatkov ter Zakona o informacijah javnega značaja. Leta 2003 je stopil v veljavo 
Zakon o zasebnosti in elektronskih komunikacijah, ki je bil sprejet na podlagi 
Direktive EU. Dve leti kasneje je bil spremenjen in dopolnjen Freedom of Information 
Act, z namenom izboljšanja javne zavesti o tem, kako javni organi opravljajo svoje 
dolţnosti, za kakšen namen porabijo davkoplačevalski denar. Istega leta je stopil v 
veljavo tudi Zakon o varstvu okolja in tako so se pooblastila Informacijskega 




4.2.2 Položaj, imenovanje in razrešitev Informacijskega pooblaščenca  
 
Informacijski pooblaščenec je neodvisen nadzorni organ, ki skrbi za spoštovanje 
določb Zakona o varstvu podatkov ter Zakona o dostopu do informacij. Naloge 
Informacijskega pooblaščenca se nanašajo predvsem na spodbujanje spoštovanja 
ter skladnosti delovanja z obstoječo zakonodajo.  
 
Informacijski pooblaščenec deluje pod okriljem Ministrstva za pravosodje. Čeprav 
deluje neodvisno, je pri opravljanju svojih nalog odvisen od ministrstva, urad 
Informacijskega pooblaščenca deluje kot agencija pod okriljem Ministrstva za 
pravosodje. Informacijski pooblaščenec je po poloţaju uradnik.  
 
Informacijski pooblaščenec je imenovan s strani kraljice na predlog predsednika 
vlade, ki v izbirnem postopku sodeluje z Ministrstvom za pravosodje. Informacijskega 
pooblaščenca se torej najprej izbere znotraj Ministrstva za pravosodje, ki izbranega 
kandidata predlaga predsedniku vlade, ta pa ga nadalje predlaga v imenovanje 
kraljici. Informacijski pooblaščenec je imenovan za dobo pet let. Pooblaščenec in 
usluţbenci urada niso usluţbenci ali zastopniki Crown, ki je skupno ime za izvršilno 
oblast. Trenutni Informacijski pooblaščenec, imenovan 29. junija 2009, je Christopher 
Graham. Informacijskega pooblaščenca razreši iz funkcije kraljica na lastno pobudo, 
na predlog obeh strani parlamenta (United Kingdom Parliament).  
 
Škotskega Informacijskega pooblaščenca imenuje kraljica na predlog škotskega 
parlamenta. Škotski Informacijski pooblaščenec je uradnik, imenovan za dobo pet let. 
Pooblaščenec je iz svoje funkcije razrešen s strani kraljice na predlog dveh tretjin 
članov škotskega parlamenta (Scottich Information Commissioner). 
 
 
4.2.3 Organiziranost Informacijskega pooblaščenca  
 
Organizacijsko strukturo Informacijskega pooblaščenca so na uradu sprejeli z 
namenom izboljšanja kakovosti delovanja urada ter sprejemanja hitrejših odločitev. Z 
organizacijsko strukturo so dosegli večjo jasnost glede razdelitve pristojnosti, 
odločanja in medsebojnih odnosov. Namen sprejetja organizacijske strukture je bil 
prenesti čim več nalog na niţje organe ter zmanjšanje pokrivanja nalog med 
različnimi organi. S tem so dosegli celostni pristop k vodenju in upravljanju urada kot 
celote. Organi Informacijskega pooblaščenca so upravni odbor, revizijska komisija, 
vodstvo, operativno upravni odbor ter odbor za politiko.  
 
Upravni odbor zastopa urad na najvišji moţni ravni. Njegovo poslanstvo je razvijati 
strategijo razvoja urada. V okviru svojih pooblastil sprejema strateške odločitve, kaj 
mora urad doseči v obdobju treh do desetih let ter kako to storiti. Upravni odbor skrbi 
za razvoj urada predvsem z vidika finančne strategije, skrbi za stroške, izdatke, 
sprejema letne računovodske izkaze ter načrtuje letni proračun. 
 
Naloge revizijske komisije se nanašajo predvsem na zagotavljanje nadzora ter 
vodenje različnih postopkov. Revizijska komisija podpira pri odločitvah 
Informacijskega pooblaščenca in upravni odbor. Revizijsko komisijo vodi predsednik 
komisije, ki najmanj štirikrat letno skliče zasedanje vseh svojih članov. Zasedanja se 
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udeleţita tudi pooblaščenec in predsednik upravnega odbora. Revizijska komisija 
izvaja revizijo nad sprejetimi odločitvami upravnega odbora ter skrbi za skladnost 
notranjega delovanja urada z nacionalno zakonodajo. Revizijska komisija na podlagi 
svojih ugotovitev svetuje upravnemu odboru glede nepravilnih odločitev, ki jih je 
sprejel upravni odbor. Na podlagi opravljenih revizij komisija izdela poročilo, s katerim 
odgovarja neposredno Informacijskemu pooblaščencu.  
 
Vodstvo zagotavlja stalen nadzor in vodenje v imenu Informacijskega pooblaščenca. 
Skrbi za proces izboljšav ter za organizacijo znotraj urada. Odgovoren je za 
delovanje operativno upravnega odbora ter odbora za politiko. 
 
Operativno upravni odbor zagotavlja operativno vodenje celotnega urada s 
podpiranjem sprejetih politik urada, usklajuje sprejete politike in dogovore znotraj 
urada, pomaga pri reševanju organizacijskih teţav ter sodeluje pri izvedbi 
poslovnega načrta in proračuna. Za svoje delo je odgovoren vodstvu.  
 
Odbor za politiko obvladuje politične dejavnosti, sprejete na nacionalni ravni, z 
usklajevanjem dogovorov glede delovanja urada, nadzoruje sprejete politične 
strategije o delovnem področju Informacijskega pooblaščenca ter izvaja različne 
raziskave iz delovnega področja urada. Za svoje delo je odgovoren neposredno 
vodstvu (Information Commissioner´s Office). 
 




Vir: Po Information Commissioner´s Office.  
 
Slika nam prikazuje organiziranost britanskega Informacijskega pooblaščenca. Iz 
slike je razvidno, da sta revizijska komisija in vodstvo podrejena upravnemu odboru. 
Operativno upravni odbor ter odbor za politiko pa sta v podrejenem poloţaju revizijski 
komisiji.   
 
Urad Informacijskega pooblaščenca deluje s pomočjo treh regionalnih uradov, ki 
delujejo od leta 2003 kot posledica procesa decentralizacije v Veliki Britaniji. Uradi 
Informacijskega pooblaščenca delujejo na lokalni ravni in se nahajajo na Severnem 








Odbor za politiko 
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Urad Severne Irske se nahaja v Belfastu in je odgovoren za spodbujanje 
posameznikov glede njihove pravice do dostopa do informacij, s katerimi razpolagajo 
javni organi, izvaja raziskave glede vpliva nacionalne politike na oblikovanje politik na 
ravni Severne Irske, zagotavlja informacije in izvaja naloge iz delovnega področja 
Informacijskega pooblaščenca. Posameznikom svetuje glede informacij javnega 
značaja ter zlorabe osebnih podatkov, izvaja pooblastila na podlagi Freedom of 
Information Act in Data protection Act za vse posameznike in organizacije s področja 
Severne Irske ter izvaja ukrepe zoper kršitelje na območju Severne Irske.   
 
Regionalni urad Walesa ima sedeţ v Cardiffu in skrbi za izvajanje pooblastil, ki jih 
ima na podlagi zakonov, ki izhajajo iz delovnega področja Informacijskega 
pooblaščenca na celotnem območju Walesa. Urad obravnava pritoţbe glede 
zavrnitve zahteve posameznikov, ki so ţeleli pridobiti informacijo javnega značaja od 
javnega organa Walesa. Urad omogoča podajanje pritoţb v valiţanskem jeziku, v 
katerem izvaja tudi storitve, sodeluje z vsemi javnimi organi Walesa za spodbujanje 
dobre prakse ter izvaja politiko odnosov s posamezniki, javnimi organi in 
organizacijami. 
 
Urad Škotske, s sedeţem v Edinburgu, skrbi za spodbujanje dobre prakse med 
posamezniki in javnimi organi Škotske, izvaja pooblastila, ki jih ima na podlagi 
zakonov in ki se nanašajo na javne organe Škotske, odloča o pritoţbah 
posameznikov ter sodeluje z javnimi organi glede vzpostavitve in spoštovanja načel 
varstva podatkov. Posebnost je v tem, da ima organiziranega svojega 
Informacijskega pooblaščenca za informacije javnega značaja ter okoljske 
informacije, glede varstva osebnih podatkov pa deluje regionalni urad. Informacijski 
pooblaščenec na Škotskem deluje povsem samostojno in ločeno od ostalih uradov 
Informacijskega pooblaščenca, vendar samo glede pooblastil, ki opredeljujejo 
delovanje in odločanje na področju Freedom of Information Act. Tako ima Škotska 
svoj zakon o dostopu do informacij, ki zavezuje samo škotske javne organe, ter 
zakon, ki omogoča posameznikom dostop do okoljskih informacij. Postopek pred 
škotskim Informacijskim pooblaščencem s področja informacij javnega značaja in 
okoljskih informacij je popolnoma enak kot postopek pred Informacijskim 
pooblaščencem, ki je zavezan delovati na podlagi Freedom of Information Act 
(Information Commissioner´s Office).  
 
Škotski Informacijski pooblaščenec zaposluje 23 ljudi. Svoje delo so si razdelili in 
organizirali različne oddelke, vsak oddelek pa ima svojega vodjo, ki je neposredno 
odgovoren pooblaščencu in mu poroča o delu oddelka, katerega vodi. Tako imajo 
oddelek za izvrševanje, ki sprejema vloge posameznikov, katerim je bil zavrnjen 
dostop do informacij, in ki svetuje pooblaščencu glede pravnih vprašanj. Oddelek za 
uveljavitev je pristojen za odločanje o pritoţbi, zagotavlja tudi smernice in nasvete 
glede izvajanja zakona. Ta oddelek presoja, ali je bila zahteva upravičeno zavrnjena 
s strani organa, ali je organ ravnal pravilno, ali je organ odločil v zahtevanem roku in 
ali je posameznik upravičen do zahtevane informacije. Škotski urad ima organiziran 
tudi oddelek za politiko in informacije, ki skrbi za objavo sheme s strani javnih 
organov ter jim svetuje pri objavi. Škotski Informacijski pooblaščenec ima tudi 
oddelek, ki je pristojen za organiziranje in upravljanje s človeškimi viri ter za nadzor 
proračuna in financ. Poleg tega je organiziran še oddelek, ki skrbi za proračun in 
finančni vidik poslovanja, ter oddelek za odnose z javnostmi (Scottish Information 
Commissioner). 
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4.2.4 Pristojnosti Informacijskega pooblaščenca 
 
Informacijski pooblaščenec nadzoruje in uveljavlja Zakon o varstvu podatkov, Zakon 
o dostopu do informacij, predpise s področja okoljskih informacij ter predpise o 
zasebnosti in elektronskih komunikacijah. Njegove glavne funkcije v okviru teh 
zakonov so predvsem izobraţevanje posameznikov, spodbujanje dobre prakse, 
dajanje informacij in nasvetov, reševanje problemov in pritoţb ter izrekanje kazni in 
sankcij v primeru ugotovljenih nepravilnosti.  
Pristojnosti Informacijskega Pooblaščenca na področju varstva podatkov 
 
Zakon o varstvu podatkov posameznikom omogoča dostop do osebnih podatkov, ki 
jih javni organi ali organizacije hranijo o njih. Zakon zahteva, da organizacije in javni 
organi, ki razpolagajo z osebnimi podatki, ravnajo v skladu z osmimi načeli. Zakon 
določa, da morajo biti podatki pošteno in zakonito obdelani, predelani za omejene 
namene, primerni, ustrezni in ne pretirani, točni in aţurni, da se morajo hraniti toliko 
časa, kot je to potrebno, in ne dlje, da se obdelujejo v skladu s pravicami 
posameznika, da se ne prenesejo izven drţave brez zaščite ter da so zaščiteni in 
varni. 
 
Bistvena in najpomembnejša pooblastila Informacijskega pooblaščenca v Veliki 
Britaniji so preverjanje in izvedba presoje, ali organizacije delujejo v skladu z 
določbami in načeli Zakona o varstvu podatkov, izdajanje obvestil organizacijam s 
katerimi jih poziva, da v določenem časovnem obdobju posredujejo informacije o 
posameznikih, ki se nahajajo v evidenci organizacije, v primeru kršitve pa jih poziva 
naj sprejmejo določene ukrepe, s katerimi bodo kršitve odpravljene. Informacijski 
pooblaščenec izdaja tudi ukrepe zoper tiste, ki so storili kaznivo dejanje na podlagi 
tega zakona, izvaja revizijo, s katero presodi, ali organizacije delujejo v skladu z 
določbami zakona, ter na ta način spodbuja dobro prakso ter letno poroča 
parlamentu o svojem delu s področja varstva podatkov (United Kingdom Parliament). 
Pristojnosti Informacijskega pooblaščenca na področju dostopa do informacij 
 
Freedom of Information Act daje posameznikom pravico do dostopa do informacij, ki 
izhajajo iz delovnega področja več kot 100.000 javnih organov v Veliki Britaniji. 
Informacijski pooblaščenec ima na podlagi tega zakona pooblastila za dajanje 
navodil o postopkih, vezanih na ta zakon, predvsem glede odgovorov organov na 
zahteve posameznikov. Poleg tega se njegova pooblastila nanašajo tudi na 
odločanje o pritoţbah posameznikov, katerim je bila pravica do dostopa do 
zahtevanih informacij kršena. Na podlagi prijave pooblaščenec poda oceno o 
zakonitosti delovanja javnih organov. Kadar Informacijski pooblaščenec ugotovi 
nepravilnosti delovanja javnih organov, je pooblaščen za izdajanje ukrepov zoper 
njih. Informacijski pooblaščenec skrbi tudi za spodbujanje dobre prakse predvsem s 
strani javnih organov ter jih na ta način poziva, da opravljajo svoje naloge in 
spoštujejo določbe tega zakona. Informacijski pooblaščenec odobri javnim organom 
objavo sheme in jim svetuje pri nadaljnjem postopku. Pooblaščenec v okviru svojih 
pooblastil organom izdaja priporočila, s katerimi določa ukrepe, ki bi jih organi morali 
sprejeti in se po njih ravnati, da bi zagotovili skladnost ravnanja z zakonom (United 
Kingdom Parliament).  
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5 POSTOPKI NA PODROČJU VARSTVA OSEBNIH PODATKOV IN 
DOSTOPA DO INFORMACIJ 
 
 
5.1 POSTOPKI V SLOVENIJI 
 
Postopek pred Informacijskim pooblaščencem je podrobneje urejen v četrtem 
poglavju ZInfP, ki določa procesne posebnosti dostopa do informacij javnega značaja 
ter skupne značilnosti pristojnosti Informacijskega pooblaščenca na področju dostopa 
do informacij javnega značaja ter varstva osebnih podatkov.  
 
Zakon v četrtem delu opredeljuje pravico Informacijskega pooblaščenca, da od 
uradne osebe organa zahteva posredovanje dokumentov, zadeve, dosjeja, registra, 
evidence ali dokumentarnega gradiva, s katerimi razpolaga in jih je od organa 
zahteval prosilec. V okviru te pravice lahko Informacijski pooblaščenec zahteva tudi 
vpogled v davčne podatke ter vse tajne podatke brez dovoljenja za dostop.  
 
Takšna pristojnost izhaja iz osmega člena Zakona o splošnem upravnem postopku, 
ki opredeljuje načelo materialne resnice. To določa da je v postopku treba ugotoviti 
vsa potrebna dejstva, ki so potrebna za zakonito in pravilno odločbo.  
 
V primeru, da je organ prosilcu zavrnil dostop do informacij javnega značaja in se je 
prosilec pritoţil na pooblaščenca, ki ugotovi ali sumi, da organ razpolaga z 
zahtevanimi informacijami, ima Informacijski pooblaščenec na podlagi zakona 
pooblastilo, da opravi inšpekcijski nadzor pri organu prve stopnje (po Pirc Musar et 
al., 2006, str. 50 in 51). 
 
Na podlagi 19. člena ZIN ima nadzornik Informacijskega pooblaščenca naslednja 
pooblastila:  
 pregledati prostore, objekte, naprave, delovna sredstva, napeljave, predmete, 
snovi, poslovne knjige, pogodbe, listine in druge dokumente, poslovanje in 
dokumentacijo drţavnih organov, gospodarskih druţb, zavodov ter drugih 
organizacij, skupnosti ter zasebnikov;  
 vstopiti na parcele fizičnih in pravnih oseb;  
 pregledati poslovne knjige, pogodbe, listine in druge dokumente ter poslovanje 
in dokumentacijo, kadar se vodijo in hranijo na elektronskem mediju ter 
zahtevati izdelavo njihove pisne oblike, ki mora verodostojno potrjevati 
elektronsko obliko; 
 zaslišati stranke in priče v upravnem postopku, 
 pregledati listine, s katerimi se ugotovi istovetnost oseb; 
 brezplačno pridobiti in uporabljati osebne in druge podatke iz uradnih evidenc 
in drugih zbirk podatkov, ki se nanašajo na zavezanca in ki so potrebni za 
izvedbo inšpekcijskega nadzora; 
 brezplačno vzeti vzorce blaga in opraviti preiskave vzetih vzorcev; 
 brezplačno vzeti vzorce materialov in opreme za potrebe preiskav;  
 fotografirati ali posneti na drug nosilec vizualnih podatkov osebe, prostore, 
objekte, postroje, napeljave in druge predmete;  
 reproducirati listine, avdiovizualne zapise in druge dokumente; 
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 zaseči predmete, dokumente in vzorce v zavarovanje dokazov;  
 opraviti druga dejanja v namen inšpekcijskega nadzora. 
 
V postopku, ki ga izvaja Informacijski pooblaščenec, velja izjema glede toţbe v 
upravnem postopku, ki ne zadrţi izvršitve odločbe. ZInfP organu nalaga dolţnost, da 
prosilcu na podlagi odločbe Informacijskega pooblaščenca posreduje zahtevan 
dokument, zadevo, dosje, evidenco ali dokumentarno gradivo le, če organ zoper 
Informacijskega pooblaščenca ni sproţil upravnega spora. V primeru sproţitve 
upravnega spora velja, da v zadevah dostopa do informacij javnega značaja organ 
zadrţi izvršitev odločbe Informacijskega pooblaščenca.  
 
Posebej je urejeno tudi področje izvajanja procesnega dejanja, kjer pooblaščenec 
presodi, da bo izvedel procesno dejanje brez navzočnosti strank ali osebe, ki ima v 
postopku enake pravice kot stranka. Takšno procesno dejanje je opredeljeno po 
zakonu kot in camera. Tak institut pride v poštev le, ko je pred dokončno odločitvijo 
Informacijskega pooblaščenca stranki treba preprečiti dostop do zahtevane 
informacije.  
 
Zakon o splošnem upravnem postopku v 82. členu določa pravico posameznika do 
pregleda dokumenta zadeve in da na svoje stroške prepiše ali preslika potrebne 
dokumente v fizični ali elektronski obliki. Pregledovanje, prepisovanje in preslikovanje 
dokumentov nadzoruje določena uradna oseba ali pa poteka v informacijskem 
sistemu organa ali v informacijskem sistemu za sprejem vlog, vročanje in 
obveščanje, pri čemer stranka svojo istovetnost dokaţe s svojim kvalificiranim 
potrdilom za elektronski podpis. Pri tej pravici prav tako obstaja izjema po ZInfP, kjer 
je izključena moţnost pregleda zahtevanega dokumenta, iz katerega bi se dalo 
razbrati vsebino informacije. Ta pravica je izključena vse do pravnomočnosti odločbe 
Informacijskega pooblaščenca, iz česar izhaja, da mora preteči 30 dni za sproţitev 
upravnega spora, oziroma da mora na prvi stopnji odločiti upravno sodišče oziroma 
na drugi stopnji vrhovno sodišče.  
 
Skupne značilnosti dostopa do informacij javnega značaja in varstva osebnih 
podatkov se kaţejo predvsem skozi pristojnosti Informacijskega pooblaščenca v 
zvezi s predpisi. Informacijski pooblaščenec ima namreč pravico, da na ustavno 
sodišče vloţi zahtevo za presojo ustavnosti in zakonitosti zakonov, splošnih aktov ter 
drugih predpisov, kadar nastane vprašanje ustavnosti in zakonitosti teh predpisov v 
zvezi z izvajanjem pooblastil Informacijskega pooblaščenca (po Pirc Musar et. al., 
2006, str. 51–53). 
 
Informacijski pooblaščenec vodi upravne in prekrškovne postopke. V okviru upravnih 
postopkov na prvi stopnji s področja varstva osebnih podatkov izdaja odločbe po 
ZVOP-1 na podlagi ugotovljenih dejstev inšpekcijskega nadzora, kjer uporablja 
ZVOP-1, podrejeno ZIN ter nazadnje ZUP. V okviru upravnih postopkov na podlagi 
ZVOP-1 izdaja določena dovoljenja, predvsem glede povezovanja javnih evidenc. 
Upravni postopek pred Informacijskim pooblaščencem pa teče tudi na področju 
dostopa do informacij javnega značaja, ko na drugi stopnji odloča o pritoţbah 
prosilcev, kadar jim je prvostopenjski organ zavrnil dostop do zahtevanih informacij. 
V okviru tega postopka pa pooblaščenec uporablja ZDIJZ ter subsidiarno ZUP. 
Prekrškovni postopek pred Informacijskim pooblaščencem teče na področju varstva 
osebnih podatkov, kjer inšpektor na podlagi ugotovljenih dejstev vodi inšpekcijski 
 53 
nadzor. V prekrškovnem postopku gre prav tako za subsidiarno rabo predpisov, kjer 
se najprej uporabi ZVOP-1, nato ZIN, ZP-1 ter zadnji ZUP.  
 
 
5.1.1 Postopki na področju dostopa do informacij javnega značaja  
 
Postopek se začne z vloţitvijo zahteve s strani posameznika, naslovljeno na organ. Z 
vlogo posameznik od organa zahteva posredovanje informacij javnega značaja. 
Informacija ima status javnega značaja, kadar gre za  takšno, ki izhaja iz delovnega 
področja organa, ta pa mora z njo razpolagati ter biti v materializirani obliki.  
 
Posameznik torej vloţi zahtevo, ki je v ustni ali pisni obliki. Ustna zahteva se ne šteje 
za vlogo v upravnem postopku v smislu zakona, ki ureja upravni postopek, kar 
pomeni, da prosilec na podlagi zahteve nima pravice do pravnega varstva pri 
pooblaščencu. Ustna vloga pa je dopustna in izvršljiva brez teţav takrat, kadar organ 
ne bo uporabil delnega dostopa ali zahteve v celoti zavrgel ali zavrnil, temveč bo 
dokument v celoti posredoval prosilcu. Če prosilec zahteva dostop do informacije 
javnega značaja z ustno zahtevo, mu je organ dolţan omogočiti dostop do 
informacije javnega značaja, razen če gre za podatke iz 6. člena tega zakona. Če 
organ zahtevi ugodi, prosilcu nemudoma omogoči seznanitev z vsebino zahtevane 
informacije tako, da mu jo da na vpogled ali da mu zagotovi njen prepis, fotokopijo ali 
elektronski zapis. Če prosilec zahteva, da se mu da informacija na vpogled, mu je 
organ dolţan omogočiti vpogled tako, da ima prosilec dovolj časa, da se seznani z 
njeno vsebino (ZDIJZ, 14. člen). 
 
Pisno zahtevo za dostop do informacije javnega značaja vloţi prosilec pri organu, za 
katerega meni, da razpolaga z njo. Za vloţitev zahteve iz prejšnjega odstavka v 
elektronski obliki se uporabljajo določbe zakona, ki ureja elektronsko poslovanje in 
podpis (16. člen ZDIJZ). 
 
Pisna zahteva mora vsebovati predpisano vsebino: 
 navedbo organa, na katerega se zahteva nanaša;  
 podatke o prosilcu: osebno ime, ime podjetja ali pravne osebe, navedba 
morebitnega zastopnika ali pooblaščenca ter naslov prosilca oziroma 
njegovega morebitnega zastopnika ali pooblaščenca;  
 navedbo informacije, s katero se ţeli prosilec seznaniti;  
 navedbo, na kakšen način se ţeli seznaniti z vsebino zahtevane informacije 
(vpogled, prepis, fotokopija, elektronski zapis). 
 
Če je zahteva nepopolna ali nerazumljiva in je organ ne more obravnavati, mora 
prosilca pozvati, da jo v roku, ki ne sme biti krajši od treh dni, dopolni oziroma 
popravi. Uradna oseba pa je pri tem dolţna prosilcu nuditi ustrezno pomoč. Prosilcu 
ni treba pravno utemeljiti zahteve ali izrecno označiti, da gre za zahtevo za dostop do 
informacije javnega značaja (ZDIJZ, 17. člen). 
 
Če prosilec zahteve ne dopolni v predpisanem roku ali če zahteva tudi po dopolnitvi 
ne izpolnjuje pogojev in je zato organ ne more obravnavati, organ zahtevo zavrţe 
(19. člen ZDIJZ). 
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Če organ, ki je prejel zahtevo, ne razpolaga z zahtevano informacije, mora 
nemudoma, najpozneje pa v roku treh delovnih dni od dneva prejema odstopiti 
zahtevo organu, ki je glede na vsebino pristojen za njeno reševanje, in o tem 
obvestiti prosilca. Kadar organ ne ve, kdo je odgovoren, izda sklep o zavrnitvi 
zahteve, zoper tega pa ima posameznik pravico do pritoţbe. Postopek z zahtevo za 
dostop do informacije javnega značaja ali ponovno uporabo v skladu z določbami 
zakona, ki ureja splošni upravni postopek, v organu vodi in o njem odloča predstojnik 
ali uradna oseba (ZDIJZ, 20. in 21. člen). 
 
Organ po prejeti vlogi obravnava zahtevo posameznika, v kateri odloči, ali bo 
zahtevane informacije posredoval ali bo zahtevo zavrnil. Organ lahko zahtevo 
posameznika zavrne in izda odločbo le v primeru, kadar z zahtevanimi informacijami 
ne razpolaga in jih nima v posesti ter kadar posameznik zahteva informacije, ki so po 
tem zakonu opredeljene kot izjeme. Pri nerazkritju informacij prevlada javni interes 
nad interesom posameznika. Tako je na primer javni interes za nerazkritje zelo 
močan pri zaščiti drţavne varnosti in vzdrţevanju dobrih mednarodnih odnosov. V 
teh primerih se pretehtajo moţni negativni in pozitivni učinki razkritja informacij. V 
nekaterih primerih pa je pri odločanju treba upoštevati tudi druge dejavnike, na primer 
varovanje drugih človekovih pravic, posebno vprašanje so tudi primeri, v katerih 
lahko razkritje vpliva na učinkovitost preiskovalnih dejanj (Informacijski 
pooblaščenec).  
 
Organ mora odločiti v predpisanem roku, to je dvajset delovnih dni od dneva prejema 
popolne zahteve. Rok se lahko v izjemnih okoliščinah podaljša za največ trideset 
delovnih dni. Razlog za podaljšanje roka je predvsem kompleksnost in številčnost 
zahtevanih dokumentov. Pri podaljšanju roka mora organ najpozneje v petnajstih 
delovnih dneh pred iztekom dvajsetdnevnega roka izdati sklep z obrazloţitvijo 
razlogov za podaljšanje in ga vročiti prosilcu. Zoper za sklep ni dovoljena pritoţba (po 
Priročniku IP, 2006, str. 19).  
 
Ko organ odloči v korist posameznika ter zahtevi ugodi, o tem naredi uradni 
zaznamek. Zoper negativno odločitev organa pa ima posameznik pravico do 
pritoţbe, ki jo naslovi na organ, ki je zahtevo zavrnil, ter na Informacijskega 
pooblaščenca, kadar je organ v molku. Posameznik vloţi pritoţbo, kadar mu je organ 
zavrnil dostop, kadar je organ izdal zavrnilno odločbo, kadar je organ v molku, se 
pravi, ko ni odločil v zahtevanem roku dvajsetih delovnih dni, ali če ni odločil v 
podaljšanem roku, to je petdeset delovnih dni. Prav tako se posameznik lahko pritoţi, 
če ni dobil zahtevane informacije v zahtevani obliki.   
 
Posameznik ima pravico do vloţitve pritoţbe petnajst dni od vročitve odločbe organa. 
V primeru molka organa pa petnajst dni, ko bi moral organ odločiti. Posameznik 
pritoţbo vloţi pisno ali ustno na zapisnik. O pritoţbi v celoti odloča Informacijski 
pooblaščenec kot drugostopenjski organ, postopek s pritoţbo pa se v celoti izvaja na 
podlagi Zakona o splošnem upravnem postopku.  
 
Če je pritoţba dovoljena in je organ zaradi utemeljenih razlogov ne zavrţe, organ 
druge stopnje vzame zadevo v reševanje. Ta preizkusi odločbo v delu, kjer jo 
pritoţnik izpodbija, po uradni dolţnosti pa preveri, ali je prišlo v postopku na prvi 
stopnji do napak v postopku in s tem do bistvenih napak postopka ter kršitve 
materialnega zakona. Organ druge stopnje pritoţbo zavrne, kadar ugotovi, da v 
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postopku na prvi stopnji ni prišlo do kršitev, da je odločba pravilna ter da je pritoţba 
neutemeljena. Organ prav tako pritoţbo zavrne, kadar je ugotovil, da je v postopku 
na prvi stopnji prišlo do nepravilnosti, vendar te ne vplivajo na končno odločitev. 
Kadar organ ugotovi, da je izrek odločbe prve stopnje zakonit, vendar obrazloţen z 
napačnimi razlogi, nadalje v svoji drugostopenjski odločbi navede pravilne razloge ter 
pritoţbo zavrne (po ZUP, 247. in 248. člen). 
 
V pritoţbenem postopku je organ vezan na pritoţbo glede obsega izpodbijanja 
upravne odločbe prve stopnje. Tako organ druge stopnje preskusi odločbo tistega 
dela izreka ki ga pritoţnik izpodbija. Stranka se lahko pritoţi samo glede 
nezakonitosti izreka odločbe. Če je stranka z izrekom odločbe nezadovoljna ter se ne 
strinja z razlogi za odločitev, ki so navedeni v obrazloţitvi odločbe, ne more vloţiti 
pritoţbe, saj obrazloţitev ne posega v njene pravice ali pravne koristi (po Jerovšku 
et. al., 2005, str. 677 in 678).  
 
Kadar drugostopenjski organ ugotovi, da je v postopku prve stopnje prišlo do 
nepravilnosti, lahko odločbo izreče za nično, prav tako izreče za ničen tisti del 
postopka, ki je bil opravljen po tem, ko je bila ugotovljena nepravilnost. Odločba se 
izreče za nično, kadar:  
 je bila izdana v upravnem postopku v zadevi iz sodne pristojnosti ali v stvari, v 
kateri sploh ni mogoče odločati v upravnem postopku;  
 bi s svojo izvršitvijo lahko povzročila kakšno dejanje, ki je kaznivo po 
kazenskem zakonu; 
 je sploh ni mogoče izvršiti;  
 jo je izdal organ brez zahteve stranke (128. člen tega zakona), pa stranka 
pozneje ni izrecno ali molče v to privolila; 
 je bila izdana kot posledica prisiljenja, izsiljevanja, posebnega primera 
izsiljevanja, pritiska ali drugega nedovoljenega dejanja;  
 je taka nepravilnost, ki je po kakšni posebni zakonski določbi razlog za ničnost 
(po ZUP, 249. in 279. člen).  
 
Na podlagi 250. člena Zakona o splošnem upravnem postopku je organ dolţan 
odločbo odpraviti in jo vrniti v ponovno odločanje pristojnemu organu, kadar ugotovi, 
da je odločbo na prvi stopnji izdal nepristojen organ.  
 
Kadar organ druge stopnje ugotovi, da so bila v postopku na prvi stopnji ugotovljena 
nepopolna ali zmotna dejstva, da je prišlo do bistvenih kršitev postopka, da je izrek 
odločbe nejasen ali neskladen z obrazloţitvijo postopek dopolni in odpravi 
nepravilnosti. V primeru, da organ druge stopnje ugotovi, da bi morala biti zadeva 
rešena drugače, odpravi odločbo prve stopnje in zadevo reši sam. Kadar pa organ 
ugotovi, da bi bilo bolj ekonomično in hitreje rešiti zadevo s strani organa prve 
stopnje, pošlje zadevo nazaj na organ prve stopnje v ponovno odločanje, v takem 
primeru mora organ druge stopnje pozvati prvostopenjskega, glede česa je potrebno 
postopek dopolniti ter ponovno odločiti najkasneje v tridesetih dneh od prejema 
zahteve ter izdati novo odločbo, zoper katero ima stranka pravico do pritoţbe (po 
ZUP, 251. člen). 
 
Med pooblastila organa druge stopnje sodi, da sam odloči o sporni zadevi ter tako 
dokončno zaključi postopek. S tem namenom ima tudi pooblastilo, da dopolni 
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postopek ter odpravi pomanjkljivosti, če oceni, da je bil postopek na prvi stopnji 
pomanjkljiv, ker: 
 so bila v prvostopenjskem postopku ugotovljena nepopolna ali zmotna dejstva;  
 je prišlo v postopku do bistvenih kršitev pravil postopka;  
 je izrek odločbe nejasen ali v nasprotju z obrazloţitvijo.  
 
Navedene pomanjkljivosti lahko odpravi drugostopenjski organ sam ali pa pozove 
organa prve stopnje. Kadar bo organ druge stopnje ugotovil, da je bil izrek 
prvostopenjske odločbe nezakonit, spremeni izdano odločbo ter sam reši zadevo. V 
takem primeru bo organ druge stopnje pritoţbi ugodil ter odpravil odločbo prve 
stopnje ter v izreku odločil o pravici ali obveznosti stranke. Organ druge stopnje ima 
prav tako pooblastilo ne samo da odločbo prve stopnje odpravi, temveč tudi sam 
istočasno odloči o zadevi. Ker se zaradi tega sam postopek zavleče, saj predvideva 
izdajo nove prvostopenjske odločbe, zoper katero ima stranka zopet pravico do 
pritoţbe je to pooblastilo dopustno le v izjemnih primerih. Do takšnega ravnanja pride 
le, kadar organ druge stopnje spozna, da bo pomanjkljivosti postopka bolj 
ekonomično odpravil organ na prvi stopnji. Z ZUP je bila uvedena omejitev 
pooblastila organa prve stopnje, velja namreč, če je zoper drugostopenjsko odločbo, 
s katero je bila odpravljena prvostopenjska odločba, vloţena toţba v upravnem 
sporu, lahko organ prve stopnje nadaljuje upravni postopek po pravnomočnosti 
sodbe. V takšnem primeru bo organ prve stopnje izdal novo odločbo šele v tridesetih 
dneh od pravnomočnosti sodne odločitve (po Jerovšku et. al., 2005, str, 682–686). 
 
Če drugostopenjski organ ugotovi, da so v prvostopenjski odločbi dokazi napačno 
presojeni in bi bil na podlagi takšnih dokazov izdan napačen sklep glede dejanskega 
stanja ali da je bil napačno uporabljen predpis, na podlagi katerega je bilo odločeno, 
ali če spozna, da bi bilo treba izdati drugačno odločbo, odpravi odločbo ter zadevo 
reši sam, s svojo odločbo. Kadar pa drugostopenjski organ ugotovi, da je bila 
odločba pravilna ter da je mogoče dejansko stanje doseči tudi z drugimi sredstvi, ki 
so bolj ugodni za stranko, spremeni odločbo prve stopnje (po ZUP, 252. člen). 
 
Organ druge stopnje mora v svojem postopku ter z izdajo odločbe ravnati tako, da 
odloči v korist pritoţnika, kadar s tem ne posega v pravice drugih. V obrazloţitvi 
odločbe druge stopnje morajo biti navedene tudi vse pritoţbene navedbe.  
 
Če se je stranka pritoţila zato, ker o njeni zahtevi organ prve stopnje ni izdal odločbe, 
zahteva organ druge stopnje od prvega organa naj mu sporoči, zakaj odločbe ni 
pravočasno izdal. Če spozna, da odločba iz opravičenih razlogov oziroma iz 
razlogov, ki so na strani stranke, ni bila pravočasno izdana, podaljša organu prve 
stopnje rok za odločbo za toliko časa, kolikor je trajal razlog za zamudo, vendar ne 
več kot za en mesec. Če razlogi, zaradi katerih odločba ni bila pravočasno izdana, 
niso opravičeni, zahteva organ druge stopnje, naj mu organ prve stopnje pošlje 
dokumente zadeve. Če lahko organ druge stopnje reši zadevo izda svojo odločbo, če 
to ni izvedljivo, pa postopek opravi sam ter s svojo odločbo reši zadevo. Le 
izjemoma, če spozna, da bo postopek hitreje in bolj ekonomično izvedel organ prve 
stopnje, mu delo preda z zahtevo, da v določenem roku vrne zbrane podatke, da 
lahko sam zaključi zadevo. Taka odločba je dokončna (po ZUP, 254 in 255. člen). 
 
Postopek Informacijskega pooblaščenca torej večinoma teče na podlagi ZUP. Poleg 
tega velja, da če organ kljub pozivu in odločbi Informacijskega pooblaščenca ne 
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posreduje zahtevanih informacij ima nadalje Informacijski pooblaščenec moţnosti, da 
oglobi uradno osebo organa, da sproţi izvršbo, ki teče po Zakonu o splošnem 
upravnem postopku. 
 
Z izvršbo se prisili zavezanca, da izpolni denarno ali nedenarno obveznost, ker je 
prostovoljno ni izpolnil. Izvršujejo se odločbe, ki nalagajo določeno obveznost, 
storitev ali dajatev, plačilo ali opustitev, ne izvršujejo pa se tiste o pravicah ter pravnih 
koristih. Izvršba se lahko začne le, kadar obstaja izvršilni naslov, to sta odločba, 
sklep, ter kadar je izvršilni naslov izvršljiv. Izvršbo lahko predlaga stranka oziroma 
nasprotna stranka, torej oseba, v korist katere naj se izvršba opravi, ali drţavni organ 
po uradni dolţnosti, kadar se izvršba opravlja v javno korist (po Jerovšku, 2007, str. 
156 in 157). 
 
Poznamo dve vrsti izvršbe, in sicer upravno ter sodno Informacijski pooblaščenec 
opravlja upravno izvršbo. Izvršbo opravlja na podlagi določb ZUP-a. Kot upravna 
izvršba se lahko opravi izvršba odločbe, ki se glasi na nedenarno obveznost ali 
izvršbo odločbe na izpolnitev denarne obveznosti. Informacijski pooblaščenec izvaja 
postopke v zvezi z nedenarno izvršbo. Izvršba se začne z vročitvijo sklepa o izvršbi 
prvostopenjskemu organu, oziroma organu, ki je zavrnil dostop do zahtevanih 
informacij, sklep se izda v tridesetih dneh od izvršljivosti odločbe. Zoper ta sklep je 
dovoljena pritoţba, ki ne zadrţi izvršitve, vloţi jo lahko vsak, v katerega pravice in 
pravne koristi izvršba posega. Kot način izvršbe odločbe za nedenarne obveznosti se 
lahko odredi izvršba po drugih osebah ali izvršba s prisilitvijo. Izvršba po drugih 
osebah se odredi s sklepom, kadar lahko obveznost namesto zavezanca izpolni kdo 
drug na stroške zavezanca. Glede izvršbe s prisilo pa poznamo izvršbo z denarnim 
kaznovanjem ter izvršbo s fizično prisilo. Kadar izvršba po drugi osebi ni mogoča, se 
odredi izvršbo z denarno kaznijo, ki jo mora zavezanec v roku plačati, če tega ne 
stori, njegova obveznost ni izpolnjena. V takšen primeru se po preteku roka za 
izpolnitev obveznosti pošlje sklep v izterjavo davčnemu uradu. Kadar pa izvršba z 
denarnim kaznovanjem ni učinkovita, se izvede izvršba s fizično prisilitvijo (po 
Jerovšku, 2007, str. 156–158). 
 
Zoper upravne akte je na podlagi 157. člena Ustave RS zagotovljeno sodno varstvo v 
upravnem sporu. Sodišče, pristojno za odločanje v upravnem sporu, je Upravno 
sodišče RS, ki odloča na prvi stopnji, drugostopenjsko sodišče pa je vrhovno  
oziroma revizijsko sodišče.  
 
Spor se začne v vloţitvijo toţbe ali drugega pravnega sredstva v tridesetih dneh od 
vročitve dokončnega upravnega akta. S toţbo se lahko zahteva odpravo ali 
spremembo upravnega akta, izdajo oziroma vročitev upravnega akta ali odpravo 
kršitev človekovih pravic in temeljnih svoboščin.  
 
Upravni akt se sme izpodbijati, če v postopku za izdajo upravnega akta zakon, na 
zakon oprt predpis ali drug predpis, akt, izdan za izvrševanje javnih pooblastil, ni bil 
uporabljen ali pa je bil uporabljen nepravilno. Kadar se v postopku pred izdajo 
upravnega akta ni ravnalo po pravilih in je to vplivalo na zakonitost oziroma pravilnost 
odločitve, če dejansko stanje ni bilo pravilno ugotovljeno ali če je bilo na podlagi 
ugotovljenih dejstev napravljen napačen sklep o dejanskem stanju se prav tako lahko 
sproţi upravni spor. Upravni akt se prav tako sme izpodbijati v upravnem sporu, 
kadar se izreče za ničnega. 
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Toţba na upravno sodišče se lahko vloţi tudi zaradi molka drugostopenjskega 
organa. Toţba se vloţi, kadar drugostopenjski organ v dveh mesecih ali v krajšem, 
predpisanem roku ne izda odločbe o pritoţbi stranke zoper prvostopenjsko odločbo 
in če je tudi na novo zahtevo ne izda v nadaljnjih sedmih dneh. Poleg tega lahko 
toţnik vloţi toţbo, kadar prvostopenjski organ ne izda odločbe v predpisanem roku, 
zoper katero ni pritoţbe. Kadar organ na prvi stopnji ne izda odločbe, zoper katero je 
dopustna pritoţba v dveh mesecih, ima stranka pravico, da se s svojo zahtevo obrne 
na drugostopenjski organ, ki je v takšnem primeru pristojen za odločanje (po 
Jerovšku, 2007, str. 183–186). 
 
Sodišče odloči v upravnem sporu o toţbi oziroma drugem pravnem sredstvu s sodbo, 
o vprašanjih, ki se tičejo postopka, pa s sklepom. S sodbo odloči, kadar toţbo zavrne 
kot neutemeljeno, če se toţbi ugodi in se izpodbijani upravni akt odpravi, kadar odloči 
o sporu polne juridikcije meritorno o pravici ali obveznosti, kadar se toţniku povrnejo 
odvzete stvari ali nastala škoda, če vrhovno sodišče pritoţbo ali revizijo 
prvostopenjske sodne odločbe zavrne kot neutemeljeno, kadar vrhovno sodišče 
spremeni prvostopenjsko sodbo v pritoţbenem postopku ter kadar vrhovno sodišče 
ugodi reviziji zaradi zmotne uporabe materialnega prava in spremeni izpodbijano 
sodbo. S sklepom pa sodišče odloči, kadar se toţba zavrţe, ker ne izpolnjuje 
procesnih predpostavk, kadar upravno ali vrhovno sodišče izreče upravni akt za 
ničen, če vrhovno sodišče zavrţe toţbo, ker ne izpolnjuje procesnih predpostavk, če 
vrhovno sodišče zavrţe ali razveljavi sodbo prvostopenjskega sodišča zaradi 
bistvenih kršitev pravil postopka, kadar se ugodi reviziji in se sodba sodišča razveljavi 
ter vrne zadevo v novo sojenje, če zavrţe predlog za obnovo postopka ali če jo 
dovoli.  
 
Kadar stranka v postopku ni zadovoljna z odločitvijo sodišča, če misli, da sta sodba 
ali sklep formalno ali materialno nezakonita, ima moţnost vloţiti tri pravna sredstva. 
Na podlagi Zakona o upravnem sporu (Uradni list RS, št. 105/2007, ZUS-1) poznamo 
pritoţbo kot redno pravno sredstvo, ki jo je mogoče uporabiti do nastopa 
pravnomočnosti sodbe ali sklepa sodišča, ter revizijo in obnovo postopka, ki pa se 
prav tako lahko uporabita šele zoper pravnomočno sodno odločitvijo (po Jerovšku, 
2007, str. 202). 
 
Po pravnomočnosti upravnega akta je dovoljena še pritoţba na ustavno sodišče, pod 
pogojem, da je stranka predhodno ţe uporabila vsa pravna sredstva in da lahko v 
pritoţbi navede, da ji je s pravnomočnim upravnim aktom kršena, odvzeta, omejena 
ali prizadeta kakšna ustavna pravica ali svoboščina. Ustavna pritoţba se lahko vloţi 
zaradi kršitve človekove pravice ali temeljne svoboščine, zoper posamični akt, s 
katerim je drţavni organ, organ lokalne skupnosti ali nosilec javnih pooblastil odločil o 
pravici, obveznosti ali pravni koristi fizične ali pravne osebe, pod pogoji, ki jih določa 
ZUstS. Ustavna pritoţba se vloţi zoper pravnomočno odločitev sodišča, s katero je 
bil končan upravni spor. Vloţiti jo je treba pisno v šestdesetih dneh od vročitve 
posamičnega akta, zoper katerega je mogoča ustavna pritoţba.  
 
Stranka, ki je zoper upravni akt izčrpala vsa pravna sredstva v Republiki Sloveniji, 
lahko vloţi še pritoţbo na Evropsko sodišče za človekove pravice v Strasbourgu, 
kadar meni, da ji je s pravnomočnim aktom kršena kakšna pravica iz Konvencije o 
varstvu človekovih pravic in temeljnih svoboščin (po Jerovšku, 2007, str 214 in 215). 
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Vir: Priročnik IP, 2006, str. 21. 
 
Slika nam prikazuje postopek od vloţitve posameznikove zahteve po posredovanju 
zahtevane informacije do izdaje odločbe, s katero organ odloči in s tem posamezniku 
posreduje zahtevano informacijo.  
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Postopki v letu 2008 na področju dostopa do informacij javnega značaja 
 
Informacijski pooblaščenec je v letu 2008 izdal 129 odločb. V 32 primerih je pritoţbi 
ugodil ter rešil zadevo v korist prosilcev, v 47 primerih je pritoţbo zavrnil, v 37 
primerih je dostop do informacije delno odobril, v desetih primerih je zadevo vrnil v 
ponovno odločanje prvostopenjskemu organu, v dveh primerih je pritoţbo zavrgel, v 
enem primeru pa je prvostopenjsko odločbo razglasil za nično.  
 
 
Slika 4: Odločitve Informacijskega pooblaščenca glede prejetih pritoţb 
 
 
Vir: Letno poročilo IP (2008, str. 10). 
 
Pritoţbe prosilcev so se v 57 primerih nanašale na ministrstva ter organe v sestavi 
ministrstev, 25 pritoţb je bilo zoper javne sklade, zavode, agencije in druge osebe 
javnega prava, 18 prosilcev je vloţilo pritoţbo zoper upravne enote ali občine, 14 
zoper odločitve sodišča in vrhovno drţavno toţilstvo, 9 pritoţb se je nanašalo na 
izobraţevalne ustanove, ena na zdravstveno ustanovo ter ena pritoţba zoper Varuha 
človekovih pravic. Štiri pritoţbe so se nanašale zoper osebe zasebnega prava, za 
katere je bilo ugotovljeno, da niso zavezanci po ZDIJZ. 
 
Informacijski pooblaščenec je v letu 2008 prejel 259 pritoţb zoper molka organa. V 
221 primerih so zavezanci po pozivu Informacijskega pooblaščenca dostop do 
zahtevane informacije odobrili. V ostalih primerih pa dostopa niso dovolili, zato so 
zavezanci ponovno vloţili pritoţbo na Informacijskega pooblaščenca, ki je postopek 
končal z odločbo.  
 
Pritoţba zoper odločbo Informacijskega pooblaščenca ni dovoljena, moţno pa je 
sproţiti upravni spor. Leta 2008 je bilo zoper odločbe Informacijskega pooblaščenca 
vloţenih 18 toţb.  
 
Sodišče je leta 2008 izdalo skupaj 28 sodb glede toţb, ki so bile vloţene zoper 
odločbe Informacijskega pooblaščenca. V 22 primerih se je toţbam ugodilo, odločba 
se je nato odpravila ter zadeva vrnila v ponovno odločanje Informacijskemu 
pooblaščencu. V enem primeru se je toţbi delno odobrilo, štiri pa je upravno sodišče 
zavrnilo.  
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Vrhovno sodišče pa je leta 2008 odločalo v dveh primerih, ko je bila zoper odločitev 
upravnega sodišča vloţena revizija. Sodišče je pritoţbi zavrnilo ter potrdilo 
izpodbijani sodbi (po letnem poročilu IP 2008, str. 8–12). 
 
 
5.1.2 Postopki na področju varstva osebnih podatkov 
 
Informacijski pooblaščenec je drţavni nadzorni organ na področju varstva osebnih 
podatkov. V okviru svojih pooblastil izvaja inšpekcijski nadzor nad izvajanjem Zakona 
o varstvu osebnih podatkov ter drugih predpisov s tega področja. Informacijski 
pooblaščenec na področju varstva osebnih podatkov vodi inšpekcijski postopek, ki se 
izvaja na podlagi Zakona o inšpekcijskem nadzoru. Med najpomembnejše naloge 
pooblaščenca za zagotovitev varstva osebnih podatkov sodi zagotavljanje enotnega 
uresničevanja varstva osebnih podatkov ter sodelovanje z drugimi organi, predvsem 
ministrstvi pri pripravi predpisov s področja varstva osebnih podatkov (po priročniku 
IP, 2006, str. 23). 
 
Inšpekcijski nadzor je nadzor nad izvajanjem in spoštovanjem zakonov in predpisov, 
ureja ga Zakon o inšpekcijskem nadzoru. Inšpekcijski postopek pred Informacijskim 
pooblaščencem ureja primarno Zakon o varstvu osebnih podatkov, podrejeno Zakon 
o inšpekcijskem nadzoru ter podrejeno Zakon o splošnem upravnem postopku. Gre 
za subsidiarno razmerje med tremi predpisi (po Jerovšku in Kovačevi, 2008, str.163–
166). 
 
Obseg inšpekcijskega nadzora v postopku pred Informacijskim pooblaščencem je 
opredeljen v 51. členu ZVOP-1 in se nanaša na nadzor zakonitosti obdelave osebnih 
podatkov, nadzor ustreznosti ukrepov za zavarovanje osebnih podatkov, nadzor 
izvajanja določb zakona, ki ureja katalog zbirk osebnih podatkov, register zbirk 
osebnih podatkov in evidentiranje posredovanja osebnih podatkov posameznim 
uporabnikom osebnih podatkov ter nadzor nad izvajanjem določb zakona, ki 
opredeljuje iznos osebnih podatkov v trejo drţavo in njihovo posredovanje tujim 
uporabnikom osebnih podatkov. 
 
Inšpekcijski postopek se začne le po uradni dolţnosti. Postopek se začne na podlagi 
ugotovitev inšpektorja na področju, kjer opravlja inšpekcijski nadzor, ali pa na podlagi 
rednih nadzorov v okviru programa dela. Inšpekcijski postopek pa se prav tako lahko 
začne po uradni dolţnosti na podlagi prijav. V takšnem primeru na podlagi Zakona o 
inšpekcijskem nadzoru velja, da prijavitelj nima poloţaja stranke v postopku, stranka 
je samo zavezanec, zoper katerega je inšpekcijski postopek uveden. Prijavitelj je na 
podlagi zakona lahko le stranki udeleţenec, vendar samo ob pogoju, da je s kršitvijo 
zavezanca oškodovan pravni interes prijavitelja. Čeprav prijavitelj ni stranka v 
postopku, je inšpektor dolţan o svojih ukrepih in ugotovitvah pisno obvestiti 
prijavitelja. Za začetek postopka se šteje dan, ko je inšpektor naredil prvo procesno 
dejanje (po Jerovšku in Kovačevi, 2008, str. 176–178). 
 
Inšpektorji vodijo skrajšane in posebne ugotovitvene postopke, pri čemer velja, da se 
skrajšani postopek vodi le, kadar gre za nujne ukrepe v javnem interesu. V 
nasprotnem primeru steče posebni ugotovitveni postopek, v okviru katerega lahko 
inšpektor opravi različna procesna dejanja, kot so zaslišanje priče, ogled, ustna 
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obravnava in podobno, pri čemer inšpektorji uporabljajo vsa dokazna sredstva, ki so 
določena na podlagi Zakona o splošnem upravnem postopku. Inšpektor v postopku 
samostojno opravlja naloge nadzora, v celoti vodi inšpekcijski postopek, vodi hitri 
prekrškovni postopek ter samostojno izdaja sklepe, odločbe ter druge akte v 
inšpekcijskem upravnem in prekrškovnem postopku (po Jerovšku in Kovačevi, 2008, 
str. 178). 
 
Pri opravljanju inšpekcijskega nadzora je inšpektor na podlagi 53. člena Zakona o 
varstvu osebnih podatkov upravičen do pregleda dokumentacije, ki se nanaša na 
obdelavo osebnih podatkov, ne glede na njeno zaupnost ali tajnost, ter iznos osebnih 
podatkov v tretjo drţavo in posredovanje tujim uporabnikom osebnih podatkov, 
pregleda vsebine zbirk osebnih podatkov, ne glede na njihovo zaupnost ali tajnost in 
katalogov zbirk osebnih podatkov, pregleda dokumentacije in aktov, ki urejajo 
zavarovanje osebnih podatkov, pregleda prostorov, v katerih se obdelujejo osebni 
podatki, računalniške in druge opreme ter tehnične dokumentacije. Prav tako mora 
preverjati ukrepe in postopke za zavarovanje osebnih podatkov ter njihovo izvajanje, 
izvajati druge pristojnosti, določene z zakonom, ki ureja inšpekcijski nadzor, ter 
zakonom, ki ureja splošni upravni postopek, ter opravljati druge zadeve, določene z 
zakonom.  
 
Inšpekcijski postopek se zaključi z izdajo sklepa o ustavitvi postopka ali z odločbo. Z 
odločbo inšpektor odredi, da se nepravilnosti ali pomanjkljivosti, ki jih ugotovi, 
odpravijo na način in v roku, ki ga sam določi. Odredi tudi prepoved obdelave 
osebnih podatkov osebam javnega ali zasebnega sektorja, ki niso zagotovile ali ne 
izvajajo ukrepov in postopkov za zavarovanje osebnih podatkov, odredi prepoved 
obdelave osebnih podatkov ter anonimiziranje, blokiranje, brisanje ali uničenje 
osebnih podatkov, kadar ugotovi, da se osebni podatki obdelujejo v nasprotju z 
določbami zakona, odredi prepoved iznosa osebnih podatkov v tretjo drţavo ali 
njihovega posredovanja tujim uporabnikom osebnih podatkov, če se iznašajo ali 
posredujejo v nasprotju z določbami zakona ali obvezujoče mednarodne pogodbe, 
ter odredi druge ukrepe, določene z zakonom, ki ureja inšpekcijski nadzor, ter 
zakonom, ki ureja splošni upravni postopek.  
 
Zgoraj navedenih ukrepov pa inšpektor ne more odrediti zoper osebo, ki v 
elektronskem komunikacijskem omreţju opravlja storitve prenosa podatkov, vključno 
z začasnim shranjevanjem podatkov in drugimi delovanji v zvezi s podatki, ki so 
preteţno ali v celoti v funkciji opravljanja ali olajšanja prenosa podatkov po omreţjih, 
če ta oseba sama nima interesa, povezanega z vsebino teh podatkov, in če ne gre 
za osebo, ki lahko sama ali skupaj z omejenim krogom z njo povezanih oseb 
učinkovito nadzoruje dostop do teh podatkov. Kadar nadzornik pri inšpekcijskem 
nadzoru ugotovi, da obstaja sum storitve kaznivega dejanja ali prekrška, poda 
kazensko ovadbo oziroma izvede postopke v skladu zakonom, ki ureja prekrške (po 
ZVOP-1, 54. člen). 
 
Inšpektor lahko na podlagi ugotovitev iz inšpekcijskega postopka odredi ukrepe na 
podlagi Zakona o prekrških (Uradni list RS, št. 7/2003, 86/2004, 23/2005, 44/2005, 
55/2005, 40/2006, 51/2006, 70/2006, 115/2006, 3/2007, 17/2008, 21/2008, 76/2008, 
v nadaljevanju ZP-1), kadar obstaja sum storitve kaznivega dejanja. Za ugotovljeni 
prekršek lahko prekrškovni organ v skladu z 53. členom ZP-1 izreče opozorilo, če je 
storjen prekršek neznatnega pomena in kadar pooblaščena urada oseba oceni, da je 
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glede na dejanje opozorilo zadosten ukrep. Kadar je storjen teţji prekršek, pa 
prekrškovni organ izda odločbo o prekršku, s katero izreče sankcijo, bodisi opomin 
bodisi globo.  
 
Inšpektor lahko na podlagi Zakona o prekrških predpiše globo. Zakon o prekrških v 
17. členu določa, da se z zakonom ali uredbo Vlade Republike Slovenije predpiše 
globa v razponu za posameznika od 40 do 1.200 evrov, za pravno osebo, 
samostojnega podjetnika posameznika in posameznika, ki samostojno opravlja 
dejavnost, od 400 do 125.000 evrov ter za odgovorno osebo pravne osebe ali 
odgovorno osebo samostojnega podjetnika posameznika ali odgovorno osebo 
posameznika, ki samostojno opravlja dejavnost, in za odgovorno osebo v drţavnem 
organu ali v samoupravni lokalni skupnosti od 40 do 4.100 evrov. Globe, plačane za 
prekrške, so prihodek drţave oziroma samoupravne lokalne skupnosti, če so plačane 
za prekrške, ki jih je pravnomočno izrekel prekrškovni organ te samoupravne lokalne 
skupnosti, ki je za odločanje o prekrških pooblaščen z zakonom, s katerim so 
določeni ti prekrški. Kadar se v postopku izreče globa, mora inšpektor v odločbi 
določiti tudi rok za plačilo globe. Rok ne sme biti krajši od osmih dni in ne daljši od 
treh mesecev. Če globa presega trikratni znesek najniţje določene globe, lahko 
storilec do preteka roka plačila zaprosi za plačilo globe v obrokih. V primeru, da 
inšpektor odobri plačilo globe v obrokih, o tem izda sklep, s katerim določi način 
odplačila ter rok plačila, ki ne sme biti daljši od enega leta. Zoper tak sklep ni 
dovoljena pritoţba. Kadar storilec zamudi s plačilom, z dnem zamude zapadejo v 
plačilo še neplačani obroki (po ZP-1, 17. in 18. člen). 
 
Kadar storilec v predpisanem roku v celoti ali deloma ne poravna globe, se ga k 
plačilu prisili tako, da se mu določi uklonilni zapor, o čemer odloči sodišče. Uklonilni 
zapor se ne sme izreči za mladoletnega storilca, prav tako ne pred pravnomočnostjo 
sodbe oziroma odločbe o prekršku. Uklonilni zapor traja, dokler globa ni v celoti 
poravnana, vendar najdlje trideset dni, prav tako ne prekine izvršitve plačila globe. 
Storilec ima pravico, da do začetka izvrševanja uklonilnega zapora predlaga sodišču, 
da se plačilo globe nadomesti z opravljanjem določene naloge v splošno korist ali v 
korist samoupravne lokalne skupnosti. Obseg in vsebino nalog določi sodišče, 
opravljanje nalog pa raja od tri do največ trideset delovnih dni. Kadar storilec v celoti 
opravi naloge se uklonilni zapor ne izvrši, globa pa se ne izterja (po ZP-1, 19. člen). 
 
V primeru, da globa ni bila plačana in zoper storilca ni bil določen uklonilni zapor, se 
globa iztirja prisilno. Predlog za nadomestitev prisilne izterjave globe poda storilec, ki 
mu ni bil določen uklonilni zapor. Predlog poda najkasneje v osmih po preteku roka 
za plačilo globe. Kadar je bil uklonilni zapor izvršen, se rok za vloţitev predloga za 
nadomestitev prisilne izterjave šteje od dneva izvršitve uklonilnega zapora. Če 
pravna oseba ne plača globe v predpisanem roku, se globa izterja prisilno. Zakon 
lahko določi, da se storilcu, ki ne plača globe, ne izda ali ne podaljša dovoljenje v 
upravnem postopku ali ne izda potrdilo iz uradne evidence s tistega upravnega 
področja, na katerem je bil storjen prekršek. Tega ukrepa ni mogoče določiti za 
potrdila in druge listine o dejstvih, o katerih se vodijo uradne evidence na področju 
osebnih stanj (po ZP-1, 20. člen). 
 
Informacijski pooblaščenec je na podlagi 80. člena ZVOP-1 pristojen za vodenje 
upravnih postopkov za izdajo odločb o izvajanju biometrijskih ukrepov v zasebnem 
sektorju. Na podlagi prejete zahteve presodi namen vlagatelja, ki mora biti utemeljen 
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in podprt z dokazi. Na podlagi prejete zahteve izda bodisi pozitivno bodisi negativno 
odločbo. Pozitivno odločbo izda pravnim osebam, kjer je ugotovljeno, da je izvajanje 
biometrijskih ukrepov nujno za opravljanje dejavnosti, za varnost ljudi, premoţenja ali 
za varovanje osebnih podatkov ali poslovne skrivnosti. Negativna odločba pa se izda 
pravnim osebam, katerih razlogi za uvedbo biometrijskih ukrepov niso utemeljeni in bi 
uvedba biometrije posegla v zasebnost posameznikov (po letnem poročilu IP, 2008, 
str. 30 in 31).  
 
Informacijski pooblaščenec v okviru varstva osebnih podatkov na podlagi 49. člena 
ZVOP-1 daje pisna mnenja in priporočila. Tako je v sedmem in osmem odstavku 
omenjenega člena zapisano, da drţavni nadzorni organ daje neobvezna mnenja, 
pojasnila in stališča o vprašanjih s področja varstva osebnih podatkov in jih objavlja 
na spletni strani ali na drug primeren način ter pripravlja in daje neobvezna navodila 
in priporočila glede varstva osebnih podatkov na posameznem področju. 
Informacijski pooblaščenec je leta 2008 prejel 853 prošenj za podajo pisnega 
pojasnila ali mnenja v zvezi s konkretnimi vprašanji, od tega se jih je največ nanašalo 
na delovna razmerja (101), zdravstvene osebne podatke (82), sodne, upravne in 
policijske postopke (60), telekomunikacije in elektronsko pošto (52), katerim sledijo 
še video- in avdionadzor svetovni splet, posredovanje osebnih podatkov med 
upravljavci, šolstvo in vrtci, bančništvo, pridobivanje osebnih podatkov iz zbirk, 
zavarovanje osebnih podatkov ter vpogled v lastne osebne podatke (po letnem 
poročilu IP, 2008, str. 28 in 27). 
 
Postopki v letu 2008 na področju varstva osebnih podatkov 
 
Informacijski pooblaščenec je leta 2008 skupaj vodil 635 zadev zaradi suma kršitev 
ZVOP-1. Od tega je bilo 256 kršitev v javnem in 379 kršitev v zasebnem sektorju. 
Informacijski pooblaščenec je zaradi suma kršitve določb ZVOP-1 zoper pravne 
osebe javnega sektorja prejel skupaj 192 prijav. Iz 40 prijav je bilo razvidno, da 
dejanje ne pomeni kršitve zakona. 5 prijav pa je pooblaščenec odstopil pristojnim 
institucijam. Na podlagi prijav je bilo uvedenih 152 inšpekcijskih postopkov, od tega 
64 po uradni dolţnosti. V okviru inšpekcijskih postopkov sta bila opravljena 102 
inšpekcijska pregleda. Za odpravo nepravilnosti so inšpektorji v letu 2008 izrekli 18 
opozoril ter 26 odločb, od tega so bile 4 iz leta 2007. Izdanih je bilo 138 sklepov o 
ustavitvi postopka, od tega 37 sklepov zoper postopke, uvedene v letu 2007. Sklep o 
ustavitvi postopka se izda, kadar so zavezanci na podlagi opozorila inšpektorja ali na 
podlagi odločbe nepravilnosti odpravili ter o tem obvestili inšpektorja.  
 
Informacijski pooblaščenec je v letu 2008 prejel 310 prijav zoper zasebni sektor. V 63 
primerih so bili prijavitelji obveščeni, da inšpekcijski postopek ne bo uveden, v 9 
primerih pa je prijavo posredoval v obravnavo pristojnim institucijam. Na podlagi 
prejetih prijav je bilo uvedenih 247 inšpekcijskih nadzorov, 69 postopkov je bilo 
uvedenih po uradni dolţnosti. V zasebnem sektorju je bilo skupaj opravljenih 173 
inšpekcijskih pregledov. Na podlagi ugotovljenih nepravilnosti je bilo izrečenih 37 
opozoril, 35 izdanih odločb, od teh je bilo 8 odločb iz zadev iz leta 2007 ter 210 
sklepov o ustavitvi, od tega 67 takih, ki so bili začeti še v letu 2007.  
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Tako v javnem, kot tudi v zasebnem sektorju je bilo ugotovljenih največ nepravilnosti 
na podlagi nezakonitega zbiranja oziroma zahtevanja osebnih podatkov. V javnem 
sektorju je bilo takšnih nepravilnosti 62, v zasebnem 121.  
 
Na podlagi ugotovljenih prekrškov je Informacijski pooblaščenec izdal 40 opozoril, od 
tega tri iz postopka, uvedenega v letu 2007, 131 odločb o prekršku, od tega 103 
opomine, 28 glob ter tri plačilne naloge. Kršitelji so zoper odločbe zahtevali sodno 
varstvo v 19 primerih, od tega 10 zoper globe ter 9 zoper opomine (po letnem 
poročilu IP 2008, str. 25–28). 
 
 
5.2 POSTOPKI V VELIKI BRITANIJI  
 
 
5.2.1 Postopki na področju dostopa do informacij 
 
Zakon o svobodi informacij daje posameznikom pravico do pritoţbe zoper javni 
organ, kadar:  
 organ ni zagotovil informacij, ki jih je posameznik zahteva; 
 organ ni seznanil prosilca s tem, ali razpolaga z zahtevanimi informacijami;  
 se organ ni odzval na zahtevo prosilca v predpisanem roku dvajsetih delovnih 
dni; 
 organ ni prosilcu zagotovil svetovanja in pomoči; 
 organ ni posredoval prosilcu podatkov v zahtevani obliki; 
 organ ni ustrezno obrazloţil razlogov za zavrnitev zahteve; 
 je bila zahteva zavrnjena iz neupravičenih razlogov.  
 
Organ je dolţan posredovati vse podatke, ki so vsebovani v shemi. Shema je javno 
oznanilo in je objavljena na spletni strani organa ali na oglasni deski, ki določa, s 
katerimi podatki in informacijami organ razpolaga. Objavo in vsebino sheme mora 
odobriti Informacijski pooblaščenec. Na podlagi objavljene sheme so posamezniki 
seznanjeni, s katerimi podatki razpolaga organ.  
 
Posameznik, ki mu je bila vloga za posredovanje informacij zavrnjena na podlagi 
zgoraj naštetih razlogov ima pravico do pritoţbe, ki jo naslovi na Informacijskega 
pooblaščenca. Preden pa poda pritoţbo na Informacijskega pooblaščenca, mora 
ponovno pozvati organ in od njega zahtevati, da še enkrat odloči o zadevi. V primeru 
ponovne negativne odločitve ima prosilec pravico do vloţitve pritoţbe na 
Informacijskega pooblaščenca, pritoţbo pa mora vloţiti najkasneje v dveh mesecih 
od odločitve organa. Posameznik lahko vloţi pritoţbo po pošti ali v elektronski obliki, 
po elektronski pošti. V pritoţbi mora navesti svoje ime, priimek, naslov, morebitnega 
zastopnika ali pooblaščenca, organ, zoper katerega se pritoţba nanaša, uradno 
osebo organa, navedbo razlogov za zavrnitev zahteve, dokazila o zavrnitvi zahteve 
ter dokazila o vloţitvi vloge za posredovanje informacij (Information Commissioner´s 
Office). 
 
Informacijski pooblaščenec prejeto pritoţbo pogleda ter presodi, ali je organ pravilno 
ravnal z vlogo posameznika, ali je prišlo v postopku do napak ter ali je organ odločil v 
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predpisanem roku. Kadar Informacijski pooblaščenec ugotovi, da je organ ravnal 
nepravilno z vlogo prosilca, da je dostop do zahtevanih informacij neupravičeno 
zavrnil, o tem obvesti organ in ga pozove, da posreduje zahtevane informacije, kar 
stori z izdajo odločbe. O odločitvi pooblaščenca je obveščen tudi prosilec. Kadar 
Informacijski pooblaščenec za odločitev potrebuje dodatna dokazila, o tem obvesti 
prosilca ter ga pozove, da zahtevane dokumente posreduje pooblaščencu. V odločbi 
Informacijski pooblaščenec navede tudi pravico do pritoţbe zoper odločbo na 
Informacijski tribunal.  
 
Na Informacijski tribunal oziroma Informacijsko razsodišče se lahko pritoţi prosilec 
zoper odločbo Informacijskega pooblaščenca. Informacijski tribunal je sodišče, ki 
obravnava pritoţbe zoper negativne določitve Informacijskega pooblaščenca, ki 
izhajajo iz pooblastil, ki jih ima pooblaščenec na podlagi Zakona o svobodi informacij, 
Zakona o varstvu podatkov, Uredbe o okoljskih podatkih ter Uredbe o zasebnosti in 
elektronskih komunikacijah (Information Tribunal).  
 
Posameznik, ki mu je bila izdana odločba s strani Informacijskega pooblaščenca, s 
katero se ne strinja, se mora na Informacijski tribunal pritoţiti najkasneje v 
osemindvajsetih dneh od prejema odločbe. Informacijski tribunal pri tem dopušča 
izjemo glede zamude roka, vendar morajo biti razlogi za zamudo trdni in utemeljeni. 
Informacijski tribunal v času obravnave pritoţbe poziva Informacijskega 
pooblaščenca, da posreduje vso dokumentacijo, ki se nanaša na pritoţnika.  
 
Informacijski tribunal zagotavlja tistim posameznikom, ki se zastopajo sami, pravno 
pomoč in svetovanje. Na podlagi pritoţbe začne Informacijski tribunal postopek 
ugotavljanja stanja in preučevanja vseh prejetih dokumentov, tako s strani pritoţnika 
kot tudi s strani Informacijskega pooblaščenca. Gre za postopek zbiranja dokazov, pri 
čemer lahko tribunal pokliče na zaslišanje bodisi pritoţnika bodisi Informacijskega 
pooblaščenca (Information Tribunal). 
 
Na podlagi ugotovitev in zbranih dokazov se začne zaslišanje v sodni dvorani. 
Informacijski tribunal je dolţan najkasneje v štirinajstih dneh pred obravnavo obvestiti 
tako pritoţnika kot tudi Informacijskega pooblaščenca o začetku postopka pred 
sodiščem. Na obravnavi sodelujejo dva člana sodišča, predsednik sodišča, 
Informacijski pooblaščenec ali njegov pravni zastopnik,  pritoţnik ter morebitne druge 
stranke v postopku. 
 
Na podlagi obravnave in dokazov po zaključku zaslišanja vseh strank v postopku 
sodišče odloči. Odločitev sodišča prejmejo stranke po pošti ali po elektronski pošti. 
Zoper določitev Informacijskega tribunala se lahko posameznik in Informacijski 
pooblaščenec nadalje pritoţita na višje sodišče (Information Tribunal).  
 
Informacijski pooblaščenec ni dolţan formalno ukrepati zoper organ, kadar od 
prosilca ni dobil dovolj informacij in podatkov, ki utemeljujejo pritoţbo, ter kadar 
pooblaščenec dobi informacije, ki niso dovolj jasne in ustrezne za odločitev. V 
takšnem primeru je Informacijski pooblaščenec dolţan pozvati prosilca, da pritoţbo 
dopolni, popravi ter posreduje podatke, dokumente in informacije, ki so potrebne za 
začetek postopka zoper organ. Prav tako Informacijski pooblaščenec ni dolţan 
nadalje ukrepati, kadar prosilec ni vloţil pritoţbe v predpisanem roku.  
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Postopek se zaključi, ko je Informacijski pooblaščenec seznanjen z dejstvom, da se 
je organ odzval na njegov poziv in v predpisanem roku odpravil nepravilnosti. Organ 
je torej posredoval zahtevane informacije, nudil pomoč in svetovanje prosilcu ter 
posredoval informacije v zahtevani obliki in odločil v dvajsetih delovnih dneh. V 
primeru, da je prišlo do napake v postopku in je bila napaka s strani organa 
odpravljena, Informacijski pooblaščenec preventivno pozove organ in mu svetuje, 
kako mora ravnati v prihodnje, predvsem glede svetovanja in pomoči prosilcev ter 
glede odločanja o zadevi v predpisanem roku. O zaključku postopka je s strani 
Informacijskega pooblaščenca obveščen tudi prosilec (Information Commissioner´s 
Office).  
 
V primeru, ko se organ ne odziva na poziv Informacijskega pooblaščenca in tudi na 
podlagi izdane odločbe pooblaščenca ne posreduje zahtevanih informacij, ki jih je 
ţelel pridobiti prosilec, Informacijski pooblaščenec vloţi toţbo na višje sodišče ali na 






























Vir: Po Smith, str. 71, 2004 
 
Slika prikazuje postopek s področja dostopa do informacij javnega značaja, od 
vloţitve zahteve posameznika do vloţitve pritoţbe na Informacijski tribunal ter 
nadalje na sodišče.   
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5.2.2 Postopki na področju varstva podatkov 
 
Vsi tisti, ki zbirajo in uporabljajo osebne podatke, so dolţni na podlagi Zakona o 
varstvu podatkov spoštovati in uresničevati pravila dobre prakse za ravnanje s 
podatki, temeljna načela Zakona o varstvu osebnih podatkov ter zakon v celoti. 
Zakon določa, da se posamezniki lahko pritoţijo na Informacijskega pooblaščenca, 
kadar so jim kršene pravice. Pravico do pritoţbe imajo, kadar:  
 organizacija, ki zbira osebne podatke o posamezniku, zavrne vpogled in 
dostop do teh podatkov; 
 organizacija osebne podatke o posamezniku razkrije neupravičeno, brez 
soglasja posameznika ter brez ustrezne varnosti;  
 kadar so podatki o posamezniku neustrezni, prekomerni, netočni ali zastareli;  
 kadar se hranijo dlje časa, kot je to potrebno. 
 
Preden se posameznik pritoţi na Informacijskega pooblaščenca, naj sam pozove 
organizacijo, da uredi ali popravi podatke. V primeru zavrnitve s strani organizacije 
pa se posameznik obrne na Informacijskega pooblaščenca.  
 
Posameznik lahko vloţi pritoţbo v elektronski ali v tiskani obliki. V pritoţbi mora 
navesti  svoje podatke (ime, priimek, naslov, telefonsko številko), zoper koga se ţeli 
pritoţiti, odnos z organizacijo ali osebo, zoper katero se pritoţuje, navesti mora 
podrobnosti o problemu, predvsem navedbo nepravilnosti, dokazila o kršitvi ter vso 
potrebno dokumentacijo, ki se nanaša na kršitev. Informacijski pooblaščenec ni 
dolţan sprejeti pritoţbe v obravnavo, kadar pritoţnik ne posreduje dokazov o kršitvi 
(Information Commissioner´s Office). 
 
Kadar Informacijski pooblaščenec na podlagi prijave ugotovi, da je organizacija ali 
posamezna oseba kršila zakon, vendar to ne predstavlja hujše kršitve, pozove 
organizacijo oziroma kršitelja, da v predpisanem roku nepravilnosti odpravi. Pri tem 
Informacijski pooblaščenec nudi pomoč in svetovanje kršitelju za ravnanje z osebnimi 
podatki, z namenom pravilnega ravnanja s podatki v prihodnosti.  
 
Ko kršitelj nepravilnosti odpravi, Informacijski pooblaščenec o tem obvesti prijavitelja. 
Cilj in namen Informacijskega pooblaščenca je predvsem seznaniti kršitelja o 
nepravilnosti ter ga pozvati o spremembi načina obdelav podatkov ter doseči, da 
napake ne po ponovil in bo v prihodnosti deloval v skladu z zakonom.  
 
Posameznik je v primeru zlorabe njegovih osebnih podatkov upravičen do 
odškodnine, vendar Informacijski pooblaščenec nima pooblastila za dodelitev le-te. 
Zahtevo za odškodnino mora tako podati na sodišče. 
 
V primeru, ko kršitelj na podlagi poziva Informacijskega pooblaščenca nepravilnosti 
ne odpravi, pa slednji izda izvršbo. Izvršba je formalni ukrep, ki je pravno zavezujoč 
za kršitelja (Information Commissioner´s Office).  
 
V izvršbi Informacijski pooblaščenec pozove kršitelja, da v predpisanem roku odpravi 
nepravilnosti. V izvršbi je tudi navedeno, katere nepravilnosti so bile odkrite ter katere 
ukrepe mora kršitelj sprejeti, da bodo nepravilnosti odpravljene. Informacijski 
pooblaščenec lahko od kršitelja zahteva, da na podlagi četrtega načela Zakona o 
varstvu podatkov izbriše, blokira, popravi ali uniči podatke, ki se ne obdelujejo in 
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hranijo v skladu z zakonom.  Ko kršitelj na podlagi izvršbe nepravilnosti odpravi in s 
tem zagotovi skladnost delovanja z načeli varstva podatkov, o tem obvesti 
Informacijskega pooblaščenca, ki postopek zaključi. O zaključku postopka mora biti 
obveščen tudi prijavitelj, ki je hkrati tudi seznanjen s pravico do pritoţbe zoper 
odločite Informacijskega pooblaščenca (po DPA, 40. člen).  
 
Oseba, ki ne upošteva izvršbe Informacijskega pooblaščenca, je kriva kaznivega 
dejanja. V takšnem primeru se zoper njo sproţi postopek s strani Informacijskega 
pooblaščenca na višjem  sodišču.  
 
Prijavitelj in kršitelj imata pravico do pritoţbe zoper odločitve Informacijskega 
pooblaščenca na Informacijski tribunal. Postopek pred tribunalom teče enako kot 
postopek na podlagi Zakona o svobodi informacij. Zoper odločitve tribunala pa ima 
tako prijavitelj kot tudi kršitelj pravico do pritoţbe na višje sodišče.  
 
V aprilu 2008 je Informacijski pooblaščenec Velike Britanije izvedel raziskavo, s 
katero je ţelel preveriti, ali Direktiva 95/46/ES še vedno zagotavlja učinkovito orodje 
za zagotavljanje varstva osebnih podatkov. Na splošno je bilo ugotovljeno, da je 
direktiva korak pred drugimi svetovnimi drţavami, vendar v takšni obliki, s takšnimi 
omejitvami in ukrepi ne bo več dolgo zadostovala za učinkovito izvajanje nadzora in 
zagotavljanja varstva zasebnosti. Informacijski pooblaščenec opozarja, da direktiva, 
glede na hiter razvoj tehnologije ne bo uspela slediti trendom globalizacije in s tem 






























Drţavni Zbor Republike Slovenije je na seji 30. novembra 2005 sprejel Zakon o 
Informacijskem pooblaščencu in s tem ustanovil nov, samostojen drţavni organ. 
Informacijski pooblaščenec je zdruţil Inšpektorat za varstvo podatkov ter 
Pooblaščenca za dostop do informacij javnega značaja v en organ. Informacijski 
pooblaščenec je funkcionar, imenovan s strani Drţavnega zbora na predlog 
predsednika republike za mandatno dobo pet let.  
 
Delovno področje Informacijskega pooblaščenca sega na področje varstva osebnih 
podatkov in dostopa do informacij javnega značaja, to sta dve področji, ki sta si med 
seboj popolnoma nasprotujoči vendar temeljni za zagotavljanje načel, ki jih poudarja 
sodobna demokracija.  
 
Kako pomembno je, da je v naši drţavi zagotovljen sistem varstva osebnih podatkov 
ter kakšne in kolikšne so naše pravice, izvedeti kaj vse počno drţavni in drugi organi, 
nam priča ţe slovenska ustava kot temeljni in najvišji pravni akt. 
 
Informacija javnega značaja oziroma pravica do dostopa do informacije javnega 
značaja ima neposredno podlago v 39. členu Ustave Republike Slovenije. Pravica 
vedeti, kot jo tudi imenujemo, omogoča vpogled v delovanje ne samo drţavnih 
organov, temveč tudi organov samoupravnih lokalnih skupnosti, javnih agencij, javnih 
skladov in drugih oseb javnega prava, nosilcev javnih pooblastil in izvajalcev javnih 
sluţb. Ta pravica je pravica vsakega drţavljana in je opredeljena v Zakonu o dostopu 
do informacij javnega značaja. 
 
Pravica do varstva zasebnosti je ustavno opredeljena v 38. členu, ki določa, da je 
zagotovljeno varstvo osebnih podatkov. Prepovedana je uporaba osebnih podatkov z 
namenom njihovega zbiranja. Zbiranje, obdelovanje, namen uporabe, nadzor in 
varstvo tajnosti osebnih podatkov določa zakon. Prav tako ima vsakdo pravico do 
seznanitve z osebnimi podatki, ki se nanašajo nanj, ter pravico do sodnega varstva 
ob njihovi zlorabi.  
 
Z odprtostjo informacij na eni strani ter nadziranjem in varovanjem zasebnosti na 
drugi strani Informacijski pooblaščenec zagotavlja uresničevanje obeh temeljnih 
človekovih pravic.  
 
Informacijski pooblaščenec je na področju dostopa do informacij javnega značaja 
prekrškovni organ, saj odloča o pritoţbah posameznikov, katerim je bil dostop do 
zahtevanih informacij onemogočen s strani organov, ki so zavezani spoštovati 
določbe Zakona o dostopu do informacij javnega značaja. Pritoţbeni postopek pred 
Informacijskim pooblaščencem v celoti teče na podlagi Zakona o splošnem 
upravnem postopku.   
 
Na področju varstva osebnih podatkov je Informacijski pooblaščenec drţavni 
nadzorni organ, ki z inšpekcijskimi nadzori in ukrepi zagotavlja uresničevanje pravice 
do varstva zasebnosti ter spoštovanje Zakona o varstvu osebnih podatkov. V primeru 
suma storitve kaznivega dejanje se inšpekcijski postopek prelevi v prekrškovnega.  
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Na uradu Informacijskega pooblaščenca ugotavljajo, da se zahteve za dostop do 
informacij javnega značaja iz leta v leto povečujejo, iz česar lahko sklepamo, da javni 
sektor postaja vedno bolj transparenten in odprt za javnost.  
 
Tudi na področju varstva osebnih podatkov se Informacijski pooblaščenec vsako leto 
srečuje z zahtevnejšimi in kompleksnejšimi primeri, pri čemer je največ takih, ki se 
nanašajo na varstvo zasebnosti in osebnih podatkov na delovnem mestu. Veliko 
pozornosti je zato namenjene ugotavljanju, kakšno zasebnost pričakuje delavec na 
delovnem mestu, predvsem glede uporabe elektronske pošte, sluţbenih telefonov in 
računalnikov, ki se uporabljajo tudi v zasebne namene.  
 
Informacijski pooblaščenec je v svojem letnem poročilu 2008 zapisal, da je prepričan, 
da Republika Slovenija na področju varstva osebnih podatkov ne zaostaja za drugimi 
evropskimi drţavami in se srečuje s podobnimi in primerljivimi primeri kot drugi 
Informacijski pooblaščenci. Nekatera področja varstva osebnih podatkov, ki izhajajo 
iz Direktive 95/46/ES ter zakonodaje večine evropskih drţav, so v slovenski 
zakonodaji celo bolje in podrobneje predstavljena in opredeljena. To velja zlasti za 
področje neposrednega trţenja, videonadzora, biometrije, evidentiranja vstopov v 
prostore in izstopov iz prostorov, povezovanja zbirk osebnih podatkov v uradne 
evidence in javne knjige ter strokovnega nadzora.  
 
Bistvene razlike med Informacijskim pooblaščencem Velike Britanije in Slovenije se 
kaţejo ţe v ustavni ureditvi delovnega področja tega organa. Slovenskemu 
Informacijskemu pooblaščencu so v ustavi namenjene tri določbe, ki dokazujejo, 
kako pomembni sta področje varstva osebnih podatkov ter odprtost delovanja javnih 
organov. V Veliki Britaniji pa se ustavna ureditev Informacijskega pooblaščenca kaţe 
zgolj preko Bill of Rights ali pravice do zasebnosti, vsa druga področja delovanja tega 
organa pa so določena in opredeljena zgolj z zakoni.  
 
Oba organa sta neodvisna in samostojna, kar določa ţe Direktiva 95/46, na podlagi 
katere mora biti drţavni nadzori organ za varstvo osebnih podatkov samostojen in 
neodvisen organ. Oba pooblaščenca sta ustanovljena za ohranitev pravice do 
informacij v javnem interesu, sta organa za spodbujanje odprtosti delovanja javnih 
organov ter skrbita za zaščito zasebnosti in osebnih podatkov, ki se nanašajo na 
določljive posameznike.  
 
Oba organa imata skupna dva zakona, in sicer za zakon, ki skrbi in zagotavlja 
varstvo osebnih podatkov, ter zakon, na podlagi katerega imajo vsi drţavljani pravico, 
da pridobijo informacije, s katerimi razpolagajo drţavni organi. Poleg tega imata oba 
pooblaščenca tudi pooblastila na podlagi zakona, ki ureja zasebnost in elektronske 
komunikacije. Razlikujeta pa se predvsem glede zakonske ureditve okolja. 
Informacijski pooblaščenec Velike Britanije namenja bistveno večjo pozornost temu, 
kajti ţe iz njegovih pooblastil izhaja, da njegovo delovno področje obsega tudi 
varstvo in zakonitost nad okoljskimi podatki. Slovenski Informacijski pooblaščenec pa 
ima pristojnosti le glede tistega dela Zakona o okolju, ki določa, da imajo 
posamezniki pravico pridobiti okoljske informacije.  
 
Poslanstvo obeh pooblaščencev se nanaša na ohranjanje pravice do informacij v 
javnem interesu, spodbujanje odprtosti delovanja javnih organov ter zagotavljanje 
pravice do zasebnosti posameznikov.  
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Razlike se kaţejo tudi glede organiziranosti samega organa, Informacijski 
pooblaščenec v Veliki Britaniji ima namreč organizacijsko strukturo bolj kompleksno 
in razvejano kot Informacijski pooblaščenec v Sloveniji. To je povsem razumljivo 
predvsem zaradi velikosti drţave. Informacijski pooblaščenec Velike Britanije je svoje 
delo organiziral z ustanovitvijo regionalnih pisarn, ki so posledica procesa 
decentralizacije. Svoje delo opravlja preko uradov, ki so ustanovljeni v Walesu, na 
Severnem Irskem ter na Škotskem. Pri škotskem uradu obstaja posebnost, da ima ta 
urad svoj Zakon o svobodi informacij ter Uredbo o varstvu okolja. Na tem področju je 
torej škotski Informacijski popolnoma ločen od preostalih uradov. Skupno jim je le 
odločanje na podlagi Zakona o varstvu podatkov. Informacijski pooblaščenec v 
Sloveniji pa deluje enotno, preko sektorja za varstvo osebnih podatkov, sektorja za 
področje dostopa do informacij javnega značaja ter preko strokovno-tehnične sluţbe.  
 
Pomembno je, da imamo organiziran organ, ki z odprtostjo informacij na eni strani ter 
nadziranjem in varovanjem osebnih podatkov na drugi strani tako pravnim kot tudi 
fizičnim osebam zagotavlja, da vsi drţavljani v vsej polnosti uţivamo svoje temeljne 
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SEZNAM UPORABLJENIH KRATIC 
 
 Nato – Severnoatlantska pogodbena zveza 
 
 SIT – Slovenski tolar 
 
 Itd. – In tako dalje 
 
 G8 – Skupina osmih ali forum, katerega predstavljajo predsedniki drţav ali 
predsedniki vlad najrazvitejših osmih drţav sveta 
 
 ZInfP – Zakon o informacijskem pooblaščencu 
 
 ZVOP-1 – Zakonom o varstvu osebnih podatkov 
 
 ZDIJZ – Zakon o dostopu do informacij javnega značaja 
 
 ZJU – Zakon o javnih usluţbencih 
 
 ZIN – Zakon o inšpekcijskem nadzoru 
 
 ZP-1 – Zakon o prekrških 
 
 ZUP – Zakon o splošnem upravnem postopku  
 
 ZEKom – Zakon o elektronskih komunikacijah 
 
 ZUstS – Zakon o Ustavnem sodišču  
 
 OZN – Organizacija Zdruţenih narodov 
 
 OFCOM – Organ za konkurenco in komunikacijske industrije v Zdruţenem 
kraljestvu 
 
 DPA – Data Protection Act 
 
 FOIA – Freedom of Information Act 
 
 FOISA – Freedom of Information Scotland Act 
 










SLOVAR TUJIH IZRAZOV 
 
 Schengen – Območje brez notranjih meja 
 
 Wales – Ena izmed drţav, ki sestavljajo Zdruţeno kraljestvo 
 
 Commonwealth – Ohlapna zveza neodvisnih drţav, povezanih s skupno 
zgodovino Zdruţenega kraljestva in preko njega med seboj 
 
 Hause of Commons – Spodnji dom parlamenta Velike Britanije 
 
 Hause of Lords – Zgornji dom parlamenta Britanije 
 
 Funt šterling – Nacionalna valuta v Veliki Britaniji 
 
 Common Law – Običajno pravo 
 
 Case Law – Odločbe angleških sodišč 
 
 Constitutional Conventions – Notranji predpisi in običaji parlamenta ter ustavni 
običaji 
 
 Bill of Rights – Pravica do zasebnosti 
 
 Data protection Act – Zakon o varstvu podatkov 
 
 Freedom of Information Act – Zakon o svobodi informacij 
 
 Freedom of Information Scotland Act – Škotski Zakon o svobodi informacij 
 
 Environmental Informational Regulations – Uredbe o okoljskih podatkih 
 
 The privacy and electronic communications – Uredba o zasebnosti in 
elektronskih komunikacijah.  
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