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MOTTO DAN PERSEMBAHAN 
 
MOTTO: 
- Kapan seseorang akan benar-benar mati? Saat seseorang tertembus peluru di 
jantungnya? Tidak. Saat seseorang mengidap penyakit paling mematikan? 
Tidak. Saat seseorang meminum sup jamur paling beracun? Tidak. Seseorang 
hanya akan benar-benar mati saat orang itu benar-benar telah dilupakan. 
(Dr. Hiluluk) 
 
- Semua jiwa manusia adalah abadi, namun jiwa manusia yang berbudi, abadi 




Penulis persembahkan tulisan sederhana ini kepada: 
1. Bapak dan Ibu tercinta, beserta seluruh keluarga besar yang selalu 
mendukung penulis dalam banyak hal. 
2. Teman-teman Teknik Informatika angkatan 2007 yang banyak 
menghabiskan waktu bersama penulis. 








Dengan ini saya menyatakan bahwa dalam skripsi ini tidak terdapat karya 
yang pernah diajukan untuk memperoleh gelar kesarjanaan di suatu Perguruan 
Tinggi, dan sepanjang pengetahuan saya juga tidak terdapat karya atau pendapat 
yang pernah ditulis atau diterbitkan oleh orang lain kecuali yang secara tertulis 
diacu dalam naskah ini dan disebutkan dalam daftar pustaka. 
Berikut ini saya sampaikan daftar kontribusi dalam penyusunan laporan 
skripsi ini: 
 
1. Pengaturan skema jaringan beserta alokasi IP Address yang digunakan dalam 
penelitian mengikuti aturan jaringan intranet PT. Powertel dan dilakukan oleh 
Mas Rofiq dan Mas Anwar, teknisi jaringan dari PT. Power Telecom cabang 
Solo. 
2. Tahap installasi dan konfigurasi Snort IDS dilakukan sendiri oleh penulis 
dengan mengikuti referensi yang disebutkan dalam daftar pustaka laporan 
skripsi. 
3. Persiapan peralatan penelitian dan langkah pengujian Snort IDS dilakukan 
penulis dengan dibantu oleh Dadik Wuryanto dan Murniati, partner penelitian 






Demikian pernyataan dan daftar kontribusi ini saya buat dengan 
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Sistem keamanan jaringan pada perusahaan Internet Service Provider 
(ISP) merupakan  faktor penting untuk menjamin stabilitas, integritas dan validitas 
data. Implementasi Intrusion Detection System berbasis Snort dapat menghemat 
biaya pengadaan software karena bersifat gratis dan cukup handal dalam 
mendeteksi serangan keamanan. 
Sistem IDS berbasis Snort dapat di-implementasikan pada sistem operasi 
FreeBSD yang banyak dipakai sebagai sistem operasi server di PT. Power 
Telecom cabang Solo. Pengaturan utama Snort terutama pada pengaturan jaringan 
dan rule Snort yang ada. Sebuah serangan dapat terdeteksi atau tidak oleh Snort 
IDS, tergantung dari ada atau tidaknya rule yang sesuai. Pengujian pada sistem 
IDS dilakukan dengan beberapa pola serangan untuk menguji kehandalan Snort 
dalam mendeteksi sebuah serangan terhadap sistem keamanan. 
Berdasarkan hasil pengujian sistem Snort IDS dengan port scan, tes virus, 
buffer overflow, SQL Injection, dan pengaksesan database, Snort dapat 
memberikan peringatan adanya serangan keamanan terhadap sistem jaringan. 
Hasil peringatan tersebut dapat digunakan sebagai acuan untuk menentukan 
kebijakan keamanan jaringan perusahaan. 
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