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1 Úvod 
Súčasnému IT začína kraľovať trojica marketingových slovíčiek, u ktorých sa občas trochu stráca ich 
pôvodný technický význam. Kým virtualizácia i cloud computing majú svoj technický význam, 
outsourcing sa drţí čisto v ekonomickej rovine. Práve táto trojica slov indikuje budúcnosť moderne 
pojatého IT a sluţieb s nim spojených. Cestou aby IT ako nevyhnutná súčasť kaţdého fungujúceho 
podniku, mala čo dočinenia s týmto moderným a funkčným pojatím, je práve dokument nazvaný 
informačná stratégia spoločnosti. Ako k tomuto dokumentu pristupovať z hľadiska modernej 
koncepcie a toho, ţe informačná stratégia nie je iba jednorazový dokument ale je to súbor neustále sa 
opakujúcich procesov, pravidiel, metrík, otázok a odpovedí. Je to aj zároveň dokument, ktorý 
v nemalej miere predikuje úspech či neúspech danej spoločnosti preto, ţe v dnešnej dobe akýkoľvek 
podnik musí rátať s nevyhnutnou podporou ICT1 a práve to ako k tomu nástroju pristúpi predurčí to či 
sa mu z neho stane funkčný nástroj poskytujúci výstupy k úspešnému rastu alebo čierna diera na 
finančné náklady spoločnosti.  
Česká republika ešte stále patrí medzi krajiny, kde je IT prevádzkované prevaţne tradične. 
Ekonomická kríza však spoločnosti donútila prehodnotiť svoje názory a zamyslieť sa nad 
zefektívnením nákladov. Práve jasné daná informačná stratégia by mala byť odrazovým mostíkom 
podniku k optimalizácii finančných nákladov a úspešnému rastu a v prípade, ţe tento dokument ráta 
s moderným vyuţitím konceptov, ako cloud computing, outsourcing či green IT je to dobré 
predurčenie na úspešný rast jak po technickej tak po ekonomickej a sociálnej stránke.  
Táto práca rozoberá práve informačnú stratégiu s vyuţitím súčasných trendov v riadení IT a do 
určitej miery ukazuje smer kam sa budú tieto technológie uberať. V práci sú najskôr rozobrané 
znalostné oblasti návrhu a riadenia moderného IT s vyuţitím rôznych foriem outsourcingu 
a cloudových stratégií. Ďalej sa práca zameriava na procesy znalostnej oblasti manaţmentu IT 
z pohľadu navrhovanej koncepcie a jej následnej aplikácie. Praktická časť práce sa venuje analýze 
a následnému vypracovaniu informačnej stratégie pre konkrétnu spoločnosť. Obsahom práce je 
podrobná analýza ICT z pohľadu efektívneho vyuţívania  IT prostriedkov,  informačného systému aţ 
po analýzu nedostatkov a ich následné odstránenie v rámci koncepcie informačnej stratégie 
spoločnosti. 
V texte sa vyskytuje celá rada odkazov na pouţitú literatúru, pričom články neboli preberané 
doslovne. Informácie z nich sú kombinované tak, aby zodpovedali forme diplomovej práce a 
dopomohli pochopeniu danej problematiky.  
                                                     
 
1
 ICT - (z anglického Information and Communication Technologies, taktieţ IKT, je označenie pre informačné 
a komunikačné technológie. Skratka zahŕňa všetky technológie pouţívané pre komunikáciu a prácu s 
informáciami.(12) 
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2 Cieľ práce, postupy a metódy 
spracovania 
Cieľom práce je zhodnotiť súčasný stav pouţívaného informačného systému spoločnosti a posúdenie 
celkovej koncepcie IT podniku. Na základe hodnotenia navrhnúť a implementovať nový moderný 
systém riadenia od hardwarovej platformy cez ERP aţ po CRM systém. A na záver popísať a 
zhodnotiť úspešnosť zavedenia novej stratégie do spoločnosti. 
Vytváraný systém by mal najmä zjednodušiť a zefektívniť zamestnancom a zákazníkom 
firmy prácu s prípadnými objednávkami, managementu poskytnúť relevantné informácie pre 
strategické rozhodovanie a v závere by mala stratégia objasniť smer budúceho vývoja. V práci sa 
rozoberá mnoho aktuálnych IT trendov ako je outsourcing, green IT či cloud computing. Práve 
vyuţitím týchto prístupov si kladie spoločnosť za cieľ stať sa na trhu dynamickejšia a príťaţlivejšia 
pre jej súčasných či eventuálnych zákazníkov. 
Na výskum efektívnosti a nedostatkov v stávajúcom IS/IT budú pouţité metódy vyvinuté 
Doc. Ing. Milošom Kochom CSc. na Fakulte podnikateľskej Vysokého učení technického v Brne. 
Jedná sa o metódu merania efektívnosti IS/IT a metódu HOS 8, vďaka ktorej zistíme slabé miesta 
systému, jeho celkovú úroveň a vyváţenosť. Obe metódy sú súčasťou benchmarkingového systému 
Zefis dostupného na adrese www.zefis.cz. 
Návrhová časť je zameraná na problém zistený pri analýze. V tejto časti vyuţijeme 
moderných princípov pri vyčleňovaní kritických aplikácii a inţinierske metódy v rámci optimalizácie 
informačných systémov či procesov s nimi súvisiacich. 
Záver práce je venovaný obecnému a ekonomickému zhrnutiu, rovnako aj dopadom stratégie 
na podnikateľský zámer spoločnosti. Práca si kladie za cieľ oboznámiť čitateľa s modernými 
prístupmi a trendmi v rámci IT stratégií za účelom dosiahnutia strategickej a konkurenčnej výhody na 
trhu oproti konkurencii. 
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3 Teoretické východiská práce 
Jedným z hlavných dôvodov neúspechov býva absencia, respektíve nedokonalé strategické riadenie 
IS / IT. Na tejto diagnóze sa zhoduje väčšina autorít  napríklad Cash, McFarlan, McKeney, Donovan, 
Earl, Ward . Bohuţiaľ, pre rad našich riadiacich pracovníkov je pojem "strategické riadenie IS / IT" 
stále hmlistými pojmom, prípadne záleţitosťou, ktorá stojí na okraji ich záujmu.(3) 
3.1 Informačná stratégia 
 
Informačná stratégia, v ďalšom texte IST, v našom poňatí je jednou z čiastkových stratégií, ktoré 
nadväzujú na globálnu stratégiu podniku (ďalšími čiastkovými stratégiami sú: finančná, personálná, 
marketingová, výrobná stratégia, atď. tak ako ukazuje Obrázok 1. IST predstavuje dlhodobú 
orientáciu podniku v oblasti informačných zdrojov, sluţieb a technológií. Jej cieľom je optimálna 
podpora cieľov podniku a podnikových procesov pomocou informačných technológií. Čo však moţno 
povaţovať za optimálnu podporu? Aké kritériá pouţívať pri výbere a návrhu vhodných IT a ich 
aplikácií? Aké ďalšie aktivity by malo zahŕňať riadenie IS / IT na strategickej úrovni? Na tieto a 
ďalšie otázky sa pokúsim sústrediť v teoretickej časti tejto práce. 
 
 
Obrázok 1: Informačná stratégia ako súčasť stratégie Globálnej (Zdroj 6) 
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3.1.1 Popis metodiky MDIS 
Metodika MDIS teda Multidimensional Development of Information System, je vyvíjaná od začiatku 
90 rokov na katedre informačných technológií VŠE. Slovenský názov je Metodický základ 
systémovej integrácie a propagátorom je Doc. Ing. Jiří Voříšek, Csc. Hlavným cieľom tejto 
metodológie je vývoj a údrţba komplexného integrovaného IS, ktorý optimálne podporuje podnikové 
ciele. Integrovaný systém je systém zloţený z komponent rôznych výrobcov, ktoré sú spolu efektívne 
prepojené a spolupracujú. Komplexný systém je systém podporujúci všetky významné podnikové 
procesy a pokrývajúce všetky úseky firmy. (3) 
 
Táto metóda je dnes uţ povaţovaná v určitej miere za zastaranú, pretoţe nezohľadňuje niektoré 
špecifické fakty hlavne zo sociálnej oblasti,  no stále je povaţovaná ako jedna zo základných metód 
pre širokospektrálne posúdenie stavu IT / IS. Základom metodológie MDIS je systémová integrácia, 
ktorá predstavuje prístup k vývoju a prevádzke IS tak, aby sa minimalizovali riziká spojené s 
vývojom a zavedením systému a tak aby sa maximalizovali efekty informačného systému. Cieľom 
integrácie je vytvorenie a údrţba integrovaného informačného systému, ktorý optimálne vyuţíva 
informačné technológie firmy k maximálnej podpore cieľov organizácie. Princípom systémovej 
integrácie je, ţe poţadované funkcie IS sú odvodené od podnikových cieľov a od potrieb 
podnikových procesov. 
 
Systémová integrácia je zrejmá najmä v týchto oblastiach: 
 Dátová integrácia - znamená prepojenie dátových základní rôznych aplikácií. 
 Integrácia funkcií - znamená prepojenie rôznych funkcií tak, aby pri vykonávaní akcie 
funkcie 1 bola aktivovaná funkcia 2, ktorá vykoná nadväzujúce akciu, alebo z funkcie 1 je 
priamo prístupná nasledujúca akcia, tj vzájomné volania funkcií rôznych aplikácií. 
 Integrácia pouţívateľských rozhraní rôznych aplikácií - teda zjednotenie princípov 
komunikácie aplikácií tak, aby komunikácia pouţívateľov s rôznymi aplikáciami bola zhodná 
a zaloţená na jednotnom vzhľade obrazoviek, nápoved, jednotnej manipulácie s oknami, 
zhodných funkčných klávesách a jednotnom pomenovanie objektov vyskytujúcich sa vo 
viacerých rôznych aplikáciách. 
 Integrácia hardwareových zariadení - teda vzájomné prepojenie hardwareových zariadení od 
rôznych výrobcov tak, aby tvorili jednotný celok a jednotnú podnikovú sieť. 
  
MDIS je metodológiou, ktorá sa odlišuje od ostatných tým, ţe nepredpisuje detailný postup 
jednotlivých krokov vývoja IS, ale zameriava sa skôr na opis, akým spôsobom pri vývoji uvaţovať. 
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Toto zameranie vyplýva z presvedčenia tvorcov o tom, ţe kaţdý projekt je špecifický svojím 
rozsahom, dobou riešenia, znalosťami uţívateľov a riešiteľov a tieţ pouţívanými technológiami. 
Preto je lepšie všeobecný pohľad na problém, neţ detailný návod postup, ktorý môţe byť  v 
špecifických podmienkach zavadzajúci. Táto charakteristika umoţňuje metodológiu MDIS 
prispôsobiť konkrétnemu projektu. Ďalšou odlišnosťou MDIS je riešenie vývoja IS na základe 
všetkých pohľadov, ktoré ovplyvňujú efektívnosť systému. Teda nezameriava sa len na pouţitie 
jedného hľadiska tvorby, ako sú dátové, funkčné, hardwarové alebo organizačné pohľady, ale snaţí sa 
ich vyuţiť súbeţne. 
  
3.1.2 Pojem strategického riadenia IS / IT  
Podkapitolu zaoberajúcou sa dôleţitosťou strategického riadenia IS / IT začnem príkladom dvoch 
hypotetických podnikov.  
 
Vrcholový management oboch podnikov je agilný a uvedomuje si význam IS / IT pre prosperitu firmy. 
Členovia vedenia majú zato, že ich podnikový informačný systém nie je na úrovni doby a že trpí 
radom neduhov. V podniku A situácii riešili najatím renomovanej konzultačnej firmy, ktorej podnik 
zadal vytvorenie informačnej stratégie. Konzultačná firma spracovala počas troch mesiacov kvalitný 
dokument. Výsledky svojej práce prezentovala vrcholovému manažmentu na spoločnej schôdzke. Tým 
jej práce pre podnik skončila. V podniku B sa rozhodli riešiť strategické riadenie IS / IT z vlastných 
zdrojov. Založili oddelenia strategického riadenia IS / IT a obsadili ho dvoma pracovníkmi z 
výpočtového strediska. V ich popise práce bolo okrem iného: riadenie podnikovej informatiky ako 
celku. Po dvanástich mesiacoch bola situácia v oboch podnikoch obdobná - nič sa nezmenilo. 
Naopak, ako by sa neduhy, charakteristické pre minulé obdobia, ešte prehĺbili. Kde sa stala 
chyba?(6) 
 
Strategické riadenie IS / IT nie je moţné redukovať na vypracovanie dokumentu s názvom 
"Informačná stratégia" alebo na vytvorenie podnikového útvaru "Strategické riadenie IS / IT". Ak 
zostane len pri týchto aktivitách, potom podnik investoval financie a čas svojich pracovníkov bez 
najmenšieho efektu. Strategické riadenie IS / IT je kontinuálny proces, ktorý musí budovať a neustále 
udrţiavať integritu IS / IT na piatich úrovniach.(6) 
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Obrázok 2: Päť úrovňová integrita IS/IT 
 
 integrácie víziou o IS / IT vo vrcholovom manaţmente 
 integrácia podniku s okolím 
 integrácia interných podnikových procesov 
 technologická integrácia (dátová, hardwarová, softwarová, uţívateľského rozhrania) 
 metodická integrácia 
 
Spoločným cieľom jednotlivých úrovní systémovej integrácie je dať informačnému systému a 
informačným technológiám "podnikateľskú hodnotu", ktorá sa prejaví v pridanej hodnote tovaru a 
sluţieb. Táto podnikateľská hodnota IS / IT musí byť najskôr  formulovaná víziou, ktorá dá zmysel a 
cieľ všetkým ďalším aktivitám.  
 
Úlohou strategického riadenia IS / IT teda je: 
 
 formulovať víziu, ciele a podnikateľské hodnoty budúceho stavu IS / IT 
 určiť cestu realizácie cieľového stavu 
 riadiť prechod od súčasného do cieľového stavu tak, aby bola neustále zachovaná integrita IS 
/ IT na všetkých uţ spomenutých úrovniach 
 
Na informačnú stratégiu sa potom môţeme pozerať ako na projekt všetkých IS / IT projektov v 
podniku. Informačná stratégia zadáva a koordinuje všetky informatické projekty - rovnako ako plán 
domu koordinuje prácu všetkých profesií podieľajúcich sa na stavbe domu. Ak neexistuje informačná 
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stratégia, potom sa jednotlivé informatické projekty v podniku vyvíjajú úplne nezávisle na sebe, čo 
často vedie k plýtvaniu s finančnými a ľudskými zdrojmi podniku. 
3.1.3 Konceptuálny model informačnej stratégie a jej 
štruktúra 
3.1.3.1 Konceptuálny model informačnej stratégie 
  
Strategické riadenie IS / IT a tvorba jeho hlavného výstupu - informačnej stratégie sú náročné 
činnosti, ktoré vyţadujú tím vysoko kvalifikovaných pracovníkov rôznych špecializácií. Aby bol 
ďalší výklad ľahšie pochopiteľný, uvediem na nasledujúcich obrázkoch konceptuálny model tvorby 
informačnej stratégie. 
 
 
Obrázok 3: Konceptuálny model tvorby IST (Zdroj 11) 
 
Obrázok je celkovým modelom tvorby informačnej stratégie. Z modelu je zrejmé, ţe tvorba IST sa 
skladá z troch hlavných skupín činností: 
 
1. popisu a hodnotenia súčasného stavu IS / IT, 
2. definície cieľového stavu IS / IT, 
3. návrhu moţných ciest transformácie súčasného stavu do stavu cieľového. 
 
 10 
 
 
 
Popis a hodnotenie súčasného stavu charakterizujú silné a slabé stránky súčasných IS / IT spoločnosti, 
určuje východiskový bod pre cestu za novým cieľom a umoţňuje tieţ odhadnúť náklady na 
transformáciu. Pre definovanie cieľového stavu sa vyuţíva osem kľúčových vstupných materiálov: 
 
1. analýza stavu IS / IT konkurencie.  
 predstavuje IS / IT niektorého z konkurentov strategickú výhodu? 
 v čom konkurencia v oblasti IS / IT zaostáva? 
 v priemere koľko investuje konkurencia do svojho IS / IT? 
 na akých produktoch má konkurencia postavený svoj IS / IT? 
 ktoré aplikácie konkurencia zvyčajne nerieši pomocou typového aplikačného softwareu, 
ale softwareom vyrobeným na mieru? 
 pre ktoré oblasti IS / IT vyuţíva konkurencia outsourcing? 
 
2. hodnotenie stavu IS / IT kľúčových obchodných partnerov a externých informačných 
zdrojov. Pri tejto analýze nás zaujímajú odpovede napríklad na tieto otázky: 
 predstavuje stav IS / IT niektorého z významných obchodných partnerov hrozbu / 
príleţitosť poţadovaných kooperačných aktivít? 
 predstavuje stav IS / IT nášho podniku hrozbu / príleţitosť poţadovaných kooperačných 
aktivít? 
 existujú moţnosti previazania logistických reťazcov nášho podniku s logistickými 
reťazcami významných dodávateľov a odberateľov? Akú pozitívnu úlohu pritom môţu 
zohrať IS / IT oboch partnerov? 
 ktoré z externých informačných zdrojov obsahujú informácie, ktoré s výhodou môţeme 
pouţiť v rozhodovacích procesoch? 
 
3. hodnotenie aplikačného softwareu a sluţieb dostupných na trhu (dá informácie o tom, aké 
stavebné kamene môţeme pri stavbe nášho IS / IT vyuţiť, a keď ich vyuţijeme, v čom sa 
musíme prispôsobiť), 
4. hodnotenie trendov IS / IT (keď podnik určuje smer svojho vývoja, je vhodné vedieť, kam 
smerujú tí, ktorí vytvárajú komponenty, metódy a nástroje budúcich informačných systémov), 
5. výsledky SWOT analýzy (Strength, Weakness, Oportunity, Threat) udávajú, ktoré silné 
stránky podniku je vhodné ďalej podporovať a ktoré slabé stránky je potrebné eliminovať, 
6. podnikové ciele a ich priority (predurčujú ciele a priority IS / IT), 
7. výsledky reengineeringu podnikových procesov - BPR (z popisu podnikových procesov 
moţno odvodiť optimálnu podporu procesov informačnými technológiami), 
8. poţiadavky pouţívateľov (v nich sú koncentrované doterajšie skúsenosti a znalosti 
uţívateľov). 
 
Cieľový stav IS / IT sa určuje v dvoch úrovniach. Prvou úrovňou je globálna architektúra IS / IT, 
ktorá určuje tvar, jej hlavné stavebné kamene a vzájomné väzby týchto kameňov. Druhá úroveň 
rozpracováva globálnu architektúru z ôsmich čiastkových pohľadov, ktorými sú: 
 
 funkčná a procesná architektúra, 
 dátová architektúra, 
 technologická architektúra, 
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 softwarová architektúra, 
 hardwarová architektúra, 
 organizačné a legislatívne aspekty, 
 personálne, sociálne a etické aspekty, 
 ekonomické aspekty. 
 
Návrh ciest transformácie súčasného stavu IS / IT do stavu budúceho definujú jednotlivé informatické 
projekty t.j. určuje sa ich obsah, finančné aspekty, pracovné nároky a samozrejme doba realizácie. 
Rovnako určujú pravidlá vývoja a prevádzky IS / IT. 
 
 
Obrázok 4: Definícia cieľov informačnej stratégie z globálnej (Zdroj 11) 
 
Ako vidíme na predchádzajúcom obrázku, môţeme sa na informačnú stratégiu pozerať aj ako na 
reengineering podnikových IS / IT. Na základe výsledkov globálnej stratégie sa odvodia ciele IS / IT 
a súčasne sa vykoná prvá fáza reengeringu, ktorá navrhne hlavné princípy priebehu podnikových 
procesov tak, aby podnikové procesy podporovali dosiahnutie podnikových cieľov. Analýza 
súčasného podnikového informačného systému a analýza aplikačného software ASW2 dostupného na 
trhu určí, kde súčasný IS nedokonale podporuje nové procesy, a tieţ určí, ktorý z aplikačného 
softwaru je moţné získať na pokrytie bielych miest. Na základe týchto informácií sa navrhne globálna 
architektúra informačného systému podniku a určia sa, ktoré jej stavebné kamene a vzniknú: 
 
 vyuţitím existujúceho ASW (bez zmeny alebo opätovným nastavením parametrov), 
 úpravou alebo rozšírením existujúceho ASW, 
 nákupom nového ASW,  
                                                     
 
2
 ASW – skratka pre aplikačný software spoločnosti 
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 vývojom nového ASW (vlastným alebo na zákazku). 
 
Podľa moţností jednotlivých stavebných kameňov (tj. podľa predpokladoch o podnikových 
procesoch, na základe ktorých boli jednotlivé stavebné kamene vytvorené) prebehne druhá fáza 
reengeringu (na obrázku je označená ako BPR3. V tejto fáze sa predtým nahrubo predloţený proces 
spresní a prispôsobí podľa funkcií zodpovedajúceho ASW. 
 
Posledný koncept, ktorý je súčasťou konceptuálneho modelu informačnej stratégie je koncept, ktorý 
objasňuje postup od podnikových cieľov aţ po návrh jednotlivých informatických projektov. Proces 
a jeho jednotlivé fragmenty zobrazuje nasledujúci obrázok.  
 
Obrázok 5: Workflow návrhu informáčnej stratégie na základe definovaných cieľov (Zdroj 11) 
 
Z výsledkov globálnej stratégie a vytýčením SWOT faktorov, z cieľov podniku, z analýzy trendov IS 
/ IT, z analýzy stavu IS / IT podniku a z analýzy stavu IS / IT konkurencie sa najprv odvodí 
podniková vízia IS / IT a z nej ciele podnikového IS / IT. Zo všetkých vyššie uvedených zdrojov sa 
potom odvodia poţiadavky na IS / IT. Poţiadavky na IS / IT sa ešte rozšíria o výsledky prvej hrubej 
fázy BPR. Pritom niekoľko SWOT faktorov, cieľov atď. môţe smerovať na jednu spoločnú 
poţiadavku na informačný systém a naopak jeden SWOT faktor, jeden cieľ atď. môţe viesť na 
niekoľko rôznorodých poţiadaviek. 
Prioritu, resp. váhu kaţdej poţiadavky môţeme odvodiť tak, ţe sčítame priority všetkých 
SWOT faktorov, cieľov, príp. procesov, ktoré na danú poţiadavku vedú. Porovnaním týchto súčtov 
získame priority jednotlivých poţiadaviek. Z poţiadaviek sa ďalej odvodzujú funkcie informačného 
systému. Podobne, ako tomu bolo v predchádzajúcom prípade, aj tu je medzi poţiadavkami a 
funkciami informačného systému vzťah definovaný ako M: N, jedna poţiadavka môţe viesť na viac 
                                                     
 
3
 BPR - Reengineering podnikových procesov (Business process reengineering) 
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funkcií IS a jedna funkcia IS môţe byť odvodená z viacerých poţiadaviek. Podobne, ako v 
predchádzajúcom prípade, môţeme aj tu odvodiť z priorít poţiadaviek, priority funkcií informačného 
systému. V ďalšom kroku sa porovnajú poţadované funkcie IS s funkciami súčasného IS a s 
funkciami ASW dostupného na trhu. Z tohto porovnania moţno odvodiť: 
 
 ktoré funkcie súčasného IS vyhovujú súčasným poţiadavkám, prípadne ktoré sú nadbytočné a 
ktoré chýbajú, 
 ktoré ASW disponujú funkciami, ktoré nášmu informačnému systému chýba, 
 ktoré funkcie je vhodné zabezpečiť jednou aplikáciou alebo jedným modulom  aplikačného 
softwaru - na základe tejto informácie sú navrhnuté jednotlivé funkčné oblasti IS, ktoré 
korešpondujú s jednotlivými stavebnými kameňmi architektúry IS / IT. 
 
Zatiaľ nepokryté funkčné oblasti sú potom realizované jednotlivými informatickými projektmi. 
Priorita projektu je následne odvodená z priorít a funkcií, ktoré patria do príslušnej funkčnej oblasti. 
 
3.1.3.2 Štruktúra informačnej stratégie 
Ak hovoríme o informačnej stratégii ako o dokumente, musí mať pochopiteľne ako ostatné 
strategické dokumenty jasnú a prehľadnú štruktúru, a to aj napriek tomu, ţe musí zachytiť niekoľko 
navzájom previazaných dimenzií. Na Obrázku 6 je zachytená štruktúra informačnej stratégie tak, ako 
ju odporúča metodika MDIS. 
 
Obrázok 6: Štruktúra informačnej stratégie na úrovni dokumentu (Zdroj 11) 
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Dokument informačnej stratégie je rozdelený do troch častí, ktoré sa líšia podrobnosťou 
pohľadu na stav IT a informačného systému. Prvá časť "Zhrnutie" aplikuje najhrubšie pohľad na 
súčasný IS resp. IT. Zhrnutie slúţi zvyčajne pre účely vrcholového manaţmentu, ako základné závery 
a odporúčania stratégie.  
Text hlavnej časti stratégie je rozdelený do štyroch oddielov. Prvá charakterizuje zdroje, ciele 
a východiská spracovania stratégie. Management alebo iný výskumný subjekt môţe na základe týchto 
informácií posúdiť, či riešitelia mali k dispozícii všetky podstatné informačné zdroje pre 
vypracovanie stratégie. Môţe tieţ posúdiť kvalitu riešiteľského tímu. Druhý oddiel je analýzou a 
hodnotením súčasného stavu IS resp. IT v podniku a vo svete, tretí je samotným návrhom cieľového 
stavu IS / IT a štvrtý popisuje spôsob transformácie zo súčasného do cieľového stavu. Hlavná časť 
obsahuje len kľúčové informácie, ktoré sú potrebné pre pochopenie IST ako celku.  
Poslednou časťou informačnej stratégie sú prílohy. V tejto časti sú umiestnené podrobné informácie 
týkajúce sa jednotlivých analýz a návrhov. Podľa veľkosti podniku a rozsahu jeho IS / IT môţe mať 
táto časť rozsah od niekoľkých desiatok aţ do niekoľko stoviek strán 
 
3.1.4 Princípy tvorby informačnej stratégie 
Popis štruktúry IST moţno vyvoláva dojem, ţe ide o dokument, ktorého tvorba musí vyţadovať roky 
práce. Nemusí. Stále musíme mať na pamäti, ţe cieľom pri strategickom riadení IS / IT nie je spísanie 
správy, ale pozitívna zmena v oblasti IS / IT.(6) 
 
Obdobie, na ktoré sa informačná stratégia plánuje 
Svet i hospodárske prostredie sa vyvíja čoraz rýchlejšie. Kto dlho plánuje a pomaly uskutočňuje 
zmeny, tomu obvykle "ujde vlak". Preto pri tvorbe novej alebo výrazne inovovanej IST je rozumnou 
dobou tvorby IST cca tri mesiace. Vypracovaním stratégie strategické riadenie nekončí, ale začína. 
Alebo presnejšie povedané, strategické riadenie IS / IT je kontinuálny proces, v ktorom vypracovanie 
stratégie je jedným z významných míľnikov. V medziobdobí medzi ukončením tvorby jednej verzie 
stratégie a začatím tvorby ďalšej verzie stratégie slúţi ako podklad pre strategické rozhodnutia. Obsah 
stratégie sa aj v tomto období upravuje, a to jednak preto aby sa zachytili zmeny, ktoré nastali, a 
jednak sa stratégia dopĺňa v tých partiách, na ktoré v hlavnom období tvorby nebol čas, ale neskôr sa 
ukázala ich potreba. 
 
Riešitelia informačnej stratégie 
Riešiteľom IST je zvyčajne tím zloţený z vrcholových pracovníkov podniku, informatikov podniku a 
z externých konzultantov. Nie je vhodné, aby IST bola vytvorená len externou organizáciou. 
Hlavným dôvodom je, ţe IST musí meniť genetickú informáciu podniku. Tejto zmeny nemoţno 
dosiahnuť dodávkou mnoho stránkového dokumentu. Ţiaduce zmeny genetického kódu organizácie 
sa dosiahne len "dodávkou" nových znalostí a nového hodnotového systému formou diskusií medzi 
externými konzultantmi a pracovníkmi podniku, školením a riadiacimi zásahmi vedenia podniku. 
Ideálne je, keď vyššie opísaný tím má cca 6 aţ 8 členov a keď v jeho čele stojí riaditeľ 
informatiky, alebo ak nie je v podniku táto funkcia vytvorená, potom niektorý z odborných riaditeľov 
podniku, pod ktorého právomoc informatika patrí. 
 
Podrobnosť informačnej stratégie 
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Ako uţ bolo naznačené skôr, vyššie uvedený obsah informačnej stratégie je nutné chápať ako 
maximálny. Pri plánovaní tvorby stratégie je potrebné rozhodnúť, ktoré z vyššie uvedených častí je 
moţné vynechať, resp. odloţiť na neskoršiu dobu. Vţdy však musí platiť, ţe informačná stratégia 
pokrýva celý podnik, všetky jeho lokality, pobočky a predmety činnosti. Inak by IST nemohla 
zabezpečiť integritu celého IS / IT podniku. 
Informačná stratégia nesmie na druhej strane zabiehať do prílišných detailov, a to najmä v 
časti týkajúcej sa plánovaných IT. Informačné technológie sa vyvíjajú tak rýchlo, ţe by IST detailne 
opisujúca budúce IT zastarala príliš skoro. Detailnú špecifikáciu IT je preto vhodné nechať aţ na 
jednotlivé naplánované projekty. 
 
Obdobie pokryté informačnou stratégiou 
Plánovací horizont, pre ktorý informačná stratégia navrhuje cieľový stav IS / IT je cca dva aţ tri roky. 
 
Čas na zmenu informačnej stratégie 
Zmeny informačnej stratégie môţeme rozdeliť do dvoch skupín na kontinuálne a periodické. 
Kontinuálne zmena nastáva keď: 
 
 sa začína, mení alebo ukončuje niektorý z projektov, 
 sa ukázalo, ţe predtým vynechané časti treba doplniť, alebo len nahrubo opracované časti je 
potrebné prehĺbiť. 
 
Periodická zmena vytvára novú verziu informačnej stratégie. Táto nová verzia reaguje na zmeny v 
hospodárskom prostredí, na zmeny podnikových cieľov a na zmeny v potenciáli dostupných 
informačných technológií a sluţieb. Nová verzia by sa mala spracovať vţdy keď nastal jeden 
z nasledujúcich javov: 
 
 zmenila sa globálna podniková stratégia, 
 objavil sa nový trend v informačných technológiách, ktorý by podnik mohol pouţiť na 
získanie konkurenčnej výhody. 
 
Samotné vyuţitie informačnej stratégie 
Informačná stratégia sa vyuţíva najmä pri nasledujúcich podnikových aktivitách: 
 
 informačná stratégie je základom pre spracovanie dopytového dokumentu na systémovú 
integráciu, resp. dopytových dokumentov ďalších výberových konaní, 
 informačná stratégie je základom pre zadávanie jednotlivých projektov, ich vzájomnú 
koordináciu a kontrolu riešenia, 
 informačná stratégie sa vyuţíva pre koordináciu rôznych projektov, ktoré v podniku paralelne 
prebiehajú. Je to moţné tým, ţe definuje vzájomné väzby medzi projektmi IS / IT a ostatnými 
projektmi podnikového rozvoja (projekty ISO 9000, podnikového reengineeringu, projekty 
kvalifikačného rozvoja apod.), 
 riešitelia jednotlivých projektov, úvodných štúdií a ďalšej dokumentácie musia byť 
(organizačne, ekonomicky a termínovo) vedení k dôslednému vyuţitiu uţ spracovaných 
materiálov v rámci informačnej stratégie (to je dnes jeden z najväčších problémov pouţitia 
IST), 
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 informačná stratégia by mala byť základom pre kontrolu vývoja informačného systému (jeho 
obsahu, harmonogramu, technologickej úrovne, nákladov a efektov). 
 
3.2 Úloha informačného manaţéra a tvorba 
informačnej stratégie 
 
Informačná stratégia sa pokladá za kontinuálny podnikový proces. Jeho hnacím motorom a dozorným 
orgánom by mala byť osoba technicky znalá, uvedomujúca si finančný faktor v rámci riadenia IT 
a zároveň by sa mala daná osoba podieľať na tvorbe resp. procese tvorby stratégie globálnej, z ktorej 
sa následne informačná stratégia definuje resp. definujú sa jej výstupy ako následne vstupy 
informačnej stratégie tj. napríklad výstupy zo SWOT analýzy prípadne iné dôleţité faktory. 
V rámci tejto kapitoly sa pokúsim definovať úlohu informačného manaţéra vo firme či 
inštitúcii ako osoby plne zodpovednej za vedenie, kvalitu a rozvoj jej informačného systému. 
Manaţéra, ktorý je schopný zabezpečovať rozvoj informačného systému po stránke organizačnej a 
obsahovej v súlade s globálnou stratégiou firmy. 
Ďalej je zdôraznený význam slova existencia kvalitnej informačnej stratégie vo firme, pretoţe 
aj keď je dnes informácia chápaná ako významný prostriedok tvorby pridanej hodnoty, chýba súlad 
medzi informačnými technológiami a podnikaním. 
 
3.2.1 Informačný manaţér 
Hoci význam útvarov informačných technológií vo firmách stúpa, má tento útvar často nesprávne 
umiestnenie v organizačnej štruktúre a hrá podriadenú úlohu s malým vplyvom na vrcholový 
manaţment, Útvary informatiky nie sú potom schopné plniť to, čo sa od nich očakáva, pretoţe 
napriek svojmu veľmi nízkemu umiestneniu v organizačnej štruktúre majú rozhodovať o tom, o čom 
by malo v prvom rade rozhodovať vrcholové vedenie. Aktuálne trendy, aspekty donútili firmy a 
inštitúcie aby v súčasnosti zamestnávali informačných manaţérov, ktorí by boli schopní nepretrţite 
zaznamenávať relevantné obsahové a informačné zmeny vo vnútri firmy a v jej okolí, boli 
zodpovední za technické, programové, organizačné, dátové a ľudské zdroje informačného systému a 
boli členmi vrcholového manaţmentu firiem s príslušnými právomocami. 
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Formálne je táto pozícia vo firmách definovaná skratkou CIO4. Zriadenie funkčného miesta 
informačného manaţéra je významným krokom pre zabezpečenie riadenia projektov so zvyšovaním 
kvality informačného systému a informačných a komunikačných technológií v danej firme či 
inštitúcii. 
Zmyslom zriadenia tejto funkcie je: 
 delegovanie právomocí a zodpovednosti za vývoj informačného systému a 
informačných a komunikačných technológií vo firme či inštitúcii na jedinú osobu, 
ktorá nie je príliš zameraná na technickú stránku riešenia, ale je schopná 
zabezpečovať ich rozvoj po stránke organizačnej a finančnej v súlade s globálnou 
stratégiou firmy a sprístupňovať procesy v riadení firmy koncovým uţívateľom 
informačného systému, 
 existencia člena vedenia firmy, ktorý je schopný zainteresovať ostatných členov 
vrcholového vedenia na realizáciu strategického projektu tak, aby bol dokončený 
skôr, neţ stratí svoju strategickú výhodu. 
 
Na zabezpečenie účinnosti zriadenia funkcie informačného manaţéra je nevyhnutné: 
 aby informačný manaţér bol členom vrcholového vedenia firmy či inštitúcie, 
 aby informačný manaţér disponoval patričným finančným fondom na údrţbu a 
rozvoj informačného systému a informačných a komunikačných technológií. 
 
Informačný manaţér musí mať presne špecifikované svoje povinnosti a právomoci na jednotlivých 
úrovniach riadenia, lebo aj riadenie informačného systému sa uskutočňuje, rovnako ako riadenie 
ostatných aktivít vo firmách a inštitúciách, v troch rovinách - operatívnej, taktickej a strategickej. 
Činnosť informačného manaţéra sa týka všetkých troch úrovní, pričom v rovine operatívneho a 
taktického riadenia je jeho činnosť skôr monitorovaním kontrolou, zatiaľ čo na úrovni strategického 
riadenia sú kladené vysoké poţiadavky na jeho kvalifikáciu, aktivitu a tvorivé schopnosti. 
Situácia sa postupne vyvíja v prospech informačných manaţérov, skutočnosťou však zostáva, 
ţe výsledky ich práce nie sú v praxi vţdy uspokojivé. Príliš často sa stáva, ţe projekty výstavby a 
inovácie sú nákladnejšie, neţ sa predpokladalo, sú realizované neskôr, ako sa plánovalo, a prínos 
informačných systémov a informačných a komunikačných technológií pre firmu je málo viditeľný (ak 
nie stratový). (1) 
                                                     
 
4
 CIO - Riaditeľ informatiky, alebo informačných technológií „IT reţisér“, je pracovný názov obyčajne 
vedúceho pracovníka v podniku zodpovedného za informačné technológie a počítačové systémy, ktoré 
podporujú podnikanie ciele.(14) 
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Dôvod moţno vidieť v nedostatočnom určení právomocí a povinností informačného manaţéra 
na všetkých úrovniach riadenia, v nedôslednom prenesení zodpovednosti za kvalitu a efektívnosť 
informačného systému a informačných technológií na tohto riadiaceho pracovníka a v zlom 
umiestnení jeho funkcie v hierarchii riadenia. Problematika zavedenia informačného systému je v 
mnohých firmách presunutá na niţší, často na najniţší stupeň riadenia v dôsledku toho koncepcia 
informačného systému nie je usmerňovaná k strategickým cieľom danej firmy. 
V prípade ţe by sme mali jasne definovať povinnosti a právomoci z toho vyplývajúce 
zodpovednosť, mohli by sme tieto kritéria vyjadriť nasledovne 
 praktickú realizáciu zvolenej informačnej stratégie 
 výchovu manaţérov a ostatných zamestnancov v uţívaní IS / ICT 
 tvorbu finančných rezerv na inováciu IS / ICT 
 ochranu informačného systému voči narušeniu dát a úniku informácií 
 výber systémového integrátora alebo poskytovateľa outsourcingových sluţieb  
V rámci kooperácie na cieľoch a väzbách medzi globálnou a informačnou stratégiou musí 
informačný manager komunikovať a spracovávať podnety a spolupracovať s: 
 vrcholovým manaţmentom firmy, 
 vedúcimi útvaru informatiky, 
 správcami systémov, 
 systémovým integrátorom alebo poskytovateľom outsourcing.  
 
Jeho role v rámci výkonu sú: 
 príprava informačnej stratégie firmy či inštitúcie 
 dohľad nad praktickou realizáciou zvolenej informačnej stratégie; 
 vyhodnocovanie a kontrolu účinnosti zvolenej informačnej stratégie; 
 monitorovanie situácie vnútri aj mimo firmy tak, aby na základe svojich 
podkladov dokázal posúdiť riziká jednotlivých akcií i celej informačnej stratégie 
firmy. 
3.2.2 Príprava informačnej stratégie firmy 
V rámci tohto odstavca by som rad objasnil kľúčovú výkonnú rolu informačného manaţéra a to 
príprava a tvorba samotnej informačnej stratégie firmy či spoločnosti. 
 
Vyvíjajúce sa kvalita IS / ICT môţe byť základom nových poznatkov, podnetov a korekciou 
upresňujúcich obsah globálnej stratégie, a môţe tak zvyšovať konkurencieschopnosť firmy.(1) 
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Informačná stratégia by mala obsahovať víziu, ciele a hlavné charakteristiky budúceho stavu 
informačného systému a informačných a komunikačných technológií firmy a okrem iného vytvárať aj 
obmedzenia pre operatívne riadenie ich vývoja a prevádzky. Mala by podporovať ciele firmy a 
poţadovaný systém riadenia. Pri vyvíjaní stratégie informačnej, vo vzťahu ku globálnej stratégii je 
dôleţité si uvedomovať neustále zmeny v reálnom okolí firmy (nariadenia, predpisy, zmeny 
konkurencia, globalizácia, nové príleţitosti, technologické zmeny, zvyšovanie rozmanitosti 
výrobkov) a zmeny v zameraní firmy. 
V mnohých firmách a inštitúciách v ČR nie je doposiaľ účinný informačný systém chápaný ako 
strategická zbraň voči konkurencii. Väzba medzi informačnou a globálnou stratégiou je veľmi slabá, 
ak je informačná stratégia vo firme vôbec vytvorená. Informačná stratégia nie je chápaná ako súčasť 
stratégie globálnej. Z hľadiska bariér, ktoré v súčasnosti vo firmách zotrvávajú by sme nemali 
opomenúť určitú nechuť manaţérov vzdelávať sa v informačných a komunikačných technológiách, 
nechuť k zmenám a strnulú firemnú kultúru. 
Práve vyššie spomenuté elementy a bariéry informačnej stratégie môţu a sú dôleţité, jak z 
pohľadu efektívneho fungovania informačného systému, tak z pohľadu správneho, systematického a 
cieleného vkladania investícií do informačných a komunikačných technológií a programových 
prostriedkov. Mnoho firiem a inštitúcií na území Českej republiky má s investíciami vloţenými do 
informačných systémov a informačných a komunikačných technológií nielen pozitívne skúsenosti. 
Ďalšou výhodou vypracovanie informačnej stratégie je aj získanie pomerne jasnej predstavy o 
nárokoch na moţného dodávateľa informačného systému a informačných a komunikačných 
technológiách. Z týchto dôvodov je jednou z podmienok realizácie efektívneho informačného 
systému vo firme spracovanie vlastnej informačnej stratégie, ktorá by podporovala základné 
podnikateľské ciele firmy. Túto informačnú stratégiu je potrebné neustále rozvíjať. Aţ na základe 
informačnej stratégie moţno stanoviť stratégiu pre realizáciu informačného systému. Tie firmy a 
inštitúcie, ktoré budujú svoj informačný systém bez informačnej stratégie, nemajú jasný cieľ svojho 
snaţenia, a preto majú malú nádej na jeho efektívne vybudovanie. 
Informačná stratégia môţe byť vypracovaná v spolupráci s externou firmou, táto firma by však 
nemala byť zhodná s budúcim generálnym dodávateľom, aby vízia budúceho informačného systému 
firmy či inštitúcie nevychádzala z jeho záujmov.(1) 
 
Cieľ vypracovania informačnej stratégie: 
 posilnenie väzby medzi vývojom informačného systému a informačných a 
komunikačných technológií vo firme a globálnou stratégiou firmy za účelom 
následného zvýšenia konkurencieschopnosti firmy, 
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 určenie základných smerov budovania informačného systému a informačných 
technológií vo firme tak, aby poskytované informácie boli skutočnou podporou 
pri rozhodovaní a úspešnom podnikaní firmy, 
 podpora rozvoja nových foriem podnikania.  
 
Podmienky účinnosti informačnej stratégie: 
 realizácia strategického riadenia informačného systému a informačných a 
komunikačných technológií ako kontinuálneho procesu, budujúceho a 
udrţujúceho integritu informačného systému, 
 orientácia informačnej stratégie na obsahovú, organizačnú a metodickú stránku 
informačného systému, nie jej zúţenie na koncepčné riešenie technologickej 
stránky rozvoja informačných a technológií. 
3.2.3 Špecifikácia vlastností informačnej stratégie:  
Okrem nadväznosti na globálnu stratégiu a zvyšovanie konkurencieschopnosti firmy by mala mať 
informačná stratégia radu ďalších vlastností, ktorých poradie dôleţitosti je potrebné konkretizovať pre 
danú firmu či inštitúciu.  
Pri tvorbe informačnej stratégie firmy či inštitúcie je dôleţité mať nasledujúce zásady stále na 
mysli a dohliadať na ich realizáciu. 
 vyuţívať súčasné poznatky o informačných systémoch a moderných 
informačných a komunikačných technológiách, 
 zahŕňať komplexne všetky procesy vo firme či inštitúcii, 
 byť explicitne formulovaná a vydaná dokumentom, schváleným vrcholovým 
vedením firmy, 
 byť vedením firmy presadzovaná (pre jej realizáciu by mali byť získaní všetci 
pracovníci firmy či inštitúcie), 
 byť v pravidelných intervaloch vyhodnocovaná a prispôsobovaná aktuálnym 
poţiadavkám, 
 mať určeného zodpovedného reprezentanta (úloha informačného manaţéra). 
 
Udrţiavať priebeţne detailný prehľad o novinkách a špecifikách súčasných informačných 
systémov a informačných technológií je pre vedenie firiem prakticky nemoţné. Vytvorenie 
informačnej stratégie, ktorá vyuţíva súčasných poznatkov z oblasti informačných systémov a 
informačných a komunikačných technológií, moţno však zabezpečiť účasťou externého konzultanta 
(odborníka na IS / ICT) pri jej tvorbe. 
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Naopak komplexnosť informačnej stratégie vo vzťahu k procesom prebiehajúcim vo firme je 
úplne závislá na schopnosti vrcholového vedenia vnímať firmu či inštitúciu ako previazaný celok a 
pristupovať k tvorbe informačnej stratégie systémovo (1). 
Jasná formulácia informačnej stratégie, jej vydanie a schválenie je tieţ záleţitosťou 
vrcholového vedenia firmy. Týmto vedením by následne mali byť presadzované tak, aby pre ňu boli 
získaní všetci zamestnanci firmy. Je to podmienkou jej dôslednej realizácie. 
Vzhľadom k dynamickosti reálneho sveta, tvoriaceho okolie firiem, by mala byť potom 
informačná stratégia vyhodnocovaná (najlepšie v pravidelných intervaloch) a prispôsobovaná 
aktuálnym poţiadavkám. Informačná stratégia nemôţe byť zúţená na koncepčné riešenie 
technologickej stránky rozvoja informačného systému a informačných a komunikačných technológií. 
Absencia metodickej, organizačnej a obsahovej stránky informačnej stratégie znemoţňuje 
nadväznosť na globálnu stratégiu, a ohrozuje tak účinnosť informačného systému firmy. Je dôleţité 
vypracovať takú informačnú stratégiu, ktorá umoţní vybudovať informačný systém firmy na princípe 
dynamickej informačnej architektúry, schopnej reagovať na zmeny v technológiách a v podnikaní. 
Pre dôsledné zabezpečovanie informačnej stratégie je potrebné určiť jej zodpovedného 
reprezentanta v organizácii. Rolu reprezentanta zodpovedného za informačnú stratégiu firmy zastáva 
zvyčajne informačný manaţér. Monitoruje situáciu vnútri i mimo firmy a na základe dôkladnej 
analýzy svojich poznatkov dokáţe posúdiť riziko jednotlivým procesom či celej informačnej stratégie 
firmy. Informačný manaţér alebo iný subjekt zodpovedný za informačnú stratégiu (napr. externá 
firma) potom zodpovedá za kvalitu špecifikácie kľúčových informácií pre podporu rozhodovania 
riadiacich pracovníkov firmy či inštitúcie a výber štandardov, ktoré chce firma realizovať pri 
budovaní informačného systému. Na firmu sa musí dívať ako na celok, ktorý sa skladá z častí v 
neustálej vzájomnej interakcii. Dôsledným systémovým prístupom tak zabezpečuje nadväznosť 
informačnej stratégie na celkovú stratégiu firmy a jej komplexnosť. 
Cieľom je dosiahnuť situáciu, keď manaţment firmy docení informácie ako rozhodujúci 
kritický faktor pre úspešné pôsobenie firmy a členovia vrcholového vedenia firmy budú 
zainteresovaní na realizáciou strategického projektu tak, aby bol dokončený skôr, neţ stratí svoju 
strategickú výhodu rýchlejšou akcie schopnosťou konkurencie . 
3.2.4 Špecifikácia obsahu informačnej stratégie 
Na základe predchádzajúceho textu môţeme zhruba špecifikovať, ktoré komponenty by mala 
informačná stratégia firmy či inštitúcie obsahovať: 
 
 určenie väzieb medzi globálnou podnikateľskou stratégiou a informačnou stratégiou; 
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 analýzu doterajšieho vývoja informačného systému a informačných a komunikačných 
technológií vo firme či inštitúcii; 
 analýzu a prognózu všeobecného vývoja informačných systémov a informačných technológií; 
 špecifikáciu kľúčových informačných zdrojov: 
 kľúčové informácie pre hodnotenie stavu trhu, 
 informácie pre hodnotenie konkurencieschopnosti firmy na trhu, 
 kľúčové informácie pre sledovanie trendov vývoja trhu, 
 kľúčové informácie pre vyhodnotenie okamţitého vnútorného stavu firmy a doterajšieho 
priebehu výrobných a ostatných procesov vo firme, 
 plán rozvoja informačného systému v dlhodobom a strednodobom horizonte, 
 objem finančných prostriedkov a ďalších zdrojov, ktoré firma vyčleňuje na zabezpečovanie 
informačnej stratégie, 
 prehľad štandardov, ktoré chce firma realizovať pri budovaní informačného systému, 
 návrh organizačných zmien a mierok dosiahnutie plánovaných cieľov, 
 návrh kvalifikačných a rekvalifikačných programov, 
 zásady pre vyhodnocovanie účinnosti informačnej stratégie a efektívnosti informačného 
systému a informačných a komunikačných technológií. 
 
Určením väzieb medzi globálnou podnikateľskou stratégiou a stratégiou informačnou znamená 
výber cieľov globálnej stratégie a jednotlivých čiastkových stratégií, ktoré budú vyţadovať rozsiahlu 
strategickú podporu. Dôkladne vykonaná analýza doterajšieho vývoja informačného systému a 
informačných a komunikačných technológií vo firme umoţní vyuţiť doterajšie poznatky získané z 
pouţívania existujúceho informačného systému a tieţ vyuţiť investície, ktoré boli uţ do IS / ICT 
firmou vloţené. 
Analýza a prognóza vývoja informačného systému a informačných a komunikačných 
technológií sa dotýka zberu a vyhodnocovania informácií o predpokladanom vývoji informačných 
systémov v danom sektore, u konkurenčných firiem a u súčasných ale aj potenciálnych zákazníkov. 
Umoţňuje podtrhnúť tie rysy informačnej stratégie, ktoré zvýšia konkurencieschopnosť firmy. Čo sa 
týka špecifikácie informačných zdrojov, ide o určenie kľúčových informácií, ktoré treba nakupovať, 
získavať z vlastných informačných zdrojov, spracovávať a popr. i predávať, aby bola zabezpečená 
kvalitná informačná podpora systému riadenia firmy či inštitúcie. 
Plán rozvoja informačného systému pozostáva z definície jednotlivých projektov informačného 
systému a ich základných parametrov a úzko súvisí s návrhom organizačných zmien a návrhom 
kvalifikácie nových a rekvalifikačných programov. Na tento plán nadväzuje návrh objemu 
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vyčlenených finančných prostriedkov a ďalších zdrojov pre jednotlivé etapy i celkovú podporu 
nového informačného systému a informačných a komunikačných technológií. 
 
 
Obrázok 7: Strategická mrieţka (Zdroj 1) 
 
Vertikálny smer mrieţky charakterizuje rastúci význam existujúcich informačných systémov pre 
podnik a horizontálny rozmer rastúci význam budúcich investícií do informačných technológií pre 
podnik. Vzniknuté kvadranty mrieţky moţno charakterizovať takto: 
 
 Podporný - zahŕňa firmy, pre ktoré majú informačné technológie len podporný význam a to 
sa tieţ očakáva aj v budúcnosti.  
 Prevádzkový - informačné technológie majú pre firmu rozhodujúci význam, je realizovaná 
ako beţná prevádzková aktivita, ale nepredstavuje z hľadiska ďalších investícií významný 
rast nárokov.  
 Zvratné - v skoršom malom význame informačných technológií pre firmu nastáva zvrat, 
ktorý ovplyvňuje rozhodujúci funkcie firmy. Príkladom môţe byť prebiehajúce automatizácia 
maloobchodných systémov: siete automatických pokladní, aplikácie čiarového kódu, sieťové 
prepojenie s dodávateľom. 
 Strategický - informačné technológie majú strategický význam pre súčasnú i budúcu 
existenciu podniku, samotné fungovanie podniku je bez určitých informačných technológií 
nemysliteľné.  
 
S prechodom väčšiny firiem do post-transakčnej etapy vývoja dochádza k posilneniu strategického 
významu ich informačných systémov. Vyspelé firmy stojace v čele konkurenčného prostredia uţ 
chápu stratégiu nasadenia určitých informačných a komunikačných technológií ako súčasť svojich 
podnikateľských stratégií.(4) 
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3.3 Metódy a techniky merania efektívnosti IS 
v podnikoch 
Ako som uţ uviedol v predchádzajúcom texte Informačné systémy sú v podniku nevyhnutne potrebné 
pre podporu dosahovania podnikových cieľov. Informačné systémy moţno hodnotiť podľa toho, 
akým spôsobom a ako rýchlo sú ciele s ich podporou dosahované. Na dosiahnutie týchto cieľov slúţia 
jednotlivé projekty podnikových informačných systémov, na ktoré sú obvykle efekty podnikovej 
informatiky vztiahnuté. 
Bohuţiaľ zatiaľ nie je jednotný náhľad a autori sa nezhodujú vo svojich názoroch na to, ako 
efekty kvantifikovať a merať. Či finančnými ukazovateľmi, tvrdými alebo mäkkými metrikami, či 
merať informatiku priamo alebo formou ich dôsledkov, ďalej či sú podporované ciele objektívne 
stanoviteľné pre typovo podobné podniky, alebo je len na podniku, ktoré ciele bude pomocou IS 
sledovať a podporovať. 
3.3.1 Finančné hodnotenie efektov investícií do podnikových IS 
V zahraničí sa moţno zatiaľ častejšie ako v ČR stretnúť s finančným hodnotením podnikových IS. 
Literatúra uvádza pre hodnotenie investícií do ICT vedľa metódy ROI aj nasledujúce finančne 
vyjadriteľné prístupy: 
 doba návratnosti investície (Payback method), 
 čistá súčasná hodnota (net present value), 
 pomer zisku a nákladov (cost-benefit ratio), 
 ziskovosť (rentabilita) (profitability index), 
 vnútorné výnosové percento (internal rate of return). 
 
Tieto prístupy berú pri hodnotení efektov IS v podnikoch do úvahy vedľa nákladov i predpokladané 
finančné prínosy investície do IS / ICT a ich zmeny v čase, ktoré sa však určujú ťaţšie. 
Autor Laudon tieţ odporúča hodnotiť samostatne investície do vlastných informačných 
technológií (infraštruktúry) a samostatne potom aplikácie informačných systémov. U aplikácií by sa 
malo navyše rozlišovať, či ide o aplikácie na úrovni celopodnikových back-office riešení typu ERP, 
ktoré vo svojej tradičnej podobe uţ dosiahli nasýtenia svojich prínosov, alebo o aplikácie s 
potenciálom rastu podniku napríklad typu CRM alebo BI.(16) 
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3.3.2 Metódy pouţité pre hodnotenie projektov informačných 
systémov 
Výskumy uskutočnené na začiatku roka 2010 medzi dodávateľmi podnikových informačných 
systémov na českom trhu ukázali na obľúbenosť aj ďalších metód. Podľa názoru dodávateľov ich 
zákazníci pre svoje implementácie v podnikových IS analyzujú pouţitím týchto metód, ktoré 
predstavujú viac ako 95% podiel: 
 
 TCO - Total Cost of Ownership (Celkové náklady vlastníctva), 
 ROI - Return on investment (návratnosť investície), 
 BSC - Balanced Scorecard (toto anglické vyjadrenie sa vţilo aj v ČR), 
 EVA - Economic Value Added (ekonomická pridaná hodnota), 
 TEI - Total Economy Impact (celkový ekonomický dopad). 
 
Jednotlivé aplikované metódy sa pritom odlišujú svojím pôvodným účelom v súvislosti s uplatnením 
v rámci informačných systémov podnikov. V nasledujúcom odstavci stručne popíšem princíp 
jednotlivých metód a ich špecifík. 
TCO - Metóda, ktorá sa sústreďuje na vyhodnotenie nákladov prostredníctvom cien a 
technických parametrov, často ale bez ohľadu na obchodné procesy organizácie. Umoţňuje IT 
oddeleniu optimalizovať ceny za dodávky. Je vyuţívaná technicky orientovanými manaţérmi 
a výrobcami IT. 
 ROI - Metóda, ktorá meria príjmy v porovnaní s nákladmi potrebnými na ich dosiahnutie. Je 
tradične pouţívaná v podnikovom účtovníctve, kde je ľahké jednotlivé zloţky určiť. V prípade ICT 
projektov je niekedy ťaţké presne definovať a oceniť všetky náklady a prínosy. 
BSC - Osvedčená a obľúbená metóda, ktorá počas času získala mnoţstvo klonov špecifických 
pre rôzne oblasti ako je e-business, ľudské zdroje, financie a takisto ICT. Metóda je postavená na 
priamom prepojení obchodnej stratégie a následného finančného prínosu. Spája štyri rôzne oblasti: 
financie, spokojnosť zákazníka, stav interných procesov, schopnosť vykonávať inovácie. 
EVA - Účinná metóda, ako vyhodnotiť dopad informačných technológií na všeobecnej úrovni 
tzv. „top level“ pohľad. 
TEI - Spôsob hodnotenia, ktorý okrem ceny zahŕňa aj riziká a prínosy. Súčasťou je 
vyhodnotenie flexibility. To zahŕňa hodnotenie dostupnosti a stability dodávateľov IT produktov, 
veľkosť a časovanie projektov. Metódu moţno s výhodou vyuţiť k porovnaniu dvoch odlišných 
scenárov - napríklad k nákupu aplikácie oproti jej vlastnému vývoju. 
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Obrázok 8: Prehľad pouţitia metód pre vyhodnotenie prínosov implementovaných informačných systémov (Zdroj 5) 
 
Výskum uskutočnený v ČR ukázal obľúbenosť metód TCO a ROI na vyjadrenie nákladov spojených 
so zavedením informačného systému a ďalej pre stanovovanie návratnosti tejto investície v 
podnikovej praxi. Výskum tieţ okrem iného potvrdil obľúbenosť pouţitia metódy BSC. Tú je moţné 
vyuţiť jak pre podporu zabezpečenie realizácie zmeny IS, tak aj ako metódu, ktorá je spoločne s 
informačným systémom a procesne riadenou organizáciou aplikovaná na meranie dosahovaní 
podnikových cieľov a meranie výkonnosti podnikových procesov. Tzn., ţe je uplatniteľná v oboch 
typoch úloh nasadenie IS v podniku. 
3.3.2.1 Ďalšie techniky na meranie efektívnosti podnikového IT  
V zahraničnej literatúre sa objavujú rôzne ďalšie techniky, ktoré sa podnikom osvedčili pri hodnotení 
efektov IS. Nejde pritom o finančné ukazovatele alebo prístupy vychádzajúce z určitej metódy, ale o 
rôznorodé pohľady. Nasledujúci zoznam je príkladom takých techník: 
Missed opportunities 
Technika, ktorá sústreďuje pozornosť všetkých v podniku, na neprerušovanú spokojnosť 
zákazníkov. Práve snaha vyhnúť sa chybám spôsobujúcich zníţenie zákazníckej spokojnosti je 
podporiteľná kontrolným IS systémom. Ten včas upozorňuje príslušného zamestnanca na 
nebezpečenstvo, ţe existuje potenciálne riziko zníţenej zákazníckej spokojnosti. Včas sa tak realizujú 
korekčné akcie a minimalizuje sa vplyv chyby. 
Client impact 
Je známe, ţe orientácia na zákazníka je kritická pre kaţdý podnik. Preto by sa aj IT oddelenie v 
podniku malo orientovať na projekty s veľkým vplyvom na zákazníka. Pomocou tejto techniky sú IT 
projekty usporiadané tesne do oblastí v matici napríklad 3 x 3, kde na jednej osi je vplyv (nízky, 
stredný a vysoký) na zákazníka a na druhej ose je vplyv tohto vplyvu (napr. zvýšenie obratu, zníţenie 
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nákladov a pod). Celkový obraz potom ukazuje, či je dostatočné mnoţstvo projektov vyčlenených 
vysokému vplyvu na klienta. 
Self-help 
Meranie hodnoty IS je moţné realizovať aj podľa toho, či IS umoţňuje realizovať časti 
procesov (príp. len ich vybrané činnosti) automatizovane, bez zásahu ľudskej obsluhy. Významný je 
potom podiel automatizovaných činnosti v pomere k ručne uskutočňovaným, čo mimo iného 
umoţňuje porovnať náklady na pracovnú silu a náklady na prevádzku systému. Tento postup 
umoţňuje lepšie alokovať prostriedky v prospech inovatívnych projektoch oproti podporným. 
Staff mix 
Pri sledovaní efektov IS projektov na základe hodnotenia nákladov, potrebného času a 
moţných porúch moţno mnohokrát dôjsť k pozitívnym kvantitatívnym metrikám. Súčasne ale nesmie 
byť zabúdané na to, ţe niekedy je potrebné spracovanie väčšieho mnoţstva dokumentácie a tieţ väčší 
objem komunikácie. Znalosť miestnych potrieb, príleţitostí, prekáţok je tieţ vhodná pre dosiahnutie 
úspechov u projektov špecificky orientovaných na určité teritórium. Pre úspech IT projektov je preto 
dôleţitá aj kombinácia vlastných a outsourcovaných pracovníkov. 
Tied to profit 
Sledovanie výdavkov na informačné technológie je moţné aj pomocou percenta z príjmu. Na 
rozdiel od obratu alebo výdavkov, príjem odráţa, ako efektívne podnik funguje, a preto je zmysluplné 
porovnávať s jeho pomocou IT výdaje. IT projekty moţno tak hodnotiť podľa toho, ako rýchlo môţu 
podniku ušetriť peniaze alebo priniesť hodnotu. Manaţéri v tejto súvislosti často preferujú projekty, 
ktoré sa zaplatia do roka. To vedie k podpore menších iniciatív, ktoré poskytujú inkrementálne 
zlepšenie. Nemoţno zabúdať na to, ţe malé projekty môţu priniesť podnikom často veľké efekty. 
Development speed 
Táto technika sleduje rozdiely časov potrebných pre vytvorenie a zavedenie pôvodného a 
nového IS. Tieto časy sú porovnané a percentuálne vyhodnocované voči best practices. 
Sales engine 
Technika je vhodná v situácii, kedy sa IT oddelenie snaţí uniknúť z poňatia nákladových 
centier. Zamestnanci IT pri nej sprevádzajú obchodníkov na jednaniach so zákazníkmi a 
potenciálnymi zákazníkmi, pretoţe môţu lepšie vysvetliť princíp IT sluţieb. Sledujú sa výsledky 
predajov vzniknutých z týchto stretnutí. 
Dropouts 
Táto technika meria úspešnosť novej vlastnosti webovej stránky. Pouţívajú ju podniky, ktoré 
veľké mnoţstvo interakcií uskutočňujú cez web. To znamená, ţe po tom, čo bola pridaná nová 
funkcionalita, je merané, koľko ľudí ju úspešne vyuţilo, koľko bolo chybných pouţití a kde "vypadli" 
zo systému. Tak moţno odstrániť problém a tieţ rozhodnúť o lepšom umiestnení funkcionality. 
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Innovation 
Podniky poţadujú, aby IT pracovníci strávili viac času vytváraním nových schopností, ako je 
spolupráca, mobilita, bezpečnosť a tvorba produktov, a menej starostlivosťou a údrţbou dátových 
serverov. To znamená, ţe pozornosť je orientovaná na ich správnu inováciu. Môţe to začať veľmi 
jednoduchou tabuľkou, kde sa sleduje po hodinách, ako pracovníci trávia svoj čas. Podniky pozorne 
sledujú IT pracovníkov, či smerujú ku vhodným inováciám. Preto poţadujú, aby títo pracovníci 
venovali viac času podpore spolupráci, mobilite, bezpečnosti a tvorbe produktov a menej sa venovali 
starostlivosti a údrţbe napríklad dátových serverov. 
No train, no gain 
Táto technika zdôrazňuje, ţe nie je vhodné len ponúkať špecialistom z IT oddelenia rôzne 
školenia a nechať ich, aby sa zapisovali na akúkoľvek ponúkanú akciu. Je totiţ nutné rozvíjanie 
schopnosti aplikovať potreby podniku s jeho cieľmi. Kaţdá hodina školenia je preto evidovaná a 
odladená s podnikovými cieľmi so zdôraznením na nové obchodné príleţitosti a rast obratu. 
3.3.2.2 McFarlanův model aplikačného portfólia 
McFarlan vyuţil vo svojom prístupe princípy Bostonskej matice, keď hodnotil prínos jednotlivých 
aplikácií podnikových informačných systémov z pohľadu naliehavosti ich potreby a časovej 
orientácie týchto prínosov pre podnik. Toto rozlíšenie na aplikácie uplatňované v súčasnosti a 
vykonateľné v budúcnosti napomáha rozšíriť časovú základňu pre zohľadnenie investícií do 
informačného systému. Týmto spôsobom sa zároveň napomáha postupnému budovaniu a dotváraniu 
IS s ohľadom na potreby podniku danej jeho podnikateľskou stratégiou na strane jednej a aktuálnymi 
moţnosťami ICT na druhej strane. 
Tak ako zobrazuje nasledujúci obrázok v rámci McFarlanovy matice, sú aplikácie ďalej 
rozlišované podľa ich naliehavosti, tzn. sú rozdelené na aplikácie potrebné pre chod podniku a 
aplikácie moţné pre zabezpečenie ďalšieho rastu, resp. vhodné, pre uplatnenie outsourcingu. 
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Budúcnosť 
Strategické aplikácie Potenciálne aplikácie 
Sú kritické pre dosiahnutie cieľov 
podniku (BI, CRM, SCM,APS apod.) 
Môžu byť dôležité pre dosiahnutie 
cieľov podniku (expertné systémy, 
simulácie, Competitive Inteligence 
apod.) 
Súčasnosť 
Kľúčové aplikácie Podporné aplikácie 
Sú kritické pre chod podniku (riadenie 
výroby, riadenie skladu, kalkulácie apod.) 
Sú dôležité, ale nie kritické pre chod 
spoločnosti (napr. účtovníctvo, mzdy, 
spracovanie textu apod.) 
Obrázok 9: McFarlanov model aplikačného portfólia (Zdroj 3) 
 
Kaţdý podnik by si mal portfólio svojich aplikácií IS sledovať a poznať percento výdavkov, ktoré 
súvisi s vyuţívanými, implementovanými či ešte pripravovanými aplikáciami. (3) S ohľadom na 
budúci vývoj podniku by nemala byť ignorovaná práve oblasť aplikácií zameraných do budúcnosti, 
tzn. strategických a potenciálne zaujímavými aplikácií, pretoţe ako uţ bolo uvedené, zohráva v 
oblasti informačných a komunikačných technológií faktor času kľúčovú úlohu. 
Informačný systém v sebe totiţ zahŕňa dôleţitú investíciu do budúcnosti a nebolo by správne 
hodnotiť ju len z krátkodobého hľadiska. Podnikom prinášajú napríklad ERP systémy krátkodobo 
vyššie jednorazové náklady, ale súčasne ju pripravujú pre fungovanie v podmienkach v blízkej 
budúcnosti, a umoţňujú napríklad následný rozvoj formou rozširovania napríklad prostredníctvom 
aplikácií CRM, SCM alebo e-businessu. Podniky, ktoré investujú do týchto aplikácií, sú pripravené 
lepšie obstáť v konkurencii, začleniť sa do rôznych sietí a klastrov a všeobecne povedané adaptovať 
sa. 
3.3.2.3 Rozšírený Porterov model pre oblasť informačných systémov 
Pre lepšie pochopenie strategického významu podnikového IS moţno uviesť aj Porterov model 
piatich konkurenčných síl, aplikovaný na IS podniku, ktorý zahŕňa: 
 pohľad na súčasnú konkurenciu na trhu a riešení otázky, či IS môţe pomôcť vytvoriť 
konkurenčnú výhodu, 
 pohľad na vyjednávaciu silu zákazníkov a riešenie otázky, či IS môţe pomôcť zmeniť 
vyjednávačovi silu, 
 pohľad na vyjednávači silu dodávateľov a riešenie otázky, či IS môţe pomôcť zmeniť ich 
vyjednávaciu silu, 
 pohľad na hrozbu nových konkurentov a riešení otázky, či IS môţe pomôcť vybudovať nové 
bariéry vstupu, 
 pohľad na hrozby substitučných produktov a riešenie otázky, či IS môţe pomôcť vytvárať 
nové produkty. 
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V rámci týchto pohľadov je potrebné zváţiť, či a do akej miery môţu aplikácie IS v podniku zmierniť 
či odstrániť určitú z definovaných hrozieb. 
 
 
Obrázok 10: Porterov model piatich síl (Zdroj 5) 
 
Porterov model piatich síl do svojho integrovaného modelu zahŕňajú aj niektorí ďalší autori, 
a niektorí ho v rámci výskumnej činnosti rozšíril o ďalšie oblasti: 
 
 profitabilita, 
 výkonnosť na trhu, 
 podpora stratégie podniku, 
 IT podpora majetku podniku. 
 
Týmto spôsobom autori postupne smerujú k vypracovaniu určitého integrovaného modelu 
prínosov informačných systémov a technológií k výkonnosti podnikov. 
 
3.3.3 Metóda HOS 8 
Táto metóda si kladie za cieľ určiť efektivitu informačného systému. Metóda HOS 8 je subjektívnou 
metódou a to preto, ţe výsledné hodnoty získava na základe dotazníka, čo je všeobecne povaţované 
za subjektívny. Dve nezávislé osoby môţu na rovnakú otázku odpovedať rôzne. Metódu je moţné 
pouţiť na celom spektre informačných systémov, otázky sú vytvorené, tak  aby ich bolo moţné 
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vysvetľovať jazykom. Metóda skúma systém ako celok nezaoberá sa príliš skúmaním kaţdej oblasti 
zvlášť. Ide o jednoduchú metódu. Ako uţ názov napovedá metóda delí systém na niekoľko oblastí, a 
to síce na hardware, software, dataware, peopleware, orgware, customers, suppliers a management 
systému. 
 
 
Oblasť Skratka Charakteristika 
hardware  HW  Fyzické vybavenie systému – spoľahlivosť, bezpečnosť. 
software SW Programové vybavenie systému - funkcie a jednoduchosť. 
orgware OW Doporučené pracovné postupy, určené pre prevádzku. 
peopleware PW Užívatelia informačného systému. 
dataware DW Dáta - dostupnosť, správa, bezpečnosť 
customers CU Zákazníci - riadenia, čo ma systém poskytovať. 
suppliers SU Dodávatelia - čo systém vyžaduje, riadenie. 
management MA Riadenie vo vzťahu k stratégii IS. 
Tabuľka 1: Oblasti skúmané metódou HOS 8 
 
Ako uţ bolo spomenuté v úvodných odsekoch vytvoril Doc. Ing. Miloš Koch pre kaţdú z oblastí 
dotazníky, skladajúce sa z 10 otázok, ktoré sú všeobecné, teda pouţiteľné na celé spektrum systémov 
a vystihujú pre kaţdú oblasť najdôleţitejšie problémy. Kaţdá otázka má svoju ordinálnu hodnotu, 
ktorú ale osoba, ktorá na otázky odpovedá, vopred nepozná. 
Z vytvorených a vyplnených dotazníkov metóda získa úrovne daných oblastí podľa 
nasledujúceho vzorca. Úroveň celkového systému sa potom rovná hodnote oblasti s najniţšou 
úrovňou. Úroveň jednotlivých oblastí resp. celého systému môţe nadobúdať hodnoty 1 aţ 5 (najlepšia 
úroveň). 
 
Obrázok 11: Vzorec pre výpočet skúmaných oblastí (Zdroj 13) 
 
Teraz uţ poznáme úroveň jednotlivých oblastí a tieţ úroveň systému aţ týchto dvoch hodnôt 
určujeme vyváţenosť systému (existujú tri varianty vyváţenosti). Ďalšou dôleţitou hodnotou je 
význam systému pre podnik, tú stanovíme zo znalosti podniku ako takého (tu existujú tieţ tri rôzne 
varianty). Výsledky metódy je vhodné zobrazovať grafickým vyjadrením. Pre naše účely nám bude 
slúţiť systém Zefis, ktorý danú metódu implementuje a aplikuje 
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3.3.3.1 Vyváţenosť a význam systému 
Vyváţenosť systému stanovíme z uţ dosiahnutých výsledkov, teda z úrovní oblastí a úrovne 
systému. Vyváţenosť systému značíme písmenom r.  
Sú známe tri moţnosti: 
1) úplne vyváţený systém (r = 1) - Systém nazývame úplne vyváţený, keď všetky oblasti majú 
rovnakú úroveň. 
2) vyváţený systém (r = 0) - Systém nazývame vyváţený, keď všetky oblasti majú buď úroveň 
zhodnú s úrovňou systému alebo úroveň o hodnotu jedna vyššia neţ je úroveň systému, pričom 
oblastí, ktorých úroveň je zhodná s úrovňou systému je viac.  
3) nevyváţený systém (r = -1) - Sú to všetky ostatné neţ vyváţené systémy. 
 
Stanovenie významu systému pre podnik je subjektívne a robí sa aj preto aby podniky 
nemrhali príliš finančnými prostriedkami na informačný systém, aj keď tak kvalitný systém vôbec 
nepotrebujú. Význam systému značíme písmenom v.  
Opäť existujú tri významy: 
1) systém s kľúčovou dôleţitosťou (v = 1) - systém je dôleţitý a krátkodobá nefunkčnosť ohrozí chod 
podniku. 
2) dôleţitý systém (v = 0) - systém je síce dôleţitý, ale krátkodobá nefunkčnosť systému neohrozí 
chod podniku. 
3) nedôleţitý systém (v = -1) - výpadok systému neohrozuje chod podniku. 
 
Teraz uvedieme odporúčanú úroveň systému pre dané významy systému. 
 
význam systému  doporučená hodnota 
1 4 
0 3 
-1 2 
Tabuľka 2: Doporučené hodnoty pre význam systému. 
 
3.3.3.2 Voľba stratégie 
Pomocou známej úrovne systému, vyváţenosti a dôleţitosti systému vieme určiť vhodnú stratégiu pre 
našu organizáciu. Buď môţeme zvoliť stratégiu expanzie, pri ktorej sa snaţíme zvýšiť náklady 
vloţené do systému, aby došlo skokovo k jeho zlepšeniu. Alebo môţeme zvoliť stratégiu stability, pri 
ktorej sa snaţíme s dostupnými prostriedkami udrţiavať a postupne zvyšovať efektívnosť systému. A 
poslednou moţnosťou je stratégia obmedzenia, pri ktorej si môţeme dovoliť zníţiť náklady vloţené 
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do systému, pretoţe máme systém na zbytočne veľkej úrovni. A teraz pomocou úrovní daných oblastí 
tieţ poznáme oblasti, na ktorých by sme mali dané stratégia uplatňovať, pretoţe majú napríklad nízku 
úroveň alebo majú vysokú úroveň vzhľadom k systému ako celku, jeho významu a vyváţenosti. 
Jednotlivé stratégie je moţne nájsť v literatúre: Koch Miloš, Jan Dovrtěl: Management Informačných 
systémov. (16) 
3.3.3.3 Grafické vyjadrenie výsledkov 
Slúţi k prehľadnejšiemu pochopeniu výsledkov. Grafický výsledok sa skladá zo 4 osí, z ktorej 
kaţdej poloosy prináleţí jedna oblasť a na kaţdej osi môţe výsledná úroveň oblastí nadobúdať 
hodnoty 1 aţ 5. Základný súradný systém bez vynesenie výsledkov je nasledovné, pre 
zjednodušenie budeme ďalej súradný systém uvádzať bez číselných hodnôt a bez označenia 
oblasti: 
 
 
Obrázok 12: Súradný systém metódy HOS8. (Zdroj 13) 
 
Príklad zobrazenia úrovní oblastí graficky v metóde HOS. 
 
 
Obrázok 13: Zobrazenie úrovní systému. (Zdroj 13) 
 
Ďalej do grafického vyjadrenie výsledku vloţíme úroveň systému, jedná sa o pravidelný osemuholník 
s hodnotou najslabšej oblasti. 
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Obrázok 14: Zobrazenie celkovej úrovni systému (Zdroj 13) 
 
Ďalším krokom je stanovenie dôleţitosti systému pre podnik, jedná sa o pravidelný osemuholník, 
ktorý vykresľuje prerušovanou čiarou. Pre uvedený príklad tu uvedieme význam systému s hodnotou 
3. 
 
Obrázok 15: Zobrazenie významu systému. (Zdroj 13) 
 
3.3.3.4 Efektívnosť informačných systémov 
Efektívnosť skúmaného reklamačného systému zistíme pomocou ďalšej dotazníkovej metódy, ktorý 
môţeme nájsť na adrese www.zefis.cz. Rovnako ako predchádzajúcou metódu HOS 8 necháme aj tu 
dotazníky vyplniť respondentmi zo skúmanej spoločnosti. Na základe čoho si urobíme predstavu o 
efektivite skúmaného systému a zistíme jeho slabé miesta. Výsledky potom porovnáme s referenčnou 
databázou firiem. Hlavnými oblasťami, ktoré budú pomocou tejto metódy skúmané sú: 
 
 spokojnosť uţívateľov s informačným systémom 
 spokojnosť pouţívateľov s úrovňou podpory 
 úroveň zaškolenia uţívateľov 
 existencia informačnej stratégie spoločnosti 
 typy informačných systémov, ktorý sa pouţívajú 
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3.4 Outsourcing ako model k trvalo udrţateľnej 
informačnej stratégii 
V rámci tejto kapitoly by som chcel naznačiť moţné trendy ako udrţať informačnú stratégiu ako 
kontinuálny a udrţateľný proces ktorý ma jasné definovaný cieľ, procesy a metriky. Toto môţeme 
dosiahnuť outsourcingom či uţ čiastočným alebo kompletným. 
Jednoznačným trendom v tejto oblasti je príklon od modelu architektúry "uzavretých 
ostrovov" k architektúre "servisne orientovaného modelu".(8) 
3.4.1 Trendy v IT a ich vplyv na outsourcing 
V nasledujúcom modeli architektúry uzatvorených ostrovov, ktorý však v mnohých odvetviach 
pretrváva dodnes, sú jednotlivé typy prvkov IT architektúry (servery, úloţisko, aplikácie, databázy, 
firewally, smerovače atď,) z pohľadu dizajnu, implementácie, správy aj prevádzky oddelenia. Tento 
model bol v niektorých sektoroch dokonca dotiahnutý do stavu, kedy jednotlivé kľúčové aplikácie 
mali vlastnú, oddelenú infraštruktúru serverov, úloţísk, databáz, smerovačov, atď. Tento model mal 
výhodu v dedikovaných IT zdrojoch a v moţnosti ich špecializácie, avšak v mnohých smeroch 
infraštruktúru vyuţíval neefektívne a bol modelom statickým. 
 
 
Obrázok 16: Architektonické modely IT (Zdroj 8) 
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Prechod od súčasného modelu uzatvorených ostrovov k servisne orientovanému modelu je 
spôsobený vďaka: 
 prudkému rozvoju moţností virtualizácií IT zdrojov, 
 tlaku na čo najefektívnejšie vyuţitie nákladov, 
 rýchlejšiemu cyklu uvádzaniu aplikácií 
 
Tento model umoţňuje vyuţívanie iba takej časti IT zdrojov, ktoré sú nevyhnutné pre danú sluţbu, a 
navyše umoţňuje rýchle dynamické presunutie IT zdrojov podľa aktuálnych cien či sezónnych 
potrieb tej ktorej aplikačnej sluţby.  
Významným trendom je zmena vnímania hodnôt IT. Tento trend samozrejme prichádza s 
rastom významu IT pre chod kaţdej spoločnosti či vytváraniu pridaných hodnôt. Niektoré odvetvia 
závisia pri poskytovaní sluţieb alebo výrobcu tovaru na IT aţ z 99%. Dobrým príkladom sú 
bankovníctvo, telekomunikácie, distribúcia a ďalšie. IT prestáva byť niečím, čo znamená iba reţijné 
náklady, ale stáva sa tým, čo aktívne pomáha vytvárať alebo poskytovať sluţby zákazníkom 
spoločností. S tým prichádzajú aj radikálne zmeny v chápaní hodnôt IT. Dochádza k transformácií 
zákazníckeho prístupu, čo znamená, ţe: 
 Interní uţívatelia sa stávajú zákazníkmi 
 Meria sa efektivita procesov, stráţi sa, či sú dosahované dohodnuté parametre (SLA) 
jednotlivých sluţieb alebo skupín sluţieb. 
 o prevádzku sa nestará jeden prevádzkový manaţér, ale kľúčové sluţby alebo skupiny sluţieb 
sledujú servisní manaţéri. 
 
 
Obrázok 17: Zmena vnímania hodnôt (Zdroj 8) 
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3.4.2 Zmena pohľadu na náklady a procesy v informačných 
technológiách 
Trend smerujúci k pohľadu na IT ako na "servisne orientovanú architektúru" so sebou intuitívne 
prináša aj zmenu spôsobu výpočtu nákladov, a to z jedného reţijného nákladového strediska a 
náklady na jednotlivé sluţby, popísanú situáciu zobrazuje nasledujúci obrázok. 
 
 
Obrázok 18: Nákladové modely (Zdroj 8) 
 
Trend zmeny vnímania hodnôt v IT priniesol nutnosť prístupu formou "Best Practice". To znamená 
určitú znalostnú základňu ako procesy v IT, čo najlepšie organizovať a ako sa poučiť od tých, ktorí to 
robia lepšie. To viedlo k vzniku mnohých metodických doporučení kde najznámejším a do určitej 
miery najpouţívanejší je ITIL Framework. 
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Obrázok 19: Rámec ITIL referenčných procesov (Zdroj 8) 
 
3.4.2.1 Aplikačná architektúra 
Vývoj aplikácií bol významne ovplyvnený rozvojom internetu a následným budovaním trojvrstvovej 
aplikačnej architektúry. Tento trend priniesol pozitíva v jednoduchom spôsobe vývoja a uvádzania 
"miniaplikácií" teda sluţieb takmer pre kaţdého, a ďalej umoţňoval ľahko skladať jednotlivé sluţby 
podľa ľubovôle(8). Na druhej strane sa zase objavila negatíva , napríklad: 
 Nemoţnosť systematicky vyuţívať existujúce sluţby alebo aplikácie. 
 Nemoţnosť implementácia kontrolných mechanizmov a pravidiel premávky medzi novými a 
uţ existujúcimi sluţbami a aplikáciami. 
 Neexistencia dokumentácie sluţby a ich parametrov, z čoho vyplýva nemoţnosť zistiť, či a za 
akých podmienok sa dá na danú sluţbu výkonovo či parametrovo spoľahnúť. 
 Prakticky nemoţné riadenie parametrov sluţieb za prevádzky a pri zmenách. 
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Obrázok 20: Negatíva miniaplikácií (Zdroj 8) 
 
To všetko odštartovalo zásadný trend a to aplikácií nazvaných SOA, teda servisne orientovaná 
architektúra prístupu, ktorá prináša potrebné pravidlá a princípy pre vývoj, prevádzku a rozvoj ale aj 
zmeny aplikácií. 
 
 
Obrázok 21: SOA (Zdroj 8 ) 
 
3.4.3 Ţivotný cyklus aplikácií 
Významnejší vplyv IT na vytváranie hodnôt spoločností so sebou samozrejme nesie tlak obchodných 
zloţiek spoločností na rýchle a ľahké uvedenie si nových funkcií a aplikácií, ktoré zrýchľujú 
uvádzanie nových produktov a sluţieb ich zákazníkom. Existencia spomínanej trojvrstvovej 
aplikačnej architektúry a SOA prístupu umoţnila vznik šesťkrokového ţivotného cyklu tak ako 
ukazuje nasledujúci obrázok, ktorý uvádza aplikácie do beţného ţivota ďalej zjednodušuje a 
urýchľuje. 
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Obrázok 22: Ţivotný cyklus aplikácií (Zdroj 8) 
 
Zo skúseností s prevádzkou u mnohých zákazníkov vyplávajú dva kritické faktory: 
1. Rozdielne plánovacie periódy - procesy moţno zmeniť podstatne jednoduchšie ako aplikácie 
a infraštruktúru. Infraštruktúra je na tom ohľadom zmien najhoršie, pretoţe jej zmeny sa plánujú a 
najmä realizujú v najdlhšom období. 
 
 
Obrázok 23: Rozdielne plánovacie periody (Zdroj 8) 
 
2. Efekt snehovej gule - priebeţnou prevádzkou dochádza v aplikáciách a infraštruktúre ku 
vzniku tzv. efektu snehovej gule. Aj drobné nedostatky sa časom zväčšujú a nabaľujú, čím sa skôr či 
neskôr aplikácie a infraštruktúra môţu dostať do neriaditeľného stavu, teda ak v rámci prevádzky nie 
je odstraňovanie nedostatkov venovaná dostatočná pozornosť. 
 
Tieto dva faktory majú významný vplyv na kolísavý vývoj spoločnosti (rozvoj či recesia) a 
schopnosť IT reagovať na neho redukciou nákladov aj investovaním do rozvoja. 
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Tento posun komplikuje riaditeľnosť IT zdrojov, znemoţňuje predikciu a vytvára priestor pre 
neefektívne investície do "dočasne potrebných" technológií. 
 
3.4.4 Výhody servisne orientovaného prístupu k IT 
Z vyššie uvedených trendov vyplýva, ţe IT sa stáva vysoko dynamickou entitou, kde je nutné 
precízne uplatňovať servisne orientovaný prístup. Schému procesov daného prístupu ukazuje 
nasledujúci obrázok. 
 
 
Obrázok 24: Architektúra SOA (Zdroj 8) 
 
Servisne orientovaný prístup v IT potom znamená: 
 SOA prístupy sú uplatňované pre všetky tri vrstvy - procesy, aplikácie, infraštruktúru. 
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 Existencia vrstveného modelu zaručuje pravidlá a rozhranie pre fungovanie kaţdej celej 
vrstvy a zároveň komunikáciu s okolitými vrstvami. 
 Oddelená dodávka a riadenie sluţieb umoţňuje riadenie sluţieb a plánovanie v oblasti zmien, 
bezpečnosti, QoS a financií. 
 
3.4.5 Výhody outsourcingu a dôvody, ktoré k nemu vedú 
V rámci prístupu k outsourcingu môţeme vychádzať z niekoľkých významných prameňov. Ak sa 
pozrieme do sveta a do histórie, nájdeme jeden z relevantných zdrojov, ktorý skúmal hlavné dôvody 
pre outsourcing, "Outsourcing Institute". Podľa dôleţitosti boli zostupne zoradené tieto sledované 
dôvody. 
 
1. Sústredenie na hlavnú činnosť podniku. 
2. Prístup k moţnostiam a schopnostiam na svetovej úrovni. 
3. Rozšírenie prínosov reštrukturalizácie. 
4. Zvýšenie flexibility zdrojov (ľahší prispôsobený zmenám objemu a frekvencie - pri 
zmenšení obojakého nezostávajú vysoké fixné náklady). 
5. Štandardizácia riešenia IS / IT (napr. pri tvorbe holdingov) zabezpečením jedného 
celosvetového poskytovateľa. 
6. Zdieľanie rizík. 
7. Uvoľnenie zdrojov pre iné účely. 
8. Uvoľnenie kapitálových prostriedkov. 
9. Prísun peňazí. 
10. Zníţenie operatívnych nákladov. 
11. Predvídateľné náklady a kontrolovateľné výdavky na danú oblasť. 
12. Zdroje nie sú dostupné iba lokálne (uľahčuje napr. presťahovanie do inej lokality). 
 
Vývoj išiel ďalej a v súčasnej dobe sa skôr stretávame s nasledujúcimi dôvodmi bez poradia 
významnosti: 
 Zniţovanie nákladov na IT 
 Vyuţitie know - how externých špecialistov 
 Merateľnosť podnikateľské hodnoty IT 
 Zlepšenie kvality IT 
 Zabezpečenie a ochrana kritických dát 
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Dôvody sa teda môţu meniť, ale faktom je, ţe podiel outsourcingu stále pomerne významne 
rastie. V Českej republike nie je situácia iná - aspoň z pohľadu trendu rozvoja. Skúsime si pomenovať 
naše špecifiká. Dôvodov súčasného "boomu" (okrem celosvetového trendu) u nás pravdepodobne 
viac. Základom je prílev investícií zo zahraničia, kde sú s outsourcingom pomerne dobré skúsenosti. 
Firmy, ktoré investujú do tuzemských spoločností majú záujem na zjednotení prostredia vo všetkých 
riadených subjektoch po celom svete. Ak majú dobrú skúsenosť práve s outsourcingom v IT, je úplne 
logické, ţe sa snaţia rovnakým spôsobom riešiť túto oblasť aj v Českej republike. To je teda strana 
dopytu a v tomto prípade zákony trhu fungujú učebnicovo. Len málo svetových lídrov v tejto oblasti 
v súčasnosti chýba na našom trhu. To znamená, ţe aj na strane ponuky je moţné si vybrať kvalitného 
dodávateľa. 
Je to teda ako kaţdou inou zmenou a outsourcing je zmenou naozaj významnou. Zmena sa 
zvyčajne realizuje vtedy, ak: 
 Prinesie peniaze (zníţením nákladov alebo zvýšenie výnosov) 
 Eliminuje riziko (minimalizuje moţnosť straty finančnej aj nefinančnej) 
 
3.4.5.1 Dôsledky implementácie a finančné riadenie v IT útvare 
Jedným z dôleţitých procesov presadzovaných v rámci ITIL aj ISO / EC 2000 je "Financial 
Management". Čo je v podstate správa všetkých IT nákladov aţ na úroveň jednotlivých IT sluţieb.(8) 
Pre externých poskytovateľov IT sluţieb je znalosť nákladov v takomto členení, pre stanovenie 
ceny pochopiteľne nutnosťou. Interné IT oddelenie sa môţe po implementácii takéhoto procesu 
dočkať zaujímavých prekvapení, zvlášť po hodnotení výsledkov manaţmentom. Interné IT útvary sú 
totiţ zvyčajne jednotkami s pevným rozpočtom na všetky aktivity a v prípade dodrţania rozpočtov, 
čiastkových aj celkových, sa príliš nepátra po tom, na čo by boli peniaze vynaloţené. Po 
implementácii vyššie uvedeného sa zrazu odhalia náklady na komodity - IT sluţby - ktoré je moţné 
kúpiť na externom trhu sluţieb. 
A čo urobí top manaţér, ktorý má naraz viac alternatív pre zabezpečenie sluţieb potrebných 
pre chod svojho businessu? Má na výber z dvoch moţností: 
 Interné náklady sú niţšie ako je cena porovnateľnej sluţby na trhu. Manaţér sa môţe 
uspokojiť a všetko nechať beţať tak, ako tomu bolo doteraz. Problémom v tomto prípade 
bývajú zamestnanci, ktorí začnú poukazovať na to, ţe nízka výrobná cena je spôsobená ich 
nízkymi platmi. 
 
 Interné náklady niektorých alebo všetkých sluţieb prevyšujú ceny, za ktoré sú tieto sluţby 
ponúkané niektorými spoločnosťami na trhu. V tomto prípade zodpovedný manaţér 
spozornie, pretoţe zjavne našiel oblasť, kde môţe potenciálne realizovať úspory. Situácia 
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pochopiteľne nie je tak jednoduchá, pretoţe jednak hrozí nebezpečenstvo porovnávanie jabĺk 
s hruškami, jednak cena rozhodne nemôţe byť jedným kritériom, v kaţdom prípade, ale má 
zmysel sa touto oblasťou podrobnejšie zaoberať: moţností riešenia je napríklad zníţenie 
rozpočtu interného IT útvaru o 10 - 20 %. Skúsenejšieho managera asi neprekvapí, ţe po 
nejakú dobu bude všetko fungovať bez zjavných problémov. Najskôr sa totiţ prestanú 
vykonávať preventívne opatrenia, profylaxia, obmedzí sa vzdelávanie pracovníkov a ďalšiu 
činnosť, ktoré "nie sú okamţite vidieť". A do istej miery sa skutočne prevádzka IT sluţieb 
zefektívni, pretoţe interné rezervy existujú vţdy. 
 
V prípade ţe sa zaoberáme outsourcingom v modernom pojatí so zabezpečením všetkých 
potrebných procesov, ide skutočne o moţnosť, ako zabezpečiť niektoré IT sluţby cenovo 
výhodnejšie. A v tomto prípade sa iniciátorom stáva skutočne zodpovedný manaţér, ktorý 
prostredníctvom finančných ukazovateľov riadi spoločnosť. 
3.4.6 Sourcing Strategy 
V predchádzajúcom odseku sme naznačili moţnosť zabezpečiť niektorú oblasť alebo všetky IT 
sluţby formou outsourcingu. Bez toho aby sme chceli zniţovať význam tzv. komplexného 
outsourcingu, kedy sa outsourcinguje kompletný rozsah sluţieb poskytovaných interným IT útvarom, 
súčasný trend vedie skôr k outsourcingovaniu iba jednotlivých IT sluţieb alebo ich skupín. Najskôr si 
však zopakujeme základné poučku pre outsourcing: 
 
"Outsourcingujeme také oblasti podnikania, ktoré nie sú hlavným predmetom nášho 
podnikania" Lepšie a zrozumiteľnejšie to prezentuje napr. Gartner Group pomocou nasledujúceho 
obrázku. (8) 
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Obrázok 25: Sourcing Strategy (Zdroj 8) 
 
Ľahšie outsourcingovať moţno oblasť "technologických aktív", naopak podstatne zloţitejšie je 
to s oblasťo nad čiarou, tj oblasť "Podnikateľských aktív" ktorá je viac viazaná na hlavný predmet 
činnosti organizácie. 
Takţe ak sme si vyhodnotili, ţe IT sluţby nie sú tým, čo nám prináša najväčší zisk, môţeme 
pristúpiť ku kroku 2, ktorým je definícia toho, čo vlastne chceme a čo má zmysel outsourcingovať. Po 
definícií strategických cieľov a zhodnotení rizík je moţné pristúpiť k začatiu vlastného procesu 
outsourcingu a to vyčlenením útvaru IT alebo niektorých jeho častí mimo vlastnú organizáciu. 
Dôleţitou otázkou zostáva či vyčleniť celé IT oddelenie alebo len obmedzený okruh sluţieb. Keď 
obmedzený okruh, potom ktoré sluţby konkrétne, a aká bude postupnosť pri ich koncentrovaní. 
Najskôr nadefinujeme a formulujeme jasné strategické ciele - očakávané prínosy, ktoré by mali 
byť v súlade s celkovou stratégiou spoločnosti. Túto etapu nemoţno v ţiadnom prípade podceniť a 
vymedzenie cieľa typu "nechcem mať ţiadne starosti s informatikou a chcem, aby to dobre 
fungovalo" sa môţe v ďalších fázach celého procesu kruto vypomstiť. Proti týmto cieľom postavíme 
moţné riziká a výsledkom hodnotenia je rozhodnutie: buď outsourcing je správna cesta, alebo nie.  
Ďalej sa budem zaoberať len prvou variantov. Nasleduje rozbor činností interného útvaru 
informatiky na úroveň elementárnych sluţieb. Do toho procesu sa vrelo odporúča zapojiť aj 
zástupcov pouţívateľských útvarov, ktorí sluţby útvaru IT vyuţívajú. Pracovníci informatiky majú 
takmer vţdy sklon k príliš technickým definíciám a veľmi detailnému členeniu na rôzne varianty a 
ďalšie moţnosti jednotlivých sluţieb, čo môţe celý proces uţ na samom začiatku skomplikovať. 
Definované sluţby sa následne rozdelia do skupín podľa nasledujúcich kritérií: 
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 Musí prinášať zákazníkovi úţitok a podporovať dosiahnutie jeho cieľov. 
 Musí mať čo najmenej a čo najjednoduchších rozhraní na ostatné skupiny sluţieb (musia byť 
samostatne riaditeľné). 
 Musia byť samostatne dostupné na trhu a musia byť pre dodávateľa atraktívne (dôvodom je 
moţnosť výberu z viacerých dodávateľov a v prípade zlyhania uţ uzavretého vzťahu tieţ 
moţnosť voľby iného dodávateľa). 
 
Takto dosiahneme rozdelenie oddelenie informatiky, alebo lepšie povedané sluţieb, ktoré 
poskytuje celej organizácii zákazníka a jeho obchodným partnerom, na časti, o ktorých 
poskytovateľovi (poskytovateľoch) je uţ moţné uvaţovať separátne. Poskytovateľom tu rozumieme 
externú organizáciu alebo interný útvar. A teraz nasleduje najťaţšia časť celého procesu, pre ktorú 
nemoţno nájsť jednoznačný návod.  
 
 
Obrázok 26: Moţné vyčlenenie určitých typov sluţieb (Zdroj 8) 
 
Projektový tím zákazníka musí ohodnotiť kaţdú skupinu sluţieb a odporučiť najvhodnejšie 
riešenie a postup, ako navrhovaného stav dosiahnuť. Metodika hodnotenia síce existuje, ale podľa 
praktických skúseností bývajú rozhodnutia veľmi často vecou citu a skúsenosti členov projektového 
tímu. Jednoduchý príklad výsledkov celej činnosti poskytuje predchádzajúca tabuľka na 
predchádzajúcej strane, jedná sa o príklad pre konkrétnu spoločnosť a predloţený výsledok rozhodne 
nemoţno zovšeobecniť ani odporučiť ako univerzálne riešenie. 
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3.5 Cloud Computing 
Cloud computing je štandardizovaný, samoobsluţný model s nasadením platby za pouţitie, ponúka 
firmám rýchly prístup k výkonným a flexibilnejším IT kapacitám v cenových hladinách, ktorých s 
tradičným IT nedá dosiahnuť.(16) 
Hoci uţ dnes mnoho firiem uţíva výhod verejných cloud sluţieb, prevaţná väčšina 
profesionálov v oblasti firemnej infraštruktúry a operácií I&O5 povaţuje cloud infraštruktúru, 
software a sluţby stojace mimo firewall za príliš málo vyspelé a spoľahlivé na to, aby v ich firmách 
mohli byť zavedené . Ich odpoveď znie: "Privediem tieto technológie" domov "a uchýlime sa k 
privátnemu riešeniu - internému cloudu." Technológia cloud ale nie sú "veci", znamenajú odpoveď na 
otázku "ako", a väčšine firemných I & O oddeleniam chýbajú skúsenosti i vyspelosť potrebné na 
riadenie týchto prostredí. Aby boli na prijatie cloudu pripravení, musia sa najprv vysporiadať s 
otázkami štandardizácie operácií, automatizácie a virtualizácie. Proces je síce moţné urýchliť prijatím 
cloudu s hotovými riešeniami "na kľúč" určenými pre úplne nové prostredia, ale väčšine firiem bude 
sprevádzkovanie interného cloudu trvať celé roky. 
Argumenty proti príťaţlivosti cloud computingu sa hľadajú len ťaţko. Schopnosť 
samoobsluţného zavedenie výpočtových a skladovacích kapacít v priebehu niekoľkých minút pri tak 
nízkych nákladoch ako je $ 0.03 za hodinu moţno len ťaţko prekonať. Moţnosť škálovať kapacitu 
aplikácií podľa potreby, pri nákladoch, zodpovedajúcich ich skutočnej spotrebe, sa pre mnohých 
manaţérov dátových centier stala Svätým grálom. Fakt, ţe je v dnešnej dobe táto výhoda k dispozícii, 
je rovnako radostný ako popudzujúci. 
Prečo? Pretoţe výhod cloud computingu si môţete uţiť len ak: 1) máte tú správnu aplikáciu 2) 
viete, ako riadiť škálovanie 3) a ste ochotní uspokojiť sa so zabezpečením, ktoré vám ponúka váš 
cloud poskytovateľ (prípadne ho doplniť). Pre väčšinu profesionálov z oblasti I & O sú toto 
kompromisy, ktoré príťaţlivosť cloud computingu rýchlo zniţujú - obzvlášť čo sa týka otázok 
ohľadom bezpečnosti. Aj keď je určite moţné naučiť sa, ako zabezpečiť sprevádzkovanie verejného 
cloudu - a organizácie veľmi podporujú snahu túto tejto porozumieť - väčšina I & O profesionálov by 
aj tak radšej uprednostnila udrţať aplikácie pod vlastnou ochranou.  
Je dobré vedieť, čo je a čo nie je cloud computing. Nie je moţné sa skrátka obrátiť na vašeho 
dodávateľa či partnermi v snahe rozlúštiť DNA cloud computingu. Všetci z nich totiţ definujú cloud 
tak, ako keby práve ich existujúce riešenia zodpovedalo potrebám dnešného trhu - či uţ tomu tak 
skutočne je alebo nie. Termínom "cloud" sa nedbalo pohadzujú sem a tam, a mnohí poskytovatelia ho 
pouţívajú ako pseudonym, s ktorým sa snaţí pritiahnuť väčšiu pozornosť ku svojim produktom.  
                                                     
 
5
 I&O - Infrastructure & Operations, infraštruktúra a operácie. (Zdroj Forrester) 
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Forrester definuje cloud computing ako: 
 
 "Štandardizovanú IT kapacitu (sluţby, software, alebo infraštruktúru) dodávanou 
samoobsluţným spôsobom systémom" platby za pouţitie ".(17) 
 
Štandardizovaná kapacita znamená konzistentné, mnohonásobne opakovateľnou dodávku 
sluţieb. Sluţba cloud je ľahko vyuţiteľná sluţba, aplikácia, softwarová komponenta alebo prvok 
infraštruktúry, ktorý je doručený zakaţdým tým istým spôsobom. Nie je upravovaný alebo 
nastavovaný jednotlivo pre kaţdého klienta - tým by sa narušila ekonomickosť jeho modelu. 
Spotrebiteľ si môţe vybrať z niekoľkých moţností drobných úprav základné sluţby, ale vo finále je 
dodávaná kapacita zopakovaná s úzkostlivou dôkladnosťou. To je základným predpokladom pre to, 
aby bol cloud computing schopný masovej škálovateľnosti a dával ekonomický zmysel. 
Platba za vyuţitie znamená platenie za zdroje iba v prípade ich pouţitia. Druhý kľúčový 
princíp obchodného modelu cloud computingu je, ţe platíte len za sluţby, ktoré ste skutočne vyuţili, 
bez ohľadu na počet investičných celkov, ktoré hodláte pre tieto sluţby vyhradiť. Takmer všetky 
cloud sluţby vyuţívajú tento model, aby ponúkli flexibilné náklady v závislosti na meniacej sa 
spotrebe. Zatiaľ čo väčšina nákladov je nastavená tak, aby narastali so zvyšujúcou sa spotrebou, 
niektoré riešenia ako treba Infrastructure-as-a-service (IaaS) so zniţujúcou sa spotrebou v nákladoch 
klesajú. 
Samoobsluţná znamená vysoko automatizovaná. Tretím zásadným rozdielom je spôsob, akým 
sú tieto riešenia zabezpečované. Je ľahké zriadiť webovú stránku, cez ktorú si zákazníci môţu od vás 
sluţby vyţiadať. Avšak takto cloud computing nefunguje. U cloudu je nutné, aby sluţby boli 
poskytnuté na poţiadanie, zvyčajne od 5 do 15 minút. To znamená, ţe pre poskytovanie cloud sluţieb 
musíte zautomatizovať poskytovanie operácií, aby fungovali s presne, a riadili sa vysoko 
štandardizovanými postupmi tak, aby ich zavádzanie bolo predvídateľné a nákladovo efektívne. 
Riadenie zdrojov musí byť sofistikovanejšie a viac automatizované, aby sa poskytovanie sluţieb 
nezbrzdilo alebo nepozastavil pri uvoľňovaní kapacít na spracovanie ďalších pracovných úkonov. 
V súčasnoti je dosť pravdepodobné, ţe mnoho firiem uţ dnes má moţnosť časť svojich sluţieb 
presunúť do cloudu, s úpravami pre to konkrétne obchodné prostredie. S cloud compuntingom úzko 
súvisí pojem a problematika virtuálizácie IT zdrojov. Práve úroveň skúseností a implementovaných 
virtualizačných stratégie firmu predurčuje k úspešnej migrácii svojich sluţieb do cloudu 
 Smutnou pravdou je, ţe medzi ozajstným cloud computingom a pripravenosťou väčšiny 
dnešných I&O oddelení zíva obrovská priepasť. A podľa prieskumov spoločnosti Forrester, ktorých 
výsledky sa zhodujú s rozhovormi u zákazníkov a prieskumovými analýzami, iba 5% IT firiem má 
dostatočné skúsenosti.(16) 
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Byť pripravený na cloud znamená zrelosť v niekoľkých oblastiach. Na cloud ste pripravení, ak: 
 Ste štandardizovali väčšinu často opakovaných prevádzkových postupov. To znamená, 
ţe ste štandardizovali nielen rozmiestnenie a konfiguráciu virtuálnej infraštruktúry, ale 
aj riadenie kapacít, inštaláciu patchov, image management, a riadenie ţivotného cyklu 
virtuálnych strojov vo vašom prostredí. K prevádzkovaniu cloudu potrebujete, aby 
všetky tieto beţné úkony boli mnohonásobne opakovateľné procesy, aby zmeny boli 
riadené konzistentne a aby bolo prostredie monitorované a riadené tak, ţe budú takmer 
úplne eliminované ľudské pochybenia a iné neefektívne činnosti. 
 Máte plne zautomatizované nasadenie a správu. Ak sú vaše operácie štandardizované, 
môţete ľahko zveriť väčšinu beţných úkonov vo vašom prostredí automatizačnými 
nástrojmi. Čím viac automatizované sú vaše kroky a konania, tým lepšie budete 
schopní predvídať správanie vášho systému a tým pádom aj jeho náklady. 
Automatizácia je tieţ kľúčová pre umoţnenie rýchleho nasadenia. 
 Ponúkate uţívateľom samoobsluţný prístup. Ak je vaše prostredie plne 
automatizované, nepodstupujete ţiadne riziko tým, ţe umoţníte vývojárom, aby sa vo 
vašom prostredí voľne pohybovali. Samo obsluţnosť neznamená chaos, ktorýkoľvek 
dobrý portál s cloud sluţbami by sa mal riadiť konzistentným workflow, čo zaistí, ţe 
ţiadateľ:  
1) má právo a súhlas s nasadením,  
2) podstupuje konzistentné kroky pri výbere zdrojov, ktoré majú byť nasadené,   
3) súhlasí s podmienkami vyuţívania daného prostredia.  
Takéto workflow môţe zahŕňať súhlas manaţmentu alebo architektov pred spustením 
automatického nasadenia. Ale I & O by nemalo pouţívať čas nutný pre schvaľovacie 
procesy na zastieranie rýchlosti a výkonnosti skutočného zavedenia. 
 
 Vaše firemné oddelenia sú pripravené zdieľať rovnakú infraštruktúru. Hlavným 
princípom ekonomiky cloud computingu je zdieľanie, ekonomické výhody cloudu bez 
neho skrátka nefungujú. Aby riešenie cloud dávalo ekonomický zmysel, musí mať 
obdobie vysokého vyuţitia, v opačnom prípade by zdroje zostávali po dlhú dobu 
nečinné, čo by úplne zničilo návratnosť investícií. Práve toto sme sa po celé roky 
snaţili vyriešiť pomocou konsolidácie IT. Ak sa to vo vašom prostredí zdá nereálne, 
budete musieť mať pre kaţdé vaše firemné oddelenia dostatok zákazníkov, aby sa vám 
oplatilo zriaďovať pre nich vlastné cloud. Inak totiţ interné cloud neprinesie vašej 
organizácii takmer ţiadne výhody. 
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Od doby, kedy sa virtualizácia objavila prvýkrát, uplynulo viac ako 10 rokov, ale hlavným 
prúdom sa stala len nedávno, teraz ju vo svojom prostredí x86 pouţíva viac neţ 60% firiem. Tým to 
ale ešte nekončí. V auguste 2009 uvádzali firmy, ţe menej ako polovica ich x86 serverov je 
virtualizovaná a ţe do konca roka 2010 v priemere zvirtualizují 65% svojich x86 serverov. To 
znamená, ţe väčšina spoločností sa stále učí, ako efektívne fungovať vo virtuálnom prostredí.(16) 
Pred tým, neţ sa pokúsite zaviesť privátny cloud, musíte dostať efektivitu virtualizácie na úplne inú 
úroveň. Aby ste to dosiahli, mali by ste najprv určiť, ako vyspelé sú vaše virtualizačné operácie 
podstúpením Forresterovým hodnotením virtualizačnej vyspelosti. Odporúča sa, aby firmy pred tým, 
neţ začnú budovať alebo vytvárať interné cloudy, boli aspoň na 3. úrovni, značiace dostatočnú 
virtualizačnú vyspelosť. 
 
 
 
Obrázok 27: Štyry fázy virtualizačnej vyspelosti 
 
Ak sa nachádza vaša organizácia, rovnako ako takmer polovica všetkých ostatných, vo fáze 
strategickej konsolidácie, čaká vás niekoľko krokov, ako začnete serverové virtuálne prostredie 
prevádzkovať ako zásobník zdrojov a dosiahnete silných ekonomických efektov. Iste, uţ dnes je 
ekonomicky oveľa výhodnejšie, ako keď ste mali pre kaţdú aplikáciu fyzický stroj, ale cesta ku cloud 
computingu predpokladá, ţe si osvojíte niekoľko best practices. Medzi tie najbeţnejšie bezprostredne 
patrí: 
Vysporiadanie sa s přebujením virtuálnych strojov. Stratégia konsolidačnej fázy virtuálnej 
vyspelosti sa často nazýva fázou "hrdinskou", pretoţe práve v tomto období firma dosahuje obrovské 
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úspory nákladov. (16) Konsolidáciou pracovných úkonov s pomocou virtualizácie môţeme firme 
ušetriť veľké mnoţstvo peňazí na zniţovanie či úplne rušenie investičných nákladov. Môţete dokonca 
urýchliť dobu na uvedenie na trh, pretoţe je veľmi jednoduché zaviesť nové VM ("Virtual 
Machines") v piebehu niekoľkých minút. Kde sa ale virtuálne prostredie a cloud rozchádzajú je v 
oblasti riadenia ţivotného cyklu všetkých VM. Väčšine IT firiem chýbajú konzistentné procedúry pre 
zavádzanie, pouţívanie, vlastníctvo a vývoj s tým, ako sa pre kaţdého nového uţívateľa stavajú a 
zavádzajú patche, klony, a nové VM. Výsledkom je to, ţe väčšina administrátorov virtuálnych 
prostredí sa týmto problémom nezaoberá do doby, neţ im začne dochádzať kapacita virtuálnych 
zdrojov. Cloud sa musí nepretrţité čistiť, aby sa zamedzilo prebujnenie a aby bolo moţné dosiahnuť 
ekonomických úspor. 
Zavedenie štandardizácie za účelom zefektívnenia riadenia. Ako profesionál IT operácií len 
ťaţko hovoríte firme "nie" a bojujete s hľadaním rovnováhy medzi jej poţiadavkami a schopnosťami 
IT oddelenia, zatiaľ čo sa snaţíte dodrţiavať nastavené limity rozpočtových a ďalších zdrojov. 
Cloudy nemôţu dosiahnuť svojich ekonomických cieľov, bez tejto rovnováhy netlačiť viac smerom k 
potrebám IT. To znamená, ţe rovnako ako verejný cloud má obmedzenia čo do počtu konfigurácií, 
ktoré moţno nasadiť, rovnako tak by to mal robiť aj váš privátny cloud. Na zabezpečenie vysoko 
efektívnych operácií musíte presadiť nasadenie vychádzajúce iba z vašich VM šablón, poskytovať iba 
malý súbor VM konfigurácií, a povoliť iba drobné sieťové a skladovacie variácie. 
Posunutie sa od riadenia virtuálnych strojov k riadeniu zdrojov. Väčšina organizácií 
nachádzajúcich sa v prvých troch fázach virtualizačné vyspelosti riadi VM zhodne, ako predtým 
riadila fyzické servery - ako jednotlivé stroje alebo pracovné úkony. Riadenie interného cloudu 
vyţaduje myšlienkový posun od VM k rezevám, kedy sa na svoju virtuálnu infraštruktúru pozeráte 
ako na zdieľaný zdroj pouţívaný na riadenie mnohopočetných pracovných úkonov. To si vyţaduje 
iný štýl riadenia. Začína u zmeny v plánovaní kapacít, kde prechádzate od umiestňovania nových 
pracovných úkonov a zväčšovanie rezerv zdrojov aţ k ich samotnému celkovému pouţívaniu a 
obnovovaní ich spotreby. 
Zmena rozmiestňovanej filozofie. Väčšina VM administrátorov pristupuje na 
rozmiestňovanie pracovných úkonov za pomoci lineárneho myslenia podobnému tomu, aké majú 
murári: Zavádza VM na dostupné stroje a dátové zdroje, kým sa ich objem nenaplní a ďalšie 
pracovné úkony uţ nemôţu zvládnuť. A následne prejdú k ďalšiemu hostiteľskému serveru. Tento 
prístup dáva zmysel, kým vám nedôjde kapacita. Cloud administrátori naopak plnia svoje servery 
podobne ako v hre Tetris, a snaţia sa vtesnať do kaţdého hostiteľského stroja maximálny počet VM, 
aby sa zdrojové rezervy vyuţívali naplno a aby sa nové zariadenia spúšťali len ak je to nevyhnutne 
potrebné. Tento prístup udrţiava rezervy tak malé, ako je to len moţné, a je teda maximálne 
nákladovo efektívne. 
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Ekonomická stránka cloud computingu je pre mnohé firmy príliš lákavá na to, aby ste len tak 
sedeli stranou a čakali, aţ ako trend odznie. Aj v rámci ČR je v poslednom pol roku veľký ohlas po 
sluţbách tohto typu. Je potrebné, aby firmy začali do IaaS investovať, aby ste sa naučili, ako ho čo 
najlepšie vyuţiť. Musíme sa tieţ zmieriť s tým, ţe vývojári a obchodní partneri nečakajú na to, aţ sa 
toto všetko naučíme.  
Porovnanie výsledkov výskumov vykonaných spoločnosťou Forrester u managerov 
vývojových aplikácií a IT profesionálov, v ktorých sa anketári zaoberali podobnými otázkami, 
naznačuje, ţe vývojári obchádzajú IT a umiestňujú aplikácie na verejné cloudy tempom päťkrát 
rýchlejším, ako sa IT domnieva.(16) Buď firma začne do znalosti cloudu investovať teraz alebo sa 
musí pripraviť na to, ţe sa na nich vývojári aplikácií a ERP nadobro budú pozerať iba v spätnom 
zrkadle, a ich IT začne trpieť efektom snehovej gule. 
 
 
Obrázok 28: Výskum v oblasti cloud computingu medzi firmami 2010 (Zdroj Forrester[16]) 
 
Úspech interného cloudu sa nedostaví len tým, ţe ho spoločnosť vybudujete.  Firma bude 
musieť, dokázať vyváţiť potreby "time to market" s firemným zabezpečením a ekonomickými 
výhodami.  
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V rámci dosiahnutia úspechov na poli verejného či privátneho cloudu sa do poručujú 
nasledujúce opatrenia:  
 Začnite s pracovnými procesmi, ktoré nie sú pre spoločnosť kľúčové a na nich 
dokázali, ţe to funguje. Získajte dôveru u týchto menej nápadných aplikácií, kde 
môţete nastaviť správne očakávania pre cloud prostredia, predviesť model pre riadenie 
cloudu, a zabezpečiť, ţe vaše očakávania od cloudu sa skutočne zhodujú s tým, čo od 
neho vaša firma poţaduje. 
 
 Zaistite podporu vedenia. Najväčšia výzva, ktoré IT oddelenie čelia ohľadom interných 
cloudov je, aby sa rôzne firemné oddelenia delili o zdrojovú rezervu. Väčšina 
vývojárov tradične mala k dispozícii vlastný hardware, je preto touto skúsenosťou 
rozmaznaná a očakáva to isté od vás. Ale ekonomika cloudu nefunguje, ak má kaţdý 
svoje vlastné ţelezo a bude potrebné schválenie od vedenia, aby ste mohli zmeniť túto 
kultúru myslenia. 
 
 Porovnajte náklady a výnosy. K tomu, aby ste presvedčili vývojárov na zdieľanie 
rezerv, im budete musieť dokázať, ţe ústupky, ktoré sa s tým spájajú na druhej strane 
prinesú veľké výhody. "Time to market" pre nich bude tá najdôleţitejšia, a ak váš 
cloud nebude schopný naozaj veľmi rýchleho nasadenia, nebude pre nich zaujímavý. 
Potom, čo preukáţete výhody cloudu, zameriate sa na náklady: "Naozaj nám interný 
cloud šetrí peniaze?" To budete musieť preukázať na skutočných číslach. Znamená to 
porovnať cloud s celkovými tradičnými IT nákladmi. Ďalej potom ukázať rozdiely v 
investíciách a prevádzkových nákladoch vášho interného cloudu s pouţitím metodiky 
relatívnych prevádzkových nákladov. 
 
 Prijmite verejný cloud hybridným spôsobom. Verejné cloudy by mali byť súčasťou 
vašej stratégie a mali by posilňovať zhodnotenie a ekonomickú návratnosť vašich 
investícií do privátneho cloudu. Ich hlavná hodnota tkvie v tom, ţe váš interné cloud 
nikdy nebude dosť veľký na to, aby zabezpečil všetky potreby vašej firmy. Testovanie 
škálovateľnosti, vysoko výkonnej výpočtovej aplikácie, a vysoko nestále webové 
aplikácie potrebujú v kaţdom okamihu kapacitu dostupnú na poţiadanie, a postaviť 
interné cloud za účelom vykrytia podobného zaťaţenia v špičke je najrýchlejší spôsob, 
ako zvíšiť návratnosť investícií do cloudu. Dobrým príkladom je napríklad webová 
platforma Amazon S3. 
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Zrodenie verejných cloudov znamenalo varovný výstrel pre všetky korporátne oddelenia IT 
operácií. Vývojárov aplikácií uţ omrzelo obmedzovanie tradičnej infraštruktúry a sú preto pripravení 
ju netolerovať. Trendy ako je "Agile Development", rastúce vyuţitie open source softwaru, a 
strategicky správne prideľovanie zdrojov nanovo definujú spôsoby, ktorými sa technológie a sluţby 
nakupujú, zostavujú, a vytvárajú.(16) 
Cloud computing je ďalším krokom v evolúcii riadenia a prevádzky infraštruktúry a je viac v 
súlade s týmito vývojovými trendmi ako samotná virtualizácia infraštruktúry. Ak sa vydáte cestou 
cloudu, začnite si všímať toho, ţe posun ekonomického modelu, definované pracovné úkony a 
kapacitné jednotky menia tradičné vnímanie vášho dátového centra. Prijmite túto zmenu a dajte 
priestor tým, ktorí sú ochotní vašu organizáciu touto cestou viesť. Poskytnú vašej firme väčšiu 
flexibilitu a urobia z IT témy diskusie o obchodných inováciách. 
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4 Analýza problému 
V tejto kapitole sa zameriame na analýzu súčasného stavu IT infraštruktúry danej spoločnosti 
a definujeme cieľ resp. cieľový stav našej stratégie na základe získaných výsledkov. Najprv čitateľa 
zoznámime so spoločnosťou, pre ktorú bude informačná stratégia vytváraná. Následne si stanovíme 
míľniky projektu a popíšeme stav transformácie od aktuálneho stavu aţ po cieľ stanovený. V rámci 
výskumu a analýzy súčasného pouţijeme metódy uvedené v teoretickej časti tohto dokumentu. Pre 
výskum súčasného IS / IT v danej spoločnosti pouţijeme metódu určenia efektivity IS / IT a na 
analýzu portfólia aplikácii a procesov pouţijeme experimentálnu metódu HOS8. 
4.1 Charakteristika skúmanej spoločnosti 
Spoločnosť COM Group a.s. vznikla vo svojej terajšej podobe v roku 2003. Po celú dobu svojho 
pôsobenia na trhu poskytuje svojim klientom komplexné sluţby v oblasti správy a rozvoja 
informačných technológií v ich spoločnostiach. 
Spoločnosť COM Group a.s. ponúka všetky základné a rozšírené sluţby v oblasti IT 
technológií, jedná sa predovšetkým o správu, dohľad, servis, helpdesk a technickú podporu vrátane 
automatického zálohovania dát, ochrany a prípadnej obnovy dát. Ďalej sa venuje sieťam, kde 
zabezpečuje návrh, projekt, dodávku, samotnú inštaláciu a tieţ následnú správu siete a to vrátane 
podpory pre kamerové systémy a VoIP riešenia pre malé a stredné spoločnosti. 
Našimi zákazníkmi sú malé, stredné i veľké spoločnosti, ktoré potrebujú zabezpečiť kvalitné 
a cenovo dostupné sluţby. Zákazníci sa na spoločnosť obracajú s rôznymi poţiadavkami, napríklad 
potrebujeme spravovať počítače, chceme vyriešiť problém, zaistiť správu firemnej siete, vykonať 
úspory v IT, nájsť firmu na správu IT, zabezpečiť vzdialený dohľad atď. Vo všetkých týchto 
prípadoch ste na správnom mieste, spoločnosť COM Group a.s. vám zaistí kompletné riešenie a 
komplexné sluţby v oblasti výpočtovej techniky. Našim zákazníkom primárne doporučujeme vyuţitie 
vzdialeného dohľadu vrátane správy nad počítačmi, notebookmi aj servermi, kde všetky kritické 
situácie sú automaticky hlásené centrálnemu dohľadu a následne sú technickým oddelením podľa 
priority riešené. Vďaka sofistikovanému riešeniu tohto help-deskového systému sa nemôţe stať, ţe by 
sme na niektorú poţiadavku zabudli alebo ju neriešili. 
Ak ste neustále na pochybách, komu zadať správu, vzdialený či lokálnej dohľad, servis, 
technickú pomoc alebo uţívateľskú podporu pri riešení nečakaných situácií vo vašej firemnej sieti je 
výber spoločnosti COM Group a.s. tou správnou a jasnou voľbou. Dokáţe riešiť takmer všetky 
záleţitosti na systémoch Windows Server 2003, SBS 2003, Server 2008, SBS 2008, EBS 2008 
(Microsoft Windows Essential Business Server) a samozrejme tieţ aplikačné záleţitosti typu 
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Microsoft Exchange, Microsoft WSUS, Microsoft CRM, Microsoft Virtual Server a niektoré ďalšie . 
Dokáţeme tieţ vykonať analýzu súčasného HW aj SW riešenia vrátane návrhu optimalizácie, ďalej 
potom spracúva procesnú analýzu, optimalizáciu procesov, návrh a implementáciu meraní a reporting 
spolu s formuláciou a implementáciou stratégie. V poslednej dobe sa spoločnosť zaoberá vyuţitím 
cloudových a virtualizačných platforiem v rámci podpory moderných trendov v IT medzi 
spoločnosťami. 
Spoločnosť COM Group a.s. je partnerom významných dodávateľov hardware a software. 
Účasť v partnerských programoch jej umoţňuje získať zo strany dodávateľov a partnerov 
nadštandardnú podporu jak v oblasti technickej spolupráce, tak v oblasti marketingu a obchodu. 
Vďaka týmto výhodám disponujeme znalosťami najmodernejších technológií a zariadení a môţeme 
toto know-how vyuţívať pre neustále skvalitňovanie sluţieb našim zákazníkom. 
 
4.1.1 Základné informácie o spoločnosti 
Základné informácie o spoločnosti sú uvedené v nasledujúcej tabuľke 
 
Názov spoločnosti COM Group a.s. 
Dátum zápisu do obchodného registra 1.12.2003 
Sídlo spoločnosti 
Brno - Slatina, 
Tuřanka 1222/115 
627 00  
Identifikačné číslo 26912627 
Právna forma spoločnosti Akciová spoločnosť 
Webové stránky spoločnosti www.comgroup.cz 
Akcionári spoločnosti Ludvík Šebík, Ing. Pavel Dubš, Miloslav Kolouch 
Tabuľka 3: Základné informácie o spoločnosti 
 
4.1.2 Sluţby a produkty spoločnosti 
Spoločnosť je systémovým integrátorom a distribútorom tovaru a sluţieb od širokej škály 
dodávateľov a predajcov. Medzi ďalšie sluţby patrí: 
Správa hardware a správa software, zálohovanie dát 
 Dohľad nad funkčnosťou IT infraštruktúry 
 Optimalizácia výkonu existujúcich prostriedkov 
 Antivír, antispam a antispyware ochrana 
 HELPDESK a nonstop technická podpora 
 Systém zálohovania dát a obnova dát 
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Realizácia IT projektov 
 Optimalizácia výkonov a nákladov v oblasti IT 
 Odporúčania implementácie IT stratégie 
 Definícia rozvojových aj konsolidačných projektov 
 
Manaţment a poradenstvo v IT 
 Kompletný bezpečnostný audit 
 Nájdenie moţnosti úspor nákladov na správu IT 
 SWOT analýza firemnej IT infraštruktúry 
 Vytvorenie IT stratégie 
 
Počítačové siete - kompletné sluţby pre firmy všetkých veľkostí 
 Súdobá technológia pre firmy všetkých veľkostí 
 Analýza súčasného stavu siete 
 Návrh riešenia na mieru, projekt a kalkulácie 
 Kompletná dodávka komponentov siete, montáţe a nastavenia 
 Zabezpečenie efektívnej správy celej siete vrátane periférií 
 
Kamerové systémy - riešenia pre kaţdú situáciu 
 Moderný spôsob ochrany osôb a majetku 
 Analýza priestorov a postupov určených na monitorovanie 
 Návrh riešenia s projektom a kalkuláciou ceny 
 Dodávka kamier a ďalších prvkov systému, inštalácie a nastavenia 
 Zabezpečenie servisných sluţieb systému 
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4.1.3 Východiskový stav – analýza stavu ICT / IS  
Spoločnosť COM Group a.s. uţ od roku 2003 pôsobí v oblasti externej IT správy a outsourcing. 
Vzhľadom na neustály dynamický rast spoločnosti sa vedenie rozhodlo o jasný návrh informačnej 
stratégie pre nasledujúce obdobie aby tak povýšila svoju vlastnú infraštruktúru a procesy na vyššiu 
úroveň a dosiahla tak nie len ekonomickú ale aj strategickú výhodu v oblasti zapracovania moderných 
IT trendov do vlastnej infraštruktúry spoločnosti. Spoločnosť si dala za cieľ stanoviť informačnú 
stratégiu, ktorá vytýči krátkodobé ale aj dlhodobé ciele a definuje metriky a procesy ktoré povedú 
k dlhodobej udrţateľnosti tohto dokumentu a procesov s tým súvisiacich. 
Vzhľadom na to, ţe spoločnosť pôsobí v obore informačných technológií a sama tvorí 
informačnú stratégiu pre iné spoločnosti potrebovala firma spracovať informačnú stratégiu, ktorá by 
rapídne zmenila – zjednodušila súčasnú HW platformu tak aby stratégia jednoznačne určila smer kam 
by sa mala spoločnosť ubrať. 
V aktuálnej chvíli môţeme infraštruktúru demonštrovať na nasledujúcej blokovej schéme. Jej 
jednotlivé komponenty či uţ infraštruktúrne alebo z hľadiska aplikačných domén budú rozobrané 
niţšie. 
Internetový poskytovateľ Maxprogress 
Súčasne používaný ERP systém Cybersoft I6 
Počet používaných ERP licencií 12 
Súčasne použivaný CRM systém - 
Počet používaných CRM licencií 0 
Priemerná doba uživania serverov 4roky 
Systém užívateľskej podpory interný človek 
Hlavný dôvod zmeny 
Prevádzkovať 
technické a obchodné 
oddelenie na 
nezávislých HW 
platformách v 
bezvýpadkovej 
prevádzke 
Tabuľka 4: Východiskový stav ERP štruktúry 
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Súčasná HW platforma
Primárny Dómenový 
radič
(Brno+Praha)
E-mailový Exchange 
server
Aplikačný server 
(ERP+System Center)
Backup Server
Databázový SQL server
VPN Brána + Firewall
Site Brno
Site Praha
Outside users
Webové servery
Sekundárny 
Doménový 
radič
 
Obrázok 29: Bloková štruktúra súčasnej HW platformy 
 
Predchádzajúca bloková schém demonštruje súčasný stav IS/IT infraštruktúry. Červenou farbou sú 
vyznačené kritické miesta a práve na tie by sa mala informačná stratégia zamerať. Konkrétne 
aplikačný server na ktorom stojí obchodné a marketingové oddelenie a backup server, ktorý 
z dôsledku veľkého mnoţstva zálohovacích údajov zvlášť SQL databáz nedosahuje poţadovaných 
parametrov a musia sa zálohy optimalizovať a škálovať, čo nie je so súladom Recovery plánu 
spoločnosti. V nasledujúcich kapitolách podrobíme súčasnú infraštruktúru a informačný systém 
spoločnosti podrobnou analýzou benchmarkingom pre zistenie ďalších slabých miest v rámci IS/IT. 
Cieľom informačnej stratégie je oddelenie aplikačných a hardwarových domén pre technické centrum 
a pre obchodné a marketingové centrum, tak aby nedochádzalo ku kolíziám v rámci operatívnej 
činnosti a bolo tak rozloţené riziko výpadkov systému. 
4.1.4 Analýza efektívnosti 
Pre analýzu efektívnosti IS/IT bol zvolený benchmarkingový systém Zefis, dostupný na www.zefis.cz 
ako výsledok dlhodobého výskumu na Fakulte podnikateľskej. Jeho výsledky môţeme formulovať 
nasledovne. Pre analýzu bolo vybraných 6 respondentov ktorý v kaţdodennej prevádzke prichádzajú 
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do styku s Informačným systémom a vedia tak jeho nedostatky lepšie špecifikovať. V rámci tejto 
kapitoly si dovolím zhrnúť výsledky a doporučenia systému Zefis, na základe dotazníkovej metódy 
respondentov, pre zhodnotenie efektívnosti informačného systému. 
 
1. Nastavenie parametrov prieskumu 
Zadávacie parametre výskumu 
Veľkosť firmy 10-49 
Oblasť podnikania Informačné a komunikačné technológie 
Zem Česká republika 
Orientačný počet počítačov 10-49 
Tabuľka 5: Zadávacie parametre pre systém Zefis 
2. Vaša firma 
 Počet Vašich dotazníkov je dostatočný na posúdenie celej firmy, platnosť výsledkov moţno 
zovšeobecniť na celú firmu, hoci s moţnými, ale nepríliš pravdepodobnými nepresnosťami. 
 
3. Váš informačný systém 
 Veľkosť Vášho informačného systému nie je celkom obvyklá vzhľadom k veľkosti Vašej 
firmy. 
 Staroba Vášho informačného systému je primeraná. 
 Najväčším problémom Vášho informačného systému je pravdepodobne rýchlosť odozvy / 
spracovania 
 Najväčšou prednosťou Vášho informačného systému je podľa mienky respondentov 
pravdepodobne podpora 
 
4. Vaši zamestnanci 
 Vaši pracovníci majú rovnaké vzdelanie ako pracovníci porovnávaných firiem 
 Vaši pracovníci z prieskumu sú v priemere rovnako starí ako pracovníci porovnávaných 
firiem. 
 Vaši pracovníci z prieskumu pracujú vo Vašej firme v priemere kratšie, neţ pracovníci 
porovnávaných firiem. Ak Vaša firma nie je na trhu príliš krátko, môţe to indikovať horšie 
pracovné podmienky a spokojnosť pracovníkov ako v porovnateľných firmách. Indikatívny 
údaj k zamysleniu. 
 Vaši pracovníci z prieskumu majú lepší vzťah (a pravdepodobne i znalosti) k počítačom a 
informačným systémom ako pracovníci porovnávaných firiem. To môţe byť konkurenčná 
výhoda. 
 Vaši pracovníci z prieskumu uviedli, ţe informačný systém pouţívajú väčšinu pracovného 
dňa 
 To je rovnako často, ako pracovníci porovnávaných firiem. 
 Podpora ďalšieho vzdelávania Vašich zamestnancov je u Vašej firmy vyššia, neţ u ostatných 
porovnávaných firiem. To môţe priniesť konkurenčnú výhodu. 
 
5. Úroveň podpory 
 Spokojnosť Vašich pracovníkov s celkovou úrovňou podpory pri práci s informačnými 
systémami je rovnaká ako u pracovníkov ostatných porovnávaných firiem. 
 Úroveň technickej podpory (doba opravy, údrţba techniky) je veľmi dobrá. 
 Poţiadavky na zmenu alebo inštaláciu programov sú u Vašej firmy vybavované rýchlejšie 
ako u ostatných firiem. 
 Spokojnosť Vašich pracovníkov s úrovňou uţívateľskej podpory pri práci s informačnými 
systémami je vyššia ako u pracovníkov ostatných porovnávaných firiem. 
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6. Úroveň riadenia 
 Vaši pracovníci sú o firemnej stratégii informovaní lepšie, ako pracovníci ostatných 
porovnávaných firiem. To môţe byť konkurenčná výhoda Vašej firmy. 
 Informovanosť Vašich pracovníkov o ich prínose plnenie podnikových cieľov je väčší neţ u 
pracovníkov porovnávaných firiem. To môţe indikovať veľmi dobré riadenie Vašej 
organizácie. 
 Pravidlá pre prácu s informačným systém a ich dodrţiavanie sú vo Vašej firme na lepšej 
úrovni ako u ostatných porovnávaných firiem. Vaši pracovníci uviedli: Áno, existujú, a sú 
veľmi tvrdo vyţadovaná a kontrolovaná 
 
7. Efektívnosť informačného systému 
 Vaši pracovníci vnímajú nevyhnutnosť Vášho informačným systémom pre ich prácu rovnako 
ako pracovníci ostatné firiem. 
 100 percent Vašich pracovníkov z prieskumu si myslí, ţe by im informačný systém mohol 
viac pomáhať do istej miery viac, neţ u pracovníkov porovnávaných firiem. Môţe to 
indikovať niţšia efektívnosť Vášho informačného systému. 
 66 percent Vašich pracovníkov z prieskumu absolvovalo školenie na informačné systém.To 
je viac, neţ u pracovníkov porovnávaných firiem. Môţe to indikovať vyššiu efektívnosť 
Vášho informačného systému. 
 33 percent Vašich pracovníkov má záujem o školenie na informačný systém. To je menej neţ 
u pracovníkov porovnávaných firiem. 
 
8. Bezpečnosť informačného systému 
 Vaša firma buď nemá bezpečnostnú politiku, alebo jej pravidlá nie sú striktne vymáhané a 
dodrţiavané. Zvyšuje to riziko zneuţitia dát. 
 Úroveň bezpečnostnej politiky Vašej firmy a jej dodrţiavanie je rovnaká ako u 
porovnateľných firiem. 
 Pripájanie súkromných zariadení do firemnej počítačovej siete: riziko v tejto oblasti je u 
Vašej firmy niţšie ako u porovnateľných firiem. 
 Pripájanie súkromných zariadení do firemnej počítačovej siete inými osobami ako 
zamestnancami: riziko v tejto oblasti je u Vašej firmy niţšie ako u porovnateľných firiem. 
 Zálohovanie dát vo Vašej firme sa zdá byť na vysokej úrovni. Zálohovanie dát uloţených na 
počítačoch Vašich pracovníkov: riziko v tejto oblasti je u Vašej firmy niţšie ako u 
porovnateľných firiem. 
 Mnoţstvo stratenej práce pri havárii počítačov Vašich pracovníkov je najčastejšie: 1-2 dni. 
Strata dát: riziko v tejto oblasti je u Vašej firmy vyššia ako u porovnateľných firiem. 
 Vplyv rizika zneuţitia dát spôsobenú stratou počítače vo Vašej firme je najčastejšie: Mierny, 
prezradeniu firemných dát na tomto počítači nemôţe firme spôsobiť váţnejšie problémy. 
Zneuţitie dát: riziko v tejto oblasti je u Vašej firmy rovnaké ako u porovnateľných firiem. 
 Riziko prezradenie prístupových hesiel pracovníkov: riziko v tejto oblasti je u Vašej firmy 
rovnaké ako u porovnateľných firiem. Úroveň ochrany hesiel je dobrá. 
 33 percent Vašich pracovníkov chybne reaguje na moţné ohrozenie bezpečnosti ich počítača 
z internetu. Odporúčame preškolenie pracovníkov. Riziko zlej reakcie na moţné 
bezpečnostné ohrozenie ich počítača z internetu: riziko v tejto oblasti je u Vašej firmy 
rovnaké ako u porovnateľných firiem. 
 83 percent Vašich pracovníkov má prístup na celý internet (bez obmedzenia stránok). Ak títo 
pracovníci nepotrebujú internet pre svoju prácu, môţe ísť o zbytočné zvýšenie 
bezpečnostného rizika a moţné zníţenie produktivity práce. Moţné ohrozenie Vašich 
počítačov zo siete internet: riziko v tejto oblasti je u Vašej firmy rovnaké ako u 
porovnateľných firiem. 
 Moţnosť inštalovať programy priamo Vašimi zamestnancami na ich počítači a teda i (moţné) 
riziko trestne právnej zodpovednosti za nelegálny software a (moţné) ohrozenie bezpečnosti 
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informačného systému: riziko v tejto oblasti je u Vašej firmy vyššia ako u porovnateľných 
firiem. Vyššie riziko, pracovníci môţu na svoje počítače sami inštalovať programy. 
 
9. Chápanie informačných systémov ako sluţby 
 100 percent pracovníkov Vašej firmy má pozitívne skúsenosti s outsourcingom (alebo 
externým zabezpečením sluţby). 
 70 percent pracovníkov všetkých firiem, ktorí majú skúsenosti s outsourcingom alebo 
externým zabezpečením nejaké sluţby, s ním má pozitívne skúsenosti. 
 
4.1.5 Analýza metódou HOS8 
Výsledkom metódy bude zistenie, či súčasný systém je pre firmu dostatočný alebo nie, prípadne v 
akých oblastiach je potrebné systém zlepšiť a zmodernizovať. Všetky dotazníky, ktoré boli vytvorené 
na fakulte podnikateľskej, ktoré sú pouţité ako vstupný bod metódy HOS 8. Dotazníky boli vyplnené 
dôleţitými zamestnanci firmy a na základe priemeru hodnôt sme získali nasledujúce zaokrúhlenej 
hodnotenie systému za pouţitia automatizovaného výpočtu systémom Zefis. 
 
1) Posúdenie skúmaných oblastí 
 
Posúdenie jednotlivých oblastí: 
Hardware   3  skôr dobrá úroveň 
Software   2  skôr zlá úroveň 
Orgware   2  skôr zlá úroveň 
Peopleware   3  skôr dobrá úroveň 
Dataware   3  skôr dobrá úroveň 
Zákazníci   3  skôr dobrá úroveň 
Dodávatelia   3  skôr dobrá úroveň 
Management IS  3  skôr dobrá úroveň 
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Obrázok 30:  Posúdenie jednotlivých oblastí metódou HOS 8 
2) Celkový stav Vášho systému 
Celková úroveň informačného systému: 2 (skôr zlá úroveň) 
 
 
Obrázok 31: Celková úroveň informačného systému HOS 8 
 
Odporúčaný stav: 4 (dobrá úroveň) 
Odporúčaná úroveň informačného systému je znázornená červeným osemuholníkom v grafe. 
Súčasný stav: 2 (skôr zlá úroveň) 
Celková úroveň informačného systému je znázornená ruţovou oblasťou v grafe. 
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Obrázok 32: Aktuálny a doporučený stav IS metódou HOS 8 
Vyhodnotenie 
Váš systém je horší ako je očakávaná úroveň, daná dôleţitosťou systému pre organizáciu, v blastiach: 
 Hardware 
 Software 
 Orgware 
 Peopleware 
 Dataware 
 Zákazníci 
 Dodávatelia 
 Management IS 
 
Odporúčame sa sústrediť na tieto moţné problémové oblasti, kde Vaša odpoveď o úrovni skúmaného 
faktora nedosiahla očakávané hodnoty. 
 
Hardware 
 Nie je dobré kupovať nové technické vybavenie bez overenia kompatibility s existujúcou 
technikou, môţe to spôsobovať problémy vo výkone celého systému. 
 Nie je vylúčené, ţe technika nezodpovedá výkonovo potrebám systému, a je potrebné ju 
posilniť, inovovať. 
 Je dobré mať zaloţené technické vybavenie kľúčových častí systému pre prípad havárie 
 Vaša technika bude zrejme uţ pomaly potrebovať obmenu, zdá sa byť dosť stará 
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 Bolo by treba nájsť dôvod častých porúch vášho technického vybavenia. Ak je technika príliš 
stará, zváţiť jej obmenu. 
Software 
 Práca s Vaším informačným systémom nie je pre uţívateľa asi príliš jednoduchá, stojí za 
zváţenie úprava komunikačného prostredia systému - jednotný, jasný, prehľadný štýl. 
 Chybové hlásenia Vášho systému by mali byť viac zrozumiteľné pouţívateľom. 
 Váš informačný systém sa zdá byť pomerne starý, bolo by moţno dobré zváţiť jeho výmenu. 
 Váš informačný systém sa nezdá byť príliš dobrý, spokojnosť s ním je dosť malá. 
 Pri výbere informačného systému je potrebné vopred určiť, ktoré funkcie sú poţadované. Zdá 
sa, ţe Váš systém neobsahuje všetky dôleţité funkcie potrebné pre jeho pouţívateľov. 
 Bolo by dobré usilovať o jednotný spôsob ovládania Vašich informačných systémov, vedie to 
obvykle k efektívnejšej práci uţívateľov. 
 Nie je dobré meniť software alebo dopĺňať funkcie príliš často, môţe to pouţívateľom 
spôsobiť problémy 
Orgware 
 Je veľmi ţiaduce mať definované postupy a smernice pre riešenie havarijných stavov 
systémov 
 Je veľmi ţiaduce mať pracovné postupy a predpisy pre prácu s informačným systémom pre 
koncových uţívateľov a udrţiavať ich v aktuálnom stave. 
 Zdá sa, ţe manaţment príliš nekontroluje dodrţiavanie pravidiel bezpečnosti a prevádzky 
informačných systémov. To môţe byť spôsobiť váţne problémy. 
 Kaţdý pracovník by mal mať jasne určené, s akými úlohami (funkciami informačného 
systému) môţe alebo musí pracovať a kedy. 
 Pouţívatelia by nemali mať moţnosť inštalovať na svoje počítače nové programy, meniť 
nastavenia a pripájať zariadenia k počítaču. 
 Mali by prebiehať školenia personálu na prácu s informačným systémom a na pravidlá 
bezpečnosti. 
 Pravidlá pre prevádzku a bezpečnosť informačného systému by mali vţdy existovať, byť 
jasné a logické. 
Peopleware 
 Je vhodné mať zastupiteľnosť kľúčových pracovníkov pri práci s informačným systémom 
 Je zrejme potrebné zvýšiť dôraz na dodrţiavanie pravidiel a trestať ich porušovanie. 
 Je na zváţenie, či viac nepodporovať ďalšie vzdelávanie pracovníkov, prípadne školenia na 
informačný systém. 
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Dataware 
 Zdá sa, ţe zamestnanci nemajú k dispozícii všetky dáta, ktoré by potrebovali ku svojej práci. 
 Pouţívatelia by nemali získavať nepresná a nadbytočné dáta 
 Zdá sa, ţe vo Vašej organizácii neprebieha pravidelné zálohovanie centrálnych dát. To môţe 
byť kritický problém. 
 Zdá sa, ţe vo Vašej organizácii neprebieha pravidelné zálohovanie dát na počítačoch 
pouţívateľov. To môţe prinášať aj váţne problémy. 
 Mali by existovať plány obnovy dát zo záloh v prípade havárie systému. 
 Médiá so zálohami by mala byť katalogizovaná a dobre chránená pred poškodením a 
zneuţitím. 
 Zdá sa, ţe oprávnenie pracovníkov, teda ich prístupové práva k dátam, nie sú nastavené dosť 
striktne alebo presne. 
Zákazníci 
 Mali by byť jasne definované ciele informačného systému vzhľadom k jeho zákazníkom 
(pouţívateľom) 
 Mali by byť jasne definované metriky informačného systému vzhľadom k jeho zákazníkom 
(pouţívateľom) - teda ukazovatele, ktorými sa meria, ako informačný systém plní voči 
zákazníkom svoju úlohu, ako sú s ním spokojní atp., A mali by byť pravidelne 
vyhodnocované. 
 Malo by byť pravidelne preskúmané, aké prínosy od Vášho informačného systému zákazníci 
očakávajú, 
 Rýchlosť odozvy informačného systému pre zákazníkov nie je zrejme dostatočne dobrá. 
 Bolo by dobré preveriť, či prepojenie informačného systému pre zákazníkov s ostatnými 
podnikovými systémami obsahuje všetky potrebné dáta a väzby. 
 Systém určený pre zákazníkov by mal ponúkať aj alternatívny prístup k informáciám, 
napríklad pomocou RSS, sociálnych sietí, SMS a podobne. 
Dodávatelia 
 Bolo by asi treba zlepšiť technickú podporu (opravy počítačov, výmeny tonerov v tlačiarňach 
atp.) Vašich pracovníkov. 
 Zdá sa, ţe dodávateľ (prevádzkovateľ) informačného systému nevyhovuje Vašim potrebám. 
 Zdá sa, ţe Váš dodávateľ (prevádzkovateľ) informačného systému o Vás ako zákazníka 
nejaví príliš veľký záujem. 
Management IS 
 Manaţéri by mali striktne trvať na dodrţiavaní všetkých existujúcich pravidiel premávky a 
bezpečnosti informačného systému a kontrolovať ich dodrţiavanie. 
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 Bolo by dobré poskytovať dodávateľovi (prevádzkovateľovi) informačného systému spätnú 
väzbu, ako ste s jeho prácou spokojní, čo nového prípadne potrebujete. 
 Ak Vaša firma nemá informačnú stratégiu (plán, ako bude vyzerať Váš informačný systém, 
ako podporuje Vašu podnikovú stratégiu), potom nemoţno skúmať efektívnosť takéhoto 
systému, pretoţe nie je definované, aké ciele má plniť. Zvyčajne to spôsobuje vysoké 
neriadené náklady. 
 Zdá sa, ţe manaţment firmy si dostatočne neuvedomuje potenciál a význam informačných 
systémov pre činnosť a rozvoj firmy. 
 
4.1.6 SWOT analýza spoločnosti 
Na základe predchádzajúcich analýz môţeme zostaviť a vyhodnotiť SWOT analýzu pre definovanie 
a vytýčenie budúceho stavu IT v rámci informačnej stratégie so zameraním sa na slabé a rizikové 
stránky. 
 
  Pozitívne vlastnosti Negatívne vlastnosti 
In
te
rn
á 
an
al
ýz
a Silné stránky: Slabé stránky: 
-hardwarové vybavenie 
-schopní zamestnanci 
-kvalitný management spoločnosti 
-zákaznícka orientácia 
-zastaraná verzia systému 
-nemožnosť škálovať platformu 
-orgware v spoločnosti takmer 
neexistuje 
Ex
te
rn
á 
an
al
ýz
a 
Príležitosti: Hrozby: 
-implementácia cloud - škálovateľnej 
platformy 
-možnosť rozbehnúť nové projekty 
-vyššia produktivita v rámci ERP 
systému 
-vyššia produktivita obchodu vďaka 
CRM 
-nutnosť navrhnúť tzv. bezvýpadkovú 
prevádzku 
-bezvýpadková migrácia dát 
-odmietnutie nového systému 
užívateľmi 
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5 Vlastný návrh riešenia 
5.1 Neformálna špecifikácia poţiadaviek na ERP 
a CRM 
Ako bolo uvedené vyššie, najdôleţitejšie poţiadavka bola na integritu systému, teda aby systém 
zastrešoval všetky oblasti fungovania podniku. Na poţiadavku integrity sa teda nabalili ďalšie - 
poţiadavky viac-menej špecifické pre daný typ výroby. Išlo najmä o: 
 rýchlosť systému - jadro systému pracovať v reálnom alebo takmer reálnom čase. Dôvodom 
je rýchlosť priechodnosti celým obchodným a projektovým procesom. 
 flexibilita - v IT obchode ide predovšetkým o potrebu neustálych vyhľadávaní čo 
najvýhodnejších dodávateľských podmienok 
 zmenšenie mnoţstva znehodnotených výrobkov - teda správa skladov, objednávok a výroby 
previazané natoľko, aby sa minimalizovali straty z dôvodu časového posunu aţ z nich 
plynúceho znehodnoteniu produktov 
 kontrola kvality - je nutná presná identifikácia produktu 
 
Ďalšie poţiadavky boli uţ všeobecnejšieho charakteru.  
 zníţenie nákladov na výrobu 
 zníţenie stavu skladov 
 zvýšenie ziskovosti 
 zvýšenie efektivity práce 
 
Vďaka tejto špecifikácii sa dalo uţ od začiatku očakávať, ţe implementácia sa by sa nemala potýkať 
s výrazným problémom v rámci implementácie pretoţe bude pouţitá len novšia modernejšia verzia uţ 
pouţívaného systému doplneneného o niektoré špecifické moduly a napojenie na CRM systém. 
5.1.1 Popis ERP Systému 
Pre naše potreby sme vybrali ERP systém spoločnosti Cybersoft a to z niekoľkých dôvodov. Tzv 
Light verzia je aktuálne vyuţívaná podnikom no iba v 32 bitovej verzii, čo je výrazné obmedzenie 
v rámci výkonu a veľkosti databázy. Odozva systému nie je dostačujúca a spôsobuje pokles 
produktivity práce. 
I6 predstavuje komplexný informačný systém spoločnosti kategórie ERP. Je vhodný pre 
organizácie širokého spektra zamerania. Vysoká úroveň najmä obchodných modulov a on-line 
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internetového obchodu B2B i B2C predurčuje jeho vyuţitie najmä pre organizácie distribučného, 
veľkoobchodné alebo maloobchodného charakteru. 
Systém I6 je vybudovaný na základe trojvrstvovej architektúry s pouţitím vývojových 
prostriedkov spoločnosti Microsoft. Dátová základňa vyuţíva výhody transakčného Microsoft SQL 
servera 2008/2005. Stredná vrstva aplikácie je napísaná vo VB 6.0. Hlavná klientská aplikácia je 
dodávaná ako klasická aplikácia pre Windows 2000/XP/Vista. Moţno ju prevádzkovať tieţ vzdialene 
s vyuţitím napríklad Microsoft Terminal Services. Niektoré časti systému, najmä moduly obchodnej 
a účtovnej, sú pripravené aj pre prevádzkovanie formou Intranetu / Internetu. Systém môţe úzko 
spolupracovať s produktmi MS Office (Word, Excel) prostredníctvom strednej vrstvy aplikácie, čím 
je zaistená plná bezpečnosť a dátová integrita. Výstupy zo systému 16 sú riešené technológiou XML / 
XSL s vyuţitím MS IE, čo vyuţijeme pri prepojení na CRM systém Microsoft Dynamics. 
Nespornou výhodou produktu je jednotné a príjemné uţívateľské prostredie, vzájomná 
previazanosť súvisiacich modulov, jednoduchý a rýchly prístup k potrebným informáciám.  
Systém 16 obsahuje v nadštandardnom rozsahu moduly pre komplexnú správu obchodných 
partnerov, produktov, obchodných a finančných operácií, marketingu, logistiky, servisu a 
účtovníctva. Neoddeliteľnou súčasťou systému 16 je tieţ široko prepracovaná manaţérska nadstavba 
(MIS) poskytujúce kvalitné informácie pre rozhodovanie riadiacich pracovníkov. 
Rozvinutý viacúrovňový mechanizmus prístupových práv ocenia najmä firmy stredného a 
väčšieho rozsahu (úspešne prevádzkované s 200 aktívnymi uţívateľmi). Systém 16 je projektovaný 
pre viacjazyčnú podporu, v súčasnosti sú k dispozícii štyri jazykové verzie. 
K systému 16 je vyvinutá prepracovaná Internetová aplikácia pre obchodovanie v reálnom 
čase. Jednoduchou konfiguráciou je moţné prispôsobiť riešenia zamerané smerom ku koncovým 
zákazníkom (B2C), sieti obchodných partnerov (B2B), prípadne k vlastným mobilným obchodníkom. 
Túto aplikáciu je moţné prevádzkovať s vyuţitím jak internetového prehliadača, klasického PC či 
notebooku, tak aj na mobilných vreckových počítačoch či tabletoch. V prípade vyuţitia mobilných 
zariadení je moţné vedľa štandardnej verzie napojené online na firemné dáta si zvoliť aj verziu off-
line s moţnosťou dávkové synchronizácie dátových údajov. Pre naše účely bude zvolená online 
verzia. Voliteľnou časťou je prepracovaná logistická nadstavba kategórie WMS s názvom I6 Logistic 
Manager, umoţňujúca sledovanie uloţenie skladového tovaru v adresách vrátane histórie všetkých 
pohybov.  
V posledných verziách je kladený veľký dôraz na rozvoj webových sluţieb pre dátovú 
komunikáciu medzi systémami, ako je napríklad poskytovanie produktových informácií, prenos 
objednávok, faktúr apod. 
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5.1.2 Popis CRM systému 
Pre naše potreby bol zvolený CRM systém spoločnosti Microsoft vo svojej online verzii v rámci 
cloud stratégie spoločnosti Microsoft. Toto riešenie bolo zvolené na základe nasledujúcich kritérii. 
 
 Nie je potrebné zabezpečovať vlastný nákladný hardware 
 Jednoduchá forma licencovania 
 Platba za vyuţitie 
 Napojenie na ERP prostredníctvom XML feed 
 Moţnosť škálovať výkon a licenčné podmienky  
 Široká škála šablón pre marketingové účely 
 Jeden z najpouţívanejších CRM systémov 
 
 
Obrázok 33: MS Dynamics CRM 
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5.2 Návrh cieľového stavu 
Internetový poskytovateľ Maxprogress 
Cloud Datacentrum Superhosting.cz 
Súčasne používaných ERP systém Cybersoft I6 ERP 
Počet používaných ERP licencií 12 
Súčasne používaný CRM systém MS Dynamics 
Počet používaných CRM licencií 6 
Priemerná doba užívania serverov 2roky – cloud solution 
Systém užívateľskej podpory dedikovaná podpora/interný imlementátor 
Hlavný dôvod zmeny 
Prevádzkovať technické a obchodné 
oddelenie na nezávislých HW platformách v 
bezvýpadkovej prevádzke 
Tabuľka 6: Poţadovaný stav poţiadaviek na ERP/CRM 
Navrhovaná HW platforma
Primárny Dómenový 
radič
(Brno+Praha)
E-mailový Exchange 
server
System Center server Backup Server
Databázový SQL server
VPN Brána + FirewallSite Brno
Site Praha
Sekundárny 
Doménový 
radič
Cloudová off-site platforma (datacentrum hosting)
Aplikačný server
ERP Systém I6
Cloudová platforma 
Microsoft
CRM Server
Terminálový server
RAS Autentizačný 
server
Cloudový Dómenový 
radič
(Global users)
Webový hosting 
Distribuovaný cloud 
MS Azure/Amazon 
S3
 
Obrázok 34: Navrhovaný stav IS/IT platformy 
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5.3 Harmonogram projektu 
 
Obrázok 35: Harmonogram projektu  
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6 Záver 
V tejto záverečnej kapitole by som pristúpil k zhodnoteniu celého projektu jak z vecnej tak 
z ekonomickej stránky. V rámci záverečného odstavca som si dovolil zhodnotiť prínosy a ďalšie 
hrozby zmeny informačnej stratégie SWOT analýzou, ktorá nadväzuje na analýzu počiatočnú v ktorej 
sme si vymedzili základné slabé oblastí a riziká spojené so zmenou. V rámci výslednej analýzy sa 
pokúsim zhodnotiť aktuálny prínos a koncept ďalšieho rozvoja. 
6.1 Zhodnotenie výsledkov a prínosov 
záverečnou SWOT analýzou 
  Pozitívne vlastnoti Negatívne vlastnosti 
In
te
rn
á 
an
al
ýz
a 
Silné stránky: Slabé stránky: 
-hardwarové vybavenie 
-dynamická platforma 
-schopní zamestnanci 
-kvalitný management spoločnosti 
-zákaznícka orientácia 
-vypracovaná orgware dokumentácia 
-delegovanie servisného manažéra pre 
interné procesy a služby 
-nutnosť zaškoliť zamestnancov v rámci 
nových ERP a CRM systémov 
 
 
Ex
te
rn
á 
an
al
ýz
a 
Príležitosti: Hrozby: 
-cloud stratégia ako obchodná príležitosť 
-nové obchodné a marketingové 
príležitosti vďaka CRM systému 
-možnosť rozbehnúť nové projekty 
-vyššia produktivita v rámci ERP systému 
 
-závislosť od dodávateľa výpočtového 
výkonu 
-lokácia datacentra 
-vyjednávacia sila ceny za prenájom CPU 
Tabuľka 7: Zhodnotenie projektu výslednou SWOT analýzou 
 
6.2 Ekonomické zhodnotenie stratégie 
Obsahom tejto kapitoly bude záverečná kalkulácia nákladov na projekt definovaný informačnou 
stratégiou. 
6.2.1 Cenová kalkulácia projektu 
Samotná cenová kalkulácia pozostáva z nákladov na SW licencie operačného systému Microsoft 
Windows Server 2008R2 + terminálových licencií pre počet 30 uţívateľov. Vzhľadom na navrhnuté 
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riešenie nie je nutné dokupovať licencie SW I6 nakoľko licenčná politika umoţňuje presun súčasných 
licencií na vlastný alebo dedikovaný hardware. Cenová kalkulácia v závere počíta s nákladmi na 
prenájom a správu cloud riešenia a s nákladmi na prvotnú implementáciu navrhovaného riešenia. 
Vzhľadom na to ţe spoločnosť COM Group a.s. je partnerom v poskytovaní on-line CRM riešení má 
ako benefit CRM systém na danej platforme zdarma pre 45 uţívateľov z ktorých zuţitkuje necelých 
10. 
6.2.1.1 Cenová kalkulácia SW licencií 
Nazev Ks Jednotková cena Cena 
Windows Server 2008 R2 Standard Edition EN 1 48 484 Kč 48 484 Kč 
Windows Server CAL 2008 Sngl OLP NL User CAL 30 562 Kč 16 860 Kč 
W2008 Remote Desktop Services 5 CAL USER Pack 30 1 502 Kč 45 060 Kč 
Cena celkom bez DPH     110 404 Kč 
Tabuľka 8: Cenová kalkulácia SW licencií 
6.2.1.2 Cenová kalkulácia ročných nákladov na prevádzku cloudu 
Nazev Ks Cena/mes. Cena/rok. 
2 x Quad-Core Xeon E5460, SAS disky, 32GB RAM 1mes. 6 990 Kč 83 880 Kč 
Paušálni výdaj na správu cloudu 1mes. 1 990 Kč 23 880 Kč 
Cena celkom bez DPH   8 980 Kč 107 760 Kč 
Tabuľka 9: Cenová kalkulácia nákladov na prevádzku cloudu ročne 
6.2.1.3 Cenová kalkulácia nákladov na implementáciu 
POČET PN NÁZEV 
jednotkový 
počet 
hodin 
celkový 
počet 
hodin 
j. cena cena 
1 CG  Pred implementačná analýza 8 8 550 Kč 4 400 Kč 
2 CG  Príprava, inštalácia a konfigurácia W2008SRV R2 8 16 550 Kč 8 800 Kč 
1 CG  Umiestnenie serveru v datacentru, housing + cfg. 4 4 550 Kč 2 200 Kč 
30 CG  
Vytvorenie doménových účtov, skupín a nastavení 
profilov na MS Server 2008 R2. 
1 30 550 Kč 16 500 Kč 
1 CG  Inštalácia ERP I6 6 6 550 Kč 3 300 Kč 
30 CG  
Konfigurácia vzdialenej tlače na terminály + konfigurácia 
terminálových služieb 
0,5 15 550 Kč 8 250 Kč 
1 CG  Konfigurácia Firewallu 1 1 550 Kč 550 Kč 
1 CG  Nastavení MS CRM, napojení na ERP, import dát 8 8 550 Kč 4 400 Kč 
    Celkom bez DPH   88   48 400 Kč 
Tabuľka 10: Cenová kalkulácia nákladov na implementáciu 
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6.3 Zhodnotenie prínosov 
V rámci záverečného zhodnotenia tejto kapitoly a celej diplomovej práce by som chcel pristúpiť 
k súhrnu prínosov a špecifík tohto projektu. Cieľom projektu bolo rozdelenie infraštruktúry 
obchodného a technického oddelenia a zamedzeniu tak presunu výpadkov a nedostupnosti 
infraštruktúry z hľadiska výkonu. Zároveň bolo generálnou otázkou zníţenie skrytých energetických 
nákladov na prevádzku serverov, klimatizácie a aktívnych prvkov. Rovnako spoločnosť hľadala ako 
diverzifikovať zdroje a riziká pre zabezpečenie plynulého chodu systémov aj v čase vysokých 
sezónnych náporov a preklenúť tak náročné obdobia v priebehu roka. Aj keď projekt je ešte stále 
v štádiu jeho reálneho nasadzovania a dokončovania uţ teraz môţeme hovoriť o úspechoch. 
Spoločnosti sa podarilo zníţiť prevádzkové a energetické náklady rozloţiť riziko a dosiahnuť vysoko 
dostupnú a škálovateľnú platformu. 
Celé riešenie malo za úlohu dokázať ţe outsourcing a cloud computing nie sú len 
marketingové či ekonomické frázy ale zakladajú sa na reálnych prínosoch pre danú spoločnosť.  
Navyše spôsob licencovania, kde kaţdá licencia obsahuje tzv. „Software assurance“ umoţňuje 
upgrade softwaru na jeho poslednú verziu v rámci ţivotného cyklu bez potreby vynakladať nemalé 
finančné prostriedky na zaobstarávanie updatu. Spolu s elasticitou cloudovej platformy nám riešenie 
umoţňuje škálovať výkon podľa aktuálnych potrieb či uţ sezónnych napríklad v závere roku, kde sú 
na informačný systém kladené nemalé výkonové nároky tak v priebehu roka keď spoločnosť 
potrebuje jednorázovo navýšiť výkon celého systému bez vynakladania abnormálnych finančných 
nákladov na dokúpenie jednoúčelového hardwaru. V rámci filozofie cloud cumputingu nám ako 
spoločnosti odpadlo riešenie zálohovania dát, ktoré je plne v kompetencií dátového centra ktoré 
dokáţe poskytnúť záruky, aké by nebolo moţné v rámci vlastných prostriedkov dosiahnuť. 
Snáď najväčší prínos pre spoločnosť bol výstup systému Zefis kde sa nám podarilo odhaliť 
výrazné nedostatky v oblasti orgware a podninúť kroky k ich následnému odstráneniu nastolením 
interných pravidiel v rámci nakladania s firemnými dátami a vznikol tak tzv. „softwarový řád“, ktorý 
jednoznačne určuje kompetencie, pravidlá a zodpovednosť v rámci firemnej hierarchie.  
Prácu som sa snaţil koncipovať tak aby obsiahla čo najviac moderných trendov u ukázala 
kam sa bude IT v najbliţšom období profilovať. 
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