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Presentation Formats of Policy Statements on Hotel Websites and Privacy 
Concerns: 
A Multimedia Learning Theory Perspective 
 
ABSTRACT 
Information privacy is one of the major reasons that explains why many travelers are 
hesitant to provide personal information for online reservations. Despite the fact that 
most hotels provide privacy policy statements on their websites, little research has 
been done to examine how the format of these privacy statements affects customer 
trust. Based on the control/restricted theory and cognitive theory of multimedia 
learning, this study demonstrates how perceived control and learning can affect trust. 
Participants were shown validated privacy policy statements in a text format or a 
video format before they rated the trustworthiness of the hotel. The findings from 193 
usable samples confirmed that the video was more effective in increasing trust and 
that it did so by increasing perceived control. The results suggest that hotel companies 
without a strong brand history can still establish customer trust by providing a well-
located, well-executed, and easily understood online video privacy statement. 
Theoretical and managerial implications are discussed, and future research 
suggestions are provided.  
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INTRODUCTION 
 Information technology, especially the Internet, has significantly transformed 
the ways that companies do business. Online sales have outperformed offline sales in 
several retailers (comScore, 2009), and renowned business entities like Amazon.com 
and Expedia.com have run successful online business without brick-and-mortar 
storefronts. In the hotel industry in 2008, around 40% of all hotel bookings were 
made via direct online channels, an increase of 29% from 2006 (Starkov & Price, 
2009). Also, a steady increase in online travel booking is predicted to continue 
through 2014 (Harteveldt, 2010). 
While online hotel reservations give travelers more flexibility and choices 
(Law, 2009), there are still obstacles that prevent travelers from going online. For 
instance, hard-to-use and boring hotel websites discourage travelers from making 
online hotel reservations (Morosan & Jeong, 2008). Moreover, security issues related 
to payment and personal information play a critical role in travelers’ decisions to 
make an online hotel booking (Chiam, Soutar, & Yeo, 2009; Kim & Kim, 2004; Law 
& Hsu, 2006). Recent studies have found that some travelers do not shop online partly 
because they think the Internet is not a secure place to expose their personal 
information (Qi, Leung, Law, & Buhalis, 2010). Similarly, a recent report showed 
that nearly half of American Internet users are concerned about privacy when they 
shop online and such concerns hinder customers from making purchase (Ortutay, 
2011).  
Customers’ concern about misuse of their personal information without their 
knowledge is not groundless. In April 2011, Marriott, Hilton, and Ritz-Carlton 
reported that Internet hackers had compromised their customer information data 
(Heller, 2011; Kunert, 2011). Although the hotels announced that the hackers had 
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breached customers’ email addresses —not their financial data—consumers are still 
worried about spam or phishing emails requesting personal or sensitive information.  
As disclosing personal information (e.g., contract information and credit card 
number) is inevitable when making an online hotel reservation, hotels cannot avoid 
triggering customers’ privacy concerns. Some hotels have made efforts to alleviate 
privacy concerns by providing comprehensive privacy policy statements on their 
websites (O’Connor, 2003; O’Connor, 2008). Studies have shown that customers are 
less concerned about their privacy when privacy statements are available (O’Connor, 
2008), and they are more willing to provide their personal information when a 
guarantee is made that their information will not be misused (Gilbert, 2001; Lee & 
Cranage, 2011).  
In spite of such efforts, the comprehensive privacy policy statements do not 
seem to provide what the hotel industry wants. That is, customers generally find 
privacy policies too time-consuming to read and difficult to understand (Cranor, 
2003; McDonald, Reeder, Kelley, & Cranor, 2009). Moreover, Poddar and colleagues 
(2009) found that the mere presence of a statement does not guarantee that customers 
will actually read it. Yet privacy policy statements can only be guaranteed to ease 
customer concerns when customers actually read the statements (Milne & Culnan, 
2004). Customers tend to read the statements when they are presented in a format that 
makes them readable and accessible (Milne & Culnan, 2004).  
Despite the importance of presentation format, few studies have tested the 
privacy statement formats in the hospitality and tourism field. O’Connor (2003) found 
that the hotel industry showed decent compliance with the Federal Trade Commission 
(FTC) guidelines, but the research is not updated and does not cover the issue of 
presentation format. The FTC guidelines cover the content of privacy statements (i.e., 
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notice/awareness, choice/consent, access/participation, integrity/security, and 
enforcement/redress); however, they do not address the presentation format (FTC, 
1998). Business researchers (Meinert, Peterson, Criswell, & Crossland, 2006) found 
that written privacy policy statements are the most common because they are 
inexpensive to produce and easy to prepare. They also found that customers feel more 
secure when privacy statements present more protections. But just like O’Connor’s 
(2003) study, Meinert and colleagues (2006) did not look at the presentation format in 
their study.  
A privacy policy is conventionally presented in a written format that lists 
comprehensive contents about the policy. Recently, companies like AT&T and 
Google present their privacy policy in a multimedia format (i.e., a video clip). Instead 
of displaying policy information in static text, the companies present the key aspects 
of the policy with animation and narration in their video clips. Despite the emerging 
new format presenting a privacy policy in practice, no prior research has examined 
the effectiveness of presentation formats on privacy concerns from a theoretical 
perspective.  
The objective of this study is to evaluate the effect of different presentation 
formats of privacy statements on customers’ trust, which prior studies have largely 
overlooked. From a theoretical perspective, this study is based on the cognitive theory 
of multimedia learning. The learning theory postulates that videos are more effective 
than static formats in helping customers understand products (Jiang & Benbasat, 
2007; Mayer, 2005; Mayer & Johnson, 2008). Based on the cognitive theory of 
multimedia learning, this study tests whether information provided via video or text 
can build readers’ trust and especially perceived control over a situation. This study 
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also tests whether learning more about the to-be-trusted hotel will make customers 
feel the hotel concerned is more trustworthy.  
In view of the dearth of related studies in the existing literature, findings of 
this study are expected to contribute to the body of knowledge in the online privacy 
domain by using multimedia learning theories to understand the relationships between 
information format and trust. Also, the findings can help hotels—especially hotels 
without a strong brand history—using presentation richness on their websites to 
alleviate customers’ privacy concerns and increase their bottom lines.  
This paper is organized into five sections. The next section reviews previous 
research on online privacy, trust, and multimedia learning theories. The following 
section describes the methodology and the experimental design. The subsequent 
section discusses the findings. The final section concludes with theoretical and 
practical implications, and offers suggestions for future research.  
 
CONCEPTUAL BACKGROUND 
Privacy Concerns and Perceived Control  
Customers are more skeptical and cautious about revealing personal 
information in online transactions because online transactions are more impersonal 
and anonymous (Head & Hassanein, 2002; McCole, Ramsey, & Williams, 2010). 
Although hotel and tourism companies can collect information in order to give their 
customers personally tailored services (Hu, Han, Jang, & Bai, 2005; Piccoli, 2008), 
customer reactions often reveal that they think companies use their data to do things 
that are not in the customer’s interest (Adkinson, Eisenach, & Lenard, 2002; Horne, 
Norberg, & Ekin, 2007; Lee & Cranage, 2011). Concerns about improper hotel 
information practices may make customers conceal or falsify their personal 
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information, which makes it difficult for companies to use data to create tailored 
service (Head & Hassanein, 2002). 
Privacy can be examined in terms of control as the control/restricted access 
theory of privacy postulates that privacy is inseparable from control (Moor, 204; 
Tavani, 2007).  The theory is based on the notions that people have a basic right to 
protect their privacy even if no harm occurs from security breaches; and that privacy 
is not an absence of personal information, but the control over information.  Similarly, 
sociology researchers have postulated that privacy helps people set interpersonal 
boundaries for sharing personal information with trusted others (Altman, 1974; 
Margulis, 1977; Margulis, 2003; Norberg, 2001; Prosser, 1960).  
Privacy and control are similar conceptually, and previous empirical research 
has found that the privacy and control concerns are strongly associated (Arcand, 
Nantel, Arles-Dufour, & Vincent, 2007; Cho, Lee, & Chung, 2010; D’Souza & 
Phelps, 2009). That is, perceived control alleviates privacy concerns. And perceived 
control can be raised by privacy statements (Arcand et al., 2007; Pan & Zinkhan, 
2006), opt-in/opt-out options (D'Souza & Phelps, 2009; Tavani, 2007), and privacy-
enhancing technologies like Privacy Bird (Hui, Tan, & Goh, 2006; Youn, 2009). 
Previous research tested the direct relationship between perceived control and privacy 
concerns, but paid little attention to whether or not the elements that affect control can 
also affect perceived privacy. 
Based on Averill’s (1973) conceptual model of perceived control, this study 
postulates that customers estimate control over a privacy situation by obtaining 
information about a hotel’s privacy policy and practices. According to Averill (1973), 
people feel more control when they gain more information. That is, people apply the 
cognitive efforts to cope with stressful situations via information gain. People begin to 
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perceive the situations as more predictable when they gain information about the 
impeding situations.  
Averill’s cognitive control theory may not necessarily be applicable to hotels, 
because the theory refers to people’s perceptions of upcoming situations, which is 
somewhat different from perceptions of a static entity, like a hotel. Yet, existing 
research on information gain and perceived control in non-impeding situations such as 
a general web context (Song & Zinkhan, 2008; Lee, Lee, Kim, & Stout, 2004) and an 
restaurant context (Kimes, 2008) would provide justification of the application of 
perceived control and information gain to the hotel. Previous research found that 
customers perceive the situations as more acceptable and controllable when they i) 
receive personalized messages from the company whose products they complain 
about (i.e., information gain or a message based on a previous message; Song & 
Zinkhan, 2008); and ii) when they receive supplementary information (e.g., the likely 
length of wait) in the line (Kimes, 2008).  
The central tenet of this proposition is that customers need to actively gain the 
information; merely being exposed to a privacy statement (without processing it) does 
not lead to learning or increase perceived control (Arcand et al., 2007). Therefore, this 
study predicts that information about privacy practices gained through actual 
processing should increase perceived control and the presentation format would 
differentiate actual information processing. The following section discusses how 
presentation formats influence customers’ comprehension of a privacy policy.  
Multimedia Learning Theories and Presentation Formats 
Although almost all hotels provide privacy policy statements on their 
websites, it is still questionable whether or not these statements actually ease privacy 
concerns. Customers find privacy policies too time-consuming to read and difficult to 
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understand (McDonald et al., 2009). Given that information gain plays a critical role 
in perceived control and privacy concerns (Arcand et al., 2007; Hoadley, Xu, Lee, & 
Rosson, 2010), we present multimedia learning theories as a theoretical background to 
argue that hospitality IT researchers and hotel managers should be interested in how a 
message is delivered.  
According to the cognitive theory of multimedia learning, learning is more 
effective when a message is delivered in both words and pictures or when it is 
narrated (or narrated with corresponding graphics) rather than projected as on-screen 
text (Mayer, 2005; Mayer & Johnson, 2008; Tavani, 2007). Similarly, cue-summation 
theory postulates that the appropriate use of an auditory channel (e.g., human speech 
and environmental sounds) and visual channel (e.g., static images and dynamic 
animations or video) can communicate information more effectively and enhance 
learning performance (Mayer, 2003; Severin, 1967; Severin, 1968). Research on 
working memory has shown that people only have limited working memory to 
process incoming information; however, the effective size of working memory can be 
increased if information is presented in a mixed channel, rather than from a single 
channel (Jiang & Benbasat, 2007). Having multiple cues or stimuli tends to enhance 
learning, but the cues must be relevant and discrete (Moore, Burton, & Myers, 2004; 
Severin, 1967). 
Based on multimedia learning theories, we predict that different presentation 
formats of a privacy policy statement on hotel website will affect customers’ 
understanding of the hotel’s privacy policy. In particular, customers who are exposed 
to a multimedia format (e.g., simultaneous visual and auditory channels, as in video 
clips) will process incoming information more effectively than those who are exposed 
to a single medium format (e.g., just a visual channel, as in a written privacy 
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statement). This is because videos enhance human memory and understanding. 
Customers’ understanding about a hotel’s privacy policy is then enhanced, and they 
would perceive a stronger sense of control over their privacy, even when their privacy 
is disconnected from the context of control (Fast, Gruenfeld, Sivanathan, & Galinsky, 
2009). Thus, effective learning about a privacy policy should increase perceived 
control. Therefore, 
 
Hypothesis 1: Presenting a hotel’s privacy policy in a video format leads to 
better customer understanding of the policy than a text format. 
 
Hypothesis 2: A video format presenting a hotel’s privacy policy leads to 
higher perceived control than a text format. 
 
Perceived Control and Trust 
Trust is a complex concept. Researchers have defined trust as a governance 
mechanism in exchange relationships that are affected by uncertainty, vulnerability, 
and dependence (Jarvenpaa, Tractinsky, & Vitale, 2000; Meinert et al., 2006); a 
willingness to rely on an exchange partner in whom one has confidence (Castaldo, 
Premazzi, & Zerbini, 2010; Moorman, Deshpande, & Zaltman, 1993); or a means of 
managing risk (Schoorman, Mayer, & Davis, 2007; Seligman, 1998). Ganesan (1994) 
explained trust in terms of credibility and benevolence. Credibility in e-commerce 
refers to the extent to which a customer believes that the company has the required 
expertise to perform the job effectively and reliably; whereas benevolence refers to 
the extent to which the customer believes that the company has intentions and motives 
beneficial to the customer when unplanned and uncommitted conditions arise.  
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Trust plays a critical role in hospitality and tourism customers’ online 
purchasing activities (Au Yeung & Law, 2006; Cheung & Law, 2009; Miao & 
Mattila, 2007). Companies, especially e-commerce companies, must develop 
customer trust before customers make purchasing decision and companies can build 
this trust by giving detailed information about the company and its products, services, 
and privacy protection policy (Au Yeung & Law, 2006). Also, customers who have 
high trust in a business partner show more willingness to disclose their personal 
information (Lee, Lambert, & Law, 2011; Pan & Zinkhan, 2006). While previous 
research postulates a direct relationship between trust establishment and information 
available online (Au Yeung & Law, 2006), scant research has looked at whether 
perceived control mediates these two variables. Perceived control should be examined 
in relationship to trust because trust comes into play when there is risk and 
uncertainty, and trust will be increased with elements that reduce risk. Additionally, 
perceived control will play an intermediary role as a risk reducer between 
understanding of a hotel’s privacy policy and trust.  
While linkages between privacy policy and perceived control, and between 
privacy policy and trust are mainly found in previous research (Arcand et al., 2007; 
Culnan & Armstrong, 1999; Namasivayam, 2004; Olivero & Lunt, 2004), a link 
between perceived control and trust is also examined in some studies (Tan & Thoen, 
2001; Van Dyke, Midha, & Nemati, 2007). Van Dyke and colleagues (2007) found 
that perceived privacy empowerment positively affects trust. In their study, perceived 
privacy empowerment is defined as “the individual’s perception of the extent to 
which they can control the distribution and use of their personally identifying 
information” (p.73). Although Van Dyke et al. (2007) named the construct as 
perceived privacy empowerment, its definition is analogous to that of Averill’s (1973) 
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perceived control. Furthermore, Tan and Thoen (2001) postulate that perceived 
control plays a significant role in establishing trust especially when the level of trust 
is below a threshold.  
Privacy policy statements provide information about a hotel’s policies and 
practices, such as how customers’ information is managed and what customers can do 
when they have questions or problems with the privacy practices. Thus, customers 
will better understand how capable a hotel is in terms of protecting customer privacy. 
Given information gain increases perceived control (Averill, 1973; Kimes, 2008; 
Song & Zinkhan, 2008), we predict that presentation format can influence trust 
through perceived control. In this study, trust is defined as a customer’s expectations 
about the motives and behaviors of a hotel that provides online services, and 
customers’ trust will be used interchangeably with the trustworthiness of the hotel 
(Jarvenpaa et al., 2000). Thus, 
 
Hypothesis 3: Videos presenting a hotel’s privacy policy lead to higher 
customer trust in the hotel than the same message presented via text. 
 
Figure 1 shows the overall conceptual model. Hypotheses proposed in this 
study are not specified in the conceptual model; instead, we will test the conceptual 
model comprehensively.  
 
***** Please Place Figure 1 Here ***** 
 
METHODS 
Experimental Design and Procedure 
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The experiment used a one-way, between-subjects design, giving two different 
presentation formats to a stratified online sample from a large sample in January 
2011. Only those who had previously made an online hotel room reservation were 
invited to the study. The participants were U.S. residents found by a research 
company specializing in online survey and data collection. Participants saw one of the 
two privacy policy presentations: a text presentation or a video presentation 
(discussed in detail below). Before seeing the presentations, participants answered 
questions about their general privacy concerns (as opposed to privacy concerns about 
a specific situation). Then, one of the two presentations was randomly assigned to 
each participant, along with a scenario. Participants had to confirm that they had read 
or watched the scenario completely before proceeding to the measurement section. 
Then participants answered questions measuring their understanding of the policy, 
perceived control, and trustworthiness of the hotel. After that, they reported basic 
demographic information. The entire questionnaire took around 15 minutes to 
complete. 
Presentation Format Manipulations 
Participants were asked to imagine a scenario in which they were asked to 
release information—such as their name, credit card number, and address—as a part 
of the reservation process. To develop the scenario, we invited two marketing 
professors to review it for readability and authenticity. Based on their comments, we 
made minor changes to the scenario.  
In order to develop a realistic and comprehensive privacy policy statement, we 
first collected copies of privacy policy statements from real hotel chains. Then, we 
categorized the collected statements into five principles based on the FTC guidelines.  
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Since comprehensiveness of a privacy statement is critical in privacy concerns 
(Meinert et al., 2006), we developed the privacy policy statements in compliance with 
the FTC guidelines. The five core principles in FTC’s guidelines include 
notice/awareness; choice/consent; access/participation; integrity/security; and 
enforcement/redress (FTC, 1998). Notice/awareness means that customers should be 
given notice of an entity’s information practice before any personal information is 
collected. Choice/consent means giving customers options as to how personal 
information may be used. Access/participation refers to an individual’s ability to 
access data about oneself and to contest its accuracy and completeness. 
Integrity/security implies that the collectors must take reasonable steps to prevent 
theft of tampering. Enforcement/redress implies that a mechanism to ensure 
compliance must be provided. Although the statements were retrieved from different 
hotel chains, we found that the contents in each category were quite similar. We 
examined the privacy policy statements from existing hotel chains in order to make 
the statement used for experiment close to the privacy policy statements that 
customers would see from any hotels. After rewording them to fit to the study 
context, we prepared a 1,155-word-long privacy policy statement.  
Based on the written statement, we developed a script for a video. In order to 
make it more authentic, we prepared the script based on the video statements of real 
companies (e.g., AT&T and Google). The video statements we used were from non-
hotels because no hotels provided video privacy statements at the time of the study. 
We prepared a script with the five principles of the FTP guidelines for a total of 345 
words. We hired a native English speaker to act as a spokesperson of a hotel in front 
of a camera. The final version of the video clip ran 126 seconds. 
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In order to check that the statements sounded authentic, we recruited a 
convenience sample of 30 international graduate students. We randomly assigned 
each participant to one of the formats. The participants indicated that the statements 
were similar to the statements that they would expect to see on hotel websites. 
Without informing participants, we measured the time that they spent with the 
experimental stimulus. On average, participants who were exposed to the text format 
spent 95.8 seconds; whereas those who were exposed to the video format spent 247.3 
seconds. 
After this preliminary study, we invited a hotel Chief Information Officer 
(CIO) to review our privacy statements, and he confirmed that they could pass for 
actual companies’ privacy statements. In the main study, the video screen also 
presented the written statements on the side of the screen. 
Measures 
We measured three constructs about the presentations: information gain, 
perceived control, and hotel trustworthiness. We operationalized information gain as 
understanding of the hotel privacy policy. Participants answered six true-or-false 
questions about the hotel’s privacy policy based on their recall. Participants could not 
go back to the previous privacy statements once they proceeded to the measurement 
section.  
Adapting Jewell and Kidwell’s (2005) study, we measured perceived control 
with a 7-point Likert scale from one (very incapable/not confident at all/strongly 
disagree) to seven (very capable/very confident/strongly agree). The measurement 
items for perceived control were “given the privacy policy, to what extent do you see 
yourself as being capable of maintaining your privacy?” (very incapable/very 
capable); “given the privacy policy, how confident are you in your ability to maintain 
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your privacy?” (Not at all confident/very confident); “given the privacy policy, I 
believe I have the ability to maintain privacy” (strongly disagree/strongly agree); and 
“given the privacy policy, if it were entirely up to me, I am confident that I would be 
able to maintain my privacy” (strongly disagree/strongly agree). We adapted six 
items for hotel trustworthiness from previous research (Jarvenpaa et al., 2000) with a 
7-point Likert scale from one (strongly disagree) to seven (strongly agree). This scale 
included questions like “This hotel is trustworthy” and “This hotel wants to be known 
as one who keep promises and commitments.” 
The demographic information included gender, age, ethnicity, education 
background, English proficiency, and Internet experience. Participants also reported 
the types of hotels they usually stay in in terms of star rating and chain affiliation (i.e., 
chain or independently-operated). Finally, participants were asked to indicate the 
percentage of online bookings they had made in the past. 
RESULTS 
Table 1 shows descriptive statistics about the study participants. We excluded 
those who did not reveal gender (n = 1) or felt uncomfortable communicating in 
English (n = 2) from further data analysis, leaving a total of 193 participants. 
 
***** Please Place Table 1 Here ***** 
 
First, using Spearman’s rho correlation, we examined whether participants 
who were more concerned about privacy spent more time viewing the statements. 
However, time spent viewing the statements was not correlated with privacy 
concerns, ρ(193) = -.07, p = .36. We also examined whether time spent viewing the 
statements varied depending on the presentation format. On average, the participants 
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in the video condition spent 255.5 seconds (N = 95, SD = 3.2), while participants in 
the text condition spent 116.3 seconds (N = 98, SD = 1.0), Welch’s F(1, 112.31) = 
16.87, p < .001. 
The more experienced people were in making online hotel bookings, the less 
concerned they were about online privacy, ρ(193) = -.16, p = .03. We then conducted 
a two-way ANOVA to examine whether privacy concerns would differ depending on 
the type of hotels (i.e., chain affiliation and star rating) which participants usually stay 
in. There were no significant effects of chain affiliation and star rating on privacy 
concerns.  
Before testing the hypotheses, we checked construct validity and reliability of 
the measurement items for perceived control and hotel trustworthiness. Variance 
extracted (VE) shows the average percentage of variation explained. Using AMOS 
statistic package, we computed standardized factor loadings. Then we squared the 
loadings, summed them up, and divided them by the number of items to compute VE. 
Operationalizations for the two constructs were adequate, with VEs higher than 0.5 
and Cronbach’s alphas higher than .7 (see Table 2). 
 
***** Please Place Table 2 Here ***** 
 
Hypothesis Testing 
We conducted a series of ANOVAs to test the hypotheses (see Table 3). 
Understanding scores ranged from zero to six, where higher numbers indicate better 
understanding of the policy. Participants who read the text format correctly answered 
an average of 3.75 questions (SD = 1.10), whereas those who watched the video 
correctly answered 4.22 questions (SD = 1.10), F(1, 191) = 9.04, p = .003. 
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***** Please Place Table 3 Here ***** 
 
Although the assumption of homogeneity of variance was not violated for 
understanding, it was violated for perceived control (Lavene’s W = 21.02, p < .001) 
and trustworthiness (Lavene’s W = 6.63, p = .01). Thus, we used Welch’s F statistics 
to test the results. Participants who watched the video reported significantly higher 
perceived control (M = 5.34; SD = 1.03) than participants who read the text (M = 
4.75; SD = 1.52), Welch’s F(1, 171.43) = 10.18, p = .002. This provides support for 
Hypothesis 2. Similarly, participants who saw the video rated the hotel as 
significantly more trustworthy (M = 5.53; SD = 1.00) than participants who read the 
text (M = 5.11; SD = 1.26), Welch’s F(1, 183.68) = 6.62, p = .01. Thus, Hypothesis 3 
was supported. 
The Understanding-Perceived Control-Trustworthiness Model 
We conducted a series of a regression analysis following Baron and Kenny 
(1986) to test the understanding-perceived control-trustworthiness model. While 
testing the hypotheses proposed in this study provides insight about presentation 
formats, it is limited in explaining how the constructs (i.e., understanding, perceived 
control, and trustworthiness) are related to each other. 
If the proposed model is true, we should see a few results: (1) understanding 
affects trustworthiness, (2) understanding affects perceived control, (3) perceived 
control affects trustworthiness, and (4) the effect of understanding on trustworthiness 
should be negligible when trustworthiness is regressed on both perceived control and 
understanding. 
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The assumptions were checked, and no violation was found. First, 
trustworthiness was regressed on understanding, revealing a significant effect, β = 
0.38, p < .001. Second, perceived control was regressed on understanding, revealing a 
significant effect, β = 0.41, p < .001. Then, trustworthiness was regressed on both 
understanding and perceived control. The effect of perceived control remained 
significant, β = 0.75, p < .001. 
However, the positive effect of understanding on trustworthiness may occur 
only via perceived control. If understanding influences trustworthiness because of 
perceived control, its effect on trustworthiness should become insignificant when 
examined together with perceived control (Baron & Kenny, 1986). Controlling for 
perceived control, the effect of understanding became insignificant, β = 0.07, p = .19. 
In other words, understanding positively affects perceived control, and perceived 
control positively affects trustworthiness, but understanding does not have a direct 
effect on trustworthiness. This model accounts for 60.9% of the variance in 
trustworthiness, F(2, 190) = 148.02, p < .0001. 
DISCUSSION 
This study empirically tested the multimedia learning theories and propose 
that learning via multiple channels works better than learning via a single channel. In 
addition to empirically testing this theory, this study makes a novel approach to 
learning and privacy concerns. That is, the findings of this study imply that learning 
about a hotel’s online privacy policy can ease privacy concerns and increase trust. 
Previous research has paid little attention to learning in conjunction with privacy 
concerns or trust. Previous research mainly examined tools like privacy-enhanced 
technologies (PETs) or opt-in/opt-out options as a means to build trust (D'Souza & 
Phelps, 2009; Eastlick et al., 2006; Tavani, 2007). While prior studies have found that 
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these tools and options influence privacy-related behaviors (e.g., information 
disclosure or purchasing), little is known about how such tools develop trust. This 
study provides a theoretical contribution to the body of knowledge about trust 
establishment by showing that learning about a partner can increase trust in that 
partner.  
According to social penetration theory (Actman & Taylor, 1973; Cozby, 
1973), the more time people spend with others, the more likely they are to trust them, 
which leads them to disclose more details of their lives. Similarly, Kerr and 
colleagues (1999) postulated that trust relies on knowledge about the partner. As such, 
we proposed that knowledge about the partner (in this case, the hotel) would be a 
necessary condition to establish trust. Then this study found that better understanding 
about a hotel’s privacy policy (knowledge) increases the trustworthiness of the hotel 
and that presentation formats influence understanding. The video presentation led 
participants to understand the policy better than the text presentation.  
We found that participants spent little time reading the statements, even 
though they reported having spent enough time to read them. In order to investigate 
actual viewing time, we embedded a software code in the online questionnaire that 
measured the time between when each participant first viewed the statement until the 
time that the participant proceeded to the next page. We did not inform participants 
about this measurement because doing so could have affected their behavior. Before 
proceeding, participants had to click a box for a statement confirming that they spent 
enough time to view the statement. Once they proceeded, participants were unable to 
go back to the previous page. On average, participants spent around two minutes on 
the text presentation, while those in the video condition saw a two-minute video clip 
(and accompanying text) and spent around four minutes in total. Given that an 
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average American adult reads 200 to 300 words per minute (ExecuRead, 2011), 
participants should have taken 4 to 6 minutes to read the 1,155-word statement.  
Participants may have spent less time with the text version because they were 
not fully engaged with the scenario. The other group with similar sociodemographic 
characteristics, however, spent more time with the video format (see Table 1). 
Although spending more time does not necessarily mean that participants carefully 
view the statements (Arcand et al., 2007), the results support the notion that a video 
format is more effective in helping customers understand a hotel’s privacy policy.  
Besides the presentation format, structure of the video condition may be 
another reason why participants showed better understanding. In the video condition, 
participants were exposed to the two-minute video format along with the written 
statement as supplementary information. Therefore, participants in the video 
condition could review the same information twice. Spending more time and 
repeating information is a plausible explanation for why the video condition 
outperformed the text condition. 
This study was conducted based on the notion that privacy concerns prevent 
customers from making purchase online. Trust is reciprocal (Actman & Taylor, 1973; 
Cozby, 1973), and it takes time to establish between two parties. When customers are 
unsure about how trustworthy a company is because they know little about it, they 
tend to use the brand as a cue to determine its trustworthiness. The brand sends a 
significant signal about the quality of its products and trustworthiness to their 
potential customers (Bart, Shankar, Sultan, & Urban, 2005; Keller, 1993). Because 
time plays an important role in establishing trust, new entrants to the market are more 
likely to face an uphill battle: their very newness means customers may trust them 
less.  
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This study examined trust in conjunction with perceived control, without 
manipulating time. We argue that trust can be built by learning more about the 
partner. We found that customers trusted a hotel more after a video presentation. This 
implies that customers have better understanding about how the hotel handles 
customer data after a video presentation, and thus become less concerned about their 
privacy owing to perceived control. In theory, learning about the privacy policy gives 
people a feeling or belief that they can take control over the privacy risk. The 
perceived control then leads them to trust the partner more. It is important to stress 
that control is perceived. It does not necessarily mean that they can actually do 
something about the situation; it is only the belief that they have control over the 
situation. Perceived control can make up for a lack of time to establish trust.  
This study found that people’s concerns about privacy do not influence how 
long they spend learning about the company’s privacy policy. This finding implies 
that the mere presence of privacy statements does not guarantee that concerned 
customers will read them. This suggests that having a proper presentation format is 
important in understanding online privacy. 
Managerial Implications 
Based on the findings of this study, we can suggest several managerial 
implications. First, hospitality companies (especially small- and medium-sized 
enterprises [SMEs] that are new to e-commerce) should provide their privacy policy 
in a video format. Effective delivery of the privacy policy is a key in establishing 
trust, especially when customers are not familiar with the brand. Since customers are 
not familiar with new companies, they should pay more attention to trust 
establishment and use techniques to minimize customers’ perceptions of risk. As this 
study found, companies can establish trust by providing customers with the 
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perception that they have control over their privacy and present them in a way to 
allow them to have more understanding on such policy. This may be applicable to 
other aspects in the hospitality business. For example, hotels can establish customers’ 
trust in service delivery standards by informing customers and allow them to 
understand about how training is conducted and how service is delivered. 
Second, hospitality companies should locate the video to a place where 
customers can easily find it, such as in the middle of the first page on a website rather 
than at the bottom of the website. As found in this study, customers are not likely to 
read privacy policies, even if they are concerned about their privacy. Thus, hotels 
should consider putting the video in the sweet spot (prime real estate in a menu or the 
spot that users pay the most attention to; Ninemeier & Hayes, 2006) in order to 
increase its visibility.  
Third, the content and running timing of the video clip will be critical in the 
effective delivery of a message. The video clip used in this study contained the five 
principles suggested by the FTC guidelines, and it ran about two minutes. Too much 
information may kill the effectiveness of a video by exceeding the capacity of 
working memory.  
Last, execution of the privacy policy in operation is most crucial. Although 
this study showed that better understanding of the policy can increase perceived 
control and hotel trustworthiness, trust cannot be established if a hotel fails to keep its 
promises.  
LIMITATIONS AND RECOMMENDATIONS FOR FUTURE RESEARCH 
This study has some limitations. First, the study may have a confound effect. 
That is, the video condition included a video clip and a written policy statement, 
while the text format had only a written policy statement. Although it was entirely 
 23 
optional for participants in the video condition to read the policy statement, we found 
that participants in the video condition spent more time than participants in the text 
condition. The video condition had a significant effect on understanding, perceived 
control, and trust, but we need to consider that this effect may result from the time 
that participants spent or the repeated information in the video format condition.  
Second, this study may not be generalizable. This study instructed participants 
to view policy statements, but in reality websites rarely force online visitors to view 
policy statements. Participants in the real world largely voluntarily read policy 
statements. Thus, the findings of this study may not be applicable to voluntary 
situations.  
Future research could examine whether people’s understanding of a privacy 
policy depends on who delivers it. While a written statement does not carry a 
gendered voice, most video clips do. Viewers may find messages about a policy more 
convincing from a specific gender. Similarly, future research could examine whether 
animation affects understanding. When a message is properly animated (e.g., having a 
pop-up text along with narration), customers may understand the policy better. Also, 
this study did not examine all possible ways to present policy statements; whereas in 
reality there would be other approaches. For example, hotels can directly call and 
explain their policies to customers who have concerns about privacy and want to hear 
it from the company representatives. A direct and customized connection with 
customers would be more effective in trust establishment than a multimedia format. 
These approaches can give more insight into the design of video clips.  
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Figure 1. A Conceptual Model: Understanding-Perceived Control-Trustworthiness 
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Table 1. Descriptive Statistics 
 
Variable Text format Video format Total 
Gender       
Male 49  50  99 (50.5) 
Female 49  47  96 (49.0) 
Omitted 1  0  1 (0.5) 
Total 99 (50.5) 97 (49.5) 196 (100.0) 
       
Age       
18-25 5  6  11 (5.6) 
26-34 16  13  29 (14.8) 
35-49 22  36  58 (29.6) 
50-64 43  32  75 (38.3) 
65 and over 13  10  23 (11.7) 
Total 99 (50.5) 97 (49.5) 196 (100.0) 
       
Ethnicity       
Caucasian 86  83  169 (86.2) 
African American 5  5  10 (5.1) 
Hispanic 0  2  2 (1.0) 
Asian 5  4  9 (4.6) 
Others 3  3  6 (3.0) 
Total 99 (50.5) 97 (49.5) 196 (100.0) 
       
Education       
Less than high school 1  0  1 (0.5) 
High school 19  19  38 (19.4) 
Some college 24  26  50 (25.5) 
2-year college 14  14  28 (14.3) 
Bachelor’s degree 27  26  53 (27.0) 
Master’s degree 11  7  18 (9.2) 
Doctoral degree 3  5  8 (4.1) 
Total 99 (50.5) 97 (49.5) 196 (100.0) 
       
English Proficiency        
Native 97  92  189 (96.4) 
Non-native 2  5  7 (3.6) 
Total 99 (50.5) 97 (49.5) 196 (100.0) 
 
 33 
Table 2. Cross Tabulation of Participants’ Normal Chain Affiliation and Star Rating 
Choice 
 
 
Chain Independent Column Total 
5-star 9  3  12 (6.2) 
4-star 89  14  103 (53.4) 
3-star 65  7  72 (37.3) 
2-star 5  0  5 (2.6) 
1-star 1  0  1 (0.5) 
Row Total 169 (87.6) 24 (12.4) 193 (100.0) 
Note. Numbers indicate frequency of participants normally staying at hotels of each 
caliber. Numbers in parentheses indicate percentage. 
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Table 3. Two-way ANOVA Summary  
 
Source SS df MS F p 
Between treatments 2.64 7 0.38   
Chain/Independent (CI) 1.16 1 1.16 0.00 .99 
Star rating (SR) 1.22 4 0.31 0.26 .90 
CI X SR 0.26 2 0.13 0.11 .89 
Within treatments 216.58 185 1.17   
Total 
 
4419.22 193    
Note. The dependent variable is privacy concerns. 
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Table 4. Convergent Validity and Reliability 
 
Measurement items Standardized Factor loading 
Convergent 
Validity (VE) 
Reliability 
(Cronbach’s α) 
Perceived control  .77 .93 
Capable of maintaining privacy .76   
Confident in ability to maintain 
privacy 
.91   
Belief in maintaining privacy .95   
Able to maintain privacy 
 
.87   
Trustworthiness of the hotel  .77 .93 
This hotel is trustworthy. .90   
This hotel keeps promises and 
commitments. 
.82   
This hotel keeps my best 
interests. 
.90   
This hotel’s behavior meets my 
expectations. 
 
.88   
Note. Two measurement items for trustworthiness were removed from the original six 
items because of low factor loadings. 
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Table 5. ANOVA Summary  
 
Source SS df MS F p 
Understanding      
Between groups 10.94 1 10.94 9.04 .003 
Within groups 230.98 191 1.21   
Total 241.93 192  
 
  
Welch’s F  df1 df2 F p 
Perceived control 
  1 171.43 10.18 .002 
Trustworthiness 
  1 183.68 6.62 .01 
 
 
 
 
 
 
 
