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ABSTRAKSI 
 
Nama : Royhan Hamdhani 
NIM : 201610110311084 
Judul : Penyalahgunaan VPN (Virtual Privat Network) 
Terhadap Situs Yang Diblokir Pemerintah Dalam 
Dunia Maya Berdasarkan Perspektif Undang-
Undang Informasi Dan Transaksi Elektronik. 
Pembimbing     :  Mokh. Najih, S.H., M.H., Ph.D.  
Wasis S.H., M.Si 
 
Pada era yang maju ini internet telah menjadi sesuatu yang sangat penting 
bagi masyarakat, situs-situs internet pun telah berkembang pesat dan semakin 
banyaknya berbagaimacam konten yang dapat masyarakat cari di internet, faktor 
kebebasan berinternet menjadi pemicu banyaknya masyarakat berselancar situs-
situs internet dengan sebebas bebasnya, termasuk situs-situs bermuatan negatif 
didalamnya, pemerintah melalui menteri komunikasi dan informasi telah banyak 
melakukan pemblokiran terhadap situs-situs yang mengandung muatan negatif, 
kerena banyaknya situs-situs yang telah diblokir oleh kementerian komunikasi dan 
informasi masyarakat mulai mencari cara untuk dapat mengakses kembali situs-
situs yang telah diblokir oleh pemerintah tersebut. 
Virtual Privat Network hadir ditengah-tengah masyarakat sebagai suatu 
aplikasi yang dapat mengakses situs-situs yang telah diblokir oleh pemerintah, 
sebenarnya Virtual Privat Network adalah suatu aplikasi pengaman jaringan data 
internet dengan enkripsi yang canggih, namun banyak masyarakat melakukan 
penyalahgunaan Virtual Privat Network ini untuk mengakses situs-situs internet 
yang telah diblokir oleh pemerintah seperti situs pornografi, situs streaming film 
ilegal, situs judi online. 
Penelitian ini menggunakan pendekatan normatif dengan menganalisa 
Undang-undang Informasi dan Transaksi Elektronik untuk mengatasi 
penyalahgunaan Virtual Privat Network. Bahan hukum yang digunakan adalah 
peraturan undang-undang, buku terkait penyalahgunaan Virtual Privat Network, 
Jurnal Ilmiah, dan Situs internet terkait yang membahas penyalahgunaan Virtual 
Privat Network. 
 Hasil dari penelitian ini diharapkan dapat mengatasi penyalahgunaan 
Virtual Privat Network dan pemerintah dapat melakukan upaya pencegahan 
penyalahgunaan Virtual Privat Network. 
 
Kata Kunci : Virtual Privat Network, Penyalahgunaan, Situs yang diblokir. 
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ABSTRACT 
 
Name : Royhan Hamdhani 
NIM : 201610110311084 
Title : Abuse of VPN (Virtual Privat Network) Against 
Government Blocked Sites In The Cyber World Based 
On The Perspective of the Information and Electronic 
Transaction Law 
Advisors     :  Mokh. Najih, S.H., M.H., Ph.D.  
Wasis S.H., M.Si 
 
In this advanced era the internet has become something that is very 
important for the community, internet sites have also grown rapidly and more and 
more various kinds of content that people can search on the internet, internet 
freedom factors become the trigger for many people to surf internet sites freely as 
freely as , including sites with negative contents, the government through the 
minister of communication and information has done a lot of blocking sites that 
contain negative content, because many sites have been blocked by the ministry of 
communication and information society began to look for ways to be able to access 
the site again sites that have been blocked by the government. 
Virtual Private Network is present in the midst of the community as an 
application that can access sites that have been blocked by the government, actually 
Virtual Private Network is an internet data security application with sophisticated 
encryption, but many people abuse the Virtual Private Network to access Internet 
sites that have been blocked by the government such as pornography sites, illegal 
movie streaming sites, online gambling sites. 
This research uses a normative approach by analyzing the Information Law 
and Electronic Transactions to overcome the misuse of the Virtual Private Network. 
Legal materials used are statutory regulations, books related to misuse of Virtual 
Private Networks, Scientific Journals, and related internet sites that discuss abuse 
of Virtual Private Networks. 
The results of this study are expected to overcome the abuse of Virtual 
Private Networks and the government can make efforts to prevent abuse of Virtual 
Private Networks. 
Keywords: Virtual Private Network, Misuse, Blocked Sites 
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