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El fin del proyecto es la implementación del sistema electrónico de un reloj biométrico para 
el control de asistencias ofrecida por una empresa peruana, enfocado en obtener un equipo 
biométrico estable para ofrecer su sistema a diversas empresas del Perú, utilizando nuevas 
tecnologías. El diseño del trabajo partió de un modelo biométrico que contaba la empresa 
desde el año 2017, la cual fue vendida a muchas empresas del Perú, pero a mediados del 
2019 se reportaron en muchos lugares del país, fallas internas del equipo. 
 
En el presente trabajo se enfoca en realizar mejoras del diseño inicial para poder cumplir 
con una licitación en especial, corrigiendo los múltiples desperfectos que se notaron al 
pasar de los años. Esto se realizó así para reducir gastos en fabricación y tiempo de 
entrega de los equipos. Aplicando nuevas tecnologías como la red IPv6, y nuevos 
dispositivos de identificación del personal. También se mejoró la recepción de datos de la 
tarjeta de control y la data enviada desde una base de datos mediante Ethernet. 
  
Además, el protocolo de comunicación que se implemento es una forma más segura para 





realizaron circuitos electrónicos especiales para adaptar ese sistema al nuevo tipo de 
comunicación.  
 
Del mismo modo, se hará mención a la lógica de recesión y transmisión de datos a la tablet 
para que este pueda interpretar la información recibida, procesando los id comandos que 
identifican el proceso a realizar. Se entrará a detalle del algoritmos y programación por 
parte de la tarjeta de control, pero no del software del control de asistencias desarrollado 
en Android, ya que no es parte del presente estudio. Pero sí se mencionará los cambios 
que se realizan en el software del control de asistencias para enlazarla con la tarjeta de 
control del equipo. Los cuales deben cumplir con las expectativas que se requieren. 
 
Finalmente, se obtendrá un nuevo modelo de reloj biométrico que cumple con las 
expectativas de la licitación, logrando realizar marcaciones por huella dactilar, tarjeta con 
código de barras, pantalla táctil y proximidad. Enviando estas marcaciones mediante 
ethernet a un servidor web. También, permite realizar un backup de las marcaciones que 
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Los avances tecnológicos incentiva a la persona a seguir desarrollando e inventando 
nuevas aplicaciones con tecnología biometría, la cual se busca proteger la seguridad e 
identidad de la persona.  Una empresa peruana busca desarrollar un nuevo modelo de reloj 
biométrico para el control de asistencia, con la finalidad de cumplir una importante licitación 
y desarrollar un avance tecnológico para el país. 
 
El proyecto titulado "Mejora e implementación del sistema electrónico de un reloj biométrico 
para el control de asistencia basado en un equipo biométrico de una empresa peruana" 
consta de cuatro capítulos. 
 
El capítulo 1, abarca el planteamiento del problema, descripción del problema, la 
justificación, objetivos del proyecto, analizando un reloj biométrico de una empresa peruana 
para implementarle un nuevo sistema electrónico que pueda ser aplicado al control de 
asistencia cumpliendo con los requerimientos de los clientes. 
 
El capítulo 2, expone el marco teórico, conceptos básicos, técnicas y reglas que se 
necesitan saber para desarrollar el proyecto. Se detallan modelos de relojes biométricos 





tecnología para realizar el control de asistencia. Esto se emplea para empresas con gran 
o poca cantidad de personal. 
 
El capítulo 3, se realiza un análisis del reloj biométrico de la empresa para determinar la 
raíz de causa de las fallas. Para luego encontrar e implementar la solución de los 
problemas. Después se desarrolla la propuesta del nuevo sistema electrónico adicionando 
las nuevas características que se requieren en la licitación, seleccionando los componentes 
adecuados para realizar este diseño. 
 
El capítulo 4, trata sobre las pruebas realizadas del nuevo sistema electrónico del reloj 
biométrico enfocado al control de asistencia, se calculó el tiempo de cargar datos al terminal 
desde una base de datos por ethernet, se realizó replica masiva de huellas biométricas. 
También se realizan las pruebas que se deben hacer en el cliente para instalar un equipo 
operativo. 
 
Finalmente se realizan las conclusiones de este proyecto y se hacen las recomendaciones 















1.1. Definición del problema 
1.1.1. Descripción del problema 
Actualmente en una empresa peruana cuenta con un modelo de reloj biométrico con 
pantalla táctil que ha sido vendido a muchas empresas importantes en el Perú desde el 
2017, cumpliendo en aquel entonces los requerimientos de los clientes, pero a inicios del 
2019 muchos clientes comenzaron a pedir soporte técnico constante por fallas internas en 
su sistema electrónico, también presentaban molestias en la demora de la visualización de 
las asistencias de su personal. Teniendo un Control de Asistencias de manera manual por 
varios días hasta ser atendido por el departamento de soporte técnico. Dado que las quejas 
de los clientes fueron muy constantes en varias partes del Perú.  
 
La empresa se vio exigida a contratar personales extra para brindar un soporte técnico 
inmediato a sus clientes y reemplazarles sus equipos inoperativos para luego reparar sus 
fallas en el departamento de electrónica. Retrasando esto la producción de nuevos 
equipos, siendo por ello más factible comprar relojes biométricos en el extranjero. Dado 
que no existen muchas empresas que se dedique a fabricar estos equipos en Perú y poder 
adaptar el sistema de control de asistencia de la empresa, y poder continuar con las ventas 





También al pasar de los años la tecnología va avanzando de forma exponencial, como por 
ejemplo Google que anuncio oficialmente el 5 de Noviembre del 2007 la llegada de Android, 
donde a lo largo de los años han salido muchas versiones como las más conocida KitKat y 
Lollipop que fueron un sistema operativo que permitían controlar el dispositivo como super 
usuario y esto nos permitía emplear el dispositivo en nuestros equipos biométricos. Pero 
en la actualidad ya no se encuentran muchos dispositivos con estos sistemas operativos, 
ahora la mayoría están con Nougat y Oreo, lo cual este sistema operativo cuenta con un 
mejor sistema de seguridad que nos bloquea el controlar el dispositivo como super usuario. 
Por lo tanto, no pueden ser usados en los equipos biométricos. 
 
Por otro lado, a mediados del 2019 se presentó un nuevo proyecto, donde consistía en 
vender varios relojes biométricos con lector de barras, pantalla táctil y con protocolo IPv4 / 
IPv6, lo cual el reloj biométrico de la empresa no cuenta con estas características, en 
especial el protocolo IPv6 que es una tecnología lejana a implementar en nuestro país dado 
que no existen muchos dispositivos que permiten este tipo de protocolo. Adicional a esto 
el tiempo de entrega del proyecto era de 6 meses con cláusulas de penalidad, lo cual nos 
obligaba a buscar un equipo en el extranjero que cuente con estas características, o 
mejorar el modelo del reloj biométrico que existía, y en el peor de los casos abandonar el 
proyecto.  
 
Existen diferentes marcas y modelos en el mercado, con diferentes tecnologías de diseño 
y aplicaciones; sin embargo, el objetivo trazado de esta investigación es dotar de un reloj 
biométrico construido con las tecnologías que el cliente solicita cumpliendo con los 
requerimientos del nuevo proyecto basándonos en el modelo anterior del reloj biométrico 





1.1.2. Formulación del problema 
De acuerdo al planteamiento del problema propuesto de la necesidad de implementar un 
nuevo sistema electrónico al reloj biométrico de la empresa peruana se determina el 
siguiente problema general. 
1.1.2.1. Problema principal 
¿De qué manera un nuevo sistema electrónico de un reloj biométrico ayudará en mejorar 
el control de asistencias ofrecida por la empresa? 
1.1.2.2. Problemas específicos 
¿Cuáles son las causas de las persistentes fallas del sistema electrónico en el reloj 
biométrico de la empresa aplicado al control de asistencias? 
¿En qué grado favorece seguir usando la tecnología Arduino en el sistema electrónico del 
reloj biométrico aplicado control de asistencias?  
¿En qué medida favorece implementar el protocolo IPv6 en el nuevo sistema electrónico 
para los relojes biométricos a distribuir en muchas empresas del Perú 
 
1.2. Definición de objetivos 
1.2.1. Objetivo general 
Mejorar e implementar el sistema electrónico del reloj biométrico para el control de 
asistencia. 
1.2.2. Objetivos específicos 
Analizar las fallas recurrentes del reloj biométrico de la empresa peruana. 
Implementar un sistema electrónico que disminuyan las fallas recurrentes del reloj 
biométrico aplicado al control de asistencias. 






1.3. Alcances y limitaciones  
1.3.1. Alcances  
Se desarrollará un nuevo sistema electrónico de un reloj biométrico basándose en un 
equipo de la empresa para el control de asistencias de personales utilizando la tecnología 
de un marcador de asistencias y el protocolo TCP/IP con IPv6. Dicha tecnología IPv6 fue 
un requerimiento esencial de un nuevo cliente. Por otro lado, en la parte mecánica se 
realizarán modificaciones básicas para adaptar las dimensiones de las nuevas tarjetas 
electrónicas. También a la pantalla capacitiva que contiene el software de control de 
asistencia, se realizaran algunas modificaciones como, el tipo de interfaz de comunicación 
con la tarjeta de control del reloj biométrico, todo esto para no realizar grandes 




En la presente investigación se encuentra como principal limitación la dimensión de la 
tarjeta de control, producto del espacio interior del reloj biométrico anterior, lo cual limita el 
tamaño de los componentes electrónicos. Otras limitaciones es el plazo de entrega del 
proyecto, lo cual limita el no poder importar todos los componentes electrónicos y por último 




A mediados del 2019 se presentó una licitación de un proyecto a un plazo de entrega no 
mayor a 90 días valorizado por más de 1 millón de soles, donde uno de los requerimientos 
principales del cliente era que los relojes biométricos cuenten con protocolo Ipv6, pero 





asistencia no cuenta con esta tecnología, dado que en la actualidad no es el protocolo de 
internet más usado en el mundo con solo un 30% de tráfico mundial.  
 
Se buscó de distintas formas de cumplir con este proyecto, por lo que en principio se optó 
en comprar relojes biométricos a empresas extranjeras para adaptar el software de control 
de asistencia hechas por la empresa peruana. Desafortunadamente los equipos 
importados no contaban con la tecnología IPv6 y el lector dactilar que ofrecían era inexacto. 
Por otro lado, tampoco era factible económicamente rediseñar estos relojes biométricos 
para implementarlos estas nuevas tecnologías. Por esa razón se decidió mejorar el equipo 
que cuenta la empresa peruana, pero este cuenta con múltiples desperfectos que se 
habían reportado por los clientes en los últimos años. Es así que se decide mejorar el 
diseño del reloj biométrico utilizando la mayor cantidad de componentes electrónicos que 
se puedan encontrar en el país, para reducir costos y tiempo del diseño de la tarjeta 
electrónica, cumpliendo con los plazos de entrega en la licitación. 
 
Este proyecto se basa en dar solución a las persistentes fallas en el sistema electrónico 
del reloj biométrico de la empresa, con el fin de mejorar la eficiencia del equipo y optimizar 
el control de asistencia en los nuevos clientes. Además, este proyecto mediante su 
implementación permite fomentar los avances tecnológicos en el Perú con la optimización 
del registro del personal mediante la huella digital y también del uso del protocolo por 
ethernet en Ipv6. Por consiguiente, controlar de manera eficaz la asistencia del personal 
de los clientes adicionando el protocolo Ipv6 para futuras ventas. 
 
1.5. Estado del Arte 
En estos últimos años, la tecnología ha evolucionado rápidamente, que ha permitido que 
las aplicaciones con tecnologías biométricas sean consideradas como una técnica 





personal. En esta ocasión se busca registrar el ingreso o salida de un lugar restringido, con 
claves o acceso biométrico de la persona autorizada, sin embargo ¿Cómo estos cualidades 
o rasgos biométricos nos pueden ayudar a reconocer nuestra identificación? 
 
Según Adriana Maya Vargas (2013), la huella digital del dedo de una persona es un método 
de identificación que están formadas por surcos interpapilares y crestas papilares que se 
localizan en la piel. Estos surcos y crestas se localizan en la parte extrema de los dedos 
de las manos, que dibujan figuras de 8 posibles puntos característicos como rasgo dactilar 
del dedo, tal como se muestra en la Figura 1, con el fin de comparar la huella con otras y 
así identificar a la persona que le corresponde. Esta tecnología es considerada una de las 
más segura en proteger la identidad de la persona y controlar el acceso del ingreso y salida 
de un área restringida, por ello es la tecnología más utilizada.  Estos rasgos biométricos 
son únicos para cada ser humano y en un futuro la tecnología nos permitirá que esto sea 
nuestra firma digital. 
 




Otro tipo de tecnología biométrica es el reconocimiento facial, que en los últimos años es 
uno de las aplicaciones más estudiadas, ya que lo podemos encontrar estas aplicaciones 





las características de los ojos, iris y rostro de las personas o también los gestos que son 
rasgos peculiares para ser analizados siguiendo ciertos criterios. El crecimiento de esta 
tecnología se debe a las necesidades de realizar aplicación para el control de seguridad y 
vigilancia de un área determinada. Según Roger Gimeno Hernández (2010) el objetivo es 
determinar la identidad de una persona, analizando distintas características como la 
distancia de los ojos con la nariz, el tamaño del rostro, hasta detección del iris y la pupila 
del ojo. Estas características presentan rasgos únicos para cada persona. Por otro lado, 
los algoritmos desarrollados para el reconocimiento fácil, presentan inconvenientes al 
analizar un cambio físico en el rostro que pueden ser: gestos, bello facial, envejecimiento 
o gafas de sol. También la iluminación y el ruido son factores que influyen al procesar la 
imagen e identificar a la persona. 
 
Es así que Miguel Ángel Vázquez López (2014), describe el análisis de reconocimiento 
facial basándose en la distinción de rostros digitales en 3D, que consta en una aplicación 
biométrica que identifica las áreas de reconocimiento facial, ojos, orientación de rostro. 
Usando técnicas de escáner de luz estructurada para calcular la nube de puntos asociada 
al rostro, recolección del rostro usan la fase de la señal modulada, el alineamiento del rostro 
basándose en el rostro modelo de la persona y la tolerancia al reconocimiento de los gesto 
o expresión facial.  
 
Desde el punto de vista académico realizar este proyecto de investigación representa un 
gran desarrollo en el mundo de la electrónica ya que aborda diferentes conceptos de diseño 
electrónico y distintos algoritmos de programación, estos sistemas trabajan asociados a 
una base de datos ya sea localmente en una computado o en un servidor. Además, se 
usan tarjeta electrónica de desarrollo como la Raspberry pi que es de software abierto, 
siendo de bajo costo y fácil en programación, según menciona Márquez, Niño y Luengas 





que es un prototipo de control de acceso para el ingreso y salida del personal de una 
instalación, donde el modelo consta por 3 partes, la de reconocimiento, un motor de base 
de datos y una interfaz gráfica web. Este proyecto se implementó en una Raspberry pi 3 
que valida los datos del personal si han sido previamente registrados. 
 
Zavaleta Piedra Luis Angel (2019), aplica el uso de la biometría en el relevo de conductores 
de un buses de viajes interprovinciales en el Perú, basado en el Decreto Supremo 
designado por el ministerio de transportes y comunicaciones, donde se detalla las 
“Jornadas Máximas de Conducción” cuando el tiempo de viaje de un conductor supere las 
20 horas, donde el transportista deberá elegir a otro conductor para la conducción del 
vehículo en un punto intermedio de la ruta, este proyecto cuenta con un lector biométrico 
que registra al conductor de turno junto con los datos de la unidad móvil, dicha información 
será enviada a través del GPS marca Ruptela a un servidor Web, todo esto desarrollado 
mediante un programa en la Rasberry pi Zero.  
 
Por otro lado, Felipe Alfonso Rogers Sufán (2018), implementó un sistema de control de 
asistencia utilizando un Arduino conectado a un lector de huellas dactilares de 
comunicación serial que se encarga de leer las huellas y dejar almacenar la asistencia. Por 
ellos se utilizaron los módulos de lector de tarjeta micro SD y de reloj RTC, ambos 
conectados al microcontrolador que nos permiten guardar el registro de la huella de cada 
usuario y darle la capacidad al Arduino de obtener el tiempo real del registro de la 
asistencia. 
 
José Ramón Navarro Benavente (2019), implemento un sistema de reconocimiento 
biométrico multimodal diseñado e implementado sobre un FPGA con la herramienta de ISE 
de Xilinx, Donde la primera fase es la recolección de información sobre el sistema de 





que tiene la capacidad de captar surcos y crestas de las yemas de los dedos y la biometría 
Vascular que capta sistema circulatorio de los dedos. La selección de estos tipos 
biométricos se realiza debido a que ambas se encuentran en el extremo de los dedos de 
la mano y presenta propiedades que lo hacen una elección adecuada.  
 
La segunda fase en la cual consiste en el desarrollo del sistema de reconocimiento 
multimodal, donde el FPGA se encargada de procesar e interpretar los datos con un del 
algoritmo generado en MATLAB para la validación de ambas plantillas digitales, huellas 
dactilares y patrón venoso. Finalmente, la última fase consiste en verificar todo el 
funcionamiento de la FPGA a través de la plataforma ISIM de XILINX y ver el grado de 
operatividad real del sistema de reconocimiento desarrollado, donde según las pruebas y 
error se llega a garantizar un 70% de funcionamiento correcto, 
 
Otro método de implementar un control de asistencias es realizar una aplicación móvil 
como lo desarrollaron García Víctor y Paternina Liseth (2015), en una aplicación móvil con 
sistema operativo Android Gingerbread es decir versión 2.3 que fue lanzada fines de 
diciembre del 2010. Además, necesita de internet para hacer conexión con la Webservice, 
y validar el acceso del docente mediante su usuario y contraseña para ingresar al portal 
del docente e ingresar las asistencias de los estudiantes en la sección de clase de sus 
asignaturas a cargo. Esto aparte de ser un proyecto sencillo, que puede ser también 
implementado en una computadora, nos muestra una solución de hacer una conexión a la 
webservice y obtener registro de asistencia en tiempo real en un dispositivo portátil. 
 
Agotamiento de direcciones IPv4, Lacnic (2020) tiene objetivo informar a los miembros de 
desarrollo que se están afectando con la falta de direcciones IPv4 en la región de LACNIC 
de América Latina y Caribe, es decir no va existirá suficientes direcciones IP para cubrir los 





principales operadores y los más importantes proveedores de internet del Perú, como se 
observa en la Tabla 1, cuenta con principales proveedores asociados, de los cuales solo 8 
de ellos cuentan con el protocolo IPv4 e IPv6 en el Perú. 
Tabla 1. Proveedores más importantes del Perú 
N° Miembros NAT Penetración de protocolos 
1 Americatel Protocolo de Internet v4 
2 Bitel Protocolo de Internet v4 
3 BT Latam Protocolo de Internet v4 y v6 
4 Claro Protocolo de Internet v4 y v6 
5 Entel Protocolo de Internet v4 
6 Internexa Protocolo de Internet v4 
7 CenturyLink Protocolo de Internet v4 y v6 
8 Media Commerce Protocolo de Internet v4 y v6 
9 GTD Perú Protocolo de Internet v4 
10 Optical Networks Protocolo de Internet v4 y v6 
11 Yachay Protocolo de Internet v4 y v6 
12 Telefónica Protocolo de Internet v4 y v6 
13 Telmex Protocolo de Internet v4 y v6 
14 Convergia Perú Protocolo de Internet v4 
Fuente: http://www.nap.pe/ 
 
Protocolo de Internet v6, Google IPv6 (2021) indica que al nivel mundial cerca de 32.02 % 
de personas están implementando la tecnología IPv6, se aproxima que para el año 2022 
se logre alcanzar hasta un 38 % al nivel mundial. Como se observa en la Figura 2, las 
estadísticas de muestras de las posibles conexiones en IPv6 de todos los usuarios que usa 
Google y además observar con qué frecuencia ingresa a Google los clientes usando el 























2.1.1. Antecedentes Nacionales 
Para el desarrollo del siguiente estudio se consultaron trabajos de investigación que se 
relacionen con nuestro proyecto, los cuales permitieron adquirir conocimientos para el logro 
de los objetivos establecidos. Entre ellos se mencionan los siguientes: En primer lugar, se 
expone el trabajo de investigación de grado de Aristóteles y Arnold (2015) titulado: 
“Desarrollo de un sistema de supervisión y control de una planta aplicando comunicación 
ethernet y tecnología móvil” trabajo de grado para optar el título de ingeniero electrónico y 
telecomunicaciones en la Universidad de Piura. Este trabajo de grado se enfocó en 
implementar un sistema que monitoreo y controle mediante ethernet o una red móvil una 
planta, cuyo objetivo es supervisar en tiempo real aprovechando una comunicación de red 
ethernet, con su fácil lenguaje de programación en el software Arduino y el uso de librerías 
para sus Shield. Dicho trabajo de grado plasmo aportes muy importantes en nuestra 
investigación ya que nos proporciona información para realizar una comunicación entre el 
Arduino y la Shield Ethernet. 
 
Enseguida se encuentra el trabajo de grado de Tapia y Manzano (2013) titulado: 
“Evaluación de la plataforma Arduino e Implementación de un sistema de control de 





con mención en sistemas computacionales en la Universidad Politécnica Salesiana, 
Guayaquil. Este trabajo está basado en una interfaz gráfica de LabVIEW que envía ordenes 
al Arduino que controlar el ángulo de un servomotor para controlar la posición horizontal 
en el alerón. Este proyecto nos proporciona información del funcionamiento de la 
tecnología Arduino, para así poder seleccionar la tarjeta adecuada según nuestro proyecto 
a realizar. Por otro lado, también nos hace un ejemplo básico de comunicación Serial-USB 
con un ordenador, orientándonos al algoritmo que deseamos realizar. 
 
Urpi Rodas Vásquez (2013) titulado: “Diseño de una red inalámbrica de sensores para el 
monitoreo de una empresa en Lima-Perú”, trabajo de grado para optar el título de ingeniero 
electrónico en la Pontificia Universidad Católica del Perú. Este trabajo presenta como 
objetivo monitorear sensores de un almacén en una empresa peruana mediante una red 
inalámbrica, previniendo asaltos mediante un control de acceso, así como también evitando 
incendios o inundaciones, tomando muestras de los sensores, para ser enviados a una 
estación base. Este proyecto nos proporciona información para identificar las fallas que se 
tiene en el modelo Tempus 10, ya que este usa una comunicación inalámbrica. Con este 
aporte podemos analizar sus características, limitaciones, protocolos y topologías 
existentes de este tipo de comunicación. Además, el meto de análisis de recepción de 
forma secuencial en la trama de paquetes grandes, es muy importante implementarla en 
nuestro proyecto para verificar la completa recepción de los datos recibidos. 
 
2.1.2. Antecedentes Internacionales 
Bonifaz y Vásconez (2017) en su tesis “Diseño y construcción de un dispositivo electrónico, 
para la ignición de vehículos mediante reconocimiento de huella dactilar, con opción de 
monitoreo GPS e inmovilización vehicular, programado en Arduino, con visualización en 
dispositivos móviles”, trabajo de grado para optar el título de ingeniero mecánico automotriz 





implementar un sistema de seguridad para un vehículo, logran localizar el a tiempo real su 
ubicación de este automóvil, con opción de detenerlo desactivando el encendido del auto, 
a la espera de ser encendido mediante la identificación de su huella dactilar del propietario. 
Dicho trabajo nos proporcionó aportes muy importantes en nuestra investigación ya que 
nos proporciona información de la comunicación serial por comandarías con el sensor 
biométrico ZFM-20, este sensor identifica la huella dactilar de la persona y la compara para 
determinar si tiene acceso correcto, también te permite registra, eliminar y leer biometrías 
dactilares. 
 
Lledó (2012) en su tesis “Diseño de un sistema de control domótico basado en la plataforma 
Arduino”, trabajo de final de carrera de ingeniería técnica de informática de sistemas en la 
Universidad Politécnica de Valencia, España. Este proyecto tuvo como principal objetivo 
implementar un sistema domótico con una alternativa más barata, usando las tarjetas de 
Arduino, como sensores, actuadores y comunicadores. Lo cual se usa un sistema lógico 
necesario para poder comunicarse las placas que controlan las habitaciones don hayan 
sido instaladas. Este proyecto nos proporciona información de los tipos de comunicación 
inalámbricas con Arduino, estudiando las interferencias que pueden ocurrir entre sí en una 
zona densamente habitada donde las personas también dispongan de estos tipos de 
aparatos que reduzcan las prestaciones de la comunicación del sistema. 
 
TeddyWiz (2019) con título del artículo “HTTP Server Example for W6100-EVB”, publicado 
en github.com/WIZnet-ioLibrary. Este articulo explica cómo realizar una conexión con un 
servidor HTTP por internet atreves de ethernet con el nuevo chip W6100 desarrollado por 
la empresa WIZnet que admite pila dual IPv4 / IPv6. Este proyecto nos proporciona 
importantes aportes para desarrollar el protocolo IPv6 con un Cortex-M3 que es un 
microcontrolador de 32 bits, ya que los microcontroladores de 8 bits no tienen la RAM 






2.2. Fundamento teórico  
2.2.1. Sistema de Control para Registro de Asistencia 
Los sistemas de control para el registro de asistencia son comúnmente utilizados en 
diversas empresas públicas y privadas, donde algunas de ellas se basaban en sistemas 
de tarjetas basados en código de barras, que requieren el uso de una tarjeta que debe ser 
llevada siempre y estar expuesta a ser robada, clonada o hasta deteriorarse. Otro sistema 
de identificación se basa mediante el uso de la tecnología biometría, donde los seres 
humanos tenemos muchas características morfológicas que nos distinguen uno de otros, 
como el rostro, ojos, manos y huella dactilar (Manrique, 2018).  
 
2.2.1.1. Tipos de control de Acceso 
Los tipos de controles de accesos según su método de verificación que existen en la 
actualidad son: 
2.2.1.1.1. Sistema RFID 
Es un método de identificación que transmiten una señal de radio frecuencia sin la 
necesidad de contacto a un receptor especial. Este sistema de comunicación está 
compuesto por un equipo que identifica por medio de un lector. Esta tecnología debe 
considerar técnicas que garanticen seguridad a los usuarios mediante protocolo que 
definan reglas y funciones que presidan las comunicaciones. 
 
2.2.1.1.2. Tarjetas de proximidad 
Consiste en la lectura de datos registrados en un chip dentro de una tarjeta que hay que 
acercarla al dispositivo que permite el acceso o la apertura de puertas. Según la frecuencia 
de la tarjeta y el lector es la distancia mínima que deben ser acercadas entre sí para 






El módulo RFID RC522 trabaja a una frecuencia de 13.56MHz, es decir solo las tarjeta o 
llaveros RFID de esta frecuencia son compatibles. En la tecnología RFID son aplicadas en 
sistema de alarma, cerradura electrónica o control de acceso. Dicho módulo se comunica 
por SPI que trabaja con un voltaje de 3.3V, por lo que la parte lógica también debería 
trabajar con el mismo nivel de voltaje. Como se observa en la Figura 3, este módulo se 
puede conectar con cualquier microcontrolador de interfaz SPI, sin embargo, no es 
recomendable conectarlo a los pines de un microcontrolador con niveles lógicos de 5V.  
 
Figura 3. Conexión del módulo FRID RC522 
Fuente: Elaboración propia 
 
Otro módulo para lector de tarjetas de proximidad es el RFID RDM 6300 para frecuencias 
de 125 kHz con una distancia de lectura de 20 ~ 50mm. El módulo utiliza 5V como voltaje 
de alimentación y se controla mediante comandos seriales TTL UART a 9600 baudios 
siendo compatible algún microcontrolador que pueda leer los datos recibidos a esa 
velocidad de transmisión. 
 
2.2.1.1.3. Tarjetas con código de barras. 
Es un método de identificación que usa en un dispositivo para escanear una tarjeta que 
contiene un código de barras. En la cual un lector que emite un haz de laser como fuente 





largo del código de barras, para finalmente medir la luz reflejada del código de barras por 
un fotodiodo.  
 
Como se observa en la Tabla 2, existen muchos tipos de códigos de barras, donde las más 
comunes según sus características son: 
Tabla 2. Tipos de Códigos de Barras 
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Fuente: Elaboración propia 
 
2.2.1.1.4. Biometría 
Es un método de identificación que identifica las características físicas de las personas, 
que pueden ser huella dactilar, iris, facial, venas o mano. Este sistema ofrece una 
identificación segura y rápida, donde el código biométrico no se puede olvidar ni perder, ya 
que la persona autorizada siempre lo lleva, y los rasgos físicos tienen la condición de no 






La huella digital del dedo de una persona es un método de identificación que están 
formadas por surcos interpapilares y crestas papilares que se localizan en la piel. Estos 
surcos y crestas forman dibujos en la parte extrema de los dedos de las manos, lo que 
hace que se formen 8 posibles puntos característicos que se formen puntos característicos, 
de las cuales son un núcleo y uno o varios deltas, con el fin de llevar a cabo la verificación 
de identidad (Maya, 2013). Tal como se observa en la Figura 4, al realizar el procesamiento 
digital de la huella, obtenemos una imagen en binario a blanco y negro, donde el surco 
interpapilar es la superficie blanca y la cresta papilar es la de color negro. 
 
Figura 4. Características de una huella dactilar 
Fuente: (Maya, 2013) 
 
Existen muchos tipos de lectores de huella dactilar según su forma de lectura, para ello 
investigamos un modelo que ya se lleva usando en la empresa y ha tenido mucho tiempo 
funcionando correctamente. 
 
Suprema SF6000, es el módulo UniFinger más reciente, equipado con el algoritmo de 
autenticación de huellas dactilares, se basa en la identificación de las características 
dinámicas y estáticas de las imágenes de los dedos falsos contra las de los dedos vivos. 
Este módulo tiene un CPU de 1,0 GHz tal como se observa las especificaciones del lector 
en la Tabla 3, donde nos indica que es uno de los lectores de autenticación más rápida del 





verifica e identificar la huella digital. Este lector cuenta con una capacidad máxima de 
almacenar 250000 biometrías en su memoria. 
Tabla 3. Especificaciones del Lector SF600 
Tipo de Lector Optical, Capacitivo 
Procesador 1GHz  
Memoria de 
Almacenamiento 
8MB o 16MB 
Tasa de error de eventos < 0.08% 
Tiempo de registro 
< 300ms OP6/OC6 
< 250ms T2S 
Tiempo de identificación 
< 330ms OP6/OC6 
< 250ms T2s 
Tiempo de identificación 
1:1000* 
(depende del sensor) 
< 400ms OP6/OC6 
< 320ms T2S 
Tipo de dato de la biometría Suprema, ISO19794-2, ANSI-378 
Estructura de la biometría 
384 Bytes (Default) 
256 - 384 Bytes 
Tamaño de dato de la 
biometría 
5000 biometrías en memoria de 8MB 
25,000 biometrías en memoria de 16MB 
Tipo de comunicación 
Serial asíncrono: CMOS 3.3 v hasta los 921600 bps 
USB 2.0 hasta los 2 Mbps 
Pines de Entrada y salidas 8 digitales 
Cifrado de datos de huella 
dactilar 
256-bit AES 
Fuente de alimentación 3.3 V 
Temperatura de operación -15 a 60 °C 
Fuente: https://www.supremainc.com/embedded-modules/es/modules/sfm-6000.asp 
 
2.2.2. Reglas de diseño en circuitos impresos 
Se considera el espesor de cobre a 35 micras, entonces la corriente máxima que puede 
pasar según el ancho de la pista se muestra en la Tabla 4. 
Tabla 4. Relación entre ancho de pista y corriente 
Ancho de Pista Corriente máxima 
2.4 mm 2 A 
1.6 mm 1.5 A 
1 mm 1 A 
0.4 mm 0.5 A 
0.18 mm 0.3 A 








La distancia de separación entre pistas depende del voltaje que soporten, para un voltaje 
de 5v máximo, lo recomendable es de 0.3mm.  Para realizar las conexiones entre los 
componentes se siguen las normas de giro y bifurcación en la pista como se observa en la 
Figura 5. 
 





Es un circuito integrado digital pequeño que puede ser programado y ejecutar un sinnúmero 
de líneas y procesos. Este integrado se utiliza para controlar una tarea determinada. El 
microcontrolador está compuesto por una unidad central de procesos, memoria tipo ROM 
es de solo de lectura, memoria tipo RAM es de acceso aleatorio y periféricos que pueden 
ser entradas o salidas.  
 
Los microcontroladores tienen convertidores analógicos a digital, esto sirve para medir 
señales analógicas, como por ejemplo voltaje, temperatura, corriente, etc. También 
cuentan con las principales interfaces de comunicación que son Serial-TTL, I2C, SPI. 
Cuenta con temporizadores que permite medir periodos de tiempo entre eventos o generar 
frecuencias específicas. Existen microcontroladores que contienen una EEPROM interna, 





requiere realizar procesos a tiempo real que no requieren esperar, se activa las 
interrupciones. Estas pueden ser internas o externas, la cual el microcontrolador deja de 
realizar la tarea que está ejecutando para realizar atender la situación especial, y luego 
continuar con la tarea que estaba realizando. Algunos microcontroladores cuentan con 
salida modulada (pwm), esto sirve para controlar la velocidad de un motor DC. Todo esto 
lo compren la arquitectura interna de un microcontrolador como se muestra en la Figura 6. 
 
 
Figura 6. Arquitectura general de un microcontrolador 
Fuente: https://aprendiendoarduino.wordpress.com/category/microcontrolador/ 
 
Existen muchos fabricantes de microcontroladores de distintas arquitecturas y 
capacidades. Algunos se enfocan en aplicaciones especiales, mientras que otras pueden 






Existen muchos microcontroladores y plataformas electrónicas de código abierto, la cuales 
requieren muchas herramientas y funciones para programarlos, siendo esto muy 
complicado para las personas que empiezan en el mundo de la programación. Por ello, 
Arduino facilita el proceso en programar esto microcontroladores desarrollados por la 
empresa Atmel, las cuales llevan sacando ventajas gracias a sus características que 
poseen con respectó a otros sistemas (Tapia y Manzano, 2013). 
 
2.2.3.1. Tipo de microcontroladores 
Esto microcontroladores se dividen según su memoria, arquitectura, bits y conjunto de 
instrucciones. 
2.2.3.1.1. Memoria 
Existen dos tipos, los microcontroladores de memoria externa la cual una estructura 
integrada se construye con un microcontrolador que no forma parte de todos los bloques 
de funcionamiento existentes en un chip. Mientras que los microcontroladores de memoria 
interna se construye una estructura incrustada con un microcontrolador que forma parte de 




2.2.3.1.2.1. Arquitectura Harvard 
En esta arquitectura las instrucciones se almacenan en una memoria específica, al igual 
que los datos tienen su propia memoria. Lo cual se usan dos buses diferenciados, logrando 







2.2.3.1.2.2. Arquitectura Von Neumann 
En esta arquitectura las instrucciones y los datos circulan por un mismo bus hacia una 
misma memoria, la cual su principal ventaja es ahorra número de líneas de entrada y salida. 
Pero esto disminuye la velocidad para realizar los procesos.  
 
2.2.3.1.3. Bits 
Los microcontroladores pueden ser de 8, 16 o 32 bits. Esto significa que habrá menos 
restricciones en los recursos de memoria, y anchura de los registros utilizados para realizar 
operaciones aritméticas y lógicas. La denominación de 8,16 y 32 bits se refiere al tamaño 
de los buses de datos internos y externos, y al tamaño de los registros internos utilizados 
para realizar las operaciones aritméticas y lógicas. 
 
2.2.3.1.4. Conjunto de instrucciones 
Existen 2 tipos, los procesadores que admiten un amplio juego de instrucciones llamado 
tipo CISC. Para programar este tipo de arquitectura se requiere el dominio de muchas 
instrucciones. El otro tipo son los procesadores que están diseñadas para manejar pocas 
instrucciones sin afectar al ordenador llamado tipo RISC. Para programar este tipo es más 
fácil, ya que son de instrucciones reducidas.  Esta estructura nos permite lograr mayor 
velocidad igual a cada instrucción del proceso.  
 
2.2.3.2. Familia de microcontroladores 
La familia de microcontroladores más de las comunes de las empresas se observa en la 
Tabla 5, la cual se por los bits. Esto para analizar cuál es el microcontrolador más adecuado 





Tabla 5. Familia de microcontroladores más comunes 











Atmel AVR X 
SAM7, SAM3, SAM9, 
AVR32 






Texas Instruments TMS370 MSP430 
C2000, Cortex-M3, 
TMS570 
Fuente: Elaboración propia 
 
Esta familia de microcontroladores son los más usados por los estudiantes, por ellos se 
realiza una tabla comparativa de los microcontroladores más conocidos que se pueden 
conseguir en el mercado peruano, como se muestra en la Tabla 6.  












2 ~ 5.5 v 1.8 ~ 5.5 v 2 ~ 5.5 v 1.62 ~ 3.6 v 
Velocidad 
CPU 
8 / 16 
MHz 
20 MHz 16 MHz 48 MHz 84 MHz 
E/S 
Analógicas 
6 / 0 8/0 6 / 0 13 / 0 12 / 2 
E/S Digitales 
(PWM) 
14 (6) 33 (2) 54 (15) 35 (2) 54 (12) 
EEPROM 1 KB 256 B 4 KB 256 B - 
SRAM 2 KB 368 B 8 KB 2 KB 96 KB 
FLASH 
16 KB / 
32 KB 
4 KB 256 KB 24 KB 512 KB 
UART 1 1 4 2 4 
I2C 1 1 1 1 2 
SPI 1 1 1 1 1 
Precio S/. 8 S/. 15 S/. 45 S/. 30 S/. 80 
Fuente: Elaboración propia 
 
2.2.4. Módulo USB a Serial 
Es un convertidor de protocolo que se usa para convertir las señales USB 2.0 en datos 
serie UART TTL de 6 pines como se observa en la Figura 7, conectado directamente al 





con optoacopladores y/o supresores de sobretensión para evitar el ruido eléctrico y otras 
sobrecargas de voltaje ingresen a las líneas de datos, evitando perdida de datos o módulos 
dañados. Mientras que los no aislados se recomienda para aplicaciones no críticas. Todos 
estos módulos se encuentran con diferentes tipos de controlador, como CH340G, PL2303, 
FT232RL. 
  
Figura 7. Conexión del módulo USB a Serial TTL con un microcontrolador 
Fuente: Elaboración propia 
 
2.2.5. Módulo para control USB 
Muchas veces no contamos con un punto de red cerca para descargar las marcaciones de 
nuestro reloj biométrico y necesitamos la necesidad de almacenar esa información para 
transportarla al servidor o a una PC. Por ello, una alternativa es almacenar esta información 
en una memoria USB y descargar esa información como backup en algún tipo de formato 
para poder insertar las marcaciones en el servidor. Este módulo CH376S permite 
almacenar datos en una memoria USB, como se observa en la Figura 8, se puede conectar 
a un AVR, PIC u otro microcontrolador y enviar comandos de escritura o lectura por UART 
o puerto paralelo para mayor velocidad para escribir o leer la memoria USB, todo esto 






Figura 8. Conexión del módulo CH376S con un microcontrolador 
Fuente: Elaboración propia 
 
2.2.6. Sensor de Corriente  
Estos dispositivos miden el flujo eléctrico en un circuito electrónico. Estas pueden medir 
flujo de corriente alterna y continua. Los sensores de corriente pueden funcionar en un 
circuito de lazo cerrado o abierto. Estos sensores lazo abierto son los más económicos, 
pero menos precisos. Los sensores utilizan el voltaje como medio de detección para 
obtener directamente el flujo de corriente. Esta forma medir la corriente toma datos 
inexactos causadas por la no linealidad del sensor. 
 
El sensor de corriente ACS712 es de tipo Hall que mide el flujo magnético ocasionado por 
el flujo eléctrico en el conductor a medir. Este sensor nos proporciona un voltaje de lectura 
proporcional a la corriente, según el rango de la corriente que deseamos leer, podemos 
usar los siguientes modelos: el ACS712-05A, ACS712-20A o el ACS712-30A, para cargas 
eléctricas de 5, 20 o 30 amperios respectivamente como se especifica en la Tabla 7. Como 
se muestra en la Figura 9, este sensor lo podemos encontrar en un módulo con bornes 






Figura 9. Conexión del módulo ACS712 con un microcontrolador 
Fuente: Elaboración propia 
 
Tabla 7. Modelos de ACS712 
Tipo de Sensor Corriente Rango Sensibilidad 
ACS712-5B-T -5 A - 5 A 185 mV / A 
ACS712-20A-T -20 A - 30 A 100 mV / A 
ACS712-30A-T -30 A - 30 A 66 mV / A 
Fuente: https://www.sparkfun.com/datasheets/BreakoutBoards/0712.pdf 
 
Este sensor tiene un valor de 2.5 v como punto cero, es decir corriente 0 A y tiene un 
incremento proporcional a su sensibilidad de lectura según el modelo del sensor a emplear 
como se indicó en la Tabla 7, siendo una lectura lineal entre el voltaje leído vs la corriente, 
donde su pendiente es la sensibilidad del sensor (Naylampmechatronics, 2016). De esta 
forma podemos deducir la (Ecuación 2) de la recta: 
𝐕 = 𝐦𝐈 + 𝟐. 𝟓 (Ecuación 1) 
Donde: m = sensibilidad del sensor 
 I = corriente que circula por el sensor 
 V = voltaje de salida que indica el sensor 
Despejando la (Ecuación 1) en función del voltaje leído para determinar la corriente como 











2.2.7. Sensor de Temperatura 
Son componentes electrónicos que permiten medir la diferencia de temperatura 
provocando una diferencia de potencial eléctrica determinada. Esta señal puede expresar 
directamente o con cambios resistivos. Existen muchos tipos de sensores de temperatura 
como los más principales para proyectos electrónicos son: RTD, termopares e infrarrojos. 
 
El sensor LM35 es de tipo RTD, es decir este varia su resistencia de acuerdo al cambio de 
temperatura. Sus electrodos internos detectan el calor, midiéndolo por impulsos eléctricos. 
Este sensor puede medir temperaturas desde -55 °C a 150 °C, con una escala de 10 mV 
por °C, donde nos garantiza precisión en un rango de temperatura de 0.5 °C a 25 °C. Como 
se observa en la Figura 10, se conecta en un pin de lectura analogía de cualquier 
microcontrolador que cuente con esta función, y ese valor leído nos permite calcular la 
temperatura basado en el número de bits del ADC interno de este microcontrolador con la 
(Ecuación 3): 
𝐓𝐞𝐦𝐩𝐞𝐫𝐚𝐭𝐮𝐫𝐚 =




Donde: Vadc = Es el valor leído del sensor de temperatura por el ADC del microcontrolador 







Figura 10. Conexión del sensor LM35 con un microcontrolador 
Fuente: Elaboración propia 
 
2.2.8. EEPROM 
Son memorias que sirven para guardar datos e informaciones de software, hardware y 
estas pueden ser grabadas por pulsos eléctrico, así como también se puede reprogramar 
y borrar su información. El Chip de memoria que retiene su contenido sin energía. El chip 
24LC256 funciona de 2.5 v a 5.5v, y fue desarrollado por la empresa Microchip Technology 
para aplicaciones avanzada de bajo consumo. Tiene un interfaz de comunicación i2c que 
puede ser configurada su dirección por 3 pines como se observa en la Figura 11, con una 
dirección 0x50, este dispositivo se puede conectar con cualquier microcontrolador con esta 
interfaz de comunicación para almacenar como máximo 256K bits. 
 
Figura 11. Conexión de memoria EEPROMcon un microcontrolador 







El chip 24AA02E48/24AA025E48/24AA02E64/24AA025E64 funciona de 1.7 v a 5.5v, y fue 
desarrollado por la empresa Microchip Technology y está organizado la memoria en dos 
bloques de 128 x 8 bits. Donde el segundo bloque es solo de lectura y contiene una 
dirección MAC ya sea para IPv4 o IPv6 tal como se muestra en la Figura 12. Este integrado 
tiene un interfaz de comunicación i2c que se puede conectar con cualquier 
microcontrolador con esta interfaz de comunicación para almacenar como máximo 1024K 
bits en el primer bloque. 
 
 
Figura 12. Mapa de memoria de la dirección MAC 
Fuente: http://ww1.microchip.com/downloads/en/devicedoc/20002124g.pdf 
 
2.2.10. Módulo de red 
WIZ610io es el módulo de red de descarga de Internet que incluye el chip W6100, que 
proporciona un enlace de red (IPv4 / IPv6) tanto por TCP como por UDP. Este integrado 
es una opción ideal para usuarios que desean desarrollar rápidamente sus sistemas de 
habilitación de Internet con la ventaja de que admite IPv6 en comparación el Wiznet W5100. 
Este módulo se alimenta con un voltaje de 3.3v y cuenta con una interfaz de comunicación 
SPI tal como se muestra la distribución de pines en la Figura 13. con una tolerancia en sus 
pines de entrada y salida de 5V, esto hace que no necesitemos un conversor de nivel de 






Figura 13. Asignación de pines del WIZ610io 
Fuente: https://www.wiznet.io/product-item/wiz610io/ 
 
2.2.11. Baterías LiPo 
Las baterías Litio-polímero son un tipo de batería recargables de última generación dentro 
del mundo de radio control o proyectos electrónicos, comparadas con las baterías Níquel-
metalhidruro (NiHm) o Níquel-cadmio (NiCd) este tipo de baterías son más ligeras, tienen 
mayor capacidad en dimensiones pequeñas con una mejor potencia al subministrar 
alimentación a exigentes sistemas eléctricos. Estas baterías están formadas por celdas de 
3,7v y cuando se encuentran totalmente cargas son de 4.2v, además especifican la 
descarga máxima que puede someter esta batería detallada por un numero seguido de una 
‘C’. Estas baterías utilizan un cargador específico, ya que a la hora de cargarlas no debe 
exceder su amperaje nominal, ya que puede hincharse las baterías a causa de un problema 
de sobre-carga o sobre-descarga, dañando de manera irreparable estas baterías, teniendo 
que ser desechadas porque pueden incendiarse o explotar (Erlerobotics, 2014). 
 
2.2.11.1. Clasificación de baterías LiPo 
2.2.11.1.1. Por Voltaje 
Las baterías se clasifican según la cantidad de celdas conectadas de manera enseriada, 
esto se le identifica por un numero seguido de una ‘S’ como se muestra en la Tabla 8. Pero 
estas también pueden aumentar su capacitancia, al ser conectadas en. Esto se identifica 
por un numero seguido de una ‘P’. Por ejemplo, 2S3P indicando 3 baterías en paralelo de 





Tabla 8. Clasificación por voltaje de baterías Lipo 
Fuente: Elaboración propia 
N° Celdas en Serie (S) Voltaje de Batería 
1 3.7 v 
2 7.4 v 
3 11.1 v 
4 14.8 v 
5 18.5 v 
6 22.2 v 
 
2.2.11.1.2. Por Capacidad 
La capacidad indica la cantidad de tiempo que puede subministrar energía a un aparato 
electrónico esto se expresa en miliamperios (mAh). Por ejemplo, una batería de 2000mAh 
puede ser descargada por completo en una hora por una carga que consume 2000 mA, 
pero si cambiamos por una carga que consume 1000 mA, entonces le tomaría 2 horas para 
descargarse la batería. Esto nos sirve para determinar cuánto deseamos que nos dure 
nuestro proyecto electrónico con una batería lipo, sabiendo el consumo electrónico de 
nuestro proyecto. Ya que, si queremos más tiempo de funcionamiento necesitamos 
aumentar la capacitancia, por supuesto a mayor capacitancia mayor será el tamaño de la 




2.2.11.1.3. Por Tasa de descarga 
Esta característica es una de las más importantes ya que, es la velocidad que le toma a la 
batería en descargarse sin ser dañada, esta característica se denomina por la ‘C’. Por 
ejemplo, un batería que cuenta con 5C se puede descargar 5 veces más rápido de su 






2.2.12. Módulo cargador de baterías Lipo 
Existen muchos tipos de módulos cargadores de baterías lipo según su voltaje (S), por 
ejemplo, el módulo TP4056 como se muestra en la Figura 14, es módulo pequeño que 
tiene como función principal cargar de manera correcta las baterías LiPo de una sola celda 
a una corriente 1 A y también existe una nueva versión de módulo que incluye el chip 
DW01que es chip de protección, que su función principal es proteger las baterías de una 
polaridad inversa o de algún daño. 
 




El integrado TP4056 y DW01, carga a una batería lipo con 1A que puede ser ajustada este 
valor a través Rprog según los valores que se indica en la Tabla 9, luego se cortará cuando 
haya terminado de cargar, este proceso optimiza la duración de vida de las baterías. 
Además, el chip protector cuida de no dejar caer el voltaje de la batería por debajo de 2,4 
V, este integrado desconecta la carga, dejando de subministrar energía cuidando la celda 





Tabla 9. Configuración del chip TP4056 para la corriente de carga 














2.2.13. Módulo UPS 
El modelo DD04CVSA es un módulo UPS de 5 v 2 A la cual se utiliza para cargar y 
descargar una batería lipo como se muestra en la Figura 15, la cual contiene el chip TP4056 
que se encarga de cargar la batería lipo con una corriente de 1 Ah, la cual puede ser 
configurado este valor, también cuenta con 2 leds indicando el estado de carga completa 
de la batería y cuando se está cargando, además este módulo cuenta con un chip FP6293 
que se encarga de elevar el voltaje de la batería hasta 5 voltios, dicho voltaje puede 
ajustarse hasta 13 voltios, este permite subministrar energía a una carga de hasta 2 A 
como máximo. 
 















DESARROLLO DE LA SOLUCIÓN 
 
3.1. Análisis de fallas 
Para comprender porque el reloj biométrico T10 no funciona al gusto del cliente, se aplica 
la metodología de Análisis Causa Raíz (ACR), para ello se sigue el siguiente procedimiento: 
primero se selecciona los problemas, es decir comprender el funcionamiento defectuoso 
del equipo. Luego identificar la fuente del problema, es decir la causa directa de estas 
fallas, para así determinar que es una falla y que tipos de fallas pueden afectar al equipo. 
Por último, se analiza la causa raíz de estas fallas, que tan a menudo ocurre y de qué forma 
podemos evitarlas o solucionarlas. Todo esto fue planteado en el plan de proyecto, ver 
(ANEXO 1). 
 
3.1.1. Selección de Problemas 
Se define un problema a los múltiples defectos o fallas que existen en el reloj biométrico. 
Para seleccionar las fallas más significativas del reloj biométrico que registra el control de 
asistencias, hay que analizar la prioridad en porcentaje de los problemas. En esta primera 
etapa se realiza una matriz de riesgos, donde se define las fallas aplicando la metodología 
de ACR. Representada en la (Ecuación 4), que indica que el porcentaje de riesgo es el 





𝐑𝐢𝐞𝐬𝐠𝐨(𝐂𝐫𝐢𝐭𝐢𝐜𝐢𝐝𝐚𝐝) = 𝐅𝐫𝐞𝐜𝐮𝐞𝐧𝐜𝐢𝐚 𝐱 𝐂𝐨𝐧𝐬𝐞𝐜𝐮𝐞𝐧𝐜𝐢𝐚 (Ecuación 4) 
Donde: Riesgo = Es el porcentaje que indica lo critico que es el problema. 
 Frecuencia = Es la constancia de fallas que sucede el problema 
 Consecuencia = Son los efectos que ocasiona el problema 
En la Tabla 10, se muestra el valor numérico que representa la Frecuencia de fallas, este 
dato ayudara a calcular la criticidad. 
Tabla 10. Valor de la continuidad de fallas 
Frecuencia de Fallas Valor 
Muy malo (> 4 problemas/mes) 4 
Malo (3 - 4 problemas/mes) 3 
Normal (1- 2 problemas/mes) 2 
Bajo (<1 problema/ mes) 1 
Fuente: Elaboración propia 
 
La Consecuencia tiene más factores, la cual es el producto del Impacto Operacional por 
la Flexibilidad, adicionándole el Costo de reparación, el Impacto de Seguridad y Medio 
Ambiente, como se muestra en la (Ecuación 5). Los valores de estos factores los podemos 
encontrar en las Tabla 11,  Tabla 12, Tabla 13 y Tabla 14. 
𝐂𝐨𝐧𝐬𝐞𝐜𝐮𝐞𝐧𝐜𝐢𝐚 = (𝐈𝐎 𝐱 𝐅𝐋) + 𝐂𝐑 + 𝐒𝐌𝐀 (Ecuación 5) 
Donde: IO = Impacto Operacional 
 FL = Flexibilidad 
 CR = Costo de reparación 





Tabla 11. Impacto Operacional 
Impacto Operacional Valor 
Falla que impide al personal realizar 
marcaciones en el equipo 
10 
Falla que designa reparación del equipo, pero 
permite seguir controlar la asistencia del 
personal 
8 
Falla que requiere atención inmediata, sin 
embargo, el equipo está cumpliendo su función 
principal 
6 
Desperfecto insignificante que no genera 
problemas drásticos al cliente 
2 
Fuente: Elaboración propia 
 
Tabla 12. Flexibilidad 
Flexibilidad Valor 
Su labor del dispositivo no puede ser 
sustituido 
4 
Otro dispositivo puede remplazar su 
función 
2 
Fuente: Elaboración propia 
 
Tabla 13. Costo Reparación 
Costo Reparación Valor 
Mayor o igual a $60 
(Costo de Soporte técnico) 
4 
Menor a $60 2 
Fuente: Elaboración propia 
 
Tabla 14. Impacto de Seguridad y Medio Ambiente 
Impacto de Seguridad y Medio 
Ambiente 
Valor 
Daña el medio ambiente y al ser 
humano 
8 
Daña las infraestructuras de su 
entorno 
6 
Ocasiona problemas menores, o de 
bajo impacto al medio ambiente 
4 
Ocasiona problemas mínimos en su 
entorno o al ambiente 
2 
No ocasiona problemas a su entorno o 
al ambiente 
1 






Finalmente, con estos datos se calcula de la (Ecuación 4), el valor de la Consecuencia, y 
usamos la matriz de riesgo como se observa en la Figura 16, en conjunto con la 
Frecuencia. 
 
Figura 16. Matriz de riesgo 
Fuente: https://mantenimientopreventivo.cl/ejemplo-de-analisis-causa-raiz/ 
 
Mediante la Tabla 15. Se muestra la lista de problemas que han ocurrido en las 
instalaciones del cliente, y cuantificaremos el riesgo de la (Ecuación 4), para analizar el 
orden de prioridad del análisis causa raíz. 
Tabla 15. Lista de Problemas según su análisis de criticidad 
N° Listado de problemas FR IO FL CR ISMA Razón Criticidad Ranking 
1 
Pérdida de conexión de la 
interfaz del equipo 
4 10 4 2 2 44 176 C 
2 
Equipo excede el límite de 
temperatura alta 
2 2 2 2 4 10 20 NC 
3 
Poca duración de 
autonomía del UPS 
interno 
2 6 2 4 8 24 48 SC 
4 
Falla sincronización con el 
servidor 
2 6 4 2 2 28 56 SC 
5 
Falla en la pantalla táctil 
del equipo 
1 6 2 4 2 18 18 NC 
6 
Perdida de datos del 
lector biométrico 
3 8 2 2 1 19 57 SC 
7 No enciende el equipo 1 10 4 4 2 46 46 C 
8 
El personal no puede 
realizar marcaciones con 
lector DNI o proximidad 
1 6 2 4 2 18 18 NC 
9 
Falla de la pantalla 
capacitiva del equipo 
1 10 4 4 8 52 52 C 






Se concluye de la Tabla 15, que el problema número 1 es la más crítica, siendo esta de 
mayor prioridad en aplicar el análisis causa raíz. Para ello describiremos los problemas en 
el orden de criticidad de las fallas críticas y semi críticas de nuestro listado de problemas. 
El problema más crítico es la pérdida de conexión de la interfaz del equipo, donde la 
interfaz de marcación del terminal está intentando enlazar conexión con la tarjeta de control 
del reloj biométrico para iniciar el control de asistencia, pero no lo logra con éxito. Este 
problema se presenta cuando existe una interferencia en la conexión inalámbrica y esta 
falla se produce en el módulo de comunicación de la tarjeta de control del equipo, 
presentándose de manera aleatoria en cualquier equipo, porque el terminal reinició su 
sistema y no logra enlazar la conexión. Este reinicio sigue un patrón de aproximadamente 
cada 10 días de las cuales es aleatorio la falla de conexión. De las cuales esta falla puede 
pasar desde 1 veces al mes por equipo, pero en todo el país hay muchos equipos 
distribuidos de este modelo, y arreglar este problema tiene un costo de personal y de viaje 
dependiendo del lugar del cliente a visitar. 
 
El siguiente problema crítico es la falla de la pantalla capacitiva del equipo, donde la 
pantalla es una Tablet de 7” con sistema operativo Android y contienen el control de 
asistencia del terminal, esta pantalla no enciende o se reinicia constantemente. Este 
problema se presenta en cualquier momento por el uso del terminal. Donde su batería lipo 
interna se hincha, ya que la tablet esta siempre cargándose ocasionando una sobrecarga 
en la batería o hasta dañando su circuito de carga de la tablet. De las cuales esta falla 
puede pasar 1 cada 6 o 12 meses por equipo, pero con tantos equipos distribuidos en el 
Perú, este tipo de falla se reporta de al menos 1 vez por mes en la empresa. Para arreglar 
este problema tiene un costo alto porque requiere cambio de batería o hasta circuito de 





El último problema crítico es no enciende el equipo, donde el reloj biométrico no enciende 
con o sin fuente de energía externa. Este problema se presenta en la tarjeta de control del 
equipo, cuando existe un deterioro de componentes en la parte de alimentación, ya sea por 
temperatura alta o pistas rotas en la tarjeta electrónica. De las cuales esta falla puede pasar 
1 vez cada 6 meses por equipo, pero con tantos equipos distribuidos en todo el país, este 
tipo de falla se reporta de al menos 1 vez al mes en la empresa. Para arreglar este problema 
tiene un costo alto debido a que se requiere reparar la tarjeta electrónica, eso quiere decir 
costo de personal técnico, también costo de material, gastos para traer y enviar el equipo.  
   
Luego el problema más semi critico es perdida de datos del lector biométrico, donde el 
personal no puede realizar marcaciones en el lector dactilar del reloj biométrico, ni grabar 
nuevas huellas. Este problema se presenta en la comunicación entre la interfaz del sistema 
de control y el lector biométrico. Esta falla ocurre cuando se replican grandes lotes de 
biometría del personal y una cadena de biometría está mal estructurada. Este tipo de fallas 
se reporta casi siempre en la empresa. Para dar solución a este problema se brinda soporte 
técnico para recuperar las biometrías y reinicia al terminal en el cliente. 
 
El siguiente problema semi critico es la falla de sincronización con el servidor, donde el 
reloj biométrico no puede actualizar sus datos del personal, ni enviar las marcaciones 
registradas al servidor. Este problema se presenta en la comunicación del módulo ethernet 
con la interfaz del control de asistencia, cuando existe alguna interferencia inalámbrica para 
enlazar su conexión. De las cuales este tipo de falla se reporta de al menos 2 veces al mes 
en la empresa. Para arreglar este problema de una manera rápida se realiza el cambio del 






El último problema semi critico es la poca duración de autonomía del UPS interno, 
donde el reloj biométrico dura menos de 20 minutos sin fuente de energía externa o se 
apaga de inmediato. Este problema se presenta en las baterías del UPS, la cual se 
deterioran muy rápido, cuando existe una sobre-carga y/o sobre-descarga en las baterías 
a causa de un mal diseño del circuito de carga de las baterías en serie (3S). Este tipo de 
falla se reportan de al menos 2 veces al mes a la empresa. Para reparar este problema 
rápidamente se envía un cambio de UPS, siendo un gasto adicional al gasto del personal 
de soporte técnico. 
 
3.1.2. Identificación de la fuente del problema 
Mediante el método causa-efecto, del Dr. Kaoru Ishikawa creado en los 60’s.  Usando este 
método identificaremos las razones directas de cada problema críticos y semi crítico 
observados en la Tabla 15. Don indica que el problema 1 es la “pérdida de conexión de la 
interfaz del equipo”, el problema 9 es la “falla de la pantalla capacitiva del equipo” y el 
problema 7 es “no enciende el equipo”, todos estos problemas mencionados son críticos 
ordenados por criticidad. También nos indica los problemas semi críticos como el problema 
6 es “perdida de datos del lector biométrico”, el problema 4 es “la falla de sincronización 
con el servidor” y el problema 3 es “la poca duración de autonomía del UPS interno”, todos 
estos mencionados también en el orden de criticidad. 
 
 Por ello realizaremos un diagrama general de todas las posibles causas de los problemas 
críticos y semi critico como se observa en la Figura 17. Para luego detallar en la Tabla 16. 






Figura 17. Diagrama causa efecto de los problemas críticos y semi críticos 
Fuente: Elaboración propia 
 
Mediante el diagrama de la Figura 17, se enlista todas las razones en el diagrama causa-
efecto, para ser estudiada individualmente cada causa detallando sus evidencias 
encontradas. Estas causas pueden ser Causa directa, se le dice así cuando se le encuentra 
evidencia alguna de ser la razón principal del problema. También pueden ser causa 
potenciales, si bien en esta ocasión no aportaron a la falla, si tienen la potencial de provocar 
otro tipo de falla. Por último, la causa descartada, la cual no se tuvo sustento para ser 
considerada como real. Todo esto se representa en la Tabla 16, para todos los problemas 
(P) detallados anteriormente. 
Los 
problemas 















No cuenta con 
conocimientos 
suficientes 
No cumple con las 
indicaciones 





la Tablet con µC, 


































9 Si No 
Se expuso el terminal a altas temperaturas, 
lo cual se observó que la tarjeta de control 
funcionaba correctamente hasta los 60°C 
que se perdió conexión con la tablet 
porque se apagó, ya que este tiene un 
sistema de protección de altas 
temperaturas. 
Polvo interno - No Si 
Se revisaron terminales de clientes con 
equipos instalados de hace 2 años, lo cual 
se encontraron con polvo interno en el 
equipo, pero funcionando correctamente. A 
pesar de ello el polvo tiende a deteriorar los 





- No Si 
Se encontraron muchas fuentes dañadas 
en clientes, dicha fuente es de 14v 1.7A y 
el terminal requiere una alimentación 
máxima de 14V 2A. Esto nos indica que no 
se está usando la fuente correcta para 
energizar el equipo por ello siempre se 









1 Si No 
Se instalaron equipos donde había mucho 
modem wifi y se activaron la presencia de 
dispositivos bluetooth. Luego se inició el 
equipo para que puedan enlazar su 
conexión de las cuales muchos de ellos no 
lo lograron. Concluyendo que las redes 
inalámbricas interfieren entre sí. 
Clima 9 Si No 
Se expuso el terminal al sol por 2 horas lo 
cual se observó que la tablet se apagó y 
comenzó a reiniciarse ya que este tiene un 




















La tablet se conecta por bluetooth con la 
tarjeta de control, lector dactilar y módulo 
ethernet. Donde todos los casos nos 
limitan los bytes a transmitir y en algunos 




9 Si No 
La tablet esta siempre cargándose por la 
tarjeta de control, esto se conversó con la 
empresa Deltron. La cual se indicó la forma 
de uso y dijo que eso deteriora el circuito 
de carga de su batería interna u ocasiona 
que se hinche la batería. Estos fueron 





7 Si No 
Los reguladores de voltaje que se usan la 
tarjeta de control son de 3A la cual máximo 
puede entregar 1.2A sin caída de voltaje. 
Pero esto generaba una alta disipación de 
















- No No 
Se reviso el LOG del terminal que es un 
campo de registro de actividades de los 
equipos en la base de dato, la cual no 




- No Si 
Se encontró en algunos clientes el equipo 
abierto, o su fuente de alimentación 
modificada, lo cual esto no garantiza que 
sea la causa del problema, pero si puede 

















Se hizo una comparación entre usar 
comunicación inalámbrica bluetooth y 
serial PC, para ver si existe perdida de 
datos o perdida de conexión. Lo cual se 
observó que por serial PC no existe 
problemas, mientras que por bluetooth 
cuando el buffer se llena el módulo se 
bloquea y no recibe ningún otro dato, hasta 
que se apague y prenda el equipo. 
Programar en 
Arduino 
- No No 
Según mencionado en el marco teórico la 
plataforma Arduino simplifica la forma de 
programar, pero no altera los registros, 




- No No 
Muchos terminales biométricos son 
desarrollados en esta plataforma, solo 
requiere una correcta programación en la 
plataforma. Por ello el programador de 
sistemas reviso el algoritmo del control de 
asistencias donde encontró un límite en la 
lectura de su serial. Pero este buffer no se 











7 Si No 
Se hizo un tester donde se observó que el 
consumo máximo de la tarjeta de control es 
de 1.5A, donde el switch de energía 
segundo su hoja de datos soporta 1.5A, 




3 Si No 
Este circuito de carga disipa máximo 5W 
cuando sus baterías están descargadas 
completamente, pero le toma 23 horas en 
cargase completamente, ya que no se usa 
la fuente correcta. Esto con el tiempo las 
baterías se deterioran. Mientras que si se 
usa una fuente correcta disipa 10W 
máximo, llegando a una temperatura 
interna de 70°C. Siendo esto perjudicial 
para los otros componentes electrónicos. 
Pistas 
delgadas 
7 Si No 
Este problema se notó desde un inicio, por 
ello los errores se arreglaron con cables 
gruesos soldados en paralelo a la pista 
donde pasan más de 500 mA. Sin 
embargo, han llegado terminales 
inoperativos a la empresa, porque pistas 
de cobres rotas. 





3.1.3. Análisis y Solución de la raíz del problema 
Del proceso de validación de la Tabla 16, se obtienen 10 causas directas de 6 problemas 
relacionados, las cuales algunas tenían similitud de 1 causa directa a varios problemas, 
para ello se identifica de donde se origina la razón del problema. Para ello, se cuestiona el 
porqué de la causa anterior como se observa en la Tabla 17. 
Tabla 17. Análisis de causa raíz de los problemas críticos y semi críticos 








cuentan redes wifi 
cerca. 
Es su herramienta 







Se usa un módulo 
bluetooth barato.  
Es el módulo más 
común en Perú. 
Se puede comprar 







la Tablet con µC, 




No se logró 
conectar por OTG 
y carga la table a 
la vez. 





La tablet siempre 
se está cargando 
su batería. 
No se desarrolló 
un algoritmo de 







En verano el sol 
eleva la 
temperatura 
interna del equipo. 
La tablet se apaga 




con un sistema 
protección para 
temperatura alta. 
9 Tablet defectuosa 
La batería se 
hincha o se 
malogra su 
circuito de carga 
La tablet siempre 
se está cargando 
La tarjeta de 
control no dejaba 




La disipación de 




Se eligió una 
fuente de 14 v 
para regula hasta 
5 v 
Se implemento el 
UPS con baterías 





Porque llegaron a 
su vida útil 
rápidamente. 
La corriente que 
pasa por el switch 
está en al limite 
Se eligió mal el 
componente a 
soldar. 
7 Pistas delgadas 




y rápida solución 
Se quería corregir 
el modelo T9 
3 




Se usa un resistor 




Porque la fuente 
es de 14v y el 
UPS 12.6v 






Algunas soluciones son de inmediata acción y otras requieren coordinación, recurso, etc. 
En los problemas analizados, se concluye que se obtuvo como causa raíz, que no se tuvo 
un buen grupo de trabajo con conocimientos sólidos para desarrollar el modelo T10, ya que 
existieron muchas fallas electrónicas en el diseño, y en el software de control desarrollado 
en Android era limitado. Por eso, en la Tabla 18, se explica el plan de acción para solucionar 
estos problemas. 
Tabla 18. Solución de los problemas críticos y semi críticos 
Desarrollo del curso de acción 
Causa raíz Curso de 
acción 
Responsable Costo Observación Plazo 
Es su herramienta 









No es una 
solución 




Se puede comprar 

































La tarjeta de 
control no dejaba 
de cargar 














Se implemento el 
UPS con baterías 
litio y un protector 
3S 
Se eligió mal el 
componente a 
soldar. 
Se quería corregir 
el modelo T9 
Porque la fuente 
es de 14v y el 
UPS 12.6v 
No se investigó lo 
suficiente 
Fuente: Elaboración propia 
 
Según la metodología ACR, nos damos cuenta que los problemas están en la parte 





realizar las mejoras de la tarjeta de control y del UPS, dando solución a las causas de los 
problemas indicados en la Tabla 16. Por ello, este informe habla más detalladamente de la 
parte electrónica de las mejoras que se realizaron al reloj biométrico T10. Sin embargo, 
también se mencionará brevemente los cambios que se hicieron tanto por la parte software 
de Android que es el sistema de control, y la parte mecánica que es la estructura del reloj 
biométrico. Es ello, que se contrató 2 personas en mejorar la programación del sistema de 
control de asistencia en Android dando solución a las causas de los problemas señalado 
en la Tabla 16, y adaptar el sistema a los cambios que surgirán al modificar la tarjeta de 
control del reloj biometría.  
 
Estas dos áreas fueron supervisadas por mi persona, dado que los programadores de 
Android no laboraban presencialmente en la empresa, y yo era el canal de comunicación 
para adaptar el sistema de asistencia a la nueva tarjeta de control. Mientras que el área de 
mecánica si había un jefe de área, y es así que nosotros intercambiamos conocimientos 
para la realizar las modificaciones en la estructura del reloj biométrico, adaptando las 
nuevas tarjetas electrónicas. 
 
3.2. Implementación del sistema electrónico 
Del análisis de fallas que se hizo al reloj biométrico T10, nos dimos cuenta que existían 
múltiples fallas a causa de un mal diseño en su tarjeta electrónico de control. Por ello, 
analizaremos el problema y las soluciones planteadas por el grupo de trabajo, donde 





Tabla 19. Soluciones a las fallas del reloj biométrico 
Problema Causa Directa Causa raíz Solución Decisión 
Pérdida de 





de la Tablet con 
µC, huella y 
ethernet 
No se investigó 
lo suficiente 















con el servidor 
Diseñar el software 
de control de 
asistencia en Arduino 
 










Diseñar algoritmo de 
control de carga 
On/Off 
 
Quitar la batería y 
alimentarlo por los 
bornes de batería 
Aceptado 
Dejar de usar Tablet  
Poca duración 
de autonomía 




fuente es de 
14v y el UPS 
12.6v 
Cambiar por una 
Fuente correcta 
 
Diseñar Nuevo UPS 
a 5V 
Aceptado 







Realizar el diseño de 
la nueva tarjeta 
considerando reglas 






Se eligió mal el 
componente a 
soldar. 
Cambiar por otro 
mosfet que resista 
mayor corriente. 
Aceptado 
Diseñar otro modelo 





el UPS con 
baterías litio y 
un protector 3S 
Reducir el voltaje de 




voltaje de mayor 
amperaje 
 
Fuente: Elaboración propia 
 
Una vez decidido, que tipo de solución usar para mejorar la funcionalidad del reloj 
biométrico, realizaremos del diseño del sistema electrónico en 3 fases: el hardware de la 
tarjeta electrónica, el software del microcontrolador de la tarjeta electrónica diseñada, los 
cambios tanto hardware y software que se harán a los materiales o dispositivos para 







El sistema electrónico contara con diferentes métodos de identificación, periféricos de 
entradas o salidas, y comunicación con otros periféricos para enviar o recibir información. 
También se desarrollará un selector de energía, que decide cuando usar la energía del 
UPS o la energía externa para alimentar al equipo. Todo esto se detalla mediante un 
diagrama de bloques, tal como se observa en la Figura 18, basándose en las soluciones 
aceptadas de la Tabla 19. 
 
Figura 18. Diagrama de bloques del sistema electrónico  





Para diseñar la tarjeta de control y el UPS, seguiremos el siguiente proceso: Primero la 
selección de componentes de cada bloque que se muestra en la Figura 18, luego el diseño 
del circuito electrónico para la tarjeta de control y el UPS, finalmente el diseño de las 
tarjetas electrónicas en un software de diseño electrónico. 
 
3.2.1.1. Selección de componentes 
Se detalla para cada bloque de la Figura 18, la razón de la selección del componente más 
adecuado para nuestro sistema, explicando las características específicas que convierten 
a un sistema de control de asistencia más eficaz y sencillo. 
3.2.1.1.1. Lector de huella 
Este tipo de lector identifica la huella digital mediante el procesamiento digital de la parte 
extrema del dedo, donde obtenemos una imagen binaria que representa los surcos y 
crestas como observa en la Figura 4. Por ello realizaremos una comparación de los lectores 
dactilares más conocidos con interfaz serial en la Tabla 20. 
Tabla 20. Comparación de lectoras de huella dactilar 
Lector 
Huella 





4.2 – 6 v DC 3.3 v DC 4.2 – 6 v DC 
4.4 – 6 v 
DC 
3.3 v DC 
Corriente de 
trabajo 












980 300 1000 500 25000 
Tiempo de 
escaneo 
<0.3 seg < 1seg. < 0.3 seg.  < 0.3 seg. < 0.3 
Precio $21.34 $10.37 $14.67 $15.33 $50 






Podemos notar que el lector de huella R307 es el más rápido en tiempo de identificación. 
Sin embargo, cuenta con una capacidad máxima de 1000 huellas, esto nos limita en la 
cantidad de personal. Ya que se necesita mayor capacidad de registro de huellas de 
aproximadamente 8000 registros, se elige el lector biométrico de la empresa Suprema que 
cuenta con máximo 25000 registros y además es líder en el mundo en desarrollar un 
algoritmo de autenticación de huellas dactilares. Entonces se elige el modelo de SFM6000. 
Este módulo es serial TTL a 3.3 v, que nos permite enrollar, verificar e identificar la huella 
dactilar mediante comandos. 
  
3.2.1.1.2. Lector de barras 
Este tipo de lector identifica una tarjeta de código de barras mediante un láser y emite el 
código que muestra en la tarjeta. Existen muchos tipos de estos lectores, pero el cliente 
nos pidió que sean los lectores de código de barras slot, como se observa en la   
Figura 19. Por motivos de que sus trabajadores estaban acostumbrados a realizar sus 
marcaciones de esa forma, pasando su tarjeta de identificación por la ranura. Pero 
lamentablemente este tipo de lector ya estaba casi descontinuado en el mercado, ya que 
es reemplazado por el lector tipo escáner. Es por ello que aquí se tuvo que importar este 







Figura 19. Lector de barras slot 
Fuente:  https://eu.ute.com/products_info.php?pc1=71&pc2=138&rbu=12&pid=1995 
 
Por lo tanto, se tiene 2 tipos de salida del lector de barras, con salida TTL 3.3v y con salida 
Serial, donde el primero cuesta $19, mientras que el otro $35. Este último con salida Serial 
contaba con un microcontrolador que se encarga de decodificar la señal TTL 3.3 v que 
entrega el lector, para poder enviarla por serial y ser más fácil de leer por el usuario. 
Entonces por ese motivo se optó por elegir el lector más económico, y utilizar un pin de 
interrupción del microcontrolador para poder leer esta señal TTL y ser decodificada por 
software. 
 
3.2.1.1.3. Lector de proximidad 
Este tipo de lector identifica una tarjeta de proximidad según la frecuencia de trabajo. Existe 
muchos tipos de lectores según su rango de operación como se mencionó en el marco 
teórico. Es así que se elige el módulo RDM 6300 como se observa en la   
Figura 20,por su distancia de trabajo que es de 20 mm hasta 50 mm, y es una un módulo 
serial TTL 3.3 v que nos facilita en su lectura. Este módulo se alimenta con 5 v, ya que 











Existen muchos tipos de teclados, en el mercado como los matriciales de 4x4 que son los 
más conocidos, o los teclados i2c que sus datos son leídos atreves de un integrado. Sin 
embargo, decidimos fabricar nuestro propio teclado ya que solo necesitamos 5 pulsadores, 
y nos gustaría leerlo solo por uno o dos pines de nuestro microcontrolador. Por ello, se 
elige crear un teclado analógico y un pulsador de señal digital para el selector como se 
muestra la Figura 21. Teniendo en cuenta que la fuente de alimentación es de 5v ideales, 
y limitar el voltaje de salida a máximo 3v por protección si se usa un microcontrolador que 






Figura 21. Circuito de Teclado 
Fuente: Elaboración propia 
 
Para ello necesitamos calcular el valor de las resistencias R1, R2, R3, R4, R5, R6 y R7 
para tener un correcto funcionamiento en nuestro teclado. Por ello primero calculares el 
valor de la resistencia R5 y R1, que también serían los valores para R6 y R7 
respectivamente. 
Primer caso: Se pulsa el botón arriba, esto nos da un voltaje máximo de 3 v de voltaje de 
salida representado en la (Ecuación 6). 
𝑉𝑠𝑎𝑙𝑖𝑑𝑎 = 5 𝑣 ∗
𝑅1
𝑅1 + 𝑅5
 (Ecuación 6) 









 ⇒  3 ∗ 𝑅1 + 3 ∗ 𝑅5 = 5 ∗ 𝑅1 







Entonces nos damos cuenta que la razón de R1y R5 es de 1.5, entonces se eligen los 





siendo esto aceptable para nosotros, ya que se prevé que la fuente de alimentación no sea 
5v exactamente, sino 5.3v o 5.5v. Esto sucede porque las fuentes nunca son exactas. 
El voltaje máximo a leer por el pin analógico será de 3v aproximadamente, entonces si 
tenemos 4 pulsadores en nuestro teclado analógico, cada pulsador que se presione 
incrementará su voltaje de salida en 0.75 hasta llegar a 3v. 
Segundo caso: Se presiona el botón derecho, para calcular el valor de R4, esto nos da un 
voltaje de salida de 2.25v representado en la (Ecuación 7).  
𝑉𝑠𝑎𝑙𝑖𝑑𝑎 = 5 𝑣 ∗
𝑅1
𝑅1 + 𝑅5 + 𝑅4
 (Ecuación 7) 
2.25 𝑣 = 5 𝑣 ∗
4.7𝑘
4.7 𝑘 + 3.3 𝑘 + 𝑅4
 
𝑅4 = 2.44 𝑘Ω ⟹ 𝑅4 = 2.4 𝑘 Ω (𝑟𝑒𝑎𝑙) 
Tercer caso: Se presiona el botón abajo, para calcular el valor de R3, esto nos da un voltaje 
de salida de 1.5v representado en la (Ecuación 8). 
𝑉𝑠𝑎𝑙𝑖𝑑𝑎 = 5 𝑣 ∗
𝑅1
𝑅1 + 𝑅5 + 𝑅4 + 𝑅3
 (Ecuación 8) 
1.5 𝑣 = 5 𝑣 ∗
4.7𝑘
4.7 𝑘 + 3.3 𝑘 + 2.4 𝑘 + 𝑅3
 
𝑅3 = 5.26 𝑘Ω ⟹ 𝑅3 = 5.2 𝑘 Ω (𝑟𝑒𝑎𝑙) 
Cuarto y último caso: Se presiona el botón izquierdo, para calcular el valor de R2, esto 
nos da un voltaje de salida de 0.75v representado en la (Ecuación 9). 
𝑉𝑠𝑎𝑙𝑖𝑑𝑎 = 5 𝑣 ∗
𝑅1
𝑅1 + 𝑅5 + 𝑅4 + 𝑅3 + 𝑅2
 (Ecuación 9) 
0.75 𝑣 = 5 𝑣 ∗
4.7𝑘
4.7 𝑘 + 3.3 𝑘 + 2.4 𝑘 + 5.2 𝑘 + 𝑅2
 





Según los cálculos realizados, el valor de R1 = 4.7 KΩ, R2 = 15.7 KΩ, R3 = 5.2 KΩ, R4 = 
2.4 KΩ, R5 = 3.3 KΩ, R6 = 3.3 KΩ y R7 = 4.7 KΩ. Con esto ya podemos diseñar nuestro 
propio teclado. 
 
3.2.1.1.5. Leds y buzzer 
Estos son indicadores para avisar visualmente y auditivamente cuando el personal realiza 
una marcación, y esta avisa si fue aceptada o rechazada la marcación. 
Para encender los leds, hay que considerar su voltaje de operación según su color. Por 
ejemplo, según Digi-Key proveedor de leds SMD, el voltaje de operación para el led rojo 
es de 1.75v a 10 mA (ver ANEXO 13), mientras que para el led verde y amarillo es de 2 v 
a 10 mA (ver ANEXO 14) y (ver ANEXO 15) respectivamente. Estos 3 colores son los que 
usaremos, el verde para indicar que fue aceptada la marcación, el rojo para indicar que fue 
rechazada y el amarillo para fines de indicar el estado del terminal. Por ello, se realiza los 
calulos para hallar el valor de la resistencia que tenemos que emplear para cada color de 
led, como se muestra en la Figura 22. Encendiendo el led con una corriente maxima de 10 
mA, para no dañar el pin del microcontrolador.  
 
Figura 22. Circuito para encender un Led 
Fuente: Elaboración propia 
 
Antes se necesita saber si el microcontrolador es de 5 v TTL por pin de salida o de 3.3v. 
Como aun no definimos que chip se usara, entonces se realiza los cálculos para ambos 





𝑉𝑝𝑖𝑛 = 𝑉𝑙𝑒𝑑 + 𝑅1 ∗ 𝐼 (Ecuación 10) 
Donde: Vpin = El voltaje máximo del pin de salida del microcontrolador 
 Vled = El voltaje que consume el led al encenderse 
 I = corriente que circula por el led  
 R1 = resistencia limitante para el led 
Para el led rojo, donde su voltaje es de 1.75v con una corriente de 10 mA, se aplica estos 
datos en la (Ecuación 10) 
Si µC tiene 5v TTL→ 5 𝑣 = 1.75 𝑣 + 𝑅1 ∗ 10𝑚𝐴 ⇒ 𝑅1 = 325Ω (real) 
Si µC tiene 3.3v TTL→ 3.3 𝑣 = 1.75 𝑣 + 𝑅1 ∗ 10𝑚𝐴 ⇒ 𝑅1 = 155Ω (real) 
Para el led verde y amarillo, donde su voltaje es de 2v con una corriente de 10 mA, se 
aplica estos datos en la (Ecuación 10) 
Si µC tiene 5v TTL→ 5 𝑣 = 2 𝑣 + 𝑅1 ∗ 10𝑚𝐴 ⇒ 𝑅1 = 560Ω (real) 
Si µC tiene 3.3v TTL→ 3.3 𝑣 = 2 𝑣 + 𝑅1 ∗ 10𝑚𝐴 ⇒ 𝑅1 = 300Ω (real) 
Para encender el buzzer, se necesita una etapa de potencia, ya que no se puede conectar 
directamente a un pin del microcontrolador para encenderlo. Porque dañaríamos el pin del 
microcontrolador, ya que no puede entregar la suficiente corriente para encenderlo. 
Entonces, para diseñar el circuito de potencia, se requiere saber la corriente de la carga, 
para este caso la corriente de funcionamiento del buzzer y el voltaje TTL que entrega el pin 
del microcontrolador. Con todo esto realizaremos los cálculos para determinar qué valor de 






Figura 23. Circuito de potencia para buzzer 
Fuente: Elaboración propia 
 
El buzzer funciona a 5v, 50mA según su hoja de datos (ver ANEXO 12). EL voltaje de 
nuestro microcontrolador puede ser 3.3v o 5v. Por lo tanto, se realiza los cálculos para 
hallar valor R1 para ambos casos en la (Ecuación 12). El máximo consumo de carga es de 
50 mA, entonces se elige un transistor NPN que soporte esta característica. El 2n2222 es 
uno de los más conocidos que soporta como máximo 600mA y su corriente de ganancia 
(hfe) es 170 para una carga de 50 mA, esto lo hallamos de la Figura 24. Estos valores lo 
encontramos en su hoja de datos (ver ANEXO 10). Para calcular el valor de la resistencia 
R1, se necesita saber la corriente base del transistor. Este valor se calcula de la (Ecuación 
11).Por último, el diodo 1N4148 que se encuentra paralelo al buzzer, se elegio este valor 






Figura 24. Gráfico hfe vs Ic para Transistor 2n2222 








𝐼𝑏 =  
50 𝑚𝐴
170
= 294 𝑢𝐴 






Si µC tiene 5v TTL→𝑅1 =  
5−0.7
294 𝑢𝐴
= 14.6 𝑘Ω ⇒ 𝑅1 = 14.7 𝑘Ω (𝑟𝑒𝑎𝑙) 
Si µC tiene 3.3v TTL→𝑅1 =  
3.3−0.7
294 𝑢𝐴
= 8.8𝑘Ω (𝑟𝑒𝑎𝑙) 
 
3.2.1.1.6. EEPROM IOT 
Usaremos la eeprom 24AA02E48T-IOT que la encontramos en Digi-Key, que además de 
ser una eeprom, tiene en su últimos registro 6 bytes que representan la MAC de un 
dispositivo IOT. Esto nos sirve para usarlo como MAC de ethernet y poder diferenciar 






3.2.1.1.7. Lector USB 
Esto es un requerimiento del cliente, para poder descargar las marcaciones como backup 
e insertarlas de forma manual en su servidor. Como se explicó en nuestro marco teórico, 
usaremos el módulo Ch376S de Arduino que se conecta de forma serial como se muestra 
en Figura 8, esto nos permite poder escribir, leer un archivo de una memoria USB. Este 
módulo solo funciona con memorias USB originales, las chinas que son alteradas su 
capacidad de memoria no funciona. Para diseñar el circuito electrónico del módulo se hace 
referencia a la hoja técnica del chip Ch376S (ver  ANEXO 8). 
 
3.2.1.1.8. Ethernet 
Existen varios módulos de red fabricados por Wiznet, que hace compatible su software con 
el software de Arduino para una fácil programación de estos módulos. El último chip 
desarrollado por Wiznet es el W6100 que cuenta con pila dual para poder implementar el 
protocolo IPv4 y IPv6. Esto último es un requerimiento esencial del cliente. Por ello se elige 
el módulo WIZ610io, que cuenta con este chip y se puede integrar directamente en nuestro 
reloj biométrico gracias a su pequeña dimensión.  
 
3.2.1.1.9. Microcontrolador 
Este microcontrolador leerá todos los métodos de identificación y controlará los múltiples 
periféricos. Además, esta información se enviará al sistema de control que se encuentra 
en una Tablet, por ello se usará el OTG de la tablet para realizar una conexión alámbrica 
con la tarjeta de control. Por último, el módulo de red estará conectado mediante SPI a este 
microcontrolador, pero para usar su librería, se requiere bastante memoria dinámica dado 





globales, además necesitamos 3 puertos seriales TTL (lector de huella, proximidad y lector 
USB).  
 
Por esta razón de la Tabla 6, se elegio el integrado AT91SAM3X8E que cuenta con 96 KB 
de memoria dinámica y 4 puertos seriales. Además, este microcontrolador, tiene un USB 
nativo a 2000000 baudios, esto nos proporciona una comunicación ultra rápida por OTG.  
Este microcontrolador se puede encontrar en Perú en el Arduino Due, por ello por fines de 
corto tiempo en desarrollar este proyecto y no esperar 30 días mínimos en realizar las 
pruebas, fue uno de las razones más importantes en elegir este chip. Para realizar el 
circuito electrónico con este integrado, nos basamos en su esquemático del Arduino Due 
(ver ANEXO 6). 
 
3.2.1.1.10. Tablet 
El software de control de asistencia fue desarrollado en Android, entonces se requiere una 
tablet de 7” que cuente con el sistema operativo Android. También que tenga al menos 8 
GB de memoria, esto para soportar los SQL a ejecutar y otros archivos que almacena. Por 
otro lado, ya no podemos rutear la tablet, esto nos permitía controla el sistema de la table 
mediante comando ADB. Como prender, apagar, reiniciar, controlar la fecha y hora, etc. 
Entonces se decidió controlar estos en hardware. Estas modificaciones que se le realizo a 
la tablet, se explicaran más adelante. 
 
Para saber el estado de la tablet, usamos un sensor de corriente, con esto podemos saber 
si esta prendida o apagada. El integrado que usaremos es el ACS712T-05B ya que la tablet 
como máximo consume 1A. El circuito que se usa para su implementación es la que nos 





Según estos datos, nos damos cuenta que podemos elegir cualquier modelo de tablet, 
entonces se buscó stock en el mercado peruano donde podamos encontrar al menos 400 
tablet del mismo modelo.  La tablet Prime Pr5747 de Advance, fue la que se eligió, ya que 
con taba con todas las características y era la más económica.  
 
3.2.1.1.11. UPS 
Uno de los problemas que había en el reloj biométrico T10, era su autonomía de batería y 
la disipación de calor que ocasionaba al cargarse. Entonces en primer lugar se optó por 
comprar UPS de 5v fabricados. Pero por fines de tiempo y problemas de aduanas, no se 
pudo realizar esta opción, y se tuvo que diseñar un UPS de 5v.  
 
Nos basamos en un modelo de un cargador de baterías lipo, para ello la mejor opción que 
encontramos fue el módulo DD04CVSA, ya que este además de tener un cargador de 
baterías, también cuenta con un elevador de voltaje para brindarnos 5v fijos como voltaje 
de salida. Esto nos sirve para alimentar nuestro reloj biométrico, pero cuando se estén 
cargando el UPS queremos que el equipo funcione con la fuente de alimentación externa 
y no con la energía del UPS, ya que, si hace eso, malograría nuestras baterías a un corto 
tiempo. 
 
Para lograr esto usamos un microcontrolador pequeño, que controle un switch de selector 
de energía cuando se cargue el UPS y desactive el elevador de voltaje para minimizar el 
consumo de la batería tal como se muestra el bloque UPS de la Figura 18. Esto no requiere 
mucho procesamiento de memoria, por ello, elegimos el Atmega328P que es económico y 






3.2.1.1.12. Fuente de Alimentación 
Según las soluciones establecidas, nuestro equipo funciona a 5v, Para ello, se requiere 
saber el consumo de corriente del equipo. Tomando en cuenta la corriente de 1 amperio 
por módulo de carga del UPS que es el consumo de energía máximo mientras se está 
cargando. Debemos calcular el consumo de nuestro equipo, basándonos en el modelo la 
tarjeta de control y sus periféricos consumían 800 mA a 5v. Entonces necesitamos en el 
mejor de los casos una fuente de 5v a 3A. 
 
3.2.1.2. Diseño electrónico 
Una vez que ya tenemos todos nuestros componentes seleccionados y hemos explicado 
las etapas que componen el sistema electrónico del reloj biométrico, realizamos un 
diagrama de bloques que nos muestra cuantas tarjetas electrónicas diseñaremos, como se 
observa en la Figura 25. Posteriormente realizamos el diagrama esquemático para cada 
bloque en el software OrCAD 16.5. 
 
Figura 25. Diagrama de bloques del número de tarjetas electrónicas 






3.2.1.2.1. Tarjeta de control 
Todo el circuito de la tarjeta de control se muestra en el (ANEXO 2), ahí se observa los 
diversos métodos de identificación que se implementó en la tarjeta, estos son: Huella, 
Barra, Proximidad, Teclado. También se implementan indicadores y pulsadores para 
seleccionar los eventos de marcación. Además, se incorpora una memoria no volátil para 
almacenar datos importantes si es se lo requiere, y otra para extraer la mac que es un 
identificador único para nuestro módulo ethernet. Por último, se realizó la circuitería del 
lector de memoria USB y la selección del método de comunicación USB-OTG. Por otro 
lado, se realizó una circuitería para controlar el encendido y apagado de la tablet mediante 
su hardware. 
 
Para diseñar esta tarjeta de control, nos basamos principalmente en el esquemático del 
Arduino Due (ver ANEXO 6), para poder programarlo mediante el software de Arduino. 
También se dejaron conectores para conectar el módulo ethernet, conector para grabar el 
firmware, y el conector para la alimentación de la tarjeta. Además, se diseñó un switch de 
potencia con un mosfet tipo p, estos nos permiten poder controlar corrientes muy elevadas. 
Se implementaron 4 switch en la tarjeta de control para poder cortar la energía cuando 
deseemos, para fines de ahorro en la autonomía del UPS. 
 
El switch de alta potencia se diseñó, con el mosfet tipo p que según su hoja técnica (ver 
ANEXO 11), requiere un voltaje entre Gate-Source de -4.5v para trabajar en forma lineal. 
Pero en este caso nuestro microcontrolador trabajara a 3,3V y el mosfet DMG2305UX no 
lograría desactivar el control cuando la fuente es de 5 voltios. Por ello, agregamos un 
transistor, en este caso el más común el 2n2222, que nos permita aumentar la tensión de 
control como se observa en la Figura 26. Las resistencias R34 y R35 se suelda según la 





switch. Por último, la resistencia R37 modifica la velocidad de conmutación del mosfet, en 
este caso 2.7kΩ. 
 
Figura 26. Switch de alta potencia con mosfet 
Fuente: Elaboración propia 
 
En la tarjeta de control, también implementamos el circuito para leer memorias USB con 
el chip CH376S. El diseño de este circuito que se muestra Figura 27, nos basamos en la 
sugerencia que nos proporciona el fabricante del integrado (ver ANEXO 8). Además, se le 
añadió el mismo diseño del switch de alta potencia de la Figura 26,  para energizar la 
memoria USB, pero se le protegió con un fusible de 500mA para evitar dañar el circuito 




































Figura 27. Circuito para leer memoria USB 
Fuente: Elaboración propia 
 
De lo mencionado anteriormente, sobre la falta de poder rutear la tablet, necesitamos 
controlar a la tablet mediante su hardware como se muestra en la Figura 28, para eso 
diseñamos un switch con un transistor que nos permita encender la tablet simulando ser el 
botón power, manteniendo el pulso en alto por 3 segundo aproximadamente para 
encenderlo y 11 segundos para poder apagarlo. Estos tiempos fueron medidos por 
cronometro. También se implementó un switch con transistor, para activar o desactivar el 
modo OTG, Este modo nos autoriza conectar dispositivos que se comuniquen de manera 
rápida, para activar esto se debe poner el pin ID del cargador de la tablet a GND como se 

























































































































Figura 28. Control de OTG y Encendido de tablet 
Fuente: Elaboración propia 
 
 
Figura 29. Pines del cargador de tablet 
Fuente: https://www.pinterest.es/pin/486459197240274573/ 
 
Para saber si la tablet, se encuentra prendida o apagada implementamos un sensor de 
corriente como se muestra en la Figura 30, basado en su hoja técnica del chip ACS712 
(ver ANEXO 9), esto nos ayuda a saber cuándo encendió la tablet mientras estamos 






























monitorear a la tablet mientras no haya conexión en el modo OTG, o se pierda la conexión 
y determinar si fue por falla eléctrica.  
 
Figura 30. Circuito del medidor de corriente 
Fuente: Elaboración propia 
 
Adicionalmente le agregamos periféricos a al circuito de control, para ellos se implementó 
los circuitos que se diseñó en las Figura 22 y Figura 23, que son los leds y buzzer. También 
dejamos conectores para el teclado analógico que hizo Figura 21 y un conector de 8 
posiciones para un posible teclado matricial, solo si se requiere más adelante y 2 
conectores de 4 posiciones con 2 pines libres cada uno. Por último, se usaron divisores de 
tensión con los valores de resistencias calculados igual al teclado analógico, todo esto para 
leer el voltaje de la salida de los switches de potencia y sensor de temperatura como se 





















































Figura 31. Lectora de señales analógicas 
Fuente: Elaboración propia 
 
Conectamos la memoria eeprom por el puerto i2c del microcontrolador, para poder extraer 
la Mac de ethernet y configurarla en nuestro módulo. Adicionalmente colocamos otra 
memoria eeprom de 256 kbits en caso de requerir guardar datos grandes importantes en 
una memoria no volátil  
 
Finalmente realizamos el circuito del puerto USB nativo del microcontrolador 
ATSAM3X8EA basándonos en el esquemático del Arduino Due (ver ANEXO 6), también 
usamos un convertidor de Serial TTL a USB con el chip FT232RL, basándonos en la 
circuitería del módulo mostrado en la   
Figura 7, esto último se implementó como plan B, si es qué no podíamos lograr realizar la 
comunicación entre el puerto nativo con la Tablet. Para ello se usó un selector de USB 
FSUSB3.0 como se observa en la  Figura 32, esto nos permitirá elegir el medio de 

















































Figura 32. Circuito de comunicación con la Tablet 
Fuente: Elaboración propia 
 
3.2.1.2.2. Tarjeta del UPS 
Todo el circuito de la tarjeta del UPS lo podemos ver completamente en el (ANEXO 2), en 
la cual usamos dos módulos que cargan a una batería litio de una celda cada uno. Donde 
la primera batería respalda el sistema de control y la otra ala Tablet. También se muestra 
el switch selector de energía para cada batería, esto selecciona el uso de la energía de las 
baterías cuando no hay fuente externa. Por último, se miden los voltajes de las baterías 
para fines de testeo y se usó un método de comunicación para enviar estos datos a la 



































































































































































































Para diseñar la tarjeta del UPS, usamos el módulo de cargador DD04CVSA, la cual carga 
una batería litio de una celda y eleva el voltaje de salida a 5v. Esta salida es controla 
mediante el microcontrolador Atmega 328P, la cual la circuitería nos basamos en el 
esquemático de un Arduino micro (ver ANEXO 7), esto para grabar el bootloader y poder 
programar el microcontrolador mediante el software de Arduino, por su puerto serial como 
se observa en la Figura 33.  
 
Figura 33. Circuito para programar el ATmega328P 
Fuente: Elaboración propia 
 
Usamos 5 pines analógicos para medir el voltaje de nuestras baterías, fuente y salida del 
elevador de voltaje. Para medir el voltaje de las baterías se puso una resistencia de 100k 
para aumentar la impedancia y no se descarguen las baterías, mientras que los demás se 
le realizo un divisor de voltaje de 3,3k y 4,7k que fueron calculados en la tarjeta de control. 
Estos valores se eligieron los mismos, con el fin de uniformizar la programación. Por último, 
se seleccionó un conector de 4 posiciones para conectar algún sensor o pulsador en los 



























































































































































































Figura 34. Lectura de voltaje y pines de interrupción en el UPS 
Fuente: Elaboración propia 
 
Para diseñar el circuito que selecciona la energía de una batería litio, como se muestra en 
la Figura 35, se implementó en la salida del cargador un switch con el mosfet bidireccional, 
se puso dos mosfet con el fin de que el dio que tiene entre el source y el drain no se polarice 
en el sentido de la corriente, hasta que el microcontrolador lo decida. Este funcionamiento 
del switch es muy similar al que se implementó en la tarjeta de control, con la diferencia de 
que prevenimos la corriente de regreso en ambos sentidos. Este switch se activa si el 
microcontrolador no lee voltaje en la fuente de salida, esto mediante un juego de 
condensadores. Por ello necesitamos mantener el voltaje por al menos 700 us para 
asegurar el ciclo del bucle del microcontrolador y cambiar de activado a desactivado o 
viceversa. Estos valores del condensador se calculan de la (Ecuación 13). 
𝜏 = 𝑅 ∗ 𝐶 (63%) (Ecuación 13) 
Donde: ꞇ = es el tiempo de descarga en un 63% 
 R = el valor de la carga 
 C = Capacitancia del condensador 
0.0005 = 5 ∗ 𝐶 







































































El condensador de 3.3 uF lo pusimos también en paralelo para eliminar los picos de ruido 
que se ocasionan por la bobina al activarse o desactivarse del elevador. Mientras que 
paralelo al switch se pone un diodo schottky, este solo conduce cuando hay fuente externa. 
 
 
Figura 35. Circuito para seleccionar la energía de una batería litio 
Fuente: Elaboración propia 
 
Al módulo de cargador de baterías se le modifico para poder leer los pines de estado de 
batería que son el pin 14 y 13 del módulo. Mientras que el pin 12 es el enable del elevador 
de voltaje, para poder activarlo o desactivarlo como se muestra en la Figura 35. Para 



















































































































































Figura 36. Modificación del módulo DD04CVSA 
Fuente: Elaboración propia 
  
Finalmente, a la salida del selector de energía de la batería 1 se colocan 2 reguladores, el 
primero a 3.3 voltios para alimentar nuestro microcontrolador de la tarjeta de control y el 
segundo es regulador a 5 voltios, donde este no se soldará para este proyecto, pero se 
consideró si nuestra salida era mayor a 5v. Además, se dejaron los conectores de entra y 
salida para nuestra tarjeta de UPS, como se muestra en la Figura 37. 
 
Figura 37. Entrada y salida del UPS 
Fuente: Elaboración propia 
 
3.2.1.2.3. Tarjeta de leds y teclado 
Esta tarjeta la diseñamos basado en el circuito del teclado diseñado en la Figura 21 donde 
los valores de las resistencias se calcularon para tener un margen de 0.75v entre pulsador 























































































22, los valores de las resistencias ya fueron calculadas según su color de led. Para el led 
rojo una resistencia de 155 Ω para nuestro microcontrolador que tiene voltaje de salida por 
su pin de 3.3 v TTL y para los leds amarillo y verde una resistencia de 300 Ω para el mismo 
microcontrolador. Estos circuitos los diseñamos en una tarjeta sola como se observa en la 
Figura 38, esto se hizo así con el fin de ahorrar espacio y ubicación dentro del equipo. 
 
Figura 38. Circuito de teclado y leds 
Fuente: Elaboración propia 
 
3.2.1.2.4. Tarjeta del lector USB, del ethernet, de pulsadores 
Estas tarjetas solo se diseñaron para soldar el componente o módulo, y poder ubicarlas de 
manera segura en alguna parte del reloj biométrico. Por ello el esquemático es solo la 
silueta del componente con un conector o dos conectores en el caso del pulsador, según 
la cantidad de pines que tiene cada componente como se muestra en la Figura 39. Para la 
tarjeta del ethernet se diseñó para soldar el módulo de Figura 13, y la tarjeta del USB se 

















































































y descargar las marcaciones. Por ultimo las tarjetas de pulsador son 3 por equipo, 2 de 
ellas para seleccionar el evento de ingreso o salida, y la tercera para encender el terminal. 
 
Figura 39. Esquemático de tarjeta para módulo ethernet, pulsador y USB 
Fuente: Elaboración propia 
 
3.2.1.3. Diseño PCB 
Una vez que se diseñaron los circuitos electrónicos de los bloques de la Figura 25 en 
OrCAD Capture. Realizamos el ruteo de las tarjetas electrónicas en el software de OrCAD 
PCB Designer Professional, seleccionando sus footprints de cada componente y 
realizamos el ruteo de las pistas siguiente las reglas de diseño mencionadas en el marco 
teórico. Comenzando primero con la tarjeta de control, procedemos en distribuir los 



















































































































Figura 40. Vista de componentes en la capa Top de la tarjeta de control 
Fuente: Elaboración propia 
 
Debido a que debemos mantener las mismas dimensiones de la tarjeta de control anterior, 
también distribuimos componentes en la capa Bottom como se muestra en la Figura 41. 
Esto no limito en realizar un ruteo correcto en dos capas. Por ello, se decidió realizar en 4 
capas y mandarlos a fabricar a una empresa extranjera.  
 
Figura 41. Vista de componentes en la capa Bottom de la tarjeta de control 






El diseño de la tarjeta electrónica se realizó en 4 capas donde podemos ver el ruteo de 
cada capa en el ANEXO 2. Para realizar la fabricación de una tarjeta electrónica de 
cualquier diseño se requiere generar los archivos Gerber de cada vista. Una vez con estos 
archivos solicitamos a una empresa extranjera que nos fabriquen 500 tarjetas y las 
entreguen ensambladas, ya que ellos cuentan con una maquina pick and place que 
ensambla tarjetas con componentes SMD. Finalmente, La tarjeta de control quedo como 
se muestra en la Figura 42. 
 
Figura 42. Conectores de la tarjeta de control ensamblada  
Fuente: Elaboración propia 
 
Luego diseñamos la tarjeta del UPS, primero procedemos en distribuir los componentes en 
la capa Top y Bottom como se muestra en la Figura 43, Se realizo en estas dimensiones 
para dispersar el calor que generan los módulos cargadores de las baterías lipo, y por el 
tamaño de los componentes. Siguiendo todas estas reglas básicas de diseño electrónico 
esta tarjeta se realizó el ruteo en 2 capas (ver ANEXO 4). Para realizar la fabricación de 
una tarjeta electrónica generamos los archivos Gerber de cada vista, con estos archivos 
también solicitamos a la empresa extranjera que nos fabriquen 500 tarjetas. Esta quedo 







Figura 43. Vista de componentes en la tarjeta de UPS 
Fuente: Elaboración propia 
 
 
Figura 44. Conectores de la tarjeta UPS ensamblada  






Después diseñamos la tarjeta del teclado y los leds, para ello primero procedemos en 
distribuir los pulsadores y los leds en la capa Bottom según el corte del chasis que se 
diseñó y las resistencias en la capa Top como se muestra en la Figura 45. Siguiendo todas 
estas reglas básicas de diseño electrónico, en esta tarjeta se realizó el ruteo en 2 capas 
como se muestra en la Figura 46. Realizamos 500 tarjetas a de este modelo con los 
archivos Gerber generados de cada vista. 
 
Figura 45. Vista de componentes de la tarjeta del teclado y leds 
Fuente: Elaboración propia 
 
 
Figura 46. Ruteo de la tarjeta del teclado y leds 






Por último, realizamos el diseño de las tarjetas de USB, ethernet y pulsador. Para ellos 
solamente se diseñó la silueta del componente o módulo y un conector como se puede ver 
en la Figura 47. Estas tarjetas se diseñaron en dos capas, pero solo en la tarjeta del 
pulsador hay pista en la capa Bottom como se observa en la Figura 48., por fines de tamaño 
y soldar en ambas capas. Se fabricaron 500 tarjetas de USB y ethernet, mientras que del 
pulsador se fabricaron 1500. Todas estas se ensamblaron manualmente. 
 
Figura 47. Vista de componentes de las tarjetas USB, ethernet y pulsador 





Figura 48. Ruteo de las tarjetas de USB, ethernet y pulsador 




Se utilizó el software Arduino, que es una plataforma de código abierto, el cual nos permitió 
implementar la lógica de control a nuestra tarjeta electrónica con hardware libre. Este 





aplicaciones. Lo cual, para microcontroladores de 8 bits, inicialmente debemos grabarle al 
microcontrolador su bootloader por el su puerto ISCP. Esto nos permita grabar el firmware 
por interfaz Arduino con un chip USB-serial. Mientras que para el microcontrolador de 32 
bits se puede grabar el firmware por su puerto serial con un chip serial-USB presionando 
su botón de reset. 
 
Para realizar la programación, primero debemos analizar el problema que podemos 
resolver mediante software. Luego definir los procesos que realiza para solucionar estos 
problemas y ordenarlos, según la secuencia y condiciones que se debe cumplir. Es decir, 
diseñar el algoritmo del programa, ya sea en un diagrama de flujo o pseudocódigo. Todo 
esto para poder realizar la programación que será grabada en el microcontrolador. 
 
3.2.2.1. Análisis del problema 
Uno de los grandes problemas que existía en el modelo del terminal anterior, era la 
comunicación de la tarjeta de control y la tablet. Por ello, mediante hardware se cambió el 
método de comunicación por comunicación OTG. Para ello se tiene que mandar un pulso 
en alto del microcontrolador al circuito que controla el OTG que se diseñó en la tarjeta, esto 
se observa en Figura 28. Accionando la comunicación alámbrica entre la tarjeta de control 
y la tablet. Estos datos deben ser cifrados al ser enviadas a la Tablet y viceversa, esto para 
asegurarnos que la trama de datos llegue completamente como se muestra en la Figura 
49 . La cabecera consta de 5 bytes que siempre son el mismo valor al igual que la cola, la 
longitud es de 2 bytes donde este indica de forma decimal cuantos bytes hay en la data. 
 
Figura 49. Codificación de la trama de datos 
Fuente: Elaboración propia 
 
0 1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17
ID_H ID_L BTY0 BTY1 BTY2 BTY3 BTY4 CHK_H CHK_M CHK_L COLA







Otro de los problemas era la autonomía del UPS interno en terminal, para ello se desea 
emplear un ahorro de energía, esto solo se activará si necesitamos que dure más tiempo 
del que nos puede brindar las baterías. Esto se realizará quitando la energía a periféricos 
que no son necesario usarlos cuando no hay energía externa. 
 
 Necesitamos leer todos los periféricos de identificación prácticamente al mismo tiempo, 
pero sabemos que los microcontroladores ejecutan sus sentencias de manera secuencial. 
Por lo tanto, necesitamos leer estas lectoras sin ninguna interrupción. Una opción es usar 
la interrupción por serial. La otra es no hacer uso de ningún delay, ya que esta función 
paraliza todo el microcontrolador llevándolo a dormir por el tiempo que se le establece 
dentro de la función. Esto no es bueno para nuestro sistema de control. Por lo tanto, en 
Arduino existen los millis () o micros () que es el Timer2 de los microcontroladores. 
 
Para decodificar el dato que nos proporciona al pasar la tarjeta con un código de barras 
COD39 por la barra slot con salida TTL, necesitamos tomar tiempos de ancho de pulso 
como se muestra en la Figura 50, con este valor podemos calcular el tiempo que le 
pertenece a la barra delgada y a la barra gruesa, tanto para el color negro y blanco. Todo 
esto lo podemos hallar mediante un algoritmo de lectura. Luego se le asigna un valor de 0 
lógico a una barra delgada y 1 lógico a una gruesa formando un byte de izquierda a 
derecha, tanto para el color negro y el blanco. Según lo que se muestra en la Figura 50, el 
binario del color negro es: ‘01100’ = 12 (decimal) y el binario para el color blanco es: ‘0001’ 






Figura 50. Diagrama de tiempo de un carácter COD39 
Fuente: Elaboración propia 
 
Una vez que hallamos el byte para cada color, vamos a la Tabla 21, y buscamos el nuevo 
valor para cada color. Por ejemplo: según el dato anterior el número para el color negro es 
12, entonces el nuevo valor será 0x06 = 6 (decimal). Para el color blanco es 1, entonces el 
nuevo valor será 0x08 = 8 (decimal). 
Tabla 21. Datos cuando la lectura es inversa. 
TABLA3DE9 INVERSA 
BYT0 BYT1 BYT2 BYT3 BYT4 BYT5 BYT6 BYT7 
0x00 0x08 0x04 0x18 0x02 0x14 0x0C 0x0E 
BYT8 BYT9 BYT10 BYT11 BYT12 BYT13 BYT14 BYT15 
0x01 0x12 0x0A 0x0D 0x06 0x0B 0x07 0x0F 
BYT16 BYT17 BYT18 BYT19 BYT20 BYT21 BYT22 BYT23 
0x0F 0x11 0x09 0x0F 0x05 0x0F 0x0F 0x0F 
BYT24 BYT25 BYT26 BYT27 BYT28 BYT29 BYT30 BYT31 
0x03 0x0F 0x0F 0x0F 0x0F 0x0F 0x0F 0x0F 
Fuente: Elaboración propia 
 
Luego de obtener los nuevos valores, buscamos el valor que le corresponde a la barra en 
la Tabla 22 con el dato hallado. También este proceso es para los espacios blancos en la 





Tabla 22. Valores para la barra en COD39 
TABLA3DE9 BARRA 
BYT0 BYT1 BYT2 BYT3 BYT4 BYT5 BYT6 BYT7 
0x00 0x0F 0x0F 0x07 0x0F 0x04 0x0A 0x0F 
BYT8 BYT9 BYT10 BYT11 BYT12 BYT13 BYT14 BYT15 
0x0F 0x02 0x09 0x0F 0x06 0x0F 0x0F 0x0F 
BYT16 BYT17 BYT18 BYT19 BYT20 BYT21 BYT22 BYT23 
0x0F 0x01 0x08 0x0F 0x05 0x0F 0x0F 0x0F 
BYT24 BYT25 BYT26 BYT27 BYT28 BYT29 BYT30 BYT31 
0x03 0x0F 0x0F 0x0F 0x0F 0x0F 0x0F 0x0F 
Fuente: Elaboración propia 
 
Tabla 23. Valores para los espacios en COD39 
TABLA3DE9 ESPACIOS 
BYT0 BYT1 BYT2 BYT3 BYT4 BYT5 BYT6 BYT7 
0x0F 0x20 0x10 0x0F 0x00 0x0F 0x0F 0x0E 
BYT8 BYT9 BYT10 BYT11 BYT12 BYT13 BYT14 BYT15 
0x30 0x0F 0x0F 0x0D 0x0F 0x0C 0x0B 0x0F 
Fuente: Elaboración propia 
 
Estos dos valores calculados los sumamos y lo buscamos en la Tabla 24. Obteniendo en 
este caso 0x0A+0x30=0x3A = 58 (decimal) = ‘*’. Todo COD39 debe iniciar y terminar en un 
asterisco. Por lo tanto. Nuestro algoritmo debe centrarse en encontrar este asterisco. SI no 
se encuentra en los primero 10 por ejemplo debemos buscarlo de manera inversa e interna 
nuevamente el proceso para encontrar el asterisco. 
Tabla 24. Valores para hallar el carácter de COD39 
TABLA3DE9 CARACTER 
B0 B1 B2 B3 B4 B5 B6 B7 B8 B9 B10 B11 – B15 
0x00 ‘1’ ‘2’ ‘3’ ‘4’ ‘5’ ‘6’ ‘7’ ‘8’ ‘9’ ‘0’ 0x00 
B16 B17 B18 B19 B20 B21 B22 B23 B24 B25 B26 B27 – B31 
0x00 ‘A’ ‘B’ ‘C’ ‘D’ ‘E’ ‘F’ ‘G’ ‘H’ ‘I’ ‘J’ 0x00 
B32 B33 B34 B35 B36 B37 B38 B39 B40 B41 B42 B43 – B47 
0x00 ‘K’ ‘L’ ‘M’ ‘N’ ‘O’ ‘P’ ‘Q’ ‘R’ ‘S’ ‘T’ 0x00 
B48 B49 B50 B51 B52 B53 B54 B55 B56 B57 B58 B59 B60 – B74 
0x00 ‘U’ ‘V’ ‘W’ ‘X’ ‘Y’ ‘Z’ ‘-’ ‘.’ ‘ ‘ ‘*’ ‘”’ 0x00 
B75 B76 B77 B78 B79 B80 B81 B82  
0x00 ‘”’ ‘$’ ‘/’ ‘+’ ‘%’ ‘”’ 0x00 






Hay datos importantes que son leído por el UPS, por esta razón enviaremos estos datos 
como el voltaje de las baterías para saber visualmente si están cargadas o si están se 
están agotando su energía. También para ahorrar la energía del terminal mientras esta 
apagado. Se recomienda dormir al terminal y cuando se desee encenderlo, despertarlo por 
un pin de interrupción. 
 
3.2.2.2. Diseño del algoritmo 
3.2.2.2.1. Tarjeta de Control 
Una vez planteado todos los problemas a solucionar por software, realizamos mediante un 
diagrama de flujos como se muestra en la Figura 51, el proceso que se aplica en la tarjeta 
de control para cumplir nuestros objetivos. Como se dijo no se recomienda usar la función 
delay, es por eso que al final de cada proceso continua otro proceso o condición. Siendo 
esto un bucle infinito, buscando constantemente datos por leer ya sea por los periféricos, 
o por la Tablet.  
 
Lo primero es configurar el valor de las variables y los pines de entrada o salida, luego leer 
los datos del serial, ya sean los periféricos de identificación o la tablet. Estos son 
decodificados como se muestra en la Figura 49, para luego seleccionar le proceso a realizar 
según el ID comando. Estos pueden ser: guardar marcaciones en una memoria usb, indicar 
una marcación correcta o incorrecta, configurar parámetros al ethernet, etc. Después de 
esto se realiza un testeo a la tablet para determinar el estado en la que se encuentra, y 
poder determinar una acción. La aplicación en Android cada 5 segundos está preguntando 
los voltajes y el estado de la tarjeta de control. Si se pierde la conexión con la Tablet, es 
decir deja de recibir datos la tarjeta de control. Esto ayuda a determinar si hay conexión o 





corriente, Con todos estos valores podemos realizar un propio testeo automático para 
saber el correcto funcionamiento del equipo. 
 
Luego se configura el ethernet si lo requiere, y se verifica si hay data del servidor por leer. 
Estos datos se envían a la tablet por la comunicación serial. También se control los leds y 
buzzer. Por último, se desarrolla la decodificación de la señal ttl que entrega el lector de 
barras. Como se explicó en la Figura 50, la detección del tiempo de los estados lógicos 











Figura 51. Diagrama de fujo del algoritmo para la tarjeta de control 






3.2.2.2.2. Tarjeta de UPS 
Por otro lado, se elaboró un diagrama de flujo como se muestra en la Figura 52, el proceso 
que se aplica en la tarjeta del UPS, donde su función principal es seleccionar el uso de 
energía de las baterías o la fuente externa. Todo esto realiza sin el uso de la función delay, 
para no retrasar el cambio del switch.  
 
Cuando el equipo se apaga para ser transportado, se necesita consumir el mínimo de 
corriente. Por ello, se manda a dormir el microcontrolador de la tarjeta del UPS para 
minimizar el consumo de la tarjeta a un aproximado de 100 µA. Luego para encender el 
terminal se emplea dos pines de interrupción en el microcontrolador, el primero para 
encender el equipo cuando detecte fuente externa, y el segundo para encenderlo mediante 
un pulsador. Este pulsador si es presiono más por 5 segundo cuando este prendido el 
equipo sin fuente externa, apagara el equipo para ser guardado. 
 
El microcontrolador del UPS, está constantemente midiendo los voltajes y estados de las 
baterías. Estos datos son enviados a la tarjeta de control del reloj biométrico si este lo pide, 
reseteando el timer en la variable tiempo_despierto = 0, indicando que el proceso está 








Figura 52. Diagrama de fujo del algoritmo para la tarjeta del UPS 








3.2.2.3. Programación de microcontrolador 
3.2.2.3.1. Tarjeta de Control 
Se realiza la programación del microcontrolador AT91SAM3X8E en el software de Arduino, 
la cual se graba el firmware por el puerto serial 0 con un chip USB-serial o el chip 
incorporado en la tarjeta del Arduino Due. Se eligió utilizar el software de Arduino ya que 
para programar este microcontrolador en su aplicación se requería su propio emulador 
(programador). Por fines de tiempo en conseguir esa tarjeta se opto por usar el Arduino. 
 
Primero se realizó la declaración de librerías a usar, en este caso la del módulo ethernet, 
los timers, watchdog timer y el i2c. Luego se declaran las variables globales, para configurar 
el módulo ethernet ser requieren 4 byte arrays de 4 posiciones y 5 byte arrays de 16 
posiciones. Donde un array es un conjunto de valores que se puede acceder por un índice 
de 0 a (n – 1) posiciones. Estos arrayas se declararon para configurar el módulo ethernet, 
donde indica su IPv4, Mascara, Puerto de Enlace, DNS, IPv6, IPv6 global, Mascara v6, 
Puerto de enlace v6, DNS v6.   
 
Se declaran otras variables globales que se refieren a procesos que son llamados en otras 
funciones del programa. En el void setup se configura primero el watchdog timer a 2 
segundos. Esto sirve para detectar si existe un error de cálculo en el programa y se congela 
durante 2 segundos, automáticamente se reinicia el microcontrolador para iniciar desde 
cero. Luego se configuran los puertos seriales por default se inicializan a 115200 los 
seriales el Serial 0 y 3, mientras que a 9600 los seriales 1 y 2. Estas velocidades se eligieron 
de acuerdo a los módulos que se conectaran en los seriales. Para poder cambiarlas por 
comandos, el valor de la velocidad serial se guarda en un byte array de 3 posiciones, donde 
la posición 0 es el byte más significativo de los 3 bytes que forman el valor en decimal de 






Figura 53. Configuración de velocidad de transmisión de los seriales 
Fuente: Elaboración propia 
 
 En el void setup también configuramos el pin de interrupción para el lector de barras, y 
activamos los timers por interrupción para leer los puertos seriales. También leemos la mac 
de la memoria eeprom-iot para configurarla en nuestro módulo ethernet. 
 
En el void loop se tienen todas las funciones que se repetirán infinitas veces, la primera es 
verificar si hay datos en el buffer de los seriales para ser procesados, estos pueden ser del 
USB nativo o de los seriales 0,1,2 y3. Para asegurar una conexión con la tablet se usa el 
Timer2 que en la función Arduino es millis (), este es un temporizador la cual almacenamos 
el tiempo en una variable long y resta la diferencia del proceso que le tomo en entrar 
nuevamente a la misma función, comparándola si es mayor a 5 segundos para determinar 
si se perdió la conexión. Esta variable se resetea cada vez que recibe un dato a procesar 





Estos datos se decodifican como se muestra en la Figura 54, para extraer el id comando y 
elegir la acción a realizar, el checksum de la trama de data es la suma de los bytes de 
longitud más la data y el id comando. Por ejemplo, para cambiar la ipv4 el id comando es 
0x4934 y la data es 0xC0. 0xA8. 0x00. 0xB1 donde en decimal es 192.168.0.177. El 
checksum sería la suma de 0x06+0x49+0x34+0xC0+0xA8+0x00+0xB1 = 0x029C. 
 
Figura 54. Ejemplo de trama de datos a recibir por el USB-nativo 
Fuente: Elaboración propia 
 
La función Read_DataADC, toma muestra de sus pines analógicos por 50 milisegundos y 
saca promedio para determinar un valor más exacto. Estos valores son los voltajes de los 
switch de salida, el sensor de corriente y temperatura.  También se realiza una petición a 
la tarjeta del UPS los valores de la batería y fuente externa. Con estos valores podemos 
realizar el testeo de la Tablet, cuando el sensor de corriente marca 0 mA y el switch de la 
batería esta activado. Podemos prender la tablet activando el switch de encendido hasta 
detectar en el sensor de corriente mayor a 300 mA y desactivar el switch. Esto indica que 
la tablet esta prendida. 
 
La configuración del ethernet se realiza si no existe errores en la comunicación SPI, 
también se verifica constantemente en el loop si hay data por leer del servidor y enviarlas 
por el USB-nativo si hay conexión. También se verifica cuando está conectado a red, para 
activar un led como indicador. Otro led que indica problemas de configuración con el 
ethernet. Esto sirve para realizar descartes al momento del ensamblaje del terminal. 
La lectura del teclado analógico se realizó en la función Read_key, con un tiempo de onda 





teclado, para luego con el botón okey aplicar el comando. Estos comandos son para 
realizar testeos en el terminal como se muestra en la Figura 55. También hay otra función 
para leer el estado de 2 pulsadores que registran los eventos de ingreso o salida de la 
asistencia del personal. Estos pulsadores son de entrada pull-up con un tiempo de onda 
de rebote de 50 milisegundo. 
 
Figura 55. Comandos de flechas para testear terminal 
Fuente: Elaboración propia 
 
Para leer los periféricos de identificación, se desarrolla dentro el loop. Primero el lector de 
barras de salida TTL, como se mencionó anteriormente se elegio este modelo por fines de 
precio. Entonces, se desarrolló un algoritmo para decodificar esta señal TTL. Estas señales 
tienen periodo de pulso entre los 800 ~ 2000us. Es por ello que se usó la función micros (), 
la diferencia de toma de data indica el periodo de tiempo en la franja negra o blanca, y una 
variable se incrementa que determina la cantidad de registros almacenados. Como se 






Figura 56. Lectura de datos del lector de Barras 
Fuente: Elaboración propia 
 
Luego de identificar los periodos de tiempo del código de barras, se filtran los valores muy 
altos o muy bajos que no correspondan, también se separa por colores para mayor facilidad 
en decodificar. Analizando línea por línea, donde cada carácter debe contener 5 líneas 
negras y 4 blancas. Además, el COD39 debe iniciar y terminar con una ‘*’. 
 
La lectura por serial de la Huella, verifica por interrupción serial si hay algún dato por leer, 
este proceso se repite hasta llenar el buffer o dejar de recibir datos por 50ms como se 
muestra en la Figura 57. Estos datos son almacenados en un byte array, para ser 
reenviados a la tablet por el USB-nativo. Donde el software del Android procesa esa data 






Figura 57. Lectura de datos del puerto Serial3 
Fuente: Elaboración propia 
 
El mismo método se emplea para la lectura por serial del sensor de proximidad, verifica por 
interrupción serial si hay algún dato por leer, este proceso se repite hasta llenar el buffer o 
dejar de recibir datos por 20ms menos tiempo que el serial3 porque son pocos datos a 
procesar, como se muestra en la Figura 58. Estos datos son almacenados en un byte array, 
para ser reenviados a la tablet por el USB-nativo. Donde el software del Android procesa 
esa data para buscar en la base de datos si es correcta o incorrecta esa marcación. 
.  
Figura 58. Lectura de datos del puerto Serial2 






Para controlar los periféricos donde la variable era tipo short, que comprende de 2 bytes. 
La cual cada bit es un estado de los periféricos asignado, como se muestra en la Figura 
59. Esto permite activar o desactivar los periféricos mediante comandos enviados por el 
sistema de control.  
 
Figura 59. Bits de configuración de los periféricos del equipo 
Fuente: Elaboración propia 
 
Para activar los leds y el buzzer, se emplea una lógica similar al control de periféricos. 
Adicionándole tiempos de encendido o apagados. El buzzer necesita pulsos pwm para 
generar una melodía. Sin embargo, el Arduino due no permite la función tone. Por lo tanto, 
se activa el Timer3 para encender o pausar según la frecuencia asignada para la melodia. 
 
Toda la programación completa se puede ver (ANEXO 3), donde se observa más 
detalladamente los procesos que se realizaron con la función millis (), para eliminar los 
delay. Esta forma de programar se realiza con la finalidad de atender todos nuestros 





3.2.2.3.2. Tarjeta de UPS 
Se realiza la programación del microcontrolador Atmega328P en el software de Arduino 
ver (ANEXO 5), la cual primero debe grabarse el bootloader por el puerto iscp, para luego 
grabar el firmware por el puerto serial 0 con un chip USB-serial. 
 
Primero se realizó la declaración de librerías a usar, en este caso la i2c y avr sleep. Luego 
se declaran las variables globales y se configuran los pines como entradas o salidas. En el 
void loop se ejecutan la función para leer los voltajes de las baterías y la fuente externa, 
así como también su estado de las baterías. Esto para enviarlas a la tarjeta de control 
mediante una comunicación síncrona. Por otro lado, leemos los pines de interrupción, el 
primero es el pin de encendido del terminal y el segundo de la fuente externa.  
 
Si el microcontrolador no realiza ninguna operación durante 5 segundo, este entra en modo 
de reposo. Esto sirve para ahorrar la energía cuando este opere solo con baterías. Para 
ello se usó una función Sleep_Time(), como se muestra en la Figura 60. Esta función hace 
entrar en reposo hasta ser activado por un pin de interrupción. 
 
Figura 60. Función Sleep para ATmega328P 








En esta fase, se acondiciona la estructura del equipo para adaptar las tarjetas diseñadas. 
También, se mejora el software de la aplicación Android. Estos cambios, requieren 
realimentar el hardware o software de nuestra tarjeta de control. 
3.2.3.1. Software 
Las modificaciones que se hicieron para implementar el nuevo reloj biométrico, es el 
cambio del tipo de comunicación de bluetooth a serial OTG y la adaptación a la nueva 
trama de datos a enviar por el serial como se muestra en la Figura 54. 
 
Cuando se realizaron estos cambios. Se observo que antes de iniciar la comunicación se 
debía aceptar un aviso de la pantalla de forma manual. Esto no era o que se esperaba, por 
eso se buscó una solución. Por el pin del microcontrolador emitir un pulso continuo hasta 
que se acepte la conexión. Primero debemos chequear si hay conexión como se muestra 
la Figura 64. 
 
Figura 61. Función de chequear conexión 
Fuente: Elaboración propia 
 
Después de chequear que no hay conexión emitimos un pulso en alto de 30 milisegundos, 
cada 5 segundo como se muestra en la Figura 62. Esto para seleccionar el aviso del 






Figura 62. Función para pulsar permiso OTG 
Fuente: Elaboración propia 
 
Este arreglo se pude encontrar ver en (ANEXO 3), donde también se muestra la activación 
y desactivación del pin OTG para reintentar la conexión después de 2 minutos si aún no 
hay conexión y la tablet sigue prendida. 
 
3.2.3.2. Hardware 
Las modificaciones de para acondicionar el reloj biométrico fue la estructura del equipo, en 
la parte posterior de la carcasa se realiza cortes de ventilación y ampliación del conector 






Figura 63. Diseño estandarizado de parte posterior del terminal biométrico. 
Fuente: Elaboración propia 
 
En la parte de la carcasa frontal se realizan cortes para el teclado y los leds. También se 
realizaron cortes para colocar los pulsadores de eventos (ingreso y salida). El lector de 
huella se baja 2 cm para poder colocar la tarjeta electrónica del teclado. Por último, se 
realiza un corte en la parte lateral para el puerto USB. Como se muestra en la Figura 64, 
el modelo estándar del reloj biométrico. En la parte lateral derecha se instala el lector de 
barras. 
 
Estos cambios se realizan con una cnc laser co2, en una estructura hecho por inyección 
de plástico con el molde del reloj biométrico anterior de la empresa. Mientras que las piezas 






Figura 64. Diseño estandarizado de Carcasa para terminal biométrico 
Fuente: Elaboración propia 
 
Por otro lado, el diseño del circuito para pulsar el táctil capacitivo de la tablet en el aviso 
que permite la conexión OTG. Se diseño en el software de OrCAD basado en el switch con 
el mosfet que se empleó en la tarjeta de control, esto para conectar sin pérdida de voltaje 
en los pines del eje X e Y que son los numero 25, 26 y 6. Estos pines para no interferir con 
su lectura del controlador de la tablet se sueldan 3 cristales en serie como se muestra en 
la Figura 65. 
 
Figura 65. Circuito del pulsador a Tablet 
















































La distribución de pines del táctil de la tablet se muestra en la Figura 66, Donde se observó 
que el pin numero 6 es la línea de eje Y, mientras que el pin 25 y 26 son del eje X. Para 
sacar el promedio de ambos se juntan sus pines del otro extremo del cristal. Cuando salga 
el aviso, El switch se activará y conectara con el pin 6 del eje Y.  
     
Figura 66. Diagrama de pines del táctil capacitivo 
Fuente: Elaboración propia 
 
3.3. Tester del nuevo sistema electrónico 
Una vez ensamblada la tarjeta electrónica, grabamos el firmware y probamos conexión con 
un hiperterminal conectada a la PC. Se prueba enviando comandos en hexadecimal para 
calcular el tiempo recepción y respuesta de los datos. Siendo estable y rápida. Trabaja a 
una velocidad de transmisión de 2000000 baudios. 
 
El lector de huellas envía datos correctamente, pero no recibía bien. Por ello se optó por 
descifrar el encapsulamiento. Donde se analiza la cabecera que inicia con 0x40 y el final 
de cola de 0x0A. Después de eso se analiza el id_comando, como se muestra en la 
siguiente Figura 67. Pero cuando se solicitó replicar las huellas en masivo. Por ejemplo, 
las biometrías de 2000 personas, eso serian 4000 biometrías. Si cada biometría tiene 270 





muy grande esto no era el problema, se encontró un defecto en el lector de huellas. Al 
replicar las biometrías de cada personal, el módulo requiere un reinicio.  Entonces, se 
realizó un algoritmo para reiniciar el módulo cada vez que entre en este estado utilizando 
el control de periféricos que se explicó anteriormente. 
 
Figura 67. Decodificación de la trama de data del lector dactilar 
Fuente: Elaboración propia 
 
Luego se probó el módulo ethernet, donde la recepción era rápida. Mientras que para 
realizar una petición al servidor solo podíamos enviar máximo 2048 bytes. Esto para hacer 
consultas a las tablas por SQL es útil. Mientras que, si deseamos escribir un archivo de 
mayor tamaño, como por ejemplo una foto, la data llegaría incompleta sin obtener 
respuesta del servidor. Por lo tanto, se hizo un algoritmo para enviar en paquetes de 2048 





68. Donde el problema era la librería client.print () que está limitado a esa cantidad de 
bytes. 
 
Figura 68. Función para realizar un request client 
Fuente: Elaboración propia 
 
Un problema similar sucedió al guardar marcaciones en una memoria USB. Cuando los 
datos a escribir en la memoria USB es mayor a 255 bytes, los siguientes datos no se 
escribían hasta 5 o 6 bytes. También si se escriben más 512 bytes la respuesta del módulo 
es diferente.  Por lo tanto, se decide hacer un algoritmo similar al request client. Donde sí 





bytes. si es así solo se escriben 255 bytes, luego otros 255 bytes, y ultimo los 2 bytes 
restantes como se muestra en la Figura 69. Esto para corregir el 1% de errores que indica 




Figura 69. Escribir un archivo en una memoria USB 



















Se muestran los resultados obtenidos luego de la implementación del sistema electrónico. 
Se establecieron 3 fases de pruebas para verificar que el equipo funcione correctamente 
con el sistema de control de asistencia. 
4.1.1. Pruebas de funcionamiento del equipo 
4.1.1.1. Pruebas en el sistema electrónico 
Para la tarjeta de UPS se realizaron pruebas de voltaje y corriente utilizando cargas 
resistivas conectadas en la salida como se muestra en la Figura 70, esta prueba se realizó 
para encontrar la corriente máxima que puede proporcionar el UPS. En la resistencia 1 es 
alimentada por 3.3v, esta línea de voltaje será para energizar los dispositivos que requieran 
este voltaje de la tarjeta de control, este voltaje se obtiene de la salida de un regulador que 
le entrega como entrada el voltaje de la fuente externa si está presente o del elevador de 
voltaje 1 si solo funciona con baterías. En la resistencia 2 es alimentada por 5v, esta línea 
de voltaje será para energizar solamente la tablet, la cual este voltaje se obtiene de la 
fuente externa si está presente, o del elevador de voltaje 2 si solo funciona con baterías. 





dispositivos que requiera este voltaje de la tarjeta de control, este voltaje se obtiene de la 
fuente externa si está presente o del elevador de voltaje 1 si solo funciona con baterías. 
 
Figura 70. Conexión del UPS 
Fuente: Elaboración propia 
 
Las pruebas se realizaron primero con fuente externa conectada a la tarjeta del UPS 
conectado a sus salidas las resistencias 1, 2 y 3. Midiendo voltaje y corriente en esos 
puntos, obteniendo los resultados como se muestra en la Tabla 25, según los valores de la 
resistencia. La cual determinamos si entrega la suficiente corriente que se requiere o si hay 
caída de tensión.  



















10 10.1 3.35 0.328 5.15 0.508 5.15 0.505 
6.8 6.9 3.35 0.480 5.15 0.741 5.15 0.738 
5.6 5.65 3.35 0.590 5.14 0.901 5.14 0.900 
3.9 4.05 3.35 0.816 5.12 1.21 5.12 1.20 
2.7 2.9 3.35 1.15 5.10 1.73 5.10 1.73 
2.2 2.5 3.35 1.32 5.09 2.02 5.09 2.01 






Luego se realizaron las pruebas sin fuente externa, la cual el consumo era de las baterías 
litio. Los elevadores de voltaje se encargar de entregar 5 v de salida. Midiendo voltaje y 
corriente en esos puntos, obteniendo los resultados como se muestra en la Tabla 26, según 
los valores de la resistencia. La cual determinamos si el elevador opera según la corriente 
requerida o hay caída de tensión. 



















10 10.1 3.35 0.328 5.35 0.527 5.35 0.524 
6.8 6.9 3.35 0.480 5.35 0.764 5.35 0.761 
5.6 5.65 3.35 0.590 5.30 0.921 5.30 0.919 
3.9 4.05 3.35 0.816 5.24 1.28 5.24 1.28 
2.7 2.9 3.35 1.15 5.09 1.74 5.09 1.73 
2.2 2.5 3.35 1.32 3.80 1.50 3.79 1.49 
Fuente: Elaboración externa 
 
Estas mediciones se hicieron por partes, para no hacer conflicto con el consumo de 
corriente en el UPS. La cual se nota en la Tabla 26, que existe una caída de voltaje cuando 
hay una carga de 2.2 ohm, donde su corriente debería ser aproximadamente 2 A. Esto 
sucede porque el elevador de voltaje es de máximo 2 A de salida.  
 
Para la tarjeta de control se conectaron se mide el voltaje en todos sus periféricos de salida 
a conectar, luego se conectaron todos los periféricos y volvió a medir los voltajes en cada 
salida como se muestra en la Figura 71, esta prueba se realizó para determinar si existe 
caída de voltaje a la salida de los switch de voltaje. Estas mediciones se hicieron con la 
tarjeta del UPS conectado, pero sin fuente externa ya que se observa en la Tabla 25 que 






Figura 71. Conexión de periféricos en la tarjeta de control 
Fuente: Elaboración propia 
 
De los periféricos conectados como se muestra en la Figura 71, determinamos también el 
consumo de cada dispositivo conectado.  Estos valores fueron medidos con dos 
multímetros, uno para medir el voltaje y el otro para la corriente. Como se muestra en la 
Tabla 27, los valores de tensión de alimentación de las lectoras, ethernet y la tablet, 
determinando si existe caída de tensión. 
Tabla 27. Valores de mediciones en la Tarjeta de control con baterías 
Periféricos 
Sin Conectar Conectado 
Voltaje (V) Voltaje (V) Corriente (mA) 
Barra 5.35 v 5.35 25 
Proximidad 5.35 v 5.35 0.006 
Huella 3.32 v 3.32 325 
Ethernet 3.33 v 3.33 180 
Tablet 5.35 v 5.32 525 






4.1.1.2. Pruebas en el firmware de las tarjetas electrónicas 
La primera prueba que se realizaron en este caso fue, verificar la correcta comunicación 
entre la tarjeta de control y el UPS. Para ello por el puerto serial nativo de la tarjeta de 
control, se le envía el comando de voltaje (ADC) atreves de la PC.  Al recibir este comando, 
la tarjeta de control responde el valor de los voltajes en forma hexadecimal, como se 
muestra en la Figura 72. La tarjeta de control a la vez realiza una petición de los valores de 
voltaje en las baterías, fuente externa y sus estados.   
 
Figura 72. Comunicación por el hiperterminal 






Al realizar esta prueba también se corrobora la comunicación por el puerto serial, esta lista 
de comandos se pude ver (ANEXO 16), donde se indica el ID comando para cada petición 
y la respuesta que emite la tarjeta de control.  
 
Otra prueba a realizar es la activación de los switch de voltaje en la tarjeta de control. Para 
ello se envía el comando de control de periféricos por el puerto serial nativo, ver (ANEXO 
16). Su respuesta en resumen es de confirmación o de error. Con un multímetro se mide 
el voltaje en los periféricos para corroborar la desactivación o activación de la energía en 
los switch deseados. También se envía el comando de marcación correcta o marcación 
incorrecta, esto para probar el funcionamiento de los leds verde y rojo con su sonido 
respectivo como se muestra en la Figura 73. 
 
 
Figura 73. Encendido de leds 







4.1.2. Pruebas y validaciones de funcionamiento 
Una vez que determinamos que la tarjeta de control y la del UPS funcionan correctamente, 
se ensambla el terminal en el chasis que mostró en la Figura 63, aquí se conecta la tarjeta 
de control con el OTG de la Tablet para realizar la comunicación. Las cuales se realizan 
las siguientes pruebas: 
 
La primera prueba es la encender el terminal, La tarjeta de control enciende la tablet 
mediante su switch de encendido verificando la corriente, luego de encenderla espera 90 
segundos para abrir la aplicación del sistema de control de asistencias y configurar los 
parámetros iniciales. Para abrir la aplicación se realizan pulsos en el táctil de la tablet con 
el circuito que se realizó en la Figura 65, pero la configuración lo hace la misma aplicación 
al iniciar configura los la ip en el módulo ethernet. Esta fase de encendido de la tablet se 
realiza casi siempre con éxito, encontrando algunas fallas en el sensor de corriente por la 
variación del umbral de su voltaje, Esto se solucionó por programación ver (ANEXO 3). 
Una vez que hay comunicación entre la tarjeta de control y la tablet, se pueden realizar las 
demás pruebas. 
 
Las siguientes pruebas que se realizan es la lectura de sus periféricos de identificación. La 
identificación de una tarjeta con código de barras, consta en pasar la tarjeta de arriba hacia 
abajo o viceversa por el lector de barras slot, este terminal te indicara en la pantalla el 
código de la tarjeta, emitiendo un sonido ya sea de marcación autorizada o no, como se 






Figura 74. Marcación con tarjeta de código de barras 
Fuente: Elaboración propia 
 
La misma prueba se realiza para las marcaciones con tarjeta de proximidad, se acerca la 
tarjeta al lector, y esta muestra en la pantalla la marcación autorizada o incorrecta 
mostrando además un numero de 5 dígitos decimales. Pero para realizar las pruebas del 
lector dactilar se requiere poner el dedo índice en el lector para realizar una marcación, con 
esto se prueba que el lector puede enviar datos a la tarjeta. Pero para recibir se entra al 
menú de biometría y se enrola dos biometrías por usuario, como se muestra en la Figura 







Figura 75. Pantalla de enrolamiento del personal 
Fuente: Elaboración propia 
 
La última prueba que se realiza para validar el correcto funcionamiento del equipo es 
conectarla a un servidor web por ethernet, como se muestra en la Figura 76. Esto para 
sincronizar la data del personal al terminal. Este proceso lo realiza el software del control 
de asistencias, la cual realiza la petición al módulo ethernet por tablas de la base de datos 
este le devuelve la data por tablas en aproximadamente 200 mil bytes por segundo, según 
lo que se midió por reloj. 
 
Figura 76. Conexión base de datos - webservice 






La configuración de los parámetros de la web services se realiza en la ventana 
sincronización, como se muestra en la Figura 77, este envía los comandos de setear ip del 
servidor, ruta de la web y el puerto al módulo ethernet para realizar la conexión con la web. 
Esta prueba es la que más toma tiempo, ya que se deja cargando la data al terminal que 
puede demorar entre 5 minutos o varias horas, según la cantidad de personal que contenga 
la data. 
 
Figura 77. Configuración de parámetros de la webservice 
Fuente: Elaboración propia 
 
4.1.3. Pruebas de funcionamiento en uso 
Primero se realizó la prueba de autonomía del UPS, esto para saber cuánto tiempo dura el 
equipo sin fuente externa, cuando sus baterías están cargadas al 100%. Para ello, se 
dejaron a descargar 5 terminales al mismo tiempo, la cual el tiempo se sacó del 
LOG_TERMINAL, este es una tabla donde almacena datos del sistema cada 5 minutos. 
Como se muestra en la  Tabla 28, el tiempo promedio de la duración del terminal es de 3 
horas y 28 minutos. Por lo tanto, un requerimiento fue que el equipo tenga una autonomía 
de 4 horas. Entonces se realizó un algoritmo para ahorrar energía, este consiste en cortar 





nuevos tiempos se muestran en la Tabla 28, lo cual tiene en promedio una duración de 4 
horas 25 minutos. Cumpliendo con los requerimientos propuestos. 
Tabla 28. Prueba de autonomía del reloj biométrico 
 Equipo sin ahorro de 
energía 
Equipo con ahorro de 
energía 
Equipo 1 3 horas 30 minutos 4 horas y 30 minutos 
Equipo 2 3 horas 15 minutos 4 horas y 20 minutos 
Equipo 3 3 horas 45 minutos 4 horas y 35 minutos 
Equipo 4 3 horas 30 minutos 4 horas y 25 minutos 
Equipo 5 3 horas 20 minutos 4 horas y 20 minutos 
Fuente: Elaboración propia 
 
La siguiente prueba que se realiza es el replicado de huellas como se muestra en la Figura 
78, esto se programa generalmente 1 vez al día durante la noche para no interferir con las 
marcaciones del personal. Esto consiste en verificar en las tablas de la base de datos, si 
existe una nueva biometría por registrar al huellero. Este envía un comando al lector dactilar 
para grabar la nueva biometría, luego verifica si se grabó correctamente y por último reinicia 
huellero, este proceso se repite para cada personal. 
 
Figura 78. Menú de réplica de biometrías 






Se realizaron las pruebas para replicar 4400 biometrías, siendo con éxito grabadas todas 
correctamente, a pesar de que el personal marco durante la réplica. El replicado lo realizo 
en 1 hora y media. Estos resultados fueron muy buenos, en comparación del modelo 
anterior el equipo se bloqueaba y se tenía que reiniciar constantemente para replicar la 
misma cantidad de biometrías en un tiempo de 3 horas aproximadamente. 
 
La última prueba a realizar fue la carga de tablas grandes por ethernet, primero se 
configuran los parámetros de la webservice como se mostró en la Figura 77. Luego se 
configura la IP, Mascara, Puerto de enlace y DNS, así también como los parámetros de la 
IPv6. Estos parámetros son enviados a la tarjeta de control, para configurar el módulo 
ethernet y realizar las consultas como cliente Http. Para saber cuánto tiempo le toma en 
completar la data del terminal se utilizaron 3 equipos cargando un data de 3000 personas 
registras en la base de datos. Los resultados se muestran en la Tabla 29. 
Tabla 29. Prueba de carga de data por ethernet 
 Data de 3000 personales 
Equipo 1 45 minutos 
Equipo 2 50 minutos 
Equipo 3 1 hora y 12 minutos 
Fuente: Elaboración propia 
 
Donde se observó, que los tiempos varían mucho, esto se debe a que algunos atienden 
otros procesos como marcaciones o log, actualización, etc. Sin embargo, la data se carga 
completamente y sin errores. Mientras que, con el modelo anterior, solo se podía cargar 







Todas pruebas de uso se realizaron para simular una situación cuando se instale el equipo 




Se desarrollaron 380 equipos para cumplir con la licitación, incluyendo algunos equipos de 
backup, la cual el costo que se invirtió en fabricar cada tarjeta electrónica ensamblada con 
sus componentes se muestra en la Tabla 30. Además, se muestra el costo de cada lector 
de identificación que se usaran y la estructura del equipo. También se considera 
aproximadamente el pago que se realizó a cada trabajador que aporto al proyecto. 
Tabla 30. Presupuesto del proyecto 






1 Tarjetas electrónicas     
1.1 Control 380 - 70 26600 
1.2 UPS 380 - 40 15200 
1.3 Teclado 380 - 2 760 
1.4 USB 380 - 1.5 570 
1.5 Pulsadores 380 - 0.8 304 
1.6 Ethernet 380 - 33 12540 
2 Pantalla Táctil 380 - 180 68400 
3 Lectoras     
3.1 Huella 380 - 167.5 63650 
3.2 Barras 380 - 63.7 24206 
3.3 Proximidad 380 - 3.5 1330 
4 Estructura 380 - 20 7600 
5 Recursos Humanos     
5.1 Supervisor 1 6 3000 18000 
5.2 Desarrollador Android 1 3 2000 6000 
5.3 Mecánico 1 6 2000 12000 
5.4 Asistente 1 4 1100 4400 
5.5 Técnicos 14 3 930 39060 
  
 TOTAL, S/. 300620 
 



















Realizar un nuevo sistema electrónico para el reloj biométrico mejoró el sistema de control 
de asistencias ofrecida por la empresa, cambiando el método de comunicación inalámbrica 
por un serial conectado al OTG de la tablet, aumentando la transmisión de datos grandes 
en altas velocidades. Esto también le permitió cargar las tablas grandes de datos por 
ethernet en cortos tiempos, cosa que solo se podía por wifi. 
 
Al analizar las fallas recurrentes del reloj biométrico ofrecida por la empresa peruana, se 
concluye que los grandes problemas eran en su sistema electrónico. Esto se daba por la 
mala elección de componentes que tenía y el tipo de comunicación que empleaba. 
Además, contaba con una fuente de alimentación que no tenía la suficiente potencia para 
cargar al UPS y hacer funcionar correctamente el equipo. Esto ocasiona gran disipación de 
calor interno en el equipo y deterioro a corto plazo de las baterías. 
 
La tarjeta de control aportó conocimientos en la selección de los métodos de identificación 
que existen en el reloj biométrico cuando realiza una marcación la persona. Todos estos 
datos los envía por un bus de dato a la tablet, en vez de 3 buses de datos que contaba el 





el consumo de energía del equipo, aumentado la vida útil de las baterías y reduciendo la 
disipación de calor interna del equipo. 
El nuevo sistema electrónico del reloj biométrico, superó con las expectativas planteadas 
inicialmente replicando las biometrías sin pérdida de datos y logrando cargar la data de 
una base de datos al terminal por ethernet a altas velocidades con IPv6. Cumpliendo con 
los requerimientos del cliente en la licitación. También se logró una autonomía de 4 horas 
del UPS interno en el equipo, aplicando en modo ahorro de energía. 
 
La implementación del protocolo IPv6 en el reloj biométrico fomenta un avance tecnológico 
en el Perú, incentivando a las líneas telefónicas a implementar el internet con red IPv6 en 












Simplificar el diseño de la tarjeta de control, utilizando solo los componentes necesarios 
que requiere el equipo.  Ya que por fines de diseño la tarjeta de control con múltiples 
opciones para ser modificado el hardware si ocurría algún problema inesperado. 
 
Implementar en una sola tarjeta electrónica, el diseño de la tarjeta de UPS, la tarjeta de 
control y el ethernet, esto para reducir espacios, cableado y fácil ensamblaje. Ya que, por 
fines de pruebas, estos circuitos electrónicos se hicieron por separado si en caso ocurriera 
algún error de diseño. 
 
Dejar de usar una tablet como pantalla de interfaz gráfica, e implementar una pantalla 
capacitiva controlada por la tarjeta de control. Además, implementar el sistema de control 
de asistencias en la misma tarjeta de control, para reducir tamaño, tiempo de encendido 







Para el ensamblaje de las tarjetas electrónicas es más factible económicamente solicitar a 
la empresa extranjera que las entregue ensambladas. Esto ahorra tiempo en ensamble y 
mejora el acabado del producto. 
 
Implementar el reconocimiento de rostros a este equipo, ya sea con un nuevo lector, o 
utilizando la cámara que contiene la tablet para aplicar esta función. Esto ayuda a no tener 
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ANEXO 1. Plan de Proyecto 
 
  
Implementación un nuevo sistema 
electrónico al reloj biometrico T10 
mejorando sus fallas recurrentes.
1. Analisis de fallas
1.1 Selección de 
problemas
1.2  Identificación de 
la fuente del 
problema
1.3 Analisis y 












2.2.1 Analisis del 
problema
2.2.2 Diseño del 
Algoritmo





























































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































     


















































     












































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































ANEXO 16. Lista de Comandos 
 
 
 
253 
 
 
