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Spolupráce je základ veškeré ekonomické produkce a obchodních procesů. 
Rychlé proniknutí informačních technologií do obchodní sféry umožňuje a vyžaduje 
změny v jádru obchodních procesů a vztahů mezi obchodními organizacemi. Použití IT 
u B2B smluvních procesů usiluje o optimalizaci a globalizaci těchto procesů 
zlepšujících jejich rychlost, efektivitu a růst. Elektronická spolupráce může být takto 
použita na jednu stranu pro zlepšení vzoru existujícího obchodního vztahu a na druhou 
stranu pro umožnění nových forem pro obchodní vztahy. Tato práce objasňuje pojem 
elektronické B2B obchodování, hodnotí současnou koncepci B2B elektronické 
spolupráce, její základní rysy, které se týkají komunikace mezi subjekty, elektronického 
bankovnictví (platby mezi účastníky el. obchodu), zabezpečení smluvních B2B spojení 
a přináší také ekonomický pohled na problém. V praktické části je analyzován 
zkoumaný B2B model firmy Adriadatabanka s.r.o. spolupracující elektronicky s 
obchodním partnerem a poté je navrhnuto nové, efektivnější řešení. 
 
Annotation 
Contracts are fundamental to all economic production and exchange processes. 
The fast introduction of IT into the business domain both facilitates and requires ganges 
in core business processes and relations between business organizations. In the kontext 
of the latter, the use of IT in business-to-business contracting processes aims at 
optimisation and globalisation of these processes by improving their speed, efficiency 
and reach. Electronic contracting can thus be used on the one hand to improve existing 
business relationship paradigms and on the other hand to enable new forms of 
contractual relationships. This thesis illuminat conception of electronic B2B business, 
values present conception B2B electronic cooperation, basic features, about 
comunication between subjects of electronic banking (payments between cornered in 
electronic business), connection security B2B contracts and bears economic point of 
view. In practical  part is analized model of Adriadatabanka s.r.o. electronic cooparating 
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Obchod B2B je specifickým modelem obchodu mezi subjekty, které dále nabízejí 
své různorodé služby. Tento model se vyvíjí a s tímto vývojem potřebuje také nové 
možnosti v komunikaci a sdílení služeb mezi sebou. Spolupráce je základ veškeré 
ekonomické produkce a obchodních procesů. Rychlé proniknutí IT do obchodní sféry 
umožňuje a vyžaduje změny v jádru obchodních procesů a vztahů mezi obchodními 
organizacemi. V novodobém kontextu, použití IT v B2B smluvních procesech usiluje o 
optimalizaci a globalizaci těchto procesů zlepšujících jejich rychlost, efektivitu a růst. 
Elektronická spolupráce může být takto použita na jednu stranu pro zlepšení vzoru 
existujícího obchodního vztahu a na druhou stranu pro umožnění nových forem pro 
obchodní vztahy. Zavedením či zefektivněním el. obchodování u firmy dokážeme pro 
firmu přinést nové obzory, zrychlit a minimalizovat náklady obchodních procesů, 
v neposlední řadě také zvětšit kvantitu její nabídky. 
V této práci je objasněn pojem el. B2B obchodování jako relativně nového 
a inspirativního způsobu obchodních vztahů. Je zde zhodnocena současná koncepce B2B 
elektronické spolupráce, její základní rysy co se týče komunikace mezi subjekty, 
elektronického bankovnictví (platby mezi účastníky el. obchodu), zabezpečení smluvních 
B2B spojení. Je zde uveden také ekonomický pohled na problém. Praktická část je 
zaměřena na analýzu zkoumaného B2B modelu firmy Adriadatabanka s.r.o. 
spolupracujícího elektronicky s obchodním partnerem a návrh nového, efektivnějšího 
řešení. 
Zkoumání současné koncepce umožňuje pozorování požadavků obchodního 
systému, analýzu současných metod a definování nových závěrů. Zkoumání může být dále 
použito v jiných projektech v tomto odvětví. 
  Práce tedy uvádí náhled do této problematiky a na konkrétním příkladu představuje 
analýzu problému a navrhuje jiné, efektivnější řešení s modernějšími způsoby řešení 






2 Vymezení problému, cíle práce a informační zdroje 
2.1 Vymezení problému 
B2B model, jakožto ne zcela standardizovaná forma elektronického obchodování, 
která má však za sebou již asi desetiletý vývoj, skrývá pro firmy podnikající na poli 
internetu mnoho zajímavých možností jak vylepšit komunikaci s partnery, dodavateli 
a například také bankami. V práci jsou zmíněné možnosti elektronického obchodu B2B, 
zaběhlé praktiky a nové trendy, které se v nynějším období vyvíjejí a pomocí kterých by se 
model business-to-business (B2B) mohl stát důležitým faktorem pro zisk nejen u velkých 
podniků, ale také u středních a malých firem. 
2.2 Cíle práce 
Cílem práce je charakterizovat tento model elektronické komunikace a obchodu. 
V další části pak uvést trendy v jeho konkrétních částech, např. datového toku 
a komunikace mezi partnery, zabezpečení a platební struktury. Dalším cílem je také 
zhodnotit současný stav B2B u malé firmy ve stejných aspektech modelu a v poslední fázi 
návrh zefektivňujícího řešení. 
2.3 Informační zdroje 
Jako zdroj informací jsem používal hlavně dostupnou odbornou literaturu, odborné 
publikace na internetu a v neposlední řadě také zkušeností a znalostí kolegů v oboru. 
Informace o monografiích jsem hledal na vyhledávácích portálech monografií - například 
www.albertina.cz, dále pak knihovní katalog VUT Aleph - http://aleph.lib.vutbr.cz/ a další. 
Pomocí vhodných klíčových slov jsem na vyhledávacích serverech např. www.google.com 
vyhledával potřebné internetové zdroje, kde jsem dbal na korektnost a pravdivost dat 
ověřováním v jiných informačních zdrojích. V příloze přidávám seznam další necitované 
literatury vztahující s k tomuto tématu. 
  Pro popis současného stavu a návrhu řešení jsem použil konkrétní firmu a zkoumal 







3 Teoretická východiska práce 
 
Pro úplnost této práce je nutné představit a popsat základní charakteristiku modelu B2B 
a jeho aspektů, dále uvést pojmy a vztahy v elektronickém obchodu. Práce je zaměřena na 
komunikaci a výměnu dat v modelu B2B, dále na různé možnosti jeho zabezpečení a různé 
formy platební komunikace a je zde popsána problematika elektronických tržišť.  
Cílem této kapitoly je vymezit podstatu elektronického obchodování a analyzovat 
základní vztahy v elektronickém obchodu, dále vývoj elektronického obchodování, 
současné trendy a budoucí perspektivu elektronických obchodů. 
3.1 Business to business elektronický obchod – charakteristika 
Business-to-business je označení pro spolupráci mezi obchodními společnostmi, pro 
jejich požadavky, které neobsluhují koncové spotřebitele v širokém měřítku. Tyto 
obchodní vztahy jsou založeny na bázi informačních technologií, které zapříčiňují jejich 
vznik a umožňují jejich trvání. 
Elektronický obchod B2B realizovaný mezi podnikatelskými subjekty, představuje 
v současné době majoritní podíl všech elektronických obchodů. Prognózy společností 
zabývajících se výzkumem trhu o objemu elektronického obchodování se ovšem liší. 
Přesně určit podíl B2B elektronických obchodů na celkovém elektronickém obchodování 
je tak poměrně obtížné. Společným rysem odhadů jednotlivých společností je však 
očekávání obrovského zvětšování objemu elektronického obchodování. Ku příkladu dle 
studie společnosti IDC činil v roce 2000 celosvětový objem B2B elektronických obchodů 
282 miliard USD, v roce 2005 se jedná již o více než 4 300 miliard USD (viz. Graf 1.). 
Podle těchto prognóz by pak měly B2B elektronické obchody v současné době tvořit téměř 
90% celkového elektronického obchodování [16]. 
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Graf 1. Objem celosvětového B2B elektronického obchodování (v mld. USD) Zdroj: 
IDC 2004 
 
Světové rozdělení elektronického B2B obchodování 
Zaměříme-li se na ekonomický náhled na B2B obchodování, je zajímavé sledovat 
rozdělení elektronického obchodu dle regionů v časovém období po rozmachu 
elektronického obchodování jako takového v devadesátých letech minulého století. 
Světové prvenství v oblasti B2B elektronického obchodování vlastnilo v roce 2000 
USA, přičemž s průměrným meziročním růstem tržeb 68% si v období 2000 – 2005 svou 
pozici udrží. Na druhém místě se s poměrně velkým odstupem v roce 2000 umístila 
západní Evropa. Elektronické obchodování se zde ovšem v současné době rozvíjí 
dynamičtěji (meziroční nárůst se pohybuje kolem 91%) a je tedy velmi pravděpodobné, že 
rozdíl mezi objemy B2B elektronických obchodů v USA a v západní Evropě bude do 
budoucna podstatně eliminován [16]. 
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Graf 2. Rozdělení B2B elektronického obchodování dle regionů Zdroj: IDC,2004 
 
 
Ačkoliv tempo růstu B2B elektronických obchodů je vyšší než tempo růstu všech B2B 
obchodů a podíl elektronických obchodů na celkovém obchodování mezi firmami neustále 
roste, elektronické obchody představují stále pouze zlomek všech B2B obchodů. Nejlepší 
situace v tomto ohledu je v USA, kde bylo v roce 2001 dle US Census Bureau 14,9% 
obchodů mezi firmami uskutečněno elektronickou cestou. Všeobecně se však předpokládá, 
že růstový trend elektronického obchodování bude pokračovat a podíl B2B elektronických 
obchodů na celkovém obchodování bude v nejbližší budoucnosti dále narůstat [15]. 
 
Elektronický obchod a obchodování 
Obecně bychom spojení elektronické obchodování mohli definovat jako sérii 
procesů spojených s průběhem obchodních transakcí realizovaných elektronickými 
nástroji. Základním předpokladem pro elektronické obchodování je elektronický obchod, 
který se dělí na dvě hlavní skupiny – B2B, který můžeme velmi zjednodušeně chápat jako 
prodej obchodním partnerům a B2C  - prodej koncovým spotřebitelům. Pojem elektronický 
obchod a obchodování lze také chápat  ve smyslu obchodování jako procesu 
v internetovém prostředí [1]. 
Internetový obchod (v tomto smyslu můžeme chápat také jako e-shop) je 
počítačová aplikace používaná na B2B nebo B2C komerci v prostředí internetu. Slouží k 
nabídce zboží (služeb), příjmu objednávek od zákazníků, zprostředkování plateb 
a poskytování dalších informací o výrobcích či řešení reklamací. 
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První internetové obchody se objevily v USA již v první polovině 90. let 20. století. 
Bouřlivý rozvoj, zejména na českém internetu, však zaznamenaly až po roce 2000. V 
současné době nabízejí široké spektrum zboží i služeb s využitím pokročilých způsobů 
plateb a stávají se alternativou kamenného obchodu nebo nákupního centra. Nakupování v 
prostředí internetu je oblíbené především díky své rychlosti a pohodlnosti. 
Internetové obchodování je proces, kterým prochází zákazník nakupující zboží 
nebo služby na internetu [14]. 
Model B2B a jeho vztahy v el. obchodování 
Jak vyplývá již z názvu, elektronický obchod Business-to-Business  označuje 
komerční a marketingové aktivity či transakce mezi firmou a firmou či podnikatelem, kteří 
zboží či služby kupují převážně za účelem jejich dalšího prodeje či zpracování (viz. Obr.1). 
Většina bohatství elektronických obchodů se dnes rodí právě v této oblasti, přičemž B2B 
elektronické obchody jsou v současné době z převážné části realizovány pomocí tzv. 
systémů elektronické výměny dat. 
 
Obrázek 1. Postavení B2B obchodu v obchodních vzatzích, Zdroj: vlastní 
3.2 Rozbor možností elektronického obchodu B2B 
Zkoumat možnosti modelu B2B lze prakticky ve dvou rovinách. Za jednu rovinu 
můžeme považovat vnitřní vlastnosti tohoto modelu – např. možnosti zabezpečení modelu 
B2B, možnosti jeho platebního systému atp.. Další možností je zkoumání tohoto modelu 
z hlediska různorodosti jeho využití. To se ovšem liší podle požadavků konkrétní firmy. Za 
tento model můžeme pokládat např. obchodní partnerství na bázi dodavatel – výrobce, 
výrobce – odběratel, firma – firma, které spolu komunikují pomocí elektronické výměny 
dat. Další možností modelu B2B je působení firmy na internetových B2B tržištích. 
Teoretická část je proto zaměřena na rozbor možností elektronické výměny dat, 
elektronických tržišť a možnostmi jeho zabezpečení a formy platební komunikace. 
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3.2.1 Možnosti komunikace a elektronické výměny dat v modelu B2B 
První formou B2B elektronického obchodování byly obchody uzavírané 
prostřednictvím faxu. Přenos dat, se kterými by se dalo dále plnohodnotně pracovat, však 
umožnila teprve až elektronická pošta. Na systémy elektronické pošty, která se dnes 
používá především pro komunikaci mezi osobami (interpersonal messaging), navázaly 
systémy elektronické výměny dat (EDI, XML,…), které v současné době představují 
významný element B2B elektronických obchodů, neboť většina všech elektronických 
obchodů v současné době probíhá právě prostřednictvím systémů elektronické výměny dat. 
Historie systémů elektronické výměny dat je pak v podstatě historií elektronického 
obchodování [5]. 
Systémy elektronické výměny dat 
Elektronická výměna dat – EDI (Electronic Data Interchange) je elektronická 
výměna strukturovaných standardních zpráv mezi dvěma aplikacemi dvou nezávislých 
subjektů [6]. Strukturované zprávy jsou přitom takové zprávy, které jsou definovány v 
rámci jednoznačných syntaktických pravidel, která vytvářejí společný jazyk pro všechny 
takto propojené aplikace. Přenos těchto zpráv probíhá v několika krocích. Data jsou 
nejprve vybrána z interního zdroje (účetní systém, systém skladové evidence, apod.), poté 
jsou konvertována do tvaru standardní zprávy (dle daného standardu), která je přenesena 
do systému EDI partnera, jenž provede její konverzi do interního formátu, její logickou 
kontrolu a předání dat pro jejich další zpracování, například import do účetnictví [5]. 
Vývoj EDI a standardů pro EDI 
První elektronická komunikace na bázi elektronické výměny dat se objevila 
na přelomu šedesátých a sedmdesátých let dvacátého století ještě před definicí samotného 
termínu EDI. Tato komunikace byla založena na proprietárních formátech (neexistoval 
žádný standard, který by říkal, jak má přenos zpráv vypadat), z čehož plyne, že náklady 
na konverzi zpráv od různých partnerů začaly extrémně růst s tím, jak se zvyšoval počet 
obchodních partnerů. Právě rostoucí náklady na vzájemnou komunikaci byly příčinou snah 
o standardizaci formátů pro přenos zpráv, a to nejprve na oborové úrovni a později 
na mezioborové a také mezinárodní úrovni. 
 15
Cílem definice EDI bylo nadefinovat takový standard, který by umožnil 
bezproblémovou výměnu informací mezi různými systémy s rozdílnými platformami. 
Formát EDI je založen na tom, že informace jsou posílány pomocí textových řetězců - v 
terminologii EDI jsou nazývány datové elementy. Každý z nich reprezentuje jedinečnou 
informaci, jako jsou například údaje o druhu zboží, jeho typovém označení, ceně, množství 
atd. Tyto údaje jsou od sebe vzájemně oddělovány speciálními znaky a tvoří tzv. datové 
segmenty. 
Mezinárodním standardem pro EDI je systém UN/EDIFACT (United 
Nations/Electronic Data Interchange For Administration, Commerce and Transport). Tento 
jediný mezinárodní standard byl vypracován odbornými komisemi Organizace spojených 
národů a přijat v roce 1987 (norma ISO 9735). UN/EDIFACT je multioborová norma, 
která zastřešuje řadu podmnožin pro jednotlivá odvětví. V rámci jednotné úpravy 
mezinárodního standardu UN/EDIFACT jsou tak definovány stovky zpráv (tzv. aplikační 
normy) pro státní správu, obchod, dopravu, zdravotnictví, stavebnictví atd.[6 what is edi] 
Příkladem aplikační normy UN/EDIFACT je EANCOM využívaná v oblasti 
obchodu, zejména pak se spotřebním zbožím. V rámci této normy jsou definovány 
například zprávy PARTIN (informace o organizaci), PRICAT (katalog zboží a cen), 
QUOTES (cenová nabídka), REQUOTE (vyžádání cenové nabídky), ORDERS 
(objednávka), ORDCHG (žádost o změnu objednávky), ORDRSP (potvrzení objednávky), 
IFTMIN (dopravní pokyny), DESADV (dodací list), INVOIC (faktura), DELFOR (časový 
plán dodávek), INVRPT (inventurní zpráva), SLSRPT (informace o prodeji), TAXCON 
(daňová kontrola), CONTRL (syntaktická a servisní zpráva), SLSFCT (plán odbytu), 
GENRAL (obecná zpráva) a RECADV (platební avízo). Tento výčet zpráv ovšem není 
konečný. Vývoj aplikačních norem totiž představuje nepřetržitý proces mapování a 
zohledňování potřeb a následné zavádění zpráv nových. Zprávy zařazené do systému 
EANCOM se tak vždy nacházejí v určité fázi vývoje. Tato fáze je vyjádřena tzv. statutem, 
kdy 0 - znamená koncept (draft) zprávy, 1 - vyjadřuje testovací verzi zprávy, 2 - je 
standard doporučený k použití [5]. 
Vývoj standardů pro EDI probíhal zpočátku velmi nekoordinovaně. Než byl 
standard UN/EDIFACT vyvinut a uveden do praxe, začaly se v některých odvětvích 
hromadně využívat různé odvětvové standardy. Vedle UN/EDIFACT se tak používá 
mnoho dalších standardů, například SWIFT pro bankovnictví, ODETTE v automobilovém 
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průmyslu, ANSI X.12 jako americká norma, SEDAS jako rakouský systém, dále 
TRADACOM, UCS, TDCC, EDIA, WINS či VDA. 
Národním centrem pro UN/EDIFACT (norma ČSN ISO 9735) v České republice je 
FITPRO (Facilitation of International Trade Procedures) při Hospodářské komoře ČR. 
Jeho úkolem je vytvářet v ČR podmínky a podporovat zavádění a rozvoj efektivních metod 
v technologii mezinárodního (i vnitřního) obchodu [5]. 
Přínosy implementace EDI 
Jak vyplývá z definice EDI, při elektronické výměně dat dochází k výměně 
dokumentů mezi počítači z aplikace do aplikace s minimem nebo dokonce bez nutnosti 
lidských zásahů. To umožňuje zautomatizovat celou řadů úkolů, což vede k výraznému 
snížení nákladů a tedy zvýšení operační efektivity a ziskovosti společnosti. 
K nejvýznamnějším oblastem úspor pak patří: 
Odstranění mnohonásobného pořizování dokumentů – při využívání EDI se data 
pořizují pouze jednou a dále jsou pak přenášena a uchovávána v elektronické podobě. To 
umožňuje snížit náklady vyplývající z manuálního zpracování dokumentů. Jde tedy 
především o úspory v oblasti personálních nákladů, ale také časových nároků. 
Snížení počtu chyb a zvýšení přesnosti – při využití EDI jsou předávané informace 
přesnější, neboť odpadá opakované zadávání dat a s tím spojená pravděpodobnost výskytu 
formálních i faktických chyb a nepřesností. Výsledkem je pak zlepšení párování 
dokumentů. 
Minimalizace nákladů na tvorbu a archivaci papírových dokumentů - zavedením 
EDI systémů dochází ke snížení technických nákladů na tvorbu papírových dokumentů ve 
formě nižší spotřeby papíru a nákladů na tisk dokumentů. Také dochází ke snížené nákladů 
na archivaci dokumentů, které jsou zejména u velkých společností nemalé. Elektronická 
podoba dokumentů, které mohou být opatřeny elektronickým podpisem, aby byla zajištěna 
jejich originalita a integrita, pak rovněž umožňuje lepší manipulaci a správu těchto 
dokumentů. 
Snížení nákladů na poštovné – náklady na poštovné přestavují v současné době 
významnou část nákladů spojených s výměnou obchodních dokumentů. V případě 
elektronické výměny dat dochází ke snížení nákladů na komunikaci, neboť náklady 
spojené s elektronickým doručením jsou podstatně nižší při vyšší užitné hodnotě. 
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Optimalizace řízení zásob – nahrazování papírových dokumentů dokumenty 
elektronickými vede k vyšší operativnosti v obchodních vztazích a operacích, což ve svém 
důsledku přispívá k výrazným úsporám v oblasti řízení zásob. 
Kromě zvýšené operační efektivity a ziskovosti patří mezi významné přínosy 
implementace EDI systémů rovněž zvýšení kvality poskytovaných služeb. Vzhledem k 
výměně správných a včasných informací, EDI systémy umožňují lépe reagovat na 
specifické potřeby klientů, což vede k lepší obsluze, vyšší míře uspokojení a s tím spojené 
věrnosti klientů. Výrazné úspory spojené s implementací EDI systémů přitom umožňují 
nabídnout zákazníkům rovněž lepší finanční podmínky. 
Současné trendy a perspektivy elektronické výměny dat 
 
Jak již bylo zmíněno, většina elektronických obchodů je dnes uskutečňována právě 
s vyžitím systémů elektronické výměny dat (jak tradiční, tak moderní EDI) a dle 
současného vývoje lze předpokládat, že tomu tak bude, alespoň v nejbližší budoucnosti, 
i nadále. V souvislosti s příchodem jazyka XML v roce 1998 a jeho využitím pro 
elektronickou výměnu dat se objevily některé názory, že éra tradičních EDI systémů tím 
skončila, neboť ty budou velice rychle moderními EDI systémy vytlačeny. V současné 
době se však ukazuje, že tradiční EDI systémy jsou paralelně využívány a jejich využití 
dokonce nepatrně roste. Vysvětlením tohoto jevu je pravděpodobně to, že společnosti 
věnovaly velké úsilí realizaci komunikace prostřednictvím tradičních EDI systémů 
a odmítají v krátkém horizontu znova podstupovat celý implementační proces. Revoluční 
změna se tedy nekoná, nicméně postupný přechod z tradičních EDI systémů na moderní 
EDI systémy je v budoucnu pravděpodobně nevyhnutelný [5]. 
3.2.2 Možnosti B2B na poli elektronických B2B tržišť 
Kromě systémů elektronické výměny dat jsou v současné době druhým podstatným 
elementem B2B elektronických obchodů elektronická tržiště. Termínem elektronické 
tržiště (e-markets, e-marketplace) se rozumí obchodní platforma založená na Internetu 
(zpravidla využívající jazyka XML), která shromažďuje nabídky a poptávky zboží z více 
stran s cílem uzavírat transakce [3]. Jestliže podstatou každého tržiště je kumulace 
kupujících a prodávajících na jednom místě za účelem výměny informací vedoucích k 
uzavření obchodu, pak v případě elektronických tržišť jde o místa virtuální. Kromě 
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klasické nabídky a poptávky umožňuje většina takovýchto tržišť také pořádání aukcí. Ty 
mohou být nejrůznějších typů, například holandská, dynamická, anglická, yankee atd. [3]. 
Elektronická tržiště většinou bývají vzhledem k využití jazyka XML součástí 
internetových portálů, tedy webové stránky. Všechny služby na takovýchto tržištích jsou 
poskytovány prostřednictvím Internetu a k využívání tržiště plně postačuje klasický 
internetový prohlížeč (browser). Uživatelé tak v mnoha případech nemusí instalovat žádný 
dodatečný software a přístup na takovéto tržiště bývá zpravidla umožněn po registraci 
všem zájemcům [2].  
Někdy bývá v literatuře jako příklad elektronického tržiště označována také situace, 
kdy dojde k integraci podnikových informačních systémů různých subjektů participujících 
v elektronickém tržišti. Elektronické tržiště je pak uzavřeným (privátním) systémem 
a obchodování se účastní jen obchodní partneři v daném dodavatelském řetězci, kteří 
elektronické tržiště využívají pro automatizaci procesů a výměnu informací. 
Vývoj elektronických tržišť 
Elektronická tržiště jsou na rozdíl od elektronické výměny dat poměrně novým 
fenoménem v oblasti elektronického obchodování a jejich historie je poměrně krátká. První 
elektronická tržiště se objevila v polovině devadesátých let dvacátého století v souvislosti s 
nárůstem komerčního využití Internetu (tzv. 1. generace elektronických tržišť). Většina z 
nich však byla zakládána bez jasné strategie a často se jim nepodařilo získat dostatečnou 
likviditu, což vedlo k jejich brzkému zániku. Hlavní slabinou těchto prvních tržišť byla 
často neznalost odvětví a fungování dodavatelsko – odběratelských vztahů. Většina 
elektronických tržišť první vlny se tak nedostala dál než za nabídku transakčních služeb, 
což se ukázalo pro dlouhodobý rozvoj nedostatečné a pro firmy nezajímavé. V současné 
době již nastává období konsolidace a transformace (tzv. 2. generace elektronických tržišť) 
a elektronická tržiště začínají poskytovat široké spektrum služeb [4]. 
Základní typy elektronických tržišť 
Zpravidla se rozlišují tři základní modely elektronických tržišť. Prvním typem je 
nákupní model elektronického tržiště (tzv. buyer centric), který bývá označován také jako 
e-procurement, tedy elektronické tržiště, pomocí kterého je uskutečňován elektronický 
nákup pro vlastní potřebu. Zakladatelem takového tržiště bývá nejčastěji aliance několika 
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podnikatelských subjektů, kteří jsou významnými odběrateli a mají většinou značnou 
vyjednávací sílu. 
Druhým modelem je prodejní typ tržiště (tzv. seller centric). Elektronické tržiště je 
v tomto případě primárně zaměřeno na prodej výrobků zakládajících subjektů. 
Nejčastějším modelem je vytvoření aliance dodavatelů, kteří nejsou vůči sobě ve vzájemně 
konkurenčním postavení, ale naopak se svými produkty vhodně doplňují. Jejich náklady na 
prodej zboží jsou pak mnohem nižší než v případě klasické formy prodeje. 
Třetím modelem je elektronické tržiště, které v sobě zahrnuje jak prodejní, tak 
i nákupní model. Takto postavené elektronické tržiště bývá provozováno nejčastěji třetím 
nezávislým subjektem. Tato cesta je nejsvízelnější, protože nezávislý subjekt má většinou 
malou sílu pro prosazování změn v obchodování. 
Výše popsané tři základní modely elektronických tržišť pak mají formu buďto 
horizontálního nebo vertikálního tržiště. Vertikální B2B tržiště se specializují na určitá 
odvětví (např. chemický, farmaceutický, hutní aj. průmysl). Tato tržiště zakládají zpravidla 
vedoucí dodavatelé a odběratelé s cílem provozovat virtuální komoditní burzu 
uzpůsobenou zvyklostem v daném segmentu. Mnohá vertikální elektronická tržiště vznikla 
původně jako prodejní kanál pro přebytečné zásoby nebo produkty nižší kvality. 
Horizontální B2B tržiště naproti tomu operují napříč průmyslovými odvětvími a orientují 
se na dílčí oblasti, například zásobování surovinami, kancelářskými potřebami, logistiku 
(např. dopravní služby), finance atp. Dle některých odhadů (např. Forrester Research) 
dojde v budoucnu dále ke vzniku tzv. metatrhů, v rámci kterých by měla být propojena 
různá vertikální a horizontální tržiště do jednoho velkého konglomerátu [7]. 
Současné trendy a perspektivy elektronických tržišť 
Příchod elektronických tržišť v polovině devadesátých let dvacátého století měl dle 
některých odhadů (např. Forrester Research) v krátké době výrazně změnit tvář 
elektronického obchodování, neboť dle těchto předpovědí se elektronická tržiště měla stát 
dominantní formou elektronického obchodování. V současné době se však ukazuje, že 
předpovědi o významu elektronických tržišť v elektronickém obchodování byly příliš 
optimistické. Ačkoliv elektronické tržiště nabízejí velmi jasné výhody pro všechny 
zúčastněné strany, jejich hodnocení ze strany obchodních společností zůstává v současné 
době často velmi skeptické a společnosti do této oblasti vstupují velmi opatrně. Podíl 
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elektronických tržišť na celkovém objemu elektronických obchodů sice roste, ale majorita 
B2B elektronických obchodů je v současné době stále uskutečňována prostřednictvím 
elektronické výměny dat a v nejbližší budoucnosti tomu tak bude i nadále [3]. 
Co se týče rozšíření této formy elektronického obchodování, nejvíce elektronických 
tržišť se v současné době nalézá v Evropě (absolutní počet), přičemž evropská a americká 
elektronická tržiště dohromady tvoří více jak dvě třetiny celosvětového počtu všech 
elektronických tržišť (viz. Graf 3.). 
Graf 3. Rozdělení elektronických tržišť dle regionů, Zdroj: eMarket Services, 2004 
 
 
Budoucnost elektronických tržišť lze spatřovat především v oblasti vysoce homogenní 
produkce, při které se výběr uskutečňuje pouze na základě cenové nabídky. V případě, kdy 
jde o specifický produkt nebo službu se ukazuje, že suplementace obchodních jednání 
počítačovými aplikacemi může být problematická. Chování celé řady firem dále naznačuje, 
že v případě rozhodnutí o dodavateli je vedle ceny minimálně stejně důležitá kvalita plnění 
dodávky. Z tohoto důvodu dá odběratel často přednost osvědčeným dodavatelům, a tedy 
budování dlouhodobějších obchodních vztahů, před opakovaným vypisováním cenově 
orientovaných elektronických výběrových řízení [4]. 
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3.3 Možnosti zabezpečení modelu B2B 
 
Základní požadavky na technickou stránku vyřešení přístupu k informacím lze 
zredukovat na dva okruhy - bezpečnost a jednoduchost. Bezpečnost je dnes na prvním 
místě. Je nutno zabezpečit data před neoprávněným přístupem, před odposlechem během 
připojení a také například před rizikem virové nákazy. 
3.3.1 Protokol SSL a připojení přes VPN 
Jednou z  metod, jak přístup k datům B2B partnera zajistit, je přizpůsobit aplikace 
pro webový přístup. Tento přístup vyžaduje hodně programátorského úsilí a výsledkem je 
přístup pouze ke konkrétní aplikaci. Na druhou stranu, k aplikaci se dostane každý z 
jakéhokoli počítače, stačí mu k tomu libovolný webový prohlížeč. Pro zabezpečení 
komunikace se použije protokol SSL nebo TLS, který je standardní součástí prohlížeče. 
Provoz je šifrován, a pokud je to potřeba, lze pomocí digitálních certifikátů ověřit totožnost 
uživatelů. Riziko virové nákazy přes webové rozhraní je nulové. Protokol SSL/TLS je 
podporován v každém webovém prohlížeči a prohlížeč lze nalézt prakticky na každém 
počítači. Na straně klienta není tedy nutno nic instalovat, a odpadá tak i starost s 
konfigurací a údržbou. Protokol HTTPS nemá problém s překladem IP adres a jeho provoz 
je povolen prakticky na všech firewallech. Splněna je tak i podmínka pro přístup 
odkudkoliv [11]. 
Na straně centrály, ke které probíhá připojení, je nutné použít SSL VPN bránu. De 
facto se jedná o proxy neboli aplikační bránu. Ta na jedné straně komunikuje s klienty z 
vnějších sítí pomocí šifrovaného HTTPS a na druhé straně komunikuje s aplikacemi uvnitř 
sítě, přičemž mezi oběma stranami dělá překlad adres. Nezpřístupňuje tedy síť, ale 
aplikace. To může být potenciální slabina tohoto řešení. Musí totiž být zajištěna 
komunikace se všemi aplikacemi, které má zpřístupnit. Z toho někdy plyne obava, že SSL 
VPN podporuje pouze webové aplikace. To je však minimum, které je podporováno vždy. 
Pro ostatní aplikace pak už neplatí, že není potřeba nic instalovat na vzdálený počítač. 
Nicméně stávající prostředky, jako je JAVA nebo ActiveX, umožňují nainstalovat 
na počítač malý program automaticky při navázání spojení. Ten pak zachytává veškerou 
relevantní komunikaci, konvertuje ji do HTTPS a SSL VPN brána ji pak pošle k 
aplikačnímu serveru uvnitř sítě. Tímto způsobem lze zpřístupnit i celou síť, stejně jako u 
klasické VPN. Skutečně dobrá řešení dokáží pomocí stejných prostředků po sobě 
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i vymazat například lokální vyrovnávací paměti (cache), aby nedošlo ke zneužití dat ani 
touto cestou. 
Aplikační brána zároveň zvyšuje bezpečnost a snižuje možnost šíření virů touto 
cestou. SSL VPN má za sebou několik let vývoje a tisíce reálných nasazení, v každém 
případě je však stále velký rozdíl mezi jednotlivými výrobci. 
Pokud si shrneme přínosy SSL VPN z různých pohledů: 
Pro přistupující B2B partnery to znamená jednoduchý přístup do sítě bez nutnosti řešit 
jakékoliv technické problémy nebo něco na svém počítači instalovat. 
Administrátorům odstraňuje problémy se správou. Zároveň jim dává do ruky 
flexibilní nástroj, který umožňuje definovat přístupová práva a zohlednit mimo jiné nejen 
kdo, ale i odkud přistupuje. Nezanedbatelné je i zvýšení bezpečnosti, primárně se 
zpřístupňují aplikace, nikoliv síť. 
Z pohledu firmy SSL VPN výrazně snižuje, ve srovnání s klasickým řešením, 
náklady na provoz. 
Z pohledu programátorů, resp. vývoje aplikací, představuje SSL VPN jednoduchou 
cestu, jak naprostou většinu aplikací zpřístupnit přes web, resp. vyřešit pro ně vzdálený 
přístup [11]. 
Princip protokolu SSL 
Ustavení SSL spojení funguje na principu asymetrické šifry, kdy každá z 
komunikujících stran má dvojici šifrovacích klíčů - veřejný a soukromý. Veřejný klíč je 
možné zveřejnit a pokud tímto klíčem kdokoliv zašifruje nějakou zprávu, je zajištěno, že ji 
bude moci rozšifrovat jen majitel použitého veřejného klíče svým soukromým klíčem. 
Ustavení SSL spojení (SSL handshake, tedy potřásání rukou) pak probíhá následovně: 
1. Klient pošle serveru požadavek na SSL spojení, spolu s různými doplňujícími 
informacemi (verze SSL, nastavení šifrování atd.). 
2. Server pošle klientovi odpověď na jeho požadavek, která obsahuje stejný typ 
informací a hlavně certifikát serveru. 
3. Podle přijatého certifikátu si klient ověří autentičnost serveru. Certifikát také 
obsahuje veřejný klíč serveru. 
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4. Na základě dosud obdržených informací vygeneruje klient základ šifrovacího klíče, 
kterým se bude šifrovat následná komunikace. Ten zašifruje veřejným klíčem 
serveru a pošle mu ho. 
5. Server použije svůj soukromý klíč k rozšifrování základu šifrovacího klíče. Z 
tohoto základu vygenerují jak server, tak klient hlavní šifrovací klíč. 
6. Klient a server si navzájem potvrdí, že od teď bude jejich komunikace šifrovaná 
tímto klíčem. Fáze handshake tímto končí. 
7. Je ustaveno zabezpečené spojení šifrované vygenerovaným šifrovacím klíčem. 
8. Aplikace od teď dál komunikují přes šifrované spojení. Například POST požadavek 
na server se do této doby neodešle. 
Během první fáze ustanovení bezpečného spojení si klient a server dohodnou 
kryptografické algoritmy, které budou použity [11]. 
3.3.2 Digitální podpisy a certifikáty 
Digitální podpis je základním předpokladem pro ověřitelnou identifikaci subjektů 
na internetu, která následně umožňuje převod většiny úředních či obchodních aktivit do 
elektronické podoby [9]. 
Elektronický podpis 
Nabízí se srovnání elektronického podpisu s běžným podpisem. Pokud podepíšeme 
papírový dokument, ručíme tím za jeho obsah protože příjemce ho bude považovat za 
důvěryhodný. Náš specifický podpis, který je unikátní pro každou osobu nás také dokáže 
jednoznačně identifikovat. Chceme-li zabránit dodatečnému falšování dokumentu, 
vytvoříme jej ve dvou kopiích. Jednu kopii si ponechá podepisující strana a druhou kopii 
strana příjemce. Případnou jednostrannou změnu dokumentu lze potom velmi jednoduše 
prokázat. 
U elektronických dokumentů je však tato problematika složitější. Elektronický 
dokument sice můžeme také podepsat, ale jeho důvěryhodnost je minimální až nulová. 
Zatímco vlastnoruční podpis je poměrně  těžké napodobit, v případě elektronického textu 
je tomu přesně naopak. Podepsat se cizím jménem může kdokoliv a neexistuje způsob, jak 
takový podvrh prokázat. Elektronický dokument je navíc možné velmi snadno 
modifikovat, aniž by to příjemce dokázal rozpoznat. Z tohoto důvodu bylo potřeba najít 
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prostředek, který by umožnil ověřit, že elektronický dokument skutečně podepsala daná 
osoba a že v dokumentu nedošlo k žádným dodatečným změnám. Řešení nabídla 
technologie digitálního podpisu, která využívá výhod asymetrické kryptografie [9]. 
Technologie digitálního podpisu 
K pochopení principu digitálního podpisu, je potřeba zmínit něco o šifrování 
dokumentů, které s digitálním podpisem úzce souvisí. Šifrování zpráv se používá již velmi 
dlouho a jeho cílem je zabránit odposlouchávání zpráv na jejich cestě od odesilatele k 
příjemci. S jednodušší šifrou se zřejmě potkal každý: pomocí nějakého klíče zprávu 
zakódujeme, odešleme ji, a příjemce ji pomocí stejného klíče dekóduje do původní čitelné 
podoby. Toto takzvané symetrické šifrování je sice velmi jednoduché a rychlé, ale má 
jednu obrovskou nevýhodu – je nutné nějakým bezpečným způsobem předat příjemci 
šifrovací klíč. Proto byla vyvinuta asymetrická šifra, která využívá dvojice klíčů. Tyto 
klíče jsou zvoleny tak, že zprávu zakódovanou jedním klíčem je možné dekódovat pouze 
druhým klíčem z dvojice, a naopak. Jeden klíč se nazývá soukromý klíč a zná jej pouze 
příjemce zprávy. Druhý, veřejný klíč, potom předá odesílateli. Odesílatel pomocí 
veřejného klíče zprávu zašifruje a pošle ji příjemci, který ji pomocí svého soukromého 
klíče dešifruje. Protože zprávu zašifrovanou veřejným klíčem není možné tímtéž klíčem 
dešifrovat, můžeme veřejný klíč předat odesílateli nechráněným kanálem nebo jej prostě 
přímo zveřejnit [9]. 
Existuje i opačný postup: zprávu, kterou zašifrujeme pomocí soukromého klíče, je 
možné dešifrovat klíčem veřejným. Toto použití ovšem nedává žádný smysl, poněvadž by 
každý mohl zprávu rozšifrovat. V tuto chvíli se dá aplikovat digitální podpis. Pokud totiž 
dokážeme zprávu dešifrovat, nemohl ji zašifrovat nikdo jiný, než vlastník soukromého 
klíče. Můžeme tedy říci, že pro podepsání stačí k elektronickému dokumentu připojit 
tentýž dokument zašifrovaný soukromým klíčem. Pro ověření potom stačí zašifrovanou 
část dešifrovat pomocí veřejného klíče a porovnat s nešifrovanou zprávou. Pokud se obě 
zprávy shodují, prokázali jsme, že zprávu zašifroval majitel soukromého klíče. Protože je 
prakticky nemožné z jednoho klíče odvodit druhý párový klíč, není možné takovýto podpis 
zfalšovat. Zároveň máme důkaz, že dokument nebyl nijak pozměněn, v opačném případě 
by totiž původní zpráva nebyla shodná s dešifrovanou. 
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Pro úplnost je třeba dodat, že asymetrické šifrování je výpočetně náročné a proto by 
šifrování delších zpráv trvalo neúnosně dlouho. Navíc připojením celé šifrované zprávy 
bychom zbytečně zvětšovali datový objem původní zprávy. Proto se v praxi nešifruje celá 
zpráva, ale pouze její tzv. otisk. Otisk se dá chápat jako jakési „zhuštění“ původní zprávy 
do malého objemu pomocí matematické funkce, která je zvolena tak, že při jakékoliv 
změně v původní zprávě dostaneme zcela odlišný otisk. Na výše popsaném principu to 
ovšem nic nemění, pouze místo celé zprávy kontrolujeme shodnost dešifrovaného otisku 
a otisku vytvořeného z původní nešifrované zprávy. Zatímco vlastnoruční podpis je 
pokaždé alespoň přibližně stejný, digitální podpis bude pro každou zprávu naprosto 
odlišný. 
Aby byl digitální podpis opravdu důvěryhodný, musíme ještě prokázat, že veřejný klíč, 
pomocí kterého byl podpis vytvořen, skutečně patří podepisující osobě. K tomu slouží 
takzvaný certifikát, což je vlastně dokument vydaný třetí důvěryhodnou stranou, která 
stvrzuje, že podepisující osoba je vlastníkem daného páru klíčů. Tento certifikát je potom 
připojen k vlastnímu podpisu [9]. 
Digitální certifikát 
Digitální podpis umožňuje ověřit, že zprávu podepsal vlastník odpovídajícího 
soukromého klíče. To samo o sobě ovšem nijak neidentifikuje skutečnou osobu, která daný 
klíč vlastní. A právě digitální certifikát je tím instrumentem, který umožňuje spolehlivě 
identifikovat skutečného odesilatele zprávy [8]. 
Abychom mohli podpisu opravdu důvěřovat, musí certifikát vydávat nějaký třetí, 
nezávislý subjekt. Tímto subjektem je takzvaná certifikační autorita (v zákoně 
227/2000 Sb. o elektronickém podpisu se nazývá poskytovatel certifikačních služeb). 
Vydáním certifikátu certifikační autorita stvrzuje, že subjekt, kterému byl certifikát vydán, 
skutečně vlastní daný pár klíčů. Přirozeně certifikační autorita musí být dostatečně 
důvěryhodná organizace, protože jí důvěřují obě komunikující strany. Certifikát by se s 
trochou fantazie dal přirovnat k občanskému průkazu. Občanský průkaz vlastně spojuje 
identifikační údaje s jedinečným identifikátorem konkrétní osoby, kterým je v tomto 
případě její podoba (reprezentovaná fotografií). V případě certifikátu je tímto 
identifikátorem veřejný klíč. 
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Jedná se o datový soubor, uložený ve standardním, mezinárodně platném formátu. 
Pro certifikáty se používá mezinárodní norma X.509, která jednoznačně popisuje strukturu 
certifikátu. Každý certifikát musí obsahovat následující údaje: 
1. Sériové číslo. Číslo musí být vždy unikátní, certifikační autorita tedy nemůže vydat 
dva certifikáty se shodným sériovým číslem. 
2. Datum počátku a konce platnosti certifikátu. Doba platnosti certifikátu zpravidla 
souvisí s tím, k jak silnému klíči je certifikát vydán. Asymetrická kryptografie totiž 
využívá matematické náročnosti určitých algoritmů (například u zřejmě 
nejpoužívanějšího algoritmu RSA je to výpočetní náročnost faktorizace velkých 
čísel), takže pokud by k příliš slabému klíči byl vydán certifikát s dlouhou dobou 
platnosti, mohlo by se stát, že díky růstu výpočetní síly počítačů by mohl být 
nalezen párový klíč metodou hrubé síly ještě v době platnosti certifikátu. 
Nejběžnější doba platnosti certifikátu je jeden rok. 
3. Identifikační údaje subjektu, kterému je certifikát vydán. Tyto údaje si certifikační 
autorita musí spolehlivě ověřit, například v případě osobního certifikátu kontrolou 
dokladu totožnosti. 
4. Veřejný klíč. Nejčastěji se používá délka klíče 1024 bitů. Kromě vlastního klíče je 
součástí certifikátu také typ algoritmu, který bude pro podepisování používán. 
5. Identifikační údaje subjektu, který certifikát vydal, tedy certifikační autority, (viz 
Obr. 2 a 3).  
 Obrázek 
Obrázek 
Kromě těchto údajů mů
účelu, pro který může být certifikát použit (podpis elektronické pošty, podpis kódu, 
identifikace klienta či serveru, atd.), cesta k ce
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2. Ukázka certifikátu, Zdroj: [8] 
3. Ukázka certifikátu, Zdroj: [8] 





ní autority, cesta k 
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seznamu zneplatněných certifikátů a podobně. Norma X.509 v současně používané verzi 3 
umožňuje definovat různá rozšíření, takže například v případě testovacích certifikátů, které 
jsou vydávány bez ověření totožnosti (a s omezenou dobou platnosti), je vhodné přidat do 
certifikátu informaci o tom, že certifikát je určen pouze pro testování (a tudíž není příliš 
důvěryhodný) [8]. 
Protože certifikát je běžný datový soubor, je třeba zabránit, aby také on sám nemohl 
být nějakým způsobem zfalšován. Certifikační autorita proto certifikát podepíše svým 
vlastním soukromým klíčem a tento podpis připojí k certifikátu. Z toho vyplývá jedna 
důležitá vlastnost - abychom mohli ověřit platnost tohoto podpisu, a tím i platnost 
certifikátu, musíme mít k dispozici také certifikát certifikační autority. Ten je zpravidla ke 
stažení na stránkách certifikační autority. 
Informace obsažené v certifikátu jsou popsány pomocí jazyka ASN.1, což je jazyk 
určený pro popis obecných datových struktur. Zápis v tomto jazyce je poměrně dobře 
čitelný pro člověka, pro počítačové zpracování je ovšem nutné jej nějak zakódovat do 
binární formy. Pro certifikáty se většinou používá kódování DER, případně CER. Kvůli 
snazší práci s certifikátem jsou data ještě následně převedena do kódování Base64, v tomto 
případě jsou zpravidla vlastní data certifikátu vložena mezi dva řetězce, a sice mezi úvodní 
-----BEGIN CERTIFICATE----- a koncový -----END CERTIFICATE-----. 
Podstatné ovšem je, že všechny tyto formáty a kódy jsou popsány pomocí mezinárodních 
norem a s takto uloženými certifikáty by měla umět pracovat většina programů, které 
podporují elektronický podpis, a to i napříč jednotlivými počítačovými platformami. Pokud 
tedy obdržíme podepsanou zprávu, musí klient elektronické pošty kromě ověření platnosti 
podpisu umožnit také zobrazení vlastního certifikátu, takže si můžete ověřit informace o 
odesilateli zprávy. Certifikáty by také měly podporovat běžné operační systémy, takže 
pokud například ve správci souborů poklepete na soubor s certifikátem, měl by jej systém 
rozeznat a informace obsažené v certifikátu zobrazit v čitelné podobě [8]. 
Proces vydání certifikátu 
Žadatel si nejprve ve svém počítači vygeneruje pár klíčů a poté vytvoří 
elektronickou žádost o certifikát. Jedná se opět o datový soubor ve standardním formátu 
(zpravidla podle normy PKCS#10), který obsahuje požadované identifikační údaje (v 
závislosti na typu certifikátu jsou požadovány odlišné údaje, například u osobního 
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certifikátu bude zřejmě požadováno jméno a trvalé bydliště žadatele), veřejný klíč žadatele 
a dále některé doplňkové informace. Celá žádost je poté podepsána právě vygenerovaným 
soukromým klíčem. Tím žadatel o certifikát spolehlivě prokazuje, že je vlastníkem 
párového soukromého klíče. Nyní je třeba žádost doručit certifikační autoritě, která musí 
spolehlivě ověřit, že údaje uvedené v žádosti jsou pravdivé (v případě osobního certifikátu 
třeba kontrolou dokladu totožnosti žadatele) a že podpis žádosti je platný. V případě 
úspěšného ověření údajů certifikační autorita vystaví na základě žádosti platný certifikát. 
Certifikát je nyní třeba doručit žadateli, který si jej nainstaluje do systému (čímž se 
certifikát spojí s vygenerovaným soukromým klíčem) a může jej začít používat. 
Přestože se postup může zdát zbytečně složitý, není důvod se něčeho obávat. Ve 
skutečnosti je vše téměř automatické, většinou stačí navštívit webové stránky certifikační 
autority, zvolit žádost o certifikát, a do zobrazeného formuláře vyplnit požadované údaje. 
Vygenerování klíčů i žádosti a její odeslání je potom zcela transparentní, někdy je pouze 
vyžadováno nahrání žádosti na disketu a osobní doručení do sídla certifikační autority. 
Vystavený certifikát si poté můžete jednoduše stáhnout z webu, může být zaslán emailem, 
případně opět předán osobně na paměťovém médiu.[8] 
Pro úplnost je třeba dodat, že existuje několik typů certifikátu podle toho, k jakému 
účelu a jakému subjektu jsou vydány. Certifikát tedy nemusí být vydán pouze fyzické 
osobě, ale třeba i firmě, která může například elektronicky podepisovat software, který 
produkuje. Velmi často se používá tzv. serverový certifikát, který slouží pro zabezpečenou 
komunikaci internetového prohlížeče se serverem pomocí protokolu SSL. Přirozeně pro 
různé typy certifikátu musí certifikační autorita ověřit jiné údaje, v případě firemního 
certifikátu to bude například výpis z obchodního rejstříku, u serverového certifikátu je 
třeba ověřit, že žadatel je vlastníkem domény, pro kterou je certifikát vydán [8]. 
3.4 Perspektivy v platební komunikaci a možnosti internetového 
bankovnictví  v modelu B2B 
 
3.4.1 Perspektivy e-fakturace v B2B 
Elektronická fakturace na rozdíl od mnohých jiných IT projektů přináší okamžité 
a přesně vyčíslitelné přínosy. V České republice je vydáváno zhruba 700 milionů faktur 
ročně, z toho přibližně 40 % stále na papíře (odhad na základě čísel dostupných pro 
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skandinávské státy). Pokud se zaměříme pouze na „quick-wins“ v podobě okamžitě 
měřitelných finančních úspor, pak jen úspory na tisku, poštovném a archivaci dokumentů 
tvoří na straně odesílatele asi 10 Kč a na straně příjemce 30 Kč. Celkem se tedy v České 
republice jedná o úsporu zhruba 11 miliard korun ročně, což je poměrně zajímavé číslo. K 
těmto přesně kvantifikovatelným úsporám se navíc přidávají ještě další pozitivní efekty 
v podobě snížení chybovosti při zpracování dokumentů nebo zkrácení doby doručení 
dokladu. V neposlední řadě se e-fakturace může stát prvním krokem k hlubší B2B integraci 
aplikací. V segmentu SME na rozdíl od segmentu velkých firem působí celá řada faktorů, 
které trend směrem k automatizaci vnitrofiremních i B2B procesů brzdí [12]. Mezi ně patří 
zejména:  
• značná heterogennost ERP systémů jednotlivých firem  
• omezené finanční možnosti  
• omezené kapacity ve znalostech informačních technologií  
• nedůvěra v nové a neověřené technologie. 
Obchodní požadavky 
Z pohledu malé nebo střední firmy, která uvažuje o zavedení elektronické komunikace 
se svými obchodními partnery, můžeme definovat následující základní obchodní 
požadavky, které by měl budovaný systém splňovat: 
• Snadná a levná instalace – implementace buď formou upgradu ERP aplikace (od 
výrobce softwaru), jednoduchou instalací nového SW nebo formou ASP. Žádné 
(minimální) investice do hardwaru, využití internetové sítě pro přenos dat. 
Minimální nároky na zaškolení personálu. 
• Maximální automatizace přenosu dat (machine-to-machine). 
• Nízké provozní náklady – systém musí být levnější než klasická papírová výměna 
dokumentu. Nízké náklady na provoz dodatečného softwarového a hardwarového 
vybavení, nízké poplatky zprostředkovatelům. 
• Přiměřená bezpečnost. 
• Řešení odpovídá legislativním požadavkům (hodnověrnost dokladu, integrita 
dokladu, neodmítnutí odpovědnosti, neodmítnutí příjmu). 
• Funkčnost 24 hodin denně, 7 dní v týdnu. 
• Univerzálnost systému – ideálně jeden systém pro komunikaci se všemi partnery. 
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• Řízený messaging (spolehlivá a řízená komunikace) – asynchronní přenos dat, 
scénáře pro nestandardní situace. 
• Možnost integrace dalších procesů – dříve než začne firma uvažovat o konkrétním 
řešení e-fakturace se svými odběrateli nebo dodavateli, měla by si v rámci své 
informační strategie stanovit další směr B2B integrace. Pokud bude vhodné 
integrovat i další části mezifiremních procesů (nejen fakturace), je potom výsledný 
návrh technického řešení samozřejmě rozdílný [12]. 
Kritické faktory úspěchu 
Kromě výše uvedených obchodních požadavků bude pro úspěšné zavedení masově 
rozšířeného systému elektronické fakturace nutné splnit následující podmínky: 
 
Prosazení standardu dominantním hráčem na trhu 
Úspěch projektu do rozhodující míry závisí na schopnosti prosadit jednotné 
a plošně rozšířené řešení pro celý trh. Stejně , jako u podobných projektů, bude i zde 
významně působit „kritická masa“ rozšíření, kdy se stane konkurenčně nevýhodné danou 
technologii nevlastnit.  
K efektu plošného rozšíření bude ovšem nutné prosadit jednotnou technologii (formáty dat, 
komunikační platformu), na které se shodnou koncoví uživatelé, výrobci ERP, veřejná 
správa a realizátor služby (zprostředkující organizace nebo konsorcium organizací). 
Zapojení výrobců ERP systémů 
Výrobci ERP systémů jsou klíčovým partnerem pro implementaci řešení na 
klientské straně. Zpravidla mají se zákazníky dlouhodobý a solidní vztah. Bude nezbytné 
upravit business procesy a funkčnost související s e-fakturací. V případě hlubší B2B 
integrace pak bude nutné provést ještě daleko větší zásahy do jednotlivých ERP systémů. 
Akceptace ze strany státní správy (MFČR) 
Pro úspěch projektu je nezbytné, aby veškeré procesy a dokumenty zapojené do e-
fakturace odpovídaly právním předpisům ČR. To ovšem samo o sobě nestačí. Bude nutné, 
aby tuto praxi bez výhrad akceptovaly finanční úřady, a to dle jednotné metodiky, která v 
současné době neexistuje [12]. 
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Současné technologické možnosti e-fakturace 
Pro B2B komunikaci s vyšším objemem transakcí je nutné použít strukturovaný 
formát, tak abychom docílili maximální automatizace procesu. Problémem ovšem je, že v 
současné době žádný obecně rozšířený strukturovaný formát dat pro B2B komunikaci 
(včetně e-fakturace) v ČR neexistuje. Tvorba obecně přijímaného formátu není s ohledem 
na počet zainteresovaných subjektů (výrobci ERP, uživatelé, veřejná správa, banky atd.) 
triviální. Společnost SPIS (Sdružení pro informační společnost) zahájila aktivitu, která k 
tvorbě obecně přijímaného formátu dat směřuje. Můžeme tedy očekávat, že se v blízké 
době dokáží jednotlivé strany v této oblasti dohodnout. Úspěšné zahraniční příklady toho 
mohou být dokladem - viz například australský národní systém B2B komunikace BizDex 
založený na ebXML.  
Existence jednoho obecně přijímaného formátu dat však není pro elektronickou 
fakturaci klíčovým problémem. Stejně jako v případě bankovních transakcí je tuto 
problematiku možné potenciálně řešit pomocí driverů na straně ERP systému. Složitějším 
problémem bude tvorba celkové komunikační platformy a s ní souvisejících problémů 
bezpečnosti, spolehlivosti přenosu, řešení nestandardních situací apod. Současně není 
pochyb o tom, že k výměně elektronických faktur bude především z hlediska úspor 
nákladů využita síť internetu.  
V segmentu opravdu velkých firem by se situace v e-fakturaci a celkové B2B 
integraci mohla zdát poměrně uspokojivá díky rozšíření EDI. Velmi vysoké pořizovací 
a provozní náklady jsou však nepřekonatelnou bariérou pro jeho rozšíření mezi podniky 
menší velikosti. Ani v budoucnu není pravděpodobné, že by se objevily nástroje nebo 
technologie, které by učinily EDI levnějším. EDI tedy i nadále zůstane doménou velkých 
firem, které si mohou jeho zavedení dovolit nebo které potřebují zajistit návratnost již 
vložených investic.  
3.4.2 SEPA (Single Euro Payment Area) 
 
Při dnešní stále častější expanzi domácích IT firem na zahraniční trhy je jistě na 
místě zmínit se o evropském bankovním projektu SEPA. 
Single Euro Payment Area (jednotný europlatební prostor, zkráceně SEPA) si lze 
obecně představit jako jednotný trh služeb platebního styku, v rámci kterého platí stejná 
pravidla bez ohledu na hranice státu. Platební služby a produkty kompatibilní s požadavky 
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a standardy SEPA může nabídnout kterákoli banka na světě pokud splní základní 
podmínky. Jednou z těchto základních podmínek je, že se musí jednat o platby v měně 
euro – proto tedy „europlatební“ prostor. Díky těmto podmínkám a charakteru SEPA se 
tedy jedná o trh zemí Evropské unie, ale také Evropského hospodářského prostoru (EEA) 
[10]. 
Pro obecné chápání SEPA zcela postačí vzít v úvahu, že umožňuje provádět platby 
za stejných podmínek, i když jsou oba koncoví účastníci v libovolné zemi a mají své účty u 
libovolné banky nabízející služby standardů SEPA. Stejnými podmínkami se také myslí 
i stejný poplatek za poskytnutí služby. Vyšší inkasované poplatky za službu mezinárodní 
transakce byly jedním z prvotních impulzů pro politiky EU, aby se začali touto oblastí 
zabývat a vytvářet tlak na banky a další finanční instituce, jehož vyvrcholením je právě 
SEPA. 
 
Základní principy SEPA 
Setření rozdílů mezi národními a mezinárodními platbami 
SEPA platba je vždycky „domácí“, bez ohledu na hranice jednotlivých států, lokaci 
jednotlivých bank a konečných aktérů platebního procesu. V rámci SEPA do značné míry 
také odpadá problematika měnových konverzí, protože SEPA platba musí být vždy v měně 
euro (nicméně účet příkazce či příjemce může být samozřejmě veden v jiné měně). Banky 
také přicházejí o možnost si účtovat u SEPA plateb „prémiové“ poplatky, jak je dnes 
dobrým zvykem. 
Komunikace a datový model založený na moderních standardech 
SEPA je založena na zprávách a datovém modelu ISO 20022, a tudíž také na 
technologii XML. Standardizována je prozatím jenom komunikace a formáty mezi 
finančními institucemi, pro oblast komunikace mezi bankami a klienty existují pouze 
doporučení – i zde se však dá očekávat postupná standardizace. Oproti tomu dnes existují v 
zemích Evropy stovky různých používaných formátů „standardů“, situace je samozřejmě o 
něco lepší v oblasti tzv. high-value a mezinárodních plateb, díky používání 
standardizovaných S.W.I.F.T. zpráv, případně EDIFACTu – to se ale netýká běžných, 
masových plateb [10]. 
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Rozšiřování základních SEPA platebních služeb 
SEPA zavádí také standardizovaný koncept pro rozšiřování základních SEPA 
platebních služeb o služby dodatečné (tzv. additional optional services – AOS). Tímto je 
pro banky do tradičně rigidní a uzavřené oblasti plateb zaveden nový dynamický prvek, 
který znamená větší požadavky na flexibilitu zpracování plateb, kdy se v některých 
situacích musí brát ohled na to, jaké AOS například podporuje cílová banka. Přitom u AOS 
se může jednat o nejrůznější speciality, ale také o naprosto technické či triviální věci, jako 
třeba podpora národních abeced mimo rámec vymezený dokumentem Implementation 
guidelines (obsahuje přesný výčet povolených znaků, jedná se o výrazně omezenou 
podmnožinu ISO Latin 1).[10] 
Dílčí závěr SEPA 
Zda se v budoucnu na tento evropský jednotný trh služeb platebního styku podaří 
v masovějším měřítku přejít i českým společnostem využívajících B2B model se ukáže až 
budoucnost. Záležet bude nejen na jejich vůli a připravenosti, ale také na připravenosti 
českých bank přizpůsobit se standardům tohoto platebního styku. Jak již bylo zmíněno, 
projekt je stále teprve “v plenkách“ a může narazit na spoustu úskalí spojených 
s rozmanitými problémy nejednotnosti evropských bankovních systémů, které ho mohou 




4 Analýza problému a současný stav řešené problematiky 
 
V analýze problému a současného stavu řešené problematiky jsem vycházel 
z teoretických poznatků uvedených v předchozí části práce, které umožňují odbornější 
náhled na problematiku. Zabýval jsem se právě těmi oblastmi, které jsem podrobněji 
rozebíral v teoretické části práce, a které mi byly inspirací pro vlastní návrhy řešení. 
Pro analýzu současného stavu jsem si vybral prosperující středně velkou firmu, která 
k dosažení svých zisků používá výhradně modely B2C a B2B. Na jejím příkladu jsem 
demonstroval současné použití řešeného modelu z hlediska technického, bezpečnostního 
a finančního. 
4.1 Představení zkoumaného modelu 
 
K analýze B2B modelu jsem si vybral cestovní kancelář Adriadatabanka s.r.o.. V této 
firmě dlouhodobě brigádně pracuji na pozici webmastera a IT prostředí této firmy je mi 
tudíž dobře známé. Firma Adriadatabanka působí na trhu cestovních kanceláří a své služby 
zprostředkovává a  prezentuje pomocí on-line rezervačního systému na serveru 
www.adriadatabanka.com. Má tedy plně rozvinutý B2C model, pomocí kterého získává 
valnou většinu svých zisků. V období posledních dvou let firma začala budovat také B2B 
systém, pomocí kterého chce nabízet své služby také partnerským spojením s ostatními 
společnostmi se stejným zaměřením nabízejícími své produkty elektronicky. 
4.1.1 Popis zkoumaného modelu 
Technický, modelový, bezpečnostní  a platební popis modelu B2B 
Výměna dat a přístup k firemním datům je pro partnery řešen přes webové rozhraní. 
Veškerá data zůstávají na serveru v databázi firmy Adriadatabanka. Dále bude rozebrán 
proces registrace, autentizace a přístupu partnera k datům. 
Nový potencionální partner vyplní formulář (viz. Obr. 4), nacházející se na webové 
prezentaci firmy Adriadatabanka s.r.o.. Formulář je vložen do těla stránky jako PHP 
mailový formulář (TMAIL FORM) s metodou post, který odešle uvedené údaje na předem 
nastavenou emailovou adresu. Firma tedy obdrží mail – registrace nového uživatele s 
uvedenými údaji. Zároveň se také odešle potvrzovací mail odesilateli, ve kterém jsou 





Po registraci nového B2B partnera a podepsá
Obr. 5) – partner dostane sv
připojí ke svému účtu. Zde má podrobný
vstoupit do editace nové objednávky.
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4. Ukázka formuláře, Zdroj: Vlastní
ní smlouvy je partnerovi p
ůj login a heslo, pomocí kterého se př




řidělen účet (viz.. 




Každému partnerovi je vygenerován specifický URL kód obsahující heslovaný login 
s krátkým textovým řetě
B2B partner vloží na své stránky a jeho klienti
Adriadatabanka. Zpravidla se jedná o banner 
Zákazník partnerské spole
věděl, domnívá se, že se stále jedná o nabídku partnersk
vytvořena speciální stránka, která má odlišný vzhled od webové prezentace 
Adriadatabanky, nachází se na jiné domén
v prohlížeči nezobrazuje. Jakmile 
přes autentizační kód v
účtu. Do firmy Adriadatabanka p
partnera. 
Zabezpečení je zde tedy 
autentizačního kódu v URL a
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5. Ukázka B2B účtu, Zdroj: Vlastní
zcem, pomocí kterého se partner autentizuje. Tento URL kód si 
 přes něj přistupují k
či obrázek odkazující na danou URL. 
čnosti tedy vstupuje do nabídky Adriadatabanky aniž by to 
é firmy. Pro tuto nabídku je 
ě, která se navíc pomocí javascriptového kódu 
vytvoří zákazník přes daného B2B 
 jeho specifickém URL kódu se objednávka p
řijde označená jako objednávka od konkrétního B2B 
řešeno pouze pomocí specifického hesl




 nabídce firmy 
partnera objednávku, 




Současné řešení platební komunikace s partnery je poněkud komplikované. Pokud 
totiž přijde od partnera poptávka na službu a ověří se možnost kompletace této objednávky, 
čeká se na vyřízení z partnerské strany s jeho klientem. Ve chvíli, kdy proběhne platba 
mezi partnerem a jeho klientem, teprve probíhá platba v rámci B2B vztahu a to tím 
způsobem, že partner na výzvu manuálně vytvořené faktury převede dlužnou částku na 
účet firmy. Identifikuje se přitom variabilním symbolem uvedeném při platbě. 
Komunikace, podepsání a platba faktury přitom probíhá z části elektronicky a z části jiným 



































5 Vlastní návrhy řešení, přínos návrhů řešení, ekonomické 
hodnocení 
Pro vlastní návrhy řešení jsem se nechal inspirovat z informací a vztahů uvedených 
v teoretických východiscích práce. 
5.1 Vlastní návrhy pro zabezpečení,  technickou a finanční  strukturu 
modelu B2B 
Vzhledem k tomu, že data shromažďovaná v databázi o B2B klientech jsou citlivá 
k různým formám zneužití, bylo by vhodné použít bezpečnější prostředky pro jejich 
ochranu. 
S přihlédnutím na typ informací, jejich strukturu a pozici firmy bych navrhl finančně 
nenáročné, nicméně o mnoho bezpečnější řešení za použití HTTPS protokolu, dále mnou 
popisované SSL šifrovací a autentizační metody a serverové separace databáze určené pro 
B2B. 
Přístup k datům uloženým v databázi bych tedy více zabezpečil přístupem přes 
HTTPS protokol oproti jednoduchému ověřování jména a hesla z databáze. Tím bychom 
odstranili lehce prolomitelnou formu autentizace za pomocí kombinace tajného 
hesla a veřejného uživatelského jména, kde nám stačí pouze získat krátký textový řetězec 
(podotýkám, že všichni s přístupem do dané databáze mohou toto heslo velmi lehce 
získat). Tento proces bych nahradil ověřováním certifikátu pomocí veřejného a 
neveřejného klíče a tím bychom zabrnánili například možnosti figurování třetí osoby v 
autentizačním procesu. Separováním serveru bychom oddělili data z B2B od ostatních 
firemních dat a tím bychom eliminovali počet povolených uživatelů, kteří mají k této 
databázi přístup. Dále bychom mohli tomuto serveru přiřadit vlastní doménu a opticky ji 
odcizit od firemní či “domácí” domény, což by nepochybně vyhovovalo B2B klientovi 
vzhledem k tomu, že je prvotně potřeba zajistit, aby jím nabízené služby společnosti 








Návrhy finančního řešení 
Jako optimální řešení vhodné pro firmu bych použil vytvoření jednoduché e-
fakturace a její integrace do elektronického bankovnictví. V rámci tohoto řešení by firma 
mohla zasílat a stahovat faktury stejným způsobem jako běžné platební transakce v 
elektronickém bankovnictví. Firma ve svém interním informačním systému vygeneruje 
elektronickou fakturu odpovídající specifikacím a zašle ji buď přímo klientovi nebo 
prostřednictvím aplikace elektronického bankovnictví své bance. Banka dle identifikátoru 
uvedenému v obálce faktury (např. IBAN, IČO) zašle e-fakturu buď klientovi nebo 
dalšímu peněžnímu ústavu (pokud má příjemce účet u jiné banky). Klient si opět 
prostřednictvím aplikace elektronického bankovnictví stáhne faktury a naimportuje je do 
svého informačního systému. K dispozici může být jak automatický přenos dat (např. v 
XML), tak i manuální operace s fakturami (např. v PDF).  
Výhodou tohoto systému je možnost využití již zavedeného a klientům známého 
prostředí. Elektronické bankovnictví má další velké plus, pokud přihlédneme k nutnosti 
využití zaručeného elektronického podpisu, která vyplývá z legislativy. Většina 
významných bank již použití kvalifikovaných certifikátů v elektronickém bankovnictví 
podporuje.  
5.2 Přínos návrhů řešení 
Pokud se podaří firmě prosadit tyto změny v jednotlivých oblastech popisovaného 
B2B modelu, dokáže firma efektivněji využívat jeho možnosti a to např. v možnosti 
navázání nových obchodních vztahů, o které byla ochuzena vlivem nedostatečně 
uzpůsobeného modelu. Měla by se také zvýšit efektivnost práce v B2B sektoru firmy a tím 
snížit náklady a zvýšit rychlost administrativních úkonů s tímto problémem spojených. 
V návrhu je také uveden lepší způsob zabezpečení dat. 
5.3 Ekonomické hodnocení  
5.3.1 Ekonomické hodnocení zkoumaného modelu 
Z ekonomické stránky je B2B model pro firmu velmi důležitý, protože díky němu 
může proniknout na doposud zapovězené trhy a díky tomu zvětšovat své zisky s minimem 
nákladů. Rozbor příjmů získaných z B2B oproti ziskům z hlavní B2C sekce nelze 
poměřovat, poněvadž výsledky by byly zkreslené vyššími počátečními náklady na zřízení a 
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provoz B2B modelu a prozatím nevelkým počtem smluvních partnerů. Model se však již 
začíná osvědčovat a je dohodnuto další rozšiřování partnerských dohod.  
5.3.2 Ekonomické hodnocení elektronického obchodu B2B 
Postavení elektronického obchodu a jeho B2B modelu v ČR 
Zaměříme-li se na ekonomické hodnocení, je vhodné srovnat, jak je na tom 
elektronický obchod v poměru k celkovému obchodu v ČR. Dále zhodnotit, jaké formy 
elektronického obchodu ekonomické subjekty používají a v jakém objemu a o jaké částky 
se v případě celkového objemu v elektronických obchodech jedná. K tomuto hodnocení 
používám data získané Českým statistickým úřadem. 
Rozdíly v používaní elektronického obchodu jsou u nás úměrné velikosti firmy. 
Malé firmy totiž nepotřebují nebo nemají možnosti ke standardizované elektronické 
výměně dat – EDI a využívají tedy hlavně nákupu přes internet. 
V datech uváděných od českého statistického úřadu je často uváděn podíl obchodu 
pomocí EDI. Ačkoli jsem se v teoretické části zabýval dopodrobna touto tematikou nutno 
podotknout, že EDI (Electronic Data Interchange)  v tomto slova smyslu je elektronický 
obchod provedený pomocí systému elektronické výměny dat ve strukturované formě (např. 
objednávek, faktur, dobropisů apod.) na základě dohodnutých standardů zpráv mezi 
informačními systémy jednotlivých ekonomických subjektů. „Necelá třetina (30%) 
ekonomických subjektů s deseti a více zaměstnanci v ČR v roce 2002 použila alespoň 
jednu z forem elektronického obchodování (mezi ekonomické subjekty využívající 
elektronické obchodování byl zařazen každý subjekt, který v sledovaném roce podal nebo 
obdržel jakoukoliv objednávku přes internet nebo ostatní počítačové sítě). Nejčastěji šlo o 
elektronické obchodování prostřednictvím internetu (29%) a pouze 2,2% ekonomických 
subjektů využilo systém elektronické výměny dat uskutečněný přes ostatní počítačově 
propojené sítě. V rámci internetového obchodování byl větší podíl ekonomických subjektů, 
které využily v roce 2002 internet k nákupu zboží a služeb – více než pětina (21,1%) - 
oproti těm, které použily internet ve stejném sledovaném období k prodeji svého zboží 
nebo služeb (17,4%). Podíl ekonomických subjektů, které zaplatily on-line přes internet 
za objednané zboží nebo službu, dosáhl v roce 2002 necelých 6% a těch, co obdržely on-
line platbu přes internet, bylo pouze dvě a půl procenta. Internetové tržiště pak v roce 2002 
využívalo pouze 1,2% k nákupu, resp. 1% subjektů k prodeji. Meziroční dynamika nárůstů 
 podílu ekonomických subjekt
u nákupů, tak i prodejů
dosahoval tento meziroč
než samotný podíl ekonomických subjekt
obchodování, rostla intenzita tohoto obchodování m
u kterých nákup nebo prodej realizovaný p
10% jejich celkových nákup
velké rozdíly v závislosti na velikosti ekonomického subjektu. Na následujícím grafu 
je vidět vývoj rozšíření jednotlivých fo
sledovaných velikostních kategorií ekonomických subjekt
zaměstnanců (viz. Graf 4.) [13
 
Graf 4. Podíl ek. subj. v 
letech 2000-2003 ( v %), Zdroj: Šet
roce 2001 a 2002 (ICT 5
Vedle sledovaného počtu (podílu) ekonomických subjekt
elektronického obchodování
(resp. podíl na celkových nákupech a tržbách) zboží a služeb objednaných prost
internetu nebo pomocí systému elektronické vým
počítačově propojené sí
ekonomickými subjekty na základ
chybou, je zřejmé, že finan
elektronického obchodování v podnikatels
Tabulka 1). 
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ů používajících internet k elektronickému obchodování se jak 
 pohybovala okolo 40 %. U systému elektronické vým
ní nárůst 49% u nákupů, resp. 44% u prodej
ů využívajících některou formu elektronického 
ěřena podílem ekonomických subjekt
řes internet nebo pomocí EDI, p
ů nebo prodejů (tržeb). U elektronického obchodování existují 
rem elektronického obchodování u jednotlivých 
ů definovaných jejich po
]. 
ČR používajících danou formu e-obchodová
ření o využívání ICT v podnikatelském sektoru v 
-01, 2003), ČSÚ 
ů používajících jednotlivé formy 
 byla sledována v rámci statistického šetř
ěny dat uskute
tě. Ačkoliv můžeme konstatovat, že údaje poskytnuté 
ě kvalifikovaného odhadu mohou být zatíženy ur
ční hodnota elektronického obchodování a tím i význam 
kém sektoru ČR dynamicky roste
ěny dat 
ů. Nepatrně rychleji 
ů, 
řesáhl 2% resp. 
č.42 
čtem 
ní dle velikosti, v 
 
ení i finanční hodnota 
řednictvím 




Tabulka 1. Finanční hodnota elektronického obchodování uskute
s deseti a více zaměstnanci Zdroj: Šet
v roce 2001 a 
1) Procentuální podíl finan
prostřednictvím internetu nebo systému EDI na celkové finan
sledovanými ekonomickými subjekty.
2) Procentuální podíl finanční hodnoty prodaných výrobk
elektronicky obdržených objednávek prost
nebo systému EDI na celkových tržbách (prodejích) sledovaných ekonomických subjekt
 
V meziročním srovnání 2002/2001 finan
i prodejů, ať už prostř
počítačově propojené sítě
elektronických prodejů o 45%. Tomuto nár
jednotlivých forem elektronického obchodování na celkových nákupech resp. tržbách (viz. 
index v tabulce č.10). Přestože podíl ekonomických subjekt
nákup nebo prodej byl v roce 2002 n
subjektů používajících pro stejné 
prodejů cca 10 krát), finan
prodejů asi o 20% vyšší než finan
internetu a cca pouze o 15% nižší u nákup
ekonomickými subjekty navzájem “B2B obchodování
větší než finanční hodnota prodej




ření o využívání ICT v podnikatelském sektoru 
2002 (ICT 5-01, 2003), ČSÚ 
ční hodnoty elektronicky objednaného materiálu, zboží nebo služeb 
ční hodnotě všech nákup
 
ů, zboží nebo služeb uskute
řednictvím internetu 
ční hodnota jak elektronických nákup
ednictvím internetu nebo pomocí systému EDI p
 výrazně vzrostla, a to u elektronických nákup
ůstu přibližně odpovídaly i r
ů používajících systém EDI pro 
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ční hodnota takto zobchodovaného zboží byla v roce 2002 u 
ční hodnota prodejů uskutečně
ů. Finanční hodnota elektronických prodej
 byla v roce 2002 více než 5 krát 
ů určená konečným spotřebitelům [13]
ů. Dají se z toho vyčíst důležité informace a to hlavn
něná ek. subj. v ČR 
 
ů uskutečněných 











obchodování vzhledem k velikosti firmy a narůst, stagnace či pokles  elektronického 
obchodu v celkovém objemu obchodu podniku. 
Graf 5. Podíl elektronického nákupu na celkové hodnotě nákupů podniků dle 
velikosti podniků, 2001-2004 
 
Z grafu je patrné, že podíl nákupu formou elektronického obchodu nejvíce vyrůstá u 
velkých podniků, což může způsobovat větší nutnost nakupovat tímto způsobem a také 
lepší zázemí pro tvorbu této formy obchodování ve formě kvalitnějších odborníků 
a lepšího finančního zázemí. Celkový objem nákupů prostřednictvím elektronických sítí v 
roce 2004 dosáhl 7,1 % celkových nákupů a vzrostl ve srovnání s rokem 2003 o jeden 
procentní bod (viz. Graf 5.). 
Graf 6. Podíl elektronických prodejů na celkovém obratu podniků dle velikosti 
podniků, 2001-2004 
 
U velkých podniků je patrný markantní vývoj podílu prodeje pomocí elektronického 
obchodu vzhledem k celkovému obratu. Objem prodejů prostřednictvím internetu dosáhl v 
roce 2004 8,1 % obratu a došlo tak ke zvýšení tohoto podílu proti předchozímu roku o 2,4 
procentního bodu(viz. Graf 6.). 
Z ekonomického hodnocení elektronického obchodu a B2B obchodování jako jeho 
podmnožiny vyplívá, že nové technologie a zvyšování povědomí o této formě obchodu, 
které od začátku století vznikají, celosvětově roste jeho podíl v poměru k celkovému 
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objemu obchodování. Na růstu tohoto fenoménu se značně podílejí velké společnosti, které 
do značné míry dokáží ovlivnit způsob komunikace mezi podniky a díky svému 





Elektronická spolupráce s dodavateli a jinými subjekty, se kterými se firma při 
realizaci svého podnikatelského záměru setkává snižuje náklady prostřednictvím 
zmírňování administrativní zátěže a tedy i snižováním mzdových a jiných nákladů. 
V rámci komunikace uvnitř modelu B2B lze také pozorovat přípravu na budoucí 
automatizaci komunikačních a smluvních procesů mezi partnery. Kvalitně zajištěná 
komunikace a efektivní zabezpečení dodávek a zásob by zajisté také zpřesnilo a usnadnilo 
proces plánování. 
Stále se vyvíjející oblast informačních technologií značně přispívá k rozvoji 
elektronických obchodů. Toto odvětví se v různých formách momentálně rozšiřuje jako 
jedno z nejrychlejších v IT právě díky vylepšování zabezpečení, novým způsobům 
platebních komunikací a rozmanitým formám jak se v elektronickém obchodování 
prezentovat. Začínají se vyvíjet celoevropské standardy elektronického bankovnictví, které 
postupně odbourávají lokální vnitrostátní bankovní systémy a zajišťují tak možnou expanzi 
za hranice země bez větších problémů týkajících se adaptací do různých systémů a měn. 
Právě v nezávislé komunikaci mezi dvěma společnostmi je velká síla tohoto modelu, 
protože velké společnosti většinou určují tempo pokroku firemních vazeb. Pokud se velká 
společnost, na které je závislých mnoho menších společností, rozhodne používat nějaký 
komunikační, platební či bezpečnostní standard, jsou tyto podřazené firmy v rámci 
zachování konkurenceschopnosti většinou nuceny převzít ho taktéž. 
  V teoretické části byly analyzovány možnosti modelu B2B co se týče jeho vnitřní 
stavby a využitelnosti. V praktické části je zpracován B2B model firmy Adriadatabanka 
s.r.o. a s přihlédnutím na její vnitřní strukturu jsou navrženy možnosti zefektivnění tohoto 
modelu. Ekonomické hodnocení zahrnuje situaci elektronického obchodu a jeho modelu 
B2B v ČR, které bylo zpracováno na základě údajů Českého statistického úřadu. 
 Tato práce dokládá, že model B2B v elektronickém obchodování je v praxi široce 
použitelný a má perspektivu nejen u velkých, ale také malých a středních firem.  
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Přílohy 
Příloha 1. Ukázka zdrojového kódu formuláře pro B2B partnery u zkoumané firmy 
<!-- ###TMAIL_FORM### begin --> 
 
<!-- ###HEADER_ERR### begin --> 
<p><b>Vyplňte prosím všechny červeně označené údaje.</b></p> 




<!-- ###HEADER_EMAIL_NOVALID### begin --> 
<p><b>Vyplňte prosím platnou emailovou adresu.</b></p> 











<option value="Cestovni kancelar" ###FIRMA_CK_VAL###>Cestovní 
kancelář</option> 
<option value="Cestovni agentura" ###FIRMA_CA_VAL###>Cestovní 
agentura</option> 
<option value="Fyzicka osoba (turisticky pracovnik)" ###FIRMA_FO_VAL###>Fyzická 
osoba (turistický pracovník)</option> 





<th class="###NAZEV_ERR###">Název firmy</th> 








<th class="###SURNAME_ERR###">Příjmení *</th> 





<th class="###NAME_ERR###">Jméno *</th> 















<th class="###STREET_ERR###">Ulice *</th> 





<th class="###CITY_ERR###">Město *</th> 





<th class="###ZIP_ERR###">PSČ *</th> 










<th class="###EMAIL_ERR###">Email *</th> 




<th class="###PHONE_ERR###">Telefon - pevná linka *</th> 




<th class="###GSM_ERR###">GSM *</th> 









<th class="###WWW_ERR###">www stránky</th> 

















<th class="###ZL_ERR###">evidenční číslo živnostenského listu</th> 





<th class="###MESSAGE_ERR###"><br />Vaše poznámka</td> 





<td style="padding-top: 15px"><input type="submit" class="tlacitko" 






<p>* prosím vyplňte tato pole</p> 





<!-- ###TMAIL_MAIL### begin --> 
Nova registrace uzivatele 
Firma: ###FIRMA_VAL### 
Nazev firmy: ###NAZEV_VAL### 
























<!-- ###TMAIL_MAIL_USERCOPY### begin --> 
Dobrý den, 
 




Nazev firmy: ###NAZEV_VAL### 
Kontaktni osoba:  
Prijmeni: ###SURNAME_VAL### 
Jméno: ###NAME_VAL### 
 titul: ###TIT_VAL### 
Adresa: 





















<!-- ###TMAIL_THANKS### begin --> 
<p> 
<b>Děkujeme!</b><br /> 
Vaše registrace byla úspěšně odeslána společnosti Adria Databanka. 
</p> 




<!-- ###TMAIL_ERROR### begin --> 
<p> 
<b>Omlouváme se!</b><br /> 
Omlouváme se, Vaši registraci se nepodařilo odeslat. Zkuste to prosím později. 
</p> 
<!-- ###TMAIL_ERROR### end --> 
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