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VLAN: es un método para crear redes lógicas independientes dentro de 
una misma red física, son útiles para reducir el dominio de difusión y 
ayudan en la administración de la red, separando segmentos lógicos de 
una red de área local. 
 
 
Switching: Son equipos de telecomunicaciones que segmentan la red, y 
sobre todo se encargan de simplificar las conexiones de una red por 




OSPF:  es un protocolo de direccionamiento que permite la ruta más corta 
entre conexiones MPLS con redundancia, esto se utiliza con el fin de 
conectar dos redes de tal manera que su comunicación sea estable. 
 
 
Networking:  Es la forma de definir las redes de trabajo de una conexión, 
y donde se agrupan todos los elementos para conformar un escenario en 
telecomunicaciones, esto permite generar vínculo entre todos los 
elementos de la ofimática y las redes. 
 
 
EIGRP: Es un protocolo de enrutamiento que permite seleccionar la ruta 
más rápida al igual que el OSPF sin embargo, este es más fácil de 
configurar y la convergencias es mal alta, adicional, permite que la 














Los escenarios expresar con claridad lo registrado en todo el módulo 
CCNP, pues parte de la metodología de los expresado en el diplomado 
era poder entender y realizar ejercicios prácticos de CORE y ROUTE, los 
dos modelos permitan ver con claridad la comunicación entre los 
dispositivos, esta conmutación permite adicional poder interactuar y 
configurar cada una de las redes de acuerdo con los modelos y protocolos 
de enrutamiento para cada route y switch de la topología, para estos 
diseños se realiza la manipulación de dos herramientas, una GNS3 para 
procesos y modelos de red y otra licencia de CISCO, que desde la 
academia se usa para la generación de modelos escala de redes, Dentro 
de los montajes se evidencia que la gran mayoría de dispositivos por ser 
de modelos académicos tiene algunas limitantes por lo que es necesario 
configurar la parte electrónica de los mismos en el módulo físico de la 
herramienta y con ellos habilitar mayor cantidad de puertos e interface 
que se utilizan en el desarrollo de cada red. 
 




The scenarios clearly express what was recorded in the entire CCNP 
module, since part of the methodology of those expressed in the diploma 
was to be able to understand and perform practical CORE and ROUTING 
exercises, the two models allow to clearly see the communication between 
the devices, this Switching allows additional interaction and configuration 
of each of the networks according to the routing models and protocols for 
each route and switch in the topology, for these designs the manipulation 
of two tools is carried out, a GNS3 for processes and network models and 
Another CISCO license, which from the academy is used for the 
generation of network-scale models, Within the assemblies it is evident 
that the vast majority of devices, because they are academic models, have 
some limitations so it is necessary to configure the electronic part of the 
same in the physical module of the tool and with them enable more ports 
and interfaces that are used in the d development of each network. 
 








En el presente documento se usan comandos IOS de configuración 
avanzada en routers (con direccionamiento IPv4 e IPv6) para protocolos 
de enrutamiento como: RIPng, OSPFv3, EIGRP y BGP, en entornos de 
direccionamiento sin clase, con el fin diseñar e implementar dos 
soluciones de red escalables, mediante el uso de los principios de 
enrutamiento y conmutación de paquetes en ambientes LAN y WAN. 
 
Emplear herramientas de simulación y laboratorios de acceso remoto con 
el fin de establecer escenarios para el presente diplomado se utiliza el PT 
de CISCO con el fin de configurar los dos escenarios, uno para ROUTE y 
otro para CORE, los dos con protocolos de enrutamiento, el primero 
EIGRP y OSPF y el segundo LACP y PagP, los dos con configuraciones 
básicas de CISCO para el nombre de los dispositivos, contraseñas y 
usuarios, y sobre todo con direccionamiento IP para cada uno de acuerdo 












































1. Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne 
passwords en los routers. Configurar las interfaces con las 
direcciones que se muestran en la topología de red. 
 
Se realiza la configuración de la topología en la packet Tracert. 
 
 












Router>enable    modo privilegiado 
Router#configure terminal  modo configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hoStname R1 Asignación nombre 
R1(config)#no ip domain-lookup Desactivación de traducción del route 
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R1(config)#interface Serial 0/0/0   ingreso puerto serial 
R1(config-if)#ip address 150.20.15.1 255.255.255.0 configuración IP 
R1(config-if)#clock rate 128000   Temporizador 
R1(config-if)#no shutdown   Activación Puerto serial 






Router>enable   modo privilegiado. 
Router#conf t   modo configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R2 Asignación nombre 
R2(config)#no ip domain-lookup Desactivación de traducción del route 
R2(config)#interface Serial 0/0/0 ingreso puerto serial 
R2(config-if)#ip address 150.20.15.2 255.255.255.0 configuración IP 
R2(config-if)#no shutdown  Activación Puerto serial 
R2(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R2(config-if)#exit 
R2(config)#interface Serial 0/0/1  ingreso puerto serial 
R2(config-if)#ip address 150.20.20.1 255.255.255.0 configuración IP 
R2(config-if)#no shutdown   ingreso puerto serial 





Router>enable   modo privilegiado. 
Router#conf t   modo configuración   
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R3 
R3(config)#no ip domain-lookup Desactivación de traducción del route 
R3(config)#interface Serial 0/0/0  ingreso puerto serial 
R3(config-if)#ip address 150.20.20.2 255.255.255.0 configuración IP 
R3(config-if)#clock rate 128000  Temporizador 
This command applies only to DCE interfaces 
R3(config-if)#clock rate 64000  Temporizador 
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This command applies only to DCE interfaces 
R3(config-if)#no shutdown   Activación Puerto serial 
R3(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
R3(config-if)#interface serial 0/0/1 ingreso puerto serial 
R3(config-if)#ip address 80.50.42.1 255.255.255.0 configuración IP 
R3(config-if)#no shutdown   Activación Puerto serial 









Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R4 
R4(config)#no ip domain-lookup 
R4(config)#interface Serial 0/0/0  ingreso puerto serial 
R4(config-if)#ip address 80.50.42.2 255.255.255.0 
R4(config-if)#no shutdown  Activación Puerto serial 
R4(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R4(config-if)#exit 
R4(config)#interface Serial 0/0/1  ingreso puerto serial 
R4(config-if)#ip address 80.50.30.1 255.255.255.0 
R4(config-if)#no shutdown  Activación Puerto serial 











Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R5  Asignación nombre 
R5(config)#no ip domain-lookup  Desactivación de traducción del route 
R5(config)#interface Serial 0/0/0  ingreso puerto serial 
R5(config-if)#ip address 80.50.30.2 255.255.255.0 configuración IP 
R5(config-if)#no shutdown  Activación Puerto serial 
R5(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
R5(config-if)#clock rate 128000  Temporizador 
This command applies only to DCE interfaces 
R5(config-if)#no shutdown  Activación Puerto serial 









R1>enable   modo privilegiado 
R1#conf t   modo configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#router ospf 1  Configuración ospf  






R2#conf t   modo configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R2(config)#router ospf 1  Configuración ospf 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 5  Configuración Area 5 









R3>enable  modo privilegiado 
R3#conf t  modo configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router ospf 1 Configuración ospf 




R3(config)#router eigrp 51 Configuración EIGRP 
R3(config-router)#network 80.50.42.0 0.0.0.255 configuración red 42 
 
 
R4(config)#router eigrp 51  Configuración EIGRP 
R4(config-router)#network 80.50.42.0 0.0.0.255 configuración red 42 
R4(config-router)#network 80.50.30.0 0.0.0.255 configuración red 30 
 
R5>enable  modo privilegiado 
R5#conf t modo configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R5(config)#router eigrp 51 Configuración EIGRP 
R5(config-router)#network 80.50.30.0 0.0.0.255 configuración red 30 
 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la 
asignación de direcciones 20.1.0.0/22 y configure esas interfaces 
para participar en el área 5 de OSPF. 
 
 
Interfaces de Loopback en R1 
 
 
R1>enab modo privilegiado 
R1#conf t modo configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#int lo 0 modo configuración loopback 




R1(config)#int lo 1  modo configuración loopback 
R1(config-if)#ip address 20.1.4.1 255.255.252.0 configuración IP 
R1(config-if)#exit  salir 
R1(config)#int lo 2  modo configuración loopback 
R1(config-if)#ip address 20.1.8.1 255.255.252.0 configuración IP 
R1(config-if)#exit  salir 
R1(config)#int lo 3  modo configuración loopback 
R1(config-if)#ip address 20.1.12.1 255.255.252.0 configuración IP 
R1(config-if)# 
R1(config-if)#exit  salir 
R1(config)#router ospf 1 Configuración ospf 
R1(config-router)#network 20.1.0.0 0.0.3.255 area 5 configuración IP area 5 
R1(config-router)#network 20.1.4.0 0.0.3.255 area 5 configuración IP area 5 
R1(config-router)#network 20.1.8.0 0.0.3.255 area 5 configuración IP area 5 




3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la 
asignación de direcciones 180.5.0.0/22 y configure esas interfaces 
para participar en el Sistema Autónomo EIGRP 51. 
 
 
nuevas interfaces de Loopback en R5  
 
 
R5(config)#int lo 0 modo configuración loopback 
R5(config-if)# R5(config-if)#exit 
R5(config)#int lo 1 modo configuración loopback 
R5(config-if)#ip address 180.5.4.1 255.255.252.0 configuración IP 
R5(config-if)#exit 
R5(config)#int lo 2 modo configuración loopback 
R5(config-if)#ip address 180.5.8.1 255.255.252.0 configuración IP 
R5(config-if)#exit 
R5(config)#int lo 3 modo configuración loopback 





R5(config)#router eigrp 51    ingresos modo EIGRP  
R5(config-router)#network 180.5.0.1 0.0.3.255  configuración IP 
R5(config-router)#network 180.5.4.1 0.0.3.255  configuración IP 
R5(config-router)#network 180.5.8.1 0.0.3.255  configuración IP 
R5(config-router)#network 180.5.12.1 0.0.3.255 configuración IP 
 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 
aprendiendo las nuevas interfaces de Loopback mediante el comando 
show ip route. 
 
 
Utilizamos el comando show ip route en el R3 para validar: 
 
Figura 3. Tabla de enrutamiento de R3. 
 
 
Se puede observar que R3 ya reconoce la configuración Loopback configurada 




Figura 4. Loopback R1 
 
 
Figura 5. Loopback R5 
 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el 
costo de 80000 y luego redistribuya las rutas OSPF en EIGRP 





Se realiza la configuración en R3 con los siguientes comandos: 
 
R3>enab  modo privilegiado  
R3#conf t modo configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router ospf 1 configuración ospf 
R3(config-router)#redistribute eigrp 51 metric 80000 subnets 
R3(config-router)# 
R3(config)#router eigrp 51  configuración eigrp 
R3(config-router)# redistribute ospf 1 metric 1544 5000 255 255 
1500      distribución de la ruta 
 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip 
route. 
 












Se realiza la validación en R1 y R5 mediante el comando show ip route y se 














Una empresa de comunicaciones presenta una estructura Core acorde a 
la topología de red, en donde el estudiante será el administrador de la 
red, el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, etherchannels, VLANs y 
demás aspectos que forman parte del escenario propuesto. 
 
 















Configurar la red de acuerdo con las especificaciones. 
 
 




1. Apagar todas las interfaces en cada switch. 
 
 
Se seleccionan las interfaces por cada switch de 0/1 a 24 y se realiza el 






Switch#conf t  modo configuración del SW 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname DLS1   Asignación del nombre 
DLS1(config)#int range f0/1–24,g0/1-2 ingreso interfaces SW 








Switch>enable modo privilegiado. 
Switch#conf t  modo configuración del SW 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname DLS2 Asignación del nombre 
DLS2(config)# int range f0/1–24,g0/1-2 ingreso interfaces SW 






Switch>enable  modo privilegiado. 
Switch#conf t   modo configuración del SW 
Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname ALS1 Asignación del nombre  
ALS1(config)# int range f0/1–24,g0/1-2 ingreso interfaces SW 






Switch>enable modo privilegiado. 
Switch#conf t  modo configuración del SW  
Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname ALS2 Asignación del nombre 
ALS2(config)# int range f0/1–24,g0/1-2 ingreso interfaces SW 



















Switch#conf t modo configuración del SW  
Enter configuration commands, one per line.  End with CNTL/Z. 







Switch#conf t  modo configuración del SW  
Enter configuration commands, one per line.  End with CNTL/Z. 







Switch#conf t  modo configuración del SW  
Enter configuration commands, one per line. End with CNTL/Z. 







Switch#conf t modo configuración del SW  
Enter configuration commands, one per line. End with CNTL/Z. 





3. Configurar los puertos troncales y Port-channels tal como se 
muestra en el diagrama. 
 
 
3.1  La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 
utilizando LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para 




DLS1#conf t  modo configuración del SW  
Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#int port-channel 12 ingreso Puerto del canal 
DLS1(config-if)#no switchport activación del canal 
DLS1(config-if)#ip address 10.20.20.1 255.255.255.252 configuración IP 
DLS1(config-if)#exit 
DLS1(config)#int range f0/11 – 12  ingreso interfaces SW 
DLS2(config-if-range)#no switchport activación del canal 
DLS1(config-if-range)#channel-group 12 mode active Ingreso y activación canal 







DLS2#conf t modo configuración del SW  
Enter configuration commands, one per line. End with CNTL/Z. 
DLS2(config)#int port-channel 12 ingreso Puerto del canal 
DLS2(config-if)#no switchport activación del canal 
DLS2(config-if)#ip address 10.20.20.2 255.255.255.252 configuración IP 
DLS1(config-if)#exit 
DLS1(config)#int range f0/11 – 12 ingreso interfaces SW 
DLS2(config-if-0range)#no switchport activación del canal 
DLS1(config-if-range)#channel-group 12 mode active Ingreso y activación canal 




















DLS1(config)#int port-channel 1 ingreso interfaces Canal 
DLS1(config-if)#no switchport activación del canal 
DLS1(config-if)#exit 
DLS1(config)#int range f0/7 – 8 ingreso interfaces SW 
DLS1(config-if-range)#no switchport activación del canal 
DLS1(config-if-range)#channel-group 1 mode active Ingreso y activación canal 






ALS1(config)#int port-channel 1 ingreso interfaces Canal 
ALS1(config-if)#no switchport activación del canal 
ALS1(config-if)#exit 
ALS1(config)#int range f0/7 – 8 ingreso interfaces SW 
ALS1(config-if-range)#no switchport activación del canal 
ALS1(config-if-range)#channel-group 1 mode active Ingreso y activación canal 






DLS2(config)#int port-channel 2 ingreso interfaces Canal 
DLS2(config-if)#no switchport activación del canal 
DLS2(config-if)#exit 
DLS2(config)#int range f0/7 – 8 ingreso interfaces SW 
DLS2(config-if-range)#no switchport activación del canal 
DLS2(config-if-range)#channel-group 2 mode active Ingreso y activación canal 






ALS2(config)#int port-channel 2  ingreso interfaces Canal 
ALS2(config-if)#no switchport  activación del canal 
ALS2(config-if)#exit 
ALS2(config)#int range f0/7 – 8  ingreso interfaces SW 
ALS2(config-if-range)#no switchport activación del canal 
ALS2(config-if-range)#channel-group 2 mode active Ingreso y activación canal 
ALS2(config-if-range)#no shut Activación 
 
 

















DLS1(config)#int range f0/9-10 ingreso interfaces SW 
DLS1(config)#Switchport trunk encapsulation dot1q Puerto modo troncal Pagp 
DLS1(config)#Switchport mode trunk modo troncal 







DLS2(config)#int range f0/9-10 ingreso interfaces SW 
DLS2(config)#Switchport trunk encapsulation dot1q Puerto modo troncal Pagp 
DLS2(config)#Switchport mode trunk modo troncal 












ALS1(config)#int range f0/9-10 ingreso interfaces SW 
ALS1(config)#Switchport mode trunk Puerto modo troncal Pagp 
ALS1(config-if-range)#channel-group 3 mode desirable Puerto modo troncal 






ALS2(config)#int range f0/9-10   ingreso interfaces SW 
ALS2(config)#Switchport mode trunk Puerto modo troncal Pagp 
ALS2(config-if-range)#channel-group 4 mode desirable modo chanel  






Figura 14. interfaces Fa0/9 y Fa0/10 utilizarán PagP ALS1 ALS2 
 
 
3.4 Todos los puertos troncales serán asignados a la VLAN 500 como la 






DLS1(config)#int po1   interface pueri 1 
DLS1(config-if)#switchport trunk native vlan 500  activación vlan 
DLS1(config-if)#exit 
DLS1(config)#int po4    interface Puerto 4 








DLS2(config)#int po2   interface pueri 2 
DLS2(config-if)#switchport trunk native vlan 500   activación vlan 
DLS2(config-if)#exit 
DLS2(config)#int po3  interface pueri 3 








ALS1(config)#int po1 interface pueri 1 
ALS1(config-if)#switchport trunk native vlan 500 activación vlan 
ALS1(config-if)#exit 
ALS1(config)#int po3 interface puerio 3  







ALS2(config)#int po2 interface puerio 2 
ALS2(config-if)#switchport trunk native vlan 500 activación vlan 
ALS2(config-if)#exit 
ALS2(config)#int po4 interface puerio 4 













4. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
 
4.3  Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
 
NOTA: Para esta fase el PT no soporta el VTP versión 3 por lo cual se 








Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#vtp domain CISCO modo vtp nombre CISCO 
Changing VTP domain name from NULL to CISCO 
DLS1(config)#vtp password ccnp321 Asignación de contraseña 
Setting device VLAN database password to ccnp321 






ALS2#conf t    modo configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#  modo configuración 
ALS2(config)#vtp domain CISCO  k modo vtp nombre CISCO 
Domain name already set to CISCO. 
ALS2(config)#vtp password ccnp321 Asignación de contraseña 
Setting device VLAN database password to ccnp321 







Enter configuration commands, one per line. End with CNTL/Z. 
ALS1(config)#vtp domain CISCO modo vtp nombre CISCO 
Changing VTP domain name from NULL to CISCO 
ALS1(config)#vtp password ccnp321 Asignación de contraseña 
Setting device VLAN database password to ccnp321 
ALS1(config)#vtp version 2 
 
 
4.2 Configurar DLS1 como servidor principal para las VLAN. 
 
 
DLS1>enable  modo privilegiado 
DLS1#conf t  modo configuración del SW 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#vtp mode server   modo servido VTP 
Device mode already VTP SERVER. 
DLS1(config)# 
 






ALS1#conf t  Modo configuración de SW 
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Enter configuration commands, one per line. End with CNTL/Z. 
ALS1(config)#vtp mode client  Modo cliente VTP 








ALS2#conf t  modo configuración SW 
Enter configuration commands, one per line. End with CNTL/Z. 
ALS2(config)#vtp mode client  Modo cliente VTP 











5. Configurar en el servidor principal las siguientes VLAN:  
 
 










600 NATIVA 420 PROVEEDORES 
15 ADMOM 100 SEGUROS 
240 CLIENTES 1050 VENTAS 







DLS1#conf t   Modo configuración SW 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#vlan 600  Ingreso VLAN 600 
DLS1(config-vlan)#name NATIVA  Nombre vlan 600 
DLS1(config-vlan)#vlan 15  Igreso vlan 15 
DLS1(config-vlan)#name ADMON nombre vlan 15 
DLS1(config-vlan)#vlan 240 ingreso vlan 240 
DLS1(config-vlan)#name CLIENTES nombre vlan 240 
DLS1(config-vlan)#vlan 1112   ingreso valn 1112 
VLAN_CREATE_FAIL: Failed to create VLANs 1112 : extended VLAN(s) not 
allowed in current VTP mode 
DLS1(config)#vlan 420  ingreso vlan 420 
DLS1(config-vlan)#name PROVEEDORES  nombre vlan 420 
DLS1(config-vlan)#vlan 100 ingreso vlan 100 
DLS1(config-vlan)#name SEGUROS  nombre vlan 100 
DLS1(config-vlan)#vlan 1050 
VLAN_CREATE_FAIL: Failed to create VLANs 1050 : extended VLAN(s) not  
DLS1(config)#vlan 3550 




En packet tracer no permite crear las valan 1112, 1050 y 3550 extendidas 















DLS1#CONF T      modo configuración de lSW 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#VLAN 420 Ingreso valn 420 
DLS1(config-vlan)#state suspend  suspender vlan 420 temporalmente 



















7. Configurar DLS2 en modo VTP transparente VTP utilizando VTP 






DLS2(config)#vtp mode transparent  ingreso modo transparente  
Setting device to VTP TRANSPARENT mode. 
DLS2(config)#vtp version 2   ingreso versión 2 VTP 
DLS2(config)# 
DLS2(config)#vlan 600    Ingreso vlan 600 
DLS2(config-vlan)#name NATIVA  nombre vlan 600 
DLS2(config-vlan)#vlan 15    Ingreso vlan 15 
DLS2(config-vlan)#name ADMON  nombre vlan 15 
DLS2(config-vlan)#vlan 240   Igreso vlan 240 
DLS2(config-vlan)#name CLIENTES  nombre vlan 240 
DLS2(config-vlan)#vlan 1112   Igreso vlan 1112 
DLS2(config-vlan)#name MULTIMEDIA  nombre vlan 1112 
DLS2(config-vlan)#vlan 420   Igreso vlan 420 
DLS2(config-vlan)#name PROVEEDORES nombre vlan 420 
DLS2(config-vlan)#vlan 100   Igreso vlan 100 
DLS2(config-vlan)#name SEGUROS  nombre vlan 100 
DLS2(config-vlan)#vlan 1050   Igreso vlan1050 
DLS2(config-vlan)#name VENTAS  nombre vlan 1050 
DLS2(config-vlan)#vlan 3550   Igreso vlan 3550 










Figura 20. VLAN que en DLS2 
 
 























9. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN 
de PRODUCCION no podrá estar disponible en cualquier otro Switch 







Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#vlan 567  Igreso vlan 567 
DLS2(config-vlan)#name PRODUCCION nombre vlan 567 
DLS2(config-vlan)#exit  salir 
DLS2(config)#int port-channel 2  ingreso Puerto 2 SW 
DLS2(config-if)#switchport trunk allowed vlan except 567 excepción Puerto 
truncal de la vlan 567 
DLS2(config-if)#int port-channel 3  ingreso Puerto canal 3 
DLS2(config-if)#switchport trunk allowed vlan except 567 excepción Puerto 





10. Configurar DLS1 como Spanning tree root para las VLANs 1, 12, 420, 




DLS1>enab   modo privilegiado 
DLS1#conf t   modo configuración SW 
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Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#Spanning-tree vlan 1,12,420,600,1050,1112,3550 root primary 
DLS1(config)#Spanning-tree vlan 100,240 root secondary  configurar vlan 








11. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y 








Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#Spanning-tree vlan 100,240 root primary 
DLS2(config)#Spanning-tree vlan 15,420,600,1050,1112,3550 root secondary 
 
NOTA: En el enunciado estaba la vlan 11112, Sin embargo, se configura en 
















12. Configurar todos los puertos como troncales de tal forma que 
solamente las VLAN que se han creado se les permitirá circular a 
través de estos puertos. 
 
 
DLS1(config-if)#int port-channel 1     ingreso Puerto canal 1 
DLS1(config-if)#switchport trunk allowed vlan 1,12,420,600,105,112,355,100,240 
DLS1(config-if)#int port-channel 4  ingreso Puerto canal 1 




13. Configurar las siguientes interfaces como puertos de acceso, 
asignados a las VLAN de la siguiente manera: 
 
 
Tabla 2. Configurar interfaz asignando vlan 
 
interfaz DLS1 DLS2 ALS1 ALS2 
interfaz F0/6 3550 15, 1050 100, 1050 240 
interfaz F0/15 1112 1112 1112 1112 
interfaz F0/16-







Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int f0/6  ingreso interface 6 
DLS1(config-if)#switchport mode access   modo accesso de SW 
43 
 
DLS1(config-if)#switchport access vlan 355  configurar vlan 355 
DLS1(config-if)#exit 
DLS1(config)#int f0/15   ingreso interface 15 
DLS1(config-if)#switchport mode access  modo accesso del SW 






DLS2(config-if)#int f0/6    ingreso interface 6 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 15  Configurar vlan 15 
DLS2(config-if)#switchport access vlan 1050  Configurar vlan 1050 
DLS2(config-if)#exit 
DLS2(config)#int f0/15   ingreso interface 15 
DLS2(config-if)#switchport access vlan 1112 Configurar vlan  
DLS2(config-if)#exit 
DLS2(config)#int range f0/16-18 
DLS2(config-if-range)#switchport mode acceso 








ALS1>enab  modo privilegiado. 
ALS1#conf t  modo configuración SW 
Enter configuration commands, one per line. End with CNTL/Z. 
ALS1(config)#int f0/6  ingreso interface 6 
ALS1(config-if)#switchport mode access 
ALS1(config-if)#switchport access vlan 100 configurar  vlan 100 
ALS1(config-if)#switchport access vlan 1050 configurar  vlan 1050 
ALS1(config-if)#exit 
ALS1(config)#int f0/15  ingreso interface 15 
ALS1(config-if)#switchport mode access  modo SW port 












ALS2>enable  modo privillegiado. 
ALS2#conf t   modo configuración SW 
Enter configuration commands, one per line. End with CNTL/Z. 
ALS2(config)#int f0/6  ingreso interface 6 
ALS2(config-if)#switchport mode access  Modo accesso SW port 
ALS2(config-if)#switchport access vlan 240  configurar  vlan 240 
ALS2(config-if)#exit 
ALS2(config)#int f0/15 ingreso interface 15 
ALS2(config-if)#switchport mode access  modo SW port 





Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
 
1. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 
 

























































Figura 31. Protocolos y puertos en DLS1 Y DLS2 
 
 









Figura 33. Spanning tree entre  DLS2 
 
 






Figura 35. Spanning tree entre DLS1 
 
 









Al momento de habilitar las diferentes vlan deja de forma lógica la oportunidad de 
tener mas segmentos de red y con ellos poder realizar mas configuraciones de host 
en la LAN, esto por protocolo EIGRP del escenario 1 permite que la comunicación 
salte de algunos router de manera directa para acortar distancias y velocidad. 
 
La configuración de los equipos capa 3 y capa 2 funcionan en aspectos de 
conmutación de grades canales dedicados de servicios con redundancia, hoy por 
hoy estas configuraciones las vemos en redes MPLS usuario - cliente de grandes 
empresas y modelos de negocio que requieren compartir recursos propios de sus 
redes internas o intranet. 
 
Los equipos en capa 3 soportan o funcionan mas por puerto VTP ya que los capa 2 
no admiten estas configuraciones, por ejemplo, en la comunicación de una red LAN 
to LAN se recomienda configurar los SW en capa3 para que solo se realice la 
empalmaría de manera física y se conecten los SW dentro de cada rac de manera 
más fácil. 
 
El modelo de red para el escenario 1 simula por el OSPF configurado en el área 150 
una manera sencilla de conocer una red MPLS de dos hilos de fibra a una milla, 
este ejemplo es el más común dentro de las redes dedicadas de grades 
capacidades, por ejemplo, los proveedores ofrecen hoy por hoy estas soluciones 
con el fin de ahorrar recurso económico y consumir recurso lógico más fácil. 
 
la plataforma CISCO packet tracert no permite algunas configuraciones para los dos 
escenarios, sin embargo, para los switch capa 3 se puede configurar con versión 
VTP 2 para concluir las simulaciones. 
 
En las configuraciones ROUTE se comprende la configuración OSPF como la 
mejor alternativa para varios router en serie, pues lo que se pretende es buscar la 
mejor alternativa de comunicación y sobre todo la más rápida, Para los switch 
capa 2 se realiza la configuración de los swtichport pero, con la salvedad que esta 
tecnología no tiene privilegios para el modo acceso lo que permite que la 
configuración se guarde sobre el switchport directamente en la vlan. 
 
Se realiza la configuración de varias VLAN con el fin de demostrar que para cada 
interfaz del SW se puede agregar una de ella y si se requiere una IP para el 
direccionamiento de varias rutas lógicas. 
 
Para el escenario 1 se realiza la configuración de EIGRP en un área que se 
configura con puerto serial, y que se segmenta con direccionamiento IP para que 
se utilice la misma metodología que el área OSPF, es decir, la mejor y más rápida 
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