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Señores miembros del Jurado: 
La presente investigación titulada TRATAMIENTO DE DATOS PERSONALES DE 
MENORES DE 13 AÑOS EN FICHEROS AUTOMATIZADOS DE REDES SOCIALES 
EN PERÚ, 2017, que se pone a Vuestra consideración tiene como propósito 
determinar de qué manera se tratan los datos personales de menores de 13 años en 
ficheros automatizados de redes sociales en Perú, 2017, bajo un supuesto de quese 
tratarían de manera deficiente, debido a la falta de un marco normativo especial que 
brinde protección, prevención y sanción del uso indebido de la información personal 
que se almacena en el perfil del usuario; vulneraría el derecho a la intimidad en el 
perfil del usuario de menor de 13 años en las redes sociales; ya que las redes sociales 
cuando tratan la información personal de los menores de 13 años no diferenciarían 
cuando se está exponiendo un aspecto de la vida privada, considerándola por el 
contrario a partir del registro como información de dominio público; esta investigación 
adquiere importancia porque se va determinar de qué manera se tratan los datos 
personales de menores de 13 años en ficheros automatizados de redes sociales en 
Perú, 2017. 
  
Así, cumpliendo con el reglamento de grados y títulos de la Universidad César Vallejo, 
la investigación se ha organizado de la siguiente manera: en la parte introductoria se 
consignan la aproximación temática, trabajos previos o antecedentes, teorías 
relacionadas o marco teórico y la formulación del problema; estableciendo en este, el 
problema de investigación, los objetivos y los supuestos jurídicos generales y 
específicos. En la segunda parte se abordará el marco metodológico en el que se 
sustenta el trabajo como una investigación desarrollada en el enfoquecualitativo, de 
tipo de estudio orientado a la comprensión y el estudio de teorías fundamentadas. 
Acto seguido se detallarán los resultados que permitirá arribar a las conclusiones y 
sugerencias, todo ello con los respaldos bibliográficos y de las evidencias contenidas 
en el anexo del presente trabajo de investigación. 
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La presente investigación tuvo como propósito determinar de qué manera se tratan 
los datos personales de menores de 13 años en ficheros automatizados de redes 
sociales en Perú, 2017. Para la realización de la investigación se empleó el enfoque 
cualitativo, el cual brinda la información de las cualidades que conforman al 
fenómeno de estudio, así mismo, el tipo de estudio es básico, orientado a la 
comprensión y descriptiva, conteniendo un diseño de teoría fundamentada de corte 
transversal. Del mismo modo, se utilizó las técnicas de recolección de datos de la 
entrevista y el análisis de fuente documental.  
A partir de los resultados y la discusión se ha logrado confirmar que se tratan de 
manera deficiente los datos personales de menores de 13 años en ficheros 
automatizados de redes sociales en Perú. 
 
Palabras claves: Tratamiento, datos personales, derecho a la intimidad, derecho 
























The present investigation was to determine how personal information under 13 are 
treated in automated files of social networks in Peru, 2017. For the realization of 
their search it was used qualitative approach, which provides the information of the 
qualities that make up the phenomenon of study, Also, the type of study is basic, 
guide the understanding and descriptive containing a design containing a theory 
design based on cross-section. In the same way, it was used data collection 
techniques of the interview and thedocumentarysourceanalysis. 
 
From the results and the discussion, it has been achieved confirm that are treated 
by way of deficient the personal information under 13 are treated in automated files 
of social networks in Peru. 
 
Keywords: treatment, personal information, privacy right, right to the image, under 





















































El desenvolvimiento del desarrollo tecnológico en nuestra sociedad nos ha llevado 
a la era digital, sin embargo, los riesgos que se presentan por parte de personas 
que utilizan las redes sociales para obtener información de otras personas, y 
cometer actos ilegales que vulneran varios derechos que tienen las personas, 
siendo los menores de edad una gran parte en la población que utilizan las redes 
sociales, convirtiéndose en un instrumento, en cual se puede obtener   
conocimiento y poder mantener la conversación con familiares y amigos. 
 
En Perú, desde la modernización de la era digital, los legisladores no han 
desarrollado leyes respecto al tratamiento de datos personales en ficheros 
automatizados en redes sociales de menores de edad de 13 años, siendo en la 
realidad un problema de alto riesgo que trae el uso de estas por parte de los 
menores de edad de 13 años. 
 
En Perú se han realizado leyes que protegen los datos personales, se inicia con el 
proyecto de Ley 4090, el cual es presentado desde el Ejecutivo, luego el 21 de   
junio de 2011, se promulgó la Ley de protección de datos personales, N° 29733, 
posteriormente, mediante Decreto Supremo No. 003-2013-JUS se aprobó el 
Reglamento de la Ley de fecha 21 marzo de 2013. La Ley y el reglamento     
entraron completamente en vigencia a partir del 9 de mayo de 2013. 
 
En tal sentido, se desarrolla en el artículo 12 del Decreto Supremo No. 003-2013-
JUS, Reglamento de la Ley N° 29733, sobre el consentimiento por parte de los 
menores de edad respecto al otorgamiento de sus datos personales a cambio de 
obsequios o beneficios, y sobre el tratamiento de los datos personales de     
menores pero no sobre cómo se está tratando los datos personales en ficheros 
automatizados de las redes sociales ya que son los menores, los que dedican 
varias horas conectados en éstas, creando un usuario para poder comunicarse, 
brindando información a otros menores de edad respecto a su vida, y    





sociales les brindan para que publiquen, pudiendo cualquier persona ajena a su 
entorno poder acceder a la información relativa de un menor de 13 años. 
 
En las redes sociales para tener acceso, hay que tener un correo electrónico que  
permitirá inscribirse, luego la creación de un perfil del usuario, en el cual se va 
almacenar los datos personales del menor de edad de 13 años, exponiendo su 
información de su vida privada o familiar; perdiendo el control sobre sus datos 
personales, siendo así que las redes sociales han establecido que el registro del 
menor de edad de 13 años están prohibió, pero esto no impide que los menores de 
edad creen perfiles donde alteren la información, además las redes sociales 
consideran de dominio público, la información que se tratan desde el registro a 
través de los ficheros automatizados, sin diferenciar que aspecto de la vida    
privada de los menores de 13 años se expone en las redes sociales, ya que esta 
información no es considera como fuente accesible al público, así el tratamiento   
de información personal en ficheros automatizados en las redes sociales se 
convierte en una amenaza potencial para el menor de edad de 13 años, por la     
falta de conocimiento de los peligros que abundan en las redes sociales. 
 
Los ficheros automatizados de las redes sociales, cuando tratan la información de 
los menores de 13 años, desde el registro no cuentan con el consentimiento de    
los padres, ya que sólo existe un contrato de adhesión en cual las redes sociales 
son los que ponen las cláusulas sobre el tratamiento de los datos personales,  
donde un menor de 13 años no tiene capacidad de ejercicio, pero puede expresar 
su voluntad de aceptar o rechazar mediante un clic, sin tener un conocimiento de 
lo que significa dicho contrato con cláusulas y las consecuencias de aceptarlas, 
siendo más importante estar conectado a las redes sociales y comenzar a hacer 
las conexiones con otros amigos que comparten la misma red. 
 
La recopilación de información personal no consentida de menores de 13 años a 
través ficheros automatizados de las redes sociales, hace que se vulnere el derecho 
a la intimidad de la vida privada y la vida familiar, mediante divulgación                        
de la información respecto a características de las situaciones que no querías que 





intromisión del espacio utilizando la tecnología para registrar el desarrolla de las  
actividades privadas y familiares del menor de 13 años, en ambos la información 
no es consentida. 
 
Los ficheros automatizados de las redes sociales, es medio para obtener 
información relativa de un menor de edad mediante la búsqueda automatizada, 
permitiendo que terceras personas localicen a los menores de 13 años, logrando 
recolectar y acceder información de la vida privada o familiar, mediante 
comentarios, fotos publicadas por el menor de 13 años o amigos en común y   
videos que son compartidos, el cual permitirá la creación de un perfil sobre las 
conductas cotidianas, siendo víctimas localizables y poder cometer actos ilícitos en 
las redes sociales como vulnerar un derecho fundamental reconocido 
constitucionalmente, el derecho a la propia imagen del menor de 13 años, 
produciendo una de la figura física de la imagen ante la sociedad, perdiendo 




Trabajos previos nacionales 
 
Valenzuela (2014). En su tesis: “La afectación del derecho a la intimidad en la 
regulación de acceso a la información registral”. Introducción. La publicidad registral 
es brindar conocimiento de una situación con el propósito de informar a los demás 
(cognoscible). Está regulado en el Código Civil, artículo 2012, y en Reglamento 
General de los Registros Públicos, el artículo I del Título Preliminar. A través de la 
publicidad registral, la población podrá saber de la situación en que se encuentra el 
bien, otorgando seguridad jurídica frente al tráfico comercial. Por lo tanto, existe 
una confrontación entre el derecho de carácter personal (derecho de intimidad) y el 
brindar seguridad jurídica a través de la publicidad. El funcionario brinda 
información indiscriminada de los datos que no deben ser materia de publicidad, ya 






Palacios (2015). En su tesis: “El derecho a la intimidad en su relación con las redes 
sociales: tratamiento doctrinal y jurídico en la legislación comparada”.     
Introducción. El sujeto que tiene la información del sujeto pasivo para divulgar 
puede generar un daño al sujeto pasivo, configurándose el delito desde que se  
tiene conocimiento de la información privada o familiar. Desde las redes sociales 
se puede tener conocimiento de información privada o familiar que se pública en   
el perfil del usuario, así otros usuarios tienen acceso a la información, y compartir 
esos datos, videos o imágenes perdiendo el control total de los datos personales 
del sujeto. A través del internet se pueden realizar una variedad de acciones que 
vulneran el derecho a la intimidad, ya que se ve involucrado la apreciación del   
titular de los datos frente a los demás, exponiendo gravemente debido que existe 
el anonimato y los perfiles falsos que son creados por los usuarios que permiten las 
redes sociales y el alcance de divulgación de la información a nivel mundial. 
 
Trabajos previos internacionales 
 
Guijosa (2013). En su tesis: “Protección de datos personales en redes sociales 
digitales”. Introducción. En las redes sociales digitales se comparte miles de 
millones de información que los usuarios comparten sobre su vida privada y de su 
personalidad, perdiendo el control de dicha información sin saber cuál es el   
alcance que ha llegado tener. Es cierto que podemos ingresar desde cualquier lugar 
desde nuestro hogar, universidad, y lugares públicos y privados, y una vez 
ingresado a la red social digital podemos estar conectado y compartir información 
por toda la red y ser visto por cualquier usuario que desea tener información, 
exponiéndose de los peligros por una falta de concientización. Todas las acciones 
que se realicen en las redes sociales digitales son una expresión de nuestra 
personalidad virtual, de manera que es importante mantener nuestra privacidad 
como la vida real. 
 








Para las Naciones Unidas (1945). Define que: Los derechos humanos son 
facultades inherentes a todos los seres humanos, se les consideras absolutos, 
intransferibles, irrenunciables, universal, no divisibles, ni diferencias, solo por    
tener la condición de ser seres humanos, por lo tanto, todos somos titulares sin 
marginación alguna. 
 
Según Arévalo (1997). Menciona que: Los derechos humanos es una categoría 
particular dentro del género de las normas jurídicas del derecho; todo derecho es 
considerado humano, el hombre es el único titular de los derechos y adquirir 
obligaciones. 
 
Para Faúndez (1996). Señala que: Los derechos humanos son privilegios que 
tienen los individuos, de acuerdo con el Derecho Internacional, de hacer respetar 
la dignidad como ser humano ante los órganos de poder de un Estado, excluyendo 
totalmente su intervención en la vida individual del ser humanos, y exigiendo los 
derechos, los servicios y la satisfacción de las necesidades básicas. 
 
Las características de los Derechos Humanos 
 
Para Bajaj (2003). Señala que son 12 características: son innatos o inherentes, 
universales, inalienables e intransferibles, inviolables, obligatorios, trascienden las 
fronteras nacionales, indivisibles, interdependientes, complementarias, y no 
jerarquizables. 
 
Los cuales se desarrollarán tres características la universalidad, la absolutidad, y la 




Para Gonzáles (2004). Señala que: Los derechos humanos son universales, porque 
constituye un modelo moral para todos los seres humanos por tener tal condición, 









Según Gonzáles (2004). Menciona que: Son absolutos los derechos humanos, ya 
que tienen como peculiaridad principal de ser insuperable por los demás, es decir 




Según McConnell (1984). Señala que: Los derechos humanos no se pueden     
ceder ni trasmitir a otro ser humano, es decir que nunca se podrá renunciar ni 




Para Peces-Barba (1999). Menciona que: Su concepto está compuesto por los 
supuestos éticos y elementos jurídicos, teniendo como trascendencia moral que 
comprende la dignidad del individuo y la finalidad de la independencia ética, 
abarcando la trascendencia legal que transforma los derechos abstractos a estar 
plasmados a un ordenamiento jurídico material, siendo un mecanismo de utilidad 
para las personas y manejen todas sus habilidades dentro de la sociedad.  
 
Según Ferrajoli (2006). Señala que: En las concepciones históricas sobre los 
derechos fundamentales existe un común denominador, que es la protección o 
reconocimiento de los derechos humanos, para proteger a los seres humanos     
más débiles. En cada estado la protección de derechos es diferente debido a 
diferentes circunstancias como la cultural, sociológica e histórica. 
 
A través la configuración normativa se brinda protección a los derechos 
fundamentales ante la injusticia de cualquier representante del Estado, grupal o 







Diferencia ente los Derechos Humanos y los Derechos fundamentales  
Según la Comisión Nacional de los Derechos Humanos (1990). Nos señala que:  
La diferencia entre los derechos fundamentales y los derechos humanos es 
trascendental, porque existe ciertos derechos humanos que no son derechos 
fundamentales. Es determinante que la relevancia de derechos humanos es más 
extensa que el de los derechos fundamentales. 
 
Para Hermída del Llano (2005). Menciona que: La diferencia que existe entre los 
derechos humanos y los derechos fundamentales, es importante porque se observa 
que países están cumpliendo las exigencias éticas de los derechos humanos en 
sus ordenamientos jurídicos. 
 
Derecho a la intimidad 
 
El Pacto Internacional de Derechos Civiles y Políticos (1966), en Parte III en su 
Artículo 17º inc. 1 y 2 señala: “Nadie será objeto de injerencias arbitrarias o 
ilegales en su vida privada, su familia, su domicilio o su correspondencia, ni de 
ataques a su honra y reputación” y “Toda persona tiene derecho a la protección    
de la ley contra esas injerencias o esos ataques”. 
 
Según Cifuentes (1995). Señala que: El derecho a la intimidad, es un derecho 
personal del individuo para alejarlo de aquellas turbaciones existentes en su vida 
privada o de la publicidad, cuya limitación se encuentra por los intereses públicos y 
las necesidades sociales. 
 
Según Rebollo (2000). Menciona que: El término intimidad proviene del vocablo 
latino íntimo, es el espacio oculto convirtiéndose en la máxima interioridad del ser 
humano. 
 
Para Pinori (2005). Menciona que: El derecho a la intimidad, era la separación de 
los demás del ámbito de la vida privada y prohibir la divulgación de eventos 





las personas tienen el poder de controlar la información personal, influencia 
alemana “derecho a la autodeterminación informativa”. 
 
Según Díaz (2009). Señala que: Es el espacio reservado donde se realizan las 
conductas o actos de la persona y de sus familiares, por el cual terceras personas 
mantienen una distancia, y no tienen un interés público para estas. Además, el 
concepto familiar es más que la consanguineidad o afinidad, se entiende a los 
sentimientos que existe entre amigos o el de espiritualidad.  
 
En la constitución Política del Perú de 1993 en su Artículo 2° señala: 
 
inc. 5: A solicitar sin expresión de causa la información que requiera y a recibirla de 
cualquier entidad pública, en el plazo legal, con el costo que suponga el pedido. Se 
exceptúan las informaciones que afectan la intimidad personal y las que    
expresamente se excluyan por ley o por razones de seguridad nacional. […]. 
 
“inc. 6: A que los servicios informáticos, computarizados o no, públicos o privados, 
no suministren información que afecten la intimidad personal y familiar”  
 
Derecho a la intimidad como derecho autónomo  
 
Según Rebollo (2000). Menciona que: En 1873 en la obra “The elements of torts” 
de Thomas Cooley, Juez norteamericano, donde se da la referencia del derecho a 
la intimidad, el cual se elaboródos elementos la tranquilidad y soledad, concluyendo 
en el righ tto bet alone. 
 
Según Fariñas (1984). Menciona que: El 15 de diciembre de 1890, los abogados 
estadounidenses Samuel Warren y Louis Brandeis, publican su artículo 
denominado “the right to privacy”, en la Harvard Law Review, donde analizan los 
abusos de los medios de comunicación al momento de provocar una turbación a   
la calma de la familia y la privacidad de las personas. Debido que la señora     
Warren acostumbraba realizar fiestas lujosas para una clase privilegiada, y estas 





sociedad de Boston que le interesaba, esto enfado a Samuel Warren, que luego 
con su colega Brandeis, trabajaron en una tesis durante seis años, donde las 
personas debían ser protegidos respecto a la propiedad y su personalidad. 
 
La Declaración de Los Derechos Humanos (1948). Es el primer texto donde se 
menciona el derecho a la privacidad, en su artículo 12. Menciona que:  
 
“Nadie será objeto de injerencias arbitrarias en su vida privada, su familia, su domicilio 
o su correspondencia, ni de ataques a su honra o a su reputación. Toda                  
persona tiene derecho a la protección de la ley contra tales injerencias o ataques”. 
 
Según Volpato (2016). Menciona que: La sustracción de información que 
pertenecen alasaéreasespecíficas de la personalidad del individuo ajenas del 
conocimiento de terceros, va másallá, por se desarrolla en una esfera en la 
interioridad del ser, que perfecciona la libertad individual. La intimidad es 
considerada un bien personal de la dignidad humana.  
 
La intimidad en la vida privada  
 
Para Rebollo (2000). Nos señala que: La intimidad de la vida personal esta 
relaciona con la individualidad de la persona, donde se desarrolla mentalmente y 
físicamente, y la diferencia que existe entre la intimidad general y la intimidad 
personal, es no el medio, los limites o los contenidos, sino en el individuo.  
 
Según Volpato (2016). Menciona que: La intimidad personal es el conjunto 
elemental de los miembros que tiene la misma exclusión de la interioridad   
personal. 
 
La intimidad en la vida familiar 
 
Para Lindon (1989). Señala que: Cuando se trata de definir específicamente el 





la cual abarca su matrimonio, su afiliación o su divorcio. Pero que está   
comprendido dentro de la vida privada. 
 
Según Corral (1999). Menciona que: Es un aspecto gravitante y esencial del 
contenido del derecho a la intimidad, cuando se protege la privacidad de los 
individuos que forman parte de la vida en familia. 
 
Para Rebollo (2000). Menciona que: La intimidad familiar está relacionada con 
aspectos del grupo del individuo con las cuales se forman vínculos familiares, que 




El Código Civil en el Título II, sobre Derechos de la Persona en su Artículo 14° 
señala: “La intimidad de la vida personal y familiar no puede ser puesta de 
manifiesto sin el sentimiento de la persona o si ésta ha muerto, sin el de su cónyuge, 
descendientes, ascendientes o hermanos, excluyentemente y en este orden”. 
 
Afectaciónal derecho a la intimidad 
 
Para Arce (2008). Menciona que: El derecho a la intimidad es la potestad de   
poseer el dominio de la difusión cierta información que pertenece al ámbito   
personal y familiar. 
 
Para Ferreira (1982). Señala que: Las formas de afectar al derecho a la intimidad, 
es la intromisión y la divulgación, pueden darse cada uno individualmente o     




Para Carbonell (2005). Menciona que: Se afecta el derecho a la intimidad mediante 







Según Volpato (2016). Señala que: Al tomar consciencia de los sucesos que     
están en el espacio de la intimidad de una personase afecta el derecho 
fundamental, existiendo otra forma de afectarel espacio mediante la utilización de 
equipos tecnológicos sin su consentimiento del interesado. 
 
Según Rebollo (2000). Señala que: La intromisión es una violación a la intimidad 
personal cuando se afecta directamente al individuo, y en la intimidad familiar es 




Para Carbonell (2005). Menciona que: La vulneración del derecho a la intimidad, es 
el conocimiento de la información correspondiente a los eventos, datos o 
características relacionadas a la vida privada, esta es denominada intimidad 
informacional 
 
Según Volpato (2016). Señala que: Existe una afectación al derecho a la intimidad 
cuando se divulga información que pertenece a la esfera privada como los datos, 
hechos o situaciones. 
 
La Convención Americana en el Capítulo II sobre Derechos Civiles y Políticos en 
su artículo 11º inc. 1, 2 y 3 señala: “Toda persona tiene derecho al respeto de su 
honra y al reconocimiento de su dignidad”, “Nadie puede ser objeto de injerencia 
arbitrarias o abusiva en su vida privada, en la de su familia, en su domicilio o en    
su correspondencia, ni de ataques ilegales a su honra o reputación” y “Toda 





Para Frutos Mendoza (2014). Menciona que: Los datos de los titulares es 





gestación de un ser humano hasta la defunción, en ese espacio temporal se ha 
generado una variedad de datos personales, por ejemplo, fecha de nacimiento, 
edad, talla, salud, lugar fecha y hora de la muerte, etcétera. La recolección de 
información de una persona toma relevancia cuando se tiene un conjunto de     
datos que pueden identificar al titular de los datos personales o la identificación 
física, por lo tanto un dato personal no genera ningún beneficio o perjuicio. 
 
Por su parte el español Fulgencio Madrid Conesa (como se citó en Frutos Mendoza, 
2014, p. 6). La aplicación de la Teoría del Mosaico, son varias piedras pequeñas 
dispersas que no tiene ningún significado, pero el conjunto de piedras pequeñas 
que conforman un mosaico, tiene una comparación con el conglomerado de los 
datos íntimos de un titular, que al momento de unirse pueden identificar o llegar a 
identificar físicamente al propietario. 
 
Según Davara Fernández (2011). Señala que: Se brinda protección al titular del 
derecho, frente a cualquier ilícito tratamiento de los hechos de naturaleza íntimo, 
pero un solo dato no necesitara la protección ya que no permite identificar al titular. 
 
Al respecto Troncoso (2010). Señala que: El derecho de protección de datos 
personales es bifronte, porque brinda protección a los datos de carácter público o 
privado, logrando establecerse un ámbito específico en el derecho a la intimidad 
abarcando derechos conexos como intimidad personal y familiar, honor y propia 
imagen, y también sobre datos sensibles. 
 
Para el Diccionario de la Real Academia Española, Dato significa: Tener 
conocimiento de la información específica de un hecho importante que producirá 
consecuencias. 
 
“núm. 4. Toda información sobre una persona natural que la identifica o la hace 
identificable a través de medios que pueden ser razonablemente utilizados” (Ley N° 











Es cualquier dato personal que se tiene sobre una persona, tanto objetiva y 
subjetiva. Cualquier información puede ser considerada dato personal, sin 
embargo, no es necesario la información sea verdadera, y si fuera el caso la norma 
da facultades al interesado de poder refutar la información con medios probatorios. 
 
Sobre 
Cuando se habla de la palabra sobre es sobre la información de una persona física. 
La información respecto a los bienes puede tener una relación sobre la información 
de una persona de forma indirecta. 
 
Identificada o identificable 
Una persona identificada físicamente es cuando del grupo de persona se le puede 
distinguir del grupo. Por lo tanto, la persona corporalidentificableaun cuando no se 
le haya identificado, es posible poder hacerlo.  
 
Persona física  
Enla Declaración Universal de los Derechos Humanos, en su artículo 6, nos 
menciona que: “todos los hombres tenemos derechos, en cualquier parte del 
mundo, a la identificación de su carácter legal”. Los datos personales están 
exclusivamente vinculados a los seres vivos identificados o identificables. 
 
Según Ornelas (2011). Señala que: En el ámbito internacional la definición de dato 
personal es la información que permitirá identificar o ser identificable a una 
determinada persona física. 
 






Según Recio (2015). Señala que: Los datos personales se protegen en base a los 
siguientes principios: Legalidad, consentimiento, finalidad, proporcionalidad, 
calidad y seguridad. 
 
La Ley en el Título I sobre Principios Rectores en su Artículo 6° señala: 
 
Los datos personales deben ser recopilados para una finalidad determinada, explicita 
y licita. El tratamiento de los datos personales no debe extenderse a otra finalidad que 
no haya sido la establecida de manera inequívoca como tal al momento de su 
recopilación, […]. 
 
La Convención sobre los derechos del niño, en el Parte I en su artículo 16º inc. 1 
y 2 señala: “Ningún niño será objeto de injerencias arbitrarias o ilegales en su vida 
privada, su familia, su domicilio o su correspondencia ni de ataques ilegales a su 
honra y a su reputación” y “El niño tiene derecho a la protección de la ley contra 
esas injerencias o ataques”. 
 
Derecho a la propia imagen 
 
Según Espinoza (2008). Menciona que: el termino imagen tiene su origen del latín 
imago, también tiene sus raíces en el Derecho Romano, denominado ius imaginum, 
considerada como parte del derecho público, que le pertenecía a la nobleza para 
exponer sus logros o si desempeñaban la magistratura. 
 
Para Fernández (1990). Señala que: La imagen representa aspectos que 
relacionan a la persona, como los rasgos físicos, y todo lo exterior que puede ser 
perceptible para los observadores. 
 
Según Flores (2006). Menciona que: La imagen personal es la representación física 
del individuo, que se plasman en un retrato, fotografía, lámina, estatua, y video, es 
así que esta pude ser publicada, divulgada y reproducida, por los diversos medios 






Por su parte María Rovira (como se citó en Flores, 2006, p. 372). Nos señala que: 
El derecho a la propia imagen forma parte de la personalidad del 
individuo,considerándose como un derecho interiorque tiene las siguientes 
características, la primera es eficaz porque es la capacidad personal que tiene el 
individuo respecto a la acción de plasmar su imagen, y teniendo como finalidad los 
recuerdos familiares, o tener un beneficio económico, y la segunda es la expresión 
de su voluntad para consentir la publicación, divulgación, reproducción de su 
imagen por terceras personas. 
 
La Constitución en el Capítulo I sobre Derechos Fundamentales de la persona en 
su Artículo 1° señala: “La defensa de la persona humana y el respeto de su 
dignidad son el fin supremo de la sociedad y del Estado”. Y en su En su Artículo 
2º señala: “inc. 7: Al honor y a la buena reputación, a la intimidad personal y familiar 
así como a la voz y a la imagen propias 
 
Menores de edad 
 
Según Unicef (1989). Nos expone en el Artículo 1 de la Convención sobre los 
derechos del niño:"Paralas consecuencias de la presente Convención, se debe 
comprender por niño todo ser humano menor de dieciocho años de edad, 
excepcionalmente que en virtud de la ley que le sea aplicable”. 
 
Según González y Rodríguez (2011). Menciona que: 
 
Los convenios manejan tres categorías que afecta a los menores: 
 
a) El menor de edad de los dieciséis años, en la doctrina se trata quelaConvención 
Interamericana Sobre Restitución Internacional de Menores y al Convenio sobre 
Aspectos Civiles de Sustracción Internación de Menores, justificar sus herramientas 
para reconocer el límite para que un menor de edad pueda dar una opinióncon 






b) El menor de edad de los dieciocho años, se menciona la Convención 
Interamericana sobre Tráfico de Internacional de Menores que tiene como reglas 
generales prever, frenar y penar la Trata de Personas, particularmente a las 
mujeres y niños. 
 
c) El menor de edad de los veintiún años, se menciona en su artículo 1, Convenio 
sobre Ley Aplicable a las Obligaciones Alimentarias respecto a menores, que para 
los términos del actual Convenio, el término menor tiene un significado, ser un hijo 
legal, ilegal, o adoptado, que cumpla con el requisito de no estar casado y que sea 
menor de veintiún años cumplidos. 
 
“Se considera niño a todo ser humano desde su concepción hasta cumplir los doce 
años de edad y adolescente desde los doce hasta cumplir los dieciocho años de 
edad […]” (Ley 27337 que aprueba el nuevo Código de los Niños y Adolescentes, 
2000, Título Preliminar Art. I). 
 
En el artículo 27 del Reglamento de la Ley de Protección de Datos Personales, nos 
señala que: previamente debe existir un consentimiento de los padres, como 
requisito para el tratamiento de los datos personales de menores de edad. 
 
Tratamiento de datos personales de menores de edad 
 
En la Ley N° 29733, Ley de protección de datos personales en el Título Preliminar, 
Disposiciones Generales, Definiciones, para todos los efectos de la presente ley se 
debe comprender por: 
 
núm. 17. Tratamiento de datos personales. Cualquier operación o procedimiento 
técnico, automatizado o no, que permite la recopilación, registro, organización, 
almacenamiento, conservación, elaboración, modificación, extracción, consulta, 
utilización, bloqueo, supresión, comunicación por transferencia o por difusión o 
cualquier otra forma de procesamiento que facilite el acceso, correlación o 






Según Ornelas (2011). Refiere que: Se están obligando a las industrias del internet 
prohibir cierta información que brindan los menores de edad al internet, estas 
medidas de control son exigidas por los países. Y lo que señala el Memorándum 
de Montevideo es prohibir el tratamiento de datos de niños y niñas. 
 
Según Garriga (2004). Nos menciona que: Uno de los fenómenos que está 
afectando a las libertades, es el tratamiento de datos personales, porque es un 
deterioro de los derechos fundamentales frente al desarrollo y uso de la tecnología. 
 
Según Volpato (2016). Menciona que: La forma en que se va usar la tecnología 
para el tratamiento de datos personales supone un gran peligro para las libertades 
y derechos fundamentales como el derecho a la intimidad y dignidad, ya que existe 
herramientas tecnológicas que vulneran la vida privada sin que la persona tenga 
ningún conocimiento y esta tiene una repercusión en el tiempo. 
 
Ficheros Automatizados  
 
Según Da Costa (1992). Nos dice: Un fichero es un soporte magnético donde se 
recolecta y almacena información, es decir un formato estructurado que contiene 
un conjunto de datos.  
 
El Convenio 108 del Consejo de Europa para la protección de las personas con 
respecto al tratamiento automatizado de datos de carácter personal nos define: 
“Artículo 2. El relativo a fichero automatizado, significa cualquier conjunto de 
informaciones que sea objeto de un tratamiento automatizado.” 
 
En la Ley Orgánica 15/1999, de 13 de diciembre, de Protección de Datos de 
Carácter Personal (LOPD)de España nos dice:  
 
Sobre la creación de ficheros de titularidad privada que contenga datos de carácter 
personal cuando resulte necesario para el logro de la actividad u objeto legítimos de la 
persona, empresa, o entidad titular y se respeten las garantías que esta ley establece 








Según Barriuso (2009). Nos dice que: Las redes sociales tienen su origen 
conceptual en una teoría llamada “los seis grados”, acuñada por primera vez por el 
húngaro Frigyes Karinthy (escritor), en 1929, es decir que cualquier persona puede 
estar conectada a una cadena de usuarios conocidos con no más de cinco 
mediadores. 
 
Según INTENCO (2008). Nos dice que: Las personas pueden crear perfiles, desde 
la aplicación online de una red social, a partir de esto se puede generar información 
que se comparte en forma instantánea a los demás. 
 
Según Nieto (2016). Señala que: El desarrollo de mecanismo de protección legal 
respecto al derecho a la intimidad, es debido a su procedencia a una tradición de 
un ámbito personal y familiar contra las intromisiones de terceras personas, 
diferente del uso de las redes sociales, teniendo como consecuencia la vulneración 
de situaciones personales que consideran intimo donde se genera información 
sensible. 
 
Para Nieto (2016). Señala que: El tipo de contrato que existe entre el prestador del 
servicio de una red social y el usurario es de adhesión, lo que significa que el 
usuario acepta y otorga su consentimiento a todas las condiciones y políticas de 
privacidad, que una sola parte redacto. 
 
Según Borja (2010). Nos dice que: Las redes sociales son utilizadas por las 
personas para convertirse en un usuario en la web estableciendo contactos con 
otros usuarios que se establecen en su red logran realizar diversas actividades en 
un corto tiempo. Respecto al funcionamiento de las redes sociales para pertenecer 
previamente debe tener un correo electrónico que le permitirá tener una cuenta de 
usuario en la cual se irá ingresando datos personales. Obtenido el perfil, podrás 
agregar amigos que interactúan en la misma red social con lo cual podrás compartir 






Según Soler (2011). Nos menciona que: Los usuarios publican cualquier dato 
personal en sus perfiles de las redes sociales, y capaz de tener la posibilidad de 
determinar el controlar de su privacidad y el entorno de amigos, no son conscientes 
de las consecuencias de compartir tanta información.   
 
Dentro de este contexto Ron, Álvarez y Núñez (2013). Menciona que: Las redes 
sociales representan un peligro para los menores de edad porque conocen a varios 
amigos que se relacionan y comparten varias actividades diarias, dejan de lado a 
los padres ya que no tendrán conocimiento de que información están brindando a 
sus amigos que no conocen. 
 
Según Roig (2009). Señala que: Existen doctrinas donde a mayor confianza en las 
redes sociales, es mayor el riesgo para la intimidad personal, ya que estarán en 
conocimiento de otro, los datos personales que hacen identificable a una persona. 
 
Según Peschard (2011). Menciona que: Los menores de edad que participan en la 
utilización de la tecnología son nativos digitales, al cual se le debe de educar y 
concientizar de los riesgos que pueden existir en las redes sociales, ya que están 
en riesgos sus datos personales y su desarrollo personal del niño. 
 
Según Volpato (2016). Menciona que: Las redes sociales son servicios que se 
definen como soporte de comunicación en directo o conectada, permitiendo a los 
usurarios construir sus propias redes de intereses habituales con otros usuarios. 
 
Según Agustinoy (2016). Nos menciona: En el perfil personal del usuario, es el 
centro principal de las redes sociales, ya que a través de esta se genera información 
el cual puede publicarse. 
 
Según Volpato (2016). Menciona que: Las facilidades que nos brindan las redes 
sociales a través de su servicio, para que la información que se publica por el 
usuario en línea, sea de forma instantánea y gratuita, pero también es un bien 






Para Lescano (2010). Menciona que: es el servicio disponible para las personas 
que les permite elaborar un perfil de usuario que está limitado dentro del sistema 
facilitando una lista de contactos que comparten la misma red social, las conexiones 
varían de un lugar a otro. 
 
Las tecnologías de protección de datos personales  
 
Tecnología de las mejoras de la privacidad 
 
SegúnRoig (2011). Señala que: Las tecnologías que brindan protección al derecho 
a la intimidad tienen como finalidad reducir y eliminar totalmente las consecuencias 
del uso de las nuevas tecnologíasde la informática sobre los derechos que se deben 
tener la protección de datos e intimidad de los usuarios, sin que afecte los avances 
tecnológicos. 
 
La privacidad por diseño 
 
Según Roig (2011). Señala que: Existe una administración de protección de datos 
en el ámbito de lo privado, que exigen a las redes sociales, mediante la utilización 
y difusión del nuevo fundamento es la privacidad por diseño. 
 
Según Agustino (2016). Nos señala que: La privacidad por diseñose establece en 
cincos términos; 1. Proactivo y no reactivo, que se anticipa a los riesgos antes que 
ocurra, su fin es la prevención, 2. Privacidad Predeterminada, la protección 
automatizada de los datos personales. 3. Privacidad en el diseño, una protección 
de los datos personales sin comprometer la funcionalidad del sistema informático, 
4. La protección en el desarrollo de ciclo de vida de la información, se realiza la 
recogida de datos personales, su tratamiento y eliminación total prevaleciendo la 
seguridad. 5. El respeto al usuario en su privacidad, son los mismos usuarios que 
configuran su propia privacidad; lo cual ayudara a las redes sociales y otras. 
 
Según Megías (2013). Nos señala que: Se debe cumplir con todos los requisitos 





lo cual se deben determinar, examinar e admitir las nuevas especificaciones en las 
redes sociales. 
 
Según Megías (2013). Nos menciona que: Las redes sociales deben de garantizar 
la privacidad estableciéndose en la filosofía del principio de privacidad por diseño, 
así la información quegeneranlos usuarios seguirán bajo su control, por lo que se 
debe mantener una constante protección a sus derechos y privacidad.  
 
Tipos de redes 
 
Según Rodríguez (2011). Menciona que existen tres categorías: la primera son las 
redes personales es el espacio donde un usuario va realizar sus actividades como 
su información, publicar fotos, compartir música o videos, con lo cual va tener un 
contacto con otras personas mediante el uso del internet, la segunda son las redes 
temáticas es la especialización de un tema donde se brinda la información y la 
tercera es redes profesionales es una especia de la segunda pero respecto al 




Para Alegsa (2010). Señala que: el usuario es aquella persona que identifica con 
su nombre (Nick) o anonimato, mediante el servicio o sistema, que utiliza una 




Lackerbauer (2000). Menciona que: se denomina E-mail, sirve para enviar 
mensajes electrónicos en un instante a cualquier parte del mundo, también para 








Para el diccionario de la Real Academia Española, Notificar significa: Comunicar 
cierta información con el fin de darle conocimiento. 
 
Según Rodotá (2011). Nos señala que: La notificación tiene el propósito de que los 
menores de edad tengan un grado de concientización de las circunstancias que 
pueden existir en las actividades que realizan en línea. Con la finalidad de que 
cumplan con informar en el espacio y tiempo oportuno. 
 
El Código del Niño y Adolescente, en su libro primero DERECHO Y LIBERTADES, 
Capítulo I Derechos Civiles en su Artículo 4 sobre su integridad personal señala: 
“El niño y el adolescente tienen derecho a que se respete su integridad moral, 
psíquica y física y a su libre desarrollo y bienestar. No podrán ser sometidos a 




Según Volpato (2016). Menciona que: Internet es un avance tecnológico de la 
información y comunicación a nivel mundial, donde las personas pueden acceder a 
información, realizar una variedad de actividades como operaciones financieras y 
comerciales, entretenimiento, conversaciones con personas acortando la distancia 
que antes existía porque ahora lo realizan desde su casa, la denominada red de 
redes o red global. 
 
Según Peschard (2011). Señala que: Primeramente deben enfocarse el derecho a 
una dignidad de la persona en el desarrollo de ciertas protecciones de derechos a 
los ciudadanos sobre la nueva sociedad de la información y la comunicación, aun 
si participan menores de edad, garantizándoles seguridad al navegar. 
 
Por su parte Rodota (2011). Menciona que: Internet es un invento revolucionario 
que llega o puede llegar a todas las personas del mundo, que brinda y nutre 
diariamente a millones de persona con información siendo una de la más gran 
retroalimentación con la Red. En la actualidad existen millones de personas que 





logrando brindar miles de millones de datos que son recogidos por las redes 
sociales, siendo China (actualmente se restringe el acceso a redes sociales 
extrajeras, teniendo las propias para un mejor control y protección de datos) y la 
India, con más usuario en las redes sociales, en menos de un año pueden 
pertenecer millones de usuarios; millones de niños y niñas que utilizan 
cotidianamente el celular para poder conectarse y realizar un actividad, 
convirtiéndose en un problema para los padres ya que no tienen conocimiento de 
la utilización de las redes sociales. 
 
La Web 1.0, Web 2.0 y la Web 3.0 
 
Según Belloch (2012). Las etapas de evolución de la Internet: La Web 1.0 se centra 
en la concentración de información y distracciones en donde el individuo es pasivo, 
no existe interacción con la otra parte o del usuario. La Web 2.0 se centra en la 
concentración del conocimiento, donde el usuario genera y comparte información 
con otros usuarios a través de las páginas web, formándose a través de ellas un 
sistema de comunicación donde varios usuarios se agrupaban en una plataforma 
denominado redes sociales. La Web 3.0, es el mejoramiento de la Web 2.0, con 
nuevas herramientas para tener acceso a la información, teniendo un beneficio 
social y para el medio ambiente. 
 
Según Ramón (2011). Señala que: El principio los usuarios eran consumidores de 
información que producían otros usuarios (web 1.0), luego los usuarios de ser 
meros consumidores pasaron a interactuar con otros usuarios generando y 
compartiendo de información a través del uso de Internet (web 2.0). Es así que los 
usuarios se convierten en pasivos y activos, que consumen y crean información. 
 
Las redes sociales, información personal de dominio público 
 
Según Cisneros (2012). Menciona que: Existe una postura en la Agencia Española 
de Protección de Datos, respecto de que es internet, la considera un canal de 
comunicación y no un medio, es decir que todo lo que se publica es considera 





no pueden tener la calidad de fuente accesible al público, porque existe un listado 
que el cual cumple una finalidad y no para que cualquier empresa las utilice para 
realizar sus actividades negóciales, es así, que existiendo un nivel de privacidad 
respecto a los datos personales que existe en una red social, no puede ser 
utilizadas para una actividad, ya que en Ley Orgánica de Protección de Datos, se 
elaborado un listado de que información es considera de fuentes de acceso al 
público. 
 
Ley Orgánica 15/1999, de 13 de diciembre, de Protección de datos de Carácter 
Personal de España. En su título I, Disposiciones generales, sobre definiciones, 
artículo 3° inc. J) señala: “Fuentes accesibles al público: aquellos ficheros cuya 
consulta pueda ser realizada, por cualquier persona, no impedida por una norma 
limitativa o sin más exigencias que, en su caso el abono de una contraprestación”. 
 
Esperilla (2016). Menciona que: Las redes sociales no pueden consideradas como 
medios de comunicación social, ya solo se refiere a los periódicos, blogs, y revistas 
electrónicas sea un medio escrito, mientras que no se especifica respecto a las 
redes sociales, los blogs de personal individuales, ya que no existe una 
especificación de que grupo se les considera medios de comunicación social. 
 
Palacios (2015). Menciona que: Internet está dentro de los medios de 
comunicación, lo que significa que las redes sociales formarían parte, pero la cual 
no ha sido menciona, se le considera medios de comunicación la radio, televisión, 
internet, blog, etcétera.  
 
El Reglamento de Ley Nº 29733, Ley de protección de datos personales. 
El Reglamento de Ley, en el Capítulo II sobre Limitaciones al consentimiento en su 
artículo 17º inc. 4. señala: […] “Los medios de comunicación social” […]. 
 






Dentro de nuestra participación en las redes sociales, todos los usuarios al 
momento de suscribirse, existe un pacto con cláusulas denominado contrato de 
adhesión, a través del cual, la redacción es elaborada por una de las partesy la otra 
tiene la opción de aceptar o rechazar, entiéndase como la expresión de una 
voluntad. 
 
En el Código Civil, en su artículo 1390º, señala que: “El contrato es por adhesión 
cuando una de las partes, colocada en la alternativa de aceptar o rechazar 
íntegramente las estipulaciones fijadas por la otra parte, declara su voluntad de 
aceptar” (p.486). 
 
Según Salazar y Echeverri (2010). Menciona que: Las características de los 
contratos de adhesión; a) la unilateralidad, b) La rigidez el esquema predeterminado 
por el empresario, y c) la predisposición contractual. 
 
El Código del Niño y Adolescente, en su libro primero DERECHO Y LIBERTADES, 
Capítulo I Derechos Civiles en su Artículo 9º sobre la libertad de opinión señala: 
 
El niño y el adolescente que estuvieren en condiciones de formarse sus propios juicios 
tendrán derecho a expresar su opinión libremente en todos los asuntos que les afecten 
y por los medios que elijan, incluida la objeción de conciencia, y a que se tenga en 
cuenta sus opiniones en función de su edad y madurez. 
 
Y en su Artículo 10º sobre la libertad de expresión señala: “El niño y el 





Según Volpato (2016). Menciona que: Las formas de almacenar, tratar, y manipular 
masivamente los datos desde los sistemas, y tener el controlilimitado de la 
propagación de información a través de las redes, debidosala revolución y 
desarrollo de las Tecnológicas de información y Comunicación, sirviendo para la 






Para Ornelas y López (2010). Señala que: La vida de los seres humanos depende 
de las interacciones y el uso de las tecnologías, hace más viable el flujo de la 
información relacionada a las personas, convirtiéndose en una actividad de 
accesibilidad desde cualquier parte del mundo, y esta genera un perfil de la persona 
física vulnerándose los derechos y las libertades del individuo. 
 
En la Constitución Política del Perú de 1993, en el Capítulo I sobre Derechos 
Fundamentales de la persona, en su Artículo 2º señala: “inc. 6: A que los servicios 
informáticos, computarizados o no, públicos o privados, no suministren información 
que afecten la intimidad personal y familiar”, convirtiéndose en una medida de 
protección de los derechos a la intimidad y los conexos. 
 
El Código Procesal Constitucional en su Título IV sobre Proceso de Hábeas Dataen 
su Artículo 61º señala:  
 
Inc. 2: Conocer, actualizar, incluir y suprimir o rectificar la información o datos referidos 
a su persona que se encuentren almacenados o registrados en forma manual, 
mecánica o informática, en archivos, bancos de datos o registros de entidades públicas 
o de instituciones privadas que brinden servicio o acceso a terceros. Asimismo, a hacer 
suprimir o impedir que se suministren datos o informaciones de carácter sensible o 
privado que afecten derechos constitucionales. 
 
En la sentencia emitida por el Tribunal Constitucional en el expediente N.° 00300-
2010-PHD/TC, nos menciona: 
 
[…] El derecho a la autodeterminación informativa consiste en la serie de facultades 
que tiene toda persona para ejercer control sobre la información que le concierne, 
contenida en registros ya sean públicos, privados o informáticos, a fin de enfrentar las 
posibles extralimitaciones de los mismos. Se encuentra estrechamente ligado a un 
control sobre la información, como una autodeterminación de la vida intimida, de la 
esfera personal. (2007, párr. 11) 
 
Para Castro (2010). Menciona que: La autodeterminación informativa es un 





conformado por seis facultades, que permite al titular de los datos personales 
controlar el uso de la información sobre aspectos del individuo, son el derecho de 
acceder al registro o archivo, derecho de actualizar la información personales, 
derecho a la corregir la información personal, el derecho a impedir la distribución 
de información, derecho al olvido, y derecho de cancelación o exclusión. 
 
Consentimiento de los padres 
 
Para el Diccionario de la Real Academia Española, Consentimiento, menciona 
que: Es la expresión de voluntad, la cual se puede dar de forma tácita o expresa, 
en el cual una persona se vincula legalmente. 
 
Por su parte Rodota (2011). Menciona que: La protección del menor debe de tener 
primordial importancia al momento de dar el consentimiento sea por parte de los 
progenitores, y en casos diferentesen los representantes legales.  
 
El Código Civil en el Título II, sobre Derechos de la Persona en su artículo 15° 
señala: “La imagen y la voz de una persona no pueden ser aprovechadas sin 
autorización expresa de ella o, si ha muerto, sin el asentimiento de su cónyuge, 
descendientes, ascendientes o hermanos, excluyentemente y en este orden […]”. 
 
Según Zabía (2008). Menciona que: Existe dos de consentimiento; consentimiento 
Tácito, el responsable del fichero tendrá dificultades si el consentimiento se dio, ya 
que no existió respuesta del destinatario, siempre que acredite que el mensaje llego 
a su destino y consentimiento expreso, se da de varias formas mediante la copia 
de un DNI y una firma del interesado del recojo de la información, si se da de forma 
verbal, se tendrá la necesidad de grabar el consentimiento. 
 
“Para el tratamiento de los datos personales de un menor de edad, se requerirá el 
consentimiento de los titulares de la patria potestad o tutores, según corresponda” 
(Reglamento de la Ley N° 29733, 2013, art. 27). 
 






Según Rodríguez (2005). Menciona que: Los problemas deben de tener una 
solución obteniendo una respuesta a una incertidumbre de un tema, de las 
incógnitas o de un proceso desconocido, con la finalidad de poder tener un nuevo 
conocimiento, formular nuevas definiciones, construir una estructura, hipótesis, 
comprobar o eliminar experimentalmente la conclusión de un razonamiento, o 




Según Bernal (2006). Menciona que: Desde el título del estudio y el problema de 
investigación se debe tener una secuencia para obtener la pregunta general. 
 
¿De qué manera se tratan los datos personales de menores de 13 años en ficheros 




En ese orden, Bernal, (2006). Menciona que: Para obtener las preguntas 
específicas se debe tener los conocimientos específicos del problema de 
investigación, dejando de lado el total del problema.  
 
Problema Específico 1 
 
¿Cómo se afecta el derecho a la intimidad en la recolección de información personal 
no consentida de menores de 13 años en ficheros automatizados de redes sociales 
en Perú, 2017? 
 
Problema Específico 2 
 
¿Cómo afecta el acceso no consentido a la información personal de los menores 






Justificación del estudio 
 
Según Cortés y Iglesias (2004). Menciona que: Son las razones por la cual es 




Con el trabajo de investigación se buscó analizar la realidad y contrastarlas con las 
normas jurídicas en el país, respecto al tratamiento de datos personales de 
menores de 13 años en los ficheros automatizados en las redes sociales, a través 
de las conductas o actividades que realizan y de laprotecciónespecial en el 
almacenamiento y recolección de datos personales de menores desde el perfil del 
usuario, que son brindados y publicados en los ficheros automatizados en redes 
sociales denominándolas información de dominio público. 
 
Por esta razón tuvo importancia el trabajo de investigación, ya que ayudará a 
brindar protección a los menores de edad en un ámbito especializado que son los 
ficheros automatizados de las redes sociales. 
 
Justificación metodológica  
 
El proyecto de investigación que se presenta ante el jurado y el público, ayudará a 
definir la relación entre las variables tratamiento de datos personales de menores 
de 13 y los ficheros automatizados en las redes sociales, dándole un análisis de 
tipo cualitativo, por las teorías y aspectos reales de las variables. 
 
La descripción del escenario de estudio y caracterización de sujetos contribuyeron 
en darle un estudio adecuado a la población, obteniendo resultados que facilitaran 








La importancia del trabajo de investigación fue informar a los menoresde13 años 
que respecto al tratamiento de la información personal no puede ser realizado por 
ninguna entidad pública o privada en sus ficheros automatizados, por lo tanto, en 
este caso en especial sobre los ficheros automatizados en redes sociales, el acceso 
y recolección de la información que se difunde a través del perfil del usuariode las 
redes sociales, puede ser perjudicial para el derecho a la intimidad y derecho a la 
propia imagen, siendo rápidamente fácil el acceso para poder realizar cualquier 
acción que tenga el interesado, y el alcance que puede tener su divulgación a nivel 
mundial, sin autorización de los padres, por lo que, los menores de 13 años deben 
tener conocimiento de los mecanismos de defensaque deben utilizar cuando se 
presente. Teniendo un poder de manejo o manipulación de sus datos personales y 
poder acudir a una Entidad del Estado para que le brinde su protección (APDP – 
Autoridad Nacional de Protección de Datos Personales).Asimismo, son los menores 
quienes se les presentan situaciones en dondese vulnera su derecho de protección 
de datos personales en los registros automatizados que alberga un conjunto de 
datos personales en la redes sociales, y que esta información sea adquirida por 
terceras personas que quieren cometer actos ilícitos, tanto el agredido como el 
agresor, tienen la creencia de que la internet es un ámbito sin protección de la Ley; 
por esta razón las redes sociales deben de tener una definición jurídica, cual es su 
finalidad, que información es de acceso al público,y brindando protección a los 
derechos a la intimidad y la propia imagen, creando mecanismos donde los perfiles 
de usuarios de menores de edad, que mediante el almacenamiento automatizado 
de datos personales, las redes sociales y con apoyo de las Autoridades del Estado 
podrán utilizar la información para poder identificar que el perfil de un usuario le 
pertenece a un menor de edad, y que esta pueda desenvolverse en un espacio 
virtual determinado solo para menores. Por esta razón a nivel internacional, nivel 
iberoamericano, se reconoce la protección de datos personales de los menores de 
edad en internet, al no contar con la elaboración de un marco normativo de la 
protección de datos personales de los menores en las redes sociales en la era 
digital a nivel nacional. Dando a conocer que el uso de las redes sociales en internet 
puede ser seguras tomando todas las medidas de protección de la información a 






Los conocimiento que se obtuvieron del trabajo de investigación van estar 
relacionado con el tratamiento de datos personales en los ficheros automatizados 
de las redes sociales como mecanismo de prevención para proteger a los menores 
de 13 años de edad, determinar el espacio virtual en cual se van a desenvolver, y 
no poder identificar, ni ubicar a los usuarios menores de 13 años de edad a través 
de buscadores, ya que es primordial saber que tan informados y prevenidos están 
los menores sobre los riesgos que implican la falta de control sobre sus datos 
personales en las redes sociales, ya que a diario se observa la vulneración de sus 
derechos, a veces sin saber que su información está siendo recolectadapara fines 




La relevancia que tuvo el trabajo de investigación, es sobre de qué manera se está 
tratando los datos personales en los ficheros automatizados en redes sociales, en 
especial en los menores de 13 años de edad, pretende generar un conocimiento 
sobre los mecanismos de protección de los datos personales, desde el registro y el 
almacenamiento de los datos personales, e identificar al menor de 13 años de edad 
que va utilizar las redes sociales para delimitar su espacio virtual, eliminando 
cualquier intruso de las redes sociales, y respecto al beneficio que se tendrá en el 
derecho es garantizar la protección de los datos personales de los menores de 
edad, que finalidad va tener el almacenamiento de los datos para poder identificar, 
autorizar y delimitar su espacio virtual del menor de edad, siendo esta sancionable 




El trabajo de investigación tuvo como resultado beneficiar a los menores de 13 años 
en obtener conocimiento de los peligros que representa pertenecer a una red social 
sin un espacio virtual en el cual tengan control de sus datos personales y que 
información publicar, con la seguridad de que solo lo verán en un espacio virtual 
determinado y que amigos o familiares podrán visualizar la información personal, 





personales brindada por los menores de edad y su posterior identificación como 
menor de edad para autorizarlo a participar y formar parte de las redes sociales con 
la participación de las Entidades del Estado con la creación de un marco normativo 
especial para los menores en las redes sociales. Y en la forma que se van a 
beneficiar va ser en las diferentes metas y objetivos que desean alcanzar mediante 





Según Cortés y Iglesias (2004). Menciona que: Es precisar el camino para formular 
los objetivos de la investigación respondiendo el para qué, el propósito y la 




De acuerdo con Silvana y Otrocki (2013). Menciona que: es la frase que tendrá toda 
la expresión con la cual se obtendrá una repuesta a la pregunta de investigación 
sin exceder los límites. 
 
Determinar de qué manera se tratan los datos personales de menores de 13 años 




De acuerdo con Silvana y Otrocki (2013). Menciona que: es la proposición 
específica que detalla sin exceder del objetivo general.  
 
Objetivo Especifico 1 
 
Identificar cómo se afecta el derecho a la intimidad en la recolección de información 
personal no consentida de menores de 13 años en ficheros automatizados de redes 





Objetivo Especifico 2 
 
Determinar cómoafecta el acceso no consentido a la información personal de 





Para Hernández, Fernández y Baptista (2014). Señala que: Las hipótesis son 
soluciones del experimento del fenómeno de investigación el cual se trata de probar 
dándoles una contestación temporal a las preguntas de investigación.  
 
Supuesto Jurídico General  
 
El tratamiento de los datos personales de menores de 13 años en ficheros 
automatizados de redes sociales en Perú, 2017, se tratarían de manera deficiente, 
debido a la falta de un marco normativo especial que brinde protección, prevención 
y sanción del uso indebido de la información personal que se almacena en el perfil 
del usuario; vulneraría el derecho a la intimidad en el perfil del usuario de menor de 
13 años en las redes sociales; ya que las redes sociales cuando tratan la 
información personal de los menores de 13 años no diferenciarían cuando se está 
exponiendo un aspecto de la vida privada, considerándola por el contrario a partir 
del registro como información de dominio público. 
 
Supuesto Jurídico Especifico 1 
 
El derecho a la intimidad en la recolección de información personal no consentida 
de menores de 13 años en ficheros automatizados de redes sociales en Perú, 2017 
se afectaría gravemente, ya que los ficheros automatizados de las redes sociales 
no cuenta con el consentimiento de los padres; se divulgaría la información que 
pertenecen al ámbito de la vida privada y familiar del menor de 13 años; y la 





quieren que terceras personas tengan conocimiento de lo registrado en las redes 
sociales. 
 
Supuesto Jurídico Especifico 2 
 
El acceso no consentido a la información personal de los menores de 13 años en 
ficheros automatizados de redes sociales en Perú, 2017 los afectarían 
perjudicialmente, ya que los ficheros automatizados de las redes sociales 
permitirían que terceras personas accedan a informaciónde la vida privada y 
familiar mediante comentarios, fotos publicadas por el menor de 13 años o amigos 
en común y videos que son compartidos; vulnerando el derecho a lapropia imagen 
y sufriendo perturbaciónla figura física del menorde 13 años ante la 
sociedad,ocasionando la pérdida del control de la difusión de su imagen a través 





























































De acuerdo con Rodríguez (2005). Señala que: los estudiosos emplean el método 
científico para solucionar los diversos problemas que se presentan en la sociedad, 
mediante la búsqueda de información que nos aproximara a una posible solución 
que se obtendrá en un largo plazo, logrando demostrar que el método científico es 
un medio para obtener conocimiento en los múltiples campos de la ciencia. 
 
2.1 Tipos de Estudio 
 
De acuerdo con Rodríguez (2005). Señala que: la investigación básica se desarrolla 
en un marco doctrinario y su función principal es la elaboración de nuevos 
conocimientos científicos de carácter académicos a través del hallazgo general o 
de principios, para lograr difundir los descubrimientos a diversos campos. 
 
Según Rodríguez (2005). Señala que: la investigación descriptiva se realiza sobre 
los factores que existen en la realidad y una particularidad es la de mostrarnos una 
explicación acertada, respecto al detalle, apunte, comparación y explicación de la 
naturaleza actual de los fenómenos 
 
Para Hernández, Fernández y baptista (2006). Señala que: La investigación no 
experimental es la no manipulación de las categorías. En otras palabras lo que se 
busca es no alterar la esencia de las categorías independientes con el fin de 
observar las consecuencias en las otras variables, como se nos muestra en su 
naturaleza y después sean analizados. 
 
En el trabajo que se investigó, se elaboró untipo de estudio en relación a la 
investigación básica, investigación descriptiva y no experimental. 
 
2.2 Diseño de Investigación 
 
Para Hernández, Fernández y baptista (2006). Señala que: La investigación 
transversal se realiza en un momento del tiempo la recolección de la información, 
la finalidad es analizar y explicar las características de las categorías en el momento 





Para Hernández, Fernández y Baptista (2006). Señala que: El diseño de teoría 
fundamentada se usa un proceso sistemático cualitativo para desarrollar una 
probabilidad que explicara la nivelación de los conceptos respecto a un aspecto 
específico. 
 
En el trabajo que se investigó, se elaboró un diseño de investigación de teoría 
fundamentada e investigación transversal, porque nos permitió crear conceptos o 
supuestos sobre los elementos que se han obtenido en un momento determinado 
de la realidad y una observación en un solo tiempo, respectivamente. 
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2.4 Población y Muestra 
 
Para Rodríguez (2005). Nos menciona que: La población es utilizada en casos en 
que la población sea grande o infinita donde lo único que se busca es la 
generalización de unas características para toda la población que se ha analizado, 
y la muestra es un grupo en el cual se van a realizar una variedad de mediciones 
en una sola característica de los objetivos y los seres vivos, 
 
En la sección, correspondiente se presenta la descripción de la población, el 







Tratamiento de datos personales de 
menores de 13 años- Redes Sociales 
 
4 entrevistados especialistas en 
Derecho Constitucional. 
 
Fuente de Elaboración: propia, Lima, 2017. 
 
2.5 Técnicas e Instrumentos de Recolección de Datos, Validez  
 
2.5.1 Técnica de recolección de datos 
 
Técnica de Análisis de fuente documental: Estudio doctrinario y teórico, que se 
dio respecto a los contenidos de diversos libros, tesis, revistas, fuentes de internet, 
jurisprudencia, doctrina y legislación en relación al tema de investigación. 
 
Técnica de entrevista: Se realiza en forma directa con los entrevistados con 
carácter privado, con la finalidad de obtener su postura, es decir, su opinión, críticas 






Técnica de Cuestionario: 
Para Andrade (2005). Señala que: es un conjunto de preguntas que previamente 
han sido desarrolladas y analizadas, que estarán plasmadas en un documento de 
manera ordenada. 
 
Técnica de Focus Group: 
 
Para Namakforoosh (2005). Señala que: Es la reunión de un grupo de personas en 
el cual va ver un moderador que guiara la discusión para cumplir los objetivos que 
se desean alcanzar, sirven para conocer ideas, opiniones o la actitud hacia ciertas 
características de productos o servicios. 
 
En el trabajo que se investigó, se elaboró las técnicas de recolección de datos, en 
cual se utilizó las técnicas de análisis de fuente documental, análisis de fuente 
normativoy técnica de entrevista, ya que la información recolectada es a través de 
una variedad de fuentes bibliográficas, normativo y obtener de cada entrevistado 
una opinión, con la finalidad de analizarlos, respectivamente. 
 
2.5.2 Instrumento de recolección de datos 
 
Guía de AnálisisdeFuenteDocumental: El instrumento comprende las referencias 
bibliográficas, citas textuales o parafraseo, que están relacionadas al tema de 
investigación. 
 
Guía de Entrevista: Las preguntas que se realizan al entrevistado se elaboran en 
base al problema general y específicos, convirtiéndose en un instrumento en el cual 
va poder responder libremente a las preguntas de forma abierta, relacionadas al 
tema de investigación. 
 
Guía de Cuestionario: 
 
Según Bernal (2006). Señala que: que es uno de los instrumentos más 





características de la población de objeto de estudio y la elaboración de las 
preguntas son abiertas para que el encuestado puede expresar su opinión. 
 
Guía de Focus Group: 
 
Para Namakforoosh (2005). Señala que: Previamente se realizará una selección de 
los participantes, el grupo debe estar conformado entre 8 y 12 personas, mediante 
un cuestionario se obtendrá las características de las personas para su posterior 
reclutamiento. 
 
En el trabajo que se investigó, se elaboró los instrumentos de recolección de datos, 
en el cual se utilizó los instrumentos de Guía de análisis de fuente Documental, 
Guía de análisis de fuente Normativo y la Guía de Entrevista. 
 
2.5.3 Validez  
 
Para Bernal (2006). Señala que: La validez es la utilización de un instrumento de 
recolección de datos, mediante el cual se obtendrá las conclusiones y seráválidoa 
partir de los resultados.  
 
En el trabajo que se investigó, se otorgó un mayor grado de validez, se ha realizado 
el proceso de validación de los instrumentos por los siguientes asesores 
metodológicos: 
 
INSTRUMENTO ASESOR ASESOR ASESOR 




















2.6 Métodos de Análisis de Datos 
 
Para Díaz Narváez (2009). Señala que: El análisis es un procedimiento mental que 
permite dividir mentalmente un objeto absoluto en varias partes para determinar 
sus cualidades, en sus complejos vínculos y elementos. Mientras que la síntesis es 
un procedimiento inverso, es decir que se realiza la integración de todas las partes 
anteriormente analizadas que permitirá las interacciones de los elementos del 
procedimiento.  
 
Para Díaz Narváez (2009). Señala que: La inducción es un procedimiento particular 
del conocimiento a lo general, mediante el razonamiento, es decir que permite la 
generalización del conocimiento desde el estudio singular, estableciendo la 
verificación de la hipótesis. Mientras la deducción es un procedimiento general del 
conocimiento a lo particular, mediante el razonamiento, lo cual nos permitirá partir 
de reglas generales que existen de forma estable para obtener un nivel bajo de 
generalización. 
 
Por su parte Miguel Martínez (como se citó en Hurtado, I. y Toro, J., 2007, p. 121). 
Nos señala que: la hermenéutica tiene la finalidad de dar un análisis y explicación 
de los contenidos en los textos, pero teniendo una especificación del contexto en 
donde pertenece. 
 
En el trabajo que se investigó, el método de análisis de datos que se utilizo es el 
método de análisis y método deductivo. Estos métodos nos proporcionaron los 
elementos particulares que se han obtenido de lo general, ayudando a, examinar, 
analizar, y descubrirla problemática del tratamiento de datos personales de 











2.7 Tratamiento de información 
 
2.7.1   Unidades temáticas 
 
La caracterización de las unidades temáticas anteriormente mencionadas fue de la 
siguiente manera: 
 
a.1) Definición y análisis del tratamiento de datos personales de menores de 
13 años. 
 b.1) Concepto y análisis de los ficheros automatizadosde redes sociales. 
 
2.7.2   Categorización 
 





DE 13 AÑOS 
Artículo 2 del Reglamento de la Ley 
29733, Ley de protección de datos 
personales: 
17. Tratamiento de datos personales. 
Cualquier operación o procedimiento 
técnico, automatizado o no, que 
permite la recopilación, registro, 
organización, almacenamiento, 
conservación, elaboración, 
modificación, extracción, consulta, 
utilización, bloqueo, supresión, 
comunicación por transferencia o por 
difusión o cualquier otra forma de 
procesamiento que facilite el acceso, 










Protección a su vida 
privada y familiar 
 
Divulgación y 
intromisión en el 
derecho a la intimidad 
 










Según Da Costa (1992). Nos dice: 
Un fichero es un soporte magnético 
donde se recolecta y almacena 
información, es decir un formato 
estructurado que contiene un 
















Fuente de Elaboración: propia, Lima, 2017. 
 
2.8 Aspectos Éticos 
 
El trabajo de investigación se elaboró de acuerdo a la procedencia de la 
información, a través de fuentes fidedignas, respetando el método científico y los 
derechos de autor, por lo tanto, citándose a los autores consultados y su respectivo 
parafraseo. Se obtuvo la opinión de los entrevistados que son los especialistas en 
Derecho Constitucional. Logrando establecer un trabajo que se basa en la 
credibilidad, consistencia, auditabilidad, confirmabilidad y aplicabilidad, cumpliendo 


















































3. Descripción de resultados 
Para Domínguez (2015). Señala que: es importante la etapa de los resultados 
porque es la validez del trabajo de investigación, es por ello que será necesario un 
instrumento previamente validado que sea adecuadopara la recolección de datos 
para obtener las características relacionadas al estudio, para que sean analizadas 
y posteriormente formar la discusión. 
3.1 Descripción de resultados de la técnica: Entrevista 
A continuación se consignarán los datos obtenidos de la técnica de entrevista, 
tomando en cuenta los objetivos propuestos en la investigación. 
 
Resultados del objetivo general: 
Los resultados de la técnica de entrevista vinculados al objetivo general se 
establecen de la siguiente manera: 
Objetivo Jurídico General 
Determinar de qué manera se tratan los datos personales de menores de 13 años 
en ficheros automatizados de redes sociales en Perú, 2017. 
 
Respecto a la primera pregunta de la entrevista: ¿Para Ud. como se tratan los 





Gonzáles (2017) sostiene: 
 
Las redes sociales son un problema porque la facilidades de poder adulterar nuestra 
edad en la opción de la fecha de nacimiento, siendo un cálculo, no existe filtros que 
prevean esta situación, lo más importante esta situación es que existe una cultura de 
exposición, tanto de niños como de adultos, respecto a su vida privada sea ventilada 
generando más riesgo y las consecuencias, además hay que tener presente que son 
los padres que exponen a sus propios hijos mediante la publicación de fotos, son lo 








Meza (2017) vinculado con el objetivo general sostiene: 
 
El tratamiento de los datos personales de menores está regulado en la Ley 29733, 
donde especifica que las entidades públicas como privadas, deberán de tener el 
consentimiento de los padres, en el caso específico de las redes sociales son los 
menores que se registran, y mediante el perfil, se realiza el ingreso de los datos como 
su nombres, apellidos, fecha de nacimiento (adulterada), domicilio, religión, y otras 
como las publicaciones de comentarios, fotos y videos, además de ingresar gustos por 
ciertos grupos de juegos o programas de televisión, por lo tanto es un conjunto de 




Chávez (2017) sostiene:  
 
Los datos personales de menores de edad en ficheros automatizados en redes 
sociales no tienen un tratamiento definido, por lo tanto se tratan en forma irregular de 




Pizarro (2017) afirma:  
 
En principio los ficheros automatizados son conjuntos de datos personales 
debidamente clasificados y organizados de forma automatizada mediante el uso de 
programas y/u otros equipos informáticos. 
El tratamiento de los datos personales lo encontramos regulado en la ley Nº 29733 y 
D.S.003-2013-JUS, para el caso específico de menores se requiere del 
consentimiento de expreso y por escrito, a través de firma manuscrita, firma digital o 
cualquier otro mecanismo de autenticación que garantice la voluntad inequívoca del 
titular. Para el caso de los menores se requiere el consentimiento del titular de la patria 






Respecto a la segunda pregunta de la entrevista: ¿Considera Ud. Necesariola 
aprobación de una ley especialque regule el tratamiento de datos personales 




Gonzáles (2017) sostiene: 
 
No es necesario ya que el tratamiento de datos personales está regulado, pero en el 
aspecto de las redes sociales aún falta trabajar, hacer conocer a la población de una 
cultura de protección de datos, por nuestra parte falta realizar campañas, ya que este 
tema es muy poco conocido por la sociedad, así como lo hubo con los derechos del 
consumidor ahora las personas piden libro de reclamaciones porque conocen sus 




Meza (2017) vinculado con el objetivo general sostiene: 
 
Existen leyes que protegen los datos personales de las personas y los menores de 
edad, y debería de regularse, esta situación de las redes sociales, ya que espacio 
donde se difunde información que permite la formación de un perfil sobre las 
conductas cotidianas, donde los menores de edad están expuestos la cual está 




Chávez (2017) sostiene: “Yo creo que debería de existir una regulación sobre el 
tratamiento de datos personales en menores de 13 años en las redes sociales en 
virtud de proteger dichos datos los mismo que contienen información intima, 









Considero que es necesario la aprobación de una ley sobre el tratamiento de datos 
personales de menores de edad en las redes sociales, que obligue la aplicación de 
un protocolo de seguridad alta con el fin de evitar el acceso de menores a la 
pornografía y ser objetos también de otros delitos informáticos como el cambio de 
identidad y el engaño. 
 
Respecto a la tercera pregunta de la entrevista: ¿En qué momento los datos 
personales y el derecho a la intimidad del menor de 13 años en los ficheros 




Gonzáles (2017) sostiene: 
 
Nunca se pierde porque es un derecho constitucional es irrenunciablee inherente alser 
humanos, por lo tanto, la situaciónse determina quién puede tener acceso hasta qué 





Meza (2017) vinculado con el objetivo general sostiene: 
 
Bueno la repuesta es en ningún momento pierden protección constitucional, por el 
hecho de que nuestros datos personales este en las redes sociales y estén visibles a 
los demás o siendo utilizada por otras personas, no significa que la persona haya 
renunciado a una protección constitucional, y como se sabe todo dato personal forma 
parte del derecho a la intimidad, esta exposición en las redes sociales los pone en 




Chávez (2017) sostiene:  
 
Los datos personales y el derecho a la intimidad del menor en ficheros automatizados 





permiso correspondiente para su divulgación, pero en el caso de menores de 13 años, 
estos no tienen la capacidad de ejercicio para otorgar el permiso correspondiente; en 




Pizarro (2017) afirma: “Podría ser en los casos excepcionales establecidos por ley, 
por ejemplo un mandato judicial, o falta de regulación de la ley que lo prohíba”. 
 
Respecto a la cuarta pregunta de la entrevista: ¿Considera Ud. que el 
tratamiento de los datos personales de menores de 13 años en los ficheros 




Gonzáles (2017) sostiene: 
 
Las personas cuando ingresan a las redes sociales, pueden ver la información de 
cualquier persona a través del perfil donde se almacena la información tanto privada 
y familiar, es decir queno existe tal diferencia al momento de realizar el tratamiento, 




Meza (2017) vinculado con el objetivo general sostiene: 
 
Al parecer cuando una persona que tiene acceso a las redes sociales, a través del 
perfil de usuario, puede publicar y compartir, sus datos que pueden pertenecer a su 
vida privada, como las actividades diarias que realiza en su casa o un acto lejos que 
nadie ha visto pero lo hace público para que los demás tengan conocimiento, en otras 
palabras no existe una diferencia entre la información que del ámbito privado y que a 
través de las redes se convierte un ámbito público, se detalla una clara 
desconfiguración debido a la falta de conciencia, en los menores de edad es evidente 








Chávez (2017) sostiene: “No existe diferencia ya que cuando uno accede a las 
redes sociales implícitamente otorga el consentimiento, pero en los menores de 13 




Pizarro (2017) afirma:  
 
Las redes sociales considerados como sitios de internet integrales por comunidades 
de personas que comparten actividades diversas, hacen una diferencia de actividad 
pública y privada que el usuario lo puede determinar. En el caso de menores de 13 
años es actualmente restringido que acceso como medida de seguridad. 
 
Resultados del objetivo específico 1: 
En ese sentido los resultados de la técnica de entrevista vinculados al objetivo 
específico 1 se establecen de la siguiente manera: 
 
Resultados del objetivo específico 1 
Identificar cómo se afecta el derecho a la intimidad en la recolección de 
información personal no consentida de menores de 13 años en ficheros 
automatizados de redes sociales en Perú, 2017. 
 
Respecto a la primera pregunta de la entrevista: ¿Considera Ud. que se debe 
exigir la autorización de los padres para la protección del derecho a la 
intimidad en la recolección de la información personal de menores de 13 










Por norma todo tratamiento de datos personales se necesita el consentimiento de los 
padres según el artículo 14 de la Ley de protección de Datos Personales, sea para 
entidades públicas y privadas, pero respecto a las redes sociales no hay ninguna 
exigenciapara el tratamiento de menores de edad, ya esta es dada por los mismos 




Meza (2017) vinculado con el objetivo general sostiene:  
 
Respecto al consentimiento en las redes sociales, se da desde el momento en que 
uno acepta los términos y política de privacidad, en donde la mayoría de personas no 
leen, además en el caso de menores de edad, cuando un menor quiere pertenecer 
tiene que poner un fecha de nacimiento diferente, así será válido el tratamiento de los 
datos que se pongan en el perfil del usuario, ahora creo que debería ver una forma en 
cual las redes sociales pueden obtener ese consentimiento de los padres en el caso 





Chávez (2017) sostiene: “Deberían de regular de alguna forma el ingreso de 
menores de edad a los ficheros automatizados de las redes sociales, y a esta 




Pizarro (2017) afirma:  
 
Cuando una persona se registra en las redes sociales siempre solicitan ciertos datos 
personales, como la edad para delimitar ese rango, pero existen perfiles donde se 
altera esta información, ahora en el caso específico de menores si debería existir una 
autorización de los padres para que los ficheros automatizados de las redes sociales, 
tengan conocimiento que hay un menor de 13 años participando de susservicios y 






Respecto a la segunda pregunta de la entrevista: ¿Considera Ud. que la 
divulgación de información personal de menores de 13 años desde un fichero 





Gonzáles (2017) sostiene: 
 
Depende la información que se divulga, existen situaciones donde son los mismos 
padres son los que exponen a sus hijos, mediante las fotos o videos que comparten, 




Meza (2017), vinculado con el objetivo general sostiene: 
 
La divulgación de información es la acción que realiza una tercera persona o también 
la misma persona que es dueña de esa información, es así que en el caso 
específicoserían los mismo menores que ingresan su información personal y el medio 
serían las redes sociales, solo que estas pueden trascedentesmásalládel espacio 
limitado que tienen los amigos, si considero que hay una afectación del derecho a la 
intimidad, por falta de conocimiento de que información pueden ser publicados y los 




Chávez (2017) sostiene: “Claro, la divulgación de información sin autorización 
atenta contra el derecho a la intimida personal, no solo de menores de 13 años, 










Se evidencia una vulneración del derecho a la intimidad personal, a través de la 
divulgación de información personal sin la autorización expresa del usuario, en el caso 
especial el menor de 13 años tiene un perfil del usuario donde comparte información 
personal, que es difundida a través de las redes sociales. 
 
Respecto a la tercera pregunta de la entrevista: ¿Considera Ud. que la 
intromisión en la información personal en los ficheros automatizados de las 
redes sociales es una afectación del derecho a la intimidad de los menores 




Gonzáles (2017) sostiene: 
 
Las redes sociales se le pueden considerar un espacio limitado donde todas las 
personas pueden compartir información de cualquier naturaleza, y esta información es 
dada por las personas, la cual pueden darle una configuración de privacidad, la cual 
se basa en quienes pueden ver esa publicación amigos en común, todos y solo yo, 
pero esto no significa que se brinde una adecuada protección ya que no sabe hasta 




Meza (2017) vinculado con el objetivo general sostiene:  
 
Respecto a la intromisión es la intervención de una persona no solicitada o inoportuna 
en los asuntos personales de otra persona, la situación que podría presentar con 
respecto a las redes sociales y los menores de edad, en la actualidad existe más 
facilidades de que una persona ajena pueda entrometerse en asuntos personales a 




Chávez (2017) sostiene: “La intromisión a los datos y sistemas informáticos sin 
autorización está considerando como delito y por ende afecta al derecho a la 








Pizarro (2017) afirma:  
 
Mediante la intromisión a la información personal del menor de 13 años se afecta el 
derecho a la intimidad, ya que a través de los ficheros automatizados de las redes 
sociales se almacena la información personal, y cualquier persona puede realizar 
cualquier comentario sobre una situación. 
 
Resultados del objetivo específico 2: 
En ese sentido los resultados de la técnica de entrevista vinculados al objetivo 
específico 2 se establecen de la siguiente manera: 
Objetivo específico 2 
Determinar cómo afecta el acceso no consentido a la información personal de 
menores de 13 años contenidos en ficheros automatizados de redes sociales en 
Perú, 2017. 
 
Respecto a la primera pregunta de la entrevista: ¿Para Ud. como afecta el 
acceso no consentido de terceros a la información de la vida privada de 





Gonzáles (2017) sostiene: 
 
Primero que la información personal que otorgan los menores de edad debe contar 
con el consentimiento de los padres, situación observable, son los mismos padres que 
exponen los hijos, segundo las redes sociales es limitado todo lo que publica 
pertenece a ese ámbito no tendrá otro uso, la información personal, por lo cual si existe 










Toda información personal de un menor de edad, puede ser recolectada por tercera 
persona y tendría consecuencias, como la creación de perfil de gusto, juego o 
actividades cotidianas que realiza, pudiendo ser víctimas organizaciones criminales, 
detectándose una vulneración de la información de la vida privada de un menor a 




Chávez (2017) sostiene: “Como ya dije anteriormente el acceso no consentido a 
una base de datos afecta al derecho a la intimidad personal, pero en las redes 




Pizarro (2017) afirma:  
 
Afecta el derecho a la intimidad y vulneración de sus derechosdel menor de 13 años, 
porque no hubo un consentimiento de los padres que permita la recopilación de 
información personal, y la información de un menor de edad en las redes sociales es 
accesible por cualquier persona que sin autorización puede acceder y/o recolectar. 
 
Respecto a la segunda pregunta de la entrevista: ¿Considera Ud. que 
mediante el acceso no consentido de terceros las fotos publicadas por el 
menor de 13 años o amigos en común que son compartidos en los ficheros 





Gonzáles (2017) sostiene:  
 
La publicación de fotos en las redes sociales cuenta con una configuración de 
privacidad, no importa el nivel, ya que existe varias formar de obtener información a 





un daño, se estaría hablando de una afectación a su imagen, como lo dije 
anteriormente, no se sabe hasta dónde pueden llegar nuestras publicaciones y las 
consecuencias que pueden generar, aun si es un menor de edad que utiliza las redes 




Meza (2017) vinculado con el objetivo general sostiene:  
 
La imagen de un menor en las redes sociales se puede afectar, se inicia desde que el 
menor por falta de conocimiento de las consecuencias que puede tener el uso de su 
foto por otros amigos, también por otros adultos que con otras intenciones pueden 
obtener las fotos de un menor para intimidarlo o acosarlo, o también por los mismos 




Chávez (2017) sostiene: “Reitero el acceso no consentido afecta el derecho a la 
intimidad personal,pero debemos tener en cuenta que en redes sociales la 




Pizarro (2017) afirma: “Considero que se afecta el derecho a la propia imagen 
siempre y cuando no cuentan con la asistencia de un mayor de edad o no sea con 
fines educativos”. 
 
Respecto a la tercera pregunta de la entrevista: ¿Considera Ud. que mediante 
el acceso no autorizado a los ficheros automatizados de las redes sociales se 










Existe un alto grado de exposición de la información, lo que genera un riesgo de perder 
ese control, sin importar el nivel de configuración de la privacidad, por lo tanto si un 
menor pública y comparte información, se expone a un alto riesgo de perder el control 
de aquella información y no solo ellos sino también son los mismo padres que los 
exponen, y deberían de protegerlos enseñarles una cultura de prevención y protección 




Meza (2017) vinculado con el objetivo general sostiene:  
 
Sobre la pérdida de control de una foto o video donde aparezca el menor de edad, es 
evidencia de que a través de las redes sociales se pierde totalmente esa facultad de 





Chávez (2017) sostiene: “El control de la difusión de la información no solo del 
menor sino de todas las personas se pierdecon la aceptación de pertenecer al 




Pizarro (2017) afirma: “Es relativo esta pregunta y respuesta, toda vez que 
dependerá de las publicaciones que se realiza y difunda”. 
 
3.2 Descripción de resultados de la técnica: Análisis de fuente documental 
A continuación se consignan los datos obtenidos de la técnica de análisis de fuente 
documental, tomando en cuenta los objetivos propuestos en la investigación. 
 





En este sentido el documento que a continuación se analizó se da en función al 
objetivo general: 
Objetivo general 
Determinar de qué manera se tratan los datos personales de menores de 13 
años en ficheros automatizados de redes sociales en Perú, 2017. 
 
Ornelas (2011). Refiere que: Se están obligando a las industrias del internet prohibir 
cierta información que brindan los menores de edad al internet, estas medidas de 
control son exigidas por los países. Y lo que señala el Memorándum de Montevideo 
es prohibir el tratamiento de datos de niños y niñas. 
 
Volpato (2016). Menciona que: La forma en que se va usar la tecnología para el 
tratamiento de datos personales supone un gran peligro para las libertades y 
derechos fundamentales como el derecho a la intimidad y dignidad, ya que existe 
herramientas tecnológicas que vulneran la vida privada sin que la persona tenga 
ningún conocimiento y esta tiene una repercusión en el tiempo. 
 
Roig (2009). Señala que: Existen doctrinas donde a mayor confianza en las redes 
sociales, es mayor el riesgo para la intimidad personal, ya que estarán en 
conocimiento de otro, los datos personales que hacen identificable a una persona. 
 
Arce (2008). Menciona que: El derecho a la intimidad es la potestad de poseer el 
dominio de la difusión cierta información que pertenece al ámbito personal y 
familiar. 
 
Soler (2011). Nos menciona que: Los usuarios publican cualquier dato personal en 
sus perfiles de las redes sociales, y capaz de tener la posibilidad de determinar el 
controlar de su privacidad y el entorno de amigos, no son conscientes de las 
consecuencias de compartir tanta información.  
 
De esta manera el autor Cisneros (2012). Menciona que: Existe una postura en la 





un canal de comunicación y no un medio, es decir que todo lo que se publica es 
considera fuente accesible al público, así los datos personales que son publicados 
en internet no pueden tener la calidad de fuente accesible al público, porque existe 
un listado que el cual cumple una finalidad y no para que cualquier empresa las 
utilice para realizar sus actividades negóciales, es así, que existiendo un nivel de 
privacidad respecto a los datos personales que existe en una red social, no puede 
ser utilizadas para una actividad, ya que en Ley Orgánica de Protección de Datos, 
se ha elaborado un listado de que información es considera de fuentes de acceso 
al público. 
 
Garriga (2004). Nos menciona que: Uno de los fenómenos que está afectando a las 
libertades, es el tratamiento de datos personales, porque es un deterioro de los 
derechos fundamentales frente al desarrollo y uso de la tecnología. 
 
Resultados del objetivo específico 1 
A continuación el documento que se analizó que se da en función al objetivo 
específico 1: 
 
Objetivo específico 1 
Identificar cómo se afecta el derecho a la intimidad en la recolección de 
información personal no consentida de menores de 13 años en ficheros 
automatizados de redes sociales en Perú, 2017. 
 
Peschard (2011). Menciona que: Los menores de edad que participan en la 
utilización de la tecnología son nativos digitales, al cual se le debe de educar y 
concientizar de los riesgos que pueden existir en las redes sociales, ya que están 
en riesgos sus datos personales y su desarrollo personal del niño. 
 
Rodota (2011). Menciona que: La protección del menor debe de tener primordial 
importancia al momento de dar el consentimiento sea por parte de los progenitores, 






Dentro de este contexto Ron, Álvarez y Núñez (2013). Menciona que: Las redes 
sociales representan un peligro para los menores de edad porque conocen a varios 
amigos que se relacionan y comparten varias actividades diarias, dejan de lado a 
los padres ya que no tendrán conocimiento de que información están brindando a 
sus amigos que no conocen. 
 
Volpato (2016). Menciona que: Las facilidades que nos brindan las redes sociales 
a través de su servicio, para que la información que se publica por los usuarios en 
línea, sea de forma instantánea y gratuita, pero también es un bien jurídico que 
tiene mérito de protección, como es el derecho a la intimidad. 
 
Volpato (2016). Señala que: Al tomar consciencia de los sucesos que están en el 
espacio de la intimidad de una persona se afecta el derecho fundamental, 
existiendo otra forma de afectar el espacio mediante la utilización de equipos 
tecnológicos sin su consentimiento del interesado. 
 
Nieto (2016). Señala que: El desarrollo de mecanismo de protección legal respecto 
al derecho a la intimidad, es debido a su procedencia a una tradición de un ámbito 
personal y familiar contra las intromisiones de terceras personas, diferente del uso 
de las redes sociales, teniendo como consecuencia la vulneración de situaciones 
personales que consideran intimo donde se genera información sensible. 
 
Resultados del objetivo específico 2 
A continuación el documento que se analizó que se da en función al objetivo 
específico 2: 
 
Objetivo específico 2 
Determinar cómo afecta el acceso no consentido a la información personal de 
menores de 13 años contenidos en ficheros automatizados de redes sociales en 
Perú, 2017. 
 
Volpato (2016). Menciona que: Las formas de almacenar, tratar, y manipular 





propagación de información a través de las redes, debidos a la revolución y 
desarrollo de las Tecnológicas de información y Comunicación, sirviendo para la 
comercialización de la información privada. 
  
Flores (2006). Menciona que: La imagen personal es la representación física del 
individuo, que se plasman en un retrato, fotografía, lámina, estatua, y video, es así 
que esta pude ser publicada, divulgada y reproducida, por los diversos medios que 
existen la principal las redes sociales. 
 
3.3 Descripción de resultados de la técnica: Análisis normativo 
Resultados del objetivo general 
A continuación se presentan los resultados de las normas analizadas en función 
del objetivo general:  
 
Objetivo general 
Determinar de qué manera se tratan los datos personales de menores de 13 años 
en ficheros automatizados de redes sociales en Perú, 2017. 
 
CONSTITUCIÓN POLÍTICA DEL PERÚ 
La Constitución en el Capítulo I sobre Derechos Fundamentales de la persona en 
su Artículo 1° señala: “La defensa de la persona humana y el respeto de su 
dignidad son el fin supremo de la sociedad y del Estado”. 
 
Asimismo en su Artículo 2°señala: 
 
inc. 5: A solicitar sin expresión de causa la información que requiera y a recibirla de 
cualquier entidad pública, en el plazo legal, con el costo que suponga el pedido. Se 
exceptúan las informaciones que afectan la intimidad personal y las que expresamente 
se excluyan por ley o por razones de seguridad nacional. […]. 
 
“inc. 6: A que los servicios informáticos, computarizados o no, públicos o privados, 






LEY DE PROTECCIÓN DE DATOS PERSONALES, LEY Nº 29733 
  
La Ley en el Título Preliminar en las Disipaciones Generales sobre Definiciones en 
su Artículo 2º inc. 4señala: “Toda información sobre una persona natural que la 
identifica o la hace identificable a través de medios que pueden ser razonablemente 
utilizados”. 
 
La Ley en el Título I sobre Principios Rectores en su Artículo 6° señala:  
 
Los datos personales deben ser recopilados para una finalidad determinada, explicita 
y licita. El tratamiento de los datos personales no debe extenderse a otra finalidad que 
no haya sido la establecida de manera inequívoca como tal al momento de su 
recopilación, […]. 
 
Ley Orgánica 15/1999, de 13 de diciembre, de Protección de datos de Carácter 
Personal de España 
 
Ley Orgánica 15/1999, de 13 de diciembre, de Protección de datos de Carácter 
Personal. En su título I, Disposiciones generales, sobre definiciones, artículo 3° inc. 
J) señala: “Fuentes accesibles al público: aquellos ficheros cuya consulta pueda ser 
realizada, por cualquier persona, no impedida por una norma limitativa o sin más 
exigencias que, en su caso el abono de una contraprestación”. 
 
Resultados del objetivo específico 1 
De la misma manera se presentan los resultados de las normas analizadas en 
función del objetivo específico 1: 
 
Objetivo específico 1 
Identificar cómo se afecta el derecho a la intimidad en la recolección de 
información personal no consentida de menores de 13 años en ficheros 







EL PACTO INTERNACIONAL DE DERECHOS CIVILES Y POLÍTICOS (1966) 
El Pacto Internacional de Derechos Civiles y Políticos en Parte III en su Artículo 
17º inc. 1 y 2 señala: “Nadie será objeto de injerencias arbitrarias o ilegales en su 
vida privada, su familia, su domicilio o su correspondencia, ni de ataques a su honra 
y reputación” y “Toda persona tiene derecho a la protección de la ley contra esas 
injerencias o esos ataques”. 
  
DECLARACIÓN UNIVERSAL DE DERECHOS HUMANOS 
La Declaración Universal de Derecho Humanos en su Artículo 12º señala:  
 
Nadie será objeto de injerencias arbitrarias en su vida privada, su familia, su domicilio 
o su correspondencia, ni de ataques a su honra o a su reputación. Toda persona tiene 
derecho a la protección de la Ley contra tales injerencias o ataques. 
 
CONVENCIÓN AMERICANA SOBRE DERECHOS HUMANOS 
La Convención Americana en el Capítulo II sobre Derechos Civiles y Políticos en 
su artículo 11º inc. 1, 2 y 3 señala: “Toda persona tiene derecho al respeto de su 
honra y al reconocimiento de su dignidad”, “Nadie puede ser objeto de injerencia 
arbitrarias o abusiva en su vida privada, en la de su familia, en su domicilio o en su 
correspondencia, ni de ataques ilegales a su honra o reputación” y “Toda persona 
tiene derecho a la protección de la ley contra esas injerencias o esos ataques”. 
  
LA CONVENCIÓN SOBRE LOS DERECHOS DEL NIÑO  
La Convención sobre los derechos del niño, en el Parte I en su artículo 16º inc. 1 
y 2 señala: “Ningún niño será objeto de injerencias arbitrarias o ilegales en su vida 
privada, su familia, su domicilio o su correspondencia ni de ataques ilegales a su 
honra y a su reputación” y “El niño tiene derecho a la protección de la ley contra 
esas injerencias o ataques”. 
 
CÓDIGO CIVIL 
El Código Civil en el Título II, sobre Derechos de la Persona en su Artículo 14° 





manifiesto sin el sentimiento de la persona o si ésta ha muerto, sin el de su cónyuge, 
descendientes, ascendientes o hermanos, excluyentemente y en este orden”. 
 
EL REGLAMENTO DE LEY Nº 29733, LEY DE PROTECCIÓN DE DATOS 
PERSONALES 
El Reglamento de Ley, en el Capítulo IV sobre Tratamiento de los datos personales 
de menores en su artículo 27º señala: “Para el tratamiento de los datos personales 
de un menor de edad, se requerirá el consentimiento de los titulares de la patria 
potestad o tutores, según corresponda”. 
 
Resultados objetivo específico 2 
Continuando con la presentación de resultados de las normas analizadas, en 
seguida se detalla los resultados en función del objetivo específico 2: 
 
Objetivo específico 2 
Determinar cómo afecta el acceso no consentido a la información personal de 
menores de 13 años contenidos en ficheros automatizados de redes sociales en 
Perú, 2017. 
 
Constitución Política del Perú de 1993 
En su artículo 2 señala: 
 
“inc. 7: Al honor y a la buena reputación, a la intimidad personal y familiar así como 
a la voz y a la imagen propias”. 
 
CÓDIGO DEL NIÑO Y ADOLESCENTE LEY Nº 27337 
El Código del Niño y Adolescente, en su libro primero DERECHO Y LIBERTADES, 
Capítulo I Derechos Civiles en: 
 
Artículo 4 sobre su integridad personal señala: “El niño y el adolescente tienen 
derecho a que se respete su integridad moral, psíquica y física y a su libre desarrollo 






Artículo 9 sobre la libertad de opinión señala: 
El niño y el adolescente que estuvieren en condiciones de formarse sus propios juicios 
tendrán derecho a expresar su opinión libremente en todos los asuntos que les afecten 
y por los medios que elijan, incluida la objeción de conciencia, y a que se tenga en 
cuenta sus opiniones en función de su edad y madurez. 
 
Articulo 10 sobre la libertad de expresión señala: “El niño y el adolescente tienen 
derecho a la libertad de expresión en sus distintas manifestaciones […]”. 
 
CÓDIGO CIVIL 
El Código Civil en el Título II, sobre Derechos de la Persona en su artículo 15° 
señala: “La imagen y la voz de una persona no pueden ser aprovechadas sin 
autorización expresa de ella o, si ha muerto, sin el asentimiento de su cónyuge, 
























































En el presente capítulo sobre la discusión se establece la interpretación de los 
resultados obtenidos y recolectados a partir de la problemática de investigación por 
lo que es importante resaltar que no es la repetición de los resultados, por lo 
contrario, es la redacción y juicios de valores que le da sentido a los resultados.En 
este aspecto se identifican las debilidades y fortalezas sobre la problemática de 
estudio enmarcando en la presente opiniones y posiciones respecto al tema de 
investigación. 
 
En este contexto Domínguez (2015) sostiene: “La discusión sigue el orden de los 
principales cuadros de resultado estableciendo de tal manera que facilite la toma 
de decisiones respecto de una teoría, un curso de acción o de una problemática” 
(p.64). De esta manera se presenta la descripción de la discusión detallada y 
ordenada en función de cada técnica de recolección de datos y a los objetivos de 
la presente investigación: 
 
Discusión del objetivo general: 
 
Objetivo general 
Determinar de qué manera se tratan los datos personales de menores de 13 
años en ficheros automatizados de redes sociales en Perú, 2017. 
 
S Supuesto jurídico general 
 
El tratamiento de los datos personales de menores de 13 años en 
ficheros automatizados de redes sociales en Perú, 2017, se tratarían 
de manera deficiente, debido a la falta de un marco normativo especial 
que brinde protección, prevención y sanción del uso indebido de la 
información personal que se almacena en el perfil del usuario; ya que 
vulneraría el derecho a la intimidad en el perfil del usuario de menor de 
13 años en las redes sociales; ya que las redes sociales cuando tratan 
la información personal de los menores de 13 años no diferenciarían 
cuando se está exponiendo un aspecto de la vida privada, 
considerándola por el contrario a partir del registro como información 





A continuación, se considera la apreciación de cada uno de los entrevistados con 
respecto al objetivo general, encontramos coincidencia con los entrevistados 
Gonzáles, Meza y Chávez, consideran que no hay una regulación o no se ha 
definido sobre tratamiento de los datos personales de menores de 13 años en las 
redes sociales, y que la información personal que se publican en el perfil del usuario 
vulnera el derecho a la intimidad de los menores de 13 años, por lo tanto estamos 
de acuerdo, debido que por la falta de una normativa donde se especifique entorno 
a las redes sociales y el tratamiento de los datos personales de los menores que 
se almacena a través del perfil del usuario, se evidencia una vulneración al derecho 
a la intimidad personal del menor de 13 años en los ficheros automatizados de las 
redes sociales. 
 
Encontramos coincidencia con los entrevistados Gonzáles, Meza, Chávez y 
Pizarro, que no existe una clara diferencia entre la información personal y pública 
que brinda los menores de 13 años, a través del perfil del usuario de las redes 
sociales, por lo tanto estamos de acuerdo, que la información personal del menor 
de 13 años que se almacena en el perfil del usuario de las redes sociales no puede 
considerarse información de dominio público, evidenciando una vulneración al 
derecho a la intimidad personal del menor de 13 años en los ficheros automatizados 
de las redes sociales. 
 
De acuerdo con la evaluación de las teorías relacionadas al tema, encontramos 
coincidencias con Ornelas (2011), Cisneros (2012) y Garriga (2004), respecto a la 
falta de un marco normativo, por lo tanto estamos de acuerdo, porque solo existe 
una exigencia de prohibir cierto tratamiento de información personal que brindan 
los menores en las redes sociales más no una norma imperativa que exija una 
protección, prevención y sanción a los datos personales de un menor de 13 años 
de edad, por lo tanto los menores están expuestos a las redes sociales. 
 
Encontramos coincidencia con Volpato (2016), Roig (2009), Arce (2008) y Garriga 
(2004), respecto a la vulneración del derecho a la intimidad, por lo tanto estamos 
de acuerdo, porque el desarrollo de la tecnología en el tratamiento de datos 





identifica al sujeto, en este caso al menor de 13 años y un deterioro en el derecho 
fundamental a la intimidad por el uso de las redes sociales. 
 
Encontramos coincidencia con Soler (2011) y Cisneros (2012), respecto a la 
información personal del menor de 13 años se considera de dominio público, por 
lo tanto estamos de acuerdo, porque exista un nivel de configuración que otorga 
las redes sociales, pero esto no impide que la información sea compartida por otros 
amigos que pertenezcan a las misma red social, es decir que no se debe 
considerarse como  fuente accesible al público, los datos personales que se 
almacena en el perfil del usuario, ya que afectaría el derecho a la intimidad de los 
menores de 13 años al considerarlas como información de dominio público. 
 
De acuerdo con el análisis delOrdenamiento Jurídico, en la Constitución Política 
del Perú se menciona que no se brindará información que afecte la intimidad 
personal y familiar, por parte de los servicios informático, computarizados o no, 
público y privado, por lo tanto estamos de acuerdo, que se prohíba información 
personal y familiar, brindado protección constitucional al derecho a la intimidad y 
protección a los datos personales de las personas, pero respecto en  redes sociales 
esta prohibición no se está cumpliendo ya que no existe una norma imperativa que 
prohíba su tratamiento de los datos personales de los menores de  13 años en los 
ficheros automatizados de las redes sociales. 
 
En la Ley de protección de datos personales N° 29733, se menciona sobre la 
identificación de una persona a través de medios y la finalidad que va tener los 
datos personales, por lo tanto estamos de acuerdo en parte, cualquier dato 
personal que se publica en los ficheros automatizados de las redes sociales hace 
identificable a un menor de 13 años de edad, el cual vendría ser el medio 
razonablemente, y que finalidad va tener esta información personal genera una 
sobre exposición del menor de 13 años, vulnerando su derecho a la intimidad. 
 
De los resultados obtenidos, se ha obtenido que de manera deficiente se tratan 
los datos personales de menores de 13 años en los ficheros automatizados de las 





Discusión del objetivo específico 1: 
 
Objetivo específico 1 
Identificar cómo se afecta el derecho a la intimidad en la recolección de 
información personal no consentida de menores de 13 años en ficheros 













A continuación, se considera la apreciación de cada uno de los entrevistados con 
respecto al objetivo específico 1, encontramos coincidencia con los entrevistados 
Gonzáles, Meza, Chávez y Pizarro, que no existe un consentimiento de los padres 
para que los menores de 13 años pueden registrarse y tener un ingreso a las redes 
sociales y que debería existir alguna forma de obtener la autorización de los padres 
o tutores, por lo tanto estamos de acuerdo, porque por la falta de consentimiento 
de los padres se afecta el derecho a la intimidad de los menores de 13 años cuando 
se realiza la recolección de la información personal a través de los ficheros 
automatizados de las redes sociales. 
 
Encontramos coincidencia con los entrevistados Gonzáles, Meza, Chávez y 
Pizarro, consideran que la divulgación de información personal de los menores de 
13 años sin el consentimiento de los padres es una clara afectación al derecho a la 
intimidad personal a través de las publicaciones en los perfiles de los usuarios, y 
considera que la intromisión a la información personal de los menores de 13 años, 
Supuesto jurídico específico 1 
El derecho a la intimidad en la recolección de información personal 
no consentida de menores de 13 años en ficheros automatizados de 
redes sociales en Perú, 2017, se afectaría gravemente, ya que los 
ficheros automatizados de las redes sociales no cuenta con el 
consentimiento de los padres; se divulgaría la información que 
pertenecen al ámbito de la vida privada y familiar del menor de 13 
años; y la intromisión en la información privada que generan los 
menores de 13 años, que no quieren que terceras personas tengan 





vulnera el derecho a la intimidad personal del menor, debido que cualquier persona 
a través de las redes sociales puede tener conocimiento de sus actividades diarias, 
por lo tanto estamos de acuerdo, porque la divulgación de información personal 
y la intromisión a través de los ficheros automatizados de las redes sociales es una 
clara vulneración al derecho a la intimidad personal del menor de 13 años. 
 
De acuerdo con la evaluación de las teorías relacionadas al tema, encontramos 
coincidencias con Rodota (2011) y Ron (2013), respecto al consentimiento de los 
padres, por lo tanto estamos de acuerdo, porque al momento de realizar el 
tratamiento de los datos personales de menores de 13 años en las redes sociales 
debe tener presenteen cuenta la protección del menor, que previamente debe 
contar con el consentimiento de los padres, pero la situación actual es que se afecta 
la protección del menory la falta del consentimiento de los padres de que 
información personal del menor puede ser trata a través del perfil del usuario. 
 
Encontramos coincidencia con Peschard (2011), Ron (2013) y Volpato (2016), 
respecto a la divulgación de la información personal y familiar, por lo tanto 
estamos de acuerdo, porque los menores de 13 años que utilizan las redes 
sociales, tienen una variedad de amigos en común, en su mayoría no conocidos, 
que pueden tener conocimiento de la información que brindan los usuarios de forma 
rápida y gratuita, sin saber las consecuencias que afectan al derecho a la intimidad, 
considerándose como nativos digitales a los menores de edad frente al uso de la 
tecnología. 
 
Encontramos coincidencia con Volpato (2016) y Nieto (2016), respecto a la 
intromisión de la información personal y familiar que debe estar fuera del interés de 
terceras personas, por lo tanto estamos de acuerdo, porque el avance 
tecnológico ha generado una nueva forma de intromisión al derecho a la intimidad 
a través de las redes sociales que son compartidas, a veces de información 
sensible. 
 
De acuerdo con el análisis del Ordenamiento Jurídico, encontramos que el Pacto 





Humanos y la Convención Americana sobre Derechos Humanos, se refieren a una 
protección contra las injerencias arbitrarias o ilegales contra la vida privada y su 
familia de una persona, y respecto a la Convención sobre los derechos del niño, se 
menciona la protección contras la injerencias arbitrarias o ilegales en su vida 
privada y familiar del niño, por lo tanto estamos de acuerdo, porque esta 
protección al derecho a la intimidad de la vida privada y familiar son derechos 
indisponibles, que actualmente está siendo desconfigurada por los ficheros 
automatizados de las redes sociales, donde se genera información personal y 
familiar del menor de 13 años.  
 
De los resultados obtenidos, se ha obtenido que se afectan gravementeel derecho 
a la intimidad en la recolección de información personal no consentida de menores 
de 13 años en ficheros automatizados de redes sociales en Perú. 
 
Discusión del objetivo específico 2: 
 
Objetivo específico 2 
Determinar cómo afecta el acceso no consentido a la información personal de 







Supuesto jurídico específico 2 
El acceso no consentido a la información personal de los menores 
de 13 años en ficheros automatizados de redes sociales en Perú, 
2017 los afectarían perjudicialmente, ya que los ficheros 
automatizados de las redes sociales permitirían que terceras 
personas accedan a informaciónde la vida privada y familiar 
mediante comentarios, fotos publicadas por el menor de 13 años o 
amigos en común y videos que son compartidos; vulnerando el 
derecho a la propia imagen y sufriendo perturbación la figura física 
del menor de 13 años ante la sociedad, ocasionando la pérdidadel 





A continuación, se considera la apreciación de cada uno de los entrevistados con 
respecto al objetivo específico 2, encontramos coincidencia con los entrevistados 
Gonzáles, Meza y Pizarro, consideran que la información personal que publica un 
menor de 13 años puede ser accesible por cualquier persona, por lo tanto 
estamos de acuerdo, que terceras personas puedan tener un acceso no 
consentido a la información personal de forma gratuita y libre, a través de la 
publicación de fotos o videos y comentario que realiza el menores de 13 años en 
los ficheros automatizados de las redes sociales. Respecto al entrevistado Chávez 
considera que al pertenecer a las redes sociales existe un consentimiento tácito, 
por lo tanto noestamos de acuerdo, debido que un menor de 13 años no tiene la 
capacidad de ejercicio para otorgar su consentimiento para que terceras personas 
puedan acceder a su información personal a través de los ficheros automatizados 
redes sociales. 
 
Encontramos coincidencia con los entrevistados Gonzáles, Meza y Pizarro, 
consideran que la publicaciones de las fotos donde salga un menor de 13 años se 
vulnera el derecho a la propia imagen del menor de 13 años, y señalan que existen 
una exposición y un alto riesgo de perder el control de difusión de una foto publicada 
o de cualquier otra información personal a través de las redes sociales, por lo tanto 
estamos de acuerdo, que a través de los ficheros automatizados de las redes 
sociales, terceras persona puedan tener acceso a información personal y familiar 
plasmadas en una foto del menor de 13 años y perder el control de difusión de su 
imagen.Respecto al entrevistado Chávez considera que la pérdida del control de 
difusión al momento de pertenecer a la red social, por lo tanto no estamos de 
acuerdo, porque es una facultad que tiene toda persona de tener el control de su 
información hasta donde quieren que sea publicada y que información publicar, la 
situación de los ficheros automatizados de las redes sociales es una clara 
afectación de esta facultad del control de difusión, que no puede desaparecer por 
el hecho de pertenecer a una red social. 
 
De acuerdo con la evaluación de las teorías relacionadas al tema, encontramos 
coincidencia con Volpato (2016) y Flores (2016), considera que se almacena y trata 





divulga y reproduce las fotos donde existe una imagen personal, por lo tanto 
estamos de acuerdo, que se afecta la información personal del menor de 13 años 
mediante el acceso de terceros personas y la pérdida de control de la difusión a 
través de los ficheros automatizados de las redes sociales.  
 
De acuerdo con el análisis del Ordenamiento Jurídico, en la Constitución Política 
del Perú de 1993, se brinda protección constitucional a la imagen de las personas, 
por lo tanto estamos de acuerdo, bajo ninguna circunstancia se puede afectar la 
imagen de una persona mediante la utilización de la tecnología como son las redes 
sociales, donde suceden una variedad de afectaciones al derecho a la propia 
imagen, en el caso específico de los menores de 13 años de edad. 
 
En el Nuevo Código del niño y adolescentes Ley Nª 27337, respecto al respeto a 
su integridad moral, psíquica y física del niño, por lo tanto estamos de acuerdo, 
que se tenga que considera una protección superior al menor ya que esta afecta a 
un miembro de la sociedad que aprende las conductas sociales, es así que a través 
de los ficheros automatizados de las redes sociales se evidencia una clara falta de 
respeto y afectación a su integridad moral psíquica y física. 
 
Con respecto a la libertad de opinión y la libertad de expresión de un menor, tiene 
derecho a formar sus propios juicios para luego expresarlos en los asuntos que les 
intereses y sin ser hostigados en lo que opinen a través de los medios 
respectivamente, por lo tanto estamos de acuerdo, que los menores de 13 años 
tengan el derecho a opinar y de expresión, el medio que está siendo utilizado por 
los menores de 13 años de edad son las redes sociales, por lo cual se les debe 
tener prioridad este nuevo espacio de comunicación donde se opina y expresa a 
través de los ficheros automatizados de las redes sociales, la cual no debe ser 
utilizada y accesible a terceras personas que pueden las convierta en víctimas. 
 
De los resultados obtenidos, se ha obtenido que afecta perjudicialmente el acceso 
no consentido a la información personal de los menores de 13 años en ficheros 











































Se concluye que se determinó que el tratamiento de datos personales de menores 
de 13 años en las redes sociales, se tratan de manera deficiente porque se 
considera toda información personal de dominio público, donde se da un uso 
indebido de los datos personales del menor de 13 años siendo accesible a cualquier 
persona ajena a su entorno, vulnerándose el derecho a la intimidad ya que no 
diferencia que aspecto de la vida privada se publica en las redes sociales, debido 
a la falta de un marco normativo específico que brinde protección, prevención y 
sanción, en el espacio virtual donde el menor de 13 años realizaba sus actividades 
con seguridad y privacidad. 
 
Segundo.- 
Por tanto se concluye que se identificó la afectación al derecho a la intimidad en la 
recolección de información personal no consentida de menores de 13 años en 
ficheros automatizados de redes sociales, afecta porque que no existe un 
consentimiento de los padres para que los menores de 13 años de edad puedan 
registrarse e ingresar sus datos personales en el perfil del usuario de las redes 
sociales, para recolectar y almacenar cualquier información en sus ficheros 
automatizados, también respecto a la divulgación e intromisión se genera una sobre 
exposición de los datos personales que vulneran el derecho a la intimidad personal 
del menor de 13 años. 
 
Tercero.- 
Finalmente se concluye que se determinó que el acceso no consentido a la 
información personal de los menores de 13 años en ficheros automatizados de 
redes sociales, les afecta a través de los comentarios, fotos y videos que publica y 
comparte el menor de 13 años, que permite el acceso a terceras personas ajenas 
a su entorno de forma instantánea y gratuita, cuya información personal puede ser 
utilizada para otros fines y por el hecho que se suban imágenes no significa que 
exista un consentimiento tácito de cierta información que se pueda obtener de una 











































Para el tratamiento de datos personales de menores de 13 años en ficheros 
automatizados de redes en Perú, 2017, se recomienda a los legisladores del Estado 
Peruano que se trabaje en normas que especifiquen la situación legal de las redes 
sociales con respecto a los derechos que se vienen vulnerando, y la exigencia a las 
redes sociales que se abstenga de tratar los datos personales que afectan el 
derecho a la intimidad de los menores de 13 años. 
 
Segundo.- 
Para el derecho a la intimidad en la recolección de información personal no 
consentida de menores de 13 años en ficheros automatizados de redes sociales en 
Perú, 2017, se recomienda a las redes sociales crear y almacenar los formularios 
donde se exprese el consentimiento de los padres respecto a los datos personales 
que se relacionen con el derecho a la intimidad personal del menor de 13 años, sin 
que sea divulga por el mismo u otros usuarios o exista una intromisión por parte de 
terceras personas que comparten la misma red social. 
 
Tercero.- 
Para el acceso no consentido a la información personal de los menores de 13 años 
en ficheros automatizados de redes sociales en Perú, 2017, se recomienda al 
Estado promocionar la concientización de una cultura protección de los datos 
personales para los menores de 13 años con participación de los padres para que 
ciertos datos personales no sean publicada en las redes sociales, asegurando la 
protección del derecho a la propia imagen del menor de 13 años, y así poder tener 
un control absoluto de la información que se publica a través de los ficheros 
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