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Resumen 
En el desarolo de infraestructuras de 
redes de información es necesario identifi-
car y dar un tratamiento a los múltiples ti-
pos de tráfico, usuarios y servicios a fin de 
incrementar productividad o hacer un uso 
adecuado de la infraestructura. Hoy en día 
los usuarios son dinámicos, tienen diversos 
medios y dispositivos de conexión a redes y 
numerosas y nuevas exigencias. La carac-
terística de variabilidad de las necesidades 
en el tiempo por parte de los usuarios, los 
servicios en la nube, la virtualización de 
servidores y la necesidad de implantar 
adaptaciones ágiles, hace que se estudien 
nuevos estándares que den soporte a estas 
necesidades como redes de próxima gene-
ración o Redes Definidas por Software 
(SDN). 
En este proyecto se propone estudiar 
esta nueva tecnología de infraestructura de 
redes y desarolar un esquema de solución 
basado en el análisis de simulaciones de 
tipos de tráfico cuali-cuantitativos y resul-
tados de un escenario de estudio real (am-
biente académico universitario) en compa-
ración con las redes tradicionales IP. 
Para finalizar, se desarrolará un mo-
delo de evaluación de performance alto 
nivel que ayude a los administradores de 
red a tomar decisiones en base a atributos 
críticos (tipos de tráfico, servicios, usuarios, 
etc.) identificados previamente. 
Palabras clave: Redes Definidas por 
Software, Análisis de Tráfico, Toma de 
decisión multi-experto. 
 
Contexto 
Este proyecto está inserto en una línea 
de I/D presentada en la Universidad Tec-
nológica Nacional con código: UTN-2422. 
Título: “Modelo para la evaluación de per-
formance mediante identificación de tráfico 
y atributos críticos en Redes Definidas por 
Software”. Dicho proyecto se leva a cabo 
en el ámbito del Dpto. de Ingeniería en Sis-
temas de Información perteneciente a la 
Facultad Regional Resistencia de la Univer-
sidad Tecnológica Nacional. 
 
Introducción 
Debido al creciente número de usua-
rios y aplicaciones que consumen gran can-
tidad de recursos de networking en las or-
ganizaciones, existe una amplia gama de 
tráficos posibles (Tipos de Tráfico) en las 
arquitecturas de redes actuales. En este sen-
tido, una actividad fundamental en el ámbi-
to de estudio de las redes de información, es 
el análisis del tráfico que generan, la cali-
dad del servicio ofrecido, calidad de conte-
nido, la capacidad de adaptarse ante nuevos 
requerimientos e inclusive la calidad de 
percepción de los usuarios de la red [1][2]. 
Para realizar esto de manera corecta 
se necesita identificar y clasificar el tráfico 
usado mediante observación y medición de 
características tales como, flujo de datos, 
tiempos de aribo, tiempos de transmisión, 
comportamiento del tráfico en diferentes 
escalas de tiempo, consumo de recursos de 
los servicios, etc. [3][4]. Este conocimiento 
permite optimizar los recursos de las redes 
posibilitando que los servicios ofrecidos 
cuenten con la calidad necesaria [2][5] y un 
factor determinante en el desarrolo de esta 
actividad es poder anticipar y analizar el 
comportamiento que tendría una red, o par-
te de ela, bajo determinadas demandas e 
incluso, adaptarse rápidamente hacia elas. 
Sin embargo las adaptaciones ágiles son 
escasas [6][7] pero el logro de esta premisa 
es un área de estudio e investigación actual 
[2][8]. 
Estos inconvenientes surgen, básica-
mente, porque las arquitecturas de redes 
existentes no fueron diseñadas para satisfa-
cer las necesidades de los usuarios y orga-
nizaciones de hoy en día. En este sentido, 
SDN [9][10] propone un modelo para cubrir 
nuevas demandas de usuarios y organiza-
ciones. Ésta es una arquitectura de red 
emergente, donde el control de la infraes-
tructura de red está desacoplado del reenvío 
de datos y, a su vez, es directamente pro-
gramable. Este desacople del control, que 
en las arquitecturas de redes convencionales 
está fuertemente unido a los dispositivos de 
red individuales, permite a la infraestructura 
ser abstraída de las aplicaciones y servicios 
de red, por lo que se puede tratar a la red 
como una entidad lógica o virtual. Esta tec-
nología es la transformación de arquitectura 
de redes actuales y está impulsada por la 
industria y la Open Networking Fundation 
(ONF) [9][10]. 
La inteligencia de red es (lógicamen-
te) centralizada en controladores SDN ba-
sados en software que mantienen una visión 
global de la red. Como resultado, las orga-
nizaciones controlan la red independiente 
del proveedor en un único punto lógico lo 
que simplifica, en gran medida, el diseño de 
la red y su operación. A su vez, se simplifi-
ca la gestión de los dispositivos de red de-
bido a que ahora no se tienen que entender 
y procesar miles de normas de protocolo, 
sino simplemente aceptar instrucciones de 
los controladores centralizados de SDN (ver 
Fig. 1). 
 Figura 1. Arquitectura de Software-
Defined Network 
Tal vez lo más importante de esta 
nueva visión de red, es que se pueda confi-
gurar mediante programación esta abstrac-
ción simplificada de la red en lugar de tener 
que configurar manualmente múltiples dis-
positivos. Además, aprovechando la inteli-
gencia centralizada del controlador SDN, se 
puede alterar el comportamiento de la red 
en tiempo real y desarolar nuevas aplica-
ciones y servicios de red ágilmente, lo que 
mejora sustancialmente las posibilidades 
[11][12]. 
Para poder concretar la nueva arqui-
tectura de redes fue necesario crear y estan-
darizar una interfaz de comunicaciones en-
tre el control y el reenvío de datos. Para elo 
se creó el protocolo OpenFlow [13] que 
permite el acceso directo a la gestión de 
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datos de reenvío en dispositivos de red co-
mo switches y routers, tanto físicos como 
virtuales y de un modo abierto. Esto con-
trasta con las arquitecturas de redes tradi-
cionales donde los dispositivos de red son 
monolíticos y cerrados. 
Ningún otro protocolo estándar tiene 
la funcionalidad y finalidad de OpenFlow 
que transfiere el control de los dispositivos 
de red a la lógica del software de control 
(ver Fig. 2). 
 Figura 2. Instrucciones OpenFlow 
 
OpenFlow utiliza el concepto de flu-
jos para identificar el tráfico de red basado 
en reglas estáticas o dinámicas programadas 
por el software de control de SDN. Tam-
bién permite definir el modo en que el tráfi-
co debe rutearse a través de los dispositivos. 
Debido a que OpenFlow permite ser pro-
gramado sobre una base de flujo, una arqui-
tectura basada SDN-OpenFlow proporciona 
un control muy granular de la infraestructu-
ra de red, lo que permite responder a los 
cambios en tiempo real en la aplicación, el 
usuario e inclusive en los niveles de sesión. 
Una característica particular de SDN 
basada en OpenFlow es que se puede im-
plementar en las redes existentes, tanto físi-
cas como virtuales. Los dispositivos de red 
pueden realizar el reenvío basado en Open-
Flow, así como el reenvío tradicional, lo 
que hace que sea muy fácil para las organi-
zaciones introducir progresivamente esta 
tecnología, incluso en los entornos de red 
de múltiples proveedores. 
 
Líneas de investigación y desarro-
lo 
En el proyecto “Modelo para la eva-
luación de performance mediante identifi-
cación de tráfico y atributos críticos en 
Redes Definidas por Software” se propone 
el análisis de la arquitectura y estándar de 
SDN. Además del diseño e implementación 
de un sistema de soporte a las decisiones 
con Información Lingüística [14][15][16] 
para evaluar datos cualitativos de SDN y su 
uso. Este sistema permite que múltiples 
expertos puedan participar conjuntamente 
dando sus puntos de vista que ayuden a la 
toma de decisiones. 
Los aspectos cuantitativos del modelo 
se realizan mediante simuladores y creacio-
nes de escenarios de comparación con las 
redes tradicionales. 
 
Resultados y objetivos 
Este proyecto es reciente pero se han 
obtenido algunos resultados teóricos basa-
dos en el análisis y comparación de las ar-
quitecturas de SDN con las redes tradicio-
nales y los modelos de simulación de tráfi-
co. El modelo final está basado en la iden-
tificación, análisis y caracterización de 
tráfico en SDN identificando también otros 
atributos críticos de esta tecnología. La eva-
luación del tráfico se hará mediante análisis 
cuantitativo y cualitativo de un escenario 
simulado y un escenario real. Siendo el aná-
lisis cualitativo realizado mediante evalua-
ción lingüística difusa de calidad de percep-
ción de los usuarios. De la misma manera, 
el modelo para la evaluación de performan-
ce final se hará mediante un análisis cualita-
tivo del tráfico y otros atributos críticos 
identificados. 
El modelo de evaluación objetivo 
tendrá un comportamiento similar al que se 
realiza en los problemas de Toma de Deci-
siones (TD), en los que antes de tomar una 
decisión se leva a cabo un proceso de aná-
lisis que permite tomar decisiones de una 
forma racional y coherente. Por elo, la ad-
ministración de los recursos de networking 
puede modelarse como un problema de de-
cisión donde pueden intervenir múltiples 
Administradores de Red para identificar la 
solución que mejor se adapte al escenario 
analizado. 
 
Formación de Recursos Humanos 
La formación de recursos humanos es 
la siguiente: 
Formación de becarios: 
Este año se incorporarán dos becarios 
alumnos avanzados de la carera de inge-
niería en sistemas de información y un be-
cario graduado de iniciación a la investiga-
ción. Esto hará posible fomentar la activi-
dad de investigación en alumnos que están 
próximos a recibirse y graduados jóvenes 
estimulando la actividad de investigación. 
Formación de postgrado: 
A partir de las líneas de investigación 
desaroladas en el proyecto se prevé que el 
Ing. Carlos Cuevas finalice su Maestría en 
Redes de la Universidad de La Plata me-
diante una tesis vinculada a este proyecto. 
Equipo de trabajo: 
La estructura del equipo de trabajo es 
la siguiente: 
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