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 IZVLEČEK 
Uvod: Osnovna pacientova pravica je pravica do zasebnosti, zato se upravičeno pričakuje, 
da bodo zaupnost pacientovih osebnih podatkov na eNapotnici dosledno varovali vsi, ki 
delujejo na področju zdravstva, in vsi, ki skrbijo za pacientovo dobrobit in so po zakonu 
dolžni varovati osebne podatke. Namen: V magistrski nalogi smo si postavili vprašanje, v 
kolikšni meri je varovanje osebnih podatkov, ki jih lahko vidimo na eNapotnici, vidno 
osebam, ki do pacientovih osebnih podatkov po zakonu ne smejo dostopati. Zanimalo nas 
je, ali pacienti prepoznajo kršitve pri posredovanju eNapotnice. Namen magistrske naloge 
je zavarovati pacientovo zasebnost in ohraniti varnost osebnih podatkov, ki so nam bili 
zaupani. Metode: Pri izdelavi raziskovalnega dela smo uporabili stratificiran vzorec. V 
raziskavi so sodelovali pacienti v endokrinološki ambulanti na polikliniki v Ljubljani. 
Anketirana starostna skupina je bila izbrana naključno. Glede na raziskovalno populacijo 
smo zbirali podatke s kvalitativno deskriptivno metodo in s študijo domače in tuje literature. 
Za zbiranje podatkov in ugotavljanje obstoječega stanja je bila uporabljena tehnika ankete, 
ki je bila opravljena na vzorcu 100 naključno izbranih endokrinoloških pacientov. 
Vprašalnik je vseboval 21 anketnih vprašanj. Reševanje vprašalnika je bilo prostovoljno in 
anonimno. Rezultati: V anketi je sodelovalo 68 (68 %) žensk in 32 (32 %) moških, kar 
predstavlja 100-odstotno udeležbo. S preizkusom χ-kvadrat smo testirali raziskovalna 
vprašanja in hipoteze. Ugotovili smo, da anketiranci prepoznajo osebne podatke, vendar 
statistično ne moremo skleniti, da so osebni podatki na eNapotnici dovolj varni. Po mnenju 
anketiranih eZdravje ne bo izboljšalo učinkovitosti zdravstvenih storitev, se pa strinjajo, da 
bo naročanje na e-portalu razbremenilo administrativno delo zdravstvenega osebja. 
Informatizacija zdravstvenega sistema statistično značilno lahko pomeni večjo zlorabo 
podatkov. Večina anketiranih meni, da eZdravje ni enako dostopno vsem pacientom. 
Razprava: Uporaba sodobnih informacijskih poti v zdravstvu prinaša dobrodošel napredek, 
hkrati pa predstavlja težave pri varovanju pacientovih osebnih podatkov. Z uporabo portala 
eZdravje je omogočeno lažje dostopanje do zdravstvene storitve, kot je eNapotnica. Vse 
večja ozaveščenost ljudi lahko pomeni izboljšanje zdravstvenega stanja in bolj kakovostno 
življenje. 
Ključne besede: osebni podatki, varovanje osebnih podatkov, pacientova zasebnost, 
pacientove pravice, eNapotnica, eNaročanje 
  
 ABSTRACT 
Introduction: The basis of the patient's right is the right to privacy, and it is reasonably 
expected that the confidentiality of patient's personal data, is consistently safeguarded by all 
those who work in health care and all who care for the patient's well-being and who 
according to the law are obliged to protect the patient’s personal information. Purpose:  In 
the master's research project, we asked the question, to what extent is the protection of 
personal data that can be seen on eReferral, also visible to persons who, according to the 
law, cannot have access to the patient's personal data. We were wondering, whether patients 
recognize violations when using eReferral service. The purpose of the master's thesis is to 
protect the patient's privacy and to preserve the security of the personal data that we have 
been entrusted with. Methods: We used stratified sample in the preparation of the research 
work. The study included patients of the Endocrinology Clinic at the Polyclinic in Ljubljana. 
The age group was selected randomly. According to the research population, data were 
collected using a qualitative descriptive method and a study of domestic and foreign 
literature. A survey technique was used to collect data and determine the existing condition, 
which was performed on a sample of 100 randomly selected endocrinologic patients. The 
questionnaire contained 21 survey questions. Resolving the questionnaire was voluntary and 
anonymous. Results: Survey involved 100 participants of which 68 (68%) were women and 
32 (32%) were men, representing 100% participation. With the hi-square test we tested 
research questions and hypotheses. We conclude that the participants recognize personal 
data, but statistically, we can´t conclude that personal data on eReferral are safe enough. 
According to the opinion of the participants, eHealth will not improve the efficiency of 
health services but agree that e-portal procurement will ease the administrative work of 
healthcare personnel. Informatization of the health system can statistically mean more abuse 
of data. Most respondents think that eHealth is not equally accessible to all patients. 
Discussion: Use of modern information paths brings progress in healthcare and at the same 
time presents problems in protecting patient's personal data. By using the eHealth portal, it 
is easier to access a health service, such as eReferral. Increased awareness of people can 
mean significant health improvement and a better life.  
Keywords: personal data, personal data protection, patient's privacy, patient rights, 
eReferral, eOrdering 
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Podatke o posamezniku, kot so npr. osebni podatki, ne smemo obravnavati kot informacije 
javnega značaja. Osebne podatke smemo obdelovati le na podlagi zakona in na podlagi 
osebne privolitve posameznika, čigar podatki se obdelujejo. Posameznika predhodno 
seznanimo o namenu obdelave njegovih osebnih podatkov (Prelesnik, 2018). Marinič (2011) 
navaja, »da je obdelava osebnih podatkov zavarovana z 38. členom Ustave Republike 
Slovenije« (v nadaljevanju: URS). 
Lizbonska pogodba, ki je začela veljati 1. decembra 2009, pomeni zgodovinski trenutek za 
varstvo osebnih podatkov. Pogodba nudi trdnejšo podlago za razvoj jasnejšega in 
učinkovitejšega sistema varstva osebnih podatkov. S pogodbo je pravica do zasebnosti 
povišana v status temeljne pravice v pomenu pravnega reda Evropske unije (Evropski 
parlament in Svet, 2016). 
Varstvo podatkov je tako v Sloveniji kot po svetu vse bolj izpostavljeno javni obdelavi, ki z 
napredno informacijsko tehnologijo njenim upravljavcem daje moč, za paciente pa lahko 
predstavlja grožnjo njihovi zasebnosti. V Sloveniji je za nadzor nad varovanjem osebnih 
podatkov zadolžen Informacijski pooblaščenec (v nadaljevanju: IP). Zanesljivost in 
natančnost informacijsko-komunikacijske tehnologije (v nadaljevanju: IKT) tako izboljšuje 
možnost spremljanja, ocenjevanja in nadzora nad javnim zdravjem (Coleman, Delea, 2013). 
Z razvojem IKT je pacientom in izvajalcem zdravstvenih storitev omogočena medsebojna 
elektronska komunikacija, s katero spremljajo rezultate testov, potek medsebojne 
komunikacije, zbiranje informacij pred obiskom zdravnika, naročanje pacientov, pošiljanje 
opomnikov in pisanje e-receptov (Hannaa, et al., 2012). K večji učinkovitosti in 
produktivnosti v zdravstvenem varstvu pripomore tudi uporaba elektronskega zapisa 
(Campanella et al., 2015). Elektronski zapis omogoča enostavno navigacijo skozi celotno 
anamnezo pacienta (Anderson, Chang, 2015). Dobra informatizacija sistema pripomore k 
izboljšanju javnega zdravja (Gibson et al., 2016). Prelom v razvoju informatizacije je bilo 
leto 2005, ko je Ministrstvo za zdravje (v nadaljevanju: MZ) izdalo dokument »e-Zdravje 
2010, Strategija informatizacije slovenskega zdravstvenega sistema 2005–2010«. V 
dokumentu je bila opredeljena problematika informatizacije zdravstvenega sistema 
organizacij v Sloveniji. V Sloveniji smo s projektom eZdravje začeli leta 2008. Projekt 
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prinaša učinkovito obliko elektronskih rešitev in večjo varnost ter kakovost pri izvajanju 
storitev v zdravstvu (MZ, 2006). 
Nacionalni projekt, ki deluje v okviru eZdravja, vpeljuje rabo elektronskih komunikacijskih 
sredstev na področju zdravstva. S tem zagotavlja varnost in kakovost in učinkovitost pri 
izvajanja zdravstvenih storitev. eZdravje omogoča, da se zdravstvena obravnava lažje 
prilagodi posamezniku, olajša mobilnost in varnost pacientov, zmanjšuje administrativne 
stroške zdravstvenih storitev ter podpira interoperabilnost v državi in preko meja (v 
nadaljevanju: NIJZ, 2017a). 
Projekt eZdravje je del konceptov, ki jih je sprejela Evropska unija, in velja kot izvajalec 
programov eEurope in eHealth (Mossialos, et al., 2010). Namen projekta je doseči večje 
zadovoljstvo in razbremenjenost zaposlenih, zmanjšanje administrativnih del, kar 
posledično pomeni več časa za delo s pacienti (Kadivec et al., 2013). Cilj projekta eZdravje 
je povečati kakovostno oskrbo, povečati storitev s hitrim in učinkovitim naročanjem, olajšati 
dostop do informacij, izbiro izvajalca in povečati učinkovitost prenosa informacij o že prej 
izvedenih preiskavah (NIJZ, 2017a). Informatizacija zdravstvenega sistema torej prinaša 
tako koristi kot tudi določene pomanjkljivosti. Ključno pri tem je področje varnosti in 
zasebnosti (Fernandez et al., 2013). 
Zakon o varstvu osebnih podatkov (v nadaljevanju ZVOP-1) za obdelavo osebnih podatkov 
določa zelo širok krog ravnanja in delovanja upravljavcev osebnih podatkov, zato IP 
opozarja, da velja še večja pozornost pri ravnanju z osebnimi podatki pacientov. Zakon o 
pacientovih pravicah (v nadaljevanju: ZPacP) omogoča enakopravno, kakovostno in varno 
zdravstveno oskrbo. Zakon temelji na zaupanju in spoštovanju med pacientom in 
zdravstvenim osebjem, ki skrbi za pacienta (ZPacP, 2017). 
V magistrskem delu bomo obravnavali temo, ki opredeljuje varstvo osebnih podatkov pri 
dostopanju do storitve eNapotnica. Pri tem se bomo osredotočili na ugotavljanje in analizo 
dejavnikov, ki pomembno vplivajo na varnost osebnih podatkov pri dostopanju do 
eNapotnice, in na težave, ki jih imajo pacienti pri naročanju na specialistični pregled v 





1.1 Teoretična izhodišča 
Elektronska napotnica se je v sklopu projekta eZdravje z dne 10. 4. 2017 izenačila s 
papirnato napotnico. Naloga izvajalca, ki je izdal eNapotnico, je, da pacientu zagotovi 
naročanje na zdravstveno storitev v okviru prvega mogočega prostega termina. Prednost 
eNapotnice je, da je ni potrebno fizično pošiljati izvajalcu zdravstvenih storitev. Pacient se 
na storitev lahko naroči po elektronski poti, telefonskem klicu ali osebno pri izvajalcu. Prav 
tako napotnice ni mogoče zgubiti, ker je v sistemu in zato vedno na razpolago tako pacientu 
kot izvajalcu. V primeru navedene telefonske številke na eNapotnici pacient dobi obvestilo 
o terminu v obliki sms-sporočila ali elektronske pošte. V obeh primerih pa se pacientu pošlje 
papirnato obvestilo z datumom in uro pregleda tudi po pošti.  
Pacienti lahko dostopajo do eNapotnice na različne načine. Ena od možnosti je preko portala 
eZdravje (https://cakalnedobe.ezdrav.si/) ali z digitalnim potrdilom, s katerim se z 
registracijo na portalu zVem (https://zvem.ezdrav.si/e-zdravje) seznanijo z vsemi 
eNapotnicami in termini storitev pri vseh izvajalcih (NIJZ, 2016c). eNaročanje omogoča 
tudi lažje prenaročanje k drugemu zdravstvenemu izvajalcu, če pacientu termin storitve ne 
ustreza. 
Informacije in pomoč pri eNaročanju pacienti dobijo na prvem nivoju pomoči uporabnikom 
na brezplačni telefonski številki 080 2445 ali po elektronski pošti podpora@ezdrav.si in na 
spletnem portalu podpora.ezdrav.si.  
ZPacP in Zakon o zbirkah podatkov s področja zdravstvenega varstva (v nadaljevanju: 
ZZPPZ) vsebujeta pravno podlago za obdelavo osebnih podatkov v zdravstvu. Varstvo 
osebnih podatkov delno predpisujejo tudi Zakon o zdravstveni dejavnosti (v nadaljevanju: 
ZZDej), Zakon o zdravstvenem varstvu in zdravstvenem zavarovanju (v nadaljevanju: 
ZZVZZ) in Zakon o zdravniški službi (v nadaljevanju: ZZdrS). UKC Ljubljana v dokumentu 
Politika zasebnosti (v nadaljevanju: Politika) opredeluje načine zbiranja pacientovih osebnih 
podatkov, varnostne ukrepe, ki varujejo osebne podatke, namene zbiranja, čas hranjena in 
pravice varstva osebnih podatkov (UKC, 2018). 
UKC Ljubljana zbira naslednje informacije o pacientih: 
• pacientove osebne podatke (ime in priimek, stalno ali začasno prebivališče, EMŠO); 
• pacientovi kontaktni podatki (e-naslov in telefonska številka); 
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• kontaktna oseba, ki je pooblaščena za vpogled v pacientovo zdravstveno dokumentacijo; 
• osebni podatki z oznako posebni podatki, ki jih potrebujemo za obravnavo pacientovega 
zdravstvenega stanja; 
• v primeru samoplačniške storitve, doplačila, nastanitve in prehrane za starše 
spremljevalce je za izstavitev računa potreben osnovni podatek s številko transakcijskega 
računa. 
V določenih primerih se za obdelavo osebnih podatkov pridobi izrecno pisno soglasje, s 
katerim pacient dovoljuje uporabo osebnih podatkov (sodelovanje v raziskavah, projektih, 
privolitve v posamezne posege in privolitev s statusom zakonitega skrbnika) (UKC, 2018). 
Pacient se, če meni, da so bili njegovi osebni podatki shranjeni ali so bili obdelani v nasprotju 
s predpisi, ki jih ureja ZVOP-1, z vložitvijo pisne pritožbe lahko pritoži pri IP.  
41. člen ZPacP in 15. do 22. člen Splošne uredbe (EU) o varstvu osebnih podatkov navajajo, 
da pacientom pripada pravica do seznanitve z osebnimi podatki in zdravstveno 
dokumentacijo, pravica do popravka, ugovora in izbrisa, omejitve obdelave osebnih 
podatkov in prenosljivost podatkov. 
Zdravstveni inšpektorat RS je v letu 2018 na področju pacientovih pravic opravil 1305 
inšpekcijskih pregledov. Ugotovljene so bile neskladnosti s področja čakalnih dob in 
izvajalcev zdravstvene dejavnosti, vodenja čakalnih seznamov v informacijskem sistemu, 
neskladnosti imenovanja pooblaščene osebe za vodenje seznamov in naročanja pacientov na 
storitev. Do neskladij pa je prihajalo tudi pri vzpostavitvi stika s pacientom pred izvedbo 
zdravstvene storitve (MZ, 2019b). 
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1.2 eNapotnica in varstvo osebnih podatkov 
eNapotnice je v skladu s HL7 CDA R2 (HL7-healt level seven; mednarodna organizacija za 
razvijanja standardov na področju komunikacije IS v zdravstvu) dokument sestavljen iz 
administrativnega in vsebinskega dela. Administrativni del je specifičen za slovensko 
rešitev. Nastal je na podlagi zahtev deležnikov v slovenskem zdravstvenem sistemu. 
Vsebinski del eNapotnice zadošča zahtevam slovenskega zdravstvene stroke, ki sledi in je 
usklajen s predlogo IHE (Integrating the Healthcare Enterprise; organizacija strokovnjakov 
in industrije s področja medicinske IT za boljšo komunikacijo IS). Da bi se izognili napakam 
pri interpretaciji vsebinskega dela eNapotnice navajamo poleg slovenskih imen in opisov 
tudi originalne definicije IHE v angleškem jeziku. V primeru dvomov ali nejasnosti velja, 
da je merodajen izvor informacije tj. IHE standard (MZ, 2015). Informacijska polja v 
elektronskem dokumentu morajo biti skladna z definicijo IHE eNapotnice in so označena z: 
• obvezno (oznaka IHE R), 
• obvezno, če nam je poznano (oznaka IHE R2), 
• opcijsko (oznaka IHE O). 
Na podlagi 4. člena Pravilnika o obrazcih in listinah obveznega zdravstvenega zavarovanja 
(Ur L RS, št. 104/13, 8/15, 1/16, 57/18,30/19) je napotnica listina zavoda (Obrazec ZZZS: 
NAP/03), s katero osebni zdravnik prenaša vsa potrebna pooblastila na zdravnika specialista 
(Pravilnik, 2019). Napotni zdravnik kot izvajalec z ustreznimi pooblastili napoti pacienta na 
zdravstveno storitev, specialistično ambulanto ali bolnišnično zdravstveno dejavnost. 
Napotnica je lahko prednatisnjena ali v elektronski obliki. Zdravnik, ki napotuje pacienta na 
zdravstveno storitev pri naročanju, upošteva navodila eNaročanja, ki so izdana na podlagi 
zakona, ki ureja zbirke podatkov v zdravstvu (ZZZS, 2018). Napotnico napotni zdravnik 
izda šele, ko je opravil vse utemeljene laboratorijske, rentgenske in druge utemeljene 
diagnostične preiskave. K izdani napotnici je potrebno priložiti vso zdravstveno 
dokumentacijo, ki se nanaša na zdravstveno stanje pacienta. Kot posredovanje zdravstvene 
dokumentacije se šteje tudi vsa objava pacientove dokumentacije v Centralnem registru 
podatkov o pacientih, kar se navede tudi na napotnici. Za isto obdobje veljavnosti napotnice 
se sme izdati le ena napotnica za zdravnika iste vrste specialista. Zdravnik, h kateremu je 
bila poslana napotnica, lahko odkloni sprejem pooblastil iz napotnice osebnega zdravnika, 
če predhodno niso bile opravljene vse preiskave, ki bi jih lahko zagotovil napotni zdravnik, 
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ali če sama narava bolezni oziroma samo stanje pacienta ne zahteva napotene preiskave v 
specialistično ambulanto ali bolnišnično dejavnost. V tem primeru se napotnica v treh dneh 
vrne napotnemu zdravniku ter o tem obvesti pacienta. Zaradi pomanjkljive oziroma nejasno 
izpolnjene napotnice, ki je ni mogoče uvrstiti v čakalni seznam oziroma izvesti triažo 
napotnice, pooblaščena oseba na čakalni seznam pacienta ne uvrsti in o tem v petih dneh od 
prejema napotnice obvesti izdajatelja napotnice in pacienta. Če izvajalec presodi, da vrsta 
zdravstvene storitve na napotnici ni ustrezno določena, je pa ustrezna vrsta zdravstvene 
storitve razvidna iz drugih sestavin napotnice, pacienta lahko uvrsti na čakalni seznam za 
ustrezno zdravstveno storitev (ZZZS, 2018). 
Pacient se lahko na specialistično zdravstveno storitev naroči sam ali ga naroči izvajalec, ki 
izdaja napotnico, in sicer elektronsko (sistem eNaročanja, elektronska pošta ali spletna stran 
izvajalca preko portala), telefonsko, po pošti ali osebno v ordinaciji. Izjeme so ambulante s 
triažnim naročanjem. 
Skrb pacienta je, da izvajalcu zdravstvene dejavnosti predloži napotnico: 
• S stopnjo nujno gre za nujno medicinsko pomoč, nujno zobozdravstveno pomoč, nujno 
zdravljenje ali neodložljive zdravstvene storitve, ki jih je potrebno izvesti takoj oziroma 
najpozneje v 24 urah od predložitve napotnice. 
• S stopnjo zelo hitro (v 5 dneh) se napotni zdravnik odloči, kadar je zdravstveno stanje 
pacienta tako resno, da zahteva obravnavo prej kot v štirinajstih dneh od predložene 
napotnice. 
• S stopnjo hitro (v 14 dneh) se napotni zdravnik odloči, kadar je zdravstveno stanje 
pacienta tako resno, da ta zahteva obravnavo prej kot v treh mesecih od predložene 
napotnice. 
• Z redno stopnjo nujnosti (v 14 dneh) se napotni zdravnik odloči, kadar je zdravstveno 
stanje pacienta tako, da zahteva obravnavo prej kot v šestih mesecih od predložene 
napotnice (ZZZS, 2018). 
Če napotnica izvajalcu ni bila predložena v navedenem roku, ta preneha veljati. O preteku 
napotnice je potrebno obvestiti pacienta. V primeru eNaročanja se šteje tudi klic pacienta, ki 
izvajalcu zdravstvene storitve sporoči številko eNapotnice in številko ZZZS. eNapotnico se 
lahko pošlje tudi po pošti ali elektronski pošti, na podlagi katere izvajalec prevzame 
napotnico ter v roku petih dni pacienta uvrsti v čakalni seznam. Izjeme med napotnicami so 
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napotnice za porod, ker glede na naravo ne more obstajati čakalna doba pri katerem koli 
izvajalcu. Porodnice se v tem primeru ne vpiše v čakalni seznam, zato roki za predložitev 
napotnice v čakalni seznam ne veljajo (ZZZS, 2018). 
Roki za predložitev napotnice ne veljajo za kontrolne preglede. Na uvrstitev na čakalni 
seznam se pri kontrolnem pregledu upoštevajo le medicinske indikacije, pri čemer stopnje 
nujnosti ne upoštevamo. Pacient se na kontrolni pregled vpiše na podlagi trenutne veljavne 
napotnice. Če napotnica v času do kontrolnega pregleda veljavnosti prejšnje napotnice 
poteče, je potrebno ob naslednjem kontrolnem pregledu imeti novo napotnico. Postopek 
uvrščanja na čakalni seznam in način izvajanja, postopek naročanja na zdravstveno storitev, 
objektivni razlogi pacienta, iz katerih je dopustna odpoved termina in postopek prenaročanja 
v primeru odpovedi termina iz razloga pacienta, se izvaja v skladu z določbami ZPacP in 
Pravilnika o naročanju (ZZZS, 2018). 
1.2.1 Podatki v eNapotnici 
1. Napotnico zdravnik izpolni v enem izvodu. 
2. Kjer so na napotnici prazna okna, podatki pa so označeni s številkami, je mogoče podatke 
vpisati na dva načina: 
• označimo številko pred navedbo podatka, 
• v predvideno okence se vpiše ustrezna številka, ki podatek označuje. 
Zdravnik osebne podatke o pacientu pridobiva iz sistema ZZZS. Če sistem v času obravnave 
pacienta ne deluje, lahko ta napotnico vseeno izda. V tem primeru podatke o pacientu in 
rojstne podatke prepiše iz potrdila kartice zdravstvenega zavarovanja (v nadaljevanju: KZZ), 
ki začasno nadomešča KZZ ali medicinsko dokumentacijo. 
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1.2.2 Izpolnjevanje eNapotnice 
 
Slika 1: 1 – izvajalec. 
V rubriki »1 – izvajalec« se vpiše številko in naziv izvajalca ter šifro zdravstvene dejavnosti. 
• Pod razdelek »številka izvajalca« se vpiše petmestna številka izvajalca iz registra 
izvajalcev zdravstvene dejavnosti in delavcev v zdravstvu (v nadaljevanju: RIZDDZ), pri 
katerem dela napotni zdravnik, ki izda eNapotnico. 
• V polju »šifra zdravstvene dejavnosti« vpišemo šestmestno šifro iz šifranta 02, ki je 
objavljen v šifrantih ZZZS. Najdemo jih na spletni strani ZZZS. 
• V polju »naziv izvajalca« vpišemo naziv izvajalca, pri katerem dela zdravnik, ki izda 
eNapotnico. 
 
Slika 2: 2 – zdravnik. 
Pod razdelek »2 – zdravnik« v ustreznem okencu označimo, kateri zdravnik izdaja 
eNapotnico (osebni, nadomestni, NMP, napotni) 
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• Če v polju »vloga zdravnika« označimo napotni zdravnik, mora biti s podatki obvezno 
označen tudi razdelek »4 – napotnica«. V tem primeru ga je osebni ali napotni zdravnik 
z e Napornico pooblastil tudi za napotitev pacienta k drugemu specialistu ali v bolnišnico. 
(pooblastila številka 3 v razdelku »6 – obseg pooblastil«). 
• Če je na eNapotnici označeno NMP in je ni izdal osebi, nadomestni ali napotni zdravnik 
(izdal jo je urgentni ali dežurni zdravnik), zaradi potrebe po napotitvi k specialistu ali v 
bolnišnico. 
• Če pacienta ni mogoče dokončno oskrbeti, gre pa za nujno stanje ali neodložljive 
zdravstvene storitve, ki obsegajo zdravstveno stanje pacienta. 
• Pacient, poslan na slikovno diagnostiko. 
• Nadaljnji posegi, ki jih ni mogoče odložiti do dne, ko bi se lahko pacient zglasil pri 
osebnem zdravniku, ki izda eNapotnico. 
• V tem primeru se eNapotnica izda z veljavnostjo največ en mesec. 
• V polju »številka zdravnika« se vpiše petmestna številka zdravnika iz RIZDDZ, ki izda 
napotnico. 
• V polju »ime, priimek« vpišemo ime in priimek napotnega zdravnika. 
 
Slika 3: 3 – zavarovana oseba. 
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Pod razdelek »3 – zavarovana oseba« označimo podatke o pacientu. 
• V polju »številka zavarovane osebe« vpišemo devetmestno številko ZZZS zavarovane 
osebe. Če gre za pacienta, ki je tujec in uveljavlja pravico do zdravstvenih storitev na 
podlagi evropske kartice zdravstvenega zavarovanja (v nadaljevanju: EUKZZ), 
certifikata ali kartice Medicare, se vpiše devetmestna številka ZZZS–TZO pacienta, ki jo 
pridobimo iz sistema ZZZS. 
• V polju »emšo« vpišemo pacientove rojstne podatke v obliki ddmmllll. 
• V polju »vrsta zavarovanja« vpišemo številko ZZZS pacienta. 
• V poljih »priimek« in »ime« vpišemo priimek in ime pacienta. 




Slika 4: 3A – kontaktna oseba. 
V razdelku »3 – kontaktna oseba« vpišemo: 
• V polju »vloga« vpišemo, kdo odda vlogo za eNapotnico. 
• V poljih »ulica«, »hišna številka«, »poštna številka«, »kraj«, »država« se vpišejo podatki 
pacienta kot naslov, na katerem želi, da ga napotni zdravnik kontaktira v zvezi z naročeno 




• V poljih »e-pošta«, »vrsta telefona«, »telefonska številka«, »klicna številka« in »interna 
številka« se vpišeta elektronski naslov in telefonska številka pacienta, na katero želi, da 
ga napotni zdravnik kontaktira v primeru naročene oziroma opravljene zdravstvene 
storitve. 
 
Slika 5: 4 – eNapotnica. 
V razdelku » 4 – eNapotnica«, ki jo izda in izpolni napotni zdravnik, vidimo naslednje 
podatke: 
• V polju »številka napotnice« se vpiše številka eNapotnice, ki jo kasneje lahko najdemo v 
zdravstvenem sistemu. 
• V polju »številka prejšnje napotnice), lahko vidimo že izdano eNapotnico. 
• V polju »vrsta eNapotnice« se nam izpiše, da gre za izdano elektronsko napotnico. 
• V polju »status eNapotnice« vidimo, da je napotnica izdana. 






Slika 6: 5 – veljavnost. 
V razdelku »5 – veljavnost« vpišemo obdobje, za katero napotni zdravnik prenaša 
pooblastila na zdravnika specialista. 
• V polju »veljavnost« vpišemo pooblastila za enkratno ali večkratno izvedbo zdravstvene 
storitve. 
• V polju »mesec« vpišemo, za koliko mesecev se pooblastila prenesejo na zdravnika, h 
kateremu je bil pacient napoten. 
 
Slika 7: 6 – obseg pooblastil. 
V razdelku »6 – obseg pooblastil« zdravnik vpiše ustrezno število pooblastil, ki se prenesejo 
na zdravnika, ki obravnava pacienta. 
 
Slika 8: 7 – razlog obravnave. 





Slika 9: 8 – stopnja nujnosti. 
V razdelku »8 – stopnja nujnosti« se vpiše ustrezna stopnja nujnosti glede na čas, v katerem 
se izvede zdravstvena storitev. 
 
Slika 10: 9 – prednostni kriteriji. 
V razdelku »9 – prednostni kriteriji« se označi prednostni kriterij, ki pacienta uvršča v 
čakalni seznam. 
 
Slika 11: 11 – VSZ. 
V razdelku »11 – VSZ« zdravnik vpiše vrsto diagnostične storitve, na katero napoti pacienta. 
 
Slika 12: 12 – MKB10. 





Slika 13: Obvestila. 
Ob končanem izpolnjevanju eNapotnice označimo, na kakšen način želimo obvestiti 
pacienta o terminu pregleda oziroma diagnostične preiskave. 
Po podatkih Nacionalnega inštituta za javno zdravje je bil delež eNapotnic od januarja do 
avgusta 2018 v povprečju 95 % (v maju in juniju 97 %), kar pomeni, da je bilo v tem obdobju 
izdanih preko 287.000 eNapotnic na mesečni ravni (NIJZ, 2018d). 
 




1.3 Vloga medicinske sestre pri eNaročanju 
ZZDej v 13. členu navaja, da je specialistična ambulantna dejavnost nadaljevanje osnovne 
zdravstvene dejavnosti, ki obsega poglobljeno diagnostiko, zdravljenje bolezni ali 
bolezenskih stanj in izvajanje ambulantne rehabilitacije (ZZDej, 2017). Pacientom je v času 
čakanja na pregled v ambulanti potrebno po 30 minutah razložiti, zakaj še niso prišli na 
pregled k zdravniku. ZPacP v 14. členu navaja, da je čakalni čas izražen v minutah čakanja 
v čakalnici pred ambulanto, kar pomeni s terminom naročenega časa od začetka izvedbe 
zdravstvene storitve do njenega dejanskega začetka (ZPacP, 2017). 
Medicinska sestra potrebuje precej prilagajanja, za kar so potrebne empatija, dobra volja, 
organiziranost in strokovnost. Delovni pogoji, ki se stalno spreminjajo, lahko močno 
vplivajo na uspešnost dela in dobrega počutja vseh, ki sodelujejo v procesu ambulantne 
obravnave pacientov. Medicinska sestra deluje kot vezni člen med zdravnikom in pacientom. 
Naloga ambulantne medicinske sestre je priprava pacienta na specialistični pregled. 
Medicinska sestra pripravi vso zdravstveno dokumentacijo in pacienta napoti na nadaljnjo 
obravnavo k specialistu. Ena dobrih lastnosti je tudi organiziranost delavnega procesa v 
ambulanti. Dobra predhodna priprava na pregled pomembno vpliva na zmanjševanje 
pacientovega časa v čakalnici. Z dobro organizacijo preprečimo morebitne odklone in 
širjenje slabe volje med drugimi čakajočimi pacienti. 
Cilji medicinske sestre v zdravstvenem sistemu so: 
• učinkovitost pri doseganju ugodnih izidov zdravljenja, 
• zadovoljstvo pacientov in 
• osredotočenje na zadovoljstvo zaposlenih v procesu dela. 
V teh kriznih časih, ko je vse premalo medicinskih sester, se lahko le vprašamo, ali je 
motiviranost posameznika za izboljšanje dela dovolj ali sploh še obstaja in kako naj jo 




1.4 Vzpostavitev elektronskega naročanja v specialističnih 
ambulantah 
Vzpostavitev elektronskega naročanja pacientom omogoča boljši prikaz prvih prostih 
terminov in čakalnih dob za posamezne zdravstvene storitve. Pacient ima tako možnost 
elektronskega naročanja na storitev pri izvajalcu z najkrajšo čakalno dobo. Izjeme so le 
specialistične ambulante v katerih naročanje poteka po sistemu triažiranja napotnic zaradi 
pravilnega naročanja pacientov na čakalni seznam glede na diagnozo in stopnjo nujnosti. 
1.4.1 Definicija informatike v zdravstveni negi 
»Informatika v zdravstveni negi kot znanost in praksa združuje zdravstveno nego, 
informacije in znanja ter upravljanje z informacijsko komunikacijsko tehnologijo s ciljem 
promocije zdravja posameznika, družin in skupnosti po vsem svetu« (Prijatelj et al., 2011). 
Na področju IKT se srečujemo s pojmi, kot so storitev eNapotnica, eNaročanje, elektronska 
zdravstvena kartoteka in eRecepti, ki se izvajajo v različici modela odjemalcev, v katerem 
poteka vsa vmesna komunikacija. Prav to komunikacijo pa je potrebno zavarovati, sicer so 
podatki izpostavljeni napadom, kraji, nepooblaščenemu spreminjanju in ponarejanju. 
Informatizacija slovenskega zdravstva se je začela uvajati v zdravstvo že od šestdesetih let 
prejšnjega stoletja. Projekti, ki so bili zasnovani, so nastajali na pobudo in v okvirih 
posameznih zdravstvenih organizacij, katerih namen je bilo optimiziranje lastnega 
poslovanja, manj pa s ciljem napredka zdravstvene dejavnosti kot celote z izjemo nekaterih 
projektov ZZZS in Inštituta za varovanje zdravja (v nadaljevanju: IVZ) in zavodov za 
zdravstveno varstvo (v nadaljevanju: ZZV). Zaradi položaja in vloge organizacij v 
zdravstvenem sistemu so začeli vnašali skupne prvine, kot so npr. podatkovni standardi, 
osrednje baze podatkov in zdravstvena kartica (Gašperšič, 2013). 
V preteklosti Slovenija ni zaostajala za preostalim svetom, celo več, kar nekajkrat se je 
pojavila kot prva pri uvajanju novosti IKT (zdravstvena kartica). To je trajalo, vse dokler ni 
postalo dovolj očitno, da nepovezan pristop ne vodi naprej, pač pa da je h gradnji 
nacionalnega zdravstvenega informacijskega sistema (v nadaljevanju: ZIS) potrebno 
pristopiti na sistematičen in usklajen način. Le tako je mogoče zagotoviti racionalno 
standardizirano organizacijo podatkov, njihovo izmenljivost, sposobnost analitične obdelave 
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itd. S prihodom IKT so se v svetu in pri nas odprle nove možnosti za nadaljnjo 
informatizacijo dejavnosti. Medobratovalnost (interoperabilnost) je postala realna, 
uresničljiva. Uporaba IKT je pripeljala do množičnega prodora e-poslovanja kot načina dela 
v različnih dejavnostih. V devetdesetih letih smo bili priča uspešnemu četrtemu pohodu 
e-poslovanja na različna področja dejavnosti, kot so npr. komerciala, bančništvo, javna 
uprava in gospodarstvo. Primeri so poslovanje na daljavo, uporaba mobilnih naprav itd. 
Sredi 20. stoletja je pri nas pobudo za nadaljnji razvoj informatike v zdravstvu prevzelo MZ. 
Ključni korak je bil narejen s sprejetjem strategije eZdravje iz 2009. Z informatizacijo so 
bili osnovni elementi procesa zdravstvene nege (v nadaljevanju: ZN), ki zajema načrtovanje 
dela na osnovi računalniških podatkovnih baz varovancev, družin in skupnosti, smiselno 
urejeni in informatizirani (Prijatelj, Dornik, 2011). S projektom eZdravje se slovensko 
zdravstvo ponovno priključuje sodobnim trendom in tokovom digitalizacije zdravstvene 
dejavnosti. 
Zdravstveno informatiko pa lahko drugače opišemo kot izgradnjo integriranih in 
kompleksnih informacijskih sistemov (v nadaljevanju: IS), ki podpirajo IS v zdravstvenih 
procesih (MZ, 2008a). ZIS je pomembno orodje v načrtovanju in izvajanju zdravstvenih 
storitev ter upravljanju novih zdravstvenih sistemov (Stanimirović, 2015). 
Cilj informatizacije slovenskega zdravstvenega sistema je uvajanje sodobnih informacijskih 
rešitev v zdravstveni sistem ter povezava lokalnih IS v funkcionalen ZIS (Meglič, Brodnik, 
2010). Bistveni pomen IKT v zdravstvu je zanesljivo in natančno spremljanje, ocenjevanje 
in izboljšanje zdravja (Coleman, Delea, 2013). Zdravstveno varstvo obsega široko področje, 
bogato z različnimi informacijami. Z uporabo sodobnih informacijskih in komunikacijskih 
tehnologij lahko pomembno vpliva na učinkovitost zdravstvenega sistema in kakovostnih 
storitev. Da bi uspešno prevzemali IKT od izvajalcev in osebja, je potrebno zagotoviti 
orodja, znanja in veščine, motivacijo ter prilagojeno organizacijo procesov (Meglič et al., 
2007). V anketi, ki jo je izvedlo MZ, je bila leta 2006 opremljenost z računalniki ter drugo 
IKT primerljiva z drugimi evropskimi državami, izstopali so le nekateri zdravstveni domovi 
(Meglič et al., 2006). 
IKT je v preteklih letih postala pomemben element v vseh družbenih okoljih in ima še danes 
pomembno vlogo med različnimi starostnimi skupinami (Pipan, Zupan, 2016). 
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Informacijske rešitve eZdravje, eRecept, eNapotnica, eNaročila, TeleKap, eTriaža, CRPP 
pokriva ZZPPZ in predstavljajo premik in posodabljanje izvajanja zdravstvene dejavnosti 
na področju izmenjave osebnih podatkov. Iz tega sklepamo, da je IS olajšal dostop 
pooblaščenim uporabnikom do zdravstvenih podatkov.  
Ugotavlja se, da sistem eZdravje predstavlja odstop od obstoječih razpršenih informacijskih 
sistemov posameznih zdravstvenih ustanov. Informacijska varnost je po lokalnih IS različna 
in omogoča različne nivoje sledljivosti nad obdelavo občutljivih osebnih podatkov in prav v 
tem je težava. Rešitev je v prehajanju na enotni IS in dolgoročno zagotoviti učinkovitejši in 
varnejši sistem obdelave osebnih podatkov (IP, 2018). 
1.4.2 Dostop do osebnih podatkov v sistemu eZdravje 
IS eZdravje ima zakonsko podlago v ZZPPZ (ZZPPZ, Ur L RS, št. 65/00, 47/15 in 31/18). 
Predstavlja napredek v procesu posodabljanja in izvajanja zdravstvene dejavnosti oziroma 
posodabljanja sistema pri izmenjavi osebnih podatkov (NIJZ, 2018a). 
IS eZdravje prinaša napredek pri dostopanju pooblaščenih uporabnikov do zdravstvenih 
podatkov. Fizična izmenjava osebnih podatkov prek receptov, delovnih nalogov, napotitev, 
izmenjave zdravstvenih kartotek, izvidov, RTG-slik se z uporabo elektronskih rešitev, v tem 
primeru je to eZdravje, kaže kot učinkovitejši in predvsem varnejši pristop. Sledljivost 
podatkov pri elektronski obdelavi osebnih podatkov v primeru zakonitega ali nezakonitega 
vpogleda v sistemu eZdravje omogoča vgrajen sistem za sledljivosti obdelave podatkov. 
Naloga sistema je, da beleži vsak vpogled v obdelavo osebnih podatkov. Kršitev v tem 
primeru pomeni, ko uporabnik brez pravne podlage ali brez zakonitega namena dostopa ali 
obdeluje osebne podatke pacienta (NIJZ, 2018a). 
V primeru vprašanj v zvezi z delovanjem in uporabo storitev eZdravja, je organiziran klicni 
center za pomoč uporabnikom. 
V sistemu eZdravje je NIJZ naveden kot upravljavec baz podatkov, vendar do osebnih 
podatkov pacientov ne dostopa. Enake pogoje ima tudi ZZZS Slovenije, ki do sistema 
eZdravje ne dostopa, čeprav dnevno prejeme podatke, do katerih je zakonsko upravičen. 
NIJZ za storitev eZdravje opravlja naslednje naloge: 
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• razvija, načrtuje, upravlja, zagotavlja in spremlja uporabo enotnih elementov eZdravja, 
ki vključujejo sredstva, naprave, orodja, metode, ki so potrebne za delovanje eZdravja; 
• razvija, upravlja, načrtuje, zagotavlja in spremlja uporabo enotne 
informacijsko-komunikacijske infrastrukture za upravljanje zbirk podatkov in storitev 
eZdravja; 
• zagotavlja, upravlja in spremlja uporabo zbirk podatkov in storitev eZdravja; 
• skrbi za izmenjavo podatkov med eZdravjem in ZIS v tujini; 
• izvaja sistem odobritve vključevanja informacijskih rešitev uporabnikov eZdravja; 
• aktivno spremlja in sodeluje pri nacionalnih in mednarodnih projektih ter v nacionalnih 
in mednarodnih delovnih telesih s področja zdravstvene informatike; 
• aktivno spremlja in sodeluje pri koordinaciji sistema upravljanja informacijske varnosti s 
področja zdravstvene informatike; 
• načrtuje in izvaja promocije eZdravja in njegovih storitev in usposablja ter izobražuje 
uporabnike eZdravja; 
• vrednoti učinke svojih nalog ter pripravlja strokovne podlage s področja svojega 
delovanja; 
• opravlja strateške naloge; 
• opravlja operativne naloge, ki zagotavljajo nemoteno delovanje eZdravja ter storitev 
posameznih komponent; 
• mednarodno sodelovanje; 
• opravlja naloge, ki izboljšujejo zdravstveni proces z vzpodbujanjem uporabe eZdravja, ki 
so usmerjenje v promocijo, usposabljanje in izobraževanje (14. člen, ZZPPZ, 2018). 
Opozoriti velja na določbo 51. člena ZZDej, ki se glasi: »Zdravstveni delavci in zdravstveni 
sodelavci so dolžni varovati kot poklicno skrivnost podatke o zdravstvenem stanju 
posameznika in o vzrokih, okoliščinah in posledicah nastalega stanja.« 
IP v poročilu iz leta 2018 glede na preširoke nedopustne dostopnosti osebnih podatkov v 
eZdravju ocenjuje, da je nujno potrebno poenotenje medicinske stroke. Ta naj se poenoti in 
v sodelovanju določi mejo dostopnosti do pacientovih osebnih podatkov. 
Glede dostopnosti oziroma nedostopnosti do osebnih podatkov je potrebno izhajati iz 
zakonsko zahtevane poklicne molčečnosti (dolžnost varovanja poklicne skrivnosti), za 
katero velja dvoje: 
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• zavezanost k poklicni molčečnosti, ki ni pogoj za upravičenost do osebnih podatkov v 
zdravstvu; 
• poklicna molčečnost ne zavezuje le zdravnikov, temveč tudi druge zdravstvene delavce 
in zdravstvene sodelavce ter druge, ki imajo opravka z osebnimi podatki pacientov 
(administratorji, arhivisti, informatorji), vse pa zavezuje 45. člen ZPacP. 
1.4.3 Revizijsko poročilo računskega sodišča 
Poročilo računskega sodišča iz leta 2013 MZ pri izvajanju projekta eZdravja izreka mnenje, 
da ministrstvo pri izvajanju projekta ni bilo uspešno. Zaradi težav, ki so nastale, se je 
računsko sodišče odločilo, da uspešnost projekta eZdravje ponovno preveri, prav tako pa 
tudi poslovanje NIJZ, na katerega je bil projekt eZdravje v času revizije prenesen. Do leta 
2015 je bilo pod pristojnostjo ministrstva vzpostavljenih 20 informacijskih rešitev. Projekt 
eZdravje se je od leta 2009 vsebinsko in tehnološko večkrat spremenil, svojih odločitev pa 
ministrstvo ni utemeljilo z analizo stroškov, koristi s številom uporabnikov posameznih 
informacijskih rešitev ter oceno stroškov. Ugotovljeno je bilo, da navedbe statusa projekta 
eZdravje niso v celoti odražale dejanskega stanja. Leta 2015 je ministrstvo rezultate projekta 
v upravljanje predalo NIJZ, ki si je intenzivno prizadeval za širitev uporabe ter tudi dosegel 
napredek (Računsko sodišče, 2017). 
Računsko sodišče je ocenilo, da ministrstvo pri doseganju vsebinskih in terminskih ciljev ni 
bilo uspešno, medtem ko je bil NIJZ delno uspešen pri doseganju vsebinskih ciljev projekta, 
uspešnost pa ni bila dosežena pri zastavljenih terminskih ciljih projekta. Po končani reviziji 
se je od leta 2017 uporabnost portalov zVem in eRCO povečala. V istem letu je NIJZ 
popravil vstopno mesto spletne strani eNaročanje ter pripravil navodila za eNaročanje. MZ 
je izvajalcem zdravstvene dejavnosti, ki še niso bili vključeni v portal naročanja, poslalo 
poziv, da takoj vzpostavijo pogoje delovanja in uporabo eNaročanja. NIJZ je pripravil 
vsebinski in terminski načrt dejavnosti, ki so še potrebne za polno uporabo projekta eZdravje 
(Računsko sodišče, 2017). 
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1.4.4 Projekt eZdravje v Sloveniji 
Medicinska informatika predstavlja področje eZdravja, ki vpeljuje elektronske digitalne 
procese o zdravju. Z uporabo interneta zagotavlja pomembne podatke za zdravje ter tako 
podpira proces zdravljenja, omogoča diagnosticiranje in spremljanje bolezni. Za razvoj 
tehnoloških storitev je nujno potrebno, da so povezave varne, dostopne in kakovostne 
(Ramšak, 2011). Evropska komisija je leta 2004 v okviru evropskega zdravstvenega 
področja v dokumentu »An action plan for a European e-Health Area« postavila temelj za 
uvajanje informacijske tehnologije ter tako pozvala države, da uvedejo aktivnosti projekta 
eZdravje v svoje IS (European Commission, 2005). V svoji strategiji eZdravje jasno 
poudarja zahtevo po urejenih ZIS, ki omogočajo uveljavljanje zdravstvenega varstva kjer 
koli v Evropski uniji. 
Prednostne naloge e-Evrope in Akcijski načrt eEurope 2002 na področju e-dostopnosti je bil 
osredotočen predvsem na ukrepe za spodbujanje pristopov Design-for-all (DfA-oblikovanje 
za vse) in sprejetje pobude za spletno dostopnost smernic za javne spletne strani. Akcijski 
načrt eEurope 2005 opredeli nove izzive, ki so povezani s socialnega in regionalnega vidika 
z vključitvijo informacijske družbe (European Commission, 2005). 
Svetovna zdravstvena organizacija (v nadaljevanju: SZO) je opredelila ZIS kot temeljni 
pogoj za uresničitev ciljev eZdravja v 21. stoletju (Word Health Organization). 
Leta 2006 se je v Sloveniji začela razvijati zdravstvena informatika. Leta 2007 je bilo že 
vzpostavljeno testno interno obveščanje za določene bolezni ter sistem elektronske knjige 
naročanj (MZ, 2009b). V Sloveniji je MZ leta 2008 izvedlo projekt eZdravje. Prvi vidni 
rezultati projekta so bili v letu 2010 z ureditvijo čakalnih seznamov in elektronskega 
naročanja pacientov ter izvajanja teleradiologije. Leta 2011 je bil ustanovljen sektor 
eZdravje, ki je pospešil načrtovanje, izvedbo, pilotne projekte in uvajanje rešitev v 
zdravstveni sistem. Tako projekt eZdravje predstavlja enega večjih projektov v javnih 
informacijskih storitev.  Namen nacionalnega projekta eZdravje je združevanje elektronskih 
rešitev za varnejše in učinkovitejše zdravstvene storitve. Stališče MZ je, da projekt 
eZdravje« »… dolgoročno prinaša zmanjšanje administrativnih stroškov ter učinkovito 
obvladovanje zajetnih zdravstvenih in z zdravjem povezanih podatkov ter informacij. 
Informacija omogoča nemoteno komunikacijo, varno in sledljivo izmenjavo podatkov ter 
elektronske dokumentacije med izvajalci zdravstvene dejavnosti« (MZ, 2019a). 
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Cilja, ki so si ju zastavili pri eZdravju, sta uvedba sodobnih in večstransko uporabnih 
informacijskih rešitev ter povezava lokalnih IS v funkcionalnem nacionalnem zdravstvenem 
sistemu. Povezava med IS državljanom in zdravstvenim delavcem omogoča premostitev 
številnih ovir pri iskanju informacij, ki so primerne za proces zdravstvene oskrbe, 
uporabnikom pa omogoča boljše spremljanje poslovanja zdravstvenih zavodov in 
sprejemanja ukrepov, ki so potrebni za boljše poslovanje. Koristi, ki jih prinaša IS, so še bolj 
kakovostna in strokovna obravnava pacienta, varno in strokovno opravljanje zdravstvenih 
informacij ter razvijanje zdravstvenega sistema, kliničnim in administrativnim podatkom pa 
je omogočeno lažje načrtovanje in upravljanje zdravstvenega sistema kot celote (NIJZ, 
2017a). 
Danes v okviru eZdravja deluje 17 aplikacij. Za dostop do nekaterih aplikacij se od 
uporabnika zahteva digitalno potrdilo. Projekt eZdravje prinaša naprednejši pristop, ki je 
usmerjen k uporabnikom zdravstvenega sistema. Od leta 2016 je uporabnikom omogočen 
dostop do storitev eRecept, eNaročanje, eNapotnica, TeleKap, eTriaža, zVem, 
Teleradiologija, Referenčne ambulante, eKomunikacija, Upravljanje kliničnega znanja 
OpenEHR UKZ, SUVI, eRCO, zNet in CRPP (Hrgarek, Bošnjak, 2018). 
 
Slika 15: Vse o projektu eZdravje. (http://www.ezdrav.si/) 
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Nacionalni projekt eZdravje združuje vrsto elektronskih rešitev. Omogoča elektronsko 
naročanje pacientov na različne zdravstvene storitve, uporabnikom eZdravja pa omogoča 
vpogled v posamezne zdravstvene storitve, na katere se želijo naročiti. 
 




Slika 17: Dobrodošli na portalu zVem. (http://www.ezdrav.si/zvem/). 
Spletni portal zVem (Zdravje – vse na enem mestu) je na voljo vsem, tako pacientom kot 
zdravstvenim delavcem, in omogoča varen dostop do storitve eZdravje. Dostop do storitve 
je mogoč s kvalificiranim digitalnim potrdilom za fizične osebe. Pacienti na portalu sami 
dostopajo do zdravstvenih podatkov in eReceptov ali se naročajo k zdravniku specialistu. Za 
naročanje k specialistu potrebujejo elektronsko napotnico z številko eNapotnice in številko 
ZZZS pacienta. Portal zVem omogoča vpogled v recepte ter dostopanje do osebnih podatkov 
v zbirki CRPP (pregled odpustnih pisem in ambulantnih izvidov in povzetek o pacientu). 
 
Slika 18: Čakalne dobe za zdravstveno storitev. (https://cakalnedobe.ezdrav.si/). 
Pacient se lahko sam preko spletnega portala zVem naroči na zdravstveno storitev. O prvih 
prostih terminih in čakalnih dobah si lahko pogleda na spletni strani čakalnedobe.ezdrav.si. 




Slika 19: Čakalne dobe za zdravstveno ustanovo. (https://cakalnedobe.ezdrav.si/). 
1.4.4.1 Uporaba aplikacij znotraj projekta eZdravje 
eRecept (elektronsko predpisovanje zdravil) v celoti nadomešča prejšnje predpisovanje 
zdravil. Izdelavo elektronskega recepta, ki ga zdravnik pošlje v sistem, pridobi lekarna, ki 
pacientu izda zdravilo. Aplikacija je za pacienta varna. Zdravnik in farmacevt lahko 





Slika 20: Shema recepta. (http://www.nijz.si/sl/erecept-0). 
Sistem TeleKap nam omogoča hitro in strokovno pomoč in deluje preko avdio – 
videokonferenčnega pregleda pacienta. Deluje v dvanajstih bolnišnicah po celi Sloveniji 
(NIJZ, 2016b). 
Teleradiologija omogoča izmenjavo radioloških informacij med izvajalci zdravstvenih 
storitev, ki imajo lastne sisteme PACS, in med bolnišnicami ter drugimi zdravstvenimi 
ustanovami, ki teh sistemov nimajo (NIJZ, 2018b). 
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eTriaža zagotavlja informacijsko podporo v zdravstvenih domovih in bolnišnicah. Namen 
triažiranja je zmanjševati klinično tveganje za pacienta, če zaradi povečanega števila 
pacientov zdravstveno osebje ne zmore obravnavati vseh pacientov sproti (NIJZ, 2018c). 
eRCU (Elektronski register cepljenih oseb in neželenih učinkov po cepljenju). Namen eRCU 
je samodejno prenašanje in zbiranje podatkov o vseh cepljenjih in neželenih učinkih, ki so 
se ob tem pojavili (NIJZ,  2018č). 
SUVI uporabljajo zdravstvene ustanove kot sistem informacijske varnosti in združevanja 
organizacijskih postopkov, odločitev in tehničnih ukrepov, ki jih izvaja eZdravje, ki skrbi za 
varnost podatkov in informacij. 
zNET zagotavlja varno zdravstveno omrežje, visoko razpoložljive povezave med vsemi 
izvajalci zdravstvenih dejavnosti. 
eKomunikacija predstavlja povezovanje med IS izvajalcev zdravstvenih storitev in 
Generalno policijsko upravo (GPU) za namen avtomatskega izpolnjevanja ter izmenjave 
obvestil o telesnih poškodbah in sumih o prometnih nesrečah. 
eKnjiga je pregledovanje slovenskega prevoda mednarodne klasifikacije bolezni 
ICD-10-AM6/ACHI/ACS (MKB/AM-v6/KTDP-v6/STKO-v6) s programsko rešitvijo 
(NIJZ, 2015). 
Referenčne ambulante: centralna informacijska podpora za spremljanje in vodenje 
referenčnih ambulant in vrednotenje kakovostnega dela v posameznih referenčnih 
ambulantah ter celotnega nacionalnega projekta. 
CRPP je zbirka podatkov eZdravja o pacientih s stalnim ali začasnim prebivališčem v RS. 
Vsebuje podatke o pacientu in njegovi zdravstveni dokumentaciji. Obdelava podatkov iz 
CRPP pri izvajalcih je dopustna brez privolitve pacienta, vendar velja le za RS. Pri izvajalcih 
v tujini pa se podatki lahko obdelujejo le na podlagi privolitve pacienta (14. člen, ZZPPZ, 
2018). 
eNaročanje je oblika elektronskega naročanja in zbirka podatkov, ki je opredeljena z 
zakonom, ki ureja zbirko podatkov v zdravstvu. eNaročanje omogoča elektronsko naročanje 
iz primarnega nivoja, ki je omejena le na osnovno zdravstveno in lekarniško dejavnost, na 
sekundarni nivo, ki vključuje bolnišnično zdravljenje in delo v specialističnih ambulantah, 
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ter terciarni nivo, ki obsega dejavnosti klinik in raznih inštitutov, kjer se izvajajo zahtevnejši 
zdravstveni posegi ter pedagoška in raziskovalna dejavnost. Elektronska napotitev je 
omogočena po spletnem portalu eNaročanje. eNaročanje je mogoče za zdravstvene storitve 
pri vseh izvajalcih na sekundarnem in terciarnem nivoju. Pred uporabo naročanja po spletu 
je potrebno vpisati številko ZZZS zavarovanca in številko eNapotnice, ki je v zgornjem 
desnem kotu eNapotnice. S storitvijo eNaročanje je pacientom nudena hitra, varna in 
učinkovita zdravstvena storitev. Prednosti, ki jih prinaša eNaročanje, so boljša dostopnost 
do naročanja, vpogled in upravljanje z napotnico na portalu zVem, manj čakanja na 
telefonskih linijah, obveščanje in enostavna odpoved ali sprememba termina. Storitev 
omogoča izbiro izvajalca zdravstvene storitve glede na kraj izvedbe, čakalne dobe in 
obveščanje naročenega pacienta o morebitnih spremembah terminov potrebnih predpriprav 
pred zdravstvenimi posegi. Od začetka postopne uvedbe v letu 2016 pa vse do danes se je 
rešitev eNaročanje sporijemala z različnimi ovirami. Uvajanje eNaročanja je zato potekalo 
počasneje, kot je bilo predvideno. Oviro predstavlja dolgotrajna in težavna usklajenost med 
izvajalci zdravstvenih dejavnosti. V zadnjem letu se je stanje eNaročanja bistveno izboljšalo 
v smislu vse večjega števila izdanih eNapotnic, objavljenih storitev s strani izvajalca 
zdravstvenih dejavnosti in točnosti podatkov o čakalnih dobah. Pričakovati gre, da se bo 
stanje v naslednjih letih še izboljševalo v prid pacientovega zdravja (NIJZ, 2018d). 
 
 






Za naročanje in ogled podrobnosti o eNapotnici vnesemo številko ZZZS zdravstvene kartice 
in številko eNapotnice. 
 
Slika 22: eNaročanje. (https://narocanje.ezdrav.si/). 
1.5 Osebni podatki 
Osebni podatki so v sodobni informacijski družbi vse bolj občutljiva človekova dobrina, zato 
se jih ne sme uporabljati kot predmet svobodnega zbiranja, uporabe in posredovanja. 
Njihova uporaba in zloraba lahko kršita človekovo dostojanstvo, osebnost in zasebnost 
(Cerar, 2004).  
1.5.1 Opredelitev pojma osebni podatek 
Uredba (EU) št. 2016/679 Evropskega parlamenta in Sveta v 4. členu opredeljuje naslednje 
izraze: 
• »osebni podatek« kot katero koli informacijo v zvezi z določenim ali določljivim 
posameznikom (v nadaljnjem besedilu: posameznik, na katerega se nanašajo osebni 
podatki); določljiv posameznik je tisti, ki ga je mogoče neposredno ali posredno določiti, 
zlasti z navedbo identifikatorjev, kot so ime, identifikacijska številka, podatki o lokaciji, 
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spletni identifikator, ali z navedbo enega ali več dejavnikov, ki so značilni za fizično, 
fiziološko, genetsko, duševno, gospodarsko, kulturno ali družbeno identiteto tega 
posameznika; 
• »obdelava«, ki pomeni vsako dejanje ali niz dejanj; 
• »omejitev obdelave« pomeni označevanje shranjenih osebnih podatkov zaradi 
omejevanja njihove obdelave v prihodnosti; 
• »oblikovanje profilov« pomeni vsako obliko avtomatizirane obdelave osebnih podatkov;  
• »psevdonimizacija« ali obdelava osebnih podatkov na način, da osebnih podatkov brez 
dodatnih informacij ni več mogoče pripisati;  
• »zbirka« pomeni vsak strukturiran niz osebnih podatkov; 
• »upravljavec« pomeni fizično ali pravno osebo, javni organ, agencijo ali drugo telo, ki 
samo ali skupaj z ostalimi določa namene in sredstva obdelave; 
• »obdelovalec« pomeni fizično ali pravno osebo, javni organ, agencijo ali drugo telo, ki 
obdeluje osebne podatke v imenu upravljavca; 
• »uporabnik« pomeni fizično ali pravno osebo, javni organ, agencijo ali drugo telo, ki so 
mu bili osebni podatki razkriti;  
• »tretja oseba« pomeni fizično ali pravno osebo, javni organ, agencijo ali telo, ki ni 
posameznik, na katerega se nanašajo osebni podatki;  
• »privolitev posameznika, na katerega se nanašajo osebni podatki« pomeni vsako 
prostovoljno, izrecno, informirano in nedvoumno izjavo volje posameznika;  
• »kršitev varstva osebnih podatkov« pomeni kršitev varnosti, ki povzroči ne namerno ali 
nezakonito uničenje, izgubo, spremembo, nepooblaščeno razkritje ali dostop do osebnih 
podatkov;  
• »genetski podatki« pomeni osebne podatke v zvezi s podedovanimi ali pridobljenimi 
genetskimi značilnostmi posameznika;  
• »biometrični podatki« pomeni osebne podatke, ki so rezultat posebne tehnične obdelave 
v zvezi s fizičnimi, fiziološkimi ali vedenjskimi značilnostmi posameznika;  
• »podatki o zdravstvenem stanju« pomeni osebne podatke, ki se nanašajo na telesno ali 
duševno zdravje posameznika, vključno z zagotavljanjem zdravstvenih storitev, in 




Marinič (2012) navaja, »da je osebni podatek vsak podatek ne glede na obliko, iz katerega 
je moč brez velikih stroškov in posebnega napora v razmeroma kratkem času določiti osebo, 
na katero se nanaša.« Med obdelavo osebnih podatkov sodi: zbiranje, pridobivanje, vpis, 
urejanje, shranjevanje, vpogled, uporaba, sporočanje, širjenje, sklicevanje, posredovanje in 
seznanitev z zbranimi podatki. Krušič Mate (2010) navaja, »da za osebni podatek šteje 
kakršenkoli podatek, ki kaže na lastnosti, stanja ali razmerja posameznika.« Brulc (2010) 
navaja, da je »osebni podatek katerikoli podatek, ki se nanaša na določenega ali določljivega 
posameznika, ne glede na obliko, v kateri je izražen. O osebnih podatkih lahko govorimo 
tudi, ko je iz njih mogoče sklepati in prepoznati določeno fizično osebo (določenost ali 
določljivost). V medicini osebnim podatkom rečemo medicinski podatek, med katere 
prištevamo vsak podatek, ki se nanaša na zdravstveno stanje posameznika.« 
ZVOP-1 v 6. členu opredeli osebni podatek kot: osebni podatek, ki opisuje telesno ali 
duševno zdravje posameznika, vključno z zagotavljanjem zdravstvenih storitev, in podatke, 
ki razkrivajo informacije o pacientovem zdravstvenem stanju. Osebo, ki smo jo določili 
lahko neposredno ali posredno identificira z njenimi identifikacijskimi številkami (npr. 
davčna številka, številka zdravstvenega zavarovanja, zdravstveno stanje, telefonska številka, 
registrska številka vozila, EMŠO) ali dejavniki, ki so značilni za njeno fizično, duševno, 
fiziološko, ekonomsko, kulturno ali družbeno identiteto, kot so zaposlitev, naslov, položaj, 
status v določenem subjektu.  
V 4. členu ZZPPZ je določeno, da če se osebni podatki nanašajo na narodno, rasno, politično, 
versko in drugo prepričanje, lahko upravljavci zbirk podatkov podatke pridobijo le s pisno 
privolitvijo posameznika. Pridobljeni podatki so lahko posredni ali neposredno pridobljeni. 
Zasebnost se v okviru zdravstvene informacije nanaša na posameznika in na njegovo 
sposobnost preprečiti razkritje osebnih podatkov drugi osebi. V medicini osebnim podatkom 
rečemo tudi medicinski podatki, med katere prištevamo vsak podatek, ki se nanaša na 
zdravstveno stanje posameznika. Na splošno se medicinski podatki obravnavajo kot bolj 
občutljivi v primerjavi z drugimi zdravstvenimi informacijami kajti zdravstvena 
dokumentacija vsebuje veliko podatkov o posameznikih (Kuo et al., 2014). 
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1.5.2 Načela varstva osebnih podatkov 
ZVOP-1 iz leta 2007 določa tri temeljna načela: načelo zakonitosti in poštenosti, načelo 
sorazmernosti in prepoved diskriminacije. 
1.5.3 Načelo zakonitosti in poštenosti 
V 2. členu ZVOP-1 je opredeljeno načelo zakonitosti in poštenosti, ki navaja, da se morajo 
osebni podatki obdelovati zakonito in pošteno. Splošna pravila obdelave osebnih podatkov 
morajo biti predpisana z zakonom. Vsi, ki obdelujejo osebne podatke, morajo ravnati 
pošteno. 
ZVOP-1 navaja: 
• zakon, ki velja za obdelavo osebnih podatkov, če je upravljavec osebnih podatkov 
ustanovljen in ima sedež ali je registriran v RS ali če je podružnica upravljavca osebnih 
podatkov registrirana v RS; 
• zakon velja tudi, če upravljavec osebnih podatkov ni ustanovljen, nima sedeža oziroma 
ni registriran v državi članici Evropske unije oziroma ni del Evropskega gospodarskega 
prostora in za obdelavo osebnih podatkov uporablja avtomatsko ali drugo opremo, ki se 
nahaja v RS, razen če se ta oprema uporablja samo za prenos osebnih podatkov čez 
ozemlje RS; 
• upravljavec osebnih podatkov iz prejšnjega odstavka mora določiti fizično ali pravno 
osebo, ki ima sedež ali je registrirana v RS, ki ga zastopa glede obdelave osebnih 
podatkov v skladu s tem zakonom; 
• zakon velja tudi za diplomatsko-konzularna in druga uradna predstavništva RS v tujini 
(ZVOP-1). 
GDPR navaja, da so osebni podatki: 
• obdelani zakonito, pošteno in na pregleden način v zvezi s posameznikom, na katerega se 
nanašajo osebni podatki (»zakonitost, pravičnost in preglednost«); 
• zbrani za določene, izrecne in zakonite namene ter se ne smejo nadalje obdelovati na 
način, ki ni združljiv s temi nameni; nadaljnja obdelava v namene arhiviranja v javnem 
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interesu, v znanstveno ali zgodovinsko raziskovalne namene ali statistične namene v 
skladu s členom 89 (1) ne velja za nezdružljivo s prvotnimi nameni (»omejitev namena«); 
• ustrezni, relevantni in omejeni na to, kar je potrebno za namene, za katere se obdelujejo 
(»najmanjši obseg podatkov«); 
• točni, in kadar je to potrebno, posodobljeni; sprejeti je treba vse razumne ukrepe za 
zagotovitev, da se netočni osebni podatki brez odlašanja izbrišejo ali popravijo ob 
upoštevanju namenov, za katere se obdelujejo (»točnost«), 
• hranjeni v obliki, ki dopušča identifikacijo posameznikov, na katere se nanašajo osebni 
podatki, le toliko časa, kolikor je potrebno za namene, za katere se osebni podatki 
obdelujejo; osebni podatki se lahko shranjujejo za daljše obdobje, če bodo obdelani zgolj 
za namene arhiviranja v javnem interesu, za znanstveno- ali zgodovinsko raziskovalne 
namene ali statistične namene v skladu s členom 89 (1), pri čemer je treba izvajati 
ustrezne tehnične in organizacijske ukrepe iz te uredbe, da se zaščitijo pravice in 
svoboščine posameznika, na katerega se nanašajo osebni podatki (»omejitev 
shranjevanja«), 
• obdelujejo se na način, ki zagotavlja ustrezno varnost osebnih podatkov, vključno z 
zaščito pred nedovoljeno ali nezakonito obdelavo ter pred nenamerno izgubo, uničenjem 
ali poškodbo z ustreznimi tehničnimi ali organizacijskimi ukrepi (»celovitost in 
zaupnost«) (Uradni list Evropske unije, 2016). 
1.5.4 Načelo sorazmernosti 
V 3. členu ZVOP je opredeljeno načelo sorazmernosti, ki določa, da morajo biti osebni 
podatki, ki se obdelujejo, ustrezni in po obsegu primerni glede na namene, za katere se 
zbirajo in nadalje obdelujejo.  
1.5.5 Prepoved diskriminacije 
Prepoved diskriminacije je opredeljena v 4. členu ZVOP. Zakon zagotavlja varstvo osebnih 
podatkov vsakemu posamezniku ne glede na spol, narodnost, barvo, jezik, raso, vero 
izpoved, etično pripadnost, politično in drugo prepričanje, premoženjsko stanje, rojstvo, 
spolno usmerjenost, izobrazbo, družbeni položaj, državljanstvo, kraj oziroma vrsto 
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prebivališča ali katero koli drugo osebno okoliščino. Spoštovanje načela enakosti pomeni, 
da je samovolja pri izvajanju predpisov prepovedana. 
V 3. členu ZPacP upoštevamo naslednja načela: 
• spoštovanje vsakogar kot človeka ter spoštovanje njegovih moralnih, kulturnih, verskih, 
filozofskih in drugih verskih prepričanj; 
• spoštovanje telesne in duševne celovitosti ter varnosti; 
• spoštovanje zasebnosti; 
• varstvo največje zdravstvene koristi za pacienta, zlasti otroka; 
• pri odločanju o zdravljenju spoštujemo samostojnost; 
• spoštovanje osebnosti in dostojanstva na način, ki ne zaznamuje pacientovega 
zdravstvenega stanja in vzrokov, posledic ter okoliščin stanja ali zdravstvene obravnave, 
ki jo je zato deležen. 
V Evropskih smernicah za zdravstvene delavce o zaupnosti in zasebnosti v zdravstvu sta 
zaupnost in zasebnost v zdravstvu opredeljeni kot ključni načeli, med katerima eno izmed 
načel pravi, »da imajo posamezniki temeljno pravico do zasebnosti in zaupnosti svojih 
zdravstvenih podatkov«. Posamezniki imajo pravico tudi do nadzora nad dostopom in 
razkritjem zdravstvenih podatkov, tako da podelijo, odrečejo ali odvzamejo pooblastila. V 
primeru razkritja osebnih podatkov, na katerega pacient ni pristal, morajo zdravstveni 
delavci upoštevati nujnost in sorazmernost razkritja podatkov ter spremljajoče tveganje 
(Evropske smernice za zdravstvene delavce, 2017). 
1.5.6 Občutljivi osebni podatki 
Med občutljive osebne podatke sodijo podatki o zdravstvenem stanju, spolnem življenju, 
rasnem, narodnem ali narodnostnem poreklu, verskem in filozofskem prepričanju, članstvu 
v sindikatu, podatki o politični opredelitvi, podatki o vpisu ali izbrisu v ali iz kazenske 
evidence ali evidenc, ki se vodijo na podlagi zakona, ki ureja prekrške (v nadaljnjem 
besedilu: prekrškovne evidence). Občutljivi osebni podatki so tudi biometrične značilnosti, 
če je z njihovo uporabo mogoče določiti posameznika v zvezi s kakšno od prej navedenih 
okoliščin (ZVOP-1, 6. člen, 19. odstavek). Obdelavo občutljivih osebnih podatkov ureja 21. 
člen ZVOP-1, po katerem se občutljivi osebi podatki obdelujejo. 
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Osebni podatki pacientov morajo biti pri posredovanju posebej označeni z oznako 
»občutljivi osebni podatki«, pošiljati pa se morajo v neprosojnih ovojnicah, zapečatenih na 
način, da jih ni mogoče odpreti brez vidnih znakov odpiranja. Če se osebni podatki pacientov 
pošiljajo po elektronski poti, morajo biti po izrecni določbi drugega odstavka 15. člena 
ZVOP-1 ustrezno zavarovani z uporabo kriptografskih metod in elektronskega podpisa tako, 
da zagotavlja nečitljivost podatkov med prenosom. Podatki o pacientih se načeloma ne smejo 
posredovati po telefonu, razen če je zdravstveni delavec z gotovostjo prepričan v identiteto 
in upravičenost osebe na drugi strani telefona. Tudi prostori izvajalcev zdravstvenih storitev 
naj bodo urejeni tako, da zagotavljajo zasebnosti pacientov. Pri vpisu pred sprejemno 
ambulanto mora biti dovolj prostora, da je pacientu zagotovljena zaupna obravnava, še 
preden pride neposredno do zdravnika. Temu so namenjene t. i. »črte zasebnosti« pred 
okenci, vidimo pa jih lahko tudi v lekarni. Računalniški zaslon, na katerem se 
administratorki ali sprejemni sestri v sprejemni pisarni izpisujejo osebni podatki pacientov, 
mora biti obrnjen tako, da ljudje v čakalnici ne vidijo nanj. Izogibati se je potrebno temu, da 
se več pacientom hkrati nudi zdravstvena oskrba v istem prostoru. Če ni druge možnosti, naj 
se zagotovi vsaj zavesa med različnimi »postajami«, obravnavami ali več »posteljami«. 
V zdravstveni dejavnosti so za varovanje osebnih podatkov v zdravstveni negi pomembni 
naslednji členi ZVOP-1: 
• 6. člen zakona, ki zagotavlja varstvo osebnih podatkov;  
• 9. člen zakona, ki dovoljuje obdelavo osebnih podatkov le z zakonom ali s pisno 
privolitvijo posameznika in ne sme biti uporabljen na način, ki ni združljiv s temi nameni; 
• 12. člen zakona omogoča obdelavo osebnih podatkov v primeru, da je le ta nujno potrebna 
za varovanje življenja ali telesa posameznika; 
• 13. člen navaja primere, v katerih se lahko obdelujejo občutljivi osebni podatki (tudi 
zdravstveni podatki); 
• koliko časa smemo hraniti osebne podatke, najdemo v 21. členu; hranimo jih toliko časa, 
kot je to potrebno za dosego namena, zaradi katerega so se zbirali in obdelovali; 
• varstvo osebnih podatkov umrlih posameznikov najdemo v 23. členu, ki dovoljuje 
posredovanje osebnih podatkov le uporabnikom pooblaščenim z zakonom; 
• globe, s katerimi se kaznujejo kršitve določb tega zakona, navaja 91. člen ZVOP. 
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1.6 Pravica do varstva osebnih podatkov 
Vsak posameznik ima pravico do ustreznega varovanja njegovih osebnih podatkov. V 
Sloveniji je v 6. člen ZVOP vsakemu posamezniku zagotovljeno varstvo osebnih podatkov 
ne glede na državljanstvo ali prebivališče.  
1.6.1 Osebnostna pravica – temeljna pravica 
Osebnostne pravice kot temeljne pravice se po vsebini prekrivajo, kadar gre za zaščito 
osnovnih dobrin kot so npr. nedotakljivost človekovega življenja, varstva osebne svobode, 
pravica do osebnega dostojanstva in varnosti, varstvo osebnih podatkov, svoboda izražanja, 
svoboda vesti, zdravo življenjsko okolje, nedotakljivost stanovanj, varstvo tajnosti pisem in 
drugih občil in prepoved mučenja. Prvotna naloga temeljnih pravic je bila zaščititi 
posameznika pred samovoljnim delovanjem države in njenih organov, naloga osebnostnih 
pravic pa zaščita posameznika pred posegom drugih posameznikov v njegovo osebno okolje. 
Zaradi celovitosti človekove osebnosti temeljnih pravic ni mogoče deliti na pravice, ki so 
javnopravne narave, in pravice, ki so civilnopravne narave, saj gre za prepletanje učinkov 
enih pravic na druge (Pavčnik et al., 1997). 
Nekoč so osebnostne pravice označevali kot »pravice na lastni osebi« ali kot »individualne 
pravice«. Noben od naštetih izrazov se ni obdržal. Prvi je imel preozek pomen, saj osebne 
dobrine, ki so varovane kot osebnostne pravice, niso vedno le telesne ali duševne lastnosti 
(npr. ime ali lastna podoba). Drugi izraz individualna pravica izhaja iz besede individuum, 
ki pomeni posameznika. Med te pravice se lahko prištevajo tudi druge pravice 
(premoženjske pravice), ki pa niso v skladu s želenim pomenom teh pravic. Tako je ostal v 
veljavi najprimernejši izraz osebnostne pravice (Finžgar, 1985). 
Osebnostne pravice so posebne vrste pravic in pripadajo vsakemu človeku glede na njegov 
obstoj, njegovo telesno in duševno moč in gredo vsakemu v enaki meri. So vezane na 
osebnost upravičenca in se jih ne da ločiti od osebe. So pravice, ki jih človeku kot takemu 
priznava pravni red glede na določen družbeno-ekonomski sistem z vidika osebnega in 
splošnega interesa. Nastanejo z rojstvom človeka, nekatere se pridobijo šele kasneje v 
njegovem razvoju, niso pa odvisne od človekovega voljnega ravnanja. Vezane so strogo na 
posameznika, obstajajo le za upravičenca, uveljavlja jih lahko le osebno in ne morejo se mu 
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odvzeti. Nastanejo z obstojem osebe in navadno s smrtjo te osebe tudi prenehajo veljati. Ne 
more se jih odtujiti, odstopiti ali prenesti na drugega z nobenim pravnim poslom. URS v 35. 
členu določa, da je zagotovljena nedotakljivost človekove duševne in telesne celovitosti, 
njegove zasebnosti in osebnostne pravice. 
1.6.2 Pravica dostopanja do informacij javnega značaja 
Zakon o dostopanju do informacij javnega značaja (v nadaljevanju: ZDIJZ) določa postopek, 
ki omogoča dostop in uporabo informacij javnega značaja. Namen zakona je zagotoviti 
delovanja organov in omogočiti pravice fizičnim in pravnim osebam, da pridobijo 
informacije, ki so javnega značaja. ZDIJZ omogoča vpogled v odločbe in pritožbe glede 
kršitve s področja osebnih podatkov, ki jih izdaja IP. 
Upravljavci zbirk podatkov imajo v 4. členu ZZPPZ pravico brezplačno pridobiti podatke iz 
Centralnega registra prebivalstva (v nadaljevanju besedila: CRPP), kot so ime in priimek, 
EMŠO, kraj in leto rojstva, spol, vrsta in naslov prebivališča, zakonski stan, državljanstvo, 
izobrazba, EMŠO staršev, zakoncev, otrok, datum in podatki o dogodkih, spremembah in 
dopolnilih. Upravljavci zbirk imajo pravico do uporabe številke zdravstvenega zavarovanja 
na kartici zdravstvenega zavarovanja kot povezavo za zbiranje, obdelavo ter posredovanje 
podatkov, ki so opredeljeni v zbirkah podatkov po tem zakonu. Infrastruktura kartice 
zdravstvenega zavarovanja se po zakonu lahko uporablja za zbiranje podatkov.  Pri zbiranju 
moramo zagotoviti popolno ločenost pristopov do podatkov zdravstvenega zavarovanja in 
do podatkov iz zbirke zdravstvene kartice. Podatki na kartici zdravstvenega zavarovanja se 
v zbirko prenesejo iz drugih matičnih zbirk. Podatki, ki jih prenesemo so potrebni pri 
zagotavljanju zdravstvenega varstva med izvajalci zdravstvenih storitev. Zdravniki imajo 
pravico do pridobivanja osebnih podatkov z namenom zavarovati ogroženo življenje 
pacienta. Če se osebni podatki nanašajo na rasno, narodno in drugo poreklo, versko, politično 
ali spolno vedenje, lahko te podatke neposredno ali posredno upravljalec zbirk pridobi na 
podlagi pisne privolitve pacienta (ZZPPZ, 2019). 
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1.6.3 Pravica do zasebnosti 
Ena izmed osebnostnih pravic je tudi pravica do zasebnost, ki se je pacienti glede na sodobno 
zdravstveno informatizacijo vedno bolj zavedajo. Izraz zasebnost izvira iz latinskih besed 
privatus in privio in gre za občutljive osebne podatke. Ti lahko razkrivajo najbolj intimno 
področje zasebnosti. Zasebnost delimo na: zasebnost osebnosti in zasebnost pacientovih 
podatkov. Pravico o zasebnosti varujejo temeljni akti. Ti so: 12. člen Splošne deklaracije 
človekovih pravic, 17. člen Mednarodnega pakta o državljanskih in političnih pravicah, 8. 
člen Evropske konvencije o varstvu človekovih pravic in temeljnih svoboščin in 35. člen 
URS (Krušič Mate, 2010). ZPacP v 43. členu navaja, »da morajo pri opravljanju zdravstvene 
storitve izvajalci zdravstvene dejavnosti pri vsakodnevni obravnavi spoštovati zasebnost, 
njegova moralna, kulturna, verska, fiziološka in osebnostna prepričanja«. 
Ob pregledu se pacientu omogoči, da so pri obravnavi prisotni le: 
• zdravstveni delavci in zdravstveni sodelavci, ki opravljajo določene medicinske posege; 
• osebe, ki želi, da so navzoče, če obravnava prisotnost omogoča; 
• osebe, ki imajo pravico do privolitve v medicinske posege, če pacient ni sposoben 
odločanja o sebi; 
• druge osebe, določene z zakonom. 
Pravica o zasebnosti v 51. členu ZZDej navaja, »da so zdravstveni delavci in zdravstveni 
sodelavci dolžni varovati kot poklicno skrivnost vse podatke o zdravstvenem stanju 
posameznika in o vzrokih, okoliščinah in posledicah tega stanja«. Kot poklicno skrivnost pa 
so podatke dolžne varovati tudi osebe, ki so jim ti podatki dosegljivi zaradi narave njihovega 
dela. Ob premestitvi ali preselitvi pacienta ali novi izbiri zdravnika moramo pacientovo 
zdravstveno dokumentacijo predati zdravniku, ki nadaljuje z zdravljenjem. 
Zasebnost je lahko telesna, socialna ali informacijska. Ko govorimo o telesni zasebnosti,  
mislimo na osebni prostor. Govorimo o nevidnem prostoru, ki obdaja človekovo telo ter 
ločuje ljudi drug od drugega. Telesna zasebnost pomeni telesni stik in stopnjo intimnosti 
stika (Akyuz, Erdemir, 2013). Pravica do zasebnosti ima različno vsebino, na njeno ureditev 
pa vpliva tudi časovni horizont. Definicijo o zasebnosti je podal tudi Svet Evrope v resoluciji 
št. 428 leta 1970 in pravi, »da resolucija obsega pravico zasebnosti živeti lastno življenje s 
čim manj vpliva zunanjega okolja, zajema pravico do osebnega življenja, pravico do družine 
in doma, pravico do fizične in psihične nedotakljivosti, pravico do časti in ugleda, pravico 
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do prepovedi prikazovanja v napačni luči, pravico do prepovedi razširjanja za posameznika 
nepomembnih prikazovanj v napačni luči, prepoved objave privatnih fotografij in pravico 
do varstva zaupno pridobljenih podatkov«. 
Ko govorimo o pravici do zasebnosti v zdravstvu, govorimo o človekovih pravicah in hkrati 
o eni izmed najbolj jasnih in želenih pravic (Rijavec, 2009). Pacienti se vse bolj zavedajo 
pravic in nedovoljenih posegov v svojo zasebnost, zato pravica do zasebnosti pridobiva 
pomen, po drugi strani pa so kršitve vedno bolj drastične (Ferkulj, 2011). Dolžnost 
zaposlenih v zdravstvu je, da ne glede na način (elektronski, s fotografijami, z biološkimi 
vzorci), na katerega so bili osebni podatki pridobljeni ali posredovani, vzdržujejo zaupnost 
podatkov (Evropske smernice za zdravstvene delavce, 2017). Vse zdravstvene delavce 
zavezuje etična dolžnost vzdrževanja zaupnosti. 
Zasebnost in varstvo podatkov sta bili vselej povezani na način, s katerim je bilo težko 
ugotoviti pomen in namen varstva podatkov, ne da bi s tem povezovali zasebnost. Za 
obdelavo osebnih informacij obstajajo pravila, definirana kot informacije, ki se nanašajo na 
določeno osebo (Tzanou, 2013). 
1.6.4 Informacijska zasebnost 
Osebni podatki so v današnji informacijski družbi vse bolj cenjena in občutljiva človekova 
dobrina, zato se jih ne sme obravnavati kot predmet svobodne izbire, posredovanja in 
uporabe, saj lahko kažejo na intimne in druge lastnosti, stanja in razmerja posameznika, zato 
lahko pri njihovi javni uporabi ali zlorabi prihaja do kršitev človekovega dostojanstva, 
osebnosti in zasebnosti ter človekove telesne in duševne integritete (Kranjc, 2004). 
Informacijsko zasebnost lahko na podlagi dveh ustanovnih določb 37. člena URS (varnost 
tajnosti pisem in drugih občil) in 38. člena URS (varstvo osebnih podatkov) razdelimo na 
dve temeljni skupini. V prvi skupini imamo »korespondenčno« in »komunikacijsko« 
informacijsko zasebnost in zasebnost varstva podatkov (Lampe, 2004). 
Informacijska zasebnost onemogoča, da bi nepooblaščene osebe pridobile kakršne koli 
podatke o stanju pacienta brez njegove privolitve oziroma pristanka. Zasebnost osebe 
označuje občutek identitete, dostojanstva, avtonomije in osebnega prostora. Govorimo o 
nevidni pregradi med »jaz«, »moje«, »drugimi ljudmi« in »svetom« (Woogara, 2005). 
41 
 
Ljudje smo najranljivejši nedvomno takrat, ko je ogroženo naše zdravje. Ob bolezni smo se 
najhitreje pripravljeni odpovedati svojemu dostojanstvu in zasebnosti. Zato je področje 
varstva zasebnosti in osebnih podatkov v situacijah zdravstvene oskrbe toliko pomembnejše 
in potrebuje posebno pozornost. Na drugi strani je pri zdravstveni obravnavi pacienta 
ključno, da zdravnik in drugi delavci v zdravstvu razpolagajo z vsemi relevantnimi podatki 
o pacientu z namenom nuditi kar najboljšo oskrbo. 
Ključno je torej, da se pacienti lahko zanesejo na zdravnika in drugo zdravstveno osebje v 
prepričanju, da njegova zasebnosti ostaja nedotakljiva. Za zasebnost in varovanje osebnih 
podatkov morajo skrbeti vsi v verigi zdravstvene oskrbe v najširšem smislu, zdravniki, drugi 
zdravstveni delavci, administrativno osebje, zaposleni v lekarnah, laboratorijih, pri 
izvajalcih, ki nudijo najrazličnejše diagnostične, rehabilitacijske in druge z zdravjem 
povezane storitve.  
1.7 Zakonska ureditev 
Ena izmed ustavno zagotovljenih človekovih pravic in temeljnih svoboščin je varstvo 
osebnih podatkov v RS. V Sloveniji se je potreba po varstvu osebnih podatkov kazala že v 
ustavni ureditvi še iz časa komunističnega oziroma socialističnega sistema, v ustavo pa je 
bila vključena leta 1989 v začetkih demokratizacije Slovenije. 
Prvi zakon s področja varovanja osebnih podatkov v RS, ki je uredil področje varovanja 
osebnih podatkov, je bil ZVOP, ki je začel veljati 24. 3. 1990. Namen zakona je bil urejati 
osebne podatke vsebovane v zbirkah podatkov, njihovo zavarovanje, pravice posameznika 
do varnosti, iznos osebnih podatkov iz države in nadzor nad spremljanjem izvrševanja 
določb zakona. 
ZVOP določa pravice, načela in ukrepe, s katerimi so preprečeni nezakoniti in neupravičeni 
posegi v posameznikovo zasebnost. Ti bi lahko nastali kot posledica uporabe in obdelave 
osebnih podatkov. Zakon je bil na seji v Državnem zboru sprejet 15. 7. 2004 (Ur L RS št. 
86/2004). 
Temeljni cilj zakona je urediti področje varstva osebnih podatkov ter določiti pravice, načela 
in ukrepe, s katerimi se prepreči nezakoniti poseg v integriteto človekove osebnosti, ki je 
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lahko posledica zbiranja, obdelave, shranjevanja ter posredovanja osebnih podatkov in 
njihove uporabe (Bogataj, 2006). 
1.7.1 Varstvo osebnih podatkov 
Z varovanjem osebnih podatkov želimo preprečiti razkritje podatkov, zaradi katerih bi lahko 
prišlo do diskriminacije in predsodkov družbe do posameznika. Podatke, ki razkrivajo 
zdravstveno stanje posameznika,  Konvencija o varstvu posameznika, zato uvršča v posebno 
kategorijo osebnih podatkov. Za te podatke veljajo strožji pogoji, ki morajo biti izpolnjeni, 
da se podatki sploh lahko zbirajo, obdelujejo in shranjujejo (Krušič Mate, 2010). 
Varstvo osebnih podatkov posamezniku zagotavlja že URS, ki v 38. členu določa zbiranje 
in obdelavo, namen, nadzor ter varstvo tajnosti podatkov (Kraigher, Lemut Strle, 2010). 1. 
člen ZVOP pravi, »da se s tem zakonom določajo pravice, obveznosti, načela in ukrepi, s 
katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in 
dostojanstvo posameznika oziroma posameznice pri obdelavi posameznih podatkov«. 
1.7.2 Zakon o pacientovih pravicah 
ZPacP v 44. členu o varstvu osebnih podatkov v naslednjih odstavkih navaja naslednje: 
• Pacient ima pravico do zaupnosti osebnih podatkov, ki vključuje tudi obiske pri 
zdravniku in druge podrobnosti o svojem zdravju. 
• S pacientovimi zdravstvenimi in drugimi osebnimi podatki morajo zdravstveni 
delavci in zdravstveni sodelavci ravnati v skladu z načelom zaupnosti in predpisi, ki 
urejajo varstvo osebnih podatkov. 
• Uporaba in obdelava pacientovih zdravstvenih in drugih osebnih podatkov je za 
potrebe zdravljenja dopustna na podlagi privolitve pacienta ali privolitve oseb, ki 
imajo pravico do privolitve v medicinski poseg ali zdravstveno obravnavo, če pacient 
ni zmožen odločati o sebi. 
• Uporaba in obdelava pacientovih zdravstvenih in drugih osebnih podatkov, ki so 
izven postopka zdravstvene obravnave, je dovoljena le z njegovo privolitvijo ali 
privolitvijo oseb, ki imajo pravico v medicinski poseg ali zdravstveno obravnavo, če 
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pacient ni sposoben odločanja o sebi. Po pacientovi smrti lahko dajo privolitev le 
njegovi ožji družinski člani, razen če je pacient to pismeno prepovedal. 
• Uporaba pacientovih zdravstvenih in drugih osebnih podatkov je lahko uporabljena 
izven zdravstvene obravnave, če tako določa zakon. 
• V primeru uporabe in obdelave osebnih podatkov po tretjem in četrtem odstavku tega 
člena privolitev ni potrebna: 
✓ če za namene epidemioloških ali drugih raziskav, medicinskih objav, 
izobraževanj in druge namene pacientova istovetnost ni ugotovljena, 
✓ če ni ugotovljiva pacientova istovetnost za namene spremljanja kakovosti in 
varnosti zdravstvene obravnave, 
✓ če zakon zahteva prijavo zdravstvenega stanja, 
✓ posredovanje zdravstvenih podatkov drugemu izvajalcu zdravstvene 
dejavnosti zaradi potreb zdravljenja ali če to določa drug zakon. 
• V sedmem odstavku morajo biti osebni podatki, ki se obdelujejo po tretjem, četrtem 
in petem odstavku tega člena, po obsegu ustrezni glede na namen, za katerega se 
zbirajo in obdelujejo. 
• V osmem odstavku pacienti po zakonu določijo osebo, ki se jo lahko seznani z 
njihovo zdravstveno dokumentacijo, ter osebe, ki nimajo pravice seznanitve z 
njihovo zdravstveno dokumentacijo, če je to v nasprotju z zakonom. 
Za varovanje pacientovih pravic je v RS dolžna z ustreznimi zakonskimi predpisi poskrbeti 
država. Zdravje ni najvišji zakon, ampak je pacientova pravica, ki pasivni položaj udeležbe 
pacientove volje spreminja v proces aktivne udeležbe v procesu zdravstvene oskrbe in 
enakovrednega partnerja, ki sprejema odločitev o zdravju, lastnem telesu in življenju 
(Kraljić, 2009). 
ZPacP je interdisciplinaren zakon, ki posega na področje pacientovih pravic in na področje 
zdravstvenega sistema in socialne politike. Lahko govorimo o krovnem zakonu, ki ureja 
področje varstva pacientovih pravic, čeprav varstvo pacientovih pravic najdemo tudi v 
drugih zakonih: ZZDej, Zakon o zdravniški službi, Zakon o nalezljivih boleznih ter Zakon 
o duševnem stanju. 
Mnoge evropske države so sledile zahtevam in spremembam ter tako prilagodile zakonodajo 
o pacientovih pravicah. Pacientove pravice varuje zakon o ZPacP, ki ga je sprejel Državni 
zbor 29. 1. 2008 z namenom natančne opredelitve in poenostavitve pritožbenih postopkov. 
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ZPacP omogoča vsebinsko dopolnitev in razširitev pravic s področja pacientove avtonomije 
in spoštovanja, zagotavljanja kakovostne in varne zdravstvene oskrbe, prizadevanja za 
boljšo obveščenost pacienta in sodelovanje, enakopravne obravnave, varstva in spoštovanja 
zasebnosti osebnih podatkov ter urejenega vidika varstva pacientovih pravic (Zalar, 2009). 
1.7.3 Zakon o zbiranju podatkov s področja zdravstvenega 
varstva 
ZZPPZ v 2. členu navaja, da za zbiranje, obdelavo in posredovanje osebnih podatkov, ki jih 
vsebujejo zbirke podatkov iz tega zakona, uporablja določbe zakona o varstvu osebnih 
podatkov, če s tem zakonom za posamezne primere ni drugače določeno. Upravljavci zbirk 
podatkov s področja zdravstvenega varstva so NIJZ in drugi izvajalci zdravstvene dejavnosti 
v RS (3. člen, ZZPPZ). Za statistične namene ima NIJZ pravico, ki je zakonsko določena in 
lahko zahteva podatke od upravljavcev vseh zbirk. V 7. členu za zavarovanje podatkov, ki 
se obdelujejo v zbirkah podatkov, predpiše minister, pristojen za zdravje, v soglasju z 
ministrom, ki je pristojen za pravosodje, in ministrom, pristojnim za znanje in tehnologijo. 
Upravljavci, ki po zakonu skrbijo za zbirko podatkov, so v 9. členu tega zakona dolžni 
zagotavljati razvidnost v svojih zbirkah podatkov (npr. sprememba vsakega podatka mora 
omogočati vpogled v prejšnji podatek, iz katerega mora biti razvidno, kdo in kdaj je podatek 
spremenil). Centralni register podatkov o pacientih so zbirke podatkov eZdravja (CRPP) in 
zbirke podatkov, ki se vzpostavijo in vodijo z namenom izvajanja posameznih storitev 
eZdravja. NIJZ za zbiranje podatkov eZdravja brez plačila storitev pridobiva podatke iz 
drugih zbirk podatkov, lahko tudi le z uporabo EMŠA ali številke ZZZS zavarovane osebe. 
Za namen izvajanja storitev eZdravja brez predhodnega dovoljenja povezuje zbirko eZdravja 
le z uporabo enega identifikatorja kot istega povezovalnega znaka (ZZPPZ, 2018). 
1.7.4 Pravica pacienta do seznanitve z lastno zdravstveno 
dokumentacijo 
ZPacP (2008) v 11. členu opredeli pravico kot pravico do seznanitve z zdravstveno 
dokumentacijo, ki je opisana tudi v brošuri »Kaj vam prinaša ZPacP«. V brošuri najdemo 
primer konkretnega življenjskega primera: 
45 
 
»Sosed je bil nezgodno zavarovan zato je zaradi poškodb, ki jih je utrpel v nesreči na 
smučišču, želel pri zavarovalnici uveljavljati pravico do odškodnine. Vedel je, da je pravica 
do odškodnine odvisna tudi od vsebine zdravstvene dokumentacije pri izbranem osebnem 
zdravniku, zato je hotel tudi sam preveriti, ali ni v njegovi zdravstveni dokumentaciji morda 
zapisano kaj takega, zaradi česar bi zavarovalnica njegov zahtevek zavrnila.« 
Ena izmed pacientovih pravic je pravica seznanitve z lastno zdravstveno dokumentacijo. V 
41. členu ZPacP  ima pacient ob prisotnosti zdravnika, zdravstvenega delavca ali 
zdravstvenega sodelavca vso pravico do vpogleda in prepisa zdravstvene dokumentacije, ki 
se nanaša nanj (MZ, 2008b). 
Pravico do vpogleda v zdravstveno dokumentacijo imajo poleg pacienta tudi: 
• z zakonom pooblaščene osebe, ki obdelujejo pacientove podatke; 
• osebe, za katere je pacient predhodno dal izrecno privolitev v pisni obliki; 
• zakonec, zunajzakonski partner, otroci in posvojenci, partner iz istospolne skupnosti in 
pacientovi starši; 
• osebe, ki izkažejo pravni interes z ustrezno listino; omogoči se jim le dostop do tistih 
podatkov, ki so potrebni za uveljavljanje njihovega pravnega interesa (Krušič Mate, 
2010).  
Pravica do seznanitve z zdravstveno dokumentacijo zajame tudi čas po smrti pacienta. V 
primeru, da je pacient seznanitev pred smrtjo pisno ali ustno v navzočnosti dveh prič 
prepovedal se lahko zadeva delno ali v celoti zavrne, če tako določa zakon. 
Pacient ima pravico do seznanitve z izvidom neposredno pri izvajalcu zdravstvenih storitev, 
ki je naročil preiskavo. Pravice pridobiti originalne zdravstvene dokumentacije pacient nima, 
razen v izjemnih primerih. Ima pa pravico do prepisa, fotokopije in vpogleda ali druge 
reprodukcije zdravstvene dokumentacije, ki se nanaša nanj (Kraigher, Lemut Strle, 2010). 
Izvajalec zdravstvenih storitev mora fotokopijo izvida pacientu zagotoviti takoj ali 
najpozneje v petih delovnih dneh od zahtevka. To pravico lahko pacient uveljavlja največ 
dvakrat mesečno (3. odst. 41. člena ZPacP). ZPacP določa, da se pacientu za fotokopiranje 
ali reprodukcijo zdravstvene dokumentacije zaračunajo nastali materialni stroški (Rijavec, 
2009). Pacienta z njegovo lastno zdravstveno dokumentacijo seznani upravljavec osebnih 
podatkov, ki ni zgolj eden izmed upravljavcev v verigi ali vzporednem sistemu obdelave 
določenih osebnih podatkov. Pacient lahko zahteva seznanitev z lastno dokumentacijo, ne 
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glede na to, kdaj je dokumentacija nastala. Pravica do lastne dokumentacije je omejena le z 
rokom hrambe zdravstvene dokumentacije. Po poteku roka hrambe seznanitev z zdravstveno 
dokumentacijo ni več mogoča zaradi njenega uničenja (Kraigher, Lemut Strle, 2010). 
Pravica do seznanitve z lastno zdravstveno dokumentacijo se deloma prekriva s pravico do 
seznanitve z lastnimi osebnimi podatki iz 30. člena ZVOP-1, vendar je širša pri odločanju o 
pravici do seznanitve z lastno zdravstveno dokumentacijo, npr. ni bistveno, ali gre za osebne 
podatke, kot tudi ne, ali so osebni podatki del zbirke oziroma ali so namenjeni vključitvi v 
zbirko. Rok, v katerem mora izvajalec zdravstvenih storitev omogočiti seznanitev z lastno 
zdravstveno dokumentacijo je krajši, pacient pa ima po ZPacP pravico zahtevati seznanitev 
z lastno zdravstveno dokumentacijo pogosteje kot pri ZVOP-1. Pacient in druge upravičene 
osebe imajo ob kršitvi pravice posameznika do seznanitve z lastno zdravstveno 
dokumentacijo pravico vložiti pritožbo pri IP. 
Za uresničevanje pravice do seznanitve z lastno zdravstveno dokumentacijo lahko pacient, 
ki je sposoben odločanja o sebi, pisno pooblasti katero koli osebo, ki je sposobna odločanja 
o sebi in je dopolnila 18 let. 
1.7.5 Zloraba osebnih podatkov 
143. člen Kazenskega zakonika (v nadaljevanju: KZ-1) z naslovom Zloraba osebnih 
podatkov obravnava kazensko pravno varstvo osebnih podatkov in njihovo zlorabo, ki 
temelji na določilu v 38. členu URS. Za kaznivo dejanje štejemo, ko storilec uporabi osebne 
podatke nezakonito in brez privolitve osebe, na katero se ti podatki nanašajo. Z denarno 
kaznijo ali celo zaporom se kaznuje oseba, ki brez privolitve uporabi osebne podatke, ki se 
obdelujejo v neskladju z zakonom in namenom njihovega zbiranja. Vdor nepooblaščenim 
osebam v računalniško vodeno zbirko podatkov z namenom sebi ali komu drugemu pridobiti 
osebni podatek se obravnava kot zloraba osebnih podatkov in se kaznuje po zakonu Ur L RS 
št. 55/2008. 
1.7.6 Kršenje varstva osebnih podatkov 
ZZPPZ (Ur L RS, št.65/00 in 47/15) in podzakonske akte lahko vidijo vsi, ki so za to 
pooblaščeni. V KZ-1 najdemo 142. člen z naslovom Neupravičena izdaja poklicne 
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skrivnosti, ki omenja poklice, pri katerih se je potrebno držati poklicne skrivnosti. Med 
omenjenimi poklici so zdravnik ter vsi zdravstveni delavci (Ur L RS, št. 55/2008). 
1.7.7 Zakon o zdravstveni dejavnosti 
ZZDej opisuje ukrepe in aktivnosti, ki jih opravljajo zdravstveni delavci in drugi zdravstveni 
sodelavci ob uporabi medicinske tehnologije z namenom varovanja zdravja, odkrivanja in 
preprečevanju ter zdravljenja pacientov. Zdravstveni delavci in zdravstveni sodelavci so 
dolžni varovati pacientove podatke, ki se nanašajo na zdravstvenem stanju in podatke o 
vzrokih, okoliščinah in posledicah tega stanja. Podatke so dolžne varovati kot poklicno 
skrivnost tudi osebe, ki so jim pacientovi podatki dosegljivi zaradi narave dela, ki ga 
opravljajo. Zdravstvene podatke se ne sme posredovati ljudem ali javno objaviti in tudi ne 
objaviti na način, ki bi omogočal razkriti posameznika, na katerega se podatki nanašajo. V 
13. členu ZZDej zakon navaja specialistično ambulantno dejavnost na sekundarnem nivoju 
kot dopolnitev osnovne zdravstvene dejavnosti, ki omogoča nadaljnjo zdravljenje bolezni, 
poglobljeno diagnostiko in izvajanje ambulantne rehabilitacije (ZZDej, 2017). 
1.8 Mednarodni pravni viri in določbe o varovanju pacientovih 
osebnih podatkov 
Za lažje razumevanje temeljnih značilnosti mednarodnih pravnih virov in določb o 
varovanju pacientovih osebnih podatkov bomo v nadaljevanju obravnavali: Evropsko 
konvencijo o varstvu človekovih pravic in temeljnih svoboščin, Evropske smernice za 
zdravstvene delavce o zaupnosti in zasebnosti v zdravstvu, Zakonska priporočila Sveta 
Evrope, ki se nanašajo na avtomatizirano zbiranje podatkov s področja zdravja in Splošno 
deklaracijo o človekovih pravicah. 
1.8.1 Evropska konvencija o varstvu človekovih pravic in 
temeljnih svoboščin 
Evropsko konvencijo o varstvu človekovih pravic in temeljnih svoboščin je pripravil Svet 
Evrope (Ur L RS, št. 33/1994). Podpisana je bila 4. 11. 1950 v Rimu in je stopila v veljavo 
tri leta kasneje 3. 9. 1953. Slovenija je konvencijo ratificirala leta 1994, velja pa za 
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najpomembnejši dokument s področja varstva osebnih podatkov in svoboščin. Cilj je bil 
ustvariti mednarodni instrument varovanja človeških pravic in njihovo institucionalno 
varstvo na mednarodnem nivoju (Europen court of human rights, 2010). Evropska 
konvencija zagotavlja varstvo v primeru kršitev v okviru Evropskega sodišča za človekove 
pravice v Strasbourgu. Varstvo osebnih podatkov v 8. členu navaja, da je pravica do 
spoštovanja zasebnega in družinskega življenja, doma in dopisovanja zagotovljena vsem. 
1.8.2 Evropske smernice za zdravstvene delavce o zaupnosti in 
zasebnosti v zdravstvu 
V Evropskih smernicah za zdravstvene delavce o zaupnosti in zasebnosti v zdravstvu eno 
izmed načel pravi »posamezniki imajo temeljno pravico do zasebnosti in zaupnosti svojih 
zdravstvenih podatkov«. Evropske smernice sestavljajo del Evropskih standardov o 
zaupnosti in zasebnosti v zdravstvu in vsebujejo priporočila, ki veljajo za vse zdravstvene 
institucije. Priporočila temeljijo na etičnih in pravnih načelih. Posebna pozornost velja 
spoštovanju pravic pacientov do zasebnosti in izpolnjevanju dolžnosti do zaupnosti 
(Evropske smernice za zdravstvene delavce, 2017). 
Smernice obravnavajo tri področja varovanja, rabe in razkrivanja: 
• varovanje, uporaba in razkrivanje osebnih pacientovih podatkov za njihove zdravstvene 
potrebe; 
• uporaba osebnih pacientovih podatkov v zdravstvene namene, ki niso neposredno 
povezani z zdravstvenimi potrebami; 
• obveznosti in upravičena uporaba razkrivanja osebnih podatkov o pacientu v namene, ki 
pripomorejo k boljšemu procesu zdravstvene nege. 
Ključna načela, ki jih morajo spoštovati zdravstveni delavci pri svojem delu, so: 
• pravica posameznika do zasebnosti in zaupnosti osebnih zdravstvenih podatkov; 
• Pravica do nadzora nad dostopanjem in razkritjem zdravstvenih osebnih podatkov tako, 
da podelijo, odrečejo ali odvzamejo pooblastila; 
• če pacient ni pristal na razkritja osebnih podatkov, morajo zdravstveni delavci upoštevati 
nujnost in sorazmernost razkritja podatkov ter spremljajoče tveganje. 
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1.8.3 Pacientova nezmožnost odločanja 
Ko zdravstveni delavec presodi, da je razkritje podatkov v prid pacientovega zdravstvenega 
stanja pacient pa ni zmožen odločanja, se najprej posvetuje s starši ali pravnim zastopnikom 
pacienta. V primeru, da gre za mladoletno osebo brez staršev pa z varuhom mladoletnika, ki 
mu je po zakonu dodeljen. 
1.8.4 Dostop pacienta do osebnih podatkov 
Zdravstveni delavci morajo spoštovati želje pacientov po dostopanju do osebnih podatkov 
in ravnati v skladu s pravnimi obvezami na podlagi zakona o varovanju osebnih podatkov. 
1.8.5 Obveščanje pacienta in/ali njihovega pravnega zastopnika 
Zdravstveni delavci morajo pacienta in/ali njihovega pravnega zastopnika obveščati v skladu 
z njihovimi potrebami, katere osebne podatke se zbira in hrani. 
Paciente obveščamo o: 
• namenu zbiranja in shranjevanja osebnih podatkov; 
• ukrepih, ki zagotavljajo zaupnost osebnih podatkov; 
• katere osebne podatke najpogosteje posredujemo; 
• možnosti razkritja ali druga obdelava osebnih podatkov o pacientu; 
• pravicah, ki jih imajo pri dostopanju in spreminjanju osebnih zdravstvenih podatkov; 
• upoštevanju državnih prepisov ali načel razkrivanja osebnih podatkov, ki so v skladu z 
notranjo zakonodajo. 
1.8.6 Varovanje 
Dolžnost zdravstvenega delavca je, da ohranjanja zaupnost do pacienta, poskrbi, da v 
instituciji in med pooblaščenci za nudenje storitev veljajo ustrezni pravilniki in postopki za 
ohranjanje varovanja osebnih podatkov pacienta. Pomembno je, da strogo spoštujejo 
zaupnost in varovanje obveznosti, še posebej pri komunikaciji po telefonu, e-pošti ali faksu. 
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1.8.7 Zakonska priporočila Sveta Evrope, ki se nanašajo na 
avtomatizirano zbiranje podatkov s področja zdravja 
Evropski parlament in Svet EU sta leta 2016 sprejela uredbo o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku podatkov (EU, 2016) Uredba (EU) št. 
2016/279. Pri zbiranju in samodejni obdelavi osebnih podatkov iz zdravstva moramo 
zagotoviti spoštovanje vseh temeljnih pravic in svoboščin. Predvsem so to pravice 
posameznika in njegove zasebnosti. Priporočilo temelji na načelu, da osebne podatke s 
področja zdravstva zbiramo neposredno od posameznika. Izjema so osebni podatki, ki se 
zbirajo posredno preko obdelovalcev osebnih podatkov in drugih podatkovnih zbirk za 
izpolnitev namena zbiranja podatkov, ali če posameznik ne more sam posredovati teh 
podatkov. Zbiranje zdravstvenih osebnih podatkov je pomembno tudi zaradi zagotavljanja 
javnega zdravja katerega namen je preprečevanje širjenja nevarnosti za ljudi in zaradi 
pomembnega javnega interesa (MZ, 2008c). 
1.8.8 Splošna deklaracija o človekovih pravicah 
Splošno deklaracijo o človekovih pravicah (oznaka: A/RES/217a (III) je 10. 12. 1948 
sprejela Generalna skupščina Združenih narodov. Deklaracija sama po sebi ni pravno 
zavezujoč dokument, vsebuje pa določbe, ki so pravno zavezujoče za vse države, ki so 
vsebino deklaracije vnesle v svojo ustavo in ustavno zakonodajo. Regionalni urad SZO za 
Evropo je marca 1994 sprejel osnutek deklaracije o promociji pacientovih pravic v Evropi. 
Namen dokumenta je bil doseči razvijanje in doslednejše izvajanje zaščite pravic pacientov 
v vseh državah članicah evropske SZO. V deklaraciji najdemo šest človekovih pravic in 
vrednot. Ena izmed načel govori o zaupnosti in zasebnosti pacientovih podatkov, ki so 
zaupni tudi po smrti in se jih lahko razkrije le ob pisni privolitvi pacienta v času življenja. V 
Splošni deklaraciji o človekovih pravicah najdemo določila in predpise, s katerimi so vsem 
ljudem po svetu zagotovljene temeljne pravice do varovanja osebnih podatkov in 






2 NAMEN IN CILJI MAGISTRSKEGA DELA 
2.1 Namen magistrskega dela 
Namen magistrskega dela je pri pacientih omogočiti najvišjo stopnjo zagotavljanja 
zasebnosti in kakovostno varstvo osebnih podatkov pri dostopanju do storitve eNapotnica. 
Zasebnost predstavlja eno izmed osebnostnih pravic, ki se jih pacienti dandanes vedno bolj 
zavedajo. Z raziskavo želimo prispevati k strokovnejši in varnejši zdravstveni obravnavi 
pacientov ter boljšemu razumevanju prednosti, ki jih prinašajo nove informacijske storitve, 
kot je eNapotnica. 
2.2 Cilji magistrskega dela 
Cilji raziskave v teoretičnem delu magistrske naloge so: 
• zakonska opredelitev osebnega podatka in varstva osebnih podatkov; 
• predstavitev predpisov, ki se navezujejo na temo varstvo osebnih podatkov; 
• pregled opravljenih raziskav pri nas in v tujini na temo varovanje osebnih podatkov pri 
dostopanju do eNapotnice; 
• predstavitev spletnega portala eNapotnica. 
Cilji raziskave v empiričnem delu magistrske naloge: 
• ugotoviti, ali pacienti poznajo varovane osebne podatke; 
• oceniti, ali je portal eNapotnica varen in pri naročanju ne prihaja do razkrivanja osebnih 
podatkov pacientov, ki se naročajo na pregled v endokrinološko ambulanto; 
• ugotoviti prednosti in slabosti, ki jih ponuja eNapotnica. 
Raziskovalni vprašanji sta naslednji: 
• Ali v fokusni skupini pacientov prihaja do statistično pomembnih razlik pri dostopanju 
do storitve eNaročanje glede na spol, starost in izobrazbo? 




Hipoteza 1: V fokusni skupini pacientov ni mogoče ugotoviti statistično pomembnih razlik 
pri dostopanju do storitve eNaročanje glede na spol, starost in izobrazbo. 
Hipoteza 2: Pomemben delež pacientov pri uporabi storitev eNaročanje opaža težave, ki so 
povezane z neustreznim varovanjem oziroma ravnanjem z njihovimi osebnimi podatki. 
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3 METODE DELA 
Raziskava magistrskega dela je sestavljena iz teoretičnega in empiričnega dela. Pri izdelavi 
teoretičnega dela magistrskega dela je bila uporabljena deskriptivna metoda na področju 
družboslovnih znanosti. Pregledali in analizirali smo domačo in tujo strokovno literaturo, pri 
čemer je bil poudarek na razčlenitvi vsebine pravnih predpisov na področju varstva osebnih 
podatkov, pacientovih pravic in zbirk podatkov v zdravstvu. Pri iskanju strokovne slovenske 
in tuje literature smo uporabili podatkovne baze: COBISS, MEDLINE, PubMed, MeSH 
Uporabljena literatura je bila iz obdobja od leta 1985 do 2019. Za gradivo smo uporabili 46 
enot slovenskega in tujega gradiva in 56 enot zakonskih predpisov. Uporabili smo ključne 
besede in besedne zveze: osebni podatki, varovanje osebnih podatkov, pacientova zasebnost, 
pacientove pravice, eNapotnica, eNaročanje. Tujo strokovno literaturo v angleškem jeziku 
smo iskali s ključnimi besedami in besednimi zvezami: patient privacy, patients right, 
personal data. Vsi uporabljeni članki so bili v celotnem obsegu besedila. Izključili smo 
literaturo, ki je vsebovala zastarele podatke. Vključili smo strokovno literaturo, predpise in 
zakone, ki urejajo izbrano tematiko.  
V drugem delu magistrskega dela smo izvedli transverzalno retrospektivno epidemiološko 
raziskavo na vzorcu skupine pacientov in uporabili deskriptivno metodo dela. 
Opis raziskovalnega instrumenta 
Anketni vprašalnik (Priloga 8) začenjamo z uvodnim besedilom, v katerem anketirancem 
pojasnimo namen in cilj raziskave ter jih seznanimo o izvajalcih in inštitucijah, ki sodelujejo 
pri raziskavi. Anketirancem podamo navodila za izpolnjevanje ankete, prosimo jih za 
sodelovanje, podamo jim pojasnila o načinu morebitne privolitve in o svobodi sodelovanja 
v raziskavi. Pojasnimo jim anonimnost raziskave in varovanje zaupnosti ter se jim zahvalimo 
za sodelovanje pri raziskavi. 
Anketni vprašalnik sestavlja 21 anketnih vprašanj. Uporabili smo strukturiran instrument v 
obliki anketnega vprašalnika. V anketi so uporabljene številske in nominalne spremenljivke. 
Uporabili smo vprašanja zaprtega in odprtega tipa, petstopenjsko Likertovo lestvico ter 
kombinirana vprašanja z odgovori. Pri določenih vprašanjih smo rezultate obdelali s 




Opis vzorca  
Pri empirični raziskavi in izdelavi raziskovalnega dela magistrske naloge smo uporabili 
stratificiran vzorec. Raziskovalni vzorec zajema 100 pacientov, ki so bili obravnavani v 
endokrinološki ambulanti na ljubljanski polikliniki. Starostna skupina je bila izbrana 
naključno. Glede na raziskovalno populacijo smo podatke zbirali s kvalitativno deskriptivno 
metodo ter študijo domače in tuje literature. Za zbiranje podatkov in ugotavljanje 
obstoječega stanja je bila uporabljena tehnika ankete. Anketa je bila opravljena na vzorcu 
100 naključno izbranih endokrinoloških pacientov.  
Opis poteka raziskave in obdelave podatkov 
Vprašalnik smo kot testno verzijo razdelili v februarju 2019 desetim naključno izbranim 
anketirancem v endokrinološki ambulanti. Na podlagi njihovih odgovorov smo ugotovili, da 
nimajo pripomb, zato smo prošnjo za odobritev vprašalnika in vso potrebno dokumentacijo 
oddali na Komisijo RS za medicinsko etiko. Ocena etičnosti raziskave je bila pozitivno 
rešena dne 25. 2. 2019 in vpisana pod številko sklepa 0120-109/2019/5. 
Anketiranje je potekalo od 4. 3. 2019 do 8. 4. 2019. Reševanje vprašalnika je bilo 
prostovoljno in anonimno. Anketiranci so dobili v kuverti vprašalnik s pojasnili o namenu 
ankete in privolitev, da se strinjajo z reševanjem ankete. Anketo so reševali v posebnem 
prostoru, kjer so bili sami in ni bilo motečih dejavnikov. V prostoru sta bili dve škatli, 
označeni s št. 1. (privolitev) in št. 2. (anketni vprašalnik), kamor so anketiranci oddali svoje 
rešene pole. Škatli sta bili dobro zaprti, da ju ni bilo mogoče odpreti. Po izpolnitvi vseh anket 
smo jih obdelali s programom MSO Excel. Ker program ni omogočil ustrezne obdelave 
podatkov, smo zbrane podatke prenesli in obdelali v programu IBM SPSS 19. Podatke, 
zbrane z anketo, smo analizirali s frekvenčno statistiko. Pridobljene rezultate smo predstavili 




Z anketo smo ugotavljali značilnosti strukture anketirane populacije oseb glede na spol, 
starost in izobrazbo.  
V raziskavi (Slika 23) je sodelovalo 100 anketirancev od tega 68 (68 %) žensk in 32 (32 %) 
moških, kar predstavlja 100-odstotno udeležbo. 
 






















V ambulanto za endokrinologijo prihajajo pacienti različne starosti. Z drugim anketnim 
vprašanjem (Slika 24) smo želeli ugotoviti starost sodelujočih anketiranih, ki smo jih 
razdelili v pet starostnih skupin. 
 
Slika 24: Starost anketirancev 
V starostni skupini od 20 do 30 let je sodelovalo 15 (22,06 %) žensk in 4 (12,50 %) moških. 
V skupini od 30 do 40 let je sodelovalo 16 (23,53 %) žensk in 6 (18,75 %) moških. Sledi 
starostna skupina med 40 in 50 leti, kjer je sodelovalo 14 (20,59 %) žensk in 8 (25 %) 
moških. V starostni skupini med 50 in 60 leti je sodelovalo 7 (10,59 %) žensk in 8 (25 %) 
moških. V skupini nad 65 let je sodelovalo 16 (23,53 %) žensk in 6 (18,75 %) moških. Iz 
dobljenih podatkov lahko sklepamo, da pri ženskah prevladujeta starostni skupini med 30 in 


























Slika 25 prikazuje izobrazbo sodelujočih anketirancev. Z vprašanjem smo želeli ugotoviti 
stopnjo izobrazbe, ki so jo dosegli.  
 
Slika 25: Izobrazba anketiranih 
Iz analize vprašalnika smo prišli do rezultatov, da so med anketiranimi, ki imajo končano 
osnovno šolo, 3 (4,42 %) ženske in 1 (3,13 %) moški. Delež anketiranih s srednješolsko 
izobrazbo je bil 28 (41,18 %) žensk in 19 (59,37 %) moških, višješolsko izobrazbo je imelo 
5 (7,35 %) žensk in 3 (9,38 %) moški. Z visokošolsko izobrazbo je bilo 8 (11,76 %) žensk 
in 2 (6,25 %) moška, univerzitetno izobrazbo pa je imelo 24 (35,29 %) žensk in 7 (21,87 %) 
moških. Ena anketirana oseba je dopisala, da ima naziv doktor znanosti. Iz dobljenih 



































Z vprašanjem številka 4 (Tabela 1) smo ugotavljali stopnjo poznavanja zakonske ureditve 
med anketiranimi. Pri vprašanju: »Ali veste, kateri zakonski predpisi urejajo varstvo osebnih 
podatkov v RS?« so anketiranci pri odgovoru da dopisali še zakon. 




n f (%) n f (%) 
Da 25 25 10 10 
Ne 17 17 13 13 
Ne vem 26 26 9 9 
 
Na vprašanje, ali vedo, kateri zakonski predpis ureja varstvo osebnih podatkov, je z da 
odgovorilo 25 (36,76 %) žensk in 10 (31,25 %) moških. Z ne je odgovorilo 17 (25 %) žensk 
in 13 (40,62 %) moških, z ne vem je odgovorilo 26 (38,23 %) žensk in 9 (28,12 %) moških. 
Iz tabele 1 lahko povzamemo, da večji delež anketiranih ne pozna zakonskih predpisov, ki 
urejajo varstvo osebnih podatkov v RS. 
V poglavju z naslovom »Zakonska ureditev« smo opisali nekaj osnovnih zakonov, ki urejajo 
varstvo pacientovih osebnih podatkov.  




ZVOP 20 6 
GDPR 11 3 
ZPacP 3 1 
ZUP 1 0 
 
• Odgovor ZVOP je dopisalo 26 anketirancev, kar predstavlja 74-odstotni delež vseh, ki so 
odgovorili z da, od tega 20 žensk, kar predstavlja 80 % vseh žensk, in 6 moških, kar 
predstavlja 60 % vseh moških.  
• Odgovor GDPR je dopisalo 14 anketirancev, kar predstavlja 40-odstotni delež vseh, ki so 
odgovorili z da, od tega 11 žensk, kar predstavlja 44 % vseh žensk, in 3 moški, kar 
predstavlja 30 % vseh moških.  
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• Odgovor ZPacP so dopisali 4 anketiranci, kar predstavlja 11-odstotni delež vseh, ki so 
odgovorili z da, od tega 3 ženske, kar predstavlja 12 % vseh žensk, in 1 moški, kar 
predstavlja 10 % vseh moških. 
• Odgovor ZUP je dopisal 1 anketiranec, kar predstavlja 3-odstotni delež vseh, ki so 
odgovorili z da, od tega 1 ženska, kar predstavlja 4 % vseh žensk. 
S 5. vprašanjem smo želeli ugotoviti, katere podatke, ki se uporabljajo pri storitvi 
eNapotnica, anketiranci prepoznajo kot osebne podatke. Merili smo stopnjo prepoznavanja 
osebnih podatkov. V poglavju z naslovom »Osebni podatki« smo opisali in opredelili pojem 
»osebni podatek«. V tabeli 3 so prikazani odgovori (anketiranci so imeli možnost odgovoriti 
na več podanih odgovorov). 
Tabela 3: Osebni podatki 
OSEBNI 
PODATKI 
Sploh se ne 
strinjam 





Ž M Ž M Ž M Ž M 
Ime, priimek 3 3 5 1 12 14 48 15 
Spol 14 6 14 4 14 11 26 13 
Starost 6 6 11 2 17 13 34 13 
Zdravstveno stanje 1 1 2 2 10 6 55 24 
Telefonska 
številka 




8 4 7 5 15 10 38 14 
 
• Da je ime in priimek osebni podatek, se je za odgovor popolnoma se strinjam opredelilo 
48 (70,58 %) žensk in 46,87 % moških. Pri trditvi je s strinjam se odgovorilo 12 (17,64 %) 
žensk in 14 (43,75 %) moških. S trditvijo se strinjam, niti se ne strinjam, je odgovorilo 5 
(7,35 %) žensk in 1 (3,12 %) moški ter s sploh se ne strinjam so odgovorile 3 (4,41 %) 
ženske in 3 (9,37 %) moški.  
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• Da je spol osebni podatek, se je popolnoma strinjalo 26 (38,23 %) žensk in 13 (40,62 %) 
moških. Da se s trditvijo strinja je odgovorilo 14 (20,58 %) žensk in 11 (34,37 %) moških. 
Z odgovorom se strinjam, niti se ne strinjam, je odgovorilo 14 (20,58 %) žensk in 4 
(12,5 %) moški, s sploh se ne strinjam pa je odgovorilo 14 (20,58 %) žensk in 6 (18,75 %) 
moških.  
• Da je starost osebni podatek, je odgovorilo 34 (50 %) žensk in 13 (40,62 %) moških. S 
trditvijo se strinja 17 (25 %) žensk in 13 (40,62 %) moških. Se strinjam, niti se ne 
strinjam, je odgovorilo 11 (16,17 %) žensk in 2 (6,25 %) moška. Sploh se ne strinjam je 
označilo 6 (8,82 %) žensk in 6 (18,75 %) moških.  
• Da je pacientovo zdravstveno stanje osebni podatek, je odgovorilo kot popolnoma se 
strinjam 55 (80,9 %) žensk in 24 (75 %) moških, se strinjam je pritrdilo 10 (14,70 %) 
žensk in 6 (18,75 %) moških, se strinjam, niti se ne strinjam, sta označili 2 (2,94 %) ženski 
in 2 (6,25 %) moška, sploh se ne strinjam je označila 1 (1,47 %) ženska in 1 (3,12 %) 
moški. 
• Da je telefonska številka osebni podatek, je odgovorilo 44 (64,7 %) žensk in 16 (50 %) 
moških, 18 (26,47 %) žensk in 14 (43,75 %) moških je odgovorilo, da se strinjajo. Se 
strinjam, niti se ne strinjam, je odgovorilo 5 (7,35 %) žensk in 2 (6,25 %) moška in sploh 
se ne strinjam sta odgovorili 2 (2,94 %) ženski.  
• Pri vprašanju o e-naslovu in versko oziroma nazorskem prepričanju je popolnoma se 
strinjam odgovorilo 38 (55,88 %) žensk in 14 (43,75 %) moških, se strinjam je odgovorilo 
15 (22 %) žensk in 10 (31,25 %) moških. 7 (10,29 %) žensk in 5 (15,62 %) moških je 
odgovorilo se strinjam, niti se ne strinjam, ter popolnoma se ne strinjam je odgovorilo 8 









Pri 5. vprašanju (Tabela 4) smo izračunali preizkus χ-kvadrat. Pomagali smo si z odgovori 
na dve vprašanji. Prvo se nanaša na oceno strinjanja na štiristopenjski lestvici: »Ali so 
posamezni podatki osebni ali ne?« Odgovore smo združili v dve kategoriji, in sicer odgovora 
sploh se ne strinjam in niti se ne strinjam smo dali v kategorijo ne strinjam se, medtem ko 
smo odgovora se strinjam in popolnoma se strinjam dali v kategorijo se strinjam, kar za nas 
pomeni, da to vrsto podatkov prepozna kot varovane osebne podatke. 







χ-kvadrat df p 
Ime, priimek 11,9 % 88,1 % 58,70 1 0,000 
Spol 37,3 % 62,7 % 6,63 1 0,010 
Starost 24,5 % 75,5 % 26,51 1 0,000 
Zdravstveno stanje 5,9 % 94,1 % 78,43 1 0,000 
Telefonska številka 8,9 % 91,1 % 68,21 1 0,000 
e-naslov; versko oziroma 
nazorsko prepričanje 
23,8 % 76,2 % 27,81 1 0,000 
 
S preizkusom χ-kvadrat smo preverili, ali je delež tistih anketirancev, ki so posamezne 
podatke prepoznali kot varovane osebne podatke, statistično značilno višji od 50 %, kar 







Pri vprašanju številka 6 smo želeli preveriti, v kolikšni meri se anketiranci seznanjeni, da se 
pri storitvi eNapotnica uporabljajo varovani osebni podatki. Rezultati so prikazani na sliki 
26. 
 
Slika 26: Podatki, ki sodijo med varovane osebne podatke 
Anketirance smo spraševali, kateri podatki sodijo med varovane osebne podatke (slika 26). 
34 (50 %) žensk in 16 (50 %) moških se je opredelilo, da sta ime in priimek varovana osebna 
podatka. Zdravstveno stanje pacienta kot varovani osebni podatek je označilo 43 (63,23 %) 
žensk in 25 (78,12 %) moških. Podatke o diagnozi pacienta je označilo 43 (63,23 %) žensk 
in 23 (71,87 %) moških. Za odgovor vsi podatki vključno z zdravstvenim stanjem pacienta 
se je opredelilo 52 (76,47 %) žensk in 24 (75 %) moških. Socialno stanje pacienta je kot 
varovani osebni podatek označilo 28 (41,17 %) žensk in 19 (59,37 %) moških. Pri šestem 




































Tabela 5: Deleži anketirancev, ki so odgovorili, kateri podatki so (ne)varovani osebni 
podatki – preizkus χ-kvadrat. 
VAROVANI 
OSEBNI PODATKI 











Niso osebni podatki 51 33 35 25 54 
So osebni podatki 50 68 66 76 47 
χ-kvadrat 0,01 12,129 9,515 25,752 0,485 
df 1 1 1 1 1 
p ,921 ,000 ,002 ,000 ,486 
 
Statistično značilno (Tabela 5) višji delež od 50 %, kar pomeni večino, najdemo pri 
odgovorih, da se varovani osebni podatki nanašajo na zdravstveno stanje, podatke o diagnozi 
in na vse podatke, vključno z zdravstvenim stanjem. Za te torej lahko potrdimo, da jih ima 
večina anketirancev za varovane osebne podatke. Za ime in priimek ter podatke o socialnem 












Anketirance smo v 7. vprašanju spraševali, komu dovoljujejo vpogled v zdravstveno 
dokumentacijo (Slika 27). Z vprašanjem smo želeli ugotoviti stopnjo opolnomočenja pri 
odločanju, komu anketiranci dovoljujejo vpogled v zdravstveno dokumentacijo. 
 
Slika 27: Vpogled v zdravstveno dokumentacijo 
Da ožjim družinskim članom dovoli vpogled, je odgovorilo 44 (66,18 %) žensk in 26 
(81,25 %) moških. 63 (92,65 %) žensk in 30 (93,75 %) moških dovoli vpogled osebnemu 
zdravniku. Članom zdravstvenega tima in administrativnemu timu dovoli vpogled 33 
(48,53 %) žensk in 17 (53,13 %) moških. 16 (23,53 %) žensk in 12 (37,50 %) moških se je 
opredelilo za zdravstvenega pooblaščenca. Vsem je odgovorila 1 (1,47 %) ženska in 1 
(3,13 %) moški. Za odgovor nikomur se ni opredelil nihče od vprašanih anketirancev. Iz 
navedenega lahko sklepamo, da se je največ anketirancev odločilo, da dovoljuje vpogled v 





























Anketirance smo spraševali, komu dovoljujejo posredovanje podatkov. Rezultati so 
prikazani na sliki 28. Z vprašanjem smo želeli ugotoviti, komu anketiranci dovoljujejo 
posredovanje podatkov, če sami ne bi bili zmožni posredovati informacije o svojem 
zdravstvenem stanju. 
 
Slika 28: Posredovanje podatkov 
Anketiranci so imeli možnost odgovoriti na več podanih odgovorov. 45 (66,18 %) žensk in 
28 (87,50 %) moških je odgovorilo ožjim družinskim članom, osebnemu zdravniku je 
odgovorilo 59 (86,76 %) žensk in 27 (84,38 %) moških. Članom zdravstvenega tima in 
administrativnega tima je označilo 22 (32,35 %) žensk in 11 (34,38 %) moških. 10 (14,71 %) 
žensk in 8 (25 %) moških je označilo zdravstvenemu pooblaščencu. Za odgovor vsem sta se 
odločili 2 (2,94 %) ženski in 1 (3,13 %) moški, za odgovor nikomur sta se opredelili 2 
(2,94 %) ženski in noben moški. Iz analize odgovorov lahko sklepamo, da se je največ 
anketirancev odločilo, da dovoljuje posredovanje podatkov osebnemu zdravniku in ožjim 


























V naslednjem vprašanju (Slika 29) smo anketirance spraševali, ali so ob napotitvi na 
specialistični pregled v endokrinolško ambulanto dobili pisno potrdilo o izdani eNapotnici. 
Z vprašanjem smo želeli ugotoviti, ali sistem izdajanja potrdil o eNapotnici deluje. 
 
Slika 29: Pisno potrdilo o izdani eNapotnici 
Z odgovorom da je odgovorilo 55 (80,88 %) žensk in 22 (68,75 %) moških. Potrdila ni 
dobilo 9 (14,71 %) žensk in 6 (18,75 %) moških. Ne vem so označile 3 (4,41 %) ženske in 
4 (12,50 %) moški. Iz analize vprašanja lahko sklepamo, da je večina anketirancev ob 
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Pri vprašanju številka 10 smo anketirance spraševali, ali so bili ob napotitvi v 
endokrinološko ambulanto seznanjeni s časovno veljavnostjo eNapotnice. V poglavju z 
naslovom »eNapotnica in varstvo osebnih podatkov« smo podrobneje predstavili stopnje 
nujnosti in časovno veljavnost eNapotnice. Rezultati so prikazani na sliki 30. Z vprašanjem 
smo želeli ugotoviti, ali so bili anketiranci pri izdaji eNapotnice seznanjeni, v kolikšnem 
času glede na stopnjo nujnosti se je potrebno naročiti k specialistu. 
 
Slika 30: Seznanitev o času veljavnosti eNapotnice. 
Da so bili seznanjeni s časom veljavnosti eNapotnice, je z da odgovorilo 58 (85,29 %) žensk 
in 26 (81,25 %) moških. Z ne je odgovorilo 9 (13,24 %) žensk in 2 (6,25 %) moška in z ne 
vem je odgovorila 1 (1,47 %) ženska in 4 (12,50 %) moški. Iz odgovorov lahko sklepamo, 






















da ne ne vem




Z anketnim vprašanjem številka 11 (Slika 31) smo ocenili, ali je portal eNapotnica varen in 
pri naročanju ne prihaja do razkrivanja osebnih podatkov pacientov, ki se naročajo na 
pregled v endokrinološko ambulanto. 
 
Slika 31: Mnenje, ali so podatki na eNapotnici varni. 
Na vprašanje, ali so podatki na eNapotnici varni, je z da odgovorilo 37 (54,41 %) žensk in 
13 (40,63 %) moških. Da podatki na eNapotnici niso varni, odgovorilo 8 (11,77 %) žensk in 
4 (12,50 %) moški. Za odgovor ne vem se je odločilo 23 (33,82 %) žensk in 15 (46,87 %) 
moških. Iz analize rezultatov lahko sklepamo, da polovica žensk meni, da so podatki dovolj 
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V nadaljevanju (Slika 32) smo anketirance spraševali, kakšne oblike naročanja so uporabili. 
Od vseh ponujenih odgovorov nas je najbolj zanimalo, ali so pri naročanju uporabili možnost 
eNaročanja z eNapotnico.  
 
Slika 32: Oblika naročanja  
Pri obliki, ki so jo anketiranci uporabili pri naročanju (možnih je bilo več odgovorov), se je 
za osebno opredelilo 17 (25 %) žensk in 11 (34,38 %) moških. Po telefonu se je naročilo 26 
(38,21 %) žensk in 17 (53,13 %) moških, po pošti 6 (8,82 %) žensk in 3 (9,38 %) moški. 
Naročanje na portalu eNapotnica in eNaročanje je uporabilo 26 (38,24 %) žensk in 7 
(21,88 %) moških. S klasično papirnato napotnico se je naročila 1 (1,47 %) ženska in 5 
15,63 %) moških. Po e-pošti se je naročilo 7 (10,29 %) žensk in 1 (3,13 %) moški, pod drugo 
sta se opredelili 2 (2,97 %) ženski in noben moški. Iz odgovorov lahko sklepamo, da se še 
vedno največ anketirancev naroča po telefonu. V porastu je tudi naročanje na portalu 
eNapotnica in eNaročanje, kar predstavlja napredek in pomemben korak naprej pri 




































Anketirance smo pri vprašanju številka 13 spraševali, ali so imeli ob prehodu s papirnate 
napotnice na eNapotnico težave. Z vprašanjem smo želeli ugotoviti, ali so bili dovolj 
informirani, kako bo potekala zamenjava eNapotnice s klasično papirnato napotnico (Slika 
33). 
 
Slika 33: Težave ob prehodu na eNapotnice 
Težave ob prehodu iz klasične papirnate napotnice na eNapotnico je imelo 6 (8,82 %) žensk 
in 2 (6,25 %) moška. Neka ženska je zapisala, da je imela težave le na začetku. Da ni imelo 
težav, je označilo 60 (88,24 %) žensk in 25 (78,13 %) moških. Ne vem sta označili 2 
(2,94 %) ženski in 5 (15,63 %) moških. Večina anketiranih pri prehodu iz klasične na 
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Anketirance (Slika 34), ki so odgovorili z da, smo v 14. vprašanju prosili, naj obkrožijo 
odgovor, ki opisuje težave pri prehodu s klasične napotnice na eNapotnico. 
 
Slika 34: Odgovori pacientov 
Da ne vidijo razlike med klasično in eNapotnico, je odgovorilo 5 (83,33 %) žensk in 2 
(100 %) moška. »Z novim načinom naročanja ne vem, ali se moram naročiti tudi osebno ali 
pa sem že naročen/a,« sta bili v dilemi 2 (33,33 %) ženski in 1 (50 %) moški. »Na potrdilu 
o izdani eNapotnici ni razvidno, kam naj napotnico pošljem,« je označila 1 (16,67 %) ženska 
in 2 (100 %) moška. Ob tem je neka pacientka dopisala, da ni bil vpisan datum, do kdaj se 
lahko naroči. »Internetni dostop do storitev eNapotnice mi ni omogočen,« ni označila nobena 
ženska, označil je samo 1 (50 %) moški. »Na storitev me je naročil napotni zdravnik,« sta 
označili 2 (33,33%) ženski in 2 (100%) moška. 
Pri odgovoru drugo so anketiranci dopisali: 
• v e-naročanju ni vseh ponudnikov, napisane čakalne vrste ne držijo; 
• negotovost (nisem imela oprijemljive oziroma »fizične« napotnice v rokah, ki bi mi 
predstavljala gotovost); 
• prvič se malo loviš, veliko pisanja za starejše, se mi zdi to preveč komplicirano; 

















































Osnovni namen klicnega centra je pomoč uporabnikom v primeru težav pri naročanju na 
storitev, kot je eNapotnica, in drugih storitev eZdravja. V nadaljevanju smo anketirance 
spraševali (Slika 35), ali so seznanjeni s storitvijo klicnega centra. 
 
Slika 35: Storitve klicnega centra v primeru težav pri eNaročanju. 
Anketiranci so odgovorili, da je s storitvijo klicnega centra v primeru težav pri eNaročanju 
na specialistični pregled seznanjenih 19 (27,91 %) žensk in 6 (18,75 %) moških. Z ne je 
odgovorilo 45 (66,18 %) žensk in 24 (75 %) moških, z ne vem so odgovorile 4 (5,88 %) 
ženske in 2 (6,25 %) moška. Več kot polovica anketirancev je odgovorila, da ni seznanjena 



























Z uvedbo novega načina eNaročanja se bodo čakalne dobe skrajšale. Odgovori so prikazani 
v sliki 36. Z vprašanjem smo preverjali mnenje anketirancev o novem načinu naročanja na 
pregled in skrajševanje čakalnih dob na račun eNaročanja. 
 
Slika 36: Z uvedbo novega načina eNaročanja se bodo čakalne dobe skrajšale. 
Da se bodo čakalne dobe z uvedbo novega načina eNaročanja skrajšale, je z zelo malo 
verjetno odgovorilo 12 (17,65 %) žensk in 4 (12,50 %) moški. Malo verjetno je odgovorilo 
28 (41,18 %) žensk in 17 (53,12 %) moških. Niti verjetno, niti malo verjetno, je odgovorilo 
8 (11,76 %) žensk in 1 (3,13 %) moški. Za odgovor verjetno se je odločilo 16 (23,53 %) 
žensk in 8 (25 %) moških ter zelo verjetno so odgovorile 4 (5,88 %) ženske in 2 (6,25 %) 
moška. Velik odstotek anketirancev se je opredelil, da je malo verjetno, da se bodo čakalne 






























Portal eZdravje prinaša tehnološki napredek in učinkovitost pri izvajanju zdravstvenih 
storitev. Anketirance smo spraševali, ali poznajo portal eZdravje. Odgovori so prikazani na 
sliki 37. 
 
Slika 37: Portal eZdravje 
Portal eZdravje pozna 27 (39,71 %) žensk in 8 (25 %) moških. Da portal ne pozna, je 
odgovorilo 21 (30,88 %) žensk in 15 (46,87 %) moških. »Poznam, vendar ne vem točno, 
čemu vse je namenjen,« je odgovorilo 20 (29,41 %) žensk in 9 (28,13 %) moških. Glede na 
analizo odgovorov lahko potrdimo, da vsaj polovica anketirancev pozna ali je že slišala za 
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V poglavju z naslovom »Projekt eZdravje v Sloveniji« smo predstavili projekt eZdravje, 
prednostne naloge, cilje in informacijske rešitve zdravstvene informatike. V tabeli 6 smo 
prikazali stališča anketirancev o projektu eZdravje. 
Tabela 6: Strinjanja s stališči eZdravje. 
eZDRAVJE 
Sploh se ne 
strinjam 
Ne strinjam se 
Niti se strinjam, 
niti se ne strinjam 
Popolnoma se 
strinjam 
ž m ž m ž m ž m 
eZdravje bo izboljšalo 
učinkovitost zdravstvenih 
storitev 
3 0 9 6 34 18 19 8 
Naročanje na e-portalu bo 
razbremenilo administrativno 
delo zdravstvenega osebja 
0 3 6 1 20 7 38 21 
Informatizacija zdravstvenega 
sistema lahko pomeni večjo 
zlorabo podatkov 
1 1 15 3 29 13 19 14 
Storitev ni enako dostopna 
vsem pacientom 
1 1 5 5 16 8 42 17 
 
• Anketirane smo spraševali, ali se strinjajo s stališči eZdravja. Za odgovor popolnoma se 
strinjam se je opredelilo 19 (27,94 %) žensk in 1 (25 %) moški. Niti se strinjam, niti se 
ne strinjam, je odgovorilo 34 (50 %) žensk in 18 (56,25 %) moških. Ne strinjam se je 
označilo 9 (13,23 %) žensk in 6 (18,75 %) moških. Sploh se ne strinjam so odgovorile 3 
(4,41 %) ženske in noben moški. 
• Da bo naročanje na e-portalu razbremenilo administrativno delo zdravstvenega osebja, se 
popolnoma strinja 38 (55,88 %) žensk in 21 (65,62 %) moških. Niti se strinjam, niti se ne 
strinjam, je označilo 20 (29,41 %) žensk in 7 (21,87 %) moških. Z ne strinjam se je 
odgovorilo 6 (8,82 %) žensk in 1 (3,12 %) moški. Sploh se ne strinja nobena ženska in 3 
(9,37 %) moški. 
• S trditvijo, da informatizacija zdravstvenega sistema lahko pomeni večjo zlorabo 
podatkov, se popolnoma strinja 19 (27,94 %) žensk in 14 (43,75 %) moških. Z niti se 
strinjam, niti se ne strinjam, je odgovorilo 29 (42,64 %) žensk in 13 (40,62 %) moških. Z 
ne strinjam se je odgovorilo 15 (22,05 %) žensk in 3 (9,37 %) moški in s popolnoma se 
ne strinjam je odgovorila 1 (1,47 %) ženska in 1 (3,12 %) moški. 
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• Glede dostopnosti, da storitev ni enako dostopna vsem pacientom, se popolnoma strinja 
42 (61,76 %) žensk in 17 (53,12 %) moških. Niti se strinjam, niti se ne strinjam, je 
odgovorilo 16 (23,52 %) žensk in 8 (25 %) moških.  
• S trditvijo se ne strinja 5 (7,35 %) žensk in 5 (15,62 %) moških, s popolnoma se ne 
strinjam pa je odgovorila 1 (1,47 %) ženska in 1 (3,12 %) moški. 
Štiri ženske iz neznanega razloga na tabelo niso odgovorile. 
Da bi ugotovili prednosti in slabosti eNaročanja, smo se oprli na ocene strinjanja s štirimi 
trditvami, ki se nanašajo na to tematiko. Ocene strinjanja so podane na štiristopenjski 
lestvici.  
Odgovore smo združili v dve kategoriji, in sicer odgovora sploh se ne strinjam in niti se ne 
strinjam smo dali v kategorijo ne strinjam se, medtem ko smo odgovora se strinjam in 
popolnoma se strinjam dali v kategorijo se strinjam, kar za nas pomeni, da to vrsto podatkov 
anketiranci prepoznajo kot varovane osebne podatke. 
Tabela 7: Prednosti in slabosti, ki jih ponuja eNaročanje – preizkus χ-kvadrat. 








eZdravje bo izboljšalo učinkovitost 
zdravstvenih storitev 
72,2 % 27,8 % 19,06 1  0,000 
Naročanje na e-portala bo 
razbremenilo administrativno delo 
zdravstvenega osebja 
38,5 % 61,5 % 4,55 1  0,033 
Informatizacija zdravstvenega sistema 
lahko pomeni večjo zlorabo podatkov 
65,3 % 34,7 % 7,52 1  0,006 
Storitev ni enako dostopna vsem 
pacientom 
37,9 % 62,1 % 6,44 1  0,011 
 
Preizkus χ-kvadrat potrjuje, da večina anketiranih ne verjame, da bo eZdravje izboljšalo 
učinkovitost zdravstvenih storitev. Da bo naročanje na e-portalu razbremenilo 
administrativno delo zdravstvenega osebja, jih meni več kot polovica. Statistično značilno 
večina anketiranih ne meni, da bo informatizacija zdravstvenega sistema pomenila večjo 
77 
 
zlorabo podatkov. Statistično značilni večji delež anketiranih meni, da storitev eZdravje ni 
enako dostopna vsem pacientom.  
Pri vprašanju številka 19 smo spraševali o zakonih, ki urejajo zdravstveno varstvo. V 
poglavju z naslovom »Zakonska ureditev« smo predstavili zakone, ki urejajo varstvo 
osebnih podatkov v zdravstvu. Z vprašanjem smo želeli preveriti poznavanje zakonov, 
prepoznavo varovanih osebnih podatkov, informacijsko dostopnost, opažanje morebitnih 
kršitev in zaupanje v sistem do storitev eZdravja.  
Tabela 8: Zakoni, ki urejajo zdravstveno varstvo. 
ZAKONI 
 
Mi je poznan 
 
Mi ni poznan 
 
Za zakone sem že 
slišal/a, vendar jih ne 
poznam dobro 
ž m ž m ž m 
Zakon o varstvu osebnih 
podatkov 
27 11 8 6 32 16 
Zakon o pacientovih pravicah 24 6 7 8 37 19 
Zakon o zbirkah podatkov s 
področja zdravstvenega 
varstva 
10 2 31 21 28 9 
Zakon o zdravstveni 
dejavnosti 
13 3 25 19 30 10 
 
• Na vprašanje, ali poznajo ZVOP, je 32 (47,05 %) žensk in 16 (50 %) moških odgovorilo, 
da je za omenjeni zakon že slišalo. Da jim ni poznan, je odgovorilo 8 (11,76 %) žensk in 
6 (18,75 %) moških. Da jim je zakon poznan, je odgovorilo 27 (39,70 %) žensk in 11 
(34,37 %) moških. Večji delež vprašanih je odgovorilo, da so za zakon že slišali oziroma 
jim je poznan. 
• Za ZPacP je že slišalo 37 (54,41 %) žensk in 19 (59,37 %) moških. Da jim ni poznan, je 
odgovorilo 7 (10,29 %) žensk in 8 (25 %) moških. 24 (35,29 %) žensk in 6 (18,75 %) 
moških je odgovorilo, da zakon poznajo. Da so za zakon slišali ali jim je poznan, je 
odgovorila več kot polovica anketiranih. 
• Za ZZPPZ je že slišalo 28 (41,17 %) žensk in 9 (28,12 %) moških. 31 (45,58 %) žensk in 
21 (65,62 %) moških je odgovorilo, da jim zakon ni poznan. Da zakon poznajo, je 
78 
 
odgovorilo 10 (14,70 %) žensk in 2 (6,25 %) moška. Da ZZPPZ ne poznajo dobro ali so 
o njem že slišali, trdi manjši delež anketiranih. 
• Za ZZDej je že slišalo 30 (44,11 %) žensk in 10 (31,25 %) moških. Da jim zakon ni 
poznan je odgovorilo 25 (36,76 %) žensk in 19 (59,37 %) moških. 13 (19,11 %) žensk in 
3 (9,37 %) moški so odgovorili, da jim je zakon poznan. Za zakon je slišala tretjina 
vprašanih žensk in manjši delež moških. Večji delež vprašanih za zakon še ni slišalo. 
Iz navedenega lahko razberemo, da je večina vprašanih odgovorila, da omenjene zakone 
pozna ali pa je zanje že slišala. 
 
V poglavju z naslovom »Definicija informatike v zdravstveni negi« smo predstavili 
konceptualni model v ZIS.  Strategija e-zdravje smo predstavili že v uvodu in v poglavju 
o projektu eZdravje. Anketirance smo spraševali ali poznajo strategijo eZdravja in 
konceptualni model v ZIS. Z vprašanjem smo želeli izvedeti, ali anketiranci sledijo 
strategiji, ki jo prinaša eZdravje, in prednosti, ki jih omogoča vzpostavitev eZIS.  
Tabela 9: Strategija in model informatike v zdravstvenem varstvu. 
STRATEGIJA IN 
MODEL 
Mi je poznano Mi ni poznano 
Sem že slišal/a, vendar 
teme ne poznam dobro 
ž m ž m ž m 
Strategija e-zdravje 
2010 






5 0 51 27 12 5 
 
• 12 (17,64 %) žensk in 2 (6,25 %) moška je odgovorilo, da je za strategijo eZdravje 2010 že 
slišalo. Da jim strategija  ni poznana, je odgovorilo 50 (73,52 %) žensk in 30 (93,75 %) 
moških. 6 (8,82 %) žensk je odgovorilo, da strategijo eZdravje poznajo. Večina anketiranih 
za omenjeni zakon še ni slišala.  
• Za Konceptualni model nacionalnega zdravstveno informacijskega sistema eZIS je že slišalo 
12 (17,64 %) žensk in 5 (15,62 %) moških. Mi ni poznano, je odgovorilo 51 (75 %) žensk 
in 27 (84,37 %) moških, in da jim je poznan, je odgovorilo 5 (7,35 %) žensk in noben moški. 
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Večina anketiranih je odgovorila, da zakona ne pozna. Iz analize odgovorov lahko sklepamo, 
da je poznavanje strategije in modela informatike v zdravstvenem varstvu slaba. 
V poglavju »Uvod« in v poglavju »Projekt eZdravje v Sloveniji« smo na kratko opisali SRS, 
DRP in RNRP. V 21. vprašanju smo anketirance spraševali o strategiji in politiki, ki je 
umeščena v razvojno politiko. Z vprašanjem smo želeli preveriti, ali anketiranci poznajo 
projekte SRS, DRP in RNRP. Odgovori so prikazani v tabeli 10. 
Tabela 10: Projekti, ki so umeščeni v razvojno politiko. 
PROJEKT IN 
POLITIKA 
Mi je poznano Mi ni poznano 
Sem že slišal/a, 
vendar teme ne 
poznam dobro 
ž m ž m ž m 
Strategija razvoja 
Slovenije (SRS) 
3 1 44 26 21 5 
Državni razvojni program 
2007–2013 (DRP) 
3 1 51 26 16 5 
Resolucija o nacionalnih 
razvojnih projektih za 
obdobje 2007–2023 
(RNRP) 
1 0 47 26 18 6 
 
• Za strategijo, ki je umeščena v razvojno politiko, kot je SRS, je že slišalo 21 (30,88 %) žensk 
in 5 (15,62 %) moških. 44 (64,70 %) žensk in 26 (81,25 %) moških je odgovorilo, da 
strategije ne poznajo. Da strategijo poznajo, so odgovorile 3 (4,41 %) ženske in 1 (3,12 %) 
moški. Več kot polovica anketiranih SRS ne pozna. 
• Za DRP 2007–2013 je že slišalo 16 (23,52 %) žensk in 5 (15,62 %) moških. 51 (75 %) žensk 
in 26 (81,25 %) moških je odgovorilo, da programa ne poznajo. Program je poznan 3 
(4,41 %) ženskam in 1 (3,12 %) moškemu. Da DRP ne pozna, je trdila večina anketiranih. 
• Za Resolucijo o nacionalnih razvojnih projektih za obdobje 2007–2023 (RNRP) je že slišalo, 
vendar teme ne pozna dobro, 18 (24,47%) žensk in 6 (18,75%) moških. Mi ni poznano, je 
odgovorilo 47 (69,11 %) žensk in 26 (81,25 %) moških.  
Le ena oseba je odgovorila, da projekt pozna. Večina anketiranih je odgovorila, da RNRP 
ne pozna. Le majhen delež vprašanih je trdilo, da so za projekt že slišali. 
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Iz navedenega lahko sklepamo, da je poznavanje projektov, ki so umeščeni v razvojno 
politiko, slabo. 
Preverjanje raziskovalnega vprašanja 1: Ali v fokusni skupini pacientov prihaja do 
statistično pomembnih razlik pri dostopanju do storitve eNaročanje glede na spol, starost in 
izobrazbo? 
Raziskovalno vprašanje smo preverili s preizkusom χ-kvadrat. 















































Med anketiranimi se na portalu eNapotnica ali eNaročanje na pregled naroča 15,6 % moških 
in 27,9 % žensk. Na podlagi preizkusa χ-kvadrat ne moremo potrditi razlik glede na spol. 
Tabela 12: Oblike naročanja glede na starost – preizkus χ-kvadrat 



















Število 16 13 16 15 16 76 
Odstote
k 






Število 3 8 6 2 5 24 
Odstote
k 
15,8 % 38,1 % 27,3 % 11,8 % 23,8 % 24,0 % 
Skupaj 



















Najvišji delež tistih, ki se naročajo na portalu eNapotnica ali eNaročanje, je v starostni 
skupini od 30 do 40 let (38,1 %), najmanjši pa v starostni skupini od 50 do 60 let (11,8 %). 







Tabela 13: Oblike naročanja glede na izobrazbo – preizkus χ-kvadrat 
IZOBRAZBA 
Izobrazba 
Skupaj Srednja šola 
ali manj 








Število 42 34 76 




Število 9 15 24 
Odstotek 17,6 % 30,6 % 24,0 % 
Skupaj 
Število 51 49 100 





Med srednje ali nižje izobraženimi anketiranci je 17,6 % takšnih, ki se naročajo na portalu 
eNapotnica ali eNaročanje, med višje izobraženimi pa jih je 30,6 %. Na podlagi preizkusa 
χ-kvadrat ne moremo potrditi razlik glede na izobrazbo. 
Preverjanje Hipoteze 1: V fokusni skupini pacientov ni mogoče ugotoviti statistično 
pomembnih razlik pri dostopanju do storitev eNaročanje glede na spol, starost in izobrazbo. 
Za potrditev hipoteze smo uporabili preizkus χ-kvadrat in prišli do zaključka, da ne prihaja 







Preverjanje raziskovalnega vprašanja 2: Ali pacienti pri uporabi storitve eNapotnica 
opažajo težave, ki so povezane z varovanjem osebnih podatkov?   
Raziskovalno vprašanje smo preverili s preizkusom χ-kvadrat. 
83 
 
Tabela 14: Deleži anketirancev, ki menijo, da je e-napotnica varna – preizkus χ-kvadrat. 
DELEŽI Osebni podatki 
 
Je varna  
50,0 % 
 












Polovica anketirancev se strinja, da je portal eNapotnica varen, polovica pa ne ali pa tega ne 
ve. Na podlagi statistike χ-kvadrat ne moremo skleniti, da so po mnenju anketirancev osebni 
podatki na eNapotnici dovolj varni. 
Preverjanje Hipoteze 2: Pomemben delež pacientov pri uporabi storitev eNaročanja opaža 
težave, ki so povezane z neustreznim varovanjem oziroma ravnanjem z njihovimi osebnimi 
podatki. 






V magistrskem delu nas je zanimalo, kakšna je varnost osebnih podatkov pri dostopanju do 
storitve eNapotnica. S postavitvijo hipotez in raziskovalnih vprašanj smo želeli preveriti, ali 
v fokusni skupini prihaja do statistično pomembnih razlik pri dostopanju do storitve 
eNaročanje. Anketirance smo spraševali, ali pri uporabi eNapotnice prepoznajo kršitve, ki 
so povezane z varovanjem osebnih podatkov. Raziskavo smo izvedli v endokrinološki 
ambulanti na polikliniki UKC Ljubljana. 
V raziskavi je sodelovalo 100 anketirancev, kar predstavlja 100-odstotno udeležbo. V prvih 
treh vprašanjih so anketiranci odgovarjali na demografska vprašanja o spolu, starosti in 
izobrazbi. Iz analize podatkov smo lahko razbrali, da je v raziskavi sodelovalo 68 % žensk 
in 32 % moških. Iz podatkov je bilo razvidno, da ima večina anketiranih srednjo izobrazbo 
in da je povprečna starost anketirancev med 30 in 65 leti.  
Varstvo osebnih podatkov v RS je ena izmed z URS določenih človekovih pravic in 
temeljnih svoboščin. Politika zasebnosti v UKC v Ljubljani se v poglavju 4.4 zavezuje, da 
bo podatke, ki se bodo obdelovali le za določene, izrecne in zakonite namene in so 
opredeljeni v Politiki UKC ali na posameznih obrazcih za privolitev, ki ga predložijo 
pacientom, strogo varovala. V okviru vprašanja o zakonski ureditvi, ki urejajo varstvo 
osebnih podatkov v RS, smo prišli do odgovorov, da komaj tretjina vprašanih trdi, da 
poznajo ZVOP-1. Zelo majhen delež vprašanih pozna GDPR, ZPacP in ZUP.  
Ko govorimo o osebnih podatkih kot podatkih o lastnosti, stanju, razmerju ali ravnanju, ki 
se nanašajo na posameznika in ki določajo fizično osebo, lahko te podatke prepoznamo kot 
varovane osebne podatke (RS). V poročilu IP (IP, 2019) je bilo opaziti porast kršitev varstva 
osebnih podatkov kot posledica slabo zavarovanih spletnih poti. Glavni razlog kršenja 
navaja neustrezno omejitev uporabniških pravic in dostopov do posameznih imenikov in 
podatkov, ki se nanje shranjujejo. Anketirance smo spraševali, za katere podatke menijo, da 
sodijo med varovane osebne podatke. S preizkusom χ-kvadrat smo ugotovili, da je višji 
delež, torej več kot 50 % anketirancev, prepoznalo podatke, ki se nanašajo na zdravstveno 
stanje in podatke o diagnozi kot varovane osebne podatke. Za socialne podatke in podatke o 
imenu in priimku pa s preizkusom χ-kvadrat tega ne moremo potrditi.  
ZPacP v 32. členu dovoljuje osebi, ki je dopolnila 18 let in je sposobna odločanja o sebi, 
določiti osebo, ki bo v primeru nesposobnega odločanja o sebi, odločala o njeni zdravstveni 
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obravnavi in drugih pravicah iz tega zakona. Zakon tudi navaja, da je pacientov 
pooblaščenec oseba, ki je sposobna odločanja o sebi in je dopolnila 18 let starosti. 
Pooblaščenec ima torej pravico do seznanitve s pacientovo zdravstveno dokumentacijo in 
njegovim zdravstvenim stanjem ter pojasnili, ki pomembno vplivajo na odločitev o 
zdravstveni obravnavi pacienta. V sedmem vprašanju smo anketirance spraševali, komu 
dovoljujejo vpogled v zdravstveno dokumentacijo. Statistično gledano se je največ 
anketirancev odločilo, da dovoljuje vpogled v zdravstveno dokumentacijo ožjim družinskim 
članom in osebnemu zdravniku.  
ZPacP v 44. členu navaja varstvo osebnih podatkov in varovanje pacientove zasebnosti. 
Pacientovi osebni podatki in občutljive informacije, s katerimi razpolaga zdravstveno osebje, 
se lahko razkrivajo samo osebam, ki jih je določil zakon, ali osebam, ki jih je določil pacient 
sam. V osmem vprašanju smo anketirance spraševali, komu dovoljujejo posredovanje 
podatkov, in ugotovili, da največ anketirancev dovoljuje posredovanje podatkov osebnemu 
zdravniku in ožjim družinskim članom. 
eNaročanje se je 10. aprila 2017 izenačilo s papirnato napotnico. Pacient prejme potrdilo, na 
katerem so podatki o izdani eNapotnici (13-mestna številka napotnice, osebni podatki, 
številka ZZZS pacienta, naslov, telefonska številka itd.) (NIJZ, 2017b). eNapotnico izdela 
osebni ali napotni zdravnik. Napotovalni zdravnik mora eNapotnico elektronsko podpisati z 
varnim digitalnim potrdilom. eNapotnici je mogoče dodati medicinske podatke in 
elektronske priloge, vse dokler pacient ni sprejet v obravnavo pri napotnem zdravniku. 
Anketirance smo spraševali, ali so ob napotitvi na pregled dobili pisno potrdilo o izdani 
eNapotnici. Iz analize odgovorov lahko sklepamo, da je večina anketirancev ob napotitvi na 
pregled dobila potrdilo o izdani eNapotnici. 
Časovna veljavnosti eNapotnice je odvisna od stopnje nujnosti, ki jo na napotnici označi 
osebni ali napotni zdravnik. Po novem lahko označimo štiri stopnje nujnosti obravnave. 
Stopnja nujno pomeni predložitev napotnice in obravnavo takoj ali v 24 urah od izdaje, 
stopnja hitro in redno pomeni predložitev napotnice v 14 dneh in četrta stopnja nujnosti 
pomeni zelo hitra obravnava pacienta v 14 dneh od izdane eNapotnice. V anketnem 
vprašanju nas je zanimalo, ali so bili seznanjeni o časovni veljavnosti eNapotnice. Več kot 
polovica anketiranih je bila ob prejemu potrdila o izdani eNapotnici seznanjena s časovno 
oddajo eNapotnice.  
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Varovanje zaupnih osebnih podatkov in varovanje dokumentiranega gradiva narekuje 
Pravilnik, ki je nastal na podlagi določb ZVOP in 9. člena Statuta Zbornice zdravstvene in 
babiške nege Slovenije – Zveze društev medicinskih sester, babic in zdravstvenih tehnikov 
Slovenije (Hrgarek, Bošnjak, 2018). Pri vprašanju, ali so podatki na eNapotnici dovolj 
varovani, smo želeli oceniti, ali je storitev eNapotnica varna in pri naročanju ne prihaja do 
razkrivanja osebnih podatkov. S preizkusom χ-kvadrat smo prišli do sklepa, da se polovica 
anketiranih strinja, da so osebni podatki na eNapotnici varni, medtem ko je druga polovica 
anketiranih menila, da osebni podatki na eNapotnici niso dovolj varni. Analiza podatkov je 
pokazala, da ne moremo trditi, da so podatki na eNapotnici dovolj varni.  
Če se želimo naročiti na zdravstveno storitev, to lahko storimo na spletni strani 
(https//:narocanje.ezdrav.si/). Postopek naročanja zahteva vnos devetmestnega števila, ki ga 
najdemo na kartici zdravstvenega zavarovanja in vpis 13-mestnega števila na eNapotnici. V 
endokrinološki ambulanti naročanje preko storitve eNapotnica ni mogoče zaradi triažiranja 
napotnic, kar pomeni, da odgovorni specialist po prejemu eNapotnice ponovno oceni, ali je 
stopnja nujnosti ustrezna. To pa ne velja, če gre za stopnjo 1. V tem primeru je pacient 
obravnavan še isti dan. Triaža napotnic poteka dvakrat tedensko, zato do prekoračitev 
časovne veljavnost napotnic ne prihaja. Pri 12. vprašanju smo anketirance spraševali o obliki 
naročanja, ki so jo uporabili. Največ vprašanih je odgovorilo, da se je na pregled naročilo po 
telefonu in portalu eNaročanje.  
Anketirance smo v nadaljevanju spraševali o težavah pri prehodu s klasične papirnate 
napotnice na eNapotnico. Več kot polovica vprašanih je odgovorila, da težav pri prehodu s 
klasične na eNapotnico ni imela. Anketiranci, ki so na predhodno vprašanje odgovorili z da, 
so se pri naslednjem vprašanju opredelili še za dane odgovore. Statistično gledano je največ 
anketiranih odgovorilo, da ne vidijo razlike med klasično napotnico in eNapotnico. 
Za tehnično vzpostavitev in organizacijsko urejenost klicnega centra skrbi odgovorni 
izvajalec. Ena izmed nalog svetovalca v klicnem centru eNaročanja je, da pridobi 
informacije o dolžini čakalnih dob, kontaktne podatke izvajalcev in podatke prvih prostih 
terminih izvajalcev storitev (NIJZ, 2016a). Iz analize odgovorov lahko sklepamo, da več kot 
polovica vprašanih ne pozna dela, ki ga opravlja klicni center. 
Čakalne dobe v Sloveniji urejata ZPacP in Pravilnik o najdaljših dopustnih čakalnih dobah 
za posamezne zdravstvene storitve in o načinu vodenja čakalnih seznamov. Čakalno dobo 
87 
 
opredelimo kot dobo v koledarskih dnevih ali mesecih (NIJZ, 2019). Anketirance smo 
spraševali, ali menijo, da se bodo čakalne dobe z uvedbo novega načina eNaročanja 
skrajšale. Največ anketiranih je odgovorilo malo verjetno in verjetno, iz česar lahko 
sklepamo, da uvedba eNaročanja po mnenju vprašanih še ne pomeni skrajšanja čakalnih dob. 
Projekt eZdravje je pomemben korak k informatizaciji slovenskega zdravstvenega sistema, 
katerega namen je vzpostavitev učinkovite sodobne zdravstvene informatike z namenom 
zadovoljiti potrebe in interese pacientov in drugih strokovnjakov s področja zdravstva. 
Namen načrta je omogočiti varno elektronsko poslovanje in obvladovanje zdravstvenih in z 
zdravstvom povezanih podatkov in informacij (MZ, 2009a). Anketirance smo spraševali, ali 
poznajo projekt eZdravje. Večji odstotek žensk je odgovorilo, da pozna portal eZdravje 
oziroma pozna, vendar ne ve točno, čemu je namenjen. Moški pa so po večini odgovorili, da 
portala ne poznajo. Le manjši odstotek moških je odgovorilo, da portal pozna, vendar točno 
ne vejo, čemu je namenjen. 
Glede na to, da projekt eZdravje pridobiva svojo prepoznavnost, nas je zanimalo, ali se 
anketiranci strinjajo s stališči projekta eZdravje. Večina anketirancev ne verjame, da bo 
storitev eZdravje izboljšala učinkovitost zdravstvenih storitev. Statistika χ-kvadrat potrjuje, 
da je večji delež tistih, ki tako mislijo, v primerjavi s tistimi, ki menijo, da se bo izboljšalo. 
Nasprotno pa jih statistično značilno večji delež verjame, da bo naročanje na e-portalu 
razbremenilo administrativno delo zdravstvenega osebja. Večina jih statistično značilno ne 
meni, da informatizacija zdravstvenega sistema lahko pomeni večjo zlorabo podatkov, večji 
delež pa se jih statistično značilno strinja, da storitev ni enako dostopna vsem pacientom. 
Anketiranci menijo, da gre za slabo informacijsko dostopnost do storitev, majhno zmožnost 
opažanja morebitnih odklonov pri ravnanju z varovanimi osebnimi podatki in nezaupanjem 
do sistema eZdravje.  
V naslednjem vprašanju smo anketirance spraševali, ali poznajo zakone, ki urejajo 
zdravstveno varstvo. Statistično gledano lahko sklepamo, da so anketiranci za zakone že 
slišali in so jim poznani. Izstopa ZZPPZ, pri katerem je petina žensk in petina moških 
odgovorilo, da zakon poznajo. Iz odgovorov lahko sklepamo, da anketiranci zakone slabo 
poznajo. 
Pri vprašanju o strategiji in modelu informatike v zdravstvu smo anketirance spraševali o 
strategiji e-Zdravje 2010. Konceptualni model nacionalnega zdravstvenega sistema izhaja iz 
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dokumenta eZdravja 2010. Namen projekta je povezovanje posameznih ZIS za zagotavljanje 
zdravstvenega varstva posameznikov in podpora administrativnemu delu v zdravstvenem 
sektorju. Večji odstotek anketiranih je odgovorilo, da omenjene strategije in modela 
informatike ne pozna. 
Ob koncu ankete nas je zanimalo, ali anketiranci poznajo projekte, ki so umeščeni v razvojno 
politiko. Iz analize podatkov lahko sklepamo, da so za projekte SRS, DRP in RNRP že 





Živimo v času skokovitega napredka s področja informatizacije zdravstvenega sistema. 
Uporaba spletnega portala, kot je eZdravje, prinaša prednosti, ki pacientom omogočajo lažje 
dostopanje do storitve eNapotnica. Ko smo anketirance spraševali o storitvi eNapotnica, je 
večina menila, da ta ne bo pomembno vplivala na skrajšanje čakalnih dob. So se pa mnogi 
strinjali, da bo delovanje portala eNaročanje zdravstveni tim razbremenilo administrativnega 
dela.  
S postavitvijo raziskovalnih vprašanj in hipotez ter preizkusom χ-kvadrat glede na spol, 
starost in izobrazbo smo ugotovili, da ne moremo potrditi razlik pri dostopanju do storitve 
eNapotnica. Ko smo anketirance spraševali o varnosti osebnih podatkov pri eNapotnici, smo 
prišli do zaključka, da podatki, ki so navedeni na eNapotnici, niso dovolj varni. Prav tako 
velik delež vprašanih meni, da informatizacija zdravstvenega sistema pomeni večjo zlorabo 
osebnih podatkov.  
Če se osredotočimo na prednosti, ki jih eNapotnica prinaša, lahko trdimo, da uporaba 
elektronskih storitev zagotovo pomeni napredek v smislu skrajšanja nepotrebnih poti in 
stroškov ter lažjega dostopanja do zdravstvenih storitev. Še vedno pa prevladuje mnenje, da 
so osebni podatki premalo varovani in bi lahko prihajalo do kršitev. 
Prednosti eNapotnice zagotovo so, vendar pri tem ne smemo pozabiti, da se v okviru 
e-storitve obdelujejo varovani osebni podatki. Zato bodimo pozorni, komu dovoljujemo 
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8.1  Anketni vprašalnik 
Pozdravljeni! 
Sem Melita Dolenc, študentka podiplomskega študijskega programa zdravstvena nega na 
Zdravstveni fakulteti v Ljubljani. Z anketnim vprašalnikom, ki je pred Vami, želim pridobiti 
podatke za izdelavo magistrskega dela z naslovom »Varstvo osebnih podatkov pri 
dostopanju do storitev eNapotnica« 
Anketa, ki jo boste izpolnjevali, je anonimna, za sodelovanje pa boste potrebovali 10 minut. 
Pridobljene podatke bom uporabila izključno za potrebe izdelave magistrskega dela. 
Namen raziskave je ugotoviti, kakšna je varnost osebnih podatkov ter težave in načini 
dostopanja do naročanja na zdravstvene storitve s pomočjo eNapotnice. 
Vaše sodelovanje v raziskavi je ključnega pomena, zato se Vam iskreno zahvaljujem. Melita 
Dolenc, dipl.m.s. 
1. Spol (obkrožite) 
o Moški 
o Ženska 
2. Zaupajte nam svojo starost (obkrožite) 
o 20–30 let 
o 30–40 let 
o 40–50 let 
o 50–60 let 
o Nad 60 let 
3. Stopnja izobrazbe (obkrožite) 
o Osnovnošolska izobrazba 
o Srednješolska izobrazba 
o Višješolska izobrazba 
o Univerzitetna izobrazba 
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4. Ali veste, kateri zakonski predpisi urejajo varstvo osebnih podatkov v Republiki 
Sloveniji? (obkrožite) 
o Da (prosim navedite jih) 
____________________________________________________________________ 
o Ne 
o Ne vem 
 











Ime, priimek    
 
Spol    
 













   
 
 
6. Kateri podatki sodijo med varovane osebne podatke? (obkrožite) 
o Osebni podatki 
o Podatki o zdravstvenem stanju pacienta 
o Podatki o diagnozi pacienta 
o Vsi podatki vključno z zdravstvenim stanjem pacienta 




7. Komu dovoljujete vpogled v svoje zdravstveno dokumentacijo? (obkrožite) 
o Ožjim družinskim članom 
o Osebnemu zdravniku 
o Članom zdravstveno negovalnega tima in administrativnemu timu 
o Zdravstvenemu pooblaščencu 
o Vsem  
o Nikomur 
 
8. Komu dovoljujete posredovanje podatkov o svojem zdravstvenem stanju? 
(obkrožite) 
o Ožjim družinskim članom 
o Osebnemu zdravniku 
o Članom zdravstveno negovalnega tima in administrativnemu timu 




9. Ste ob napotitvi na pregled dobili pisno potrdilo o izdani eNapotnici? (obkrožite) 
o Da 
o Ne 
o Ne vem 
 
10. Ste bili seznanjeni o času veljavnosti eNapotnice? (obkrožite) 
o Da  
o Ne 
o Ne vem 
 









12. Katero obliko naročanja na pregled ste uporabili? (obkrožite) 
o Osebno 
o Po telefonu 
o Po pošti 
o Preko portala eNapotnica in eNaročanje 








o Ne vem 
 
14. Če ste pri 13. vprašanju odgovorili z DA, prosim obkrožite možen odgovor in ga 
opišite? 
o Ne vidim razlike med klasično in eNapotnico 
o Z novim načinom naročanja ne vem, ali se moram naročiti tudi osebno ali pa sem že 
naročen/a 
o Na potrdilu o izdani eNapotnici ni razvidno, kam naj napotnico pošljem 
o Internetni dostop do storitve eNapotnica mi ni omogočen 














15. Ali ste seznanjeni s storitvijo klicnega centra v primeru težav pri eNaročanju na 
specialistični pregled? (obkrožite) 
o Da  
o Ne 
o Ne vem 
 
16. Menite, da se bodo čakalne dobe z uvedbo novega načina eNaročanja, skrajšale? 
(obkrožite) 
o Zelo malo verjetno 
o Malo verjetno 
o Niti verjetno, niti malo verjetno 
o Verjetno 
o Zelo verjetno 
 
17. Ali poznate portal eZdravje? (obkrožite) 
o Da 
o Ne 
o Poznam, vendar ne vem točno čemu vse je namenjen 
Prosimo, da v naslednjih odgovorih v tabeli označite le odgovor, s katerim se strinjate! 
18. Se strinjate s stališči projekta eZdravje? 
eZDRAVJE 
































   
 
Storitev ni enako 
dostopna vsem 
pacientom 




19. Ali poznate zakone, ki urejajo zdravstveno dejavnost? 
ZAKONI Mi je poznan Mi ni poznan 
Za zakone sem že 
slišal/a, vendar jih 
ne poznam dobro 








Zakon o zbirkah 

















20. Sta vam poznana strategija in model informatike v zdravstvu? 
STRATEGIJA 
IN MODEL 
Mi je poznano Mi ni poznano 
Sem že slišal/a, vendar 















21. Poznate projekte, ki so umeščeni v razvojno politiko? 
PROJEKT IN 
POLITIKA 
Mi je poznano Mi ni poznano 
Sem že slišal/a, 




















8.2 Odobritev Komisije za medicinsko etiko 
 
