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Abstrakt 
Tato práce se zabývá strukturami budoucích směrovacích tabulek protokolu IPv6. Obsahuje základní 
informace o IPv6 adresách, popis hierarchického přidělování adres, multihoming, strategie 
přidělování IPv4/IPv6 adres, statistiky vlastností vyskytující se ve strukturách směrovacích tabulek a 
předpověď budoucího adresového prostoru protokolu IPv6. Součástí práce je implementace 
generátoru IPv6 adres, který generuje adresy podle zadané konfigurace. Současně lze v práci nalézt 






Hierarchické přidělování IPv4/IPv6 adres, strategie přidělování IPv4/IPv6 adres, struktury 






This thesis is focused on structure of future IPv6 routing tables. It contains basic information about 
IPv6 addresses , description of   hierarchy address allocation, multihoming , strategy of IPv4/IPv6 
address allocation, statistics of structure properties at routing tables and forecast of  future space for  
address  IPv6 protocol. Other part of this thesis is implementation of IPv6 address generator which 
generates addresses according given configuration. This thesis simultaneously includes investigation 





Hierarchy of IPv4/IPv6 address allocation, strategy of IPv4/IPv6 address allocation, structures of 
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Internetový protokol IPv6 je novým síťovým protokolem, přinášející řadu vylepšení proti jeho 
předchozí verzi IPv4. Jedním z těchto vylepšení je adresový prostor, který dosahuje až 2128 
jednoznačně identifikovatelných adres. Teoreticky lze toto množství chápat jako nevyčerpatelný zdroj 
adres, ale z praktického hlediska se díky struktuře IPv6 adres, přidělování velkých prefixů koncovým 
uživatelům dostaneme na mnohem menší čísla. Již při návrhu IPv6 byla jedním z hlavních cílů 
agregace, tedy snaha o co možná nejlepší rozdělení a následné využití adres. Zavádí se zde pojmy 
jako HD-poměr, který představuje prostředek pro výpočet využití přiděleného adresového prostoru. 
Dalšími vylepšením IPv6 je např. bezstavová automatická konfigurace, mechanismy objevování 
sousedů, nové přechodové mechanismy založené na tunelování, jako 6to4, zajímavé řešení 
multihomingu označené jako Shim6 a další. 
S příchodem nového internetového protokolu IPv6 získáváme nejen prostředek pro řešení 
nedostatečného množství veřejných IPv6 adres, ale také spousty problémů, které jsou se samotným 
přechodem spojeny. Jedním z těchto problémů jsou směrovací tabulky a jejich vyhledávací algoritmy, 
vyhledávající vhodnou cestu dat k dosažení cílového uzlu. Tyto algoritmy jsou často konstruovány 
přímo na míru datovým strukturám, se kterými pracují. Hlavním problémem je nalézt vhodný 
algoritmus, který bude nabízet dostatečně kvalitní vlastnosti schopné splňovat dnešní požadavky 
internetu. Algoritmické vlastnosti jako paměťové nároky a rychlost vyhledávání hrají velmi důležitou 
roli při návrhu těchto algoritmů. Z důvodu optimalizace vyhledávání je nutné vycházet ze skutečných 
IPv6 záznamů směrovacích tabulek. Úskalím jsou však samotná vstupní data, která díky nízkému 
nasazení IPv6 protokolu nejsou dostatečně relevantní a nedá se z nich vycházet, tak jak bychom pro 
návrh vyhledávacích algoritmů potřebovali. Současné přístupy pracují s často náhodně generovanými 
IPv6 tabulkami, které rozhodně nepředstavují nejpřesnější vzorky dat, ze kterých by se při návrhu 
vyhledávacích algoritmů mohlo vycházet. Analýzou současných IPv4 směrovacích tabulek je možné 
zjistit opakující se struktury rozložení adresového prostoru. Tyto tabulky často kopírují určitou 
strukturu rozložení, která je výsledkem alokačních politik, směrovacích praktik a evoluce internetu. 
Tato práce si klade za cíl seznámit čtenáře se způsobem přidělování/přiřazování IP adres, 
prozkoumat strategie alokačních politik, vytvořit statistiky současných struktur směrovacích tabulek, 
na jejichž základě se navrhne budoucí tvar těchto struktur pro IPv6 směrovací tabulky. Hlavním cílem 
této práce je implementace generátoru IPv6 adres, který generuje adresy podle zadané konfigurace. 
Součástí této studie je průzkum alokačních strategií poskytovatelů internetu v rámci působení 
organizace RIPE NCC [6]. 
Samotný obsah této práce začíná druhou kapitolou popisující adresaci v novém protokolu. 
Zde se čtenář seznámí s formátem, zápisem a typy IPv6 adres. 
 Ve třetí kapitole se seznámíme s Globálně individuální adresou a příkladem její struktury. 
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 Čtvrtá kapitola popisuje hierarchický způsob přidělování/přiřazování IP adres. Součástí této 
kapitoly je popis všech organizací, které se na distribuci adres podílejí. Dále se zde čtenář seznámí 
HD-Poměrem, což je prostředek pro měření využití přiděleného adresového prostoru. 
 Pátá kapitola nabízí přehled stěžejních cílů správy adresového prostoru. Zejména se jedná o 
jedinečnost, agregaci, zachování a registraci. 
Následující šestá kapitola nabídne základní seznámení s Multihomingem a jeho typy. 
Součástí této kapitoly je popis principu Multihomingového řešení označované jako Shim6. 
Sedmá kapitola otevírá popis strategií přidělování adresového prostoru IPv4/IPv6 
regionálních registrátorů adres ARIN a RIPE NCC. Zejména se jedná o popis kritérií, která vymezují 
způsob zacházení s adresovým prostorem. Součástí sedmé kapitoly je popis vydolovaných strategií 
z databází IP adres. Čtenář se zde seznámí se strukturami jako bitové rozložení, rozložení délek a 
rozložení úrovně prefixů v rámci zkoumaných adres. Tyto struktury nás poté budou provázet celým 
zbytkem práce. 
Osmá kapitola nabízí průzkum přidělování IPv6 adres internetovými poskytovateli, jejichž 
působení spadá pod organizaci RIPE NCC. 
Devátá kapitola završuje získané poznatky o strukturách vyskytujících se ve směrovacích 
tabulkách a nabídne předpověď budoucího vývoje těchto struktur. 
Předposlední kapitola popisuje generátor IPv6 adres fitgen6, který byl vytvořen v rámci této 
studie. V této kapitole lze nalézt popis návrhu, implementace, konfigurace, testování a složitosti této 
aplikace. 





Hlavní změna nového protokolu se týká délky adresy. Délka IPv6 adresy je 128 bitů, která nabízí 
rozsah 3,4x10
38
 globálně identifikovatelných adres.  
Novinkou u IPv6 adres je existence tzv. prefixu. IPv6 adresa se typicky skládá ze síťového 
prefixu a identifikátoru, který se obvykle generuje z MAC adresy počítače. Tento prefix určuje typ 
adresy a zároveň skupinu, do které adresa spadá. 
Další zajímavostí u IPv6 rozhraní je nutná existence alespoň jedné lokální linkové adresy, která 
se vytváří z MAC adresy rozhraní a prefixu pro lokální linkové adresy. Slouží pro komunikaci na 
lokálním segmentu sítě. 
2.1 Formát a zápis nových adres 
Zápis IPv6 adres umožňuje reprezentaci IPv6 adres třemi způsoby: 
 
1. První a zároveň preferovaný formát má podobu x:x:x:x:x:x:x:x kde ‘x‘ reprezentuje 
hodnotu čtyř hexadecimálních čísel. 
Příklad: ABCD:EF01:2345:6789:ABCD:EF01:2345:6789 
2. Druhý způsob zápisu uvažuje delší řetězec nulových bitů adresy. Tento řetězec se zredukuje 
na řetězec ‘::‘, který představuje jednu či více skupin šestnácti nulových bitů. Tento řetězec 
lze v adrese použít pouze jednou a to kdekoli v IPv6 adrese. 
Příklad redukce adresy:  FF01:0:0:0:0:0:0:101 na adresu FF01::101 
3. Třetí alternativa představuje zápis tzv. IPv4 kompatibilních IPv6 adres. Jedná se o adresu 
přiřazenou zařízení, které pracuje jak s IPv4 tak IPv6 adresami. Tyto adresy mají následující 
tvar: x:x:x:x:x:x:d.d.d.d, kde ‘x‘ představuje opět hodnotu čtyř hexadecimálních 
čísel adresy, a ‘d‘ dekadická osmibitová čísla jak je tomu u zápisu IPv4 adres. 
Příklad: ::192.168.1.1 
 
S posledním typem adres se lze setkat např. u tunelování 6to4, kde se IPv4 kompatibilní adresy 
používají při směrování síťového provozu. Více informací o formátu a zápisu IPv6 adres lze nalézt 




2.2 Typy adres 
U klasické rodiny protokolu IPv4 máme unicastové, broadcastové a multicastové typy adres. Protokol 
IPv6 používá adresy unicastové, anycastové a multicastové. U protokolu IPv6 je funkce 
broadcastových adres zastoupena adresami multicastovými. 
 
2.2.1 Individuální adresy (Unicast Addresses) 
Individuální adresy jsou stejné jako u protokolu IPv4. Jedna individuální adresa identifikuje jedno 
síťové rozhraní. Existují čtyři typy individuálních adres. 
Globální individuální  adresy (Global Unicast Addresses) 
Tento typ adres je velice důležitý. Nositel této adresy je identifikovatelný v rámci celého internetu. 
Adresy jsou v IPv6 internetu globálně směrovatelné a dostupné, jsou ekvivalentní veřejným IPv4 
adresám. Globálním adresám byl přiřazen prefix, začínající binárně 001. Více informací o těchto 
adresách lze nalézt v RFC 3587 [2]. 
Lokální linkové adresy (Link Local IPv6 Unicast Addresses) 
Lokální linkové adresy začínají prefixem FE80::/10. Používají je uzly ke komunikaci se sousedy na 
stejné lince bez směrovačů. Každý počítač, či směrovač si svoji lokální linkovou adresu přidělí sám 
na základě identifikátoru rozhraní. Každé rozhraní má svoji lokální linkovou adresu. Využívá se u 
mechanismu objevování sousedů. 
Místní lokální adresy (Site Local IPv6 Unicast Addresses) 
Místní adresy začínají prefixem FEC0::/10. Jsou ekvivalentní k IPv4 privátnímu adresovému rozsahu 
(10.0.0.0/8, 172.16.0.0/12 a 192.168.0.0/16). Tyto adresy se používají v privátním intranetu, do 
kterého není z internetu přístup. Místní lokální adresy nejsou přístupné z jiné sítě.  
Lokální smyčka (The Loopback Address) 
Následující adresa ::1 je adresou lokální smyčky, kterou může počítač komunikovat sám se sebou. 






2.2.2 Skupinové adresy (Multicast Addresses) 
Skupinové adresy identifikují sérii rozhraní (patřící typicky různým uzlům). Paket zaslaný na 
skupinovou adresu je doručen všem ze série rozhraní identifikované takovouto adresou. Tabulka 2.1 
definuje typy multicastových IPv6 adres. 
 
Adresa Popis významu jednotlivých typů multicastových adres 
FFx0::/16 a FF0F::/16 Jedná se o rezervovaný rozsah adres. 
FFx1::/16 Rozsah daného rozhraní, jedná se o ekvivalentní rozsah k adrese loopback. 
FFx2::/16 Lokální linkový rozsah, rozsah na lokálním segmentu sítě. 
FFx4::/16 Malý rozsah, který je nutno nastavit. 
FFx5::/16 Místní lokální rozsah, omezen po hranici místní sítě. 
FFx8::/16 Rozsah organizace, omezen po sítě dané organizace. 
FFxE::/16 Globální rozsah skupinových adres 
 
Tabulka 2.1: Typy multicastových adres 
 
Více informací o multicastových typech adres lze nalézt v RFC 2375 [3]. 
2.2.3 Výběrové adresy (Anycast Addresses) 
Výběrové adresy identifikují sérii rozhraní (patřící typicky různým uzlům). Paket zaslaný na 
výběrovou adresu je doručen jednomu ze série adres identifikované touto adresou. Rozhodování, na 
kterou adresu je paket zaslán, se děje na základě hodnoty parametru metrika ze směrovacích tabulek 
směrovačů. Použití anycastových adres má význam např. u mechanismu 6to4. Více informací o 
anycastovém prefixu pro mechanismus 6to4 lze nalézt v RFC 3068 [4]. 
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3 Globální unicastové IPv6 adresy 
Unicastové adresy identifikují pouze jedno rozhraní. Paket zaslaný na unicastovou adresu je doručen 
na rozhraní identifikované touto adresou. Pro globální unicastové IPv6 adresy byl vymezen prefix 
2000::/3, ze kterého organizace IANA alokuje pro RIR registrátory bloky IPv6 adres. Obecný formát 
unicastové IPv6 adresy naznačuje tabulka 3.1. 
 
n bitů m bitů 128-n-m bitů 
globálně směrovatelný prefix identifikace podsítě identifikace rozhraní 
 
Tabulka 3.1:Obecný formát globální unicastové IPv6 adresy 
 
Globálně směrovatelný prefix je hierarchicky strukturovaný organizacemi RIR a LIR. Část prefixu 
označovaná jako identifikace podsítě je určena pro vytváření podsítí koncovým uživatelem internetu. 
Koncový uživatel internetu má prostředek pro vytvoření až m2 podsítí, jejichž rozdělení je pouze na 
jeho uvážení a není nikterak ovlivňováno poskytovatelem internetu uživatele. Je vyžadováno, že 
veškeré unicastové adresy, vyjma těch, které začínají hodnotou bitů 000, mají identifikátor rozhraní 
dlouhý 64 bitů a jsou konstruovány podle formátu EUI-64. Globální unicastové adresy začínající  
bity 000 nemají žádné další omezení na velikost nebo strukturu identifikátoru zařízení. 
 
Obrázek 3.1 naznačuje dnes často používaný přístup hierarchické struktury globální unicastové IPv6 
adresy. 
 
Obrázek 3.1 Příklad hierarchické struktury rozdělení IPv6 adres 
 
Hierarchická struktura je definována takto. Prefix dlouhý /32 je distribuován LIR/ISP organizaci 
organizací RIR. Globálně směrovatelný IPv6 prefix délky /48 je distribuován organizací LIR/ISP 
koncovému uživateli. Koncový uživatel má možnost vytvoření své vlastní hierarchie podsítě 
zákazníka, který je na 16 bitech. Má tedy možnost vytvoření až 216 podsítí, jejichž směrování má pod 
svou vlastní správou. 
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4 Hierarchické přidělování IP adres 
Zodpovědnost za přidělování globálně identifikovatelných adres je šířena hierarchickým způsobem. 
Jedná se o hierarchickou strukturu, jejímž hlavním cílem je agregace adresového prostoru a rozdělení 




Obrázek 4.1: Hierarchie organizací zodpovědných za správu adresového prostoru 
 
Na nejvyšším bodě hierarchie stojí organizace IANA [5]. IANA je jednou z nejstarších internetových 
institucí, jejíž historie sahá až do roku 1970. Tato organizace je zodpovědná za koordinaci některých 
klíčových prvků udržující hladký chod internetu. Přestože je veřejně známo, že internet je tvořen 
jednou velikou sítí, která není spravována centrálně, je technickou nutností, že některé části internetu 
musejí být globálně koordinovány. Tuto koordinaci zajišťuje organizace IANA, jejíž činnost lze 
kategorizovat do třech oblastí. 
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Doménová jména 
Prvním úlohou organizace IANA je správa kořenového DNS systému. Jedná se o domény .int a .arpa. 
 
Zdroje čísel 
Další úlohou je správa zdrojů čísel. Tyto zdroje jsou tvořeny IP adresami a čísly autonomních 
systémů, které jsou přidělovány v současnosti pěti regionálním registrátorům. 
 
Identifikace protokolů 
Posledním neméně zajímavým bodem je udržování mnoha kódů a čísel obsažených v řadě 
internetových protokolů. 
 
V této práci se zaměříme na zdroje čísel a konkrétně na IP adresový prostor, který IANA spravuje. 
Současný internetový adresový prostor je tvořen protokoly IPv4 a IPv6. Tvar několika posledních 
alokací adresového prostoru pro protokol IPv4 naznačuje tabulka 4.1. 
 
Síťový prefix Označení Datum Whois Status 
107/8 ARIN 2010-02 whois.arin.net ALLOCATED 
014/8 APNIC 2010-04 whois.apnic.net ALLOCATED 
223/8 APNIC 2010-04 whois.apnic.net ALLOCATED 
 
Tabulka 4.1: Tři vybrané záznamy alokací adresového prostoru protokolu IPv4 
 
Seznam současných alokací IPv4 adres lze nalézt na internetu na stránkách [8]. Podobný seznam 
alokací lze nalézt pro protokol IPv6. Tvar vybraných IPv6 alokací naznačuje tabulka 4.2. 
 
Síťový prefix Označení Datum Whois Status 
2800:0000::/12 LACNIC 2006-10-03 whois.lacnic.net ALLOCATED 
2A00:0000::/12 RIPE NCC 2006-10-03 whois.ripe.net ALLOCATED 
2C00:0000::/12 AfriNIC 2006-10-03 whois.afrinic.net ALLOCATED 
 
Tabulka 4.2: Tři vybrané záznamy alokací adresového prostoru protokolu IPv6 
 
Síťový prefix označuje blok adres, které jsou přiděleny RIR organizaci uvedené ve druhém sloupci. 
Třetí sloupec datum, určuje čas přidělení síťového prefixu. Čtvrtý sloupec definuje whois databázi 
pro konkrétní RIR organizaci, která obsahuje detaily pod-registrací IP adres a čísel autonomních 
systémů. Na obsah těchto databází lze veřejně dotazovat přes webové stránky, či whois klienta. 
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4.1 Internetový Registrátor (IR) 
IR je organizace, která zodpovídá za distribuci a registraci IP adresového prostoru svým členům nebo 
zákazníkům. Internetový Registrátor je klasifikován v souladu s jeho primární funkcí a působením 
uvnitř hierarchické struktury znázorněné výše. 
4.2 Regionální Internetový Registrátor (RIR) 
Ihned za nejvýše postavenou organizaci IANA se nachází RIR registrátoři. Jedná se o registrátory, 
kteří reprezentují široké geografické oblasti. Klíčovou rolí těchto registrátorů je dohlížení a distribuce 
internetového adresového prostoru uvnitř těchto oblastí svým členům. IANA určila celkem pět RIR 




Obrázek 4.2: Geografické rozložení RIR registrátorů určené organizací IANA 
4.3 Národní Internetový Registrátor (NIR) 
NIR neboli Národní Internetový Registrátor je organizace s úlohou koordinovat alokace IP adres na 
národní nebo ekonomické úrovni. Nejčastější působení této organizace je region Asijského Pacifiku 
vedený pod APNIC RIR regionem. NIR se např. u registrátora RIPE NCC vůbec nevyskytuje. 
4.4 Lokální Internetový Registrátor (LIR) 
Další jednotkou hierarchie jsou organizace typu LIR. Hlavní úlohou těchto organizací je přidělování 
IP adres koncovým uživatelům síťových služeb. Tyto organizace jsou obecně poskytovatelé internetu 
(ISP), jejichž zákazníky jsou primárně koncoví uživatelé, či další internetoví poskytovatelé. 
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4.5 Koncový uživatel (EU) 
Koncový uživatel je označován jako odběratel služeb, které jsou dostupné od poskytovatelů internetu. 
Tyto služby mohou být např. poskytnutí adresového prostoru, poskytnutí zachytávání přenosu 
koncového uživatele, či přesměrování síťového provozu na jiné místo. 
4.6 Definice přidělování, přiřazování a využití 
Následující definice vymezují základní pojmy, se kterými se lze často setkat při čtení alokačních 
politik registrátorů adresového prostoru. 
Přidělení (Allocation)   
Přidělení lze chápat jako distribuci adresového prostoru internetovému registrátorovi pro účely 
následné další distribuce. Příkladem přidělení může být alokace bloku adres organizace IANA, která 
alokuje tyto bloky adres regionálním registrátorům, kteří tyto adresy dále přidělují/přiřazují. 
Přiřazení (Assignment) 
Přiřazení znamená určit adresový prostor internetovému poskytovateli (ISP) nebo koncovému 
uživateli pro specifické použití uvnitř internetové infrastruktury, ve kterém účinkují. Přiřazení si lze 
představit jako přiřazení IP adresy koncovému uživateli, který IP adresu přímo využívá. 
Využití (Utilization)  
Pro protokol IPv6 se skutečné využití adresového prostoru odkazuje na přiřazení síťového prefixu 
koncovému uživateli a ne na počet adres uvnitř tohoto přiřazeného prefixu. Efektivní využití 
adresového prostoru je jedním z klíčových cílů alokačních politik regionálních registrátorů. 
4.7 HD-Poměr (Host-Density Ratio) 
HD-Poměr je prostředek pro měření využití adresového prostoru, který se využívá při rozhodování, 
zdali se novému poskytovateli přiřadí další blok adres, či nikoli. Vznikl jako náhrada H-Poměru, 
který byl poměrem 10 logaritmu počtu objektů k dostupným bitům. Podstatou nahrazení H-Poměru 
HD-Poměrem bylo zjednodušení výkladu využití adresového prostoru jako počtu procent. HD-Poměr 
je definován rovnicí 4.1 . 
 
log (počet alokovaných objektů) 
HD =  
log (počet všech alokovatelných objektů) 
 
Rovnice 4.1: Vyjadřující výpočet aktuální hodnoty HD-Poměru 
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Podkapitola 7.2.3 popisuje zajímavé omezení při přiřazování sítových prefixů kratšího než je /48 bitů, 
jejichž přiřazení podléhá schválení organizací RIR. 
4.8 Příklad využití HD-Poměru 
Pro výpočet využití adresového prostoru zavedeme pojem prahu využití a označíme jej symbolem T. 
Tento práh vyjadřuje minimální počet individuálních /56 bitových prefixů, které musí přidělit 
registrátor (ISP/LIR) koncovým uživatelům (EU). Po naplnění hodnoty T má registrátor možnost 
získat další adresový prostor. Tento práh vychází z rovnice 4.2, kde symbol P určuje velikost prefixu, 
ze kterého prefixy přiřazujeme. HD symbol značí normalizovanou hodnotu požadovaného využití. 
 
))*56((2 HDPT  
 
Rovnice 4.2: Vyjadřuje výpočet prahové hodnoty počtu přiřazených IP adres 
 
Práh T slouží pro organizace (typu ISP/LIR) požadující přidělení dalšího IPv6 adresového prostoru. 
Toto využití odkazuje na použití prefixu s velkostí /56 bitů jako měrnou jednotku, ale neodkazuje na 
využití adres uvnitř koncového uživatele. Jedná se tedy o poměr využití přidělených adres a ne adres 
přiřazených. V současnosti je HD-Poměr využití stanoven na hodnotu 0,94. Tabulka 4.1 nabízí 
příklad využití adresového prostoru IPv6, který odpovídající hodnotě HD-Poměru 0,94. 
 
Prefix, ze kterého 
přidělujeme 
Celkový počet všech 
možných /56 
bitových prefixů 




prostoru v % 
10  70368744177664 10388121308479 14.76 
16 1099511627776 208318498661 18.95 
24 4294967296 1134964479 26.43 
32 16777216 6183533 36.86 
 
Tabulka 4.1: Příklad využití adresového prostoru pro hodnotu HD-Poměru 0,94  
 
Z celkového využití adresového prostoru v procentech, je zřejmé, že pokud přiřazujeme z prefixu, 
který je na méně bitech, dostáváme menší celkové využití adresového prostoru.  Více informací o 
HD-Poměru lze nalézt v RFC 3194 [12]. 
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5 Cíle správy adresového prostoru 
Adresový prostor je veřejný zdroj, který musí být spravován “opatrným“ způsobem v souladu se 
zachováním internetu. Zodpovědnost za správu zahrnuje několik cílů, které jsou v souladu s 
adresovou politikou. Tyto cíle jsou platné pro oba dnes používané protokoly IPv4/IPv6. 
Jedinečnost 
Každé přiřazení nebo přidělení adresového prostoru musí zaručit celosvětovou jedinečnost. Jedná se 
tedy o požadavek zajištění, že každý veřejný prvek internetu bude jedinečně identifikovatelný. 
Agregace 
Adresový prostor by měl být distribuován hierarchickým způsobem, podle topologie síťové 
infrastruktury. Díky agregaci jsme schopni limitovat rozšiřování internetových směrovacích tabulek. 
Zachování  
Veřejný adresový prostor musí být koncovým uživatelům distribuován poctivě s cílem maximalizovat 
zachování IP adresového prostoru. Přidělování adres musí probíhat podle skutečných potřeb. 
Adresová politika by se měla snažit zabránit praktikám zbytečného plýtvání, přestože protokol IPv6 
nabízí obrovský adresový prostor.  
Registrace 
Poslední cíl vymezuje nutnost zaznamenávání informací o všech přidělených/přiřazených adresách. 
Jedná se o poslední fází při přidělování/přiřazování adres zajišťující již zmíněnou jedinečnost a nabízí 
informace pro diagnostiku internetových problémů na všech úrovních. 
 
Všechny výše popsané cíle vymezují hlavní snahy regionálních registrátorů a správy adresového 
prostoru. Tyto cíle vznikly v průběhu mnohaleté evoluce internetu z potřeb zachování a optimalizace 
využití adresového prostoru. 
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6 Multihoming 
Multihoming je technika zlepšení dostupnosti internetového spojení pro IP síť. Zlepšení dostupnosti 
je realizováno přes připojení zákaznické sítě k několika poskytovatelům internetového připojení. 
Hlavním cílem multihomingu je zajištění dostupnosti zákaznické sítě v internetu i v případě, kdy 
dojde k výpadku u některého z poskytovatelů internetového připojení. Multihoming je tedy důležitý 
především pro ty zákazníky, kteří poskytují služby, jejichž nedostupnost by vedla k velkým finančním 
či jiným ztrátám.  
Multihoming lze využít nejen pro zajištění dostupnosti internetových služeb, ale také jako 
prostředek pro rozkládání zátěže na stávajících internetových připojeních. 
6.1 Typy Multihomingu 
Multihoming zahrnuje několik variant použití. 
 
Jedno připojení, více IP adres 
V této variantě multihomingu je stanice dostupná přes více IP adres, ale pouze přes jednu odchozí 
linku. Problém nastane v případě, kdy se linka stane nedostupnou, tím dojde k nedostupnosti všech 
adres stanice. 
 
Více síťových rozhraní, jedna IP adresa na rozhraní 
Tato varianta pokrývá případ, kdy stanice obsahuje více síťových rozhraní a na každém rozhraní má 
jednu či více IP adres. Při výpadku rozhraní dojde k nedostupnosti IP adresy, která je pod tímto 
rozhraním ale ostatním rozhraní stále fungují. Tento přístup je řešen použitím více DNS záznamů 
typu A, či v případě IPv6 typu AAAA. Nevýhodou toho přístupu je přerušení spojení, která běžela na 
rozhraní jejíž činnost byla přerušena výpadkem.  
 
Více internetových připojení, jedna IP adresa 
Jedná se o nejčastější přístup multihomingového řešení. Principem je vytvoření vlastního 
autonomního systému (AS) a jeho delegace přes internetové poskytovatele do globální směrovacích 
tabulek. Tímto principem se záznam o takovém AS dostane do nejvyšší úrovně směrování v páteřních 
směrovačích internetu. Ve výsledku je veškerá komunikace směrována přes poskytovatele 
internetového připojení zákazníka. Při výpadku internetového připojení poskytovatele se díky 




Více internetových připojení, více IP adres 
Tento přístup využívá speciální funkce zvané Link Load Balacer (rozkládání zátěže). Není 
vyžadována žádná podpora ze strany poskytovatelů internetu. Při komunikaci jsou současně využita 
všechna internetová připojení, což zvyšuje šířku dostupného pásma a detekci poruch v reálném čase. 
Díky tomu je možné přesměrovat síťový provoz na alternativní připojení. Rozkládání zátěže 
příchozích spojení je obvykle realizováno přes realtimové řešení služby DNS. 
6.2 Multihomingové řešení Shim6 
V případě multihomingu je nutné zajistit nejen dostupnost cílené stanice, ale také zajistit 
bezproblémový průchod komunikace, která začala před výpadkem. Oběma těmito cíli se řídí pracovní 
skupina shim.  
Shim je zkratkou pro Site Multihoming by IPv6 Intermediation (v překladu Multihoming 
prostřednictvím IPv6). Jedná se o protokol třetí sítové vrstvy pro sledování dostupnosti s možností 
překlenutí výpadků pro komunikující IPv6 uzly. 
6.2.1 Princip Shim6 
Jak již bylo uvedeno, shim představuje mechanismus, který je vložen do třetí síťové vrstvy mezi 
podvrstvu realizující směrování a podvrstvu, jež je zodpovědná za operace mezi koncovými uzly 
(šifrování atd.). 
Principem tohoto mechanismu je vytvoření kontextu, který si zafixuje informace o 
komunikujících IPv6 adresách obou stran. Tyto konkrétní adresy hrají v případě výpadku síťového 
připojení velmi důležitou roli. Zafixované adresy slouží jako identifikátory a mají označení ULID - 
Upper Layyer IDentifiers (identifikátory vyšší vrstvy). Kontext se týká jedné probíhající komunikace. 
Při vytváření kontextu si každé ze dvou stran přidělí svou kontextovou značku (context tab) a oznámí 
ji druhé straně komunikace. 
Shim po vytvoření kontextu pouze sleduje komunikaci na obou stranách. Pokud vše probíhá 
bez problému, Shim nikterak nezasahuje do komunikace. Pokud se však narazí na nějaký problém s 
dostupností, Shim se pokusí vyhledat funkční pár, přes který by mohla komunikace pokračovat. 
Pokud takový pár nalezne, začne upravovat datagramy podle následujícího postupu: 
 
 V odesílaném datagramu Shim změní adresu příjemce a odesílatele na nově nalezený funkční 
pár adres. Současně do datagramu přidá již asociovanou kontextovou značku, kterou kontext 
označila druhá strana komunikace. 
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 Jakmile druhá strana přijme datagram s rozšířenou hlavičkou Shim, vyexportuje si 
kontextovou značku a podle ní přepíše adresy v datagramu na ULID adresy asociované při 
vytváření Shim kontextu. 
 Pokud se problém s dostupností původních adres vyřeší, Shim přestane datagramy upravovat 
a přepne se do původního režimu sledování dostupnosti. 
 
Tento princip ve výsledku zajistí transparentní funkčnost vyšších vrstev, díky které může komunikace 
pokračovat směle dál. Základním požadavkem mechanismu Shim je jeho podpora na obou stranách 
komunikace. Při výpadku se nám zachovají spojení s uzly podporující Shim a přeruší spojení s uzly, 
které Shim nepodporují. Více informací o projektu Shim6 lze nalézt na internetových stránkách [13]. 
 18 
7 Strategie přidělování IP adres 
V této kapitole jsou popsány postupy a kritéria pro přidělování bloků IP adres ISP/LIR organizacím. 
Tyto strategie vycházejí z dokumentů regionálních organizací RIR, které jsou veřejně dostupné a 
obecně stanovují postupy podle, kterých se každá žádost ISP/LIR o přidělení bloku adres vyřizuje. 
Zároveň obsahují řadu omezení a nařízení, podle kterých se musí ISP/LIR řídit a upravovat tak svoje 
alokační politiky. Z důvodu optimalizace a neustále se zmenšující velikosti IPv4 adresového prostoru 
se tyto strategie často upravují. Tato kapitola obsahuje stěžejní informace o strategiích a evoluci 
internetu, ze kterých se bude derivovat navržená struktura modelující budoucí tvar IPv6 adresového 
prostoru směrovacích tabulek. 
 
Strategie přidělování IP adres je rozdělena do třech podkapitol: 
 
1. Strategie přidělování IPv4 adres 
V této podkapitole se seznámíme se současnými přístupy pro přidělování počátečních IPv4 bloků 
adres, kritérii dalších alokací a další přístupy s tím spojené. 
 
2. Strategie přidělování IPv6 adres 
Tato podkapitola opět zastřešuje popis počátečního přidělování bloků IPv6 adres, pravidla dalších 
alokací, či různých omezení zaměřených na ISP/LIR poskytovatele.  
 
3. Vydolované strategie z databází IP adres 
Tato podkapitola zahrnuje řadu statistik o strukturách vyskytujících se v databázích směrovacích 
záznamů. Setkáme se zde s rozložením hodnot jednotlivých bitů, délek prefixů a prefixovou úrovní 
v rámci zkoumaných směrovacích záznamů. 
7.1 Strategie přidělování IPv4 adres 
Přestože je internet tvořen jedním adresovým prostorem, každý regionální registrátor (RIR) adres, 
používá vlastní alokační strategii přidělování adres. Tyto alokační politiky jsou si v některých bodech 
velmi podobné, z důvodu společných zájmů těchto organizací jako je např. zachování internetu a 
optimalizace využití adresového prostoru. V této podkapitole vytkneme nejzajímavější body 
současných alokačních politik dvou regionálních registrátorů, registrátorů ARIN (American Registry 
for Internet Numbers) a RIPE NCC (RIPE Network Coordination Centre) z důvodu porovnání jejich 
přístupů k přidělování adres. 
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7.1.1 ARIN IPv4 alokační politika 
Regionální registrátor ARIN zastupuje státy Kanada, Spojené státy americké a mnoho ostrovů 




Obrázek 7.1: Geografické znázornění působení organizace ARIN 
 
V této podkapitole popíšeme některé zajímavé části alokační politiky organizace ARIN vycházejí 
z dokumentu [11]. 
 
Obecné požadavky přidělování počátečních alokací 
Jelikož je počet dostupných IPv4 adres internetu omezen, je nutné pro každé přidělení zvážit mnoho 
faktorů. Z tohoto důvodu se adresní prostor přiděluje pomocí modelu označovaného jako  
pomalý-start. Jednotlivé alokace adres jsou založeny na odůvodněných potřebách, nikoli pouze na 
předpokladech zákazníků. Poměr využití adresového prostoru hraje klíčovou roli v rozhodování o 
velikostech jednotlivých alokací. 
  
Minimální alokace adres pro ISP/LIR 
Obecná velikost prvotní alokace není menší než /20 bitů. U multihomingového řešení je velikost 
minimální alokace rovna /22 bitům. Zajímavým bodem politiky je okamžité přidělení adres. 
Okamžité přidělení adres odpovídá situaci, kdy ISP/LIR potřebuje okamžité přidělení adresového 
prostoru. Pokud ISP/LIR odůvodní tuto potřebu a adresový prostor bude využit do třiceti dnů od 
podání žádosti, může ARIN přidělit blok adres, který není větší než /16 bitů a zároveň není menší než 





Ustanovení pro přidělený adresového prostoru 
Celým dokumentem se nese snaha o efektivní využití adresového prostoru. Kontrola efektivního 
využití adresového prostoru spadá pod vyhotovení příslušné dokumentace obsahující historii 
přiřazování adres.  
 
Kritéria dalších alokací adres 
Aby byl ISP/LIR poskytovateli přidělen dodatečný adresní prostor, musí splňovat podmínku 
efektivního využití všech předchozích přidělení a zároveň nejméně 80% využití z posledních 
přidělených bloků adres. Veškeré informace o efektivním využití jsou organizací ARIN příslušně 
ověřeny a na základě výsledků je rozhodnuto, zdali je nový adresní blok přidělen či nikoli. 
 
Minimální alokace v Karibském regionu 
Velikost minimální alokace adres pro ISP/LIR poskytovatele je pro Karibik a severní Atlantik určena 
na /22 bitů.  
 
Detailnější vysvětlení těchto postupů a kritérií lze nalézt v dokumentu [11]. Z důvodu neustálé snahy 
o optimalizaci efektivního využití adresového prostoru jsou tyto politiky často lehce upravovány. 
7.1.2 RIPE NCC IPv4 alokační politika 
Registrátor RIPE NCC zastupuje celou Evropu, střední Asii a Blízký východ. Rozsah tohoto působení 




Obrázek 7.2: Geografické znázornění působení organizace RIPE NCC 
 
V této podkapitole popíšeme některé body alokační politiky organizace RIPE NCC IPv4 adres, které 
vycházejí z dokumentu ripe-492 [9]. 
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Minimální alokace adres pro ISP/LIR 
Pokud poskytovatel demonstruje potřebu získání adresového prostoru, je mu přidělen nejméně /21 
bitový blok adres. Přidělení probíhá opět pomocí modelu pomalý-start, ze snahy o poctivou politiku 
pro všechny ISP/LIR poskytovatele. Adresový prostor je ISP/LIR poskytovateli přidělen v poměru 
adres přidělených/přiřazených. Pokud poskytovatel potřebuje získat větší adresní prostor, než je 
velikost počátečního přidělení /21 bitů, může mu být přidělen, pokud předloží zdůvodnění svých 
potřeb. Velikost následně přidělovaných bloků adres závisí na poměru využití předchozích 
přidělených bloků. Tento fakt tlačí poskytovatele k definování svých alokačních politik s 
respektováním využití adresového prostoru. 
 
Kritéria dalších alokací adres 
Poskytovatelé mají právo získat dodatečný adresní prostor, pokud splňují podmínku alespoň 80% 
platných přiřazení nebo přidělení ze všech svých již získaných bloků adres. Rezervace adres nelze 
chápat jako platná přiřazení/přidělení. Pro poskytovatele může být užitečné, ponechat si část 
adresového prostoru jako rezervu pro budoucí růst sítě. Musí mu však být jasné, že tyto interní 
rezervace nelze počítat mezi využité adresy. Adresní prostor musí být přiřazen/přidělen předtím než si 
poskytovatel zažádá o další blok adres. Snahou RIPE NCC je přidělit blok adres ze sousedního 
adresového prostoru s cílem podpořit agregaci, ovšem tato snaha nemusí být vždy úspěšná. 
 
Pod-alokace 
Cílem pod-alokací je podpořit agregaci směrování ve směrovacích tabulkách. ISP/LIR poskytovatelé 
mohou vytvořit až 4096 adresových pod-alokací z /20 bitového bloku adres pro operátory nižší 
úrovně. Poskytovatelé mohou provádět pod-alokace pro několik operátorů nižší úrovně. Operátoři 
nižších úrovní mohou získat pod-alokace, jejichž celková velikost převyšuje /20 bitů z důvodu 
povolení získání pod-alokací od více ISP/LIR poskytovatelů. Každý ISP/LIR poskytovatel je smluvně 
odpovědný za dodržování pravidel politik organizace RIPE a zároveň je zodpovědný za dodržování 
těchto pravidel u operátorů nižší úrovně, kterým zajistil pod-alokované adresy. Co se týče pod-alokací 
a přidělování nových adresových bloků, organizace RIPE vždy vyžaduje prokázání alespoň 80%ní 
využití adresového prostoru ze všech přiřazených bloků adres. Pokud ISP/LIR učinil mnoho  
pod-alokací, ve kterých se vyskytuje malé množstvím přiřazení, organizace RIPE bude požadovat 
odůvodnění tohoto přístupu. 
 
Detailnější popis této alokační politiky je možné nalézt v dokumentu ripe-492 [9]. 
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7.2 Strategie přidělování IPv6 adres 
V této podkapitole opět popíšeme některé významnější části dvou současných alokačních politik 
registrátorů ARIN a RIPE NCC. Tyto dokumenty pokrývají stejný obsah politik, jako tomu bylo u 
popsaných politik protokolu IPv4. Snahou je tedy získat základní informace o přístupech a procesech 
přidělování/přiřazování IP adresových bloků. Při bližším zkoumání obou politik je zřejmé, že si jsou 
obě tyto politiky velmi podobné. Navíc v politice organizace RIPE NCC je přímo uvedené, že 
popsaná politika vznikla na základě diskuzí mezi organizace APNIC, ARIN a RIPE NCC a měla by 
proto pokrývat zájmy všech těchto institucí.  
 
Následující popsané alokační politiky vycházejí z dokumentů ripe-481 [10] a ARIN NRPM [11]. 
7.2.1 Alokační kritéria 
Počáteční alokační kritéria se u obou RIR organizací lehce liší, nicméně ve výsledku vymezují stejné 
zájmy jen s menšími dodatky.  
 
Kritéria pro získání adresového prostoru pro LIR organizace: 
ARIN 
1. být LIR (splnit kritéria vymezující pravidla pro působení LIR organizace); 
2. nebýt koncový uživatel; 
3. mít plán pro poskytování IPv6 připojení organizacím, které budou přiřazovat IPv6 
adresový prostor; 
4. být existující, známý ISP poskytovatel regionu ARIN nebo mít plán pro vytvoření 
nejméně 200 přiřazení koncovým uživatelům v průběhu pěti let. 
RIPE NCC 
1. být LIR (splnit kritéria vymezující pravidla pro působení LIR organizace); 
2. mít plán pro vytváření pod-alokací pro další organizace a/nebo přiřazování adres 
koncovým uživatelům v průběhu dvou let. 
 
Organizace, splňující počáteční alokační kritéria mají nárok získat nejméně /32 bitový IPv6 prefix. 
Potřebují-li získat větší adresový prostor, musí vyhotovit příslušnou dokumentaci, s rozumným 
zdůvodněním tohoto požadavku. Velikost dodatečné alokace závisí na počtu současných uživatelů a 
velikosti infrastruktury dané organizace. 
7.2.2 Kritéria dalších alokací 
Organizace, které již vlastní IPv6 adresový prostor, mohou svůj získaný adresový prostor rozšířit 
podle následujících pravidel. 
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Rozšířit svůj stávající adresový prostor mohou ty ISP/LIR organizace, které dosahují hodnoty prahu 
využití. Výpočet využití adresového prostoru vychází z počtu přiřazených adresových prefixů o 
velikosti /56 bitů. HD-poměr je prostředkem pro výpočet tohoto využití. Dosáhne-li poskytovatel 
HD-poměru o velikosti 0,94 je ihned oprávněn získat další adresový prostor. Více informací o 
výpočtu HD-poměru naleznete v kapitole 4.7. Velikost nově alokovaného bloku adres odpovídá 
dvojnásobku současné velikosti získaných adres. Pokud je to možné, je nový adresový prostor 
přiřazen z přilehlého bloku adres, což znamená posunutím stávající alokace o jeden bit doleva. 
7.2.3 ISP/LIR kritéria pro přiřazování adres 
Politika velikostí přiřazovaných bloků adres od ISP/LIR poskytovatelů pro koncové uživatele, je 
ponechána na samotných poskytovatelích internetu. Každá LIR organizace by měla mít svou vlastní 
politiku pro své podřízené ISP poskytovatele, podporující optimální využití alokovaných bloků adres. 
Minimální hodnotou přiřazení je /64 bitů, která počítá pouze s jednou podsítí na straně koncového 
uživatele. Zajímavým omezením je přiřazování prefixu s délkou kratší než /48 bitů. Pokud si koncový 
uživatel přeje získat prefix kratší, musí vyhotovit příslušnou dokumentaci s rozumným zdůvodněním 
své žádosti. Vyhodnocení žádosti je ponecháno na příslušné RIR/NIR organizaci. Tato snaha o 
zlepšení využití adresového prostoru, by se měla v budoucnu projevit ve směrovacích tabulkách. 
 
Alokační politika adres organizace ARIN doporučuje přiřazování adresových prefixů podle 
následujících pravidel: 
 Přiřadit /64 bitový prefix kde je potřeba pouze jedna podsíť 
 Přiřadit /56 bitový prefix pro malé zákazníky, u kterých se očekává pouze několik podsítí 
v průběhu následujících pěti let 
 Přiřadit /48 bitový prefix pro velké zákazníky 
 
Strategie přiřazovaných velikostí bloků adres je zcela ponechána na ISP/LIR organizacích. Předchozí 
popis velikostí přiřazovaných bloků adres by měl být brán pouze jako vodítko při návrhu použité 
strategie. U koncových zákazníků využívající reverzní DNS, by mělo být zváženo přiřazení velikosti 
adres zarovnaných na velikost 4 bitů za účelem zjednodušeného vyhledávání. 
7.2.4 Registrace přiřazení 
Organizace vlastnící IPv6 adresový prostor jsou zodpovědné za uchování všech informací o svých 
adresových přiřazeních, které jsou dostupné příslušné RIR organizaci. Informace o jednotlivých 
přiřazeních jsou registrovány v jednotkách /56 bitových sítí. Pokud je organizaci přiřazen kratší prefix 
než je /56 bitů, je přiřazující organizace zodpovědná za registraci tohoto bloku adres v RIR 
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databázi. RIR organizace využívají tyto informace k výpočtu HD-Poměru v momentě přiřazování 
dodatečných alokací a zároveň ke kontrole změn v přiřazeních provedených v průběhu času. 
7.3 Vydolované strategie z databází IP adres 
V této podkapitole se zaměříme na konkrétní vzorky dat z páteřních směrovacích tabulek a popíšeme 
některé struktury, které se v těchto datech nacházejí. Jako vzorky adres byly vybrány databáze adres 
projektu Route Views [14] Univerzity v Oregonu a projektu RIS [15] jejímž původcem je organizace 
RIPE NCC [6]. Tyto projekty vznikly z potřeb internetových provozovatelů, jako prostředek pro 
získání aktuálních směrovacích záznamů z globálních směrovacích tabulek z několika různých 
páteřních sítí umístěných v internetu. Výstupem těchto projektů jsou soubory se směrovacími 
záznamy v MRT formátu, které jsou veřejně  dostupné ke stažení. Tyto soubory mohou být přečteny 
použitím knihovny libbgpdump napsané v jazyce C, jejímž původcem je Dan Ardelean. Současně 
existuje knihovna PyBGPdump, která nabízí přístup do MRT souborů prostřednictvím jazyka Python.  
Sběr směrovacích informací zajišťují zařízení označené jako síťové kolektory. Jedná se o 
zařízení, jehož primární funkcí je stahování obsahu směrovacích tabulek směrovačů v rámci dané sítě. 
Je proto možné provádět průzkum nad daty z mnoha různých páteřních sítí světa. Následující  
tabulka 7.1 nabízí popis vybraných účastníků databáze adres RRC12 [17] projektu RIS z páteřní sítě 
umístěné ve Frankurtu v Německu. 
 
RRC12 – DE-CIX, Frankfurt 





Aktivní 02w5d03h AS286 
KPN Internet 
Backbone 
2001:7f8::11e:0:1 0 2657 
Aktivní 5d04h30m AS1299 
TeliaNet Global 
Network 
80.81.192.35 60840 0 
Aktivní 10w4d04h AS2857 
Johannes Gutenberg-
Universitaet 
2001:7f8::b29:0:1 0 2719 
Aktivní 06w5d02h AS3257 Tinet SpA 2001:7f8::cb9:0:1 0 2589 
Aktivní 06w5d02h AS3257 Tinet SpA 80.81.192.30 311426 0 
 
Tabulka 7.1: Seznam vybraných účastníků páteřní sítě města Frankfurt a počty adresových prefixů 
v jejich směrovacích tabulkách 
 
 25 
Tabulka 7.1 popisuje stav účastníka, čas provozu účastníka, číslo autonomního systému, ve kterém 
operuje, název pod kterým vystupuje, adresu pod kterou komunikuje a počet směrovacích záznamů, 
které udržuje ve svých směrovacích tabulkách. Z posledních dvou řádků tabulky je zřejmá existence 
IPv4 i IPv6 záznamů pro jednoho účastníka sítě s označením Tinet SpA. Zároveň je zřejmý silný 
nepoměr počtu IPv4 a IPv6 prefixů, který by se měl s postupným nasazováním IPv6 konektivity 
poskytovateli následně snižovat. 
 
Následující tabulky 7.2 a 7.3 popisují vybraná vstupní data, která byla použita pro analýzu vlastností 
zkoumaných datových struktur. Pro analýzu těchto struktur z pohledu historického vývoje byla pro 
IPv4 adresy vybrána databáze ROUTE-VIEWS2.OREGON-IX.NET (dále jen ROUTE-VIEWS2) 
projektu Route Views. První záznamy této databáze pocházejí z roku 2002, kdy se již řešila otázka 
nedostatečné velikosti veřejného adresového prostoru protokolu IPv4. Historie nasazení protokolu 
IPv4 dosahuje téměř třech desítek let. Pokud bychom po celou dobu nasazení veřejného protokolu 
IPv4 zaznamenávali databáze směrovacích záznamů, bylo by nyní možné provést studii evoluce IPv4 
internetu, což by pro výzkum této práce bylo značně zajímavé.  
Aby bylo možné porovnat vlastnosti zkoumaných datových struktur z různých páteřních sítí, 
byla mezi zkoumané vzorky dat přidána databáze RIPE RCC0 [16] umístěná v Amsterdamu. Tabulka 
7.2 popisuje zkoumaná vstupní data a jejich vlastnosti. 
 
Použitá databáze Datum Počet prefixových záznamů 
ROUTE-VIEWS2 - Eugene Oregon, USA 1. ledna 2002 112 132 
ROUTE-VIEWS2 1. ledna 2004 148 903 
ROUTE-VIEWS2 1. ledna 2006 188 819 
ROUTE-VIEWS2 1. ledna 2008 255 641 
ROUTE-VIEWS2 1. ledna 2010 318 042 
RIPE RRC00 - RIPE NCC, Amsterdam 1. března 2010 322 340 
 
Tabulka 7.2: Informace o jednotlivých zkoumaných databázích IPv4 adres 
 
Z tabulky 7.2 je zřejmý nárůst počtu adres, který odpovídá časovému růstu internetu. Počet 
prefixových záznamů odpovídá počtu jedinečných adresových záznamů v příslušné databázi. 
Zajímavý je zde počet těchto adres pro databázi ROUTE-VIEWS2 ze dne 1. ledna 2010 a databázi 




Tabulka 7.3 popisuje vybrané databáze IPv6 adres. Pro analýzu vlastností datových struktur z pohledu 
historického vývoje byla pro IPv6 adresy vybrána databáze ROUTE-VIEWS6, jejíž první záznamy 
pocházejí z roku 2005. Aby bylo možné porovnat databáze z různých lokací, byla mezi statistiky 
přidána databáze RIPE RRC01se sídlem v Londýně. 
  
Použitá databáze Datum Počet prefixových záznamů 
ROUTE-VIEWS6 –  
Eugene Oregon, USA 
1. ledna 2005 643 
ROUTE-VIEWS6 1. ledna 2006 761 
ROUTE-VIEWS6 1. ledna 2007 810 
ROUTE-VIEWS6 1. ledna 2008 1268 
ROUTE-VIEWS6 1. ledna 2009 1586 
ROUTE-VIEWS6 1. ledna 2010 2 536 
RIPE RRC01 – LINX, Londýn 18. února 2010 2 612 
 
Tabulka 7.3: Informace o jednotlivých zkoumaných databázích IPv6 adres 
 
Z tabulky 7.3 je podobně jako u IPv4 adres zřejmý nárůst počtu adres v průběhu času. Současné IPv6 
směrovací tabulky nenabízejí dostatečné množství adres, ze kterých by se daly učinit kvalitní závěry o 
budoucích vlastnostech datových struktur vyskytující se v těchto databázích adres. Proto se 
v několika následujících kapitolách zaměříme převážně na analýzu IPv4 adres, ze kterých budeme 
vycházet při návrhu budoucích vlastností datových struktur směrovacích tabulek IPv6. 
7.3.1 Příklad rozložení bitů z databáze IPv4 prefixů 
První datovou strukturu, kterou ve zkoumaných datech popíšeme, bude rozložení bitů v rámci celé IP 
adresy, jak pro IPv4, tak IPv6 data. Tato struktura nám přiblíží pohled na jednotlivé bity a ukáže, u 
kterých bitů se častěji vyskytuje bitová hodnota jedna či nula. Zároveň se zaměříme na historický 
vývoj rozložení, z nichž provedeme závěry týkající se tohoto vývoje. 
Pro analýzu rozložení bitů v rámci IPv4 adres byla vytvořena sada grafů, které lze nalézt 
v příloze A. Tyto grafy vyjadřují vývoj rozložení bitů v čase od 1. ledna 2002 do 1. ledna 2010 
v intervalu dvou let. Pro osu-y byla zvolena normalizovaná hodnota rozložení. Pro pochopení grafu, 





Graf 7.1: Znázorňuje bitové rozložení zkoumaných IPv4 adres 
 
U většiny grafů přílohy A je rozložení jednotlivých bitů velmi blízké rovnoměrnému rozložení nul a 
jedniček. Tento jev vypovídá o tom, že již v roce 2002 jsme se setkávali se značným zaplněním 
adresového prostoru, který samozřejmě trvá do dnes. Všechny grafy jsou si velmi podobné, 
zajímavější by tedy byla statistika prvotních alokací IPv4 adres, která by ukázala evoluci 
charakteristik rozložení IPv4 bitů. Databáze starších adres nejsou k dispozici, tudíž o této evoluci 
nemůžeme podat žádné informace. Z grafů je zajímavé stoupající využití třetího bitu adresy, který 
ještě skrývá potenciál alokovatelných adres. 
Pro pochopení významu grafů přílohy A, které zobrazují charakteristiku rozložení bitů, 
zavedeme pojem entropie, představující prostředek pro měření množství informace. 
7.3.2 Entropie 
Z pohledu množství informace je zajímavou informací hodnota každého bitů v rámci všech 
zpracovávaných prefixů. Sečtením všech jedničkových (či nulových) bitů v rámci každé pozice bitu, 
dostaneme rozložení bitů, ze kterého lze vyčíst zajímavé údaje, jako vysoká či nízká četnost výskytu 
u různých bitů.  
Pokud se zajímáme o pravděpodobnostní rozložení jednotlivých bitů, je zajímavé zavést 
pojem entropie. Nepřesně lze entropií označit prostředek pro měření množství informace. Stejně jako 
ve fyzice, entropie udává míru neuspořádanosti. Hodnota funkce entropie dosahuje maxima, pokud je 
distribuce jedniček a nul v rámci jedné bitové pozice adresy stejná a pravděpodobnost výskytu tohoto 
jevu je tedy rovna hodnotě 0,5. Průběh funkce výpočtu entropie je úzce spjat s efektivitou využití. 
Podíváme-li se konkrétně na třetí bit grafu 7.1, vidíme pravděpodobnost výskytu jedničkového bitu 
rovnající se lehce nad hodnotu 0,2. Důsledkem této nerovnováhy je nevyvážený vyhledávací strom 




Výpočet entropie každého bitu lze provést podle rovnice 7.1. 
 
)1log()1(log)( pppppH  
 
Rovnice 7.1: Vyjadřuje výpočet hodnoty entropie náhodného jevu X s pravděpodobností p 
 
Grafické vyjádření průběhu funkce entropie odpovídá grafu 7.2. Osa-x označuje pravděpodobnost 
výskytu náhodného jevu X a osa-y vyjadřuje hodnotu entropie pro danou pravděpodobnost výskytu 
náhodného jevu X. Jak již bylo uvedeno, funkce dosahuje maxima pro pravděpodobnost náhodného 




Graf 7.2: Vyjadřuje průběh funkce entropie pro celé spektrum pravděpodobnosti 
 
Tabulka 7.4 nabízí pohled na hodnoty entropií několika vybraných bitů v rámci všech zkoumaných 
IPv4 prefixů databáze adres ROUTE-VIEWS2 ze dne 1. ledna 2002. 
 
Číslo bitu Pravděpodobnost Entropie Číslo bitu Pravděpodobnost Entropie 
1 0,857758 0,590080 6 0,378909 0,957268 
2 0,825459 0,667988 7 0,458485 0,995021 
3 0,0759272 0,387663 12 0,500971 0,999997 
 
Tabulka 7.4: Tabulka hodnot entropie pravděpodobnostních výskytů hodnoty 1 u vybraných bitů 
z databáze IPv4 adres ROUTE-VIEWS2 ze dne 1. ledna 2002 
 
Z těchto hodnot je zřejmé, že hodnota entropie roste, pokud se rozložení jednotlivých bitů přibližuje 
rovnoměrné distribuci nul a jedniček. Tohoto jevu si lze všimnout u vybraných bitů 6,7 a 12. 
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7.3.3 Úvod do vyhledávacích algoritmů 
Z pohledu vývoje vyhledávacích algoritmů směrovací informací jsou nejzajímavější ty bity, u nichž je 
distribuce nuly a jedničky rovnoměrná. Důležitou vlastností rovnoměrné distribuce bitů je efektivnost 
využití adresového prostoru. Je-li rozložení rovnoměrné, je dosaženo nejefektivnějšího využití 
adresového prostoru. 
Velké množství vyhledávacích algoritmů je založeno na vyhledávacích stromech a struktuře 
označené jako trie.  Z grafů přílohy A, je zřejmé nevyvážené rozložení bitů v několika prvních bitech 
adres. To je způsobeno rezervací některých bloků adres organizací IANA. Tyto vybrané bloky adres 
zastupují v protokolu IPv4 určitou roli a proto je nelze využít jako globálně směrovatelné adresy. Do 
těchto rezervovaných bloků adres spadá např. prefixový blok 127/8 označený jako IANA - Loopback.  
Nerovnoměrná distribuce bitů má za následek vyhledávací strom s nevyvážením na jedné 
straně. Vyhledávací strom by měl začínat bity s lepší distribucí nul a jedniček a končit bity, jejichž 
distribuce je velmi nevyvážená. 
7.3.4 Příklad rozložení bitů z databáze IPv6 prefixů 
Statistiky rozložení bitů v rámci IPv4 adres ukázaly rovnoměrné rozložení u většiny bitů. Přestože je 
alokace globálních IPv6 adres ve své počáteční fázi, můžeme vytvořit statistiku rozložení 
jednotlivých bitů i pro IPv6 adresy. Těmto statistikám odpovídá příloha B, jejíž grafy vyjadřují 
rozložení bitů v čase od 1. ledna 2005 do 1. ledna 2010 v intervalu jednoho roku. Osa-y vyjadřuje 
pravděpodobnostní výskyt hodnoty 1 pro daný bit. Přestože je IPv6 adresa dlouhá 128 bitů, je u 
většiny grafů přílohy A znázorněno pouze prvních 64 bitů a to z důvodu nulových hodnot u bitů  
65 až 128. Proto je nebylo nutné do grafu vynášet. U grafů ROUTE-VIEWS6 ze dne 1. ledna 2010 a 




Graf 7.3: Znázorňuje bitové rozložení počátečních 64 bitů zkoumaných IPv6 adres databáze  
ROUTE-VIEWS6 ze dne 1. ledna roku 2010 
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Ze všech grafů přílohy A je zřejmé použití počátečních bitů 001, které odpovídají trojici bitů u 
globálně individuálních IPv6 adres. Zvláštním jevem je vysoká četnost jedničkového bitu u bitu 16 a 
zároveň nízká četnost jedničkového bitu u bitů 30,31,32. Při bližším pohledu na graf 7.3 si lze 
všimnout jakýchsi rostoucích vln. Tyto vlny lze vidět např. mezi bity 33 až 48 a bity 49 až 64. 
Z analýzy bitového rozložení IPv4 adres lze předpokládat, že se tyto vlny budou čím dál tím více 
přibližovat rovnoměrnému rozložení nul a jedniček. 
7.3.5 Délka prefixů 
Rozložení počtu prefixových délek v rámci směrovacích tabulek určuje adresové alokační schéma. 
Toto schéma je silně ovlivněno adresovou alokační politikou všech organizací, které se podílejí na 
distribuci adres. Příkladem je přidělování adresových bloků organizace IANA organizacím typu RIR. 
Organizace IANA přiděluje /8 bitové IPv4 adresové bloky, což se musí projevit v analýze délek 
prefixů z páteřních směrovacích tabulek. 
Pro analýzu rozložení délek prefixů IPv4 adres byla vytvořena sada grafů odpovídající příloze 
C. Příloha C, obsahuje sadu grafů vyjadřující vývoj délek prefixů od 1. ledna roku 2002 do  
1. ledna 2010 v intervalu dvou let. Pro lepší vyjádření byla pro osu-y zvolena logaritmická 




Graf 7.4: Znázorňuje rozložení délek prefixů pro IPv4 adresy 
 
U všech grafů přílohy C je zřejmá výrazně vyšší četnost prefixů s délkou /24 bitů. Tato délka dříve 
odpovídala třídě C v klasifikaci IPv4 adres. Nejčastěji se v tabulkách vyskytují délky prefixů 
v rozmezí mezi /18 až /24 bitovými prefixy. Nejvýraznější navýšení /24 bitového prefixu odpovídá 
grafu databáze ROUTE-VIEWS2 a navýšení z roku 2004 na rok 2006. Zajímavé je opět velmi 
podobné rozložení prefixových délek mezi databází adres ROUTE-VIEWS2 a RIPE RRC00. Ve všech 
zkoumaných databázích se vyskytovaly prefixy všech různých délek s výjimkou délky /31 bitů, která 
se vyskytovala velmi zřídka. Pro bližší pochopení existence záznamů s délkou /32 bitů v těchto 
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datech, byla provedena snaha o identifikaci zařízení, jimž jsou tyto adresy přiřazovány. Bohužel se při 
tomto hledání nepodařilo zjistit, jaké typy zařízení tyto adresy označují. 
 
Provedeme-li podobný průzkum pro současné IPv6 směrovací tabulky, dostane sadu grafů, které lze 
nalézt v příloze D. Opět se jedná o analýzu databází adres ROUTE-VIEWS6 od roku 2005 po rok 




Graf 7.5: Znázorňuje rozložení délek prefixů pro IPv6 adresy 
 
Pro grafy přílohy D byla opět zvolena logaritmická reprezentace hodnot na ose-y, vyjadřující počet 
prefixových záznamů. Z výsledků statistiky jsou nejčastější prefixové záznamy o délce /32 bitů. Tyto 
prefixy odpovídají přiřazení /32 bitových bloků adres regionálních registrátorů RIR svým lokálním 
registrátorům LIR/ISP. Druhým nejčastějším výskytem jsou prefixy délky /48 bitů. V grafech nejsou 
zobrazeny hodnoty pro bity 1 až 16 a 65 až 127. U všech těchto bitů byla četnost výskytu délek 
prefixů rovna 0. Četnost délky prefixu 128. bitu dosahovala 1% ze všech adres. 
Překvapujícím jevem je velké množství prefixů delších než 32 bitů. Prefixy délky /32 jsou 
základem přidělování bloků adres organizací RIR organizacím LIR/ISP. Delší prefixy by se 
v globálních směrovacích tabulkách příliš často vyskytovat neměly. Tento jev se vyskytoval i u IPv4 
adres. Některé delší prefixy mohou zastupovat např. roli adres nezávislých na poskytovateli též 
označované jako PI adresy, které jsou využívané např. při multihomingových řešeních. Přestože jsme 
kontaktovali zástupce projektů Route Views a RIS, nikdo nám nebyl schopen vysvětlit, proč jsou 
takto dlouhé adresy v jejich databázích. Jelikož se tyto delší prefixy vyskytují ve zkoumaných 
směrovacích tabulkách ve větším množství, musíme je proto zohlednit při následném návrhu 
předpovědi budoucího adresového prostoru IPv6. 
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7.3.6 Prefixová úroveň 
Vedle rozložení délek prefixů a rozložení jednotlivých bitů adres, existuje další faktor umožňující 
popsat strukturu používaných adres a jedná se o prefixovou úroveň. Ta vyjadřuje úroveň určité 
hierarchie podsítě. Prefixovou úroveň si lze představit tak, že z daného prefixového uzlu n může vést 
více cest k jeho prefixovým potomkům. Z cesty, která obsahuje největší počet prefixových uzlů je 
spočítán součet prefixových uzlů (vyjma uzlu n) a výsledné číslo určuje prefixovou úroveň uzlu n. 
Následující obrázek 7.1 ukazuje příklad stromu vytvořeného podle uvedené směrovací tabulky. 
Strom se skládá z datové struktury tzv. Trie. Trii si lze představit jako uzel, který má dva potomky. 
Každý takový potomek může mít dále své potomky. Koncové uzly stromu jsou označeny jako listy 
stromu a ty už žádné potomky nemají. Podle uvedeného postupu je pro uzel A, B a H prefixová 




Obrázek 7.1: Zobrazuje příklad binárního stromu odpovídající přiložené směrovací tabulce 
 
Označení | Prefixová úroveň(i) | vyjadřuje počet všech prefixů vytvořeného stromu, které odpovídají 
úrovni rovné hodnotě i. Tento parametr vyjadřuje již zmíněnou úroveň hierarchie podsítě. 
Strom obrázku 7.1 obsahuje | Prefixová úroveň (0) | = 6 (uzly G, H, I, D, E, C), 
| Prefixová úroveň (1) | = 2 (uzly F, B), | Prefixová úroveň (2) | = 1 (uzel A). 
Pro analýzu prefixové úrovně IPv4 adres byla vytvořena sada grafů, kterou lze nalézt 
v příloze E. Grafy přílohy E vyjadřují vývoj prefixové úrovně v čase od 1. ledna 2002 do  
1. ledna 2010 v intervalu dvou let. Z důvodu velkých rozdílů hodnot prefixových úrovní byla zvolena 
logaritmická reprezentace počtu prefixů na ose-y . Ve všech zkoumaných případech dosahovala 
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prefixová úroveň nuly přes 90% všech hodnot. Nejvyšší úroveň dosahovala hodnoty sedm s velmi 
nízkým počtem prefixů. Grafy 7.6 představují příklad rozložení prefixové úrovně. 
 
  
Graf 7.6: Znázorňuje rozložení prefixových úrovní pro IPv4 adresy 
 
Z grafů ROUTE-VIEWS2 přílohy E je patrné opakující se rozložení prefixových úrovní pro IPv4 
adresy, které je velmi podobné grafu RIPE RRC00. 
  
Pokud provedeme podobný průzkum pro zkoumané IPv6 směrovací tabulky dostaneme opět sadu 
grafů, které lze nalézt v příloze F. Příkladem grafu z přílohy F jsou grafy 7.7. 
 
  




I v tomto případě přesahovala prefixová úroveň nuly 90% hranici u všech zkoumaných databází. 
Maximální dosažená úroveň je rovna hodnotě tři. Pro lepší reprezentaci statistik byla zvolena 
logaritmická reprezentace počtu prefixů na ose-y . Analýza rozložení prefixových úrovní IPv6 adres 
je opět podobná zkoumaným IPv4 adresám. Rozdílný je pouze počet prefixových úrovní. Ty se u 
IPv6 adres budou s přibývajícím počtem poskytovatelů IPv6 konektivity postupně navyšovat. 
 35 
8 Průzkum strategie přidělování IPv6 
adres v regionu působení RIPE NCC 
Současný stav strategie přidělování IPv6 adres jsem zjišťoval pomocí dotazníkového formuláře 
rozeslaného elektronickou poštou. Průzkum byl proveden v rozsahu působení organizace RIPE NCC, 
se zaměřením pouze na největší poskytovatele síťové konektivity. Obrázek 8.1 znázorňuje 
geografické působení organizace RIPE NCC [6]. 
 
 
Obrázek 8.1: Geografické znázornění působení organizace RIPE NCC 
 
Z celkového počtu 56 dotázaných poskytovatelů internetu mi jich odpovědělo pouze 8. 
 
V dotazníku jsem uvedl následující otázky: 
1. Přidělujete koncovým uživatelům IPv6 adresy? 
o Pokud ano: 
 Jaká je vaše alokační politika pro přidělování adres? 
 Vychází vaše alokační politika z IPv4? Pokud ano, jak? 
 Jak dlouhé prefixy přidělujete? 
o Pokud ne: 
 Kdy plánujete přidělovat IPv6 adresy? 
 Testujete použití IPv6 protokolu? Pokud ano, jakou používáte politiku pro 
přidělování? 
2. Provádíte v oblasti IPv6 nějaký výzkum? 
 
Na otázku týkající se výzkumu v oblasti IPv6 nikdo neodpověděl a proto ji v průzkumu neuvádím. 
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Odpovědi poskytovatelů, kteří poskytují IPv6 internet zobrazuje tabulka 8.1. 
ISP poskytovatel/země 
Jaká je vaše alokační politika pro 
přidělování IPv6 adres? 
Podle jaké strategie přiřazujete 
délky prefixů zákazníkům? 
GTS Energis / Polsko 
Přidělují souvislý blok adres o velikosti 
prefixu /48 na zákazníka. Současně 
zvažují jiné řešení založené na RFC 5375. 
/48 bitový prefix na zákazníka. 
Cable & Wireless / 
Německo 
Přidělují /48 bitový prefix každému 
zákazníku, který má o IPv6 adresu zájem. 
/48 bitový prefix na zákazníka. 
TeliaSonera AB, 
Networks / Švédsko 
Řídí se politikou organizací RIPE a 
ARIN. 
/48 bitový prefix na zákazníka. 
Elisa Oyj / Finsko 
Řídí se jednoduchou politikou viz. 
přidělování délek prefixů. 
/64 pro jednotlivce. 
/48 nebo /56 pro firmy, záleží 
na potřebách firmy. 
Easynet Ltd / Velká 
Británie 
Chystají politiku založenou na 
hierarchickém dělení přidělování, podle 
geografického umístění zákazníka pro 
lepší agregovatelnost směrovačů. 
Zvažují tento přístup: 
/112 pro spojení bod-bod. 
/64 pro jednotlivce (jedna síť). 
/56 pro menší sítě (256 podsítí). 
/48 firmy. 
 
Tabulka 8.1: Odpovědi internetových poskytovatelů, kteří poskytují IPv6 internet 
 
Odpovědi poskytovatelů, kteří neposkytují IPv6 internet zobrazuje tabulka 8.2. 
ISP poskytovatel/země Kdy plánují přidělování IPv6 adres? 
Testujete IPv6? Jaká je vaše 
strategie pro přiřazování IPv6 
adres? 
Swisscom Fixnet AG 
Bluewin / Švýcarsko 
Nejdříve v roce 2011. 
Ano, testovali jsme. Politika 
zatím žádná. 
Telenet N.V. / Belgie Neplánují. Netestovali. Zatím žádná. 
Tiscali UK Limited / 
Velká Británie 
Netuší. Není si jist. 
 
Tabulka 8.2: Odpovědi internetových poskytovatelů, kteří neposkytují IPv6 internet 
 37 
9 Dedukce struktury adresového 
prostoru IPv6 
V této kapitole se pokusíme předpovědět budoucí strukturu adresového prostoru protokolu IPv6. Tato 
předpověď je založena na získaných poznatcích o statistikách a vlastnostech datových struktur, které 
lze v rámci IPv6 záznamů zkoumat. Význam zmíněných struktur lze nalézt v kapitole 7. Předpověď 
adresového prostoru popíšeme třemi strukturami, rozložením bitů v rámci celé IPv6 adresy, 
rozložením četnosti délek prefixů a tvarem prefixové úrovně.  
 
Vzhledem k neustálé evoluci IP adresového prostoru, jejíž rychlost nedokážeme dnes odhadnout, 
zaměříme náš návrh tvaru adresového prostoru maximálně na následujících pět let dopředu. 
9.1 Rozložení bitových hodnot 
První strukturu, na kterou se zaměříme, je rozložení bitových hodnot. Tato struktura popisuje 
pravděpodobnost výskytu jedničkové, či nulové hodnoty v rámci zkoumané bitové pozice. 
 
Pro náš návrh rozložení bitů by bylo vhodné vycházet z adresového prostoru IPv4. Podíváme-li se na 
toto rozložení v podkapitole 7.3.1, je evidentní rovnoměrné rozložení u velké většiny bitů. Tento jev 
odpovídá dnes již téměř vyčerpanému adresovému prostoru IPv4. Pro protokol IPv6 nelze vycházet 
z těchto poznatků, protože jeho stav vyčerpání je ještě daleko. Studie [18] předpovídá rovnoměrné 
rozložení bitů vyjma několika počátečních bitů. Současný růst adresového prostoru IPv6 se tomuto 
rozložení přibližuje, ale jeho dosažení bude trvat ještě dlouhou řadu let. Statistiky rozložení bitů 
současných IPv6 adres lze nalézt v grafech přílohy B. Grafy z posledních zkoumaných roků 2010 
vykazují několik vlnových nárůstů. Tyto vlny lze vidět např. v intervalech bitů 33 až 48, nebo  
49 až 64. Zároveň lze ve všech grafech nalézt jevy jako, vysoká četnost hodnoty jedna u šestnáctého 
bitu, či nízká četnost této hodnoty u bitů 30 až 32. Bitová pozice 32 představuje v IPv6 častou hranici 
přidělování bloků adres od organizace typu RIR organizacím typu LIR. Nízká četnost bitů 30 až 32 
naznačuje strategii přidělování bloků adres, které končí sudými bity. To může být způsobeno např. 
strategií RIR organizací pro přidělování dodatečných adresových prostorů, kdy se požadující 
organizaci přidělí sousední blok adres. Toto přidělení je ve výsledku realizováno pouhým posunutím 
stávající alokace bloku adres o jeden bit doleva. Dále si lze všimnout rozložení prvních třech bitů s 
hodnotou 001, které odpovídají globálně individuálním adresám protokolu IPv6. Prvních dvanáct bitů 
představuje alokaci adres od organizace IANA. Tato organizace má dnes pro každý region vyhrazen 
jeden dvanáctibitový blok adres, které by měl být po delší dobu dostatečný. Prvních dvanáct bitů 
proto okopírujeme ze stávajícího rozložení z grafu 7.3. Více informací o organizaci IANA lze nalézt 
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v kapitole 4. Předpověď rozložení bitových hodnot počátečních 64 bitů adresového prostoru IPv6 




Graf 9.1: Předpověď bitového rozložení počátečních 64 bitů hodnot adresového prostoru IPv6  
 
Tento graf, ukazuje zmíněné narůstající vlny, jejichž nejvyšší body dosahují hranic bitů 29, 48, 56 a 
64. Výška těchto vln se bude neustále postupně přibližovat rovnoměrnému rozložení a to hodnotě 0,5. 
Výsledky statistik bitového rozložení pro přidělování 128 bitových adres ukazují pro bity 65 až 128 
sekvenční způsob alokace. Tento způsob alokace adres si lze představit tak, že každá nová alokace je 
vytvořena přičtením hodnoty 1 k alokaci předchozí. Předpověď rozložení koncových 64 bitů 




Graf 9.2: Předpověď bitového rozložení koncových 64 bitů hodnot adresového prostoru IPv6 
 
Graf 9.2 opět vykazuje narůstající vlny. Současné databáze IPv6 adres neobsahují mnoho adres délky 
okolo 128 bitů. Tyto záznamy jsou spíše výjimečné a jejich vnitřní struktura se může měnit rychleji 
než struktura adresového prostoru u počátečních 64 bitů. 
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9.2 Rozložení četnosti délek prefixů 
Druhou strukturu, kterou si popíšeme je rozložení četnosti délek prefixů. Tato struktura popisuje, jak 
často se vyskytují jednotlivé délky prefixů ve směrovacích tabulkách. 
 
Založíme-li náš návrh na statistikách IPv4 adres popsaných v podkapitole 7.3.5 je zřejmé, že všechny 
prefixové délky vyjma délek 1 až 7 mají ve směrovacích tabulkách své zastoupení. Prefixy s délkou  
1 až 7 se ve směrovacích tabulkách ani vyskytovat nemohou, jelikož IANA přiděluje bloky adres o 
velikosti 8 bitů, což odpovídá prvnímu sloupci v grafu 7.4. V tomto grafu lze opět vidět narůstající 
tendenci četností s nejvyšší četností u 24. bitu. Zároveň si můžeme všimnout nízké četnosti 
prefixových záznamů s délkou 31 bitů. Statistiky rozložení délek IPv6 prefixů si lze prohlédnout 
v příloze D. Z historického vývoje grafů přílohy D si lze všimnout postupného navyšování využívání 
jednotlivých délek prefixů. Tato tendence by měla nadále pokračovat. Nejčastější zastoupení prefixů 
je rovné hodnotě /32, kterou následují prefixy délky /48 bitů. Z těchto informací a z alokačních politik 
organizací ARIN a RIPE NCC lze vyvodit závěr, že se i nadále budou nejčastěji prosazovat a 
doporučovat alokace bloků adres o velikostech /32, /48, /56 a /64 bitů. Druhých 64 bitů IPv6 adresy 
by mělo představovat identifikaci rozhraní, proto by se záznamy delší než /64 bitů v globálních 
směrovacích tabulkách vyskytovat neměly. Přesto lze v současných statistikách databází IPv6 adres 
nalézt záznamy s délkou /128 bitů. Zaměříme-li se na prvních 64 bitů, dostaneme dvakrát větší rozsah 
adres, než který máme u adres IPv4. Tento rozdíl může způsobit rozdílné způsoby hierarchické 
distribuce adres. Navíc nám tuto problematiku umocňuje nedostatek informací o směrovacích 
záznamech, které jsou natolik dlouhé, že by se ve směrovacích tabulkách vyskytovat neměly. 
Agregace měla způsobit rozložení paměťového zatížení na směrovací tabulky, ale ze statistik 
dostáváme závěry, že tomu tak v mnoha případech není. Budeme-li tedy vycházet z faktu, že nejvyšší 
četnosti dosahují záznamy délek /24 bitů u IPv4 adres a přístupy minimálních alokací bloků IPv4 
adres RIR organizací se rovnají /20 až /21 bitovým blokům adres. Dostáváme informaci, že globální 
směrovací záznamy obsahují četné množství záznamů, které pocházejí od organizací typu LIR, nebo 
se jedná o adresy jiného typu např. pro multihoming. Tabulka 9.1 ukazuje normalizovanou četnost 
výskytu jednotlivých prefixových délek z databáze IPv4 adres ROUTE-VIEWS2, která ukazuje 
dominantní působení prefixů délky /24 bitů s 51%ním zastoupením. Zároveň si lze všimnout již 
zmíněného navyšování četností výskytů od 8. bitu po 24. bit. Tuto tendenci bychom měli do naší 
předpovědi IPv6 rozložení délek prefixů zanést. Pro nejvhodnější předpověď rozložení bylo vybráno 
řešení vycházející z poslední statistiky záznamů protokolu IPv4. Naše předpověď rozložení 
prefixových délek odpovídá grafu 9.3. Tento graf vznikl odvozením z rozložení prefixových délek 
databáze ROUTE-VIEWS2 z data 1. ledna 2010. Počáteční hodnoty osmého bitu z tabulky 9.1 byly 
posunuty na hranici dvanáctého bitu grafu 9.3. Následně byl graf roztáhnut na dvojnásobnou délku, z 
důvodu vyplnění všech hodnot v IPv6 záznamech. Nejvyšší četnost výskytu 24. bitu tabulky 9.1 byla 
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přiřazena 48. bitu grafu 9.3. Následně byla hodnota 20. bitu tabulky 9.1 nastavena na 32. a 64. bit 
grafu 9.3. Tento krok byl zvolen z důvodu úlohy těchto bitů a to minimální alokace adres od RIR 
organizace, která je u IPv4 adres často rovna hodnotě /20 bitů a u IPv6 rovna hodnotě /32 bitů. Bity 
56 a 64 grafu 9.3 byly navýšeny z důvodu doporučení ze strany RIR organizací a alokací těchto adres 
pro menší zákazníky. Do grafu 9.3 byl na závěr přidán 128. bit se zastoupením četnosti, které se 
rovná hodnotě 56. bitu. Hodnota 56. a 128. bitu by neměla převyšovat hodnoty bitů 32, 48 a 64. 
 
Číslo bitu Četnost Číslo bitu Četnost Číslo bitu Četnost Číslo bitu Četnost 
1 0 9 0,00003 17 0,01628 25 0,00395 
2 0 10 0,00007 18 0,02775 26 0,0049 
3 0 11 0,0002 19 0,05748 27 0,00271 
4 0 12 0,00057 20 0,07062 28 0,00285 
5 0 13 0,0012 21 0,06912 29 0,00376 
6 0 14 0,00206 22 0,08977 30 0,00415 
7 0 15 0,00388 23 0,09008 31 0,00001 
8 0,00007 16 0,03436 24 0,51294 32 0,00109 
 




Graf 9.3: Předpověd rozložení délek prefixů pro IPv6 adresový prostor 
 
Vzhledem ke stejné hierarchii organizací přidělující adresy, ale delší IPv6 adrese je otázkou času, jak 
se bude růst rozložení prefixových délek vyvíjet. Větší délka IPv6 adres může znamenat vytvoření 
nové alokační politiky adres a dá se předpokládat, že tomu tak opravdu bude. Dnešní statistiky IPv6 
tabulek jsou vytvářeny z malého množství záznamů, ze kterých se nedají vyvozovat dostatečně 
kvalitní závěry. 
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9.3 Rozložení úrovně prefixů 
Úroveň prefixů byla popsána v podkapitole 7.3.6. Jedná se o rozložení, vyjadřující úroveň určité 
hierarchie podsítě. 
 
Zkoumané statistiky úrovně prefixů IPv4 adres odpovídají příloze E. Z grafů přílohy E je zřejmé 
opakující se rozložení s klesající tendencí četností jednotlivých úrovní. Prefixová úroveň nuly 
přesahovala u všech grafů hranici četnosti 90%. Adresy, které odpovídají prefixové úrovni nuly, 
odpovídají všem adresám, které jsou vytvořeny ze všech listových uzlů binárního stromu 
zkoumaného adresového prostoru. Proto se nelze divit, že jejich četnost je vždy takto vysoká. 
Alternativní vyjádření četností jednotlivých prefixových délek ukazuje tabulka 9.2. Tabulka 9.2 
vyjadřuje percentuelní zastoupení jednotlivých délek z databáze ROUTE-VIEWS2 ze dne 1. ledna 
2010. Tato databáze obsahuje přes 300 000 jedinečných prefixových záznamů. Sedmé úrovni prefixů 
odpovídá 188 prefixů.  
 
Prefixová úroveň Percentuelní zastoupení Prefixová úroveň Percentuelní zastoupení 
0 90,6698 4 0,0399318 
1 7,78325 5 0,00911829 
2 1,27373 6 0,00220097 
3 0,22135 7 0,00062884 
 
Tabulka 9.2: Percentuelní vyjádření četnosti jednotlivých prefixových úrovní databáze IPv4 adres  
ROUTE-VIEWS2 ze dne 1. ledna 2010 
 
Vytvoříme-li podobnou tabulku pro IPv6 záznamy databáze ROUTE-VIEWS6 ze dne 1. ledna 2010, 
získáme tabulku 9.3. Tabulka obsahuje pouze tři prefixové úrovně. Prefixová úroveň nuly zatupuje 
opět nejčetnější hodnotu přesahující hranici 93%. Klesající tendence je velmi podobná klesající 














0 93,2177 1 6,46688 2 0,315457 
 
Tabulka 9.3: Percentuelní vyjádření četnosti jednotlivých prefixových úrovní databáze IPv6 adres 
ROUTE-VIEWS6 ze dne 1. ledna 2010 
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Při návrhu předpovědi vzhledu rozložení prefixové úrovně adresového prostoru IPv6, zvolíme opět 
model, který se přibližuje statistikám adresového prostoru IPv4. Počet prefixových úrovní nastavíme 
na hodnotu 4, jelikož lze počítat s nárůstem hierarchie podsítí při širším nasazování protokolu IPv6. 
Vybereme tedy první čtyři hodnoty prefixových úrovní z tabulky 9.2. Z nich spočítáme zbytek do 
100% a tento následně rovnoměrně rozložíme mezi všechny čtyři úrovně. Výslednému rozložení 
odpovídá tabulka 9.4. 
 
Prefixová úroveň Percentuelní zastoupení Prefixová úroveň Percentuelní zastoupení 
0 90,6827675 2 1,2866975 
1 7,7962175 3 0,2343175 
 
Tabulka 9.4: Předpověď rozložení úrovně prefixů adresového prostoru IPv6 
 





Graf 9.4: Předpověd rozložení úrovně prefixů adresového prostoru IPv6 v logaritmickém měřítku 
 
Tvar úrovně prefixů adresového prostoru IPv6 je poslední strukturou, kterou vyjadřujeme předpověď 
budoucího adresového prostoru IPv6.  
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10 Generátor IPv6 adres 
Současným problémem při návrhu kvalitních vyhledávacích algoritmů směrovacích tabulek pro 
protokol IPv6 je malé množství IPv6 záznamů. Při návrhu vyhledávacích algoritmů se studují 
struktury, které se v těchto adresách vyskytují. Poté se na základě těchto výsledků volí různé metody 
pro vyhledávání hledaného záznamu. V této kapitole navrhneme generátor IPv6 adres, který podle 
zadaných struktur vytvoří dostatečné množství adres, na jejichž základě lze testovat nové vyhledávací 
algoritmy protokolu IPv6. Tato kapitola se nadále dělí do podkapitol, ve kterých si popíšeme návrh 
generátoru, jeho konfiguraci, vlastnosti a výsledky generátoru. Generátoru byl přiřazen název fitgen6, 
který by měl vyjadřovat původ aplikace a tedy FIT VUT v Brně.  
10.1 Návrh aplikace 
Pro samotný návrh aplikace bylo potřeba určit hlavní požadavky na aplikaci. Tyto požadavky jsou: 
 Jednoduchá konzolová aplikace s parametry a konfiguračním souborem aplikace, kterou bude 
možné spustit na většině operačních systémů. 
 Výstup aplikace by měl být lehce čitelný i v operačních systémech bez grafického 
uživatelského rozhraní. 
 Snaha o co nejlepší dodržení zadané konfigurace struktur ve vygenerovaných datech. 
 Snaha o optimalizaci časové a paměťové složitosti generování pro větší množství 
generovaných adres. 
 Modularita aplikace s možností změny chování některé časti aplikace. Tento požadavek stačí 
splnit na úrovní rozdělení jednotlivých částí aplikace do funkcí, které je možné upravit. 
 
Z těchto požadavků vznikla jednoduchá konzolová aplikace napsaná v objektovém programovacím 
jazyce C++, zaměřená na cíl vygenerovat dostatečné množství kvalitních dat. Aplikace při 
generování postupuje v těchto krocích: 
 Načte se konfigurační soubor definující výsledný tvar generovaných dat. 
 Následně se vytvoří prefixové uzly stromu a nastaví se jejich vlastnosti jako prefixová 
úroveň, délka prefixu a vztahy rodič-potomek mezi některými těmito uzly. Vytvořené vztahy 
dodržují konfiguraci uživatele zadanou v konfiguračním souboru. Počet těchto uzlů odpovídá 
počtu generovaných adres. Jednotlivé uzly se roztřídí do hierarchie, která je určena hodnotou 
prefixové úrovně. 
 Poté se vygeneruje kořenový uzel stromu s jednou větví, která odpovídá počátečnímu prefixu 
všech generovaných adres. 
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 Předposledním krokem je generování větví z větve kořenového uzlu a uzlů ve vztahu rodič-
potomek nastaveného ve druhém kroku. V této části aplikace stráví většinu svého času, 
jelikož se snaží najít optimální generovanou větev tak aby splňovala zadanou konfiguraci. 
 Poslední krok prochází celý strom a vypisuje jednotlivý adresy, které se ve stromě nacházejí. 
 
Návrh vycházel i z požadavku o dostupnou modularitu, kdy lze velmi snadno jednotlivé funkční části 
aplikace přepsat a upravit, tak způsob chování při generování adres. Zdrojové soubory aplikace lze 
nalézt na přiloženém CD médiu této práce. Aplikaci je nutné rozbalit a poté přeložit příkazem make. 
10.2 Implementace 
Jak již bylo uvedeno, aplikace je napsána v objektovém programovacím jazyce C++. Základem celé 
implementace se nese třída Prefix_node jejíž zdrojový tvar ukazuje tabulka 10.1. Instance této třídy 
tvoří jednotlivé uzly vytvářeného binárního stromu.  
 
class Prefix_node { 
    public: 
       unsigned short prefix_length; 
       Prefix_node *parent; 
       Prefix_node *direct_parent; 
       Prefix_node *left_child; 
       Prefix_node *right_child; 
       bool   used; 
       bool   is_prefix; 
}; 
 
Tabulka 10.1: Zdrojový tvar třídy Prefix_node a jeho atributů 
 
Význam jednotlivých vlastností této třídy je následující. 
 prefix_length - Nezáporné číslo určující hloubku uzlu. Pro uzly, ze kterých začíná 
generování prefixu lze chápat jako délku prefixu. 
 parent - Ukazatel na uzel, který představuje rodiče v hierarchii prefixové úrovně. 
 direct_parent - Ukazatel na uzel, který představuje přímého rodiče. 
 left_child - Ukazatel na levého potomka uzlu. 
 right_child - Ukazatel na pravého potomka uzlu. 
 used - Indikátor použití uzlu. Pokud se z nějakého důvodu rozhodne o nevyužití daného 
uzlu, je uzel označen jako nevyužitý. Při generování se prefixy procházející přes tento uzel 
vynechávají. 
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 is_prefix - Indikátor zdali se jedná o hraniční uzel prefixu. Pokud je uzel označen tímto 
indikátorem, je z něj vygenerován prefix. 
 
Aplikace obsahuje řadu funkcí, které jsou dostatečně dobře okomentované. Z toho důvodu je zde 
nebudeme rozebírat a popisovat jejich funkci. Popíšeme pouze způsob, jakým se generují jednotlivé 
adresy IPv6. Generování jednotlivých adres se lépe popisuje na příkladu. Představme si, že chceme 
vygenerovat 100 adres, kde 90% adres bude prefixové délky /32 bitů a zbylých 10% adres bude 
prefixové délky /48 bitů. Zároveň požadujeme prefixovou úroveň nuly s četností 95% a zbylých 5% 
bude prefixové úrovně jedna. Celé generování je postaveno na vytváření binárního stromu, který 
reprezentuje adresový prostor. Vytvoří se tedy 100 uzlů, které se inicializují délkou prefixu podle 
zadání. 95% nejdelších uzlů se nastaví do prefixové úrovně nula a zbytek uzlů do prefixové úrovně 
jedna. Cílem je propojit jednotlivé prefixové úrovně tak, aby se dodrželo pravidlo, že propojení lze 
realizovat pouze z uzlu nižší úrovně, na uzel vyšší úrovně s menší délkou prefixu. Nestane se tedy, že 
by se provedlo propojení uzlu s délkou /32 bitů prefixové úrovně nuly s uzlem délky /32 bitů 
prefixové úrovně jedna. Toto propojení je realizováno atributem parent třídy Prefix_node. 
Pokud se propojení pro nějaký uzel nepovede (např. uzly délky /32 bitů prefixové úrovně nuly se 
nemohou propojit s žádným uzlem), inicializuje se jejich atribut parent hodnotou NULL. Následně 
se u všech uzlů, které mají nastavený atribut parent provede generování jejich vnitřních uzlů. 
Pokud mám tedy uzel s délkou /48 bitů propojený s uzlem /32 bitů, provede se generování jejich 
vnitřních uzlů délky /33, /34 atd. až po /48 bit. Jedná se vlastně o vytvoření nového uzlu délky /33, 
který je napojen na levého či pravého potomka uzlu délky /32. Poté se vytvoří další uzel délky /34, 
který je napojen na předchozí uzel délky /33 atd. Rozhodování, zdali se uzel napojí na levého či 
pravého potomka je realizováno pseudonáhodným generátorem čísel, který zaručuje splnění zadané 
konfigurace rozložení bitových hodnot. Všechny uzly, jejichž atribut parent obsahuje hodnotu 
NULL se pokusí připojit na některého potomka /12 bitového kořenového uzlu. Pokud je adresový 
prostor natolik zaplněn, že již do něj nelze uzel přiřadit, označí se jeho atribut used hodnotou 
FALSE. Při výpisu generovaných adres se větve s uzlem FALSE vynechávají. 
10.3 Konfigurace 
Aplikaci se konfigurace předává přes konfigurační soubor a parametry při spouštění aplikace. 
Konfigurační soubor obsahuje nastavení, která přímo ovlivňují strukturu generovaných adres. Přes 
parametry aplikace se určuje počet generovaných adres, způsob výstupu aplikace a název 
konfigurační souboru. Způsob zápisu parametrů aplikace je následující. 
 -n alternativně --number - Určuje počet generovaných adres. Nejmenší počet adres je 
omezen na hodnotu 100, horní hranice omezena není a záleží pouze na konfiguraci, kolik 
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adres je možné vygenerovat. Pokud parametr není zadán, počet adres je nastaven na 100. 
Příklad zápisu --number 1000. 
 -c alternativně --config - Specifikuje konfigurační soubor. Pokud tento parametr není 
zadán, aplikace se snaží otevřít výchozí konfigurační soubor fitgen6.cfg. Pokud jej 
nenalezne, program chybu oznámí příslušným výpisem. Příklad zápisu  
--config soubor.cfg. 
 -o alternativně --output - Tento parametr určuje výstupní soubor. Do výstupního souboru 
jsou zapsány vygenerované adresy. Pokud výstupní soubor nebyl zadán, adresy budou 
vypsány na standardní výstup. Příklad zápisu --output výstupní_soubor. 
 -s alternativně --short - Poslední parametr určuje formát výpisu adres. Při zadání 
tohoto parametru, budou adresy zapsány v krátkém tvaru. Při použití tohoto parametru bude 
prefix 2A01:1234:0000:0000:0000:0000:0000:0000/32 zapsán jako 2A01:1234::/32. Ve 
výchozím nastavení se vypisují dlouhé prefixy. 
 
Příklad spuštění aplikace může vypadat následovně. 
./fitgen6 -c fitgen6.cfg_10000 -n 10000 --short -o tmp 
 
Aplikace se pokusí vygenerovat 10000 adres, použije konfigurační soubor s názvem 
fitgen6.cfg_10000 a zkrácené IPv6 adresy zapíše do souboru tmp. 
 
Nyní si popíšeme volby konfiguračního souboru, kterým se nastavuje struktura generovaných adres. 
 start_prefix=XXX - Tato konfigurace určuje počáteční /12 bitový prefix IPv6 adresy. 
Zápis tohoto /12 bitového prefixu je v hexadecimálním tvaru. Velikost tohoto počáteční 
prefixu vychází z posledních alokací organizace IANA, která všem regionálním registrátorům 
přidělila /12 bitový prefix. Všechny generované adresy aplikace budou začínat tímto 
prefixem. Pokud někdo potřebuje vygenerovat adresy z různých prefixů, musí provést více 
generování s různou konfigurací této volby. Příklad zápisu start_prefix=2A0. 
 prefix_level=X;X;…;X; - Tento konfigurační řádek určuje nastavení počtu a velikosti 
úrovní prefixů. Počet úrovní není předem omezen. Jednotlivé hodnoty se zadávají jako počet 
procent adres v dané úrovni. Součet úrovní se musí rovna hodnotě 100%. Jednotlivé úrovně 
jsou odděleny středníkem. Poslední úroveň je nutné také ukončit středníkem. Hodnoty úrovní 
lze zapisovat v desetinném tvaru s nutností použití desetinné tečky namísto čárky. První 
zadaná hodnota představuje hodnotu pro úroveň nuly, druhá jedničky, třetí dvojky atd. 
Příklad zápisu prefix_level=93;6;0.9;0.1;. 
 prefix_length[X]=Y - Druhá konfigurace určuje četnost jednotlivých délek prefixů. 
Hodnotu X lze nahradit celým číslem v intervalu od 13 do 128. Proměnnou Y nahradíme 
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percentuelní četností pro dané X. Hodnoty četností lze zapisovat v desetinném tvaru s tečkou. 
Součet všech těchto četností se musí rovna hodnotě 100%. Pokud nebude pro některou 
hodnotu X v intervalu 13 až 128 zadána četnost, bude automaticky nastavena na hodnotu 0. 
Příklad zápisu vypadá následovně prefix_length[48]=55.5 (prefixy délky /48 bitů 
budou mít zastoupení s četností 55,5%). 
 bit_distribution[X]=Y - Poslední konfigurační volba definuje bitové rozložení. 
Rozložení lze opět definovat v intervalu od 13 do 128 bitu (proměnná X). Hodnota Y 
vyjadřuje pravděpodobnost výskytu jedničkového bitu. Jedná se tedy o hodnotu v intervalu 
od 0 do 1. Příklad zápisu je následující bit_distribution[64]=0.6 (64 bit by měl mít 
ze všech adres 60% výskyt jedničkového bitu). 
10.4 Testování 
Testování aplikace bylo provedeno na datech, které byly předpovězeny pro adresový prostor IPv6 
z kapitoly 9. Pro tento účel byl vytvořen konfigurační soubor fitgen6.cfg_10000, který 
obsahuje konfiguraci odpovídající naší předpovědi adresového prostoru. Tento konfigurační soubor je 
přidán do balíku fitgen6.zip na přiloženém CD médiu jako ukázkový konfigurační soubor. Lze jej 
samozřejmě využít pro další testování s novou konfigurací nastavení. Generování proběhlo pro  
10 000 adres. Statistiky z tohoto generování vyjadřují grafy 10.1,10.2,10.3 a 10.4. Graf 10.1 odpovídá 
bitovému rozložení hodnot pro prvních 64 bitů vygenerovaných IPv6 adres. Prvních dvanáct bitů 
vyjadřuje hexadecimální hodnotu 2A0, která odpovídá alokaci 2A00:0000::/12 organizace IANA 
organizaci RIPE NCC. Těchto prvních dvanáct bitů je tedy konstantních u všech vygenerovaných 
adres. Srovnáme-li předpověď bitového rozložení s vygenerovaným bitovým rozložením bitů /13 až 
/34, vidíme značné nesrovnalosti. Tento jev je způsoben slabším algoritmem výběru uzlu, na který se 
bude napojovat nově vytvářená větev. Lépe si to lze představit ve formě příkladu. Představme si, že 
chceme vygenerovat větší počet adres. Algoritmus vezme kořenový uzel stromu a pokusí se v něm 
nalézt vhodný uzel, na který se napojí nově generovaná větev nové adresy. Postupné generování 
nových větví způsobuje postupné zaplňování vytvářeného binárního stromu. Problémové je samotné 
hledání vhodného uzlu pro vytvoření nové větve. Algoritmus si u nově nalezeného uzlu neověřuje 
bitové rozložení uzlů, které jsou před nalezeným uzlem určeného pro generování nové větve. Vezme 
první nalezený uzel, na který lze napojit nově generovaná větev. To způsobí chaotické rozložení u 
bitů na nižších pozicích. Každá nově vygenerovaná větev v podstatě ovlivňuje tvar rozložení těchto 
nižších bitů. Rozložení vyšších bitů již dosahuje dobrých výsledků, jelikož na uzlech těchto vyšších 





Graf 10.1: Vygenerované bitové rozložení počátečních 64 bitů hodnot adresového prostoru IPv6 
 
Graf 10.2 ukazuje bitové rozložení pro koncových 64 bitů vygenerovaného adresového prostoru. 




Graf 10.2: Vygenerované bitové rozložení koncových 64 bitů hodnot adresového prostoru IPv6 
 
Srovnáme-li předpověď a vygenerovaný adresový prostor, lze konstatovat průměrné výsledky pro 
zadanou konfiguraci bitového rozložení.  
Graf 10.3 odpovídá rozložení délek prefixů pro vygenerovaný adresový prostor 
s logaritmickou reprezentací počtu adres. Srovnáme-li tento graf s grafem předpovědi 9.3 lze 
konstatovat, že výsledky jsou téměř totožné, až na několik počátečních bitů. Nesrovnalost u několika 
počátečních bitů je dána menším percentuelním zastoupením těchto počátečních bitů, které pro 10 
000 vygenerovaných adres nedosáhlo žádného zastoupení. Pokud bychom se pokusili vygenerovat 





Graf 10.3: Vygenerované rozložení délek prefixů adresového prostoru IPv6 
 
Poslední graf 10.4 odpovídá rozložení úrovně prefixů, zadaného tabulkou 9.4. Tento graf má opět 
logaritmické vyjádření počtu prefixů pro danou úroveň. Statistiky úrovně prefixů vygenerovaného 




Graf 10.4: Vygenerované rozložení úrovně prefixů adresového prostoru IPv6 
 
Aplikace dosahuje velmi dobrých výsledků, což dokázala výsledky generování uvedené v této 
podkapitole. Ne vždy se však podaří vygenerovat požadovaný počet adres. Pokud pro stejnou 
konfiguraci (soubor fitgen6.cfg_10000) zadáme aplikaci vygenerovat 100 000 adres, aplikace 
vygeneruje pouze 455 adres. Toto chování je způsobeno konfigurací struktur v konfiguračním 
souboru, kdy aplikace pro daný počet adres není schopná natlačit všechny adresy podle zvoleného 
nastavení do dvanácti bitové předdefinované alokace. Prakticky se jedná o problém, kdy se snažíme 
vložit více než dvou potomků do jednoho uzlu binárního stromu, což samozřejmě nelze provést. 
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Řešením je upravení konfigurace délek prefixů, či úrovní prefixů. Např. snížením počtu adres u 
nižších délek prefixů uvolníme prostor potřebný pro vytváření větví generovaného stromu adresového 
prostoru. Je tedy nutné si po každém generování zkontrolovat počet vygenerovaných adres, zdali 
zadání koresponduje s výsledkem. 
10.5 Časová a paměťová složitost aplikace 
Poslední zkoumanou vlastností aplikace fitgen6 bude zjištění časové a paměťové složitosti. 
Výpočetní stroj, na kterém proběhli testy, obsahoval procesor AMD Sempron SI-40 s frekvencí  
2.00 GHz a operační pamětí o velikost 2,74 GB.  
 
Časová složitost byla měřena sadou generování využitím aplikace time. Výsledek měření ukazuje  
graf 10.5. Osa-y vyjadřuje počet vteřin, které aplikace strávila výpočtem. Osa-x vyjadřuje počet 
zadaných adres generování. Interval počtu generovaných adres byl určen na hodnotu 100 000. Grafem 





Graf 10.5: Časová složitost aplikace fitgen6 
 
Paměťová složitost byla měřena nástrojem valgrind. Opět byla provedena řada měření, jejichž 
výsledku odpovídá graf 10.6. Osa-y vyjadřuje spotřebovanou paměť aplikací v jednotkách kB.  
Osa-x vyjadřuje počet zadaných adres generování. Rozestup mezi jednotlivými měřeními byl určen 
na hodnotu 5 000 adres. Po proložení spojnice trendu grafem jsme získali rovnici regrese, která opět 





Graf 10.6: Paměťová složitost aplikace fitgen6 
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11 Závěr 
Výsledkem této práce je seznámení se strukturou a typy IPv6 adres se zaměřením na globální 
unicastové adresy, hierarchií distribuce IP adres, popis strategií alokačních politik regionálních 
registrátoru adres, statistiky struktur vyskytující se v databázích IP adres, průzkum strategie 
alokačních politik poskytovatelů internetu v rámci působení organizace RIPE NCC, předpověď 
budoucích struktur vyskytujících se ve směrovacích tabulkách IPv6 a implementace generátoru IPv6 
adres, který generuje adresy podle zadané konfigurace. 
Čtenář má možnost získat přehled faktorů, které mohou v budoucnu ovlivnit struktury 
vyskytující se ve směrovacích tabulkách směrovačů. Jedná se pouze o průzkum faktorů, které mohou 
stát v pozadí vývoje vyhledávacích algoritmů směrování a nikoli o výčet faktorů, který vývoj těchto 
algoritmů opravdu ovlivňuje. V současné době dochází neustále k různým změnám strategií 
alokačních politik, které mohou razantně ovlivnit budoucí vzhled IPv6 internetu. Nelze tedy přesně 
vymezit směr vývoje globálního adresového prostoru IPv6 ale pouze poukázat na faktory, které 
v současné době tento vývoj ovlivňují. 
 Ze získaných znalostí lze vycházet např. při zkoumání, či snaze o konstrukci vyhledávacích 
algoritmů směrovacích záznamů IPv6. Velkým přínosem této práce je vytvořený generátor IPv6 
adres, který generuje adresy podle zadané konfigurace, na jejichž základě lze testovat nebo 
optimalizovat vyhledávací algoritmy směrování. 
 Zajímavým rozšířením této studie by mohlo být pokračování ve sledování evoluce 
adresového prostoru IPv6 a následné porovnání tohoto vývoje s předpovědí tvaru adresového prostoru 
IPv6, která je uvedená v této práci. Protokol IPv6 otevírá novou kapitolu internetu, která nepřináší 
pouze řešení problému nedostatečného počtu veřejných IPv4 adres, ale také řadu problémů, pro které 
je nutné hledat východiska.  
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Slovník zkratek 
IP  Internet Protocol 
MAC  Media Access Control 
RFC  Request for Comments 
IR  Internet Registry 
IANA  Internet Assigned Numbers Authority 
RIR  Regional Internet Registry 
NIR  National Internet Registry 
LIR  Local Internet Registy 
ISP  Internet service provider 
EU  End User 
HD-Ratio Host-Density Ratio 
AS  Autonomous System 
ULID  Upper Layyer IDentifiers 
RIB  Routing Information Base 
MRT  Multi-threaded Routing Toolkit 
IANA  Internet Assigned Numbers Authority 
ARIN  American Registry for Internet Numbers 
RIPE NCC Réseaux IP Européens Network Coordination Centre 
RIS  Routing Information Service 
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Příloha F: Znázorňuje rozložení prefixových úrovní pro IPv6 adresy 
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