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Abstrak
Electronic mail (email) telah berkembang menjadi salah satu komunikasi yang penting dalam
bertukar informasi, bersosial ataupun hubungan organisasi. Perusahaan WorldTalk
memperkirakan bahwa lebih dari 60 juta pebisnis menggunakan email.
Unsolicited Comercial Email (spam) muncul sebagai ancaman bagi email sebagai media
komunikasi. Banyak perusahaan mencoba mengembangkan metode untuk mengatasi masalah
tersebut. Mencari cara untuk menyaring email yang masuk dan mendeteksi apakah email
tersebut dibutuhkan oleh pengguna atau merupakan spam.
Tugas akhir ini mengimplementasikan aplikasi Spam Classification yaitu pengklasifikasian spam,
berbasis Java. Spam Classification merupakan aplikasi yang berdiri sendiri, dimana mempunyai
fungsi mengelompokan email (apakah spam atau email yang dibutuhkan), secara otomatis. Spam
Classification ini menggunakan metode Naive Bayes, yaitu metode pengklasifikasian spam yang
memiliki kemampuan belajar mengenali spam, serta metode Blacklist Search untuk perluasan
solusi penanganan spam.
Kata Kunci : Email, Spam, Klasifikasi, Blacklist Search, Naive Bayes, Java.
Abstract
Electronic mail (email) has growth to be one of important communication tool in changing
information, socialization or organization relationship. Worldtalk company assume that more
than 60 billion businessman using email.
Unsolicited Commercial Email (spam) come to threatening email as communication medium.
Much company try to develop a method to solve this problem. Find a way to classify incoming
email and detected whether that email needed by user or it is a spam email.
This final project will be implement Spam Classification application that is classified spam based
on Java. Spam Classification is independent application, where have a function to classified email
(spam or legitimate email), automaticly. This Spam Classification using Naive Bayes method, a
classified spam method which have ability to learning about spam, and also use Blacklist Search
method to expanded solution handling for spam.
Keywords : Email, Spam, Clasiffication, Blacklist Search, Naive Bayes, Java.
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BAB I 
PENDAHULUAN 
 
1.1. Latar Belakang  
Email telah menjadi sarana komunikasi baru bagi pengguna internet. 
Terjaminnya pengiriman, keamanan informasi membuat pengguna internet 
meninggalkan surat pos dengan kelebihannya. Mendapatkan informasi hiburan, 
informasi harga barang, musik, olah raga, dan lainnya menjadi salah satu fasilitas 
email.  
Tetapi, sangat disayangkan sering juga terkadang informasi yang didapatkan 
merupakan informasi yang tidak diharapkan oleh pengguna atau lebih dikenal 
dengan spam.  Pegawai yang kotak pesan nya dipenuhi banyak spam secara tidak 
langsung merugikan perusahaan karena produktivitasnya terganggu. Menghapus 
email satu persatu jelas tidak cukup karena hanya menunjukkan bahwa anda telah 
membaca lalu kemudian menghapusnya karena tidak memerlukannya lagi.  Untuk 
itu, sebuah solusi yang efektif dan cepat dalam mengatasi perkembangan masalah 
email spam dibutuhkan. 
Salah satu metode yang saat ini populer menjadi dasar dari solusi anti-spam 
adalah metode Naive Bayes. Metode Naive Bayes memiliki salah satu keuntungan 
yaitu memiliki kemampuan untuk terus belajar dari analisis konten emailnya. 
Akan tetapi, dengan metode ini kesalahan klasifikasi email masih bisa terjadi. 
 Metode Smart Heuristic muncul untuk memberikan fakta-fakta apakah 
sebuah email termasuk dalam kategori spam atau tidak, dalam kata lain, 
menambah ruang solusi penanganan spam. Akan tetapi, tidak semua metode 
Smart Heuristic dapat diaplikasikan, ini dikarenakan sulitnya pengambilan data 
pencarian untuk input masukan, dan sulitnya menjaga konektivitas dengan server 
internet[11]. Salah satu metode yang dapat diaplikasikan yaitu Blacklist Search, 
yaitu pencarian fakta terhadap sebuah alamat email apakah termasuk spam atau 
tidak. 
Tugas akhir ini akan membangun aplikasi Spam Classification yang mampu 
mengklasifikasikan spam dengan menggunakan metode Naive Bayes yang 
diintegrasikan dengan Blacklist Search.  
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1.2. Perumusan Masalah 
Akibat dari besarnya dampak negatif yang ditimbulkan dari email spam, 
maka diperlukannya sebuah filter otomatis untuk mengklasifikasi email yang 
dapat membedakan email yang digolongkan sebagai spam atau bukan. 
Dalam tugas akhir ini akan membangun aplikasi filtering dengan 
menggunakan metode Naive Bayes sebagai algoritma pembelajaran terhadap 
konten email. Dan mengintegrasikannya dengan Blacklist Search untuk 
menambah ruang solusi penanganan spam. 
1.3. Tujuan Pembahasan 
Secara umum tujuan dari tugas akhir ini adalah mengimplementasikan 
integrasi dari metode Naive Bayes dengan metode Blacklist Search dalam kasus 
spam filtering dengan rincian sebagai berikut : 
 Membuat aplikasi SpamClassification yang dapat mengklasifikasikan suatu 
pesan email digolongkan sebagai spam atau bukan spam (ham). 
 Membandingkan hasil klasifikasi yang diperoleh dengan metode Naive Bayes 
dengan Blacklist Search. 
 Menganalisa keakuratan klasifikasi yang dihasilkan oleh aplikasi dengan 
menganalisa performansi dari aplikasi jika menggunakan ciri – ciri  yang 
berbeda. 
1.4. Batasan Masalah   
• Aplikasi ini menggunakan inputan email yang berupa teks bukan 
gambar.  
• Email yang akan di-training sudah disimpan dan didefinisikan terlebih 
dahulu dari user 
• Menggunakan Naive Bayesian Classifier sebagai metode 
pengklasifikasian. 
• Menggunakan Smart Heuristic sebagai metode pencarian spam. 
• Menggunakan blackhole server yang sudah ada untuk pencarian spam 
dengan Blacklist Search 
• Aplikasi ini berdiri sendiri dan tidak menempel pada email server. 
• Aplikasi ini tidak merupakan aplikasi on-line internet. 
Integrasi Metode Naive Bayes dengan Blacklist Search untuk Klasifikasi Spam I - 2 
 
Tugas Akhir - 2005
Fakultas Teknik Informatika Program Studi S1 Teknik Informatika
Bab I – Pendahuluan 
1.5. Metodologi Penyelesaian Masalah 
• Studi literatur. 
• Pendefinisian spam. 
• Analisa dan perancangan perangkat lunak dengan menggunakan UML. 
• Implementasi perangkar lunak dengan menggunakan Java 
• Melakukan Training terhadap Aplikasi.  
• Pengujian aplikasi. 
• Penyusunan laporan. 
1.6. Sistematika Penulisan 
 
BAB I PENDAHULUAN 
Berisi latar belakang, perumusan masalah, batasan masalah, 
tujuan pembahasan, metodologi penyelesaian masalah dan 
sistematika penulisan. 
BAB II LANDASAN TEORI  
Penjelasan mekanisme sistem meliputi penjelasan metode Naive 
Bayes, penjelasan metode Smart Heuristic, penjelasan 
karakteristik email khususnya spam, dan penjelasan singkat 
mengenai bahasa Java. 
BAB III ANALISA DAN DESAIN 
Membahas tentang analisa kebutuhan dan perancangan awal 
sistem dengan metode RUP menggunakan bahasa pemodelan 
UML. 
BAB IV IMPLEMENTASI DAN ANALISA 
Implementasi aplikasi yang dibangun, melakukan proses 
pembelajaran spam terhadap aplikasi, dan evaluasi performansi 
aplikasi.   
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Gambar 4.2 Activity Diagram untuk 
Use Case Trainning Email 
 
Gambar 4.3 Activity Diagram untuk Use Case 
Testing Email 
 
 
 
Gambar 4.4 Activity Diagram untuk 
Use Case Blacklist Email 
 
 
Gambar 4.5 Activity Diagram untuk Use 
Case Whitelist Email 
 
 
 
4.3.3 Diagram Sekuensial 
Sequence Diagram menjelaskan 
interaksi interaksi objek yang disusun dalam 
suatu urutan waktu. Diagram ini secara khusus 
berasosiasi dengan use case. Sequence 
diagram memperlihatkan tahap demi tahap apa 
yang seharusnya terjadi untuk menghasilkan 
sesuatu di dalam use case[8]. 
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4.3.2.1 Sequence Diagram untuk Use-Case 
Training
 
 
Gambar 4.6 Sequence Diagram untuk Use 
case Training 
 
4.3.2.2 Sequence Diagram untuk Use-
CaseTesting
 
Gambar 4.7 Sequence Diagram untuk Use 
case Testing 
 
4.3.2.3 Sequence Diagram untuk Use-Case 
Blacklist Email 
 
Gambar 4.8 Sequence Diagram untuk Use 
case Blacklist email 
4.3.2.4 Sequence Diagram untuk Use case 
Whitelist email 
 
Gambar 4.9 Sequence Diagram untuk Use 
case Whitelistt email 
 
 
4.3.2.5 Diagram Kelas 
Setiap obyek merupakan instance dari 
suatu kelas, dimana kelas tersebut 
menggambarkan properties dan behaviour 
dari setiap jenis obyek[8]. Sebuah diagram 
kelas menggambarkan kelas-kelas yang 
terdapat pada sistem dan hubungannya dengan 
kelas lainnya. Aplikasi RSSReader dalam 
tugas akhir ini melibatkan 8 class. Class-class 
tersebut adalah: 
• Class SpamClassification 
Adalah class utama yang menangani 
tampilan utama dan juga class yang 
memiliki keterhubungan yang paling 
banyak dengan class-class lain. 
• Class MailClassifier 
Adalah class yang menangani proses 
pengklasifikasian email. 
• Class DataRepository 
Adalah class yang menangani proses 
yang berhubungan dengan 
pemrosesan file. 
• Class TextTokeniser  
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Merupakan class utama yang 
menangani proses memecah kalimat 
menjadi token dan penyaringan token 
dengan StopWordList. 
• Class Naive Bayes 
Merupakan class yang digunakan 
untuk menentukan peluang class dan 
token dengan metode Naive Bayes. 
• Class Hypothesis Test 
Merupakan class yang digunakan 
untuk menentukan nilai Hypothesis 
Test dari token. 
• Class Blacklist 
Adalah class yang digunakan untuk 
memeriksa header email dengan 
menggunakan blacklist. 
• Class FileSaver 
Adalah class yang digunakan untuk 
menyimpan file yang telah diolah. 
• Class Whitelist 
Adalah class yang digunakan untuk 
memeriksa header email dengan 
menggunakan whitelist.  
• Class StopList 
Adalah class yang digunakan untuk 
membuang kata-kata yang ada di body 
email sesuai Wordlist 
• Class WordMap 
Adalah class yang memetakan token 
ke file yang sudah ditraining 
• Class TextSeparator 
Adalah class yang berisi pemisah 
token 
• Class Trainer 
Merupakan class yang mengolah 
inputan training dari user 
• Class Train 
Merupakan class yang mengolah 
training yang akan dilakukan 
• Class Vocabulary 
Class yang mengumpulkan semua 
token 
• Class Result 
Class yang menampilkan hasil dari 
pemrosesan 
 
Gambar 3.4 Class Diagram 
 
5 Implementasi 
Suatu proses pembangunan perangkat 
lunak setelah melalui proses analisis dan 
perancangan sistem, kemudian akan melalui 
tahapan berikutnya yaitu implementasi. Pada 
tahap ini sistem akan diuji sesuai dengan 
kebutuhan sistem yang ada. Akan dilakukan 
analisis terhadap kinerja sistem berdasarkan 
pengujian yang telah dilakukan. 
5.1 Implementasi Perangkat Lunak 
Implementasi perangkat lunak 
menggunakan bahasa pemrograman yang 
mendukung pemrograman berorientasi objek. 
Bahasa Pemrograman yang dipilih adalah Java 
dikarenakan kemampuannya dalam 
pemrograman berorientasi objek dan 
multithread. 
Untuk metode Smart Heuristic DCC  
Test dan SMTP Test belum dapat 
diimplementasikan. DCC Test menggunakan 
Distributed Checksum Clearinghouse(DCC) 
untuk  menentukan berapa banyak kali pesan 
yang sama telah ditemukan sebelumnya di 
mail server yang lain.  
Dari penelitian dan pengujian yang 
dilakukan terhadap DCC server yang ada, 
pengambilan daftar IP dan informasi 
ditemukannya di mail server lain tidak dapat 
dilakukan. Ini dikarenakan tidak di-publish-
nya informasi tersebut. Untuk mendapatkan 
informasi DCC Test harus dilakukan online 
dengan menginputkan alamat IP. Untuk itu 
dalam mengintegrasikan test ini ke aplikasi 
yang dibangun, aplikasi haruslah bersifat 
client server.  
Sehingga DCC dan SMTP Test tidak 
dapat diaplikasikan ke aplikasi yang akan 
dibangun, karena hasil keluaran yang 
diharapkan untuk inputan integrasi dengan 
metode Naive Bayes dari DCC dan SMTP 
Test tidak didapatkan.  
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