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Abstrakt
Diplomová práca sa zaoberá problematikou odhaľovania potenciálnych podvodných
poistných udalostí s využitím Business Intelligence (BI) a jeho praktickou apliká-
ciou na reálne dáta povinného zmluvného a havarijného poistenia. Popisuje základné
termíny v oblasti poisťovníctva, jednotlivé vrstvy architektúry BI a podrobný popis
procesu implementácie od dátovej transformácie, cez použitie pokročilých analytic-
kých metód, až po prezentáciu nadobudnutých znalostí.
Abstract
This thesis focuses on the area of detection of potential insurance frauds by using
Business Intelligence (BI) and its practical application to real data of compulsory
and accident insurance. It describes the basic concepts of insurance business, the in-
dividual layers of BI architecture, and a detailed description of the implementation
process from data transformation through the use of advanced analytical methods
to the presentation of acquired information.
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Kapitola 1
Úvod
Táto práca vznikla na základe záujmu o najnovšie trendy v oblasti informačných
technológií, akou je napríklad Business Intelligence (BI). Už dávno neplatí, že dáta
slúžia iba na uchovávanie informácií. Žijeme v dobe, ktorú môžeme prirovnať k ére
dát. World Wide Web a jeho súčasti ako napr. sociálne siete, online obchody, rôzne
informačné systémy a mnoho ďalších patria k dnešnému spôsobu života a denne
vyprodukujú Terabyty najrôznejších dát, preto potreba použitia nástrojov BI ne-
ustále narastá. Dáta v sebe nesú skryté informácie, ktoré na prvý pohľad nie je
vidno a práve BI dopomáha k ich odhaleniu a k získaniu kľúčových znalostí. Ma-
nagement na základe týchto znalostí môže prijať rozhodnutia alebo opatrenia, ktoré
dokážu priniesť alebo ušetriť organizáciám a firmám nemalé finančné prostriedky.
Taktiež môžu napomôcť pri odhaľovaní organizovaného zločinu. V tejto práci sa BI
aplikovala na problém odhaľovania poistných podvodov povinného zmluvného a ha-
varijného poistenia. Práca v teoretickej časti popisuje základné termíny z oblasti
poisťovníctva, problematiku poistných podvodov a možné spôsoby ochrany, ktoré
v takýchto prípadoch dopomôžu k zabráneniu vyplatenia neoprávneného poistného
plnenia.
Praktická časť popisuje praktickú implementáciu BI na reálne dáta od procesu
transformácie (ETL - Extract Transform Load) až po prezentáciu dosiahnutých vý-
sledkov za pomoci najnovších analytických metód s cieľom získania takých informá-
cií, ktoré nám dopomôžu k detekcii podvodných poistných udalostí.
Pri písaní tejto práce boli osvojené princípy základov typografie a tvorby doku-
mentov s využitím systému LATEX.
10
Kapitola 2
Vymedzenie problému a ciele
práce
Podvodné poistné udalosti sú veľkým problémom všetkých poisťovní. Poisťovacie
spoločnosti sa snažia bojovať rozličnými spôsobmi, aby podvody včas odhalili a za-
bránili tak vyplácaniu neoprávnených poistných plnení, čím eliminujú svoje finančné
straty. V jednotlivých častiach práce budú popísané rôzne spôsoby detekcie poistných
podvodov s využitím najmodernejších informačných technológií. Cieľom práce je vy-
užitie Business Intelligence (BI) pri procese odhaľovania potenciálnych podvodných
poistných udalostí, ktoré nastanú pri povinnom zmluvnom alebo havarijnom pois-
tení. Bude zapotreby zanalyzovať poskytnuté dáta nemenovanej poisťovne, v procese
ETL extrahovať, transformovať a preniesť očistené a konzistentné dáta do dátového
skladu a multidimenzionálnej databáze. Následne s využitím pokročilých metód a al-
goritmov data miningu a s pomocou OLAP (Online Analytical Processing) a dátovej
kocky zanalyzovať a zhodnotiť dosiahnuté výsledky.
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Kapitola 3
Teoretické východiská práce
3.1 Poisťovníctvo
Poisťovníctvo je odvetvie národného hospodárstva, ktoré vykonáva poisťovacie, za-
isťovacie či sprostredkovateľské činnosti v oblasti poistenia. Jedná sa o nevýrobné
odvetvie, ktoré poskytuje poistnú ochranu poistencovi, zabezpečuje elimináciu rizík
a uhrádza ujmy vzniknuté pri nepredvídaných udalostiach. V poisťovniach sa vy-
tvárajú technické rezervy z poistného plynúce od poistencov a vyplácajú sa poistné
plnenia za škody. Obe strany musia splniť svoje povinnosti. Inštitúcie spadajúce
do poisťovníctva sa riadia zákonmi.
3.1.1 Poistenie
Jedná sa o presun poistného rizika na poisťovateľa, ktoré môže vzniknúť náhodnými
udalosťami poistenému. Zabezpečí sa tak proti následkom vzniknutým, na základe
skutočnosti, ktoré sú predpokladané v predmete poistenia. Poistením sa vytvárajú
a rozdeľujú rezervy z poistného. Straty niekoľkých poistených sa rozložia na všet-
kých poistených. Poistné je cena služby, ktoré poistenie zabezpečuje. Poistné platí
poistený, ktorý uzatvoril poistnú zmluvu alebo je poistený zo zákona a budeme ho
nazývať poistník.
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”
Hlavné funkcie poistenia sú nasledovné:
• Akumulačno-redistribučná predstavuje vzťahy na tvorbu poistných rezerv,
• kontrolná predstavuje neustále monitorovanie priebehu poistného vzťahu, najmä
škodovosti,
• stimulačná predstavuje vytvorenie podmienok zainteresovanosti poistných na pria-
znivom škodovom vývoji,
• subjektívna je spojená s morálnym rizikom, je závislá na činnosti ľudí, od sub-
jektívneho rizika závisia i poistné podvody,
• primárna predstavuje poskytovanie poistnej náhrady za škody, ktoré vzniknú
na základe udalostí definovaných v poistnej zmluve. [1]“
Poistenie rozdeľujeme na komerčné a nekomerčné. Komerčné ďalej na:
• Dobrovoľné - možnosť poistenia na základne svojho rozhodnutia,
• povinné zmluvné - povinnosť plynie z právneho predpisu pre dané subjekty,
• zákonné - povinnosť poistenia vyplýva zo zákona. [2]
Nekomerčné na:
• Zdravotné poistenie - výška tohto poistenia je daná štátom,
• sociálne poistenie - jedná sa o povinné poistenie, do tohto poistenia spadá
nemocenské poistenie, dôchodkové zabezpečenie, podpora v nezamestnanosti
a sociálne dávky,
• penzijné poistenie - je dobrovoľné a zahŕňa penzijné fondy. [2]
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Predmet poistenia môžu byť osoby, majetok a zodpovednosť za škody.
• Majetok - v previazaní s určitými rizikami sa poistenie rozdeľuje na poistenie
živelné, dopravné, havarijné, poistenie úveru atď.,
• osoby - jedná sa o povinné poistenie, do tohto poistenia spadá nemocenské
poistenie, dôchodkové zabezpečenie, podpora v nezamestnanosti a sociálne
dávky,
• zodpovednosť za škodu - poistený získa právo na úhradu škody pri jej vzniku
od poisťovateľa v súvislosti s poistnou zmluvou. [2]
Vzhľadom na povahu praktickej časti bude podrobnejšie definované povinné zmluvné
a havarijné poistenie, ktoré sú predmetom odhaľovania poistných podvodov.
Povinné zmluvné poistenie
Jedná sa o poistenie zodpovednosti za škodu, ktorá je spôsobená prevádzkou motoro-
vého vozidla, v podstate spôsobená motorovým vozidlom. Toto poistenie poskytuje
istú ochranu šoférovi automobilu. Aby nám bola náhrada škody v prípade nehody
vyplatená, je nutné mať s poisťovňou uzatvorené zmluvné poistenie. Na každé moto-
rové vozidlo v evidencii vozidiel je povinnosť mať uzatvorené toto poistenie. Poistenie
je platné od dátumu uvedeného v poistnej zmluve. Pokiaľ nie je splnená podmienka
a na vozidlo v evidencii nie je uzatvorená poistka, porušuje zákon a hrozí tu fina-
nčná pokuta za neuzatvorenie povinného zmluvného poistenia. Výška sankcie môže
dosiahnuť výšku 3320 EUR. V prípade, že by bola spôsobená nehoda s vozidlom
bez tohto poistenia je škoda vymáhaná od vinníka. V príslušnej poistnej zmluve sú
dohodnuté limity poistného krytia [3].
”
Jedná sa o poistné krytie zodpovednosti:
a) Za škodu na zdraví, náklady pri usmrtení, ako aj za škodu vzniknutú náhra-
dou nákladov zdravotnej starostivosti, dávok nemocenského poistenia a dávok
dôchodkového poistenia,
b) za škodu vzniknutú poškodením, zničením, odcudzením alebo stratou veci, ušlý
zisk a účelne vynaložené náklady spojené s právnym zatupovaním pri uplatňo-
vaním nárokov.“ [3]
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Havarijné poistenie
Používa sa aj názov kasko poistenie. Na rozdiel od povinného zmluvného poistenia,
ktoré kryje nami učinené škody druhým šoférom, havarijné poistenie kryje škody
na našom motorovom vozidle i v prípade viny na našej strane. Môžu nastať udalosti:
• Škody vzniknuté na vozidle alebo jeho výbave následkom dopravnej nehody
vzniknutej nárazom alebo stretom,
• odcudzenie,
• lúpež,
• vandalizmus,
• živelné pohromy. [4]
V prípade, že sa rozhodneme uzatvoriť havarijné poistenie, je dobré vziať do úvahy
okrem ceny i rozsah poistných rizík, rozsah asistenčných služieb a ich kvalitu a ďa-
lšie faktory. Výška poistného plnenia závisí aj od spoluúčasti, ktorá sa dojednáva
v percentuálnej hodnote s uvedením minimálnej sumy. Čím vyššiu spoluúčasť do-
hodneme, tým bude výška poistného vyššia. Určí sa tiež výška čiastky z poistenej
náhrady, ktorú má hradiť poistník a ktorú poisťovňa. Poisťovňa v prípade totálnej
škody vypláca poistné plnenie vo výške časovej ceny vozidla, po odpočítaní použi-
teľných zvyškov vozidla a dohodnutej výšky spoluúčasti. Pri uzatvorení havarijného
poistenia, ak ide o ojazdené auto, kryje poisťovňa škody až po obhliadke poisťova-
ného vozidla. [4]
3.1.2 Poistná zmluva
”
Poistná zmluva je právny dokument vyhotovený písomnou formou v zmysle plat-
ných právnych predpisov, ktorou sa poistiteľ zaväzuje poskytnúť v dojednanom roz-
sahu plnenie ak nastane náhodná udalosť v zmluve bližšie určená. [5]“ Návrh na uza-
tvorenie poistnej zmluvy podáva poistník prostredníctvom tlačiva poisťovne. Toto
tlačivo obsahuje identifikačné údaje o klientovi, požadované poistné riziká, poistné
sumy, navrhovanú výšku poistného, lehotu platenia a ostatné podmienky. Prílohou
poistnej zmluvy môžu byť dokumenty, ktoré bližšie popisujú riziko.
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”
Všeobecné poistné podmienky sú poistné podmienky, používané pre určitú sku-
pinu produktov, väčšinou je možné sa od nich odchýliť len v prospech klienta. Je
z nich možné vyčítať celý princíp fungovania zmluvného vzťahu, a to najmä výklad
pojmov, čo je poistná udalosť, čo môže byť predmetom poistenia, poistné riziká
(definície, popis a výluky), stanovenie poistnej sumy, spôsoby platenia poistného,
spôsoby vzniku a zániku poistenia a plnenie pri poistnej udalosti. [6]“
3.1.3 Riziko
Riziko vyjadruje priaznivú alebo nepriaznivú situáciu či udalosť. Zároveň označuje
pravdepodobnosť, že škoda človeku vznikne alebo nevznikne v dôsledku negatívnej
odchýlky. Poistné riziko je riziko, na ktorú poisťovňa je schopná uzatvoriť poistnú
zmluvu na základe poistno-technických podmienok. Vtedy je riziko presunuté z po-
isteného na poistiteľa. Poistiteľ sa zaujíma o čisté riziko s ohľadom na objektívnu
a subjektívnu stránku. Riziko podľa povahy rozdeľujeme na:
• Čisté riziko - realizáciou rizika v závislosti na povahe udalostí vzniknú iba
negatívne odchýlky od cieľa,
• špekulatívne - realizáciou rizika v závislosti na povahe udalostí vzniknú nega-
tívne i kladné odchýlky od cieľa,
• objektívne - je dané nezávisle na ľuďoch,
• subjektívne - je spojené s morálnym rizikom, je závislé na činnosti ľudí. Od sub-
jektívneho rizika závisia i poistné podvody. [2]
3.1.4 Poistná udalosť
Jedná sa o náhodnú skutočnosť, ktorou je poškodený poistený predmet či osoba. Nie
je tu jednoznačné či daná udalosť vznikne a aké budú ujmy. Udalosť je popísaná v po-
istnej zmluve, prípadne vo zvláštnom právnom predpise. Poistený je povinný udalosť
ihneď nahlásiť príslušnej poisťovni. Potom prichádza rad na likvidátora, keďže ko-
nečnou fázou celej realizácie poistenia je likvidácia poistných udalostí. V prvom rade
overí platnosť poistnej zmluvy a platby poistného. Následne overí rozsah škôd, tým
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že navštívi miesto vzniku poistnej udalosti. Pri prehliadke podnikajúcich fyzických
osôb (FO) a právnických osôb (PO) je nutné urobiť záznam formou zápisnice. V po-
slednom kroku dochádza k úhrade poistnej náhrady. Cieľom likvidácie je uspokojiť
klienta a jeho nároky vyplývajúce z dohodnutej poistnej zmluvy. [7]
3.1.5 Poistný podvod
Podľa § 250a zákona č. 140/1961 Sb., trestného zákona v ČR poistný podvod je
trestný čin, ktorého sa dopustí ten:
1. Kto pri dojednávaní poistnej zmluvy alebo pri uplatnení nároku na plnenie
z takejto zmluvy uvedie nepravdivé alebo hrubo skreslené údaje alebo pod-
statné údaje zamlčí, bude potrestaný odňatím slobody až na dva roky alebo
zákazom činnosti alebo peňažným trestom.
2. Rovnako sa potrestá ten, kto úmyselne vyvolá poistnú udalosť, alebo kto stav
vyvolaný poistnou udalosťou udržuje v úmysle zvýšiť vzniknutú škodu.
3. Odňatím slobody na šesť mesiacov až tri roky alebo peňažným trestom sa
páchateľ potrestá, ak spôsobí činom uvedeným v odseku 1 alebo 2 na cudzom
majetku škodu nie malú.
4. Odňatím slobody na dva roky až osem rokov sa páchateľ potrestá:
a) ak spácha čin uvedený v odseku 1 alebo 2 ako člen organizovanej skupiny,
b) ak spôsobí takým činom na cudzom majetku značnú škodu alebo iný ob-
zvlášť závažný následok.
5. Odňatím slobody na päť až dvanásť rokov sa páchateľ potrestá, ak spôsobí či-
nom uvedeným v odseku 1 alebo 2 na cudzom majetku škodu veľkého rozsahu.
3.2 Business Intelligence
Počiatky BI môžeme datovať od konca sedemdesiatych rokov minulého storočia, keď
americká firma Lockhead začala vyvíjať podporu riešenia manažérskych a analytic-
kých úloh, ktorá bola spojené s rozvojom online spracovávaním dát. Začali vzni-
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kať systémy, ktoré boli založené na multidimenzionálnom uložení a spracovaní dát.
V osemdesiatych a deväťdesiatych rokoch začal rozkvet nových BI technológií, ktoré
dnes poznáme pod pojmami ako dátové trhoviská (Data Mart), dátové sklady (Data
Warehouse) a s nimi spojený pojem dolovanie z dát (Data Mining). [8] Postave-
nie BI v rámci celej informačnej architektúry je konvertovať veľké množstvo dát
uložených v transakčných systémoch a prevádzať tieto dáta na poznatky, ktoré sú
potrebné v procese rozhodovania. Business Intelligence si môžeme predstaviť ako
balík procesov, aplikácií a technológií, ktorých cieľom je účinne a účelne podporo-
vať rozhodovacie procesy vo firme. Podporujú analytické plánovacie a rozhodovacie
činnosti podnikov a organizácií. Integrujú v sebe relačné databázy, EII (Enterprise
Information Integration), ETL (Extract - Transform - Load) a EAI (Enterprise Ap-
plication Integration), Data Warehouses, Data Marts, multidimenzionálne databázy,
Data Mining a reporty. [8]
Architektúra BI sa skladá zo štyroch základných vrstiev. Zdrojové systémy po-
skytujú veľké množstvo dát, ktoré treba spracovať a zjednotiť, čo nám zabezpečí
prvá vrstva BI, ktorá prevádza transformáciu dát za pomoci EII , ETL, alebo EAI.
Takto pripravené, očistené a zjednotené dáta z rôznych systémov sú následne vložené
do Data Warehous alebo Data Mart, ktoré sú na úrovni druhej vrstvy architektúry.
Nasleduje tretia vrstva, kde sa nachádzajú analytické komponenty ako napr. OLAP
a Data Mining, ktoré spolupracujú z druhou vrstvou a ich výsledkom sú znalosti,
ktoré sú prezentované na poslednej prezentačnej vrstve, ktoré ich zobrazuje užíva-
teľom. Pre lepšiu predstavu je celá architektúra zobrazená aj na obrázku 3.1.
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Obrázok 3.1: Architektúra Business Intelligence
3.2.1 Dátová transformácia
V prvom rade je potrebné si uvedomiť, že dáta, ktoré pochádzajú z rôznych zdrojo-
vých systémov typu CRM (Customer Relationship Management), ERP (Enterprise
Resource Planning) a rôznych iných externých a interných systémov sú nevyhovu-
júce, je potrebné ich zjednotiť a upraviť do takej podoby, ktoré budú niesť potrebné
informácie vo vhodnej forme pre náš skúmaný jav a budú očistené od šumu, ne-
konzistentných a neúplných dát. Pri tomto procese je nutné definovať správny for-
mát, sémantickú vrstvu a model integrácie, aby sme mohli zlúčiť dva alebo viac
rôznorodých úložísk dát. Pri tomto procese sa mnohokrát podcení dôležitosť vytvo-
renia dokumentácie metodiky technických položiek ako sú definícia záznamu, štruk-
túry, rozhrania a tokov naprieč celou organizáciu. Musia sa určiť pravidlá a metódy
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pre udržanie konzistencie dát naprieč celému integračnému projektu. Preto boli vy-
tvorené obecné definície a vzory transformácie a integrácie dát EII, EAI a ETL, ktoré
môžme medzi sebou kombinovať. Tento krok je najdôležitejšou súčasťou každého BI
riešenia, pretože len z kvalitných dát je možné získať kvalitné výsledky.
EII - Enterprise Information Integration
EII je optimalizovaný a transparentný prístup k dátam. Transformačná vrstva po-
skytuje jednoduchý relačný interface cez všetky podnikové dáta. Celý proces je zo-
brazený na obrázku 3.2.
• Umožňuje integráciu štruktúrovaných a neštruktúrovaných dát,
• poskytuje v reálnom čase čítanie a zápis dát,
• transformuje dáta pre obchodné analýzy a výmeny dát,
• spravuje dáta pre výkon a dostupnosť. [9]
Obrázok 3.2: EII - Enterprise Information Integration [9]
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Výhody EII
Sila spočíva v relačnom prístupe aj k nerelačným zdrojom. Jeho schopnosťou je
preskúmať dáta ešte pred tým, ako sú formálny dátový model a metadáta vytvo-
rené. Nasadenie EII je rýchlejšie a neskôr môže byť znovu použité s ETL alebo EAI.
Výhoda je aj v prístupe dát, pretože sa vyhýba zbytočnému presunu dát. Má optima-
lizovaný globálny prístup k vzdialeným zdrojom. Technológia obsahuje prostriedky,
ako počúvať na udalosti ako je napríklad INSERT, DELETE alebo UPDATE pre de-
finované oblasti záujmu. [9]
Nevýhody EII
Potreba matching keys, čo sú pomyselné otlačky prstov zákazníckych dát generované
naprieč zdrojmi. Častokrát sa vyskytujú rôzne typy dát, ako je napr. rodné číslo,
ktoré môže byť v jednom zdroji dát uložené ako číslo a v druhom ako reťazec a preto
je nutné tento nežiadúci jav eliminovať. Ďalšia nevýhoda je potenciálna možnosť vy-
sokého zaťaženia zdrojov. Taktiež je limitovaný počet pre vzdialené sady výsledkov
na stotisíc riadkov a aj transformácia je ohraničená schopnosťami SQL a kapacitou
systému. Nežiadúci jav je tiež možná spotreba šírky pásma v sieti v špičke a pri ak-
tualizácii je potrebná transakčná kontrola 2PC. [9]
Kedy použiť EII
Typické použitie EII je napr. pri prepojení veľkých archívov so selektívnymi dátami
z iných zdrojov. [9]
EAI - Enterprise Application Integration
EAI je založené na správach, je transakčne orientovaný, má sprostredkovateľskú
a transformačnú funkciu pre integráciu aplikácií. Podniková informačná integrácia
je zobrazená na obrázku 3.3. Základné prínosy, ktoré ponúka integrácia podnikových
aplikácií sú: [9]
• Kladie dôraz na integráciu procesov obchodnej úrovne a dát,
• zameranie na využitie a distribúciu podnikových procesov a dát,
• zjednodušenie integrácie aplikácií znížením množstva detailov.
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Obrázok 3.3: EAI - Enterprise Application Integration [9]
Podľa IBM sú známe štyri úrovne podnikovej aplikačnej integrácie: [9]
• Úroveň integrácie užívateľského rozhrania,
• úroveň integrácie metód,
• úroveň integrácie aplikačného rozhrania,
• dátová integračná úroveň.
Výhody EAI
EAI je optimalizované pre aplikácie založené na API (Application Programming In-
terface), doručujú dáta do dátových skladov v reálnom (alebo skoro reálnom) čase.
Ďalšia z výhod je, že dokážu presúvať alebo posielať individuálne udalosti alebo
transakcie. EAI má schopnosti pre jednoduché a základné transformácie a pravidlá.
Posledná z výhod je kontrolovaný pracovný postup. [9]
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Nevýhody EAI
Medzi nevýhody bezpochyby patrí obmedzená schopnosť transformácie a podpora
pre agregáciu dát. Transakcia je limitovaná na 10 záznamov. EAI je zložitá na vývoj
a tým pádom trvá dlhší čas, kým sa riešenie dostane na trh. Ďalej je limitované
znovupoužitie pre transformácie a taktiež je podpora pre metadáta, ako je použitie,
import a export. A v neposlednej rade nám môže skonzumovať šírku pásma siete
v špičke. [9]
Kedy použiť EAI
Použitie je vhodné pri integrácii transakcií a nie veľkých súborov dáta, taktiež
ak otázky môžu byť zodpovedané spájané malým množstvom dát a ak úložisko
zdrojov dát nemôže byť priamo prístupné. [9]
ETL - Extract Transform Load
Dátová transformácia všeobecne, ktorá je zobrazená aj na obrázku 3.4 pre lepšiu abs-
trakciu, bola navrhnutá riadiť veľmi veľké množstvo dát (hlavne historických a analy-
tických), poskytuje vhodnú platformu pre pre vylepšenú produktivitu znovu použitia
objektov a transformácií, striktnú metodiku a lepšiu podporu metadát vrátane ana-
lýzy vplyvu. Pri tvorbe ETL nástrojov je potreba rátať s plánovaním, kedy proces
spustiť, aby sme nezaťažili zdrojové systémy a preto sa budeme snažiť o súbežné
zaťaženie. ETL je tvorené z troch častí extrakciou, transformáciu a importom dát
prevažne do dátových skladov. [9]
Extrakcia (Extract) slúži k získavaniu potrebných dát prevažne pre dátové sklady.
Zdroje dát sú prevažne z relačných alebo iných typov databází transakčných, ERP
alebo CRM systémov, z flat-file alebo xml súborov, emailov, logovacích súborov web
stránok a pod. Extrakcia má za úlohu upraviť dáta do formátu potrebného pre trans-
formáciu. Výber vhodných zdrojov a správna transformácia je kľúčová pre výslednú
kvalitu riešenia BI. [10] Transformácia (Transform) prebieha nad extrahovanými
dátami do požadovanej podoby, pretože dáta môžu pochádzať z rôznych zdrojov
a ich kvalita a forma nemusí byť dostačujúca. V prvom rade je potreba odstrániť
alebo doplniť neúplne dáta, odstrániť duplicitu, zjednotiť formát typ dát. V prípade
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Obrázok 3.4: ETL - Extract Transform Load [9]
dátovej transformácie sú dáta pretvárané do formy vhodnej pre úlohy extrakcie zna-
lostí. Tá zahŕňa nasledujúce činnosti: [11]
• Vyhladzovanie, ktoré slúži na odstraňovanie extrémnych hodnôt,
• agregácie, slúžiace na redukciu potrebných dát,
• generalizácia dát, ktoré taktiež slúži na odťaženie data miningového procesu,
• normalizácia, ktorá spojité premenné s veľmi širokým rozsahom pretransfor-
muje na určené hodnoty (napr. 0 až 1 a pod.),
• konštrukcia atribútov, výpočet nových potrebných atribútov prepočítaním,
prípadne vhodnou kombináciou pôvodných atribútov.
Posledná časť ETL je import (Load) extrahovaných, prípadne aj transformo-
vaných dát do dátového skladu. Je potrebné zvoliť frekvenciu importu v závislosti
na type skúmaného predmetu. Obvykle sú to týždenné alebo mesačné periódy. Dáta
môžu byť buď nahradené alebo pridávané už k existujúcim. [10]
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Výhody ETL
ETL proces je optimalizovaný pre dátové štruktúry, pravidelne dávkovo orientovaný.
Dokáže presúvať veľké objemy dát v jednom kroku, umožňuje komplexné dátové
transformácie vyžadujúce výpočty, agregácie a pod. Pri ETL dátovej transformácii
je vysoká miera znovu použitia objektov a transformácií. Plánovanie je riadené ad-
ministrátorom. [9]
Nevýhody ETL
Zdrojové dáta sú často nekvalitné, preto býva implementácia zdĺhavá, dáta sú pre-
súvané bez ohľadu na skutočné potreby. Nevýhodou je aj konzumácia úložných sys-
témov, údaje nie sú aktuálne mimo synchronizácie. [9]
Kedy použiť ETL
ETL je vhodné použiť pri konsolidácii alebo komplexnej transformácii dát. [9]
3.2.2 Databázové komponenty
Databázová vrstva zabezpečuje procesy správy dát pre riešenie BI ako napr. ukla-
danie a aktualizácie.Obsahuje komponenty:
• Dátové sklady (DWH - Data Warehouse),
• dátové trhoviská (DMA - Data Marts),
• operatívne dátové úložiská (ODS - Operational Data Stores),
• dočasné úložiská dát (DSA - Data Storage Areas).
Dátové sklady (DWH)
Technológia dátových skladov predstavuje v súčasnej dobe stále významnejší trend
v rozvoji podnikových informačných systémov. Pojem dátový sklad je možné defi-
novať viacerými spôsobmi. [12] Za základ však budeme považovať definíciu jedného
zo zakladateľov DWH, Williama Inmona:
”
Dátový sklad je integrovaný, subjektovo
orientovaný, stály a časovo rozlíšený súbor dát, usporiadaný pre podporu potrieb
manažmentu.“ [13] Jeho formalizácia je zobrazená na obrázku 3.5. Dátový sklad si
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je možné predstaviť ako databázu, v ktorej sú dáta organizované podľa iných pra-
vidiel ako pri relačných (nie je nutná normalizácia). Primárny cieľ DWH je uchovať
dáta takým spôsobom, aby po ich premene na informácie v analytickej vrstve slúžila
pre podporu rozhodovania. [14]
”
Účelom dátového skladu je poskytovať odpovede
na strategické otázky teda na rozhodnutia strednodobého a dlhodobého charakteru.
Dátové sklady sú predmetne orientované (zameriavajú sa na určitú oblasť) a dáta ty-
povo kategorizované (napríklad predaj, produkt, objednávky) tak, aby podporovali
celopodnikové rozhodovanie, nie prevádzkové úlohy. Dátové sklady nie sú transakč-
nými systémami, to znamená, že majú presne definované periódy aktualizácie dát
a dáta sú určené iba na čítanie. V závislosti na potrebách rôznych komunít používa-
teľov ich možno využiť na operatívny reporting (preddefinované reporty realizované
na dennej alebo týždennej báze), analytický reporting (preddefinované ad-hoc do-
pyty poskytujúce odpovede na špecifické otázky) a dolovanie z dát (ad-hoc a drill-
down analýzy).“ [12]
Obrázok 3.5: Dátový sklad [14]
Orientácia na predmet (subjekt)
Dáta sú zapisované podľa predmetu záujmu, sú kategorizované podľa subjektu. Sub-
jekt môže byť napr. zákazník, dodávateľ, produkt. [14]
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Integrovanosť
Dáta je potrebné integrovať, je potrebné ich definovať jednotne s konzistentnými
jednotkami, pretože sa do DWH ukladajú iba raz. [14]
Časová variabilita
Kľúčové atribúty obsahujú v DWH obsahujú časové hodnoty. Pretože sa dáta ukla-
dajú za dlhšie časové obdobie ako séria snímkov, pričom každý z nich nesie určitý
časový úsek. [14]
Nemennosť
Nemennosť dát základnou vlastnosťou DWH, pretože sa väčšinou pridávajú iba nové
záznamy a vystačíme si s funkciami INSERT a SELECT. Väčšina metód pre nor-
malizáciu a transakčný prístup však nie je potrebná. [14]
Dátové trhoviská (DMA)
Vzhľadom na rozsiahlosť dátového skladu sa ukázalo, že nie je vhodné, aby uží-
vatelia k nim pristupovali priamo. Preto boli z dátového skladu vytvorené dátové
trhoviská. Princíp je podobný s tým rozdielom, že DMA sú určené len obmedzenému
okruhu užívateľov, ako je napr. oddelenie, pobočka, závod a pod. Dátové trhoviská
predstavujú decentralizované problémovo orientované DWH, ktoré sú určujú pokry-
tie danej problematiky okruhu užívateľov. Umožňujú vykonávať flexibilné ad hoc
analýzy. Výsledkom vytvárania a používania DMA je primárne skrátenie doby ná-
vratnosti investícií, zníženie nákladov a zmenšenie rizika pri zavádzaní. [12]
Operatívne dátové úložisko (ODS)
K ODS existuje viacero prístupov. Je to vhodné miesto pre pre dátovú integráciu
a taktiež môže slúžiť aj ako zdroj informácií (pracujúcich v reálnom čase) pre je-
dnotlivé prevádzkové aplikácie prostredníctvom EAI. Oproti DSA sú dáta v ODS
konsolidované, konzistentné, subjektovo orientované a doplnené o agregácie.
”
ODS predstavujú databázu navrhnutú s cieľom podporovať relatívne jednodu-
ché otázky z malého množstva aktuálnych analytických dát. Podľa tohto vymed-
zenia vzniká ODS ako derivácia už existujúceho dátového skladu a obsahuje iba
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aktuálne záznamy vybraného množstva dát. V rámci tohto prístupu ODS pracuje
iba s dátami pochádzajúcimi z dátového skladu a neobsahuje tak dáta spracované
zo zdrojových systémov v reálnom čase. Oproti dátovému skladu však obsahuje iba
aktuálnu snímku dát, teda nie celú históriu“. [12]
Dočasné úložiská dát (DSA)
Dočasné dátové úložiská slúžia k uloženiu prvotných netransformovaných dát zo zdro-
jových systémov. Jedná sa o dočasné riešenie primárne z dôvodu zaťaženia zdrojo-
vých systémov. Dáta nemôžu byť naraz integrované z primárnych systémov hlavne
kvôli obmedzeným môžnostiam hardware a sieťových zdrojov. Predtým, než sa do-
stanú do dátového skladu, musia byť dáta konzistentné a integrované s dátami
zo všetkých zdrojov. Napr. z jedného zdroja sú dáta pridávané do DSA každý deň,
ktoré musia byť doplnené o finančné dáta, ktoré sa nalievajú každý mesiac. [12]
3.2.3 Analytické komponenty
Tretia vrstva pokrýva činnosti spojené s vlastným sprístupnením dát z druhej vrstvy
a ich analýzou. Obsahuje reportovacie a analytické služby. [12]
Reportovanie (Reporting)
Reporting zahŕňa činnosti spojené s dotazovaním pomocou štandardného rozhrania
týchto databáz (napr. SQL príkazov). Týmto spôsobom je možné získať analytické
tabuľky a prehľady na základe dotazovania sa do databáz dátových skladov, prípadne
multidimenzionálnych databáz. V rámci reportingu rozlišujeme: [12]
• Výrobný a prevádzkový reporting, keď sú v určitých časových periódach spú-
šťané predpripravené dotazy, ktoré sledujú kľúčové parametre.
• Ad hoc reporting, keď sú na databázu jednorazovo formulované špecifické do-
tazy, explicitne vytvorené používateľom.
Ďalšie analytické komponenty slúžia pre analýzu dát a získavanie kľúčových infor-
mácií. Čoraz viac sa používajú sofistikované analytické nástroje, ktoré implementujú
zložité postupy. Do tejto skupiny spadá Data Mining, OLAP a Drill & Explore.
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Data Mining
Data Mining hrá v hierarchii BI veľkú úlohu. Je to jeden z hlavných krokov pri pro-
cese objavovania znalostí, pri ktorom sú aplikované inteligentné metódy pre odha-
ľovanie vzorov dát. [11] Za účelom zjednotiť terminológiu a štandardizovať vedecký
výskum bol vytvorený procesný model data miningu CRISP-DM (data mining me-
todológia). Data Mining je v tomto štandarde popísaný ako hierarchický model,
pozostávajúci zo skupín úloh popísaných na štyroch úrovniach abstrakcie: [15]
• Fáza,
• genetická úloha,
• špecializovaná úloha,
• procesný krok.
Životný cyklus data miningového projektu je šesťfázový a je zobrazený na ob-
rázku 3.6. Jednotlivé kroky za sebou nasledujú povinne, vždy je možná spätná väzba
a následné prehodnotenie alebo prepracovanie jednotlivých krokov. Data Mining je
súčasťou BI, preto jednotlivé kroky ako pochopenie problému, pochopenie dát a prí-
prava dát boli riešené v predchádzajúcich častiach práce. Nás bude zaujímať mode-
lovanie a hodnotenie modelu, ktoré zahŕňajú výber algoritmu a modelu, učiacu fázu
aplikovanú na existujúce prípady, testovanie modelu a nakoniec analýzy a predikcie.
• Modelovanie obsahuje testovanie vhodných metód a nastavenie ich parame-
trov pre riešenie definovaného problému. Z tohto kroku vyberáme niekoľko
najlepších získaných riešení, ktoré postupujú do ďalšieho kroku.
• Hodnotenie, v tejto fáze dochádza ku konečnému hodnoteniu a selekcii získa-
ných modelov, podľa rôznych vlastností a overenie správnosti získaných rieše-
nie za pomoci týchto modelov. Podľa získaných výsledkov je už možné zvážiť
prípadnú implementáciu celého procesu.
• Nasadenie je posledným krokom v celom procese. Je však nutné podotknúť,
že proces nekončí, ale začína sa cyklicky opakovať. Ak sa zákazník rozhodne vý-
sledky data miningu implementovať do svojich procesov, je nevyhnutné modely
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udržiavať aktuálne. Závislosti v dátach sa časom menia, a ak by systém ne-
bol dostatočne robustný či pravidelne aktualizovaný, je veľmi pravdepodobné,
že by časom stratil kvalitu aj svoju prvotnú funkciu. Preto je nutné pravidelne
overovať funkciu modelu novými dátami a tým udržiavať aktuálnosť mode-
lov. [16]
Obrázok 3.6: Dátový sklad [15]
”
Data mining je vhodný na riešenie stoviek business problémov. Podľa predmetu
problému ich môžeme zlúčiť do niekoľkých data miningových úloh:
• Clustering, zhluková analýza, alebo segmentácia využíva výbery atribútov na urče-
nie prirodzených skupín prípadov. Napr. na základe veku a príjmu dokážeme
identifikovať a roztriediť prípady do určitých skupín, napr. pravidelných zá-
kazníkov elektronického obchodu, príležitostných návštevníkov a pod.
• Asociácia je ďalšia, veľmi populárna data miningová úloha. Asociácia je nie-
kedy nazývaná aj analýzou nákupného košíka. Typickým asociačným busi-
ness problémom je identifikácia tých produktov, ktoré sú zvyčajne nakupované
súčasne je teda využívaná na riešenie cross-sellingu.
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• Regresná úloha je podobná klasifikácii. Hlavným rozdielom je, že v prípade re-
gresie je predikovateľným atribútom spojitá premenná. Regresné úlohy dokážu
riešiť množstvo úloh, napr. na predikciu kupónového výnosu dlhopisov.
• Predikovanie je ďalšou z veľmi dôležitých data miningových úloh. Obyčajne
pracuje s časovými radami, na základe ktorých dokáže odhadnúť napr. hodnotu
burzového indexu v priebehu danej časovej periódy.“ [15]
Základné typy algoritmov, ktoré sa používajú pre dolovanie z dát sú: [14]
• Rozhodovacie stromy, odhaľujú závislosť a vyhľadávajú špecifické vlastnosti,
ktoré slúžia pre zostavenie modelov predikčného na jednotlivých úrovniach
hierarchie. Výhoda je zrozumiteľnosť, prehľadnosť, interpretácie. Cieľom algo-
ritmu je identifikovať entity popísané rôznymi atribútmi a rozdeliť ich do tried.
V existujúcom strome sa požadovaná hodnota predpovedá Na základe známych
atribútov postupne od koreňa smerom dolu. Pomocou atribútov je volená naj-
pravdepodobnejšia cesta k výsledku.
• Neurónové siete, zjednodušene si ich môžeme predstaviť ako prijímanie infor-
mácií a poučenie sa z každej skúsenosti. Neurónovú sieť tvoria uzly usporiadané
do vrstiev, údaje sa rozdelia na trénovacie a testovaciu množinu. Počas kaž-
dej iterácie sú spracované systémom, porovnávané so skutočnosťou. Zmeria sa
chyba a predá sa systému pre úpravu hodnôt. Proces je ukončený pri dosi-
ahnutí vopred určenej minimálnej chyby.
• Klasifikačné a asociačné pravidlá, zamerané na odkrývanie vzťahov v dátach
a odhaľovaní rôznych súvislostí priraďovanie. Z pohľadu Matematickej šta-
tistiky ide o skúmanie korelácie (Mira závislosti Medzi dvoma premennými).
Používajú sa najčastejšie pri analýzach nákupných košíkov (najčastejšie naku-
povaný produkt, akciové ponuky).
• Zhluková analýza, používa sa pre odhaľovanie zhlukov dát. Jedná sa o pro-
ces organizovania objektov do skupín, pričom objekty v skupinách sú neja-
kým spôsobom podobné. Kritériá zhlukovania nie sú vopred dané, odhaľujú sa
z prirodzenej štruktúry dát. Jednotlivé zhluky sa môžu a nemusia prekrývať.
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Algoritmus je vhodný pre identifikáciu zákazníckych segmentov založených
na spoločných charakteristikách (demografickej, profesijnej a pod.).
OLAP
OLAP (OnLine Analytical Processing) je služba ktorá sídli nad dátovými skladmi.
Výhodou je rýchla odozva dotazu nad veľkým objemom dát. [17] V OLAP systémoch
sa používajú väčšinou nenormalizované tabuľky, ktoré rozdeľujeme na dva druhy, ta-
buľku faktov a tabuľku dimenzií. [14] Multidimenzionálne databázové modely, ktoré
sú výsledkom agregácií a analýz, sú znázornené formou multidimenzionálnej dáto-
vej kocky. Príklad takejto kocky je na obrázku ?? a má tri dimenzie: čas, lokalitu
a produkt. OLAP servery sa líšia od metódy spracovania dát. Poznáme tri základné
Obrázok 3.7: Dátová kocka OLAP [18]
kategórie architektúry OLAP serverov: [17]
• MOLAP, pôvodný multidimenzionálny formát,
• ROLAP, relačný databázový OLAP,
• HOLAP, hybridní OLAP, kombinácia predchádzajúcich dvoch úložísk, využí-
vajú ich výhody čím eliminujú nevýhody.
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Drill & Explore
Základné operácie nad dátovými kockami, čím umožňujú tvorbu špecifických pohľa-
dov. Medzi Základné operácie patrí:
• Drill-Down a Drill-Up, ktoré umožňujú posuny v hierarchii pre danú dimenziu
smerom k detailu úrovne, resp. k obecnejšej,
• Roll-Up zahŕňa predovšetkým sumačné operácie,
• Drill-Across je operácia prechodu na inú hierarchiu definovanú nad rovnakou
dimenziou,
• Drill-Through operácia prechodu na úroveň záznamov v tabuľke (čítanie kon-
krétnych hodnôt tabuľky faktov),
• Sice & Dice, pohľad na kocku pre jednu hodnotu jednej z dimenzií,
• Rotation umožňuje pohľady na kocku z rôznych uhlov pohľadu.
3.2.4 Prezentačná vrstva
Posledná štvrtá vrstva zabezpečuje komunikáciu koncových užívateľov spolu s ostat-
nými komponentmi riešenia BI, teda najmä zber požiadaviek na analytické operácie
s následnou prezentáciou výsledkov v najoptimálnejšej forme.
3.2.5 Nástroje BI
Pri výbere komplexných BI nástrojov môžme siahnuť po platených (komerčných
riešeniach) alebo po voľne dostupných nástrojoch BI (Open-source). Záleží potom
na autorovi, pod akou licenciou svoj produkt distribuuje. Nástupom manažérskych
informačných systémov (MIS) si poprední výrobcovia software uvedomili, že BI sú
nástroje budúcnosti a preto je ich potrebné zaintegrovať do svojich riešení. Jedná
sa hlavne o spoločnosti vyvíjajúce databázové systémy ako Microsoft, Oracle, IBM
(Cognos) alebo spoločnosti ako SAP, Hyperion a MicroStrategy. Podiel jednotli-
vých spoločností na thrhu v oblasti BI nástrojov v rokoch 2008 - 2010 je uvedený
v tabuľke 3.1.
33
Najznámejšie komplexné komerčné riešenia BI sú:
• Microsoft SQL Server Business Intelligence Development Studio,
• Oracle Business Intelligence.
Tabuľka 3.1: Podiel trhu jednotlivých dodávateľov BI nástrojov (2008 - 2010) [19]
Medzi najznámejších výrobcov open source riešení patrí Pentaho, JasperSoft, Engi-
neering Ingegneria Informatica, Insight Strategy alebo Loyalty Matrix.
• Pentaho Open BI Suite (Pentaho Corp.),
• JasperSoft BI Suite (JasperSoft Corporation),
• SpagoBI (Engineering Ingegneria Informatica S.p.A.),
• OpenI (Loyalty Matrix, Inc.).
3.2.6 Oblasti využitia BI
Dnešná doba generuje neskutočné množstvo dát, ktoré samé o sebe nemajú žia-
dnu hodnotu a preto je veľmi výhodné používať nástroje ako Business Intelligence
k získaniu veľmi cenných kľúčových informácii, ktoré nám zabezpečia zisk, alebo nás
ochránia pred prípadným rizikom alebo hrozbou. BI je zastúpená čoraz viac a je
neoddeliteľnou súčasťou jednotlivých firiem a spoločností pri analýze, rozhodovaní
a plánovaní napriek všetkým firemným procesom. BI môžeme aplikovať vo všetkých
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oblastiach, kde je zapotreby vyhodnocovať určité ukazovatele. V súčasnosti existuje
rada kvalitných riešení, ktoré sú prispôsobené pre konkrétnu oblasť. Stále častejším
trendom je používanie integrovaných nástrojov BI priamo v databázových systé-
moch od výrobcov ako je napr. Oracle a Microsoft SQL Server, ktorý vybudovali
kvalitnú podporu. Oblasti využitia Business Intelligence sú nasledovné:
• Financie,
• Marketing,
• Výroba,
• Logistika,
• Ľudské zdroje,
• Informatika,
• Web Analytics. [14]
V nasledujúcej časti budú špecifikované možnosti použitia BI v rámci jednotlivých
oblastí.
Financie
V tejto oblasti sa BI využíva napr. k finančnému plánovaniu na základe simulácie
a prognózy finančného vývoja. Po automatizovaní týchto procesov môžu byť vý-
sledky porovnávané a vyhodnocované podľa skutočného vývoja a následne môže
prebehnúť ich korekcia, aby sa tým zvýšila výpovedná hodnota budúceho prognó-
zovania a kvalita výsledkov. Ďalší spôsob využitia je vytváranie pohľadov na dáta,
ktoré by bolo obtiažne vytvoriť v transakčných systémoch. Ide hlavne o finančné vý-
stupy cez jednotlivé dimenzie, napr. cez podnik, pobočku, nákladové stredisko a pro-
jekt. Rovnakým spôsobom môžeme skúmať skutočné náklady a ziskovosť v spojení
s dimenziami produkt a dodávateľ a môžme tak zistiť ziskových zákazníkov, produkty
a rôzne ďalšie aspekty. Taktiež je možné sledovať a riadiť riziká spojené s finanč-
nými operáciami a úverovým zaťažením, aplikovať pravidlá na jednotlivé dimenzie,
ktoré umožňujú získať špecifický pohľad riziká a následne je možné prijať efektívne
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protiopatrenia, v poisťovníctve sa používa na odhaľovanie poistných podvodov. [14]
Marketing
Sem spadá analýza portfólia produktov a služieb, nákladnosť jednotlivých produktov
podľa kritéria zákazníkov, ako je napríklad geografická poloha, ďalej správa marke-
tingových kampaní, ich plánovanie, analýza dopadov a hodnotenie kampaní. [14]
Výroba
Sledovanie kľúčových ukazovateľov a plánovanie s využitím historických dát a simu-
lácie je možné predpovedať trendy. Taktiež je možné využiť BI pri podpore nástrojov
pre automatizované riadenie výroby. [14]
Logistika
Využitie pri riešení efektívnosti dopravcu, či dodržal termíny, náklady. Je možné de-
tekovať výšku nákladov na základe druhu prepravy a typu prepravovaného tovaru.
Je možné analyzovať reklamácie z rôznych pohľadov ako dôvod, typ alebo poškode-
nie tovaru. [14]
Ľudské zdroje
Analýza pracovnej sily napr. na základe vzdelania a praxe, analýza nákladov pra-
covnej sily v závislosti na plate, motivácii, bonusoch, efektivite, a pod. [14]
Informatika
BI sa používa napr. pri sledovaní a analýze zdrojov informačných a komunikačných
technológií (ICT) a analýze poskytovaných služieb. [14]
Web Analytics
V tejto oblasti sa využitie Business Intelligence v poslednej dobe veľmi rozrástlo.
Sledujú sa základné ukazovatele ako sú prístupy, typy prehliadačov, chovanie ná-
vštevníkov a ich pohyb na stránke v kombinácii s ďalšími dimenziami spojenými
s jednoznačnou identifikáciu návštevníka, ktorého sledovanie poskytuje dokonalý
výstup pre ďalšie analýzy. [14]
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Kapitola 4
Analýza problému a súčasná
situácia
4.1 Odhaľovanie poistných podvodov v poisťov-
níctve
Poisťovacie inštitúcie využívajú niekoľko rôznych spôsobov ako predísť podvodným
poistným udalostiam, s ktorými sa snažia bojovať všetky poisťovne. Odhaľovanie
poistných podvodov ušetrí poisťovniam nemalé finančné prostriedky. Vďaka účin-
nej detekcii podvodov, poisťovňa uskutoční rozhodnutie o poistnej udalosti. Môže
ju zamietnuť či vyplatiť. Straty a škody plynúce z podvodných udalostí je neľahké
vyčísliť a presné údaje nie sú známe. Generali Pojišťovna, a.s. v Českej Republike
uvádza vo svojich štatistikách, že poistné podvody sú sedem krát vyššie ako v roku
2008 pred príchodom ekonomickej krízy. Vyplýva to z interných štatistík poisťovni
za posledné štyri roky (viz. tabuľka 4.1). Zatiaľ čo v roku 2008 sa objem odhalených
poistných podvodov pohyboval na hranici 10 miliónov korún, v minulom roku sa pri-
blížil k čiastke 74 miliónov korún. Naďalej zostávajú najčastejšie podvody v oblasti
poistenia motorových vozidiel (viz. tabuľka 4.2), ktorých bolo 76% z celkového počtu
350 (169 v roku 2010). Medzi najfrekventovanejšie poistné podvody pri motorových
vozidlách radíme prípady, keď sa ľudia snažia fingovať dopravné nehody alebo pred-
kladajú nadhodnotené faktúry za opravu vozidla a na ich základe potom žiadajú
vyššie odškodnenie od poisťovne. Výnimkou nie sú ani časovo fingované a posunuté
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Rok Objem poistných podvodov
2008 10,2 mil. Kč
2009 32,0 mil. Kč
2010 50,3 mil. Kč
2011 73,7 mil. Kč
Tabuľka 4.1: Podiel na poistných podvodoch v roku 2011 [20]
škodné udalosti. Novinkou sú prípady tzv.
”
dvojčat“. Prevážne sa jedná o luxusné
automobily s poistnou čiastkou vyššou než 1 milión korún, ktoré je spravidla už
pre organizované skupiny podvodníkov zaujímavá, pretože sa o ňu následne chcú
deliť. Princíp je jednoduchý, rovnako aj riešenie. Vozidlo, ktoré je legálne zaregistro-
vané v zahraničí, sa v napr. v ČR prihlási na falošné doklady. Po čase podvodníci
vyjdu s vozom do zahraničia, kde následne nahlásia odcudzenie. Vzhľadom k tomu,
že Generali pôsobí vo viac ako 60 krajinách sveta, dokážu ich detektívovia v spo-
lupráci s externými partnermi odhaliť podobné pokusy ešte pred tým, ako je vôbec
vozidlo poistené. Celosvetové štatistiky uvádzajú, že približne 14% všetkých hlá-
sených poistných udalostí môže byť klasifikovaných ako poistný podvod. [20] Ako
Druh poistenia Podiel na poistných podvodoch 2011
Motorové vozidlá 76 %
Majetok 15 %
Zodpovednosť 8 %
Životné a cestovné poistenie 1 %
Tabuľka 4.2: Podiel na poistných podvodoch v roku 2011 [20]
odpoveď na tieto podvodné poistné udalosti vznikajú a vyvíjajú sa informačné anti-
fraud technológie. Eliminácia podvodov je zložitým problémom. Ľudské správanie
nie je jednoznačne definovateľné, preto si vyžadujú sústavnú pozornosť. Doterajším
vývojom vznikli určité zaujímavé metódy, ktoré sú schopné podvody odhaliť. Vyu-
žívajú sa klasické metódy a metódy BI nástrojov, ktoré sú omnoho efektívnejšie.
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4.1.1 Použitie klasických metód
Tieto metódy sa snažia poskytnúť poisťovateľovi hodnotné informácie ešte pred uza-
tvorením poistky. V prípade, že ide o poistný podvod, poisťovňa sa vyhne zbytoč-
nému finančnému krytiu.
Stres v hlase
Psychika človeka zanecháva v pozadí hlasu dôkaz o prejave klamstva. Je na pra-
covníkoch vybavujúcich poistenie, aby tento faktor odhalili. No nie každý záujemca
o poistenie, ktorý je v strese musí byť automaticky podvodník. Prejav podvodníka
je neúprimný. Pomocou porovnania elektronického záznamu rozhovoru s poistníkom
a referenčnými vzorkami je možné odhaliť odchýlky v hlase, ktoré vzniknú na základe
vedomého klamania. Zo záznamu sa získavajú stresové signály a porovnávajú sa kore-
lačné hodnoty, ktoré spoznajú nepravdivý prejav. Keď tieto hodnoty dosiahnu určitú
výšku, je záznam a označený ako podvodný. Analýza stresu tu nezávisí na veku, po-
hlaví, rasy, vzdelania hovoriaceho. Miera stresu sa vyhodnocuje od klamlivosti, ktorá
je podaná v hlase hovoriacej osoby. Je známe, že stres plynúci z úmyselného klam-
stva pôsobí na každého človeka kvalitatívne rovnako. Napriek tomuto dokázanému
faktu nie je možné predpokladať rovnaký účinok stresu na všetkých ľudí. To ako
pôsobí je závislé i na trénovanosti a osobných daností človeka. Vyhodnotenie tejto
metódy hovorí, že je veľmi mnohotvárna a technologický náročná a stále sa vyvíja.
Vstupné kontroly pri typovaní zmluvy
Tento spôsob má predchádzať poistným podvodom pri vzniku poistnej zmluvy, ktorá
sa vkladá do interného systému poisťovne. Napríklad kontrolou systému na aktuálny
dátum tak, aby pri vzniku poistnej zmluvy nešiel zadať spätný dátum počiatku
poistenia.
Značkovanie
Ide o metódu, kde likvidátor na základe skúseností manuálne označuje podozrivé po-
istné udalosti tzv. červenými značkami. Používa súbor pravidiel a atribútov, podľa
ktorých pracovník utrieďuje poistné udalosti do stupnice pre podozrenie na podvod.
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Táto metóda je už dávno známa. Sú tu vyhľadávané typické reťazce aktivít, osôb
či telefónnych čísel. Poistné udalosti, ktoré dostali červenú značku sú podozrivé a je
nutné ich dôkladne prešetriť. Toto prešetrenie pravdepodobne odhalí či sa jedná
o poistný podvod. Značkovanie je pomerne objektívne. Nevýhodou a zároveň nedo-
statkom je, že tu je nutné manuálne značkovanie pracovníkmi, ktorí veľkú časť svojho
pracovného času venujú falošným poplachom. Táto metóda sama o sebe nedokáže
odhaliť doposiaľ nový spôsob poistného podvodu, pretože je závislá na skúsenosti
a tvorivosti vyšetrovateľa. Poistný podvodníci častokrát prekonávajú očakávania li-
kvidátorov poistnej udalosti.
Vyhľadávanie v centrálnej databáze
Medzi moderné nástroje využívané pri vyšetrovaní kriminality patrí vyhľadávanie
v centrálnej databáze. Do tejto databázy sú poskytované dáta poisťovňami na nad-
národnej úrovni. Poisťovne si predplácajú takéto centrálne databázy, v ktorej sú
nazdieľané údaje i od iných poisťovní. Poisťovňa, ktorá si takéto dáta predplatí má
prístup k všetkým údajom bez ohľadu na ich pôvod. Databázy sú spravované súkrom-
nými spoločnosťami, no využívanie týchto databáz si vyžaduje určitú technologickú
zručnosť pre konkrétnu databázu a tiež znalosti z poisťovníctva. V rámci všeobecnej
prevencie pred kriminalitou je tento systém podporovaný štátnymi autoritami.
4.1.2 Použitie BI nástrojov
Poisťovne investujú do nových technológií odhaľovania poistných podvodov a tým
vzniká väčšie riziko odhalenia a psychologický rešpekt pre podvodníkov. V štatisti-
kách sa zníži počet podvodných poistných udalostí, ak poisťovňa má implementované
BI riešenie na odhaľovanie poistných podvodov.
Prediktívne modelovanie
Prediktívne modelovanie využívajú poisťovne v posledných rokoch s cieľom pred-
chádzať poistným podvodom. Využíva sa data mining, kde si tieto nástorje tvoria
svoju štatistiku, na základe poistných udalostí, ktoré má v databáze existujúcich
poistných udalostí slúžiacej ako báza znalostí na detekciu podvodov. Tento model
40
treba stále aktualizovať so správne vyhodnotenými atribútami v jednotlivých poist-
ných udalostiach. Tento podklad na detekciu podvodov využíva informácie z minu-
losti, ktoré podvodné neboli alebo majú povahu podvodnej poistnej udalosti. Zákla-
dom je, aby používateľ vložil do programu správne dáta. Program potom pracuje
automaticky, čo nahrádza manuálne značkovanie. Kvalita vstupných dát je maxi-
málne dôležitá. Automaticky vyhodnotí udalosť, či je podozrivá na podvod alebo
nie. Na rozdiel od značkovania je táto metóda omnoho rýchlejšia a dokáže spra-
covať väčšie množstvo vstupných informácií. Do vstupných informácií sa zahŕňajú
všetky relevnatné atribúty poistnej udalosti štatisticky súvisiace s podvodmi. Veľmi
dôležitá je pravdivosť informácií o tom, či bola udalosť v minulosti podvodná alebo
sa o podvodnú udalosť nejedná.
Ďalšie uvedené metódy budú retrospektívne a cieľom je odhaliť spojitosti medzi
podvodníkmi. Výsledky je možné použiť na kalibráciu predikčných modelov. Pod-
statou metódy je analyzovanie už uzatvorených poistných udalostí. Zahŕňajú sa sem
i väzby interných pracovníkov so zákazníkmi. Z týchto metód vychádzajú štruktúry
a reťazce spolupracujúcich osôb. Taktiež metódy ich práce a identifikácia poistných
podvodov, ktoré boli v minulosti zrealizované.
Hlásenie výnimiek
Pracuje sa tu so systémom absolútnych a relatívnych stredných hodnôt a k nim
prislúchajúcich stredných odchýlok. Sú zaznamenávané odchýlky v určitých inter-
valoch a tie odchýlky, ktoré sú významné sú nahlasované formou reportou kompe-
tentným pracovníkom. Touto metódou sa sledujú činnosti pracovníkov pracujúcich
v poisťovni a tým prinášajú význam pre mangement, kedy je možné zaznamenať
možný interný podvod.
OLAP reporting
Možnosť rýchlo získať údaje podľa okamžitej potreby prináša kombinácia priameho
dopytu do databázy s technológiou OLAP. Umožňuje používateľovi rýchlu voľbu
typických hodôt, ktoré prislúchajú určitej časti zákazníkov. Nasleduje porovnanie
s hodnotou vyšetrovanej poistnej udalosti.
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Link analýza
Doterajšie retrospektívne metódy odhaľovali faktory vybočujúce z bežného rámca.
Link analýza identifikuje logické kombinácie faktorov. Jedná sa o kľúčový nástroj
pri detekovaní poistných podvodov. Táto metóda dokáže identifikovať celé štruktúry
viacerých osôb, ktoré sa súčasne podieľajú na poistnom podvode. Umožňuje počítať
štatistiky z viacerých atribútov. Atribúty vstupujú do štatistiky splnením vopred
definovanej podmienky. Z analýzy vystupuje graf, v ktorom sú nadpriemerne vysky-
tujúce sa hodnoty pospájané čiarami. Čím je výskyt danej kombinácie častejší, tým
je čiara v grafe hrubšia. Čiže hrúbka čiary je priamo úmerná s počtom výskytu danej
kombinácie. Pri práci s touto analýzou je dôležitý vysoký stupeň znalostí o štatistic-
kej povahe vstupnej vzorky dát. Analytik zvolí reťazce atribútov, o ktoré sa zaujíma,
na základe toho, že atribúty vopred pozná a vie, ktorých hodnoty sa v kombináciách
často vyskytujú, ako aj atribúty, pri ktorých sú opakované kombinácie hodnôt len
výnimočné. Tiež je potrebné nastaviť prahovú citlivosť modelu a potom môže byť
proces spustený. Prepracované systémy link analýzy majú schopnosť samy vyhľadať
reťazec znakov z celej vzorky. Musí byť zadaná len dĺžka reťazca a prahová početnosť
výskytu vo vzorke. Výstupom je graf.
Všetky metódy je možné kombinovať alebo využívať individuálne.
4.2 Trendy BI v poisťovníctve
Poisťovne disponujú rozsiahlymi dátami a preto sa snažia využiť BI pri získavaní kľú-
čových informácii, ktoré jej môžu priniesť alebo ušetriť nemalé finančné prostriedky.
Najznámejšie použitie Business Intelligence v poisťovníctve je bezpochyby detekcia
poistných podvodov. Ďalšie praktické využitie nástrojov je aj v ostatných procesoch
poisťovní. V oblasti Kontrolling sa jedná o rozpočtovanie a plánovanie, konsolidá-
cia dcérskych spoločností, profitabilita produktov, klientov, klientských segmentov,
a pod. V oblasti obchodu a marketingu to je hlavne segmentácia klientov, plánovanie
obchodu, optimalizácie cien poistných produktov. Pri likvidácii poistných udalostí
sa využíva integrácia a vizualizácia zaznamenávaných poistných udalostí, efekti-
vita likvidácie poistných udalostí. BI poisťovne využívajú aj pri naplnení povinnosti
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vyplývajúcich zo Solvency II, ktorej hlavným cieľom je zabezpečenie potrebného ka-
pitálu poisťovní v dôsledku redukciu rizika nesolventnosti a implementácia praktík
riadenia rizika do samotných procesov riadenia poisťovní. Na obrázku 4.1 je znázor-
nená štruktúra Solvency II, ktorá je založená na princípe troch pilierov združujúcich
procesy a požiadavky do troch primárnych oblastí. [21]
Obrázok 4.1: Štruktúra Solvency II [21]
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Kapitola 5
Vlastné návrhy riešenia, prínos
návrhu riešenia
Táto časť práce sa zaoberá aplikovaním nadobudnutých poznatkov z Business In-
telligence pri odhaľovaní poistných podvodov povinného zmluvného a havarijného
poistenia na reálne dáta, cez jednotlivé úrovne architektúry BI od procesu trans-
formácie dát až po použitie analytických komponent a reprezentáciu dosiahnutých
výsledkov na prezentačnej vrstve. Zdrojom dát sú reálne dáta z poisťovne, ktorých
databázová štruktúra je nevyhovujúca. Preto musia byť dáta transformované do no-
vej štruktúry, ktorú navrhneme podľa predmetu, ktorý chceme skúmať. Po transfor-
mácii prebehne cleaning (čistenie) dát od šumu a prípadné doplnenie chýbajúcich
hodnôt vhodným spôsobom alebo pri menšom výskyte sa tieto záznamy nepoužijú.
Následne dáta prejdú anonymizáciou jednotlivých položiek ako napr. číslo poist-
nej udalosti a zmluvy, na ktorú je odkazovaná, ďalej rodné číslo alebo IČO, štátna
poznávacia značka a región, pod ktorý vozidlo spadá. Je to z dôvodu ochrany a ano-
nymity dát. Taktiež budu upravené poistné sumy vhodným spôsobom, aby nestratili
výpovednú hodnotu. Takto pripravené dáta prejdu importom do dátového skladu
(druhá vrstva BI) a po tejto fáze využijeme niektoré spôsoby za použitia jednej
alebo kombinácie viacerých pokročilých analytických metód tretej vrstvy. Na ko-
niec zanalyzujeme výstup za pomoci zobrazovacieho nástroja z poslednej vrstvy BI
architektúry a zhodnotíme dosiahnuté výsledky a prínos implementovaného riešenia.
44
5.1 Dátová transformácia
V prvej fáze je potrebné sa zamerať na skúmaný predmet, ktorým je v tomto prípade
poistná udalosť a hlavné atribúty, ktoré by mohli viesť k odhaleniu podvodných po-
istných udalostí. Na základe nadobudnutých teoretických poznatkov a konzultácií
so špecialistom na problematiku poistných podvodov vznikala nová zjednodušená
štruktúra poistnej udalosti. Tá bude obsahovať napríklad identifikáciu poistnej uda-
losti, jej dátum vzniku, počet uplynutých dní od vzniku k nahláseniu udalosti, počet
dní od začiatku platnosti zmluvy po vznik poistnej udalosti, počet dní od začiatku
platnosti zmluvy k nahláseniu poistnej udalosti a príčina vzniku poistnej udalosti.
Ďalej to bude číslo poistnej zmluvy, ku ktorej sa poistná udalosť viaže, dojednaná
poistná suma, údaje o vozidle ako štátna poznávacia značka, oblasť, kde je vozidlo
prihlásené, značka a model, objem valcov v cm3, výkon v kW a vek vozidla. Posledná
skupina informácií, ktoré bude niesť, sa viaže na osobu, ktorá vystupuje k poistnej
udalosti ako poistená osoba. Z poistnej udalosti zo zdrojového systému nedokážeme
určiť, či bola poistná udalosť podvodná, preto sa nebe dať určiť tento príznak ani
v novej štruktúre. Taktiež je to veľká nevýhoda, pretože nebude možné určiť tré-
novaciu množinu pri procese dolovania z dát. Momentálne sa už pracuje na riešení,
ktoré bude evidovať aj tento dôležitý údaj o poistnej udalosti. V tretej vrstve sa
pre zistenú skutočnosť zameriame na iný pohľad na informácie a to za pomoci mul-
tidimenzionálnej dátovej kocky MOLAP.
5.1.1 Extrakcia dát
Ja viac možností, ako dáta extrahovať zo súčasnej podoby, ktorej štruktúra je zložitá
a nevyhovujúca pre navrhované riešenie. Databáza, z ktorej budeme čerpať dáta
pri tomto procese je relačná a mapuje objekty objektovo orientovaného jazyka JAVA
za pomoci ORM (Object-relational mapping) nástroja do relačných tabuliek. V ko-
nečnom dôsledku som sa rozhodoval medzi dvoma spôsobmi extrakcie. Prvý uvažo-
vaný spôsob je použitie existujúcich tabuliek v relačnej databáze a za pomoci SQL
skriptov vytvoriť nové. Avšak štruktúra poistnej udalosti je komplikovaná a vy-
tvorenie nových tabuliek vyžaduje expertnú znalosť databázového modelu a dota-
zovacieho jazyka SQL (Structured Query Language). Ten však prekračuje úroveň
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mojich znalostí z tejto oblasti. Preto som musel zvoliť alternatívne a z môjho po-
hľadu jednouchšie riešenie. Vychádza z transformácii tabuliek na objekty jazyka
JAVA, ktoré nesú rovnaké informácie, avšak prístup k nim je z môjho pohľadu jed-
noduchší, ale zložitejší na systémové požiadavky. Dokumentácia k JAVA triedam
je dostupná v štandardizovanej forme javadoc a v kombinácii s diagramom tried je
dostačujúca pre popis objektov, ktoré reprezentujú relačné tabuľky. Pre platformu
JAVA je dostupný jazyk groovy, ktorý je taktiež objektovo orientovaný a môžeme
sa na neho pozerať ako na skriptovací jazyk. Pri tvorbe inšpiráciu čerpal z jazy-
kov ako Phyton, Ruby, Perl a Smaltalk. Využíva výhody objektovo orientovaného
programovania ale zároveň poskytuje zjednodušenú skriptovaciu syntax.
Postup extrakcie
Najskôr si definujeme pomocný objekt poistnej udalosti, ktorý bude niesť všetky
potrebné informácie. Bude ho reprezentovať trieda PU, ktorej funkcia bude ob-
dobná ako DTO (Data transfer object) a je zobrazená v tabuľke 5.1 a tabuľke 5.2.
Bude implementovať verejné get() a set() metódy k prístupu jednotlivým primár-
nym premenným objektu. Taktiež bude implementovať metódu toString(), ktorá
prepíše pôvodnú zdedenú z predka Object. Bude bezparametrická a jej výstupom
bude reťazec, ktorý jednotlivé atribúty prevedie do reťazca a oddelí ich znakom
”
|“
a na koniec reťazca vloží koniec riadku, čo v textovom súbore predstavuje v tomto
prípade
”
\n“. Je to príprava na neskoršie zapisovanie jednotlivých poistných uda-
lostí do riadku súboru, ktorý bude slúžiť ako importovací balíček do novej databázy
potrebnej k vytvoreniu dátovej kocky. Niektoré hodnoty bude treba generalizovať,
preto je zapotreby s touto variantou počítať a triedu PU rozšíriť aj o tieto položky.
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Typ Názov Popis
String id Identifikátor PU
String idSml Identifikátor dimenzie na zmluvu
Long vznik Identifikátor časovej dimenzie
Integer nahlasenieOdVznikuPu Počet dní od vzniku
k nahláseniu PU
Integer vznikOdVznikuSml Počet dní od vzniku zmluvy
k vzniku PU
Integer nahlasenieOdVznikuSml Počet dní od vzniku zmluvy
k nahláseniu PU
String nahlasenieOdVznikuPuGener Generalizovaná hodnota na časový
interval
String vznikOdVznikuSmlGener Generalizovaná hodnota na časový
interval
String nahlasenieOdVznikuSmlGener Generalizovaná hodnota na časový
interval
BigDecimal pojSuma Poistná suma auta
String pojSumaGener Generalizovaná poistná suma
na interval
Integer pocetPripoj Počet pripoistení na zmluve
Integer pocetPuNaSml Počet poistných udalostí na zmluve
BigDecimal sumaVyplatNaPu Výška vyplatenej čiastke na PU
String sumaVyplatNaPuGener Generalizovaná hodnota na interval
Tabuľka 5.1: Trieda dátového objektu poistnej udalosti časť 1
47
Typ Názov Popis
String spz Odkaz na dimenziu Štátnej
poznávacej značky vozidla
String oblast Odkaz na dimenziu oblastí
String znacka Odkaz na dimenziu značiek vozidla
String model Model vozidla
Integer objem Objem vozidla v cm3
Integer vykon Výkon vozidla v kW
String vekVozidla Vek vozidla
String rcIcoPoisteneho Odkaz na dimenziu osôb
Integer vekPoisteneho Vek poisteného k PU
String vekPoistenehoGener Generalizovaná hodnota na interval
String typPoistnika Typ poisteného
(Osoba alebo podnikateľ)
String typPoistenia Typ poistenia
(povinné zmluvné alebo havarijné)
boolean podvod Príznak, či sa jedná o podvod
String pricinaPu príčina vzniku PU
Tabuľka 5.2: Trieda dátového objektu poistnej udalosti časť 2
V ďalšom kroku je zapotreby získať zoznam poistných udalostí v podobe objek-
tov z databázy. Použijeme implementovanú metódu triedy z balíka pre informačný
systém poisťovne, ktorej vstupný parameter je výberová podmienka a výstupný je
kolekcia objektov poistných udalostí. Do vstupnej podmienky zadáme parametre
rozsahu vzniku poistnej udalosti od, do (01.01.2010, 31.12.2011) a skupinu produk-
tov obmedzíme na povinné zmluvné a havarijné poistenie. Takto získame objekty
poistných udalostí budeme iterovať v cykli a pokúsime sa už v tejto fáze hodnoty
očistiť. Pre prácu so súborom je potrebné siahnuť do balíka java.io, v tomto prí-
pade konkrétne pomocou triedy FileWriter, ktorej v konštruktore predáme názov
súboru a získame tak naň odkaz a pomocou BufferedWriter môžeme zapisovať
jednotlivé riadky do súboru. Celá táto časť musí byť v try - catch bloku pre prí-
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padné odchytenie výnimky. Vytvorenie writeru môže vyzerať nasledovne:
de f act = (new Date ( ) ) . getTime ( ) ;
F i l eWr i t e r f s t ream = new Fi l eWr i t e r (” z outPu”+act +”. txt ” ) ;
Buf feredWriter outBW = new Buf feredWriter ( f s t ream ) ;
Na prvý riadok vložíme textový reťazec definujúci jeho jednotlivé stĺpce pre budúci
jednoduchší import do databázy. Definujeme hlavné dimenzie ako ako napríklad
vznikovú (časovú) a budeme ju ukladať do Mapy z balíka java.util. Je to typ
kolekcie, kde uložený prvok určuje kľúč mapy. Ak sa pokúsime vložiť hodnotu, ktorá
už v mape existuje, prepíše sa iba táto hodnota. Mapová štruktúra nám zabezpečí
to, že pod jedným kľúčom bude uložená práve jedna hodnota. Teraz sa môžeme pre-
sunúť do tela hlavného cyklu, ktorý bude v každej iterácii spracovávať jednu poistnú
udalosť. V prvej podmienke odfiltrujeme chybné poistné udalosti, ktoré majú neú-
plné alebo neplatné dáta. Vytvoríme pomocný DTO objekt PU reprezentujúci novú
štruktúru poistnej udalosti, do ktorého budeme postupne v jednotlivých krokoch
dopĺňať potrebné informácie. Tento proces si vyžaduje znalosť jednotlivých entít
zdrojového systému a filozofiu jeho riešenia by bez predchádzajúcich nadobudnu-
tých znalostí nebol možný. V tomto kroku boli prevedené zároveň aj transformačné
procesy z dôvodu veľkého pôčtu výslednej množiny (cca 73 000 poistných udalostí),
aby sa zbytočne neprechádzal takto veľký súbor dát a nemuseli sa na naviazaných
entitách znovu prehľadávať už raz vyhľadané údaje nehľadiac na to, že vyhľadávanie
cez niektoré štruktúry je časovo aj pamäťovo náročné. Pri každej iterácii na konci za-
píšeme do súboru riadok za pomoci metódy toString() implementovanej v našom
DTO objekte, ktorej implementácia je:
pub l i c S t r ing toS t r i ng ( ) {
r e turn (””+ id +”|”+idSml+”|”+vznik+”|”+nahlasenieOdVznikuPu
+”|”+vznikOdVznikuSml+”|”+nahlasenieOdVznikuSml
+”|”+nahlasenieOdVznikuPuGener+”|”+vznikOdVznikuSmlGener
+”|”+nahlasenieOdVznikuSmlGener
+”|”+(pojSuma != n u l l ? pojSuma . intValue ( ) : n u l l )
+”|”+pojSumaGener+”|”+ poce tPr ipo j +”|”+pocetPuNaSml+”|”+
( sumaVyplatNaPu!= n u l l ? sumaVyplatNaPu . intValue ( ) : n u l l )
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+”|”+sumaVyplatNaPuGener+”|”+spz+”|”+ okres +”|”+znacka
+”|”+model+”|”+objem+”|”+vykon+”|”+vekVozidla+”|”+
r c I c o P o i s t n i k a +”|”+ vekPoi s tn ika +”|”+vekPoistnikaGener
+”|”+ typPo i s tn ika +”|”+ typPo i s t en ia +”|”+podvod
+”|”+ pr ic inaPu+”\n ” ) ;
}
Jej použitie zas bude vyzerať nasledovne, kde pomPU je pomocný DTO objekt
triedy PU:
outBW. wr i t e (pomPU. toS t r i ng ( ) ) ;
Následne sa podobným spôsobom vygenerujú aj dimenzie a uložia sa do príslušných
súborov potrebných a pripravených na import do databázy.
5.1.2 Transformácia dát
V tejto sekcii práce budú prakticky aplikované spôsoby automatického dopĺňania
chýbajúcich hodnôt ako je napríklad dátum narodenia, cleaning dát, odstránenie
duplicít, generalizácia potrebných údajov a prebehne aj potrebná anonymizácia z dô-
vodu utajovania informácií ako je napr. číslo poistnej udalosti, číslo poistnej zmluvy,
rodné číslo, štátna poznávacia značka vozidla a oblasť, v ktorej je vozidlo prihlásené.
Doplnenie chýbajúcich hodnôt
U fyzických osôb je dôležitý údaj dátumu narodenia. Na osobe priamo tento údaj
nie je, ale je ho možné vyčítať z rodného čísla. Preto je nutné vytvorenie metódy,
ktorej vstupný parameter bude rodné číslo typu java.util.String a výstupný dá-
tum narodenia typu java.sql.Date. Telo metódy bude implementovať nasledovný
postup získania dátumu narodenia na základe definície rodného čísla:
1. V prvom rade je treba odfiltrovať rodné čísla, ktoré majú menej ako 9 čísel
(do roku 1954 sa prideľovali aj 9 miestne rodné čísla).
2. Deliteľnosť rodného čísla 11 bez zvyšku sa nebude brať do úvahy, pretože
k určeniu dátumu narodenia nám stačí prvých šesť čísel. Prvé dvojčíslie určuje
rok, druhé mesiac a tretie deň narodenia.
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3. Je potreba začať od konca tretím dvojčíslím, ktoré priamo určuje deň naro-
denia. Je na ňom závislé správne určenie mesiaca. Následne sa určí mesiac
narodenia, pretože na ňom je zas závislé správne určenie roku narodenia.
a) Ak je druhé dvojčíslie 71 až 82, rok narodenia je väčší ako 2003 a pri vý-
počte mesiaca narodenia odpočítame 70.
b) Ak je druhé dvojčíslie 51 až 62, pri výpočte mesiaca narodenia odpočítame
50.
c) Ak je druhé dvojčíslie 21 až 32, rok narodenia je väčší ako 2003 a pri vý-
počte mesiaca narodenia odpočítame 20.
c) Ak je druhé dvojčíslie 01 až 12, toto dvojčíslie zároveň určuje mesiac na-
rodenia.
4. Prvé dvojčíslie označené XX určuje rok narodenia, kde treba rozlišovať, či sa
jedná o rok 19XX alebo o rok 20XX.
a) Ak má rodné číslo 9 čísel, automaticky to bude rok 19XX, kde XX je prvé
dvojčíslie rodného čísla.
b) Ak je posledné dvojčíslie aktuálneho roka < XX (prvé dvojčíslie), jedna sa
o rok 19XX.
c) Ak je posledné dvojčíslie aktuálneho roka > XX (prvé dvojčíslie), jedna sa
o rok 20XX.
d) Ak je posledné dvojčíslie aktuálneho roka rovné XX (prvé dvojčíslie). Napr.
ak prvé dvojčíslie je 12 a rok aktuálneho roku je 2012 tak musíme nasle-
dovne určiť, či sa jedná o rok 1912 alebo 2012:
• Ak mesiac narodenia (určeného z druhého dvojčíslia) je väčší ako
mesiac aktuálneho dátumu, jedná sa o rok 19XX.
• Ak mesiac narodenia (určeného z druhého dvojčíslia) je rovný mesi-
acu aktuálneho dátumu, potom ak je deň narodenia (určený z tretieho
dvojčíslia rč) > deň aktuálneho dátumu, jedná sa o rok 19xx, inak
sa jedná o rok 20xx, kde xx je prvé dvojčíslie rč.
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• Ak je posledné dvojčíslie aktuálneho roka > XX (prvé dvojčíslie),
jedna sa o rok 20XX.
• Ak je posledné dvojčíslie aktuálneho roka rovné XX (prvé dvojčíslie).
Napr. ak prvé dvojčíslie je 12 a rok aktuálneho roku je 2012 tak
musíme nasledovne určiť, či sa jedná o rok 1912 alebo 2012:
5. V tejto fáze je určený rok, mesiac a deň narodenia a je možné zostaviť dátum
narodenia.
Uvedený postup implementovaný v jazyku groovy je možné si pozrieť v prílohe tejto
práce. Týmto spôsobom doplníme našu štruktúru dát o dátum narodenia. Ak sa
bude jednať o osobu a dátum narodenia sa nebude dať určiť, ostane táto položka
nevyplnená.
Cleaning dát
Pri skúšobnom behu skriptu som skúmal chýbajúce hodnoty dát. Prvotné chyby
na potrebu tohto riešenia boli takzvané
”
NullPointerException“, ktoré nastávali
z dôvodu neošetrenia existencie danej hodnoty, ak bola následne na nej volaná me-
tóda a tá túto výnimku spôsobila. Ako najjednoduchšie riešenie sa javí tieto hod-
noty nepoužiť. Po overení, koľko výskytov chýbajúcich hodnôt bolo na menšej vzorke
dát padlo rozhodnutie tieto záznamy preskakovať. Jednalo sa zvyčajne o údaje ako
štátna poznávacia značka, značka a model auta atď.
Odstránenie duplicít
Duplicita sa najčastejšie nachádzala pri osobách a podnikateľoch a taktiež pri au-
tách. Riešenie bolo zvolené jednoduché a pre toto riešenie postačujúce. Ako identi-
fikátor som použil napr. štátnu poznávaciu značku a ak boli vytvorené dve vozidlá,
ktoré boli odlišné objekty, tak v tomto riešení som ich prehlásil za zhodné. Tento
istý princíp som využil aj u osôb a podnikateľov.
Generalizácia hodnôt
Vek poisteného je zapotreby generalizovať na intervaly
”
0 - 20“,
”
21 - 35“,
”
36 - 45“
a
”
46 - neurčené“. Ak je vek nevyplnený, hodnota bude
”
neurčené“. Ak sa jedná
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o typ osoby podnikateľ, v tejto hodnote bude uložená hodnota
”
datum ico“, keď
identifikácia osoby nereprezentuje rodné číslo, ale IČO. Ďalej boli generalizované
časové úseky súvisiace so vznikom a nahlásením poistnej udalosti a so začiatkom
platnosti zmluvy na intervaly
”
0“,
”
1 - 5“,
”
6 - 15“,
”
16 - 31“,
”
32 - 93“,
”
94 - 182“,
”
183 - 365“ a
”
183 - 365“. Výhodné je generalizovať aj počet. Taktiež je vhodné
generalizovať peňažné hodnoty ako je poistná suma a suma vyplatená za poistnú
udalosť. Intervaly sú
”
0 - 15000“,
”
15001 - 50000“,
”
50001 - 100000“,
”
100001 -
200000“,
”
200001 - 500000“,
”
500001 - 1000000“,
”
1000001 - 3000000“,
”
1000001 -
3000000“
”
3000001 - 15000000“
”
15000001 - 30000000“ a
”
30000001 a viac“.
Anonymizácia dát
Anonymizácia prebehla na položkách číslo poistnej udalosti, číslo poistnej zmluvy,
rodné číslo, štátna poznávacia značka a oblasť, do ktorej spadá prihlásené vozidlo
nasledovným spôsobom. Využil som vlasnosť triedy java.util.Map a pred transfor-
máciou som sa vždy spýtal, či už prvok pod daným kľúčom existuje. Ak áno, tak sa
táto hodnota nahradila hodnotou z mapy uloženou pod daným kľúčom. Ak sa taký
kľúč v mape nenachádzal, tak je zapotreby vygenerovať novú hodnotu a pod kľ-
účom pôvodnej hodnoty ju uložiť. Takto nám vznikne Mapa, ktorá mapuje daný
prvok. Prvotné riešenie bolo využiť hashovaciu funkciu, ale toto riešenie je z bez-
pečnostného hľadiska dát nevyhovujúce a preto bolo zvolené radikálnejšie riešenie
za využitia triedy java.util.Random, ktorá vygeneruje novú náhodnú hodnotu bez
akéhokoľvek súvisu s predchádzajúcou s dostatočným rozsahom, aby sa pravdepo-
dobnosť vygenerovania dvoch rovnakých čísel približovala k nule. Funkcia vyzerá
nasledovne:
pub l i c S t r ing random (Random r ) {
St r ing pom = ”” + ( r . next Int ()+5500000000+( r . next Int ( ) ) ) ;
r e turn pom. sub s t r i ng (0 , 1 0 ) ;
}
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5.1.3 Import dát
Ako prvotné úložisko bola zvolená databáza Microsoft SQL Server 2008 R2, keďže je
v rámci MSDNA dostupná v plnej verzii pre študentské účely. obsahuje nástroje ako
SQL Server Profiler a Microsoft SQL Management Studio boli. V tomto nástroji bola
vytvorená databáza s označením PU a následne boli do nej naimportované jednotlivé
tabuľky do databáze zo zdrojových flat súborov. Bolo nutné zvoliť správne kódovanie
UTF-8, keďže zdrojový súbor bol v tomto formáte. Stĺpce boli prevzaté z prvého
riadku súboru. Tento postup je zobrazený na obrázku 5.1. V ďalšom kroku je nutné
Obrázok 5.1: Ukážkový import vznikovej (časovej) dimenzie
zvoliť správny typ jednotlivých stĺpcov a po kontrole môžme začať so samotným
importom. Tento krok opakujeme postupne pre všetky tabuľky dimenzií a hlavnej
tabuľky poistnej udalosti. Následne definujeme primárne a cudzie kľúče a prepojíme
relácie. Výslednú podobu modelu je možné vidieť na obrázku 5.2.
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Obrázok 5.2: ERD diagram s časovými dimenziami
5.2 Multidimenzionálna dátová kocka
V prvom rade sa vytvorí BI projekt (Analysis Services Project) za pomoci SQL
Server Business Intelligence Development Studia, kde sa následne pripojíme na da-
tabázu PU. Následne vytvoríme nový zdroj dát (New Data Source) a taktiež pohľad
New Data Source View z dátového skladu. Pre vytvorenie MOLAP použijeme ta-
buľky faktov a tabuľky dimenzií zobrazených na obrázku 5.3.
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Obrázok 5.3: Tabuľky dimenzií
Pre vytvorenie dátovej kocky som zvolil najpoužívanejší hviezdicový multidimen-
zionálny model zobrazený na obrázku 5.4 sa skladá z tabuľky faktov. Tabuľka faktov
je denormalizovaná, obsahuje cudzie kľúče. Tie sa vzťahujú k primárnym kľúčom
v tabuľkách dimenzií. Hviezdicová schéma nemá relačné prepojenia medzi tabuľ-
kami a dimenzie nie sú normalizované. Vďaka tomu je ľahko pochopiteľná ale kvôli
nenormalizovaným dimenziám je vytvorenie modelu veľmi pomalé. Zvlášť, ak SQL
Server Business Intelligence Development Studio beží na virtuálnom stroji. hviez-
dicový model poskytuje vysoký dotazovací výkon, pretože všetky údaje sa získajú
naraz a nemusia sa skladať z relačných tabuliek. Model je nachystaný a po vytvorení
dátovej kocky v záložke Browse definujeme pohľady a kontingenčnú tabuľku.
56
Obrázok 5.4: Multidimenzionálny hviezdicový model
Na jej osi podľa potreby zadáme jednotlivé dimenzie a fakty. Podľa skúmaného
predmetu si vytvoríme niekoľko pohľadov, na základe ktorých sme následne schopný
detekovať poistné podvody. Na obrázku 5.5 sú zobrazené poistné udalosti, ktoré
nastali na nových vozidlách (do jedného roka) a sú zoradené podľa počtu dní od na-
hlásenia poistnej udalosti, ktoré vo viditeľnom poli obrázku boli nahlásené do štyroch
dní od počiatku platnosti zmluvy a taktiež je zobrazená poistná suma, na ktorú boli
vozidlá poistené. Je to tiež dôležitý údaj k detekcii podvodov, pretože bolo zistené,
že podvodné poistné udalosti sa poisťujú na vyššie sumy a nahlásenie je do mesiaca
od vzniku poistnej zmluvy. Je to prevažne na nové autá do dvoch rokov od dá-
tumu výroby. Toto riešenie má výhodu v tom, že po vytvorení pohľadov užívateľ
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nepotrebuje znalosť zložitých dotazov SQL a preto je toto riešenie určené prevažne
managementu a detektívom, ktorý riešia podvodné poistné udalosti. Multidimenzio-
nálne kocky sa môžu na základe ďalších zistených skutočností zdokonalovať a priniesť
tak nemalé úspory poisťovni.
Obrázok 5.5: Multidimeznionálny pohľad na dátovú kocku pomocou kontingenčnej
tabuľky
5.3 Data Mining
Tento model je pripravený aj na detekciu poistných podvodov za pomoci data mi-
ningu a jeho pokročilých algoritmov. Najskôr však budú musieť byť spätne dohľa-
dané podvodné poistné udalosti z minulých rokov a následne sa môže aplikovať
CRISP-DM model na dáta z dátového skladu.
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Kapitola 6
Záver
Táto práca mala za cieľ oboznámenie sa s riešením typu Business Intelligence a jeho
využitím v procese odhaľovania poistných podvodov. Teoretická časť popísala zá-
kladné termíny v poisťovníctve a trendy spojené s využitím BI v tomto odvetví aj
všeobecne. Boli zanalyzované základné postupy a metodológie v boji proti poistným
podvodom. Do hĺbky bol preskúmaný celý proces naprieč všetkými vrstvami BI
(transformačná, databázová, analytická a prezentačná), hlavne časť dátovej trans-
formácie ETL (Extract Transform Load), ktorá transformovala dáta poistných uda-
lostí do potrebnej štruktúry a kvality. Následne boli transformované a očistené dáta
uložené do dátového skladu a nad nimi bolo vytvorených niekoľko dátových kociek
s rôznymi pohľadmi na skúmanú skutočnosť - poistnú udalosť. V pohľadoch sa hľa-
dali vzory a vychyľujúce sa hodnoty od priemeru, ktoré dopomáhali odhaliť rizikové
poistné udalosti s veľkou pravdepodobnosťou poistného podvodu.
Toto riešenie poskytuje základňu pre užívateľov, ktorí nepotrebujú znalosť do-
tazovania sa pomocou SQL jazyka a majú tak k dispozícii silný nástroj, ktorý im
dopomôže k odhaľovaniu podvodných poistných udalostí. Môže byť ďalej vyvíjané
a rozšírené o ďalšie produkty poisťovne. Dátový sklad je pripravený aj pre apliká-
ciu data miningu pomocou CRISP-DM metodológie pre automatické predikovanie
potencionálnych podvodov.
Tým bolo splnené poslanie tejto práce a ja pevne verím, že realizované riešenie
by mohlo byť ďalej rozširované o nové funkcionality a po sade testovaní by mohlo byť
nasadené aj do ostrej prevádzky poisťovne. Riešenie môže byť kvalitným podkladom
pre detektívov a odborníkov na poistné podvody a v konečnom dôsledku ušetrí
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nemalé finančné prostriedky, ktoré môže využiť vo svoj prospech v konkurenčnom
boji na poli poisťovníctva.
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Prílohy A
Ukážky kódu groovy
A.1 Metóda na získanie dátumu narodenia z rod-
ného čísla
/∗∗
∗ Metoda z í s k a dátum narodenia z rodného č í s l a
∗ @param rodCi s l o rodné č í s l o pre u r č en i e dátumu narodenia
∗ @return v r a t i dátum narodenia , v pr ípade chyby v r á t i n u l l hodnotu
∗/
pub l i c java . s q l . Date getDateFromRC ( St r ing rodCi s l o ) {
Date aktualniDatum = new java . u t i l . Date ( ) ;
i f ( ( rodCi s l o != n u l l ) && ( rodCi s l o . l ength ( ) > 5) &&
( rodCi s l o . r e p l a c e A l l (”\\d+” ,””) . l ength ( ) == 0)) {
// rok
St r ing pom = rodCi s l o . sub s t r i ng (0 , 2 ) ;
I n t e g e r yearRC = new I n t eg e r (pom ) ;
I n t e g e r year = new I n t e g e r (pom ) ;
// aktuálny rok − 100
I n t e g e r yearPom = new I n t e g e r ( aktualniDatum . getYear ( ) − 100 ) ;
boolean vynechatKontroluNaRok = f a l s e ;
I
i f ( year < 20) {
// ak j e d ĺžka rc == 9 , a year j e napr . 1902 , automaticky
// j e rok 1902
i f ( rodCi s l o . l ength ( ) == 9) {
year += 1900 ;
vynechatKontroluNaRok = true ;
// Ošet r en i e roku narodenia od 00 (1900 ? 2000)
} e l s e i f ( yearPom < year ) {
year += 1900 ;
} e l s e {
year += 2000 ;
}
} e l s e {
year += 1900 ;
}
// mesiac
pom = rodCi s l o . sub s t r i ng (2 , 4 ) ;
I n t e g e r month = new In t e g e r (pom ) ;
// deň
pom = rodCi s l o . sub s t r i ng (4 , 6 ) ;
I n t e g e r date = new I n t e g e r (pom ) ;
boolean nad2003 = f a l s e ;
// Ak j e mesiac narodenia nad 70 , musí byť rok narodenia > 2003
i f (month > 70) {
month −= 70 ;
nad2003 = true ;
} e l s e i f (month > 50) {
month −= 50 ;
// Ak j e mesiac narodenia nad 20 , musí byť rok narodenia > 2003
} e l s e i f (month > 20) {
II
month −= 20 ;
nad2003 = true ;
}
i f (month > 12) {
month = n u l l ;
r e turn n u l l ;
}
// Oset r en i e poctu dni mesiacov januar , marec , maj , ju l , august ,
// oktober , december − s 31 dnami
i f (month != n u l l ) {
i f ( ( month == 1) | | (month == 3) | | (month == 5) | | (month == 7) | |
(month == 8) | | (month == 10) | | (month == 12)) {
i f ( date > 31) {
r e turn n u l l ;
}
} e l s e i f ( date > 30) {
r e turn n u l l ;
}
}
// Ak j e rok narodenia == rok aktualneho datumu
i f ( ( yearRC == yearPom ) && ( date != n u l l ) && (month != n u l l ) ) {
// Ak mesiac narodenia > mesiac aktualneho datumu => roku
// narodenia − 100
i f ( ( month − 1) > aktualniDatum . getMonth ( ) ) {
year −= 100 ;
// Ak mesiac narodenia == mesiac aktualneho datumu
} e l s e f ( ( month − 1) == aktualniDatum . getMonth ( ) ) {
// Ak den narodenia > den aktualneho datumu => roku
// narodenia − 100
i f ( ( date ) > aktualniDatum . getDate ( ) ) {
III
year −= 100 ;
}
}
}
i f ( vynechatKontroluNaRok ) {
i f ( ( ( year <= 2003) && nad2003 ) | | ( ( year > 2003) && ! nad2003 ) ) {
year = n u l l ;
r e turn n u l l ;
}
}
t ry {
// zo s t aven i e dátumu
return new java . s q l . Date ( year −1900) , (month−1) , date ) ;
} catch ( Exception i a e ) {
// nepodar i l sa z o s t a v i ť dátum
return n u l l ;
}
}
IV
