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ABSTRAK 
Semakin besar sebuah usaha maka semakin banyak pula ancaman atau bencana yang dapat 
mengganggu berjalannya proses sebuah bisnis. Business Continuity Plan adalah sebuah dokumen 
yang dapat menjadi solusi untuk membantu menjaga keseimbangan sebuah bisnis agar dapat 
tetap berjalan optimal ketika bencana melanda. Metodologi yang digunakan dalam pembuatan 
BCP terdiri dari enam tahap, yaitu tahap pengumpulan informasi, penilaian risiko, analisa dampak 
bisnis, pengembangan strategi mitigasi, pengembangan tanggap darurat, dan pengembagan 
dokumen business continuity. Dalam makalah ini akan dijelaskan secara singkat tahapan BCP 
yang telah dilakukan pada suatu studi kasus di BPJS Kesehatan. Hasil dari pembuatan BCP ini 
adalah berupa dokumen business continuity plan.  
Kata Kunci: Business continuity plan, Perencanaan Kontinuitas Bisnis, BPJS Kesehatan 
Pendahuluan 
Suatu bencana adalah mendadak, kejadian sangat membahayakan yang 
mengganggu fungsi dari suatu komunitas atau masyarakat dan menyebabkan manusia, 
material, dan ekonomi kehilangan kemampuannya untuk menggunakan sumber daya 
sendiri (IFRC, 2016). Menurut (S. Snedaker,2007), BCP adalah suatu metodologi yang 
digunakan untuk menciptakan dan memvalidasi perencanaan untuk menjaga kelanjutan 
operasional bisnis sebelum, selama, dan setelah kejadian bencana dan kerusakan terjadi. 
Perencanaan harus dibuat dengan memperhatikan potensi risiko yang bisa terjadi, baik 
berupa bencana maupun kegagalan sistem, sehingga sistem yang merupakan penunjang 
proses bisnis akan tetap dapat berfungsi dengan baik. 
Melihat pentingnya BCP dalam dunia bisnis, pada tahun 2010, Organisasi 
Perburuhan Internasional atau ILO mengembangkan panduan pelatihan dan perencanaan 
keberlangsungan usaha melalui kegiatan promosi dan pendidikan yang dirancang untuk 
membantu serta membekali perusahaan dalam mempersiapkan diri saat menghadapi 
suatu bencana melalui pendekatan manajemen risiko (ILO,2016). Keharusan suatu 
perusahan memiliki BCP juga tertuang pada Peraturan Pemerintah No. 82 Tahun 2012 
pada pasal 17 ayat 1, 2 dan 3. Selain pasal 17, keharusan suatu perusahaan memiliki 
BCP terdapat pada Pasal 39 ayat 1 butir f dan g.Tabel 1 menggambarkan beberapa 
kategori ancaman atau pun bencana yang dapat terjadi. 
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Tabel 1. Tabel Jenis Ancaman atau Bencana 
 
Metodologi Penelitian 
Proses perancangan sistem yang dilakukan dalam pembuatan dokumen BCP pada 
BPJS Kesehatan adalah sebagai berikut: 
1. Tahap Pengumpulan Informasi BPJS Kesehatan 
Tahap ini adalah tahap pengumpulan informasi-informasi mendasar seperti proses-
proses bisnis yang ada. Informasi dihimpun dengan melakukan wawancara.  
2. Tahap Penilaian Risiko 
Pada tahap ini, penulis akan menerangkan kategori ancaman, nilai probabilitas 
terjadinya bencana, serta penjelasan singkat tentang dampak bencana tersebut. 
Disamping itu, akan dijelaskan juga komponen – komponen perusahaan yang akan 
terkena dampak bencana tersebut. 
3.  Tahap Analisis Dampak Bisnis 
       Tahap ini menjelaskan proses-proses bisnis seperti proses bisnis yang 
berhubungan dengan sistem IT, potensial bencana yang mungkin menjadi kendala 
proses bisnis, beserta dampaknya. 
4.  Tahap Pengembangan Strategi Mitigasi 
   Pada tahap ini, penulis akan memberikan saran mengenai pengembangan strategi 
mitigasi yang dapat dilakukan. Beberapa strategi yang akan dibahas adalah strategi 
backup hardware, strategi backup data, dan strategi pemulihan sistem IT.  
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5. Tahap Pengembangan Tanggap Darurat 
  Penulis akan menerangkan tahapan tanggap darurat jika terjadi suatu bencana. 
Tanggap darurat untuk bencana alam dan berbagai kemungkinan bencana yang telah 
dianalisis pada tahap sebelumnya akan dijelaskan.  
6.  Tahap Pengembangan Business Continuity 
  Tahap ini adalah tahap dimana semua langkah-langkah pembuatan sudah 
dilaksanakan, sehingga dapat digunakan dan dikembangkan secara berkala. 
Hasil dan Pembahasan 
Pada bagian ini akan ditunjukkan sebagian hasil implementasi pembuatan BCP. 
1. Risk Assessment 
Tabel 2. Tabel Risk Assessment 
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2. Business Impact Analysis 
Tabel 3. Tabel BIA 
 
3. Mitigation Strategy Development 
3.1 Strategi Backup Hardware 
Potensi gangguan bencana alam oleh gempa bumi, kebakaran, serangan hacker, 
banjir, dan ancaman bom secara langsung yang dapat mengakibatkan masalah pada 
hardware dapat diantisipasi dengan melakukan perjanjian dengan vendor dalam hal 
pengadaan hardware. Hardware yang umum dipakai harus di update secara berkala 
agar tetap up-to-date. Software juga harus dikelola dengan baik agar kompatibel 
dengan hardware yang digunakan oleh proses bisnis yang kritikal. 
3.2 Strategi Backup Data 
Terdapat 3 kategori yang dapat dijadikan cara untuk melakukan strategi backup 
data terhadap semua proses bisnis yang menggunakan bantuan IT, yaitu frekuensi 
backup data, jenis backup data, dan metode backup data. 
Dalam tahap sebelumnya, business impact analysis setiap proses sudah 
ditentukan. Begitu pula dengan MTD masing-masing proses. Dengan mengetahui MTD, 
dapat ditentukan pilihan dari setiap kategori yang dapat dijadikan strategi backup data 
suatu proses bisnis. 
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Tabel 4. Tabel Jenis Ancaman atau Bencana 
 
3.3 Strategi Pemulihan Sistem IT 
a.  Alternate Sites 
 Terdapat beberapa jenis alternate sites yang dapat digunakan dalam sebuah 
perusahaan. Dalam hal ini, BPJS Kesehatan memiliki jenis fully mirrored sites yang 
bertempat di Surabaya. Jenis sites ini adalah yang paling mahal dan luas karen setiap 
kegiatan atau transaksi yang terjadi pada site utama juga di proses di mirrored site secara 
bersamaan. 
b.  Disk Systems 
 Ada beberapa macam disk system yang dapat digunakan, seperti RAID 
(Redundant Arrays of Inexpensive Disks), Remote Journaling, Replication, Electronic 
Vaulting, Standby Operating Systems, NAS (Network-Attached Storage), dan SAN 
(Storage Area Network). 
 Strategi jenis Replication adalah salah satu yang cocok digunakan pada BPJS 
Kesehatan. Replication Disk melibatkan penyalinan data ke server primer dan sekunder 
yang bisa dilakukan dengan dua metode, yaitu shadowing dan clustering. Jenis Standby 
Operating Systems juga dapat diterapkan untuk mengurangi risiko dan waktu pemulihan. 
Setiap melakukan perbaikan sistem, kita dapat meningkatkan sistem tersebut menjadi 
standby systems sehingga sistem operasi masih dapat bekerja ketika terjadi kegagalan, 
pelanggaran, atau gangguan. 
c. Desktop Solutions 
 Setiap desktop (laptop dan komputer) dalam lingkungan perusahaan harus 
memiliki konfigurasi yang bisa mendukung kinerja untuk bisa mengurangi risiko bencana. 
Secara ideal data vital pengguna harus di back-up secara otomatis dan berkala. Hal lain 
yang bisa dilakukan adalah penyimpanan dokumen penting dalam folder masing-masing 
pengguna dan disimpan dalam jaringan lokal sehingga masih dapat tetap dilihat melalui 
desktop lain jika terjadi hal yang tidak diinginkan. Jika pengguna melakukan perjalanan 
dengan membawa laptop, pastikan untuk membuat cadangan dan prosedur keamanan 
untuk pengguna mobile. 
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d. Software and Licensing 
 Software dan lisensi data harus didukung dan disimpan di lokasi off-site 
bersamaan dengan data. Lisensi untuk setiap sistem operasi, aplikasi, pengguna, dan 
sistem desktop harus ditangkap dan disimpan dengan cara yang aman pada saat terjadi 
gangguan bisnis sebagian atau total. 
e. Web Sites 
 Strategi untuk web sites termasuk menerapkan langkah-langkah keamanan 
dengan proses audit dan monitoring pada server. Dokumen pada keamanan dan 
pengaturan konfigurasi harus selalu dikontrol agar server tidak down. 
3.4 Layanan Asuransi 
Perusahaan besar seperti BPJS Kesehatan seharusnya memiliki layanan 
asuransi terhadap semua asset perusahaan, mulai dari konstruksi bangunan, 
komponen hardware dan software seperti PT Chubb General Insurance Indonesia 
yang dapat dijadikan pilihan untuk asuransi bisnis, seperti asuransi konstruksi, properti, 
power & utilities, dan construction risk and insurance solutions (CRIS).  
3.5 Melakukan Kerja Sama dengan Pihak Ketiga 
Suatu perusahaan besar seperti BPJS Kesehatan seharusnya memiliki kerja 
sama dengan pihak ketiga. Kerja sama ini dapat di mulai dari kerja sama pembuatan 
BCP itu sendiri agar dapat dihasilkan suatu BCP yang akurat. Pihak ketiga tersebut 
dapat memberikan solusi yang dibutuhkan agar terciptanya suatu BCP yang akurat. 
Seperti di Indonesia misalnya, BPJS bisa melakukan kerja sama dengan PT. Mitra 
Integrasi Informatika (MII). 
4. Emergency Respons 
4.1 Gempa Bumi  
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Tabel 5. Tabel ER untuk Gempa Bumi 
 
Kesimpulan 
Kesimpulan yang didapat dari hasil penelitian adalah: 
a. BCP yang telah dibuat ini hanya dapat digunakan pada lingkup kantor pusat BPJS 
Kesehatan Jakarta Pusat. 
b. Dokumen ini dapat dijadikan panduan oleh semua karyawan kantor pusat BPJS 
Kesehatan jika terjadi bencana suatu saat. 
c. Terdapat beberapa risiko ancaman yang dapat mengganggu proses bisnis kantor 
pusat BPJS Kesehatan, seperti kebakaran, banjir, gempa bumi, kerusakan hardware 
dan software, cyber attack, dan kegagalan teknologi. 
d. Dari hasil analisa risiko tersebut, banjir, kegagalan hardware dan software, serta 
serangan virus atau malware merupakan risiko yang harus lebih diperhatikan karena 
memiliki probabilitas yang lebih tinggi dibandingkan dengan ancaman lainnya. 
e. Proses bisnis seperti layanan sharing data, penggunaan intranet, layanan akses 
internet merupakan proses bisnis yang memiliki tingkat kekritisan tinggi karena jika 
proses bisnis terganggu, maka akan berdampak pada proses bisnis yang lainnya.  
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f. Beberapa strategi mitigasi yang dapat dilakukan dalam mengurangi dampak suatu 
bencana adalah strategi backup hardware, strategi bakcup data, strategi pemulihan 
IT, layanan asuransi, dan kerja sama dengan pihak ketiga. 
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