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ABSTRACT 
An Examination is a way to represent one’s ability into a certain grade. That’s why, it is 
confidential. Only certain people have the autorization in accessing the document. The 
document needs to be protected whether it is saved in hardisk, external hardisk, usb flashdisk or 
‘sent item’ in email. The protection can be done by transforming the document into a 
confidential document so it can’t be seen by others. The transformation is called encription. 
Otherwise, it is called decription for transforming document into inconfidential document. 
The AxCrypt Tool can be used to protect exam document by encripting and open the 
document by decripting using password and key-file. AxCrypt is usefull for protecting the exam 
document that is saved in public computer, sending the classified exam document using email 
interface, and making only certain coordinator and lecturer who is responsible for the 
document, can open dan read the document. 
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1. PENDAHULUAN1  
Ujian merupakan salah satu sarana 
untuk menggali pengetahuan atau 
kemampuan yang dimiliki seseorang. 
Berdasarkan hasil ujian, maka seseorang 
dapat diklasifikasikan pada grade atau 
tingkatan kemampuan tertentu.  Tingkatan 
kemampuan tersebut dapat digunakan untuk 
menentukan bahwa orang tersebut lulus 
atau gagal, diterima atau ditolak. Kualitas 
hasil ujian sangat bergantung dengan 
kualitas soal ujian yang diberikan. Namun 
kualitas soal ujian yang sangat baik akan 
menjadi tidak berguna, jika soal yang akan 
diujikan sudah diketahui oleh peserta ujian 
sebelum ujian diselenggarakan. 
Pada umumnya, para pembuat soal 
untuk membuat soal ujan digunakan 
perangkat lunak Microsoft Word. Dalam 
pembuatan soal dapat menggunakan 
komputer yang ada dikantor atau dirumah, 
selanjutnya soal ujian yang sudah selesai 
bisa disimpan di harddisk, external 
harddisk, atau usb flash disk.  Kerahasiaan 
soal sangat penting, sehingga pada 
umumnya komputer yang digunakan untuk 
membuat soal ujian menggunakan 
password pada saat Login dengan harapan 
hanya pengguna yang mengetahui 
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password tersebut yang dapat 
menggunakan komputer. Bahkan untuk 
memperkuat tingkat kerahasiaan, soal ujian 
yang dibuat dengan Microsoft Word 
diproteksi dengan password dengan 
memanfaatkan fasilitas built-in yang sudah 
ada di Microsoft Word. Menurut Sanusi 
(2008) menyatakan bahwa sebenarnya 
terdapat banyak cara untuk menjebol 
password administrator untuk login 
Windows XP, namun cara termudah, 
tercepat, dan tidak merepotkan adalah 
melalui Safe Mode atau menggunakan 
perangkat lunak pendeteksi password login 
XP yaitu perangkat lunak Proactive 
Password Auditor. Selanjutnya Sanusi 
menyatakan untuk menjebol semua 
password Microsoft Office dapat 
menggunakan perangkat lunak Passware 
Kit Enterprise. 
Setelah soal ujian selesai, soal tersebut 
lalu dikirim ke orang yang mempunyai 
wewenang untuk menggandakan. 
Pengiriman soal bisa secara langsung atau 
melalui email. Penggunaan email 
merupakan cara pengiriman yang sangat 
efisien karena menghemat waktu dan 
tenaga. Namun akan menjadi beresiko 
apabila ada orang yang dapat menjebol 
password email penerima. Ada beberapa 
perangkat lunak yang dapat digunakan 
untuk menjebol password email. Perangkat 
lunak yang dapat digunakan untuk 
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menjebol password email antara lain adalah 
Mail PassView yang dapat digunakan untuk 





Dalam beberapa aktivitas manusia saat 
ini, untuk melakukan transaksi tertentu 
membutuhkan password seperti login untuk 
menggunakan komputer, transaksi 
pengambilan uang di ATM, pengisian 
Kartu Rencana Studi On-Line bagi 
mahasiswa, menggunakan email dan lain-
lain. Password merupakan pembatas antara 
orang yang mempunyai otorisasi atau hak 
akses terhadap sesuatu dengan orang yang 
tidak mempunyai otorisasi. Oleh karena itu 
password sifatnya sangat rahasia. Menurut 
Sanusi (2008), password adalah sederetan 
karakter kata yang digunakan untuk 
membatasi pengaksesan suatu sistem. 
Banyak perangkat lunak yang 
digunakan untuk menjebol password.  Oleh 
karena itu, perlu dibuat sebuah password 
yang menyulitkan perangkat lunak penjebol 
password untuk menebaknya. Menurut 
Sanusi (2008), sebuah password yang baik 
biasanya terdiri dari campuran huruf, 
angka, dan tanda baca atau menambahkan 
unsur simbol. Selanjutnya Sanusi 
menyatakan bahwa jumlah banyaknya 
karakter yang digunakan juga sangat 




Soal ujian yang dibuat dengan 
Microsoft Word, data keuangan yang dibuat 
dengan Microsoft Excell, atau materi 
presentasi yang dibuat dengan Microsoft 
Power Point merupakan dokumen yang 
bisa dilihat dan dibaca oleh siapa saja yang 
memiliki dokumen tersebut. Apabila 
dokumen tersebut tidak rahasia, maka tidak 
ada masalah dokumen tersebut dibaca oleh 
orang lain. Namun, apabila dokumen 
tersebut rahasia, maka orang lain tidak 
boleh melihat dan membaca isi dokumen 
tersebut.   
Dokumen yang bersifat rahasia perlu 
ditransformasi menjadi dokumen yang tidak 
dapat dilihat dan dibaca isinya.  Pada saat 
proses transformasi dibutuhkan password 
dan key-file. Menurut Djuandi (2006), 
enkripsi adalah fungsi untuk 
mentransformasikan informasi asli, atau 
disebut juga plaintext atau cleartext, 
menjadi output yang tidak bisa dibaca dan 
acak, yang disebut dengan ciphertext. 
Berdasarkan definisi di atas, maka 
dokumen yang dibuat dengan Microsoft 
Word, Excell dan Power Point yang masih 
bisa dilihat dan dibaca isinya merupakan 
plaintext atau cleartext. Setelah dilakukan 
transformasi sehingga dokumen tersebut 
sudah tidak bisa dibaca, maka dokumen 
tersebut menjadi ciphertext. 
 
1.3 Dekripsi 
Setelah dilakukan proses enkripsi, 
dokumen menjadi tidak bisa dibaca. Hal ini 
menyebabkan bukan hanya orang lain yang 
tidak bisa membaca isi dokumen tersebut, 
namun termasuk pemilik dokumen tidak 
dapat membaca isi dokumen yang 
terenkripsi.   
Dokumen yang terenkripsi dapat 
ditransformasi menjadi dokumen yang 
dapat dibaca atau ke bentuk semula 
sebelum dienkripsi. Pada saat proses 
transformasi dokumen terenkripsi menjadi 
dokumen bentuk semula dibutuhkan 
password dan key-file yang sama seperti 
pada saat dibuat dokumen terenkripsi. 
Menurut Djuandi (2006), dekripsi adalah 
fungsi untuk mentransformasikan ciphertext 
kembali menjadi plaintext. 
Password dan key-file merupakan 
penentu untuk mentransformasi dokumen 
terenkripsi menjadi dokumen yang bisa 
dibaca kembali. Oleh karena itu, jangan 
sampai password dan key-file diketahui 
orang lain dan bagi pemilik dokumen 
jangan sampai lupa password dan key-file.  
Jika password dan key-file diketahui orang 
lain, maka orang tersebut dapat membobol 
dokumen. Namun jika pemilik dokumen 
lupa dengan password dan key-file, maka 
dokumen tersebut tidak dapat dibaca 
sehingga tidak dapat digunakan lagi. 
 
1.4 AxCrypt 
AxCrypt merupakan salah satu tool 
yang dapat digunakan untuk mengenkripsi 
dan mendekripsi dokumen dalam bentuk 
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apapun. Perangkat lunak AxCrypt harus 
diinstal dikomputer yang akan digunakan 
untuk proses enkripsi dan dekripsi. Oleh 
karena itu, sebaiknya tool ini dicopy di usb 
flashdisk sehingga pada saat dibutuhkan 
tinggal diinstal dikomputer yang belum 
terinstal AxCrypt. Tool ini dapat 
didownload di http://www.axantum.com. 
Dokumen yang sudah dienkripsi 
dengan tool ini, akan tetap terenkripsi 
walaupun sudah disalin di usb flashdisk 
atau external harddisk. Oleh karena itu 
untuk melakukan proses dekripsi harus 
menggunakan tool AxCrypt lagi.  Menurut 
Sanusi (2008), keunggulan AxCrypt adalah 
password yang dienkripsi tidak dapat 
dijebol/recovery password dengan 
menggunakan tool apapun karena password 
yang telah dienkripsi dengan tool ini 
diproteksi untuk tidak dapat didekripsikan 




AxCrypt sangat bermanfaat apabila ada 
dokumen yang disimpan di harddisk 
komputer yang dipakai bersama. Pada 
kondisi tertentu mungkin salah seseorang 
pengajar terpaksa membuat soal ujian 
dikomputer bukan miliknya sendiri atau 
komputer yang digunakan secara bersama. 
Apabila dokumen soal ujian tidak 
dienkripsi maka hampir setiap orang 
pengguna komputer tersebut dapat 
membaca isi dokumen tersebut. Hal ini 
mempunyai resiko soal ujian menjadi 
bocor. Untuk memproteksi supaya documen 
soal ujian tidak dapat dibaca oleh siapa 
saja, maka perlu dilakukan enkripsi dengan 
AxCrypt. Pada saat dibutuhkan baru 
dilakukan dekripsi dan setelah tidak 
dibutuhkan perlu dilakukan enkripsi lagi. 
AxCrypt juga sangat bermanfaat jika 
seorang pengajar mengirim dokumen soal 
ujian via email dimana orang yang dituju 
tidak mempunyai alamat email sehingga 
menggunakan alamat email orang lain 
sebagai perantara. Syaratnya adalah orang 
yang dituju harus diberitahu password dan 
key-file yang digunakan untuk mendekripsi 
dokumen soal ujian tersebut. Dengan cara 
seperti ini, orang yang mempunyai alamat 
email yang dapat kiriman dokumen soal 
ujian tidak dapat membaca isi dokumen 
tersebut, namun orang yang dituju dapat 
membuka isi dokumen soal ujian dengan 
cara mengdekripsi dokumen. 
Untuk soal ujian mata kuliah paralel, 
kalau diinginkan hanya koordinator dan 
dosen pengajar mata kuliah tersebut yang 
dapat membaca baik soal ujian usulan 
maupun soal ujian final, AxCrypt dapat 
digunakan. Caranya buat satu key-file, lalu 
copy key-file ke seluruh dosen pengajar 
mata kuliah tersebut termasuk koordinator 
dan gunakan password yang sama. Dengan 
cara ini, hanya koordinator dan dosen 
pengajar mata kuliah tersebut yang dapat 
melakukan baik enkripsi maupun dekripsi 




Kerahasiaan soal ujian dari orang-
orang yang akan diuji merupakan sesuatu 
yang mutlak dibuat. Dengan demikian, hasil 
ujian diharapkan mencerminkan tingkat 
kemampuan orang yang diuji. Proteksi soal 
ujian supaya tidak dapat dibaca oleh orang 
yang tidak berkepentingan perlu dilakukan. 
AxCrypt merupakan salah satu tool 
yang dapat digunakan untuk memproteksi 
dokumen soal ujian melalui proses enkripsi 
dan membuka proteksi dengan 
mengembalikan dokumen soal ujian ke 
bentuk semula melalui proses dekripsi.  
AxCrypt sangat bermanfaat untuk situasi 
penyimpanan dokumen pada komputer 
yang dipakai bersama, mengirim email 
melalui alamat email perantara karena 
orang yang dituju tidak punya alama email, 
dan koordinator kelas paralel jika 
diinginkan yang boleh membaca dokumen 
soal ujian usulan dan final hanya 
koordinator dan dosen pengajar mata kuliah 
tersebut. 
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