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Περίληψη 
 
Η αύξηση της χρήσης των νέων έξυπνων κινητών συσκευών και η χρήση των 
τεχνολογιών Υπολογιστικής Νέφους και Κινητής Υπολογιστικής Νέφους, σε πολλές 
πτυχές της σύγχρονης κοινωνίας, αλλάζουν τον τρόπο ζωής μας.  
         Οι πλατφόρμες Υπολογιστικής Νέφους βοηθούν να ξεπεραστούν οι περιορισμοί των 
κινητών συσκευών σε υπολογιστικούς πόρους, προσφέροντας βελτιωμένη 
προσβασιμότητα σε δεδομένα, εξασφαλίζοντας την αποτελεσματικότερη διαχείριση και 
χρήση των ιατρικών πόρων και διευκολύνοντας τη συνεργασία (ανταλλαγή δεδομένων 
υγείας) μεταξύ των οργανισμών παροχής υγειονομικής περίθαλψης.  
Οι υπηρεσίες m-Health προσφέρουν εύκολη, άμεση και διάχυτη πρόσβαση σε 
δεδομένα υγείας, ενώ ταυτόχρονα πρέπει να παρέχουν ασφαλή πρόσβαση στα δεδομένα 
του χρήστη.  
Σκοπός της παρούσας εργασίας είναι η μελέτη μιας πρότασης για τον σχεδιασμό μιας 
πλατφόρμας έκδοσης και διαχείρισης ηλεκτρονικής λίστας χειρουργείων, 
εκμεταλλευόμενη όλη αυτήν τη γνωστή πλέον τεχνολογία. 
Η πλατφόρμα θα παρέχει στους πολίτες άμεση πρόσβαση στην υπηρεσία της 
Ηλεκτρονικής Λίστας Χειρουργείων, απ’ όπου και αν βρίσκονται, η οποία θα 
συνεργάζεται με τις ήδη υπάρχουσες ηλεκτρονικές υπηρεσίες στη χώρα μας. Τηρώντας 
το νομικό πλαίσιο και τους βασικούς κανόνες προστασίας προσωπικών δεδομένων, η 
πλατφόρμα θα αναπτύσσεται σε Νέφος, διότι αυτό παρέχει κατά απαίτηση πόρους και 
ταχύτατη διαδικτυακή επεξεργασία δεδομένων (κλιμάκωση και υψηλή απόδοση). 
Στην εργασία γίνεται και μια προσπάθεια προσομοίωσης και ανάλυσης του κόστους 
λειτουργίας της πλατφόρμας, διότι θεωρείται πως το Νέφος μειώνει το κόστος των 
υπηρεσιών. Τα αποτελέσματα αν και δεν είναι ρεαλιστικά, μοιάζουν ενθαρρυντικά και 
αυτό μας ωθεί να συμπεραίνουμε πως η πλατφόρμα Ηλεκτρονικής Λίστας Χειρουργείων 
μπορεί να  συνεισφέρει ουσιαστικά στον τομέα της υγείας.   
 
Λέξεις Κλειδιά: Υπολογιστική Νέφους, Κινητή Υπολογιστική Νέφους, Ηλεκτρονικά 
Αρχεία  Υγείας, Υγειονομική Περίθαλψη, Ηλεκτρονικές Λίστες Χειρουργείων, Moqups, 
Cloud Analyst.    
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Abstract 
The increase in the use of new smartphone devices and the use of Cloud Computing and 
Mobile Cloud Computing, in many aspects of modern society, are changing our lifestyle. 
Cloud Computing platforms help overcome the constraint of mobile devices in 
computing resources, providing improved data accessibility, ensuring more efficient 
management and use of medical resources, and facilitating the collaboration (health data 
exchange) between healthcare providers. 
The m-Health services offer easy, direct and ubiquitous access to healthcare data, while 
providing secure access to data users. 
The purpose of this paper is the study of a proposal for the design of a platform for 
editing and managing the electronic surgery list, exploiting all of this well-known tech. 
The platform will provide direct access to the Electronic Surgery List service to the 
citizens, wherever they are, which will collaborate with existing e-services in our 
country. While adhering to the legal framework and the basic privacy rules, the platform 
will grow into a Cloud because it provides on-demand resource requirements and fast 
online data processing (scalability and high performance). 
In the paper, an attempt is also made to simulate and analyze the platform's operating 
costs, because it is thought that the Cloud reduces the cost of services. Although the 
results are not realistic, they seem encouraging and this leads us to conclude that 
Electronic Surgery List platform can contribute substantially in the healthcare 
department. 
 
Keywords: Cloud Computing, Mobile Cloud Computing, Electronic Medical Record, 
Healthcare, Electronic Surgery List, Moqups, Cloud Analyst  
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 1 Εισαγωγή 
Ένα σύστημα Κινητής Υπολογιστικής Νέφους (Mobile Cloud Computing, MCC) είναι 
ένα σύστημα βασισμένο σε Νέφος (Cloud), το οποίο προσπελάζεται από τους  χρήστες 
μέσω των φορητών συσκευών που διαθέτουν. Το Mobile Cloud Computing  είναι από τις 
αναδυόμενες τεχνολογίες που αντιπροσωπεύουν σήμερα μια πραγματικότητα και ένας 
χαμηλού κόστους πόρος πληροφορικής, που έχει κερδίσει τη δημοτικότητα μεταξύ όλων 
των κατηγοριών επιχειρήσεων, ιδίως μεσαίου και μικρού μεγέθους, κυβερνητικών και 
ιατρικών οργανώσεων, καθώς ολοένα και περισσότεροι άνθρωποι συνειδητοποιούν την 
ισχύ των δυνατοτήτων και τα οφέλη που προκύπτουν από τα περιβάλλοντα νέφους.  
Τα συστήματα MCC είναι προϊόν της συνύπαρξης δύο τεχνολογικών τάσεων, της 
ευρείας χρήσης του Υπολογιστικού Νέφους (Cloud Computing, CC) και της εκρηκτικής 
ανάπτυξης των κινητών συσκευών (tablet, Smartphone, laptop) που είναι πλέον 
αναπόσπαστο κομμάτι της σημερινής μας ζωής καθώς χρησιμοποιούνται ως εργαλεία 
επικοινωνίας και εργασίας. Οι εφαρμογές των κινητών συσκευών (mobile apps)  
αναπτύσσονται συνεχώς διευκολύνοντας πολλούς τομείς της καθημερινότητας αφού 
παρέχουν εργαλεία κατ’ απαίτηση του χρήστη ανεξάρτητα της τοποθεσίας στην οποία 
βρίσκεται.  
Ο αριθμός των χρηστών που έχουν πρόσβαση σε υπηρεσίες Νέφους μέσω των 
κινητών συσκευών τους είναι γοργά αυξανόμενος, αποτυπώνοντας την εικόνα πλήθους 
ανθρώπων που έχουν πλέον αποκτήσει μεγάλη εμπειρία στη χρήση διαφορετικών 
υπηρεσιών που παρέχονται από τις πολυάριθμες κινητές εφαρμογές [1].  
Δε θα ήταν υπερβολή να αναφερθεί ότι η Κινητή Υπολογιστική (Mobile 
Computing, MC) θα παίξει σημαντικό ρόλο στη μελλοντική ανάπτυξη τεχνολογιών της 
Πληροφορικής, μιας και αυτή η νέα κατηγορία υπολογιστικών συστημάτων εφαρμόζεται 
σε πολλούς τομείς όπως το ηλεκτρονικό εμπόριο, η μάθηση, η φροντίδα υγείας, τα 
ηλεκτρονικά παιχνίδια, τα κοινωνικά δίκτυα και άλλα. 
 1.1  Πρόβλημα – Σημαντικότητα του θέματος  
Όπως αναφέρθηκε παραπάνω, ένας ευρύς τομέας εφαρμογής της τεχνολογίας 
MCC είναι αυτός των υπηρεσιών Υγείας. Στην προκειμένη περίπτωση, η τεχνολογία της  
Κινητής Υπολογιστικής Νέφους χρησιμοποιείται για να αλλάξει τον τρόπο παροχής των 
υπηρεσιών υγειονομικής περίθαλψης, την ποιότητα της νοσηλείας του ασθενούς και να 
μειώσει το κόστος της υγειονομικής περίθαλψης.  
7 
Είναι γνωστό ότι ο τομέας της υγειονομικής περίθαλψης διανύει μια περίοδο 
ταχύτατης αλλαγής που απαιτεί συνεχή καινοτομία, πολύπλοκη και υψηλότερη ποιότητα 
υπηρεσιών, την ίδια στιγμή που η επιδημία χρόνιων ασθενειών, οι αλλαγές στη 
δημογραφική σύνθεση και η εξέλιξη των ιατρικών τεχνολογιών συμβάλλουν σημαντικά 
στην αύξηση του κόστους  περίθαλψης. Οι διοικήσεις των νοσοκομείων και οι ιατροί 
χρειάζεται να υιοθετήσουν νέες στρατηγικές για να αυξήσουν την ευελιξία της παροχής 
ιατρικής περίθαλψης και να μειώσουν το κόστος της [2].  
Ένα σημαντικό πρόβλημα που παρουσιάζουν τα σημερινά συστήματα 
Ηλεκτρονικών Ιατρικών Αρχείων (Electronic Medical Record, EMR) είναι ότι κάθε 
φορέας παροχής υγειονομικής περίθαλψης (Healthcare Provider, HP) έχει το δικό του 
τοπικό σύστημα EMR. Έτσι οι πληροφορίες για την υγεία οποιουδήποτε ασθενή  
βρίσκονται διασκορπισμένες μεταξύ διαφορετικών παρόχων υγειονομικής περίθαλψης 
και, ως εκ τούτου, η διαχείριση και ανάκτησή τους είναι δύσκολη. Ακολουθώντας τη 
διάχυτη κατανομή των ηλεκτρονικών αρχείων, προκύπτουν επιμέρους ουσιώδεις 
κίνδυνοι στους οποίους είναι τελικά επιρρεπή τα προσωπικά ιατρικά δεδομένα, όπως η 
μη εξουσιοδοτημένη πρόσβαση σε αυτά, η διανομή τους, καθώς και οι απειλές 
ακεραιότητάς τους. Για τον λόγο αυτό απαιτούνται νέα μέτρα που θα ισχυροποιούν τη 
λύση του παραπάνω προβλήματος και προκειμένου να παρασχεθεί υψηλής ποιότητας 
υγειονομική περίθαλψη στους ασθενείς που εξυπηρετούνται, απαιτείται υψηλό επίπεδο 
ενσωμάτωσης δεδομένων, διαλειτουργικότητας και ανταλλαγής μεταξύ διαφόρων 
επαγγελματιών και φορέων του τομέα ιατρικής περίθαλψης [3]. 
Σε γενικές γραμμές, η «εκτόξευση» των ιατρικών δαπανών και η αύξηση του 
προσδόκιμου ζωής του πληθυσμού, καθιστά απαραίτητες τις μετασχηματιστικές 
τεχνολογικές καινοτομίες για την παροχή πιο αποτελεσματικών και οικονομικά 
προσιτών υπηρεσιών υγειονομικής περίθαλψης σε οποιονδήποτε χρόνο και οποιοδήποτε 
μέρος [4]. 
Σήμερα, οι κινητές συσκευές περιέχουν πολλές εφαρμογές σχετικές με την υγεία. 
Οι χρήστες Κινητής Υπολογιστικής Νέφους εγγράφονται στις υπηρεσίες που παρέχουν 
οι εφαρμογές αυτές έχοντας πρόσβαση σε ιατρικά δεδομένα και δεδομένα ευεξίας και 
φυσικής κατάστασης,  μέσω του Διαδικτύου. Ως αποτέλεσμα, η αυξανόμενη υιοθέτηση 
των Smartphone και των Tablet έχει ενθαρρύνει τη χρήση τους στα συστήματα υγείας, 
οδηγώντας έτσι στην εμφάνιση του γενικού όρου mobile Health (mHealth) που 
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αναφέρεται στις αναδυόμενες τεχνολογίες κινητών επικοινωνιών και δικτύων που 
εφαρμόζονται στον τομέα της υγειονομικής περίθαλψης.   
Οι εφαρμογές περίθαλψης και προσωπικής φροντίδας που παρέχει η τεχνολογία 
του mHealth έχουν ευρέως χρησιμοποιηθεί για να βοηθήσουν τόσο τους ιατρούς και 
τους νοσηλευτές, όσο και τους ασθενείς που πάσχουν από μια ευρεία ποικιλία χρόνιων 
ασθενειών (όπως η άνοια, ο αυτισμός, ο σακχαρώδης διαβήτης, η υπέρταση)  
πετυχαίνοντας με τον τρόπο αυτό την ευεξία, τη διαχείριση των ασθενειών αλλά και τη 
σημαντική βελτίωση των αποτελεσμάτων της παροχής υπηρεσιών και της έρευνας 
συνολικά στον τομέα της υγείας [5]. 
Στον αντίποδα, η μεγάλη ποικιλία διαθέσιμων εφαρμογών κατέστησε δύσκολο 
για τους κλινικούς ιατρούς και το κοινό να διακρίνουν ποιες εφαρμογές είναι οι πιο 
ασφαλείς ή πιο αποτελεσματικές [6]. 
 1.2  Διάρθρωση της μελέτης 
Στο πρώτο κεφάλαιο παρουσιάστηκε συνοπτικά η σημαντικότητα της   
τεχνολογίας  Κινητής Υπολογιστικής Νέφους στον τομέα της υγείας.  
Σε συνέχεια στο δεύτερο κεφάλαιο θα δούμε τα βασικά χαρακτηριστικά της 
Υπολογιστικής Νέφους, τα μοντέλα υπηρεσιών και υποδομών, όπως και την 
αρχιτεκτονική και τα πλεονεκτήματα της Κινητής Υπολογιστικής Νέφους. 
  Στο τρίτο κεφάλαιο παρουσιάζεται η συνεργασία του τομέα της υγείας με την 
Υπολογιστική Νέφους και οι απαιτήσεις ασφάλειας και προστασίας προσωπικών 
δεδομένων.  
Στο τέταρτο κεφάλαιο θα δούμε τα νομικά ζητήματα ασφάλειας και προστασίας 
ηλεκτρονικών ιατρικών  δεδομένων και τη σχετική ελληνική νομοθεσία.         
Στο πέμπτο κεφάλαιο γίνεται αναφορά στην ηλεκτρονική υγεία στην Ελλάδα και 
σε αυτό το πλαίσιο, ανάλυση της «λίστας χειρουργείων» και ανάπτυξη πρότασης για τη 
δημιουργία μιας web εφαρμογής για τις ηλεκτρονικές λίστες χειρουργείων. 
Το έκτο κεφάλαιο είναι μια προσπάθεια προσομοίωσης και ανάλυσης του 
πιθανού κόστους λειτουργίας της εφαρμογής «λίστας χειρουργείων». 
Τέλος, παρουσιάζονται οι βασικοί περιορισμοί της μελέτης, οι μελλοντικές 
επεκτάσεις και τα συμπεράσματα.  
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 2 Βιβλιογραφική Επισκόπηση – Θεωρητικό Υπόβαθρο 
 2.1  Η Yπολογιστική Νέφους 
Η Υπολογιστική Νέφους (Cloud computing, CC) περιγράφεται ως μια σειρά 
υπηρεσιών που παρέχονται από ένα πλέγμα συστημάτων βασισμένα στο Διαδίκτυο. 
Αυτά τα συστήματα αποτελούνται από ομάδες εξυπηρετητών (servers) χαμηλού κόστους 
ή προσωπικών υπολογιστών (personal computers, PCs), που οργανώνοντας τους 
διάφορους πόρους των υπολογιστών, σύμφωνα με μια συγκεκριμένη στρατηγική 
διαχείρισης, προσφέρουν ασφαλείς, αξιόπιστες, γρήγορες και διαφανείς υπηρεσίες όπως 
η αποθήκευση δεδομένων, η πρόσβαση και η υπολογιστική ισχύς στους χρήστες/πελάτες 
τους [7]. 
Σύμφωνα με το National Institute of Standards and Technology (NIST) [8] των 
Ηνωμένων Πολιτειών Αμερικής το 2013, το CC είναι ένα παράδειγμα τεχνολογίας 
πληροφορικής (Information Technology, IT) που ορίζεται ως «ένα μοντέλο που επιτρέπει 
ευέλικτη, κατ’ απαίτηση (on-demand) δικτυακή πρόσβαση σε ένα κοινόχρηστο σύνολο 
παραμετροποιήσιμων υπολογιστικών πόρων (όπως δίκτυα,  εξυπηρετητές, αποθηκευτικοί 
χώροι, εφαρμογές και υπηρεσίες) το οποίο μπορεί να τροφοδοτηθεί γρήγορα και να 
διατεθεί με ελάχιστη προσπάθεια διαχείρισης ή αλληλεπίδρασης με τον πάροχο της 
υπηρεσίας». 
Με απλά λόγια το CC είναι ένας γενικός όρος για οτιδήποτε περιλαμβάνει παροχή 
τεχνολογίας μέσω του Διαδικτύου.  
Το CC δίνει τη δυνατότητα σε εταιρείες να καταναλώνουν/χρησιμοποιούν έναν 
υπολογιστικό πόρο, όπως π.χ. ένα εικονικό μηχάνημα (Virtual Machine, VM), να 
αποθηκεύσουν δεδομένα ή να χρησιμοποιήσουν μια εφαρμογή ως βοηθητικό 
πρόγραμμα, χωρίς να χρειάζεται να κατασκευάζουν και να συντηρούν δικές τους τοπικές 
υπολογιστικές υποδομές. 
Η λειτουργία υπηρεσιών νέφους περιλαμβάνει βασικά δύο χρήστες, τον πάροχο 
υπηρεσιών και τον πελάτη.     
Ο πελάτης/χρήστης χρησιμοποιεί τις υπηρεσίες που διατίθενται από τους 
παρόχους, συνήθως έναντι κάποιας προσυμφωνημένης τιμής. Η πρόσβαση στις 
υπηρεσίες αυτές γίνεται μέσω του διαδικτύου με διαφορετικές συσκευές 
(ηλεκτρονικοί υπολογιστές, Smartphone κλπ) που δεν χρειάζεται να διαθέτουν 
ιδιαίτερες δυνατότητες επιδόσεων και που έχουν αρκετά χαμηλό κόστος [9].   
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Ο πάροχος διαθέτει ένα Κέντρο Δεδομένων συνδεδεμένο στο διαδίκτυο, στο οποίο 
βρίσκονται οι εξυπηρετητές. Οι πόροι και το λογισμικό αυτών διατίθενται με την 
μορφή καθορισμένων υπηρεσιών στους πελάτες. Τις περισσότερες φορές οι 
εξυπηρετητές είναι εικονικά μηχανήματα τα οποία είναι ανεπτυγμένα στο ίδιο 
φυσικό μηχάνημα. Τα τελευταία χρόνια χρησιμοποιούνται κατανεμημένοι 
εξυπηρετητές, εγκατεστημένοι σε διαφορετικές γεωγραφικές περιοχές. Αυτό 
συμβάλλει στην αύξηση της αποδοτικότητας, διότι ο υπολογιστικός φόρτος 
κατανέμεται σε διαφορετικές διατάξεις και ταυτόχρονα ενισχύει την ασφάλεια 
καθώς κατανέμει τα σημεία των ενδεχόμενων επιθέσεων [9].   
 2.1.1 Βασικά χαρακτηριστικά του Νέφους 
   Τα βασικά χαρακτηριστικά της Υπολογιστικής Νέφους είναι τα ακόλουθα 
[8][22]: 
 Αυτοεξυπηρέτηση κατ’ απαίτηση (On-demand self-service). Η  
αυτοεξυπηρέτηση κατ’ απαίτηση καθιστά την ικανότητα των πόρων 
πληροφορικής απεριόριστη για τους χρήστες, σε μια υποδομή cloud. Ένας 
χρήστης/πελάτης μπορεί να χρησιμοποιεί υπολογιστικούς πόρους, όπως έναν 
εξυπηρετητή ή αποθήκευση στο δίκτυο, αυτόματα, χωρίς να απαιτείται ανθρώπινη 
αλληλεπίδραση με τον πάροχο των υπηρεσιών.  
 Ευρεία πρόσβαση στο δίκτυο (Broad network access). Όλες οι υπηρεσίες είναι 
διαθέσιμες μέσω μιας ετερογενούς πλατφόρμας πελάτη στο διαδίκτυο και 
προσπελάζονται με τυποποιημένους μηχανισμούς πρόσβασης, από οποιονδήποτε 
τόπο και οποιαδήποτε κατάλληλη συσκευή (κινητά τηλέφωνα, tablet, φορητοί 
υπολογιστές και σταθμοί εργασίας). 
 Συγκέντρωση πόρων (Resource pooling). Οι υπολογιστικοί πόροι (επεξεργασία, 
μνήμη και εύρος ζώνης δικτύου), τα δεδομένα και το λογισμικό, παρέχονται 
ταυτόχρονα σε πολλούς χρήστες, χρησιμοπο ,ιώντας έναν κατάλληλο συνδυασμό 
φυσικών και εικονικών εγκαταστάσεων, που διατίθενται δυναμικά σε αυτούς, 
ανάλογα με τη ζήτηση. Ο πελάτης/χρήστης δεν έχει κανέναν έλεγχο ή γνώση 
σχετικά με τη δομή, τις λειτουργίες συντήρησης, την αναβάθμιση των πόρων και 
τον τόπο εγκατάστασης (ενδεχομένως να μπορεί μόνο να προσδιορίσει την 
τοποθεσία σε υψηλότερο επίπεδο αφαίρεσης, π.χ. χώρα ή data center).  
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 Ταχεία ελαστικότητα (Rapid elasticity) ή κλιμάκωση.  Ο τρόπος, η ποσότητα 
και η ποιότητα των παρεχόμενων υπηρεσιών προσαρμόζονται ελαστικά στις 
ανάγκες των χρηστών. Οι διαθέσιμες δυνατότητες παροχής υπηρεσιών συχνά 
φαίνονται απεριόριστες στους χρήστες, διότι τις χρησιμοποιούν σε οποιαδήποτε 
ποσότητα ανά πάσα στιγμή. Η χρήση των πόρων γίνεται από τον κάθε χρήστη 
μόνο όταν είναι απαραίτητο και οι πόροι παραμένουν δεσμευμένοι μόνο για όσο 
τους χρειάζεται. Μετά απελευθερώνονται και διατίθενται σε άλλους χρήστες 
ανάλογα με τη ζήτηση. Αυτό είναι που δημιουργεί την ταχεία κλιμάκωση στη 
δυνατότητα παροχής υπηρεσιών.   
 Μετρικές Χρήσης (Measured service). Τα συστήματα Cloud ελέγχουν αυτόματα 
και βελτιστοποιούν τη χρήση των πόρων, αξιοποιώντας τη δυνατότητα μέτρησης 
σε κάποιο επίπεδο αφαίρεσης κατάλληλο για τον κάθε τύπο υπηρεσίας (π.χ. 
αποθήκευση, επεξεργασία, εύρος ζώνης και ενεργούς λογαριασμούς χρηστών). Η 
χρήση των πόρων μπορεί να παρακολουθείται, να ελέγχεται, να μετριέται και να 
καταγράφεται, παρέχοντας διαφάνεια τόσο για τον πάροχο όσο και για τον χρήστη 
της υπηρεσίας. Έτσι, ο χρήστης υποχρεούται να καταβάλλει το ποσό που 
αντιστοιχεί μόνο για τις υπηρεσίες που χρησιμοποιεί, βάσει σχετικών 
προσυμφωνημένων κανόνων, δηλαδή πληρωμή ανά χρήση πόρων (pay-per-use).  
 
 2.1.2 Μοντέλα υπηρεσιών του Νέφους 
 
Γενικά, το CC είναι ένα σύστημα κατανεμημένου δικτύου μεγάλης κλίμακας που 
υλοποιείται με πολλαπλούς εξυπηρετητές σε κέντρα δεδομένων (data centers). Το 
επίπεδο κέντρων δεδομένων (Data Centers Layer) παρέχει τις εγκαταστάσεις υλικού 
(hardware) και την υποδομή του Νέφους. Οι εξυπηρετητές συνδέονται με δίκτυα υψηλής 
ταχύτητας που εξυπηρετούν τους χρήστες. Τυπικά, τα κέντρα δεδομένων είναι 
εγκατεστημένα σε αραιοκατοικημένες περιοχές, με σταθερή υψηλή τροφοδοσία και 
χαμηλό κίνδυνο καταστροφής. 
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       Εικόνα 1. Η αρχιτεκτονική της υποδομής Υπολογιστικού Νέφους [10] 
 
Οι υπηρεσίες που παρέχονται σε Υπολογιστικά Νέφη διακρίνονται σε τρεις κατηγορίες 
ως προς τη μορφή τους: η Υποδομή ως Υπηρεσία, η Πλατφόρμα ως Υπηρεσία και το 
Λογισμικό ως Υπηρεσία. 
Παρακάτω αναλύονται τα μοντέλα υπηρεσιών στο περιβάλλον Υπολογιστικού 
Νέφους και απεικονίζονται στην Eικόνα 2. 
 
 
                    Εικόνα 2. Μοντέλα υπηρεσιών Υπολογιστικού Νέφους  
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 Υποδομή ως Υπηρεσία (Infrastructure as a Service, IaaS), παρέχει στον 
χρήστη τους υλικούς και υπολογιστικούς πόρους για αποθήκευση και 
επεξεργασία, όπως και το δίκτυο, στα οποία ο χρήστης μπορεί να λειτουργήσει το 
πληροφοριακό του σύστημα και να εγκαταστήσει το λογισμικό του, χωρίς να 
πρέπει να μεριμνά για την ορθή και αποδοτική λειτουργία των υποδομών. Ο 
πελάτης πληρώνει κατά κανόνα με βάση την πραγματική χρήση των πόρων. Η 
υποδομή μπορεί να επεκταθεί ή να συρρικνωθεί δυναμικά ανάλογα με τις 
ανάγκες. Παραδείγματα IaaS είναι το Amazon Elastic Cloud Computing και η 
Simple Storage Service (S3). Ο χρήστης δεν διαχειρίζεται και δεν ελέγχει την 
υποδομή του cloud, αλλά έχει τον έλεγχο των λειτουργικών συστημάτων, των 
αποθηκευτικών χώρων και των εφαρμογών και ενδεχομένως περιορισμένο 
έλεγχο κάποιων στοιχείων του δικτύου όπως π.χ. το firewall[8][10].  
 Πλατφόρμα ως Υπηρεσία (Platform as a Service, PaaS), προσφέρει ένα 
προηγμένο ολοκληρωμένο περιβάλλον για την κατασκευή, τη δοκιμή και την 
ανάπτυξη προσαρμοσμένων εφαρμογών. Ο πάροχος διαθέτει στον τελικό χρήστη 
πλατφόρμα ανάπτυξης λογισμικού. Η πλατφόρμα ως υπηρεσία παρέχει Διεπαφές 
Προγραμματισμού Εφαρμογών (Application Programming Interface, API) και 
περιβάλλοντα για προγραμματισμό εφαρμογών. Μέσω αυτής της υπηρεσίας, 
παρέχεται στους προγραμματιστές μια πλατφόρμα ανάπτυξης λογισμικού με 
ισχυρά εργαλεία σε χαμηλό κόστος συγκριτικά με την αγορά των αδειών χρήσης 
τους. Παραδείγματα PaaS είναι το Google App Engine, το Microsoft Azure και 
το Amazon Map Reduce/Simple Storage Service.  Ο χρήστης δεν διαχειρίζεται 
την υποκείμενη υποδομή του Νέφους, τους εξυπηρετητές, τα λειτουργικά 
συστήματα ή τον χώρο αποθήκευσης, αλλά έχει τον έλεγχο των εφαρμογών που 
αναπτύσσει και ενδεχομένως των ρυθμίσεων διαμόρφωσης του περιβάλλοντος 
που θα φιλοξένει τις εφαρμογές του. Οι πλατφόρμες χρησιμοποιούνται επίσης και 
για τη διαχείριση IaaS και SaaS υπηρεσιών[8][10]. 
 Λογισμικό ως υπηρεσία (Software as a Service, SaaS), υποστηρίζει την 
παροχή λογισμικού ανάλογα με συγκεκριμένες απαιτήσεις. Οι χρήστες μπορούν 
να έχουν πρόσβαση σε λογισμικό, όπως π.χ. το Microsoft Office 365, το Gmail, 
το Facebook, που βρίσκεται εγκατεστημένο σε έναν ή περισσότερους 
εξυπηρετητές που συνδέονται στο Διαδίκτυο. Η υπηρεσία διατίθεται από τον 
πάροχο στον χρήστη με άδεια ορισμένου χρονικού διαστήματος. Οι εφαρμογές 
14 
είναι προσβάσιμες από διάφορες συσκευές είτε μέσω web browser απλών 
εξυπηρετητών είτε μέσω διεπαφών προγράμματος. Ο πελάτης δεν ασχολείται με 
ζητήματα που αφορούν την ορθή λειτουργία της εφαρμογής και το υλικό μέρος 
της. Η χρήση του λογισμικού μέσω του Νέφους παρέχει ευελιξία ως προς τον 
χειρισμό των εφαρμογών αφού ο τελικός χρήστης μπορεί να έχει πρόσβαση στο 
λογισμικό από οπουδήποτε. Η Salesforce είναι ένας από τους πρωτοπόρους στην 
παροχή αυτού του μοντέλου υπηρεσιών, ενώ το Live Mesh της Microsoft 
επιτρέπει ταυτόχρονα την κοινή χρήση αρχείων και φακέλων σε πολλαπλές 
συσκευές[8][10]. 
 2.1.3 Τα μοντέλα υποδομών του Νέφους 
 Μοντέλα υποδομών Υπολογιστικού Νέφους [9]:  
 Ιδιωτικό Νέφος (Private cloud) 
      Η υποδομή του Νέφους προορίζεται για αποκλειστική χρήση από μια μόνο 
οργάνωση που περιλαμβάνει πολλούς καταναλωτές (π.χ. επιχειρηματικές μονάδες). 
Μπορεί να ανήκει, να διαχειρίζεται και να λειτουργεί για έναν οργανισμό, ένα τρίτο 
μέρος ή για κάποιο συνδυασμό αυτών, και μπορεί να υπάρχει εντός ή εκτός των 
εγκαταστάσεών του. 
 Κοινοτικό Νέφος (Community cloud) 
Η υποδομή του Νέφους παρέχεται για αποκλειστική χρήση από μια συγκεκριμένη 
κοινότητα καταναλωτών ενός οργανισμού, που έχουν κοινά συμφέροντα (π.χ. κοινή 
αποστολή, απαιτήσεις ασφαλείας, πολιτική). Μπορεί να ανήκει, να διαχειρίζεται και να 
λειτουργεί από έναν ή περισσότερους οργανισμούς της κοινότητας,  από ένα τρίτο μέρος 
ή από κάποιο συνδυασμό αυτών. 
 Δημόσιο Νέφος (Public cloud) 
Η υποδομή Νέφους προβλέπεται για ανοικτή χρήση από το ευρύ κοινό. Μπορεί να 
ανήκει, να διαχειρίζεται και να λειτουργεί από επιχειρηματική, ακαδημαϊκή ή 
κυβερνητική οργάνωση ή από κάποιο συνδυασμό αυτών. Οι πάροχοι  δημόσιου νέφους 
εξυπηρετούν κλιμακωτά και ελαστικά το ευρύ κοινό με εργαλεία υψηλού υπολογισμού 
και αποθήκευσης που διατίθενται μέσω του Διαδικτύου. Τα κέντρα δεδομένων τους 
διανέμονται σε διάφορες τοποθεσίες σε όλο τον κόσμο [11]. 
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 Υβριδικό Νέφος (Hybrid cloud)  
Η υποδομή του Νέφους είναι μια σύνθεση δύο ή περισσότερων διαφορετικών 
υποδομών cloud (ιδιωτικών, κοινοτικών ή δημόσιων) που παραμένουν ανεξάρτητες 
οντότητες, αλλά συνδέονται μεταξύ τους με τυποποιημένες (standardized) τεχνολογίες 
που επιτρέπουν τη φορητότητα δεδομένων και εφαρμογών. 
 
 2.2  Η Κινητή Υπολογιστική Νέφους 
 
Η βασική τεχνολογία της Υπολογιστικής Νέφους είναι η συγκέντρωση της  
υπολογιστικής ισχύoς, των υπηρεσιών και των ειδικών εφαρμογών, που σε συνδυασμό 
με ένα διάχυτο κινητό δίκτυο, δημιουργεί έναν νέο τρόπο υπολογιστικής, την Κινητή 
Υπολογιστική Νέφους (Mobile Cloud Computing, MCC).  
     Με άλλα λόγια, η Κινητή Υπολογιστική Νέφους νοείται ως ο «συνδυασμός της 
Υπολογιστικής Νέφους (Cloud Computing, CC), της Κινητής Υπολογιστικής (Mobile 
Computing, MC) και των ασύρματων δικτύων, που αποσκοπεί στην πλούσια παροχή 
υπολογιστικών πόρων σε διαχειριστές δικτύων, παρόχους Υπολογιστικής Νέφους και 
χρήστες κινητών τερματικών»[12]. Η Κινητή Υπολογιστική είναι μια εξαιρετικά 
ευέλικτη, ικανή και συναρπαστική τεχνολογία που προσφέρει στον μετακινούμενο 
χρήστη τη δυνατότητα να δημιουργεί, να έχει πρόσβαση, να επεξεργάζεται, να 
αποθηκεύει και να κοινοποιεί πληροφορίες χωρίς να περιορίζονται σε μια δεδομένη 
γεωγραφική θέση [13]. 
Με τη σύγχρονη έκρηξη των κινητών εφαρμογών και την υποστήριξη του CC για 
ποικίλες υπηρεσίες για χρήστες κινητής τηλεφωνίας, το MCC εισάγεται ως η 
ενσωμάτωση του CC στο κινητό περιβάλλον που φέρνει νέους τύπους υπηρεσιών και 
διευκολύνει τους χρήστες κινητών συσκευών να επωφεληθούν πλήρως από το Νέφος 
[14]. 
 
 2.2.1 Η γενική αρχιτεκτονική του MCC  
 Όπως φαίνεται στην Εικόνα 3, οι κινητές συσκευές είναι συνδεδεμένες με τα 
κινητά δίκτυα μέσω σταθμών βάσης (π.χ. σταθμός πομποδέκτη βάσης, σημείο 
πρόσβασης ή δορυφόρος) που εγκαθιστούν και ελέγχουν τις συνδέσεις και τις 
λειτουργικές διεπαφές μεταξύ του δικτύου και των κινητών συσκευών [12]. 
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                             Εικόνα 3. Αρχιτεκτονική MCC [12] 
 
Τα αιτήματα και οι πληροφορίες χρηστών κινητής υπηρεσίας  (π.χ. ταυτότητα και 
τοποθεσία) μεταδίδονται στους κεντρικούς επεξεργαστές (central processors) που είναι 
συνδεδεμένοι με τους εξυπηρετητές παροχής υπηρεσιών του κινητού δικτύου (mobile 
network services). Τα κινητά δίκτυα εκτελούν έλεγχους ταυτότητας, εξουσιοδότησης και 
λογαριασμού σύμφωνα με τα στοιχεία συνδρομής του χρήστη, τα οποία είναι 
αποθηκευμένα στις βάσεις δεδομένων του δικτύου [15]. Μετά από αυτό, τα αιτήματα 
των συνδρομητών προωθούνται στο Νέφος μέσω του Διαδικτύου. Εκεί οι ελεγκτές  
νέφους (cloud controllers) επεξεργάζονται τα αιτήματα παροχής υπηρεσιών προς τους 
χρήστες και απαντούν σε αυτά.  
 2.2.2 Πλεονεκτήματα του MCC 
 
Το Cloud Computing είναι γνωστό ως μια πολλά υποσχόμενη λύση για κινητά 
υπολογιστικά μέσα για πολλούς λόγους, π.χ. κινητικότητα, επικοινωνία και φορητότητα.  
 
Στη συνέχεια, περιγράφουμε τον τρόπο με τον οποίο το Νέφος μπορεί να 
χρησιμοποιηθεί για να ξεπεραστούν τα εμπόδια στον τομέα της κινητής υπολογιστικής, 
επισημαίνοντας έτσι τα πλεονεκτήματα του MCC [7][16][17]: 
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 Παράταση της διάρκειας ζωής της μπαταρίας 
Η μπαταρία είναι μία από τις κύριες ανησυχίες για τις κινητές συσκευές. Έχουν 
προταθεί αρκετές λύσεις για την ενίσχυση της απόδοσης της Κεντρικής Μονάδας 
Επεξεργασίας (Central Processing Unit, CPU) και για τη διαχείριση του δίσκου και της 
οθόνης με «έξυπνο» τρόπο, ώστε να επιτευχθεί η μείωση της κατανάλωσης ενέργειας. 
Ωστόσο, αυτές οι λύσεις απαιτούν αλλαγές στη δομή των κινητών συσκευών ή απαιτούν 
ένα νέο υλικό (hardware) που οδηγεί σε αύξηση του κόστους και ίσως δεν είναι εφικτό 
για όλες τις κινητές συσκευές. Προτείνεται η τεχνική εκφόρτωσης υπολογισμών 
(computation offloading technique) με στόχο τη μετεγκατάσταση των μεγάλων 
υπολογισμών και της πολύπλοκης επεξεργασίας από συσκευές με περιορισμένους 
πόρους (κινητές συσκευές) σε πολυάριθμα μηχανήματα (εξυπηρετητές) στο Νέφος. Αυτό 
αποτρέπει τη λήψη μεγάλου χρόνου εκτέλεσης εφαρμογών σε κινητές συσκευές, με 
αποτέλεσμα τη μικρή κατανάλωση ενέργειας.  
 Βελτίωση της χωρητικότητας αποθήκευσης δεδομένων και της ισχύος 
επεξεργασίας  
Η χωρητικότητα αποθήκευσης είναι επίσης ένας περιορισμός για τις κινητές 
συσκευές. Το MCC έχει σχεδιαστεί για να επιτρέπει στους χρήστες κινητής τηλεφωνίας 
να αποθηκεύουν και να έχουν πρόσβαση σε μεγάλο όγκο (large data) δεδομένων του 
Νέφους μέσω ασύρματων δικτύων. Το πρώτο παράδειγμα είναι η υπηρεσία απλής 
αποθήκευσης Amazon Simple Storage Service, η οποία υποστηρίζει την αποθήκευση 
αρχείων. Οι εφαρμογές για κινητά δεν περιορίζονται από τη χωρητικότητα αποθήκευσης 
στις συσκευές, επειδή τα δεδομένα τους αποθηκεύονται τώρα στο Νέφος. Το MCC 
βοηθά στη μείωση του κόστους λειτουργίας για εφαρμογές που απαιτούν πολύ χρόνο και 
μεγάλη ποσότητα ενέργειας όταν εκτελούνται σε συσκευές περιορισμένης χρήσης 
(limited‐resource devices). 
 Βελτίωση της αξιοπιστίας 
Η αποθήκευση δεδομένων και η εκτέλεση εφαρμογών στο Νέφος είναι ένας 
αποτελεσματικός τρόπος βελτίωσης της αξιοπιστίας, διότι τα δεδομένα και η εφαρμογή 
αποθηκεύονται, και δημιουργούνται αντίγραφα ασφαλείας γι’ αυτά σε περισσότερους 
υπολογιστές. Αυτό μειώνει την πιθανότητα απώλειας δεδομένων και εφαρμογών στις 
κινητές συσκευές. Επιπλέον, το MCC μπορεί να σχεδιαστεί ως ένα ολοκληρωμένο 
μοντέλο ασφάλειας δεδομένων τόσο για τους παρόχους υπηρεσιών όσο και για τους 
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χρήστες κινητής τηλεφωνίας, διότι μπορεί να παρέχει εξ αποστάσεως υπηρεσίες 
ασφαλείας όπως ανίχνευση ιών, ανίχνευση κακόβουλου κώδικα και έλεγχο ταυτότητας. 
 
Το MCC κληρονομεί μερικά πλεονεκτήματα Νέφους για κινητές υπηρεσίες ως εξής [17]:  
 Δυναμική παροχή  
Η δυναμική παροχή πόρων κατά παραγγελία με βάση την αυτοεξυπηρέτηση είναι 
ένας ευέλικτος τρόπος για τους παρόχους υπηρεσιών και τους χρήστες κινητών να 
εκτελούν τις εφαρμογές τους χωρίς προηγούμενη δέσμευση πόρων. 
 Κλιμάκωση  
Η ανάπτυξη εφαρμογών κινητής τηλεφωνίας μπορεί να εκτελεστεί και να κλιμακωθεί 
για να καλύψει τις απρόβλεπτες απαιτήσεις του χρήστη λόγω της ευέλικτης παροχής 
πόρων. Οι πάροχοι υπηρεσιών μπορούν εύκολα να προσθέσουν και να επεκτείνουν μια 
εφαρμογή και μια υπηρεσία με ή χωρίς περιορισμούς στη χρήση των πόρων.  
 Πολλαπλή μίσθωση 
Οι πάροχοι υπηρεσιών (π.χ. ο φορέας εκμετάλλευσης δικτύου και ο ιδιοκτήτης 
κέντρου δεδομένων) μπορούν να μοιράζονται τους πόρους και το κόστος για την 
υποστήριξη ποικίλων εφαρμογών και μεγάλου αριθμού χρηστών.  
 Ευκολία ενσωμάτωσης  
Πολλές υπηρεσίες από διαφορετικούς παρόχους υπηρεσιών μπορούν να 
ενσωματωθούν εύκολα μέσω του cloud και του Διαδικτύου για να ικανοποιήσουν τις 
απαιτήσεις των χρηστών. 
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 3 Ο τομέας της Υγείας σε συνεργασία με την Υπολογιστική 
Νέφους 
 3.1  Η συμβολή του CC στον τομέα της Υγείας 
 
 Η τεχνολογία του CC συμβάλει στον τομέα της υγειονομικής περίθαλψης με τους    
ακόλουθους τρόπους [3]: 
 Ενοποίηση των δεδομένων υγειονομικής περίθαλψης που βρίσκονται 
διασκορπισμένα μεταξύ των διαφόρων οργανισμών υγειονομικής περίθαλψης και 
κοινωνικής ασφάλισης. 
 Παροχή μιας κοινής βάσης υπολογιστικών πόρων που είναι ικανή να αποθηκεύει 
και να αναλύει αποτελεσματικά τα μεγάλα δεδομένα (big data)[64] της 
υγειονομικής περίθαλψης, ώστε να λαμβάνει πιο έξυπνες αποφάσεις την 
κατάλληλη στιγμή. 
 Παροχή δυναμικά αναδιαμορφώσιμων υπολογιστικών πόρων που μπορούν να 
κλιμακωθούν σύμφωνα με τη ζήτηση των χρηστών, που αναμένεται να βοηθήσει 
στη μείωση του κόστους των συστημάτων υγειονομικής περίθαλψης που 
βασίζονται στο Νέφος. 
 Βελτίωση της επεκτασιμότητας, της διαθεσιμότητας και της προσβασιμότητας 
των δεδομένων στα διασυνδεδεμένα συστήματα υγειονομικής περίθαλψης. 
 Το Νέφος της υγειονομικής περίθαλψης μπορεί να παρέχει δύο μοντέλα ανάπτυξης.    
Αυτά τα μοντέλα περιγράφουν το επίπεδο ανταλλαγής δεδομένων μεταξύ διαφορετικών 
Οργανισμών Παροχής Φροντίδας (Care Delivery Organizations, CDO) ασθενών και 
επαγγελματιών και είναι: 
 Το Ιδιωτικό Νέφος Υγειονομικής Περίθαλψης:  
Η υποδομή του cloud ανήκει αποκλειστικά σε έναν Οργανισμό Παροχής Φροντίδας  
και  μπορούν να τη διαχειρίζονται ο Οργανισμός ή ένας Πάροχος Υπηρεσιών Νέφους 
(Cloud Service Provider, CSP). Ο CPS παρέχει την ασφάλεια και την προστασία του 
συστήματος Ηλεκτρονικών Ιατρικών Εγγραφών (Electronic Medical Record, EMR)  που 
εκτελείται από τον Οργανισμό.  
 Το Κοινοτικό Νέφος  για την υγειονομική περίθαλψη: 
Η υποδομή του cloud είναι κοινόχρηστη για πολλούς Οργανισμούς Παροχής 
Φροντίδας και υποστηρίζει μια κοινότητα που έχει κοινό συμφέρον για μέριμνα και 
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φροντίδα, κοινές απαιτήσεις ασφάλειας και πολιτικής. Η διαχείρισή του γίνεται από ένα 
CSP ή από τους CDO. 
 Οι υπηρεσίες υγειονομικής περίθαλψης που παρέχονται από το Νέφος Υγείας 
(healthcare cloud) περιγράφονται ως εξής [3]: 
 SaaS: Οι εφαρμογές της υγειονομικής περίθαλψης, όπως οι Ηλεκτρονικές 
Εγγραφές Υγείας (Electronic Healthcare Record, EHR) φιλοξενούνται ως 
υπηρεσία και παρέχονται στους επαγγελματίες, τους παρόχους υγειονομικής 
περίθαλψης και τους ασθενείς, μέσω του Διαδικτύου, χωρίς την ανάγκη 
εγκατάστασης και λειτουργίας στον δικό τους υπολογιστή.  
 PaaS: Η PaaS είναι μια πλατφόρμα ανάπτυξης που επιτρέπει στους παρόχους 
υγειονομικής περίθαλψης όχι μόνο να αναπτύξουν αλλά και να σχεδιάσουν, να 
μοντελοποιήσουν και να δοκιμάσουν εφαρμογές υγειονομικής περίθαλψης 
απευθείας στο Νέφος. Υποστηρίζει την ομαδική εργασία σε προγράμματα 
υγειονομικής περίθαλψης όπου τα μέλη της ομάδας έργου είναι γεωγραφικά 
κατανεμημένα σε διαφορετικές περιοχές. Αυτό απαιτεί από την PaaS να παρέχει 
αναπτυξιακή υποδομή, συμπεριλαμβανομένων εργαλείων και γλωσσών 
προγραμματισμού. 
 IaaS: Οι πάροχοι υγειονομικής περίθαλψης μπορούν να χρησιμοποιούν 
απευθείας ανεξάρτητες εικονικές μηχανές που απομονώνουν το υποκείμενο 
φυσικό υλικό (physical hardware) του Νέφους από αυτές. Μπορούν να 
παρέχουν/απελευθερώσουν δυναμικά εικονικούς υπολογιστικούς πόρους με βάση 
την αυξομειούμενη ζήτηση πόρων τους. 
Αναμένεται ότι η διαλειτουργικότητα των υφιστάμενων τεχνολογιών θα βελτιώσει 
την ποιότητα ζωής και την αποτελεσματικότητα των συστημάτων υγειονομικής 
περίθαλψης, καθιστώντας τα πιο εξατομικευμένα και επικεντρωμένα στους ασθενείς, 
καθώς θα συμβάλει και στη μείωση του λειτουργικού κόστους και των ιατρικών λαθών 
[18][63].  Ωστόσο, για να έχουμε ένα κοινωνικά αποδεκτό δίκτυο υπηρεσιών υγείας, 
πρέπει να αναλυθούν και να αντιμετωπιστούν τα ζητήματα ασφάλειας και προστασίας της 
ιδιωτικής ζωής. Η ασφάλεια και η προστασία της ιδιωτικής ζωής αποτελούν κρίσιμα 
ζητήματα για τους παρόχους υγειονομικής περίθαλψης, διότι τα δεδομένα που έχουν 
αποθηκευτεί και ανταλλάσσονται από αυτούς ενδέχεται να περιέχουν πολύ ευαίσθητες 
πληροφορίες. Για αυτά θα μιλήσουμε στις επόμενες ενότητες της παρούσας εργασίας. 
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Πιο συγκεκριμένα, τα ψηφιακά ιατρικά αρχεία (digitized medical records) είναι 
ανοικτά σε πιθανές καταχρήσεις και απειλές (απώλεια, διαρροή, κλοπή, κακή χρήση 
κ.λπ.). Η χρήση νοσοκομειακών Πληροφοριακών Συστημάτων Υγείας (Health 
Information System, HIS) σε περιφερειακά συστήματα, που διασχίζουν πολλαπλά 
ετερογενή δίκτυα επικοινωνίας με διαφορετικά πρωτόκολλα, πρότυπα και συμβάσεις, 
αυξάνει την πολυπλοκότητα των ζητημάτων ασφαλείας που πρέπει να αντιμετωπιστούν.  
Η υγειονομική περίθαλψη περιλαμβάνει έντονη δραστηριότητα, κατά την οποία το 
ιατρικό προσωπικό χειρίζεται έναν τεράστιο όγκο ενημερωμένων δεδομένων σχετικά με 
την υγειονομική περίθαλψη των ασθενών και του ιατρικού ιστορικού τους, προκειμένου 
να λάβει τις σωστές ιατρικές αποφάσεις και να προσφέρει την καλύτερη φροντίδα. 
Η αύξηση της χρήσης των Τεχνολογιών Πληροφορικής και Επικοινωνιών (ΤΠΕ) στο 
πλαίσιο της υγειονομικής περίθαλψης ήταν αναπόφευκτη, λόγω των ωφελειών που 
προσφέρουν για τη διαχείριση και ανταλλαγή δεδομένων σχετικά με την υγειονομική 
περίθαλψη (healthcare-related data management and exchange, HDME)[18][63].   
 3.2  Διαχείριση και ανταλλαγή δεδομένων υγειονομικής περίθαλψης 
σε Νέφος  
 
Όλοι οι πάροχοι υγειονομικής περίθαλψης έχουν ήδη εγκαταλείψει τον  
χαρακτηριστικό παραδοσιακό τρόπο καταγραφής των δεδομένων υγειονομικής 
περίθαλψης σε χαρτί και το έχουν μεταφέρει σε ψηφιακή μορφή, στα λεγόμενα 
Ηλεκτρονικά Ιατρικά Αρχεία, τα οποία είναι μια ψηφιακή έκδοση των Ιατρικών 
Φακέλων,  που περιέχουν το ιατρικό και θεραπευτικό ιστορικό των ασθενών [19]. 
Την ίδια στιγμή, είναι σύνηθες για τους ασθενείς να λαμβάνουν υγειονομική 
περίθαλψη από πολλούς παρόχους, που μπορεί να μην βρίσκονται στην ίδια γεωγραφική 
περιοχή. Η κινητικότητα των ασθενών μπορεί να δικαιολογηθεί για οικονομικούς λόγους 
(σε ορισμένες χώρες, οι θεραπείες είναι φθηνότερες από ό,τι σε άλλες) ή από την 
ποιότητα των παρεχόμενων υπηρεσιών (ένα συγκεκριμένο νοσοκομείο μπορεί να 
εξειδικεύεται σε μια ειδική θεραπεία, έτσι ώστε να προτιμάται από τους ασθενείς έναντι 
άλλων στην κατοικία τους). Όταν ένας ασθενής λαμβάνει υγειονομική περίθαλψη από 
άλλο πάροχο, πρέπει να καταγράφεται και να ενημερώνεται το ιστορικό του, επομένως 
είναι ζωτικής σημασίας να διαμοιράζονται τα δεδομένα που σχετίζονται με την 
υγειονομική περίθαλψη μεταξύ των παρόχων. 
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Μια τέτοια απαίτηση προώθησε τον σχεδιασμό και την υλοποίηση του 
Ηλεκτρονικού Αρχείου Υγείας (Electronic Health Record, EHR ή Electronic Medical 
Record, EMR) και των συστημάτων που υποστηρίζουν την ανταλλαγή τους (EHR-Ss 
systems supporting), τα οποία υπερβαίνουν τα δεδομένα που περιλαμβάνονται στο 
Ηλεκτρονικό Ιατρικό Αρχείο με ένα πληρέστερο ιστορικό ασθενών και σχεδιάζονται για 
να επιτρέπεται η ανταλλαγή πληροφοριών μεταξύ πολλών παρόχων υγείας  που 
εμπλέκονται στη φροντίδα ενός ασθενούς. 
Το Προσωπικό Ιατρικό Αρχείο (Personal Health Record, PHR) προσφέρει στους 
ασθενείς τη δυνατότητα διαφανούς και άμεσης πρόσβασης στις πληροφορίες τους για 
την υγειονομική περίθαλψη καθώς και τη συνεχή παρακολούθηση των ζωτικών σημείων 
ασθενών και την ταχεία παράδοσή τους στο ιατρικό προσωπικό. 
Η παρακάτω Εικόνα 4 παρουσιάζει τον τρόπο με τον οποίο μπορεί να υιοθετηθεί 
η χρήση της υπολογιστικής Νέφους στον τομέα της υγειονομικής περίθαλψης για τη 
διαχείριση των ιατρικών δεδομένων με τη συνεργασία EMR, EHR ή/και PHR: κάθε 
πάροχος υγειονομικής περίθαλψης μπορεί να είναι εξοπλισμένος με ιδιωτική πλατφόρμα 
Νέφους, για αποθήκευση και ανταλλαγή ιατρικών δεδομένων μεταξύ ασθενών και 
ιατρικού προσωπικού [18].  
Μια τέτοια πλατφόρμα μπορεί να φιλοξενήσει υπηρεσίες για τη διαχείριση της 
ταυτότητας όλων των εμπλεκόμενων χρηστών και τη συγκατάθεση του ασθενούς για τη 
διαχείριση των ιατρικών δεδομένων του [10]. 
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Εικόνα 4. Αρχιτεκτονική διαχείρισης και ανταλλαγής δεδομένων υγειονομικής    
περίθαλψης προσανατολισμένης στο Νέφος [18] 
 
 3.3  Υπολογιστική Νέφους και υγειονομική περίθαλψη σήμερα 
 
Οι εφαρμογές που σχετίζονται με την Υγεία και την Ιατρική συγκαταλέγονται 
στις πιο δημοφιλείς κατηγορίες εφαρμογών και μπορούν να πραγματοποιήσουν απλές 
λειτουργίες, όπως η καταγραφή ζωτικών σημάτων, αλλά και επικουρικές λειτουργίες σε 
συστήματα υποστήριξης λήψης κλινικών αποφάσεων [6]. Από την έρευνα που έγινε σε 
αρχεία, παρατηρήθηκε ότι προκύπτουν θέματα ασφάλειας ιατρικών δεδομένων και 
προστασίας της ιδιωτικής ζωής αλλά και θέματα στην ανάπτυξη εφαρμογών και την 
εκτίμηση των οφελών της χρήσης του Νέφους στην υγειονομική περίθαλψη.   
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 3.3.1 Ανάπτυξη εφαρμογών βασισμένων σε υπηρεσίες Νέφους στην υγειονομική 
περίθαλψη 
Η ανάπτυξη εφαρμογών για διαχείριση χρόνιων παθήσεων, η υποστήριξη 
ηλικιωμένων και εγκύων, η κάλυψη απομακρυσμένων υπό-εξυπηρετούμενων περιοχών 
και η χρήση έξυπνων κινητών συσκευών στα πλαίσια της ηλεκτρονικής υγείας, 
προσφέρουν τη δυνατότητα εξοικονόμησης οικονομικών πόρων σε συστήματα 
υγειονομικής περίθαλψης [6]. 
Με βάση τις τρέχουσες έρευνες στον τομέα της υγειονομικής περίθαλψης, οι 
χρόνιες ασθένειες όπως ο διαβήτης, το άσθμα και η παχυσαρκία αντιπροσωπεύουν το 
46% της συνολικής επιβάρυνσης των ασθενειών. Η θεραπεία για χρόνιες παθήσεις 
εξαρτάται σε μεγάλο βαθμό από τις συνεχείς αναφορές ασθενών για συμπτώματα και 
παρενέργειες. Οι πλατφόρμες mHealth καθιστούν εφικτό για τους ασθενείς να 
συλλέγουν και να μοιράζονται τα σχετικά δεδομένα με τους ιατρούς, οπουδήποτε και 
ανά πάσα στιγμή για αποτελεσματική θεραπεία [20][23]. Ένα άλλο μεγάλο πρόβλημα 
εμφανίζεται στις περιπτώσεις των ηλικιωμένων ασθενών που ξεχνούν να λάβουν την 
τακτική φαρμακευτική αγωγή σε καθημερινή βάση. Αυτοί μπορούν να λαμβάνουν 
προσωπικές υπενθυμίσεις μέσω e-mail, αυτοματοποιημένων τηλεφωνικών κλήσεων, 
μηνυμάτων κειμένου ή ειδοποιήσεων εφαρμογών [6].  
Οι συγγραφείς που έρχονται με προτάσεις σχεδιασμού εφαρμογών υγειονομικής 
περίθαλψης που βασίζονται στο Νέφος αναφέρονται στην περιορισμένη πρόσβαση των 
ασθενών σε δεδομένα υγείας, όπως συμβαίνει παραδοσιακά κατά τον τρόπο λειτουργίας 
των ιατρικών υπηρεσιών [21].  
Για να βελτιωθεί η πρόσβαση στην ιατρική περίθαλψη, έχουν αναπτυχθεί 
ασύρματες συσκευές που καταγράφουν και μεταδίδουν ζωτικά σήματα όπως αρτηριακή 
πίεση, σφίξεις, καρδιογράφημα, τιμές σακχάρου, μέχρι και τον αριθμό καθημερινών 
βημάτων που κάνει ένα άτομο. Υπάρχουν ιατροί διαθέσιμοι που εξετάζουν τέτοιου 
είδους εισερχόμενα δεδομένα και δύνανται να πραγματοποιήσουν προσωπικές ιατρικές 
συστάσεις. Επίσης, οι αγροτικοί ιατροί έχουν εξοπλιστεί με έξυπνες κινητές συσκευές οι 
οποίες τους επιτρέπουν να έχουν πρόσβαση στα ηλεκτρονικά μητρώα υγείας, απ’ όπου 
λαμβάνουν πληροφορίες για την υγεία των ασθενών, και σε βάσεις δεδομένων 
υγειονομικής περίθαλψης που τους παρέχουν τη δυνατότητα να επικοινωνούν με 
κεντρικές μονάδες περίθαλψης [6].  
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Σε γενικές γραμμές η υλοποίηση εφαρμογών mHealth αναμένεται να φέρει 
πολλές αλλαγές στην επεξεργασία και αποθήκευση σε πραγματικό χρόνο του μεγάλου 
όγκου δεδομένων ασθενών, την προστασία της ιδιωτικής ζωής και την ασφάλεια των 
ιατρικών πληροφοριών [20][64]. 
Στην εργασία Cloud Computing in Healthcare – a Literature Review on Current 
State of Research των Tatiana Ermakova, Jan Huenges, Koray Erek, Rüdiger Zarnekow 
(2013)[21] παρουσιάζονται κάποια παραδείγματα εφαρμογών  βασισμένων σε υπηρεσίες 
Νέφους στην υγειονομική περίθαλψη, όπως αυτά παρακάτω: 
- μια λύση τηλεϊατρικής, η οποία ενσωματώνει ασύρματα δίκτυα αισθητήρων 
τοποθετημένα στο κρεβάτι του ασθενούς, που υποστηρίζουν την αυτόματη 
συλλογή δεδομένων και τη μετάδοσή τους για περαιτέρω αποθήκευση, 
επεξεργασία και διανομή σε υπηρεσίες Νέφους.  
- μια υποδομή MoCAsH (Mobile Cloud for Assistive Healthcare) όπου τα 
δεδομένα που συλλέγονται μεταδίδονται περαιτέρω στο ευφυές ενδιάμεσο 
λογισμικό που αφορά το Κινητό Νέφος.  
- η δημιουργία ενός ιατρικού συστήματος έκτακτης ανάγκης σε περιβάλλον 
Νέφους, με βάση τα προσωπικά αρχεία υγείας και άλλα εξωτερικά συστήματα.  
- εφαρμογές της οικιακής υγειονομικής περίθαλψης, ιδίως για την υποστήριξη των 
ασθενών με κατάθλιψη. Τα συστήματα αυτά είναι υπεύθυνα να παρέχουν 
πληροφορίες για την φαρμακευτική αγωγή του ασθενούς, την σωματική 
δραστηριότητά του και τη διαχείριση του περιβάλλοντός του.  
- συστήματα βασισμένα στο Νέφος για την υγειονομική περίθαλψη στο σπίτι, 
όπως το mobile diabetes (M-Diab) και το mobile skin (M-Skin) που 
δημιουργήθηκαν για τη στήριξη της θεραπείας και της φροντίδας ασθενών που 
πάσχουν από διαβήτη και δερματικές παθήσεις, αντίστοιχα.  
- προτάσεις για δημιουργία εφαρμογής Συστήματος Αρχειοθέτησης και 
Επικοινωνίας Εικόνων (Picture Archiving and Communication System, PACS) 
βασισμένη σε τεχνολογία Νέφους για απλοποίηση ανταλλαγής εικόνων μεταξύ 
των παρόχων υγειονομικής φροντίδας.  
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 3.4  Πλεονεκτήματα και Μειονεκτήματα της χρήσης του Νέφους στον 
τομέα της Υγείας  
 
Τα γνωστά οφέλη του CC όπως η μείωση του κόστους, η μετρήσιμη και ευέλικτη 
αξιοποίηση των πόρων, το περιβάλλον διασύνδεσης για εύκολη και απευθείας πρόσβαση 
σε δεδομένα με χρήση διαφορετικών τερματικών (smartphone, notebook, pc, tablet) 
συγχρονισμένα στο Νέφος, θεωρούνται επίσης πλεονεκτήματα των Πληροφοριακών 
Συστημάτων Υγείας[17][21].  
Το Νέφος περιγράφεται ως ένα κέντρο αποθήκευσης δεδομένων υγείας και 
παροχής συνεργασίας μεταξύ των ιατρών, που ενισχύοντας τη διαθεσιμότητα, την 
ανάκτηση και τη μεταφορά των ιατρικών αρχείων παρέχει εύκολη και διάχυτη  
πρόσβαση στα δεδομένα υγείας, βελτιώνοντας έτσι την ποιότητα  των ιατρικών 
υπηρεσιών[17][22]. 
Σήμερα ένα ευρύ σύνολο ιατρικών υπηρεσιών αναπτύσσεται σε πλατφόρμες που 
βασίζονται σε Νέφος διότι αυτό διευκολύνει τον συντονισμό μεταξύ των παρόχων 
υγειονομικής περίθαλψης και την αποτελεσματική χρήση των ιατρικών πόρων. 
Αναμένεται να προωθήσει ιδιαίτερα την ανταλλαγή ιατρικών αρχείων μεταξύ 
διαφορετικών παρόχων υγειονομικής περίθαλψης, βελτιστοποιώντας το χρόνο 
απόκρισης κατά την ανάκτηση των δεδομένων από το αποθετήριο κατανεμημένης βάσης 
δεδομένων (distributed database repository) ώστε να ελαχιστοποιηθούν οι καθυστερήσεις 
στην θεραπεία και να μειωθούν τα ιατρικά λάθη και το κόστος περίθαλψης [22]. 
Παρ’ όλα αυτά, το CC αντιμετωπίζει πολλές προκλήσεις λόγω της ανεπαρκούς 
ασφάλειας και προστασίας δεδομένων, οι οποίες προκαλούν μεγάλες ανησυχίες μεταξύ 
ασθενών και ιατρών ειδικότερα για τον κίνδυνο απώλειας ελέγχου των δεδομένων [17] 
σε ένα περίπλοκο νομικό πλαίσιο, αφού συνήθως ο χρήστης δεν γνωρίζει ούτε καν σε 
ποια χώρα βρίσκονται οι εξυπηρετητές που φιλοξενούν τα δεδομένα του [22].  
Στην Εικόνα 5 φαίνεται η πολυπλοκότητα της ασφάλειας σε περιβάλλοντα Νέφους.  
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             Εικόνα 5. Η πολυπλοκότητα της ασφάλειας σε περιβάλλοντα Νέφους [23] 
 
 3.4.1 Κινητή Υπολογιστική Νέφους και Υγεία  
 
Ο σκοπός της εφαρμογής του MCC στις ιατρικές εφαρμογές είναι η ελαχιστοποίηση 
των περιορισμών της παραδοσιακής ιατρικής περίθαλψης (π.χ. μικρή φυσική 
αποθήκευση, ασφάλεια, ιατρικό απόρρητο και ιατρικά σφάλματα).  
Η κινητή υγειονομική περίθαλψη (mobile health care) παρέχει στους χρήστες 
κινητών συσκευών εύκολη και γρήγορη πρόσβαση σε πόρους (π.χ. αρχεία υγείας 
ασθενών) και στα νοσοκομεία και τους οργανισμούς υγειονομικής περίθαλψης μια 
ποικιλία υπηρεσιών κατ’ απαίτηση σε νέφος, αντί να πρέπει να κατέχουν αυτόνομες 
εφαρμογές σε τοπικούς εξυπηρετητές [17].  
Τα Πληροφοριακά Συστήματα Υγείας που βασίζονται σε αναλύσεις μεγάλων 
δεδομένων (Big Data) σε περιβάλλοντα Κινητής Υπολογιστικής Νέφους, παρέχουν 
υψηλό επίπεδο ενσωμάτωσης, λειτουργικότητας, διαθεσιμότητας και ανταλλαγής 
δεδομένων περίθαλψης μεταξύ των παρόχων, των ασθενών και των επαγγελματιών 
υγείας [3][61].  
Τα Ηλεκτρονικά Ιατρικά Αρχεία των ασθενών που είναι διασκορπισμένα μεταξύ των 
διαφόρων Οργανισμών Παροχής Φροντίδας ενσωματώνονται και αποθηκεύονται στο 
Νέφος, δημιουργώντας τα Ηλεκτρονικά Αρχεία Υγείας για κάθε ασθενή. 
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Η τεχνολογία Κινητής Υπολογιστικής Νέφους επιτρέπει γρήγορη πρόσβαση στο 
Διαδίκτυο και παροχή Ηλεκτρονικών Αρχείων Υγείας από οπουδήποτε και οποτεδήποτε, 
με υψηλή διαθεσιμότητα.  
 
 3.5  Βασικές απαιτήσεις ασφάλειας και προστασίας της ιδιωτικότητας 
στο Νέφος Υγειονομικής Περίθαλψης  
 
Σε ένα πληροφοριακό σύστημα υγείας που υλοποιεί ηλεκτρονικούς ιατρικούς 
φακέλους θέλουμε να διαφυλάξουμε τα ιατρικά δεδομένα από διαφόρους κινδύνους, 
όπως ανάγνωση πληροφορίας από τρίτους μη εξουσιοδοτημένους για αυτή την πράξη  
(άρση του απορρήτου) και από την όποια απώλεια (καταστροφή, διαγραφή, κλοπή) 
εσκεμμένη ή τυχαία.   
Η «πολιτική ασφάλειας» που υιοθετεί ένας οργανισμός είναι το σύνολο των κανόνων 
που ρυθμίζουν την πρόσβαση του κάθε χρήστη στο πληροφοριακό σύστημα.   
Όλα τα δίκτυα υπολογιστών, ενσύρματα και ασύρματα, χρησιμοποιούν τους ακόλουθους  
βασικούς κανόνες ασφαλείας [38]: 
• Αυθεντικοποίηση (Authentication) των χρηστών. Εφαρμόζεται με τη χρήση των 
γνωστών συνθηματικών (passwords). Κατά την πιστοποίηση ελέγχεται αν ο χρήστης 
ανήκει ή όχι στο σύστημα. Οι τελευταίες τεχνολογικές τάσεις στο χώρο της 
πιστοποίησης είναι οι κωδικοί μίας χρήσης (one-time passwords). 
• Εμπιστευτικότητα (Confidentiality). Αφορά τις πληροφορίες οι οποίες δε θα 
πρέπει να προσπελαστούν από µη εξουσιοδοτημένους χρήστες. Τα λειτουργικά 
συστήματα διαθέτουν ενσωματωμένους μηχανισμούς που δίνουν τη δυνατότητα στον 
διαχειριστή δικτύου να ελέγχει ποιος έχει πρόσβαση σε συγκεκριμένα περιεχόμενα  
αρχείων. 
• Ακεραιότητα (Integrity). Ο διαχειριστής πρέπει να εξασφαλίζει την ακεραιότητα 
της πληροφορίας που υπάρχει στο σύστημά του. Αυτό επιτυγχάνεται με τη χρήση 
μεθόδων και προγραμμάτων κρυπτογράφησης ή προγραμμάτων ελέγχου ακεραιότητας 
των δεδομένων που ανταλλάσσονται μεταξύ διαφόρων εφαρμογών.  
• Εξουσιοδότηση (Authorization). Είναι η διαδικασία κατά την οποία εκχωρούνται 
στους  χρήστες δικαιώματα για την προσπέλαση κάποιου πόρου (πχ. αρχείου), δηλαδή ο  
νόμιμος  χρήστης εξουσιοδοτείται με τα δικαιώματα που έχει στο σύστημα [38]. 
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Στον χώρο της υγείας η έννοια της ιδιωτικότητας συνδέεται στενά με την έννοια 
του ιατρικού απορρήτου. Το ιατρικό απόρρητο, δημιουργεί δεσμούς εμπιστοσύνης 
ανάμεσα στον ασθενή και τον ιατρό του και αποτελεί νομική και ηθική υποχρέωση του 
ιατρού απέναντι στους ασθενείς και τις οικογένειές τους. 
Οι απαιτήσεις ασφάλειας και προστασίας της ιδιωτικότητας στο Νέφος Υγειονομικής 
Περίθαλψης διαμορφώνονται ως εξής [7][10][14]: 
 Αυθεντικοποίηση (Authentication): Σε ένα Νέφος υγειονομικής περίθαλψης θα 
πρέπει να επαληθεύονται τόσο οι πληροφορίες περί υγειονομικής περίθαλψης που 
προσφέρονται από τους παρόχους υπηρεσιών Νέφους (Cloud Service Provider), 
όσο και οι ταυτότητες χρηστών (επαγγελματίες και ασθενείς) κατά την 
καταχώρηση/εγγραφή, χρησιμοποιώντας ονόματα χρηστών και κωδικούς που 
έχουν εκχωρηθεί στους χρήστες από τους παρόχους. 
 Εξουσιοδότηση (Authorization): Αποτελεί βασική απαίτηση ασφάλειας για τον 
έλεγχο των προτεραιοτήτων πρόσβασης, των δικαιωμάτων και της ιδιοκτησίας 
πόρων των χρηστών στο Νέφος. Κάθε χρήστης του Νέφους λαμβάνει δικαιώματα 
βάσει του λογαριασμού του. Ο ασθενής μπορεί να επιτρέψει ή να αρνηθεί να 
μοιραστεί τις πληροφορίες του με άλλους επαγγελματίες υγείας ή Οργανισμούς  
Παροχής Φροντίδας. Με τη συγκατάθεση του ασθενούς σε ένα σύστημα 
υγειονομικής περίθαλψης, ο ασθενής μπορεί να παραχωρήσει δικαιώματα στους 
χρήστες βάσει ενός ρόλου ή χαρακτηριστικών που κατέχει ο αντίστοιχος 
χρήστης. 
 Μη-απάρνηση (Non-repudiation): Σημαίνει ότι το ένα εμπλεκόμενο μέρος της 
συναλλαγής δεν μπορεί να αρνηθεί ότι έλαβε μια συναλλαγή, ούτε το άλλο μέρος 
μπορεί να αρνηθεί την αποστολή μιας συναλλαγής. Σε ένα σύστημα υγειονομικής 
περίθαλψης, οι τεχνολογίες όπως οι ψηφιακές υπογραφές, οι χρονικές σφραγίδες, 
η απόδειξη επιβεβαίωσης και η κρυπτογράφηση, μπορούν να χρησιμοποιηθούν 
για να διαπιστωθεί η αυθεντικότητα και η μη απάρνηση για τους ασθενείς, τους 
Οργανισμούς CDOs και τους επαγγελματίες. 
 Ακεραιότητα και εμπιστευτικότητα (Integrity and Confidentiality): Η 
ακεραιότητα σημαίνει τη διατήρηση της ακρίβειας και της συνέπειας των 
δεδομένων. Στο σύστημα υγειονομικής περίθαλψης, αναφέρεται στο γεγονός ότι 
τα EHR δεν έχουν αλλοιωθεί από μη εξουσιοδοτημένη χρήση. Η 
εμπιστευτικότητα ορίζεται από τον Διεθνή Οργανισμό Τυποποίησης (ISO) στο 
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ISO-17799 ως "εξασφάλιση της πρόσβασης των πληροφοριών μόνο σε όσους 
έχουν εξουσιοδοτηθεί να έχουν πρόσβαση". Η εμπιστευτικότητα και η 
ακεραιότητα μπορούν να επιτευχθούν μέσω τεχνικών ελέγχου πρόσβασης και 
κρυπτογράφησης σε συστήματα EHR. 
 Διαθεσιμότητα (Availability): Για κάθε σύστημα EHR που εξυπηρετεί ένα 
σκοπό, οι πληροφορίες πρέπει να είναι διαθέσιμες όταν χρειάζονται. Σκοπός είναι 
η υψηλή διαθεσιμότητα των συστημάτων ανά πάσα στιγμή, αποτρέποντας τις 
διακοπές λειτουργίας λόγω διακοπών ρεύματος, αποτυχιών υλικού και 
αναβαθμίσεων του συστήματος. Η διασφάλιση της διαθεσιμότητας συνεπάγεται 
επίσης την αποτροπή επιθέσεων άρνησης εξυπηρέτησης (denial-of-service, DoS) 
[3]. 
 3.5.1 Οι βασικές απαιτήσεις ασφάλειας του συστήματος διαχείρισης και 
ανταλλαγής δεδομένων  υγειονομικής περίθαλψης στο Νέφος.  
 
1. Ευέλικτος έλεγχος πρόσβασης: Τα δεδομένα που σχετίζονται με την 
υγειονομική περίθαλψη μπορούν να ταξιδεύουν μέσω των EHR  διαφόρων 
παρόχων ή να έχουν πρόσβαση σε αυτά το ιατρικό προσωπικό που ανήκει σε 
EHR διαφορετικού παρόχου. Κάθε EHR ενδέχεται να έχει διαφορετικές πολιτικές 
ελέγχου πρόσβασης. Πρέπει να συνυπάρχουν πολλαπλές ετερογενείς μέθοδοι  
ελέγχου πρόσβασης για την επίτευξη του απαραιτήτου επιπέδου ασφάλειας, έτσι 
ώστε ένας χρήστης να έχει πρόσβαση στα δεδομένα διαφόρων παρόχων 
υγειονομικής περίθαλψης. 
2. Προστασία προσωπικών δεδομένων και διαμοιραζόμενη χρήση δεδομένων 
του συστήματος HDME: Τα δεδομένα που σχετίζονται με την υγειονομική 
περίθαλψη είναι ιδιαίτερα σημαντικά και πρέπει να προστατεύονται όταν 
μετακινούνται από/προς το Νέφος και όταν βρίσκονται αποθηκευμένα εκεί,  
δεδομένου ότι μπορούν να εκθέσουν ευαίσθητες πληροφορίες για τους ασθενείς 
ή/και προσωπικά ή οικονομικά  δεδομένα.  
3. Ανακοίνωση παραβίασης και τεκμηρίωσή της: Όταν γίνεται η κατανομή και η 
αποθήκευση των EHR, είναι πιθανό να υπάρξουν παραβιάσεις δεδομένων, 
εκμεταλλευόμενες τις καταστάσεις έκτακτης ανάγκης ή την αναμενόμενη 
ευπάθεια του συστήματος. Είναι απαραίτητο ένα σύστημα HDME που βασίζεται 
σε Νέφος να εξοπλίζεται με κατάλληλους μηχανισμούς εντοπισμού παραβίασης 
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δεδομένων και οι παραβιάσεις να αναφέρονται και να καταγράφονται ώστε να 
αντιμετωπίζονται νομικά.  
Όπως αναφέρθηκε, σε συστήματα EHR που βασίζονται σε Νέφος, μια εφαρμογή 
Ιστού επιτρέπει στα άτομα να έχουν πρόσβαση, να διαχειρίζονται και να μοιράζονται 
πληροφορίες υγείας σύμφωνα με τα επίπεδα εξουσιοδότησης και πιστοποίησής τους, 
χωρίς ειδική υποδομή. 
Διάφορες πληροφορίες, όπως το προσωπικό προφίλ, το ιατρικό ιστορικό, οι 
συμπεριφορές διαβίωσης, οι εργαστηριακές εξετάσεις, τα διαγνωστικά αποτελέσματα, 
καθώς και συνταγές, μπορούν να αποθηκευτούν και  να προστατευθούν αποτελεσματικά. 
Ωστόσο, δεδομένης της ευαίσθητης φύσης των δεδομένων, οι εφαρμογές EHR 
επιβάλλεται να εφαρμόσουν αυστηρές απαιτήσεις στις λύσεις που βασίζονται σε Νέφος, 
για την ασφαλή και αποτελεσματική ανταλλαγή δεδομένων μεταξύ πολλών μερών. Οι 
υπηρεσίες αυτές επικεντρώνονται στην πρόταση και την επιβολή νέων προτύπων για τη 
διευκόλυνση της διαλειτουργικότητας και της ασφάλειας των πληροφοριών για την 
υγεία, συμπεριλαμβανομένων των προτύπων διαλειτουργικότητας της διεθνούς 
υγειονομικής περίθαλψης  Health Level Seven HL7. 
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 4 Νομικά ζητήματα Ασφάλειας και Προστασίας 
Ηλεκτρονικών Ιατρικών Δεδομένων 
4.1. Ηλεκτρονικά Ιατρικά Δεδομένα  
 
Η Ευρωπαϊκή Ένωση (ΕΕ) ενέκρινε το πρώτο σχέδιο δράσης για την ηλεκτρονική 
υγεία eHealth το 2004, διότι οι ταχείες και αξιόπιστες τεχνολογίες πληροφοριών έχουν 
καταστεί ζωτικής σημασίας συνιστώσες της αποδοτικής και αποτελεσματικής 
υγειονομικής περίθαλψης. 
Έτσι, το δεύτερο σχέδιο δράσης για την ηλεκτρονική υγεία (2012-2020) συντάχθηκε και 
εγκρίθηκε από την ΕΕ. Το σχέδιο αυτό αποσαφηνίζει τον τομέα πολιτικής, περιγράφει το 
όραμα της ηλεκτρονικής υγείας στην Ευρώπη και αποσκοπεί στην αντιμετώπιση των 
νομικών και τεχνικών εμποδίων στα διάφορα συστήματα των κρατών μελών. 
Σύμφωνα με την Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα 
(ΑΠΔΠΧ) «ως υγεία νοείται κάθε πληροφορία που ανάγεται τόσο στη βιολογική όσο και 
στην ψυχική κατάσταση υγείας του ανθρώπου (π.χ. ανικανότητα, αναπηρία)» [32]. Τα 
δεδομένα υγείας εμπίπτουν στην κατηγορία των ευαίσθητων προσωπικών δεδομένων.  
Ο σύγχρονος Ιατρικός Φάκελος περιέχει πληθώρα προσωπικών δεδομένων του 
ασθενή όπως: προσωπικά στοιχεία, ευρήματα εξετάσεων (εργαστηριακές μελέτες, 
γνωματεύσεις ακτινογραφιών/τομογραφιών/υπερήχων), πληροφορίες φαρμακευτικής 
αγωγής, γενετικά δεδομένα, βιομετρικά δεδομένα κλπ, τα οποία  αποκαλύπτουν 
πληροφορίες σχετικά με την υγεία του ατόμου, τα οποία είναι ευαίσθητα προσωπικά 
δεδομένα [33].   
Τα Πληροφοριακά Συστήματα Υγείας (ΠΣΥ) είναι ένα σύνολο από υλικό και 
λογισμικό που χρησιμοποιείται από το ιατρικό και παραϊατρικό προσωπικό και από έναν 
οργανισμό υγείας με σκοπό τη βελτίωση των παρεχόμενων υπηρεσιών υγείας.  
Τα ΠΣΥ αποτελούνται από ενσύρματες ή ασύρματες συσκευές συνδεδεμένες σε 
δίκτυα υπολογιστών με πρόσβαση στο διαδίκτυο που μπορούν να συνδέονται και με 
άλλα πληροφοριακά συστήματα για να προσφέρουν υπηρεσίες τηλεϊατρικής [31].   
Η ραγδαία αύξηση του όγκου των ιατρικών δεδομένων έχει ως αποτέλεσμα τη 
δημιουργία big data (σύνολα δεδομένων μεγάλου όγκου και υψηλής ταχύτητας) που 
απαιτούν καινοτόμες μορφές επεξεργασίας και αποθήκευσης πληροφορίας και αυτό 
επιτυγχάνεται με χρήση Υπολογιστικής Νέφους [34][61].  
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Ο Ηλεκτρονικός Ιατρικός Φάκελος (ΗΙΦ) είναι ένα ψηφιακό αρχείο που 
μπορεί να διαμοιράζεται σε διάφορες εγκαταστάσεις υγειονομικής περίθαλψης,  
συνδεδεμένες σε δίκτυο συστημάτων πληροφοριών [35]. Όλα τα στοιχεία του ασθενή  
που συγκεντρώνει ο ηλεκτρονικός φάκελος υγείας πρέπει να προστατεύονται 
νομοθετικά. 
Οι βασικές κατηγορίες δεδομένων υγείας που περιέχονται στον ΗΙΦ είναι:  
 Δημογραφικά δεδομένα (Ονοματεπώνυμο, Διεύθυνση, Ημερομηνία γέννησης, 
Τηλέφωνα, Αριθμός κοινωνικής ασφάλειας) 
 Κοινωνικοοικονομικά δεδομένα (Έγγαμος/άγαμος, Επάγγελμα, Φορέας 
απασχόλησης, Θρησκεία, Εθνικότητα, Προσωπικές συνήθειες) 
 Κλινικά δεδομένα που προσδιορίζουν τη διάγνωση και τη θεραπεία του ασθενή 
(Εργαστηριακές και απεικονιστικές εξετάσεις, Φαρμακευτική αγωγή,  
Χειρουργικές επεμβάσεις κ.α.) [36]. 
     Όλα αυτά τα δεδομένα πρέπει να είναι σαφή και να μπορούν να επεξεργάζονται 
αυτοματοποιημένα, αλλά και να τροποποιούνται (εμπλουτίζονται, αλλάζουν, 
διαγράφονται) [31].  
 O ΗΙΦ περιέχει ακόμα, πολυμεσικά δεδομένα που σχετίζονται με τον ασθενή, όπως:  
 κείμενο: ιατρικό ιστορικό, κλινική εξέταση, αποτελέσματα εργαστηριακών 
εξετάσεων  
 εικόνα: απεικονιστικές εξετάσεις (ακτινογραφίες, τομογραφίες-
αξονικές/μαγνητικές, υπέρηχοι κ.α)  
 βίντεο:  ενδοσκοπικές εξετάσεις (γαστροσκόπηση, κολονοσκόπηση κλπ.)  
 ήχο:  ηχοκαρδιογράφημα  
 βιο-σήματα: ηλεκτροκαρδιογράφημα (ηλεκτρονικά κωδικοποιημένη έξοδος 
κάποιας καταγραφικής συσκευής) [37]. 
4.2 Βασικές αρχές προστασίας προσωπικών δεδομένων  
 
Θα απαριθμήσουμε μόνο τις Βασικές Αρχές Προστασίας Προσωπικών Δεδομένων 
όπως ορίστηκαν από τον Οργανισµό Οικονομικής Συνεργασίας και Ανάπτυξης 
(OECD, Organization for Economic Co-operation and Development) στις 
Κατευθυντήριες Οδηγίες για την Προστασία της Ιδιωτικότητας και τη Διασυνοριακή 
Ροή των Προσωπικών Δεδομένων (OECD guidelines on the protection of privacy 
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and trans border flows of personal data) - λεπτομερής περιγραφή τους υπάρχει στο 
αντίστοιχο κείμενο [39]: 
1. Αρχή της περιορισμένης συλλογής (collection limitation principle) 
2. Αρχή της ποιότητας των δεδομένων (data quality principle)  
3. Αρχή του προσδιορισμένου σκοπού (purpose specification principle) 
4. Αρχή της περιορισμένης χρήσης (use limitation principle) 
5. Αρχή της προστασίας της ασφάλειας (security safeguards principle) 
6. Αρχή της διαφάνειας (openness principle) 
7. Αρχή της συµµετοχής του ατόµου (individual participation principle) 
8. Αρχή της ευθύνης (accountability principle)    
Σε αυτές τις αρχές βασίστηκε η ανάπτυξη της Ευρωπαϊκής Οδηγίας 95/46/ΕΚ. 
4.2.1 Προστασία προσωπικών δεδομένων και Υπολογιστικό Νέφος    
Η Οδηγία 95/46/ΕΚ αντικαταστάθηκε  από τον Γενικό Κανονισμό 679/2016 της ΕΕ 
που τέθηκε σε εφαρμογή στις 25 Μαΐου 2018, όπου γίνεται διάκριση μεταξύ 
υπευθύνου και εκτελούντος την επεξεργασία δεδομένων προσωπικού χαρακτήρα.  
Ο υπεύθυνος επεξεργασίας είναι το φυσικό ή νομικό πρόσωπο (δημόσια αρχή,  
υπηρεσία) που μόνος ή από κοινού με άλλους καθορίζει τους στόχους, τον τρόπο  και 
τους σκοπούς της επεξεργασίας. Ο υπεύθυνος επεξεργασίας λαμβάνει αποφάσεις σχετικά 
με τον καθορισμό των στόχων της επεξεργασίας και ποια δεδομένα θα υποβληθούν σε 
επεξεργασία, ποιοι μπορούν να έχουν πρόσβαση σε αυτά και πότε θα διαγραφούν τα 
δεδομένα.   
Όταν ο πάροχος του Νέφους προσφέρει τις υπηρεσίες του απευθείας σε τελικούς 
χρήστες – καταναλωτές, τότε έχει την ιδιότητα του υπευθύνου επεξεργασίας σχετικά με 
τα προσωπικά δεδομένα που απαιτείται να γνωστοποιήσουν και να δώσουν στον πάροχο 
οι τελικοί χρήστες προκειμένου να κάνουν χρήση της υπηρεσίας. Επίσης, έχει το ρόλο 
υπευθύνου επεξεργασίας των συλλεγόμενων μεταδεδομένων που αφορούν στη χρήση 
της υπηρεσίας από τον πελάτη (όπως αναγνωριστικά ταυτότητας, διεύθυνση IP, ώρα 
εισόδου στην υπηρεσία, διάρκεια παραμονής κ.λπ.). 
Ο εκτελών την επεξεργασία είναι το φυσικό ή νομικό πρόσωπο που 
επεξεργάζεται τα δεδομένα προσωπικού χαρακτήρα για λογαριασμό του υπευθύνου 
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επεξεργασίας. Ο εκτελών την επεξεργασία αναλαμβάνει μετά από ανάθεση του 
υπευθύνου και μέσω σύναψης μιας σύμβασης, την εκτέλεση της επεξεργασίας σχετικά 
με τεχνικά και οργανωτικά ζητήματα, σύμφωνα με τις αποφάσεις και τις εντολές του 
υπευθύνου.  
Όταν ο πελάτης cloud είναι υπεύθυνος επεξεργασίας προσωπικών δεδομένων στο 
πλαίσιο της υπηρεσίας που κάνει χρήση, τότε τα πρόσωπα (φυσικά ή νομικά) που 
κατέχουν κάποιο ρόλο στην επεξεργασία των εν λόγω δεδομένων για λογαριασμό του, 
αποτελούν εκτελούντες την επεξεργασία.  
Η Οδηγία 2011/24/ΕΕ της 9ης Μαρτίου 2011 ορίζει το νομικό  πλαίσιο των 
δικαιωμάτων των ασθενών στην  εφαρμογή της διασυνοριακής υγειονομικής περίθαλψης 
(Επίσημη Εφημερίδα της Ευρωπαϊκής Ένωσης). Το άρθρο 1 παρουσιάζει το 
«Αντικείμενο και πεδίο εφαρμογής» της οδηγίας: «[…]θεσπίζει κανόνες για την 
ευκολότερη πρόσβαση σε ασφαλή και υψηλής ποιότητας διασυνοριακή υγειονομική 
περίθαλψη και προωθεί τη συνεργασία στον τομέα της υγειονομικής περίθαλψης μεταξύ 
κρατών μελών[…].» 
4.2.2  Ελληνική νομοθεσία 
 
Στη χώρα µας, η προστασία των ιατρικών δεδομένων διέπεται από τις διατάξεις 
του Ν. 2472/97 που μεταφέρει στο εσωτερικό δίκαιο την Οδηγία 95/46/ΕΕ για την 
«προστασία του ατόμου όσον αφορά την επεξεργασία προσωπικών δεδομένων και την 
ελεύθερη διακίνησή τους», τον Ν. 2774/99 για την «προστασία δεδομένων προσωπικού 
χαρακτήρα στον τηλεπικοινωνιακό τομέα» και τις διατάξεις σχετικά µε το ιατρικό 
απόρρητο. 
Προκειμένου να διαπιστωθεί, σύμφωνα με τον Νόμο 2472/1997, εάν ένας 
πάροχος υπηρεσίας υπολογιστικού νέφους υπόκειται στις υποχρεώσεις του εν λόγω 
νόμου, πρέπει να εξεταστεί εάν εμπίπτει στο πεδίο εφαρμογής όπως ορίζεται από το 
άρθρο 3 παρ. 3 εδ. α, του νόμου αυτού [41]. Ο παρών νόμος εφαρμόζεται σε κάθε 
επεξεργασία δεδομένων προσωπικού χαρακτήρα, εφόσον η επεξεργασία εκτελείται από 
υπεύθυνο επεξεργασίας ή εκτελούντα την επεξεργασία εγκατεστημένο στην Ελληνική 
Επικράτεια. 
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Το κυριότερο σημείο για τους παρόχους υπηρεσιών υπολογιστικού νέφους είναι 
το γεγονός ότι, στην πλειονότητά τους, δεν είναι εγκατεστημένοι στην Ελληνική 
Επικράτεια, κάτι  που οδηγεί στο συμπέρασμα ότι ενδεχομένως να βρίσκονται εκτός του 
πεδίου εφαρμογής του νόμου 2472/1997 .   
Ένα άλλο κριτήριο για την υπαγωγή στο ν.2472/1997 (ορίζεται από το άρθρο 3 
παρ. 3 εδ. β) ενός υπεύθυνου επεξεργασίας που δεν είναι εγκατεστημένος στην Ελλάδα ή 
στην επικράτεια άλλου κράτους μέλους της Ε.Ε, αλλά τρίτης χώρας, είναι η χρήση 
αυτοματοποιημένων ή όχι μέσων, για τους σκοπούς της επεξεργασίας, τα οποία μέσα 
βρίσκονται στην Ελληνική Επικράτεια, «εκτός εάν τα μέσα αυτά χρησιμοποιούνται μόνο 
με σκοπό τη διέλευση από αυτήν» (ο όρος «μέσα» παραπέμπει σε μία ευρύτερη  
ερμηνεία της έννοιας «εξοπλισμός»). Αυτό το κριτήριο εφαρμόζεται μόνο στην 
επεξεργασία δεδομένων προσωπικού χαρακτήρα από υπεύθυνο επεξεργασίας, και όχι 
στην περίπτωση εκτελούντων την επεξεργασία, ενώ δεν εφαρμόζεται όταν τα μέσα 
χρησιμοποιούνται μόνο με σκοπό τη διέλευση από το έδαφος της Ευρωπαϊκής 
Κοινότητας.  
Όταν ο πάροχος υπηρεσιών Υπολογιστικού Νέφους παρέχει τα μέσα και την 
πλατφόρμα των υπηρεσιών, ενεργώντας εξ ονόματος του πελάτη, θεωρείται εκτελών την 
επεξεργασία, σύμφωνα με το άρ. 2 στοιχ. η’ του ν. 2472/1997. 
Σύμφωνα με τα παραπάνω, ένας πάροχος Νέφους που δεν είναι εγκατεστημένος 
στην Ελληνική Επικράτεια ή και στα υπόλοιπα κράτη μέλη της Ε.Ε. μπορεί εφόσον 
χρησιμοποιεί «μέσα» εντός Ε.Ε. να υπαχθεί στο ρυθμιστικό πεδίο εθνικής νομοθεσίας 
βασισμένης στην οδηγία 95/46/ΕΚ. Σε περίπτωση που λειτουργεί κέντρο δεδομένων 
εγκατεστημένο στην Ελληνική Επικράτεια και στελεχωμένο με προσωπικό, δεν 
αποκλείεται η απευθείας εφαρμογή του άρθρου 3 παρ. 3. Στην περίπτωση που τα μέσα 
(equipment) βρίσκονται εκτός Ε.Ε., η οδηγία και συνεπώς οι αντίστοιχες εθνικές 
νομοθεσίες κρατών μελών της Ε.Ε. δεν μπορούν να εφαρμοστούν.  
Η εφαρμογή της οδηγίας θα ενεργοποιείται όταν ένας υπεύθυνος επεξεργασίας 
αποφασίσει να χρησιμοποιήσει υπολογιστικά μέσα (π.χ. εκτελεί java scripts, εγκαθιστά 
cookies) με σκοπό την αποθήκευση και την επεξεργασία δεδομένων προσωπικού 
χαρακτήρα από τον υπολογιστή του χρήστη [41]. 
Όταν ο χρήστης που βρίσκεται εντός Ε.Ε., με δική του απόφαση, εγκαθιστά στον 
υπολογιστή λογισμικό/εφαρμογή για τη σύνδεσή του σε υπηρεσία cloud, έχει τη 
δυνατότητα αποθήκευσης και πρόσβασης σε αρχεία που ενημερώνονται σε πραγματικό 
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χρόνο, εφόσον υπάρχει σύνδεση στο διαδίκτυο. Εάν επέλθει οποιαδήποτε αλλαγή στα 
δεδομένα/αρχεία που έχουν αποθηκευτεί στο cloud, σημαίνει πως ο πάροχος cloud κάνει 
χρήση της εν λόγω εφαρμογής για να επεξεργαστεί (συλλέξει, αποθηκεύσει, διαβιβάσει 
κ.λπ.) προσωπικά δεδομένα και λαμβάνει αποφάσεις σχετικές με το ποια δεδομένα 
συλλέγει και για ποιο σκοπό, και αποτελεί υπεύθυνο επεξεργασίας που κάνει χρήση 
μέσων τα οποία βρίσκονται εντός Ε.Ε..  
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 5 ΜΕΘΟΔΟΛΟΓΙΑ 
 5.1  Ηλεκτρονική υγεία στην ΕΛΛΑΔΑ 
 
Η Ηλεκτρονική Υγεία έχει ως στόχο τη συγκέντρωση, ανάλυση και αποθήκευση 
κλινικών δεδομένων σε όλες τις μορφές καθώς και την ανταλλαγή αυτών των δεδομένων 
μεταξύ των μονάδων παροχής υγείας, των ασφαλιστικών φορέων και των υγειονομικών 
αρχών [42].    
Η άποψη ότι «Οι γιατροί δεν πρέπει ποτέ ξανά να γράψουν συνταγή με το χέρι» 
διατυπώθηκε το 1998, στο περιοδικό του Ιατρικού Συλλόγου της Αμερικής (Shiff και 
Rucker).  
Το 2018 η ηλεκτρονική συνταγογράφηση στην Ελλάδα, είναι πλέον κανόνας. Η 
ανάπτυξη, η συντήρηση και η υποστήριξη της εφαρμογής της Ηλεκτρονικής 
Συνταγογράφησης πραγματοποιήθηκε από την Ανώνυμη Εταιρεία με την επωνυμία 
«Ηλεκτρονική Διακυβέρνηση Κοινωνικής Ασφάλισης» (Η.ΔΙ.Κ.Α. Α.Ε.), μη 
κερδοσκοπικού χαρακτήρα, που ιδρύθηκε με τον Ν.3607/2007 (ΦΕΚ 245/Α/2007).  
Από τη δημοσίευση του εν λόγω νόμου, η Η.ΔΙ.Κ.Α. Α.Ε ανέλαβε έργα 
πληροφορικής και Επικοινωνιών των Φορέων Κοινωνικής Ασφάλισης, καθώς και τις 
επεκτάσεις τους.   
Η Ηλεκτρονική Συνταγογράφηση αποτελεί σημαντική νίκη στον χώρο της 
ιατρικής περίθαλψης που στοχεύει στη διασφάλιση της υγείας του ασθενή, την 
αυτοματοποίηση των διαδικασιών και τον έλεγχο της ιατροφαρμακευτικής δαπάνης για 
την πρωτοβάθμια φροντίδα υγείας. Το σύστημα λειτουργεί καταχωρώντας τις ιατρικές 
επισκέψεις, τις εκτελέσεις συνταγών φαρμάκων, τις εκτελέσεις παραπεμπτικών 
διαγνωστικών εξετάσεων και τις παραπομπές σε άλλο γιατρό [43][46].  
Στην Ηλεκτρονική Συνταγογράφηση έχουν ενσωματωθεί θεραπευτικά 
πρωτόκολλα για πολλές χρόνιες ασθένειες όπως η άνοια, το άσθμα, η αλλεργία, οι 
χρόνιες καρδιακές αρρυθμίες, η νόσος του Parkinson και η επιληψία. Πρόσφατα έχουν 
ενσωματωθεί στο σύστημα λειτουργίες ανίχνευσης, πρόβλεψης και αποτροπής απάτης 
(Fraud Detection), με εφαρμογή προτύπων δυνατοτήτων προσδιορισμού παραβατικής 
συμπεριφοράς [44]. 
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Μια άλλη εφαρμογή που υλοποιήθηκε από την Η.ΔΙ.Κ.Α. είναι ο Ηλεκτρονικός 
Ιατρικός Φάκελος - Συνοπτικό Ιστορικό Υγείας.  Ο Ηλεκτρονικός Ιατρικός Φάκελος 
πρωτοβάθμιας υγείας προσφέρει ένα Συνοπτικό Ιστορικό Υγείας Ασθενή, που 
περιλαμβάνει τη διαχείριση του ιστορικού και των επισκέψεων/ραντεβού του σε ιατρούς. 
Επίσης περιέχει τη συγκατάθεση του ασθενή για το ιατρό-φαρμακευτικό ιστορικό του 
και τη δυνατότητα πρόσβασης του ασθενή στα δεδομένα του, σύμφωνα με τις 
νομοθετικές ρυθμίσεις που αφορούν θέματα επεξεργασίας προσωπικών-ιατρικών 
δεδομένων[43][44]. 
Μια ακόμα σημαντική προσπάθεια της Η.ΔΙ.Κ.Α. είναι η υλοποίηση του Εθνικού 
Διαδικτυακού Συστήματος Κλεισίματος Ραντεβού (e-ραντεβού) που θα καλύπτει ιδιώτες 
ιατρούς, πρωτοβάθμια εξωτερικά ιατρεία κρατικών Νοσοκομείων και ιατρεία ΠΕΔΥ 
 (Πρωτοβάθμιο Εθνικό Δίκτυο Υγείας), ΚΥ (Κέντρο Υγείας) και ΤΟΜΥ (Τοπικές 
Μονάδες Υγείας) - μέχρι σήμερα καλύπτει μόνο τις ΤΟΜΥ [43][44].  
Η υπηρεσία e-Ραντεβού ξεκίνησε τον Δεκέμβριο του 2016 παρέχοντας στους 
πολίτες τη δυνατότητα να επιλέξουν Μονάδα ΠΕΔΥ και ΚΥ, την ειδικότητα ή ακόμα 
και τον ιατρό, και εντελώς δωρεάν να κλείσουν το ραντεβού τους. Η ασφαλής πρόσβαση 
στην υπηρεσία πραγματοποιείται με την εισαγωγή των κωδικών που χρησιμοποιούνται 
στο taxisnet.  
 
 
                   Εικόνα 6. Η πλατφόρμα της Η.ΔΙ.Κ.Α. για e-ραντεβού  
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Το σύστημα τροφοδοτείται συνεχώς με τη διαθεσιμότητα των μονάδων ΠΕΔΥ  
και ΚΥ. Σύντομα θα έχουν την δυνατότητα να δηλώσουν τη διαθεσιμότητα τους στην 
πλατφόρμα και οι ιδιώτες ιατροί, ώστε οι πολίτες να κλείνουν ιδιωτικά ραντεβού ή 
ραντεβού μέσω ΕΟΠΥΥ. 
 Η Εικόνα 6 παρουσιάζει την αρχική σελίδα του συστήματος μετά την είσοδο του 
χρήστη στις ηλεκτρονικές υπηρεσίες της Η.ΔΙ.Κ.Α., ενώ η παρακάτω Εικόνα 7 εμφανίζει 
τη σελίδα της πλατφόρμας που ταξινομεί τα υπάρχοντα Ηλεκτρονικά ραντεβού του 
ασθενούς. 
 
 
                                       Εικόνα 7. Τα ραντεβού μου – Η.ΔΙ.Κ.Α. 
 
Φροντίζοντας για την εξυπηρέτηση των ασθενών με λιγοστή εξοικείωση με τα 
ηλεκτρονικά συστήματα on-line κρατήσεων, η Η.ΔΙ.Κ.Α. κατευθύνει τον χρήστη στη 
διαδικασία με σαφείς οδηγίες όπως φαίνεται στην  Εικόνα 10 που ακολουθεί: 
 
 
                       Εικόνα 8. Το ραντεβού μου – βοήθεια 
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Με τις παραπάνω υλοποιήσεις ηλεκτρονικών πλατφορμών υποστήριξης, η ετήσια 
εξοικονόμηση κόστους αγγίζει για το κράτος το ποσό του 1,5 εκ. ευρώ ενώ για τους 
πολίτες το ποσό του 1,8 εκ. ευρώ [44]. 
Μελλοντικός στόχος είναι η ανάπτυξη ενός «Ενιαίου Πληροφοριακού Συστήματος για την 
υποστήριξη των επιχειρησιακών λειτουργιών μονάδων υγείας του ΕΣΥ, με κεντρική 
αρχιτεκτονική, του οποίου οι εφαρμογές θα φιλοξενούνται στο Datacenter της 
Η.ΔΙ.Κ.Α.»[45]. Στο ενιαίο Πληροφοριακό Σύστημα επιθυμείται να ενταχτούν τα 
Νοσοκομεία (7.500 κλίνες), 37 Κέντρα Υγείας και 350 Περιφερειακά Ιατρεία [45].  
Εκτός από τις Ηλεκτρονικές Υπηρεσίες κορμού που αναφέρθηκαν παραπάνω, άλλες 
Ηλεκτρονικές Υπηρεσίες Υγείας, που διαθέτει σήμερα η Ελλάδα είναι:  
◦ τα Μητρώα Χρονίως Πασχόντων (Η.ΔΙ.Κ.Α.)  
◦ το Εθνικό Μητρώο Δικαιούχων Περίθαλψης (Η.ΔΙ.Κ.Α.) 
◦ ο Ασφαλιστικός Φάκελος ασθενούς (ΕΟΠΥΥ)  
◦ οι Ηλεκτρονικές Προμήθειες  
◦ οι Υπηρεσίες Τηλεϊατρικής / Τηλε-φροντίδας   
◦ η Ηλεκτρονική Εκκαθάριση Υπηρεσιών Υγείας (eDAPY-ΕΟΠΥΥ) [44][46]. 
 5.2  Λίστες χειρουργείων  
 
Στοχεύοντας στην ενίσχυση της ισότητας και της μη διάκρισης μεταξύ των 
ασθενών για την παροχή χειρουργικών επεμβάσεων και στη μείωση του χρόνου 
αναμονής για τα χειρουργεία στα Δημόσια Νοσοκομεία, το Υπουργείο Υγείας εξέδωσε 
την Υπουργική Απόφαση υπ' αριθμ. Α3α/οικ.97136/23.12.2016 [47] και την υπ' αριθμ. 
Α3α/οικ.4121/19.1.2017 Εγκύκλιο [48], οι οποίες τέθηκαν σε εφαρμογή την 1η  
Απριλίου 2017, για τη «Λίστα Χειρουργείου».  
Σύμφωνα με την Υπουργική Απόφαση, «η Λίστα Χειρουργείου είναι ο κατάλογος 
στον οποίο απεικονίζεται η σειρά προτεραιότητας των προς εκτέλεση χειρουργικών 
επεμβάσεων». Είναι ηλεκτρονική και είναι υποχρεωτική η ανάρτηση των 
προγραμματισμένων επεμβάσεων ανά τμήμα/ειδικότητα, στον ιστότοπο κάθε ενός εκ 
των 132 Νοσοκομείων του ΕΣΥ (Εθνικό Σύστημα Υγείας), εβδομαδιαίως.  
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Ο στόχος του Υπουργείου Υγείας είναι οι λίστες να διαμορφώνονται αξιόπιστα 
και αξιοκρατικά και οι ενδιαφερόμενοι να μπορούν με μια επίσκεψη στην ιστοσελίδα 
του Νοσοκομείου να ενημερώνονται για την ακριβή μέρα του χειρουργείου τους και για 
την αναμονή ανά τμήμα και ανά Νοσοκομείο. 
Σκοπός είναι να ελαττωθούν και τα φαινόμενα αδικαιολόγητης αργοπορίας και οι 
ασθενείς να τυγχάνουν ίσης μεταχείρισης.  
Σήμερα είναι γνωστό πως υπάρχουν Νοσοκομεία με μεγάλες αναμονές 
χειρουργείων, λόγω εισροής περιστατικών από γειτονικούς νομούς, παρά το γεγονός ότι 
τα αντίστοιχα τμήματα στο νοσοκομείο του νομού τους λειτουργούν κανονικά.  
Το νέο σύστημα αφορά στον προγραμματισμό των περίπου 400.000 τακτικών 
χειρουργικών επεμβάσεων που γίνονται ετησίως στα νοσοκομεία του ΕΣΥ, με βάση τη 
σειρά προτεραιότητας και τη σοβαρότητα της πάθησης του ασθενούς.  
Παρακάτω περιγράφεται η διαδικασία που θα πρέπει να ακολουθείται σύμφωνα 
με το νέο σύστημα, μόνο για τα προγραμματισμένα χειρουργεία (στην Υπουργική 
Απόφαση συμπεριλαμβάνονται οδηγίες και για τη λίστα επειγόντων χειρουργείων).  
 Η διαδικασία που ακολουθείται είναι η εξής:  
 μετά την κλινική εκτίμηση της κατάστασης του ασθενή, κάθε χειρουργός θα 
κατατάσσει το περιστατικό σε μία εκ των πέντε κατηγοριών «προτεραιότητας» 
χειρουργικών επεμβάσεων που θέσπισε το Υπουργείο Υγείας, Πίνακας 5-1, με βάση 
τα συμπτώματα, την εξέλιξη της νόσου, τη δυσλειτουργία που αυτή προκαλεί και 
την εκτιμώμενη δυνατότητα αναμονής, και σε δεύτερο χρόνο συντάσσει ένα γραπτό 
σημείωμα.  
 η καταχώρηση στην Λίστα Χειρουργείου του ασθενούς θα πραγματοποιείται εφόσον 
την ημέρα της εξέτασής του προσκομίσει το Ιατρικό Σημείωμα του ιατρού στην 
Γραμματεία του Τμήματος Κίνησης Ασθενών, απ’ όπου θα παραλαμβάνει άμεσα 
έναν «Μοναδικό Αριθμό», η έκδοση του οποίου αποφασίστηκε μετά από 
γνωμοδότηση της Αρχής Προστασίας Προσωπικών Δεδομένων  (ΓΝΩΜΟΔΟΤΗΣΗ    
08/2016 [49]) και δεν προέρχεται από τον ΑΜΚΑ του ασθενή, ώστε να μην είναι 
δυνατός ο προσδιορισμός της ταυτότητάς του. Με αυτόν τον αριθμό ο ασθενής 
μπορεί να ενημερώνεται για την ημερομηνία της επέμβασής του από τον ιστότοπο 
του νοσοκομείου.  
43 
 μετά την «κατηγοριοποίηση» των περιστατικών από τους γιατρούς, συντάσσεται η 
λίστα χειρουργείου, χωριστά για κάθε κλινική νοσοκομείου, από τον υπάλληλο που 
έχει οριστεί ως υπεύθυνος. 
 η λίστα θα αναρτάται εβδομαδιαία στην επίσημη ιστοσελίδα κάθε νοσοκομείου και 
θα ανανεώνεται την τελευταία εργάσιμη ημέρα κάθε εβδομάδας.     
 
Κατηγορία Εκτίμηση περιστατικών Εκτιμώμενος χρόνος 
αναμονής 
1 Περιστατικά που έχουν γρήγορη 
εξέλιξη και η καθυστέρηση επηρεάζει το 
 αποτέλεσμα 
Μέχρι 2 εβδομάδες 
2 Περιστατικά με δυνητικά γρήγορη εξέλιξη 
και η καθυστέρηση μπορεί να επηρεάσει 
το αποτέλεσμα 
Επέμβαση σε 3-4 
εβδομάδες 
3 Περιστατικά με έντονα συμπτώματα ή 
 δυσλειτουργία, χωρίς γρήγορη εξέλιξη 
Επέμβαση σε 8-12 
εβδομάδες 
4 Περιστατικά με ήπια/μέτρια συμπτώματα 
 ή  δυσλειτουργία, χωρίς γρήγορη εξέλιξη 
Επέμβαση σε 24 
εβδομάδες 
5 Περιστατικά χωρίς συμπτώματα ή 
 δυσλειτουργία, χωρίς γρήγορη εξέλιξη 
Επέμβαση σε 
διάστημα  μεγαλύτερο 
των 24 εβδομάδων 
                                Πίνακας 5-1. Κατηγοριοποίηση περιστατικών 
 
 Αναλυτικά, στη Λίστα Χειρουργείου αναγράφονται: 
  Ο αύξον αριθμός του περιστατικού 
 Ο «μοναδικός αριθμός» που δίνεται αυτόματα από το σύστημα σε κάθε 
ασθενή, κατά την εγγραφή του για την ένταξή στη Λίστα, και εξαρτάται 
αποκλειστικά από: 
o την ημερομηνία εξέτασης του ασθενή 
o την κλινική όπου εξετάστηκε  
o την κατηγοριοποίηση του περιστατικού  
o το είδος του χειρουργείου 
 Η κατηγορία στην οποία εντάσσεται το περιστατικό  
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 Η ημερομηνία εξέτασης  
 Η ημερομηνία της χειρουργικής επέμβασης (η ημερομηνία αυτή θα 
αναγράφεται όταν θα οριστεί η ημερομηνία χειρουργείου από την κλινική) 
 Το είδος της χειρουργικής επέμβασης  
           Η λίστα αυτή θα ενημερώνεται καθημερινά με τα διενεργηθέντα χειρουργεία, τα 
ανακληθέντα ή ακυρωθέντα για διάφορους λόγους χειρουργεία και τα έκτακτα 
διενεργηθέντα χειρουργεία.  
Παρ’ ότι η Λίστα Χειρουργείου έχει στόχο τη διαφάνεια, την ισοτιμία και τη 
μείωση του χρόνου αναμονής στις πραγματοποιηθείσες χειρουργικές επεμβάσεις στα 
δημόσια Νοσοκομεία,  υπάρχουν πολλές αντιρρήσεις, μειονεκτήματα και ασάφειες ως 
προς την εφαρμογή της.  
Μία από τις παρατηρήσεις που έχει δεχθεί το νέο σύστημα είναι ότι δεν εμποδίζει 
έναν ιατρό, εάν θέλει, να αλλάξει κατηγορία προτεραιότητας αν και η συστηματική 
εμφάνιση του φαινομένου μπορεί θα καταγραφεί και να ελεγχθεί από το σύστημα. Το 
ιατρικό προσωπικό, εξουθενωμένο από τις δύσκολες συνθήκες εργασίας, καλείται να 
αναλάβει μια ακόμη αρμοδιότητα, γραφειοκρατικής φύσης – τη χειρόγραφη 
συμπλήρωση του εντύπου. Το διοικητικό προσωπικό αναλαμβάνει τον προγραμματισμό 
και την παρακολούθηση της Λίστας Χειρουργείου, γνωρίζοντας μόνο πόσες αίθουσες 
χειρουργείου διαθέτει το Νοσοκομείο, διαδικασία αμφίβολης ορθότητας καθώς μέχρι 
την εφαρμογή της Λίστας Χειρουργείου ο προγραμματισμός των επεμβάσεων γινόταν 
ενδοκλινικά, σύμφωνα με τις οδηγίες για τη χρήση της χειρουργικής αίθουσας ανά 
ημέρα (ποιοι ιατροί θα χειρουργούν, ποιες μέρες και τι είδος επεμβάσεις θα  
πραγματοποιούνται καθημερινά).  
Επίσης,  η Υπ. Απόφαση λέει πως ο υπάλληλος θα πρέπει να  «ενημερώνει τον 
ασθενή, με κάθε πρόσφορο τρόπο, για τις διαθέσιμες ημερομηνίες που υπάρχουν μέσα στο 
χρονικό διάστημα που πρέπει να διενεργηθεί η χειρουργική επέμβαση», χωρίς να 
διευκρινίζει τους τρόπους επικοινωνίας. 
Επιπρόσθετα, ενώ τα πεδία που περιλαμβάνονται στη Λίστα είναι συγκεκριμένα, 
ο τρόπος εμφάνισης των εγγραφών διαφέρει από Νοσοκομείο σε Νοσοκομείο, 
καθιστώντας σε πολλές περιπτώσεις την απεικόνιση των πληροφοριών δυσνόητη, όπως 
παρουσιάζουν οι παρακάτω πίνακες στην Εικόνα 9.  
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                                 Εικόνα 9. Παραδείγματα Λίστας Χειρουργείου 
 
Το τελευταίο πεδίο της Υπουργικής Απόφασης αναφέρει χαρακτηριστικά ότι «Οι 
διαδικασίες για την κατάρτιση της Λίστας Χειρουργείου θα υπόκεινται σε βελτιώσεις, με 
απώτερο στόχο τη βέλτιστη λειτουργία της».   
Στην εποχή όπου οι περισσότερες υπηρεσίες παρέχονται αυτοματοποιημένα και 
ηλεκτρονικά, είναι αδιανόητο ο ιατρός να γράφει χειρόγραφα ιατρικά σημειώματα την 
ίδια στιγμή που συμπληρώνει την ηλεκτρονική ιατρική καρτέλα του ασθενή με τα 
δεδομένα που προκύπτουν από την εξέταση.  
Θεωρείται ευλόγως προτιμότερο οι λίστες να συντάσσονται από τα αντίστοιχα 
χειρουργικά τμήματα. Ο εκάστοτε γιατρός θα ορίζει την ημερομηνία του χειρουργείου, ο 
υπάλληλος απλά θα αναρτά στον ιστότοπο του νοσοκομείου τη συγκεντρωτική Λίστα 
Χειρουργείου όλων των χειρουργικών τμημάτων του νοσοκομείου, έπειτα θα  
επικοινωνεί με τον ασθενή για την όποια αλλαγή προκύπτει στο πρόγραμμα (μέσω 
τηλεφώνου, SMS, e-mail) και θα διευκολύνει τον ασθενή στην επιλογή ραντεβού με τον 
ιατρό, ενδεχομένως και μέσω της υπάρχουσας υποδομής e-ραντεβού της Η.ΔΙ.Κ.Α., η 
οποία θα επεκταθεί και θα βελτιωθεί ώστε να υποστηρίζει τη νέα λειτουργικότητα. 
Συνοψίζοντας, προκειμένου να προσφέρει ουσιαστική βοήθεια σε ιατρικό και 
διοικητικό προσωπικό και να εξυπηρετούνται οι πολίτες με το βέλτιστο δυνατό τρόπο, 
46 
επιβάλλεται να προταθούν τροποποιήσεις στην κατάρτιση της Ηλεκτρονικής Λίστας 
Χειρουργείου, ώστε τα δεδομένα που περιέχει να είναι ευανάγνωστα και 
συγκεντρωμένα.  
       Ο πολίτης/ασθενής που θα επιθυμεί να παρακολουθεί και να συγκρίνει τους 
χρόνους αναμονής των χειρουργείων σε διάφορα νοσοκομεία θα πρέπει να μπορεί να 
πραγματοποιεί εύκολα και απλά μια αναζήτηση, χρησιμοποιώντας μια εφαρμογή.            
Σκοπός και στόχος είναι να αποσυμφορηθούν κάποιες Λίστες Χειρουργείου με μεγάλες 
αναμονές, οι πολίτες να «προσανατολίζονται» προς νοσοκομεία με μικρότερη αναμονή  
(γρήγορη εξυπηρέτηση και ομοιόμορφη κατανομή φόρτου εργασίας) και σε βάθος 
χρόνου να πετύχουμε μια πιο ομοιόμορφη κατανομή επιστημόνων υγείας.  
 5.3  Πρόταση δημιουργίας διαδικτυακής εφαρμογής για τις 
Ηλεκτρονικές Λίστες Χειρουργείων  
 
Οι διαδικτυακές εφαρμογές είναι πλέον κομμάτι της καθημερινότητάς μας. Η 
ενημέρωση, τα ψώνια, οι κρατήσεις εισιτήριων, η εύρεση ξενοδοχείων, εστιατόριων ή  
εφημερευόντων φαρμακείων και νοσοκομείων, οι παραγγελίες φαγητού και πολλές 
άλλες συνήθειες έχουν αλλάξει μορφή χάρη στις διαδικτυακές εφαρμογές.   
Όλοι θέλουν να μπορούν να έχουν άμεση πρόσβαση, ανεξαρτήτως  της τοποθεσίας στην 
οποία βρίσκονται, σε οποιαδήποτε πληροφορία χρειάζονται,  από οποιαδήποτε συσκευή 
(laptop, κινητό τηλέφωνο, ταμπλέτα) είναι συνδεμένη στο διαδίκτυο, χωρίς την 
εγκατάσταση επιπρόσθετου λογισμικού (ο εξυπηρετητής είναι προ-εγκατεστημένος σε 
όλα τα λειτουργικά συστήματα στις φορητές συσκευές και στα κινητά τηλέφωνα). 
Σήμερα, το responsive web design προσαρμόζει τις ιστοσελίδες ώστε να εμφανίζονται 
σωστά και λειτουργικά σε όποια οθόνη, σταθερής ή κινητής  σκευής  ανοιχτούν.    
Τα πλεονέκτημα των διαδικτυακών εφαρμογών είναι η συμβατότητά τους με όλα 
τα λειτουργικά συστήματα και η μη κατανάλωση πόρων του συστήματος αφού δεν 
καταλαμβάνουν χώρο στο δίσκο του χρήστη. Το σύνολο της εφαρμογής είναι 
αποθηκευμένο στον εξυπηρετητή και μόνο κατά τη χρήση της εφαρμογής υπάρχει 
μεταφορά δεδομένων προς την υπολογιστική μονάδα του χρήστη.  
Σημαντικό πλεονέκτημα, συγκριτικά με τις τοπικές εφαρμογές, είναι η γρήγορη 
αναβάθμιση της εφαρμογής όποτε χρειάζεται. Σε μια κλασική τοπική εφαρμογή, η 
αναβάθμιση του συστήματος θα πρέπει να γίνει σε κάθε έναν υπολογιστή ξεχωριστά, 
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διαδικασία που είναι χρονοβόρα και δαπανηρή. Σε μια διαδικτυακή εφαρμογή, η 
αναβάθμιση πραγματοποιείται μόνο στον εξυπηρετητή που φιλοξενεί την εφαρμογή και 
ταυτόχρονα το αναβαθμισμένο πρόγραμμα είναι διαθέσιμο σε όλους τους χρήστες. Αυτό 
προσφέρει εξοικονόμηση χρόνου (ειδικά για τις μεγάλες επιχειρήσεις) και μειωμένο 
κόστος αναβάθμισης, μιας και απαιτείται λιγότερο εργατικό δυναμικό για την 
διεκπεραίωση της αναβάθμισης [50]. 
Μια διεπαφή χρήστη πρέπει να  είναι απλή και ελκυστική. Οι μεγάλες 
γραμματοσειρές, οι διαστάσεις, τα διαστήματα και οι λιγοστές πληροφορίες σε μία μόνο 
σελίδα, κάνουν την εφαρμογή πιο φιλική στους χρήστες. Τα εργαλεία εργασίας που 
χρησιμοποιεί ο χρήστης είναι τοποθετημένα κατά κανόνα στη δεξιά πλευρά της οθόνης, 
σε εμφανές σημείο, όπως επίσης εύκολα διακριτοί πρέπει να είναι και οι σύνδεσμοι 
διασύνδεσης με χρήσιμες υπηρεσίες κατά τη λειτουργία της εφαρμογής .  
Μια βελτιωμένη διεπαφή χρήστη προϋποθέτει απλότητα και σχεδιασμό που θα 
ανταποκρίνεται σε πληθώρα συσκευών (tablets, smartphones) καθώς και απλουστευμένη 
ροή εργασίας για την αύξηση ευχρηστίας της.  
 5.3.1 Η επιλογή μακέτας ως σχεδιαστικό εργαλείο 
 
Η μακέτα (mockup) είναι ένας τρόπος σχεδιασμού μιας υπηρεσίας ιστότοπου, σε 
δομικό επίπεδο, που χρησιμοποιείται συνήθως για τη διαμόρφωση του περιεχομένου και 
της λειτουργικότητάς του. Λαμβάνει υπόψη τις ανάγκες των χρηστών από την αρχή της 
διαδικασίας ανάπτυξης, ώστε να καθοριστεί η βασική δομή της σελίδας, πριν 
προστεθούν  λεπτομέρειες στο σχεδιασμό και άλλα περιεχόμενα. 
Η πιο συνηθισμένη χρήση των mockups στην ανάπτυξη λογισμικού είναι η 
δημιουργία διεπαφών χρήστη,  που δείχνουν τι θα εμφανίσει το λογισμικό, χωρίς να 
χρειαστεί να χτιστεί το λογισμικό ή η υποκείμενη λειτουργικότητα. Οι μακέτες 
λογισμικού διεπαφής χρήστη (User Interface, UI) μπορούν να κυμαίνονται από πολύ 
απλές διατάξεις σχεδίασης με το χέρι μέσω ρεαλιστικών bitmap, μέχρι σε ημι-
λειτουργικές διεπαφές που αναπτύσσονται σε ένα εργαλείο ανάπτυξης λογισμικού. 
      Το λογισμικό Moqups παρέχει την δυνατότητα να οπτικοποιήσουμε την ιδέα μας 
αναλυτικά με σχέδια wireframes και μακέτες. Μπορούμε να σχεδιάσουμε διαγράμματα 
ροών flowcharts, site-maps και να δημιουργήσουμε διαδραστικά πρωτότυπα 
προσομοίωσης, ώστε να έχει ο τελικός χρήστης την καλύτερη δυνατή εικόνα της 
εφαρμογής. Το λογισμικό Moqups μπορεί να χρησιμοποιηθεί για να ελέγξει μια ενιαία 
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λειτουργία και να προσδιοριστεί η χρηστικότητα των προϊόντων. Αυτό γίνεται στα 
αρχικά σταδία ανάπτυξης του λογισμικού, προτού γίνει η οικονομική  επένδυση στην 
ανάπτυξη του λογισμικού και παρέχει τη δυνατότητα πραγματοποίησης αλλαγών στην 
σχεδίαση, σύμφωνα με τις απαιτήσεις του χρήστη. 
  Το Moqups είναι εύκολο στη χρήση, ακόμα και από αρχάριους, έχει απλά και 
ρεαλιστικά γραφικά αναπαράστασης και στην δωρεάν έκδοσή του παρέχει αρκετά 
εκτεταμένες δυνατότητες σχεδίασης. 
 5.3.2 Η χρήση του Moqups στο σχεδιασμό του προτεινόμενου συστήματος 
 
Θα προτείνουμε τον σχεδιασμό ενός ενιαίου συστήματος για τη βελτίωση της 
λειτουργίας και της χρήσης της Ηλεκτρονικής Λίστας Χειρουργείου και θα 
επιχειρήσουμε να προσομοιώσουμε, με το λογισμικό Moqups, κάποιες  απλοποιημένες 
περιπτώσεις χρήσης αυτού του συστήματος.   
Σκοπός είναι να  αποδείξουμε πως η ύπαρξη της Λίστας μπορεί να είναι χρήσιμο 
εργαλείο για τους πολίτες, οι οποίοι θα έχουν πρόσβαση σε αυτήν οποιαδήποτε στιγμή, 
απ’ οπουδήποτε και θα μπορούν να βρίσκουν εύκολα τους χρόνους αναμονής των 
επεμβάσεων που τους αφορούν και να τους συγκρίνουν, ώστε να έχουν τη δυνατότητα 
να επιλέγουν εύκολα, ένα άλλο νοσοκομείο με μικρότερη αναμονή.   
Μαζί με την εφαρμογή θα δείξουμε ότι μπορεί να διευκολυνθεί και η δουλειά του 
ιατρού αλλά και να αξιοποιηθεί καλύτερα η εργασία του υπαλλήλου, ο οποίος δεν θα 
πρέπει να αναρτά τις Λίστες στο τέλος της εβδομάδας και δεν θα είναι υπεύθυνος για τη 
διαμόρφωσή τους (αρμόδιοι είναι οι ιατροί του τμήματος), αλλά θα ρυθμίζει τις αλλαγές 
που προκύπτουν στο πρόγραμμα, επικοινωνώντας με τους πολίτες.   
Στη λίστα θα καταχωρούνται: 
 ο αύξων αριθμός (Α/Α) 
 o μοναδικός αριθμός που δίνεται σε κάθε ασθενή από την ΑΠΠΔ, κατά 
την  ένταξή του στη λίστα, ως Κωδικός Ασθενούς   
 το είδος του χειρουργείου  
 η κατηγορία  (Κ1 έως Κ5) στην οποία εντάσσεται το περιστατικό 
 το Νοσοκομείο  
 η ημερομηνία της επέμβασης 
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Όλα τα περιστατικά, δυνητικά, ανά πάσα στιγμή μπορούν να αλλάξουν κατηγορία. Σε 
περίπτωση που υπάρξει κώλυμα του χειρουργού που έχει καταγραφεί στη λίστα για την 
επέμβαση ασθενούς, με ενημέρωση και συναίνεση του ιδίου του ασθενούς, η επέμβαση 
μπορεί να διενεργηθεί από άλλο χειρουργό του τμήματος, χωρίς διατάραξη της λίστας. 
 5.4  Σχεδιασμός του συστήματος 
 
Στην προτεινόμενη εφαρμογή θα κάνουμε την παραδοχή πως η σύνδεση στην 
πλατφόρμα της Ηλεκτρονικής Λίστας Χειρουργείου θα γίνεται με τους κωδικούς του 
TAXIS, Εικόνα 10, και η εγγραφή θα γίνεται με την χρήση του ΑΜΚΑ (Αριθμός 
Μητρώου Κοινωνικής Ασφάλισης) ο οποίος είναι μοναδικός, Εικόνα 11,  κατ’ 
αντιστοιχία με την εγγραφή στο e-ραντεβού της Η.ΔΙ.Κ.Α..  
 
 
              Εικόνα 10. Σύνδεση στην πλατφόρμα Ηλεκτρονική Λίστα Χειρουργείου 
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                 Εικόνα 11. Εγγραφή στο σύστημα για την διαχείριση της ΗΛΧ 
Η πλατφόρμα ανοίγει με μια καρτέλα υποδοχής, Εικόνα 12, που περιέχει κείμενο με 
οδηγίες, όπου θα ενημερώνεται ο πολίτης σχετικά με τις λειτουργίες της εφαρμογής και 
τη χρήση της, ώστε να έχει τη δυνατότητα της απόλυτα στοχευμένης αναζήτησης.  
 
       Εικόνα 12. Αρχική σελίδα της εφαρμογής Ηλεκτρονική Λίστα Χειρουργείου 
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Η αρχική σελίδα εμφανίζει στην αριστερή άνω πλευρά ετικέτες για τις λίστες 
χειρουργείων και για την καρτέλα επικοινωνίας του πολίτη με το νοσοκομείο. 
ΕΠΙΚΟΙΝΩΝΙΑ ΑΣΘΕΝΗ ΜΕ ΝΟΣΟΚΟΜΕΙΟ  
Όταν ο χρήστης θελήσει να επικοινωνήσει με το Νοσοκομείο, επιλέγοντας την 
καρτέλα Επικοινωνία, εμφανίζεται η σελίδα Φόρμα Επικοινωνίας, Εικόνα 13, όπου 
υπάρχουν υποχρεωτικά πεδία προς συμπλήρωση: ονοματεπώνυμο, φυσική διεύθυνση, 
διεύθυνση e-mail και τηλέφωνο επικοινωνίας, ώστε ο υπάλληλος του Νοσοκομείου που 
θα διεκπεραιώσει το θέμα, να μπορεί να επικοινωνεί με τον πολίτη με κάθε πρόσφορο 
τρόπο. Επίσης στη φόρμα, εμφανίζεται το πεδίο όπου ο πολίτης καταχωρεί ως «τίτλο» το 
θέμα επικοινωνίας, συνοπτικά, και το πεδίο όπου αναπτύσσει το θέμα. Στο κάτω μέρος 
της σελίδας εμφανίζονται δεξιά και αριστερά ετικέτες «Αποστολή» και «Ακύρωση» 
αντίστοιχα, για τις συγκεκριμένες ενέργειες.  
Στη δεξιά πλευρά της σελίδας εμφανίζεται ένα σύντομο επεξηγηματικό κείμενο 
για τον τρόπο χρήσης της φόρμας επικοινωνίας. 
Ενδεικτικά, η φόρμα επικοινωνίας χρησιμοποιείται στην περίπτωση που οι 
ενδιαφερόμενοι επιθυμούν να απευθύνουν το αίτημα ένταξής τους σε Λίστα 
Χειρουργείου, μετά από ραντεβού με το γιατρό που προηγουμένως εξέτασε την 
περίπτωσή τους. Ο υπάλληλος του Νοσοκομείου, λαμβάνοντας το μήνυμα, αναλαμβάνει 
να επικοινωνήσει το συντομότερο δυνατόν ώστε να ρυθμίσει το ραντεβού ή να βοηθήσει 
με διευκρινίσεις.  
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                                         Εικόνα 13. Η φόρμα Επικοινωνίας 
 
 ΔΥΝΑΤΟΤΗΤΕΣ ΠΟΥ ΠΑΡΕΧΕΙ Η ΠΛΑΤΦΟΡΜΑ ΣΤΟΥΣ ΙΑΤΡΟΥΣ 
Η υπηρεσία πληροφορικής του κάθε Νοσοκομείου, διαθέτει στους ιατρούς 
κωδικούς πρόσβασης (Εικόνα 14) στο πληροφοριακό σύστημα του Νοσοκομείου. Ο 
ιατρός με τη χρήση του κωδικού του έχει πρόσβαση στον Ηλεκτρονικό Ιατρικό Φάκελο 
του ασθενή και την δυνατότητα να διεξάγει διάφορες ιατρικές ενέργειες (να δει το 
ιστορικό του, να δει και να ζητήσει εργαστηριακές εξετάσεις, να συνταγογραφήσει 
φάρμακα, να έχει πρόσβαση στο PACS, κλπ). 
Κατά την προσέλευση του ασθενή στο Νοσοκομείο, είτε για εξέταση είτε για εισαγωγή, 
η διοικητική υπηρεσία (γραμματεία) καταχωρεί τα δημογραφικά στοιχεία του και τα 
στοιχεία επικοινωνίας. 
Όταν ο ιατρός συνδέεται στο σύστημα θα έχει πρόσβαση και σε μια ειδική καρτέλα για 
την καταχώρηση του ασθενή σε Λίστα Χειρουργείου. Εφόσον ο ασθενής έχει περάσει 
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από τα εξωτερικά ιατρεία θα υπάρχουν ήδη καταχωρημένα τα στοιχεία του. Ο ιατρός θα 
πρέπει να  συμπληρώσει μόνο τα πεδία στα οποία δεν έχει πρόσβαση η γραμματεία και 
μετά την εξέταση, τα στοιχεία προγραμματισμού της εγχείρησης. 
 
 
                                  Εικόνα 14. Είσοδος ιατρού στο σύστημα  
 
Όπως φαίνεται στην Εικόνα 15 παρακάτω, ο ιατρός είναι συνδεδεμένος στο σύστημα και 
κάνει αναζήτηση της καρτέλας του ασθενούς.   
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                      Εικόνα 15. Αναζήτηση καρτέλας ασθενούς από τον ιατρό  
 
      
Αν βρεθεί καρτέλα, θα συμπληρώσει τα δημογραφικά και ασφαλιστικά στοιχεία που δεν 
υπάρχουν καταχωρημένα, ώστε να εμφανίζονται «αυτόματα» στην επόμενη επίσκεψη. 
Διαφορετικά συμπληρώνει εξολοκλήρου όλα τα αντίστοιχα πεδία στην καρτέλα. 
Όταν ο ιατρός συμπληρώνει τα στοιχεία του, κατηγοριοποιεί το περιστατικό και ορίζει 
ημερομηνία χειρουργείου, το σύστημα «παράγει» και εμφανίζει στο πεδίο  «Κωδικός 
Ασθενούς» τον μοναδικό αριθμό που επιτρέπει η ΑΠΠΔ. 
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Η σελίδα είναι οργανωμένη σε 3 επίπεδα, όπως βλέπουμε στην Εικόνα 16 παρακάτω,:   
1. Το πρώτο επίπεδο περιέχει τα στοιχεία του ασθενή (ονοματεπώνυμο, στοιχεία 
επικοινωνίας),  τα στοιχεία ασφάλισής του (αριθμός ασφάλισης και ταμείο) και τον 
κωδικό του από την ΑΠΠΔ.   
2. Το δεύτερο επίπεδο περιέχει τα στοιχεία της προγραμματισμένης εγχείρησης όπου 
είναι καταχωρημένα τα στοιχεία του ιατρού (ονοματεπώνυμο, τηλέφωνα επικοινωνίας), 
η ημερομηνία του χειρουργείου και το Νοσοκομείο στο οποίο θα πραγματοποιηθεί η 
επέμβαση, το είδος της επέμβασης και την κατηγορία του χειρουργείου. 
Αυτά τα δυο επίπεδα έχουν τη δυνατότητα τροποποίησης των στοιχείων πριν την 
οριστική Καταχώρηση.       
3.  Το τρίτο επίπεδο είναι το «μητρώο επίσκεψης ασθενών» όπου ο ιατρός καταχωρεί το 
Ονοματεπώνυμό του, την ημερομηνία επίσκεψης και το πόρισμα της εξέτασης βάσει της 
οποίας  προκύπτει η κατηγορία του χειρουργείου, άρα και η ημερομηνία χειρουργείου. 
Σε αυτό το επίπεδο θα φαίνονται όλες οι «κινήσεις» του ασθενή, δηλαδή πότε 
εξετάστηκε, σε ποιο νοσοκομείο και από ποιον χειρουργό.  
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                Εικόνα 16. Καταχώρηση στοιχείων ασθενούς από τον ιατρό  
 
Τέλος, ο ιατρός καταχωρεί την εγγραφή του ασθενούς στο σύστημα, Εικόνα 17, το οποίο 
ενημερώνεται αυτόματα (θα κρατάει ως έγκυρη την τελευταία εγγραφή) και ο ασθενής 
έχει μπει σε λίστα αναμονής για χειρουργείο. 
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                    Εικόνα 17.  Καταχώρηση ασθενούς σε ΗΛΧ από τον ιατρό           
 
Από την πλευρά του πολίτη που αναζητά χρόνους αναμονής για χειρουργεία, το 
σύστημα παρέχει τη δυνατότητα μιας σύνθετης και αναλυτικής αναζήτησης. 
Αρχικά, όταν ο πολίτης έχει εγγραφεί στο σύστημα μπορεί να κάνει μια γενική 
αναζήτηση για αναμονή στις Λίστες από τη σελίδα Λίστες Χειρουργείου όπου στην 
αριστερή πλευρά υπάρχουν τρεις ετικέτες για την επιλογή του Νομού, του Νοσοκομείου 
και της Ειδικότητας.   
Αν ο πολίτης επιλέξει μόνο τον Νομό, το σύστημα θα εμφανίσει τις Λίστες 
Χειρουργείων όλων των Νοσοκομείων του Νομού.  
Επίσης, αν επιλέξει μόνο ένα Νοσοκομείο, χωρίς να προσδιορίσει ειδικότητα, το 
σύστημα θα εμφανίσει τη Λίστα όλων των Χειρουργείων του συγκεκριμένου 
Νοσοκομείου.  
Αν πάλι επιλέξει μόνο την Ειδικότητα, το σύστημα θα εμφανίσει τις Λίστες 
Χειρουργείων όλων των Νοσοκομείων του ΕΣΥ για την συγκεκριμένη ειδικότητα.   
Η συνδυαστική αναζήτηση βάσει δυο κριτηρίων, π.χ. Νομός και Ειδικότητα, θα 
εμφανίζει τις Λίστες των Νοσοκομείων του Νομού όπου υπάρχει η αντίστοιχη 
ειδικότητα. Στον συνδυασμό Νομού και Νοσοκομείου θα εμφανίζει τις Λίστες του  
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Νοσοκομείου με όλες τις ειδικότητες. Τέλος, συνδυάζοντας Νοσοκομείο και Ειδικότητα, 
θα εμφανίζει τη Λίστα χειρουργείων της αντίστοιχης ειδικότητας στο Νοσοκομείο ή 
μήνυμα «Δεν βρέθηκαν αποτελέσματα» σε περίπτωση που δεν υπάρχει αυτή η 
ειδικότητα στο Νοσοκομείο. Η πιο εύκολη και ταυτόχρονα συγκεκριμένη αναζήτηση θα 
γίνει όταν ο πολίτης θα συμπληρώσει και τα τρία πεδία αναζήτησης: Νομός – 
Νοσοκομείο – Ειδικότητα, όπως βλέπουμε στην Εικόνα 18.  
Επιπλέον κριτήριο στοχευμένης αναζήτησης θα μπορεί να είναι και το χρονικό διάστημα 
«από-έως», έτσι ώστε να περιορίζεται και άλλο η αναζήτηση και να μπορεί ο πολίτης να 
βρει γρήγορα αυτό ακριβώς που ψάχνει. Στην κάτω αριστερή γωνία της σελίδας 
υπάρχουν δυο πεδία αναζήτησης με χρήση ημερολογίου.  
 
 
                Εικόνα 18. Γενική αναζήτηση σε Λίστα Χειρουργείου Ορθοπεδικής  
 
Σε κάθε περίπτωση αναζήτησης, η εμφάνιση των αποτελεσμάτων είναι ομοιόμορφη, όχι 
μόνο σαν εικόνα (εμφάνιση πινάκων) αλλά και ως προς το περιεχόμενο και τον τρόπο 
καταγραφής των χειρουργείων. 
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Όταν ο πολίτης  έχει ήδη ενταχτεί σε Λίστα χειρουργείου και έχει πάρει Κωδικό από 
την ΑΠΠΔ μπορεί να κάνει απευθείας αναζήτηση με τον κωδικό και να δει την 
ημερομηνία του προγραμματισμένου χειρουργείου του, όπως φαίνεται στην Εικόνα 19.  
 
 
Εικόνα 19.  Αναζήτηση ημερομηνίας προγραμματισμένου χειρουργείου με τη χρήση 
Κωδικού 
 
Η εφαρμογή έχει τη δυνατότητα προχωρημένης αναζήτησης με πιο συγκεκριμένο 
προσδιορισμό κριτηρίων, π.χ. όταν επιλεγεί ένα Νοσοκομείο και μια Ειδικότητα, η 
ειδικότητα θα έχει επίπεδα «εκλέπτυνσης» (π.χ. Ορθοπεδική – Άνω Άκρο, Κάτω Άκρο, 
Σπονδυλική Στήλη και π.χ. στο Κάτω Άκρο θα έχουμε ένα ακόμα επίπεδο 
«εκλέπτυνσης»: ισχίο, γόνατο, ποδοκνημική)  ώστε ο ασθενής να πλησιάσει περισσότερο 
το σημείο που σχετίζεται με την πάθησή του.  
Με αυτόν τον τρόπο ο ασθενής μπορεί να δει τη σειρά του στη συγκεκριμένη Λίστα, 
προσδιορίζοντας το νοσοκομείο και την επέμβαση που θα κάνει με χρήση των επιπέδων 
εκλέπτυνσης της αναζήτησης που προσφέρει η εφαρμογή, Εικόνα 20.  
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             Εικόνα 20.  Σειρά ασθενούς σε λίστα προγραμματισμένου χειρουργείου  
 
Επίσης, αν κάνει μόνο επιλογή της επέμβασης, το σύστημα θα του εμφανίσει την 
αντίστοιχη επέμβαση σε όλα τα νοσοκομεία όπου πραγματοποιείται, Εικόνα 21.  
Περιορίζοντας την αναζήτηση σε κάποιο νομό, θα δει την επέμβαση στα νοσοκομεία του 
νομού που τον ενδιαφέρει.  
Αν προσδιορίσει και χρονικό διάστημα, η αναζήτηση περιορίζεται στα νοσοκομεία του 
νομού όπου γίνεται η συγκεκριμένη επέμβαση για της ημερομηνίες που επέλεξε. Έτσι 
μπορεί να δει τους χρόνους αναμονής και αν επιθυμεί πιο γρήγορη εξυπηρέτηση, να 
κατευθυνθεί προς το Νοσοκομείο με την μικρότερη αναμονή. Σε αυτή την περίπτωση θα 
πρέπει να συμπληρώσει την Φόρμα Επικοινωνίας και να ζητήσει ραντεβού εκεί. 
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                      Εικόνα 21. Εμφάνιση ΗΛΧ μιας συγκεκριμένης επέμβασης  
 
Οι πίνακες της Λίστας Χειρουργείων θα έχουν έξι υποχρεωτικές στήλες, με την εξής 
σειρά: Αύξων Αριθμός, Κωδικός Ασθενούς, Χειρουργική Επέμβαση, Κατηγορία, 
Νοσοκομείο και Ημερομηνία Χειρουργείου.   
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 6 Προσομοίωση εφαρμογής με CloudAnalyst  
Η υλοποίηση και η λειτουργία μιας τέτοιας εφαρμογής θα έχει ένα κόστος το οποίο 
αρχικά δεν είναι εύκολο να υπολογιστεί. Παρ’ όλα αυτά θα μπορούσαμε να δούμε έστω 
προσεγγιστικά, ένα ενδεικτικό κόστος για την πιθανή λειτουργία της πλατφόρμας αν η 
βάση δεδομένων θα είναι αποθηκευμένη σε cloud server. Θα εστιάσουμε στο κόστος 
διότι είναι μια παράμετρος που έχει ιδιαίτερη βαρύτητα στην Ελλάδα, που σήμερα  
ακόμα βρίσκεται σε οικονομική κρίση. 
Για να δούμε κάποια οικονομικά σενάρια υλοποίησης θα χρησιμοποιήσουμε ως εργαλείο 
το λογισμικό CloudAnalyst που επιτρέπει την ομοιόμορφη μοντελοποίηση, 
προσομοίωση και πειραματισμό της τεχνολογίας cloud computing.   
 6.1  Χαρακτηριστικά και λειτουργία του CloudAnalyst  
 
Θα γίνει μια σύντομη περιγραφή σχετικά με τα χαρακτηριστικά και τις οθόνες του 
λογισμικού και πώς αυτές θα χρησιμοποιηθούν για να γίνουν οι απαραίτητες ρυθμίσεις 
και η εκτέλεση μιας προσομοίωσης στο CloudAnalyst [51][55]: 
Γραφική διεπαφή (GUI Packages): το συγκεκριμένο λογισμικό είναι εξοπλισμένο με 
μια εύχρηστη γραφική διεπαφή χρήστη (Graphical User Interface) που διευκολύνει τον 
χρήστη να κάνει επαναλαμβανόμενες προσομοιώσεις με μικρή αλλαγή στις 
παραμέτρους, πολύ εύκολα και γρήγορα.  
Βάση Χρηστών (User Base): μια βάση χρηστών μοντελοποιεί την ομάδα χρηστών και 
παράγει την κίνηση για την προσομοίωση. Στην κύρια καρτέλα της οθόνης Configure 
Simulation, διαμορφώνονται οι βάσεις χρηστών, δηλαδή γίνεται ορισμός των χρηστών 
της εφαρμογής, της γεωγραφικής τους κατανομής και άλλων ιδιοτήτων, όπως η 
συχνότητα χρήσης (ώρες αιχμής).  
Διαδίκτυο (Internet): αυτό το στοιχείο μοντελοποιεί το Internet και υλοποιεί τη 
συμπεριφορά δρομολόγησης της κυκλοφορίας (traffic) που εφαρμόζονται κατά τη 
διάρκεια της προσομοίωσης. Στην καρτέλα Internet Characteristics γίνεται αναθεώρηση 
και προσαρμογή των χρόνων καθυστέρησης (latency) δικτύου και του εύρους ζώνης  
(bandwidth). 
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Κέντρο δεδομένων (Data Center): ενσωματώνει το σύνολο  των εξυπηρετητών 
(servers) με τις διαμορφώσεις υλικού τους. Χρησιμοποιώντας την καρτέλα Data Centers 
στην οθόνη Configuration γίνεται ο καθορισμός των κέντρων δεδομένων που θα 
χρησιμοποιηθούν στην προσομοίωση.   
Virtual Machine Load Balancer: έχει ως ευθύνη την εξισορρόπηση φορτίου σε 
διάφορα κέντρα δεδομένων σύμφωνα με τα αιτήματα που δημιουργούν οι χρήστες. 
Για την  εξισορρόπηση φορτίου μπορεί να επιλεγεί μία από τις τρεις πολιτικές[51]: 
Round Robin Algorithm (RR): o απλούστερος αλγόριθμος που χρησιμοποιεί την έννοια 
του quantum χρόνου - ο χρόνος χωρίζεται σε quantum και κάθε κόμβος παίρνει ένα 
συγκεκριμένο χρονικό διάστημα στο οποίο θα εκτελέσει τις λειτουργίες του. 
Equally Spread Current Execution Algorithm (ESCE): στην τεχνική εξάπλωσης 
φάσματος, η εξισορρόπηση φορτίου κάνει προσπάθεια να διατηρηθεί το ίδιο φορτίο σε 
όλες τις εικονικές μηχανές που συνδέονται με το κέντρο δεδομένων. 
Throttled Load Balancing  Algorithm (TLB): σε αυτόν τον αλγόριθμο, ο ισοζυγιστής 
φορτίου διατηρεί έναν πίνακα δεικτών των εικονικών μηχανών καθώς και τις 
καταστάσεις τους (Available or Busy). 
Μόλις δημιουργηθούν τα Κέντρα Δεδομένων πρέπει να οριστεί η κατανομή Εικονικών 
Μηχανών σε αυτά, για την προσομοίωση, χρησιμοποιώντας την κύρια καρτέλα στο 
Configuration. Μπορεί να γίνει ορισμός πολλών τύπων εικονικών μηχανών στο ίδιο 
κέντρο δεδομένων. 
Cloud App Service Broker: η ευθύνη αυτού του στοιχείου είναι να μοντελοποιήσει 
τους μεσίτες υπηρεσιών (service brokers) που διαχειρίζονται τη δρομολόγηση της 
κυκλοφορίας μεταξύ βάσεων χρηστών και κέντρων δεδομένων [52].  
Ο μεσίτης υπηρεσιών μπορεί να χρησιμοποιήσει μία από τις τρεις πολιτικές 
δρομολόγησης [53][54]: 
Το πλησιέστερο κέντρο δεδομένων (closest data center), όπου επιλέγεται η συντομότερη 
διαδρομή προς το κέντρο δεδομένων από τη βάση χρηστών, ανάλογα με την 
καθυστέρηση μετάδοσης του δικτύου, 
Βελτιστοποίηση του χρόνου απόκρισης (optimize response time), σε αυτήν την πολιτική 
δρομολόγησης, ο μεσίτης υπηρεσιών παρακολουθεί ενεργά την απόδοση όλων των 
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κέντρων δεδομένων και με βάση αυτό κατευθύνει την κυκλοφορία στο κέντρο 
δεδομένων με τον καλύτερο χρόνο απόκρισης,  
Δυναμική μετατροπή με φορτίο (reconfigure dynamically with load), λειτουργεί με την 
έννοια ότι όταν η απόδοση συγκεκριμένου κέντρου δεδομένων υποβαθμίζεται κάτω από 
μια δεδομένη τιμή κατωφλίου, τότε το φορτίο αυτού του κέντρου δεδομένων 
κατανέμεται εξίσου μεταξύ άλλων κέντρων δεδομένων. 
Στην καρτέλα Advanced στην οθόνη Configuration θα γίνει έλεγχος και προσαρμογή των 
προηγμένων παραμέτρων. 
Για τον καθορισμό της θέσης των χρηστών καθώς και της θέσης των κέντρων 
δεδομένων, το λογισμικό παρέχει την δυνατότητα επιλογής έξι διαφορετικών περιοχών, 
οι οποίες αντιστοιχούν στις έξι ηπείρους στον κόσμο. 
Η καρτέλα Simulation χρησιμοποιείται για τη δημιουργία και την εκτέλεση του 
αιτήματος. Όπως καταλαβαίνουμε, μπορούν να διαμορφωθούν και να οριστούν διάφορες 
παράμετροι όπως ο αριθμός των χρηστών, ο αριθμός των αιτήσεων που δημιουργούνται 
ανά χρήστη ανά ώρα, ο αριθμός των εικονικών μηχανών, ο αριθμός των επεξεργαστών, 
η ποσότητα αποθήκευσης, το εύρος ζώνης δικτύου κλπ. Με βάση αυτές τις παραμέτρους, 
το εργαλείο υπολογίζει το αποτέλεσμα της προσομοίωσης και τις εμφανίζει σε γραφική 
μορφή [55]. 
Το αποτέλεσμα περιλαμβάνει τον χρόνο απόκρισης, τον χρόνο επεξεργασίας και το 
κόστος λειτουργίας. Με την εκτέλεση διαφορετικών λειτουργιών προσομοίωσης, ο 
πάροχος του Νέφους μπορεί να καθορίσει τον καλύτερο τρόπο για την κατανομή πόρων,  
να ορίσει ποιο κέντρο δεδομένων θα επιλεγεί βάσει αιτήματος και μπορεί να 
βελτιστοποιήσει το κόστος για την παροχή υπηρεσιών [56].  
 6.2  Δημιουργία προσομοίωσης λειτουργίας πλατφόρμας για Λίστες 
Χειρουργείου  
 
Για να δημιουργήσουμε την προσομοίωσή μας θα δούμε μερικά στοιχεία σχετικά  με τον 
πληθυσμό των ατόμων, σύμφωνα με την  τελευταία απογραφή που έγινε το 2011 στην 
Ελλάδα [57]. Ο αριθμός στο σύνολο της επικράτειας είναι 10.815.197 άτομα και η  
κατανομή ανά περιφέρεια φαίνεται στον ακόλουθο Πίνακα 6-1. 
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           Πίνακας 6-1. Κατανομή πληθυσμού ανά Περιφέρεια, Απογραφή 2011[58]    
 
Επίσης, υπάρχουν 7 Υγειονομικές Περιφέρειες στην Ελλάδα (ΥΠΕ), οι οποίες 
καλύπτουν το σύνολο του πληθυσμού και είναι οργανωμένες όπως φαίνεται στον Πίνακα 
6-2 παρακάτω [59]. Ο δημόσιος νοσοκομειακός τομέας διαθέτει 134 νοσοκομεία τα 
οποία κατανέμονται στις 7 ΥΠΕ. 
                                                                    
Πίνακας 6-2.  Οι 7 Υγειονομικές Περιφέρειες [59] 
 
Από τα στοιχεία της καταγραφής που πραγματοποιήθηκε για την περίοδο 2010-2012  
στο πλαίσιο του έργου «Υγειονομικός Χάρτης» και αφορούν την «κατανομή του 
ανθρώπινου δυναμικού που απασχολείται στο Ε.Σ.Υ. σε επιμέρους ειδικότητες, καθώς 
και την κατανομή του σε νοσοκομεία, κέντρα υγείας και περιφερειακά ιατρεία» έχουμε 
τον ακόλουθο Πίνακα 6-3 όπου παρουσιάζεται η αντιστοιχία των ιατρών ανά 1.000 
κατοίκους [60]. 
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       Πίνακας 6-3. Ιατρικό Προσωπικό ανά 1.000 κατοίκους, ανά ΥΠΕ [60] 
 
Σύμφωνα με τα στοιχεία της ΕΛΣΤΑΤ (Ελληνικής Στατιστικής Αρχής), 68.401 ήταν  οι 
γιατροί στην Ελλάδα το 2015. Η μεγαλύτερη αναλογία πληθυσμού ανά ειδικότητα είναι 
οι νοσοκομειακοί γιατροί με 20,8 ανά 10.000 κατοίκους και ακολουθούν οι χειρουργοί 
με 11,4 ανά 10.000. Το 2016 οι γιατροί που ήταν εγγεγραμμένοι στους Ιατρικούς 
Συλλόγους της χώρας αυξήθηκαν κατά 3,6% και ανήλθαν στους 70.964 [60]. 
      Λαμβάνοντας υπόψη τα παραπάνω δεδομένα, δηλαδή τον πληθυσμό ανά ΥΠΕ και 
την αντιστοιχία των ιατρών ανά 1.000 κατοίκους σε κάθε ΥΠΕ, αρχικά θα θεωρήσουμε 
ότι ένα 2% με 3% του πληθυσμού θα χρησιμοποιεί την εφαρμογή ταυτόχρονα με τους 
συνδεδεμένους ιατρούς, οι οποίοι θα καταχωρούν τα χειρουργεία τους στο σύστημα σε 
ώρες αιχμής (πρωινές ώρες της ημέρας). Στις υπόλοιπες ώρες εκτιμούμε πως θα 
μειώνεται αρκετά ο αριθμός των συνδεδεμένων χρηστών, στο 0.25% του πληθυσμού.  
Δημιουργήσαμε 3 πιθανά σενάρια έχοντας ως στόχο να πετύχουμε μια καλή 
απόδοση του συστήματος με το ελάχιστο δυνατό  κόστος υλοποίησης.  
1Ο  ΣΕΝΑΡΙΟ ΠΡΟΣΟΜΟΙΩΣΗΣ-TEST 1 
Στο πρώτο σενάριο προσομοίωσης : 
- ορίζουμε 7 βάσεις χρηστών που αντιστοιχούν στις 7 ΥΠΕ 
- η γεωγραφική περιοχή είναι η περιοχή 2 που αντιστοιχεί στην Ευρώπη 
- οι ώρες αιχμής για τη χρήση της εφαρμογής είναι οι πρωινές, μεταξύ 9:00 – 15:00 
- ορίζουμε ότι η εφαρμογή της προσομοίωσης γίνεται για 6 ώρες, που είναι οι ώρες 
αιχμής       
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- ο αριθμός των συνδεδεμένων χρηστών ποικίλει ανάλογα με την ΥΠΕ και 
υποθέτουμε ότι ένα 2.5% του πληθυσμού είναι ταυτόχρονα online κατά τη 
διάρκεια του χρόνου αιχμής και το 1/10 αυτού, κατά τις ώρες  εκτός αιχμής. 
 
 
                            Εικόνα 22. Κύρια οθόνη διαμόρφωσης 1ου σεναρίου (1)  
 
Η εφαρμογή θα χρησιμοποιήσει ένα Κέντρο Δεδομένων με 20 εικονικές μηχανές με τα 
ακόλουθα χαρακτηριστικά: 
- VM Image Size 10000,  
- VM Memory 1024Mb, 
- VM Bandwidth 1000 
68 
 
                  Εικόνα 23. Κύρια οθόνη διαμόρφωσης 1ου σεναρίου (2) 
 
Άλλες παράμετροι που χαρακτηρίζουν το Data Center για τη συγκεκριμένη προσομοίωση 
δίνονται στον παρακάτω Πίνακα 6-4: 
 
 
                         Πίνακας 6-4. Παράμετροι για Data Center του Cloud 
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                Εικόνα 24.  Οθόνη διαμόρφωσης  Κέντρου Δεδομένων 1ου σεναρίου 
   
 
        Εικόνα 25. Οθόνη «προχωρημένης» διαμόρφωσης προσομοίωσης 1ου σεναρίου  
  Από την άποψη του κόστους φιλοξενίας, το υποθετικό σχέδιο έχει ως εξής: 
- κόστος ανά VM ανά ώρα (1024Mb, 100MIPS) $0,10 
- κόστος ανά 1Gb μεταφοράς δεδομένων (from/to Internet) $0,10 
- memory cost ($/s) 0,05 
- storage cost ($/s) 0,10 
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ΑΠΟΤΕΛΕΣΜΑΤΑ 1ης  ΠΡΟΣΟΜΟΙΩΣΗΣ -  RESULT TEST 1  
 
Στην Εικόνα 26 βλέπουμε τον συνολικό χρόνο απόκρισης  του συστήματος και τον 
χρόνο επεξεργασίας στο Κέντρο Δεδομένων (μέσος όρος, ελάχιστη και μέγιστη τιμή). 
 
 
Εικόνα 26. Συνολικός χρόνος απόκρισης του συστήματος για κάθε Βάση Χρηστών 1ου 
σεναρίου  
 
Η γραφική απεικόνιση των χρονών απόκρισης της κάθε Βάσης Χρηστών εμφανίζεται 
στην ακόλουθη Εικόνα 27. 
 
Εικόνα 27. Γραφική απεικόνιση των χρονών απόκρισης για κάθε Βάση Χρηστών 1ου 
σεναρίου  
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Ο συνολικός χρόνος επεξεργασίας στατιστικών στοιχείων για το κέντρο δεδομένων είναι 
παρά πολύ μικρός (γρήγορη επεξεργασία) έχοντας κατά νου ότι λειτουργεί σε ώρες 
αιχμής, όπως βλέπουμε στην Εικόνα 28 παρακάτω.  
 
 
         Εικόνα 28. Οθόνη αποτελεσμάτων προσομοίωσης 1ου σεναρίου  
 
 
Ο πιο σημαντικός παράγοντας θα ήταν πόσο θα κόστιζε η λειτουργία αυτής της 
εφαρμογής, καθώς το CloudAnalyst υπολογίζει και το κόστος χρήσης της εφαρμογής.   
Στο συγκεκριμένο παράδειγμα, για τις 6 ώρες λειτουργίας, το ποσό αυτό το βλέπουμε 
στην Εικόνα 29. 
 
 
       Εικόνα 29.  Κόστος λειτουργίας της εφαρμογής για το 1ο σενάριο προσομοίωσης  
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Εικόνα 30. Γραφική αναπαράσταση των στατιστικών αποτελεσμάτων της 
προσομοίωσης 1ου σεναρίου    
 
 
2ο ΣΕΝΑΡΙΟ ΠΡΟΣΟΜΟΙΩΣΗΣ-TEST 2  
 
Σε ένα δεύτερο πιθανό σενάριο, κρατάμε τις ίδιες Βάσεις Χρηστών, με τον ίδιο αριθμό 
χρηστών και τις ίδιες ώρες αιχμής –  η προσομοίωση θα διαρκέσει ξανά 6 ώρες, αλλά 
θεωρούμε πως έχουμε δυο Κέντρα Δεδομένων, με 15 εικονικές μηχανές το καθένα 
και με ίδια χαρακτηριστικά hardware όπως στο πρώτο σενάριο.  
Τα χαρακτηριστικά που θα αλλάξουν είναι η πολιτική του μεσίτη υπηρεσιών, που σε 
αυτήν την περίπτωση θα επιλεγεί το πλησιέστερο Κέντρο Δεδομένων και η πολιτική 
throttled για την εξισορρόπηση φορτίου, που χρησιμοποιεί όποια εικονική μηχανή βρεθεί 
διαθέσιμη.    
73 
 
                            Εικόνα 31. Κύρια οθόνη διαμόρφωσης 2ου σεναρίου 
 
 
        Εικόνα 32. Οθόνη διαμόρφωσης των δυο Κέντρων Δεδομένων του 2ου σεναρίου   
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       Εικόνα 33. Οθόνη «προχωρημένης» διαμόρφωσης προσομοίωσης 2ου σεναρίου 
 
 
Εικόνα 34. Γραφική αναπαράσταση δημιουργίας συνδέσεων μεταξύ Βάσεων Χρηστών 
και Κέντρων Δεδομένων 2ου σεναρίου  
 
ΑΠΟΤΕΛΕΣΜΑΤΑ 2ης ΠΡΟΣΟΜΟΙΩΣΗΣ - RESULT TEST 2 
Στα αποτελέσματα της προσομοίωσης παρατηρούμε έναν εξίσου καλό μέσο όρο στον 
χρόνο απόκρισης : 
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               Εικόνα 35.   Συνολικός χρόνος απόκρισης 2ου σεναρίου 
 
 
Εικόνα 36. Γραφική απεικόνιση των χρονών απόκρισης για κάθε Βάση Χρηστών 2ου 
σεναρίου 
 
Οι χρόνοι επεξεργασίας των αιτημάτων σε κάθε Κέντρο Δεδομένων φαίνονται στην 
Εικόνα 37.  
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                     Εικόνα 37. Οθόνη αποτελεσμάτων προσομοίωσης 2ου σεναρίου 
 
Το κόστος μοιράζεται σχεδόν ισότιμα στα δυο Κέντρα Δεδομένων με αποτέλεσμα το 
συνολικό κόστος να είναι πολύ κοντά σε αυτό που επιτυγχάνεται με ένα DC με 20 VM.   
 
    Εικόνα 38. Κόστος λειτουργίας της εφαρμογής για το 2ο σενάριο προσομοίωσης 
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Εικόνα 39. Γραφική αναπαράσταση δημιουργίας συνδέσεων μεταξύ Βάσεων Χρηστών 
και Κέντρου Δεδομένων 2ου σεναρίου 
 
3Ο ΣΕΝΑΡΙΟ ΠΡΟΣΟΜΟΙΩΣΗΣ -  TEST 3  
Σε μια προσπάθεια να μειώσουμε το κόστος, δημιουργήσαμε ένα σενάριο όπου θα 
έχουμε οικονομικούς πόρους, δηλαδή ένα Κέντρο Δεδομένων με μόνο 5 VM με Image 
size 1.000 (αντί 100.000) και μόνο 2 Physical Unit.  
Για την πολιτική του μεσίτη υπηρεσιών, έχουμε το πλησιέστερο Κέντρο Δεδομένων και  
για την εξισορρόπηση φορτίου θα χρησιμοποιείται ο αλγόριθμος Equally Spread Current 
Execution.    
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                              Εικόνα 40. Κύρια οθόνη διαμόρφωσης 3ου σεναρίου 
 
                 Εικόνα 41. Οθόνη διαμόρφωσης του Κέντρου Δεδομένων 3ου σεναρίου   
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          Εικόνα 42. Οθόνη «προχωρημένης» διαμόρφωσης προσομοίωσης 3ου σεναρίου 
  
ΑΠΟΤΕΛΕΣΜΑΤΑ 3ης  ΠΡΟΣΟΜΟΙΩΣΗΣ - RESULT TEST 3 
Όπως παρατηρούμε, σε αυτήν την περίπτωση έχουμε αρκετά αυξημένο χρόνο απόκρισης 
του συστήματος, Εικόνα 43. 
 
 
                         Εικόνα 43. Συνολικός χρόνος απόκρισης 3ου σεναρίου 
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 Εικόνα 44. Γραφική απεικόνιση των χρονών απόκρισης για κάθε Βάση Χρηστών 3ου 
σεναρίου  
 
Αυξημένος είναι και ο χρόνος επεξεργασίας στατιστικών στοιχείων στο Κέντρο 
Δεδομένων, Εικόνα 45.   
 
                  Εικόνα 45. Οθόνη αποτελεσμάτων προσομοίωσης 3ου σεναρίου  
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Το συνολικό κόστος δεν παρουσιάζει σημαντική διαφορά με το πρώτο σενάριο όπου 
είχαμε ένα Κέντρο δεδομένων με 20 VM και 4 Physical Unit, όπως βλέπουμε στην 
Εικόνα 46.    
  
      Εικόνα 46. Κόστος λειτουργίας της εφαρμογής για το 3ο σενάριο προσομοίωσης 
 
 
Εικόνα 47. Γραφική αναπαράσταση δημιουργίας συνδέσεων μεταξύ Βάσεων Χρηστών 
και Κέντρου Δεδομένων 3ου σεναρίου 
 
 6.3  Συμπεράσματα προσομοίωσης  
 
Σε αυτό το σημείο θα επισημάνουμε ότι τα παραπάνω αποτελέσματα βασίζονται στις 
παραμέτρους που αναφέραμε και που δεν είναι ρεαλιστικές, αλλά χρησιμεύουν σαν βάση 
για τη σύγκριση των σεναρίων.  
Συμπερασματικά, και ενώ εκτελέσαμε και άλλα σενάρια όπου αυξήσαμε τις ώρες 
προσομοίωσης (8h), μπορούμε να πούμε ότι μια καλή και οικονομική λύση – τόσο από 
άποψη απόδοσης όσο και από άποψη κόστους - είναι η δημιουργία ενός Κέντρου 
Δεδομένων το οποίο θα έχει τα προτεινόμενα χαρακτηριστικά υλικού της προσομοίωσης, 
ώστε να υποστηρίξει την εφαρμογή.  
82 
Εάν μελλοντικά αυξηθούν σημαντικά οι ανάγκες της χρήσης της εφαρμογής, με την 
ενίσχυση ενός δεύτερου Κέντρου Δεδομένων με παρόμοια χαρακτηριστικά και την 
εφαρμογή κατάλληλων πολιτικών load balancing και service broker θα πετύχουμε καλή 
απόδοση του συστήματος χωρίς ιδιαίτερη αύξηση του κόστους λειτουργίας του.   
 
 7 Επίλογος 
Η σταδιακή ανάπτυξη των τεχνολογιών τα τελευταία χρόνια, εκφράζει την ολοκλήρωση 
της ανθρώπινης ύπαρξης μέσα από τη φαντασία, τη δημιουργία και τις γνώσεις που 
χρησιμοποίησε για να υποστηρίξει τη διεργασία της ανάπτυξης.   
Η παρούσα διπλωματική παρουσιάζει τη σύγχρονη τεχνολογία του MCC που στηρίζεται 
στο CC, που αναπτύσσεται συνεχώς και περιλαμβάνει όλο και περισσότερους τομείς 
εφαρμογής της καθημερινής ζωής μας, ώστε να τη βελτιώσει και να τη διευκολύνει. 
Ένας από τους πιο σημαντικούς τομείς είναι η υγεία. 
Όσο αυξάνεται η χρήση του MCC, τόσο αναπτύσσονται τεχνικά οι κινητές συσκευές, 
βελτιώνονται οι υπηρεσίες που παρέχονται και μειώνεται το κόστος και των δυο. Όταν οι 
άνθρωποι διευκολύνονται κατά αυτόν τον τρόπο και έχουν πρόσβαση στην τεχνολογία, 
έχουμε συνεπακόλουθο μια συλλογική και συνολική προσπάθεια για την επίλυση όλο 
και περισσότερων προβλημάτων της ζωής μας.   
Στην παρούσα διπλωματική αρχικά είδαμε τις τεχνολογίες CC και MCC, με την 
αρχιτεκτονική, τα μειονεκτήματα και πλεονεκτήματά τους και τα θέματα ασφάλειας που 
υπάρχουν, όπως και το νομικό πλαίσιο που καλύπτει τη χρήση τους. Στη συνέχεια, 
παρουσιάσαμε την εφαρμογή και χρήση της MCC τεχνολογίας στον σημαντικό τομέα 
της υγείας με τις ποικίλες δυνατότητες που προσφέρει στην υποστήριξη της παροχής 
υγείας στους πολίτες και τη διευκόλυνση των λειτουργών υγείας.  
Τέλος, προτείναμε την ανάπτυξη μιας εφαρμογής που θα διευκολύνει τους πολίτες στην 
εύρεση, σύγκριση και χρήση της λίστας των προγραμματισμένων χειρουργείων, διότι 
από την 1.04.2017 η ηλεκτρονική ανάρτηση της Λίστας Χειρουργείων του κάθε 
Νοσοκομείου είναι μια πραγματικότητα της ζωής στη χώρα μας και κάναμε μια 
ενδεικτική προσομοίωση του κόστους λειτουργίας της, με χρήση του  λογισμικού 
CloudAnalyst. 
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 7.1  Σύνοψη και συμπεράσματα 
Γνωρίζουμε ότι η τεχνολογία Υπολογιστικού Νέφους έχει το πλεονέκτημα του 
συγχρονισμού των στοιχείων/δεδομένων ενός χρήστη που χρησιμοποιεί περισσότερες 
διαφορετικές συσκευές (laptop, smartphone, tablet) και όλα αυτά μπορεί να τα 
επεξεργάζεται με τη χρήση διαφόρων εφαρμογών (apps). Όταν οι χρήστες είναι 
εταιρείες, προσφέρει γρήγορη επεξεργασία, αποθήκευση και μεταφορά δεδομένων χωρίς 
μεγάλα έξοδα εγκατάστασης και διαμόρφωσης του συστήματος. Όπως είδαμε, επιπλέον 
προσφέρει και προστασία από καταστροφή ή/και απώλεια των δεδομένων, που είναι 
πολύ σημαντική ειδικά για τα ιατρικά δεδομένα.  
Πιο συγκεκριμένα, η Υπολογιστική Νέφους προσφέρει σημαντική επεκτασιμότητα, 
ελαστικότητα, ευελιξία και πλεονεκτήματα κόστους, που την καθιστούν ιδανική για την 
παροχή υπηρεσιών πληροφορικής στον τομέα της Υγείας. Στη παροχή υγειονομικής 
περίθαλψης,  το Cloud Computing πιστεύεται ότι: 
- βελτιώνει την πρόσβαση στα δεδομένα υγείας 
- διασφαλίζει την αποτελεσματική διαχείριση και χρήση των ιατρικών πόρων 
- διευκολύνει τη συνεργασία μεταξύ των οργανισμών υγειονομικής περίθαλψης 
και 
- ανοίγει νέες δυνατότητες για την υγειονομική περίθαλψη, την ίδια στιγμή που η 
ασφάλεια και η προστασία της ιδιωτικής ζωής παραμένουν οι κύριες ανησυχίες της 
εφαρμογής του.  
         Οι υπηρεσίες υγειονομικής περίθαλψης, τα Ηλεκτρονικά Ιατρικά Αρχεία 
(EMR/EHR) και τα συστήματα PHR δημιουργούν απαιτήσεις υψηλού επιπέδου 
ασφάλειας και προστασίας της ιδιωτικής ζωής. 
   Τα μειονεκτήματα της χρήσης της τεχνολογίας Νέφους σχετίζονται περισσότερο με 
την ασφάλεια των δεδομένων (ποιος έχει πρόσβαση σε αυτά) και με το σύνθετο νομικό 
πλαίσιο, διότι ο χρήστης δεν γνωρίζει πού βρίσκονται εγκατεστημένοι οι εξυπηρετητές, 
άρα δεν γνωρίζει πού είναι αποθηκευμένα τα δεδομένα του.  
Λαμβάνοντας υπόψη όλα αυτά, προτείναμε την ανάπτυξη της πλατφόρμας για τις 
Λίστες Χειρουργείου και είδαμε πως μια ομοιόμορφη καταγραφή των χειρουργείων, με 
δυνατότητες αναζήτησης με διάφορα κριτήρια (χρονικό  διάστημα, νοσοκομείο, περιοχή:  
νομός ή τύπος επέμβασης), ανά πάσα στιγμή - από οποιοδήποτε σημείο και αν βρίσκεται 
ο χρήστης,  μπορεί αντικειμενικά να βοηθήσει τους πολίτες. 
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Η πλατφόρμα σχεδιάστηκε για την περίπτωση κατά την οποία ένας ασθενής 
επιθυμεί να δει το προγραμματισμένο χειρουργείο του και να αναζητήσει συντομότερους 
χρόνους αναμονής  ώστε να επαναπρογραμματιστεί, εάν το επιθυμεί, σε μια άλλη λίστα. 
Επίσης,  θεωρήσαμε πως η πλατφόρμα θα πρέπει να προσφέρει και τη δυνατότητα στους 
πολίτες που πρέπει να υποβληθούν σε χειρουργική επέμβαση και αναζητούν  
συντομότερους χρόνους αναμονής,  να μπορούν να επικοινωνούν με το νοσοκομείο για 
την εξυπηρέτησή τους. 
Γνωρίζοντας την κατανομή του πληθυσμού ανά Υγειονομική Περιφέρεια και  
θεωρώντας ότι αρχικά ένα 2%-3% το πολύ του πληθυσμού θα κάνει χρήση της 
εφαρμογής, κάναμε μία μικρή ανάλυση πιθανού κόστους λειτουργίας αυτής της 
εφαρμογής και  είδαμε τον τρόπο που μπορούμε να έχουμε καλή απόκριση του 
συστήματος και όχι μεγάλες διαφορές κόστους στη λειτουργία του. Προσαρμόσαμε 
ανάλογα τα  χαρακτηριστικά υλικού (hardware) της Υποδομής Νέφους για να πετύχουμε 
χαμηλό κόστος και ικανοποιητική απόκριση με χρήση ελάχιστου υλικού.    
Το δικαίωμα του πολίτη στη γρήγορη διεκπεραίωση του χειρουργείου του είναι 
πλέον δικαίωμα επιλογής! 
 7.2  Όρια και περιορισμοί της έρευνας 
Οι χρήστες της πλατφόρμας Λίστες Χειρουργείου είναι κατά βάση τρεις - ο 
πολίτης/ασθενής, ο ιατρός και ο υπάλληλος του νοσοκομείου. Η πρόταση που κάναμε 
για την Λίστα περιορίστηκε σε μια ενδεικτική περίπτωση χρήσης της από τη πλευρά του 
πολίτη και του ιατρού. Αναφέραμε επίσης ότι σε αυτές τις Λίστες που αναζητούν οι 
πολίτες δεν συμπεριλαμβάνονται τα επείγοντα χειρουργεία, που δεν τους προσφέρουν  
σημαντική πληροφορία, αλλά τα οποία θα πρέπει να αναρτούνται ηλεκτρονικά. Επίσης, 
δεν περιλαμβάνονται τα ανακληθέντα και ακυρωθέντα χειρουργεία - τα οποία όμως θα 
πρέπει να καταγράφονται στην βάση δεδομένων και να παραμένουν καταγεγραμμένα για 
κάποιο διάστημα, π.χ. έως το τέλος του έτους που γίνεται η στατιστική μελέτη των 
χειρουργείων του νοσοκομείου.   
Εδώ θα τονίσουμε πάλι πως τα αποτελέσματα της προσομοίωσης της λειτουργίας και της 
ανάλυσης του κόστους βασίζονται σε παραμέτρους που δεν είναι ρεαλιστικές, αλλά 
χρησίμευσαν σαν βάση για τη σύγκριση των αποτελεσμάτων των σεναρίων.  
Στην περίπτωση πραγματοποίησης μια τέτοιας πλατφόρμας θα πρέπει να 
χρησιμοποιηθούν τα τρέχοντα στατιστικά στοιχεία του Υπουργείου Υγείας.     
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 7.3  Μελλοντικές Επεκτάσεις 
Στο μέλλον και σε περίπτωση πραγματοποίησης της πλατφόρμας, μπορούν να 
υπάρξουν σημαντικές βελτιώσεις όπως:  
- η αυτοματοποίηση της κατηγοριοποίησης (Κ1-Κ5) με χρήση πρωτοκόλλων για τη 
συμπτωματολογία. 
-  να προστεθούν τα ονόματα των ιατρών για ραντεβού και να υπάρχουν και ειδικά πεδία 
όπου θα γίνεται αξιολόγηση του ιατρού από την υπηρεσία του, με στατιστικά στοιχεία 
των επεμβάσεών του (έκβαση χειρουργείου και μετεγχειρητική πορεία ασθενούς – 
σύντομοι χρόνοι νοσηλείας). Αυτό μπορεί να προσφέρει μελλοντικά, στον ιατρικό 
τομέα, μια ομοιόμορφη κατανομή επιστημόνων. 
-  θα μπορεί ενδεχομένως να γίνει σύνδεση – του υπαλλήλου – με το e-ραντεβού για πιο 
ομαλή λειτουργία του συστήματος υγείας. 
-  ενδοκλινικά θα μπορεί ο κάθε ιατρός να έχει εκτός από το ημερολόγιο και ένα «ρολόι-
χρονόμετρο» για να κλειδώνει την ημερομηνία του χειρουργείου (πλήρη 
αυτοματοποίηση), ώστε να μην συμπίπτουν τα χειρουργεία δυο ιατρών και έτσι να 
βελτιωθεί ο τρόπος  παραγραμματισμού των χειρουργείων.  
- θα μπορούν να προστεθούν στη Λίστα, τα προγραμματισμένα χειρουργεία της βραχείας 
νοσηλείας (μικροεπεμβάσεις), ή ακόμα οι ενδοσκοπικές πράξεις και οι επεμβατικές 
πράξεις  (π.χ. στεφανιογραφίες) που προγραμματίζονται.     
Όσο θα αναπτύσσεται μια τέτοια πλατφόρμα, τόσο θα αναδύονται πιθανές βελτιώσεις.  
Η τεχνολογία υπάρχει, η γνώση υπάρχει και πρέπει να χαρούμε που ζούμε σε μια 
τέτοια εποχή ανάπτυξης της τεχνολογίας, όπου μπορεί ο καθένας από μας να συμμετέχει 
και να συμβάλει με τις ιδέες και τις γνώσεις του. 
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