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Recently, various public cloud services have been popular, and we can use these services at low cost. However,
public cloud services have some security issues, for example, an end user can store a file on public cloud services
managed by an uncontrollable administrator. Therefore, we propose an approach to solve this security issue for a
storage service from the viewpoints of confidentiality and availability by using multiple public services
simultaneously. In this paper, we describe how we developed our prototype for multiple actual public service usage
and evaluated the performance of our approach. The practicality of our approach is shown.



























































































































































クライアントの PCと Web サーバ,分散処理サーバ,DB サ































し き い 値 秘 密 分 散 法 を 用 い て 分 散 情 報 で あ る
「aaa.txt_0.dat」，「aaa.txt_1.dat」及び「aaa.txt_2.dat」
を生成し， One Drive，Dropbox，Box の各クラウドサー
ビスにアップロードした． Dropbox へのアップロード結
































図.13 パラメータ k を変化させた時の提案手法のアップ
ロード時間















図.15 パラメータ L を変化させた時の提案手法のアップ
ロード時間











図.17 パラメータ n を変化させた時の提案手法のアップ
ロード時間
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