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STANDARDÓW DOBRYCH PRAKTYK  








Celem  opracowania  jest  analiza  standardów  Dobrych  Praktyk  odnoszących  się  do  tematyki  zarządzania 
ryzykiem operacyjnym. Ogromne straty poniesione przez renomowane firmy (np. Barings Bank, Enron), a także 
jednostki samorządowe (np. hrabstwo Orange) (Baldassare, 1998), na skutek błędów w zarządzaniu ryzykiem 
operacyjnym  wpłynęły  na  gwałtowny  wzrost  zainteresowania  tą  dziedziną  nauki.  Wdrażane  
w przedsiębiorstwach i instytucjach nowe strategie zarządzania ryzykiem operacyjnym powinny funkcjonować  
w ramach wyznaczonych przez uregulowania prawne i korporacyjne obowiązujące w danym kraju. W artykule 
autor  prezentuje  występujące  w  literaturze  przedmiotu  definicje  standardów  corporate  governance  wraz  
z  propozycją  własnej  odnoszącej  się  bezpośrednio  do omawianej  tematyki.  Następnie  przedstawione  zostały 
podstawowe  systemy  zarządzania  ryzykiem  zgodne  z  omawianymi  standardami.  W  podsumowaniu 
zaprezentowano  polskie  odpowiedniki  omówionych uregulowań  normalizacyjnych,  w  oparciu  o  które  można 
skonstruować system zarządzania ryzykiem operacyjnym. 
 
Klasyfikacja JEL: G30, M14 
Słowa kluczowe: ryzyko operacyjne, corporate governance, systemy zarządzania ryzykiem 
 




W przeszłości zabezpieczanie się przed stratami o charakterze operacyjnym miało  wymiar 
bardziej  intuicyjny  niż  formalny  i  polegało  najczęściej  na  wykupieniu  polisy 
ubezpieczeniowej  oraz  instalacji  sprzętu  przeciw  pożarowego  (Sadgrove,  2005,  s.12). 
Obecnie  pod  wpływem  uregulowań  regulacyjnych  bierne  podejmowanie  tematyki  ryzyka 
operacyjnego zostało uznane za niewystarczające, w związku z tym do systemów zarządzania 
ryzykiem wielu organizacji zostały włączone elementy związane z ryzykiem operacyjnym 
(Waring,  2001).  Na  potrzeby  niniejszego  opracowania  przyjęto  definicję  ryzyka  zgodną  
z propozycją Bazylejskiego Komitetu ds. Nadzoru Bankowego, która mianem tym określa 
wszelkie ryzyko niezwiązane bezpośrednio ze zmiennością rynku, bądź zdolnością kredytową 
partnerów.  Traktuje  je  jako  możliwość  poniesienia  strat  na  skutek  stosowania 
niewystarczających  lub  wadliwych  systemów,  niepoprawnych  procedur  i  metod  działania, 
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błędów popełnianych przez ludzi, awarii technicznych oraz zdarzeń zewnętrznych (Jorion, 
2007,  s.553).  W  większości  przypadków  zamiast  implementacji  systemowego  procesu 
zarządzania  ryzykiem  operacyjnym  wysiłki  koncentrują  są  na  poprawie  efektywności 
operacyjnej.  Działania  te  polegają  głównie  na  minimalizowaniu  zmienności  wyników 
osiąganych  w  poszczególnych  procesach  operacyjnych.  Mimo,  iż  koncepcja  zarządzania 
ryzykiem  operacyjnym  w  przedsiębiorstwach  jest  w  dalszym  ciągu  w  fazie  wczesnego 
rozwoju, wielu badaczy coraz bardziej interesuje się tą tematyką. Wyrazem tego są publikacje 
w  fachowych  periodykach  i  konferencjach  tematycznych,  jak  również  gwałtowny  rozwój 
standardów dotyczących zarządzania tym rodzajem ryzyka (Raz i Hillson, 2005, s. 55-56). 
System zarządzania ryzykiem operacyjnym powinien funkcjonować w ramach wyznaczonych 
przez uregulowania prawne i korporacyjne obowiązujące w danym kraju. Punktem wyjścia  
w  rozważaniach  nad  uregulowaniami  dotyczącymi  ryzyka  operacyjnego  są  standardy 
corporate governance. 
 
Standardy corporate governance 
Pojęcie bywa w różny sposób tłumaczone na język polski, zwykle w sposób interpretujący: 
władztwo korporacyjne (Sołtysiński, Szajkowski, Szumański i Szwaja, 2005, s. 451), nadzór 
korporacyjny
2,  nadzór  właścicielski.  Pojęcie  to  należy  rozpatrywać  w  trzech  różnych,  ale 
ściśle  ze  sobą  powiązanych  aspektach  ukształtowanych  pod  wpływem  uwarunkowań 
historycznych i instytucjonalnych. W podstawowym sensie nadzór korporacyjny to zasady 
oraz  normy  odnoszące  się  do  szeroko  rozumianego  zarządzania  organizacją.  Nadzór 
korporacyjny można także rozumieć jako podjęte inicjatywy, opracowania i wdrożenia zasad 
dobrych praktyk w organizacjach sektora prywatnego i publicznego. Jeszcze inną koncepcją 
rozpatrywania  nadzoru  korporacyjnego  jest  odniesienie  go  do  konkretnej  organizacji. 
Obejmuje  zindywidualizowane  zasady  nadzoru  i  zarządzania  także  zarządzania  ryzykiem  
(w  tym  również  operacyjnym)  oraz  relacji  między  inwestorami,  a  menedżerami.  Zakres 
pojęciowy  standardów  nadzoru  korporacyjnego  ma  charakter  niejednorodny
3.  Obejmuje 
głównie  Zasady  Nadzoru  Korporacyjnego  OECD  i  wewnątrzkrajowe  kodyfikacje  dobrych 
praktyk korporacyjnych. Znaczenie Zasad Nadzoru Korporacyjnego polega na wyznaczeniu 
powszechnie  akceptowanych  wzorców  zachowań  korporacyjnych.  Wewnętrzne  kodeksy 
Dobrych Praktyk stanowią natomiast formułę przeniesienia uniwersalnych Zasad OECD na 
grunt specyfiki wewnętrznej każdego z krajów członkowskich. Pojecie corporate governance 
ma  wiele  znaczeń,  gdyż  każdy  z  narodowych  systemów  corporate  governance  jest 
specyficzny, bowiem stanowi produkt określonych uwarunkowań gospodarczych, prawnych, 
politycznych, historycznych, społecznych i  kulturowych. Dodatkowym  determinantem jest 
również  zastosowanie  określonego  podejścia  teoretycznego,  np.  teorii  organizacji,  modelu 
interesariuszy, teorii agencji (Sterniczuk, 2006). Zasady nadzoru korporacyjnego skupiają się 
                                                 
2 Tłumaczenie to najczęściej występuje w literaturze przedmiotu. Por. np. Kodeks nadzoru korporacyjnego dla 
spółek publicznych, (2002). Polskie Forum Corporate Governance, Instytut Badań nad Gospodarką Rynkową. 
Taka wersja została przeze mnie przyjęta na potrzeby niniejszego artykułu. 
3 Co oznacza, że nie ma możliwości wskazania pojedyńczej, jednoznacznej i uniwersalnej definicji.                                                                   
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na  spółkach  notowanych  na  giełdach
4, aczkolwiek mają być narzędziem poprawy jakości 
zarządzania także w pozostałych pomiotach gospodarczych. W kilku krajach europejsk ich 
wprowadzono  nawet  w  życie  kodeksy  dla  spółek  pozagiełdowych,  np.  belgijski  kodeks 
Buysse. Różne koncepcje definicji standardów corporate governance zawiera tabela 1. 
 
Tabela 1: Definicje standardów nadzoru korporacyjnego – corporate governance 
Definicja  Źródło 
W  szerokim  ujęciu  nadzór  korporacyjny  nawiązuje 
generalnie  do  procesu,  poprzez  który  organizacje  są 
ukierunkowywane,  regulowane  i  skłaniane  do 
raportowania 
Australian National Audit Office, 
Discussion  Paper,  Corporate 
Governance  in  Commonwealth 
Authorities and Companies, 1999 
Nadzór korporacyjny to system, przez który organizacje 
są kierowane i sterowane 
Cadbury  A.,  The  Report  of  the 
Committee  on  The  Financial 
Aspects  of  Corporate 
Governance, 1992 
Nadzór  korporacyjny  zajmuje  się  minimalizowaniem 
kosztów transakcji zarządzania przedsiębiorstwem 
Mayer  C.,  Oxford  University, 
Paper  Written  for  Inaugural 
Lecture  at  Universite  Libre  de 
Bruxelle, February 2000 
Nadzór korporacyjny ukierunkowany na rynek nie tylko 
powinien być rozciągnięty na problemy przedsiębiorstw 
własnościowych  i  posiadaczy  dużych  pakietów  akcji, 
ale że powinien być uogólniony do celów modelowania 
wielostronnych  negocjacji  i  poszukiwania  wpływów 
między wieloma różnymi udziałowcami 
Berglof  E.,  von  Thaden  E.,  The 
Changing Corporate Governance 
Paradigm:  Implications  for 
Transition  and  Developing 
Countries, mimeo June 1999 
Nadzór korporacyjny jest to kluczowy element wzrostu 
efektywności,  jak  również  zwiększania  zaufania 
inwestorów  
Principes  de  gouvernement 
d.entreprise  de  l.OCDE,  OECD 
Publications, Paris 2004 
Główną ideą nadzoru korporacyjnego jest rozdzielenie 
praw własności od systemu kontroli 
Morrison  A.D.,  Sarbanes  Oxley, 
Corporate  Governance  and 
Operational  Risk,  Sarbanes-
Oxford Seminar, 22nd July 2004 
Nadzór korporacyjny określa strukturę kontrolną, której 
głównym celem jest zapewnienie ochrony inwestorów i 
realizacja  przez  nich  odpowiedniej  stopy  zwrotu  z 
inwestycji  oraz  zbliżanie  sprzecznych  z  definicji 
interesów akcjonariuszy i menedżerów 
Monks R., Minow N., Corporate 
Governance, Blackwell Business, 
2004. 
Nadzór  korporacyjny  identyfikuje  prawa  i  obowiązki,  Tricker  R.,  Corporate 
                                                 
4 O tym, że wdrożenie zasad corporate governance jest skutecznym sposobem ulepszenia systemów zarządzania 
ryzykiem, świadczą badania przeprowadzone przez K. Duliba na łamach „Risk Magazine”, z których wynika, że 
spółki publiczne są pod tym względem znacznie lepiej oceniane. Por. Duliba, K. (1997). The Performance Test, 
Risk Magazine, November.                                                                   
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legitymizuje działania i determinuje odpowiedzialność. 
Można  wyróżnić  następujące  działania  z  zakresu 
nadzoru  korporacyjnego:  nadzorowanie  i 
monitorowanie  wyników  działania  menedżerów, 
odpowiedzialność, rozliczanie menedżerów wobec tych, 
którzy mają prawo do rozliczania 
Governance:  History  of 
Management  Thought  Series, 
2000 
Nadzór  korporacyjny  dotyczy  sposobu,  w  jaki 
menedżerowie  odpowiadają  przed  akcjonariuszami  i 
innymi  grupami  oraz  zapewniają  spółce  strukturę 
właściwie służącą realizacji tego celu 
Leonard J., Brooks  Business  and 
Professional Ethics for Directors, 
Executives,  and  Accountants,  4th 
Edition, 2007 
Nadzór korporacyjny można utożsamiać z organizacją 
relacji  pomiędzy  właścicielami  a  menedżerami 
korporacji, które to  są zróżnicowane w zależności  od 
warunków ekonomicznych i tradycji narodowych 
Lannoo  K.,  A  European 
Perspective  on  Corporate 
Governance  JCMS:  Journal  of 
Common Market Vol. 37 Issue 2, 
s. 269-294, December 2002 
Źródło: opracowanie własne 
 
Na  podstawie  przytoczonych  definicji  można  stwierdzić,  że  standardy  nadzoru 
korporacyjnego to zestaw praktycznych środków, które dają kierownictwu swobodę osiągania 
celów  spółki  w  sposób  sprawny,  skuteczny  i  przejrzysty.  Według  takiego  podejścia 
zarządzanie  i  nadzór  nie  jest  celem,  ale  środkiem  prowadzącym  do  lepszych  wyników 
organizacji.  Wdrożenie  zasad  nadzoru  korporacyjnego  sprawia,  że  firma  uwzględnia 
wszystkie aspekty handlowe i społeczne, które wpływają na jej działalność i cele. Efektem 
takich działań jest poprawa wyników finansowych oraz relacji ze wszystkimi interesariuszami 
(Cornell  i  Shapiro,  1987,  s.  5-8).  Przykładowe  uregulowania  dotyczące  Dobrych  Praktyk 
zarządzania ryzykiem zawiera tabela 2. 
 
Tabela 2: Standardy Dobrych Praktyk w zakresie zarządzania ryzykiem 
Tytuł  Autorstwo  Data   Zakres 
ISO 17799, Information 
Technology – Security 
Techniques-Code of Practice 
for Information Security 
Management 
International Organization 




2005  Ryzyko 
informatyczne 
ISO 14001, Environmental 
Management Systems 




2004  Ryzyka związane ze 
środowiskiem 
naturalnym 
AS 4360 Risk Management 
Guideline Companion 
Standards Australia and 
Standards New Zealand 
2004  Wszystkie rodzaje 
ryzyka 
Principes de gouvernement 
d.entreprise de l.OCDE 
Organizacja Współpracy 
Gospodarczej 
i Rozwoju (OECD) 
2004  Wszystkie rodzaje 
ryzyka                                                                   
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Źródło: opracowanie własne na podstawie (King, 2001, s. 40-43), (Raz i Hillson, 2005, s. 53-
66) 
 
Systemy zarządzania ryzykiem 
Przyjęte  przez  organizacje  systemy  związane  ze  Standardami  Dobrych  Praktyk  można 
uszeregować na trzech płaszczyznach zaprezentowanych na rysunku 1. 
 
Rysunek 1: Systemy zarządzania ryzykiem wg Standardów Dobrych Praktyk 
 
 
Źródło: opracowanie własne na podstawie.(Samad-Khan, 2008, s. 26) 
Enterprise Risk Management – 
Integrated Framework 
The Committee Of 
Sponsoring organizations of 
the Treadway Commission 
(COSO), USA 
2004  Wszystkie rodzaje 
ryzyka 
A Risk Management Standard  Federation of European risk 
management Associations 
(FARMA), Wielka Brytania 
2003  Wszystkie rodzaje 
ryzyka 
Sarbanes-Oxley Act (SOX)  US Congress  2002  Wszystkie rodzaje 
ryzyka 
AS 4801, Occupational Health 
and Safety Management 
System – Specification with 
Guidance for Use 
Standards Australia and 
Standards New Zealand 
2001  Ryzyko systemu 
bezpieczeństwa 




2000  Ryzyka związane z 
jakością 
CAN/CSA-Q850, Risk 




1997  Wszystkie rodzaje 
ryzyka                                                                   
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Ogólne systemy zarządzania ryzykiem 
Modele tego typu zawierają praktyki wspomagające organizacje gospodarcze we wdrażaniu 
najprostszych  systemów  zarządzania  ryzykiem.  Przykładem  takiego  uregulowania  jest 
przytoczony powyżej standard „AS 4360 Risk Management Guideline Companion”. Inspiruje 
on  organizacje do stworzenia języka komunikacji odnoszącego się do tematyki  związanej  
z ryzykiem oraz wskazuje na potrzebę wdrożenia odpowiednich mechanizmów kontrolnych. 
Pierwsze modele tego typu wykorzystywane były m.in. w elektrowniach jądrowych w celu 
pomiaru  poziomu  bezpieczeństwa.  Według  tej  koncepcji  oszacowanie  poziomu  ryzyka 
odbywa  się  przy  wykorzystaniu  metodologii  opartej  na  drzewach  błędu.  Zaproponowane 
rozwiązania mimo tego, że nie wskazują bezpośrednio jakiego rodzaju ryzyka dotyczą, mogą 
być z powodzeniem wykorzystywane w odniesieniu do ryzyka operacyjnego
5. Słabą stroną 
tego podejścia jest mało precyzyjny opis konstrukcji modelu zarządzania ryzykiem (King, 
1996),  natomiast  niewątpliwą  zaletą  jest  możliwość  szerokiego  wykorzystania 
zaproponowanej metodologii w różnorodnych podmiotach począwszy od firm produkcyjnych 
aż po podmioty administracji publicznej (Keey, 2003, s.31-32). W schemacie zarządzania 
ryzykiem  zgodnym  ze  standardem  AS/NZS  4360  można  wyróżnić  dwie  podstawowe 
płaszczyzny.  Pierwszą  z  nich  jest  program  wprowadzania  zasad  zarządzania  ryzykiem  
w wewnętrzne struktury organizacji (patrz rysunek 2), natomiast drugą płaszczyzną jest sam 
proces zarządzania ryzykiem (patrz rysunek 3). 
 
Rysunek 2: Program wdrażania systemu zarządzania ryzykiem 
 





                                                 
5 Wniosek na podst. badań przeprowadzonych przez firmę Artur Andersen, z których wynika, że wdrożenie 
standardu  AS/NZS  4360  umożliwia  minimalizację  strat  operacyjnych  i  maksymalne  wykorzystanie 
potencjalnych możliwości (Standards Australia/New Zealand, 2000).                                                                   
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Rysunek 3: Proces zarządzania ryzykiem przy wykorzystaniu standardów ogólnych 
 
Źródło: opracowanie własne na podstawie (King, 2001 ,s.42) 
 
Zintegrowane systemy zarządzania ryzykiem 
Koncepcję  zintegrowanego  systemu  zarządzania  ryzykiem  (ang.  Enterprise  Risk 
Management, ERM) można zdefiniować jako podejście polegające na zarządzaniu ryzykiem 
poprzez koordynacje i zintegrowanie wszystkich rodzajów ryzyka występujących wewnątrz 
organizacji (Kleffner, Lee i McGannon, 2003, s. 53-54). Przytoczona definicja odzwierciedla 
podstawowe aspekty zintegrowanego procesu zarządzania ryzykiem. Dodatkowo, proces ten 
można  scharakteryzować  poprzez  wyszczególnienie  jego  najważniejszych  cech,  
a mianowicie: 
1)  zintegrowane  zarządzanie  ryzykiem  to  proces  ciągły,  przenikający  przez  wszystkie 
procesy prowadzonej działalności, 
2)  ukierunkowanie na ludzi na każdym poziomie organizacji, 
3)  zgodność z ogólną strategią organizacji, 
4)  zdolność identyfikacji potencjalnych zagrożeń, 
5)  podejmowanie i radzenie sobie z ryzykiem w ramach zaakceptowanego „apetytu na 
ryzyko”, 
6)  zdolność  dostarczania  Zarządowi  wiarygodnych  danych  dotyczących  ryzyka  na 
wszystkich poziomach działalności (The Committee of Sponsoring Organizations of 
the Treadway Commission, 2004, s.8).  
Systemy zarządzania ryzykiem operacyjnym według tej koncepcji oparte są na publikacji The 
Committee of Sponsoring Organizations of the Treadway Commission (COSO) zatytułowanej 
„Enterprise  Risk  Management  –  Integrated  Framework”.  Model  zarządzania  ryzykiem 
zgodny z tą koncepcją uwzględnia trzy wymiary. Pierwszy reprezentowany jest przez cele 
organizacji, które rozpatrywane są w czterech perspektywach:  
1)  strategicznej – cele najwyższego stopnia zgodne z misją i ogólną strategią jednostki, 
2)  operacyjnej – cele związane z efektywnością i skutecznością wykorzystania zasobów,  
3)  sprawozdawczej – cele związane z niezawodnością informacyjną i sprawozdawczą, 
4)  zgodności – cele związane ze zgodnością z uregulowaniami prawnymi odnoszącymi 
się do prowadzonej działalności. 
Drugim wymiarem modelu jest zespolenie procesu zarządzania ryzkiem z każdym wymiarem 
działalności. W tym kontekście wyróżniamy poziom jednostki, działu, procesu biznesowego                                                                    
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i procesu pomocniczego. Trzeci wymiar składa się z ośmiu powiązanych ze sobą elementów 
zaprezentowanych szczegółowo w tabeli 3. 
 
Tabela 3: Elementy procesu Zintegrowanego Zarządzania Ryzykiem 
Elementy ERM  Charakterystyka 
Środowisko 
kontroli 
Etap  ten  obejmuje  aspekty  związane  z  przyjętą  filozofią  i  kulturą 
zarządzania ryzykiem, wartości etyczne, jak również dotyczące ustalenia 
na  podstawie  opinii  Zarządu  organizacji  poziomu  ryzyka,  które  jest 
możliwe do zaakceptowania. 
Wyznaczenie 
celów 
Wyznaczenie celów procesu musi być zgodne ze strategią jednostki, jej 
misją oraz ustalonym akceptowalnym poziomem ryzyka.  
Identyfikacja 
zdarzeń  
Etap ten polega na identyfikacji zdarzeń wewnętrznych i zewnętrznych, 
które mogłyby zagrozić osiągnięciu założonych celów. Należy odróżnić 
zagrożenia od potencjalnych możliwości i odpowiednio dopasować je do 
procesu zarządzania ryzykiem. Dodatkowym elementem tego etapu jest 
analiza zależności pomiędzy poszczególnymi zidentyfikowanymi 
czynnikami ryzyka na ogólny profil ryzyka organizacji. 
Ocena ryzyka  Polega na badaniu oddziaływania potencjalnych zdarzeń na cele procesu. 
Ocena ryzyka dotyczy zarówno prawdopodobieństwa wystąpienia, jak  
i siły oddziaływania zarówno w odniesieniu do ryzyka nieodłącznie 
związanego z działalnością biznesową oraz ryzyka rezydualnego.  
Odpowiedź na 
ryzyko 
Obejmuje różnorodne sposoby podejmowania ryzyka (unikanie, 
akceptowanie, zmniejszanie, dzielenie) w odniesieniu do 
zaakceptowanego poziomu ryzyka. 
Działania 
kontrolne 
Etap polegający na zbadaniu, czy przyjęte procedury i polityki związane 
z zarządzaniem ryzykiem są w należyty sposób przestrzegane. Badanie to 
dotyczy całej organizacji na wszystkich szczeblach prowadzonej 




Obejmuje identyfikowanie, zbieranie i wielokierunkowe przekazywanie 
stosownych informacji pracownikom wszystkich szczebli struktury 
organizacyjnej w ten sposób, żeby mogli wywiązywać się ze swoich 
obowiązków odnoszących się do procesu zarządzania ryzykiem. 
Monitorowanie   Polega na bieżącym monitorowaniu przebiegu całego procesu pod 
względem efektywności poszczególnych elementów, a także procesu jako 
całości. 
Źródło: opracowanie własne na podstawie (COSO, 2004,  s.13) 
 
Według badań przeprowadzonych w kilkunastu krajach m.in. w USA, Kanadzie, Australii  
i Europie wśród podmiotów z różnych sektorów gospodarki wynika, że kompletny schemat 
zintegrowanego  zarządzania  ryzykiem  zaproponowany  przez  COSO  został  wprowadzony  
w życie w 11% organizacji (Beasley, Clune i Hermanson, 2005, s. 69-72). Największymi                                                                   
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problemami  implementacji  tego  procesu  jest  słaba  kultura  organizacyjna  i  niedostateczny 
poziom wiedzy. 
 
Systemy zarządzania ryzykiem oparte o zarządzanie procesowe 
Systemy  zarządzania  ryzykiem  oparte  na  minimalizacji  strat  związanych  ze  złą  jakością 
produktów lub usług nie są pojęciem nowym. Włączenie do systemu zarządzania jakością 
standardów  związanych  z  bezpieczeństwem  i  ochroną  środowiska  uznawane  jest  przez 
praktyków  tego  zagadnienia  za  przejaw  proaktywnej  polityki  zarządzania  ryzykiem 
pozwalającej na znaczną redukcję strat (Brumale i McDowall, 1999, s.53-54). Jako przykład 
takiego modelu może posłużyć system zarządzania ryzykiem oparty o następujące standardy: 
ISO  9001  Quality  Management  System,  ISO  14001  Environmental  Management  Systems  
i AS 4801 Occupational Health and Safety Management System. Schemat systemu opartego  
o te standardy zaprezentowany został na rysunku 4. 
 




Źródło: opracowanie własne 
 
Konkluzje 
Analogiczny model zarządzania ryzykiem operacyjnym można także zbudować, opierając się 
na standardach obowiązujących w Polsce. Odpowiednikami norm przytoczonych na potrzeby 
powyższego schematu są: 
1)  standard  ISO  9001  Systemy  zarządzania  jakością  –  odnoszący  się  do  wymogów 
jakościowych stawianych przez partnerów organizacji, 
2)  standard  ISO  14001  Systemy  zarządzania  środowiskowego  –  obejmujący  wymogi 
prawne i poza prawne z zakresu ochrony środowiska, 
3)  standard  PN-N  18001  Systemy  zarządzania  BHP  –  zawierający  wymogi  prawne 
dotyczące bezpieczeństwa i higieny pracy. 
Ciągłe udoskonalanie procesu 








klientów                                                                   
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Znaczna  część  organizacji  wykorzystująca  zaprezentowane  standardy  w  wewnętrznych 
systemach zarządzania ryzykiem wdrożyła trzy niezależne modele oddzielnie dla zarządzania 
jakością produktów lub usług, dla zarządzania bezpieczeństwem i ochroną środowiska (Hasan 
i  Kerr,  2003,  s.  287-290),  aczkolwiek  jak  wynika  z  przeprowadzonych  badań
6,  znacznie 
lepsze  efekty  przynosi  włączenie  każdego  z  tych  systemów  do  zintegrowanego  systemu 
zarządzania ryzykiem.  
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Review of Best International Practice in Operational Risk Management 
The aim of this paper is to analyze standards of good practice relating to operational risk management. Huge 
losses incurred by renowned companies (e.g. Barings Bank, Enron) as well as local authorities (e.g. Orange 
County) (Baldassare, 1998 )as a result of errors in operational risk management caused growing interest in this 
area of science. New strategies of operational risk management implemented in companies and institutions 
should function within the framework created by legal and corporate regulations valid in a given country. In this 
paper  the  author  presents  various  definitions  of  corporate  governance  standards  and  proposes  his  own 
definition related directly to the issues discussed here. Then he presents basic systems of risk management 
consistent with discussed standards. In conclusion, Polish equivalents of normative regulations discussed here 
were presented, on the basis of which one could construct a system of operational risk management. 
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