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ABSTRAK
Kerahasiaan pesan atau data yang dimiliki oleh seseorang merupakan hal penting dalam
pengiriman pesan agar pesan tersebut hanya dapat diberikan oleh orang tertentu saja yang
dapat mengakses informasi tersebut. Kriptografi merupakan ilmu yang mempelajari cara
pengamanan data atau pesan dengan tujuan mencegah dari orang lain yang ingin mengetahui
isinya, dengan menggunakan kode-kode dan aturan-aturan tertentu dan metode lainnya
sehingga hanya orang yang berhak yang dapat mengetahui isi pesan sebenarnya. Pada
algoritma Vigenere Cipher pengamanan pesan hanya menggunakan kunci tunggal dan abjad
sebagai kunci penyandian untuk melakukan penggantian atau subtitusi karakter pesan yang
membuat kekuatan dalam penyadian pesan hanya terbatas pada penggunaan abjad saja. Pada
penelitian ini dilakukan modifikasi algoritma Vegenere Cipher dengan pengguaan kunci
sebanyak 3 kunci dan modifikasi tabel vegenere cipher dengan menambahkan angka dan 10
simbol sehingga karakter penyusun tabel menjadi 46 karakter dari 26 karakter sebelumnya.
Hasil percobaan algoritma ini mampu melakukan enkripsi pesan rahasia dan mendekripsi
kembali menjadi pesan aslinya.
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PENDAHULUAN
Masalah keamanan dan kerahasiaan data
merupakan hal yang sangat penting dalam
suatu organisasi maupun pribadi. Apalagi
kalau data tersebut berada dalam suatu
jaringan komputer yang terkoneksi dengan
jaringan publik misalnya internet. Tentu
saja data yang sangat penting tersebut tidak
boleh dilihat atau dibajak oleh orang yang
tidak berwenang. Sebab kalau hal ini
sampai terjadi kemungkinan data kita akan
rusak bahkan bisa hilang yang akan
menimbulkan kerugian material yang besar.
Pemakaian teknologi komputer sebagai
salah satu aplikasi dari teknologi informasi
dan pengelolaan data sudah menjadi suatu
kebutuhan saat ini, karena banyak pekerjaan
yang dapat diselesaikan dengan cepat,
akurat dan efisien. Dengan demikian perlu
diterapkan prosedur keamanan pada sebuah
informasi yang ingin dikirimkan. Seiring
perkembangan teknologi informasi, sistem
pengaman informasi juga semakin
ditingkatkan. Muncul berbagai cara untuk
mengatasi persoalan keamanan data yang
pada intinya adalah bagaimana agar orang
yang tidak berhak, tidak dapat membaca,
merubah  atau bahkan merusak data yang
bukan miliknya atau  ditujukan kepadanya
disebut dengan istilah kriptografi. Tentu hal
ini akan sangat bermanfaat untuk menjaga
kerahasiaan data atau informasi tertentu.
Pada penelitian Nurnawati, E. K. (2008)
yang berjudul Analisis Kriptografi
Menggunakan Algoritma Vigenere cipher
Dengan Mode Operasi Cipher Block
Chaining (CBC), dilakukan penggabungan
kriptografi algoritma Vigenere cipher
dengan mengadopsi cara kerja mode
operasi Cipher Block Chaining (CBC).
Hasil percobaan adalah pada saat proses
enkripsi dan dekripsi dibutuhkan memori
yang sangat besar yang mengakibatkan
proses menjadi lama. Untuk itu penulis
membatasi panjang kunci sampai dengan 10
karakter. Algoritma Vigenere cipher asli
hanya menampung 26 huruf alfabeth dalam
bentuk huruf kecil sedangkan tanda baca
lain tidak dapat terbaca. Sehingga perlu
dilakukan suatu pengevaluasian yaitu
dengan memperluas jangkauan 26 huruf
alfabeth tersebut menjadi 256 karakter
ASCII.
Caesar cipher dan Vigenere cipher
merupakan contoh metode kriptografi
dengan model pengamanannya penggantian
karakter atau subtitusi (substitution).
Metode Caesar Cipher menggunakan kunci
berupa angka sebagai nilai untuk
mengganti karakter pesan dengan karakter
yang lain. Hal yang berbeda pada Vigenere
cipher karena hanya menggunakan abjad
sebagai kunci penyandian untuk melakukan
penggantian atau subtitusi karakter pesan
yang membuat kekuatan dalam penyadian
pesan hanya terbatas pada penggunaan
abjad saja. Melihat keterbatasan ini, penulis
memutuskan untuk membahas teknik
kriptografi yang sudah ada ini untuk
dikembangkan dengan tujuan menambah
keleluasaan dan kekuatan dalam
pengamanan informasi, dengan harapan
bisa digunakan suatu saat baik untuk
penulis sendiri maupun untuk orang lain.
Adapun judul dari penelitian yang
penulis  angkat adalah “ Modifikasi
Algoritma Vignere Cipher untuk
Pengamanan Pesan Rahasia “.
Dalam sebuah penelitian, pada dasarnya
membutuhkan perumusan masalah untuk
memberikan gambaran mengenai masalah
yang akan diteliti. Sebelum membahas
tentang masalah yang akan diteliti,
alangkah baiknya apabila penulis
memberikan pemaparan tentang topik
utama permasalahan yang menjadi fokus
dalam penulisan proposal ini. Adapun topik
utama permasalahan yang muncul adalah
sebagai berikut :
a. Bagaimana cara membangun suatu
aplikasi untuk melindungi data atau
informasi dari  pihak pihak yang tidak
berhak sehingga tidak bisa diketahui,
dimodifikasi maupun dirusak ?
b. Bagaimana cara untuk memodifikasi
teknik pengaman data (kriptografi) yang
sudah ada (algoritma vigenere cipher)
dengan tujuan untuk menambah
kekuatan dalam pengaman data atau
informasi ?
Adapun tujuan dari penulisan Penelitian
ini adalah  :
1. Untuk membangun suatu aplikasi yang
berfungsi  untuk melindungi suatu  data
atau informasi
2. Untuk memodifikasi teknik
pengamanan data yang sudah ada agar
sistem pengamanan yang dibuat lebih
baik
Adapun manfaat dari penelitian ini
adalah sebagai berikut :
1. Aplikasi yang dibangun dapat
digunakan sebagai aplikasi
pengamanan data atau informasi baik
untuk penulis sendiri maupun orang
lain.
2. Dengan adanya penelitian ini
diharapkan bagi yang ingin
menggunakan aplikasi yang dibuat
dapat bermanfaat untuk myang ber-
ektensi .txt.
METODE PENELITIAN
Pada penelitian ini penulis melakukan
modifikasi algoritma Vigenere cipher untuk
pengamanan pesan rahasia berupa teks.
Modifikasi dilakukan pada penambahan
karakter pada tabel Vigenere serta
penggunaan 3 buah kunci. Pada
pengembangan penambahan karakter yaitu
penambahan angka dan simbol, dengan
demikian maka ukuran tabel yang
digunakan untuk melakukan enkripsi dan
dekripsi menjadi lebih besar menjadi 46
karakter. Adapun tabel modifikasi Vigenere
cipher dapat dilihat seperti pada Tabel1
Tabel Modifikasi Vigenere cipher
Tabel 2 Modifikasi Vineger Chipper
Dalam modifikasi algoritma Vigenère
Cipher ini, dilakukan penambahan karakter
angka dan simbol, sehingga Plaintext yang
bisa dienkripsi tidak hanya sebatas alfabet
saja, melainkan juga angka dan simbol.
Dan dengan dibuatkannya 3 buah kunci
maka kelemahan penggunaan kunci pada
algoritma Vigenere cipher dapat teratasi.
Dalam penelitian ini, penulis mencoba
membuat lapisan kunci sebanyak 3 lapis.
Dengan dibuatkannya 3 buah kunci
maka kelemahan penggunaan kunci pada
algoritma Vigenere cipher dapat teratasi.
Dalam penelitian ini, penulis mencoba
membuat lapisan kunci sebanyak 3 lapis
yang dapat dilihat pada Gambar 3.1 dan 3.2.
HASIL DAN PEMBAHASAN
Pada pengujian perangkat lunak
kriptografi Algoritma Vigenere Cipher
dilakukan dengan pemasukan plainteks
serta kunci serta Load Plainteks yang
menghasilkan cipherteks.
1. Enkripsi dan Dekripsi Dengan Input
Plainteks
Pengujian enkripsi dengan input
plainteks dilakukan cara pemasukan
plainteks melalui keybord dengan jumlah
huruf 13, 24, 53, 65, serta 89 dengan
kunci1= a, kunci2=b dan kunci3=c. Hasil
enkripsi Algoritma
Vigenere Cipher  dengan input teks dapat
dilihat pada Tabel 4.1.
Tabel 4.1 Hasil Pengujian Enkripsi
Algoritma Vigenere Cipher Input Plainteks
Tabel 4.2 Hasil Pengujian Dekripsi
Algoritma Vigenere Cipher Input Plainteks
2. Implemetasi
Setelah melakukan perancangan
perangkat lunak kriptografi modifikasi
Algoritma Vigenere Cipher untuk
pengamanan pesan rahasia, maka tahap
selanjutnya adalah penulisan kode program
(coding). Perangkat lunak yang akan di-
coding adalah berupa menu utama serta
program Kriptografi algoritma Vigenere
Cipher, program Bantuan serta Keterangan.
3. Tampilan Interface “Menu Utama”
Aplikasi
Tampilan Menu Utama adalah
berfungsi untuk menampilkan menu-menu
aplikasi. Pada rancangan ini terdapat judul
aplikasi, gambar latar serta sub menu antara
lain Kriptografi Vigenere Cipher, Bantuan,
Keterangan serta Tutup. Tampilan  Menu
Utama terlihat seperti pada Gambar 3.4.
Gambar 4.1 Menu Utama
Tampilan Interface “Kriptografi
4. Tampilan Interface “Vigenere
Cipher” Aplikasi
Tampilan Kriptografi Vigenere Cipher
berfungsi untuk melakukan enkripsi dan
dekripsi dengan algoritma Vigenere Cipher.
Tampilan Kriptografi Vigenere Cipher
dapat dilihat seperti pada Gambar 4.2.
Gbr. 1 Tampilan Kriptografi Vigenere
Cipher
5. Tampilan Bantuan
Tampilan Bantuan adalah tampilan
berfungsi untuk menampilkan informasi
bantuan pengoperasian aplikasi
Kriptografi Vigenere Cipher. Untuk
lebih jelasnya rancangan Bantuan dapat
dilihat pada Gambar 4.3.
Gambar 4.3 Tampilan Bantuan
6. Tampilan Keterangan
Tampilan Keterangan berfungsi untuk
menampilkan informasi tentang profil
penulis. Profil penulis meliputi biodata
singkat penulis serta data-data akademik
berupa nama mahasiswa, Nomor Induk
Mahasiswa, Nama Perguruan Tinggi tempat
mahasiswa, serta gambar latar belakang
seperti yang dapat dilihat pada Gambar 4.4.
7. Kesimpulan
KESIMPULAN
Setelah melakukan implementasi
perangkat lunak kriptografi modifikasi
Algoritma Vigenere Cipher untuk
pengamanan pesan rahasia, maka dapat
disimpulkan:
1. Perangkat lunak Kriptografi Modifikasi
Algoritma Vigenere Cipher untuk
Pengamanan Pesan Rahasia dapat
melakukan enkripsi dan dekripsi teks
serta file teks.
2. Perangkat lunak Kriptografi Modifikasi
Algoritma Vigenere Cipher untuk
Pengamanan Pesan Rahasia dapat
menggunakan kunci berlapis 3  dan
menginput 46 karakter yg ada pada table
untuk melakukan enkripsi dan dekripsi
teks serta file teks.
3. Hasil pengujian pengujian enkripsi dan
dekripsi pesan rahasia dengan sampel
pesan rahasia berhasil dengan tingkat
keberhasilan 100 %.
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