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ANCHO DE BANDA: La cantidad de datos que se pueden transmitir en una 
cantidad de tiempo determinada. En el caso de la banda ancha digital, en general 
se expresa en bits por segundo (bps). En el caso de la banda ancha analógica, se 
expresa en ciclos por segundo, o Hertz (Hz). 
 
BACKBONE DE INTERNET: Línea de alta velocidad o serie de conexiones que 
forma una ruta principal dentro de una red. El término de Backbone de Internet a 
menudo se utiliza para describir las principales conexiones de red que conforman 
Internet. 
 
BINARIO: Sistema de numeración que se caracteriza por los unos y ceros (1 = 
activado, 0 = desactivado). 
 
BROADCAST: Forma de transmisión por la cual un dispositivo transmite a todos 
los dispositivos dentro de la red o de otra red. 
 
CABLE DIRECTO DE ETHERNET: Cableado UTP en el que el orden de los pines 
en uno de los extremos sigue el orden de pines 568a y el otro extremos del cable 
sigue el mismo orden 568a. Se utiliza cuando se conecta una computadora o 
router a un switch. 
 
CACHÉ ARP: Almacenamiento de entradas ARP que muestran la dirección MAC y 
la dirección IP asociada. 
 
CANAL: Medio utilizado para transportar información de un emisor a un receptor. 
 
CLIENTE: UN cliente es un sistema de computadora que accede remotamente a 
un servicio en otra computadora al acceder a la red. 
 
CLIENTE DE CORREO ELECTRÓNICO: Programa utilizado para descargar y 
enviar mensajes de correo electrónico. Los clientes de correo electrónico utilizan 
pop3 para recibir los mensajes de correo electrónico y SMTP para enviarlos. 
 
COLISIONES: En Ethernet, el resultado de dos nodos que transmiten de forma 
simultánea. Las tramas de cada uno de los dispositivos  chocan y resultan 
dañadas cuando se encuentran en el medio físico. 
 
COLISIÓN DE DATOS: Cuando dos estaciones transmiten al mismo tiempo en 
una topología de acceso múltiple y los frames de ambas estaciones emisoras 
chocan entre ellos y alteran la estructura del frame original y crean fragmentos.  
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DECODIFICACIÓN: Lo contrario a la codificación. A menudo la estación emisora 
codifica y la estación receptora decodifica.  
 
DIRECCIONAMIENTO: En los primeros tiempos de IPV4, las direcciones IP 
estaban divididas en 5 clases, particularmente Clase A, Clase B, Clase C, Clase D 
y Clase E.  
 
DIRECCIONES PRIVADAS: Dirección utilizada para redes internas. Esta dirección 
obedece el direccionamiento RFC 1918. No son enrutables en Internet. 
 
DIRECCIONES PÚBLICAS: Las direcciones públicas son asignadas por InterNIC 
y están compuestas por ID de red basados en clase o bloques  de direcciones 
basadas  en CIDR (llamadas bloques CIDR) que son universalmente únicas en 
Internet. 
 
DIRECCIÓN DE BROADCAST: Dirección que pretende representar una 
transmisión desde un dispositivo a todos los dispositivos en función de la dirección 
de broadcast especificada. 
 
DIRECCIÓN DE DESTINO: Dirección a la cual se dirigen los datos. 
 
DIRECCIÓN DE ORIGEN: En comunicaciones y networking, el origen de un canal 
de comunicaciones. 
 
DIRECCIÓN DE RED: Dirección de capa de red que se refiere a un dispositivo de 
red lógico, más que físico.  
 
DIRECCIÓN FÍSICA: Dirección de capa data-link, por ejemplo una dirección MAC. 
 
DIRECCIÓN DE HOST: Dirección de un host de red. Cuando se habla de 
direcciones de host, por lo general se habla de la dirección de la capa de red. 
 
DIRECCIÓN IP: Número exclusivo que utilizan los dispositivos a fin de 
identificarse y comunicarse entre ellos en una red de computadoras utilizando el 
estándar de protocolo de Internet (IP). 
 
DISPOSITIVOS INTERMEDIARIOS: Dispositivo que conecta en forma directa con 
las terminales de usuario final a otras redes. El router es un ejemplo de dispositivo 
intermediario. 
 
DOMINIO DE BROADCAST: Red lógica compuesta por todas las computadoras y 
dispositivos de red a los que se puede acceder mediante el envío de un frame a la 
dirección de broadcast de la capa data-link. 
 
ENCAPSULACIÓN: El proceso por el cual se envuelven datos en un encabezado 
de protocolo en particular. 
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ENRUTAMIENTO: Proceso de encontrar una ruta hacia un host de destino. El 
enrutamiento en redes de gran tamaño es muy complejo dada la gran cantidad de 
destinos intermedios potenciales que debe atravesar un paquete antes de llegar al 
host de destino. 
 
GATEWAY POR DEFECTO: Dispositivo de una red que sirve como punto de 
acceso a otra red. El default Gateway es utilizado por un host cuando la dirección 
de destino de un paquete IP pertenece a algún lugar fuera de la subred local. 
 
HOST: Dispositivo que comunica a través de una red.  
 
IPV4: Abreviatura de protocolo de Internet versión 4. Es la versión actual del 
Protocolo de Internet. 
 
MÁSCARA DE SUBRED: La función de una máscara de subred consiste en 
identificar la parte de la red, de la subred y del host de una dirección IP. Las 
máscaras de subred sirven para dividir la red  y separar una red  grande o 
sumamente grande en segmentos, o subredes, más pequeños, eficientes y 
manejables.  
 
MASCARA DE SUBRED DE LONGITUD VARIABLE VLSM: Es la capacidad de 
especificar una máscara de subred distinta para el mismo número de red en 
distintas subredes. Las VLSM pueden ayudar a optimizar el espacio de dirección 
disponible. 
 
PROTOCOLO: Conjunto de reglas que rigen la comunicación.  
 
PROTOCOLO DE CONFIGURACIÓN DINÁMICA DE HOST (DHCP): Es el 
protocolo utilizado para solicitar y asignar dirección IP, default Gateway y dirección 
de servidor DNS a un host de la red. 
 
PROTOCOLO DE INTERNET (IP): Protocolo de capa de red en la pila TCP/IP que 
brinda un servicio de internetworking no orientado a conexión. El IP suministra 
características de direccionamiento, especificación de tipo de servicio, 
fragmentación y rensamblaje y seguridad. 
 
PROVEEDOR DE SERVICIOS DE INTERNET (ISP): Un ISP es una compañía 
que brinda acceso a Internet a individuos o empresas. 
 
PUERTOS: Normalmente los puertos se utilizan para identificar  un determinado 
proceso o servicio en una computadora. Cuando un dispositivo remoto desea 
acceder a cierto servicio, por ejemplo, dirige esos datos a un puerto determinado 
que identifica el tipo de servicio que quiere usar el dispositivo. 
 
RED DE ÁREA EXTENSA (WAN): Red que abarca un área geográfica más amplia 
que una red de área local (LAN) sobre redes de comunicaciones públicas. 
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RED DE ÁREA LOCAL (LAN): El término de área local (LAN) hace referencia a 
una red local, o a un grupo de redes locales interconectadas, que están bajo el 
mismo control administrativo. 
 
ROUTER: Dispositivo de capa de red que usa una o más métricas para determinar 
la ruta óptima a través de la cual se debe enviar el tráfico de red. Los routers 
envían paquetes desde una red  a otra basándose en la información de la capa de 
red. 
 
SERVICIO DE RED DE TELETIPO TELNET: Es un protocolo de red utilizado en 
Internet o en conexiones de red de área local (LAN). 
 
SERVIDOR WEB: Servidor que responde a solicitudes http con datos de 
respuesta http. El servidor Web también aloja la estructura de directorio de los 
sitios Web y sus imágenes asociados, y otros archivos de medios. 
 
SISTEMA DE NOMBRE DE DOMINIO DNS: Traduce nombres de dominio 
(nombres de host de computadoras) a direcciones IP. 
 
SWITCH: Dispositivo de red que filtra, reenvía o inunda frames basándose en la 
dirección destino de cada frame.  
 
TABLA ARP: Caché en el que un dispositivo guarda una tabla de direcciones MAC 
y la dirección de capa 3 asociada con ellas. 
 
TABLA DE ENRUTAMIENTO: Tabla almacenada en la memoria de un router o 
algún otro dispositivo de networking que guarda un registro de las rutas a destinos 
particulares de la red. El router utiliza esta lista de redes para determinar donde 
enviar los datos. 
 
TOPOLOGÍA FÍSICA: La topología física de una red hace referencia a la 
configuración de cables, computadoras y otros periféricos. 
 
TOPOLOGÍA LÓGICA: Mapa de los dispositivos de una red y cómo se comunican 
entre ellos. Muestra el flujo de datos en una red. 
 
TRAMA: La PDU de capa dos que ha sido codificada por un protocolo de capa de 
















La globalización de Internet se ha producido más rápido de lo que alguien hubiera 
imaginado. El modo en que se producen las interacciones sociales, comerciales, 
políticas y personales se transforman continuamente para estar al día con la 
evolución de esta red global. 
 
Los métodos que manejamos para compartir con los demás ideas e información 
están en constante transformación y avance. En el inicio de la comunicación 
estuvimos limitados a conversaciones frente a frente, luego apareció el lenguaje 
escrito y así sucesivamente, el avance de los medios sigue ampliando el alcance 
de nuestras comunicaciones. Desde la imprenta, la radio hasta la televisión, cada 
nuevo desarrollo ha mejorado y fortalecido nuestra comunicación. 
 
Hoy en día contamos con tecnologías avanzadas que nos permiten una 
comunicación casi instantánea sin importar la ubicación geográfica ni la distancia. 
Existen redes convergentes que permiten voz, video y datos en la misma red IP, 
transportando múltiples servicios en una sola red. 
 
Este proyecto plantea el diseño de una red convergente y la simulación de la 









Para tener un concepto más claro sobre el proyecto que trataremos a continuación 
empezaremos por decir que, una red son múltiples computadoras conectadas 
entre si que utilizan un sistema de comunicaciones.  El objetivo de una red es que 
las computadoras se comuniquen y compartan recursos e información. 
 
Las primeras redes de datos estaban limitadas a intercambiar información basada 
en caracteres entre sistemas informáticos conectados. Las redes actuales 
evolucionaron para agregarle voz, flujos de video, texto y gráficos, a los diferentes 
tipos de dispositivos. Las formas de comunicación anteriormente individuales y 
diferentes se unieron en una plataforma común. Esta plataforma proporciona 
accesos a una amplia variedad de métodos de comunicación alternativos y nuevos 
que permiten a las personas interactuar directamente con otras en forma casi 
instantánea. 
 
En este proyecto se quiere dar a conocer los pasos necesarios, para conformar  la 
estructura de la red, las tecnologías y protocolos que usarían en cada uno de los 
dispositivos interconectados, para la comunicación general de la empresa Locatel.  
Comenzamos con un diseño de la topología de la red, teniendo en cuenta los 
dispositivos intermedios (switches y Routers), además de los medios guiados 
(medios de trayectoria predefinida, como cables), y no guiados (medios que se 
transmiten en el espacio, como radiofrecuencias, infrarrojos, ultrasonidos), 
Plantearemos un direccionamiento de red utilizando VLSM (Mascara de subred de 





¿Qué es Locatel?   
Locatel es el único supermercado especializado en brindar productos y servicios 
para la Salud y Bienestar. Tiene un concepto único a través del cual ofrecen a sus 
clientes el más amplio portafolio de productos para el cuidado de la salud y con 
una filosofía de atención y servicio profesional que no se encuentran en otro lugar. 
Cuenta con las droguerías más completas del país, tanto por su surtido (desde 
productos de prescripción, controlados y de venta, hasta productos altamente 
especializados de uso hospitalario), como por la cantidad de producto que 
manejan. Tienen un completo surtido de equipos médicos, tanto en equipos de 
rehabilitación, movilidad y hospitalización en casa, así como de igual forma 
poseen un amplio surtido de productos de higiene y cuidado personal, productos 
nutricionales e insumos médico-quirúrgicos; buscando siempre la satisfacción de 
los clientes a través de excelentes productos, excelente servicio y excelentes 
precios. Siempre tratando de mantenerse a la vanguardia en productos para la 
salud y el bienestar. 
 16 
 
Planteamiento del problema 
Locatel se compone de seis sedes de venta, con su respectivo personal 
administrativo, estas manejan una distribución de red independiente, generando 
inconvenientes de comunicación entre los puntos, los cuales pueden reflejarse en 
el manejo de informes, distribución de artículos a clientes finales, demoras en la 
actualización de inventarios, demoras en servicio al cliente. 
 
Formulación del problema 
 ¿Cuáles serían los elementos necesarios de comunicación para implementar 
un prototipo de red eficiente, en la organización Locatel? 
 
Sistematización del problema 
 ¿Cómo se realizaría la estandarización, de toda la red de la empresa Locatel? 
 
 ¿Cuál sería el diseño general de red para establecer las conexiones de los 





Diseñar un prototipo de simulación de red de comunicaciones en la organización 





 Diseñar la infraestructura de red, de toda la organización. 
 
 Plantear un estándar para las direcciones IP privadas de acuerdo a cada sede, 
y dentro de ellas, a cada departamento. 
 
 Presentar un direccionamiento IP que satisfaga las posibles expansiones de la 
organización a futuro. 
 











Este proyecto se desarrolla porque nos permite plasmar los conocimientos 
obtenidos en el diplomado de Cisco, aplicándolos a la situación actual que 
enfrenta la empresa Locatel, teniendo como base la observación y la 
investigación. La ejecución de este estudio, permitirá explicar la situación 
actual, desde la perspectiva de la gestión y creación de una red de 
comunicaciones, con un diseño mejorado en la herramienta de simulación de 
redes llamado Packet Tracer, lo que permite resultados precisos y confiables.   
 
Es necesario dentro de este proyecto, el vínculo de la Universidad Libre con los 
ingenieros del sector de las redes y telecomunicaciones de la empresa Locatel 
para aplicar los instrumentos necesarios, y poder extraer la información 
legitima para caracterizarla. Este proyecto de investigación va enmarcado en 
las normas legales y conceptos académicos que rodean toda esta problemática 
y que busca ser un medio para evaluar los objetivos formulados. 
 
El programa de Ingeniería de sistemas de la Universidad Libre, presenta 
diferentes alternativas para optar al título de Ingeniero de sistemas, una de 
ellas es el desarrollo y aprobación del diplomado de redes Cisco, que incluye la 
presentación de una propuesta de aplicación, con base al conocimiento 
obtenido en el curso; igualmente porque la Universidad Libre nos exige el 
desarrollo del proyecto. 
 
El proyecto se desarrolla en la empresa Locatel, ya que brindo la oportunidad 
de poder realizar el estudio, frente al mejoramiento del diseño de  red, teniendo 
en cuenta las falencias actuales de comunicación. Cabe resaltar que tenemos 








 Económica: es factible implementar este diseño de red en la empresa Locatel 
porque el costo de la implementación no tendrá un impacto económico 
importante ya que la empresa Locatel cuenta con la mayoría de dispositivos 
necesarios para implementarla.   
 
Tabla 1. Estimación de costos. 
 
Producto Valor Unitario Cantidad Total 
Cisco Catalyst 2950-24 Switch 24 puertos $ 580000 6 $ 3480000 
Caja Cable UTP Categoría 5E x 303 metros $ 270000 1 $ 270000 
Caja Conector RJ 45 x 100 unidades $ 46000 1 $ 46000 
Canal Dedicado 1:1 1024 Kb mensualidad $ 1500000 1 $ 1500000 
Total $ 5296000 
 
 Técnica: La empresa esta en capacidad de implementar este diseño ya que 
cuenta con la infraestructura necesaria. 
 
 Operativa: Se deben implementar políticas de seguridad, definición de 
procedimientos y definición de estándares como longitud de contraseñas, 
seguridad en routers, switchs, firewalls entre otros para el óptimo 






El tipo de investigación utilizado fue  (Investigación Descriptiva – Diagnóstica). Las 
actividades que se desarrollaron, fueron las siguientes: 
 
 Se establecieron y clasificaron los datos, que se adecuaban al propósito del 
estudio. 
 Se realizaron observaciones objetivas y exactas. 
 Se Describieron, analizaron e interpretaron los datos obtenidos, en términos 
claros y precisos.  
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“Una red de ordenadores se puede definir de varias formas. Un enfoque es 
considerar que la red es simplemente la “red física”. Se puede decir que la red 
física se compone de todos los nodos de conmutación internos, sus enlaces de 
interconexión y los enlaces que conducen a los dispositivos conectados 
externamente. Estos dispositivos externos, ordenadores y terminales, llamados 
colectivamente Equipos Terminales de Datos (ETDs), se consideran entonces 
como conectados a, en lugar de parte integral de, la red.”1  Los elementos que 
componen la red, son los siguientes: 
 




“En la parte izquierda del diagrama se muestran algunos dispositivos comunes 
que generalmente originan mensajes que constituyen nuestra comunicación. 
Esto incluye diversos tipos de equipos (se muestran íconos de una 
computadora de escritorio y de una portátil), servidores y teléfonos IP. En las 
redes de área local, estos dispositivos generalmente se conectan a través de 
medios LAN (con cables o inalámbricos).  
El lado derecho de la figura muestra algunos de los dispositivos intermedios 
más comunes, utilizados para direccionar y administrar los mensajes en la red, 
como así también otros símbolos comunes de interconexión de redes.”2 
                                            
1







Encontramos así mismo los tipos de redes que pueden ser LAN, MAN, WAN 
entre los más conocidos. Las redes LAN son “redes de propiedad privada que 
se encuentran en un solo edificio o en un campus de pocos kilómetros de 
longitud. Se utilizan ampliamente para conectar computadoras personales y 
estaciones de trabajo  en oficinas de una empresa y de fábricas para compartir 
recursos (por ejemplo, impresoras) e intercambiar información. Las LANs son 
diferentes de otros tipos de redes en tres aspectos: 1) tamaño; 2) tecnología de 
información, y 3) topología. Las LAN’s están restringidas por tamaño, es decir, 
el tiempo de transmisión en el peor de los casos es limitado y conocido de 
antemano. El hecho de conocer este límite permite utilizar ciertos tipos de 
diseño, lo cuál no sería posible de otra manera. Esto también amplifica la 
administración de la red. Las LAN’s podría utilizar una tecnología de 
transmisión que consiste en un cable al cuál están unidas todas las máquinas. 
Para las LAN’s de difusión son posibles varias topologías.”3  
 
Con respecto a las topologías podemos encontrar las de bus, estrella, anillo y 
árbol.  “La topología de red es la representación geométrica de la relación entre 
todos los enlaces y los dispositivos que los enlazan entre sí (habitualmente 
denominados nodos). En una topología en malla, cada dispositivo tiene un 
enlace punto a punto y dedicado con cualquier otro dispositivo. El término 
dedicado significa que el enlace conduce el tráfico únicamente entre los dos 
dispositivos que conecta. En la topología en estrella cada dispositivo solamente 
tiene un enlace punto a punto dedicado con el controlador central, 
habitualmente llamado concentrador. Los dispositivos no están directamente 
enlazados entre sí. 
 
La topología en árbol es una variante de la de estrella. Como en la estrella, los 
nodos del árbol están conectados a un concentrador central que controla el 
tráfico de la red. Sin embargo, no todos los dispositivos se conectan 
directamente al concentrador central. La mayoría de los dispositivos se 
conectan a un concentrador secundario que, a su vez, se conecta al 
concentrador central. Una topología de bus es multipunto. Un cable largo actúa 
como una red troncal que conecta todos los dispositivos en la red. En una 
topología en anillo cada dispositivo tiene una línea de conexión dedicada y 
punto a punto solamente con los dos dispositivos que están a sus lados. La 
señal pasa a lo largo del anillo en una dirección, o de dispositivo a dispositivo, 
hasta que alcanza su destino. Cada dispositivo del anillo incorpora un 
repetidor.” 4 
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Ahora encontramos redes que poseen una cobertura mayor, para el transporte 
de datos; como son las redes de área metropolitana MAN. “Estas redes abarca 
una ciudad. Este sistema creció a partir de los primeros sistemas de antena 
comunitaria en área donde la recepción de la televisión al aire era pobre. En 
dichos sistemas se colocaba una antena grande en la cima de una colina 
cercana y la señal se canalizaba a las casa de los suscriptores. A partir de que 
Internet atrajo una audiencia masiva, los operadores de la red de TV por cable 
se dieron cuenta de que con algunos cambios al sistema, podrían proporcionar 
servicio de Internet a dos vías en las partes sin uso del espectro. 
 
Una red de área amplia WAN, abarca una gran área geográfica, con frecuencia 
un país o un continente. Contiene un conjunto de máquinas diseñado para 
programas (es decir, aplicaciones) de usuario. Los host están conectados por 
una subred de comunicación, o simplemente subred, para abreviar. Los 
clientes son los que poseen a los host (es decir, las computadoras personales 
de los usuarios), mientras que, por lo general, las compañías telefónicas o los 
proveedores de servicios de Internet poseen y operan la subred de 
comunicación.”5 Por otra parte vemos, que los ordenadores, para poder 
transferir información de un origen a un destino, debe tener configurado una 
dirección IP. Pero que es una dirección IP? Una dirección IP “es un número 
que identifica de manera lógica y jerárquica a una interfaz de un dispositivo 
(habitualmente una computadora) dentro de una red que utilice el protocolo IP 
(Internet Protocol), que corresponde al nivel de red del protocolo TCP/IP. Dicho 
número no se ha de confundir con la dirección MAC que es un número 
hexadecimal fijo que es asignado a la tarjeta o dispositivo de red por el 
fabricante, mientras que la dirección IP se puede cambiar.”6 
 
Podemos encontrar que las redes se pueden clasificar, según la tecnología de 
transmisión, que son: Redes de broadcast y Redes Point to Point. Las redes 
broadcast son “Aquellas redes en las que la transmisión de datos se realiza por 
un solo canal de comunicación, compartido entonces por todas las máquinas 
de la red. Cualquier paquete de datos enviado por cualquier máquina es 
recibido por todas las de la red. Las redes Point to point son aquellas en las 
que existen muchas conexiones entre parejas individuales de máquinas. Para 
poder transmitir los paquetes desde una máquina a otras veces es necesario 
que estos pasen por máquinas intermedias, siendo obligado en tales casos un 





                                            
5
 TANENBAUM ANDREWS S. Redes de computadoras. Cuarta Edición. Página 18. Editorial 




 PEREZ HERNANDEZ MARIA GABRIELA. Ciencias fundamentales y tecnología. Página 166. 
Editorial Dikinson. 
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3. INGENIERIA DEL PROYECTO 
 
 
3.1. PLANEACION INGENIERIL 
 
La planeación del proyecto, en principio se realiza en función de la necesidad que 
posee la empresa Locatel, en comunicar todas las tiendas entre sí. Para ello, se 
empieza analizando los requerimientos funcionales de cada uno de los almacenes;  
mediante visitas, a los establecimientos. Posteriormente vemos en las tiendas de 
Locatel, que  cumplen con los requerimientos necesarios, para el diseño de la red.  
 
Análisis de requerimientos 
La empresa ha decidido unificar su red de datos, cuenta con una sede central 
situada en la Calle 116 con Autopista Norte. La estructura corporativa de la 
empresa está formada por nueve departamentos; Gerencia General, 
Departamento de Sistemas, Departamento de Contabilidad, Departamento de 
Mercadeo, Departamento de Compras, Departamento de Recursos Humanos, 
Departamento de Alquiler de Equipos Médicos, Departamento de Capacitaciones. 
Igualmente encontramos las diferentes dependencias en cada una de las tiendas, 
los cuales se conforma de la siguiente manera: Servicio al cliente, Audiometría, 
Farmacia, Optometría, Alquiler de Equipos Médicos, Nutricionista, Terminales 
POS, Muelle, Bodega, Administrativa (Jefe de Tienda), Control Interno. Los 
requerimientos que se evaluaron fueron: 
  
 Conexión de los equipos existentes, para poder compartir la información. 
 Desempeño requerido frente al procesamiento de los tipos de datos. 
 Seguridad de la red. 
 
 
 Resultados del análisis 
 
 
Cada una de las sedes son independientes, no hay comunicación directa entre 
ninguna de las sedes, procesos como actualización de datos, inventarios y 
contabilidad, no son en línea por lo tanto carecen de eficiencia. 
 
En la figura podemos ver que no hay relaciones de comunicación entre las 














Actualmente algunos equipos comparten información pero a nivel de cada una de 
las sedes de Locatel, la actualización de bases de datos se da cada 24 horas, es 
ineficiente esta forma de actualización ya que si un cliente requiere algún producto 
y no hay en la sede donde se encuentra, dicha sede no tiene la capacidad de 
informarle a que otra sede se puede dirigir para conseguirlo, esto representa un 
ingreso que dejo de entrar a la empresa ya que no se pudo consultar en las otras 
sedes. 
 
La información obtenida frente a los puntos de red (Terminales, Impresoras), para 












































Compras Farmacéuticos 9 
Recursos Humanos 4 
Alquiler de Equipos 3 
Capacitaciones 2 
Gerencia 2 
Total Host 38 
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Tabla 3. Sede Pepe Sierra almacén 
 
 
Dependencias Número Host 




Alquiler de Equipos Médicos 2 
Nutricionista 1 
Terminales POS 6 
Muelle 2 
Bodega 2 
Oficina Jefe Tienda 1 
Control Interno 3 
Total Host 24 
 
 







Tabla 4. Sede Chapinero almacén 
 
 
Dependencias Número Host 




Alquiler de Equipos Médicos 2 
Nutricionista 1 
Terminales POS 7 
Muelle 2 
Bodega 2 
Oficina Jefe Tienda 2 
Control Interno 3 
Total Host 26 
 
 









Tabla 5. Sede Galerías almacén 
 
 
Dependencias Número Host 




Alquiler de Equipos Médicos 2 
Nutricionista 1 
Terminales POS 5 
Muelle 2 
Bodega 3 
Oficina Jefe Tienda 2 
Control Interno 2 
Total Host 25 
 
 









Tabla 6. Sede Colina almacén 
 
 
Dependencias Número Host 




Alquiler de Equipos Médicos 2 
Nutricionista 1 
Terminales POS 6 
Muelle 2 
Bodega 2 
Oficina Jefe Tienda 2 
Control Interno 3 











Tabla 7. Sede Cedritos almacén 
 
 
Dependencias Número Host 




Alquiler de Equipos Médicos 2 
Nutricionista 1 
Terminales POS 6 
Muelle 2 
Bodega 3 
Oficina Jefe Tienda 2 
Control Interno 2 










Tabla 8. Sede Calle 94 almacén 
 
 
Dependencias Número Host 




Alquiler de Equipos Médicos 2 
Nutricionista 1 
Terminales POS 5 
Muelle 2 
Bodega 1 
Oficina Jefe Tienda 2 
Control Interno 3 
Total Host 23 
 
 
Análisis de riesgos 
 
Se deben detectar las vulnerabilidades a nivel de software y hardware, teniendo 
en cuenta también las posibles amenazas que puedan afectar el funcionamiento 
de la red en cuanto a posibles accesos no autorizados a equipos utilizando claves 
de usuario o software malintencionado, impidiendo también el acceso físico a los 
dispositivos de red, se debe evitar: la divulgación no autorizada o robo de 
información, la modificación no autorizada de información y la denegación del 
servicio; se debe garantizar confidencialidad, integridad de la comunicación y la 
disponibilidad del servicio. 
 
Todo esto es posible utilizando algunas políticas de seguridad como por ejemplo el 
uso del correo electrónico, el uso de internet, control de acceso, entre otros, que 
se deben implementar en la empresa y que van de la mano del diseño de la red, 
que se establecerían en común acuerdo con las directivas de la empresa Locatel, 
sin dejar de lado la estandarización de sistemas operativos, contraseñas, firewalls, 
routers, switches, histórico de contraseñas, antivirus, etc., también se debe tener 
en cuenta la definición de procesos, en cuanto a manejo de virus, administración 
de cuentas de usuario, manejo de incidentes, administración de cuentas 
privilegiadas, etc. Al cumplir con estos requisitos podremos reducir los riesgos en 







3.2. DISEÑO INGENIERIL 
 
 
Locatel cuenta con los siguientes servidores: 
 
 Servidor Web: Permite el control de acceso a Internet, para los empleados. 
 Servidor Telnet: Se implementa para poder configurar los diferentes 
dispositivos intermedios (switches, routers). 
 Servidor DNS: Admite la traducción de direcciones IP a nombres de dominio en 
la red y viceversa. 
 Servidor Correo: Ofrece  administración a las cuentas de correo, de los 
funcionarios. 




Los servidores, recibirán consultas desde todos los departamentos de la sede 
central, y las sucursales. Debido a que estos servidores poseen  datos 
compartidos que son utilizados por toda la empresa, se plantea la ubicación de los 
mismos en la sede central de Pepe Sierra. Para la distribución de redes y 
subredes, se utilizara un direccionamiento IP clase C con VLSM (variable length 
subnet mask) mascara de subred de tamaño variable, utilizada para el mejor 
aprovechamiento de direcciones IP que son distribuidas de la siguiente manera: 
 
Se toma la dirección de red 192.168.1.0 para diseñar el direccionamiento LAN de 
la red para todas las sucursales, y la dirección de red 200.200.100.0 para los 
enlaces WAN 
 
Lo primero que se debe tener en cuenta es el número de redes necesarias para 
hacer el diseño, al igual que la cantidad de host necesarios para cada una de 
ellas, se obtuvieron los siguientes resultados: 
 
Pepe sierra se dividirá en dos subredes ya que una de ellas será la parte 
administrativa y la otra será tienda, la parte administrativa requiere 
direccionamiento para 38 host, y la parte de tienda requiere 24 direcciones para 
host, las demás sucursales solo tendrán una subred, y sus requerimientos en 
direcciones para host son los siguientes: Chapinero 26 host, Galerías 25 host, 
Colina 25 host, Cedritos 25 host y Calle 94 necesita 23 host. 
 
Para el calculo de la mascara de subred VLSM, utilizamos la formula  donde 
n es el numero de bits que se deben tomar del ultimo octeto en la dirección IP para 
que sean usados como hosts. 
 
Para que un diseño de red se pueda expandir y admitir nuevos usuarios y 
aplicaciones, sin afectar el rendimiento del servicio enviado a los usuarios 
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actuales, esto quiere decir que la red sea escalable, se debe pensar en un 
crecimiento a futuro; por lo tanto si se reemplaza n = 6 el resultado de la formula 
anterior seria  , esto quiere decir que si se utilizan 6 bits del ultimo 
octeto, habrán 62 direcciones de host disponibles por subred, por lo tanto aplicaría 
para todas las subredes mencionadas anteriormente, cumpliendo con el requisito 
de escalabilidad. 
 
Finalmente se tendrán los primeros 2 bits del ultimo octeto para direcciones de red 
y los últimos 6 bits para direcciones de hosts, esta mascara de subred en binario 
se representa de la siguiente forma: 255.255.255.192, o de esta otra: /26, ya que 
una dirección IP V4 tiene 32 Bits, a los cuales se le restan 6 bits que se tomaron 
para direcciones de hosts, por eso se representa /26. 
 
Así quedaran las subredes LAN: 
 
  Subred 1: 192.168.1.0/26    →  Pepe Sierra Administración 
  Subred 2: 192.168.1.64/26   →  Tienda Chapinero. 
  Subred 3: 192.168.1.128/26   →  Tienda Galerías. 
  Subred 4: 192.168.1.192/26   →  Tienda Cedritos. 
  Subred 5: 192.168.2.0/26   →  Tienda Colina 
  Subred 6: 192.168.2.64/26  →  Tienda Pepe Sierra 
  Subred 7: 192.168.2.128/26  →  Tienda Calle 94 
 
 
Para la red WAN se utilizara la dirección de red 200.200.100.0, estos serán los 
enlaces seriales que conectaran las diferentes sedes de Locatel, cada una de ellas 
tendrá un enlace al ISP (Internet Service Provider) Proveedor de servicio de 
internet, se contratara un canal dedicado con el mismo proveedor de servicio, para 
todas las sucursales esto garantizara que el ancho de banda sea optimo todo el 
tiempo.  
 
Para esto se necesitaran 6 subredes adicionales para los enlaces respectivos de 
cada sede, que se determinaran con la dirección IP pública que el proveedor de 
servicios de internet brinde a la empresa Locatel, en cada una de sus sedes.  Se 
tomo la dirección 200.200.100.0, para explicar mejor el funcionamiento de la red 
WAN 
 
Para determinar el número de bits que se deben tomar para direccionar los 
enlaces WAN correspondientes a cada sede, se debe tener en cuenta, que solo se 
requieren dos direcciones de red por subred, una para el puerto del dispositivo que 
transmite la señal o DCE (Data Communications Equipment) equipo para 
comunicaciones de datos y otra para el puerto del dispositivo que recibe la señal o 
DTE (Data Terminal Equipment) equipo terminal de datos.  Si se da el caso de una 
nueva sucursal, se recurre a crear una nueva subred a partir de la última creada. 
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Por lo tanto al reemplazar en la formula n = 2 el resultado obtenido será 
, esto quiere decir que se utilizaran los últimos 2 bits del ultimo octeto para 
direcciones de host que en este caso serán para los puertos seriales de los 
dispositivos DCE y DTE, y los primeros 6 bits del ultimo octeto para direcciones de 
red  
  
Las subredes para los enlaces WAN quedan de la siguiente forma: 
 
  Subred 1: 200.200.100.0/30 →  ISP - Pepe Sierra 
  Subred 2: 200.200.100.4/30 →  ISP - Chapinero. 
  Subred 3: 200.200.100.8/30 →  ISP - Galerías. 
  Subred 4: 200.200.100.12/30   →  ISP - Cedritos. 
  Subred 5: 200.200.100.16/30 →  ISP - Colina 
  Subred 6: 200.200.100.20/30 →  ISP – Calle 94 
 
 
Para hacer los enlaces correspondientes se recomienda utilizar cable UTP 
(Unshielded Twisted Pair - par trenzado sin blindaje) Categoría 5, conectores RJ 
45; para hacer los cables directos se utilizara la norma T568A en un extremo y en 
el otro T568A y para los cruzados, utilizando la norma T568A en un extremo y en 
el otro T568B, se recomienda usar dispositivos intermedios CISCO (Router, 
Switch), Los enlaces seriales los impone el proveedor de servicios de internet.  
 
 

















En la sucursal de Pepe Sierra, encontramos un router R PEPE SIERRA, 
enlazado al ISP y a las dos redes LAN. La primera LAN corresponde a la 
operación administrativa, en ella encontramos dos switches, el Switch S1 
PEPE SIERRA, que está conectado directamente al router R PEPE 
SIERRA, por medio de un cable directo, y un enlace por cable cruzado al  
Switch S2 PEPE SIERRA ADM. Cada Switch está conectado finalmente a 
los host de los usuarios finales, como ordenadores, servidores e 
impresoras, por cables directos. En la segunda LAN se encuentra la tienda 
de Pepe Sierra, sus enlaces son iguales a la primera LAN, solamente varia 
en algunos host finales, como son las terminales POS.  (Ver Figura 10). 
 












 R: Router,  PC: Personal Computer,  Fa: Puerto Fast Ethernet 
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En el almacén de Chapinero, encontramos un router central R CHAPINERO 
enlazado al ISP, del router central R CHAPINERO al switch S1 
CHAPINERO, y del switch S1 CHAPINERO al switch S2 CHAPINERO, a 
través de un enlace de cable cruzado, finalmente los switches S1 y S2 se 
comunican con los host, por medio de cables directos; estos host pueden 
ser Desktops, Terminales POS, Verificadores e Impresoras. (Ver Figura 11). 
 




R: Router,    PC: Personal Computer,  Fa: Puerto Fast Ethernet 
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En el almacén de Galerías, encontramos un router central R GALERIAS 
enlazado al ISP, del router central R GALERIAS al switch S1 GALERIAS, y 
del switch S1 GALERIAS al switch S2 GALERIAS, a través de un enlace de 
cable cruzado, finalmente los switches S1 y S2 se comunican con los host, 
por medio de cables directos; estos host pueden ser Desktops, Terminales 
POS, Verificadores e Impresoras. (Ver Figura 12). 
 





R: Router,    PC: Personal Computer,  Fa: Puerto Fast Ethernet 
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En el almacén de Colina, encontramos un router central R COLINA 
enlazado al ISP, del router central R COLINA al switch S1 COLINA, y del 
switch S1 COLINA al switch S2 COLINA, a través de un enlace de cable 
cruzado, finalmente los switches S1 y S2 se comunican con los host, por 
medio de cables directos; estos host pueden ser Desktops, Terminales 
POS, Verificadores e Impresoras. (Ver Figura 13). 
 
Figura 13. Diseño Red LAN almacén Colina 
 
 
R: Router,    PC: Personal Computer,  Fa: Puerto Fast Ethernet 
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En el almacén de Cedritos, encontramos un router central R CEDRITOS 
enlazado al ISP, del router central R CEDRITOS al switch S1 CEDRITOS, y 
del switch S1 CEDRITOS al switch S2 CEDRITOS, a través de un enlace 
de cable cruzado, finalmente los switches S1 y S2 se comunican con los 
host, por medio de cables directos; estos host pueden ser Desktops, 
Terminales POS, Verificadores e Impresoras. (Ver Figura 14). 
 
















La red de Calle 94 se constituye de un router R CALLE_94, enlazado al 
ISP.  En comparación a otras sedes, Calle 94, maneja un solo Switch S1 
CALLE 94, debido a que posee menos host. Las conexiones entre Switch – 
Router y Switch – Host, se llevan a cabo por enlaces de cable directo.  
(Ver Figura 15). 
 
 











4. CONCLUSIONES Y RECOMENDACIONES 
 
 
 Para el diseño de una red, es fundamental un buen nivel de conocimiento 
sobre los equipos a utilizar, puesto que únicamente sabiendo sus 
características y limitaciones se puede hacer una adecuada distribución de los 
mismos. 
 
 Todos los procesos de diseño e implementación de redes, deben tener un 
estudio detallado, para que en el desarrollo de las fases del diseño, no se 
cometan errores. 
 
 El diseño de la red para la organización Locatel, permite a los usuarios trabajar 
de una forma sencilla y efectiva, generando mayor productividad, frente a la 
entrega de resultados, esto se ve reflejado en la facilidad y rapidez, para la 
obtención de información.  
 
 Para mejorar la velocidad del tráfico en la red, se debe adquirir equipos de 
óptima calidad. 
 
 Efectuar el ensamblaje y configuración de la red por personal capacitado. 
 
 Realizar mantenimiento periódico a nivel de hardware y software, a los 
equipos. 
 
 De acuerdo al direccionamiento IP propuesto (Ver Tabla 10.), la red se puede 
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enable secret 5 
$1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
interface FastEthernet0/0 
 no ip address 
 duplex auto 
 speed auto 
 shutdown 
interface FastEthernet1/0 
 no ip address 
 duplex auto 
 speed auto 
 shutdown 
interface Serial2/0 
 no ip address 
 shutdown 
interface Serial3/0 
 no ip address 
 shutdown 
interface FastEthernet4/0 
 bandwidth 64000 
 ip address 200.200.100.1 
255.255.255.252 
interface FastEthernet5/0 
 bandwidth 64000 
 ip address 200.200.100.5 
255.255.255.252 
interface FastEthernet6/0 
 bandwidth 64000 
 ip address 200.200.100.9 
255.255.255.252 
interface FastEthernet7/0 
 bandwidth 64000 
 ip address 200.200.100.13 
255.255.255.252 
interface FastEthernet8/0 
 bandwidth 64000 
 ip address 200.200.100.17 
255.255.255.252 
interface FastEthernet9/0 
 bandwidth 64000 
 ip address 200.200.100.21 
255.255.255.252 
router ospf 1 
 log-adjacency-changes 
 network 200.200.100.0 0.0.0.3 area 
10 
 network 200.200.100.4 0.0.0.3 area 
10 
 network 200.200.100.8 0.0.0.3 area 
10 
 network 200.200.100.12 0.0.0.3 area 
10 
 network 200.200.100.16 0.0.0.3 area 
10 
 network 200.200.100.20 0.0.0.3 area 
10 
ip classless 
no cdp run 
line con 0 
 password cisco 
 login 
line vty 0 4 


























192.168.1.0/26 is subnetted, 4 subnets 
O       192.168.1.0 [110/2] via 200.200.100.2, 02:40:52, 
FastEthernet4/0 
O       192.168.1.64 [110/2] via 200.200.100.6, 02:40:52, 
FastEthernet5/0 
O       192.168.1.128 [110/2] via 200.200.100.10, 02:40:52, 
FastEthernet6/0 
O       192.168.1.192 [110/2] via 200.200.100.14, 02:40:52, 
FastEthernet7/0 
192.168.2.0/26 is subnetted, 3 subnets 
O       192.168.2.0 [110/2] via 200.200.100.18, 02:40:52, 
FastEthernet8/0 
O       192.168.2.64 [110/2] via 200.200.100.2, 02:40:52, 
FastEthernet4/0 
O       192.168.2.128 [110/2] via 200.200.100.22, 02:40:52, 
FastEthernet9/0 
200.200.100.0/30 is subnetted, 6 subnets 
C       200.200.100.0 is directly connected, FastEthernet4/0 
C       200.200.100.4 is directly connected, FastEthernet5/0 
C       200.200.100.8 is directly connected, FastEthernet6/0 
C       200.200.100.12 is directly connected, FastEthernet7/0 
C       200.200.100.16 is directly connected, FastEthernet8/0 
C       200.200.100.20 is directly connected, FastEthernet9/0 
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hostname "R PEPE SIERRA" 
enable secret 5 $1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
ip ssh version 1 
interface FastEthernet0/0 
 ip address 192.168.1.1 255.255.255.192 
 duplex auto 
 speed auto 
interface FastEthernet0/1 
 ip address 192.168.2.65 255.255.255.192 
 duplex auto 
 speed auto 
interface Serial0/2/0 
 no ip address 
 shutdown 
interface Serial0/2/1 
 no ip address 
 shutdown 
interface FastEthernet1/0 
 bandwidth 64000 
 ip address 200.200.100.2 255.255.255.252 
router ospf 1 
 log-adjacency-changes 
 network 200.200.100.0 0.0.0.3 area 10 
 network 192.168.1.0 0.0.0.63 area 10 
 network 192.168.2.64 0.0.0.63 area 10 
ip classless 
ip route 0.0.0.0 0.0.0.0 FastEthernet1/0  
no cdp run 
banner motd ^CRouter Pepe Sierra, prohibido el Acceso no autorizado^C 
line con 0 
 password cisco 
 login 
line vty 0 4 























     192.168.1.0/26 is subnetted, 4 subnets 
C       192.168.1.0 is directly connected, FastEthernet0/0 
O       192.168.1.64 [110/3] via 200.200.100.1, 03:08:36, FastEthernet1/0 
O       192.168.1.128 [110/3] via 200.200.100.1, 03:08:36, FastEthernet1/0 
O       192.168.1.192 [110/3] via 200.200.100.1, 03:08:36, FastEthernet1/0 
     192.168.2.0/26 is subnetted, 3 subnets 
O       192.168.2.0 [110/3] via 200.200.100.1, 03:08:36, FastEthernet1/0 
C       192.168.2.64 is directly connected, FastEthernet0/1 
O       192.168.2.128 [110/3] via 200.200.100.1, 03:08:36, FastEthernet1/0 
     200.200.100.0/30 is subnetted, 6 subnets 
C       200.200.100.0 is directly connected, FastEthernet1/0 
O       200.200.100.4 [110/2] via 200.200.100.1, 03:08:36, FastEthernet1/0 
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hostname "R CHAPINERO" 
enable secret 5 $1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
interface FastEthernet0/0 
 ip address 192.168.1.65 255.255.255.192 
 duplex auto 
 speed auto 
interface Serial0/0 
 no ip address 
 shutdown 
interface Serial0/1 
 no ip address 
 shutdown 
interface FastEthernet1/0 
 bandwidth 64000 
 ip address 200.200.100.6 255.255.255.252 
router ospf 1 
 log-adjacency-changes 
network 200.200.100.4 0.0.0.3 area 10 
network 192.168.1.64 0.0.0.63 area 10 
ip classless 
ip route 0.0.0.0 0.0.0.0 FastEthernet1/0  
no cdp run 
banner motd ^CRouter Chapinero, prohibido el Acceso no autorizado^C 
line con 0 
 password cisco 
 login 
line vty 0 4 





















192.168.1.0/26 is subnetted, 4 subnets 
O       192.168.1.0 [110/3] via 200.200.100.5, 03:33:46, FastEthernet1/0 
C       192.168.1.64 is directly connected, FastEthernet0/0 
O       192.168.1.128 [110/3] via 200.200.100.5, 03:33:46, FastEthernet1/0 
O       192.168.1.192 [110/3] via 200.200.100.5, 03:33:46, FastEthernet1/0 
192.168.2.0/26 is subnetted, 3 subnets 
O       192.168.2.0 [110/3] via 200.200.100.5, 03:33:46, FastEthernet1/0 
O       192.168.2.64 [110/3] via 200.200.100.5, 03:33:46, FastEthernet1/0 
O       192.168.2.128 [110/3] via 200.200.100.5, 03:33:46, FastEthernet1/0 
200.200.100.0/30 is subnetted, 6 subnets 
O       200.200.100.0 [110/2] via 200.200.100.5, 03:33:46, FastEthernet1/0 
C       200.200.100.4 is directly connected, FastEthernet1/0 
O       200.200.100.8 [110/2] via 200.200.100.5, 03:33:46, FastEthernet1/0 
O       200.200.100.12 [110/2] via 200.200.100.5, 03:33:46, FastEthernet1/0 
O       200.200.100.16 [110/2] via 200.200.100.5, 03:33:46, FastEthernet1/0 
O       200.200.100.20 [110/2] via 200.200.100.5, 03:33:46, FastEthernet1/0 
S*   0.0.0.0/0 is directly connected, FastEthernet1/0 
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hostname "R GALERIAS" 
enable secret 5 $1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
interface FastEthernet0/0 
 ip address 192.168.1.129 255.255.255.192 
 duplex auto 
 speed auto 
interface Serial0/0 
 no ip address 
 shutdown 
interface Serial0/1 
 no ip address 
 shutdown 
interface FastEthernet1/0 
 bandwidth 64000 
 ip address 200.200.100.10 255.255.255.252 
router ospf 1 
 log-adjacency-changes 
 network 200.200.100.8 0.0.0.3 area 10 
 network 192.168.1.128 0.0.0.63 area 10 
ip classless 
ip route 0.0.0.0 0.0.0.0 FastEthernet1/0  
no cdp run 
banner motd ^CRouter Galerias, prohibido el Acceso no autorizado^C 
line con 0 
 password cisco 
 login 
line vty 0 4 



























     192.168.1.0/26 is subnetted, 4 subnets 
O       192.168.1.0 [110/3] via 200.200.100.9, 03:48:28, FastEthernet1/0 
O       192.168.1.64 [110/3] via 200.200.100.9, 03:48:28, FastEthernet1/0 
C       192.168.1.128 is directly connected, FastEthernet0/0 
O       192.168.1.192 [110/3] via 200.200.100.9, 03:48:28, FastEthernet1/0 
     192.168.2.0/26 is subnetted, 3 subnets 
O       192.168.2.0 [110/3] via 200.200.100.9, 03:48:28, FastEthernet1/0 
O       192.168.2.64 [110/3] via 200.200.100.9, 03:48:28, FastEthernet1/0 
O       192.168.2.128 [110/3] via 200.200.100.9, 03:48:28, FastEthernet1/0 
     200.200.100.0/30 is subnetted, 6 subnets 
O       200.200.100.0 [110/2] via 200.200.100.9, 03:48:28, FastEthernet1/0 
O       200.200.100.4 [110/2] via 200.200.100.9, 03:48:28, FastEthernet1/0 
C       200.200.100.8 is directly connected, FastEthernet1/0 
O       200.200.100.12 [110/2] via 200.200.100.9, 03:48:28, FastEthernet1/0 
O       200.200.100.16 [110/2] via 200.200.100.9, 03:48:28, FastEthernet1/0 
O       200.200.100.20 [110/2] via 200.200.100.9, 03:48:28, FastEthernet1/0 
S*   0.0.0.0/0 is directly connected, FastEthernet1/0 
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hostname "R CEDRITOS" 
enable secret 5 $1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
interface FastEthernet0/0 
 ip address 192.168.1.193 255.255.255.192 
 duplex auto 
 speed auto 
interface Serial0/0 
 no ip address 
 shutdown 
interface Serial0/1 
 no ip address 
 shutdown 
interface FastEthernet1/0 
 bandwidth 64000 
 ip address 200.200.100.14 255.255.255.252 
router ospf 1 
 log-adjacency-changes 
 network 200.200.100.12 0.0.0.3 area 10 
 network 192.168.1.192 0.0.0.63 area 10 
ip classless 
ip route 0.0.0.0 0.0.0.0 FastEthernet1/0  
no cdp run 
banner motd ^CRouter Cedritos, prohibido el Acceso no autorizado^C 
line con 0 
 password cisco 
 login 
line vty 0 4 





























Gateway of last resort is 0.0.0.0 to network 0.0.0.0 
 
     192.168.1.0/26 is subnetted, 4 subnets 
O       192.168.1.0 [110/3] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       192.168.1.64 [110/3] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       192.168.1.128 [110/3] via 200.200.100.13, 04:17:19, FastEthernet1/0 
C       192.168.1.192 is directly connected, FastEthernet0/0 
     192.168.2.0/26 is subnetted, 3 subnets 
O       192.168.2.0 [110/3] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       192.168.2.64 [110/3] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       192.168.2.128 [110/3] via 200.200.100.13, 04:17:19, FastEthernet1/0 
     200.200.100.0/30 is subnetted, 6 subnets 
O       200.200.100.0 [110/2] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       200.200.100.4 [110/2] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       200.200.100.8 [110/2] via 200.200.100.13, 04:17:19, FastEthernet1/0 
C       200.200.100.12 is directly connected, FastEthernet1/0 
O       200.200.100.16 [110/2] via 200.200.100.13, 04:17:19, FastEthernet1/0 
O       200.200.100.20 [110/2] via 200.200.100.13, 04:17:19, FastEthernet1/0 
S*   0.0.0.0/0 is directly connected, FastEthernet1/0 
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hostname "R COLINA" 
enable secret 5 $1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
interface FastEthernet0/0 
 ip address 192.168.2.1 255.255.255.192 
 duplex auto 
 speed auto 
interface Serial0/0 
 no ip address 
 shutdown 
interface Serial0/1 
 no ip address 
 shutdown 
interface FastEthernet1/0 
 bandwidth 64000 
 ip address 200.200.100.18 255.255.255.252 
router ospf 1 
 log-adjacency-changes 
 network 200.200.100.16 0.0.0.3 area 10 
 network 192.168.2.0 0.0.0.63 area 10 
ip classless 
ip route 0.0.0.0 0.0.0.0 FastEthernet1/0  
no cdp run 
banner motd ^CRouter Colina, prohibido el Acceso no autorizado^C 
line con 0 
 password cisco 
 login 
line vty 0 4 





























Gateway of last resort is 0.0.0.0 to network 0.0.0.0 
 
     192.168.1.0/26 is subnetted, 4 subnets 
O       192.168.1.0 [110/3] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       192.168.1.64 [110/3] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       192.168.1.128 [110/3] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       192.168.1.192 [110/3] via 200.200.100.17, 04:26:11, FastEthernet1/0 
     192.168.2.0/26 is subnetted, 3 subnets 
C       192.168.2.0 is directly connected, FastEthernet0/0 
O       192.168.2.64 [110/3] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       192.168.2.128 [110/3] via 200.200.100.17, 04:26:11, FastEthernet1/0 
     200.200.100.0/30 is subnetted, 6 subnets 
O       200.200.100.0 [110/2] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       200.200.100.4 [110/2] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       200.200.100.8 [110/2] via 200.200.100.17, 04:26:11, FastEthernet1/0 
O       200.200.100.12 [110/2] via 200.200.100.17, 04:26:11, FastEthernet1/0 
C       200.200.100.16 is directly connected, FastEthernet1/0 
O       200.200.100.20 [110/2] via 200.200.100.17, 04:26:11, FastEthernet1/0 
S*   0.0.0.0/0 is directly connected, FastEthernet1/0 
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hostname "R CALLE_94" 
enable secret 5 $1$mERr$hx5rVt7rPNoS4wqbXKX7m0 
interface FastEthernet0/0 
 ip address 192.168.2.129 255.255.255.192 
 duplex auto 
 speed auto 
interface Serial0/0 
 no ip address 
 shutdown 
interface Serial0/1 
 no ip address 
 shutdown 
interface FastEthernet1/0 
 bandwidth 64000 
 ip address 200.200.100.22 255.255.255.252 
router ospf 1 
 log-adjacency-changes 
 network 200.200.100.20 0.0.0.3 area 10 
 network 192.168.2.128 0.0.0.63 area 10 
ip classless 
ip route 0.0.0.0 0.0.0.0 FastEthernet1/0  
no cdp run 
banner motd ^CRouter Calle_94, prohibido el Acceso no autorizado^C 
line con 0 
 password cisco 
 login 
line vty 0 4 










 Gateway of last resort is 0.0.0.0 to network 0.0.0.0 
 
     192.168.1.0/26 is subnetted, 4 subnets 
O       192.168.1.0 [110/3] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       192.168.1.64 [110/3] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       192.168.1.128 [110/3] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       192.168.1.192 [110/3] via 200.200.100.21, 04:31:52, FastEthernet1/0 
     192.168.2.0/26 is subnetted, 3 subnets 
O       192.168.2.0 [110/3] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       192.168.2.64 [110/3] via 200.200.100.21, 04:31:52, FastEthernet1/0 
C       192.168.2.128 is directly connected, FastEthernet0/0 
     200.200.100.0/30 is subnetted, 6 subnets 
O       200.200.100.0 [110/2] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       200.200.100.4 [110/2] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       200.200.100.8 [110/2] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       200.200.100.12 [110/2] via 200.200.100.21, 04:31:52, FastEthernet1/0 
O       200.200.100.16 [110/2] via 200.200.100.21, 04:31:52, FastEthernet1/0 
C       200.200.100.20 is directly connected, FastEthernet1/0 
S*   0.0.0.0/0 is directly connected, FastEthernet1/0 
