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INTISARI 
Dalam beberapa tahun terakhir, dunia pemrograman telah diperkenalkan 
kepada bahasa pemrograman baru dalam hal perancangan situs web, yakni CSS, 
yang dapat digunakan bersama dengan HTML untuk pengembangan antarmuka 
situs web. Sekarang, kedua bahasa pemrograman tersebut seakan tak terpisahkan 
satu sama lain. Sebagai sebuah client-side scripting, kode sumber CSS dapat 
terlihat oleh semua pengguna sebagaimana naskah aslinya, namun tidak dapat 
diubah begitu saja. Situs web sebagai alat penyebar informasi ke seluruh dunia, 
tentu saja dapat digunakan untuk berkomunikasi secara rahasia dengan 
memanfaatkan CSS sebagai penyembunyi pesannya. Penelitian ini mengusulkan 
skema baru untuk menyembunyikan informasi dengan memanfaatkan berkas situs 
web seperti CSS. Mekanisme komunikasi rahasia ini menggunakan teknik 
steganografi teks dengan media penutup berupa berkas CSS yang digabungkan 
dengan menggunakan algoritma kriptografi kunci publik RSA sebagai sistem 
enkripsinya. 
Hasil akhir dari penelitian ini menunjukkan bahwa informasi dapat 
disisipkan pada berkas CSS, dan maksimum informasi yang dapat ditampung oleh 
berkas penutup dimodelkan dengan persamaan yang lebih spesifik. Model 
persamaan juga telah dibuktikan melalui pengujian pada berkas CSS yang berisi 
760 baris semicolon, dengan pemilihan bilangan p dan q yang bervariasi antara 5 
hingga 40 digit angka, diperoleh rentang antara 56 hingga 72 karakter untuk 
maksimum informasi yang dapat ditampung. 
Kata kunci :  Steganografi Teks, Kriptografi, Cascading Style Sheet (CSS), 
Algoritma RSA, Algoritma Kunci Publik 
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ABSTRACT 
In many recent years, the programming world has been introduced about 
a new programming language for  designing websites, it is CSS that can be be 
used together with HTML to develop a web interface. And now, these two 
programming languages as if inseparably from each other. As a client-side 
scripting, CSS is visible by all users as the original script, but it can not be 
granted changed. Website is a tool of information disseminator throughout the 
world, this is certainly can be used to a secret communication by using CSS as a 
message hider. This research proposed a new scheme using web tools like CSS for 
hiding the informations. This is a secret communication mechanism using text 
steganography techniques that is embedded messages on CSS files and is further 
encrypted using RSA as a public key cryptographic algorithm. 
The final result shows that informations can be embedded on CSS, and 
the maximum amount of informations have been modeled with a specific equation. 
The equations have also been proved by testing on the CSS file which contains 
760 rows semicolon, with the numbers selection of p and q with varying digit 
between 5 to 40 digit numbers, its obtained varying ranges between 56 to 72 
characters for the maximum information that can be stored. 
Keywords :  Text Steganography, Cryptography, Cascading Style Sheet (CSS), 
RSA Algorithm, Public Key Algorithm 
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