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Het sociale web functioneert bij de gratie van de gegevens die de deelnemers daaraan 
voor anderen beschikbaar stellen. Je hebt een account bij een sociaal netwerk (Twitter, 
LinkedIn, etc.) opdat anderen je Tweets kunnen lezen of kunnen uitvinden wie je bent en 
wat je doet. De gebruikers die gegevens beschikbaar stellen profiteren doordat ze 
diensten krijgen aangeboden, de dienstenaanbieders doordat zij inkomsten uit 
advertenties genereren. Tot zover gaat alles goed, er is wederzijds voordeel. Maar wat te 
denken als aanbieders gegevens aan anderen doorverkopen;  of, erger nog, als gegevens 
door dommigheid (een verloren usb stick) of illegaal (hacken van servers, omkopen van 
medewerkers) op straat komen te liggen? Kun je nog besluiten niet te Twitteren of je 
LinkedIn-account op te zeggen, voor veel andere diensten heb je die keuze nauwelijks. 
Denk aan winkelen met een AH bonuskaart, reizen met een OV-chipkaart en, straks 
misschien, rekeningrijden.
Er is een verdrag uit 1981 dat aangeeft dat niet meer gegevens mogen worden gevraagd 
dan nodig en dat ze niet langer mogen worden bewaard dan nodig. Tegenwoordig moet 
het gegevens verstrekkende individu er maar op vertrouwen dat de databasebeheerder 
zich daaraan houdt. De ervaring leert dat dat niet altijd terecht is, diefstal en onbedoeld 
verlies nog daargelaten. Het probleem is complex en heeft zowel te maken met wie 
toegang krijgt tot de gegevens als met welke gegevens beschikbaar worden gesteld. 
Onlangs las ik een proefschrift (Van Heerde, 2010) dat een interessant licht werpt op het 
probleem van het beschikbaar stellen.
Tot dusver kunnen we bepaalde gegevens alleen wel of niet beschikbaar stellen. Je kunt 
je LinkedIn-profiel nuanceren - wel of geen foto bijvoorbeeld - maar wat je beschikbaar 
stelt blijft altijd beschikbaar. Evenzeer heb je wel of geen OV-chipkaart, en als je er een 
hebt, stel je je gegevens beschikbaar. Van Heerde laat zien dat er een begaanbare 
middenweg bestaat. Hij stelt voor dat we een beperkt behoudbeginsel (limited retention) 
invoeren: gegevens verarmen in de loop van de tijd (data degradation). De NS kan 
bijvoorbeeld één maand bijhouden welke trajecten ik wanneer precies afgelegd heb. Dat is 
handig bij conflicten over de betaling. Daarna worden worden de gegevens tot 
bijvoorbeeld het traject en de dag van de week verarmd. Zo kunnen ze nog steeds de 
bezetting van treinen en lijnen meten en me op aanbiedingen wijzen. En na bijvoorbeeld 
één jaar worden alle gegevens gewist. Etc. Dit verarmingsprincipe komt dus tegemoet aan 
de belangen van zowel het individu als de aanbieder. Praktisch zijn er nog allerlei 
problemen, Van Heerde bespreekt die en ook aanzetten tot oplossingen. Het grote belang 
van zijn bijdrage is dat hij een verfijnde manier beschrijft om te voldoen om aan de 
vereisten van niet onnodig grote en niet onnodig lange gegevensopslag.
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