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Abstract 
Dit onderzoek heeft als doel het in kaart brengen van de toepasbaarheid van elementen uit standaard 
IT Governance modellen voor midden- en klein bedrijven (MKB). IT Governance komt voort uit de 
discussie van strategische IT-planning en IT-management en heeft directe invloed op de voordelen die 
bedrijven hebben van IT-investeringen. Bestaande mechanismen zoals de manier waarop IT-processen 
worden beheerst, toewijzing van verantwoordelijkheden en de link naar een algehele corporate 
governance lijken geen hoge prioriteit te hebben in het MKB. IT Governance wordt met name 
toegepast in grote bedrijven en bestaande modellen zijn daarop gericht. Dit vraagt om onderzoek naar 
toepassing van IT Governance modellen in het MKB. De uitdaging is om een model te creëren waar de 
toegevoegde waarde van IT Governance voor het MKB wordt gewaarborgd.  
Het onderzoek bestaat uit verkenning van literatuur naar bestaande IT Governance modellen, 
resulterend in een prototype. Tijdens empirisch onderzoek is dit prototype gereviewd door experts en 
in de praktijk geëvalueerd via een meervoudige holistische casestudy door interviews met directie en 
ICT-coördinatoren. Beantwoording van de belangrijkste onderzoeksvraag resulteert in een prototype 
met inzicht in elementen die wel en elementen die niet toepasbaar zijn voor het MKB. 
Sleutelbegrippen 





Dit onderzoek heeft als doel het in kaart brengen van de toepasbaarheid van elementen uit bestaande 
IT Governance modellen voor het midden- en kleinbedrijf (MKB). Het beantwoorden van de centrale 
onderzoeksvraag resulteert in inzicht in de elementen van bestaande IT Governance modellen welke 
gevonden zijn in de literatuur en geëvalueerd in de praktijk.  
IT Governance komt voort uit de discussie van strategische IT-planning en IT-management en heeft 
directe invloed op de voordelen die bedrijven hebben van IT-investeringen. Bestaande mechanismen 
zoals de manier waarop IT-processen worden beheerst, de toewijzing van verantwoordelijkheden en 
de link naar een algehele Corporate Governance, lijken geen hoge prioriteit te hebben binnen het MKB. 
IT Governance wordt met name toegepast in grote bedrijven en bestaande modellen zijn daarop 
gericht. Dit vraagt om onderzoek naar toepassing van IT Governance modellen binnen het MKB. De 
doelstelling van dit onderzoek is het ontwerpen van een IT Governance model dat toegevoegde 
waarde levert voor het MKB.  
Het onderzoek start met een verkenning van de literatuur. Op basis van de literatuurstudie wordt 
geconcludeerd dat bestaande IT Governance modellen geen rekening houden met álle opgestelde 
MKB-criteria (te weten: opbrengst hoger dan verwachte kosten, invulling rollen en bevoegdheden, 
beschrijving van het wat en hoe, tijdsefficiënt werken, weinig IT competenties nodig, geen of weinig 
externe resources nodig, eigenaar betrokkenheid) en daarom onvoldoende toepasbaar zijn in het MKB. 
Er zijn vijf IT Governance modellen gevonden die op basis van een confrontatiematrix tussen de MKB-
criteria teruggebracht zijn tot twee modellen (COBIT Quickstart en IT Governance Review) die in 
grote(re) mate aan de criteria voldoen. Deze twee modellen zijn als uitgangspunt genomen bij het 
ontwerpen van het prototype; hierdoor is gewaarborgd dat het gehele spectrum van IT Governance 
gedekt is wat betreft functionaliteit en validiteit. Deze modellen zijn opgedeeld in elementen en 
vervolgens samengevoegd, wat resulteert in een prototype met vierentwintig elementen.  
Het empirisch onderzoek is uitgevoerd middels het ontwerpen van dit prototype, de review hiervan 
door experts en een evaluatie via een meervoudige holistische casestudy. De experts concluderen dat 
het prototype inhoudelijk correct en van voldoende kwaliteit is, maar zij verwachten dat het prototype 
in beperkte mate toepasbaar zal worden gevonden binnen het MKB. Bij de evaluatie zijn drie bedrijven 
geselecteerd, welke binnen de context van het onderzoeksgebied vallen, om het prototype te 
evalueren en waar mogelijk te verrijken. De casestudy is ingericht met zes interviews (per bedrijf een 
directielid en ICT-coördinator) die deels semigestructureerd en deels ongestructureerd van vorm zijn.  
Het resultaat is dat elf van de vierentwintig elementen positief zijn beoordeeld. Daarnaast zijn negen 
elementen als niet toepasbaar voor het MKB beoordeeld. Dit betekent dat het prototype in 
onvoldoende mate toepasbaar is binnen het MKB en dat de resultaten van de evaluatie in de praktijk, 
de verwachting van de experts bevestigen.  
Uit de onderzoeksresultaten kan geconcludeerd worden dat binnen het MKB toepassing van IT 
Governance als niet noodzakelijk ziet en dat men zich nog onvoldoende bewust is van de waarde die 
IT Governance binnen het MKB kan hebben voor de bedrijfsvoering. Vervolgonderzoek is noodzakelijk 
om een achterliggende oorzaak te kunnen vaststellen en om te komen tot een aanpak die start met 
bewustwording binnen het MKB, zodat voorkomen wordt dat de gewenste doelstellingen binnen het 
MKB niet worden bereikt door druk van dagelijkse werkzaamheden. Daarnaast is geconcludeerd dat 
de rol van de IT-leverancier in bestaande literatuur onderbelicht is. 
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Summary 
The aim of this study is to map the applicability of elements from existing IT Governance models in 
small and medium enterprises (SMEs). Answering the key research question results in understanding 
the elements of existing IT Governance models which have been found in literature and have been 
evaluated during case studies. 
IT Governance comes from the discussion between strategic IT planning and IT management and has 
a direct impact on the benefits of IT investments of companies. Existing mechanisms such as the way 
in which IT processes are controlled, the assignment of responsibilities and the link to overall corporate 
governance is often too difficult to attain for SMEs. IT Governance is especially applied in large 
companies and therefore, existing models are aimed at those companies. This calls for research into 
application of IT Governance models in SMEs. The challenge is to design a model that guarantees the 
power and added value of IT Governance for SMEs.  
The current study begins with an exploration of literature. Based on the literature, it can be concluded 
that there are no existing IT Governance models that comply to all the SME criteria (namely: the yield 
being higher than the expected costs, rolling up and responsibilities, description of what and how, 
time-efficient, low-level IT skills needed, no or few external resources needed, owner engagement) 
and therefore they are not totally applicable for SMEs.  
Based on the study of literature, five IT Governance models were found which, based on a 
confrontation matrix between SME criteria, were reduced to two models (COBIT Quickstart and IT 
Governance Review) that meet the criteria at a higher level. These two models were taken as a starting 
point for designing the prototype, which ensured that the entire spectrum of IT Governance was 
covered in terms of functionality and validity. These models were divided into elements and were then 
merged, which resulted in a prototype with twenty-four elements.  
Field research was conducted using this prototype which was reviewed by experts and a multiple 
holistic case study. The experts concluded that the prototype is substantive and of sufficient quality, 
but who expected that the prototype is applicable in SMEs only to a limited extent. During the 
evaluation three companies, which fall within the scope of the research area, were involved in 
evaluating and, where possible, enriching the prototype. The case study consisted of six interviews (a 
board member and IT coordinator per company), which were semi structured and unstructured. 
The prototype was evaluated during empirical research. As a result, eleven out of the twenty-four 
elements have been evaluated positively. In addition, nine elements were considered not applicable 
for SMEs. This means that the prototype is insufficiently applicable to SMEs and the results of the 
evaluation in practice confirm the experts' expectations. 
Based on the current research results, it can be concluded that there is insufficient awareness of the 
value of IT Governance for the business operations of SMEs. Further research is necessary to identify 
a root cause and to establish an approach that starts with awareness within SMEs. Thus, the risk that 
the desired goals within SMEs are not achieved because of the pressure of the necessary flow of daily 
work is reduced, and the goals that an SME wants to achieve can be attained. In addition, it was 
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1. Introductie  
1.1 Inleiding  
Midden- en kleinbedrijven (MKB) spelen een belangrijke rol in de economische ontwikkeling (Chang, 
Chang, Ho, Yen, & Chiang, 2011). Als gevolg van wereldwijde concurrentie moeten MKB-bedrijven 
flexibel zijn en bereid om hun bedrijfsprocessen te herzien. Globalisering heeft het voor zowel grote 
als kleine bedrijven noodzakelijk gemaakt om te vertrouwen op de informatietechnologie (IT). Als 
gevolg hiervan doen eigenaren van MKB-bedrijven significante investeringen in IT. Ze staan daarom 
open voor discussies over hoe je effectief IT-investeringen moet beheren en zorgt voor afstemming 
met de bedrijfsdoelstellingen (Flowerday & Olutoyin, 2016). 
De afstemming van de bedrijfsstrategie en bedrijfsdoelstellingen met de inzet van IT kan worden 
samengevat onder de term IT Governance. Er zijn verschillende modellen en standaarden die bedrijven 
ondersteunen gedurende de gehele cyclus van het IT Governance proces. De alomtegenwoordigheid 
van IT beïnvloedt niet alleen grote bedrijven, maar ook het MKB. Daarom is het ook voor het MKB 
belangrijk om aandacht te besteden aan IT Governance. Door de beperkte beschikbaarheid van 
resources en de complexiteit van het onderwerp is een holistische aanpak voor het beheer en de 
controle van IT een grote uitdaging is voor het MKB.  
1.2 Context 
De vitale rol van IT in bedrijven heeft geleid tot de opvatting dat IT Governance moet worden 
uitgevoerd om de doelstellingen te ondersteunen en de bijbehorende risico's te beperken. IT 
Governance heeft directe invloed op de voordelen die het bedrijf heeft van IT-investeringen (Weill & 
Ross, 2004). Dit geldt voor zowel grote als kleine bedrijven. Echter, de mechanismen van IT Governance 
worden veel meer toegepast in grote bedrijven dan in het MKB (Huang, Zmud, & Price, 2010). 
Bestaande mechanismen, zoals de manier waarop IT-processen worden uitgevoerd en de toewijzing 
van verantwoordelijkheden en verantwoording lijken te falen in het MKB waar de besluitvorming 
meestal is gecentreerd om één persoon (Devos, Van Landeghem, & Deschoolmeester, 2012). IT 
Governance komt voort uit de discussie van strategische IT-planning en IT-management, maar de link 
naar een algehele corporate governance is ‘een brug te ver’ voor de meeste MKB-bedrijven. Dit vraagt 
om onderzoek naar toepassing van IT Governance in het MKB. 
1.3 Relevantie  
De relevantie van het onderzoek is zowel theoretisch als praktisch van aard:  
1.3.1 Theoretische relevantie 
De theoretische relevantie komt tot uiting via een bijdrage aan het vakgebied IT Governance. Er is tot 
op heden nog weinig gepubliceerd over de toepasbaarheid van IT Governance modellen binnen het 
MKB. Dit onderzoek geeft inzicht in (i) de inhoud van IT Governance, (ii) de specifieke karakteristieken 
van het MKB en (iii) de toepasbaarheid van elementen van IT Governance modellen in het MKB. 
1.3.2 Praktische relevantie 
Naast de theoretische relevantie heeft het resultaat van dit onderzoek ook praktische relevantie. De 
uitkomsten dragen bij en bieden inzicht in mogelijke toepasbaarheid van elementen van IT Governance 
modellen in het MKB en het kan managers helpen bij het doorvoeren van verbeteringen op het gebied 
van IT Governance. 
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1.4 Probleemstelling 
De wereld van het MKB wijkt significant af van die van grote bedrijven en daarom is er een specifieke 
aanpak omtrent het concept van IT Governance nodig. In plaats van modellen die geschikt zijn voor 
grote bedrijven een-op-een toe te passen in het MKB, is onderzoek nodig naar de toepasbaarheid van 
elementen van IT Governance modellen die specifiek voldoen aan de criteria van MKB-bedrijven. 
1.4.1 Onderzoeksscope 
Binnen dit onderzoek is specifiek toegespitst op het middelgroot MKB. Dit is binnen de bestaande 
driedeling micro-, klein- en middelgroot, met 50 tot 250 werknemers de grootste vorm van MKB (zie 
bijlage 4).  
Er is gekozen voor het middelgroot MKB, aangezien binnen een micro- of klein-MKB vaak alleen gebruik 
gemaakt wordt van standaard software en geen ICT manager en/of afdeling is. 
1.5 Opdrachtformulering 
Dit onderzoek heeft tot doel het inzicht te vergroten over de toepasbaarheid van elementen van 
bestaande IT Governance modellen in het MKB, waarbij een IT Governance verbetermodel wordt 
ontworpen rekening houdend met de specifieke MKB-karakteristieken. 
Het literatuuronderzoek resulteert in een overzicht van IT Governance modellen en een lijst van 
criteria die het MKB stelt aan IT Governance modellen. 
De doelstellingen voor het empirisch onderzoek zijn:  
- Ontwerp een prototype gebaseerd op IT Governance modellen vanuit de literatuur; 
- Evalueer het prototype in de praktijk; 
- Verrijk het prototype met ervaringen vanuit de praktijk. 
1.6 Onderzoeksvragen 
Op basis van de probleemstelling en opdrachtformulering is de onderzoeksvraag als volgt 
geformuleerd: 
In hoeverre kunnen elementen van bestaande IT Governance modellen  
worden toegepast binnen het MKB? 
1.6.1 Deelvragen 
De onderstaande deelvragen zijn opgesteld om de onderzoeksvraag te beantwoorden: 
Begripsbepaling: Om de onderzoeksvraag te kunnen beantwoorden dienen eerst de volgende 
begrippen gedefinieerd te worden met behulp van literatuur: 
Theorie IT Governance: 
1. Wat houdt IT Governance in?  
a) Op welke wijze is IT Governance ontstaan?  
b) Hoe valt IT Governance te definiëren? 
c) Wat is het belang van IT Governance?  
Theorie midden- en kleinbedrijf: 
2. Hoe worden MKB-bedrijven gedefinieerd?  
a) Welke verschillende definities kunnen worden gegeven voor het MKB?  
b) Welke karakteristieken kent een MKB-bedrijf? 
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Modelvorming: De deelvragen die antwoord moeten geven op de onderzoeksvraag luiden als volgt: 
IT Governance & MKB: 
3. Welke modellen bestaan voor IT Governance in het MKB?  
a) Waarom is een specifieke aanpak voor IT Governance in het MKB nodig? 
b) Welke modellen bestaan voor IT Governance? 
c) Welke bestaande IT Governance model(len) passen bij de MKB-karakteristieken? 
4. Welke elementen van IT Governance modellen kunnen van toepassing zijn binnen het MKB? 
1.7 Onderzoeksmodel en leeswijzer 
In dit onderzoek wordt onderzocht welke elementen van bestaande IT Governance modellen 
toepasbaar zijn binnen het MKB. Hiervoor wordt eerst een literatuurstudie gedaan waarvan de 
resultaten vervolgens in de praktijk worden gevalideerd en waar mogelijk aangevuld. In hoofdstuk 2 
wordt de literatuurstudie behandeld. Hoofdstuk 3 gaat in op het doel en de onderzoeksaanpak van het 
empirisch onderzoek. In hoofdstuk 4 t/m 7 worden ontwerp, uitvoering en resultaten behandeld. In 
hoofdstuk 8 worden de conclusies en aanbevelingen besproken om in hoofdstuk 9 af te ronden met 
een reflectie op het product en proces.  
In figuur 1 is een weergave gegeven van de doorlopen stappen voor dit onderzoek welke tevens dient 
als leeswijzer.  
 
Sommige Engelse woorden zijn om behoud van betekenis niet vertaald naar het Nederlands. 
In deze scriptie wordt geen onderscheid gemaakt tussen methoden, methodologieën, modellen, 
raamwerken, technieken en instrumenten van IT Governance. Alles wordt als model aangeduid. 
  
Figuur 1 Onderzoeksmodel en leeswijzer 
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2. Literatuurstudie 
In dit hoofdstuk worden de onderzoeksaanpak, uitvoering, resultaten en conclusies van de 
literatuurstudie beschreven. 
2.1 Onderzoeksaanpak 
In deze paragraaf wordt het zoekproces, de wijze van analyseren en verantwoording van de kwaliteit 
van onderzoeksdata toegelicht. 
2.1.1 Zoekproces 
Om de onderzoeksvragen te kunnen beantwoorden, is eerst gezocht naar literatuur door in de Digitale 
bibliotheek van de Open Universiteit en in Google Scholar te zoeken naar wetenschappelijke artikelen, 
tijdschriftartikelen en proefschriften. Randvoorwaarde is dat de publicaties peer-reviewed zijn. De 
zoekopdrachten zijn in het Engels gedaan om zoveel mogelijk publicaties te vinden. Er is gezocht in de 
periode vanaf 2005 als het jaar waarin ISO/IEC 38500 is geïntroduceerd, vóór die tijd zijn de 
zoekresultaten mogelijk minder relevant voor de literatuurstudie. De zoekwoorden waarmee gezocht 
is, zijn opgenomen in paragraaf 2.2.1.  
2.1.1.1 Bronnen 
Voor de literatuurstudie wordt gebruik gemaakt van de tertiaire literatuurbronnen vermeld op de 
website digitale bibliotheek van de Open Universiteit. Hierbij zijn de bronnen binnen de discipline 
Managementwetenschappen gebruikt. De lijst van tertiaire bronnen is opgenomen in bijlage 1. 
2.1.2 Zoekopdracht en selectie 
Om publicaties te vinden die gericht inzicht geven om de centrale onderzoeksvraag te kunnen 
beantwoorden, is op verschillende manieren gezocht in de literatuur. Een visuele weergave hiervan is 
te vinden in figuur 2. Hierbij is de zoektocht gestart in de Digitale bibliotheek van de Open Universiteit, 
aangezien dit (i) een beperkte set van zoekresultaten oplevert, (ii) met behulp van een filter direct kan 
worden toegespitst op ‘peer-reviewed’ publicaties en (iii) een grotere kans biedt dat de bijbehorende 







Voor het literatuuronderzoek is gebruik gemaakt van de volgende zoekmethoden:  
 Best match methode: deze methode houdt in dat meerdere relevante zoektermen met elkaar 
worden gecombineerd in één zoekactie; 
 De sneeuwbalmethode: methode waarbij men alle literatuurreferenties van belangrijke artikelen 
controleert. Van de nieuw verkregen artikelen worden opnieuw alle referenties nagetrokken, net 
zolang totdat deze procedure niets nieuws meer oplevert; 
 Overige methoden: zoeken op auteur, met behulp van synoniemen of via gerelateerde artikelen. 
Figuur 2 Visuele weergave literatuurstudie 
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Allereerst is gezocht met zoektermen ‘IT Governance’ en ‘SME’ (Small and Medium Enterprises) en het 
gelijktijdig voorkomen in de publicatietitels. Waarbij ‘SME’ steeds vervangen is door dezelfde 
terminologie in andere schrijfwijzen. De zoekresultaten zijn gefilterd op wetenschappelijke en peer-
reviewed materialen.  
Vervolgens is op basis van de publicatietitels beoordeeld welke publicaties potentieel relevant zijn 
(dienen te refereren aan IT Governance in het MKB). Als laatste stap zijn de samenvattingen van deze 
potentieel relevante publicaties beoordeeld en is bepaald of de publicatie daadwerkelijk relevant is en 
op de literatuurlijst kan worden geplaatst (dient te gaan over bruikbare/gangbare modellen). Deze 
stappen zijn vervolgens ook doorlopen op de zoekopdrachten in Google Scholar om te kijken of dit nog 
aanvullende relevante resultaten oplevert.  
Alle relevante literatuur is door middel van het programma EndNote centraal opgeslagen en verwerkt 
met metadata, zoals naam van de auteur, journal en trefwoorden.  
 
2.1.3 Beoordelen en analyseren van de gevonden informatie 
Om de gevonden informatie te beoordelen en te analyseren is van de gevonden publicaties de 
relevantie en waarde vastgesteld (Saunders, Lewis, & Thornhill, 2015): 
 De relevantie en waarde van een publicatie wordt in eerste instantie bepaald aan de hand van de 
titel en samenvatting. Een artikel wordt geselecteerd indien deze gaat over IT Governance, MKB 
karakteristieken weergeeft, een model beschrijft, een literatuurreview omvat of IT Governance in 
het MKB weergeeft. De hieruit geselecteerde publicaties zijn vervolgens kritisch doorgelezen. 
 De relevantie en waarde wordt vervolgens beoordeeld op basis van de volgende criteria: juistheid, 
volledigheid, eenzijdigheid, actualiteit, aangehaalde literatuur, kwaliteit argumentatie, interne en 
externe validiteit en of ze antwoord kunnen geven op de onderzoeksvragen (OpenUniversiteit, 
2015). 
 Op de gevonden publicaties wordt opnieuw de sneeuwbalmethode uitgevoerd totdat er geen 
nieuwe publicaties meer worden gevonden die bruikbaar zijn. 
De analyse heeft als volgt plaatsgevonden: bij elke deelvraag zijn onderwerpen benoemd die bij de 
beantwoording ‘geraakt’ moeten worden. De gevonden relevante literatuur is vervolgens gebruikt 
voor het schrijven van de literatuurstudie. Per deelvraag gaat het om de volgende onderwerpen: 
Tabel 1 Onderwerpen per deelvraag 
Deelvraag Onderwerpen 
Wat houdt IT Governance in?  
Ontstaan IT Governance 
Definities IT Governance 
Belang IT Governance  
Hoe worden MKB-bedrijven gedefinieerd? 
Definities MKB 
MKB karakteristieken 
Welke modellen bestaan voor IT 
Governance in het MKB?  
Modellen IT Governance 
Vergelijking modellen 
Specifiek model IT Governance en MKB 
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2.1.4 Verantwoording kwaliteit van onderzoeksdata 
De resultaten (paragraaf 2.3) en de conclusies (paragraaf 2.4) die met deze literatuurstudie uit de 
onderzoeksdata worden getrokken, zijn bepalend voor de kwaliteit van het onderzoeksontwerp voor 
empirisch onderzoek. De geloofwaardigheid van het onderzoek wordt bepaald door validiteit en 
betrouwbaarheid (Saunders et al., 2015). Deze twee kwaliteitsaspecten worden hieronder nader 
toegelicht. 
2.1.4.1 Validiteit 
Om de validiteit te vergroten zijn de resultaten en conclusies gebaseerd op diverse literatuurstudies 
over dit onderwerp, waardoor de kans op verkeerde interpretatie klein is. Om de objectiviteit van de 
resultaten te vergroten zijn veelal peer-reviewed artikelen geraadpleegd. 
2.1.4.2 Betrouwbaarheid 
Betrouwbaarheid heeft te maken met de mate waarin dataverzamelingstechnieken en 
analyseprocedures tot consistente bevindingen leiden (Saunders et al., 2015). De bronnen zijn 
wetenschappelijke literatuur welke via diverse databases van openbaar beschikbare uitgevers 
geraadpleegd zijn. Het gevolgde onderzoeksproces is uitvoerig beschreven. Dit zorgt ervoor dat 
anderen bij gelegenheid gelijksoortige waarnemingen over literatuur worden gedaan, wat zorgt voor 
consistente bevindingen. Daarnaast is de interpretatie van de ruwe data transparant en gedetailleerd 
beschreven; er is beschreven op welke wijze de data is gevonden en is verwerkt. Een risico voor de 
betrouwbaarheid is waarnemersbias. Door de hoge mate van gestructureerdheid is waarnemersbias 
voorkomen en is er geen interpretatieverschil op de waarnemingen. Daarom is dit literatuuronderzoek 




2.2.1 Best match en sneeuwbalmethode 
Als in de Digitale bibliotheek van de Open Universiteit en Google Scholar via de ‘best match methode’ 
wordt gezocht op onderstaande combinaties in de titel van publicaties, dan levert dit een aantal hits 
op zoals weergegeven in tabel 2. 
Tabel 2 Zoekresultaten van de zoekopdrachten en het aantal relevante publicaties 
Zoekopdracht Open Universiteit Google Scholar Potentieel relevant 









2 in bibliotheek OU 
1 in Google Scholar 
IT Governance & 
SMEs 







0 in bibliotheek OU 
12 in Google Scholar 











Governance" Small and 
Medium-Sized 
Enterprises) 
0 in bibliotheek OU 
4 in Google Scholar 
IT Governance & 










Governance" Small and 
Medium Enterprises) 
0 in bibliotheek OU 
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0 in bibliotheek OU 
0 in Google Scholar 
De hits leveren publicaties op die meerdere keren hetzelfde zijn. Op de gevonden publicaties is de 





Het literatuuronderzoek is uitgevoerd zoals in de aanpak in paragraaf 2.1 is beschreven. In deze 
paragraaf worden aanvullende overwegingen en keuzes benoemt.  
2.2.2.1 Aanvullingen 
De volgende aanvullende overwegingen en keuzes zijn gemaakt: 
- Via de sneeuwbalmethode zijn er ook artikelen gevonden die vóór 2005 zijn gepubliceerd. Er is 
gebruik gemaakt van de artikelen die relevant zijn voor deze literatuurstudie. 
- Er bleken meerdere definities van IT Governance te bestaan. Bij het maken van een keuze voor 
één IT Governance definitie is elke definitie door de onderzoeker gescoord (op een driepuntschaal 
van 0 tot en met 2) op de volgende criteria: 
o De definitie geeft helderheid over de verantwoordelijkheid; 
o De definitie maakt duidelijk wie input mag leveren; 
o De definitie geeft blijk van controleerbaarheidsmechanismen. 
Deze criteria zijn bepaald aan de hand van de in de literatuur aanwezige elementen. 
- Bij het benoemen van de MKB karakteristieken (deelvraag 2b: paragraaf 2.3.2.2) zijn gelijkluidende 
karakteristieken uit meerdere beschrijvingen samengevoegd. Hierbij zijn de clusters en 
karakteristieken van (Wong & Aspinwall, 2004) als basis gebruikt en zijn andere beschrijvingen 
hiermee vergeleken en geordend.  
- In paragraaf 2.3.3.3 worden evaluatiecriteria opgesteld gebaseerd op de karakteristieken van het 
MKB. Gezien de gevonden onderbouwing vanuit de literatuur is gekozen om dit door de 
onderzoeker zelf uit te voeren. Daarnaast is het gevolgde proces gedetailleerd vastgelegd, 
waardoor een transparant beeld is gegeven van alle doorlopen stappen.  
- Het zoeken met behulp van de termen uit paragraaf 2.2.1 leverde diverse literatuur op waarin IT 
Governance modellen werden genoemd. Het onderzoek van (Larsen, Pedersen, & Andersen, 2006) 
uit 2006 bood een overzicht van zeventien modellen. Voor het vergroten van de volledigheid voor 
deelvraag 3b is aanvullend en op specifieke wijze gezocht naar IT Governance modellen, met 
behulp van de volgende queries: (“IT Governance” AND model), (“IT Governance” AND instrument) 
en (“IT Governance” AND framework). Hierbij is de periode 2006-2016 geselecteerd, aangezien 
het onderzoek van (Larsen et al., 2006) uit 2006 komt. Door op de gevonden publicaties ook de 
sneeuwbalmethode toe te passen, wordt de volledigheid van het overzicht gewaarborgd. 
- Gelijksoortige onderzoeksresultaten die in meerdere onderzoeken naar voren zijn gekomen, zijn 
samengevat en met elkaar gecombineerd. 
2.2.2.2 Dwarsdoorsneden 
Uiteindelijk heeft het zoekproces en literatuuronderzoek geleid tot 56 relevante resultaten die 
gebruikt zijn voor de literatuurstudie.  
Deze resultaten kunnen als volgt getypeerd worden (zie bijlage 2 voor gedetailleerd overzicht): 
- De resultaten bestaan uit 40 journal artikelen, 9 boeken, 5 conferentieverslagen, 1 rapport en 1 
webpagina.  
- Het vakblad MIS quarterly (5 stuks) is het vaakst gebruikt, gevolgd door Springer Science & 
Business Media (3 stuks). 
- De gevonden literatuur is gepubliceerd in de periode van 1963 tot 2016. De voornaamste jaartallen 




2.3.1 Deelvraag 1: Wat houdt IT Governance in?  
De eerste deelvraag van deze literatuurstudie is: “Wat houdt IT Governance in?” Deze vraag wordt 
hieronder beantwoord, waarna een definitie wordt bepaald die gehanteerd wordt voor het onderzoek. 
2.3.1.1 Op welke wijze is IT Governance ontstaan?  
IT Governance is een term die snel is geëvolueerd in de afgelopen jaren. Veel aspecten van IT 
Governance zijn beschreven, maar er is weinig werk gedaan om het samen te voegen. Vanuit een 
academisch perspectief is onderzoek naar IT Governance in opkomst als een gebied van onderzoek 
((Bernroider, 2008); (Huang et al., 2010); (Schwarz & Hirschheim, 2003)) (Devos et al., 2012). 
Een kwestie van terminologie 
De term ‘IT Governance’ werd gebruikt door (Loh & Venkatraman, 1992) en (Henderson & 
Venkatraman, 1993) om de set van de mechanismen te beschrijven voor de verwezenlijking van de 
benodigde IT-mogelijkheden (Van Grembergen, De Haes, & Guldentops, 2004), maar deze term was 
tot laat in de jaren negentig niet prominent aanwezig in de wetenschappelijke literatuur totdat (C. V. 
Brown, 1997) en (Sambamurthy & Zmud, 1999) in hun artikelen begonnen te verwijzen naar ‘IS 
(informatiesystemen) governance frameworks’ en later naar ‘IT governance frameworks’. (A. E. Brown 
& Grant, 2005) 
Beheersmaatregelen voor systemen (Garrity, 1963), de controle van informatiediensten (Olson & 
Chervany, 1980), IT-standaarden (Kayworth & Sambamurthy, 2000), verantwoordelijkheden van IT 
besluitvorming (Boynton & Zmud, 1987), IT-beheer architectuur en de plaats van IT besluitvorming 
(Boynton, Jacobs, & Zmud, 1992), organisatorische rol van informatie systemen en de plaats van de 
verantwoordelijkheid (C. V. Brown & Magill, 1994) alle termen vertegenwoordigen concepten die 
hebben bijgedragen aan het fundamentele onderzoek van IT Governance. Al in de jaren ‘60 
onderzochten onderzoekers de concepten van IT Governance. In 1963, tijdens een onderzoek binnen 
27 bedrijven met ten minste vier jaar computergebruik, heeft Garrity (Garrity, 1963) zich indirect 
gebogen over het probleem van IT Governance. Hij probeerde de verschillende organisatorische 
factoren te isoleren die leiden tot een verhoogd rendement op investeringen in technologie. Hoewel 
de primaire focus van zijn artikel was gericht op ontwikkeling van de antecedenten voor een 
succesvolle investering in technologie, bestond het onderzoek uit een aantal vragen: 
- Worden applicaties geselecteerd op basis van een zorgvuldige haalbaarheidsstudie? 
- Worden projectplannen ontwikkeld en voortgangsrapportages voorbereid? 
- Zijn afgeronde projecten geëvalueerd? 
- Besteedt het topmanagement tijd aan de systemen in verhouding tot kosten en het potentieel? 
- Voert het topmanagement reviews uit over de plannen en follow-up van de resultaten? 
- Hoeveel niveaus onder de directeur is de IT manager? 
Bij nader onderzoek hanteerde Garrity drie primaire vragen: 
- Wie is verantwoordelijk voor IT investeringen?  
- Wie levert input voor IT investeringen?  
- Welke controles worden uitgevoerd om er zeker van te zijn dat de IT investeringen een positieve 
uitwerking hebben?  
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2.3.1.2 Hoe valt IT Governance te definiëren?  
Er zijn verschillende definities voor IT Governance voorhanden. De wijze waarop de definitiekeuze is 
gemaakt, is weergegeven in bijlage 3. De definitie van IT Governance die voor dit onderzoek als 
uitgangspunt wordt genomen, is die zoals geformuleerd door Weill: (vertaald naar Nederlands) 
“IT Governance gaat niet over welke specifieke beslissingen worden genomen. Dat is management. In 
plaats daarvan gaat governance over de systematisch bepaling van wie welk type beslissing mag 
nemen (beslissingsbevoegdheid), wie input mag leveren voor een besluit (een input recht) en hoe deze 
mensen (of groepen) verantwoordelijk worden gehouden voor hun rol. Goede IT Governance is 
gebaseerd op de corporate governance principes om IT te beheren en te gebruiken om de 
bedrijfsdoelstellingen te bereiken.” 
2.3.1.3 Wat is het belang van IT Governance? 
Voor veel bedrijven gaan de beslissingen over IT gepaard met een afweging van kosten en 
opbrengsten, risico’s en mogelijke nieuwe kansen. IT Governance biedt het mechanisme dat de 
processen, middelen en informatie (van IT) laat corresponderen met de strategie en doelstellingen. 
Daarnaast maakt het controle en monitoring van IT-prestaties mogelijk om ervoor te zorgen dat 
informatie en gerelateerde technologieën de bedrijfsdoelstellingen ondersteunen. 
IT draagt bij aan het implementeren van de korte en lange termijn bedrijfsstrategieën. Bovendien 
erkennen bedrijven dat IT strategische activa ter ondersteuning zijn van informatiemanagement en 
dienstverlening (Lucio-Nieto, Colomo-Palacios, Soto-Acosta, Popa, & Amescua-Seco, 2012). Bedrijven 
met mislukte en krachteloze IT Governance kunnen negatieve gevolgen ondervinden als gevolg van 
slecht presterende IT resources zoals slechte kwaliteit van informatie, inefficiënte operationele kosten 
en slecht lopende IT-projecten (Ali & Green, 2012). 
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2.3.2 Deelvraag 2: Hoe kunnen MKB-bedrijven worden gedefinieerd?  
2.3.2.1 Hoe valt het MKB te definiëren?  
In de literatuur wordt geen eenduidige definitie gehanteerd over MKB-bedrijven. De wijze waarop de 
definitiekeuze is gemaakt, is weergegeven in bijlage 4. 
De volgende definitie wordt in dit onderzoek voor het MKB gehanteerd:  
“een MKB-bedrijf is een niet beursgenoteerd bedrijf met minder dan 250 medewerkers en  
heeft een omzet van maximaal €50 miljoen per jaar.” 
2.3.2.2 Welke karakteristieken kent een MKB-bedrijf?  
Er zijn een aantal gemeenschappelijke kenmerken tussen alle MKB-bedrijven. Deze kenmerken 
onderscheiden MKB-bedrijven van grote bedrijven. Voor het vaststellen van de MKB karakteristieken 
zijn diverse auteurs geraadpleegd. Elke auteur benoemt een aantal karakteristieken die betrekking 
hebben op het MKB. In bijlage 5 is het totaal aan karakteristieken per auteur opgenomen. Hierbij is de 
aggregatie van de clusters gebruikt die door (Wong & Aspinwall, 2004) wordt aangehouden en de 
dubbele karakteristieken zijn samengevoegd. Zie onderstaand overzicht voor het eindresultaat: ((Ayat, 
Masrom, & Sahibuddin, 2011), (Lee, 2013), (Vives, 2006)): 
1. Eigenaarschap en management 
Binnen het cluster ‘eigenaarschap en management’ zijn de volgende karakteristieken van belang: 
1.1 Management is vaak ook eigenaar;  
1.2 Centralisatie van besluitvorming – weinig besluitvormers;  
1.3 Directief en vaderlijk leiderschap zijn vaker voorkomende vaardigheden en competenties;  
1.4 Snelle communicatie. 
 
2. Structuur 
Binnen het cluster ‘structuur’ zijn de volgende karakteristieken van belang: 
2.1 Eenvoudige structuur met weinig managementlagen en hiërarchie;  
2.2 Flexibele structuur en informatiestromen;  
2.3 Verdeling van activiteiten is beperkt en onduidelijk;  
2.4 Lage graad van specialisten – meer generalisten; 
2.5 Hoge kosten per eenheid. 
 
3. Klanten en markten 
Binnen het cluster ‘klanten en markten’ zijn de volgende karakteristieken van belang: 
3.1 Normaal gesproken afhankelijk van een klein klantenbestand;  
3.2 Meestal lokale en regionale markt – weinig internationaal; 
3.3 Behouden van nauwe relaties met klant en omgeving, vaak met persoonlijk klantcontact. 
 
4. Systemen, processen en procedures 
Binnen het cluster ‘systemen, processen en procedures’ zijn de volgende karakteristieken van belang: 
4.1 Eenvoudig planning en controle systemen;  
4.2 Informele evaluatie en rapportage systeem;  
4.3 Flexibele en aanpasbare processen, weinig standaardisatie en formalisering;  
4.4 Focus op operationele processen - minder op strategische processen.  
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5. Personeel 
Binnen het cluster ‘personeel’ zijn de volgende karakteristieken van belang: 
5.1 Geringe personele middelen, waardoor vertrouwd wordt op individuen;  
5.2 Medewerkers zijn veelzijdig;  
5.3 Opleidingen en ontwikkeling van personeel is ad hoc en kleinschalig;  
5.4 Hechte en informele werkrelatie;  
5.5 Geringe mate van weerstand tegen verandering;  
5.6 Beperkte kennis. 
 
6. Cultuur en gedrag 
Binnen het cluster ‘cultuur en gedrag’ zijn de volgende karakteristieken van belang: 
6.1 Gezamenlijke en informele cultuur;  
6.2 Afdeling/functionele mentaliteit is minder aanwezig – meer bedrijfsbrede mindset;  
6.3 Handelingen en het gedrag van de werknemers wordt beïnvloed door ethos en perspectief van 
eigenaar-managers;  
6.4 Resultaat georiënteerd; 




2.3.3 Deelvraag 3: Welke modellen bestaan voor IT Governance in het MKB? 
Dit hoofdstuk geeft een overzicht van de in de literatuur aanwezige IT Governance modellen. 
Vervolgens wordt beschreven waarom een specifieke aanpak in het MKB nodig is en worden evaluatie 
criteria opgesteld om te bepalen welk(e) model(len) van toepassing kunnen zijn binnen het MKB. Tot 
slot wordt van diverse IT Governance modellen onderzocht of ze voldoen aan deze criteria. 
2.3.3.1 Welke modellen bestaan voor IT Governance? 
Gedurende de afgelopen decennia zijn verschillende IT Governance modellen ontstaan. Larsen et al. 
(2006) hebben zeventien modellen beschreven en geclassificeerd wat heeft geresulteerd in de 
classificatie zoals weergegeven in tabel 3. Sommige modellen hebben zich ontwikkeld tot een set van 
richtlijnen, andere tot methoden of best practices, en weer andere in de facto of de jure-normen. In 
bijlage 6 worden de modellen toegelicht. 
Tabel 3 Classificatie van IT Governance modellen volgens (Larsen et al., 2006) 
Besluitvormings 
proces 
 SAS70    IT Governance Review 
 IT Governance Assessment 
 IT Governance Checklist 
 IT Governance Assessment 




 ITIL/ BS15000  CMM /CMMI 
 IT Audit 
 IT Due 
Diligence 
 Six Sigma  IT Service CM 
Ondersteunend 
proces 










Procedure Activiteit Afdeling Bedrijfsbreed 
Bovenstaand overzicht biedt de basis om modellen te selecteren die geschikt zijn binnen het MKB. 
Aangezien het doel van deze literatuurstudie gericht is op MKB-bedrijven in het geheel en geen 
specifieke afdeling, is het belangrijk om in het model het gehele bedrijf als eenheid van analyse te 
nemen. Dit betekent dat enkel de modellen uit de kolom van ‘bedrijfsbreed’ daaraan voldoen: zie stap 
2 in tabel 4. 
Met betrekking tot de gekozen definitie van IT Governance (Weill, 2004) zijn specifieke beslissings-
bevoegdheden en verantwoordingskaders van belang bij het bepalen van de effectiviteit van IT 
Governance. In de definitie gaat het om beslissingsbevoegdheid, inputrecht en verantwoordelijkheid, 
oftewel de het besluitvormingsproces. Dit betekent dat de modellen van proces type 
‘besluitvormingsproces’ daaraan voldoen: zie stap 1 in tabel 4.  
                                                          
1 De invulling van proces type en organisatorische eenheid is overgenomen uit het artikel van (Larsen et al., 2006). Dit artikel 
komt uit 2006 en is daarmee gebaseerd op COBIT 4, echter is in 2012 een vernieuwde versie vrijgegeven, namelijk COBIT 5, 
waarbij een belangrijk verschil is ontstaan. In COBIT5 wordt IT Governance tegenwoordig meer bekeken vanuit de gehele 
bedrijfsketen, waardoor de organisatorische eenheid niet langer activiteit is, maar bedrijfsbreed. 
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Gezien voorgaande analyse zijn de modellen die vallen binnen proces type ‘core business proces’ en 
‘ondersteunend proces’ en de modellen die vallen binnen organisatorische eenheid ‘procedure’, 
‘activiteit’ en ‘afdeling’ niet relevant voor deze literatuurstudie. Daarom zijn alleen de modellen die bij 
‘besluitvormingsproces’ en ‘bedrijfsbreed’ staan, meegenomen in de evaluatie. Zie het donker groene 
vlak in tabel 4 voor de overgebleven modellen. 
Tabel 4 Afwegingen IT Governance modellen 
Besluitvormings 
proces 
    IT Governance Review 
 IT Governance Assessment 
 IT Governance Checklist 

















   Bedrijfsbreed 
Op de classificatie moeten volgens Larsen et al. (2006) de volgende kanttekeningen gemaakt worden: 
de ‘IT Governance Checklist’ leidt niet tot een uitgebreide analyse, maar is waardevol als een pre-
analyse, waardoor deze voor de doelstelling van dit literatuuronderzoek niet relevant is. De ITGAP van 
(Peterson, 2004) is tot op zekere hoogte te vergelijken met het IT Governance Assessment van (Weill 
& Ross, 2004). De empirische basis van het IT Governance Assessment is echter breder (Larsen et al., 
2006). Vandaar dat ITGAP en IT Governance Checklist afvallen voor verdere evaluatie.  
In de matrix van Larsen et al. (2006) ontbreken twee modellen die in overige literatuur worden 
genoemd, namelijk COBIT Quickstart (genoemd in o.a. (Amelia, 2012)) en ISO/IEC 38500 (genoemd in 
o.a. (Chaudhuri, 2011). Deze modellen passen in de matrix van (Larsen et al., 2006) bij 
‘besluitvormingsproces’ en ‘bedrijfsbreed’ en zijn daarom relevant voor dit onderzoek. 
Op basis van de classificatie en benoemde kanttekeningen dienen de volgende modellen als input voor 
verdere evaluatie: IT Governance Review, IT Governance Assessment, COBIT, COBIT Quickstart en 
ISO/IEC 38500. 
2.3.3.2 Waarom een specifieke aanpak voor IT Governance in MKB? 
De behoefte aan een specifiek IT Governance model gericht op het MKB is gerechtvaardigd, omdat 
met de karakteristieken van deze bedrijven (zie paragraaf 2.3.2.2) het MKB zich onderscheidt van grote 
bedrijven. Een IT Governance model dat is bedoeld voor het MKB moet deze verschillende 
karakteristieken van het MKB in ogenschouw nemen. Naast de aanwezigheid van specifieke 
karakteristieken zijn MKB-bedrijven niet in staat om zoveel veranderingen te aanvaarden die in de 





2.3.3.3 Waar moet een IT Governance model aan voldoen om rekening te houden met 
de karakteristieken van het MKB? 
Om de vertaalslag te maken van MKB karakteristieken naar criteria waarop IT Governance geëvalueerd 
kunnen worden, zijn de volgende stappen doorlopen: 
1. Beoordeling: Van elke MKB karakteristiek wordt door de onderzoeker gekeken of deze van invloed 
is op de toepasbaarheid van IT Governance. 
2. Filtering: de karakteristieken worden gefilterd op basis van de beoordeling. Alleen de 
karakteristieken met een ‘ja’ worden verder gebruikt. Dit betekent namelijk dat dit karakteristiek 
van invloed is op de toepassing van IT Governance. 
3. Clustering: de overgebleven karakteristieken worden verdeeld, waarbij rekening is gehouden met 
een vergelijkbaar abstractieniveau van elk karakteristiek. 
4. Opstellen criteria: op basis van de geclusterde karakteristieken kunnen de MKB-criteria worden 
opgesteld. Dit zijn de criteria waaraan een IT Governance model geëvalueerd gaat worden op de 
toepasbaarheid binnen het MKB. 
In bijlage 7 staat hiervan een gedetailleerde uitwerking. Het resultaat van bovengenoemde stappen 
resulteert in de MKB-criteria en op welke wijze hier invulling aangegeven moet worden in een IT 
Governance model. Het resultaat hiervan is vastgelegd in de volgende tabel. 
Tabel 5 Relatie tussen MKB-criteria en benodigde wijze van invulling door IT Governance model  
Criteria Toelichting 
De eigenaar moet betrokken 
worden bij het opstellen van 
de IT Governance. 
De eigenaar heeft binnen een MKB invloed op de adoptie van een 
IT Governance model. Het is daarom belangrijk dat in het model 
een duidelijke visie op IT Governance wordt gegeven. De IT 
Governance moet aansluiten op de visie en strategie die wordt 
uitgedragen door de eigenaar. Het model moet dit faciliteren. 
Het model moet invulling 
geven aan rollen en 
bevoegdheden. 
Het IT Governance model moet ingevoerd kunnen worden in de 
bestaande organisatiestructuur van een MKB en gecombineerd 
kunnen worden met bestaande taken en verantwoordelijkheden.  
Het model moet op 
specifieke, meetbare en 
realistische wijze beschrijven 
wat en hoe een bedrijf moet 
handelen. 
Het IT Governance model moet een proces en aanpak geven dat 
binnen een MKB gevolgd kan worden. Hierin moeten de mijlpalen 
en hoofdstappen worden beschreven, maar bij voorkeur ook de 
activiteiten met de input en output die uitgevoerd moeten worden. 
Het model moet toe te 
passen zijn zonder of met 
geringe hulp van externe 
specialisten. 
Er moet voldoende informatie en training beschikbaar zijn voor het 
goed kunnen invoeren van het IT Governance model binnen een 
MKB. Het IT Governance model moet bij voorkeur hulpmiddelen, 
checklists en voorbeeldproducten bevatten die het gebruik van het 
model binnen een MKB kunnen vereenvoudigen. 
De verwachte opbrengsten 
van het model moeten de 
verwachte kosten overstijgen. 
De opbrengsten voor het invoeren, toepassing en adoptie van het 
model moet de verwachte kosten overstijgen.  
Het model moet het mogelijk 
maken om op tijdsefficiënte 
wijze aan strategische zaken 
te werken. 
Het model moet een duidelijke visie geven op IT Governance die 
aansluit op de dynamische omgeving en strategieën van MKB-
bedrijven en op een flexibele manier kan mee ontwikkelen met 
externe en interne veranderingen. 
Een persoon met beperktere 
IT competenties moet het 
model kunnen toepassen. 
MKB-bedrijven beschikken over minder specialistische kennis en 
vaardigheden op het gebied van IT Governance. Het IT Governance 
model moet daarom niet te complex zijn en voldoende detail geven 
voor het uitwerken ervan. 
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2.3.3.4 Welke IT Governance model(len) passen bij de MKB-karakteristieken? 
Op basis van de opgestelde MKB-criteria worden de IT Governance modellen: COBIT, COBIT Quickstart, 
ISO/IEC 38500, IT Governance Assessment en IT Governance Review geëvalueerd. De samenvatting 
van de evaluatie wordt weergegeven in tabel 6. Zie bijlage 8 voor de uitgebreide toelichting. 





























































Eigenaar betrokkenheid verzekerd - + - - ± 
Verwachte opbrengsten hoger dan verwachte 
kosten  
- ± - - - 
Invulling rollen en bevoegdheden + + - - - 
Beschrijving van het wat en hoe - ± - - + 
Tijdsefficiënt werken - + - - ± 
Weinig IT competenties nodig - + - - ± 
Geen of weinig externe resources nodig - ± - - - 
Conclusie: toepasbaar? Nee Ja Nee Nee Beperkt 
Legenda: + = het model voldoet in grote mate aan de criteria, ± = het model geeft beperkt invulling aan de criteria, 
- = het model voldoet niet aan de criteria 
2.3.3.5 Resultaten evaluatie 
Uit tabel 6 kan geconcludeerd worden, dat het COBIT Quickstart en IT Governance Review het beste 
van toepassing kunnen zijn binnen het MKB. Deze voldoen als enige in grote(re) mate aan de criteria 
die zijn opgesteld als leidraad voor IT Governance modellen die toepasbaar zijn voor MKB-bedrijven. 
Echter voldoen beide modellen niet aan álle gestelde criteria, dit betekent dat er vervolgonderzoek 




Deze paragraaf geeft de conclusie van de eerste drie deelvragen alvorens over te gaan naar het 
empirisch onderzoek. 
2.4.1 Deelvraag 1: Wat houdt IT Governance in? 
Al vanaf de jaren ’60 onderzoeken onderzoekers de fundamentele concepten van IT Governance. IT 
Governance is een term die snel is geëvolueerd in de afgelopen jaren en er bestaan verschillende 
definities voor IT Governance. Voor dit onderzoek wordt de volgende definitie gebruikt:  
“IT Governance gaat niet over welke specifieke beslissingen worden genomen. Dat is management. In 
plaats daarvan gaat governance over de systematisch bepaling van wie welk type beslissing mag 
nemen (beslissingsbevoegdheid), wie input mag leveren voor een besluit (een input recht) en hoe deze 
mensen (of groepen) verantwoordelijk worden gehouden voor hun rol. Goede IT Governance is 
gebaseerd op de corporate governance principes om IT te beheren en te gebruiken om de 
bedrijfsdoelstellingen te bereiken.” 
Succesvolle toepassing van IT Governance heeft een positief effect op een bedrijf. Dit varieert van 
betere informatiekwaliteit, goed lopende IT-projecten tot het behalen van concurrentievoordelen. 
2.4.2 Deelvraag 2: Hoe kunnen MKB-bedrijven worden gedefinieerd? 
Binnen de wetenschappelijke literatuur is er geen eenduidige definitie van het MKB, maar zijn 
verschillende definities beschikbaar. Voor dit onderzoek wordt de volgende gebruikt:  
“een MKB-bedrijf is een niet beursgenoteerd bedrijf met minder dan 250 medewerkers en  
een omzet van maximaal €50 miljoen per jaar.” 
Naast deze meetbare kenmerken heeft het MKB specifieke karakteristieken waarmee het MKB zich 
onderscheidt van grote bedrijven. De karakteristieken zijn geclusterd in de volgende onderdelen: 
‘eigenaarschap en management’, ‘structuur’, ‘klanten en markten’, ‘systemen, processen en 
procedures’, ‘personeel’ en ‘cultuur en gedrag’. 
2.4.3 Deelvraag 3: Welke modellen bestaan voor IT Governance in het MKB?  
Door het gebruiken van een standaard IT Governance model kunnen bedrijven voordelen behalen. Er 
zijn zeventien IT Governance modellen geëvalueerd. Elk model richt zich op een specifieke nuancering. 
Voor dit onderzoek is specifiek gekeken naar een bedrijfsbrede benadering en besluitvormings-
processen. Op basis van een confrontatiematrix tussen MKB-criteria en vijf IT Governance modellen 
kan geconcludeerd worden dat COBIT Quickstart en IT Governance Review in grote(re) mate aan de 
gestelde criteria voldoen als leidraad voor IT Governance modellen die toepasbaar zijn binnen MKB-
bedrijven. Echter voldoen deze modellen niet aan álle gestelde criteria, zoals ‘verwachte opbrengsten 
hoger dan verwachte kosten’ en ‘geen of weinig externe resources nodig’. 
Geconcludeerd kan worden dat bestaande IT Governance modellen geen rekening houden met alle 
opgestelde MKB-criteria en daarom onvoldoende toepasbaar zijn in het MKB. De modellen COBIT 
Quickstart en IT Governance Review voldoen in de grootste mate aan de criteria, waardoor deze als 
uitgangspunt genomen worden voor verder onderzoek.  
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3. Doel en aanpak van empirisch onderzoek 
3.1 Inleiding 
De literatuurstudie heeft een goed beeld gegeven van bestaande IT Governance modellen. Dit vormt 
een solide basis voor empirisch onderzoek. Hiervoor zijn de volgende drie onderzoeksdoelstellingen 
opgesteld: 
- Ontwerp een prototype gebaseerd op IT Governance modellen vanuit de literatuur; 
- Evalueer het prototype in de praktijk; 
- Verrijk het prototype met ervaringen vanuit de praktijk. 
In dit hoofdstuk wordt benadering en doel van het onderzoek beschreven. Vervolgens wordt per 
onderzoeksdoelstelling ingegaan op de strategie, methode, techniek en de benodigde bronnen. Met 
deze aanpak per onderzoeksdoelstelling worden de kaders gesteld voor het ontwerp en de uitvoering. 
3.1.1 Benadering  
Onderzoek kan deductief of inductief benaderd worden (een combinatie is ook mogelijk). Bij dit 
onderzoek is in de literatuur gekeken welke MKB-criteria gebruikt kunnen worden voor het toetsen 
van bestaande IT Governance modellen (deductief). Daarnaast wordt ook in de praktijk gekeken hoe 
het MKB er tegenaan kijkt, om zo de context beter te kunnen begrijpen (inductief) en elementen die 
in de literatuur zijn gevonden te evalueren (deductief). Dit betekent dat dit onderzoek zowel deductief 
als inductief wordt benaderd en daarmee verkennend/exploratief is, aangezien getracht wordt nieuw 
inzicht te verkrijgen en in een nieuw licht te beoordelen, namelijk vanuit het perspectief van MKB-
bedrijven. Gevolg hiervan is dat veelal met kwalitatieve gegevens wordt gewerkt. 
3.1.2 Aanpak 
Design science (Hevner et al., 2004) is een bekende methode om een artefact (construct, model, 
methode of voorbeelden) te ontwikkelen. De verschillende stappen van design science kunnen worden 












Figuur 3 Design Science Research Framework (Hevner, March, Park, & Ram, 2004) 
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Design science is een creatief, en vaak iteratief proces dat doelmatige artefacten ontwerpt en 
evalueert. De link naar de bestaande IT Governance modellen verbetert de validiteit van het 
onderzoek, terwijl de link naar casestudies in het MKB bijdraagt aan de relevantie. 
De zeven richtlijnen van design science die worden weergegeven in (Hevner et al., 2004) worden 
toegepast: Een prototype wordt gemaakt (richtlijn 1: creëren van een artefact) voor het MKB (richtlijn 
2: voor een specifiek probleem domein). De benadering wordt gereviewd door experts op het 
kennisgebied IT Governance en geëvalueerd in casestudies binnen het MKB (richtlijn 3: grondige 
evaluatie van de artefact). Er bestaat geen specifiek IT Governance model dat voldoet aan de gestelde 
MKB-criteria (richtlijn 4: innovatief, nieuw). Het model moet geformaliseerd worden (richtlijn 5: de 
artefact moet strikt worden gedefinieerd, formeel voorgesteld, coherent en intern consistent zijn). De 
reviews door experts en evaluatie in casestudies worden gebruik om het model te verfijnen en voor 
verdere ontwikkeling (richtlijn 6: zoekproces). Tot slot wordt er een scriptie geschreven die openbaar 
toegankelijk wordt gesteld (richtlijn 7: communicatie voor zowel technisch als management 
doelgroep).  
3.2 Ontwerp 
Hier wordt ingegaan op de eerste onderzoeksdoelstelling van het empirisch onderzoek:  
- Ontwerp een prototype gebaseerd op IT Governance modellen vanuit de literatuur. 
Hiervoor dienen eerst keuzes gemaakt te worden ten aanzien van strategie, methode, techniek en 
benodigde bronnen. 
3.2.1 Strategie 
Op basis van de geëvalueerde IT Governance modellen is geen model volledig toepasbaar geacht. Uit 
de literatuurstudie blijkt dat er twee modellen (COBIT Quickstart en IT Governance Review) het beste 
toepasbaar zijn. Het Design Science Research Framework (zie figuur 3) wordt als uitgangspunt gebruikt 
voor ontwerp van het prototype. Het doel voor het prototype is dat het een gestructureerd 
herontwerp voor IT Governance binnen het MKB is, waarbij het prototype een ontwerpmodel is dat 
de wijze waarop bedrijven IT Governance kunnen inrichten beschrijft. 
3.2.2 Methode 
Als theoretische basis worden de modellen COBIT Quickstart en IT Governance Review gebruikt. Deze 
modellen behandelen fasen die uit activiteiten bestaan; aan de hand waarvan elementen zijn 
geformuleerd. Vervolgens worden de modellen samengevoegd tot één prototype. Daar waar 
elementen dezelfde activiteiten beschrijven, worden deze samengevoegd. Per element wordt 
beoordeeld welke verwoording van het element als uitgangspunt wordt genomen, bepalend hiervoor 
is dat aggregatie zorgt voor een hanteerbaarder model. De elementen die hieruit komen, vormen 
gezamenlijk het prototype dat voor verder onderzoek gebruikt wordt. Door het samenvoegen per 
element uit te voeren, wordt geborgd dat het prototype het volledige IT Governance spectrum 
vertegenwoordigt en geen elementen verloren gaan.  
De omgeving wordt bepaald door het MKB en dan specifiek de MKB-criteria die reeds zijn opgesteld 




Het ontwerp wordt gereviewd door experts op het gebied van IT Governance. Het doel hiervan is om 
te kijken naar de mate waarin het inhoudelijk en kwalitatief, zowel het prototype als de bijbehorende 
beoordeling op basis van de MKB-criteria, meet dat wat wordt beoogd te meten, namelijk de 
toepasbaarheid van het prototype in het MKB.  
Na het ontwerpen van het prototype wordt de afweging gemaakt in welke setting de evaluatie 
plaatsvindt. Voor de evaluatie wordt afhankelijk van de setting een bijpassende werkvorm gekozen: 
- Zelf beoordelen; 
- Samen met iemand anders beoordelen (bijvoorbeeld samen met de afstudeerbegeleider); 
- Door een aantal experts separaat laten beoordelen; 
- Samen met een aantal experts beoordelen. 
Voor de betrouwbaarheid van dit onderzoek is het van belang de review door meerdere experts uit te 
laten voeren. De keuze wordt gemaakt voor het separaat laten beoordelen, hierdoor wordt de 
mogelijkheid van onderlinge verrijking gemist, maar levert het wel onafhankelijke resultaten op. 
Gestart wordt met een try-out door één expert, zodat de beoordelingsmethodiek van het prototype 
wordt geëvalueerd op bruikbaarheid, kwaliteit en inhoud. Dit zorgt ervoor dat afgestemd wordt of de 
bedoeling begrepen wordt en het prototype hanteerbaar is. De verbeteringsvoorstellen worden 
verwerkt, waarna een review plaatsvindt door drie experts. Er is gekozen voor een aantal van drie 
experts, zodat de uitkomsten niet kunnen staken, bij minder dan drie experts zou er geen 
controlemogelijkheid bestaan. 
3.2.4 Bronnen 
Bij het selecteren van experts wordt als uitgangspunt genomen dat ze bewezen expertise hebben op 
het gebied van IT Governance in combinatie met een opleidingsniveau van universitaire master of 





Aangezien het doel van design science bruikbaarheid en geschiktheid is, is evaluatie een cruciaal 
onderdeel van het ontwerpproces. De omgeving stelt de eisen waarop de evaluatie gebaseerd moet 
worden, in dit geval zijn de eisen de MKB-criteria. Evaluatie vereist een geschikte methode en het 
verzamelen en analyseren van geschikte gegevens. (Hevner et al., 2004) 
Zodra de elementen van IT Governance modellen zijn gereviewd op theoretische toepasbaarheid door 
de experts, resteren nog twee onderzoeksdoelstellingen welke nauw met elkaar samenhangen, maar 
ieder een eigen aanpak vereisen. Daarom wordt eerst de samenhang in beeld gebracht om vervolgens 
een aparte aanpak uit te werken. 
- Evalueer het prototype in de praktijk; 
- Verrijk het prototype met ervaringen vanuit de praktijk. 
Voor de eerste doelstelling wordt gekeken in hoeverre de elementen uit het prototype (h)erkend 
worden in de praktijk (deductieve benadering) met behulp van interviews. Voor de tweede doelstelling 
wordt gekeken in hoeverre naast deze elementen, in de praktijk ook nog andere elementen worden 
gezien of aanvulling nodig is op bestaande elementen (inductieve benadering). Hiermee wordt de 
volledigheid van de elementen getoetst en waar nodig aangevuld. 
Gezien de onderlinge samenhang van beide doelstellingen en beperkte omvang van dit onderzoek 
wordt voor het ontwerp gezocht naar een invulling waarbij beide doelstellingen via dezelfde methode 
worden verenigd om zo de benodigde inzichten te achterhalen.  
3.3.1 Strategie 
Saunders draagt een aantal strategieën aan voor empirisch onderzoek (Saunders et al., 2015). Om tot 
een goede keuze te komen die aansluit bij de doelstelling en context van dit onderzoek, zijn de 
volgende selectiecriteria opgesteld: 
- De methode staat een combinatie van deductieve en inductieve benadering toe; 
- De methode past bij een verkennend/ exploratief doel; 
- De methode is toepasbaar binnen de beperkende factoren van omvang en tijd. 
Door deze criteria te vergelijken met de door Saunders aangereikte onderzoeksmethoden kan 
objectief bepaald worden welke methode het beste voldoet voor dit onderzoek (zie tabel 7). 









Experiment - - - 
Enquête  - X X 
Casestudy X X X 
‘Action research’ - X - 
‘Grounded theory’ - X X 
Etnografie - - - 
Archiefonderzoek - X - 
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De casestudy is de enige onderzoeksstrategie die aan alle voorwaarden voldoet. De enquête en 
‘grounded theory’ voldoen aan twee van de drie criteria. De enquête kan ingezet worden om de 
elementen vanuit de literatuur kwantitatief te valideren. Dan schiet echter de kwaliteit van evaluatie 
te kort aangezien niet geverifieerd wordt of de uitkomsten ook daadwerkelijk gebaseerd zijn op 
praktijksituaties. Met de casestudy wordt dit voorkomen en wordt juist voor het kwalitatieve inzicht 
gegaan die onderzoeksgegevens brengen. ‘Grounded theory’ kan ingezet worden voor verkenning, 
indien niet wordt uitgegaan van elementen die al via literatuurstudie zijn gevonden. Gebaseerd op 
bovenstaande overwegingen is de casestudy de meest geschikte methode voor dit onderzoek. 
Voor de casestudy wordt gekozen voor een meervoudige holistische casestudy. Meervoudig, zodat 
meerdere organisaties erbij betrokken worden en vastgesteld kan worden of bevindingen in meerdere 
omgevingen standhouden. Holistisch, aangezien de analyse-eenheid een organisatie als geheel is en 
geen subcase binnen een organisatie.  
3.3.2 Methode 
Binnen een casestudy zijn de volgende methoden toepasbaar om informatie te vergaren en tot 
inzichten te komen (Saunders et al., 2015): 
- Waarnemen op basis van documentatie; 
- Waarnemen op basis van observatie; 
- Achterhalen van ervaringen door middel van interviews. 
In dit onderzoek worden praktijkervaringen door middel van interviews vastgesteld. Documentatie en 
observatie worden buiten beschouwing gelaten, aangezien de kans beperkt is dat in documentatie of 
tijdens observatie inzichten worden verkregen die voor dit onderzoek van toegevoegde waarde zijn.  
3.3.3 Techniek 
Voor de interviews wordt gekozen voor semigestructureerde interviews. Aangezien het prototype als 
input dient en de onderzoeker weet wat behandeld moet worden en toch van interview tot interview 
de diepgang per element kan variëren.  
Om ervoor te zorgen dat de verschillende perspectieven onafhankelijk van elkaar worden belicht, heeft 
het de voorkeur om een-op-een interviews te houden en geen groepsinterviews. Hiermee wordt 
voorkomen dat deelnemers elkaar beïnvloeden en er groepsbias ontstaat. Nadeel is wel dat hier meer 
tijd mee gemoeid gaat en dat verschillende perspectieven niet actief met elkaar in aanraking komen 
wat mogelijk aanvullende inzichten kan opleveren. Dit laatste punt kan voorkomen worden door 
alsnog aan het einde van het interviewtraject een groepssessie te houden en de bevindingen 
gezamenlijk te bespreken. Aangezien de bevindingen al op concrete ervaringen zijn gebaseerd, wordt 
hiervan afgezien. 
Naast de ‘harde validatie’ in de vorm van “ik heb dit element toegepast in een concrete situatie” is het 
mogelijk om tijdens de interviews ook een ‘zachte validatie’ te doen in de vorm van “ik kan me 
voorstellen dat dit element toepasbaar kan zijn”. Beide inzichten dragen bij aan het beantwoorden van 
de onderzoeksvraag en zullen dan ook worden toegepast in deze bewuste volgorde. Hierbij is het van 
belang om tijdens de analyse een goed onderscheid te houden tussen de ‘harde’ en ‘zachte’ validatie 




Voor de casestudy is gekozen voor een meervoudige holistische casestudy. Er is geen formule voor het 
berekenen van een gewenst aantal cases, wel zijn er vuistregels. In het geval van literal replication 
wordt de vuistregel van 2 à 4 cases genoemd, terwijl bij theoretical replication meer cases nodig zijn: 
5 à 6. (Gelderman, 2013) 
Bij dit onderzoek worden in de verschillende cases dezelfde uitkomsten verwacht, waardoor er sprake 
is van literal replication en geen theoretical replication. Gezien de genoemde vuistregel wordt 
uitgegaan van drie cases. Het uitvoeren van een casestudy bij meer dan drie organisaties is niet nodig, 
omdat er geen tegengestelde resultaten worden verwacht, mocht in de praktijk blijken dat de 
resultaten onderling verschillen, dan zullen extra cases worden betrokken. Een onderzoek met minder 
dan drie organisaties is geen optie, omdat er dan geen controlemogelijkheid bestaat. Dit resulteert in 
een lagere externe validiteit. 
Bij de keuze voor passende casusorganisaties is het van belang dat respondenten bekend zijn met 
terminologie omtrent IT Governance en dat de organisatie bij voorkeur IT Governance actief heeft 
toegepast. 
De steekproefselectiecriteria zijn gebaseerd op de gekozen scope en definitie voor het MKB. Voor het 
selecteren van casusorganisaties wordt gebruikt gemaakt van een doelgerichte steekproef. Nadeel van 
een doelgerichte steekproef is dat zulke steekproeven niet als representatief gezien kunnen worden 
voor de gehele populatie (Saunders et al., 2015). Organisaties worden geselecteerd op basis van 
gestelde voorwaarden naar het oordeel van de onderzoeker. Deze keuze van steekproefneming is 
gemaakt aangezien dit onderzoek exploratief van aard is en er geen statistische gevolgtrekkingen 
gemaakt hoeven te worden. 
B. Interviews 
Om zowel de business als ICT invalshoek binnen een casus te borgen, wordt per casusorganisatie de 
eigenaar (directeur of bestuurder) en ICT-manager geïnterviewd. Hiermee komt het aantal interviews 
op maximaal zes uit, wat toereikend is voor het bereiken van de onderzoeksdoelstellingen. 
De deelnemers voor de interviews hebben naast hun rol en expertise minimaal twee jaar ervaring in 
genoemde functie en bij voorkeur ook ervaring in werkzaamheden die binnen de context van dit 
onderzoek van belang zijn. De deelnemers hebben minimaal een HBO opleidingsniveau om op 




Zodra de elementen gevalideerd zijn in de praktijk, resteert alleen de laatste onderzoeksdoelstelling: 
- Verrijk de elementen uit IT Governance modellen met ervaringen vanuit de praktijk. 
Middels deze verrijkingsslag wordt gekeken of aanvulling op elementen wenselijk is. Aangezien in dit 
geval geen elementen of praktijksituaties zijn die als uitgangspunt worden gebruikt, vraagt de 
verrijkingsslag om een inductieve benadering, waarbij kwalitatieve en ongestructureerde informatie 
wordt ingewonnen om vervolgens conclusies te kunnen trekken. 
3.4.1 Strategie 
Het verschil tussen evaluatie en verrijking heeft gevolgen voor de keuzes die gemaakt worden in de 
aanpak om richting te geven aan het ontwerp. Vanuit praktisch oogpunt wordt gekozen voor 
aansluiting bij de methode en techniek die reeds bepaald is bij de evaluatiestap, waardoor dit aansluit 
bij de kaders van de reeds opgezette meervoudige holistische casestudy met bijbehorende interviews.  
3.4.2 Methode 
Waarnemen op basis van documentatie of observatie is niet van toepassing voor deze laatste 
doelstelling, omdat zoals benoemd bij de evaluatie dit is afgevallen. Interviews blijven wel van 
toepassing waarbij een groepsinterview overwogen wordt. Echter gezien de praktische integratie 
wordt gekozen voor aansluiting bij de een-op-een interviews welke reeds worden afgenomen voor de 
evaluatie. 
3.4.3 Techniek 
Aangezien ditmaal geen elementen en/of praktijksituaties als vertrekpunt worden genomen en er dus 
sprake is van een vrije verkenning, passen ongestructureerde interviews hier beter. Een separate 
ronde van interviews is hiervoor niet noodzakelijk, want via een kleine uitbreiding op de 
semigestructureerde interviews kan dit worden uitgevoerd: door aan het einde een open vraag te 
stellen over elementen waar de deelnemer bekend mee is die passen bij IT Governance en welke nog 
niet aan bod zijn gekomen tijdens het interview.  
De verwachting is dat de toegevoegde waarde beperkt zal zijn, aangezien er twee IT Governance 
modellen ten grondslag liggen aan het prototype. Desondanks is de open vraag opgenomen, zodat de 
respondenten vanuit het MKB-perspectief voor hen belangrijke zaken kunnen benoemen.  
3.4.4 Bronnen 
Zoals bovenstaand toegelicht zullen de interviews zoals vermeld bij de evaluatie worden uitgebreid en 
worden geen andere/nieuwe informatiebronnen aangesproken. 
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4. Uitvoering ontwerp 
Er is gekozen om eerst een try-out uit te voeren alvorens de beoordeling door experts te laten 
plaatsvinden. Het proces dat hiervoor gehanteerd wordt, wordt hier nader uitgewerkt. De volgende 
onderzoeksdoelstelling staat centraal: 
- Ontwerp een prototype gebaseerd op IT Governance modellen vanuit de literatuur; 
4.1 Onderzoeksproces 







1. Opdeling elementen: COBIT Quickstart en IT Governance Review behandelen fasen die uit 
activiteiten bestaan; aan de hand hiervan zijn elementen bepaald. 
2. Toelichting elementen: een korte omschrijving van de elementen is toegevoegd om een heldere 
begripsvorming te hanteren. 
3. Samenvoegen: samenvoegen van de elementen van IT Governance Review en COBIT Quickstart, 
zodat alleen unieke elementen overblijven als prototype. 
4. Opstellen prototype: het prototype is het resultaat uit de vorige stap en wordt weergegeven in 
een aparte tabel. 
Het ontwerp wordt gereviewd door experts voordat deze wordt gevalideerd in de praktijk, zodat 
geverifieerd wordt dat het ontwerp kwalitatief en bruikbaar is om in de praktijk te valideren. Het doel 
hiervan is om te kijken naar de mate waarin het inhoudelijk, zowel het prototype als de bijbehorende 
beoordeling op basis van de MKB-criteria, meet dat wat wordt beoogd te meten, namelijk de 










5. Uitsluiting: de elementen die op specifieke criteria niet beoordeeld hoeven te worden, worden 
uitgesloten voor de review. In enkele gevallen is het bij voornamelijk het criterium ‘eigenaar 
betrokkenheid’ duidelijk dat de eigenaar bij het element niet betrokken hoeft te worden, maar 
zijn/haar betrokkenheid op een later moment wordt verwacht. (zie tabel 43 in bijlage 16). 
6. Try-out review: één expert geeft een review over het conept prototype en de wijze van evalueren, 
waarbij na afloop een evaluatieformulier wordt ingevuld over de inhoud en het proces. Dit 
resulteert in aanbevelingen voor verbetering van het prototype en de werkwijze van de review.  
7. Verwerking try-out: de resultaten van de try-out worden verwerkt en aanpassingen worden 
doorgevoerd.  
8. Review elementen experts: de elementen worden door drie experts beoordeeld op basis van het 
vastgestelde beoordelingskader; de MKB-criteria vanuit de literatuurstudie, waarbij na afloop een 
evaluatieformulier wordt ingevuld over bruikbaarheid, kwaliteit en inhoud. 
9. Verwerking uitkomsten: de uitkomsten van de drie reviews worden verwerkt en samengevoegd 
in één overzichtstabel. 
4.2 Experts 
In totaal zijn vier experts betrokken bij het proces van beoordeling van elementen, waarbij één expert 
de try-out heeft uitgevoerd en drie experts de review hebben uitgevoerd op het prototype. 
De geselecteerde experts voldoen aan de criteria genoemd in paragraaf 3.2.4. De experts hebben de 
review zelfstandig uitgevoerd zonder onderling overleg. Hier is voor gekozen, zodat het onafhankelijke 
resultaten oplevert, wat noodzakelijker werd geacht dan onderlinge verrijking indien er wel overleg 
tussen experts zou plaatsvinden. In onderstaande tabel is de achtergrond van de experts weergegeven. 
Tabel 8 Achtergrond deelnemende experts 
# Expertise Functie Opleiding Betrokken bij Datum 
X0 
IT Governance ‘Certified in 
the Governance of 
Enterprise IT’ van ISACA. 
Senior 
Consultant 
Master Try-out 28-03-2017 
X1 IT Governance 
Universitair 
docent 
PhD Review 11-04-2017 
X2 IT Governance Professor PhD Review 24-04-2017 
X3 IT Governance 
Universitair 
docent 
Master Review 21-04-2017 
 
Figuur 5 Proces ontwerp stap 2 
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4.3 Methode van analyseren 
Aan de hand van de reviews en evaluatieformulieren van de experts wordt het prototype geanalyseerd 
alvorens over te gaan naar de evaluatie in de praktijk. De resultaten van de experts worden 
samengevat in een overzichtstabel en de ingevulde evaluatieformulieren worden gestructureerd, 
zodat de combinatie van beide onderdelen leidt tot herkenning van patronen om tot een conclusie te 
komen over de review van het prototype. 
4.4 Validiteit en betrouwbaarheid 
Om de validiteit en betrouwbaarheid van dit onderzoek te waarborgen zijn bewuste keuzes gemaakt:  
4.4.1 Validiteit 
Om de validiteit te vergroten wordt de anonimiteit van de experts gewaarborgd door enkel functie en 
opleidingsniveau te benoemen. Door de experts naast het invullen van de review van het prototype 
ook een evaluatieformulier in te laten vullen, wordt de mogelijkheid gegeven om keuzes toe te lichten 
en in te gaan op de gegeven antwoorden en het geven van eventuele aanvulling, waardoor 
interpretatieproblemen kunnen worden voorkomen. Om te voorkomen dat de experts zich geremd 
voelen is toegezegd dat resultaten anoniem worden verwerkt. 
De experts die het ontwerp hebben gereviewd, zijn expert op het gebied van IT Governance en niet op 
het vakgebied van MKB. Dit betekent dat er sprake is van indruksvaliditeit en geen expert validiteit. 
Gebaseerd op de achterliggende vakkennis op IT Governance, wordt vertrouwd op het intuïtieve 
vermogen van de experts om aan te voelen of het prototype en de beoordeling aan de hand van de 
MKB-criteria meet wat hij moet meten. Expertise op het gebied van MKB door experts is niet 
noodzakelijk voor dit onderzoek, omdat ze slechts de opzet beoordelen van het prototype op het 
gebied van IT Governance en de toepasbaarheid wordt getoetst door middel van interviews in het 
MKB.  
4.4.2 Betrouwbaarheid 
Gebrek aan standaardisatie kan afbreuk doen aan de betrouwbaarheid, dit is beperkt door het ontwerp 
en de review uit te voeren volgens een gestructureerde, zorgvuldig en transparant beschreven aanpak. 
Om betrouwbare metingen te kunnen doen moet de opdracht aan twee voorwaarden voldoen: iedere 
expert moet de opdracht op dezelfde wijze opvatten en iedere expert moet de opdracht zo begrijpen 
als de onderzoeker deze bedoeld heeft. Om betrouwbare metingen te kunnen doen is de try-out 
review uitgevoerd, waarna de informatieverstrekking richting de experts is verbeterd, zodat de 
onderzoeker kon controleren of de expert de opdracht op de juiste wijze had opgevat en de uitleg 




5. Uitvoering en resultaat van ontwerp  
In dit hoofdstuk wordt het proces weergegeven alsmede de resultaten van het ontworpen prototype.  
5.1 Proces  
Om een hanteerbaar prototype te realiseren worden de elementen uit de modellen COBIT Quickstart 
en IT Governance Review samengevoegd, waar deze dezelfde activiteiten beschrijven. Per element 
wordt beoordeeld welke verwoording wordt genomen; uitgangspunt hierbij is dat aggregatie zorgt 
voor een hanteerbaarder prototype. De elementen die hieruit komen, vormen gezamenlijk het 
prototype dat voor verder onderzoek gebruikt wordt. Door het samenvoegen per element, wordt 
geborgd dat het volledige IT Governance spectrum vertegenwoordigd. De uitkomst resulteert in een 
prototype met vierentwintig elementen (zie tabel 41 in bijlage 14). 
De elementen van het prototype worden door experts gereviewd aan de hand van de MKB-criteria. 
Daarnaast evalueren zij of het prototype hanteerbaar, bruikbaar, kwalitatief en inhoudelijk is. De 
opgestelde criteria zijn vrij interpretabel. Om de validiteit te vergroten worden de MKB-criteria 
geoperationaliseerd, waardoor de experts eenzelfde beoordelingsschema toepassen en eigen 
interpretatie op de MKB-criteria vermeden wordt (zie tabel 42 in bijlage 15). 
De review bestaat uit een confrontatiematrix waarbij de elementen van het prototype beoordeeld 
worden aan de hand van de MKB-criteria. Per beoordeling, dit is per element per criteria, is de 
mogelijkheid om een +, ± of - te geven om aan te beoordelen of het element respectievelijk in grote 
mate voldoet aan de criteria, matig invulling geeft aan de criteria of niet voldoet niet aan de criteria. 
De review door de experts moet binnen een tijdsduur van maximaal anderhalf uur uitgevoerd kunnen 
worden. Dit zorgt voor acceptabele tijdsinvestering en dat de review op aandachtige wijze ingevuld 
kan worden. Om dit mogelijk te maken is een try-out uitgevoerd. Hierbij is één expert gevraagd om de 
review uit te voeren en te evalueren. De aanbevelingen zijn meegenomen om de aanpak te verbeteren. 
Als gevolg van de try-out is de aanpak voor het instrueren van de experts gewijzigd, waardoor het 
mogelijk werd om de review binnen anderhalf uur uit te voeren. Het was de bedoeling om de experts 
alleen schriftelijke toelichting te geven via e-mail. Dit is gewijzigd in het geven van een telefonische 
toelichting, waarbij de onderzoeker verifieert of de bedoeling begrepen werd.  
5.2 Resultaat 
Het samenvoegen en de try-out hebben het prototype gevormd dat is gebruikt voor het onderzoek. 
Het resultaat hiervan is weergegeven in tabel 9. 
Tabel 9 Prototype 
Nr Activiteiten Omschrijving 
Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Definieer een strategisch (IT) plan en 
technologische richting 
Strategisch (IT) plan met disciplines: operational excellence, customer 
intimacy, product (service) leadership en bepaal technisch 
infrastructuur 
E2 
Definieer IT processen, organisatie en 
relaties 
IT organisatie structuren en IT-processen met eigenaars, rollen en 
verantwoordelijkheden geïntegreerd in de bedrijfsprocessen. 
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance Governance Arrangements Matrix en Governance Design Framework 
E4 
Audit: mechanismen, awareness, 
maatstaven en verantwoordelijkheden 
Inzicht in documentatie omtrent kwaliteit, IT risico’s met prioritering 
en projectmanagement methode 
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Nr Activiteiten Omschrijving 
E5 Audit beloningsbeleid 
Inzicht en beoordeling van beloningsbeleid met carrièrepaden en 
rollen voor IT personeel en reviewproces voor functiebeschrijvingen 
E6 Beoordeel IT Governance performance Verbeterpunten 
E7 Beheer de IT investeringen IT-budgetten in lijn met IT-strategie en investeringsbeslissingen 
E8 Analyse IT Governance informatie Beschreven IT Governance scenario en behoeften voor herontwerp 
E9 Valideer IT Governance scenario Review van herontwerp plan 
Fase 3: Herontwerp van IT Governance 
E10 
Evalueer de alignment van de 
bedrijfsdoelstellingen aan de IT 
Governance besluiten en archetypes. 
To-be situatie van Governance Design Framework 
E11 
Evalueer wie beslist over welk 
onderwerp en in welke mate. 
To-be situatie van Governance Arrangements Matrix 
E12 Vergelijk met andere bedrijven Inzicht in benchmark 
E13 
Maak herontwerpplan met daarin de 
volgende onderwerpen: 
- services levels  
- third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
- Stel service level agreements op Documentatie omtrent issues en 
naleving van contract 
- Definieer minimale beschikbaarheid, performance en capaciteit 
vereisten en evaluatie.  
- Identificeer kritische business functies en informatie.  
- Maak plan voor noodsituaties. Back-up en recovery plans. Test en 
evalueer het geheel. 
- Definieer IT beveiliging principes en procedures en monitor, 
detecteer en los kwetsbaarheden op. 
E14 Review beloningsbeleid To-be beloningsbeleid 
E15 Validatie van IT Governance ontwerp Validatie door bestuurders 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan Implementatieplan, inclusief communicatieplan 
E17 
Validatie van het IT Governance 
implementatieplan 
Validatie door bestuurders 
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en incidenten 
- Beheer de configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
- Handleidingen en trainingsmateriaal verzorgen 
- Standaard set van inkoop richtlijnen. Standaard leveranciersselectie 
- Proces voor change management, inclusief goedkeuringsstappen. 
Emergency veranderingsproces. Documentatie bijwerken. 
- Implementeer service desk functie met snelle response, escalatie 
procedures en trend analyses. 
- In kaart brengen van IT-assets en licenties om te handhaven 
- Record, track en los operationele processen op 
- Definieer archief vereisten en beheer van documenten, data en 
programma’s. 
- Zorg voor omgevingsfactoren zoals stof, vocht en hitte. Veiligheid 
van draagbare apparaten, zoals mobiels en laptops. 
- Documenteer en review standaard IT operaties in lijn met 
afspraken. 
- Beoordeling en verbeterpunten 
E19 
Evaluatie van het IT Governance 
implementatieplan 
Beoordeling en verbeterpunten 
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren 
van bedrijfsdoelstellingen, indicatoren 
van IT doelstellingen, effectief gebruik 
van IT 
Zorg dat management, gebruikers en IT meetbare resultaten en 
indicatoren opstellen en resultaten worden opgevolgd en wet- en 
regelgeving worden nageleefd. 
E21 Analyse IT Governance informatie Verbeterplan 
E22 Bewaak en evalueer interne controle 
Bewaak interne controle processen voor IT-gerelateerde activiteiten 
en identificeer verbeteracties. 
E23 Zorg voor IT Governance 
Maak regelmatige rapportage over IT activiteiten voor directie en 
bestuur 
E24 Valideer IT Governance scenario Inzicht in indicatoren en doelstellingen 
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Het eindresultaat van de review van het prototype door expert is weergegeven in tabel 10.  









Invulling rollen en 
bevoegdheden 
Beschrijving van 










Experts: X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 
Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 X X X - + - ± ± + ± + - - - ± ± + + + + + 
E2 X X X + + + ± - - ± - - - - - ± - + + + + 
Fase 2: Plannen en organiseren 
E3 ± + - + + - + + - + - - - - - - - - X X X 
E4 ± + - ± + + + + + + + ± - + ± - - ± X X X 
E5 ± + - + + - + + - - + - - + - - - - X X X 
E6 ± + ± ± + + ± + + + - ± - - ± - - ± X X X 
E7 + + + + + ± ± + ± + + ± - + ± ± - ± X X X 
E8 ± + ± + + ± ± + ± + + ± - + ± - - ± X X X 
E9 ± + - ± + - ± + - - + - - + - - - - + + - 
Fase 3: Herontwerp van IT Governance 
E10 ± + - ± + - + + - + + - - + - - - - + + - 
E11 ± + - + + - + + - + + - - + - ± - - + + - 
E12 ± + + + + ± ± + + ± + ± - + ± - + ± ± + ± 
E13 ± + + + + + + + + + - ± - - ± - - ± X X X 
E14 + + - + + - ± + - - + - ± + - ± - - X X X 
E15 ± + - ± + - ± + - ± + - ± - - ± - - + + - 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 ± + + + + + + - + + - ± - - ± ± - ± X X X 
E17 ± + - ± + - ± + - - + - ± - - ± - - + + - 
E18 - + + + + + + - + + - ± - - ± ± - ± X X X 
E19 ± + + ± + + ± + + ± + ± - + ± ± - ± + + + 
Fase 5: Assessment, bewaken en evalueren 
E20 ± + ± + + + ± + + + + ± - + ± - - ± X X X 
E21 ± + ± ± + ± ± + ± ± + ± - + ± - - ± X X X 
E22 ± + - ± + - ± + - ± + - ± + - ± - - X X X 
E23 ± + + ± + + ± + + ± + ± ± + ± ± - ± X X X 
E24 ± + - ± + - ± + - ± + - ± + - ± - - + + - 
Legenda: + = het element voldoet in grote mate aan de criteria, ± = het element geeft matig invulling aan de criteria, - = het element voldoet niet aan de criteria, X = hoeft 
niet ingevuld te worden
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5.2.1 Toelichting resultaat 
Ontwerp is een iteratief proces zonder vooraf gedefinieerde regels wanneer te stoppen. Een ontwerp 
is compleet en effectief wanneer het voldoet aan de eisen en beperkingen van het probleem dat het 
moest oplossen. (Hevner et al., 2004). Evaluatie is een cruciaal onderdeel van het ontwerpproces. In 
een bedrijfsomgeving worden de eisen gesteld waarop de beoordeling is gebaseerd; in dit onderzoek 
zijn dat de MKB-criteria. De review door experts is gericht op evaluatie op de kwaliteitsaspecten: 
volledigheid, consistentie, nauwkeurigheid, kwaliteit en bruikbaarheid, de evaluatie in de praktijk 
wordt gedaan in de volgende onderzoeksstap.  
De resultaten van de review (zie tabel 10) zijn omgezet in een conclusietabel, waarbij diverse 
kleurencombinaties worden vertaald in een conclusie resultaat (zie tabel 49 in bijlage 23). Hieruit blijkt 
dat de experts over de helft van de uitgevoerde beoordelingen consensus hadden. Op het 
evaluatieformulier gaven alle experts te kennen dat ze geen elementen missen. Dit is verklaarbaar, 
doordat als uitgangspunt elementen uit twee bestaande modellen zijn genomen die reeds het gehele 
spectrum van IT Governance bedekken.  
De algemene bruikbaarheid wordt door alle experts positief beoordeeld. Twee experts gaven aan te 
verwachten dat enkele punten te gedetailleerd zijn voor een efficiënte toepassing in het MKB.  
De kwaliteit en inhoud wordt als volledig en goed beoordeeld. De verwachting van de experts is dat 
het model veel tijd gaat kosten als het te gedetailleerd gaat worden geanalyseerd en gespecificeerd, 
aangezien volgens één expert het MKB weinig op heeft met formele procedures. Daarnaast is de 
verwachting dat het betrekken van personen met voldoende IT competenties noodzakelijk is. De 
opmerkingen uit het evaluatieformulier worden bevestigd in de uitgevoerde beoordeling, waarbij bij 
de overgrote meerderheid van de elementen is ingevuld dat externe resources nodig zijn en het 
element dus niet zelfstandig is uit te voeren.  
Geconcludeerd kan worden dat het prototype voldoet aan de kwaliteitsaspecten, maar de verwachting 
is dat het prototype in beperkte mate toepasbaar/bruikbaar is in het MKB. De resultaten van de review 
geven voldoende basis voor de evaluatie in de praktijk van het MKB. De evaluatie in de praktijk wordt 
in de volgende hoofdstukken beschreven. 
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6. Resulterend ontwerp voor evaluatie en verrijking 
6.1 Onderzoeksontwerp 
Er is gekozen om middels een meervoudige holistische casestudy de elementen van de IT Governance 
te evalueren en te verrijken. Hiervoor worden de waarnemingen in de casusorganisaties gedaan 
waarbij de organisaties en respondenten voldoen aan de criteria zoals genoemd in paragraaf 3.3.4.  
6.1.1 Onderzoeksproces 
De respondenten aan de interviews worden vooraf ingelicht over het doel van het onderzoek, de 
aanpak en de achtergrond ervan. De uitkomsten van de literatuurstudie zullen niet vooraf met hen 






1. Opstellen conclusie tabel: Als input voor de interviews zijn de resultaten van de experts omgezet 
in een conclusie tabel. Diverse kleurencombinaties worden vertaald in een conclusie resultaat en 
er zijn drie kleurencombinaties die in oorspronkelijke resultaat blijven staan. Hiervoor is gekozen 
om te voorkomen dat inhoud verloren gaat. De kleurencombinaties die origineel blijven staan, zijn 









2. Evaluatie prototype: Tijdens de interviews wordt de conclusie tabel (zie tabel 50 in bijlage 26) als 
input gebruikt en wordt dit doorlopen om deze te evalueren en te kijken welke hiervan herkenbaar 
zijn op basis van praktijkervaringen. Indien validatie middels concrete voorbeelden niet mogelijk 
is, wordt gevraagd of de respondent zich kan voorstellen dat het betreffende element van 
toegevoegde waarde kan zijn (de zogenaamde ‘zachte validatie’). 
3. Verrijking open vraag: Het interview wordt afgerond door een open vraag te stellen of er nog 
andere elementen bekend zijn bij de respondent welke nog niet aan bod zijn gekomen. Hiermee 
wordt getracht om een zo volledig mogelijk beeld te verkrijgen. 
Figuur 6 Proces evaluatie en verrijking stap 1 
Figuur 7 Proces evaluatie en verrijking stap 2 
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6.1.2 Casusorganisaties en respondenten 
Aangezien deelname geanonimiseerd is, worden de organisaties die betrokken zijn bij het onderzoek, 
aangeduid als organisatie A, B en C. In onderstaande tabel worden de kenmerken van de 
casusorganisaties en respondenten gepresenteerd.  
Tabel 11 Kenmerken van de casusorganisaties en respondenten 
Organisaties Organisatie A Organisatie B Organisatie C 
Branche 
Fabrikant en leverancier 
van brandwerend 
bouwkundig materiaal 
voor o.a. raffinaderijen en 











60 160 120 
Respondent A1  A2 B1 B2 C1 C2 
Opleiding HBO HBO WO-master WO-master HBO HBO 
Aantal jaren 
in dienst 
7 3,5 17 2,5 21 15 










6.1.3 Voorbereiding interviews 
Bruikbaarheid en toepasbaarheid meten van IT Governance elementen is een intensief proces, daarom 
moet bij het stellen van vragen keuzes gemaakt worden wat betreft aantal en inhoud van de vragen 
om te passen binnen een interview van anderhalf uur.  
Door de respondent op voorhand geen kennis te laten nemen van hetgeen als input dient, wordt 
voorkomen dat de respondent beïnvloed wordt in zijn antwoorden of dat van tevoren is nagedacht 
over de antwoorden en sociaal-wenselijke antwoorden worden gegeven. Dit komt de interne validiteit 
van het onderzoek ten goede. 
Stap 1) Het eerste deel van het interview bestaat uit een semigestructureerd interview. Hierbij worden 
de elementen uit het model besproken en beoordeeld op basis van de MKB-criteria. 
Stap 2) Het tweede onderdeel is een directe aanvulling op stap 1. Insteek hier is om eerst een ‘harde’ 
validatie te doen van de elementen waarbij de respondent een concreet voorbeeld vanuit de praktijk 
benoemt. Indien geen ‘harde’ validatie mogelijk is wordt ook nog een ‘zachte’ validatie gedaan waarbij 
de respondent gevraagd wordt of hij zich kan voorstellen dat een bepaald element wordt toegepast. 
Voor ieder element worden de volgende vragen gesteld:  
- Herkent u <element> in de praktijk? Ja / Nee 
Zo ja, op welke wijze wordt dit in de praktijk vormgegeven?  
Zo nee, kunt zich dan wel voorstellen dat dit element wordt toegepast?  
De onderzoeker vat samen en verifieert of het antwoord goed is begrepen. 
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Stap 3) Het derde en laatste onderdeel van het interview betreft een ongestructureerd deel zonder 
referentiekader. Voor dit onderdeel wordt de volgende verdiepingsvraag gesteld:  
- Zijn er nog elementen die u kent welke nog niet aan bod zijn gekomen?  
Zo ja, dan worden nogmaals de verdiepingsvragen van ‘stap 2’ gesteld. 
De onderzoeker vat samen en verifieert of het antwoord goed is begrepen. 
De uitgewerkte interviewopzet is opgenomen in bijlage 25. 
 
6.2 Methode van analyseren 
Aan de hand van het prototype wordt een evaluatie- en verrijkingsslag gedaan in de praktijk. Het 
interactieve karakter maakt het mogelijk om aanvulling op elementen te identificeren. Na het afnemen 
van de interviews wordt een interviewverslag uitgewerkt en ter goedkeuring voorgelegd bij de 
respondenten. Inzichten vanuit de open vragen worden na de interviews geïnterpreteerd en per mail 
gevalideerd bij de respondenten. Het prototype zelf wordt tijdens de interviews geëvalueerd. 
6.3 Interne validiteit, externe validiteit en betrouwbaarheid 
Om de validiteit en betrouwbaarheid van dit onderzoek te waarborgen zijn de volgende keuzes 
gemaakt:  
6.3.1 Interne validiteit 
De validiteit wordt vergroot door zowel de ICT-manager als eigenaar van de organisatie te interviewen, 
waardoor met een organisatie-brede blik gekeken wordt en de capaciteit en ervaring op zowel 
strategisch, tactisch als operationeel niveau naar het onderzoeksgebied gekeken wordt. Daarnaast 
wordt zowel de ICT als business invalshoek geborgd.  
Semigestructureerde interviews bieden bij een zorgvuldige toepassing een hoge mate van validiteit, 
doordat vragen nader kunnen worden toegelicht en ingegaan kan worden op de antwoorden en 
daarmee theorie te koppelen met praktijkervaringen. 
6.3.2 Externe validiteit 
Door met de casestudies de relatie te leggen tussen het prototype en de praktijk, wordt aangetoond 
dat de verkregen inzichten breder toepasbaar zijn. Om de externe validiteit te vergroten is ‘replication 
logic’ als uitgangspunt genomen voor de keuze van het aantal cases. Zoals in de eerder aangegeven 
hoeven er geen statistische gevolgtrekkingen gemaakt te worden, maar is er sprake van analytische 
generaliseerbaarheid.  
6.3.3 Betrouwbaarheid 
Door het onderzoek uit te voeren volgens een gestructureerde, transparante en zorgvuldig beschreven 
aanpak is het risico dat gebrek aan standaardisatie afbreuk doet aan de betrouwbaarheid verkleind. 
De kans op subjectiviteit en interpretatie van bevindingen door de onderzoeker is verkleind door een 
validatieslag in te bouwen met de respondenten. De kans op bias van de respondenten is verkleind 
door bevindingen te onderbouwen met concrete voorbeelden. 
35 
7. Uitvoering en resultaat van evaluatie en verrijking 
In dit hoofdstuk worden de resultaten behandeld welke horen bij de laatste twee 
onderzoeksdoelstellingen van het empirisch onderzoek. Middels semigestructureerde en 
ongestructureerde interviews is geïnventariseerd en geëvalueerd welke elementen van IT Governance 
modellen toepasbaar zijn in het MKB. 
De volgende onderzoeksdoelstellingen staan centraal: 
- Evalueer de elementen uit IT Governance modellen in de praktijk; 
- Verrijk de elementen uit IT Governance modellen met ervaringen vanuit de praktijk. 
7.1 Proces 
Het proces is gevolgd zoals beschreven in de aanpak. Daar waar kleine afwijkingen zijn geconstateerd 
door de onderzoeker, zijn deze hieronder per stap in het proces beschreven inclusief de gevolgen 
hiervan voor het resultaat.  
In stap 1 van het interview zijn de elementen beoordeeld waarbij de respondenten de mogelijkheid 
hadden om een beoordeling van +, ± of - te geven (zie tabel 12), hierbij werd per element ingegaan op 
de praktijkervaringen. In stap 2 van het interview stond de evaluatie centraal, waarbij tijdens de 
interviews bleek dat de respondenten bij enkele elementen zeer veel moeite hadden om deze 
beoordeling te geven, aangezien ze zowel bij de ‘harde’ als ‘zachte’ validatie een ontkennend antwoord 
gaven. Ze zagen het nut, noodzaak en toegevoegde waarde van deze elementen niet. De onderzoeker 
heeft toen de mogelijkheid gegeven om voor het gehele element een X in te vullen. Tijdens de review 
door experts was deze mogelijkheid er niet, waardoor de experts overal een beoordeling hebben 
ingevuld. Hier dieper op in gaan tijdens de interviews was onmogelijk gezien de beschikbare 
interviewtijd. Een aanvullend interview is overwogen, maar aangezien dit niet aansluit bij de 
onderzoeksdoelstellingen is dit buiten beschouwing gelaten. Dit is een aandachtspunt voor 
vervolgonderzoek om inzicht te verkrijgen in de precieze reden waarom de respondenten hier geen 
beoordeling over konden geven.  
In stap 3 is aan respondenten gevraagd naar aanvullende (of aanvullingen op) elementen welke bekend 
zijn vanuit de praktijk en nog niet aan bod zijn gekomen tijdens het interview. Hier zijn echter weinig 
aanvullende inzichten opgedaan, aangezien volgens respondenten alle elementen al aan bod waren 
gekomen. 
7.2 Resultaat 
De interviews begonnen met een beoordeling per element, dit heeft geleid tot de resultaten in tabel 
12.  
De resultaten van de interviewvragen worden behandeld conform de interviewstappen: 
1. Beoordeling van de elementen op basis van de MKB-criteria; 
2. Welke elementen worden herkend in de praktijk? 
3. Welke eventueel resterende (of aanvullingen op) elementen kunnen benoemd worden? 
Eerst worden de resultaten van de interviews gegeven, waarna op basis van deze resultaten en 
inzichten de conclusies worden beschreven. 
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Stap 1: Beoordeling van de elementen op basis van de MKB-criteria 
Onderstaand overzicht is een totaal overzicht van de beoordelingsresultaten van de respondenten. 
Tabel 12 Resultaat tabel interviews 
E 
Opbrengst hoger dan 
verwachte kosten 
Invulling rollen en 
bevoegdheden 
Beschrijving van het 
wat en hoe 
Tijdsefficiënt werken 
Weinig IT competenties 
nodig 
























































































Fase 1: In kaart brengen huidige bedrijfssituatie 
1 X* ± + + - - ± ± ± ± + ± ± - - ± + + + - - - ± - + - + - - + + + + + + + + 
2 X* + + + - + + - - + + + ± - - + + - ± - - + - - + - - + + + + - + + + ± + 
Fase 2: Plannen en organiseren 
3 + - - ± - - + + + + - + + + + + ± + + - - - - ± - - + - - + - + + + - + X* 
4 + - + + - + + + + + ± + + + + + ± + + + + + + + - + - ± ± - - - - - - - X* 
5 X X - ± - ± X X + + + + X X + + ± + X X - - - + X X - + + - X X - + + + X* 
6 ± ± + - ± ± + + + + + + + + + + + + - - ± - - ± - - ± ± - - + - ± - - - X* 
7 + + + + + + + + + + - + ± ± ± ± + ± + + + + + + + - ± + ± ± ± ± ± ± ± ± X* 
8 ± ± ± ± - ± + + + + - + ± ± ± ± - ± + + + + - ± + - + + - + ± - - - - - X* 
9 ± - ± ± - + ± + + + - + - - ± ± - ± - - + + - + - - + + - - - - - - - - + + + - + + 
Fase 3: Herontwerp van IT Governance 
10 - X X - - ± + X X + - + + X X + - + - X X + - + - X X - - ± - X X + - ± + X X - - + 
11 - X X X - + + X X X - + + X X X - + - X X X - + - X X X - - - X X X - + + X X X - + 
12 + + + + + + + + + + + + + + + - + + ± ± ± - ± ± - - + - + - - - + + + - ± - ± ± + ± 
13 + + + ± + + + + + + + + + + + + + + + - + + + + - - - - - + - - - - - + X* 
14 X X X X - ± X X X X - + X X X X - + X X X X - + X X X X - + X X X X - + X* 
15 ± ± + ± ± ± ± + + + + + ± + + + + ± ± - + ± + ± + - - - - + + ± - + - + + + + + + + 
Fase 4: Uitvoering van het nieuwe IT Governance 
16 + + + - + + + + + + + + + ± + + + + ± ± + - + + - - - - + - ± ± ± ± ± ± X* 
17 ± + + - + ± ± + + + + + + + + + + + ± + + - + ± - - + - + - ± ± + + - ± + + + - + + 
18 + ± + ± + + + + + + + + + ± + + + + + - + ± + + - - - - + ± ± - ± ± ± ± X* 
19 + + + ± + + + + + + + + + + + ± ± + + ± + ± ± ± ± ± ± ± ± ± ± ± ± ± ± ± + + + - + + 
Fase 5: Assessment, bewaken en evalueren 
20 ± ± ± - X ± + ± + + X + + ± + + X + ± ± + + X + + ± ± + X ± - - ± ± X + X* 
21 ± ± ± ± X ± ± ± ± + X ± ± ± ± + X ± ± ± + + X ± - ± - - X ± - ± ± ± X ± X* 
22 ± X + ± X + ± X + + X + ± X + + X + ± X ± + X ± - X ± ± X ± - X + + X + X* 
23 + X X + X + + X X + X + + X X + X + ± X X ± X ± ± X X ± X ± ± X X ± X ± X* 
24 + X X - X ± + X X + X + + X X + X + + X X + X ± + X X ± X ± + X X + X ± + X X - X + 
Legenda: + = het element voldoet in grote mate aan de criteria, ± = het element geeft matig invulling aan de criteria, - = het element voldoet niet aan de criteria, X* = hoeft niet ingevuld te 
worden, X = nut, noodzaak en toegevoegde waarde van het element wordt niet gezien door de respondent.
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Stap 2: Welke elementen worden herkend in de praktijk?  
Naast de beoordeling van het prototype is het resultaat weergegeven van de elementen die 
gevalideerd zijn tijdens de interviews (zie tabel 52 in bijlage 29). 
Onderscheid hierbij is gemaakt tussen harde en zachte validatie. Een element wordt hard gevalideerd 
als het element in de praktijk wordt toegepast, zacht gevalideerd als de respondent zich kan 
voorstellen dat het wordt toegepast, maar binnen zijn eigen bedrijf niet wordt gedaan. Daarnaast is 
de optie aangeboden om niet te valideren, dit betekent dat de respondent het nut, noodzaak en 
toegevoegde waarde van het element niet herkend voor zijn situatie. De conclusie is dat de meeste 
elementen zacht gevalideerd worden. Vier elementen (E1-Definieer een strategisch (IT) plan en 
technologische richting, E2-Definieer IT-processen, organisatie en relaties, E18-Uitvoering implementatieplan, 
E19-Evaluatie van het IT Governance implementatieplan) worden door tenminste vijf van de zes 
respondenten hard gevalideerd. Wat de impact is op de dagelijkse praktijk dat deze elementen niet 
noodzakelijk zijn gevonden is niet onderzocht, aangezien dit geen onderdeel van dit onderzoek is, maar 
kan onderdeel zijn van vervolgonderzoek. 
 
Vraag 3: Welke eventueel resterende (of aanvullingen op) elementen kunnen benoemd worden?  
De meeste respondenten vonden het model volledig, maar te omvangrijk om zelf toe te passen, 
waarbij de volgende aandachtspunten benoemd zijn: 
- Het onderwerp ‘planning’ komt niet expliciet naar voren. (respondent A1) 
- Informatiebeveiliging en wet- en regelgeving mogen explicieter genoemd worden en een 
prominentere plek krijgen. (respondent B2) 
- De beschrijving van element 22 is ‘bewaak en evalueer interne controle’. Eén respondent 
(respondent C1) gaf aan dit graag anders te benoemen, namelijk ‘bewaak en evalueer interne 
beheersing’. Aangezien de vroegere bewoording ‘interne controle’ was, maar dit tegenwoordig 
‘interne beheersing’ genoemd.  
De vraag had al doel om de respondenten de gelegenheid te om vanuit het MKB-perspectief voor hen 
belangrijke zaken te benoemen. Aangezien het prototype is gebaseerd op twee modellen die het 
gehele IT Governance spectrum dekken, is de verwachting dat er weinig tot geen aanvullingen zouden 
worden benoemd, bevestigd. De aandachtspunten die zijn geuit, zijn veroorzaakt doordat deze wel 
genoemd zijn in de beschrijving van de elementen, maar niet specifiek genoeg zijn benoemd. De impact 
voor het prototype is derhalve zeer beperkt, maar kan explicieter worden vermeld. 
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7.2.1 Toelichting resultaat 
Om de resultaten te kunnen analyseren zijn diverse conclusie tabellen (zie bijlage 30) opgesteld. Tabel 
13 geeft per element aan hoeveel +, ±, - en X beoordelingen procentueel zijn gegeven over alle criteria 
heen, eerst gesplitst in directie en ICT-coördinatoren en vervolgens een totaaltelling.  







+ ± - X + ± - X + ± - X 
1 
E1 33% 28% 39% 0% 56% 22% 22% 0% 44% 25% 31% 0% 
E2 55% 6% 39% 0% 56% 11% 33% 0% 56% 8% 36% 0% 
2 
E3 44% 6% 50% 0% 56% 11% 33% 0% 51% 7% 42% 0% 
E4 51% 16% 33% 0% 67% 6% 28% 0% 58% 11% 31% 0% 
E5 28% 6% 33% 33% 44% 11% 11% 33% 36% 8% 22% 33% 
E6 44% 28% 28% 0% 33% 22% 44% 0% 39% 25% 36% 0% 
E7 56% 39% 6% 0% 56% 39% 6% 0% 56% 39% 6% 0% 
E8 33% 28% 39% 0% 39% 39% 22% 0% 36% 33% 31% 0% 
E9 29% 19% 52% 0% 43% 14% 43% 0% 36% 17% 48% 0% 
3 
E10 14% 0% 52% 33% 38% 14% 14% 33% 26% 7% 33% 33% 
E11 14% 0% 52% 33% 29% 0% 5% 67% 21% 0% 29% 50% 
E12 67% 24% 10% 0% 43% 19% 38% 0% 55% 21% 24% 0% 
E13 67% 0% 33% 0% 67% 6% 28% 0% 67% 3% 31% 0% 
E14 0% 0% 33% 67% 28% 6% 0% 67% 14% 3% 17% 67% 
E15 57% 24% 19% 0% 52% 33% 14% 0% 55% 29% 17% 0% 
4 
E16 67% 22% 11% 0% 44% 28% 28% 0% 56% 25% 19% 0% 
E17 71% 19% 10% 0% 52% 19% 29% 0% 62% 19% 19% 0% 
E18 72% 17% 11% 0% 39% 39% 22% 0% 56% 28% 17% 0% 
E19 62% 38% 0% 0% 43% 52% 5% 0% 56% 41% 3% 0% 
5 
E20 33% 28% 6% 33% 44% 44% 11% 0% 39% 36% 8% 17% 
E21 6% 44% 17% 33% 17% 78% 6% 0% 11% 61% 11% 17% 
E22 22% 33% 11% 33% 44% 22% 0% 33% 33% 28% 6% 33% 
E23 17% 17% 0% 67% 33% 33% 0% 33% 25% 25% 0% 50% 
E24 33% 0% 0% 67% 33% 24% 10% 33% 33% 12% 5% 50% 
Legenda: in de kolom met de + geeft groen aan dat het element ≥ 50% is. In de kolommen met de - en X zijn de 
waarden die gezamenlijk ≥ 51% met rood aangegeven. 
Uit bovenstaande tabel blijkt dat elf elementen totaal meer dan 50% met een + beoordeeld zijn. Als 
de resultaten van de - (negatief beoordeeld) en de X (nut, noodzaak en toegevoegde waarde wordt 
niet gezien) bij elkaar worden opgeteld blijkt dat zes elementen negatief zijn beoordeeld.  
Algemeen gezien zijn de directieleden negatiever over het prototype dan de ICT-coördinatoren. De 
directieleden hebben negen elementen als negatief beoordeeld en de ICT-coördinatoren slechts twee 
elementen. 
Om gedetailleerder te kijken naar de resultaten van de elementen per criteria is tabel 14 op de 
volgende pagina toegevoegd, waarbij per element en per criteria wordt aangegeven hoeveel +, ±, - en 
X er zijn gegeven.
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Onderstaande tabel geeft per element en per criteria aan hoeveel +, ±, - en X beoordelingen er zijn gegeven. 






opbrengst hoger dan 
verwachte kosten 
Invulling rollen en 
bevoegdheden 
Beschrijving van het 









+ ± - X + ± - X + ± - X + ± - X + ± - X + ± - X + ± - X 
1 
E1 - - - - 2 2 2 0 1 5 0 0 3 1 2 0 1 1 4 0 3 0 3 0 6 0 0 0 
E2 - - - - 5 0 1 0 3 1 2 0 2 1 3 0 2 0 4 0 4 0 2 0 4 1 1 0 
2 
E3 1 1 4 0 5 0 1 0 5 1 0 0 1 1 4 0 2 0 4 0 4 0 2 0 - - - - 
E4 4 0 2 0 5 1 0 0 5 1 0 0 6 0 0 0 1 2 3 0 0 0 6 0 - - - - 
E5 0 2 2 2 4 0 0 2 3 1 0 2 1 0 3 2 2 0 2 2 3 0 1 2 - - - - 
E6 1 4 1 0 6 0 0 0 6 0 0 0 0 2 4 0 0 2 4 0 1 1 4 0 - - - - 
E7 6 0 0 0 5 0 1 0 1 5 0 0 6 0 0 0 2 3 1 0 0 6 0 0 - - - - 
E8 0 5 1 0 5 0 1 0 0 5 1 0 4 1 1 0 4 0 2 0 0 1 5 0 - - - - 
E9 1 3 2 0 4 1 1 0 0 3 3 0 3 0 3 0 2 0 4 0 0 0 6 0 5 0 1 0 
3 
E10 0 1 3 2 3 0 1 2 3 0 1 2 2 0 2 2 0 1 3 2 1 1 2 2 2 0 2 2 
E11 1 0 2 3 2 0 1 3 2 0 1 3 1 0 2 3 0 0 3 3 1 0 2 3 2 0 1 3 
E12 6 0 0 0 6 0 0 0 5 0 1 0 0 5 1 0 2 0 4 0 3 0 3 0 1 4 1 0 
E13 5 1 0 0 6 0 0 0 6 0 0 0 5 0 1 0 1 0 5 0 1 0 5 0 - - - - 
E14 0 1 1 4 1 0 1 4 1 0 1 4 1 0 1 4 1 0 1 4 1 0 1 4 - - - - 
E15 1 5 0 0 5 1 0 0 4 2 0 0 2 3 1 0 2 0 4 0 3 1 2 0 6 0 0 0 
4 
E16 5 0 1 0 6 0 0 0 5 1 0 0 3 2 1 0 1 0 5 0 0 6 0 0 - - - - 
E17 3 2 1 0 5 1 0 0 6 0 0 0 3 2 1 0 2 4 0 0 2 3 1 0 5 0 1 0 
E18 4 2 0 0 6 0 0 0 5 1 0 0 4 1 1 0 1 1 4 0 0 5 1 0 - - - - 
E19 5 1 0 0 6 0 0 0 4 2 0 0 2 4 0 0 0 6 0 0 0 6 0 0 5 0 1 0 
5 
E20 0 4 1 1 4 1 0 1 4 1 0 1 3 2 0 1 2 3 0 1 1 2 2 1 - - - - 
E21 0 5 0 1 1 4 0 1 1 4 0 1 2 3 0 1 0 2 3 1 0 4 1 1 - - - - 
E22 2 2 0 2 3 1 0 2 3 0 1 2 1 3 0 2 0 3 1 2 3 0 1 1 - - - - 
E23 3 0 0 3 3 0 0 3 3 0 0 3 0 3 0 3 0 3 0 3 0 3 0 3 - - - - 
E24 1 1 1 3 3 0 0 3 3 0 0 3 2 1 0 3 1 2 3 0 2 1 0 3 2 0 1 3 
Legenda: in de kolom met de +: groen = 5-6, oranje = 3-4 en rood = 0-2. 
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Per fase worden de opvallendste conclusies beschreven. 
Fase 1: in kaart brengen huidige bedrijfssituatie 
Deze fase is tijdens de interviews in tenminste één derde van de gevallen hard gevalideerd. De 
respondenten gaven aan dat in meer of mindere mate een strategisch IT plan aanwezig is en dat 
diverse processen rondom IT gedocumenteerd zijn, waarbij de respondenten de kanttekening gaven 
dat dit vaak minimaal was. 
Fase 2: Plannen en organiseren 
In deze fase verschilt de beoordeling sterk per element. Opvallend is de verdeling van de beoordeling 
bij E3 (in kaart brengen IT Governance), ondanks dat de + beoordeeld is op 51%, is de - met 42% ook 
vaak gekozen.  
Met name de elementen van deze fase waarin praktische zaken beschreven staan krijgen een positieve 
beoordeling (E4 (audit: mechanismen, awareness, maatstaven en verantwoordelijkheden): geeft 58% 
een +, E7 (beheer de IT investeringen): geeft 56% een +). De elementen waarin ‘beoordeel’, ‘analyseer’ 
of ‘valideer’ naar voren komt, worden wel als nuttig gezien, gezien de zachte validatie, maar worden 
in de praktijk ervaren als tijdrovend en men gunt zich er de tijd niet om daar bij stil te staan.  
E5 (audit beloningsbeleid) wordt door alle respondenten niet gevalideerd; men ziet het nut, noodzaak 
en toegevoegde waarde niet om een beloningsbeleid op te stellen voor IT personeel. Als reden 
hiervoor gaf men aan dat dit voornamelijk komt doordat de dagelijkse gang van zaken rondom IT zijn 
geoutsourcet en alleen de coördinatie door een interne medewerker wordt uitgevoerd. 
Fase 3: Herontwerp van IT Governance 
De elementen 10 (evalueer de alignment van de bedrijfsdoelstellingen aan de IT Governance besluiten 
en archetypes) en 11 (evalueer wie beslist over welk onderwerp en in welke mate) zijn tijdens de 
interviews in tenminste één derde van de gevallen niet gevalideerd. Daarnaast is er respectievelijk 33% 
en 29% met een - en respectievelijk 33% en 50% met een X beoordeeld door de respondenten. Dit 
betekent dat het nut, noodzaak en toegevoegde waarde van deze elementen niet wordt ingezien.  
Daarentegen is E12 (vergelijk met andere bedrijven) driemaal hard gevalideerd en driemaal zacht en 
is het totaal beoordeeld met 55% een +. Tijdens de interviews is genoemd dat het vergelijken van 
andere bedrijven voornamelijk door directie wordt uitgevoerd in de vorm van netwerkbijeenkomsten.  
Element 14 (review beloningsbeleid) is in lijn met element 5 door geen van de respondenten 
gevalideerd. Daarnaast is 67% beoordeeld met een X. Dit element vindt men niet toepasbaar voor het 
MKB. 
Fase 4: Uitvoering van de nieuwe IT Governance 
Geen van de elementen uit deze fase is ‘niet-gevalideerd’ tijdens de interviews. Dit is in de beoordeling 
ook terug te zien, want alle elementen hebben ≥ 51% een + ontvangen. Geconcludeerd kan worden 
dat de respondenten deze elementen toepasbaar vinden voor het MKB.  
Fase 5: Assessment, bewaken en evalueren 
De laatste fase is de enige fase waarin bij de totaaltelling geen van de elementen een + beoordeling 
van ≥ 51% heeft ontvangen. Tijdens de interviews gaven de respondenten aan dat ze de laatste fase 
ervaren als herhaling van de evaluatie stappen die ook in de andere fasen zijn opgenomen.  
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De volgende elementen zijn beoordeeld als niet noodzakelijk voor het MKB: 
- E5: Audit beloningsbeleid 
- E10: Evalueer de alignment van de bedrijfsdoelstellingen aan de IT Governance besluiten en 
archetypes 
- E11: Evalueer wie beslist over welk onderwerp en in welke mate 
- E14: Review beloningsbeleid 
- E20: Informatie verzamelen over indicatoren van bedrijfsdoelstellingen, indicatoren van IT- 
doelstellingen, effectief gebruik van IT 
- E21: Analyse IT Governance informatie 
- E22: Bewaak en evalueer interne controle 
- E23 Zorg voor IT Governance 
- E24: Valideer IT Governance scenario 
Deze opsomming van elementen is echter een onvolledige conclusie. Tijdens de interviews kwam vaak 
de uitspraak naar voren: “alles doet het toch?! Ik ervaar geen problemen, dus het zal wel goed gaan!” 
of “zolang het goed gaat, veranderen we de aanpak niet”. Hierin is terug te zien dat het MKB 
voornamelijk bezig is met de dagelijkse gang van zaken op operationeel niveau. De strategische zaken 
waar ze zich mee bezig houden richten zich voornamelijk op de strategie binnen hun eigen vakgebied 
en daarbij ontbreekt een min of meer bewuste vertaalslag naar IT. Terwijl IT Governance juist het 
mechanisme biedt dat de processen, middelen en informatie (van IT) laat corresponderen met de 
strategie en doelstellingen. Daarnaast maakt het controle en monitoring van IT-prestaties mogelijk om 
ervoor te zorgen dat informatie en gerelateerde technologieën de bedrijfsdoelstellingen 
ondersteunen. 
Daarnaast hebben alle drie de MKB-bedrijven die bij dit onderzoek zijn betrokken, hun IT geoutsourcet 
naar een IT-dienstverlener en de coördinatie wordt vanuit het MKB-bedrijf uitgevoerd. Dit betekent 
dat de criteria ‘externe resources nodig’ en ‘weinig IT competenties nodig’ van minder belang zijn, 
aangezien de kennis input vanuit de IT-dienstverlener wordt verwacht en dus niet per se intern 
aanwezig hoeft te zijn.  
De definitie van IT Governance die in dit onderzoek als uitgangspunt wordt genomen, gaat over “de 
bepaling van wie welk type beslissing mag nemen (beslissingsbevoegdheid), wie input mag leveren voor 
een besluit (een input recht) en hoe deze mensen (of groepen) verantwoordelijk worden gehouden voor 
hun rol”. Tijdens de interviews met directieleden kwam naar voren dat zowel de 
beslissingsbevoegdheid, inputrecht als verantwoordelijkheid voornamelijk bij de ICT-coördinator ligt. 
Dit betekent dat de ICT-coördinator geen of nauwelijks verantwoording hoeft af te leggen en het 
redelijk alleen voor het zeggen heeft. De respondenten gaven aan dat zolang het goed gaat het belang 
van interne beheersmaatregelen niet wordt gezien, maar de voornaamste oorzaak dat dit niet gebeurt 






8. Conclusies en aanbevelingen 
In dit hoofdstuk worden conclusies getrokken en aanbevelingen gedaan op basis van de 
onderzoeksresultaten in relatie tot de centrale onderzoeksvraag: 
In hoeverre kunnen elementen van standaard IT Governance modellen  
worden toegepast binnen het MKB? 
8.1 Conclusies 
Uit de onderzochte literatuur blijkt dat bestaande IT Governance modellen geen rekening houden met 
álle opgestelde MKB-criteria en daarom als onvoldoende toepasbaar zijn beoordeeld voor het MKB. 
De modellen COBIT Quickstart en IT Governance Review voldoen in de grootste mate aan de criteria, 
waardoor deze als uitgangspunt genomen zijn bij het ontwerpen van het prototype. 
Het ontwerp van het prototype is gereviewd door experts, de experts concluderen dat het prototype 
inhoudelijk correct en van voldoende kwaliteit is, maar zij verwachten dat het prototype in beperkte 
mate toepasbaar zal worden gevonden binnen het MKB. Aangezien verwacht wordt dat het MKB 
weinig op heeft met formele procedures. 
De evaluatie in de praktijk heeft plaatsgevonden door middel van zes interviews in drie MKB-bedrijven. 
De antwoorden van de respondenten komen sterk overeen, wat de waarde van het eindresultaat 
verhoogt, daarom is de verwachting dat een grotere populatie geen grote wijzigingen in de conclusies 
zal geven. De resultaten van de evaluatie van de elementen laat zien dat elf van de vierentwintig 
elementen (E2, E3, E4, E7, E12, E13, E15, E16, E17, E18, E19) overwegend positief zijn beoordeeld. 
Daarnaast zijn negen elementen (E5, E10, E11, E14, E20, E21, E22, E23, E24) als niet toepasbaar voor 
het MKB beoordeeld. Het weglaten van deze elementen zou kunnen zorgen voor een aangepast 
ontwerp, maar dan ontstaat een onvolledig ontwerp, aangezien elementen 20 t/m 24 de gehele vijfde 
fase ‘assessment, bewaken en evalueren’ beslaat. Juist door twee bestaande modellen als 
uitgangspunt te nemen, is gewaarborgd dat het gehele spectrum van IT Governance gedekt is wat 
betreft functionaliteit en validiteit. Dit betekent dat het prototype in onvoldoende mate toepasbaar 
gevonden wordt voor het MKB en de resultaten van de evaluatie in de praktijk, de verwachting van de 
experts bevestigen.  
Naast de bestaande elementen zijn twee onderdelen benoemd (te weten: ‘planning’ en 
‘informatiebeveiliging en wet- en regelgeving’) die explicieter benoemd hadden kunnen worden. 
Aangezien het prototype is gebaseerd op twee modellen die het gehele IT Governance spectrum 
dekken, is de verwachting dat er weinig tot geen aanvullingen zouden worden benoemd, bevestigd. 
Ondanks dat de noodzaak voor toepassing van het prototype niet wordt gezien door het MKB, heeft 
dit onderzoek bijgedragen aan het vergroten van het inzicht van de toepassing van IT Governance 
binnen het MKB. Afgezien van de kosten die IT Governance met zich meebrengt, wordt het belang 
ervan onvoldoende gezien binnen het MKB. Uit de onderzoeksresultaten kan geconcludeerd worden 
dat binnen het MKB toepassing van IT Governance als niet noodzakelijk wordt gezien en dat men zich 
nog onvoldoende bewust is van de toegevoegde waarde van IT Governance. Tijdens de interviews is 
er geen verdiepingsslag gemaakt over het hoe en waarom van de antwoorden, aangezien dit geen 
onderdeel is van de onderzoeksdoelstellingen. Verder onderzoek is noodzakelijk om een 
achterliggende oorzaak te kunnen vaststellen en om te komen tot een aanpak die start met 
bewustwording binnen het MKB, zodat het risico wordt beperkt dat de gewenste doelstellingen binnen 
het MKB niet worden bereikt door druk van de dagelijkse werkzaamheden. 
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Daarnaast wordt in de literatuur over IT Governance in het MKB onvoldoende rekening gehouden met 
de invloed van de IT leverancier. Binnen het MKB wordt de IT vaak geoutsourcet en uit dit onderzoek 
kan geconstateerd worden dat de rol van de IT leverancier groot is. De IT leverancier levert wat 
gevraagd wordt, maar vaak volgens het principe ‘u vraagt, wij draaien’ en is onvoldoende een 
strategische partner. De IT leverancier zou hierin kunnen verschuiven van een leverancier naar een 
dienstverlener met adviserende rol.  
 
8.2 Aanbevelingen 
Voor vervolgonderzoek worden de volgende aanbevelingen gedaan: 
Aanbeveling 1: onderzoek de gevolgen positieve effecten van het toepassen van IT Governance 
binnen het MKB-bedrijven. 
Binnen het MKB lijkt een fundamenteel probleem aanwezig te zijn met betrekking tot het IT 
Governance denken. De opbrengsten van IT Governance zijn moeilijk te kwantificeren, waardoor het 
lastig is om de meerwaarde uit te leggen. Met name blijkt in de praktijk dat er weinig awareness is over 
de voordelen van IT Governance, omdat de eerste reactie op het toepassen van IT Governance in deze 
bedrijven afwijzend is. Om het belang voor het MKB in kaart te brengen, moet onderzocht worden wat 
voor positieve effecten het toepassen van IT Governance voor het MKB kan hebben.  
Onderzoeksvraag: 
Wat zijn de gevolgen en positieve effecten indien IT Governance wordt toegepast binnen het MKB? 
Aanbeveling 2: maak een groeimodel waarbij het IT Governance spectrum wordt behandeld.  
Om IT Governance toepasbaar te krijgen voor het MKB, dient het instrument pragmatischer te worden 
gemaakt, waarbij rekening gehouden moet worden met de verschillende groeifasen waarin een bedrijf 
zich bevindt. Hierdoor kunnen bedrijven in een vroeg stadium starten met zaken van IT Governance 
en voorbereid zijn op eventuele bedrijfsgroei. 
Onderzoeksvraag: 
Hoe kan een IT Governance volwassenheidsmodel voor het MKB er uitzien, gelet op de verschillende 
groeifasen waarin een bedrijf zich bevindt?  
Aanbeveling 3: onderzoek de toegevoegde waarde die een IT leverancier voor het MKB kan bieden 
bij het toepassen van IT Governance.  
Aangezien IT vaak wordt geoutsourcet in het MKB, is het aanbevelenswaardig om de rol van de IT 
leverancier op het gebied van IT Governance te onderzoeken, waarbij vanuit het perspectief van de IT 
leverancier gekeken kan worden naar de concurrentievoordelen als het gebruik van IT Governance in 
de dienstverlening opgenomen wordt. Daarnaast vanuit het perspectief van het MKB wat het samen 
optrekken op dit gebied positief bijdraagt aan de bedrijfsdoelstellingen.  
Onderzoeksvraag: 




Aanbeveling 4: onderzoek de mogelijkheden van IT co-sourcing binnen het MKB op het gebied van 
IT Governance. 
Als aanvulling en verdieping op de vorige aanbeveling kan een verdieping worden gezocht op het 
gebied van “IT co-sourcing”. IT co-sourcing is een relatief nieuw begrip. Hierbij gaat het niet om het 
inhuren van medewerkers, maar juist het feit dat een IT-dienstverlener nauw samenwerkt met de klant 
aan het bereiken van de resultaten en een lange termijn relatie tussen klant en IT-leverancier als 
uitgangspunt wordt genomen. Bij IT co-sourcing vindt een samensmelting plaats van de human 
resources vanuit de klant en de IT-dienstverlener. De samenwerking kan hierbij uitgroeien van een 
samenwerking op het operationele vlak tot een strategische samenwerking waarbij IT Governance een 
rol kan spelen.  
Onderzoeksvraag: 
In hoeverre kan IT co-sourcing een toegevoegde waarde leveren op het gebied van IT Governance 








Bij de literatuurstudie is gezocht naar bestaande IT Governance modellen die toepasbaar zijn binnen 
het MKB. Om te beoordelen of een model toepasbaar geacht wordt, is een beoordelingskader gebruikt, 
te weten de MKB-criteria. Deze MKB-criteria zijn door de onderzoeker samengesteld op basis van 
gevonden literatuur. Het proces hiervan is uitvoerig beschreven, echter heeft hier geen validatie op 
plaatsgevonden, terwijl deze MKB-criteria een rode draad vormen voor het empirisch onderzoek. 
Validatie hiervan had kunnen leiden tot inzicht in de betrouwbaarheid van de gevonden criteria in de 
literatuur. Echter, er is een gedegen onderzoeksaanpak beschreven voor het raadplegen van de 
literatuur welke volledig is doorlopen en geen noemenswaardige belemmeringen kent. Bovendien 
werden de criteria tijdens het empirisch onderzoek herkend. Hiermee kan gesteld worden dat de MKB-
criteria bruikbaar zijn.  
9.1.2 Empirisch onderzoek 
Gekeken vanuit de methodiek die is gehanteerd, is geconstateerd dat er geen IT Governance model is 
dat voldoet aan álle MKB-criteria. De onderzoeker heeft zelf een prototype ontworpen gebaseerd op 
twee bestaande modellen en laten reviewen door experts. Doordat twee bestaande modellen als 
uitgangspunt genomen zijn, wordt het gehele spectrum van IT Governance bedekt. Om te voorkomen 
dat desondanks elementen niet aan bod zouden komen die wel relevant zijn voor het MKB, is dit bij de 
interviews als extra vraag toegevoegd.  
Door het toepassen van een try-out review door één expert, is voorkomen dat overige experts aan het 
werk waren gezet met een prototype wat nog te onduidelijk was. Het toevoegen van de extra stap van 
de try-out heeft onduidelijkheden in het daaropvolgende traject voorkomen en gezorgd voor een meer 
solide basis voor het vervolg van het onderzoek.  
De review door de experts is uitgevoerd zonder aanvullende mondelinge toelichting. Achteraf gezien 
had het een meerwaarde gehad om de review door de experts aan te vullen met een interview, zodat 
er een toelichting gegeven kon worden over hun overwegingen en de context van hun bevindingen.  
Tijdens de interviews met directie en ICT-coördinatoren is als input het te beoordelen prototype 
gebruikt, waarin de beoordeling waar de experts consensus over hadden, reeds was ingevuld. Dit is 
gedaan vanuit het oogpunt van efficiëntere tijdsbesteding tijdens een interview. Naderhand kwam het 
besef dat het risico is gelopen dat de respondenten beïnvloed hadden kunnen worden door de mening 
van de experts. Aangezien tijdens de interviews bleek dat de respondenten in voorkomende gevallen 
een andere beoordeling gaven dan de experts, kan geconcludeerd worden dat de respondenten zich 






Tijdens de uitvoering van de literatuurstudie werd de onderzoeker niet gehinderd door 
vooringenomenheid, omdat de onderzoeker in de praktijk geen ervaring met het gekozen onderwerp 
heeft. Hierdoor ging de onderzoeker objectief het onderzoek in en kon er niet toegeschreven worden 
naar een door de onderzoeker gewenst resultaat. De aanpak van het vervolgonderzoek is gebaseerd 
op de literatuurstudie en niet beïnvloed door persoonlijke praktijkervaringen.  
Aangezien het onderzoek naast werktijd wordt uitgevoerd, had de onderzoeker in het begin de 
werkwijze als uitgangspunt dat elk half uurtje benut moest worden. Hierdoor heeft het tijd gekost om 
een goedlopend verhaal van de literatuurstudie te maken, omdat onderdelen gefragmenteerd waren. 
In het vervolgonderzoek zijn blokken van minimaal anderhalf uur gebruikt, zodat dit voorkomen werd.  
9.2.2 Empirisch onderzoek 
Het doel van het afstudeertraject wordt in de afstudeerhandleiding beschreven als zelfstandig 
opzetten en uitvoeren van onderzoek. Terugkijkend op het proces van het afgelopen jaar kan de 
onderzoeker concluderen dat dit doel behaald is. De voortgang en kwaliteit van het project is 
zelfstandig bewaakt en de aanpak is zelfstandig tot stand gekomen, waardoor de onderzoeker 
tevreden terug kan kijken op het verloop van het onderzoek.  
De afstudeerhandleiding beschrijft dat het afstudeerproject een beperkte duur heeft en in die tijd 
moet veel worden gedaan. Dit, terwijl onderzoek in de praktijk een onzeker proces is, waarbij sommige 
stappen tot niets leiden of opnieuw gedaan moeten worden. Een onderzoekstraject doorlopen, 
uitmondend in een kwalitatief goed resultaat, is daardoor een lastig beheersbaar proces. Tijdens het 
empirisch onderzoek zijn geen stappen ondernomen die tot niets hebben geleid.  Gebaseerd op de 
reviews van de experts waren er twijfels over de toepasbaarheid van het prototype in het MKB. Gezien 
de beperkte marges van het afstudeertraject en in overleg met de afstudeerbegeleider is besloten om 
het onderzoek op de geplande wijze voort te zetten, wat ondanks genoemde kanttekening tot een 
waardevol resultaat heeft geleid. Momenteel wordt binnen het MKB teveel uitgegaan van het begrip 
vertrouwen en denkt men dat ‘management by walking around’ beheersmaatregelen overbodig 
maakt, waardoor bij een tweede iteratie van het onderzoek de onderzoeker zich zou richten op de 
voordelen die een MKB-bedrijf kan behalen als het IT Governance wel toepast.  
Terugkijkend kan worden gesteld dat de afstudeerperiode bijzonder leerzaam is geweest. Een periode 
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Bijlage 1 – Overzicht tertiaire literatuurbronnen 
Overzicht van de te gebruiken tertiaire literatuurbronnen bij de literatuurstudie zoals aangegeven op 
de website van de Digitale bibliotheek van de Open Universiteit. Deze website biedt de mogelijkheid 
om de bronnen te filteren op discipline. In dit geval is gezocht naar bronnen binnen de discipline 
Managementwetenschappen: 
 Academic Search Elite (EBSCO) 
 ACM Digital Library  
 Business Source Premier (EBSCO) 
 Cambridge University press 
 EBSCO Host 
 E-Journals (EBSCO) 
 Emerald [management plus] 
 ERIC (EBSCO) 
 Google Scholar / Google Wetenschap 
 IEEE Digital Library 
 Kluwer Navigator 
 Lecture Notes in Computer Science 
 OpMaat Premium 
 Oxford Journals 
 SAGE Journals Online 
 ScienceDirect (Elsevier) 
 SpringerLink 
 Taylor & Francis Group 
 Web of Science 







Bijlage 2 – Dwarsdoorsneden literatuurstudie 
Dwarsdoorsneden: 
1. Totaaloverzicht resultaten 
2. Verschillende jaartallen 
3. Soorten bronnen 
4. Soorten publicaties 
 
Tabel 15 Totaaloverzicht resultaten 
Soort Jaartal Bron 
Boek 2000 ITGI 
Boek 2004 Harvard Business Press 
Boek 2007 IT Governance Institute 
Boek 2007 Boom Lemma 
Boek 2009 Springer Science & Business Media 
Boek 2012 Springer Science & Business Media 
Boek 2014 Springer 
Boek 2015 OpenUniversiteit 
Boek 2015 Pearson Benelux bv 
Conferentie 2006 
Proceedings of the 39th Annual Hawaii International Conference on 
System Sciences (HICSS'06) 
Conferentie 2011 
Proceedings of International Conference on Software and Computer 
Applications (ICSCA 2011) 
Conferentie 2011 
2011 Second International Conference on Intelligent Systems, 
Modelling and Simulation 
Conferentie 2012 
Munich, European, Mediterranean & Middle East Conference on 
Informaion Systems (EMOIS) 
Conferentie 2012 proceedings intl conf information system business competitiveness 
Journal artikel 1963 Harvard Business Review 
Journal artikel 1980 Mis Quarterly 
Journal artikel 1981 Harvard business review 
Journal artikel 1985 Journal of Small Business Management (pre-1986) 
Journal artikel 1987 MIS quarterly 
Journal artikel 1987 Journal of Small Business Management 
Journal artikel 1992 MIT Sloan Management Review 
Journal artikel 1992 Information systems research 
Journal artikel 1993 IBM systems journal 
Journal artikel 1994 Mis Quarterly 
Journal artikel 1995 Omega 
Journal artikel 1997 Information systems research 
Journal artikel 1998 Journal of Business Finance & Accounting 
Journal artikel 1998 Requirements engineering 
Journal artikel 1998 CBS College Publishing, New York 
Journal artikel 1999 MIS quarterly 
Journal artikel 1999 Small business economics 
Journal artikel 2000 Baylor Business Review 
Journal artikel 2001 Journal of Information technology 
Journal artikel 2003 The journal of strategic information systems 
Journal artikel 2004 Information Systems Management 
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Soort Jaartal Bron 
Journal artikel 2004 Strategies for information technology governance 
Journal artikel 2004 MIS Quarterly Executive 
Journal artikel 2004 Journal of Knowledge management 
Journal artikel 2005 Communications of the Association for Information Systems 
Journal artikel 2005 Information management & computer security 
Journal artikel 2006 The Journal of Corporate Citizenship 
Journal artikel 2008 Information & Management 
Journal artikel 2008 International Journal of Technology Management 
Journal artikel 2008 Tsinghua Science & Technology 
Journal artikel 2010 International Research Journal of Finance and Economics 
Journal artikel 2010 European Journal of Information Systems 
Journal artikel 2011 Computers in Human Behavior 
Journal artikel 2011 EDPACS 
Journal artikel 2012 Information Systems Frontiers 
Journal artikel 2012 Industrial Management & Data Systems 
Journal artikel 2012 International Journal of Information Management 
Journal artikel 2013 Small Business Economics 
Journal artikel 2013 International Journal of Management and Enterprise Development 
Journal artikel 2016 South African Journal of Information Management 
Rapport 2008 Corporate governance of information technology 
Webpagina z.j. MKB Servicedesk 
 
Tabel 16 Jaartallen 
Jaartal Aantal  Jaartal  Aantal 
1963 1  2004 5 
1980 1  2005 2 
1981 1  2006 2 
1985 1  2007 2 
1987 2  2008 4 
1992 2  2009 1 
1993 1  2010 2 
1994 1  2011 4 
1995 1  2012 6 
1997 1  2013 2 
1998 3  2014 1 
1999 2  2015 2 
2000 2  2016 1 
2001 1  z.j. 1 
2003 1    
   Eindtotaal 56 
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Tabel 17 Bronnen 
Bron Aantal 
 2011 Second International 
Conference on Intelligent Systems, 
Modelling and Simulation 
1 
 Baylor Business Review 1 
 Boom Lemma 1 
 CBS College Publishing, New York 1 
 Communications of the 
Association for Information 
Systems 
1 
 Computers in Human Behavior 1 
 Corporate governance of 
information technology 
1 
 EDPACS 1 
 European Journal of Information 
Systems 
1 
 Harvard Business Press 1 
 Harvard Business Review 2 
 IBM systems journal 1 
 Industrial Management & Data 
Systems 
1 
 Information & Management 1 
 Information management & 
computer security 
1 
 Information Systems Frontiers 1 
 Information Systems Management 1 
 Information systems research 2 
 International Journal of 
Information Management 
1 
 International Journal of 
Management and Enterprise 
Development 
1 
 International Journal of 
Technology Management 
1 
 International Research Journal of 
Finance and Economics 
1 
 IT Governance Institute 2 
 Journal of Business Finance & 
Accounting 
1 
 Journal of Information technology 1 
 Journal of Knowledge 
management 
1 
 Journal of Small Business 
Management 
2 
 MIS Quarterly 5 
 MIT Sloan Management Review 1 
 Munich, European, Mediterranean 
& Middle East Conference on 
Informafion Systems (EMOIS) 
1 
Bron Aantal 
 Omega 1 
 OpenUniversiteit 1 
 Pearson Benelux bv 1 
 proceedings intl conf information 
system business competitiveness 
1 
 Proceedings of International 
Conference on Software and 
Computer Applications (ICSCA 
2011) 
1 
 Proceedings of the 39th Annual 
Hawaii International Conference 
on System Sciences (HICSS'06) 
1 
 Requirements engineering 1 
 Small business economics 2 
 South African Journal of 
Information Management 
1 
 Springer Science & Business Media 3 
 Strategies for information 
technology governance 
1 
 The Journal of Corporate 
Citizenship 
1 
 The journal of strategic 
information systems 
1 
 Tsinghua Science & Technology 1 
MKB Servicedesk 1 
Eindtotaal 56 
 
Tabel 18 Publicaties    
Soort publicatie Aantal 
Boek 9 
Conferentie  5 






Bijlage 3 – Vergelijking van IT Governance definities 
In deze bijlage wordt een overzicht gegeven van de belangrijkste definities en wordt vervolgens een 
keuze gemaakt voor één werkdefinitie.  
Het IT Governance Instituut (ITGI, 2000) definieert IT Governance als “a structure of relationships and 
processes to direct and control the enterprise in order to achieve the enterprise’s goals by adding value 
while balancing risk versus return over IT and its processes",  
Van Grembergen en De Haes (Van Grembergen & De Haes, 2009) definiëren Enterprise Governance 
van IT als "...is an integral part of corporate governance and addresses the definition and 
implementation of processes, structures and relational mechanisms in the organization that enable 
both business and IT people to execute their responsibilities in support of business/IT alignment and 
the creation of business value from IT-enabled business investments”. 
ISO/IEC 38500 (ISO/IEC, 2008) als "...the system by which the current and future use of IT is directed 
and controlled. [It] involves evaluating and directing the plans for the use of IT to support the 
organization and monitoring this use to achieve plans. It includes the strategy and policies for using IT 
within an organization”. 
Weill (Weill, 2004) definieert als “as specifying the framework for decision rights and accountabilities 
to encourage desirable behavior in the use of IT.” En breidt deze uit met een link richting IT 
Management “IT governance is not about what specific decisions are made. That is management. 
Rather, governance is about systematically determining who makes each type of decision (a decision 
right), who has input to a decision (an input right) and how these people (or groups) are held 
accountable for their role. Good IT governance draws on corporate governance principles to manage 
and use IT to achieve corporate performance goals.” 
In tabel 3 is bij elementen in de verschillende definities van IT Governance aangegeven welke 
elementen in de verschillende definities voorkomen.  
Tabel 19 Elementen in de verschillende definities van IT Governance 
Bron van definitie 
Elementen 
ITGI Van Grembergen 




Structuren/relaties X X   
Processen X X   
Besturen  X   X 
Controleren  X  X X 
Bereiken van doelstellingen X X X  
Toevoegen van waarde X X  X 
Balans tussen risico’s versus 
rendement 
X    
Onderdeel van corporate governance  X  X 
Business en IT  X   
Strategie   X X 




Om tot een definitie te komen, is gebruik gemaakt van de primaire vragen van Garrity. Hierbij is voor 
elke definitie beoordeeld of deze voldoet aan de criteria, zoals opgesteld in onderstaande tabel.  
Tabel 20 Vragen Garrity en bijbehorend criteria 
Vraag van Garrity Omgezet naar criteria voor vergelijking 
Wie is verantwoordelijk voor IT investeringen?  
De definitie geeft helderheid over de 
verantwoordelijkheid. 
Wie levert input voor IT investeringen?  
De definitie maakt duidelijk wie input 
mag leveren. 
Welke controles worden uitgevoerd om er zeker van te zijn dat 
de IT investeringen een positieve uitwerking hebben?  
De definitie geeft blijk van 
controleermechanismen.  
 








































A structure of relationships and processes to direct and control the 
enterprise in order to achieve the enterprise’s goals by adding value 
while balancing risk versus return over IT and its processes. 
2 1 2 5 
(Van 
Grembergen 
& De Haes, 
2009) 
IT Governance is an integral part of corporate governance and 
addresses the definition and implementation of processes, structures 
and relational mechanisms in the organization that enable both 
business and IT people to execute their responsibilities in support of 
business/IT alignment and the creation of business value from IT-
enabled business investments. 
2 2 1 5 
(ISO/IEC, 
2008) 
The system by which the current and future use of IT is directed and 
controlled. [It] involves evaluating and directing the plans for the use 
of IT to support the organization and monitoring this use to achieve 
plans. It includes the strategy and policies for using IT within an 
organization. 
1 1 2 4 
(Weill, 
2004) 
Specifying the framework for decision rights and accountabilities to 
encourage desirable behavior in the use of IT. IT governance is not 
about what specific decisions are made. That is management. Rather, 
governance is about systematically determining who makes each type 
of decision (a decision right), who has input to a decision (an input 
right) and how these people (or groups) are held accountable for their 
role. Good IT governance draws on corporate governance principles 
to manage and use IT to achieve corporate performance goals. 
2 2 2 6 
Legenda: 0 = niet van toepassing, 1=deels van toepassing, 2=volledig van toepassing 
Bij het maken van een keuze voor één IT Governance definitie is elke definitie door de onderzoeker 
gescoord (op een driepuntschaal van 0 tot en met 2) op de volgende vergelijkingscriteria: 
 De definitie geeft helderheid over de verantwoordelijkheid. 
 De definitie maakt duidelijk wie input mag leveren. 
 De definitie geeft blijk van controleermechanismen. 
                                                          
2 De definities zijn in de oorspronkelijke taal weergegeven voor een optimale vergelijking 
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Bijlage 4 – Vergelijking van MKB definities  
De definitie van de grootte van het bedrijf varieert tussen onderzoekers: sommigen gebruiken de vaste 
activa, terwijl anderen de omzet of de rechtsvorm en de wijze van productie als uitgangspunt nemen. 
Op dit moment valt meer dan 90 procent van alle bedrijven in elk land onder de categorie MKB, waaruit 
blijkt dat het belang van het MKB voor de nationale economie in elk land aanzienlijk is. Landen 
gebruiken afwijkende criteria voor het meten van de grootte van het bedrijf en specifieke meetbare 
factoren. In tabel 5 worden de factoren die in de verschillende landen worden gebruikt in de definities 
weergegeven (Ayat, Masrom, & Sahibuddin, 2011). Met kapitaal wordt het eigen vermogen van het 
bedrijf bedoeld. Met bezit wordt de vaste activa bedoeld. Verkopen gaat om de omzet van het bedrijf.  
 





Kapitaal Bezit Verkopen 
Canada 499   X 
China 500  X  
Hongkong 100    
Indonesië 100  X X 
Japan 300 X   
Korea 300    
Maleisië  150   X 
Filipijnen 200  X  
Singapore 100  X  
Thailand 200  X  
Vietnam 200 X   
 
De Europese Commissie (EC) definieert MKB in termen van aantal medewerkers als volgt: 
- Micro – bedrijf met 0 tot 9 medewerkers; 
- Klein – bedrijf met 10 tot 99 medewerkers; 
- Middelgroot – 100 tot 499 medewerkers. 
De MKB-sector bestaat volgens de EC uit bedrijven die minder dan 500 medewerkers in dienst hebben. 
Deze definitie is uitsluitend gebaseerd op werkgelegenheid in plaats van meerdere criteria. Daarnaast 
benadert de EC het MKB niet als homogene groep, maar maakt onderscheid tussen micro, klein en 
middelgrote bedrijven. Deze definitie is te algemeen om toegepast te kunnen worden (Abor & Quartey, 
2010). 
Weston en Copeland (Weston & Copeland, 1998) stellen dat de definities over de omvang van de 
bedrijven lijden aan een gebrek aan universele toepasbaarheid. Aangezien bedrijven kunnen worden 
opgevat in verschillende termen. Grootte is gedefinieerd in verschillende contexten, in termen van het 
aantal werknemers, de jaarlijkse omzet, eigendom van het bedrijf en de waarde van de vaste activa. 
Van der Wijst (Van Der Wijst, 2012) beschouwt kleine en middelgrote bedrijven als niet-
beursgenoteerde bedrijven met respectievelijk 1-9 en 10-99 medewerkers. Jordan et al. (Jordan, Lowe, 
& Taylor, 1998) definiëren MKB-bedrijven als bedrijven met minder dan 100 werknemers en minder 
                                                          
3 Nederland is niet opgenomen in het onderzoek van Ayat et al. 
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dan £10 miljoen (=±€15 miljoen) omzet. (Michaelas, Chittenden, & Poutziouris, 1999) beschouwen het 
MKB als kleine onafhankelijke besloten vennootschappen met minder dan 200 werknemers.  
Door de MKB Servicedesk in Nederland wordt de volgende definitie vermeld (MKBServicedesk, z.j.): 
- Middelgroot: bedrijf met minder dan 250 werknemers, een jaaromzet van hoogstens €50 
miljoen of een jaarlijks balanstotaal kleiner of gelijk aan €43 miljoen. 
- Klein: bedrijf met minder dan 50 werknemers, een jaaromzet van hoogstens €10 miljoen of 
een balanstotaal kleiner of gelijk aan €10 miljoen. 
- Micro: bedrijf met minder dan 10 werknemers en een jaaromzet van hoogstens €2 miljoen of 
een jaarlijks balanstotaal kleiner of gelijk aan €2 miljoen. 
Aangezien de context van deze literatuurstudie de Nederlandse context is, wordt hiervan uitgegaan 
met de te gebruiken definitie. Volgens de Kamer van Koophandel en het MKB Servicedesk is het MKB 
een bedrijf met minder dan 250 medewerkers. Daarnaast hanteert het MKB Servicedesk een limiet van 
jaaromzet van maximaal 50 miljoen. Gebaseerd op deze Nederlandse context en overeenstemming 
met andere definities, wordt de volgende definitie in het vervolg voor het MKB gehanteerd:  
“een MKB-bedrijf is een niet beursgenoteerd bedrijf met minder dan 250 medewerkers en  




Bijlage 5 – MKB karakteristieken 
 
Tabel 23 Overzicht MKB karakteristieken 
Cluster Karakteristiek Auteur 
Eigenaarschap en 
management 
Meestal gestart, eigendom van en 
gedomineerd door de ondernemers. 
(Wong & Aspinwall, 2004) 
Eigenaar is de manager bij de strategische top  (Wong & Aspinwall, 2004) 
Centralisatie van besluitvorming – weinig 
besluitvormers 
(Wong & Aspinwall, 2004) 
Directief en vaderlijk leiderschap zijn vaker 
voorkomende vaardigheden en competenties.  
(Wong & Aspinwall, 2004) 
Top management is goed zichtbaar en zit dicht 
op het punt van levering.  
(Wong & Aspinwall, 2004) 
Geringe management vaardigheden en 
competenties 
(Wong & Aspinwall, 2004) 
Management is vaak ook eigenaar (Vives, 2006) 
Snelle communicatie 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Structuur 
Eenvoudige en weinig complexe structuur (Wong & Aspinwall, 2004) 
Platte structuur met weinig management lagen 
en hiërarchie 
(Wong & Aspinwall, 2004) 
Flexibele structuur en informatiestromen (Wong & Aspinwall, 2004) 
Eigenaar-managers moeten multi-tasken (Wong & Aspinwall, 2004) 
Verdeling van activiteiten is beperkt en 
onduidelijk 
(Wong & Aspinwall, 2004) 
Lage graad van specialisten – meer 
generalisten  
(Wong & Aspinwall, 2004) 
Hoge kosten per eenheid 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Flexibel 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Klanten en markten 
Normaal gesproken afhankelijk van een klein 
klantenbestand 
(Wong & Aspinwall, 2004) 
Meestal lokale en regionale markt – weinig 
internationaal 
(Wong & Aspinwall, 2004) 
Frequenter en hechter contact met klanten (Wong & Aspinwall, 2004) 
Vaak kent men de klant persoonlijk  (Wong & Aspinwall, 2004) 






Eenvoudig planning en controle systemen (Wong & Aspinwall, 2004) 
Informele evaluatie en rapportage systeem (Wong & Aspinwall, 2004) 
Flexibele en aanpasbare processen (Wong & Aspinwall, 2004) 
Focus op operationele processen - minder op 
strategische processen 
(Wong & Aspinwall, 2004) 
Activiteiten en handelingen zijn minder 
beheerst door formele regels en procedures 
(Wong & Aspinwall, 2004) 
Geringe mate van standaardisatie en 
formalisering 
(Wong & Aspinwall, 2004) 
Meestal gedomineerd door de mensen (Wong & Aspinwall, 2004) 
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Cluster Karakteristiek Auteur 
Personeel 
Geringe personele middelen (Wong & Aspinwall, 2004) 
Geringe know how met minder deskundige 
professionals 
(Wong & Aspinwall, 2004) 
Medewerkers zijn veelzijdiger (Wong & Aspinwall, 2004) 
Opleidingen en ontwikkeling van personeel is 
waarschijnlijk ad hoc en kleinschalig 
(Wong & Aspinwall, 2004) 
Hechte en informele werkrelatie (Wong & Aspinwall, 2004) 
Gering aantal vakbonden (Wong & Aspinwall, 2004) 
Geringe mate van weerstand tegen 
verandering 
(Wong & Aspinwall, 2004) 
Beperkte kennis 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Vertrouwt op individuen 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Werknemers de gelegenheid geven om 
leerervaring op te doen 
(Lee, 2013) 
Cultuur en gedrag 
Gezamenlijke cultuur (Wong & Aspinwall, 2004) 
Organische en vloeibare cultuur (Wong & Aspinwall, 2004) 
Afdeling/functionele mentaliteit is minder 
aanwezig – meer bedrijfsbrede mindset 
(Wong & Aspinwall, 2004) 
Zeer weinig belangengroepen (Wong & Aspinwall, 2004) 
Handelingen en het gedrag van de werknemers 
wordt beïnvloed door ethos en perspectief van 
eigenaar-managers. 
(Wong & Aspinwall, 2004) 
Resultaat georiënteerd (Wong & Aspinwall, 2004) 
Informele cultuur 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Stimuleren van innovatie en flexibiliteit (Lee, 2013) 
Responsief 
(Ayat, Masrom, & 
Sahibuddin, 2011) 
Geen mogelijkheid om je ergens achter te 
verschuilen 








Bijlage 6 – Beschrijving IT Governance modellen 
Tabel 24 Beschrijving IT Governance modellen 
Model Omschrijving 
ASL 
Application Services Library (ASL) is een verzameling van de best practices en een leidraad voor 
het beheer van applicatie ontwikkeling en onderhoud. Het is de norm voor 
applicatiemanagement, gescheiden van ITIL, maar wel eraan gelinkt in termen van de naleving 
van de normen voor het beheer van processen en het verstrekken van een coherente set van 
richtlijnen (Bastiaens 2004, van der Pols 2004) . ASL is een onderdeel van de IT Service 
Management (ITSM) Library. ASL kent drie soorten onderdelen: functioneel, applicatie en 
technisch. ITIL is een algemeen geaccepteerde standaard voor het organiseren van technisch 
beheer, ASL biedt een kader voor de organisatie van het applicatiebeheer (Meijer 2003) 
CMM/CMMI 
Het Capability Maturity Model (CMM) is een methode die wordt gebruikt voor het ontwikkelen 
en verfijnen van een software ontwikkelingsproces. Het model beschrijft een pad van vijf 
niveaus naar een steeds georganiseerder en systematischer en volwassener proces. CMM is 
ontwikkeld en wordt gepromoot door het Software Engineering Institute (SEI), een 
onderzoeks- en ontwikkelingscentrum, gesponsord door het Amerikaanse Department of 
Defense (DoD). Het CMM suggereert 5 volwassenheidsniveaus van software processen 
(Mathiassen & Sørensen 1996), dat wil zeggen initieel, herhaalbaar, gedefinieerd, beheerd en 
geoptimaliseerd. CMM is door de jaren heen verder ontwikkeld door het integreren van 
verschillende activiteiten, dat wil zeggen CMM Integration (CMMI). CMM is gebaseerd op het 
klassieke watervalmodel en de aanpak van CMMI is gericht op iteratief ontwikkelen en is meer 
resultaatgericht. 
COBIT 
Control Objectives for Information and Related Technology (COBIT) is ontwikkeld als een 
algemeen geldende en geaccepteerde standaard voor een goede IT-beveiliging en controle 
praktijken (Lainhart 2000). De tool omvat: (1) Performance Measurement elementen (2) een 
lijst van kritische succesfactoren (KSF) die beknopte, niet-technische best practices biedt voor 
elk IT-proces en (3) Volwassenheidsmodellen om te helpen bij benchmarking en 
besluitvorming voor verbeteringen. 
COBIT 
Quickstart 
COBIT is een uitgebreide set van middelen die de informatie bevatten die bedrijven nodig 
hebben om een IT Governance en control te adopteren. Echter, de breedte en diepte van alle 
richtlijnen van COBIT zijn te gedetailleerd en overweldigend voor kleinere bedrijven. Of, voor 
een aantal grotere bedrijven kan COBIT te veel tijd vragen om te analyseren en is COBIT 
Quickstart geschikt om zich te focussen op het nemen van de eerste stappen naar IT 
Governance.  
De motivatie achter COBIT Quickstart is de behoefte van IT-managers van kleinere bedrijven 
voor een eenvoudig te gebruiken tool die de uitvoering van de belangrijkste IT controle 
doelstellingen kan versnellen. Ook kunnen IT-managers van grotere bedrijven het model 
benutten voor een 'quick start' van de initiële fase van een bredere IT Governance 
implementatie. 
ISO 17799 
De ISO 17799 of de tegenhanger van British Standard BS 7799 is een standaard voor 
informatiebeveiliging, waaronder een uitgebreide set van de controles en de best practices 
van informatiebeveiliging. De standaard is bedoeld als een referentiepunt voor het 
identificeren van een reeks benodigde controles voor de situaties waarbij informatiesystemen 
worden gebruikt in industrie en handel. Compliance van ISO 17799 en BS7799 zorgt ervoor dat 
een bedrijf een bepaald compliance niveau heeft vastgesteld voor elk van de tien categorieën 
(Ma & Pearson 2005), dat wil zeggen veiligheidsbeleid, veilig bedrijf, de classificatie van activa 
en controle, personele beveiliging, fysieke en omgevingsveiligheid, communicatie en 
operationeel management, toegangscontrole, systeemontwikkeling en onderhoud, business 




ISO 38500 IT 
Governance 
Standard 
ISO/IEC 38500, een norm voor IT Governance, is een adviesstandaard die een kader van 
principes biedt voor het senior management en de Raad van Bestuur om te gebruiken tijdens 
het evalueren, regisseren en het toezicht houden op het gebruik van IT in hun bedrijf. Het is 
opgesteld door Standards Australia (AS8015:2005) en werd goedgekeurd onder een ‘fast-track 
procedure’ door Joint Technical Committee parallel met de goedkeuring ervan door de 
nationale instanties van de ISO en IEC. Naast het leveren van een brede leidraad voor de rol 
van een bestuursorgaan, stimuleert het bedrijven om passende normen te gebruiken voor een 
effectief IT Governance. ISO/IEC 38500 kan gebruikt worden bij bedrijven van elke omvang, 
inclusief openbare en particuliere bedrijven, overheidsinstellingen en non-profit bedrijven. 
ISO/IEC 38500 is van toepassing op de governance van de management processen en besluiten 
met betrekking tot de informatie- en communicatiediensten die worden gebruikt door een 
bedrijf. Deze processen kunnen worden gecontroleerd door interne IT-specialisten of externe 
dienstverleners of door business units binnen het bedrijf. 
IT Audit 
Sisco (2002) stelt dat een IT review drie belangrijke gebieden moeten bevatten om de evaluatie 
op richten: (1) Technologie: het identificeren van mogelijkheden om te voldoen aan de 
behoeften van het bedrijf, stabiliteit, capaciteit en schaalbaarheid, beveiliging en risico's. (2) 
IT-organisatie: expertise en diepte die nodig is om de behoeften van het bedrijf, het beheer, 
het moreel, capaciteit en de risico’s te ondersteunen. (3) IT-processen: change management, 
softwarelicenties, project management, beleid en procedures met betrekking tot technologie 
en bijhouden en het meten van prestaties. Een technologie bedrijf heeft vele functionele 
delen, een kwantificering van de IT organisatiestructuur omvat (Sisco 2002): (a) Infrastructuur. 
Netwerken LAN, WAN en desktop support. (b) Zakelijke toepassingen. Research & 
development en ondersteuning, inclusief installatie diensten, professionele diensten, 
helpdesk, technologische activa, bedrijfsprocessen en procedures. 
IT Due 
Diligence 
Sisco (2002b) stelt dat de due diligence doelstellingen duidelijk moeten worden gedefinieerd. 
Sisco (2002b) stelt dat een IT due diligence plan opgedeeld moet worden in zeven delen: (1) 
De huidige IT-exploitatie, (2) Risico's en risico's vermijdingsplannen, (3) Financieel plan 
(verwachte kosten en het budget om de processen te continueren), (4) De investeringseisen, 






(Weill & Ross, 2004) introduceren een model voor de beoordeling van IT Governance 
Prestaties. IT Governance is gedefinieerd als het specificeren van beslissingsbevoegdheden en 
verantwoordelijkheden om gewenst gedrag omtrent IT-gebruik te stimuleren. Om dat te 
behalen moeten de governance prestaties worden beoordeeld: hoe goed de governance-
maatregelen het gewenst gedrag stimuleren, dat wil zeggen hoe goed het bedrijf de prestatie 
doelstellingen behaalt. Vandaar dat het model voor IT Governance vijf belangrijke factoren 
bevat om aan te pakken: omgeving van het bedrijf, governance-regelingen, governance 







(Peterson, 2004) suggereert vier fasen voor het beoordelen van IT Governance. Het proces 
bevat de volgende stappen (1) beschrijven en beoordelen IT Governance waarde bepalende 
factoren, (2) een beschrijving en beoordeling van de IT beslissingsbevoegdheden voor het 
portfolio van IT-activiteiten, (3) een beschrijving en de mogelijkheden van IT Governance, en 





Damianides (2005) introduceert een checklist voor IT Governance met een set van 44 
diagnostische vragen. Voor elk van de vragen gaat het om (a) IT value delivery, (b) IT Strategic 
Alignment, (c), risico Management, en / of (d) Prestatie, wordt gespecificeerd. De vragenlijst 
bestaat uit drie subgroepen: het ontdekken van IT-problemen, uitvinden hoe het management 
de IT problemen adresseert, en zelfevaluatie van IT Governance praktijken met betrekking tot 








Weill & Ross (2004) suggereren dat een IT Governance beoordeling de volgende activiteiten 
bevat (1) in kaart brengen van de huidige governance met de instrumenten van een 
Governance Design Framework (GDF) en een Governance Arrangements Matrix (GAM). (2) Het 
vergelijken van de GDF en de GAM, (3) Auditing IT Governance Mechanismen, (4) Het 
ontwerpen van de To-Be Governance Structuur, (5) Transformeer naar de To-Be versie van de 
GDF en de GAM van het bedrijf, en de focus op communiceren, opleiding, overtuigen, verfijnen 




IT Service CMM is een volwassenheidsgroeimodel gericht op IT Service Providers (Niessink 
2003). IT Service CMM is een ontwikkeling van de CMM voor softwareontwikkeling en bevat 
vergelijkbare volwassenheidsfasen. IT Service CMM komt voort uit het streven om een 
kwaliteitsverbeteringsmodel te ontwikkelen voor dienstverlenende bedrijven ter verbetering 
van kwaliteit van de dienstverlening (Niessink & van Vliet 1998). Het model meet niet de 
volwassenheid van de afzonderlijke diensten, projecten of bedrijfseenheden. Integendeel, het 
model meet de volwassenheid van het hele bedrijf met betrekking tot het 
dienstverleningsproces, met inbegrip van alle partijen die bij het creëren van het resultaat voor 
de klant betrokken zijn, vanaf het identificeren van de behoeften van de klant tot en met de 
evaluatie van de geleverde diensten (Niessink et al activiteiten. 2005 ). Het model behandelt 
niet de ontwikkeling van nieuwe diensten. 
ITIL 
Information Technology Infrastructure Library (ITIL) is de wereldwijde de facto standaard in 
Service Management (Behr et al. 2004). ITIL biedt een uitgebreide, consistente aantal best 
practices vanuit de collectieve ervaring van duizenden best practices van IT-ers over de hele 
wereld (Niessink & van Vliet 2001). ITIL richt zich op de kritische bedrijfsprocessen en 
disciplines die nodig zijn voor het leveren van hoge kwaliteit diensten. Uit het ITIL model is de 
British Standard BS15000 ontstaan. BS15000 is 's werelds eerste standaard voor het beheer 
van IT-diensten. Alle activiteiten zijn ingedeeld in twee categorieën: Service Management en 
Service Delivery. Deze benadering definieert kwaliteit als het niveau van de afstemming tussen 
IT-services en de daadwerkelijke behoeften van het bedrijfsleven (Niessink & van Vliet 2000). 
Daardoor kunnen bedrijven hun volwassenheid van best practices vergroten zonder specifieke 
technologieën. 
PRINCE2 
PRINCE, wat staat voor Projects IN Controlled Environments, is een project management 
methode voor de organisatie, het beheer en de controle van de projecten. PRINCE werd voor 
het eerst ontwikkeld als een standaard voor de Britse regering voor IT project management. 
Sinds de introductie is PRINCE op grote schaal gebruikt in zowel de publieke als de private 
sector en is nu in het Verenigd Koninkrijk de facto standaard voor projectmanagement. Hoewel 
PRINCE oorspronkelijk is ontwikkeld voor de behoeften van IT-projecten, wordt de methode 
ook gebruikt voor vele niet-IT-projecten. De nieuwste versie van de methode, PRINCE2, is 
ontworpen om de eisen van de bestaande gebruikers te integreren en de methode naar een 
generieke, best practice aanpak voor het beheer van alle soorten projecten te verbeteren. 
(OGC 2005)  
SAS70 
SAS70 is een audit standaard die is ontworpen om een onafhankelijke auditor in staat te stellen 
om een dienst bij een bedrijf te beoordelen en er een advies over te geven. Statement on 
Auditing Standards No. 70 (SAS70) for Service Organizations, is een internationaal erkende 
auditing standaard ontwikkeld door het American Institute of Certified Public Accountants 
(AICPA). Een SAS70 audit (www.sas70.com) wordt algemeen erkend, omdat het betekent dat 
een dienstverlenend bedrijf door middel van een grondige audit door een onafhankelijk 
accountantskantoor is gecontroleerd, waarbij over het algemeen controles zijn uitgevoerd met 
betrekking tot de informatietechnologie en gerelateerde processen. Bedrijven moeten 
aantonen dat zij adequate controles uitvoeren en kunnen waarborgen dat ze goed omgaan 
met klantdata. Controle doelstellingen en controleactiviteiten moeten ook op een manier 
worden georganiseerd dat die de beweringen uit de jaarrekening ondersteunen, bijvoorbeeld 





Six sigma staat voor Six Standard Deviations from mean. De Six Sigma methodiek levert de 
technieken en tools om de capaciteit te verbeteren en de gebreken in een proces te 
verminderen. De Six Sigma methodiek verbetert bestaande bedrijfsprocessen door 
voortdurend te beoordelen en re-tunen van het proces (Hammer 2002). Om dit te realiseren 
(cf. Puzdek 2003), maakt Six Sigma gebruik van een methode die bekend staat als DMAIC 
(Definieer kansen, Meet prestaties, Analyseer kansen, Improve (verbeter) prestaties, Controle 
prestaties). Behoeften van de klant, kwaliteit van het ontwerp, metrics en maatregelen, 
betrokkenheid van de werknemers en continue verbetering zijn de belangrijkste elementen 
van Six Sigma Process Improvement. 
SOX 
De Sarbanes-Oxley Act of 2002 (vaak afgekort tot SOX) is wetgeving ingevoerd om de 
aandeelhouders en het grote publiek te beschermen tegen boekhoudkundige fouten en 
frauduleuze praktijken in bedrijven (SOX 2002). De wetgeving is niet alleen van invloed op de 
financiële kant van bedrijven, maar ook van invloed op de IT-afdeling wiens taak het is om 
elektronische gegevens van een bedrijf op te slaan. De Sarbanes-Oxley Act stelt dat alle 
zakelijke documenten (Alles et al. 2004), met inbegrip van elektronische documenten en 
elektronische berichten, moet worden opgeslagen voor tenminste vijf jaar. De gevolgen van 
niet-naleving zijn boetes, gevangenisstraf of beide. Vandaar, Sarbanes-Oxley induceert 
belangrijke implicaties voor de IT-functie (Moore & Swartz 2003). De Sarbanes-Oxley-eisen 
worden steeds meer geïntegreerd met enterprise risk management initiatieven (Beasley et al. 
2004, Sammer 2004). 
SysTrust 
De SysTrust service is een assurance dienst die gezamenlijk is ontwikkeld door het American 
Institute of Certified Public Accountants (AICPA) en de Canadian Institute of Chartered 
Accountants (CICA). Het is ontworpen om het management, klanten en zakelijke partners meer 
vertrouwd te maken met systemen die een bedrijf of een bepaalde activiteit ondersteunen 
(Pacini et al. 2000). In een SysTrust betrokkenheid (McPhie 2000), de beoefenaar evalueert en 
test of een specifiek systeem betrouwbaar is, gemeten langs drie essentiële beginselen: 





Bijlage 7 – Opstellen criteria 
Om de vertaalslag te maken van MKB karakteristieken naar criteria waarop IT Governance geëvalueerd 
kunnen worden, zijn de volgende stappen doorlopen: 
1. Beoordeling: Van elke MKB karakteristiek wordt gekeken of deze van invloed is op de toepassing 
van IT Governance. Deze beoordeling is door de onderzoeker uitgevoerd. 
2. Filtering: de karakteristieken worden gefilterd op basis van de beoordeling. Enkel de 
karakteristieken met een ‘ja’ beoordeling worden verder gebruikt. Dit betekent namelijk dat dit 
karakteristiek van invloed is op de toepassing van IT Governance. 
3. Clustering: de overgebleven karakteristieken worden verdeeld, waarbij rekening is gehouden met 
een vergelijkbaar abstractieniveau van elk karakteristiek. 
4. Opstellen criteria: op basis van de geclusterde karakteristieken kunnen de MKB-criteria worden 
opgesteld. Dit zijn de criteria waaraan een IT Governance model geëvalueerd gaat worden op de 
toepasbaarheid binnen het MKB. 
 
Stap 1: Beoordeling 
In tabel 25 staan de MKB-karakteristieken waarbij beoordeeld en toegelicht is of deze karakteristiek 
van invloed is op de toepassing van IT Governance. Deze karakteristieken zijn door de onderzoeker 
geclassificeerd met ‘ja’ of ‘nee’. Waarbij bij ‘ja’ geldt dat een IT Governance model met dit punt 
rekening moeten houden, zodat het toepasbaar is voor het MKB. 
Tabel 25 Invloed van karakteristieken op toepassing IT Governance 
Karakteristiek Invloed op invoering en toepassing IT Governance Rekening 
mee 
houden? 
1. Eigenaarschap en management 
1.1 Management is vaak 
ook eigenaar 
IT Governance moet bekeken worden vanuit het bedrijfsbrede perspectief en 
daar is de eigenaar verantwoordelijk voor. Waardoor de invoering van IT 
Governance staat of valt met betrokkenheid van de eigenaar en het model 
hier dan ook rekening mee moet houden.  
Ja 
1.2 Centralisatie van 
besluitvorming – weinig 
besluitvormers 
Een MKB heeft een gecentraliseerde structuur en de beslissingen die door de 
topmanager worden genomen, vertegenwoordigen meestal de beslissing 
voor het gehele bedrijf (Yang & Fu, 2008). Hierdoor heeft de eigenaar een 
belangrijke rol bij de invoering van IT Governance en het model moet hier dan 
ook rekening mee houden. 
Ja 
1.3 Directief en vaderlijk 




De eigenaar speelt een belangrijke rol bij de adoptie van IT. Bedrijven met een 
eigenaar die hier kennis van heeft maken meer kans op adoptie van IT dan 
bedrijven waarbij dit niet het geval is. (Thong & Yap, 1995) Hierdoor heeft de 
eigenaar een belangrijke rol bij de invoering van IT Governance en het model 
moet hier dan ook rekening mee houden. 
Ja 
1.4 Snelle communicatie 
In het MKB neemt de eigenaar de beslissing over het in gebruik nemen van 
een nieuwe aanpak, waarna dit intern gecommuniceerd wordt. ((Levy & 
Powell, 2008), (Thong & Yap, 1995)) De snelle communicatie heeft geen 
directe invloed op de invoering van IT Governance, het model hoeft hier dus 
geen rekening mee te houden. 
Nee 
2. Structuur 




MKB-bedrijven hebben een eenvoudige en flexibele structuur met weinig 
managementlagen en hiërarchie. De structuur van het bedrijf heeft geen 
invloed op de invoering van IT Governance, het model hoeft hier dus geen 




Karakteristiek Invloed op invoering en toepassing IT Governance Rekening 
mee 
houden? 
2.2 Flexibele structuur en 
informatiestromen 
De communicatielijnen zijn vaak kort en direct. De wijze waarop 
communicatie plaatsvindt heeft geen invloed op de invoering van IT 
Governance en het model hoeft hier dus geen rekening mee te houden. 
Nee 
2.3 Verdeling van 
activiteiten is beperkt en 
onduidelijk 
De verdeling van activiteiten in het MKB is vaak beperkt en onduidelijk. Er is 
een grote vraag binnen deze bedrijven naar kennis met betrekking tot het 
uitvoeren van taken en de wijze waarop dingen gedaan moeten worden. 
((Kamsties, Hörmann, & Schlich, 1998), (Lincoln & Warberg, 1987), (Malone, 
1985)) Voor de invoering en toepassing van IT Governance is het van belang 
dat het duidelijk is welke activiteiten hiervoor uitgevoerd moeten worden, 
hier moet het model in faciliteren. 
Ja 
2.4 Lage graad van 
specialisten – meer 
generalisten 
Eén van de nadelen waar een MKB mee te maken heeft, is de lage graad van 
specialisten. Er zijn meer generalisten in MKB-bedrijven die een variëteit van 
taken uitvoeren (Wong & Aspinwall, 2004). Gebrek aan kennis kan een 
belemmering zijn bij de invoering van IT Governance, waardoor het model 
hier rekening mee moet houden. 
Ja 
2.5 Hoge kosten per 
eenheid 
De totale kosten voor het bedrijf van het in dienst houden en ondersteunen 
van elke medewerker zal binnen het MKB hoger zijn, omdat medewerkers 
kennis moeten hebben van meer gebieden. (Ayat, Masrom, & Sahibuddin, 
2011)  
Met ieder besluit is er een zekere mate van onzekerheid. De verwachte 
opbrengsten moeten de verwachte risico's en kosten (tijd, geld, inspanning) 
overstijgen om een nieuwe aanpak te aanvaarden. (Levy, Powell, & Yetton, 
2001) 
De kosten van de invoering van IT Governance mogen niet hoog zijn, anders 
zorgt dit voor een belemmering van de invoering ervan, het model moet hier 
rekening mee houden. 
Ja 
3. Klanten en markten 
3.1 Normaal gesproken 
afhankelijk van een klein 
klantenbestand 
MKB-bedrijven hebben aanzienlijk minder middelen dan grotere bedrijven, 
als gevolg van hun sterk concurrerende omgeving, financiële beperkingen, 
gebrek aan expertise en gevoeligheid voor invloeden van buitenaf. ((Kroon, 
Van De Voorde, & Timmers, 2013), (Thong & Yap, 1995), (Welsh & White, 
1981)) De omgeving van het bedrijf is niet van invloed op de invoering van IT 
Governance, waardoor het model hier geen rekening mee hoeft te houden. 
Nee 
3.2 Meestal lokale en 
regionale markt – weinig 
internationaal 
Nee 
3.3 Behouden van nauwe 
relaties met klant en 
omgeving, vaak met 
persoonlijk klantcontact 
Binnen het MKB is er sprake van het onderhouden van een nauwe band met 
klanten en de omgeving (Lee, 2013) en vaak met persoonlijk klantcontact 
(Wong & Aspinwall, 2004). 
De relatie met klanten is niet van toepassing op de invoering van IT 
Governance, waardoor het model hier geen rekening mee hoeft te houden. 
Nee 
4. Systemen, processen en procedures 
4.1 Eenvoudig planning 
en controle systemen 
Medewerkers en management zijn meestal te druk met de dagelijkse gang 
van zaken, waardoor er weinig ruimte is voor andere zaken, zoals 
procesmanagement, laat staan kwaliteit en procesverbetering. (Bernaert, 
Poels, Snoeck, & De Backer, 2014) 
De tijdsbesteding en eenvoudige planning en controle systemen betekenen 
dat het bedrijf niet gewend is om volgens strakke procedures te werken, dit 
heeft invloed op de invoering van IT Governance, hier moet in het model 
rekening mee gehouden zijn. 
Ja 
4.2 Informele evaluatie 
en rapportage systeem 
Uit de studie van (Albayrak & Gadatsch, 2012) blijkt dat transparantie over IT 
vaak ontbreekt evenals de controlefunctie en het meten van performance.  
De huidige informele evaluatie en rapportage systemen van het bedrijf 
hebben geen invloed op de invoering van IT Governance, waardoor het model 




Karakteristiek Invloed op invoering en toepassing IT Governance Rekening 
mee 
houden? 




In snel groeiende bedrijven vinden vaak weinig veranderingen plaats in de IT-
afdeling. De verbeteringen die doorgevoerd worden, zijn enkel van 
technische aard en andere veranderingen worden niet eens bekend gemaakt 
bij de leiding van het bedrijf. De processen en standaardisatie hebben geen 
invloed op de toepassing van IT Governance. 
Nee 
4.4 Focus op 
operationele processen - 
minder op strategische 
processen  
Medewerkers en management zijn meestal te druk met de dagelijkse gang 
van zaken, waardoor er weinig ruimte is voor strategische kwesties. (Bernaert 
et al., 2014) 
Tijdgebrek en weinig focus op strategische zaken hebben invloed op de wil 
om IT Governance in te voeren en toe te passen, hier moet het model 
rekening mee houden. 
Ja 
5. Personeel 
5.1 Geringe personele 
middelen, waardoor 
vertrouwd wordt op 
individuen 
Het MKB heeft vaak een gebrek aan beschikbare personele middelen. Dit 
heeft invloed op de capaciteit voor het invoeren van IT Governance, waardoor 
het model hier rekening mee moet houden. 
Ja 
5.2 Medewerkers zijn 
veelzijdig  
Daarnaast is tijd een probleem, aangezien de eigenaar en managers 
doorgaans druk zijn met andere zakelijke prioriteiten (Gupta & Hammond, 
2005). Binnen het MKB hebben de medewerkers brede kennis; dit stimuleert 
om bezig te zijn met alles wat voor handen komt of om nieuwe vaardigheden 
op te doen of bekende concepten toe te passen in nieuwe. (Ayat, Masrom, & 
Sahibuddin, 2011) 
Vaak hebben MKB-bedrijven geen of een beperkte IT-afdeling en gebrek aan 
IT-specialisten (Yang & Fu, 2008). De implementatie van IT Governance zal 
daarom vaak onder de verantwoordelijkheid van niet-IT-personeel vallen of 
IT-medewerkers die niet gespecialiseerd zijn in IT Governance. 
Gebrek aan kennis heeft invloed op de invoering van IT Governance, 
waardoor het model hier rekening mee moet houden. 
Ja 
5.3 Opleidingen en 
ontwikkeling van 
personeel is ad hoc en 
kleinschalig 
Daarom hebben MKB-bedrijven te maken met beperkingen op het gebied van 
de financiële middelen en een gebrek aan in-house IT-expertise. (Thong & 
Yap, 1995). 
Gebrek aan financiën heeft invloed op de invoering van IT Governance, 
waardoor het model hier rekening mee moet houden. 
Ja 
5.4 Hechte en informele 
werkrelatie 
De onderlinge samenwerking is veelal beter en er bestaat een hechte en 
informele werkrelatie. (Wong & Aspinwall, 2004) 
De onderlinge relatie heeft geen invloed op de invoering van IT Governance, 
waardoor het model hier geen rekening mee hoeft te houden. 
Nee 
5.5 Geringe mate van 
weerstand tegen 
verandering 
MKB-bedrijven hebben minder medewerkers dan grote bedrijven. Dit heeft 
als voordeel dat het eenvoudiger is om alle medewerkers op één lijn te krijgen 
om een verandering te initiëren en te implementeren. (Wong & Aspinwall, 
2004). 
Dit heeft geen directe invloed op het al dan niet invoeren van IT Governance, 
waardoor het model hier geen rekening mee hoeft te houden. 
Nee 
5.6 Beperkte kennis 
Het gebrek aan beschikbaarheid van middelen is het gevolg van 
omstandigheden die uniek zijn voor MKB-bedrijven, zoals de sterk 
concurrerende markt, financiële beperkingen en een gebrek aan vakkennis. 
Beperkte kennis heeft invloed op de invoering van IT Governance, waardoor 
het model hier rekening mee moet houden. 
Ja 
6. Cultuur en gedrag 
6.1 Gezamenlijke en 
informele cultuur 
Binnen het MKB zijn vaak strakke communicatielijnen en is sprake van 
gezamenlijke en informele cultuur (Wong & Aspinwall, 2004).  
De cultuur heeft geen invloed op het al dan niet invoeren van IT Governance, 




Karakteristiek Invloed op invoering en toepassing IT Governance Rekening 
mee 
houden? 
6.2 Afdeling/ functionele 
mentaliteit is minder 
aanwezig – meer 
bedrijfsbrede mindset 
Dat het bedrijf meer gericht is op de algehele bedrijfsvoering en minder op 
de eigen afdeling gericht, heeft geen invloed op de invoering van IT 
Governance, waardoor het model hier geen rekening mee hoeft te houden. 
Nee 
6.3 Handelingen en het 
gedrag van de 
werknemers wordt 
beïnvloed door ethos en 
perspectief van eigenaar-
managers 
De cultuur wordt gevormd door het ethos en perspectief van de eigenaar. De 
eigenaar heeft invloed op het al dan niet invoeren van IT Governance, 




Men is resultaat georiënteerd. (Wong & Aspinwall, 2004). Snel resultaten 
willen zien is bij de invoering van IT Governance van belang, waardoor het 
model hier rekening mee moet houden. 
Ja 
6.5 Stimuleren van 
innovatie en flexibiliteit 
Innovatie en flexibiliteit worden gestimuleerd. (Lee, 2013) 
Innovatie van de eigen bedrijfsvoering is niet van belang bij de invoering van 
IT Governance, waardoor het model hier geen rekening mee hoeft te houden. 
Nee 
6.5 Responsief 
MKB medewerkers zijn responsief tijdens het ontwikkelen en wijzigen van 
hun plannen en procedures. De kleine organisatie stelt managers en 
medewerkers in staat om snelle beslissingen te nemen in hun kleine 
omgeving. (Ayat, Masrom, & Sahibuddin, 2011) 
Het feit dat MKB-bedrijven responsief zijn heeft geen invloed op het al dan 
niet invoeren van IT Governance, waardoor het model hier geen rekening 
mee hoeft te houden. 
Nee 
 
Stap 2: Filteren 
Gezien de overlap tussen een aantal omschrijvingen is de lijst met karakteristieken door de 
onderzoeker gegroepeerd. Zie voor de resultaten tabel 26. Tijdens stap 2 ‘filteren’ vallen de 
karakteristieken af die als ‘nee’ zijn geclassificeerd.  
 
Tabel 26 Opgeschoonde lijst van MKB karakteristieken 
Karakteristiek Van invloed op 
IT Governance? 
1.1 Management is vaak ook eigenaar Ja 
1.2 Centralisatie van besluitvorming – weinig besluitvormers Ja 
1.3 Directief en vaderlijk leiderschap zijn vaker voorkomende vaardigheden en 
competenties 
Ja 
2.3 Verdeling van activiteiten is beperkt en onduidelijk Ja 
2.4 Lage graad van specialisten – meer generalisten Ja 
2.5 Hoge kosten per eenheid Ja 
4.1 Eenvoudig planning en controle systemen Ja 
4.4 Focus op operationele processen - minder op strategische processen  Ja 
5.1 Geringe personele middelen, waardoor vertrouwd wordt op individuen Ja 
5.2 Medewerkers zijn veelzijdig  Ja 
5.3 Opleidingen en ontwikkeling van personeel is ad hoc en kleinschalig Ja 
5.6 Beperkte kennis Ja 
6.3 Handelingen en het gedrag van de werknemers wordt beïnvloed door ethos en 
perspectief van eigenaar-managers 
Ja 
6.4 Resultaat georiënteerd Ja 
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Stap 3: Clustering en stap 4: Opstellen criteria 
Tijdens stap 3 ‘clustering’ ontstaat de volgende verdeling van de karakteristieken. Tijdens het opstellen 
van de criteria werd de criteria die door (Bernaert et al., 2014) is gebruikt ontdekt. De formulering van 
de criteria die daar zijn genoemd zijn gedeeltelijk overgenomen. Welke tijdens stap 4 ‘opstellen 
criteria’ de bijbehorende criteria hebben gekregen als weergave van de onderliggende criteria waarbij 
rekening is gehouden met een vergelijkbaar abstractieniveau (tabel 27). 
Tabel 27 Clustering en opstellen criteria 
Clustering Criteria 
1.1 Management is vaak 
ook eigenaar 
1.2 Centralisatie van besluitvorming – 
weinig besluitvormers 
De eigenaar moet betrokken worden 
bij het opstellen van de IT 
Governance. 
1.3 Directief en vaderlijk leiderschap 
zijn vaker voorkomende vaardigheden 
en competenties 
6.3 Handelingen en het gedrag van de 
werknemers wordt beïnvloed door 
ethos en perspectief van eigenaar-
managers 
2.3 Verdeling van 
activiteiten is beperkt en 
onduidelijk 
 Het model moet invulling geven aan 
rollen en bevoegdheden. 
Het model moet op specifieke, 
meetbare en realistische wijze 
beschrijven wat en hoe een bedrijf 
moet handelen. 
2.4 Lage graad van 
specialisten – meer 
generalisten 
5.6 Beperkte kennis 
Het model moet toe te passen zijn 
zonder of met geringe hulp van 
externe specialisten.  
2.5 Hoge kosten per 
eenheid 
 
De verwachte opbrengsten van het 
model moeten de verwachte kosten 
overstijgen. 
4.4 Focus op operationele 
processen - minder op 
strategische processen 
4.1 Eenvoudig planning en controle 
systemen 
Het model moet het mogelijk maken 
om op tijdsefficiënte wijze aan 
strategische zaken te werken. 6.4 Resultaat georiënteerd 
5.2 Medewerkers zijn 
veelzijdig 
5.1 Geringe personele middelen, 
waardoor vertrouwd wordt op 
individuen 
Een persoon met beperktere IT 
competenties moet het model 
kunnen toepassen.  5.3 Opleidingen en ontwikkeling van 
personeel is ad hoc en kleinschalig 
Vervolgens is gekeken naar de relatie die kan worden gelegd tussen de criteria van het MKB en op 
welke wijze hier invulling aan gegeven moet worden in het IT Governance model. Het resultaat hiervan 
is vastgelegd in de volgende tabel. 
Tabel 28 Relatie tussen MKB-criteria en benodigde wijze van invulling door IT Governance model  
Criteria Toelichting 
De eigenaar moet betrokken 
worden bij het opstellen van 
de IT Governance. 
De eigenaar heeft binnen een MKB invloed op de adoptie van een 
IT Governance model. Het is daarom belangrijk dat in het model 
een duidelijke visie op IT Governance wordt gegeven. De IT 
Governance moet aansluiten op de visie en strategie die wordt 




Het model moet invulling 
geven aan rollen en 
bevoegdheden. 
Het IT Governance model moet ingevoerd kunnen worden in de 
bestaande organisatiestructuur van een MKB en gecombineerd 
kunnen worden met bestaande taken en verantwoordelijkheden.  
Het model moet op 
specifieke, meetbare en 
realistische wijze beschrijven 
wat en hoe een bedrijf moet 
handelen. 
Het IT Governance model moet een proces en aanpak geven dat 
binnen een MKB gevolgd kan worden. Hierin moeten de mijlpalen 
en hoofdstappen worden beschreven, maar bij voorkeur ook de 
activiteiten met de input en output die uitgevoerd moeten worden. 
Het model moet toe te passen 
zijn zonder of met geringe 
hulp van externe specialisten. 
Er moet voldoende informatie en training beschikbaar zijn voor het 
goed kunnen invoeren van het IT Governance model binnen een 
MKB. Het IT Governance model moet bij voorkeur hulpmiddelen, 
checklists en voorbeeldproducten bevatten die het gebruik van het 
model binnen een MKB kunnen vereenvoudigen. 
De verwachte opbrengsten 
van het model moeten de 
verwachte kosten overstijgen. 
De opbrengsten voor het invoeren, toepassing en adoptie van het 
model moet de verwachte kosten overstijgen. 
Het model moet het mogelijk 
maken om op tijdsefficiënte 
wijze aan strategische zaken 
te werken. 
Het model moet een duidelijke visie geven op IT Governance die 
aansluit op de dynamische omgeving en strategieën van MKB-
bedrijven en op een flexibele manier kan mee ontwikkelen met 
externe en interne veranderingen. 
Een persoon met beperktere 
IT competenties moet het 
model kunnen toepassen. 
MKB-bedrijven beschikken over minder specialistische kennis en 
vaardigheden op het gebied van IT Governance. Het IT Governance 
model moet daarom niet te complex zijn en voldoende detail geven 





Bijlage 8 – Evaluatie IT Governance modellen 












Voor de meeste MKB eigenaren zal het model te uitgebreid zijn om 
het nut en de toepasbaarheid ervan te herkennen. 
- 
Verwachte opbrengsten 
hoger dan verwachte 
kosten en risico’s 
Specialistische kennis nodig voor het gebruik van COBIT. Dit vereist 
inzetten van externe resources of het volgen van intensieve training. 
Dit brengt hoge kosten met zich mee, die niet opwegen tegen de 
opbrengsten. 
- 
Invulling rollen en 
bevoegdheden 
De rollen, activiteiten en relaties worden beschreven, waarbij 
onderscheid wordt gemaakt tussen delegeren, richting bepalen, 
instrueren, rapporteren, monitoren en verantwoordelijkheid. Het 
model bevat RACI tabellen, hierin staan de rolverdelingen vermeld. 
+ 
Beschrijving van het wat 
en hoe  
ISACA leggen de nadruk op COBIT als referentiemodel voor IT 
Governance. Maar dit model beschrijft slechts een reeks 
doelstellingen binnen vier domeinen en niet op welke wijze deze 




Arbeidsintensief en complex model. Het implementeren van COBIT 
neemt veel tijd in beslag en duurt meestal enkele jaren.4 COBIT zal 
binnen het MKB nauwelijks worden gebruikt, aangezien COBIT 
Quickstart specifiek ontwikkeld is voor het MKB. 
- 
Weinig IT competenties 
nodig 
Het is niet mogelijk om COBIT te gebruiken zonder het jargon te 
kennen en kennis te hebben van IT Governance. In het model zitten 
34 processen en 318 activiteiten wat de complexiteit verhoogt en de 
praktische toepasbaarheid vermindert. 
- 
Geen of weinig externe 
resources nodig 
COBIT is te groot en complex voor toepassing binnen het MKB. 
Externe adviseurs zijn nodig voor toepassing van COBIT. 
(Guldentops, 2014) 
- 
Legenda: + = het model voldoet in grote mate aan de criteria, ± = het model geeft beperkt invulling aan de criteria, 










Tabel 30 Toelichting evaluatie COBIT Quickstart 
Model 
Criteria 






Uitgangspunt bij COBIT Quickstart is een kleine span of control en een 
eenvoudige structuur. 
Quickstart is ontwikkeld voor MKB bedrijven waarbij alle IT 
Governance en uitvoering de verantwoordelijkheid zijn van één 




dan verwachte kosten 
en risico’s 
De verwachte opbrengsten en kosten van de methode zullen 
verschillen naargelang het soort bedrijf en de perceptie van de 
eigenaar. De verwachte kosten zijn door de eenvoud van de methode 
alleszins beperkt tot het minimum, maar door waarschijnlijk 
benodigde externe resources zijn er hoge(re) kosten. 
± 
Invulling rollen en 
bevoegdheden 
Het model bevat RACI tabellen, hierin staan de rolverdelingen 
vermeld. 
+ 
Beschrijving van het 
wat en hoe  
Een implementatie proces wordt meegeleverd, hierin staan stappen 
beschreven die een bedrijf moet ondernemen. 
 
ISACA leggen de nadruk op COBIT als referentiemodel voor IT 
Governance. Maar dit model beschrijft slechts een reeks 
doelstellingen binnen vier domeinen en niet op welke wijze deze 
verwezenlijkt kunnen worden. (Ayat, Masrom, Sahibuddin, et al., 
2011) Ditzelfde kan gezegd worden over Quickstart. 
± 
Tijdsefficiënt werken 
Quickstart kan worden gebruikt als een basislijn en een set van 'smart 
things to do' voor vele MKB bedrijven en andere entiteiten waar IT niet 




Uit COBIT Quickstart framework: “The driver behind COBIT Quickstart 
is the need of IT managers of smaller organisations for a simple-to-use 
tool that will speed up the implementation of key IT control objectives.” 
In het model zitten 32 processen en 62 activiteiten waardoor de 
complexiteit verminderd wordt t.o.v. COBIT en de praktische 
toepasbaarheid verhoogd wordt. 
+ 
Geen of weinig 
externe resources 
nodig 
Het model heeft een geschiktheidsassessment om te beoordelen of 
een bedrijf geschikt is om COBIT Quickstart te gebruiken om IT 
doelstellingen van het bedrijf te controleren. Voor de daadwerkelijke 
aanpak is het aan te raden om externe expertise in te schakelen. 
± 
Legenda: + = het model voldoet in grote mate aan de criteria, ± = het model geeft beperkt invulling aan de criteria, 






Tabel 31 Toelichting evaluatie ISO/IEC 38500 
Model 
Criteria 





De directeuren en het top management moet de IT activiteiten 
evalueren en sturen gebaseerd op zes principes. (Chaudhuri, 2011) 
Voor meeste eigenaren zal het model te ingewikkeld zijn. 
- 
Verwachte opbrengsten 
hoger dan verwachte 
kosten en risico’s 
Door benodigde externe resources en/of trainingen zijn er hoge(re) 
kosten 
- 
Invulling rollen en 
bevoegdheden 
De principes geven het voorkeursgedrag voor een optimale 
besluitvorming binnen bedrijven. De toelichting op elk principe 
heeft betrekking op wat er moet gebeuren, maar geeft niet aan 
hoe, wanneer en door wie. (Ayat, Masrom, Sahibuddin, et al., 2011) 
- 
Beschrijving van het wat 
en hoe  
De principes geven het voorkeursgedrag voor een optimale 
besluitvorming binnen bedrijven. De toelichting op elk principe 
heeft betrekking op wat er moet gebeuren, maar geeft niet aan hoe, 
wanneer en door wie. (Ayat, Masrom, Sahibuddin, et al., 2011) 
- 
Tijdsefficiënt werken Arbeidsintensief en complex model: er is uitgebreide training nodig. - 
Weinig IT competenties 
nodig 
Er is specialistische kennis nodig. - 
Geen of weinig externe 
resources nodig 
Zeer waarschijnlijk externe adviseurs nodig; door expliciete kennis. - 
Legenda: + = het model voldoet in grote mate aan de criteria, ± = het model geeft beperkt invulling aan de criteria, 
- = het model voldoet niet aan de criteria 
IT Governance Assessment 
Tabel 32 Toelichting evaluatie IT Governance Assessment 
Model 
Criteria 





Het model biedt aanwijzingen en uitgangspunten voor IT 
Governance afspraken binnen grote, complexe bedrijven. (Weill 




hoger dan verwachte kosten 
en risico’s 
Door benodigde externe resources zijn er hoge(re) kosten. - 
Invulling rollen en 
bevoegdheden 
Niet duidelijk. - 
Beschrijving van het wat en 
hoe  
Het ‘wat’ wordt beschreven over het in kaart brengen van de 
huidige situatie, maar niet het ‘hoe’ van de nieuwe situatie. 
- 
Tijdsefficiënt werken Arbeidsintensief en complex model.  - 
Weinig IT competenties 
nodig 
Het is niet mogelijk om dit model uit te voeren met weinig IT 
competenties. Senior managers moeten de impact van 
governance op het bedrijf beoordelen. (Weill & Ross, 2004) 
Hierbij is expliciete kennis benodigd. 
- 
Geen of weinig externe 
resources nodig 
Zeer waarschijnlijk externe adviseurs nodig; door expliciete 
kennis. 
- 
Legenda: + = het model voldoet in grote mate aan de criteria, ± = het model geeft beperkt invulling aan de criteria, 
- = het model voldoet niet aan de criteria 
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IT Governance Review 
Tabel 33 Toelichting evaluatie IT Governance Review 
Model 
Criteria 





Het model is in eerste instantie gericht op grote bedrijven. Wel zijn 
de onderdelen overzichtelijk, waardoor het niet te ingewikkeld is. 
± 
Verwachte opbrengsten 
hoger dan verwachte 
kosten en risico’s 
De verwachte opbrengsten en kosten van de methode zullen 
verschillen naargelang het soort bedrijf en de perceptie van de 
eigenaar. Maar door waarschijnlijk benodigde externe resources 
zijn er hoge(re) kosten. 
- 
Invulling rollen en 
bevoegdheden 
Er wordt invulling gegeven aan verschillende rollen in het IT 
Governance Arrangement Matrix, echter zijn deze gericht op 
structuren binnen grote bedrijven. 
- 
Beschrijving van het wat 
en hoe  
Het IT Governance Design Framework beschrijft zowel het wat als 
hoe elementen overeenstemming moeten hebben. 
+ 
Tijdsefficiënt werken 
Geen zeer arbeidsintensief model om uit te werken, wel zitten er 
elementen in die niet van toepassing zijn voor het MKB, waardoor 
keuzes gemaakt moeten worden over de aanpak en niet één op één 
het model in gebruik genomen kan worden. 
± 
Weinig IT competenties 
nodig 
Het model is een doelgerichte, pragmatische benadering. 
In redelijke mate zelf toe te passen, want is gericht op senior 
management. 
± 
Geen of weinig externe 
resources nodig 
Zeer waarschijnlijk externe adviseurs nodig; door expliciete kennis. - 
Legenda: + = het model voldoet in grote mate aan de criteria, ± = het model geeft beperkt invulling aan de criteria, 







Bijlage 9 – Beschrijving COBIT Quickstart 
Het IT Governance Instituut (ITGI, 2007a) introduceert dat: “De behoefte aan zekerheid over de waarde 
van IT, het beheer van IT-gerelateerde risico’s en toegenomen vereisten over de controle van informatie 
worden nu beschouwd als de belangrijkste elementen van enterprise governance. Waarde, risico en 
controle vormen de kern van IT Governance” En “COBIT biedt good practices in een domein en proces 
model en presenteert activiteiten in een beheersbare en logische structuur. COBIT’s good practices 
vertegenwoordigen de consensus van experts. Ze zijn sterk gefocust op meer controle en minder op de 
uitvoering. Deze praktijken zullen helpen bij het optimaliseren van IT investeringen, zorgen voor 
levering van diensten en zorgen voor maatregelen om te beoordelen als er zaken fout gaan.” 
Gegevens over handelingen en gegevens van ondersteunde handelingen worden vastgelegd en 
verwerkt door de informatiesystemen van het bedrijf. Het management moet ervoor zorgen dat de 
informatiesystemen in het bedrijf op een zodanige manier gegevens verwerken dat de informatie die 
wordt verstrekt vanuit het juiste perspectief van het bedrijf wordt gedaan, zoals aangeven door IT 
Governance Instituut (ITGI, 2007a): “Effectief, efficiënt, vertrouwelijk, integer, beschikbaar, 
compliant, betrouwbaar” 
Ook COBIT is nuttig om IT doelstellingen van een bedrijf te evalueren, echter de gecompliceerde 
doelstelling maakt dat bedrijven besluiten om het COBIT framework niet te gebruiken. Voor het MKB, 
waar de budgetten zijn beperkt zijn, wordt het gebruik van het COBIT framework beschouwd als 
activiteiten die geen waarde toevoegen. (Amelia, 2012) Daarom ontwikkelde ITGI COBIT Quickstart. 
Zoals aangegeven in de richtlijnen (ITGI, 2007b): “COBIT is een uitgebreide set van middelen die 
informatie bevatten die organisaties nodig hebben om IT Governance en een controle model te 
adopteren. Echter, de breedte en diepte van de richtlijnen van COBIT kunnen te gedetailleerd of 
overweldigend zijn voor kleinere organisaties. Of voor grote organisaties kan COBIT te vee tijd vereisen 
om te analyseren en te richten op de eerste stappen naar IT Governance. COBIT Quickstart is ontstaan 
uit de behoeften van IT managers van kleinere organisaties voor een eenvoudig te gebruiken tool die 
bijdraagt aan een snelle start van de implementatie van IT controle doelstellingen. Ook IT managers 
van grote organisaties kunnen het model gebruiken voor een ‘quick start’ van een bredere IT 
Governance implementatie.” 
Ook al is de COBIT Quickstart een vereenvoudigde versie van COBIT, toch biedt het voldoende diepgang 
om IT doelstellingen te evalueren voor MKB-bedrijven. Zoals aangegeven in de baseline van het IT 
Governance Instituut (ITGI, 2007b): “Quickstart is gericht op kleine en middelgrote bedrijven. Het is 
echter ook geschikt voor bedrijven met een passende controle omgeving, waarbij dit het geval is als: 
een eenvoudige bevel structuur, korte communicatielijnen, beperkte span of control, niet veel scheiding 
van verantwoordelijkheden. Bovendien is het geschikt voor bedrijven waarin de IT-omgeving niet 
complex is, de IT-uitgaven niet heel hoog en IT niet van strategisch belang is.” 
Om te bepalen of de COBIT Quickstart geschikt is voor bedrijven, heeft de COBIT Quickstart basislijn 
twee testen om de geschiktheid van bedrijven te beoordelen voordat de Quickstart set van 




De eerste test is ‘Stay in the Blue Zone’. Figuur 8 toont het geschiktheidsassessment om te beoordelen 
of een bedrijf geschikt is om COBIT Quickstart te gebruiken. De situatie van het bedrijf wordt 
beoordeeld op zeven dimensies en het resultaat wordt geanalyseerd. Als het resultaat is dat het bedrijf 






Omschrijving van de verschillende dimensies:  





Deze dimensie meet de mate waarin gezag, regels en controle worden geïnstitutionaliseerd. Dit varieert 
van zeer informeel en verbale tot strikt formeel en gedocumenteerd. Daarnaast varieert het tussen 
lange termijn en korte termijn oriëntatie en strategische/tactische richting die opgelegd wordt door de 
structuur worden geëvalueerd. De aanwezigheid van meer formele en gedocumenteerde structuren en 
strategische inzichten op lange termijn suggereert dat een hogere mate van controle. 
Span of control Deze dimensie meet de mate waarin gezag, regels en controle formeel aanwezig zijn. De span of control 




Dit geeft aan hoeveel lagen tussen het management en het IT-personeel zit. Dit illustreert hoe direct, 
snel en efficiënt het bestuur kan communiceren met het IT-personeel en dit wordt gemeten door te 





Deze dimensie refereert aan het profiel van het bedrijf met betrekking tot de vaststelling van nieuwe 
technologieën en de complexiteit van de IT-omgeving ten opzichte van de sector. Dit profiel varieert van 
een pionier (het aannemen van nieuwe technologieën in een complexe IT-omgeving ruim voordat de 
sector dit doet) tot een achterblijver (het aannemen van nieuwe technologieën ver nadat concurrenten 
en de sector dit doet en de infrastructuur eenvoudig te houden). Het nemen van een technologische 
leiderschapspositie en het werken in een complexe IT-omgeving brengt grotere risico’s met zich mee en 
vereist ruimere controle. 
Strategisch 
belang IT 
Deze dimensie evalueert hoe afhankelijk de organisatie van IT om te opereren en taken uit te voeren en 
om concurrentievoordeel en succes te behalen. 
IT uitgaven Deze dimensie is verbonden met ‘vooruitstrevendheid IT’ en ‘strategisch belang IT’ en rangschikt de 




Deze dimensie controleert of de verantwoordelijkheid voor de bouw, de exploitatie en het beïnvloeden 
van IT-oplossingen en het toezicht hierop worden uitgevoerd door één persoon of dit verdeeld is over 
meerdere personen. 
Figuur 8 Geschiktheidsassesment 'Stay in the Blue Zone' (vertaald naar Nederlands) 
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De tweede test is ‘Watch the Heat’. Deze tweede test beoordeeld ook de geschiktheid van het bedrijf 
voor het gebruik van COBIT Quickstart. Als het bedrijf in de rode zone is, geeft dit aan dat COBIT 














COBIT biedt good practices in een domein en proces model en presenteert activiteiten in een 
beheersbare en logische structuur. Ze zijn sterk gericht op controle, minder op uitvoering. Deze good 
practices helpen bij het optimaliseren van IT-enabled investeringen, zorgen voor de levering van 
diensten en biedt een maatstaaf om te oordelen wanneer dingen verkeerd gaan. 
Voor IT om succesvol te zijn in het leveren van de business vereisten, moet het management een intern 
controlesysteem of model gebruiken. COBIT draagt bij aan deze behoeften door: 
- Het maken van een link naar de business vereisten; 
- Organiseren van IT-activiteiten in een algemeen aanvaard procesmodel; 
- Het identificeren van de belangrijkste IT-middelen worden ingezet; 
- Het definiëren van de management control doelstellingen te worden beschouwd. 
De business oriëntatie van COBIT bestaat uit het koppelen van bedrijfsdoelstellingen naar IT-
doelstellingen, het verstrekken van maatstaven en volwassenheid modellen meten prestaties en 
identificeren van de bijbehorende verantwoordelijkheden van business en IT proceseigenaren. 
De proces focus van COBIT wordt geïllustreerd door een procesmodel dat IT onderverdeeld in vier 
domeinen en 32 processen in lijn met de aandachtsgebieden van plannen, bouwen, uitvoeren en 
bewaken, zodat een end-to-end view van IT. Enterprise architectuur concepten helpen om benodigde 
middelen voor succes te identificeren. 
 
Figuur 9 Geschiktheidsassesment 'Watch the Heat' (vertaald naar Nederlands) 
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De resources moeten op de juiste manier worden ingezet in de verschillende IT domeinen die COBIT 
definieert als: 
- Plannen en organiseren  
- Verkrijgen en realiseren 
- Leveren en ondersteunen 













De COBIT Quickstart baseline bestaat uit 32 IT processen, gegroepeerd in vier COBIT-domeinen. Voor 
elke controle doelstelling in de baseline, "kritieke succes factoren" en "maatstaven" worden vermeld, 
samen met een "potentieel assessment aanpak", bestaande uit een zeven-puntschaal van 
"management is zich niet bewust" naar "oplossing is geoptimaliseerd." (Als alternatief kan COBIT 
vijfpuntschaal schaal (van "Ad-Hoc" naar "geoptimaliseerd") worden gebruikt) Op deze schaal kan 
aangeven worden waar de organisatie staat voor een controle doelstelling (as-is) en waar het wil zijn 
(to-be). Voor elke controle doelstelling is een RACI tabel. 
Als voorbeeld, hier de eerste twee controle doelstellingen (de twee hebben dezelfde kritische 
succesfactoren en maatstaven, de origineel controle doelstelling in COBIT waaruit de huidige controle 
doelstelling wordt afgeleid, wordt toegevoegd aan elke doelstelling (bijvoorbeeld "(CO ref. 1.1)") 
Figuur 10 Overall COBIT framework (ITGI, 2007b) 
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P01 – Definieer een strategisch IT plan 
Zorg ervoor dat IT strategie is afgestemd op en de algemene bedrijfsstrategie ondersteunt 
1. Definieer de benodigde IT bijdrage aan de realisatie van de strategische doelstellingen, 
gerelateerde kosten en prestaties doelstellingen en beoordelen hoe IT business kansen kan creëren 
in een strategisch plan. (CO ref. 1.4) 
2. Vertaal het strategisch plan in korte termijn IT operations, IT projecten en IT doelstellingen. 
Beoordeel de tactische IT prestatie doelstellingen in termen van beschikbaarheid, functionaliteit, 
huidige total cost of ownership en return on investment. (CO ref 1.2, 1.3, 1.5, 1.6) 
Kritieke succes factoren 
- Bestaan van een goedgekeurd strategisch IT plan 
- Een duidelijke positie op de balans tussen kosten, snelheid en kwaliteit 
Maatstaven 
- Aantal IT gerelateerde kosten en prestatiedoelen in het strategisch IT plan die het strategisch 
business plan ondersteunen 
- percentage van strategisch/tactisch IT geplande vergaderingen waar business medewerkers actief 
aan deelnemen 
- vertraging tussen update van IT strategisch plan en update van IT tactisch plan 
Na analyse van de verschillen tussen de as-is en to-be posities kunnen projecten worden gedefinieerd 
en geïnitieerd om de lacunes aan te pakken. Een voorbeeld staat in figuur 11. 
De COBIT Quickstart basislijn bevat: 
- High-level beschrijving van het Quickstart IT-proces 
- COBIT Quickstart management praktijken die van toepassing zijn, georganiseerd door IT-domein 
(‘plannen en organiseren’, ‘verkrijgen en realiseren’, ‘leveren en ondersteunen’ en ‘bewaken en 
evalueren’) en IT-processen 
- Referentie naar de volledige COBIT doelstellingen die worden gebruikt voor het construeren van 
Quickstart doelstellingen en het aantal van de COBIT doelstellingen in het proces 
- Potentiële self-assessment aanpak. Een andere optie is om de traditionele volwassenheidniveaus 
te gebruiken: 0-Ad Hoc, 1-Initieel, 2-Herhaalbaar, 3-Gedefinieerd, 4-Beheerd en 5-
Geoptimaliseerd. 
- Verantwoordelijkheden voor elk management. Voor een aantal typische rollen in de organisatie 
(directie, hoofd IT, hoofd operaties, hoofd ontwikkeling en business managers) wordt bepaald of 
die rol verantwoordelijk is, wie eindverantwoordelijk is, geraadpleegd of geïnformeerd moet 
worden in het kader van de specifieke doelstelling. De voor gedefinieerde rollen zijn geen fulltime 
taken. Sommigen kunnen worden gecombineerd en vervuld door dezelfde persoon. 
Figuur 11 COBIT Quickstart layout 
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- Belangrijkste toepasbare maatstaven. De maatstaven worden gedefinieerd op twee niveaus. Voor 
elke individuele management praktijk, zijn enkele belangrijke uitkomsten gedefinieerd om de 
resultaten van te meten (zoals gedefinieerd in de kolom COBIT Quickstart Management Practices). 
Vervolgens worden de resultaten vastgesteld op het niveau van een volledige IT processen 
(overeenkomend met de beschrijving van het IT-proces in de kolom COBIT Quickstart Proces). 
Hoe het kan worden geïmplementeerd? 
Hoewel Quickstart op meerdere manieren kan worden gebruik, afhankelijk van de problemen die 
aangepakt moeten worden, duidt het gestructureerd proces in tabel 35 de behoeften van een volledige 
implementatie van een IT Governance verbeterprogramma 
Tabel 35 Implementatie proces 
Processtap Proces beschrijving Product 
1. Beoordeel 
geschiktheid 
Voer de geschiktheidsassesments uit om te bepalen of de 
organisatie een passende kandidaat is voor het gebruik van 
de Quickstart benadering. De uitkomst bepaalt of het 
programma gebruikt kan worden zoals het is of dat het 
aangevuld moet worden met meer gedetailleerde 
componenten uit de volledige COBIT, of de volledige COBIT 
moet worden toegepast vanaf het begin. 







Gebruik de Quickstart baseline tabellen om de huidige 
positie van de organisatie te bepalen. Typische activiteiten 
in deze stap zijn bevatten basis data verzameling, interviews 
met de verantwoordelijke medewerkers voor de processen 
en review de performance resultaten of audit rapporten. Als 
alternatief kan een team of kennis staf samengesteld 






Beschouw de organisatie omgeving en plot de to-be positie 
in de Quickstart proces tabellen. Typische genomen 
overwegingen: 
- Branche van de organisatie 
- Wet- en regelgeving vereisten 
- Gevoeligheid van behandelde informatie 
- Afhankelijkheid van technologie 
- Bedrijf en IT doelen 
Het is belangrijk dat deze positionering indien mogelijk 
wordt ontwikkeld door het management en eigenaren of 





Analyseer de controle praktijken met elke proces hiaat 
(verschil tussen as-is en to-be posities) om de aard en 







Groepeer de individuele proces veranderingen op logische 
wijze in verbeteringsprojecten – projecten die de 
organisatie in staat stellen om effectieve progressie te 
maken op een beheersbare manier. 
Proces 
verbetering 





Organiseer, prioriteer en bepaal de volgorde van de 
verbeteringsprojecten in een geïntegreerd programmaplan, 
waarmee rekening wordt gehouden met de directe 
benodigdheden van de organisatie, onderlinge project 





Bijlage 10 – Opdeling elementen COBIT Quickstart 
Het model COBIT Quickstart is opgedeeld in elementen. De opdeling in elementen is gedaan op basis 
van de fasen en die fasen bestaan uit activiteiten. 
Tabel 36 COBIT Quickstart opgedeeld in elementen 
Nr Activiteiten  Product  
1 Fase: Plannen en organiseren 
A 
Definieer een strategisch IT 
plan 
Strategisch IT plan 
B 
Definieer een informatie 
architectuur 




Technisch infrastructuur plan 
D 
Definieer IT processen, 
organisatie en relaties 
IT organisatiestructuren en 
IT-processen met eigenaars, rollen en verantwoordelijkheden 
geïntegreerd in de bedrijfsprocessen. 
E Beheer de IT investeringen 




doelstellingen en richting 
Communicatieplan 
G Beheer IT personeel 
Carrièrepaden en rollen voor IT personeel en reviewproces 
voor functiebeschrijvingen 
H Beheer kwaliteit Documentatie voor ontwikkeling, changes en testen  
I 
Vaststellen en beheren IT 
risico’s 
IT risico’s met prioritering  
J Beheer projecten Programma en project management methode 





Inzicht in oplossingen waar medewerkers tevreden over zijn, 
projecten die afgerond zijn binnen tijd en budget.  
Standaard selectieproces 
B 
Verkrijg en onderhoud 
software 
Applicatie datamodel, procesbeschrijvingen, 
gebruikshandleidingen. 
C 
Verkrijg en onderhoud 
technische infrastructuur 
Operationele, functionele en business vereisten 
D In gebruik nemen Handleidingen en trainingsmateriaal verzorgen. 
E Inkoop van IT resources 
Standaard set van inkoop richtlijnen. Standaard 
leveranciersselectie 
F Beheer veranderingen 
Proces voor change management, inclusief 
goedkeuringsstappen. Emergency veranderingsproces. 
Documentatie bijwerken. 
G 
Installeer en accrediteer 
oplossingen en veranderingen 
Analyseren van data conversie in nieuwe systemen. 
Gedocumenteerde en geaccordeerde testplannen. Evalueren 
van acceptatiecriteria. 
3 Fase: Leveren en ondersteunen 
A 
Definieer en beheer services 
levels 
Stel service level agreements op 
B Beheer third-party services Documentatie omtrent issues en naleving van contract 
C 
Beheer performance en 
capaciteit 
Definieer minimale beschikbaarheid, performance en 
capaciteit vereisten en evaluatie. 
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D Zorg voor continue service 
Identificeer kritische business functies en informatie. Maak 
plan voor noodsituaties. Back-up en recovery plans. Test en 
evalueer het geheel. 
E 
Zorg voor veiligheid van 
systemen 
Definieer IT beveiliging principes en procedures en monitor, 
detecteer en los kwetsbaarheden op. 
F 
Beheer service desk en 
incidenten 
Implementeer service desk functie met snelle response, 
escalatie procedures en trend analyses. 
G Beheer de configuratie In kaart brengen van IT-assets en licenties om te handhaven 
H Beheer problemen Record, track en los operationele processen op 
I Beheer data 
Definieer archief vereisten en beheer van documenten, data 
en programma’s. 
J Beheer de fysieke omgeving 
Zorg voor omgevingsfactoren zoals stof, vocht en hitte. 
Veiligheid van draagbare apparaten, zoals mobiels en laptops. 
K Beheer operaties 
Documenteer en review standaard IT operaties in lijn met 
afspraken. Controleer logs. 
4 Fase: Bewaken en evalueren 
A 
Bewaak en evalueer IT 
performance 
Zorg dat management, gebruikers en IT meetbare resultaten 
en indicatoren opstellen en resultaten worden opgevolgd.  
B 
Bewaak en evalueer interne 
controle 
Bewaak interne controle processen voor IT-gerelateerde 
activiteiten en identificeer verbeteracties. 
C 
Naleving van externe 
vereisten 
Identificeer alle van toepassing zijnde wet- en regelgeving en 
contracten en de bijbehorende niveaus van IT compliance en 
houd reviews. 
D Zorg voor IT Governance 







Bijlage 11 – Beschrijving IT Governance Review 
Uit onderzoek van Peter Weill en Jeanne Ross (Weill & Ross, 2004) bij bijna 300 bedrijven in de wereld, 
blijkt dat er niet een enkele formule is voor het goed inrichten van de IT Governance. Wel blijkt dat 
goed presterende bedrijven de governance zorgvuldig hebben ingericht. IT Governance moet 
bovendien niet op zichzelf staand ingericht worden, maar gelinkt zijn met andere belangrijke assets 
zoals financiën, mensen, relaties. 
De fases van dit model zijn:  
Fase 1 – In kaart brengen huidige bedrijfssituatie. Het doel is om basiskennis over het bedrijf en de IT 
Governance-status in kaart te brengen. 
Fase 2 – Assessment van IT Governance Prestaties. De IT-beslissers en medewerkers worden 
geïdentificeerd. Daarnaast worden de toegepaste IT Governance mechanismen en de wijze waarop de 
IT Governance resultaten worden geëvalueerd in kaart gebracht. 
Fase 3 – Herontwerp van IT Governance. Op basis van de vorige fasen wordt de IT Governance 
beoordeeld, waarbij de beslissers, de effectiviteit van de IT Governance mechanismen en de business 
performance doelen versus IT Governance maatstaven en verantwoordelijkheden centraal staan. 
Fase 4 – Implementatie van nieuwe IT Governance. In deze fase is het de bedoeling dat de nieuwe IT 
Governance wordt uitgevoerd, rekening houdend met de activiteiten die moeten worden ontwikkeld, 
de benodigde personele middelen en de doorlooptijd. Het IT Governance implementatieplan wordt 
uitgevoerd en continu geëvalueerd.  
Fase 5 – Assessment en management van IT Governance. Op basis van de maatstaven en 
verantwoordelijkheden die eerder zijn vastgelegd, wordt de effectiviteit van de IT Governance 
geëvalueerd. Als er problemen worden gedetecteerd, worden de IT-mechanismen en het gedrag 
geanalyseerd en beoordeeld. 
  
Figuur 12 Algemeen overzicht van model 
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Fase 1 – in kaart brengen huidige bedrijfssituatie: 
Het is belangrijk om de situatie van het bedrijf te beoordelen. Dit gaat om de branche, de strategie, 
grootte, aantal afdelingen en de onderlinge relaties. 
Ten eerste moet het duidelijk zijn welke strategie het bedrijf heeft. Als basis kunnen hiervoor de 
volgende drie disciplines worden gebruikt: 
- Operational Excellence: benadrukt efficiëntie en betrouwbaarheid, leidt het bedrijf in prijs en 
gebruiksgemak, minimaliseert het overhead kosten en heeft het gestroomlijnde logistiek. 
- Customer Intimacy: richt zich op de relatie met de klant, dienstverlening, klantgerichtheid en 
levering van maatwerk op basis van kennis. 
- Product (Service) Leadership: prioriteert continue de productinnovatie, omarmt het nieuwe 
ideeën en oplossingen en brengt deze snel naar de markt. 
Bovendien wordt bij het in kaart brengen van het bedrijf de bedrijfsgrootte (aantal afdelingen) en de 
synergie tussen deze afdelingen ontdekt: in hoeverre er sprake is van gecentraliseerde management 
structuren (hoge synergie tussen afdelingen) of verspreid management (autonomie van afdelingen) 
structuren. Andere belangrijke aspecten zijn de stabiliteit van de omgeving en de prestatie 
doelstellingen zoals: winst (ROI of ROE); gebruik van activa (ROA) en omzetgroei. Deze fase leidt tot de 
beschrijving van de Scenario Bedrijfssituatie. 
Fase 2 – Assessment van IT Governance prestaties: 
In deze fase worden de volgende onderdelen geïdentificeerd: IT-beslissers en bijdragers, de 
toegepaste IT Governance mechanismen en de wijze waarop de IT Governance resultaten worden 
geëvalueerd in termen van financiële maatstaven en effectief gebruik van de middelen (zie figuur 12).  
De volgende activiteiten moeten worden uitgevoerd: 
- Breng de huidige governance in kaart met behulp van 
de Governance Arrangements Matrix en de 
Governance Design Framework. 
- Audit de huidige IT Governance mechanismen: 
o Identificeer de typen mechanismen (besluiten 
maken, alignment en communicatie 
mechanismen) hoe deze zijn gedefinieerd, hoe 
deze worden toegepast, doelstellingen, verwacht 
gewenst gedrag, effectiviteit en hoe de 
effectiviteit wordt geëvalueerd.  
o Evalueer de bewustwording en betrokkenheid 
o Audit IT Governance maatstaven en 
verantwoordelijkheden 
- Audit beloningsbeleid, verifieer of ze zijn afgestemd 
op de doelstellingen. 
- Beoordeel de IT Governance prestaties in termen van 
de impact op de business en in welke gebieden die 
het beste werken en welke het slechtste. Het effectieve gebruik van IT voor de beheersing van de 
kosten, de groei, gebruik van activa en flexibiliteit worden geëvalueerd. 
Figuur 13 Fase 2 - Assessment van IT Governance 
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- Audit financiële prestaties in lijn met de bedrijfsdoelstellingen (bijvoorbeeld winst, ROE, ROI, 
percentage marge, groei percentage in omzet) 
De verkregen gegevens worden geanalyseerd en de resultaten over de huidige IT Governance worden 
gepresenteerd aan het bestuur om te valideren. Het moet discussie op gang brengen over de IT 
Governance status in verband met de huidige resultaten, inefficiënties en verbeteringsdoelstellingen 
om de prioriteit van key performance indicatoren te bepalen en te bevorderen. Het resultaat van deze 
fase is dat de huidige IT Governance is beschreven en er enkele verbeteren voor herontwerp zijn 
geïdentificeerd. 
 
Governance Design Framework 
Het Governance Design Framework relateert de IT Governance besluiten en archetypes aan de 
bedrijfsstrategie en organisatie, inclusief de IT organisatie en het gewenst gedrag, en inclusief de 
bedrijfsdoelstellingen met maatstaven en verantwoordelijkheden. Het ontwerpen van de governance 
structuren is grotendeels een alignment discussie, waar het doel is om alle elementen onderling aan 
te passen of af te stemmen en er voor te zorgen dat alle verbindingen geldig en effectief zijn. Het is 
daarom van belang om te bepalen hoeveel en welke overeenstemmings initiatieven er zijn in plaats 














Figuur 14 Governance Design Framework (Weill & Ross, 2004) 
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Governance Arrangements Matrix 
Om IT Governance te evalueren en te vergelijken hebben Weill en Ross de Governance Arrangements 
Matrix ontwikkeld, waarbij de volgende twee aspecten centraal staan: wie beslist over welk onderwerp 
en in welke mate?  

















     
IT 
monarchie 
     
Feodaal      
Federaal      
Duopolie      
Anarchie      
Besluiten: 
Er zijn vervolgens vijf grote beslissingen die van belang zijn: 
- IT Principes: high-level beslissingen over de strategische rol van IT in de business. 
- IT Architectuur: een geïntegreerde set van technische keuzes om de organisatie te begeleiden in 
het neerzetten van passende bedrijfsbenodigdheden.  
- IT-infrastructuur: centraal gecoördineerde, gedeelde IT diensten die de basis vormt voor de IT 
bekwaamheid van het bedrijf en die voldoet aan de eisen voordat ze precies uitgewerkt zijn.  
- Business applicatie behoeften: bedrijfsvereisten voor aangekochte en intern ontwikkelde IT 
applicaties.  
- IT-investeringen: beslissingen over hoe veel en waar de IT te investeren, inclusief project 
goedkeuring en verantwoordingstechnieken. 
Archetypes 
Bedrijven gebruiken één van de zes archetypen om ieder van deze beslissingen te nemen: 
- Business Monarchie: een senior business bestuurder of een groep bestuurders, soms met CIO. 
- IT Monarchie: de CIO en de IT-leidinggevenden beslissen over de IT zaken. 
- Feodaal: Dit komt veel voor bij grote organisaties met redelijk onafhankelijke business units die in 
afzonderlijke markten opereren. De leidinggevenden van die business units / afdelingen beslissen 
zelfstandig over (bijna) alle IT-zaken. 
- Federaal: Kenmerkend is het feit dat beslissingen en de handhaving ervan genomen worden door 
een overlegmodel met daarin topbestuurders, leidinggevenden van de business units, 
proceseigenaren, IT-leidinggevenden en eindgebruikers. 
- Duopolie: twee partijen beslissingen: IT-bestuurders met een groep business bestuurders. 
- Anarchie: Elke individu of kleine groep maakt een eigen beslissing. Er zijn geen formele 
besluitvormingsorganen en de lokale omstandigheden zijn vaak leidend. Er is weinig oog voor 




Fase 3 – Herontwerp van IT Governance: 
Op basis van de analyse van de vorige fasen, de IT Governance is beoordeeld waarbij rekening is 
gehouden met de beslissers, de IT Governance mechanismen effectiviteit en de business performance 
doelen versus IT Governance maatstaven en verantwoordelijkheden 
Dit betekent dat de Governance Design Framework is beoordeeld door: 
- Herdefiniëring van de strategie missie, de strategie wordt helder en in beknopt statement 
neergezet; 
- Identificatie voor nieuw gewenst gedrag in overeenstemming met de strategie; 
- Review van de IT Governance arrangements (beleidsmakers en medewerkers versus type 
beslissingen die moeten worden genomen) en de identificatie van de maatregelen die moeten 
worden genomen om de harmonisatie met bedrijfsstrategie te verbeteren; 
- Review van de business performance doelstellingen (bijvoorbeeld ROI of winst), waarin de 
doelstellingen duidelijker vermeld staan (bijvoorbeeld kostenreductie, de klantenbinding 
verbetering) voor IT Governance en een ijkpunt voor de beoordeling van IT Governance; 
- Identificatie van de behoefte aan nieuwe IT Governance mechanismen of de vermindering van het 
aantal (goed ontworpen mechanismen versterken en stimuleren gewenst gedrag en leiden tot 
resultaten vermeld in de IT maatstaven en verantwoordelijkheden); 
- Review van de IT Governance maatstaven en verantwoordelijkheden, verificatie of deze zijn 
afgestemd met de business performance doelen; 












Op basis van de nieuwe Governance Design Framework, wordt de Governance Arrangements Matrix 
ook beoordeeld. Vervolgens kan een benchmark worden uitgevoerd en de verschillen geïdentificeerd 
en beoordeeld, en de noodzakelijke verbeteringen omtrent IT Governance worden in kaart gebracht. 
  
Figuur 15 Fase 3 - Herontwerp van IT Governance 
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Tabel 38 Benchmarks voor beste en slechte performers (Weill & Ross, 2004) 
Governance performance 
Laagste 50% van 
bedrijven (score <69) 
Top 50% van bedrijven 
(score ≥69) 
Percentage van managers die op accurate wijze 
governance kan beschrijven 
29 48 
Percentage van projecten met afvallige 
verwachtingen op ten minste één onderdeel 
23 → 15↓ 
Percentage van nieuwe systemen waarbij 
afgesproken wordt op ten minste een onderdeel 
af te wijken 
28↑ 34→ 
Gemiddeld aantal veranderingen in governance 
per jaar 
3↑ 1↓ 
Pijlen representeren trend over drie jaar, ↑ oplopend, ↓ aflopend, → gelijk 
 
De herinrichting van de IT Governance is voltooid, het identificeren van de veranderingen moeten 
worden aangebracht in het ontwerp Governance Design Framework, Governance Arrangements 
Matrix, mechanismen, maatstaven en verantwoordelijkheden. Bovendien wordt de stimulerings- en 
beloningssystemen beoordeeld om te verzekeren dat ze passen bij de organisatorische doelen. 
Het nieuwe IT Governance ontwerp wordt gepresenteerd en met de leiders van de onderneming en/of 
met personen die verantwoordelijk zijn voor de IT Governance implementatie besproken. Als gevolg 
daarvan kan het nodig zijn om enkele aanpassingen te doen in het IT Governance ontwerp of zelfs 
herontwerp. Het belangrijkste resultaat van deze fase is het nieuwe ontwerp van IT Governance. 
Fase 4 – Implementatie van nieuwe IT Governance 
In deze fase wordt het implementatieplan beschreven, uitgevoerd en continu geëvalueerd. Het plan 
voor de implementatie is een gedetailleerde beschrijving van de activiteiten van elke fase van de 
uitvoering, de benodigde middelen en tijd en de verwachte resultaten. Dit implementatieplan wordt 
gepresenteerd en besproken met de IT en/of leiders van de afdelingen. Zodra het plan is goedgekeurd, 










  Figuur 16 Fase 4 - Implementatie van nieuwe IT Governance 
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Fase 5 – Assessment en management van IT Governance 
Op basis van de eerder gespecificeerde statistieken en verantwoording indicatoren wordt de 
effectiviteit van IT Governance geëvalueerd. Als er problemen worden gedetecteerd, worden de IT 
















In deze fase wordt informatie over de financiële situatie verzameld, het perspectief van de klant ten 
opzichte van het bedrijf, de prestaties van werknemers, innovatievermogen van producten en 
diensten, behoeften aan nieuwe business indicatoren, de evaluatie van de IT-efficiëntie en 
betrouwbaarheid waarbij wordt verwezen naar de vooraf gedefinieerde IT maatstaven. 
Als gevolg van deze analyse, kan worden besloten tot herinrichting van het management van 
systemen, de invoering van nieuwe IT maatstaven en/of indicatoren of zelfs wijziging van de 
doelstellingen van de maatstaven en indicatoren. Deze analyse maakt het identificeren van problemen 
van het gewenste gedrag omtrent IT, de efficiëntie van IT-mechanismen en de impact van het 
beloningsbeleid op de IT Governance doelstellingen duidelijk. Deze analyse dient als basis voor de IT 
Governance diagnose die moet worden besproken met de IT en afdelingsleiders.  
Als gevolg daarvan kan overgegaan worden tot aanpassingen of herontwerp van de IT Governance. De 
overgang van de huidige fase naar een andere hangt af van de resultaten van de huidige fase. De 
resultaten van fase 5 kunnen bijvoorbeeld leiden tot herontwerp (fase 3) of herconfiguratie (fase 4). 
Figuur 17 Fase 5 - Assessment en management van IT Governance 
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Bijlage 12 – Opdeling elementen IT Governance Review 
Het model IT Governance Review is opgedeeld in elementen. De opdeling in elementen is gedaan op 
basis van de fasen en die fasen bestaan uit activiteiten. 
Tabel 39 IT Governance Review opgedeeld in elementen 
Nr Activiteiten  Product  
1 Fase 1: In kaart brengen huidige bedrijfssituatie 
1.1 
Opstellen bedrijfsstrategie met disciplines: 
operational excellence, customer intimacy, product 
(service) leadership. 
Scenario bedrijfssituatie 
1.2 Bedrijfsstructuur en Situatie 
2 Fase 2: Assessment van IT Governance Prestaties 
2.1 In kaart brengen IT Governance 
Governance Arrangements Matrix en 
Governance Design Framework 
2.2 
Audit: mechanismen, awareness, maatstaven en 
verantwoordelijkheden 
Inzicht in bestaande mechanismen  
2.3 Audit beloningsbeleid 
Inzicht en beoordeling van 
beloningsbeleid 
2.4 Beoordeel IT Governance performance Verbeterpunten  
2.5 Audit financiële performance 
Beoordeling financiën en 
doelstellingen 
2.6 Analyse IT Governance informatie 
Beschreven IT Governance scenario en 
behoeften voor herontwerp 
2.7 Valideer IT Governance scenario Review van herontwerp plan 
3 Fase 3: Herontwerp van IT Governance 
3.1 Review Governance Design Framework 
To-be situatie van Governance Design 
Framework 
3.2 Review Governance Arrangements Matrix 
To-be situatie van Governance 
Arrangements Matrix 
3.3 Vergelijk met andere bedrijven Inzicht in benchmark 
3.4 Herontwerp IT Governance Herontwerpplan IT Governance 
3.5 Review beloningsbeleid To-be beloningsbeleid 
3.6 Validatie van IT Governance ontwerp Validatie door bestuurders 
4 Fase 4: Uitvoering van het nieuwe IT Governance 
4.1 Detail IT Governance implementatieplan Implementatieplan 
4.2 Validatie van het IT Governance implementatieplan Validatie door bestuurders 
4.3 
Uitvoering van het IT Governance 
implementatieplan 
Uitvoering van plan en aanpassingen 
noteren  
4.4 Evaluatie van het IT Governance implementatieplan Beoordeling en verbeterpunten  
5 Fase 5: Assessment en management van IT Governance 
5.1 
Informatie verzamelen over indicatoren van 
bedrijfsdoelstellingen, indicatoren van IT 
doelstellingen, effectief gebruik van IT 
Inzicht in indicatoren en doelstellingen 
5.2 Analyse IT Governance informatie Beoordeling van de informatie 
5.3 Specificatie van herinrichting van management Verbeterplan 
5.4 
Identificatie van problemen omtrent gewenst 
gedrag, IT mechanismen en beloningsbeleid 
Identificatie van problemen 
5.5 Diagnosticeer IT Governance problemen Diagnose van de problemen 
5.6 Valideer IT Governance scenario Beoordeling over verbeterplan 
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Bijlage 13 – Samenvoegen  
Om een hanteerbaar prototype te hebben worden de elementen uit de modellen COBIT Quickstart en IT Governance Review samengevoegd. Daar waar 
elementen dezelfde activiteiten beschrijven worden deze samengevoegd. Per element wordt beoordeeld welk verwoording van het element als uitgangspunt 
wordt genomen, uitgangspunt hiervoor is dat aggregatie zorgt voor een hanteerbaarder model. De elementen die hieruit komen vormen gezamenlijk het 
prototype dat voor verder onderzoek gebruikt wordt. Door het samenvoegen per element uit te voeren wordt geborgd dat het prototype het volledige IT 
Governance spectrum vertegenwoordigd en er geen elementen verloren gaan.  
Tabel 40 Samenvoegen  
IT Governance Review COBIT Quickstart Prototype (E=element) 
Nr Activiteiten  Product Nr Activiteiten Product Nr Activiteiten Omschrijving 
1 Fase 1: In kaart brengen huidige bedrijfssituatie 1 Fase: Plannen en organiseren Fase 1: In kaart brengen huidige bedrijfssituatie 
1.1 
Opstellen bedrijfsstrategie 
met disciplines: operational 
excellence, customer 






strategisch IT plan 
Strategisch IT plan 
E1 
Definieer een strategisch 
(IT) plan en technologische 
richting 
Strategisch (IT) plan met 
disciplines: operational 
excellence, customer 
intimacy, product (service) 
















IT organisatie structuren en 
IT-processen met eigenaars, 
rollen en 
verantwoordelijkheden 
geïntegreerd in de 
bedrijfsprocessen. 
E2 
Definieer IT processen, 
organisatie en relaties 
IT organisatie structuren en 
IT-processen met eigenaars, 
rollen en 
verantwoordelijkheden 
geïntegreerd in de 
bedrijfsprocessen. 
2 Fase 2: Assessment van IT Governance Prestaties 1 Fase: Plannen en organiseren Fase 2: Plannen en organiseren 
2.1 











Enterprise data model een 
data-classificatie schema 
E3 
In kaart brengen IT 
Governance 
Governance Arrangements 




awareness, maatstaven en 
verantwoordelijkheden 
Inzicht in bestaande 
mechanismen  
 
1H Beheer kwaliteit 
Documentatie voor 




awareness, maatstaven en 
verantwoordelijkheden 
Inzicht in documentatie 
omtrent kwaliteit, IT risico’s 
met prioritering en 
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IT Governance Review COBIT Quickstart Prototype (E=element) 
Nr Activiteiten  Product Nr Activiteiten Product Nr Activiteiten Omschrijving 
1I 
Vaststellen en 
beheren IT risico’s 
IT risico’s met prioritering  
projectmanagement 
methode 
1J Beheer projecten 
Programma en project 
management methode 




1G Beheer IT personeel 
Carrièrepaden en rollen voor 
IT personeel en 
reviewproces voor 
functiebeschrijvingen 
E5 Audit beloningsbeleid 
Inzicht en beoordeling van 
beloningsbeleid met 
carrièrepaden en rollen voor 
IT personeel en reviewproces 
voor functiebeschrijvingen 
2.4 
Beoordeel IT Governance 
performance 
Verbeterpunten  
   
E6 










Beheer de IT 
investeringen 
IT-budgetten in lijn met IT-
strategie en 
investeringsbeslissingen 
E7 Beheer de IT investeringen 








en behoeften voor 
herontwerp 
   
E8 
Analyse IT Governance 
informatie 
Beschreven IT Governance 
scenario en behoeften voor 
herontwerp 
2.7 




   
E9 
Valideer IT Governance 
scenario 
Review van herontwerp plan 
3 




Fase: Verkrijgen en realiseren / Fase: Leveren en 
ondersteunen 
Fase 3: Herontwerp van IT Governance 
3.1 
Review Governance Design 
Framework (GDF) 










Review Governance Design 
Framework 














To-be situatie van 
GAM 








Vergelijk met andere 
bedrijven 
Inzicht in benchmark 
   
E12 
Vergelijk met andere 
bedrijven 
Inzicht in benchmark 




Definieer en beheer 
services levels 
Stel service level agreements 
op 
E13 
Maak herontwerpplan met 
daarin de volgende 
onderwerpen: 





IT Governance Review COBIT Quickstart Prototype (E=element) 





issues en naleving van 
contract 
- services levels  
- third-party services  
- Beheer performance 
en capaciteit  
- Zorg voor continue 
service  
- Zorg voor veiligheid 
van systemen 
issues en naleving van 
contract 
- Definieer minimale 
beschikbaarheid, 
performance en capaciteit 
vereisten en evaluatie.  
- Identificeer kritische 
business functies en 
informatie.  
- Maak plan voor 
noodsituaties. Back-up en 
recovery plans. Test en 
evalueer het geheel. 
- Definieer IT beveiliging 
principes en procedures en 








performance en capaciteit 
vereisten en evaluatie. 
3D 
Zorg voor continue 
service 
Identificeer kritische 
business functies en 
informatie. Maak plan voor 
noodsituaties. Back-up en 
recovery plans. Test en 
evalueer het geheel. 
3E 
Zorg voor veiligheid 
van systemen 
Definieer IT beveiliging 
principes en procedures en 
monitor, detecteer en los 
kwetsbaarheden op. 
3.5 Review beloningsbeleid 
To-be 
beloningsbeleid 
   
E14 Review beloningsbeleid To-be beloningsbeleid 
3.6 








Inzicht in oplossingen waar 
medewerkers tevreden over 
zijn, projecten die afgerond 
zijn binnen tijd en budget.  
Standaard selectieproces 
E15 
Validatie van IT 
Governance ontwerp 
Validatie door bestuurders 
4 Fase 4: Uitvoering van het nieuwe IT Governance 2/3 
Fase: Verkrijgen en realiseren / Fase: Leveren en 
ondersteunen 
Fase 4: Uitvoering van het nieuwe IT Governance 
4.1 


















   E17 
Validatie van het IT 
Governance 
implementatieplan 
Validatie door bestuurders 
4.3 
Uitvoering van het IT 
Governance 
implementatieplan 
Uitvoering van plan 
en aanpassingen 
noteren  






- In gebruik nemen 





IT Governance Review COBIT Quickstart Prototype (E=element) 
Nr Activiteiten  Product Nr Activiteiten Product Nr Activiteiten Omschrijving 
2E 
Inkoop van IT 
resources 
Standaard set van inkoop 
richtlijnen. Standaard 
leveranciersselectie 
- Inkoop van IT 
resources 
- Beheer veranderingen 
- Beheer service desk en 
incidenten 
- Beheer de 
configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke 
omgeving 
- Beheer operaties 
- Standaard set van inkoop 
richtlijnen. Standaard 
leveranciersselectie 






- Implementeer service desk 
functie met snelle 
response, escalatie 
procedures en trend 
analyses. 
- In kaart brengen van IT-
assets en licenties om te 
handhaven 
- Record, track en los 
operationele processen op 
- Definieer archief vereisten 
en beheer van 
documenten, data en 
programma’s. 
- Zorg voor omgevings-
factoren zoals stof, vocht en 
hitte. Veiligheid van 
draagbare apparaten, zoals 
mobiels en laptops. 
- Documenteer en review 
standaard IT operaties in 
lijn met afspraken. 












Beheer service desk 
en incidenten 
Implementeer service desk 
functie met snelle response, 





In kaart brengen van IT-
assets en licenties om te 
handhaven 
3H Beheer problemen 
Record, track en los 
operationele processen op 
3I Beheer data 
Definieer archief vereisten 
en beheer van documenten, 
data en programma’s. 
3J 
Beheer de fysieke 
omgeving 
Zorg voor omgevings-
factoren zoals stof, vocht en 
hitte. Veiligheid van 
draagbare apparaten, zoals 
mobiels en laptops. 
3K Beheer operaties 
Documenteer en review 
standaard IT operaties in lijn 
met afspraken.  
4.4 




















IT Governance Review COBIT Quickstart Prototype (E=element) 
Nr Activiteiten  Product Nr Activiteiten Product Nr Activiteiten Omschrijving 
5 
Fase 5: Assessment en management van IT 
Governance 
4 Fase: Bewaken en evalueren Fase 5: Assessment, bewaken en evalueren 
5.1 
Informatie verzamelen 
over indicatoren van 
bedrijfsdoelstellingen, 
indicatoren van IT 
doelstellingen, effectief 
gebruik van IT 
Inzicht in indicatoren 
en doelstellingen 






Zorg dat management, 
gebruikers en IT meetbare 
resultaten en indicatoren 
opstellen en resultaten 
worden opgevolgd.  
E20 
Informatie verzamelen 
over indicatoren van 
bedrijfsdoelstellingen, 
indicatoren van IT 
doelstellingen, effectief 
gebruik van IT 
Zorg dat management, 
gebruikers en IT meetbare 
resultaten en indicatoren 
opstellen en resultaten 






Identificeer alle van 
toepassing zijnde wet- en 
regelgeving en contracten en 
de bijbehorende niveaus van 
IT compliance en houd 
reviews. 
5.2 
Analyse IT Governance 
informatie 
Verbeterplan 
   
E21 













Bewaak interne controle 
processen voor IT-
gerelateerde activiteiten en 
identificeer verbeteracties. 
E22 
Bewaak en evalueer 
interne controle 
Bewaak interne controle 
processen voor IT-
gerelateerde activiteiten en 
identificeer verbeteracties. 5.4 
Identificatie van problemen 
omtrent gewenst gedrag, IT 
mechanismen en 
beloningsbeleid 








Zorg voor IT 
Governance 
Maak regelmatige 
rapportage over IT 
activiteiten voor directie en 
bestuur 
E23 Zorg voor IT Governance 
Maak regelmatige rapportage 
over IT activiteiten voor 
directie en bestuur 
5.6 
Valideer IT Governance 
scenario 
Inzicht in indicatoren 
en doelstellingen 
   
E24 
Valideer IT Governance 
scenario 





Bijlage 14 – Prototype  
In onderstaande tabel staat het prototype dat is gebaseerd op COBIT Quickstart en IT Governance 
Review. Dit prototype wordt gebruikt voor de try-out. 
Tabel 41 Prototype 
Nr Activiteiten Omschrijving 
Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Definieer een strategisch (IT) plan en 
technologische richting 
Strategisch (IT) plan met disciplines: operational 
excellence, customer intimacy, product (service) 
leadership en bepaal technisch infrastructuur 
E2 
Definieer IT processen, organisatie en 
relaties 
IT organisatie structuren en 
IT-processen met eigenaars, rollen en 
verantwoordelijkheden geïntegreerd in de 
bedrijfsprocessen. 
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance 
Governance Arrangements Matrix en 
Governance Design Framework 
E4 
Audit: mechanismen, awareness, 
maatstaven en verantwoordelijkheden 
Inzicht in documentatie omtrent kwaliteit, IT 
risico’s met prioritering en projectmanagement 
methode 
E5 Audit beloningsbeleid 
Inzicht en beoordeling van beloningsbeleid met 
carrièrepaden en rollen voor IT personeel en 
reviewproces voor functiebeschrijvingen 
E6 Beoordeel IT Governance performance Verbeterpunten 
E7 Beheer de IT investeringen 
IT-budgetten in lijn met IT-strategie en 
investeringsbeslissingen 
E8 Analyse IT Governance informatie 
Beschreven IT Governance scenario en 
behoeften voor herontwerp 
E9 Valideer IT Governance scenario Review van herontwerp plan 
Fase 3: Herontwerp van IT Governance 
E10 Review Governance Design Framework 
To-be situatie van Governance Design 
Framework 
E11 Review Governance Arrangements Matrix 
To-be situatie van Governance Arrangements 
Matrix 
E12 Vergelijk met andere bedrijven Inzicht in benchmark 
E13 
Maak herontwerpplan met daarin de 
volgende onderwerpen: 
- services levels  
- third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
- Stel service level agreements op Documentatie 
omtrent issues en naleving van contract 
- Definieer minimale beschikbaarheid, 
performance en capaciteit vereisten en 
evaluatie.  
- Identificeer kritische business functies en 
informatie.  
- Maak plan voor noodsituaties. Back-up en 
recovery plans. Test en evalueer het geheel. 
- Definieer IT beveiliging principes en 
procedures en monitor, detecteer en los 
kwetsbaarheden op. 
E14 Review beloningsbeleid To-be beloningsbeleid 
E15 Validatie van IT Governance ontwerp Validatie door bestuurders 
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Nr Activiteiten Omschrijving 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan Implementatieplan, inclusief communicatieplan 
E17 
Validatie van het IT Governance 
implementatieplan 
Validatie door bestuurders 
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en incidenten 
- Beheer de configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
- Handleidingen en trainingsmateriaal verzorgen 
- Standaard set van inkoop richtlijnen. Standaard 
leveranciersselectie 
- Proces voor change management, inclusief 
goedkeuringsstappen.  
- Emergency veranderingsproces. Documentatie 
bijwerken. 
- Implementeer service desk functie met snelle 
response, escalatie procedures en trend 
analyses. 
- In kaart brengen van IT-assets en licenties om te 
handhaven 
- Record, track en los operationele processen op 
- Definieer archief vereisten en beheer van 
documenten, data en programma’s. 
- Zorg voor omgevingsfactoren zoals stof, vocht 
en hitte. Veiligheid van draagbare apparaten, 
zoals mobiels en laptops. 
- Documenteer en review standaard IT operaties 
in lijn met afspraken. 
- Beoordeling en verbeterpunten 
E19 
Evaluatie van het IT Governance 
implementatieplan 
Beoordeling en verbeterpunten 
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren 
van bedrijfsdoelstellingen, indicatoren 
van IT doelstellingen, effectief gebruik 
van IT 
Zorg dat management, gebruikers en IT 
meetbare resultaten en indicatoren opstellen en 
resultaten worden opgevolgd en wet- en 
regelgeving worden nageleefd. 
E21 Analyse IT Governance informatie Verbeterplan 
E22 Bewaak en evalueer interne controle 
Bewaak interne controle processen voor IT-
gerelateerde activiteiten en identificeer 
verbeteracties. 
E23 Zorg voor IT Governance 
Maak regelmatige rapportage over IT activiteiten 
voor directie en bestuur 




Bijlage 15 – Operationalisatie MKB-criteria 
De MKB-criteria worden als uitgangspunt gebruikt voor de beoordeling van het prototype. De 
opgestelde criteria zijn vrij interpretabel, om de validiteit te vergroten worden de MKB-criteria 
geoperationaliseerd. Dit betekent dat de criteria omgezet zijn in items. Deze items vertegenwoordigen 
een beoordelingsaspect, waardoor de experts eenzelfde beoordelingsschema toepassen en eigen 
interpretatie vermeden wordt. 
Voor de beoordeling van de elementen is gekozen om te werken met een driepuntschaal. Hoe meer 
punten er te vergeven zijn op een schaal, hoe meer variatie in interpretatie van de verschillende scores. 
Door de beoordelingsschaal klein te houden is de betekenis van de punten op de schaal eenduidiger, 
zal deze meer uniform geïnterpreteerd worden en is het mogelijk om nuances op te vangen. Dit zal 
hoogstwaarschijnlijk leiden tot betrouwbaardere resultaten. Daarnaast is deze schaalindeling 
bruikbaar voor de doelstelling van dit onderzoek, de schaalindeling is empirisch getest en is valide 
(Jacoby & Matell, 1971). 
 




Dimensie (van begrip zoals 
het bedoeld is) 
Items 
De verwachte 
opbrengsten van het 








Return On Investment (ROI) 
Is de mate waarin een 
investering zichzelf (op 
termijn) terugverdient 
De verwachte ROI is 
positief 
+ 
De verwachte ROI is 
noch positief noch 
negatief 
± 
De verwachte ROI is 
negatief 
- 
Het model moet 






Taakverdeling is de wijze 












Het model moet op 
specifieke, meetbare 
en realistische wijze 
beschrijven wat en 
hoe een bedrijf moet 
handelen. 
Beschrijving van 
het wat en hoe 
Taakomschrijving is de 











Het model moet het 
mogelijk maken om 
op tijdsefficiënte 
wijze aan 




Doelmatig is de mate waarin 
de strategische zaken tegen 
zo gering mogelijke 
tijdsbesteding bereikt 
worden 
Het element draagt 
direct bij aan 
doelmatig werken 
+ 
Het element draagt 
indirect bij aan 
doelmatig werken 
± 
Het element draagt 








Dimensie (van begrip zoals 
het bedoeld is) 
Items 
Een persoon met 
beperktere IT 
competenties moet 





Benodigde IT competenties 
bestaan uit kennis, 
vaardigheden en attitude en 
specialistische kennis over IT 
Governance 
Voor toepassing 










element zijn veel IT 
competenties nodig 
- 
Het model moet toe 
te passen zijn zonder 
of met geringe hulp 
van externe 
specialisten. 
Geen of weinig 
externe 
resources nodig 
Zelfstandig uitvoerbaar is 
wat redelijkerwijs zelfstandig 
gedaan kan worden met het 
resultaat dat verwacht wordt 
Het element is goed 
zelfstandig uit te 
voeren 
+ 
Het element is 
beperkt zelfstandig 
uit te voeren 
± 
Het element is niet 
zelfstandig uit te 
voeren 
- 
De eigenaar moet 
betrokken worden 
bij het opstellen van 




Betrokkenheid is de mate 
waarin een eigenaar het van 
belang vindt om zich met een 



















Bijlage 16 – Uitsluiting 
De elementen van het prototype worden beoordeeld aan de hand van de MKB-criteria door experts. De beoordeling door de experts moet binnen een 
tijdsduur van maximaal anderhalf uur uitgevoerd kunnen worden. Dit zorgt voor acceptabele benodigde tijdsinvestering en zorgt dat de beoordeling op 
aandachtige wijze ingevuld kan worden. Om dit te faciliteren wordt door de onderzoeker alle elementen en criteria langs gegaan om te evalueren of het 
element een review over het criteria nodig heeft. In enkele gevallen is het bij voornamelijk het criteria ‘eigenaar betrokkenheid’ duidelijk dat de eigenaar bij 
het element niet betrokken hoeft te worden, maar zijn/haar betrokkenheid op een later moment wordt verwacht. 
Het totaal aantal elementen is 24. Het aantal criteria is 7. Het aantal uitgesloten criteria is 16. Dit betekent dat er 152 (24x7-16) beoordelingen uitgevoerd 
moeten worden. Dit betekent dat onderstaande tabel als uitgangspunt wordt gebruikt voor de try-out. 





























Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Definieer een strategisch (IT) plan en 
technologische richting 
X       
E2 Definieer IT processen, organisatie en relaties X       
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance       X 
E4 
Audit: mechanismen, awareness, maatstaven en 
verantwoordelijkheden 
      X 
E5 Audit beloningsbeleid       X 
E6 Beoordeel IT Governance performance       X 
E7 Beheer de IT investeringen       X 
E8 Analyse IT Governance informatie       X 
E9 Valideer IT Governance scenario        
Fase 3: Herontwerp van IT Governance 
E10 Review Governance Design Framework        
E11 Review Governance Arrangements Matrix        
































Maak herontwerpplan met daarin de volgende 
onderwerpen: 
- services levels  
- third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
      X 
E14 Review beloningsbeleid       X 
E15 Validatie van IT Governance ontwerp        
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan       X 
E17 
Validatie van het IT Governance 
implementatieplan 
       
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en incidenten 
- Beheer de configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
      X 
E19 
Evaluatie van het IT Governance 
implementatieplan 
       
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren van 
bedrijfsdoelstellingen, indicatoren van IT 
doelstellingen, effectief gebruik van IT 
      X 
E21 Analyse IT Governance informatie       X 
E22 Bewaak en evalueer interne controle       X 
E23 Zorg voor IT Governance       X 
E24 Valideer IT Governance scenario        
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Bijlage 17 –Try-out evaluatieformulier 
De try-out is bedoeld om in de praktijk te toetsen of het prototype voldoet. Dit resulteert in 
aanbevelingen voor verbeteringen van het prototype. 
De expert die de try-out heeft uitgevoerd, is gevraagd onderstaande vragen te beantwoorden na de 
uitvoering. De ontvangen antwoorden staan ook beschreven. 
1 
Vraag: Hoe beoordeelt u de communicatie omtrent het uitvoeren van de review? 
Antwoord: Goede communicatie in woord en geschrift. 
2 
Vraag: 
Hoe hebt u de toelichting op de aanpak ervaren? Was het helder wat er van u 
verwacht werd? 
Antwoord: 
De elementen kennen (ook in de uitleg) een hoge mate van jargon. Het moet voor 
een MT-lid in eenvoudig te begrijpen taal worden verwoord. Want wat staat er in 
een: Governance Arrangements Matrix of een Governance Design Framework? 
3 
Vraag: Hoe hebt u de uitvoering van de review ervaren? 
Antwoord: 
Niet makkelijk. Dat komt mede doordat de elementen zeker voor een MKB 
organisatie een hoog theoretisch gehalte hebben. Bovendien zijn de criteria soms 
niet goed verwoord. “Geen of weinig externe resources nodig” zou ik vertalen naar 
“Geen of weinig IT Governance kennis nodig”. Nu is dit criterium te afhankelijk van 
een individuele organisatie.  
4 
Vraag: Hoe beoordeelt u de bruikbaarheid van het prototype? 
Antwoord: 
Beperkt door zijn omvang en theoretische gehalte. Maak het hanteerbaar / 
pragmatisch. Gebruik bijvoorbeeld BSC’s en een Agile aanpak om een 
prioriteitenlijst te genereren die snel kan worden omgezet in haalbare / 
adopteerbare resultaten. Maak gebruik van ambitieniveaus. 
5 
Vraag: Hoe beoordeelt u de kwaliteit van het prototype?  
Antwoord: Duidelijk merkbaar dat er veel tijd in het model is gestoken. 
6 
Vraag: Hoe beoordeelt u de inhoud van het prototype? 
Antwoord: Erg theoretisch voor een pragmatische MKB-er. 
7 
Vraag: Hoe lang was de tijdsinvestering? 
Antwoord: 4 uur 
8 
Vraag: 
Wat voor aanbevelingen heeft u voor de aanpassing/verduidelijking van het 
prototype? 
Antwoord: 
1. Zorg dat de directeur snel input kan leveren en beslissingen kan nemen. 
Gebruik bijvoorbeeld Balanced Score Cards. Dwing de directeur tot het maken 
van een beperkt aantal doelen. 
2. Zorg dat de organisatie snel met de doelen/ prioriteiten aan de slag kan en dat 
er snel resultaten getoond kunnen worden. Gebruik een agile methodiek. 
3. Maak gebruik van verschillende ambitieniveaus. Zorg dat de verbeterstap past 
bij de beschikbare (adoptie) capaciteit om deze succesvol te implementeren. 
4. Leun niet te veel op COBIT. Het model is erg omvangrijk, wordt vaak voor audit 
doelen gebruikt en houdt geen rekening met ambitieniveaus. 
 
Handig (maar wel theoretisch) boek voor beeldvorming: ISACA’s Review Manual 





Bijlage 18 – Gespreksverslag try-out expert 
Auteur: Elianne Burgers Datum: 28-03-2017 
Functie en expertise: Senior Consultant en ‘Certified in the Governance of Enterprise IT’ 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Praktijkervaring 
COBIT is een mooi uitgangspunt waarin alles netjes wordt uitgelegd, maar is ook een pak papier. In de 
praktijk worden kleine onderdelen gebruikt om er vorm aan te geven. De ervaring bij vooral grotere 
organisaties heeft me inmiddels geleerd dat je met het COBIT model voorzichtig moet omgaan, het is 
te omvattend, en wordt vaak gebruikt voor een audit. De kans dat je het ‘te groot’ maakt, te veel 
plannen schrijft en te weinig ‘doet’, ligt snel op de loer en daarmee het gevaar dat de MKB-organisatie 
de conclusie trekt dat IT Governance te groot, onpraktisch en te kostbaar is. “Iets voor grote bedrijven” 
dus, terwijl het tegendeel vaak waar is. 
Aan een Agile aanpak van IT Governance valt mijn inziens – zeker binnen het MKB – niet te ontkomen. 
COBIT (of een ander model) een-op-een toepassen zie ik (en een flink aantal vakbroeders) niet als een 
goed plan. Zeker voor een MKB organisatie (met een beperkt MT) is het te ver doorontwikkeld/ 
gespecificeerd. We zien die modellen wel als uitstekende naslagwerken bij het opstellen/ afhandelen 
van de ‘backlog’, maar pakken de relevante elementen uit op het moment dat de klant daaraan toe is. 
Prototype 
Het element E1 heeft nu de volgende omschrijving: “Definieer een strategisch (IT) plan en 
technologische richting”, dit klinkt te groot voor een MKB-er, maak hier van: “Bepaal een strategische 
(IT) en technologische richting”. En voor E2 staat nu: “Definieer IT processen, organisatie en relaties”, 
het is beter om dit aan te vullen met “Zorg dat iemand in MT verantwoordelijk wordt”. 
Na fase 1 is het verstandig om snel operationeel worden; laat de business maar bepalen. Laat een team 
onder de algemeen directeur met de backlog aan de gang gaan. Fase 2: ziet er heel formeel uit. Aan 
E5: “Audit beloningsbeleid” ben ik nog nooit aan toegekomen in de praktijk. Aan organisatie uitdragen 
wat en waarom je mee bezig bent en dat er van de medewerkers ook iets wordt verwacht. Zeker als 
die met privacy gevoelige informatie bezig zijn. Fase 3 is in scrum terminologie en realiseren van de 
sprint. Zet de boel op done en dit loopt uit in fase 4. Heeft het geresulteerd in wat je had verwacht en 
dit bewaakt de borging in de organisatie. Fase 5 is eigenlijk het definiëren van nieuw ambitieniveau als 
dat nodig is. 
Conclusie 
Kortom, bij het opzetten van een governance model voor het MKB is het van wezenlijk belang om twee 
zaken continu in de gaten te houden: 
1. Waar zit de ‘toegevoegde waarde’ van IT Governance? In mijn gesprekken met klanten maak ik 
een onderscheid tussen ‘presteren’ en ‘conformeren’ als drivers voor IT Governance. Bij 
‘presteren’ kun je denken aan zowel de opbrengstenkant als aan de kostenkant. Bij ‘conformeren’ 
aan de compliance kant en aan de verantwoordingskant. 
2. Wat zijn de ‘ambities’ en de ‘adoptie-capaciteit’? Wat wil (of moet) en kan de organisatie aan IT-
Governance verbeteringen realiseren in een bepaald tijdvak? Je komt dan op het ‘maturity’ aspect 
terecht, en mijn ervaring is dat die zelden hoger liggen dan niveau 2 (op een schaal van 1 – 5). Dus 
meestal klein beginnen met het laaghangende fruit. 
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Bijlage 19 – Overzicht doorgevoerde wijzigingen 
Naar aanleiding van de try-out zijn er enkele wijzigingen doorgevoerd in de omschrijving van 
onderdelen. De onderdelen die zijn aangepast staan vermeld in onderstaande tabel. 
Tabel 44 Aanpassingen n.a.v. try-out 
Origineel Aangepast naar Toelichting 
Elementen 





E1: Bepaal een strategische (IT) en technologische 
richting 
De vernieuwde 
omschrijving zorgt voor 
pragmatischere insteek. 




E2: Definieer IT processen, organisatie en relaties 
en zorg dat iemand in MT verantwoordelijk wordt 
De vernieuwde 
omschrijving zorgt voor 
pragmatischere en 
concretere insteek. 
E3: In kaart 
brengen IT 
Governance 
Omschrijving: Governance Arrangements Matrix: 
breng in kaart wie beslist over welk onderwerp en 
in welk mate. 
Governance Design Framework: de IT Governance 
besluiten en archetypes relateren aan de 
bedrijfsstrategie en organisatie, inclusief de IT 
organisatie en het gewenst gedrag, en inclusief 
de bedrijfsdoelstellingen met maatstaven en 
verantwoordelijkheden. Het ontwerpen van de 
governance structuren is grotendeels een 
alignment discussie, waar het doel is om alle 
elementen onderling aan te passen of af te 
stemmen en er voor te zorgen dat alle 
verbindingen geldig en effectief zijn. 
De vernieuwde 
omschrijving zorgt voor 
duidelijkere invulling en 





E10: Evalueer de alignment van de 
bedrijfsdoelstellingen aan de IT Governance 
besluiten en archetypes. 
De vernieuwde 
omschrijving zorgt voor 
duidelijkere invulling en 






E11: Evalueer wie beslist over welk onderwerp en 
in welke mate. 
De vernieuwde 




Geen of weinig 
externe resources 
nodig 
Geen of weinig IT Governance kennis nodig 
De vernieuwde 
omschrijving zorgt voor 
pragmatischere en 
concretere insteek en is 






Bijlage 20 – Prototype 
Onderstaand is het prototype dat is aangepast n.a.v. de try-out. Dit prototype zal worden gehanteerd 
voor het verdere onderzoek.  
Tabel 45 Prototype 
Nr Activiteiten Omschrijving 
Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Bepaal een strategische (IT) en 
technologische richting 
Strategisch (IT) plan met disciplines: operational excellence, 
customer intimacy, product (service) leadership en bepaal 
technisch infrastructuur 
E2 
Definieer IT processen, 
organisatie en relaties en zorg dat 
iemand in MT verantwoordelijk 
wordt 
IT organisatie structuren en IT-processen met eigenaars, 
rollen en verantwoordelijkheden geïntegreerd in de 
bedrijfsprocessen. 
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance 
Governance Arrangements Matrix: breng in kaart wie beslist 
over welk onderwerp en in welk mate. 
Governance Design Framework: de IT Governance besluiten 
en archetypes relateren aan de bedrijfsstrategie en 
organisatie, inclusief de IT organisatie en het gewenst gedrag, 
en inclusief de bedrijfsdoelstellingen met maatstaven en 
verantwoordelijkheden. Het ontwerpen van de governance 
structuren is grotendeels een alignment discussie, waar het 
doel is om alle elementen onderling aan te passen of af te 
stemmen en er voor te zorgen dat alle verbindingen geldig en 
effectief zijn. 
E4 
Audit: mechanismen, awareness, 
maatstaven en 
verantwoordelijkheden 
Inzicht in documentatie omtrent kwaliteit, IT risico’s met 
prioritering en projectmanagement methode 
E5 Audit beloningsbeleid 
Inzicht en beoordeling van beloningsbeleid met 
carrièrepaden en rollen voor IT personeel en reviewproces 
voor functiebeschrijvingen 
E6 
Beoordeel IT Governance 
performance 
Verbeterpunten 
E7 Beheer de IT investeringen 
IT-budgetten in lijn met IT-strategie en 
investeringsbeslissingen 
E8 Analyse IT Governance informatie 
Beschreven IT Governance scenario en behoeften voor 
herontwerp 
E9 Valideer IT Governance scenario Review van herontwerp plan 
Fase 3: Herontwerp van IT Governance 
E10 
Evalueer de alignment van de 
bedrijfsdoelstellingen aan de IT 
Governance besluiten en 
archetypes. 
To-be situatie van Governance Design Framework 
E11 
Evalueer wie beslist over welk 
onderwerp en in welke mate. 
To-be situatie van Governance Arrangements Matrix 
E12 Vergelijk met andere bedrijven Inzicht in benchmark 
E13 
Maak herontwerpplan met daarin 
de volgende onderwerpen: 
- services levels  
- third-party services  
- Stel service level agreements op Documentatie omtrent 
issues en naleving van contract 
- Definieer minimale beschikbaarheid, performance en 
capaciteit vereisten en evaluatie.  
- Identificeer kritische business functies en informatie.  
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Nr Activiteiten Omschrijving 
- Beheer performance en 
capaciteit  
- Zorg voor continue service 
- Zorg voor veiligheid van 
systemen 
- Maak plan voor noodsituaties. Back-up en recovery plans. 
Test en evalueer het geheel. 
Definieer IT beveiliging principes en procedures en monitor, 
detecteer en los kwetsbaarheden op. 
E14 Review beloningsbeleid To-be beloningsbeleid 
E15 
Validatie van IT Governance 
ontwerp 
Validatie door bestuurders 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 
Detail IT Governance 
implementatieplan 
Implementatieplan, inclusief communicatieplan 
E17 
Validatie van het IT Governance 
implementatieplan 
Validatie door bestuurders 
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en 
incidenten 
- Beheer de configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
- Handleidingen en trainingsmateriaal verzorgen 
- Standaard set van inkoop richtlijnen. Standaard 
leveranciersselectie 
- Proces voor change management, inclusief 
goedkeuringsstappen. Emergency veranderingsproces. 
Documentatie bijwerken. 
- Implementeer service desk functie met snelle response, 
escalatie procedures en trend analyses. 
- In kaart brengen van IT-assets en licenties om te handhaven 
- Record, track en los operationele processen op 
- Definieer archief vereisten en beheer van documenten, 
data en programma’s. 
- Zorg voor omgevingsfactoren zoals stof, vocht en hitte. 
Veiligheid van draagbare apparaten, zoals mobiels en 
laptops. 
- Documenteer en review standaard IT operaties in lijn met 
afspraken. 
- Beoordeling en verbeterpunten 
E19 
Evaluatie van het IT Governance 
implementatieplan 
Beoordeling en verbeterpunten 
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over 
indicatoren van 
bedrijfsdoelstellingen, 
indicatoren van IT doelstellingen, 
effectief gebruik van IT 
Zorg dat management, gebruikers en IT meetbare resultaten 
en indicatoren opstellen en resultaten worden opgevolgd en 
wet- en regelgeving worden nageleefd. 
E21 Analyse IT Governance informatie Verbeterplan 
E22 
Bewaak en evalueer interne 
controle 
Bewaak interne controle processen voor IT-gerelateerde 
activiteiten en identificeer verbeteracties. 
E23 Zorg voor IT Governance 
Maak regelmatige rapportage over IT activiteiten voor 
directie en bestuur 




Bijlage 21 – Expert review prototype 
Onderstaande tabel is het resultaat van de onafhankelijke uitvoering van de review door de experts. Waarbij X1, X2 en X2 staat voor de geanonimiseerde 
experts. 




























Experts: X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 
Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Bepaal een strategische (IT) en technologische 
richting 
X X X - + - ± ± + ± + - - - ± ± + + + + + 
E2 
Definieer IT processen, organisatie en relaties en 
zorg dat iemand in MT verantwoordelijk wordt 
X X X + + + ± - - ± - - - - - ± - + + + + 
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance ± + - + + - + + - + - - - - - - - - X X X 
E4 
Audit: mechanismen, awareness, maatstaven en 
verantwoordelijkheden 
± + - ± + + + + + + + ± - + ± - - ± X X X 
E5 Audit beloningsbeleid ± + - + + - + + - - + - - + - - - - X X X 
E6 Beoordeel IT Governance performance ± + ± ± + + ± + + + - ± - - ± - - ± X X X 
E7 Beheer de IT investeringen + + + + + ± ± + ± + + ± - + ± ± - ± X X X 
E8 Analyse IT Governance informatie ± + ± + + ± ± + ± + + ± - + ± - - ± X X X 
E9 Valideer IT Governance scenario ± + - ± + - ± + - - + - - + - - - - + + - 
Fase 3: Herontwerp van IT Governance 
E10 
Evalueer de alignment van de 
bedrijfsdoelstellingen aan de IT Governance 
besluiten en archetypes. 
± + - ± + - + + - + + - - + - - - - + + - 
E11 
Evalueer wie beslist over welk onderwerp en 
in welke mate. 
± + - + + - + + - + + - - + - ± - - + + - 






























Experts: X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 
E13 
Maak herontwerpplan met daarin de volgende 
onderwerpen: 
- Services levels  
- Third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
± + + + + + + + + + - ± - - ± - - ± X X X 
E14 Review beloningsbeleid + + - + + - ± + - - + - ± + - ± - - X X X 
E15 Validatie van IT Governance ontwerp ± + - ± + - ± + - ± + - ± - - ± - - + + - 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan ± + + + + + + - + + - ± - - ± ± - ± X X X 
E17 
Validatie van het IT Governance 
implementatieplan 
± + - ± + - ± + - - + - ± - - ± - - + + - 
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en incidenten 
- Beheer de configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
- + + + + + + - + + - ± - - ± ± - ± X X X 
E19 
Evaluatie van het IT Governance 
implementatieplan 
± + + ± + + ± + + ± + ± - + ± ± - ± + + + 
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren van 
bedrijfsdoelstellingen, indicatoren van IT 
doelstellingen, effectief gebruik van IT 
± + ± + + + ± + + + + ± - + ± - - ± X X X 
E21 Analyse IT Governance informatie ± + ± ± + ± ± + ± ± + ± - + ± - - ± X X X 
E22 Bewaak en evalueer interne controle ± + - ± + - ± + - ± + - ± + - ± - - X X X 
E23 Zorg voor IT Governance ± + + ± + + ± + + ± + ± ± + ± ± - ± X X X 
E24 Valideer IT Governance scenario ± + - ± + - ± + - ± + - ± + - ± - - + + - 
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Bijlage 22 – Evaluatieformulier 
De experts zijn gevraagd na het uitvoeren van enkele evaluatie vragen te beantwoorden. De ontvangen 
antwoorden van alle experts staan beschreven in onderstaande tabel. 
Tabel 47 Evaluatieformulier experts 
#  Expert 1 Expert 2 Expert 3 
1 
Vraag: Waren er elementen die u moeilijk vond om te beoordelen? Zo ja, welke?  
Antw: 
De informatie over de 
elementen was heel summier, 
waardoor niet goed in te 
schatten is hoe duidelijk 
bepaalde elementen zijn voor 
‘niet-experts’. Ook bij de criteria 
geldt dat: geen of weinig 
externe resources is heel 
afhankelijk van het verwachte 
niveau in het MKB, en dus 
moeilijk ‘generiek’ te scoren. 
Enkele E’s, zoals E2, E13, E18 
mogelijk te gedetailleerd en 
daardoor moeilijk toepasbaar (IT 
Gov. review verschil met Cobit) 
 
Ja ik denk dat MKB vrij praktisch en 
redelijk operationeel blijft. 
 
2 
Vraag: Welke elementen ontbreken er volgens u in het prototype? 
Antw: - geen nee 
3 
Vraag: Hoe beoordeelt u de algemene bruikbaarheid van het prototype? 
Antw: 
Voor mij goed; ik heb wel de 
plussen en minnen vervangen 
door -1/0/1 scores omdat dat 
makkelijker typt. 
Overigens heb ik het gevoel dat 
ik met name 0/1 heb gescoord. 
Volledig, mogelijk op enkele 
punten te gedetailleerd voor 
efficiënte (quick) toepassing. 
Externe resources zijn bij enkele 
belangrijke elementen nodig (zie 
tabel). 
Ok, al zie ik de MKB geen validaties 
en andere procesverbeteringen 
doen, als ze een aanpak hebben 
doen ze het gewoon. 
4 
Vraag: Hoe beoordeelt u de kwaliteit van het prototype?  
Antw: Doe ik in mijn andere rol ;-) 
Goed, maar waarschijnlijk zijn op 
een aantal onderdelen externe 
resources noodzakelijk (zie 
ingevulde tabel) 
Moeilijk te beantwoorden 
5 
Vraag: Hoe beoordeelt u de inhoud van het prototype? 
Antw: 
Ik had wel behoefte aan 
uitgebreidere 
omschrijvingen/toelichtingen 
voor zowel de elementen als de 
criteria. 
Volledige, duidelijke combinatie 
van twee bestaande 
benaderingen; op enkele punten 
kleine vraagtekens (zie boven). 
Mogelijk zijn externe resources, 
en IT competenties op een aantal 
punten (elementen) noodzakelijk 
Lijkt mij volledig 
6 





Toepassing van het model kan 
veel tijd gaan kosten als te 
gedetailleerd gaat worden 
geanalyseerd en gespecificeerd. 
Betrekken van personen met 
voldoende IT competenties is 
eveneens noodzakelijk. 
Ik had best wel wat moeite om de 
criteria goed te begrijpen en een 
voorstelling te maken hoe dat MKB 
criterium dan geïnterpreteerd moet 
worden. Overall denk ik dat MKB 
weinig op heeft met formele 
procedures en validaties etc. Het is 
redelijk recht toe recht aan en 
praktisch ingestoken. Primair doen 
ze een aantal noodzakelijke dingen 
maar ze denken niet eindeloos na 
over efficiency en hoe beter als ze 
een aanpak hebben dan doen ze het 
gewoon. Dit is een beetje het 
denkkader waar ik vanuit ben 
gegaan en als basis dient om de 
matrix in te vullen. 
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Bijlage 23 – Vertaaltabel 
Onderstaand is de vertaaltabel die de kleurencombinaties omzet in een conclusie. Waarbij diverse kleurencombinaties worden vertaald in een conclusie 
resultaat en er drie kleurencombinaties origineel blijven staan. Hiervoor is gekozen om te voorkomen dat er inhoud verloren gaat. De kleurencombinaties die 
origineel blijven staan, zijn de combinaties waarbij de experts onderling geen consensus hebben.  
Tabel 48 Vertaaltabel 
Kleurencombinatie Conclusie  Originele resultaten 
+ + + +  + + - 
+ + ± +  + ± - 
+ ± ± ±  + - - 
± ± ± ±     
± ± - ±     
± - - -     
- - - -     
 
Op de resultaten van de drie experts (zie bijlage 21) wordt de vertaaltabel (tabel 48) toegepast, dat levert een model op met het volgende resultaat: 




























Experts: X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 
Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Bepaal een strategische (IT) en technologische 
richting 
X - + - ± ± + - - + + 
E2 
Definieer IT processen, organisatie en relaties en 
zorg dat iemand in MT verantwoordelijk wordt 
X + - - - ± - + + 
Fase 2: Plannen en organiseren 






























Experts: X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 
E4 
Audit: mechanismen, awareness, maatstaven en 
verantwoordelijkheden 
± + - + + + - + ± - X 
E5 Audit beloningsbeleid ± + - + + - + + - - + - - + - - X 
E6 Beoordeel IT Governance performance ± + + + - ± - - X 
E7 Beheer de IT investeringen + + ± + - + ± ± X 
E8 Analyse IT Governance informatie ± + ± + - + ± - X 
E9 Valideer IT Governance scenario ± + - ± + - ± + - - + - - + - - + + - 
Fase 3: Herontwerp van IT Governance 
E10 
Evalueer de alignment van de 
bedrijfsdoelstellingen aan de IT Governance 
besluiten en archetypes. 
± + - ± + - + + - + + - - + - - + + - 
E11 
Evalueer wie beslist over welk onderwerp en 
in welke mate. 
± + - + + - + + - + + - - + - - + + - 
E12 Vergelijk met andere bedrijven + + + ± - + ± - + ± ± 
E13 
Maak herontwerpplan met daarin de volgende 
onderwerpen: 
- Services levels  
- Third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
+ + + + - ± - - X 
E14 Review beloningsbeleid + + - + + - ± + - - + - ± + - - X 
E15 Validatie van IT Governance ontwerp ± + - ± + - ± + - ± + - - - + + - 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan + + + - + + - ± - ± X X X 
E17 
Validatie van het IT Governance 
implementatieplan 
± + - ± + - ± + - - + - - - + + - 
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en incidenten 
- Beheer de configuratie 






























Experts: X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 X1 X2 X3 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
E19 
Evaluatie van het IT Governance 
implementatieplan 
+ + + ± - + ± ± + 
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren van 
bedrijfsdoelstellingen, indicatoren van IT 
doelstellingen, effectief gebruik van IT 
± + + + - + ± - X 
E21 Analyse IT Governance informatie ± ± ± ± - + ± - X 
E22 Bewaak en evalueer interne controle ± + - ± + - ± + - ± + - ± + - - X 
E23 Zorg voor IT Governance + + + ± ± ± X 
E24 Valideer IT Governance scenario ± + - ± + - ± + - ± + - ± + - - + + - 
 
 
Aantal ingevulde beoordelingen:  152 
Aantal consensus: 80 
Aantal geen consensus: 72 
115 
 
Bijlage 24 – Uitnodigingse-mail  
 
Beste, 
In het kader van de afronding van mijn Masterstudie Business Proces Management & IT aan de Open 
Universiteit ben ik momenteel bezig met een onderzoek voor mijn afstudeerscriptie. 
Het onderzoeksgebied betreft de toepasbaarheid van elementen uit IT Governance modellen in het 
MKB. Middels literatuurstudie en toetsing van de resultaten in de praktijk wil ik toepasbare elementen 
in kaart brengen en valideren. 
Gezien uw positie en expertise wil ik graag uw hulp vragen bij dit onderzoek door te participeren in 
één van de interviews. Deelname aan het onderzoek duurt ongeveer twee uur, verdeeld over een 
interview van ± 90 minuten en validatie van de samenvatting van het interview en de te verwerken 
resultaten. 
Ik zou het erg waarderen als u aan dit onderzoek mee wilt werken en hoor dan ook graag van u.  
Mocht u nog vragen hebben dan hoor ik dit graag. 






Bijlage 25 – Interview en tijdsschema 
Per element worden er open vragen gesteld binnen een semigestructureerd interview. Hierbij is ruimte 
overgelaten om zaken nader uit te leggen of vragen te stellen over het onderwerp IT Governance. Ter 
voorbereiding wordt aan de respondenten een korte toelichting gegeven over het doel van het 
interview en de bijdrage die van hen verwacht wordt.  
Interview: 
Inleiding: 15 minuten 
Tijdens de inleiding van het onderzoek wordt de doelstelling uiteengezet en hoe het interview is 
opgebouwd. Er wordt algemene informatie over het interview gegeven zoals het niet verplicht zijn om 
te antwoorden. Verder wordt verteld dat de resultaten geanonimiseerd zijn, de gegevens wel 
openbaar worden gemaakt maar niet herleidbaar zijn naar de betreffende personen of organisaties. 
Tenslotte wordt toegezegd dat het eindresultaat wordt toegestuurd. 
Vraagstelling: 
Doelstelling onderzoek: De doelstelling van dit onderzoek is te achterhalen welke elementen van IT 
Governance modellen toepasbaar kunnen zijn binnen het MKB. 
Algemene informatie: 
- Het is niet verplicht te antwoorden en er is altijd de mogelijkheid om te stoppen. 
- De opbouw van het onderzoek bestaat uit de behandeling van de vierentwintig elementen waarbij 
per element de zeven criteria langs gelopen worden met daarbij de reflectie naar de 
praktijksituatie van uw eigen organisatie. 
- De resultaten worden geanonimiseerd verwerkt en zijn niet herleidbaar. 
Midden: 24 elementen valideren en eventueel verrijken: 65 min  
In het middengedeelte wordt per element de criteria nagelopen en aanvullende open vragen gesteld. 
In bijlage 26 wordt de tabel getoond die als input wordt gebruikt voor de interviews. 
Validatie: vraagstelling per element: 
- Bent u het eens met de beoordeling van de criteria waarbij de experts consensus hadden? 
o Ja en waarom? 
o Nee, wat zou u invullen en waarom?  
- Welke beoordeling geeft u voor de open criteria? 
o Kunt u dit element kort toelichten met praktijkervaringen? 
Verrijking: vraagstelling 
Het laatste onderdeel van het interview betreft een ongestructureerd deel zonder referentiekader. 
Voor dit onderdeel wordt de volgende verdiepingsvragen gesteld: Zijn er nog criteria die u kent welke 
nog niet aan bod zijn gekomen? Ja / Nee 
Slot: 10 minuten 
Bij het slot wordt er bedankt voor het onderzoek en aanvullende informatie gegeven. 
Vraagstelling: 
- Het eindverslag met de resultaten wordt na afronding van het onderzoek toegestuurd. 
- Bedankt voor uw medewerking. 
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Bijlage 26 – Input voor interviews 
De ingekleurde vakken zijn de onderdelen waarbij de experts consensus hadden. Deze worden aan de respondenten voorgelegd of ze het er mee eens zijn of 
dat ze een andere waarde geven. 





























Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 
Definieer een strategisch (IT) plan en 
technologische richting 
X  ±  - + + 
E2 Definieer IT processen, organisatie en relaties X + - - -  + 
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance     - - X 
E4 
Audit: mechanismen, awareness, maatstaven en 
verantwoordelijkheden 
 + + +  - X 
E5 Audit beloningsbeleid      - X 
E6 Beoordeel IT Governance performance ± + +  - - X 
E7 Beheer de IT investeringen + + ± +  ± X 
E8 Analyse IT Governance informatie ± + ± +  - X 
E9 Valideer IT Governance scenario      -  
Fase 3: Herontwerp van IT Governance 
E10 
Evalueer de alignment van de 
bedrijfsdoelstellingen aan de IT Governance 
besluiten en archetypes. 
     -  
E11 
Evalueer wie beslist over welk onderwerp en 
in welke mate. 
     -  
































Maak herontwerpplan met daarin de volgende 
onderwerpen: 
- services levels  
- third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
+ + +  - - X 
E14 Review beloningsbeleid      - X 
E15 Validatie van IT Governance ontwerp     - -  
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan + +   - ± X 
E17 
Validatie van het IT Governance 
implementatieplan 
    - -  
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk en incidenten 
- Beheer de configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
 +   - ± X 
E19 
Evaluatie van het IT Governance 
implementatieplan 
+ + + ±  ± + 
Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren van 
bedrijfsdoelstellingen, indicatoren van IT 
doelstellingen, effectief gebruik van IT 
± + + +  - X 
E21 Analyse IT Governance informatie ± ± ± ±  - X 
E22 Bewaak en evalueer interne controle      - X 
E23 Zorg voor IT Governance + + + ± ± ± X 




Bijlage 27 – Resultaten interviews  
In onderstaand overzicht is een totaaloverzicht van de resultaten van de interviews in de casusorganisaties. 
Tabel 51 Resultaat tabel interviews 
E 
Opbrengst hoger dan 
verwachte kosten 
Invulling rollen en 
bevoegdheden 
Beschrijving van het 
wat en hoe 
Tijdsefficiënt werken 
Weinig IT competenties 
nodig 
























































































Fase 1: In kaart brengen huidige bedrijfssituatie 
1 X ± + + - - ± ± ± ± + ± ± - - ± + + + - - - ± - + - + - - + + + + + + + + 
2 X + + + - + + - - + + + ± - - + + - ± - - + - - + - - + + + + - + + + ± + 
Fase 2: Plannen en organiseren 
3 + - - ± - - + + + + - + + + + + ± + + - - - - ± - - + - - + - + + + - + X 
4 + - + + - + + + + + ± + + + + + ± + + + + + + + - + - ± ± - - - - - - - X 
5 X X - ± - ± X X + + + + X X + + ± + X X - - - + X X - + + - X X - + + + X 
6 ± ± + - ± ± + + + + + + + + + + + + - - ± - - ± - - ± ± - - + - ± - - - X 
7 + + + + + + + + + + - + ± ± ± ± + ± + + + + + + + - ± + ± ± ± ± ± ± ± ± X 
8 ± ± ± ± - ± + + + + - + ± ± ± ± - ± + + + + - ± + - + + - + ± - - - - - X 
9 ± - ± ± - + ± + + + - + - - ± ± - ± - - + + - + - - + + - - - - - - - - + + + - + + 
Fase 3: Herontwerp van IT Governance 
10 - X X - - ± + X X + - + + X X + - + - X X + - + - X X - - ± - X X + - ± + X X - - + 
11 - X X X - + + X X X - + + X X X - + - X X X - + - X X X - - - X X X - + + X X X - + 
12 + + + + + + + + + + + + + + + - + + ± ± ± - ± ± - - + - + - - - + + + - ± - ± ± + ± 
13 + + + ± + + + + + + + + + + + + + + + - + + + + - - - - - + - - - - - + X 
14 X X X X - ± X X X X - + X X X X - + X X X X - + X X X X - + X X X X - + X 
15 ± ± + ± ± ± ± + + + + + ± + + + + ± ± - + ± + ± + - - - - + + ± - + - + + + + + + + 
Fase 4: Uitvoering van het nieuwe IT Governance 
16 + + + - + + + + + + + + + ± + + + + ± ± + - + + - - - - + - ± ± ± ± ± ± X 
17 ± + + - + ± ± + + + + + + + + + + + ± + + - + ± - - + - + - ± ± + + - ± + + + - + + 
18 + ± + ± + + + + + + + + + ± + + + + + - + ± + + - - - - + ± ± - ± ± ± ± X 
19 + + + ± + + + + + + + + + + + ± ± + + ± + ± ± ± ± ± ± ± ± ± ± ± ± ± ± ± + + + - + + 
Fase 5: Assessment, bewaken en evalueren 
20 ± ± ± - X ± + ± + + X + + ± + + X + ± ± + + X + + ± ± + X ± - - ± ± X + X 
21 ± ± ± ± X ± ± ± ± + X ± ± ± ± + X ± ± ± + + X ± - ± - - X ± - ± ± ± X ± X 
22 ± X + ± X + ± X + + X + ± X + + X + ± X ± + X ± - X ± ± X ± - X + + X + X 
23 + X X + X + + X X + X + + X X + X + ± X X ± X ± ± X X ± X ± ± X X ± X ± X 
24 + X X - X ± + X X + X + + X X + X + + X X + X ± + X X ± X ± + X X + X ± + X X - X + 
Legenda: + = het element voldoet in grote mate aan de criteria, ± = het element geeft matig invulling aan de criteria, - = het element voldoet niet aan de criteria, X* = hoeft niet ingevuld te 
worden, X = nut, noodzaak en toegevoegde waarde van het element wordt niet gezien door de respondent.
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Bijlage 28 – Gespreksverslagen interviews 
In alle gespreksverslagen wordt in de meeste gevallen een praktijk toelichting gegeven per element, 
daarnaast wordt het element gevalideerd als ‘hard’ (H), ‘zacht’(Z) of ‘niet’(N). Waarbij een ‘hard’ 
betekent dat het element in de praktijk wordt toegepast, ‘zacht’ betekent dat de respondent aangeeft 
het nuttig te vinden om het elementen eventueel toe te passen en ‘niet’ betekent dat de respondent 
het nut, noodzaak en toegevoegde waarde van het element niet ziet. 
Respondent A1 
Gesproken met: Respondent A1  Datum: 15-05-2017 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Rol binnen de organisatie 
Als directeur operations ben ik voornamelijk bezig met het sturen op hoofdlijnen en de dagelijkse gang 
van zaken worden opgepakt als daar het nut en noodzaak voor wordt gezien.  
Algemeen omtrent IT Governance 
De daadwerkelijk uitvoering van de dagelijkse IT praktijken hebben we geoutsourcet bij een IT 
leverancier. Zelf houden we sturing op de hoofdlijnen, maar de specialistische kennis ligt bij de 
leverancier. Wat we zelf niet beter kunnen doen voor onze klanten dan passen we outsourcing toe. 
Mijn algemene ervaring is dat als je gaat werken met modellen, dat het dan snel een enorm proces. 
Waar je vroeger er iets snel doorheen kreeg, dan wordt het door gebruik van modellen een stuk 
bureaucratischer en wordt de doorlooptijd langer. We moeten keuzes maken tussen gestructureerd 
en goed, maar we willen dan altijd een escape hebben om het systeem te omzeilen. Project specifiek 
zie ik mogelijkheden om het toe te passen, afhankelijke van de externe facetten die mogelijk invloed 
hebben, maar organisatie breed niet.  
Validatie elementen 
E Praktijk toelichting V 
E1 We hebben een IT plan, maar wat daar instaat is mij onbekend, want daarin staan vooral 
operationele afspraken in en geen lange termijn doelstelling. Dit plan is opgesteld door 
onze belangrijkste IT leverancier. 
Voor de productontwikkeling hebben we een strategisch plan, waarbij IT wel een rol in 
neemt, maar geen prominente rol en dit is verder niet intern gecommuniceerd. Dit past 
bij ons beleid, we sturen op hoofdlijnen en de dagelijkse zaken worden opgepakt 
wanneer daar belang voor wordt gezien. 
H 
E2 Operationele verantwoordelijkheid is grotendeels geoutsourcet. We weten wel de 
mensen te vinden voor zaken die kunnen spelen, maar dit staat niet gedocumenteerd. 
De eigenaar wil er niet mee vermoeid worden, de dagelijkse gang van zaken moet 
gewoon goed lopen. Iemand intern is verantwoordelijk voor de coördinatie. 
H 
E3 Ik kan me voorstellen dat de tabellen ten grondslag ligt aan plannen die je maakt. Een 
plan van aanpak is altijd nodig, maar dit zal niet op deze manier toegepast worden. Wel 
zullen onderwerpen ongemerkt terugkomen, zoals de verdeling van de rollen en 
verantwoordelijkheden, zoals we dat zien in de Governance Arrangements Matrix. 
Z 
E4 - N 
E5 We hebben geen carrièrepaden voor ons personeel, dit is ook niet iets wat urgentie en 




E Praktijk toelichting V 
E6 Het is niet van strategisch belang voor ons om dit uit te voeren, dus doen we het eigenlijk 
niet. 
Z 
E7 Dat is heel belangrijk voor ons om te reviewen en dat dit wordt besproken. Waarbij we 
kijken hoe het ervoor staat en waar we eventueel moeten bijsturen.  
Z 
E8 - Z 
E9 Veel wordt gedaan op basis van gevoel en daarna rationeel benaderd, maar niet direct 
formeel op papier gezet, al zie ik hier wel de toegevoegde waarde van in. 
Z 
E10 Ik kan me voorstellen dat we dit gebruiken, ik vind het te vergelijken met business canvas 
model. Alleen is deze meer intern gericht, maar dezelfde perspectieven worden 
behandeld. 
Z 
E11 - Z 
E12 Benchmark is heel interessant, dit mag wel tijd en geld kosten. Wel goed om van te voren 
bepalen wat je te weten wil komen, dus hier moet je wel inhoudelijke kennis voor 
hebben. Marktonderzoek is onmisbaar, dit doen we al projectbasis. 
H 
E13 Dit zijn dingen die we niet zelf doen, want we hebben daar een specialist voor nodig. H 
E14 Zie E5. N 
E15 - Z 
E16 - Z 
E17 - Z 
E18 - H 
E19 Belangrijk om mensen niet te schaden, het is eigenlijk al bedacht en bepaald, maar wel 
van belang om mensen te informeren over de implementatie. 
Z 
E20 De indicatoren moeten van te voren worden bepaald, zodat we die in dit stadium kunnen 
beoordelen. 
Z 
E21 - Z 
E22 - Z 
E23 - Z 
E24 Extreem belangrijk dat directie op de hoogte wordt gehouden, want die zijn de sponsors 
van het geheel. Er moet rekening gehouden worden met wie de formele en wie 
informele macht heeft. 
Z 
Verrijking elementen 
Wat mij betreft ontbreekt een stukje planning. Dit kan wel ondergeschoven worden bij het opstellen 
van plannen, maar ik zie dit graag zien concreet benoemd.  
 
Respondent A2 
Gesproken met: Respondent A2 Datum: 24-05-2017 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Rol binnen de organisatie 
Ik ben project coördinator en houd me bezig met werkvoorbereiding, inkoop en logistiek. Daarnaast 
heb ik een achtergrond in IT vandaar dat IT coördinatie door mij wordt uitgevoerd. 
Algemeen omtrent IT Governance 
In het dagelijks werk ben ik niet bezig met IT Governance en vind het op dit moment voor ons als 
organisatie nog niet nodig. Wel kan ik mee voorstellen dat we op een gegeven moment op een 




E Praktijk toelichting V 
E1 Een plan is mij niet bekend, uiteraard heb ik er wel een mening over, maar er staat niets 
op papier. Dit vind ik ook geen gemis. IT is een middel en zolang we gewoon door kunnen 
werken is het goed. Met een werkgroep kunnen we projecten opstellen en daarna bij de 
echte uitvoering is externe expertise nodig. 
N 
E2 Processen staan niet beschreven. Wat hardware betreft weten we wat er aanwezig is. 
Op dit moment zie ik ook geen noodzaak om dit te documenteren.  
N 
E3 Ik ben geen onderdeel van het management team en voor mezelf zie ik er geen 
toegevoegde waarde in om dit in kaart te brengen.  
N 
E4 Audit vindt nooit plaats N 
E5 We hebben geen carrièrepaden, dit is ook niet iets wat urgentie en nut en noodzaak 
heeft om op te pakken, want ik zie er geen voordelen van in. 
N 
E6 Jet moet weten wat je wilt beoordelen, dit is lastig om zelf te doen en daar is zeker 
externe expertise bij nodig. 
Z 
E7 - Z 
E8 - Z 
E9 Goed om te bespreken en kenbaar te maken, al vind ik het niet nodig om dit zeer formeel 
aan te pakken. 
Z 
E10 Dit zie ik totaal niet als toegevoegde waarde om uit te voeren. N 
E11 Dit zie ik totaal niet als toegevoegde waarde om uit te voeren. N 
E12 Dit lijkt me erg nuttig, wordt voor ICT zaken niet gedaan, pas bij grote projecten wordt 
dit wel gepeild bij andere bedrijven wat zij hebben gekozen. 
Z 
E13 We worden geïnformeerd door de leverancier en doen daar zelf weinig mee als het gaat 
om herontwerpen. 
Z 
E14 Zie E5. N 
E15 Ik bepaal of het relevant is wat ik doorkrijg wat de leverancier ziet als verbeteringen en 
koppel dit terug aan directie. 
H 
E16 Communicatielijnen zijn aanwezig, maar we stellen daar niets van te voren voor op. Z 
E17 Bij alles wat wordt opgesteld is het van belang om dit door te nemen met directie. Daarbij 
is het zeer context afhankelijk, bij grote implementaties maken we een plan, maar bij 
kleine wijzigingen niet. We zijn praktisch ingesteld in plaats van via procedures en 
rapporten te werken. 
Z 
E18 We moeten bezig zijn met onze core business, we besteden uit dat wat we niet zelf 
kunnen doen. Het beleid is dat we met specialisten werken. Eventueel kunnen we IT 
meer in huis nemen, maar daar is nu geen business case voor. 
H 
E19 Met de leverancier wordt één tot twee keer per jaar de gang van zaken geëvalueerd. H 
E20 We hebben geen directe doelstellingen die we meten. Negatieve zaken worden 
besproken zodat we dat kunnen verbeteren, maar dit gebeurt niet aan de hand van 
indicatoren. We hebben een SLA met de leverancier, maar dat wordt niet geëvalueerd.  
Z 
E21 - N 
E22 
Aangezien ik het voor ons als organisatie overbodig vind IT Governance op deze manier 





Ik zie geen dingen die ontbreken, ik vind het voor ons erg groot om zo’n model toe te passen. Bij grote 
projecten kan ik het wel voorstellen dat we het zo goed doordacht aanpakken, maar voor de alle 




Gesproken met: Respondent B1 Datum: 26-05-2017 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Rol binnen de organisatie 
Als directeur houd ik me bezig met de strategie van de komende vijf jaar. Waarbij de kaders door 
directie worden opgesteld, waarbij in de uitvoering vrijheid is binnen de gedefinieerde kaders.  
Algemeen omtrent IT Governance 
Onze keuzes omtrent IT maken we heel bewust, maar we gebruiken hier geen modellen voor. De 
dagelijkse uitvoering wordt grotendeels uitgevoerd door onze IT leverancier, waardoor we ook te 
maken hebben met de keuzes die zij daarin maken. 
Validatie elementen 
E Praktijk toelichting V 
E1 We hebben bepaald waar we over vijf jaar willen staan en welke IT we daarbij nodig 
hebben, daar baseren we onze keuzes op. Het bepalen is een ontdekkingsreis, van te 
voren weten we niet precies wat het moet worden, maar gedurende het proces krijgen 
we daar steeds beter beeld bij en maken we het concreet. Hierbij betrekken we ook 
interne mensen om draagvlak te creëren.  
H 
E2 Processen zijn recent beschreven in te vorm van user stories en de IT architectuur is 
beschreven, zodat we weten wat we in huis hebben. Dit hebben we intern uitgevoerd, 
waarbij we een interne projectleiding hadden.  
H 
E3 Als ondernemer kom ik met logisch redeneren een heel eind. We zoeken niet naar 
modellen die we eventueel toe kunnen passen. Doelstellingen zijn bepaald en onbewust 
zullen we wel onderdelen toepassen. Model zal voor iets meer structuur zorgen, maar 
op de manier waarop we het nu doen, bereiken we ook ons doel. 
N 
E4 Om de twee jaar wordt er een audit uitgevoerd, waarbij vooral naar security wordt 
gekeken, waardoor het personeel hier op bedacht wordt. We vinden dit erg belangrijk, 
waarbij niet gesproken kan worden over opbrengsten. 
H 
E5 Functieprofielen zijn wel aanwezig en individueel gezien maken we ontwikkelplannen. 
Dit is op individuele basis voor medewerkers die ambitie hebben, maar dit vind ik te 
arbeidsintensief om voor iedereen te maken in verhouding met de opbrengsten. 
N 
E6 We zijn continue bezig met verbeteren. We zitten al jaren op maatwerk software, daarbij 
kijken we op procesniveau naar wijzigingen. Bij nieuwe wetgeving anticiperen we daarop, 
dat doen we met een interne werkgroep. Waarbij in sommige gevallen expertise van 
buitenaf gebruikt wordt. 
H 
E7 We hebben geen vastgesteld IT budget, we begroten wel, maar laten ons daar niet door 
leiden, aangezien de praktijk weerbarstiger is.  
Z 
E8 We hanteren geen algehele aanpak, maar analyseren wel op onderdelen. Zolang het 
goed loopt zie ik geen reden om dit uit te voeren. We zijn bezig met het oplossen van 
onze dagelijkse gang van zaken en knelpunten waar we tegen aanlopen.  
Z 
E9 Als we tegen dingen aan lopen is het van belang dat we dat evalueren, waarbij het van 
groot belang is dat directie daarbij betrokken wordt. 
Z 
E10 Ik zie er geen toegevoegde waarde van in om dit framework toe te passen. N 
E11 Ik zie er geen toegevoegde waarde van in om deze matrix toe te passen. N 
E12 We voeren geen benchmark structureel uit, maar bij grote belangrijke IT projecten 
bezoeken we als directie andere bedrijven om te kijken hoe zij werken met bepaalde 




E Praktijk toelichting V 
E13 De techniek wordt in eerste instantie door leveranciers uitgevoerd, we hebben met de 
leverancier een SLA opgesteld. Voor security hebben we een protocol opgesteld waar 
externen volgens moeten werken als ze iets op onze systemen willen uitvoeren. 
Z 
E14 Zie E5. N 
E15 Bijstellen van zaken is zeker van belang en het is ook belangrijk dat directie daarbij wordt 
betrokken. 
Z 
E16 Bij grotere projecten hebben we implementatieplan en communiceren we tussentijds via 
intranet, want zo worden medewerkers er bij betrokken. 
Z 
E17 Evaluatie wordt enkel met directie doorgenomen. Z 
E18 De uitvoering gaat zeer structureel, maar wordt grotendeels door leveranciers 
uitgevoerd, waardoor daar ook een stuk documentatie ligt.  
H 
E19 Evaluatie gebeurt wel intern, waarbij de input vaak van de leverancier komt. H 
E20 Over de financiële afhandeling wordt wel informatie verzameld en geëvalueerd.  H 
E21 Doordat we een leverancier hebben die veel uitvoert, zijn we daarvan afhankelijk qua 
input, maar we analyseren de ontvangen informatie wel met elkaar. 
H 
E22 Er wordt wel gekeken naar interne procesverbetering, vooral op deelonderwerpen, maar 
nog niet ‘hoog over’.  
H 
E23 Rapportages worden wel gemaakt, maar verder heel formeel IT Governance toepassen 
is op dit moment voor ons niet nodig.  
N 
E24 Op dit moment loopt veel via de leverancier, als we meer mensen intern hebben die de 
uitvoering doen, kan ik me voorstellen dat het relevanter wordt.  
N 
Verrijking elementen 
Ik vind het model wel volledig, voor ons als bedrijf is het wat log om toe te passen. Wel kan ik me 
voorstellen dat er een kantelpunt komt, wanneer we het wel formeler gaan aanpakken en naar theorie 
kijken of er modellen zijn die we kunnen toepassen. 
Respondent B2 
Gesproken met: Respondent B2 Datum: 23-05-2017 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Rol binnen de organisatie 
Mijn rol als IT coördinator is het coördineren van dagelijkse gang van zaken en lopende projecten. Ik 
ben veel bezig met operationele zaken, waardoor strategische zaken naar de achtergrond verschuiven. 
Algemeen omtrent IT Governance 
Algemeen kan ik zeggen dat we IT Governance niet toepassen. We voeren vooral de dagelijkse praktijk 
uit, daarbij bedenken we wat handig, praktisch en van toegevoegde waarde is om uit te voeren. Daarbij 
gebruiken we intern geen modellen of methoden, onze IT leveranciers maken wel gebruik van 
methoden zoals ITIL, waarbij wij dan in mee gaan. Eigenlijk zijn deze methoden voor ons al te formeel.  
Validatie elementen 
E Praktijk toelichting V 
E1 We zijn hier mee bezig, dit verandert ook elke twee/drie jaar. Dit willen we nog op hoger 
niveau gaan definiëren. We weten wat we willen, maar dat zijn de snelle zaken. Als het 
gaat om grote projecten dan bespreken we dit wel van tevoren welke richting we 
hiermee op gaan. Dit begint op directie niveau, maar daarbij worden ook medewerkers 
betrokken. Externe consultants hebben we hiervoor nodig en dit is ook handig voor de 




E Praktijk toelichting V 
E2 Dit hebben we gedocumenteerd en gedefinieerd, dit zorgt voor inzicht. Dit is momenteel 
nog op redelijk hoog niveau waarbij de architectuur als uitgangspunt is genomen. 
H 
E3 Bij ons is dit niet formeel geregeld, we weten elkaar goed te vinden. Als je dit gaat 
gebruiken, kan dat handig zijn, maar je komt daarmee ook in een keurslijf. Als ik dit in 
moet vullen, weet ik bij heel veel onderdelen van de Governance Arrangements Matrix 
wel wat ik moet invullen.  
Z 
E4 We voeren een formele audit één keer per jaar uit. IT mechanismen en processen worden 
dan bekeken. Dit is duur, maar het heeft zeker toegevoegde waarde, doordat we hiermee 
risico’s vermijden. 
H 
E5 Is er niet. De IT afdeling is heel klein, aangezien veel geoutsourcet is. Ik zie hier ook geen 
nut in om dit uit te voeren.  
N 
E6 Maandelijks hebben we overleg met de IT leverancier. Dit is goed om te doen, omdat het 
goed is voor de relatie, maar het levert niet direct wat op. Je hoeft niet per se veel IT 
kennis te hebben, maar doordat we het hebben geoutsourcet, hebben we externe 
resources nodig. 
H 
E7 Dit is erg nuttig, want als je hier niet over nadenkt gebeurt het ad hoc. Het is nodig om 
toestemming te vragen aan directie. Inzicht levert besparing op, dus is het efficiënt. 
Z 
E8 We hebben voor de analyse een model, dit model zal niet snel veranderen, maar 
inhoudelijk komen daar kleine veranderingen, maar dit gebeurt ad hoc. Als er iets speelt 
wordt daar op ingegrepen. 
H 
E9 Eerst wordt intern met de business consensus verkregen en dat wordt dan meegedeeld 
aan directie.  
H 
E10 Dit framework is niet bekend en onbewust zullen we er best wel onderdelen van 
toepassen, op basis van het ‘boerenverstand’. De techniek ondersteunt bij ons in de 
documentatie, aangezien in de techniek direct processen worden vastgelegd. Het gaat 
heel snel om de inhoud, waarbij theorie en praktijk dicht bij elkaar liggen. 
N 
E11 We doen dit niet en het invullen hiervan zie ik het nut niet van in. N 
E12 We vergelijken niet structureel bij andere bedrijven, het is wel zo dat via diverse 
leverancier informatie verkregen wordt over de mogelijkheden. Soms wordt hierbij de 
directie betrokken als het interessant is, maar in veel gevallen wordt dit niet gedaan. 
Z 
E13 Qua documentatie ligt dit vast in een SLA, maar de normen die daarin staan worden niet 
heel hard gemaakt. Wel wordt dit één keer per jaar met de leverancier doorgenomen.  
Z 
E14 Zie E5.  N 
E15 Uiteindelijk heel belangrijk dat directie op de hoogte wordt gebracht en een 
handtekening zetten. 
Z 
E16 - Z 
E17 - Z 
E18 In de dagelijkse praktijk wordt dit allemaal uitgevoerd, waarbij het in gebruik nemen en 
beheer van data op meer planmatige wijze moet gaan.  
H 
E19 Als het goed gaat wordt niet geëvalueerd, betrokkenheid directie is daarbij lastig, want 
het gaat snel de inhoud in, dus directie wordt niet betrokken, maar wel de IT coördinator. 
H 
E20 Hier gaan we een slag mee maken, maar ik vind dat dit vooral uit de business moet 
komen. De business is daarin leidend en IT helpt om te zoeken naar behoeften en 
mogelijkheden, maar de business moet de maatstaven bepalen en bijhouden, eventueel 
gevoed door informatie vanuit IT.  
Z 
E21 Wordt één keer per maand met de IT leveranciers gedaan. H 
E22 Rechtenbeheersing wordt goed beheerst, dit zien we als zeer belangrijk proces. Daarbij 
is het lastig dat we goed procesmatig kunnen werken, maar er steeds op moeten letten 





E Praktijk toelichting V 
E23 Rapportage wordt gemaakt, maar slechts sporadisch doorgenomen met directie. Z 
E24 Dit wordt wel met het IT team besproken, maar slechts op ad hoc basis. Z 
 
Verrijking elementen 
Ik denk dat het model volledig is en alle elementen er in voor komen, maar dat het wat pragmatischer 
en minder strak mag zijn voor het MKB. Qua onderwerpen die wat prominenter en explicieter 
genoemd mogen worden zijn security en wet- en regelgeving.  
Respondent C1 
Gesproken met: Respondent C1 Datum: 22-05-2017 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Rol binnen de organisatie 
Ik ben directeur en mede aandeelhouder. Vorig jaar zijn twee kantoren samengevoegd, waarbij 
hiervoor de IT beslissing bij mij terecht kwamen. Dit wordt nu meer gezamenlijk in het directie team 
gedaan. 
Algemeen omtrent IT Governance 
Bij modellen gaat het om het denkmodel dat er achter zit. Dat geldt ook voor de IT Governance. In het 
MKB zie je vaak ‘alles doet het toch?! Ik ervaar geen problemen, dus het zal wel goed gaan toch!’ De 
noodzaak van het optuigen van formele processen wordt niet gezien, daarnaast is intern de expertise 
niet aanwezig om elkaar te controleren. Het wordt met elkaar besloten en uitgevoerd, waarbij er dus 
geen verdeling is naar bewaken en controle. Zolang het goed loopt, zal dat in de praktijk niet 
veranderen. 
Validatie elementen 
E Praktijk toelichting V 
E1 Er is geen strategisch IT plan. Er is wel een strategisch beleidsplan, met een paragraaf 
over IT, maar dat is zeker niet up-to-date over visies op recente technologieën.  
H 
E2 Dit is bij ons op orde, er zijn veel processen en de mensen zijn er specifiek voor opgeleid 
en de kennis is in huis om dit zelf uit te voeren. 
H 
E3 Momenteel is er (te) veel vrijheid van handelen. Iedereen heeft zijn eigen methodiek. 
Investeringen worden door directie bepaald op vakgroep niveau. Waar IT ingrijpt op de 
behoefte van de vakgroep, dan mag er op vakgroep niveau besloten worden, met een 
overall fiat van directie. Dit heeft als risico dat er veel eilanden ontstaan.  
Als je directie hebt met visie dan kan het worden bewaakt, maar als er makkelijk mee 
omgesprongen wordt, wordt dat lastiger. Bij IT Governance moet hoogste orgaan leading 
zijn. 
Z 
E4 - Z 
E5 - N 
E6 Als het er niet is, kun je het ook niet beoordelen. Z 
E7 Heel erg bepalend waar het over gaat of het gaat om een hardware investering of 
procesmatige wijzigingen. Meer jaren investeringsbegroting is aanwezig, maar niet 
gedetailleerd. Waarbij er plannen in het hoofd zitten, maar deze liggen nergens vast. 
H 
E8 - Z 
E9 - Z 
E10 Gaat voor bedrijf als wij zijn te ver. Modelmatig goed om er zo naar te kijken, maar om 





E Praktijk toelichting V 
E12 Dat gebeurt al wel, vooral op netwerk bijeenkomsten worden ervaringen uitgewisseld. H 
E13 - Z 
E14 Wordt niet toegepast en nut wordt ook niet gezien, dus beoordeling is lastig. N 
E15 - Z 
E16 Het is heel belangrijk om het personeel erbij te betrekken, dus communicatie is cruciaal Z 
E17 - Z 
E18 Een echt implementatie trajecten hebben we niet meegemaakt, dit gebeurt in de loop 
van de tijd, maar niet projectmatig. 
H 
E19 - H 
E20 Gebeurt op onderbuikgevoel. Er wordt niet specifiek gemeten, maar zie daar ook de 
toegevoegde waarde niet van in.  
N 
E21 De elementen onder fase 5 zijn allemaal als negatief beoordeeld. Dit komt doordat het 
overall niet gaat toevoegen, omdat je het niet kunt beoordelen. Als er intern één iemand 
is die specifiek verantwoordelijk is voor de IT en er geen andere mensen zijn met deze 
kennis en expertise, is het ook niet mogelijk om intern deze controle uit te voeren, want 






Een eventueel stappenplan/volwassenheidsmodel waarbij duidelijk is wat er in welke fase gedaan 
moet worden zou wel handig zijn. Dus niet enkel een model waarbij je kunt zien welke fase de 
organisatie zich bevindt.  
Verrijking elementen 
Onderdelen worden niet gemist, maar ik wil de beschrijving van element 22 aanpassen, deze heet nu 
‘bewaak en evalueer interne controle’, dit wil ik willen aanpassen naar ‘bewaak en evalueer interne 
beheersing’. Vroeger werd dit als ‘interne controle’ genoemd, maar tegenwoordig heet wordt dit 
‘interne beheersing’ genoemd, naar de theorie van Starreveld. 
Respondent C2 
Gesproken met: Respondent C2 Datum: 17-05-2017 
Opmerking: Dit verslag betreft een samenvatting en is geen letterlijke weergave van het gehele gesprek. 
Rol binnen de organisatie 
Mijn rol binnen de organisatie bestaat zowel uit het uitvoeren van allerlei dagelijkse gang van zaken, 
zoals het installeren van computers als uit het coördineren van grote IT-projecten.  
Algemeen omtrent IT Governance 
Op deze manier hebben we nog nooit naar onze processen gekeken. We zijn heel praktisch ingesteld, 
waardoor we geen tijd nemen om hiermee bezig te zijn en voornamelijk druk zijn met de dagelijkse 
gang van zaken. We werken vooral techniek driven: ‘we hebben een probleem, dat moeten we 
oplossen’. Er is een werkgroep IT die beslist waar we heen gaan, gebaseerd op wat we in de markt 
zien. We hebben als uitgangspunt dat we werken met ‘proven technology’. IT is vooral van 
operationeel en minder van strategisch belang. Er zit wel een verschuiving aan te komen naar meer en 




E Praktijk toelichting V 
E1 We hebben een algemeen beleidsdocument waarin een hoofdstuk is opgenomen over 
automatiseringsbeleid. Dit betreft echter meer een beschrijving van de huidige stand van 
zaken en weinig beleid.  
H 
E2 We hebben flowcharts waarin onze processen beschreven zijn.  H 
E3 Wij doen dingen wel in overleg met elkaar, maar documenteren hier niets van op deze 
manier. Ik kan het me wel voorstellen dat het zo gebeurt.  
Aangezien de overige elementen niet direct en ook niet in een andere vorm worden 
toegepast zijn de elementen beoordeeld met de insteek of het voor te stellen is om te 
gebruiken en wat daarvan de beoordeling is.  
Z 
E4 Dit doen we niet, maar kan me wel voorstellen dat dit wat oplevert. Z 
E5 Dit is bij ons niet nodig, want de daadwerkelijk uitvoering van de IT is uitbesteed aan de 
leverancier.  
N 
E6 We doen het niet, maar snap wel dat het belangrijk kan zijn. Z 
E7 We doen het niet heel formeel. Z 
E8 Hier hebben wel iemand van buitenaf voor nodig om dit uit te voeren Z 
E9 Als iemand van buitenaf de analyse heeft uitgevoerd dan kunnen we intern dit wel 
beoordelen.  
Z 
E10 Dit lijkt me voor ons niet echt nuttig om daadwerkelijk in de praktijk toe te passen. N 
E11 Dit lijkt me voor ons niet echt nuttig om daadwerkelijk in de praktijk toe te passen. N 
E12 Ik zorg wel bij de leveranciers op de hoogte te blijven en via hen tips te horen hoe andere 
bedrijven het doen. 
Z 
E13 - Z 
E14 Zie E5 N 
E15 - Z 
E16 Voor projecten maken we altijd een implementatieplan en houden dan ook rekening met 
de interne communicatie. 
Z 
E17 Belangrijk om dit af te stemmen met directie. Z 
E18 De dagelijkse gang van zaken wordt voornamelijk uitgevoerd door de IT leverancier, met 
daarbij mijn coördinatie en daarnaast spring ik ook bij, bij dagelijkse gang van zaken. 
H 
E19 Belangrijk om de gang van zaken ook met directie door te nemen, zodat zij weten hoe 
het ervoor staat. 
H 
E20 We hebben wel afspraken met de IT leverancier, maar deze worden niet stelselmatig 
geëvalueerd. 
Z 
E21 Ik kan me wel voorstellen dat we dit kunnen toepassen en uitvoeren.  Z 
E22 - Z 
E23 - Z 
E24 Eigenaar betrokkenheid vind ik erg belangrijk. Z 
 
Verrijking elementen 




Bijlage 29 – Resultaatoverzicht validatie van elementen in de praktijk 
Onderstaande tabel geeft de samenvatting van de validatie in de praktijk.  
Legenda: aantal keren herkend (groen = 5 & 6, oranje = 3 & 4 en rood = 1 & 2), harde validatie = aantal 
keer herkend in de praktijk, zachte validatie = aantal keer dat respondent zich kan voorstellen dat het 
wordt toegepast, niet gevalideerd = aantal keer dat respondent zich het nut, noodzaak en toegevoegde 
waarde van het element niet herkend. 




















































Fase 1: In kaart brengen huidige bedrijfssituatie 
E1 Definieer een strategische (IT) plan en technologische richting 5 1 - 
E2 Definieer IT processen, organisatie en relaties  5 1 - 
Fase 2: Plannen en organiseren 
E3 In kaart brengen IT Governance - 4 2 
E4 Audit: mechanismen, awareness, maatstaven en verantwoordelijkheden 2 2 2 
E5 Audit beloningsbeleid - - 6 
E6 Beoordeel IT Governance performance 2 4 - 
E7 Beheer de IT investeringen 1 5 - 
E8 Analyse IT Governance informatie 1 5 - 
E9 Valideer IT Governance scenario 1 5 - 
Fase 3: Herontwerp van IT Governance 
E10 
Evalueer de alignment van de bedrijfsdoelstellingen aan de IT Governance 
besluiten en archetypes. 
- 1 5 
E11 Evalueer wie beslist over welk onderwerp en in welke mate. - 1 5 
E12 Vergelijk met andere bedrijven 3 3 - 
E13 
Maak herontwerpplan met daarin de volgende onderwerpen: 
- Services levels  
- Third-party services  
- Beheer performance en capaciteit  
- Zorg voor continue service  
- Zorg voor veiligheid van systemen 
1 5 - 
E14 Review beloningsbeleid - - 6 
E15 Validatie van IT Governance ontwerp 1 5 - 
Fase 4: Uitvoering van het nieuwe IT Governance 
E16 Detail IT Governance implementatieplan - 6 - 
E17 Validatie van het IT Governance implementatieplan - 6 - 
E18 
Uitvoering implementatieplan  
- In gebruik nemen 
- Inkoop van IT resources 
- Beheer veranderingen 
- Beheer service desk, incidenten en configuratie 
- Beheer problemen 
- Beheer data  
- Beheer de fysieke omgeving 
- Beheer operaties 
6 - - 






















































Fase 5: Assessment, bewaken en evalueren 
E20 
Informatie verzamelen over indicatoren van bedrijfsdoelstellingen, 
indicatoren van IT doelstellingen, effectief gebruik van IT 
1 4 1 
E21 Analyse IT Governance informatie 2 2 2 
E22 Bewaak en evalueer interne controle 2 2 2 
E23 Zorg voor IT Governance - 3 3 
E24 Valideer IT Governance scenario - 3 3 
Legenda: aantal keren herkend (groen = 5 & 6, oranje = 3 & 4 en rood = -, 1 & 2), harde validatie = aantal keer herkend in de 
praktijk, zachte validatie = aantal keer dat respondent zich kan voorstellen dat het wordt toegepast, niet gevalideerd = aantal 




Bijlage 30 – Conclusie tabellen 
Op basis van de resultaten uit bijlage 27 kunnen diverse conclusies worden getrokken. 
Onderstaande tabel geeft per criteria hoeveel +, ±, - en X beoordelingen er zijn gegeven door de 
respondenten, eerst gesplitst in directie en ICT-coördinatoren en vervolgens een totaaltelling.  
 




+ ± - X* + ± - X* + ± - X* 
E1 6 5 7 - 10 4 4 - 16 9 11 - 
E2 10 1 7 - 10 2 6 - 20 3 13 - 
E3 8 1 9 - 10 2 6 - 18 3 15 - 
E4 9 3 6 - 12 1 5 - 21 4 11 - 
E5 5 1 6 6 8 2 2 6 13 3 8 12 
E6 8 5 5 - 6 4 8 - 14 9 13 - 
E7 10 7 1 - 10 7 1 - 20 14 2 - 
E8 6 5 7 - 7 7 4 - 13 12 11 - 
E9 6 4 11 - 9 3 9 - 15 7 20 - 
E10 3 0 11 7 8 3 3 7 11 3 14 14 
E11 3 0 11 7 6 0 1 14 9 0 12 21 
E12 14 5 2 - 9 4 8 - 23 9 10 - 
E13 12 0 6 - 12 1 5 - 24 1 11 - 
E14 0 0 6 12 5 1 0 12 5 1 6 24 
E15 12 5 4 - 11 7 3 - 23 12 7 - 
E16 12 4 2 - 8 5 5 - 20 9 7 - 
E17 15 4 2 - 11 4 6 - 26 8 8 - 
E18 13 3 2 - 7 7 4 - 20 10 6 - 
E19 13 8 0 - 9 11 1 - 22 16 1 - 
E20 6 5 1 6 8 8 2 - 14 13 3 6 
E21 1 8 3 6 3 14 1 - 4 22 4 6 
E22 4 6 2 6 8 4 0 6 12 10 2 12 
E23 3 3 0 12 6 6 0 6 9 9 0 18 
E24 7 0 0 14 7 5 2 7 14 5 2 21 





Onderstaande tabel geeft per criteria hoeveel +, ±, - en X beoordelingen er procentueel zijn gegeven 
door de respondenten, eerst gesplitst in directie en ICT-coördinatoren en vervolgens een totaaltelling.  
 




+ ± - X* + ± - X* + ± - X* 
E1 33% 28% 39% 0% 56% 22% 22% 0% 44% 25% 31% 0% 
E2 56% 6% 39% 0% 56% 11% 33% 0% 56% 8% 36% 0% 
E3 44% 6% 50% 0% 56% 11% 33% 0% 51% 7% 42% 0% 
E4 51% 16% 33% 0% 67% 6% 28% 0% 58% 11% 31% 0% 
E5 28% 6% 33% 33% 44% 11% 11% 33% 36% 8% 22% 33% 
E6 44% 28% 28% 0% 33% 22% 44% 0% 39% 25% 36% 0% 
E7 56% 39% 6% 0% 56% 39% 6% 0% 56% 39% 6% 0% 
E8 33% 28% 39% 0% 39% 39% 22% 0% 36% 33% 31% 0% 
E9 29% 19% 52% 0% 43% 14% 43% 0% 36% 17% 48% 0% 
E10 14% 0% 52% 33% 38% 14% 14% 33% 26% 7% 33% 33% 
E11 14% 0% 52% 33% 29% 0% 5% 67% 21% 0% 29% 50% 
E12 67% 24% 10% 0% 43% 19% 38% 0% 55% 21% 24% 0% 
E13 67% 0% 33% 0% 67% 6% 28% 0% 67% 3% 31% 0% 
E14 0% 0% 33% 67% 28% 6% 0% 67% 14% 3% 17% 67% 
E15 57% 24% 19% 0% 52% 33% 14% 0% 55% 29% 17% 0% 
E16 67% 22% 11% 0% 44% 28% 28% 0% 56% 25% 19% 0% 
E17 71% 19% 10% 0% 52% 19% 29% 0% 62% 19% 19% 0% 
E18 72% 17% 11% 0% 39% 39% 22% 0% 56% 28% 17% 0% 
E19 62% 38% 0% 0% 43% 52% 5% 0% 56% 41% 3% 0% 
E20 33% 28% 6% 33% 44% 44% 11% 0% 39% 36% 8% 17% 
E21 6% 44% 17% 33% 17% 78% 6% 0% 11% 61% 11% 17% 
E22 22% 33% 11% 33% 44% 22% 0% 33% 33% 28% 6% 33% 
E23 17% 17% 0% 67% 33% 33% 0% 33% 25% 25% 0% 50% 
E24 33% 0% 0% 67% 33% 24% 10% 33% 33% 12% 5% 50% 
Legenda: in de kolom met de + geeft groen aan dat het element ≥ 51% is.  
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Onderstaande tabel geeft per element en per criteria aan hoeveel +, ±, - en X beoordelingen er zijn gegeven. 
Tabel 55 Beoordelingsaantal per element per criteria (n=6) 
 
Verwachte opbrengst 
hoger dan verwachte 
kosten 
Invulling rollen en 
bevoegdheden 
Beschrijving van het 









 + ± - X + ± - X + ± - X + ± - X + ± - X + ± - X + ± - X 
E1 - - - - 2 2 2 0 1 5 0 0 3 1 2 0 1 1 4 0 3 0 3 0 6 0 0 0 
E2 - - - - 5 0 1 0 3 1 2 0 2 1 3 0 2 0 4 0 4 0 2 0 4 1 1 0 
E3 1 1 4 0 5 0 1 0 5 1 0 0 1 1 4 0 2 0 4 0 4 0 2 0 - - - - 
E4 4 0 2 0 5 1 0 0 5 1 0 0 6 0 0 0 1 2 3 0 0 0 6 0 - - - - 
E5 0 2 2 2 4 0 0 2 3 1 0 2 1 0 3 2 2 0 2 2 3 0 1 2 - - - - 
E6 1 4 1 0 6 0 0 0 6 0 0 0 0 2 4 0 0 2 4 0 1 1 4 0 - - - - 
E7 6 0 0 0 5 0 1 0 1 5 0 0 6 0 0 0 2 3 1 0 0 6 0 0 - - - - 
E8 0 5 1 0 5 0 1 0 0 5 1 0 4 1 1 0 4 0 2 0 0 1 5 0 - - - - 
E9 1 3 2 0 4 1 1 0 0 3 3 0 3 0 3 0 2 0 4 0 0 0 6 0 5 0 1 0 
E10 0 1 3 2 3 0 1 2 3 0 1 2 2 0 2 2 0 1 3 2 1 1 2 2 2 0 2 2 
E11 1 0 2 3 2 0 1 3 2 0 1 3 1 0 2 3 0 0 3 3 1 0 2 3 2 0 1 3 
E12 6 0 0 0 6 0 0 0 5 0 1 0 0 5 1 0 2 0 4 0 3 0 3 0 1 4 1 0 
E13 5 1 0 0 6 0 0 0 6 0 0 0 5 0 1 0 1 0 5 0 1 0 5 0 - - - - 
E14 0 1 1 4 1 0 1 4 1 0 1 4 1 0 1 4 1 0 1 4 1 0 1 4 - - - - 
E15 1 5 0 0 5 1 0 0 4 2 0 0 2 3 1 0 2 0 4 0 3 1 2 0 6 0 0 0 
E16 5 0 1 0 6 0 0 0 5 1 0 0 3 2 1 0 1 0 5 0 0 6 0 0 - - - - 
E17 3 2 1 0 5 1 0 0 6 0 0 0 3 2 1 0 2 4 0 0 2 3 1 0 5 0 1 0 
E18 4 2 0 0 6 0 0 0 5 1 0 0 4 1 1 0 1 1 4 0 0 5 1 0 - - - - 
E19 5 1 0 0 6 0 0 0 4 2 0 0 2 4 0 0 0 6 0 0 0 6 0 0 5 0 1 0 
E20 0 4 1 1 4 1 0 1 4 1 0 1 3 2 0 1 2 3 0 1 1 2 2 1 - - - - 
E21 0 5 0 1 1 4 0 1 1 4 0 1 2 3 0 1 0 2 3 1 0 4 1 1 - - - - 
E22 2 2 0 2 3 1 0 2 3 0 1 2 1 3 0 2 0 3 1 2 3 0 1 1 - - - - 
E23 3 0 0 3 3 0 0 3 3 0 0 3 0 3 0 3 0 3 0 3 0 3 0 3 - - - - 
E24 1 1 1 3 3 0 0 3 3 0 0 3 2 1 0 3 1 2 3 0 2 1 0 3 2 0 1 3 
Legenda: in de kolom met de kolom met +: groen = 5-6, oranje = 3-4 en rood = 0-2. 
