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                                                                                                  A Tato... 
Affinché tu possa crescere 
in un mondo migliore 
di questo. 
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                                                 Introduzione 
 
Il presente studio si propone di indagare il delicatissimo tema del rapporto tra 
Internet e i minori, soggetti vulnerabili e quindi esposti a rischi maggiori in Rete 
rispetto agli altri utenti. Questa analisi è stata svolta prendendo in considerazione 
la normativa internazionale e dell’Unione europea, con l’intento di approfondire 
come venga disciplinata, a livello appunto sovranazionale, la difficile relazione tra 
i bambini e il cyberspazio. 
La società contemporanea è fortemente caratterizzata dall’introduzione 
progressiva e  crescente di nuove tecnologie in ogni settore della vita umana, ma 
oltre alle grandi possibilità e ai numerosi vantaggi che lo sviluppo tecnologico 
offre, aumentano anche i rischi per gli utenti, specie se si tratta di soggetti con 
meno conoscenze ed esperienza, come i minorenni.  
L’uso di internet infatti, costituisce un elemento comune all’esperienza quotidiana 
di molti ragazzi, che trovano in tale tecnologia un ambiente ricco di opportunità e 
risorse. Da un’indagine europea di Eu kids online si rileva che il 38% dei bambini 
tra i nove e i dodici anni e il 77% di quelli tra i tredici e i sedici accedono 
regolarmente ad internet e possiedono già un profilo su almeno un social network. 
Tali dati fanno riflettere in merito alla pericolosità per i minori di un uso 
“ingenuo” o comunque eccessivamente precoce di tali mezzi.  
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Elemento evidente è infatti, la maggiore fragilità di soggetti la cui personalità è 
ancora in formazione, che possono non possedere ancora le competenze per 
riconoscere ed evitare i sempre più numerosi rischi della rete, e che, di 
conseguenza, necessitano di una maggiore e più adeguata protezione.  
Tali rischi sono di vario tipo e non necessariamente coinvolgono situazioni in cui 
si può rilevare un illecito, dal punto di vista giuridico. Si pensi per esempio 
all’eventuale dipendenza dal web, cui un soggetto potrebbe andare incontro a 
seguito di una massiccia e continua frequentazione della rete, ove magari, anche 
in assenza di profili di illiceità, si rileva un forte pregiudizio per la sua personalità. 
A volte però bambini e ragazzi si trovano coinvolti più o meno consapevolmente 
in situazioni in cui viene lesa la loro privacy, la loro reputazione o viene fatto un 
uso improprio delle loro immagini, fino al caso di situazioni ancor più gravi, come 
quando Internet diventa il mezzo con il quale vengono adescati dai pedofili 
telematici. 
 Questo lavoro si articola in quattro capitoli, nel primo viene inquadrato il “Web”, 
con le connesse problematiche relative alla difficoltà di regolamentarlo, infatti 
proprio per la sua natura di mezzo decentrato e globale privo di un’autorità che lo 
governi questo tende a sfuggire dalla dimensione giuridica. Il capitolo tocca 
sostanzialmente due temi: quello del trattamento dei dati personali degli utenti 
della Rete, con riferimento  alle direttive n.46/95 e soprattutto n.58/02 relativa al 
trattamento dei dati personali ed alla tutela della vita privata nel settore delle 
comunicazioni elettroniche; e quello dei crimini commessi in rete. Internet, infatti, 
oltre a rappresentare indubbiamente il più pervasivo ed incredibile strumento della 
libertà di espressione mai creato dall'uomo, è oggi anche ed altrettanto 
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indubbiamente, lo spazio (seppur virtuale) in cui con un'estrema e nuova 
semplicità vengono commessi crimini dei più svariati generi, tra i quali è da 
annoverare anche il reato di pedo-pornografia, come emerge dall’art.9 della 
Convenzione di Budapest sulla criminalità informatica del 2001. 
Il secondo capitolo prende in esame la normativa internazionale ed europea che ha 
affrontato le diverse problematiche che si sono progressivamente presentate con 
riguardo ai minori. A partire dalle origini della regolamentazione internazionale, 
quando il minore non era ancora considerato un soggetto giuridico e necessitava 
di tutela contro forme degradanti di sfruttamento lavorativo, fino alla 
Convenzione sui diritti del bambino del 1989, che segna una svolta relativamente 
al riconoscimento della sua dignità e di tutta una serie di diritti tra cui anche 
quello alla riservatezza(art.16). In tale Convenzione viene anche riconosciuto per 
la prima volta il ruolo fondamentale svolto dai mass media nella formazione della 
personalità dei minori e vengono stimolati gli Stati a porre in essere le misure 
affinché il fanciullo possa accedere ad un’informazione pluralista, soprattutto se 
finalizzata a promuovere il suo benessere sociale e morale (art.17). 
Nella parte finale del capitolo è affrontata la questione della collocazione della 
tutela dei minori nell’ordinamento dell’UE e del Consiglio d’Europa.    
In particolare si fa riferimento ad interventi della Commissione, quali il 
“Programma dell’Unione europea per i diritti dei minori” del 2011, che prevede 
undici azioni per il futuro, dirette a rafforzare i concetti di benessere e protezione 
del minore; e si richiama quindi il Programma del Consiglio d’Europa “Costruire 
un’Europa per e con i bambini”.  
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Il terzo capitolo analizza i vari profili che riguardano il rapporto tra il minore e la 
Rete. Si tratta, in primo luogo, della sua privacy e di come sia importante educarlo 
a non diffondere con leggerezza informazioni personali, soprattutto sui social 
network. Il Consiglio d’Europa nella sua “Dichiarazione sulla tutela della dignità, la 
sicurezza e la privacy dei minori su internet”, l’OECD e i garanti per la privacy delle 
varie nazioni hanno più volte affrontato la questione, e seppure in strumenti di soft 
law, e quindi non incidenti direttamente sulle legislazioni nazionali, essi hanno 
fornito delle indicazioni indirizzate ai ragazzi, ai genitori e agli educatori, ma 
anche agli Stati stessi e a soggetti privati quali sono i gestori dei siti internet.  
Il Consiglio OECD, ad esempio, ha affermato nella raccomandazione  The 
protection of children online del 2011, che “il modo migliore per proteggere i 
bambini è educarli a come comportarsi sia online che offline” ed ha invitato gli 
Stati a promuovere strumenti di autoregolamentazione e coregolamentazione ad 
opera degli stessi gestori dei siti, in quanto risultano più efficaci per 
regolamentare il web rispetto agli strumenti legislativi tradizionali.     
Nel capitolo si affrontano inoltre altre due questioni strettamente connesse all’uso 
di Internet da parte dei ragazzi, quella del Cyber-bullismo e della dipendenza dai 
giochi online. Il Cyber-bullismo in particolare è un fenomeno che si è affermato 
proprio con lo sviluppo dei new media, e nonostante non sia stato oggetto di 
un’apposita normativa volta a sanzionarlo, è stato individuato quale problematica 
attuale da contrastare in molti strumenti dell’Unione. Tra questi la 
“Raccomandazione sulla tutela dei minori e il rispetto della dignità umana nel 
settore della radio diffusione e di internet” del Parlamento europeo del 2006 e i 
diversi Programmi UE per i diritti dei minori. 
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L’ultimo capitolo analizza poi la questione della pedo-pornografia online e gli 
strumenti internazionali, europei e nazionali che regolamentano il reato di 
pornografia minorile con un’attenzione particolare verso questo orribile e sempre 
più frequente fenomeno dell’adescamento online (grooming).  
Dopo aver analizzato quindi strumenti quali la Convenzione di Lanzarote e la 
recente Direttiva 2011/93/UE, alle quali si sono allineate anche le legislazioni 
penali nazionali, il paragrafo conclusivo si sofferma poi, sugli strumenti e sui 
programmi recenti a livello internazionale ed europeo che incentivano alla 
prevenzione e all’educazione dei bambini, alla creazione di hotline per denunciare 
i siti che presentano contenuti illeciti, e alla cooperazione, non solo tra gli stati ma 
anche tra gli operatori privati del settore, una cooperazione nello scambio di prassi 
ed informazioni che deve servire ad individuare e bloccare i siti che diffondono 
contenuti pedopornografici e a sanzionare gli utenti che pongono in essere queste 
determinate condotte illecite quali la diffusione di tale materiale o l’adescamento 
del minore.  
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                                          CAPITOLO 1  
           LA REGOLAMENTAZIONE DI INTERNET. 
 
“Se non vi occuperete delle reti, in ogni caso 
saranno le reti ad occuparsi di voi. Se avete 
intenzione di vivere nella società, in questa epoca e 
in questo posto, dovrete fare i conti con la società 
in rete. Perchè viviamo nella Galassia Internet”. 
                                                                M. Castells 
 
1.Premessa. “Uno spazio senza legge”. 
 
Internet non è un'entità fisica o tangibile, ma piuttosto una gigantesca rete che 
interconnette un numero infinito di gruppi più stretti di reti informatiche collegate 
tra di loro. Si tratta di un mezzo di comunicazione decentrato e globale, il 
cyberspazio, che unisce persone, istituzioni, società e governi di tutto il mondo.  
Internet nasce nel 1969, come un progetto sperimentale dell'Agenzia di Ricerche 
per Progetti Avanzati (ARPA) e viene chiamato ARPANET. Il progetto aveva 
scopi militari: creare un network in grado di resistere a danneggiamenti parziali 
quali, ad esempio, lo scoppio di una bomba in un determinato sito; di quel 
progetto originario è rimasta l'idea di fondo, ovvero che una rete è affidabile se 
ogni singolo computer può comunicare con tutti gli altri affinché l'informazione 
giunga comunque a destinazione.  
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Da allora l'evoluzione e la diffusione di Internet è stata sorprendente; oggi è il più 
potente strumento ipertestuale collettivo, in cui i navigatori digitali possono 
percorrere i nodi della rete a loro discrezione, creare legami e aggiungere 
contenuti, e allargare i propri orizzonti cognitivi e percettivi del mondo.1  
La sua forza sta nell'utilizzo di un protocollo(TCP/IP) costituito da un'insieme di 
regole pubbliche, aperte a tutti (c.d. open system), che permette l'interconnessione 
di reti anche molto differenti, indipendentemente dalla tecnologia usata da ogni 
rete.2 
 Anche se è il governo americano a finanziare il sistema, non si rinviene, nella 
rete, un'autorità centrale o un soggetto che pretenda diritti esclusivi per effetto di 
un atto statale di concessione o di un accordo tra Stati internazionalmente valido e 
recepito dai contraenti nella loro legislazione interna.  
Non si tratta di una lacuna, la diffusione della comunicazione su internet esclude 
la dimensione autoritaria propria di ogni esperienza giuridica.  
Costituisce un elemento costante delle organizzazioni sociali del tipo evoluto la 
presenza di un'autorità che si esplica attraverso il controllo di un territorio, tale 
controllo ha reso possibile la formazione dello Stato moderno e l'espansione del 
nuovo mondo dell'ordinamento internazionale. Ora, tutto questo presuppone, oltre 
ad un'autorità, una base territoriale sicura in cui il potere possa essere esercitato; 
tutto ciò manca nel Cyberspazio.  
                                                          
1    L.CORCHIA , La democrazia nell'era di Internet,  Le lettere, Firenze 2011, p.52. 
2   G. PASCUZZI, Il diritto dell'era digitale, Il Mulino, Bologna 2010, p.24. 
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In esso non rileva che un sito sia localizzato sul territorio di un paese piuttosto che 
di un altro, e nella rete in cui opera Internet (World Wide Web) certi programmi 
accessibili a tutti chiamati Hypertext consentono di visitare un numero indefinito 
di luoghi situati nei più diversi paesi; cliccando si oltrepassa, quindi, infinite volte 
la frontiera degli Stati senza accorgersene.3 
I confini solitamente segnano le coordinate spaziali delle norme, che sono tali in 
un determinato tempo e luogo, separano i luoghi e circoscrivono le comunità che 
entro quelli vivono e operano; ogni confine è sempre stato estensibile o 
modificabile, ma di un confine, ogni comunità giuridicamente ordinata, ha 
necessariamente bisogno. La norma infatti, può produrre il suo effetto solo entro 
uno spazio, disciplinando i fatti che si realizzano in quel luogo; regola giuridica e 
confine territoriale sono quindi, intimamente collegati.  
Viceversa il cyberspazio non sembrerebbe avere confini territoriali. Esso è sciolto 
dalla fisicità e quindi tendenzialmente “sconfinato”; la comunità che vive e opera 
nel cyberspazio è la comunità globale, che potenzialmente ricomprende tutti gli 
esseri umani o, quanto meno, tutti coloro i quali sono in grado di accedere alla 
Rete. Il “dove” in Internet è l'ogni dove esiste un accesso.  
La sconfinatezza territoriale produce, a prima vista, un effetto di a-giuridicità, con 
ciò intendendo l'inapplicabilità di una qualsiasi forma di giurisdizione statale; se 
da un lato si pongono problemi di individuazione della giurisdizione competente, 
dall'altro risulta spesso difficoltosa l'individuazione dei responsabili dei singoli 
                                                          
3   RODOTA', http://www.interlex.com/675/rodotint.htm 
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illeciti, anche in ragione della diffusione di siti cosiddetti anonymous remailings, 
che cancellano l'identificazione elettronica di ingresso del soggetto “navigante”. 
Questo apparente indebolimento della risposta sanzionatoria dovuto all'attenuarsi 
del vincolo territoriale, che secondo molti è un carattere ontologico del 
cyberspazio, non è che uno dei molteplici aspetti della globalizzazione, intesa 
come fenomeno di complessa definizione concettuale che ha profondamente 
trasformato la società del novecento e le sue istituzioni. 
Lo spazio della globalizzazione non è quindi uno spazio di tipo fisico, ma uno 
spazio virtuale che vive in un presente “ipertrofico” di cui le nuove tecnologie 
sono al tempo stesso fattore e prodotto.4  
C'è chi come Rodotà ha tentato di dire che Internet rappresenta “Un modello di 
organizzazione  sociale”, la società infatti non si organizzerebbe più secondo una 
struttura piramidale ma “secondo una rete che consenta a ciascuno di entrare in 
rapporto con gli altri mettendo in discussione l'assetto gerarchico 
dell'organizzazione sociale stessa”.  
E' stato detto con metafora non priva di fondamento che i messaggi multimediali 
che viaggiano via Internet formano un “nuovo continente”, e viene da pensare alle 
civiltà portatrici di un ordinamento diverso dal nostro come i Maya, che in passato 
sono fiorite in una sfera inaccessibile alla nostra civiltà a causa del difetto assoluto 
di comunicazione. La differenza è evidente tuttavia, perché il mondo multimediale 
è nato in mezzo a noi, ma sottraendosi ai sistemi di valutazione normativa vigenti; 
c'è chi, a ragione, ha sostenuto che siano necessari accordi internazionali e non 
                                                          
4   M.BETZU, Regolare internet, le libertà di informazione e di comunicazione nell'era digitale, 
Giappichelli, 2012, La regolazione del cyberspazio come problema di diritto costituzionale, p. 29. 
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leggi statali per regolamentare Internet, il suo statuto di autonomia infatti, non può 
avere altra garanzia che quella dell'ordinamento sovrano che disciplina le relazioni 
internazionali e dello strumento tipico di esso, il trattato internazionale.5 
Cercherò in questo capitolo di delineare per sommi capi la scarna normativa che 
riguarda il cyberspazio, ponendo l'attenzione principalmente sulla questione della 
privacy e dei reati commessi tramite Internet, questioni entrambe che saranno poi 
trattate nei capitoli successivi più nel dettaglio, guardando con particolare 
riferimento al “minore” che utilizza questo mezzo innovativo e allo stesso tempo 
pericoloso, e che necessità quindi di un'opportuna tutela. 
 
2. La dimensione giuridica di Internet. 
 
Nella letteratura anglosassone è ricorrente l'affermazione, spesso acriticamente 
ripetuta, secondo cui Internet darebbe luogo ad uno spazio libero sottratto al 
controllo degli Stati;  tale affermazione è falsa. E' vero che, come dinanzi 
osservato, il cyberspazio, in senso fisico, è un “non-luogo”, ma ciò non significa 
che non possa essere controllato; la dimostrazione dell'assunto deriva proprio 
dall'osservazione della realtà virtuale e delle sue regole. 
Posto che il cyberspazio è uno spazio artificiale, la possibilità di muoversi al suo 
interno presuppone una chiave d'accesso; innanzi tutto l'accesso in Rete è regolato 
dal diritto. All'uopo gli articoli 40- 52 del Codice delle comunicazioni elettroniche 
                                                          
5    T.BALLARINO, Internet nel mondo della legge, Cedam, Padova 1998;p.30-32. 
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( D.Lgs. n. 259 del 2003) pongono un quadro di riferimento generale per l'accesso 
e l'interconnessione, stabilendo che “Gli operatori possono negoziare tra loro 
accordi sulle disposizioni tecniche e commerciali relative all'accesso e 
all'interconnessione. L'operatore costituito in un altro Stato membro che richiede 
l'accesso nel territorio nazionale non necessita di un'autorizzazione ad operare in 
Italia, qualora non vi fornisca servizi o non vi gestisca una rete. L'Autorità anche 
mediante l'adozione di specifici provvedimenti garantisce che non vi siano 
restrizioni che impediscano alle imprese accordi di interconnessione e di 
accesso.” 
Il diritto di accesso dell'utente finale è invece disciplinato dal successivo art.54, 
secondo cui “Qualsiasi richiesta ragionevole di connessione in postazione fissa 
alla rete telefonica pubblica e di accesso ad Internet è soddisfatta quanto meno 
da un operatore”. 
Il diritto di accesso si realizza, dunque, attraverso un contratto di fornitura di 
connessione, con il quale il provider si obbliga, dietro corrispettivo, a fornire 
all'abbonato la connessione alla rete Internet, fornendogli un codice di 
identificazione e la relativa chiave d'accesso. 
Il diritto non regola esclusivamente l'accesso, ma, indirettamente, disciplina la 
struttura e i contenuti dei siti web visitabili dagli utenti.  
I siti sono costruiti dai cosiddetti content providers, si tratta normalmente di 
società che, sulla base delle indicazioni del cliente e avvalendosi di un grafico 
specializzato, realizzano un sito internet o una pagina web, mediante una 
prestazione calata  in un sinallagma contrattuale. 
16 
 
L'accessibilità della pagina web creata dal content provider e, dunque, la sua 
struttura e il suo contenuto in senso formale, è poi disciplinata dal D.m. 8 luglio 
2005, che contiene delle regole dettagliate che condizionano la struttura del sito e 
ne modellano il contenuto.6  
Di fondamentale importanza, in quanto elemento tecnico di carattere strutturale 
espressamente disciplinato dalla legge, è poi, il domain name, o nome di dominio. 
I nomi di dominio7 sono gli strumenti attraverso i quali è possibile accedere, 
nell'ambito di Internet, ad un vasto mercato commerciale di dimensioni globali 
consentendo di identificare il titolare del sito web ed i prodotti e servizi offerti al 
pubblico. 
L'assegnazione del domain name è curata da un complesso  sistema di 
governance.8 A livello mondiale opera la Internet Corporation for Assigned 
Names and Numbers (ICANN), un'organizzazione internazionale che si occupa 
dell'interoparabilità, stabilità e sicurezza di Internet, che cura l'assegnazione dei 
codici delle utenze Internet e che ha il compito di gestire i top level domain.9 
                                                          
6   In particolare sono previsti ventidue requisiti, che riprendono gli standard definiti nel 
paragrafo 1194.22 della sezione 508 del Rehabilitation Act degli USA e che disciplinano in 
maniera penetrante la struttura, la visualizzazione e il contenuto dei siti. M. BETZU, Regolare 
Internet, le libertà di informazione e di comunicazione nell'era digitale.  Giappichelli, 2012; p. 34-
35. 
7   Normalmente sono espressi in gruppi di lettere che rappresentano la conversione in caratteri 
alfanumerici dell'Internet Protocol adress, qualificato dal Codice delle comunicazioni elettroniche 
come “risorsa di numerazione” all'art.15. 
8   Si v. sinteticamente, E. BASSOLI, Il governo di Internet, in M. CUNIBERTI(a cura di), Nuove 
tecnologie e libertà della comunicazione. Profili costituzionali e pubblicistici, Milano, 2008, 
p.326. 
9   In Italia la responsabilità dell'assegnazione dei domain name è affidata a Registro.it, ente 
guidato dal Direttore dell'Istituto di Informatica e Telematica del Cnr che si avvale del Comitato di 
Gestione per il coordinamento delle varie attività e della Commissione Regole per la formulazione 
del Regolamento di assegnazione e mantenimento dei nomi a dominio. M.BETZU, Regolare 
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Si può dire quindi che il ruolo svolto dalla normativa nazionale e internazionale, 
dalle organizzazioni internazionali, dalle diverse Autorità garanti e, last but not 
least, dalla giurisprudenza, confuta sulla base delle evidenza empirica quelle tesi 
liberiste che considerano il cyberspazio come uno spazio di libertà assoluta.  
La libertà di Internet, viceversa, poggia soprattutto su regole economiche  e 
giuridiche , oltre che sulla posizione che gli Stati decidono di assumere rispetto ad 
essa e sugli strumenti approntati per tutelarla o limitarla. 
 
3. La Governance della Rete. 
 
Le ricadute sul piano normativo delle innovazioni tecnologiche si sono avute 
grazie soprattutto all'intervento dell'Unione Europea che si è mossa sin dall'inizio 
degli anni '90 del secolo scorso con una serie di importanti direttive.  
Tra i primi interventi si possono ricordare la direttiva 91/250/CEE relativa alla 
tutela giuridica dei programmi per elaboratore, la direttiva 58/02/COM(1999)539 
che aveva l'intenzione di effettuare una revisione generale del quadro normativo 
delle telecomunicazioni o ancora, la direttiva 31/2000 sul commercio elettronico. 
L'intervento dell'Unione ha avuto un passaggio decisivo, poi, nel 2002 con 
l'emanazione di un pacchetto di direttive in parte modificate nel dicembre del 
2009, finalizzate ad istituire un quadro normativo comune per le reti ed i servizi di 
                                                                                                                                                               
internet, le libertà di informazione e di comunicazione nell'era digitale. Giappichelli, Torino 2012;  
p.36. 
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comunicazione elettronica, improntato alla liberalizzazione dei mercati e 
all'armonizzazione delle legislazioni nazionali. Tra queste si possono menzionare 
la direttiva 2002/21/CE del Parlamento europeo e del Consiglio del 7 marzo 2002 
che istituisce un quadro normativo comune per le reti e i servizi di comunicazione 
elettronica, il suo art.3bis nello specifico, prevede che i provvedimenti adottati 
dagli Stati membri riguardanti l'accesso e l'uso dei servizi e applicazioni 
attraverso reti di comunicazione elettronica devono rispettare i diritti e le libertà 
fondamentali delle persone fisiche.10 
Ancora il pacchetto di direttive contiene la direttiva 2002/20/CE relativa alle 
autorizzazioni per le reti e i servizi di comunicazione elettronica11, la direttiva 
2002/19/CE relativa all'accesso alle reti di comunicazione elettronica e delle 
risorse correlate nonché all'interconnessione delle stesse12, e la direttiva 
2002/22/CE relativa al servizio universale e ai diritti degli utenti in materia di reti 
e servizi di comunicazione elettronica13. 
Dopo aver appurato che vi sono stati numerosi tentativi di regolamentare la Rete a 
livello sovranazionale si può affermare che quanto resta non regolamentato è tale 
perché frutto di una scelta degli Stati di riservare in determinati settori una 
porzione di libertà e autonomia a chi naviga in Internet. 
                                                          
10  G..PASCUZZI, Il diritto dell'era digitale,  Il Mulino,Bologna 2010, p.19. 
 11  Modificata dalla direttiva 2009/140/CE del Parlamento europeo e del Consiglio del 25 
novembre 2009. 
12    Modificata anche questa dalla  direttiva 2009/140/CE. 
13  Modificata dalla direttiva 2009/136/CE del Parlamento europeo e del Consiglio del 25 
novembre 2009. Tale direttiva del 2009 ha modificato anche la direttiva 2002/58/CE del 
Parlamento europeo e del Consiglio del 12 luglio 2002 , relativa al trattamento dei dati personali e 
alla tutela della vita privata nel settore delle comunicazioni elettroniche. 
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Venendo ad una Risoluzione del Parlamento europeo del 15 giugno 2010 sulla 
“governance” di internet14, più recente e sicuramente più interessante ai fini della 
presente trattazione, bisogna sottolineare come il Parlamento europeo prenda atto 
del fatto che internet rappresenta un mezzo globale critico di comunicazione con 
un enorme impatto su tutta la società. Esso specifica che “la criminalità 
informatica rappresenta una crescente minaccia tanto che gli atti terroristici, i 
crimini dettati dall'odio e la pornografia infantile perpetrati tramite questo mezzo 
sono aumentati e costituiscono un pericolo per le persone, compresi i bambini”.15 
Già nel 2008 il Parlamento aveva adottato una risoluzione sull'argomento in 
seguito al secondo Forum sulla governance di internet che si era svolto a Rio de 
Janeiro nel novembre dell'anno precedente (si ricorda che quando ci si occupa di 
governance si toccano i temi più svariati che vanno dalla tutela dei diritti e delle 
libertà fondamentali, all'accesso e all'uso di internet o alla sua vulnerabilità dagli 
attacchi informatici).  
Posto che in questo ambito si è visto prevalere un positivo ruolo guida del settore 
privato, il Parlamento parte dal presupposto che il ruolo degli attori pubblici deve 
essere rafforzato nella definizione di una strategia globale proprio perché internet 
è un bene pubblico globale  e, in quanto tale, la sua governance deve essere 
esercitata nell'interesse comune.16 
Il Parlamento come anche le altre istituzioni europee hanno assunto già da molto 
tempo un impegno verso internet quale bene mondiale aperto, riconoscendo che 
                                                          
14  Il Parlamento europeo ha emanato tale risoluzione (2009/2229/INI) vista la comunicazione 
della Commissione (COM (2009)0277) intitolata “Governance di internet:le prossime tappe”. 
15   Gazzetta ufficiale dell'Unione europea, 12.8.2011, C236 E/34. 
16  Punto 1 della Risoluzione (2009/2229(INI)) 
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questo è essenziale per l'esercizio pratico della libertà di espressione, la diversità 
culturale, il pluralismo dei media, l'istruzione e l'accesso all'informazione, 
costituendo così uno dei principali veicoli di diffusione dei valori democratici nel 
mondo. 
Al punto 4 della Risoluzione il Parlamento sottolinea in particolare la necessità di 
favorire l'evoluzione di approcci “dal basso verso l'alto” e della democrazia 
elettronica, assicurando nel contempo che siano previste misure di salvaguardia 
significative contro nuove forme di sorveglianza, di controllo e di censura da parte 
di soggetti pubblici o privati, affinché la libertà di internet e la protezione della 
vita privata siano effettive e non illusorie; ritiene, inoltre, che i governi debbano 
evitare un loro coinvolgimento nella gestione quotidiana di internet, astenersi 
dalla concorrenza nociva mediante una regolamentazione inutile, onerosa e 
restrittiva e non debbano tentare di controllare quella che è e deve rimanere una 
proprietà pubblica a livello globale. 
La Risoluzione sottolinea poi, al punto 14, la necessità di garantire la protezione 
dei minori e invita gli Stati membri ad adottare misure anche, ad esempio, 
ricorrendo al sistema di notificazione di interesse pubblico disponibile ai sensi 
della direttiva 2009/136/CE per quanto riguarda i diritti degli utenti, al fine di 
consentire ai minori di utilizzare responsabilmente internet e i servizi di 
informazione online, e per migliorare il livello di consapevolezza delle potenziali 
minacce dei nuovi servizi. 
Il Parlamento ha chiesto, con tale Risoluzione, l'avvio di ulteriori iniziative per 
rendere più sicura l'esplorazione di internet da parte dei minori, diffondere in 
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tutto il mondo le migliori pratiche e consolidare la cooperazione internazionale 
nella lotta contro i contenuti illegali e dannosi online, con particolare riferimento 
agli abusi sessuali sui bambini in internet.17 
La Risoluzione fissa, infine, i tre aspetti di politica pubblica di importanza critica 
di cui l'UE dovrebbe occuparsi per il futuro: la protezione dell'infrastruttura 
internet per salvaguardarne l'apertura, la disponibilità e la sicurezza; la dipendenza 
europea da soluzioni dominanti sul mercato e dai relativi rischi di pubblica 
sicurezza; e la protezione dei dati e della privacy, con il conseguente invito rivolto 
alla Commissione a presentare una proposta per l'adeguamento della direttiva 
sulla protezione dei dati all'attuale contesto digitale. 
La comunicazione della Commissione18 al Parlamento europeo e al Consiglio del 
2014, relativa al ruolo dell'Europa nel forgiare il futuro della governance di 
internet, parte dal presupposto che  è necessario sfruttare ulteriormente il 
potenziale di internet, facendo sì che tutti abbiano accesso ai contenuti, ai beni e ai 
servizi che desiderano e possano decidere quali dati personali condividere e quali 
invece mantenere riservati; i presupposti essenziali di un'economia digitale 
affidabile e prospera sono la sicurezza, la stabilità e la resilienza delle reti. Una 
rete internet libera e aperta, in cui valgano gli stessi diritti e le stesse libertà del 
mondo offline, favorisce, infatti, il progresso sociale e democratico in tutto il 
mondo.  
Di recente è aumentata la divergenza di opinioni sul futuro di internet e su come 
                                                          
17  Il Parlamento sostiene che nel quadro della lotta contro la cibercriminalità e la pornografia 
infantile si dovrebbe sopprimere il contenuto criminoso alla fonte prima di ipotizzare il blocco 
dell'accesso ai siti web. 
18  COM/2014/072 
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rafforzarne la governance multipartecipativa in modo sostenibile. La fiducia in 
internet è stata inoltre incrinata dalle rivelazioni sull'esistenza di programmi di 
sorveglianza su vasta scala e dalla paura della criminalità informatica. La continua 
perdita di fiducia nei confronti della Rete, insieme all'attuale governance, potrebbe 
frenare l'innovazione e la crescita delle imprese europee del settore internet. 
Alla luce di tutto ciò, questa recente comunicazione  pone le basi di una visione 
europea comune per la governance di internet che difenda e promuova i diritti 
fondamentali e i valori democratici, e che sostenga l'idea di una rete unica non 
frammentata, soggetta alle stesse leggi e alle stesse norme che si applicano in altri 
settori della vita quotidiana, in cui i singoli possano godere dei propri diritti e farli 
valere in giudizio qualora siano violati. 
Da circa quattro anni ormai, la Commissione sostiene un approccio, sintetizzato 
dall'acronimo COMPACT19, che vede internet come uno spazio di responsabilità 
civiche, organizzato in modo da costituire un'unica risorsa non frammentata 
secondo un modello di governance multipartecipativo, un mezzo per promuovere 
la democrazia e i diritti umani, una rete basata su una solida architettura 
tecnologica in grado di conquistare la fiducia degli utenti e di agevolare una 
politica trasparente, sia dell'infrastruttura soggiacente sia dei servizi da questa 
veicolati.  
La fiducia in internet e nella sua governance è un presupposto indispensabile 
infatti, per la realizzazione delle potenzialità di internet come volano di crescita 
economica e innovazione. La sicurezza, la stabilità e la resilienza della Rete sono 
                                                          
19
  Presentato in occasione della riunione di alto livello dell'OCSE sull'economia digitale del 
28.6.2011, http://ec.europa.eu/commission_2010-2014/kroes/en/blog/i-propose-a-compact-for-the-
internet. 
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di importanza cruciale per mantenere e incrementare i vantaggi economici e 
sociali dell'ecosistema digitale. 
La Commissione sta affrontando questi temi e queste questioni che per molti 
aspetti sono ancora aperte, in particolare attraverso la riforma del quadro 
normativo dell'UE per la protezione dei dati20, la lotta efficace contro la 
criminalità informatica e un approccio ambizioso alla sicurezza informatica, ad 
esempio con la strategia dell'Unione europea per la cibersicurezza21.  
La criminalità informatica, infatti, inclusi gli abusi online sui minori, il furto 
d'identità, gli attacchi informatici e le frodi con mezzi di pagamento diversi dal 
contante, e altre forme di trattamento illecito dei dati personali rappresentano una 
seria minaccia alla fiducia degli utenti in internet. La comunità tecnica ha un ruolo 
fondamentale nel rafforzamento dell'affidabilità delle comunicazioni IP, in 
particolare attraverso attività volte a garantire la fiducia in tali comunicazioni e la 
resilienza dei sistemi crittografici; tali attività sono importanti per contrastare 
efficacemente la criminalità informatica e assicurare la tutela dei dati personali 
degli utenti.  
 
4. Internet e la riservatezza. 
Il diritto è plasmato dalle tecnologie disponibili, con la conseguenza che esso è 
destinato a cambiare in ragione dell'avvento di nuove tecnologie; e proprio le 
                                                          
20
  COM(2012) 11, 25.1.2012, "Proposta di regolamento del Parlamento europeo e del Consiglio 
concernente la tutela delle persone fisiche con riguardo al trattamento dei dati personali e la libera 
circolazione di tali dati (regolamento generale sulla protezione dei dati)". 
21
. Comunicazione "Strategia dell'Unione europea per la cibersicurezza: un ciberspazio aperto e 
sicuro", del 7.2.2013, e COM(2013) 48, "Proposta di direttiva del Parlamento europeo e del 
Consiglio recante misure volte a garantire un livello comune elevato di sicurezza delle reti e 
dell'informazione nell'Unione".    
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tecnologie dell'informazione del nuovo millennio pongono molti e nuovi rischi per 
il diritto alla riservatezza (o usando l'espressione anglosassone, alla privacy). 
Storicamente la dottrina fa risalire la nozione giuridica di riservatezza alla fine del 
secolo XI, nel 1881, anno in cui fu pubblicato sulla Harvard Law Review, un 
articolo di Samuel D. Warren e Louis D. Brandeis, in cui per la prima volta fece la 
sua comparsa il right to privacy.  
Tale espressione designava il right to be let alone, il diritto di godere della vita 
privata ossia il diritto di starsene soli, un diritto minacciato e spesso soffocato 
dalle intrusioni che avvengono nella sfera della vita privata, persino della più 
gelosa intimità personale, in una società dominata dal bisogno di informazioni e 
sottoposta al controllo dei mezzi di comunicazione di massa. 
Sotto l'aspetto giuridico-formale, sono due i momenti di svolta individuabili: la 
Dichiarazione Universale dei diritti dell'uomo, approvata il 10 dicembre 1948, 
dall'Assemblea delle Nazioni unite, che all'art.12 vietò l'arbitrary interference 
with privacy; e la Convenzione europea per la salvaguardia dei diritti dell'uomo e 
delle libertà fondamentali(1950), che all'art.8 sancì il “diritto di ogni persona al 
rispetto della sua vita privata e familiare”. 
In tal modo, il nuovo diritto, palesatosi nella società industriale di massa, riceve 
consacrazione formale quale diritto di libertà attribuito all'uomo come singolo ed 
esteso poi alle formazioni sociali in cui si svolge la sua personalità: esso assurge a 
diritto fondamentale della persona umana.22 
                                                          
22  G. CASSANO, Il diritto alla riservatezza, in Diritto dell'Internet, il sistema di tutela della 
persona,  Giuffrè, Milano 2005, p. 4-5. 
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Con gli anni sessanta, il bisogno di assicurare tutela alla propria sfera di 
riservatezza individuale cominciò ad accomunare tutti i cittadini degli Stati 
industriali, anche a seguito delle innovazioni tecnologiche e organizzative avutesi. 
L'innovazione tecnologica connessa all'avvento dell'informatica e quindi 
all'introduzione dell'elaboratore elettronico, nonché la trasmissione telematica, 
determinano una “rivoluzione copernicana” nel modo di creare, organizzare e, 
soprattutto interrogare le banche dati.23  
Il computer consente, infatti, di accumulare un'enorme quantità di dati in uno 
spazio ridottissimo, riduce sensibilmente il tempo impiegato per il reperimento 
delle informazioni e permette l'elaborazione automatica dei dati anche a distanza, 
grazie al collegamento telematico fra l'elaboratore centrale e i vari terminali ed 
esso associati. Alla luce di tutto ciò, negli anni settanta, gli Stati industrializzati 
iniziarono a discutere su quale intervento legislativo potesse tutelare la 
riservatezza individuale dalla crescente ingerenza degli enti pubblici e privati, 
realizzata mediante l'uso di elaboratori elettronici. 
Fu il Land dello Hesse che, il 7 ottobre 1970, emanò la prima legge sulla 
protezione dei dati, limitata però all'ambito del controllo sugli atti e procedimenti 
della pubblica amministrazione nel Land. Tale legge, seppur alquanto schematica 
e sintetica, conteneva importanti novità, regolava l'uso dei centri di informazione 
elettronica  gestiti dalle pubbliche autorità dello Hesse, con preciso riferimento al 
rispetto della segretezza (art. 3), e al diritto al controllo sui dati (art.4) e 
                                                          
23  S. RODOTA' , Privacy e costruzione della sfera privata,   in Tecnologie e diritti, Il Mulino, 
Bologna, 1995, p.101. 
26 
 
soprattutto istituiva, per la prima volta, un apposito organo di sorveglianza, il 
Commissario per la protezione dei dati. 
La prima legge veramente completa sulla protezione dei dati e sul controllo delle 
banche dati, pubbliche e private, è stata quella emanata dal parlamento svedese 
l'11 maggio 1973; qualche mese dopo, nel 1974, il Senato e il Congresso degli 
Stati Uniti approvarono il Privacy Act. 
I tempi erano maturi per far confluire il nuovo contenuto del diritto alla 
riservatezza, quale determinatosi a seguito delle innovazioni tecnologiche, nelle 
Costituzioni di diversi Stati, ad esempio la Costituzione portoghese del 1977 
enuncia il principio secondo il quale ogni cittadino ha diritto di prendere 
cognizione dei suoi dati personali inseriti in una banca dati e dell'uso che ne viene 
fatto e di pretendere la loro correzione  ed aggiornamento (art.35); la Costituzione 
spagnola del 1978 prevede che apposita legge provvederà a limitare l'uso 
dell'informatica per garantire l'onore e l'intimità personale e familiare dei cittadini 
e il pieno esercizio dei loro diritti (art.18). 
Nello stesso periodo, iniziarono a susseguirsi nelle diverse nazioni europee 
progetti di legge che, con la loro approvazione, miravano a soddisfare l'esigenza 
di protezione manifestatasi a livello sociale: nel 1978, in Francia la “legge relativa 
all'informatica, agli archivi e alle libertà”; in Danimarca la “legge sui registri 
privati”, seguita da quella sui registri pubblici; in Norvegia la “legge sui registri 
dei dati personali”; in Austria la “legge sulla protezione dei dati personali”.24 
                                                          
24  Nel caso dell'Italia per una normativa organica e compiuta in relazione alla tutela dei dati 
personali bisognerà aspettare la legge n. 675/1996 e il successivo d.lgs. n. 196/2003( c.d. Codice 
sulla privacy), che negli articoli 121 ss. appresta una disciplina specifica anche rispetto al 
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La proliferazione delle leggi nazionali in materia di tutela dei dati personali 
presentò subito i suoi limiti nella società dell'informazione globale, dove i confini 
nazionali divenivano quasi evanescenti. Ci si rese ben presto conto, quindi, che lo 
sforzo di una nazione per proteggere i suoi cittadini dalla lesione di diritti 
fondamentali mediante l'introduzione di regole volte a limitare e controllare le 
modalità di elaborazione dei dati, poteva essere facilmente vanificato trasferendo 
tali dati all'estero. Da un paese straniero dette informazioni potevano essere 
elaborate magari sotto la vigenza di una norma più permissiva di quella interna.  
In tale contesto, il 22 settembre 1980 il comitato dei ministri del Consiglio 
d'Europa approvò il progetto di convenzione concernente la “protezione delle 
persone riguardo al trattamento automatizzato dei dati a carattere personale”, che 
recepiva e sviluppava i principi affermati nelle risoluzioni del 1973 sulla 
“protezione della  vita privata delle persone fisiche rispetto alle banche 
elettroniche di dati nel settore privato” e del 1974 riferita alle banche dati nel 
settore pubblico. 
Nel Preambolo si decideva di far riferimento ai diritti umani e alle libertà 
fondamentali, menzionando, fra i primi, “il diritto al rispetto della vita privata” e, 
fra le seconde, la “libera circolazione delle informazioni fra i popoli”, suscettibile 
di deroghe, solo in quanto esse rappresentassero “una misura necessaria in una 
società democratica” (art.9).25 
                                                                                                                                                               
“trattamento dei dati personali connesso alla fornitura di servizi di comunicazione elettronica 
accessibili al pubblico su reti pubbliche di comunicazioni”. M. BETZU, Regolare Internet, in 
Privacy e proprietà intellettuale, Giappichelli, Torino, 2012, p.158. 
25  La detta Convenzione fu sottoposta all'adesione degli stati firmatari a partire dal 18 gennaio 
1981 ed entrò in vigore il 1° ottobre 1985. L'Italia non ha potuto aderire alla Convenzione, perché 
questa prescrive che ogni Stato partecipate all'accordo ha l'obbligo di adottare le misure necessarie 
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La Convenzione n.10826 si applica a tutti i trattamenti di dati personali effettuati 
sia nel settore privato che nel pubblico e, in tale ambito, anche a quelli effettuati 
da autorità giudiziarie e di polizia. Protegge l’individuo dagli abusi che possono 
accompagnare la raccolta e il trattamento dei dati personali e, nel contempo, cerca 
di regolamentare il flusso transfrontaliero di dati personali. Per quanto concerne la 
raccolta e il trattamento dei dati personali, i principi stabiliti nella Convenzione 
riguardano, in particolare, la correttezza e liceità della raccolta e del trattamento 
automatizzato dei dati, archiviati per specifici scopi legittimi, non destinati a un 
uso incompatibile con tali scopi né conservati oltre il tempo necessario. Tali 
principi riguardano anche la qualità dei dati, in particolare in riferimento alla loro 
adeguatezza, pertinenza e non eccedenza (proporzionalità) nonché esattezza. 
Oltre a fornire garanzie sulla raccolta e sul trattamento dei dati personali, la 
Convenzione, in assenza di adeguate garanzie giuridiche, vieta il trattamento dei 
dati “sensibili”, come la razza, le opinioni politiche, la salute, la religione, 
l’orientamento sessuale o i precedenti giudiziari di un individuo.27 
La Convenzione può essere vista come punto di arrivo dell'evoluzione compiuta 
dal diritto alla riservatezza dal momento della sua emersione, fino al suo 
riconoscimento quale diritto fondamentale della persona umana, ma anche come 
                                                                                                                                                               
per rendere operanti i principi fondamentali per la protezione dei dati e che tali misure vanno 
attuate, al più tardi, nel momento stesso dell'entrata in vigore della Convenzione nello Stato. Il 
nostro paese, all'epoca, era ancora privo di una legislazione sull'informatica e sulla protezione dei 
dati attinenti alla vita privata, ma ha comunque successivamente ratificato la Convenzione con 
legge n. 98 del 1989. Tuttavia la mancanza di adeguata normativa in materia ne ha, a lungo, 
impedito la piena esecutività.  Vedi G. CASSANO, Diritto dell'Internet,  p. 9-10. 
26  Convenzione sulla protezione delle persone rispetto al trattamento automatizzato di dati a 
carattere personale, Consiglio d’Europa, STCE n.108,1981. 
27  Manuale sul diritto europeo in materia di protezione dei dati, Consiglio d'Europa, aprile 2014, 
(http://europa.eu) 
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punto di inizio di un'ulteriore evoluzione che tale diritto, inserito nel contesto 
della nuova società dell'informazione globale dovrà inevitabilmente compiere e 
che sta già compiendo.28 
 
5. La privacy e la sua proiezione nel nuovo millennio. 
Il quadro normativo dell'Unione Europea. 
 
Negli anni '90 è emersa ancor di più l'esigenza di una rimodulazione, in virtù del 
mutamento dell'elemento tecnologico, dei modelli di protezione dei diritti e delle 
libertà in Rete.  
In linea di principio, alcune direttive comunitarie sul trattamento dei dati personali 
in generale, si applicano anche al trattamento di dati mediante Internet: la direttiva 
n. 46/95 è, infatti, applicabile a qualsiasi trattamento di dati personali rientrante 
nel suo ambito oggettivo, a prescindere dai mezzi tecnici utilizzati; la direttiva n. 
66/97 si applica, invece, soltanto al trattamento dei dati personali effettuato nel 
corso della fornitura di servizi di telecomunicazione, accessibili al pubblico su 
apposite reti. 
                                                          
28  Al riguardo, vale la pena riportare un'incisiva osservazione di P. SAMUELSON, A New Kind of 
Privacy? Regulation Uses of Personal Data in the Global Information Economy, in Calif. L. Rev. , 
n.751, 1999, p.766: “ It is fair to observe, however, that the data privacy rights...are not privacy 
rights in the classic 'right to be let alone' sense...Some might argue that they really are not even 
privacy interests al all”.  
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Potendo considerare anche i servizi Internet come servizi di telecomunicazione, 
qualsiasi trattamento di dati effettuato mediante Internet dovrebbe, pertanto, 
astrattamente rientrare nell'ambito di operatività della precitata direttiva.29 
Dalla difficoltà di applicare tali direttive alla nuova realtà di Internet e dalla poca 
attinenza delle definizioni in esse contenute rispetto ad alcuni fenomeni peculiari  
ad Internet, ha origine, nel 1999, una comunicazione30 della Commissione 
europea in cui veniva annunciata l'intenzione di effettuare una revisione generale 
del quadro  normativo per il settore delle telecomunicazioni. 
In sede di analisi ed elaborazione del nuovo sistema, la Commissione esprimeva, 
nel suddetto documento, l'intenzione di proporre al Consiglio e al Parlamento 
europeo l'emanazione di una direttiva quadro per le reti ed i servizi di 
comunicazione elettronica31 e la tutela dei dati nel settore delle comunicazioni 
elettroniche. Per quanto attiene a tale ultimo aspetto, il testo della comunicazione 
evidenziava, tra l'altro, la volontà dei Paesi membri di operare modifiche ed 
integrazioni alla terminologia utilizzata con la Direttiva n.66/97, al fine di 
adeguarla alle problematiche derivanti dalla espansione sempre maggiore del più 
complesso sistema delle comunicazioni elettroniche.32 
                                                          
29  Il Gruppo Europeo dei garanti per la privacy ha individuato alcuni soggetti a cui risulta di 
norma applicabile la specificata Direttiva n. 66/97, questi sarebbero i fornitori di 
telecomunicazioni e i fornitori di spazio web (hosting), mentre ad esempio al titolare del sito sarà 
applicabile unicamente la Direttiva generale (n. 46/95).  Gruppo Europeo dei garanti per la 
privacy, Documento di lavoro, Trattamento dei dai personali su Internet, adottato il 23 febbraio 
1999. 
30  Comunicazione della Commissione, Verso un nuovo quadro per l'infrastruttura delle 
comunicazioni elettroniche e i servizi correlati. Esame del quadro normativo delle comunicazioni – 
Com (1999)539. 
31   Successivamente adottata come Direttiva 2002/21/CE.  
32  S. VIGLIAR, Privacy e comunicazioni elettroniche: la direttiva n.2002/58/CE, in Dir. Inf., 
2003, p.402. 
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Si è così giunti, il 12 luglio 2002, all'emanazione della Direttiva n. 58/02, relativa 
al trattamento dei dati personali ed alla tutela della vita privata nel settore delle 
comunicazioni elettroniche, mirante ad un riassetto di alcuni aspetti già, in parte, 
regolamentati dalla Direttiva n.66/97. 
Ai sensi della Direttiva 58/2002, gli Stati membri devono assicurare che l'uso di 
sistemi di comunicazione elettronica, funzionali ad archiviare informazioni 
dell'utente Internet, sia consentito unicamente a condizione che l'utente stesso 
“abbia accesso ad informazioni chiare e complete” sugli scopi del trattamento e 
che gli sia offerta la possibilità di rifiutare tale trattamento da parte del 
responsabile del sito web (17° considerando); tale Direttiva sembra improntata al 
criterio della trasparenza, secondo il quale, anche on line, deve instaurarsi un 
rapporto segnato dalla chiarezza nei confronti dell'utente, questo, infatti,  deve 
esser messo in grado di compiere una scelta cosciente.  
Da tutto ciò si può dedurre che qualsiasi raccolta di dati personali ottenuta 
(mediante i cookies, il browser chattering e gli script eseguibili) attraverso un sito 
web, richiede l'anticipata fornitura di determinate informazioni e l'ottenimento del 
consenso dell'interessato, e questo può creare non pochi problemi se l'interessato è 
un minore, non sempre in grado di comprendere a pieno le informazioni fornitegli, 
o comunque abituato a prestare il consenso in rete con estrema facilità, senza 
riflettere a fondo sul significato di quel click.  
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6. Il Cybercrime, una problematica della nostra epoca. 
 
Milioni di persone oggi dialogano, commerciano ed esprimono le proprie idee in 
una dimensione che non conosce le distanze, che accetta praticamente ogni genere 
di contenuto e che espone continuamente gli utenti (più o meno consapevoli) ai 
gravissimi rischi connessi alla perdita dei riferimenti ambientali tradizionali, 
all'intercettazione, al furto ed all'uso improprio di dati, alla smaterializzazione dei 
contatti, alla facilità con cui si possono mettere a segno truffe, nonché alla 
possibilità di subire l'interruzione anche prolungata dei servizi. 
La conseguenza è che Internet, oltre a rappresentare indubbiamente il più 
pervasivo ed incredibile strumento della libertà di espressione mai creato 
dall'uomo, è oggi anche ed altrettanto indubbiamente, lo spazio (seppur virtuale) 
in cui con un'estrema e nuova semplicità vengono commessi crimini dei più 
svariati generi ed a cui la dottrina si riferisce ormai comunemente con il termine 
di cybercrime.33 
La cybercriminalità ha la natura di una “minaccia globale, tecnica, transfrontaliera 
e anonima”34, per questo la disciplina che vuole contrastarla tende a subire 
un'attrazione sovranazionale, si tratta di realizzare un attento e continuo 
                                                          
33  L'uso dell'espressione cybercrime (criminalità informatica) rappresenta un modo per riferirsi 
sinteticamente al poliedrico insieme di reati accomunati non tanto dal bene giuridico che sono in 
grado di ledere, quanto dall'oggetto materiale e dalla condotta che li caratterizzano, posto che tutti 
i reati informatici richiedono necessariamente l'utilizzo o l'aggressione di un sistema di 
elaborazione. G.AMATO, V. SANDRO DESTITO, G.DEZZANI, C.SANTORIELLO, I reati 
informatici, Nuova disciplina  e tecniche processuali di accertamento, Cedam, Padova, 2010, p. 12 
e ss.  
34 Consiglio dell'Unione Europea, Progetto di strategia di sicurezza interna per l'Unione Europea: 
“Verso un modello di sicurezza europeo”,5842/2/10,Bruxelles,2010. 
http://register.consilium.europa.eu/pdf/it/10/st05/st05842-re02.it10.pdf, p.6. 
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bilanciamento tra l'esigenza di dare effettività ai diritti, in uno spazio di libertà 
sicurezza e giustizia come quello auspicato dall'UE e l'altrettanto imprescindibile 
esigenza di non limitare la libertà di espressione ai livelli notevoli cui essa, 
proprio tramite Internet, è arrivata in questi anni; resta fermo però che il problema 
del cybercrime non può trovare una soluzione esaustiva a livello di Unione 
Europea poiché, per le sue caratteristiche, l'unica dimensione di intervento che 
può garantire un minimo di effettiva tutela contro la criminalità informatica è 
quella globale. 
L'attenzione internazionale verso il problema della criminalità informatica è 
affiorato sin dall'inizio degli anni Ottanta, ma è nel 1989 che il Consiglio 
d'Europa, dopo aver già messo in evidenza il ruolo centrale che la criminalità 
informatica aveva assunto nell'ambito del complesso fenomeno della criminalità 
organizzata35, emanò la Raccomandazione (89)9 avente specificamente ad oggetto 
il cybercrime ed offrendo un doppio elenco di comportamenti che dovevano o 
potevano essere previsti come reati negli ordinamenti penali nazionali.36 
Poco più tardi, con la Raccomandazione (95)13, è stato affrontato il complesso 
tema della necessaria relazione tra l'avanzamento della tecnologia nei sistemi di 
informazione  e le problematiche di procedura penale ad essi connesse.  
Il Consiglio, notando la necessità di un intervento di adattamento dettato dalla 
inadeguatezza delle leggi di procedura penale degli Stati che non prevedevano 
                                                          
35  Raccomandazione 1044(1986) dell'Assemblea Parlamentare del Consiglio d'Europa relativa alla 
“Criminalità internazionale”, del 20 settembre 1986. 
36 Con una successiva raccomandazione del 1994, la raccomandazione (89)9 è stata parzialmente 
modificata e sono state ampliate le previsioni di condotte perseguibili penalmente, inserendo tra 
esse anche il commercio di codici d'accesso ottenuti illegalmente  e la diffusione di virus e 
malware. 
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poteri appropriati per effettuare perquisizioni all'interno di questi sistemi ed ivi 
raccogliere le prove,si dichiarava “persuaso della necessità di rafforzare la 
cooperazione internazionale e di giungere ad una migliore compatibilità delle 
leggi di procedura penale in materia”. 
Solo due anni più tardi, con la decisione CDPC/103/211196 lo European 
Committee on Crime Problems37 costituì un comitato di esperti deputati allo 
studio del cybercrime, che veniva già inteso come l'insieme di tutte le fattispecie 
criminali commesse mediante l'uso di sistemi informatici, compresi dunque i casi 
in cui i computer e la rete venivano utilizzati per la commissione di reati 
tradizionali. 
Dopo un lavoro di alcuni anni il Comitato di Esperti riuscì a presentare al 
Consiglio d'Europa una Convenzione sul cybercrime approvata il 23 novembre 
2001 a Budapest ed entrata in vigore il 1 luglio 2004, dopo le prime cinque 
ratifiche.38 La Convenzione è stata il primo atto internazionale avente ad oggetto i 
reati commessi tramite reti elettroniche che muoveva dalla consapevolezza 
(espressa nel preambolo) “ of the profound changes brought about by the 
digitalisation, convergence and continuing globalisation of computer networks”. 
La Convenzione ha l'intento di delineare una base normativa sostanziale e 
procedurale da offrire agli Stati nazionali di tutto il mondo per la creazione di un 
sistema ravvicinato e collaborativo di lotta contro il crimine informatico. A tale 
scopo, essa elenca le condotte penalmente rilevanti che sono connesse sia ai reati 
che si possono definire “intrinsecamente informatici”(ad esempio i reati di 
                                                          
37  CDPC, costituito nel 1958 presso il Comitato dei Ministri del Consiglio d'Europa. 
38  Ad oggi la Convenzione di Budapest è stata ratificata da 36 Stati, tra cui Giappone e USA. 
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accesso illegale, intercettazione illegale, di abuso di consegni tecnologici ecc.), sia 
ai reati tradizionali commessi tramite sistema informatico, quali i reati di 
falsificazione e frode informatica o i reati di pedopornografia (art.9, definiti 
content related offenses). 
Con riferimento all'art.9, che è doveroso approfondire ai fini della trattazione 
successiva, la Convenzione sostiene che ogni parte ha l'obbligo di adottare le 
misure legislative e di altra natura che risultino necessarie per sanzionare 
penalmente in base alla propria legge nazionale, quelle condotte poste in essere 
intenzionalmente  e senza alcun diritto come la produzione di pornografia infantile 
volta alla sua diffusione, il semplice possesso o il procacciamento attraverso un 
sistema informatico. 
Ai fini della configurabilità del reato la Convenzione si sofferma sulla univoca 
interpretazione della espressione “pornografia infantile”, includendovi il materiale 
pornografico raffigurante un minore, o un soggetto che sembra un minore, 
coinvolto in un comportamento sessuale esplicito; non vi è distinzione tra 
materiale fotografico o videografico o anche semplicemente grafico , con un 
chiaro rinvio alla logica ed al buon senso, e soprattutto alla considerazione 
funzionale ed oggettivamente inequivocabile del materiale pornografico stesso.39  
La Convenzione sul cybercrime non rappresenta perciò il punto di partenza ma il 
punto di arrivo di un percorso normativo articolato nato in Europa, tanto più essa 
rappresenterà, oltre che un astratto strumento giudiziario, un'insieme di regole 
uniformi e valide sul piano transnazionale e tanto più i Paesi conformeranno il 
                                                          
39  G.CORASANITI e G. C. LUCENTE(a cura di),Cybercrime, responsabilità degli enti, prova 
digitale, Cedam, Padova 2009, p.21. 
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proprio ordinamento ai suoi principi generali e alle sue regole operative, tanto 
meno probabilità avrà il crimine di giovarsi di condizioni di invisibilità e di 
sostanziale impunità che per molto tempo sono state mantenute proprio a causa 
della minore sensibilità internazionale. 
Sull'impianto normativo così predisposto dalla Convenzione di Budapest si è 
inserita, su scala europea, la Decisione Quadro 2005/222/GAI del 24 febbraio 
2005 oggi sostituita ed implementata dalla Direttiva 2013/40/UE.40 La normativa 
europea è andata positivamente ad incidere sugli stessi obbiettivi della 
Convenzione di Budapest, poiché da un lato essa è arrivata anche dove il patto 
internazionale non era riuscito ad arrivare per mancanza di ratifiche41, dall'altro 
lato essa è stata costruita in modo tale da agevolare la realizzazione in tutti gli 
Stati membri della doppia incriminazione, con la conseguente rimozione di 
ulteriori ed eventuali ostacoli ad un proficuo svolgimento delle procedure 
cooperative. 
La Decisione Quadro, tuttavia, si limitava a vincolare gli Stati ad intervenire 
penalmente nell'ambito del nucleo essenziale del cybercrime (per i reati 
“intrinsecamente informatici”), lasciando privi di una specifica e condivisa 
disciplina il cybercrime meno grave e le ipotesi di reati tradizionali perpetrati 
attraverso la rete; la limitatezza di tale Decisione è stata percepita in ambito 
europeo ed ha portato alla proposta della nuova direttiva in materia approvata nel 
2013. 
                                                          
40    Pubblicata nella Gazzetta ufficiale dell'Unione europea L 218 del 14 agosto 2013. 
41  Alla data del 24 febbraio 2005, quando la Decisione Quadro è stata approvata, erano pochissimi 
gli Stati membri  dell'Unione ad aver ratificato la Convenzione di Budapest, ancora oggi mancano 
alla ratifica: il Belgio, la Grecia, l'Irlanda, il Lussemburgo, la Polonia e la Svezia. 
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Nell'attesa che la dimensione globale della tutela si realizzi, all'Unione come 
organismo sovranazionale dotato di poteri vincolanti, resta il compito 
fondamentale di insistere per il ravvicinamento normativo e la cooperazione in 
materia di cybercrime, affinché l'Europa stessa si faccia portavoce del valore 
condiviso e concreto della cyber-security nell'ambito del contraddittorio mondiale 
in materia di cybercrime. 
 
7. Valutazioni conclusive. 
 
Internet ha creato un mondo nuovo nel quale persone semplici, con pochi mezzi 
ed una piccola conoscenza della tecnologia, sono in grado di appropriarsi 
“virtualmente” di tutto l'universo della comunicazione.  
Esso non ha mai richiesto investimenti rilevanti da parte degli Stati o di grandi 
organismi economici, il fattore principale del suo sviluppo è l'ingegno dell'uomo, 
sono i protocolli ed i programmi informatici che consentono ai computer di 
connettersi tra di loro e dialogare, ma questi sono il risultato di un'attività prestata 
generalmente a titolo gratuito, per il senso di comunità che crea la rete, e non 
un'attività imputabile agli Stati.  
Retrocede quindi, come già detto nel primo paragrafo, lo Stato, fino ad ora 
protagonista assoluto delle relazioni giuridiche internazionali, ed avanza 
l'individuo che si impadronisce di un mezzo di comunicazione totale e universale. 
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Un mezzo di comunicazione internazionale dovrebbe trovare le proprie norme 
regolatrici nel diritto che disciplina le relazioni tra gli Stati, così è avvenuto per la 
posta, per il telegrafo, per la radio, la televisione o le comunicazioni via satellite. 
Gli Stati Uniti invece, dopo aver espresso l'intenzione di riservare Internet ad 
accordi internazionali escludendo un intervento legislativo federale, hanno 
deferito la disciplina delle questioni rimaste aperte ad una procedura di 
cooperazione tra organizzazioni non governative. 
Vi sono una pluralità di elementi, quali l'impossibilità di localizzare la 
trasmissione di internet su percorsi geografici determinati o l'assenza di punti fissi 
e non modificabili nelle azioni e negli eventi che vengono “ospitati” nella rete, 
che portano ad escludere la possibilità di applicare le norme tradizionali del diritto 
internazionale pubblico. 
Venendo ai problemi penalistici di Internet, bisogna osservare come essi siano 
essenzialmente legati alla repressione, mediante l'impiego degli strumenti 
tradizionali, di condotte caratterizzate da un'estrema difficoltà di localizzazione. 
I computer crimes sono categorie entrate, ormai, a far parte del diritto penale sin 
dagli anni ottanta, tra questi rilevano quei reati che consistono nella 
disseminazione di immagini illecite, si pensi principalmente alla pornografia 
minorile e alla sollecitazione pornografica dei minori. Tuttavia se si prendono ad 
esempio gli Stati Uniti si può notare come fino alla sentenza della Corte Suprema 
del 1997 ( Reno v. American Civil Liberties Union) vi era una certa resistenza di 
fronte al tentativo di criminalizzare la trasmissione “consapevole” di messaggi 
obscene or indecent a qualunque destinatario inferiore ai 18 anni. 
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Il giudizio davanti alla Corte Suprema americana ha evidenziato infatti il 
contrasto esistente tra i due beni giuridici, la tutela del pudore sessuale da una 
parte e la libertà di comunicazione dall'altra, ponendo in luce la vera natura di 
Internet, quella di semplice, anche se assai efficace, mezzo di diffusione delle 
idee, una sorta di “cassa di risonanza” di altri principi, motivo per cui la Corte ha 
preferito sacrificare la protezione del pudore sessuale sull'altare della libertà di 
informazione.42 
 
 
 
 
 
 
 
 
 
 
                         
 
 
                                                          
42  T.BALLARINO, Internet nel mondo della legge, Cedam,Padova 1998, p 221 ss. 
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                            CAPITOLO 2 
LO SCENARIO NORMATIVO 
INTERNAZIONALE IN TEMA DI TUTELA 
DEI MINORI. 
“Il senso morale di una società si misura su ciò che fa per 
i suoi bambini”. 
                                        D. Bonhoeffer 
1. Premessa. 
  
Quello della condizione del bambino è un tema che suscita grande interesse 
nell'ambito del diritto internazionale generale prima e del diritto dell'Unione 
Europea in seguito, poiché è legato a fenomeni miranti a considerare 
progressivamente il minore di età come soggetto titolare di diritti e membro della 
comunità in ugual modo rispetto agli adulti. Gli “esseri umani in formazione”, 
quali sono ritenuti i bambini, sono stati considerati, per lungo tempo, soltanto 
come “oggetti” di una tutela più o meno estesa, come beneficiari di norme 
giuridiche, ma non come titolari di diritti autonomi.  
Nei codici dell'800, ed in larga misura anche nel codice civile italiano del 1942, il 
minore era soggetto ad una patria potestà che si presentava come un'autorità con 
poteri pressoché assoluti: si pensi che il “code Napoleon”(1804) riconosceva al 
padre il potere di far mettere in carcere il figlio, ed il giudice, chiamato ad attuare 
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questa decisione, non aveva il potere di sindacarla nel merito, operando piuttosto 
come “longa manus” dell'autorità paterna.43 
Il riconoscimento dell'infanzia come età di fondamentale importanza  per lo 
sviluppo umano, con valori e diritti da affermare e da rispettare è una conquista 
recente che ha visto una concreta attuazione, nel corso del '900, con interventi di 
vario genere. A partire da tale secolo, infatti, tutte le nazioni hanno incominciato a 
mobilitarsi e ad impegnarsi in varie iniziative volte a garantire ad ogni minore le 
condizioni indispensabili  per uno sviluppo armonico ed equilibrato.  
Il movimento per i diritti umani dei minori di età ha acquistato voce, quindi, solo 
nel XX secolo ed è soprattutto  nel sistema delle Nazioni Unite che si è rilevata la 
necessità di garantire loro, attraverso l'adozione di una serie di documenti 
internazionali, uno status di piena tutela dei diritti dei quali essi siano 
incontestabilmente titolari44 
 
2. L'instaurarsi della cooperazione internazionale nel campo sociale con riguardo 
alla condizione dei minori. 
 
                                                          
43  V. LACOPPOLA, La tutela del minore abusato nell'era della globalizzazione,  Cacucci editore, 
Bari 2003, p.48. 
44  MAFFEI, la tutela internazionale dei diritti del bambino, in PINESCHI(a cura di), la tutela 
internazionale dei diritti umani, Milano 2006, citato in S. VANNUCCINI,  La protezione dei 
minori di età nella prassi della Corte Interamericana dei diritti dell'uomo, in La comunità 
internazionale anno 2013,p.109ss.  
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L'estendersi della cooperazione tra gli Stati al campo sociale, investendo 
direttamente materie ricomprese tradizionalmente nella loro competenza interna, 
si manifesta, all'inizio del '900, ancora nella forma rudimentale di conferenze 
convocate per iniziativa di un governo, spesso sotto l'impulso di movimenti 
d'opinione e con l'intento di giungere alla conclusione di accordi, tra il finire del 
secolo scorso e l'inizio dell'attuale. 
 Le ispirazioni di tale nuovo indirizzo, che ampliava la portata materiale dei campi 
oggetto di norme internazionali destinate a non esaurire i loro effetti nei rapporti 
intersogettivi tra gli Stati ma ad operare conseguendo un'uniformazione degli 
ordinamenti interni, furono inizialmente di natura umanitaria, intese a conseguire 
rimedi rispetto a situazioni ripugnanti alla coscienza civile e all'etica del 
progresso, e si indirizzarono verso la protezione dei soggetti più deboli, donne e 
minori, nel settore del lavoro o della lotta contro la tratta e la prostituzione. 
Il primo documento riconducibile agli strumenti internazionali di tutela del minore 
è quello che viene pubblicato in occasione della “Conferenza dell'Aja di diritto 
internazionale privato del 1902”, in cui fu approvata la Convenzione che regolava 
gli aspetti giurisdizionali dell'esercizio della tutela sul minore straniero. 
 Una iniziativa del governo belga portava poi, nel 1913, alla convocazione a 
Bruxelles della Conferenza internazionale per la protezione dell'infanzia che 
considerò la formazione di una sede permanente di cooperazione mediante la 
costituzione di un ufficio internazionale, sul modello di altri già operanti in quello 
stesso periodo in diversi settori (igiene, meteorologia, agricoltura, proprietà 
industriale e letteraria), e ne adottò un progetto di statuto.  
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La prima guerra mondiale interruppe questo processo che, peraltro, al suo termine 
venne ripreso con nuova e più globale considerazione. L'esperienza del conflitto 
induceva a cercarne le origini e a eliminarne le cause non soltanto prendendo in 
considerazione meccanismi di garanzia del rispetto del diritto internazionale e di 
sicurezza collettiva ma anche rimedi alle situazioni di grave disagio economico e 
sociale. 
 In corrispondenza a questo assunto, i trattati di pace, nel predisporre forme 
permanenti e istituzionalizzate di cooperazione tra gli Stati, ne allargavano le 
competenze e le funzioni onde consentire interventi atti al miglioramento delle 
condizioni di vita.  
All'art.23 del Patto istitutivo della Società delle Nazioni, adottato durante la 
conferenza di pace di Parigi del 1919, gli Stati membri si impegnavano ad 
assicurare e mantenere condizioni di lavoro eque ed umane per gli uomini, le 
donne ed i bambini e attribuivano alla Società il controllo sugli accordi relativi 
alla repressione della tratta delle donne e dei fanciulli. Lo statuto 
dell'Organizzazione internazionale del lavoro, istituita parallelamente alla Società 
delle Nazioni, fissava tra i fini dell'organizzazione la protezione dei fanciulli, 
degli adolescenti e delle donne, in particolare si riconosceva l'urgenza di operare 
per sopprimere il lavoro dei fanciulli e apportare al lavoro dei giovani i limiti 
necessari per permettere loro di continuare la propria educazione e conseguire il 
pieno sviluppo fisico. 
 Si elaborarono quindi numerose Convenzioni, adottate dalla Conferenza della 
Organizzazione e sottoposte direttamente alla ratifica e al recepimento negli 
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ordinamenti interni degli Stati membri, intese a corrispondere a dette finalità, in 
specie regolando l'età minima per l'accesso al lavoro, la proibizione di determinati 
lavori per i giovani e l'obbligo di procedere ad esami medici ed attitudinali45. 
 
3. L'opera della Società delle Nazioni. 
 
Fin dall'inizio dell'attività della Società delle Nazioni la lettura che venne accolta 
dai suoi organi principali quanto alla estensione delle competenze loro attribuite 
fu largamente evolutiva, eppure andando oltre la lettera delle norme, la Società si 
ritenne investita di competenze generali per la cooperazione economica e sociale 
pur se, in assenza di più precisi fondamenti, le funzioni svolte si concretizzarono 
in attività di consultazione e informazione, impulso alla cooperazione e 
preparatorie per l'adozione di diritto uniforme. 
 In corrispondenza a questa assunzione di competenza la Società si dotava di un 
vasto apparato di organi ausiliari, derivanti da atti costitutivi adottati da 
conferenze internazionali all'uopo convocate ovvero direttamente posti in essere 
con delibere degli organi principali.  
E' questo il caso della Commissione consultiva per l'infanzia e la gioventù, 
istituita dal Consiglio della Società come suo organo ausiliario e strutturata in due 
                                                          
45   G. CONETTI, "Le fonti internazionali", in  P. CEDON( a cura di) " I bambini e i loro diritti" 
Cacucci, Bari 2003, p.33ss.  
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Comitati, rispettivamente, per la repressione della tratta delle donne e dei fanciulli 
e per la protezione dell'infanzia.  
Mentre con l'attività del primo la Società perseguiva il compito espressamente 
attribuitole di sorveglianza sull'esecuzione degli accordi relativi alla materia, con 
il secondo si perseguivano finalità più ampie nel campo sociale.  
L'assenza di attribuzioni di competenza unitamente alla particolare sensibilità 
degli Stati con riguardo a materie di speciale rilevanza ideologica e sociale, quali 
quelle concernenti la formazione dei giovani, limitarono l'attività del secondo 
Comitato a compiti di coordinamento, informazione reciproca, inchiesta, studio ed 
orientamento, in grado tuttavia di consentire spontanei adeguamenti degli 
ordinamenti interni di più Stati in materie significative, come la determinazione 
dell'età minima per il matrimonio e il consenso matrimoniale, la condizione dei 
figli illegittimi, i diritti alimentari, l'istituzione di giurisdizioni speciali per i 
minori, l'educazione e la difesa contro l'abuso costruttore dei mass media( 
pubblicazioni e cinematografia oscene). 
 
 4. La tutela del minore nell'ambito dell'OIL. (Le origini.) 
 
E' stato merito della più antica delle organizzazioni internazionali attualmente 
esistenti, l'Organizzazione Internazionale del Lavoro (OIL), di aver dato rilievo 
alla problematica inerente ai diritti del minore nel campo del diritto 
internazionale.  
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In effetti già nel 1919, quindi all'atto della sua costituzione, l'OIL ha aperto alla 
ratifica la convenzione n.5, che fissava l'età minima di ammissione dei bambini al 
lavoro nelle industrie: età che veniva fissata a 14 anni, salve consistenti deroghe 
previste nella convenzione stessa.46 Sempre l'OIL ha elaborato nello stesso anno la 
convenzione n.6 concernente il lavoro notturno dei minori nell'industria, che 
veniva vietato- anch'esso con varie eccezioni – ai minori degli anni 18.47   
Nel 1920 la stessa Organizzazione ha aperto alla ratifica degli Stati la 
convenzione n.7, concernente l'età minima di ammissione dei bambini al lavoro 
marittimo che è stata indicata a 14 anni, salva la possibilità di alcune deroghe 
previste sulla base di apposite riserve. Nello stesso anno l'OIL ha elaborato la 
convenzione concernente l'età di ammissione dei minori al lavoro in agricoltura 
che è stata indicata come non inferiore agli anni 14, nonché la convenzione che 
fissa l'età minima di ammissione dei giovani al lavoro in qualità di mozzo o di 
fuochista.48  
L'opera di tutela nei confronti del minore, realizzata dall'OIL, è proseguita da 
parte di questa organizzazione nel corso degli anni, attraverso: la precisazione 
delle mansioni che possono essere attribuite ai minori e della durata dell'orario di 
lavoro, nonché l'assunzione dell'obbligo, da parte degli Stati, di perseguire una 
politica nazionale diretta ad assicurare l'abolizione definitiva del lavoro in età 
precoce ed elevare progressivamente l'età minima di ammissione al lavoro al fine 
                                                          
46   Tale età è stata successivamente elevata a 15 anni dalla convenzione n.59 del 1937. 
47    Questa convenzione fu poi modificata nel 1948 dalla convenzione n.90. 
48   Per tutte le norme qui citate, cfr. M.R.SAULLE, "Codice Internazionale dei diritti del minore", 
Edizioni Scientifiche italiane, Napoli, 1991. 
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di permettere agli adolescenti di conseguire il più completo sviluppo fisico e 
mentale.49  
 
5. La Dichiarazione Universale dei diritti dell'uomo e le norme sui diritti 
fondamentali. 
 
Il periodo intercorrente tra la fine della prima guerra mondiale e la seconda guerra 
mondiale non segna momenti di rilievo in questo settore. E' soltanto nel secondo 
dopoguerra che gli Stati avvertono la necessità di prevedere sul piano 
internazionale forme di tutela adeguate, sia attraverso strumenti di carattere 
generale, riguardanti, cioè, indistintamente tutti gli individui, sia mediante atti 
concernenti espressamente i minori. 
 Alla prima categoria appartengono a livello universale, le convenzioni di diritto 
internazionale umanitario concernenti la tutela delle popolazioni civili durante la 
guerra e, soprattutto, la Dichiarazione Universale dei diritti dell'uomo, i Patti delle 
Nazioni Unite sui diritti umani; e, a livello regionale, la Convenzione Europea per 
la salvaguardia dei diritti dell'uomo e delle libertà fondamentali, nonché la 
                                                          
49   Fino ad oggi l'Organizzazione Internazionale del Lavoro ha preparato i testi di molti accordi a 
tutela dei minori, successivamente sottoposti a ratifica o ad adesione degli Stati. I più 
significativi sono i seguenti: la Convenzione n.59 del 1937 sull'età minima nell'industria; n.60 
del 1937 sull'età minima nell'impiego non-industriale; n.79 del 1946 sul lavoro notturno dei 
giovani nelle occupazioni non-industriali; n.123 del 1965 sul lavoro minimo in miniere; n.138 
del 1973 sull'età minima; n.148 del 1977 per la protezione dell’ambiente di lavoro 
(inquinamento dell’aria, rumori e vibrazioni); n.164 del 1987sulla protezione della salute e le 
cure mediche; n.167 del 1988 sulla sicurezza e la salute nelle costruzioni; n.182 del 1999 sulle 
forme peggiori di lavoro minorile; n.183 del 2000 sulla protezione della maternità; 
Convenzione del lavoro marittimo del 2006. 
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corrispondente Convenzione Americana e la Carta Africana dei diritti dell'uomo e 
dei popoli.  
Alla seconda categoria devono ricondursi la Dichiarazione internazionale sui 
diritti del fanciullo e la Convenzione per i diritti del bambino, nonché alcune  
convenzioni concluse sotto l'egida del Consiglio d'Europa.  
Con specifico riferimento alla Dichiarazione Universale del 194850 può citarsi la 
norma di cui all'art.1 sull'uguaglianza e la libertà degli esseri umani, che riguarda 
tutti gli individui a prescindere dall'età di ciascuno. Del pari possono menzionarsi 
gli articoli 2-9 concernenti: il principio di non-discriminazione tra le persone 
(art.2); il diritto alla vita, alla libertà e sicurezza della propria persona(art.,3); il 
divieto di schiavitù e di tratta degli schiavi(art.4); il divieto di ricorso alla tortura, 
a trattamento o a punizioni crudeli, inumani o degradanti(art.5); il diritto al 
riconoscimento della personalità giuridica(art.6); il principio dell'uguaglianza di 
fronte alla legge( art.7); il diritto ad un'effettiva possibilità di ricorso a competenti 
tribunali nazionali(art.8); il divieto di arresto, detenzione ed esilio arbitrari(art.9). 
 Anche gli altri articoli della Dichiarazione Universale possono riguardare i 
minori; tuttavia alcuni rilevano particolarmente nella materia in oggetto: l'art.12, 
che concerne il divieto di interferenze arbitrarie nella vita privata e familiare o 
l'art.16, riguardante il diritto di fondare una famiglia e quello di manifestare 
liberamente il proprio consenso per il matrimonio51 , riconoscendo, altresì alla 
                                                          
50  La Dichiarazione Universale dei diritti umani è un documento sui diritti individuali, firmato a 
Parigi il 10 dicembre 1948, la cui redazione fu promossa dalle Nazioni Unite perché avesse 
applicazione in tutti gli Stati membri. 
51   Particolarmente importante con riferimento alle legislazioni degli Stati nei quali i genitori 
manifestano il consenso al matrimonio per i figli qualunque ne sia l'età. 
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famiglia il ruolo di “nucleo naturale e fondamentale della società” che ha diritto 
ad essere protetta dallo Stato. 
 Particolare importanza presentano al pari: l'art.20 specialmente per i minori in età 
adolescenziale, abituati ormai in tutte le parti del mondo ad associarsi, che 
contempla, appunto, il diritto alla libertà di riunione e di associazione e il divieto 
di costringere alcuno a partecipare ad una associazione; l'art.23 concernente il 
diritto al lavoro, alla libera scelta dell'impiego; l'art.25, diretto a garantire a 
ciascun individuo condizioni di salute e benessere proprio e per la sua famiglia e 
ad assicurare a “tutti i bambini”, nati nel matrimonio o fuori di esso, il diritto di 
“godere della stessa protezione sociale”, nonché a riconoscere alla “maternità” e 
all'infanzia “il diritto a speciali cure ed assistenza”; l'art.26 sul diritto all'istruzione 
che deve essere gratuita almeno per quanto riguarda le  classi elementari e 
fondamentali.  Anche l'art.27 può rientrare nell'ambito delle norme a tutela dei 
minori, in quanto riconosce a ciascuno il diritto di prendere parte liberamente alla 
“vita culturale della comunità, di godere delle arti e di partecipare al progresso 
scientifico ed ai suoi benefici”; altrettanto dicasi dell'art.28, in base al quale ogni 
individuo ha diritto ad un ordine sociale e internazionale nel quale i diritti e le 
libertà enunciati nella Dichiarazione Universale possano essere pienamente 
realizzati.  
Da questa rapida rassegna di diritti contenuti in tale Dichiarazione emerge quali 
fossero le esigenze di tutela maggiormente sentite all'epoca. In particolare, vi era 
la necessità di affermare la centralità di alcuni diritti fondamentali che dovevano 
essere universalmente garantiti, diritti che per noi oggi sembrano quasi scontati in 
quanto costituiscono il nucleo inviolabile delle Costituzioni di moltissimi Stati, 
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ma che non lo erano affatto in tutti quei Paesi, compreso il nostro, che erano 
reduci da un conflitto che aveva dato prova di fin dove potesse arrivare a spingersi 
l'odio e la crudeltà umana. 
Inoltre gli Stati, in specifico riferimento al minore, si preoccuparono 
originariamente soprattutto di contrastare il problema dello sfruttamento dei 
bambini sul lavoro, i quali venivano spesso sottopagati e costretti a condizioni e 
orari di lavoro che ostacolavano il loro sviluppo psicofisico.  
Dalla Dichiarazione emerge anche l'importanza della “famiglia”, non solo in 
quanto nucleo fondamentale all'interno del quale il minore deve essere protetto da 
eventuali interferenze esterne, ma anche per quanto riguarda la libertà di fondare 
una propria famiglia, senza essere obbligati da una scelta dei genitori. 
Con riferimento al carattere dell'obbligatorietà posseduta o meno dalle norme 
contenute della Dichiarazione Universale, si può affermare che esse, al momento 
in cui fu redatta la Dichiarazione, erano prive di valore obbligatorio e fornite 
esclusivamente di valore programmatico. E' tuttavia vero che  buona parte di 
quelle norme tra queste che riguardano i diritti fondamentali, sono venute 
acquistando nel tempo, nei confronti degli Stati ai quali si indirizzano, il valore di 
norme cogenti che le ha rese tali da non poter essere derogate se non da altre 
norme, vertenti sullo stesso oggetto, createsi come tali nella coscienza dei 
consociati.52 Oggi è possibile dare atto di ciò attraverso diversi sistemi di 
                                                          
52   La Dichiarazione ha costituito il fondamento anche di molti atti internazionali, al riguardo si 
possono citare: la Dichiarazione sui diritti dei disabili mentali del 1970 e quella sui diritti dei 
disabili del 1975, entrambe applicabili specificatamente ai minori. Circa poi, espressamente, la 
tutela di minori, deve osservarsi che essa è stata variamente sollecitata dalle Nazioni Unite, 
anche attraverso la proclamazione dell'anno internazionale del bambino(1976) e dell'anno 
internazionale per la gioventù(1985). 
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rilevanza che vanno dall'indagine nella “coscienza dei consociati” della Comunità 
internazionale alla prevalenza, sempre crescente, delle norme sui diritti 
fondamentali rispetto alla norma di competenza nazionale.53 
 
6. La costituzione dell'UNICEF. 
 
Conclusasi la seconda guerra mondiale si manifestava con particolare urgenza la 
necessità di interventi per l'infanzia atti a sovvenire ai diffusi stati di bisogno di 
cui questa in specie soffriva a seguito delle distruzioni, della miseria, delle 
deportazioni e movimenti di popolazioni. Appunto per l'ampiezza, la gravità e la 
permanenza del problema venne disposta nel 1946 dall'Assemblea 
dell'Organizzazione delle Nazioni Unite, succeduta alla Società delle Nazioni, la 
continuazione a favore dell'infanzia dell'opera di soccorso materiale avviata 
nell'immediato dopoguerra dall'UNRRA54 con l'istituzione di un Fondo 
internazionale di soccorso per l'infanzia. 
 Ben presto risultò evidente che le necessità di garantire condizioni di vita 
accettabili e prospettive per il futuro a fanciulli ed adolescenti andavano ben al di 
là della ricostruzione del dopoguerra.  
                                                          
53   Tale prevalenza si desume tra l'altro, attraverso la realizzazione di controlli all'interno degli 
Stati in merito all'osservanza, da parte di ciascuno di essi, delle norme sui diritti fondamentali 
sul proprio territorio nonchè sulla base della crescente disponibilità, da parte degli Stati stessi 
a sottostare a siffatti controlli e ad offrire opportuni elementi di valutazione.  
 M.R.SAULLE(a cura di), La Convenzione dei diritti del minore e l'ordinamento italiano, 
1994, Edizioni Scientifiche Italiane; p.12-13. 
54   United Nations Relief and Rehabilitation Administration.  
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La presa di coscienza della situazione del sottosviluppo economico  e sociale, 
come problema fondamentale della nostra epoca, portò nel 1953 alla costituzione 
del Fondo delle Nazioni Unite per l'infanzia come istituzione permanente, 
ausiliaria ma con autonomia funzionale e finanziaria rispetto all'ONU.  
In ragione dei suoi nuovi compiti, l'attività dell'UNICEF si è evoluta  dalla 
fornitura di assistenza materiale, alimentare e sanitaria, alla assunzione di 
responsabilità più vaste, con intenti di conseguire risultati duraturi nei campi 
dell'istruzione e della formazione professionale, sostenendo i programmi nazionali 
a ciò diretti. Inevitabilmente le risorse del Fondo, che largamente dipendono da 
contributi volontari degli Stati e di privati raccolti anche grazie all'opera di 
sensibilizzazione dell'opinione pubblica svolta dai Comitati nazionali per 
l'UNICEF, appaiono di gran lunga inferiori rispetto ai grandi problemi da 
affrontare.55 
 
7 Il patto delle Nazioni Unite sui diritti civili e politici. 
 
 Sempre nell'ambito delle Nazioni Unite sono stati conclusi nel 1966 i Patti sui 
diritti civili e politici ed i Patti sui diritti sociali, economici e culturali, destinati 
entrambi, a rafforzare la “Dichiarazione” sia attraverso la creazione di norme 
giuridiche, dirette a porre, sulla base della reciprocità, diritti ed obblighi in capo 
                                                          
55   Seppur indispensabile e meritoria, l'attività dell'UNICEF non può per sé sola andare oltre la 
corrispondenza a singole anche se significative esigenze, laddove il raggiungimento del fine di 
garantire a fanciulli e adolescenti condizioni e prospettive umane di vita dipende dal porre in 
essere un più complesso e equo quadro di relazioni economiche e sociali internazionali. 
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agli Stati contraenti, aventi per oggetto il trattamento degli individui; sia 
attraverso la previsione di adeguati sistemi di controllo sulla loro applicazione.  
Certamente anche con riferimento a tali Patti vale l'osservazione, precedentemente 
svolta in relazione alla Dichiarazione Universale, per la quale le norme in essi 
contenute, per il fatto stesso di avere per oggetto il trattamento degli “esseri 
umani” contemplano anche quello dei minori. Cercherò, pertanto, in questa sede 
menzionare tra le norme, contenute nei Patti, quelle che o presentano particolari 
implicazioni, se riferite ai minori, o espressamente contemplano la condizione 
minorile.56   
Per quanto concerne il Patto sui diritti civili e politici, vengono ribaditi, con 
riferimento alla prima categoria di norme, alcuni principi di fondamentale 
rilevanza: il diritto alla vita, considerato come “inerente alla persona umana”; il 
divieto di trattamenti disumani o degradanti; il divieto di schiavitù, di tratta degli 
schiavi57 e di ogni forma di lavoro forzato; il diritto di essere trattato con umanità 
e con rispetto della dignità inerente alla persona umana in ogni caso di privazione 
della libertà. 
 Norme concernenti espressamente i minori sono poi contenute: nell'art.6 n.5, in 
base al quale una sentenza capitale non può essere eseguita nei confronti di donne 
incinte; nell'art.14, n.4, secondo cui la procedura, applicabile ai minorenni di 
fronte ai tribunali, dovrà tenere conto della loro età e dell'interesse a promuovere 
                                                          
56  Valgono con riferimento ai Patti le osservazioni svolte sopra circa la natura di norme 
inderogabili propria delle norme sui diritti fondamentali contenute nella Dichiarazione 
Universale. In effetti, alcune norme contenute nei Patti riproducono pressochè fedelmente 
quelle della Dichiarazione Universale; inoltre queste, proprio perchè inserite nei Patti, hanno 
acquistato il carattere obbligatorio, tipico delle norme contenute in un accordo internazionale.  
57   Norma questa che va correlata alle convenzioni che vietano la tratta dei minori. 
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la loro riabilitazione; nell'art.18, n.4, che prevede l'obbligo degli Stati di rispettare 
la libertà dei genitori e, ove del caso, dei tutori legali di curare l'educazione 
religiosa e morale dei figli in conformità delle proprie convinzioni; nell'art.23, 
concernente sia la tutela della famiglia come nucleo naturale e fondamentale della 
società, sia la protezione necessaria ai figli in caso di scioglimento del matrimonio 
dei genitori;e infine nell'art 24, diretto a garantire ad ogni fanciullo le misure 
protettive richieste dal suo stato minorile, nonché il diritto ad essere registrato 
subito dopo la nascita, ad avere un nome e ad acquistare cittadinanza. 
 
8. Il Patto delle Nazioni Unite sui diritti economici, sociali e culturali. 
 
Considerazioni analoghe valgono per il Patto internazionale sui diritti economici, 
sociali e culturali, nel quale, peraltro, le norme riguardanti i minori sono forse più 
numerose di quelle di contenuto simile, esistenti negli atti internazionali fin qui 
menzionati: tra queste merita attenzione l'art.10 concernente, al n.1 la protezione  
e l'assistenza più ampia nei confronti della famiglia, “nucleo naturale e 
fondamentale della società”. Lo stesso articolo contempla, al n.2, l'obbligo degli 
Stati di assicurare una protezione speciale alle madri per un periodo di tempo 
ragionevole prima e dopo il parto e, al n.3, speciali misure di protezione e di 
assistenza in favore di tutti i fanciulli e gli adolescenti senza alcuna 
discriminazione di filiazione o per altre ragioni. 
 Tali misure riguardano, in particolare, la protezione contro ogni forma di 
sfruttamento economico e sociale; il divieto di impiego in lavori pregiudizievoli 
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per la loro moralità e per la loro salute, pericolosi per la loro vita o tali da nuocere 
al loro normale sviluppo.  
Sempre l'art.10 n.3 rafforza gli obblighi assunti degli Stati che hanno ratificato le 
menzionate convenzioni dell'OIL e li prevede per quelli che non abbiano ratificato 
o aderito in quanto impone agli Stati di fissare limiti di età al di sotto dei quali il 
lavoro salariato di manodopera infantile sia vietato e punito dalla legge.  
Pur concernendo indistintamente tutti gli individui, l'art.11 presenta una 
particolare incidenza nella problematica considerata perché al n.1 contempla il 
diritto ad un livello di vita adeguato, all'alimentazione, all'alloggio e al vestiario, 
che comporta un'insieme di condizioni che, da un punto di vista qualitativo, 
rendono la vita “degna di essere vissuta” e che, specialmente nei confronti dei 
minori, acquistano una valenza specifica. Lo stesso articolo contiene, altresì, al 
n.2 l'enunciazione del principio concernente la libertà dalla fame, indicando, in via 
generale, alcuni sistemi di produzione, conservazione e distribuzione delle derrate 
e di ripartizione delle risorse che dovrebbero diminuire il divario tra i Paesi del 
Nord e quelli del Sud, implicando, quindi, un miglioramento dello “standard” di 
vita di questi ultimi, caratterizzati, in prevalenza, da una popolazione assai 
giovane.  
Analoghe osservazioni valgono per la norma di cui all'art.12, n.1, concernente il 
diritto di ciascun individuo di godere delle migliori condizioni di salute fisica e 
mentale che sia in grado di conseguire.58 Quanto al n.2 dello stesso art.12, esso 
contiene una norma riguardante espressamente i minori, in quanto contemplante le 
                                                          
58   Norma che riguarda tutte le persone, sebbene essa abbia una particolare incidenza nei confronti 
dei minori proprio in relazione allo stato connesso con la loro età. 
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misure dirette a: far diminuire il numero dei nati-morti e la mortalità infantile e a 
favorire lo sviluppo dei fanciulli; migliorare sotto tutti gli aspetti l'igiene 
ambientale; provvedere alla profilassi, alla cura e al controllo delle malattie 
epidemiche, endemiche, professionali e d'altro genere; creare condizioni che 
assicurino a tutti servizi medici e assistenza medica in caso di malattia. 
 Anche gli articoli 13 e 14 presentano notevoli implicazioni con lo stato minorile, 
in effetti, mentre il secondo contiene una norma diretta a rendere obbligatoria e 
gratuita in ogni parte del mondo l'istruzione primaria, il primo contempla il diritto, 
di natura fondamentale, all'istruzione che, a livello primario, deve essere 
obbligatoria e accessibile a tutti. Del pari l'istruzione secondaria deve essere resa 
generale e accessibile con ogni mezzo idoneo; e l'istruzione superiore deve essere 
resa accessibile a tutti su un piano d'uguaglianza secondo le attitudini di 
ciascuno.59  
Proprio con riferimento all'istruzione deve, altresì, ricordarsi l'opera 
dell'Organizzazione delle Nazioni Unite per l'Educazione, la Scienza e la Cultura 
(UNESCO), particolarmente qualificata nel campo dell'alfabetizzazione dei 
minori appartenenti ai Paesi del Terzo Mondo, nonché, riguardo ai problemi 
sanitari, l'attività dell'Organizzazione Mondiale della Sanità (OMS),  quest'ultima 
estrinsecatasi sia attraverso la Dichiarazione di Alma Ata  sulla cura primaria sia 
                                                          
59   Interessante a tal riguardo è la norma di cui al n.3 dello stesso art.13 concernente l'impegno 
degli Stati di rispettare la libertà dei genitori di scegliere per i figli scuole diverse da quelle 
istituite dalle autorità pubbliche( purchè conformi ai requisiti fondamentali che possono essere 
prescritti o approvati dallo Stato in materia di istruzione) e di curare l'educazione religiosa e 
morale dei figli, in conformità delle proprie convinzioni religiose. Il medesimo art.13 
riconosce, infine, al n.4, la libertà degli individui e degli enti di fondare e di dirigere istituti di 
istruzione purchè ciò avvenga in conformità del Patto e l'istruzione impartita in tali istituti sia 
conforme ai requisiti fondamentali che possano essere prescritti dallo Stato. 
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mediante interventi concreti nel settore sanitario, particolarmente efficaci nel 
campo della prevenzione.  
Proseguendosi nella considerazione degli atti internazionali a carattere pressocchè 
universale, deve ricordarsi anche l'Atto finale della Conferenza di Helsinki del 
1975 sulla sicurezza e la cooperazione in Europa avente carattere programmatico, 
o di enunciazione di principi, analogo a quello proprio delle Dichiarazioni 
internazionali.  
Con riferimento alla problematica qui esaminata risultano assai rilevanti le 
affermazioni inerenti alla “Cooperazione nel settore umanitario e in altri settori” 
specialmente concernenti i contatti e gli incontri regolari sulla base dei legami 
familiari, la riunificazione delle famiglie, gli incontri tra i giovani.  
In effetti rientra nella “filosofia di Helsinki” la previsione di facilitazioni da parte 
degli Stati al fine di favorire gli incontri sulla base dei legami familiari, la 
riunificazione delle famiglie e l'installazione di rapporti amichevoli tra i giovani.60 
Dall'analisi di tali norme emerge come negli anni 60-70 fosse ancora da risolvere 
il problema del lavoro minorile o della mortalità infantile,  l'obbiettivo delle 
Nazioni Unite, al tempo, era proprio quello di tutelare il bambino fin dalla nascita, 
assicurandogli  assistenza medica e una “vita dignitosa”, infatti non era così 
scontato come è adesso, almeno nei Paesi del Nord del mondo, che i bambini 
vivessero in un ambiente salubre e avessero cibo, vestiti o l'istruzione di cui 
necessitano.  
                                                          
60   Certamente anche altri "principi", contenuti nell'Atto finale riguardano la condizione minorile, 
quali quelli sulla "cooperazione e scambi nel settore della cultura" e "nel campo 
dell'istruzione", specialmente, con riferimento a questi ultimi, nella parte in cui si auspicano 
agevolazioni in relazione al riconoscimento dei titoli di studio. 
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Se questa battaglia delle Nazioni Unite è ancora oggi aperta per quanto riguarda 
paesi come l'Africa, per molti altri si tratta di una conquista ormai consolidatasi, 
tanto che in paesi come il nostro è quasi nullo il numero di bambini nati morti 
grazie agli enormi progressi della medicina, sono stata definitivamente arginate 
molte malattie epidemiche e lo Stato stesso vigila sul rispetto da parte dei 
bambini, e delle loro famiglie, dell'obbligo di frequentare la scuola. 
 
9. L'attività del Consiglio D'Europa. 
 
Quanto agli atti di carattere regionale, deve citarsi, in primo luogo, la 
Convenzione Europea per la salvaguardia dei diritti dell'uomo e delle libertà 
fondamentali(1950)61, nonché la Carta Sociale Europea(1961)62 e, in secondo 
luogo, le altre convenzioni, di tipo regionale, concernenti l'America latina e 
l'Africa che si ispirano alla prima. Anche nella Convenzione Europea trovano 
collocazione tutta una serie di norme di portata generale che hanno ad oggetto 
principi fondamentali quali il diritto alla vita, il divieto di tortura o il diritto al 
rispetto della vita privata e familiare.  
Particolare menzione merita poi, tra le norme specificamente indirizzate ai minori, 
l'art.5 d) il quale contiene una deroga al principio generale concernente la libertà e 
la sicurezza, contemplato dallo stesso art.5. In effetti la lettera d) dell'articolo in 
                                                          
61   Firmata a Roma il 4 settembre 1950 e resa esecutiva in Italia con l.4 agosto 1955 n.848, in 
G.U. 24Settembre 1955 n. 221. In vigore per l'Italia dal 26 ottobre 1955. 
62   Firmata a Torino il 18 ottobre 1961 e resa esecutiva in Italia con l. 3 luglio 1965 n.929, in G.U. 
3 agosto 1965 n.193. In vigore per l'Italia dal 21 novembre 1965. 
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esame prevede la possibilità di detenzione regolare di un minore, decisa per 
sorvegliare la sua educazione, o di una sua legale detenzione al fine di tradurlo 
dinanzi all'autorità competente.  
Quanto al protocollo addizionale alla Convenzione vanno citate le norme relative 
alla tutela del diritto di proprietà che riguarda anche i minori – pur con i limiti 
previsti dai vari ordinamenti in merito alla sua disciplina o al suo esercizio- e al 
diritto all'istruzione.  
Con riferimento alla Carta Sociale Europea, deve ricordarsi che essa ha la natura 
di un trattato internazionale essendo stata ratificata dall'Italia il 22 ottobre 1965 
con legge n.929.  
Norme della Carta specificamente rilevanti sono contenute: nella  prima parte, in 
cui si afferma che i fanciulli e gli adolescenti hanno diritto ad una protezione 
speciale contro i pericoli fisici e morali ai quali essi sono esposti. Ad esempio 
all'art.7 viene indicata  l'età minima per l'ammissione al lavoro(salve alcune 
deroghe) a 15anni; il divieto di impiego dei ragazzi, ancora sottoposti all'obbligo 
scolastico, in lavori che impediscano loro di beneficiare di questa situazione; la 
limitazione della durata del lavoro per i minori degli anni 16 in modo da 
consentire un adeguato sviluppo della loro personalità ed un'idonea formazione 
professionale; il divieto per tali lavoratori di essere utilizzati in lavori notturni; 
l'obbligo di sottoporli a controlli medici adeguati, e la protezione speciale contro i 
danni fisici e morali, specialmente se ricollegabili, direttamente o indirettamente, 
al lavoro prestato. 
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 L'art.16 concernendo, poi, il diritto della famiglia ad una posizione sociale ed 
economica, riguarda implicitamente lo “status” di minore, nel contesto familiare; 
e l'art 17 contempla il diritto della madre e del fanciullo ad una protezione sociale 
ed economica. L'art 19, poi, in quanto si riferisce al diritto dei lavoratori migranti 
e delle loro famiglie alla protezione e all'assistenza, è diretto a prevedere una 
tutela per i minori considerati come membri di tali famiglie. 
 Vale la pena di accennare, a conclusione di queste osservazioni che anche altre 
norme, contenute nella Carta Sociale Europea, in quanto concernono i diritti 
fondamentali di ciascun individuo, indipendentemente dall'età o dalla condizione 
sociale, si indirizzano anche ai giovanissimi, quali le norme riguardanti il diritto 
alla salute, alla sicurezza sociale, all'assistenza sociale e medica, all'utilizzazione 
dei servizi sociali, alla speciale formazione professionale o alla riabilitazione in 
caso di disabilità fisica o mentale. 
 Va altresì, detto brevemente, che a questo periodo risalgono  alcune convenzioni 
concluse nell'ambito del Consiglio d'Europa, che attengono a singoli problemi 
specifici della condizione minorile, quali quelle in materia di adozione o di 
riconoscimento della filiazione naturale63, nonché quelle elaborate nell'ambito di 
altre Organizzazioni a carattere regionale.64 
                                                          
63  Tra le convenzioni concernenti i minori redatte dal Consiglio d'Europa, si ricordano: la 
convenzione europea sull'adozione dei minori del 24 aprile 1967; la convenzione europea sul 
rimpatrio dei minori del 28 maggio 1970; la convenzione europea sullo “status” giuridico dei 
figli nati fuori dal matrimonio  del 15 ottobre 1975; la convenzione europea sul 
riconoscimento e l'esecuzione delle decisioni sull'affidamento dei bambini e sul ristabilimento 
dell'affidamento del 28 maggio 1980. 
64  Altre convenzioni sono state redatte nell'ambito  della Conferenza  di diritto internazionale 
privato dell'Aia; al riguardo si menzionano: la convenzione per regolare la tutela dei minori 
del 12 giugno 1902; la convenzione sulla legge applicabile agli obblighi alimentari verso il 
minore del 20 ottobre 1956; la convenzione sul riconoscimento e l'esecuzione delle decisioni 
in materia di obblighi alimentari verso i minori del 15 aprile 1958; la convenzione sulla 
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10. La Convenzione Americana relativa ai diritti dell'uomo e la Carta Africana sui 
diritti dell'uomo e dei popoli. 
 
Nell'ambito dei sistemi regionali di protezione dei diritti umani, la Convenzione 
europea per la salvaguardia dei diritti dell'uomo e delle libertà fondamentali non 
contiene alcun articolo specifico dedicato esclusivamente ai minori di età65. Al 
contrario nella Convenzione americana dei diritti dell'uomo è presente un'espressa 
disposizione, la quale statuisce “ Todo nino tiene derecho a la medidas de 
proteccìon que su condicìon  de menor requieren por parte de su familia, de la 
sociedad y del Estado”(art 19) ; analogamente nel Primo Protocollo addizionale in 
materia di diritti economici, sociali e culturali all'art.16. La Convenzione 
Americana relativa ai diritti dell'uomo, nota come Patto di San Josè de Costa Rica, 
è stata firmata nel 1969 ed è entrata in vigore nel luglio 1978. 
 La Convenzione si caratterizza per la nozione di “vita” che, ai sensi dell'art.4, 
deve essere protetta dalla legge a partire dal momento del concepimento. Il diritto 
alla vita occupa un posto centrale tra i diritti convenzionalmente garantiti66  e, in 
                                                                                                                                                               
competenza delle autorità e la legge applicabile in materia di protezione dei minori del 5 
ottobre 1961; la convenzione sulla competenza delle autorità, la legge applicabile ed il 
riconoscimento delle decisioni in materia di adozione del 15 novembre 1965; la convenzione 
sul diritto applicabile agli obblighi alimentari del 2 ottobre 1973; la convenzione sul 
riconoscimento e l'esecuzione delle decisioni relative agli obblighi alimentari del 2 ottobre 
1973; la convenzione sugli aspetti civili della sottrazione dei minori a carattere internazionale 
del 25 ottobre 1980. 
65   L'unico riferimento ai minori di età è contenuto nell'art 5 d). 
66   Il paragrafo 5 dell'art 4 della Convenzione stabilisce che non può essere inflitta la pena di morte 
a persone che, nel momento in cui è stato commesso il delitto, hanno meno di 18 anni di età. 
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ragione del suo carattere fondamentale, non è soggetto ad interpretazioni 
restrittive.67  
L'art.4 combinato disposto con l'art.1 par.1 comporta un duplice obbligo per gli 
Stati parti: l'obbligo negativo di non privare arbitrariamente gli individui della 
propria vita, che implica la prevenzione ragionevole di situazioni che possano 
condurre alla soppressione del diritto alla vita; e l'obbligo positivo di garantire a 
tutte le persone che si trovano sotto la loro giurisdizione l'inviolabilità della vita e 
l'accesso a quelle condizioni che garantiscano un'esistenza degna.  
L'art.5 della Convenzione consacra il diritti all'integrità personale sotto i profili 
psichico, fisico e morale, proibisce torture e trattamenti crudeli, inumani e 
degradanti, e impone che ogni persona privata della libertà sia trattata con il 
rispetto dovuto alla dignità inerente all'essere umano. 68  Il par.5 dell'art.5 dispone 
nello specifico che, allorché l'imputato sia un minore di età, esso deve essere 
separato dagli adulti e tradotto, con tutta la celerità possibile, dinanzi ad un 
tribunale specializzato.  
L'analisi della gravità degli atti che possono costituire tortura o trattamenti crudeli, 
inumani o degradanti è relativa e dipende da tutte le circostanze del caso, quali la 
durata dei trattamenti, gli effetti fisici o mentali, lo stato di salute della vittima, la 
sua età. Qualora si tratti di bambini esiste l'obbligo di applicare “un estàndar màs 
                                                          
67  Appartiene alla categoria dei diritti inderogabili, conformemente all'art 27, par 2 (sospensione 
delle garanzie) della Convenzione. "Il rispetto del diritto alla vita è il prerequisito 
indispensabile per il godimento di tutti gli altri diritti dell'uomo, qualora esso non sia 
rispettato, tutti gli altri diritti perdono di significato. V. Corte interamericana dei diritti 
dell'uomo, Ninos de la Calle  vs. Guatemala, sentenza del 19 novembre 1999 Serie C No.63, 
par.144.   S. VANNUCCINI, La protezione dei minori di età nella prassi della Corte 
interamericana dei diritti dell'uomo, in La Comunità Internazionale anno 2013, p.109- 133. 
 
68   Il diritto all'integrità personale é un diritto inderogabile, come previsto dall'art.27, par.2 della 
Convenzione. 
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alto para la calificacìon de acciones que atenten contra su integridad personal”.69      
L'art.17  definisce la famiglia come elemento naturale e fondamentale della 
società che deve essere tutelata dallo Stato , riconoscendo altresì, all'uomo e alla 
donna il diritto di sposarsi manifestando un libero consenso. Lo stesso art.17 
contempla, inoltre, la protezione dei minori in caso di scioglimento del 
matrimonio dei genitori, 70 protezione che è ribadita in termini generali, 
dall'art.19, per il quale ogni bambino ha diritto alle misure di protezione, 
necessarie in relazione alla sua condizione minorile, da parte della famiglia, della 
società e dello Stato.  
Tanto l'art 12 quanto l'art 13 fanno riferimento al minore, in quanto il primo, 
riguardante il diritto alla libertà di coscienza e di religione, dispone al n.4 che i 
genitori -o chi ne fa le veci- possano pretendere che il minore riceva l'istruzione 
morale e religiosa conforme alle proprie convinzioni; l'art 13, concernente il 
diritto alla libertà di pensiero e di espressione, prevede, al n.4, che gli spettacoli 
pubblici possano essere sottoposti per legge a censura in ragione della protezione 
morale dei bambini e degli adolescenti. Quanto poi al diritto al nome ed alla 
cittadinanza,questi sono disciplinati rispettivamente dell'art.18 e dall'art.20 71. 
                                                          
69  Corte interamericana dei diritti dell'uomo, caso Hermanos Gòmez Paquiyauri, cit. S. 
VANNUCCINI, La protezione dei minori di età nella prassi della Corte interamericana dei 
diritti dell'uomo, in La Comunità Internazionale anno 2013, p.123. 
70   Il par.4 dell'art.17 della Convenzione prescrive che, in caso di dissoluzione del matrimonio, lo 
Stato adotti le misure atte a garantire la necessaria protezione dei figli sulla base dell'interesse 
superiore e del benessere degli stessi. Ai sensi del par.5 la legge deve riconoscere eguali diritti 
sia ai figli nati fuori del matrimonio sia ai figli nati nel vincolo matrimoniale.  
71   La nazionalità deve essere considerata come uno stato naturale dell'essere umano e, quindi, 
come  fondamento della sua capacità politica e, in parte, di quella civile: è l'espressione 
giuridica di un fatto sociale di connessione tra l'individuo e lo Stato; è un diritto fondamentale 
della persona umana e, conformemente all'art27, par.2 della Convenzione, è inderogabile; 
consente all'individuo di acquisire e di esercitare i diritto e le responsabilità proprie 
dell'appartenenza ad una comunità politica e, in quanto tale, è un prerequisito per l'esercizio di 
determinati diritti. ( V. Corte interamericana dei diritti dell'uomo, Ninas yean y Bosico, cit. 
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Come è facilmente deducibile da queste brevi considerazioni, la Convenzione 
appare conforme alla Convenzione Europea e, in larga parte, si ispira ai Patti sui 
diritti dell'uomo delle Nazioni Unite, ritornando sui medesimi punti fermi quali la 
vita, la dignità umana o la famiglia.  
Quanto alla Carta Africana dei diritti dell'uomo e dei popoli, firmata a Nairobi nel 
1981, anch'essa ha la natura giuridica di un accordo internazionale e rispetta 
considerevolmente il contenuto degli atti internazionali fin qui esaminati.  
In effetti, anche qui vengono riproposti i principi concernenti la non-
discriminazione tra le persone (art.2); l'uguaglianza tra queste di fronte alla legge 
(art.3); il diritto alla vita ed all'integrità personale (art.4); il diritto al rispetto della 
dignità umana, il divieto di tortura e di trattamenti inumani o degradanti (art.5);  il 
diritto alla salute (art16) ed all'istruzione (art.17). L'art.18 fa riferimento 
espressamente alla famiglia e, al n.3, prevede una particolare tutela per le donne e 
per i bambini.  
 
11. La Dichiarazione sui diritti del fanciullo. 
 
Per quanto riguarda gli atti a carattere universale concernenti espressamente la 
tutela del minore nel suo complesso, devono menzionarsi: la Dichiarazione di 
                                                                                                                                                               
Paragrafi 173-174. V. Anche Corte interamericana dei diritti dell'uomo, caso Gelman, cit., 
nella quale la Corte ha precisato che, qualora si tratti di minori di età, è importante che essi 
non siano privati arbitrariamente dell'ambiente familiare e che non siano trattenuti e trasferiti 
illegalmente in un altro Stato.) 
65 
 
Ginevra del 1924 sui diritti del fanciullo, quella del 1959 e, in particolare, la 
Convenzione sui diritti del bambino,i cui negoziati si sono conclusi nel 1989.72  
La Dichiarazione del 1959 precisa e amplia il contenuto della precedente 
Dichiarazione del 1924 prevedendo, fin dal preambolo, la più vasta e completa 
tutela del bambino, sia prima che dopo la nascita. Già prima dell'adozione della 
Dichiarazione universale, il Consiglio economico e sociale, tra i suoi primi atti, 
confermava nel 1946 la permanente validità della dichiarazione dei diritti del 
fanciullo del 1924 per avviare, nel 1950, a seguito della constatazione della 
relazione stretta tra questa e la Dichiarazione universale, gli studi per una nuova 
dichiarazione globale sull'infanzia, affidandone l'elaborazione alla sua 
Commissione per i diritti dell'uomo. 
 Il progetto da questa elaborato, rivisto e approvato dal Consiglio, portava 
all'adozione da parte dell'Assemblea generale, il 20 novembre 1959, della 
risoluzione 1386 (XIV) contenente la Dichiarazione sui diritti del fanciullo che, 
per completezza di contenuti, può reputarsi costituire un codice di riferimento per 
i parametri legislativi e gli assetti civili e sociali.  
Criterio ispiratore della Dichiarazione è, oltre naturalmente alla non-
discriminazione nell'attribuzione e godimento dei diritti, la specialità e la 
superiorità della protezione da assicurare all'infanzia, sì che nell'adozione di 
                                                          
72  Accanto a queste dichiarazioni fondamentali, numerose altre, pure adottate dalla Assemblea 
generale delle Nazioni Unite, possono ricordarsi come in grado di influire sulla condizione dei 
minori, i trattamenti e la protezione da riservare loro, quali quella del 1974 sulla protezione 
delle donne e dei fanciulli in periodo di crisi o di conflitto armato, che ha trovato riscontro nei 
Protocolli di Ginevra del 1977 sulla protezione delle vittime dei conflitti armati; del 1965 sulla 
diffusione tra i giovani degli ideali di pace, rispetto reciproco e comprensione tra i popoli; del 
1971 sui diritti del minorato mentale; del 1974 per l'eliminazione della fame e della 
malnutrizione; del 1975 sui diritti delle persone portatrici di handicap. 
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misure dirette al suo sviluppo l'interesse del fanciullo deve prevalere come 
considerazione determinante.   
Essendo fornita di valore meramente programmatico - come è proprio di tutte le 
Dichiarazioni internazionali – questa Dichiarazione è stata suddivisa in “10 
principi” che riguardano la tutela più adeguata a consentire lo sviluppo fisico, 
intellettuale, morale, spirituale e sociale del minore, in condizioni di libertà e di 
dignità, o ancora il diritto alla sicurezza sociale, a cure mediche adeguate, alla 
salute, all'alimentazione, all'alloggio, allo svago. 
 E' prevista, inoltre, la possibilità per il bambino che versi in una situazione di 
minorazione fisica, mentale o sociale, di ricevere il trattamento, l'educazione e le 
cure speciali di cui ha bisogno, o il diritto di crescere sotto le cure e la 
responsabilità dei genitori e, in ogni caso, in un'atmosfera di affetto e di sicurezza 
materiale e morale e di non essere separato dalla madre. 
Anche in questa Dichiarazione viene ribadito il diritto all'educazione, che, a 
livello elementare, deve essere gratuita e obbligatoria e contribuire alla cultura 
generale del bambino, consentendogli di sviluppare le sue facoltà, il suo giudizio 
personale e il suo senso di responsabilità morale e sociale, in correlazione col 
diritto ad essere guidato da coloro i quali hanno la responsabilità della sua 
educazione e, in particolare, dai genitori; nonché il diritto ad essere protetto contro 
ogni forma di negligenza, crudeltà e sfruttamento, specialmente se attuato, 
quest'ultimo, nel settore del lavoro. 
 Il decimo principio, collocato a chiusa della Dichiarazione, sottolinea poi il diritto 
ad essere protetto contro le pratiche discriminatorie per motivi razziali, religiosi o 
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altro e ad essere educato nello spirito di comprensione, tolleranza ed amicizia tra i 
popoli, di pace e di fratellanza universale.  
Pur non essendo uno strumento vincolante, bensì una mera dichiarazione di 
principi, la Dichiarazione gode di una notevole autorevolezza morale, che le 
deriva dal fatto di essere stata approvata all'unanimità e di essere un documento 
estremamente innovativo per l'epoca. Mentre la Dichiarazione del 1924 non era 
ancora concepita come strumento atto a valorizzare il bambino in quanto titolare, 
ma solo in quanto destinatario passivo di diritti, la Dichiarazione del 1959 
introduce il concetto che anche il minore, al pari di qualsiasi altro essere umano, 
sia un “soggetto di diritti”, e chiede agli Stati di riconoscere i principi in essa 
contemplati e di impegnarsi nella loro applicazione e diffusione. 
A questa dichiarazione d'insieme l'Assemblea generale faceva seguire nel 1986 
una più specifica e articolata sui principi sociali e giuridici applicabili alla 
protezione  e al benessere dei fanciulli, con particolare considerazione per le 
pratiche in materia di adozione e affidamento familiare, che interviene su istituti 
di particolare rilevanza per la delicatezza della materia e la sensibilità degli 
interessi e dei valori coinvolti.73  
 
  
                                                          
73  Principio basilare anche in questa materia ha da essere la priorità degli interessi della famiglia e 
del fanciullo, da considerarsi strettamente interdipendenti, con il conseguente assunto che il 
fanciullo debba poter essere allevato dai suoi genitori naturali. Solo in caso di impossibilità o 
inadeguatezza del permanere del fanciullo nella famiglia d'origine può esserne considerato 
l'inserimento in un'altra famiglia, sempre tenendosi conto prioritariamente del suo interesse e 
dell'appropriata formazione della famiglia di affidamento o adozione, senza che, a seguito di 
tale evento, il fanciullo venga ad essere privato del nome e della cittadinanza a meno che non 
ne ottenga di nuovi, o del diritto di ricercare la sua famiglia d'origine, salvo che ciò contrasti 
con il suo interesse bene inteso. 
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12. Premessa alla Convenzione delle Nazioni Unite sui diritti del bambino. 
 
 Non può sfuggire da questa pur rapida rassegna delle norme internazionali in 
materia di condizione dei minori, fin qui esaminate, come siffatti interventi siano 
settoriali e generici, non omogenei per ambito materiale di disciplina e di 
applicazione non universale ma frazionata tra diverse sfere di destinatari, sì che, 
almeno sino all'entrata in vigore della Convenzione delle Nazioni Unite, donde 
può trarsi una disciplina coordinata e globale destinata a un'applicazione 
tendenzialmente universale, il quadro delle garanzie derivanti da norme 
internazionali deve ritenersi incompleto ed insoddisfacente. Infatti, rispetto al 
quadro piuttosto frammentato fin qui delineato, l'entrata in vigore della 
Convenzione delle Nazioni Unite sui diritti del fanciullo del 1989 segnerà un 
notevole progresso.  
Emerge quindi, il carattere organico e globale del testo convenzionale, assai 
articolato e analitico che, corrispondendo ai principi posti con la Dichiarazione del 
1959, li sviluppa coprendo ogni settore rilevante per la condizione dell'infanzia, 
ponendo a suo generale criterio ispiratore il superiore interesse del fanciullo.  
Un tale principio provvede anche a coordinare il regime previsto dalla 
Convenzione del 1989 con le altre norme di fonte interna o internazionale, specie 
poste dai ricordati accordi in materia dei diritti dell'uomo, sì che dovrà darsi 
prevalenza alla previsione più favorevole. Un testo ampio e ambizioso come 
quello convenzionale inoltre, per la delicatezza delle materie considerate, non ha 
potuto prescindere da soluzioni di compromesso, flessibilità di contenuti o rinvii 
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alle normative statali, non riuscendosi a raggiungere definizioni universalmente 
accoglibili: Ciò per la stessa nozione del soggetto protetto, inteso all'art.1 come 
ogni essere umano al di sotto del diciottesimo anno di età a meno che, secondo le 
leggi del suo Stato, non abbia raggiunto prima la maggiore età, lasciando in 
sostanza agli Stati di fissare il momento iniziale e quello finale dell'applicazione 
del regime convenzionale.74   
Tale Convenzione, ad oggi, costituisce l’unico strumento internazionale 
vincolante in materia ed è l'atto maggiormente ratificato nella storia del diritto 
internazionale, consacrato dal consenso di 191 paesi, ad eccezione degli Stati 
Uniti e della Somalia. La Convenzione introduce una nuova concezione del 
minore al quale riconosce un’identità, indipendentemente dalla famiglia d’origine, 
dalla nazionalità e dalla razza: la visione del bambino, quale destinatario del 
dovere di protezione e di tutela da parte dell’adulto, viene sostituita dal soggetto 
di diritto al quale deve essere riconosciuta la titolarità di specifici diritti, intesa 
come partecipazione e autonomia.  I diritti del minore non si differenziano dal 
contenuto dei diritti di ogni altro individuo, ciò che invece subisce una 
modificazione è il rapporto del bambino con i diritti stessi75. L’importanza del 
loro riconoscimento nei confronti dei soggetti che non hanno raggiunto la 
maggiore età, assume un significato preciso, vale a dire che i diritti garantiti dalla 
Convenzione nascono e si sviluppano unitamente al minore stesso.76 
 
                                                          
74  P. CENDON(a cura di), I bambini e i loro diritti, Bari Il Mulino,1991, p.40ss. P.CEDON, I 
bambini e i loro diritti, 2003. 
75 M. DOGLIOTTI, I diritti del minore e la Convenzione dell’ONU, in Il diritto di famiglia e delle 
persone, Giuffrè, Milano1992, p. 305 
76 COMITATO SUI DIRITTI DELL’INFANZIA, I bambini e i loro diritti, Roma, Comitato 
Italiano per l’UNICEF, 2001, p. 19.  
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13. La Convenzione del 1989. 
 
La Convenzione sui diritti del bambino si differenzia dagli atti fin qui considerati 
non solo per la sua specificità, ma soprattutto,  per il valore vincolante delle sue 
norme tra gli Stati che l'hanno ratificata o vi hanno aderito.  
Iniziata nel 1978, l'elaborazione del progetto di Convenzione da parte di un 
gruppo di lavoro “ad hoc” nell'ambito della Commissione per i diritti dell'uomo 
delle Nazioni Unite, è stata conclusa nel dicembre 1988; il testo che ne è risultato 
è stato approvato dall'Assemblea Generale delle Nazioni Unite il 20 novembre 
1989. La Convenzione, aperta alla firma nel gennaio 1990 è entrata in vigore nel 
novembre dello stesso anno. 
Nel preambolo sono richiamati i principi di pace, uguaglianza, dignità, tolleranza 
e solidarietà, consacrati nella Dichiarazione Universale dei Diritti dell’Uomo, che 
trovano applicazione nei 54 articoli che compongono la Convenzione: una gamma 
di diritti civili, politici, economici, sociali e culturali, quali misure minime che 
devono essere rispettate in tutto il mondo, il cui obiettivo è assicurare ai minori tre 
requisiti fondamentali che vengono riassunti nella formula delle “3 P”: 
“Protection”, la protezione da ogni forma di abuso e la creazione di strutture di 
sostegno per supportare le famiglie nell’attuazione della tutela necessaria per 
l’infanzia; “Provision” l’accesso e la disponibilità di servizi e beni materiali atti a 
soddisfare le esigenze dei minori;  “Partecipation” la promozione dello sviluppo 
dei minori con riferimento alla loro partecipazione alla vita sociale. Tali elementi 
sono finalizzati ad ottenere l’intento che la Convenzione definisce “the best 
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interest of the child’, quale massima espressione e fondamento giuridico del 
diritto del fanciullo al pieno sviluppo della propria personalità. 
Tra i diritti fondamentali che la Convenzione si impegna ad assicurare, si possono 
ricordare: il diritto alla vita,77 alla sopravvivenza ed allo sviluppo( art.6); il diritto 
di godere delle cure dei genitori e di avere un proprio luogo di residenza (art.9)78; 
il diritto alla riunificazione delle famiglie ed ai contatti con i propri genitori 
(art.10); o ancora, il diritto all'istruzione(art.28). Nella Convenzione si fa 
riferimento, inoltre, all'adozione, (art.21), al divieto di sfruttamento economico 
(art.32),  al divieto di sfruttamento sessuale(art.34), di vendita o di tratta dei 
bambini (art35); al riadattamento fisico e psichico e al reinserimento sociale dei 
minori vittime di negligenze, sevizie e sfruttamento(art.36); o ancora alla 
determinazione dell'età in cui un giovane può partecipare ad un conflitto armato 
(art.38).  
Proseguendosi nella disamina degli articoli della Convenzione, deve rilevarsi che 
gli articoli 43 ss. Prevedono l'istituzione ed il funzionamento di un organo di 
controllo, analogo a quello contemplato dalla Convenzione di New York per la 
non-discriminazione nei confronti delle donne del 1979, il quale dovrebbe 
sovrintendere all'applicazione della Convenzione sui diritti del minore, ed al quale 
gli Stati dovrebbero indirizzare periodici rapporti.79  
                                                          
77  Proprio con riferimento al diritto alla vita come diritto "inerente alla persona umana" è stato 
rilevato dalla delegazione italiana, nel corso dei negoziati, il carattere di inderogabilità della 
norma che lo contempla. Vedi a riguardo il Rapporto sui lavori del gruppo "ad hoc" per la 
sessione 1988, doc. n.E/CN.4/1989/WG.I/L 4 del 23.2.1989. Vedi sulla Convenzione dei diritti 
del bambino, M.R. SAULLE, La Convenzione delle Nazioni Unite sui diritti del bambino, in 
Affari Internazionali, 1990, p.55 ss. 
78  Nonché  il diritto alla protezione contro gli abusi di coloro ai quali il minore è affidato, art 9 n.4. 
79 M. R. SAULLE( a cura di), La Convenzione dei diritti del minore e l'ordinamento italiano, 
Edizioni scientifiche italiane,1994, p.25 ss. M. R. SAULLE, Codice internazionale dei diritti 
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La Convenzione è destinata a costituire -specialmente se opportunamente diffusa, 
in conformità dell'art.42 – uno strumento essenziale, a carattere specifico, a tutela 
dei minori, anche e soprattutto di quelli che, in qualsiasi parte del mondo, versano 
in condizioni di particolare disagio.80  
 
14. Le norme della Convenzione che preannunciano una regolamentazione del 
rapporto tra minore e nuove tecnologie. 
  
La Convenzione si presenta come un atto innovativo rispetto a quelli fino ad ora 
menzionati perché è il riflesso di un'epoca in cui, in materia di protezione del 
minore, sono già state attuate alcune conquiste e molti diritti si sono consolidati.  
Nel presente capitolo si cerca di ricostruire lo scenario normativo della tutela del 
bambino a partire dai primi del 900 fino ad oggi per incentivare la riflessione su 
come siano mutati gli ambiti in cui era necessario un intervento nel corso di un 
secolo e su come recentemente siano sorte esigenze del tutto nuove, quale ad 
esempio tutelare un bambino che utilizza internet. Alla luce di questa analisi 
risulta quindi, doveroso soffermarsi opportunamente sulla Convenzione ONU del 
1989, perché questa, per prima, si è posta il problema di come tutelare il minore 
che si relazionava alle nuove tecnologie dell'epoca. 
                                                                                                                                                               
del minore. M. FRANCHI, Protezione dei minori e diritto internazionale privato, Giuffrè 
Milano 1997, p.141. 
80 Non possono concludersi questi cenni senza ricordare che il documento finale, elaborato 
nell'ambito della Conferenza delle Nazioni Unite di Vienna del 14-25 giugno 1993 sui diritti 
umani, contiene una serie di norme concernenti i minori, prevedendo una particolare tutela per 
i minori rifugiati e per i minori disabili, nonché per le bambine vittime di abusi di ogni genere 
e, in alcune parti del mondo, di pratiche sessuali tradizionali spesso mutilanti che ne mettono 
in pericolo la salute fisica e mentale. 
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Per quanto concerne la libertà di espressione l’art. 13, comma 1, stabilisce che “il 
fanciullo ha diritto alla libertà di espressione. Questo diritto comprende la libertà 
di ricercare, ricevere e diffondere informazioni e idee di ogni genere, a 
prescinderne dalle frontiere, sia verbalmente che per iscritto o a mezzo stampa o 
in forma artistica o mediante qualsiasi altro mezzo scelto dal fanciullo”. L’articolo 
statuisce un diritto di ricerca e diffusione delle informazioni che riconosca la 
dignità di interesse giuridico al bisogno di essere informato, da attuarsi mediante 
qualsiasi mezzo, senza indicare un’età minima per esprimere le proprie opinioni, 
né alcuna eccezione per i soggetti portatori di handicap, ma rivolgendosi 
indistintamente a tutti i bambini. Sono delineati l’aspetto attivo e quello passivo 
che caratterizzano la libertà di espressione81  e che si sostanziano, rispettivamente, 
nel diritto all’informazione quale libertà di dare, divulgare notizie, opinioni, 
commenti e nell’interesse generale all’informazione, che in un regime di libera 
democrazia implica una pluralità di fonti di informazione e il libero accesso alle 
medesime.  Viene in tal modo configurato il diritto del minore di esprimere 
liberamente le proprie opinioni e di accedere alle informazioni senza alcuna 
ingerenza da parte dello Stato. L’art. 13 infatti pone l’obbligo di astensione 
dell’intervento statale da qualsiasi interferenza nell’esercizio di tale libertà, 
tutelando l’accesso ai mezzi di comunicazione e al dialogo pubblico82. Le uniche 
limitazioni consentite devono essere stabilite per legge, dall’esigenza di tutelare i 
diritti e la reputazione degli altri soggetti, la sicurezza nazionale e la salute.83  
                                                          
81  MAZZUCCHELLI, Viaggio attraverso i diritti dell’infanzia e dell’adolescenza , Milano, 
FrancoAngeli, Milano 2006, pp. 149 ss. 
82  COMITATO SUI DIRITTI DELL’INFANZIA, Commento n.12, Il diritto del bambino e 
dell’adolescente di essere ascoltato, Roma, Comitato Italiano per l’UNICEF, 2010, p. 26.  
83  Si veda l’art. 13, comma 2 che recita: “L'esercizio di questo diritto può essere sottoposto a 
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La Convenzione amplia la portata del diritto di informazione, conferendogli, in tal 
modo, una propria autonomia rispetto alla libertà di espressione: da mero riflesso 
di quest’ultima, il diritto di informazione viene a configurarsi come libertà civile 
di accesso alle fonti informative.  E’ indubbio come il rispetto del diritto 
all’informazione costituisca un fondamentale prerequisito per l’effettiva 
realizzazione del diritto di esprimere le proprie opinioni.   
La partecipazione dei minori alla vita sociale e ad una maggiore interazione con 
gli adulti, trova applicazione anche nel ruolo dei media, nell’affermare il diritto 
dei più giovani alla libertà di espressione e nell’incaricare gli Stati della 
responsabilità di garantire il più ampio accesso alle informazioni, attraverso la 
redazione di linee-guida per gli operatori dei media e la loro comparazione 
quinquennale con il Comitato ONU sui Diritti del Fanciullo.   
Accanto all’art. 13 si affiancano le previsioni dell’art. 17 che recita: “gli Stati parti 
riconoscono l'importanza della funzione esercitata dai mass media e vigilano 
affinché il fanciullo possa accedere a una informazione e a materiali provenienti 
da fonti nazionali e internazionali varie, soprattutto se finalizzati a promuovere il 
suo benessere sociale, spirituale e morale nonché la sua salute fisica e mentale. A 
tal fine, gli Stati parti: a) incoraggiano i mass media a divulgare informazioni e 
materiali che hanno una utilità sociale e culturale per il fanciullo e corrispondono 
allo spirito dell'art. 29; b) incoraggiano la cooperazione internazionale in vista di 
produrre, di scambiare e di divulgare informazioni e materiali di questo tipo 
provenienti da varie fonti culturali, nazionali e internazionali; c) incoraggiano la 
                                                                                                                                                               
talune restrizioni, che però siano soltanto quelle previste dalla legge e quelle necessarie:a) al 
rispetto dei diritti e della reputazione altrui;b) alla salvaguardia della sicurezza nazionale o 
dell'ordine pubblico, della salute o della moralità pubblica“.  
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produzione e la diffusione di libri per l'infanzia; d) incoraggiano i mass media a 
tenere conto in particolar modo delle esigenze linguistiche dei fanciulli autoctoni 
o appartenenti a un gruppo minoritario; e) favoriscono l'elaborazione di principi 
direttivi appropriati destinati a proteggere il fanciullo dalle informazioni e dai 
materiali che nuocciono al suo benessere in considerazione delle disposizioni 
degli art. 13 e 18”.   
Per la prima volta viene riconosciuto il ruolo fondamentale svolto dai mass media 
nella formazione della personalità dei minori e nel processo di rafforzamento 
dell’immagine e dei diritti del minore nella società, quali agenzie di 
socializzazione 84 che tutelano l’interesse pubblico, la promozione della 
circolazione e dello scambio dei principi democratici. La funzione educativa e 
formativa che svolgono è, infatti, in continua crescita parallelamente a quella della 
scuola e della famiglia, in quanto strumenti di trasmissione dei valori e dei 
modelli di comportamento85.  
Si comprende, pertanto, quanto sia importante garantire al minore il pieno accesso 
ai mezzi informativi idonei a promuovere l’equilibrata formazione del bambino. 
La funzione educativa non può infatti prescindere dalla piena attuazione della 
libertà di espressione e del diritto all’informazione. In assenza del loro esercizio lo 
sviluppo della dignità umana del minore, quale obiettivo che si propone la 
Convenzione, non può essere realizzato.   
Su tale linea si pone l’art. 29 della Convenzione che afferma il diritto 
all’educazione del minore in stretta connessione con l’art. 17, lettera a). Tale 
                                                          
84  SPANGARO, Minori e Mass media: vecchi e nuovi strumenti di tutela, Assago, Ipsoa, 2011, p. 
6.  
85  COMITATO SUI DIRITTI DELL’INFANZIA, I bambini e i loro diritti, cit., p. 65.  
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diritto si sostanzia nella ricezione di informazioni positive che devono essere 
fornite al minore anche da parte dei mass media, attraverso modalità idonee non 
solo allo sviluppo della propria personalità e delle proprie inclinazioni naturali, 
ma altresì trasmettendo valori quali il rispetto per i diritti dell’uomo, 
dell’ambiente, della tolleranza, della pace ed il rispetto dell’identità culturale 
propria e altrui.  
L’art. 29 attribuisce, a tal fine, importanza al processo attraverso il quale il diritto 
all’educazione deve essere promosso, attento a precisare la necessità dei mass 
media di diffondere una informazione non solo positiva ma altresì imparziale, 
attraverso la cooperazione internazionale, con riguardo al materiale proveniente 
da fonti culturali nazionali e internazionali, nonché attraverso la tutela e la 
tolleranza delle differenze linguistiche dei gruppi minoritari (art. 17, lettera d). 
L’art. 17, lettera e) in linea con tale intento, evidenza la necessità di tutelare il 
minore nel momento in cui le informazioni fornite dai media possano influenzare 
negativamente il suo sviluppo, obbligando gli Stati a promuovere l’elaborazione 
di “appropriati principi direttivi”, senza ingerirsi nella scelta educativa della 
famiglia, né pregiudicando l’esercizio della libertà di informazione del minore86. 
La personalità dei minori si sviluppa attraverso l’interazione con i canali di 
informazione tradizionali quali, libri, giornali, tv e quelli di nuova generazione 
come Internet.  
Proprio la diffusione delle tecnologie e la loro versatilità, in qualità di risorse 
formative, ha creato nell’interattività nuovi spazi di espressione, di partecipazione 
                                                          
86  F. MAZZUCCHELLI, Viaggio attraverso i diritti dell’infanzia e dell’adolescenza, 
FrancoAngeli Milano 2006 cit., p. 151.  
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e di relazione. In tal senso è stata delineata la cosiddetta Media Education, che 
rappresenta un ambito nuovo finalizzato a garantire ai minori una formazione 
specifica dietro la guida degli adulti nell’uso dei media. Questo termine connota 
“un’attività, educativa e didattica, finalizzata a sviluppare nei giovani una 
informazione e comprensione critica circa la natura e le categorie dei media, le 
tecniche da loro impiegate per costruire messaggi e produrre  i linguaggi 
specifici”87, il cui obiettivo consiste nell’offrire nuovi strumenti sia per 
comprendere i media, sia per creare future figure professionali in grado di fornire 
apporti costruttivi all’intera società.  
 
15. I Protocolli opzionali alla Convenzione. 
 
La Convenzione sui diritti del fanciullo è espressione di una cooperazione 
internazionale matura rispetto alla considerazione complessiva dei diritti 
dell'uomo, al punto da riflettere un settore specifico e di particolare importanza. Si 
tratta di una Convenzione, quindi, “specializzata” che crea una sorta di statuto dei 
diritti del bambino o, se stiamo alla traduzione del termine impiegato, “minore”.88  
Attraverso questa si determina una sorta di standard internazionale che è 
                                                          
87 ASSOCIAZIONE ITALIANA PER L’EDUCAZIONE AI MEDIA E ALLA 
COMUNICAZIONE, Cos’è la media education?, 
http://www.mediaeducationmed.it/associazionemed/cosa-e-la-media-education.html, 2011. 
88   Prof. V. STARACE, Relazione introdotta nel testo M. R. SAULLE( a cura di), Minori bioetica e 
norme standard nel diritto internazionale, Napoli, Edizioni Scientifiche italiane, 1995, p.28 ss. 
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l'espressione delle comuni valutazioni degli Stati che anche negli anni successivi 
sono tornati a riflettere su come si debba regolare la posizione del minore89.  
Alla Convenzione sono succeduti tre protocolli opzionali, due dei quali adottati 
dopo dieci anni di distanza dalla data della sua entrata in vigore, nel 2000, e il 
terzo, più recente, nel 2011.  
I primi due Protocolli sono stati ratificati dall'Italia con legge 11 marzo 2002, n. 
46 90: "Ratifica ed esecuzione dei protocolli opzionali alla Convenzione dei diritti 
del fanciullo, concernenti rispettivamente la vendita dei bambini, la prostituzione 
dei bambini e la pornografia rappresentante bambini ed il coinvolgimento dei 
bambini nei conflitti armati, fatti a New York il 6 settembre 2000".  
Per quanto concerne il coinvolgimento e l'utilizzo di bambini nei conflitti armati  
già la Convenzione sui diritti dell'infanzia tutelava i bambini coinvolti nella guerra 
con varie disposizioni, in particolare all'art. 38, tuttavia, la gravità della questione 
ha spinto verso la codificazione di uno strumento giuridico di tutela ad hoc oggi 
rappresentato dal Protocollo opzionale.91   
Gli Stati, preoccupati per gli effetti pregiudizievoli ed estesi dei conflitti armati 
sui bambini, e per le ripercussioni a lungo termine che esse possono avere sulla 
durata della pace, della sicurezza e dello sviluppo, condannano il fatto che i 
fanciulli siano bersagli viventi in situazioni di conflitti armati, nonché gli attacchi 
diretti a luoghi protetti dal diritto internazionale, in particolare dove i bambini 
                                                          
89  I. INGRAVALLO, La tutela internazionale dei minori dopo l'entrata in vigore del terzo 
protocollo opzionale alla Convenzione del 1989, in La Comunità Internazionale, 2014, 
P.341ss. 
90   Pubblicato in Gazzetta Ufficiale del 2 aprile 2002, n.77, S.O. 
91   www.unicef.it 
79 
 
sono numerosi, come le scuole e gli ospedali, inoltre prendendone atto, si 
uniformano allo Statuto della Corte penale internazionale, che include fra i crimini 
di guerra nei conflitti armati sia internazionali che non internazionali: la chiamata 
alla leva o l'arruolamento nelle forze armate nazionali di bambini di età inferiore a 
15 anni, o il fatto stesso di farli partecipare attivamente alle ostilità.   
 Pertanto è stato redatto tale Protocollo opzionale che consta di 13 articoli, tra i 
quali rileva l'art 3, che ribadisce che “coloro che non hanno compiuto 18 anni 
hanno diritto a una protezione speciale”, e l'art.4 secondo il quale “I gruppi armati, 
distinti dalle forze armate di uno Stato, non dovrebbero in alcuna circostanza 
arruolare né utilizzare nelle ostilità soggetti aventi un'età inferiore a 18 anni”.92  
Altro Protocollo connesso a quello sopra descritto è il “Protocollo opzionale 
concernente la vendita, la prostituzione e la pornografia rappresentante 
bambini”,93 che ha prodotto un notevole progresso per quanto concerne la tutela 
giuridica internazionale dei minori sfruttati sessualmente.  
L'abuso sessuale sui minori, la prostituzione minorile e il turismo sessuale 
rappresentano, infatti, una piaga del mondo attuale, purtroppo in preoccupante 
aumento.94 La Convenzione sui diritti dell'infanzia si occupa, all'art.34 della 
protezione dei minori dallo sfruttamento sessuale, il Protocollo poi, su cui si 
                                                          
92 PROTOCOLLO OPZIONALE ALLA CONVENZIONE SUI DIRITTI DEL FANCIULLO 
RELATIVO AL COINVOLGIMENTO DEI BAMBINI NEI CONFLITTI ARMATI Adottato 
il 25 maggio 2000. 
93  Adottato e aperto alla firma dall'Assemblea generale delle Nazioni Unite con risoluzione 
A/RES/54/263 del 25 maggio 2000. 
94   Infatti, oltre alla forme di sfruttamento sessuale del minore che si perpetrano in ambito 
familiare, sempre più grave sta diventando il fenomeno del c.d. turismo sessuale, consistente 
in viaggi verso paesi con scarse forme di tutela nei confronti dei minori che si prostituiscono. 
www.unicef.it . E. DELL'AGNESE e E. RUSPINI (a cura di), M. OPPERMANN, Per una 
definizione del turismo sessuale, da Turismo al maschile, turismo al femminile, CEDAM 
Padova,2005, p.300. 
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tornerà più dettagliatamente nel capitolo terzo, ne amplia la trattazione nei sui 17 
articoli, alla luce, anche, del Convegno Internazionale sullo sfruttamento sessuale 
dei minori patrocinato dall'UNICEF e dall'ECPAT - "End Child Prostitution 
Pornography and Trafficking", che si è tenuto nel 1996, a Stoccolma, durante il 
quale si sono elaborate le linee-guida generali ed i piani d'azione per eliminare il 
fenomeno. 
Di centrale importanza sono sicuramente l'art.1, secondo cui“Gli Stati parti 
vietano la vendita di bambini, la prostituzione di bambini e la pornografia con 
bambini, in conformità alle norme del presente Protocollo”; l'art.2 che fornisce 
una definizione di “vendita di bambini”, “prostituzione di bambini” e 
“pornografia rappresentante bambini”95 , e gli art.3 e seguenti, che  fanno 
riferimento agli obblighi per gli Stati Parte di recepire tali atti nell'ambito del 
proprio diritto penale e di adottare ad ogni stadio della procedura penale le misure 
necessarie per proteggere i diritti e gli interessi dei bambini che sono vittime di 
queste pratiche.  
Il terzo protocollo aggiuntivo (“Protocollo opzionale sulla procedura di reclamo”) 
è stato sottoscritto nel novembre 2011 e successivamente aperto alla ratifica da 
parte degli Stati, entrando in vigore nell'aprile 2014, tre mesi dopo il deposito del 
decimo strumento di ratifica, avvenuto il 14  gennaio 2014 ad opera del Costa 
Rica.  
                                                          
95    Ai fini del presente Protocollo: per vendita di bambini si intende qualsiasi atto o transazioni che 
comporta il trasferimento di un bambino, di qualsiasi persona o gruppo di persone ad altra 
persona o ad altro gruppo dietro compenso o qualsiasi altro vantaggio; per prostituzione di 
bambini si intende il fatto di utilizzare un bambino a fini di attività sessuali dietro compenso o 
qualsiasi altro vantaggio; per pornografia rappresentante bambini si intende qualsiasi 
rappresentazione, con qualsiasi mezzo, di un bambino dedito ad attività sessuali esplicite, 
concrete o simulate o qualsiasi rappresentazione degli organi sessuali di un bambino a fini 
soprattutto sessuali. 
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Questo strumento giuridico disciplina le modalità di ricorso, individuale o di 
gruppo, da parte di bambini e adolescenti vittime di violazioni dei propri diritti 
così come sanciti dalla Convenzione sui diritti dell'infanzia e dell'adolescenza.  
In base al Protocollo ogni singolo bambino, o gruppo di bambini, potrà sottoporre 
reclami relativi a specifiche violazioni dei propri diritti sanciti dalla Convenzione, 
questo meccanismo rafforza la responsabilità degli Stati, non solo aiutandoli ad 
identificare le lacune presenti nei sistemi giudiziari nazionali sull'infanzia, ma 
anche fornendo sostegno alle Istituzioni indipendenti per i diritti dei bambini.  
Secondo le nuove norme, tutti i bambini i cui Governi hanno ratificato il 
Protocollo potranno sottoporre ricorsi al Comitato ONU per i Diritti 
dell’Infanzia96, l'organismo indipendente di esperti incaricati di monitorare il 
rispetto dei diritti dell'infanzia da parte degli Stati.  
Tutti gli Stati che hanno ratificato la Convenzione e i suoi Protocolli Opzionali 
hanno l’obbligo di rendere questi meccanismi accessibili a tutti i bambini, con 
particolare attenzione ai bambini più vulnerabili alle violazioni dei  propri diritti, 
come i bambini con disabilità o quelli appartenenti a minoranze.  
Il controllo sul rispetto degli obblighi posti dalla Convenzione del 1989 e dai due 
protocolli del 2000 era già affidato a questo Comitato istituito dall'art.43 della 
Convenzione; in base poi all'art.44 il Comitato ha il compito di esaminare i 
rapporti periodici che gli Stati parti si sono impegnati a sottoporgli in merito 
                                                          
96  La Parte seconda della Convenzione ONU sui diritti dell'infanzia istituisce il Comitato sui diritti 
dell'infanzia allo scopo di esaminare i progressi compiuti dagli Stati parti nell'esecuzione degli 
obblighi derivanti dal trattato. Il Comitato è composto da 18 esperti di alta moralità e in 
possesso di una competenza riconosciuta nel settore oggetto della Convenzione sui diritti 
dell'infanzia.  
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all'adempimento degli obblighi convenzionali. Al riguardo il Comitato ha 
approvato delle specifiche linee-guida per gli Stati parti alla Convenzione, e per 
quanto concerne i contenuti del rapporto iniziale e dei rapporti periodici 
successivi97 : la sua competenza è stata estesa anche ai rapporti statali in merito ai 
due Protocolli del 2000.98  
In questo scenario si inserisce come una novità tale Protocollo approvato con 
risoluzione n. 66/138 del 19 dicembre 201199, a differenza dei due Protocolli 
opzionali del 2000, infatti, questo non contiene disposizioni a contenuto materiale, 
ma istituisce un meccanismo di comunicazioni individuali e interstatali, nonché 
una procedura di inchiesta, per violazioni della Convenzione e/o dei primi due 
Protocolli.  
Si tratta di un rafforzamento del sistema di controllo sugli obblighi relativi a 
questi accordi, che riproduce in riferimento alla tutela internazionale dei minori 
procedure e regole già applicate in altri sistemi internazionali di garanzia dei 
diritti umani.  
                                                          
97   Cfr.UN Doc. CRC/C/5 approvato il 15 ottobre 1991; Cfr.UN Doc. CRC/C/58Rev. 1, approvato 
il 3 giugno 2005. 
98   A seguito della presentazione dei rapporti da parte degli Stati contraenti, il Comitato instaura 
con essi un dialogo in merito ai loro contenuti, al termine del quale l'organo formula delle 
osservazioni aventi carattere raccomandatorio rivolte agli Stati. Inoltre, a cadenza biennale, 
quest'organo presenta all'Assemblea generale dell'ONU un rapporto dedicato all'applicazione 
della stessa Convenzione. Esso non ha poteri vincolanti né tanto meno sanzionatori, nei 
confronti degli Stati parti; la sua competenza ad approvare osservazioni di carattere generale 
può ricavarsi dall'art.45 lett d), della Convenzione, il quale dispone che esso “può fare 
suggerimenti e raccomandazioni generali”. 
99  A fine ottobre 2014 gli Stati parti sono quattordici (Albania, Andorra, Belgio, Bolivia, 
Costarica,Gabon, Germania, Irlanda, Monaco, Montenegro, Portogallo, Slovacchia, Spagna e 
Thailandia), mentre altri 35 Stati hanno firmato il Protocollo, ma non l'hanno ratificato. Tra i 
firmatari vi è anche l'Italia, dove il 26 agosto 2014 è stato avviato in Senato l'iter parlamentare 
finalizzato all'approvazione della legge di autorizzazione alla ratifica di questo Protocollo.  
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Pur essendo soggetto a riserve e dichiarazioni interpretative,100 questo Protocollo 
risalta particolarmente per la rapidità del suo processo di elaborazione: Il testo, 
predisposto da un Open-ended Working Roup del Consiglio dei diritti umani, è 
stato da questo approvato il 16 febbraio 2011 e trasmesso al Consiglio dei diritti 
umani, che il 17 giugno che lo ha adottato per consensus.101  
 Il Protocollo del 2011 e le Regole di procedura approvate dal Comitato sui diritti 
del fanciullo confermano il rilievo dell'interesse superiore del minore, rivolto 
questa volta non agli Stati parti, ma allo stesso Comitato nello svolgimento delle 
nuove competenze attribuitegli. L'art.2, infatti, impegna il Comitato a considerare 
l'interesse superiore del minore quale punto di riferimento imprescindibile; il 
Comitato deve rispettare i diritti e le opinioni dei fanciulli, in considerazione della 
loro età e del loro grado di sviluppo.    Il profilo di maggior interesse riguarda la 
possibilità di rivolgere al Comitato comunicazioni individuali per lamentare 
violazioni dei diritti dei minori posti dalla Convenzione e dai due protocolli del 
2000; delle comunicazioni individuali si occupa l'art.5, che stabilisce che esse  
may be submitted by or on behalf of an individual or group of individuals  che 
lamentino di essere vittime di una violazione, da parte di uno Stato contraente, di 
un diritto che esso è tenuto a rispettare.  
Ai sensi dell'art.8 il Comitato sui diritti del fanciullo, se non dichiara la 
comunicazione inammissibile, è tenuto a sottoporla all'attenzione dello Stato 
                                                          
100   Nel progetto di protocollo era stata inserita una norma che escludeva l'apposizione di riserve, 
ma è stata eliminata nella versione finale. Tra gli Stati che hanno ratificato il Protocollo del 
2011, si segnala la dichiarazione della Turchia, nella quale, con riferimento alle nuove 
competenze del Comitato sui diritti del fanciullo, è confermata la validità delle riserve e 
dichiarazioni turche nei confronti della Convenzione del 1989 e dei due protocolli del 2000. 
101  Cfr. la risoluzione n. 17/18 approvata dal Consiglio dei diritti umani in occasione della sua 
diciassettesima sessione, UN Doc. A/HRC/RES/17/18, del 14 luglio 2011. 
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interessato, in maniera riservata(ma non anonima) e con la massima urgenza;102  
L'art.11 impegna lo Stato interessato a tenere nella “dovuta considerazione” 
l'opinione e le eventuali raccomandazioni del Comitato e a sottoporgli una 
risposta scritta nel più breve tempo possibile, comunque non oltre sei mesi.  Il 
successivo art.14 riguarda invece la procedura di follow-up, in virtù della quale il 
Comitato, trascorsi i sei mesi che lo Stato ha a disposizione per sottoporgli le 
proprie osservazioni, può sollecitarlo a comunicargli le misure adottate al fine di 
dare seguito alla procedura d'inchiesta.103 
 
16. Lo scenario internazionale dopo la Convenzione. La Carta africana sui diritti e 
il benessere del minore. 
 
La Convenzione sopra descritta e i suoi Protocolli aggiuntivi hanno segnato una 
svolta per quanto concerne la tutela del minore. Se in precedenza vi era 
sostanzialmente  un'enunciazione di principi morali dichiarati, la Convenzione 
costituisce, per la prima volta, uno strumento giuridico di diritto internazionale 
che vincola gli Stati firmatari, e che inevitabilmente è andata a condizionare anche 
la produzione normativa (internazionale o europea) di vario genere che l' ha 
succeduta.104  
                                                          
102   Lo Stato è obbligato a rispondere a tale richiesta del Comitato e a fornirgli per iscritto, il prima 
possibile e comunque entro sei mesi, la propria opinione in merito alla questione oggetto della 
comunicazione. 
103  Vedi I. INGRAVALLO, La tutela internazionale dei minori dopo l'entrata in vigore del terzo 
Protocollo opzionale alla Convenzione del 1989, in La comunità internazionale, 2014, 
p.341ss. 
104  V. LACOPPOLA, La tutela del minore abusato nell'era della globalizzazione, Gli atti 
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Procedendo secondo una sorta di rapido escursus temporale delle norme 
riguardanti i minori che succedono alla Convenzione ONU, si può menzionare la 
“Carta africana sui diritti e il benessere del minore”, adottata dalla Conferenza dei 
Capi di Stato e di Governo dell’Organizzazione per l’Unità Africana ad Addis 
Abeba, l’11 luglio 1990 ed entrata in vigore il 29 novembre 1999.  
In questa Carta gli Stati africani osservano con preoccupazione che la situazione 
di gran parte dei bambini in Africa rimane critica, in ragione di fattori peculiari 
relativi a circostanze socio-economiche, a tradizioni e a condizioni di sviluppo, a 
disastri naturali, conflitti armati, sfruttamento e fame, e che, in considerazione 
della loro immaturità fisica e mentale, bambini e bambine necessitano di speciale 
tutela e cura.  
Questi inoltre riconoscono che il minore occupa una posizione unica e privilegiata 
nella società africana e che per il pieno e armonioso sviluppo della sua personalità 
dovrebbe crescere in un ambiente familiare e in un'atmosfera di gioia, amore e 
comprensione; il bambino necessita di particolare cura per quanto concerne la 
salute e lo sviluppo fisico, mentale, morale e sociale e richiede protezione 
giuridica in condizioni di libertà, dignità e sicurezza.105  
La “Carta” nella prima parte dedicata ai diritti e ai doveri, sancisce all'art.1 
l'obbligo degli Stati parti di riconoscere i diritti, le libertà e i doveri stabiliti nella 
medesima; all'art.2 dà una definizione di minore che si riferisce a quella della 
Convenzione dell'anno precedente e all'art.4 enuncia il principio del “miglior 
interesse del minore”: in ogni azione che riguarda il minore intrapresa da 
                                                                                                                                                               
internazionali sulla tutela dei minori, Cacucci, Bari 2003 p.52ss. 
105  ARCHIVIO PACE, DIRITTI UMANI, centro di ateneo per i diritti umani dell'Università di 
Padova, unipd-centrodirittiumani.it 
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qualunque persona o autorità, il miglior interesse del minore sarà una 
considerazione primaria.106  
Nella seconda parte poi, art.32 e ss, viene prevista l'istituzione e l'organizzazione 
del Comitato sui diritti e il benessere del minore, sulla falsa riga del Comitato sui 
diritti del fanciullo istituito ad opera della Convenzione del 1989; la Carta 
Africana riprende quindi a livello regionale ciò che era stato affermato nelle varie 
Convenzioni a carattere universale come la Dichiarazione Universale dei Diritti 
dell’Uomo e la Convenzione sui Diritti del Fanciullo pur esprimendo i valori 
sociali e culturali dell’Africa, inclusi quelli legati alla famiglia, alla comunità e 
alla società. A questa Carta è succeduto, poi, un Protocollo Adottato a Maputo, in  
Mozambico, l’11 luglio 2003, nella 2° sessione ordinaria dell’Assemblea 
dell’Unione Africana ed entrato in vigore il 25 novembre 2005, “sui diritti 
dell'uomo e dei popoli e sui diritti delle donne in Africa”.107  
 
17. Trattati multilaterali. La Convenzione europea sull'esercizio dei diritti dei 
fanciulli (Strasburgo, 1996). 
 
Tra i trattati multilaterali relativi ai minori, devono essere menzionate anche: la 
Convenzione sulla protezione dei minori e sulla cooperazione in materia di 
adozione internazionale, adottata a l'Aja il 29 maggio 1993. Ivi gli Stati 
riconoscono che, per lo sviluppo armonioso della sua personalità, il minore deve 
                                                          
106  . http://www.africa-union.org/Official_documents/Treaties 
107   LA TUTELA INTERNAZIONALE DEI DIRITTI DEL FANCIULLO, 
  MOIRA AGRIMI, volontarioUNIC, http://www.onuitalia.it/diritti/infanzia/tutela.html 
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crescere in un ambiente familiare, in un clima di benessere, d'amore e di 
comprensione;108 o la Convenzione concernente la competenza, la legge 
applicabile, il riconoscimento, l'esecuzione e la cooperazione in materia di 
responsabilità genitoriale e di misure di protezione dei minori adottata a l'Aja il 19 
ottobre 1996.  
Questa Convenzione strutturata in 63 articoli sorge dall'esigenza di modificare la 
Convenzione del 1961, e se per certi versi si rifà ad essa, per altri non ne ripete i 
contenuti come per quanto riguarda la definizione di minore che, riallacciandosi a 
quanto detto nella Convenzione sui diritti del fanciullo, è ogni soggetto che non ha 
compiuto il diciottesimo anno di età.  
Al medesimo anno risale la Convenzione europea sull'esercizio dei diritti dei 
fanciulli aperta alla firma e alla ratifica degli Stati dal Consiglio d'Europa, 
esattamente il 25 gennaio 1996 a Strasburgo. 
Essa mira a promuovere un'ampia partecipazione del minore nei procedimenti 
familiari che lo concernono riconoscendogli il diritto ad essere sempre ascoltato, 
ad essere rappresentato in giudizio da un proprio rappresentante, a rivestire, in 
alcuni casi, il ruolo di parte nei procedimenti che investono la sua persona.  
L'elaborazione di questa Convenzione, durata oltre quattro anni, ha inizio nel 
1990 sulla base della Raccomandazione n. 1121 dell'Assemblea parlamentare del 
Consiglio d'Europa e sulla spinta della Convenzione sui diritti del fanciullo del 
1989; la Convenzione europea ambisce, infatti, ad essere considerata un 
completamento della Convenzione di New York, in particolare del suo articolo 12 
                                                          
108  M. FRANCHI, Protezione dei minori e diritto internazionale privato, Giuffrè, Milano 1997, 
p127. 
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in cui si afferma il diritto del bambino ad essere ascoltato in tutte le procedure 
giudiziarie o amministrative che lo concernono e in tal senso, sulla base della 
Raccomandazione 1121, vuole porsi come strumento giuridico complementare e 
specifico dell'area europea in materia di diritti dei minori.  
L'idea di minore che la Convenzione propone, è quella di un minore capace di 
agire autonomamente nei procedimenti che lo riguardano, per la tutela dei suoi 
diritti, è il frutto di un lungo e contrastato cammino nel quale i “bambini” hanno 
visto progressivamente riconosciuta la propria soggettività di fronte al diritto.  
Al di là delle norme specifiche di tale Convenzione, relative ad esempio al diritto 
di essere informato e di esprimere la propria opinione nei procedimenti, ciò che 
rileva ai fini della presente trattazione è che essa si inserisce a pieno in quel lento 
processo di acquisizione di pieni diritti da parte del minore iniziato all'inizio del 
secolo; questa è un'altra piccola tappa verso la constatazione che i bambini proprio 
come gli adulti sono soggetti di diritto a pieno titolo, e che pur essendo bisognosi 
di una maggiore tutela in virtù della loro giovane età non possono essere ignorate 
le loro opinioni. 
  
18. La Carta sociale europea. 
 
Al medesimo periodo risale la Carta sociale europea, aperta alla firma degli Stati 
membri del Consiglio d’Europa, a Strasburgo, il 3 maggio 1996 ed Entrata in 
vigore il 1° luglio 1999.  
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Essa tiene conto dell’evoluzione della società europea successiva all’elaborazione 
della Carta nel 1961, ed è sorta con l'intento di migliorare a livello internazionale i 
diritti economici e sociali.  
La Carta riesaminata è un trattato internazionale che riunisce in un solo strumento 
tutti i diritti garantiti dalla Carta del 1961 e dal suo Protocollo addizionale del 
1988, ed aggiunge rispetto alla precedente i seguenti nuovo diritti: diritto alla 
protezione contro la povertà e l’esclusione sociale; diritto alla casa; protezione in 
caso di licenziamento; diritto alla protezione contro le molestie sessuali ed alle 
altre forme di molestie; diritti del lavoratori aventi delle responsabilità familiari 
all’uguaglianza di opportunità e di trattamento; diritti dei rappresentanti dei 
lavoratori.  
La Carta si preoccupa inoltre di rafforzare il principio di non discriminazione e 
migliorare l’eguaglianza tra donne e uomini in tutti i campi coperti dal trattato, 
fornisce anche una maggiore protezione sociale alle madri e una protezione anche 
giuridica e sociale dei minori lavoratori e delle persone con handicap.  
L'applicazione della nuova Carta è sottoposta allo stesso dispositivo di controllo 
previsto dalla Carta del 1961, già rafforzato dal Protocollo  n. 142 del 1991 e dal 
Protocollo n.158 del 1995, che prevedeva un sistema di reclamo collettivo.109  
Per quanto concerne la presente trattazione vanno ricordati l'art.7 ,“Diritto dei 
bambini e degli adolescenti ad una tutela”, nel quale viene fissata a 15 anni l'età 
minima di ammissione al lavoro e a 18 l'età minima per alcune occupazioni 
considerate come pericolose o insalubri; inoltre viene vietato che  i bambini 
                                                          
109   http://conventions.coe.int (Consiglio d'Europa). 
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ancora in età d'istruzione obbligatoria siano utilizzati per lavori che li privano del 
pieno beneficio di tale istruzione e viene assicurata una speciale protezione contro 
i pericoli fisici e morali cui i bambini e gli adolescenti sono esposti ed in 
particolare contro quelli che risultano direttamente o indirettamente dal loro 
lavoro.110  
Degni di nota sono anche l'art.16 “Diritto della famiglia ad una tutela sociale 
giuridica ed economica” e l'art.17 “Diritto dei bambini e degli adolescenti ad una 
tutela sociale, giuridica ed economica”, nel quale le Parti s'impegnano a prendere 
sia direttamente sia in cooperazione con le organizzazioni pubbliche o private 
tutte le misure necessarie e appropriate miranti a garantire ai bambini ed agli 
adolescenti, in considerazione dei diritti e doveri dei genitori, le cure, l'assistenza, 
l'istruzione e la formazione di cui necessitano, in particolare prevedendo la 
creazione o il mantenimento di istituzioni o di servizi adeguati e sufficienti a tal 
fine; si impegnano inoltre a proteggere i bambini e gli adolescenti dalla 
negligenza, dalla violenza o dallo sfruttamento e ad assicurare una speciale 
protezione e l'aiuto dello Stato nei confronti del bambino o dell'adolescente, 
temporaneamente o definitivamente privato del suo sostegno familiare.111 
 
19. La Carta dei diritti fondamentali dell'Unione Europea. 
 
                                                          
110  Carta sociale europea, n.168,1996, art.7 c.1-10 
111  Carta sociale europea, n.168, 1996, art.17 c. 1 (lett. a-b-c) 
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Come recita la Carta dei diritti fondamentali nel suo preambolo,” l’Unione si 
fonda sui valori indivisibili e universali di dignità umana, di libertà, di 
uguaglianza e di solidarietà”,essa si basa sui principi di democrazia e dello stato di 
diritto, pone, inoltre,  la persona al centro della sua azione istituendo la 
cittadinanza dell’Unione e creando uno spazio di libertà, sicurezza e giustizia.  
La Carta dei diritti fondamentali dell'Unione europea, detta anche Carta di Nizza, 
è stata solennemente proclamata una prima volta il 7 dicembre 2000 a Nizza e una 
seconda volta, in una versione adattata, il 12 dicembre 2007 a Strasburgo da 
Parlamento, Consiglio e Commissione, essa si pone l'intento di “rafforzare la 
tutela dei diritti fondamentali alla luce dell’evoluzione della società, del progresso 
sociale e degli sviluppi scientifici e tecnologici”.112  
Con particolare riguardo alla tutela dei minori, oltre all'art.14 che enuncia il 
“diritto all'istruzione”, è di fondamentale importanza l'art.24, “Diritti del 
bambino”, nel quale si afferma che “i bambini hanno diritto alla protezione e alle 
cure necessarie per il loro benessere” ; essi possono esprimere liberamente la 
propria opinione e questa viene presa in considerazione sulle questioni che li 
riguardano in funzione della loro età e della loro maturità.  
In tutti gli atti relativi ai bambini, siano essi compiuti da autorità pubbliche o da 
istituzioni private, l’interesse superiore del bambino deve essere considerato 
preminente. Inoltre al terzo comma si sostiene che “ogni bambino ha diritto di 
intrattenere regolarmente relazioni personali e contatti diretti con i due genitori, 
salvo qualora ciò sia contrario al suo interesse”.  
                                                          
112  Gazzetta ufficiale della Comunità europea, 2000/C 364/01, Preambolo. 
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Nelle Spiegazioni alla Carta di Nizza, che per effetto dell'art.6 TUE ha assunto in 
seguito la stessa efficacia giuridica dei trattati, viene precisato che l'art.24 “si basa 
sulla  Convenzione di New York sui diritti del fanciullo, firmata il 20 novembre 
1989, e in particolare, sugli articoli 3,9,12 e 13 di detta Convenzione”.  
Il Regolamento (CE) n.2201/2003 del Consiglio del 27 novembre 2003, relativo 
alla competenza, al riconoscimento e all'esecuzione delle decisioni in materia 
matrimoniale e in materia di responsabilità genitoriale, al suo considerando 33 
sostiene di mirare in particolare a “garantire il pieno rispetto dei diritti 
fondamentali del bambino quali riconosciuti dall' art.24 della Carta dei diritti 
fondamentali dell'Unione Europea”, così da sottolineare il vasto eco delle norme 
della seguente Carta nel contesto europeo successivo ad essa.113 
 
20. Il trattato dell'Unione Europea. 
 
La normativa relativa ai minori nell'ambito dell'Unione Europea è vasta e 
variegata, qui mi limito solo a citare, alla luce dell'iter storico che mi sono 
prefissata di ricostruire, alcune decisioni e risoluzioni su cui tornerò più 
dettagliatamente nel capitolo quarto. Tra queste: la Decisione del Consiglio 
dell'Unione Europea del 2000 che combatte la pornografia infantile su Internet, 
contenente iniziative legislative volte a contrastare lo sfruttamento sessuale dei 
bambini, tra cui l'adozione di definizioni, incriminazioni e sanzioni comuni a tutti 
                                                          
113  O. PORCHIA, Gli strumenti sovranazionali di ascolto del minore,in Diritti  umani e diritto 
internazionale, 2012, p79 ss. 
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gli Stati; la Decisione del Consiglio che istituisce la seconda fase del programma 
di azione comunitaria a supporto dei progetti finalizzati alla prevenzione ed alla 
lotta della tratta di persone,  in particolare la tratta di minori, il loro sfruttamento 
sessuale e la pornografia infantile del 2001; la Decisione del Parlamento europeo 
e del Consiglio che istituisce la seconda fase del programma di azione comunitaria 
(2004-2008) per prevenire la violenza contro i bambini, i giovani e le donne e per 
proteggere le vittime e i gruppi a rischio (programma Daphne II) del 2003 che 
mira ad adottare misure volte a garantire un elevato livello di tutela della salute 
fisica e psichica proteggendo i bambini, i giovani e le donne dalla violenza114; la 
Decisione n.1151/2003/CE del Parlamento europeo e del Consiglio che adotta un 
piano pluriennale d'azione e comunitario per promuovere l'uso sicuro di internet 
attraverso la lotta alle informazioni di contenuto illegale e nocivo diffuse 
attraverso le reti globali del 2003; la Decisione quadro del Consiglio dell'Unione 
Europea (2004/68/GAI) relativa alla lotta contro lo sfruttamento sessuale dei 
bambini e la pornografia infantile; e  il trattato di Lanzarote del Consiglio 
d’Europa sulla protezione dei minori dallo sfruttamento e dagli abusi sessuali 
(2007, STCE n. 201) . 
 Come avrò modo di argomentare più dettagliatamente nel terzo capitolo dedicato 
espressamente a tale argomento, lo sfruttamento sessuale dei bambini e la 
pornografia infantile costituiscono gravi violazioni dei diritti dell'uomo e del 
diritto fondamentale di tutti i bambini ad una crescita, un'educazione ed uno 
sviluppo armoniosi. 
                                                          
114 
http://europa.eu/legislation_summaries/human_rights/fundamental_rights_within_european_u
nion/l33062_it.htm 
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La pornografia infantile è una forma particolarmente grave di sfruttamento 
sessuale dei bambini ed è in crescita recentemente   poiché si diffonde 
rapidamente attraverso l'uso delle nuove tecnologie e di Internet. 
L'importante opera portata avanti in questo settore da molte organizzazioni 
internazionali deve essere integrata da quella dell'Unione europea. È necessario, 
infatti,  affrontare reati gravi quali lo sfruttamento sessuale dei minori e la 
pornografia infantile con un approccio globale che comprenda, quali parti 
integranti, elementi costitutivi della legislazione penale comuni a tutti gli Stati 
membri, tra cui sanzioni effettive, proporzionate e dissuasive, e una cooperazione 
giudiziaria più ampia possibile. 
Prima dell'entrata in vigore del Trattato di Lisbona la Commissione, nella 
comunicazione sugli obbiettivi strategici 2005-2009, poneva i diritti dei minori al 
centro dell'attenzione: “Una particolare priorità consiste nell'efficace tutela dei 
diritti dei minori contro lo sfruttamento economico e tutte le forme di abuso.” A 
tal riguardo, l'Unione dovrebbe fungere da esempio per il resto del mondo”.115  
Pur in assenza di una base giuridica specifica, a livello di Unione europea sono 
stati adottati numerosi strumenti che incidono, direttamente o indirettamente, sui 
diritti dei minori. L'obbligo dell'Unione di rispettare i diritti fondamentali, 
compresi quelli dei bambini, implica non soltanto il dovere generale di astenersi 
da qualsiasi atto che possa comportarne la violazione, ma di integrarli anche nelle 
politiche attuate in virtù delle diverse basi giuridiche dei trattati.  
                                                          
115   Obiettivi strategici 2005-2009, Europa 2010: un partenariato per il rinnovamento europeo – 
Prosperità, solidarietà e sicurezza, COM (2005) 12 def. Del 26.1.2005. 
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Inoltre, anche se, come già detto, non è prevista una competenza generale, i trattati 
attribuiscono all'Unione diverse competenze particolari che le consentono di 
adottare azioni positive specifiche per la salvaguardia e la promozione dei diritti 
dei minori. Ogni misura di questo tipo deve rispettare i principi di sussidiarietà e 
di proporzionalità senza invadere la competenza degli Stati membri.116 Nell'aprile 
2005, la Commissione adottava una comunicazione volta a migliorare la 
compatibilità delle sue proposte legislative con le disposizioni della Carta dei 
diritti fondamentali;117 seguiva una relazione elaborata dal Parlamento europeo,118 
con la quale si auspicava il coinvolgimento dei rappresentanti della società civile e 
delle organizzazioni internazionali specializzate in tali ambiti al fine di poter 
individuare i possibili rischi che proposte apparentemente innocue possono 
presentare per i diritti dei minori.  
Tutto ciò ha portato, dunque, all'adozione del Trattato di Lisbona, firmato dai capi 
di Stato o di governo dei 27 Stati membri il 13 dicembre del 2007, ed entrato in 
vigore il 1° gennaio 2009 con la finalità di rendere l'UE più democratica, 
efficiente e preparata per affrontare diversi problemi di portata mondiale.  
L'art.2 enuncia i valori su cui si fonda l'Unione,il rispetto della dignità umana, la 
libertà e l'uguaglianza, tali valori, congiuntamente al rispetto di tutti i diritti umani 
                                                          
116  G. DAMMACCO( a cura di), Tutela giuridica del minore e uso consapevole di internet, 
Cacucci editore, 2008, C. NOTARSTEFANO, Orientamenti giuridico-istituzionali dell'Unione 
Europea in tema di diritti dei minori e uso consapevole di internet e delle tecnologie on-line,  
p.16-17. 
117  Comunicazione della Commissione sul rispetto della Carta dei diritti fondamentali nelle 
proposte legislative della Commissione. Metodologia per un controllo sistematico e rigoroso, 
COM(2005)172 def. Del 27.4.2005.  
118   Risoluzione del Parlamento europeo del 15 marzo 2007, 2005/2169(INI) 
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fondamentali, devono essere comuni a tutti gli Stati membri nell'ambito di una 
società caratterizzata da pluralismo, giustizia e non-discriminazione.119  
All'art'3 l'Unione “si prefigge di promuovere la pace, i suoi valori e il benessere 
dei suoi popoli” e al comma 3 in particolare, dice di combattere “l'esclusione 
sociale e le discriminazioni e promuove la giustizia e la protezione sociali, la 
parità tra donne e uomini, la solidarietà tra le generazioni e la tutela dei diritti del 
minore”; all'art.6 poi, il trattato riconosce i diritti, le libertà e i principi sanciti 
nella Carta di Nizza del 2000, e quindi anche l'art.24 sui “diritti del bambino” e 
l'art.32 sulla protezione dei bambini che lavorano; il Trattato integrando la Carta 
dei diritti fondamentali nel diritto primario europeo gli conferisce lo stesso valore 
giuridico dei trattati e, conseguentemente, rende possibile che la Corte di giustizia 
europea sia chiamata a pronunciarsi sul loro rispetto. 
 Ancora l'art.21 TUE, occupandosi dell'azione dell'Unione sulla scena 
internazionale, ribadisce che essa si fonda sui principi di democrazia e universalità 
dei diritti dell'uomo e delle libertà fondamentali e che nel rispetto di tali principi si 
impegna a cooperare con paesi terzi ed organizzazioni internazionali per 
raggiungere soluzioni multilaterali ai problemi comuni, quali la povertà, la tutela 
dell'ambiente o dei minori.  
Congiuntamente a questo Trattato va letto anche il Trattato sul funzionamento 
dell'Unione Europea il cui art.79, affrontando l'argomento della politica 
dell'Unione sull'immigrazione, afferma al comma 2 lett. d) che il Parlamento 
europeo e il Consiglio adottano misure per quanto concerne la “lotta contro la 
                                                          
119 Art.2 Trattato sull'Unione Europea(versione consolidata), Gazzetta ufficiale n. C 326 del 
26/10/2012 pag. 0001 – 0390. 
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tratta degli esseri umani, in particolare donne e minori”; l'art.81 poi, trattando di 
cooperazione giudiziaria in materia civile, al suo terzo comma prevede una 
procedura legislativa speciale per quanto concerne le misure relative al diritti di 
famiglia, proprio per la particolarità dei soggetti coinvolti.  
Ancora l'art.83, nell'enunciare che Parlamento europeo e Consiglio possono 
stabilire norme minime relative alla definizione dei reati e delle sanzioni in sfere 
di criminalità particolarmente grave che presentano una dimensione 
transnazionale, menziona al primo comma tra le suddette sfere di criminalità: 
“tratta degli esseri umani e sfruttamento sessuale delle donne e dei minori”.120  
Da questa rapida analisi emerge che la promozione e la tutela dei diritti dei minori 
sono un obiettivo dell'UE messo in primo piano dal Trattato di Lisbona, esso 
infatti rafforza ulteriormente la capacità giuridica del bambino promuovendo i 
suoi diritti, in particolare grazie alla competenza concorrente riconosciuta 
all'Unione nel settore della libertà, sicurezza e giustizia.   
 Il trattato di Lisbona  cerca di dotarsi degli strumenti necessari  per poter 
raggiungere gli obbiettivi che si è prefissato, quali la tutela e la promozione dei 
diritti dei bambini, anche quelli di più recente formazione. Nella Carta, infatti, 
compaiono importanti diritti che non trovano traccia né nella giurisprudenza 
comunitaria pregressa, né nelle Costituzioni nazionali degli Stati membri, né nella 
Convenzione europea dei Diritti dell’Uomo. Inedito, per esempio, è il titolo primo 
sulla Dignità umana e, in particolare, gli articoli 24, 25 e 26 sui diritti del 
bambino, dell’anziano e del disabile, che non hanno corrispondenti nelle 
                                                          
120 EU frame work of law for children's rights, Parlamento Europeo, 2012. 
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Costituzioni nazionali; il Trattato di Lisbona, quindi,  arricchisce l’elenco dei 
diritti fondamentali, includendone di nuovi, indotti dall’evoluzione della società e 
dagli sviluppi scientifici e tecnologici.   
 
21. Le direttive in tema di diritti dei minori adottate dopo l'entrata in vigore del 
Trattato di Lisbona. 
 
Dall'entrata in vigore del trattato di Lisbona sono stati adottati una serie di 
strumenti relativi ai diritti dei bambini, la Commissione in particolare, ha 
partecipato attivamente nel promuovere la tutela dei minori nell'Unione, per 
esempio attraverso la sua comunicazione ‘An EU Agenda for the Rights of the 
Child’,121 tale agenda si propone di intensificare gli sforzi per la protezione e 
promozione dei diritti dei bambini nelle politiche e nelle azioni dell'Unione, 
garantendo il rispetto dei Trattati e della Carta dei diritti fondamentali; essa 
prevede un programma con undici  azioni dirette a integrare maggiormente i 
concetti di benessere e la tutela dei minori. Con queste azioni la Commissione si 
impegna ad adottare direttive volte a rafforzare la protezione delle vittime o degli 
indagati vulnerabili, in particolare i minori; o a promuovere le direttive del 
                                                          
121 Comunicazione della Commissione al Parlamento europeo, al Consiglio, al Comitato 
economico e sociale europeo e al Comitato delle regioni del 15 febbraio 2011, dal titolo 
“Programma dell’Unione europea per i diritti dei minori” [COM(2011) 60def. – Non 
pubblicata nella Gazzetta ufficiale]. Essa richiama la Comunicazione del 4 luglio 2006, da 
titolo “Verso una strategia europea sui diritti dei minori” [COM(2006) 367def. - Non 
pubblicata nella Gazzetta ufficiale], che indicava già quali tematiche urgenti:  la tratta e la 
prostituzione minorile, la violenza in danno dei minori, la discriminazione, la povertà infantile, 
l’esclusione sociale, il lavoro minorile, la salute e l’istruzione; ponendosi già allora sette 
obbiettivi per gli anni a seguire. 
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Consiglio d’Europa sulla giustizia adattata ai bambini, integrandole 
nell’elaborazione della normativa civile e penale.  
La Commissione inoltre, si è prefissata di incoraggiare l’attivazione rapida della 
linea di assistenza telefonica europea 116 000 per la segnalazione di minori 
scomparsi e la realizzazione di sistemi di “allerta rapimenti”; di adottare misure 
nel quadro del programma dell'UE “Internet più sicuro” contro il bullismo, il 
grooming, l’esposizione a contenuti dannosi e altri rischi connessi alla 
navigazione su Internet da parte dei giovani (su cui tornerò più dettagliatamente 
nel capitolo successivo); e di attuare gli orientamenti dell'UE per promuovere e 
tutelare i diritti dell'infanzia nelle sue relazioni con i paesi terzi, nonché i suoi 
orientamenti sui bambini e i conflitti armati.122  
Tra gli atti adottati recentemente è sicuramente degna di nota anche la Direttiva 
2010/13/EU sull'uso di media e TV,123 tale direttiva che  stabilisce disposizioni 
legislative, regolamentari e amministrative concernenti la fornitura e la 
circolazione dei servizi di media audiovisivi dedica una particolare sezione alla 
tutela dei minori, l'art.27 dice infatti che ” Gli Stati membri adottano le misure atte 
a garantire che le trasmissioni televisive delle emittenti soggette alla loro 
giurisdizione non contengano alcun programma che possa nuocere gravemente 
allo sviluppo fisico, mentale o morale dei minori, in particolare programmi che 
contengano scene pornografiche o di violenza gratuita”; al terzo comma poi, 
aggiunge anche che “qualora tali programmi siano trasmessi in chiaro, gli Stati 
                                                          
122    EU frame work of law for children's rights, Parlamento Europeo, 2012. 
123  Direttiva del Parlamento europeo e del Consiglio, del 10 marzo 2010, relativa al 
coordinamento di determinate disposizioni legislative, regolamentari e amministrative degli 
Stati membri concernenti la fornitura di servizi di media audiovisivi, pubblicata in Gazzetta 
Ufficiale  L 95 del 15.4.2010 ed entrata in vigore il 5.5.2010. 
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membri assicurano che essi siano preceduti da un’avvertenza acustica ovvero 
siano identificati mediante la presenza di un simbolo visivo durante tutto il corso 
della trasmissione”.  
 
22. Le linee guida del Consiglio d'Europa per tutelare i minori. 
 
Al Consiglio d'Europa dobbiamo poi il Programma “Costruire un'Europa per e 
con i bambini”, che adotta delle linee guida affinché vengano utilizzate come 
strumento di utilità pratica dagli Stati membri al fine di adeguare i loro sistemi 
giudiziari e non giudiziari ai diritti, interessi ed esigenze specifiche dei minori e 
invita gli Stati membri ad assicurare che siano ampiamente diffuse tra tutte le 
autorità responsabili o comunque interessate alla protezione dei diritti dei minori 
nella giustizia.124 Il programma è stato attuato a seguito del 3° Vertice mondiale 
dei capi di Stato e di Governo del Consiglio d’Europa, esso dà anche esecuzione 
al mandato dell’Organizzazione di assicurare un approccio integrato alla 
promozione dei diritti dei minori ed alla decisione di avviare un programma 
triennale che copre l’aspetto sociale, giuridico, educativo e sanitario della 
protezione dei minori dalle varie forme di violenza.  
Tale programma comprende due aspetti strettamente collegati: la promozione dei 
diritti dei minori e la protezione dei minori dalla violenza; l’obiettivo principale è 
quindi quello di coadiuvare tutti i responsabili delle decisioni e gli attori coinvolti 
                                                          
124   A.MARGARIA, Le linee guida del Consiglio d'Europa per una giustizia a misura di 
bambino, in Minori e Giustizia, n°2/2011, p.168 ss. 
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nell’elaborare ed attuare delle strategie nazionali per la protezione dei diritti dei 
minori e la prevenzione della violenza a danno di minori.  
I concetti chiave dei metodi di lavoro sono “la trasversalità”, “l’approccio 
integrato”, “il partenariato” e “la comunicazione”. Per raggiungere i suoi obiettivi 
ed ottenere risultati duraturi il programma ricorre sia alle risorse congiunte degli 
organi ed istituzioni competenti del Consiglio d’Europa che a quelle di partner 
esterni.125   
Per concludere questa panoramica generale degli strumenti sui diritti dei minori, 
che se pur vasta, sicuramente non potrà essere pienamente esaustiva in una 
trattazione di questo tipo, ritengo di dover citare in chiusa anche l'operato del 
Comitato dei Ministri, organo decisionale del Consiglio d'Europa che in più 
occasioni ha affrontato la delicata questione della tutela dei minori, in particolare 
il 17 novembre 2010 nella 1098^ riunione dei Delegati dei Ministri ha adottato le 
“Linee guida su una giustizia  a misura di minore” promuovendo l’adozione di 
regole comuni in materia giuridica, alla luce della necessità di assicurare 
un’attuazione effettiva delle esistenti norme universali ed europee vincolanti che 
proteggono e promuovono i diritti dei minori.  
                                                          
125   Nuove prospettive nella tutela del minore, children's rights, Progetto CURE (Children in the 
Union – Rights and Empowerment [I Minori nell’Unione – Diritti e Empowerment 
(autonomizzazione e responsabilizzazione)], a cura di E. DE BELLIS e P. FORNO, 2011;  La 
finalità generale del CURE è quella di rafforzare la posizione dei minori vittime. Lo scopo a 
breve termine è stato quello di fornire raccomandazioni alla Commissione Europea per 
migliorare in seno all’Unione Europea la posizione dei minori vittime, in particolare su quattro 
punti: le informazioni da fornire ai minori vittime, la condizione del minore vittima durante le 
indagini, la rappresentanza legale per i minori vittime e la comparizione in tribunale del 
minore. Il CURE ha di fatto condotto uno studio sulla posizione giuridica del minore vittima, 
così da individuare e presentare le buone prassi degli Stati membri sui quattro punti testé 
indicati.  http://brom.webb215.cs.itnorr.com/Filer/Böcker/Child victims in the Union, 
CURE.pdf  
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Il Comitato sostiene che “Gli Stati membri dovrebbero garantire l’effettiva 
attuazione del diritto dei minori a che il loro interesse superiore sia al primo posto 
davanti ad ogni altra considerazione in tutte le questioni che li vedono coinvolti o 
che li riguardano”, riprendendo quanto già diceva la Carta dei diritti 
fondamentali.126 
 
23. Conclusioni. 
 
Nel seguente capitolo ho cercato di analizzare i diversi strumenti  che sono stati 
adottati nel tempo nell'ambito sia internazionale sia comunitario in relazione alla 
protezione del minore, cercando di fissare alcuni punti cardine della tutela del 
fanciullo fin dagli inizi del secolo scorso per poi arrivare a trattare anche i diritti 
“nuovi”, riflesso dei mutamenti che caratterizzano l'epoca contemporanea. 
Dalla presente ricostruzione storica emerge come nel corso di un secolo le 
problematiche che si ritenevano meritevoli di tutela siano profondamente 
cambiate, se agli albori del 900 l'esigenza maggiormente sentita era quella di 
scongiurare la mortalità infantile o lo sfruttamento del bambino costretto a 
lavorare spesso in pessime condizioni, col tempo l'attenzione degli Stati si è 
spostata su altre questioni; queste vanno dalla necessità di garantire al minore il 
diritto a non essere discriminato, alla salute, all'istruzione o alla libertà di 
opinione, in un contesto quale quello successivo alle guerre mondiali in cui questi 
                                                          
126 Programma del Consiglio d’Europa “Costruire un’Europa per e con i bambini” 
www.coe.int/children  
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ed altri principi fondamentali vengono posti a fondamento delle diverse 
Costituzioni statali e di una molteplicità di atti internazionali. 
Come ho già detto in precedenza, vi sono atti che più di altri segnano una svolta 
per quanto riguarda la materia oggetto di questa trattazione, tali sono ad esempio 
la Convenzione ONU del 1989 o, vent'anni dopo, il Trattato di Lisbona, perché si 
pongono il problema di tutelare il minore alla luce di esigenze recenti e nuove 
possibili minacce per tali soggetti maggiormente vulnerabili, minacce quali 
possono essere i mass media o le altre nuove tecnologie. 
L'esposizione che caratterizzerà i capitoli successivi vedrà approfondire più nel 
dettaglio, dapprima, le poche norme, prevalentemente di soft law, che nascono 
dall'esigenza di tutelare la privacy del minore che si approccia ad internet, nel 
quale può rinvenire i contenuti più disparati e spesso dannosi, e in seguito la 
normativa più corposa che caratterizza un argomento più specifico quale è la 
tutela del minore contro lo sfruttamento sessuale e la pornografia. Tale questione, 
come si è potuto vedere, per certi aspetti ampiamente trattata sin da tempi più 
risalenti, rileva in un'accezione del tutto nuova se si pensa ad Internet, il nuovo 
mezzo attraverso cui, sempre più spesso, si verificano abusi nei confronti dei 
bambini oppure attraverso il quale questi entrano in contatto con materiale pedo-
pornografico. 
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                                    CAPITOLO 3 
                La tutela del minore nel mondo digitale. 
 
 
“La libertà non è un beneficio della cultura: era più grande prima di qualsiasi 
cultura, e ha subito restrizioni con l'evolversi della civiltà”. 
                                         S. Freud, Il disagio della civiltà. 
 
1. Premessa 
 
Internet è ormai lo strumento di comunicazione più importante nel vivere 
quotidiano di ogni individuo, ma è allo stesso tempo un formidabile mezzo di 
ricerca e di svago che attrae sempre più i minori nelle loro attività, nei loro giochi 
e nelle loro curiosità cui, sovente il web riesce a rispondere in modo esauriente e 
con adeguata velocità.  
Chat, webcam, posta elettronica e molti altri sistemi di interazione one-to-one o 
one-to-many, forniscono vantaggi mirabili, quali il feedback immediato o la 
velocità di scambio di informazioni, ma possono diventare anche terribilmente 
invasivi, in particolare per un minore. Purtroppo, infatti, è all'ordine del giorno il 
coinvolgimento dei minori quali soggetti attivi o ricettori passivi di accadimenti 
legati alla rete in cui sono protagonisti inconsapevoli di condotte illecite e 
fraudolente, che spesso in internet trovano cittadinanza omertosa. 
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Tali manifestazioni, spesso ingovernabili, hanno acceso il dibattito sui  limiti da 
imporre a questa realtà in continua evoluzione e che diviene strumento di utilizzo 
quotidiano sempre più necessario. Internet è certamente strumento di democrazia, 
risorsa ed opportunità di conoscenza e di approfondimento, ma è allo stesso tempo 
il non-luogo per eccellenza; è come una piazza virtuale nel cui centro e non solo, 
nei cui angoli, si addensano insidie e pericoli.127 
I ragazzi sono coloro che usano perennemente il cellulare come un'estensione 
della loro voce, nonché dei loro occhi, che usano internet per aumentare le 
potenzialità e l'ampiezza delle comunicazioni tra i pari (messaggistica e social 
network) e i loro spazi di intrattenimento ( video, musica, foto, giochi); che 
riescono più di altri a usufruire delle possibilità di convergenza tra i diversi media 
digitali, utilizzando indifferentemente gli uni o gli altri, cogliendo così più degli 
adulti, i loro genitori soprattutto, la portata dell'innovazione tecnologica che sta 
interessando questo settore. 
L' utilizzo delle tecnologie digitali, non è interpretabile come un semplice e 
temporaneo fenomeno di moda, ma è un aspetto che entra direttamente e in modo 
nuovo nella formazione di quel processo  di costruzione identitario che 
caratterizza particolarmente il corso di vita adolescenziale; fino a costruire una 
particolare “cultura digitale”, basata sull'essere assiduamente connessi e in 
comunicazione con altri per condividere informazioni, materiali, opinioni, scelte, 
consumi o “pettegolezzi”. 
                                                          
127    A.SEBASTIO, Il web e la tutela dei minori, in Tutela giuridica del minore e uso consapevole 
di Internet, a cura di G. DAMMACCO, Cacucci, Bari, 2008, p.79 ss. 
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I bambini e i ragazzi delle generazioni precedenti non avevano avuto queste ampie 
possibilità, che si possono sinteticamente individuare nell'opportunità di avere 
strumenti utili a confrontarsi con esperienze di vita, informazioni, contenuti e 
relazioni non strettamente legati ai luoghi e alle culture tipiche della loro 
quotidianità.  
Già il telefono, la radio e la televisione avevano a loro tempo, in modi diversi 
aperto queste “finestre sul mondo”, ma il loro utilizzo era caratterizzato da livelli 
di flessibilità e di interattività nulli o comunque circoscritti. Solo con l'avvento dei 
media digitali si è aperta la possibilità, in forme relativamente facili, di 
memorizzare, costruire, manipolare, integrare, scambiare elementi simbolici e 
segni fatti contemporaneamente di suoni, immagini, testi e numeri.  
Comunicazioni multimediali che dicono molto dei ragazzi che le propongono, dei 
loro gusti, delle loro riflessioni, dei loro valori, della loro capacità di 
manipolazione e di utilizzo dei mezzi digitali. Dicono anche molto a riguardo 
della grande varietà di stimoli a cui i ragazzi e le ragazze sono esposti, anche sul 
versante delle comunicazioni commerciali, che sostengono il continuo incalzare 
delle nuove tecnologie di comunicazione digitale.128 
E-generation è il nome che le istituzioni europee hanno scelto per denominare la 
gioventù degli Stati membri che viene formandosi nell'era della conoscenza 
elettronica. E' la generazione che vive da protagonista l'epoca della Information 
Communication Technology di cui Internet e la telefonia sono i principali 
protagonisti. 
                                                          
128    V.BELLONI, Mondo digitale: un frammento che riflette i rapporti tra le generazioni nella 
tarda modernità,; in Minori-giustizia, ragazze e ragazzi nel mondo digitale, n.4/2012, p.7 ss. 
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La crescente pervasività dell'interconnessione è destinata a modificare 
ulteriormente i paradigmi non solo comunicativi della società dell'informazione 
prossima a venire, ma l'intero impianto dei rapporti sociali, lavorativi e ludici, 
attraverso una progressiva sovrapposizione della dimensione virtuale a quella 
reale. I giovani sono il naturale target di questi processi per due ordini di motivi: 
costituiscono il cluster sociale più sensibile al mondo tecnologico e 
contemporaneamente sono, oggi come ieri, la frazione sociale più delicata e 
indifesa.129 
I bambini sono ritenuti soggetti ancora incompiuti, dalla limitata iniziativa di 
discernimento morale verso cui dirigere forti investimenti di formazione a partire 
dai primissimi anni di vita, proprio per questo rileva la responsabilità degli adulti, 
in primo luogo i genitori, verso di loro.130 
 Mentre, per esempio, fino a poco tempo fa il controllo dell'uso e dei programmi 
televisivi visti dai figli era relativamente facile da esercitare, visto il notevole 
ingombro del mezzo e la circoscritta, comunque unidirezionale, apertura al mondo 
che permetteva, i nuovi media pongono nuovi e non semplici quesiti alle tecniche 
e strategie di sorveglianza genitoriale. 
La miniaturizzazione e l'integrazione sempre più spinta tra i diversi media, nonché 
la crescente semplicità e diffusione dei punti di accesso alla rete online, 
                                                          
129   Telefono Azzurro – Eurispes, 6° Rapporto Nazionale sulla condizione dell'infanzia e 
dell'adolescenza, Media e Comunicazione, p.41. 
130       La diffusione dei media digitali nelle famiglie e tra i ragazzi ha contribuito ad accrescere le 
preoccupazioni dei genitori e, più in generale, a ridisegnare i rapporti asimmetrici tra le 
generazioni. La relativa incompetenza genitoriale in merito all'uso dei media digitali gioca infatti a 
favore di una destabilizzazione dei progetti educativi e di controllo che ciascun genitore immagina 
nei confronti dei propri figli. 
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permettono alle manovre di elusione della sorveglianza, messe in campo dai 
ragazzi, di essere sempre meno legate ai tradizionali vincoli di tempo e di spazio 
imposti dai genitori.131   
Nella presente analisi bisogna quindi tener conto di tutti questi aspetti, riflettendo 
anche, sul fatto che il tema delle pratiche digitali non può fermarsi all'obbiettivo di 
ridurre il “digital divide”, cioè le disuguaglianze nell'accesso alla rete da parte di 
bambini e ragazzi; esso deve riguardare anche le modalità di utilizzo di questi 
nuovi strumenti, le competenze e le abilità messe in gioco e quindi i processi di 
apprendimento per un “uso qualificato” delle opportunità offerte dalle nuove 
tecnologie. 
 
2.  Lo scarno panorama normativo. 
 
Se si interpreta in ottica evolutiva l'art.8 della CEDU si può estendere tale diritto 
al rispetto della vita privata e familiare a tutela della privacy dei soggetti anche su 
internet. 
Quella della Privacy online è una questione che è stata spesso oggetto di 
discussione recentemente, non solo in relazione a soggetti più vulnerabili quali i 
minori, ma genericamente si è cercato di prevedere delle misure di diverso tipo 
onde evitare a qualsiasi soggetto il danno dell'intrusione altrui nella propria sfera 
privata anche online. 
                                                          
131     M. DRUSIAN, Competenze e consapevolezze: quello che i ragazzi sanno e gli adulti 
ignorano, in Minori-Giustizia, n.4/2012, p.21 ss . 
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Gli strumenti di hard law in tale ambito sono molto limitati, alla Convenzione del 
Consiglio d'Europa del 1981 sulla protezione delle persone con riguardo al 
trattamento automatizzato di dati personali, sono succeduti poi nell'ambito 
dell'Unione Europea le già citate direttive 46/95 CE e la 58/2002, che hanno 
cercato di armonizzare le normative nazionali sulla protezione dei dati 
personali.132 
Negli USA la questione è trattata in modo molto diverso. Infatti la Costituzione 
americana non prevede espressamente il diritto alla privacy, inoltre il governo è 
sempre stato riluttante a regolamentare internet, ritenendo che 
l'autoregolamentazione, piuttosto che l'interferenza da parte dello Stato, sia 
maggiormente in grado di proteggere la privacy individuale pur mantenendo il 
libero flusso di informazioni, aspetto vitale in un secolo come il nostro.133 
Anche nell'Unione Europea, a metà degli anni '90, ci si rese conto che la 
legislazione non era il mezzo più idoneo per la protezione dei soggetti 
nell'ambiente digitale, prediligendo invece forme decentrate di regolazione 
(command-and-control-regulation). Questi strumenti alternativi alla legislazione 
tradizionale, quali  l' autoregolamentazione e la coregolamentazione sono, oggi, 
sempre più diffusi nello scenario internazionale; la logica è quella di affidarsi a 
                                                          
132   Il 15 marzo 2006 il Parlamento europeo e il Consiglio dell'Unione europea hanno poi 
adottato la direttiva 2006/24/CE sulla conservazione dei dati generati o trattati nel quadro della 
fornitura di pubblici servizi di comunicazione elettronica, che modifica la precedente direttiva 
sulla conservazione dei dati 2002/58 / CE. 
133   J.P. CODY, Protecting Privacy over the internet: Has the time come to abandon self-
regulation?, in Catholic University Law Review, volume 48, issue 4/ 1999, p.1183 ss. 
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soggetti privati134 per creare, applicare e far rispettare misure volte a raggiungere 
un obbiettivo di interesse pubblico.135 
Gli ARI (instruments of alternative regulation) si sostanziano in codici di 
condotta, linee guida o veri e propri programmi che dettano regole per i loro 
membri, quali ad esempio il programma TRUST al quale hanno aderito Microsoft  
e IBM o il BBB Online Privacy Program, i gestori dei siti o le società che 
vogliono far parte di tali programmi e beneficiare dei loro marchi di fiducia, 
devono adottare una politica sulla privacy chiara e pubblicare un'informativa sulla 
privacy facile da capire per i loro utenti. Esempio di un sistema che si fonda su 
principi di coregolamentazione è il Classification System Kijkwijzer136, che mira 
a fornire ai genitori consigli e informazioni sui contenuti di programmi televisivi, 
film o giochi online, questo pur avendo una base nella legge olandese che lo 
prevede viene  di fatto attuato dai service provider privati. 
Gli esempi di regole ideate dai privati per garantire la privacy o la tutela di 
soggetti particolari quali i bambini possono essere molteplici, a queste si 
aggiungono anche tutta una serie di misure tecniche spesso promosse e incentivate 
dagli stessi Stati, quali i sistemi di etichettatura e di filtraggio dei diversi siti, così 
da limitare al minore l'accesso a contenuti potenzialmente dannosi. 
La proposta poi di una vera e propria Carta dei Diritti di Internet fu lanciata al 
World Summit on Information Society dell’ONU (WSIS) che si tenne a Tunisi nel 
                                                          
134    Tali attori privati sono i fornitori di servizi internet(ISP), i fornitori di telefonia mobile, gli 
operatori di motori di ricerca o ancora i provider dei social network. 
135     E.LIEVENS, The Use of alternative regulatory instruments to protect minors in the digital 
era: applying freedom of expression sefaguards, in Netherlands Quarterly of Human Rights, Vol. 
29/2, p. 164–188, 2011. 
136    Www.kijkwijzer.nl 
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2005, l’idea di affermare un insieme di diritti condivisi come garanzia costitutiva 
per Internet da allora ha fatto molta strada. Il processo avviato al WSIS e 
supportato dai governi Italiano e Brasiliano, e dal Parlamento Europeo è poi 
proseguito negli Internet Governance Forum dell’ONU, che si svolgono 
annualmente, attraverso il lavoro della Coalizione Dinamica su i Diritti e Principi 
di Internet. Dopo un lungo confronto online e nei gruppi di lavoro all’IGF la 
Coalizione sui diritti e principi di Internet ha condiviso un documento che 
definisce dieci diritti e principi fondamentali che devono costituire la base della 
“governance” di Internet.  
I principi sono radicati nelle norme internazionali sui diritti umani ( sanciti ad 
esempio nella Dichiarazione Universale dei Diritti Umani) e si fondano sulla 
consapevolezza che devono essere prese decisioni per garantire che internet 
funzioni e si evolva in modi che sia garantito il più possibile un “ambiente 
internet” basato sui diritti. Attraverso collaborazioni e adattamenti, i diversi 
partecipati della coalizione dinamica hanno prodotto le versioni in varie lingue, ed 
ora da Facebook a Twitter a migliaia di siti web, i 10 principi si stanno 
diffondendo.137  
Non si tratta di una legge, né di un codice deontologico, uno strumento di 
autoregolamentazione o co-regolamentazione ma di una dichiarazione con un 
patrimonio genetico di matrice parlamentare ed un’ispirazione di chiaro stampo 
costituzionale.  
Secondo l'art.1 tutti gli esseri umani nascono liberi ed eguali in dignità e diritti, 
                                                          
137   L. POMA, Internet Bill of Right: dal virtuale alle piazze e ritorno, in creatoridifuturo.it, 
http://archivio.lucapoma.info/nuove-tecnologie-e-web-2-0/internet-bill-of-right-dal-virtuale-alle-
piazze-e-ritorno/ 
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che devono essere rispettati e protetti nella rete Internet, l'art.6 aggiunge poi che il 
diritto alla vita, alla libertà e alla sicurezza devono essere rispettati, protetti e 
realizzati su Internet, tale principio si ispira all'art.3 della Dichiarazione 
universale dei diritti umani laddove sostiene che ognuno ha diritto alla vita, alla 
libertà e alla sicurezza. Se rapportato ad Internet, tale diritto include anche la 
protezione contro tutte le forme di criminalità commesse online, ognuno infatti ha 
il diritto di godere di una connessione sicura e di essere protetto da servizi e 
protocolli che minacciano il funzionamento tecnico di Internet come virus, 
malware e phishing.138   
Secondo l'art.3 poi, tutti hanno pari diritto di accesso e di utilizzo di un Internet 
sicuro e aperto, il diritto di accedere e fare uso di internet è riconosciuto a tutti 
indistintamente ed è alla base della Carta dei principi per l'Internet 2.0 (Ciascuno 
deve avere un accesso universale e aperto ai contenuti di Internet, liberi da 
priorità discriminatorie, filtraggi o controlli del traffico per ragioni commerciali, 
politiche o altre ragioni, art.8).  
     Tale diritto generale alla non-discriminazione nell'accesso ad Internet non può 
essere soggetto a restrizioni se non quelle previste dalla legge per proteggere 
l'ordine pubblico, la sicurezza nazionale o i diritti e le libertà altrui. Questa 
disposizione richiama l'art.2 della Dichiarazione Universale, infatti le esigenze 
specifiche di tutte le persone nell'utilizzo di internet devono essere affrontate 
come parte del loro diritto alla dignità, alla partecipazione alla vita sociale e 
culturale e al rispetto dei loro diritti umani. 
Stabilendo che ogni individuo ha il diritto di cercare, ricevere e comunicare 
                                                          
138     http://internetrightsandprinciples.org/wpcharter/archives/33 
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informazioni liberamente su Internet senza censure o altre interferenze, l'art.4 di 
tale Carta si rifà a sua volta all'art.19 della Dichiarazione Universale, che prevede 
il generico diritto alla libertà di opinione e di espressione che può essere oggetto 
di limitazioni nel caso in cui vengano lesi i diritti umani di un altro soggetto. 
      Cruciale per la presente trattazione è sicuramente l'art.5, secondo il quale ogni 
individuo ha diritto alla privacy online. Questo include la libertà dalla 
sorveglianza, il diritto di utilizzare la crittografia, e il diritto di anonimato in 
Internet. Ogni individuo ha diritto alla protezione dei dati, incluso il controllo 
sulla raccolta di dati personali, la loro conservazione e trasformazione, la 
cessione e la divulgazione, nessun individuo dovrà quindi essere sottoposto ad 
attacchi illegali al suo onore o alla sua reputazione su Internet.  
      Ognuno ha il diritto alla protezione della legge contro tali interferenze o lesioni 
tuttavia la protezione della reputazione non deve essere utilizzato come pretesto 
per limitare il diritto alla libertà di espressione, oltre i confini angusti del 
consentito. 
     Tale principio si ispira palesemente al più generico art.12 della Dichiarazione 
Universale secondo il quale nessuno può essere sottoposto ad interferenze 
arbitrarie nella propria sfera privata. 
       I bambini usufruiscono di tutti i diritti della presente Carta, inoltre come sancito 
dall'art.25 della Dichiarazione Universale essi hanno diritto a speciali cure ed 
assistenza, e questo anche in relazione agli eventuali pericoli che possono 
riscontrare sul web. 
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      Tale Carta sostanzialmente reinterpreta i diritti umani nel contesto di un ambiente 
sociale abilitato ad internet, questi diritti infatti si applicano sia offline che online. 
A tale Carta, alle poche direttive europee sulla privacy, alla molteplicità dei codici 
di condotta e delle regole previste dai gestori dei siti internet e alle misure 
tecniche che possono essere adottate, si aggiunge anche un'ampia produzione di 
raccomandazioni, strategie e rapporti attuati dal Consiglio d'Europa, dall'OECD o 
dagli organi dell'Unione Europea. 
Dall'analisi che mi appresterò a compiere in questo capitolo delle diverse 
problematiche che possono sorgere nel momento in cui un minore fa un uso 
improprio o non opportunamente ponderato delle moderne tecnologie, è emerso 
come questioni relative al cyberbullismo, ai giochi online o alla pubblicazione di 
informazioni molto personali sui social network, pur essendo attuali e serie non 
hanno ricevuto un'effettiva regolamentazione normativa.  
Gli strumenti di soft law con i quali l'Unione o il Consiglio d'Europa hanno 
cercato negli ultimi anni di fornire delle indicazioni da seguire ai diversi Stati 
sono in numero considerevole, tuttavia tali strumenti, non essendo vincolanti, non 
costituiscono una risposta adeguata alle problematiche in esame. 
Tra gli strumenti che trattano di tutela della riservatezza e che toccano solo 
indirettamente la questione della protezione dei dati personali del minore, 
verranno approfonditi nei paragrafi successivi la Raccomandazione del Consiglio 
OECD del 2013 che fissa delle linee guida per tutti gli Stati in materia di privacy, 
la Raccomandazione del Parlamento al Consiglio del 2009, relativa al 
rafforzamento della sicurezza e delle libertà fondamentali su internet, e per quanto 
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riguarda la tutela della privacy nei servizi di social network il Rapporto del 
Garante della privacy del 2008, che fissa delle apposite linee guida in questo 
settore.  
Tra gli strumenti poi, strettamente indirizzati alla tutela del minore, sul piano 
internazionale il Consiglio OECD nel 2012 ha adottato la Raccomandazione The 
protection of children online, anche se è a  livello di Unione Europea che si è dato 
luogo ad una produzione più fiorente di Raccomandazioni e Programmi. 
Tra queste, la Raccomandazione del Parlamento Europeo del 2006 sulla tutela dei 
minori e il rispetto della dignità umana nel settore della radio-diffusione e di 
internet, il Programma della Commissione per i diritti dei minori, che tra le sue 11 
azioni per il futuro prevede anche l'adozione di misure contro il bullismo, il 
grooming e l'esposizione a contenuti dannosi e il Programma Safer Internet. 
Quest'ultimo è sicuramente il programma più riuscito in questo settore. Previsto 
dalla Commissione europea nel 1998, è stato prorogato più volte e i suoi obbiettivi 
si sono progressivamente ampliati, fino a divenire un vero e proprio piano 
d'azione dell'UE per la lotta contro i contenuti illeciti, indesiderati o dannosi, volto 
a responsabilizzare i ragazzi e ad introdurre sistemi di monitoraggio, quali i 
marchi di qualità o le tecnologie di filtraggio. 
L'obbiettivo del presente capitolo è dunque quello di affrontare le diverse 
problematiche che possono scaturire da un uso scorretto delle nuove tecnologie da 
parte del minore, rapportandole agli strumenti – che si possono ritenere scarsi e 
poco incisivi - che esistono ad oggi per risolverle. 
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3.  La privacy dei bambini in Internet. 
 
I bambini  possono mettere a rischio il loro computer e disseminare i loro dati 
personali o le loro immagini inconsapevolmente o, comunque, senza 
comprenderne le conseguenze. 
Affrontando come prima questione quella della privacy del minore, bisogna 
comprendere che si tratta di un valore che con l'avvento della rivoluzione digitale 
ha dovuto trasformarsi e adattarsi anche in quei paesi in cui la sua tradizione è da 
tempo istituzionalizzata, come Stati Uniti e Gran Bretagna.139 
Nei primi, soprattutto, già agli esordi dei Social Network ( My Space nel 2003 e 
Facebook nel 2004) si era evidenziata la questione non solo della protezione dei 
dati sensibili dall'ingerenza di terzi, ma soprattutto della tranquillità con cui i 
singoli lasciano le proprie informazioni a disposizione di tutti, con implicazioni 
maggiori legate all'adescamento dei minorenni da parte di pedofili e predatori. 
Nel 2006 una proposta di legge statunitense denominata Dopa ( Deleting online 
predators act) pose al centro del dibattito proprio My Space140, mettendo in 
relazione la possibilità di openness data dai nuovi social network attraverso la 
pubblicazione dei propri profili, col rischio di utilizzo di questa informazione da 
parte dei predatori. 
                                                          
139   A. MANTELERO, Adolescenti e privacy nella scuola ai tempi di YouTube, in La nuova 
giurisprudenza civile commentata, 3, 2011; richiamato in Competenze e consapevolezze: quello 
che i ragazzi sanno e gli adulti ignorano, , in Minori-Giustizia, n.4/2012, p.21 ss . 
140    Articolo di D. BOYD, reperibile su www. Danah.org/papers/MySpaceDOPA.html 
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Ne emerse una riflessione sul fatto che i giovani stessero sviluppando una 
differente concezione di pubblico/privato che, anziché basarsi su una 
contrapposizione, si muoveva su un continuum in cui quello che è pubblico ora 
può ritornare privato dopo e viceversa, e che cominciava a  non limitarsi più ai 
cosiddetti  dati sensibili, ma si allargava a tutte le esperienze di vita quotidiana. 
La privacy, grazie all'avvento dei social network, non è più un valore monolitico 
da tutelare, ma nelle esperienze dei giovani utilizzatori diventa una pratica in cui 
“scegliere cosa nascondere e cosa rivelare, è un processo intenso e continuo”.141 
Essa quindi, non è che una più larga concezione di cura di sé, laddove il sé in un 
mondo digitale è “espanso”, e ingloba tutto ciò che si è e si fa in internet e non 
solo, comprese le proprie immagini.142 
I minori sono stati i primi ad adottare i social network, piattaforme di blogging e 
altre applicazioni Web 2.0, e vi inseriscono notizie, immagini e video che rivelano 
una grande quantità di informazioni su se stessi, la loro famiglia e gli amici. Essi 
possono presumere, in modo non corretto, che tutte le informazioni del “profilo” 
rimangano entro i confini dei loro contatti, e possono non riuscire a prevedere le 
possibili conseguenze negative di fornire informazioni ad "amici degli amici", o a 
persone che possono successivamente cessare di essere amici, e che possono 
passare informazioni ad altri; quei  bambini che sono interessati a creare una 
identità online e a rimanere in contatto con i loro coetanei sono a rischio di  
                                                          
141   S. LIVINGSTONE, Taking risky opportunities in youthful content creation: teenagers' use of 
social networking sites for intimacy, privacy, and self-expression in New Media and Society, 2008, 
vol.10. n.3. p. 393. 
142   M. DRUSIAN, Competenze e consapevolezze: quello che i ragazzi sanno e gli adulti 
ignorano, in Minori-Giustizia, n.4/2012 p.21-25. 
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"oversharing"143, per divulgare sempre più informazioni personali, incluse le 
proprie immagini.144 
La probabilità maggiore di rischi per la sicurezza dell'informazione, comunque, è 
correlata con la popolarità tra i giovani utenti di determinate attività on-line che si 
svolgono senza adeguate garanzie. Ad esempio, il download di file o allegati e di 
apertura di e-mail di dubbia provenienza può trasmettere un virus nel computer 
dell'utente; se non viene rilevato, questo, può danneggiare il sistema o, più 
probabilmente, sottrarre da esso informazioni sensibili o immagini. 
Il rispetto della sfera privata del minore deve essere considerato come un interesse 
fondamentale della personalità, in quanto l'esigenza di sottrarre il minore dalla 
curiosità del pubblico deve essere oggetto di una particolare attenzione; ciò 
emergeva già dall'art. 16 della Convenzione delle NU sui diritti del fanciullo che 
riconosceva il diritto alla riservatezza precisando che: Nessun fanciullo sarà 
oggetto di interferenze arbitrarie o illegali nella sua vita privata, nella sua 
famiglia, nel suo domicilio o nella sua corrispondenza, e neppure di affronti 
illegali al suo onore o alla sua reputazione. 
La Convenzione faceva riferimento in parte allo sfruttamento che nei confronti del 
minore può essere sviluppato dai media che, nell'utilizzare il bambino non in 
                                                          
143   Per oversharing si intende il disturbo ossessivo compulsivo che provoca un’irrefrenabile 
voglia di pubblicare sui social network (soprattutto Facebook) qualsiasi cosa passi per la testa o le 
singole azioni compiute durante il corso della giornata. 
144  Anche con i messaggi pubblicitari o i siti di marketing destinati ai bambini si svolgono 
sondaggi, quiz e concorsi, che raccolgono informazioni personali su di loro, i loro familiari e gli 
amici, spesso senza riguardo alle norme che richiedono il consenso informato dei genitori; la 
prospettiva di vincere un premio o la ricezione di un servizio gratuito o uno sconto, infatti, può 
essere una motivazione convincente per fornire i propri dati personali per utenti vulnerabili, che 
spesso non hanno la consapevolezza e la capacità di prevederne le possibili conseguenze. 
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funzione dei suoi interessi ma solo come oggetto di curiosità, possono 
danneggiarne gravemente il processo di crescita.145  
Dal 1989 ad oggi l'evoluzione tecnologica ha fatto sorgere problemi nuovi legati 
all'uso di strumenti diversi dalla televisione, ma il principio di fondo rimane lo 
stesso: bisogna tutelare il bambino da ogni forma di interferenza dannosa nella sua 
sfera privata, qualunque sia lo strumento con il quale questa viene attuata. Si deve 
sì garantire al minore il diritto alla conoscenza, ma l'esercizio di questo deve 
essere strettamente connesso ad una corretta utilizzazione dei “media”.  
Non si tratta di limitare ai minori l'accesso all'informazione o all'interazione con i 
propri coetanei, ma di disciplinare le stesse predisponendo meccanismi più 
efficaci di controllo in tutti gli Stati.  
Il secondo comma dell'art.16 prevede infatti che il fanciullo ha diritto alla 
protezione della legge contro questa tipologia di interferenze ed affronti, secondo 
poi quanto dice il successivo art.17 gli Stati parti riconoscendo l'importanza della 
funzione esercitata dai mass-media devono vigilare affinché il fanciullo possa 
accedere ad una informazione ed a materiali provenienti da fonti nazionali ed 
internazionali utili per il suo benessere sociale, spirituale e morale. 
Se queste considerazioni valevano negli anni '90 relativamente a “media” quali la 
radio e la televisione non si può oggi,  non estenderne l'ambito di applicazione 
anche ad Internet, strumento con il quale si può mettere a rischio la privacy dei 
soggetti e in particolare dei bambini quotidianamente. Allo stesso modo si può 
                                                          
145  B.M. FARINA, Il diritto alla libertà di espressione ed informazione del minore, in La 
Convenzione dei diritti del minore e l'ordinamento italiano, a cura di M.R. SAULLE, Edizioni 
scientifiche Italiane, 1994, p.166-167. 
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applicare, analogicamente, alle nuove tecnologie anche la previsione dell'art.17, 
riconoscendo quindi agli Stati il dovere di vigilare sui contenuti non solo dei 
programmi televisivi ma anche dei siti internet ai quali accedono i ragazzi. 
A tal riguardo il Consiglio OECD di recente ha affermato nella sua 
raccomandazione146 The protection of children online, che il modo migliore per 
proteggere i bambini è educarli a come comportarsi sia online che offline, tuttavia 
ciò non è molto semplice se si pensa che il mondo di Internet si evolve 
rapidamente rispetto al tempo di cui la società ha bisogno per capire i nuovi rischi 
ed effettuare le opportune regolamentazioni. 
 I genitori e gli educatori spesso si trovano in difficoltà nel mantenere il passo con 
le nuove tecnologie, mentre i "nativi digitali” hanno un naturale appetito per i 
media online,  alla luce di ciò l'OECD si pone la questione di che tipo di 
consulenza ed informazioni i genitori e gli educatori dovrebbero dare ai bambini.  
Il Consiglio OECD basa la sua raccomandazione su alcuni studi di partenza dai 
quali emerge ad esempio che l'accesso ad Internet in casa per i bambini tra gli 8 e 
i 18 anni è quasi raddoppiato negli ultimi dieci anni (dal 47% del 1999 al 84% nel 
2009) o ancora che la percentuale di bambini che utilizzano Internet nell'Unione 
europea è aumentata dal 70% al 75% nell'arco di tre anni (2005-08). I bambini che 
iniziano ad utilizzare Internet sono sempre più giovani (un rapporto svedese 2009 
sottolinea che l'età dei bambini svedesi  per il primo utilizzo di Internet è sceso da 
13 anni nel 2000 a 4 anni nel 2009), e questi dati sconvolgenti che il Consiglio 
                                                          
146  The protection of children online, Recommendation  of the OECD (Organizzazione per la 
cooperazione e lo sviluppo economico) council, 16 February 2012- C(2011)155, Report on risks 
faced by children online and policies to protect them, p.5 ss, www.oecd.org 
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OECD analizza fanno ritenere che ci si trovi di fronte ad una questione delicata da 
affrontare opportunamente. 
Nella maggior parte delle giurisdizioni (ad esempio Canada, e nei paesi europei) 
le leggi generali di protezione dei dati non  presentano previsioni specifiche che si 
applicano alla raccolta dei dati personali dei bambini. Tuttavia, gli Stati Uniti 
forniscono un esempio di una risposta legislativa mirata, l'Online Privacy 
Protection Act (COPPA), una legge federale che protegge i bambini fino a 13 
anni, richiedendo agli operatori di siti web di monitorare questi bambini o 
comunque, avere una conoscenza reale degli utenti che sono minori e di 
raccogliere il consenso verificabile  dei loro genitori.  
L'Organizzazione per la cooperazione e lo sviluppo economico, nella citata 
regolamentazione, incentivando l'adozione di politiche nazionali per proteggere i 
bambini online afferma che le politiche per proteggere i bambini in linea 
dovrebbero riconoscere che tutte le parti interessate condividono la 
responsabilità sia per creare un ambiente in linea più sicuro per i bambini, 
riducendo le minacce online, sia per sostenere il ruolo primario dei genitori nella 
valutazione dei rischi per i loro figli on-line come offline.  
Esso ritiene innanzitutto che le normative nazionali di tutti gli Stati dovrebbero 
prevedere un divieto generale di contenuti illegali e inadeguati per i bambini fino 
a livelli di età definiti, promuove inoltre l'adozione da parte degli Stati di misure 
politiche complementari relative a taluni rischi, come le misure normative e 
tecniche (ad esempio divieti di gioco online per i bambini e sistemi di verifica 
dell'età obbligatori per siti di gioco online), o ancora combinazioni più complesse 
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di strumenti politici (forme di coregolamentazione), in particolare laddove la 
regolamentazione dei contenuti on-line è attuata attraverso sistemi di etichettatura 
e di classificazione in combinazione con diverse modalità di restrizioni di accesso 
da parte degli operatori del sito web e l'uso volontario di tecnologia di controllo 
parentale; autoregolamentazione e coregolamentazione sono per il Consiglio 
OECD le risposte più efficaci. 
Esso raccomanda che nella formulazione delle politiche per la protezione dei 
minori on-line, i governi e tutti gli altri stakeholder147 tengano conto dei criteri di 
proporzionalità e flessibilità, infatti afferma che le politiche volte a proteggere i 
bambini in linea dovrebbero essere proporzionate ai rischi, efficaci ed 
equilibrate. Gli Stati dovrebbero massimizzare la protezione contro i rischi on-
line che corrono i bambini senza limitare le opportunità e i benefici di Internet 
per questi, così come per gli altri utenti. Le politiche per proteggere i bambini in 
linea, secondo l'OECD inoltre,  dovrebbero essere coerenti con i valori 
fondamentali delle società democratiche che si applicano a tutti gli individui, 
compresi i bambini. In particolare, gli Stati nel metterle in atto devono sostenere 
la libertà di espressione, la tutela della privacy e il libero flusso di informazioni.  
Molti paesi promuovono l'autoregolamentazione e la coregolamentazione, per 
esempio, attraverso partenariati pubblico-privato, come testimoniano i numerosi 
impegni volontari dei fornitori di servizi Internet e le loro associazioni nazionali, 
da un lato, e di operatori di siti di social network nell'UE e negli Stati Uniti, 
dall'altro. 
                                                          
147 Comprendono organizzazioni, governi, imprese, società civile e la comunità Internet  in 
generale. 
123 
 
Per quanto concerne la prima, gli intermediari di Internet si stanno impegnando 
volontariamente ad attuare le politiche nazionali aderendo a  regimi di filtraggio di 
alcuni tipi di contenuti illegali,148 molti sono anche i fornitori di servizi che hanno 
accettato la responsabilità per l'introduzione di misure di salvaguardia per i 
bambini e per l'auto-pulizia dei loro siti web e l'attuazione di politiche di utilizzo.  
I siti web ad alto traffico, come i servizi di social network, infatti,  sono in grado 
di promuovere migliori pratiche di cyber-sicurezza, in particolare quando i 
governi non hanno alcuna giurisdizione, quindi i maggiori fornitori sono anche 
nella posizione migliore per proteggere i loro utenti più vulnerabili. 
Oltre a dispositivi progettati e configurati per i bambini e la possibilità di bloccare 
o limitare alcune funzionalità, ad esempio, dei telefoni cellulari, per gli utenti 
bambini, la progettazione di appositi software svolge un ruolo importante nella 
protezione dei minori on-line. Le società private che raccolgono una grande 
quantità di informazioni su i bambini tentano ogni giorno di progettare software 
che rendano le impostazioni sulla privacy e le regole più facili da applicare e da 
capire per i bambini ed i loro genitori.  
Il Consiglio OECD raccomanda inoltre, a tutti i paesi di prendere in 
considerazione queste soluzioni di controllo parentale che funzionano su diverse 
piattaforme e tecnologie. Esso ritiene che la sensibilizzazione e l'educazione 
debbano essere riconosciuti in tutti i paesi come importanti strumenti politici che 
aiutano a potenziare i bambini, i genitori, gli operatori sanitari, i guardiani e gli 
educatori. Non a caso la tendenza attuale di integrare i media e l'alfabetizzazione 
                                                          
148  Incentivati da programmi come il programma europeo Safer Internet. 
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relativa ad Internet nei programmi scolastici può essere un modo efficace per 
dotare i bambini delle conoscenze e competenze necessarie per mantenere la 
sicurezza on-line e utilizzare Internet solo per il loro beneficio. 
Anche la formazione degli insegnanti e il loro accesso alle risorse didattiche 
adeguate è essenziale per una strategia di alfabetizzazione di successo di Internet. 
Le istituzioni pubbliche sono spesso incentivate ad adottare misure tecniche e 
politiche istituzionali, al fine di proteggere i bambini, infatti, in molti paesi 
dell'Unione ma anche negli Stati Uniti, il finanziamento delle istituzioni pubbliche 
è legato alla adozione di politiche ( le politiche anti-molestie) e misure tecniche (i 
filtri) per contribuire a proteggere i bambini e migliorare l'uso responsabile di 
Internet.149  
Il Consiglio infine raccomanda, che sul piano internazionale, i governi si 
preoccupino di incoraggiare le iniziative di sviluppo di capacità regionali e 
internazionali per migliorare la politica e le misure operative per proteggere i 
bambini su Internet, lasciando coordinare i  lavori alle varie organizzazioni e 
organismi internazionali e regionali che svolgono un ruolo per sostenere gli 
sforzi del governo in questo settore, tra cui OCSE, Asia-Pacific Economic 
Cooperazione, Consiglio d'Europa, Unione Europea, Internet Governance 
Forum, ITU, Organizzazione degli Stati americani, e coinvolgere attori non 
governativi, se del caso. 
 Questo incarica poi,  il Comitato per l'Informazione Informatica e Comunicazione 
                                                          
149  The protection of children online, Recommendation  of the OECD (Organizzazione per la 
cooperazione e lo sviluppo economico) council, 16 February 2012- C(2011)155,     
 Report on risks faced by children online and policies to protect them, p.41 ss, 
www.oecd.org 
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Politica (ora chiamato Commissione per l'Economia Politica Digitale) della 
presente raccomandazione (di diffonderla ai soggetti interessati e alle altre 
organizzazioni internazionali) e della sua attuazione, nonchè di  presentare un 
rapporto al Consiglio entro cinque anni dalla sua adozione.  
Lo stesso Consiglio OECD nel 2013 ha emanato un'altra raccomandazione150 
volta a fornire delle linee-guida per la tutela della privacy e i flussi transfrontalieri 
di dati personali, che indirettamente può essere rivolta anche ai bambini che 
operano on-line.  
Lo sviluppo di metodi di elaborazione automatica dei dati tramite le moderne 
tecnologie ha fatto emergere infatti, l'esigenza di tutelare la privacy dei singoli sia 
a livello nazionale sia ancor di più a livello transnazionale, in modo tale da fornire 
agli Stati delle linee di condotta da seguire per arginare eventuali violazioni di 
quei dati personali che oggi in pochi secondi attraversano continuamente le 
frontiere delle nazioni. I paesi OECD in questa ulteriore raccomandazione hanno 
posto alcuni punti fermi, primo tra tutti “il consenso” al trattamento dei propri 
dati, tale consenso, se rapportato al minore, deve essere rafforzato da una presa di 
coscienza reale dei rischi ai quali possono essere esposte le informazioni personali 
che esso diffonde sul web.   
Anche il Comitato dei ministri del Consiglio d'Europa si è interessato della 
questione e il 27 settembre 2006 ha adottato una raccomandazione (REC2006/12) 
relativa alla responsabilizzazione dei bambini nel nuovo contesto 
                                                          
150   Recommendation of the Council concerning  Guidelines governing the Protection of Privacy  
and Transborder Flows of Personal Data (2013)  
 [C(80)58/FINAL, as amended on 11 July 2013 by C(2013)79] ,www.oecd.org 
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dell'informazione e della comunicazione.151 Già nel 2003 esso, aveva adottato una 
Dichiarazione  sulla libertà di comunicazione su Internet, in cui sottolineava che 
tale libertà non dovrebbe pregiudicare la dignità, i diritti fondamentali e le libertà 
altrui, specialmente dei bambini. 
In occasione di questa raccomandazione poi, sottolinea la necessità di una 
responsabilizzazione per quanto riguarda i servizi e le tecnologie 
dell'informazione e della comunicazione (come aveva già indicato nella 
Dichiarazione del 1999 su una politica europea per le nuove tecnologie 
dell'informazione), e l'importanza di sviluppare competenze in questo settore, in 
particolare attraverso la formazione a tutti i livelli del sistema di istruzione. Esso 
incoraggia, a tal proposito, un uso attivo e critico di questi servizi e tecnologie, e 
raccomanda agli Stati membri di sviluppare, se necessario, una cultura 
dell'informazione coerente e una strategia di formazione che sia favorevole alla 
responsabilizzazione dei bambini e dei loro educatori in modo che possano fare il 
miglior uso possibile dei servizi e delle tecnologie dell'informazione e della 
comunicazione. 
Gli Stati membri dovrebbero garantire che i bambini acquisiscano le competenze 
necessarie per creare, produrre, distribuire contenuti e comunicare nel nuovo 
contesto dell'informazione e della comunicazione in un modo che sia rispettoso 
dei diritti fondamentali e delle libertà altrui e favorisca l'esercizio e il godimento 
dei propri diritti fondamentali, in particolare il diritto alla libertà di espressione e 
di informazione in equilibrio con il diritto alla vita privata. 
                                                          
151   https://wcd.coe.int/ViewDoc.jsp?Ref=Rec(2006)12 
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Tali competenze dovrebbero consentire ai bambini di comprendere al meglio 
come contrastare i contenuti (ad esempio, la violenza, la pornografia, la 
discriminazione e il razzismo) e i comportamenti dannosi(come il grooming, il 
bullismo, molestie o lo stalking),  infondendo in essi un maggiore senso di fiducia, 
benessere e rispetto per gli altri.  A tal proposito, gli Stati membri dovrebbero 
incoraggiare e facilitare: lo sviluppo di materiali di apprendimento e strumenti 
pedagogici; strategie per sensibilizzare, informare e formare gli educatori affinché 
possano effettivamente prendersi cura dei bambini; e soprattutto, in 
collaborazione con i governi e il settore privato, dovrebbero promuovere e 
facilitare le abilità dei bambini, e le iniziative di alfabetizzazione e di formazione 
ad essi correlate. A questo proposito, gli attori di questo settore dovrebbero 
regolarmente verificare e valutare le loro politiche e pratiche di informazione in 
materia di sicurezza dei bambini, nel rispetto dei diritti fondamentali, in 
particolare del diritto alla libertà di espressione e di ricevere o di comunicare 
informazioni e opinioni senza interferenze nella propria sfera privata. 
Il 20 febbraio 2008 Il Comitato dei Ministri del Consiglio d'Europa, ha adottato la 
Dichiarazione sulla tutela della dignità, la sicurezza e la privacy dei minori su 
internet.152 
Alla luce dell'art.10 della Convenzione per la salvaguardia dei diritti dell'uomo e 
delle libertà fondamentali che sancisce il diritto alla libertà di espressione e di 
informazione e ricordando la Convenzione delle Nazioni Unite del 1989 sui diritti 
del fanciullo (in particolare il diritto intrinseco per i bambini alla dignità, ad una 
speciale protezione, alla tutela contro ogni forma di discriminazione o di 
                                                          
152   https://wcd.coe.int/ViewDoc.jsp?id=1252427&Site=CM 
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interferenze arbitrarie o illegali con la loro privacy e ad attacchi illegali al loro 
onore e alla reputazione), il Comitato afferma di essere convinto che il benessere e 
l'interesse dei bambini sono valori fondamentali condivisi da tutti gli Stati 
membri, che devono essere promossi senza alcuna discriminazione.  
Pur partendo dalla consapevolezza che nelle comunicazioni, anche se si utilizzano 
le nuove tecnologie e i nuovi servizi di informazione, deve comunque rispettarsi il 
diritto alla privacy e alla segretezza della corrispondenza, come garantito 
dall'articolo 8 della Convenzione europea dei diritti dell'uomo, il Comitato si 
definisce, tuttavia,  preoccupato per il fatto che la tracciabilità delle attività dei 
bambini via Internet li può esporre ad atti criminali, come l'adescamento per 
scopi sessuali, o attività altrimenti illegali o nocive, come la discriminazione, il 
bullismo, lo stalking e altre forme di molestie. 
Esso dichiara che, a parte nel contesto di applicazione della legge, non ci 
dovrebbe essere alcuna traccia accessibile duratura o meno dei contenuti creati 
dai bambini su Internet che sfida la loro dignità, la sicurezza e la privacy o 
comunque li rende vulnerabili ora o in un momento successivo delle loro vite. 
Invita inoltre gli Stati membri insieme, se del caso, con altre parti private 
interessate, a valutare la possibilità di rimuovere o cancellare tali contenuti, 
comprese le loro tracce (registri, atti e trasformazione), entro un termine 
ragionevolmente breve di tempo. 
Il frequente invito che questi atti rivolgono agli Stati di cooperare con i soggetti 
privati del settore nasce dalla consapevolezza che delle misure adottate dagli stessi 
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gestori dei servizi internet risultano molto efficaci in un contesto difficile da 
regolamentare come  è il Web. 
La frequente produzione di questi atti qui ricordati (seppure si tratti di strumenti di 
soft law) indica che la questione è ancora aperta ma che sicuramente tutti gli Stati 
stanno cercando di dotarsi di un'opportuna regolamentazione e di seguire un 
orientamento comune, riconoscendo anche un determinato ruolo ai privati, per 
arginare il più possibile i rischi in cui ogni giorno può incappare un minore che 
accede al Web. 
Ad esempio, la recente Direttiva sui servizi di media audiovisivi (2010/13/UE)153, 
per quanto non si applichi ai siti Internet tradizionali, come i blog, i motori di 
ricerca, le versioni elettroniche di quotidiani e riviste, e i giochi on line, regola i 
servizi di media audiovisivi transfrontalieri diffusi con le nuove tecnologie che si 
affiancano a i servizi di media tradizionali.154  
La Direttiva qui rileva per due ordini di ragioni, innanzitutto, presenta un capo 
espressamente dedicato alla tutela dei minori nelle trasmissioni, e all'art.27 
prevede che gli Stati membri adottino le misure atte a garantire che le 
trasmissioni televisive delle emittenti soggette alla loro giurisdizione non 
contengano alcun programma che possa nuocere gravemente allo sviluppo fisico, 
                                                          
153
    GU L95 del 15.4.2010  
154 Intendendo ad esempio: le trasmissioni continue in diretta (live streaming), le trasmissioni 
televisive su internet (webcasting), i video “quasi su domanda”(nearvideo on demand) e i servizi 
non lineari o a richiesta (c.d. servizi on demand, in modalità pull). 
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mentale o morale dei minori, in particolare programmi che contengano scene 
pornografiche o di violenza gratuita155. 
In secondo luogo, dispone espressamente che gli Stati membri assicurano, con i 
mezzi appropriati, nell’ambito della loro legislazione, che i fornitori di servizi di 
media soggetti alla loro giurisdizione rispettino effettivamente le disposizioni 
della presente direttiva; inoltre gli Stati promuovono i regimi di 
coregolamentazione e/o autoregolamentazione a livello nazionale nei settori 
coordinati dalla presente direttiva nella misura consentita dai loro ordinamenti 
giuridici. Gli Stati membri, nel rispetto delle loro diverse tradizioni giuridiche, 
dovrebbero riconoscere il ruolo che può svolgere un’efficace 
autoregolamentazione a complemento dei meccanismi legislativi e giudiziari e/o 
amministrativi in vigore, come pure il suo utile contributo al conseguimento degli 
obiettivi di questa stessa direttiva.  
Tale direttiva entrata in vigore il ventesimo giorno successivo alla pubblicazione 
nella Gazzetta ufficiale dell’Unione europea,  ha previsto che entro il 19 dicembre 
2011 e successivamente ogni tre anni, la Commissione presentasse al Parlamento 
europeo, al Consiglio e al Comitato economico e sociale europeo una relazione 
sull’applicazione della stessa e, se necessario, elaborasse ulteriori proposte per 
                                                          
155
  Al Considerando 60) si sosteneva inoltre che le misure adottate per la tutela dello sviluppo 
fisico, mentale e morale dei minori e della dignità umana dovrebbero essere attentamente 
conciliate con il diritto fondamentale alla libertà di espressione sancito nella carta dei diritti 
fondamentali dell’Unione europea. Lo scopo di tali misure, quali l’uso di numeri di identificazione 
personale (codici PIN), sistemi di filtraggio o di identificazione, dovrebbe quindi essere di 
garantire un adeguato livello di tutela dello sviluppo fisico, mentale e morale dei minori e della 
dignità umana, con particolare riferimento ai servizi di media audiovisivi a richiesta. La 
raccomandazione relativa alla tutela dei minori e della dignità umana e al diritto di rettifica già 
riconosceva l’importanza di sistemi di filtraggio e di identificazione e prevedeva una serie di 
azioni possibili a beneficio dei minori, quali la sistematica messa a disposizione degli utenti, 
all’atto di sottoscrivere un abbonamento presso un fornitore di accesso, di un sistema di filtraggio 
efficace, aggiornabile e di semplice utilizzo o la predisposizione di sistemi di filtraggio automatico 
per l’accesso a servizi specificamente destinati ai bambini. 
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adattarla all’evoluzione del settore dei servizi di media audiovisivi, in particolare 
alla luce dei recenti e continui sviluppi tecnologici. 
Dalla prima relazione della Commissione (COM(2012) 203)156 si evince in primo 
luogo, che tra gli obiettivi strategici comuni a tutti gli stati resta la protezione dei 
minori (soprattutto dai messaggi pubblicitari che possono danneggiarli). Inoltre 
riflettendo sugli sviluppi tecnologici recenti la Commissione afferma che 
l'emergere della televisione connessa o ibrida, che integra elementi di internet e 
Web 2.0 nei moderni televisori, segna una nuova tappa della convergenza tra 
internet e televisione, lasciando aperta agli sviluppi futuri la questione del se 
applicare la direttiva del 2010 anche a tutte le altre forme di trasmissione online. 
 
3.1.  La diffusione dell'immagine del minore. 
 
Diritto all’immagine, alla riservatezza, all’onore ed alla reputazione costituiscono 
aspetti dell’unitaria tutela del diritto fondamentale della persona che l’art. 2 della 
Costituzione definisce inviolabile e indisponibile, e di cui sono presidio i doveri 
fondamentali di solidarietà e l’impegno della Repubblica alla rimozione di quanto 
ne ostacoli il pieno sviluppo, ai sensi dell’art. 3, comma 2, Cost.157  
Si tratta di valori che costituiscono «permanenze» nei diversi ordinamenti statali e 
nelle Carte internazionali, il cui ambito di rilevanza è fortemente influenzato 
                                                          
156   Bruxelles, 4.5.2012 COM(2012) 203  
http://www.europarl.europa.eu/meetdocs/2009_2014/documents/com/com_com(2012)0203_/com_
com(2012)0203_it.pdf 
157   S. STEFANELLI, Privacy e immagine dei minori in Internet, Modena, Mucchi editore, 2012, 
da Ciberspazio e diritto, 2012, Vol.13 n°45 (2-2012), p.233-254. 
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dall’avanzamento delle tecnologie potenzialmente lesive della sfera personale: il 
riferimento non è relativo solo alla cessione onerosa dei propri dati personali, o 
all’autorizzazione all’impianto di chips sottocutanei che consentono di usufruire 
di sconti negli acquisti ma implicano un controllo pervasivo della propria vita 
privata158, ma anche ai risultati della “profilazione” di utenti ignari dei rischi che 
incontrano durante la propria navigazione in internet o durante la lettura dei 
messaggi ricevuti sulla propria casella di posta elettronica.  
 Lo sviluppo delle tecnologie informatiche e telematiche ha reso rilevante ogni 
dato riferibile ad una persona, perché utilizzabile a fini di parametrazione 
commerciale, politica e in genere informativa, tanto che ciascuno rischia di 
perdere il controllo delle informazioni su di sé, e soprattutto dell’uso che altri ne 
possono fare, accumulandole, trattandole e trasmettendole. Discutere di privacy 
come diritto all’autodeterminazione, che si specifica nell’accesso, rettificazione, 
aggiornamento, cancellazione, e divieto di trasmissione o diffusione di questi dati, 
se non in forza del consenso del titolare, significa far emergere un nuovo 
«soggetto sociale», che governa il suo «corpo elettronico», le proprie 
informazioni159.  
In particolare, il consenso al trattamento dei dati, alla loro diffusione e 
comunicazione, allo sfruttamento anche economico ed alla diffusione 
dell’immagine del minore costituisce esercizio della potestà genitoriale, ispirato 
                                                          
158   S. RODOTA', Intervista su privacy e libertà, Roma-Bari, 2005, p. 132 ss 
159   S. RODOTA', La vita e le regole, Tra diritto e non diritto, Feltrinelli, Milano, 2009, p. 85. 
L’autore sottolinea anche i rischi di falsificazione che possono interessare i chip elettronici in cui 
sono immagazzinati dati personali relativi all’identità, alla salute o alla situazione finanziaria, di 
cui si propone l’inserimento sottopelle, e si sperimenta l’uso anche su bambini, in forma di 
ciondolo da portare al collo. Ciò aumenterebbe la vulnerabilità individuale e sociale, oltre e 
reificare la persona, controllata a distanza da un «guinzaglio elettronico». 
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alla tutela degli interessi del beneficiario; per tale ragione meritano 
apprezzamento le posizioni che argomentano dall'art. 108, l. n. 633/1941 la 
capacità del minore sedicenne ad esprimere validamente tale consenso160 
Dovendosi ricondurre al generale criterio di apprezzamento della capacità di 
discernimento la capacità di assumere tale decisione anche in età più giovane, alla 
pari di quanto si è scritto a proposito dell’autodeterminazione nell’esercizio dei 
diritti fondamentali, ed a quello dell’ascolto del minore che impronta la 
responsabilità genitoriale nell’età del paidocentrismo.  
In una materia così delicata, perché attiene all’espressione della persona nelle 
comunicazioni che ne realizzano la partecipazione sociale, non si può prescindere 
dall’attribuire valore alla volontà del soggetto interessato, titolare dei diritti 
assoluti che vengono in considerazione, anche se questi non abbia capacità di 
agire. 
In merito al minore di età, ad esempio, la dottrina ha dimostrato l’esistenza nel 
sistema attuale di un diritto all’ascolto, dovendo essere consultato, talora con 
effetti vincolanti, in questioni di particolare rilevanza concernenti essenzialmente 
la sua persona e le situazioni familiari che possono riguardarlo. Del resto, in 
questa direzione sembrano muoversi, in deroga al disposto dell’art. 2 c.c., non 
solo i provvedimenti legislativi interni, ma anche le fonti internazionali degli 
ultimi decenni, che mostrano sempre maggiore considerazione per il minore, 
                                                          
160   A. SCALISI, Famiglia e diritti del minore, in Famiglia, persone, successioni, 2006, P.815 ss.  
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preoccupandosi essenzialmente che il soggetto abbia la maturità adeguata alle 
decisioni che è chiamato ad assumere161.   
L’esercizio dei diritti e delle libertà fondamentali, anche in applicazione del 
principio di eguaglianza sostanziale tra i soggetti di diritto (art. 2 Cost.), è poi 
tradizionalmente ricondotto nell’alveo della capacità di intendere e di volere, 
ritenendosi irrilevante la capacità di agire dell’interessato162.  
Come già accennato nel paragrafo precedente, la frontiera più avanzata del 
Behavioral targeting advertising system (raccolta dei dati e loro riutilizzo), 
tecnica pubblicitaria che utilizza informazioni raccolte attraverso un web browser 
sulle pagine visitate o le ricerche effettuate da un utente al fine di selezionare i 
messaggi promozionali da trasmettergli, è costituita dai cookies e dai web 
beacons, i quali tuttavia, a differenza dei primi, non possono essere disabilitati 
dall’utente e sono per tale ragione massimamente insidiosi, anche perché possono 
essere inseriti come programmi accessori nei più social network, motori di ricerca 
e blogs, che di inserzioni pubblicitarie fanno il proprio mercato principale, in 
quanto risultano particolarmente appetibili per le imprese perché tendenzialmente 
capaci di raggiungere solo ed esattamente i consumatori «bersaglio», nel 
medesimo momento cui sorge in essi il desiderio di acquisto.  
                                                          
161  Del resto, la formulazione delle norme relative alla capacità delle persone fisiche 
contenute nel codice civile attuale risentono di un approccio patrimonialistico della questione: V. P. 
D’ADDINO-SERRAVALLE, Questioni biotecnologiche e soluzioni normative, Esi, Napoli, 2003, 
p. 22 ss 
162 Osserva A. PIZZORUSSO, Delle persone fisiche. Artt. 1-4, di F. GALGANO ( a cura) in 
Comm. cod. civ. Scialoja-Branca, Bologna-Roma, 1988, p. 149 s., come l’esercizio dei diritti 
assoluti e quindi, di regola, l’esercizio dei diritti fondamentali della persona, non comporti alcun 
problema di capacità di agire; ciò consente al minore e all’infermo di mente di avvalersi delle 
libertà civili e politiche per il cui esercizio non siano stabiliti limiti specifici; il limite all’esercizio 
di tali diritti deve essere individuato soltanto nella regola generale della capacità naturale. 
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Mancando qualsiasi preventiva informazione sul trattamento dei dati così raccolti, 
e difettando soprattutto il consenso alla loro trasmissione all’inserzionista 
pubblicitario appare evidente la violazione della disciplina dettata dal T.U. 
Privacy163, come rilevato dalla Federal Trade Commission statunitense nel dettare, 
nel 2007, i Principles on Behavioral Advertising, a mente dei quali i dati sensibili 
e quelli relativi alle attività on line dei minori, in particolare i bambini, 
incidentalmente raccolti da un sito, non devono essere utilizzati per scopi di 
behavioral advertising se il consumatore non ha espresso il proprio consenso in 
modo esplicito a ricevere tale genere di comunicazione commerciale 
personalizzata164. 
Se si cerca di attuare un bilanciamento tra il diritto all'immagine e il diritto di 
cronaca (anche tramite il web) poi, emerge come la giurisprudenza abbia da tempo 
segnato i limiti imposti al diritto di cronaca dal rispetto dei diritti fondamentali 
delle persone coinvolte nella notizia, sintetizzabile nei requisiti di veridicità, 
pertinenza, e continenza: la notizia diffusa deve rispondere ad utilità sociale, 
intesa come sussistenza di un interesse pubblico alla conoscenza della notizia, ed 
                                                          
163 Il testo di riferimento è la Direttiva 2009/136, il cui considerando 66 è appunto riferito ai 
sistemi di tracciamento, e modifica l’art. 5, comma 3, della Direttiva 2002/58, introducendo la 
previsione per cui «gli Stati membri assicurano che l’archiviazione di informazioni oppure 
l’accesso a informazioni già archiviate nell’apparecchiatura terminale di un abbonato o di un 
utente sia consentito unicamente a condizione che l’abbonato o l’utente in questione abbia 
espresso preliminarmente il proprio consenso, dopo essere stato informato in modo chiaro e 
completo, a norma della direttiva 95/46/CE, tra l’altro sugli scopi del trattamento». Il termine per il 
recepimento della Direttiva è scaduto il 29 maggio 2011; la Commissione ha inviato lettere di 
avviso formale a diversi Stati, tra cui l’Italia, domandando informazioni sul ritardo, al quale 
potrebbe conseguire una procedura di infrazione con ricorso alla Corte di Giustizia europea. 
(Direttiva 2009/136/CE del 25 novembre 2009, in Gazzetta ufficiale dell’Unione europea, del 18 
dicembre 2009, L337/11).  
164  Federal Trade Commission, Behavioral Advertising, Moving the Discussion Forward to 
Possible SelfRegulatory Principles, www.ftc.gov/os/2007/12/P859900stmt.pdf: «Stakeholders 
express concern about the use of sensitive data (for example, information about health conditions, 
sexual orientation, or children’s activities online) to target advertising, particularly when the data 
can be traced back to a particular individual»;  
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essere oggettivamente vere in relazione all’attendibilità e veridicità della fonte 
dell'informazione, evitando il sottinteso, gli accostamenti suggestionanti di fatti 
tesi a degradare l'immagine dell'interessato o di altre persone estranee e le celate 
insinuazioni.165  
E’ assolutamente condivisibile l’opinione secondo cui «un minore coinvolto in 
fatti di cronaca, e/o in qualsiasi altra forma di comunicazione mediatica, sia come 
soggetto attivo sia come vittima passiva, si trova spesso a vivere una doppia 
violenza: quella insita nell'esperienza reale vissuta, e quella rappresentata dalla 
intrusione dei mezzi di informazione nella sua vita privata, talora negli aspetti più 
intimi e riposti»166, ed in tal senso si muovono anche le indicazioni diffuse 
dall’Autorità Garante per la protezione dei dati personali167, per le quali «È vietata 
la diffusione di informazioni che, anche indirettamente, permettano il 
riconoscimento di minori coinvolti in fatti di cronaca, a maggior ragione quando 
abbiano subito violenze o molestie sessuali. Renderli identificabili potrebbe far 
loro rivivere in pubblico i traumi subiti e pregiudicarne l'armonico sviluppo della 
personalità».  
Ulteriori prescrizioni derivano dall'art. 114, comma 6, c.p.p., che introduce il 
divieto di pubblicazione delle generalità e dell'immagine dei minorenni che siano 
testimoni, persone offese o danneggiati da reato fino al raggiungimento della 
                                                          
165 L'abuso del diritto di cronaca può concretarsi anche tramite diffusione di messaggi via 
Internet, poiché il mezzo di diffusione non modifica l'essenza del fatto, valutabile alla stregua dei 
normali criteri che governano il libero e lecito esercizio del diritto di cronaca. La persistenza di 
informazioni o immagini lesive in un sito Internet realizza un pregiudizio irreparabile che 
giustifica la rimozione  e la inibizione della ulteriore diffusione della stessa mediante 
provvedimento cautelare. Trib. Teramo 11.12.1997, in Diritto e informatica, 1998, p.370. 
166  L. RECROSIO, Diritto alla riservatezza e integrità psicologica, in Consiglio Regionale 
Piemonte, Guida per la tutela della riservatezza del minore, Torino, 2006, p. 43 ss.  
167  Notiziario settimanale, anno VI, del 4-10 ottobre 2004, n. 229, Minori e diritto di 
cronaca, in http://www.garanteprivacy.it/garante/doc.jsp?ID=1055267, retrieved il 4 gennaio 2012 
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maggiore età; così l'art. 13, d.p.r. n. 448/1988, recante disposizioni del 
procedimento penale a carico dei minorenni, vieta la pubblicazione e la 
divulgazione, con qualsiasi mezzo, di notizie idonee a consentire l'identificazione 
del minorenne a qualsiasi titolo coinvolto nel procedimento, disciplina rafforzata 
con l’introduzione dell'art. 734 bis c.p., in materia di pedofilia e pedopornografia.  
L'art. 50, d.lg. n. 196/2003, Testo unico sui dati personali, richiamando l'art. 13, 
d.p.r. n. 448/1988, dispone che «il divieto di pubblicazione e divulgazione con 
qualsiasi mezzo di notizie o immagini idonee a consentire l'identificazione di un 
minore si osserva anche in caso di coinvolgimento a qualunque titolo del minore 
in procedimenti giudiziari in materie diverse da quella penale»; ed altrettanto 
prevede il Codice deontologico della professione giornalistica all'art. 7:«Il diritto 
del minore alla riservatezza deve essere sempre considerato come primario 
rispetto al diritto di cronaca e di critica; qualora per questioni di rilevante 
interesse pubblico e fermo restando i limiti della legge, il giornalista decide di 
diffondere notizie o immagini riguardanti minori, dovrà farsi carico della 
responsabilità di valutare se la pubblicazione sia davvero nell'interesse oggettivo 
del minore, secondo i principi ed i limiti stabiliti dalla Carta di Treviso», 
aggiornata da ultimo con deliberazione del 26 ottobre 2006.  
Se si guarda anche ai già citati art.16 della Convenzione sui diritti del fanciullo e 
art.8 della CEDU, si può comprendere come la convergenza tra fonti nazionali, 
internazionali e di autonomia privata sia palese, e merita approfondimento con 
particolare riguardo alle pronunzie che hanno fatto applicazione dei richiamati 
principi in controversie riguardanti la pubblicazione dell’immagine di minori, a 
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scopo di cronaca o di esercizio della libertà di pensiero, anch’essa 
costituzionalmente garantita.  
Quanto al concetto di «interesse pubblico» alla conoscenza della notizia, a fronte 
di alcune più risalenti posizioni, che ne confondevano la valenza con il fatto  
interessante per il pubblico, si sono affermate interpretazioni più rigorose, anche 
sulla scia di importati arresti della Corte Europea dei diritti dell’Uomo secondo i 
quali «nella ricerca dell’equilibrio tra la protezione della vita privata e la libertà 
d’espressione l’elemento determinante deve scaturire dal contributo che le foto e 
gli articoli pubblicati apportano al dibattito d’interesse generale», e non può 
considerarsi «contributo ad un qualsiasi dibattito d’interesse generale per la 
società» la pubblicazione di foto che abbiano «per unico oggetto la soddisfazione 
della curiosità di un determinato pubblico nei riguardi della vita privata di una 
persona, benché nota»168.   
Nella specie, nel caso riguardante la pubblicazione su un giornale scandalistico 
della foto di un minore, ripreso in una spiaggia assieme al padre e ad una nota 
attrice, allo scopo di pubblicizzare la notizia della relazione tra i due adulti, la 
Corte di Cassazione169 ha rigettato l’assunto dei giudici di appello, ritenendo che 
la notorietà dell’attrice non coinvolge il minore, che non ha scientemente o 
volontariamente consentito a rendere pubblico il suo rapporto con la persona nota, 
trattandosi piuttosto per lui di una «notorietà involontaria o subita».  
                                                          
168  Cfr. Cass. sez. III civ. 16 maggio 2008, n. 12433, in Il Foro italiano, 2008, fasc. 11  pag. 
3215 ss., con nota di M.P. SERRA, lesione del diritto all'immagine di persona nota: risarcimento 
del danno.  
169  Cass. Civ., Sez. III, 05 settembre 2006, n. 19069, cit. in Responsabilità civile previdenza, 
2007, p.815 ss., con nota di L. GAUDINO, Dell'immagine, del "luogo pubblico" e della tutela del 
minore. 
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Non rileva, altresì, il fatto che la fotografia sia stata scattata in un luogo pubblico, 
posto che tale requisito non è alternativo a quello della sussistenza dell’interesse 
pubblico all’art. 97 della l. n. 633/1941 (l. diritto di autore)170, ma soprattutto in 
considerazione del fatto che la diffusione dello scatto attraverso la stampa importa 
una lesività ben diversa e maggiore rispetto alla visione della propria immagine da 
parte dei presenti nel luogo pubblico medesimo171.  
Tutto ciò vale, a maggior ragione, per la diffusione dell’immagine (fissa o in 
movimento) attraverso la rete Internet, poiché qualsiasi utente ha la possibilità di 
memorizzarla sul proprio supporto hardware e rinnovare in qualsiasi tempo ed in 
qualsiasi luogo la lesione del diritto all’immagine, alla riservatezza, all’onore ed 
alla reputazione della persona coinvolta, senza che possano avere alcuna pratica 
utilità le misure del sequestro preventivo cautelare delle pubblicazioni lesive, 
sebbene applicabili astrattamente anche al contenuto di siti internet.  
                                                          
170 Art.97: Non occorre il consenso della persona ritratta quando la riproduzione 
dell'immagine è giustificata dalla notorietà o dall'ufficio pubblico coperto, da necessità di 
giustizia o di polizia, da scopi scientifici, didattici o culturali, quando la riproduzione è collegata 
a fatti, avvenimenti, cerimonie di interesse pubblico o svoltesi in pubblico. Il ritratto non può 
tuttavia essere esposto o messo in commercio, quando l'esposizione o messa in commercio rechi 
pregiudizio all'onore, alla reputazione od anche al decoro della persona ritratta. Stando alla 
norma sembrerebbe che il pericolo per la riservatezza della persona sia costituito dalla 
riproduzione di copie del ritratto, se questo può giustificarsi con lo stato della tecnologia all'epoca 
in cui nacque la norma, non ha più giustificazione oggi dal momento che la mera fissazione 
dell'immagine può dar luogo istantaneamente a riproduzioni perfette online, in numero illimitato. 
Internet nel mondo della legge, T. BALLARINO, Cedam, 1998, p.209. 
171    La norma citata può dunque essere interpretata nel senso per cui è legittima la 
riproduzione fotografica di eventi svolti in luoghi pubblici sempre che sussista l’utilità sociale alla 
conoscenza degli stessi, ovvero una finalità artistica, purché «la persona ritratta è parte non 
essenziale di un paesaggio più vasto, di cose o di persone, sì che l’immagine di essa sia quasi 
inevitabilmente la conseguenza della fissazione del più vasto paesaggio»: in altri termini, il ricorso 
alla circostanza spaziale dello scatto in luogo accessibile al pubblico non giustifica la divulgazione 
del ritratto per scopi di lucro, correlati alla soddisfazione della curiosità sulla vita di soggetti più o 
meno noti. 
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Il riferimento è alla ben nota vicenda che ha condotto alla condanna di Google 
Italy s.r.l. per il delitto di trattamento illecito dei dati personali di un minore (art. 
167, d. lgs. 192/2003), affetto da autismo, che appariva in un video girato da 
alcuni compagni di scuola mentre lo oltraggiavano per la sua condizione di 
minorità, e diffuso sulla nota piattaforma172. Rappresenta dato personale la sola 
evidenziazione visiva dello stato di minorità del soggetto, ciò costituisce condotta 
colpevole del reato in questione, così come avverrebbe se si mostrasse in un video 
una particolare preferenza sessuale di un soggetto. Potrebbe sostenersi, in 
contrario la non identificabilità del titolare di quei dati attraverso le informazioni 
diffuse con il video, ma il giudicante pare aver aderito all’opposta tesi che 
considera sufficiente ad integrare il requisito posto dall’art. 4, comma 1, lett. b), 
del Codice della privacy. Si tratta dell’identificabilità indiretta, attraverso la 
correlazione degli elementi diffusi con altre informazioni a disposizione del 
soggetto raggiunto dalla diffusione dei dati, circostanza questa probabile nel caso 
di specie, trattandosi di filmato molto popolare, che nel periodo successivo alla 
sua immissione, era stato visualizzato dagli utenti del sito almeno 5.500 volte 
ottenendo il primo posto nella classifica dei «video più divertenti» e il 
ventinovesimo in quella dei «video più scaricati».  
Il content provider è stato condannato in considerazione dell’omessa informativa 
agli utenti del sito circa la necessità di reperire, preventivamente alla 
pubblicazione, il consenso dei soggetti terzi ritratti, posto che il provider deve 
assolvere l'obbligo di trattamento con il consenso dell'interessato, previsto dal 
                                                          
172  Trib. Milano, 12 aprile 2010, in Corriere del merito, 2010, p.960, con nota di L. 
BERUSCHI, Caso Google: libertà d'espressione in internet e tutela penale dell'onore e della 
riservatezza; in Diritto di famiglia e delle persone, 2010, p.1826 ss., con nota di G. CASSANO, 
Google v. Vividown: responsabilità "assolute" e fine di internet? 
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combinato disposto degli artt. 167 e 23 del Codice della privacy, mediante una 
corretta e puntuale informazione, da parte di chi accetti e apprenda dati 
provenienti da terzi (il provider) ai terzi che questi dati consegnano; e lo impone 
non solo la norma di legge (art. 13, D.lgs. citato) ma anche il “buon senso”.  
E, in particolare, «non costituisce condotta sufficiente ai fini che la legge impone, 
"nascondere" le informazioni sugli obblighi derivanti dalla legge sulla privacy 
all'interno di "condizioni generali di servizio" il cui contenuto appare spesso 
incomprensibile, sia per il tenore delle stesse che per le modalità con le quali 
vengono sottoposte all'accettazione dell'utente»173.  
Il dolo specifico, consistente nello scopo di trarre profitto dalla diffusione illecita 
è integrato, nella forma del dolo eventuale, dall’accettazione della probabilità del 
conseguimento dei benefici economici che Google ricava dagli annunci 
pubblicitari collegati ai video pubblicati nel proprio sito, specie per un video tanto 
spesso visualizzato174.  
Tanto posto, va chiarito che il consenso alla apprensione dell’immagine attraverso 
il fatto concludente del «mettersi in posa», ossia nell’accettare che la propria 
                                                          
173  La Corte di Giustizia Europea, 25 ottobre 2011, procedimenti riuniti C-509/09 e 
C-161/10, in www.eurlex.eu, ha  interpretato l’art. 5, punto 3, del Regolamento CE del 22 
dicembre 2000, n. 44/2001, concernente la competenza giurisdizionale, il riconoscimento e 
l’esecuzione delle decisioni in materia civile e commerciale, nel senso per cui, in caso di asserita 
violazione dei diritti della personalità per mezzo di contenuti messi in rete su un sito Internet, la 
persona che si ritiene lesa ha la facoltà di esperire un’azione di risarcimento, per la totalità del 
danno cagionato, o dinanzi ai giudici dello Stato membro del luogo di stabilimento del soggetto 
che ha emesso tali contenuti, o dinanzi ai giudici dello Stato membro in cui si trova il proprio 
centro d’interessi. 
174  Parte della dottrina ritiene configurabile anche la responsabilità degli imputati per 
concorso nella diffamazione in forma commissiva, «non essendoci dubbi che il provider, 
diffondendo il video in questione, abbia fornito un contributo causale rispetto alla commissione del 
delitto di diffamazione da parte degli utenti: il problema che viene in considerazione è quello di 
accertare - sempre al di là di ogni ragionevole dubbio - che il provider fosse effettivamente a 
conoscenza del contenuto offensivo del video in questione 
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immagine possa essere ripresa e memorizzata, subisce limiti temporali175, esclude 
l’utilizzazione per scopo di lucro, e non comprende il consenso alla 
comunicazione e tantomeno alla diffusione della stessa a persone non 
individuabili, cosicché il fatto di chi diffonda attraverso Internet immagini riprese 
in privato integra il reato previsto dall’art. 167 del Codice della Privacy, sempre 
che dal fatto derivi un nocumento per la persona ritratta, integrato dalla lesione 
della sua tranquillità e immagine sociale.  
I rischi connessi all’utilizzo dei social network per la diffusione di immagini e dati 
personali riguardanti terzi soggetti sono stati evidenziati dall’Autorità Garante per 
la protezione dei dati personali176, in particolare con riguardo alla «vicenda della 
donna americana che aveva pubblicato le sue immagini su Facebook ritrovandole, 
manipolate, su un sito pornografico. Oppure i casi di suicidio di adolescenti per la 
vergogna di sapere che le proprie foto osé scattate all'ex-fidanzato erano state rese 
pubbliche, "postate" per vendetta amorosa sul web.  
O ancora, il recentissimo caso che ha visto coinvolti alcuni infermieri 
dell'ospedale Molinette di Torino che hanno "postato" su Facebook foto di 
pazienti con tanto di commenti ironici sul loro stato».  
I rischi sono più gravi per i più giovani, prosegue la Relazione: «Un recente 
sondaggio dell'autorità per la privacy inglese ha messo in evidenza che nel Regno 
Unito sarebbero quattro milioni e mezzo i ragazzi tra i 14 e i 21 anni che rischiano 
di subire ripercussioni negative sul proprio futuro lavorativo determinate dalle 
                                                          
175  T. M. UBERTAZZI, Dubbi sulla revocabilità del consenso all'utilizzazione 
dell'immagine, nota a Cass. sez. I civ. 19 novembre 2008, n. 27506, in Foro it., 2009, p.2729 ss 
176  Comunicato stampa 29 dicembre 2009, Facebook: un bel giocattolo, ma serve un 
"antivirus". Giornata Europea della protezione dei dati personali, Relazione introduttiva di M. 
Paissan, in http://www.garanteprivacy.it/garante/doc.jsp?ID=1585131.  
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tracce lasciate in Internet. E che il 71% dei ragazzi non vorrebbe mai che 
un'università o un eventuale datore di lavoro cercasse informazioni in rete su di 
loro senza che loro stessi abbiano potuto prima cancellare i contenuti immessi nei 
social network.  
Dalle interviste affiora anche una forte tendenza ad accettare sconosciuti come 
"amici" e a lasciare indizi su di sé proprio allo scopo di attrarre nuove persone. 
Tutto questo pubblicando la propria data di nascita, il proprio indirizzo di casa, 
informazioni su di sé e sulla propria famiglia, agevolando in questo modo anche i 
furti d'identità» Infatti, «è oltremodo difficile, se non impossibile, rimuovere le 
informazioni che ci riguardano immesse sul web.  
Molto spesso anche dopo aver cancellato il proprio profilo, i dati continuano a 
essere conservati nei server del social network, una volta in rete, diventano 
reperibili per decenni, senza che li si possa "neutralizzare"177».   
 
3.2   Caso K.U. v. Finlandia. 
 
Il 2 dicembre 2008 la Corte Europea dei diritti dell'uomo si è pronunciata in 
merito ad un caso che trae origine da un ricorso (n. 2872/02) contro la Finlandia 
presentato alla Corte, a norma dell'articolo 34 della Convenzione per la 
                                                          
177   Molto spesso anche grazie ai motori di ricerca che sono in grado di raccogliere e assemblare 
le notizie più disparate, comprese quelle molto datate, quelle non vere o che semplicemente non ci 
corrispondono più. 
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salvaguardia dei diritti dell'uomo e delle libertà fondamentali da un nazionale 
finlandese ("il richiedente") il 1 ° gennaio 2002. 
 Il ricorrente sostiene, in particolare, che lo Stato non era riuscito nel suo obbligo 
positivo di proteggere il suo diritto al rispetto della vita privata ai sensi 
dell'articolo 8 della Convenzione (con decisione 27 giugno 2006, la Corte ha 
dichiarato tale ricorso ammissibile).  
Il 15 marzo 1999 una persona sconosciuta caricò un annuncio su un sito di 
incontri su Internet a nome del richiedente, che aveva 12 anni, all'epoca, a sua 
insaputa. L'annuncio ricordava la sua età e l'anno di nascita, e forniva una 
dettagliata descrizione delle sue caratteristiche fisiche, un link della pagina web 
che aveva al tempo, che mostrava la sua immagine, così come il suo numero di 
telefono. Nella pubblicità, si sosteneva che egli fosse alla ricerca di una relazione 
intima con un ragazzo della sua età o più anziano. Il ricorrente veniva a 
conoscenza del bando su Internet solo dopo aver ricevuto una e-mail da un uomo 
che si offriva  di incontrarlo178. 
 Il padre del ricorrente ha chiesto alla polizia di identificare la persona che aveva 
caricato l'annuncio, tuttavia, il fornitore di servizi ha rifiutato di rivelare l'identità 
del titolare dell'indirizzo IP in questione, sostenendo di essere vincolato a 
rispettare la riservatezza delle telecomunicazioni come definito dalla legge. 
 La polizia ha poi chiesto alla Corte distrettuale di Helsinki di obbligare il 
fornitore di servizi a divulgare tali informazioni ai sensi dell'articolo 28 del 
Criminal Investigations Act (legge n.449/1987, come modificata dalla legge 
                                                          
178 Tale soggetto è stato poi identificato tramite il suo indirizzo e-mail. 
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no.692/1997), ma la Corte distrettuale ha rifiutato poiché non vi era alcuna 
disposizione giuridica esplicita che autorizzasse ad ordinare al fornitore di 
divulgare dati identificativi delle telecomunicazioni in violazione del segreto 
professionale. 
La Corte ha osservato che in base alla legge sulle misure coercitive (Legge 
n.450/1987) e alla sezione 18 relativa alla tutela della privacy, dei dati e la 
Sicurezza nelle Telecomunicazioni della legge n.565/1999, la polizia ha il diritto 
di ottenere i dati di identificazione delle telecomunicazioni in casi riguardanti 
determinati reati, fermo restando l'obbligo di osservare la segretezza, tuttavia, la 
calunnia non era uno di questi reati. Il 14 marzo 2001 la Corte d'Appello ha 
confermato la decisione e il 31 agosto 2001 la Corte Suprema ha rigettato il 
ricorso. 
L'amministratore delegato della società che ha fornito il servizio Internet tra l'altro 
non poteva essere condannato, perché nella sua decisione del 2 aprile 2001, il 
procuratore ha scoperto che il presunto reato si era prescritto. Tale reato costituiva 
di fatto una violazione della legge sui dati personali (Legge n.523/99, entrato in 
vigore il 1 Giugno, 1999), e più precisamente la violazione stava nel fatto che il 
prestatore aveva pubblicato un annuncio diffamatorio sul suo sito web, senza 
verificare l'identità del mittente. 
Il presente caso ha sollevato il problema di bilanciare la tutela della privacy, 
dell'onore e della reputazione da un lato, e l'esercizio della libertà di espressione 
dall'altro.  
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La Corte riflette sul fatto che Internet è uno strumento di comunicazione molto 
particolare e una delle sue caratteristiche  fondamentali è l'anonimato, l'alto livello 
di tale anonimato favorisce la libertà di parola e di espressione. 
D'altra parte però, Internet è anche uno strumento potente per  diffamare o 
insultare persone o violare il loro diritto alla privacy. A causa proprio 
dell'anonimato, la vittima di una violazione è in una posizione di vulnerabilità, 
infatti,  contrariamente ai media tradizionali, la vittima non può facilmente 
identificare la persona che l'ha diffamata a causa del fatto che è possibile 
nascondersi dietro un nickname o anche utilizzare una falsa identità. 
 Il ricorrente lamentava ai sensi dell'articolo 8 della CEDU che si era verificata 
un'invasione della sua vita privata  e che non vi era nessuno strumento effettivo 
per rivelare l'identità della persona che aveva caricato su Internet un testo 
diffamatorio in suo nome, in violazione dell'articolo 13 della CEDU179, né il 
ricorrente aveva mezzi per ottenere un risarcimento. 
Rispetto alla domanda  di protezione dei richiamati diritti previsti agli articoli 8 e 
10, all'epoca dei fatti, il quadro legislativo presentava alcune lacune, con il 
risultato che non si poteva individuare un obbligo positivo della Finlandia nei 
confronti del ricorrente. Questa carenza è stata poi affrontata con la legge 
n.460/2003, che è entrata in vigore il 1° gennaio 2004180, tuttavia, i meccanismi 
                                                          
179    L'art.13 prevede che "Ogni persona i cui diritti e le cui libertà riconosciuti nella Convenzione 
siano stati violati ha diritto ad un ricorso effettivo davanti ad un'istanza nazionale, anche quando la 
violazione sia stata commessa da persone che agiscono in veste ufficiale ". 
180    Act on the Exercise of Freedom of Expression in Mass Media (460/2003) 
http://www.finlex.fi/en/laki/kaannokset/2003/en20030460.pdf 
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introdotti in questo Mass Media Act sono arrivati troppo tardi per il richiedente181. 
La Corte ha quindi dichiarato che vi è stata una violazione dell'articolo 8, nel caso 
di specie, mentre non ha ritenuto necessario esaminare se, in questo caso, c'è stata 
anche una violazione dell'articolo 13, e ha previsto che lo Stato convenuto 
dovesse versare al ricorrente, entro tre mesi, la somma di euro 3.000, più qualsiasi 
tassa che può essere addebitabile, a titolo di danno non patrimoniale182. 
Anche se la libertà di espressione e la riservatezza delle comunicazioni sono 
fondamentali e gli utenti dei servizi di telecomunicazioni e di Internet devono 
avere la garanzia che la propria privacy e la libertà di espressione saranno 
rispettati, tale garanzia non può essere assoluta e deve cedere in occasione di altri 
imperativi legittimi, come la prevenzione dei reati e la tutela dei diritti e delle 
libertà altrui.183  
La Corte ha accolto all’interno dell’art. 8 CEDU la tutela del dato personale, 
dando luogo ad una metabolizzazione interpretativa del passaggio tecnologico 
dagli elaboratori di dati off line a quelli on line. 
                                                          
181   “Su richiesta di un ufficiale con il potere di arresto ..., un pubblico ministero, una parte lesa, o 
un giudice può ordinare al gestore di un server o altro dispositivo simile di rilasciare le 
informazioni richieste per l'identificazione del mittente di un messaggio, a condizione che vi siano 
fondati motivi per ritenere che il contenuto del messaggio sia tale da fornire al pubblico un'offesa. 
Tuttavia, la divulgazione delle informazioni di identificazione per la parte lesa può essere ordinata 
solo nel caso in cui lui o lei ha il diritto di proporre un'accusa privata per il reato in questione. La 
richiesta deve essere presentata presso il Tribunale distrettuale del domicilio del detentore del 
dispositivo, o alla Corte distrettuale di Helsinki entro tre mesi dalla pubblicazione del messaggio 
in questione. Il giudice può rafforzare l'ordine imponendo la minaccia di una multa". 
182    CASO KU v. FINLANDIA (Ricorso n. 2872/02), 
http://www.coe.int/t/dghl/standardsetting/dataprotection/Judgments/K.U. v. FINLAND en.pdf 
183   Rapporto del Consiglio d'Europa del 2011, Internet: case-law of the European Court of 
Human Rights,www.echr.coe.int 
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Tale caso ha permesso dunque un'evoluzione giurisprudenziale, vale a dire 
l’applicazione orizzontale di disposizioni che erano state evidentemente pensate 
per applicarsi ai rapporti verticali tra stato e individuo. Evoluzione che ha un 
rilievo cruciale sul tema in discussione anche perché permette di coinvolgere per 
la prima volta gli operatori della rete, che sono soggetti privati, seppur sempre più 
titolari di funzioni di interesse pubblico.  
 
3.3.  La privacy del minore nell'era dei Social Network. 
 
Una delle più efficaci definizioni della società contemporanea è quella di network 
society, fondata sulla rete quale paradigma di riferimento e principale unità 
organizzativa della società. 
La crescente presenza della rete nelle vite mediali dei soggetti e specialmente 
nelle vite dei giovani184 ha favorito, da parte di questi ultimi, l'acquisizione di una 
particolare dimestichezza con la nuova architettura culturale caratterizzata dai 
social media, cioè dalle tecnologie riconducibili all'etichetta del web 2.0.185  
La Net generation ha trasformato internet attraverso l'attività di blogging e oggi si 
destreggia nei nuovi, sempre più vasti, network comunicativi, che diventano reti 
                                                          
184 La straordinaria partecipazione dei pubblici giovanili al fenomeno dei social network sites 
(Sns) si inserisce nell'ambito della progressiva e inarrestabile crescita dell'utenza di internet, che 
nel 2011 raggiunse il 53% della popolazione italiana. Censis-Ucsi, 9° Rapporto sulla 
comunicazione, I media personali nell'era digitale, FrancoAngeli, Milano 2011. 
185 S. TIROCCHI, Socializzando in rete: riflessioni sul ruolo dei social network sites, in 
Minori-giustizia, n.4-2012, p. 27 ss. 
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di “Net-influenza” attraverso cui esercitare la propria capacità di orientare le 
scelte, anche quelle di consumo.186 
Sui Social network di solito il numero di amici posseduti è elevatissimo, ogni 
soggetto ha approssimativamente seicento amici (molti ne possiedono anche più 
di mille): le nuove amicizie a volte vengono aggiunte quasi per automatismo, per 
poi essere periodicamente eliminate, ma le osservazioni relative alla categoria 
degli “amici sconosciuti” sono, tuttavia, quelle più interessanti, in quanto fanno 
sorgere la necessità di mettere in guardia gli utenti dei social network sui rischi 
che possono incontrare condividendo con estranei informazioni personali; e il 
pericolo aumenta nel caso in cui siano i minori ad inserire sui social i loro dati 
personali. 187 
 I rischi legati alla mancanza di tutela dei dati diffusi tramite i Sns sono 
molteplici: dalla violazione della privacy attraverso forme di voyerismo che 
emergono dalla curiosità di avere sempre maggiori informazioni sugli altri, alla 
possibilità di un uso improprio e diffamatorio dei dati personali resi pubblici, al 
pericolo di molestie, come nel caso della pedofilia in rete. 
Per tutelare i propri utenti i siti di social networking hanno messo a punto degli 
strumenti specifici, che permettono forme di difesa dai rischi appena elencati e 
consentono al sito di verificare se al suo interno ci sono soggetti che  utilizzano il 
network in modo improprio o illegale. 
                                                          
186  Telefono Azzurro – Eurispes, 6° Rapporto Nazionale sulla condizione dell'infanzia e 
dell'adolescenza, Media e Comunicazione, p.44. 
187 S. TIROCCHI, Socializzando in rete: riflessioni sul ruolo dei social network sites, in 
Minori-giustizia, n.4-2012, p.33. 
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La soluzione più adottata per quanto riguarda la privacy è quella di far scegliere il 
grado di visibilità del profilo agli utenti, essi possono infatti scegliere se rendere 
consultabile la propria pagine e le informazioni inserite a chiunque, solo agli 
utenti del sito, oppure solo ai membri della rete personale. 
Tra i social network più noti, Badoo188 è l'unico che non offre agli utenti la 
possibilità di mostrare il profilo solo ai membri del proprio network. Chiunque sia 
iscritto al sito può liberamente osservare le pagine, con relative foto e reportage; 
inoltre le impostazioni di default estendono questa visibilità anche ai non iscritti. 
Sul versante opposto si trova Facebook189, che non dà la possibilità a chi non è 
registrato di superare la pagina di accesso, da tale punto di vista, esso dimostra di 
essere il Sns più chiuso verso l'esterno. Per contro, le sue impostazioni di default 
permettono ai membri del network personale di essere informati su qualsiasi 
azione compiuta dall'utente. 
Nel caso di abusi o di un uso improprio dell'account da parte dei membri del sito, i 
social network offrono tre vie diverse: la segnalazione agli amministratori, il 
                                                          
188  Badoo è un social network prediletto da persone interessate a scambiare conversazioni 
con altri utenti, è un sito che punta su comunicazioni generalmente simultanee, attraverso una 
riformulazione delle chat che ricorda i siti di incontro online. M. CAVALLO, F. SPADONI, I 
social network, come internet cambia la comunicazione, FrancoAngeli, 2010, p.178ss. 
189   Facebook è la rete sociale telematica del momento,e il numero dei suoi utenti è in 
continuo aumento. Nonostante una home page decisamente scarna e poco attraente, gli iscritti sono 
aumentati vertiginosamente, forse per merito dell'efficace mission del sito di connettere gli utenti 
con le persone che conoscono; senza contare che il sito stesso incentiva l'interazione attraverso le 
notifiche di tutto ciò che fanno gli amici. Non mancano comunque i punti deboli di questo sito, 
soprattutto il sistema di notifiche che spesso può risultare fastidioso e può creare qualche difficoltà 
agli utenti che non sono in grado di modificare le opzioni sulla privacy. M. CAVALLO, F. 
SPADONI, I social network, come internet cambia la comunicazione, FrancoAngeli, Milano 2010, 
p. 179. 
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blocco degli utenti che trasgrediscono, e dove presenti, l'approvazione dei 
commenti.190  
I servizi di social network sembrano, quindi, mettere in discussione il concetto di 
spazio individuale nella sua accezione sociale. I dati personali divengono 
accessibili pubblicamente (e a livello globale) secondo modalità e in quantità 
sinora sconosciute; soprattutto, ciò avviene nei riguardi di un'enorme quantità di 
immagini e video digitali.  
Per quanto concerne la privacy, una delle sfide di fondo è rappresentata 
probabilmente dal fatto che la maggioranza dei dati personali pubblicati attraverso 
servizi di questo tipo sono resi pubblici su iniziativa degli stessi utenti e in base al 
loro consenso.  
Mentre le norme "tradizionali" in materia di privacy vertono sulla definizione di 
regole che tutelino i cittadini dal trattamento sleale o sproporzionato dei loro dati 
personali da parte dei soggetti pubblici (compresi polizia e servizi segreti) e delle 
imprese, vi sono pochissime norme che disciplinino la pubblicazione di dati 
personali su iniziativa dei singoli – anche perché ciò non ha mai rappresentato un 
tema di primo piano nel mondo "offline", e neppure su Internet prima dell'avvento 
                                                          
190   I siti più forniti da questo punto di vista sono Myspace e Orkut, il primo in particolare ha 
introdotto queste modalità a seguito delle numerose segnalazioni di molti utenti che ricevevano 
inviti a siti pornografici camuffati da richieste d'amicizia, oppure vedevano il proprio spazio-
commenti riempito di annunci pubblicitari, o incappavano in pagine con contenuti indecenti. I Sns 
meno forniti di questi strumenti come Anobii e Twitter non sono da considerarsi per questo meno 
sicuri; nel primo caso perché si ha a che fare con un pubblico generalmente adulto e intellettuale, 
che con scarse probabilità è interessato a trasgredire violando le regole del sito, anche se rimane 
comunque attivo il servizio per bloccare gli utenti che hanno nella propria libreria titoli che 
possono creare disagio. Accade la stessa cosa su Twitter, dove è quasi impossibile recare danno 
all'utente o violare la sua privacy, considerando il ristretto margine di azione e l'esigua quantità di 
informazioni inseriti. 
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dei servizi di social network. 
Partendo da tali considerazioni il Garante per la protezione dei dati personali ha 
adottato nel marzo del 2008 il Rapporto e le Linee-Guida in materia di privacy nei 
servizi di social network191. 
Il Rapporto fa emergere i rischi sinora individuati in relazione all'utilizzo di 
servizi di social network: come il concetto di oblio che non esiste su Internet, i 
dati, infatti,  una volta pubblicati, possono rimanerci letteralmente per sempre 
anche se la persona interessata li ha cancellati dal sito "originario";o ancora l'idea 
ingannevole di "comunità" che porta a pensare che non ci siano problemi, per 
esempio, a pubblicare dati (personali) su queste piattaforme, perché è come se si 
condividessero informazioni con un gruppo di amici nel mondo reale. Se non si 
informano gli utenti in modo trasparente sulle modalità di condivisione delle 
informazioni contenute nei loro profili, e sugli strumenti con i quali essi possono 
decidere tali modalità, può avvenire che l'idea di una "comunità" descritta nei 
termini sopra richiamati finisca per indurli a rivelare in modo sconsiderato 
informazioni personali che altrimenti non si lascerebbero sfuggire192.  
Dal Rapporto emerge come spesso si rivelino più informazioni personali di quanto 
si creda, ad esempio, le foto possono trasformarsi in identificatori biometrici 
universali all'interno di una rete ed anche attraverso più reti. Negli ultimi anni 
infatti, sono migliorate in misura notevole le prestazioni dei software di 
riconoscimento del volto, e risultati ancora "migliori" arriveranno in futuro. Si 
                                                          
191   Rapporto e Linee-Guida in materia di privacy nei servizi di social network, 
"Memorandum di Roma", Adottato in occasione del 43mo incontro, 3-4 marzo 2008, Roma, 
http://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-display/docweb/1567124 
192
  Anche i nomi dati a talune di queste piattaforme (come "MySpace") creano un'idea 
illusoria di privacy e riservatezza sul web. 
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osservi che, una volta associato un nome ad una foto, possono essere messe a 
rischio anche la privacy e la sicurezza di altri profili-utente, magari basati sull'uso 
di pseudonimi o addirittura di dati anonimi.  
Inoltre, l'ENISA (l'agenzia europea per la sicurezza delle reti e delle informazioni) 
ha richiamato l'attenzione su una tecnologia emergente (CBIR, content-based 
image retrieval) che offre ulteriori opportunità di localizzare gli utenti associando 
gli elementi identificativi di determinati ambienti o luoghi (ad esempio, un dipinto 
appeso in una stanza, o un edificio visibile nell'immagine) ai dati relativi 
all'ubicazione contenuti in un database. 
 I problemi tuttora irrisolti per quanto concerne la sicurezza dei servizi Internet 
costituiscono un rischio ulteriore connesso all'utilizzo dei servizi di social network 
e, in certi casi, aumentano il livello complessivo di rischio, ovvero comportano 
"sfumature" di rischio specifiche di questo tipo di servizi.  
In un documento recente redatto dalla ENISA (European Network and 
Information Security Agency) vengono citati, fra l'altro: lo spam, lo scripting fra 
siti diversi, virus e "vermi", il phishing mirato (spear-phishing) e forme di 
phishing specifiche dei servizi di social network, l'infiltrazione della rete, l'utilizzo 
abusivo di profili-utente (profile-squatting) e attacchi reputazionali basati sul furto 
di identità, forme di persecuzione personale (stalking), il bullismo in rete, e lo 
spionaggio industriale, ossia i cosiddetti "social engineering attacks" (strategie 
basate su interazioni interpersonali finalizzate a carpire informazioni riservate) 
compiuti attraverso i servizi di social network. Secondo l'ENISA, un rischio 
ulteriore per la sicurezza è rappresentato proprio "dai fattori di aggregazione legati 
ai social network". 
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Alla luce di tali problematiche, il gruppo di lavoro del Garante per la privacy, 
riunitosi in occasione del Memorandum di Roma con l'intento di redigere tale 
rapporto, formula  alcune raccomandazioni destinate rispettivamente ai soggetti 
deputati a disciplinare i servizi di social network, ai fornitori di tali servizi ed agli 
utenti. Per quanto concerne i primi, essi devono adottare un approccio trasparente 
nell'indicare le informazioni necessarie per accedere al servizio-base, in modo che 
gli utenti siano in grado di scegliere a ragion veduta se aderire o meno al singolo 
servizio, e di opporsi ad eventuali utilizzi secondari (quanto meno rifiutando le 
opzioni offerte), in particolare per quanto riguarda forme (mirate) di marketing; 
questi devono inoltre essere obbligati a notificare eventuali violazioni dei dati 
relativamente ai servizi di social network. 
L'unico modo per consentire agli utenti di fare fronte al rischio crescente di furti 
di identità consiste, infatti, nel notificare loro ogni violazione della sicurezza dei 
dati. Così facendo, si potrebbe al contempo ottenere un quadro più preciso 
dell'effettiva capacità delle imprese di garantire la sicurezza dei dati degli utenti, 
oltre ad incentivare ulteriormente l'ottimizzazione delle misure di sicurezza 
adottate. 
Il Rapporto si propone inoltre di ripensare l'attuale assetto normativo con riguardo 
alla titolarità dei dati personali pubblicati sui siti di social network, al fine 
eventualmente di attribuire ai fornitori di servizi di social network maggiori 
responsabilità rispetto alle informazioni di natura personale presenti su tali siti e di 
potenziare l'integrazione delle tematiche connesse alla privacy nel sistema 
educativo. 
Per quanto riguarda l'attività del fornitori dei servizi di social network il Rapporto 
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afferma che “Garantire la massima trasparenza nell'informare gli utenti 
rappresenta uno degli elementi più importanti per garantire la correttezza 
nell'impiego e nel trattamento di dati personali. Si tratta di un requisito fissato 
nella maggioranza degli strumenti che disciplinano la privacy a livello nazionale, 
regionale e internazionale; tuttavia, c'è probabilmente bisogno di ripensare alle 
modalità con cui molti fornitori di servizi oggi informano gli utenti; l'informativa 
resa all'utente deve comprendere, in modo specifico, informazioni sullo Stato in 
cui opera il fornitore del servizio, sui diritti riconosciuti agli utenti (accesso, 
rettifica, cancellazione) rispetto ai loro dati personali, e sulle modalità di 
finanziamento del servizio stesso. Le informazioni devono essere commisurate 
alle esigenze specifiche dell'utenza cui sono indirizzate – soprattutto per quanto 
riguarda i minori, in modo da consentire decisioni realmente informate”.  
I fornitori devono inoltre: Prevedere impostazioni di default orientate alla privacy, 
creare strumenti che consentano agli utenti di controllare l'utilizzo dei dati 
contenuti nei loro profili da parte di soggetti terzi, rispettare i diritti riconosciuti 
agli utenti dalle normative in materia di privacy a livello nazionale, regionale e 
internazionale, compreso il diritto degli interessati di ottenere la cancellazione 
tempestiva dei dati e cercare di migliorare e mantenere la sicurezza dei sistemi 
informativi. Infine le linee-guida indirizzate agli utenti sono chiare e semplici, essi 
devono fare attenzione, sia per quanto riguarda le informazioni che rilasciano che 
per i contenuti che pubblicano, devono essere sempre informati e a loro volta 
rispettare la privacy altrui.193 
Il 15 Ottobre 2008 in occasione della Conferenza internazionale delle Autorità di 
                                                          
193 Rapporto e Linee-guida in materia di privacy nei servizi di social network, 
“Memorandum di Roma”, Adottato in occasione del 43esimo incontro, 3-4 marzo 2008, Roma. 
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protezione dei dati, settanta authority preposte alla sorveglianza e al rispetto della 
privacy nei vari paesi si sono riunite per discutere e fare il punto della situazione 
analizzando l’attività di vigilanza e i rischi dovuti all’innovazione delle 
tecnologie. 
I garanti, durante questa conferenza internazionale (giunta ormai alla trentesima 
edizione) si sono soffermati in particolare sul fenomeno dei social network, difatti, 
il contenuto della risoluzione della predetta conferenza del 17/10/2008194 
evidenzia l’urgenza e la necessità di colmare le lacune legislative presenti nel 
settore della salvaguardia della privacy all’interno delle community. 
Queste diverse autorità nazionali hanno deciso, congiuntamente, di sostenere la 
messa a punto di approcci basati su strategie educative per migliorare la privacy 
online, a livello sia locale sia globale; di impegnarsi per assicurare ai minori in 
tutto il mondo l'accesso ad un ambiente online sicuro e rispettoso della privacy; e 
di collaborare con tutti gli attori e le parti interessate a livello locale ed 
internazionale, nella consapevolezza del ruolo determinante svolto dalla 
cooperazione con le figure professionali che influenzano la vita dei minori. 
 Tali autorità invitano inoltre, gli operatori di siti web creati per i minori a dare 
prova del proprio senso di responsabilità sociale adottando politiche in materia di 
privacy e condizioni d'uso che siano chiare, semplici e comprensibili, ed 
educando gli utenti rispetto ai rischi in materia di privacy e sicurezza ed alle 
opzioni che il singolo sito web mette a loro disposizione. 
Il rischio maggiore, sottolineato alla conferenza di Strasburgo, è quello di perdere 
                                                          
194 http://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-display/docweb/1566072 
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il controllo dell’utilizzo dei propri dati una volta che vengono pubblicati in rete ed 
il conseguente pericolo della riproduzione di questi dati da parte di altri membri 
della rete o di terzi non autorizzati. Le raccomandazioni indicate dai garanti nei 
confronti dei fornitori dei servizi di social network riguardano principalmente la 
trasparenza delle informazioni, il controllo da parte degli utenti sui dati che li 
riguardano, le impostazioni di default orientate alla privacy195 e il potenziamento 
delle misure di controllo al fine di impedire gli accessi abusivi ai profili-utente da 
parte di soggetti terzi, ad esempio mediante dispositivi di spidering. 
Dalla lettura della Risoluzione emerge come la parola chiave sia: “cooperazione”. 
E’ opportuno che i fornitori dei servizi di social network adottino le 
raccomandazioni indicate dai garanti, mantenendo, al contempo, un dialogo 
costante con le autorità. Dall’altra parte i governi di tutto il mondo dovrebbero in 
uniformità creare una legislazione internazionale a tutela dei dati personali del 
“navigatore” potenziando gli organi di vigilanza per salvaguardare i diritti degli 
utenti. Solo così il mondo del web potrà essere navigato in “acque tranquille”. 
 
 
                                                          
195
  All’atto delle registrazione i settaggi e le impostazioni dell’utente sono tali da permettere 
che chiunque possa accedere ai propri dati. Solo successivamente l’utente potrà “disattivare” tali 
opzioni. Non solo: in seguito all’iscrizione a Facebook, automaticamente e senza il previo 
consenso dell’utente, il nome di quest’ultimo viene indicizzato sui motori di ricerca estranei al 
network così che i suoi dati e la sua immagine sono esposti e visibili a qualsiasi soggetto terzo 
(anche non iscritto alla community!). I garanti dei vari paesi del mondo hanno invece espresso la 
chiara volontà di invertire tale meccanismo. Le impostazioni di default (quelle ab origine) devono 
essere volte alla massima privacy e solo successivamente l’utente potrà autorizzare l’accesso ai 
propri dati a chiunque, o la possibilità di essere segnalato in foto altrui o indicizzato nei motori di 
ricerca. 
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4.  La dipendenza causata dal Web. 
 
Se si pone l'attenzione ai casi di vera e propria dipendenza generati dalla Rete si 
può notare come il numero di ore trascorse sul web rappresenti un segnale 
allarmante del reale livello di “cyber-dipendenza” che caratterizza molti soggetti 
soprattutto bambini e ragazzi e che nasconde molto spesso  difficoltà nelle 
relazioni interpersonali e sfocia in un utilizzo compulsivo del mezzo. 
Parlando di cyber-dipendenza bisogna far riferimento alla Cyber relationship 
addiction e ai Muds addiction.  
Con la prima si intende la tendenza a prediligere i rapporti affettivi e di amicizia  
instaurati tramite internet piuttosto che le relazioni familiari e sociali “non 
virtuali”. La ragione di questa preferenza per le relazioni virtuali consiste spesso 
nella possibilità di assumere identità in parte o del tutto fittizie, ma anche nella 
maggiore facilità e velocità con cui per via telematica si giunge all'intimità ed alle 
manifestazioni di affetto. 
La Muds addiction, che riguarda soprattutto gli adolescenti, è la dipendenza dai 
giochi di ruolo online.196 Poiché ogni partecipante al gioco interpreta un 
personaggio e si immedesima con esso nell'azione e nel pensiero, esiste il rischio 
della depersonalizzazione e della difficoltà a distinguere fra contesto ludico e 
realtà; e sono proprio i più giovani, specie se poco integrati o trascurati nel 
contesto familiare, che appaiono fra le categorie più a rischio.197 
                                                          
196 L.GIULIANO, Giochi di ruolo e narrazioni ipertestuali online tra regole, libertà, 
divertimento e fiction, in Minori-Giustizia, n°4/ 2012, p.144 ss. 
197 Telefono Azzurro – Eurispes, 6° Rapporto Nazionale sulla condizione dell'infanzia e 
dell'adolescenza, Media e Comunicazione, p.44. 
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Da alcuni anni opera in Europa un sistema di classificazione dei giochi per i 
ragazzi promosso e finanziato dalla Commissione Europea nell'ambito del  
programma Safer Internet, chiamato PEGI Online,198 questo è diretto da un 
gruppo di lavoro che comprende esperti dell’industria dell’online gaming, 
associazioni di consumatori e rappresentanti di governi nazionali. 
Il sistema PEGI (Pan European Game Information)199 fornisce ai genitori in 
Europa raccomandazioni circostanziate riguardo all'idoneità del contenuto dei 
giochi per i minori, esso inoltre offre informazioni affidabili e facilmente 
comprensibili sotto forma di etichette di classificazione in base all'età e 
descrizioni del contenuto sulla confezione del gioco, permettendo in tal modo di 
assumere decisioni informate in merito all'acquisto. 
PEGI Online è un nuovo supplemento al sistema PEGI che si basa su alcuni 
elementi fondamentali: il PEGI Online Safety Code (Codice per la sicurezza di 
PEGI Online), il Framework Contract (Accordo quadro) siglato da tutti i 
partecipanti, un sito web dedicato chi intende aderire e per fornire informazioni al 
pubblico in generale e il logo PEGI Online che verrà  apposto a quei giochi che si 
vedranno riconosciuta un'appoisita licenza. 
La licenza di visualizzare il logo “PEGI Online” è concessa dall'amministratore di 
PEGI Online a qualsiasi fornitore di servizi di gioco on line che soddisfi i requisiti 
dichiarati nel POSC (PEGI Online Safety Code). Tali requisiti comprendono 
l'obbligo di mantenere il sito web privo di contenuti illeciti e offensivi creati dagli 
utenti e di collegamenti indesiderati, nonché garantire misure per la tutela dei 
                                                          
198 PEGI è il metodo di classificazione valido su tutto il territorio europeo usato per 
classificare i videogiochi attraverso cinque categorie di età e otto descrizioni di contenuto. È in uso 
da aprile 2003, in sostituzione di altre classificazioni come l'ELSPA. 
199 http://www.pegionline.eu/it/index/ 
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minori e della loro riservatezza quando partecipano ad un gioco on line. Il logo 
PEGI Online sarà visibile sulla confezione del gioco qualora quest'ultimo venga 
posto in commercio su CD/DVD oppure sul sito web del gioco stesso. Il logo 
informerà visivamente se il gioco può essere utilizzato on line e inoltre se il 
particolare gioco o sito è tenuto sotto controllo da un operatore che si impegna a 
tutelare i minori. 
Una dipendenza ancor più diffusa è quella connessa al gioco d'azzardo online, che 
caratterizza non solo adulti ma anche i ragazzi.200 Ricordando che i giocatori 
online sono circa 7 milioni in tutta Europa, alla fine del 2012 il commissario per il 
Mercato Interno Michel Barnier ha lanciato una comunicazione, sottolineando la 
necessità di migliorare i meccanismi di protezione rispetto al passato, in 
particolare nei confronti dei minori, per evitare l'acuirsi di forme di dipendenza e 
ludopatie.  
Il primo passo che dovrebbero fare i singoli Stati consiste nel lavorare insieme 
agli altri Stati membri e all'Europarlamento per verificare l'efficacia delle norme 
in vigore e proporre eventuali revisioni. Tra le azioni previste, da realizzare 
attraverso un'équipe di esperti nominata nel dicembre 2012, c'è l'individuazione 
dei siti illegali, che – ricorda Barnier- sarà difficile vietare; per questo l'obiettivo 
                                                          
200 Ai sensi del diritto comunitario, i servizi di gioco d’azzardo rientrano nell’ambito di 
applicazione dell’articolo 56 del T.F.U.E. e sono quindi disciplinati dalle norme sulla prestazione 
dei servizi, come statuito nella causa Schindler (n. C-275/92) in cui la Corte di Giustizia Europea 
ha stabilito, per la prima volta, che la fornitura e l’uso di offerte transfrontaliere di gioco d’azzardo 
costituisce un’attività economica rientrante nell’ambito di applicazione del Trattato. Il citato 
principio è stato, poi, ribadito nella successiva causa Gambelli (n. C-243/01) ove altresì si è 
stabilito che ove la normativa nazionale impedisca di offrire servizi di gioco d’azzardo on-line ai 
consumatori stabiliti in altro Stato membro, o ne ostacoli la libertà di ricevere o di beneficiare tali 
servizi, tale comportamento è contrario ai principi comunitari costituendo una limitazione indebita 
alla libera prestazione dei medesimi. All’opposto, uniche restrizioni ammesse, nel rispetto del 
principio di sussidiarietà, sono quelle poste a presidio di un interesse pubblico, ovvero le misure 
eccezionali secondo quanto previsto dagli articoli 51 e 52 del TFUE.  
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si sposta sulle azioni volte a dissuadere gli utenti dall'accesso.  
La comunicazione lanciata da Barnier ricorda, poi, che i servizi gambling non 
sono regolati da una specifica normativa a livello europeo, ma sono soggetti, caso 
per caso, ad alcuni specifici atti (direttiva sugli audiovisivi, direttiva sulle pratiche 
di commercio sleale, direttiva sul commercio a distanza e quella sull'e-commerce, 
quella sulla protezione dei consumatori, quella contro il riciclaggio di denaro, 
quella sulla protezione della privacy). 
Ad esempio la direttiva 2010/13/UE sui servizi di media audiovisivi al 
considerando 22 nel definire le trasmissioni audiovisive dice che sono esclusi 
dall’ambito di applicazione della presente direttiva i giochi d’azzardo con posta 
in denaro, comprese le lotterie, le scommesse e altre forme di servizi di giochi 
d’azzardo, nonché i giochi in linea e i motori di ricerca, ma non le trasmissioni 
dedicate a giochi d’azzardo o di fortuna. Nella Direttiva 2005/29/CE sulle 
pratiche commerciali sleali nell'allegato I si sostiene al punto 16 che sia una 
pratica commerciale  considerata in ogni caso sleale quella di affermare che alcuni 
prodotti possono facilitare la vincita in giochi d’azzardo. Ancora  la direttiva sulla 
vendita a distanza (n. 97/7/CE abrogata della direttiva 2011/83/UE) esclude dal 
suo ambito d'applicazione i giochi d'azzardo, aggiungendo che gli Stati membri 
dovrebbero poter adottare altre misure, anche più rigorose, di protezione dei 
consumatori in relazione a dette attività. O la recentissima direttiva 
Antiriciclaggio, del 20 maggio 2015, relativa alla prevenzione dell’uso del sistema 
finanziario a fini di riciclaggio o finanziamento del terrorismo, che abroga la 
direttiva 2005/60/CE e la direttiva 2006/70/CE, al 21imo considerando include i 
servizi di gioco d’azzardo nel campo di applicazione del provvedimento, 
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inserendo una normativa comune in materia sia per le case da gioco che per tutti 
gli altri servizi connessi al gambling. 
Tornando a focalizzare l'attenzione su questa problematica strettamente in 
relazione ai minori, si può citare la Risoluzione del 15 novembre 2011 sul gioco 
d'azzardo on line nel mercato interno (2011/2084(INI)), nella quale il Parlamento 
Europeo sostiene che una disciplina efficiente del settore del gioco d'azzardo on 
line dovrebbe, in particolare assicurare un'efficace protezione dei giocatori, con 
particolare riferimento alle categorie vulnerabili, segnatamente i minorenni, e 
prevenire il rischio di dipendenza dal gioco d'azzardo. 
E ancora, la recente Raccomandazione della Commissione del 14 luglio 2014 sui 
principi per la tutela dei consumatori e degli utenti dei servizi di gioco d'azzardo 
on line e per la prevenzione dell'accesso dei minori ai giochi d'azzardo on line201, 
raccomanda agli Stati membri di adottare principi per i servizi di gioco d'azzardo 
on line e per le comunicazioni commerciali responsabili relative a tali servizi, allo 
scopo di garantire ai consumatori, ai giocatori ed ai minori un elevato livello di 
tutela, inteso a salvaguardare la salute e a ridurre al minimo gli eventuali danni 
economici che possono derivare da un gioco compulsivo o eccessivo, lasciando 
impregiudicato il diritto degli Stati membri di regolamentare tali servizi. 
Al punto IV aggiunge che  nessun minore dovrebbe poter giocare su un sito 
Internet di gioco d'azzardo o avere un conto di gioco, gli Stati membri dovrebbero 
garantire che l'operatore disponga di procedure intese a impedire ai minori di 
accedere ai servizi di gioco d'azzardo, anche attraverso controlli per accertare 
l'età durante un'apposita procedura di registrazione, per impedire ai minori di 
                                                          
201 GU L 214 del 19.7.2014 . Raccomandazione (2014/478/UE).  
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avere accesso ai siti Internet di gioco d'azzardo, gli Stati membri dovrebbero 
inoltre incoraggiare la presenza, sui siti Internet di gioco d'azzardo, di link a 
programmi di controllo parentale. Gli Stati membri dovrebbero garantire che le 
comunicazioni commerciali per i servizi di gioco d'azzardo on line non nuocciano 
ai minori o non li inducano a considerare il gioco d'azzardo un elemento naturale 
delle loro attività ricreative. Le comunicazioni commerciali dovrebbero riportare 
chiaramente un messaggio che indichi che il gioco d'azzardo è vietato ai minori e 
precisi l'età minima al di sotto della quale il gioco d'azzardo non è ammissibile.  
Gli Stati membri sono invitati a designare, nel quadro dell'applicazione dei 
principi di cui alla presente raccomandazione, autorità di regolamentazione del 
gioco d'azzardo che garantiscano e controllino in maniera indipendente l'effettiva 
conformità alle misure nazionali adottate a sostegno dei principi stabiliti in essa. 
Gli Stati sono infine, invitati a notificare alla Commissione le misure adottate ai 
sensi della presente raccomandazione entro il 19 gennaio 2016, per consentirle di 
valutare l'attuazione della raccomandazione stessa.  
In Italia nella XVI legislatura il settore dei giochi è stato oggetto di numerosi 
interventi legislativi, finalizzati da un lato a contrastare il fenomeno del gioco 
illegale, alla tutela dei minori e alla lotta alla ludopatia, e dall'altro a reperire 
maggiori entrate per la copertura degli oneri recati dalle manovre di finanza 
pubblica. 
Dopo aver ricompreso l'esclusione dall'accesso al gioco nei confronti dei minori in 
diverse disposizioni legislative in cui si delineavano le finalità dell’intervento202, 
                                                          
202  Per quanto riguarda i giochi on line, la legge n. 88 del 2009 (legge comunitaria 2008) 
all’articolo 24, comma 17, prevede che i concessionari adottino ovvero mettano a disposizione 
strumenti ed accorgimenti per l’autolimitazione ovvero per l’autoesclusione dal gioco, l’esclusione 
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oppure si indicavano gli obblighi ai quali si sarebbe dovuto sottoporre il 
concessionario, con l’articolo 24 del D.L. n. 98 del 2011 il legislatore, oltre a 
ribadire al comma 20 il divieto di consentire la partecipazione ai giochi pubblici 
con vincita in denaro ai minori di 18 anni, ha provveduto - ai successivi commi 21 
e 22 - ad inasprire le sanzioni a carico del titolare dell'esercizio commerciale o del 
concessionario che gestisce l'ambiente virtuale di gioco, che consenta la 
partecipazione ai giochi pubblici a minori.203  
 
5.  Dal bullismo al cyberbullismo. 
 
Non è meno concreto e preoccupante il pregiudizio che può derivare a 
preadolescenti ed adolescenti da una navigazione in rete senza limiti e controlli, 
capace, nei casi più gravi, di indurre a pensieri ossessivi e atteggiamenti 
compulsivi con una grave ricaduta sul piano dei rapporti sociali. L'utilizzo 
improprio delle nuove tecnologie e l'impiego improprio delle potenzialità offerte 
dalla Rete, può condizionare la condotta individuale con conseguente 
sovraesposizione al rischio di commissione di atti devianti.204 
La rivoluzione del sistema mediatico sta dunque incidendo profondamente, nel 
bene e nel male, sulla formazione di bambini e adolescenti, sulla qualità del loro 
agire in relazione alle aspettative sociali nonché sulla loro capacità di espressione 
                                                                                                                                                               
dall’accesso al gioco da parte di minori, nonché l’esposizione del relativo divieto in modo visibile 
negli ambienti virtuali di gioco gestiti dal concessionario (lettera e). 
203 
http://leg16.camera.it/561?appro=636&Tutela+dei+minori%2C+ludopatia%2C+pubblicit%C3%A
0 
204     G. TONIATTI, L.M. MAJOCCHI, Genitori e figli nell'era di internet: comunicazione reale e 
comunicazione virtuale, in Minori-giustizia, 2009, n°4, p. 190-198. 
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già riconosciuta dalla Convenzione sui diritti del fanciullo del 1989. Per 
quest'ultima il diritto di espressione dell'infradiciottenne sembrerebbe 
sottoponibile a limitazioni più blande di quelle previste dalla Convenzione per la 
salvaguardia dei diritti dell'uomo e delle libertà fondamentali del 1950. 
Nella Convenzione sui diritti del fanciullo non si ipotizza infatti alcun argine per 
“impedire la divulgazione di informazioni confidenziali” o per “garantire l'autorità 
e l'imparzialità del potere giudiziario”. Errore di valutazione, questo, 
presumibilmente derivante dall'impossibilità di prevedere, nel 1989, l'alto livello 
di condivisione con le nuove tecnologie che nel mondo occidentale avrebbero 
presto raggiunto i più giovani e, quindi, la possibilità di questi ultimi di aggredire 
a distanza anche beni particolarmente protetti. Va da sé che, grazie ai new media, 
con le modalità di relazione cambiano anche quelle di prevaricazione, tra i più 
giovani. 
Innanzitutto col termine più classico di “bullismo” si intende: l'oppressione 
psicologica o fisica, ripetuta e continuata nel tempo, perpetrata da una persona o 
un gruppo di persone più potente nei confronti di un'altra percepita come più 
debole. L'età maggiormente colpita è quella che va dai 7 ai 15 anni e solitamente 
l'azione del “bullo” è diretta a danneggiare la vittima designata mediante 
atteggiamenti persistenti e continui, tali da sopraffarla e renderla incapace di 
difendersi.205 
A quello tradizionale oggi si tende ad affiancare il Cyberbulling, cioè un bullismo 
attuato con l'ausilio dei nuovi mezzi di comunicazione. Innanzitutto è opportuno 
                                                          
205 Nonostante la grande portata del fenomeno manca nel nostro Paese una legislazione ad 
hoc che disciplini i danni provocati da adolescenti nel confronti di coetanei attraverso condotte 
prevaricatrici e vessatorie. La dottrina ha cercato di colmare siffatto vuoto applicando per analogia 
la normativa in materia di mobbing, qualificando le condotte bullistiche come “mobbing 
adolescenziale” ovvero “mobbing in età evolutiva”. 
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distinguere tra un cyberbulling improprio e un cyberbulling proprio. Nel primo 
caso l'atto vessatorio è, di fatto, commesso nel mondo reale ma trova nelle nuove 
tecnologie e nella successiva immissione in rete una modalità di amplificazione 
dei suoi effetti.206  
Un esempio è dato dal caso del ragazzo disabile ripreso da alcuni coetanei con la 
telecamera del telefono cellulare mentre è spintonato e fatto oggetto di vessazioni 
da parte dei propri compagni di classe207; emblematico è pure quello del 
diciassettenne che, per ritorsione alla rottura della relazione sentimentale da parte 
della ragazza, realizza un cd sul quale riproduce gli amplessi filmati a suo tempo 
di comune accordo e li diffonde in rete.208 
Il cyberbulling proprio, invece, nasce e veicola direttamente nel mondo virtuale 
ed ha caratteristiche specifiche e tali da fargli acquisire un'autonoma 
configurazione. Si fa riferimento in particolare, al cyberstalking, consistente in atti 
intimidatori e minacce inviate tramite mail, immagini, video clips e foto; alla 
exposure, caratterizzata dalla diffusione di informazioni riservate in grado di 
arrecare disagio all'interessato e acquisite frequentemente con violazione 
dell'account. Si pensi, ancora, all'impersonation che si sostanzia in una vera e 
propria sostituzione di persona o all'exclusion, denigrazione mirata a far 
estromettere un coetaneo da un gruppo online. 
In queste ipotesi l'unico punto di convergenza con gli atti di prevaricazione 
compiuti nel mondo reale potrebbe, al più, ravvisarsi nel comune fine di umiliare 
                                                          
206 Il Bullismo a scuola: nuove e vecchie tipologie, p.73-86 scheda n°7, 
www.telefonoazzurro.it 
207 L. ARANZULLA, Responsabilità dei gestori di motori di ricerca tra regole e diritti di 
libertà: alcune riflessioni. In Cyberspazio e diritto, 2011, Vol12, n.2, p.125. 
208 Il tribunale per i minorenni di Perugia con sentenza 31 dicembre 2003, ravvisata la 
condotta diffamatoria, concedeva perdono giudiziale. 
167 
 
la vittima209. E infatti nel cyberbulling proprio non necessariamente si richiede 
una condotta ripetitiva anche perché grazie all'istantanea capillare divulgazione e 
diffusione consentita dal mezzo utilizzato, sovente è sufficiente un unico atto per 
conseguire lo scopo. 210 
Va chiarito comunque, che se il cyberbulling proprio assume connotazioni 
specifiche rispetto al bullismo tradizionale e al cyberbulling improprio, il danno 
per la vittima è sempre reale. E infatti una cyberprevaricazione ha comunque 
elevate potenzialità lesive, tanto è, del resto, più che comprensibile sol che si 
pensi a quale sia la risonanza dell'offesa e, quindi dell'umiliazione in rete rispetto 
a quella nel mondo reale.211 
Da queste considerazioni scaturisce l'impegno della comunità internazionale per 
contrastare il fenomeno attraverso mirati interventi educativi. La Convenzione sui 
diritti del fanciullo, che pur riconosce la fondamentale importanza dell'educazione 
nel processo formativo di ogni minorenne e ne definisce le finalità attraverso una 
norma di carattere precettivo (art.28), non affrontò direttamente la complessa 
problematica relativa al bullismo, quella forma di devianza che proprio nella 
carenza educativa e nella generale sottovalutazione degli educatori trova la sua 
genesi.  
Quando fu redatta la Convenzione infatti, tale problematica non era tanto attuale 
                                                          
209
 Mentre nel bullismo tradizionale l'asimmetria della relazione tra bullo e vittima è 
elemento essenziale, in quanto indispensabile a connotare l'atto è la differenza di forza fisica e/o 
psichica tra aggressore e aggredito, in rapporto all'età e al sesso, nel cyberspazio i rapporti di forza 
non necessariamente riflettono quelli del mondo reale e possono persino essere ribaltati grazie alla 
distanza e alla possibilità di mascheramento. Ciò che conta non è la forza, ma la conoscenza del 
sistema e dei programmi informatici, di modificare l'altrui blog, di penetrare agevolmente nella 
sfera privata dell'altro, violandone l'account, per acquisire e divulgare quelle informazioni grazie 
alle quali sarà agevole esercitare una coazione diretta o indiretta. 
210 F. DE SALVATORE, Bullismo e Cyberbulling, dal reale al virtuale tra media e new 
media, in Minori-Giustizia, n°4, 2012, p. 94 ss. 
211 Commissario Generale delle Nazioni Unite, Studio sulla violenza sui bambini, New York, 
11 novembre 2006. 
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quanto lo è oggi, tuttavia se si interpreta  in ottica evolutiva il successivo art.29, vi 
si può leggere un impegno degli Stati affinché l'educazione dei fanciulli persegua 
determinate finalità, tra cui anche quella di arginare fenomeni di “bullismo” 
educando i bambini alla comprensione e al rispetto degli altri. Infatti il citato 
art.29 prescrive che gli Stati parti convengono che l’educazione dei bambini deve 
avere come finalità quella di sviluppare nel fanciullo il rispetto dei diritti 
dell’uomo e delle libertà fondamentali e dei principi consacrati nella Carta delle 
Nazioni Unite, e di preparare il fanciullo ad assumere le responsabilità della vita 
in una società libera, in uno spirito di comprensione, di pace, di tolleranza, di 
uguaglianza tra i sessi e di amicizia tra tutti i popoli e gruppi etnici, nazionali e 
religiosi e delle persone di origine autoctona. Pur non potendo prevedere l'ampia 
portata che avrebbe avuto il fenomeno quindi, la Convenzione aveva già 
anticipato la necessità di insegnare ai bambini fin da piccoli ad agire rispettando i 
principi di tolleranza e non discriminazione del diverso o del più debole.  
Nel nostro continente l'azione di prevenzione del bullismo, già sostanzialmente 
abbozzata nell'art.1 della Raccomandazione 87/20 del 1987 del Consiglio 
d'Europa, si è fatta sentire in modo particolarmente incisivo nell'ultimo decennio, 
di pari passo con lo sviluppo dei new media.  
Bisogna rammentare la Raccomandazione sulla tutela dei minori e il rispetto della 
dignità umana nel settore della radio diffusione e di internet del Parlamento 
europeo del 2006, con la quale si sollecitano campagne d'informazione sui rischi 
della Rete e la distribuzione di kit informativi sulla navigazione sicura; e ancora il 
Programma UE per i diritti dei minori,212 proprio in questo, infatti, la 
                                                          
212 Comunicazione della Commissione al Parlamento Europeo, al Consiglio, al Comitato 
Economico e Sociale Europeo e al Comitato delle Regioni (COM 2011), Bruxelles 15 febbraio 
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Commissione europea, dopo aver evidenziato quanto sia diffuso ormai in tutte le 
scuole d'Europa il bullismo fisico e psicologico, focalizza la propria attenzione 
sulle moderne tecnologie online di fronte alle quali bambini e adolescenti possono 
essere particolarmente vulnerabili e auspica il coinvolgimento di social network, 
fornitori di servizi internet e polizia per un'azione di monitoraggio ad ampio 
raggio. Essa fissa undici azioni che mirano a promuovere e tutelare i minori. Tra 
queste al punto nove pone l'obbiettivo per il futuro di adottare “misure contro il 
bullismo e il groming, l'esposizione a contenuti dannosi e e altri rischi connessi 
alla navigazione su Internet da parte dei più giovani”.213 
Nel nostro paese bullismo e cyberbulling non hanno trovato una precisa risposta 
normativa. Vero è senz'altro che spesso l'uno e l'altro si sostanziano in condotte 
che potrebbero definirsi penalmente evanescenti214, il che comporta un'ampia 
discrezionalità degli educatori circa la segnalazione all'autorità giudiziaria 
minorile alla quale da sempre guardano con una certa diffidenza, persuasi di poter 
gestire nel proprio ambito il fenomeno. Convinzione, questa, che probabilmente si 
è ancor più rafforzata dopo le modifiche apportate allo Statuto delle studentesse e 
degli studenti dal Dpr 235/07215 che sembra aver gettato le basi per una vera e 
propria “giurisdizione scolastica” con sanzioni analitiche, ma erogabili all'esito di 
                                                                                                                                                               
2011, che segue alla Comunicazione della Commissione -Europa 2020 – Una strategia per una 
crescita intelligente, sostenibile e inclusiva (COM2010). 
213 http://europa.eu/rapid/press-release_IP-11-156_it.htm     www.minori.it 
214 Alcuni atti di bullismo possono concretizzare specifici reati. Nel bullismo tradizionale 
diretto, tra i più ricorrenti, rientrano le percosse ( art.581 cod. pen), le lesioni personali (art. 582 
cod.pen.), l'ingiuria (art.594 cod.pen.), la violenza privata (art.610 cod.pen.), la minaccia( art.612 
cod.pen), le molestie (art.660 cod.pen.); in quello indiretto la diffamazione (art.595 cod.pen). Tra 
le più frequenti condotte di cyberbulling si annoverano, oltre alla minaccia a mezzo mail o alla 
violenza privata che possono costituire ipotesi di bullismo virtuale diretto, anche reati commessi 
per creare le condizioni per consumare il reato fine. Particolarmente diffuso è il delitto di 
sostituzione di persona (art.494 cod.pen.) o quello di interferenze illecite nella vita privata 
(art.615-bis cod.pen.) o, ancora, di accesso abusivo ad un sistema informatico o telematico (art. 
615-ter cod.pen.). 
215 Regolamento recante modifiche e integrazioni al Decreto del Presidente della Repubblica 
24 giugno 1998 concernente lo Statuto delle studentesse e degli studenti della scuola secondaria. 
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procedure calibrate su un principio di ragionevolezza e, comunque, sempre 
modulabili e revocabili.216 
A quella giurisprudenza che ha cercato di assimilare il bullismo al mobbing, non 
si è mancato di contrapporre le differenze fra i due fenomeni. Differente è, infatti, 
la volontà dell'agente, giacché il bullo, contrariamente al mobber, non intende 
arrecare un danno alla sua vittima, ma semplicemente umiliarla per ribadire la 
propria supremazia nel gruppo dei pari o agli occhi della comunità virtuale. 
Differente è la condotta che nel bullismo e nel cyberbulling è sempre formalmente 
e sostanzialmente illecita, mentre nel mobbing è tesa a un fine illecito attraverso il 
compimento di atti che possono essere formalmente leciti.217 
Negli ultimi anni, invero, anche per contenere le forzature interpretative, si è 
avvertita l'esigenza di una norma che sanzionasse l'antigiuridicità di un bullismo 
penalmente rilevante. Tuttavia, è evidente la difficoltà di tipizzare un reato proprio 
dell'infra-diciottenne che dovrebbe essere a forma libera, di pericolo presunto e 
punibile anche a titolo di dolo eventuale. 
Nè può ritenersi che il legislatore abbia offerto una risposta alle istanze attraverso 
l'introduzione del delitto di “atti persecutori” di cui all'art. 612 bis cod.pen., 
comunemente conosciuto come stalking. Tale fattispecie infatti, pensata in un 
primo momento soprattutto per la tutela della donna, non agevolmente si adatta a 
inquadrare la condotta prevaricatoria dell'adolescente. 
Piuttosto che introdurre nuove fattispecie penali, la sola possibile risposta a questa 
particolare forma di devianza è riscontrabile, invece, nell'elasticità propria del 
                                                          
216 Va da sé che la discrezionalità comporta anche il rischio di una giustizia a macchia di 
leopardo, perché non sempre e non ovunque condotte simili sono penalmente perseguite e, quando 
lo sono, il parametro di valutazione non sempre è uniforme. 
217 L.VIOLA, Bullismo come mobbing, in Altalex. Quotidiano d'informazione giuridica, 
2011, n° 3255. 
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processo minorile e nella sua finalità recuperatoria oltre che sanzionatoria. 
Mediazione, volontariato e supporto psicologico sono gli strumenti con cui 
nell'area penale, si può combattere efficacemente il vecchio e il nuovo bullismo. 
 
 
5.1  Il caso Drew. 
 
Nel 2006, Lori Drew (nata a Shreeves) viveva nella contea di St. Charles, nel 
Missouri, con il marito Curt e la loro figlia adolescente. Megan Meier, che un 
tempo era stata amica della la figlia di Drew, abitava nella loro stessa strada.  
Durante l'estate del 2006, alla signora Drew fu riferito che Megan stava 
diffondendo false dichiarazioni circa sua figlia. Allora Lori Drew, sua figlia, e una 
sua dipendente, Ashley Grills, decisero di creare un account MySpace di un 
ragazzo inesistente di 16 anni, sotto lo pseudonimo di "Josh Evans" e di utilizzare 
tale account per scoprire se Megan stava diffondendo false dichiarazioni circa la 
figlia di Drew. 
Tale account MySpace, col nome di "Josh Evans" è stata effettivamente creato nel 
settembre 2006, la Drew avrebbe utilizzato tale l'account per contattare Megan, 
che a quanto pare ha creduto che "Josh Evans" fosse davvero un ragazzo di 16 
anni, ed ha cominciato a conversare con lui a partire dal 16 ottobre 2006, in un 
modo descritto dall'accusa come “civettuolo”. 
Un giorno "Josh Evans" ha inviato un messaggio a Megan secondo  il quale “il 
mondo sarebbe un posto migliore senza di lei”, ulteriori membri di MySpace che 
avevano legami con il profilo di "Josh Evans" hanno iniziato a loro volta ad 
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inviare alla Meier messaggi negativi. Poco dopo, la madre di Megan ha scoperto 
che la figlia si era impiccata nella sua stanza da letto. Dopo la morte della ragazza, 
il contatto "Josh Evans" è stato eliminato, e la Drew ha minacciato un'altra 
ragazzina che era a conoscenza delle sue attività su MySpace di "tenere la bocca 
chiusa". 
Il 15 maggio 2008, una  Grand Jury federale ha disposto il rinvio a giudizio di 
Lori Drew per aver commesso reati quali l'accesso non autorizzato a reti 
informatiche protette al fine di ottenere informazioni necessarie a provocare 
disagio emozionale a terzi, e la cospirazione per commettere crimini. La Drew ha 
violato la CFAA americana, ovvero la legge sull'abuso e la frode tramite 
computer, inoltre essa non ha rispettato i termini di servizio di MySpace, creando 
un falso account. Il 16 novembre 2008, Lori Drew è stata giudicata colpevole in 
merito al primo capo d'accusa, l'accesso non autorizzato a computer protetti, 
derubricato però a reato lieve (misdemeanor) dall'originale imputazione di crimine 
aggravato (felony), mentre per il secondo, la cospirazione, la giuria popolare non è 
stata in grado di raggiungere un verdetto unanime e il capo d'accusa è stato 
dunque accantonato218.  
L'eco del caso ha tuttavia mosso numerose giurisdizioni locali e statali negli Stati 
Uniti, nonché il Governo Federale, a rivedere i codici penali per inserirvi il reato 
di molestie tramite Internet. Questo caso si può definire come un esempio di 
“cyberbullismo” a danno di un minore che è stato perpetrato da un adulto, in 
violazione quindi anche del fondamentale art.16 della Convenzione delle NU che 
prevede che nessun adulto può permettersi di insultare, offendere o accusare 
                                                          
218 R.C.GRIFFIN (PROFESSOR OF LAW WASHBURN UNIVERSITY TOPEKA, 
KANSAS), Cybercrime, in Journal of International Commercial Law and Technology, Vol. 7, 
Issue 2 (2012), p. 136ss. 
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ingiustamente un bambino, interferendo nella sua vita privata o recando un 
affronto al suo onore e alla sua reputazione. 
 
6.  La risposta europea alle problematiche connesse ai new media. 
 
Alla luce di tutti i rischi e le problematiche considerate nel presente capitolo 
relativamente all'uso di internet da parte dei minori, bisogna a questo punto 
analizzare gli interventi e gli orientamenti promossi dalla Comunità europea per 
punire l'uso degradato e criminoso della rete informatica e per promuovere un uso 
di internet il più possibile sicuro per i bambini. 
La risposta europea alla tutela dei minori dai pericoli della rete è iniziata nel 1998 
quando la Commissione Europea ha approvato il “Safer Internet”219, il piano 
d’azione finalizzato alla gestione della rete attraverso la cooperazione tra attori 
privati e autorità, atto a garantire una maggiore libertà dell’informazione e, allo 
stesso tempo, la sicurezza dei minori.  
Le prime fasi della collaborazione e del coordinamento tra istituzioni europee e 
fornitori di servizi Internet hanno visto le parti in causa iniziare ad occuparsi del 
problema relativo al materiale illegale presente sulla rete ed a valutare le iniziative 
di autoregolamentazione e coregolamentazione europee volte a favorire una 
maggiore protezione in rete per i minori.  
Questo Piano d'azione ha previsto tutta una serie di finanziamenti per attività 
destinate a combattere le informazioni di contenuto illegale e nocivo diffuse su 
                                                          
219  Decisione n. 276/99/CE del Parlamento europeo del Consiglio del 25 gennaio 1999, che 
adotta un piano pluriennale d’azione (1999- 2004)  per promuovere l'uso sicuro di Internet 
attraverso la lotta alle informazioni di contenuto illegale e nocivo diffuse attraverso le reti globali.,  
http://europa.eu/legislation_summaries/information_society/internet/l24190_it.htm.  
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internet e dato il suo successo è stato prorogato per una seconda fase di due anni 
in vista della sua conclusione che doveva aver luogo il 31 dicembre 2002.  
Dapprima bisogna far riferimento alla Comunicazione della 
Commissione(COM/2002/0152) e successivamente alla decisione n. 
1151/2003/CE del Parlamento europeo e del Consiglio che prorogava tale piano 
d'azione, modificandone il campo d'applicazione in quanto comprendeva anche 
misure volte a incoraggiare lo scambio d' informazioni e il coordinamento tra 
soggetti competenti a livello nazionale, nonché disposizioni particolari rivolte ai 
paesi in via di adesione. Con questa proroga la normativa sull'uso più sicuro di 
internet viene estesa a nuove tecnologie online, compresi i contenuti mobili e a 
banda larga, i giochi online, il trasferimento di file inter pares e tutte le forme di 
comunicazione in tempo reale, quali chat room e messaggeria istantanea; vengono 
inoltre trattate tipologie più ampie di contenuti dannosi o comportamenti 
preoccupanti come il razzismo e la violenza. 
Tale piano è strutturato in tre linee d'azione: “creare un ambiente 
sicuro”,attraverso una rete europea di hotline e incoraggiando i soggetti interessati 
(operatori e utenti) a sviluppare e applicare adeguati sistemi di 
autoregolamentazione; “sviluppare sistemi di filtraggio e di classificazione”; e 
“incoraggiare le azioni di sensibilizzazione”, stimolando l'applicazione di 
soluzioni tecniche e informando ed istruendo genitori ed insegnanti. 
In seguito alla proroga si è promossa poi una più intensa creazione di reti 
attraverso un Forum per l'uso sicuro di Internet (Safer Internet Forum220) tra tutti i 
                                                          
220 E' un'importante piattaforma di discussione nata con lo scopo di riunire rappresentanti 
dell'industria, autorità di polizia, responsabili politici e organizzazioni di utenti ( ad esempio 
associazioni di genitori e di insegnanti, gruppi di tutela dell'infanzia, organismi di tutela dei 
consumatori e organizzazioni per la difesa dei diritti civili e digitali). Il Forum Safer Internet si 
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soggetti attivi nel settore negli Stati membri e trai partecipanti ai progetti legati 
alle singole linee d'azione, moltiplicando i contatti e le collaborazioni con attività 
simili in paesi terzi e con organizzazioni internazionali, mediante una Tavola 
rotonda collegata al Forum per l'uso sicuro di Internet.221 
 Tra i progetti finanziati dalla Commissione europea attraverso il piano “Safer 
Internet”, è da sottolineare, nonostante ad oggi risulti inapplicato, il Codice 
italiano di autoregolamentazione Internet e minori, approvato il 19 novembre 
2003 dalle associazioni degli Internet Provider, su iniziativa del Ministero delle 
Comunicazioni e d’intesa con gli operatori del settore.  
Il Codice, ispirato alla Convenzione di New York sui diritti dell’infanzia e 
sottoposto al Programma “Comparative Media Law and Policy” presso la Oxford 
University, rientra in una strategia che tiene conto delle più moderne istanze di 
sicurezza sociale, di diffusione della fiducia e di tutela della dignità umana, ma 
anche della necessità di creare condizioni favorevoli allo sviluppo del settore ICT 
di rilevanza centrale per la crescita economica e socioculturale del nostro Paese222. 
 L’obiettivo che si prefigge il Codice è quello di garantire un accesso sicuro alla 
rete curando, da un lato, la protezione del minore sotto il profilo passivo, inteso 
quale tutela della sua riservatezza e delle informazioni commerciali non richieste, 
e dall’altro lato, sotto il profilo attivo, la promozione della sua formazione, 
                                                                                                                                                               
pone l'obbiettivo di rappresentare sia il punto d'incontro e di discussione per gli esperti del settore 
che una piattaforma di formazione del consenso e formulazione di conclusioni, raccomandazioni, 
orientamenti ecc. desinati ai competenti canali nazionali ed europei. 
221 http://www.saferinternet.org/resources/aware_present.asp 
222 Ministero delle Comunicazioni, Commissione per l’assetto del sistema radiotelevisivo, 
Codice di autoregolamentazione Internet e minori, Roma, Pubblicazione della Fondazione Ugo 
Bordoni, 2003, pp. 9 ss. Nella premessa viene sottolineato il riconoscimento del diritto del minore 
ad una crescita equilibrata, sia dall’ordinamento nazionale che internazionale con ciò facendo 
riferimento alla Convenzione di New York, ed elencando, tra le condizioni idonee a tal fine, la 
funzione educativa di competenza della famiglia, il cui obiettivo può essere raggiunto attraverso le 
informazioni raccolte e fornite dalla rete telematica.  
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agevolando il corretto utilizzo delle risorse offerte dalla rete. Una maggiore 
attenzione viene, a tal fine, rivolta al momento dell’accesso del minore ad Internet 
nonché alla conservazione ed al trattamento dei suoi dati personali223.   L’adesione 
al Codice comporta la pubblicazione nella  homepage dei vari siti di una icona 
denominata ‘tutela dei minori’, unitamente alla descrizione delle informazioni 
sull’uso sicuro della rete. Inoltre, a seconda delle tecnologie disponibili, chi 
aderisce a tale progetto, si impegna a fornire i ‘servizi di navigazione 
differenziata’, attraverso i quali è possibile definire politiche distinte di accesso 
alla rete per gli adulti e per i minori224.  
Infatti, l’obiettivo del Codice non consiste nel limitare la libertà di accesso ad 
Internet, introducendo forme surrettizie di censura, ma al contrario nel tutelare i 
diversi interessi in gioco225.  
Con la decisione n.854/2005/CE del Parlamento europeo e del Consiglio dell'11 
maggio 2005, è stato istituito un ulteriore programma comunitario pluriennale 
inteso a promuovere un uso più sicuro di internet e delle nuove tecnologie online 
nei confronti dei minori (Safer Internet Plus), che rappresenta la prosecuzione del 
Piano precedente.226 
 Il Safer internet Plus si articola nelle seguenti 4 azioni: a) lotta contro i contenuti 
                                                          
223
   Codice Internet@minori: analisi dell‘articolato, in Crimine informatico, il nuovo diritto, 
Rassegna giuridica pratica, 
http://www.crimine.info/public/crimineinfo/articoli/codice_internet_minori.htm, 13/03/2004. 
224 Tali servizi sono in grado di escludere o limitare l’accesso ai siti non sicuri, come ad 
esempio i cosiddetti “filtri salva-famiglie”, che impediscono l’accesso a siti non desiderati, violenti 
o pornografici. 
225 A. SPANGARO, Minori e Mass media: vecchi e nuovi strumenti di tutela,  Ipsoa editore, 
2011, cit., p. 115 
226 GU L 149 dell'11.6.2005, p.1 Piano d'azione per l'uso più sicuro di Internet 2005-2008; 
esso ha permesso di disporre di un finanziamento comunitario che ha contribuito con successo ad 
incoraggiare una serie di iniziative a valore aggiunto europeo, come dimostrano le valutazioni dei 
programmi presentate al Parlamento europeo, al Consiglio e al Comitato delle Regioni 
(COM(2001)0690, COM(2003)0653, e COM(2006)0663). 
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illeciti (su cui tornerò più dettagliatamente nel capitolo successivo); b) trattamento 
dei contenuti indesiderati e dannosi; c) promozione di un ambiente più sicuro; d) 
realizzazione di azioni di sensibilizzazione. 
Per garantire l'efficacia del Programma, si prevede, oltre a combattere i contenuti 
illegali alla fonte, che gli utenti siano dotati di strumenti tecnici; i sistemi di 
classificazione e i marchi di qualità, unitamente alle tecnologie di filtraggio, 
possono infatti, contribuire a mettere gli utenti in condizione di scegliere i 
contenuti che desiderano ricevere.227 
Con la decisione n.1351/2008/CE del Parlamento europeo e del Consiglio del 16 
dicembre 2008 relativa ad un “programma comunitario pluriennale per la 
protezione dei bambini che usano Internet e altre tecnologie di comunicazione”,228 
si è inteso, poi, dar continuità alle iniziative avviate in precedenza, completando 
l'impegno dell'Unione europea in questa lotta contro i contenuti illeciti e i 
comportamenti dannosi in linea. 
Tale Programma “Internet più sicuro” aperto alla partecipazione di soggetti 
giuridici stabiliti negli Stati membri dell'UE, dell'Associazione europea di libero 
scambio(EFTA), dello Spazio economico europeo (oltre a organizzazioni 
internazionali e soggetti giuridici stabiliti in paesi terzi diversi da quelli indicati al 
paragrafo 1 dell'articolo 2), persegue sostanzialmente le medesime linee d'azione 
dei programmi precedenti (a. sensibilizzazione del pubblico; b. lotta contro i 
contenuti illeciti e i comportamenti dannosi in linea; c. promozione di un 
                                                          
227 C. NOTARSTEFANO, Orientamenti giuridic-istituzionali dell'Unione Europea in tema di 
diritti dei minori e uso consapevole di Internet e delle tecnologie on-line; in Tutela giuridica del 
minore e uso consapevole di Internet, a cura di G.DAMMACCO,Bari, Cacucci, 2008, p. 52. 
228 GU L 348 del 24.12.2008, p. 118. 
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ambiente in linea più sicuro; d. creazione di una base di conoscenze).229 
Obbiettivo del programma è quello di “educare” gli utenti, in particolare i 
bambini, ma anche genitori e insegnanti affinché cooperino nella lotta contro i 
contenuti illeciti, promuovendo sempre la collaborazione e lo scambio di 
informazioni, di esperienze e di migliori prassi tra i soggetti interessati a livello 
dell'Unione Europea ed a livello internazionale.230 
 Si prevede inoltre di creare dei punti di contatto e delle linee di assistenza 
telefonica ai quali i genitori e i bambini potranno rivolgersi per avere una risposta 
su come navigare in linea in sicurezza, ricevere consulenza su come contrastare il 
grooming231 e il cyberbullismo o a cui segnalare i contenuti illeciti e i 
comportamenti dannosi rinvenuti on-line.232 
Si può dire dunque che il Safer Internet programme della Commissione Europea è 
una delle realtà europee più attive e dinamiche, soprattutto sul versante della 
promozione della ricerca, infatti, sia le politiche di intervento e di 
regolamentazione della rete, sia le iniziative di media education volte ad 
affrontare questa problematica necessitano di conoscenze certe e di evidenze 
scientifiche su cui basarsi. 
Tra le indagini finanziate da questo programma, il progetto denominato EU Kids 
Online233 costituisce un raro esempio di indagine campionaria che abbia 
                                                          
229 Il programma copre un periodo di cinque anni a decorrere dal 1° gennaio 2009, con una 
dotazione finanziaria complessiva di 55.000.000 euro che verranno stanziati su base annua. 
230 C. NOTARSTEFANO, L'azione dell'Unione Europea a tutela dei minori nell'uso sicuro e 
consapevole di Internet e delle nuove tecnologie online, iniziativa di sensibilizzazione promossa in 
occasione del Safer Internet Day 6-2-2007, Polo Eurmediterraneo Jean Monnet, Bari, 2007, p.32. 
231   E' il processo con il quale un adulto adesca il linea un bambino con l'intento di abusarne 
sessualmente. 
232 C. NOTARSTEFANO, Orientamenti giuridic-istituzionali dell'Unione Europea in tema di 
diritti dei minori e uso consapevole di Internet e delle tecnologie on-line; in Tutela giuridica del 
minore e uso consapevole di Internet, a cura di G.DAMMACCO,Bari, Cacucci, 2008, p. 24 ss. 
233 Il progetto coinvolge 25 paesi e altrettante equipe di ricerca coordinate da Sonia 
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coinvolto, contemporaneamente, 25.142 ragazzi europei utenti di internet e un 
loro genitore, così da comprendere non solo la qualità dell'esperienza online dei 
più giovani ma anche la percezione che ne hanno gli adulti, che rispetto ai loro 
figli, digital natives, si possono definire piuttosto digital immigrants, con tutta una 
serie di handicap nel muoversi nei nuovi ambienti online.234 
Da quest'indagine è emerso che in Italia il 34% dei ragazzi intervistati ha fatto 
esperienza di almeno uno dei sette rischi indagati( pornografia, sexting, bullismo, 
user generated content dannosi, incontri offline con persone conosciute online, 
uso improprio di dati personali, internet addiction). 
I rischi più diffusi, sia in Italia che in Europa, sono quelli derivanti dal contatto 
con contenuti user generated inappropriati (per esempio siti che incitano all'odio 
verso determinate categorie sociali e gruppi etnici, alla violenza, a comportamenti 
autolesionistici, all'anoressia e bulimia ecc.), esperienza che riguarda il 18% dei 
ragazzi italiani di 11-16 anni e il 21% dei loro coetanei europei.235 
Fra i rischi analizzati, il più problematico è senza dubbio il cyberbullismo: se è 
vero che il bullismo è molto più diffuso offline che online, essere vittima di 
bullismo online è un'esperienza dolorosa per la maggior parte degli intervistati, 
infatti solo il 15% dei ragazzi europei dichiara di non esserne stato infastidito. 
I dati di EU Kids Online mostrano come vi sia un forte divario tra le esperienze 
online riferite dai ragazzi e la consapevolezza che ne hanno i genitori, questi 
                                                                                                                                                               
Livingstone presso la London School of Economics. 
234 P. AROLDI, G.MASCHERONI, Genitori e figli online, in Minori-Giustizia, n°4, 2012, p. 
53ss. 
235  Segue, l'uso improprio di dati personali, come il furto di password, e quindi, dell'identità 
online, esperienza più diffusa in Italia( 9% degli intervistati) che nel resto d'Europa( 6%); diffusi 
anche i rischi di carattere sessuale, come l'esposizione a materiale pornografico, dichiarata dal 7% 
del campione italiano( contro il 14% della media europea), e il sexting, vale a dire lo scambio fra 
pari di messaggi a contenuto sessualmente esplicito, che si assesta sul 4% (contro la media europea 
del 15%). I dati sono stati pubblicati in S.LIVINGSTONE, Risks and safety on the internet, The 
perspective of European children. Full Findings, EU Kids Online, LSE, London 2011. 
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ultimi, infatti, tendono a sovrastimare certi rischi e a sottostimarne altri e tendono  
a ignorare le esperienze negative dei loro figli.  
Il programma Safer Internet, alla luce di questi studi, si prefigge di incoraggiare i 
genitori ad adottare un approccio educativo basato non solo sulle regole ma sul 
dialogo, anche quando i genitori si sentono inadeguati e meno esperti dei propri 
figli nell'uso delle tecnologie.  
Il Parlamento europeo il 26 marzo 2009 ha indirizzato al Consiglio una 
Raccomandazione intitolata “Rafforzamento della sicurezza e delle libertà 
fondamentali su Internet”236, nella quale, nella sezione dedicata al “Pieno e sicuro 
accesso a Internet per tutti” sostiene che si debba “garantire che i diritti legali del 
minore ad essere protetto, così come prescritto dalla Convenzione delle Nazioni 
Unite sui diritti del fanciullo e come sancito dalla normativa dell'Unione europea, 
si rispecchino pienamente in ogni pertinente azione, strumento o decisione che 
riguardi il rafforzamento della sicurezza e della libertà su Internet”. Inoltre nel 
ribadire il proprio impegno nella lotta alla cibercriminalità raccomanda al 
Consiglio di “esortare gli Stati membri ad aggiornare la legislazione a tutela dei 
minori che utilizzano Internet, in particolare introducendo il reato di grooming 
(adescamento online dei minori a scopo sessuale), come definito nella 
Convenzione del Consiglio d’Europa per la protezione dei bambini contro lo 
sfruttamento e gli abusi sessuali del 25 ottobre 2007;237 promuovere programmi 
volti a proteggere i bambini e a educare i genitori, come previsto dalla normativa 
dell'Unione europea in relazione ai nuovi pericoli legati a Internet, e fornire uno 
studio d’impatto sull’efficacia dei programmi esistenti, tenendo conto in 
                                                          
236  Raccomandazione (2008/2160(INI)), GU dell'Unione europea C 117 E del 6.5.2010 p.206 ss. 
237    Che sarà approfondita nel capitolo successivo. 
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particolare dei giochi online che hanno come principali destinatari i bambini e i 
giovani; e spronare tutti i fabbricanti di computer dell'Unione europea a 
preinstallare software per la protezione dei bambini facile da attivare”. 
Sui medesimi concetti ritorna anche il Programma UE per i diritti dei minori238 
del 2011 nel quale la Commissione si impegna anche a controllare attentamente il 
processo di recepimento negli ordinamenti nazionali degli Stati membri della 
direttiva sui servizi di media audiovisivi239, giunto a termine il 19 dicembre 2009; 
la direttiva infatti, estende le norme di protezione dei minori, sino ad allora 
riservate ai programmi televisivi, ai servizi di media audiovisivi a richiesta in 
rapida espansione, in particolare su Internet. 
La Commissione è l'istituzione che, a motivo delle sue competenze, si è 
interessato della questione, come emerge anche da ulteriori Comunicazioni quali 
“l'Agenda digitale europea”240 e la “Strategia europea per un internet migliore per 
i ragazzi”241, che pongono degli obbiettivi da raggiungere da qui al 2020, e che 
nonostante siano di fatto strumenti di soft law stimolano gli Stati, affinché 
cooperino per rendere Internet un luogo di opportunità, per il bambino, di 
                                                          
238  Comunicazione della Commissione al Parlamento europeo, al Consiglio, al Comitato 
economico e sociale europeo e al Comitato delle regioni del 15.2.2011. COM(2011)60 
239    Direttiva 2010/13/UE del Parlamento europeo e del Consiglio, del 10 marzo 2010, relativa al 
coordinamento di determinate disposizioni legislative, regolamentari e amministrative degli Stati 
membri concernenti la fornitura di servizi di media audiovisivi (direttiva sui servizi di media 
audiovisivi) (GU L 95 del 15.4.2010, pagg. 1–24). All'art.27, in particolare, prevede che: “Gli Stati 
membri adottino le misure atte a garantire che le trasmissioni televisive delle emittenti soggette 
alla loro giurisdizione non contengano alcun programma che possa nuocere gravemente allo 
sviluppo fisico, mentale o morale dei minori, in particolare programmi che contengano scene 
pornografiche o di violenza gratuita”.   
240  Comunicazione della Commissione al Parlamento europeo, al Consiglio, al Comitato 
economico e sociale europeo e al Comitato delle regioni del 19 maggio 2010, intitolata 
«Un’agenda digitale europea» [COM(2010) 245 – Non pubblicata nella Gazzetta ufficiale]. 
L’agenda digitale presentata dalla Commissione europea è una delle sette iniziative faro della 
strategia Europa 2020, che fissa obiettivi per la crescita nell’Unione europea (UE) da raggiungere 
entro il 2020. Questa agenda digitale propone di sfruttare al meglio il potenziale delle tecnologie 
dell’informazione e della comunicazione (TIC) per favorire l’innovazione, la crescita economica e 
il progresso.  
241  Comunicazione della Commissione al Parlamento europeo, al Consiglio, al Comitato 
economico e sociale europeo e al Comitato delle regioni, Bruxelles, 2.5.2012, COM(2012) 196  
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accedere alla conoscenza e di comunicare in tutta sicurezza. 
Attraverso queste ulteriori Comunicazioni la Commissione  propone,  quale 
soluzione, una combinazione di vari strumenti basata su normativa, autodisciplina 
e sostegno finanziario. Sebbene non  escluda a priori lo strumento normativo, 
privilegia  infatti, l'autodisciplina, che in questo campo resta il quadro più 
flessibile per conseguire risultati tangibili; tutto ciò deve configurarsi come un 
processo dinamico in grado di rispondere a sfide nuove e di offrire meccanismi 
adeguati di analisi comparativa e di monitoraggio indipendente. 
Bisogna offrire ai ragazzi e ai giovani contenuti in linea di qualità, i bambini 
hanno bisogno infatti, di "campi giochi online" nei quali divertirsi e allo stesso 
tempo imparare, la fantasia dell'adolescente può essere appunto, molto stimolata 
da giochi creativi e didattici che concorrano ad un uso positivo di internet; 
favorire la produzione di tali contenuti di qualità di cui i ragazzi e i giovani 
possano disporre giova sia a questi utenti sia allo sviluppo del mercato unico 
digitale.242  
Per quanto riguarda gli operatori del settore, questi “dovrebbero garantire, in tutti 
i dispositivi per la navigazione internet disponibili in Europa, la presenza di 
controlli parentali facili da configurare, di agevole uso e accessibili a tutti. Questi 
strumenti dovranno funzionare in ogni tipo di dispositivo e per qualsiasi tipo di 
contenuto, compresi quelli prodotti dagli utenti, e dovranno rispettare le buone 
prassi per assicurare la trasparenza e l'assunzione di responsabilità; questi 
dovranno essere promossi in modo da sensibilizzare al massimo alla loro 
esistenza e incoraggiarne l'impiego”. 
                                                          
242  http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2012:0196:FIN:IT:PDF 
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 In conclusione, sebbene internet, i dispositivi per accedervi e i servizi disponibili 
oggi non siano stati creati per essere usati specificamente dai ragazzi, le ricerche 
svolte indicano che gli utenti giovanissimi sono sempre più numerosi. I ragazzi 
vengono quindi a costituire un gruppo specifico che merita attenzione, perché il 
loro comportamento in linea di oggi concorrerà a forgiare il mondo digitale di 
domani.  
Un impegno europeo comune in questo settore sosterrà lo sviluppo di 
infrastrutture interoperabili e sostenibili che permetteranno di realizzare “un 
internet migliore per i ragazzi” e promuoverà la crescita e l'innovazione.  
Innalzando di livello la sensibilizzazione, le competenze digitali e 
l'alfabetizzazione mediatica dei ragazzi se ne miglioreranno le prospettive di 
lavoro e l'occupabilità e li si aiuterà a divenire cittadini digitali sicuri dei loro 
mezzi.  
Incentivando le potenzialità insite nei contenuti creativi per i ragazzi si contribuirà 
al dinamismo del mercato unico digitale europeo. Per guadagnare la fiducia in un 
modello sostenibile e responsabile di governance che sia maggiormente in grado 
di reperire soluzioni più flessibili, tempestive e adatte al mercato rispetto a 
qualsiasi iniziativa di regolamentazione, occorre che gli operatori del settore 
portino avanti un processo continuo di definizione di codici effettivi di 
autodisciplina sulla tutela e la responsabilizzazione dei ragazzi, comprensivi di 
idonei parametri di riferimento e di sistemi di monitoraggio indipendenti. La 
Commissione continuerà nel contempo a sostenere l'inserimento delle tematiche 
inerenti alla sicurezza in linea dei ragazzi all'ordine del giorno di eventi quali il 
Forum sulla governance di internet e a condividere le buone prassi con le altre 
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organizzazioni internazionali attive nel settore. Continuerà inoltre, ad incoraggiare 
i progetti finanziati dall'UE, a collaborare con partner internazionali, così come 
continuerà a organizzare la conferenza internazionale del Forum Safer Internet243, 
che dal 2004 riunisce soggetti interessati provenienti da ogni parte del mondo per 
discutere della sicurezza in linea dei ragazzi.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                    
 
                                                          
243  Il Safer Internet Day viene celebrato ogni anno dal 2004, con manifestazioni in 65 paesi in 
Europa e nel mondo. http://europa.eu/rapid/press-release_IP-11-135_it.htm 
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                                      CAPITOLO 4 
     Lo sfruttamento sessuale dei minori in Rete. 
 
“Navigare in Rete e come tuffarsi in un mare vastissimo. Dentro c'è di 
tutto. Anche cose che possono ferire gli occhi e il cuore dei bambini”. 
                                   M.Girardo, “Avvenire” 
 
1. Premessa. Le nuove frontiere dello sfruttamento sessuale 
 
La rete Internet ha modificato, in modo sigificativo, la vita quotidiana dell'uomo. 
Accanto al mondo reale, quello nel quale tutti viviamo, si è formato il “mondo 
virtuale”, il mondo senza confini. Lo spazio cibernetico che non si può chiudere in 
alcuna cornice, e che sfugge al controllo dell'uomo, desta la nostra curiosità, e, 
nello stesso momento, porta con sé una serie di sfide, ma anche di pericoli.244 
Contemporaneamente all'utilizzo, sempre crescente, delle nuove tecnologie e di 
Internet si sviluppano, in maniera dinamica, diverse forme di criminalità in rete, 
come il terrorismo, la pornografia minorile, le truffe, la violazione dei diritti 
d'autore, oppure l'attività degli haker. Di conseguenza, la dignità umana ed anche 
alcuni diritti e libertà dell'uomo si trovano in pericolo, a causa degli illeciti 
compiuti in rete; per questa ragione, i valori umani e i diritti fondamentali 
richiedono una tutela giuridica particolare. 
                                                          
244 Www.saferinternet.org/ww/en/pub/insafe/news/article/0506/pl.htm. 
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Osservando gli “usi criminali” delle nuove tecnologie è possibile rilevare alcuni 
dei fenomeni devianti tipici dell'era dell'informazione caratterizzata, per un verso, 
dall'emergere di nuove fattispecie criminali, in cui le tecnologie informatiche 
rappresentano al contempo lo strumento e l'obbiettivo della condotta illecita 
(computer crime), e, per un altro, dalla metamorfosi di alcuni crimini tradizionali 
che grazie all'ausilio di questi nuovi media hanno assunto configurazioni per certi 
aspetti inedite (computer related crime).245 
Al di là delle precisazioni terminologiche, il dato che emerge è l'esistenza di un 
sottile filo rosso che unisce realtà criminali spesso assai diverse fra loro, ma 
accomunate dalla possibilità di uscire dai confini del “reale” per inserirsi in uno 
spazio, quello virtuale, del quale sfruttare tutte le potenzialità.  
Supposto anonimato, carattere volatile delle informazioni, ridefinizione dei limiti 
spazio-temporali, dimensione transnazionale dei comportamenti, sono tutti fattori 
chiave per comprendere l'importanza rivestita dalla “rivoluzione informatica” nel 
delinearsi di questa “nuova criminalità”. 
Fra i fenomeni criminali che hanno trovato nella Rete nuovi ambiti d'espressione e 
rinnovati strumenti di realizzazione, vi è senza dubbio, l'abuso sessuale sui 
minori.246 I bambini infatti, fanno parte dei soggetti più deboli tra quelli che usano 
                                                          
245  D. VULPIANI, La nuova criminalità informatica. Evoluzione del fenomeno e strategie di 
contrasto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol.1, n.1, Gennaio- Aprile 2007, 
pag 49. 
246  Con l'espressione abuso sessuale su minore generalmente si indica “il coinvolgimento in 
attività sessuali di soggetti immaturi e dipendenti a cui manca la consapevolezza delle proprie 
azioni, nonché la capacità di scegliere”, F. MONTECCHI, Gli abusi sessuali:le forme cliniche, in I 
maltrattamenti e gli abusi sui bambini. Prevenzione e individuazione precoce, a cura di 
F.MONTECCHI, FrancoAngeli, Milano, 1998, p.104. 
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Internet attivamente247, e purtroppo, proprio per la loro immaturità fisica e 
mentale, sono esposti al pericolo in modo particolare.248 
L'avvento dei nuovi media ha concorso all'emergere di una dimensione virtuale 
della pedofilia, basata sullo scambio di materiale pedopornografico, sulla 
creazione di comunità virtuali  a sfondo pedofilo e sui tentativi di adescamento 
online  di minore. Si tratta di realtà criminali diffuse da moltissimo tempo, ma che 
grazie alle tecnologie dell'informazione hanno assunto caratteristiche nuove, per 
alcuni aspetti difformi dai tradizionali profili dell'abuso sessuale. 
Tra queste di particolare interesse è proprio la produzione e diffusione di 
materiale pedopornografico che da fenomeno di “nicchia”, relegato ai retrobottega 
di negozi compiacenti o ai ristretti circoli delle comunità pedofile, si è oggi 
trasformato in una realtà che conosce sviluppi senza precedenti. Infatti se è vero 
che “fin da quando l'uomo ha scoperto l'abilità di scrivere o disegnare ha 
registrato gli abusi sessuali sui minori”249, è altrettanto vero che l'incontro tra 
perversioni sessuali e cyberspazio ha inciso notevolmente sul crimine in esame 
ampliandone l'eco a livello globale.250 
La “fruizione” di minori sessualizzati per il piacere degli adulti ha conosciuto uno 
sviluppo significativo a partire dagli anni settanta del Novecento, in cui si assiste 
                                                          
247  I risultati di molte ricerche indicano che in tutto il mondo ci sono 1,2 miliardi di 
internauti, dei quali il 40% sono gli europei. In Europa oltre l'85% dei bambini e dei giovani tra i 
12 e i 17 anni utilizza Internet quasi ogni giorno, in media da 16 a 17 ore alla settimana. Cfr. 
J.RICHARDSON, in: konferencja.saferinternet.pl/artykuly/program.html. 
248 O. CABAJ, La protezione dei minori contro la pornografia nella rete internet: gli 
standard polacchi e gli standard internazionali ed europei, in Tutela giuridica del minore e uso 
consapevole di Internet, a cura di G. DAMMACCO, Cacucci editore, Bari, 2008, p. 103. 
249 T.TATE, Child pornography: An Investigation, Londra, Methuen, 1990, p.33-34. 
250 G. MACILLOTTI, Il contrasto alla pedopornografia online: esperienze italiane e 
francesi a confronto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol. V – n.1, Gennaio-
Aprile 2011, p.84 (p.81-107); cita a sua volta: G.CIFALDI, Pedofilia tra devianza e criminalità, 
Milano, Giuffrè, 2000, p.72. 
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all'emergere di un'industria globale della pedopornografia, basata su attività 
commerciali fortemente lucrative.251 In questo periodo, ad esempio, si annoverano 
circa 250 riviste di pornografia infantile  immesse nel mercato statunitense e 
importate per la maggior parte dall'Europa.252  
Con l'affermarsi, a partire dagli anni ottanta del secolo scorso, delle tecnologie per 
la riproduzione audio-visiva questo mercato diviene sempre più fiorente, 
sostenuto anche dall'esplosione del turismo sessuale. Alle rappresentazioni 
professionali delle case di produzione si affiancano infatti quelle amatoriali, 
realizzate direttamente dagli abusanti nei vari “paradisi sessuali” o nei contesti 
“domestici” in cui sfruttano i minori, il tutto facilitato dalla mancanza di una 
corretta interpretazione e repressione del fenomeno da parte dei vari legislatori 
nazionali. 
Questo fenomeno ha, nonostante ciò, una diffusione assai più limitata rispetto a 
quella che osserviamo oggi. Costi di produzione, difficoltà nel reperimento del 
materiale e nella connessione con soggetti che condividono medesimi interessi 
devianti, limiti dettati dai confini geografici, paura di essere scoperti, erano tutti 
fattori che contribuivano a contenere la diffusione delle rappresentazioni illecite e 
a rendere questo fenomeno poco “visibile” almeno alla maggior parte della società 
civile. 
                                                          
251 Questi anni sono descritti come “i dieci anni della follia”, in cui la diffusione della 
pornografia minorile diviene un'industria globale, T.TATE, Child pornography: An Investigation, 
op.cit., p.33. 
252 R. POULIN, Sexualisation prècoce et pornographie, Parigi, La Dispute, 2009, p.122. 
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Con l'avvento della Rete, sul finire degli anni novanta del Novecento, questo 
scenario comincia ad evolversi, grazie alla possibilità d'introdurre il materiale 
pedopornografico nelle case e nei posti di lavoro di chiunque ne sia interessato.253 
La dimensione virtuale e digitale ha, in tal senso, contribuito all'implementazione 
del mercato della pedopornografia, agendo sia sul versante della domanda del 
prodotto, permettendo una più agevole connessione fra gli utenti, sia su quello 
dell'offerta, grazie alla maggior facilità e ai minori costi di produzione e 
distribuzione del materiale. La diversificazione degli strumenti di comunicazione, 
i costi poco elevati dei materiali informatici, l'avvento delle fotocamere digitali 
hanno in sintesi contribuito all'aumento della produzione e della diffusione, tanto 
a livello professionale che amatoriale, della pornografia minorile.254 
Una caratteristica attuale del fenomeno è proprio la quantità di materiale illecito 
disponibile in Rete, ove esistono canali non solo di vendita e scambio del prodotto 
secondo le preferenze degli utenti, ma anche di comunicazione e aggregazione fra 
gli stessi, che possono così condividere esperienze di abuso, informazioni 
finalizzate all'adescamento dei minori, nonché rafforzare la convinzione della 
liceità della loro devianza sessuale.255 
                                                          
253 G. MACILLOTTI, Il contrasto alla pedopornografia online: esperienze italiane e 
francesi a confronto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol. V – n.1, Gennaio-
Aprile 2011, p.85 (p.81-107); cita a sua volta: T. KRONE, International police operations against 
online child pornography, in Australian Institute of Criminology, Trends and Issues in Crime and 
Criminal Justice, 2005, aprile, n.296, p.233. 
254 A. BROWKER, M.GRAY, Cibersex offender and Children, in FBI Law Enforcement 
Bulletin, Marzo 2005, p.14. 
255 G. MACILLOTTI, Il contrasto alla pedopornografia online: esperienze italiane e 
francesi a confronto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol. V – n.1, Gennaio-
Aprile 2011, p.85 (p.81-107); cita a sua volta: E. QUAYLE, M. TAYLOR, Paedophiles, 
Pornography and the Internet: Assessment Issues, in British Journal of Social Work, 2002, n.32, 
pp. 867-870. 
190 
 
La presenza di una dimensione virtuale, in grado di mediare le interazioni e i 
rapporti fra i soggetti, può inoltre rappresentare un fattore capace di attenuare la 
reale percezione dei crimini, sostenuta dall'assenza di quei freni inibitori presenti 
nelle relazioni face to face. In tal senso, si può sottolineare come la Rete, anche 
attraverso le comunità virtuali che è in grado di creare, abbia la “possibilità di 
attivare dei processi di normalizzazione di forme precedentemente considerate 
devianti e criminali”256, contribuendo così a sfumare i già incerti confini fra 
conformità, devianza e criminalità. 
 
2.  La pornografia minorile, fra scenari virtuali e conseguenze reali. 
 
L'emergere di una dimensione virtuale della pedopornografia comporta la 
necessità di riconsiderare il fenomeno alla luce delle riflessioni sin qui svolte. In 
primo luogo, occorre capire che cosa s'intenda per pornografia minorile e quali 
siano le specifiche configurazioni che essa ha assunto in Rete; successivamente è 
opportuno rilevare quali siano gli ambienti virtuali in cui prolifera e quali siano i 
suoi legami con le pratiche d'abuso. 
La definizione di pornografia minorile che troviamo nel nostro codice penale 
all'art.600ter riprende quella dell'articolo 1 della Decisione Quadro 2004/68/Gai, 
secondo il quale per «pornografia infantile» si intende il materiale pornografico 
che ritrae o rappresenta visivamente: i) un bambino reale implicato o coinvolto in 
                                                          
256 A. PITASI, S.FERRARO, Crimini informatici o forme evolutive de pluriverso globale?, 
in Webcrimes. Normalità, devianze e reati nel cyberspace, a cura di A.PITASI, Edizioni Angelo 
Guerini e Associati, Milano, 2007, p.205. 
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una condotta sessualmente esplicita, fra cui l'esibizione lasciva dei genitali o 
dell'area pubica; o ii) una persona reale che sembra essere un bambino implicata 
o coinvolta nella suddetta condotta di cui al punto i); o iii) immagini realistiche di 
un bambino inesistente implicato o coinvolto nella suddetta condotta.257 
La quantità e le tipologie di materiale pedopornografico presenti in Rete sono tali 
da soddisfare i “gusti” e le “richieste” di qualsiasi utente. Si possono trovare 
immagini di nudo, rappresentazioni di minori in pose oscene, mentre praticano o 
subiscono attività sessuali in cui sono coinvolti coetanei, adulti, mentre sono 
oggetto di sevizie e torture, fino ad arrivare alle raffigurazioni che ne registrano la 
morte258. 
Questi minori, pertanto, non sono solo gli sfortunati protagonisti di 
rappresentazioni dal contenuto osceno ed aberrante, ma sono le vittime di abusi 
sessuali che causano loro danni di natura fisica e psicologica, i cui effetti sono 
amplificati dalla consapevolezza della presenza in Rete delle immagini che li 
ritraggono quali oggetto di mercimonio sessuale. I bambini ripresi sono stati 
violati, sfruttati, obbligati a subire pratiche degradanti, ma quei bambini, già 
privati della propria infanzia e della propria integrità fisica e mentale, continuano 
ad essere sfruttati, ad essere abusati ogniqualvolta le loro immagini sono 
distribuite e fruite dagli utenti della Rete. 
                                                          
257  GU L13 del 20.1.2004 p.44. 
258 Questo è il caso degli “snuffs movies” (nello slyng americano “snuff” sta per annientare o 
ammazzare brutalmente), film che si concludono con la morte reale dei protagonisti. In particolar 
modo negli Stati Uniti questi “snuffs movies” vengono visionati segretamente da gruppi 
ristrettissimi di “amatori”, costituiti da persone molto ricche che pagano cifre esorbitanti. Esse 
vengono realizzate con vittime minorenni rapite o acquistate in Paesi poveri come il Messico o la 
Thailandia, che vengono violentate e uccise. 
192 
 
Sebbene queste rappresentazioni siano ampiamente diffuse nella  dimensione 
virtuale e i corpi e i volti del minore siano conosciuti e riconosciuti da molteplici 
internauti, questi minori nella vita reale sono molto spesso “bambini invisibili”.259  
Nella maggioranza dei casi, infatti, è estremamente difficile identificare i soggetti 
ritratti e ciò a discapito, non solo dell'individuazione degli autori di questi reati, 
ma ancor più della possibilità di intervento e di sostegno a favore delle vittime.260 
Per quanto concerne i diversi ambiti virtuali in cui è possibile reperire questo tipo 
di materiale, si osserva come solitamente la ricerca sia effettuata attraverso siti 
Web, che possono ospitare esplicitamente pornografia minorile o possono 
contenere collegamenti ad ambienti virtuali ove è possibile reperire questo tipo di 
rappresentazioni.  
Si possono trovare siti e newsgroup261 (alla lettera: gruppo di notizie o di 
informazioni) gestiti da associazioni ufficiali di pedofili262, siti per così dire 
spontaneistici che ospitano esperienze personali da parte di utenti pedofili, nonché 
siti e newsgroup riservati, con dati criptati, noti anche come siti “catalogo”, spesso 
gestiti da organizzazioni criminali e utilizzati per il commercio di materiale ad 
alto contenuto pornografico, per notizie utili sul “turismo sessuale” e finanche 
come forme di adescamento e di sfruttamento della prostituzione minorile in 
                                                          
259 E.RENOLD, S.J.CREIGHTON, Images of abuse: a review of the evidente on child 
pornography, London, NSPCC Pubblications, 2003, p.1. 
260 Prove evidenti- bambini dimenticati, Rapporto di Save the Children, p.4, 2006. 
261   Generalmente si tratta di spazi online a pagamento il cui accesso è subordinato al 
versamento di una “quota associativa”, che può variare in relazione alla durata del periodo 
“associativo”, alla tipologia e alla quantità di materiale che viene venduto.  
262  Le principali associazioni sono, in Europa, la DPA ( Danish Pedophile Association) e 
negli Stati Uniti, il Pedophile Liberation Front e la NAMBLA ( North American Man-Boy Love 
Association);  V.LACOPPOLA, La tutela del minore abusato nell'era della globalizzazione, 
Cacucci editore, Bari, 2003, p.70 ss. 
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quanto presentano archivi aggiornati in cui sono elencati i minori messi a 
disposizione per la commissione di abusi. 
Un altro ambiente virtuale particolarmente interessato dal fenomeno in esame è, 
senza dubbio, quello dei circuiti di peer-to-peer (P2P), che permettono agli utenti 
lo scambio e la condivisione, in tempo reale e a titolo gratuito, dei documenti 
presenti nei computer.263   
Come dimostrato da numerose attività d'indagine, questi strumenti di 
comunicazione sono sovente utilizzati per la ricerca e la diffusione di pornografia 
minorile, proprio in ragione della facilità e della gratuità di accesso alle 
rappresentazioni da essi fornita. 
Altri ambienti virtuali utilizzati per la condivisione del materiale illecito sono le 
Bulletin Board System (BBS),264 delle bacheche elettroniche in cui è possibile 
comunicare con altri utenti e sfruttare servizi di file-sharing e di messaggistica 
centralizzati, queste sono molto diffuse fra le comunità di pedofili che, tramite 
questo strumento, danno vita a veri e propri gruppi di discussione e di 
condivisione di rappresentazioni pedopornografiche. 
                                                          
263  I circuiti di peer-to-peer si basano su software per il file-sharing, che consentono 
all’utente di condividere i propri file con altri utenti e a sua volta di scaricarne altri dagli stessi. I 
file, che sono solitamente di natura musicale, foto e video, possono anche consistere in programmi 
completi per tutte le piattaforme. Condizione necessaria è quella di aver installato sul proprio 
computer un software che permetta la condivisione dei file e di accedere ad una delle reti in 
Internet che offrono tale opportunità. L’attività viene gestita in modo che tutti i computer collegati 
alla rete, che utilizzano un determinato programma di condivisione di file, rappresentino e 
costituiscano a loro volta una sorta di “rete nella rete”.  
264  Le BBS sono “comunità virtuali” gestite da un computer, che utilizza un software per 
permettere ad utenti esterni di utilizzare funzioni di messaggistica e di file sharing centralizzati. I 
newsgroup invece sono degli spazi virtuali creati su una rete di server interconnessi (storicamente 
una sotto-rete di Internet USENIX network o più semplicemente Usenet) per discutere di un 
argomento (topic) ben determinato. Il loro accesso può essere libero o condizionato alla 
conoscenza di una password o al pagamento di una quota associativa.  
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 Accanto a questi canali di comunicazione, attualmente si osserva una grande 
diffusione delle chat e dei social network che consentono, oltre alla condivisione 
di file, anche l’interazione in tempo reale degli utenti presenti. L'interattività di 
questi ambienti virtuali ha da subito contribuito a renderli luogo privilegiato ove i 
pedofili si adoperano per contattare i minori, per scambiare con gli stessi 
immagini e video e per tentare di adescarli265. 
Il mercato della pornografia minorile, ad oggi, è in continua crescita: è stato 
calcolato che ogni anno vengono prodotti nel mondo più di 250 milioni di filmati 
con un fatturato annuo dell'ordine di circa 300 milioni di dollari.266  In questo 
contesto ciò che colpisce sempre di più sono le caratteristiche, la tipologia 
prevalente dei fruitori, nonché gli alimentatori di questo mercato: si tratta, spesso, 
di persona di media o medio-alta posizione sociale, di buon livello culturale e 
professionale, le cui attività in rete sono spesso contraddistinte dalla militanza 
apologetica tipica delle ideologie pedofile.267 
                                                          
265   G. CIFALDI, Pedofilia tra devianza e criminalità, op. cit., pp. 79–82.  
266   Il fenomeno è particolarmente sviluppato negli Stati Uniti dove prende il nome di 
“chicken porn” per via dell'età dei protagonisti dei filmati che varia tra i 10 e i 13 anni. 
267 In un operazione dei carabinieri del nucleo operativo di Roma furono arrestate alcune 
persone tra cui un fisico napoletano che è risultato essere il redattore italiano dell'appello ai 
bambini inviato via internet dalla DPA, associazione sorta per combattere l'abuso sui minori a 
carattere sadico e con lo scopo di far conoscere cosa sia realmente la pedofilia. Accanto a 
personaggi insospettabili agiscono anche soggetti che utilizzano il traffico esclusivamente a fini di 
lucro. Una tecnica comunemente usata è lo scambio di messaggi tramite e-mail, con i quali i 
pedofili si tengono informati sulle “novità” del mercato, per poi effettuare le ordinazioni e ricevere 
ai vari indirizzi di posta elettronica le immagini richieste;  V.LACOPPOLA, La tutela del minore 
abusato nell'era della globalizzazione, Cacucci editore, Bari, 2003, p.71 ss. 
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Ci si confronta, in sostanza, con un problema complesso, dalle molteplici 
implicazioni, che solleva interrogativi e nuove sfide sia sul versante della 
prevenzione, sia su quello della repressione e dell’aiuto alle vittime.268  
L'emergere di una dimensione virtuale della pedofilia ha reso necessaria 
l'elaborazione di specifiche politiche penali, volte ad adeguare gli strumenti 
normativi alle nuove configurazioni assunte dalla criminalità in Rete. In tal senso, 
si osserva nel paragrafo successivo, come i legislatori  siano intervenuti 
introducendo nuove fattispecie penali e sviluppando specifiche strategie 
investigative, in cui ai “tradizionali” strumenti d’indagine sono affiancate tecniche 
operative maggiormente legate alla dimensione informatica.  
Se è vero, quindi, che l'avvento della società in Rete ha contribuito ad ampliare i 
mezzi e le opportunità per delinquere, è altrettanto vero che essa ha fornito nuovi 
strumenti per il contrasto di condotte che, altrimenti, sarebbero rimaste “nascoste” 
nell'universo delle autostrade telematiche.  
La continua evoluzione delle tecnologie dell'informazione e, conseguentemente, 
delle realtà criminali che da esse traggono beneficio, rende tuttavia problematica 
l'interazione fra le esigenze investigative e gli strumenti normativi introdotti, 
contribuendo a creare zone grigie delle quali si alimentano coloro che operano 
illegalmente sulla Rete.269 
  
                                                          
268  A. ZAPPALA', Pedofilia e Internet, in  G. GULLOTTA,  S. PEZZATI, Sessualità, diritto e 
processo, Milano, Giuffrè, 2002, pp. 254–255 
269 G. MACILLOTTI, Il contrasto alla pedopornografia online: esperienze italiane e 
francesi a confronto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol. V – n.1, Gennaio-
Aprile 2011, p.91 (p.81-107) 
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3.  La  normativa internazionale ed europea a tutela del minore contro le diverse 
forme di sfruttamento sessuale. 
 
La specificità di Internet ha comportato la nascita di una collaborazione a livello 
globale, necessaria nella lotta ai pericoli e ai reati presenti in rete. Oltre ai singoli 
Stati, in questo campo, sono molto attive le organizzazioni internazionali, che 
promuovendo sempre nuove iniziative270, hanno dato un significativo contributo 
all'elaborazione degli standard da garantire nella protezione dei minori. 
Nonostante già dalla Raccomandazione 1044 del 1986 del Consiglio d’Europa 
cominciasse ad emergere la preoccupazione degli Stati membri per adottare mezzi 
concreti in relazione a determinate figure delittuose in materia di contrasto alla 
pedofilia, sarà solo con la Raccomandazione 1065 del 1987 del Consiglio 
d’Europa, sul traffico di minori e altre forme di sfruttamento minorile, allorché si 
osservò una certa inquietudine in riferimento a diverse condotte tipiche 
relazionate ai minori, che si parlò espressamente della prostituzione, della 
pornografia e dell’adozione illegale, e, fra l’altro, della necessità che hanno gli 
Stati di perseguire queste manifestazioni illecite.  
Uno degli atti fondamentali, universalmente vincolanti che proteggono i minori è 
la Convenzione delle Nazioni Unite sui diritti dell'infanzia del 1989, seguita dal 
“Protocollo opzionale concernente la vendita, la prostituzione e la pornografia 
rappresentante bambini” del 2000. 
                                                          
270  Ad esempio: il primo congresso Mondiale Contro lo Sfruttamento Sessuale Commerciale 
dei Bambini (Stoccolma, 1996), la Conferenza Internazionale sulla Porografia Infantile su Internet 
(Vienna 1999), il Congresso Mondiale Contro lo Sfruttamento Sessuale Commerciale dei Bambini 
(Yokohama 2001) ecc. 
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La Convenzione contiene l'obbligo di adottare ogni adeguata azione per impedire 
“che i fanciulli siano incitati o costretti a dedicarsi ad un'attività sessuale illegale, 
che i fanciulli siano sfruttati a fini di prostituzione o di altre pratiche sessuali 
illegali, che i fanciulli siano sfruttati ai fini della produzione di spettacoli o di 
materiale a carattere pornografico” (art.34). Analizzando nel secondo capitolo la 
normativa internazionale precedente al 1989 era emerso come mancasse un 
riferimento esplicito allo sfruttamento sessuale, questo articolo pone rimedio alla 
lacuna esplicitando il dovere per gli Stati di evitare che i minori vengano 
sottoposti a pratiche sessuali contrarie alla legge.  
 “Gli Stati parti adottano, poi, ogni adeguato provvedimento a livello nazionale, 
bilaterale e multilaterale per impedire il rapimento, la vendita o la tratta di 
fanciulli per qualunque fine e sotto qualsiasi forma” (art35); e più genericamente 
“proteggono il fanciullo contro ogni altra forma di sfruttamento pregiudizievole al 
suo benessere in ogni suo aspetto”(art.36). 
La condanna della pedopornografia va a colmare un vuoto normativo a livello 
internazionale che cominciava ad essere quanto mai ingombrante. Ciò che non 
convince a pieno dell’articolo 34271 è l’avverbio unlawful (illegale), poiché 
sembra limitare la portata della disposizione, introducendo un elemento la cui 
interpretazione può essere eccessivamente demandata al legislatore interno 
nazionale creando, pertanto, preoccupanti squilibri di tutela. 
                                                          
271 Article 34 CRC 1989 Sexual explotation and sexual abuse States Parties undertake to 
protect the child from all forms of sexual exploitation and sexual abuse. For these purposes, States 
Parties shall in particular take all appropriate national, bilateral and multilateral measures to 
prevent: (a) The inducement or coercion of a child to engage in any unlawful sexual activity; (b) 
The exploitative use of children in prostitution or other unlawful sexual practices; (c) The 
exploitative use of children in pornographic performances and materials  
198 
 
Ai minori vittime di tali abusi gli Stati parti della Convenzione devono apportare 
tutela sotto forma di assistenza e risarcimento. Allo stesso modo, agli Stati si 
impone l’onere di collaborare su base multilaterale e bilaterale al fine di 
predisporre misure adeguate per evitare il compimento di questi illeciti, anche 
perché spesso dietro a tali fatti si intrecciano altre violazioni di norme 
internazionali sui minori, in particolare quelle riguardanti gli standard di vita 
minimi.  
Secondo le linee guida per l’implementazione della normativa internazionale dei 
minori periodicamente stilate dal Comitato dei diritti del minore, organo istituito 
dalla medesima Convenzione, le obbligazioni a carico degli Stati riguarderebbero: 
1) lo sviluppo della legislazione nel senso di offrire effettiva protezione ai minori 
vittime di abusi; 2) la creazione di figurae criminis per sanzionare penalmente lo 
sfruttamento sessuale dei minori, la prostituzione e la pedopornografia; 3) 
l’incorporazione nella legislazione nazionale di un principio di deroga alla 
tradizionale impostazione territoriale della legge penale, consentendo un 
repressione transnazionale del fenomeno; 4) la predisposizione di unità di polizia 
ad hoc per la repressione del fenomeno, nonché al fine di un efficace law 
enforcement; 5) l’avvio di campagne informative, educative e mediatiche per 
sensibilizzare l’opinione pubblica sul tema.  
Il successivo Protocollo opzionale, elaborato sulla base di questi articoli sopra 
citati, definisce la fattispecie della pornografia infantile come “qualsiasi 
rappresentazione con qualsiasi mezzo, di un bambino dedito ad attività sessuali 
esplicite, concrete o simulate o qualsiasi rappresentazione degli organi sessuali di 
un bambino a fini soprattutto sessuali” (art.2 c) e, successivamente, obbliga ogni 
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Stato parte del Protocollo a punire il fatto di “produrre, distribuire, diffondere, 
importare, esportare, offrire, vendere o detenere ai summenzionati fini, materiale 
pornografico rappresentante bambini” (art.3 comma 1 c).272 
E' significativo che la Convenzione non richiami direttamente  internet, e che il 
Protocollo lo citi soltanto nel testo del Preambolo, in quanto l'utilizzo della Rete si 
era diffuso da poco tempo e non si erano ancora affermati alcuni suoi utilizzi 
deviati. Pertanto, la definizione che qui si trova di pornografia infantile non 
comprende la c.d. “pornografia virtuale”, in alcuni casi detta anche simulata, nella 
quale, grazie alle tecnologie avanzate si trovano anche immagini reali di bambini 
non esistenti.273 La Convenzione di New York sui diritti dei fanciulli costituisce 
l'atto in cui viene riconosciuto per la prima volta il diritto del bambino ad essere 
protetto da ogni forma di comportamento volto a colpire la sua personalità ovvero 
la sua dignità, inducendo i legislatori nazionali ad adeguare ad essa il proprio 
diritto penale positivo (la nostra l.269/1998 ne fa espresso richiamo nel 
preambolo).  
Se da una parte è vero che la pornografia virtuale spesso non è rapportabile ad un 
determinato soggetto offeso, abusato o semplicemente messo in pericolo dalla 
condotta del pedofilo che mette in circolazione quelle immagini realizzate 
artificialmente, dall'altra parte la loro diffusione e la probabile fruizione da parte 
dei bambini che le rinvengono sul web va di fatto a “colpire la personalità  e la 
dignità” di questi vulnerabili soggetti. Quindi si poteva già estendere l'ambito 
                                                          
272 In più il Protocollo obbliga ogni Stato parte alla penalizzazione del tentativo, della 
complicità e delle altre forme dirette a commettere il reato (art.3 comma2). Lo stesso Protocollo 
richiede, perché le pene previste in caso dei reati suddetti siano adeguatamente severe in confronto 
con la gravità dell'atto illecito, che sia prevista l'estradizione (art.5), ed anche consentita la 
confisca e il sequestro dei frutti e del profitto provenienti dal reato (art.7). 
273 http://www.minori.it/convenzione-onu-1989 
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d'applicazione della Convenzione anche alla pedopornografia virtuale, al di là 
degli atti successivi ad essa che torneranno più puntualmente sull'argomento. 
Non a caso in un recente rapporto del Consiglio dei diritti umani sul tema della 
prostituzione e della pornografia minorile274 il Relatore speciale fa 
sostanzialmente due raccomandazioni essenziali: in primo luogo invita tutti gli 
Stati che non l'abbiano ancora fatto a ratificare la Convenzione sui diritti del 
fanciullo e il relativo Protocollo sulla vendita di bambini, la prostituzione infantile 
e la pornografia, così da sottolineare il fatto che si tratti di strumenti internazionali 
basilari che si occupano della questione; il relatore invita inoltre gli Stati ad 
adottare una normativa nazionale chiara e completa che garantisca il rispetto dei 
diritti dei bambini e li protegga dal reato di sfruttamento sessuale su Internet. 
Tale legislazione dovrebbe definire, proibire e criminalizzare la pornografia 
infantile su Internet, stabilendo che un minore di 18 anni non può mai essere 
considerato in grado di prestare il suo consenso ad un'attività di pornografia; 
dovrebbe inoltre criminalizzare l'introduzione, distribuzione, ricevuta 
intenzionale e possesso di pornografia infantile, comprese le immagini virtuali e 
le rappresentazioni che sfruttano i bambini, utilizzando tale materiale anche in 
assenza di qualsiasi contatto fisico con il bambino. 
Dopo l'entrata in vigore della Convenzione e in seguito alla fissazione di una 
normativa di principio chiara ed universale il problema della pedofilia è sorto 
come argomento centrale di differenti iniziative organizzate da meritorie ONG 
come l’Unicef e l’ECPAT. Il lavoro di studio e di lobbying svolto per anni da 
                                                          
274   Report of the Special Rapporteur on the sale of children, child prostitution and child 
pornography, Najat M’jid Maalla, A/HRC/12/23, 13 July 2009, 
http://www2.ohchr.org/english/bodies/hrcouncil/docs/12session/A.HRC.12.23.pdf 
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queste associazioni è confluito nella dichiarazione finale del Congresso mondiale 
contro lo sfruttamento sessuale e commerciale dei minori, tenutosi a Stoccolma 
dal 27 al 31 agosto 1996, al quale hanno partecipato rappresentanti governativi di 
119 Paesi. Il risultato dei lavori dei delegati ha dato alla luce la Declaration and 
Agenda for Action (D.A.A. 1996). Lo scopo del documento è quello di 
sottolineare la necessità di coordinamento e cooperazione tra gli Stati nell’attuare 
la prevenzione, protezione, recupero e reintegrazione del bambino abusato e 
sfruttato sessualmente.275 Inoltre, dai lavori, si evince una definizione condivisa di 
sfruttamento sessuale e commerciale dei minori ed anche della figura intermedia 
dell’“abusante sfruttatore”.  
Lo sfruttamento sessuale a fini commerciali è definito come un’attività complessa 
basata sull’abuso del minore e il pagamento di un’utilità al minore stesso o a terzi. 
Pertanto il bambino subisce la duplice riduzione ad oggetto commerciale ed a 
oggetto sessuale.  
La D.D.A. pone alcuni punti chiave che devono essere mantenuti e perseguiti 
dagli Stati per limitare il degenerante aumento dello sfruttamento sessuale a 
livello mondiale, in particolare, gli scopi posti dal documento riguardano 
tematiche di law enforcement e cooperazione tra Stati, corretta allocazione delle 
risorse al fine di attuare politiche di repressione e sensibilizzazione che servano a 
contrastare il fenomeno sul nascere e non solo a reprimerne le conseguenze. In 
questo senso il documento assume effettivamente la forma di “agenda” in grado di 
fornire le linee guida da seguire in questo ambito per i singoli Stati, senza fornire 
                                                          
275 La dichiarazione, suddivisa per punti, si può consultare sul sito www.ecpat.com  
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semplici norme di principio, bensì concreti obiettivi da perseguire nel breve 
periodo.  
Dopo la citata riunione internazionale di Stoccolma del 1996, sarà l’Assemblea 
Parlamentare del Consiglio di Europa con la Risoluzione 1099 del 1996, ad 
iniziare un’organica riforma legislativa in materia di pornografia infantile nei 
diversi Stati membri. Una norma fondamentale +è costituita dall’art. 12, in cui tra 
l’altro il Consiglio d'Europa si propone di punire il possesso del materiale 
pornografico, la sua produzione, trasporto e distribuzione, ovvero anche la 
diffusione di immagini pornografiche di minori, nonché di cercare di armonizzare 
nel più breve tempo possibile nell’ambito dello spazio giudiziario europeo il 
trattamento anche penale dei delinquenti sessuali. Ciò eventualmente anche 
attraverso l’uso della libertà condizionale come sanzione alternativa, il trattamento 
psicologico e altre forme di controllo sociale. Invece, con l’Azione Comune del 
29 novembre del 1996, adottata dal Consiglio d’Europa sulla base dell’art.3 del 
Trattato sull’Unione Europea, si stabilisce che durante il periodo 1996 – 2000 si 
inizia un programma di iniziative coordinate relative alla lotta contro la tratta 
degli esseri umani e lo sfruttamento sessuale dei minori, la scomparsa dei minori e 
la utilizzazione di mezzi di telecomunicazione per la tratta di esseri umani.  
Nella successiva Risoluzione del Parlamento Europeo poi, del 12 dicembre del 
1996 sui mezzi di protezione dei minori nell’Unione europea, si sollecita il 
Consiglio all’adozione di proposte finalizzate a prevenire la diffusione di 
messaggi di carattere pedofilo tramite internet, esigenza ribadita anche dal 
Consiglio nella successiva Risoluzione del 17 febbraio 1997 sugli illeciti compiuti 
mediante la rete.  Alla luce di questa serie di atti, gli Stati membri dovevano 
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armonizzare determinate nozioni della propria legislazione penale – come può 
essere per l’età limite in vista della quale un individuo possa essere considerato 
fanciullo – e introdurre nei rispettivi codici penali fattispecie che contemplassero 
atti di pederastia, il turismo sessuale che coinvolga i minori, la pornografia 
infantile ovvero la mancata comunicazione alla giustizia degli atti o indizi gravi di 
pederastia o maltrattamento di minori.  
 Il Consiglio d'Europa è riuscito, poi, ad elaborare, in questa materia, standard di 
protezione dei minori contro la pornografia rispondenti, in maniera più 
appropriata, all'odierna realtà di Internet. Infatti, in conformità con l'art.9 comma 
1, della “Convenzione del Consiglio d'Europa sul Cyber Crime” del 23 novembre 
2001, che riguarda i reati connessi con la pornografia infantile: “Gli Stati parti 
adottano i provvedimenti legali e gli altri appropriati affinché si riconosca come 
reato nel proprio ordinamento interno, l'atto doloso e illegale di: a) produrre 
pornografia infantile al fine di pubblicarla con utilizzo del sistema informatico; 
b)offrire oppure rendere accessibile la pornografia infantile utilizzando il sistema 
informatico; c) diffondere oppure trasmettere la pornografia infantile utilizzando 
lo stesso sistema; d) procurare la pornografia infantile con utilizzo del sistema 
informatico per uso proprio o altrui; e) possedere pornografia infantile sul proprio 
sistema informatico oppure sui mezzi per la conservazione dei dati”. Inoltre viene 
qui previsto che nell'espressione “ pornografia infantile ” si includa il materiale 
pornografico che raffigura non solo un minore coinvolto in un comportamento 
sessuale esplicito, ma anche un soggetto che sembra essere un minore, o immagini 
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realistiche ma non veritiere raffiguranti un minore coinvolto in un comportamento 
sessuale esplicito276. 
L'art.9 descrive le condotte che configurano un reato relativo alla pedopornografia 
e costituisce la fonte a cui si ispirerà poi l'art.20 della successiva Convenzione di 
Lanzarote(2007), che al 1comma (lett.a-f) fa riferimento alle condotte illegali di 
chi produce, offre, diffonde o possiede materiale pedopornografico, ed in 
particolare alla lettera f) configura come illecita la condotta di chi accede, con 
cognizione di causa e mediante l’utilizzo delle tecnologie dell’informazione e 
della comunicazione, a materiale pedopornografico. Anche il 2comma dell'art.20 
si ispira chiaramente all'art.9 della Convenzione di Budapest,  specificando che 
con il termine “pedopornografia” si indica qualsiasi materiale che ritrae 
visivamente un minore coinvolto in una condotta sessualmente esplicita, reale o 
simulata, o qualsiasi rappresentazione di organi sessuali di minori a scopi 
principalmente sessuali.277  
La norma del 2001 è interessante poiché il suo carattere definitorio e descrittivo 
risulta principalmente plasmato intorno al particolare rapporto tra i crimini di 
sfruttamento sessuale e internet quale “cassa di risonanza” e terreno privilegiato 
per la commissione dell’illecito. La novità più importante, e sicuramente più 
discussa, introdotta dalla Convezione riguarda, infatti, la parificazione tra le 
rappresentazioni pornografiche “reali” e le immagini pedopornografiche 
“realistiche”, ossia quelle che rappresentano soggetti virtuali, ma assimilabili 
                                                          
276 G. CORASANITI e G. C. LUCENTE (a cura di), Cybercrime, responsabilità degli enti, 
prova digitale, Cedam, 2009, p.305. 
277 C. SCHULMAN, Criminalizing child pornography and sexual abuse on the Internet, 
cschulman@just.ro 
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fisiognomicamente a minori in carne ed ossa. Questa disposizione ha certamente 
influenzato il Legislatore italiano nell’adozione dell’articolo 600 quater.1c.p., per 
il quale si può parlare di un considerevole allargamento della sfera del penalmente 
rilevante mediante il ricorso all’incriminazione di condotte aventi un coefficiente 
minimo di materialità. Un dato evidente col quale deve necessariamente convivere 
il penalista contemporaneo è che il concetto di condotta elaborato per una realtà 
fisica nella quale gli accadimenti siano sensibilmente percepibili ed 
empiricamente riscontrabili viene meno in un contesto di dimensione virtuale.  
Questo problema è di primaria importanza per tutta la materia del diritto penale 
dell’informatica.278 A livello di elemento costitutivo, infatti, il reato informatico 
deve necessariamente essere plasmato tenendo presente il fatto che la nozione di 
sistema si riferisce ad un elaboratore elettronico che risponde a comandi 
consapevolmente impartiti. Pertanto, questo comando estrinsecherà la volontà 
dell’autore di interagire con l’operatore mediante un impulso elettronico e, quindi, 
avviare un determinato decorso causale.  
Il concetto stesso di azione penalmente rilevante subisce un’evidente rarefazione 
riducendosi a semplici tipologie di trasmissione, immissione e comunicazione. La 
stessa attribuibilità della condotta ad un singolo agente risulta complessa in virtù 
dell’interattività della rete che consente di espandere gli effetti di una determinata 
azione mediante l’intervento di altri utenti. Tutto ciò si riflette nelle nuove 
tecniche di incriminazione delle nuove fattispecie di matrice cibernetica e anche in 
tema di pedofilia risulta di primaria importanza soprattutto riguardo alle tematiche 
del locus commissi delicti.  
                                                          
278 C.PECORELLA , Il diritto penale dell’informatica, Padova, 2000, pag. 28 ss.  
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Convinto dell’importanza di predisporre una serie di efficaci misure volte alla 
protezione della società contro il cybercrime, il Consiglio d’Europa con tale 
Convenzione ha deciso di rendersi promotore di nuove forme di collaborazione tra 
il più alto numero possibile di Paesi europei, realizzando strumenti in grado di far 
fronte alle crescenti difficoltà che si presentano dinanzi alla progressiva 
globalizzazione, come la  proposta di porre in capo ai providers l’obbligo di 
conservare i dati sul traffico internet per un apprezzabile periodo di tempo.  
Venendo poi alla Decisione del Consiglio dell'UE del 29 maggio 2000 relativa 
alla lotta contro la pornografia infantile su Internet (2000/375/GAI), questa parte 
dalla consapevolezza del fatto che lo sfruttamento sessuale dei bambini, nonché la 
produzione, il trattamento, il possesso e la diffusione di materiale di pornografia 
infantile possono costituire una forma importante di criminalità organizzata 
internazionale, le cui dimensioni all''interno dell'Unione europea diventano 
sempre più preoccupanti.  
Il Consiglio, convinto che il rispetto dell'integrità fisica e psichica dei bambini e la 
protezione delle vittime di sfruttamento sessuale sono di fondamentale importanza 
e devono stare al centro delle preoccupazioni dell'Unione e consapevole della 
necessità di adottare ulteriori misure nell'Unione per promuovere l'uso sicuro di 
Internet, adottava tale Decisione al fine di prevenire e combattere lo sfruttamento 
sessuale dei bambini e, in particolare, la produzione, il trattamento, il possesso e 
la diffusione di materiale di pornografia infantile attraverso Internet.  
Gli Stati membri, con la presente Decisione,  adottavano tutta una serie di misure 
necessarie per incoraggiare gli utenti di Internet a notificare, direttamente o 
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indirettamente, alle autorità preposte all'applicazione della legge il sospetto di 
diffusione su Internet di materiale di pornografia infantile qualora rinvenissero 
tale materiale. Gli utenti di Internet devono, a loro volta, essere informati dei 
metodi disponibili per contattare le autorità preposte all'applicazione della legge o 
gli organismi che hanno contatti privilegiati con tali autorità, onde consentire loro 
di svolgere le attività di prevenzione e lotta alla pornografia infantile su Internet.  
Gli Stati membri dovevano inoltre, impegnarsi ad assicurare la più ampia e la più 
rapida cooperazione possibile per agevolare l'efficace accertamento di reati di 
pornografia infantile su Internet e la relativa repressione conformemente agli 
accordi e alle modalità vigenti. Secondo l'Art. 3 poi, oltre ad impegnarsi in un 
dialogo costruttivo con l'industria, gli Stati membri esaminavano le misure 
appropriate, di tipo volontario o coercitivo, atte ad eliminare la pornografia 
infantile su Internet. In particolare, essi si proponevano di procedere ad uno 
scambio di esperienze sull'efficacia delle misure adottate a tal fine e, in tale 
contesto, di esaminare le misure seguenti per sollecitare i fornitori di servizi 
Internet a fornire consulenza alle autorità competenti circa il materiale 
pornografico di cui sono stati informati o di cui sono venuti a conoscenza e che è 
stato diffuso per loro tramite; ed a togliere dalla circolazione  tale materiale. 
Più puntuale e compiuta è sicuramente la successiva Decisione quadro 
2004/68/GAI279 del Consiglio del 22 dicembre 2003 relativa alla lotta contro lo 
sfruttamento sessuale dei bambini e la pornografia infantile. 
                                                          
279 Nel trattare di un atto di c.d. “terzo pilastro” occorre prima di tutto soffermarsi, sia pur 
brevemente, sulla progressiva erosione della sovranità statale in materia penale, in favore della 
nascita di una potestà per l’UE di dettare obblighi di penalizzazione. A partire dal trattato di 
Maastricht si è manifestata la volontà politica di spingere l’operato dell’Unione al di là delle 
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Tale Decisione quadro è nata con lo scopo di fissare e rendere operative le 
conclusioni in tema di pedofilia e pornografia infantile raggiunte al vertice di 
Tampere nell’ambito della realizzazione dello spazio di libertà, sicurezza e 
giustizia. Il punto nevralgico del documento attiene al riconoscimento del 
carattere transnazionale di questo tipo di illeciti e quindi, stante questa premessa, è 
stato ritenuto necessario apportare una tutela minima omogenea a livello di 
disciplina legislativa nei singoli Paesi dell’Unione. La presa di posizione sulla 
questione nasce dalla valutazione statistica dell’aumento di questa tipologia di 
reati e come solamente apprestando una normativa comune e imponendo agli Stati 
obblighi di collaborazione si possa giungere a un loro decremento.280  
Questa ulteriore iniziativa legislativa nasce quindi dall'esigenza di dirimere le 
divergenze nelle impostazioni giuridiche degli Stati membri e di contribuire allo 
sviluppo di una cooperazione efficace, a livello giudiziario e di applicazione delle 
                                                                                                                                                               
materie meramente economiche. La nascita del “terzo pilastro” e la successiva predisposizione di 
atti normativi di adozione più recente (Decisione quadro, posizione comune) ha dato il via ad una 
crescita smisurata dell’ambito operativo del diritto comunitario (si veda RIONDATO, Dal 
mandato di arresto europeo al Libro Verde sulle garanzie, alla Costituzione: spunti sulle nuove vie 
di affermazione del diritto penale sostanziale europeo, in Riv. trim. dir. pen ec., 2004, 1128 e ss. ). 
La resistenza da parte del diritto interno è forte, in particolare si riaccendono gli animi dei 
sostenitori dell’esercizio dello ius puniendi come corollario inalienabile della sovranità e si insiste 
sul deficit di democraticità degli organismi comunitari. La questione ha in ogni modo subito una 
brusca accelerazione ad opera della giurisprudenza, che nella famosa sentenza “Pupino”( Corte 
Europea di Giustizia, Grande sezione, 16/06/2005) stabilisce l’obbligo di interpretazione conforme 
anche per le Decisioni quadro con il limite del rispetto dei principi fondamentali. La sentenza 
compie, certamente, una piccola rivoluzione capace di imporre una nuova lettura del sistema delle 
fonti che debba necessariamente provvedere ad un aggiornamento della precedente struttura 
piramidale.  
280 Dal testo della direttiva: Considerando (9) “È necessario introdurre, contro gli autori dei 
reati di cui trattasi, sanzioni la cui severità sia sufficiente a far rientrare lo sfruttamento sessuale 
dei minori e la pornografia infantile nell'ambito d'applicazione degli strumenti già adottati allo 
scopo di combattere la criminalità organizzata, come l'azione comune 98/699/GAI del 
Consiglio,del 1998, sul riciclaggio di denaro e sull'individuazione, il rintracciamento, il 
congelamento o sequestro e la confisca degli strumenti e dei proventi di reato e l'azione comune 
98/733/GAI del Consiglio, del 21 dicembre 1998, relativa alla punibilità della partecipazione a 
un'organizzazione criminale negli Stati membri dell’Unione Europea”. 
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leggi, nella lotta contro lo sfruttamento sessuale dei bambini e la pornografia 
infantile. 
Il Consiglio ritiene infatti che sia necessario affrontare reati gravi quali lo 
sfruttamento sessuale dei minori e la pornografia infantile con un approccio 
globale che comprenda quali parti integranti elementi costitutivi della 
legislazione penale comuni a tutti gli Stati membri, tra cui sanzioni effettive, 
proporzionate e dissuasive, e una cooperazione giudiziaria più ampia possibile 
(Considerando n.7). 
Le caratteristiche specifiche della lotta contro lo sfruttamento sessuale dei 
bambini devono quindi indurre, secondo il Consiglio, gli Stati membri a stabilire, 
nel loro diritto nazionale, sanzioni effettive, proporzionate e dissuasive.  
La Decisione quadro prosegue adottando norme di importante valore definitorio, 
stabilendo l’età (18 anni) al di sotto della quale si è considerati bambini e 
ribadendo la pericolosità dei reati di sfruttamento sessuale e pedopornografia281; 
per quest’ultima, in particolare, vi è un esplicito rimando alle potenzialità 
criminogene di internet. All’art. 2 si procede ad una tassativa elencazione delle 
modalità di realizzazione dell’illecito di sfruttamento sessuale. La norma si 
sofferma sullo sfruttamento della prostituzione del minore, mediante induzione o 
costrizione, o sullo svolgimento di attività sessuale laddove si utilizzi forza o 
                                                          
281 Sempre dal testo della Decisione, considerando punti 4-5 “Lo sfruttamento sessuale dei 
bambini e la pornografia infantile costituiscono gravi violazioni dei diritti dell'uomo e del diritto 
fondamentale di tutti i bambini ad una crescita, un'educazione ed uno sviluppo armoniosi”. “La 
pornografia infantile, una forma particolarmente grave di sfruttamento sessuale dei bambini, è in 
crescita e si diffonde attraverso l'uso delle nuove tecnologie e di Internet”  
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minaccia, si paghi un prezzo - si delinea la figura dell’abusante/cliente - ovvero si 
abusi della posizione di autorità o fiducia sul minore.282  
L'art.3 di tale Decisione quadro descrive poi le condotte ascrivibili al reato di 
“pornografia infantile”, esso recita infatti che  ciascuno Stato membro adotta le 
misure necessarie affinché siano punibili come reato, che siano o meno poste in 
essere a mezzo di un sistema informatico, le seguenti condotte intenzionali, 
allorché non autorizzate: a) produzione di pornografia infantile; b) distribuzione, 
diffusione o trasmissione di pornografia infantile; c) offerta o messa a 
disposizione di pornografia infantile; d) acquisto o possesso di pornografia 
infantile.283 
La descritta Decisione quadro, che prevede poi all'art.5 le pene e le circostanze 
aggravanti per le diverse tipologie di reati in questione, peraltro, è stata 
recentemente abrogata dalla Direttiva 2011/93/UE del Parlamento Europeo e del 
Consiglio del 13 dicembre 2011284 relativa alla lotta contro l'abuso e lo 
sfruttamento sessuale dei minori e la pornografia minorile, che prevede pene più 
severe per chi commette abusi sui bambini e sugli adolescenti e istituisce nuove 
                                                          
282 Articolo 2. “Reati relativi allo sfruttamento sessuale dei bambini” Ciascuno Stato membro 
adotta le misure necessarie affinché sia punibile come reato la condotta intenzionale di chi: a. 
costringe un bambino alla prostituzione o alla produzione di spettacoli a carattere pornografico, ne 
trae profitto o lo sfrutta sotto qualsiasi forma a tali fini; b. induce un bambino alla prostituzione o 
alla produzione di spettacoli a carattere pornografico; c. partecipa ad attività sessuali con un 
bambino, laddove: d. faccia uso di coercizione, forza o minaccia; oppure dia in pagamento denaro, 
o ricorra ad altre forme di remunerazione o compenso in cambio del coinvolgimento del bambino 
in attività sessuali; oppure abusi di una posizione riconosciuta di fiducia, autorità o influenza nel 
bambino”. 
283 DECISIONE QUADRO 2004/68/GAI, Gazzetta ufficiale dell'Unione europea, L13, del 
20.1.2004, p 44ss. 
284 Il termine per il recepimento della Direttiva era stato fissato al 18 dicembre 2013, ma di 
fatto la normativa italiana era già complessivamente adeguata ai nuovi standard dell'Unione, 
essendo stata novellata proprio in adempimento degli impegni assunti dall'Italia sul piano 
internazionale e comunitario in materia di tutela dei minori, infatti reca un'impronta evidentissima 
della DQ 2004/68/GAI. 
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figure di reato, come l'adescamento di minorenni anche attraverso internet e il 
reato di turismo sessuale.285 
Questa recente e rinnovata attenzione del legislatore europeo per un fenomeno la 
cui diffusione si dimostra in continua ed allarmante crescita, nasce ancora una 
volta dall'esigenza di ravvicinare maggiormente le normative nazionali, 
nell'ambito delle competenze in materia penale oggi attribuite all'UE a seguito del 
Trattato di Lisbona. 
L'obbiettivo è quello di assicurare un quadro giuridico completo per contrastare 
efficacemente lo sfruttamento sessuale dei minori, in una prospettiva di 
“approccio globale” che comprenda l'azione penale contro gli autori dei reati e la 
protezione delle vittime, senza tralasciare adeguate strategie di prevenzione.286  
La Direttiva in esame contiene in primo luogo all'art.2 un catalogo delle 
definizioni utilizzate, individuando il “minore” nell'infradiciottenne, ma 
introducendo poi un ulteriore discrimine rappresentato dall'”età del consenso 
sessuale”, la cui determinazione concreta è rimessa ai legislatori nazionali e il cui 
raggiungimento rileva al fine di rendere lecite alcune condotte o attenuarne la 
gravità. 
Di particolare interesse è anche la nozione di “materiale pedopornografico”, dal 
momento che, come è noto, la locuzione non è definita dettagliatamente dal nostro 
diritto interno, e non è un caso se al Considerando n.12) della Direttiva in esame 
viene rivolto agli Stati l'invito a chiarire la definizione di pornografia e 
                                                          
285 V.DURANTE, Le norme e i programmi per la sicurezza nel web dei minorenni: la 
questione dello sfruttamento sessuale, in Minori-Giustizia, n.4-2012, p. 102-108 
286 Così in particolare, il Considerando n.6) della Direttiva in commento. 
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ravvicinarla a quella prevista negli strumenti internazionali. In proposito, la 
direttiva equipara le “immagini realistiche” alla raffigurazione effettiva di un 
minore “in atteggiamenti sessuali espliciti, reali o simulati” o dei suoi “organi 
sessuali..per scopi prevalentemente sessuali”: si riconferma così la scelta del 
legislatore europeo, già espressa in seno alla DQ 2004/68/Gai, di sanzionare 
anche quella che nel nostro sistema è stata definita “pornografia virtuale”.287 
Viene poi ribadita l'illeicità del materiale pornografico raffigurante “una persona 
che sembra un minore”, sotto questo profilo va però messo in luce uno 
scostamento rispetto al codice italiano che (fatti salvi i casi di elaborazione 
grafica, comunque rilevanti nell'ambito della pornografia virtuale) ad oggi punisce 
esclusivamente le condotte che riguardano materiale prodotto “utilizzando minori 
di diciotto anni” e non invece quello concernente soggetti maggiorenni che 
tuttavia appaiono più giovani. 
Come già accennato, vengono poi dettate norme minime relative alla definizione 
dei reati che gli Stati membri sono chiamati a recepire negli ordinamenti interni, 
attraverso l'individuazione di quattro diverse tipologie di illecito. I reati di abuso 
sessuale di cui all'art.3 comprendono ipotesi criminose piuttosto eterogenee, 
riconducibili sul piano dell'ordinamento interno alle fattispecie della corruzione di 
minorenne ( art.609-quinquies cod.pen.), degli atti sessuali con minorenne 
(art.609-quater cod.pen.) e della violenza sessuale (art.609-bis cod.pen.); lo 
sfruttamento sessuale previsto dal successivo art.4 si attua invece attraverso il 
coinvolgimento del minore in attività di prostituzione. L'art.5 della direttiva 
                                                          
287 Sull'art.600-quater c.1 cod pen. v. G.COCCO, Può costituire reato la detenzione di 
pornografia minorile?, in Riv. it. Di dir. Pen. Proc., 2006, p.863 ss. 
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contempla poi i reati di “pornografia minorile”, consistente in condotte assai 
diversificate per tipologia e gravità, che vanno dalla produzione all'acquisto ed al 
possesso di materiale pedopornografico, passando per le attività di 
intermediazione quali l'offerta, la fornitura, la distribuzione, diffusione e 
trasmissione. 
Il provvedimento in esame rimette ai legislatori nazionali la scelta di ritenere 
punibili – come prevede, rigorosamente, l'art.600-quater c.1 cod.pen.  -anche la 
produzione ed il possesso ad uso strettamente privato di materiale virtuale, quando 
questo sia stato realizzato senza alcuna forma di sfruttamento sessuale di soggetti 
reali e non vi sia alcun rischio di una sua diffusione. 
Ad oggi sembra definitivamente imposta agli Stati l'adozione di sanzioni penali 
nel caso di “accesso consapevole” a materiale pedopornografico attraverso 
“tecnologie dell'informazione e della comunicazione”, tale dovendosi considerare 
(come chiarito dal Considerando 18) la connessione intenzionale ad un sito del 
quale sia conosciuto il contenuto illecito.288 
Il quarto illecito previsto dalla direttiva, all'art.6, è “l'adescamento di minori per 
scopi sessuali”, consistente negli approcci effettuati via internet da un adulto 
intenzionato a coinvolgere in atti sessuali o nella realizzazione di materiale 
pornografico un minore che non abbia ancora raggiunto l'età del consenso, purché 
                                                          
288 . Sotto questo profilo si evidenzia la necessità di rivedere la formulazione dell'art.600-
quater cod.pen. Che, menzionando soltanto la condotta di chi “consapevolmente si procura o 
detiene” il materiale, secondo l'opinione prevalente non è applicabile anche alla semplice 
navigazione su siti pedopornografici. 
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i contatti telematici siano seguiti da atti materiali finalizzati all'effettivo 
incontro.289 
Particolare attenzione è dedicata dal legislatore sovranazionale alle vittime, in 
favore delle quali gli Stati sono chiamati dall'art.19 ad adottare misure di 
assistenza, sostegno e protezione, nell'interesse superiore dei minori, sulla base di 
una valutazione individuale delle loro esigenze indipendentemente dalla loro 
“volontà di cooperare ne quadro delle indagini, dell'azione penale o del processo”. 
Tra gli strumenti di tutela, vengono menzionati in primo luogo l'assistenza e la 
consulenza psicologica anche a lungo termine – da estendersi, se del caso, anche 
ai familiari – nonché quella legale, ponendo l'accento sull'esigenza di un'adeguata 
formazione di tutti gli operatori coinvolti. Vengono poi fornite, all'art.20, precise 
indicazioni in ordine alla modalità di audizione della vittima e di celebrazione 
delle udienze, allo scopo di rendere meno traumatica possibile per il minore la 
partecipazione al procedimento; si prescrive inoltre agli Stati l'adozione delle 
misure necessarie a proteggere “la vita privata”, l'identità e l'immagine” 
dell'offeso dal reato. 
Sottolineando le difficoltà che i minori incontrano nel denunciare gli abusi 
sessuali di cui siano vittime, la direttiva raccomanda che i reati in esame siano 
configurati, in linea di principio, come procedibili d'ufficio e che possano essere 
perseguiti per un congruo periodo di tempo dopo che la vittima ha raggiunto la 
maggiore età. 
                                                          
289 . La normativa penale italiana non prevede una fattispecie di “adescamento” così 
delineata, anche se l'istituto del tentativo di cui all'art.56 cod.pen pare idoneo a raggiungere 
l'obbiettivo di sanzionare le condotte descritte dal legislatore europeo. 
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L'ultimo, ma certo non meno importante tra gli aspetti considerati dalla direttiva è 
quello della prevenzione di ogni forma di sfruttamento sessuale dei minori, a cui 
gli Stati sono chiamati con particolare insistenza. Tra i molteplici profili di 
intervento evidenziati – dall'attivazione di campagne di informazione e 
sensibilizzazione al finanziamento di programmi di ricerca, dalla creazione di 
linee di assistenza telefonica all'adozione di misure di blocco dei siti web che 
contengono o diffondono materiale pedopornografico (su cui tornerò nell'ultimo 
paragrafo) – si possono segnalare alcuni elementi di novità nel panorama 
legislativo nazionale. Sul piano degli interventi individualizzati, gli art.22 e 24 
della direttiva raccomandano l'attivazione di efficaci programmi e misure di 
intervento a cui sottoporre, su base volontaria, non soltanto i condannati sex 
offenders, ma anche chi sia soggetto ad un procedimento penale per reati di natura 
sessuale in danni di minori – fatti salvi, naturalmente, i diritti della difesa e la 
presunzione di innocenza – e addirittura “chiunque abbia il timore di poter 
commettere” tali illeciti.290 
Riguardo ai reati sessuali commessi tramite le nuove tecnologie dell’informazione 
merita altresì attenzione la previsione contenuta nell’art. 25, in cui si definiscono i 
modi per interrompere la distribuzione di materiale pedopornografico sul web. In 
particolare, si stabilisce che gli Stati membri debbano adottare tutte le misure 
necessarie per assicurare la tempestiva rimozione delle pagine ospitate nel loro 
territorio che contengono o diffondono materiale pedopornografico e, quando 
questo non sia possibile, sono chiamati a bloccarne l'accesso dal proprio territorio 
nazionale.  
                                                          
290 B. GIORS, L'impegno dell'Unione europea contro l'abuso e lo sfruttamento sessuale dei 
minori e la pornografia minorile, in Minori-Giustizia, n.2- 2012, p.217-243. 
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Il legislatore europeo ha sentito la necessità di intervenire in una materia già 
disciplinata da altri atti normativi291 (in particolare la Carta dei diritti 
fondamentali dell’Unione europea adottata nel 2000 e la Convenzione delle 
Nazioni Unite sui diritti del fanciullo del 1989 , entrambe ispirate ad una ratio di 
tutela dei diritti del fanciullo), dettando in alcuni casi disposizione con un 
contenuto corrispondente, in quanto la direttiva possiede per sua natura un diverso 
enforcement rispetto agli altri strumenti legislativi, dal momento che prevede la 
possibilità di attivare, in caso di inadempimento degli Stati a conformarsi alle sue 
disposizioni, la procedura d’infrazione con irrogazione di sanzioni pecuniarie in 
caso di sentenza di condanna.292 
                                                          
291 A causa del carattere transnazionale delle condotte criminose, si è reso necessario 
l’intervento dell’Unione europea, in virtù del principio di sussidiarietà dell’art. 5 TUE, secondo cui 
« nei settori che non sono di sua esclusiva competenza la Comunità interviene, se soltanto se e 
nella misura in cui gli obiettivi dell'azione prevista non possono essere sufficientemente realizzati 
dagli Stati membri e possono dunque, a motivo delle dimensioni o degli effetti dell'azione in 
questione, essere realizzati meglio a livello comunitario».  
292 Come noto la direttiva è un atto di diritto derivato che, a differenza del regolamento che 
ha portata generale, si rivolge unicamente agli Stati membri (tutti o solo alcuni), vincolando questi 
ultimi al risultato da raggiungere, salva restando la competenza degli organi nazionali in merito 
alla forma e ai mezzi. Comportando una certa discrezionalità nella scelta delle forme e dei mezzi 
per raggiungere l’obiettivo prefissato e creando pertanto solo un’obbligazione di risultato, la 
direttiva non è per sua stessa natura direttamente applicabile; essa richiede necessariamente di 
essere trasposta negli ordinamenti nazionali con un atto normativo interno affinché possano 
derivare da essa obblighi e diritti per i singoli individui. Tuttavia, in alcuni casi, quale ad esempio 
il caso in cui la direttiva sia dettagliata, ossia contenga una disciplina chiara, precisa, completa ed 
incondizionata della materia regolata, tale da escludere qualsiasi discrezionalità degli Stati membri 
quanto alle forme e ai mezzi per darvi attuazione e sia scaduto il termine per recepirla, essa 
possiede un c.d. “effetto diretto”, ossia il diritto in capo ai singoli di invocare dinanzi alle 
competenti autorità nazionali (giudiziarie o amministrative) le posizioni soggettive che le stesse 
conferiscono loro, allo scopo di evitare che lo Stato possa opporre al singolo il proprio 
inadempimento. In altre parole, l'effetto diretto della direttiva implica che, nel caso in cui le 
disposizioni di quest’ultima siano rimaste inattuate alla scadenza del termine fissato, non avendo 
lo Stato membro adottato entro i termini fissati i relativi provvedimenti d'attuazione, quest’ultimo 
non possa opporre ai singoli alcuna disposizione legislativa o amministrativa nazionale che non sia 
conforme ad una disposizione della direttiva.   
      A.VERRI, CONTENUTO ED EFFETTI (ATTUALI E FUTURI) DELLA DIRETTIVA 
2011/93/UE Approvate dal legislatore europeo nuove norme contro l’abuso, lo sfruttamento 
sessuale dei minori e la pornografia minorile, in Diritto Penale Contemporaneo, 
http://www.penalecontemporaneo.it/upload/13328800851332855720verri%20commento%20dirett
iva.pdf 
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Tale direttiva che doveva essere recepita dai ventisette Stati membri entro due 
anni, ovvero entro il 18 dicembre 2013, è stata attuata nel nostro ordinamento 
tardivamente con il Decreto Legislativo 4 marzo 2014, n. 39 (pubblicato in 
Gazzetta Ufficiale del 22 marzo 2014, n. 68) che ha introdotto importanti 
modifiche all'impianto del nostro codice penale, prevedendo tutta una serie di 
circostanze aggravanti per la tipologia di reati in esame.293 
Ulteriore e fondamentale strumento, questa volta a livello internazionale, è la 
Convenzione del Consiglio d’Europa per la protezione dei minori contro lo 
sfruttamento e l’abuso sessuale, comunemente denominata Convenzione di 
Lanzarote, siglata il 25 ottobre 2007; questa è diretta alla prevenzione dello 
sfruttamento e dell’abuso sessuale di ogni persona minore degli anni diciotto, alla 
protezione delle vittime degli sfruttamenti o abusi ed alla promozione della 
cooperazione nazionale ed internazionale contro tali crimini.  
Tale Convenzione, entrata in vigore il 1° luglio 2010, è il primo strumento 
internazionale con il quale si prevede che gli abusi sessuali contro i bambini siano 
considerati reati, includendovi anche quelli che hanno luogo tra le mura 
domestiche o comunque in ambito familiare, colmando così una lacuna esistente 
                                                          
293
  In particolare, l'art. 1 del Decreto aggiunge alcune circostanze aggravanti all'interno 
dell'art. 602-ter c.p., disponendo che, nelle ipotesi contemplate dagli articoli 600-bis, 600-ter, 600-
quater, 600-quater.1 e 600-quinquies, la pena sia aumentata:a) se il reato è commesso da più 
persone riunite; b) se il reato è commesso da persona che fa parte di un'associazione per delinquere 
e al fine di agevolarne l'attività; c) se il reato è commesso con violenze gravi o se dal fatto deriva 
al minore, a causa della reiterazione delle condotte, un pregiudizio grave. 
 Le pene previste per i reati di cui al comma precedente sono aumentate in misura non 
eccedente i due terzi nei casi in cui gli stessi siano compiuti con l'utilizzo di mezzi atti ad impedire 
l'identificazione dei dati di accesso alle reti telematiche. 
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nella legislazione europea e cercando di armonizzare il quadro giuridico per 
combattere efficacemente il fenomeno.  
L‟obiettivo del Consiglio d‟Europa, infatti, era quello di creare una convenzione 
realmente innovativa contro lo sfruttamento e l‟abuso sessuale sui minori, tale da 
rappresentare un effettivo valore aggiunto rispetto agli strumenti già esistenti in 
materia, in particolare conferendogli natura vincolante per i Paesi firmatari.294 
Di fondamentale rilievo risulta essere il Capo VI della Convenzione, che si 
occupa delle modifiche alla legge penale sostanziale nell'ottica 
dell'armonizzazione delle legislazioni penali nazionali, con il duplice obiettivo di 
evitare che alcuni Stati possano divenire luoghi privilegiati di commissione dei 
delitti di abuso e sfruttamento sessuale di minori in ragione del loro più mite 
sistema repressivo e di agevolare lo scambio di dati e esperienze ed ottenere un 
quadro d'insieme sullo stato del crimine e delle risposte penali, anche nell'ottica di 
un potenziamento e miglioramento della cooperazione internazionale (in 
particolare, con riferimento all'estradizione e dell'assistenza giudiziaria penale).  
Oltre alle fattispecie di reato più diffuse in questo campo (abuso sessuale, 
prostituzione infantile, pedopornografia, partecipazione coatta di bambini a 
spettacoli pornografici), la Convenzione disciplina anche i casi di “grooming” 
all'art.23(adescamento attraverso internet) e di turismo sessuale;  detta poi le 
                                                          
294 L‟art. 1 (Obiettivi) illustra chiaramente gli scopi della Convenzione: «1. Gli obiettivi di 
questa Convenzione sono: a. prevenire e combattere lo sfruttamento sessuale e l‟abuso sessuale 
dei minori; b. proteggere i diritti dei minori vittime di sfruttamento sessuale e abuso sessuale; c. 
promuovere la cooperazione nazionale e internazionale contro lo sfruttamento sessuale e l‟abuso 
sessuale dei minori. 2. per assicurare l‟effettiva implementazione di queste disposizioni da parte 
degli Stati Parti, questa Convenzione istituisce uno specifico meccanismo di monitoraggio».  
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regole in materia di giurisdizione dei singoli Stati, occupandosi altresì di sanzioni, 
circostanze aggravanti e valutazione di precedenti condanne. 
Essa delinea inoltre, misure preventive che comprendono lo screening, il 
reclutamento e l’addestramento di personale che possa lavorare con i bambini al 
fine di renderli consapevoli dei rischi che possono correre e di insegnare loro a 
proteggersi, stabilisce inoltre programmi di supporto alle vittime, incoraggia la 
denuncia di presunti abusi e di episodi di sfruttamento e prevede l’istituzione di 
centri di aiuto via telefono o via internet.295 
La Convenzione è stata ratificata con la legge 1° ottobre 2012, n. 172 ( 
pubblicazione in Gazzetta Ufficiale 8 ottobre 2012, n. 235). Cambiano da questo 
momento sia il nostro codice penale che il codice di procedura penale, in 
particolare con l'inserimento dell'articolo 414-bis c.p. (Istigazione a pratiche di 
pedofilia e di pedopornografia) che introduce nel nostro ordinamento penale la 
parola “pedofilia”: Salvo che il fatto costituisca piu' grave reato, chiunque, con 
qualsiasi mezzo e con qualsiasi forma di espressione, pubblicamente istiga a 
commettere, in danno di minorenni, uno o più delitti previsti dagli articoli 600-
bis, 600-ter e 600-quater, anche se relativi al materiale pornografico di cui 
all'articolo 600-quater.1, 600-quinquies, 609-bis, 609-quater e 609-quinquies e' 
punito con la reclusione da un anno e sei mesi a cinque anni. Alla stessa pena 
soggiace anche chi pubblicamente fa l'apologia di uno o più delitti previsti dal 
primo comma. Non possono essere invocate, a propria scusa, ragioni o finalita' di 
carattere artistico, letterario, storico o di costume. 
                                                          
295 http://conventions.coe.int/Treaty/EN/Treaties/Html/201.htm 
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4.  Il contrasto alla pedopornografia online nell'ordinamento italiano. 
 
La pornografia minorile già prima della legge 172/2012 aveva acquisito rilevanza 
penale autonoma all’interno dell’ordinamento italiano ad opera di due leggi, 
intervenute nel 1998 e nel 2006296, che sono il risultato di accordi assunti 
dall’Italia nell’ambito di un più ampio progetto internazionale di tutela e 
protezione dell'infanzia contro ogni forma di sfruttamento ed abuso sessuale297. 
Per quanto concerne il fenomeno in esame, le leggi hanno disciplinato la materia 
punendo, da un lato, le condotte di chi produce, commercia, pubblicizza, diffonde, 
offre o si procura questo tipo di rappresentazioni (art.600-ter c.p.), e, dall’altro, 
reprimendo anche la condotta di chi detiene il materiale in questione (art.600-
quater e quater bis cp). Non solo, queste ipotesi sono parimenti sanzionate anche 
qualora abbiano ad oggetto “rappresentazioni realistiche di bambini 
inesistenti”298, ossia anche nel caso in cui riguardino la cosiddetta “pornografia 
                                                          
296   L. 3 agosto 1998, n. 269 “Norme contro lo sfruttamento della prostituzione, della 
pornografia, del turismo sessuale in danno di minori, quali nuove forme di riduzione in schiavitù”; 
L. 6 febbraio 2006, n. 38 “Disposizioni in materia di lotta contro lo sfruttamento sessuale dei 
bambini e la pedopornografia anche a mezzo Internet”. 
297   Queste leggi sono il risultato dell’impegno assunto dall’Italia in virtù della Convenzione 
sui Diritti dell’Infanzia, sottoscritta a New York il 20 novembre 1989, della successiva 
Dichiarazione Finale della Conferenza mondiale di Stoccolma, adotta il 31 agosto 1996, e della 
Convenzione e dei Protocolli delle Nazioni Unite contro il crimine transnazionale, adottati il 15 
novembre 2000 e il 31 maggio 2001. La legge del 2006 rappresenta, inoltre, l’atto di recepimento 
della Decisione Quadro 2004/68/GAI in materia di pedo–pornografia online. 
298   Art. 1, let. b, sez. iii., Decisione Quadro dell’Unione Europea 2004/68/GAI, “immagini 
realistiche di un bambino inesistente (…) ”. 
221 
 
virtuale”299. 
La normativa mira a colpire, pertanto, sia chi alimenta il mercato della pedofilia, 
attraverso la produzione e la diffusione di pornografia minorile, sia chi ricerca 
questo tipo di materiale per soddisfare un proprio interesse sessuale. In altre 
parole, lo scopo è quello di reprimere le condotte di chi utilizza i minori “come 
oggetti che si usano e come merce che si vende, si compra, si affitta e si 
scambia”300. 
All'individuazione della natura pedopornografica del materiale concorrono due 
requisiti: il primo attiene all’età del soggetto ritratto, che deve essere un minore 
degli anni diciotto, e il secondo al contenuto della rappresentazione, che deve 
essere appunto pornografica.  
La normativa, tuttavia, non fornisce alcuna definizione del concetto di 
“pornografia”, né indica gli elementi necessari per valutare come pornografica una 
determinata immagine. Alla qualificazione della natura illecita della 
rappresentazione ha, in tal senso, sopperito la giurisprudenza di legittimità, la 
quale ha evidenziato come per rappresentazione pedopornografica debba 
intendersi “il materiale che ritrae o rappresenta visivamente un minore degli anni 
diciotto implicato o coinvolto in una condotta sessualmente esplicita, quale può 
                                                          
299   600 quater–bis c.p. In questo caso le pene per le condotte di produzione, diffusione, 
cessione, detenzione sono diminuite di un terzo rispetto a quelle previste per la “pornografia 
reale”. 
300   M. HELFER, Sulla repressione della prostituzione e pornografia minorile, Padova, 
Cedam, 2007, pag. 30 
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essere anche la semplice esibizione lasciva dei genitali o della regione pubica”301. 
Sul piano procedurale le leggi in esame hanno attribuito a determinati organi della 
polizia giudiziaria nuovi poteri e strumenti, che consentono di operare in maniera 
più incisiva nel contrasto al fenomeno in esame.  
La peculiarità dell'ambiente virtuale impone, infatti, che alle tradizionali prassi 
investigative siano affiancate nuove strategie d'indagine, sviluppate in relazione 
agli ambiti e alle modalità di produzione, diffusione e detenzione del materiale 
pedopornografico. In tal senso, il legislatore italiano ha esteso l'operatività di 
alcuni istituti, tipicamente riservati alle inchieste in materia di stupefacenti e 
criminalità organizzata, anche alle investigazioni attinenti la pedopornografia e, in 
particolare, consente302: l'acquisto simulato di materiale pedopornografico e le 
relative attività di intermediazione; l'utilizzo di indicazioni di copertura, anche per 
operare in regime di infiltrazione nell’ambito di comunicazioni telematiche, realtà 
e comunità virtuali; l'attivazione di spazi virtuali “civetta” gestiti dalle forze 
dell'ordine; il ritardo nell’esecuzione di provvedimenti di cattura, arresto o 
sequestro se necessario per acquisire rilevanti elementi probatori. Si può rilevare, 
pertanto, come i poteri attribuiti alle forze di polizia siano cogenti e determinino 
un ampio spettro d'azione all'attività investigativa. 
Per tal motivo la normativa ha stabilito che le attività d’indagine citate devono 
essere, a pena di nullità, sottoposte a controllo giurisdizionale, attraverso la 
                                                          
301   Cass. Pen., sez. III, 4 marzo 2010, n. 10981, in Diritto & Giustizia 2010. Nel caso di 
specie la Corte, richiamandosi alla nozione di pedopornografia fornita dall'art. 1 della decisione 
quadro del Consiglio europeo 2004/68/Gai del 22 dicembre 2003, ha escluso la configurabilità del 
reato nella condotta di un soggetto limitatosi a fotografare in spiaggia dei minori in costume da 
bagno. 
302 Art 14 legge n. 269 del 3 agosto 1998. 
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richiesta o l’autorizzazione delle operazioni da parte dell’autorità giudiziaria. 
Inoltre, questi specifici strumenti investigativi possono essere impiegati solamente 
per alcune delle condotte previste dal reato di pedopornografia e, nello specifico, è 
esclusa la loro operatività per le mere ipotesi di cessione e di detenzione di 
materiale pedopornografico. L’attività di contrasto, e in particolare quella “sotto-
copertura”, è affidata alla Polizia Postale e delle Comunicazioni, specialità della 
Polizia di Stato competente in materia di criminalità informatica e tutela delle 
comunicazioni. Essa si caratterizza per un’organizzazione capillare e flessibile, 
imperniata su 20 Compartimenti regionali e 80 Servizi territoriali che fanno a 
capo ad un ufficio centrale posto al vertice della struttura (Servizio di Polizia 
Postale e delle Comunicazioni). La legge n. 38 del 2006 hainoltre istituito, in seno 
a quest’organo di polizia, il Centro Nazionale per il Contrasto alla 
Pedopornografia online, a cui sono stati attribuiti sia compiti di coordinamento, 
che funzioni più specificatamente investigative. Le aree di competenza riguardano 
il coordinamento delle indagini, l'analisi dei crimini informatici, il monitoraggio 
della Rete e la gestione della black list, l'analisi delle immagini 
pedopornografiche.303 
Al fine di consentire una migliore coordinazione, la Polizia Postale si è avvalsa di 
un software che permette la gestione di tutte le informazioni inerenti le attività 
investigative condotte in Italia (Child Exploitation Tracking System – C.E.T.S)304. 
                                                          
303 G. MACILLOTTI, Il contrasto alla pedopornografia online: esperienze italiane e 
francesi a confronto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol. V – n.1, Gennaio-
Aprile 2011, p.94 (p.81-107) 
304  AA.VV., Polizia postale e delle Comunicazioni, report informativo sulle attività svolte 
nel 2009, p. 6. CETS è stato sviluppato da Microsoft in collaborazione con la Polizia Canadese e 
numerose polizie internazionali per contrastare i fenomeni di abuso sessuale sui minori legati alla 
dimensione virtuale. L'Italia è il primo Paese europeo e il terzo al mondo, dopo Canada e 
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Alimentato da tutti i servizi territoriali, questo database permette la condivisione 
dei dati relativi ai soggetti indagati, alle tipologie di inchieste condotte e alle 
vittime coinvolte305. 
Il Centro è poi competente per il monitoraggio della Rete al fine di verificare la 
presenza di materiale pedo–pornografico e di individuare gli ambienti virtuali in 
cui esso è presente. A tal scopo quest’organo interagisce direttamente con gli 
Internet Service Provider, ai quali fornisce una black list dei siti illeciti rilevati per 
inibirne l'accesso dal territorio italiano. 
L'individuazione di siti web pubblicizzanti pornografia minorile è svolta anche 
attraverso le segnalazioni che i privati cittadini, le associazioni di tutela 
dell'infanzia e gli Internet Service Provider possono effettuare grazie all'ausilio di 
una piattaforma online di segnalazione (www.commissariatodips.it). Infine, 
l'ultima area d'operatività del Centro riguarda l'analisi delle immagini e dei video 
pedopornografici, finalizzata all’individuazione degli adulti, ma soprattutto dei 
minori rappresentati. Quest'attività è condotta attraverso la combinazione di 
risorse tecniche ed umane ed è finalizzata a “dare una parola a quelle immagini, 
cioè un significato, che vuol dire: un luogo, un tempo e un perché”306. Le 
operazioni di analisi si avvalgono, inoltre, della collaborazione con il database del 
                                                                                                                                                               
Indonesia, ad aver introdotto questo sistema innovativo di trattamento delle informazioni 
nell'ambito della propria attività investigativa. 
305  Intervista con operatore del C.N.C.P.O, svolta il 19 febbraio 2009. In tal senso si veda 
anche  B. H.SCHELL,  M. M. MARTIN,  P. HUNG,  L.RUEDA, “Cyber child pornography: a 
review paper of the social and legal issues and remedies – and proposed tecnological solution”, in 
Aggression and Violent Behavior, n. 12, 2007, pp. 56–58. 
306 Intervista con operatore del C.N.C.P.O., svolta il 19 febbraio 2009. 
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materiale pedopornografico gestito da Interpol (I.C.S.Edb - International Child 
Sexual Exploitation image database).  
Grazie all'accesso a questo archivio, unitamente all'utilizzo di particolari software 
per l'analisi dei file digitali, viene consentita la comparazione fra il materiale 
illecito già identificato e presente in questa banca dati con quello rilevato 
nell'ambito delle inchieste italiane. Il contrasto al fenomeno della pedopornografia 
è affidato dal legislatore italiano non solo ai servizi centrali, ma anche a quelli 
territoriali di Polizia Postale (Compartimenti regionali e Sezioni provinciali), che 
operano sull'insieme dei servizi offerti dalla Rete tanto a livello preventivo, che 
repressivo. Tra le diverse attività svolte si ricorda, in particolare, il monitoraggio 
della Rete, pratica finalizzata non solo ad individuare gli ambienti virtuali 
interessati dal fenomeno in esame (siti Web, reti p2p, forum, comunità virtuali, 
newsgroup ecc.), ma anche ad acquisire conoscenze per quanto concerne 
“l'universo pedofilia” e “l'universo minori”.  
Esso rappresenta “il campo scuola per gli operatori della Polizia Postale che si 
occupano di pedopornografia, perché è lì che si allena l'occhio, è lì che si vede 
quali sono i fenomeni emergenti, se va di moda stuprare bambini di 3 mesi 
piuttosto che adolescenti di 12 anni (…) E' evidente che una conoscenza 
approfondita del fenomeno presuppone questo tipo d'analisi, indispensabile anche 
per il buon andamento di un'attività sotto-copertura” (tratto dalla già citata 
intervista del 19 febbraio 2009) .   
Le operazioni di monitoraggio possono essere svolte d'iniziativa da parte degli 
operatori di polizia, a seguito delle segnalazioni pervenute dai privati cittadini o di 
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concerto con il C.N.C.P.O. In quanto organi di polizia giudiziaria, le strutture 
territoriali della Polizia Postale si occupano delle investigazioni in materia di 
pedofilia e pedopornografia online, ricorrendo anche a pratiche undercover 
d'indagine. Queste ultime, in particolare, consentono l'utilizzo d’indicazioni di 
copertura al fine di entrare in contatto ed interagire con probabili autori di reato, 
ottenere da questi ultimi informazioni, reprimere crimini già compiuti o 
prevenirne altri. Nell'ambito delle interazioni online, gli operatori possono anche 
scambiare materiale pedo-pornografico. Queste tecniche investigative sono 
utilizzate, in special modo, nell'ambito delle indagini relative a chat, comunità 
virtuali e reti peer-to-peer e prevedono l'adozione, da parte degli investigatori, di 
uno pseudonimo, che può essere riconducibile ad un profilo “minore” o ad un 
profilo “maggiore–pedofilo” a seconda della tipologia di condotta perseguita e 
all'ambiente virtuale analizzato. 
Nel contrasto ai fenomeni di pedofilia online, gli investigatori possono, inoltre, 
svolgere intercettazioni telematiche e telefoniche, nonché acquistare materiale 
pedopornografico per poter così ricostruisce i flussi finanziari ed individuare i 
gestori e i clienti dei siti commercializzanti pornografia minorile. Infine, la 
normativa prevede la possibilità di creare e gestire spazi online, come ad esempio 
siti web contenenti materiale pedopornografico, per verificare gli utenti interessati 
allo scambio e alla ricerca di queste rappresentazioni. Fra i differenti strumenti 
attribuiti alle forze di polizia, quest'ultimo è senza dubbio quello più forte, 
qualificato come vera e propria “attività provocatrice”. Per tale motivo, gli stessi 
investigatori lo definiscono “uno strumento da utilizzare con la maggiore 
attenzione possibile (…) Alla creazione di un sito Web civetta è preferibile 
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un'attività sotto-copertura in chat” predisponendo, ad esempio, specifici strumenti 
investigativi atti a rilevare i profili criminali e la pericolosità sociale dei soggetti 
interessati allo scambio e alla condivisione di questo materiale.307 
 
5.        L'adescamento del minore online. 
 
L’ampia diffusione delle nuove tecnologie rende necessaria la protezione e la 
tutela dei minori dai rischi dell’adescamento online. Questo fenomeno è 
conosciuto come "grooming"308 (dal verbo "to groom", curare), vale a dire la 
tecnica usata dai pedofili per entrare in contatto con i propri interlocutori. 
Attraverso dialoghi in chat, forum, via sms o tramite social network, giochi di 
ruolo, i potenziali abusanti costruiscono un legame di fiducia con il minore, che 
viene indotto ad accettare più facilmente un incontro o a dare informazioni sulla 
propria vita personale.  
Nella maggior parte dei casi, l’adulto individua la sua vittima tra i profili 
corrispondenti alla fascia di età “preferita” e inizia una conversazione su 
argomenti banali e tipici della vita di un bambino o di un ragazzo: la scuola, gli 
                                                          
307   Intervista con operatore del Servizio di Polizia Postale e delle Comunicazioni, svolta l'11 
giugno 2009 v..G. MACILLOTTI, Il contrasto alla pedopornografia online: esperienze italiane e 
francesi a confronto, in Rivista di Criminologia, Vittimologia e Sicurezza, Vol. V – n.1, Gennaio-
Aprile 2011, p.96. 
308  l’art. 23 della Convenzione del Consiglio d’Europa per la protezione dei bambini contro 
lo sfruttamento e gli abusi sessuali, definisce “grooming”la manipolazione psicologica per scopi 
sessuali. In questo processo colui che abusa “cura” (“grooms”) la vittima, inducendo gradualmente 
il bambino a superare le resistenze attraverso tecniche di manipolazione psicologica. 
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amici, gli hobby. Come trucco, spesso l’adescatore mente sulla propria età 
anagrafica, salvo poi rivelarla quando la relazione si approfondisce. Le richieste di 
confidenze sessuali arrivano talvolta subito e, spesso, sono precedute da 
dichiarazioni di trasporto sentimentale. Il passo successivo è la richiesta di 
immagini osé, cui può seguire quella di un incontro reale.  
Negli ultimi anni e specialmente a seguito del boom dei social network, le vittime 
degli abusi online appartengono a fasce d’età sempre più basse, tra i 10 e i 12 
anni. Gli adescatori seguono i profili dei giovanissimi sul web e ne studiano gusti 
e punti deboli con l’obiettivo di attrarli nella propria rete. Negli anni 2011-2012309 
gli indagati sottoposti a provvedimenti restrittivi sono stati 127, i denunciati in 
stato di libertà sono stati 1104, sono state effettuate 1031 perquisizioni, mentre i 
minori identificati sono stati 31 ed i minori vittime di adescamento sono stati 
37.310  Dati significativi per conoscere il fenomeno in Italia sono anche quelli 
ricavati dalla gestione delle linee telefoniche dedicate all’aiuto ai minori in 
difficoltà, tra cui il Servizio 114 – Emergenza infanzia del Dipartimento per le 
Pari Opportunità. Da aprile a dicembre 2013 attraverso la linea telefonica 
nazionale sono stati segnalati 11 casi di adescamento on-line, corrispondenti al 
4,9% delle segnalazioni totali di abusi sessuali su bambini e adolescenti.   
                                                          
309  Dagli elementi forniti dal Ministero dell’Interno relativi alle attività di monitoraggio e 
contrasto svolta dalla Polizia Postale e delle Comunicazioni nell’anno 2013  gli indagati sottoposti 
a provvedimenti restrittivi sono stati 55, i denunciati in stato di libertà sono stati 344, sono state 
effettuate 430 perquisizioni, mentre i minori identificati sono stati 6 ed i minori vittime di 
adescamento sono stati 165. 
310 Relazione al Parlamento sull'attività di coordinamento effettuata ai sensi dell'art.17 
comma 1della legge n. 269 del 1998. 
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Per contrastare il fenomeno dell’adescamento online,  la legge di ratifica della 
Convenzione di Lanzarote, n.172 del 2012, prevede l’introduzione del nuovo 
reato di “adescamento di minorenni” (art. 609-undecies del codice penale311). 
Questa nuova fattispecie di reato consiste in qualsiasi atto volto a carpire la 
fiducia di un minore di 16 anni attraverso artifici, lusinghe o minacce posti in 
essere anche mediante l’utilizzo della rete internet o di altre reti o mezzi di 
comunicazione allo scopo di commettere uno dei reati sessuali contro i minori 
previsti dalla legge. La pena prevista per che si macchia di questo reato è la 
reclusione da 1 a 3 anni.  
Con l'art. 609-undecies C.P. si è voluto tipizzare un'autonoma fattispecie di reato, 
con la quale perseguire e punire condotte talmente anticipate (rispetto agli eventi 
che ne possono derivare) da rischiare, altrimenti, di restare nel limbo del 
penalmente irrilevante, in quanto interpretabili come tentativo di tentativo. La 
scelta del legislatore, perciò, costituisce un ulteriore passo avanti rispetto a quanto 
stabilito con la L. n° 269/98, vigente la quale molti comportamenti insidiosi 
rientranti nella nozione di grooming sarebbero rimasti impuniti. 
Il nuovo articolo 609-undecies C.P. enuncia la fattispecie delittuosa con un campo 
di applicazione decisamente più ampio di quello derivante dal dettato della 
Convenzione del Consiglio d'Europa: punisce infatti l'adescamento anche se la 
                                                          
311
  "Chiunque, allo scopo di commettere i reati di cui agli articoli 600, 600-bis, 600-ter e 
600-quater, anche se relativi al materiale pornografico di cui all'articolo 600-quater 1, 600-
quinquies, 609-bis, 609-quater, 609-quinquies e 609-octies, adesca un minore di anni sedici, è 
punito, se il fatto non costituisce più grave reato, con la reclusione da uno a tre anni. Per 
adescamento si intende qualsiasi atto volto a carpire la fiducia del minore attraverso artifici, 
lusinghe o minacce posti in essere anche mediante l'utilizzo della rete internet o di altre reti o 
mezzi di comunicazione." 
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proposta dell'incontro non sia seguita da "atti materiali riconducibili a detto 
incontro".  
Tutto questo perché, attraverso l'introduzione di tale reato, il legislatore ha voluto 
anticipare la tutela penale della sfera sessuale dei minori, sanzionando anche i 
"primi contatti finalizzati agli atti di pedofilia".312  Quindi è diventato punibile il 
mero contatto via chat o via social network, se non con e-mail o sms/mms, con il 
minorenne - finalizzato allo scopo di commettere uno dei quattro delitti con cui si 
apre il capo III del C.P. per ciò che attiene ai reati contro la personalità individuale 
- a prescindere al fatto che, dalla conversazione telematica de qua derivi un 
incontro di carattere fisico tra il pedofilo e la sua giovane preda. Dunque, sarà 
imprescindibile constatare se e quando saranno concretamente ravvisabili quegli 
artifici, quelle lusinghe o quelle minacce che la novella richiede quale elemento 
costitutivo, dal punto di vista oggettivo, del delitto. 
Inoltre, come già visto, il recente decreto legislativo 4 marzo 2014, n. 39, che 
recepisce la Direttiva 2011/93/UE introduce importanti modifiche all’impianto del 
codice penale italiano in tema di reati concernenti l’abuso e lo sfruttamento 
sessuale dei minori, in particolare inasprisce le sanzioni rendendo così più facile 
contrastare i reati sessuali a danno dei minori, tra cui proprio i nuovi fenomeni 
relativi a Internet come l'adescamento di minori e la visualizzazione di materiale 
pedopornografico tramite webcam o sito web. 
 
 
                                                          
312 cfr. discussione del disegno di legge A.C. 2326-A, seduta del 18.01.2010 
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6.    La sentenza della Corte EDU nel caso Söderman v Svezia. 
 
Con la decisione adottata il 12 novembre2013, la Grande Camera della Corte 
EDU – ribaltando la sentenza della Sezione V del 12 giugno 2012 – ha ravvisato 
violazione dell’art. 8 della CEDU per non avere la Svezia accordato tutela al 
diritto al rispetto per la vita privata della ricorrente, Eliza Söderman, che, nel 
2002, all’età di 14 anni, aveva smascherato il tentativo del patrigno di riprenderla 
nuda.  
Nello specifico, l’uomo aveva cercato di filmare la giovane quando era senza 
vestiti, occultando, nel cesto della biancheria del bagno di casa, una videocamera, 
accesa ed orientata a riprendere proprio la parte della stanza in cui la ragazza era 
solita spogliarsi per fare la doccia. La ricorrente – insospettita dall’aggirarsi del 
patrigno nella stanza, prima del suo ingresso, e ancor più dal rumore di 
sottofondo, creato dallo strumento di registrazione – si era accorta della “trappola” 
e, tra le lacrime, aveva consegnato la videocamera alla madre. Quest’ultima aveva 
distrutto il filmato immediatamente, senza che alcuno l’avesse visto e senza 
neppure la certezza che contenesse immagini dell’adolescente. La denuncia del 
fatto alla polizia, invece, era stata fatta 2 anni dopo. Il patrigno veniva, quindi, 
portato a giudizio per molestia sessuale e la ragazza, nell’ambito del processo 
penale, chiedeva di essere risarcita per la lesione della propria «personal 
integrity».  
Nel 2006, l’imputato – reo confesso di aver cercato di riprendere la figliastra con 
una videocamera nascosta – veniva condannato, in primo grado, per molestia 
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sessuale nonché al risarcimento del danno cagionato alla vittima. Nel 2007, però, 
il giudizio di appello si concludeva con statuizione assolutoria, sul presupposto 
che, a dispetto del movente sessuale, la condotta tentata non era sussumibile sotto 
le previsioni del reato di molestia sessuale, poiché l’agente non voleva che le 
riprese venissero scoperte dal soggetto filmato. Inoltre, si segnalava la mancanza, 
nell’ordinamento svedese del divieto generale di riprendere un individuo senza il 
suo consenso. Pur adombrata l’astratta possibilità che l’azione incriminata potesse 
costituire tentativo di pornografia minorile, la corte d’appello non approfondiva il 
tema, non essendo mai stato prospettato quel tipo di accusa. Nel dicembre 2007, il 
ricorso per cassazione veniva rigettato.  
La Söderman adiva, quindi, la Corte EDU, invocando l’art. 8 della Convenzione 
sul diritto al rispetto per la vita privata e lamentando la mancata previsione, da 
parte dell’ordinamento svedese, di remedies – di carattere civilistico o penalistico 
– avverso la violazione della privacy posta in essere dal patrigno.  
I Giudici di Strasburgo, pertanto, sono stati chiamati a valutare l’esistenza, nel 
sistema svedese, di strumenti giuridici idonei ad assicurare adeguata protezione 
alla ricorrente rispetto al pregiudizio subito.  
Nella motivazione della sentenza, vengono, quindi, passate in rassegna le azioni 
potenzialmente esperibili. Quanto all’incriminazione per tentativo di pornografia 
minorile, si osserva che, di fatto, non vi si era proceduto e che, comunque, 
difficilmente avrebbe potuto esservi condanna per quel reato, considerato che la 
locuzione «immagine pornografica» non è definita nel codice penale svedese e 
che i lavori preparatori relativi alla disposizione sulla pornografia minorile 
rendono palese l’intenzione di non addivenire ad una generica criminalizzare di 
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qualsivoglia raffigurazione di bambini nudi.  
In merito alla molestia sessuale, si richiama quanto statuito dalla Corte d’appello 
svedese, per la quale l’integrazione del predetto reato presupponeva la volontà del 
soggetto attivo di essere scoperto od almeno la sua indifferenza rispetto a tale 
evenienza, requisiti questi non ravvisati e non ravvisabili in capo al patrigno della 
ricorrente.  
D’altro canto, la legge destinata a trovare applicazione nei casi di intrusive 
photography – ossia di riprese o ritrazioni, anche isolate, attuate di nascosto o 
senza il consenso degli interessati – è recente ed è entrata in vigore nel luglio 
2013313.  
Infine, la sentenza dà conto della vanificazione dell’azione risarcitoria, stante la 
vincolatività per il giudice civile dell’assoluzione statuita nel processo penale, 
nell’ambito del quale la persona offesa si era costituita parte civile.  
Si ravvisa, quindi, violazione, da parte della Svezia, dell’art. 8 della Convenzione, 
per via della mancata tutela accordata alla vittima di un atto lesivo 
dell’«integrity», aggravato dall’essere stato perpetrato ai danni di minore, 
nell’abitazione e ad opera di soggetto legato da relazione di fiducia. Per quanto il 
video in questione non sia stato diffuso in Rete e non è annoverabile tra i casi di 
pedopornografia online, questa pronuncia  presenta un significativo elemento di 
novità  che consiste nell’aver affermato che la tutela della sfera della riservatezza 
debba valere anche con riguardo a soggetti minori, tra le mura di casa e rispetto ad 
“attacchi” non implicanti contatto fisico, non aventi potenzialità diffusiva 
                                                          
313 Si tratta della legge n. 366/2013, in base alla quale chi «illecitamente, con l’ausilio di 
mezzi tecnici, registra di nascosto l’immagine di qualcuno che si trova in una casa o in un bagno o 
in uno spogliatoio o in altri spazi simili sarà condannato per intrusive photography a una multa od 
alla detenzione per un massimo di 2 anni».   
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all’esterno e arrecati da persone conviventi, ossia da soggetti coi quali sussiste una 
comunione di vita e rispetto ai quali, pertanto, il confine di ciò che è privato si 
restringe e si attenua necessariamente. L’esigenza di tutela prospettata dalla Corte 
EDU appare condivisibile sia per proteggere l’individualità, intimità e dignità dei 
soggetti in formazione sia per l’oggettivo disvalore di determinate condotte 
gravemente intrusive sia per stigmatizzare comportamenti che potrebbero 
preludere a fatti ancor più gravi, timore questo reso tutt’altro che remoto dai dati 
preoccupanti sugli abusi e le violenze in ambito domestico e ad opera di soggetti 
legati da relazioni di familiarità e fiducia314.  
 
7.  Le soluzioni e le iniziative a livello comunitario ed internazionale. 
 
E’ emerso con chiarezza che lo strumento operativo più efficiente e veloce per 
“agganciare” il circuito della pornografia minorile da parte dei pedofili, ma anche 
per mettere in contatto i vari autori con altri soggetti del circuito suddetto, è 
proprio costituito dalla rete internet.315 Infatti, vi è stato un consistente incremento 
dell’utilizzazione del web per alimentare il mercato del materiale 
                                                          
314 C. BRIGNONE, Tutela penale della sfera privata del minore tra le mura domestiche 
anche rispetto ai familiari conviventi, nota a Corte Europea dei diritti dell'Uomo, Grande Camera, 
Sentenza 12 Novembre2013, Soderman v. Svezia, ric. n. 5786/08, in Diritto Penale 
Contemporaneo, p.3.  
315  Il famoso caso “Wonderland” fu uno dei primi esempi di come le nuove tecnologie 
potessero essere utilizzate per lo sfruttamento di un vasto numero di minori allo scopo di produrre 
immagini pedopornografiche. Nel settembre 1998, 107 retate coordinate condussero 
contemporaneamente all'arresto di oltre 100 persone in Europa, Stati Uniti e Australia. Si trattava 
di membri della rete denominata appunto “Wonderland”, che al momento di massima diffusione si 
ritiene contasse circa 200 affiliati in tutto il mondo. Questa rete si era adoperata in tutti i modo per 
tenere segreta la propria esistenza, avvalendosi di conoscenze tecniche avanzate. A ciascun 
candidato si chiedeva di fornire migliaia di nuove immagini pedopornografiche. Le 1263 vittime 
erano bambini per lo più sotto i 10 anni; alcuni non raggiungevano nemmeno i 5 anni (solo16 sono 
state identificate). 
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pedopornografico, ma si riscontra anche un aumento esponenziale di questo turpe 
mercimonio anche attraverso l’organizzazione di un fiorente mercato del turismo 
sessuale che le organizzazioni criminali gestiscono proprio in virtù dei mezzi 
tecnologici offerti dalla rete.  
E’, quindi, stato quasi automatico che lo sforzo dei legislatori nazionali ma, prima 
ancora, delle Istituzioni europee sovranazionali sia stato quello di cercare di 
svelare tale circuito criminale, di trovare gli strumenti per intercettarlo ed infine di 
individuare i possibili rimedi per un suo drastico ridimensionamento. 
Due appaiono gli oggetti su cui si è appuntata la reazione istituzionale: il primo 
relativo al mero scambio di materiale pedopornografico, il secondo quello, non 
meno significativo, del flusso ininterrotto di informazioni sulle vittime tra 
pedofili. Rispetto al primo profilo, è stata introdotta la discussa incriminazione 
della mera detenzione di materiale pedopornografico316, rispetto al secondo, 
invece, l’obiettivo principale è stato quello di frenare tanto il turismo sessuale 
quanto l’utilizzazione della rete per l’incremento della pedopornografia.  
Circa questo secondo obiettivo, in realtà, lo scopo principale di tutte le iniziative è 
rappresentato dalla necessità di bloccare i flussi informativi, perché è proprio 
                                                          
316 Cass, IIIsez. Penale, sentenza 6 ottobre 2010, n639, dalla quale emerge che la condotta di 
chi scarica materiale pedopornografico e lo detiene sul proprio pc per visionarlo configura 
un'ipotesi di reato commissivo permanente (art.600-quater c.p.), la cui consumazione inizia col 
procacciamento del materiale e si protrae per tutto il tempo in cui permane in capo all'agente la 
disponibilità di tale materiale ( vedi anche Cass.pen. Sez.III, 21 aprile 2010, n.4 p.1438). Si 
completa così il quadro della tutela che intende sanzionare a monte sia colui che induce alla 
prostituzione ovvero favorisce o sfrutta con tale finalità minori degli anni 18 (art.600-bis c.p.), sia 
colui che produce materiale pedopornografico, o ne fa commercio e lo distribuisce, persino a titolo 
gratuito (art. 600-ter c.p.) nonché chi ne beneficia procurandoselo e detenendolo (art.600-quater 
c.p.). D'altronde la semplice fruizione di detto materiale di per sé “ crea il pericolo di un 
incremento e di uno sviluppo del mercato pedo-pornografico e, quindi, dello sfruttamento sessuale 
dei minori che ne è all'origine”. v. M.CALAMUSSI, Materiale pedo-pornografico: l'allocazione 
sull'hard disk è comunque detenzione, in Minori-Giustizia n.4-2012, p.213ss.  
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attraverso quella modalità di interscambio tra soggetti, tipico dell’età della 
globalizzazione, che il mercato della pedopornografia ha assunto dimensioni 
spaventose e molto pericolose per tutte le potenziali vittime.   
L’Europa si è posta in prima fila per individuare possibili misure di contrasto 
proprio nel settore specifico della criminalità commessa tramite internet con 
peculiare riferimento al fenomeno della pedopornografia. Questa piaga, che è 
particolarmente concentrata nell’aerea europea con circa il 61% dei clienti, e che 
purtroppo non risparmia nemmeno l’Italia, è stata parzialmente ridimensionata, 
infatti la Polizia Postale ha attuato una strategia che ha in parte stroncato il 
fenomeno, con risultati ragguardevoli: 177 siti sono stati oscurati, 11 mila siti 
stranieri sono stati segnalati alle competenti autorità ed è stata formata una black 
list, che viene continuamente aggiornata e al momento conta 163 indirizzi.317 
Già nella Comunicazione della Commissione del 1996 “Informazioni di contenuto 
illegale e nocivo su Internet”318, si sottolineava che le caratteristiche tecniche 
dell'Internet rendono inefficaci determinati tipi di controllo: a causa della 
possibilità di reindirizzare i messaggi su nternet i controlli possono effettivamente 
aver luogo soltanto ai punti di entrata e di uscita nella rete (vale a dire in 
corrispondenza del server mediante il quale l'utente accede alla rete oppure del 
terminale utilizzato per visionare o trasferire le informazioni ovvero del server su 
                                                          
317  La Polizia Postale ha arrestato 205 persone e ne ha denunciate altre 4000 nell’ambito 
della lotta alla pedopornografia, monitorando oltre 270 mila siti e bloccando i già citati 163 
indirizzi in una “black list”, si è potuti pervenire in Italia alla ragguardevole cifra di circa 4000 
perquisizioni effettuate e di 60 operazioni internazionali. Questi dati, che sono aggiornati al mese 
di giugno 2008, sono stati presentati, sempre nel mese di luglio dello stesso anno, dal direttore 
della Polizia Postale Domenico Vulpiani. 
318 COM(96)487, Bruxelles, 16-10-1996 
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cui un documento è pubblicato). Anche qualora un documento pubblicato venga 
rimosso da un server in seguito ad un intervento delle autorità è sempre possibile 
copiarlo agevolmente e rapidamente su altri servers soggetti ad altre 
giurisdizioni, cosicché esso continua ad essere disponibile finché anche tali siti 
non vengano bloccati. Per questo motivo occorre la cooperazione internazionale 
per evitare che i documenti che infrangono norme generali di diritto penale 
possano usufruire di "rifugi sicuri". 
La Commissione cercando di individuare il materiale che viene considerato 
criminale dalle legislazioni degli Stati membri fa rientrare in questa categoria la 
pornografia infantile, la tratta degli esseri umani, la divulgazione di materiale 
razzista o gli incitamenti all'odio razziale, il terrorismo ovvero tutte le forme di 
frode (ad esempio l'impiego fraudolento delle carte di credito). Inoltre essa, aveva 
già anticipato, senza approfondire la questione, la necessità di prevedere un blocco 
all'accesso a determinate informazioni dannose da parte dei fornitori di servizi319 e 
di dar luogo ad una cooperazione tra le autorità ed i fornitori d'accesso ad 
Internet per garantire che le misure intraprese siano efficaci.  
Al fine di fronteggiare la pedopornografia e gli altri illeciti via web(compresa 
l’istigazione dei minori all’anoressia e al suicidio o allo spaccio di droga), 
l’Europa ha stanziato 55 milioni di euro per il nuovo programma comunitario 
“Safer internet 2009 – 2013”presentato il 17 luglio 2008 a Roma. 
                                                          
319  “Attualmente non è chiaro in che misura sia tecnicamente possibile bloccare l'accesso a 
determinate informazioni una volta che se ne sia stabilita l'illegalità, e questo è un problema che 
si ripercuote anche sul grado di responsabilità dei fornitori d'accesso. La mancanza di chiarezza 
circa la fattibilità tecnica di questa soluzione non ha impedito che in alcuni casi si seguisse questa 
impostazione perché i fornitori d'accesso sono un gruppo individuabile e relativamente piccolo”. 
Punto 4. Come individuare e combattere le informazioni di contenuto illegale sull'Internet, 
COM(96)487.  
238 
 
Nel programma europeo di promozione di un uso più sicuro del web e delle altre 
tecnologie della comunicazione, in favore dei minori contro i contenuti illegali e i 
comportamenti dannosi, sono stati previsti anche marchi di “Children friendly” 
che impongono la tracciabilità dei movimenti finanziari, fino al blocco dei 
pagamenti on line.  
Secondo la strategia elaborata in sede europea, peraltro, è anche necessario che 
vengano coinvolte le associazioni di settore come Save the Children, Moige, 
EPCAT e Telefono Azzurro, posto che è emersa la necessità che anche le famiglie, 
la scuola e i providers siano coinvolti nelle strategie di contrasto alla 
pedopornografia on line.  
Per quanto concerne il Safer Internet Programme 2008-2013, si tratta del nuovo 
programma che segue quelli del 1999 e del 2005, tutti già trattati nel capitolo 
precedente. La Decisione 1351/2008/CE ha previsto tale dotazione di 55 milioni 
di euro al fine di proteggere i minori nei confronti degli abusi perpetrati su 
Internet e attraverso i telefoni cellulari tramite, principalmente, la creazione di una 
rete per l‟identificazione dei siti illeciti. Le principali finalità del nuovo 
programma sono rappresentate da: i) riduzione dei contenuti illeciti e lotta contro 
i comportamenti dannosi online, da attuarsi tramite la creazione di punti di 
contatto nazionali ai quali segnalare tali contenuti e comportamenti, in 
particolare il materiale pedopornografico e le manipolazioni psicologiche sui 
minori a scopi sessuali (il grooming), e ai quali rivolgersi per ricevere 
informazioni su come navigare in sicurezza; ii) promozione di un ambiente su 
Internet più sicuro, incoraggiando le iniziative di autoregolazione e promuovendo 
il coinvolgimento dei minori attraverso la partecipazione alla discussione da 
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parte di gruppi di giovani; iii) sensibilizzazione del pubblico, destinata in 
particolare ai minori, ai loro genitori e agli insegnanti; iv) creazione di una base 
di conoscenze in materia, riunendo i ricercatori attivi nel campo della sicurezza 
dei minori online a livello europeo e finanziando specifici interventi miranti 
all'approfondimento e coordinamento delle conoscenze dei ricercatori del settore 
in merito all'utilizzo delle nuove tecnologie da parte dei minori e sugli effetti ed i 
rischi di tali tecnologie al fine di migliorare l'efficacia degli interventi in atto 
nell‟ambito del programma Safer Internet. 
Tra i progetti finanziati dal programma Safer Internet rileva il progetto CIRCAMP 
(COSPOL Internet Related Child Abusive Material Project). CIRCAMP320 è 
un'iniziativa finalizzata a combattere la pedopornografia, ovvero la distribuzione, 
la detenzione e il commercio della documentazione di violenze sessuali su minori. 
Promuove pertanto l'introduzione e l'utilizzo del blocco dei siti Web in tutta 
l'Europa. Il blocco è applicato al dominio del sito Web, pertanto i domini (come 
ad esempio www.yahoo.com) possono essere bloccati anche in ragione di una sola 
pagina contenente un'immagine illegale. Sul proprio sito, CIRCAMP elogia 
l'efficacia del blocco indiscriminato di siti a livello di dominio: «Qualora il 
possessore del dominio, accidentalmente o volutamente, pubblicasse materiale 
pedopornografico sul proprio dominio e questo fosse bloccato dalla polizia, il 
blocco non sarebbe tolto fino ad avvenuta rimozione del materiale in questione, 
spingendo in tal modo i fornitori di contenuti in rete a evitare attivamente che tale 
materiale finisca sui propri sistemi o servizi».  
                                                          
320  http://circamp.eu/index.php?option=com_content&view=article&id=11:circamp-
overview&catid=1:project&I  
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Tale attività di bloccaggio portata avanti da EUROPOL ha fatto sorgere tuttavia 
alcune perplessità in relazione al fatto che spesso vengono bloccati siti che 
contengono materiale “legale” per un solo contenuto effettivamente “illegale”, 
bisogna inoltre ricordare che  il fornitore di contenuti e il possessore del dominio 
sovente non corrispondono alla stessa persona o compagnia: i fornitori di spazio 
Web per blog sono, ad esempio, i possessori del dominio, mentre i blogger 
forniscono il contenuto. Tutti i fornitori di servizi che permettono al pubblico di 
postare materiale si trovano pertanto nella situazione in cui il proprio servizio può, 
senza alcun avviso e senza che sia seguita alcuna procedura specifica, essere 
bloccato. Inoltre, l'imposizione di tale blocco può avvenire senza una chiara 
indicazione dei mezzi di impugnazione e delle diverse responsabilità.  
Pertanto, nel caso di aziende sufficientemente grandi, l'unico modo sicuro per far 
fronte a tale situazione è seguire tale obbligo in linea generale applicandolo quindi 
a tutti i tipi di materiale a rischio di illegalità e non solo a quello pedopornografico 
(non avendo peraltro tali aziende ricevuto alcuna formazione ai fini di una 
adeguata valutazione dello stesso). Queste ed altre problematiche connesse alla 
violazione della libertà di espressione online tramite gli strumenti di blocco, 
hanno fatto emergere non poche carenze in relazione alla legittimità, trasparenza e 
responsabilità del sistema (minato anche dai vari reclami in merito all'efficacia del 
blocco), facendo sorgere pertanto molti dubbi riguardo a questo strumento.321 
                                                          
321  T. J. MCINTYRE, Blocking child pornography on the Internet: European Union 
developments, In International Review of Law Computers & Technology 11/2010, 
Computers&Technology,P.209-221. T. J. MCINTYRE, Child Abuse Images and Cleanfeeds: 
Assessing Internet Blocking Systems, p.1-29,  
http://www.researchgate.net/profile/Tj_Mcintyre/publications. 
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 Nei giorni 8-11 settembre 2008, peraltro, si è svolta a Stoccolma la conferenza 
«Costruire un‟Europa per e con i bambini – Verso una strategia per il 2009-
2011», organizzata dalla presidenza svedese del Comitato dei Ministri del 
Consiglio d‟Europa, nell'ambito della quale sono stati valutati i progressi 
compiuti nella realizzazione del programma «Costruire un‟Europa per e con i 
bambini» e si sono individuate le linee guida per la strategia relativa al nuovo 
triennio 2009-2011. In particolare, la nuova strategia mira a rafforzare l'attività 
svolta a favore dei diritti dei bambini da parte di quarantadue Stati membri del 
Consiglio d‟Europa, in particolare prevedendo: la presa in considerazione 
trasversale dell'interesse superiore del bambino nelle decisioni politiche, anche 
attraverso un sito web che contiene informazioni facilmente accessibili;  la 
cooperazione tra i Paesi europei per lottare contro tutti i tipi di violenza nei 
confronti dei giovani, contro le punizioni corporali inflitte ai bambini, lo 
sfruttamento sessuale, la violenza dettata dai codici d‟onore e la tratta di 
bambini. 
Anche a livello internazionale quindi la problematica è fortemente sentita e 
richiede l'adozione di appositi strumenti quali ad esempio i programmi-filtro e 
cybersitters, da installare sugli elaborati per impedire che bambini e adolescenti 
accedano senza controlli a tutti i siti internet322 e le Hotlines.  
                                                                                                                                                               
 
322 Questi “software” servono a bloccare l'accesso ai siti, a fissare controlli temporali per gli 
utenti e a permettere ai genitori di controllare quali siti siano stati visionati dai figli. Uno di questi 
software è gestito gratuitamente da “WebNet”, che si presenta come un mezzo per istruire i 
genitori sui pericoli presenti nel cyberspazio. V.LACOPPOLA, La tutela del minore abusato 
nell'era della globalizzazione,Cacucci, Bari, 2003, p74ss. 
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Molte di queste linee telefoniche sono state stabilite dagli Stati membri, dalle 
ONG e dai Provider. Le linee possono essere sia nazionali che internazionali, ad 
esempio l'Internet Watch Foundation nel Regno Unito, l'Associazione delle 
Hotline dei Provider Internet(INHOPE), attualmente con 35 hotline in 35 paesi; 
NCMEC CyberTipline ( negli Stati Uniti); e la piattaforma europea di Hotlines 
adottata dai diversi paesi grazie al programma Safer Internet. 
Tali linee telefoniche323 invitano il pubblico a segnalare qualsiasi immagine di 
abusi sessuali su minori in Internet, telefoni cellulari, social network e chat room. 
Gli operatori dei servizi di assistenza telefonica riportano tutti questi siti alla 
polizia, e informano gli ISP sulla tipologia di siti ospitati sui loro server così da 
arginare la diffusione di materiale criminale. 
Le hotline svolgono anche un ruolo importante nella consulenza, 
sensibilizzazione, e informazione degli utenti di Internet sui rischi e pericoli per i 
bambini esposti alla pornografia infantile. 
Al fine di aumentare la sicurezza dei bambini, sono stati aggiunti i pulsanti di 
“abuso” su alcuni siti utilizzati da bambini, che possono essere utilizzati per 
segnalare eventuali contenuti illeciti o casi di  sollecitazione sessuale; un pulsante 
“abuso” è stato anche messo in Windows Live Messenger.324 
                                                          
323  Queste hanno  portato all'individuazione e al blocco di nuovi siti di pornografia infantile 
(2.500 in Svizzera; 164 in Italia, 532 in Paesi Bassi; 1.864 in Giappone, ecc). 
324  Report of the Special Rapporteur on the sale of children, child prostitution and child 
pornography,HUMAN RIGHTS COUNCIL, 13 July 2009. 
http://www2.ohchr.org/english/bodies/hrcouncil/docs/12session/A.HRC.12.23.pdf 
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Programmi di sensibilizzazione e di informazione sono stati poi lanciati nella 
grande maggioranza degli Stati.325 Per prevenire lo sfruttamento sessuale dei 
bambini su Internet, i governi, le ONG e il settore delle nuove tecnologie di 
business sono entrati in partnership per la produzione e la diffusione di materiale 
educativo rivolto ai bambini, i giovani, i genitori e le persone che lavorano con i 
bambini. 
In Italia in particolare il Ministro delle comunicazioni, di concerto con il Ministro 
per le riforme e le innovazioni della pubblica amministrazione, ha approvato il 
DM 8 gennaio 2007 (Pubblicato in GU 29 gennaio 2007, n. 23) mediante il quale 
sono stati individuati i requisiti tecnici degli strumenti di filtraggio che i fornitori 
di connettività alla rete Internet devono utilizzare al fine di impedire l’accesso ai 
siti segnalati dal Centro nazionale per il contrasto della pedopornografia istituito 
dall’art. 14 bis della L. 269/1998, come modificato dalla L. 38/2006.  
Il Ministero delle comunicazioni partecipa inoltre con Save the children al 
progetto Stop-It, il quale consta essenzialmente di un sito che offre la possibilità 
agli utenti di Internet di segnalare la presenza di materiale pedopornografico in 
rete (siti, pagine web, spazi liberi su portali, ecc.) ed episodi di utilizzo della rete 
                                                          
325  In Italia ricordiamo il progetto EDEN (Educazione didattica per la E-Navigation), cui il 
Servizio Polizia postale partecipa in partnership con il CNR, Telefono azzurro e Save the children, 
nel quadro del programma Safer Internet finanziato dalla Commissione europea. Il progetto EDEN 
ha quali obiettivi la promozione della partecipazione diretta di bambini, bambine e adolescenti 
nella definizione e realizzazione di progetti contro l’abuso sessuale e lo sfruttamento sessuale e 
consiste nella creazione di un sito per gli istituti scolastici in cui gli alunni, sotto la guida dei 
docenti, pubblicano gli elaborati multimediali da loro preparati sulla «navigazione sicura», da 
condividere con gli utenti della rete. Terzo-quarto rapporto alle Nazioni Unite sulla condizione 
dell'infanzia e dell'adolescenza in Italia, p.185. 
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al fine di diffondere e distribuire materiale pedopornografico (chat, newsgroup, 
spamming, programmi di file-sharing, ecc.).  
È utile segnalare a questo proposito che nel febbraio 2005 il Comitato di garanzia 
Internet e minori presso il Ministero delle comunicazioni ha prodotto e diffuso le 
Linee guida per le attività delle ONG in materia di monitoraggio di siti pedo-
pornografici, rivolte alle associazioni coinvolte nel contrasto alla pedopornografia 
in Internet. Le linee guida prevedono che le organizzazioni che ricevono 
segnalazioni debbano inviarle alla Polizia postale, investita del compito di 
verificare il sito e il materiale in esso contenuto.  
Sempre in relazione ai temi specifici della pedopornografia, il Ministero delle 
comunicazioni ha finanziato la realizzazione di un sito – www.tiseiconnesso.it – 
rivolto prevalentemente ai ragazzi, ma dotato di una sezione per i genitori e di una 
per gli insegnanti, per informarli sulle precauzioni necessarie nell’utilizzo delle 
nuove tecnologie (Internet e cellulari). Il sito offre spunti di riflessione e 
informazioni necessarie per una navigazione sicura, che non poggi solo sugli 
strumenti tecnici per proteggere i computer, ma anche e soprattutto sulla 
consapevolezza di chi usa le nuove tecnologie rispetto alle proprie modalità e 
motivazioni di utilizzo. 
Deve essere menzionata ancora la Raccomandazione del Parlamento europeo al 
Consiglio sulla lotta contro lo sfruttamento sessuale dei bambini e la pornografia 
infantile, del 2009.326  
                                                          
326    Raccomandazione A6-0012/2009,  
http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-//EP//TEXT+TA+P6-TA-2009-
0040+0+DOC+XML+V0//IT 
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La Raccomandazione concerne in particolare la lotta contro gli abusi online, 
l'ampliamento delle circostanze aggravanti relative ai reati sessuali su minori, le 
strategie per prevenire il rischio di recidiva e la promozione delle denunce e delle 
misure per tutelare le vittime, anche potenziali, di abusi. A tal proposito, deve 
ricordarsi che, in occasione della Giornata mondiale per la sicurezza in Internet 
del 10 febbraio 2009, la Commissione europea ha stipulato un accordo con varie 
aziende web per monitorare i principali siti di social networking (Facebook, 
MySpace), in seno al programma Safer Internet 2008-2013.  
È prevista inoltre un‟attività di controllo e monitoraggio, con contempla, tra 
l'altro, l'oscuramento di siti pedofili in collaborazione con i gestori Internet, o di 
altri siti che pubblicizzano i reati previsti dalla Decisione quadro 2004/68/GAI, 
nonché il ritiro di tutto il materiale pedopornografico, il blocco dei meccanismi di 
pagamento online e la promozione dell'uso di filtri anti-porno da parte degli 
utenti. In tema di recidiva, invece, viene raccomandata la creazione di sistemi 
nazionali di gestione per gli autori di reati a sfondo sessuale che comprendano la 
valutazione del rischio, programmi di intervento per prevenire il rischio di 
recidiva e la disponibilità di terapie per gli autori di reati di questo tipo. Con 
riferimento poi alla tutela delle vittime, si raccomanda, tra l'altro, l'istituzione di 
un sistema di allerta per i minori scomparsi, al fine di migliorare la cooperazione 
fra gli Stati dell'Unione europea in tale settore.  
 Nella Raccomandazione in esame, il Parlamento europeo auspica anche che il 
Consiglio assista gli Stati membri che non hanno ancora completamente attuato la 
Decisione quadro 2004/68/GAI a farlo «nel più breve tempo possibile» e che tutti 
gli Stati membri ratifichino le principali convenzioni internazionali in materia, ed 
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in particolare la  Convenzione sulla protezione dei bambini contro lo sfruttamento 
e l'abuso sessuale del 2007 adottata dal Consiglio d‟Europa.  
 Dalla lettura della raccomandazione in esame emerge chiaramente  che la 
complessità di fenomeni transnazionali quali i reati sessuali commessi a danno di 
minori, unita alle difficoltà connesse all'utilizzo da parte degli autori di tali reati 
delle nuove tecnologie, in costante evoluzione, richiede, per essere adeguatamente 
ed efficacemente gestita, l'elaborazione di una strategia integrata e che si svolga su 
più livelli, quali gli atti internazionali vincolanti, le iniziative volontarie degli 
ordinamenti nazionali, la collaborazione e la coordinazione a livello 
transfrontaliero, le campagne di educazione e sensibilizzazione dell'utenza.  
Il 10 giugno 2009 la Commissione europea ha adottato la Comunicazione «Uno 
spazio di libertà, sicurezza e giustizia al servizio dei cittadini» in cui espone al 
Parlamento e al Consiglio europeo le future priorità in tali settori per i futuri 
cinque anni327.  
Tale Comunicazione ha portato alla previsione di un nuovo programma 
pluriennale in materia di giustizia, libertà e sicurezza (c.d. “Programma di 
Stoccolma 2010-2014”) che riprende e sviluppa gli obiettivi del precedente 
programma, e, in particolare, indica espressamente tra le sfide future: la lotta alla 
tratta di esseri umani, allo sfruttamento sessuale dei minori e alla 
pedopornografia, nonché alla criminalità informatica, «fenomeno senza frontiere 
in costante evoluzione».  
                                                          
327 COM(2009) 262 def., accessibile all‟indirizzo 
http://www.parlamento.it/web/docuorc2004.nsf/a18c3ca3f8365c96c1257569005bfd5a/934b75841
cd675f ac12575d800336795/$FILE/COM_2009_0262.pdf.  
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Si legge nella citata Comunicazione, in relazione allo sfruttamento sessuale dei 
minori e alla pedopornografia, che «In Europa, oscillano tra il 10 % e il 20 % i 
minori potenzialmente vittime di aggressioni sessuali. L'Unione dovrà elaborare 
dispositivi di prevenzione favorendo, ad esempio, lo scambio di informazioni tra 
Stati membri sulle persone condannate per reati di pedofilia, al fine di prevenire 
eventuali recidive. La lotta alla pedopornografia su Internet implica una stretta 
collaborazione con il settore privato che consenta di individuare i siti di contenuto 
pedofilo e precludervi o bloccare l'accesso, nel rispetto delle procedure previste.  
Sotto questo aspetto, Europol è chiamato a svolgere un ruolo centrale tramite la 
messa a punto di una piattaforma di segnalazione online dei siti pedofili e 
favorendo la cooperazione effettiva tra gli Stati membri.  Si rende infine 
necessaria una politica attiva di cooperazione internazionale che consenta di 
introdurre meccanismi di revoca degli indirizzi IP nei confronti dei fornitori 
d'accesso delittuosi e che faciliti la chiusura rapida di siti al di fuori dell'Europa».  
Dal Programma emerge come anche in tempi recenti l'Unione continui a suggerire 
delle soluzioni per arginare la problematica in esame, soluzioni che devono essere 
recepite e attuate dai singoli Stati in un contesto di cooperazione sia con i 
Providers privati sia con gli organismi internazionali che operano nel settore, così 
da favorire il coordinamento e lo scambio di informazioni volto ad invalidare e 
arginare la pratica della pedopornografia.  
Solo adottando efficientemente i meccanismi descritti nel presente paragrafo la 
Polizia nazionale e l'EUROPOL potranno ottenere in futuro esiti ancor più positivi 
rispetto a quelli fino ad oggi raggiunti. 
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                                    Conclusioni 
 
Dagli anni 70 ad oggi, molti sono stati i fattori che hanno determinato profondi 
mutamenti sociali di sicuro impatto sul piano giuridico, tra questi il principale è 
costituito sicuramente dalla semplificazione delle modalità di utilizzazione delle 
risorse informatiche e dalla diffusione capillare che la rete internet e le tecnologie 
digitali hanno avuto in tutto il mondo.  
Internet e le nuove tecnologie hanno così impresso nuovo impulso all’evoluzione 
del diritto, stante la necessità – ed anzi, l’urgenza – di un “aggiornamento” della 
normativa vigente al fine di ri-codificare le nuove modalità dell’agire umano, 
assicurare alle stesse una tutela giuridica efficace, e garantire al contempo la tutela 
dei diritti fondamentali della persona umana anche nel cyberspace. 
Come è emerso dal primo capitolo, le problematiche connesse alla governance di 
Internet sono sempre più al centro del dibattito internazionale. Questo perché i 
governi devono affrontare quotidianamente problemi complessi: dalla necessità di 
fare in modo che i propri cittadini beneficino al massimo delle potenzialità della 
rete, alla lotta contro i contenuti inadeguati o illegali, all’esigenza di adottare 
misure idonee per la protezione dei consumatori e per affrontare le questioni 
inerenti alla giurisdizione in un mondo online sempre più globalizzato. 
Tale esigenza di regolamentazione di Internet si fa ancor più pressante e 
necessaria se si pensa ai minori, alla necessità di proteggere i loro dati personali 
immessi in rete e di rendere sicura la navigazione, per scongiurare il pericolo che i 
bambini abbiano accesso a contenuti nocivi o indecenti. 
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Dall’analisi svolta è emerso prima di tutto che le problematiche che si ritenevano 
meritevoli di tutela in tema di protezione dei bambini, sono profondamente 
cambiate. Se agli inizi del ‘900 l’esigenza maggiormente sentita era quella di 
scongiurare la mortalità infantile o lo sfruttamento del bambino costretto a 
lavorare spesso in pessime condizioni, col tempo l’attenzione degli Stati si è 
spostata su altre questioni. Questioni che vanno dalla necessità di garantire al 
minore il diritto a non essere discriminato, alla salute, all’istruzione o alla libertà 
di opinione. Nell’epoca attuale, molti di questi diritti si sono ormai consolidati e 
sono emerse problematiche nuove connesse all’uso delle nuove tecnologie. 
Per quanto riguarda la tutela dei dati e delle immagini che i bambini immettono in 
rete, nonostante si tratti di una questione ampiamente dibattuta, non appare che vi 
siano strumenti efficaci di tutela.  Nello scenario europeo ed internazionale infatti, 
possiamo rinvenire una pluralità di raccomandazioni, programmi e linee-guida 
rivolte ai singoli Stati che li incentivano a cooperare e li stimolano a dotarsi di una 
normativa che vada a regolare tutte le diverse circostanze e modalità di uso 
improprio di internet da parte del minore che si trova in questo caso esposto a 
molteplici rischi. 
Tuttavia non sussistono efficaci strumenti internazionali o nell’Unione Europea 
che impongano agli Stati di prevedere fattispecie e sanzioni  relativamente a casi 
quali quelli in cui ad un minore vengano sottratti dati o immagini che questo 
aveva immesso sul suo profilo di Facebook, ad esempio per creare un nuovo falso 
profilo o che vengono utilizzati a suo discapito come nel caso di episodi di 
cyberbullismo. 
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Le raccomandazioni, pur non avendo valore precettivo e non vincolando gli Stati, 
si esprimono un’esigenza di regolamentazione in un contesto quale quello del 
Web che per la sua stessa natura sfugge ai tanti tentativi di disciplinarlo. 
Emerge, infatti, da tutti questi atti, come le istituzioni europee ed internazionali 
ritengano che lo strumento ideale per regolare questioni quali la protezione dei 
dati immessi sui profili dei social network o le immagini e i video diffusi in rete 
attraverso canali come Youtube, sia l’autoregolamentazione ad opera dei gestori 
dei siti, che devono controllare la veridicità dei profili, verificare i contenuti ed 
eliminare quelli dannosi per i bambini.  
 La collaborazione con soggetti privati quali questi Server Providers, che 
gestiscono e amministrano i singoli siti web, appare quindi la soluzione in grado 
di fornire i migliori risultati in un contesto, quale è il web, caratterizzato 
dall’interattività, dall’anonimato e dall’assenza di un’autorità e di un ordinamento 
giuridico in senso stretto. 
Per quanto concerne poi l’ambito del diritto penale, a fronte dell’emergere e del 
diffondersi della criminalità informatica, si è dovuto prendere atto, da un lato, 
della necessità di paradigmi, riti e categorie nuovi, in linea con le continue 
evoluzioni ed i radicali mutamenti connessi alle nuove tecnologie, dall’altro, della 
strutturale insufficienza di un intervento di contrasto di tali fenomeni che si svolga 
a livello meramente nazionale e della conseguente necessità di un’azione globale e 
coordinata tra gli Stati.  
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Tra i molteplici impieghi criminosi della Rete, non vi è dubbio che a destare 
particolare sconcerto e orrore sia il fenomeno della “pedofilia telematica”, che va 
diffondendosi in modo esponenziale su Internet e che coinvolge vittime di tenera 
età, assumendo connotati di sempre maggior pericolosità sociale, anche in ragione 
delle potenzialità offerte dalle comunicazioni informatiche e telematiche che in 
tali casi vengono sfruttate per fini illeciti. Di fronte all’allarmante dilagare di tale 
drammatica forma di criminalità informatica sulla Rete, si ritiene di dover aderire 
all’opinione, largamente condivisa, secondo cui anche Internet ed il cyberspace 
hanno bisogno, come il mondo reale, di un diritto.   E, per certo, di un diritto per 
Internet e per le nuove tecnologie hanno bisogno in particolare i bambini, soggetti 
in età evolutiva, che da questo medium traggono rilevanti elementi per costruire la 
propria identità, e per i quali Internet deve rappresentare un eccezionale occasione 
ed esperienza di formazione, informazione, svago e divertimento, e non invece 
trasformarsi in una fonte di gravissimi rischi, tali da pregiudicare il loro normale 
sviluppo psico-fisico mettendo in pericolo la loro stessa vita.  Un profilo 
problematico emerso in seguito all’adozione di strumenti internazionali in questo 
settore che sono stati recepiti a livello nazionale, concerne la collocazione 
sistematica delle norme e l’individuazione delle oggettività giuridiche 
criminalizzate. In linea di principio, il bene giuridico finale tutelato è stato 
individuato dalla dottrina e dalla giurisprudenza nello sviluppo dei minori in tutti i 
suoi aspetti (fisico, psicologico, spirituale, morale, affettivo, sociale, ecc.), al fine 
di proteggere la formazione dell’intera personalità dei minori contro lo 
sfruttamento – anche, ma non solo – sessuale a fini commerciali dei medesimi, 
che li riduce in condizioni analoghe a quelle della schiavitù. Tuttavia, in relazione 
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a talune fattispecie incriminatrici risulta difficile affermare la sussistenza di 
un’offesa ad un bene giuridico e ad un soggetto (minore) in carne ed ossa, tanto 
che, con riferimento ad esempio alla pornografia virtuale, si parla di “victimless 
crime”. Ciò mette in luce come sia prevalsa in materia l’opzione politico-
criminale di un’estrema anticipazione dell’intervento penale, con previsione di 
reati-ostacolo o di pericolo presunto (si pensi anche alla criminalizzazione della 
detenzione di materiale pedopornografico). Infatti non poche critiche sono state 
mosse alla tecnica legislativa utilizzata, che, nell’intento di estendere 
significativamente l’area di punibilità, pecca in molti casi di indeterminatezza, 
producendo la formulazione di fattispecie incriminatrici in cui sono presenti anche 
riferimenti a concetti evanescenti ed intenzionalmente vaghi, suscettibili di dar 
luogo a gravi incertezze interpretative (basti pensare all’art. 600-quater.1 c.p.). 
Bisogna riconoscere che vi sono almeno tre aspetti di questa normativa che 
meritano approvazione: la volontà ferma del legislatore di punire l’industria della 
pedofilia, colpendo ogni fase in cui si articolano i fenomeni criminosi di cui si 
tratta e spezzando il rapporto domanda-offerta; in secondo luogo, la previsione di 
un sistema a tutela integrata nell’ottica di un intervento ad ampio spettro, che pare 
l’unica via percorribile per contrastare fenomeni complessi, poliedrici e sfuggenti 
come quelli della pedofilia e della pedopornografia anche a mezzo Internet; infine, 
i primi passi mossi nella direzione del contrasto di questi crimini anche quando 
commessi per via telematica, e la ricerca di strumenti giuridici a ciò idonei, si 
pensi all’introduzione di talune specifiche misure di contrasto e all’istituzione di 
nuclei di polizia specializzati. 
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Inoltre, accanto all’armonizzazione dei diritti punitivi sostanziali e processuali 
nazionali, risulta quanto mai essenziale la promozione di una sempre più stretta 
collaborazione internazionale, giudiziaria e di polizia, tra gli Stati (attraverso, ad 
esempio, il rafforzamento dei poteri di Eujust ed Europol, nonché mediante 
l‟istituzione della procura europea).  È compito dei giuristi individuare strumenti 
giuridici “globali” al passo con le evoluzioni della tecnologia e della società 
“globalizzata” per tutelare i bambini, che rappresentano il futuro della società, da 
ogni forma di sfruttamento sessuale, che è una delle più drammatiche forme di 
lesione e negazione dei loro diritti, ed in particolare del loro diritto alla libertà, 
alla sicurezza, ad una crescita protetta, ad un’educazione adeguata e coerente, ad 
uno sviluppo personale armonico e sereno, alla salute e alla vita. 
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