Plataforma de acceso universal a mensajería instantánea móvil by Caicedo, Oscar Mauricio et al.
35SISTEMAS & TELEMÁTICA
Plataforma de acceso universal a 
mensajería instantánea móvil
O. M. Caicedo*
Miembro del Grupo de Ingeniería Telemática (GIT), Universidad del Cauca 
D. A. Caicedo*
Miembro del Grupo de Ingeniería Telemática (GIT), Universidad del Cauca
E. Figueroa*
Miembro del Grupo de Ingeniería Telemática (GIT), Universidad del Cauca 
F. O. Martínez,*
Miembro del Grupo de Ingeniería Telemática (GIT), Universidad del Cauca
J. A. Hurtado*
Miembro del Grupo de Ingeniería Telemática (GIT), Universidad del Cauca
Fecha de recepción: 30-05-06 Fecha de aceptación: 30-08-06
* O. M. Caicedo, E. Figueroa, D. A. Caicedo, F. O. Martínez y J. A. Hurtado son miembros del grupo de 
interés en Desarrollo de Aplicaciones Móviles e Inalámbricas W@PColombia perteneciente al Grupo 
de Ingeniería Telemática (GIT), Universidad del Cauca, Calle 5 No. 4-70 Popayán, Colombia. (e-mail: 
{omcaicedo, dacaicedo, efigueroa, fomarti, javhur}@unicauca.edu.co).
ABSTRACT
One of the most succesful services 
is Instant Messaging (IM), due to 
the versatility and simplicity offered 
to users. Because of the success of 
mobile telephony, new horizons have 
been developed for IM. However, the 
diversity existing in protocols and 
transport technologies have lead the 
technology to a low interoperability 
environment.
This papers describes a platform 
called PAUMIM , because its spelling 
in Spanish, proposed by  our research 
group, that allows the communication 
between different providers of IM 
services using mobile devices.
KEYWORDS
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 RESUMEN
En la actualidad uno de los servicios 
más exitosos es la mensajería ins-
tantánea, gracias a la versatilidad 
y simplicidad de comunicación que 
ofrece a los usuarios, una caracte-
rística clave en el exigente entorno 
de conectividad y movilidad que 
demanda la sociedad. Con el éxito de 
la telefonía móvil, nuevos horizontes 
hicieron su aparición para este tipo de 
servicios; sin embargo, la diversidad 
de protocolos y tecnologías de trans-
porte también se hizo más diversa  y 
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dio origen a un ambiente de baja y 
compleja interoperabilidad.
El presente artículo describe la 
plataforma PAUMIM (Plataforma 
de Acceso Universal a Mensajería 
Instantánea Móvil), propuesta por 
el grupo de interés en Desarrollo de 
Aplicaciones Inalámbricas Móviles 
e Inalámbricas (W@PColombia) del 
Grupo de Ingeniería Telemática 
(GIT) de la Universidad del Cauca, 
para la comunicación entre distintos 
proveedores de este servicio, a través 
del uso de dispositivos móviles.
PALABRAS CLAVE
Interoperabilidad, Mensajería Ins-
tantánea, Movilidad, Transportes, 
Jabber.
Clasificación Colciencias: A
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 I. INTRODUCCIÓN 
En la actualidad el continuo cre-
cimiento de internet brinda a los 
usuarios nuevos servicios soportados 
sobre tecnologías de banda ancha, 
los cuales les ofrecen alternativas 
para agilizar su trabajo, incursionar 
en el mundo de la información y el 
entretenimiento. Para llevar a cabo 
comunicaciones simples y de forma 
inmediata, uno de los servicios más 
utilizados es el de Mensajería Ins-
tantánea caracterizado por su amplia 
acogida y rápida expansión alrededor 
del mundo.
Las ventajas del servicio de mensaje-
ría instantánea se pueden evidenciar 
en el entorno empresarial y en el 
sector del entretenimiento. Dentro 
de una empresa es vital contar con 
herramientas que permitan una 
comunicación interactiva entre los 
trabajadores, y compartir recursos y 
conocimientos, como una alternativa 
a los servicios de comunicación actua-
les como la telefonía fija o móvil. En 
el campo del entretenimiento, en los 
últimos años el uso de este servicio ha 
cobrado mucha importancia y ofrece 
a los usuarios un medio inmediato 
para comunicarse con la familia, 
compañeros y amigos [1].
El principal problema que presenta 
la mensajería instantánea móvil 
y fija es la coexistencia de varias 
redes [2], cada una de ellas con 
aplicaciones y protocolos distintos 
que dificultan la interoperabilidad 
entre los diferentes proveedores, 
imposibilitando una verdadera co-
municación universal entre los usua-
rios a cualquier hora y lugar. Surge 
entonces la necesidad de garantizar 
la interoperabilidad entre los dife-
rentes proveedores de mensajería 
instantánea y proveer movilidad a 
los usuarios del servicio.
El grupo de interés en el desarrollo 
de aplicaciones móviles e inalám-
bricas w@pcolombia del Grupo de 
Ingeniería Telemática (GIT) plan-
tea la creación de una plataforma 
de acceso universal a mensajería 
instantánea móvil (PAUMIM), que 
será descrita de la siguiente forma: 
en la sección II se presentan los 
conceptos asociados a la mensajería 
instantánea tanto fija como móvil; 
en la sección III se describe con más 
detalle el protocolo de mensajería 
instantánea Jabber, como núcleo 
de la plataforma construida; en la 
sección IV se describe la plataforma 
en sí; en la sección V, el entorno 
de experimentación y pruebas; y 
finalmente en la sección VI se pre-
sentan las conclusiones del trabajo 
realizado.
II. MENSAJERÍA INSTANTÁNEA 
A. Definición 
El término mensajería instantánea 
hace referencia en internet a la posi-
bilidad de establecer conversaciones 
de texto en directo entre individuos 
[3]. Pero a diferencia de los chat, esta 
comunicación no se establece en una 
sala en la que hay más personas, sino 
de forma exclusiva entre los dos indi-
viduos involucrados, por lo tanto se 
considera como un punto intermedio 
entre los sistemas de chat y los men-
sajes de correo electrónico.
Las herramientas de mensajería 
instantánea son programas regular-
mente gratuitos y versátiles, de fácil 
instalación y uso, que requieren una 
conexión a Internet para su activa-
ción. Dichos programas permiten 
realizar conversaciones de texto, 
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envío de archivos y videoconferencia 
entre otros servicios [3].
B. Proveedores de mensajería ins-
tantánea 
La mensajería instantánea ha gana-
do popularidad en forma abrumado-
ra. En los últimos años el número de 
usuarios de los distintos proveedores 
como AOL (American OnLine), Micro-
soft Messenger, Yahoo e ICQ (I Seek 
You), se ha incrementado en forma 
sustancial y ha alcanzado casi el 
número total de usuarios de Internet 
[4]. A continuación se identifican las 
herramientas de mensajería instan-
tánea más importantes.
ICQ: Fue el primer sistema de 
mensajería instantánea que salió al 
mercado y proporcionó una nueva 
alternativa a los sistemas de chat 
convencionales, lográndolo con éxito 
[3]. La última versión disponible, 
además de funciones como ICQPho-
ne que incorpora telefonía IP para 
hacer llamadas entre computadores 
o de estos a teléfonos convenciona-
les, tecnología SMS (Short Message 
Service) [5], integración con Outlook 
y más, ofrece una nueva colección de 
iconos (emoticons), que facilitan el 
envío de mensajes y las intenciones 
de comunicación.
MSN Messenger: Pertenece a Micro-
soft Networks, es un sistema eficiente 
cuya principal ventaja, además de 
su sencillez de uso, es su integración 
con Hotmail y MSN, la red de conte-
nido de Microsoft, con la estrategia.
Net. [3]. El servicio de mensajería 
de Microsoft ofrece chat, video lla-
madas, conferencia, transferencia de 
archivos, iconos gestuales, pizarra, 
envío de mensajes SMS, entre otras 
funcionalidades.
Yahoo Messenger: Es una de las al-
ternativas de mensajería instantánea 
más fresca, y mejor integrada con la 
plataforma de servicios de la marca 
(Yahoo!) como el correo electrónico 
y geocities, de manera que su uso 
resulta transparente [3].
AIM (American-On-Line Instant Mes-
senger): Sus prestaciones avanzadas 
incluyen la comunicación entre com-
putadores o de computadores a telé-
fonos convencionales; para hacerlo 
requiere un proveedor que soporte el 
servicio. También permite configurar 
alertas para correo electrónico y leer 
los mensajes de cualquiera de sus 
cuentas [3].
C. Protocolos abiertos de mensajería 
instantánea 
Dentro de las iniciativas más impor-
tantes que se han propuesto para la 
normalización y estandarización del 
servicio de mensajería instantánea 
figuran los protocolos de la IETF 
SIMPLE (SIP for Instant Messaging 
and Presence Leverage) [6]-[7] y Ja-
bber/XMPP (Extensible Messaging 
and Presence Protocol) [8]-[9] basado 
en XML.
SIMPLE: Es un protocolo que per-
mite el intercambio de mensajes y 
manejo de presencia [6]. Está basado 
en el protocolo SIP [10], es utiliza-
do para establecer, administrar y 
finalizar sesiones con el objetivo 
principal de ayudar a los usuarios 
a enviar invitaciones hacia los po-
sibles participantes de una sesión, 
dondequiera que se encuentren. 
Estas sesiones permiten establecer 
comunicación entre los usuarios para 
poder intercambiar distintas clases 
de información como voz, video, men-
sajes y datos.
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Jabber: Es un conjunto de protocolos 
XML de flujos de descarga (Strea-
ming) y tecnologías que permiten 
que dos entidades en internet inter-
cambien mensajes, información de 
presencia, y otra información estruc-
turada en tiempos cercanos al real 
[11]. Jabber se encuentra soportado 
en miles de servidores de internet y 
es usado por más de seis millones de 
personas en todo el mundo; a pesar de 
esto, se encuentra menos difundido 
que muchos sistemas propietarios.
D. Mensajería móvil
JIMM: Jimm es un clon ICQ para 
dispositivos móviles, específicamen-
te para teléfonos celulares, basado 
en Java 2 Micro Edition [12]. Jimm 
no representa ningún producto de 
ICQ, inc. La distribución de Jimm es 
pública con la licencia GNU General 
Public License (GPL) [15].
JXME – JXTA for J2ME: El proyecto 
JXTA es una plataforma abierta de 
programación para servicios y aplica-
ciones P2P (Peer to peer). El propósito 
del proyecto JXTA para J2ME es 
proveer funcionalidades compatibles 
JXTA usando dispositivos que sopor-
ten Java [16]-[17]-[18].
Mobber: Es un sistema de mensajería 
instantánea propietario basado en el 
protocolo Jabber, orientado al acceso 
desde dispositivos móviles. En la ac-
tualidad se encuentra en desarrollo, 
no hay versiones con funcionalidad 
estable y la documentación es muy 
escasa. El sistema Mobber está com-
puesto por un servidor propietario y 
una aplicación J2ME de libre distri-
bución para el cliente móvil, desde 
la cual se puede establecer comuni-
cación con contactos de diferentes 
proveedores de mensajería, con la 
restricción de que el acceso se debe 
hacer desde una cuenta del servidor 
Mobber [19].
III. JABER 
Jabber es un conjunto de protocolos 
de libre distribución, cuenta con una 
comunidad de desarrollo muy grande 
y dentro de sus principios fundamen-
tales está la interoperabilidad con 
otros sistemas de mensajería[14], 
razón por la cual ha sido elegido como 
el stack de protocolos para la platafor-
ma PAUMIM. Entre sus característi-
cas más importantes, Jabber cuenta 
con un stack de protocolos basado 
en XML, lo cual hace posible su in-
terpretación por diferentes sistemas 
operativos y plataformas, no es cen-
tralizado y es altamente extensible a 
través de la adición de componentes. 
Por otro lado, Jabber brinda soporte 
SSL (Secure Socket Layer) para co-
municaciones cliente/servidor y para 
algunos clientes soporta la extensión 
GPG (GNU Privacy Guard) para 
firmar información de presencia y 
cifrar las comunicaciones punto a 
punto usando modelo asimétrico [20]. 
A continuación se realiza una breve 
descripción del stack de protocolos 
de Jabber.
A. Protocolo de mensajería 
El protocolo de gestión de mensajes 
Jabber es simple pero poderoso. Por 
defecto, no se recibe confirmación 
sobre la llegada de un mensaje a su 
destino para reducir el tráfico en el 
servidor; por otro lado, si el receptor 
no se encuentra disponible el servidor 
guardará el mensaje hasta que éste 
se conecte [9].
B. Protocolo de presencia 
Una de las grandes diferencias que 
existen entre la mensajería instan-
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tánea y el correo electrónico es que 
los usuarios tienen la posibilidad 
de conocer el estado de otros usua-
rios. Jabber ofrece la posibilidad de 
establecer tantos estados diferentes 
como el usuario desee. Una de las 
prioridades más altas tenidas en 
cuenta en el protocolo Jabber 3 es 
la intimidad de los usuarios. Por lo 
tanto, si un usuario quiere agregar a 
otro en su lista de contactos y recibir 
su información de presencia, deberá 
hacer una petición al servidor, y si 
el otro usuario acepta, entonces se 
podrá ver su estado [21].
C. Protocolo de grupo de chat 
Gestiona la comunicación entre usua-
rios de un grupo de chat [11]. Existen 
cuatro acciones fundamentales: 
Unirse al grupo: Enviando un men-
saje de presencia de tipo “disponible 
(available)” al grupo.
Enviar mensajes a todo el grupo: En-
viando un mensaje al grupo deseado, 
al cual previamente el usuario ha 
debido unirse.
Enviar mensajes a un único miembro 
del grupo: Enviando un mensaje a 
una persona específica del grupo.
Abandonar el grupo: Enviando un 
mensaje “no disponible (unavailable)” 
de presencia al grupo.
D. Protocolo de información-solicitud 
(IQ- Inf o- Query) 
Es un protocolo sencillo y extensible 
de petición/respuesta que permite a 
los usuarios hacer peticiones y alma-
cenar o cambiar datos. IQ es simple-
mente el conductor de esas peticiones 
y respuestas, y gestiona los datos que 
son necesarios de acuerdo con las 
conveniencias particulares de cada 
servidor. La mayoría de las peticiones 
IQ son entre un cliente y un servidor. 
Sin embargo, hay algunos protocolos 
de IQ que van estrictamente de un 
cliente a otro, como el protocolo de 
petición de versión del cliente, en el 
cual un cliente le pide a otro su ver-
sión del programa [11].
E. Protocolo de registro 
El primer paso para albergar usuarios 
en el servidor Jabber es la creación 
de cuentas mediante una extensión 
del protocolo IQ. En los servidores 
públicos, y en su más pura esencia, 
las cuentas de usuario no son más que 
unos repositorios de credenciales que 
los clientes usan para autenticarse 
con el servidor. Además de estos 
datos básicos, muchos servidores aso-
cian otros a la cuenta de usuario.
Aunque el manejo y almacenamiento 
de las cuentas de usuario puede ser 
algo complicado, la implementación 
del protocolo de registro no lo es. El 
protocolo de registro normalmente 
suele ser junto con el de autenticación 
el único protocolo que un usuario sin 
autenticar puede usar de un servidor 
Jabber [11].
F. Protocolo de autenticación 
El protocolo de autenticación de Jab-
ber, al igual que el de registro, es una 
extensión del protocolo IQ. Es uno de 
los protocolos dedicados únicamente 
a la seguridad en Jabber basado en 
SASL (Simple Authentication and Se-
curity Layer). Este protocolo permite 
a un usuario demostrar al servidor 
que realmente es quien dice ser.
El sistema de autenticación y acceso 
a un servidor es simple: los clientes 
no autenticados tienen una serie de 
permisos restringidos, y los clientes 
41SISTEMAS & TELEMÁTICA
autenticados tienen un completo 
acceso al uso de todos los protocolos 
Jabber que estén implementados en 
el servidor del dominio al que perte-
necen. El protocolo de autenticación 
ofrece cuatro niveles diferentes de 
autenticación: 
Anonymous: Si el servidor admite 
usuarios anónimos basta con el envío 
de la petición IQ sin ningún otro tipo 
de dato y el usuario puede validar una 
sesión con el servidor.
Plain: Funciona enviando dentro del 
mensaje de autenticación la contrase-
ña sin codificar en formato de texto.
Digest: Mediante este tipo de auten-
ticación el servidor envía un identifi-
cador de sesión junto con la etiqueta 
de inicio de sesión. Para generar la 
autenticación, el cliente concatena 
el identificador de la sesión con la 
contraseña del usuario. La cadena 
resultante es codificada usando el 
algoritmo SHA-1 (Secure Hash Stan-
dard - 1).
Zero-knowledge: Es el formato más 
seguro y más complicado soportado 
por los protocolos Jabber. Este méto-
do de autenticación es complejo y su 
adopción tanto en servidores como en 
clientes ralentiza el proceso de auten-
ticación. Este tipo de autenticación ya 
no guarda la contraseña del usuario 
en el servidor. De hecho, la informa-
ción que el servidor guarda son las 
credenciales que sólo sirven para una 
única autenticación del cliente. El 
servidor irá creando nuevas creden-
ciales de único uso [11].
G. Protocolo Roster 
Para no enviar los cambios de pre-
sencia entre todos los usuarios del 
sistema, Jabber ha creado el concepto 
de suscripción de presencia. Como su 
nombre lo indica, la suscripción de 
presencia determina los suscriptores 
que recibirán las actualizaciones de 
presencia de cada usuario.
Los suscriptores piden una suscrip-
ción a un usuario, y el usuario acepta 
o deniega dicha suscripción. Cada 
usuario se suscribe a los usuarios 
que desea y puede aceptar que dichos 
usuarios u otros se suscriban a los 
cambios de su presencia. Para rea-
lizar esta tarea, Jabber ha definido 
unas estructuras de datos estándar 
conocidas como Jabber Roster, que 
no son más que una lista de otros 
usuarios identificados por su Jabber 
ID [11].
H. Transportes entre Jabber y otros 
servidores de mensajería instantá-
nea 
Debido a que Jabber es un protocolo 
libre basado en el intercambio de 
paquetes en formato XML, los siste-
mas Jabber están concebidos como 
un sistema genérico de transporte 
de mensajería instantánea. Su di-
seño simple ha sido explotado por 
servidores Jabber para conectarse 
con otros sistemas de mensajería 
instantánea como MSN Messenger y 
Yahoo! Messenger.
El servidor Jabber de referencia 
jabberd utiliza módulos llamados 
transportes (transport) que proveen 
un puente entre Jabber y los demás 
sistemas de Mensajería Instantánea. 
Los transportes tratan a cada sistema 
de mensajería instantánea propieta-
rio como un dominio Jabber con sus 
propios clientes identificándolos por 
su “Jabber ID”. Al enviar un men-
saje Jabber a uno de esos módulos, 
los Jabber IDs especiales hacen que 
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sean transportados por el módulo de 
transporte. Los módulos de transpor-
te conectan con el sistema de mensa-
jería 4 instantánea correspondiente y 
actúan como clientes de ese servidor 
para intercambiar mensajes y pre-
sencia entre los dos sistemas. Cada 
transporte debe hacer la traducción 
de los mensajes Jabber al formato 
respectivo del sistema de mensajería 
instantánea correspondiente [11].
IV. PLATAFORMA DE ACCESO 
UNIVERSAL A MENSAJERÍA 
INSTANTÁNEA MÓVIL - 
PAUMIM 
A. Arquitectura 
La Figura 1 ilustra la arquitectura de 
la Plataforma de Acceso Universal a 
Mensajería Instantánea Móvil, PAU-
MIM, la cual consta de los siguientes 
módulos: 
Figura 1. Arquitectura de la plataforma PAUMIM. 
Módulo administrativo: Permite 
realizar la administración y man-
tenimiento de la plataforma PAU-
MIM mediante acceso Web. Entre 
las funcionalidades que brinda se 
encuentra la capacidad de gestionar 
usuarios mediante su adición, edición 
y eliminación de la plataforma, y el 
establecimiento de comunicación 
directa entre el administrador de la 
plataforma y el usuario por medio de 
mensajes. El administrador tiene a su 
disposición información estadística 
con respecto al uso de la plataforma 
a través de gráficos que le permiten 
visualizar el número de usuarios 
conectados, tráfico cursado e infor-
mación de tarificación.
Módulo de conexión móvil: Permite 
a los clientes móviles acceder a los 
servicios de mensajería instantánea 
que ofrece PAUMIM. Este módulo 
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es el encargado de gestionar las co-
nexiones y manejar la sesión de los 
clientes soportados (Clientes J2ME 
MIDP1.0 y MIDP2.0) [12]. Para rea-
lizar la gestión de conexiones, este 
módulo cuenta con dos submódulos. 
El primero se encarga de adminis-
trar las conexiones de los clientes 
MIDP1.0 a través de un componente 
de actualización de mensajes HTTP 
que mantiene en cola los mensajes 
de intercambio entre el servidor y los 
clientes, los cuales se encuentran en 
un proceso continuo de sondeo para 
actualizar su estado. El segundo se 
encarga de administrar las conexio-
nes de los clientes MIDP2.0, recibien-
do peticiones de conexión y realizando 
la asignación de las mismas a través 
de sockets TCP.
Módulo de interoperabilidad: Es el 
encargado de llevar a cabo la im-
plementación del protocolo de men-
sajería instantánea Jabber. Entre 
sus funciones más importantes se 
encuentran el registro de usuarios, la 
gestión de información de presencia, 
mensajería y contactos de los usua-
rios, y garantiza la interoperabilidad 
con proveedores de mensajería ex-
ternos. Cuenta con dos submódulos 
descritos a continuación: 
Servicios Jabber: Encargado de 
prestar los servicios definidos por el 
protocolo Jabber, entre ellos la co-
nexión, envío de mensajes y manejo 
de presencia. Se comunica con el mó-
dulo de control central para efectos de 
notificación, transporte de mensajes y 
presencia, y con el módulo transporte 
para establecer comunicación con los 
sistemas de mensajería instantánea 
MSN, AOL e ICQ.
Módulo de transportes: Es una ex-
tensión del módulo de servicios Ja-
bber, la cual permite establecer una 
comunicación con otras redes IM. 
Este módulo desempeña el papel de 
representación de los clientes móviles 
ante los servidores de mensajería 
instantánea propietarios, con el fin 
de dar a la plataforma una de sus 
principales características, la inte-
roperabilidad.
Módulo de control central: Se encarga 
de coordinar toda la funcionalidad de 
la plataforma. Se compone de tres 
submódulos:
Control: Encargado de implementar 
la lógica del negocio del sistema y 
llevar a cabo la coordinación de men-
sajes entre los módulos restantes.
Tarificación: Lleva a cabo las tareas 
de registro de datos y generación 
de información de utilidad para la 
administración de la plataforma. La 
primera tarea consiste en registrar 
el uso de la plataforma por parte de 
los usuarios, en donde se tiene en 
cuenta el tráfico cursado y las horas 
pico de uso. La segunda es registrar 
el consumo por parte de los usuarios 
en donde se tiene en cuenta el número 
de sesiones iniciadas, mensajes en-
viados, mensajes recibidos y sesiones 
de chat establecidas.
Gestión de usuarios: Encargado 
de gestionar la información de los 
usuarios. Provee las funcionalidades 
de registro, eliminación, edición y 
búsqueda de usuarios.
Cliente móvil (CUMI): Es una apli-
cación J2ME que se ejecuta en el 
dispositivo móvil, la cual constituye 
la interfaz entre el usuario y el siste-
ma. A través de un módulo de alma-
cenamiento persistente, se guardan 
preferencias y datos del usuario. Para 
establecer la comunicación, el usuario 
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no necesita crear una nueva cuenta 
en el servidor PAUMIM, ya que pue-
de iniciar una sesión a través de la 
cuenta de su proveedor de mensajería 
tradicional. Existen dos versiones de 
CUMI, una para dispositivos móviles 
de gama media (teléfonos celulares y 
PDAs Palm, basado en la implemen-
tación MIDP 1.0 [13]) y otra para dis-
positivos móviles de gama media-alta 
(teléfonos celulares y smartphones, 
basado en la implementación MIDP 
2.0 [13]).
B. Diseño 
Las Figuras 2 y 3 muestran el diseño 
de la arquitectura del sistema. El 
diagrama de paquetes del servidor 
muestra una arquitectura en tres 
capas. En la primera están los pa-
quetes que contienen las clases que 
fueron implementadas por completo 
durante el desarrollo de este proyec-
to. La segunda corresponde a API 
(Application Program Interface) de 
terceros adicionadas como librerías, 
y en la tercera se encuentran los pa-
quetes que corresponden a módulos 
funcionales de la plataforma exter-
nos al ambiente de desarrollo Java 
que fueron utilizados directamente 
o con pequeñas adaptaciones. En 
contravía, el diagrama de paquetes 
del cliente móvil muestra una arqui-
tectura mucho más simple.
A continuación se realiza una breve 
descripción de cada uno de los pa-
quetes: 
Servidor PAUMIM python: Lenguaje 
interpretado utilizado para el de-
sarrollo del módulo de transportes 
[22].
Figura 2. Diagrama de paquetes del servidor 
PAUMIM. 
Figura 3. Diagrama de paquetes del cliente 
móvil PAUMIM .
pyOpenSSL: Provee extensiones a 
Python para crear conexiones segu-
ras. Conforma una capa de alto nivel 
alrededor de una configuración de la 
librería OpenSSL de Python [23].
pyCripto: Provee herramientas de ci-
frado de información a Python [24].
twisted: Es un framework de código 
abierto implementado en Python 
especializado para el desarrollo de 
aplicaciones basadas en red. Sirve 
de soporte al paquete python para 
establecer y administrar conexiones 
de red [25].
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ejabberd: Es un servidor Jabber 
multiplataforma. Desarrollado en 
el lenguaje Erlang, cuenta con un 
soporte total de las características 
del protocolo Jabber [26].
erlang: Lenguaje funcional utilizado es-
pecialmente para desarrollo de aplica-
ciones distribuidas. Tiene soporte para 
concurrencia, distribución y tolerancia 
de fallos. Utilizado para el desarrollo 
del servidor Ejabberd [27].
pyMSNt: Es un transporte desarrolla-
do en Python. Provee una pasarela con 
la cual el servidor puede comunicarse 
con la red de MSN Messenger [28].
pyAOLt: Es un transporte desarro-
llado en Python. Provee una pasa-
rela con la cual el servidor puede 
comunicarse con la red de AOL. El 
transporte debe estar instalado en 
el servidor Jabber, y su operación es 
transparente para el usuario [29].
pyICQt: Es un transporte desarrolla-
do en Python. Provee una pasarela 
con la cual el servidor puede comu-
nicarse con la red de ICQ Messenger. 
El transporte debe estar instalado en 
el servidor Jabber, y su operación es 
transparente para el usuario [30].
smack [31]: Es una API de código 
abierto para construir clientes de 
mensajería instantánea en Java. 
Puede ser embebida en aplicaciones 
para crear componentes de presencia 
y mensajería instantánea basados en 
el protocolo Jabber. De esta forma 
se logra la comunicación entre los 
paquetes implementados en Phyton 
y los creados en Java.
postgreSQL: Este conjunto de libre-
rías permite a los programas Java 
conectarse al motor de base de datos 
PostgreSQL [32].
view: En este paquete se encuentran 
las páginas JSP, a través de las cua-
les se lleva a cabo la comunicación en-
tre la plataforma y el administrador. 
Por medio de ellas, el administrador 
puede observar las variables de es-
tado de la plataforma y así realizar 
funciones de administración. Todas 
las páginas JSP se comunican con el 
paquete de control.
control: Contiene las clases que ges-
tionan la lógica de la aplicación y 
la coordinación de la comunicación 
entre módulos y entre la plataforma 
y el administrador.
components: Tiene inmersas las 
clases Java propietarias que imple-
mentan todas las funcionalidades 
de la plataforma. Cada una de ellas 
representa un componente encargado 
de llevar a cabo una funcionalidad 
específica. En este paquete se cuenta 
con componentes que llevan a cabo 
tareas de tarificación, gestión de 
usuarios, funcionalidades de admi-
nistración y manejo de mensajería y 
presencia de usuarios.
communication: Contiene las clases 
involucradas en la creación de un 
servicio que escucha peticiones con-
currentes provenientes de clientes 
móviles, las cuales pueden utilizar 
HTTP (para clientes MIDP1.0) o Soc-
kets TCP (para clientes MIDP2.0).
Cliente Móvil PAUMIM 
view: Contiene las clases necesarias 
para llevar a cabo la comunicación 
directa entre el sistema y el usuario 
a través de interfaces gráficas.
control: Agrupa las clases que sirven 
para gestionar la lógica de la apli-
cación y la coordinación de la comu-
nicación entre ésta, el usuario y el 
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servidor. Además, la clase principal 
de este paquete permite manejar el 
ciclo de vida de la aplicación.
communication: Contiene las clases 
involucradas en la comunicación 
entre el cliente móvil y el servidor 
PAUMIM. Para establecer dicha co-
municación se utilizan clases propie-
tarias para el establecimiento y man-
tenimiento de la conexión y las clases 
definidas en JXME (JXTA for J2ME) 
para la codificación y decodificación 
de los mensajes de comunicación.
C. Funcionamiento 
A continuación se describe cada uno 
de los pasos involucrados en el uso de 
la plataforma PAUMIM: 
Inicialmente se descarga el cliente 
móvil (CUMI) al dispositivo, por me-
dio de la interfaz OTA (Over The Air), 
o a través de los diferentes medios de 
comunicación disponibles como cable 
de interfaz serial, USB, Bluetooth o 
IrDA.
La primera vez que el usuario inicia 
la aplicación debe configurar su login 
y contraseña de ingreso, definida 
para PAUMIM o para alguno de los 
sistemas propietarios de mensajería 
instantánea en los que tiene cuenta, 
y establecer las direcciones de los 
contactos con los que va a establecer 
la comunicación (opcional). Toda esta 
información es enviada al servidor 
de mensajería instantánea que es el 
encargado de almacenarla.
Una vez el servidor reciba la infor-
mación de los usuarios móviles se 
encarga de establecer la comunica-
ción con los proveedores de servicio 
de mensajería propietarios, para 
solicitar el registro de los contactos y 
la validación del usuario en ellos.
El usuario puede iniciar una sesión 
de mensajería instantánea móvil en 
cualquier terminal que cuente con 
el cliente móvil (CUMI) instalado 
mediante el uso de su login y con-
traseña.
Cuando el usuario inicia una sesión, 
el servidor de mensajería instantá-
nea se encarga de enviar al móvil 
toda la información pertinente entre 
la cual se tiene la lista de contactos, 
estado de los contactos y mensajes de 
entrada. De igual forma, el servidor 
se encarga de recibir los mensajes 
de los móviles y encaminarlos ha-
cia sus contactos si pertenecen al 
mismo sistema o a los proveedores 
propietarios a través del módulo de 
interoperabilidad.
Cuando el usuario realice la des-
conexión, PAUMIM se encarga de 
notificar a todos sus contactos y a los 
servidores propietarios de mensajería 
instantánea del cambio de estado a 
desconectado. Además, almacena to-
dos los mensajes que los contactos le 
envíen hasta que se puedan entregar 
en el próximo inicio de sesión.
V. ENTORNO DE 
EXPERIMENTACIÓN 
La Figura 4 muestra el entorno de 
experimentación utilizado para la 
realización de las pruebas de PAU-
MIM sobre ambientes inalámbricos.
A. Cliente Móvil
En el cliente móvil se realizaron tres 
tipos de pruebas: 
La primera, en emuladores de Nokia, 
Sony Ericsson y el Wireless Toolkit 
de Sun, cada uno equipado con he-
rramientas que permiten observar el 
consumo de memoria de la aplicación 
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Figura 4. Entorno de experimentación PAUMIM. 
y la cantidad de datos enviados y 
recibidos por la red.
La segunda, en una WLAN (Wireless 
Local Area Network), se utilizó un 
punto de acceso inalámbrico y PDAs 
Palm Drive y Tungsten T5.
La tercera, a través de la infraestruc-
tura de datos GPRS de la red celular, 
instalando la aplicación servidora en 
una máquina con IP real y el acceso 
a través de teléfonos celulares Sony 
Ericsson T610 para el cliente MIDP 
1.0 y Nokia 6230 para el cliente 
MIDP 2.0.
Consumo de memoria 
A continuación se muestra el rendi-
miento experimental observado para 
los clientes MIDP 1.0 y 2.0. Figuras 
5 y 6 presentan datos de consumo de 
memoria de la aplicación en tiempo 
de ejecución para las funcionalidades 
más relevantes.
Las Figuras 7 y 8 muestran el consu-
mo de memoria en el inicio de sesión 
de la aplicación y actualización de 
presencia en cuatro ocasiones para 
los dos tipos de clientes.
El principio de funcionamiento de los 
clientes MIDP 1.0 y 2.0 es distinto. 
Para los dos clientes hay un periodo 
de transición en el cual el dispositi-
vo carga en memoria la aplicación 
y comienza el periodo de conexión y 
validación de sesión.
Figura 5. Consumo de memoria para el cliente 
MIDP 1.0.
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Una vez finalizada esta primera 
parte, el consumo de memoria toma 
cierta estabilidad dependiendo del 
tipo de cliente. En el cliente móvil 
MIDP1.0 se genera periódicamente 
un mensaje de sondeo y se envía al 
servidor, en este momento se crean 
objetos y se hace uso de la red, por 
esta razón la gráfica muestra un com-
portamiento de diente de sierra ya 
que después de consumir recursos y 
enviar el mensaje al servidor, se lim-
pia la memoria a través del recolector 
de basura (garbage collector). Para el 
cliente móvil MIDP 2.0 la gráfica de 
consumo de memoria es mucho más 
Figura 8. Consumo de memoria para el inicio de sesión y actualización 
de presencia (cliente MIDP 2.0).
Figura 6. Consumo de memoria para el cliente MIDP 2.0 .
20,596 22,312 23,461
35,121
estable debido a que la comunicación 
con el servidor se realiza mediante un 
socket TCP y no hay que crear objetos 
ni hacer uso de la red para conservar 
la conexión. En general el consumo de 
memoria para las dos aplicaciones es 
similar, teniendo mayor estabilidad y 
menor consumo el cliente MIDP2.0 
por el principio de funcionamiento.
Tiempo de respuesta 
En las Figuras  9 y 10 se puede apre-
ciar el tiempo de respuesta promedio 
de las aplicaciones para las funciona-
lidades más importantes en entorno 
de emulación.
Figura 7. Consumo de memoria para el inicio de sesión y actualización 
de presencia (cliente MIDP 1.0).
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El inicio de sesión consta del en-
samble del mensaje con los datos de 
sesión para su envío al servidor, re-
cepción de respuesta y actualización 
de la interfaz gráfica. El comienzo de 
la aplicación es más rápido para el 
cliente MIDP1.0 pero su tiempo de 
respuesta al principio de sesión es 
mucho más lento que para el cliente 
MIDP2.0. Lo anterior se debe a que 
el principio de funcionamiento para 
la recepción de conexiones por par-
te para los dos clientes es distinto. 
Para el cliente MIDP1.0 el servidor 
tiene que recibir y tratar información 
transportada en el protocolo HTTP, 
para lo cual debe empaquetar y des-
empaquetar la información según el 
stack de protocolos HTTP. Además 
de esto, el usuario debe descargar un 
Figura 9. Tiempo de respuesta para el cliente 
MIDP 1.0.
Figura 10. Tiempo de respuesta para el cliente 
MIDP 2.0.
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mensaje por petición, lo cual incre-
menta el tiempo de respuesta de la 
aplicación. Para el cliente MIDP2.0 
el servidor recibe la conexión TCP/IP 
y trata la información directamente 
sin necesidad de realizar empaque-
tamiento y los mensajes se envían a 
medida que se vayan creando, por lo 
tanto no hay cola de espera y el tiem-
po de retardo presente es únicamente 
el de transporte por la red.
Tamaño de los mensajes 
La Figura 11 muestra el tamaño de 
los mensajes para cada una de las 
funcionalidades del cliente móvil. La 
diferencia entre el cliente MIDP1.0 
y MIDP2.0 es que el primero debe 
realizar el sondeo al servidor y por 
esta razón consume más ancho de 
banda.
Figura 11. Tamaño de mensajes para el clien-
te móvil (MIDP 1.0 y 2.0).
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B. Módulo de conexión móvil 
Consumo de memoria y uso de CPU 
de servicios Jabber 
El servidor Ejabberd 1.0 se instaló en 
el sistema operativo Linux distribu-
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ción Debian. El número de usuarios 
que soporta concurrentemente depen-
de de la configuración y del hardware 
en el cual se está ejecutando. Con res-
pecto a la configuración, es necesario 
definir el número máximo de puertos 
habilitados por Erlang y la cantidad 
máxima de conexiones.
La eficiencia del servicio tiene una 
dependencia directa con el ambiente 
de ejecución del servidor, si corre en 
una sola máquina o en un cluster 
de máquinas. Para ambos casos la 
memoria RAM y la CPU son factores 
determinantes en el rendimiento. 
Cuando el servidor es configurado 
para correr en un cluster de máqui-
nas, el rendimiento del sistema de-
pende, además de la configuración y 
Figura 13. Consumo de memoria para el 
servidor Ejabberd.
Figura 12. Uso de CPU para el servidor 
Ejabberd.
disposición del cluster, de máquinas. 
En este proyecto se configuró el servi-
dor Ejabberd para correr en una sola 
máquina, y se estableció el número 
máximo de puertos en 1000.
A través de una prueba de estrés, en 
la cual a partir de una aplicación de 
escritorio se iniciaron sesiones anó-
nimas en el servidor hasta que éste 
cerró la recepción de nuevas conexio-
nes, se determinó que con el entorno 
de ejecución utilizado el servidor pue-
de aceptar entre 720 y 770 usuarios 
dependiendo de la actividad de cada 
una de las sesiones de usuario. Las 
Figuras 12 y 13 muestran el uso de 
la CPU y el consumo de memoria res-
pectivamente, en los tres intervalos 
en las cuales se ejecutó la prueba.
El primero corresponde al arranque 
del servidor Ejabberd. El segundo a 
la prueba de estrés, y el tercero, al 
momento de cierre de las sesiones de 
usuario iniciadas.
Se puede observar que el uso de la 
CPU es máximo cuando se inicia el 
servidor, en el registro de las cuentas 
y al cerrar el servidor. El consumo de 
memoria aumenta en la medida en 
que se empiezan sesiones anónimas 
hasta el punto en el cual el servi-
dor ya no tiene memoria suficiente, 
suspendiendo en ese momento la 
recepción de nuevas conexiones y 
dejando de incrementar el consumo 
de memoria RAM.
Submódulo de transportes 
Cada uno de los transportes se en-
cuentra en un estado de desarrollo 
diferente y no tienen todas las fun-
cionalidades implementadas. Sin 
embargo, el desempeño de cada uno 
de los transportes fue satisfactorio 
ya que permitieron llevar a cabo 
exitosamente la interoperabilidad 
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con los proveedores de mensajería 
instantánea externos. En la Tabla 
I se pueden observar las funcionali-
dades disponibles actualmente para 
cada uno de los transportes: 
Funcionalidad pyMSN pyICQ pyAIM 
Mensajería
Presencia 
Grupos de chat X X
Soporte para Vcard 
Presencia invisible X
Notificaciones de escritura 
Mensajes HTML X X
Tabla I. Funcionalidades disponibles de los 
transportes Jabber.
El principal inconveniente presente 
en la comunicación de PAUMIM con 
otros proveedores de mensajería ins-
tantánea radica en la modificación 
regular del protocolo de comunicación 
que éstos realizan con el objeto de 
obstaculizar la interoperabilidad con 
sus competidores. La consecuencia di-
recta es que los desarrolladores deben 
recurrir a un recurso de ingeniería 
inversa de los módulos de transporte 
de cada servidor, para adaptarlos a 
los cambios, de modo tal que sigan 
funcionando correctamente.
VI. PAUMIM VS SMS 
Para realizar la comparación entre 
PAUMIM y el Servicio de Mensajería 
Corta (SMS) [5] se van a abordar tres 
aspectos fundamentales: precio, acce-
so al servicio e interoperabilidad.
Precio: En términos generales, los 
mensajes de texto a través de SMS 
tienen un precio (para el usuario fi-
nal) superior al kilobyte de descarga 
a través de GPRS. Tomando como re-
ferencia los precios de un operador de 
telefonía móvil en Colombia, el precio 
de un SMS es de 146 pesos, mientras 
que el precio del Kb equivale a 3.73 
pesos. Con base en estos datos se pue-
de decir que en promedio un mensaje 
por medio de PAUMIM cuesta 2.23 
pesos. Con lo anterior se concluye que 
el precio por envío de mensajes en la 
plataforma PAUMIM es mucho más 
bajo con relación a SMS. Además, 
para el caso del Cliente Móvil MIDP 
2.0 el tráfico a cursar es reducido, lo 
que también contribuye a disminuir 
costos, haciendo el servicio más atrac-
tivo para el usuario final.
Acceso al servicio: El servicio de men-
sajería corta es prácticamente un ser-
vicio universal, soportado por todos 
los teléfonos que se conectan a la red 
celular. Para que los 9 dispositivos 
móviles soporten el cliente PAUMIM 
deben tener soporte para aplicaciones 
Java MIDP 1.0 o 2.0 y acceso a la red 
de datos GPRS.
Interoperabilidad: El objetivo princi-
pal de PAUMIM es brindar interope-
rabilidad entre múltiples proveedores 
de mensajería instantánea, mediante 
la adición de módulos funcionales a la 
plataforma. Por otro lado, para lograr 
interoperabilidad entre proveedores 
de servicio de SMS es necesario llegar 
a acuerdos comerciales de interco-
nexión de redes. Dichos acuerdos 
son dependientes de las políticas de 
cada operador y de la regulación de 
cada país, y son determinantes en 
el momento del establecimiento de 
dichos acuerdos.
VII. CONCLUSIONES 
A pesar de que J2ME es una espe-
cificación, la implementación de la 
máquina virtual para cada gama de 
dispositivos tiene algunas variacio-
nes y por tanto los desarrolladores 
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de aplicaciones móviles basadas en 
Java Micro Edition deben tenerlas 
en cuenta.
Por medio de la construcción de un 
protocolo liviano de bajo consumo 
de ancho de banda se llevó a cabo la 
comunicación entre el cliente móvil 
y el servidor PAUMIM de forma 
eficiente.
El uso de protocolos universales como 
TCP/IP en las comunicaciones entre 
los dispositivos móviles y el servidor 
PAUMIM hace que se puedan imple-
mentar y soportar diferentes tipos de 
clientes Web y de escritorio, en una 
gran variedad de tecnologías de desa-
rrollo como Java, PHP, Perl, Python,.
Net, C#, VisualBasic, entre otras.
El perfil MIDP1.0 es muy restringido 
en cuanto al soporte de comunicacio-
nes, debido a que cuenta únicamente 
con conexiones HTTP, que al ser un 
protocolo sin estado, obliga a un son-
deo permanente del servidor lo cual 
incrementa el consumo de ancho de 
banda, disminuye el rendimiento de 
la aplicación e incrementa los costos 
de utilización.
El soporte de conexiones MIDP 2.0 
es mucho más completo que su ante-
cesor, lo cual permite implementar 
comunicaciones a bajo nivel por 
medio de sockets TCP mediante el 
establecimiento de un circuito lógico 
entre el cliente móvil y el servidor, 
reduciendo costos e incrementando en 
gran medida la eficiencia de la aplica-
ción, a costa de un incremento en la 
complejidad para el desarrollador.
En cuanto a servidores, Ejabberd 
ofrece un soporte completo para el 
protocolo Jabber, proporciona una 
configuración robusta y adaptable a 
los diferentes transportes de comuni-
cación como PyMSN, PyICQ y PyAOL, 
los cuales fueron seleccionados para 
el desarrollo del proyecto por sus 
características de libre distribución, 
alto rendimiento, alta adaptabilidad 
y fácil configuración.
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