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Perusahaan Listrik Negara atau PT. PLN memiliki 
program untuk menerima laporan meter listrik pelanggan yang 
rusak mulai dari pelanggan rumah biasa hingga meter listrik di 
sebuah gedung yang besar. Aluran pelaporan ini perlu ditindak 
mulai dari lembaga paling bawah PT. PLN yaitu ULP, hingga ke 
lembaga tingkat induk. Data yang dicatat untuk memastikan 
tindakan yang akan diberikan oleh pihak PT. PLN juga sedemikian 
banyak untuk mendapatkan bukti bahwa tidak ada penyembunyian 
data. 
Alur yang panjang serta data yang banyak ini perlu 
disederhanakan dengan menggunakan sebuah aplikasi SMAPP 
yang dapat terintegrasi mulai dari lembaga yang paling rendah 
yaitu ULP hingga ke tingkat lembaga Induk. Dengan begitu alur 
dapat dipercepat dan dokumen atau data dapat tersimpan rapi di 
dalam sebuah sistem. Karena keperluan PT. PLN tersebut, PT. 
PLN meminta bantuan software house bernama ASEVEN 
Indonesia untuk dapat mengerjakan aplikasi yang berbasi mobile 
dan web ini. Harapannya dapat memermudah alur pelaporan dan 
merekap data dengan rapi.   
Sistem dari aplikasi ini dibuat menggunakan  API Laravel 
8 dengan PHP versi 7.4 dan database MySQL. 
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1.1. Latar Belakang 
Perusahaan Listrik Negara (PLN) adalah sebuah BUMN 
yang mengurusi semua aspek kelistrikan yang ada di 
Indonesia. Di setiap pelanggan PLN, akan terpasang sebuah 
meter listrik untuk mengidentifikasi penggunaan listrik 
pelanggan dan alat bantu untuk mengaliri arus listrik. Meter 
listrik ini terkadang mengalami kendala ataupun kerusakan 
yang pelanggan tidak ketahui sehingga mengadu ke PLN 
terdekat. PLN akan mengutus Pelayan Teknis untuk datang ke 
pelanggan dan memeriksa meter listrik yang terpasang. Hasil 
periksa akan dicatat disebuah laporan yang akan disampaikan 
ke PLN di daerah masing secara manual. 
 Pencatatan meter listrik ini beresiko terjadi 
penyembunyian kebenaran dari pelanggan, meskipun terjadi 
penyalahgunaan meter listrik jika Pelayan Teknis tidak 
mencatat dengan benar maka akan menjadi suatu masalah 
tersendiri bagi PLN. Pelayan Teknis harus mencatat 
komponen – komponen dari meter listrik sehingga PLN dapat 
memberikan tindak lanjut yang tepat bagi pelanggan. 
Pencatatan oleh Pelayan Teknis dilakukan secara manual 
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dengan mengukur dan menuliskan di sebuah laporan yang 
akan diberikan ke kantor PLN wilayah terkait. 
 Berlatar belakang hal tersebut, PLN memerlukan adanya 
aplikasi mobile yang dibawa oleh Pelayan Teknis untuk 
mencatat hasil pengecekan di lapangan dan terintegrasi 
langsung dengan sistem kantor PLN wilayah. Melalui sebuah 
software house Aseven Indonesia, PLN membuat SMAPP 
untuk mempermudah alur laporan yang diberikan oleh 
Pelayan Teknis sehingga Pelayan Teknis tidak kerepotan 
untuk mencatatkan informasi dilapangan dan dapat 
meminimalisir kesalah manusia yang terjadi ketika 
pencatatan. 
1.2. Tujuan 
 Tujuan kerja praktik ini adalah untuk menyelesaikan 
kewajiban kuliah kerja praktik di Institut Teknologi Sepuluh 
Nopember dengan beban dua SKS. Selain itu juga membantu 
software house Aseven Indonesia untuk mengerjakan aplikasi 
PLN yang memudahkan pelayanan PLN untuk pelanggan di 
seluruh Indonesia. 
1.3. Manfaat 
 Manfaat dari kerja praktik ini sama dengan tujuan diatas 
yaitu membantu software house Aseven Indonesia untuk 
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mengerjakan aplikasi PLN yang memudahkan pelayanan PLN 
untuk pelanggan di seluruh Indonesia. 
1.4. Rumusan Masalah 
 Berikut merupakan rumusan masalah pada kerja praktik 
pembuatan aplikasi SMAPP: 
1. Bagaimana implementasi aplikasi yang mobile dan 
website SMAPP yang terintegrasi? 
2. Bagaimana alur penggunaan pelaporan aplikasi 
SMAPP? 
1.5. Lokasi dan Waktu Kerja Praktik 
 Kerja praktik ini dilaksanakan pada waktu dan tempat 
sebagai berikut: 
 Lokasi  : Online 
 Waktu  : 1 Februari 2021 – 31 Agustus 2021 
 Hari Kerja : Senin – Minggu 
 Jam Kerja : Fleksibel 
 Kerja praktik dilaksanakan secara daring dikarenakan 
pandemi COVID-19. 
1.6. Metodologi Kerja Praktik 




1.6.1. Perumusan Masalah 
 Dalam tahap ini kami perlu mengetahui proses 
bisnis yang diperlukan oleh PLN untuk pembuatan 
aplikasi pelayanan SMAPP. Kami juga memerlukan 
data apa saja yang diperlukan untuk pencatatan – 
pencatatan yang dilakukan oleh PLN kepada 
pelanggan. 
 Sebagai langkah untuk mengetahui hal tersebut, 
kami mengikuti rapat pertama. Rapat yang dihadiri oleh 
karyawan Aseven Indonesia, karyawan magang Aseven 
Indonesia, dan juga perwakilan dari PLN membahas 
proses bisnis dari sistem yang akan dibuat dan fitur – 
fitur yang diharapkan dapat dikembangkan di aplikasi 
tersebut. Dalam rapat tersebut juga dijelaskan data yang 
diperlukan untuk pencatatan oleh pihak PLN, dan 
integrasi data dengan database pelanggan yang telah 
dimiliki oleh PLN. 
1.6.2. Studi Literatur 
 Setelah proses bisnis yang jelas dan data yang 
akan diinput untuk pencatatan, studi literatur 
dilakukukan untuk menentukan tools atau framework 
yang akan dipakai. Pengerjaan dilakukan secara 
terpisah antara Back-End Developer dan Front-End 
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Developer. Saya bertanggung jawab atas Back-End, 
kami memanfaatkan API dari Larave 8. Maka 
dilakukan pengumpulan tinjauan untuk implementasi 
Laravel 8 menggunakan database MySql, dan 
penggunaan Sanctum Authentication, dan cara 
mengekspor tabel dalam database menjadi file 
spreadsheet. 
1.6.3. Analisis dan Perancangan Sistem 
 Setelah melakukan studi literatur, untuk 
merancang sistem yang baik perlu adanya sebuah desain 
arsitektur sistem. Tim developer menyetujui untuk 
memakai arsitektur desain MVC (Model-View-
Controller), dengan View memanfaat framework lain 
mengingat aplikasi SMAPP terdapat di website dan 
mobile. Mode dan View memanfaatkan API pada 
Laravel 8. 
1.6.4. Implementasi Sistem 
Implementasi merupakan realisasi dari tahap 
perancangan. Pada tahap ini kami membuat website 
untuk memenuhi kebutuhan sistem. 
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1.6.5. Pengujian dan Evaluasi 
 Pengujian fitur – fitur yang sesuai dengan proses 
bisnis aplikasi mobile dan website dilakukan oleh 
manajer proyek dari Aseven Indonesia yang juga sebagai 
pembimbing lapangan dan didampingi oleh pihak PLN 
untuk mengetahui kesiapan aplikasi dan akan diujikan 
langsung ke lapangan. Hal ini untuk mengetahui apakah 
fitur yang ada bekerja dengan baik dan konsisten 
sehingga layak untuk dipakai ketika sudah melalui proses 
deployment. 
1.6.6. Kesimpulan dan Saran 
 Pada bab ini, dipaparkan kesimpulan yang dapat 
diambil dan juga saran dalam pengerjaan kerja praktik. 
1.7. Sistematika Laporan 
 Laporan kerja praktik ini terdiri dari tujuh bab dengan 
rincian sebagai beriku: 
1.7.1. Bab I Pendahuluan 
 Pada bab ini dijelasakan tentang latar belakang 
permasalah, tujuan, waktu pelaksanaan, serta sistematika 




1.7.2. Bab II Profil Perusahaan 
 Bab ini akan menjelaskan secara rinci tentang 
profil perusahaan software house Aseven Indonesia, 
tempat saya melaksanakan kerja praktik.  
1.7.3. Bab III Tinjauan Pustaka 
 Pada bab ini dijelaskan menegenai tinjauan 
pustaka dan literatur yang digunakan dalam penyelesaian 
kerja praktik di software house Aseven Indonesia. 
1.7.4. Bab IV Desain Sistem 
 Pada bab ini berisi uraian desain data model serta 
alur data yang digunakan dalam sistem. 
1.7.5. Bab V Implementasi Sistem 
 Pada bab ini berisi uraian tahap – tahap yang 
dilakukan untuk proses implementasi sistem. 
1.7.6. Bab VI Pengujian dan Evaluasi 
 Pada bab ini berisi hasil uji coba dan evaluasi dari 
aplikasi yang telah dikembangkan selama pelaksanaan 
kerja praktik. 
1.7.5. Bab VII Kesimpulan dan Saran 
Pada bab ini, akan dipaparkan kesimpulan yang 






2.1. Profil Aseven Indonesia 
Aseven Indonesia merupakan perusahan jasa yang 
melayani konsultasi bisnis dan software house. Software 
House ini membangun teknologi untuk mendukung solusi dari 
tantanga bisnis. Aseven Indonesia menerima pembangunan 
web dan aplikasi untuk membantu operasi bisnis sehari – hari 
berjalan dengan lancar dan meningkatkan produktifitas untuk 
mengembangkan bisnis terhadap client. Selama ini Aseven 
Indonesia telah mengerjakan beberapa proyek aplikasi, salah 
satunya bekerja sama dengan perusahan BUMN yaitu PLN.  
2.2. Lokasi 
Jl. Mojo 3A no. 8A, Kecamatan Gubeng, Kota 






Untuk saat ini php dikenal dengan singkatan Hypertext 
Preprocessor sebuah kepanjangan rekursif, yakni permainan 
kata dimana kepanjangannya terdiri dari singkatan itu sendiri. 
Bahasa pemrograman php banyak digunakan karena sifatnya 
yang open source yaitu dapat digunakan secara gratis. Fungsi 
bahasa pemrograman php sendiri untuk web digunakan untuk 
dapat menyesuaikan tanpilan konten sesuai dengan situasi. 
Web yang bersifat dinamis juga digunakan untuk menyimpan 
data ke database dengan memproses from dan juga dapat 
megubah tampilan website sesuai inputan dari seorang user. 
Sementara untuk penyisipan kode php dapat disisipkan pada 
html. Karena php bersifat Scripting Language atau Bahasa 
pemrograman script [1]. 
3.2. Laravel 8 
Laravel merupakan framework PHP yang banyak 
digunakan oleh Web Developer karena kinerja, fitur serta 
skalabilitas yang dimiliki, framework ini mengikuti struktur 
MVC (Model-View-Controller) yang mana merupakan 
metode aplikasi yang memisahkan antara data dari tampilan 
berdasarkan komponen-komponen aplikasi. Selain itu, 
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framework ini banyak disukai oleh para Web Developer juga 
karena juga menyediakan fitur bawaan seperti autentifikasi, 
mail, perutean, sesi dan daftar berjalan [2]. 
3.3. Sanctum Authentication 
Laravel Sanctum, sebelumnya dikenal sebagai Airlock, 
adalah paket Laravel yang dibuat untuk autentikasi Single 
Page Applications (SPA), aplikasi mobile, dan API berbasis 
basic token. Ini dapat digunakan untuk mengeluarkan Token 
API kepada pengguna dan mengautentikasi Single Page 
Applications (SPA) menggunakan sesi Laravel. Laravel 
Sanctum berperan sebagai alternatif sederhana untuk Laravel 
Passport yang ada[3]. 
3.4. MySql 
MySQL adalah DBMS yang open source dengan dua 
bentuk lisensi, yaitu Free Software (perangkat lunak bebas) 
dan Shareware (perangkat lunak berpemilik yang 
penggunaannya terbatas). Jadi MySQL adalah database server 
yang gratis dengan lisensi GNU General Public License 
(GPL) sehingga dapat Anda pakai untuk keperluan pribadi 
atau komersil tanpa harus membayar lisensi yang ada. SQL 
sendiri merupakan suatu bahasa yang dipakai di dalam 
pengambilan data pada relational database atau database yang 
terstruktur. Jadi MySQL adalah database management system 
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yang menggunakan bahasa SQL sebagai bahasa penghubung 
antara perangkat lunak aplikasi dengan database server [4]. 
3.5. Git 
Git adalah salah satu sistem pengontrol versi (Version 
Control System) pada proyek perangkat lunak yang diciptakan 
oleh Linus Torvalds. Pengontrol versi bertugas mencatat 
setiap perubahan pada file proyek yang dikerjakan oleh 
banyak orang maupun sendiri. Git dikenal juga dengan 
distributed revision control (VCS terdistribusi), artinya 






Pada bab ini akan menjelaskan desain mengenai sistem yang akan 
dibangun yaitu untuk aplikasi SMAPP. 
4.1. Desain Data Model 
Untuk sistem Laporan Meter Rusak dan akun yang 
saya kerjakan di aplikasi SMAPP ada beberapa tabel data 





Gambar 4.1.1 Desain Data Model 
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Berikut ini adalah penjelasan dari tabel – tabel data yang 
digunakan 
• Tabel users 
Tabel ini menyimpan data user pengguna aplikasi SMAPP. 
Tabel ini juga digunakan untuk mengidentifikasi jabatan 
dari user terkait.  
 
Gambar 4.1.2 Model tabel users 
• Tabel role 
Tabel ini menyimpan data role yang ada di setiap lembaga 
PLN. Dapat dikatakan bahwa role adalah jabatan dari 
lembaga PLN. Sedangkan lembaga PLN terdapat Induk, 




Gambar 4.1.3 Model tabel role 
• Tabel induk 
Tabel ini menyimpan data lembaga induk PLN yang ada di 





Gambar 4.1.4 Model tabel induk 
• Tabel unit 
Tabel ini menyimpan data lembaga unit PLN yang ada di 




Gambar 4.1.5 Model tabel unit 
• Tabel ulp 
Tabel ini menyimpan data lembaga ulp PLN yang ada di 




Gambar 4.1.6 Model tabel ulp 
• Tabel laporan_meter_rusaks 
Tabel ini menyimpan data laporan meter rusak pelanggan 
yang akan dicatat oleh PLN dengan jabatan pelayan teknis 




Gambar 4.1.7 Model tabel laporan meter rusak 
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• Tabel pelanggan 
Tabel yang menyimpan data pelanggan didapat dari proses 




Gambar 4.1.8 Model tabel pelanggan 
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• Tabel detail_kerusakan 
Tabel ini menyimpan detail kerusakan berdasar query dari 
kerusakan secara umum. Tabel ini dapat ditambahkan oleh 
adminn di lembaga induk PLN. 
 
Gambar 4.1.9 Model tabel detail kerusakan 
• Tabel merk_ct 
Tabel ini menyimpan merk CT pelanggan. Tabel ini dapat 
ditambahkan oleh adminn di lembaga induk PLN. 
 
Gambar 4.1.10 Model tabel merk ct 
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• Tabel tipe_ct 
Tabel ini menyimpan tipe CT dari merk CT terpilih. Tabel 
ini dapat ditambahkan oleh adminn di lembaga induk PLN.  
 
Gambar 4.1.11 Model tabel tipe ct 
• Tabel merk_pt 
Tabel ini menyimpan merk PT pelanggan. Tabel ini dapat 
ditambahkan oleh admin di lembaga induk PLN. 
 
Gambar 4.1.12 Model tabel merk pt 
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• Tabel tipe_pt 
Tabel ini menyimpan tipe PT dari merk PT terpilih. Tabel 
ini dapat ditambahkan oleh adminn di lembaga induk PLN. 
 




• Tabel merk_relay 
Tabel ini menyimpan merk relay pelanggan. Tabel ini 
dapat ditambahkan oleh admin di lembaga induk PLN. 
 
Gambar 4.1.14 Model tabel merk relay 
• Tabel tipe_relay 
Tabel ini menyimpan tipe relay dari merk relay terpilih. 





Gambar 4.1.15 Model tabel tipe relay 
• Tabel merk_cb 
Tabel ini menyimpan merk CB pelanggan. Tabel ini dapat 
ditambahkan oleh adminn di lembaga induk PLN. 
 




• Tabel tipe_cb 
Tabel ini menyimpan tipe CB dari merk CB terpilih. Tabel 
ini dapat ditambahkan oleh adminn di lembaga induk PLN. 
 
Gambar 4.1.17 Model tabel tipe cb 
4.2. Desain Data Flow Diagram 
Berikut ini adalah desain Data Flow Diagram (DFD) 
Level 0 untuk sebagian sistem aplikasi SMAPP yang saya 
kerjakan, dimana pada gambar xxx berikut terdapat user 
dengan role atau jabatan dari admin pusat, admin induk, 










Pada bab ini akan menjelaskan tahap implementasi yang dilakukan 
untuk pembuatan aplikasi SMAPP. 
5.1 Implementasi Source code 
 
Untuk implementasi source code berikut ini adalah 
kumpulan code mengenai controller yang merupakan logika 
utama yang digunakan untuk membangun aplikasi SMAPP. 
• Controllers/AuthController.php 
Berfungsi untuk mengatur proses login dan logout 
juga mengambil data user yang sedang login. 


















    public function username(){ 
        return 'user_uname'; 
    } 
 
    public function get_me(Request $request){ 
        return $this->get_role(auth()->user(), []); 
    } 
 
    public function login(Request $request){ 
        $attr = $request->validate([ 
            'user_uname' => 'required', 
            'password' => 'required' 
        ]); 
 
        if(!Auth::attempt($attr)){ 
            $response = [ 
                'code' => 401, 
                'status' => 'Username or Password was 
incorrect' 
            ]; 
 
            return response($response, 401); 
        } 
 
        $token = auth()->user()->createToken('API Token')-
>plainTextToken; 
 
        return $this->get_role(auth()->user(), $token); 
    } 
 
    public function logout(Request $request){ 
        auth()->user()->tokens()->delete(); 
 
        $response = [ 
            'code' => 200, 
            'status' => 'OK' 
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        ]; 
 
        return response($response, 200); 
    } 
} 
Kode 5.1.1 Kode AuthController 
• Controllers/OrgController.php 
Berfungsi untuk mengatur fitur menambahkan 















class OrgController extends Controller 
{ 
    public function create(Request $request){ 
        if(empty($request->bearerToken()) || !$this-
>indentify(auth()->user())){ 
            $response = [ 
                'code' => 401, 
                'status' => 'Unauthorized', 




            return response($response, 401); 
        } 
 
        $validator = Validator::make($request->all(),[ 
            'org_nama' => 'required', 
            'org_singkat' => 'required', 
            'org_lat' => 'required', 
            "org_lon" => 'required' 
        ]); 
 
        $data = null; 
        if(!$validator->fails()){ 
            if(!empty($this->urole) && strtolower($this-
>urole)=='admin'){ 
                if($this->ulvl == 'pusat'){ 
                    $induk = Induk::create([ 
                        'induk_nama' => $request-
>input('org_nama'), 
                        'induk_singkat' => $request-
>input('org_singkat'), 
                        'induk_lat' => $request-
>input('org_lat'), 
                        'induk_lon' => $request-
>input('org_lon') 
                    ]); 
 
                    $data = $induk->fresh(); 
 
                    $roleAdd = [ 
                        ['tipe' => 'general manager', 
'nama' => 'General Manager'], 
                        ['tipe' => 'srm dist', 'nama' => 
'SRM DIST'], 
                        ['tipe' => 'msb edkumsidis', 'nama' 
=> 'MSB EDKUMSIDIS'], 




                        ['tipe' => 'admin', 'nama' => 
'ADMIN 2'], 
                        ['tipe' => 'srm ren', 'nama' => 
'SRM REN'], 
                        ['tipe' => 'srm niaga', 'nama' => 
'SRM NIAGA'], 
                        ['tipe' => 'msb niaga', 'nama' => 
'MSB NIAGA'] 
                    ]; 
 
                    foreach($roleAdd as $add){ 
                        $role = role::create([ 
                            'induk_id' => $data->id, 
                            'role_nama' => $add['nama'], 
                            'role_tipe' => $add['tipe'] 
                        ]); 
                    } 
                } 
 
                if($this->ulvl == 'induk'){ 
                    $unit = unit::create([ 
                        'induk_id' => $this->uorg, 
                        'unit_nama' => $request-
>input('org_nama'), 
                        'unit_singkat' => $request-
>input('org_singkat'), 
                        'unit_lat' => $request-
>input('org_lat'), 
                        'unit_lon' => $request-
>input('org_lon') 
                    ]); 
 
                    $data = $unit->fresh(); 
 
                    $roleAdd = [ 




                        ['tipe' => 'admin', 'nama' => 
'ADMIN'], 
                        ['tipe' => 'mbte', 'nama' => 'MB 
TE'], 
                        ['tipe' => 'mbsar', 'nama' => 'MB 
SAR'], 
                        ['tipe' => 'mbjar', 'nama' => 'MB 
JAR'], 
                        ['tipe' => 'spvte', 'nama' => 'SPV 
TE'] 
                    ]; 
 
                    foreach($roleAdd as $add){ 
                        $role = role::create([ 
                            'unit_id' => $data->id, 
                            'role_nama' => $add['nama'], 
                            'role_tipe' => $add['tipe'] 
                        ]); 
                    } 
                } 
 
                if($this->ulvl == 'unit'){ 
                    $ulp = ulp::create([ 
                        'unit_id' => $this->uorg, 
                        'ulp_nama' => $request-
>input('org_nama'), 
                        'ulp_singkat' => $request-
>input('org_singkat'), 
                        'ulp_lat' => $request-
>input('org_lat'), 
                        'ulp_lon' => $request-
>input('org_lon') 
                    ]); 
 
                    $data = $ulp->fresh(); 
 
                    $roleAdd = [ 
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                        ['tipe' => 'mulp', 'nama' => 
'MULP'], 
                        ['tipe' => 'admin', 'nama' => 
'ADMIN'], 
                        ['tipe' => 'spvte', 'nama' => 'SPV 
TE'], 
                        ['tipe' => 'informan', 'nama' => 
'INFORMAN'], 
                        ['tipe' => 'p2tl', 'nama' => 'P2TL 
1'], 
                        ['tipe' => 'p2tl', 'nama' => 'P2TL 
2'], 
                        ['tipe' => 'p2tl', 'nama' => 'P2TL 
3'], 
                        ['tipe' => 'p2tl', 'nama' => 'P2TL 
4'], 
                        ['tipe' => 'p2tl', 'nama' => 'P2TL 
5'], 
                        ['tipe' => 'yantek', 'nama' => 
'YANTEK 1'], 
                        ['tipe' => 'yantek', 'nama' => 
'YANTEK 2'], 
                        ['tipe' => 'yantek', 'nama' => 
'YANTEK 3'], 
                        ['tipe' => 'yantek', 'nama' => 
'YANTEK 4'], 
                        ['tipe' => 'yantek', 'nama' => 
'YANTEK 5'] 
                    ]; 
 
                    foreach($roleAdd as $add){ 
                        $role = role::create([ 
                            'ulp_id' => $data->id, 
                            'role_nama' => $add['nama'], 
                            'role_tipe' => $add['tipe'], 
                        ]); 
                    } 
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                } 
            } 
        } 
 
        if(!is_null($data)){ 
            $response = [ 
                'code' => 201, 
                'status' => 'Success', 
                'data' => $data 
            ]; 
 
            return response($response, 201); 
        } 
 
        $response = [ 
            'code' => 406, 
            'status' => 'Failed' 
        ]; 
 
        return response($response, 406); 
    } 
Kode 5.1.2 Kode OrgController 
• Controllers/RoleController.php 
Berfungsi untuk mengatur fitur supaya admin di setiap 
tingkat lembaga dapat mengatur pemilik jabatan yang ada 















class RoleController extends Controller 
{ 
    public function assignRole(Request $request){ 
        if(empty($request->bearerToken()) || !$this-
>indentify(auth()->user())){ 
            $response = [ 
                'code' => 401, 
                'status' => 'Unauthorized', 
            ]; 
 
            return response($response, 401); 
        } 
 
        if(empty($request->input('data'))){ 
            $response = [ 
                'code' => 406, 
                'status' => 'Failed' 
            ]; 
 
            return response($response, 406); 
        } 
 
        if($this->urole == 'super' || $this->urole == 
'admin'){ 
            foreach((array)$request->input('data') as 
$column){ 
                    if(User::where('id',$column['user_id'])
->exists() && !User::where('role_id', $column['role_id'])-
>exists()){ 
                        $user = 
User::where('id',$column['user_id'])->first(); 
                        $user->update([ 
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                            'role_id' => $column['role_id'] 
                        ]); 
                    } 
elseif(User::where('id',$column['user_id'])->exists() && 
User::where('role_id', $column['role_id'])->exists()){ 
                        $user = User::where('id', 
$column['user_id'])->first(); 
                        $checkUser = User::where('role_id', 
$column['role_id'])->first(); 
 
                        if($user->id != $checkUser->id){ 
                            $checkUser->update([ 
                                'role_id' => null 
                            ]); 
                        } 
 
                        $user->update([ 
                            'role_id' => $column['role_id'] 
                        ]); 
                    } elseif($column['user_id']==0 && 
User::where('role_id',$column['role_id'])->exists()){ 
                        $user = User::where('role_id', 
$column['role_id'])->first(); 
                        $user->update([ 
                            'role_id' => null 
                        ]); 
                    } elseif($column['user_id']==0 && 
!User::where('role_id',$column['role_id'])->exists()){ 
                        continue; 
                    } else { 
                        $response = [ 
                            'code' => 404, 
                            'status' => 'Failed' 
                        ]; 
 
                        return response($response, 404); 
                    } 
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            } 
        } else { 
                $response = [ 
                    'code' => 401, 
                    'status' => 'Unauthorized' 
                ]; 
 
                return response($response, 404); 
        } 
 
        $response = [ 
            'code' => 202, 
            'status' => 'Updated' 
        ]; 
 
        return response($response, 202); 
 
    } 
} 
Kode 5.1.3 Kode RoleController 
• Controllers/UserController.php 
Berfungsi untuk mengatur fitur dimana admin dapat 



















class UserController extends Controller 
{ 
    public function create_user(Request $request){ 
        if(empty($request->bearerToken()) || !$this-
>indentify(auth()->user())){ 
            $response = [ 
                'code' => 401, 
                'status' => 'Unauthorized', 
            ]; 
 
            return response($response, 401); 
        } 
 
        if($this->urole != 'admin' && $this->urole != 
'super'){ 
            $response = [ 
                'code' => 401, 
                'status' => 'Unauthorized', 
            ]; 
 
            return response($response, 401); 
        } 
 
        $validator = Validator::make($request->all(),[ 
            'user_nip' => 'required', 
            'user_nama' => 'required', 
            'user_uname' => 'required' 
        ]); 
        if(!$validator->fails()){ 
            $user = User::create([ 
                'user_nip' => $request->input('user_nip'), 
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                'user_nama' => $request-
>input('user_nama'), 
                'user_uname' => $request-
>input('user_uname'), 
                'password' => Hash::make($request-
>input('user_nip')) 
            ]); 
 
            $user = $user->fresh(); 
 
            if(!is_null($user)){ 
                $response = [ 
                    'code' => 201, 
                    'status' => 'Succes', 
                    'data' => $user 
                ]; 
 
                return response($response, 201); 
            } 
        } 
 
        $response = [ 
            'code' => 406, 
            'status' => 'Failed', 
        ]; 
 
        return response($response, 406); 
 
    } 
 
    public function list_users(){ 
        $list = 
User::select('id','user_nip','user_nama','user_uname') 
            ->where('user_nip','!=','000000') 
            ->get(); 
        if(isset($list)){ 
            $response = [ 
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                'code' => 200, 
                'status' => 'Success', 
                'users' => $list 
            ]; 
            return response($response, 200); 
        } else { 
            $response = [ 
                'code' => 404, 
                'status' => 'Not Found' 
            ]; 
            return response($response, 404); 
        }; 
    } 
 
    public function read_user($id){ 
        $user = User::find($id); 
        if(isset($user)){ 
            $response = [ 
                'code' => 200, 
                'status' => 'Success', 
                'data' => $user 
            ]; 
            return response($response, 200); 
        } else { 
            $response = [ 
                'code' => 404, 
                'status' => 'Not Found' 
            ]; 
            return response($response, 404); 
        } 
    } 
Kode 5.1.4 Kode UserController 
• Controllers/LaporanMeterRusakController.php 
Berfungsi untuk mengatur proses laporan meter rusak oleh 



































class LaporanMeterRusakController extends Controller 
{ 




    public function store(CreateLaporanMeterRusakRequest 
$request) 
    { 
        $data = $request->validated(); 
 
        // get pelanggan 
        if ($data['id_pel'] ?? false) { 
            $pelanggan = Pelanggan::where('id_pel', 
$data['id_pel'])->firstOrFail(); 
        } else if ($data['no_meter'] ?? false) { 
            $pelanggan = Pelanggan::where('no_meter_kwh', 
$data['no_meter'])->firstOrFail(); 
        } 
 
        $fotoMeter = null; 
        if ($data['foto_meter'] ?? false) { 
            $fotoMeter = $this-
>handleMultipleFileUpload($data['foto_meter']); 
        } 
 
        $fotoBaMerah = null; 
        if ($data['foto_ba_merah'] ?? false) { 
            $fotoBaMerah = $this-
>handleMultipleFileUpload($data['foto_ba_merah']); 
        } 
 
        $fotoBaGamet = null; 
        if ($data['foto_ba_gamet'] ?? false) { 
            $fotoBaGamet = $this-
>handleMultipleFileUpload($data['foto_ba_gamet']); 
        } 
 
        $fotoBaDummy = null; 
        if ($data['foto_ba_dummy'] ?? false) { 
            $fotoBaDummy = $this-
>handleMultipleFileUpload($data['foto_ba_dummy']); 




        $fotoDummy = null; 
        if ($data['foto_dummy'] ?? false) { 
            $fotoDummy = $this-
>handleMultipleFileUpload($data['foto_dummy']); 
        } 
 
        $fotoPelanggan = null; 
        if ($data['foto_pelanggan'] ?? false) { 
            $fotoPelanggan = $this-
>handleMultipleFileUpload($data['foto_pelanggan']); 
        } 
 
        $fotoCT = null; 
        if ($data['foto_ct'] ?? false) { 
            $fotoCT = $this-
>handleMultipleFileUpload($data['foto_ct']); 
        } 
 
        $fotoPT = null; 
        if ($data['foto_pt'] ?? false) { 
            $fotoPT = $this-
>handleMultipleFileUpload($data['foto_pt']); 
        } 
 
        $fotoRelay = null; 
        if ($data['foto_relay'] ?? false) { 
            $fotoRelay = $this-
>handleMultipleFileUpload($data['foto_relay']); 
        } 
 
        $fotoCB = null; 
        if ($data['foto_cb'] ?? false) { 
            $fotoCB = $this-
>handleMultipleFileUpload($data['foto_cb']); 




        $fotoBaPenggantian = null; 
        if ($data['foto_ba_penggantian'] ?? false) { 
            $fotoBaPenggantian = $this-
>handleMultipleFileUpload($data['foto_ba_penggantian']); 
        } 
 
        $ttd = null; 
        if (($data['ttd'] ?? false) && count($data['ttd']) 
> 0) { 
            $ttd = $this-
>handleFileUpload($data['ttd'][0]); 
        } 
 
        $laporan = LaporanMeterRusak::create([ 
            'ulp_id' => $data['ulp_id'], 
            'user_id' => $data['user_id'], 
            'pelanggan_id' => $pelanggan->id, 
            'nomor_tiket_apkt' => 
$data['nomor_tiket_apkt'], 
            'phase' => $data['phase'], 
            'kerusakan' => $data['kerusakan'], 
            'detail_kerusakan_id' => 
$data['detail_kerusakan_id'] ?? null, 
            'merk_pembatas' => $data['merk_pembatas'] ?? 
null, 
            'kapasitas_pembatas' => 
$data['kapasitas_pembatas'] ?? null, 
            'tipe_aksesoris' => $data['tipe_aksesoris'] ?? 
null, 
            'tindak_lanjut' => $data['tindak_lanjut'], 
            'foto_meter' => json_encode($fotoMeter), 
            'foto_ba_merah' => json_encode($fotoBaMerah), 
            'foto_ba_gamet' => json_encode($fotoBaGamet), 
            'foto_ba_dummy' => json_encode($fotoBaDummy), 
            'foto_dummy' => json_encode($fotoDummy), 




            'merk_pembatas_baru' => 
$data['merk_pembatas_baru'] ?? null, 
            'kapasitas_pembatas_baru' => 
$data['kapasitas_pembatas_baru'] ?? null, 
            'no_seri' => $data['no_seri'] ?? null, 
            'kapasitas_rasio' => $data['kapasitas_rasio'] 
?? null, 
            'merk_ct_id' => $data['merk_ct_id'] ?? null, 
            'tipe_ct_id' => $data['tipe_ct_id'] ?? null, 
            'merk_pt_id' => $data['merk_pt_id'] ?? null, 
            'tipe_pt_id' => $data['tipe_pt_id'] ?? null, 
            'merk_relay_id' => $data['merk_relay_id'] ?? 
null, 
            'tipe_relay_id' => $data['tipe_relay_id'] ?? 
null, 
            'merk_cb_id' => $data['merk_cb_id'] ?? null, 
            'tipe_cb_id' => $data['tipe_cb_id'] ?? null, 
            'foto_ct' => json_encode($fotoCT), 
            'foto_pt' => json_encode($fotoPT), 
            'foto_relay' => json_encode($fotoRelay), 
            'foto_cb' => json_encode($fotoCB), 
            'foto_ba_penggantian' => 
json_encode($fotoBaPenggantian), 
            'ttd' => $ttd, 
            'status' => 
LaporanMeterRusak::STATUS_WAITING_APPROVAL, 
        ]); 
 
        return $this-
>sendData(LaporanMeterRusakResource::make($laporan)); 
    } 
Kode 5.1.5 Kode LaporanMeterRusakController 
• Controllers/MerkCBController.php 
Berfungsi untuk mengatur fitur pengelolaan Merk CB 













class MerkCBController extends Controller 
{ 
    use ApiResponse; 
 
    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $merks = MerkCB::where('induk_id', $induk_id)-
>get(); 
 
        return $this->sendData($merks); 
    } 
 
    public function store(CreateMerkCBRequest $request) 
    { 
        $data = $request->validated(); 
        $merk = MerkCB::create([ 
            'induk_id' => $data['induk_id'], 
            'nama' => $data['nama'] 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function update(UpdateMerkCBRequest $request, 
$id) 
    { 
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        $data = $request->validated(); 
        $merk = MerkCB::findOrFail($id); 
        $merk->update([ 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function delete($id) 
    { 
        $merk = MerkCB::findOrFail($id); 
        $merk->delete(); 
 
        return $this->sendOk(); 
    } 
} 
Kode 5.1.6 Kode MerkCBController 
• Controllers/MerkCTController.php 
Berfungsi untuk mengatur fitur pengelolaan Merk CT 











class MerkCTController extends Controller 
{ 




    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $merks = MerkCT::where('induk_id', $induk_id)-
>get(); 
 
        return $this->sendData($merks); 
    } 
 
    public function store(CreateMerkCTRequest $request) 
    { 
        $data = $request->validated(); 
        $merk = MerkCT::create([ 
            'induk_id' => $data['induk_id'], 
            'nama' => $data['nama'] 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function update(UpdateMerkCTRequest $request, 
$id) 
    { 
        $data = $request->validated(); 
        $merk = MerkCT::findOrFail($id); 
        $merk->update([ 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function delete($id) 
    { 
        $merk = MerkCT::findOrFail($id); 




        return $this->sendOk(); 
    } 
} 
Kode 5.1.7 Kode MerkCTController 
• Controllers/MerkPTController.php 












class MerkPTController extends Controller 
{ 
    use ApiResponse; 
 
    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $merks = MerkPT::where('induk_id', $induk_id)-
>get(); 
 
        return $this->sendData($merks); 
    } 
 
    public function store(CreateMerkPTRequest $request) 
    { 
        $data = $request->validated(); 
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        $merk = MerkPT::create([ 
            'induk_id' => $data['induk_id'], 
            'nama' => $data['nama'] 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function update(UpdateMerkPTRequest $request, 
$id) 
    { 
        $data = $request->validated(); 
        $merk = MerkPT::findOrFail($id); 
        $merk->update([ 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function delete($id) 
    { 
        $merk = MerkPT::findOrFail($id); 
        $merk->delete(); 
 
        return $this->sendOk(); 
    } 
} 
Kode 5.1.8 Kode MerkPTController 
• Controllers/MerkRelayController.php 
Berfungsi untuk mengatur fitur pengelolaan Merk Relay 













class MerkRelayController extends Controller 
{ 
    use ApiResponse; 
 
    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $merks = MerkRelay::where('induk_id', $induk_id)-
>get(); 
 
        return $this->sendData($merks); 
    } 
 
    public function store(CreateMerkRelayRequest $request) 
    { 
        $data = $request->validated(); 
        $merk = MerkRelay::create([ 
            'induk_id' => $data['induk_id'], 
            'nama' => $data['nama'] 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function update(UpdateMerkRelayRequest $request, 
$id) 
    { 
        $data = $request->validated(); 
        $merk = MerkRelay::findOrFail($id); 
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        $merk->update([ 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($merk); 
    } 
 
    public function delete($id) 
    { 
        $merk = MerkRelay::findOrFail($id); 
        $merk->delete(); 
 
        return $this->sendOk(); 
    } 
} 
Kode 5.1.8 Kode MerkRelayController 
• Controllers/TipeCBController.php 












class TipeCBController extends Controller 
{ 
    use ApiResponse; 
 
    public function index() 
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    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $tipe = TipeCB::with('merk')->where('induk_id', 
$induk_id)->get(); 
 
        return $this->sendData($tipe); 
    } 
 
    public function store(CreateTipeCBRequest $request) 
    { 
        $data = $request->validated(); 
        $tipe = TipeCB::create([ 
            'induk_id' => $data['induk_id'], 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 
    public function update(UpdateTipeCBRequest $request, 
$id) 
    { 
        $data = $request->validated(); 
        $tipe = TipeCB::findOrFail($id); 
        $tipe->update([ 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 
    public function delete($id) 
    { 
        $tipe = TipeCB::findOrFail($id); 




        return $this->sendOk(); 
    } 
} 
Kode 5.1.9 Kode TipeCBController 
• Controllers/TipeCTController.php 












class TipeCTController extends Controller 
{ 
    use ApiResponse; 
 
    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $tipe = TipeCT::with('merk')->where('induk_id', 
$induk_id)->get(); 
 
        return $this->sendData($tipe); 
    } 
 
    public function store(CreateTipeCTRequest $request) 
    { 
        $data = $request->validated(); 
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        $tipe = TipeCT::create([ 
            'induk_id' => $data['induk_id'], 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 
    public function update(UpdateTipeCTRequest $request, 
$id) 
    { 
        $data = $request->validated(); 
        $tipe = TipeCT::findOrFail($id); 
        $tipe->update([ 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 
    public function delete($id) 
    { 
        $tipe = TipeCT::findOrFail($id); 
        $tipe->delete(); 
 
        return $this->sendOk(); 
    } 
} 
Kode 5.1.10 Kode TipeCTController 
• Controllers/TipePTController.php 














class TipePTController extends Controller 
{ 
    use ApiResponse; 
 
    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $tipe = TipePT::with('merk')->where('induk_id', 
$induk_id)->get(); 
 
        return $this->sendData($tipe); 
    } 
 
    public function store(CreateTipePTRequest $request) 
    { 
        $data = $request->validated(); 
        $tipe = TipePT::create([ 
            'induk_id' => $data['induk_id'], 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 




    { 
        $data = $request->validated(); 
        $tipe = TipePT::findOrFail($id); 
        $tipe->update([ 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 
    public function delete($id) 
    { 
        $tipe = TipePT::findOrFail($id); 
        $tipe->delete(); 
 
        return $this->sendOk(); 
    } 
} 
Kode 5.1.11 Kode TipePTController 
• Controllers/TipeRelayControllers.php 
Berfungsi untuk mengatur fitur pengelolaan tipe Relay 















    use ApiResponse; 
 
    public function index() 
    { 
        $induk_id = auth()->user()?->role?->induk_id; 
        $tipe = TipeRelay::with('merk')->where('induk_id', 
$induk_id)->get(); 
 
        return $this->sendData($tipe); 
    } 
 
    public function store(CreateTipeRelayRequest $request) 
    { 
        $data = $request->validated(); 
        $tipe = TipeRelay::create([ 
            'induk_id' => $data['induk_id'], 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 
    } 
 
    public function update(UpdateTipeRelayRequest $request, 
$id) 
    { 
        $data = $request->validated(); 
        $tipe = TipeRelay::findOrFail($id); 
        $tipe->update([ 
            'merk_id' => $data['merk_id'], 
            'nama' => $data['nama'], 
        ]); 
 
        return $this->sendData($tipe); 




    public function delete($id) 
    { 
        $tipe = TipeRelay::findOrFail($id); 
        $tipe->delete(); 
 
        return $this->sendOk(); 
    } 
} 
Kode 5.1.12 Kode TipeRelayController 
Berikut merupakan Route yang dipakai sebagai API di 




Route::group(['middleware' => ['auth:sanctum']], 
function () { 
    Route::post('/users/add', [UserController::class, 
'create_user']); 
    Route::delete('/users/del/{id}', 
[UserController::class, 'delete_user']); 
    Route::put('/users/update/{id}', 
[UserController::class, 'update_user']); 
    Route::post('/users/csv-add', 
[UserController::class, 'create_user_csv']); 
    Route::put('/users/pass/{id}', 
[UserController::class, 'change_pass']); 
 
    Route::get('/me', [AuthController::class, 
'get_me']); 
    Route::post('/logout', [AuthController::class, 
'logout']); 
 
    Route::post('/org/add', [OrgController::class, 
'create']); 
    Route::get('/org', [OrgController::class, 'list']); 
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    Route::get('/org/{id}', [OrgController::class, 
'read']); 
    Route::put('/org/{id}', [OrgController::class, 
'update']); 
    Route::delete('/org/{id}', [OrgController::class, 
'delete']); 
 
    Route::put('/role/assign', [RoleController::class, 
'assignRole']); 
    Route::get('/role/{id}', [RoleController::class, 
'list']); 
Kode 5.1.13 Kode API Route 
5.2 Spesifikasi API 
Dalam implementasi sistem back end yang dibangun, perlu 
adanya Spesifikasi API yang mendokumentasikan input yang 
diperlukan dan return yang diberikan oleh sistem. Berikut 
merupakan Spesifikasi API pada sistem SMAPP 
• Login 
- Request 
Method : POST 
Endpoint : /api/login 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
Body : 
{ 
 “user_name”  : ”string”, 






 “code” : ”number” 
 “status” : ”string” 
 “token” : ”string” 
 “data”  : { 
 “user_id”  : ”number”, 
 “user_nama”  : ”string”, 
 “user_uname” : ”string”, 
 “role”   : ”string”, 
 “lvl”   : ”string”, 





Method : POST 
Endpoint : /api/logout 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : Bearer 
- Response 
{ 
 “code” : ”number” 
 “status” : ”string” 
} 
• Create User 
- Request 
Method : POST 
Endpoint : /api/users/add 
Header : 
 Content-Type : application/json 
 Accept  : application/json 





 “user_nip”  : ”string, numeric”, 
 “user_nama”  : ”string”, 




 “code” : ”number”, 
 “status” : ”string” 
} 
• Create User from CSV 
- Request 
Method : POST 
Endpoint : /api/users/csv-add 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 




 “code” : ”number”, 
 “status” : ”string” 
} 
• Update User 
- Request 
Method : PUT 




 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 
 “user_nip”  : ”string, numeric”, 
 “user_nama”  : ”string”, 




 “code” : ”number”, 
 “status” : ”string” 
} 
• Delete User 
- Request 
Method : DELETE 
Endpoint : /api/users/delete/{id} 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
- Response 
{ 
 “code” : ”number”, 
 “status” : ”string” 
} 
• Change Password 
- Request 
Method : PUT 
Endpoint : /api/users/pass/{id} 
Header : 
 Content-Type : application/json 
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 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 
 “user_curpass” : “string”, 




 “code” : ”number”, 
 “status” : ”string” 
} 
• Create Organization 
- Request 
Method : POST 
Endpoint : /api/org/add 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 
 “org_nama” : “string”, 
 “org_singkat” : “string”, 
 “org_lat” : “string, numeric”, 




 “code” : ”number”, 
 “status” : ”string”, 
 “data”  : { 
 “id”  : “number”, 
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 “induk_id” : “number”, 
 “unit_id” : “number”, 
“ulp_id”  : “number”, 
  “org_nama”  : “string”, 
  “org_singkat”  : “string”, 
  “org_lat”  : “string”, 
  “org_lon”  : “string”, 
  “created_at”  : “date”, 
  “updated_at”  : “date” 
} 
} 
• Update Organization 
- Request 
Method : PUT 
Endpoint : /api/org/{id} 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 
 “org_nama” : “string”, 
 “org_singkat” : “string”, 
 “org_lat” : “string, numeric”, 




 “code” : ”number”, 
 “status” : ”string” 
} 




Method : DELETE 
Endpoint : /api/org/{id} 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
- Response 
{ 
 “code” : ”number”, 
 “status” : ”string” 
} 
 
• List Role per Organization 
- Request 
Method : GET 
Endpoint : /api/role/{id} 
Header : 
 Accept  : application/json 
 Authorization : application/json 
- Response 
{ 
 “code” : ”number”, 
 “status” : ”string”, 
 “data” : [ 
 { 
            "user_id": "number", 
            "user_nama": "string", 
            "role_id": "number", 
            "role_nama": "string" 
        }, 
        { 
            "user_id": "number", 
            "user_nama": "string", 
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            "role_id": "number", 
            "role_nama": "string" 
        } 
] 
} 
• Assign Role per Organization 
- Request 
Method : PUT 
Endpoint : /api/role/assign 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 
 "data": [ 
        { 
            "role_id": "number", 
            "user_id": "number" 
        }, 
        { 
            "role_id": "number", 
            "user_id": "number" 
        }, 




 “code” : ”number”, 
 “status” : ”string” 
} 




Method : POST 
Endpoint : /api/merk-cb/ 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : application/json 
Body : 
{ 




 “code” : ”number”, 
 “status” : ”string”, 
 “data” : { 
 “induk_id” : “number”, 
 “nama” : “string”, 
 “created_at”: “date”, 
 “updated_at”: “date” 
} 
} 
• Delete Merk CB/CT/PT/Relay 
- Request 
Method : DELETE 
Endpoint : /api/merk-cb/{id} 
Header : 
 Accept  : application/json 
 Authorization : application/json 
- Response 
{ 
 “code” : ”number”, 




• Create Tipe CB/CT/PT/Relay 
- Request 
Method : POST 
Endpoint : /api/tipe-cb/ 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : Bearer 
Body : 
{ 
 “merk_id” : “number”, 




 “code” : ”number”, 
 “status” : ”string”, 
 “data” : { 
 “induk_id” : “number”, 
 “nama” : “string”, 
 “created_at”: “date”, 
 “updated_at”: “date” 
} 
} 
• Delete Tipe CB/CT/PT/Relay 
- Request 
Method : DELETE 
Endpoint : /api/tipe-cb/{id} 
Header : 
 Accept  : application/json 





 “code” : ”number”, 
 “status” : ”string” 
} 
• Create Laporan Meter Rusak 
- Request 
Method : POST 
Endpoint : /api/laporan-meter-rusak/ 
Header : 
 Content-Type : application/json 
 Accept  : application/json 
 Authorization : Bearer 
Body :  
{ 
 “id_pel” : “string,numeric”, 
 “no_meter” : “string, numeric”, 
 “nomor_tiket_apkt” : “string”, 
 “phase” : “number”, 
 “kerusakan” : “number”, 
 “detail_kerusakan_id” : “number”, 
 “merk_pembatas” : “number” 
 “kapasitas_pembatas” : “string, numeric” 
 “tipe_aksesoris” : “number”, 
 “tindak_lanjut” : “string”, 
 “foto_meter” : “string, base64, array”, 
 “foto_ba_merah” : “string, base64, array”, 
 “foto_ba_gamet” : “string, base64, array”, 
 “foto_ba_dummy” : “string, base64, array”, 
 “foto_dummy” : “string, base64, array”, 
 “foto_pelanggan” : “string, base64, array”, 
 “merk_pembatas” : “number” 
 “kapasitas_pembatas_baru” : “string, numeric”, 
 “no_seri” : “string, numeric” 
 “kapasitas_rasio” : “string, numeric”, 
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 “merk_ct_id” : “number” 
 “tipe_ct_id” : “number” 
 “merk_ct_id” : “number” 
 “tipe_ct_id” : “number” 
 “merk_ct_id” : “number” 
 “tipe_ct_id” : “number” 
 “merk_ct_id” : “number” 
 “tipe_ct_id” : “number” 
 “foto_ct” : “string, base64, array”, 
 “foto_pt” : “string, base64, array”, 
 “foto_relay” : “string, base64, array”, 
 “foto_cb” : “string, base64, array”, 
 “foto_ba_penggantian” : “string, base64”, 




 “code” : ”number”, 
 “status” : ”string” 
} 
• Approve Laporan Meter Rusak 
- Request 
Method : POST 
Endpoint : /api/laporan-meter-rusak/{id}/approve 
Header : 
 Accept  : application/json 
 Authorization : Bearer 
- Response 
{ 
 “code” : ”number”, 
 “status” : ”string” 
} 




Method : GET 
Endpoint : /api/laporan-meter-rusak/rekap/excel 
Header : 
 Accept  : application/json 









PENGUJIAN DAN EVALUASI 
Bab ini menjelaskan tahap uji coba dan evaluasi yang dilakukan 
terhadap aplikasi SMAPP, baik website ataupun mobile 
6.1. Tujuan Pengujian 
Pengujian dilakukan terhadap aplikasi SMAPP untuk 
menguji kesesuaian dan ketepatan fungsionalitas dari seluruh 
sistem aplikasi, serta dapat memenuhi proses bisnis yang telah 
didiskusikan, antara lain: 
• User dapat login menggunakan NIP 
• Dapat memiliki role sesuai jabatan di lembaga PLN 
• Dapat mencatat laporan meter rusak dan proses 
persetujuannya 
6.2. Kriteria Pengujian 
Penilaian atas pencapaian tujuan pengujian didapatkan 
dengan memerhatikan kemampuan aplikasi untuk bisa 
melakukan fungsi dari masing – masing role yang terkait pada 
proses bisnis seperti admin pusat, admin induk, admin unit, 
admin ulp, yantek, spvte dan mulp. 
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6.3. Skenario Pengujian 
Pengujian dilakukan dengan mengujikan fitur utama dan 
fitur pendukung pada aplikasi untuk masing-masing user yaitu 
sebagai berikut: 
a. Semua user 
• Login akun menggunakan NIP terdaftar sebgai 
username dan password 
• Mendapat role yang sesuai dengan yang diisikan 
oleh admin setiap lembaga 
b. Admin Pusat 
• Melihat list lembaga Induk PLN yang telah 
terdaftar. 
• Melihat list role yang perlu diisikan oleh Admin 
Pusat dengan user yang sudah terdaftar 
• Menambahkan, mengedit, dan menghapus 
lembaga induk 
• Menambahkan, mengedit, dan menghapus user 
• Mengisikan nama pada role yang tersedia di 
lembaga pusat PLN 
c. Admin Induk 
• Melihat isi lembaga unit PLN yang telah terdaftar 
• Melihat list role yang perlu diisikan oleh Admin 
Induk dengan user yang sudah terdaftar 
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• Melihat list merk dan tipe dari CB, CT, PT, dan 
Relay yang akan dipakai 
• Menambahkan, mengedit, dan menghapus 
lembaga unit 
• Menambahkan, mengedit, dan menghapus user 
• Mengisikan user pada role yang tersedia di 
lembaga Induk PLN 
• Menambahkan, mengedit, dan menghapus merk 
dan tipe CB, CT, PT, Relay 
d. Admin Unit 
• Melihat list lembaga ULP PLN yang telah 
terdaftar. 
• Melihat list role yang perlu diisikan oleh Admin 
Unit dengan user yang sudah terdaftar 
• Menambahkan, mengedit, dan menghapus 
lembaga ULP 
• Menambahkan, mengedit, dan menghapus user 
• Mengisikan nama pada role yang tersedia di 
lembaga Unit PLN 
e. Admin ULP 
• Melihat list role yang perlu diisikan oleh Admin 
ULP dengan user yang sudah terdaftar 
• Menambahkan, mengedit, dan menghapus user 
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• Mengisikan nama pada role yang tersedia di 
lembaga ULP PLN 
f. YANTEK (Pelayan Teknis) 
• Mengecek data pelanggan yang sesuai 
• Membuat laporan meter rusak 
• Melihat list laporan meter rusak yang telah 
dilaporkan 
g. SPVTE ULP 
• Melihat laporan meter rusak yang masuk di 
lembaga ULP 
• Menyetujui laporan meter rusak 
h. MULP ULP 
• Melihat laporan meter rusak yang telah disetujui 
SPVTE 
• Menyetujui laporan meter rusak 
6.4. Evaluasi Pengujian 
Hasil pengujian dilakukan terhadap pengamatan 
mengenai perilaku sistem aplikasi SMAPP terhadap skenario 
uji coba. Pengujian dilakukan oleh pihak pengembang, 
pengguna, dan manajer proyek. Tabel xxx menjelaskan hasil 








Admin Pusat Melakukan login 
ke sistem 
Terpenuhi 





 Melihat role yang 
tersedia di lembaga 
pusat 
Terpenuhi 
 Mengisi nama di 
role yang sesuai 
Terpenuhi 






Admin Induk Melakukan login 
ke sistem 
Terpenuhi 





 Melihat role yang 
tersedia di lembaga 
induk 
Terpenuhi 
 Mengisi nama di 
role yang sesuai 
Terpenuhi 












dan tipe CB, CT, 
PT, dan Relay 
Terpenuhi 
Admin Unit Melakukan login 
ke sistem 
Terpenuhi 





 Melihat role yang 
tersedia di lembaga 
unit 
Terpenuhi 
 Mengisi nama di 
role yang sesuai 
Terpenuhi 

















Admin Ulp Melakukan login 
ke sistem 
Terpenuhi 







 Melihat role yang 
tersedia di lembaga 
unit 
Terpenuhi 
 Mengisi nama di 
role yang sesuai 
Terpenuhi 
Yantek Melakukan login 
ke sistem 
Terpenuhi 
 Mengechek no 








SPVTE Melakukan login 
ke sistem 
Terpenuhi 








MULP Melakukan login 
ke sistem 
Terpenuhi 













KESIMPULAN DAN SARAN 
7.1. Kesimpulan 
Kesimpulan yang didapat setelah melaksanakan 
pembuatan aplikasi SMAPP pada kegiatan kerja praktik di 
Aseven Indonesia adalah sebagai berikut: 
• Framework yang digunakan memudahkan adanya dua 
platform yang bekerja dalam satu sistem memanfaatkan 
API yang telah tersedia. 
• Aplikasi SMAPP ini memudahkan yantek untuk dapat 
menulis laporan meter rusak dan langsung terhubung oleh 
verifikator yaitu SPVTE dan MULP serta dapat dipantau 
langsung oleh lembaga Induk PLN melalui Admin Induk. 
• Role yang sesuai dengan jabatan pada aplikasi ini 
memungkinkan alur kerja yang jelas sehingga pelaporan 
juga tercatat dengan rapi.  
7.2. Saran 
Dalam pengerjaannya, sistem yang dibuat masih memiliki 
kekurangan, saran untuk pengembangan aplikasi SMAPP 
selanjutnya adalah sebagai berikut: 
• Data pelanggan diintegrasikan langsung ke database milik 
PLN sehingga tidak membebani kapasitas database yang 
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dimiliki oleh aplikasi SMAPP mengingat terdapat banyak 
image yang perlu disimpan ke dalam storage. 
• Konsistensi dalam penulisan code yang perlu diperhatikan 
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