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Seznam uporabljenih simbolov 
 
AP – Dostopovna točka (angl. Acces Point) 
ARQ – Samodejno ponavljanje (angl. Automatic Repeat reQuest) 
BPSK – Binarna fazna modulacija (angl. Binary Phase Shift Keying) 
BS – Bazna postaja (angl. Base Station) 
BSS – Osnovni storitveni niz (angl.Basic Service Set) 
BSSID – Identifikacija osnovnih določil storitve (angl. Basic Service Set ID) 
CPU – Centralno procesna enota (angl. Control Processing Unit) 
CSI – Informacija o stanju kanala (angl. Channel State Informatiom) 
CSMA / CA – Način dostopa do kanala z vključenim izogibanjem kolizij (angl. 
Carrier Sense Multiple Access/Collision Avoidance) 
DSSS – Razpršilni spekter z neposrednim zaporedjem (angl. Direct Sequence 
Spread Spectrum) 
EDCA – Izboljšani dostop do razširjenega kanala (angl. Enhanced Distributed 
Channel Access) 
ESS – Razširjeni storitveni niz (angl. Extended Service Set)  
FEC – Predhodna poprava napake (angl. Forward Error Correction) 
FILS – Hitra začetna vzpostavitev povezave (angl. Fast Initial Link Setup) 
HD – Visoka ločljivost (angl. High Definition) 
IEEE – Inštitut inženirjev elektrotehnike in elektronike (angl.Institute of 
Electrical and Electronics Engineers) 
IFS – Interokvirni prostor (angl. Interframe Space) 
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ISI – Intersimbolna interferenca (angl. Intersymbol Interference)   
LAN – Lokalno omrežje (angl.  Local Area Network) 
LDPC – Preverjanje paritete z nizko gostoto (angl. Low Density Parity Check) 
LOS – Vidno polje (angl. Line of Sight) 
LTF – Dolga poskusna polja (angl. Long Training Field) 
MAC – Krmiljenje dostopa do medija (angl. Media Access Control) 
MCS – Shema za prilagajanje in kodiranje (angl. Modulation and Coding 
Scheme) 
MIMO – Več vhodov več izhodov (angl. Multi Input Multi Output) 
MMSE – Najmanjša povprečna kvadratna napaka (angl. Minimum Mean Square 
Error) 
MU – Več uporabniški (angl. Multi User)  
MSDU – Storitvena enota MAC (angl. MAC Service Data Unit) 
MPDU – Protokolna enota MAC (angl. MAC Protocol Data Unit)  
NDP –  Ničelni podatkovni paket (angl. Null Data Packet) 
NLOS – Nevidno polje (angl. Non Line of Sight) 
OTA – Po zraku (angl. Over The Air) 
OFDM – Ortogonalni frekvenčni multipleks (angl. Orthogonal Frequency-
Division Multiplexing) 
OFDMA – Večuporabniški OFDM (angl. Orthogonal Frequency - Division 
Multiple Access) 
PHY – Fizični sloj (angl. Physical Layer) 
PATH LOSS – Izguba po poti (angl. PATH LOSS) 
RF – Radio frekvenčni (angl. Radio Frequency) 
SDM – Prostorsko porazdeljeno multipleksiranje (angl. Space – Division 
Multiplexing) 
SNR – Razmerje signal/šum  (angl. Signal to Noise Ratio)  
SISO – En vhod en izhod  (angl. Single Input Single Output)  
SU – Eno uporabniški (angl. Single User) 
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SSID – Identifikator nabora storitev (angl. Service Set Identifier) 
SSs – Prostorski tokovi (angl. Spatial streams) 
STA – Postaja (angl. Station)  
STR – Simultani prenos in prejemanje (angl. Simultane Transfer Receive) 
TBTT – Informacije o kanalu in ciljni čas oddajanja (angl. Target Beacon 
Transmit Time)  
TCP/IP – Protokol za nadzor prenosa/internetni protokol  (angl. Transmission 
Control Protocol / Internet Protocol) 
TDM – Časovno porazdeljeno multipleksiranje (angl. Time - Division 
Multiplexing) 
WLAN – Brezžično lokalno omrežje (angl. Wireless LAN) 
QAM – Kvadriturna modulacija (angl. Quadrature Amplitude Modulation) 
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Povzetek 
Diplomska naloga opisuje različne tehnologije brezžičnega omrežja WLAN po 
standardu IEEE 802.11. V uvodnem delu so predstavljeni osnovni gradniki omrežja, 
opisane pa so tudi ključne lastnosti tehnologije 802.11ac, ki je trenutno v najpogostejši 
uporabi. Nadaljevanje diplomske naloge se navezuje na tehnologije, ki se razvijajo 
oziroma so se pred kratkim razvile zaradi različnih potreb na trgu. V praktičnem delu 
diplomske naloge je prikazano, da se tehnologija WLAN ne uporablja samo za dostop 
do interneta, ampak jo lahko zelo dobro izkoristimo tudi za postavljanje P2P osebnih 
mrež, za kar smo do sedaj uporabljali tehnologijo Bluetooth. S primerjavo obeh 
tehnologij je bil cilj ugotoviti, katera tehnologija nam omogoča hitrejši prenos 
podatkov med napravami in ali lahko tehnologija WiFi Direct v prihodnosti nadomesti 
tehnologijo Bluetooth. 
 
Ključne besede: Brezžično omrežje, 802.11, WiFi Direct 
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Abstract 
This bachelor's thesis describes different technologies of wireless network 
WLAN with the IEEE 802.11 standard. The first part introduces the basic architecture 
of the network. Key characteristics of technology 802.11ac, which at present is most 
widely used, are also described. Then, the bachelor's thesis describes developing or 
recently developed technologies that have appared because of the market's varying 
needs. The practical part of the thesis shows how WLAN technology can be used not 
only for internet access, but also for establishing P2P private networks, for which 
Bluetooth technology has previously been used. By comparing the two technologies 
we intended to establish which one enables faster data transfer between devices and 
whether WiFi Direct technology is capable of replace Bluetooth technology. 
 
 
Key words: Wireless network, 802.11, WiFi Direct 
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1  Uvod 
Trg brezžičnega omrežja (angl. WLAN - Wireless Local Area Network)  
doživlja izjemno rast. Skoraj vsi domovi in pisarne v naprednih tehnoloških trgih 
uporabljajo WLAN, pogostost WLAN tehnologij je čedalje širša v javnih prostorih kot 
so šole, kavarne, letališča, hoteli ipd. Operaterji brezžičnih omrežij hvalijo WLAN 
zaradi razbremenitve omrežja. Preobremenjenost mreže povzročajo pametni telefoni z 
vedno večjimi zmogljivostmi priklopa na brezžična omrežja. Poleg tega pa je hitro 
širjenje WLAN omogočenih naprav na potrošniškem trgu, ker uporabniki zahtevajo, 
da so njihove naprave povezane.  
Brezžični »streaming« audio in video signalov je čedalje bolj popularen pri 
potrošnikih. Ponudniki storitev želijo WLAN za podporo več visoko ločljivih (angl. 
HD - High Definition ) »streamov« v gospodinjstvu za prenos datotek med napravami 
(tablični računalniki, namizni računalniki, televizije…). Proizvajalci pametnih 
telefonov in tablic želijo, da so naprave brezžično povezane in da medsebojno delujejo 
z zunanjimi storitvami ali napravami (npr. kamere). Poleg tega pa se pojavljajo primeri 
uporabe naprav kot so Miracast, ki zagotavljajo deljenje ekranov med napravami.  
Da bi utrli pot za nove kategorije naprav in uporabne aplikacije, obstajajo 
zanimive nove tehnologije za WLAN, ki bodo obravnavale potrebo po povečani 
zmogljivosti omrežja, večjem območju delovanje, manjšo porabo energije in 
enostavnost uporabe. 
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2  Arhitektura brezžičnega omrežja 
Brezžično lokalno omrežje WLAN je omrežje, kjer lahko dve ali več omrežnih 
naprav (osebni računalniki, prenosni računalniki, tablice, dlančniki, telefoni) med 
seboj komunicirajo brez uporabe fizičnega medija oziroma kabla, ampak za 
komunikacijo med napravama uporabljajo tehnologijo »razširjenega spektra« (angl. 
Spread-Spectrum), ki temelji na podlagi radijskih valov. To uporabnikom omogoča, 
da kljub premikanju ostanejo povezani v brezžično omrežje, vendar pa se morajo 
uporabniki nahajati znotraj območja, ki ga pokriva dostopovna točka. [1]    
   
Osnovni gradniki omrežja WLAN: 
 
Osnovne postaje BS (angl. Base Station) so brezžično povezane postaje, kot so 
osebni računalniki, prenosni računalniki, telefoni, tablice ipd. Seveda pa morajo imeti 
te naprave vgrajeno brezžično omrežno kartico. 
Dostopovne točke AP (angl. Access Points) so običajno brezžični 
usmerjevalniki ali stacionarne naprave, ki imajo vgrajen oddajnik in sprejemnik. Te 
naprave oddajajo in prejemajo radijske frekvence za brezžične naprave, s katerimi 
komunicirajo. Dostopne točke skrbijo tudi za nadzor prometa med sprejemnikom in 
oddajnikom. Več kot imamo dostopnih točk v brezžičnem omrežju, večja bo tudi 
propustnost omrežja in njegov domet. 
Osnovni storitveni niz BSS (angl. Basic Service Set) je niz vseh povezanih 
postaj, ki s pomočjo dostopne točke komunicirajo med seboj. Vsaka BSS ima svoj 
unikaten identifikator, ki ga imenujemo BSSID (angl. Basic Service Set ID). Ločimo 
dva tipa BSS, in sicer neodvisni in infrastrukturni BSS.  
Neodvisni  BSS ne vsebuje dostopnih točk, zaradi tega se tudi ne more povezati 
na drug BSS. Primer neodvisnega BSS je Ad-hoc omrežje.  
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Pri infrastrukturnem BSS pa lahko preko dostopnih točk komuniciramo s 
postajami, ki niso del istega BSS.  
Razširjeni storitveni niz ESS (angl. Extended Service Set) je niz vseh 
povezanih BSS.  
Dostopne točke v ESS so povezane preko distribucijskega sistema. Vsak ESS 
ima svoj ID, ki ga imenujemo identifikator nabora storitev (angl. SSID - Service Set 
Identifier). Sestavljen je iz največ 32 bajtov dolgega niza.     
Distribucijski sistem je sistem, ki v ESS povezuje dostopne točke. Običajno je 
distribucijski sistem žični LAN, lahko pa je tudi WLAN. [1, 2] 
 
Slika 1: Razširjena arhitektura WLAN omrežja [1] 
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3  IEEE in standard 802.11 
3.1  IEEE 
IEEE (angl. Institute of Electrical and Electronics) je kratica za neprofitno 
strokovno združenje inženirjev elektrotehnike in elektronike katerih glavni cilj je 
pridobivanje teoretičnega in praktičnega znanja ter razvoj na področju računalništva, 
telekomunikacij, energetike, biomedicine, zdravstva in ostalih sorodnih strok. V letu 
2018 naj bi imelo združenje že več kot 423.000 strokovnjakov na različnih področjih 
v več kot 160 državah po svetu. [3] 
3.2  Standard 802.11 
IEEE 802.11 je nabor podatkov za nadzor dostopa do medijev in fizičnega sloja 
za izvajanje komunikacije brezžičnega lokalnega omrežja WLAN v različnih 
frekvenčnih pasovih. So najbolj razširjeni standardi brezžičnega računalniškega 
omrežja v svetu, ki se v večini uporabljajo v domačih in službenih omrežjih, da bi 
prenosniki, pametni telefoni in druge naprave lahko komunicirali drug z drugim in 
dostopali do interneta brez povezovanja kablov. Poznamo več standardov, ki določajo, 
kateri frekvenčni spekter je uporabljen, katero tehnologijo prenosa uporablja, kakšne 
so najvišje prenosne podatkovne hitrosti in domet ter ostale lastnosti posameznega 
standarda. Standard in spremembe so osnova za izdelke brezžičnega omrežja, ki 
uporabljajo blagovno znamko WiFi. [4] 
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4  Standard 802.11ac 
IEEE 802.11ac je standard brezžičnega omrežja, ki zagotavlja visoko 
zmogljivost brezžičnih krajevnih omrežij v 5 GHz frekvenčnem pasu. Standard so 
začeli razvijati že leta 2008, objavljen pa je bil decembra 2013. Glavne spremembe v 
primerjavi z 802.11n vključujejo širše kanale, več prostorskih tokov, modulacijo 
višjega reda, večuporabniški MIMO (angl. Multi Input Multi Output) in višje prenosne 
hitrosti. Prvi izdelki 802.11ac iz leta 2013 se imenujejo serija 1 (angl. Wave 1), novi 
izdelki višje pasovne širine, uvedeni od leta 2016, pa se imenujejo serija 2 (angl. Wave 
2). [8] 
4.1  Ključne tehnične lastnosti 
4.1.1  Pooblaščena uporabe višje pasovne širine 
Tržišče WLAN je prišlo iz IEEE 802.11n na 802.11ac zaradi večjega pretoka in 
bolj zanesljivega delovanja v 5 GHz širini brez licence. 802.11ac uporablja pasovno 
širino 5 GHz z večjim razpoložljivostnim spektrom v primerjavi z običajno 2,4 GHz 
pasovno širino. Čeprav je 5 GHz 802.11a pasovna širina privlačna za uporabo, jo je do 
zdaj izpodrinila 802.11g s podobnimi hitrostmi prenosa podatkov. 5 GHz je neobvezna 
za 802.11n, zato so bolj popularni sistemi z zmogljivostjo samo 2,4 GHz, zaradi 
cenovnih stroškov v primerjavi z »dual-band« napravami.  
Širšepasovni načini 802.11ac ne morejo delovati v 2,4 GHz območju, tako da 
tranzicijo iz »enopasovnih« 802.11n na »dvopasovne« 802.11ac žene potreba po 
večjih podatkovnih prenosih. V ZDA danes obstaja približno 500 MHz razpoložljivega 
nelicenčnega spektra med 5,15 GHz in 5,725 GHz. V Evropi in Japonskem je 
razpoložljivega približno 400 MHz spektra. V Indiji in na Kitajskem pa je razpoložljiv 
spekter samo 260 MHz in 100 MHz. Pas 2,4 GHz lahko sprejme le tri neprekrivajoče 
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20 MHz široke kanale, kar je pripeljalo do konkurence med napravami na kanalu in 
povzročilo motnje.  
Večja razpoložljivost spektra v frekvenčnem pasu 5 GHz zagotavlja več 
zmogljivosti omrežja in vodi do manjšega števila konkurenčnih napadov med 
napravami na kanalu ter zmanjša raven motenj v primerjavi s tradicionalnim 802.11g 
in »enopasovnim« 802.11n omrežjem. [8] 
4.1.2  Največja hitrost prenosa podatkov 
Ena ključnih značilnosti 802.11ac je povečana hitrost prenosa podatkov v 
primerjavi z 802.11n. To se doseže z uporabo razširjenega kanala pasovne širine in z 
uporabo višjega reda modulacije. Na sliki spodaj lahko vidimo najvišjo hitrost prenosa 
podatkov in predprostorske hitrosti prenosa podatkov za različne WLAN standarde, ki 
so se razvili čez leta. 802.11b in 802.11g podpirata največje možne hitrosti od 11 Mb/s 
do 54 Mb/s, medtem ko 802.11n omogoča hitrost do 600 Mb/s. Standard 802.11ac pa 
doseže hitrost do 6.9 Gb/s, kar je 10-krat več kot 802.11n. [8] 
 
Slika 2: Najvišja hitrost prenosa podatkov za različne WLAN tehnologije [8] 
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4.1.3  Širša pasovna širina in modulacija višjega reda 
802.11ac uvaja tri nove načine z razširjeno pasovno širino: 80, 160 in 80 + 80, 
hkrati pa opredeljuje podporo za 20 in 40 MHz pasovno širino, tako se lahko ujema z 
802.11n in 802.11g. Oddajniki z 80 in 160 MHz uporabljajo neprekinjen spekter, 
medtem ko način 80 + 80 omogoča gradnjo oddanega signala v ločene segmente po 
80 MHz. 80 MHz oddajniki uporabljajo 234 podatkovnih ton na OFDM (angl. 
Orthogonal Frequency Division Multiplexing) simbol, kar je 2-krat več kot podatkovni 
prenosi na 802.11n 40 MHz oddajniku, ki uporablja le 108 podatkovnih ton.  
Oddajniki z 160 in 80 + 80 MHz uporabljajo točno 2-krat večje število 
podatkovnih ton kot 80 MHz oddajniki, tako še podvojijo hitrost prenosa podatkov. 
802.11ac uvaja uporabo 256-kvadraturne amplitudne modulacije (angl. QAM – 
Quadrature Amplitude Modulation).  
Za primerjavo, 802.11n podpira do 46-QAM z istimi merami kodiranja. Tako 
802.11ac dosega 33 % povečano maksimalno hitrost prenosa podatkov prek 802.11n. 
Kombinacija modulacij višjega reda in širše pasovne širine omogoča napravi z 
802.11ac približno od tri do šestkrat večjo hitrost prenosa podatkov za enako število 
anten ali prostorskih tokov (angl. SSs - Spatial Streams ). 802.11n dosega maksimum 
150 Mb/s na. Iz tega sledi največja hitrost prenosa podatkov do 600 Mb/s, če 
predpostavimo, da se uporabljajo 4 SSs MIMO prenosi 802.11n. 802.11ac doseže 433 
Mb/s na SSs z uporabo 80 MHz kanalov in 867 Mb/s na SSs med uporabo 160 ali 80 
+ 80 pasovne širine.  
Posledica tega je največja hitrost prenosa podatkov 6,9 Gb/s, če predpostavimo, 
da se uporablja 8 SS MIMO oddajnikov 802.11ac. 6,9 Gb/s ne pomeni vse, vse bolj 
pogosto navedena prednost 802.11ac je sposobnost za prečkanje pregrade 1 Gb/s z 
manjšimi napravami. Naprava z dvema antenama in 802.11ac (ob uporabi maksimalno 
dveh SSs) lahko podpira maksimalno hitrost prenosa 1,73 Gb/s. Poleg tega lahko 
naprava z 802.11ac preseže hitrost prenosa podatkov naprave 802.11n, ob enem pa je 
manj kompleksna in cenejša. Na primer, naprava z 802.11n zahteva 3 antene (SSs), da 
doseže hitrost 450 Mb/s, medtem ko naprava z 802.11ac zahteva le 1. [8]   
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4.1.4  Hitrost - domet 
Poleg zvišanja maksimalne hitrosti prenosov te izboljšave vodijo tudi do 
izboljšanja hitrosti prenosa glede na oddaljenost od oddajnika v primerjavi 802.11ac z 
802.11n. Slika 3 nam spodaj prikazuje simulirano uspešnost obeh tehnologij z uporabo 
PATH LOSS modela, validiranega z meritvami velikega dometa. Obe tehnologiji 
uporabljata tri prostorske tokove in tri oddajne in sprejemne antene (3 x 3). Prikazuje 
tudi prepustnost TCP/IP v odvisnosti od razdalje med brezžičnimi napravami. 
 
Slika 3: Hitrost proti dometu treh prostorskih tokov [8] 
 
Ugotovimo lahko, da se lahko 802.11ac naprave povežejo z 2-krat večje razdalje 
kot naprave 802.11n. Za končnega uporabnika to pomeni, da so 802.11ac naprave 
sposobne večjih prepustnosti v domačem ali pisarniškem okolju. Opazimo lahko, da 
ima naprava 802.11ac 3-krat večjo hitrost prenosa podatkov v primerjavi z 802.11n. 
Izboljšan podatkovni prenos pri 802.11ac pomeni izboljšano prepustnost z isto 
zakasnitvijo.  
Na primer, naprava 802.11ac 80 MHz (s 433 Mb/s hitrostjo prenosa podatkov) 
z eno anteno lahko podpira približno 200 Mb/s za uporabo aplikacije z maksimalno 
zakasnitvijo 20 ms. Za primerjavo, naprava z 802.11n 40 MHz z eno anteno (150 Mb/s 
hitrostjo prenosa podatkov) lahko podpira približno 70 Mb/s za uporabo aplikacije pri 
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isti zakasnitvi (20 ms). Naprava 802.11ac (433 Mb/s hitrostjo prenosa podatkov) z eno 
anteno lahko podpira 100 Mb/s za uporabo z manj kot 5 ms zakasnitve. 
Za primerjavo, naprava z 802.11n 40 MHz (150 Mb/s hitrosti prenosa podatkov) 
ima zakasnitev več kot 100 ms. Še ena pomembna dobra lastnost ob izboljšani hitrosti 
prenosa podatkov je izboljšana poraba energije v bateriji. V tipičnem komercialnem 
telefonu z integrirano centralno procesno enoto (angl. CPU - Control Processing Unit), 
ki uporablja program za prenos datotek, je bil izmerjen čas potreben za prenos 
datoteke. Vrednost je znašala 0,3 s z uporabo 802.11ac s pasovno širino 80 MHz. Čas 
za prenos datoteke iste velikosti z uporabo naprave z 802.11n s pasovno širino 40 MHz 
je 0,84 s. To zmanjšanje časa potrebnega za izvršitev ukazov je pripomoglo k 2,3-krat 
manjši porabi energije ob uporabi 802.11ac relativno na napravo z 802.11n, kljub temu 
da je takojšna poraba energije malo večja pri 802.11ac kot pa pri uporabi 802.11n. [8] 
4.1.5  Osem prostorskih tokov 
802.11ac prinaša podporo za do osem SSs v primerjavi z 802.11n, ki opredeljuje 
do štiri SSs. V 802.11ac je vrednost modulacije enaka za vse SSs za določenega 
uporabnika. Natančneje, oddajni biti so kodirani, prepleteni in modulirani po eni od 
desetih predpisanih shem modulacije in kodiranja in nato prostorsko preslikani na 
fizične antene. Prostorska preslikava med SSs in antenami je odvisna od uporabe in je 
lahko frekvenčno odvisna ter vključuje posredovalno krmiljenje ali prekodirane 
matrice. Pri Qualcomm Inc. so izvedli obširne meritve notranjih kanalov v okolju 
podjetja, ki pomaga pri izgradnji IEEE 802.11ac kanalskega modela. Slika 4 prikazuje 
nekatere rezultate meritev v eni izmed njihovih poslovnih zgradb. Več kot 3500 
MIMO kanalskih meritev je bilo popravljenih na 12 lokacijah, ki vključujejo vidno 
polje (angl. LOS - Line of Sight) in nevidno polje (angl. NLOS - Non Line of Sight) 
scenarije z do 98 dB izgube poti. Meritve so bile izvedene z do 16 antenami na obeh 
koncih povezave, tako so lahko primerjali dosegljivo prepustnost za različne 
konfiguracije anten.  
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Slika 4: Meritve dosegljive hitrosti prenosa podatkov v notranjih kanalih [8] 
 
Slika 4 nam prikazuje tudi rezultate dosegljive hitrosti prenosa podatkov za 4 x 
4, 8 x 8, in 16 x 16. Na večini lokacij so antene razporejene na ½ valovne dolžine 
narazen, beležijo kanalske realizacije z malo korelacijo, ki zagotavljajo skoraj linearno 
rast dosegljive hitrosti prenosa podatkov preko dimenzij antene.  
Čeprav je osmim SSs podpora težko dosegljiva v malih napravah, je potrebno 
opozoriti, da je možna uporaba skupnih navzkrižno polariziranih anten, ki prihranijo 
veliko prostora. Vredno je še omeniti, da ima mnogo WLAN dostopnih točk več ko 10 
anten. Z dodatnimi meritvami kanalov ob uporabi skupnih navzkrižno polariziranih 
antenah so odkrili, da prizanašajo k manjši izgubi kapacitete kanala v notranjem 
okolju. Njihov cilj je bil izkoristiti te prostorske zmogljivosti, hkrati pa oceniti 
izvedljivost za uporabo več kot dveh anten na stacionarni napravi. To jih je pripeljalo 
do promocije uporabe MU-MIMO za 802.11ac. [8]   
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4.1.6  Večuporabniški MIMO 
Pri 802.11n se prenos podatkov opravi s pomočjo SU-MIMO načinov, kjer se 
hitrost prenosa podatkov stopnjuje z minimalnim številom anten na vsaki napravi. 
802.11n dostopovna točka mora posredovati podatke z uporabo časovno 
porazdeljenega multipleksiranja (angl. TDM - Time Division Multiplexing) do 
različnih naprav. Poskuša razdeliti prepustnost omrežja med postajami. Na žalost pa 
je zmogljivost 802.11n omrežja omejena zaradi naprav nižjega cenovnega razreda, ki 
imajo manjšo število anten. 802.11ac MU-MIMO načini prenosa omogočajo hkratno 
pošiljanje na več naprav, ki uporabljajo prostorsko porazdeljeno multipleksiranje 
(angl. SDM -  Space  Division Multiplexing), kot je prikazano na sliki 5. 
 
Slika 5: MU-MIMO 802.11ac in SU-MIMO 802.11n. [8] 
 
To znatno izboljša spektralno učinkovitost WLAN-a, kjer imajo postaje omejeno 
število anten. V bistvu MU-MIMO zajame maksimalno prostorsko zmogljivost brez 
zahteve, da imajo vse posamezne postaje večje število anten. Standard 802.11ac 
omogoča MU-MIMO prenos do štirih različnih postaj naenkrat. Vsaka postaja lahko 
sprejme štiri SSs, toda število SSs v MU-MIMO prenosu ne presega osem skupno 
seštetih SSs preko vseh postaj. [8] 
Na primer, WLAN omrežje z dostopno točko, ki uporablja 4 antene, prenaša na 
računalnik z dvema antenama in telefon z eno anteno. Čeprav lahko dostopovna točka 
podpira 4 SSs MIMO (tj. 1,73 Gb/s hitrosti prenosa podatkov pri pasovni širini 80 
MHz), lahko samo dva SSs prenosa (tj. 867 Mb/s) podpirata računalnik in samo en 
SSs lahko oddaja na telefon (433 Mb/s) zaradi omejenosti anten na postajah. Brez MU-
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MIMO mora dostopovna točka multipleksirati podatke do obeh naprav. Zato je 
zmogljivost omrežja z obema napravama omejena na manj kot povprečje obeh hitrosti 
prenosov (npr. manj kot 650 Mb/s). Naprava z eno anteno ustvarja »bottleneck« 
kapaciteto za napravo z dvema antenama. Z uporabo MU-MIMO lahko dostopovna 
točka posreduje podatke do obeh naprav hkrati in s tem izboljša hitrost prenosa 
podatkov na 1300 Mb/s. MU-MIMO prinaša zmogljivosti omrežja MIMO, vendar 
brez potrebe po številnih antenah na postajah. [8] 
Pomembna prednost 802.11ac omrežja je zmanjšanje kompleksnosti na 
stranskih postajah. Tako lahko gledamo na 802.11ac kot na tehnologijo, ki zmanjša 
stroške postavitve omrežja. To je zato, ker 802.11ac MU-MIMO omrežje ne žrtvuje 
zmogljivosti z dodajanjem postaj z manj antenami. Manj anten pomeni postaje nižjega 
cenovnega razreda z manjšim številom analognih verig in z vezjem, ki podpira manj 
SSs. Kot rezultat lahko ima naprava 802.11ac manjše število anten kot naprava 
802.11n, toda lahko podpira precej višjo omrežno zmogljivost v primerjavi z napravo 
802.11n. Qualcommov OTA MU-MIMO prototip je demonstriral, da ima manj 
kompleksno omrežje 802.11ac s 4 x 4 dostopno točko in tremi postajami z eno anteno 
približno isto zmogljivost kot bolj kompleksno omrežje 802.11n s 4 x 4 dostopno točko 
in 3 x 3 postajo, čeprav imata obe napravi enako pasovno širino. [8] 
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5  IEEE 802.11ah za internet stvari in WLAN s povečanim 
dometom 
Brezžična industrija omogoča veliko rast na trgu brezžičnih senzorjev, z 
aplikacijami namenjenimi domu, industriji na področju avtomatizacije, zdravstva, 
upravljanja energije in prenosljivih naprav in podobno. Kategorija avtomatizacije 
doma vključuje naprave kot so senzorji za temperaturo, vlago in varnost. Po navadi so 
to majhne naprave standardne velikosti z baterijskim napajanjem in brez grafičnega 
uporabniškega vmesnika, vendar pa vseeno zahtevajo pokritost celotne hiše (vključno 
s podstrešjem, dvoriščem, kletjo in garažo). Na žalost so mnoge med seboj 
nekompatibilne tehnologije razdelile trg. Nekatere se srečujejo s težavami na področju 
pokritosti, nekatere pa imajo uporabniku neprijazno konfiguracijo omrežja in težave s 
postavitvijo. IEEE 802.11 Task Group razvija specifikacijo za pasove pod 1 GHz, ki 
so izvzeti iz licence in s tem ciljajo na aplikacije za naprave s slabšim prenosom 
podatkov in večjim dometom, ki jih lahko poimenujemo kar internet stvari. 802.11ah 
omogoča »nižji pas WiFi-ja« in s tem povečuje tradicionalna 2,4 in 5 GHz pasova, ki 
se uporabljata danes. [8] 
5.1  Podporne meritve 
Osnutek specifikacije 802.11ah definira predpisani 1 in 2 MHz pasovni širini, ki 
sta med seboj zamenljivi. Ta načina sta najbolj primerna za naprave, ki zahtevajo 
majhno porabo baterije in velik domet povezave z dostopno točko. Za dodatek so na 
voljo še 4, 8 in 16 MHz načini za bolj tradicionalne primere uporabe WLAN-a, ki se 
lahko uporabljajo v nadzornih domenah, ki dovoljujejo večje pasovne širine. 802.11ah 
način omogoča velik obseg prenosa podatkov med 150 kb/s do 78 Mb/s na prostorski 
tok. Uporabo najnižjega prenosa podatkov omogoča uporaba pasovne širine 1 MHz, 
32 5  IEEE 802.11ah za internet stvari in WLAN s povečanim dometom 
 
2-kratno ponovitveno kodiranje, ½ razmerje FEC kodiranja (angl. Forward Error 
Correction) in binarno kodiranje z zamenjavanjem faz (angl. BPSK – Binary Phase 
Shift Keying).  
Za štiri SSs je najvišja hitrost prenosa podatkov 312 Mb/s. 802.11ah je od 
802.11ac podedoval napredno in shemo prostorske raznolikosti. Ta bogat nabor 
podatkov in robustnost omogočata široko uporabo, ki se navezuje na internetne stvari, 
kot so senzorji, brezžični audio, varnostne kamere, brezžični video in internetno 
povezovanje.  
Podjetje Qualcomm Incorporated je preučilo podatke, ki so jih zbrali z meritvami 
v različnih ameriških enodružinskih hišah (od 223 m2 do 465 m2), da bi prikazali 
izboljšane lastnosti dometa 802.11ah načinov v 900 MHz nelicenčnem pasu. Njihove 
meritve so pokazale več kot 10 dB prednosti 802.11ah pred 802.11n in 802.11b. 
 V času meritev so dostopne točke postavili na običajna mesta, meritve pa so 
izvajali na različnih lokacijah po hiši, vključno z dvoriščem, garažami in kletmi. Na 
vsaki lokaciji so izmerili povprečno izgubo poti in razmerje signal/šum  (angl. SNR - 
Signal to Noise Ratio), tako pri 900 MHz in 2,4 GHz pasu.  
Te meritve so združili z 802.11n (20 MHz) in 802.11ah (1, 2, 4 in 8 MHz) 
tarčami za merjenje delovanja občutljivosti, da bi ocenili podprte fizične plasti prenosa 
podatkov na vsaki lokaciji. Pri računanju prenosa podatkov so uporabili dostopno 
točko z dvema antenama in postajo z eno anteno. Hkrati je bila upoštevana še izguba 
8 dB, da so všteli še možne realne ovire kot so človeško telo in pohištvo. 
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Slika 6: Velika hiša s kletjo in dvoriščem [8] 
 
Slike 6, 7 in 8 prikazujejo hitrost 802.11ah proti izboljšavi dometa v primerjavi 
z 802.11n in 802.11b. Podatki so vzeti iz treh domov različne velikosti. 
Vidno je, da ima 802.11ah boljšo pokritost in večji prenos podatkov na lokacijah 
z večjo izgubo poti zaradi načina nižje pasovne širine fizičnega sloja in boljše 
razširjanje pri frekvencah pod 1 GHz. 802.11n in 802.11b naprave izkusijo velike 
luknje v pokritosti za lokacije, ki zahtevajo večji domet in bi za pokrivanje celotnega 
doma potrebovale večjo oddajno moč. Večja oddajna moč pa s seboj prinese tudi večjo 
porabo energije za 802.11n in 802.11b postaje. S tem, ko izkoriščamo boljše možnosti 
dometa 802.11ah, zmanjšamo oddajno moč in tako 802.11ah naprave dosežejo 
večletno življenjsko dobo baterije za aplikacije, ki zahtevajo cikle z manjšo 
obremenitvijo. [8] 
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Slika 7: Dvonadstropna enodružinska hiša [8] 
 
 
Slika 8: Hiša s kletjo, dvoriščem in teraso [8] 
 
Za dodatek nižjim stroškom takšne povezave pa ima  802.11ah še več prostora 
za razporeditev zamud in več prostora za Dopplerjev učinek, kar to povezavo naredi 
primerno za zunanjo uporabo. Zaradi daljših simbolnih časov je toleranca razporeditve 
zamude 10-krat večja od tiste, ki jo ponuja 802.11ac. Nadalje pa ima 802.11ah še 
izboljšan »pilotni sistem« (angl. pilot system), ki omogoča robustno sledenje skozi 
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celoten paket. 802.11ah prinaša veliko novosti, ki omogočajo delovanje aplikacij, ki 
potrebujejo malo energije. V to so vključeni manjši standardni formati, ki varčujejo z 
energijo, nova prednostna prometna pravila in načrtovan dostop za baterijske naprave, 
ki izboljšajo latentnost in trke. Tu so še bolj učinkoviti načini spanja, ki napravi 
omogočajo, da dlje ostane v spečem načinu in se zažene bolj učinkovito. Za dodatek 
pa lahko 802.11ah omrežje podpira na tisoče naprav zaradi učinkovitih vpoklicnih in 
načrtovalnih mehanizmov. 802.11ah ima prav tako mehanizme, ki omogočajo 
posredovalno funkcijo, ta pa lahko še poveča pokritost. Prej omenjene tehnološke 
izboljšave skupaj z ekosistemi med seboj kompatibilnih WLAN naprav (tudi pametnih 
telefonov) predstavljajo zanimivo tehnologijo v povezavi z internetom stvari. [8] 
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6  IEEE 802.11ax za visoko učinkovit WLAN 
Nedavno vzpostavljen standard IEEE 802.11ax, ki je še vedno v zgodnji fazi 
standardizacije, je namenjen izboljšanju učinkovitosti uporabe spektra oziroma 
razpona vseh mogočih frekvenc elektromagnetnega valovanja, s katerim bi se lahko 
pasovna širina bistveno povečala. Prav tako je to prvič storjeno na način, da se 
upošteva posameznega uporabnika v več BSS okoljih. Pričakuje se, da bo dokončno 
objavljen leta 2019 in da bo s tem prinesel rešitve za bodoča pričakovanja vseh 
uporabnikov. Izzivi, ki so povezani s standardom IEEE 802.11ax so:  
 
• izboljšanje zmogljivosti WLAN do vsaj štirikrat v primerjavi s standardom 
IEEE 802.11ac; 
 
• zagotavljanje podpore pregostemu omrežju, ob upoštevanju obstoja več 
omrežij, ki se prekrivajo in številnih dostopnih točk v vsaki od njih; 
 
• doseganje visoke učinkovitosti prenosa, zmanjševanje sprememb upravljalnih  
in kontrolnih paketov, pregled strukture paketov ter izboljšanje dostopa do kanala in 
izboljšanje mehanizmov ponovnega posredovanja paketov; 
 
• omogočiti sodelovanje s spremembami, dopolnjevanjem ali ukinjanjem 
ustavnih in zakonskih predlogov; 
 
• omogočiti mehanizme za izboljšanje energetske učinkovitosti z zmanjšanjem 
porabe energije; 
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• zagotavljanje podpore multimedijskim prenosnim strategijam z nadaljnim 
razvojem MU-MIMO in več uporabniškega ortogonalnega frekvenčnega multipleksa 
(angl. OFDMA - Orthogonal Frequency - Division Multiple Access), tako v 
»downlinku« kakor tudi v »uplinku«. [9] 
 
Poleg zgoraj navedenih izzivov in potrebnih sprememb bo morala naslednja 
generacija WLAN izvajati dodatne funkcije. Kot na primer hitro in učinkovito 
preklapljanje med baznimi postajami in komunikacijo med napravami ter boljšo 
koordinacijo v več dostopnih točkah. 
6.1  Fizični nivo 
Glede fizičnega nivoja oziroma PHY plasti bo v standardu IEEE 802.11ax 
posodobljena različica standarda IEEE 802.11ac. Izzivi pri oblikovanju te plasti so 
povezani z nadaljevanjem protokola, ki so potrebni za podporo prenosa MU-MIMO in 
OFDMA. Upoštevale se bodo tudi izboljšave glede tehnik modulacije in kodiranja z 
namenom doseganja višjih stopenj prenosa in manjših SNR vrednosti. Na primer IEEE 
802.11ax lahko upošteva preverjanje paritete z nizko gostoto (angl. LDPC - Low 
Density Parity Check), kar je v prejšnji različici standarda bilo neobvezno. Poleg tega 
lahko fizični sloj tega standarda vključuje nekatere funkcije, ki omogočajo podporo za 
uporabo sheme Hybrid ARQ in s tem zagotovijo boljšo učinkovitost prenosa podatkov. 
[9] 
6.2  MAC nivo 
Da bi ohranili združljivost s prejšnjimi standardi, morajo poleg novih splošnih 
predpisov PHY imeti predpise tudi novi združljivi MAC protokoli. To pomeni, da je 
zelo verjetno, da bo izboljšani dostop do razširjenega kanala (angl. EDCA – Enhanced 
Distributed Channel Access) ohranjena kot glavna metoda dostopa do prenosnega 
kanala v standardu IEEE 802.11ax. Zato so glavni izzivi povezani z novimi različicami 
EDCA, ki bodo omogočili večje število dostopnih točk, boljšo energetsko učinkovitost 
in nove mehanizme soobstoja z drugimi brezžičnimi omrežji. Da bi se izognili 
velikemu številu uporabnikov z majhno verjetnostjo kolizije je preprosta rešitev 
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uvajanje uporabe »backoff« okna za preprečevanje kolizije. Drug pristop k izboljšanju 
osnovnega mehanizma CSMA/CA (angl. Carrier Sense Multiple Access/Collision 
Avoidance) v EDCA in izboljšanju efektivnosti pa je razmislek o decentralizirani 
nekolizijski MAC strategiji. [9] 
6.3  Pasovna širina 
Obstaja velika verjetnost, da bo standard IEEE 802.11ax ohranil enako pasovno 
širino kot IEEE 802.11ac, in sicer (20, 40, 80 in 160 MHz). Pričakuje pa se tudi, da bo 
novejši standard izboljšal mehanizem razširitve širine prenosnega kanala in boljšo 
uporabo spektra ter sožitja s sosednjimi omrežji WLAN. Take mehanizme je mogoče 
doseči z uporabo učinkovitih algoritmov za izbiro položaja primarnega kanala ali pa 
se lahko upošteva tudi soobstoj več primarnih kanalov. [9] 
6.4  Večuporabniška komunikacija 
Večuporabniška komunikacija je verjetno ena od glavnih značilnosti tega 
standarda kot tudi »downlink« ter »uplink« MU-MIMO in OFDMA. Uporaba 
večuporabne komunikacijske tehnologije ni nujno, da bo povečala zmogljivost 
sistema, ker bodo sredstva za prenos podatkov ostala enaka kot pri komunikacijah z 
enim uporabnikom.  
IEEE 802.11ax standard bo razvil boljše zmogljivosti MU-MIMO tehnologije 
pri »uplinku« in »downlinku« kot izziv za »uplink« MU-MIMO, ki bo oblikoval 
mehanizem razporejenih uporabnikov, ki bodo istočasno prenašali podatke skozi 
omrežje. Slednji zahteva, da bodo vse dostopne točke prav tako istočasno prenašale 
podatke, kar pomeni, da je v tem primeru lahko ta mehanizem zelo neučinkovit. Po 
drugi strani pa čisti pristop k zahtevi, ko ima dostopovna točka popoln CSI od vseh 
drugih dostopnih točk, da izbere najustreznejšo skupino za večuporabniško 
komunikacijo prenosa. Potem ko dostopovna točka izbere skupino bazne postaje, 
lahko polje »Trigger« služi za obveščanje, kateri uporabniki so izbrani za prenos 
podatkov med njimi. Ta pristop zagotavlja učinkovito posredovanje, vendar zahteva 
zbiranje vseh potrebnih informacij od bazne postaje in dostopne točke. V obeh 
primerih bo IEEE 802.11ax najverjetneje uvedel nove potrditve prenosa imenovane z 
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zastavico ACK (angl. acknowledge) med več uporabniki za potrditev prenosa z enim 
samim kontrolnim paketom, da bi se lahko čim bolj izognili morebitni izgubi paketov. 
[8] 
6.5  Večuporabniški ortogonalni frekvenčni multipleks 
Z uporabo večuporabniškega ortogonalnega frekvenčnega multipleksa lahko 
kanal razdelimo na več podkanalov, ki jih lahko dodelimo različnim uporabnikom. 
Verjetno bo OFDMA izveden v povezavi z razširitvijo kanala, kar pomeni, da bo v 
tem primeru vsak kanal od 20 MHz dodeljen različnim uporabnikom, tako v »uplinku« 
kot v »downlinku«. Podoben postopek pričakuje tudi MU-MIMO, medtem ko 
najnovejše raziskave kažejo, da OFDMA lahko bistveno izboljša učinkovitost WLAN 
omrežja. [9] 
6.6  Simultani prenos in prejemanje 
Poleg uporabe MU-MIMO in OFDMA je bil tudi standard IEEE 802.11ax 
narejen tudi za uporabo tehnike simultanega prenosa in prejemanja (angl. STR - 
Simultane Transfer Receive), pogosto znan kot prenos s popolnim dupleksom. Z 
uporabo STR lahko nekaj vozlišč hkrati sprejema in pošilja, kar teoretično podvoji 
zmogljivost kanala. Bistvo je v tem, da morata bazna postaja in dostopovna točka, ki 
sodelujeta pri prenosu s popolnim dupleksom, začeti s prenosom istočasno. Da bi to 
dosegli, morajo popolno dupleksne informacije biti vstavljene v RTS/CTS kontrolne 
pakete za vzpostavitev »full-duplex« prenosa. [9] 
6.7  Zagotavljanje stalne pokritosti 
Za zagotovitev stalne pokritosti z visokimi hitrostmi prenosa potrebujemo široko 
razpršene WLAN dostopne točke. Za izboljšanje soobstoja s sosednjimi omrežji in 
ponovne uporabe spektra ima WLAN tehnologija dve možnosti. Prva je, da zmanjša 
obseg njegovega učinka z zmanjšanjem moči prenosa, druga možnost pa je 
sprejemanje višjih stopenj motenj s povečanjem (angl. CCA - Clear Channel 
Assessment) ravni.  Uporaba tovrstnih tehnik lahko poveča število prenosa podatkov 
med sosednjimi omrežji WLAN in tudi gostoto omrežja, vendar to lahko tudi povzroči 
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nasprotni učinek, saj pri visokih prenosnih hitrosti obstaja možnost, da bodo nastale 
večje motnje in s tem negativen rezultat prenosa v omrežju. [9] 
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WLAN se razvija v vse bolj raznoliko in prilagodljivo tehnologijo, ki omogoča 
več kot samo dostop do interneta. Nabor storitev, ki jih omogoča tehnologija WiFi, 
postaja večji. Izbira AP pa je zmeraj težja. Tukaj se pokaže glavna prednost IEEE 
802.11aq, ki bo pomagal WiFi uporabniku pri izbiri prave AP . Tako bo pomembnejše 
informacije vezane na AP naredil vidne. [10] 
7.1  WiFi Direct 
Kljub temu, da večina uporabnikov uporablja WiFi samo za dostop do interneta, 
je to zgolj eden od načinov uporabe. Večji koraki v WiFi evoluciji so, med ostalim, 
prehod v P2P osebne mreže, za kar se je do sedaj uporabljala tehnologija Bluetooth. 
To je v skladu z napredkom, ki je bil dosežen s prihodom WiFi Direct. Ime WiFi P2P 
pa je definirano s strani WFA organizacije in naj bi omogočal direktno povezovanje 
med napravami, brez posredovanja AP. Da bi nadomestil vse prednosti tradicionalnega 
WiFi-ja, bo osnovna infrastruktura WiFi Direct bazirala na WLAN arhitekturi.  
To pomeni, da bodo WiFi Direct naprave tvorile skupino imenovano P2P 
naprave, kjer bo eden izmed članov skupine prevzel vlogo »lastnika skupine« (angl. 
Host) in se bo obnašal kot AP. Iz perspektive uporabnika te naprave omogočajo P2P 
komunikacijo na način, da identiteta lastnika skupine ni znana uporabniku, lastnik 
skupine je izbran dinamično/naključno ob kreiranju skupine. Da bi nastala P2P 
skupina, se morata dve entiteti v fazi iskanja, najti. Postopek iskanja poteka z aktivnim 
skeniranjem po treh kanalih pri frekvenci 2.4 GHz. Naslednji korak je izbira lastnika 
skupine, WPS in konfiguracija IP naslova. Ko so pogoji doseženi, naprava postane 
lastnik skupine in streže drugim P2P uporabnikom preko zavarovane brezžične 
povezave. [10] 
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7.1.1  Prenos datotek z uporabo WiFi Direct  
Prenos datotek z uporabo storitve za pošiljanje v omrežju WiFi Direct je 
enostaven in učinkovit v primerjavi z drugimi možnostmi komunikacije kratkega 
dosega, kot je Bluetooth. Za operacijski sistem Android je bilo razvitih več aplikacij, 
ki uporabljajo WiFi Direct za prenos datotek med mobilnimi napravami. Pushbullet, 
SuperBeam, AirDroid in SHAREit so primeri mobilnih aplikacij za prenos datotek, ki 
so na voljo v trgovini Play (angl. Play Store). Sam sem za prenos datotek izbral 
aplikacijo SHAREit. [6] 
Najprej je bilo potrebno aplikacijo SHAREit namestiti na telefon in na 
računalnik. Po končani namestitvi je bilo potrebno zagnati aplikacijo na računalniku, 
kjer aplikacija sama nastavi ime dostopne točke ter generira geslo. Na telefonu pa je 
bilo potrebno najprej omogočiti povezavo WiFi Direct. 
 
Slika 9: Nastavljanje dostopne točke na računalniku  
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Slika 10: Omogočanje WiFi vroče točke na telefonu 
 
Ko je na telefonu omogočena WiFi vroča točka, je  vse pripravljeno, da vpišemo geslo 
in  se povežemo v omrežje.  
 
Slika 11: Vpisovanje gesla in povezovanje z AP 
 
Ko smo povezani v omrežje, odpremo SHAREit aplikacijo tudi na telefonu, kjer 
se nam pokažejo naprave, ki so del istega omrežja. Poiščemo napravo, s katero želimo 
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izmenjati podatke, v našem primeru računalnik (PC1), kliknemo na ikono in ji 
pošljemo zahtevo po povezavi. Ko druga naprava sprejme zahtevo po vzpostavitvi 
povezave, smo pripravljeni na  prenos datotek. V glavnem meniju izberemo podatke, 
ki jih želimo prenesti na drugo napravo. V našem primeru je bila to datoteka v velikosti 
800 Mb. 
 
Slika 12: Prenašanje podatkov preko WiFi Direct povezave 
 
Za prenos datoteke iz mobilne naprave na računalnik (PC1) smo s pomočjo WiFi 
Direct povezave potrebovali 20 s, kar je občutno manj kot s tehnologijo Bluetooth, ki 
je za prenos iste datoteke potrebovala 492 s. WiFi Direct v primerjavi z Bluetooth 
dosega veliko višje prenosne hitrosti, tudi v našem primeru je  hitrost prenosa presegla 
35 Mb/s, medtem ko smo z Bluetooth dosegali hitrosti zgolj do 2 Mb/s. Glavna slabost 
WiFi Direct pa je, da lahko v nekaterih aplikacijah porabi kar 40-krat več energije od 
Bluetootha. V tabeli 1 so prikazane še ključne tehnične lastnosti obeh tehnologij. 
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 Bluetooth 5.0 WiFi Direct 
P2P izmenjava podatkov Da Da 
Hitrost prenosa 1-3 Mbit/s do 250 Mbit/s 
Domet do 400m do 200m 
Poraba energije 0.01 – 1 W 2 – 20 W 
Frekvenca delovanja 2.4 GHz 2.4 GHz 
Storitev odkrivanja Da Da 
 
Tabela 1: Primerjava med Bluetooth 5.0 in WiFi Direct [7] [11] 
 
7.1.2  Varnost v WiFi Direct 
WiFi Direct zahteva, da vse naprave P2P izvajajo WiFi Protected Setup (WPS), 
da zagotovijo vzpostavitev povezave in komunikacijo v skupini P2P. 
V shemi WPS, P2P GO izvaja notranji register, medtem ko naročnik P2P 
implementira »Enrollee« (P2P odjemalce). Shema WPS deluje v dveh fazah. V fazi 1 
notranji register ustvari in izdaja podatke o omrežju. V fazi 2 pa se P2P odjemalec 
znova poveže. [11] 
7.1.3  WiFi Direct storitve 
Z uporabo WiFi Direct-a poznamo podobno storitev imenovano Miracast 
(standardizirana s strani WFA), ki omogoča deljenje multimedijske vsebine, kot so 
audio in video vsebine, preko WiFi Direct povezave. Omogoča uporabnikom deljenje 
zaslona telefonske naprave ali neke druge prenosljive naprave na veliki zaslon 
televizije ali monitorja. Kljub temu je pomanjkljivost zgornjega sloja eden od glavnih 
problemov, ki bodo omejili WiFi Direct kot popularno P2P tehnologijo. Zaradi vsega 
tega so v razvoju WiFi Direct storitve, ki bi omogočil programerjem razvoj 
prilagodljive in interoperabilne aplikacije. S tem bi WiFi Direct moral postati še bolj 
pomemben v prihodnosti.[10] 
7.1.4  Varčevanje z energijo 
Razen energetske učinkovitosti, ki je prednost 802.11 WLAN-a, WiFi Direct 
definira dva nova mehanizma za varčevanje energije. 
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To sta »priložnostno varčevanje z energijo« (angl. OppPS - Opportunistic 
PowerSave) in obveščanje o odsotnosti NoA (engl. NoA - Notice of Absence), glede 
na to, da je lastnik skupine običajno prenosljiva naprava, ki se napaja preko baterije. 
Priložnostno varčevanje z energijo nudi lastniku skupine niz prekinjenih prihrankov 
energije na način, da izkorišča čas, ko so P2P entitete v »dose state«.  
Obveščanje o odsotnosti definira še boljši način varčevanja energije, ki omogoča 
lastniku skupine odsotnost za določen čas, tako da bo njegova odsotnost vnaprej 
najavljena ostalim povezanim P2P entitetam. [11] 
7.2  Passpoint 
Novi program certificiranja imenovan Passpoint, prav tako razvit s strani WFA, 
kot rešitev za povezovanje do omrežja na hotspot lokacijah bazira na IEEE 802.11u in 
WFA Hotspot 2.0 specifikaciji. Odpravi potrebo, da uporabnik išče omrežje, izbira AP 
in v mnogih primerih ponovnega preverjanja (avtentikacijo). Passpoint avtomatizira 
postopek tako, da omogoča nemoteno povezovanje med hotspot-i in mobilnimi 
napravami ter zagotavlja varno brezžično omrežje. [10]   
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IEEE 802.11ai Task Group razvija specifikacijo za hitro začetno vzpostavitev 
povezave (angl. FILS - Fast Initial Link Setup), ki obljublja reševanje skrbi operaterjev 
v povezavi s slabo razbremenitvijo na WLAN. Skrbi jih predvsem višek signalne 
povezave, počasni mehanizmi za predajo podatkov (angl. handoff mechanisms) med 
hotspot dostopnimi točkami in »sondne nevihte« (angl. probe storms), ki vodijo do 
izgube storitve. [8] 
8.1  Hitrejša vzpostavitev povezave 
802.11ai izboljša izkušnjo z omrežno povezavo s hitrejšo vzpostavitvijo 
povezave, ki jo omogočajo določeni koraki za dokončanje združitve in avtentikacija s 
štiri smernim »handshake« protokolom in dodelitvijo IP naslova, ki to izvršijo v le 
dveh povratnih potovanjih. FILS okvir za iskanje omrežij je določen, kar vodi do bolj 
učinkovitih in hitrejših Beacon oddajanj. Beacon okvir je nadzorni okvir, ki vsebuje 
vse podatke o omrežju, vse to pa omogoča hitrejše zaznavanje omrežij.  
Predajanje med dostopnima točkama (AP-to-AP handoff) je izboljšano v gosto 
postavljenih omrežjih s pomočjo obveščanja sosednje dostopne točke in obveščanja 
FILS parametrov v beacon in sondnih odgovorih. Obvestilo sosednje dostopne točke 
vsebuje elemente, kot so BSSID, SSID, informacije o kanalu in ciljni čas oddajanja 
(angl. TBTT - Target Beacon Transmit Time ) z odmikom od sosednjih dostopnih točk. 
Informacije teh parametrov občutno zmanjšajo čas pregleda omrežja naprave. 
Obvestilo FILS parametrov je sestavljeno iz elementov, kot so identifikator 
podomrežja, avtentikacijska domena in domena IP naslova dostopne točke. 
Infromacije teh parametrov pomagajo napravi, da prepozna pravo dostopno točko in 
omogočajo hitrejšo vzpostavitev povezave. [8] 
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8.2  Hitrejši čas vzpostavitve povezave z novo dostopno točko 
802.11ai občutno zmanjša čas, ki je potreben, da naprava vzpostavi povezavo z 
novo dostopno točko, ki ima drugačen SSID in ID podomrežja, iz približno 8 s na manj 
kot 0,5 s. Prav tako zmanjša »sondne nevihte« (angl. probe storms) tako, da predstavi 
alternativne načine povezave z neučinkovitimi »sondnimi prošnjami« (angl. probe 
request) in odgovori (angl. response). Predstavljeno je novo učinkovito hitro 
sporočanje, ki vključuje Broadcast Probe Response, Selective Probe Response, ki 
temelji na vsebini Probe-Request-a, in krajše Probe Response, ki vsebujejo le 
parametre, ki so se spremenili od zadnjega povezovanja. Okvir FILS za iskanje 
omrežij, ki je poslan bolj pogosto kot Legacy Beacon, prav tako zmanjša promet probe 
requestov in response-ov. [8] 
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9  Zaključek 
Pri pisanju diplomske naloge smo zelo dobro spoznali obstoječe tehnologije za 
WLAN ter tehnologije v razvoju, ki se zaradi potrebe na trgu hitro razvijajo in uvajajo.  
Ta tehnologija zelo hitro pridobiva na popularnosti, še posebej z naglim razvojem 
majhnih prenosnih naprav.  
Ugotovili smo, da tehnologija ni uporabna samo za dostop do interneta, ampak 
se jo da zelo dobro izkoristiti tudi za postavljanje WiFi P2P osebnih mrež, saj se pri 
prenosu podatkov in povezovanju med P2P odjemalci izkaže za zelo dobro. 
Tudi v prihodnosti bo tehnologija WLAN še naprej nadaljevala z razvojem 
standardov, ki bodo dosegali višje prenosne hitrosti, omogočali večjo pasovno širino, 
s tem pa bodo zagotavljali tudi boljšo zmogljivost omrežja. Velik napredek tehnologije 
WLAN iz vidika povečanega dometa in majhne porabe energije pa se pričakuje tudi 
zaradi razvoja hišne avtomizacije in IoT, saj število naprav, ki so med seboj povezane 
v IoT strmo narašča. 
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