SIMULASI DAN ANALISIS QOS PADA JARINGAN MPLS-VPN DENGAN MENGGUNAKAN BGP-CONFEDERATION by ARIE RASYID
SIMULASI DAN ANALISIS QOS PADA JARINGAN MPLS-VPN DENGAN
MENGGUNAKAN BGP-CONFEDERATION
 
Arie Rasyid¹, Rendy Munadi ², Leanna Vidya Yovita³
 
¹Teknik Telekomunikasi, Fakultas Teknik Elektro, Universitas Telkom
Abstrak
Salah satu parameter yang perlu diperhatikan dalam suatu sistem komunikasi adalah Quality of
Service (QoS). Oleh karena itu, untuk memenuhi kebutuhan QoS pada layanan multimedia pada
sebuah jaringan internet, banyak dikembangkan beberapa arsitektur jaringan, diantaranya
differential service, Resource Reservation Protocol (RSVP), Multi Protocol Label Switching
(MPLS) dan lain sebagainya.
MPLS adalah suatu metode forwarding data melalui suatu jaringan dengan menggunakan
informasi dalam label yang dilekatkan pada paket IP. Ada banyak aplikasi yang digunakan pada
MPLS, salah satunya adalah Virtual Private Network (VPN). MPLSVPN memiliki banyak manfaat
seperti skalabilitas dan keamanan. MPLS-VPN biasanya dibangun dengan menggunakan protocol
routing Border Gateway Protocol (BGP). BGP adalah sebuah sistem protocol routing antar
Autonomous System (AS) dimana sistem BGP dalam suatu AS harus berhubungan dengan semua
sistem BGP lainnya sehingga membentuk Full-mesh configuration. Semakin bertambahnya
jaringan akan mengakibatkan jumlah session iBGP yang semakin banyak pada router BGP. Untuk
mengatasi hal tersebut dapat digunakan berbagai cara salah satunya adalah dengan
menggunakan mekanisme BGP Confederation. BGP Confederation akan mengurangi jumlah
koneksi yang dibutuhkan suatu AS dengan cara membagi kembali sebuah single AS menjadi
beberapa sub-AS dimana sebuah sub-AS terdiri dari beberapa router AS.
Dalam tugas akhir ini diimplementasikan teknologi MPLS-VPN dengan menggunakan BGP
Confederation dalam jaringan kecil yang menggunakan GNS3 sebagai emulator MPLS Router dan
dibandingkan dengan penggunaan Full-Mesh pada jaringan MPLS-VPN. Pengukuran yang
dilakukan meliputi QoS yang terdiri dari waktu delay, jitter, throughput dan packet loss. Adapun
hasil dari pengimplementasian ini diharapkan dapat memberikan gambaran tentang teknologi
MPLS-VPN dengan menggunakan BGP Confederation.
Dari hasil pengukuran yang dilakukan didapatkan hasil bahwa penggunaan BGPConfederation
untuk jaringan MPLS-VPN mampu memperkecil delay hingga 14.93%, memperbesar throughput
hingga 8.55%, memperkecil packet loss hingga 26.16%, dan memperkecil jitter hingga 15.69 %.
Hal ini menunjukkan bahwa penggunaan BGPConfederation memberikan performansi yang lebih
baik daripada penggunaan topologi Full- Mesh untuk jaringan MPLS-VPN.
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Abstract
One of parameter that needs to be considered in communication system is Quality of Service
(QoS). Therefore, to fulfill the QoS requirements of multimedia services on internet network,
there are many architecture network that have been developed such as differential service,
Reservation Protocol (RSVP), Multi Protocol Label Switching (MPLS) and etc.
MPLS is a method of forwarding data over a network using the information in the label attached
to an IP packet. There are many applications that are used in MPLS, one of those is a Virtual
Private Network (VPN). MPLS-VPN has many benefits such as scalability and security. MPLS-VPN
is usually constructed by using a routing protocol Border Gateway Protocol (BGP). BGP is routing
protocol for inter-Autonomous System (AS) in which BGP systems within the AS should connect to
all other BGP systems to form a full-mesh configuration. Therefore, increasing number of
networks will result to more iBGP session on BGP routers. To overcome this problem can be used
in many ways and one of those is to use the mechanism of BGP Confederation. BGP Confederation
will reduce the number of connections required of AS by dividing the AS into a single sub-AS in
which a sub-AS consists of several AS routers.
In this final project implement an MPLS-VPN technology using BGP Confederation in a small
network uses GNS3 as an MPLS Router emulator and compared to uses of Full-Mesh.
Measurements taken include QoS consists time delay, jitter, throughput and packet loss. The
result of this implementation is expected to provide a snapshot of the MPLS-VPN technology
using BGP Confederation.
From the results of measurements, it is showed that the using of BGP-Confederation for MPLS-
VPN network can minimized up to 14.93%, increase throughput to 8.55%, minimized packet loss
up to 26.16% and minimized jitter up to 15.69 %. This suggests that the using of BGP-
Confederation is providing better performance than the use of Full-Mesh topology on MPLS-VPN.
Keywords : QoS, MPLS-VPN, BGP, BGP Confederation
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DAFTAR SINGKATAN 
 
AS  = Autonomous System 
ATM  = Asynchronous Transfer Mode 
BGP  = Border Gateway Protocol 
CE  = Customer Edge 
FEC  = Forwarding Equivalence Class 
GNS3  = Graphical Network Simulator 3 
IP  = Internet Protocol 
ISP  = Internet Service Provider 
LAN  = Local Access Network 
LDP  = Label Distribution Protocol 
LIB  = Label Information Base 
LSP  = Label Switched Path 
LSR  = Label Switching Router 
MPLS  = Multi Protocol Label Switching 
PE  = Provider Edge 
QoS   = Quality of Service 
RR  = Route Reflektor 
RSVP  = Resource Reservation Protocol 
TCP  = Transmission Control Protocol 
TDP  = Tag Distribution Protocol 
TTL  = Time to Live 
UDP  = User Datagram Protocol 
VoIP  = Voice over Internet Protocol 
VPN  = Virtual Private Network  
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BAB V 
KESIMPULAN DAN SARAN 
 
5.1 KESIMPULAN 
Berdasarkan dari hasil proses implementasi, pengujian, dan analisis maka dapat 
ditarik kesimpulan sebagai berikut: 
1. Penggunaan BGP-Confederation pada jaringan MPLS-VPN mampu memperkecil 
delay hingga 14.93% jika dibandingkan dengan Full-Mesh pada jaringan MPLS-
VPN. 
2. Penggunaan BGP-Confederation pada jaringan MPLS-VPN memberikan nilai 
throughput yang lebih besar daripada Full-Mesh. Perbedaan signifikan terlihat ketika 
kedua topologi diberikan trafik yang tinggi. 
3. Pada penggunaan BGP-Confederation pada jaringan MPLS-VPN, packet loss 
menurun sebesar 26.16% jika dibandingkan dengan penggunaan Full-Mesh. Hal ini 
menunjukkan bahwa penggunaan BGP-Confederation lebih handal dalam menangani 
paket . 
4. BGP-Confederation dapat memperkecil nilai jitter hingga 15.69 % dibandingkan 
dengan penggunaan Full-Mesh pada jaringan MPLS-VPN.  
 
5.2 SARAN 
Saran yang dapat diajukan untuk penelitian lebih lanjut adalah: 
1. Dapat dikembangkan model jaringan MPLS-VPN dengan metode perpaduan BGP-
Confederations dan Route-Reflector. 
2. Dilakukan implementasi di skala yang lebih besar lagi dengan aplikasi yang berbeda-
beda. 
3. Adanya pengujian terhadap layanan data HTTP, FTP dan video. 
4. Gunakan dedicated router ataupun PC router agar bandhwidth lebih mendekati 
jaringan nyata. 
5. Menggunakan simulator jaringan selain GNS3 seperti NS2, OPNET, OMNeT, boson, 
dll. 
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