
























「プライバシー・パラドックス」という1（Barnes, 2006; Norberg et al.,2007; Utz and Kramer, 2009; 
Boyd and Hargittai, 2010; Oetzel and Gonja, 2011; Baek, 2014）。簡単に言い換えると、人々がプライバ
シーに不安を抱いているにもかかわらず、 SNSなどインターネット上では個人情報を進んで開示し
ているというのが、プライバシー・パラドックスである。これまでの研究の多くは、プライバシー・






















　本調査では、代表的な SNSとして、 Facebookと Twitterを取り上げ、それぞれについて、自己開
示の程度を質問した。
　SNSを実名で利用しているのか、それとも匿名（またはハンドル名）で利用しているのかという
































































































































一般に、インターネットを使っているときのプライバシーについて 9．9 14．1 50．6 20．9 4．6
ネットショッピングをするときに、あまりに多くの個人情報を聞かれる
ことについて
17．1 17．5 46．0 16．7 2．7
ネットでのやりとりを通じて、知らない人があなたの個人情報を集める
ことについて
39．9 24．7 26．6 7．2 1．5
ネット上で安全に保管している個人情報が他人からみられることについて 34．6 25．5 33．1 5．3 1．5
誰かが、あなたの健康・医療記録に電子的な方法でアクセスする可能性
について
26．6 25．1 30．0 14．8 3．4
あなたの送った電子メールを、相手以外のだれかに見られることについて 28．2 21．0 35．1 13．0 2．7
コンピュータウイルスによって、あなたの名前で電子メールが送られる
ことについて
49．8 18．3 25．5 4．9 1．5
ネットショッピングで使ったあなたのクレジットカード番号がだれかに
よって使われることについて
61．8 13．4 17．6 5．0 1．9
ネットショッピングであなたが使ったクレジットカードについて、誤っ
た請求がなされることについて
59．5 16．0 19．1 3．1 2．3
ネット上で、あなたになりすました他人が個人情報を垂れ流すことにつ
いて
55．1 17．5 20．5 6．1 0．8
ネット上であなたの氏名、年齢、住所などの個人情報が漏えいすること
について
54．0 18．6 21．3 4．9 1．1
企業がネットで集めたあなたの購買履歴や行動履歴を活用しておすすめ
の商品の広告を出すなど販売促進に活用することについて


































注意して生活している 71．4 28．6 0．0
多少は注意して生活している 33．8 64．1 2．1



























低 35．3 35．3 29．4
中 28．6 34．3 37．1
高 22．2 50．0 27．8




低 25．3 43．0 31．6
中 16．9 45．8 37．3

















低 48．8 28．7 21．3
中 66．7 14．3 19．0
高 59．2 22．4 18．4




低 55．9 14．7 29．4
中 51．4 14．3 34．3





低 20．9 64．0 15．1
中 43．3 53．3 3．3











イ 2 乗検定 ; p＜0．01）。また、ウェブ上の個人情報をうまくコントールできていると思う人ほど、












低 46．9 24．5 28．6
中 32．2 37．9 29．9





低 60．0 20．0 20．0
中 32．4 35．2 32．4









ソーシャルメディア上で進んで重要な個人情報を開示しているのである（Barnes, 2006; Gross and 
Acquisti, 2005; Nordenberg et al., 2007）。プライバシー・パラドックスが生じる原因としては、人々
の低いネットリテラシー（Hargittai, 2009; Park, 2011）、ネット上の個人情報を活用した取引に対する
利便性の認知ゆえの自己開示への積極性（Xu et a., 2011）、ネット上で自己開示が行われる際の社会
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Self-disclosure in SNS and the Privacy Paradox
Shunji MIKAMI
　In recent years, as the rapid diffusion of SNS, huge amount of personal information has 
been distributed in society, resulting in many cases of privacy infringement. Although gener-
al privacy concerns are high, disclosures of personal information on SNS are increasing, 
which is currently known as “ privacy paradox”. In this study, the author conducted a survey 
to university students and testified the privacy paradox hypothesis. The result shows that the 
privacy concerns can be measured in a one-dimensional scale and that the privacy concerns 
were stronger in women than in men. Those who take care of their privacy are more likely to 
take protective action to other’s privacy than those less take protective actions. There were 
no significant relations between privacy concerns and self-disclosure on SNS, which sug-
gests the existence of privacy paradox. While those who had high privacy concerns tended 
to take privacy protective actions in their daily life, which are contradictory to privacy para-
dox hypothesis. In sum, this study showed no consistent phenomenon of privacy paradox. 
There may be a lot of factors for determining the privacy paradox. Therefore, future research 
is needed, expanding sample subjects and including multiple factors in the analysis.
