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ABSTRAKT
Táto diplomová práca sa zaoberá implementáciou štandardu IEEE 802.11ah do sieťového
simulátora NS-3 (Network Simulator). V úvodnej časti diplomovej práce je opísaná M2M
komunikácia, na ktorú by bol štandard IEEE 802.11ah vhodný. M2M komunikácia sa
postupne viacej využíva v spoločnosti, preto je snaha o vytvorenie nového štandardu na
tento typ komunikácie. V práci je uvedená charakteristika tohto štandardu na základe
dosiaľ dostupných špecifikácií, ktoré vydáva skupina TGah (Task Group ah). V tejto práci
sú vykonané zmeny v NS-3 na podporu tohto štandardu. Následne je vytvorený scenár
so základnou topológiou v NS-3 s využitím štandardu IEEE 802.11ah, kde sa testuje
funkčnosť štandardu. Výsledkom práce je opis vykonaných zmien a analýza výstupných
súborov vytvorených v rámci simulácie.
KĽÚČOVÉ SLOVÁ
NS-3, IEEE 802.11ah, fyzická vrstva (PHY), linková vrstva (MAC), M2M komunikácia
ABSTRACT
This diploma thesis deals with the implementation of standard IEEE 802.11ah into ne-
twork simulator NS-3. The first part of the diploma thesis describes M2M communication
for which the standard IEEE 802.11ah would be suitable. M2M communication is being
more and more used in the society, that is why there is an effort to develop a new
standard for this type of communication. The thesis contains a description of this stan-
dard based on technical specifications brought out by the Task Group ah (TGah). Some
changes have been made in NS-3 for the purpose of this thesis in order to support this
standard. In the next part there is a created scenario with basic topology in NS-3 with
usage of standard IEEE 802.11ah, in which the functionality of the standard is tested.
The result of this diploma thesis is a description of the changes which have been made
and analysis of the output files from the simulation.
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ÚVOD
Táto diplomová práca sa venuje oblasti M2M (Machine-to-Machine) komunikácie,
ktorá sa postupom času viac presadzuje aj v domácnostiach vo využití inteligent-
ných meracích senzorov a zariadení. Tento typ komunikácie má určité požiadavky,
ktoré by mali štandardy vyvíjané práve pre túto oblasť spĺňať a dodržiavať. Keďže
počet týchto senzorov môže byť vysoký, rádovo stovky až tisícky, musia štandardy
podporovať veľký počet zariadení a mali by zaručovať nízku spotrebu energie, keďže
tieto zariadenia budú obsahovať batérie a nebudú napájané priamo.
Jedným z týchto štandardov, ktorý sa vyvíja a mohol by byť ideálny pre M2M
komunikáciu, je štandard IEEE 802.11ah. V práci je uvedený aj prehľad ostatných
štandardov a vzájomné porovnanie so štandardom IEEE 802.11ah. Na základe týchto
porovnaní sa dá určiť, prečo je tento štandard na uvažované využitie najvhodnejší.
V 2. kapitole je uvedený opis štandardu IEEE 802.11ah, jeho vlastností a tiež
iných typov využitia v praxi. V dôsledku požiadavok M2M komunikácie sa musela
fyzická a linková vrstva doplniť o nové metódy, techniky, nové typy rámcov alebo
rozšíriť niektoré rámce na špecifickejšie použitie. V tejto kapitole sú opísané tie
najhlavnejšie zmeny pri tomto štandarde.
V ďalšej kapitole (viz kapitola 3) je predstavený sieťový simulátor NS-3 (Ne-
twork Simulator 3), do ktorého bude vytvorený model štandardu IEEE 802.11ah
implementovaný. Je tu porovnaný s ďalšími dostupnými sieťovými simulátormi a ich
vlastnosťami a následne je tu uvedený dôvod výberu NS-3 pre túto prácu. V druhej
časti tejto kapitoly sa nachádza opis dokumentácie Wi-Fi modelov pre NS-3 a aké
rôzne technológie, typy rámcov a algoritmy v aktuálnej verzii podporuje.
V nasledujúcej časti (viz kapitola 4) je predstavený návrh zmien na základe
dostupných technológií a modulov v NS-3 na podporu štandardu IEEE 802.11ah.
Tieto zmeny boli navrhnuté využitím zatiaľ dostupných špecifikácií pre tento štan-
dard. Navrhované úpravy sú rozdelené na fyzickú a linkovú vrstvu, ku každej je
popis parametrov/vlastností, ktoré treba zmeniť a ktoré doplniť či vytvoriť.
V 5. kapitole je opísaná implementácia štandardu IEEE 802.11ah do NS-3. Je
tu podrobne vysvetlené, ktoré zmeny boli vykonané, a sú tu uvedené aj niektoré
nedostatky NS-3, na základe ktorých určité zmeny nebolo možné zaviesť.
V posledných 2 kapitolách je opísaný vytvorený scenár v NS-3, ktorý pre stanice
využíva štandard IEEE 802.11ah. V 6. kapitole je podrobne opísaný scenár, ako
bol vytvorený a ako boli jednotlivé parametre nastavené. V kapitole 7 sú uvedené
dosiahnuté výsledky a analýza výstupných súborov zo simulácie.
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1 M2M KOMUNIKÁCIA
V súčasnosti sa domáce siete vyvíjajú čím ďalej tým rýchlejšie. V domácnosti sa
nachádza mnoho zariadení rôzneho typu, ako sú terminály, prístroje, senzory, tele-
vízory a mobilné telefóny. S rastúcim počtom týchto zariadení sa stáva komunikácia
M2M (z anglického Machine to Machine) akýmsi vzorom alebo modelom v domácich
sieťach, ktoré sa momentálne z väčšej časti skladajú na komunikácii od zariadenia
k človeku (Machine to Human) [5]. Teda zariadenia posielajú informácie o stave
používateľovi či už na mobilný telefón, alebo na server. M2M komunikácia je zalo-
žená na nízkej spotrebe energie, nízkej cene zariadení a len miernom vplyve človeka.
Tieto siete sa skladajú z veľkého počtu zariadení a brány. Zariadenia sa označujú
MTCDs (Machine Type Communication Devices) a brána sa označuje MTCG (Ma-
chine Type Communication Gateway) [4]. Brána má na starosti spojenie medzi jed-
notlivými zariadeniami a taktiež komunikáciu medzi M2M sieťou a inými sieťami,
ako je napríklad internet [5].
Obr. 1.1: M2M sieť v domácnosti
Z dátového hľadiska sa M2M komunikácia skladá z 3 fáz - zber dát, prenos dát
a spracovanie dát. Zber dát je v podstate príjem dát zo zariadení a reprezentuje
prenos od MTCDs na server. Existuje aj opačný smer, kde si server sám vyžiada
informácie od zariadenia. Fáza spracovania dát reprezentuje prácu, analýzu a taktiež
zahŕňa reakciu pre zariadenia alebo aplikácie [5].
Zariadenia sú zvyčajne malé a lacné, čo v podstate obmedzuje M2M komuniká-
ciu, hlavne čo sa týka spotreby energie, výpočtového výkonu, úložiska. Kvôli týmto
12
Tab. 1.1: Prehľad technológií a ich parametrov
ZigBee Bluetooth 802.11ah Bluetooth Smart 802.15.4
Spotreba
energie








250 kbps 24Mbps >100 kbps 1Mbps 20 - 250 kbps
Počet
staníc
64 000 8 8 192 8 Rôzny
Pokrytie 10 - 100m 100m 1km <100m 10 - 50m
požiadavkám vznikli rôzne výzvy v návrhu M2M sietí, aby bola čo najefektívnejšia
a najspoľahlivejšia. Jednou z nich je rádiové rušenie, hlavne čo sa týka zariadení vo
frekvenčnom pásme ISM (Industrial, Science, Medical) [5]. V tomto pásme je mnoho
zariadení v domácnosti ako mikrovlnná rúra a iné. Funkčnosť M2M sietí môže byť
v značnej miere degradovaná pre toto rušenie. Ďalší problém je v obmedzenosti za-
riadenia. Toto sa týka hlavne zdroja energie, úložiska a výpočtového výkonu. Pri
bezdrôtových sieťach vždy existuje kompromis medzi spotrebou energie, spoľahli-
vosťou a flexibilnosťou. Keďže nie všetky zariadenia budú mať prístup k napájaniu,
väčšina z nich bude musieť byť napájaná iným spôsobom, v najväčšej miere to budú
batérie. Ďalšou vecou, ktorú treba brať do úvahy je rôznorodosť zariadení a služieb,
ktoré môžu generovať veľmi rozdielne dáta, ako sú údaje o zdraví, plyne/vode alebo
o teplote a rôzne iné. Keďže človek do týchto sietí zasahuje len minimálne, musí byť
táto sieť schopná samokonfigurácie, samoopravy, samosprávy [5]. Rôzne zariadenia
môžu existovať aj na meranie funkcií života človeka, preto tu musí byť zabezpečená
aj podpora kvality služieb (Quality of Service QoS). Tieto údaje sú veľmi dôležité,
preto musia mať prednosť pred ostatnými dátami, aby sa nenastala situácia, že tieto
dáta sú v dôsledku zahltenia pamäte zahodené v prospech iných dát. V neposlednom
rade je tu bezpečnosť, ktorú tiež treba brať do úvahy [5].
M2M miestne siete je označenie, ktoré bolo použité v špecifikácií ETSI TS 102
6901. Je to v podstate akákoľvek sieťová technológia umožňujúca spojenie M2M
zariadení na úrovni prvých 2 vrstiev - fyzická (PHY) a podvrstva MAC, ktorá je
súčasťou linkovej vrstvy v rámci danej siete alebo umožňuje pripojenie k internetu
1http://goo.gl/5DgGFY.
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použitím smerovača (switch) alebo brány (gateway). Rôzne príklady týchto sietí sú
IEEE 802.15.x, ZigBee, KNX, Bluetooth, ako aj vyvíjaný štandard IEEE 802.11ah
alebo lokálne siete, ako je meter bus (M-BUS) alebo wireless M-BUS (v tab. 1.1 je
porovnanie niektorých týchto technológií) [12].
1.1 Predpoklady použitia IEEE 802.11ah pre ko-
munikáciu M2M
V poslednom čase sa vyvíjal taktiež štandard IEEE 802.11ah. Tento štandard má
rôzne výhody, vďaka ktorým by sa mohol používať ako hlavný štandard pre M2M ko-
munikáciu. Štandard používa prístupový bod (AP), ktorým je vlastne brána v M2M
komunikácii. Prístupový bod a zariadenia môžu spolu komunikovať prostredníctvom
relay.
Obr. 1.2: Použitie relay na sprostredkovanie komunikacie [3]
Relay je objekt, ktorý sa logicky skladá z 2 častí, a to relay-AP a relay-stanica
(viz obr. 1.2). Vďaka tomuto relay môžu stanice použiť vyššie dátové rýchlosti, čo
znižuje spotrebu energie. Takisto sa pomocou týchto relay môže zvýšiť pokrytie. Na
obr. 1.3 vidieť 2 možnosti použitia relay [1]. Na obr. 1.3 a) je vzdialenosť relay od
stanice a AP rovnaká. Cesta prostredníctvom relay bude vyžadovať viac rámcov a
tiež bude potrebovať samostatný prístup ku kanálu. Ale keďže vzdialenosť od relay je
kratšia, zníži sa spotreba energie stanice. Na obr. 1.3 b) kratšia vzdialenosť umožňuje
použiť vyššie modulačné a kódovacie techniky. S týmto prístupovým bodom budú
všetky zariadenia v sieti komunikovať a prostredníctvom tohto bodu budú schopné
pripojiť sa na internet. Tento prístup má 2 hlavné výhody [1], [3]:
14
• Pri sieťach bez použitia prístupového bodu musia všetky stanice udržovať su-
sedstvá so všetkými ostatnými zariadeniami. Pri použití prístupového bodu
stačí, aby stanice boli len v dosahu AP.
• AP môžu pakety pre stanice ukladať do medzipamäte a poslať ich, až keď
sú stanice prebudené. Tak môžu stanice vypnúť svoje vysielače, zatiaľ čo AP
spracuje ich pakety, čo zníži spotrebu energie.
Obr. 1.3: Použitie relay na úsporu energie, resp. na zvýšenie pokrytia [1]
Súčasne Wi-Fi štandardy pracujú na frekvencii 2,4GHz, resp. 5GHz, a sú rušené
zariadeniami pracujúcimi v týchto pásmach. Štandard IEEE 802.11ah využíva frek-
venčné pásma, ktoré nie sú tak rušené ako pásmo ISM. Využíva pásmo pod 1GHz,
konkrétne 863 - 868MHz pásmo pre Európu a iné pásma v iných krajinách, ktoré sú
zobrazené na obr. 1.4.
Tak vzrastie aj veľkosť pokrytia oproti 2,4 a 5GHz pásmam [5]. Oblasť pokrytia
je v porovnaní s ostatnými technológiami, ktoré tiež podporujú nízku spotrebu ener-
gie (ZigBee, Bluetooth) relatívne väčšia. Takisto spotreba energie zariadení môže byť
znížená na týchto frekvenciách vzhľadom na vlastnosti šírenia signálu a jednoduch-
šie komponenty. Rýchlosť prenosu pri tomto štandarde musí byť minimálne 100 kbps
[11]. Štandard IEEE 802.11ah používa podobne ako štandard IEEE 802.11a tech-
nológiu OFDM2. Štandard IEEE 802.11ah podporuje následujúce šírky kanálov, a
to: 1MHz, 2MHz, 4MHz, 8MHz a 16MHz. Všetky stanice pracujúce využívajúce
2V prílohe A sa nachádza tabuľka štandardov IEEE 802.11 a ich základné parametre.
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Obr. 1.4: Frekvenčné pásma v jednotlivých krajinách [2]
štandard IEEE 802.11ah musia podporovať minimálne pásma 1 a 2MHz, ostatné už
nie sú povinné, len voliteľné [11].
V IEEE 802.11ah existujú 2 režimy správy energie. Je to aktívny a pasívny
mód. Pri aktívnom móde je anténa stále zapnutá, takže okamžite prijíma signál,
keď sa niekto snaží s ňou komunikovať. Pri pasívnom móde má stanica vypnuté
vysielače aj prijímače. Keď má AP pre danú stanicu určité dáta, ukladá ich do
svojej medzipamäte, až kým sa stanica nepreberie a nepožiada o zaslanie všetkých
dát pre ňu. Týmto spôsobom sa dá ušetriť energia (viac kap. 2). Toto sú dôvody,
prečo je tento štandard výhodný pre M2M komunikáciu. V nasledujúcej kapitole
bude podrobnejšie predstavená fyzická a linková vrstva pre IEEE 802.11ah [2].
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2 ŠTANDARD IEEE 802.11AH
Ako bolo už skôr spomenuté v kapitole 1.1, tento štandard pracuje s frekvenciami
pod 1GHz. Skupina, ktorá tento štandard vyvíja, sa označuje TGah (Task Group
ah). TGah vytvorila novú fyzickú vrstvu na základe štandardu IEEE 802.11ac, ktorý
bol vyvinutý pre vyššiu priepustnosť. Na zvýšenie priepustnosti sa urobili isté zmeny
v linkovej vrstve. Veľkou výhodou v prípade použitia štandardu IEEE 802.11ah je,
že sa nemusí brať do úvahy spätná kompatibilita s ostatnými štandardmi IEEE
802.11, keďže pracuje v pásme pod 1 GHz. Tiež to v podstate umožňuje definovať
nové formáty rámcov na zníženie réžie [2].
2.1 Využitie IEEE 802.11ah
Charakter štandardu IEEE 802.11ah sa hodí na viacero použití, ako sú napríklad
senzorové siete, chrbticové siete (backhaul network) pre senzory a rôzne meracie
zariadenia a taktiež na Wi-Fi s veľkým pokrytím. Wi-Fi s veľkým pokrytím má
využitie hlavne na vidieku. V týchto oblastiach by išlo najmä o zdravie a výučbu.
Teraz bude pozornosť zameraná hlavne na senzorové siete a chrbticové siete pre
senzory a meracie zariadenia a tiež na využitie pre M2M komunikáciu. Pri M2M
komunikácii je tento štandard konkurentom pre technológie, ako je ZigBee, Wireless
M-BUS alebo 802.15.x [2], [12].
Sieť s veľkým počtom takýchto bezdrôtových zariadení okolo infraštruktúry sa
nazýva inteligentná sieť (smart grid). Jej funkcie slúžia hlavne na monitorovanie
aktuálnych hodnôt spotreby rôznych zariadení (ako je plyn, voda, a iné) a informovať
spoločnosti a koncových používateľov o jej využití. Zariadení v týchto sieťach je oveľa
viac ako v klasických sieťach IEEE 802.11 a aj dosah prenosu (transmission range)
týchto zariadení musí byť väčší [2].
Senzorové siete sú jedným z hlavných využití štandardu IEEE 802.11ah. Sní-
manie môže byť vykonané ako prenos krátkych zhlukov (burstov) dát a zahrňuje
meranie údajov, ako je spotreba plynu, vody a energie. Vďaka nízkym frekvenciám
dokáže signál ľahšie prenikať cez steny a práve preto je väčší počet senzorov vo
vzdialenosti 1 skok [6].
Chrbticové siete pre senzory je ďalšie použitie. Je to spojenie, ktoré zabezpe-
čuje konektivitu medzi senzormi a kolektormi dát alebo vzdialenými servermi (viz
obr. 2.1). Veľké pokrytie týchto sietí umožňuje spojenie viacerých AP ako v mesh
topologii (princíp komunikácie „každý s každým“).
Spomínané použitia sú už spojené s týmto štandardom. Pre M2M komunikáciu sa
tento štandard zatiaľ považuje len za optimálneho kandidáta. Bezdrôtová M2M ko-
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Obr. 2.1: Znázornenie využitia 802.11ah ako chrbticovej siete [6]
munikácia umožňuje dátam prenos priamo medzi zariadeniami bez takmer žiadneho
vplyvu človeka. Pre rozdielne aktivity štandardu M2M v rôznych spoločnostiach slú-
žiacich na štandardizovanie (ETSI, CCSA, TTC a iné) štandard IEEE 802.11ah by
mohol slúžiť ako podklad pre M2M komunikáciu ako takú, ktorú niektorí považujú
za predchodcu využívania služieb a programov na vzdialených serveroch cez apliká-
ciu, resp. webový prehliadač (cloud computing). Toto zahrňuje inteligentné mera-
nie, snímanie bezpečnosti, účtovacie služby rôznych spoločností a správu zariadení
tzv. fleet management - znamená schopnosť monitorovať, lokalizovať, presmerovať
dopravné prostriedky bez fyzickej prítomnosti [6], [9].
2.2 Fyzická vrstva
Čo sa týka fyzickej vrstvy IEEE 802.11ah, ktorá je založená na podvzorkovaní fyzic-
kej vrstvy štandardu IEEE 802.11ac, bude v nasledujúcich sekciách opísané rozde-
lenie kanálov, šírky použitých kanálov. Pri IEEE 802.11ac sú šírky pásma kanálov
20MHz, 40MHz, 80MHz, 160MHz, to znamená, že šírky pásma pre IEEE 802.11ah
budú 2MHz, 4MHz, 8MHz, 16MHz. V druhej časti 2.2.2 sa uvádzajú vysielacie
režimy, ktoré sa delia na základe šírky pásma použitého kanálu [2], [7].
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2.2.1 Rozdelenie kanálov
Skupina TGah (Task Group ah) pracujúca na vývoji štandardu IEEE 802.11ah za-
tiaľ definovala frekvenčné rozdelenie len pre niektoré krajiny a oblasti sveta. Keďže
v dôsledku rôznych regulácií v týchto krajinách nie je možné pre všetky krajiny sta-
noviť to isté rozdelenie kanálov a to vzhľadom na to, že každá krajina má pridelený
rozdielny frekvenčný rozsah pre tento štandard. Preto je v tejto kapitole uvedený
prehľad používaných kanálov pre jednotlivé krajiny.
V budúcnosti zariadenia podporujúce tento štandard budú pracovať s využitím
technológie MIMO-OFDM (Multiple Input-Multiple Output Orthogonal Frequency-
Division Multiplexing) v rôznych frekvenčných oblastiach v závislosti od dostupnosti
v jednotlivých krajinách. Technika rozdelenia kanálov pre Spojené štáty (ďalej len
US) bola jednou z najviac diskutovaných techník. Je to najmä preto, lebo regulačný
úrad pre US povoľuje najviac 16MHz šírku pásma a ako jediná zo všetkých nižšie
uvedených krajín má dostupné všetky šírky pásma. Šírka pásma 16MHz je pre
IEEE 802.11ah najväčšia možná šírka pásma. Ako bolo spomenuté, podporované
šírky pásma pre IEEE 802.11ah sú 2MHz, 4MHz, 8MHz a 16MHz. Navyše bola
pridaná šírka pásma s veľkosťou 1MHz na účely väčšieho pokrytia [2].
Obr. 2.2: Rozdelenie kanálov pre US [2]
V prvej časti boli uvedené rozličné frekvenčné pásma pre rôzne krajiny (viz obr.
1.4). Pre US to bolo 902 - 928MHz. Na obr. 2.2 je možné vidieť rozdelenie jednot-
livých kanálov podľa šírky pásma pre tento rozsah frekvencií. V záujme zvyšovania
šírky pásma, IEEE 802.11ah používa tú istú metódu spojovania kanálov, ako to je v
IEEE 802.11n a IEEE 802.11ac. Tá spočíva v tom, že viacero užších susedných ka-
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nálov sa spojí, aby vytvorili širší kanál. Z toho vyplýva, že 2MHz kanál je vytvorený
z dvoch susedných kanálov so šírkou 1MHz a pod. [2].
Obr. 2.3: Rozdelenie kanálov pre Južnú Kóreu a Japonsko [6]
Na obr. 2.3 vľavo je vidieť rozdelenie kanálov pre Južnú Kóreu, ktoré sa začína
od 917,5MHz a končí sa na 923,5MHz. Ako je znázornené, existuje 6 kanálov so
šírkou 1MHz, 3 kanály s 2MHz a 1 kanál so šírkou 4MHz. Dôvod, prečo sa pou-
žíva 0,5MHz ako ofset, je v záujme zníženia možného rušenia starších bezdrôtových
systémov pracujúcich v nižších frekvenciách [2]. Na obr. 2.3 vpravo je možné vidieť
rozdelenie kanálov pre Japonsko v rozmedzí 916,5MHz - 927,5MHz. Začína sa ofse-
tom 0,5MHz, pretože regulačný úrad pre spektrum v Japonsku špecifikuje stredné
frekvencie namiesto začiatku a konca pásma [2].
Obr. 2.4: Rozdelenie kanálov pre Čínu [6]
Na obr. 2.4 je zobrazené rozdelenie pre Čínu. Rozdelenie kanálov sa začína na
frekvencií 755MHz a končí sa na 787MHz. Pásmo medzi 755MHz - 779MHz umož-
ňuje maximálny vysielací výkon 5mW a v pásme od 779MHz do 787MHz je to
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10mW. V 2. definovanej frekvenčnej oblasti sú 4 kanály so šírkou pásma 2MHz, dva
4MHz kanály a jeden 8MHz kanál.
Obr. 2.5: Rozdelenie kanálov pre Európu a Singapur [6], [7]
Na obr. 2.5 vľavo je znázornené rozdelenie kanálov pre Európu začínajúce sa na
kmitočte 863MHz a končiace sa na 868MHz. To predstavuje 5 kanálov so šírkou
pásma 1MHz a 2 kanály so šírkou pásma 2MHz. Na obr. 2.5 vpravo je znázornené
rozdelenie pre Singapur. Singapur má 2 spektrá, ktoré sú frekvenčne oddelené. Je
to pásmo 866MHz - 869MHz a druhé je od 920MHz po 925MHz. Ako vidieť na
obrázku 2.5, pre obe časti spektra sú definované 1MHz pásma, ako aj tri 2MHz,
resp. jeden 4MHz kanál [6], [7].
Keďže spomenuté krajiny majú rôzne ustanovenia a dostupné spektrá, maxi-
málna šírka pásma kanála, ktorý vznikol spojovaním kanálov s menšou šírkou pásma
pre jednotlivé krajiny, je nasledujúci [2], [6]:
• Európa - 2MHz,
• Čína - 8MHz,
• Japonsko - 1MHz,
• Južná Kórea - 4MHz,
• Singapur - 4MHz.
2.2.2 Vysielacie režimy
Kanály so šírkou pásma 1MHz a 2MHz sú najviac využívané spomedzi definovaných
šírok pásma. Fyzickú vrstvu je možné rozdeliť do 2 kategórií na základe využívanej
šírky pásma [2]:
• Vysielacie módy pre kanály so šírkou pásma 2MHz alebo väčšou.
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• Vysielacie módy pre kanál 1MHz.
Vysielacie módy pre 2, 4, 8, 16MHz šírky pásma
Pre prvú kategóriu (2, 4, 8, 16MHz) je fyzická vrstva podvzorkovaná 10-násobne,
ako je to pri štandarde IEEE 802.11ac. Ako bolo spomenuté v kapitole 2.2.1, pre
štandard IEEE 802.11ah sa budú používať techniky MIMO, OFDM (princíp OFDM
je na obr. 2.6) a taktiež DL-MU-MIMO (Downlink Multi-user MIMO). Dĺžka trvania
symbolu OFDM je presne 10-násobok z toho, čo používa IEEE 802.11ac (802.11ac -
4𝜇s a 802.11ah - 40𝜇s) a počet subnosných (data tones) v 2, 4, 8, 16MHz je ten istý
ako v 20, 40, 80, 160MHz1 používaných pri IEEE 802.11ac. Taktiež podporované
modulačné a kódovacie techniky (MCS-Modulation and Coding Schemes) sú tie isté
[2].
Obr. 2.6: Princíp OFDM [20]
Aj pri IEEE 802.11ah sa využíva pri OFDM symboloch ochranný interval. Ten
predstavuje nadbytočné dáta, ktoré slúžia na to aby sa predchádzalo rušeniu medzi
symbolmi počas prenosu. Keď sa použije krátky ochranný interval (4𝜇s), bude mať
OFDM symbol dlžku 36𝜇s a keď sa použije klasický ochranný interval (8𝜇s), bude
mať OFDM symbol dlžku 40𝜇s. Použitie kratšieho ochranného intervalu zvýši rých-
losť prenosu približne o 11% v porovnaní s tým keď sa použije normálny ochranný
interval [2].
Pri technológii MIMO sa využívajú tzv. priestorové streamy. Technológia MIMO
využíva viacero antén na vysielanie a príjem dát. Keď chceme súčasne posielať dáta
1Počet subnosných pre 20MHz - 56, 40MHz - 114, 80MHz - 242, 160MHz - 484
22
viacerými anténami, využíva sa priestorové multiplexovanie. Každý signál je prená-
šaný pomocou týchto priestorových streamov, aby sa vyhlo kolízii. V záujme kom-
promisu medzi priepustnosťou a spotrebou energie bol stanovený maximálny počet
týchto priestorových streamov na 4 (IEEE 802.11ac podporuje až 8) [8].
Vysielacie módy pre šírku 1MHz
Pre druhú kategóriu, teda vysielacie módy pre kanál so šírkou 1MHz si štandard
IEEE 802.11ah zachováva rovnaký odstup subnosných („tone spacing“) ako pri pred-
chádzajúcich režimoch, čiže 31,25 kHz. Z toho vyplýva, že počet FFT (Fast Fourier
Transform) bude 32 (pri 2MHz šírke to bolo 64 FFT). Avšak počet dátových sub-
nosných na jeden OFDM symbol je 24 (pri 2MHz to bolo 52 subnosných), čo je
menej ako polovica, čo sa týka prvej kategórie. To sa deje v dôsledku toho, že keď
sa 2 užšie kanály spoja do jedného širšieho, ochranný interval medzi nimi nie je
potrebný [2].
Kanál so šírkou 1MHz je použitý v rámci zvýšenia pokrytia alebo rozsahu. Vzniká
nová kódovacia technika MCS (Modulation and Coding Scheme) 10. Táto technika
je v podstate tá istá ako MCS 0 s použitím 2-násobného opakovania, preto sa nie-
kedy označuje aj ako MCS0-Rep2. Toto opakovanie zvýši spoľahlivosť bezdrôtového
prenosu [2].
2.3 Linková (MAC) vrstva
Linková (MAC) vrstva štandardu IEEE 802.11ah má viacero vylepšení v porovnaní
s linkovou vrstvou IEEE 802.11. Tieto vylepšenia zahŕňajú podporu veľkého počtu
staníc, úsporu energie, prístup k médiu a zlepšenie priepustnosti. V nasledujúcej
časti tieto zmeny budú predstavené a opísané [2].
2.3.1 Podpora veľkého počtu staníc
Pri využití štandardu IEEE 802.11 AP (Access Point - Prístupovy bod) alokuje iden-
tifikátor AID (Association IDentifier) každej stanici. V danej sieti je AID unikátne,
pomocou neho môže AP označiť príslušné stanice. Maximálny počet týchto staníc
je potom 2007 v dôsledku obmedzenej dĺžky poľa partial virtual bitmap rámca TIM
IE (Traffic Indication Map, Information Element), kde každý bit reprezentuje prí-
slušné AID stanice. Keďže počet staníc pre IEEE 802.11ah musí byť väčší, používa
sa hierarchické AID. Obsahuje 13 bitov, čiže počet staníc môže byť 8191, pretože
hodnota 0 ako AID sa neprideľuje. Ako názov hierarchické AID napovedá, skladá sa






Každá stanica patrí určitému pod-bloku, každý pod-blok patrí určitému bloku
a viac blokov tvorí stránku. Stránka je najvyššia úroveň a môže reprezentovať až 2
048 staníc. Táto štruktúra umožňuje indikovať viacero staníc s danou dĺžkou partial
virtual bitmap. Keď je potreba napríklad určiť viacero staníc, jednoducho sa vložia
do bloku, resp. pod-bloku a odkazuje sa na ne pomocou identifikátora bloku, resp.
pod-bloku [2].
2.3.2 Spotreba energie
Ako bolo uvedené v úvodnej časti 1.1, existujú 2 režimy správy energie. Aktívny
režim a úsporný režim. V úspornom režime sa teda stanica pravidelne prebúdza a
uspáva. AP periodicky zasiela beacon rámec, ktorý obsahuje pole TIM IE, v ktorom
AP uvádza, či pre danú stanicu má nejaké pakety. Podľa toho sa stanica, ktorá je v
pasívnom móde, musí zobúdzať pravidelne a podľa prijatého rámca si zistí, či sú pre
ňu určené dáta. Má to aj určité nevýhody. Napríklad, keď je v medzipamäti AP veľké
množstvo dát pre stanicu, ktoré nie je možné preniesť v beacone intervale, môže sa
stať, že stanica, ktorá má byť v úspornom režime, je prebudená a stále sa snaží
prijať všetky dáta určené pre ňu. Taktiež veľký počet staníc môže spôsobiť zasie-
lanie príliš veľkých rámcov. Štandard IEEE 802.11ah rieši tieto problémy pomocou
segmentácie a TIM správ. Rozdeľuje stanice na segmenty a tie sa prebúdzajú vtedy,
keď sa vysiela beacon rámec pre daný segment, do ktorého stanica patrí. Týmto
sa predíde zahlteniu kanálu a požiadavky na príjem dát sú teda viac rozprestreté.
IEEE 802.11ah definuje správu TWT (Target Wake Time), ktorá určuje, kedy sa
má daná stanica prebudiť [2].
DTIM (Delivery Traffic Indication Message) je rámec, ktorý obsahuje pole de-
livery TIM IE, čo je špeciálny typ TIM IE, používajúci sa na indikovanie stavu
medzipamäte, ktorá obsahuje pakety určené pre skupiny (multicast alebo broad-
cast). Potom sa pošle beacon DTIM, AP prenáša všetky pakety v medzipamäti
pre skupinové adresy. V podstate všetky stanice v úspornom móde sa prebúdzajú,
aby prijali DTIM, aby nezmeškali príjem paketov pre danú skupinu. Aby stanice v
úspornom režime vedeli informáciu o segmentácii dopredu, počítadlo segmentu IE
sa nachádza v každom DTIM beacone, ktorý sa vysiela pravidelne [2].
Na objasnenie stránkovej segmentácie sa uvádza príklad, že stránka obsahuje
32 staníc a je rozdelená na 4 segmenty, kde každý segment predstavuje 8 staníc.
DTIM Beacon bude pozostávať zo 4 beacon intervalov. Každý beacon rámec teda
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Obr. 2.7: Hierarichické členenie TIM a rámec AID [10]
reprezentuje daný segment stránky a interval tohto beaconu musí zaistiť doručenie
dát pre daný segment. Stanice v úspornom režime sa prebudia v takom čase aby
boli schopné prijať beacon DTIM, a pomocou počítadla segmentu IE zistia, ktorý
beacon obsahuje partial virtual bitmap daného segmentu stránky, do ktorej patria
tieto stanice, viz 2.8. Následne sa stanice prepnú do úsporneho režimu a prebudia sa
v čase rámca beacon pre svoj segment. Ako dôsledok sa dĺžka beaconu môže skrátiť,
pretože partial virtual bitmap indikuje iba určitý segment a nie celú stránku [2].
Obr. 2.8: Znázornenie stránkovej segmentácie [2]
V IEEE 802.11ah stanice v úspornom režime môžeme ešte rozdeliť do 2 tried.
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TIM stanice a non-TIM stanice. Pre TIM stanice je informácia o dátach uložených
v medzipamäti pre danú stanicu uložená v TIM IE, čo neplatí pre non-TIM stanice.
Informácia o týchto dátach v medzipamäti nie je uložená v TIM IE, pretože sa
predpokladá, že pre ne nie je nutnosť prebúdzať sa aby prijali beacon. Tieto stanice
zisťujú, či má AP nejaké dáta pre ne, tým, že posielajú rámce PS-Poll/Trigger (Power
Saving). Tieto stanice tak môžu znížiť spotrebu energie, pretože môžu ostať v režime
spánku oveľa dlhšie [2], [10].
2.3.3 Prístup k médiu
MAC (Medium Access Control) vrstva je podvrstvou linkovej vrstvy a stará sa
o prístup k médiu. Súčasne prístupy k médiu sú založené na DCF (Distributed
Coordination Function) a niekedy aj PCF (Point Coordination Function). Pre IEEE
802.11e sú techniky ako EDCA (Enhanced Distributed Channel Access) a taktiež
rôzne hybridné funkcie ako HCF a HCCA (Hybrid Control Channel Access). Pri
technikách EDCA a DCF je prístup k médiu založený na súťaži (viz obr. 2.9), kde
stanice „súťažia“ o médium. Pri EDCA sa navyše využíva triedenie do 4 kategórií
prístupu a nato sú radené do príslušných front. Tieto fronty potom súťažia medzi
sebou o médium podobne ako pri DCF [16].
Obr. 2.9: Princíp DCF [16]
Pri HCF a PCF je prístup k médiu kontrolovaný pomocou AP. Ako vidieť na
obr. 2.10, pri PCF vyzýva AP stanice na posielanie dát. Čo sa týka HCF (viz obr.
2.11), sa čas delí na 2 časti, keď AP vyzýva stanice na posielanie dát, a druhá keď
stanice súťažia medzi sebou o prístup k médiu [18]. DCF funguje dobre, keď je počet
staníc v sieti malý (do 50 staníc). Keďže počet staníc pri IEEE 802.11ah je oveľa
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väčší, tento mechanizmus by nebol veľmi efektívny, pretože by vznikali veľké súťažné
domény. Kontrola prístupu je časté riešenie tohto problému [10].
Obr. 2.10: Princíp PCF [16]
Obr. 2.11: Princíp HCF [16]
Štandard IEEE 802.11ah musí riešiť problém asociácie a autentifikácie veľkého
počtu staníc. AP obmedzuje počet staníc, ktoré môžu byť v tom istom čase identifi-
kované/asociované vysielaním broadcastu obsahujúcim hodnotu V v beacone, v IE
(Information Element). Každá stanica si generuje náhodne číslo R a porovnáva ho
s prijatým V. Čím je teda hodnota V vyššia, tým viacej staníc sa môže identifiko-
vať/asociovať. Stanica môže vysielať žiadosť na overenie, len ak hodnota R ≤ V. V
opačnom prípade musí počkať. Hodnota V sa nastaví napríklad rovná 0. AP môže
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túto hodnotu meniť na základe dĺžky fronty. Ak fronta prekročí stanovený prah,
hodnota V sa zníži [19]. Týmto obmedzením počtu staníc sa vysielanie staníc rozp-
restrie do väčšieho časového úseku. Avšak na druhej strane počet kolízií je menší.
Aby bol kanál efektívne využívaný, AP musí vedieť počet staníc, ktoré „súťažia“ o
médium, aby mohol správne kontrolovať hodnotu V. Vytvorených bolo už viacero
návrhov, v ktorých sa počet staníc odhadoval na základe pozorovaní počtu úspeš-
ných a neúspešných prenosov v kanále. Odhad by mohol byť ešte presnejší, keby sa
zahrnul nový parameter, ako je miera využitia slotu (slot utilization rate) [10].
Obr. 2.12: Použitie jedného RAW [10]
Druhým prístupom je využitie slotov. Kanál je pomocou RAW (Restricted Access
Window) rozdelený na viacero slotov a každý slot môže byť použitý jednou alebo
viacerými stanicami (viz obr. 2.12). Táto metóda je tiež efektívna, čo sa týka redukcie
kolízií a rozprestrenia prenosu. Keď je doména súťažiacich staníc o médium malá,
môže byť RAW použité na rozprestrenie komunikácie. Ako je možné vidieť na obr.
2.12, stanica môže požiadať o dáta vo svojom slote. Viacero staníc môže byť tiež
pridelených do daného slotu. Hlavný problém, čo pri tejto situácii môže nastať je, že
niektoré sloty môžu byť prázdne, pretože AP nevie, či daná stanica je v aktívnom,
alebo úspornom režime. AP môže naplánovať využitie kanálu stanicami prenášaním
RA (Resource Allocator) na začiatku RAW. Každej stanici, ktorá je pripravená
posielať, resp. prijímať dáta, je priradený slot, ktorý si stanica zistí z rámca RA.
Tento prístup je oveľa efektívnejší, ako keď sa priraďuje slot každej stanici, aj tým,
ktoré nemajú v úmysle nič posielať, resp. prijímať [10].
Problém, ktorý sa môže vyskytnúť, je, že niektoré sloty môžu byť nevyužité,
zatiaľ čo iné sú zahltené. Iná možnosť na zefektívnenie prístupu ku kanálu je, že
stanica najskôr vyšle krátke rámce aby AP vedel, že je prebudená, a taktiež môže
mať dáta pre prenos kanálom. Tieto krátke rámce môžu byť posielané na základe
„súťaže“ o médium alebo AP môže posielať ďalší rámec RAW (viz obr. 2.13). Ako je
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Obr. 2.13: Použitie 2. RAW a taktiež rámca RA [11]
možné vidieť na obrázku, prvý RAW má kratšie sloty, takže aj keď sú prázdne, nie
je to až taký problém. Na základe žiadostí o vysielanie v prvom RAW, AP má viac
informácií o stave staníc a môže naplánovať vysielanie dát pomocou RA efektívnejšie
bez prázdnych slotov [10].
Pre non-TIM stanice, ktoré môžu kedykoľvek požiadať o dáta, sa môže stať,
že miera prenosu bude veľká, čo môže viesť k degradácii výkonu. AP teda týmto
staniciam povoľuje prebrať sa len v určitom čase, čiže môže rozprestrieť počet po-
žiadaviek. Používa na to IE, nazvaný TWT (Target Wake Time), ktorý sa získa
výmenou rámcov (association request/response). TWT má 4 polia [2]:
• Typ žiadosti (Type request).
• Čas prebudenia (Target wake time).
• Minimálny čas v aktívnom režime (Minimum wake duration).
• Základ pre výpočet intervalu prebudenia (Wake interval mantissa) [15].
Keď sú nejaké dáta v medzipamäti pre non-TIM stanicu, AP môže poslať (v čase
definovanom v TWT) stanici kontrolný rámec NDP (Null Data Packet), v ktorom
sa nachádza informácia o stave medzipamäte. Keď stanica z rámca NDP zistí, že
sú pre ňu určené dáta uložené v medzipamäti, môže o ne požiadať prostredníctvom
rámca PS-poll, ktorý pošle AP. AP na to odpovedá rámcom ACK a následne dátami
určenými pre stanicu. Ak stanica nepríjme rámec NDP, čo indikuje, že pre danú
stanicu AP nemá žiadne dáta uložené v medzipamäti, môže stanica vysielať svoje
dáta, ak nejaké má, v smere uplink, ak je kanál nečinný [2].
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3 SIMULAČNÝ NÁSTROJ NS-3
NS-3 (Network Simulator 3) je sieťový simulátor, ktorý sa využíva hlavne na výskum
a výučbu. Tento software je voľný na stiahnutie na oficiálnej stránke NS-3 pod licen-
ciou GNU GPLv21. Tento projekt sa snaží vybudovať pevné základy pre simulačné
prostredie, ktoré je dobre zdokumentované. NS-3 podporuje výskum pre siete IP
(Ethernet, Wi-Fi, VPN (Virtual Private Network)) aj pre siete bez IP (Infiniband).
Väčšina používateľov tento program používa na bezdrôtové alebo IP simulácie, ktoré
zahrňujú modely, ako sú Wi-Fi, WiMAX alebo LTE (Long Term Evolution). NS-
3 taktiež podporuje plánovač v reálnom čase, ktorý sa dá využiť pri interakcií s
reálnymi zariadeniami. Napr. používatelia môžu vyslať a prijímať pakety, ktoré ge-
neroval NS-3 na skutočnej sieti [21]. Na to slúži DCE (Direct Code Execution) pre
NS-3, ktorý poskytuje nástroje na vykonanie existujúcich implementácií sieťových
protokolov alebo aplikácií bez zmeny zdrojového kódu. Napríklad namiesto použitia
implementácie pingu v NS-3 môže sa použiť aplikácia reálneho pingu. V septembri
2014 bola vydaná verzia DCE 1.4 [29].
NS-3 je v podstate knižnica C++, ktorá poskytuje sadu sieťových simulačných
modelov, ktoré sú implementované ako C++ objekty obalené do programovacieho
jazyka Python. Používatelia zväčša využívajú tieto knižnice písaním aplikácií C++
(viz obr. 3.1) alebo Python [21].
Tento projekt vznikol v roku 2006 vďaka spolufinancovaniu 2 univerzít (Uni-
verzita vo Washingtone a Technická univerzita v Georgii) a výskumneho centra
INRIA. NS-3 je už tretím následníkom sieťových simulátorov. NS-3 nie je spätne
kompatibilný s NS-2 (Network Simulator 2. verzia). Avšak niektoré modely z NS-2
boli prevedené do NS-3 [23].
V roku 2013 sa začal projekt na rozšírenie podpory NS-3 pre operačný systém
Windows. Ide o snahu poskytnúť verziu NS-3, ktorá môže byť postavená na Win-
dows kompilátore. Na to sa má využiť Visual Studio. Zatiaľ sú zahrnuté len tie
najzákladnejšie komponenty [27]. Prečo sa bude v tejto práci používať NS-3? Pre
diplomovú prácu bol vybratý ako simulační nástroj NS-3 hlavne preto, že sa spo-
medzi všetkých simulačných nástrojov najviac využíva na vedecké a testovacie účely
a výhodou je tiež stále vzrastajúci počet používateľov. Navyše nová verzia simu-
lačného nástroja NS-3 je vydaná takmer každé 3 mesiace, novšie verzie opravujú
rôzne chyby v softvéri a pridávajú nové funkcie. V kap. 3.1 je uvedený prehľad do-
stupných simulačných nástrojov a ich vlastností. Simulátor NS-3 navyše umožňuje
veľké možnosti nastavenia rôznych atribútov a podľa informácií uvedených v [22] je
aj výpočtovo najrýchlejší spomedzi zmienených simulátorov v kapitole 3.1.
1http://www.nsnam.org/
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Obr. 3.1: Ukážka prostredia NS-3 v Eclipse [28]
Najnovšia stabilná verzia tohto simulátora je 3.22, ktorá bola vydaná 5. februára
2015. Na oficiálnej stránke sa dájú nájsť aj staršie vydania pre tých, ktorí by ich
potrebovali. S každým novým vydaním sa pridáva niekoľko nových funkcionalít.
Nová verzia vychádza približne každé 3 mesiace s rôznymi vylepšeniami, ktoré sú
overené a spravované výskumníkmi.
3.1 Dostupné sieťové simulátory
Existuje viacero sieťových simulátorov, ako je NS-2, NS-3, OMNET++, GloMoSiM




NS-2 je napísaná pomocou jazyka C++. Rozhranie pre simulácie využíva jazyk OTcl
(Object-oriented dialect of Tcl), pomocou ktorého si používateľ vytvára topológiu
a následne spúšťa simuláciu. Na grafické zobrazenie topológie a prenosu paketov
využíva NAM (Network Animator), pomocou ktorého môžeme simuláciu zrýchliť,
spomaliť, zastaviť a iné. Jednotlivé aktivity v simulácii sa radia do fronty a vykoná-
vajú sa za sebou podľa harmonogramu [22].
3.1.2 NS-3
Ako bolo už (v kap. 3) spomenuté, NS-3 nie je nadstavba NS-2, ale má byť náh-
radou tohto programu. Nevyužíva teda ani OTcl. Na analýzu sieťovej komunikácie
využíva generovanie pcap súborov, ktoré môžu pomôcť pri hľadaní chýb v simulácii.
Tieto pcap súbory si používateľ môže prezrieť prostredníctvom programov, ako je
Wireshark. Program sa môže písať pomocou C++ alebo programovacieho jazyka
Python [21], [22].
3.1.3 OMNET++
Vývoj OMNET++ sa začal už v roku 1997. Na rozdiel od NS simulátorov sa môže
použiť okrem sieťových simulácií aj na modelovanie multiprocesorov, systémov pre
hardware a iné. Tento systém možno použiť na Windows i na UNIX systémoch. Má
rozsiahle grafické používateľské prostredie [22].
3.1.4 GloMoSiM
GloMoSiM (Global Mobile Infromation System Simulator) sa využíva na simulá-
cie rozsiahlych bezdrôtových sietí. Podporuje simuláciu sietí s tisíckami zariadení
a rôznymi linkami. Navyše podporuje priame satelitné spojenie a väčšinu interne-
tových protokolov. Je to sekvenčný a paralelný simulátor založený na knižniciach,
navrhnutý hlavne pre bezdrôtové siete [22].
3.1.5 OPNET Modeler
OPNET Modeler je simulačný nástroj, ktorý sa používa na simulácie rôznych typov
sieťových protokolov. Umožňuje prácu od 7. vrstvy OSI (Open Systems Interconnec-
tion) modelu až po najzákladnejšie nastavenia fyzického rozhrania. V rámci jedného
projektu sa nastavia viaceré scenáre, ktoré sa dajú jednoducho porovnať medzi se-
bou pomocou grafov. Využíva GUI (Graphical User Interface), s ktorým sa pracuje
ľahšie ako s príkazovým riadkom, resp. programovaním [26].
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3.2 NS-3 dokumentácia pre Wi-Fi modely
Uzly v NS-3 môžu obsahovať viacero aktívnych rozhraní, podobne ako bežný počítač
má rozhranie na Bluetooth, Wi-Fi a taktiež na Ethernet. Pridaním týchto zariadení,
resp. objektov, je možné vytvoriť model založený na infraštruktúre IEEE 802.11.
NS-3 podporuje modely pri týchto aspektoch [24]:
• Základ DCF s infraštruktúrou a módy pre siete ad-hoc2,
• Fyzická vrstva pre IEEE 802.11a, 802.11b, 802.11g a 802.11n (viz tab. 3.1),
• Doplnok IEEE 802.11n MSDU agregácie,
• Funkcia EDCA založená na QoS a doplnok pre fronty z IEEE 802.11e,
• Použitie rôznych modelov pre stratovosť a oneskorenie paketov,
• Rozličné algoritmy na kontrolu rýchlosti, ako je Aarf, Arf, Cara, Onoe a iné.
Tab. 3.1: Prehľad fyzických vrstiev v NS-3 pre štandardy IEEE 802.11
Wi-Fi štandard Fyzická vrstva
IEEE 802.11a OFDM pre 5GHz pásmo
IEEE 802.11b DSSS3 a HR4/DSSS
IEEE 802.11g ERP5-OFDM
IEEE 802.11n 2,4GHz 2,4GHz pásmo
IEEE 802.11n 5GHz 5GHz pásmo
Uzly v NS-3 môžu mať rôzne Wi-Fi zariadenia (WifiNetDevices), ktoré môžu
komunikovať na rozličných kanáloch. Implementácia triedy WifiNetDevices je mo-
dulárna a poskytuje 4 úrovne modelov [24]:
• Modely fyzickej vrstvy.
• Nízke modely linkovej (MAC) vrstvy - implementujú DCF a EDCAF.
• Vyššie modely linkovej (MAC) vrstvy - implementujú MAC-level beacon, vy-
hľadávanie sietí (probing) a asociáciu stavu staníc.
• Zoznam algoritmov na kontrolu rýchlosti, ktoré využívajú nízke modely linko-
vej (MAC) vrstvy.
V ďalšom texte bude opísaný prehľad každej vrstvy.





3.2.1 Modely linkovej (MAC) vrstvy
V súčasnosti existujú 3 vyššie modely pre linkovú (MAC) vrstvu, ktoré poskytujú
nastavenia pre tri elementy Wi-Fi:
• AP - Prístupový bod.
• Stanica.
• Stanice v IBSS (Independent Basic Service Set), v podstate stanica, ktorá sa
nachádza v ad hoc sieti.
V tejto práci sa budú využívať prvé 2 modely. Tieto 3 modely majú toho istého
rodiča (RegularWifiMac), ktorý umožňuje nastavenie podpory kvality služieb (QoS
- Quality of Service) a taktiež atribút Ht (High Throughput) pre štandard IEEE
802.11n [24]. Nižšie modely sa delia na 3 časti:
• Trieda MacLow, ktorá sa stará o RTS/CTS6 a DATA/ACK správy.
• Trieda DcfManager a DcfState implementujú DCF a EDCAF funkcie.
• Posledná trieda DcaTxop a EdcaTxopN, ktoré majú na starosti riadenie front,
fragmentáciu paketov a opakované posielanie paketov v prípade chyby pri pre-
nose.
Postup komunikácie je zobrazený na obr. 3.2. DCF funkcia sa používa na výpo-
čet, kedy môže stanica pristupovať k médiu. Procedúra odstupu (backoff) musí byť
vykonaná pre stanicu, ktorá chce vysielať dáta, ale médium je práve obsadené. Musí
sa vykonať na konci každého prenosu, keď je bit More Fragments nastavený na 0,
aj keď žiadne ďalšie dáta nie sú vo fronte.
3.2.2 Fyzická vrstva pre Wi-Fi v NS-3
Fyzická vrstva implementuje jednoduchý model triedy WifiPhy. Fyzická vrstva sa
môže nachádzať v jednom z piatich stavov [24]:
• TX: Fyzická vrstva prenáša signál,
• RX: Fyzická vrstva sa synchronizuje na signál a čaká na prijatie posledného
bitu správy, aby ho mohla posunúť linkovej (MAC) vrstve,
• CCA Busy: Fyzická vrstva nie je ani v TX, ani v RX, ale spotreba energie je
vyššia, ako je prah detekcie energie,
• IDLE: Fyzická vrstva nie je ani v TX, RX alebo CCA Busy,
• SLEEP: Fyzická vrstva je v úspornom režime a nie je schopná prijímať ani
posielať dáta.
Keď je prijatý prvý bit nového paketu, kým stanica nie je v IDLE režime (buď
je pripravená na príjem skoršieho paketu, alebo vysiela dáta), je tento nový paket
zahodený. V inom prípade, ak je v režime IDLE alebo CCA Busy, kalkuluje sa
6Správy na vyžiadanie spojenia a na potvrdenie spojenia (Request to send/Clear to send).
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Obr. 3.2: Postup dátového prenosu [28]
energia prvého bitu signálu a porovnáva sa s prahom detekcie energie. Ak je energia
paketu vyššia, mení sa stav fyzickej vrstvy na RX, inak táto stanica ostáva v IDLE,
resp. CCA Busy stave [24].
Keď stanica prijme posledný bit paketu, na ktorý je fyzická vrstva zosynchroni-
zovaná, ráta sa pravdepodobnosť 𝑃𝑒𝑟𝑟, či daný paket obsahuje chybu, aby sa určilo,
či je prijatý správne, alebo nie. Z rovnomerného rozloženia sa vyberá náhodné číslo
rand a porovnáva sa s hodnotou 𝑃𝑒𝑟𝑟. Ak hodnota rand je väčšia ako 𝑃𝑒𝑟𝑟, tak sa
predpokladá, že paket bol prijatý správne, v opačnom prípade sa označí ako chybný
[25].
3.2.3 Použitie triedy WifiNetDevice
Modulárnosť tejto triedy má veľké možnosti z čoho vyplýva, že je aj veľmi kom-
plexná. Práve preto existujú pomocné triedy, ktoré slúžia na jednoduché zavedenie
zariadení s východzími nastaveniami, ktoré môže užívateľ jednoducho zmeniť po-
mocou atribútov. Nastavenie zariadení pre uzol aby mohol komunikovať súvisí s
vytvorením špecifických objektov, ktoré sa potom musia spojiť (bind) dokopy. Vy-
tvorenie spočíva hlavne v týchto 5 krokoch [24]:
• Nastavenie Wi-Fi kanála, ktorý sa stará o prenos signálu od jedného zariadenia
k druhému na danom Wi-Fi kanále.
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YansWifiChannelHelper channel = YansWifiChannelHelper : : De fau l t ( ) ;
• Konfigurácia fyzickej vrstvy, príjem signálu z Wi-Fi kanálu a rozhodovanie o
dekódovaní paketu na základe pomeru signál/šum. Jeden z hlavných atribútov,
ktorý sa tu nastavuje, je teda miera chybovosti.
YansWifiPhyHelper phy = YansWifiPhyHelper : : De fau l t ( ) ;
• Nastavenie linkovej vrstvy MAC, či je to sieť ad hoc alebo typ AP-stanica,
podpora QoS.
NqosWifiMacHelper mac = NqosWifiMacHelper : : De fau l t ( ) ;
mac . SetType ( " ns3 : : AdhocWifiMac " ) ;
• Vytvorenie zariadenia, nastavenie štandardu (IEEE 802.11a/b/g/n) a algorit-
mov kontroly rýchlosti.
WifiHelper w i f i = Wif iHelper : : De fau l t ( ) ;
w i f i . SetRemoteStationManager ( " ns3 : : AarfWifiManager " ) ;
• Mobilita uzlov a zariadení.
Mobi l i tyHe lper mob i l i ty ;
mob i l i ty . S e tPo s i t i onA l l o c a t o r ( " ns3 : : Gr idPos i t i onA l l o ca to r " ,
"MinX" , DoubleValue ( 2 0 . 0 ) ,
"MinY" , DoubleValue ( 2 0 . 0 ) ,
" DeltaX " , DoubleValue ( 2 0 . 0 ) ,
" DeltaY " , DoubleValue ( 2 0 . 0 ) ,
" GridWidth " , UintegerValue ( 3 ) ,
" LayoutType " , Str ingValue ( " RowFirst " ) ) ;
Pomocná trieda na vytvorenie Wi-Fi zariadenia sa nazýva WifiHelper7. Tento
pomocník nastaví štandard IEEE 802.11a (ktorý sa môže zmeniť zavolaním metódy
setStandard). Musia sa tu zviazať dokopy viaceré objekty pre fyzickú a linkovú
vrstvu a nainštalovať ich na dané uzly.
NetDeviceContainer STAdevices ;
STAdevices = w i f i . I n s t a l l ( phy , mac , w i f i node s ) ;
Wi-Fi model sa môže modifikovať prostredníctvom rôznych tried. Na vytvore-
nie alebo zmenu nových Wi-Fi rámcov, resp. hlavičiek sa použijee trieda wifi-mac-
header. Na zmenu kontrolných rámcov pre linkovú vrstvu (RTS/CTS/ACK/Block-
ACK) sa môže využiť trieda mac-low. Na zmenu riadenia front sa využívajú dca-
txop a edca-txop-n a v prípade prístupu k médiu používatelia môžu použiť triedu
dcf-manager [24].
7Tieto helpery sa v NS-3 používajú na zjednodušenie použitia určitých tried.
36
4 NÁVRH ZMIEN DO NS-3 NA IMPLEMEN-
TÁCIU ŠTANDARDU IEEE 802.11AH
Cieľom tejto práce je vykonať zmeny, poprípade vytvoriť nové funkcie na implemen-
táciu štandardu IEEE 802.11ah. Nie všetky protokoly a moduly potrebné na úplnú
implementáciu tohto štandardu sa nachádzajú v aktuálnej verzii NS-3. Preto sú v
tejto kapitole uvedené navrhnuté zmeny, ktoré bude potrebné vykonať a ktoré atri-
búty daných modulov zmeniť, aby to čo najviac zodpovedalo špecifikácii štandardu
IEEE 802.11ah. V kap. 5 sa nachádza opis zmien vykonaných v rámci tejto práce.
4.1 Návrh zmien pre fyzickú vrstvu
Čo sa týka rozdelenia kanálov, pre jednotlivé krajiny bude treba definovať rôzny
rozsah frekvenčných pasiem podľa obr. 1.4. Taktiež počet a šírku kanálov bude treba
upraviť, aby zodpovedali štandardu IEEE 802.11ah. Výber kanálu, ktorý sa bude
používať, by sa mal riadiť podla určitých pravidiel. Nesprávny výber môže obmedziť
počet ďalších dostupných kanálov (viz obr. 4.1). Výber kanálu by mal prebiehať
podľa obr. 4.2. Mal by sa vybrať nepoužívaný kanál tak, aby počet dostupných
kanálov s väčšou šírkou pásma bol maximálny (Channel Scanning Result) [7].
Obr. 4.1: Problém s výberom kanálov [7]
Ako rýchlosť je vo viacerých zdrojoch uvedená hodnota >100 kbps [10], [11]. NS-
3 podporuje OFDM minimálnu rýchlosť 6Mbps. Toto sa bude dať riešiť vytvorením
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Obr. 4.2: Výber kanálov v rámci maximálnej dostupnosti ďalších kanálov [7]
novéhoWi-Fi modelu pomocou metódy ns3::WifiModeFactory::CreateWifiMode, kde
sa dá uviesť rýchlosť, šírka pásma, kódovací pomer a iné [30].
Pri preambule v podvrstve PLCP (Physical Layer Convergence Protocol) sa
pri krátkom pakete s použitím krátkeho ochranného symbolu pri štandarde IEEE
802.11ah musí použiť krátky ochranný interval pri 2. dátovom symbole a pri 1.
dátovom symbole sa musí vždy použiť dlhý ochranný interval. Taktiež by sa mala
používať 2-bitová ACK správa, ktorá môže predstavovať tieto 4 možnosti [7]:
• 00𝑏 - žiadna odpoveď.
• 01𝑏 - NDP odpoveď.
• 10𝑏 - normálna odpoveď.
• 11𝑏 - dlhá odpoveď.
V rámci preambuly by sa malo používať 4-bitové CRC (Cyclic Redundancy
Check). NS-3 podporuje výpočet 8-bitového CRC a 32-bitového CRC. Na výpo-
čet 4-bitového CRC by sa mal využiť ten istý postup ako pri tvorbe 8-bitového CRC
v štandarde IEEE 802.11n s tým rozdielom, že by sa použil polynóm, viz rovnicu
4.1
𝐺(𝐷) = 𝐷4 +𝐷 + 1. (4.1)
Pri použití rôznych MCS je v tab. 4.1 uvedená hodnota citlivosti prijímača. V NS-
3 je možné túto hodnotu meniť pomocou metódy ns3::YansWifiPhy::SetEdThreshold
(double threshold). V špecifikáciách štandardu IEEE 802.11ah je uvedený zoznam
podporovaných MCS [7]. Pre 1MHz šírku pásma sa použije MCS0-MCS9 štandardu
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IEEE 802.11ac a taktiež MCS10 (MCS 0 s opakovaním) ako najnižšia možná rých-
losť. Pre šírku pásma ≥ 2MHz sú to MCS0-MCS9 (pre 2MHz šírku pásma sa ne-
používa MCS9).






























-98 - - - -
BPSK 1/2 -95 -92 -89 -86 -83
QPSK 1/2 -92 -89 -86 -83 -80
QPSK 3/4 -90 -87 -84 -81 -78
16-QAM 1/2 -87 -84 -81 -78 -75
16-QAM 3/4 -83 -80 -77 -74 -71
64-QAM 2/3 -79 -76 -73 -70 -67
64-QAM 3/4 -78 -75 -72 -69 -66
64-QAM 5/6 -77 -74 -71 -68 -65
256-QAM 3/4 -72 -69 -66 -63 -60
256-QAM 5/6 -70 -67 -64 -61 -58
NS-3 v aktuálnej verzii zatiaľ technológiu MIMO nepodporuje, dá sa avšak nasta-
viť počet vysielacích a prijímacích antén pomocou m_numberOfTransmitters resp.
m_numberOfRecievers triedy YansWifiPhy. Nedajú sa ale definovať žiadne priesto-
rové streamy [24].
4.2 Návrh zmien pre linkovú (MAC) vrstvu
Pri úspore energie sa musí rátať s tým, že stanica môže poslať rámec PS-Poll ke-
dykoľvek. AP by malo odpovedať na túto správu čo najrýchlejšie buď zaslaním dát
určených pre stanicu, alebo zaslaním rámca ACK kde 1-bitové pole (More Data
Field) určuje [7]:
• 1: Dáta sú uložené v medzipamäti a stanica by mala ostať prebudená.
• 0: Žiadne dáta nie sú v medzipamäti uložené a stanica sa môže uspať.
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Taktiež by mali zariadenia podporovať nastavenie maximálnej doby nečinnosti
na väčšie hodnoty (dni). AP musí informovať stanice o podpore nastavenia väčších
hodnôt v správe Beacon alebo ako 1-bitové pole IE, alebo ako odpoveď na správy
Probe. Stanice si určia preferované hodnoty doby nečinnosti a zasielajú ich v žiados-
tiach o asociáciu. AP si následne vyberie jednu a posiela ju v odpovedi na žiadosť
o asociáciu. Čo sa týka AP, tak najvhodnejšie v rámci NS-3 by bolo oznamovanie
pomocou IE (Information Element).
Kvôli podpore veľkého počtu staníc by sa mala TIM bitmapa rozdeliť na niekoľko
segmentov. Stanice si môžu určiť či budú mať TIM vstup pre signalizáciu dát v smere
downlink, alebo nie (non-TIM stanice). Stanica môže zmeniť stav z TIM stanice na
non-TIM stanicu. AP jej pritom môže prideliť nové AID (Association ID). Podľa obr.
2.7 sa TIM musí rozdeliť hierarchicky a AID teda môže špecifikovať skupinu staníc.
Stanica taktiež môže zažiadať AP o nové AID pomocou rámca AID Switch Request.
V NS-3 sa pri modele dot11s nachádza štruktúra, ktorá definuje 16-bitové pole AID,
ktoré by sa dalo využiť ako reprezentácia určitých staníc. Týmto staniciam sa rôzne
AID bude prideľovať buď podľa toho, či sú to TIM, alebo non-TIM stanice, alebo
podľa vzdialenosti od AP [7].
Špecifikácia opisuje použitie relay v rámci zvýšenia dosahu alebo zníženia požia-
daviek na prístup k médiu. Zníženie požiadaviek na prístup k médiu by sa dosiahlo
tým, že by sa pre relay definovala príležitosť na vysielanie (TXOP - Transmission
Opportunity). Aby sa stanice dozvedeli o relay entitách v okolí, vysielajú žiadosť
Probe. Ako relay entita by sa v NS-3 mohol využiť uzol, ktorý by preposielal dáta
od staníc k AP a opačne.
V dôsledku senzorov, ktoré sú napájané hlavne batériami, sa definuje maximálny
čas v prebudenom režime (Max_awake_duration). Táto hodnota by mala byť sta-
tická a nemala by sa časom meniť. V rámci NS-3 sa môže definovať funkcia, ktorá
bude na základe veľkosti batérie zariadenia určovať maximálny čas v prebudenom
režime. Ďalšia funkcia by kontrolovala, ako dlho je stanica v tomto režime a ak by
uplynul čas, stanica by sa uspala.
Prístup k médiu vďaka rozdeleniu staníc do skupín umožní kontrolovať počet
žiadostí o médium a tiež zvýši úsporu energie. AP by malo určiť pomocou poľa
TWT (Target Wake Time), kedy sa má daná skupina staníc prebudiť. Technika
RAW (Restricted Access Window) prideľuje stanici alebo skupine staníc (iba non-
TIM stanice) určité časy alebo sloty, počas ktorých môžu vysielať. TIM stanice
nemôžu počas tohto okna (RAW) pristupovať k médiu. V rámci daného slotu sa
každá stanica riadi prístupom EDCA. AP taktiež môže indikovať, či stanice v smere
uplink môžu prekročiť hranice slotu (viz obr. 4.3).
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Obr. 4.3: Znázornenie hranice slotu v rámci RAW
Funkcia, na základe ktorej sa staniciam definuje slot, je nasledovná 4.2:
𝑓(𝑥) = (𝑥+𝑁𝑜𝑓𝑓𝑠𝑒𝑡)𝑚𝑜𝑑𝑁𝑅𝐴𝑊 = 𝑖, (4.2)
kde i predstavuje index slotu priradeného stanici, resp. staniciam. Hodnota 𝑁𝑅𝐴𝑊
určuje počet slotov. Hodnota x predstavuje AID stanice a hodnota 𝑁𝑜𝑓𝑓𝑠𝑒𝑡 sa určí
použitím posledných 2 bitov v poli FCS (Frame Check Sequence) [7].
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5 IMPLEMENTÁCIA IEEE 802.11AH
Pre implementáciu štandardu IEEE 802.11ah do NS-3 sa nebude vytvárať nová
trieda, ale budú sa dopĺňať len funkcie a deklarácie do potrebných tried, aby tento
štandard bol vytvorený podobne ako ostatné Wi-Fi štandardy v NS-3. Na testo-
vanie funkčnosti týchto zmien v jednotlivých triedach sa bude využívať simulácia
vytvorená v rámci semestrálneho projektu. V rámci implementácie zmien sa menili
niektoré zdrojové súbory NS-3, viz obr. 5.1.
Obr. 5.1: Znázornenie prepojenia Wi-Fi štandardu s triedami NS-3
/∗∗ OFDM PHY for the 5 GHz band ( Clause 17) ∗/
WIFI_PHY_STANDARD_80211a,
/∗∗ DSSS PHY ( Clause 15) and HR/DSSS PHY ( Clause 18) ∗/
WIFI_PHY_STANDARD_80211b,
/∗∗ ERP−OFDM PHY ( Clause 19 , Sec t ion 19 .5) ∗/
WIFI_PHY_STANDARD_80211g,
/∗∗ OFDM PHY for the 5 GHz band with 10 MHz channel bandwidth ) ∗/
Jednotlivé štandardy sú zadefinované v hlavičkovom súbore wifi-phy-standard
ako zoznam pomocou dátoveho typu enum, kde je zoznam všetkých štandardov po-
užívaných v rámci NS-3. Do tohto hlavičkového súbora sa musí pridať aj štandard
IEEE 802.11ah. V rámci diplomovej práce sa pridalo viac typov 802.11ah podľa kra-
jiny použitia. Keďže každá krajina využíva iné frekvenčné pásmo, muselo sa vytvoriť
viac typov pre jeden štandard IEEE 802.11ah.







V rámci vytvorenia simulácie sú dostupné rôzne helpery na zjednodušené vytvá-
ranie simulácií. Každý spôsob prenosu dát používa niekoľko spoločných helperov,
ale sú aj také, ktoré sú špecifické pre daný typ komunikácie.
• Point-to-Point - Point-to-point-helper,
• Wi-Fi - WifiHelper,
• WiMax - WimaxHelper,
• LTE - lteHelper
Jedným z nich je aj WifiHelper, ktorého východiskovým nastavením je použitie
štandardu IEEE 802.11a. Pre zmenu sa využije metóda SetStandard so vstupným
parametrom požadovaného štandardu. Následne sa v triede yans-wifi-phy zavolá
funkcia ConfigureStandard, ktorá podľa vstupného parametra nastaví fyzickú vrstvu
zavolaním príslušnej metódy Configure80211ah.
case WIFI_PHY_STANDARD_80211ah_US:
m_channelStartingFrequency=902;








Configure80211ah ( ) ;
break ;
Keďže nastavenie fyzickej vrstvy je takmer totožné pre štandard IEEE 802.11ah
pre všetky krajiny, využíva sa iba jediná metóda Configure80211ah. Rozdiel je len v
počiatočnej frekvencii, ktorá sa nastavuje samostatne v závislosti od krajiny. Hod-
nota m_channelStartingFrequency určuje strednú frekvenciu nultého kanála. Nie-
ktoré krajiny majú počiatočnú frekvenciu 917,5MHz resp. 916,5MHz. Keďže hod-
nota m_channelStartingFrequency je definovaná ako dátový typ integer, frekvenciu
je možno nastaviť len ako celé číslo. Zmena dátového typu pri zdrojových súboroch
by mohla mať veľký vplyv na funkčnosť ostatných zdrojových súborov používajú-
cich túto hodnotu a z tohto dôvodu je lepšie zmeniť počiatočnú frekvenciu štandardu
na bližšie nižšie celé číslo. Táto zmena počiatočnej frekvencie sa týka krajín Južná
Kórea a Japonsko.
Každá krajina má definované dostupné šírky pásma kanálov použitých pre ich
frekvenčný rozsah v závislosti od rôznych ustanovení a taktiež služieb, aké používajú
43
v danom frekvenčnom pásme.
• US - 1, 2, 4, 8, 16MHz,
• Európa - 1, 2MHz,
• Čína - 1, 2, 4, 8MHz,
• Južná Kórea - 1, 2, 4MHz,
• Japonsko - 1MHz,
• Singapur - 1, 2, 4MHz.
V tejto metóde Configure80211ah sa následne nastavujú použité wifi módy pre
danú krajinu, podľa zoznamu vyššie. V triede yans-wifi-phy je definovaná premenná
dátového typu WifiModeList m_deviceRateSet, uchovávajúca zoznam prenosových
režimov, ktoré táto fyzická vrstva podporuje. Jeden z týchto režimov v zozname
musí byť povinný a keďže pre štandard IEEE 802.11ah je ako povinný prenosový
režim uvedený ten so šírkou pásma 1MHz, tento režim je nastavený ako povinný.
Metóda IsMandatory triedy WifiMode prechádza zoznam m_deviceRateSet a hľadá
povinný prenosový režim. Ak sa nenájde ani jeden, program sa neskompiluje.
m_deviceRateSet . push_back (WifiPhy : : GetOfdmRate500KbpsBW1MHz ( ) ) ;
m_deviceRateSet . push_back (WifiPhy : : GetOfdmRate500KbpsBW2MHz ( ) ) ;
m_deviceRateSet . push_back (WifiPhy : : GetOfdmRate500KbpsBW4MHz ( ) ) ;
m_deviceRateSet . push_back (WifiPhy : : GetOfdmRate500KbpsBW8MHz ( ) ) ;
m_deviceRateSet . push_back (WifiPhy : : GetOfdmRate500KbpsBW16MHz ( ) ) ;
Prenosové režimy sú definované ako dátový typ WifiMode a môžu byť vytvo-
rené pomocou triedyWifiModeFactory a patričnej metódy CreateWifiMode pre túto
triedu. Vstupné parametre pre túto metódu možno vidieť nižšie, kde uniqueName
určuje názov, ktorý sa používa v rôznych prípadoch, napríklad pri snahe nastaviť
konkrétny prenosový režim v simulácii, pomocou nastavenia pre RemoteStationMa-











Hodnota isMandatory dátového typu boolean určuje, či daný prenosový režim je po-
vinný pre štandard nastavením tejto hodnoty na true. Premenná bandwidth určuje
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šírku pásma a premenná dataRate určuje dátovú rýchlosť režimu. Hodnota codin-







Ako posledný parameter je constellationSize, ktorý určuje počet možných stavov v
rámci konštelačného diagramu. Takýmto spôsobom bolo vytvorených 5 prenosových
režimov, pre šírku pásma 1, 2, 4, 8, 16MHz. Ako bolo spomenuté v kapitole 4.1,
rýchlosť podľa viacerých zdrojov by mala byť minimálne 100 kbps. Pri nastavení
dataRate na hodnotu 100 kbps bolo zistené, že v rámci simulácie neprebieha žiadna
komunikácia. Najmenšia možná hodnota pre dataRate, pri ktorej prebieha komuni-
kácia medzi uzlami v simulácii je hodnota 500 kbps. V zdrojoch je uvedená hodnota
≥ 100 kbps, takže táto zmena na rýchlosť 500 kbps nie je braná ako kritický nedos-
tatok. Kódovacia rýchlosť bola nastavená na hodnotu WIFI_CODE_RATE_1_2
a hodnota parametra constellationSize bola nastavená na hodnotu 64.
WifiModeFactory : : CreateWifiMode ( std : : s t r i n g uniqueName ,




enum WifiCodeRate codingRate ,
uint8_t c o n s t e l l a t i o n S i z e )
Ako bolo spomenuté, hodnota m_channelStartingFrequency určuje strednú frek-
venciu nultého kanála. Frekvencia ďalšieho kanála je vždy posunutá o 5MHz. Pri
použití prenosových režimov so šírkou pásma 1, 2, 4, 8, 16MHz by bolo vhodné
hodnotu, o ktorú je posunutý každý kanál, zmeniť. Preto bola vytvorená premenná
m_freqOffset v triede yans-wifi-phy, ktorá udáva, o akú hodnotu bude ďalší kanál
posunutý. Hodnota je počiatočne nastavená na hodnotu 5, ako to má NS-3 normálne
nastavené. Do triedy yans-wifi-phy bola následne pridaná metóda ChangeFreqOffset,
ktorá má ako vstupný parameter hodnotu, na ktorú chceme zmeniť m_freqOffset,
a teda aj frekvenčné posunutie každého ďalšieho kanála.
Ako posledná časť sa určujú modulačné a kódovacie techniky. Tie sú uložené ako
vektor hodnôt dátového typu integer, kde sa pridávajú cyklom for pomocou metódy
push_back. V NS-3 je definovaných 8 MCS. V triede yans-wifi-phy sú následne
metódy WifiModeToMcs a McsToWifiMode, ktoré určujú na základe hodnoty MCS,
aký prenosový režim sa použije, a naopak. V metóde WifiModeToMcs sa určuje
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MCS na základe hodnoty dataRate prenosového režimu. Keďže všetky vytvorené
prenosové režimy v tejto práci majú rovnakú hodnotu dataRate, vrátená hodnota
tejto metódy bude pre všetky rovnaká. Hodnota 500 kbps sa teda priradila v metóde
WifiModeToMcs k hodnote MCS=0. V druhom prípade metóda McsToWifiMode
na základe hodnoty MCS určuje použitý prenosový režim.
Podľa zatiaľ dostupných špecifikácií pre štandard IEEE 802.11ah by sa malo
využívať 4-bitové CRC (Cyclic Redundancy Check). V špecifikáciách je napísané a
porovnané a výsledkom je, že 4-bitové CRC je pre tento štandard dostačujúce. V
NS-3 sú dostupné triedy pre 32-bitové a 8-bitové CRC, ktoré pracujú pomocou vy-
hľadávacej tabuľky. Tieto triedy (pre 32-bitové a 8-bitové CRC) majú zadefinovanú
tabuľku s 256 hodnotami na základe daného polynómu. Trieda 32CRC sa v NS-3
používa pri Ethernete a 8-bitové CRC sa využíva pri technológii WiMax. Každá z
týchto tried má definovanú metódu, ktorá na základe dát a s použitím tabuľky, vy-
počíta CRC. V rámci práce bola vytvorená trieda pre 4-bitové CRC. V tejto triede
sa taktiež nachádza tabuľka, ale v tomto prípade len so 16 hodnotami, vytvorená
na základe polynómu [4.1]. Táto tabuľka bola vygenerovaná podľa zdroja [32]. Tak
ako v predchádzajúcich triedach aj tu bola vytvorená metóda pre výpočet CRC
na základe vstupných dát s použitím tabuľky. Pre výpočet 4-bitového CRC je teda
všetko pripravené, ibaže NS-3 momentálne nepoužíva výpočet CRC pre Wi-Fi a v
súčasnej verzii modelu fyzickej vrstvy pre štandardy IEEE 802.11 v NS-3 ani nie je
potrebný tento výpočet.
Čo sa týka linkovej vrstvy, treba tiež nastaviť parametre pre štandard IEEE
802.11ah. V triede wifi-mac sa nachádza metóda ConfigureStandard, ktorá podobne,
ako to bolo pri fyzickej vrstve, volá príslušnú metódu na základe použitého Wi-Fi
štandardu. V rámci práce bola pre túto triedu doplnená metóda Configure80211ah,
ktorá sa zavolá pri použití štandardu IEEE 802.11ah pre akúkoľvek krajinu, keďže
nastavenie je to isté. V tejto metóde sa následne nastavujú parametre, ako sú SIFS
(Short Inter-frame space), PIFS (PCF Inter-frame space), ako aj doby CTS (Clear
to Send) a RTS (Request to send) timeout, ktoré určujú, ako dlho stanica po ich
zaslaní bude čakať na odpoveď. Tieto hodnoty sú nastavené podľa [7].
void
WifiMac : : Conf igure80211ah (void )
{
S e t S i f s ( MicroSeconds ( 1 6 0 ) ) ;
S e tS l o t ( MicroSeconds ( 5 2 ) ) ;
Se tE i f sNoDi f s ( MicroSeconds (160 + 304 ) ) ;
S e tP i f s ( MicroSeconds (160 + 52 ) ) ;
SetCtsTimeout (MicroSeconds (160 + 304 + 52 +
GetDefaultMaxPropagationDelay ( ) . GetMicroSeconds ( ) ∗ 2 ) ) ;
SetAckTimeout (MicroSeconds (160 + 304 + 52 +
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GetDefaultMaxPropagationDelay ( ) . GetMicroSeconds ( ) ∗ 2 ) ) ;
}
V triede regular-wifi-mac je metóda FinishConfigureStandard, ktorá nastavuje
hodnoty cwmin a cwmax, využívané pri QoS. Keďže v špecifikáciách žiadne tieto
hodnoty nie sú určené, tak boli štandardu priradené hodnoty:
𝑐𝑤𝑚𝑖𝑛 = 15,
𝑐𝑤𝑚𝑎𝑥 = 1023,
tak ako to má väčšina štandardov. Následne sa zavolá metóda, ktorá nastaví nQos
linkovú vrstvu, čo znamená bez podpory kvality služieb (QoS).
V triede Wifi-Helper je premenná m_standard, ktorá uchováva, aký štandard sa
v simulácii používa. Keďže táto premenná je definovaná ako súkromná - private pre
danú triedu, je potreba buď premennú zmeniť na verejnú - public alebo vytvoriť v
triede funkciu, ktorá bude vracať premennú, a tak si môžeme overiť, aký štandard
sa využíva. Keďže nie je v úmysle vo veľkej miere meniť zdrojové kódy jednotlivých
tried, je lepšie vytvoriť novú funkciu, ako zmeniť premennú na public. Ako už bolo
spomenuté, štandardy sú definované ako enum, a tak premenná vracia poradové
číslo štandardu podľa zoznamu. Štandard IEEE 802.11ah je ako posledný pridaný
na koniec zoznamu, a preto návratová hodnota v prípade zavolania funkcie bude
8 - 13 podľa krajiny. Vytvorená funkcia neprijíma žiadne vstupné parametre, len
jednoducho vracia premennú m_standard.
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6 SIMULÁCIA VYTVORENÉHO SCENÁRA
V NS-3 bola vytvorená simulácia bezdrôtovej siete, ktorá reprezentuje základný sce-
nár pohybu a komunikácie uzlov. V rámci tejto simulácie bude použitý štandard
802.11ah s frekvenčným rozsahom definovaným pre Spojené štáty americké. Na za-
čiatku tejto simulácie sú definované hlavičkové súbory, ktoré boli využité v tejto
simulácii. Ďalej sú zadefinované súbory, do ktorých sa zapisujú dáta o prijatí pa-
ketov na danej stanici, kedy a či sa stanice vôbec asociovali s prístupovým bodom
- AP. Posledný textový dokument s názvom distance slúži na určenie vzdialenosti
danej stanice od AP v čase.
std : : o f s tream netStatsOut ; // Create an output f i l e stream
std : : o f s tream d i s t anc e ; // Create an output f i l e stream
std : : o f s tream a s s o c c i a t i o n ; // Create an output f i l e stream
6.1 Funkcie
V zdrojovom kóde simulácie sú ďalej zadefinované rôzne funkcie, ktoré sa v rámci
simulácie využívali. Niektoré funkcie boli vytvorené ako callback pri použití tra-
cesource. V NS-3 majú niektoré triedy definované tracesource, slúžiace na zistenie
rôznych informácií v závislosti od triedy, pre ktorú je tracesource vytvorený1. Jed-
notlivé tracesource sú v triede definované rovnakým spôsobom, a to:
TypeId
WifiPhy : : GetTypeId (void )
{
stat ic TypeId t i d = TypeId ( " ns3 : : WifiPhy " )
. SetParent<Object> ( )
. AddTraceSource ( "PhyTxBegin " ,
" Trace source i nd i c a t i n g a packet "
" has begun t ransmi t t ing over the channel medium" ,
MakeTraceSourceAccessor
(&WifiPhy : : m_phyTxBeginTrace ) ,
" ns3 : : Packet : : TracedCallback " )
Metóda .AddTraceSource umožňuje prepojenie tracesource a „okolitého sveta“,
teda simulácií alebo aj ostatných tried pomocou systému Config. Ako prvý argu-
ment je dátovy typ string určujúci názov tracesource, pomocou, ktorého sa daný
tracesource použije v rámci simulácie. Ako druhý je textový reťazec opisujúci, načo
sa daný tracesource dá použiť a aké informácie z neho možno získať. Ďalej sa defi-
nuje sledovaná hodnota, ktorá je vždy súčasťou triedy. Posledný parameter je názov
1https://www.nsnam.org/docs/release/3.17/doxygen/group___trace_source_list.html.
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pre typedef ako dátový typ string. Toto sa využíva pre správnu štruktúru (počet
a dátový typ vstupných argumentov) funkcie slúžiacej ako trace-callback. V rámci
tejto práce a simulácie sa využívali 3 tracesource, a to:
• Assoc - triedy StaWifiMac. Použitie Assoc v simulácii slúžilo na zistenie či
sa dané stanice asociovali s AP-prístupovým bodom. Podľa výpisu zo súboru
môžeme povedať, že všetky stanice sa asociovali počas 1. sekundy.
• CourseChange - triedy MobilityModel. Pomocou CourseChange, ktorý je defi-
novaný v triede MobilityModel, sa môže sledovať, ako sa stanice pohybovali.
Tento tracesource je zavolaný vždy, keď stanica zmení svoju polohu.
• MonitorSnifferRx - triedyWifiPhy. Ako posledný je použitý MonitorSnifferRx,
ktorý sa zavolá vždy, keď stanica prijme paket. Okrem paketu tento tracesource
ponúka ďalšie parametre, ktoré sa dajú využiť, ako je úroveň signálu, frekvencia
kanála, číslo použitého kanála, rýchlosť udávaná v jednotkách 500 kbps.
MyTrace ( std : : s t r i n g context , Ptr<const Packet> packet ,
uint16_t channFreq , uint16_t channNum , uint32_t rate ,
bool i sShorPr , double s i gna l , double no i s e )
{
Mac48Address apAddr = Mac48Address ( " 0 0 : 0 0 : 0 0 : 0 0 : 0 0 : 1 5 " ) ;
Mac48Address myAddr = Mac48Address ( " 0 0 : 0 0 : 0 0 : 0 0 : 0 0 : 0 3 " ) ;
WifiMacHeader mac ;
packet−>PeekHeader (mac ) ;
i f (mac . GetAddr2 ( ) == apAddr && mac . GetAddr1 ( ) == myAddr)
{
i f (mac . GetType ( ) == WIFI_MAC_DATA)
{
for ( int i =0; i <30; i++)
{
i f ( Simulator : : Now ( ) . GetSeconds ( ) > i && ( count+1) == i )
{
netStatsOut << Simulator : : Now ( ) . GetSeconds ( ) << std : : endl ;
netStatsOut << " Packet : "<< ∗packet << std : : endl ;
netStatsOut << "Channel f requency : " << channFreq << std : : endl ;
netStatsOut << "Channel number : " << channNum << std : : endl ;
netStatsOut << "Rate : " << rat e << " in un i t s o f 500kbps "
<< std : : endl ;
netStatsOut << " S inga l s t r ength : " << s i g n a l << "dBm" << std : : endl ;








Ďalej sú tu funkcie, ktoré boli vytvorené v záujme zistenia informácií počas
simulácie. NS-3 podobne ako NS-2 umožňuje plánovanie udalostí počas simulácie
pomocou Simulator::Schedule, treba však pre to vytvoriť funkciu, na ktorú sa bude
simulátor odkazovať. V jej vnútri sa táto funkcia zavolá znova (rekurzívne vola-






Ako posledné sú definované funkcie, ktoré slúžia na zmenu hodnôt frekvenčného
ofsetu a energetického prahu detekcie tak, aby to spĺňalo požiadavky štandardu
IEEE 802.11ah.
int
GetEnergyThreshold ( std : : s t r i n g dataMode )
{
std : : map<std : : s t r i ng , int> modeMap ;
modeMap [ "OfdmRate500KbpsBW1MHz" ]=1;
modeMap [ "OfdmRate500KbpsBW2MHz" ]=2;
modeMap [ "OfdmRate500KbpsBW4MHz" ]=3;
modeMap [ "OfdmRate500KbpsBW8MHz" ]=4;
modeMap [ "OfdmRate500KbpsBW16MHz" ]=5;















Funkcia preberá ako vstupný parameter dataMode, na základe ktorého sa určí
energetická hladina v jednotkách dBm, určujúca schopnosť príjemcu detegovať ener-
giu v operačnom kanále a na základe toho odloží dátový prenos. Keďže funkcia switch
nepodporuje ako parameter dátový typ string, musí sa vytvoriť mapovanie medzi
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dátovým režimom a „klúčom“. Daný kľúč sa následne použije vo funkcii switch
ako kritérium, na základe ktorého sa určí hodnota energetickej hladiny. Na tom is-
tom princípe funguje zmena frekvenčného ofsetu do stredu kanála. Keďže frekvencia
je v NS-3 dátového typu integer, teda celé číslo, pri použití prenosového režimu s
1MHz šírkou pásma sa nedá nastaviť, aby frekvencia bola v strede kanála. Preto je
frekvenčný ofset nastavený na 1MHz pri prenosových režimoch s 1 a 2MHz šírkou
pásma.
6.2 Hlavná funkcia programu - Main
Ako ďalšia je definovaná funkcia main, v ktorej sa nachádzajú prvky a nastavenia
simulácie. Vo východiskovom nastavení pakety v NS-3 si neuchovávajú dostatočné
množstvo metadát, ktoré sú potrebné pri volaní určitých printových metód. Práve
preto sa metóda ns3::Packet::EnablePrinting musí zavolať aspoň raz v rámci simulá-
cie, aby sa mohli použiť funkcie typu print pre pakety. Definované výstupné súbory
pre zapisovanie dát sa musia v rámci metódy main otvoriť.
V ďalšej časti je definované logovanie pre fyzickú a linkovú (MAC) vrstvu, ktoré je
zapnuté premennou verbose dátového typu boolean. Premennú verbose aj numStas,
ktorá určuje počet staníc v simulácii sa dá zmeniť aj pri spúšťaní simulácie ako
parameter.
CommandLine cmd ;
cmd . AddValue ( " verbose " , " Set t rue f o r l ogg ing . " , verbose ) ;
cmd . AddValue ( " numStas " , " Wil l s e t the number o f s t a t i o n s . " , numStas ) ;
cmd . Parse ( argc , argv ) ;
Pomocou systému Config nastavíme hodnoty RtsCtsThreshold a Fragmentati-
onThreshold pre triedu WifiRemoteStationManager tak, aby sa RTS (Request to
Send) a CTS (Clear To Send) používali vždy a aby sa pakety nefragmentovali.
// enab l e r t s c t s a l l the time .
Config : : Se tDe fau l t ( " ns3 : : WifiRemoteStationManager : : RtsCtsThreshold " ,
Str ingValue ( " 0 " ) ) ;
// d i s a b l e f ragmenta t ion
Config : : Se tDe fau l t (
" ns3 : : WifiRemoteStationManager : : FragmentationThreshold " ,
Str ingValue ( " 2200 " ) ) ;
Následne sú deklarované premenné, ktoré sú potrebné na vytvorenie simulácie.
Taktiež sú tu premenné dataMode a ctrlMode, ktoré sú ako dátový typ string a
určujú použitý prenosový režim na dáta a kontrolné pakety, ako sú RTS, CTS,
ACK a podobne. Ďalej sú definované premenné freqOffs a energyDetThresh, ktoré,
ako bolo spomenuté, slúžia na zmenu frekvenčného ofsetu a energetickej hladiny v
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závislosti od prenosových režimov, použitých v simulácii. Následne sú deklarované
helpery na vytvorenie fyzickej a linkovej (MAC) vrstvy a na vytvorenie prenosového
kanála.
Ako sme sa zmienili vo 4. kapitole 4.1, v NS-3 zatiaľ technológia MIMO nie je
implementovaná. V rámci triedy wifi-phy sa dá definovať počet vysielacích a prijí-
macích antén. Vo východiskovom nastavení sa tieto hodnoty rovnajú jednej. V rámci
simulácie sa tieto 2 hodnoty dajú nastaviť ako atribút. Pri nastavení počtu vysie-
lačov a prijímačov na hodnotu 2 sa neprejavili žiadne viditeľné zmeny, čo sa týka
komunikácie uzlov.
wif iPhy . Set ( " Transmitters " , UintegerValue ( 2 ) ) ;
wif iPhy . Set ( " Rece ive r s " , UintegerValue ( 2 ) ) ;
Priradením RemoteStationManager objektu wifi a nastavením jeho parametrov,
sa dá určiť rate control algoritmus, ktorý riadi dátový tok. NS-3 poskytuje 10 rôznych













V tejto práci je v záujme použitia novovytvorených prenosových režimov nasta-
vený algoritmus ConstantRateWifiManager, ktorý sa nastavuje spolu s definovaním
prenosového režimu na dáta a kontrolné pakety. Pre wifi objekt typu wifiHelper sa
následne nastaví použitý štandard, názov použitého SSID (Service Set Identifier),
ktoré je nastavené na „test80211ah“.
w i f i . SetRemoteStationManager ( " ns3 : : ConstantRateWifiManager " ,
"DataMode " , Str ingValue ( dataMode ) ,
" ControlMode " , Str ingValue ( ctrlMode ) ) ;
w i f i . SetStandard (WIFI_PHY_STANDARD_80211ah_US) ;
Posledný krok je nastavenie MAC vrstvy pre stanice a pre AP-prístupový bod. V
rámci tejto práce sa využila trieda NqosWifiMacHelper, ktorá nepodporuje kvalitu
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služieb (QoS). Nakoniec sa pomocou objektu wifi nainštaluje na uzly fyzická a lin-
ková (MAC) vrstva. Pre stanice sa deaktivuje možnosť vyhľadávania prístupových
bodov na sieti. Použitím vytvorenej funkcie v triede wifiHelper s názvom getStan-
dard sa dá overiť, aký štandard je v simulácii použitý. V tomto prípade návratová
hodnota, ktorá sa vypíše do konzoly je 8.
// se tup s t a s .
wifiMac . SetType ( " ns3 : : StaWifiMac " ,
" Ss id " , Ss idValue ( s s i d ) ,
" ActiveProbing " , BooleanValue ( fa l se ) ) ;
staDevs = w i f i . I n s t a l l ( wifiPhy , wifiMac , s t a s ) ;
// se tup ap .
wifiMac . SetType ( " ns3 : : ApWifiMac " ,
" Ss id " , Ss idValue ( s s i d ) ) ;
apDevs = w i f i . I n s t a l l ( wifiPhy , wifiMac , ap ) ;
Použitím deklarovaných premenných freqOffs a energyDetThresh a zavolaním
funkcií sa na základe vybratého prenosového režimu pre simuláciu nastaví frekvencia
pre prvý kanál, ako aj energická hladina prahu detekcie signálu pre uzly.
ns3 : : YansWifiPhy : : ChangeFreqOffset ( f r e qO f f s ) ;
wif iPhy . Set ( " EnergyDetect ionThreshold " , DoubleValue ( energyDetThresh ) ) ;
V ďalšej časti sa uzlom a prístupovému bodu priradia IP adresy. NS-3 podporuje
IPv4 i IPv6 adresy použitím 2 tried, Ipv4AddressHelper a Ipv6AddressHelper. V
tejto simulácii sa využívajú IP adresy verzie 4. Pomocou funkcie SetBase sa nastaví
adresný rozsah a použitím Assign sa tento rozsah pridelí staniciam a prístupovému
bodu. Všetkým uzlom treba následne pridať protokolové sady.
Ipv4AddressHelper ipv4 ;
ipv4 . SetBase ( " 1 0 . 1 . 1 . 0 " , " 2 55 . 255 . 255 . 0 " ) ;
Ipv4 In t e r f a c eConta ine r w i f i I n t e r f a c e s ;
w i f i I n t e r f a c e s = ipv4 . Assign ( staDevs ) ;
w i f i I n t e r f a c e s = ipv4 . Assign ( apDevs ) ;
In te rne tStackHe lpe r i n t e r n e t ;
i n t e r n e t . I n s t a l l ( s t a s ) ;
i n t e r n e t . I n s t a l l ( ap ) ;
6.2.1 Mobilita
Uzlom v simulácii možno nastaviť určitý typ rozloženia v rámci definovaného pries-
toru, typ pohybu alebo aj konštantnú pozíciu. Na rozloženie staníc v rámci defi-
novaného priestoru sa využíva PositionAllocator, ktorý sa definuje na počiatočné



















Pre všetky stanice a prístupový bod bol použitý ako PositionAllocator typ Ran-
domRectanhglePositionAllocator, jemu bol definovaný priestor, v ktorom náhodne
priradí staniciam pozíciu, viz obr. 6.1. Pre pohyb uzlov bol použitý mobility model
RandomWalk2dMobilityModel. Parametre nastavené pre tento model sú Speed, čo
predstavuje rýchlosť pohybu, Time, ktorý určuje, ako často bude uzol meniť smer
a rýchlosť. Posledný nastavený parameter bol Bounds, pomocou, ktorého sa určia
hranice priestoru, kde sa môžu uzly pohybovať. Následne sa takto nastavená mobi-
lita nainštaluje na požadované uzly. Ako vidieť, pred inštaláciou mobility pre prí-
stupový bod sa zmení mobilityModel na ConstantPositionMobilityModel, aby mal
prístupový bod počas simulácie tú istú pozíciu. Na obr. 6.2 možno vidieť rozloženie
staníc na konci simulácie.
mobi l i ty . S e tPo s i t i onA l l o c a t o r ( " ns3 : : RandomRectanglePosit ionAl locator " ,
"X" , Str ingValue ( " ns3 : : UniformRandomVariable [Min=0.0 |Max=50.0] " ) ,
"Y" , Str ingValue ( " ns3 : : UniformRandomVariable [Min=0.0 |Max=50.0] " ) ) ;
mob i l i ty . SetMobi l i tyModel ( " ns3 : : RandomWalk2dMobilityModel " ,
" Speed " , Str ingValue ( " ns3 : : UniformRandomVariable [Min=10.0 |Max=20.0 ] " ) ,
"Time " , TimeValue ( Seconds ( 0 . 1 ) ) ,
" Bounds " , RectangleValue ( Rectangle ( 0 , 1 0 0 , 0 , 1 0 0 ) ) ) ;
mob i l i ty . I n s t a l l ( s t a s ) ;
mob i l i ty . SetMobi l i tyModel ( " ns3 : : ConstantPos it ionMobi l i tyModel " ) ;
mob i l i ty . I n s t a l l ( ap ) ;
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Obr. 6.1: Zobrazenie rozloženia staníc pomocou NetAnimu na začiatku simulácie
6.2.2 Aplikácia
Ďalšia časť simulácie má na starosti prenos súborov. Dátový prenos je nastavený
ako OnOffAplikácia2. Prvý riadok predstavuje vytvorenie OnOff aplikácie pomocou
helperu OnOffHelper s využitím TCP protokolu. Dáta sú zasielané zo stanice s IP
adresou 10.1.1.3 na stanicu s adresou 10.1.1.8, na port číslo 9, ktorý sa používa na
zahodenie paketov (discard port). Objekt ApplicationContainer je v podstate vektor,
ktorý uchováva ukazovatele na aplikácie a umožňuje ich inštalovať na jednotlivé
uzly. Následne sa nastavia časy, kedy sa samotná aplikácia spustí a ukončí. Pre
príjem paketov treba vytvoriť objekt PackSinkHelper na uzle, kam sa budú dáta
zasielať. Tento objekt sink typu PackSinkHelper je nastavený pre príjem paketov
od ktoréhokoľvek uzla pomocou definovania adresy GetAny(). Táto adresa sa môže
nastaviť aj na konkrétnu adresu, odpovedajúcu len jednému uzlu, no musela by sa
meniť vždy, keď by sa zmenil zdroj vysielania dát. Taktiež sa nastaví čas, kedy
sa objekt sink spustí a ukončí. Odporúča sa spustiť objekty sink pred samotným
spustením aplikácie na zdrojovom uzle aspoň o 0,5 sekundy skôr.
OnOffHelper t r a f f i c ( " ns3 : : TcpSocketFactory " ,
Address ( InetSocketAddress ( w i f i I n t e r f a c e s . GetAddress ( 7 , 0 ) , port ) ) ) ;
2http://www.nsnam.org/doxygen/classns3_1_1_on_off_application.html.
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Obr. 6.2: Zobrazenie rozloženia staníc pomocou NetAnimu na konci simulácie
Appl i cat ionConta iner serverApps = t r a f f i c . I n s t a l l ( appSource ) ;
serverApps . S ta r t ( Seconds ( 1 . 0 ) ) ;
serverApps . Stop ( Seconds ( 2 0 . 0 ) ) ;
PacketSinkHelper s ink ( " ns3 : : TcpSocketFactory " ,
InetSocketAddress ( Ipv4Address : : GetAny ( ) , port ) ) ;
Appl i cat ionConta iner c l i entApps = s ink . I n s t a l l ( appSink ) ;
c l i entApps . S ta r t ( Seconds ( 0 . 5 ) ) ;
c l i entApps . Stop ( Seconds ( 2 0 . 0 ) ) ;
6.2.3 Výstupné dáta
Podobne ako sa na začiatku simulácie použil systém Config pre nastavenie určitých
hodnôt v určitých triedach, tak sa dajú pomocou neho nastaviť Callback metódy
pre tracesource jednotlivých tried. V rámci simulácie, ako už bolo spomenuté, sa
využívajú 3 tracesource. Každý tento tracesource musíme pripojiť k uzlu, od ktorého
treba získavať dáta. Následne je nutné presmerovať tieto dáta na vhodnú funkciu,
ktorá s nimi bude pracovať. Táto funkcia musí mať rovnaký počet a dátové typy
vstupných parametrov, ako je definované v dokumentácii pre danú triedu, respektíve
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pre daný tracesource.
Config : : Connect ( " /NodeList /∗/ Dev i ceL i s t /∗/ $ns3 : : Wif iNetDevice /Mac/
$ns3 : : StaWifiMac/Assoc " , MakeCallback(&Assoc i a t i on ) ) ;
Conf ig : : Connect ( " /NodeList /2/ Dev i ceL i s t /∗/
$ns3 : : Wif iNetDevice /Phy/MonitorSni f ferRx " , MakeCallback (&MyTrace ) ) ;
Conf ig : : Connect ( " /NodeList /2/ $ns3 : : Mobil ityModel /CourseChange " ,
MakeCallback (&CourseChange ) ) ;
Počas simulácie sa dajú plánovať rôzne udalosti, ktoré sa spustia v určený čas.
Podobne ako sú definované funkcie, na ktoré sa presmerováva výstup z tracesource,
sú definované aj funkcie mimo hlavnej „main“ vetvy programu. Na tieto funkcie sa
následne odkazuje simulátor, keď sa mu priradí určitá akcia na daný čas.
Simulator : : Schedule ( Seconds ( 0 . 0 ) , &CalcDistance ,
ap . Get (0 ) −> GetObject<MobilityModel >() ,
s t a s . Get (2 ) −> GetObject<MobilityModel >() ) ;
S imulator : : Schedule ( Seconds ( 0 . 0 ) , &getApPosit ion ,
ap . Get (0 ) −> GetObject<MobilityModel >() ) ;
S imulator : : Schedule ( Seconds ( 0 . 0 ) , &getStaPos i t i on ,
s t a s . Get (2 ) −> GetObject<MobilityModel >() ) ;
S využitím modulu NetAnim sa dá zobraziť rozloženie uzlov a ich pohyb počas
simulácie, ako aj prenos paketov medzi jednotlivými uzlami. Všetky tieto dáta sa
dajú uložiť ako súbor typu XML (Extensible Markup Language). Tento súbor sa
dá následne otvoriť v programe NetAnim. Rozloženie uzlov na obr. 6.1 a obr. 6.2 je
práve z programu NetAnim. Vytvorením objektu typu AnimationInterface sa vytvorí
animácia do zvoleného súboru. V rámci simulácie je taktiež zapnuté zapisovanie
metadát paketov do daného XML súboru, čím možno vidieť, aký typ paketu sa
posiela, zobrazenie IP adries alebo MAC adries uzlov.
V rámci získania ďalších údajov sa využíva FlowMonitor v NS-3. V NS-3 sa dá
použiť pomocou FlowMonitorHelperu, ktorý umožňuje prácu s určitými veličinami.
V tejto práci sa využívajú nasledovné veličiny z FlowMonitoru, ktoré sa vypisujú v










Pre zachytenie dát počas simulácie sa v rámci tejto práce využíva Pcap trasovanie.
Zavolaním funkcie EnablePcap pre objekt typu wifiPhy so vstupným parametrom
uzla, na ktorom sa chcú sledovať dáta, sa vytvorí súbor typu pcap, ktorý sa dá
následne analyzovať pomocou programu Wireshark.
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7 DOSIAHNUTÉ VÝSLEDKY
Nasledujúca kapitola sa venuje výsledkom simulácie a analýzy výstupných súbo-
rov. V rámci vytvoreného simulačného modelu sa získali rôzne údaje. Vytvorením
funkcie pre pohyb uzla v definovanom smere bolo možné získať dáta o signále a
vzdialenosti uzla. Keďže sa stanica s použitím RandomWalk2D mobility modelu po-
hybovala náhodne, bola vytvorená funkcia, ktorá definovala pohyb uzlu. Na obr. 7.1
možno vidieť závislosť úrovne signálu od vzdialenosti od prístupového bodu. Úroveň
signálu bola získaná pomocou tracesource MonitorSnifferRx triedy yans-wifi-phy.
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Obr. 7.1: Graf závislosti sily signálu od vzdialenosti od prístupového bodu
Vzdialenosť od prístupového bodu sa rátala pomocou funkcie CalcDistance, ktorú
simulátor vykonáva každú sekundu. Pre tento výpočet bolo treba vytvoriť novú fun-
kciu, pretože funkcia v triede MobilityHelper s názvom GetSquaredDistance počíta
vzdialenosť vo štvorcových metroch. Táto funkcia sa jednoduchšie volá použitím
Simulator::Schedule.
Ako vidieť na obrázku 7.1, maximálna úroveň signálu je vo vzdialenosti približne
2,5m od prístupového bodu. Táto hodnota klesá so zvyšujúcou sa vzdialenosťou, ako
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sa predpokladalo. V tomto by sa dalo povedať, že NS-3 nie veľmi reálne simuluje
vzdialenosť na základe frekvencie. Keďže frekvencia pre daný štandard sa pohybuje
v okolo 900MHz, tak by mal byť pokles úrovne signálu menší v tomto frekvenčnom
pásme a nie strmý ako je na obr. 7.1.
Zo súboru netStatsOut, do ktorého sa ukladajú dáta z tracesource MonitorSnif-
ferRx, je možné získať určité dáta. Do tohto súboru sa zapíšu údaje o pakete vždy,
keď uzol, pre ktorý je tento tracesource nastavený, prijme paket. Z každého paketu
možno získať informácie, ako je typ paketu, zdrojová a cieľová adresa, IP adresy, silu
signálu a šumu, frekvencia a iné.
• Time: 4,11984 s
• Packet: ns3::WifiMacHeader (DATA ToDS=0, FromDS=1, MoreFrag=0, Re-
try=0, MoreData=0 Duration/ID=448usDA=00:00:00:00:00:03,
SA=00:00:00:00:00:08, BSSID=00:00:00:00:00:15, FragNumber=0,
SeqNumber=154) ns3::LlcSnapHeader (type 0x800) ns3::Ipv4Header (tos 0x0
DSCP Default ECN Not-ECT ttl 64 id 28 protocol 6 offset (bytes) 0 flags
[none] length: 52 10.1.1.8 > 10.1.1.3) ns3::TcpHeader (9 > 49153 [ ACK ]
Seq=1 Ack=29481 Win=32634 ns3::TcpOptionTS(3728;3292)
ns3::TcpOptionEnd(EOL)) ns3::WifiMacTrailer ()
• Channel frequency: 903MHz
• Channel number: 1
• Rate: 1 in units of 500 kbps
• Signal strength: -45,3663 dBm
• Signal noise: -101,935 dBm
Z tohto výpisu možno overiť použité frekvenčné pásmo v simulácii. Nastavený
štandard je pre Spojené štáty, ktorých frekvenčné pásmo pre IEEE 802.11ah sa
začína na 902MHz. Keďže pri použití prenosového režimu so šírkou pásma 1MHz
alebo 2MHz sa frekvenčný ofset nastaví na 1MHz, frekvencia prvého kanála je rovná
903MHz. Ďalej možno vidieť použitú dátovú rýchlosť, a to je 500 kbps. Úroveň
signálu je -45,3663 dBm a podľa grafu na obr. 7.1 je možné zistiť vzdialenosť od
prístupového bodu, čo je medzi 3,5 - 4m.
Pri zachytávaní paketov pomocou pcap trasovania možno vidieť prenos dát, ako
aj žiadosti staníc o asociácie a následne odpovede na tieto žiadosti. Na obr. 7.2
vidieť prenos dát. Bližšie bola zobrazená správa typu Association Response zaslaná
prístupovým bodom AP k jednej zo staníc. Na spodnej časti obrázka sú adresy a
ďalšie parametre. Medzi Fixed parameters je aj Association ID, ktoré sa rovná 0.
Jedna zo zmien pre štandard IEEE 802.11ah je rozdelenie staníc na skupiny, buď na
základe vzdialenosti, sily signálu, alebo podľa iného kritéria. Pri bližšom skúmaní
triedy ap-wifi-mac, ktorá sa stará o zasielanie správ Association Response, je použitý
objekt triedy typu MgtAssocResponseHeader, kde je premenná m_aid nastavená
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Obr. 7.2: Komunikácia uzlov zachytená pomocou Wiresharku
na 0. Táto hodnota by sa dala jednoducho prepísať v zdrojovom kóde danej triedy,
lenže v tom prípade by každá stanica mala rovnaké AID (Association Identifier).
Jedno z riešení by bolo vytvoriť verejnú metódu, ktorou by sa dala premenná m_aid
nastaviť. NS-3 nepodporuje meranie RSSI (Recieved Signal Strength) na stanici ani
na prístupovom bode. Preto je návrh po vytvorení merania RSSI v NS-3 pridať
metódu, ktorá by na základe RSSI výsledkov dynamicky menila AID pre jednotlivé
stanice.
Výstupný súbor typu XML pre program NetAnim je na obrázku 6.1 a 6.2. Možno
vidieť rozloženie uzlov na začiatku a na konci simulácie. Aby mohla byť zachytená
celá simulácia v súbore, musel sa zvýšiť maximálny počet paketov na jeden súbor
nastavením:
anim . SetMaxPktsPerTraceFile (1000000) ;
Ako bolo spomenuté v časti 6.2.3, nastavením FlowMonitoru sa dajú sledovať
rôzne parametre pre dátové toky v simulácii. V simulácii sú 2 dátové toky, a to jeden
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v smere od 10.1.1.3->10.1.1.8, ktorý predstavuje zasielanie dát, a druhý v smere
10.1.1.8->10.1.1.3, ktorý predstavuje potvrdzovanie, prípadne žiadosti o preposlanie
paketu. Keby sa v simulácii na dátový prenos použil protokol UDP (User Datagram
Protocol), flowmon by našiel iba jeden dátový tok. Štatistiky dátových tokov sú
nasledujúce:




• Tx Packets: 605
• Rx Packets: 595
• Lost Packets: 10
• TX Bytes: 340140
• RX Bytes: 334260
A pre dátový tok v smere 10.1.1.8->10.1.1.3 sú výsledky nasledujúce:




• Tx Packets: 389
• Rx Packets: 389
• Lost Packets: 0
• TX Bytes: 20232
• RX Bytes: 20232
Hodnoty delaySum a jitterSum predstavujú celkovú sumu delay a jitter všetkých
zaslaných paketov. Hodnota lastDelay znamená oneskorenie posledného paketu a je
rovná 36,9ms v smere zasielania dát. Ďalšie hodnoty predstavujú počet odoslaných,
prijatých a stratených paketov. Posledné 2 hodnoty znamenajú počet zaslaných a
prijatých bytov. Straty v smere 10.1.1.3 –> 10.1.1.8 môžu byť spôsobené veľkou
vzdialenosťou oboch uzlov, ako aj kvôli problému skrytého uzla, kde stanica nie je
schopná detegovať signál inej stanice.
Podľa tabuľky 4.1, by sa energetický prah detekcie signálu pre jednotlivé stanice
mal nastavovať nielen v závislosti od šírky pásma prenosového režimu, ako sa to
robí v rámci tejto simulácie, ale aj v závislosti od kódovacieho pomeru. Jedným z
riešení by bolo vytvoriť pre každú šírku pásma viacero wifiMode objektov, ktoré
by sa líšili len v nastavenom kódovacom pomere, čo by nebolo veľmi optimálne.
Lepším riešením by bolo oddeliť kódovací pomer od wifiMode objektu tak, že by
sa nedefinoval pri vytváraní wifiMode objektu, ale by bol definovaný samostatne.
Takáto zmena v zdrojovom súbore by predstavovala veľké množstvo zmien v ostat-
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ných zdrojových súboroch, ktoré pracujú s danou premennou, preto je v tejto práci
zmena energetického prahu len na úrovni simulácie.
Čo sa týka zmeny dĺžky ochranného symbolu, nie je jasné, kde v NS-3 je defino-
vaná hodnota určujúca dĺžku trvania ochranného intervalu. V triede yans-wifi-phy
je atribút ShortGuardEnabled. Tento atribút je dátového typu boolean a iba určuje,
či je použitý krátky ochranný interval, alebo nie. V rámci tejto triedy sa to pou-
žíva len ako kritérium pri určovaní prenosového režimu na základe MCS v metóde
McsToWifiMode.
Z časových dôvodov niektoré navrhnuté zmeny, ktoré boli opísané vo 4. kapitole
neboli implementované. Ide o techniku riadiacu prístup k médiu RAW a taktiež
o techniku výberu kanálov. Tieto zmeny neboli zavedené hlavne z dôvodu časovej
náročnosti pre implementáciu do NS-3.
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8 ZÁVER
Diplomová práca sa zaoberala M2M komunikáciou, ktorá sa v súčasnosti stále viac
a viac presadzuje aj v domácnostiach a bežnom živote v podobe inteligentného
merania, ako je spotreba energie, plynu a iných. Tieto meracie zariadenia musia
komunikovať s bránou MTCG (Machine Type Communication Gateway), ktorá má
na starosti spojenie s vonkajšími sieťami, ako je internet.
V tejto práci je opísaný štandard IEEE 802.11ah, spĺňajúci viaceré požiadavky
tejto komunikácie, ako je nízka spotreba energie, podpora veľkého počtu zariadení a
frekvenčné pásmo, ktoré nie je veľmi rušené. V 2. kapitole je tento štandard opísaný
podľa špecifikácií, ktoré vydáva skupina TGah (Task Group ah).
Na vytvorenie modelu IEEE 802.11ah sa bude využívať simulačný nástroj NS-
3. V 4. kapitole je uvedený návrh zmien pre NS-3 na základe dosiaľ dostupných
technológií a funkcií v NS-3 pre Wi-Fi štandardy. V aktuálnej verzii NS-3 (verzia
3.22) podporuje Wi-Fi štandardy IEEE 802.11a, b, g, n. Zmeny boli navrhnuté na
základe dosiaľ dostupných špecifikácií pre štandard IEEE 802.11ah. Tieto zmeny sa
týkajú hlavne fyzickej (PHY) a linkovej (MAC) vrstvy.
Následne bolo potrebné previesť navrhnuté zmeny do simulátora NS-3. Zmenou
zdrojových súborov, ktoré majú na starosti fyzickú a linkovú vrstvu, sa vytvoril
podklad pre využitie štandardu IEEE 802.11ah.
Po zavedení zmien do NS-3 bol vytvorený scenár so základnou topológiou v NS-
3. V rámci tejto simulácie boli vytvorené uzly a prístupový bod, ktoré využívali
štandard IEEE 802.11ah. Uzlom bola nastavená mobilita a sledovala sa závislosť
sily signálu od vzdialenosti od prístupového bodu AP. Taktiež bola vytvorená ko-
munikácia medzi stanicami na overenie funkčnosti tohto štandardu. Štatistiky tejto
komunikácie boli zobrazené v 7. kapitole.
Pri zavádzaní zmien sa narazilo na niektoré nedostatky v NS-3, ako je dátový
typ určujúci frekvenciu vysielania. Ani úroveň signálu v závislosti od vzdialenosti od
prístupového bodu AP by v použitom frekvenčnom rozsahu nemala klesať tak strmo.
Niektoré zmeny, ako je technika prístupu k médiu RAW, nebolo možné vykonať z
dôvodu časovej náročnosti implementácie do NS-3.
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ZOZNAM SYMBOLOV, VELIČÍN A SKRATIEK
ACK Potvrdenie - Acknowledgement
AID Association IDentifier
AP Access Point
BPSK Binary Phase Shift-Keying
CCSA China Communications Standards Association
CRC Cyclic Redundancy Check
CTS Clear to Send
DCE Direct Code Execution
DCF Distribution Coordination Function
DL-MU-MIMO Downlink Multi-User Multiple Input - Multiple Output
DTIM Delivery Traffic Indication Message
EDCA Enhanced Distributed Channel Access
ETSI-TS European Telecommunications Standards Institute - Technical
Specification
FCS Frame Check Sequence
FFT Fast Fourier Transform
GUI Graphical User Interface
HCCA Hybrid Control Channel Access
HCF Hybrid Coordination Function
HT High Throughput
IBSS Independent Basic Service Set
IE Information Element
IEEE Institute of Electrical and Electronics Engineers
IP Internet Protocol
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ISM Industrial, Science, Medical
LTE Long Term Evolution
MAC Medium Access Control
MCS Modulation and Coding Scheme
MIMO Multiple Input - Multiple Output
MSDU MAC Service Data Unit
MTCD Machine Type Communication Devices
MTCG Machine Type Communication Gateway
M2M Machine to Machine
NAM Network Animator
NDP Null Data Packet
OFDM Orthogonal Frequency - Division Multiplexing
OSI Open Systems Interconnection
OTcl Objected Oriented Dialect of Tcl
PCF Point Coordination Function
PHY Physical Layer
PLCP Physical Layer Convergence Protocol
PPDU PLCP Protocol Data Unit
PS Power Saving
QAM Quadrature amplitude modulation
QoS Quality of Service
QPSK Quadrature Phase-Shift Keying
RA Resource Allocator
RAW Restricted Access Window
RSSI Received Signal Strength Indication
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RTS Request to Send
SSID Service Set Identifier
TCP Transmission Control Protocol
TGah Task Group ah
TIM Traffic Indication Map
TTC Telecommunication Technology Committee
TWT Target Wake Time
TXOP Transmit Opportunity
UDP User Datagram Protocol
VPN Virtual Private Network
XML Extensible Markup Language
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B.1 Elektronická verzia diplomovej práce v PDF
B.2 Upravené zdrojové kódy do NS-3
• Zdrojové súbory triedy wifi-phy.
• Zdrojové súbory triedy yans-wifi-phy.
• Zdrojové súbory triedy wifi-mac.
• Zdrojové súbory triedy wifi-helper.
• Zdrojové súbory triedy wifi-phy-standard.
• Zdrojové súbory triedy regular-wifi-mac.
• Zdrojové súbory triedy crc4.
B.3 Vytvorený scenár s využitím štandardu IEEE
802.11ah
• Vytvorený scenár -Model.cc
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