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Simulación con la herramienta  CISCO PACKET TRACER STUDENT  donde  una empresa de 
te nología  necesita  una interconexión de Red en tres ciudades, Bogota, Cali   y Bucaramanga.  
El  estudiante como  administrador de red,  configura y conecta cada dispositivos, teniendo en 
cuenta el escenario  y los distintos lineamientos que  se requiere, tales como  enrutamiénto OSPF 
versión 2,  conexión de servidor DHCP, salida de hosts hacia internet, manejo de redes virtuales, 
protocolo DHCP ,manejo de listas de acceso y restricción de servicios de red a Hosts, hacer las 
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  Las organizaciones, empresas públicas y privadas están casi obligadas a usar  Sistemas 
de redes las cuales deben ser seguras, estables,  que brinden un soporte efectivo  en 
cuanto  al manejo y traro de  los datos,  o  información. Por tanto, las redes se han 
convertido  en una estrategia tecnológica que facilita la vida a un ciudadano común y 
corriente o bien al   estudiante de manera rápida y oportuna. 
El siguiente trabajo pretende dar solución a un problema  específico planteado por el 
Tutor, escenario donde el estudiante como administrador de redes, CISCO deberá 
interconectar tres sedes llamadas administración, mercadeo y tal como esta descrito en 
la  Evaluación – Prueba de habilidades prácticas CCNA, trabajo final individual, 
donde se pone a prueba habilidades y competencias respecto a las soluciones  y  
problemas  relacionados con diversos aspectos de Networking. Este trabajo conlleva al 
desarrollo de un documento, donde se evidencia paso a paso la configuración de cada 
equipo de acuerdo a la topología,  protocolos y  criterios solicitados, como también el 
ejercicio desarrollado en   la Herramienta de Simulación PACKET TRACER . 
Se da inicio con el análisis del problema, la configuración de  cada dispositivo, 
configuración de los protocolos de enrutamiento OSPV2, configuración de las VLAN  y 
puertos  troncales, asegurar los dispositivos con claves de acceso, implementar DHCP, y 






  Descripción del escenario propuesto para la prueba de habilidades 
Escenario: Una empresa de Tecnología posee tres sucursales distribuidas en las ciudades de 
Bogotá, Medellín y Bucaramanga, en donde el estudiante será el administrador de la red, el 
cual deberá configurar e interconectar entre sí cada uno de los dispositivos que forman parte 
del escenario, acorde con los lineamientos establecidos para el direccionamiento IP, 










Configurar el direccionamiento IP acorde con la topología de red para cada uno de los 
dispositivos que forman parte del escenario 
 
















































Se configure  un  servidor  externo  Para  configurar las interfaces  ya  que 
PACKETRACER  no soporta la activación del servidor  http en el  R2. 
 
 
Configurar el protocolo de enrutamiento OSPFv2 bajo los siguientes criterios: 
 
OSPFv2 área 0 
Configuration Item or Task Specification 
Router ID R1 1.1.1.1 
Router ID R2 2.2.2.2 
Router ID R3 3.3.3.3 
Configurar todas las interfaces LAN como pasivas  
Establecer el ancho de banda para enlaces seriales en 128 Kb/s 






Verificar información de OSPF 





Visualizar lista resumida de interfaces por OSPF en donde se ilustre el costo de cada 
interface 
 
Visualizar el OSPF Process ID, Router ID, Address summarizations, Routing Networks, 




Configurar VLANs, Puertos troncales, puertos de acceso, encapsulamiento, Inter-VLAN 
Routing y Seguridad en los Switches acorde a la topología de red establecida. 
 
 





Asignar direcciones IP a los Switches acorde a los lineamientos. 




Configuración Switch 3 
 
 











Configurar R1 como servidor DHCP para las VLANs 30 y 40. 
 
DHCP   Para VLAN 30 
 
 DHCP   Para VLAN 40
 
 




































Configurar al menos dos listas de acceso de tipo estándar a su criterio en para restringir o 







Configurar al menos dos listas de acceso de tipo extendido o nombradas a su criterio en 





Verificar procesos de comunicación y redireccionamiento de tráfico en los routers 
mediante el uso de Ping y Traceroute. 
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