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Для корректной постановки задачи необходимо, во-первых, выбрать тип области допустимых ре-
шений (ограниченная, неограниченная, пустое множество); во-вторых, выбрать тип решения ЗЛП (един-
ственное, множество решений, отсутствие решений, вследствие того, что целевая функция может не-
ограниченно возрастать или убывать, а множество решений быть пустым). 
По свойству ЗЛП, область допустимых решений должна быть выпуклым множеством [1]. При 
проектировании ЗЛП с заранее заданными свойствами можно самим задавать, в какой точке или на ка-
ком отрезке будет находиться решение. 
Результаты и их обсуждение. Часто преподавателю в учебных целях необходимо иметь большое 
количество однотипных заданий, имеющих различные решения. Представим модель одной задачи, рас-
смотрим случай, когда она имеет единственное оптимальное решение *x . 
При изменении коэффициентов ЦФ предельная линия уровня ЦФ, проходящая через точку экс-
тремума х*, вращается вокруг оптимальной точки х*, то есть коэффициенты ЦФ будут линейно зависеть 
от параметра t, значение которого меняется в некотором интервале  ; : 
  ;t,extrx)tc(x)tc()x(F 2211 . 
Зададим область допустимых решений с помощью системы линейных неравенств: 
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где 2313210 0001 yyy,x,y,y,x  . 
Система неравенств определяет на плоскости выпуклое множество допустимых решений (тре-
угольник АВС), где      .y;xC;y;xB;y;xА 102033  Требуя, чтобы точка В всегда являлась решением задач 
на максимум, ЦФ получается следующего вида:  
2010 x)tx(x)tx()x(F  ,  1;0t . 
Заключение. Придавая параметрам 33210 y,x,y,y,x  конкретные числовые значения, удовлетво-
ряющие неравенствам, приведённым выше, мы можем сгенерировать произвольное количество заданий с 
хорошим наперёд известным ответом, что является важным в учебном процессе. 
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Система охранно-пожарной сигнализации – комплекс технических средств, определить для 
обнaружения пожaра, обработки, передачи в заданном виде извещения о пожaре, специальной ин-
формaции и выдачи комaнд на включение автоматических установок пожаротушения, включение испол-
нительных установок систем против дымной защиты, технологического и инженерного оборудовaния, а 
также других устройств противопожарной защиты [1]. 
В систему охранно-пожарной сигнализации входит обнaружение, проникновение признаков пожа-
ра на объекте или не санкционированный доступ. 
В функции системы охранно-пожарной сигнализации (ОПС) входит обнаружение как проникно-
вения, так и признаков пожара на объекте. Технические средства (ТС) ОПС в соответствии с ГОСТ 26 
342-84 [2] классифицируются по двум признакам: области применения и функциональному назначению. 
По области применения технические средства подразделяются на охранные и охранно-пожарные. 
По функциональному назначению технические средства подразделяются на две группы: 
а) технические средства выявления (извещатели), специализированы для формировки и предо-
стaвления информации о состоянии контролируемых парaметров; 
б) технические средства предупреждения, предназначенные для ввода, преобразования, передачи, 
хранения, обработки и отображения информации (системы передачи извещений, ППК, оповещатели). 
Цель – разработать проект системы охранно-пожарной сигнализации в AutoCad. 
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Материал и методы. В дипломной работе разработан проект в AutoCad для Российской фирмы 
“Комстрой”. В проекте отображена структура Автоматической пожарной сигнализации, согласно ГОС-
Там и стандартам действующие на территории Российской Федерации. 
Результаты и их обсуждение. Технические средства охранно-пожарной сигнализации, предна-
значенные для получения информации о состоянии контролируемых параметров на охраняемом объекте, 
приема, преобразования, передачи, хранения, отображения этой информации в виде звуковой и световой 
сигнализации. Так как проект разработан для Российской фирмы, мы изучили все действующие ГОСТы 
и правила, которые должны удовлетворять техническим требованиям. 
В работе рассмотрена конструкция охранно-пожарной сигнализации которая состоит из: первич-
ных датчиков которые осуществляют контроль отведенной им территории. Контроллер или контрольная 
панель, которая собирает и анализирует показания всех датчиков, а также управляет всей охранной си-
стемой и определяет ее ответную реакцию на различные нештатные ситуации. Пульт управления или 
клавиатура, предназначенная для постановки помещения на охрану и снятия ее [2]. 
Проведен анализ согласно своду правил 5.1.13.130.2009"Системы противопожарной защиты, пра-
вильное размещение датчиков ОПС. Рассмотрены условные графические обозначения ОПС. 
Заключение. В нашей работе был разработан проект в AutoCad, в котором отображена система 
охранно-пожарной сигнализации. В данном проекте соблюдены все действующие ГОСТы и правила рас-
становки датчиков на объекте. Данная работа будет использована в частной Российской фирме “Ком-
строй”, которая специализируется на ОПС.  
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В настоящее время проблема безопасного использования компьютерных сетей является суще-
ственной, так как сети стремительно развиваются, появляются новые технологии и способы передачи 
информации. Сетевая безопасность состоит из политик и практик, принятых для предотвращения и мо-
ниторинга несанкционированного доступа, неправильного использования, модификации или отказа ком-
пьютерной сети и доступных для сети ресурсов. 
Виртуальная частная сеть (VPN – “Virtual Private Network”) – это зашифрованный или инкапсули-
рованный процесс коммуникации, который безопасным образом передает данные из одной точки в дру-
гую; безопасность этих данных обеспечена устойчивой технологией шифрования, и передаваемые дан-
ные проходят через открытую, незащищенную, маршрутизируемую сеть. 
Преимущества технологии: 
 шифрует весь трафик с компьютера, для увеличения защиты передающей и принимаемой ин-
формации; 
 предоставляет пользователям виртуальный IP-адрес, который позволяет получить доступ к 
ограниченным ресурсам; 
 предоставляет пользователям доступ к ресурсам локальной корпоративной сети; 
 обеспечивает доступ к сети через веб-браузер или через клиентское программное обеспечение. 
Основными недостатками VPN является настройка, внедрение и поддержка. 
В настоящее время существует множество различных способов реализации технологии VPN. По 
способу технической реализации различают VPN на основе: 
 маршрутизаторов; 
 межсетевых экранов; 
 программных решений; 
 специализированных аппаратных средств со встроенными шифропроцессорами. 
Актуальность предоставленной темы состоит в том, чтобы определить основные недостатки и до-
стоинства, возможности и тонкости настройки, и применения технологии. 
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