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Tato bakalářská práce se zabývá problematikou internetové telefonie a jejího užití v dnešním 
světě, který nabízí mnoho způsobů, jak komunikovat mezi lidmi. Internetová telefonie dává 
telefonování další rozměr a ukazuje nové možnosti využití protokolu IP. Práce se zaměřuje na 
nejvíce používaný protokol zprostředkovávající funkce technologie VoIP a to standard H.323 
a ještě protokol SIP, který i když poskytuje stejné funkce jako H.323, je založen na jiném 
principu a díky své jednoduché struktuře připravuje dobré podmínky pro vznik nových 
aplikací a služeb v internetové telefonii. Pojednává se zde i o Open Source pobočkové 
ústředně Asterisk. Asterisk, nejen díky využití Voice over IP, poskytuje oproti standardním 
analogovým pobočkovým ústřednám řadu výhod a díky své modularitě a rozšiřitelnosti nabízí 
také mnohem více možností konfigurace. Základním protokolem, se kterým Asterisk pracuje, 
je Session Initiation Protocol (SIP). Standard H.323 není v základní instalaci Asterisku 
implementován, proto je nutné ústřednu vhodně doinstalovat a nakonfigurovat ji, aby se 
funkce ústředny rozšířila o práci s tímto standardem a dokázala provádět i překlad mezi 
protokolem SIP a standardem H.323. Výsledky, kterých jsem dosáhl, jsou uvedeny v kapitole 
„Dosažené výsledky“ a v závěru bakalářské práce. 
 
 







This Bachelor’s thesis is engaged in problems of the internet telephony and its usage in 
today´s world, which offers many techniques how communicate among people. The internet 
telephony gives telephoning other format and shows new possibilities of IP protocol´s usage. 
The thesis is focused on the most used protocol corveying functions of VoIP technology, it is 
the standard H.323 and also the SIP protokol, which even if provides the same functions as 
H.323 is based on the different principle and because of its easy structure, it prepares good 
conditions for rise of new applications and services in internet telephony. In this thesis the 
Open Source private branch exchange Asterisk is also discussed. Asterisk, not only thanks to 
the usage of Voice over IP provides against the standard analogue private branch exchange 
many advantages and thanks to its modularity and expansibility also offers much more 
possibilities of configuration. The Session Initiation Protocol (SIP) is the basic protocol, with 
which Asterisk works. The standard H.323 is not implemented in the basic installation of 
Asterisk, therefore it is necessary to do its suitable installation and congiruation, in order to 
expand exchange´s functions for work with this standard and also to be able to realize 
translation between the protocol SIP and the standard H.323. The results, which I 
accomplished, are presented in the chapters „Dosažené výsledky“ and in the conclusion of the 
bachelor’s thesis.  
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Úvod 
 Tato bakalářská práce je zaměřena na problematiku z oblasti IP telefonie. Hlavně se 
zaměřuje na protokoly pro přenos multimediálních dat v reálné čase, protokoly SIP a H.323. 
Dále se zde přiblíží Open Source pobočková ústředna Asterisk, její instalace, konfigurace, 
uvedení do chodu a její všeobecné vlastnosti, využití a výhody oproti klasickým telefonním 
ústřednám. Dokument by měl postupně osvětlovat problematiku zprovoznění brány (gateway) 
mezi protokolem SIP a standardem H.323 vytvořené na PBX Asterisk. Asterisk se instaloval 
na OS Linux Ubuntu, z toho se předpokládá znalost tohoto operačního systému a práce v něm. 
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1 IP telefonie 
1.1 Úvod do IP telefonie  
 
Od doby, kdy začal digitální signál vytlačovat signál analogový, což se přeneslo do všech 
směrů techniky, bylo jen otázkou času, kdy přijde na řadu digitalizace i v oblasti komunikací. 
V této oblasti se začala objevovat snaha o integraci všech služeb do jediného typu 
telekomunikační sítě. Velkou zásluhu na tom má bezpochyby Internet. 
 
Tento projekt obklopil během krátké doby prakticky celou naši planetu a vnesl do našeho 
života úplně nový rozměr. Internet umožnil vznik nespočtu nových služeb, o kterých se nám 
dříve mohlo jen zdát. Umožnil vtáhnout do sebe i jiné služby a to služby telefonní a faximilní, 
které měly speciálně pro své účely vybudovanou svoji vlastní síť - telefonní síť. 
 
Nabídla se myšlenka, přenášet hlasový (telefonní) signál prostřednictvím sítě počítačové. 
Datový přenos a real-time přenos hlasu a videa mají rozdílné požadavky na přenos. Zatímco 
datový přenos je charakteristický proměnnými nároky na šířku pásma a na spolehlivost 
spojení, přenos hlasu a videa naopak vyžaduje relativně konstantní pásmo, nejlépe konstantní 
dobu zpoždění a nevadí mu částečná ztráta informace. Ztrátu informace dokáže kompenzovat 
různými opravnými metodami. Myšlenka přenášet telefonní signál po počítačových sítích, 
byla impulsem pro vznik IP telefonie, která využila páteřní infrastruktury Internetu. 
 
IP telefonie, VoIP (Voice over Internet Protocol), je technologie umožňující na  paketově 
přepínaných datových sítích, přenášet digitalizovaný hlas a v případě Video over IP i video. V 
telekomunikační struktuře založené na spojování okruhů, se pro každé spojení před vlastním 
přenosem informace musí sestavit okruh (kanál ve směru volající volaný a kanál ve směru 
volaný volající). Okruh  může být využit pouze pro přenos, pro který byl sestaven. Z toho 
vyplývá, že přenosová kapacita sítě nebude dostatečně využita. Adaptibilita ke změnám 
technologií je nízká. Oproti tomu je IP telefonie pokročilejší.  
 
Tato technologie přenáší informace (uživatelské i signalizační) v datových blocích – 
paketech. Přenosové cesty jsou sdíleny mezi mnoha přenosy, z toho plyne efektivnější využití 
těchto přenosových cest. Dále pracuje s moderními metodami kódování (komprimace) hlasu, 
což zmenší objem přenášených dat, tím méně zatíží síť a tím může najednou komunikovat 
více účastníků. Nutná podmínka pro srozumitelné a spolehlivé VoIP telefonní spojení je 
zajištění kvality služeb QoS (Quality of Service). Tyto služby zajišťují spravedlivé dělení 
rychlostí a nedochází tak k zahlcování sítě. 
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1.1.1 Hlavní přednosti VoIP  
• nižší náklady na spojení 
• paketový způsob přenosu – efektivnější využití síťových prostředků 
• nepotřebujete zvláštní telefonní rozvody 
• postupný vznik pouze jedné datové sítě 
• větší efektivita využití počítačové sítě 
• mobilita účastníka 
• snadný roaming 
• velká adaptibilita pro případné změny a zavedení nových služeb 
1.1.2 Využití VoIP 
VoIP umožňuje firmám uskutečňovat telefonní hovory mezi pracovišti navzájem a s 
dalšími institucemi prostřednictvím počítačové sítě. Na volání není nutný osobní počítač, 
volat je možné i pomocí IP telefonu. V dnešní době ve velkém počtu přecházejí firmy a 
podniky od analogového telefonního systému na VoIP, kvůli ušetření nemalých částek za 
hovory. Při budování komunikační sítě v podniku nemusí být vytvořena speciální telefonní síť 
a speciální síť pro počítače, naopak počítačová síť bude využita efektivněji. Na druhou stranu, 
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2 Protocol SIP  
SIP (Session Initiation Protocol) je signalizační protokol, který řídí spojení v síti IP na 
bázi klient – server. Tento protokol vytvořila organizace IETF (Internet Engineering Task 
Force). Funkcí tohoto protokolu je zahajování, modifikace a ukončování interaktivních 
komunikačních relací. Relace může být prostý dvoucestný telefonní hovor nebo to může být 
spolupracující multimediální konferenční hovor mezi třemi a více koncovými zařízeními. 
Schopnost ustanovit 3 relace znamená, že velký počet nových služeb se stane možnými, 
například jako je hlasově obohacená e-komerce, webové stránky, kde stačí kliknout pro 
vytáčení, Instant messaging se záložkami kamarádů atd. [1] 
Tento protokol podporuje relace v rámci aplikací na Internetu, jako jsou telefonie,  
konference a multimédia (komunikace v reálném čase). SIP pracuje nad transportními 
protokoly UDP (většinou) a TCP.  
SIP nabízí jednoduchý formát podobně jako protokol HTTP a to v podobě textu. SIP je 
výhodný pro tvůrce aplikací, které se díky textové podobě dobře implementují. Textové 
zprávy se dobře čtou a lehce se z nich odstraňují chyby. Programování nových služeb a 
aplikací je tedy lehčí a více intuitivní. 
Nastavení protokolu SIP je jednoduše definované, umožňuje služby poskytovat a  
přidávat nové aplikace bez většího zásahu do sítě. Starší SIP zařízení v síti nebude překážet 
novějším SIP službám. Například starší provedení, které nepodporuje metodu využití hlaviček 
u novějších SIP aplikací, by je měli prostě ignorovat. Hlavní starostí protokolu SIP je starat se 
o komunikační spojení uživatelů, proto potřebuje pro svůj chod další protokoly, které se 
starají o samostatnou komunikaci. Nejčastěji se používají protokoly RTP a SDP. 
Protokol SDP popisuje spojení (session) jako celek, například použité kódování pro 
multimediální data, jejich parametry a čísla portů, na kterých se data vysílají a přijímají. 
Kodeky se nastavují jen takové, které zvládnou zpracovat obě nebo všechny koncové zařízení. 
Protokol RTP slouží k vlastnímu přenosu multimediálních dat. RTP přenášená data 
rozdělí a postupně přenáší pomocí Internetu nebo jiné sítě.  
2.1 Komponenty sítě (viz lit. [1], [18] ): 
 
SIP User Agent (UA) - jedná se o koncové uživatelské zařízení, jako buňkový telefon,  
       multimediální mikrotelefon, PC, PDA atd. Užívá se pro vytvoření a 
       řízení SIP relací. User Agent Client iniciuje zprávy. User Agent 
       Server je rozpoznává. 
 
SIP Proxy server  - akceptuje požadavky vytvořené SIP UA a dotazy SIP Registar Serveru 
     pro zjištění příjemce (UA) adresované informace. Ten potom směruje 
     relační výzvy přímo přijímacímu UA, když je umístěn ve stejné  
    doméně nebo Proxy Serveru, když UA pobývá v doméně jiné. 
 
Redirect Server  - podporuje přesměrování, informuje o skocích v síti, zjišťuje 
  aktuální adresy pro zaslání žádosti 
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Registrar Server  - jedná se o databáze, které obsahují umístění všech UA uvnitř domény. 
      V SIP messagingu, tyto servery upravují  a odesílají účastnické IP 
      adresy a jiné případné informace do SIP proxy serveru. 
 
Location Server  - má v sobě uloženou databázi informací o uživatelských agentech,  
              serverech  a branách 
 
Gateway (brána)  - propojuje síť využívající SIP a ostatní typy sítí 
 
SIP Redirect server, SIP Registrar Server a SIP Proxy Server mohou být implementovány do 















  HW 
telefon 
      HW 
videotelefon 





       H.323,ISDN, 
nalog.tel.síť, GSM,... 
      SIP Proxy, 
redirect a registrar                 
         server 
 
      Obr. 1: Architektura sítě SIP 
2.2 Služby poskytované protokolem SIP (viz lit.[ 8] ) 
• dokáže lokalizovat koncového uživatele v síti 
• stanovení parametrů mezi volající a volanou stranu 
• zjištění dostupnosti volané strany a sledování přítomnosti 
• určení média a jeho parametrů 
• je schopen přenášet krátké textové zprávy 
• používají se adresy logické místo fyzických (mobilita) 
2.3 Služby neposkytované protokolem SIP 
• SIP neumí po navázání spojení provádět management daného spojení 
• nepodporuje QoS, neumí upřednostňovat nějaký provoz ani rezervovat potřebné 
síťové prostředky, ale může spolupracovat s protokoly, které se o zajištění QoS mohou 
postarat (např. RSVP) 
• není určený k přenosu velkého objemu dat, přenáší pouze malý objem dat potřebných 
pro navázání interaktivních relací 
  - 18 -    
2.4 Adresace 
Na rozdíl od běžné telefonní sítě, kde se jednotliví koncoví uživatelé identifikují 
pomocí telefonního čísla, se u protokolu SIP identifikace provádí pomocí Uniform Ressource 
Identifier (URI) nebo Universal Resouce Locator(URL). Pomocí URI a URL se identifikují 
také brány (gatewaye), záznamníky  atd. 
 
SIP adresy mohou mít různé formy (viz lit.[1] ): 
 
obecně     sip: user@domain 
 
celý tvar   sip: [username[:password]@hostname[:port] [;parameter1;parametr2;.......;]  
                        [?header1&header2…]  
 
příklady adres 
 sip: jan.novak@212.123.1.57 
 sip: nick@provider.cz 
 sip: +420-212345678@provider.cz 
 
Podpora webové adresace a telefonních čísel umožňuje IP komunikaci bez velkých 
problémů přecházet mezi telefonní sítí a Internetem. Uživatelé mohou mezi sebou 
komunikovat napříč telefonní sítí nebo Internetem, aniž by museli vyměnit svá stávající 
zařízení. 
 
2.5 Navázání spojení 
 IP zařízení podporující SIP mohou komunikovat mezi sebou přímo (viz Obr. 2a),  
pokud  jim je známa URI nebo URL druhé strany.  Navazování spojení ale ve většině případů 
probíhá pomocí SIP proxy (viz Obr. 2b). K obrázku je nutno dodat, že oba koncoví uživatelé 
jsou registrováni na stejném serveru v rámci společné domény. Spojení se sestavuje tak, že 
pošleme žádost o hovor na SIP proxy a sdělíme mu s kým chceme spojit. SIP proxy se podívá 
do své databáze, jestli je u něj volaný uživatel zaregistrován. Pokud ano, přepošle mu žádost o 
hovor. Pokud ho ve své databázi nenajde, směruje žádost na jiný Proxy server, který ho 
v databázi má. Po potvrzení přijetí žádosti proběhne domluva na parametrech hovoru. Vlastní 
komunikace (přenos multimediální dat) se už provádí přímo mezi koncovými uživateli.  
Koncoví uživatelé, kteří používají protokol SIP, nepodléhají žádné centralizaci, kromě SIP 
proxy, který slouží k udržení registrů uživatelů, ke směrování nebo přesměrování komunikace 
na jiný uzel nebo SIP klienta, zjišťuje dostupnost koncového uživatele (on-line, busy, …), ale 
může i k monitorování (účtování hovorů). Zprávy protokolu SIP se dělí na žádosti a odpovědi 
a skládají se z hlavičky zprávy a těla zprávy. 
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Ukázka několika typů žádostí (citace z lit.[1] ): 
  
 INVITE - žádost o vybudování spojení nebo o změnu parametrů spojení 
 BYE    - žádost o ukončení spojení 
 ACK   - potvrzení příjmu odpovědi na INVITE 
 CANCEL - žádost o zrušení probíhající žádosti INVITE  
 OPTIONS - žádost o zaslání funkcí podporovaných serverem 
 REGISTER - žádost o zaregistrování agenta na registrar serveru  
 
Odpovědi (viz lit. [14]): 
 
        OK - kladné potvrzení přijetí žádosti 
1xx  - jedná se o prozatímní odpovědi (přijat, vyzvání) 
2xx - úspěšné potvrzení požadavku 
3xx  - přesměrování, musí se vytvořit nový upravený požadavek 
4xx  - odpověď hlásící chybu klienta (neprovedení požadavku, ...) 
5xx  - odpověď hlásící chybu serveru (server není schopen provést žádost)  
6xx  - odpověď hlásící globální chybu (požadavek nelze vůbec provést) 
 
 
Odpovědi, které mají kód 200 a více, jsou již konečné a po jejich obdržení se ukončuje 










































   
Obr. 2: a) Přímé spojení pomocí protokolu SIP, b) Spojení uskutečněné pomocí SIP přes SIP 
proxy server 
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2.6 Bezpečnost a kvalita služby 
Protokol SIP podporuje interaktivní aplikace, které se vyznačují závislostí na 
minimálním zpoždění, na kolísání zpoždění jednotlivých datagramů a jsou citlivé na ztrátu 
datagramů v  síti. Tyto aplikace nemusí někdy vystačit pouze se standartní úrovní služby typu 
„best  effort“ (tzv. maximální snaha vyhovět požadavkům, pokud se nedaří jim vyhovět, může 
požadavky krátit), kterou poskytuje IP síť. Mohou tedy vyžadovat lepší a konkrétnější úroveň 
přenosové služby, než kterou poskytuje síť. Proto je důležitým prvkem mapování tříd služby, 
která provozuje signalizaci a uživatelská data. Kvalita interaktivní komunikace v IP síti může 
být dostatečná i v případě standardní úrovně služeb. Vše závisí na momentální zátěži sítě a  
také na přenosové rychlosti, jakou jsme schopni komunikovat [8]. 
 
2.7 Shrnutí: 
Protokol SIP je již v dnešní době poměrně rozšířený a počet uživatelů používající ke 
komunikaci tento protokol neustále roste. SIP je příbuzný internetových protokolů HTTP a 
SMTP a je otevřený a horizontální. SIP je navržený jako hlavní transakční protokol pro 
sestavení a ukončení všeobecných relací. Hlas a multimedia jsou jen možné příklady aplikací. 
 Největší výhodou protokolu SIP je jeho jednoduchost, která se ukrývá v jeho textové 
podobě, která umožňuje vysokou flexibilitu tohoto protokolu pro přidávání a vývoj nových 
aplikací, které jsou omezeny jen představivostí vývojářů. Nezávislost na síťové vrstvě 
umožňuje aplikacím fungovat na  různých typech sítí. 
 Pro sestavení hovoru potřebuje jen malý počet zpráv, což je dalším plusem tohoto 
protokolu. SIP poskytuje pokročilou signalizaci a řízení. Koncové uživatele dokáže 
lokalizovat a komunikovat s nimi, aniž by se ohlížel na konkrétní koncová zařízení, která 
používají. SIP používá hierarchický URL styl adresování. URL mohou být vloženy do 
internetových vyhledávačů a emailových nástrojů. 
Protipólem výše zmíněných výhod je omezená funkčnost protokolu SIP v sítích, kde se 
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3 Standard H.323 
  
 H.323 je zastřešující standard, který specifikuje komponenty, protokoly a procedury, 
které poskytují služby multimediální komunikace (audio, video a datová komunikace 
v reálném čase) přenášené po paketových sítích, založených na protokolu IP. H.323 
shromažďuje sadu již existujících protokolů pro přenos hlasu, videa a dat v paketových sítích 
a patří do rodiny ITU-T doporučení nazývaného H.32x, který poskytuje služby multimediální 
komunikace přenášených po různých typech sítí.  
 
• H.320 (řeší přenos v ISDN) 
• H.321 (B-ISDN) 
• H.322 (přenos po LAN se zaručenou QoS) 
• H.323 (paketově založené multimediální systémy) 
• H.324 (přenos po sítích s přepínáním okruhů (POTS, PSTN) 
 
Standard H.323 je doporučením pro přenosy multimediálních dat (audio, video) 
v sítích, které samy nepodporují kvalitu služeb (QoS), mezi které patří i dnes nejvíce 
rozšířená síť provozovaná na protokolu IP. Hlavními důvody úspěchu H.323 jsou jeho 
vlastnosti – komplexnost a zároveň dostatečná pružnost. Tento standard lze využít v jakékoliv 
topologii sítě. 
 
3.1 Podřízené protokoly H.323 
Většina protokolů zastřešené standardem H.323 používá definiční jazyk ASN.1 a 
přenášené zprávy se kódují pomocí metody ASN.1 PER (Packed Encoding Rules). Výjimkou 
je Q.931, který byl vyvinut dříve, než ITU začalo používat ASN.1, a proto tedy využívá svůj 
vlastní způsob binárního kódování. Další výjimka je RTP od IETF. 
 
 
Seznam podřízených protokolů standardu H.323 (citace z lit.[7] ): 
 
H.225     - protokol řídící hovorovou signalizaci 
Q.931     - s modifikacemi se používá pro signalizaci během hovoru  
                  (uvnitř jsou zakódovány zprávy protokolu H.225.0) 
H.245     - slouží pro vyjednání parametrů multimediálního přenosu 
H.235     - kontrolní mechanismy a zabezpečení 
RTP     - stará se o vlastní přenos multimediálních dat v reálném čase 
H.450.x   - protokoly pro doplňkové služby  
 
 



















    ( UDP) 
 
H.225 RAS 
    ( UDP) 
H.255 (Q.931) Navázání spojení 
H.245 Řízení volání 
RTP(UDP) 
 
     Obr. 3:  Protokoly v síti H.323 využívané pro sestavení spojení a přenos      
                  multimediálních dat 
3.2 Komponenty sítě: 
 Standard H.323 definuje jednotlivé komponenty sítě (viz Obr. 4). Tato síť může 













SW videotelefon SW telefon 
HW telefon HW videotelefon 
MCU Gateway 
       SIP,ISDN, 
nalog.tel.síť, GSM,... 
 
       Obr. 4: Komponenty sítě H.323 
3.2.1 Terminál (koncové zařízení)  
 Koncové zařízení je jednotka, která se používá pro real-time obousměrné 
multimediální komunikace. To znamená, že přijímá a vysílá multimediální data v reálném 
čase. Koncové zařízení je základní a jedinou povinnou částí H.323 sítě. Terminál musí 
závazně podporovat hlasové služby včetně komprese. Obraz a data jsou volitelné položky. 
Terminál může být jak hardwarové zařízení (hardwarový IP telefon nebo videotelefon), tak 
softwarové zařízení implementované v operačním systému PC (Netmeeting, SJphone, atd.) 
podporující H.323 a multimediální aplikace. Každý terminál musí podporovat hlasový kodek 
G.711. Pokud se jedná o videotelefon, ten musí podporovat kodek minimálně H.261 QCIF. 
Koncová zařízení používají pro vzájemnou adresaci své síťové adresy (IP adresy). Tato 
koncová zařízení se dle standardu H.245 musí umět domluvit na svých schopnostech a 
přizpůsobit se. Terminál musí umět  komunikovat s Gatekeeprem pomocí protokolu H.225 
RAS a může být použit i pro vícebodové konference [16]. 
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3.2.2 Gatekeeper 
Gatekeeper může být považován za mozek H.323 sítě. Je volitelnou entitou sítě, která 
poskytuje služby překladu adres (překlad aliasové adresy na transportní) a řídí provoz v H.323 
síti. Gatekeeper je centrální řídící prvek H.323 sítě, vybudovává, udržuje a ukončuje spojení. 
Dále zastává řízení přístupu a řízení přenosové kapacity (zpracovává a vyhodnocuje 
požadavky na šířku pásma). Množina zařízení, které spravuje jeden gatekeeper, se označuje 
jako „Zóna“. Zóna obsahuje nejméně jeden koncový bod a pouze jeden Gatekeeper. Zóna je 
nezávislá síťová topologie a může obsahovat rozdílné síťové segmenty propojené routery. Z 
toho tedy plyne, že žádná přímá souvislost mezi zónou a síťovými segmenty a doménami 
není. Přítomnost gatekeeperu v H.323 síti není povinná, ale žádné ucelené spojení se bez něj 
neobejde. Po zaregistrování terminálu u gatekeeperu, musí terminál vyhovět všem pokynům 




• překlad adres  
• řízení přístupu a hovorů 
• řízení a kontrola pásma  
  
3.2.3 Gateway(brána)  
Gateway neboli brána je zařízení, které umožňuje obousměrnou komunikaci se 
zařízeními v jiné komunikační síti (např. analogová  telefonní síť, ISDN, GSM, …). Brána je 
tedy spojovacím prostředkem k jiným sítím. Brány převádějí řídící a multimediální data mezi 
dvěma protokoly, které navzájem spojují. Konektivita odlišných sítí je dosažena překládáním 
protokolů pro sestavení a uvolnění hovoru, převádění mediálních formátů mezi rozdílnými 
sítěmi a přenos informací mezi sítěmi spojenými bránou. Brána H.323 se chová jako koncové 
zařízení sítě H.323 a současně jako koncové zařízení sítě, se kterou ji propojuje. Brána má za 
úkol komunikovat s gatekeeperem, jinou bránou a terminály. Gateway není pro komunikaci 
mezi dvěmi H.323 terminály vyžadována [18]. 
 
3.2.4 MCU (Multipoint Control Unit)  
Tato jednotka zajišťuje konferenční hovory. To znamená, že zajišťuje komunikaci 
mezi třemi a více H.323 koncovými zařízeními. Všechna koncová zařízení účastnící se 
konference zřídí spojení s MCU. MCU řídí konferenční prostředky, komunikuje mezi 
terminály za účelem vyjednání audio nebo video kodeků, které se při konferenčním spojení 
budou používat. MCU obsluhuje hovorovou signalizaci během konferenčního hovoru a 
obsluhuje multimediální kanály, řeší mixování a přepínání hlasu a videa nebo dat. MCU 
obsahuje vícebodovou jednotku i vícebodový procesor. MCU se skládá z MC (Multipoint 
• řízení zóny 
• řízení signalizace hovoru 
• autorizace hovoru 
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Controller – řízení konferencí) a minimálně jednoho MP (Multipoint Processor - přepojování 
a mixování datových toků). MCU podporuje tři typy komunikace: 
 
• Centralizovanou 
• Decentralizovanou  
• Hybridní 
 
 Ačkoliv H.323 může podporovat vícebodové konference bez potřeby vícebodové 
řídící jednotky, MCU poskytuje více výkonnou a více flexibilní architekturu pro hostící 
vícebodové konference.  
 Gatekeeper, gateway a MCU jsou logicky oddělené komponenty standardu H.323, ale 
mohou být realizovány jako jediné fyzické zařízení [16]. 
3.3 Signalizace volání a pro řízení uživatelské informace 
Komunikace v H.323 síti začíná přihlašovacím procesem. Musí se navázat spojení 
mezi terminálem a Gatekeeperem (GK) pomocí protokolu H.225.0 RAS, které vychází 
z doporučení Q.931 (účastnická signalizace sítě ISDN). Signalizace může být zasílána přímo 
mezi koncovými zařízeními nebo nepřímo přes jeden Gatekeeper či dva. Při úspěšném 
přihlášení se dále naváže spojení mezi terminály pomocí H.225.0. Signalizace pro řízení 
přenosu uživatelské informace je specifikována protokolem H.245 (tzv. end-to-end 
signalling). Tímto protokolem si koncová zařízení před vlastním přenosem domluví a nastaví 
stejné parametry, které budou charakterizovat přenášené informace. Zprávy protokolu H.245, 





Dále zprávy H.245 dělíme podle činností, které realizují: 
 
• Správa logických kanálů 
• Výměna schopností terminálu 
 
Nakonec dojde k vytvoření kanálů pro přenos multimediálních dat a ty se přenášejí 
protokolem RTP (Real-time Transport Protocol). Tento transportní protokol je navržen tak, 
aby byl stupňovatelný, pružný a přenos multimediálních dat byl oddělen od řídících. Protokol 
RTP nese následující informace [1]: 
 
• použitý typ kódování  
• o stavu hovoru 





• Volba řídící stanice 
• Rychlé vybudování spojení 
 
• o detekci ztráty informace 
• o segmentaci a následném poskládání 
• o zabezpečení  
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Protokol RTP je ještě řízen pomocí protokolu RTCP (Real-time Transport Control 
Protocol). Koncová zařízení si pomocí něho vyměňují informace o odeslaných (přijatých) 
datech, synchronizační značky, informace o ztrátách, chybách, zpoždění apod. Celá 





































      Obr. 5: Vytvoření spojení v síti H.323 
3.3.1 Volba řídící jednotky (Master Slave Determination) 
Volbou řídící jednotky se určí, která stanice bude nadřazenou stanici druhé.  
Nadřazená stanice řeší konflikty pro sdílené prostředky. Která stanice bude MASTER se 
rozhoduje na základě generování náhodných čísel. Vygeneruje se náhodné 24-bitové číslo a 
zjednodušeně řečeno, kdo vygeneruje větší je Master. Pokud by nastala shoda, proběhne nové 
generování. Nastane-li, že zařízení nejsou stejného druhu (např. terminál a brána), použije se 
pro rozhodování také hodnota typu zařízení [1]. 
3.3.2 Výměna vlastností zařízení 
Při sestavování spojení si koncová zařízení mezi sebou vymění zprávu, ve které 
poskytnou svému protějšku informace o svých vlastnostech. Zde si vymění vlastnosti typu 
paketizace dat pro tok RTP, dále typ kódování pro eliminaci nadbytečnosti nebo vlastnost 
přenosovou QoS, skládající se z parametrů protokolu RSVP (Resource Reservation Protocol). 
3.3.3 Řízení šířky pásma 
 Audio a hlavně video provoz je náročný na šířku pásma a může zahltit společnou síť. 
H.323 tuto záležitost řeší poskytováním řízení šířky pásma. Řízení sítě může limitovat počet 
současných H.323 spojení uvnitř sítě nebo velikost šířky pásma přístupné pro H.323 aplikace. 
Tyto limity zajistí, že kritický provoz nebo přerušen. 
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3.3.4 Podpora multicastu 
 H.323 podporuje multicastový přenos ve vícebodových konferencích. Multicast zasílá 
samostatný paket do podmnožiny cílů v síti bez kopírování. Zatímco unicast zprostředkovává 
několikanásobný point-to-point  přenos a  broadcast posílá paket všem cílům. V unicast nebo 
broadcast je síť využívána neúčinně, protože pakety se přenáší opakovaně skrz síť. 
Multicastový přenos využívá šířku pásma účinněji, protože všechny stanice v multicastové 
skupině si přečtou jednotlivý datový stream[18]. 
3.3.5 Flexibilita   
 H.323 konference může obsahovat koncová zařízení s různými schopnostmi. 
Například terminál, který je schopný vysílat a přijímat pouze audio se může zúčastnit 
konference s terminály, které mají i video a/nebo datové schopnosti. Navíc, H.323 
multimediální terminál může sdílet datové části video konference s T.120 pouze datovým 
terminálem, zatímco sdílení hlasu, videa a dat s jinými H.323 terminály [16]. 
 
3.4 Shrnutí 
Velká výhoda standardu H.323 je v jeho rozšířenosti. Od počátku byl tento standard 
navržen pro multimediální komunikaci přes paketově založené sítě a v tomto ohledu splnil 
požadavky na něho kladené. H.323 poskytuje precizní a detailní specifikace hlasu a 
multimediálních funkcí. Specifikuje vše, zahrnuje kodeky pro media i jak se mají přenášet 
pakety v protokolu RTP. Popisuje kompletní rámec a podrobné protokoly. Standard H.323 se 
pro volání přes IP sítě používá nejvíce ze všech protokolů zprostředkovávající VoIP real-time 
komunikaci. 
Jeho stinnými stránkami jsou hlavně v omezení jeho funkce v síti, kde vyskytuje 
překladač adres NAT nebo firewall. Binární formát mu přidává na složitosti. H.323 je složitý, 
deterministický a vertikální. Další nevýhoda je jeho hierarchická struktura založená na staré 
PSTN síti. Hlavní nevýhodou oproti protokolu SIP je špatná implementace nových aplikací, 
kterých je z tohoto důvodu omezený rozsah. Nová rozšíření se musí přidávat použitím 
specifických nestandardních zařízení. Jako nevýhoda se dá považovat i to, že jeho adresy 
koncových zařízení nemají URL formát, který využívá konkurenční SIP. Tento standart už 
toho nemá moc co nabídnout do budoucna. V budoucnu se dá očekávat, že jeho využívání 
bude pozvolna klesat. 
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4 OPEN SOURCE PBX ASTERISK 
4.1 Základní informace o PBX Asterisk 
Asterisk je softwarová OPEN SOURCE pobočková ústředna, to znamená, že má 
otevřený zdrojový kód, který je poskytovaný všem zdarma. Otevřený zdrojový kód umožňuje 
velkému počtu vývojářů, každý den pracovat na jeho zdokonalování, opravování případných 
chyb, ale hlavně to umožní programátorům vymýšlet pro Asterisk stále lepší a lepší software. 
Další velkou výhodou je možnost přizpůsobení instalace Asterisku požadavkům zákazníka. 
 
Asterisk znamená v angličtině „hvězdička“ a má vyjadřovat symbol „* “, který se 
používá ve spoustě programovacích jazycích. Tento symbol má vyjadřovat záměr s jakým byl 
Asterisk navržen a to tak, aby byl co nejvíce flexibilní a dokázal se s každou potřebou 
v telefonii vypořádat. Asterisk je navržen tak, aby se dal snadno modifikovat a tím plnil 
všechny naše požadavky na pobočkovou ústřednu [3]. 
 
Asterisk má široké pole působnosti v oblasti VoIP řešení. Základní VoIP ústřednu lze 
provozovat na běžném počítači bez dalšího speciálního hardware. Ústředna pracuje převážně 
na operačních systémech Linux, Mac OS X a BSD. Vyšla už i verze pro operační systém 
Microsoft Windows. 
Ústředny Asterisk lze ještě různě propojovat a seskupovat, což nám dává možnost 
zajistit obsluhu pro obrovské množství hovorů nebo ji dokonce propojit v jednu virtuální 
ústřednu, která má systémy geograficky rozloženy na více místech. Asterisk je jeden z nejvíce 
komplexních open source řešení, s jehož pomocí lze realizovat ústředny pro pár účastníků, ale 
i pro několik tisíc. Může zastávat funkci  i Call Centra. 
 
4.2 Výhody PBX Asterisk 
 
Asterisk podporuje různé komunikační protokoly (např. SIP, H.323, IAX2, ….). Tato 
ústředna může být snadno rozšířena o speciální hardware a tím může své pole působnosti ještě 
více rozšířit. Můžeme ji provozovat jako bránu VoIP, GSM, dokonce i jako analogovou 
ústřednu. Do Asterisku existují rozšiřující karty například s analogovými porty, s ISDN 
přípojkami, GSM rozhraním atd. Velkou výhodou Asterisku je dobře dostupný hardware a 
hlavně široké spektrum funkcí, které se dají snadno rozšiřovat a modifikovat [12]. 
 
Pro protokol SIP neposkytuje Asterisk funkci proxy serveru, ale pouze registrátor, 
location a redirect serveru. Pro protokol H.323 to jsou služby koncového bodu a gateway. 
Asterisk dokáže mezi protokoly SIP a H.323 vytvořit bránu (gateway).  
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4.3 Základní funkce PBX Asterisk (Citace z lit. [13]): 
 
Telefonování - identifikace volajícího, přepojování hovorů (přímé i asistované), 
                          parkování hovorů, přidržení hovoru, přehrávání hudby (např. při  
    čekání, směrování, uvítací melodie, ....) 
 
       Řízení hovoru - směrování příchozího hovoru na základě čísla, blokování hovoru,  
                            přesměrování hovoru, hlasové schránky, nahrávání hovoru,   
                vzdálené vyzvedávání hovoru, funkce nerušit 
 
Pokročilé funkce směrování hovorů - automatická spojovatelka, interaktivní  
   hlasová odpověď, vyzvánění na více pobočkách, konferenční  
   hovory, možnost propojení s jinými systémy (např. firemní  
   databáze) fronty hovorů (realizace call centra) 
4.4 Druhy koncových zařízení 
K Asterisku lze připojit několik typů koncových zařízení. Jsou to softwarové telefony, 
hardwarové telefony, komunikační zařízení (např. PDA) a další pobočkové ústředny. 
Hardwarové telefony jsou fyzická zařízení, která působí jako mikrotelefon. Softwarový 
telefon lze nainstalovat přímo na osobního počítač a ke komunikaci využívá headset nebo 
kombinace reproduktorů a mikrofonu. 
4.5 Podpora 
Asterisk je navržen tak, aby umožňoval snadno přidávat nové technologie a použití 
nových rozhraní nebylo nijak komplikované. Snahou Asterisku je být kompatibilní s co 
nejvíce druhy technologií, které již existují nebo které teprve budou vynalezeny. Asterisk 
podporuje rozhraní, které se dělí na tři skupiny. 
 
• Zaptel hardware 
• non-Zaptel hardware 
• packet voice 
4.5.1 Zaptel hardware 
Pseudo TDM rozhraní nazvané Zaptel (TDM – časové dělení multiplexu). U tohoto 
hardware neprovádí zpracování TDM hardware, ale software používající CPU počítače. 
Začala ho vyrábět firma Zapata Telephony, odkud vznikl i název Zaptel. Rozhraní tohoto typu 
dosahuje skoro stejné kvality a real-time schopnosti jako má tradiční TDM hardware. Cena 
pseudo TDM hardware je podstatně nižší a flexibilita je naopak vyšší. 
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4.5.2 non-Zaptel hardware 
 Non-Zaptel rozhraní je rozhraní, které spojuje Asterisk s rozhraními, které podporují 
tradiční telefonní služby. Nepodporuje pseudo TDM komutování. Jsou to např. tato rozhraní: 
ISDN/4Linux ( ISDN pro Linux), OSS/Alsa (u zvukové karty), Phonejack / Linejack (viz lit. 
[11] ).  
4.5.3 packet voice 
Je to rozhraní spojující protokoly IP telefonie a protokoly jiné technologie. Tato 
rozhraní nepotřebují speciální hardware. Pilotní protokol  využívající tohoto rozhraní je IAX 
(Inter Asterisk eXchange). V dnešní době již IAX2. Tento protokol se používá pro 
komunikaci mezi servery ale i v komunikaci klient-server. IAX2 umí zprostředkovat přenos 
v jednom kanálu (užitečná data i signalizaci). Data přenáší přes UDP protokol. IAX2 je 
přístupnější pro firewally a lépe pracuje za NAT. Nyní už spolupracuje i s ostatními VoIP 
systémy dokáže spolupracovat i  s protokoly SIP, H.323 atd. 




4.7 Podporované kodeky 
Asterisk podporuje pouze paketizaci 20ms v RTP založených protokolech.   
Asterisk podporuje následující kodeky: 
 
• ADPCM 
• G.711 µ-law  
• G.711 A-law  
• G.723.1 
• G.726 
4.8 Hardwarové nároky 
Asterisk vyžaduje velmi malý výpočetní výkon, pokud bude potřeba spojit jen jednotlivé 
hovory pomocí protokolu SIP. Pokud budeme požadovat od naší pobočkové ústředny 
náročnější funkce (hlasová schránka, přehrávání hudby, uvítací melodie) nebo aby 
vykonávala funkce hlasového nebo tónového automatu, porostou také hardwarové nároky. 
Vše záleží na využívání Asterisku, hlavně kolik bude potřeba připojit koncových účastníků a 
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5 Zprovoznění Asterisku 
5.1 Instalace operačního systému Linux 
Asterisk je navržen tak, aby mohl fungovat na více platformách operačních systémů.  
Nejvíce se však soustřeďuje na operační systém Linux. Instalaci Asterisku jsem provedl na 
OS Linux Ubuntu verze 7.10. Tento operační systém je poskytován zdarma, což je dalším 
plusem pro Asterisk. S instalací Ubuntu nenastal, žádný větší problém. Hlavní věcí, kterou 
jsem musel zvládnout, bylo zprovoznění Internetu. Bez toho by nemělo smysl dále 
pokračovat. Je nutné podotknout, že instalaci Linuxu jsem provedl na zcela prázdném 
(zformátovaném)  pevném disku.  
5.2 Balíčky (Packages) 
Asterisk využívá tří hlavní balíčky. Hlavní Asterisk program (asterisk), Zapata 
telephony ovladače (zaptel) a PRI knihovny (libpri). Jestliže plánujete čistě VoIP síť, jediný 
balíček který opravdu potřebujete, je asterisk. Zaptel ovladače jsou potřeba, pokud se bude 
používat analogový nebo digitální hardware. Knihovna libpri se používá, pokud budeme 
využívat  ISDN PRI rozhraní. 
Pro kompilaci Asterisku je třeba nainstalovat GCC kompilátor (verzi 3. a vyšší).   
Asterisk také vyžaduje „bison“, syntaktický analyzátor nahrazující „yacc“ a „ncurses“ pro 
funkčnost CLI (příkazový řádek Asterisku). Pokud bude potřeba využívat ztdummy pro 
časování nebo jakýkoliv ovladač hardwaru poskytovaný firmou Zaptel, bude se muset 
nainstalovat i balíček zaptel. Zaptel vyžaduje balíček „libnewt“, který tedy bude potřeba také 
nainstalovat [4]. 
5.2.1 Nejnutnější balíčky 
Pro účely zprovoznění Asterisku komunikujícího jen přes VoIP je potřebné 
nainstalovat následující balíčky s knihovnami: 
 
• bison      - generátor analýz, konvertuje popis gramatiky  
                                                      v bezkontextové gramatice do programu C 
• libnewt-dev     - vývojářský nástroj pro knihovnu pracující v oknech  
• libncurses5-dev   - balíček nutný pro funkčnost příkazové řádky Asterisku CLI  
• g++       - GNU C++ překladač 
5.2.2 Instalace balíčků 
Pro nainstalování balíčku „bison“ jsem zadal v příkazovém řádku příkaz: 
 
# apt-get install bison 
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Tímto způsobem jsem nainstaloval všechny výše zmíněné balíčky. Na operačním 
systému Linux Ubuntu může instalovat veškeré programy a balíčky s knihovnami jedině 
superuživatel ROOT. 
5.2.3 Zaptel 
Ke komunikaci s Linuxovým jádrem se používá rozhraní zvané Zaptel. Zde jsou 
uloženy potřebné ovladače. 
5.2.4 Instalace Zaptel 
První krok instalace Zaptelu byl, že jsem na webu stáhnul nejnovější stabilní verzi. 
Doporučuje se stahovat verzi, která není úplně nová, protože ta nemusí být ještě dostatečně 
vyzkoušená, ale zároveň by se neměla stahovat stará verze, která v sobě nemusí mít 
implementovány funkce, které budeme chtít využívat. Zaptel je dobré stáhnout buď 
z oficiálních stránek firmy Digium nebo z oficiálních stránek Asterisku. 
 





nebo lze stáhnout z webových stránek  (www.asterisk.org). 
 
Po stažení souboru bylo nutné Zaptel  rozbalit ve složce /usr/src/. 
 
#tar zxvf zaptel-1.4.5.1.tar.gz 
 
 Po rozbalení souboru jsem zadal následující příkazy a provedla se instalace. Postup jak 








Příkaz ./configure slouží k tomu, aby se vytvořil skript, který odhadne hodnoty pro 
systémové závislé proměnné používané během kompilace. Příkaz make menuconfig umožní 
vybrat si, které moduly budeme chtít nainstalovat. Make a make install slouží ke kompilaci a 
nainstalování Zaptelu. Pokud chceme nainstalovat ještě inicializační skripty a konfigurační 
soubory zadáme nakonec příkaz make config. 
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5.2.5 Načtení Zaptel 
Aby se  mohlo využívat i jiných rozhraní, musí se jako první zprovoznit (načíst) 
rozhraní Zaptel. Protože jsem používal Zaptel jen pro zpřístupnění ztdummy, mohl jsem ho 




Jestli se Zaptel nainstaloval a načetl správně, neměla by být vidět v příkazovém řádku 
žádná odezva. Žádná odezva vidět nebyla, instalace a načtení tedy proběhly v pořádku. Pro 
jistotu jsem si ověřil úspěšné načtení Zaptel rozhraní. K tomu je potřeba zadat do příkazového 
řádku následující příkaz. 
 
#lsmod | grep zaptel 
 
5.2.6 Načtení ztdummy 
          Abych poskytl časování pro různé aplikace v Asterisku, musel jsem načíst modul, který 
toto časování zprostředkuje. Tento modul se nazývá ztdummy. Načtení modulu ztdummy se 




 Abych si opět ověřil, že se ztdummy úspěšně načetlo, zadal jsem příkaz do 
příkazového řádku, který má následující syntaxi:  
 
#lsmod | grep ztdummy 
 
5.2.7 Instalace Asterisku 
Opět prvním krokem, který jsem musel udělat, bylo stáhnutí zabaleného souboru 
nejlépe z oficiálních webových  stránek Asterisku nebo ze stránek firmy Digium. 
 
Pro stažení souboru Asterisk verzi  1.4.13 jsem zadal následující příkazy v příkazovém řádku: 
 
#cd /usr/src/ 
#wget http://downloads.digium.com/pub/asterisk/releases/asterisk-1.4.13.tar.gz  
 
nebo lze stáhnout z webových stránek (www.asterisk.org). 
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Jakmile se verze Asterisku stáhla, rozbalil jsem ji ve složce /usr/src/. Nutno dodat, že 
soubory obsažené v adresářích Asterisk a Zaptel byly komprimovány jako „tar“ archivy 
metodou „zip“. 
 
#tar zxvf asterisk.1.4.13.tar.gz 
 
 Po rozbalení souboru jsem zadal pár následujících příkazů a konečně se spustila 
instalace pobočkové ústředny. Postup jak správně nainstalovat Asterisk je obsažen ve 









 Příkaz ./configure se vykonává k tomu (stejně jako při instalaci Zaptelu), aby se 
vytvořil skript, který odhadne hodnoty pro systémové závislé proměnné používané během 
kompilace. Příkaz make menuselect  se dává tehdy, když chceme označit jen některé moduly 
pro zkompilování. Následují příkazy pro zkompilování a instalaci. Příkaz make samples 
vytvoří konfigurační soubory (sip.conf, extensions.conf, users.conf, atd.) v adresáři 
/etc/asterisk. Pokud již byl v minulosti Asterisk na daném PC nainstalován a probíhala 
takzvaná re-instalace, tak příkaz make samples konfigurační soubory přepíše. 
 
5.3 Implementace H.323 do PBX Asterisk 
 
H.323 kanál je obsažený ve zdrojové distribuci Asterisku v adresáři /channels/h323. 
Chan_h323 pracuje pouze jako Gateway, ne jako gatekeeper, ačkoliv autoři uvažují o přidání 
základních funkcí gatekeeperu. Tento kanál se konfiguruje v souboru h323.conf, který se 
nachází v adresáři /etc/asterisk. 
Existují i další implementace H.323 kanálu. První se jmenuje Asterisk-oh323, který je 
vyvinutý firmou InAccess Networks. Je to prakticky první existující implementace H.323 
kanálu do Asterisku. 
Nejnovější implementací je asterisk-ooh323c. Je součástí balíčku asterisk-addons. Je 
to kanálový ovladač založený na open source H.323 stack od firmy Objective systems. Tento 
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5.3.1 Open H.323 
Open H.323 je projekt, který poskytuje úplné vlastnosti, schopnost spolupracovat a 
Open Source implementaci telekomunikačního protokolu ITU H.323, který může být použit 
nezávislými vývojáři a komerčními uživateli bez poplatků. Zdrojový kód OPEN H.323 je 
napsaný v C a umožňuje jednoduchou přenositelnost na odlišné platformy [17]. 
Open H.323 potřebuje pro svou správnou funkčnost nainstalovat balíčky openssl verze 
0.9.6b a vyšší. Openssl integruje šifrování do komunikačního protokolu. 
 
Před instalací balíku OPEN H.323 je potřeba nainstalovat multi-platformovou 
knihovnu C++ PWLIB verze 1.10.0, která obsahuje třídy (řetězce, pole, seznamy) a vyšší 
úrovňové funkce (připojení do sítě, ...). PWLIB funguje na operačních systémech MS 
Windows i na Unix/Linux. 
5.3.2 Instalace PWLIB 
 Instalační soubor jsem stáhnul do složky /usr/src. Jedná se o archiv tar, který je nutné 
rozbalit. Archiv je komprimovaný metodou zip.   
 
        #cd  /usr/src 
        #wget http://kent.dl.sourceforge.net/sourceforge/openh323/pwlib-v1_10_0-src-tar.gz  
        #tar zxvf pwlib-v1_10_0-src-tar.gz 
 
 Uvnitř adresáře rozbalené knihovny PWLIB se zadají příkazy pro kompilaci knihovny 
a její instalaci. Postup jak instalovat tuto knihovnu je obsažen v souboru Readme uvnitř 
staženého adresáře. 
 
 #cd pwlib_v1_10_0/  
      #./configure  
        #make  
         #make install  
         #make opt 
 
 Pokud se při instalaci objevily chyby hlásící chybějící knihovnu, musí se vytvořit ve 
složce /usr/include/linux soubor compiler.h 
 
 #cd /usr/include/linux 
 #touch compiler.h 
 
 Příkaz make clean slouží k odstranění starého kódu pokud už tato knihovna byla 
někdy na daném PC instalována. Příkazy ./configure, make a make install mají stejnou 
funkci jako při instalaci Zaptelu a Asterisku. Make opt vytvoří a optimalizuje verzi.  
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 Pokud není adresář knihovny umístěn v domácím adresáři (~/pwlib), je nutné nejdříve 
definovat proměnnou PWLIBDIR, do které se umístí cesta k rozbalenému adresáři knihovny 
PWLIB. 
   
        #PWLIBDIR=/usr/src/pwlib_v1_10_0  
         #export PWLIBDIR 
 
5.3.3 Instalace OPENH323 
 
Následuje instalace vlastního balíku OPEN H.323 verze 1.18.0. Balík OPEN H.323 
jsem nejprve stáhnul ze stránek výrobce do složky /usr/src a poté tento balík rozbalil, který je 
komprimovaný metodou zip. 
 
 
#cd /usr/src  
#wget http://ovh.dl.sourceforge.net/sourceforge/openh323/openh323-v1_18_0-src-tar.gz  
#tar zxvf openh323-v1_18_0-src-tar.gz  
 
 
 Po úspěšném rozbalení balíku OPEN H.323 se uvnitř adresáře tohoto balíku zadají 
následují příkazy, které provedou kompilaci a instalaci podpory H.323 do ústředny Asterisku. 
Pokud  ale adresář OPEN H.323 není umístěn v domácím adresáři (~/openh323), je nutné 






 Příkazy potřebné pro kompilaci a nainstalování Open H.323. Význam příkazů je 
popsán již u instalace knihovny PWLIB. Návod jak instalovat Open H.323 je obsažen 
v souboru Readme uvnitř tohoto adresáře.  
 
 #cd openh323_v1_18_0/  
 #./configure  
 #make 
#make opt  
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 Po instalaci knihovny PWLIB a balíku Open H.323 se provede zkompilování kanálu 
H.323 a vytvoří se optimalizovaná verze.  
   
    #cd /usr/src/asterisk/channels/h323/  
         #make  
         #make opt  
          
 Nakonec se musí Asterisk přeinstalovat. Při zadání příkazu make menuselect 
nesmíme zapomenout zatrhnout kanálový ovladač chan_h323. Pokud již jsme konfigurovaly 
nějaké konfigurační soubory v Asterisku (např. sip.conf ), už se nesmí dát příkaz make 
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6 Konfigurace Asterisku 
Tato kapitola je zaměřena na konfiguraci Asterisku. Nejsou zde uvedeny všechny možné 
nastavení, ale jen ty, které jsou důležité pro vytvoření spojení po IP síti přes protokoly H.323 
a SIP. Pokud se bude připojovat Asterisk k analogové lince, potom se musí nakonfigurovat 
následující soubory: 
 
• zaptel.conf (zde se provede nízko-úrovňová konfigurace hardwarového  
 rozhraní)  
• zapata.conf (zde se provede konfigurace rozhraní mezi Asteriskem a  
 hardwarem) 
 
Pokud je ale záměrem vytvořit konfiguraci pouze pro komunikaci přes protokoly SIP a 
H.323, tyto soubory nebude nutné konfigurovat, ale stačí se zaměřit na následující soubory. 
 
• sip.conf (konfigurace zařízení podporující protokol SIP) 
• extensions.conf (zde se vytvoří číslovací plán) 
• h323.conf (konfigurace zařízení podporující protokol H.323) 
 
Je nutné ještě podotknout, že  konfigurované soubory se nacházejí ve složce  
/etc/asterisk. Tyto soubory se tam nacházejí pouze pokud se během instalace zadal 
v příkazovém řádku příkaz  „make samples“ (viz kapitola 5.2.7). 
6.1 SIP.conf 
V tomto souboru se nastavuje konfigurace zařízení, která komunikují s Asteriskem 
pomocí protokolu SIP. Jak hardwarové tak softwarové telefony. Zde se pečuje o nastavení a 
zrušení volání. Základním způsobem pomáhá koncovým zařízením komunikovat spolu 
navzájem (pokud to jde, přímo mezi sebou). 
 Soubor sip.conf začíná sekcí [general], která obsahuje kanálová nastavení a standardní 
volby pro všechny uživatele definované uvnitř sip.conf. Mohou se ale nastavit volby pro 
každého uživatele zvlášť nebo volby „general“ rozšířit o další volby jen pro daného uživatele.  
Každý uživatel je pak definován sekci, která začíná označením uživatele uvnitř hranatých 
závorek. 
 
Zde je uvedeno několik příkazů, které je možné zadat v souboru sip.conf. 
 
type  .... zde se nastaví jestli koncové zařízení bude mít povoleno přijímat hovory 
       nebo vytvářet odchozí hovory nebo bude moci vytvářet spojení i je přijímat. 
  - hodnoty: user (příchozí hovory), peer (odchozí), friend (příchozí i odchozí) 
 
username .... zde se definuje uživatelské jméno každého účtu 
  - hodnoty: řetězec znaků 
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secret   .... heslo, kterým se uživatelský telefon bude  přihlašovat k Asterisku 
   - hodnoty: řetězec znaků 
 
qualify .... příkaz pro kontrolu latence mezi Asterisk serverem a telefonem, tím     
        lze zjistit dostupnost koncového zařízení. 
   - hodnoty: yes / no 
 
context .... zde se zadá název kontextu pro hovory přicházejí do Asterisku, které     
        provedou podle instrukcí v souboru extensions.conf 
  - hodnoty: řetězec znaků 
 
nat  .... používá se, pokud budeme mít naše koncové zařízení za zařízením, které 
                  vykonává překládání síťových adres (NAT) jako třeba router 
 - hodnoty: yes / no 
 
port   .... zde se nastaví port, na kterém Asterisk bude naslouchat příchozí SIP spojení 
   - hodnoty: defaultně UDP port 5060 
 
tos        .... type of service - typ služby, může se zvolit specifická hodnota nebo klíčové 
  slovo  
  - hodnoty : lowdelay (malé zpoždění), throughput (výkonnost), reliability 
          (spolehlivost), mincost (minimální cena), none (žádná z možností). 
 
incominglimit .... zde se nastaví maximální počet současných příchozích spojení 
  - hodnoty: číslice 
 
outgoinglimit  .... zde se nastaví maximální počet současných odchozích spojení 
      - hodnoty: číslice 
 
disallow  .... zakáže typy kodeků 
  - hodnoty: all (všechny), název kodeku (alaw, ulaw, gsm, ...) 
 
allow  .... povolí určitý typ kodeku 
  - hodnoty: název kodeku (alaw, ulaw, gsm, ...) 
 
language  .... toto ukazuje defaultní jazyk pro SIP uživatele. Můžeme tento jazyk nastavit 
       pro zemi ve které se Asterisk server nachází a pro každého přepsat jej pro 
       každého uživatele, který používá jiný jazyk 
  - hodnoty: standartně se používá „en“ 
 
videosupport .... tento příkaz umožní podporu video komunikaci 
  - hodnoty: yes / no    
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 Existuje spoustu další příkazů a voleb, které se mohou v tomto souboru nastavit. 
Záleží jen na funkcích, které chceme využívat. Výčet těchto příkazů se nachází v literatuře 
[3], [4].     
 
Příklad editace souboru sip.conf. 
 
[general] 
port = 5060 
disallow = all 
allow = alaw 
incominglimit = 5 
outgoinglimit = 5 
language = en 
tos = lowdelay                     




username = josef 
secret = asterisk 
allow = gsm 
type = friend 
host = dynamic 
 
6.2 H323.conf 
Uvnitř tohoto souboru se nastavují konfigurace zařízení, které komunikují  s Asteriskem, 
ale tentokrát pomocí standardu H.323. Opět se zde nakonfigurují všechny hardwarové i 
softwarové telefony, které se budou připojovat k této pobočkové ústředně Asterisk. Zde se 
zadává i IP adresa Gatekeeperu, s kterým bude Asterisk komunikovat a na který se připojují 
H.323 koncová zařízení. 
Soubor h323.conf opět začíná sekcí [general], v které se definují veškeré vlastnosti a 
nastavení, která budou společná pro všechny H.323 koncová zařízení. 
 
Zde je několik příkazů, které se zadávají v souboru H.323.conf.  
 
bindaddr  .... tento příkaz definuje IP adresu, na které bude Asterisk  naslouchat. 
 
tos        .... type of service - typ služby, může se zvolit specifická hodnota nebo klíčové 
       slovo  
  - hodnoty : lowdelay (malé zpoždění), throughput (výkonnost), reliability 
            (spolehlivost), mincost (minimální cena), none (žádná z možností). 
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disallow    .... tento příkaz se používá pro nadefinování kodeků, které nebudou povoleny  
  - hodnoty: all (všechny), nebo název kodeku (alaw, ulaw, gsm, ...) 
 
allow        .... tímto příkazem definujeme kodeky, které budou povoleny 
  - hodnoty: název kodeku (alaw, ulaw, gsm, ...) 
 
gatekeeper  .... zde definujeme, zda budeme používat gatekeeper    
  - hodnoty: DISCOVER (najít gatekeeper pomocí multicastu), DISABLE  
                  ( nebude se gatekeeper používat) nebo se zadá IP adresa gatekeeperu.  
 
AllowGKRouted .... řekne Asterisku jestli budeme akceptovat směrování hovorů gatekeeperu 
            nebo ne 
  - hodnoty: yes/no 
 
AcceptAnonymous .... když kanál pracuje bez gatekeepru, je možné zamezit příchozímu 
    volání od neznámých uživatelů 
  - hodnoty: yes/no 
 
context      .... zde se nadefinuje kontext, který se provede v souboru extensions.conf 
  - hodnoty: řetězec znaků 
 
port           .... port na kterém bude Asterisk naslouchat příchozí spojení   
  - hodnoty: standartně se nastavuje na 1720 
 
type          .... zde se nastaví jestli koncové zařízení bude mít povoleno, přijímat hovory 
        nebo vytvářet hovory nebo bude moci vytvářet spojení i je přijímat. 
  - hodnoty: user (příchozí hovory), peer (odchozí), friend (příchozí i odchozí) 
 
fastStart    .... povolení,  při vytváření spojení, metody rychlý start 
 - hodnoty: yes/no 
 
h245Tunnelling .... povolení tunelování zpráv protokolu H.245 
  - hodnoty: yes/no 
 
6.3 Extensions.conf 
Tento soubor je nejdůležitější částí této telefonní ústředny. Zde se konfiguruje způsob 
spojení v ústředně. Každé spojení, příchozí nebo odchozí, které se provede přes Asterisk, 
bude přesně postupovat podle příkazů, které jsou zde nadefinovány. Každý krok, který se 
bude provádět, má tento formát (viz lit. [3] ): 
 
exten => telefonní číslo, priorita , příkaz (parametry)  
 
Touto syntaxí se přiřadí koncovým zařízením (terminálům) čísla, definuje se jaký 
příkaz se provede (Dial, Hangup, Answer, Playback, Echo, ...) a přiřadí se tomuto příkazu 
priorita, podle které se definuje pořadí v jakém se mají příkazy provést.   
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 Soubor extensions.conf začíná vždy opět sekcí [general], kde se nadefinují volby pro 
všechny kontexty (typy vytvoření nebo přijmutí hovoru) [3], [9]. 
 
Příklad kontextu pro příchozí hovory: 
 
          [incoming] 
exten => s,1,Answer() 
exten => s,2,Playback (jméno souboru) 
exten => s,3,Voicemail(s0) 
exten => s,4,Hangup() 
 
Název kontextu je „incoming“ , „s“ je parametr pro vykonání daného příkazu. Dále 
existují parametry „t, i, fax“. Pokud dojde k překročení časového limitu pro nějakou akci, 
vykoná se příkaz s parametrem „t“. Jestli uživatel zadá rozšíření, které není v platnosti, bude 
vykonaný příkaz s parametrem „i “. Pokud Asterisk detekuje fax, bude přesměrován na příkaz 
s parametrem fax.  
 
Prioritu jedna má „Answer“, čímž se akceptuje příchozí volání. Další příkaz, který se 
provede je „Playback“, který přehraje nějaký zvukový soubor (např. přivítání) ve formátu 
.wav nebo .gsm. Další příkaz „Voicemail“ předá, příchozí hovor do hlasové pošty. Má tři 
parametry „s, u, b“ pro naskočení pozdravu dosažitelného, nedosažitelného a 
zaneprázdněného uživatele. Poslední příkaz je „Hangup“. Ten provede zavěšení - ukončení 
hovoru.   
 
Příklad pro odchozí hovory: 
 
exten => 8888,1,Dial(SIP/josef) 
exten => _05XXYN,Dial(H323/${EXTEN:2}) 
 
Zde je nadefinováno, že při vytočení čísla 8888 dojde ke spojení s uživatelem, který má 
v souboru sip.conf nadefinován účet s názvem [josef] a komunikace proběhne pomocí 
protokolu SIP. Druhý případ představuje vytočení šestimístného čísla začínajícího čísly 05 a 
takovéto číslo bude směrováno do kanálu H.323 (více viz lit. [3], [4], [9] ).  
 
X ... představuje číslo 0-9 
Z ... představuje číslo 1-9 
N ... představuje číslo 2-9 
${EXTEN} ... kanálová proměnná do které se uloží zvolené číslice 
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6.4 Příkazový řádek asterisku CLI 
6.4.1 Spuštění Asterisku 
Asterisk se spouští příkazem, který má optimální tvar: 
 
 # asterisk -vvvc 
 
 Parametry „v“ udávají, jak moc bude Asterisk „upovídaný“. Čím více „v“, tím více 
bude Asterisk informovat o činnostech, které provádí (tzv. upovídaný režim).  
 
 Po spuštění Asterisku se provedou všechny standardní operace, načtou se ovladače 
kanálů, pokusí se přihlásit všechna koncová zařízení, která jsou nadefinována 
v konfiguračních souborech a zobrazí se příkazová řádka CLI do které lze zadávat příkazy, 
které provedou operace, které požadujeme.    
 
Vypnutí Asterisku se provádí příkazem:  
  
 *CLI>stop now 
 
A restart Asterisku se provede příkazem: 
  
 *CLI>restart now 
 
6.4.2 Ověření správné instalace kanálu H.323  
 
Zadáme-li po spuštění Asterisku do jeho příkazové konzole CLI příkaz: 
 
 
*CLI> core show channeltypes 
 
zobrazí se kanály, s kterými Asterisk dokáže pracovat. Pokud instalace H.323 kanálu proběhla 




Obr. 6: Asteriskem podporované kanály 
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Pro zjištění, zda byl modul H.323 dobře načten, je potřeba zadat příkaz: 
 




Obr. 7: Načtený modul H.323 
 
Pokud chceme získat nějaké bližší informace o kanálu H.323, stačí zadat příkaz: 
 
*CLI> core show channeltype h323 
 
 
    Obr. 8: Parametry kanálu H.323 
 
 Do příkazové řádky Asterisku CLI je možno zadat příkazy, pomocí kterých můžeme 
zjisti další potřebné parametry kanálu H.323 nebo tento kanál spravovat. 
• h.323 debug  - umožní ladit kanál H.323 
• h.323 no debug - znemožní ladit kanál H.323 
• h.323 gk cycle  - ruční opětovné registrování s gatekeeperem 
• h.323 hangup  - ručně zkusí ukončit spojení 
• h.323 show codecs  - zobrazí povolené kodeky 
• h.323 show tokens - ručně zkusí ukončit spojení  
• h.323 trace   - umožní H.323 Stack Tracing  
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7 SW telefony 
7.1 X-lite 
Jeden ze softwarových telefonů, který lze použít pro telefonii po internetu je X-lite. Na 
Obr. 9a, je zobrazen X-lite verze 3.0. Tento SW telefon lze použít jen pro komunikaci mezi 
koncovými zařízeními využívající protokol SIP. X-lite podporuje kodeky G.711, GSM, iLBC, 
Speex. Tento SW telefon má vynikající stabilitu i funkce. X-lite zvládne nahrávat hovory, 
ukládat kontakty a dokáže obsloužit i dvě telefonní spojení naráz. Verze 3.0 je možno 
nainstalovat na operační systémy Windows  XP, 2000, Linux a Mac OS X 10.4. 
Minimální systémové požadavky X-lite jsou Intel Pentium III 700MHz, 256MB RAM 
a 30 MB místa na pevném disku.  Pro optimální funkci se systémové požadavky u procesoru 
zvýší na Pentium 4  2.0 GHz (více k X-lite na internetových stránkách výrobce [5] ). 
  
 Aby se X-lite úspěšně přihlásil k Asterisku a byly mu poskytnuty služby volání, musí 
se v telefonu nadefinovat účet, který je obsažen v Asterisku v souboru sip.conf. Softwarový 
telefon X-lite je zobrazen na  Obr. 9a a jeho nastavení na Obr. 9b. 
 
 
    
 
   a)      b) 
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7.2 SJ phone 
7.2.1 Vlastnosti SJphone 
SJphone je softwarový telefon, který lze nainstalovat na většinu verzí operačního 
systému Windows i jiné (Windows 98/ME/2000/XP/Vista, Linux, MAC OS X, PocketPC 
2003, Windows Mobile 5.0). Použil jsem freeware verzi Build 1.65.377a. SJ phone je 
jednoduchý na konfiguraci a má mnoho funkcí. Dokáže automaticky přijmout příchozí hovory 
nebo po určité časové prodlevě automaticky odmítnout hovor nebo ignorovat příchozí hovory 
úplně. Tento SW telefon dokáže komunikovat nejen přes protokol SIP, ale zvládne i H.323. 
SJphone podporuje kodeky G.711 A-law/µ-law, GSM, Speex, iLBC a G.729 (více k SJphone 
na internetových stránkách výrobce [6] ). 
 
Porty, které používá Sjphone (citace z lit. [6]: 
 
1719 UDP   - H.323 Gatekeeper RAS port  
1720 TCP   - H.323 Call Signalling  
1812 UDP   - RADIUS server in SJphone  
3478 UDP   - STUN service 
3479 UDP   - STUN service 
5002 TCP   - MLP protocol server  
5003 UDP   - Neighborhood service 
5060 UDP   - SIP UAS   
5060,5061 TCP  - SIP UAS, SIP UAS (TLS) 
49152-65535* UDP - RTP/ RTCP multimedia streaming . 
7.2.2 Zprovoznění SJphone a vytvoření účtu na GK 
          Vytvoření H.323 účtu se provede kliknutím na: Menu → Options → záložka Profiles→ 
→ New. Zobrazí se okno pro vytvoření nového profilu (Create New Profile) a zde se vyplní 
název nového profilu a typ profilu - volání přes Gatekeeper (Calls through H.323 gatekeeper). 
 
 
   a)     b) 
Obr.10: a) Softwarový telefon Sjphone,  b)Vytvoření nového profilu 
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 Po potvrzení se zobrazí okno se záložkami. V záložce Initialization se zatrhnou 
políčka u Gatekeeper Account a Phone (viz Obr.11a). V záložce H.323 Gatekeeper se vyplní 
IP adresa gatekeeperu. 
 
 
    a)     b) 
 
Obr.11: a) Nastavení v záložce Initialization,  b) Nastavení IP Gatekeeperu 
  
 Zobrazí se okno, kde je potřeba vyplnit název účtu, telefonní číslo a heslo. Následně je 
nový účet hotov. Pro používání nového profilu se ještě musí kliknout na Use a potvrdit OK. 
Pokud proběhlo vše v pořádku měl by se zobrazit název účtu a nápis „Ready to call“. 
  
 Gatekeeper může přidělit koncové stanici jiné telefonní číslo než bylo zadáno při 
vytváření účtu. Proto při registraci účtu ke gatekeeperu je dobré mít zapnutý program 
Wireshark a odchytávat komunikaci mezi SJphone a Gatekeeperem, která probíhala pomocí 
protokolu H.225.0 RAS. Ve zprávě RegistrationConfirm se nachází telefonní číslo, které 
Gatekeeper přidělil (viz Obr.12 ) 
 
 
Obr.12: Gatekeeperem přidělené telefonní číslo 
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8 Dosažené výsledky   
Po teoretické přípravě a nastudování problematiky Asterisku jsem se pustil do 
praktického realizování této ústředny.  
Prvním krokem byla vlastní instalace Asterisku. Asterisk jsem instaloval tak, aby 
poskytoval své funkce pouze pro protokoly VoIP. Jelikož standard H.323 není v základní 
instalaci obsažen, šlo přes Asterisk volat pouze pomocí protokolu SIP. Nakonfiguroval jsem 
dva SIP účty a vytvořil číslovací plán. Na dva počítače jsem nainstaloval softwarový telefon 
X-lite a vytvořil na nich účty, které byly definovány v Asterisku. Poté jsem se pokusil 
uskutečnit hovor v síti LAN. Vše pracovalo bez problémů v obou směrech.  
Aby přes Asterisk šlo volat i pomocí standardu H.323 musel jsem podporu H.323 
doinstalovat. Použil jsem projekt OpenH323, který je k dispozici jako freeware. Podporu 
H.323 se mi podařilo úspěšně nainstalovat a načíst, což jsem ověřil v příkazové řádce 
Asterisku, kde po zadání příkazu pro zobrazení protokolů, které Asterisk podporuje, se již 
zobrazil i standard H.323.  
V následujícím kroku jsem musel editovat konfigurační soubor pro standard H.323. 
Pokusil jsem se Asterisk nakonfigurovat dvěmi způsoby. První byl založen na propojení 
Asterisku s gatekeeperem, ke kterému by byla připojena H.323 koncová zařízení a hovor by 
byl veden ze SIP telefonu přes Asterisk do gatekeeperu a ten by směřoval hovor na dané 
H.323 koncové zařízení. Tento způsob se mi nepodařilo zprovoznit. Problém byl s registrací 
Asterisku na gatekeeperu. Účet Asterisku se na gatekeeperu nejprve zaregistroval, ale 
gatekeeper tuto registraci následně zase zrušil, přičemž gatekeeper tento účet měl ve své 
databázi zobrazen a  přidělil mu i telefonní číslo. Tento nezdar by se dal vysvětlit tím, že 
standard H.323 i protokol SIP má problémy funkcí v síti, kde se vyskytuje překladač adres 
NAT a nebo byla chyba ve spolupráci gatekeeperu s projektem OpenH323. Gatekeeper nemá 
již delší dobu nové aktualizace a u OpenH323 byla použita nejnovější verze.   
Druhý způsob spočíval ve vytvoření H.323 účtu přímo v Asterisku. Již jsem nevyužil 
služeb poskytovaných gatekeeperem. Nakonfiguroval jsem softwarový telefon SJphone 
pracující pomocí standardu H.323 tak, aby prováděl hovory ne přes gatekeeper, ale přes 
gateway (bránu). IP adresa brány byla zároveň IP adresou Asterisku. Do H.323 účtu uvnitř 
Asterisku musela být zadána přesná IP adresa koncového zařízení, aby Asterisk věděl, kam 
směřovat hovor, protože SJphone se neregistruje přímo k Asterisku. Vytvořil  jsem 
v Asterisku číslovací plán a pokusil se uskutečnit hovor mezi SIP a H.323. Hovor se podařilo 
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Závěr 
 Při práci na bakalářské práci jsem se postupně seznámil s problematikou IP telefonie, 
komunikace prostřednictvím signalizačního protokolu SIP, s jeho vlastnostmi a postupy při 
navazování spojení a jeho výhodami a nevýhodami. Podobně jsem se seznámil i s hojně 
využívaným standardem H.323. Další kroky vedly k porozumění problematiky kolem 
softwarových ústředen Asterisk. Spoustu poznatků se mi podařilo využít k nainstalování 
Asterisku na PC s operačním systémem Linux. Dále jsem se seznámil s různými možnostmi 
konfigurace ústředny Asterisk a s mnoha jejími funkcemi. Hlavně jsem se zaměřil na 
problematiku implementace podpory H.323 kanálu do této ústředny. Získané poznatky se mi 
podařilo realizovat a podporu tohoto standardu do Asterisku implementovat. Po implementaci 
H.323 kanálu jsem se pokusil propojit Asterisk s gatekeeperem a umožnit tak H.323 
koncovým zařízením využívat jeho služeb, ale tento pokus se nezdařil z důvodů popsaných 
v kapitole 8 Dosažené výsledky. Zprovoznit SIP/H.323 bránu se mi ale podařilo, akorát se 
musí pro každé H.323 koncové zařízení vytvořit v Asterisku zvláštní účet, kde je definovaná 
IP adresa daného koncového zařízení, protože se H.323 koncové zařízení neregistruje přímo 
k Asterisku, jako to dělá SIP koncové zařízení a Asterisk by nevěděl, kam hovor směrovat. 
Uskutečnění hovoru mezi SIP koncovým zařízením a H.323 koncovým zařízením proběhlo 
bez problémů. Uskutečnit hovor lze v obou směrech. Získané poznatky lze využít k propojení 
těchto dvou sítí, které se vyvinuly paralelně vedle sebe, což umožní další rozvoj IP telefonie a 
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port = 5060 








































exten => _05XXXX,1,Dial(H323/${EXTEN:2}) 
exten => _05XXXX,2,Hangup() 
 
exten => 5555,1,Dial(SIP/5555) 
exten => 5555,2,Hangup() 
 
exten => 6666,1,Dial(SIP/6666) 
exten => 6666,2,Hangup() 
 
exten => 8888,1,Dial(H323/8888) 
exten => 8888,2,Hangup 
      
Příloha  2: Laboratorní úloha 
 
Cíle laboratorní úlohy:   
  
Seznámit se s protokolem SIP, standardem H.323 a Open Source ústřednou Asterisk. Získat 
poznatky o vytváření spojení v H.323 a SIP síti. Seznámit se s funkcí Gatekeeperu v H.323 
síti a funkcí brány mezi dvěmi sítěmi. Dále se seznámit se softwarovými telefony SJphone a 




1.  Nakonfigurujte PBX Asterix jako SIP/H.323 bránu. Konfigurujte soubor sip.conf tak, 
 že vytvoříte jeden SIP účet, dále konfigurujte soubor h323.conf pro nastavení 
 parametrů při spojení mezi Asteriskem a Gatekeeperem a soubor extensions.conf, kde 
 vytvořte číslovací plán. 
 
2. Na softwarovém telefonu X-lite vytvořte SIP klienta, který jste definovali v souboru 
 sip.conf a připojte se pomocí X-lite k PBX Asterix. 
 
3. Vytvořte na softwarovém telefonu SJphone H.323 účet, který bude připojený ke 
 Gatekeeperu na IP adrese 147.229.146.9. Proveďte analýzu spojení mezi 
 Gatekeeperem a SJphone při  registraci H.323 účtu pomocí síťového analyzátoru 
 Wireshark (zprávy protokolu H.225.0 RAS).     
 
4.  Uskutečněte hovor ze softwarového telefonu X-lite (SIP) na telefon SJphone (H.323) a 




Protokol SIP  
  
 SIP (Session Initiation Protocol) je signalizační protokol, který řídí spojení v síti IP na 
bázi klient – server. Tento protokol vytvořila organizace IETF (Internet Engineering Task 
Force). Funkcí tohoto protokolu je zahajování, modifikace a ukončování interaktivních 
komunikačních relací. Relace může být prostý dvoucestný telefonní hovor nebo to může být 
spolupracující multimediální konferenční hovor mezi třemi a více koncovými zařízeními. 
Tento protokol podporuje relace v rámci aplikací na Internetu, jako jsou telefonie,  konference 
a multimédia (komunikace v reálném čase). SIP nabízí jednoduchý formát podobně jako 
protokol HTTP a to v podobě textu. SIP je výhodný pro tvůrce aplikací, které se díky textové 
podobě dobře implementují. Textové zprávy se dobře čtou a lehce se z nich odstraňují chyby. 




 H.323 je zastřešující standard, který specifikuje komponenty, protokoly a procedury, 
které poskytují služby multimediální komunikace (audio, video a datová komunikace 
v reálném čase) přenášené po paketových sítích, založených na protokolu IP. H.323 
shromažďuje sadu již existujících protokolů pro přenos hlasu, videa a dat v paketových sítích 
      
a patří do rodiny ITU-T doporučení nazývaného H.32x, který poskytuje služby multimediální 
komunikace přenášených po různých typech sítí. Standard H.323 je doporučením pro přenosy 
multimediálních dat (audio, video) v sítích, které samy nepodporují kvalitu služeb (QoS), 
mezi které patří i dnes nejvíce rozšířená síť provozovaná na protokolu IP. Hlavními důvody 
úspěchu H.323 jsou jeho vlastnosti – komplexnost a zároveň dostatečná pružnost. Tento 




 Gatekeeper je volitelnou entitou sítě, která poskytuje služby překladu adres (překlad 
aliasové adresy na transportní) a řídí provoz v H.323 síti. Gatekeeper je centrální řídící prvek 
H.323 sítě, vybudovává, udržuje a ukončuje spojení. Dále zastává řízení přístupu a řízení 
přenosové kapacity. Množina zařízení, které spravuje jeden gatekeeper, se označuje jako 
„Zóna“. Zóna obsahuje nejméně jeden koncový bod a pouze jeden Gatekeeper. Přítomnost 
gatekeeperu v H.323 síti není povinná, ale žádné ucelené spojení se bez něj neobejde. Po 




Gateway neboli brána je zařízení, které umožňuje obousměrnou komunikaci se 
zařízeními v jiné komunikační síti. Brána je tedy spojovacím prostředkem k jiným sítím. 
Brány převádějí řídící a multimediální data mezi dvěma protokoly, které navzájem spojují. 
Konektivita odlišných sítí je dosažena překládáním protokolů pro sestavení a uvolnění 
hovoru, převádění mediálních formátů mezi rozdílnými sítěmi a přenos informací mezi sítěmi 
spojenými bránou. Brána H.323 se chová jako koncové zařízení sítě H.323 a současně jako 
koncové zařízení sítě, se kterou ji propojuje. Brána má za úkol komunikovat s gatekeeperem, 





 Asterisk je softwarová Open Source pobočková ústředna, to znamená, že má otevřený 
zdrojový kód, který je poskytovaný všem zdarma. Otevřený zdrojový kód umožňuje 
vývojářům, každý den pracovat na jeho zdokonalování, opravování případných chyb, ale 
hlavně to umožní programátorům vymýšlet pro Asterisk stále lepší služby. Velkou výhodou je 
možnost přizpůsobení instalace Asterisku požadavkům zákazníka. Asterisk je navržen tak, 
aby se dal snadno modifikovat a tím plnil všechny požadavky kladené na pobočkovou 
ústřednu. Ústředny Asterisk lze různě propojovat a seskupovat, což nám dává možnost zajistit 
obsluhu pro obrovské množství hovorů nebo ji dokonce propojit v jednu virtuální ústřednu, 
která má systémy geograficky rozloženy na více místech. Asterisk je jeden z nejvíce 
komplexních open source řešení, s jehož pomocí lze realizovat ústředny pro pár účastníků, ale 









      
Postup vypracování: 
 
1. Přihlaste se na PC, na kterém je nainstalovaná PBX Asterisk. Vytvořte SIP účet. 
V adresáři /etc/asterisk editujte soubor sip.conf  (použijte editor „vi“ nebo „nano“)  
 
 #cd /etc/asterisk 













Editujte soubor h323.conf, který se nachází ve stejném adresáři. Nastavte parametry připojení 















Vytvořte číslovací plán editováním souboru extensions.conf, který se nachází ve stejném 








2. Spusťte softwarový telefon X-lite a nastavte v něm parametry SIP účtu, který jste 
nadefinovali v souboru sip.conf v PBX Asterisk. Klikněte na Show menu (ikona  )/ SIP 
Account Settings .... / Add   a zobrazí se tabulka (viz Obr. 1). Nastavení potvrďte. Pokud se 
X-lite správně připojil k Asterisku, na displeji X-lite se zobrazí název účtu tedy 8888. 
[general]  .... v sekci general se definují parametry pro všechny sip účty 
port = 5060  .... defaultní port pro komunikaci přes SIP 
context = default .... název kontextu definovaného v dialplanu 
 
[8888]   .... název účtu 
username = 8888 .... login 
secret = xlite  .... heslo 
type = friend  .... peer = odchozí komunikace, user = příchozí, friend = obojí 
host = dynamic           .... IP adresa nebo dynamic = z jakékoliv IP 
 
[general]   
port = 1720   .... port na kterém Asterisk naslouchá příchozí H.323 spojení 
bindaddr = 0.0.0.0  .... IP adresa na které naslouchá Asterisk 
disallow = all   .... zakáže všechny kodeky 
allow = alaw   .... povolí kodek alaw 
gatekeeper = 147.229.146.9   .... IP gatekeeperu  
context = default  .... název kontextu definovaného v dialplánu 
 
[register]   .... název účtu 
type = h323   .... typ spojení 
prefix = 58    .... předvolba pro H.323 kontakty 
[default]      .... název kontextu 
exten =>  8888,1,Dial(SIP/8888)        .... schéma pro vytočení SIP klienta 
exten => _58XXXX,1,Dial(H323/${EXTEN:2})  .... schéma pro vytočení H.323 klienta 
 
      
  
      Obr. 1: Nastavení SIP účtu   Obr. 2: Založení nového H.323 profilu  
 
3. Zapněte síťový analyzátor Wireshark a spusťte zachytávání paketů. Spusťte SJphone a 
vytvořte H.323 účet. Menu → Options → záložka Profiles → New. Zobrazí se okno pro 
vytvoření nového profilu (viz Obr. 2) a zde vyplňte název nového profilu a typ profilu - volání 
přes Gatekeeper (Calls through H.323 gatekeeper). 
 
Po potvrzení se zobrazí okno se záložkami. V záložce Initialization zatrhněte políčka u 
Gatekeeper Account a Phone, zbytek odškrtnout. V záložce H.323 Gatekeeper vyplňte IP 
adresa gatekeeperu (147.229.146.9) a vše potvrďte.  
 
 
        Obr. 3: Inicializace H.323 účtu        Obr. 4: Nastavení IP adresy Gatekeeperu 
      
Zobrazí se okno, kde je potřeba vyplnit název účtu a telefonní číslo (viz Obr. 5). Následně je 
nový účet hotov. Pro používání nového profilu se ještě musí kliknout na Use a potvrdit OK. 
Pokud proběhlo vše v pořádku měl by se na SJphone zobrazit název účtu a nápis „Ready to 
call“. 
 
  Obr. 5 : Vložení jména účtu a telefonního čísla 
 
Gatekeeper může přidělit koncové stanici jiné telefonní číslo než jsme zadali při vytváření 
účtu. Proto jsme zachytávali komunikaci mezi Gatekeeperem a SJphone. Komunikace 
probíhala pomocí protokolu H.225.0 RAS. Ve zprávě RegistrationConfirm se nachází 
telefonní číslo, které nám Gatekeeper přidělil (viz Obr. 6) 
 
     
     Obr. 6: Zjištění přiděleného čísla Gatekeeperem 
 
4.  Zapněte síťový analyzátor Wireshark a spusťte zachytávání paketů. Uskutečněte hovor 
ze softwarového telefonu X-lite (SIP) na SJphone (H.323). Po ukončení hovoru proveďte 
analýzu spojení. 
 
Kontrolní otázky:   
 
1)  Jaké protokoly podporuje SW telefon SJphone? 
2) Co je to Gateway (brána)? 
3) Pomocí kterého protokolu přenáší SIP multimediální data? 
4) Jakou přenosovou rychlost má kodek G.711 alaw? 
5) Jakým způsobem by se přidal druhý SIP účet? 
