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Для задачі криптоаналізу найважливішими системними характеристиками є 
швидкодія та пропускна здатність мережі. З огляду на характерні особливості сучасних 
комп’ютерних мереж, доцільно на початковому етапі дослідження доцільно зробити 
декомпозицію мережі з урахуванням таких параметрів, як щільність розподілу 
інформаційних потоків у комунікаційній підсистемі, живучість, максимально 
припустимий діаметр кожної під мережі. 
Більшість відомих способів вибору структури мережі й пропускної 
спроможності каналів зв'язку використовують потокові моделі, засновані на 
інтенсивностях Fi,j трафіка в каналах ei,j мережі. Як функцію оптимізації в більшості 
випадків вибирають зростаючою. При цьому для обчислення Di , j (F i , j) вибирають 









jiji FD , де кожна функція Di , j є монотонною. 
Враховується  пропускна спроможність каналу зв'язку, затримка обробки і 
поширення даних. Передбачається, що трафік потоку, що надходить у будь-який канал 
ei,j, змінюється тільки через відновлення маршрутів. Таке припущення є коректним [1], 
коли зміна трафіка відбувається відносно повільно в порівнянні з середнім часом, 
необхідним для зменшення черг у мережі, і коли потоки в лініях виміряються шляхом 
часового усереднення. 
Дослідження показали, що найбільш перспективний напрямок організації 
обчислювального процесу в криптоаналізі є концепція віртуальної підмережі, що 
дозволяє значно скоротити часову складність процедури формування і 
реконфігурації віртуального з'єднання, пов'язаного з переміщенням абонентських 
систем. Як критерій оптимальності розглядається часова складність реконфігурації 
шляху. При цьому враховується характер переміщення й імовірність перебування 
мобільного абонента у тій чи іншій локальній мережі. 
Такі моделі дозволяють на практиці вибирати комп’ютерні мережі на яких 
розв’язок задач криптоаналізу є найпродуктивнішим.  
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