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1. Samenvatting 
 
In dit afstudeertraject heb ik onderzoek gedaan naar het gebruik van risk management 
best practices bij IT outsourcing. 
 
De doelstelling van dit afstudeeronderzoek was inzicht verkrijgen en vergroten in best 
practices op het gebied van risk management bij IT outsourcing. 
 
De probleemstelling luidde als volgt: 
 
Inzicht verkrijgen en vergroten in best practices op het gebied van risk 
management bij IT outsourcing, door een overzicht te geven van enkele in de 
literatuur beschreven best practices en de bruikbaarheid (of juistheid) van één 
ervan te toetsen bij één of meer nader te bepalen IT outsourcing contracten. 
 
Uit deze probleemstelling zijn de volgende twee onderzoeksvragen gedefinieerd: 
 
1. Welke best practice op het vlak van risk management bij IT outsourcing is 
geschikt als referentiemodel?  
 
2. Hoe ziet de situatie er uit bij IT Outsourcing naar Roemenië door het bedrijf 
Integrated Systems Development Corporation (ISDC), wanneer deze wordt 
geplaatst in het licht van het geselecteerde referentiemodel, en wat kunnen we 
hieruit concluderen voor de bruikbaarheid (of juistheid) van het geselecteerde 
referentiemodel? 
 
Tijdens het literatuuronderzoek is de eerste onderzoeksvraag beantwoord. In totaal zijn 
33 artikels doorgenomen. Om te bepalen of een in de literatuur beschreven methode, 
techniek of aanpak (proces) beschouwd kon worden als een best practice zijn de volgende 
criteria gebruikt (Peters et al., 1993, pp379-381): 
1. Heeft de best practice een solide theoretische basis? 
2. Is de methodologische integriteit van het onderzoek overtuigend en dwingend: dat 
wil zeggen leidt het toepassen van de best practice tot een wijziging van het 
resultaat onder dezelfde omstandigheden (analytisch) en technologisch 
(reproduceerbaar met vergelijkbare resultaten)? 
3. Is er consensus met bestaande literatuur? 
4. Is er bewijs dat de gewenste uitkomst consistent geproduceerd is: dat wil zeggen 
niet enkel het voor de hand liggende en aanvaarde trachten te bewijzen? 
5. Is er bewijs van sociale validatie: wanneer de best practice voorgelegd wordt aan 
experten in het gebied (b.v. op gebied van risk management), is er dan een 
consensus? 
 
Door een toetsing aan bovenstaande criteria zijn twee methodes geselecteerd als best 
practice, namelijk het Risk Assessment Framework (RAF) van Aubert (Aubert et al., 
2005) en het risk management Framework van Dussault (Dussault et al., 1999). 
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Om een bijdrage te leveren aan de verbreding en verdieping  van de kennis van de 
research community, is gekozen om het framework van Aubert te bekijken in het licht 
van een Europees IT outsourcing contract. Immers, alle cases waarin dit raamwerk 
empirisch is getoetst bleken Angelsaksisch. Er is gezocht naar een Europees bedrijf dat 
(delen van haar IT) geoutsourced heeft in een ander Europees land. Via het outsourcing 
magazine1 is ten slotte Integrated Systems Development Corporation (ISDC) bereid 
gevonden om mee te werken aan het onderzoek. ISDC is  een Nederlands - Roemeense 
organisatie van 170 business en IT professionals die gespecialiseerd zijn in het 
ontwikkelen en implementeren van bedrijfskritische software voor met name het 
Nederlandse midden- en grootbedrijf (bron: www.isdc.nl). 
 
Dit onderzoeksdeel is uitgevoerd vanuit een interpretatieve onderzoeksfilosofie. Immers, 
de sociale wereld van business en management is veel te complex om te theoretiseren 
door definitieve ‘wetten’ op te stellen zoals dit wel kan bij fysische wetenschappen. Het 
perspectief van interpretivisme is geschikt bij business en management onderzoek, vooral 
in het domein van organisatorisch gedrag, marketing en human resource management. 
Niet alleen zijn business situaties complex, ze zijn ook uniek (Saunders et al., 2007, 
pp106-107)2. Misschien is er een verschil tussen de rol van sociale actor in 
Angelsaksische outsourcing contracten (zoals beschreven bij Aubert) en de rol in een 
niet-Angelsaksisch outsourcing contract (met name een Nederlands-Roemeens contract). 
Het was – zoals hierboven aangegeven – niet de bedoeling te generaliseren in dit 
onderzoek, omdat dit moeilijk is in de sociale wereld van business en management.  
Of zoals Dibbern (Dibbern, 2004, p21) het stelt bij een empirische, interpretatieve 
onderzoeksfilosofie: “is het doel van de studie het verhogen van de kennis rond het 
fenomeen, en het bewuste fenomeen wordt bestudeerd in zijn natuurlijke omgeving vanuit 
het perspectief van de deelnemers”. 
 
Daarom is gekozen om één bepaalde case te gaan bestuderen, dat wil zeggen kijken wat 
de resultaten waren van het IT outsourcen. Er zijn twee zaken onderzocht, namelijk is er 
een methode gebruikt om de risico’s te beheersen, en is deze methode vergelijkbaar met 
een gevonden best practice. Daarnaast is onderzocht of er ongewenste uitkomsten waren 
zoals beschreven door Aubert, en of deze zouden kunnen vermeden zijn indien de 
oplossing die Aubert beschrijft gebruikt zou zijn. 
 
Door middel van een diepte-interview is een narrative (geaccordeerd) verhaal opgesteld, 
want ik wilde de interpretatie van de sociale actor (de Director Operations), waaraan 
vervolgens de onderzoeksvragen gesteld zijn. Saunders zegt hierover: “Wanneer het 
nodig is de reden voor een bepaalde beslissing dat een research deelnemer heeft genomen 
te kennen, of om de reden van hun attitude en opinie te begrijpen, is het nodig een 
                                                 
1
 Zeebregts, P. (2007). "Dossier Nearshoring." Outsource Magazine 2007(5): 30-33. 
Beschikbaar: 
http://fngpubli.nl.winweb1.exchange.cysonet.com/Files/Billeder/OM/pdfs%20artikels/OM0507ICTnearsho
ringRoemenie.pdf 
 
2
 Saunders, M., Thornhill, A., Lewis, P.. (2007). Research Methods for Business Students (4th. edition), 
Harlow: Pearson Education. 
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kwalitatief interview te doen. Een diepte-interview is een mogelijkheid om te 
onderzoeken wat er gebeurd is, de geïnterviewde zijn antwoorden te laten uitleggen, en 
waar verder gebouwd kan worden op de antwoorden” (Saunders et al., 2007, pp313-315). 
Daarom is gekozen voor één respondent. 
Op basis van het diepte-interview met de Director Operations van ISDC is een beeld 
verworven van hoe ISDC het risk management aangepakt heeft bij het outsourcen (van 
delen van haar IT) naar Roemenië.  
 
Dit beeld ziet er samengevat als volgt uit: 
 
ISDC heeft een methode gebruikt om risico’s (ongewenste uitkomsten) te identificeren, 
ze te analyseren en een strategie te bepalen om de kans op ongewenste uitkomsten te 
verkleinen. Er deden zich enkele ongewenste uitkomsten voor: 
 
- er waren onverwachte transitie- en managementkosten (1). 
- er bleken dure contractaanpassingen nodig (2). 
- er waren verborgen service kosten (3). 
- er was verlies van competentie (4). 
 
De factoren die volgens Aubert leidden tot deze onverwachte uitkomsten zijn  
 
- gebrek aan ervaring en expertise van de klant met de activiteit (1). 
- gebrek aan ervaring van de klant met outsourcing (1). 
- onduidelijkheid over de wettelijke omgeving (1). 
- onzekerheid (2). 
- discontinuïteit van technologie (2). 
- complexiteit van de taak (2). 
- complexiteit van de activiteiten (3). 
- afmetingproblemen (3). 
- onzekerheid over de uit te voeren taken (3). 
- scope van de activiteiten (4). 
- te dichte relatie met core business (4). 
- afhankelijkheden van de activiteit (rond de asset) met andere bedrijfsactiviteiten 
(4). 
 
Deze factoren kwamen niet helemaal overeen met de casus bij ISDC. 
Bij ISDC zijn de volgende twee factoren geïdentificeerd: 
- een gebrek aan ervaring met outsourcing. 
- er was onduidelijkheid over de wetgeving.  
 
Deze twee factoren lijken bij ISDC tot alle ongewenste uitkomsten geleid te hebben, want 
alle andere genoemde factoren zijn niet geïdentificeerd bij ISDC. 
Uit het onderzoek blijkt ook dat ISDC een door Aubert genoemde factor (slechte 
cultuurfit) heeft aangepakt, en daardoor disputen en rechtszaken heeft vermeden. 
 
Het antwoord op de tweede onderzoeksvraag luidt:  
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- over de bruikbaarheid van het RAF van Aubert: de factor slechte cultuurfit 
aanpakken leidt tot het verkleinen van het risico op disputen en rechtszaken. 
- over de juistheid van het RAF van Aubert: de genoemde ongewenste uitkomsten 
kunnen ook voorkomen door andere (wel genoemde) factoren 
 
Hieruit kan het volgende geleerd worden voor het RAF van Aubert: 
- niet alle genoemde factoren leiden één op één tot de genoemde ongewenste 
uitkomsten. 
- Aubert noemt wel alle bij ISDC geïdentificeerde factoren, en ook al zijn ze niet 
één op één (dat wil zeggen dezelfde factor leidt tot dezelfde ongewenste uitkomst) 
te mappen op de ongewenste uitkomsten, deze factoren beïnvloeden verlaagt de 
kans op ongewenste uitkomsten. 
 
Op  basis hiervan kom ik tot de volgende aanbevelingen voor nader onderzoek: 
 
- Uit de literatuurstudie is gebleken dat de RiskIT methode bruikbaar is voor 
software ontwikkeling, sommige aspecten van de RiskIT methode heb ik tijdens 
het onderzoek aangetroffen bij ISDC (risico-identificatie, risico-analyse en risico 
strategiebepaling), maar de referentietheorie (Utility Theory) wordt niet genoemd 
door Dibbern (Dibbern et al., 2004, pp18-20) in zijn onderzoek naar theoretische 
foundations voor IT outsourcing. Verder onderzoek zou kunnen uitwijzen of deze 
methode bruikbaar is voor IT outsourcing. De onderzoeksvraag zou kunnen zijn: 
 
 Onder welke condities is de RiskIT methode bruikbaar bij IT outsourcing 
contracten? 
 
- Enkele van de door Aubert genoemde factoren leidden tot andere (maar wel 
genoemde) ongewenste uitkomsten (zie boven). Een nieuw onderzoek bij een 
Europees IT outsourcing contract waar het Risk Assessment Framework gebruikt 
werd (althans waar een strategie bepaald werd voor alle factoren), zou kunnen 
aantonen dat de factoren in een Europees (niet-Angelsaksisch) IT outsourcing 
contract leidden tot andere ongewenste uitkomsten. De onderzoeksvraag kan dan 
zijn: 
 
 In welke omstandigheden leidt het bepalen (en uitvoeren) van een strategie 
voor de door Aubert genoemde ongewenste uitkomsten bij een Europees 
IT outsourcing contract tot andere (wel door Aubert genoemde)  
ongewenste uitkomsten? 
 
Ik zou graag het bedrijf ISDC bedanken voor de medewerking aan mijn onderzoek (in het 
bijzonder Dhr. Coops). Daarnaast dank aan de afstudeercommissie bestaande uit Ir. Hans 
Hofstee en Prof. Dr. Rob Kusters. Ik wil Lic. Patrick Ghielli en Ir. Els De Vos hartelijk 
bedanken voor het doornemen van mijn afstudeerverslag, en het geven van opbouwende 
feedback. Ten slotte wil ik mijn echtgenote Gosia bedanken voor haar nooit aflatende 
steun. Ik draag dit werk dan ook graag op aan haar, en aan mijn twee zoontjes Simon en 
Mathias. 
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2. Inleiding 
2.1 Motivatie onderzoek 
 
Dit afstudeerverslag is de laatste stap van de studie Master Managementwetenschappen, 
optie Business Process Management en IT. Als onderwerp voor dit onderzoek is risk 
management bij IT outsourcing gekozen. 
 
Het outsourcen van IT gerelateerde bedrijfsprocessen wint meer en meer terrein.  
Het Amerikaanse IT onderzoeks- en adviesbureau Gartner3 voorspelt dat bijna 60% van 
de West-Europese organisaties IT en Business Processes verder zullen outsourcen in 
2009. In een ander rapport spreekt men de verwachting uit een verdere groei van de 
outsourcing markt te zien, ondanks de economische crisis4. 
Bij het outsourcen van een deel of het gehele IT apparaat spelen risico’s een grote rol 
(Dussault, 1999, p1). 
 
Dibbern (Dibbern et al., 2004, p. 87) haalt aan dat meer recent onderzoek [naar IT 
Outsourcing] kijkt naar de relatie tussen leverancier en klant, zo ook naar risico’s die 
gepaard gaan met het overdragen van resources naar third-party providers, en dat daar 
veel opportuniteiten liggen naar extra onderzoek. 
 
De doelstelling van dit afstudeeronderzoek was is inzicht verkrijgen en vergroten in best 
practices op het gebied van risk management bij IT outsourcing. 
 
De probleemstelling luidt als volgt: 
 
Inzicht verkrijgen en vergroten in best practices op het gebied van risk 
management bij IT outsourcing, door een overzicht te geven van enkele in de 
literatuur beschreven best practices en de bruikbaarheid (of juistheid) van één 
ervan te toetsen bij één of meer nader te bepalen IT outsourcing contracten. 
 
Daaruit zijn de volgende twee onderzoeksvragen gedefinieerd: 
 
1. Welke best practice op het vlak van risk management bij IT outsourcing is 
geschikt als referentiemodel?  
 
Deze vraag is beantwoord in het literatuuronderzoek (zie 3.). 
 
2. Hoe ziet de situatie er uit bij IT Outsourcing naar Roemenië door het bedrijf 
Integrated Systems Development Corporation (ISDC), wanneer deze wordt 
                                                 
3
 Gartner. (mei 2009). Beschikbaar: http://www.gartner.com/it/page.jsp?id=967119 
Geraadpleegd 23/6/2009 
4
 Gartner (maart 2009). Beschikbaar: http://www.gartner.com/it/page.jsp?id=856713. Geraadpleegd 
17/3/2009 
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geplaatst in het licht van het geselecteerde referentiemodel, en wat kunnen we 
hieruit concluderen voor de bruikbaarheid (of juistheid) van het geselecteerde 
referentiemodel? 
 
Deze vraag is beantwoord in het empirisch onderzoek (zie 4. en verder). 
 
Het empirisch onderzoek heeft plaats gevonden in één organisatie, met name Integrated 
Systems Development Corporation  (ISDC).  
ISDC is  een Nederlands - Roemeense organisatie van 170 business en IT professionals 
die gespecialiseerd zijn in het ontwikkelen en implementeren van bedrijfskritische 
software voor met name het Nederlandse midden- en grootbedrijf (bron: www.isdc.nl). 
ISDC is gekozen als casus omdat ik in dit onderzoek het gebruik van het Risk 
Assessment Framework van Aubert (Aubert et al., 2005) in een Europees (niet-
Angelsaksisch) IT outsourcing contract wilde bekijken. ISDC heeft als Nederlands 
bedrijf zijn IT geoutsourced naar Roemenië, en dus voldeed dit contract aan deze 
voorwaarde. 
2.2 Leeswijzer 
 
Het afstudeertraject bestaat uit de volgende twee onderdelen: de literatuurstudie en het 
empirisch onderzoek. 
In hoofdstuk 3 wordt beschreven hoe het literatuuronderzoek is uitgevoerd, welke artikels 
gebruikt werden, en wat de resultaten waren. Hoofdstuk 4 gaat aan de hand van de 
theoretische basis gelegd in het literatuuronderzoek de resultaten van een IT outsourcing 
case bij ISDC beschrijven en interpreteren. 
 
In hoofdstuk 5 staat beschreven wat de verschillen en overeenkomsten zijn met het 
referentiemodel. 
 
Hoofdstuk 6 geeft conclusies en aanbevelingen voor verder onderzoek.  
 
Hoofdstuk 7 ten slotte bevat mijn reflectie over het hele onderzoek. Daarin geef ik aan 
wat mijn leerproces was tijdens dit onderzoek en wat mijn leerervaringen waren. 
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3. Literatuurstudie naar best practices op het vlak van risk management bij IT 
outsourcing 
 
In de literatuurstudie zijn risk management best practices geïdentificeerd die gebruikt 
kunnen worden bij IT outsourcing, en is de volgende centrale onderzoeksvraag 
beantwoord: 
 
Welke best practice op het vlak van risk management bij IT outsourcing is 
geschikt als referentiemodel? 
 
Om deze onderzoeksvraag trapsgewijs te beantwoorden, zijn de volgende deelvragen 
gedefinieerd en beantwoord: 
 
1. Welke best practices voor risk management zijn in de literatuur beschreven? 
 
2. Wat zijn de karakteristieken van de beschreven best practices voor risk 
management? 
 
3. Welke referentietheorieën geven een verklaring voor de effectiviteit van de 
betreffende best practices voor risk management? 
 
4. Welke empirische bewijzen zijn er voor de effectiviteit van de gevonden best 
practices voor risk management? 
 
5. Welke verschillen en overeenkomsten kunnen worden geïdentificeerd worden 
tussen de gevonden best practices voor risk management? 
 
6. Welke best practice(s) is (zijn) bruikbaar in het domein van IT outsourcing en 
in welke fasen van het IT outsourcing proces? 
 
De volgende deelvraag volgt steeds uit het antwoord van de vorige deelvraag, en gaat 
steeds dieper in op het onderwerp van best practices bij IT outsourcing, tot er ten slotte 
een best practice gedefinieerd is die geschikt is als referentiemodel.  
 
Het literatuuronderzoek is uitgevoerd door gebruik te maken van twee zoekmethoden: 
zoeken met behulp van zoektermen en de sneeuwbalmethode. Deze twee methoden zijn 
binnen de randvoorwaarden van de hieronder beschreven zoekstrategie gehanteerd. 
Daarnaast kreeg ik als start drie artikels ter beschikking (zie bijlage 1, tabel 13). Deze 
drie artikels zijn gebruikt in het verdere literatuuronderzoek. Eén artikel bevat een Best 
Practice (met name van Aubert) en diende als basis voor het verdere afstudeertraject, in 
de andere twee artikels zijn definities gevonden die nuttig bleken om het onderzoek te 
doen (zie verder). 
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3.1 Zoekstrategie 
 
Het onderzoek is beperkt tot artikels gepubliceerd in 1992 of later die verschenen zijn in 
EMEA (Europa, Midden-Oosten, Afrika), VS, Canada en Azië. 
 
Er is gezocht naar literatuur met behulp van: 
• Google (Advanced) Scholar Search (www.GoogleScholar.com) 
• SiteCeerX (http://citeseerx.ist.psu.edu/) 
• EBSCO Host (http://web.ebscohost.com) 
 
Sommige artikels werden gevonden via Google Scholar, maar konden pas in volledige 
vorm gedownload worden via EBSCO Host (omdat het betalende artikels zijn). Als 
tertiaire bron is dan toch Google Scholar opgegeven. Het gaat er immers om dat het 
onderzoek reproduceerbaar is, en dus is de (gratis) tool Google Scholar een goed 
startpunt voor éénder welke onderzoeker. 
 
Relevante publicaties zijn toegevoegd aan de Endnote bibliotheek die speciaal voor dit 
onderzoek aangemaakt werd. Daarbij werden drie verschillende sets van informatie 
bijgehouden, zijnde bibliografische informatie, korte samenvatting en supplementaire 
informatie (Saunders et al., 2007, p88-91)5. 
 
Of een artikel al dan niet relevant was, is bepaald door de volgende vragen uit tabel 1 (in 
de mate van het mogelijke) te beantwoorden: 
 
Relevantie 
Hoe recent is het item? 
Is het waarschijnlijk dat het item vervangen is? 
Zijn de onderzoeksvragen of objectieven voldoende gerelateerd aan mijn eigen vragen 
om ze relevant te maken voor mijn eigen onderzoek? 
Is de context voldoende verschillend om het item uit te sluiten van mijn 
onderzoeksvragen en objectieven? 
Zijn er referenties naar dit item (of deze auteur) in andere items die nuttig bleken? 
Ondersteunt het mijn argumenten of is het contra mijn argumenten? 
Waarde 
Lijkt het artikel beïnvloed? 
Wat zijn de methodologische ‘fouten’ in het werk? 
Is het artikel voldoende precies? 
Bevat het artikel richting voor verder onderzoek? 
Tabel 1: relevantievragen artikels - bron: (Saunders et al., 2007, p88) 
 
Dit zijn tien vragen, waarvan acht gesloten (ja/nee antwoord is voldoende) en twee open 
vragen (“recent” en “methodologische weglatingen”). De open vragen zijn eveneens 
omgevormd tot gesloten vragen. De vraag of het item mijn argumenten ondersteunt of 
                                                 
5
 Saunders, M., Thornhill, A., Lewis, P.. (2007). Research Methods for Business Students (4th. edition), 
Harlow: Pearson Education. 
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contra is, is niet onderzocht omdat het onderzoek ook naar artikels wou kijken die niet 
allemaal Aubert gebruiken als basis. Bij enkele vragen is “niet” bijgezet, om “ja” als 
positief antwoord te krijgen. Ten slotte is per artikel getracht deze negen gesloten vragen 
te beantwoorden, door te werken met drie antwoorden (ja/nee/onbekend). Wanneer er een 
ja-score was van zes of hoger op negen, is het artikel als relevant beschouwd. 
De negen vragen om relevantie van een artikel vast te stellen zijn: 
1. Is het artikel recenter dan 1992? 
2. Is het artikel niet vervangen? 
3. Zijn de onderzoeksvragen of objectieven voldoende gerelateerd aan mijn 
onderzoeksvragen? 
4. Sluit de context voldoende aan bij mijn onderzoeksvragen? 
5. Zijn er referenties naar dit werk uit ander werk dat nuttig bleek? 
6. Lijkt het artikel niet beïnvloed? 
7. Lijken er geen methodologische ‘fouten’ in het artikel te staan? 
8. Is het artikel voldoende precies? 
9. Bevat het artikel richting voor verder onderzoek? 
 
Minimaal moest een artikel gaan over risk management in de context van outsourcing.  
 
Alle op het eerste gezicht relevante publicaties zijn inhoudelijk doorgenomen, waarna 
beoordeeld is of de artikels voldoende konden bijdragen aan het beantwoorden van de zes 
uit de eerste centrale onderzoeksvraag afgeleide deelvragen (zie de inleiding van dit 
hoofdstuk). Artikels die een score haalden lager dan zes werden als niet-relevant 
beschouwd. 
 
Om te voldoen aan de eis om kritisch te zijn (Saunders et al., 2007, p60) is getracht een 
zo breed mogelijk spectrum te bestrijken van risk management bij IT outsourcing. Het 
was gemakkelijk geweest vijftien artikels6 te vinden die Aubert (Aubert et al., 2005) 
refereren. Bewust is gekozen om artikels te vinden die niet Aubert refereren, om 
zodoende (misschien) aanvullingen aan het framework van Aubert te kunnen doen door 
die zaken te identificeren die ontbreken bij Aubert maar die wel nuttig blijken.  
Er is beroep gedaan op veel gerefereerde experten (Saunders et al., 2007, p59) door ook 
materiaal te verzamelen van Lacity, Hirschheim en Lee. 
 
In totaal werden 33 artikels geraadpleegd. Tabel 2 toont het aantal artikels en hun status: 
 
Input artikels literatuuronderzoek 16 
Referentie artikels 
  5 
Verworpen artikels 12 
  
Totaal aantal doorgenomen artikels 33 
Tabel 2: aantal doorgenomen artikels 
 
                                                 
6
 minstens vijftien is een eis van de OU 
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Drie artikels werden ter beschikking gesteld door de OU. Daarnaast werden verschillende 
artikels gevonden door gebruik te maken van de volgende zoektermen: best practice, 
outsourcing risk, risk management, risk management outsourcing, risk outsourcing, 
perceived risk outsourcing. 
 
Aan de hand  van de sneeuwbalmethode (Verschuren & Doorewaard, 2007)7 zijn 
publicaties gevonden waarnaar andere onderzoekers verwezen. Deze zijn gevonden door 
de referenties door te nemen van eerder gevonden artikels. 
Dankzij de aangeboden artikels, en de twee zoekmethoden (zoektermen en 
sneeuwbalmethode) werden zestien artikels gevonden die dienden als input voor het 
literatuuronderzoek. Deze artikels staan vermeld in bijlage 1, inclusief de score die de 
artikels behaalden op de relevantievragen. 
3.2 Definities van relevante begrippen 
 
Alvorens aan de slag te kunnen gaan, was het belangrijk best practice, IT outsourcing, 
risico, risico-management, risico-identificatie, risico-analyse en risico-controle te 
definiëren. 
3.2.1 Definitie best practice 
 
De term best practice wordt door professionals in verschillende situaties en industrieën 
gebruikt. Daarbij worden verschillende definities, conceptualisaties en toepassingen 
gebruikt (Peters et al., 1993, p371). 
Een best practice wordt “voorbeeldmethodologie en -strategie” genoemd door Robinson 
(Peters et al., 1993, p372), anderen definiëren het als “effectieve educatieve en klinische 
processen” (Peters et al., 1993, p372).  
 
In dit literatuuronderzoek heb ik gekozen voor de definitie van Dibbern (Dibbern et al., 
2004, p16). Hij definieert best practices als methoden, technieken en aanpakken 
(processen) gebruikt om de outsourcing beslissing te beïnvloeden zodat dit leidt tot een 
hogere graad van outsourcing succes (zijnde de uitkomst). Ik heb gekozen voor deze 
definitie, omdat Dibbern ze definieert in het kader van outsourcing, en ze dus past in mijn 
onderzoek. 
Om te bepalen of een in de literatuur beschreven methode, techniek of aanpak (proces) 
beschouwd kon worden als een best practice zijn de volgende criteria gebruikt (Peters et 
al., 1993, pp379-381): 
1. Heeft de best practice een solide theoretische basis? 
2. Is de methodologische integriteit van het onderzoek overtuigend en dwingend: dat 
wil zeggen leidt het toepassen van de best practice tot een wijziging van het 
resultaat onder dezelfde omstandigheden (analytisch) en technologisch 
(reproduceerbaar met vergelijkbare resultaten)? 
3. Is er consensus met bestaande literatuur? 
4. Is er bewijs dat de gewenste uitkomst consistent geproduceerd is? 
                                                 
7
 Verschuren, P. J. M., Doorewaard, H. (2007). Het ontwerpen van een onderzoek (Vierde ed.), Den Haag: 
Boom uitgevers. 
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5. Is er bewijs van sociale validatie: wanneer de best practice voorgelegd wordt aan 
experten in het gebied (b.v. op gebied van risk management), is er dan een 
consensus? 
3.2.2 Definitie IT outsourcing 
 
Verschillende definities voor IT outsourcing worden gehanteerd in de gevonden 
literatuur. 
 
Lee (Lee et al., 2000, p1) noemt het “het proces van het overdragen van een deel of het 
geheel van informatie systeem functies naar een externe service leverancier”. 
 
Business process outsourcing wordt door Kim gedefinieerd als “het delegeren van één of 
meer IT-intensieve bedrijfsprocessen naar een externe leverancier” (Kim et al., 2007, 
p118).  
 
Voor Aubert (Aubert et al., 2005, p9) bestaat IT outsourcing uit een aantal beslissingen 
met betrekking tot een variëteit van issues, zoals daar zijn de keuze van welke activiteiten 
te outsourcen, en welke in huis te houden, de selectie van een geschikte leverancier, of de 
identificatie van de meest geschikte manier om een outsourcing contract te beheren. 
 
Hirschheim & Lacity (2000, p99) stellen dat IT outsourcing een praktijk is van het 
transfereren van IT assets, leases, personeel en management verantwoordelijk voor het 
leveren van services van interne IT functies naar 3rd party verkopers. 
 
Wüllenweber (Wüllenweber et al., 2008, p2) neemt de definitie over van Goles en Chin 
(2005) en noemen het “een actieve lange termijn link tussen een outsourcing verkoper en 
een klant als gevolg van een contractuele verbintenis om één of meer IT activiteiten, 
processen of services te leveren met de veronderstelling dat de winsten die hierdoor 
gewonnen worden door beide firma’s op zijn minst afhankelijk zijn van elkaar. 
 
Ik heb in dit onderzoek gekozen voor de definitie van Aubert, omdat mijn empirisch 
onderzoek gaat over de bruikbaarheid van het framework van Aubert. 
3.2.3 Definitie risico 
 
Aubert (Aubert et al., 2005, p11) volgt twee aspecten van March en Sapira (1987) door te 
stellen dat een risico negatief is (een perceptie van “gevaar”) en dat de belangrijkheid van 
een risico in de uitkomst zit. Hij definieert  “risk exposure” als “een functie van de 
probabiliteit van een negatieve uitkomst en de belangrijkheid van het verlies geleden door 
het manifesteren van de negatieve uitkomst” (Aubert et al., 2005, p11; Boehm, 1991, 
p427). 
 
Ook Jüttner (Jüttner et al., 2003, p7) volgt March en Sapira (1987) en definieert een risico 
als de variatie in de distributie van mogelijke supply chain uitkomsten, hun 
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waarschijnlijkheid en hun subjectieve waarden. Of simpeler gesteld: kans en effect op 
mismatch tussen vraag en aanbod. 
 
Kontio (Kontio, 1997, p7) definieert een risico als “een kans op verlies, het verlies zelf, 
of eender welke karakteristiek, object of actie die geassocieerd is met deze kans”. 
 
Dussault (Dussault et al., 1999, p1) neemt de definitie van Boehm over en definieert een 
risico als “de kans op verlies of kwetsuren”. 
 
Miller (Miller, 1992, p311) stelt dat een risico een variatie is in bedrijfsuitkomsten of 
bedrijfsresultaten die niet voorspelt kunnen worden. 
 
Een risico kan ook gedefinieerd worden als een niet-geanticipeerde negatieve variatie 
(Das et al., 1998, p25). 
 
Wüllenweber (Wüllenweber et al., 2008, p2) definiëren risico als het potentieel voor een 
negatieve uitkomst als gevolg van onzekerheid voor toekomstige ontwikkeling en dat een 
gekende probabiliteit. 
 
In het empirisch onderzoek heb ik gekozen voor de definitie van Aubert, omdat het 
onderzoek gaat over de bruikbaarheid van het framework van Aubert (inclusief het 
vergelijken van factoren en ongewenste uitkomsten). 
3.2.4 Definitie risicobeheer of risk management 
 
Risico beheer (risk management) kan gedefinieerd worden als het “simultaan verkleinen 
van het verlies gerelateerd aan een ongewenste actie of het verkleinen van de kans dat de 
ongewenste actie zich voordoet (Aubert et al., 2005, p12). Of met andere woorden stelt 
Aubert (Aubert et al., 2005, p16) dat risk management gedefinieerd kan worden als het 
gebruik van verschillende mechanismen om het niveau van risk exposure te verkleinen. 
 
Volgens Boehm (Boehm, 1991, p428) bestaat risk management uit twee primaire stappen 
met elk drie deelstappen. 
De eerste primaire stap (risk assessment) bestaat uit risico-identificatie, risico-analyse en 
risico prioriteren. 
De twee primaire stap (risico-controle) bestaat uit risico beheer planning, risico resolutie 
en risico monitoring. 
 
Voor Dussault (Dussault, 1999, p3) is het doel van risk management het verkleinen van 
de hoogte van risk exposure van een gegeven bedrijfsonderneming. 
 
Kontio (Kontio, 1997, p6) stelt dat risico beheer een area is van project management dat 
problemen aanpakt voor ze zich voordoen door preventieve acties te nemen. 
Risk management is verder volgens Kontio (Kontio, 1997, p15) een cyclische activiteit 
(in een project) die bestaat uit de volgende basis activiteiten:  
- definiëren van scope en focus van risk management 
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- herbekijken en definiëren van risico’s 
- risico-identificatie en monitoring 
- risico-analyse 
- risico-controle planning 
- controleren van risico’s 
 
Jüttner (Jüttner et al., 2003, p7) stelt in de studie over supply chain risk management dat 
het doel van managen van risico’s is het identificeren van potentiële bronnen van risico’s 
en implementeren van doeltreffende acties om de zwakheid in een supply chain te 
vermijden. 
 
In het empirisch onderzoek heb ik de definitie van Boehm gebruikt, met name het 
opdelen van risk management in twee processen (risk assessment en risico-controle). 
3.2.5 Definitie risico-identificatie 
 
In verschillende artikels wordt gesproken over risico-identificatie als eerste stap in het 
proces van risk management. 
 
Boehm (Boehm, 1991, p428) stelt dat risico-identificatie lijsten van project-specifieke 
risico items produceert waarvan er een kans is dat ze het succes van een project in gevaar 
brengen. Typische risico-identificatie technieken zijn het gebruik van checklists, 
onderzoeken van beslissingsdrivers, vergelijken met ervaring (assumptie analyse) en 
decompositie. 
 
Aubert (Aubert et al., 2005, p12) noemt het identificeren van potentieel ongewenste 
uitkomsten die kunnen voorkomen bij het opstellen van een outsourcing overeenkomst. 
Verder geeft hij aan dat het gebruik van de lijst van risico factoren nuttig was om 
informatie te geven over de probabiliteit van de ongewenste uitkomsten (Aubert et al., 
2005, p25) 
 
Volgens Kontio (Kontio, 1997, p17) is risico-identificatie “het identificeren van 
potentiële gevaren voor het project gebruik makend van verschillende aanpakken, met als 
resultaat een lijst van “rauwe” risico’s”. 
 
In het empirisch onderzoek heb ik gekozen voor de definitie van Aubert, omdat het 
onderzoek gaat over de bruikbaarheid van het framework van Aubert (inclusief het 
vergelijken van factoren en ongewenste uitkomsten). 
3.2.6 Definitie risico-analyse 
 
Volgens Aubert (Aubert et al., 2005, p25) helpt risico-analyse bij het anticiperen van 
problemen en selecteren van het juiste contract type voor het outsourcen van de 
specifieke activiteiten. Daarbij hoort het identificeren en onderzoeken van  de factoren 
die het voordoen van de ongewenste uitkomst kunnen veroorzaken (Aubert et al., 2005, 
p12). 
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Boehm (Boehm, 1991, p428) definieert risico-analyse als het onderzoeken van de kans en 
grootte van verlies voor elk geïdentificeerd risico item. 
 
Voor Kontio (Kontio, 1997, p17) bestaat risico-analyse uit de volgende stappen: 
- classificeren en consolideren van risico’s 
- risico scenario’s vervolledigen voor grote risico events 
- schatten van risico effecten voor alle scenario’s 
- schatten van kans en utility verlies voor alle scenario’s 
 
In het empirisch onderzoek heb ik gekozen voor de definitie van Aubert, omdat het 
onderzoek gaat over de bruikbaarheid van het framework van Aubert (inclusief het 
vergelijken van factoren en ongewenste uitkomsten). 
3.2.7 Definitie risico-controle 
 
Na de identificatie van risico’s is het doel van risico beheer het implementeren van 
adequate acties, of het onder controle houden van risico’s. 
 
Boehm (Boehm, 1991, p428) stelt dat risico-controle bestaat uit risico management 
planning, risico resolutie en risico monitoring. 
 
Kontio (Kontio, 1997, p17) definieert risico-controle als het implementeren van risico-
controlerende acties. 
 
Bij Aubert (Aubert et al., 2005, p12) noemt dit “het niveau van de factoren beïnvloeden 
zodat ook de kans van voorkomen van een ongewenste uitkomst lager wordt”. 
 
In het empirisch onderzoek heb ik gekozen voor de definitie van Aubert, omdat het 
onderzoek gaat over de bruikbaarheid van het framework van Aubert (inclusief het 
vergelijken van factoren en ongewenste uitkomsten). 
3.3 Beantwoording deelvragen 
 
Om een antwoord te kunnen geven op de centrale onderzoeksvraag, zijn de in de 
inleiding van hoofdstuk 3 beschreven zes deelvragen beantwoord. 
3.3.1 Welke best practices voor risk management zijn in de literatuur beschreven? 
 
In deze paragraaf wordt antwoord gegeven op de eerste deelvraag. 
 
De eerste best practice die aan de criteria, zoals genoemd in de inleiding van hoofdstuk 3 
voldoet, is het Risk Assessment Framework van Aubert (2005). In essentie ziet dat er 
als volgt uit. 
 
Aubert bespreekt een Risk Assessment Framework (Aubert et al., 2005, pp11-12): 
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1. identificeer potentieel ongewenste uitkomsten die kunnen voorkomen bij het 
opstellen van een IT outsourcing overeenkomst 
2. identificeer en onderzoek de factoren die het voordoen van de ongewenste 
uitkomst kunnen veroorzaken: omdat het voor sommige ongewenste 
uitkomsten moeilijk te voorspellen is wat de kans is dat ze zich zullen 
voordoen (geen historische data b.v.), kan men deze kans inschatten door het 
identificeren en onderzoeken van factoren die het voordoen beïnvloeden. De 
graad van aanwezigheid van deze factoren (in een software ontwikkeling 
project b.v. de factoren ervaring van het team, omvang van de applicatie, …) 
zal dus bijdragen tot de kans dat de ongewenste gebeurtenis zich voordoet. 
3. geef elke uitkomst een waarde bestaande uit grootte van verlies (magnitude of 
loss) vermenigvuldigd met probabiliteit van deze uitkomst (= risico exposure) 
4. tracht het niveau van de factoren te beïnvloeden zodat ook de kans van 
voorkomen van een ongewenste uitkomst lager wordt. 
 
Aubert biedt ten slotte een lijst aan van ongewenste uitkomsten (bij IT outsourcing) die 
gebruikt kan worden als identificatielijst. Deze lijst is gebaseerd op de Transaction Cost 
Theory en Agency Theory (zie bijlage 2) . Aanvullend geeft Aubert enkele items die 
gevonden werden door literatuuronderzoek naar gevolgen van IT outsourcing (Aubert et 
al., 2005, p12).  
In  tabel 3 zijn de ongewenste uitkomsten, de risicofactoren en mogelijke 
oplossingsstrategieën samengevat. 
 
Ongewenste 
uitkomst (resultaat) 
Risicofactor Mogelijke oplossing 
   
Onverwachte 
transitie- en 
managementkosten 
- gebrek aan ervaring en 
expertise van de klant met de 
activiteit 
- gebrek aan ervaring van de 
klant met outsourcing 
- onduidelijkheid over de 
wettelijke omgeving 
- extensief plannen 
- transfer van de 
kosten via 
contract naar 
leverancier 
Veranderingskosten 
(inclusief lock-in, 
repatriatie, transfer 
naar andere 
leverancier) 
- specificiteit van de asset 
(over te dragen als contract 
vroegtijdig beëindigd wordt) 
- klein aantal leveranciers 
- grote scope 
- afhankelijkheden van de 
activiteit (rond de asset) met 
andere bedrijfsactiviteiten 
- gebruik maken 
van meerdere 
leveranciers 
Dure contract 
aanpassingen 
- onzekerheid 
- discontinuïteit van 
technologie 
- complexiteit van de taak 
- gebruik maken 
van sequentiële 
contracten die 
geregeld 
opnieuw bekeken 
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Ongewenste 
uitkomst (resultaat) 
Risicofactor Mogelijke oplossing 
worden 
Disputen en 
rechtszaken 
- afmetingproblemen 
(moeilijkheden met het op 
voorhand inschatten van het 
werk) 
- gebrek aan ervaring en 
expertise van de klant en/of 
leverancier met outsourcing 
contracten 
- onduidelijkheid over de 
wettelijke omgeving 
- slechte fit op cultuurvlak 
- structuur 
opzetten om 
verschillen in 
standpunten op 
te lossen 
- cultuur nader 
onderzoeken 
(inzake 
wetgeving) 
- afmeting 
zichtbaar maken 
via extensieve 
metingen 
Service debasement 
(inferieure prestaties 
en kwaliteit) 
- afhankelijkheden van de 
activiteit (rond de asset) met 
andere bedrijfsactiviteiten 
- gebrek aan ervaring en 
expertise van de leverancier 
met de activiteit 
- omvang van de leverancier 
- instabiliteit van financiële 
toestand van leverancier 
- afmetingproblemen  
- complexiteit van de taak 
- gedetailleerde 
metingen en 
benchmarking 
(key indicatoren 
gebruiken) 
- boetes 
Escalatie van kosten - gebrek aan ervaring en 
expertise van de klant met 
contractbeheer 
- afmetingproblemen 
- gebrek aan ervaring en 
expertise van de leverancier 
met de activiteit 
- goede metingen  
- interne 
competitie tussen 
leveranciers 
Verlies van 
competenties in de 
organisatie 
- scope van de activiteiten 
- te dichte relatie met core 
business 
- afhankelijkheden van de 
activiteit (rond de asset) met 
andere bedrijfsactiviteiten 
- zorgvuldig 
uitkiezen welke 
zaken te 
outsourcen  
Verborgen service 
kosten 
- complexiteit van de 
activiteiten 
- afmetingproblemen 
- onzekerheid over de uit te 
voeren taken 
- afgesproken 
transitieperiode 
(en insourcen als 
niet tevreden) 
Tabel 3: bespreking ongewenste factoren (Aubert et al., 2005, pp13-25) 
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De tweede best practice die aan de criteria, zoals genoemd in de inleiding van hoofdstuk 
3 voldoet, is het Risk Management Framework van Dussault (1999). In essentie ziet 
dat er als volgt uit. 
 
Dussault (1999) bouwt verder op het Risk Assessment Framework van Aubert, en geeft 
een Risk Management Framework dat kan gebruikt worden om het niveau van de risico 
exposure te verlagen. Het framework van Dussault biedt vier generische risico 
management strategieën (Dussault et al., 1999, p3): 
1. Tolerantiestrategie is goed voor een medium niveau (kleine kans, groot 
verlies) van risk exposure en concentreert zich op het verlagen van de 
belangrijkheid van het verlies bij het voorkomen van de ongewenste uitkomst. 
De beslissingsnemer bereid gaat de impact verkleinen als de ongewenste 
uitkomst zich voordoet. Voorbeelden zijn een verzekering kopen, kosten 
transfereren naar derde partij door betaling te koppelen aan kwaliteit 
(deflectiemechanismen) 
2. Voorzichtigheidsstrategie is aanbevolen op risico waar het verlies klein is, 
maar de kans dat de uitkomst zich voordoet groot. Dit kan vooral door het 
eigen gedrag te bepalen, en goede contracten af te sluiten. Voorbeelden zijn 
goed kiezen welke activiteiten geoutsourced gaan worden, een financieel 
stabiele partner zoeken met genoeg resources om kwaliteitsvolle services te 
leveren en met voldoende ervaring in kennis van de activiteiten die 
geoutsourced worden 
3. Gemengde strategie is een strategie voor risico’s met een hoge risk exposure. 
Naast het verlagen van de kans op het voordoen van een ongewenste uitkomst, 
gaat de beslisser zijn tolerantie verhogen (en dus meer risico nemen). Deze 
strategie is een mix van deflectie (een vorm van verzekering), mitigatie (acties 
ondernemen om de kans op voorkomen van de ongewenste uitkomst te 
verminderen) en contigency plannen (alternatieven zoeken) 
4. Monitorenstrategie is een strategie te gebruiken wanneer zowel kans als 
impact klein zijn. Er valt weinig winst te halen uit het toepassen van één van 
de drie bovenstaande strategieën. Er moeten wel twee zaken gebeuren: 
regelmatig opnieuw de risk exposure opnieuw berekenen, en standaard 
veiligheidsprocedures (safeguards) instellen. 
 
De derde best practice die aan de criteria, zoals genoemd in de inleiding van hoofdstuk 3 
voldoet, is de RiskIT methode van Kontio (1997).. In essentie ziet dat er als volgt uit. 
 
De RiskIt risk management methode bestaat uit de volgende stappen. Merk op dat deze 
stappen (uitgezonderd risk management Mandate Definition) niet sequentieel zijn, maar 
dat elk van deze stappen meerdere keren kunnen geïnitieerd worden tijdens een project en 
dat er meerdere tegelijkertijd kunnen uitgevoerd worden (Kontio, 1997, pp15-17): 
 
- risk management Mandate Definition: definieer de scope en frequentie van het 
risicobeheer. Identificeer alle relevante stakeholders 
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- Goal Review: herbekijk de gedefinieerde goals van het project, verfijn ze en 
definieer expliciete goals en constraints. Analyseer de associaties van de 
stakeholders met de goals.  
- Risk Identification: identificeer potentiële gevaren door gebruik te maken van 
verschillende aanpakken (brainstorming, checklists, critical path analyse, 
benchmarking, simulatie. Definieer een risico als karakteristieken van 
probabiliteit en verlies. Dit verlies is op zijn beurt gedefinieerd door goals die 
gezet zijn (voor het project), die gevalideerd zijn door stakeholders. Schematisch 
geeft dit Fig 1. (Freimut et al., 2001, p278): 
 
Fig 1: definitie van een risico volgens de RiskIt methode 
 
- Risk Analysis: begrijp en prioritiseer risico’s. Het analyseren van de risico’s 
gebeurt door gebruik te maken van een analyse grafiek, waarbij voor een bepaalde 
gebeurtenis (Event) aangegeven wordt wat de oorzaak is die de aanleiding was 
(Factor), en wat de resultaten zijn (Reaction) en het effect dat dit heeft op 
stakeholders (Effect set). Een voorbeeld is hieronder afgebeeld in Fig. 2 (Freimut 
et al., 2001, p278): 
 
 
Fig 2: analyse van een risico volgens de RiskIt methode 
 
- Risk Control Planning: stel voor en selecteer kost effectieve risk controlling 
acties 
- Risk Control: implementeer risk controlling actions 
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- Risk Monitoring: monitor het project en de situatie 
 
De vierde best practice die aan de criteria, zoals genoemd in de inleiding van hoofdstuk 3 
voldoet, is het Framework voor geïntegreerd risk management in international 
business van Miller (1992).. In essentie ziet dat er als volgt uit. 
 
Miller geeft aan dat bedrijven actief aan het mitigeren van (de impact ) van risico’s 
moeten doen. Daarbij kunnen er vijf strategieën gevolgd worden: (onzekerheid) 
vermijden, controleren, samenwerken, imiteren (van andere organisaties i.v.m. omgang 
met risico’s) en flexibel zijn (Miller, 1992, p322-324) 
 
Miller geeft een aantal antwoorden op onzekerheden (Miller, 1992, p326): 
  
- Financieel risk management   
o Fixed price projecten i.p.v. in regie (Miller, 1992, p318) 
o Verzekering afsluiten (Miller, 1992, pp318-319) 
- Strategisch management: 
o Vermijden van onzekerheden (onderdeel afstoten (divestment), wachten 
met op nieuwe markt te gaan, enkel als niche markt bekijken) (Miller, 
1992, p319) 
o Controleren van onzekerheden (b.v. via politieke beïnvloeding, trachten 
marktwaarde te winnen, concurrenten dwingen tot voorspelbaar gedrag, 
verticale integratie, reclame, horizontale merge en acquisities) (Miller, 
1992, pp319-320) 
o Samenwerking (lange termijn contracten met leveranciers of kopers, 
terughoudendheid inzake concurrentie, allianties en joint ventures, 
franchising overeenkomsten, technologie licentie overeenkomsten, 
participatie in consortia, overlappen van board members, personeel flow) 
(Miller, 1992, p320) 
o Imiteren van oplossingen van anderen (“follow-the-leader” gedrag) 
(Miller, 1992, p320) 
Flexibel opstellen (b.v. product of geografische markt diversificatie door niet afhankelijk 
te zijn van één leverancier, lage response tijd naar design en volume aanpassingen van 
producten, meer gebruik maken van tijdelijke werkkrachten, ‘short notice’ 
opzeggingsclausules in contracten medewerkers, …) (Miller, 1992, pp320-321). 
3.3.2 Wat zijn de karakteristieken van de beschreven best practices voor risk 
management? 
 
In deze paragraaf wordt antwoord gegeven op de tweede deelvraag. 
 
Om te bepalen of een in de literatuur beschreven methode, techniek of aanpak (proces) 
beschouwd kon worden als een best practice zijn de volgende criteria gebruikt (Peters et 
al., 1993, pp379-381): 
1. Heeft de best practice een solide theoretische basis? 
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2. Is de methodologische integriteit van het onderzoek overtuigend en dwingend: dat 
wil zeggen leidt het toepassen van de best practice tot een wijziging van het 
resultaat onder dezelfde omstandigheden (analytisch) en technologisch 
(reproduceerbaar met vergelijkbare resultaten)? 
3. Is er consensus met bestaande literatuur? 
4. Is er bewijs dat de gewenste uitkomst consistent geproduceerd is: dat wil zeggen 
niet enkel het voor de hand liggende en aanvaarde trachten te bewijzen? 
5. Is er bewijs van sociale validatie: wanneer de best practice voorgelegd wordt aan 
experten in het gebied (b.v. op gebied van risk management), is er dan een 
consensus? 
 
Tabel 4 geeft een antwoord op deze vragen. Per best practices zijn de karakteristieken 
aangegeven door een antwoord te geven op de vijf bovenstaande vragen.  
 
Best Practice Karakteristieken 
  
Risk Assessment Framework 
(Aubert) 
1. referentietheorie: Agency & Transaction Cost 
Theory, gebaseerd op werk van Boehm (1999) 
(zie 3.3.3) 
2. ja, verschillende cases bij Aubert (2005) en  
Dussault (1999) komen tot reproduceerbare 
resultaten (zie 3.3.4) 
3. ja (Aubert (2005), Dussault (1999)) 
4. ja, verschillende cases bij Aubert (2005) en  
Dussault (1999) komen tot consistente 
resultaten (zie 3.3.4) 
5. ja, Dussault (1999) 
Risk Management Framework 
(Dussault) 
1. referentietheorie: Agency & Transaction Cost 
Theory, gebaseerd op werk van Boehm (1999) 
(zie 3.3.3) 
2. ja, casus bij Dussault (1999) komt tot 
reproduceerbare resultaten 
3. ja, Aubert (2005) 
4. ja, casus bij Dussault (1999) komt tot 
consistente resultaten 
5. ja, Aubert (2005) 
RiskIt Management methode 
(Kontio) 
1. referentietheorie: gebaseerd op werk van 
Boehm (1994 en 1999) en Utility theorie (zie 
bijlage 2, deelvraag 3.3.3) 
2. ja, verschillende cases bij NASA, Nokia, 
DaimlerChrysler, Tenovis (Freimut (2001), 
Kontio (1997 & 1998)) komen tot 
reproduceerbare resultaten 
3. ja, Freimut (2001) 
4. ja, verschillende cases bij NASA, Nokia, 
DaimlerChrysler, Tenovis (Freimut (2001), 
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Best Practice Karakteristieken 
Kontio (1997 & 1998)) komen tot consistente 
resultaten 
5. ja, Freimut (2001) 
Framework voor geïntegreerd 
risk management in 
international business (Miller) 
1. referentietheorie: Behavioral Theory, Agency 
Theory (zie bijlage 2) 
2. niet duidelijk, geen cases gevonden 
3. ja, Jüttner (2003) 
4. niet duidelijk, geen cases gevonden 
5. ja, Jüttner (2003) 
Tabel 4: bespreking criteria Peters per best practice 
 
Vermits de methodologische integriteit (criteria 2) en de consistente uitkomsten (criteria 
4) van het werk van Miller onzeker was, is zijn Framework niet verder beschouwd als 
best practice, en komt dit niet meer voor in de verdere deelvragen. 
 
In de volgende deelvragen wordt dieper ingegaan op de criteria “referentietheorie” 
(criteria 1, deelvraag 3.3.3) en “methodologische integriteit” en “consistent 
geproduceerd” (criteria 2 en 4, deelvraag 3.3.4). 
3.3.3 Welke referentietheorieën geven een verklaring voor de effectiviteit van de 
betreffende best practices voor risk management? 
 
In deze paragraaf wordt het antwoord gegeven op de derde deelvraag. 
 
Om te bepalen of een geïdentificeerde referentietheorie een solide theoretische basis is 
voor een best practice, is gekeken naar de door Dibbern genoemde theoretische 
foundations. Als ze door het literatuuronderzoek van Dibbern (Dibbern et al., 2004, pp17-
20) genoemd worden, heb ik aangenomen dat de theorie een verklaring kan geven voor 
de effectiviteit van de best practice. Immers, Dibbern zijn werk is gebaseerd op 84 
artikels, wat ik voldoende vind om als basis te dienen voor mijn onderzoek. 
 
Boehm principes van risk management:  
deze wordt niet genoemd door Dibbern als solide theoretische foundation, en is 
verder in dit onderzoek niet verder opgenomen. 
Boehm Collaborative Spiral Software Process Model:  
deze wordt niet genoemd door Dibbern als solide theoretische foundation, en is 
verder in dit onderzoek niet verder opgenomen. 
Transaction Cost Theory:  
wordt door Dibbern als solide theoretische foundation genoemd 
Agency Theory:  
wordt door Dibbern als solide theoretische foundation genoemd 
Utility Theory: 
deze wordt niet genoemd door Dibbern als solide theoretische foundation, en is 
verder in dit onderzoek niet verder opgenomen. 
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Vermits de Utility Theory niet genoemd wordt door Dibbern als theoretische foundation, 
is de RiskIt methode niet verder opgenomen in dit onderzoek (en de verdere deelvragen), 
maar komt er wel een aanbeveling naar verder onderzoek in verband met de RiskIt 
methode bij IT outsourcing. 
3.3.4 Welke empirische bewijzen zijn er voor de effectiviteit van de betreffende best 
practices voor risk management? 
 
In deze paragraaf wordt het antwoord gegeven op de vierde deelvraag. 
 
Om deze vraag te beantwoorden, is gekeken naar de verschillende genoemde cases: 
 
Het Risk Assessment Framework (RAF) van Aubert is gebaseerd op de resultaten van 
vijf cases. Op basis van de ongewenste uitkomsten, wat de factoren waren en de 
oplossingen, heeft Aubert zijn RAF opgesteld. De vijf cases waren: 
 
- casus 1: INS (Noord-Amerikaanse verzekeringsbedrijf), Aubert 2005, pp17-18  
In deze casus is geen formele risico-analyse gebeurd. 
De volgende risicofactoren en ongewenste uitkomsten zijn beschreven in de casus: 
 
Ongewenste uitkomsten Transitie- en managementkosten, lock-in, 
contractuele toevoegingen, disputen en 
rechtszaken, kwaliteitsverlies services, 
verhoogde kosten van services, verlies van 
competenties, verborgen kosten 
Risicofactoren Onvolledig contract, gebrek aan ervaring 
met IT outsourcing bij zowel INS als 
leverancier VND, omvang (exacte 
elementen) van op te leveren software 
onduidelijk, weinig leveranciers met 
kennis van zaken 
Conclusie Geen formele risico-analyse gedaan, 
contract vroegtijd beëindigd. 
Ook al waren ze in het begin van de IT 
outsourcing in goede verstandhouding, 
kunnen er zich toch problemen voordoen, 
en hadden die vermeden kunnen worden 
indien er een risico-analyse was gebeurd. 
De aard van de activiteiten lagen ver uit 
elkaar (software development en 
operations), en hadden afzonderlijk moeten 
behandeld worden. Meer metingen hadden 
ingesteld moeten worden, informatie had 
beter gedeeld moeten worden, en het was 
beter geweest met meerdere leveranciers te 
werken. 
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Tabel 5: resultaten casus 1 INS 
 
Deze casus toont voor Aubert aan dat (het) Risk Assessment (Framework) problemen had 
kunnen vermijden, dus dat het RAF effectief zou geweest zijn in deze casus. 
 
 
- casus 2: GVDL (groot verzekeringsbedrijf), Aubert 2005, pp18-20  
De volgende ongewenste uitkomsten en oplossingen zijn beschreven in de casus: 
 
Ongewenste uitkomsten Transitie- en managementkosten, lock-in, 
contractuele toevoegingen, disputen en 
rechtszaken, kwaliteitsverlies services, 
verhoogde kosten van services, verlies van 
competenties 
Oplossingen voor ongewenste uitkomsten Transitie- en managementkosten: 
extensieve planning 
lock-in: sequentiële contracten, meerdere 
leveranciers 
kwaliteitsverlies services: penalties voor 
mindere prestaties 
escalatie van kosten: metingen, interne 
competitie (afgesproken prijzen) 
Conclusie 1. het houden van een risk assessment 
zorgt voor efficiënt risk management 
2. het gebruik van charts zorgt ervoor dat 
er geen verschillende percepties ontstaan 
over het tijdstip van een mogelijk gevaar 
3. portfolio management kan door risico’s 
van projecten te ordenen  
Tabel 6: resultaten casus 2 GVDL 
 
Voor Aubert toont deze casus de effectiviteit van risk assessment en dus van het RAF. 
 
- casus 3: groot bedrijf met +15000 werknemers, Aubert 2005, pp20-21  
De volgende ongewenste uitkomsten en oplossingen zijn beschreven in de casus: 
 
Ongewenste uitkomsten Transitie- en managementkosten, lock-in, 
contractuele toevoegingen, disputen en 
rechtszaken, kwaliteitsverlies services, 
verhoogde kosten van services, verlies van 
competenties, verborgen kosten 
Oplossingen voor ongewenste uitkomsten Disputen en rechtszaken: arbitratie, 
verborgen service kosten: afgesproken 
transitie periode 
Conclusie 1. formele risico-analyse zorgt voor betere 
contracten 
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2. risk exposure bevat een eigenschap dat 
lijkt te streven naar een win-win situatie 
voor alle betrokken partijen 
Tabel 7: resultaten casus 3 groot bedrijf 
 
Voor Aubert toont deze casus de effectiviteit van risico-analyse (als deel van risk 
assessment) en van het nut van risk exposure, en dus van het RAF in het algemeen. 
 
- casus 4: groot bedrijf in energy sector, Aubert 2005, pp21-22  
De volgende ongewenste uitkomsten en oplossingen zijn beschreven in de casus: 
 
Ongewenste uitkomsten Transitie- en managementkosten, lock-in, 
contractuele toevoegingen, disputen en 
rechtszaken, kwaliteitsverlies services, 
verhoogde kosten van services, verlies van 
competenties, verborgen kosten 
Oplossingen voor ongewenste uitkomsten Disputen en rechtszaken: formele culturele 
evaluatie, kwaliteitsverlies services: 
gedetailleerde metingen en benchmarking 
Conclusie 1. het bedrijf leerde uit het eerste contract, 
waarmee Aubert aantoont risk 
management resultaten reproduceerbaar 
zijn 
2. een risico kan beïnvloed worden door 
beslissingen te nemen 
Tabel 8: resultaten casus 4 groot bedrijf in energiesector 
 
Voor Aubert toont deze casus de effectiviteit van risk management door risico strategieën 
te bedenken. Omdat de oplossingen voor de ongewenste uitkomsten resultaat hadden, en 
het RAF gebaseerd is op deze cases, toont dit de effectiviteit van het RAF. 
 
- casus 5: Niagara, Aubert 2005, pp22-23  
De volgende ongewenste uitkomsten en oplossingen zijn beschreven in de casus: 
 
Ongewenste uitkomsten Transitie- en managementkosten, lock-in, 
contractuele toevoegingen, disputen en 
rechtszaken, kwaliteitsverlies services, 
verhoogde kosten van services, verlies van 
competenties, verborgen kosten 
Oplossingen voor ongewenste uitkomsten Transitie- en managementkosten: transfer 
naar leveranciers, lock-in: meerdere 
leveranciers, contractuele aanpassingen: 
sequentiële contracten, disputen en 
rechtszaken: extensieve metingen 
Conclusie 1. een risico kan beheerd worden, en 
efficiënt design van contracten kan 
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residuale risico’s drastisch verminderen 
2. door de grote van het contract was de 
leverancier bereid ook grote investeringen 
te doen 
Tabel 9: resultaten casus 5 Niagara 
 
Voor Aubert toont deze casus de effectiviteit van risk management door risico strategieën 
te bedenken. Omdat de oplossingen voor de ongewenste uitkomsten resultaat hadden, en 
het RAF gebaseerd is op deze cases, toont dit de effectiviteit van het RAF. 
 
Het Risk Management Framework (RMF) van Dussault bouwt verder op het RAF van 
Aubert wat risk assessment betreft. Om de effectiviteit van het RMF te testen, gebruikte 
Dussault dezelfde case als Auberts casus nummer twee (GVDL). 
 
Door gebruik te maken van twee genoemde strategieën (namelijk Voorzichtigheid en 
Tolerantie) konden de gevolgen van ongewenste uitkomsten met de hoogste risk 
exposure succesvol verkleind worden. Dit toont de effectiviteit van het framework. 
3.3.5 Welke verschillen en overeenkomsten kunnen worden geïdentificeerd tussen de 
gevonden best practices voor risk management? 
 
In deze paragraaf wordt het antwoord gegeven op de vijfde deelvraag. 
 
Best practices zijn vergeleken op basis van de volgende aspecten: 
- onderdelen van het framework 
- referentietheorie die een verklaring geeft voor de effectiviteit van het framework 
- empirische bewijzen die een verklaring geven voor de effectiviteit van het framework 
 
De twee best practices die geïdentificeerd zijn hebben overeenkomsten en verschillen: 
het Risk Assessment Framework (RAF) van Aubert kan gebruikt worden bij het 
identificeren van risico’s, het Risk Management Framework (RMF) van Dussault 
gebruikt het deel van Aubert om risico’s te identificeren, maar geeft ook een methode om 
de geïdentificeerde risico’s aan te pakken. 
Beide frameworks gebruiken Transaction Cost Theory en Agency Theory als 
referentietheorie. 
Voor het RAF zijn er verschillende cases die de effectiviteit van het framework aantonen 
(zie deelvraag 3.3.4), voor het RMF is er één casus gevonden, daar is nog ruimte voor 
extra empirisch onderzoek. 
3.3.6 Welke best practice(s) is (zijn) bruikbaar in het domein van IT outsourcing en in 
welke fasen van het IT outsourcing proces? 
 
In deze paragraaf wordt het antwoord gegeven op de zesde deelvraag. 
 
Met bruikbaar of geschikt wordt bedoeld: het gebruik van de best practice zorgt ervoor 
dat ongewenste uitkomsten en de factoren die ertoe leiden geïdentificeerd kunnen 
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worden, en dat de factoren die leiden tot deze ongewenste uitkomsten zodanig beïnvloed 
kunnen worden dat de impact of probabiliteit van de ongewenste uitkomst verkleind 
wordt. 
 
Het Risk Assessment Framework (RAF) van Aubert is bruikbaar voor IT outsourcing, 
omdat het afgeleid is van de resultaten van vijf cases. De vijf cases tonen de effectiviteit 
aan van het framework. Bovendien heeft het een theoretische foundation die een 
verklaring geeft voor de effectiviteit van het framework. 
Ook het Risk Management Framework van Dussault is geschikt voor IT outsourcing, 
omdat het deels (qua risk assessment) verder bouwt op het RAF van Aubert, en omdat de 
effectiviteit van het tweede deel (risico-controle) aangetoond wordt met empirisch 
onderzoek. Bovendien heeft het een theoretische foundation die een verklaring geeft voor 
de effectiviteit van het framework. 
 
Dibbern (Dibbern et al. ,2005, pp15-80) noemt vijf fasen in het outsourcing proces: 
Waarom, Wat, Welke, Hoe, Uitkomsten). Per fase is in tabel 10 aangeven welke best 
practice geschikt lijkt: 
 
Fase Geschikte best practice 
  
Waarom outsourcen Risk Management Framework 
Wat outsourcen Risk Management Framework 
Welke keuze maken (welke vorm van 
outsourcing) 
Risk Management Framework 
Hoe outsourcen Risk Management Framework 
Wat is het resultaat (uitkomst) van het 
outsourcen 
Risk Assessment Framework 
Tabel 10: bespreking fasen Dibbern 
 
Dibbern noemt het Risk Assessment Framework van Aubert (Dibbern et al., 2005, p17) 
bij het onderzoek naar de Uitkomsten. Dussault geeft ook mogelijke wijzen om risico’s 
aan te pakken, en kunnen daarom in het hele proces van outsourcen gebruikt worden 
(tijdens het hele proces onstaan immers risico’s die aangepakt moeten worden (Dussault, 
1999, p1). 
 
Na het beantwoorden van de deelvragen kan ik een antwoord geven op de beantwoording 
van de centrale, theoretische onderzoeksvraag. 
3.3.7 Beantwoording van de centrale, theoretische onderzoeksvraag? 
 
Welke best practice op het vlak van risk management bij IT outsourcing is geschikt als 
referentiemodel? 
 
Het Risk Assessment Framework (RAF) van Aubert is bruikbaar voor IT outsourcing, 
omdat het afgeleid is van de resultaten van vijf cases. De vijf cases tonen de effectiviteit 
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aan van het framework. Bovendien heeft het een theoretische foundation die een 
verklaring geeft voor de effectiviteit van het framework. 
Ook het Risk Management Framework van Dussault is geschikt voor IT outsourcing, 
omdat het deels (qua risk assessment) verder bouwt op het RAF van Aubert, en omdat de 
effectiviteit van het tweede deel (risico-controle) aangetoond wordt met empirisch 
onderzoek. Bovendien heeft het een theoretische foundation die een verklaring geeft voor 
de effectiviteit van het framework. 
3.4 Conclusie literatuuronderzoek 
 
In de literatuur zijn de volgende best practices voor risk management aangetroffen: 
- het Risk Assessment Framework beschreven door Aubert 
- het risk management framework beschreven door Dussault 
 
Daarnaast is de RiskIt methode gevonden, maar is niet geselecteerd als best practice 
omdat de referentietheorie niet genoemd wordt door Dibbern als theoretische foundation. 
Echter, misschien is Utility Theory wel een theorie die de effectiviteit van de methode 
verklaart. 
De RiskIt methode is specifiek opgesteld voor software risk management. Verder 
onderzoek kan aantonen of de RiskIt methode geschikt is voor IT outsourcing. 
Omdat RiskIt een grondige stakeholder analyse vraagt, en ik als onderzoeksstudent 
beperkt was in tijd en middelen (geschikte casussen), was het niet haalbaar onderzoek te 
doen naar RiskIt bij IT outsourcing. 
Het Risk Assessment Framework van Aubert is geschikt voor IT outsourcing, omdat het 
afgeleid is van de resultaten van vijf cases. Minstens twee van de vijf cases zijn 
Angelsaksisch (Noord-Amerikaans (case één) of Canadees (case vijf), en daarom is het 
interessant te gaan onderzoeken of dit ook geschikt is voor Europese, niet-Angelsaksische 
IT outsourcing contracten. 
 
Algemene conclusie:  
 
in de literatuur zijn de volgende best practices voor risk management gevonden geschikt 
voor IT outsourcing: 
- het Risk Assessment Framework beschreven door Aubert 
- het risk management framework beschreven door Dussault 
 
In het empirisch onderzoek heb ik onderzoek gedaan naar het feit of het Risk Assessment 
Framework van Aubert bruikbaar is in een Europees, niet-Angelsaksisch IT outsourcing 
contract, omdat dit onderzoek kan bedragen aan het verbreden en verdiepen van de 
kennis van de research community. 
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4. Methode van onderzoek, onderzoeksaanpak 
 
Uit het literatuuronderzoek bleek het Risk Assessment Framework van Aubert geschikt 
voor IT outsourcing. De gevonden cases waren allemaal Angelsaksisch, en daarom leek 
het interessant voor de research community (die Aubert refereren) na te gaan of dit ook 
toepasbaar is bij Europese, niet-Angelsaksische IT outsourcing contracten. 
Daarom is een case gezocht waarbij een Belgisch of Nederlands bedrijf een deel of het 
geheel van zijn IT geoutsourced heeft naar een ander Europees land.  
 
De afstudeerbegeleider verwees mij naar het Outsource Magazine8 als antwoord op mijn 
vraag over praktijkgevallen. Daar werd een artikel gevonden over nearshore outsourcing 
(het Nederlandse bedrijf ISDC outsourcet IT naar Roemenië). Vervolgens zijn enkele 
mails gestuurd naar het bedrijf om te vragen of zij bereid waren als casus te fungeren. 
Daarop heeft de firma ISDC positief geantwoord (in de persoon van de Director 
Operations). Deze was betrokken bij de IT outsourcing deal, en bij het risicobeheer 
gepaard gaande met het outsourcen. 
De Director Operations heeft alle vragen beantwoord (zelfs al was aangegeven dat hij 
mocht weigeren te antwoorden (zie 4.2)).  
4.1 Onderzoeksaanpak: beschrijving en verantwoording 
 
Dit onderzoeksdeel is uitgevoerd vanuit een interpretatieve onderzoeksfilosofie. Immers, 
de sociale wereld van business en management is veel te complex om te theoretiseren 
door definitieve ‘wetten’ op te stellen zoals dit wel kan bij fysische wetenschappen. Het 
perspectief van interpretivisme is geschikt bij business en management onderzoek, vooral 
in het domein van organisatorisch gedrag, marketing en human resource management. 
Niet alleen zijn business situaties complex, ze zijn ook uniek (Saunders et al., 2007, 
pp106-107). Misschien is er een verschil tussen de rol van sociale actor in 
Angelsaksische outsourcing contracten (zoals beschreven bij Aubert) en de rol in een 
niet-Angelsaksisch outsourcing contract (met name een Nederlands-Roemeens contract). 
Het was – zoals hierboven aangegeven – niet de bedoeling te generaliseren in dit 
onderzoek, omdat dit moeilijk is in de sociale wereld van business en management.  
Of zoals Dibbern (Dibbern, 2004, p21) het stelt bij een empirische, interpretatieve 
onderzoeksfilosofie: “is het doel van de studie het verhogen van de kennis rond het 
fenomeen, en het bewuste fenomeen wordt bestudeerd in zijn natuurlijke omgeving vanuit 
het perspectief van de deelnemers”. 
 
Daarom is gekozen om één bepaalde case te gaan bestuderen, dat wil zeggen kijken wat 
de resultaten waren van het IT outsourcen. Er zijn twee zaken onderzocht, namelijk is er 
een methode gebruikt om de risico’s te beheersen, en is deze methode vergelijkbaar met 
                                                 
8
 Zeebregts, P. (2007). "Dossier Nearshoring." Outsource Magazine 2007(5): 30-33. 
Beschikbaar: 
http://fngpubli.nl.winweb1.exchange.cysonet.com/Files/Billeder/OM/pdfs%20artikels/OM0507ICTnearsho
ringRoemenie.pdf 
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een gevonden best practice. Daarnaast is onderzocht of er ongewenste uitkomsten waren 
zoals beschreven door Aubert, en of deze zouden kunnen vermeden zijn indien de 
oplossing die Aubert beschrijft gebruikt zou zijn. 
 
Door middel van een diepte-interview is een narrative  (geaccordeerd) verhaal opgesteld, 
want ik wilde de interpretatie van de sociale actor (de Director Operations), waaraan 
vervolgens de onderzoeksvragen gesteld zijn. Saunders zegt hierover: “Wanneer het 
nodig is de reden voor een bepaalde beslissing dat een research deelnemer heeft genomen 
te kennen, of om de reden van hun attitude en opinie te begrijpen, is het nodig een 
kwalitatief interview te doen. Een diepte-interview is een mogelijkheid om te 
onderzoeken wat er gebeurd is, de geïnterviewde zijn antwoorden te laten uitleggen, en 
waar verder gebouwd kan worden op de antwoorden” (Saunders et al., 2007, pp313-315). 
Daarom is gekozen voor één respondent. 
Op basis van het diepte-interview met de Director Operations is een beeld verworven van 
hoe ISDC het risk management aangepakt heeft bij het outsourcen (van delen van haar 
IT) naar Roemenië.  
4.2 Keuze en verantwoording van gehanteerde waarnemingsinstrumenten  
 
In het empirisch onderzoek is via een diepte-interview het outsourcen van ISDC 
Nederland naar ISDC Roemenië onderzocht. Met name is onderzocht of er een methode 
gebruikt is om aan risico beheer te doen. Ook zijn mogelijke ongewenste uitkomsten 
onderzocht. Het doel was te kijken of de gebruikte risico beheer methode gelijkenissen 
vertoonde met één van de in de literatuur gevonden best practices. De lijst van 
ongewenste uitkomsten van Aubert (en mogelijke oplossingen) is gebruikt om te bepalen 
of wat Aubert zegt over een bepaalde ongewenste uitkomst, in het geval van ISDC op de 
door Aubert gestelde manier vermeden had kunnen worden. Op die manier wordt een 
bijdrage geleverd aan de kennis van de research community aan de kennis van het Risk 
Assessment Framework van Aubert 
 
Toegang manifesteert zich op twee manieren, namelijk fysiek en cognitief (Saunders et 
al., 2007, p165). Fysiek is toegang verkregen tot ISDC via de e-mails die gestuurd zijn. 
Op basis van mijn vraag naar risk management bij een IT outsourcing contact is bij ISDC 
de Director Operations aangeduid als respondent. De Director Operations was betrokken 
bij de IT outsourcing deal, en bij het risicobeheer gepaard gaande met het outsourcen. 
Door met hem te kunnen praten, is ook cognitieve toegang verkregen, dat wil zeggen hij 
kon inhoudelijk de juiste antwoorden geven, het onderzoek werd op die manier haalbaar. 
4.3 Onderzoeksvragen en interviewtopics 
 
De centrale onderzoeksvraag van het empirisch onderzoek was: “Hoe ziet de situatie eruit 
bij het IT outsourcing contract bij ISDC, wanneer deze wordt geplaatst in het licht van 
het Risk Assessment Framework van Aubert?” 
 
Getracht is deze vraag trapsgewijs te beantwoorden via drie deelvragen. 
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1. Welke practice voor risk management bij het Nederlands-Roemeens IT outsourcing 
contract is gebruikt in casus ISDC en wat waren de resultaten? 
 
Deze vraag kon verder opgesplitst worden in zes deelvragen: 
 
1.1 Welke methode is gebruikt om de risico’s gepaard gaande met het IT 
outsourcing contract te identificeren? 
1.2 Welke methode is gebruikt om bij de bovenstaande risico’s de probabiliteit te 
bepalen? 
1.3 Welke methode is gebruikt om bij de bovenstaande risico’s de impact te 
bepalen als het risico zich voordoet? 
1.4 Welke methode is gebruikt om de bovenstaande risico’s te prioriteren? 
1.5 Welke methode is gebruikt om de bovenstaande risico’s te analyseren? 
1.6 Welke strategieën zijn gebruikt om de impact of probabiliteit te verkleinen? 
Tabel 11: opdeling empirische onderzoeksvraag 1 in deelvragen 
  
Om deze vragen te beantwoorden kon de geïnterviewde gebruik maken van risk 
management documenten zoals risk logs, verslagen van vergaderingen, e-mails, … die 
ten tijde van de outsourcing deal gebruikt zijn. Deze materialen waren niet beschikbaar 
voor publiek (wegens gevoelige bedrijfsinformatie), er kon dus enkel gewerkt worden 
met de antwoorden van ISDC, zelf zoeken was geen optie. 
 
2. Op welke punten zijn er verschillen tussen en overeenkomsten met deze practice bij 
casus ISDC en de geïdentificeerde best practices? 
 
De practices gebruikt bij ISDC konden vergeleken worden met de in de literatuur 
gevonden best practices, namelijk leken ze qua structuur op elkaar: is er een deel voor 
risico-identificatie, risico-analyse, bepaling probabiliteit, bepaling impact, bepaling 
prioriteit, hoe gebeurde de analyse van de risico’s, en hoe is de impact of probabiliteit 
verkleind, en zijn ze gebaseerd op dezelfde referentie theorieën?. 
 
 
3. Welke lessen voor de geïdentificeerde best practices kunnen we trekken uit de 
practice bij casus ISDC? 
 
De casus bij ISDC was door ISDC zelf een succes genoemd. Succes werd bepaald als een 
gevoelige daling van loonkosten.  
Om lessen te trekken was het interessant ook zaken te kennen die minder goed verlopen 
zijn. Daarom zijn de volgende gesloten vragen gesteld aan ISDC: 
 
3.1. Waren er onverwachte transitie- en managementkosten (bij het overbrengen 
van de IT diensten naar Roemenië)? 
3.2. Is het mogelijk om over te stappen naar een andere land / leverancier? 
3.3. Waren er dure contractaanpassingen nodig? 
3.4. Waren er disputen en rechtszaken? 
3.5. Kwam het voor dat er mindere prestaties en kwaliteit geleverd werden? 
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3.6. Was er een escalatie van kosten? 
3.7. Is er bij u verlies van competenties opgetreden door te outsourcen? 
3.8. Waren er verborgen service kosten? 
Tabel 12: ongewenste uitkomsten volgens Aubert 
 
Op basis van de antwoorden, is vervolgens een tweede set van vragen geformuleerd om 
dieper in te gaan op de genoemde ongewenste uitkomsten (zie verder). Met name is 
getracht te achterhalen wat de factor was die geleid heeft tot deze onverwachte 
uitkomst, en welke acties er genomen zijn. Zo kon vergeleken worden met de lijst 
van Aubert (Aubert et al., 2005, pp13-25). 
 
Ten slotte kon aan de hand van de nieuwe antwoorden, en de gebruikte methodes 
conclusies getrokken worden rond het gebruik van de methodes (die misschien 
geïdentificeerde best practices waren), en het resultaat ervan. 
 
Op vijftien mei is naar ISDC een e-mail gestuurd met in een aparte bijlage een document 
met de onderzoeksvragen 1.1 tot en met 1.6, en 3.1 tot en met 3.8. Daarnaast is er op twee 
juni een telefonisch onderhoud geweest van ongeveer één uur om de vragen toe te 
lichten, en algemene vragen te stellen om de situatie bij ISDC beter te begrijpen. 
 
Ten slotte is op 3 juni een nieuwe mail naar ISDC gestuurd, met in bijlage het verslag van 
het eerste gesprek, de antwoorden op de vragen zoals ze genoteerd werden, en enkele 
extra vragen naar aanleiding van de antwoorden:  
 
In verband met vraag 1.1 bleek er een brainstorm sessie gehouden te zijn (zie 5.), de extra 
vraag was: “Zijn er meerdere van deze sessies geweest?”. 
 
In verband met vraag 1.4 bleek er een soort van prioriteit voor enkele zaken (zie 5.), de 
extra vraag was: “Is er formeel prioriteit gegeven aan deze zaken? Waren er nog andere 
zaken die prioritair waren?”. 
 
Bij vraag 3.1 bleken er onverwachte kosten (zie 5.), er is in detail gevraagd hoe het 
locatie probleem aangepakt werd in het begin: “Is er eerst dan effectief gehuurd, en zo ja, 
kon dit contract gemakkelijk opgezegd worden (de villa zoals in het artikel)?” en andere 
kosten (zie 5.): “Hebben deze kosten ooit (bijna) geleid tot een stopzetten van het 
outsourcing verhaal?”. Dit laatste is verder genoteerd als subvraag 3.1.1. 
 
Bij vraag 3.7 bleek er inderdaad verlies van competenties (zie 5.). Ik heb de volgende 
extra detailvraag gesteld :”Worden de analyses dan nog door Nederlanders gemaakt?”. 
Ten slotte bleken er extra service kosten bij vraag 3.8 (zie 5.), daar heb ik nog toelichting 
over gevraagd: “Hoeveel bedraagt dit percentage?”.  
 
De antwoorden op deze extra vragen heb ik in twee verschillende stappen ontvangen, 
namelijk op mail op vijf juni en telefonisch op 26 juni. 
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Op basis van de ontvangen antwoorden is een ‘verhaal’ gemaakt dat naar ISDC gestuurd 
is ter goedkeuring. Dit ‘verhaal’ staat beschreven in hoofdstuk vijf. 
Daarna kon ik gaan interpreteren, met name door het beantwoorden van de 
onderzoeksvragen kijken of er een risk management methode gebruikt was, of er 
ongewenste uitkomsten waren zoals beschreven door Aubert, en of er risicofactoren 
waren zoals beschreven door Aubert. 
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5. Onderzoeksresultaten 
 
Het interview met ISDC is op te delen in twee stukken: enerzijds sprak de Director 
Operations van ISDC in het algemeen over het IT outsourcing contract in Roemenië, 
anderzijds heeft hij in detail op de zoals in 4. beschreven vragen geantwoord.  
De onderzoeksresultaten bestaan uit twee gedeelten: 
1. het geaccordeerde verhaal (narrative) van de outsourcingdeal, gebaseerd op het diepte-
interview met ISDC. 
2. het antwoord op de interviewvragen op basis van het verhaal (zie 5.1.). 
5.1 Geaccordeerde verhaal outsourcingdeal 
 
ISDC is  een Nederlands - Roemeense organisatie van 170 business en IT professionals 
die gespecialiseerd zijn in het ontwikkelen en implementeren van bedrijfskritische 
software voor met name het Nederlandse midden- en grootbedrijf (bron: www.isdc.nl). 
 
IT outsourcing beslissing. 
 
ISDC besloot rond 1996 goedkopere IT-services aan te bieden aan haar klanten. Om dit 
te bewerkstelligen werd besloten IT te gaan outsourcen naar een land waar IT personeel 
goedkoper was (loonkost) dan in Nederland, maar waar toch kwalitatief goed IT 
personeel te vinden was. Ten slotte moest het land vrij eenvoudig te bereiken zijn. 
Een eerste brainstorm sessie werd gehouden om kansen en bedreigingen te identificeren. 
Een eerste risico dat geïdentificeerd werd, was dat door gebrek aan kennis van de lokale 
gewoontes, rechtspraak en cultuur, het outsourcen zou kunnen mislukken. 
De eerste keuze viel op India, een klein proefproject werd opgezet, maar de resultaten 
waren niet bevredigend. 
Daarom werd besloten een eigen afdeling op te richten in Roemenië. De keuze voor 
Roemenië was eerder toevallig: ISDC stelde: “de CEO had in het kader van Europese 
subsidies trainingen rond management gegeven in Oost-Europa, en had daar een 
Roemeen leren kennen die al ervaring had met zaken doen met een Nederlands bedrijf. 
Het klikte zodanig met die persoon, dat we besloten met hem in zee te gaan”. Vanuit 
controle standpunt was het immers belangrijk iemand te hebben die de markt lokaal 
kende. 
Nadat deze beslissing genomen was, werd er opnieuw een risico-identificatie sessie 
gehouden (via brainstormen) om nieuwe risico’s te identificeren. 
Een risico dat genoemd werd was juridisch van aard. De Director Operations geeft aan: 
“hoever moesten we gaan met contracten, in een land waarvan we de rechtspraak niet 
kenden?  
ISDC is geen bedrijf dat ellenlange contracten wil afsluiten, het is van de overtuiging dat 
als er iets mis gaat, er sowieso rond de tafel gezeten moet worden, of er nu een groot of 
klein contract aanwezig is.  De afgesloten overeenkomsten zijn dus gebaseerd op 
vertrouwen. Dit is echter in Roemenië een holler woord dan bij ons: de Roemenen komen 
uit een situatie waar buiten de eigen familie niemand te vertrouwen was”.  
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Juridische bedenkingen. 
 
Om te voorkomen dat de Roemeen – die de sleutel van het verhaal betekende omdat hij 
de lokale markt kende – snel zou vertrekken bij ISDC, is hem geld geleend om mee in het 
management te stappen. 
ISDC vermoedde dat klanten in Nederland niet gerust zouden zijn om contracten af te 
sluiten met een Roemeens bedrijf (of althans een bedrijf dat in Roemenië gevestigd is, 
ook al is het dan een Nederlands bedrijf). Om hiermee om te gaan, en om juridische 
problemen te vermijden werd besloten dat ISDC Nederland volledig eigenaar moest zijn 
van ISDC Roemenië. Daarnaast werd een Holding opgericht die de twee overkoepelt, en 
zijn alle contracten met klanten afgesloten vanuit de Nederlandse tak, zodat het 
Nederlands recht (en ook aansprakelijkheid) van toepassing is. 
 
Omdat de rechtspraak in Roemenië gebaseerd was op het systeem van Napoleon (net 
zoals de rechtspraak in Nederland), werd besloten eerder kleine contracten op te stellen, 
waarin wel aandacht was voor geheimhouding en non-concurrentiebeding. 
Een volgende risico dat geopperd werd, was dat klanten sceptisch zouden zijn door 
mogelijk verlies van kwaliteit (als gevolg van het opleiden van nieuwe mensen in de 
manier van werken van ISDC). “Daarom besloten we in Roemenië te starten met ervaren 
mensen. We hadden wel ingecalculeerd dat het wegkopen van deze mensen een grote 
investering zou betekenen” aldus dhr ISDC. 
 
ISDC Roemenië groeit. 
 
ISDC koos de stad Cluj als plaats waar ze hun hoofdkwartier zouden oprichten. De keuze 
viel op Cluj omdat er enkele universiteiten waren met IT opleidingen. 
In Cluj ging men op zoek naar een geschikte locatie om te huren. Geschikt betekende hier 
groot genoeg om een twintigtal mensen te laten werken, Internet- en telefoonaansluiting, 
sanitair, … Aanvankelijk vond men dit in een villa terug. 
Naarmate ISDC groter werd, bleek de villa te klein. Er moest uitgekeken worden naar een 
nieuw gebouw, waar in de toekomst tweehonderd mensen zouden kunnen werken. Dit 
bleek onvindbaar (althans geen gebouw dat voldeed aan Nederlandse normen). ISDC 
besloot dan ook zelf een gebouw neer te zetten. Omdat dit opnieuw een sprong in het 
duister was, besloot ISDC met Nederlandse aannemers te werken. Toch is dit niet zo vlot 
verlopen. . Dhr Coops: “zo moest ISDC 80.000 euro betalen voor een elektriciteitshuisje, 
waar het echter niet eigenaar van is. ISDC heeft dit echter aanvaard, omdat het op een 
totale kostprijs van 2 miljoen euro een kleine extra kost betekende.”. 
Om de start in Roemenië vlot te laten verlopen werd de Roemeense manager eerst enkele 
maanden op proef genomen in Nederland, en van zodra de vestiging in Cluj aktief was, 
trok het management van ISDC Nederland naar Roemenië om – zeker in het begin – zelf 
mensen te gaan recruteren. Toen dit allemaal vlot liep, en men concreet software kon 
beginnen ontwikkelen in Roemenië, is ISDC Nederland begonnen met mensen af te 
danken. Dat was een grotere kost dan origineel voorzien. Onderverwacht moesten er 
schadeloosstellingen betaald worden. 
Ondertussen draait het centrum in Cluj zodanig dat Nederlandse ontwikkelaars niet meer 
nodig zijn. Er wordt nog wel gebruikt gemaakt van Nederlandse analisten, omdat er toch 
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heel wat business kennis verloren is gegaan met naar Roemenië te outsourcen. Niet wat 
betreft  technische competentie (computer science en wiskunde staan hoog aangeschreven 
qua  opleidingen in Roemenië), maar qua business kennis is er zeker een verlies. Men 
gaat niet uit van de stelling dat een klant koning is, gebruiksvriendelijkheid van 
applicaties is bijvoorbeeld minder, banken zijn West-Europees, verzekeringsproducten 
zijn niet gekend, de toerisme sector leeft (nog) niet zoals in Nederland. Dat maakt dat 
men er niet vanzelfsprekend mag vanuit gaan dat een programmeur b.v. in staat is zonder 
al te veel uitleg een applicatie te maken voor de toeristische sector. Analyses mogen niets 
aan het toeval overlaten. Pas als de materie als gekend beoordeeld kan worden, kan men 
lichtere analyses leveren (nadeel is dat men dan nog meer aan elkaar vasthangt). 
Er zijn inmiddels projecten gerealiseerd waarbij de analyse grotendeels is gemaakt door 
Roemenië. Het streven van ISDC is en blijft ook, zoveel mogelijk van de werkzaamheden 
in Roemenië uit te voeren. 
 
ISDC Roemenië vandaag. 
 
ISDC is nu zodanig in Cluj ingeworteld, dat het bijna onmogelijk is om het bedrijf nog te 
verhuizen. Er is een gebouw neergezet, er is samenwerking met de lokale universiteiten 
om managers op te leiden. Er vertrekken is dus geen optie, dhr Geertsma stelt zelfs: 
“eerder nog sluiten we de vestiging in Nederland”. 
Jaarlijks moeten de contracten met ISDC Roemenië vanuit de Nederlandse holding 
herzien worden. Vanuit de Roemeense overheid wordt opgelegd dat bedrijven die 
exportdiensten bieden, daar een redelijke prijs voor vragen, zodat er ook in Roemenië 
winst gemaakt kan worden. Dit wordt om de drie jaar herbekeken (via een Transfer 
Pricing Document). Dat was iets waar ISDC origineel niet van op de hoogte was. Ook 
zijn er in Roemenië subsidies, die maken dat jaarlijks er mogelijk een toeslag gevraagd 
wordt (bovenop de betaalde lonen). Een programmeur van 100 euro, kan dus mogelijk op 
het einde van de rit meer kosten 
Er is een korting voor afgestudeerden in computer science op hun inkomsten belasting. 
Zij betalen +/- 10% i.p.v. 30% wat ze netto meer geld oplevert. Voor een deel van het 
personeel geldt dat er is toegezegd dat bij het verdwijnen van de regeling ISDC deels 
compenseert. Dit kan betekenen dat bij afschaffing de loonsom voor ISDC met 7.5% 
stijgt zonder dat de mensen dat zullen ervaren als loonstijging! 
 
IT outsourcing, een succes. 
 
Al bij al stelt ISDC dat het IT outsourcen naar Roemenië een succes was. De kwaliteit 
van het eindproduct is evenwaardig als in Nederland, maar aan een lagere kost. En wat 
minstens even belangrijk is, is de lange termijn relatie met de klanten. Klanten worden 
nauw betrokken bij het outsourcingsverhaal in Roemenië. ISDC Nederland reist met de 
(potentiële) klant naar Cluj zodat deze het ontwikkelcentrum met eigen ogen kunnen 
zien. Op die manier worden ook de mensen van Roemenië betrokken bij het eindproduct. 
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5.2 Beantwoording interviewvragen 
 
Op basis van het verhaal hierboven kunnen de volgende interviewvragen beantwoord 
worden.  
 
1. Welke methode is gebruikt om de risico’s gepaard gaande met het IT outsourcing 
contract te identificeren? Als risico-identificatie methode heeft ISDC gebruik gemaakt 
van brainstorm sessies. 
 
2 . Welke methode is gebruikt om bij de bovenstaande risico’s de probabiliteit te 
bepalen? ISDC heeft alle risico’s een probabiliteit van één gegeven, met andere woorden 
het risico zou zich voordoen. 
 
3. Welke methode is gebruikt om bij de bovenstaande risico’s de impact te bepalen als 
het risico zich voordoet? De impact van elk risico was dat de outsourcingdeal zou 
mislukken. 
 
4. Welke methode is gebruikt om de bovenstaande risico’s te prioriteren? 
Alle risico’s die geïdentificeerd waren, moesten aangepakt worden, er was geen risico 
met een hogere of lagere prioriteit dan een andere. 
 
5. Welke methode is gebruikt om de bovenstaande risico’s te analyseren? 
Alle risico’s zijn geanalyseerd door middel van brainstormsessies rond elk desbetreffend 
risico. De impact werd besproken op basis van ervaring in het verleden (zowel van het 
bedrijf als van het management afzonderlijk). 
 
6. Welke strategieën zijn gebruikt om de impact of probabiliteit te verkleinen? 
Verschillende strategieën zijn gebruikt: 
- transfereren: b.v. om te voorkomen dat de manager snel zou vertrekken, is ervoor 
gezorgd dat hij zelf financieel afhankelijk werd van het succes 
- kans verkleinen: b.v. het gebouw door Nederlandse ondernemers laten bouwen, zodat 
de kans op problemen kleiner werd 
- impact verkleinen: door b.v. met een Nederlandse holding te werken, verkleinde ISDC 
de impact van juridische problemen met klanten (indien die zich zouden voordoen). 
 
7. Waren er onverwachte transitie- en managementkosten (bij het overbrengen van de IT 
diensten naar Roemenië)? 
Bij ISDC was men er vanuit gegaan dat een geschikte huurlocatie vanzelfsprekend was. 
Dit bleek echter niet het geval (althans niet nadat ISDC gegroeid was en op zoek ging 
naar een locatie voor 200 personen). Er waren zware gemeenteheffingen en geen Internet 
aansluiting. Daarom werd finaal besloten een eigen gebouw neer te zetten. Dit was een 
grote meerkost, die origineel niet begroot was. Er is eerst gehuurd in een gebouw 
oorspronkelijk bedoeld als Villa maar voor ISDC ingericht als kantoor. 
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Ook onverwacht hoog waren de kosten om het personeel in Nederland op te zeggen 
(omdat ze vervangen zouden worden door Roemeense mensen). Daar kwam onverwacht 
schadeloosstelling bij te pas. 
 
Bijvraag 7.1 Hebben deze kosten ooit (bijna) geleid tot een stopzetten van het 
outsourcing verhaal?  
Nee, de genoemde schadeloosstellingen hebben zich vooral voorgedaan na het leeglopen 
van de internetbubbel. Toen was de Roemeense operatie inmiddels significant gegroeid 
en niet zondermeer afstootbaar. Bovendien heeft de CEO aangegeven dat eerder de 
Nederlandse vestiging zou gesloten zijn, dan de Roemeense. 
 
8. Is het mogelijk om over te stappen naar een andere land / leverancier? 
Indien het business model niet meer kan (met name als de lokale IT-ers in vergelijking 
met Nederland te duur geworden zijn), heeft ISDC een aantal opties: 
- concurreren op basis van kwaliteit 
- ISDC Roemenië ontmantelen. Gezien ISDC ingeworteld zit in Cluj (met gebouw, 
met ISDC Academy), is dit een moeilijke operatie, en zou wellicht de volgende 
optie (verkopen) gekozen worden 
ISDC Roemenië verkopen 
 
9. Waren er dure contractaanpassingen nodig? 
Ja, vanuit de Roemeense overheid wordt opgelegd dat bedrijven die exportdiensten 
bieden, daar een redelijke prijs voor vragen, zodat er ook in Roemenië winst gemaakt kan 
worden. Dit wordt om de drie jaar herbekeken (via een Transfer Pricing Document). Dat 
was iets waar ISDC origineel niet van op de hoogte was. 
 
10. Waren er disputen en rechtszaken? 
Er zijn disputen geweest rond de bouw van het bedrijfsgebouw. Zo moest ISDC 80.000 
euro betalen voor een elektriciteitshuisje, waar het echter niet eigenaar van is. ISDC 
heeft dit echter aanvaard, omdat het op een totale kostprijs van 2 miljoen euro een kleine 
extra kost betekende. Roemenen zijn ook zodanig ingesteld dat ze situaties niet laten 
escaleren (misschien een gevolg van de jarenlange onderdrukking?). Daarnaast is de 
Roemeense rechtspraak op het Franse rechtssysteem gebaseerd, waarbij samenwerking 
gemakkelijker wordt (men is ook gericht op West-Europa). 
ISDC is heel transparant in zijn werking, er is weinig inkoop, er wordt voornamelijk met 
mensen gewerkt. Rechtszaken zijn er niet geweest. 
 
11. Kwam het voor dat er mindere prestaties en kwaliteit geleverd werden? 
Kwaliteit is een relatief begrip. Word ook wel gedefinieerd als voldoen aan de 
verwachting plus een beetje. De verwachting speelt dus een grote rol. De verwachting die 
een Roemeense ontwikkelaar heeft kan anders zijn dan de verwachting die een West-
Europese ontwikkelaar heeft. Het eigen referentiekader beïnvloedt de kwaliteit zowel 
negatief als positief. We zijn dan ook wel eens verrast door in onze ogen een gebrek aan 
kwaliteit bij het opgeleverde. Dit heeft echter nooit tot onoplosbare problemen geleid. 
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12. Was er een escalatie van kosten? Ja, zie vraag 7. 
 
13. Is er bij u verlies van competenties opgetreden door te outsourcen? 
Zeer zeker. Niet wat betreft  technische competentie (computer science en wiskunde staan 
hoog aangeschreven qua  opleidingen in Roemenië), maar qua business kennis is er zeker 
een verlies. Men gaat niet uit van de stelling dat een klant koning is, 
gebruiksvriendelijkheid van applicaties is bijvoorbeeld minder, banken zijn West-
Europees, verzekeringsproducten zijn niet gekend, de toerisme sector leeft (nog) niet 
zoals in Nederland. Dat maakt dat men er niet vanzelfsprekend mag vanuit gaan dat een 
programmeur b.v. in staat is zonder al te veel uitleg een applicatie te maken voor de 
toeristische sector. Analyses mogen niets aan het toeval overlaten. Pas als de materie als 
gekend beoordeeld kan worden, kan men lichtere analyses leveren (nadeel is dat men dan 
nog meer aan elkaar vasthangt). 
Er zijn inmiddels projecten gerealiseerd waarbij de analyse grotendeels is gemaakt door 
Roemenië. Het streven van ISDC is en blijft ook, zoveel mogelijk van de werkzaamheden 
in Roemenië uit te voeren. 
 
14. Waren er verborgen service kosten? 
In Roemenië zijn er subsidies, die maken dat jaarlijks er mogelijk een toeslag gevraagd 
wordt (bovenop de betaalde lonen). Een programmeur van 100 euro, kan dus mogelijk op 
het einde van de rit meer kosten 
Er is een korting voor afgestudeerden in computer science op hun inkomsten belasting. 
Zij betalen +/- 10% i.p.v. 30% wat ze netto meer geld oplevert. Voor een deel van het 
personeel geldt dat er is toegezegd dat bij het verdwijnen van de regeling ISDC deels 
compenseert. Dit kan betekenen dat bij afschaffing de loonsom voor ISDC met 7.5% stijgt 
zonder dat de mensen dat zullen ervaren als loonstijging! 
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6. Conclusies en aanbevelingen 
6.1 Conclusies 
6.1.1 Welke practice voor risk management bij het Nederlands-Roemeens IT 
outsourcing contract is gebruikt in casus ISDC en wat waren de resultaten? 
 
Om deze vraag te beantwoorden zijn zes deelvragen opgesteld (zie 4.3). 
 
In het empirisch onderzoek is de term risico synoniem met ongewenste uitkomst, en 
daarvoor wordt de definitie van Aubert genomen (zie 3.2.2): een risico is negatief (een 
perceptie van “gevaar”) en de belangrijkheid van een risico zit in de uitkomst. 
 
Op basis van het geaccordeerde verhaal kunnen enkele onderdelen van een risicobeheer 
methode waargenomen worden bij het IT outsourcing contract bij ISDC: 
- Er zijn brainstormsessies gehouden om het outsourcen te bespreken, die in het 
licht van het referentiemodel gezien kunnen worden als identificatie sessies van 
ongewenste uitkomsten of risico’s. Uit het geaccordeerde verhaal is af te leiden 
dat men daarin de volgende zaken besproken heeft: 
o ISDC kan geconfronteerd worden met corruptie (a) 
o ISDC kent het land en de gebruiken niet (b) 
o De opgeleverde zaken zouden van mindere kwaliteit kunnen zijn (c) 
o De klanten van ISDC zouden geen vertrouwen kunnen hebben in 
leveranciers en/of mensen uit Roemenië (d) 
o De klanten van ISDC zouden kunnen afhaken omdat met contracten vanuit 
Roemenië moet gewerkt worden (e) 
- Uit het geaccordeerde verhaal blijkt verder dat de geïdentificeerde risico’s (of 
ongewenste uitkomsten) verder geanalyseerd zijn, om zodanig een adequate 
strategie te bepalen. 
- Verder is uit het geaccordeerde verhaal af te leiden dat er geen impact en 
probabiliteit bepaald is. De manier waarop ISDC het outsourcen uiteindelijk 
aangepakt heeft, geeft aan dat ISDC dacht dat de impact voor elk van de 
geïdentificeerde risico’s groot was, en de kans op voorkomen zo goed als zeker. 
- Een rangschikking bepalen is niet gebeurd, elk risico leek even belangrijk en 
moest aangepakt worden. 
- ISDC heeft wel per risico een strategie bepaald, kan uit het geaccordeerde verhaal 
afgeleid worden: 
o De impact en kans voor risico (a) werd verkleind door te werken met een 
Roemeen die te vertrouwen leek (en die zich ingekocht heeft) 
o De impact en kans voor risico (b) werd verkleind door te werken met een 
Roemeen die locale gebruiken en de cultuur kent 
o De impact en kans voor risico (c) werd verkleind door te werken met 
ervaren mensen (althans in de startfase) 
o Om het vertrouwen naar de klanten toe te behouden werd besloten een 
eigen juridische entiteit op te richten in Roemenië, en zelf het management 
van de Roemeense identiteit op te nemen, en elke nieuwe klant mee te 
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nemen naar Roemenië zodat deze met eigen ogen kon zien hoe alles werkt 
en wie de mensen zijn (d) 
o Naar klanten toe werd besloten te blijven werken met Nederlandse 
contracten (e) 
- ISDC heeft dit contract aangepakt vanuit een beperkte rationaliteit, en eerder 
vanuit opportunisme, met een nadruk op transactie- en productiekost. Dit zijn de 
veronderstellingen en belangrijkste focus die Dibbern (Dibbern, 2004, p18) noemt 
als kenmerken van Transaction Cost Theory. 
 
Op basis van de bevindingen hierboven kan gesteld worden dat een risico beheer 
methode gebruikt werd bestaande uit de volgende onderdelen: 
- identificatie van risico’s (of ongewenste uitkomsten) 
- analyse van risico’s 
- bepalen van een strategie om de impact of probabiliteit van de risico’s te 
verkleinen 
en met een theoretische onderbouw die kenmerken draagt van de Transaction Cost 
Theory. 
6.1.2 Op welke punten zijn er verschillen en overeenkomsten tussen deze practice bij 
casus ISDC en de geïdentificeerde best practice? 
 
Aubert (Aubert et al., 2005, pp11-12) stelt in zijn Risk Assessment Framework dat er 
eerst ongewenste uitkomsten geïdentificeerd worden, daarna worden factoren 
geïdentificeerd en onderzocht die leiden tot deze ongewenste uitkomsten, dan wordt de  
risk exposure per ongewenste uitkomst berekend, en tenslotte worden de factoren 
beïnvloed zodat de kans op ongewenste uitkomsten verminderd (zie 3.3.1). 
 
Als dit vergeleken wordt met de methode die ISDC gebruikt heeft, dan zijn er de 
volgende overeenkomsten: 
- zowel bij ISDC als in het Risk Assessment Framework is er sprake van identificatie van 
ongewenste uitkomsten 
- zowel bij ISDC als in het Risk Assessment Framework is er sprake van een strategie om 
de kans op ongewenste uitkomsten te verminderen 
- zowel bij ISDC als in het Risk Assessment Framework is er sprake van Transaction 
Cost Theory 
 
De volgende verschillen kunnen aangetoond worden: 
- bij ISDC zijn geen factoren geïdentificeerd die leiden tot de ongewenste uitkomsten 
- bij ISDC is geen risk exposure berekend 
6.1.3 Welke lessen voor de geïdentificeerde best practice van Aubert  kunnen we 
trekken uit de practice bij casus ISDC? 
 
Er is getracht deze vraag te beantwoorden door de lijst van ongewenste uitkomsten van 
Aubert (zie 3.3.1) te gebruiken via kleine deelvragen (zie 4.3).  
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Er bleken zich bij het IT outsourcing contract ongewenste uitkomsten voorgedaan te 
hebben: 
 
- a) er waren onverwachte transitie- en managementkosten 
- b) er bleken dure contractaanpassingen nodig 
- c) er waren verborgen service kosten 
- d) er was verlies van competentie 
 
Aubert (zie 3.3.1) stelt dat de volgende factoren aan de oorsprong liggen van deze 
ongewenste uitkomsten: 
 
- a)  
o gebrek aan ervaring en expertise van de klant met de activiteit 
o gebrek aan ervaring van de klant met outsourcing 
o onduidelijkheid over de wettelijke  omgeving 
- b)  
o onzekerheid 
o discontinuïteit van technologie 
o complexiteit van de taak 
- c)  
o complexiteit van de activiteiten 
o afmetingproblemen 
o onzekerheid over de uit te voeren taken 
- d)  
o scope van de activiteiten 
o te dichte relatie met core business 
o afhankelijkheden van de activiteit (rond de asset) met andere 
bedrijfsactiviteiten 
 
Hieruit blijkt: 
 
a) Uit het geaccordeerde verhaal blijkt inderdaad dat ISDC gebrek had aan ervaring 
met IT outsourcing, en dat er onduidelijkheid was over de wettelijke omgeving. 
b) In het licht van het geselecteerde referentiemodel kan gesteld worden dat deze 
factoren niet geleid hebben tot de ongewenste uitkomsten bij ISDC, maar uit het 
geaccordeerde verhaal kan afgeleid worden dat het eerder ook onduidelijkheid 
over de wettelijke omgeving was 
 
c) Ook bij deze ongewenste uitkomsten kan gesteld worden dat in het licht van het 
geselecteerde referentiemodel deze factoren niet geleid hebben tot de ongewenste 
uitkomsten bij ISDC, maar uit het geaccordeerde verhaal kan afgeleid worden dat 
het eerder ook onduidelijkheid over de wettelijke omgeving was 
 
d) Uit het geaccordeerde verhaal blijkt inderdaad dat de uitbestede taken dicht bij de 
core business van ISDC stonden (het was de core business) 
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Uit het geaccordeerde verhaal blijkt dat een factor (met name slechte cultuurfit) die had 
kunnen leiden tot een ongewenste uitkomst (disputen en rechtszaken) aangepakt werd: er 
werd gekozen voor een land in Europa met samenwerking van een Roemeen. Er zijn 
inderdaad later geen disputen en rechtszaken geweest. 
6.1.4 Hoe ziet de situatie eruit bij het IT outsourcing contract bij ISDC, wanneer deze 
wordt geplaatst in het licht van het geselecteerde referentiemodel? 
 
De centrale onderzoeksvraag kan als volgt beantwoord worden: 
 
- enkele door Aubert genoemde factoren (gebrek aan ervaring met outsourcing, 
onduidelijkheid over wetgeving, core business uitbesteden) die leiden tot ongewenste 
uitkomsten bij de Angelsaksische cases hebben ook bij de casus van ISDC ook een rol 
gespeeld: dezelfde factoren leidden tot verschillende door Aubert genoemde ongewenste 
uitkomsten 
- door de factor “slechte cultuurfit” aan te pakken is ISDC er in geslaagd geen disputen 
en rechtzaken te hebben 
 
Als er gekeken wordt naar de criteria van Peters waaraan een best practice moet voldoen  
Peters et al., 1993, pp379-381): 
1. Heeft de best practice een solide theoretische basis? 
2. Is de methodologische integriteit van het onderzoek overtuigend en dwingend: dat 
wil zeggen leidt het toepassen van de best practice tot een wijziging van het 
resultaat onder dezelfde omstandigheden (analytisch) en technologisch 
(reproduceerbaar met vergelijkbare resultaten)? 
3. Is er consensus met bestaande literatuur? 
4. Is er bewijs dat de gewenste uitkomst consistent geproduceerd zijn? 
5. Is er bewijs van sociale validatie: wanneer de best practice voorgelegd wordt aan 
experten in het gebied (b.v. op gebied van risk management), is er dan een 
consensus? 
 
Dan kan gesteld worden dat de casus bij ISDC een versterking is van de methodologische 
integriteit van het Risk Assessment Framework, want de resultaten zijn reproduceerbaar:  
- het negeren van bepaalde factoren leidde bij ISDC tot ongewenste uitkomsten genoemd 
door Aubert 
- het wel aanpakken van bepaalde factoren had bij ISDC ook een positief effect 
6.2 Aanbevelingen 
 
Op basis van het onderzoek zou ik de volgende aanbevelingen willen doen in verband 
met verder onderzoek: 
 
- Uit de literatuurstudie is gebleken dat de RiskIt methode bruikbaar is voor 
software ontwikkeling, sommige aspecten van de RiskIt methode heb ik tijdens 
het onderzoek aangetroffen bij ISDC (risico-identificatie, risico-analyse en risico 
strategiebepaling), maar de referentietheorie (Utility Theory) wordt niet genoemd 
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door Dibbern (Dibbern et al., 2004, pp18-20) in zijn onderzoek naar theoretische 
foundations voor IT outsourcing. Verder onderzoek zou kunnen uitwijzen of deze 
methode bruikbaar is voor IT outsourcing. De onderzoeksvraag zou kunnen zijn: 
 
 Onder welke condities is de RiskIt methode bruikbaar bij outsourcing 
contracten? 
 
- Enkele van de door Aubert genoemde factoren leidden tot andere (maar wel 
genoemde) ongewenste uitkomsten. Een nieuw onderzoek bij een Europees 
outsourcing contract waar het Risk Assessment Framework gebruikt werd 
(althans waar een strategie bepaald werd voor alle factoren), zou kunnen aantonen 
of de factoren in een Europees (niet-Angelsaksisch) outsourcing contract leidden 
tot andere ongewenste uitkomsten. De onderzoeksvraag kan dan zijn: 
 
 In welke omstandigheden leidt het bepalen (en uitvoeren) van een strategie 
voor de door Aubert genoemde ongewenste uitkomsten bij een Europees 
outsourcing contract tot andere (wel door Aubert genoemde ongewenste 
uitkomsten? 
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7. Reflectie 
7.1 Productreflectie 
 
Mijn eindconclusie is dat dit onderzoek van het gebruik van het Risk Assessment 
Framework bij een Europees IT outsourcing contract bijdraagt tot de reproduceerbaarheid 
van de resultaten van Aubert. In het kader daarvan denk ik dat nieuw onderzoek 
wenselijk is (zie tweede aanbeveling). Dit betekent concreet dat men op zoek moet gaan 
naar een bedrijf dat bewust het framework van Aubert gebruikt heeft, en moet kijken wat 
de resultaten waren. 
 
Om de RiskIt methode te bekijken in het kader van een IT outsourcing contract, moet 
men een bedrijf zoeken dat deze methode wil gebruiken, of gebruikt heeft om aan 
outsourcing te doen, en wat de resultaten waren. Misschien komen er dan tekortkomingen 
aan het licht waaruit blijkt dat de methode niet geschikt is voor IT outsourcing, of 
misschien blijkt de methode juist heel goed te passen bij IT outsourcing. 
7.2 Processreflectie 
 
Ik heb bij het maken van mijn thesis een heel leerproces doorlopen. Ik had wel al enkele 
artikels geschreven in het kader van mijn studie, maar een echt academisch onderzoek 
had ik nog nooit uitgevoerd. 
Ik heb vooral geleerd kritisch te zijn. Vroeger zou ik éénder welke referentie van een 
goeroe gebruikt hebben als ondersteuning voor een bewering, nu weet ik dat je daar heel 
voorzichtig mee moet zijn, en een heel pakket van criteria moet gebruiken om te bepalen 
of een referentie terecht gebruikt kan worden. 
 
Ik denk dat ik een goed literatuuronderzoek gevoerd heb, en enkele interessante best 
practices heb kunnen identificeren. Daarnaast was het interessant om definities te leren 
gebruiken. Wat is een best practice, wat is een referentietheorie, … Ik heb vooral geleerd 
dat in academisch onderzoek je niets als vanzelfsprekend mag aannemen, je moet alles 
ondersteunen (en terecht). 
 
Ik had beter een onderscheid kunnen maken tussen onderzoeksvragen en 
interviewvragen. Interviewvragen worden in de regel door middel van operationalisering 
afgeleid uit het referentiemodel. In dit geval zou dat een lijst met aandachtspunten 
kunnen zijn die met de geïnterviewde in een open interview besproken hadden kunnen 
worden. 
Die lijst met aandachtspunten had ik kunnen afleiden uit het referentiemodel. 
 
Zou ik de aanpak opnieuw bepalen dan zou het er het er zo uit kunnen zien: 
-  Interviewvragen aan de hand van aandachtspunten stel ik aan de geïnterviewde in 
één of een reeks open interviews. Dat leidt, naast andere bronnen tot de narrative (het 
verhaal uit 5.1). 
-  De onderzoeksvragen beantwoord ik op basis van die geaccordeerde narrative. 
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Zoals ik het nu hebt aangepakt stel ik 2 x dezelfde vragen, eerst aan de geïnterviewde en 
later nog een keer aan de narative. 
 
Ik ben niet zo tevreden over mijn gevonden casus. Ik heb een heel goede medewerking 
gekregen van het bedrijf , dat heel open gecommuniceerd heeft en altijd open stond voor 
mijn vragen en bemerkingen. In het kader van mijn onderzoek was het echter beter 
geweest een casus te vinden waar men bewust een risicobeheermethode had gebruikt. 
Ook het feit dat een filiaal opgezet is in Roemenië, en er niet echt een klant / leverancier 
relatie was, maakte het onderzoek naar ongewenste uitkomsten moeilijker. Het was beter 
geweest een casus te hebben waar sprake was van deze traditionele relatie. 
 
Ook heb ik geleerd dat het beter geweest was eerst het volledige IT outsourcing verhaal 
te noteren (via het diepte interview), en dan pas dit te vergelijken met de ongewenste 
uitkomsten. Dit minder passende gebruik van het referentiemodel heeft misschien de 
geïnterviewde beïnvloed, waardoor ik misschien ongewenste uitkomsten gemist heb, of 
risicofactoren gemist heb, of onderdelen van een risk management methode zou 
gevonden hebben die ook bij de geïdentificeerde best practices aanwezig waren. 
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Bijlage 1 – Input artikels literatuuronderzoek 
 
De volgende artikels werden aangeboden als startmateriaal voor de literatuurstudie. 
 
Artikel Auteur(s) Jaar van 
publicatie 
   
The Evolution of outsourcing Research: What is 
the Next Issue? 
Lee et al. 2000 
IT outsourcing Evolution - Past, Present and Future Lee et al. 2003 
A framework for Information Technology 
outsourcing risk management 
Aubert et al. 2005 
Tabel 13: door OU beschikbaar gestelde artikels 
 
De zoektermen (per artikel) waarop gezocht is staan in tabel 14 vermeld. Er is daarbij op 
titelwoorden gezocht. 
 
Zoekterm(en) Tertiaire 
bron 
Gevonden 
artikel 
Auteur(s) Jaar 
van 
publicat
ie 
Relevantie 
en waarde 
      
best practice Google 
Scholar 
When the 
Best is not 
Good 
Enough 
Peters et al. 1993 8 op 9  
(‘nee’ op 5. 
referenties) 
outsourcing 
risk 
Google 
Scholar 
Managing the 
Risk of IT 
outsourcing 
Dussault et al. 1999 9 op 9 
Risk 
management 
Google 
Scholar 
An industrial 
case study of 
implementin
g software 
risk 
management 
Freimut et al. 2001 7 op 9 
(‘nee’ op 5. 
referenties 
en 9. 
verder 
onderzoek) 
Risk 
management 
outsourcing 
Google 
Scholar 
Supply chain 
risk 
management: 
outlining an 
agenda for 
future 
research 
Jüttner et al. 2003 8 op 9 
(‘nee’ op 3. 
onderzoeks
-vragen) 
Risk 
management 
outsourcing 
CiteSeerX Risk-driven 
conceptual 
modeling of 
outsourcing 
van Eck et al. 2004 8 op 9 
(‘nee’ op 5. 
referenties) 
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Zoekterm(en) Tertiaire 
bron 
Gevonden 
artikel 
Auteur(s) Jaar 
van 
publicat
ie 
Relevantie 
en waarde 
decisions 
Risk 
outsourcing 
Google 
Scholar 
The Interplay 
of 
outsourcing 
Risks and 
Benefits 
Wüllenweber 2007 8 op 9 
(‘nee’ op 3. 
onderzoeks
-vragen) 
Perceived risk 
outsourcing 
Google 
Scholar 
The Effects 
of Trust on 
the Intention 
of Adopting 
Business 
Process 
outsourcing: 
An Empirical 
Study 
Kim et al. 2007 7 op 9 
(‘nee’ op 3. 
onderzoeks
-vragen en 
5. 
referenties) 
Tabel 14: artikels gevonden via zoektermen 
 
Tabel 15 geeft de artikels weer gevonden via de sneeuwbalmethode. 
 
Gevonden artikel Auteur(s) Jaar van 
publicatie 
Relevantie en 
waarde 
    
Corporate Risk-Return Relations: 
Returns Variability Versus 
Downside Risk 
Miller 1996 7 op 9 
(‘nee’ op 3. 
onderzoeksvragen 
en 5. referenties) 
The RiskIt Method for Software 
risk management 
Kontio 1997 6 op 9 
(‘nee’ op 3. 
onderzoeksvragen,  
5. referenties en 9. 
verder onderzoek) 
Experiences in improving risk 
management processes using the 
concepts of the RiskIt method 
Kontio et al. 1998 6 op 9 
(‘nee’ op 3. 
onderzoeksvragen,  
5. referenties en 9. 
verder onderzoek) 
Resource and risk management 
in the Strategic Alliance Making 
Process 
Das et al. 1998 8 op 9 
(‘nee’ op 5. 
referenties) 
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The Myths and Realities of 
Information Technology 
Insourcing 
Hirschheim et al. 
 
2000 6 op 9 
(‘nee’ op 3. 
onderzoeksvragen,  
5. referenties en 9. 
verder onderzoek) 
Relational Risk Mitigation: The 
Relationship Approach to 
Mitigating Risks in Business 
Process outsourcing 
Wüllenweber et 
al. 
2008 7 op 9 
(‘nee’ op 3. 
onderzoeksvragen 
en 5. referenties) 
Tabel 15: artikels gevonden via sneeuwbalmethode
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Bijlage 2 – Referentietheorieën 
 
De volgende referentietheorieën worden genoemd in dit literatuuronderzoek: 
 
Agency theory Agency theory is based on the conceptualization of 
the firm as a nexus of contracts between principals or 
stakeholders and agents. The stakeholders are 
represented by different groups or persons within the 
firm as well as outside the firm, such as customers, 
suppliers or shareholders (Jensen & Meckling, 1976, 
p. 310-311). The basic assumption of agency theory is 
the existence of asymmetric information and different 
perceptions of risk between principal and agent as well 
as uncertainty. The basic argument is that the principal 
transfers decision rights to the agent. To make sure 
that the agent behaves in the principal’s best interest 
the latter sets incentives. When calculating the 
magnitude of these incentives the anticipated costs of 
controlling the agent are considered. The total cost is 
the sum of monitoring and bonding including issues 
such as residual loss. This ‘positive agency theory’ can 
be distinguished from normative Principal-Agent 
theory, which tries to determine optimal contractual 
relationships based on mathematical models that build 
on restrictive assumptions like perfect information 
(Jensen & Meckling, 1976). An example of positive 
agency theory used in outsourcing is Hancox and 
Hackney (1999) who note: “...the focus of AT [agency 
theory] is not the decision to source via the hierarchy 
or via the market. ... AT in short, helps to expose 
problems of divergent interests within both markets 
and hierarchies.” We note however, the paucity of 
attention paid to the potential for adverse outcomes 
associated with the making of wrong decisions (Dibbern 
et al., 2005, p18) 
Transaction cost theory This theory maintains that making use of the market is 
costly (Coase, 1937) and that economic efficiency can 
be achieved through comparative analysis of 
production costs and transaction costs (Williamson, 
1975; Williamson, 1981; Williamson, 1985). In this 
analysis the transaction is the unit of analysis and a 
firm’s success depends on managing transactions 
efficiency. The theory is built on two fundamental 
behavioral assumptions: (1) limited rationality (Simon, 
1957) and (2) opportunistic behavior. Based on the 
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first assumption it is only possible to enter into 
incomplete contracts. This would, however, be 
irrelevant if both parties to the contract were 
completely trustworthy ("stewardship behavior," 
Williamson, 1975, p. 26). It is, however, assumed that 
in reality the parties behave opportunistically, i.e., they 
cunningly take advantage of opportunities at the 
expense of others ("...self-interest seeking with guile," 
Williamson, 1981, p. 554). The danger of opportunistic 
behavior is further assumed to be less likely within a 
firm than in market coordination, since it can be 
prevented within a firm by means of the authority 
principle (hierarchy). The main theoretical argument of 
the theory is concerned with the conditions under 
which certain characteristics of the transaction or the 
object of the transaction would lead its internal, hybrid 
or external governance (Dibbern et al., 2005, p18). 
Gedragstheorie van een bedrijf Cyert en March (1963) stated the following: “we 
assume that organizational goals in a particular time 
period are a function of (1) organizational goals of the 
previous time period, (2) organizational experience 
with respect to that goal in the previous time period, 
and (3) experience of comparable organizations with 
respect to the goal dimension in the previous time 
period” (Miller, 1996, p94) 
Utility theory The utility theory states that people make relative 
comparisons between alternatives based on the utility 
(or utility loss) that they cause. The utility is the level of 
satisfaction, pleasure or joy that a person feels or 
expects (Kontio, 1997, p11) 
Tabel 16: bespreking referentietheorieën 
 
Boehm 
 
Het werk van Boehm wordt in de gevonden best practices als referentietheorie gebruikt. 
Ik heb onderscheid gemaakt tussen twee werken: Software risk management, zijn werk 
uit 1991, en het Collaborative Spiral Software Proces Model uit 1994. 
 
Boehm Software risk 
management 
In zijn werk van 1989 en 1991 geeft Boehm een 
definitie voor een risico wat in veel werk als basis 
gebruikt wordt: “the probability of occurence of 
undesirable outcomes”. Daarnaast beschrijft hij ook 
Risk Exposure, zijnde de belangrijkheid van het verlies 
door de probabiliteit te vermenigvuldigen met het 
verlies (Boehm et al., 1991, p427). 
Collaborative Spiral Software Het spiraalmodel begint elke cyclus met het analyseren 
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Process Model based on 
theory W 
van de objectieven, beperkingen en alternatieven van 
het te ontwikkelen systeem. De Theorie W gaat nog een 
stapje verder en identificeert de stakeholders en hun 
Win condities, en door negotiatie tracht men te komen 
tot een set van objectieven, beperkingen en 
alternatieven waar alle stakeholders zich in kunnen 
vinden (Boehm et al., 1994, p59-60). 
Tabel 17: bespreking werk van Boehm 
