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(1) 3 軸加速度ベクトルの方向の違いによる距離 
加速度は運動の中心からの距離に比例する．脚を振る動作を円運動と見なし，加速度信














複数の提案手法を組み込んだ認証システムの最高精度は被験者が 50 人の場合は，equal 















Security functions of portable terminals such as smartphones have been improved to prevent 
imposters from misusing them. One of these security functions is the personal authentication 
function. The conventional method is personal identification numbers (PINs). Recently, personal 
authentication functions such as pattern locks and biometrics authentication such as finger prints, 
which are more difficult for imposters to break, have been installed in devices. However, some news 
and questionnaires reported that about 50% of users did not use personal authentication functions in 
their devices. They also reported that a principal cause of a low utilization rate is the inconvenience 
of requiring authentication operations for users. 
To reduce the inconvenience caused by authentication operations in portable terminals, some 
methods based on behavioral characteristics have been studied. Previous studies proposed easier 
authentication methods by extracting individual features of device operation, such as swinging the 
terminal or tapping on the display. However these methods require conscious action, so they cannot 
perform authentication in the background. On the other hand, personal authentication methods can 
be established based on daily repeated motions. These methods can authenticate users without any 
conscious operations in the background. 
To reduce the inconvenience, we designed a personal authentication method (gait-based 
authentication) based on users’ walking motions that users did not regard as authentication 
operations. The walking motion was measured in the gait-based authentication by using wearable 
sensors. Users could unlock their smartphones without conscious authentication operations while 
walking. Previous studies of gait-based authentication had two issues. The first one was low 
authentication accuracy, and the other was authenticating users with unacceptable sensor positions 
for daily use. We adopted a trouser front-pocket as the sensor position for users because they could 
use the terminal without needing special tools. The purpose of this study was to establish a 
gait-based authentication method with high accuracy at this position. In this study, the following 
multiple methods were applied into one authentication system to deal with multiple causes of 
decreases in authentication accuracy. 
 
  
1. The proposed method improves authentication accuracy by using the following multiple distances 
calculated between input signals and template signals, as features, when identifying genuine users or 
imposters using a support vector machine (SVM). 
(1) Distance based on the difference in direction between three-axis acceleration vectors 
(2) Manhattan distances between angular velocity signals  
(3) Manhattan distances between acceleration signals 
The following methods were introduced to obtain the distances that improve the authentication 
accuracy. 
2. An extraction method for quasi-periodic signals in the time domain 
3. A distance calculation method using multiple template signals 
 
The details of these methods are as follows.  
1. Authentication Method using SVM based on Multiple Distances 
The method used as the basis for this system has a multi-sensor platform, which is one method of 
multibiometrics. This authentication method identifies users based on multiple distances calculated 
between signals from multiple sensors (a three-axis acceleration sensor and a three-axis gyro sensor) 
attached to a part of the user’s body with a SVM. Previous studies that used one wearable sensor had 
low authentication accuracy, while studies that attached multiple sensors to various body parts had 
high authentication accuracy. However, users feel attaching sensors on different parts of their bodies 
to be inconvenient. One terminal can be equipped with multiple sensors, enabling us to authenticate 
using multiple sensors without imposing a burden on users. 
In the uni-sensor authentication of previous studies, methods based on the similarity or distance 
outperformed methods based on features extracted from signals. These results indicate that not only 
amplitude information but also time information in gait-based authentication is important. In 
previous studies of gait-based authentication using in-pocket sensors, the method using classifiers 
with distances as features was not adopted. Therefore, this study proposes a method introducing 
score-level fusion that identifies users by SVM based on distances calculated between signals of 
multiple sensors with dynamic time warping (DTW). In addition to this method, because signals 
measured by different types of sensors have different properties, the following appropriate distance 
calculation methods for each type of sensor were proposed. 
  
 
(1) Distance based on difference of direction between Three-Axis Acceleration Vectors 
In a circular movement, acceleration is directly proportional to the distance from the center of the 
movement. The motion of swinging a leg is regarded as a circular movement, and the distances 
between acceleration signals are calculated based on the differences between three-axis 
acceleration vectors instead of the differences in amplitudes. 
(2), (3) Manhattan distances between angular velocity signals and acceleration signals 
The distance between angular velocity signals is calculated between signals normalized by root 
mean square (RMS) based on the results of the preliminary experiment. Just like with angular 
velocity signals, the distance between acceleration signals was adopted as the method of 
measurement based on the results of the preliminary experiment. 
2. Extraction Method for Quasi-periodic signal in Time Domain 
In the distance calculation between signals, signals for authentication need to be extracted exactly. 
A segmentation method combined with the local maxima and DTW was proposed. 
3. Distance Calculation Method using Multiple Template Signals 
To adapt to the variation in signals from individual various walking motion, the proposed multi 
sample method obtains the median value from multiple distances calculated among multiple 
templates and one input signal. 
 
The authentication system introducing multiple proposed methods showed that the equal error rate 
(EER) that was generally used as the performance evaluation index of biometrics was 0.6% in an 
evaluation with 50 subjects. Furthermore, the effectiveness of the proposed method was evaluated in 
the actual environment. The results of the system applied to the data collected from 17 subjects in 
the conditions approximated to an actual use situation showed that our system kept high 
authentication accuracy. The best EER from the proposed method was 0.2%. These results 
outperformed the previous authentication methods that identify users having one sensor worn on one 
part of the body. The results demonstrated that our methods could resolve the two issues, which are 
the inconvenience imposed on users and the low authentication accuracy. Thus, gait-based 
authentication is an acceptable authentication method for users. 
 
  
Keywords: gait-based authentication, smartphone, acceleration sensor, gyro sensor, dynamic time 
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が「認証」するが，その処理内容の違いにより以下の 2 つに分類されて使用される[20][21]． 
 
(1) 検証（Verification） 
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 バイオメトリクス認証の一般的な処理フローを図 1-2 に示す．バイオメトリクス認証は大





















































𝑦(𝑖) = 𝑏0𝑥(𝑖) + 𝑏1𝑥(𝑖 − 1) + 𝑏2𝑥(𝑖 − 2) +⋯+ 𝑏𝑁𝑥(𝑖 − 𝑁)  (1.1) 
 
測定された時刻𝑖における振幅を𝑥(𝑖), 𝑥(𝑖 − 1)⋯とし，フィルタ適用後の振幅を𝑦(𝑖)とする． 


































































𝐺𝑒𝑛𝑢𝑖𝑛𝑒    𝑖𝑓 𝐷 ≤ 𝐷𝑡ℎ
𝐼𝑚𝑝𝑜𝑠𝑡𝑒𝑟 𝑖𝑓 𝐷 > 𝐷𝑡ℎ











𝐺𝑒𝑛𝑢𝑖𝑛𝑒    𝑖𝑓 𝑆 ≥ 𝐷𝑡ℎ
𝐼𝑚𝑝𝑜𝑠𝑡𝑒𝑟 𝑖𝑓 𝑆 < 𝐷𝑡ℎ
                   (1.3) 
 
1.3.2 バイオメトリクス認証システムの性能評価方法 
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閾値が大きくなるにつれ，認証を行う入力信号が他人のものであっても，誤って受け入れ
る割合が大きくなることがグラフから分かる．この FRR と FAR が等しい時の割合が EER














































(2) ROC（Receiver Operating Characteristics）曲線による評価 
 図 1-3 における FRR の各値と，それに対応する FAR をグラフにプロットすることによ




証システムの性能を評価することが可能となる．また，ROC 曲線からは EER だけでは評価
できない，システム全体の認証精度を示す FRR-FAR 間の変化も観察することができる． 
図 1-4 には 2 つの線が描画されており，それぞれ異なるシステムの ROC 曲線を示してい
る．実線で示された ROC 曲線を描画する認証システム A よりも，破線で示された ROC 曲
線を描画する認証システムBの方が，描画される曲線は全体的に原点側に描画されている．
つまり，FRR をある値に固定して比較を行った場合，B の方が低い FAR を示すことが分か
る．したがって，認証システム B の方が高い認証性能を有していると評価できる．  
 
 

















































様々な段階において，その手法が提案されている．主な Fusion 手法を説明する．  
(1) 照合前 
(1-1) センサーレベル Fusion 
センサで計測した各々のデータから特徴を抽出する前に，それらを合わせることで，新
たなデータを作成する手法のことである．例えば，複数回撮影した部分ごとの指紋画像を















るクラスであると判定する手法である．以下の 2 つの識別規則が知られている．  
 
・Product Rule[51] 





                                                      (1.6) 
・Sum Rule[52] 











































ーバ上の DB から ID に結び付いた端末所有者のテンプレート信号を選出することが可能で
ある．したがって，スマートフォンの認証を対象とした本研究では，複数の人物から誰で
あるかを判定する問題は存在せず，端末所有者であるかを判定する検証を行うことで十分






























































































































































第 4 章では提案手法について 2 種の評価実験を行う．1 つ目は 50 人の被験者から収集し
たデータセットを使用する．センサをポケットではなく，大腿部ズボンポケット上に専用










































       



























   音声信号において定常状態にあるとみなすことができる 20～30ms 程度の時間長の








が句境界となる．句境界検出手法の概要を図 2-2 に示す． 
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自己相関関数
















































































力される確率が最大となる HMM の単語であると識別される． 
小語彙の単語認識では，このように HMM は構成されるが，大語彙の単語認識の場合は
認識する単語の数だけ HMM を生成する問題が生じる．そこで，大語彙の音声認識システ











































































































































































































表 2-1 従来研究の認証手法と報告された EER[%] 
従来研究 被験者数 センサ位置 センサ EER 
照合法 
（最高精度を報告） 
#1[77] 36 腰 加速度 7 A 
#2[80] 22 腰 加速度 22 A 
#3[74] 21 足首 加速度 5 C 
#4[81] 50 ズボンポケット 加速度 7.3 A 
#5[82] 48 腰 加速度 約 10.0a) C 
#6[83] 21 腰 加速度 5.6 B 
#7[75] 11 腰 加速度 3 C 
#8[84] 51 右腰 加速度 20.1 B 
#9[76] 60 左腰 加速度 5.7 B 
#10[85] 35 腰 加速度 6.7 B 
#11[79] 47 種々の部位 1 箇所 加速度 14 C 
#12[73] 36 右腰 加速度 約 10 a) C 
#13[69] 9 足首 角速度 23.1 A 
#14[70] 175 5 箇所 加速度 2.2 C 









B：信号同士を照合する手法（信号の周期を DTW により非線形に調整） 
C：信号から特徴量を抽出し，特徴量を基に照合する手法（例：周波数スペクトルなど） 
 





 表 2-1 では従来研究における認証手法を以下の 3 種類に分類する． 
 
(1) 周期を線形に調整し，信号同士を照合する手法（線形補間など） 































































































  標準的なテンプレート信号の生成を複数のフレームから行う．同一人物の 6 個のフレ
ームを 1000ms（100 サンプル）の周期に線形に正規化し，対応する時間の振幅を比較し
て，その中央値をテンプレート信号の振幅とする．各時間における振幅が，全て 6 個の


















要因 1 1 個のセンサ計測信号による認証高精度化の困難さ 
 従来研究は認証に用いるセンサの個数という観点では，以下の 2 種類に分類することが
できる． 
 
(1) 1 種のセンサ 1 個を用いた歩行認証法 














要因 2 歩行信号の多様性への対応 













































































                                                                            (3.2) 
 
 センサ Y 軸については，股関節を中心とした角度を φ，鉛直方向との角度を α とする円
錐運動の加速度を検出すると仮定する． 
 
 センサ Y 軸 
𝑎𝑌 = 𝑟 sin 𝛼
𝑑𝜑2
𝑑𝑡














 振幅を 1～-1 の範囲に正規化する手法[77] 















































































1. SVM を用いた複数の距離を特徴量とする認証方法 
本研究では，1 個のセンサでは歩行認証の精度向上が困難である課題の克服のために，マ



























レベル Fusion は高精度化達成の可能性があると考えられる．  
 
















テンプレート信号として使用するユーザの 3 軸加速度準周期信号において， 𝑖 番目に計
測された加速度振幅値を要素とした 3 次元ベクトルを𝒂(𝑖)とする．同様に，認証を試みるた
めに入力された 3 軸加速度準周期信号における𝑗 番目の加速度を要素としたベクトルを
𝒂′(𝑗)とする．各々の 3 軸加速度ベクトルは，XYZ 各軸で観測された加速度振幅値を要素と
する以下の 3 次元ベクトルと定義することができる． 
 





                            (3.1) 
 
この 3 次元ベクトルを用いて 3 軸加速度角度差は𝑑𝑖𝑠𝑡(𝒂 (𝑖), 𝒂′(𝑗))は以下の式により計算さ
れる． 
 
𝑑𝑖𝑠𝑡(𝒂 (𝑖), 𝒂′(𝑗)) = arccos
〈𝒂 (𝑖), 𝒂′(𝑗)〉
‖𝒂 (𝑖)‖‖𝒂′(𝑗)‖
                                     (3.2) 
 
式(3.5)は 3 軸がなすベクトル 2 つベクトルの向きが同一であれば，ベクトルの大きさが異
































処理なども含めた提案する，単一センサ単一軸信号を基にした照合法の詳細を表 3-1 に示す． 
 























































マルチサンプルとは，マルチバイオメトリクスの 1 手法であり，1 つのモダリティを複数
計測し，複数の測定データを基に精度向上のための処理を行うことの総称である．本研究
で採用するテンプレート信号を複数とし，1 つの入力信号との間で信号間距離を計算する手























する．この処理はユーザの DB に存在する全ての事前登録信号について実施する． 













手順 3 ユーザの事前登録信号からテンプレート信号を選出し，入力信号との間で信号間 
距離を算出する． 
 手順 4 各センサ各軸信号から得られた複数の信号間距離を識別関数に入力し，その出力
を得る． 




















































付録 D.3 に記載した．  
 
3.3.2 時間領域における認証用信号の抽出手法 












































(𝑖)2                                 (3.3) 
 







列信号の整合に使用される DTW を用いて，2 つの信号の整合を行う．  
 




究では GP による照合方法を採用した． 
2信号𝑿 = {𝑥(𝑖)|𝑖 = 1,2,⋯ ,𝑚}と𝒀 = {𝑦(𝑗)|𝑗 = 1,2,⋯ , 𝑛}の距離計算を行う DTWにおいて，
重複に対してペナルティを課す信号間距離𝐷𝑇𝑊(𝑿,𝒀)を以下に示す．信号の伸長に対してペ






手順 1 初期化 
 
𝑓(0,0) = 0,   𝑓(1,0) = 𝑓(0,1) = ∞                          (3.4) 
 
手順 2 最適なマッチングの計算 
 
𝑓(𝑖, 𝑗) = 𝑚𝑖𝑛 {
𝑓(𝑖 − 1, 𝑗 − 1) + 𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗))   
𝑓(𝑖, 𝑗 − 1) + 𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗)) + 𝐺𝑃𝑖
𝑓(𝑖 − 1, 𝑗) + 𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗)) + 𝐺𝑃𝑗
             (3.5) 
 
手順 3 距離計算終了 
 





    
𝐺𝑃𝑖 =  𝐺𝑃𝑗 =
𝜋
8




















算項𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗))へ導入することで，3 軸加速度ベクトル同士の距離を計算した． 
 
角速度信号間距離，加速度信号間距離の計算法 





𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗)) = |𝑥(𝑖) − 𝑦(𝑗)|                          (3.10) 
 












𝐷(𝑿, 𝒀) = median
𝑘=1,2,⋯,𝑁












































𝐷(𝑿,𝒀) − 𝐷(𝒀)̅̅ ̅̅ ̅̅ ̅
𝜎(𝒀)
                                                    (3.12)  
 
𝐷(𝒀)̅̅ ̅̅ ̅̅ ̅は，𝒀をテンプレート信号とした場合の登録ユーザ全ての事前登録信号との距離平均
値を示す．𝜎(𝒀)は，𝒀をテンプレート信号として計算した場合の，全ての登録ユーザの登録
信号との間で計算された距離の標準偏差を示す．これにより，各ユーザのテンプレートと




値の決定が行われる [59]．  
 
学習に使用するデータ数の調整 























距離入力 1：3 軸加速度ベクトル距離と 3 軸の角速度信号のマンハッタン距離による特徴量
4 次元 
 
𝐷𝑓 = 𝑓 (𝐷𝑠(𝒂, 𝒂
′), 𝐷𝑠(𝒈𝑥, 𝒈?́?), 𝐷𝑠(𝒈𝑦, 𝒈?́?),𝐷𝑠(𝒈𝑧, 𝒈𝑧́ ))                        (3.13) 
 
距離入力 2：3 軸の加速度信号のマンハッタン距離と 3 軸の角速度信号のマンハッタン距離
による特徴量 6 次元  
 
𝐷𝑓 = 𝑓(𝐷𝑠(𝒂𝑥, 𝒂𝑥
′ ),𝐷𝑠(𝒂𝒚, 𝒂𝑦
′ ), 𝐷𝑠(𝒂𝑧, 𝒂𝑧
′ ), 𝐷𝑠(𝒈𝑥, 𝒈?́?),𝐷𝑠(𝒈𝑦, 𝒈?́?),𝐷𝑠(𝒈𝑧, 𝒈𝑧́ ))     (3.14) 
 
距離入力 3：3 軸加速度ベクトル距離，3 軸の加速度信号のマンハッタン距離と 3 軸の角速
度信号のマンハッタン距離による特徴量 7 次元 
 











𝐺𝑒𝑛𝑢𝑖𝑛𝑒    𝑖𝑓 𝐷𝑓 ≤ 𝐷𝑡ℎ
𝐼𝑚𝑝𝑜𝑠𝑡𝑒𝑟 𝑖𝑓 𝐷𝑓 > 𝐷𝑡ℎ
                  (3.16)  
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第 4章 提案手法の評価 
 
















センサの各軸の向きは，X 軸は直立時に鉛直下向きに，Y 軸は胴体側方外側に，Z 軸は大











図 4-1 多機能センサユニット TSND121 外観 
 




























図 4-2 被験者へのセンサ装着図 
 
 



























1000Hz で計測したデータの間引きを行うことによって，信号の計測周波数を 100Hz に変更
した．間引き後の信号に対して，提案したセグメンテーション手法を適用し，全ての被験
者から各センサ各軸 30 周期の準周期信号を取得した．  
この実験では 5-分割交差検証を適用し，訓練用の信号と精度評価用の入力信号に重複が




告した従来研究[81]と比較するために，1 軸あたりのテンプレート信号数を，各軸 6 周期













設定条件を表 4-3，4-4 に示す．交差検証より得られた 5 個の識別器の平均 EER を認証手法
の評価指標とした． 
 
表 4-3 各センサ単一軸の信号に対する距離計算法の設定条件 













表 4-4 3 軸加速度ベクトルの方向による距離計算法の設定条件 



















ROC 曲線を求め，認証精度の評価を行った．  
  
結果 
 EER を表 4-5 に， ROC 曲線を図 4-4 に示す．本研究で提案する 3 軸加速度角度差を角度
速度センサと組み合わせた認証法は EER=0.8%となり，個別に組み合わせる手法より高い認
証精度を示した．更に全ての距離を組み合わせることで認証精度は向上し，距離入力 3（7
次元）の EER=0.6%が最高精度となった．  
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表 4-5 提案手法の EER 
入力した距離 EER[%] 
距離入力 1（4 次元） 
距離入力 2（6 次元） 











































EER を求め，提案手法の有効性を確認する．計算の際の設定条件の詳細を表 4-6～4-8 に示
す．比較する従来手法の概要を以下に解説する． 
 
 比較手法 1：音声認識手法 
ピッチパターンによりセグメンテーションを行う．複数センサ複数軸の低次ケプス




 比較手法 2：従来研究認証手法 
   ポケットに端末を所持時の認証法を報告した従来研究[81]の手法から，テンプレート
生成法と，信号間の距離計算法を本研究のデータセットに適用する．6 個の事前登録





準周期信号を使用した．最も優れた EER が得られたセンサの軸の結果を示した． 
 
 比較手法 3：DTW 距離と SVM による認証 




















振幅 0 の付加により同じ周期とする 
各軸 1 周期 
ケプストラム係数 54 次元（9 次元☓6 軸） 
SVM（ガウシアンカーネル） 
 

























各軸信号 1 周期 
DTW 






 表 4-9 に各手法の EER を，図 4-5 に ROC 曲線を示す．比較手法 1 は EER=6.4%であった．
比較手法 2 では加速度センサ Y 軸信号を基にした認証で最高精度となり，EER=7.8%であ






表 4-9 従来認証手法の EER 
認証手法 EER[%] 
音声認識手法 





















































































表 4-11 測定装置の寸法 
装置  寸法 
センサ端末のサイズ 
スマートフォンケースのサイズ[93] 













50 人による実験 1 と同じ認証手法を用いて性能の評価を行っている． 
SVM を用いた認証手法では 4-交差検証による評価を行った．より現実的な実験条件設定










・距離入力 1（4 次元）による認証 
・距離入力 2（6 次元）による認証 










 表 4-12 に本実験で使用したデータセットにおける各手法の EER を示す．図 4-8 は提案手
法の ROC 曲線を，図 4-8 に提案手法のなかで最も高い認証性能を示した 7 次元の特徴入力
と比較手法の ROC 曲線を示す． 
提案手法においては 4 次元の特徴ベクトルを入力した場合の EER は 0.3%，6 次元の特徴







表 4-12 各認証手法の EER[%] 
条件 EER 
距離入力 1（4 次元） 
距離入力 2（6 次元） 












































































提案した認証システムは被験者数 50 人を用いた実験 1-1 では，各被験者計測回数 1 回デ
ータセットを用いた．このデータセットはズボンによる信号への影響を取り除いた本人の
歩行動作信号による認証精度を検証するために，大腿部（ポケット上部）にセンサ端末を
取り付けて収集された．提案する 3 軸加速度ベクトル距離と 3 軸の角速度信号のマンハッ
タン距離を特徴量とした 4 次元の特徴ベクトルによる認証精度は EER=0.8%となり，各セン
サ各軸の信号マンハッタン距離を 6次元の特徴量とした提案手法 2の EER=1.3%よりも高い
認証精度を示した．3 軸加速度ベクトルの向きの違いを距離が歩行認証において有効に働く
ことが示された．更に，3 軸加速度ベクトル距離，3 軸の加速度信号のマンハッタン距離・


















差による距離と 3 軸角速度距離を特徴量とした距離入力 1 の認証精度は EER=0.3%となり，
各センサ各軸の信号間距離を 6次元の特徴量とした距離入力 2の EER=0.5%よりも高い認証
精度を示した．更に 3 軸の加速度・3 軸の角速度・3 軸加速度ベクトル角度差の距離を 7 次
元の特徴量とし距離入力 3 の EER は 0.2%と，わずかに向上し，検討した手法の中で最も高
い認証精度を示した．これら 2 つの結果から，提案認証システムの有効性だけでなく，3 軸
加速度ベクトル距離の歩行認証における有効性も確認できた． 
提案手法は，音声認識手法や従来研究手法，本研究で採用した最適な信号間距離計算法









最後に本実験で使用したデータセットについて評価する．付録 D の表 D-8 に実験 1 のデ
ータセットについて単一軸信号を基に評価した結果を示す．また，実験 2 のデータセット
について，単一軸信号を基に評価した結果を付録 E の表 E-2 に示す．これらの結果を比較

















































第 4 章では提案手法の評価のために 2 種のデータセットを用いた実験を行った．50 人の
被験者から取得したデータセットを使用した実験では，本研究で提案する 3 軸加速度ベク
トル間の距離を特徴量とした認証法は高い精度を示し，4 次元の特徴ベクトルでは EER は
0.8%を，7 次元の特徴ベクトルでは EER は 0.6%を示した．これらの認証精度は，音声認識
手法や本研究で提案する手法を適用しなかったSVMによる認証法よりも高い精度であった．
更にポケットにセンサ端末を所持した従来研究のテンプレート生成法と距離計算法を同じ
データセットに適用した場合の EER は 7.8%であり，相対的に 92.2%の精度向上を達成した． 
17 人の被験者を使用した実験では各被験者 4 回の計測を行い，1 回ごとにポケットから
端末の出し入れを行った．本研究で提案する手法は 7 次元の特徴ベクトルにおいて，EER






























































































測定条件を表 A-1 に示す．被験者数は 15 人である．センサのサンプリング周波数は一般














センサの装着の状況を図 A-1 に示す．加速度及び角速度センサは，各々3 軸について測
定可能であり，センサの X 軸は直立時に鉛直下向きに，Y 軸は胴体側方に，Z 軸は大腿部






























図 A-1 センサ装着の様子，(a)ズボン左前ポケット，(b)左腰側面 
 
 





































図 A-3 歩行時に測定された 3 名の被験者の加速度信号 
































































図 A-4 歩行時に測定された 3 名の被験者の加速度信号 

































































手法でセグメンテーションの処理を適用し，2 歩 1 周期の準周期信号へ分離した． 
 
(1) 測定信号中において，鉛直加速度が最大値となる時刻𝑡𝑛を求める． 




(4) 次の始点 𝑡𝑛 1から(2)～(3)の処理を行い，𝑡𝑛以降の全ての始点を順に求める． 
(5)  𝑡𝑛以前の始点についても，𝑡𝑙𝑒𝑛を始点から引き，(3)を適用して順に求める． 
(6) 鉛直加速度から取得した各準周期信号の開始時刻で，残る加速度 2 軸及び 3 軸角速度の
信号も分離し，各軸の準周期信号を得る． 
 
この方法の適用により分離・抽出された被験者 A の各準周期信号を図 A-7 ～ 12 に示す．
非常に類似性は高いが，信号の長さ（周期）や対応する時刻の各振幅に違いが存在するこ







図 A-5 準周期信号抽出手順(2) 
 
 









































図 A-7 被験者 A の抽出された X 軸加速度準周期信号 
 
 
図 A-8 被験者 A の抽出された Y 軸加速度準周期信号 
 
 
























































図 A-10 被験者 A の抽出された X 軸角速度準周期信号 
 
 
図 A-11 被験者 A の抽出された Y 軸角速度準周期信号 
 
 































































図 A-13 被験者 A, B, C の抽出された X 軸加速度準周期信号 
 
 
図 A-14 被験者 A, B, C の抽出された Y 軸加速度準周期信号 
 
 

























































図 A-16 被験者 A, B, C の抽出された X 軸角速度準周期信号 
 
 
図 A-17 被験者 A, B, C の抽出された Y 軸角速度準周期信号 
 
 










































































値を 1 の信号に正規化する操作となる． 
 

















(1) 計算した距離 ≤ 𝐷𝑡ℎ  → 同一人物のものであると判定して認証を受け入れる 




究で提案する「3 軸加速度角度ベクトルの方向の差」を評価した．長さの異なる 2 つの信号
の整合方法としては DTW を採用した． 
 
 














するデータセットは A.1 で計測した信号に，A.2 のセグメンテーション用のアルゴリズムを
適用して抽出した準周期信号である．評価に使用したデータセット及び認証実験における
距離計算設定条件について表 A-2 に示す．  






















加速度センサ単一軸の信号による認証法の EER を表 A-3 に，提案する 3 軸加速度角度差







表 A-3 加速度センサによる EER[%] 






































































平均 8.5 11.3 12.3 9.2 
 
 
表 A-4 3 軸加速度角度差による EER[%] 










表 A-5 角速度センサによる EER[%] 








































































































 人間の一連の歩行動作である歩行周期は両脚支持期（Double limb Support）と単脚支持
























サを装着した状態を図 B-2 に示す．  
 


















図 B-2 2 個の力センサを装着した様子 
 
B.3 測定結果と歩行動作の分析 

















































































































値の時間{𝑡11, 𝑡12,⋯ }を中心とした 0.6 秒間の部分信号を抽出する．（図 C-1） 
4) 2)の各部分信号と，𝑇1を中心とした 0.6 秒間の部分信号との間で正規化相互相関を計算
する．この値が最大の極大値を次の周期開始時間𝑇1として選出する．この処理により，
 0の開始時間と終了時間を得ることが可能となる． 
5)次の周期の開始時間𝑇1から 0.7～1.3 秒後に存在する各極大値の時間{𝑡21, 𝑡22,⋯ }までの








7) 6)を 2)で求めた最大値から，時間を戻る信号についても繰り返し行う． 
8) 歩きはじめの最初の 2 歩は，分散が閾値を超える傾向が観察された．そこで歩行動作








も分離し，開始時間及び終了時間が対応する計 6 種の信号を取得した． 
各パラメータについては実験的に試行を繰り返すことで設定した．表 C-1 に示す． 
 
 





























図 C-2  𝑇1から一定時間内にある極大値とその時間 
 
 








































 1  2 −1 −2
𝜎2 = 3.72  10−4 𝜎2 =0.094 𝜎2 =0.178 𝜎2 =0.203
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𝑿 = {𝑥(𝑖)|𝑖 = 1,2,⋯ ,𝑚}
𝒀 = {𝑦(𝑗)|𝑗 = 1,2,⋯ , 𝑛}
                          (D.1) 
 
ここで𝑚と𝑛は，それぞれ入力信号及びテンプレート信号のデータ長である．もしも，デー

























𝑑𝑖𝑠𝑡(𝑥 (𝑖), ?̅?(𝑖)) = (𝑥 (𝑖) − ?̅?(𝑖))
2
                          (D.2) 
DTW 
𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗)) = (𝑥(𝑖) − 𝑦(𝑗))
2
                          (D.3) 















   (𝑚 < 𝑛)   









                                                                     (D. 5) 





る． DTW 及び線形補間における項𝑑𝑖𝑠𝑡(𝑥(𝑖), 𝑦(𝑗))に以下の式を導入する． 
 
線形補間 
𝑑𝑖𝑠𝑡(𝑥 (𝑖), ?̅?(𝑖)) = |𝑥 (𝑖) − ?̅?(𝑖)|                          (D.6) 
DTW 








相関𝑁  (?̅?, ?̅?)は，以下の式で計算される． 
 
𝑁  (?̅?, ?̅?) =
〈?̅?, ?̅?〉
‖?̅?‖‖?̅?‖
                                                                       (D. 8) 
ただし 




𝐷𝑖𝑠𝑡(𝑿,𝒀) = 𝐷(?̅?, ?̅?) = 1 − 𝑁  (?̅?, ?̅?)                                             (D. 9) 
 




表 1 にデータセットの設定を，表 2 に検証した周期の照合法と距離計算法の組み合わせを
示す．フィルタなし，振幅の正規化なしの条件で，整合法及び距離計算法の各組み合わせ
により EER を算出した結果を，表 D-3～表 D-4 に示す．認証精度の平均値を求めた結果は，
「3 軸加速度差」が最も高精度で，次に「線形補間＋正規化相互相関に基づく距離」，わず
かな差ではあるが，3 番目に「DTW＋マンハッタン距離」となった．この 3 種の距離計算
法に対象に実験 D.2 を行う．  
 




一被験者・センサ 1 軸あたりの信号数 
サンプリング周波数 
50 人 
6 種（2 センサ×3 軸） 




表 D-2 検証した整合法と距離計算法 
 DTW 線形補間 
ユークリッド ○ ○ 
マンハッタン ○ ○ 
正規化相互相関 × ○ 
3 軸角度差 ○ × 
○：検証，×：検証なし 
 












































































でも採用した 4 種類の正規化法を，マンハッタン距離と DTW を組み合わせた計算手法に導




 振幅正規化なし  
 MAX 
 PP 
 RMS  
 
結果 











表 D-5 正規化手法ごとの EER[%] 













































各点数において求めた EER を表 D-6，D-7 に示す．提案する 3 軸加速度方向による認証法
についても記載した． 
センサの単一軸の信号間で距離計算及び 3 軸加速度角度差による距離計算手法の両方に























































表 D-7 加速度 3 軸角度差における Savitzky–Golayの点数ごとの EER[%] 
 フィルタ
なし 
5 点 7 点 9 点 11 点 
3 軸加速度角度差 6.0 6.0 5.9 4.8 5.5 
 
表 D-8 線形補間と正規化相互相関の組み合わせによる EER[%] 































































 本実験データセットによる EER を表 E-2，3 に示す．被験者 50 人のデータセットにおい
て単一センサ単一軸信号を基にした表 D-6・8 と比較を行う．本実験のデータセットは被験
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E-2 本研究で採用した DTW と最適な距離計算法による EER 
















表 E-3 線形補間と正規化相互相関の組み合わせによる EER 
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