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Introduzione
La tesi presenta il lavoro di tirocinio svolto presso l’Agenzia Regionale
Laore a partire dal 2010.
La scelta dell’Agenzia e` stata motivata dal fatto che la mia specializza-
zione in Ingegneria Informatica riguarda le tematiche proprie della gestione
aziendale; inoltre ero a conoscenza del fatto che l’Agenzia, in Sardegna,e` stata
particolarmente attiva nelle tematiche dell’informatica affrontando per prima
le problematiche della realizzazione di un sistema informativo distribuito per
la condivisione delle informazioni e l’adozione di standards operativi nelle
diverse sedi.
Con l’Agenzia e` stato condiviso un progetto formativo che e` coinciso in
un momento di importante innovazione tecnologico-organizzativa all’interno
dell’Agenzia, e in questo il mio contributo ha riguardato la tematica della
protocollazione, gestione documentale, posta elettronica certificata e della
firma digitale.
Il mio impegno, svolto sia in ufficio che in privato, si e` inizialmente concen-
trato in un’analisi generale di un particolare aspetto della criticita` dell’attuale
sistema informativo esistente in relazione alla protocollazione e al salvatag-
gio dei dati; fattore che e` stato ritenuto strategico rispetto all’adeguamento
e all’implementazione di nuove funzionalita`. Nel Capitolo 1 e` descritta la
situazione di partenza, approfondito nel paragrafo 1.3 in cui e` descritta la
mappatura dei processi principali. Il tutto e` stato contestualizzato ai vincoli
specifici dell’Ufficio e delle varie normative vigenti. Da questa prima parte
sono emersi gli obiettivi di massima di una possibile soluzione, illustrata nel
capitolo 2. Sono state successivamente indagate le necessita` architetturali
nel par. 2.2 ed e` stata valutata una scelta preferenziale (par. 2.3).
Il cap. 3 descrive la pianificazione di massima per la realizzazione del
progetto.
Successivamente e` stato analizzato il caso specifico dell’Ufficio dell’Au-
torita` di Controllo. Lo studio, esposto nel cap. 4, si e` concentrato sulla
formalizzazione delle specifiche tecniche riguardanti un sistema informativo
ad-hoc per gestire l’emergenza riguardante l’aumento massivo di richieste
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di certificazione di prodotti DOP-IGP. Il lavoro si e` basato sulla collabora-
zione e sulle interviste con il personale interessato; sull’analisi del sistema
informativo esistente e dei vincoli organizzativi e tecnologici.
L’attivita` di analisi ha fatto emergere inoltre una possibile soluzione gene-
ralizzabile a tutto l’Ente capace di superare il problema dell’incomunicabilita`
dei database dei vari sistemi, noto come problema dei ‘silos’. La soluzione e`
presentata nel cap. 5.
Le appendici illustrano i termini utilizzati (App. A), la soluzione proget-
tata con diagrammi UML (App. B) e un esempio di implementazione (App.
C).
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Capitolo 1
Protocollo Informatico e
Sistema Documentale: la
Situazione Attuale
1.1 Il Contesto dello Studio
Nel presente capitolo verra` presentata un’analisi del sistema informati-
vo posseduto dall’Ente, nell’ambito della gestione documentale, attivita` al-
la quale viene naturalmente associata quella del protocollo: l’operazione di
registrazione quotidiana dei documenti ricevuti e spediti dall’Agenzia, che
assegna contestualmente a ciascuno di essi un numero progressivo.
Sara` di seguito evidenziata la situazione attuale dalla quale e` nata la
necessita` di un archivio digitale che permetta la gestione documentale di
elementi anche protocollati, esigenza nata sia da input esterni che interni. Tra
i primi troviamo sicuramente le direttive del DigitPA1 in ambito di sistemi di
protocollazione e di flussi documentali, e per il trattamento informatico dei
procedimenti amministrativi. Inoltre essendo la risorsa documentale di livello
strategico per l’ente, si e` avuta l’urgenza di adeguare l’inefficiente sistema
informativo posseduto anche sulla base delle nuove tecnologie emergenti, tra
cui posta elettronica certificata2 e firma digitale3.
1Il Centro nazionale per l’informatica nella pubblica amministrazione (ex Cnipa), e`
un ente pubblico italiano che opera presso la Presidenza del Consiglio dei ministri per
l’attuazione delle politiche del ministro per l’innovazione e le tecnologie.
2La posta elettronica certificata (P.E.C.) e` uno strumento che permette di dare ad un
messaggio di posta elettronica lo stesso valore legale di una raccomandata con avviso di
ricevimento tradizionale.
3la firma digitale rappresenta un sistema di collegamento tra un autore e documenti
digitali tale da garantire il cosiddetto non ripudio e al contempo l’integrita` del documento
3
L’adeguamento tecnologico verra` preceduto da un cambiamento orga-
nizzativo e da un’innovazione nella gestione dei processi per preparare la
struttura al cambiamento.
Per realizzare il progetto si e` scelto inoltre di ispirarsi al al modello fun-
zionale di riferimento GEDOC 2 4, redatto dal DigitPA, in quanto l’agenzia
non rispetta la rispondenza a determinati parametri.
1.2 Descrizione della Problematica
Per analizzare esattamente la problematica e` sicuramente necessario pren-
dere in considerazione la struttura organizzativa dell’Agenzia - composta da
una sede centrale divisa in dipartimenti e in cui sono presenti diversi server
- e diverse sedi periferiche.
Tutti i dipartimenti, e le sedi decentrate hanno a che fare con la documen-
tazione in ingresso ed in uscita, ed un sistema che permette la condivisione
sicura di documenti.
Anche in rispondenza alle normative sulla pubblica amministrazione e` sta-
to necessario attuare un sistema di protocollazione documentale, il processo
che permette di identificare in modo inequivocabile un documento.
Nell’Agenzia il processo di procollazione - fatto sia per documenti in in-
gresso che in uscita - deve esplicare determinati TAGS 5 che permettano una
corretta classificazione del documento; e deve essere possibile anche per do-
cumenti in formato carteceo tradizionale. E’ necessario inoltre l’adeguamen-
to alle nuove tecnologie informatiche, quali ad esempio la posta elettronica
certificata e la firma digitale, tecnologie anch’esse definite da determinate
normative.
1.3 Descrizione della Situazione Attuale
L’Agenzia Laore Sardegna non ha ancora introdotto la firma digitale per
la sottoscrizione dei documenti amministrativi e ancora non utilizza, come
mezzo di trasmissione d’informazioni o di documenti, la posta elettronica cer-
tificata; inoltre non risponde alle normative riguardanti l’utilizzo di tecnologie
informatiche e dei supporti digitali per finalita` di conservazione.
stesso.
4Linee guida alla realizzazione dei sistemi di protocollo informatico e gestione dei flussi
documentali nelle pubbliche amministrazioni.
5Un tag e` una parola chiave o un termine associato a un’informazione (un’immagine,
una mappa geografica, un post, un video clip ...), che descrive l’oggetto rendendo possibile
la classificazione e la ricerca di informazioni basata su parole chiave.
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Figura 1.1: Organigramma dell’Agenzia.
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Attualmente gli attori coinvolti nei processi che trattano la documenta-
zione sono:
• Unita` Organizzativa Responsabile (UOR): unita` nella quale i dipenden-
ti assumono la responsabilita` nella trattazione di affari o procedimenti
amministrativi.
• Area Organizzativa Omogenea (AOO): insieme definito di unita` or-
ganizzative, che usufruiscono, in modo omogeneo e coordinato, di co-
muni servizi per la gestione dei flussi documentali. L’Agenzia Laore
costituisce un’unica AOO.
• Responsabile del procedimento amministrativo (RPA): persona fisica
dell’AOO incaricata dal dirigente della UOR competente della tratta-
zione di un affare o di un procedimento amministrativo.
Questi interagiscono sostanzialmente con due registri:
• Il registro di protocollo che memorizza il profilo di tutti i documenti
protocollati dell’ente;
• Il registro delle e-segreteri@ che memorizza tutti i flussi documentali
relativi alla singola unita` dirigenziale, in entrata e uscita, protocollati
e non.
Le segreterie dei singoli servizi svolgono la funzione di certificazione del-
l’arrivo o dell’uscita di un documento dalla propria UOR.
Di seguito sono descritti i flussi individuati:
Figura 1.2: Legenda per i Diagrammi successivi.
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Flusso del Documento in Arrivo
Il documento in arrivo dall’esterno prevede la possibilita` di essere pro-
tocollato o meno, azione effettuata dal protocollo generale. A non essere
protocollati saranno documenti meramente informativi, copie degli atti smi-
stati per conoscenza ad altre UOR o RP. La documentazione da protocollare
invece viene registrata e smistata alla UOR. Qualora l’UOR individuata dal
protocollo generale ritenga che il documento assegnatole non sia di propria
competenza, lo restituisce al protocollo generale che provvede ad un nuovo
smistamento. Il responsabile della UOR, a sua volta, assegna il documento
al RPA.
La segreteria dell’UOR registra sull’applicativo di e-segreteria l’arrivo del
documento all’interno del servizio provvedendo ad inserire i dati di profilo
del documento. Alcuni servizidotati di scanner acquisiscono l’immagine del
documento in formato PDF la associano alla registrazione di protocollo del
servizio. Il RPA provvede, quindi, alla sua gestione.
Flusso del Documento in Partenza
Le fasi possono essere sintetizzate nel modo seguente:
• formazione documento
• registrazione e segnatura del documento al protocollo generale
• spedizione
• protocollazione minuta da parte della segreteria di servizio
• fascicolazione
I documenti da spedire su supporto cartaceo sono prodotti in due esem-
plari (originale e minuta) e sono trasmessi all’ufficio protocollo completi della
firma autografa del dirigente. L’ufficio protocollo registra il documento, ap-
ponendo il timbro di segnatura su entrambi gli esemplari, minuta e originale.
Quest’ultimo e` trasmesso al destinatario, mentre la minuta e` fatta recapitare
al RPA, all’interno di una cartellina nominativa intestata a ciascuna UOR,
che provvede ad inserirla nel fascicolo relativo al procedimento o all’affare
in corso di trattazione. La segreteria dell’UOR registra sull’applicativo di
e-segreteria la partenza del documento all’interno del servizio inserendo i da-
ti di profilo del documento. Alcuni servizi dotati di scanner acquisiscono
l’immagine del documento in formato PDF che e` cos`ı allegato al profilo del
documento nel registro e-segreteria.
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Figura 1.3: Flusso del Documento in Arrivo
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Figura 1.4: Flusso del Documento in Partenza
9
Flusso Documentale tra Due Uffici
Il documento tra uffici (o interno) e` quello che una UOR invia ad un’altra
UOR dell’Agenzia Laore; il flusso prevede le seguenti fasi:
• formazione documento;
• registrazione e segnatura del documento al protocollo generale;
• spedizione;
• protocollazione minuta da parte della segreteria di servizio UOR 1;
• fascicolazione minuta UOR 1;
• registrazione dell’originale da parte della UOR 2;
• fascicolazione originale da parte della UOR 2;
• i documenti da non protocollare sono trasmessi direttamente all’UOR2;
• l’UOR 1 registra e fascicola la minuta;
• l’UOR 2 registra l’originale.
1.4 Analisi e diagnosi della situazione attuale
L’attuale sistema di gestione documentale dell’Agenzia non e` conforme
alle normative in materia in quanto presenta le seguenti criticita`:
1.4.1 Criticita` dell’applicativo di protocollo
Non e` interoperabile
L’Interoperabilita` rappresenta la possibilita` per l’Agenzia di ricevere e di
trattare automaticamente le informazioni trasmesse da un’Amministrazione
mittente. Il sistema pertanto non consente:
• Generare automaticamente i formati di scambio XML;
• Archiviare automaticamente i messaggi generati nell’ambito dello scam-
bio di documenti con Interoperabilita` (Avvenuta Ricezione, Annulla-
mento, etc.);
• Apporre e verificare automaticamente la firma digitale sui documenti;
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Figura 1.5: Flusso del Documento Interno
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• Gestire l’Indice Nazionale delle Pubbliche Amministrazioni (IPA);
• Gestire le Ricevute di Invio e di Avvenuta Consegna della PEC.
Non ha al suo interno alcun modulo di scansione integrato
Per la scansione dei documenti e` necessario utilizzare software esterni
al sistema. L’applicativo non e` integrato con i driver software che pilotano
gli scanner. Una tale integrazione permetterebbe di utilizzare i principali
scanner di mercato. Attualmente invece occorre utilizzare software ester-
ni. Inoltre l’applicativo di protocollo generale non prevede la possibilita` di
allegare ai dati di profilo l’immagine digitalizzata del documento.
Registrazione plurima del singolo documento
I registri nei quali ciascuna unita` organizzativa dirigenziale registra i pro-
pri documenti protocollati si configurano come “protocolli di settore” Nel
caso di un documento gia` protocollato questo viene, infatti, nuovamente re-
gistrato e inseriti i metadati del documento duplicando in questo modo i dati
gia` inseriti dal protocollo generale. La normativa prevede espressamente l’e-
liminazione dei protocolli di settore e di reparto, dei protocolli multipli, dei
protocolli di telefax, e, piu` in generale, dei protocolli diversi dal protocollo
informatico. Se analizziamo attentamente il flusso del documento interno
possiamo notare che il documento interno alla fine del suo iter subisce, nella
migliore delle ipotesi, tre registrazioni:
1. Protocollo generale;
2. Protocollo segreteria del servizio che ha redatto il documento;
3. Protocollo segreteria del servizio che riceve il documento.
Alcune volte queste registrazioni sono trasferite anche sul documento
cartaceo limitando gravemente l’efficienza della gestione documentale.
Non esiste una normalizzazione del Data Entry
Non esiste un’anagrafica unica normalizzata per l’intero ente cui far rife-
rimento ne´ una sorta di authority file a cui far riferimento. Non sono stati
stabiliti dei criteri per l’inserimento per l’anagrafica dei corrispondenti (mit-
tente e destinatario), e per la descrizione dell’oggetto. Molto spesso, infatti, si
dimentica di fissare queste regole e poi ci si trova con una banca dati anagra-
fica dei mittenti e dei destinatari piena di errori, ridondanza e duplicazioni.
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Tutto questo riduce le potenzialita` di ricerca e di recupero dei documenti e
quindi l’affidabilita` del sistema.
1.4.2 Criticita` dell’organizzazione
Non esiste nell’Agenzia un’organizzazione logica e sistematica della
documentazione in ambiente digitale
L’agenzia non ha al suo interno un’unica repository centralizzata del-
la documentazione un deposito informativo di tutti i documenti (document
warehouse) ufficiali o meglio dei documenti classificati e non solo di quelli
protocollati. L’agenzia non effettua la classificazione e la fascicolazione del-
la sua documentazione in ambiente digitale. Pur registrando all’interno dei
propri registri il profilo del documento e in alcuni casi il documento stesso,
queste operazioni non sono sufficienti per realizzare un archivio digitale o
digitalizzato.
La conservazione di una banca dati contenente una sequenza di documen-
ti registrati in ordine cronologico e diversi per tipologia e oggetto, come il
protocollo generale e i registri e-segretri@, non riveste alcuna utilita` pratica
nel tempo. Un archivio, infatti, non si basa su dati e informazioni ricavabili
dai singoli documenti, ma sulle interrelazioni tra ciascun documento e l’affare
o il procedimento a cui si riferisce, e tra quest’ultimi con l’archivio, inteso
come complesso organico di documenti all’interno del quale quei documenti
devono essere conservati.
Non possiede una infrastruttura di firma digitale e l’applicativo di
protocollo non e` integrato funzionalmente con tale sistema
Una delle funzionalita` principale del protocollo in ambiente digitale e`
quella della verifica e controllo della firma digitale e dell’integrita` del docu-
mento firmato sia in arrivo che in partenza. Tale funzionalita` e` assicurata
da un modulo di firma digitale integrato funzionalmente con il protocollo ma
non presente nell’attuale sistema. Tale funzionalita` e` estremamente impor-
tante nel processo di dematerializzazione che si vuole portare avanti e che
permettera` una gestione documentale piu` efficace, economica ed efficiente.
Allo stato attuale nell’Agenzia nessun documento nasce in ambiente di-
gitale in quanto tutti i documenti prodotti sono formati con un Personal
computer, il documento viene stampato su carta, lo sottoscrivono in modo
autografo, effettuano una scansione e lo trasmettono. Tre passaggi su quattro
sono del tutto inutili sotto il profilo dell’efficacia giuridico-probatoria rispetto
ad un documento che nasce digitale. Tale proceduta appesantisce la gestione
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della documentazione e nel lungo periodo sara` ingestibile, perche´ non elimi-
na l’originale cartaceo che dovra`, comunque, essere conservato in quanto la
semplice scansione produce una copia immagine del documento senza alcuna
rilevanza giuridica.
1.5 Identificazione dei Vincoli
I vincoli di progetto piu’ stringenti sono senz’altro i vincoli posti dalle nor-
mative vigenti che riguardano la pubblica amministrazione e il trattamento
dei dati:
• Uso delle tecnologie digitali nella PA6;
• Partecipazione attiva del cittadino;
• Accessibilita`;
• Privacy;
• Qualita` dei servizi;
• Comunicazione pubblica;
• Interoperabilita`, cooperazione applicativa e sicurezza;
• Dematerializzazione.
Per una trattazione piu` profonda si rimanda ai seguenti documenti:
• Modello operativo per la progettazione dei siti web nelle PA7
• Linee guida di progettazione e sviluppo per i siti delle PA8
Non si puo` invece parlare di veri e proprio vincoli di natura temporale,
piuttosto dell’urgenza di effettuare il cambiamento nel minor tempo possibile.
Inoltre viste le particolarita` organizzative proprie della pubblica amministra-
zione non si puo` determinare a priori un preciso vincolo economico, fintanto
che il rapporto costi/benefici non presenti evidenti ineffcienze.
6Acronimo di Pubblica Amministrazione
7http : //archivio.cnipa.gov.it/html/docs/SPC −ModelloOperativov1.0.pdf
8http : //archivio.cnipa.gov.it/html/docs/SPC − LineeGuidav1.0.pdf
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1.6 Obiettivi di Massima del Progetto
L’obiettivo del progetto e` quello di realizzare un sistema che permetta:
Gestione-Contenuti ↔ Gestione Documentale ↔ Business Intelligence
che sia funzionale alle esigenze dell’Agenzia Laore e in linea con le diret-
tive tecniche emanate dal DigitPA. A tal riguardo il nuovo sistema dovra`
rispondere alle direttive suddette tramite anche strumenti di controllo co-
me checklist e metriche qualitative ed essere continuamente monitorato. Si
prospetta l’adeguamento funzionale al modello di riferimento GEDOC2:
Figura 1.6: Livelli Previsti dal GEDOC2
In particolare ai primi 3 livelli:
1. Il nucleo minimo si riferisce alla gestione informatica dei documenti in
modalita` base. Esso e` caratterizzato dalle seguenti attivita`:
• registrazione in un archivio informatico delle informazioni riguar-
danti un documento (numero, data, mittente/destinatario, ogget-
to, ecc.);
• segnatura sul documento delle informazioni riguardanti il docu-
mento stesso (numero, data, AOO);
• assegnazione senza automazione del flusso documentale.
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2. La gestione documentale consiste nella gestione informatica dei docu-
menti in modalita` avanzata. Essa mira alla dematerializzazione dei
documenti cartacei e quindi ad una loro disponibilita` con dei surrogati
digitali. Prevede attivita` del tipo:
• registrazione di protocollo con trattamento delle immagini (scan-
sione dei documenti cartacei);
• assegnazione per via telematica;
• gestione avanzata della classificazione, con l’utilizzo di un vocabo-
lario controllato;
• realizzazione di un’unico repository centralizzata della documen-
tazione un ”deposito” informativo di tutti i documenti (document
warehouse);
• collegamento dei documenti alla gestione dei procedimenti;
• sviluppo delle attivita` di fascicolazione e di ricerca.
3. Il workflow documentale si riferisce alla razionalizzazione ed automa-
zione esclusivamente del ciclo di vita del documento. Esso prevede:
• informatizzazione dei processi relativi ai flussi documentali in en-
trata;
• informatizzazione dei processi relativi ai flussi documentali in usci-
ta;
• informatizzazione dei processi relativi ai flussi documentali interni.
Si attende quindi innovazione tecnologica relativa all’acquisto di un si-
stema di gestione informatica dei documenti (ERMS), PEC e firma digita-
le che consenta la produzione, gestione e archiviazione di documenti infor-
matici e analogici permettendo cosi di organizzare e valorizzare il patrimo-
nio di informazioni non strutturate, trasformandole in conoscenza condivisa.
Come specificato nel precedente capitolo l’urgenza dell’innovazione costrin-
ge a restringere i tempi, tuttavia non e` previsto un termine di scadenza
particolare.
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Capitolo 2
Protocollo Informatico e
Sistema Documentale:
Progetto di Massima della
Soluzione
2.1 Processi Aziendali Oggetto di Intervento
e Loro Reingegnerizzazione
In questo capitolo verra` fornita una soluzione di massima al problema
della gestione documentale e di protocollo interna a tutta l’Agenzia. La
scelta del software da utilizzare e` invece gia` stata presa precedentemente a
questo studio.
L’intervento organizzativo interessera` i seguenti macro-processi aziendali:
• flusso del documento in entrata,
• flusso del documento in uscita,
• flusso documentale interno e gestione documentale,
• standardizzazione e strutturazione delle tipologie di documenti,
• definizione banca dati dei procedimenti amministrativi;
e si articola pertanto nei seguenti punti, in ognuno dei quali viene riassunta
la necessaria riorganizzazione di processo:
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Adozione di un sistema di protocollo decentrato in partenza
Attualmente il sistema di protocollo dell’Agenzia prevede l’accentramento
delle registrazioni di protocollo sia del documento in arrivo che in quello di
partenza. L’innovazione prevede che ciascun Responsabile del Procedimento
possa protocollare, classificare e fascicolare il documento in partenza. Il
protocollo generale provvedera` a protocollare esclusivamente i documenti in
arrivo, mentre la loro classificazione e fascicolazione viene curata in ogni caso
dal responsabile del procedimento o dal gestore documentale della singola
UOR.
Definizione di una Politica per la Gestione Documentale
L’Agenzia dovra` definire e documentare una politica per la gestione dei
documenti con l’obiettivo di produrre e gestire documenti autentici, affida-
bili e utilizzabili, di supporto all’attivita` fintanto essi siano necessari. Tale
politica dovra` essere definita e approvata dal direttore generale dell’Agenzia
e adottata ufficialmente da tutta l’Agenzia. A tal fine dovrebbe essere de-
signato un responsabile della conformita`. Il responsabile del servizio per la
gestione del protocollo, dei flussi documentali e degli archivi e` responsabile
di tutti gli aspetti della gestione documentale, incluso il progetto, la realizza-
zione e il mantenimento del sistema documentale e delle sue procedure, non
che` della formazione degli utenti in relazione alle loro specifiche attivita`.
Le responsabilita` e le competenze relative alla gestione dei documenti
saranno definite, assegnate e comunicate formalmente a tutta l’Agenzia in
modo che, ove si presenti l’esigenza di produrre e di acquisire documenti, sia
chiaramente identificato il responsabile dell’azione da intraprendere.
Nell’ambito di ciascuna struttura (UOR) sono definite le seguenti respon-
sabilita`:
• I Responsabili delle UOR (dirigenti) saranno responsabili del-
l’applicazione delle politiche per la gestione dei documenti;
• Il Gestore Documentale (GD) e` incaricato dal dirigente della sin-
gola UOR dell’organizzazione sia fisica (cartacea) che logica (informa-
tica) dell’archivio corrente decentrato della UOR. E` responsabile della
protocollazione e fascicolazione dei documenti in partenza del proprio
servizio, nonche´ della fascicolazione del documento in arrivo. E` respon-
sabile della modalita` di formazione e di custodia dei fascicoli e delle
serie fino alla loro consegna nell’archivio di deposito. Essi concordano
periodicamente con il responsabile dell’archivio generale la consegna
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nell’archivio di deposito dei fascicoli cessati o altre operazioni di svec-
chiamento dell’archivio corrente, sia quello cartaceo che digitale, ovvero
dei possibili fascicoli ibridi, contenenti cioe` sia documenti digitali na-
tivi che cartacei). Tale responsabilita` all’interno dei vari servizi potra`
essere demandata al personale delle attuali segreterie, con l’opportuna
formazione in materia. Il GD e` inoltre abilitato alla visualizzazione e
alla gestione (informatica) di tutti i documenti pervenuti (e non ancora
presi in carico) e prodotti dalla UOR; la sua responsabilita` e` limitata
alla gestione dei record come entita` piuttosto che nel loro contenuto o
contesto di riferimento ed include la competenza a monitorare e gestire
gli utenti di una specifica area del titolario di classificazione; pertan-
to dovra` avere diritti di amministratore su uno specifico sottoinsieme
dello schema di classificazione. E` abilitato inoltre alla gestione ed alla
consultazione del Protocollo Particolare.
• Responsabile del Procedimento Amministrativo (RPA) , ti-
picamente, chi prende in carico esplicitamente un documento che gli e`
stato assegnato come destinatario, oppure smistato, dalla propria UOR,
e` responsabile delle attivita` di consegna e della gestione dei documenti
che devono essere prodotti in relazione alle attivita` di sua competenza
(formazione e acquisizione del documento) e di come essi siano collegati
e gestiti in modo permanente (classificazione e fascicolazione), nonche´
di quali informazioni vi debbano essere contenute (produzione di me-
tadati informativi utili ai fini di una corretta gestione del processo).
A tal fine e` responsabile della predisposizione di appositi modelli di
documenti strutturati che auto-documentino tali informazioni.
Eliminazione dei protocolli multipli delle e-segreteri@
Parallelamente alla introduzione del nuovo sistema informatico di record
management andranno eliminati i protocolli multipli delle e-segreteri@, e,
piu` in generale, tutti i protocolli diversi dal sistema di protocollo informatico
previsto dalla normativa vigente. Il sistema, conforme alla normativa italia-
na in materia di documentazione amministrativa, sara` acquisito dall’Agenzia
mediante la selezione di applicativi dal Mercato Elettronico della Pubbli-
ca Amministrazione (MEPA). Senza variare l’operativita` attuale, quindi, le
funzionalita` delle attuali e-segreteri@ verra` sostituito dalla cos`ı detta “scri-
vania virtuale” del nuovo applicativo di protocollo informatico. Il sistema
di protocollo informatico da acquisire, infatti, consentira` la gestione dei pro-
cessi e sara` strutturato in “scrivanie virtuali” che riflettono l’organigramma
dell’Agenzia. Il software consentira` di pilotare uno scambio di documenti
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informatici tra le scrivanie in modo da creare un flusso informativo. Ciascun
operatore, che ha competenza su un determinato atto o procedimento, parte-
cipa al processo in modo attivo, in funzione del profilo di utenza, dalla propria
scrivania virtuale. Le informazioni saranno disponibili nel pieno rispetto dei
vincoli di riservatezza e di sicurezza sia a livello centrale che periferico.
Revisione dei flussi documentali
Con l’introduzione del nuovo modello di gestione documentale, i flussi do-
cumentali in arrivo, partenza e interni verrebbero modificati con le modalita`
indicate nei paragrafi successivi. Il modello prevede anche che la protocol-
lazione del documento in partenza sia eseguita a cura del Responsabile del
Procedimento. Il protocollo generale provvedera` a protocollare esclusivamen-
te i documenti in arrivo, mentre la loro classificazione e fascicolazione verra`
curata, in ogni caso dal responsabile del procedimento. Il nuovo modello e
i nuovi flussi consentiranno di disporre di un’ unico repository documentale
digitalizzato per l’intera Agenzia, modificando l’attuale sistema dei registri di
protocollo, che memorizzano esclusivamente profili di documenti senza alcun
collegamento al contenuto degli stessi, e senza alcun vincolo archivistico con
gli altri della stessa serie, affare o procedimento.
Normalizzazione del data entry
Nel protocollo informatico ci sono campi che richiedono la massima cura
nella loro strutturazione, in particolare l’oggetto, l’indirizzo (mittente per la
posta in arrivo e interna e destinatario per la posta in partenza) etc. Pertanto,
saranno elaborati e applicati criteri standard per la creazione dell’anagrafica.
Sono, infatti, a tutti ben evidenti i disagi e gli errori causati da un inserimento
alluvionale e non coordinato di nomi e indirizzi in una banca dati. Gli effetti
piu` evidenti di una mancata normalizzazione sono da un lato, la proliferazione
di doppioni dall’altro, l’esito incerto – e per certi versi fuorviante – della
ricerca basata sulla presunta correttezza dell’anagrafica stessa.
Standardizzazione e strutturazione delle tipologie di documenti
Un documento consente la massima liberta` in riferimento alla scelta degli
elementi che individuano l’unita` documentaria, tuttavia una organizzazione
del sistema documentario realmente innovativa ed efficace richiede interven-
ti che mirino ad uniformare tali oggetti, limitando tale liberta`: dovranno
essere individuate le tipologie di documento che individuano una classe di
documenti definendone la struttura degli elementi di cui sono composti. La
formazione di un documento, pertanto, nel sistema di gestione informatico
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dei documenti dell’Agenzia avverra`, di default, non escludendo, pertanto, al-
tre modalita`, mediante l’adozione di template predefiniti (modelli), uno per
ciascuna tipologia documentaria identificata dall’Agenzia (lettera, determi-
nazione, circolare, ordine di servizio). La soluzione prevede che l’utente com-
pili i metadati del documento usando un’apposita maschera con i campi al cui
interno inserire i relativi metadati specifici, oggetto, destinatario, etc. . . ; ed
inserendo il testo libero recante il contenuto del documento all’interno di un
documento vuoto dell’applicativo office. Il sistema con la funzione “merge”
(unione) consentira` di unire i metadati con il testo libero recante il contenuto
del documento, costituendo cosi il documento finale. I metadati inseriti negli
appositi campi saranno acquisti in automatico dal sistema di protocollo che
inserira` la sola registrazione di protocollo. L’obiettivo di questa architettura
e` una gestione di oggetti uniformi, al fine di migliorare i processi di ricerca e
recupero:
Definizione Banca dati dei procedimenti amministrativi e/o pro-
cessi
L’Amministrazione costituisce una banca dati dei procedimenti ammini-
strativi registrando, per ciascuno di essi, al minimo, le seguenti informazioni:
• la denominazione;
• l’ufficio utente di competenza;
• il Responsabile del procedimento e/o processo;
• il tempo massimo di esecuzione;
• la sequenza delle fasi operative e dei sub procedimenti/processi che ne
compongono l’iter, unitamente ai tempi massimi di esecuzione stimati
per ciascuno step.
Gli uffici abilitati provvedono a dare avvio ai relativi procedimenti am-
ministrativi e/o processi selezionandoli dalla banca dati appositamente co-
stituita dall’Agenzia. In questo modo, il sistema di gestione informatica dei
documenti, che e` collegato alla banca dati, fissera` automaticamente per ogni
procedimento i seguenti dati:
• il Responsabile del Procedimento;
• il termine di scadenza;
• l’iter procedimentale.
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Inizialmente verranno mappati e presi in considerazione esclusivamente i
procedimenti e/o processi piu` evidenti e importanti.
Funzionalita` di Protocollo
Il sistema di lavoro e le funzionalita` delle e-segreteri@ verranno mante-
nuti. Il progetto, pertanto, non trascurera` le abitudini consolidate nonche´ le
modalita` operative che nel tempo si sono rilevate efficaci nel raggiungimento
di alcuni scopi. Le funzionalita` comunicative preesistenti del sistema delle
e-segreteri@ non dovranno cambiare nella sostanza. Infatti il sistema scelto
e` strutturato in “scrivanie virtuali” o “cruscotti”, per alcuni versi analoghi al
sistema attuale, che riflettono l’organigramma dell’Agenzia. Il nuovo software
consentira` di pilotare uno scambio di documenti informatici tra le scrivanie in
modo da creare un flusso informativo. Ciascun operatore, che ha competen-
za su un determinato atto o procedimento, partecipera` al processo in modo
attivo, in funzione del profilo di utenza, dalla propria scrivania virtuale. La
modalita` organizzativa delle e-segreteri@ non viene pertanto sostituita, viene
semplicemente sostituito l’applicativo di protocollo all’interno della quale e`
integrato il modello delle e-segreteri@ chiamate scrivanie virtuali. Pertanto il
documento protocollato sara` smistato alla scrivania del dirigente (che potra`
essere gestita dalla segreteria) che provvedera` ad assegnare i documenti ai
vari responsabili di settore che a loro volta effettueranno una sotto assegna-
zione ai propri uffici e dipendenti del settore per la gestione delle pratiche.
Ciascuna operazione eseguita su un documento viene registrata nel log ad
esso associato e viene corredata con l’indicazione dell’utente, la data e l’ora.
Tra le operazioni, oltre all’inserimento, alla modifica ed alla fascicolazione,
verranno registrati tutti passaggi che i documenti compiono da un ufficio ad
un altro o da un utente ad un ufficio o a un gruppo. La presa visione da
parte di un utente che riceve un documento viene anch’essa registrata allo
scopo di verificare successivamente l’effettivo recapito. La registrazione del-
la storia del documento riporta e documenta, dunque, il processo effettuato
all’interno dell’organizzazione con la relativa tempistica. Una particolare fun-
zione visualizza il tempo di permanenza di un documenti in ciascun ufficio
nel quale e` transita. Il sistema permettera` di apporre annotazioni testua-
li associate al profilo di un documento. Queste annotazioni, corredate di
autore, data ed ora, non sono eliminabili, possono solo essere incrementate
da uno stesso utente o da utenti differenti. Questa possibilita` rappresenta
una semplice ma efficace forma di cooperazione tra gli utenti del sistema che
possono utilizzare quest’area per registrare informazioni sul processo o per
richiedere attivita` sul documento ad altri utenti. Al fine di favorire l’utilizzo
di questo strumento, il nuovo sistema di protocollo informatico permettera`
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di inserire annotazioni direttamente nella fase di spedizione del documento.
Le annotazioni sono, inoltre, incluse nelle ricerche dei documenti. Il sistema
sara` quindi in grado di ricercare documenti che contengano una o piu` parole
presenti nelle annotazioni.
Nuovo flusso del documento in ARRIVO (documento cartaceo)
Per quanto riguarda il documento in arrivo si prevede che l’ufficio di
protocollo generale provveda:
• alla registrazione e segnatura di protocollo;
• all’acquisizione in formato immagine e testo del documento;
• all’assegnazione del documento al dirigente della UOR che provvedera`
a sua volta ad assegnarlo al RPA che lo classifica, lo fascicola e gestisce
la pratica.
I documenti ricevuti dall’Agenzia su supporto cartaceo, anche se acquisiti
in formato immagine con l’ausilio di scanner, al termine delle operazioni di
registrazione e segnatura di protocollo ed assegnazione, sono fatti pervenire in
originale alla UOR di competenza. L’UOR di competenza, al momento della
ricezione dei documenti cartacei, con una funzione del sistema informatico,
esegue l’operazione di “presa in carico” che determina la data d’ingresso dei
documenti nelle strutture incaricate della loro trattazione. Il sistema infor-
matico tiene traccia anche delle eventuali sottoassegnazioni. Il tracciamento
della posizione e della movimentazione dei documenti deve essere sempre
documentata per assicurare che ciascuna unita` documentaria possa essere
sempre localizzata quando occorre. Il meccanismo di tracciamento deve re-
gistrare l’identificativo dell’unita`, la persona o la struttura che la detiene,
come pure la data e l’ora della movimentazione. Il sistema deve tracciare il
rilascio, il passaggio da una persona ad un’altra e il rientro dei documenti
nella loro originaria posizione fisica o logica, cos`ı pure la loro eliminazione o il
trasferimento ad ogni altra struttura o organizzazione autorizzata a riceverli,
inclusa l’autorita` archivistica competente a gestire la conservazione digitale
permanente.
Nuovo flusso del documento in ARRIVO (documento informatico)
I documenti informatici ufficiali (cioe` i documenti trattati dal sistema di
protocollo informatico) di una PA devono soddisfare le seguenti caratteristi-
che:
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Figura 2.1: Nuovo Flusso del Documento in Arrivo Cartaceo
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• identificabilita` del soggetto che ha formato il documento;
• certificabilita` dei documenti informatici tramite firma digitale (quando
prescritto);
• idoneita` dei documenti ad essere gestiti con strumenti informatici e ad
essere registrati da;
• protocollabilita` informatica;
• accessibilita` e leggibilita` dei documenti elettronici tramite sistemi au-
tomatizzati;
• condivisibilita` dei documenti;
Un documento informatico in arrivo viene preso in carico dalla UOP
(Unita` Organizzativa responsabile di Protocollo), la quale deve effettuare le
seguenti operazioni:
• verifica consistenza nominativo;
• verifica dell’autenticita` della provenienza e dell’integrita`;
• verifica della firma digitale;
• protocollazione;
• smistamento.
Verifica della consistenza del nominativo: una volta in possesso del
documento informatico, la UOP verifica la consistenza del nominativo del
destinatario. Per consistenza del nominativo si intende l’esistenza all’interno
dell’Agenzia Laore della persona fisica o dell’organizzazione interna (ufficio o
altro) all’Ente stesso. Nel caso in cui il destinatario non esista all’interno della
AOO, la UOP respinge la e-mail emettendo una segnalazione al mittente, via
posta elettronica, di errato inoltro, e, dove possibile, indicando a quest’ultimo
l’indirizzo di posta elettronica corretto al quale rispedire la e-mail.
Verifica dell’autenticita` della provenienza e dell’integrita`: nel ca-
so il messaggio sia stato spedito da una casella di posta elettronica certificata
(PEC) la verifica dell’autenticita` della provenienza (ovvero che il messaggio
sia stato veramente inviato dal sottoscrittore, ovvero dalla casella di posta
elettronica certificata) e dell’integrita` (verifica che il messaggio ricevuto sia
identico a quello inviato e che non sia stato manomesso durante la trasmis-
sione) e` sempre garantita dal servizio di posta elettronica certificata e questa
25
fase e` trasparente all’UOP. Per quanto riguarda la verifica dell’autenticita`
della provenienza si avra` un’indicazione dell’anomalia da parte del server
della PEC. Nel caso il documento sia spedito da una casella di posta elettro-
nica convenzionale non e` possibile effettuare la verifica dell’autenticita` della
provenienza e dell’integrita`. Per quanto riguarda la verifica dell’integrita`
non si puo` garantire che il messaggio ricevuto sia identico a quello inviato e
che, quindi, non sia stato manomesso durante la trasmissione (ad esempio,
se il messaggio originale conteneva 5 documenti firmati ma alla ricezione ne
sono presenti solo 3, non si ha notizia della presenza dei 2 documenti non
pervenuti).
Verifica della sottoscrizione digitale: i documenti ricevuti possono
essere corredati di firma digitale oppure no. Nel caso in cui il documento
ricevuto sia firmato, occorre:
• verificare la firma digitale;
• inserire tra i metadati del documento l’indicazione che il documento e`
firmato (metadato di identita` firma elettronica digitale);
• inserire e i dati associati alla firma digitale.
Un documento P7M 1 o PDF/A prima di essere inserito all’interno del
repository documentale dell’Agenzia deve essere sottoposto alla verifica della
firma digitale, la quale deve fornire all’utente un feedback tramite rapporto
di verifica. La verifica della firma digitale avviene secondo i seguenti passi:
1. Verifica conformita` e integrita` della busta crittografica P7M (PKCS7)
2. Sbustamento della busta crittografica P7M (PKCS7)
3. Verifica della consistenza della firma
4. Verifica della validita` del certificato di firma
5. Verifica dell’Ente certificatore (CA – Certification Authotity)
6. Verifica della lista di revoca del certificato (CRL – Certificate Revoca-
tion List)
Protocollazione: l’ufficio di protocollo generale provvede:
• alla registrazione e segnatura di protocollo;
1documento firmato elettronicamente
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• all’assegnazione del documento al dirigente della UOR che provvedera`
a sua volta ad assegnarlo al RPA che lo classifica, lo fascicola e gestisce
la pratica.
Smistamento: l’UOR di competenza, al momento della ricezione dei
documenti informatici, con una funzione del sistema informatico, esegue l’o-
perazione di “presa in carico” che determina la data d’ingresso dei documenti
nelle strutture incaricate della loro trattazione. Il sistema informatico tiene
traccia anche delle eventuali sottoassegnazioni. Il tracciamento della posizio-
ne e della movimentazione dei documenti deve essere sempre documentata per
assicurare che ciascuna unita` documentaria possa essere sempre localizzata
quando occorre. Il meccanismo di tracciamento deve registrare l’identifica-
tivo dell’unita`, la persona o la struttura che la detiene, come pure la data e
l’ora della movimentazione.
Nuovo flusso in uscita del documento informatico
In questo paragrafo e` illustrato il flusso di lavorazione dei documenti
informatici in uscita dall’Agenzia.
1. Creazione del documento: la prima fase del flusso di lavorazione
di un documento in uscita e` la creazione del documento stesso, in cui
e` creata la versione iniziale. Il software utilizzato e` rappresentato dal
sistema di elaborazione dei testi adottato dall’Ente.
2. Classificazione: successivamente alla creazione, chi ha creato il do-
cumento ha la responsabilita` di inserirlo in una struttura aggregativa
presente in una cartella, che riproduce la voce di titolario dell’archivio
corrente, che e` invece gestito dal modulo di Record management.
3. Smistamento per firma digitale: il mittente deve:
• trasformare il documento originario in un formato per la conser-
vazione a norma DigitPA (Es. formato PDF ) solo se questo e` in
un formato diverso da “modificabile”;
• scegliere lo “smistamento per firma digitale”;
• allegare il documento da smistare (un solo documento);
• inserire il destinatario dello smistamento (un solo destinatario).
Il destinatario deve:
• visualizzare il contenuto del documento firmare digitalmente il
documento.
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Figura 2.2: Nuovo Flusso del Documento in Uscita
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4. Smistamento per protocollazione: una volta che il documento e`
nella versione definitiva ed eventualmente firmato digitalmente deve
essere smistato alla UOP e protocollato prima di essere spedito. L’ope-
razione di protocollazione avviene con il sistema decentrato (piu` centri
di protocollazione in uscita per la AOO). Prima di effettuare la proto-
collazione, la UOP deve verificare la conformita` in termini di mittente,
destinatario, sottoscrizione digitale, presenza di allegati e di tutte le
informazioni necessarie al protocollista. Un documento conforme viene
protocollato per essere trasmesso al destinatario. Il sistema decentraliz-
zato dell’Agenzia Laore prevede che tutte le operazioni sopra descritte
siano delegate al mittente, che e` interno o puo` essere anche un uten-
te abilitato alla Protocollazione in uscita. L’utente protocollatore del
servizio di protocollo (o un utente appartenente al gruppo di addetti
alla Protocollazione – per ogni servizio in Agenzia dovra` essere indivi-
duato un utente o gruppo di utenti) accede all’applicativo protocollo,
si autentica, quindi tramite una funzione dell’applicativo verifica l’e-
sistenza di documenti da protocollare e/o da fascicolare che siano gia`
stati inseriti nel sistema di gestione documentale.
5. Trasmissione del documento:Il documento elettronico, corredato
di segnatura di protocollo, e` trasmesso al destinatario (che puo` essere
un’altra AOO dello stesso Ente o un’entita` esterna all’Ente) avvalendosi
dei seguenti sistemi:
• PEC;
• Mediante posta elettronica tradizionale;
• Mediante posta tradizionale conformizzando il documento all’ori-
ginale informatico
• Mediante posta online (Servizio di poste italiane integrato con
l’applicativo di protocollo)
2.1.1 Nuovo flusso del documento interno
I documenti interni, cioe` quelli scambiati tra uffici della stessa Agenzia
Laore, SUT 2 compresi, saranno formati, trasmessi, gestiti e archiviati esclu-
sivamente nel formato digitale, pertanto il flusso sara` elettronico. Ciascun
documento da protocollare o semplicemente da fascicolare avra` un unico
identificatore persistente associato ad esso che lo distinguera` univocamente.
Il semplice tracciamento del flusso documentale, costituito dalla sequenza
2Sportello Unico Territoriale
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di successive protocollazioni tra servizi sara` sostituito con un sistema inte-
grato piu` evoluto e funzionale alle esigenze dell’Agenzia quale il workflow
documentale nel quale e` il sistema informatico che in automatico traccia il
passaggio del documento all’interno dei vari servizi e la loro eventuale “presa
in carico” senza alcun intervento da parte degli operatori, mantenendone la
documentazione di tali passaggi nel modulo di audit log, che e` immodifica-
bile. L’ipotesi di flusso documentale interno a seguito dell’implementazione
del workflow informatico e` descritto nella figura seguente: Tale sistema, oltre
che per i macroprocessi primari (documento formali in entrata e uscita), e`
in particolare adatto per la gestione di attivita` e processi formalizzati, cioe`
per tutti quei documenti relativi ad una competenza proceduralizzata, per
la quale esistono documenti vincolati (es. richiesta – concessione, richiesta
- autorizzazione). Un esempio e quello relativo al flusso informatizzato del-
le richieste di acquisto di beni e servizi al provveditorato e/o economato.
Le richieste di beni e servizi (di consumo e durevoli) da parte degli uffici
dell’Agenzia effettuate interamente su supporto informatico apporterebbero
significativi vantaggi in termini di riduzione del supporto cartaceo, miglio-
ramenti dei tempi di espletamento delle richieste e di semplificazione del
monitoraggio dell’avanzamento delle stesse. Analogo discorso puo` essere fat-
to per altri processi quali la redazione delle determinazioni dirigenziali. Tale
sistema non sostituira` le comunicazioni informali che dovranno avvenire con
il canale della posta elettronica tradizionale.
2.2 Requisiti Architetturali
L’architettura informatica
Il principale obiettivo nel tempo e` quello di passare da una registrazione di
protocollo, su cui si annotano quotidianamente i documenti cartacei ricevuti
e spediti, ad una gestione interamente digitale del documento, con l’ausilio
degli strumenti di protocollo informatico, firma digitale e posta elettronica
certificata e con la costituzione di una repository documentale dove poter
archiviare e gestire tutti i documenti digitali, protocollati e non.
La soluzione tecnologica che sara` adottata consentira` di passare da un
sistema “protocollo centrico” ad un sistema “archivio centrico”, cioe` dal mo-
dello di gestione documentale “protocollo centrico” dell’Agenzia basato su
registrazioni di protocollo plurime (protocollo generale e e-segreteri@ ad un
modello documentale “archivio centrico” che:
• definisce l’archivio, il titolario di classificazione ma anche le strutture
aggregative di documenti (fascicoli, serie);
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Figura 2.3: Nuovo Flusso del Documento Interno
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• gestisce la classificazione e la fascicolazione;
• gestisce sia documenti protocollati che documenti non protocollati.
La finalita` e` quella di gestire l’archivio digitale in formazione in modo
da garantire l’archiviazione di oggetti digitali compatibili con il processo di
conservazione che verra` risolto, probabilmente, su scala regionale, visto il
consolidamento del modello dei depositi digitali centralizzati.
La soluzione architetturale per la realizzazione del sistema di protocollo
informatico e la loro collocazione rispetto all’architettura generale del siste-
ma informatico dell’amministrazione e` quello in cui il nucleo minimo del
protocollo sia visto come un modulo applicativo, esclusivamente dedicato al
servizio di certificazione, con tutte le caratteristiche previste dalla normati-
va. Pertanto, il servizio di protocollo sara` un servizio richiamabile da altre
parti (applicazioni verticali) e integrato con il sistema di record e document
management.
Pertanto le componenti applicative che entrano in gioco nell’architettura
del progetto sono:
• il sistema di document e record management che contiene e gestisce
i profili (metadati) e i dati (contenuto – il file, l’oggetto digitale) dei
documenti informatici;
• il sistema di protocollo, che si occupa del trattamento della protocolla-
zione dei documenti ufficiali.
Nel sistema documentale (ERMS) dovranno essere inseriti tutti i docu-
menti ufficiali dell’Agenzia, dove per documenti ufficiali si intendono quelli
che costituiscono l’archivio dell’Ente. I documenti ufficiali potranno esse-
re distinti in due tipologie, a seconda del tipo di trattamento che avranno
nell’ambito del sistema protocollo:
• documenti protocollati. Tutti quei documenti che vengono registrati
nel registro di protocollo, cioe` hanno un numero di protocollo;
• documenti solo fascicolati. Tutti quei documenti per i quali non e`
strettamente necessario l’inserimento nel registro di protocollo, ma che
vengono ritenuti utili e significativi ai fini dell’azione amministrativa e
quindi, vengono classificati e fascicolati. Fanno parte di questa tipologia
sicuramente documenti di tipo istruttorio, serie di documenti sottoposti
a tipi di numerazione diversa da quella del registro di protocollo: quali
atti amministrativi, contratti, etc.
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I documenti, protocollati e non, che entrano nella gestione del sistema di
gestione dei documenti sono archiviati sul repository di record management,
che viene quindi assunto come unico archivio. L’archivio corrente contenuto
nel repository sara` costituito da fascicoli, ognuno dei quali contiene tutti i
documenti inerenti il medesimo affare. In ogni fascicolo confluiscono sia docu-
menti protocollati, quanto documenti che non necessitano di protocollazione
(atti con numerazione propria quali determinazioni, fatture, contratti, nonche´
la documentazione cosiddetta grigia o comunque preparatoria o propedeutica
alla formazione di atti). L’utente che naviga all’interno del repository docu-
mentale ha l’opportunita` di avere una visione completa ed esaustiva di tutti
i documenti relativi ad uno specifico affare. Il modello generale puo` esse-
re compreso meglio nella figura seguente, dove si possono capire le relazioni
tra il sistema di gestione documentale, il registro di protocollo, il sistema
di classificazione e le funzioni dell’Agenzia. Il modello definisce un sistema
di archiviazione corrente nel rispetto delle normativa italiana in materia di
gestione documentale. Esso prevede:
• la costituzione di un piano di classificazione;
• la registrazione dei documenti;
• la loro archiviazione mediante la classificazione e fascicolazione con
relativa costituzione del vincolo archivistico;
• trasferimento dei records non piu` attivi ad un sistema di deposito digi-
tale che provvedera` alla conservazione digitale dell’archivio dell’Agen-
zia.
La piattaforma dovra` integrarsi con una soluzione di protocollo infor-
matico, le cui specifiche tecniche e normative sono rinvenibili precisamente
all’interno della normativa italiana sulla gestione documentale, e nelle varie
normative tecniche elaborate dal DigitPA.
Componenti infrastrutturali del sistema
Le componenti dell’architettura del sistema documentale sono:
• Il server dei metadati. E’ il Data Base relazionale nel quale vengono
inseriti i metadati (informazioni di sicurezza, audit trail,) relativi ai
documenti. Utilizzando questi dati, inseriti nel sistema contestualmen-
te al file, come chiavi di ricerca e` possibile cercare e visualizzare un
documento;
• il server dei documenti o Repository. E’ il contenitore fisico dei files.
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• il DM server o application server. E’ il software che gestisce l’intero
sistema documentale. Il DM e` la componente del sistema che mantiene
in relazione il metadata server con il repository. Il DM riceve una
richiesta da un utente finale, la richiesta viene inviata al metadata
server che verifica l’esistenza e congruita` della richiesta e restituisce al
DM come risposta l’indicazione sulla collocazione fisica del/dei files nel
repository;
• il client. E’ l’interfaccia utente verso il sistema documentale, altrimenti
inaccessibile. Tramite questo client web e` possibile inserire, ricercare
e modificare documenti. E’ possibile definire opportune liste di acces-
so (Access Control List) per ogni singolo documento dando a ciascun
utente della lista opportuni privilegi (ad esempio: sola lettura, modifi-
ca, etc) per accedere al documento. In altri termini nel client ERMS
sono esposte tutte le funzionalita` che permettono ad un utente finale
di utilizzare l’intero sistema.
Dimensionamento del sistema
L’architettura del progetto prevede la presenza di piu` server distribuiti
sul territorio, con un unico meta-data Server centrale e diversi Document
Server locali. Lo scenario e` adatto all’Agenzia che ha una distribuzione de-
gli uffici in tutto il territorio regionale tramite gli sportelli unici territoriali
(SUT). Il vantaggio di questo tipo di architettura evita di dover installare e
mantenere singoli Data Base relazionali locali, pur mantenendo fisicamente
i documenti in prossimita` degli utilizzatori finali che si presume ne faccia-
no maggiore uso. Poiche`, notoriamente, in qualunque sistema documentale
l’accesso fisico al documento puo` costituire l’elemento critico nelle prestazio-
ni del sistema, questa soluzione consente di mantenere buone le prestazioni
del servizio di gestione documentale nel momento in cui viene effettivamente
richiesto l’accesso ai documenti (per aprirli, visualizzarli, stamparli...).
2.3 Scelte di realizzazione
Le scelte di realizzazione del nuovo sistema non sono proprie di questo
studio; vista la complessa scelta dovuta all’organizzazione dell’Agenzia e i
rapporti con i suoi fornitori. Ad ogni modo per quanto riguarda la gestione
documentale la scelta e` andata sul software open source Alfresco, rispondente
alle linee guida del DigitPA e gia` utilizzato da altre Agenzie per il medesimo
scopo.
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Il sistema Alfresco e’ un sistema di archiviazione e gestione dei documenti
elettronici, capace di gestire l’intera produzione documentaria, soggetta o
meno alla registrazione obbligatoria di protocollo. Esso e’ integrato con un
potente motore di indicizzazione per ricerche di tipo testuale sui documenti
archiviati.
La piattaforma Alfresco e` costituita da quattro componenti fondamentali:
1. il data base che contiene i metadati e gli indici dei documenti;
2. l’application server che costituisce il motore applicativo del sistema;
3. il repository documentale che costituisce il supporto fisico all’interno
del quale sono collocati i file dei documenti elettronici;
4. l’interfaccia client per l’accesso ai documenti.
Nonostante le scelte fatte a monte, lo studio che segue ha evidenziato
come i due applicativi rispondano alle esigenze funzionali dell’Agenzia, anche
in relazione alle normative vigenti.
2.3.1 Funzionalita` generali
Funzionalita` di protocollo informatico
• Funzionamento dell’applicativo in modalita` multi-AOO: La medesima
installazione dell’applicativo deve poter gestire, all’interno dello stesso
ente, una pluralita` di AOO, ognuna contraddistinta da un identificativo
univoco. Le forme di codificazione dovranno essere conformi a quanto
previsto dall’IPA (Indice delle Pubbliche Amministrazioni). Tale fun-
zionalita` si ripercuote sulle modalita` di individuazione dei titolari, dei
massimari, dei fascicoli, dei documenti, sulla profilazione degli utenti,
sulla definizione delle policy di accesso e di riservatezza, sulla gestione
dei fondi
• Aderenza dell’applicativo a modelli organizzativi differenziati quali ad
esempio protocollo centralizzato, protocollo decentrato, sistemi misti:
Il sistema si deve adattare ai differenziati modelli organizzativi di ge-
stione documentale caratterizzabili – ad esempio – da protocollo cen-
tralizzato/decentrato e/o scansione centralizzata/decentrata. Cio` al fi-
ne di permettere all’Agenzia di attivare il sistema nella configurazione
piu` adeguata alle proprie necessita`, possibilita` economiche e capacita`
gestionali.
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• Accesso ad una base LDAP3 per l‘autenticazione degli utenti: L’appli-
cativo protocollo, in fase di autenticazione dell’operatore, deve preve-
dere l’accesso ad una base LDAP o active directory4. Nella base LDAP
saranno presenti le seguenti informazioni:
– utente (inteso come persona fisica)
– password dell’utente
– applicativi a cui l’utente e’ abilitato.
L’applicazione protocollo per la fase di autenticazione effettua le se-
guenti operazioni:
– richiede lo username e la password tramite il login.
– verifica sulla base LDAP che l’utente/contesto/password siano
corrette e che l’utente sia abilitato all’utilizzo dell’applicativo.
– sincronizzazione della password nel suo db interno
• Interoperabilita` tra amministrazioni: Con il termine interoperabilita` si
intende che gli applicativi di protocollo, di Enti diversi, siano in grado
di scambiarsi informazioni relative alla protocollazione in modalita` au-
tomatica. Quando si protocolla un documento cartaceo per associare
in maniera permanente il numero di protocollo assegnato al documento
si stampa sul documento stesso una stringa di dati relativi alla proto-
collazione tra i quali il numero di protocollo assegnato (sia che questo
venga generato tramite una procedura informatica sia che questo ven-
ga assegnato manualmente). La cosiddetta segnatura di protocollo che
attesta l’avvenuta registrazione in entrata o in uscita del documento
cartaceo. Con il documento elettronico non solo questa attivita` non
e’ piu` possibile, ma del tutto inutile. I dati relativi alla registrazione
di protocollo e la collocazione fisica del file che contiene il documento
elettronico sono registrati sul data base e questo e’ sufficiente a rendere
univoco e permanente il collegamento tra un numero di protocollo e il
corrispondente file elettronico. Tuttavia anche nel caso del documento
elettronico esiste una forma di segnatura, ovviamente anch’essa in for-
mato elettronico. La segnatura elettronica di un documento consiste
3Lightweight Directory Access Protocol: e` un protocollo standard per l’interrogazione
e la modifica dei servizi di directory.
4insieme di servizi di rete meglio noti come directory service adottati dai sistemi
operativi Microsoft a partire da Windows 2000 Server.
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in un file scritto in formato XML che deve essere chiamato SEGNA-
TURA.XML. La Segnatura Informatica inclusa in un Messaggio Pro-
tocollato e` contenuta in un file XML il cui formato corrisponde ad un
DTD prestabilita e definita dal CNIPA.
• Integrazione funzionale con le caselle di posta elettronica certificata:
Il protocollo deve prevedere l’integrazione funzionale con un client di
posta elettronica certificata (a tal riguardo sono vincolanti gli standard
emanati dal Cnipa nelle apposite Linee Guida) per poter accedere sia
in ricezione che in spedizione alla casella di posta certificata istituzio-
nale ed eventualmente ad altre caselle di posta certificata che saranno
definite per i vari servizi e settori dell’Agenzia. Si intende in tal modo,
permettere l’accesso alle caselle di posta certificata solo dall’applicazio-
ne protocollo per evitare che queste diventino l’equivalente di caselle
“normali” e quindi utilizzate per messaggi non istituzionali.
• Integrazione funzionale con le caselle di posta elettronica tradizionale:
l’applicativo deve sempre e automaticamente catturare l’email in un
formato che consenta di mantenere le informazioni di intestazione, deve
assicurare l’acquisizione di email in modalita` integrata all’interno del
sistema di posta elettronica senza la necessita` di passare alla gestione
documentaria.
• Integrazione funzionale con i servizi di firma digitale:Per integrazione
si intende che all’interno del modulo di protocollo deve esistere una
o piu’ funzioni che permettano sia l’apposizione che la verifica della
firma digitale, unitamente al processo di verifica di integrita` del docu-
mento. E’ inoltre necessario integrare anche una funzione che permetta
di estrarre, dalla busta elettronica p7m, il file del documento originale
e il salvataggio di una sua copia.
• Integrazione funzionale con altri applicativi tramite cooperazione ap-
plicativa standard (XML / SOAP):Gli applicativi verticali debbono
poter ricevere, in modalita` trasparente – evitando duplicazioni operati-
ve informazioni e dati provenienti da altre amministrazioni, imprese, e
cittadini. Cio` che si ipotizza e` un flusso di informazioni privo di discon-
tinuita`, all’interno del quale si posizionano i fruitori del sistema per le
doverose attivita` di verifica e validazione.
• Integrazione funzionale con il sistema Alfresco di Document Manage-
ment: L’ambiente di protocollo informatico, il sistema documentale ed
il gestore dei flussi documentali costituiscono un sistema organico ed
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integrato. Pertanto l’applicativo protocollo deve integrarsi con il siste-
ma EDMS Alfresco. L’integrazione puo` essere realizzata utilizzando sia
librerie API sia servizi web realizzati e resi disponibili da Alfresco.
2.3.2 Gestione del Piano di Conservazione degli Archi-
vi
Funzionalita` fornita da Alfresco
• Gestione del titolario d’archivio
• Storicizzazione delle variazioni del titolario d’archivio
• Gestione del massimario di selezione o scarto d’archivio, prevedendo
la generazione automatica degli elenchi di scarto: Nel massimario di
scarto ad ogni voce di titolario e ad ogni tipologia di documento viene
associato un intervallo di tempo che indica per quanto tempo i fasci-
coli devono essere obbligatoriamente conservati; al termine di questo
intervallo di tempo e’ possibile attivare la procedura di scarto.
2.3.3 Gestione della struttura organizzativa dell’ente,
dell’accessibilita` e della riservatezza dei docu-
menti e dei fascicoli
Funzionalita` fornita dal Protocollo Informatico
• Gestione delle Aree Organizzative Omogenee prevedendo la connetti-
vita` all’indice nazionale
• Gestione delle unita` organizzative e la loro articolazione gerarchica
• Storicizzazione delle variazioni della struttura organizzativa e della re-
lativa articolazione gerarchica: L’articolazione organizzativa dell’ente,
la ripartizione delle competenze, poteri e responsabilita` sono soggetti
a variabilita` nel tempo, e` quindi necessario che il sistema preveda la
storicizzazione e l’archiviazione di queste informazioni.
• Gestione degli utenti con le relative abilitazioni di accesso alle funzioni
del modulo di protocollo informatico
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2.3.4 Ricezione documenti
Funzionalita` fornita dal Protocollo Informatico
• Ricezione dei documenti cartacei
• Ricezione dei documenti informatici attraverso una o piu` caselle di
posta certificata appositamente istituite per la AOO
• Verifica delle firme elettroniche associate ai documenti informatici ri-
cevuti e dell’integrita` del documento informatico sottoscritto
• Gestione delle code dei documenti informatici e verificare la necessita`
di protocollazione
• Gestione automatizzata dei messaggi di ritorno generati dal sistema
protocollo
• Gestione automatizzata della messaggistica generata automaticamente
dal servizio di posta certificata
2.3.5 Protocollazione, segnatura, classificazione dei do-
cumenti
Funzionalita` fornita dal Protocollo Informatico
• Registrazione e segnatura di protocollo – formato XML – dei documenti
ricevuti e spediti, siano essi cartacei o informatici, piuttosto che interni
o esterni
• Utilizzo della funzione di HASH per la generazione delle impronte dei
documenti informatici
• Gestione di un numero finito di informazioni da registrare per ogni tipo
di documento, in aggiunta a quelli fondamentali di protocollo
• Possibilita` di registrare parole chiavi che identifichino i documenti e ne
facilitino la Ricerca
• Collegamento, in modo non modificabile, dei documenti informatici e
delle immagini acquisite con lo scanner alle relative registrazioni di
protocollo
• Annullamento e modifica delle registrazioni di protocollo
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• Produzione del registro giornaliero di protocollo: costituisce l’elenco
delle informazioni inserite con l’operazione di registrazione di protocollo
nell’arco di uno stesso giorno da riversare su supporti informatici non
riscrivibili
• Gestione del registro di emergenza
• Gestione di documenti allegati a documenti protocollati
2.3.6 Fascicolazione dei Documenti
Funzionalita` fornita da Alfresco
• Gestione fascicoli/sottofascicoli
• Fascicolazione dei documenti cartacei ed informatici con al minimo la
possibilita` di:
– creare aggregazioni virtuali della stessa tipologia di documenti
– associare logicamente un documento a piu` fascicoli
– spostare documenti da un fascicolo all’altro
– creare e gestire relazioni tra fascicoli
• Gestione chiusura dei fascicoli relativi a pratiche concluse
• Gestione versamento dei fascicoli chiusi presso l’archivio di deposi-
to realizzando un trasferimento (logico/informatico) di una struttura
composta da dati e documenti
• Gestione della riacquisizione/riconsegna di fascicoli chiusi, anche pre-
vedendo una programmazione delle attivita` attraverso uno scheduler
• Produzione automatica dell’elenco dei documenti e fascicoli archiviati
per i quali e` trascorso il periodo obbligatorio di conservazione
2.3.7 Spedizione Documenti
Funzionalita` fornita dal Protocollo Informatico
• Gestione automatizzata dei messaggi di ritorno
• Gestione automatizzata delle ricevute di ritorno elettroniche generate
dalla posta certificata
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• Verifica della validita` della firma elettronica apposta sul documento
informatico
• Firma dei documenti e impronta informatica
• Spedizione dei documenti informatici attraverso una o piu` caselle di
posta certificata
• Integrazione della funzionalita` di conformizzare le copie su supporto
cartaceo di un originale informatico firmato digitalmente
• Poter effettuare estratti dal documento informatico o cartaceo omet-
tendo dati personali e/o sensibili
2.3.8 Gestione e monitoraggio dei flussi documentali
(documenti e fascicoli)
Funzionalita` fornita dal Protocollo Informatico
• Gestione dei procedimenti amministrativi
• Gestione della comunicazione tra AOO, siano esse interne o esterne
• Gestione della comunicazione tra unita` organizzative interne
• Assegnazione, smistamento e presa in carico dei documenti e dei fasci-
coli:
– smistamento: consiste nell’operazione materiale che rende di-
sponibili i documenti all’ufficio competente, in relazione alle com-
petenze ed alla titolarita` dei procedimenti amministrativi.
– assegnazione: e` un evento registrato dal sistema che si verifica
in due casi. Nel primo caso, quando l’ufficio protocollo assegna
un documento ad un ufficio istruttore; nel secondo caso, quando
il dirigente dell’ufficio istruttore, o segreteria delegata, assegna il
documento ad una specifica risorsa umana.
– presa in carico: e` un evento registrato dal sistema che si verifica
quando il destinatario di una assegnazione accede alla comunica-
zione di assegnazione.
• Integrazione dati per URP sullo stato di avanzamento della pratica
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2.3.9 Ricerca dei documenti
• Dal modulo di protocollo
• Dal sistema documentale Alfresco
2.3.10 Gestione Utilities
Funzionalita` fornita dal Protocollo Informatico
• Gestione dei log al fine di tenere traccia delle operazioni effettuate, con
la possibilita` di generare apposita documentazione da archiviare
• Gestione statistiche sulle operazioni effettuate: L’elaborazione statisti-
ca si fonda sulle registrazioni di log e sui dati registrati dal sistema
protocollo e documentale.
• Integrazione con una vasta gamma di software per la riproduzione –
informatica e fisica – di file di formati diversi e disponibilita` degli
strumenti che consentono l’accesso ai documenti
• Gestione delle informazioni relative alla gestione informatica dei docu-
menti (rappresenta un documento da archiviare) e storicizzazione delle
stesse
• Gestione degli aggiornamenti del sistema attraverso interfaccia utente,
con la possibilita` di generare apposita documentazione da archiviare.
• Trasferimento e esportazione di documenti: con il termine “trasferi-
mento si riferisce all’esigenza di inviare i documenti dall’ambiente di
document management ad altri ambienti o sistemi a fini archivistici o
per altre finalita`. Il termine “esportazione si riferisce invece al processo
di produzione di una copia dei documenti e delle relative aggregazioni
archivistiche per un altro sistema, senza la distruzione degli originali
• Implementazione di un modulo sw che permette il versamento di dati
e documenti elettronici verso il sistema di Archiviazione Ottica Sosti-
tutiva
2.3.11 Anagrafica dei Corrispondenti
Funzionalita` fornita dal Protocollo Informatico
• Creazione di liste di autorita` (authority file) estese.
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• Comprende campi distinti per ciascuna informazione complementare
del corrispondente
• Consente di visualizzare tutti i documenti collegati a una determinata
anagrafica
• Comprende campi distinti per ciascuna informazione complementare
del corrispondente
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Capitolo 3
Protocollo Informatico e
Sistema Documentale:
Principali Milestones per la
Realizzazione
3.1 Pianificazione e Progettazione
Milestone Completamento
Costituzione gruppo di lavoro -
creazione e gestione di un grup-
po di lavoro interno all’ammini-
strazione, con rappresentanti del-
la struttura tecnica, dell’utenza e
dell’organizzazione, che segua l’i-
ter progettuale e sia responsabile
di verificarne l’implementazione
nei processi organizzativi.
t0
Acquisizione applicativo vertica-
le di protocollo secondo norme
DigitPA, con procedura di evi-
denza pubblica tramite merca-
to elettronico per la pubblica
amministrazione (MEPA)
t0+ 1 Mese
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Installazione e configurazione ap-
plicativo di protocollo su ambien-
te di test per verifica funzionalita`;
prima formazione del personale
t0 + 3 Mesi
Incarico di consulenza partner Al-
fresco per verifica e controllo del-
l’idoneita` del modello funzionale
e dell’architettura del sistema di
gestione documentale definito ne-
gli elaborati progettuali gia` pre-
disposti dall’Agenzia e definizio-
ni delle specifiche tecniche - pro-
gettazione e disegno del workflow
documentale relativi ai principali
flussi documentali relativi ai vari
servizi dell’Agenzia con l’utilizzo
di JBPM.
t0+ 1 Mese
Stesura finale del progetto a se-
guito del supporto di esperti con
definizione nel dettaglio dei re-
quisiti funzionali, di prestazio-
ne (con l’obiettivo di dimensiona-
re adeguatamente le componen-
ti del sistema, di risorse (CPU,
memoria, spazio disco, ecc.) che
le componenti software del si-
stema utilizzeranno durante il
loro funzionamento, di sicurez-
za, integrita` e disponibilita` del-
le informazioni trattate, requisiti
tra l’altro gia` ampiamente defini-
ti negli elaborati progettuali gia`
predisposti
t0+ 3 Mesi
Redazione disciplinare di ga-
ra e individuazione dei criteri
di aggiudicazione per l’ offerta
economicamente piu` vantaggiosa
t0 + 4 Mesi
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Avvio procedura di gara – tra-
smissione lettere di invito - ga-
ra tra partner Alfresco per la
realizzazione dell’integrazione tra
protocollo SIAV e Alfresco
t0 + 5 Mesi
T0: data di avvio del progetto
Alcune attivita` potranno essere eseguite in parallelo. Per definire e con-
cludere la fase progettuale e` necessaria la consulenza di un partner Alfresco,
individuato dall’albo dei fornitori di Agenzia nella societa` Getconnected, (fa-
se 4 della tabella soprastante) la quale avra` il compito di verificare e control-
lare l’idoneita` del modello funzione e dell’architettura del sistema di gestione
documentale definito negli elaborati progettuali gia` predisposti dall’Agenzia.
Inoltre dovra` definire in collaborazione con il gruppo di lavoro di progetto,
le specifiche tecniche della progettazione e disegno del workflow documenta-
le relativi ai principali flussi documentali relativi ai vari servizi dell’Agenzia
con l’utilizzo di JBPM, finalizzata all’introduzione per alcune macroattivita`
individuate dal gruppo di lavoro, un’organizzazione per processi in modo che
l’applicazione agisca in modo trasversale rispetto alle singole funzioni e che
le automatizzi in modo integrato. La progettazione di un workflow e` l’au-
tomazione di una parte o dell’intero processo aziendale in cui documenti,
informazioni e compiti sono passati da un partecipante ad un altro, seguen-
do un determinato insieme di regole. Il processo va definito attraverso la
sequenza di azioni che devono essere svolte dai partecipanti, e attraverso l’e-
voluzione dello stato degli oggetti che lo attraversano. Le azioni che devono
essere svolte nel processo sono chiamate attivita` del processo. Ogni proces-
so viene descritto, pertanto, un insieme di attivita` e dalla sequenza con cui
vengono svolte.
3.2 Realizzazione e esecuzione del progetto
La seguente tempistica e` relativa all’adozione integrale del progetto in
tutta l’Agenzia Laore. Percorsi di sperimentazione settoriali consentirebbero
una significativa riduzione dei tempi indicati,
Realizzazione (T0 + 6 mesi)
In accordo con i documenti di output del processo di Progettazione, il For-
nitore avvia la realizzazione di quanto richiesto contrattualmente. Durante
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la fase di realizzazione sono effettuati tutti i test interni previsti dal Piano di
test. Il risultato dell’attivita` e` l’insieme integrato di tutti i componenti che
costituiscono il Sistema di Gestione Elettronica dei Documenti, con relativi
dati di prova e la stesura della documentazione nella configurazione finale.
Produzione della documentazione (T0 + 6 mesi)
Parallelamente alla realizzazione del sistema il Fornitore procedera` al-
la produzione della Documentazione utente (manuali utente, tutorial, help,
wizard, ecc.). La documentazione utente deve essere predisposta secondo
standard e requisiti, fissati nel processo di progettazione, e deve essere og-
getto di verifiche formalizzate per verificarne la corrispondenza ai requisiti.
Le verifiche devono inoltre accertare l’accuratezza, la comprensibilita` e piu`
in generale l’usabilita` della documentazione.
Predisposizione del sistema (T0 + 7 mesi)
In accordo con i documenti che descrivono l’architettura informatica del
sistema di gestione documentale il Fornitore, in collaborazione con i siste-
mi informativi dell’Agenzia, procede alla predisposizione della infrastruttura
hardware e software necessaria per realizzare il sistema che ospitera` gli am-
bienti logici di collaudo e di esercizio, provvedendo ad eseguire l’installazione
e l’integrazione delle componenti hardware e software. Durante la fase di
Predisposizione del sistema saranno effettuati tutti i test interni previsti dal
Piano di test. In accordo con il Piano di Test, il Fornitore esegue i test uni-
tari delle specifiche componenti hardware e software, i test di integrazione,
volti soprattutto a verificare gli aspetti di integrazione inter/intra compo-
nenti hardware e software ed i test di sistema, volti a verificare il corretto
funzionamento del sistema rispetto ai requisiti specificati nel processo di Pro-
gettazione. Il risultato dell’attivita` e` l’Infrastruttura hardware e software che
ospitera` gli ambienti logici di collaudo ed esercizio del software di sistema.
Installazione (T0 + 8 mesi)
L’attivita` riguarda l’installazione delle componenti software acquisite,
(software di protocollo Archidoc di SIAV + piattaforma Enterprise Affresco)
e personalizzate (modulo integrazione tra i due sistemi), per la realizzazione
del sistema di gestione elettronica dei documenti integrato e l’esecuzione di
compiti volti a rendere operativo il sistema. Detti compiti riguarderanno
l’attivazione di profili utente per la sicurezza e l’attivazione di postazioni di
lavoro nonche´ la configurazione di prodotti software. L’attivita` sara` svolta
secondo un Piano di installazione di dettaglio a cura del fornitore, nel quale
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saranno indicati attivita`, tempi, modi e risorse necessarie. Il risultato del-
l’attivita` e` il sistema che ospita l’ambiente di erogazione del servizio, con il
prodotto software sviluppato e le relative basi dati installate e correttamente
funzionanti, ovvero con tutto quanto necessario a garantire l’erogabilita` dei
servizi forniti dal sistema di gestione elettronica dei documenti, nel rispetto
dei requisiti contrattuali e di progettazione.
Qualificazione finale (T0 + 9 mesi)
Prima del rilascio della fornitura al collaudo sara` prevista l’esecuzione di
un test di validazione o qualificazione finale, come ultima valutazione dello
stato di consolidamento della fornitura e della sua capacita` di superare il
collaudo finale. Il risultato di questa attivita` consiste nella formulazione, da
parte del Fornitore, di una Certificazione di rilascio al collaudo della fornitura,
in cui sono riportati i risultati di tale test.
Realizzazione collaudo (T0 + 9 mesi)
L’attivita` e` eseguita da un’organo di collaudo nominato dall’Agenzia ed
individuato sulla base delle capacita` professionali e di giudizio richieste. Il
collaudatore ha il compito di verificare che quanto realizzato dal Fornitore
sia conforme ai requisiti contrattuali. Saranno oggetto di collaudo, secon-
do quanto richiesto nel contratto, il sistema realizzato, il sistema che ospita
l’ambiente di esercizio e tutta la documentazione utente. Le prove di col-
laudo saranno di regola eseguite nell’ambiente di collaudo predisposto dal
Fornitore. Il Fornitore deve supportare il collaudatore nella esecuzione delle
prove, nel rilevamento dei risultati, nella stesura del rapporto finale. La ve-
rifica con esito positivo della fornitura termina con l’emissione di un Verbale
di collaudo, che sancisce la conformita` ai requisiti contrattuali del sistema
oggetto di fornitura. L’accettazione da parte dell’Amministrazione dell’esito
positivo del collaudo, da` luogo all’accettazione della fornitura. In caso di
esito negativo del collaudo e/o di non-conformita` rispetto ai requisiti con-
trattuali, il Fornitore e` tenuto a rimuovere le non conformita` ed a risolvere
i malfunzionamenti e a presentare nuovamente la fornitura al collaudo, nei
tempi e nei modi stabiliti nel contratto.
Diffusione e garanzia (avviamento) (T0 + 10 mesi)
Successivamente all’accettazione della Fornitura sara` previsto nel contrat-
to un periodo di avviamento/diffusione di 6 mesi che consiste nell’esercizio
del sistema nella configurazione di base presso utenze pilota. Tale fase ha
l’obiettivo di verificare l’affidabilita`, le prestazioni, l’usabilita` del sistema e
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la sua manutenibilita`. A conclusione del periodo di avviamento viene fornito
un Rapporto su qualita` e prestazioni del sistema in cui sono riportati gli in-
dicatori rilevati ed il relativo andamento rispetto ai valori di soglia e/o target
di riferimento prefissati. Il periodo di garanzia avra` durata di 12 mesi.
NOTA: Un’ipotesi di unita` pilota da utilizzare per testare le funzionalita`
del sistema potrebbe essere installare il sistema presso il settore “Autorita` di
Controllo” all’interno del Servizio della Multifunzionalita`. Il settore potrebbe
essere definita Area Organizzativa Omogenea a se stante, con il compito di
testare l’applicativo di protocollo informatico da acquisire, nonche´, successi-
vamente alla realizzazione dell’integrazione con Alfresco, dell’intero sistema
di gestione documentale dell’Agenzia. Successivamente l’intero sistema po-
trebbe essere esteso all’intera Agenzia. Si avrebbero cosi due AOO, la prima
il settore “autorita` di controllo” con il nuovo sistema, la seconda il resto
dell’Agenzia con il sistema attuale.
3.3 Altre forniture e/o servizi da implemen-
tare funzionali alla corretta esecuzione del
progetto
Acquisizione del servizio di Certificazione della Firma Digitale
L’acquisizione avviene rivolgendosi ad un Certificatore Accreditato, che
assicura l’erogazione del servizio previsto e la fornitura dei prodotti necessari
alla sua fruizione. La fornitura consistera` nella consegna al titolare (dipen-
dente con potere di firma all’interno dell’Agenzia) del certificato di un dispo-
sitivo sicuro di firma contenente il Certificato di Firma Digitale, unitamente
a tutti i prodotti e servizi accessori, descritti di seguito:
• Emissione e gestione del certificato di Firma Digitale, come definito dal-
la vigente normativa sulla documentazione amministrativa IT e gestito
secondo le norme di qualita` /emph(UNI EN ISO 9002);
• Generazione di una coppia di chiavi almeno a 1024 bit, secondo proce-
dimento di crittografia asimmetrica;
• Fornitura del dispositivo sicuro di firma (apparato strumentale usato
per la creazione della firma elettronica, rispondente ai requisiti della
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vigente normativa in materia di documentazione amministrativa e firma
digitale) – smart card1 o token USB2;
• Fornitura del lettore di smart card. Nel caso di acquisizione del token
USB al posto della smart card (auspicabile) non e` necessario il lettore;
• Fornitura del client software per la firma del documento in formato PD-
F/A3, cioe` un programma informatico (software) adeguatamente confi-
gurato usato per effettuare la verifica della firma elettronica e digitale;
Essendo auspicabile la firma del documento nel formato PDF/A e` ne-
cessario acquisire l’Adobe Acrobat (editor) per la firma del documento,
mentre per la verifica della firma e` sufficiente il reader.
• Fornitura della manualistica di supporto;
• Servizio locale di Registrazione dei Titolari.
• Fornitura di un sistema di acquisizione ottica (Scanner professiona-
li) da sistemare presso l’ufficio di protocollo che avra` la funzione di
scansionare tutti i documenti in arrivo.
• L’acquisizione ottica dei documenti in arrivo sara` centralizzata e attri-
buita esplicitamente all’ufficio di protocollo generale. In tale servizio
sara` previsto un ufficio di scansione massiva della documentazione in
arrivo.
1dispositivo hardware delle dimensioni di una carta di credito che possiede potenzialita`
di elaborazione e memorizzazione dati ad alta sicurezza
2alias token per la sicurezza e` dispositivo fisico necessario per effettuare
un’autenticazione
3standard per l’archiviazione nel lungo periodo di documenti elettronici
50
Capitolo 4
Analisi dei Requisiti Software
per l’Autorita` di Controllo
4.1 Introduzione
In questa parte del documento verra` analizzato come esempio di proce-
dura che puo` essere implementata con gli applicativi fin’ora descritti, il caso
particolare del settore dell’Agenzia che si occupa di dare supporto alle pra-
tiche di certificazione volontarie riguardanti DOP1 e IGP2 regionali per vari
tipi di produzioni. Nel 2010 la Regione Sardegna ha previsto la possibilita` di
far certificare le seguenti nuove produzioni alimentari:
• Agnello di Sardegna IGP
• Fiore Sardo DOP
• Pecorino Sardo DOP
• Pecorino Romano DOP
• Carciofo Spinoso DOP
Si e` stimato che questa possibilita` avrebbe incrementato le richieste an-
nuali di certificazione a circa 20.000 unita` (da circa 500); di contro pero`
1Denominazione di origine protetta, e` un marchio di tutela giuridica della denomina-
zione che viene attribuito dall’Unione Europea a quegli alimenti le cui peculiari caratte-
ristiche qualitative dipendono essenzialmente o esclusivamente dal territorio in cui sono
stati prodotti.
2Indicazione Geografica Protetta, indica un marchio di origine che viene attribuito
dall’Unione europea a quei prodotti agricoli e alimentari per i quali una determinata
qualita`, la reputazione o un’altra caratteristica dipende dall’origine geografica, e la cui
produzione, trasformazione e/o elaborazione avviene in un’area geografica determinata.
51
a fronte di queste richieste non e` stato possibile, per vincoli organizzativi,
adeguare il numero del personale (che conta meno di 10 addetti) a questa
emergenza. Per ovviare a cio` si e` progettato un nuovo sistema software per la
rendere piu` efficiente ed efficace il supporto documentale e procedurale. Lo
studio, seppure non assuma l’astrazione richiesta per la sua implementazione
con gli applicativi Siav e Alfresco e` stato realizzato sia per definire le neces-
sita` informative del Servizio Autorita` di Controllo, sia come manuale per gli
utenti che, per vari motivi, avranno accesso al sistema, interni ed esterni al-
l’Agenzia. L’utente del sistema quindi potra` acquisire una panoramica sulle
funzionalita` offerte, una descrizione sufficiente per apprendere l’utilizzo del
software e un insieme di potenzialita` e limiti dello stesso.
4.2 Scopo del Prodotto
Si prevede che le informazioni presenti supportino il Servizio di Autorita`
di Controllo dell’Agenzia regionale Laore, nell’ambito della gestione e verifica
documentale, per ogni documento in ingresso o in uscita. Il prodotto intende
offrire un ambiente che semplifichi il flusso documentale gia` esistente, che
in gran parte e` oggi trattato con materiale cartaceo. Il sistema dovra` poi
rispondere alle varie esigenze proprie della pubblica amministrazione, quali
ad esempio quelle sulla paternita` del documento (posta elettronica certificata,
firma digitale) e sulla privacy dei dati.
4.3 Descrizione Generale del Prodotto
4.3.1 Interfacce utente
Si prevede che l’accesso al sistema avvenga tramite pc collegati alla in-
tranet dell’ente. Per quanto riguarda i tecnici ispettori e il loro lavoro ‘sul
campo’, essi dovranno possibilmente essere dotati di computer collegabili alla
rete mobile cellulare, e di una stampante portatile per consegnare diretta-
mente all’intessato dell’azienda la documentazione da firmare. Si richiede
che il sistema sia realizzato per l’accesso su multipiattaforma.
4.3.2 Interfacce hardware
Non sono esplicitati particolari vincoli sull’hardware, oltre ad una normale
postazione di lavoro con collegamento alla rete intranet.
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4.4 Funzionalita` di Prodotto
Funzionalita` generali del prodotto
• Log-in e log-out sicuro sul sistema, con salvataggio dei dati sessione
(ora inizio, ora fine, ip, nome utente, modifiche al sistema)
• Creare documenti di varia natura.
• Creare fascicoli e sottofascicoli
• Modificare/Cancellare dati in base alle regole di sicurezza. E’ richiesto
che nel sistema ne rimanga traccia.
• Effettuare ricerche.
• Inviare e-mail, sms e preparare lettere tradizionali supportando la scelta
del contenuto.
• Stampare documenti e messaggi.
• Allegare documenti.
• Visualizzare liste di documenti di varia natura, in base alle regole di
sicurezza.
• Tenere traccia delle date di arrivo e di consegna dei documenti ai vari
livelli.
• Supporto a Firma Digitale e Posta Elettronica Certificata.
• Automatizzazione dei cicli dei pagamenti; in particolare il sistema dovra`
aggiornare in una determinata data, una o piu` volte all’anno, lo stato
dei pagamenti per le aziende, in base ai dati presenti. Dopo aver dato
supporto all’utente per l’invio di notifiche, verifichera` infine eventuali
morosita`.
• Importare fogli di calcolo sul database.
• Gestione degli stati delle aziende gestite dal sistema, in base alla DoP
e alla tipologia di operatore; gli stati potranno essere:
– in attesa di verifica
– in attesa di inserimento nell’elenco
– in stato di mantenimento
– uscito dal sistema
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Funzionalita` per l’utente ‘Amministratore’
• Creare nuovi Utenti del SI, specificando tra gli altri campi uno o piu’
ruoli utente.
• Modificare i dati relativi agli utenti, gestendo i permessi singolarmente.
• Visualizzare lo storico degli accessi e delle modifiche.
Funzionalita` per l’utente ‘Direttore del Servizio’
• Visualizzare i contenuti inoltrati dall’ufficio protocollo, e dagli altri
livelli dell’AdC
• Inoltrare i documenti in arrivo ai vari livelli.
• Aggiungere note o istruzioni agli uffici, relativi ai fascicoli e ai docu-
menti assegnati per trattazione.
• Confermare l’invio della documentazione in uscita dall’ufficio. Il do-
cumento dovra` poi essere protocollato ed aggiunto ad un particolare
fascicolo o sotto fascicolo.
• Gestire i permessi dei singoli utenti, sia di lettura che di scrittura nel
sistema. Ad esempio sara` possibile limitare l’accesso ad un utente
‘Controllo e Verifica AdC’ ad una particolare tipologia produttiva o
fascicolo.
• Gestire i parametri del sistema di controllo di pagamento, in particolare
specificare il prezzario per le varie catergorie e definire le date per i vin-
coli di tempistica; ad esempio specificare l’importo della tassa variabile
per un capo di bestiame.
Funzionalita` per l’utente ‘Segreteria AdC’
• Visualizzare i documenti in arrivo o in partenza.
• Creare, classificare e alimentare fascicoli sulla base di un titolario pre-
esistente, con l’ausilio del sistema.
• Aggiungere e modificare dati di anagrafica relativi alle aziende che ri-
chiedono l’adesione al sistema dei controlli, tramite un interfacciamento
con CRM aziendale e camera di commercio.
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• Analizzare i dati relativi ai pagamenti ed emettere bollettini colle-
gati; avvisando l’ufficio contabilita` nel momento in cui e` necessario
predisporre fatture.
• Emettere fatture.
Funzionalita` per l’utente ‘Controllo e Verifica AdC’
• Visualizzare i documenti in arrivo dagli altri livelli.
• Assegnare un fascicolo ad un determinato Responsabile di Procedimen-
to, che in caso straordinario sara` un Tecnico Ispettore. La scelta del
responsabile sara` supportata dal sistema per equilibrare il carico di la-
voro. Nel caso in cui il Responsabile del Procedimento sia un tecnico
si veda di seguito. E’ possibile impostare la priorita` del fascicolo, ed
aggiungere note o istruzioni.
• Assegnare un controllo ad un Tecnico Ispettore, informandolo con istru-
zioni (es. reperire documentazione mancante). Il sistema suggerira` il
Tecnico Ispettore sulla base dei dati:
– Sut di appartenenza/Sut dell’azienda da controllare
– Carico di lavoro
– residenza tecnico
– Specializzazione del tecnico
– Eventuali ‘conflitti di interessi’
– preferenze/indicazioni tecnico
Sono previsti diversi tipi di controlli tra cui la visita per il controllo d’adesione
e quella da fare in caso di selezione per campione.
• Inviare una convocazione ai membri della CdC, con l’elenco delle azien-
de che hanno controllato. Sara` possibile specificare la data della convo-
cazione e tenere traccia dei membri che confermano la partecipazione
(conferma data direttamente al sistema).
• Visualizzare sotto forma di alert i risultati di particolari controlli, tra
cui:
– Verifica del controllo di esame della documentazione da parte di
un Responsabile del Processo, in relazione a data di assegnazione.
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– Verifica dell’integrazione dell’eventuale documentazione mancan-
te/inadeguata nel caso grave, in relazione a data massima di con-
segna.
– La verifica ispettiva non e` stata fatta (o riportata) dal tecnico
incaricato.
– Il Tecnico Ispettore non esegue abbastanza celermente le verichi-
fiche, in rapporto a numero da effettuare e giorni a disposizione.
• Per ogni Responsabile di Procedimento:
– Visualizzare il totale di pratiche svolte, suddivise per anno
– Visualizzare i controlli documentali in corso
– Visualizzare le Verifiche Ispettive da svolgere
– Visualizzare il numero di Non Conformita` Gravi da risolvere.
Funzionalita` per l’utente ‘Responsabile di Procedimento’
• Esaminare la documentazione allegata relativa al procedimento, indi-
viduando mancanze e inesatezze tramite il supporto di check-list.
• Caricare nel sistema i dati relativi alla documentazione analizzata; tra
questi anche quelli che andranno ad alimentare il sistema di gestione
dei pagamenti.
• Visualizzare i documenti caricati da altri utenti per convalidarli al fine
dell’acquisizione nel sottofascicolo.
Funzionalita` per l’utente ‘Operatore Istituzionale’
• Visualizzare i contenuti del sistema.
4.5 Funzionalita` di prodotto ’estese’
Al momento dell’analisi sono presenti diversi vincoli hardware e di si-
curezza che impediscono l’apertura dei server dell’Agenzia all’esterno della
stessa. Di seguito vengono elencati per completezza le funzionalita` relative
agli utenti ’fittizi’: operatori esterni all’agenzia per cui non e` prevista una
implementazione immediata nel sistema.
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Funzionalita` per l’utente ‘Tecnico Ispettore’
• Selezionare, su invito di ‘Controllo e Verifica AdC’, la data in cui si
dovra` effettuare la visita ispettiva.
• Caricare nel sistema i dati relativi alla visita ispettiva, sia in forma
esplicita che tramite allegati.
• Stampare il verbale della visita, in modo che possa essere fatto firmare
in loco al responsabile aziendale.
• Inserire nel sistema i riferimenti ai campioni consegnati al laboratorio,
mantenendo il legame con l’azienda dalla quale son stati prelevati.
Funzionalita` per l’utente ‘Tecnico di Laboratorio’
• Caricare sul sistema i risultati di ogni campione analizzato, sia sotto
forma esplicita che sotto forma di allegati.
Funzionalita` per l’utente Operatore
• Hanno accesso al sistema per caricare a determinati intervalli di tempo
i dati sulla propria produzione.
• Hanno accesso per modificare e caricare ogni dato che li riguarda, anche
allegando documenti.
Funzionalita` per l’utente ‘Operatore Qualificato Periferico’
• Puo` inserire nel sistema dati relativi alle richieste di adesione al siste-
ma. Le richieste comprenderanno dati riferiti all’anagrafica nel caso in
cui l’azienda non sia gia` registrata, e dati sulla sede di produzione nel
caso in cui ce ne sia da immettere una nuova. Quanto caricato sara`
riconducibile ad un codice univoco, per essere poi facilmente recupera-
to dal database nel momento in cui alla Segreteria dell’AdC arrivi la
richiesta dall’ufficio protocollo.
Funzionalita` per l’utente ‘Operatore reportisitico’
• Visualizzare, in base ai permessi ricevuti, risultati statistici rilevati dai
dati del sistema.
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Funzionalita` per l’utente ‘Membro del comitato di controllo’
• Visualizzare una convocazione, comprensiva di data, e confermare o
meno la propria partecipazione.
• Visualizzare il materiale relativo alle aziende da valutare.
• Possono apporre note nei fascicoli.
4.6 Analisi
In questo paragrafo verranno date determinate linee guida per la struttu-
razione dei dati nel database relativo sia al settore AdC, che a tutta l’Agenzia.
Fino a questo momento infatti non c’e` stata una progettazione rigorosa: que-
sto ha prodotto, come gia` specificato, problematiche nell’immissione e nella
ricerca dei dati, inconvenienti che si accentuano nel caso di informazioni
strutturate. In questo senso il mio lavoro si e` svolto cercando di progettare,
tramite interviste agli addetti e ad analisi sulle strutture dati esistenti, una
possibile soluzione al problema.
Lo studio ha prodotto diversi diagrammi UML, riportati in appendice
B. Nel particolare sono state analizzate le correlazioni tra i vari package, in
cui sono specificate, tra gli altri, le indicazioni per le classi dell’anagrafica,
estendibili e condivisibili con tutta l’Agenzia.
Per quanto riguarda il settore AdC invece si e` ritenuto utile evidenziare
le particolarita` dell’archivio fascicoli: tutto cio` che riguarda le varie pro-
cedure e i documenti relativi all’immissione nel sistema dei controlli e alle
comunicazioni tra l’Agenzia e gli operatori del settore. Si distinguono, a tal
riguardo, i Fascicoli Generici relativi a procedimenti generici come ad esempio
comunicazioni di cui e` importante lasciar traccia, e quelli Aziendali relativi
appunto alle procedure di di controllo DOP e IGP. Ogni fascicolo puo` avere
diversi sottofascicoli in base all’anno per i Fascicoli Aziendali, o all’oggetto e
resposabile del procedimento per i Fascicoli Generici.
Nel diagramma B.2.3 sono invece esposti i dettagli dell’Archivio Verbali,
contente le informazioni relative ai controlli effettuati dai Tecnici Ispettori e
dai Tecnici di Laboratorio sui prodotti finiti e sui luoghi di produzione.
Infine, per quanto riguarda la strutturazione dei dati, e` risultato utile
specificare le informazioni utili per identificare gli utenti del sistema, anche
in relazione a problematiche di sicurezza.
In ultima analisi si e` ragionato sul flusso riguardante il caricamento delle
Richieste di Adesione da Remoto, in cui l’Operatore del SUT verifica ini-
zialmente la presenza e la correttezza dei dati dell’Operatore Produttivo, poi
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invia la richiesta di Adesione ed eventualmente i dati di anagrafica all’Agenzia
via mail.
Per finire in B.4.1 si sono specificati i possibili stati di una Richiesta di
Adesione nel suo ciclo di vita, dalla compilazione all’eventuale accettazione
o esclusione.
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Capitolo 5
Problematiche specifiche di
Implementazione
Una delle problematiche piu` incombenti all’intera Agenzia e ai vari settori
e` dovuta dal gestore di database, nel caso particolare delle anagrafiche. Il
problema deriva principalmente dal fatto che i dati che fanno riferimento
a persone e societa` possono essere di utilita` comune ai vari settori, e quindi
possono essere inserite e modificate da persone diverse. Alcuni settori poi, per
problematiche di incompatibilita` tra software diversi hanno dei veri e propri
silos di dati che non comunicano tra loro. Inoltre le informazioni di database
possono essere aggiornate da e per Enti e differenti, come il Ministero delle
Politiche Agricole e l’Assessorato Regionale all’Agricoltura.
Purtroppo non esiste un’anagrafica unica normalizzata per l’intero Ente
a cui far riferimento ne´ una sorta di authority file. Non sono stati stabiliti dei
criteri per l’inserimento per l’anagrafica; molto spesso, infatti, si dimentica
di fissare queste regole e poi ci si trova con una banca dati anagrafica dei
mittenti e dei destinatari piena di errori, ridondanza e duplicazioni. Tutto
questo riduce le potenzialita` di ricerca e di recupero dei documenti e quindi
l’affidabilita` del sistema. Una possibile soluzione a questo problema e` di
creare ove possibile dei riferimenti per ogni anagrafica, strutturati sotto forma
di file xml o di foglio di lavoro, e di renderli disponibili in una cartella di un
server dell’Agenzia in modo che siano fruibili sia per accessi locali che dai
vari SUT (quantomeno in lettura).
Un’idea pratica per evitare l’immissione di anagrafiche multiple e` di no-
minare ogni file con il numero di partita iva dell’azienda o del codice fiscale
del responsabile, in modo da avere sempre una chiave unica di riferimento;
a questo si potrebbe aggiungere la data della dichiarazione, per poter avere
poi uno storico dei vari riferimenti.
La forza di questo meccanismo risiede nel fatto che sia i fogli di lavoro
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Figura 5.1: Un esempio tipico della Problematica.
Figura 5.2: Un esempio pratico
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che i file xml sono facilmente importabili in qualiasi database, e facilmente
compilabili da qualsiasi postazione. Questa scelta potrebbe inoltre aggira-
re temporaneamente gli ostacoli hardware che non permettono ad operatori
esterni alla sede centrale (quindi anche quelli presenti nei vari SUT) di accede-
re ai database per poter compilare direttamente le informazioni di anagrafica,
sgravando cos`ı gli operatori del settore Autorita` di Controllo dall’emergenza
delle nuove 10.000 richieste di adesione. Le anagrafiche e le richieste do-
po essere state compilate dai responsabili dei vari SUT verrebbero verificate
inizialmente dagli stessi responsabili (l’xml prevede la validazione del docu-
mento e i fogli di lavoro l’immissione controllata di valori), successivamente
inviate tramite posta elettronica certificata e con firma digitale. A questo
punto le informazioni di anagrafica verrebbero ri-verificate e inserite nell’ap-
posita cartella dalla quale potranno poi essere importate nei vari applicativi;
mentre le richieste di adesione valutate dal personale dell’AdC ed elaborate.
In appendice C alcuni esempi dei possibili fogli di lavoro da compilare, in
riferimento alle specifiche del database evidenziate in appendice B.2.1.
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Capitolo 6
Conclusioni
L’applicazione delle indicazioni fin qui specificate offrirebbe notevoli po-
tenzialita` per l’intera Agenzia. L’utilizzo di un sistema di protocollazione
che risolva i problemi descritti, insieme ad un applicativo documentale oriz-
zontale ai vari settori permette potenzialmente una migliore gestione delle
pratiche e dei dati; consentendone una gestione piu` efficace ed efficiente.
La problematica di esempio esaminata per il settore Autorita` di Controllo,
ha messo in evidenza la necessita` di definire finalmente uno standard per
la strutturazione di un database comune, primo passo verso una soluzione
definitiva.
L’utilizzo di posta elettronica e firma digitale permette di distribuire il
carico di lavoro delle immissioni di dati nel sistema tramite i vari SUT, svin-
colando inoltre gli operatori del settore AdC a problematiche legali di inseri-
mento dati, e apre inoltre la possibilita` qualora implementata agli operatori
del settore di compilare autonomamente le proprie richieste inviandole al-
l’Agenzia tramite le procedure descritte. Con le nuove 20.000 richieste si
andrebbe inoltre a popolare con minor sforzo il nuovo database, sfruttando
le nuove tecnologie di protocollo e documentali: e` da notare il fatto che l’Au-
torita` di Controllo si mette in relazione con la maggioranza degli operatori
produttivi, dando anche a loro il vantaggio di un processo piu` trasparente e
immediato.
In definitiva la situazione attuale dell’Agenzia si pone come importante
momento strategico intermedio tra un ieri in cui le richieste all’AdC venivano
mandate via posta, protocollate, scansionate ed elaborate, e un potenziale
domani in cui sara` possibile per gli operatori agro-alimentari scaricare dal
sito internet del Laore i documenti compilabili ed inviarli tramite pec; o
direttamente riempire i campi di una form dopo aver correttamente eseguito
un accesso con autenticazione.
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Appendice A
Definizioni, acronimi e
abbreviazioni
Autorita` di Controllo (AdC): Ufficio dell’Agenzia Regionale Lao-
re Sardegna che si occupa dei controlli sulle alle aziende che richiedono la
certificazione dop e igp.
Direttore del Servizio: Responsabile dell’AdC che riceve e controlla
tutta la documentazione in ingresso. E’ altres`ı responsabile di quella in
uscita.
Controllo e Verifica AdC: Analizza la documentazione fascicolata dal-
la Segreteria AdC, e assegna le pratiche ai vari Responsabili di Procedimento.
E’ inoltre colui che assegna le ispezioni e convoca il comitato di certificazione.
DigitPA: Ente italiano per la digitalizzazione della pubblica amministra-
zione.
Fascicolo: Raccoglitore di documenti. Quando e` ‘aziendale’ e` relativo a
una tipologia di operatore di una DOP/IGP; quando e` invece ‘generico’ fa
riferimento ad un determinato affare, progetto o ad una determinata attivita`
(es. un contatto con un altro ente relativo ad un determinato argomento,
una procedura per l’acquisto di determinati beni o servizi, ecc).
Operatore di Filiera (fittizio) : Operatore che invia all’AdC i dati che
specificano la propria produzione, saranno produttori primari, raccoglitori
trasformatori e confezionatori.
Operatore Istituzionale: Accede all’anagrafica e ai fascicoli in lettura
richiedendo eventualmente verifiche ispettive, talvolta tramite foglio di lavoro
contenente i codici delle aziende.
Protocollazione: Processo di registrazione dei documenti in ingresso,
uscita o interni all’ufficio; che permette l’identificazione unica di ogni docu-
mento, assegnando un numero di serie univoco e sequenziale. La protocol-
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lazione e` gestita dall’Ufficio di protocollo, e ha come output il documento
protocollato.
Responsabile di Procedimento: Esamina la documentazione relativa
ai vari procedimenti. Inserisce poi nel sistema determinati dati che andranno
poi a popolare il database, ad esempio per quanto riguarda il sistema dei
pagamenti.
Richiesta di Adesione: Modulo compilato e inviato da un’azienda al-
l’AdC, consiste nella richiesta di aderire a uno dei sistemi di controllo gestiti
dall’AdC, per una o piu` tipologie di produzione.
Segnatura del Documento: L’apposizione o l’associazione all‘originale
del documento, in forma permanente non modificabile, delle informazioni
riguardanti il documento stesso.
Segreteria AdC: Si occupa del controllo della classificazione e fascico-
lazione del materiale informatico e cartaceo in ingresso e in uscita; dell’ag-
giornamento dei fascicoli esistenti e dell’aggiornamento dell’anagrafica delle
ziende ainserite. Verifica inoltre i pagamenti sulla base dei dati inseriti nel
sistema dai responsabili di procedimento.
Sottofascicolo: Quando e` aziendale rappresenta un insieme di docu-
menti relativi a fascicoli di diversi anni; quando e` generico differisce per
oggetto.
Sportello Unico Territoriale (SUT): Ufficio dell’Agenzia Laore dislo-
cato nel territorio.
Tecnico Ispettore (fittizio): Colui che eseguira` i controlli in azienda da
parte dell’AdC. Puo` assumere contestualmente anche il ruolo di responsabile
di procedimento.
Tecnico di Laboratorio (fittizio): Esterno all’ente, effetua i controlli
in laboratorio dei campioni che gli sono portati dal Tecnico Ispettore.
Ufficio Contabile: Ufficio esterno all’AdC ma interno all’Agenzia che
si occupa di pagamenti, riscossioni e, quanto riguarda il presente documento,
la creazione di fatture.
Verifica Ispettiva: Verifica della rispondenza qualitativa di un’azienda
da parte di un Tecnico Ispettore a determinati standard.
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Appendice B
Diagrammi UML
B.1 Diagramma dei package
Figura B.1: Diagramma dei Package
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B.2 Diagrammi delle Classi
B.2.1 Diagramma dell’Anagrafica
Figura B.2: Il Diagramma delle classi di Anagrafica.
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B.2.2 Diagramma Archivio Fascicoli
Figura B.3: Il Diagramma delle classi relativi all’Archivio Fascicoli.
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B.2.3 Diagramma Archivio Verbali
Figura B.4: Il Diagramma delle classi relativi all’Archivio Verbali.
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B.2.4 Diagramma Archivio Utenti
Figura B.5: Il Diagramma delle classi relativi all’Archivio Utenti.
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B.3 Diagrammi di Sequenza
B.3.1 Diagramma Carica da Remoto Richiesta di ade-
sione
Figura B.6: Il Diagramma di sequenza rappresentante il processo relativo
alla Richiesta di Adesione.
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B.4 Diagrammi di Stato
B.4.1 Diagramma degli stati della Richiesta di adesio-
ne
Figura B.7: Il Diagramma Rappresentante i possibili stati della Richiesta di
Adesione.
72
Appendice C
Possibile Soluzione
C.1 Richiesta di Adesione
Figura C.1: Richiesta di Adesione
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C.2 Richiesta di Adesione - Fiore Sardo
Figura C.2: Richiesta di Adesione - Fiore Sardo 1
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Figura C.3: Richiesta di Adesione - Fiore Sardo 2
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