ABSTRACT
INTRODUCTION
Due to improvements in the digital image technology and growing availability and usability of internet during the past several years, demands for storage and transmitting of digital images have seen a distinct increase, Unfortunately, the problem of illegal piracy is increasingly serious. Protection of digital multimedia content has become an increasingly important issue for content owners and service providers. Encryption data was a way to ensure only the owner to view the content, there are still ways for illegal using of the content after decryption [2, 3] , that lead us to a new method for protection. Watermarking is the process of embedding data called a watermark into the multimedia object such that watermark can be detected or extracted later to make an assertion about the object. The object may be an audio, image or video and even 3-D models [4, 5] . Watermarking algorithms fall into two categories. The first form of watermarking was a spatial watermarking technique work with the pixel values directly. Generally, spatial domain watermarking is easy to implement from a computational point of view, but too fragile to resist numerous attacks [6, 7] . In spatial domain, the watermark is directly embedded into the specific pixels of the host image, but in transform domain which our proposed scheme based in the watermark is embedded into the transform coefficients of the host image after applying DWT, DFT, DCT or SVD transform, and this called the frequency domain watermarking. Because of the weakness of the spatial domain watermarks, watermarking in the frequency domain became more attractive as a result of its higher robustness against attacks compared to the spatial domain watermarking. To this aim a number of robust methods based on the SVD transform were introduced but these methods didn't offer good transparency and robustness against geometric attacks. Starting with Liu and Tan [8] an image watermarking method based on SVD, this method is robust against some attacks, and it is a non-blind method and it has a weak imperceptibility, Chandra et al. [1] also introduced a digital image watermarking method. This method is based on moderate modifying of the singular values of the host image. This method is weak against geometric attacks. Ganic et al. [9] proposed a method based on SVD in discrete wavelet transform (DWT) domain. The insertion procedure concerns the modifying of the singular values of the wavelet transformed sub-bands with the singular values of the mark. This scheme is a non-blind and the transparency of the watermarked image is weak. Makhloghi et al. [10] also proposed a scheme based on singular value decomposition in wavelet domain for copyright protection but his method lacks to robustness. Lin et al. [11] presented a full-band DWT domain image watermarking method based on SVD. This method has good robustness against common attacks but its drawback is that the original image is required in extraction procedure. Also the quality of the watermarked image is not good. The watermarking algorithms described in [1] [2] [3] [4] [5] [6] [7] [8] are semi or non blind. Soumya Mukherjee and Arup Kumar Pal [12] proposed a robust watermarking scheme which employs both the Discrete Cosine Transform (DCT) and the Singular Value Decomposition (SVD), It starts with transformation of an original image into a transformed image using block based DCT. From each transformed block, the middle band DCT coefficients are selected to form a reduced transformed image and then the watermark is embedded into the constructed reduced transformed image after a suitable SVD operation. This method has good robustness against different attacks but it has a weak imperceptibility. In this paper, a new SVD-based method is proposed which gives the variety in creating the watermark under (1, 2, ..., n) blocks depending on the initiate coefficients and using the circulant's matrix properties to make Chandra algorithm [1] blind instead of non blind and turn it robust against different geometric and non geometric attacks. Organization of the paper is as follows: Section 2 explains the concept of SVD and Circulant matrices while Section 3 presents the proposed method. Section 4 throws light on the experimental results and a comparative analysis of our scheme and other schemes is given, whereas the summary of results and the conclusion is presented in Section 5.
SINGULAR VALUE DECOMPOSITION AND CIRCULANT MATRICES

Singular value decomposition SVD
Every real matrix A can be decomposed into a product of three matrices :
where U and V are orthogonal matrices such that
where I is the Identity matrix and S is the diagonal matrix, 
Circulant matrices
The circulant matrix 
PROPOSED METHOD
We consider a circulant matrix 
is the watermarked image.
Watermarking detection and extraction procedure
We don't require the original image A to detect the watermark, we only require the watermarked image To extract the mark we compute: Our proposed watermarking method can be concluded in (Figure 1) . As it is shown to construct the watermark we first choose N the number of blocks of the watermark then we generate the coefficients ( ) and by following the steps mentioned above we embed the watermark into the original image.
EXPERIMENTAL RESULTS
The proposed scheme is implemented using MATLAB. Six 512×512 images Lena , Goldhill, Baboon, Barbara, Peppers, Boat were used in the simulation (figure 2). The signature is a 512 × 512 image composed with N blocks in its diagonal.
Figure 2. Original test images
To evaluate the quality of the watermarked images we use the PSNR measure defined as:
with MSE is the mean squared error between the original and watermarked image. The PSNR values of the watermarked images by our method indicate that our method in general achieves very good quality as it shown in (Table 1) . Figure 4) shows the watermarked images used in the simulation, it can be seen that there is no perceptual difference between original and watermarked images that is also supported by good PSNR value. It shows that the good imperceptibility is obtained by proposed technique. We use normalized correlation (NC) to evaluate the quality of the extracted watermark, and this measure is defined by: denote the coefficients of the inserted watermark and the extracted watermark respectively. As we can see in (Table 2 ) our proposed method is robust against different geometric and nongeometric attacks, and we can notice also that the relationship between the number of blocks of the watermark and the resulted NC generally are inversely proportional except for the rotation attack. Table 2 . Resulted NC for different image attacks using variation of watermarks. (Table 3) shows the comparison of PSNR for two other algorithms and our algorithm. The values of the scale factors, (SFs) are carried out with constant range from 0.01 to 0.09 with an interval of 0.02. Size of host images are 256×256 for Lai et al. [13] , and 512×512 for Tsai et al. [14] and our scheme. Table 4 . The comparison of robustness and imperceptibility (dB) for our scheme and Soumya et al. [12] under various image processing attacks. ( Table 4 ) presents the comparison of robustness and imperceptibility (dB) for our scheme and Soumya et al. [12] under various image processing attacks, besides the robustness results the proposed scheme achieved high imperceptibility compared with Soumya et al. [12] . Figure 5 . The attacked watermarked image under various image processing attacks in the comparison with Soumya et al. [12] ( Figure 5 ) shows the attacked images of the comparison with the scheme of Soumya et al. [12] . Figure 6 . Comparison of our algorithm and Musrat et al [15] in term of NC values ( Figure 6 ) presents a comparison of robustness between the proposed method and Musrat et al [15] method, it shows that Musrat's scheme is more robust against such attacks as cropping 75% , histogram equalization and rotation 30° compared to our method but ours still achieves a good NC values after applying those attacks, and the minimum value of NC was 0.9 which means its robust, and for the other attacks (Gaussian noise, JPEG compression and Translation) our method perform better than Musrat's scheme. [16] b Indicates the second scheme in Rastegar et al. [16] ( (Table 5 ) .
CONCLUSIONS
This paper presents a blind robust digital image watermarking scheme based on singular value decomposition and on circulant matrix for copyright protection, using the circulant matrix's properties we improved the algorithm of Chandra and turned it to a blind watermarking algorithm after it was a non blind in addition to the augmentation of its robustness. Simulation results indicate that the proposed method achieves higher robustness compared to other known watermarking methods. The proposed method is robust against a wide range of common image processing attacks.
