In this paper, we propose the VOA algorithm (Variable Offset Algorithm) to deal with the optimization of communication efficiency in dense WSN s with star topologies. The use of the VOA algorithm has been assessed by means of an experimental setup. The results highlight that the use of the VOA algorithm, implemented as a light middleware at the application layer, clearly enhances the communication efficiency in a WSN with star topology.
Introduction
Wireless sensor networks (WSN) are typically composed of small communicating nodes, which contain restricted resources, as sensing unit, wireless communication module, processor, memory and a power supply. Some applications require a random deployment of nodes in hazardous or inaccessible environments, where the position of the nodes can not be predetermined and changing batteries is prohibitive [1] .
The high interaction degree that a WSN may have with the observed environment imposes time constraints. For instance, the concept of data freshness implies that some data in the system has a short time of validity [2] . However, due to the high fault degree and the inherent non-determinism, applications with hard deadlines constraints are generally not considered. Moreover, due to battery depletion and faults, the network topology may become very dynamic, preventing the use of traditional scheduling approaches, like TDMA.
In dense networks, usually data fusion approaches are employed to increase the dependability of sensor readings and to achieve longer network lifetime, inducing a more accurate estimation of observed environment [5] [6] [7] [8] . In these approaches, sensed data are sent to a base station that fuses data, with the objective of extracting useful information from a set of readings. This way, even in the presence of faulty sensors, dependable information may be generated.
Even though the use of dense WSN in a star topology presents several advantages, there are some challenges with conflicting goals that must be solved (for instance, how to increase dependability and energy efficiency, 978-1-4244-5461-7/101$26.00 ©2010 IEEE while meeting time constraints). A typical scenario of such conflicting goals is when the number of nodes in a network is increased to achieve better reliability, but the WSN becomes congested and fewer messages arrive to the base station on time.
The main contribution of this paper is the proposal of the VOA algorithm (Variable Offset Algorithm), which targets the optimization of the communication efficiency in dense and dynamic WSNs with star topology. The VOA algorithm can be easily implemented upon IEEE 802.15.4 devices, as it is a light middleware implemented at the application layer.
Communication model
The communication model considers one master node (base station) and N slave nodes (Figure 1 ). The slaves acquire data periodically from a physical process and sent it to the master node. The master executes an application that uses this data to perform a data fusion operation.
Nodes are interconnected by an IEEE 802.15.4 [3] network operating in a beaconless mode. In this mode nodes send data using a non-slotted CSMA/CA approach. It is assumed that all the slave devices can reach the master using just one hop, and that the wireless medium is homogeneous in the monitoring area.
The network topology is considered very dynamic, preventing the use of traditional approaches, like TDMA. The proposed approach, called VOA, is implemented in the application layer of each node.
The idea behind this proposal is to desynchronize the instants of transmission of the slave devices by introducing a random offset between them. Therefore, the probability of collisions between messages transmitted from different slaves decreases, while the number of messages received by the master increases achieving high levels of Quality of Fusion (QoF).
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II Checkpoint I Message <Pi s l ave i offset I Figure 2 -Network operation. Some of these parameters may remain valid during all the monitoring session, or they can be changed at the next checkpoint. Therefore, a checkpoint imposes a resynchronization of parameters based on the network condition. If the checkpoint message is not received by a slave, then the device will wait the next checkpoint message (on the next MA).
The maximum offset (MO) is a parameter that is used to compute a random delay in range [0, MO[ using a random uniform distribution. This delay is used later to de synchronize the instants of transmission between different slaves.
During a MA, each slave should transmit K messages. This QoS requirement is defined by the data fusion application that is executed in the master node. Message transmissions proceed as follows. After the random delay, each slave should transmit one message every MI times, until K messages are transmitted, or the MA finishes (which occurs first). Message transmissions are always acknowledged. The default behavior of IEEE 802.15.4 is assumed regarding medium access, collisions, retransmissions, timeouts, etc.
Thus, a K-out-of-N model is proposed where slaves have a QoS requirement of sending K messages during a MA (i.e. N microcycles). This approach guarantees that the probability of several slaves try to transmit a message in the same instant is minimized, which reduces the number of collisions and allows the transmission of a higher number of messages when compared with the bare IEEE 802.15.4. Moreover, this model introduces a trade-off between QoS and energy consumption in the WSN. The tuning of number of sent messages is enabled with VOA, which increases both the network lifetime and the QoS even in random deployed networks.
The master performs the data fusion operation considering just the messages that arrived on time. In this case, the master just fuses data that arrived in the previous MA. In order to tune the operation of the network, the master computes two performance metrics at the end of each MA: Quality of Fusion (QoF) and
Efficiency (E/). Efficiency is the relationship between timely received messages (messages received by the master in the previous MA) and the required messages, and it is computed as following:
where Mr; is the number of received messages from slave i and E M s is an estimation of the number of messages sent by slave nodes (Eq. 2). This metric indicates how many messages are used in data fusion task:
where K is the QoS requirement and N is the number slaves. Quality of Fusion is the average number of received messages by the master node during all the macrocycles, and is evaluated as following:
where nMA is the number of macrocycles since the beginning of the network operation. The basic idea of this metric is to represent the quality of information on data fusion. A higher number of messages used in data fusion task result in more reliable information. A description of VOA algorithm is shown below. The proposed model has its roots in previous research works and also in some existing wireless network standards. The adopted star topology is part of IEEE 802.15.4 technology [2] . Approaches presented in [5, 6, 8] also use star topologies, where sensor nodes are able to reach the base station injust one hop.
A parallel data fusion scenario is considered in [6] , where the master node is not aware of the number of sensor nodes. The data fusion rule imposes that the number of packets must be greater than a pre-defmed threshold in order to make a decision.
The microcycle concept is used in [9] , where it is called round. The main goal of this concept is to discretize the time intervals at which decisions are made. QoD (Data Base Freshness) presented in [4] is similar to QoF concept. This work deals with miss deadline ratio and the data freshness (QoD levels). [2] is becoming a de facto standard for low power and low rate wireless networks. The physical layer can operate with 250 Kbps of maximum transmission rate. The MAC supports two types of operational modes that can be selected by a central node called PAN coordinator: beaconless mode, a non-slotted CSMA/CA; and (2) beacon mode, where beacons are sent periodically by PAN coordinator. In this last case, nodes are synchronized by a superframe structure.
Two variables are maintained by each device in beaconless mode: NB, the number of times a CSMAlCA algorithm is required to backoff and BE, the backoff exponent, which is related to how many backoff periods a device shall wait before attempting to access a channel. When sending a message, the MAC sub layer shall delay for a random number of complete backoff periods in the range of 0 to 2BE -1 and request the physical layer to perform a channel assessment. If the channel is assessed to be busy, the MAC sublayer will increment NB and BE. If the value of NB is greater than macMaxCSMABackoffs (default value 4), the CSMAlCA shall end with a channel access failure status [2] .
This way, there are three main parameters that influence beaconless CSMAlCA performance: macMaxBe (default value 5), macMaxCSMABackoffs and macMinBE [3] . These default values can decrease battery consumption (due to the fact that one device just try 5 times before abort the transmission), however when the number of nodes increase in the network the communication efficiency decreases. Thus, IEEE 802.15.4 does not seem to be adequate for applications requiring the use of dense networks.
Experimental results
The experimental setup was composed of 30 MicaZ nodes, featuring an Atmel ATmega128L 8-bit microcontroller with 128 kB of in-system programmable memory and IEEE 802.15.4 support. TinyOS was used as the development platform. The deployment area was a 1,3xl,3m square ( Figure 3 ). It is possible to notice (Table 1 and Figure 4 ) that when K increases the efficiency decreases. When K is near of the 9 value, the Efficiency decreases due to the fact that the network is very busy and unable to handle such large number of messages.
A second experiment was also performed by varying the number of slaves ( Figure 5 ). When the number of slaves increases, the difference between VOA and IEEE 802.15.4 also increases. The difference of efficiency between VOA and IEEE 802.15.4 when considering 29 slaves it is over than 100%. These results show that VOA has a satisfactory performance and maintains a minimum QoS level even with a high number of slaves.
Conclusions
In this paper it has proposed the VOA algorithm to enhance the communication efficiency in dense wireless sensor networks. VOA algorithm was assessed with the help of an experimental setup based on MicaZ motes. The obtained results showed a clear improvement of the efficiency attained by the proposed algorithm. Moreover, as the VOA algorithm can be implemented as a light middleware at the application layer, without modifications in the communication stack.
