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With the two-dimensional code is widely used in people's lives, more and more
areas are opportunities or opportunities as a two-dimensional code, and a
combination of active development. And in which the field of security, but the two-
dimensional code are "empty stage", in order to investigate the use of two-
dimensional code on the security certification results and advantages of using
paper for two-dimensional code security certification documents offline briefly
described.
Firstly, for the current domestic and foreign common security authentication
technology brief analysis of these security authentication technology by major
application technology and application areas to explore, to fully exploit the
credibility of security certification two-dimensional code; secondly, it will be two
dimensionality code generation and development history and current situation
analysis, a brief overview of the main forms of technology and technical level of
the two-dimensional codes, two-dimensional code will explore the structure,
classification, application status, a full understanding of the development of two-
dimensional code direction, two-dimensional code used in digital signatures
based identity among prospected; the third part will focus on the two-dimensional
code generation scheme in the two-dimensional QR code was studied, QR code
generation scheme based on the amount of data, and its performance is
analyzed; the fourth part of the two-dimensional code application in offline
documentation and design practice, and ultimately concluded; the last part of this
system is mainly to be summarized and prospected.
The main contents are as follows:
1. This paper describes the current common security authentication technology,
based on the offline documents based on the current lack of certified documents













will be based on the identity of the same combination of two-dimensional code.
2. From the need to use the technical aspect, the present system were introduced
two important technical knowledge needs to be applied to. First, more typical and
more popular of several two-dimensional code has been brief, and summarizes
the technical characteristics of the two-dimensional code, followed by information
on the QR Code coding and error correction coding are studied. Then starting
from the digital signature, encryption and digital signature emphasis on identity-
based were introduced, their practical application started to explore in the final
presentation of the elliptic curve digital signature scheme is based.
3. In this paper, the current more popular QR Code generation scheme, with the
needs of the system, QR Code generation scheme is proposed based on the
amount of data, and its performance was tested and analyzed.
4. In this paper, based on the amount of data QR Code generation scheme and
identity-based elliptic curve digital signature scheme formed the offline document
security authentication system and its implementation. The system realizes the
security identification of certified products can be off-line operation, does not rely
on network communication function, and low cost, without the need for additional
technical support.
Key Words: Offline Document Security Authentication; QR Code; Identity-Based
Signature Agreement on Elliptic Curve
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