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Business continuity plans (BCP) help organizations plan for and withstand the occurrence
of unexpected events that interrupt the normal operation of business. Managers typically
develop several alternate plans to minimize the business impact of unexpected events.
The problem for decision makers is that comparative evaluation of BCP is typically done
using subjective judgments.
This research uses a case study approach focusing on a single organization and a single
business continuity application to propose the use of computer simulation as a tool for
managers to identify and evaluate different BCP prior to committing resources. In the
context of an insurance firm, a specific plan was evaluated using simulation methods. A
simulation model was used to model the operational aspects of the call center in an
insurance company. After the model was validated, it was used to answer questions about
what-if scenarios.
Results suggest that scenario analysis using simulated model enables managers to ask
useful questions that can help evaluate the plan. Managers at the insurance company
used the simulation model to determine the level of service required and evaluate
business continuity strategies to achieve it.
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Chapter 1
Introduction

Disasters and unexpected disruptive events represent a continuous risk for the
normal operation of organizations. To mitigate the effect of such events, companies
require to project scenarios that can affect continuity in service, developing business
continuity plans (BCP) where one or more strategies can be developed for each scenario.
BCP is a process within business continuity management (BCM) that defines the
strategies that an organization shall implement to ensure its survival when an event
causes interruption of the normal operation, mitigating the impact to the organization
(Herbane, Elliott, & Swartz, 2004; Stanton, 2005). Business continuity plans reduce the
organizational impact, but there is not a single recommended approach (Cerullo &
Cerullo 2004) and the problem for decision makers, especially in large organizations, is
the need to evaluate large number of plans.
It is possible to use computer simulation to evaluate BCPs, nevertheless, the use
of simulation in service organizations and information systems is limited (Vitolo &
Coulston, 2005; Greasley, 2003) and no one seems to have addressed the use of DES as a
decision support framework in the context of BCP as proposed in this research.
The use of computer simulation has several benefits for the organization such as
the possibility to allow decision-makers to observe a model of the real system to
understand and evaluate its performance, allowing decision makers to determine changes
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and observe their effects without disrupting normal operations (Banks, 1998) facilitating
the analysis of what-if scenarios (Banks, Carson, Nelson, & Nicol, 2000).

Problem Statement and Goals
Given the several strategies, the goal of this research is to provide decisionmakers, planners, and subject matter experts with an experimental decision support
framework based on discrete-event simulation to analyze and execute what-if scenarios to
measure and improve business continuity plans. The research question is: does computer
simulation provide a valid experimental decision support framework to evaluate different
strategies for business continuity plans?
The purpose of this research is to evaluate whether models developed using
discrete event simulation methodology can assist decision makers in making BCP
decisions. The broken down goals are:
a) Develop a discrete event simulation model
b) Develop a set of criteria for evaluating the model
c) Develop and test the model
d) Evaluate the Business Continuity Plan (BCP) of a financial
organization
e) Generalize the findings to evaluate the suitability of the simulation
methodology to Business Continuity Management
This research used case study approach by focusing on a single organization and a
single business continuity application. The case study approach is suitable for this
research because is a type of qualitative research that supports the investigation of a
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single program or event within its real-life context with the purpose of learning about an
unknown situation (Leedy & Ormrod, 2001; Yin, 2002). Hevner, March, Park, and Ram
(2004) emphasize the observational nature of case studies as a design evaluation method
by studying events in depth in business environment. The findings of the case study
support the understanding of similar situations in order to generalize the application of
discrete event simulation within the context of BCP.
The use of discrete event simulation in the case study provides an experimental
artifact explained by design science. Hevner et al. (2004), points out that design science
research, promotes the creation and evaluation of IT artifacts to solve specific
organizational problems. Mathematical basis allows many types of quantitative
evaluations of the IT artifact, including analytical simulation to compare alternative
designs, and the contribution of design-science research is the artifact itself. The artifact
must enable the solution of unsolved problems by extending the knowledge base or by
applying existing knowledge in new and innovative ways.

Relevance and Significance
Managers use different available techniques in their decision-making process.
These techniques are part of operations research or management science. Some of the
primary quantitative tools used by operations researchers include statistics, optimization,
stochastic, queuing theory, game theory, graph theory, and simulation. In many cases, the
goal is to determine the optimal solution nevertheless; the representation of a real-world
problem in concise model forms is not always possible. In these cases, simulation
becomes the best form of analysis (Lee, Moore, & Taylor, 1981).
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Simulation however, is not usually part of information systems research. Vitolo
and Coulston (2005) argue that the use of simulation techniques in physical and social
sciences research, but not applied, understood, or taught as a tool for information systems
(IS) research for three main reasons. First, the IS the field is relatively young compared to
the other domains using simulation. Second, much of IS research usually focus on
capturing and describing the behavior of IS systems, not on predicting the expression of
the behavior. Finally, technical competencies to develop a valid and verified simulation
are not standard components of IS curriculums. Simulation requires a variety of skills
from systems analysis to mathematical modeling to logical construction in order to
create, verify, validate, and execute a simulation model. These skills are not common to
all IS professionals.
The focus of this research was the demonstration of the application of theoretical
principles in the context business continuity planning rather than the method to develop
the plan itself. Insurance organizations already have business continuity plans usually
developed with the support of internal practitioners or external consultants and become
necessary to evaluate and optimize such plans to balance a good response with adequate
investments and resources. Simulation principles can provide decision-makers with a
decision support framework to play with the system without interrupting or exposing the
actual operation.
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Barriers and Issues
The use of simulation techniques is common in manufacturing environments
however; its application in service organizations is limited. Simulation of service systems
presents particular challenges. Some of these differences include that in service
organizations systems and components are not and clear as in manufacturing where parts,
machines, and processes have often better documentation. Another difference is that in
service systems time is usually more important. Manufacturing processes may have
inventories that serve, as buffers for delays, but service require immediate response to
customers waiting. Service systems present additional challenges because are dependent
on humans to provide the service making the system performance more unpredictable in
contrast to the predictability of machines (Lauhegry, Plott, & Nash, 1998).
Modeling research is extremely difficult and the impact of such efforts on
modeling practice remains to be seen (Pritsker, 1998). The application of simulation
models is often elusive and results may be difficult to interpret. Further, the problem of
validating computer simulation models of real systems is still an unresolved
methodological problem associated with computer simulation techniques (Vasermanis,
Nechval, & Nechval, 2003). While simulation as a technique for examining complex and
dynamic systems is widely accepted in the physical and social sciences, the approach is
not used, as a tool for information systems (IS) research. As such, its use as a tool for
information systems management by IS professionals is limited (Vitolo, 2005).
The formalization of the problems and systems within the business continuity
field has not reached the level of understanding existing in other domains.
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Limitations
The evaluation of Business Continuity Plans using simulation techniques intends
to provide a decision support tool to evaluate the viability of business continuity plans
without the need of manipulation of the real system (Kelton, Sadowski, & Sturrok, 2007).
The scope and intent of this study does not pretend to replace the procedures to test such
plans by performing exercises involving employees and recovery resources but to
evaluate the overall approach before committing the resources, especially in the case of
large organizations. Therefore, this evaluation provides a management tool to evaluate
different alternatives and select the best approach.
In addition, this research is limited to the explanation of the process and the
theoretical elements of the application of discrete event simulation using a case study
approach limited to a single organization and a single business continuity application.
This approach is a type of qualitative research that supports the investigation of a single
program or event with the objective of learning about a situation that is unknown or
poorly understood (Leedy & Ormrod, 2001; Yin 2002).
Finally, data was limited to a period of available verifiable data from secondary
sources or reports available of the last 12 months. Furthermore, in other to control the
complexity of the different variables involved in the operation, this study focused on key
controlled variables, described in the methodology section rather than covering all
possible factors.
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Definition of Key Terms
Business continuity management (BCM) - according to the BS-25999 standard,
BCM is a holistic business process that identifies potential threats and their impact to
business operations providing a framework for an effective response. Includes aspects
such as business impact analysis (BIA), business continuity plans (BCP), and disaster
recovery plans (DRP) (“BS-25999”).
Business continuity plan (BCP) - BCP is a process within business continuity
management (BCM) that defines the strategies for use in an incident to support the
organization’s continuity of operations at acceptable pre-defined levels (Herbane, Elliott,
& Swartz, 2004; Stanton, 2005).
Business continuity plans simulation - in the context of business continuity
planning, simulation refers to the use of a scenario to validate the content of a BCP (BS25999).
Business impact analysis – is a process by which the organization assesses the
likely financial and operational consequences of a crisis (Elliott, Swartz, & Herbane,
2002).
Computer simulation - refers to the use of software that replicates real-world
systems operations using models to experiment, study and evaluate their behavior over
time (Kelton et al., 2007).
Discrete-event simulation - in a discrete-event simulation, change in the state of
the system occurs at separate points in time. This is different from in a continuous model
where the state of the system changes continuously over time (Kelton et al., 2007).
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Disaster recovery - defines the traditional information technology (IT) approach
characterized by focusing on IT resources, protecting core operations with technology
recovery emphasis (Elliot et al., 2002).
Decision support system (DSS) - Haag, Cummings, and McCubbrey (2002)
define decision support systems as highly flexible and interactive applications designed
to support the decision making process when the problem is not structured.
Entity - is an object if interest within the system. (Banks et al., 2000)
Events - is an occurrence that changes the state of the system such as an arrival of
en entity or its departure (Banks et al., 2000).
Model - is a representation of a system in an abstract and simplified form
describing the way that the components of the system interact (Selia, Ceric, &
Tadikamalla, 2003). Such model is a logical or mathematical representation that
considers a set of approximations and assumptions about the way the system works.
(Kelton et al., 2007).
System – is a group of interacting entities operating together to achieve a common
goal (Selia et al., 2003)
System State - represents the collection of variables that describe the system at a
specific time, such as idle or busy (Banks et al., 2000).

9

Summary
In this chapter, the researcher introduced the reasons for undertaking the
application of discrete-event computer simulation modeling to evaluate Business
Continuity Plans as a novel research to solve the problem of decision makers and subject
matter experts of evaluating different BCP alternatives without disrupting the normal
operation of the organization.
This research project used a case study approach identifying the experiment
variables, developing a set of criteria for evaluating the model, collecting and analyze
data from the current process, simulating a what-if scenario using computer simulation
evaluation the assumptions of the BCP, and generalizing the findings to evaluate the
suitability of the methodology (simulation) to the problem domain (BCP).
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Chapter 2
Review of the Literature

Historical Review of Business Continuity Management Theory and Research
Management ideas follow a life cycle that is also applicable to the historical
evolution of Business Continuity Management (BCM). Within this context, Elliott et al.
(2002), identified three stages in the evolution of BCM during recent years. The first
stage is the technology mindset phase during the 1970s. During this phase, business
continuity was only a function performed for large corporate technologies such as
mainframe, focusing on external physical threats such as bombs, flood, and fire. The next
evolution stage came during the 1980s and Elliot et al. (2002), consider it the auditing
mindset phase. This stage still focus on technology and starts considering factors beyond
only technology aspects and includes for example, the facilities required to preserve and
survive disruptions in the event of building loss. Although this approach considered
people and other resources, did not emphasize the value of human contribution focusing
primarily on regulatory compliance. The final phase is the value-based mindset of the
1990s. During this stage, BCM becomes a factor aligned to organizational strategic
planning and other aspects such as maintaining competitive advantage, involving
customer and suppliers, and including social, economical and human factors for the entire
organization. Herbane et al. (2004), expands this concept and considers that BCM is not
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only a functional process with a limited impact, but an observable organizational
capability not necessarily tangible or transferable.
From a different perspective, Herbane et al. (2004) argues that BCM evolved
from the crisis management (CM) and disaster recovery planning (DRP) approaches into
the current socio-technical approach. These different views differ primarily in the focus
on three basic stages of a crisis: pre-crisis, trans-crisis, and post-crisis. The disaster
recovery planning approach on the one hand with an information technology focus
emphasizes recovery over prevention because the understanding of the causes of a crisis
was that they were beyond the control of the individuals, and further, the organizations.
This DRP is traditionally, associated towards information technology failures and natural
disasters. Conversely, the crisis management approach is more compatible to BCM
because assumes that a crisis starts during a pre-crisis phase, awaiting a triggering event
to transform the latent crisis into an active one (Herbane et al., 2004)

Elements of Business Continuity Management
The BCM evolution has also changed the scope and elements that integrate a
business continuity strategy. Nemzow (1997) differentiates disaster recovery from and
business continuity, explaining that typically, DR has a top-down approach that from the
board of directors driven in most instances by fear to potential catastrophic events
creating disaster recovery plans that may not be necessarily in proportion of those risks.
Organizations may survive if they protect their technology and mainframes, but it
necessary to consider aspect such as availability personnel, access to buildings, and other
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factors beyond just equipment, and material, what is important is to plan for business
continuity, regardless the specific type of event or natural disaster considering people,
knowledge bases, workflow, strategy, and backup.
A strategic view of business continuity needs to be business driven by a
combination of planning and management that lead to long-term value creation and
organizational opportunities. An organization with a technical operational focus only has
little more than the ability to respond to a crisis, as opposed to mitigating risks and
limiting losses (Herbane et al., 2004). The technology availability protection versus the
strategic value of including other business continuity factors, BCM components include
the identification of risks and impact to the business, the technology and the business
operation within the overall Business Continuity Management Strategy.
BCM processes include business impact analysis (BIA) and risk evaluation to
provide the understanding of the impact of the different business processes of the
organization (Jackson, 2000). As described above, Disaster recovery (DR) is another key
process of BCM and usually applies to the restoration of IT systems taking place during
and after an organizational crisis (Stanton, 2005). Finally, business continuity planning
(BCP), that in contrast to DR is the process of ensuring that an organization can survive
an event that causes interruption and reduces the impact to the organization.
Cerullo and Cerullo (2004) also analyzed the basic components of BCP finding
three major components in business continuity plans: business impact analysis (BIA),
disaster contingency recovery plan (DRRP), and training and testing.
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In addition to these elements, is necessary to consider an emergency management
process with specific resources and functions to coordinate the overall response to an
unexpected event in most cases represented by an Emergency Operations Center (EOC)
(Wallace & Webber, 2004).

Business Continuity Management Implementation
Elliott et al. (2002); Botha and Solms (2004); and Cerullo and Cerullo (2004)
agreed on the lack of a consistent approach or implementation guidelines to Business
Continuity Management. Botha and Solms (2004) defined a theoretical approach to
business continuity that covers seven stages: business continuity plans (BCP), project
planning, business impact analysis, business continuity strategies, implementation,
training, testing and maintenance. According to Botha and Solms (2004) business
continuity planning is not a linear process; instead, it follows a four iterations cyclic
approach. The first cycle is the backup cycle; the focus is to identify critical data and the
requirements for backup and storage. The second iteration is the disaster recovery cycle,
identifying process and resources to support the information technology recovery. The
third cycle is contingency planning, that requires alternate process to operate the business
without the technical infrastructure and finally, the last iteration is the business continuity
planning cycle. This cycle concentrates on the business continuity as a whole considering
recovery and business continuity.
Jackson (2000) presents a systematic approach to improve business continuity
plans (BCP). The first stage is the BCP process initiation, defining a process plan, and the
resources and practices to control the process. The organization must then analyze the
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status of BCPs and the strategic alignment to the business plans. The next stages define
support process and provide training to the BCP team members. To initiate a BIA process
provides an understanding on the impact to the organization of a loss of business
functionality. After the completion of the BIA, the BCP is developed selecting recovery
alternatives, and the required infrastructure and support services. BCP and recovery plans
testing assured their viability and correct functionality, followed by implementation and
maintenance phase.
Herbane, et al. (2004) pointed out four key processes that position BCM in a
strategic role. Those processes are human resources and responsibilities, business
continuity planning and processes, communications and structure, and attitudes toward
business continuity and ownership. Results of this study show signs of a strategic
approach to continuity management. An earlier study by Young (1999) expanded the
importance of process identification and evaluation to analyze how business select
functions and processes to prepare crisis management.

Business Resiliency Concept
Sheffi (2005) defines the concept of business resiliency as the organization’s
ability to bounce back from disruptions and explains that companies increase their
probabilities of survival to disruptive if they prepare in advance understanding their
vulnerabilities. Sheffi (2005) reported the results of a research project conducted from
2002 to 2005, analyzing high-impact and low-probability disruptions in service and
manufacturing organizations form the supply chain perspective. Results of this research
support the idea that organizations can reduce their vulnerabilities by taking action in
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seven areas: organizing for action, assessing vulnerabilities, reducing likelihood of
disruptions, collaborating for security, building in redundancies, designing resilient
supply changes, and investing in training and culture.

Business Continuity Management Standardization
Research shows different initiatives to standardize the approach to business
continuity management from government entities to best practices for industries.
Examples of such practice standardization models are described below.
In 2003, the Disaster Recovery Institute International (DRII), an organization
defining professional practice in the field of business continuity recognized the evolution
of the practice of business continuity and accepted the term Business Continuity
Management as a holistic process, which includes different management aspects. DRII
developed a body of knowledge for practitioners that cover the 10 areas of professional
practice listed below.
1. Project initiation and management
2. Risk evaluation and control
3. Business impact analysis
4. Development of business continuity strategies
5. Emergency response and operations
6. Development and implementation of business continuity plans
7. Awareness and training programs
8. Exercise and maintenance of business continuity plans
9. Crisis communications
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10. Coordination with external agencies
The listing of these practices does not reflect any particular sequence as organizations
may have different levels of maturity. In addition, points out the need of a broader scope
beyond technology requirements (“DRII”).

ISO-27001and ISO-17799
ISO-27001/ISO-17799 has its origins in 1995 in the British Standard 7799 (BS7799). This standard evolved to become and international best practice and has been
replaced by ISO-17799/ISO-270001 as international information protection standards that
considers information availability as one of the attributes that organizations shall consider
in any information protection program. Although focus mainly in information security,
section 14 of this standard establish five controls objectives for Business Continuity
Management. The controls objectives defined here are listed below.
1) Inclusion of information security in business continuity management processes
2) Business continuity risk assessment
3) Development and implementation of continuity plans including information security
4) Business continuity planning framework
5) Testing, maintenance, and reassessment of business continuity plans
The objective of these controls objectives is to create the ability for the
organization to respond to interruptions of business operations and to protect critical
business processes ensuring timely recovery (“ISO-27001”).
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British Standard BS-25999
The most recent effort for standardization was published in 2006 as the British
Standard BS-25999:2006 Parts 1 and in late 2007 part 2. These documents are a guide
and a specification establishing the framework for organizations and defining the process,
principles, and key terms business continuity management (BCM). In addition, this guide
provides a series of control requirements based on best practice and introduces the
concept of Business Continuity Life Cycle (“BS-25999”). The BCM lifecycle covers six
elements:
1) BCM program management. Organizations are required to maintain a BCM program
to establish and maintain the BCM strategy according to the size and complexity of the
organization.
2) Understanding the organization. This phase requires the analysis of information to set
priorities of products and services and the recovery needs of the processes required to
deliver them. This phase is critical because defines the baseline for the requirements for
the selection of the adequate BCM strategy.
3) Determining business continuity strategy. This phase requires the organization to
select between different alternatives the adequate response for each product or service at
an acceptable level of service operation and within an acceptable timeframe.
4) Developing and implementing a BCM response. In this phase, the organization
develops and implements a management framework detailing the required procedures
during and after an incident to continue business operations.

18

5) BCM exercising, maintaining and reviewing BCM arrangements. In this phase the
organization validates its strategies evaluating of they are complete, current, and accurate.
This process should help the organization to identify opportunities for improvement.
6) Embedding BCM in the organization’s culture. The last phase requires organizations
to embed BCM as of its core values.

Recommendation of the National Institute of Standards and Technology
The National Institute of Standards and Technology (NIST) has developed a
series of recommendation focusing mainly in information technology aspects,
recognizing the process of contingency planning as a cycle with seven stages described
by Swanson, Wohl, Pope, Grance, Hash., and Thomas (2002). The objective of these
stages is to integrate the process into the system development life cycle.
1. The first stage is to develop a contingency planning policy statement
2. Conduct the business impact analysis (BIA) to identify and prioritize critical IT
systems and components.
3. Identify preventive controls and mitigation strategies to reduce the effects of system
disruptions.
4. Develop recovery strategies to ensure that the expected recovery time objectives.
5. Develop an IT contingency plan with guides and procedures for restoring systems.
6. Testing, training, and exercises to identify potential gaps.
7. Maintain plans making regular updates.
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As part of the recommendations by Swanson et al. (2002) the authors classify and
define different types of plans involved the recovery with emphasis on information
technology as described below.
1. Business continuity plan (BCP). According to Swanson et al. (2002), this type of plans
address business processes; and information technology aspects are addressed only to
identify their support of essential business process.
2. Business recovery or resumption plans (BRP). This type of plans address the
procedures required to recover business operations immediately following a disaster, and
after BCPs.
3. Continuity of operations plan (COOP). COOPs address extended outages for up to 30
days to sustain essential, strategic functions at an alternate site. It also focuses on
business processes rather than technology.
4. Continuity of support plan or information technology contingency plan. This type of
plans it is technical in nature and documents the procedures and resources to recover
major applications.
5. Crisis communications plan. This is another type of plan that documents the
procedures for disseminating communications to personnel and the public.
6. Cyber incident response plan. Focuses on information security responses to incidents
affecting systems or networks such as denial of services attacks and viruses.
6. Disaster recovery plan (DRP). The plans are IT focused and provided procedures to
restore systems and infrastructure at an alternate site. The plan assumptions consider only
major disruptions with long-term effects.
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7. Occupant emergency plan (OEP). These plans provide safety processes and procedures
to protect the life and integrity of people.
These plans do not address emergency operation plans or coordination of
resources at a command level as described by Wallace and Webber (2004).

Holistic View of Organizations
One of the key concepts of the evolution of BCM according with the literature is
its holistic approach as an integrated part of the strategy of an organization. A critical
factor in understanding the requirements in the continuity of operations of any
organization is the interdependency between processes and the understanding of the
organization as a dynamic system in continuous change, incorporating the use and control
of information as part of the overall management system. Senge (1990) explains that
systems thinking is a useful approach to describe interrelationships and patterns of
change, helping to identify patterns lying behind the events and the details. A successful
approach to most management will take into account the understanding of dynamic
complexity. Unfortunately, most systems analyses focus on detail complexity, not
dynamic complexity, and that is why strategic plans usually fail to produce dramatic
breakthroughs in managing and securing an organization. Expanding this concept to
business continuity management will represent to consider the interrelations and
dependencies among processes.
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Current Business Continuity Management Evaluation Practices
BCM strategies and plans require testing and auditing to evaluate their continuing
readiness (Doemland, 1999). Testing as the main tool to evaluate plans is subject to the
range of priorities and demands facing an organization. (Elliot et al., 2002),
Elliot et al. (2002) explained the different types of BCM tests. The simplest form
is a desk-check, consisting in reviewing that the content of the BCP is accurate, for
example, list of employees and telephone numbers. The next level of testing is Walkthrough exercises. This type of test is similar to the desk-check, but involves all players
in the plan, following a scripted disaster scenario.
Simulation exercises also use a disruption scenarios, and testers use role-plays to
ensure a more realistic test. This type of testing intends to evaluate the integration of
plans for extended periods of time participants to work in an accelerated time
environment simulating hours, days or weeks during the testing period (Elliot et al.,
2002).
A more complex level of testing is the functional testing. In this type of test,
normal facilities are closed and employees are required to work form the recovery site.
Finally, full exercises are the most expensive and complex. These tests are large-scale
without previous notice to employees involving most functional plans.
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Historical Review of Simulation Theory and Research
Banks (1998) defines simulation as the “imitation of a real world operation of a
system or process over time.” The use of simulation techniques to evaluate process and
operations is common in physical environments however; its application in information
systems and service organizations is limited. Simulation allows users to observe a model
of the real-world system to evaluate its behavior, performance, make changes and
observe the effects of the changes without harming the real system itself.
Simulation integrates experimental design to understand complex and dynamic
systems. The manipulation of input variables and system parameters within pre-defined
acceptable values, the system behavior becomes a function of the changes defined by the
experimental design. More than one experimental design, set of experiments, or set of
variables may exist for any modeled system. The researcher is responsible of determining
what aspects of the system need to capture and test (Banks, 1998).
According to Kelton (2002), simulations follow two model types. The first one
refers to models that are a replica of scale of the system. This type is also known as
iconic models. For example, a physical flight simulator used to train pilots or a full-scale
simulated controls room used to train operators of nuclear plants are iconic models.
A second type of models is logical or mathematical. These types of models are a
set of assumptions, structural and quantitative, that support the prediction on how the
system does or will work. A logical model may be constructed using queuing theory,
differential equations or linear programming. These types of simulation models of
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systems can have three different approaches as discrete –change, continuous-change, or
combined models.
A discrete event simulation employs a next-event technique to control the
behavior of the model, triggering changes in the state of the system. Simulation, as an
experimental and applied methodology, intends to describe the behavior of systems,
construct theories or hypotheses that account for the observed behavior, and use results to
predict future behavior (Pritsker, 1998).
Laughery, Plott, and Scott-Nash (1998) explained that there is not an absolute
process to develop a simulation model, suggesting that in general, the creation of a
simulation model follow a staged approach. Eldabi, Zahir, Paul, and Love (2002) also
described a simulation development process consistent of 10 sequential steps. The initial
step, problem formulation, addresses the objectives of the study. The next steps are data
collection and data validation, followed by the construction of the computer model based
on a concept model, and a pilot run. The final steps include the design of experiments for
different alternatives and production runs, output analysis, and results documentation.
Banks (1998) developed a sequence of tasks necessary to develop a successful
simulation experiment described below.

Problem Formulation
In this step, the researcher identifies the problem and develops the assumptions
that will be included in the model.
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Objectives
In this step, the researcher develops a series of questions to be answered by the
simulation model and the requirements for the study including time, resources, personnel
required.

Data Collection
In the data collection phase, the researcher collects the necessary information
including statistical data, information about process workflow of normal operations,

Model Data Validation
The model behavior measures the probabilistic distribution of the data collected,
Kelton et al. (2007) presents a summary of commonly used probabilistic distributions as
part of the functionality included in simulations software such as Arena.
The commonly used distributions and their application in simulation include:
a. Beta. This distribution is applicable in the absence of data as a rough model because
its ability of taking different shapes.
b. Continuous. Is used to for continuous random variables into the simulation model
c. Discrete. Usually applied in simulations of discrete variables such as job type or batch
size for arriving entities.
d. Erlang. This distribution is applicable in simulations where activities occur in phases
where each phase has an exponential distribution.
e. Exponential. Applicable in random arrivals and breakdown processes
f. Gamma. Usually used to represent time to complete a task.
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g. Johnson. This is a flexible distribution that be used in different situations.
h. Lognormal. Is applicable in situations where a quantity of a product is product of
large numbers of random quantities.
i. Normal. This distribution is applicable in processes that appear to have a symmetric
distribution.
j. Poisson. This is a discrete distribution applicable to events that occur in fixed
intervals or batches.
k. Triangular. Applied when the distribution of data is unknown, easier to use and
explain than other distributions.
l. Uniform. Used in values consider to be equally likely.
m. Weibull. Used in devices reliability simulation models
The statistical analysis of simulation variables is a key component of the
simulation process. For example, Lam & Lau (2004) found that the calls behavior in a
call center followed a Poison distribution. This probabilistic distribution defines the
behavior of arrival rates, where the probability of mass function represented by:

 e − λ λx
p( x) = 
 x!
0 otherwise x = 0,1,2…

Banks (1998) explained that the poison distribution is a discrete distribution often
used to model random events occurring in a fixed interval of time.
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Model Verification and Validation
Banks (1998) defines verification, as the process to determine if the model is
correct, validation on the other hand, is the determination whether the model replaces the
real system for experimentation. Researchers can use a variety of subjective and objective
techniques to validate a conceptual model. Among the subjective techniques available are
face validation by experts, sensitivity analysis, and consistency checks. Objective
techniques include input-output validation and historical input data. Statistical hypothesis
testing is another form of objective analysis for validating simulation models. Statistical
hypothesis is an approach to test the validity of a simulation model following hypotheses
such as H0; the model is valid for the acceptable range of accuracy under a given
experimental frame, and H1, model is invalid for the acceptable range of accuracy under
a given experimental frame (Vasermanis et al., 2003).

Analysis without Available Data
Is important to consider that there will be times where data may not be available
for different reasons. The most important been if the researcher is facing a new process
without historical data. Banks, (1998) suggests that a model assumptions or ad-hoc data
when data is not available based on constant values or probability distributions. For
example, an exponential distribution, with characteristics that include the use the mean as
parameter bounded to the left or right and with high variance can be used to determine
interarrival times, or time to machine failure. A triangular distribution is symmetrical or
not symmetric, bounded to both sides and is applicable to simulate activity times.
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Simulation Application Research
Barlas, Cirac, and Dumand (2000) used simulation in strategic insurance
management. They developed a model using real data for seven years to address predefined strategic managerial problems of an insurance company by using systemic
dynamic simulation. In their conclusions, the model was structurally reliable
demonstrating its behavior validity. The validation of the insurance model included logic,
extreme-condition, sensitivity, and boundary tests.
Greasley (2003) discussed another business-process simulation within a businessprocess reengineering approach. In this study the author explains that the use of
simulation techniques is common in manufacturing environments however; its
application in service organizations is limited. Greasley (2003) analyzed a nonmanufacturing application of computer simulation using a case study in the context of
business-process reengineering, to identify staff costs at a police force organization and
to predict the change in utilization of staff because of the process redesign. Greasley used
available data to determine the average number of arrests per month, average cost, and
average cost per arrest. In addition, from a process centric perspective Greasley
constructed a process map to provide the logic of the simulation model in the simulation
system. The author decided to use actual historical data to drive the model that also
simplified its validation. In contrast, a later study by Lam and Lau (2004) cited below use
a Poison distribution to simulate the rate of arrivals instead, but in both cases, model
validation compared simulation results with actual statistics.
Greasley (2003) provides an introduction to address non-manufacturing
simulation problems, finding business process simulation or BPS a useful technique to
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evaluate and mitigate the risk of changes in processes using a process center approach.
Nevertheless, more case studies are required in the service sector since BPS is not a
methodology to in itself to improve processes, but a technique to evaluate them.
Lam and Lau (2004) present another example of the application of simulation to
service processes using simulation to restructure call centers. Call centers are a key
component of the operation processes of service organizations. Evaluation of
improvement opportunities should not disturb existing service operations. In this article,
the authors use a computer simulation model to measure three scenarios of process
improvement in a call center. Using data such as incoming calls per day, average call
handling time, post call processing time, and average time waiting of callers, Lam and
Lau (2004) conclude that simulation is a valuable analytical tool applicable to different
business cases such as business continuity planning however, the success of a process
redesign for call centers is to organize around outcomes rather than tasks. In contrast, the
earlier study by Greasley (2003) cited above, found a successful application of simulation
in a process-centered approach.
Saltzman and Mahora (2001) for example, analyzed a technical support call center
of a major software company. In modeling call center operations, data collection is a
multifaceted challenge. Their primary data source was the automatic call distributor (the
ACD or phone switch). Other model inputs derived from the results of management
decisions, raw data captured through other systems, and business-planning assumptions.
To verify the model, authors relied on their experience with building and testing
simulation models. To validate the model they relied on the second author's experience as
a call center consultant and intimate knowledge of the client's operations.
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In contrast, Vasermanis et al. (2003) presented statistical hypothesis testing as a
common form of objective analysis for validating simulation models. Statistical
hypothesis test the validity of a simulation model following hypotheses such as H0, the
model is valid for the acceptable range of accuracy under a given experimental frame,
and H1, model is invalid for the acceptable range of accuracy under a given experimental
frame. Vasermanis et al. (2003) expands the validation concept developing a uniformly
most powerful invariant (UMPI) test from the generalized maximum likelihood ratio
(GMLR).
Literature also refers to studies in the context of emergency management and
disaster readiness from different perspectives. For example, Cooke, and Rohleder (2006)
argued that many disasters are devastating because organizations ignore warning signs of
precursor incidents failing to learn from the lessons of the past. They developed, from the
systems dynamics perspective, an organizational response system called incident learning
in which normal precursor incidents are used in a learning process to mitigate
complacency and support the organization to prevent disasters. The simulation model
behavior provides useful insights for managers concerned with the design and operation
of incident learning systems.
Pollak, Falash, Ingraham, and Gottesman (2004) elaborated a discrete-event
simulation model combining with graphical user interfaces and scenario control via a
workflow engine can provide an integrated, versatile, and interoperable operational
analysis system to analyze an Emergency Operation center (EOC) organization. From
their perspective, modeling and simulation technologies offer a clear opportunity to
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design, test and train staff regarding a center’s internal operations and communications
and coordination between agencies.

Simulation Software
Advances in computing power and availability of simulation software have
positioned computer simulation as a viable tool for decision-making models. Numerous
software options are available to researches and practitioners. Banks (1998) divides the
simulation software available in general-purpose, and manufacturing oriented software
including simulation-based scheduling, simulation support software, and business process
reengineering. According to Banks (1998) examples of commercially available software
to solve simulation problems are presented below.
1) Arena. This software is capable to model discrete and continuous simulations and
targets the modeling of business processes to support high-level needs. At the core of
Arena is the SIMAN simulation language.
2) AutoMod. This suite addresses mainly manufacturing and materials handling
simulations with built in templates. It also has 3-D animation capabilities offering
optimization based on evolutionary strategies algorithm.
3) Deneb/Quest. This is a manufacturing oriented software with an open architecture that
allows users to collect and tabulate data using Batch Control language (BCL)
automatically.
4) Extend. This is a process-oriented software capable of continuous and combined
modeling. Users build models placing and connecting blocks by way of connectors using
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C-like simulation. It also has an open architecture so the code for blocks is available to
advance users.
5) ProModel. This is a simulation and animation software with manufacturing-oriented
elements with a decision logic based on sets of rules. The model elements in ProModel
include entities, locations, resources, paths, routing and processing logic and arrivals.
In addition to simulation functionality that supports statistical analysis, many
software options have added experimentation and statistical analysis tools. For example,
Banks et al. (2000) explain that Arena comes with and output and process analyzer that
provides confidence of intervals and comparison of multiple systems adding scenario
management capabilities for design of experiments.
There is also software designed for specific processes such as call center
calculations. Many of these use the Erlang-B or C distribution to simulate traffic.
Examples include CC-modeler and SimACD.

Simulation Software as Decision Support Systems (DSS)
When evaluating different simulation software options, is important to consider
the capabilities of simulation software for on-going decision support. DSS systems
typically consist of three components: dialog or user interface, data management, and
modeling or model management as discussed by Sprague (1993) and Haag et al. (2002).
The user interface component allows the user to communicate with the DSS, the
model management component represents variables and their relationships as a
representation of an event, fact or situation, and finally, the data component stores and
maintains the information that the DSS will use.
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Greasley (2004) analyzed these components while researching a product layout
design to ensure that the performance of a major manufacturing system would meet
required output levels. In this research, Greasley describes the DSS components found in
simulation software such as ARENA.

Dialog or User Interface
Available simulation software such as ARENA’s has user interfaces. In this case,
the software uses Microsoft VBA allowing custom design user input menus and output
results screens using the standard Visual Basic including the ability to interface with
Microsoft EXCEL spreadsheet and the VISIO drawing (Greasley, 2004).

Model Management
Users create models in arena using icons representing elements such as processes
and decisions on the computer screen. Icons are connected in a workflow style diagram
that can be created in Visio incorporating the value of variables and statistical behavior.
The researcher can then run the model covering a determined period and obtain statistical
results of the behavior of the model (Greasley, 2004).

Data Management
Simulation software is capable to import and export information from Microsoft
Access and Excel allowing researchers and users to integrate the simulation and data
collection process, especially when using already existing data (Greasley, 2004).

33

Summary
In this chapter, the researcher provides an extensive review of available literature
describing the fundamental concepts of simulation and research in different areas using of
simulation techniques to solve procedural problems especially in the manufacturing
service industries. A major area for further development is the application of simulation
in the information systems (IS) field since its use as a tool for information systems
management by IS professionals is limited (Vitolo & Coulston, 2005).

Contribution to the field
This study intends to provide decision-makers and subject matter experts with a
decision tool to evaluate business continuity plans. Several techniques within the context
of decision-making are available to managers as part of operations research or
management science. Simulation techniques allow users to replicate systems into models
with the objective of performing sensitivity analysis without affecting the real system.
Nevertheless, Vitolo and Coulston (2005) pointed out that this approach is common in
physical and social sciences, but usually not applied, understood, or taught as a tool for
information systems (IS) research.
The novelty of this research is the demonstration of the application of simulation
theoretical principles in the context business continuity planning, as this remains an area
of further research. This approach focus on the analysis rather than method to develop the
Business Continuity Plans as simulation principles can provide decision-makers with a
decision support framework to play with the system without interrupting or exposing the
actual operation.
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Chapter 3
Methodology

Research Method Employed
This research used a case study approach by focusing on a single organization and
a single business continuity application. The case study approach is suitable for this
research because is a type of qualitative research that supports the investigation of a
single program or event within its real-life context with the purpose of learning about a
situation that is unknown or poorly understood (Leedy & Ormrod, 2001; Yin, 2002).
The focus of this study is the use of an experimental decision support framework
based on computer simulation to analyze and execute what-if scenarios to evaluate
business continuity plans, from a decision support perspective rather than focusing on the
technological aspects of disaster recovery. Processing of information requires the
interaction between users and systems, while disaster recovery deals with the technical
details with the availability and survivability of systems that falls under computer
systems. This research takes the information science approach focusing on the flow of
information with the objectives listed below.
The researcher performed an extensive empirical literature review to identify
previous research in the fields of business continuity, disaster recovery, crisis
management, decision support systems, and simulation. An analysis of the literature
provided the status of research and the application within the field of business continuity.
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In addition, a discrete event simulation model was designed using secondary data.
Data was available in historical documents and compiled in an Excel spreadsheet to
analyze trends and define the values for the variables.
Simulation integrates experimental design to understand complex and dynamic
systems. By manipulating input variables and system parameters within pre-defined
acceptable values, the system behavior becomes a function of the changes defined by the
experimental design. More than one experimental design, set of experiments, or set of
variables may exist for any modeled system. The researcher is responsible for
determining what aspects of the system need to capture and test (Banks, 1998).
The researcher used a case study approach of a discrete event computer model to
evaluate businesses continuity plans to support management decisions quantifying levels
of resources and service to continue business operations. Figure 1 represents the
simulation framework based on the information already available in business continuity
plans, process documentation, and data available within the organization that feeds a
discrete event simulation model. The model performs sensitivity analysis providing the
researcher with the data necessary to evaluate the behavior of the business continuity plan
under different scenarios.
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Specific Procedures Employed

Case Study Overview
The case study focuses on a single process of an insurance company. A simplified
representation of the overall process includes the processes described below.
After receiving a customer insurance application the initial process is
underwriting. An underwriter receives and analyzes the application based on parameters
predefined to evaluate the risk. If accepted, the application is processed by new business
and submits the insurance policy and the customer receives the policy pages. During the
time that the policy is inforce, customers have to be able to submit updates and changes
as they face family changes and other circumstances. The customer support department is
responsible for making changes to the policy. Finally, in the case of life insurance
policies, beneficiaries will present a claim in the event of the insured death.
These core processes require the support of other staff functions such as
reinsurance, product development, information technology, human resources, accounting
and finance, contracts and licensing, and marketing. Each area will require specific plans
and resources to support the continuity of these operations. Figure 3 represents a
simplified diagram of the overall process.
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Figure 2. Insurance processes overview.

Data Collection
The researcher developed a three steps approach for this study:
1. Identify meaningful variables to be used in the evaluation model
2. Understand the data based on the current process based on the variables
identified
3. Apply data to a simulation model to perform a sensitivity analysis that cud be
validated by comparing results with actual data.
To satisfy the first requirement, the researcher developed a survey and conducted
a Business Impact Analysis. The approach to the BIA was to identify the main factors
that management considered to be critical in case of loss of business functionality. These
factors were grouped in two major categories, operational impacts that refer to the
adverse consequences to service and product delivery and financial impacts considering
the monetary value of the potential loss, additional costs or expenses because of the
business not being able to continue the delivery of products and services.
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The questionnaire, presented in appendix A, collects information about
operational and financial impacts for time increments from zero hours up to 30 days. The
first part of the instrument included four operational impact criteria: impact on revenue,
quality customer service, adverse public image, and quality measured in a five-point
scale.
In addition, to evaluate the financial impact the instrument included four factors
including money management, lost or delayed revenue, legal and regulatory compliance,
and delayed or duplicated processing evaluated in a ten-point scale for a period from zero
to 30 days.
Management validated impact information used to determine the maximum
tolerable period, after which the organization will undertake significant operational or
financial impacts.
As a next step in this study, the researcher used secondary data about the selected
variables from the normal process. Researchers might obtain evidence for the case study
by using different sources such as archival data, interviews, participant observation or
direct observation (Yin, 1994). Data covered a period of 12 months from 2006 to 2007
including 251 observations. Data was available in historical documents and compiled in
an Excel spreadsheet to analyze trends and define the values for the variables. Data was
validated with management and was used to validate results of the model comparing with
the current process.
The data collected included offered calls per month, actual number of customer
calls answered per day, direct number calls per day, average call handling time, post call
processing time and average waiting time of abandoned calls.
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Data Validity
The first validation of this study was data validation in the BIA and normal
process operations of the call center.
The BIA was validated by cross checking interim research findings with
respondents and finding average values as the information provided was based on
experience and subjective factors. In qualitative studies, the researcher obtains feedback
to the participants of the study. Respondent validation can be particularly valuable in
action research projects, where researchers work with participants on an ongoing basis to
facilitate change (Leedy & Ormrod, 2001).
Data collected from the current process secondary data obtained by the researcher
including observations of 12 months covering 251 days. This information was validated
with the department´s management group. Once data was validated, the model was
constructed using a statistical distribution for calls offered and service duration the
statistical behavior using a Erlange-C computer simulation software that follow a Poisson
process to generate and serve calls. Results of the simulation were also validated with
management.
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Model Construction
For this study, the researcher used a simulation software to simulate the arrival,
service, and disposal of calls using an Erlang-C process. The expression of an Erlang-C
process is presented below.

AN
N!

P (> 0)=

Ax

N
N–A

AN

-1
∑Nx =0
x! + N !

N
N -A

Where:
A= Total traffic offered in erlangs
N = Number of servers in a full available group
P (>0) = Probability of delay in a full availability group
P (>0) = Probability of delay in a full availability
Erlang-C formula is based on three factors:
1. The number of CSRs providing service
2. The number of callers waiting
3. The average time to serve each caller.
With this information, Erlang-C can also calculate the resources needed to keep
wait times within the call center's target limits.
According to Brown, Gans, Mandelbaum, Sakov, Shen, Zeltyn, & Zhao (2005),
the M/M/N model or Erlang-C is the most common theoretical tool used in the practice of
call centers, nevertheless is restrictive because assumes a steady-state environment,
customers and servers are statistically identical and act independently of each other.
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The first step is to determine the measures of the system performance. These
measures respond to specific questions about the effectiveness of the continuity plans.
For example, what will be the customer service level of service during an emergency
with the resources available? What transactions will be able to maintain normal levels of
service? What degradation can be expected? What additional strategies can support noncritical aspects of the customer support function? These elements are the core of the
evaluation of the business continuity plan.
The second step is to define the systems characteristics that vary to evaluate the
performance of the business continuity plan collecting the data, defining the tasks and
transactions to be analyzed. In this step, the researcher collected the data describing how
the current system works. To simulate the customer service operations the researcher
collected secondary data generated by the departments and other records for a period of
12 months.
After completion of the data collection and task analysis, the information is
captured. The model compares the current operation data of the customer support area
and presents variations based in a sensitivity analysis. The model validation consisted of
comparing simulation results with statistics of the real system to determine evaluate the
model adequacy before the different scenarios or what-if analysis.
The data collected included offered calls per month, actual number of customer
calls answered per day, direct number calls per day, average call handling time, post call
processing time and average waiting time of abandoned calls.
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Business Continuity Scenario
Once the model was validated matching the model input/output values to the real
system data, the parameters of a single business continuity plan where analyzed to
evaluate the viability of the plan compared with the original normal process values.
To simulate the viability of the plan, the main variables, calls and service time
where modified to consider the conditions of the plan. After running the simulation,
results were compared with the original model results and were validated through
discussion with the responsible manager.
Identifying the best plan that provides the best solution requires the analysis of the
behavior of the different alternatives. An option, for example, is to relocate a number of
employees to an alternate fixed facility (hot site).

Resources Utilized
The researcher had access to literature focusing on the search of recent peer
reviewed journals. The search of articles included publication dates no older than five
years unless the information is fundamental to define the historical context of this
research. In such case, articles from prior dates where included.
Some information was available only in books. The researcher requested such
materials from the Nova Southeastern University (NSU) library.
The researcher had access to secondary data already available to validate the
simulation model including process mapping, process information, process performance
data, workflows, and business continuity plans.
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In addition, the research project used computer equipment to perform the
literature research and document the review and data.
The researcher used a Personal Computer with Microsoft office including Word,
Excel, Visio, and Power Point to document the dissertation report, and process data.
The PC used was a Dell Dimension 8400, Pentium 4 with the following
configuration: CPU 3.4 GHz with 1.0 GB of RAM, local disk of 230 GB, and broadband
connectivity connected by using a 6534 kbps download high-speed internet service.
The researcher used commercially available simulation software to create and run
the experiment.

Summary
In this chapter, the author described the methodological approach to the research
project. The research included an extensive literature review from databases focusing in
peer review articles and books. The research followed a case study methodology
collecting data from secondary sources to develop a simulation model using
commercially available software. Data was validated and the model verified by
comparing input-output data from the real process with the results of the computer
simulation. To develop the model, the researcher used a commercially available call
center modeler that uses a model known as an M/M/N model or Erlang-C to simulate
calls arrivals and service. This model is the most common theoretical tool used in the
practice of call centers.
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Chapter 4
Results
Introduction

Decision makers are concerned with the ability to continue their operation with
acceptable levels of service in case of a major disaster of disruptive event. To mitigate the
risk they need to understand the potential impact on the business operation and on the
service levels that the organization provides and develop a business continuity strategy to
establish processes and a backup infrastructure capable to allow the business to continue
operations even if their main facilities, people, technology, or resources have been
affected.
Implementing a continuity strategy nevertheless, requires the organization to
invest in the necessary resources to ensure that will continue operating in the event of a
major disaster. The problem is that such infrastructure can be expensive and requires
constant evaluation to ensure that will be effective in accomplishing specific continuity
goals.
To determine the continuity requirements, managers need to identify and agree on
priorities and the acceptable levels of service during an emergency. With this
information, they can develop BCPs and requirements for processes and infrastructure
decisions. Once that these plans have been developed, they have to be tested and
evaluated on regular basis to ensure that they remain updated and capable to satisfy
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changing business requirements and to respond to different disaster situations or
scenarios. The problem for decision makers is that comparative evaluation of BCP is
typically done using subjective judgments. What variables shall be considered to evaluate
a BCP plan? What is an acceptable level of service during an emergency? What is the
availability of resources impact? What are the process priorities and their restoration
timeframes?
To help the decision makers respond to these questions and evaluate their BCPs,
the researcher proposed the use of a simulation approach that could provide information
about service indicators that decisions makers use to evaluate different scenarios before
committing resources in actual exercises.
The novelty of this research is the application of these simulation principles for
business continuity plans in the financial/private sector. The literature review showed
that while simulation techniques are applied widely in different areas, they are not used in
IS research (Vitolo, 2005). From the emergency management perspective, Pollak et al.
(2004) simulated the process of an Emergency Operations Center by Pollak et al. (2004)
by using discrete event simulation.
This chapter presents the results of the use of computer simulation to evaluate
BCPs. used by the managers at the insurance company to determine the level of service
required and evaluate business continuity strategies to achieve it under a what-if scenario.
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This chapter is organized into three main parts:
•

Identification of the experiment variables using a BIA - what variables
should be used to evaluate the BCP?

•

Current process data analysis – how do those variables behave in the real
system?

•

BCP evaluation – how do the selected variables behave in a what-if
scenario, compared with the normal operation using a simulation model?

As described above, the first part of this chapter describes the business impact
analysis (BIA) of the call center. The objective of this analysis is to identify the variables
to be used in the experiment. Data for the BIA was collected using interviews and a
questionnaire to identify the impact of financial and operational factors in the customer
service process considering a business interruption over a period. This information
provided the necessary context to identify what variables should be measured in the
current process and included in the evaluation of the BCP using the simulation model.
As concluded in the BIA, the researcher used quality of customer service as the
research factor. In second part the researcher presents the variables associated with
quality of customer service with data of the real system based on 251 observations from
secondary information. Data collected included offered calls per month, actual number of
customer calls answered per day, direct number calls per day, average call handling time,
post call processing time and average waiting time of abandoned calls.
Third part presents the evaluation of the BCP plan under a hypothetical scenario
that affects the availability of customer service representatives presenting a sensitivity
analysis. The researcher used data from the current model to simulate what-if scenarios
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based on different levels of staffing and the impact on the operation. The researcher
discusses the interpretation of changes and impact and their applicability in selecting
continuity strategies for the call center.

Business Impact Analysis
The first step in this research was to identify what variables should be used in the
model to evaluate the customer service BCP.
The researcher collected available documentation and review the current
assumptions of the plan. After reviewing the plan, the researcher concluded that there
were not specific references to performance indicators and it was not clear if the intent
was to restore the process to current levels of service. In order to develop a simulation
approach it became necessary to identify process indicators that could be measurable to
perform scenario analysis. The researcher identified the following questions to determine
possible metrics for the BCP evaluation; what are the measures of success of the plan?
and what factors are important to the organization to maintain during an emergency?
To obtain identify the variables to be used in the BCP evaluation, the researcher
conducted interviews with the management team. Feedback from these conversations was
captured in a Business Impact Analysis (BIA) questionnaire included in Addendum A.
The researcher concluded that the BCP did not include specific BCP goals and
conducted a Business Impact Analysis (BIA) The BIA process provides an understanding
on the impact to the organization of a loss of business functionality (Jackson, 2000) This
information was necessary to provide the necessary context to identify what variables
should be included in the evaluation model.
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The approach to the BIA was to identify the main factors that management
considered to be critical in case of loss of business functionality. These factors were
grouped in two major categories, operational impacts that refer to the adverse
consequences to service and product delivery and financial impacts considering the
monetary value of the potential loss, additional costs or expenses because of the business
not being able to continue the delivery of products and services. This approach is
presented in figure 3.

Financial
impact of
incident
Overall Impact
of Incident
Operational
impact of
incident

Figure 3. Business impact analysis model representation

To collect this information the researched used a questionnaire and five subjects
representing the organization’s management. The results are discussed below and the
detailed questionnaire is presented in Addendum A. In addition, a summary of results is
presented in table 1.
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Operational Impact
From the operational perspective, four factors were deemed to be relevant for the
customer service process.
a) Impact on revenue
b) Quality Customer Service
c) Adverse Public Image
d) Quality of processing

Impact on
revenue
Qua lity of
service

Operationa l
Impa ct

Public
ima ge
Qua lity of
processing

Figure 4. Operational impact factors

The operational impact was defined using a subjective estimation base as a
function of four factors: impact on revenue, quality of service, adverse public image, and
quality of processing. Each one of the four subjects provided a subjective estimate of
severity in the event of an incident, using a five-point scale per day of down time where
zero represented: not applicable, one, very low impact: two, low impact: three, medium
impact; four, high; and five, very high impact. The interpretation of the values assigned is
a subjective representation based on the subjects’ experience of the severity of the
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downtime. The results do not take an average of the values but it is an accumulation. For
example, the worst-case scenario is a 5+5+5+5=20 per day. The maximum value within
the period was 19.
The operational impact results are presented in Figure 5 showing a low
operational impact during the first 24 hours of the incident and increases during the first
week.
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Figure 5. Operational impact index

The interpretation of this graph was discussed with the process manager within
the context of the service requirements. The main products operated by the company are
term and whole life insurance. The level of service is different from other types of
insurance such as auto or property and casualty where customers require immediate
service, or with variable life, which include an investment component regulated by law
that requires companies to restore their operations within 24 hours. The policies the
company issues require underwriting which includes performing lab testing to evaluate
the risk of the applicant. Once lab samples are processed the underwriting specialists
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receives the report and, following the underwriting rules, accepts, rejects, or request
additional information. During the life of the policy, the customer contacts the customer
service center usually to modify the conditions of the policy, request information, request
withdrawals or loans, and other transactions that are not available either through an
Interactive Voice Response (IVR) system or online.
In this case, the organization identified that the impact index during the first days
resulted in accepting a Maximum Allowable Time (MAD) of 72 hours or three days
before resuming full operations. Provisions have to be made to notify customers of a
major event such as a telephone message or other types of communications such IVR
systems as part of the response plan.

Financial Impact
From the financial perspective, four factors were considered relevant.
a) Money Management
b) Lost/Delayed Revenue
c) Legal, Regulatory, or Contractual
d) Delayed or duplicate processing
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Figure 6. Financial impact factors.

In this case, the financial impact was considered a function of four factors: money
management; lost or delayed revenue; legal, regulatory, or contractual; delayed, or
duplicate processing. The financial impact is accumulative and represents potential
financial loss based on the factors explained above. Data was collected by asking the
same subjects to provide a subjective estimate of severity of the dollar amount for each
day that the company is not operating using a ten-point scale from zero to 10,000,000 US.
The y-axis in the graph represents the average across subjects and may be
interpreted as dollar loss (in thousands). The S-shaped figure suggests that the dollar loss
tends to be small for the first few days, steadily increasing until day 15 when the loss
levels off between 17 and 18. The financial impact according to the data provided
increases after two weeks mainly due to costs of reprocessing production during the first
days. Figure 7 represents the accumulative value of the financial loss during five periods.
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Figure 7. Financial impact

Within the Money management category, the first factor was the possible impact
on revenue such as loss of revenue, fees, or cash flow problems. In this case, the value
was considered to be subjective because it was difficult to quantify or it would result in
double counting of revenue-delayed income that cannot be reported as a financial impact.
The financial impact could not be objectively determined as customers may decide to
cancel their coverage if they cannot do business over a certain period.
Another factor was the quality of customer service. In this case, the delay in the
customers’ ability to contact the company could affect a customer's coverage. In addition
to quality of service and financial impact, management considered the adverse public
image that could result from down time. As a premier provider of financial services,
customers depend on the company’s ability to provide information services (account
withdrawals, loans, etc.) in a timely manner. The organization’s failure to communicate
customer's requests is severely impacted and can have negative financial affects on our
customers and the organization may not fulfill service level agreements. The last
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consideration included regulatory constraints, as any delay in customers’ ability to
contact customer service can affect a customer's coverage.
The four factors deemed to have financial impact included delays in ordering
duplicate bills can result in delayed payments, and delays in discussing premium payment
inquire could cause customers to either delay or not respond to requests for payment.
Another financial consideration came from legal and regulatory financial impact.
The interviews were unable to determine any specific monetary impact; therefore, no
assumption of financial impact in this category was included.
The BIA presented factors that could affect the performance of the organization.
Since these factors are measured in two different scales making it difficult to summarize
them into a single overall business impact factor. While the operational impact was
measured using a scale of very low to very high, the financial impact measured estimated
financial loss in thousands of dollars. The evaluation of the two categories was done
separately considering the impact over time. The researcher used a questionnaire to
collect the information used to assess the business impact based on the operational and
financial effect of a business interruption.
In this study, the same people rated both types of impacts. The idea was to
understand the impact on the selected process. Comparing figures 5 and 7 allowed the
researcher to conclude that the operational impact represented a major concern, and was
more important than the financial impact to the organization as the impact analysis
suggests that a disruption in service will have an increasing operational impact and occur
much sooner than a financial impact. This interpretation is based on the impact factors
that were selected based on the BIA completed by the researcher and decision makers and
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contains some level of subjectivity, as is difficult to compare directly the impact of the
operational and financial categories.

Table 1. Business Impact Data Summary
Impact
Operational

Financial

1
day

3
days

5
days

15
days

30
days

Quality
customer
service

3

4

5

5

5

Adverse public
image

3

4

5

5

5

Impact on
revenue

3

3

4

4

5

Quality of
processing

0

0

0

3

4

Money
management

0

0

2

3

5

Lost or delayed
revenue

0

0

2

3

5

Legal,
regulatory, or
contractual.

0

0

0

0

0

Delayed or
duplicated
processing

0

0

3

4

7

Factors

Description
Service Quality of customer
service diminishes as time
increases. This was deemed the
most important factor to be used in
the simulation.
Image Adverse Impact on the
corporate image in the community
it serves as a result of an
interruption of customer service
Impacts from loss of revenue, fees,
cash flow problems, or because it
is difficult to quantify or it would
result in double counting of
revenue delayed income that
cannot be reported as a financial
impact
Due to regulatory constraints,
organization could potentially
suffer a significant impact
Cash-flow, delayed billings,
financial management movement
Loss of business, fees, revenue,
cash management/cash flow
impact, lost investment
opportunity, delayed income
Sanctions, fines, penalties,
potential lawsuits

Loss of data, cost to re-create data,
delayed or duplicated processing,
vital records reconstruction

Respondents considered quality of service one of the main factors to be used in
the probe of concept model. In the next section, the researcher defines the variables
associated to this factor and presents data collected from secondary information to be
used to model the what-if scenario to evaluate the customer service BCP.
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Current Process Analysis
The second part of this results chapter describes the analysis of the current
available process information based on the results of the BIA. The main concern for
management was the operational impact and the four factors considered in this category,
over those considered in financial impact. Therefore, construction of the evaluation
model of this research focused on the operational impact rather than the financial impact.
To develop the model the researcher focused on impact to quality of service
specifically for those calling to request services during a disruptive event. Operational
secondary data was collected from available records in the customer service area.
Variables tracked and documented by the customer service area included average speed
to answer, calls received, calls answered, abandon rate, average service duration, and
average number of CSRs. Data collected covered a period of 12 months. This information
was used to produce the inputs for the modeler software. The software is commonly used
to identify staffing needs by using a statistical distribution to simulate the arrival and
processing of customer calls.
The call center provides service to policyholders and agents, serviced by a mean
of 22.5 CSRs, receiving an average of 30,339.8 calls per month or an average of 243.3
incoming calls per hour with an average service time of 280.8 seconds. If all CSRs are
busy, then callers will drop, with a 3.3% abandon rate. A summary of the data collected is
presented in table 1
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Table 2. Customer Support Monthly Data Summary
Month

January
February
March
April
May
June
July
August
September
October
November
December

Days
per
month

Calls
Received

Calls
Answered

Abandon
%

Average Service
Duration in
Seconds

Average
Number of
CSRs

292
283
276
282
283
276
275
272
289
289
284
269

24.6
21.8
22.2
21.7
19.9
23.2
23.0
24.4
21.3
22.2
22.5
23.3

3,370.00

270.1

20
19
23
20
22
22
20
23
20
22
20
20

32,646
28,373
33,547
27,863
30,340
30,816
29,229
32,009
29,515
31,098
29,232
29,410

30,911
27,034
32,284
27,160
29,526
30,013
28,046
31,284
28,183
30,086
28,245
28,589

5.3
4.7
3.8
2.5
2.7
2.6
4.0
2.3
4.5
3.3
3.4
2.8

Total

251.00

364,078

351,361

40.00

Mean

20.9

30,339.8

29,280.1

3.3

280.8

22.5

1.4

254.6

233.4

1.0

7.2

1.31

SD

This information provides the necessary context to identify the current values and
to compare them in a sensitivity analysis using a what-if scenario. Data was validated
with the responsible of the process.

Model Description
To perform the evaluation of the BCP, the researcher used a commercially
available software calculating traffic based on an Erlang-C as represented in figure 6. The
model generates calls randomly following as Poisson arrivals. This model also assumes
that service times are exponential and customers are served in the order of their arrival.
Brown et al. (2005) explained that the Erlang-C model, also known as an M/M/N model
is the most common theoretical tool used in the practice of call centers, nevertheless is
restrictive because it assumes a steady-state environment, customers and servers are
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statistically identical and act independently of each other. The assumption for this study
is that customers will call again later and are included in the total volume.

Calls
arrive

Call enter
system

Server CSR
process call

Caller
leaves

Figure 8. Simulation model representation

There are other approaches besides the commonly used Erlang-C. An example is
the M/M/N+M model, which is the simplest abandonment-sensitive refinement of the
M/M/N system. Exponentially distributed time to abandonment is added to the model by
the +M notation. Koole and Mandelbaum (2001) point out the effects of abandonment.
In their research, they use M/M/s +M, which includes an abandonment factor to the
M/M/s (Erlang C) M/M/s + M. This type of queue is referred as Erlang A, “A” for
Abandonment.
The researcher used data from the current model to create the simulation model
and evaluate the behavior of the service indicators per day with the assumption that the
information can be accumulated for the length of the duration of an event. To validate the
model the researcher used actual data in a one-day run of the model and compared the
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scenario analysis with the information collected. The results showed that the model was a
fair representation of reality.
A true model validation is impossible, what the researcher does is to either
invalidate or fail to invalidate using face validity that means that the system appears to be
an adequate representation of the real system (Neelamkavil, 1987). To evaluate the BCP,
this researcher focused on two main components of the customer service process, calls
received and number of CSRs available as the BCP scenario did assume an impact on the
availability of employees.

Business Continuity Plan Validation
Description of the test scenario
A hypothetical scenario for a fictional building incident, which involves multiple
departments, assumes that the building is inaccessible and will require the organization to
activation its business continuity plan at an alternate site for at least three weeks. The
hypothetical scenario assumes that the alternate recovery site can accommodate 100% of
the CSRs nevertheless the availability of CSRs is affected. Considering that the company
can restore their infrastructure but has fewer resources to operate the call center, the
following questions have to be answered:
a) What is the impact on service?
b) What level of degradation of service is acceptable during an emergency?
c) What modifications to the plan and processes can be implemented to mitigate
the impact of people’s availability?
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In the case of a disaster affecting the primary building, the customer service
support CSRs will be relocated to an alternate site with a maximum capacity of 75
workstations. The current number of CSRs is 22.5. The scenario also assumes that most
of the systems will be restored and available.
The incident scenario described above helped to provide a definition of the
necessary models and activities to be developed as well as guidelines for development of
operational analysis models.
As identified in the BIA, the service provided to customers and agents represents
a high operational impact. The focus of the analysis was to identify the impact of the
absence of CSRs, therefore the researcher varied the staff levels. The simulation
considers that calls are received randomly in a queue following a Poisson process. As in
the real system, customers are served in the order of their arrival and are directed to the
first available CSR. If there is no CSR available, customers wait in a queue. Abandoned
calls had no effect on the process as it was assumed customers would call again.

Scenario Test
The proposal for the evaluation of the business continuity plan is to perform a
sensitivity analysis using the model constructed. Kelton (2007) explains that sensitivity
analysis is an aspect often ignored in simulation studies. Sensitivity analysis can be used
to assess the impact of changes in the model.
In a traditional BCP testing approach the affected area will have to simulate the
situation and go over a desktop exercise where the scenario is presented to the group.
Another approach is to perform a life exercise in which the alternate infrastructures such
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as office space and systems have to be restored and CSRs are deployed to the recovery
site. From the desktop exercise perspective, the use of computer simulation can support
the decision making process by defining a clear understanding of the potential operational
and financial impact as variables change with different scenarios.
The scenario used for this research was based on comparing the results of the
current system as a baseline and control system, with the business continuity scenario and
plan assumptions. The baseline was used to evaluate the performance of the plan and
recommend improvements or modifications so the operation of the process during a
disaster could maintain acceptable levels of service.
A fundamental use of simulation experiments is to compare the performance of
alternative designs based on a defined performance measure Banks et al. (2000). In order
to test the business continuity scenario, the approach used was the same as comparing
two alternatives or scenarios for the same process. This approach allowed the researcher
to consider what if scenarios. Kelton et al. (2007) also explains that what makes scenarios
different from each other could be anything from the modification of a simple parameter
or variable to a major logic change. In any case, it is necessary to consider the appropriate
statistical methods to evaluate the output of the model. Goldsman and Nelson (1998)
explained that the particular method depends on the type of comparison. Such methods
include five classes of problems: screening a large number of system designs, selecting
the best system, comparing systems to a standard, comparing alternatives to a default or
comparing systems that are functionally related.
The BCP test is a sensitivity analysis of the current process were variables
change according to the scenario assumptions. This approach compares a default (or
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control) set of variables against themselves as well as the current system used (Goldsman
& Nelson, 1998). To run the BCP simulation, variable values changed to the values of
the disaster scenario including the number of calls and number of CSRs available. In this
case, the organization’s plan provides sufficient alternate office space for the total of
employees, but the availability of CSRs is affected. The scenario does not consider the
specific cause for these employees to be absent as management concern focused on the
process for this exercise. Subsequent discussions with management showed that this
scenario could be applicable to events such as a heath related event or a disaster where
people are evacuated or required to stay at home to take care of family or property.
The focus of the BCP evaluation is to determine the service level objectives that
the organization wants to maintain if a disruptive event requires the activation of their
plans. Current plans were not associated to service levels which, in the end, will
constitute a factor in the decision making process, especially when assigning resources
and investment levels for recovery.
Variables used to construct the calculations within the model are presented in
Table 4. Calls received per hour are an average of the 251 observations used during a 12month period considering eight hours shift. Call duration, in seconds, includes the time
since the call is answered until the CSR disposes of the call. During this time, the CSR
interacts with systems to obtain information and serve the call. The assumption is that the
serving time is not altered by systems response times in the recovery site and that similar
infrastructure is provided. The average delay is also a secondary data collected and
represents an average of 76.3 seconds during the 251 observations. The overall model
does not appear to follow significant variations during the year. The model also assumed
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that calls would follow an average of 243.3 calls per hour without significant changes
during the day, nevertheless in a real disaster calls may increase as the number of claims
will increase if there are customers also affected by the disaster. A key component of the
analysis is the abandonment rate. The real system has an average of 3.3% abandon rate.
This factor was introduced as 77% of the calls are answered within 76 seconds in the real
system. The model focused on the operational impact, where the number of
representatives available has a direct impact on service indicators.
To validate the model, information from the current process was captured in the
system. The researcher compared the results including number of CSRs and delays with
actual data concluding that the model was a fair representation of reality. A summary of
the variables and functions is presented in table 3.

Table 3. Model Input Data
Variable

Simulation input data
(Baseline)

x1 = Calls received per hour

243.3

x2 = Calls duration in seconds

280.8

x3= Average delay

76.3

x3= Abandon rate

3.3%

Available time
Customer service representatives (CSR)

8 hours per day
f1

Average delay in seconds
f2
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Results
What is the impact on service?
To evaluate the impact on the process, the researcher captured information from
the process in the system and ran the calculation for a single day. If the business
interruption expands for more than one day, data can be accumulated to identify the
effect over the duration of the event.
The first factor analyzed was the impact of the different levels of staffing due to
the disaster. In this case, different levels of staffing are a direct function of the number of
calls. If the number of CRSs is reduced, the capacity for answering 100% of the calls
will be reduced, based on the information from the real process. Conversely, if the
number of servers, in this case CSRs is less than 23, and the number of calls increases,
this increases the impact on service. Calls can increase, especially if policyholders are
affected by the disaster and need to report claims. Another factor could be calls from
customers concerned about the company and its viability if the impact is major. This
factor is the impact of calls on agents needed. The normal process requires 23 agents to
satisfy 100% of the normal call volume. In the disaster scenario, the lack of available
CSRs will have an evident impact on the level of service. Consider that the infrastructure
is available, but in this scenario, the affected resource is the human factor. If the number
of calls increases due to an increase of claims as customers may be also affected by the
disaster. In this case, the absence of two CSRs reduces the calls serviced by 10%;
conversely this formula can be aggravated by the increase of calls. A staff of 21 will fail
to serve 20% of the average calls per day. In the analyzed scenario, if calls increase by
10% the required number of CSR representatives is 24. This ratio has to be considered by
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the number of days with employees absent. Results of this analysis are presented in figure
9.

Figure 9. Impact of call volumes on agents (CRSs) needed

For this BCP scenario, the number of calls remained constant; nevertheless, we
were able to include different delays based on the current level of staffing. Figure 10
shows the effect on delays if the volume of calls increased because of the incident due to
an increase in claims. On the other hand, calls could be reduced because of the inability
of customers to call due to problems with telephone lines. This information is based on
current levels of staffing and shows that a reduction of call volume of 10% will have a
delay of 11% versus an increase of 10% compared with the normal volume that will have
a 182 seconds delay.
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Figure 10. Impact of call volumes on delay

After reviewing the effect on the current levels of staffing, the simulation
presented the effect of delay with different levels of staffing assuming that the call
volume remains constant. As expected, variations in staffing will have also significant
impacts in the delay and the service level of the organization. Figure 11 show that a
number below 20 CSRs will have a significant impact in the delays and service of the
organization. In this case, less than 20 CSRs have a cumulative effect and delays of over
8,000 seconds compared to the 37 seconds in the current process.
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Figure 11. Average delay versus number of agents

What level of degradation of service is acceptable during an emergency?
The overall experience in the development of this prototype helped the
department´s managers understand the need to identify operational objectives as part of
the BCP process. Understanding the business impact in the event of fluctuations on
availability of resources such as CSRs will help management to make informed
decisions. Such decisions include maintaining the level of service, accepting a reduction
in the level of service, or making changes to review the type of service and developing
alternate plans to mitigate the reduced availability of resources in the case of a disaster.
Another important point in a BCP evaluation is to contrast the evaluation with process
improvement simulations. In the case of a BCP simulation evaluation the intent is not to
optimize a process, but identify alternatives to mitigate and reduce degradation of service.
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In general, the following relationship became apparent:

Business Continuity Service Indicators

≥1
Normal Operation Service Indicators

If CSR resources are limited, the ability to support the number of calls is also
reduced to answer the calls within the 76 seconds factor. This analysis showed that
during this scenario all services and processes had same priority in the plan. It became
apparent the need to identify priorities in the different services provided to customers by
CSRs during an emergency. Management need to identify service objectives and set
priorities of the services that have to be performed within those objectives. In this case,
services with lower priority could be postponed or diverted using a different service to
allow the available CSR to reduce the service time and reduce the abandon rate during an
emergency.
The development of this experiment followed a normal process optimization
methodology with the important difference being that the selection of the best option in
the case of business continuity experiments is not the option that improves the process as
in a traditional optimization project. In the case of BCP experiments, the best option is
the one that allows the organization to provide an acceptable service level based on
metrics such as abandon rate considering that some level of service degradation would be
tolerable unless investment in continuity resources can equal the need of same service.
The current business continuity plan did not include expectation of service, so the
results of the simulation gave management a parameter to consider in setting minimum
service objectives.

70

Results showed that the service impact can be significant if the human factor is
affected as a result of a disaster. The feedback received from the responsible managers
was to maintain an acceptable level of service. The determination of the acceptable level
of service in case of an emergency or disaster was not included in the scope of this survey
but it is important to determine the objectives for the modification of the current plan. An
important point to consider when defining the service indicator for a business continuity
plan is the fact that this particular organization processes term life insurance. In this case,
the need for an immediate response may not be as critical as other types of calls centers,
but only in specific processes such as loans, withdrawals and surrenders. In this case, a
phased approach can be considered, as not all processes are required to be available day
one.

What modifications to the plan and processes can be implemented to mitigate the impact
of people’s availability?
As explained in Chapter 3, the customer service center provides service to term
life insurance policyholders, beneficiaries and agents. This research found 17 main
transactions that require intervention of a CSR. Those transactions are listed below.
a. Explain contract provisions such as riders and conversions
b. Routine customer changes such as address updates and contact information
c. IRS regulations, tax implications
d. Routine information inquiries
e. Coordinate tasks in processing areas to meet customer written needs (by
correspondence)
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f. Consider exceptions request and make decisions
g. Identify processing/system errors to drive process improvements
h. Conserve business
i. Facilitate coverage purchases (quotations)
j. Educate distributors and customers
k. Produce and explain inforce illustration to meet customer objectives
l. Send special bills
m. Send written confirmations
n. Death claims first report
o. Accounting histories
p. Take loan request
q. Provide/Options, analyze options
To identify modifications to adapt the plan to the service levels expected during a
disaster, an alternative is to identify critical services and prioritize minimum acceptable
levels based on service indicators. . In this case, the organization can focus on delivering
critical services to its customers and developing alternative ways to use IVR systems or
online service for particular processes that could allow self-service for customers. These
considerations could also have implications in the normal operation as they could help to
identify areas of opportunity to improve the process in the real system.
It is important also to consider the length of the emergency. A two-day outage
may have a low impact if the critical functions are available with a reduced number of
CSRs. Nevertheless and outage that expands for more than five days as presented in the
business impact analysis will have significant operational impacts. Based on the BCP
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scenario analysis reducing the number of CSR to 20 has a 10% impact on the average
delay. This effect will extrapolate daily during the length of the emergency if the
availability of CSRs persists.
This research study focused on operational impacts based on the BIA results.
From the financial perspective, the researcher analyzed the cost associated with nonrecovery of the process, however, financial information was based on experience and
opinion and there was not data to validate and it was not included in the model.
In the context of this application, the overall strategy was to identify the critical
operational factors to include in the BCP. Because of this research, it was found that the
current strategy did not included specific indicators based on impact. Once analyzed by
the BIA decision makers were able to identify current metrics that could be applicable to
BCP as requirements operational requirements. These requirements are necessary to
identify the resources needed to achieve the service levels pre-defined in the plan.
After simulating, the process results suggested that the absence of CSRs has a
significant impact when the volume of calls remains the same. Further, as calls increase
from customers requesting information about their policies during a disaster, available
resource are not sufficient to maintain the current service level.
Based on this information, during an emergency were CSRs are not available it
will be necessary to reduce also the number of calls by identifying and implementing
alternate processes. The strategies discussed are presented below.
1) Identify services that are critical to be provided over the phone.
2) Identify services provided that could be managed via internet
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3) Identify services than can be handled through an Interactive Voice response
system (IVR), especially those that are requests for general information
4) Identify and implement cross training opportunities with other non critical
processes that could provide resources to the call center during a disaster.
The simulation experiment achieved its objectives by providing an assessment on the
performance on the system in a what-if scenario. It allowed the responsible of the
department to identify specific goals for process performance during a disaster and
identify alternate processes that could absorb the impact if CSRs were not available.
Additional analysis will require incorporate the new options and evaluate the result. In
additional to this, it will be necessary to incorporate the financial impact and cost related
to the business continuity solutions.

Summary
In this chapter, the researcher explained the construction and validation of a
simulation model to evaluate business continuity plans. The researcher collected
secondary data and developed a simulation model to evaluate a single business continuity
plan and a single strategy presenting three analysis elements. The first part of the results
section described the business impact analysis (BIA) of the call center function. The BIA
identified the financial and operational factors that were deemed critical to the impact of
an interruption of the customer service process to the organization. To analyze such
factors, the researcher collected data using a questionnaire included in Appendix A to
identify the indicators to be used in the simulation model. The second part of this section
presented data of the current process based on operational indicators that served as a
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baseline for the simulation model. Finally, the third part evaluated the BCP plan under a
hypothetical scenario that affected the availability of customer service representatives in
a what-if scenario. The researcher discussed the interpretation of changes and impact on
the selected variables and their applicability in selecting continuity strategies for the call
center.
Researchers use simulation experiments to compare systems, and in this case, the
approach compares the current system with the results of the BCP system using a
hypothetical scenario that reduced the availability of CSRs. In order to test the business
continuity scenario, the approach used was the same as comparing two alternatives or
scenarios for the same process. The hypothetical scenario for a fictional building incident
was defined to test the model, changing variables within the baseline or control mode to
compare the expected level of service under different staffing levels.
The approach used on this experiment was a comparison between a default (or
control) system and one alternative represented by the BCP and the scenario assumptions.
Following this approach, when comparing different alternatives with a default, the
alternatives shall compete against themselves as well as the current system used
(Goldsman & Nelson, 1998).
Finally, results were compared and presented to the management team responsible
for the process. The overall evaluation helped to identify specific service objectives and
opened the discussion for analyzing different strategies to support a reduction of CSRs
during an emergency.
The results of this experiment can be generalized and used in other BCP research
projects. In this case, the variables and model selected were simple to demonstrate the
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basic concepts of simulation and its use in BCP analysis. The comparison method used is
not particular of BCP, but a common practice to evaluate different alternatives to
optimize processes.
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Chapter 5
Conclusion, Implications, Recommendations, and Summary
Conclusions
The main goal of this research was to analyze the viability to use discrete-event
computer simulation modeling to evaluate business continuity plans in a financial
institution. To achieve this, the researcher conducted an extensive literature review that
showed that business continuity is a discipline that has evolved from crisis management,
disaster recovery and information security to become a holistic discipline that includes
business processes, technology resources, people elements. As part of the overall
organizational planning, BCM defines a strategy to maintain business viability even in
the case of a disruptive event. In addition, previous research showed that computer
simulation is widely used in manufacturing and service areas; however, its use to support
information systems has been limited. Its use in BCM has also been applied in emergency
management and simulation software developers have considered its use as part of
disaster recovery planning.
The evaluation of the use of computer simulation to evaluate BCP initiated with
the development of a discrete event simulation model as the first objective. This model
used the customer service process of a financial organization to collect secondary data
and develop a model with two main components: the origination of calls to the customer
support area and the activities needed to process such calls.
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As a second objective, the researcher developed a set of criteria for evaluating the
model by using a statistical distribution based on an Erlang-C model.
The third objective was to develop and test the model. To do this the researcher
programmed a model using commercially available simulation software developing a
control model. Results of the simulation were compared with actual statistics of the real
system.
The final objective was to evaluate a single plan with a single scenario. To
evaluate such plan, a hypothetical disaster scenario was created and the values of
variables in the system were modified accordingly. The main impact was on the
availability of CSR resulting in an increase in delays and response times. These results
allowed management to understand the impact and discuss alterative solutions.
Finally, the results of this research can be generalized to be applied in other BCP
problems or research as the methods of comparison used is not particular to BCP but a
common practice in other problems to evaluate different alternatives and optimize or
select a process.
Modeling and simulation techniques represent an important opportunity to design,
and evaluate business continuity plans. In addition, due to the availability of graphical
user interfaces, computer simulation represents a valuable tool to educate and train
participants in the plan. The combination of graphical user interfaces and scenario
analysis can provide an integrated and versatile decision support capability.
In addition, using simulation, many scenarios with different organizational
structures and resource allocation decisions can be evaluated without affecting existing
operations. The simulation methodology described in this research focused on a single
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plan and process to evaluate the simulation concepts to be applied to other business cases
that require analyzing many alternatives for business continuity scenarios.

Implications
This study presented the use of simulations techniques applied to business
continuity, and based on the results of the literature review and the experiment conducted
in a financial institution is possible to use current process information and develop an
analysis that compares the current process to the business continuity plan. An important
consideration when evaluating BCPs is the, while the objective of a process optimization
simulation is to improve the process, the BCP simulation is to find a solutions that
allows the organization to continue operations with the same or a reasonable loss of
service levels.
The scope of this research was limited to a single process and a single scenario.
Lessons learned from this research confirmed many factors involved in the creation of the
model. The model has to represent the interdependencies and deliverables from supplier
processes and customer processes. For example, the customer support group is
responsible for applying payments into the system when a check is received. In normal
conditions the office services department will receive the check and deliver with all
correspondence. The modeling process requires identifying critical dependencies to
include them in the process.
The use of simulation for this research was limited to evaluating a plan comparing
it with the current operation and determining the potential impacts before conducting an
exercise involving resources and personal. Nevertheless, the application of these
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techniques can be extended to the results of the test and the remediation plans to existing
plans.
Another important factor is the availability of supervision or management within
a formal succession plan in case of a disaster. Because the process analyzed is at the core
of the operation in terms of impacts, to the operation, image, and reputation of the
organization is key that qualified decision makers are available in a crisis.
This research project was limited in scope to serve as a probe of concept. Future
research shall consider other aspects of the modeling process including answers to the
following questions:
a) Are there significant variations in service depending on the month of the year?
b) What is the financial impact for each scenario?
c) What is the impact of critical dependencies on the process?
d) What is the rate of customers leaving due to the impact in service quality?

Recommendations
The use of simulation software has become a normal practice especially in
manufacturing environments as described in the literature review of this research,
nevertheless its use in service industries or in information sciences is limited. Based on
the results and lessons of this research, this researcher presents the following
recommendations based on the results of the evaluation, the applicability to business
continuity, and future work within the field of information sciences.
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Business Case Recommendations
Analysis of the results reflected that current simulation tools to model processes
and simulate scenarios have made this process simpler. The use of such tools has become
more accessible for different types of users and levels of training creating an opportunity
to implement them in situations where different alternatives have to be evaluated. Within
the scope of this case study, the researcher confirmed that simulation was not applied in
the subject organization. Further, information from available business continuity plans
testing limited results to verify that the process can be worked but did not emphasized the
level of service expected and acceptable. The expectation was that once the process is
recovered the service would be maintained at the same level for the duration of the
emergency.

Recommendation within the Field of Businesses Continuity
Business Continuity researchers and practitioners have a powerful tool available
to evaluate business problems and different scenarios to identify the best solutions.
Improvements to the evaluation of business continuity plans can benefit from training and
support of the business continuity personnel in the use and understanding of simulation
techniques to further evaluate complex process integrations and diverse scenarios as part
of the evaluation of emergency process alternatives.
Future research should also explore the use of simulation as training aid for
business continuity responders. Most programs have the capability to include animation
as part of the simulation. The availability of this type of functionality can further support
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the use of simulation as a training add considering that responders will be able to review
different scenarios and assumptions.

Recommendation within the field of computer and information science
Graduate students of computer and information sciences are expected to be
capable of participating in the strategy definition, planning, and decision-making process
within academic and business worlds. As described in the literature analysis of this
research project, Vitolo and Coulston (2005) argued that the use of simulation techniques
are not applied, understood, or taught as a tool for information systems (IS) research.
Their argument is based on three main reasons, the first is that the IS field is relatively
recent when compared to the other research fields domains using simulation. In addition,
IS research usually focuses on capturing and describing the behavior of IS systems, not
on predicting the impact of the behavior of the system. Finally, competence to develop
simulation models is not part of the elements or standard components of computer and
information sciences graduate curriculums.
Finding a balance of these three elements is not common to IS professionals.
Therefore, this researcher supports the inclusion of formal simulation instruction as part
of computer and information sciences curriculums to provide the formal theoretical and
practical knowledge develop the skills including systems analysis, mathematical
modeling, and model logical construction to create, verify, validate, and execute
simulation models.
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Summary
In chapter 1 of this dissertation, the researcher introduces the problem for decision
makers in large organizations, to evaluate large number of plans, as no one seems to have
addressed the use of DES as a decision support framework in the context of BCP as
proposed in this research. The focus of this research was the demonstration of the
application of simulation principles in the context of business continuity planning rather
than the method to develop the plan itself. Simulation models can provide decisionmakers with a decision support framework to play with the system without interrupting or
exposing the actual operation. The researcher explained the main barriers and issues of
simulation modeling. They include the fact that application of simulation models is in
many cases elusive and results may be difficult to interpret. In addition, it became evident
the need of inclusion in computer and information sciences curriculum to prepare
researchers in the field to apply simulation techniques. The limitations of this study are
also explained. The research project proposed method is a case study to develop a
discrete event simulation model, develop a set of criteria for evaluating the model,
develop and test the model, and generalize the findings to evaluate the suitability of the
methodology (simulation) to the problem domain (BCP).
Chapter 2 provides an extensive literature review of current research in the
domain of business continuity management and simulation methods. Prior research
provided the historical evolution of business continuity management evolving from
primarily technical issues affecting large corporate technologies and their exposure to
physical treats into a role within the corporate strategy of the organization incorporating
business goals, and human, economical and social factors.
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Research also explains different approaches to business continuity including
linear and cyclical concepts that incorporate different phases, processes, and phases such
as the business impact analysis, business continuity planning, disaster recovery planning,
incident management, and contingency planning among the most important elements of
business continuity management. These elements are consistent among researchers and
practitioners. The researcher also presents initiatives to standardize the practice of
business continuity with standards such as BS-25999, ISO-17799, and the body of
knowledge outlined by the Disaster Recovery Institute.
The literature review provided an extensive body of research in the field of
simulation. The research revealed that the use of simulation methods is widely used in
physical and social sciences. Problems analyzed with information include manufacturing,
process analysis, health, military, and many other domains. Its use in computer and
information sciences has been limited for different reasons. This reason include that
computer simulation is not a standard topic in computer and information science
curriculums, the relative novelty of the field, and the focus on the functionality versus the
prediction of performance of systems.
Finally, in this chapter the researcher explained the novelty of this research is the
demonstration of the application of simulation theoretical principles in the context of
business continuity planning is an area of further research as literature does not address
this specific manner its application.
In chapter 3, the researcher described the methodological approach to the research
project. The research method was a case study collecting data from secondary sources to
develop a simulation model using commercially available software. The model data and
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performance was validated with input-output data from the real process. Finally, a single
BCP set of data assumptions was defined in the system to compare the results versus the
normal process.
Chapter 4 discusses the findings and a summary of results. The researcher
evaluated a single Business Continuity Plan for a specific scenario of a financial
organization and presents the results of the probe of the simulation model. The chapter is
organized in three sections. First, a BIA to understand the impact of a loss of
functionality and the variables considered critical, second data collection and analysis
from the normal operation, and finally the evaluation scenario considering a what-ifscenario using a simulation approach with a commercially available software, and
discusses the interpretation of these results and presents a set of criteria for evaluating the
model. Finally, the researcher generalizes the findings to evaluate the suitability of the
simulation methodology to Business Continuity Management.
Chapter 5 provides conclusions of the research project, implications, and
recommendations based on the specifics of the study and applicability to business
continuity in general and to computer and information sciences.
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Appendix A

BUSINESS IMPACT ANALYSIS
Operational and Financial Impact Questionnaire Summary
The Business Impact Analysis or BIA allows our business continuity planners to determine the priorities
and recovery resources required to restore the operation in the event of a disaster or unexpected business
interruption. This process also includes operational and financial impacts necessary to determine recovery time
objectives

Assumptions
1. Your department is unable to work for a period due to loss of facilities or system
2. Outage happens at worst possible time.
3. Please consider reasonable alternative available.

Part 1. Estimated Operational Impact
Please explain and quantify the operational impact according the following criteria.
0. Not applicable
1. Very Low impact
2. Low Impact
3. Medium Impact
4. High Impact
5. Very High Impact
Impact Criteria

Description

0-24
hrs

24-72
hrs

1 day

3 days

5 days

15 days

30 days

Department
impact
explanation

Impact on revenue

Impacts from loss of
revenue, fees, cash flow
problems, or because it
is difficult to quantify
or it would result in
double counting of
revenue delayed income
that cannot be reported
as a financial impact

3

3

4

4

5

Financial impact
cannot be
determined.
Customers may
decide to cancel
their coverage if
they cannot do
business over a
certain period.

Quality Customer Service

Service Quality of
customer service
diminishes as time
increases

3

4

5

5

5

The delay in
customers’ ability
to contact us
becomes more
critical and can
affect a customer's
coverage. Lapses in
coverage can occur
due to the
unavailability of
Customer Service
Representatives
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Adverse Public Image

Image Adverse Impact
on the corporate image
in the community it
serves

3

4

5

5

5

Quality of processing

Due to regulatory
constraints,
organization could
potentially suffer a
significant impact

0

0

0

3

4

Company’s image
as a premier
provider in
financial services
depends on our
ability to provide
information and
financial services
(account
withdrawals, loans,
etc.) in a timely
manner. The lack of
being able to
communicate
customer's requests
is severally
impacted and can
have negative
financial affects on
our customers.
Service level
agreements cannot
be met
The delay in
customers’ ability
to contact us
becomes more
critical and can
affect a customer's
coverage. Lapses in
coverage can occur
due to the
unavailability of
Customer Service
Representatives
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Part 2. Estimated Financial Impact
The following ranges may be used to determine estimated financial losses. Include ONLY direct financial impacts
1. $0 - $5000
2. $5001 - $10,000
3. $10,001 - $25,000
4. $25,001 - $50,000
5. $50,001 - $100,000
6. $100,001 - $500,000
7. $500,001 - $1,000,000
8. $1,000,001 - $2,000,000
9. $2,000,001 - $5,000,000
10. $5,000,001 - $10,000,000

Impact Criteria

Description

0-24
hrs

24-72
hrs

5 days

15 days

30 days

Department
impact
explanation

Money Management

Cash-flow, delayed
billings, financial
management movement

0

0

2

3

5

Lost/Delayed Revenue

Loss of business, fees,
revenue, cash
management/cash flow
impact, lost investment
opportunity, delayed
income

0

0

2

3

5

Legal/Regulatory/Contractual

Sanctions, fines,
penalties, potential
lawsuits

0

0

0

0

0

Delayed or duplicate processing

Loss of data, cost to recreate data, delayed or
duplicated processing,
vital records
reconstruction

0

0

3

4

7

Delays in ordering
duplicate bills can
result in delayed
payments
Delays in
discussing premium
payment inquire
could cause
customers to either
delay or not
respond to requests
for payment.
Legal and
regulatory financial
impact, if any,
cannot be
determined.
Assuming no
financial impact in
this category.
Assuming 50%
employee
relocation to the hot
site, additional staff
of 20 people needs
to be hired and
trained.

According with the prior information:
What is the maximum tolerable outage for your department?

24-72 hrs

Does your Team/Area have a Business Continuity Plan?

Yes
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Appendix B
Secondary Data

Day
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Tue
Wed
Thu
Fri
Mon
Tue
Wed

Service level
19.3
38.8
34.7
55.3
31.1
75
57.7
49.7
36.5
23.8
62.8
45
70.6
47.1
39.5
56.6
65.5
52.5
18.9
38.3
32.7
47
44.9
28.6
55.7
57.7
63.7
48.5
53.4
66.6
65.2
61.8
54.2
29.2
30.8
47.3
51
38
55.7
45.4

Call
volume
2176
1748
1590
1437
1889
1610
1458
1334
1307
2154
1618
1425
1313
1953
1740
1524
1448
1432
1865
1625
1417
1132
1411
1789
1591
1446
1364
1400
1778
1402
1381
1318
1285
2098
1588
1362
1263
1850
1498
1402

Maximun
Delay (secs)
23.0
18.5
15.3
8.4
11.5
9.5
12.4
15.5
19.6
13.4
0.5
11.3
9.3
10.4
11.1
10.2
7.4
11.1
15.3
12.5
17.4
10.5
13.1
21.1
12.5
15.3
21.1
15.1
10.1
12.3
8.2
8.3
10.2
16.3
15.3
12.2
10.1
16.2
15.4
15.4

Aban
%
10.3
7.1
7.8
4.0
5.9
2.0
3.4
4.4
6.4
7.3
3.3
4.8
2.7
5.0
5.2
2.6
2.8
3.9
7.4
5.7
6.1
4.7
5.5
8.8
3.7
1.8
3.7
6.6
4.2
2.1
2.0
2.5
4.3
6.7
7.0
4.5
3.3
5.9
3.5
6.5
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Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon

60.5
41.1
48
38.5
60.8
69.1
57.2
38.3
47
49.5
43
44.6
57.5
55.2
69.4
70.5
77.5
69
82.7
74.6
83
91.7
69.4
70.3
59.6
67.7
68.7
49.5
63.4
74.3
73.4
88.1
35.4
62.5
81.6
86.2
62.1
58.5
66.4
84.1
74.1
72.8
40.7
48.1
62.9
75.5
66.8
63.4

1437
1328
1785
1624
1433
1277
1334
1790
1660
1451
1396
1259
1737
1578
1345
1291
1231
1790
1472
1324
1383
1220
1646
1478
1395
1343
1237
1830
1487
1281
1289
871
1640
1476
1319
1297
1219
1535
1528
1358
1333
1301
1813
1571
1322
1249
1198
1662

10.2
17.1
11.3
12.6
15.2
9.2
17.2
11.3
11.6
10.5
14.1
14.1
8.5
11.5
13.6
8.2
9.1
7.4
6.4
7.5
8.2
5.2
9.2
10.3
18.5
0.3
7.3
0.5
0.3
7.6
0.4
0.4
16.2
14.0
5.4
5.4
9.4
11.4
10.5
5.5
14.1
7.4
10.2
9.4
13.4
9.0
13.2
9.2

3.4
6.0
4.3
5.7
3.9
2.0
4.6
6.5
4.6
3.9
5.8
6.0
3.8
3.4
2.1
2.6
2.0
2.5
1.2
2.2
1.5
0.6
2.4
1.8
2.9
2.8
1.9
3.9
3.0
1.8
1.6
0.9
5.5
3.7
1.1
1.2
2.6
4.1
2.0
1.0
2.2
1.9
5.4
3.8
3.3
1.9
3.0
2.4
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Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon

66.7
75.8
82.6
70.9
67.6
68.6
76.9
65.6
66.7
59.6
79.3
88.8
65.5
85.9
45.2
45.9
65.5
61.8
52
44.9
75.3
83.2
75.2
68.2
81.7
79.3
80.4
72.8
54.8
69
82.1
82.8
73.7
46.3
67.4
70.5
60.4
69.6
92.8
60.6
79.9
79.6
35.06
55.4
55.7
86.69
69.44
49.95

1465
1288
1008
1206
1711
1491
1223
1308
1191
1624
1401
1266
1194
875
1706
1568
1387
982
1900
1627
1335
1255
965
1768
1505
1287
1337
1017
1856
1516
1426
1221
981
1964
1680
1419
1391
997
1095
1721
1599
1083
2009
1600
1533
1300
1011
1914

7.4
6.5
3.1
13.3
8.5
9.1
6.1
60.0
15.2
9.1
7.4
5.5
11.1
7.5
10.5
11.5
7.3
11.0
9.1
12.2
7.0
5.5
5.6
7.6
4.6
6.1
9.1
10.4
11.5
9.5
4.5
7.1
10.2
18.3
14.4
9.5
13.2
11.5
9.5
8.4
5.5
7.3
14.3
13.4
14.0
6.3
6.2
11.3

1.8
2.0
1.2
3.1
2.6
1.9
1.0
2.5
3.2
3.0
1.6
0.6
2.5
1.4
4.3
3.9
3.3
4.2
3.4
4.9
2.0
1.2
1.6
2.5
0.9
1.2
2.0
3.7
3.3
2.2
1.0
1.0
1.9
4.3
3.0
1.7
3.7
2.7
0.8
3.0
1.5
1.8
6.0
4.0
4.0
1.1
2.6
3.8
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Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri

40.75
80.43
79.97
89.26
52.91
82.12
81.22
87.68
77.78
62.97
78.59
72.37
88
86.69
33.26
58.91
72.09
75.34
78.04
42.87
73.8
90.34
90.11
88.66
62.39
55.64
78.11
70.91
59.3
45.9
69.95
72.12
64.57
68.09
24.53
34.47
65.1
48.75
17.77
39.3
75.86
56.77
78.54
36.66
46.67
57.04
79.82
58.35

1448
1491
1398
1006
1823
1538
1427
1396
999
1838
1530
1361
1275
924
1824
1497
1357
1384
1029
1796
1519
1324
1294
916
1784
1508
1311
1313
946
1876
1551
1352
1338
962
2006
1703
1535
1355
1922
1676
1421
1387
1263
1721
1574
1434
1327
1293

15.6
5.2
7.3
7.5
10.2
8.3
0.2
4.2
9.1
9.0
6.5
10.2
4.6
7.2
10.5
8.5
11.3
5.2
9.0
12.6
6.1
5.3
0.2
4.0
9.6
6.5
5.0
7.1
11.6
13.2
6.0
7.2
8.5
9.3
17.1
27.0
11.4
12.4
16.4
12.4
7.2
10.2
5.3
11.5
11.6
9.3
10.2
14.4

5.9
1.5
1.5
1.3
3.9
1.8
1.3
1.3
41.4
1.6
1.8
1.4
0.6
0.9
4.7
3.3
1.6
1.5
1.7
4.7
1.8
0.5
0.5
0.8
2.9
2.7
1.1
2.5
3.9
3.8
1.8
1.6
3.1
2.8
9.7
6.9
2.4
3.6
12.3
5.7
2.0
4.0
1.2
4.5
4.3
3.3
1.7
3.9
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Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Mon
Tue
Wed
Thu
Fri

34.58
67.41
66.21
77
51.91
32.34
70.72
68.6
55.89
69.71
66.6
62.51
57.39
79.02
56.88
39.35
59.5
64.42
86.66
64.22
41.77
48.24
59.46
64.62
48.11
19.58
42.74
32.98
77.6
81.17
29.41
64.55
76.12
77.21
82.63
33.55
41.47
74.2
73.14
60.63
43.39
68.21
85.03
24.92
51.47
67.5
72.09
36.48

1680
1488
1302
1235
1231
1647
1472
1360
1084
1280
1518
1515
1448
1301
1184
1699
1519
1185
1402
1252
1702
1532
1364
1285
1216
1674
1459
1407
1346
1211
1706
1557
1401
1325
1209
1808
1682
1464
1343
1407
1770
1510
875
2098
1602
1394
1117
1527

11.1
5.4
7.3
8.4
7.4
17.0
6.2
0.4
10.2
8.1
7.6
6.6
8.3
9.5
11.3
12.0
10.5
6.4
12.0
11.2
9.6
0.5
0.3
0.2
11.2
17.6
11.5
11.2
5.6
5.6
16.5
7.5
8.5
5.1
0.2
0.5
0.6
0.3
0.4
0.3
0.4
0.3
0.4
0.8
0.3
0.2
0.4
0.5

4.8
2.2
2.5
2.1
3.5
5.6
1.5
3.2
3.0
2.1
2.0
2.3
3.7
1.2
3.4
4.4
3.6
1.6
1.1
2.7
4.5
3.5
2.2
2.1
4.1
8.2
3.3
7.3
2.2
0.7
6.0
2.6
1.9
1.7
1.3
4.9
4.9
1.7
1.6
2.5
3.8
2.0
0.8
8.8
2.9
2.2
1.8
6.4
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Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Mon
Tue
Wed
Thu
Fri
Tue
Wed
Thu
Fri
Total
Mean

22.53
55.65
73.13
72.99
74.23
32.84
82.58
60.27
76.9
75.85
24.96
69.57
65.19
59.57
93.83
90.89
88.57
78.03
61.55
15443.03
61.53

2055
1714
1507
1381
1243
1945
1608
1507
1391
1281
1719
1544
1371
1164
970
1210
1537
1434
1302
364078.00
1450.51

0.5
0.4
0.2
0.3
0.4
0.4
4.6
8.2
7.0
5.1
11.4
0.3
7.5
8.2
4.4
5.5
5.2
6.6
8.2
2288.68
9.12

6.5
2.0
2.4
1.9
1.4
5.3
1.1
2.7
2.0
1.5
6.3
1.9
2.1
3.1
0.3
0.7
0.7
1.1
2.2
838.91
3.34
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