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Abstract (Resumen de 100-250 palabras)/ Abstract (Laburpena 100-250 hitzetan) 
Starting out from the study of TLS (Transport Layer Security) version 1.2, that allow to 
establish encrypted connection between two end points, the client and the server, a 
network  scenario formed by a Mozilla Firefox browser and Apache server has been 
created and configured to establishing encrypted connection . 
In this network scenario three request of different size files stored in the server has been 
made.  Every request of file is made using the encryption algorithms  supported by the 
client and server, to can analyze the overload data and origin of the data that an 
encrypted connection generate in comparison with  an unencrypted HTTP connection. To 
study the overload data, the generated traffic of every request has been captured and the 
every encryption algorithms has been analyzed to finally deduce the formulas that 
calculate the amount of overload data that each of the encrypted algorithms generate. 
Furthermore, before encrypt the information, exist an initial phase whose name is 
Handshake formed by a set of required parameters to establish an encrypted connection. 
In this initial phase also generate overload data that does not exist in an unencrypted 
HTTP connection. To calculate this amount of data,  wireshark has been used. 
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