Under rather general assumptions about the properties of a noisy quantum channel, a first quantum protocol is proposed which allows to implement the secret bit commitment with the probability arbitrarily close to unity.
as the states are not fully accessible to user B, he cannot reliably determine the value of the secret bit. User A cannot influence (again because of the existence of the maximum propagation velocity) the part of the state which has already left his laboratory and propagates through the communication channel (the commitment stage). When the state becomes fully accessible to user B he can reliably determine the secret bit value (because of the orthogonality of the states) and compare it with that declared by user A through the classical channel at the disclosure stage. Restrictions imposed by the special relativity on quantum measurements allow to explicitly realize the original idea of the Bit Commitment protocol on providing only a part of information on the secret bit to the other party while spatial restriction of the state accessibility automatically results in the restriction of accessible part of the Hilbert state space even for "internal" degrees of freedom of the quantum system (e.g., spin or polarization) since they do not exist separately from the spatial degrees of freedom.
The protocol employs a pair of single-photon states with orthogonal polarizations and the spatial amplitude of a special form corresponding to 0 and 1: 
where a + (k) is the creation operator for the state with momentum (energy) k > 0, F(k) is the amplitude in k-representation, |e 0,1 is the polarization state, and
, e i |e j = δ ij , i, j = 0, 1, k ∈ (0.∞).
In the spatio-temporal τ -representation the states are written as
where F(τ ) is the amplitude in τ -representation reflecting the intuitive picture of a packet propagating in the positive direction of x-axis with the speed of light and having the spatio-temporal shape F(τ ). The normalization condition in the τ -representation has the form [18] 
Important for the proposed protocol are the following two circumstances: 1) There exists a maximum state propagation speed; 2) Orthogonal states cannot be reliably distinguished when they are not fully accessible (even if they remain orthogonal when restricted to the domain accessible to measurements). The classical bit values of 0 and 1 correspond to two orthogonal polarization states |e 0 and |e 1 . Since the polarization does not exist separately from the spatial degrees of freedom F(τ ), the reliable (with probability 1) distinguishability requires the access to the entire spatial domain where the amplitude F(τ ) is different from zero. To be more precise, any measurement in a finite domain τ necessarily involves a non-zero error probability in the state distinguishability. Generally, any measurement is described by an identity resolution in H [19] [20] [21] [22] 25] , and when only a finite domain ∆(τ ) (∆(τ ) being the complement to the entire space τ ∈ (−∞, ∞)) is accessible to measurement the identity resolution has the form
where P 0,1 are the projectors to the polarization states |e 0,1 . If the measurement outcome occurs in the accessible domain ∆(τ ), the probabilities of outcomes in the two orthogonal channels P 0 and P 1 are
where ρ(0, 1) = |ψ 0,1 ψ 0,1 |, and N (∆(τ )) is the fraction of outcomes in the accessible domain. The probability of error in that case is zero because of the orthogonality of the channels p e (∆(τ )) = 0. However, if the outcome is not obtained in the domain accessible to the measurement, the error probability is p e (∆(τ )) = 1/2, and the fraction of these outcomes is
The total error probability is
The protocol employs the states with a special spatio-temporal amplitude corresponding to a state consisting of two strongly localized and separated by an interval τ 0 "halves"
where δ can be chosen arbitrarily small. The amplitude f (τ ) cannot possess a finite support [23] , although it can be arbitrarily strongly localized and can have a decay rate arbitrarily close to the exponential one [23, 24] . In the following we shall for brevity omit the parameter δ bearing in mind that it can be safely made the smallest parameter in the problem. The latter means that if the accessible domain of the space-time τ covers the interval −∆τ < τ < ∆τ + τ 0 , the error probability (8) is P e = 0. On the contrary, if only one half of the state is accessible, the error probability (8) is P e = 1/4. In other words, this means that reliable distinguishability of a pair of states (9) requires access to the spatio-temporal domain of size ≈ τ 0 which, because of the existence of the limiting propagation speed, cannot be achieved faster than τ 0 . The input states sent by user A into the quantum communication channel are ρ in (0, 1) = (|e 0,1 ⊗ |F )( F| ⊗ e 0,1 |). Description of the quantum communication channel actually reduces to specifying the instrument (sometimes also called "superoperator") [19] [20] [21] [22] 25] mapping the input density matrices into the output ones (not necessarily normalized). Any quantum communication channel defines an affine mapping of the set of input density matrices into the set of output density matrices. Any mapping of that kind reduces to specifying the instrument T ,
|τ are the eigenvectors of the output density matrix operator (kernel ρ out (τ, τ ′ )). Taking into account Eq. (4) one has
The output polarization vectors are [19] [20] [21] [22] (it is sufficient here to restrict ourselves to the discrete outcome space i). In our case this representation can be written in the form
where T ⊥ [. . .] is the part of the instrument yielding identical zero on the subspace spanned by the vectors |F ⊗ |e 0,1 .
Writing the instrument in the form of Eq. (10) we assumed that the decoherence of both basic polarization states occurs in the same way which is true if the medium does not possess gyrotropic properties. The latter condition is normally satisfied for optical fiber communication channels. However, if the decoherence of the states with different polarizations occur in different ways and depends on the spatial degrees of freedom, the following analysis can easily be extended to that case.
Since the time of preserving the secret bit is determined by the state extent (τ 0 ) the channel length can be arbitrary; therefore, we shall set it equal to zero without loss of generality. Actually, the specification of the instrument is the description of the quantum communication channel just as in the classical case where the probability distributions on the output alphabet is specified for each symbol of the input alphabet. At the intuitive level this mapping can be understood (with some reservation) as the transformation of an input state |ψ 0,1 with the shape F(τ ) and polarization e 0,1 into one of the output states with the shape u i (τ ) and polarization e i,0,1 occurring with the probability λ i . The fact that the sum of probabilities does not exceed unit, i λ i ≤ 1, can be interpreted in our case as the disappearance (absorption) of a photon in the channel. The channel properties are determined by the functions u i (τ ) and probabilities λ i which are assumed to be known from the a priori considerations (and can be found from the channel calibration procedure). If it is possible to choose a new interval of the state halves localization at the output Dτ such that
where δ, just as previously (9), is arbitrarily small, the channel is suitable to the realization of the proposed protocol. In other words, the channel has the property that the strongly localized states at the input still remain strongly localized at the output to within Dτ ≪ τ 0 and Dτ > ∆τ ( fig.1 ), although they can change their shape and polarization. The quantity Dτ then determines the accuracy with which user B can detect the delay of choice of secret bit by user A (delay of sending the state in the communication channel). The probability of detecting a state at the output by user B in the spatio-temporal window ∆(τ ) covering only one of the halves u i (τ ) independently of the outcome in the channels P 0,1 is
and can be made arbitrarily close (with the exponential accuracy by suitably choosing Dτ and τ 0 ) to 1/2. In this case, the probability of correct identification of the state when only one half of the state is accessible (i.e. during time interval ≈ τ 0 ) does not exceed 1/2 · 1/2 = 1/4 (8). Now we shall calculate the probability of error for the case when the states become fully accessible (after the time Dτ + τ 0 ≈ τ 0 elapses; for the ideal communication channel the distinguishability error is zero). If the state is fully accessible (after time ≈ τ 0 since the protocol was started) the probability of an outcome in one of the channels P 0,1 is
The fact that Pr{∆(τ ) + ∆(τ )} ≤ 1 means that not all states reach the channel output, i.e. the states are absorbed in the channel with the probability 1 − ∞ i=1 λ i (formally, this is the probability for a state to never become accessible for user B). In that case, where the measuring apparatus employed by user B did not fire at all, he can only guess which state was actually sent, the contribution to the error probability from these events being 1/2(1 − ∞ i=1 λ i ). Let us now calculate the contribution to the error probability from the events when the measuring apparatus employed by user B produced some outcome. The measurement minimizing the polarization distinguishability error for the two "honest" input states sent by A is given by the following identity resolution (for detail, see e.g. Ref. [26] ):
where |ẽ 0 are the eigenvectors of the operator Γ = γ 00 |e 0 e 0 | + γ 01 |e 0 e 1 | + γ 10 |e 1 e 0 | + γ 11 |e 1 e 1 |,
Taking into account Eq. (18) and bearing in mind that the states 0 and 1 are chosen by user A with equal a priori probabilities of 1/2, the total error for distinguishing between the polarizations of the two "honest" input states when they are fully accessible can be represented as
where γ 2 is the negative eigenvalue of the operator Γ in Eq. (18),
If the polarizations |e 0 are |e 1 disturbed in the channel in the same way, one has γ 2 = −|γ 01 |. For the ideal channel Eqs. (18) (19) (20) yield P e = 0. The protocol consist of the following steps. 1) The users control only their local neighbourhoods. They agree in advance on the time when the protocol is started, the states (F(τ )) employed, and the adopted polarization basis |e 0,1 ) for 0 and 1. Before the protocol duration time elapses completely, the probability of correct secret bit identification by user B exceeds 1/2 (i.e. the probability of simple guessing) by only an exponentially small amount. Indeed, if the block representation of 0 and 1 is adopted, the number of binary strings of length k · N is (see Ref. [27] for the details of summation)
which practically coincides with the total number of binary strings of length N · k. The Shannonn information [28] [29] [30] of the set of block strings is (to within the rounding) the number of binary digits required to identify the string parity,
i.e. one should know almost all bits in the string. However, if only one half of the state is accessible (∆τ < τ < ∆τ + τ 0 ), the error probability for determination of any particular bit in the string is not less than 1/4 even in a noiseless channel (see Eq. (8)). Therefore, the probability for user B to learn the parity bit before the protocol duration time completely elapses does not exceed
We shall now calculate the probability of correct identification of the parity bit after the protocol duration time fully elapsed. The block representation with k bits is stable (the errors are corrected by majority voting), if the number of errors in each block does not exceed k/2 − 1. The probability of wrong identification of a block-wise0 or1 is
which can be made arbitrarily small by appropriate choice of k. The total error in the parity bit identification is (we assume N to be even)
where summation is performed over the odd subscripts i only since the error in the calculated parity bit arises when an odd number of blocks are wrongly identified. Making use of
and substituting x = P e (k) and y = 1 − P e (k) (x + y = 1), one obtains
By appropriate choice of k, for a specified quantum communication channel the probability P e (k) can be made arbitrarily small such that the quantity N P e (k) ≪ 1 is exponentially small. Under these conditions the probability of wrong parity bit identification after the protocol duration time elapses is also arbitrarily small so that the probability of correct is arbitrarily close to 1. Let us now discuss the protocol stability against cheating by user A. Since the minimal Hemming distance between the two block-wise strings with different parities is k (minimal number of non-coinciding bits), alteration of the string parity requires modification of at least k bits. Since the probability of correct identification of each block-wise0 or1 is not worse than 1−P e (k) → 1 (see Eq. (25), P e (k) is exponentially small), the probability of undetectable cheating by user A does not exceed this quantity.
The protocol is also stable against the delay of choice of secret bit by user A. Note that for the "honest" non-delayed input states the probability of the outcome in the channel ⊥,
Any delay of the input state for more than Dτ can be detected with the probability arbitrarily close for 1. To prove this statement, we shall need the requirements imposed on the instrument (12) by the special relativity (to be more precise, by the existence of the maximum propagation speed). If a strongly localized state (in the sense that its amplitude µ(τ ) satisfies the equation ∆τ −∆τ dτ |µ(τ )| 2 = 1 − δ, δ being exponentially small, and ∆τ → 0) is prepared at the input of an arbitrary quantum communication channel, then this state cannot be detected at the output of the channel in time less than t = L/c (to be more precise, the detection will take place within the time interval −∆τ + L/c ≤ t ≤ ∆τ + L/c with probability arbitrarily close to 1, where L is the channel length). In our case the instrument (12) should map the states prepared at the channel input at later times into the states that arise at the output also at later times. The delay of the state amplitude leading front at the output cannot be less than its delay at the input.
Any delayed input state can be written as (we omit the polarization degrees of freedom for brevity)
where |µ l are the density matrix eigenvectors and the supports of functions µ l (τ ) do not overlap in the interval Dτ with the support of the leading halves of the functions u i (τ ) arising at the channel output from the non-delayed states. At the channel output ρ delay will be transformed into the density matrix whose eigenstates |η k have the supports which also do not overlap with the front half of u i (τ ) in the interval Dτ :
This implies that | η k |u i | 2 ≤ 1/2 since η k (τ ) does not cover the front half of u i (τ ) where half of the norm (i.e., 1/2) of the state u i (τ ) is localized. For the delayed states the probability of the outcome in the channel i P i < I is
while for the non-delayed states this probability is 1. Similarly, the probability of the outcome in the channel P ⊥ = I − ∞ i=1 P i (note that for "honest" states this probability is zero) is
The sum of probabilities for both channels is 1 if all states reach the channel output (are not absorbed, i.e. k η k = 1). Possible delay in the choice of the secret bit (delay of the state) is detected through the appearance of outcomes in the channel P ⊥ with the probability p ⊥ . To change the parity bit, it is sufficient to delay the states in only one block containing k bits. The probability for user A to delay k states and remain undetected is equal to the probability of an event when all k delayed states do not give a single outcome in the channel P ⊥ thus imitating the measurements statistics for "honest" states. We have
which can be achieved for any specified p ⊥ by choosing a sufficiently large k.
