Abstract-Smart and affordable medical and health care have been always described as a dream coming true despite the ever growing cost of providing such care services to hospitals and nursing homes. Pervasive sensing and wireless networking technology possess the potential to the provisions of quality medical or health care with relatively lower cost. One of achievements that hold the promise is the wireless sensor networks (WSNs) technology, in particular, the medical wireless sensor networks. Medical wireless sensor networks (WSNs) typically include Wireless Body Area Networks(WBANs), and Wireless Personal Area Networks (WPANs). In virtue of low communication range(≤ 250m) and low data transmission rate(250bps), WPANs have a promising prospect of being deployed in the medical and health care domains. In this paper, we deliberate the viability and the effectiveness of exploiting a modified Opnet-ZB simulation model to study the functionality of WPANs that would be deployed in the domain of medical and health care. Based on the Opnet-ZB simulation model, we construct two types of WPANs and explore the feasibility of the WPANs deployment in two scenarios.
I. INTRODUCTION
Wireless sensor networks (WSNs) are an emerging technology that possesses too much potential of playing an important role in many applications. In this section, we will focus on the success of Wireless Sensor Networks (WSNs) deployed in medical and health care domain. The use of WSNs in health care is primarily on how to facilitate health care professionals to collect data about people's vital signs such as physical, physiological, psychological, cognitive and behavioral processes [1] . Examples include the support of rehabilitation, prevention of ulcers, or informing doctors at remote locations.
Due to its potential benefits and recent rapid developments in low-power networking and sensing technologies, many projects of exploiting effective use of Wireless Sensor Networks (WSNs) in medical care and health care, are funded by both government agencies and private organizations [1] . For example, HealGear is a research project supported by Microsoft. Its aim is to monitor and analyze physiological signals from the people who wear such type of sensors.
CodeBlue is a research project at Harvard University [7] . CodeBlue is designed for the purpose of disaster response setting. A wide range of wireless devices will be integrated in CodeBlue. Having a similar application area, MEDiSN employs a wireless backbone network of base stations by which local area data will be aggregated and then forward to the Gateways for the further response.
eWatch is a wearable sensor and notification platform developed for the context aware computing. eWatch provides tactile, audio and visual notification while sensing and recording light, motion, sound and temperature.
One interesting discipline formed in recent years is ZigBee Health Care [3] , which focuses on the possible application in three domains: (1) Aging independently, (2) Chronic disease management and (3) Health and wellbeing in various environments including residential environment, retirement communities, nursing homes, medical care facilities [2] , fitness centers and homes. This paper is structured into 6 sections. In Section II, we enumerate the general requirements of WSNs. In Section III, we elaborate the practical deployment of WPANs in medical care and health care domain. A simulation model called Opnet-ZB model is reviewed in Section IV. Two categories of WPAN are simulated in the domain of medical and health care, based on the Opnet-ZB simulation model in Section V. Section VI concludes the paper with some insights and possible research questions in the future.
II. MEDICAL AND HEALTH CARE REQUIREMENTS
The requirements of medical and health care are very strict quality and assurance since patient's sensitive information and their well-being is at stake.
A. General Requirements
Medical care and health care involve a multitude of human body conditions and wellbeing activities ranging from early detection of clinical deterioration of patients in hospitals to the life quality of the elderly in nursing homes, to the human behavior and chronic diseases.
There is a long history of using sensors in medicine and public healthcare service. For instance, sensors have been embedded in a variety of medical instruments for use at hospitals, clinics, and nursing homes. In recent years we have witnessed the emergence of various embedded computing platforms that integrate data processing, data storage, wireless communication and networking with sensors.
Medical care and health care are two closely interrelated services where the WSN technology can play a significant role in the improvement of the quality of care. There are many challenges related with technological and ethical, and even social understanding. For instance, the WSN systems, in particularly, the WSN network nodes are severely constrained by its resource limitations while their uses in collecting, processing and communicating data to health professionals. Sometimes, even with what data to collect and how to disseminate these data.
Application of WSNs in health care must be highly effective, and would tolerate no mistakes or negligence. Patients in hospitals normally require medical care and assistance from doctors or paramedics, a doctor needs to be familiar with the physiological data such as blood pressure, chronical history and sometimes the family genetic record.
B. Social Requirements
The issue of medical and health care has legal ramification on the security and privacy. Health care has several special requirements to the wireless technology and wireless networking in particular the privacy and security. Medical and health care data are undoubtedly and extremely personal and privacy sensitive, the process of collecting these data is highly intrusive. Some of these data might be not legal to make known to the public.
III. WSN DEPLOYMENT IN HEALTH CARE DOMAIN
In this section, we enumerate the benefits of deploying WSNs in medical and health care domain. The special requirement in medical and health care makes it more challenging for WSNs to meet. We discuss what challenges WSNs face are.
A. Challenges
The challenges which are likely faced by WSNs when they are deployed in medical and health care, include engineering issues, social issues and patient well-being issues. Firstly it can be a challenge that all these devices work together since different wireless medical devices normally work at different frequencies in ISM band [5] . Another challenge is how to convince the potential users, including care professionals and patients, to trust the WSNs, given its unobtrusiveness.
B. Benefits of WSNs
To our best knowledge, there are many successful application of WSNs in military, industrial and transportation. The deployment of WSNs in medicine and health care has many benefits as well, mainly including 1) efficient use of medical resources: These WSNs carry the promise of drastically improving the quality of health care and expanding the scope of health care into a widen domains. 2) assistance to medical personnel to provide improved health care: The WSNs are able to continuously monitor patients or elderly 24 hours a day and 7 days a week. 3) more cost effective personal health than existing ones:
The adoption of WSNs in health care may help to alleviate the shortage of health care professionals and the growing needs of health care workers.
C. Practical Applications of WSNs
One WSNs prototype is Wireless Personal Area Networks (WPANs), WPANs has the potential of being deployed at many innovative areas. Applications of WSNs in health care domain can roughly categorized into three groups (1) physiological monitoring, (2) motion and activity monitoring and (3) physiological and behavioral studies. An example for (1) is a vital signs monitoring system deployed in a nursing home. Figure 1 sketches a layout of a WSN deployed in a health care environment such as a nursing home [4] . The intention of such WSNs deployment include 1) constantly and periodically collecting patient physiological data, 2) non-stoping monitoring patient movement, 3) tracking patient location. There are some special requirements for the applications of WSNs for medical and health care. First of all, system reliability is the key to the practical application of WSNs in the mentioned areas. The WSNs system must be absolutely reliable while collecting and transmitting the data. Secondly its quality of service (QoS) is next to the reliability in the sense that the end-to-end delay and the packet loss rate must be relatively low. A WSN system with poor QoS would significantly diminishes the usefulness; it may render the WSNs to be completely useless. Thirdly, the data transmission or communications in WSNs systems in health care are mostly wireless via air in nature. This may be appealing to network adversary to exploit threats and various attacks to these systems. These threats and attacks could pose serious problems to social life of an individual who is using or intents to use wireless sensor devices. For instance tracking the location of a patient or person may lead to adverse consequences.
Meanwhile, privacy is not just about removing explicit identifiers, encrypting data, using trusted software, and securing servers, privacy is to make sure that personal information may not be identified even from anonymized and sanitized
A careful scrutiny can envisage the WSNs have great potential of raising the quality of medical and health care, but reducing the cost of traditional medical service or health care, and it is also possible to invent new type of services and care, subject the security issues has been properly addressed. The security issues can be actually related with system security and information security.
D. WPAN Devices
In ZigBee WPANs specification, there are three different types of ZigBee devices: ZigBee Coordinator and Router and End Devices. Each type of devices has been designed with its own specific functionalities.
• ZigBee Coordinator (ZC): The ZigBee coordinator is the most capable device which forms the root of the WPAN tree topology. There is exactly one ZigBee coordinator in each network. The ZigBee coordinator is able to store information about the network, including acting as the Trust center and repository for storing security keys.
• ZigBee Router (ZR): ZigBee Router is a type of device that run an application function, and act as a router to pass data from other devices to the ZC. 
A. Opnet-ZB Model Overview
By adopting the ZigBee standard, the original simulation model has implemented two layers: the physical layer and the medium access layer. The physical layer (PHY) consists of the IEEE 802.15.4 compliant radio transmitter and receiver modules, All of these radio operate in 2.4 GHz frequency band, one of three ISM band, and their power level set to 1 mW (0 dBm). In the modified model, the radio transceivers has a threshold which if the power of signal is calculated lower than the threshold at the receiver's place, then the receiver will not forward to the medium access layer. The receiver's sensitivity threshold is set to -85dBm, which is around 175m according to free-space propagation model.
The MAC layer was composed from two modes: NonBeacon Enabled model which uses the unslotted CSMA/CA mechanism for medium access and Beacon Enabled mode with the slotted CSMA/CA medium access. The MAC layer supports data transmission during both CAP and CFP.
The modified OPNET-ZB simulation model has extended the original one with many changes in two existing layers and introduced a new network layer. The newly introduced network layer supports the cluster-tree topology, where the star topology can be implemented as a special case of the cluster-tree topology, meaning the network depth is set to 1. Packets are routed through the network using the cluster-tree routing algorithm.
The OPNET-ZB simulation model consists of four layers and has the Guaranteed Time Slot (GTS) mechanism supporting deterministic real-time traffic. Figure 2 shows the structure of the OPNET-ZB simulation model, which closely resembles the IEEE 802.15.4/ZigBee WPAN device. The simulation model has the network layer supporting the cluster-tree topology and hierarchical tree routing.
Like the original Opnet-ZB simulation model, the physical layer of the OPNET-ZB simulation model is also based on the IEEE 802.15.4 standard running at 2.4 GHz frequency band with 250 kbps data rate. However, the MAC layer support the beacon-enabled mode and implements slotted CSMA/CA and GTS mechanism according to the ZigBee standard. There is also a battery module that computes the consumed and remaining energy levels.
The application layer in the modified Opnet-ZB simulation model can generate best effort and/or real-time unacknowledged and/or acknowledged frames transmitted during Contention Access Period (CAP) or Contention Free Period (CFP) of the superframe, respectively.
B. OPNET-ZB Simulation Model Advantages
When comparing with other simulation models such as ZigBee simulation model using NS2 and the ZigBee model in OPNET Modeler [6] , the OPNET-ZB simulation model has following advantages:
Beacon enabled mode In MAC layer, the OPNET-ZB model is the only one that provides Beacon enabled mode with slotted
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CSMA/CA medium access. The MAC layer supports data transmission during both CAP and CFP.
GTS traffic
The application Layer has a GTS traffic source module which is responsible for generation of the time-critical data frames.
Battery
There is also an extra module called Battery. It is used to compute consumed and remaining battery energy levels based on the node power consumption specification of TelosB and MicaZ nodes.
V. SIMULATION OF OPNET-ZB MODEL BASED WPANS
A WPAN has been developed based on the OPNET-ZB simulation model, which defines three types of nodes: the PAN Coordinator, router node and end device node. The network support three types of topology: star, cluster tree and mesh.
Note that each node in WPANs has a unique network address, assigned by the PAN coordinator. The PAN Coordinator node always has a MAC address as 0.
The aim of the simulation to examine the feasibility of WPAN deployed in medical care and health care environment. Among the applications of WANs used in medical care or health care, there are more similarities than differences in their structure, the environment of possible application are given in the following two separate sections.
A. A WPAN with Cluster-Tree Topology
In this section, we describe how a WPAN with the clustertree topology is used in a health care domain, and show its feasibility with some preliminary results.
1) Network Setup for Health Care Application:
The WPANs with the cluster-tree topology can be deployed in many health care or home care environments. For instance, in a nursing home, there is 94 beds were housed in a six-floor building. A total of 10 residents on the fifth floor are cared by one nurse. A WPAN simulation is proposed based on the OPNET-ZB model discussed in the preceded section.
The system consists of a personal area network (PAN) coordinator, 7 routers, and 7 end devices. Figure 3 depicts the WPAN with one Coordinator node, 7 router nodes and 7 end devices.
2) Throughput and End-to-End Delay: The performance criteria include the end-to-end delay, the network throughput, the data dropped and simulation time. From Figure 4 , we can see the WPAN throughput, where the data sent to the PAN coordinator node is approaching to 6000 bit/sec and the packet received is fluctuated around 100 bit/sec.
In regard to the end-to-end delay, we presume that N 4 is one of the busiest sensor node in the WPAN, which generates the traffic and the time-critical data. Its end-to-end delay of the data packets or frames experienced will be close to the one of the simulated WPANs. Figure 5 shows the dynamics of packets' end-to-end delay.
End device sensor nodes consisting of the WPAN normally are supplied with a limited energy supplier such as a battery. It is of interests to closely monitor the remaining energy on the sensor nodes. Figure 6 depicts how the remaining energy on some heavily used sensor nodes (N 4 and N 7) and the PAN coordinator node.
B. A WPAN with Star Topology
The WPANs used for medical care are normally consisted of some medical sensor nodes, a medical care base stations, and the medical care center.
1) Network Setup for Medical Application:
Medical sensor nodes collect physiological parameters, and then data are directly or indirectly transmitted to the base station through WPANs. The base station transmits the processed data to the monitoring center. Finally the system can analyze the data and then a doctor can give information or feedback to the patient. The physiological data that WPANs collected include some chronical diseases, and Electrocardiogram (ECG) which is the major source of diagnose heart disease. Figure 7 is a WPAN that consists of one PAN coordinator and 10 ED sensor nodes. All of 10 ED nodes are directly 2) Performance Evaluation: The performance criteria include the end-to-end delay, the network throughput, and the data dropped and simulation time.
The performance metrics analyzed are the following: Network Throughput (S) is the fraction of correctly received traffic by the network analyzer normalized to the 250 kbps network capacity of the IEEE 802.14.5 PHY layer. Figure 8 shows that the data rate the PAN coordinator is receiving is about 180kbps, which is not too bad on the WPAN with 250 kbps as its maximal network capacity. Figure 9 depicts the end-to-end delays for two different values of the Packet Interval Time parameter; The blue is the network's end-to-end delay with the best-effort packet interval time (PIT) as 4 seconds, and the red one is the end-to-end delay with the best effort where the packet interval time(PIT) is 20 seconds. As expected, there should be no and indeed there is no much differences. Figure 10 shown the dynamics of the remaining energy in Figure 10 , the red line decline much fast than the blue line. The red line depicts the remaining energy on the PAN coordinator and the blue depicts the remaining energy on the node 3. It is clear to see that the PAN coordinator node is consuming a lot more energy than each individual ED sensor nodes.
VI. CONCLUSION
There is no doubts that WSN has emerged as one of the most advanced and enabling technologies in the 21st century, more innovative and demanding application of WSNs in many uncultivated areas will come out in the foreseeable future. In this paper, we have presented the benefits and challenges of application of WSNs in the medical and heath care domain. We have focused on the design and implementation of WPANs deployed in the scenarios where the low data rate but timecritical data transmission are required and a limited power supply was available. Since there are quite a number of approaches to scrutinizing the WPANs and their applications in Although a feasibility study of the application of WPANs in medical and health care domain have been conducted in this paper, it becomes so imperative now to further a qualitative study in the future.
