Introduction
The Internet is grounded on an open and interoperable architecture, giving rise to a quintessentially transnational environment. This global network of networks is, however, in natural tension with an international legal system based on mutually excluding legal frameworks. Differently from electronic networks, which are based on shared technical standards whose main objective is to make different systems compatible, national juridical system are based on essentially domestic rules, whose application to the online environment has the potential to fragment the Internet. The implementation of divergent domestic laws and regulation has indeed the potential to balkanise the global Internet creating separated national intranets and potentially conflicting cyberspaces. It seems important, therefore, to encourage the development of harmonious rules across jurisdictions, thus fostering the compatibility of the legal systems penetrated by the Internet. Promoting a "legally interoperable" environment may be considered as an instrumental step to achieving a better-functioning Internet ecosystem, in which new technologies can spur, and the free flow of information is not hindered by diverging national laws.
Although the promotion of legal interoperability should be seen an important policy objective, it must be recognised that advancing legal interoperability of issues of systemic importance is not an easy task. A promising approach in this regard consists in analysing existing regulatory frameworks in order to identify best practices and synthesise them within a policy model. As open standards, policy models should be freely accessible and usable by any interested stakeholder, so that policymakers, regulators or market actors could use them in order to shape legally interoperable frameworks.
One particular topic that lends itself well to be analysed from a legal interoperability perspective is net neutrality. Net neutrality policy focus on Internet traffic management, which is an issue virtually affecting every electronic network composing the Internet and, for this reason, it has already been addressed by several jurisdictions through different approaches 2 . Furthermore, the definition of legally interoperable net neutrality rules and principles may be particularly beneficial to address a shared problem that, over the past years, has gained great political momentum at the global level. In the U.S., the FCC consultation on net neutrality rules triggered nearly 4 million comments (White House 2015) , in India, Internet users sent more than 150 thousand emails over one weekend to the telecom regulator asking to protect network neutrality in the country, as part of one of the biggest online protests in Indian history (Javadevan 2015) , while the European Union is putting forward new net neutrality rules (Ansip 2015) and national efforts have being undertaken in order to guarantee constitutional status to the net neutrality principle. (Senato 2014) At the same time, a Model Framework on Network Neutrality (Belli et al. 2015) , aimed at fostering legal interoperability on this matter, has already been elaborated by the IGF Dynamic Coalition on Network neutrality (DCNN) 3 and has inspired more than one organisation, such as the European Parliament 4 and the Council of Europe 5 . In this paper we elucidate the importance of addressing net neutrality from a legally interoperable perspective in order to foster shared rules safeguarding the originally open and distributed nature of the Internet. Whereas it might be seen as a domestic 2 See Belli & De Filippi 2014. 3 Dynamic coalitions are structural components of the UN-convened Internet Governance Forum (IGF). These multistakeholder groups are aimed at analysing and fostering debate with regard to specific topics and can be used as working groups in order to produce concrete outcomes. See http://www.intgovforum.org/cms/dynamiccoalitions 4 Compare the network neutrality principle's definition and the provisions regarding traffic management of the Model Framework on Network neutrality, available at http://www.networkneutrality.info/sources.html and of the European Parliament legislative resolution of 3 April 2014 on the proposal for a regulation of the European Parliament and of the Council laying down measures concerning the European single market for electronic communications and to achieve a Connected Continent. 5 Compare Belli & van Bergan 2013; CDMSI 2015. matter, exclusively impinging upon how Internet traffic is managed by network operators at the national level, the protection of network neutrality determines immediate consequences on the Internet users' capability to freely seek, impart and receive information regardless of frontier. For this reason, legally interoperable tools fostering shared principles or providing compatible regulatory indications should be welcome in order to foster universal connectivity on a non-discriminatory basis. .
After providing a brief analyses of the concept of interoperability and its potential transposition from the technical to the regulatory level (Part I), this paper examines the relevance of network neutrality in order to maintain the original end-user-empowering architecture of the Internet. (Part II) Lastly, after having identified common elements within the existing net neutrality frameworks, we suggest a common principle basis that may be used to develop future legally-interoperable approaches, avoiding fragmentation and fostering legal certainty while diminishing transaction costs for businesses. (Part III)
I. The Techno-legal Nature of Interoperability
Interoperability is usually described as "the ability to transfer and render useful data and other information across systems, applications, or components" (ITU 2015) . This concept is increasingly important as interconnected technologies, continuously receiving and transmitting data, are becoming the norm. Communication among interconnected devices, cars, engines, phones is only possible if they are interoperable and therefore, interoperability plays an instrumental role in furthering the sustainable evolution of the Internet, as a global ecosystem. In the sections below, we concisely analyse the concept of interoperability and its potential application to legal and regulatory systems rather than being merely confined to the technical domain.
a. What is interoperability and how to foster it
Interoperability plays a key role in facilitating the free flow of information. Indeed, the purpose of interoperability is to fostering the ability to transfer and use data across heterogeneous technologies and systems. Conspicuously, this means having the possibility to create new applications and services and being able to use them to exchange information across technically different but compatible networks. This is indeed the quintessential purpose of the Internet, whose original Catenet model for internetworking aimed at establishing "a model and a set of rules which will allow data networks of widely varying internal operation to be interconnected, permitting users to access remote resources and to permit intercomputer communication across the connected networks." (Cerf 1978 ) From a technical perspective, such "models and sets of rules" are defined by the technical standards and protocols that allow all Internet users to exchange information and to utilise services in a cross-border fashion on a daily basis. Hence, technical interoperability plays an instrumental role in fostering openness, innovation and competition, while providing the user with wider choice amongst a greater diversity of content and services. (Gasser & Palfrey 2007) Interoperability is also one of the main purposes of the ITU's International Telecommunication Regulations, which "are established with a view to facilitating global interconnection and interoperability of telecommunication facilities and to promoting the harmonious development and efficient operation of technical facilities, as well as the efficiency, usefulness and availability to the public of international telecommunication services." 6 Such goals can be fostered through the actions of private as well as public actors, which can operate on a unilateral basis or via joint multistakeholder efforts. Hence, it is important to note that there is a spectrum of possibilities for public-private collaboration aimed at developing tools that may advance interoperability.
On the one hand, private actors unilaterally choose the design of products and services and can grant licenses to others, thus establishing rights and limitations to the use of technologies in a top-down fashion. Private actors can also foster interoperability trough technical collaboration. Technical collaboration has a broader level of cooperation that goes beyond the mere granting of IP licenses. Palfrey and Gasser (2015) cite mobile payments as an example to illustrate such broader level of cooperation, as they rely on licensing schemes but also require technical cooperation between retailers, manufacturers, payment processors and banks. Standards are the third way through which private actors collaborate towards higher levels of interoperability. Although standards have a great potential for achieving high degrees of interoperability their effectiveness might be limited. (Palfrey & Gasser 2015) At the same time, both the elaboration and adoption of open standards is based on voluntary efforts which might suffer from the over-representation of those players having the financial capability necessary to continuously participate to voluntary but still resourceconsuming efforts.
On the other hand, regulatory decisions influencing interoperability might also range from more unilateral actions to more collaborative actions. Regulators might mandate the adoption of interoperable standards, which might be an effective approach. However, governments might have difficulties to adapt rules to new realities once the standards become exceeded. Moreover, governments might lack sufficient expertise to choose the most efficient standards. Lastly, interoperability might be fostered through competition law, an ex-post type of intervention. Nonetheless, the limitations of such intervention are easy to infer, particularly due to its ex-post nature and procedural delays.
The concept of interoperability has been considered as beneficial for competition and innovation, increasing efficiency in the provision of services by Governments. Interoperability is also associated with reductions in the cost of technologies, as it promotes scalability. (Gasser & Palfrey 2012) The benefits of technical interoperability tend to outweigh the possible challenges related to it and, for this reason, it seems important to enquire whether similar benefits may be achieved through the promotion of interoperability from a regulatory perspective rather than from an exclusively technical one. Particularly, shared principles and compatible rules amongst various juridical systems have the potential to reduce transaction costs, deflating barriers to cross-border trade and significantly lowering costs related to adaptation to different regulatory frameworks, but can also foster important non-monetisable benefits, such as individual empowerment and the protection of fundamental rights. In the following section we analyse the concept of legal interoperability in order to subsequently apply it to the concrete example of net neutrality regulation.
b.
Can juridical systems be interoperable?
Legal systems can be considered as interoperable when the cost of regulatory fragmentation is low enough for people, goods and services subject to regulation to easily move between them. (Tréguer 2012) Legal interoperability fosters compatibility of rules concerning the same topic within different jurisdictions or different administrative levels within a state, thus reducing regulatory fragmentation. Like technical interoperability, legal interoperability stimulates the exchange of information within different systems. As such, interoperability of both technical and legal systems allows individuals -and, particularly, Internet users -to access and provide services in a cross-border fashion and to enjoy equal right-protection within different systems thanks to compatible (or, preferably, common) rules, principles and procedures.
Models and sets of rules aimed at facilitating legal interoperability may be elaborated by players on an equal footing, in the context of harmonisation efforts; may be unilaterally imposed, in a top-down fashion, by a player enjoying an asymmetric power relationship with the other players; or may be fostered through transnational diffusion. (Jorgensen 2003; Belli 2015) Harmonisation relies on the cooperative effort of a group of -usually governmental -actors to elaborate a suitable solution to a shared and frequently transnational problem. To this end, public actors may define common regulatory tools aimed at fostering the free flow of information or, more generally, the free movement of people, goods, services and capital. Harmonisation usually backs legal interoperability via intergovernmental processes taking place within bilateral, plurilateral or multilateral fora. Harmonisation relies on the formulation of multilateral agreements, such as conventions, and subsequent implementation of policies consistent with such agreements by the entities that participated in the formulation process.
Legal interoperability through imposition occurs when a single actor -be it private or (inter)governmental -has the capacity to unilaterally define and enact policies that will affect other actors. For instance "business enterprises" 7 can unilaterally define the standard contractual agreements -or licenses -according to which they will provide a service and, subsequently, implement the contractual provision via technical means. (Schultz 2005; Belli 2015) One example in this regard is the use of Digital Rights Management techniques, allowing private actors to control both access and use of digital material. (Gasser and Palfrey, 2012) Transnational diffusion, differently from the two former cases, is grounded on a process of voluntary adoption and reproduction of rules and procedures, by reason of their efficiency and reliability. Hence, contrary to harmonisation and imposition, transnational diffusion may occur in the absence of any institutional agreements. To this extent, international fora and NGOs may be the vehicle of transnational diffusion, facilitating policy development and offering breeding ground for policy crossfertilisation. (Béland and Orenstein, 2009) When considering the autonomous networks composing the Internet, it is spontaneous to remark that their technical interoperability is guaranteed by the use of shared standards that are voluntary adopted by operators and service providers by reason of their proven efficiency. Indeed, the day-to-day operation of the Internet is based on the "voluntary adherence to open protocols and procedures defined by Internet Standard" (Bradner, 1996) that enable end-to-end communication taking place via "a looselyorganized international collaboration of autonomous, interconnected networks". (Bradner, 1996) Likewise, policy models framing shared regulatory problems may be a useful source of inspiration for national regulators and legislators -or even for selfregulatory efforts by market player -thus fostering legal interoperability through the adoption of compatible rules and procedures, thus. Policy models may not only inspire legislative efforts but also be used as basis on which develop co-regulatory frameworks by national regulators in partnership with national stakeholders or even by private- 7 The expression "business enterprise" should be considered as including "any business entity, regardless of the international or domestic nature of its activities, including a transnational corporation, contractor, subcontractor, supplier, licensee or distributor; the corporate, partnership, or other legal form used to establish the business entity; and the nature of the ownership of the entity. sector actors themselves that may find it more convenient to craft their self-regulatory codes of conduct on the basis of existing policy models.
Globally shared regulatory issues such as net neutrality, data privacy or copyright regulation lend themselves very well to be the object of policy models that may subsequently be used by various stakeholders to transnationally diffuse legally interoperable rules. As we will discuss in the next sections, the net neutrality principle aims at guaranteeing a non-discriminatory treatment of The next section will emphasize the endogenously neutral character of the Internet architecture and will identify some elements that should be considered in order to define legally-interoperable net neutrality approaches.
II. From Endogenous Neutrality to Exogenous Net Neutrality
Network neutrality is the principle according to which Internet traffic shall be treated without discrimination, restriction or interference regardless of its sender, recipient, type or content, so that Internet users' freedom is not restricted. The concept of network neutrality prescribes a non-discriminatory management of Internet traffic in order to guarantee that all Internet users enjoy universal access to all online resources, thus maintaining their power to autonomously decide how to use the network rather than being subject to the usage decisions imposed by network operators. To this extent it is important to bear in mind that the Internet has been conceived as a general purpose inter-network whose end-to-end architecture and layered structure were precisely aimed at decentralising the intelligence of the network in its applications (run by endusers), rather than keeping it within the control of the networks' operators. (Slatzer, Reed & Clark, 1984) This decentralised approach is mirrored in the TCP/IP protocol suite, the "technical constitution of the Internet" (Belli 2015 ) that structures the network in different layers to which distinct functions are delegated. (Slatzer, Reed & Clark, 1981; Solum & Chung, 2004 ) "This decentralised architecture has allowed the Internet to maintain a high level of openness to new technologies, applications and devices. However, the increasing vertical integration between network operators and Content and Applications Providers (CAPs) may undermine such an open and decentralised structure, due to the substantive incentive that network operators may have to discriminate in favour of their commercial partners and against competitors. (BEREC 2012; FCC 2015) Indeed, Internet traffic management has the potential to negatively impact end-users' capability to freely exchange information online, possibly jeopardising the full exercise of their fundamental rights as well as their possibility to "innovate without permission". (Belli & van Bergen 2013; Daigle 2014) In the following sections we will provide a brief overview of the fundamental features of the Internet architecture, subsequently highlighting that the general aim of any net neutrality frameworks should be to preserve such features.
a. An Inherently Neutral Architecture
The original Internet structure was purposely designed to avoid centralisation, having an end-to-end design for efficiency and resilience purposes (Saltzer et al. 1984; Carpenter, 1996) . Such distributed architecture de facto delegated to end-users the possibility to decide how to use the network while keeping it interoperable, thus fostering the openness of the system and deflating barriers that may hinder user participation, communication and innovation. The basic assumption was that a network of heterogeneous networks, "however carefully designed, will be subject to failures of transmission at some statistically determined rate [and the] best way to cope with this is to accept it, and give responsibility for the integrity of communication to the end system". (Carpenter 1996) To this end, information was fragmented into data-packets to be transmitted independently from each other and independently from their content or application. The intelligence of the network was delegated to the application run by the end-users, responsible for reassembling data-packets for various purposes. Indeed, specialised treatment of packets may have risked hindering interoperability of applications run by end-users in different networks while, on the contrary, nondiscriminatory transmission of data-packets represented a guarantee for interoperability. Particularly, the layered and end-to-end structure, determined a separation between transport functions, which were delegated to network operators, and application functions delegated to the end-points.
Therefore, the original configuration of the Internet was "organically neutral" (Weinberg, 2014) because data-packet transportation was grounded on a best-effort delivery that did not apply special treatment based on the content of the data-packets or the type of application. Besides this organic feature of the original end-to-end network design, it is important to stress that, until the early 2000s, traffic management practices were not granular enough to allow application-or-content-specific discrimination while the small size and great number of local networks composing the Internet made discriminatory traffic management ineffective. Network operators were simply transporting data-packets in a non-discriminatory fashion, therefore acting -and being legally defined -as "mere conduits". 8 Since its creation, openness and neutrality have been endogenous features of the Internet architecture: open Internet standards facilitate the development of new technologies and the provision of new services, while the non-discriminatory best-effort delivery of data-packets strengthens the free-flow of information and lowers barriers to enter the market of innovation. Conspicuously, such open and non-discriminatory structure empowers end-users allowing them to access and share innovation without interference, being able to freely "seek, receive and impart information and ideas of all kinds, regardless of frontiers." (ICCPR, art 19) It is therefore this endogenously neutral structure that enables end-users to be active participants to the Internet, capable of independently deciding how to use the network, by choosing -or even creating -any kind of applications, services and content, and by connecting any kind of device. (Belli & van Bergen 2015) However, as computer scientists know, technical change is continuous in the information technology industry and the principle of "constant change" is probably the only principle of the Internet able to survive indefinitely. (Carpenter 1996) Indeed, over the past twenty years, the Internet ecosystem has been visibly changing. On the one hand, traditional media and communications systems have been converging onto the Internet environment and, simultaneously, the end-to-end nature of the Internet has been exploited for various malicious uses, such as the diffusion of spam, vira, malware or DDoS attacks. What was a quintessentially open and decentralised environment has been gradually centralising due to the emergence of an increasing number of intermediaries, as well as the vertical integration of network operators with service providers. The Internet has been smoothly evolving from an end-to-end structure to a trust-to-trust one, where average users delegate to intermediaries the task of exercising the intelligence of the network, in order to provide a trustworthy and reliable Internet environment. (Clark & Blumenthal, 2011) As a result, the end-to-end structure has been complemented with trust-to-trust mechanisms, where network operators and other intermediaries act as trusted agents providing network integrity and security.
The evolution towards centralisation has been characterised by massive investmentsby network operators -in the development and standardisation of technologies allowing controlling and efficiently managing Internet traffic conveyed through their networks. Although efficient traffic management can be considered as a meritorious goal, it must be noted that the vertical integration of network operators with CAPs offers a relevant incentive to shape Internet traffic discriminating against applications, services and content that are provided by competitors. (BEREC 2012; FCC 2015) To this latter extent the net neutrality debate has been focusing on discriminatory Internet traffic management practices that may implemented by network operators in order to favour vertically integrated service providers or disfavour competing ones. (Wu, 2003; Clark 2007; Marsden, 2010) In this regard, it must be noted that the need for net neutrality policies is due to the very evolution of the Internet environment where vertical integration can motivate abusive behaviours while technical advancements make them possible. Indeed, the originally open Internet environment was able to foster innovation by providing end-users with a general-purpose decentralised network in which data flows were treated on a non-discriminatory basis by default. In such an environment, net neutrality policies were obviously not needed because Internet players did not have the possibility to discriminate against each other's, thus selfregulating themselves in heathy fashion. On the contrary, the abovementioned evolution of the Internet ecosystem allows network operators to put in place discriminatory traffic management practices and may offer concrete incentives to limit openness (FCC, 2015) , thus putting end-users rights and capability to innovate in jeopardy. As Sir Tim Berners Lee famously pointed out, " [t] here have been suggestions that we don't need legislation because we haven't had it. These are nonsense, because in fact we have had net neutrality in the past it is only recently that real explicit threats have occurred." (Berners Lee, 2006) This is the basic line of argument that has motivated the development of net neutrality frameworks around the world over the past ten years. As we will argue in the next section, national approaches vary and involve a more or less ample spectrum of stakeholders in their definition and implementation, thus providing for different levels of flexibility as regards their concrete application. However, these different frameworks share many common elements that might be considered as best-practices and consolidated within an open policy-blueprint.
b. Towards Exogenous Neutrality
As we have previously argued the original Internet structure has been designed to be open and foster a non-discriminatory transmission of Internet traffic. Such endogenous non-discriminatory structure has been instrumental to unleash creativity of Internet users, allowing them to shape the very evolution of the Internet. This design choice has been considered as beneficial both from an economics perspective (Economides & Tag 2012) and from a human rights perspective (Belli & De Filippi 2013; Belli & van Bergen 2013) .
Particularly from an economics perspective, net neutrality aims at avoiding that network operators impose two-sided pricing on the Internet, charging -or exempting form -a fee specific content, applications or services. Such practice may indeed distort the market and potentially preclude access to those content and applications lacking a contractual relation with the operator. (Economides & Tag 2012 ) Indeed, although traffic discrimination for commercial reasons might be lucrative for operators, it would determine a shift from a decentralised general-purpose communication system to a centralised system where the provision and fruition of applications, services and content is influenced -and potentially subject to -by the existence of a contractual relationship between the CAP and the network operator. From a human rights perspective, the aforementioned reasoning is echoed by prominent jurisprudence, according to which discriminatory traffic management can be seen as an interference with freedom of expression, which "applies not only to the content of information but also to the means of dissemination since any restriction imposed to the [means] necessarily interfere with the right to receive and impart information". (ECtHR 1990 (ECtHR & 2012 Hence, net neutrality policies should be seen as an exogenous effort to re-equilibrate a system that risks losing its general-purpose, due to some market-players' temptation to redefine its architecture as a "controlled distribution medium like TV and radio." (Banisar et al. 2003) To this extent, net neutrality supporters argue that the net neutrality policies and regulations are instrumental to maintain an open Internetarchitecture and reduce incentives to discriminate Internet traffic based on commercial reasons, thus preserving the economic, social, cultural, and political potential of the Internet. (Wu 2006; van Schewick 2010) However, it must be noted that, as freedom of expression, net neutrality should not be considered as an absolute principle and, accordingly, several approaches have been emerging over the past decade in order to appropriately frame net neutrality and define exceptions. In this regard, different national approaches have been experimented, based on market driven self-regulation, multistakeholder co-regulation, or hard-law in the form of both legislation and administrative regulation 9 .
Since the elaboration of the first net neutrality approach, promoted by the FCC in 2005 through a Policy Statement, the core elements of net neutrality have been crystallising and further elements have been emerging as a consequence of the traffic management evolutions and the potential risks that such evolutions present. As originally argued by the FCC, net neutrality is grounded on the premise that Internet users are entitled to access any lawful content of their choice; run legal applications and use legal services of their choice; connect their choice of legal devices that do not harm the network; and It should be noted that the Norwegian approach has shown to be particularly efficient, not only by reason of its flexibility, based on the co-operation of market players and consumers associations with the telecommunications regulator, but also for being particularly clear and forward-looking. Indeed, the Norwegian approach has for the first time recognised the essence of net neutrality as non-discriminatory treatment of internet traffic 11 while pioneering the issue of specialised services. Particularly, since 2009 the Norwegian Guidelines recognised the importance of providing clear information regarding the provision of "other services on the same physical connection" of Internet access. Such information is indeed essential for regulators and consumers associations in order to verify that the provision of innovative IP-based services with enhanced features, such as guaranteed quality of service or security (the "other services" also referred to as specialised services or managed services), does not impair the provision of Internet access for which the user has paid.
Moreover, transparency requirements have also been considered as essential by the FCC, since its 2010 Open Internet Order and have been subsequently confirmed by the 2015 FCC regulation, according to which operators "shall publicly disclose accurate information regarding the network management practices, performance, and commercial terms of [...] broadband Internet access services sufficient for consumers to make informed choices." (FCC 2010 (FCC & 2015 Importantly, the 2015 FCC framework specifies the non-discriminatory nature of the traffic management, explicitly banning blocking and throttling practices as well as paid prioritisation, thus building strong safeguards against broadband providers' temptation to favour or disfavour specific Internet traffic for commercial reasons. (FCC 2015) Since 2010, the non-discriminatory treatment of Internet traffic has also been explicitly endorsed by several national laws, in countries such as Chile 12 , the Netherlands 13 , 10 See Directive 2009/136/EC, recital 23. 11 To this end, principle 3 explicitly affirms that "Internet users are entitled to an Internet connection that is free of discrimination with regard to type of application, service or content or based on sender or receiver address". See Nkom, 2009. 12 See Ley Nº 20.453 Consagra el principio de neutralidad en la red para los consumidores y usuarios de Internet http://www.leychile.cl/Navegar?idNorma=1016570 13 See art.7.4a, Dutch Telecommunications Act https://www.bof.nl/2011/06/27/translations-of-keydutch-internet-freedom-provisions/#nnexp Slovenia 14 and Brazil 15 , which converge in the definition of exceptions to the general rule of non-discriminatory treatment. Indeed, discriminatory traffic management is usually allowed in order to enforce court orders or legal provisions; to guarantee the integrity and security of the networks, for instance to prevent or limit DDoS attacks; and to manage congestion at peak times. Moreover, the provision of specialised servicessuch as IPTV and e-health -is are also considered as an exception to the general nondiscriminatory treatment although few regulators have clearly defined the characteristics of such services so far. In many jurisdictions, legislators have simply not addressed the issue yet, but despite rumours that specialized services are a threat to net neutrality, it has been mostly seen as a valid exception to the neutrality rule, as long as clear guarantees against their potential negative impact on Internet access are defined, such as in the Norwegian case.
Lastly, due to the extensive use of Deep Packet Inspection in order to manage Internet traffic, typically for blocking or throttling purposes (BEREC, 2012), concerns have been growing with regard to the interference of such technique with regard to the privacy of end-users' communications. In this regard the European Data protection Supervisor has been particularly vocal, affirming that "risks to privacy, data protection and communication confidentiality are very high due to the high intrusive feature of DPI, which scans the whole content of the IP packets to find out specific patterns against predefined criteria established in inspection policies." 16
Due to the widespread nature of the net neutrality debate and the shared need for effective policy solutions, it seems desirable to develop a common principle basis that would allow elaborating practicable and coherent national approaches. In the next section we provide some concrete net neutrality policy, which may be exploited for the development of legally interoperable net neutrality frameworks.
III. Conclusion: How to Make Net Neutrality Legally Interoperable
It is important to note that different juridical systems as well as diverse markets may require different solutions in order to establish efficient and sustainable net-neutrality frameworks. However, as it has been stressed above, national frameworks converge towards the protection of some basic elements deemed as essential in order to guarantee the full enjoyment of end-users' rights while preserving the original openness and non-discriminatory nature of the Internet. To this end, it seems possible to distil some essential elements from the existing net neutrality frameworks, in order to define a common principle base on which interested policymakers or market actors can See EDPS 2012 , p. 3. See also EDPS 2011 & 2013 develop compatible net neutrality frameworks. Indeed, while the Internet is usually seen as an interconnection of electronic networks, it is important to stress that the online environment also determines an interconnection of juridical systems that may benefit from shared policies.
As highlighted above, existing approaches to net neutrality converge as regards some core elements. First, the necessity to foster a non-discriminatory Internet traffic management, specifically banning blocking, throttling and paid prioritisation. To this extent, it should also be noted that exceptions to the general non-discriminatory treatment are shared amongst existing frameworks as well as the necessity to transparently state how traffic will be managed. Secondly, increasing concerns due to the abuse of intrusive filtering techniques have led policymakers and regulators to foster the compatibility of traffic management techniques to privacy norms and regulations. Lastly, due to the users' near-impossibility to identify the negative effects of traffic management policies' the existing national approaches converge in allowing regulators to monitor the compliance of all stakeholders to the agreed (self-/co-)regulatory framework.
It is important to highlight that international efforts aimed at making net neutrality protection legally interoperable already exist. Since 2010, the 47 Council of Europe (CoE) members have prominently declared their "commitment to the principle of network neutrality" arguing that net neutrality should be "explored further within a Council of Europe framework with a view to providing guidance to member states and/or to facilitating the elaboration of guidelines with and for private sector actors in order to define more precisely acceptable management measures and minimum qualityof-service requirements." 17 Since then, the CoE Internet Governance Strategy has foreseen the development of "human rights policy principles on network neutrality" 18 , while the participant to the CoE Multi-Stakeholder Dialogue on Network Neutrality and Human Rights stressed the need for the elaboration of CoE guidelines on net neutrality that could be recommended to CoE members. (CDMSI, 2013) The elements necessary for the elaboration of such guidelines have been provided to the CoE by the Model Framework on Network Neutrality, elaborated by the IGF Dynamic Coalition on Network Neutrality and offered to the CoE to be used as a working document for the elaboration of a recommendation on network neutrality. (Belli & van Bergen 2013; CDMSI 2015) The elaboration process of the Model Framework by the DCNN has been based on the participatory process utilised by the working groups of the Internet Engineering Task Force (IETF), pioneering the transposition of such process within the Internet Governance Forum. Rather than elaborating an open technical-standard to be voluntarily adopted by market players, as the IETF working groups do (Bradner 1996; Hoffman, 2012) , the DCNN aimed at the elaboration of an open net neutrality regulatory-standard. (Belli & van Bergen 2013; Belli et al. 2015) The Model Framework has become a global reference for net neutrality protection, openly supported by a variety of civil society organisations 19 . However, it must be noted that, at the IETF level, once the working groups elaborate their "draft standards", the IETF process requires the organisation of a final consultation period, defined "Last Call", during which the entire IETF community has the possibility to present final remarks on the draft before its validation. Such last-call process does not exist at the IGF level, where the DCNN and other dynamic coalitions operate, and for this reason the 2014 IGF Chair's Summary explicitly stressed the "need to develop a process that allowed the entire IGF community to weigh in and validate the findings of the [DCNN] ." 20 Such process has been initiated via a Request for Comments on a Net Neutrality Policy Statement, divulgated on the DCNN mailing-list as well as on several other specialised mailing-lists, and aimed at producing a draft policy statement that could be "validated by the entire IGF community." The initial draft -based on the Model Framework -has been refined via four consultation periods, open to all interested stakeholders, whose comments have been consolidated in a text, subsequently published on the IGF official website for a further comment period involving the entire IGF community 21 .
Importantly, the Statement contains policy indications that might be exploited in order to develop any kind of net neutrality framework, be it regulatory, co-regulatory or selfregulatory. The protection of net neutrality through such frameworks should be considered as an exogenous effort to restore and preserve the endogenous openness and non-discriminatory nature of the original Internet architecture, thanks to which the Internet has generated incredible economic, social, cultural, and political changes. As such, the use of an open policy standard may be instrumental to foster compatibility of national rules. As technical standards aim at offering the most efficient solution to solve a common problem in an interoperable fashion, the statement aims at offering a useful principle-based approach that can clarify the net neutrality debate and be exploited to develop legally interoperable frameworks, on a voluntary basis. fostering the enjoyment of Internet users' human rights; promoting competition and equality of opportunity; safeguarding the generative peer-to-peer nature of the Internet; and spreading the benefits of the Internet to all people. c) Managing Internet traffic in a transparent and non-discriminatory manner compatible with the Network Neutrality Principle serves the interests of the public by preserving a level playing field with minimal barriers to entry and by providing equal opportunity for the invention and development of new applications, services and business models. d) Competition among broadband networks, technologies and all players of the Internet ecosystem is essential to ensure the openness of the Internet.
Network Neutrality Principle
Network Neutrality is the principle according to which Internet traffic is treated without discrimination, restriction or interference regardless of its sender, recipient, type or content, so that Internet users' freedom is not restricted by unreasonably favouring or disfavouring the transmission of specific Internet traffic.
Reasonable Traffic Management
In accordance with the Network Neutrality Principle, Internet service providers should not restrict, block, discriminate, filter, or otherwise interfere with Internet traffic. Any deviation from this principle may be considered as reasonable traffic management as long as it is necessary and proportionate to: a) give force to a court order or a legal provision in accordance with human rights norms and international law; b) preserve network security and integrity; c) mitigate the effects of temporary and exceptional congestion, primarily by means of protocol-agnostic measures or, when these measures do not prove practicable, by means of protocol-specific measures; d) prioritise emergency services in the case of unforeseeable circumstances or force majeure. In particular, the availability and quality of Internet access services should not be impaired by or for the provision of other services, including those requiring special level of quality or security, provided by the Internet service provider.
Transparent Traffic Management
Internet service providers should publish meaningful and transparent information on characteristics and conditions of the Internet access services they offer, the connection speeds that are to be provided, and their traffic management practices, notably with regard to how Internet access services may be affected by simultaneous usage of other services provided by the Internet service provider.
Privacy
All players on the Internet value chain, including governments, shall comply with privacy and data protection norms and international law. In particular, any techniques to inspect or analyse Internet traffic shall be in accordance with privacy and data protection obligations and subject to clear legal protections.
Implementation
The competent national authorities should promote independent testing of Internet traffic management practices, ensure the availability of Internet access and evaluate the compatibility of Internet access policies with the Network Neutrality Principle as well as with the respect of human rights norms and international law. National authorities should publicly report their findings. Complaint procedures to address network neutrality violations should be available and violations should attract appropriate fines. 
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