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Abstract 
Due to immense growth in the online data storage, security of the important information has 
become a keen point of interest. Hiding of an information involves its concealment, so that an 
eavesdropper does not trace out the existence of that information. In the field of image 
processing, the data hiding techniques play a vital role for authenticating the digital data and 
its copyright protection. Digital watermarking is one of the efficient technique for embedding 
significant information over the digital signals in order to check and maintain the 
authenticity of it’s author and to safeguard it from being used illegally.In this paper, a 
creamer framework utilizing three individual watermarking systems i.e. Discrete Wavelet 
Transform (DWT), Discrete Cosine Transform (DCT) and Singular Value Decomposition 
(SVD) is proposed. This strategy abuses the upsides of the three individual frameworks and 
in this way gives a prevalent security arrangement when appeared differently in relation to 
various techniques. The examination of scale segment used as a part of the proposed 
procedure close by the graphical results is moreover done.     
     
INTRODUCTION 
Advanced Image Watermarking is one of 
the proficient techniques used to secure the 
computerized information in which an 
advanced data is inserted inside the first 
signal.This implanted data can be a 
content, picture, sound or video as per the 
prerequisite of use and the installed data is 
assigned as watermark [2]. Accordingly, 
watermark can be characterized as a tag or 
a data, that is embedded inside the 
computerized information to keep it secure 
from unapproved change and circulation. 
Watermarking calculations are for the 
most part utilized for copyright insurance 
and validation purposes. 
 
 
 
 
2 Page 1-11 © MAT Journals 2018. All Rights Reserved 
 
Journal of Advances in Electrical Devices  
Volume 3 Issue 1 
Cover Image: It is the original image 
which is to be authenticated and to protect 
from attacks by applying watermark in it.    
 
Watermark: It can be a text, image or an 
audio which is embedded within the 
original image to protect it and visible or 
invisible.    
   
Embedder : In this block, various 
watermarking techniques are applied to 
embed the watermark within the original 
image. 
 
Watermarked Image: This is the output 
image which is obtained after applying 
embedding procedure on the original 
image to keep it safe from unauthorized 
attacks. 
 
The example showing simple watermarking scheme is as follows: 
  
(a) Original image            (b) Watermark                        (c) Image with visible watermark  
Fig. 1 Watermarking Of An Image 
 
EXISTING TECHNIQUES  
The watermarking of an advanced 
information or a picture should be possible 
by two strategies in particular Spatial 
Domain Techniques and Transform 
Domain Techniques. Spatial area strategies 
are the most straightforward techniques for 
watermark inserting reason yet they are 
not for the most part favored on the 
grounds that these strategies don't give 
more strong results nearly [1]. Then again, 
Transform area procedures include the 
control of the orthogonal change of the 
picture and are otherwise called recurrence 
space strategies. The whole photograph is 
changed over into a course of action of 
repeat space coefficients and after that the 
watermark is embedded into these altered 
coefficients. On this way, this procedure 
will permit the free treatment of the 
following fixings without basic joint effort 
amongst them and from this time forward 
makes the procedure additional reasonable. 
In the end, reverse exchange is done to get 
the watermarked photo. Among the 
exceptional open techniques for preview 
ABC 
ABC 
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stretch and banner making prepared under 
trade field, Discrete Wavelet change 
(DWT) and Discrete Cosine end up being 
(DCT) are regularly used as an aftereffect 
of healthiness issue [13].   
 
Discrete Wavelet Transform (DWT)
     
  Wavelet interchange is 
having limit property which tells that at 
precisely what part which repeat stage 
exists. A wavelet may likewise be 
described as a numerical capacity, which 
falls apart a given capacity into different 
repeat portions and listen every stage with 
a determination that matches its scale. 
Representation of a capacity by means of 
wavelets is alluded to as wavelet 
interchange [1,4,5]. The sub-band repeat 
examination finished in DWT offers 
staggeringly generous results and 
diminishes the overabundance 
impediment. 
 
Algorithm of Discrete Wavelet 
Transform Technique   
   The various 
algorithmic steps involved in DWT 
technique are: 
i. First of all, take the cover image, 
designated as “A”. 
ii. Convert this RGB image into the 
corresponding grayscale image by 
applying the MATLAB function 
„rgb2gray‟. 
iii. Apply the Discrete wavelet transform 
technique to the grayscale image to 
divide whole of the image into 
different frequency bands as LL, LH, 
HL and HH bands. 
iv. For further analysis, the LL band of the 
above decomposed image is further 
divided into two more parts of low and 
high frequencies. The repeated 
decomposition of only LL band is 
done, as this band contains more 
information of the cover image. 
v. Now, the test image that is to be used 
as watermark is embedded into it. 
vi. For the reconstruction of original 
image from the decomposed one, 
inverse discrete wavelet transform 
(IDWT) is done. 
vii. After performing IDWT to the image, 
convert it back to the RGB. 
viii. This is the required watermarked 
image. 
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Fig. 2Decomposition of Image Using DWT[1,10] 
 
b) Discrete Cosine Transform (DCT) 
Discrete Cosine Transform (DCT) is 
thought to be of the most prevalent direct 
change method of watermarking of 
pictures. In this strategy, a progression of 
information focuses in time or spatial 
space is changed over into recurrence area 
into an aggregate of sine and cosine 
changes of various amplitudes [4,10,11]. 
For the handling of discourse signals, one 
dimensional(1D) DCT is connected and 
for preparing of pictures, two 
dimensional(2D) DCT Algorithm for DCT 
system is utilized. 
 
Algorithm for DCT Technique: 
The various steps involved in DCT are:- 
i. The entire cover image is divided into 
blocks of non-overlapping regions. 
ii. Now to each of the block,dicrete 
cosine transform technique is applied. 
iii. According to Human Visual System 
(HVS),apply block selection criteria. 
iv. To embed the watermark into the cover 
image,apply coefficient selection 
criteria. 
v. After doing certain modifications to 
the selected coefficients,watermark is 
embedded. 
vi. Take the inverse DCT of all the blocks 
to get the watermarked image. 
 
c) Singular Value Decomposition(SVD)
     
  SVD system was presented 
a couple of years back with the end goal of 
watermarking. Beltrami and Jordan found 
SVD for square frameworks in 1873 and 
1874 individually and in 1930s it was 
reached out for rectangular lattices too by 
Eckart and Young [12]. In this system, 
factorization or decay of any picture "A" 
should be possible as the result of 3 
frameworks as 
A=USV
T
(1) 
where U,V represents orthogonal matrices 
and S is a diagonal matrix containing 
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singular values of A in descending order. 
Due to this type of representation of 
images in SVD, it is having some 
advanteges as the largest of the modified 
singular values change very little for most 
type of attacks that is, a small agitation 
does not cause large variation in the 
singular values of image and the singular 
values obtained by decomposition of 
image represents intrinsic algebraic image 
properties.To embed the watermark by 
applying this technique,the singular values 
obtained by the decomposition of A are 
altered [12,14]. 
 
PROPOSED DWT-DCT-SVD 
TECHNIQUE   
    
In this paper, DWT-DCT-SVD system of 
watermarking has been created to 
accomplish the upsides of the current 
strategies, to deliver more hearty 
watermarked picture i.e. the shot of loss of 
valuable data is decreased and to give 
better copyright insurance to computerized 
information. 
 
Algorithm for Embedding Watermark 
using DWT-DCT-SVD Technique: 
  
The various steps involved in the 
embedding technique are: 
i. Take the cover image.Let it be “A”. 
Apply DWT to decompose the image 
into four sub-bands i.e. LL,HL,LH and 
HH bands by  using “Haar wavelet” 
function  
ii. Take any of these sub-bands and apply 
DCT to the chosen sub-band.Let the 
matrix obtained after applying DCT be 
“B”. 
iii. Apply SVD to “B” so that it can be 
written as    
 B=𝑈𝐵  𝑉𝐵
𝑇
𝐵  
where,𝑈𝐵  and 
T
BV  are the orthonormal 
unitary matrices of B. The term 
∑Bconstitutes singular values of matrix 
of B. 
iv. Let “W” represents the 
watermark.Apply DWT to the 
watermark image to decompose it into 
four sub-bands i.e. LL,HL,LH and HH. 
 
v. Take anyone of these four sub-bands 
and apply DCT to the chosen sub-
band. Let the matrix obtained after 
applying DCT be “X”. 
vi. Apply SVD to “X” so that it can be 
written as    
  B=𝑈𝑋  𝑉𝑋
𝑇
𝑋    
where,𝑈𝑋  and 
T
XV are the orthonormal 
unitary matrices of S. The term 
∑Xconstitutes the singular values of the 
matrix S. 
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vii. Modify the singular values of “B ” 
using the singular values of “S”, then 
apply IDCT and then IDWT to get the 
watermarked image. 
The obtained four sets of DWT 
coefficients i.e. LL,HL,LH and HH can 
be used to embed four different visual 
watermarks or the same watermark to 
all sub-bands.The flowchart for the 
embedding technique is shown in Fig. 
4. 
Algorithm for Extraction of Watermark 
Using DWT-DCT-SVD Technique: 
  
The various sequential steps involved in 
the extraction process of watermarking are 
as follows: 
a) Let “W*” be the watermarked image. 
Apply DWT to this watermarked 
image and take one of the four sub-
bands obtained i.e. LL, HL, LH and 
HH. 
b) Apply DCT to the chosen sub-band 
and let the matrix obtained after 
applying DCT be “A*”. 
c) Apply SVD to the matrix “A*” so that 
it can be written as 
A*= ∗  ∗  ∗𝑇𝐴𝐴𝐴  
where,  ∗𝐴  and  ∗
𝑇
𝐴  are the 
orthonormal unitary matrices of “A*” 
and  ∗𝐴  constitutes the singular values 
of matrix “A*”. 
d) Now, the watermark is finally 
extracted back by subtracting the 
singular values of “A*” from the 
singular values obtained from 
embedding process.The flowchart for 
the extraction of watermark is shown 
in Fig. 4. 
 
 
 
 
 
 
 
Fig. 3Flowchart for Embedding Watermark by DWT-DCT-SVD 
 
Apply DWT to get four frequency bands 
Apply DCT technique to the requency bands  
Apply SVD to get the singular values 
Embedding of watermark into cover image 
Apply 1-DWT to get frequency bands 
Apply DCT to the required frequency bands 
Apply SVD to get singular values 
Modified SVD matrix formation 
Apply IDCT 
Apply IDWT 
Required watermarked image 
Key 
Watermarked Image 
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Fig. 4 Flowchart for Extracting Watermark by DWT-DCT-SVD 
 
IMPLEMENTATIONAND RESULTS        In the proposed DWT-DCT-SVD technique, the cover image of “barbara” of dimensions 225*225 and the watermark imageof “monkey” having dimensions 225*225 has been investigated. A Graphical User Interface (GUI) model is 
designed for better representation of 
results. The dialog box appears on the 
screen is shown in Fig 5. Various images 
obtained by introducing different noise 
attacks on the watermarked image 
obtained after applying the proposed 
DWT-DCT-SVD method are shown in Fig 
6. 
 
 
Fig.5 Graphical User Interface (GUI) Model 
 
Apply DCT on required frequency bands 
Apply SVD to get singular values 
Form modified SVD matrix 
Apply IDCT 
Apply IDWT 
Required Watermark 
Key 
Apply 1-DWT to get the frequency bands 
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(a)         (b)              (c) (d) 
 
                 (e)        (f)         (g)     (h) 
 
                       (i) (j)(k)      (l) 
 
 (m)     (n)     (o)      (p)  
Fig. 6 Results Obtained by Applying Noise Attacks(a)Watermarked Image w/o Noise ,(c) Salt 
and Pepper Noise,(e)Gaussian Noise,(g)Sharpen,(i)Contrast Adjustment,(k)Histogram 
Equalization,(m)Gamma Correction,(o)Rotation,(b, d, f, h, j, l)Extracted Watermark 
 
Different types of attacks applied on the 
watermarked image are Salt and Pepper 
Noise, Gaussian Noise, Sharpen, Contrast 
Adjustment, Histogram Equalization, 
Gamma Correction, and Rotation 
respectively. Due to these attacks, the 
quality of image will be deteriorated and 
affect the performance parameters of the 
image like PSNR and MSE. Table 1 
presents the values of various performance 
parameters after applying attacks as well 
as without attack. A parameter is defined 
 
 
 
 
9 Page 1-11 © MAT Journals 2018. All Rights Reserved 
 
Journal of Advances in Electrical Devices  
Volume 3 Issue 1 
in the proposed DWT-DCT- SVD 
technique called as scale factor. It can also 
be called as the multiplying factor as on 
increasing its value, the values of 
performance parameters and hence the 
quality of image will get improved. 
Different values of parameters obtained on 
varying the value of scale factor and are 
shown in Table 2. 
 
Table 1: Values of Parameters Between Original and Extracted Watermark 
 Without 
Attack 
With Attack 
Parameters  Salt & 
Pepper      
noise 
Gaussian 
noise 
Sharpen Contrast 
Adjust- 
-ment 
Histo- 
-gram 
Equali- 
-zation 
Gamma 
Corre- 
ction 
Rotate 
PSNR 41.0013 40.3691 38.8569 32.984 38.9137 38.3725 43.9111 43.7893 
MSE 5.1636 5.9727 8.4603 32.7096 8.3504 9.4587 2.6423 2.7174 
Correlation 
Coefficient 
0.99905 0.9989 0.99845 0.99404 0.99847 0.49827 0.99952 0.9995 
WPSNR 68.0916 67.4967 66.0584 60.4522 66.206 65.7224 70.4159 70.3252 
 
TABLE2Variation In Different Parameters With Scale Factor 
Scale 
factor 
PSNR MSE Correlation Coefficient 
 
WPSNR 
0.1 41.0013 5.1636 0.99905 68.0916 
0.2 42.981 3.2733 0.9994 69.7154 
0.3 43.4807 2.9175 0.99946 70.1033 
0.4 43.6635 2.7973 0.99949 70.2392 
0.5 43.7697 2.7297 0.9995 70.3207 
0.6 43.8169 2.7001 0.9995 70.3535 
0.7 43.8546 2.6768 0.9995 70.3849 
0.8 43.8701 2.6673 0.9995 70.3969 
 
 
 
CONCLUSION 
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The results have been obtained by 
applying the proposed DWT-DCT-SVD 
scheme. Various noise attacks are applied 
on the watermarked image, thereby 
obtaining the values of different 
parameters like PSNR, MSE, Correlation 
Coefficient and Weighted PSNR. The 
effect of a new parameter, scale factor, on 
performance evaluation parameters is 
demonstrated with the help of Tabular and 
Graphical results. By increasing the scale 
factor, PSNR and correlation coefficient 
goes on increasing, while MSE decreases 
which is desirable.    
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