INTRODUCTION.
Wireless Personal Area Network (WPAN) and Wireless Local Area Network (WLAN) [1] technologies are growing fast with new emerging standards being developed. WLAN technologies have been leading the indoor Internet distribution in education, business and home environments. They are usually deployed as wireless extension of a broadband access to the network. These technologies are based on CSMA/CA medium access with a positive MAC layer acknowledgement and a retransmission mechanism that aids noisy channel propagation condition and eventual undetected collisions. Today, WLAN standard defines high rate data throughputs; such as the IEEE 802.11b with a maximum throughput of 11Mbps and the IEEE 802.11g with maximum throughput of 54Mbps. Both IEEE 802.11b and g operate at the 2.4 GHz band. Typically, WLAN devices operate within 100 meters of distance range depending on the surrounding environment. While, the IEEE 802.11b utilizes direct sequence spread spectrum (DSSS) using complementary code keying (CCK) modulation, IEEE 802.11g is based on the orthogonal frequency division multiplexing (OFDM) modulation technique and the CCK modulation for backward compatibility with 802.11b.
For sometime, Bluetooth [2, 4] was the most widely used for short range communication in the proximity of a person. Recently, Zigbee [3, 5] was introduced as an alternative to Bluetooth for devices with low power consumption requirements and applications of lower bit rates. Although products based on the Bluetooth standard are often capable of operating at greater distances, the targeted operational area is the one around an individual, (e.g. within a 10 meters diameter). Bluetooth utilizes a short range radio link that operates in the 2.4 GHz industrial scientific and medical (ISM) band similar to WLAN. However, the radio link in Bluetooth is based on frequency hop spread spectrum. Although at any point in time, the Bluetooth signal occupies only 1MHz, the signal changes the center frequency (or hops) deterministically at a rate of 1600Hz. Bluetooth hops over 79 center frequencies, so over time the Bluetooth signal actually occupies 79MHz.
The new short range, low power, low rate wireless networking protocol, Zigbee, complements the high data rate technologies such as WLAN and open the door for many new applications. This standard operates at three bands, the 2.4 GHz band with a maximum rate of 250 kbps, the 915 MHz band with a data rate of 40 kbps, and the 868 MHz band with a data rate of 20 kbps. While Bluetooth devices are better suited for fairly high rate sensor and voice applications, Zigbee is better suited for low rate sensors and devices used for control applications that do not require high data rate but must have long battery life, low user interventions and mobile topology. Some of these applications are in the fields of medicine, . home/office automation, military, and many others [6] . In the medicine field, sensors utilizing Zigbee are used for monitoring the heartbeat, blood pressure and the percentage of the cholesterol in the blood. In the field of home automation, Zigbee capable sensors can be used in turning On/Off the AC if the temperature exceeded a certain value, turning On/Off the lights and locking doors. In the military field, sensors running Zigbee can be used to observe and track the movement of the enemy.
Recently, there have been several investigations related to Zigbee. However; there are not enough simulation-based performance evaluations of the new standard. One of the performance evaluation studies that used simulation was presented in [7] . In this study, authors evaluated the suitability of the Zigbee standard for medical applications. Their main objective was investigating the scalability issue, since patients might need several communicating devices near them. They developed models for low-rate WPAN access protocol and evaluated the performance of these models using OPNET. In the research done in [8] , the authors focused on power consumption. They evaluated the energy efficiency of the standard in a dense network. They calculated the expected power consumption in certain scenarios and examined how energy is used during data transmission. On the other hand, there have been investigation studies related to the co-existence of WLAN with WPAN and other technologies [9, 10] . For example, the authors in [9] discussed interferences between Zigbee and the signals of particular medical equipments. In [10] , a study was done on the interference between Bluetooth and IEEE 802.11b. In [11] The MAC layer controls the access to the communication channel. It provides flow control through acknowledgments and retransmissions. It is also responsible for data validation, synchronization and providing services to the upper layers. The Zigbee standard defines two types of devices, a full-function device (FFD) and a reduced function device (RFD). The FFD can operate in three different modes: a personal area network (PAN) coordinator, a coordinator, or a device. The RFD is intended for very simple applications that do not require the transfer of large amounts of data and need minimal resources. A WPAN is formed when at least two devices are communicating with one device acting as an FFD assuming the role of a coordinator. Depending on the application requirements, Zigbee devices might operate either in a star topology or a peer-to-peer topology. There are three types of data transfer mechanisms between Zigbee devices: from a coordinator to a device, from a device to a coordinator and between two peer devices. The data transfer mechanism used depends on whether the network supports the transmission of beacons or not. For example, in a non-beacon-enabled network, a device simply transmits its data frames using . un-slotted CSMA-CA to the coordinator. However, in a beacon-enabled network, the device first listens for the network beacon and, at the right time, it transmits its data frames, using slotted CSMA-CA to the coordinator. In a peer-to-peer network, any device can communicate with any other device within its transmission radius using one of two options: by constantly listening to the channel and transmitting its data using un-slotted CSMA-CA or by synchronizing with other nodes in order to save power. In the beacon-enabled network, the super-frame structure must be used. The structure of the super-frame is defined by the coordinator. The super-frame is bounded by two beacons and the time between these two beacons is divided into 16 time slots. It has an active and an inactive portion. In the inactive portion, the coordinator enters a low power mode and doesn't interact with its PAN. The active portion is divided into two periods: a contention access period (CAP), and a contention free period (CFP). In the CAP, the device must compete with other devices using the slotted CSMA-CA mechanism. In the CFP, the PAN coordinator assigns guaranteed time slots (GTS) to a single device, which together forms the CFP. Fig. 3 shows the super-frame structure as used in Zigbee. We used MatLab/Simulink to design three models for the three physical layer Zigbee bands. The generic model is shown in Fig. 4 . This model includes the following major building blocks: a spreader, a de-spreader, a modulator, a demodulator, and an Additive White Gaussian Noise (AWGN) channel. For the 2.4 GHZ model, a random integer generator block generates a number randomly between 1 and 16. Then, this integer is taken as input to the spreader block, which spreads it into 32 bits according to Table 1 as defined by the Zigbee standard. Following that, the 32-bit-stream is taken as an input to the OQPSK modulation block. After modulation, noise is added to the modulated stream using the AWGN block. The latter is then passed through the OQPSK demodulation block before being de-spread.
The BER of the received data is calculated as follow: The received 32 bits are sent to the de-spreader which converts them back to an integer. Then, the integer-to-bitconverter converts the received integer to a 4-bit-stream. Finally, the 4-bit-stream is compared with the original one and the BER is calculated. The second Simulink model is similar to the first one introduced above. It is generated by modifying the code in the embedded MatLab spreader/de-spreader function according to the mapping function of In the third Simulink model, the OQPSK modulator and demodulator is replaced by the BPSK modulator and demodulator. The code in the embedded MATLAB spreader/de-spreader function is changed to have only two values of 15 bits sequence according to the symbol to chip mapping of Table 3 as defined by the Zigbee standards. 2  0100  00101110110110011100001101010010  3  1100  00100010111011011001110000110101  4  0010  01010010001011101101100111000011  5  1010  00110101001000101110110110011100  6  0110  11000011010100100010111011011001  7  1110  10011100001101010010001011101101  8  0001  10001100100101100000011101111011  9  1001  10111000110010010110000001110111  10  0101  01111011100011001001011000000111  11  1101  01110111101110001100100101100000  12  0011  00000111011110111000110010010110  13  1011  01100000011101111011100011001001  14  0111  10010110000001110111101110001100  15  1111  11001001011000000111011110111000 4. RESULT AND ANALYSIS.
Simulations were performed to study the bit error rate (BER) versus signal to noise ratio (SNR) of the designed models. The results show the effects of various communication parameters on the BER for Zigbee operating in the different frequency bands. The first simulation case was run using the 2.4 GHZ signal frequency. The noise power in the AWGN channel was fixed at 0.168 watts per symbol, while the data rate was varied between 64, 128 and 250 Kbps. The results are shown in Fig. 5 . This shows that the higher the data rate, the higher the probability of error for a desired SNR.
The second simulation case was run also on the 2.4 GHZ model band to investigate the effect of varying the noise power in the AWGN channel. The DR was fixed at 250 Kbps, while the noise power was varied as 0.158, 0.168 and 0.178 Watts per symbol. The results are shown in Fig. 6 . Considering the case where SNR=5 db, the following results can be seen. BER=10 -3.8 for E=0.158 watts, BER= 10 -3.7 for E=0.168 watts, and BER=10 -3.6 for E=0.178 watts. The third simulation case was run for different M values (number of bits per symbol). Fig. 7 shows the results for M=2, 4 and 8. As we can see from the figure, M=8 has the lowest BER value compared with the others. For example, if we look at SNR = 0, the value of BER for M=2 is between 10 -1 and 10 -2 , for M=4 it is between 10 -2 and 10 -3 , and for M=8 it is between 10 -4 and 10 -5 . Consequently, it can be seen that the higher the number of bits per symbol, the smaller the encountered BER value for the desired SNR.
The fourth simulation case was run on the second model which uses enhanced OQPSK for the 868/915 bands. The noise power was fixed at 0.168 watts per symbol, while the data rate was varied as 20, 30 and 40 Kbps. As seen from Fig. 8 , the BER for the DR of 20 Kbps has the lowest value compared to the other two DRs for the same desired SNR.
The last simulation case was run for the third model which uses BPSK for the 868/915 bands. The noise power was fixed at 0.042 watts per bit, while the data rate was varied as 20, 30 and 40 Kbps. The results are shown in Fig. 9 . Again, The BER for a DR of 20 Kbps has the lowest value compared to the other two DR values. However, the difference in performance for the different DRs is much less than that experienced when using enhanced OQPSK which was shown in Fig. 8 . Therefore, it can be concluded that for the BPSK modulation, varying the data rate has little impact on the performance with respect to the BER as related to the SNR. 
CO-EXISTENCE OF ZIGBEE WITH 802.11G.
With the increased use of devices operating at the 2.4 GHz band the WLAN and Zigbee devices are likely to be in close proximity to one another with possible interference. To understand the aspects of this problem the RF spectrum at 2.4 GHz and available channels for WiFi (IEEE 802.11 b, g) and Zigbee is shown in Fig. 10 . As seen in Fig. 10 , the RF channels in ZigBee and WiFi overlap and that generates a concern when such devices are within close proximity. In this paper several tests were conducted to look at the effect of WiFi on Zigbee and vice versa as shown in the subsections below. 
A. Test Scenarios.
A test-bed was created to investigate the potential interference effect of Zigbee on IEEE 802.11g and vice versa. Tests conducted are intended to obtain empirical throughput data corresponding with certain realistic scenarios in which IEEE 802.11g and Zigbee connections may coexist. It is important to realize that many other different coexistence scenarios are probable in realistic usage, each with its own unique set-up characterized by different relative distances, applications, and performance measures.
Test-bed Description: Several tests were conducted to see the effect of Zigbee on the performance of IEEE 802.11g and vice versa. These tests were performed in an open indoor cubical office environment area, with no interferences from any other radio frequency devices except for the ones used in the test-bed. We used a Linksys IEEE 802.11g access point (AP), two Dell Latidude D600 laptops with USB Zigbee or Bluetooth interface cards and one similar laptop with an IEEE 802.11g interface card. As seen from Fig. 11 , the AP and a PC server were connected to the Fast Ethernet switch, while the laptop with an IEEE 802.11g interface card was placed on an 80 cm high desk a distance 10.5 meters from the base of the AP which was placed on a 2.5 meters wood post. TCP traffic was generated from a single source on the IEEE 802.11g client and received at the PC Server. The traffic was generated using the "LanTrafficV2" software with packet payload size of 1460 bytes and a fixed inter-packet delay of 1 ms. For all tests, 60,000 packets where transferred between the IEEE 802.11g client and the PC server. For all testing scenarios, the RTS/CTS protection mode was on at the IEEE 802.11g Linksys AP. In this mode, when a device wants to communicate it sends a Request To Send (RTS) to the destination node, and waits for a Clear To Send (CTS) message before it transmits any data. This is done to avoid collisions, but it brings the maximum data throughput performance down [12] . The RTS/CTS handshaking provides positive control over the use of the shared medium. The primary reason for implementing RTS/CTS is to minimize collisions among hidden stations. This occurs when users and access points are spread out throughout the facility and a relatively high number of retransmissions occurring on the wireless LAN After a baseline testing of the throughput performance of IEEE 802.11g, the Zigbee devices were introduced at different positions with respect to each other, the WLAN AP and the IEEE 802.11g client. Fig. 12 shows the general layout of the testing area. Fig. 13 shows the baseline throughput performance of the IEEE 802.11g client operating when placed in the reference cubical with respect to the AP using Ch6 and then Ch11, with no . interference from any other devices. In this case, the average received throughput for the IEEE 802.11g client was 9.8 Mbps for both channels. The reported throughput for all test cases as measured by the "LanTrafficV2" was for the transport layer payload after the removal of all underlying headers.
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B. Performance Results and Analysis.
To look at the effect of Zigbee devices on the performance of WLAN, two laptops were equipped with USB Zigbee interface cards were introduced into the testbed area and placed at different positions with respect to both the IEEE 802.11g AP and laptop. All tests ran to investigate the effect of Zigbee on the WLAN while data was being transferred between the two laptops with Zigbee interface cards. The Zigbee interface cards were Maxstream XBee-PRO USB RF modems [13] using an omni-directional 15 cm antenna. The two Zigbee modems were used in a unicast peer-to-peer communication where data was sent bi-directionally at the rate of 115 Kbps with an inter packet delay of 200 ms. The channels on the Zigbee modems and IEEE 802.11g AP were chosen depending on the test to be run. Several tests were conducted not just to examine the effect of Zigbee on IEEE 802.11g and vice versa, but also to compare Zigbee with Bluetooth as per its interference effect on the performance of the IEEE 802.11g. Experiment 1, IEEE 802.11g using Channel 11 and Zigbee using Channel 12: In this experiment, the maximum frequency separation between the central carrier frequencies of the interfering devices was chosen where the IEEE 802.11g channel was set to be Ch11 operating at a central carrier frequency of 2462 MHz, while the channel on the Zigbee modems was set to be Ch 11 operating at a central carrier frequency of 2405 MHz. The IEEE 802.11g client and the two Zigbee devices were placed within the reference cubical as seen in Fig. 12 . The distance between the IEEE 802.11g AP and the IEEE 802.11g client placed in the reference cubical was 10.5 meters, with the two Zigbee devices being 1 meter a part near the IEEE 802.11g client. For this test case, no interference effect was reported neither on the performance of the IEEE 802.11g client nor on the throughput of the Zigbee devices. Using the same testbed and under the same conditions, but replacing Zigbee with Bluetooth, there was a great effect on the throughput performance of the IEEE 802.11g client operating at Ch11. The average throughput of the IEEE 802.11g client dropped by 19% and was measured to be 7.9 Mbps.
Experiment 2, IEEE 802.11g using Channel 6 and Zigbee using Channel 17: In this experiment, the channels on the interfering devices were chosen so that their spectrum co-inside with each other. Ch6 operating at a central carrier frequency of 2437 MHz was chosen on the IEEE 802.11g AP, and Ch17 operating at a central carrier frequency of 2435 MHz was chosen on the Zigbee devices. Three test cases were conducted: the first test case was run with the IEEE 802.11g and Zigbee devices within the same reference cubical as in Experiment 1. The second test case was run with the Zigbee devices placed one in cubical R1 and the other in cubical L1 (approximately 6 meters apart) while the IEEE 802.11g client was in the reference cubical. The third test case was as the second one, with the Zigbee devices placed in R2 and L2 being approximately 12 meters apart. The results for these experiments are summarized in Table 4 . The same three experiments were conducted with Bluetooth replacing Zigbee and the results are summarized in Table 5 . As can be seen by looking at the results in Table 4 , there was no significant effect on the performance of the IEEE 802.11g due to interference from Zigbee for all conducted test cases. However, that was not true for the Zigbee devices since the throughput was affected in all test cases with case three being the worst. Table 5 Experiment 4, IEEE 802.11g weak signal: To see the effect of Zigbee and Bluetooth on WLAN, in an environment where the IEEE 802.11g signal strength is weak, we emulated positioning the IEEE 802.11g client at a distance considered far from the AP. This was done by placing the AP behind an obstacle that brought down the signal strength indicator on the IEEE 802.11g card software fluctuating around -80 dbm. At this signal strength level, a test was performed with all interfering devices placed within the reference cubical with the AP operating on Ch6 and the Zigbee devices operating on Ch17. The baseline performance of the IEEE 802.11g client, without any source of interference, and at this signal strength level was measured at 6.7 Mbps. Table 7 summarizes the obtained results for this test case. As seen in Table 7 , there was a slight effect on the performance of the 802.11g client for this test case due to interference from Zigbee; however, the effect of Bluetooth was drastic with a 53% drop in the throughput compared to 21% drop when the IEEE 802.11g signal strength was at full strength around -40 dbm as was shown in Table 5 . In addition to the Matlab simulations, an extensive campaign of experiments and measurements was done to quantify the interference effect of Zigbee devices on the throughput performance of the IEEE 802.11g and vice versa. The results show that the Zigbee interference has more effect on the IEEE 802.11g uplink rather than the downlink. Furthermore, the results show how IEEE 802.11g is greatly more affected by Bluetooth than Zigbee and how IEEE 802.11g affects the performance of Zigebee when the spectrum of the chosen channels of operation co-inside. 
