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Corporate Governance and Infonnation Technology: 
Findings from an Exploratory Survey of Australian Organizations 
ABSTRACT: An exploratory survey (n = 57) of the Melbourne Chapter of the Information Systems 
Audit and Control Association was conducted to ascertain the attitudes and practices relating to 
corporate governance and the corporate governance of Information Technology (CGIT) in Australia. 
The survey found the respondents had clear views on corporate governance but most were not 
engaged with it, the organizational approach to corporate governance and its expected benefits was 
largely conformance oriented, awareness of CGIT management frameworks and associated standards 
was high but implementation was not widespread, and although the CGIT standard ISOIIEC 38500 
was not widely implemented IT practitioners agreed with its principles. We conclude that the value of 
the CGIT standard has yet to be recognised by executives in Australia. 
Key words: Information Technology (IT), corporate governance, corporate governance of IT (CGIT), 
standards, ISO/IEC 38500 
Background to the Study 
Scholarly interest in corporate governance has had a long history, with a number of notable 
milestones (Shleifer and Vishny 1997; Daily, Dalton & Cannella 2003). Firstly, Berle and Means 
(1932) identified the problems created by separating ownership and control in modem corporations. 
Secondly, Mace (1971) highlighted the limited role of boards of directors given managerial hegemony 
within these corporations. Thirdly, Jensen and Meckling (1976) formulated agency theory to explain 
how a corporation could prosper despite the existence of self-interest propensities in the behaviour of 
its managers acting as agents for the shareholders. By contrast, interest in the corporate governance 
of Information Technology (CGIT) is a more recent phenomenon which reflects the growing 
importance of computer systems to the management and operations of organizations during the late-
20th century (Brown and Grant 2005). While a number of definitions of CGIT have been proposed in 
this burgeoning field of research (e.g. Henderson and Venkatraman 1993; Brown 1997; Weill 2004; 
De Haes and Van Grembergen 2004; Van Grembergen and De Haes 2009), a common theme is that 
the goal of CGIT is to ensure IT decision-making is directed towards achieving organizational goals 
and objectives (i.e. making sure that there is alignment between the organization's business and its IT 
systems; De Haes and Van Grembergen 2009). From this perspective, CGIT is distinguished from IT 
management (Boynton, Jacobs & Zmud 1992; Sohal and Fitzpatrick 2002; Weil12004): it isnot about 
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the decisions that are made with respect to IT, but rather about the orienting framework within which 
those decisions are made. 
For this study, we adopted the definition of CGIT formulated by the IT Governance Institute (2003, p. 
10) as: ' ... the responsibility of the board of directors and executive management. It is an integral part 
of enterprise governance and consists of the leadership and organisational structures and processes 
that ensure that the organisation's IT sustains and extends the organisation's strategies and 
objectives. ' 
In the past decade, the importance of CGIT has become increasingly prominent due to a series of high 
profile IT project failures (e.g. Hutchinson 2009; Toomey 2009), the growing incidence of IT-related 
crime such as fraud and identity theft (Provos, Rajab & Mavrommatis 2009), and the recognition that 
organizations often fail to realise the benefits from their investments in IT (see Barua, Brooks, Gillon, 
Hodgkinson & Kohli 2010). In response to these issues and their impact on business, an industry 
seeking to improve the management of IT has emerged comprising such organizations as the 
Information Systems and Audit Control Association (ISACA), the Project Management Institute 
(PMD, the IT Governance Institute (ITGI) , and the UK Office of Government Computing (OGC). 
Further, many IT-using organizations have adopted various controls and management systems such as 
PRINCE2 (Projects in Controlled Environments), ITIL (IT Infrastructure Library), Cobit (Control 
Objectives for Information and Related Technology), and ValIT (create business Value from IT 
investments). More recently, the development of standards has been pursued to further assist 
organizations more effectively govern their IT resources and investments. In 2005 the Australian 
Standard for Corporate Governance of Information and Communication Technology (AS 8015) was 
launched in order to provide ' ... a model, principles and vocabulary to assist those seeking to 
implement effective governance of the use of IT within their organizations' (da Cruz 2006). This 
standard had been developed in response to recognition of the high failure rate of IT projects, and it 
aimed to re-engage boards of directors by providing a new model for the governance cycle within 
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organizations (Toomey 2009). The Australian standard was subsequently adopted, and improved, 
under a fast-track procedure as the international standard ISOIIEC 38500 Corporate Governance of 
Information Technology in 2008. Its stated objective is ' ... to provide a framework of principles for 
Directors to use when evaluating, directing and monitoring the use of Information Technology (IT) in 
their organizations' (ISOIIEC 2008, p. v). 
The standard is beginning to receive attention in industry overseas (Marcos, Tello, Ruiz-Mezcua & 
Crespo 2010; Valentine 2011), and there is a developing constituency of support for it, although 
certification under the standard is still not available. However, while there is a growing body of 
research on CGIT in Australia (e.g. Sohal and Fitzpatrick 2002; Toomey 2008; Zhao, McMurray & 
Toomey 2008; Campbell, McDonald & Sethibe 2009-; Robb and Parent 2009; Wilkin and Riddett 
2009; Wilson and Pollard 2009; Wilkin and Chenhall 2010; Zutshi, Wilkin, Couchman, Sohal, Wood 
& Warren 2010), there have been few studies to date on the response to the standard within Australian 
organizations. The study reported here (part of a broader research program aimed at understanding 
the conditions for the effective implementation of CGIT) was designed as an initial attempt to address 
this knowledge gap through an exploratory survey of IT professionals within organizations based in 
Australia. Accordingly, our research question for this descriptive study was: what are the current 
perceptions and practises associated with corporate governance and the implementation of corporate 
governance of IT within Australian organizations? 
Research Method and Sample 
To address the research question we developed a survey questionnaire with seven sections covering 
(a) how corporate governance is understood in different organizations, (b) practices and policies 
associated with corporate governance, and (c) practices and attitudes towards the corporate 
governance of IT including reactions to the ISOIIEC 38500 guiding principles. The content of the 
questionnaire was based on the ISO/IEC 38500 standard, existing academic literature on the 
governance of IT, and the expertise of a consultant who had been involved in the development of the 
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AS 8015 standard. When design of the questionnaire was finalised (after pilot testing of an advanced 
draft), it was transferred to Surveymonkey for completion on-line through a dedicated website. The 
survey respondents were members of the Melbourne Chapter of the Information Systems Audit and 
Control Association (ISACA). We selected this non-profit organization for the exploratory survey 
because its members are generally well informed about the governance and management of IT and so 
could be considered 'expert' respondents. ISACA had been formally established in 1969 as the EDP 
Auditors Association to provide computer professionals with a centralised source of information and 
guidance (ISACA 2011). It is now an international organization, with over 95,000 members in 75 
countries, that is highly active in the areas of information system governance, control, security and 
audit. All Melbourne Chapter members (N = 121) were sent an email message in September 2010 
inviting them to participate in the study and directing them to the survey website. After six weeks, the 
survey website was closed and the responses downloaded in an Excel spreadsheet. This file was 
imported into SPSS version 17, which was then used to analyse the survey data. 
At the close of the survey period, 57 completed questionnaires had been returned resulting in a 
response rate of 47% that we considered to be satisfactory for this exploratory study. The respondents 
were predominantly male (70%), no doubt reflecting the gender breakdown within IT -related 
occupations, 35% described themselves as consultants, 22% were in IT security, 18% in IT audit, and 
8% were engaged in IT governance, compliance or risk management (the occupational profile of the 
respondents clearly conformed to that of ISACA membership). The median length of time they had 
been in their current job was 3 years (48% had been in the job up to 3 years and only 20% more than 
10 years), indicating the relatively short tenure of such IT positions. One half of the respondents were 
employed in two industries, 26% in the IT industry and 24% in Finance and Insurance. 13% were in 
Government and Defence, 9% in Communication Services and 13% were in other Service Sector 
organizations. This industry coverage represents those organizations with the most intensive use of IT 
in Australia and with the greatest need for effective governance and management of IT. Our 
respondents came from mainly large organizations, with a median size of 1,900 employees and 67% 
employing 1,000 or more (while the range was I - 45,000 employees, only 10% employed less than 
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20). Almost three-quarters (72%) of these organizations had their Head Office based in Australia 
(most of the others had a US Head Office), and so could be classified as Australian organizations. 
Not all respondents completed the full questionnaire, resulting in missing data for many questions 
(this could be due to such factors as respondent fatigue, perceived lack of question relevance, and a 
lack of knowledge about a specific question area). This is indicated in the following tables where 
proportions and mean scores are derived from the sub-set of respondents who answered a section of 
questions (or in the case of Table 1 were eligible to respond). 
Corporate Governance in Australian Organizations 
We conceptualised CGIT within the broader context of corporate governance policies and practices, 
following the view that the former is an integral part of the latter (Burtscher, Manwani & Remenyi 
2009; ITGI 2009, p. 22). However, there has been considerable debate as to what exactly corporate 
governance is (e.g. Gillan 2006; Clarke 2007). So how do IT professionals in Australia construe 
corporate governance within their organizations? The description most closely associated with the 
term 'corporate governance' by the survey respondents was 'A framework of rules and practices 
which the board of directors uses to ensure accountability, fairness and transparency in relationships 
with stakeholders'. 80% of respondents selected this from a list of six descriptors, while the next 
largest proportion (they could select as many as they considered were applicable), 53%, selected 'A 
system by which organizations are directed and controlled'. This interpretation aligns with the 
widely-disseminated OECD definition of corporate governance (OECD 2004, p.ll) and is consistent 
with a conventional view of internal governance in which the board of directors plays a central role 
(e.g. through its fiduciary duty to shareholders and through its role in ensuring accountability to other 
stakeholders such as governments), but it does not encompass external governance mechanisms such 
as competition, government regulation, managerial labour markets, and capital markets. The currency 
of this 'simple balance sheet model' of the firm (Gillan 2006, p. 382) could reflect the very limited 
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knowledge of, and engagement with, corporate governance among the IT specialists in our sample, as 
indicated in the responses to subsequent questions. 
In 61 % of the organizations covered by the survey there was a written corporate governance policy 
(i.e. in 25 of the 41 cases where this question was answered). In those organizations where there was 
a written policy, most of the respondents (60%) were hardly or not involved in developing this policy 
and only a few (12%) were extensively involved. Responsibilities for updating and implementing the 
corporate governance policy within these organizations is shown in Table 1 below. Apart from the 
respondents' recognition that boards of directors are primarily responsible for updating written 
governance policies (indicated by 52%) and Chief Executive Officers (CEOs) are mainly responsible 
for implementing these pplicies (48%), a notable finding is the very limited role of Chief Information 
Officers (CIOs) in the updating of corporate governance policies (in only 2 cases the CIO was 
identified as being among those primarily responsible for this function) and in the implementation (in 
only 3 cases they were seen to be among those who were mainly responsible). The limited role of 
CIOs in this area, and notably their absence among the executives mainly responsible for 
implementing corporate governance policy, could be a concern given the growing importance of IT 
systems for the achievement of organizational goals and their increasing centrality in daily operations. 
INSERT TABLE 1 HERE 
Organizations have different approaches to corporate governance policy, reflecting their unique 
circumstances, history and stage of development. In our study we were interested in the perceived 
influences on the approach adopted within Australian organizations as well as the expected benefits. 
These perceptions were measured through responses to a list of influences and benefits using a 5-point 
agreement/disagreement scale. As shown in Table 2, the top three influences on the approach to 
corporate governance were 'to comply with existing regulatory requirements' (97% agreed that this 
factor was influential), 'to improve corporate image' (94%), and 'to avoid or reduce any future 
liability' (82%). This perception amongst IT specialists reflects a view that the organization's 
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approach to governance is largely utilitarian, in that it is seeking to ensure compliance with external 
laws and regulations and in so doing avoid any penalties for non-compliance. But there is also the 
view that the approach to governance is as symbolic as it is instrumental and thereby informed by the 
need for a more positive corporate image. There was much less agreement that the approach to 
governance had been informed by pressure from external stakeholders, especially creditors, 
employees and suppliers with less than a third agreeing that each of these had been an influential 
factor. 
INSERT TABLES 2 AND 3 HERE 
The top perceived benefits of having a corporate governance policy, with which nearly all of the 
respondents agreed, were that it resulted in clarification of responsibilities and accountabilities within 
the organization (mean score 1.71), improved asset management (1.82), and - reflecting the previous 
judgment about the utilitarian factors influencing the approach to governance - a reduction of the 
costs associated with non-compliance (protection against prosecutions, fines and legal fees, 1.76 and 
cost savings from reduced liability due to risk management, 1.82). This perspective of IT specialists 
aligns with the classic view of Tricker (1994) that corporate governance enables organizations to 
address both compliance issues and performance issues (the latter addressed here in terms of asset 
utilisation). Other important benefits indicated by high levels of agreement (i.e. nearly 80% 
agreement) were improved engagement with customers and the community. This reflects a broader 
view of the responsibilities of organizations that encompass key stakeholders, not just owners such as 
shareholders (Freeman and Reed 1983). A noteworthy finding is the widespread agreement (76% 
agreed) that a benefit of corporate governance is alignment of IT with business needs, which is a 
central theme within the literature in this topic area (e.g. ITGI 2009, p. 20; De Haes and Van 
Grembergen 2004, 2009). 
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The Corporate Governance of IT 
A number of different approaches have been proposed to guide the implementation of COlT in 
organizations. These usually involve leadership plus a mix of various structures, processes and 
relational mechanisms (e.g. Burtscher, Manawani & Remenyi 2009; De Haes and Van Grembergen 
2009). An early approach involved 'IT Governance Frameworks' (Parent and Reich 2009). These are 
guidelines for managers, e.g. in the form of recommended processes, objectives and best practices, to 
ensure there is alignment between business objectives and IT decisions and all associated issues are 
systematically addressed in the management of IT. Table 4 shows the level of awareness of currently-
available frameworks, and the extent to which each of these had been implemented. 
INSERT TABLE 4 HERE 
Nearly all respondents were aware of Cobit (86%), ITIL (84%), and Prince2 (77%), frameworks with 
widespread currency in industry (Robb and Parent 2009). Nearly three-quarters (71 %) were also 
aware of the Capability Maturity Model (CMMI) which has been promoted within the software 
development industry since the late-1980s (Paulk, Weber, Curtis & Chrissis 1995). Despite these 
high levels of awareness, their implementation within Australian organizations was not high. 43% 
had implemented ITIL (a guiding framework of best practices for service and asset management), 
30% had implemented the project management framework Prince2, and only 20% reported 
implementing Cobit, the best practice framework developed by ISACA to guide the control of IT 
acquisition. If these frameworks can indeed help organizations implement CGIT (in terms of both its 
risk minimisation and value creation dimensions; Parent and Reich 2009, p.l38), then our findings 
could be of some concern for Australian organizations and they warrant further investigation. 
Another approach to implementing CGIT is through the adoption of standards, which seek to codify 
management norms and are aimed at 'having an overall positive impact on relevant communities' 
(Standards Australia 2008, p.l). Apart from the Australian and International standards on COlT, 
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there are a range of other standards that are relevant to the management and governance of IT within 
organizations. We sought to determine the awareness and extent of implementation of each of these 
as shown in Table 5. 
INSERT TABLE 5 HERE 
Over three-quarters or more of the respondents were aware of the standards on Information Security 
Management, Risk Management, Quality Management, OH&S Management, and IT Service 
Management. Interestingly, the proportion aware of the CGIT standards was somewhat lower with 
68% aware of the Australian version (AS 8015) and 66% of the international version (ISO/IEC 
38500). This is surprising, given the background of the respondents. One possible explanation is that 
it reflects the relative newness of the international standard and the current lack of certification under 
it. In general, implementation of the various standards, and where available certification, was 
relatively low among the sampled organizations. The most widely implemented standard (43%) was 
the OH&S Management System Standard (AS/NZS 4801) with 14% certified. This result could be 
due to the need for workplaces to demonstrate they comply with relevant legislation, regulation, and 
associated compliance codes (e.g. the Victorian Occupational Health and Safety Act 2004). 39% 
indicated that their organizations had implemented the Information System Security Management 
standard, which no doubt reflects the importance and problematic nature of IS security in 
contemporary organizations, while 34% had implemented a Quality Management System (16% were 
certified under the ISO 9000 standards). Implementation of the CGIT standards was very low (21 % 
had implemented the Australian standard and 9% the international standard), possibly indicating that 
this standard has yet to be accepted by Australian organizations as an appropriate means to achieve 
the effective corporate governance of IT. In the light of this finding, what does the standard offer in 
assisting those organizations wishing to implement CGIT? 
Page 10 of20 
ISO/IEC 38500 provides guidance for the corporate governance of IT via six 'good practice' 
principles (see Table 6), each with its own set of recommended practices (under the three task areas of 
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evaluation, direction and monitoring) required to implement these principles. We were interested in 
the extent to which IT professionals in Australian organizations agreed with these principles, which 
we treated as an indicator of the perceived utility of the approach adopted in the standard. To this 
end, we presented respondents with a list of all the practices recommended under each principle and 
asked them to indicate their agreement (using a 5-point scale, ranging from 1 = strongly agree to 5 = 
strongly disagree) with the proposition that a member of 'top management' (including owners, 
directors, board members, partners, senior executives, etc.) in their organization should pursue each 
practice. As a measure of agreement with each principle we calculated an aggregate mean score for 
the items under that principle (for this analysis those respondents who indicated 'don't know' or 'not 
applicable' were treated as missing cases and excluded from the calculation), and the results are 
shown in Table 7. Our findings clearly show that IT professionals in Australian organizations agree 
with these principles and the recommended practices, with mean scores being in the range 1.63 -
2.00. This can be interpreted as endorsement by these IT experts of the standard's approach and 
principles. Agreement was strongest for the principles relating to responsibility (mean score of 1.63, 
with nearly a third indicating strong agreement on all items), conformance (a mean of 1.68, but with 
greater variability in responses), and strategy (mean 1.70). On the other hand, agreement was not so 
strong for the principles related to performance (mean score 1.79, a standard deviation of 0.67, and 
21 % with a mean score greater than 2.0), acquisition (mean score 1.83,21 % with a mean score greater 
than 2.0), and human behaviour (mean score 2.0, 26% with a mean score greater than 2.0). This again 
demonstrates more of a conformance/responsibility focus rather than a people focus in consideration 
of the good practice principles and their associated practices. 
INSERT TABLES 6 AND 7 HERE 
Discussion and Conclusions 
Interest in corporate governance has increased significantly over the past decade, especially in the 
aftermath of Sarbanes Oxley in the USA and Basel II in Europe, as has interest in CGIT. There is 
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now general agreement on what constitutes CGIT and on its central aim of ensuring that an 
organization's investments in IT support its strategy and objectives. Driven by a constituency of 
support, there are many mechanisms to guide the implementation of CGIT in organizations, and more 
recently an international standard which provides guiding principles for the governing bodies of 
organizations. In addressing our research question, the exploratory study reported here has found that 
in the sampled Australia-based organizations: IT specialists had clear views on corporate governance 
but most were not very engaged with it; the approach to corporate governance and its expected 
benefits was largely conformance oriented, but alignment of IT with business needs was seen by most 
as another benefit; there was widespread awareness among the IT professionals of IT management 
frameworks, but these were not widely implemented within the organizations; awareness of relevant 
stand~rds was high, but implementation was generally low; while awareness of the governance of IT 
standard ISO/IEC 38500 was not as high as would be expected and its implementation was very low, 
there was agreement with the standard's six good practice principles which we interpreted as an 
endorsement of the standard's approach. 
On the basis of these findings we conclude that, although interest and awareness of CGIT is high, it 
appears that many organizations in Australia are not taking advantage of the available support 
resources to guide the implementation of suitable policies and practices for the governance of IT. 
Furthermore, the standard does not yet appear to have the currency within Australia-based 
organizations to be able to play an important role in the implementation of this key area of 
governance. Toomey (2009, p. xi) has argued that IT is 'the elephant in the room - especially the 
boardroom', in that many boards of directors and executives have not so far acted to ensure 
organizations derive full benefit from their IT investments, and this has been seen as a failure of 
governance. ISO/IEe 38500 was developed to address this apparent failure, and its launch was 
considered by many to be a landmark in this area. However, the findings of our study provide little 
comfort for the advocates of the standard in Australia. The value of the standard as a guiding 
framework that ' ... provides the board or governing body with a lens through which to check that 
management is doing the job of managing IT properly .. .' (Toomey 2009, p. 12) has yet to be 
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recognised by executives, although IT specialists agree with the approach. If our findings about the 
limited use of support resources, and especially implementation of the ISO/IEC 38500 standard, are 
generalis able across Australian organizations, then further research is required to find out, firstly, why 
this is the case and, secondly, how the introduction of policies, systems and practices to achieve the 
effective governance of IT can be best supported in Australia. 
Finally, we emphasise that this was an exploratory study with all the attendant limitations, notably (a) 
limitations of the survey instrument indicating a need for further development of this, and (b) the 
limited sample which covered the members of only one chapter of an international organization 
raising concerns about the external validity of the findings. These limitations, and the more generic 
limitations of the survey questionnaire as a data collection instrument, will be addressed in the next 
stage of the study. Firstly, a nationwide survey covering a broader range of IT professionals and 
executives in Australian organizations will be conducted to extend the generalisability of our findings. 
This survey will also investigate whether there is any relationship between CGIT implementation and 
organizational performance. Secondly, in-depth interviews with IT professionals will allow us to gain 
more detailed knowledge about CGIT attitudes and practices within organizations, thereby 
complementing the 'broad brush' survey findings. Thirdly, to further enrich our data, case studies of 
how organizations actually implement governance policies and practices for IT will be conducted to 
add to our knowledge and understanding in this increasingly important area for Australian 
organizations. We hope that our exploratory study stimulates sufficient interest amongst Management 
scholars so that this topic receives further attention, and the resulting findings are transferred to 
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Table 1: Responsibilities for Corporate Governance Policies (n = 25*) 
Responsibility for Responsibility for 
Updating Policy Implementing Policy 
% cases % cases 
Chief Executive Officer 43.5 48.0 
Board of Directors 52.2 28.0 
Chief Financial Officer 8.7 28.0 
Chief Information Officer 8.7 12.0 
Chief Operating Officer 8.7 16.0 
Don't Know 26.1 28.0 
* Only those respondents from organizations with written corporate governance policies 
Table 2: Influences on the Organization's Approach to Corporate Governance (n = 33*) 
Influencing Factor Mean Score % Agree Importance Rank 
To comply with existing regulatory 1.44 96.9 1 
requirements 
To improve corporate image 1.76 93.9 2 
To avoid or reduce any future liability 1.89 81.8 3 
Pressure from investors 2.15 72.7 4 
To identify potential areas for improvement 2.24 69.7 5 
To benchmark against other organizations 2.51 54.5 6 
Pressure from customers 2.67 45.5 7 
Pressure from financiers 2.69 46.9 8 
Pressure from the community 2.75 40.6 9 
Pressure from creditors 3.03 27.3 10 
Pressure from employees 3.13 28.1 11 
Pressure from suppliers 3.15 21.2 12 
* Survey respondents completing this section 
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Table 3: Perceived Benefits of a Corporate Governance Policy (n = 34*) 
Perceived Benefit Mean Score % Agree Importance Rank 
Clarify responsibility and accountability 1.71 85.3 1 
among organization's personnel 
Protection against prosecutions, fines and 1.76 82.4 2 
legal fees 
Appropriate implementation and operation of 1.82 85.3 3= 
assets 
Cost savings from reduced liability due to risk 1.82 85.3 3= 
management 
Alignment of IT with business needs 2.00 75.8 7 
Improved engagement with customers 2.00 79.4 5 
Business continuity 2.00 73.5 8 
Improved engagement with community 2.06 79.4 6 
Improved engagement with suppliers 2.24 64.7 10 
Improved engagement with employees 2.24 67.6 9 
Realisation of the benefits from IT-related 2.29 61.8 11 
investment 
Efficient allocation of resources 2.32 58.8 12 
Facilitation of innovation in business 2.44 52.9 13 
* Survey respondents completing this section 
Table 4: Awareness and Implementation of IT Management Frameworks (n = 44*) 
Framework % Aware % Implemented 
Cobit 86 27 
ITIL 84 43 
Prince2 77 30 
CMMI 71 16 
RiskIT 61 5 
ValIT 59 5 
COSO 57 9 
* Survey respondents completing this section 
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Table 5: Awareness and Implementation of Standards (n = 44*) 
Standard Awareness Implemented Certified 
% cases % cases % cases 
ISOIIEC 27001 Information Security 84.1 
Management 
38.6 9.1 
AS 4360 Risk Management 84.1 27.3 NA 
ISO 31000 Risk Management 81.8 29.5 2.3 
ISO 9000 Quality Management System 81.8 34.1 15.9 
ASINZS 4801 OH&S Management System 79.5 43.2 13.6 
ISOIIEC 2000 IT Service Management 75.0 25.0 4.5 
ISO 14001 Environmental Management 72.7 20.5 6.8 
AS 8015 Corporate Governance ofICT 68.2 20.5 NA 
ISOIIEC 38500 Corporate Governance of IT 65.9 9.1 NA 
* Survey respondents completing this section 
Table 6: ISOnEC 38500 Principles for the Good Corporate Governance of IT 
Principle Statement of Preferred Behaviour to Guide Decision Making 
1. Responsibility Individuals and groups within the organization understand and 
accept their responsibilities in respect of both supply and demand 
for IT. Those with responsibility for actions also have the authority 
to perform those actions. 
2. Strategy The organization's business strategy takes into account the current 
and future capabilities of IT; the strategic plans for IT satisfy the 
current end ongoing needs of the organization's business strategy. 
3. Acquisition IT acquisitions are made for valid reasons, on the basis of 
appropriate and ongoing analysis, with clear and transparent 
decision making. There is appropriate balance between benefits, 
opportunities, costs and risks, in both the short term and the long 
term. 
4. Performance IT is fit for purpose in supporting the organization, providing the 
services, levels of service and service quality required to meet 
current and future business requirements. 
5. Conformance IT complies with all mandatory legislation and regulations. 
Policies and practices are clearly defined, implemented and 
enforced. 
6. Human Behaviour IT policies, practices and decisions demonstrate respect for Human 
Behaviour, including the current and evolving needs of all the 
'people in the process'. 
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Table 7: Agreement with the ISOIIEC 38500 Principles (n = 30*) 
Principle Mean Score Standard Range of Means 
(no. items) Deviation 
1. Responsibility 1.63 0.51 1.00 - 2.43 
(7) 
2. Strategy 1.70 0.51 1.00 - 2.71 
(7) 
3. Acquisition 1.83 0.57 1.00 - 3.20 
(5) 
4. Performance 1.79 0.67 1.00 -4.00 
(10) 
5. Conformance 1.68 0.60 1.00 - 3.38 
(8) 
6. Human Behaviour 2.00 0.60 1.00 - 3.40 
(5) 
* Survey respondents completing this section 
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