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ABSTRACT 
Information technology governance is a vague concept that has varied definitions in different contexts. The often-cited 
definitions tend to be rather succinct, however.  This work-in-progress research uses the extant literature to develop a 
comprehensive working definition and model.  Also included is a discussion on how this model could be assessed and further 
enhanced with empirical research. 
Keywords 
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INTRODUCTION 
Information and communication technology companies, such as Amazon, Apple, Google, Facebook and Microsoft, tend to 
dominate the list of largest U.S. companies (by market capitalization).  Moreover, even the traditional brick and mortar 
companies from the pre-Internet days now are effectively technology companies. Thus, it is imperative that business executives 
understand and ensure their organizations practice sound IT governance (ITG).  ITG is clearly a subset of corporate governance, 
and the Sarbanes-Oxley Act mandates that U.S. publicly traded companies practice effective governance to inhibit corporate 
fraud by requiring a comprehensive control structure.  Although sound ITG should cover more than just addressing the risk of 
fraud, it should be obvious that successful organizations of all types (i.e., also including non-profits) need to ensure that IT is 
governed in a holistic manner.  Having a comprehensive working definition and/or framework is a key first step in this practice. 
This research-in-progress summary will compare and contrast some key existing definitions of ITG, and then propose a 
comprehensive new model and definition that build on the existing literature.  Then I suggest a way such a model could be 
tested in practice by using an existing study as an example.  Finally, I conclude by discussing future plans to continue to develop 
a comprehensive ITG framework with empirical research.  
 
IT GOVERNANCE DEFINITIONS 
ITG is a concept that is often used in many different contexts, some more broad than others. The leading related industry trade 
group, ISACA and its IT Governance Institute, argue for the critical importance of ITG on its website (ISACA, 2020):  
“In many organizations, success depends on the ability of IT to enable achievement of business goals. In such an 
environment, governance over IT is as critical a board and management discipline as corporate governance or 
enterprise governance. Effective IT governance helps ensure that IT supports business goals, maximizes business 
investment in IT, and appropriately manages IT-related risks and opportunities.” 
Although ITG is obviously essential for organizational success, its actual definition appears to be quite variable, depending on 
which source(s) one might use.  For example, two seminal academic papers on the topic (Weill, 2004; Weill and Ross, 2005) 
focus mostly on decision rights and accountability.  Per Weill (2004, p. 3, emphasis added): 
“We define IT governance as specifying the framework for decision rights and accountabilities to encourage 
desirable behavior in the use of IT.  A desirable behavior is one that is consistent with the organization’s mission, 
strategy, values, norms, and culture…   IT Governance is not about what specific decisions are made. That is 
management. Rather, governance is about systematically determining who makes each type of decision (a decision 
right), who has input to a decision (an input right), and how these people (or groups) are held accountable for their 
role.” 
Weill wraps up his essay about how top-performing companies obtain value from IT by suggesting a list of critical success 
factors for ITG, including the need for alignment of organizational incentives and rewards with behaviors favored by sound 
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ITG. On the other hand, Weill and Ross (2005, p. 26, emphasis added) broaden that definition to include governance that 
“aligns IT investments with overall business practices.”  McKeen and Smith (2019, p.93, emphasis added) also contend, 
“[e]ffective IT governance is an essential element of delivering IT value.”  Moreover, they note the concepts of alignment (with 
corporate strategy) as well as enabling best practices in risk management.   
Another authoritative source on ITG is ISACA’s Control Objectives for Information and related Technologies (COBIT® 2019) 
model (COBIT, 2018, emphasis added), which clearly makes a distinction between governance and management (similar to 
Weill) and covers these key governance processes: developing a governance framework, benefits delivery, and risks and 
resources optimization. In addition, Webb, Pollard and Ridley (2006, p. 7, emphasis added) developed this comprehensive 
definition from a content analysis of the existing literature: “IT Governance is the strategic alignment of IT with the business 
such that maximum business value is achieved through the development and maintenance of effective IT control and 
accountability, performance management and risk management.” 
 
 
PROPOSED REVISED WORKING DEFINITION AND SCOIR ITG FRAMEWORK 
Based on the previous discussion, I propose the following extended working definition.  Effective IT Governance should consist 
of an integrated system of “structures, processes and roles” (McKeen and Smith, 2019, p.83) that enables enterprise decision 
rights, accountabilities, and incentives (Weill, 2004) to provide support for strategy, compliance, operations, investments, and 
risk management (SCOIR): 
 Strategy – align IT strategy with corporate strategy  and deliver IT value (Webb et al., 2006; Weill, 2004; Weill and Ross, 
2005); 
 Compliance – meet requirements of laws, regulations, contracts, and internal policies and procedures  (COBIT, 2018; 
Merhout and Cothran, 2006); 
 Organization practices and operations – provide a structure for appropriate IT human resources and the infrastructure to 
support operations (in light of strategy) (COBIT, 2018); 
 Investments/Implementation – investments in IT assets must support corporate strategy and meet internal capital budgeting 
requirements (e.g., ROI, NPV) (Weill and Ross, 2005); 
 Risk management – IT risks that threaten information assets and operations and thus business processes must be addressed 
with an appropriate balance of preventative, detective and corrective measures (COBIT, 2018; McKeen and Smith, 2019). 
 
Given that it so crucial for organizations to align IT strategy with the enterprise’s strategy, I have placed it at the bottom as the 
critical base of this model.  For example, an organization trying to pursue an artificial intelligence (AI) strategy because of all 
the current hype in the press about AI might indeed have a superb overall ITG framework for their AI initiatives. However, if 
these initiatives do not align with overall corporate strategy, then this could end up being a significant waste of resources. In 
addition, the next layer of the model provides a set of structures, processes and roles to support the critical decision making 
requirements and authorization to support effective IT governance at the top level. 
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Figure 1.  SCOIR ITG Framework 
 
EXAMPLE USE CASE OF ITG IN BLOCKCHAIN 
Beck, Müller-Bloch, King (2018) use Weill’s 2004 seminal MISQe paper to identify the key ITG dimensions of decision rights 
(decision management and decision controls), accountability, and incentives for their research on blockchain.  Moreover, they 
argue that these dimensions are not fixed. Decision rights have a range based on a degree of centralization (centralized – 
decentralized). Accountability has the enactment property of institutional or through IT infrastructures (i.e., technically 
enacted). And incentives have a range of aligned or unaligned.  These three dimensions are further discussed by Beck et al. in 
the context of other pertinent literature to develop these dimensions across the ranges/properties described above to create a 
“cube” framework and compare them between a digital economy and a blockchain economy. Beck et al. argue that blockchain 
economy companies should be decentralized, technically enacted, and have incentive alignment. Finally, Beck et al. use the 
case study of https://swarm.city to help develop their framework.   
 
RESEARCH OPPORTUNITY 
Although Beck et al. should be lauded for addressing the critical topic of ITG in the context of blockchain and rely on the 
seminal paper by Weill to do so, it seems plausible that IT governance is much more involved than just the three dimensions 
of decision rights, accountability, and incentives. Moreover, I assume that Weill is primarily covering intra-organizational IT 
governance; however, blockchain-supported relationships will often be inter-organizational.  How does that change things?   
Questions like these led me to develop the more comprehensive model I illustrate in Figure 1. 
The next task in my research is do a study similar study to Beck et al. and analyze my model in the context of a real-world 
scenario and organization. One such opportunity might be at my university, which would provide ready access to an 
organization with constrained resources that would obviously benefit from sound IT governance.  I also might be able to review 
the model as it applies to a specific initiative, such as the implementation of AI in admissions. This might cause me to reconsider 
the framework and add more dimensions, such as ethics, since biases in the use of AI are quite often discussed in the press.   
Another opportunity might be to hold a focus group of IT executives and managers (such as from our department’s industry 
advisory council) to see what factors and categories they may suggest that are key antecedents to having a comprehensive and 
successful ITG program.  Such data could be very rich and help to further develop my model. 
Decision Rights,  
Accountabilities,  Incentives
Compliance; Organization 
Structure; 
Investments/Implementation; 
Risk Management
STRATEGY
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CONCLUSION 
One key point I like to argue is that a sound IT governance model needs to be fluid and able to address changing conditions 
and technologies. Thus, my current study addresses this challenge and offers ideas on how to ensure that ITG is an understood 
concept and one that is clearly on the minds of many stakeholders, such as executives, shareholders and even our students as 
they head out into their careers. 
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