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Abstract— The information system is one brand for educational 
institutions to face various challenges from competitors in the 
same field. The information system is also the main media for 
consumers to assess and measure the achievements of an 
educational institution. The purpose of this study was to help the 
School of Computer Science (STIKOM) Dinamika Bangsa Jambi 
conduct an audit of the academic information system and 
information technology governance using the COBIT 5 standard. 
Data were collected using a questionnaire that refers to the  scale. 
Based on the calculation of capability level, the current capability 
level of STIKOM Dinamika Bangsa Jambi in managing 
Academic Information Systems focuses on Evaluate, Direct, and 
Monitor (EDM) domains. The current capability level generally 
leads to level 2 managed process with a value of 1.80, which 
means that IT processes have been carried out, achieved goals, 
and are well managed. This result is obtained based on the 
average value of governance practice. 
 
Keywords; audit of the academic information, information 
technology governance, COBIT 5,  scale. 
I. INTRODUCTION 
The most investment in Information Technology (IT) 
around the world occurred in 2014 to reach $ 3.8 trillion 
which included shopping for devices, data center systems, 
enterprise software, Information Technology services, and 
telecom services [1]. Investment in the amount of concern for 
the importance of using IT requires a return value or 
commonly referred to as Return On Investment (ROI), where 
IT is no longer only seen as a supporter of business processes 
in the form of operational effectiveness and efficiency, but has 
been seen as a supporter of business strategies in the form of 
achievement of organizational goals [2]. IT governance 
functions to align the objectives of implementing IT with the 
goals of the organization's strategy to achieve the 
organization's business goals, by optimizing the benefits 
(value) and minimizing the risk (risk) of IT investments [2]. IT 
governance is one of the most important parts of the 
successful implementation of Good Corporate Governance 
(GUG) [9]. 
Dinamika Bangsa Jambi School of Computer Science 
(STIKOM) uses IT as a means to provide services to the entire 
academic community and help implement activities in all 
existing work units. As an education provider, where the main 
activities are in academic services handled by the Academic 
and Student Administration, and already supported by IT in 
the form of Academic Information Systems developed by the 
IT Division. Based on interviews with BAAK in SIA there are 
several modules that support the success of the process in 
academic services namely the Study Plan, students, lecturers, 
subjects, grades, lecture schedules, and Student Lecturer 
Evaluation. There are several modules that are problematic 
namely the KRS module, grades, and class schedules, where 
the module is an important module in supporting the success 
of the process at SIA. 
The feasibility of using IT can be measured by the level of 
capability in an Information System (SI) audit using 
standardized guidelines, Control Objectives for Information 
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and Related Technology (COBIT) [3]. COBIT is a standard 
that contains best practices of IT governance policies, which 
have been developed by the Information Technology 
Governance Institute (ITGI), which is part of the Information 
Systems Audit and Control Association (ISACA ), which has 
been successfully implemented by the developer organization, 
and tested internationally, then published so that it can be 
adopted by other organizations [4].  
II. LITERATURE REVIEW 
A. Information Technology Governance 
Currently, Information Technology (IT) is no longer only 
seen as a support of business processes in the form of 
operational effectiveness and efficiency but has been seen as a 
supporter of the business strategy in the form of achieving 
organizational goals [2]. The highest leadership of the 
organization is responsible for ensuring the benefits of IT for 
the organization through IT governance, by ensuring that IT is 
a supporter of the strategy to achieve organizational goals [5]. 
Meanwhile, according to [11] said that: "IT governance is a 
specific framework in decision making and accountability to 
support the company's habits in using IT. The definition 
emphasizes that IT governance must be able to direct IT use 
behavior in accordance with the desired or determined 
behavior (behavior that is in accordance with the vision, 
mission, values, strategy, and organizational culture). "Simply 
IT governance is an effort or effort made by top management 
such as the board of directors and executive management to 
manage the organization's IT, to support and harmonize 
existing business strategies in the organization [6]. 
B. Information System Audit 
Every organization established must have a purpose, an 
organization that has no purpose will run indefinitely. To 
achieve the goal, all stages of the activities to be carried out 
must be planned. To find out whether activities carried out 
according to the plan, supervision and control need to be 
carried out. 
According to Ron Weber [12] said that: "Audit of 
information systems (information systems audit) is the process 
of collecting and evaluating evidence to determine whether the 
Information System (SI) can protect existing assets and 
Information Technology (IT) has maintained data integrity so 
that both can be directed at achieving organizational goals 
effectively by using resources efficiently. "SI audits as a 
separate audit and are not part of the audit of financial 
statements, need to be done to examine the level of maturity or 
readiness of an organization in managing IT [9]. Thus, audit 
activities need to be carried out to measure and ensure the 
appropriateness of both system and IT management with 
provisions and standards that apply to an organization, so that 
improvements can be made in a more directed manner in the 
framework of continuous improvement [10. 
C. Academic Information System 
In organizations in the education sector, especially those 
that carry out education, academic services are the main 
activity in the organization. In the implementation of academic 
services, it is necessary to have Information Technology (IT) 
to support the achievement of academic service goals [7]. 
According to (Andi, 2010) said that: "Academic information 
system is a special system for processing academic data with 
the application of computer technology in both hardware and 
software. Hardware (hardware) in the form of equipment such 
as computers, printers, CD ROMs, hard drives, and so on. 
Software (software) in the form of a computer program that 
functions hardware that is developed specifically for the 
processing of academic data. "Academic information system is 
an application that helps educational institutions in managing 
academic data (Ahmar, 2012). The processed data can be in 
the form of student data, lecturers, courses, class schedules, 
grades, and so on. Well-managed academic information 
systems can produce quality information, which is useful for 
management in terms of decision making such as strategic 
plans to support the achievement of organizational goals. 
D. Control Objectives for Information and Related 
Technology (COBIT) 
Control Objectives for Information and Related 
Technology (COBIT) is a standard that contains best practices 
from policies for Information Technology (IT) governance, 
which have been developed by Information Technology 
Governance The Institute (ITGI), which is part of the 
Information Systems Audit and Control Association (ISACA), 
which has been successfully implemented by the developer 
organization, and tested internationally, was published to be 
adopted by other organizations [4].  
ISACA [4] writes in the book A Business Framework for 
the Governance and Management of Enterprise Information 
Technology (IT) that COBIT 5 is based on 5 (five) main 
principles of organizational Information Technology (IT) 
management and management, can be shown in Figure 1. 
below: 
 
 
Figure 1. COBIT 5 Principles (ISACA, 2012) 
 
E. Responsible, Accountable, Consulted, and Informed 
(RACI) CHART 
RACI is an abbreviation consisting of Responsible, 
Accountable, Consulted, and informed, is a matrix of all 
103
activities and authority in the organization that helps in 
decision making [4]. 
F.  Scale 
One measurement scale on the questionnaire is the  scale. 
The  scale is a cumulative scale. This scale can only measure 
one dimension of a multidimensional variable (Riyanto Sarno, 
2009). The  scale is used to obtain answers that are clear, firm, 
and consistent with a problem [8]; Sugiyono, 2012). The data 
obtained are in the form of intervals or dichotomy ratios (two 
different alternatives). For example, Yes (Y) and No (T), True 
(B) and False (S). Respondents' answers can be in the form of 
the highest score of value (1) and the lowest score of value (0) 
[8]. 
The  Scale has advantages and disadvantages. The 
advantage is that the answers given by the respondents are 
firm, with answers that are yes or no. While the drawback is 
that the choice of answers given is limited, only in two 
choices, yes or no, the respondent is not given another choice 
to argue [8]. 
III. METHOD 
A. Object Identification 
Activities identify problems that exist in the College of 
Computer Science (STIKOM) Dinamika Bangsa Jambi. The 
researcher establishes academic services in the form of 
Academic Information System which is managed by the 
Administration and Student Affairs Agency as the object of 
research because the main activity of STIKOM Dinamika 
Bangsa Jambi as the education organizer is in academic 
services. Based on interviews with BAAK within SIA there 
are several problematic modules, namely the Study Plan Card 
module (KRS), grades, and lecture schedules, where the 
module is an important module in supporting the success of 
the process at SIA. In the KRS module, inputting data can 
only be done at the Dinamika Bangsa Jambi STIKOM 
Laboratories, resulting in long queues. In the value module, 
inputting data is still done semi-automatically by inputting one 
by one into the system, so that it takes a long time and human 
error can occur which results in the final value being 
incompatible between what is given by the lecturer and what 
is displayed on the SIA. In the lecture schedule module, data 
processing is still done semi-automatically, so it takes a long 
time and human error can occur which results in lecture 
schedule collisions. In particular, evaluations on SIA have 
never been done, but only if there are students who conduct 
research on the work unit. The number of new students in the 
2017/2018 school year increased by almost 100%, this 
significant increase requires the STIKOM Dinamika Bangsa 
Jambi to evaluate the performance of Information Technology 
that supports SIA, to support the success of the academic 
service process to support the achievement of organizational 
goals. 
B. Selection of Framework 
Researchers chose version 5 of the Control Objectives for 
Information and Related Technology (COBIT) framework 
because COBIT is a way to implement IT governance 
(Campbell, 2005). IT governance functions to align the 
application of IT with the objectives of the strategy to achieve 
the organization's business goals [2]. 
C. Domain Selection 
Researchers chose the Evaluate, Direct, and Monitor 
(EDM) domain, because based on the COBIT 5 framework in 
COBIT 5 book A Business Framework for the Governance 
and Management of Enterprise Information Technology (IT) 
[4], the governance process ensures that needs, conditions, and 
the stakeholder choice is evaluated to determine the 
organizational goals to be achieved, direct (direct) the 
organization through the decision-making process and priority 
system of objectives, and monitor (monitor) the performance 
and implementation of the direction and objectives agreed 
upon. This means that the core of the governance process must 
include evaluating, directing and monitoring. The activity of 
evaluating, directing, and monitoring can be found in the 
EDM domain in COBIT 5 [4]. The following are 3 (three) 
practices in the EDM01 process as shown in table 1: 
 
TABLE I. PRACTICE ON PROCESS EDM01 
Practice 
Code 
Practice Name 
EDM01.01 Evaluate the governance system 
EDM01.02 Direct the governance system 
EDM01.03 Monitor the governance system 
 
Researchers conducted primary data collection 
qualitatively including (1) observation on one of the 
problematic SIA modules, namely the Study Plan in the KRS 
contracting process at the, (2) two interviews, the first 
interview is useful as defining the problem, and the second 
interview is useful for data retrieval needs. The interview 
model conducted is indirect (written) and direct (face to face) 
which is carried out in the order and composition of the 
predetermined questionnaire, (3) questionnaires distributed to 
respondents, namely the management of STIKOM which is 
identified based on RACI diagram (Responsible, Accountable, 
Consulted, and Informed) on COBIT 5. Questionnaires were 
developed based on practice (practice) on the Evaluate, Direct, 
and Monitor (EDM) domains of COBIT 5. Questionnaire 
measurement using COBIT 5 capability model with a range of 
answer options between level 0-5. Questionnaire calculation 
uses a Guttman scale with 3 (three) calculation stages. 
Assessment of the capability level of the results of the 
questionnaire based on COBIT 5 Process Capability Level 
(PCM) which consists of levels 0-5. 
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D. Information Technology Governance Analysis 
At this stage, there are 3 (three) stages of analysis based on 
COBIT 5, namely capability level analysis, gap analysis, and 
improvement recommendations. 
1. Capability Level Analysis 
At this stage the current capability level is determined by 
STIKOM related to the management of Academic 
Information Systems (SIA), obtained from the results 
capability questionnaire which refers to Evaluate, Direct 
and Monitor domain practices COBIT 5, which is given to 
respondents, namely the management concerned, based on 
the results of the RACI diagram identification 
(Responsible, Accountable, Consulted, and Informed). 
Questionnaire calculations were carried out using the scale. 
2. Gap Analysis (Gap) 
At this stage the determination is made (gap) between the 
level of current capability (current capability level) and the 
level of expected capability. The gap occurs if there is a 
difference between the current capability level and the 
expected one. The gap is obtained from the difference 
between current and expected capability levels. The 
current capability level is obtained from the results of the 
capability level questionnaire processing using the scale, 
the level of expected capability is obtained from the 
respondent's answer on the capability level questionnaire 
by referring to the Process Capability Model (PCM) 
consisting of 0-5 levels, and the maximum capacity level 
that can be achieved by the organization is at level 5 based 
on COBIT 5's Process Capability Model (PCM). By 
defining the gap, the organization knows how far its reach 
must be so that the current capability level achieves the 
expected level of capability, so that the organization can 
develop necessary improvement recommendation plans 
more precisely based on the attributes of COBIT 5. 
3. Repair recommendations 
At this stage, the preparation of improvement 
recommendations is needed based on the results of the 
analysis through interviews and questionnaires given to 
respondents in the STIKOM work units. Improvement 
recommendation plans are adjusted to the attribute process 
that has not been fulfilled, to the purpose of continuous 
process improvement in order to achieve the expected level 
of capability. 
E. Identification Of RACI Diagrams 
The RACI diagram illustrates stakeholder roles related to 
practices in the Evaluate, Direct, and Monitor (EDM) domain 
processes. After knowing the list of stakeholders contained in 
the RACI diagram, then mapping these roles into the 
organizational structure of STIKOM. This RACI diagram is 
used to determine respondents on the capability level 
questionnaire that will be given so that respondents in each 
indicator or practice in the EDM domain can vary. The 
following is a mapping of RACI diagrams in COBIT 5 EDM 
domains into the organizational structure of STIKOM 
following recapitulation as shown in table 2: 
 
TABLE II. STIKOM OVERALL STAKEHOLDER MAPPING OF EDM DOMAIN 
PRACTICES ACCORDING TO RACI COBIT 5 DIAGRAM 
 
No. 
The STIKOM DB 
Stakeholder matches the 
RACI EDM Domain 
Diagram 
Practices on 
EDM domain 
1. Chief Executive Officer (CEO) 
namely the Chairperson of 
STIKOM  
EDM01.01, EDM01.02, DM01.03. 
EDM02.01, EDM02.02, DM02.03. 
EDM03.01, EDM03.02, DM03.03. 
EDM04.01, EDM04.02, DM04.03. 
EDM05.01, EDM05.02, DM05.03, 
2. Business Executives namely 
the Chairperson of LPMP 
EDM01.01, EDM01.02, DM01.03. 
EDM02.01, EDM02.02, DM02.03. 
EDM03.01, EDM03.02, DM03.03. 
EDM04.01, EDM04.02, DM04.03. 
3. Strategy Executive Committee 
namely All Vice Chairmen of 
STIKOM  
EDM01.01, EDM01.02, DM01.03. 
EDM02.01, EDM02.02, DM02.03. 
EDM03.01, EDM03.02, DM03.03. 
EDM04.01, EDM04.02, DM04.03. 
4. Chief Information Officer 
(CIO) namely the Head of the 
IT Division 
EDM01.01, EDM01.02, DM01.03. 
EDM02.01, EDM02.02, DM02.03. 
EDM03.01, EDM03.02, DM03.03. 
EDM04.01, EDM04.02, DM04.03. 
EDM05.01, EDM05.02, DM05.03. 
5. Chief Financial Officer (CFO) 
namely Vice Chair II 
EDM02.01, EDM02.02, DM02.03. 
6. Value Management Officer 
namely Vice Chair II 
EDM02.03. 
7. Chief Risk Officer (CRO) 
namely the Head of the IT 
Division 
EDM03.01, EDM03.02, DM03.03. 
8. Chief Information Security 
Officer (CISO) namely the 
Head of the IT Division 
EDM03.03. 
 
 
F. Capability Level 
At this stage, the determination of the current capability 
level (current capability level) of STIKOM is carried out in 
managing the Academic Information System (SIA). 
Determination of the current capability level is carried out by 
referring to COBIT capability level questionnaire 5. 
Questionnaires are developed based on practice (process) in 
the process (process) in the Evaluate, Direct, and Monitor 
(EDM) domain of COBIT 5, and with COBIT 5 model 
measurement scale with a range of answer choices between 
levels 0-5. Questionnaires were given to respondents, namely 
the management of STIKOM, which was identified based on 
the RACI (Responsible, Accountable, Consulted, and 
Informed) diagram of COBIT 5. Respondents' answers to the 
questionnaires were processed using the scale, with 3 (three) 
stages of calculation that are calculating the respondent's 
answer recapitulation and respondent normalization, 
calculating capability domain level data, and calculating the 
overall capability level at this time. Assessment of the 
capability level of the results of the questionnaire based on 
COBIT 5 Process Capability Level (PCM) which consists of 
levels 0-5. 
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 IV. RESULT AND DISCUSSION 
Based on the calculation of capability level, current 
capability level (STIKOM current capability level in 
managing Academic Information System (SIA) in the focus of 
COBIT 5 Evaluate, Direct and Monitor (EDM) domains 
generally leads to level 2 managed process with value of 1.80, 
which means that Information Technology (IT) processes have 
been carried out, achieved goals, and are well managed. While 
the level of expected capability level generally leads to the 
level 3 established process, which means that IT processes that 
have been carried out, achieved and managed properly must 
be standardized to be applied throughout the organization. 
And the level of maximum capability (maximum capability 
level) that can be achieved based on capability level in COBIT 
5 is level 5 optimizing process, namely IT processes that have 
been carried out consistently, then optimized, by being 
developed (through innovation and continuous improvement) 
to meet the goals current organization. 
There is a gap that generally leads to 1 level with a value of 
1.20, between the level of current capability (current 
capability level) and the level of expected capability level. 
Recommendations for improvement to bridge the gap are by 
standardizing IT processes that have been carried out, 
achieved and managed well, for example in the form of a clear 
Standard Operating Procedure (SOP), then socializing the 
SOP to be known and carried out by all levels of the 
organization, if training is needed if there are new things or 
changes related to the contents of the SOP. 
The following table 3 shows the results of the calculation of 
the capability level of each practice (practice) in the COBIT 5 
Evaluate, Direct, and Monitor (EDM) domain process. 
 
TABLE III. AVERAGE CAPABILITY LEVEL FOR EACH PRACTICE 
Practice EDM01 EDM02 EDM03 EDM04 EDM05 
01 (Evaluate) 2,17 2,83 2,17 1,50 0,50 
02 (Direct) 217 2,50 1,83 1,67 0,50 
03 (Supervise) 2,17 2,33 2,17 1,67 0,50 
Average 2,28 2,55 2,06 1,61 0,50 
 
Table 4 describes Evaluate, Direct, and Monitor domain 
rating capability (EDM) on STIKOM Academic Information 
System in the form of current capability level and maximum 
capability level. 
 
TABLE IV. CAPABILITY RATING 
Process 
Code 
Process Name 
Current 
Capability 
Level 
Expected 
Capability 
Level 
Maximum 
Capability 
Level 
EDM01 
Ensure Governance 
Framework Setting 
and Maintenance 
2 3 5 
EDM02 
Ensure Benefit 
Delivery 
3 3 5 
EDM03 
Ensure Risk 
Optimization 
2 3 5 
EDM04 
Ensure Resource 
Optimization 
2 3 5 
EDM05 
Ensure Stakeholder 
Transparency 
0 3 5 
Total 1,80 3 5 
 
Figure 2 evaluate, direct, and monitor capability level 
domain graphs (EDM) on STIKOM Academic Information 
System in the form of current capacity level, as well as the 
maximum capability level that can be achieved. 
 
 
Figure 2. Graph of Achievement of EDM Capability Level Domain in 
STIKOM Academic Information System 
V. CONCLUSION 
Based on the results of the evaluation of Information 
Technology governance in the Academic Information System 
of the Computer Science School STIKOM, the evaluation 
results using the capability level approach in COBIT 5 focus 
on Evaluate, Direct, and Monitor domains, that the current 
capability level generally leads to level 2 managed process 
with a value of 1.80, which means that IT processes have been 
carried out, achieved goals, and are well managed. These 
results are obtained based on the average values of the 
following governance practices: 
1. The current capability level in the EDM01 process ensures 
governance framework setting and maintenance is at level 
2 with a value of 2.28. 
2. The current capability level in the EDM02 process ensures 
benefits delivery is at level 3 with a value of 2.55. 
3. The current capability level in the EDM03 process ensures 
risk optimization is at level 2 with a value of 2.06. 
4. The current capability level in the EDM04 process ensures 
resource optimization is at level 2 with a value of 1.61. 
5. The current level of capability in the EDM05 process 
ensures stakeholder transparency is at level 0 with a value 
of 0.50. 
6. The level of capability that is generally expected to lead to 
the level 3 established process, which means that IT 
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processes that have been carried out, achieved, and 
managed properly, must be standardized to be applied 
throughout the organization. 
7. There is a gap that generally leads to 1 level with a value 
of 1.2, between the current level of capability and the 
expected level of capability. 
8. Recommendations for improvement to bridge the gap are 
by standardizing IT processes that have been carried out, 
achieved and managed well, for example in the form of a 
clear Standard Operating Procedure (SOP), then 
socializing the SOP to be known and carried out by all 
levels of the organization, if training is needed if there are 
new things or changes related to the contents of the SOP. 
 
VI. LIMITATION 
Based on research that has been done, as for suggestions 
that can be considered in order to improve the governance of 
Information Technology in the STIKOM is expected to be an 
evaluation material to further enhance or give attention in 
terms of ensuring evaluation, direction and monitoring of IT 
investments in the SIA in an effective, efficient and controlled 
manner. It is expected to pay more attention in terms of 
ensuring the transparency of IT-related stakeholders in the 
SIA, because only with transparency can governance be 
managed properly and trust between owners and 
organizational managers can be well established so that the 
organization can become an organization that performs well. 
Recommended improvements related to IT governance in each 
Evaluate, Direct, and Monitor domain practice can be 
implemented on STIKOM. It is expected that in subsequent 
research for the analysis of IT governance at STIKOM using a 
different domain or framework to produce more varied 
research. 
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