Governments the world over are competing with each other to be at a leading position in the arena of e-government. e-Government is seen as a path to modernisation and rendering more efficient and effective public sector services. Recent practices in the field have focused on bringing the government closer to the people. As such, governments worldwide adopted various government-to-citizen (G2C) e-government models in an attempt to improve and provide round the clock availability of all government public services. This article provides a review of the current e-government field with a focus on Arab countries. We present a conceptual six-staged roadmap that illustrates our account of idealisation on how Arab countries should prioritise their e-government short and mid-term efforts. It is a simplified model that represents mega functions that governments need to bear in mind when addressing the changing development needs of the globalised world we live in today. We argue that the stages of the proposed roadmap have the potential to support the development of the public sector and the emergence of the Arab bloc as strong revolutionised citizen-centric governments.
automating its existing processes. It focuses on integrating government functions at different levels, such as those of local governments and state governments. 4) Horizontal integration stage: This stage focuses on integrating different functions from separate systems so as to provide users a unified and seamless service.
Public Sector Process Rebuilding (PPR) Model
Andersen and Henriksen's (2006) Public Sector Process Rebuilding (PPR) model is argued to be an extension of the Layne and Lee Model. See Figure 6 . They make a case that the PPR model expands the e-government focus to include the front-end of government with a focus on the activity and customer-centric approach rather than the technological capability.
The PPR model consists of four phases: 1) Cultivation phase: shelters horizontal and vertical integration within government, limited use of front-end systems for customer services, and adoption and use of Intranet within government. Organisations in this group are not likely to have digital services and will rarely have instant processing capabilities on the net. Less attention is given to the use of the Internet to increase user frequency, services provided, and/or the quality and speed of services. The downside is that the public institution in this phase will be experienced as inaccessible, have long case processing time, and no accessibility for accessing the processing of requests.
2) Extension Phase: involves extensive use of intranet and adoption of personalised web user interface for customer processes. It may be characterised to involve costly user interfaces, no integration with other systems, expensive maintenance, and fading out of old software and data format. Thus, there are still many manual routines, while the user might find many forms and information where the agency re-directs users to information at other agencies.
3) Maturity Phase: Organisations in this phase mature and abandon the use of the intranet, have transparent processes, and offer personalised self-service web interface for processing customer requests. In this phase, Internet and intranet applications are merged to lower marginal costs for processing the customer requests for services.
4) Revolutionary Phase:
This phase is characterised by data mobility across organisations, application mobility across vendors, and ownership to data transferred to customers.
Other Models for e-Government
Several different researchers have developed models to explain the growth of e-government. A short outline about some of these models is provided in Table 1 .
Despite the various models that have been developed to support e-government progress and maturity, governments in practice have gained limited success in the development of a '24-hour Authority'. This is argued to be due to the fact that such initiatives require governments to overcome politics and standardise internal processes and data in order to integrate back-office functions across the public sector (OECD, 2009) . Some researchers argue that governments need to redefine the term "access to government" and instead be referred to as "participation". It is also argued that governments need to go beyond superficial initiatives, towards a more radical reengineering of the government processes across its agencies to enable citizen-centric systems and the development of information societies.
Information Society
"The empires of the future are the empires of the mind."
Winston Churchill
Information society is a term associated with the development of a more open, inclusive and sustainable information-based society. See Figure 7 . It refers to a society where the creation, distribution, diffusion, use, integration and manipulation of information is a significant economic, political, and cultural activity (Beniger, 1986) . The aim of the information society is to gain a competitive advantage, through using information and communication technology (ICT) in a creative and productive way (Feather, 2008; Mattelart, 2003) . The knowledge economy is its economic counterpart, whereby wealth is created through the economic exploitation of understanding the different influencing factors and the role of people. People who have the means to partake in this form of society are sometimes called digital citizens. Table 2 provides an elaboration of the three main characteristics that symbolise information societies. ISSN 1923 -3965 E-ISSN 1923 The following two subsections provide a short overview of relevant government practices to promote citizen participation and development of information societies, namely the Swedish and European experiences.
Swedish "Information Society of All" Policy
In 2000, Sweden set the policy goal to become the first country to be an "Information Society for All" (European Union, 2012) . Since then, the Swedish Government"s priority activities have been to enhance public confidence in IT, and help to improve user skills and foster access to IT services. According to the Sweden 24-hour Public Administration Strategy, public information and services should, to the maximum degree, be electronically available 24 hours a day, seven days a week. Another major aim of the strategy was to strengthen democracy by enhancing transparency and citizen participation in the policy and decision-making processes. The strategy for delivery was based on the Swedish decentralised model for Public Administration. Next to small policy ministries, a large number of agencies are responsible for implementing Government policies. The agencies are managed by a system of performance management, where the Government sets targets, allocates resources and appoints managers while following up and evaluating the results.
Sweden remains the most competitive economy as measured by the European Union"s (EU) own competition benchmark, the Lisbon criteria (Note 5), followed by Finland, Denmark and the Netherlands, according to the World Economic Forum"s Lisbon Review 2010 (World Economic Forum, 2010) . Figure 8 depicts a chart that compares Sweden"s performance, vis-à-vis the US and East Asia benchmarks. In the figure, Sweden"s performance is represented by a blue line, that of the US is in grey, and that of East Asia is in black. Dimensions in which the blue line extends further out than that of the US or East Asia indicate areas where Sweden outperforms these comparators.
European "Information Society "Development Framework
Europe's Information Society policies are brought together under the i2010 Initiative, being the EU framework for addressing the main challenges and developments in the information society and media sectors in the years up to 2010 (European Commission, 2010) . The initiative promotes an open and competitive digital economy, research into information and communication technologies, as well as their application to improve social inclusion, public services and quality of life. One of the frameworks that has been developed to trigger debate and discussion in the European Union is depicted in Figure 9 .
The origin of the framework goes back to 1995, when the European Union launched an initiative for decentralised cooperation networks between cities and towns cutting across geographical boundaries. The framework seeks to provide complete inclusion of citizens in different stakeholder roles for promoting best practices for the cooperation between the cities/ towns in building information societies. It depicts a multi-dimensional matrix of the stakeholders in the cooperation, namely: (1) government, (2) people, (3) enterprises, and (4) at the decentralised level-the urban environment.
Government focus areas for citizen inclusion and cooperation would be e-government, e-services, e-participation, and online public services. These result in higher transparency and higher efficiencies in service delivery. The efficiencies, productivity and citizen satisfaction are determined by the accessibility to the services by the citizens. The access mechanism itself is determined by the content of the services, the type of applications available for the services and service delivery, and the type of networks enabling this access. Participation of people is enhanced by the knowledge and skills available using different access channels. All the systems need a sustainable management to ensure continual and continuous improvement in the practices to be adopted and followed.
United Nations e-Government Assessment
"There is no discipline in the world so severe as the discipline of experience subjected to the tests of intelligent development and direction." John Dewey (1859-1952)
The United Nations has been tracking the development and evolution of e-governments for the past decade. The UN e-government survey provides a bi-annual assessment of national online services, telecommunication infrastructure and human capital of 192 member states. The UN's e-government maturity model indicates that countries go through primarily four phases of maturity, as depicted in Figure 10 .
As per the latest e-government survey in 2012,countries that have advanced to higher growth levels on their e-government projects are the ones with relatively high Web measure/online service index scores. South Korea was rated first for its comprehensive online infrastructure and user involvement level, with a development index of 0.9283, followed closely by the Netherlands with 0.9125. The rest of the top 10 countries included the UK, USA, Denmark, Norway, France, Sweden, Finland, and Singapore. It is interesting that these countries have very little differences in the composite index that determine their ranking. All the top 10 countries have similarities in how they have implemented e-government. What is more interesting is the list of countries that are identified as the emerging leaders in e-government development. See Figure 11 . This is the list wherein each country is distinct in its demographics and political content.
In addition, the list of emerging leaders in e-government development brings another very interesting observation to the fore. The list prominently features three Arab countries, namely UAE, Bahrain and Saudi Arabia. These countries are leading the transformation of governments in the Middle East region. With the increasing use in the internet, social networking, communication technologies combined with a fast-growing educated population, these Arab countries are attempting to create for themselves examples of citizen-centric governments. The next section further elaborates on this.
E-Government in the Context of Arab Countries
"No one ever teaches well who wants to teach, or governs well who wants to govern." Plato According to the United Nations 2012 Survey, the average e-government development index in the Western Asia continent, that largely comprises Arab nations, is well above the world average, i.e.0.5547 to 0.4882 in 2012 (UNPAN, 2012) . See Figure 12 . This shows an increase of 6% over the ratio reported in 2010, as they have shown more growth in the e-government development indexes.
This growth has been enabled by the double digit growth rates in the past few years in the telecommunications industry in West-Asian countries. Telecom companies like ETISALAT (UAE), QTEL (Qatar), BATELCO (Bahrain), STC, Mobily, and Zain (Saudi Arabia), have transformed the telecommunications landscape in the region. They moved from basic telephony providers to provide converged telecommunication services with 3G and 4G services on mobile phones, and provide fibre-optic networks across their countries, resulting in faster roll-out and more reliable internet connections. Figure 13 provides a quick glance at the latest statistics published by Internet World Statistics, which reveal that the internet penetration in the Middle-East is higher than the rest of the world(IWS, 2012). For instance, a higher Internet penetration has enabled a larger number of countries in the region to host government web portals as eminent channels to disseminate information. Furthermore, mobile telecommunications are enabling these governments to deliver services through diverse channels. According to the United Nations (2011), United Arab Emirates, Kuwait, and Estonia have made the same amount of progress in less than two years.
Arab Countries and Government Portals
All Arab bloc countries have strong leadership backing and funded initiatives to modernising existing public service delivery infrastructures. As some Arab countries continue their investments into digital knowledge-based economies, the regional ICT Infrastructure is growing exponentially. Internet penetration and household usage of technology for communication shows a year after year growth in double digit figures.
UAE, Bahrain and Saudi Arabia are considered to be leading the Arab countries in the delivery of online public services.UAE and Bahrain in particular are setting examples in taking a Whole-Government and people-centred development approach. Some of the key initiatives launched in the recent years to support citizen-centric e-government development in these countries are related to:(1) network readiness, (2) infrastructure readiness, (3) service availability, (4) citizen inclusion, and (5) development of a national identity management infrastructure.
advanced 21 positions to the ranking of 28thglobally and 5th in Asia. The rapid progress of the United Arab Emirates is a best practice case highlighting how effective e-government can help support development. With double the population and three quarters of the GDP per capita, the United Arab Emirates has achieved around the same level of online services as those offered in Norway, a global leader at the 8th position." This is validated by the Global Information Technology Report 2011 of the World Economic Forum that provides an index for the overall readiness of the world nations for e-government maturity (Dutta & Bilbao-Osorio, 2012) . The following Figure from this report shows the achievements of the Middle-East nations in their endeavours and quest of e-government.
When we compare this table with the readiness scores sub-indexes, where UAE ranks #5 on individual readiness and #3 on Government Readiness, it shows a clear intent of UAE in making itself an example of a successful e-government case study. This intent can be generalised to the region itself. Qatar, Bahrain, Oman, Saudi Arabia, Jordan, Lebanon, Yemen, Egypt, Tunisia, rank among the top 100 countries in e-government development. All development indexes in the Global Information Technology Report 2011 indicate that the regional average is well above the world average. See Figure 16 .
Taking a cue from these leaders, the region has shown remarkable advancement in the adoption of citizen-centric e-government programmes. As per the report released by Arab Advisors Group(Al Borgan, 2011), 15 Arab countries host 21 Government portals. This report analysed 19 countries listed alphabetically as Algeria, Bahrain, Egypt, Iraq, Jordan, Kuwait, Lebanon, Libya, Mauritania, Morocco, Oman, Qatar, Palestine, Saudi Arabia, Sudan, Syria, Tunisia, UAE and Yemen.
The most evolved government portals, such as those in the UAE, Bahrain, Qatar, and Saudi Arabia, enable many citizen transactions online. All these portals provide comprehensive information and are following various transformation models to provide transactional services, while the leaders are moving in the direction of whole governments. According to the report, the Arab Advisors Group report 20% of these portals provide mobile messaging services, while 65% of the portals already are delivering transactional services. With the widespread usage of mobile phones, there is a clear intention of Arab countries' governments to increase service offerings through more mobile channels.
The available technologies today enable citizen services provided through multiple delivery channels: Internet, mobile phones, help desks/contact centres, hybrid/composite delivery channels, while conventional service counters are the currently used channels. Each channel serves different contact purposes, though not all of them equally effective, as the next sub-section presents. This takes us to a presentation of our proposed model in the next section.
Potential Roadmap of e-Government in Arab Countries
"To effectively communicate, we must realise that we are all different in the way we perceive the world and use this understanding as a guide to our communication with others."
Anthony Robbins
Based on our review of the literature and the information we gathered from our experience in the field of e-government, we developed a six-staged roadmap that provides guidance on how Arab countries should plan and develop their e-government initiatives. The roadmap provides a more focused view of what the e-government journey needs to concentrate on to.
The proposed roadmap consists of six main phases. The first phase in the roadmap is more about transformation and automation of back offices and administrative processes to deliver basic services efficiently to their citizens. The second phase is concerned with the unification of service delivery architectures to enable the delivery of government services through multiple channels, i.e. Internet, kiosk machines, etc. The third phase is concerned with providing digital identities to populations to facilitate the development of innovative e-services. This is followed by integration of service channels in the fourth phase to provide a highly satisfactory user experience. The fifth and sixth phases of the model entail interoperability across the vertical and horizontal dimensions of the government, leading to regional and international interoperability.
The model is simplified to support key decision makers to focus on outcomes rather than the current activities-based and outputs approach that is currently followed in practice. Activities and outputs relate to "what we do."Outcomes refer to "what difference do we make." In the proposed roadmap, the completion of the phase should indicate that the expected outcomes have occurred. The roadmap can be used as a tool for progress monitoring and measurement. We argue that the stages of the proposed roadmap have the potential to support the development of the public sector. The next sub-sections discuss each of the six phases of the model in more detail, using existing literature to clarify and provide examples where needed. Back office tasks are those that do not require direct interaction with citizens and can be performed more efficiently and effectively offsite. Major reforms took place in the public sector administration in Arab countries in the past 10 years, and more intensively after the global financial crisis. Arab Governments have shown interest and been striving to improve the efficiency and effectiveness of their operations. Central to these reforms has been the establishment of governance practices, including the application of modern technology in delivering information and transaction services to citizens.
Arab Governments have shifted many of the front desk processes in the public sector to be performed by back office operators. They have succeeded to some degree in introducing systems that automate and streamline back office business processes under the umbrella of e-government. However, existing back office operations in Arab countries are very much paper and labour-intensive. Thus, many of the government services still require citizens to visit different departments to access public services, even after the introduction of ICTs, as systems are not interconnected .
The primary reason for this is that Arab countries have focused on process automation rather than conducing a process re-engineering (transformation) prior to automation, i.e. same old procedures put in automated forms. This is considered, in our opinion, to be one of the factors that has hindered e-government progress in Arab countries.
Arab governments need to pay more attention to re-engineering initiatives that take a holistic view of the government as a whole and attempt to create a business case for enhanced cost-to-income ratios, increase operational efficiencies, and gain a greater share of the citizens" satisfaction. The same initiatives need to focus on capturing the undocumented knowledge and standardising repeatable processes across government agencies. This should be the first step in pursuit of operational excellence in the public sector. Such initiatives have the potential to enable harmonisation of customer service levels across government agencies, and bringing significant productivity gains, i.e. reduced processing cycle times and improved quality, visibility and transparency of operations.
Single Window System to Deliver Public Services
In a single window system, access to public services is realised through a governmental portal. Most governments in Arab countries have their own national governmental portals. However, despite the efforts and investments made to date, those portals are still in the first and second phases of Layne and Lee's (2001) e-government evolution model (Al-Khouri & Bal, 2008) .Based on our knowledge and interaction with e-government initiatives in the Arab world, we tend to argue that the majority of e-government in Arab countries fail and are stuck in the Access phase of Forrester's maturity model. The other evolved Arab countries in e-government are still in the early steps of the interaction phase.
Success in the delivery of public services depends on numerous factors such as flexibility, accessibility, completeness, easiness, security, etc. A single window system that delivers public services and combines all these factors is among the hot topics in government business today. A single window system or 'one stop window shop' concept refers to the integration of public services from a customer of public services' point of view (Wimmer & Tambouris, 2002) . It allows citizens, businesses and other authorities to have 24-hour access to public services from their home, their offices or even on the move using different access media and devices (ibid.).
A significant trait of a single window system is accessibility, which should enable multiple delivery and interaction channels between citizens and the government. Each of the channels may have its uniqueness and its value added in terms of speed, convenience, and in the way it allows citizens to interact and communicate with the government at designated offices, call centres, or through the Internet, mobile devices, cable TV, etc.
A single window system should allow citizens to have 24-hour access to electronic public services from their homes, libraries, schools, shopping malls or even on the move. Figure 18 provides an overview of the various service channels and their applicability and general effectiveness.
Implementing a strategic plan is always a big challenge and a channel strategy is no exception. This is to say that developing a single window system with multiple delivery channels is a complex and multifaceted domain that is not only associated with technological systems but also organisational, legal and social. Providing services in a citizen-oriented view calls for a new, service-oriented design approach (eEurope, 2002) .
For an effective citizen-oriented system, we suggest that service providers in the public sector need to adopt hybrid models that enable citizens to interact with the government using multiple channels. Such multi-channel strategy can address objectives of today's public bodies akin to improving the services provided to the user community and/or reducing the costs of providing its services (European Commission, 2004) .
In hybrid service models, a communication established through one channel should be available from another channel to provide a seamless user experience. This also allows unified modes of service delivery and service fulfilment to provide enhanced service options for the citizens to choose from.
As the services and delivery channels mature, service delivery capability maturity sets in. As service maturity improves, responsibility and accountability in public service become apparent and the government as a whole can stand to guarantee availability of the delivered services. Service level agreements could be openly published and efficiency of public service measurements publicly available.
A government that can guarantee such service level agreements for its citizens would then be a true citizen-inclusive e-government. But the journey has only just begun-there is a long way to go before citizens are able to interact seamlessly and derive the true benefits of e-government. This seamless experience is possible when a unified identity is established for the citizen, as the next section elaborates.
Digital Identities Profiles
In order to build trust in e-government, we have emphasised in our previous articles on the need to develop digital identity management systems to provide services such as user identification, authentication, and authorisation in an e-government environment (Al-Khouri, 2012). A digital identity management system is based on (1) a schema for representing digital identities (a database subset, for example, that includes name, last name, date of birth, photo, certificate, serial number, etc.) and (2) authentication mechanisms and protocols that entities use to demonstrate they are the owners of a given digital identity (Windley, 2004) . Accordingly, the purpose of a digital identity is to tie a particular transaction or a set of data in an information system to an identifiable individual. With the help of a digital identity, a user can be identified and authorised to use a given resource or service (Corradini et al., 2007) .
Identities and identity management are of primary importance for governments as they encompass the identification of citizens and their interactions with public services and government institutions (Mont, 2002) . Trusted, secure and accountable identity management solutions are key e-government enablers. Current systems used in e-government schemes generally do not address security needs, as they merely rely on fixed information to authenticate a user whose full identity might be revealed.
Many of the Arab countries have initiated advanced national identity management programmes in the last 10 years, e.g. UAE, Oman, Bahrain, Qatar, Saudi Arabia. These initiatives are based on sophisticated technologies such as biometrics, smart cards and a public key infrastructure that, altogether, provide strong government-issued digital identity profiles for their population.
The digital identities in these countries are packaged in different ways based on the individual national policies. For instance, the national identity card of UAE has rolled fingerprint biometrics, digital certificate and a unique identity number that, in total, constitute the digital identity of the cardholder. Other countries have either one or two of these three parameters with different biometric systems, e.g. iris recognition, facial recognition. The impact of the digital identity profile is on the types of services that can be delivered across different channels.
A trusted, secure and accountable identity management system is a principal facilitator for governments to go up the ladder of e-government maturity. Governments need to understand that identity management is about the management of digital identity and profile information. Governments in the phase need to deploy and promote widespread adoption of an open, flexible, policy-driven, context-aware identity management system that scales across multiple-service contexts; it needs to be integrated with other management aspects including authentication, authorisation, provisioning and data consolidation, along with related trust, security and privacy aspects (Corradini et al., 2007) .
Integrated e-Services: E-Government and Service Delivery Frameworks
Multi-channel integration opens up opportunities to move more processes to self-service channels, reducing costs for the banks and increasing access for citizens. In fact, it presents opportunities for government agencies to standardise and automate business processes that contribute unequivocal value.
Integration, as a more abstract concept, could mean to bring some parts together and make them a coherent whole (Goldkuhl, 2008) . Such integration could mean that different information systems are integrated into one system. Integration could, however, also mean that the parts remain as separate entities but that they work together in a well-functioning manner as federated systems (ibid).
right enterprise architecture models has been controversial and debatable. In Arab countries, deployed customer relationship models vary from one country to another in terms of access channels, execution, delivery and customer service criteria. UAE, for example, has developed the eServices Delivery Excellence Model that provides mandatory standards and optional best practices that guide government agencies in Dubai on how to develop and deliver eServices, as well as how to evolve toward a culture of e-government excellence (DEG, 2009 ).
This phase in our model focuses on areas such as usability and ease of service delivery process, performance, reliability and connectivity and, most importantly, security. While end-users may not encounter these issues directly, they still contribute to the e-service access, delivery and execution and, together, will provide a means of seamless and user-centred service delivery. Rabaiah & Vandijck (2009) proposed a comprehensive e-government framework that defines some strategic building blocks to develop e-government and citizen services. The framework, which has been modularised for flexibility, extensibilities and customisability, incorporates very important components of the front office and back office views. See Figure 19 .The entire e-government development is based on a strong ICT approach with interconnected government departments and integrated databases offering single window services to the citizens over multiple channels. This is the essence of e-government.
Rabaiah & Vandijck's (2009) framework interestingly suggests channel integration for a unified service delivery mechanism. E-government initiatives are primarily focused on the citizen and the enablement of the inclusion of the citizen in the government. At the basic level, one would look at providing information over multiple channels that citizens can choose from to interact with the government. With the evolution of the e-government practices and enhanced back-end integration, maturity in delivery of services over unified channels is achieved. As the citizen satisfaction with the services increases, the same channels could mature into popular and transparent decision-making tools for the citizen voice to be heard through the government, thus shaping the policies of the nation.
Federated identity management plays a key role in this phase. Federated identity management (FIM) refers to an infrastructure that consists of technologies, standards and use-cases which serve to enable the portability of identity information across otherwise autonomous security domains. FIM enables users of one domain to securely access data or systems of another domain seamlessly, and without the need for completely redundant user administration (Bertino & Takahashi, 2010) .
Use of FIM can increase security, lower risks, and reduce cost by eliminating the need to deploy multiple identity management systems. It can also drastically improve the end-user experience by eliminating the need for account registration through automatic "federated provisioning", i.e. authenticate the user once and use the same identity information across multiple systems (also referred to as single sign-on).
Government Interoperable Systems: An Interoperability Framework
As the Arab governments march ahead in their quest for an evolved e-government, they need to keep an eye on the evolving integration models. This is critical for government agencies that play a role in the development of public services. Interoperability of the electronic services and the interoperability in communication protocols, unified identity management, and business process integration form some of the various parameters of interoperability.
Interoperability, as defined by the United Nations Development Programme, refers to "the creation of systems that facilitate better decision making, better coordination of government agency programmes and services in order to provide enhanced services to citizens and businesses, the foundation of a citizen centric society, and the one-stop delivery of services through a variety of channels" .
Identity management integration is a major contributor to interoperability. A complete interoperability model would have to be based on more considerations to data exchange, information exchange, communication protocols, networks interoperability, and process integration.
The definition of interoperability, put forth by the European Commission"s European Interoperability Framework, is seen as very relevant in the Arab bloc. It defines interoperability, within the context of European public service delivery, as "the ability of disparate and diverse organisations to interact towards mutually beneficial and agreed common goals, involving the sharing of information and knowledge between the organisations, through the business processes they support, by means of the exchange of data between their respective ICT systems" (European Union,2011) .
Seen in this context of interoperability, and keeping the regional sensitivities and socio-political environment development of Intra-Government and Inter-Government interoperability, is seen more as a need than a mere idea of formation.
However, repeated failures to build working systems show that the task is not only difficult but also poorly understood (Navakouski & Louis, 2012) . Navakouski & Louis (2012) proposed a framework for understanding interoperability in the e-government context and how to address its requirements and challenges from policy making and system development perspectives. See also Figure 20 .
The proposed framework has three primary components: technical, semantic, and organisational. These components are governed by legal, political and socio-cultural factors. At the basic level, interoperability should enable data exchange at the technical level, where systems can exchange data securely. These are essentially database integration, web services, SOA protocols, etc., and depend on network connectivity.
At the next level is exchange of information that enables the content exchange in terms of the meaning of the information. At the third level is the business process integration and agreements on processes in different departments to basically agree with and complement each other. This handles the policies and procedures to ensure that there is no cross-dependency or counter-dependencies. The last thing one would want is two government departments working at loggerheads! This counter-dependency is even more relevant in the Arab bloc of countries that share common borders and common cultural sensitivities.
International Interoperability
Interoperability issues also have an international facet, including different levels of conformance and implementation strategies across countries and regions. Even in a world where the international community cooperates to minimise interoperability problems, parallel ongoing development activities in Asia, Europe, and America will inevitably lead to interoperability issues (Gallagher & Jeffrey, 2006) .
The e-Government Interoperability Framework (e-GIF) introduced by the UK government in 2004 covers communication, not just within government, but the exchange of information between government systems and citizens, intermediaries, businesses (worldwide), and other governments (UK/EC, UK/US, etc.) (OeE). The framework covers technical policies and specifications for achieving interoperability and ICT systems coherence across the public sector. It defines the essential prerequisites for joined-up and web-enabled government and aims to reduce the costs and risk of operating information technology systems, while keeping the public sector in step with the global internet revolution.
Another framework is the European Interoperability Framework (EIF) adopted by the European Union (European Commission, 2010) . It provides a basis by which to move on effectively with the implementation and realisation of interoperability in the area of e-government services and move on to more and better public services in Europe.
The Framework sets a number of general principles, which should be considered for any e-government service to be set up at a pan-European level: accessibility, multilingualism, security, privacy, subsidiarity, use of open standards, assessing the benefits of Open Source Software, and use of multilateral (or 'many-to-many') solutions. Based on these principles, the EIF addresses five distinct interoperability levels that need to be considered for the development of cross-border and pan-European e-government services (See Figure 21) :
 Political interoperability: is concerned with political support and sponsorship to provide better, more user-focused public services and cross-border interoperability efforts to facilitate cooperation among public administrations. ISSN 1923 -3965 E-ISSN 1923 across borders.
 Organisational interoperability: is concerned with the definition of business goals and processes by different administrations working together to deliver a service.
 Semantic interoperability: refers to the possibility for the precise meaning of exchanged information to be understandable by any application not initially developed for this purpose.
 Technical interoperability: covering the technical issues of linking-up computer systems, including key areas such as open interfaces, middleware, accessibility and security services.
Arab governments need to agree on and follow similar frameworks that should facilitate business across national borders. To meet this objective, Arab governments need to design and maintain their own version of e-GIF that can take into consideration cultural, political and other technical contexts. This should ensure that the adopted e-GIF provides Arab government agencies with a supportive framework that is aligned with the international environment of interoperability policies, standards and guidelines. We emphasise that the Arab e-GIF framework needs to be based on the use and adoption of internationally accepted standards, as such bespoke policies, standards and guidelines will only be developed where deemed strictly necessary. Wherever feasible and relevant, the e-GIF should:
 utilise existing information and technology policies, standards and guidelines to enable the seamless flow of information across government/public service organisations;
 mirror established and open international standards for interoperability;
 draw upon the interoperability framework developed in other jurisdictions, e.g. the EIF and UK e-GIF;
 set practical standards using stable and well-supported products;
 provide support, guidance and toolkits to enable the standards to be met; and
 provide a long-term strategy that is able to accommodate and adapt.
Global interoperability requires the architecture to support operations between different systems that represent and handle digital identity using different formats and schemas and have no previously-established trust relation (Safelayer Labs, 2012) .
Arab countries need to pay attention to interoperability of identity management systems between governments that may be seen as a desirable requirement to prevent fraud and theft, e.g. in the case of a biometric passport which needs to be readable and holders" identity verified at the departure and arrival port of two different international airports (EU JRC, 2005) . Interoperability needs to evolve towards higher levels of flexibility and capability to react to global changes. Their functionalities need to be orchestrated with other management aspects, including trust, privacy and security management.
GCC countries (Note 7) have initiated multiple projects related to advanced applications development of their electronic identity (e-Identity) schemes. GCC countries are currently working on developing a unified e-identity infrastructure to enable identification and authentication of GCC citizens at any of the GCC member states (Al-Khouri & Bachlaghem, 2011) . This is argued to raise serious interoperability issues due to the different and complex infrastructure setups at each member state and would likely challenge such a project (ibid).
All in all, there is a growing recognition worldwide that interoperability is essential to the Information Society (Miller, 2004) and to deliver on the promise of government transformation (Pardo &Burke, 2008) . In an increasingly interdependent global economy, the task of developing interoperability standards for practical applications becomes more complicated, but the rewards become even greater (Miller, 2004) . Interoperability and the use of data for management, decision-making, and governance can be powerful forces for development and prosperity across the globe, or they can effectively divide countries, people, and markets into independent and separate groups (ibid).
Our research presents some useful implications for both research and practice. With regard to research, we have attempted to provide a focused view of the existing literature surrounding e-government and its potential role in improving public sector performance. It also provided some deeper insights to support understanding of related practices in the Arab world.
With regard to practice, our study offers implications for policy makers and public administrators. The proposed roadmap provides governments with six primary stages as possible determinants of e-government progress in their contexts. Accordingly, more attention may be placed on such noted stages to enhance e-government maturity in their settings.
By and large, the presented roadmap in this article was an attempt to provide a high level conceptual set of steps for Arab governments to focus on in order to progress in the field of e-government and transform the public sector. The roadmap promotes business process transformation at government back offices rather than existing blind automation efforts. It also emphasises the provisioning of integrated e-services through a single, one-stop window and pays heed to interoperability, both at government and regional levels. The proposed roadmap can help Arab governments to move in the direction of building citizen-centric systems and looks at development priorities from the eyes of the citizens.
Arab governments need to shake their existing knowledge base about e-government. The existing body of knowledge is, to some extent, perplexing where government practices have been shaped and influenced by mere IT suppliers or private sector consultancy firms. Governments need to create the 'intent' to accept change; the change in mindset that citizens must be in the heart of any development plan. The change should be from within the government and must reflect their practices and deployed systems.
The citizen-centric government should seek to provide higher levels of customer satisfaction. Governments need to treat themselves as service delivery organisations, where citizens become customers and are integrated in the delivery system design and development. Such delivery systems need to be designed to provide citizens with multiple and integrated interfaces and channels to transact with the government through a single window system.
From a technical perspective, providing integrated services can only be realised if all public authorities are interconnected and their systems are interoperable. Governments need to recognise that cost reduction and quality improvement can only be achieved when processes are redesigned, databases integrated and, perhaps, certain tasks centralised (Kubicek & Cimander, 2005) . In many of these cases, IT systems have to be redesigned as well, and systems which once stood alone have to be integrated and be able to exchange data with other systems (ibid.). They have to become interoperable.
Arab governments need to have the ability to monitor e-government progress and evolution in their countries. This should support sustaining the momentum of complex, cross-departmental projects, promoting good governance, and ensuring that the change management challenges of government level projects are overcome successfully. The proposed roadmap was developed for this specific need.
In short, Arab public administration needs a radical transformation. The modernisation of public administration is a long-term task, requiring tenacity and innovative thinking. Some Arab countries are now embarking on a new phase in the development of e-government. Arab governments need to pay more attention to the overall e-government concept in modernising their nations and building stronger economies that can speak the language of the future. ISSN 1923 -3965 E-ISSN 1923 Note 3. In software engineering, a Service-Oriented Architecture (SOA) is a set of principles and methodologies for designing and developing software in the form of interoperable services. SOA design principles are used during the phases of systems development and integration to define how to integrate disparate applications for a Web-based environment and use multiple implementation platforms. SOA is not just an architecture of services seen from a technology perspective, but the policies, practices, and frameworks by which we ensure the right services are provided and consumed.
Note 4. Access and Identity Management (AIM) is a term that describes the management of individual identities, their authentication, authorisation, and privileges/permissions within or across system and enterprise boundaries with the goal of increasing security and productivity while decreasing cost, downtime, and repetitive tasks.
Note 5. The World Economic Forum"s study is a biennial review series that assesses the progress made by EU Member countries in the far-reaching goals of the EU"s Lisbon Strategy of economic and structural reforms. In addition to assessing the performance of 27 existing EU Members, it also measures the competitive performance of EU candidates and potential candidate countries.
Note 6. In cryptography, certificate authority, or certification authority (CA) is an entity that issues digital certificates. The digital certificate certifies the ownership of a public key by the named subject of the certificate. This allows others (relying parties) to rely upon signatures or assertions made by the private key that corresponds to the public key that is certified. In this model of trust relationships, a CA is a trusted third party that is trusted by both the subject (owner) of the certificate and the party relying upon the certificate. CAs are characteristic of many public key infrastructure (PKI) schemes. Governments worldwide have started owning their own CAs specifically as part of their identity management systems, such national ID card me, electronic passports, etc.
Note 7. GCC is the acronym for Gulf Cooperation Council, also referred to as the Cooperation Council for the Arab States of the Gulf (CCASG). It includes six countries, namely Bahrain, Kuwait, Oman, Qatar, Saudi Arabia, and the United Arab Emirates. The GCC population is estimated to comprise of around 40 million people. 
Phases Description
Chen (2002) Phase 1: Information Government ""information"" is created, categorised, and indexed and delivered to its citizens through the Internet. Phase 2: Communication E-gov services support two-way "communication," with citizens communicating requests through web forms, email, or other Internet media. Phase 3: Transaction "Transaction"" services between citizens and governments are supported. Government branches also use the Internet for transactions among themselves. Phase 4: Transformation An opportunity for the "transformation" of government practices and services is exploited. Applications such as e-voting and e-politics that may alter the democratic and political processes are instituted. Chandler & Emanuel (2002) Stage 1: Information Government services are delivered online. One-way communication between government and citizens is put in place.
Stage 2: Interaction
Simple interaction between citizens and governments are supported.
Stage 3: Transaction
Services enabling transactions between citizens and government are supported.
Stage 4: Integration
Integration of services across the agencies and departments of government are put in place. Howard (2001) Phase 1: Publish Information about government activities is available online.
Phase 2: Interact
Enables citizens to have simple interactions through emails with their governments.
Phase 3: Transact
Provides citizens with full transaction benefits over the internet with services such as purchasing licenses and permits. West (2004) Phase 1: Government websites (usually static at this stage) are used for information display. Government website develops into a system-wide political transformation, with executable and integrated on-line services. Customised information service is available.
Gartner"s group model in Baum & Maio (2000) Phase 1: Web presence Government uses the web to provide basic information.
Phase 2: Interaction
Government provides a website equipped with search engines, documents downloading capability and emails. Phase 3: Transaction Citizens can carry out enhanced online transactions.
Phase 4: Transformation
All government services and processes are integrated, unified and personalised.
Deloitte & Touche (2001)
Phase 1: Information Publishing Government creates websites (static) to provide information to its citizens.
Phase 2: Official two-way Transactions Enables customers to have electronic interaction with government services such as television licenses renewal.
Phase 3: Multi-purpose portals
Enables customers to obtain government services and information from a single point.
Phase 4: Portal personalisation
Government provides customers and its agencies with opportunities to customise portals according to their needs. Phase 5: Clustering of common services All government services and processes are clustered so as to provide unified and seamless services to citizens.
Phase 6: Full integration and enterprise transformation
Government changes its structure to enable the provision of more sophisticated, integrated and personalised services to its citizens.
UN Public Administration Programme (2010)
Phase 1: Emerging Government provides information and basic services on its web site.
Phase 2: Enhanced
Government websites deliver enhance done-way or simple two-way communication between government and citizens through the use of downloadable forms. Phase 3: Transactional Government websites use advanced two-way communication between government and its citizens. The websites process transactions such as e-voting, filling of taxes, and licenses and certificate applications. Phase 4: Connected Government websites change the way it communicates with citizens; they are proactive in requesting opinions and information from their citizens; they create and "empower" citizens with more voice indecision making. Source: (Ifinedo & Singh, 2011) Organisations make greater use of information to increase their efficiency, to stimulate innovation and to increase their effectiveness and competitive position, often through improvements in the quality of the goods and services that they produce. There is also a trend towards the development of more information-intensive organisations that add greater amounts of value and thus benefit a country"s overall economy. More intensive use of Information It is possible to identify greater use of information among the general public. People use information more intensively in their activities as consumers: to inform their choices between different products, to explore their entitlements to public services, and to take greater control over their own lives. They also use information as citizens to exercise their civil rights and responsibilities. In addition, information systems are being developed that will greatly extend public access to educational and cultural provision. Development of an information sector within the economy
The function of the information sector is to satisfy the general demand for information facilities and services. A significant part of the sector is concerned with the technological infrastructure, the networks of telecommunications and computers. Increasingly, however, the necessity is also being recognised to develop the industry generating the information that flows around the networks: the information-content providers. In nearly all information societies, this information sector is growing much faster than the overall economy. The International Telecommunications Union (ITU) estimates that, in 1994, the global information sector grew by over 5% while the overall world economy grew by less than 3%. 
