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Information security is an important part of national security. Along with the 
centralization of tax system data are realizing, the website and tax online based on the 
Internet are developed rapidly, the tax information system covers all aspects of the tax 
collection and management, plurality of collect taxes methods make cross-sectional 
lateral communication be increased，information security risk of the tax system is 
increasing constantly, information security has aroused great attention of the tax 
authorities at all levels. Information security is not only related to the normal the 
taxation administration business, but also affect the tax system tax service level and 
the tax department image directly. 
The tax network system is the physical basis of tax information system, 
Protection of network system safety is the key of tax information system display its 
potency. Network structure of tax system includes the production of stem network and 
internal node network, tax activities access system through the tax system terminal. In 
addition, tax business can also facing the society with the public network into the 
system in order to realize tax services.  
The construction supervision of the special use monitoring network system and 
monitoring network operation management system is necessary from this network 
structure view. Therefore, tax regulatory modernization and information construction 
is still an arduous task and the information construction important new field for the 
information security industry has opened up new market prospects. 
The research is based on security protection model with the various technical 
support used by network and information security protection system, we’ll discuss a 
set of suitable tax information security guarantee system based on tax security 
protection system through in-depth analysis of various kinds of network security and 
information security risk as the final goal and the solutions. 
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