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Abstract 
A critical issue in Wimax network where the data can hack by the person, and hence we add a novel encryption 
mechanism to protect the data transfer from client to server and vice versa. We present a Queuing model of an client 
and server that uses for bulk arrival service. The arrivals of data requests are assumed to markov Poisson distributed 
process (MPDP) and the events are considered in the server for process sharing. We obtain the parameter of service 
rate, Arrival rate, expected waiting time and expected busy period. The total number of packets request are processed, 
there is no time limited to arrivals, while compared to m/m/1 model our model m/m(1,b)/1 is more efficient to find 
response and request time in between client and server. We also derive the expression for the data value of threshold. 
In addition to that we perform simulation model has been validated through Java programming. 
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1. Introduction 
Client-Server System are becoming increasingly common in the world today as users move to 
networks of distributed, interacting computer through internet. This process of work demands new Novel 
encryption mechanism to protect the data transfer from client to server and vice versa. The more complex 
solvers in parameters like inter arrival and service time, expected waiting time and expected busy period. 
An analytical model was presented in [3] to analyze the system performance in terms of distribution 
data time capacity and data services delay while data transaction in between client and server. This 
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facilitates the integration of both hardware and software aspects of the system behavior in the improved 
model. 
The user gets much benefit in sharing data packets through wireless devices (Wimax) in intranet 
access to find the performance modeling in between the client and server using markov models of bulk 
service rule. 
In, some of the models are congested in the data packets in arrival as well as service period. The model 
like m/m/1 found a services description can predict server performance quite well.  
In our model is a very simple model like M/M/(1,b)/1 using queuing models, in bulk arrival of data 
requests, will  predict the inter arrival and inter service in between server and client. In this model, the 
performance is quite possible to work in all aspects. 
In addition to that, here we can add security features while transmitting the data in between client and 
server. A novel encryption mechanism will be used to protect the data from hackers while transaction the 
data from client to server and vice versa.  
In this paper we have derived a model of the File server [1] which includes a processor sharing node to 
one system to another. The inter arrival and service process in between server and clients is assumed with 
the help of MPDP. The MMPP are commonly used to represent busy arrival traffic to communication 
system [9], but we use MPDP to find the average arrival rate and service rate. Both are considered in the 
distribution data process. The average arrival rate and service rule is assumed to the mean value. 
2. Performance Modelling  
The average service time and the maximum number of jobs are parameters that can be determined 
through a minimum likelihood estimation,[10]. After completing the Markovian Poisson distribution 
process we had found the root of specification in between the expected waiting time and busy period.  By 
simulating the system, we are able to obtain the server and client performance measures such as request 
and response time in the wireless device (Wimax) probability. We prefer the validation environments 
provided in a server and client connected through via Wimax. The solution shown in the model can 
predict the performance measures in both lighter data packet and overloaded data packets. 
3. Client Server   Model 
Wireless data transition device, it allows a higher data rates over larger distances, efficient use of 
bandwidth, and avoids interference almost at minimum [11]. 
We model the File server and clients as shown in fig 1 using markovian model in bulk service rule of 
M/M (1,b)/1. M/M(1,b)/1 clients get much benefit when compared to M/M/1/ Queuing model, while 
using M/M/(1,b)/1 bulk service rule, client request are to taken bulk service rule, client requests are taken 
to server for service in a bulk(more than one), not one by one. A waiting time in queue is abridged, and 
clients don‟t need to wait for long in a queue to get services. Similarly a model of an M/M/1 bulk queue 
with service rate dependent on the batch size is developed. [12] . 
 
4. Queuing Petri nets 
We use the Queuing petrinets tools in between client and server, while transaction the data packet, it 
will deposit in PLACE (graphical tool) after the packets are release one by one . So, there is no traffic 
arrival and service on data transaction in between client and server, vice versa. 
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Fig 1. Client server model connected with ‟N‟ number of clients with server & Model for Queuing Petri net 
 
The tokens, when fired into place, by any of its input transition, are inserted into the queue of clients. 
The tokens of packets in the queue are all deposit for output transition to the server. After completion of 
its service, a token of packet is immediately moved to the wireless devices to the server, from depository 
place [13] 
5. Encryption Technique 
5.1. Cryptography: 
In cryptography the structure of the message is scrambled to make it meaningless and intelligible 
unless the decryption key is available. I make no attempt to disguise or hide the encoded message. [17] 
Basically, cryptography offers the ability of transmitting information between client and server in the way 
that prevents from third party hacking. Cryptography can also provide authentication for verifying the 
identity of someone or something. 
5.2. Steganography: 
In contrast, Steganography as shown in fig 5 does not alter the structure of the secret message, but 
hides it inside a cover-image so that it cannot be seen [19]. A message in cipher text, for instance, might 
arouse suspicion on the part of the recipient while an invisible message created with Steganography 
methods will not. [18] 
Cryptography as shown in fig 3 hides the content of the secret message from malicious people, 
whereas Steganography even conceals the existence of the message.[19]. 
 
 
 
 
 
 
 
 
       
            Fig 2. Basic Cryptography model                  
                                                                                                                              Fig 3. Basic Steganography Model 
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6. Proposed Novel Encryption Scheme 
In this paper, we discussed a novel encryption mechanism which deals a message is transformed into a 
binary image which cannot be identified as a cipher text or stego object.  This scheme is very much useful 
for transmitting a confidential data from client and server and vice versa. It is very much useful for 
authentication purpose also. 
 
 
 
 
 
Fig 4. Encryption model &   Decryption model 
 
 
Table 1 
 
Comparison between Cryptography, Steganography and novel encryption [19] 
 
Cryptography Steganography Novel Encryption 
Known message passing Unknown message passing Unknown message passing 
Common technology Little known technology Novel technology 
Key required Key Required Key not required 
Most algorithms known to 
government departments 
Technology still being developed 
for certain formats Technology is no where used 
Strong algorithms are currently 
resistant brute force attack. Once detected message is known Detection is impossible 
High expensive computing power 
required for cracking. 
Small expensive computing power 
required for cracking. Not possible for cracking 
Technology increase reduces 
strength 
Technology increase reduces 
strength No technology is available. 
Only Text formats are available Many carrier formats Image Carrier is used here. 
 
The novel encryption scheme is very useful when we transmit the information from client to server and 
vice versa.  In between anybody crack or hack the file information, they don‟t understand what is the 
message was provided, because it is available in the cipher image like an ECG diagram.  The image is 
stored in the format of JPEG which is the most commonly used format on the internet and mail 
attachments because of its compressed by default nature.   
 
In this algorithm, we don‟t need a key like cryptography and Steganography, without a key this 
algorithm works.  There is no need to send the key to the receiver or any others who receives the 
message.  From this we save a time on sending the key through another separate channel.  Overall this 
will improve the security of the data.  So we achieve the confidentiality, authenticity, integrity and non – 
repudiation. 
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                               Fig 5. Novel Encryption & Decryption Block diagram with a user and client 
 
The service can handle at the most „N‟ request at a time. A request will be blocked if the number „N‟ 
has been reached. [13] .The λ is the rate of completed request   and response µ i.e average response of 
time „T‟ probability are performance measures which will be provided in the simulation using java 
programming. 
7. EXPERIMENTAL RESULTS: 
We proceed with the following parameters for consider in mean value, root of specification, average of 
request and average of response time. 
The parameters are given below for experimental results   
1. MPDP Parameter 
We calculate using λ/ µ, to find the average response and request time. 
2. Root of specification 
The threshold value of Root of specification lies between 0and 1 
3. Inter arrival time 
It is the time taken between client and server (i.e request) 
4. Inter service time 
It is the time taken between server and client (i.e response) 
(i) Probability that the server is idle 
= =     , 
 
(ii) Probability that the server is busy and n units in the system 
, n=0,1,2,.. 
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v(t)=  
 
(iv)Expected Waiting Time Density 
E(T)=  
 
(v)Expected Busy Period 
 
E(B)=  
 
From the above formulas we are calculating the Performance of Client-Server model  
 
5. Expected waiting time density 
 
 
6. Expected Busy Period 
 
From the above algorithm we are calculating the data packets values in between client and server vice-
versa. These equations are all considered in the markov algorithm.    
 
Markov Algorithm: 
A Markov algorithm is a string rewriting system that uses, grammar like rules to operate on strings of 
symbols. Markov algorithm have been shown to turing complete, which means that they are suitable as a 
general model of computation and can represent any mathematical expression from its simple notation. 
7.1. Performance Measures: 
We consider the validation measurements used single server computer and multi client computer 
which are connected through 100mbps. The server is Intel® core Duo Processor, 2.0 GHZ, 2MB L2 
cache memory, 1GB DDR2 RAM, 160GB Serial ATA 7200RPM Hard Disk. The computer representing 
the client is a processor of 2.99GHZ, RAM- 1GB. Both server and client computers were connected 
through windows XP and windows server 2003 operating system.   
We use different hardware configuration in between client and server. Maximum users access the data 
from server to client .We proceed with the following performance measures to the average of request and 
response time, root of specification, and inter arrival and service time, expected waiting time and busy 
period. The request time is the time difference in response time. i.e. the data request to server and the 
server response data to the client. The average response and request time is calculated using Markov 
Poisson distribution process (MPDP). After measuring the request and response time it is forwarded to 
the root of specification. This will be provided to the expected waiting time and busy period. Similarly, 
with the measures of root of specification, we can include these values to the waiting time and busy 
periods measurements. The model of M/M/1 and M/M (1, b)/1 are client and server through wireless 
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devices. [13].The results of the performance modeling is done in the java program.  A TCP/IP connection 
is timed out at the client computer (request) when it will take a long time to the server to return 
(acknowledge).[14].The number of systems „N‟ is the model, we use the some parameter that were found. 
[15]. Where a similar model was used with MPDP arrivals instead of MMPP arrivals. The same 
parameter, where it is not new parameter has been obtained in the models [16]. This model will be a 
correct solution measure. We can use this parameter for future devices 
7.2. Simulation Model: 
We considered performance modeling in wireless device like WIMAX Data transition. We perform the 
simulation for Data Transaction in between Client and Server. 
Simulation results are obtained for various scenarios by varying the number of nodes and threshold 
number of packets per node in a network data transaction. Simulation results clearly show that there exists 
trade-offs between the server and data service [17]. And also the results show that the average of number 
of packets. 
7.3. Empirical Time-Analysis  
The times taken by the Cayley-Purser and RSA algorithms (using a modulus n of the order 10200) to 
encipher single and multiple copies of the Desiderata (1769 characters) by Max Ehrman are given in the 
following tables along with the times taken by both algorithms to decipher the corresponding cipher text 
showed in table 4. 
Table 3: Comparison of Running TimeRSA, Cayley-Purser and Novel Encryption method 
Running Time (Seconds) Message = 1769 characters 
Trial No. 1 2 3 Average 
RSA encipher 41.94 42.1 41.78 41.94 
RSA decipher 40.99 41.009 41.019 41.009 
C-P encipher 1.893 1.872 1.893 1.886 
C-P decipher 1.502 1.492 1.492 1.4953 
Novel Encryption Algorithm .34 .34 .33 .34 
From this table 4, we identified that our novel encryption algorithm showed minimum of running time for 
an encryption as well as decryption function. 
8. RESULTS AND DISCUSSION: 
In this experiment we measure the performance modeling using bulk service rule by simulation with 
java program. The values are measured in the client and server with different configurations and also 
operating system. The value with corresponding measurement shows the average response and request 
time. Irrespective of number of request each configurations are having constant threshold for root of 
specification value measured in request and response time rate in M/M/(1,b)/1 model. The request time 
and response time is calculated in different configuration using M/M/(1,b)/1. This way of finding the 
value is given result when compared to M/M/1 model. 
 
Queueing model M/M/1 M/M(1,b)/1 
Wireless Device WIMAX WIMAX 
Request 0.07907 sec 0.07907 sec 
Response 0.095877 sec 0.95877 sec 
Root of Specification 0.08247 0.08552 
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Expected waiting time E(T) 0.09306 0.08552 sec 
Expected Busy period E(B) 1.13675 sec 1.12906 sec 
 
Table 5:. Comparison statement value for M/M/1 and M/M(1,b)/1 queuing model . has been done with 
help of bulk service rule. The queuing model of M/M/1 and M/M(1,b)/1 consider with 100mbps 
bandwidth. 
9. Conclusion: 
In this work, we have proposed a new Novel Encryption scheme, which achieve a strong encryption 
mechanism to protect the data while transfer from client to server and vice versa. We have obtained the 
client and server performance valid such as average of request and response time and also the expected 
waiting time and busy period. It has been found the value in comparison of M/M/1 and M/M (1, b)/1. 
Finally, we have found in M/M (1, b)/1 is a better implementation for better performance to fit in the 
server and client. 
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