This study evaluated whether the content of the contracts for the provision of IT services platforms in Computer Cloud (PaaS) of some suppliers is adequate to ensure the good practices of an offer and use these services by vendors and clients. To can be auditable, the services agreements must comply with the recommendations and standards of the regulatory bodies and these must clearly be being in their contracts. Through a literature review, this study analyzed the established standards and recommendations under consideration by groups of normative research of the cloud environment. After, we conducted a study about the contractual clauses for the provision of IT services platforms in Cloud for some wellknown suppliers that divulge their contracts on the web. A comparison between the recommendations and the terms of these contracts demonstrates there is still a lot to improve this relationship to provide compliance to safety auditability between both parties.
INTROCUCTION
The contracting of services under the modality Cloud Computing (CC) is a tendency of growing in the market and has been several discussions about the security and auditability about this in recent times (Zhu, Hu, Ahn, & Yau, 2012) .
Several IT companies promise advantages in a use of these services such as decrease customer costs in exchange for more advanced and specialized technologies. This proposal can be attractive and advantageous for both parties, because the customers in delegating the IT infrastructure maintenance tasks to highly skilled companies, can focusing their efforts on their end activity. Therefore, the suppliers can provide better services for their clients increase your receipts and consolidating their business Cloud Computing (Chen, Paxson, & Katz, 2010a) .
However, several issues related to security and quality of service provision has raised discussions in academia and reflections in the business community about the risks involved in adopting this model of service at this time. One concern in this regard relates to the establishment of a formal trust relationship between contractors and providers of this service by establishing Service Level Agreements (SLA) and the feasibility of audits to verify the delivery of these services. To make viable this idea is must create ways of verifying these clauses so that contractors and entrepreneurs can control and monitoring their contracts (M. Kanchana, Sk. Nazar Hussain, Kumar, & Praveen, 2013) .
This article makes an analysis of the cloud provider contracts applied in this moment and checks if they are aligned with the regulators entities norms and safety recommendations in their clauses.
THE LITERATURE REVIEW
The research was conducted to know the rules and recommendations published by institutions involved in regulating the CC area. The study included the following topics: Standards and recommendations for CC; and relevant metrics and measures related to the CC.
The following entities that publish and conduct study groups in CC were considered. We selected the entities by criteria of a significant number of publications and relevance regarding the technical norms: 
THE CLOUD COMPUTING ENVIRONMENT
Cloud Computing (CC) are deposits of virtualized IT resources readily usable and accessible, in which the vendor warranties of use and quality of use of these services and the user is tariffed only for what you use.
The service provider supplies the customer's computing resources disengaging it from the purchase and maintenance of IT infrastructure (Mell & Grance, 2011) .
CC is a service model where the premise is providing all kinds of processing information systems and technological applications, through the provision of infrastructure and data storage over the internet, based mainly on the user's consumption needs (Buyya, Broberg, & Goscinski, 2011) . 
THE STANDARDS AND RECOMMENDATIONS
Currently, several agencies are working to develop specific safety standards for cloud computing, taking these surveys for a large number of areas including auditing, applications, encryption, governance, network security, risk management, storage and virtualization. Through literature review, we identified some entities that develop relevant studies on the establishment of standards, procedures and recommendations through their research work groups in CC. Table 1 
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On The CC environment, one of the challenges is to develop mutual auditing templates for agreements management (SLAs), so that may be established a trust between the partners, thus consolidating the use of this environment through a formal relationship, involving relevant legal responsibilities (Chen, Paxson, & Katz, 2010b) After analyzing the entities that conduct studies within the framework of rules and procedures in CC, there is a series of standards and recommendations proposed to become the safest CC environment and proposes to serve to support service contracts through clauses SLA.
Notes a greater standardization between entities regarding metrics and principles adopted for the SLA agreements. Some bodies develop joint studies to establish standards and regulations for the CC environment.
In general, the recommendations are based on processes considered "best practices" adopted in traditional IT environment and SI being adapted the specifics of the CC environment.
The analysis of these norms and recommendations demonstrates the follows areas of interest: Technical security mechanisms, safety guidelines recommendations, establish specific metrics for measuring performances of safety and compliance.
THE CONTRACTUAL TERMS OF SOME PAAS SUPPLIERS
The supply contracts by the selected companies (Amazon, Azure, IBM and Google) were listed the main clauses and metrics involved in SLA agreements by a corporation, as shown in Table 2 .
ENTITY REFERENCE PUBLICATIONS CLAUSES APPROACHED IN SLAS CONTRACTS

AWSAmazon Web Service
Amazon (Myerson, 2013) Forms of consulting contracts and helpdesk uses; specification about charging services; data security modes involving isolation, users identify; disposed of possible logs available.
Google App Engine
Google Compute Engine Service Level Agreement SLA (Cloud, 2014) . Google Cloud Platform Terms (Google Cloud Platform, 2015) Only clauses about uses and compensations in case of services unavailable. Most of the provisions services (SLAs) are related to loading conditions and service availability. In most contracts, to deal with the availability services are referenced through metrics that represent the performance and availability of each of the services listed in a period of 30 days. Each service has its calculation formula.
The focus of the major terms in the SLA contracts of suppliers refer to commercial clauses of use like prices for the services. Some of these clauses establishing rates and payment punishment in defaults rate cases.
The other content of the terms refers to the availability services. All the providers, in their contracts, offer pledge a compensation for unavailability of any service through a corresponding time credit in minutes to deduce from the next bill.
Another fact verified refers to the lack of a standardization of common nomenclatures by contractual arrangements between companies and for the metrics used in contracts by the providers themselves. In this way, each supplier has its proprietary metrics. The SLAs provided by suppliers only dealing with legal terms involving financial issues such as payments, deadlines and responsibilities for such by the contracting client.
THE SUPPLIERS AUTHORIZATIONS FOR VERIFY THE COMPLIANCE
Regarding 
CONCLUSIONS
This study allowed us to examine the compliance of provider CC contracts from the perspective of what is required to ensure an auditability environment and how it can guarantee by contractual clauses (SLAs).
From regulators entities, note that the primary concern is the safety of the CC environment and the users' operations involved in the cloud. In this sense, the providers of IT services in cloud publish some guides, but their observance does not is mentioned in contracts clauses.
Regarding regulatory bodies, it is clear that these are developing in-depth studies, but many of them are not consolidated yet. Many of the proposed standards are still in development or under review.
On the other hand, from the perspective of CC providers, the primary focus is the commercial, as shown by the clauses dealing with billing services and regarding the issue of availability of the environment. On the latter, some compensation given to the client for a possible unavailability of the environment is through discounts on future rates over the coming months.
For aspects of confidentiality and integrity, some vendors omit or do not address explicitly and transparent forms of verification and the implications that providers are subject. Another fact that stands out is how to monitor services, often through use of metrics and measurement tools imposed by CC own service providers.
The omission in some security requirements in SLA agreements proposed by providers leads to the conclusion that is not possible to offer guarantees about the safety and the quality of services explicitly in the contracts.
There is still a need for many studies and work to develop for improving relationships between the suppliers and customers in this scope, clearly defining the issues surrounding security and normative uses in the business relationship through in the formal contracts to allow audits.
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