ABSTRACT High dynamic range (HDR) imaging technique has received much attentions in the recent years for its abundant details and wide dynamic range of luminance. In order to display HDR images on low dynamic range display devices, tone mapping (TM) process is required. However, the TM can be deemed as an inevitable attack in the field of HDR image copyright protection. In this paper, a highly robust HDR image watermarking algorithm based on Tucker decomposition is proposed. Firstly, Tucker decomposition is carried out on HDR color image to obtain the first feature map of the core tensor, which contains most of the energies in the HDR host image. Then, a Auto-Regressive prediction method is used to establish a local correlation model of the first feature map, so that watermark can be embedded in the first feature map according to the prediction result and its true value. Furthermore, a low-complexity luminance masking approach is designed based on modified specular free map to exclude the areas not suitable for watermark embedding, and an embedding intensity selection strategy is used to balance the imperceptibility and robustness of the watermark. The experimental results show that the proposed algorithm is robust against existing TM attacks while keeping better image imperceptibility and embedding capacity.
I. INTRODUCTION
With the wide applications of high dynamic range (HDR) imaging technology [1] - [3] in the field of consumer electronics, video production, virtual reality, remote sensing, medical detection, HDR image copyright protection has also received increasing attentions. In contrast to the traditional low dynamic range (LDR) images, the dynamic range of HDR images can generally reach or exceed 9 orders of magnitude [4] , which can not only improve the accuracy of scene brightness information to a certain extent, but also bring abundant color details and renditions of shading gradations. HDR imaging technology commonly employs floating-point type numbers to represent and store HDR images [5] . Since the existing LDR display devices have a much more limited dynamic range, tone mapping (TM) [6] process is required if HDR images with rich details are to be displayed on an LDR display device. However, for copyright protection
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of HDR images, the TM process is undoubtedly a unique and inevitable form of attack. Additionally, TM is a nonlinear mapping process, HDR images with watermark exhibit different robustness in different luminance areas after TM processing. Although traditional LDR image watermarking technology is maturing [7] , considering the characteristics of HDR images and the nonlinear characteristics of TM attacks, the traditional watermarking methods are difficult to achieve better performance if simply transplanted to HDR images. Therefore, it is important to design robust HDR image watermarking algorithm against TM attacks.
Currently, there are two main categories of HDR image watermarking technology depending on their different purposes: The first is fragile watermarking, which pays more attention to invisibility and embedding capacity, and often embeds watermark in spatial domain of the images. Yu et al. [8] , Wang et al. [9] and Chang et al. [10] , [11] employed the exponential channel of HDR image with RGBE storage format to realize the lossless watermark embedding. Cheng et al. [12] and Li et al. [13] combined the least VOLUME 7, 2019 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ significant bit (LSB) approach to embed the watermark in HDR image with RGBE format or LogLuv (TIFF) format, respectively. Lin et al. [14] used the 10-digit mantissa in OpenEXR format to convey secret information. The other is robust watermarking, which considers the content characteristics of HDR images itself, and usually embeds the watermark in transform domain of the image. Guerrini et al. [15] designed a visual perceptual mask based on luminance, texture and edge information to enhance the imperceptibility, and employed the quantization index modulation (QIM) technique to embed the watermark in the low-frequency-band of the discrete wavelet transformation (DWT) domain with the kurtosis as features. Furthermore, the algorithm was tested on 15 HDR images with 7 TM attacks, and achieved better imperceptibility, but the average bit error rate (BER) reached 29%. Xue et al. [16] proposed two different schemes, one in which employed the µ-law to characterize a general TM, and applied it to HDR image to derive an LDR representation where the watermark can be embedded, the other in which applied bilateral filtering to HDR images to obtain the detail part where watermark can be embedded. Both of the schemes employed spread-spectrum approach to insert the watermark into DWT domain, and achieved better performance in imperceptibility according to a limited set of test images, but the robustness was still poor. Wu et al. [17] embedded watermark into discrete cosine transform (DCT) domain of LDR images processed by a special TM for HDR images, thus the algorithm was only robust for the pre-determined TM attack. Solachidis et al. [18] proposed that the original HDR image was decomposed into a set of LDR images with different exposure by means of a bracketing process, and the watermark was embedded into DWT domain of the image sequence. However, even though the idea of several times embedding resulted in a better robustness, it also brought a poor imperceptibility at the same time. Then at the same year, Solachidis et al. [19] employed wavelet transform in Just Noticeable Difference (JND)-scaled space of the original HDR image as the embedding domain, and employed the contrast sensitivity function (CSF) to modulate the embedding intensity. This algorithm exhibited a better robustness against 7 TM attacks, but the embedding capacity was only 128 bit. Maiorana et al. [20] performed the logarithm, DWT, block and Radon DCT (RDCT) processing on luminance component of HDR images in turn, and then a QIM watermarking process was applied. The algorithm tested 15 HDR images under 6 TM attacks, which showed a better imperceptibility, but the average BER was about 20%. Anbarjafari et al. [21] combined the characteristics of DWT, chirp z-transform (CZT), QR-decomposition and singular value decomposition (SVD) to embed watermark, which exhibited a better robustness against 14 TM attacks, however, the watermark extraction was non-blind. Bai et al. [22] proposed a robust HDR image watermarking algorithm based on spatial activity, employed the non-subsampled contourlet transform (NSCT) and SVD to extract structural information of HDR images where the watermark can be embedded.
Furthermore, the hierarchical embedding intensity and hybrid perceptual mask was designed to optimize the robustness and imperceptibility. The algorithm performed a better robustness against 27 TM attacks. In summary, the existing robust HDR image watermarking algorithms have achieved some successes against a few TM attacks. But it still has the following inadequacies. One is that the traditional image processing method usually converts the high-dimension image data into vectors or matrices form by using DCT, DWT, RDWT, NSCT, SVD, etc., which not only causes too high dimension of data sample, but also destroys the internal structure of the data itself. The other is that the TM is a nonlinear mapping process, i.e. the image exhibits different robustness in different luminance areas after TM attack.
Considering that tensor not only can naturally represent high-dimension data, but also can effectively solve the problem of internal structure destructed in the traditional image processing method, a highly robust HDR image blind watermarking algorithm based on tensor decomposition [23] against TM attacks is proposed in this paper. Two major contributions of the paper are summarized as follows. (1) In order to avoid the quality degradation of watermarked image resulted from single channel embedding and inaccurate prediction, the HDR color image is first regarded as a third-order tensor, and Tucker decomposition is employed to obtain the first feature map of the core tensor, which has high stability and contains most of the energies in the HDR host image, and thus is selected as the carrier of watermark. Additionally, an Auto-Regressive (AR) [24] prediction method is used to establish a local correlation model of the first feature map to improve the prediction accuracy, so that watermark can be embedded in the first feature map according to the prediction result and its true value. (2) Considering the nonlinear characteristics of TM attacks, we refer the specularity removal technique in LDR image and design a low-complexity luminance masking approach based on the modified specular free (MSF) [25] to optimize the robustness of watermarking. Furthermore, in order to make the compromise between the imperceptibility and robustness, and to adaptively select embedding intensity for different HDR host images, an embedding intensity selection strategy is proposed.
The rest of the paper is organized as follows: in section 2, prior knowledge of the proposed algorithm in the implementation process are first introduced, and then the proposed HDR image watermarking algorithm based on Tucker decomposition is described in detail. The experimental results are illustrated in section 3 and finally, the conclusion of the paper is brought in section 4.
II. PROPOSED HDR IMAGE WATERMARKING ALGORITHM
In this paper, a highly robust HDR image watermarking algorithm is proposed, which takes advantage of the facts that tensor decomposition does not destroy the internal structure of data, and can effectively diffuse the embedded watermark into three channels of the HDR host images through its inverse operation, so that the robustness and imperceptibility of the watermark can be improved. Firstly, HDR color image is regarded as a third-order tensor, on which Tucker decomposition is carried out to obtain the first feature map of the core tensor that contains most energies of the host image. Then, a luminance mask is obtained with MSF map to determine the regions suitable for embedding watermark. Finally, a local correlation model is used to predicate the value of center pixel of each block of the first feature map, and the watermark is embedded in each block according to the real value of the center pixel and its predicted result, during which an embedding intensity selection strategy is adopted to balance the imperceptibility and robustness.
A. TUCKER DECOMPOSITION FOR HDR IMAGE
For high-dimensional data, the classical data processing method is to convert it into vectors or matrices, which will lead to high dimension of data samples and destroy the structure of data. However, tensor decomposition can effectively overcome these problems. Currently, there are two commonly used factored forms of tensor decomposition. The first is the canonical polyadic (CP) decomposition which represents a tensor as the weighted sum of finite rank-one tensors. The second is Tucker decomposition which is a high-order principal component analysis method and can decompose the original tensor into a product of the core tensor and a series of orthogonal matrices. Furthermore, the core tensor has a high stability and retains the mainly information in the original tensor.
In tensor algebra, for any tensor A ∈ R I 1 ×I 2 ×···×I n , it can be decomposed into n-mode product by Tucker decomposition. The original tensor A and the core tensor B satisfy the following relationships:
where I 1 , . . ., and I n represent the number of elements in each dimension, U (i) is the orthogonal matrix, the superscript T represents matrix transposition. In this paper, the HDR color image with three dimensional data is transformed by using Tucker decomposition along the RGB channels. The first feature map is selected as the watermark embedding carrier, because it covers the major energies of the HDR host image, and it is easy to diffuse the embedded watermark into three RGB channels of the watermarked image with inverse Tucker decomposition. Thus, the robustness of watermark is improved and the correlation of the multidimensional data is preserved. The steps of obtaining the first feature map of core tensor are described as follows:
Step1: Regard an HDR color image with RGB channels as a third-order tensor, i.e. A ∈ R I 1 ×I 2 ×I 3 , where the I 1 , I 2 and I 3 represent the height, width and color information of the image, respectively, then expand it along the ith dimension to obtain the expansion matrix A (i) (i = 1, 2, 3).
Step2: Perform SVD on the expansion matrix A (i) to obtain the orthogonal matrix U (i) .
Step3: Construct the core tensor B with the orthogonal matrix of mode-3 U (3) and the original tensor A according to Eq.(1). Thus the first feature map Q 1 of core tensor is obtained, where Q 1 , Q 2 and Q 3 denote the first, second and third feature maps, respectively.
and ||Q 1 || ≥ ||Q 2 || ≥ ||Q 3 ||, and symbol || · || is the F-norm.
B. LOCAL CORRELATION MODEL BASED ON AR PREDICTION METHOD
AR prediction is an effective statistical method for time-series and is widely applied to various areas of forecasting such as signal processing, state estimation, pattern recognition, etc. It achieves the goal of error ε minimization by maximizing Bayesian conditional probability between input point and its adjacent points. Furthermore, it shows higher accuracy compared with conventional 4 or 8 neighborhood prediction methods. In this paper, to solve the problem of imperceptibility reduction caused by inaccurate prediction in subsequent watermark embedding process to some extent, AR prediction is used to establish the local correlation between the center pixel A i,j of a block and its adjacent pixels A i+m,j+n of the first feature map of the core tensor, and the AR coefficients are denoted as the local correlation model of the image. Before watermark embedding of an HDR image, the AR model of the host image needs to be trained with the image's coefficients of the first feature map Q 1 . Meanwhile, the model is delivered as the secret Key2 to improve the accuracy and security of watermark extraction. The AR model is denoted by
where m and n are not simultaneously 0, A i,j denotes the pixel value of the location (i, j) in the first feature map, k denotes the extent of the neighborhood used for predicting A i,j and it is set to 2 in this paper, therefore, there are total 24 AR coefficients used as the secret Key2. ε is the error term, α m,n denotes the AR coefficient of corresponding location and reflects the correlation between A i,j and its adjacent pixels A i+m,j+n .
C. LUMINANCE MASK
Through analyzing global TM operators, the mapping function can be approximately represented as shown in Figure 1 , where the horizontal axis represents the dynamic range of HDR image, i.e. d ∈ [0, 9], and the vertical axis represents the normalized pixel value of tone-mapped image, i.e. P ∈ [0, 1]. Obviously, this is a nonlinear mapping process, with the increase of dynamic range, the slope decreases obviously.
Although the existing TMs also include local TM operator that adjusts mapping parameters according to local information of HDR image, considering that the goal of all TMs is to compress the dynamic range of HDR images, it is a reasonable hypothesis that pixel values in different luminance areas of an HDR image have different compression ratios for both global and local TM operators. From the curve such as shown in Figure 1 , the nonlinear characteristics of TMs will cause the orders of magnitude fluctuating for values of different luminance areas. This will lead to different robustness in different luminance areas for watermarked HDR images, i.e. the watermark in low-luminance areas increases with enlarging pixel values of images, while the watermark in high-luminance areas decreases or even loses with compressing pixel values of images. Therefore, to solve the problem of poor robustness in high-luminance areas, a MSF based low-complexity luminance masking approach is designed to exclude the areas not suitable for embedding watermark. The mask extraction is as follows:
Step1: Calculate the specular-free (SF) image for the HDR image.
Step2: Obtain the MSF image by adding the mean of the minimum value of the three RGB channels of the host image to the SF image.
Step3: Calculate the difference image between the host image and MSF image by using Eq. (5). Then binarization is performed by using Eq. (6).
Step4: Finally, down-sampling and morphological processing are performed in accordance with the size of block to obtain the luminance mask.
In the above formulas, c ∈ {r, g, b}, I c (x, y) is the value of the c color channel at location (x, y) of the host image, I min (x, y) = min I r (x, y), I g (x, y), I b (x, y) . I min is the mean of the minimum value I min (x, y). th is a threshold that is found for each image by Nobuyuki Otsu (OTSU) method.Mask represents the luminance mask for high-luminance areas.
FIGURE 2. HDR host image and its luminance mask.
For ease of observation, Figure 2 shows an HDR host image and its luminance mask obtained by the proposed luminance masking approach, wherein the black areas represent the high-luminance areas which are not suitable for watermark embedding, and only the white areas are selected as the carrier in this paper.
D. EMBEDDING INTENSITY SELECTION STRATEGY
Under the premise of a certain embedding capacity, in order to adaptively select the optimal embedding intensity for different HDR host images so as to make balance between robustness and imperceptibility of watermark, an embedding intensity selection strategy is proposed as shown in Figure 3 . Firstly, the watermarked HDR images with respect to different embedding intensities are obtained by using the proposed watermarking algorithm. Then, the imperceptibility index (i.e. visible difference predictor (VDP)) and the robustness against several typical TM attacks (i.e. BER) under each embedding intensity are calculated. Finally, the function f T is calculated according to Eq. (7), and the intensity T corresponding to max(f T ) is taken as the optimal embedding intensity for the host image.
where BCR T ,i = 100-BER T ,i , VDP T denotes the objective quality evaluation index under embedding intensity T , BER T ,i represents the bit error rate (%) of extraction under the ith attack type when the embedding intensity is T . The range of VDP and BCR (%) are from 0 to 100. The initial value of the intensity T is 0.5, the decrementing step is 0.01, and the attack types chosen for the selection strategy include five commonly used TMs, that is, Drago, Durand, Fattal, PattanaikVisual and ReinhardDevlin TM operators which come from the HDR Toolbox for Matlab [26] .
Taking the HDR host image in Figure 2 (a) as an example, Figure 4 shows the variation curves of VDP, average BCR (processed by the 5 TM attacks) and the function f T under different embedding intensity for this image. It can be found from Figure 4 that f T takes the maximum value when T is equal to 0.05. Thus, 0.05 is taken as the optimal embedding intensity for this host image. 
E. PROPOSED HDR IMAGE WATERMARKING ALGORITHM
Based on Tucker decomposition, local correlation model, luminance mask and embedding intensity selection strategy discussed above, we proposed a new watermarking algorithm for HDR color images against TM attacks. Firstly, HDR host image is processed with Tucker decomposition, and the first feature map Q 1 is obtained. Then, the local correlation model based on the auto-regressive prediction method is constructed for the first feature map. Finally, watermark is adaptively embedded by using the luminance mask and the optimal embedding intensity according to the real and predicated values of center pixel of blocks of the first feature map. The watermark extraction is the reverse of the watermark embedding. The flowchart of the embedding process is illustrated in Figure 5 , and the steps with more details are as follows:
Step1: The HDR host image is processed with Tucker decomposition so that the first feature map Q 1 is obtained, which will then be divided into a number of N × N nonoverlapping blocks.
Step2: For each N × N block, determine whether it is suitable for watermark embedding by using the luminance mask which is used as Key1. If it is, Step3 is performed, otherwise, judge the next block until all blocks have been processed and then go to Step4.
Step3: Use Eq. (8) to embed the watermark, where A t represents the real value of the center pixel of the block, while A p is the value of the center pixel predicted with the local correlation model (Key2) using its adjacent pixels, T is the optimal embedding intensity obtained with the embedding intensity selection strategy, w represents one bit watermark to be embedded, | · |, max(·) and sign(·) represent the absolute value, maximum value and sign value, respectively. After the watermark w is embedded, turn to Step2 to process the next block.
Step4: Perform the inverse Tucker decomposition to obtain the watermarked HDR image. Figure 6 gives flowchart of watermark extraction of the proposed algorithm, which consists of the following steps:
Step1: The watermarked image is processed with Tucker decomposition to obtain its first feature map Q 1 , which will be divided into a number of N × N non-overlapping blocks. Step2: For each N × N block, determine whether it is embedded with watermark according to Key1. If it is, then turn to Step3 to extract the embedded watermark; otherwise, judge the next block until all blocks have been processed and then turn to Step4.
Step3: Let A t and A p be the real value and predicted value of the center pixel of the block calculated using Key2, the watermark embedded in the block can be extracted by using Eq. (9). Turn to Step2 to process the next block.
Step4: The entire watermark embedded in the HDR host image can be obtained by rearranging the extracted binary information.
III. EXPERIMENTAL RESULTS AND DISCUSSIONS
In order to validate the effectiveness of the proposed watermarking algorithm, 30 HDR images and 27 TM attacks are used in the test experiments. The HDR host images are selected from three sources: Greg Ward's website repository [27] , Image Gallery's website repository [28] and the TMQI database [29] . The 27 TMs are selected from the HDR Toolbox of Matlab [26] . The host images and TMs are listed in Table 1 and Table 2 , and Figure 7 shows all of the test images in which all images are tone-mapped using the TM 25 for visualization purposes.
Three factors including imperceptibility, embedding capacity and robustness are usually considered when evaluating the performance of watermarking algorithm. Peak signal-to-noise ratio (PSNR) is commonly used in LDR image watermarking algorithm as an evaluation indicators of imperceptibility. However, the maximum value of pixels of an HDR image is too large, which may lead to inaccurate PSNR calculation of the HDR image. Therefore, we analytically discuss the imperceptibility of the proposed algorithm by means of the signal to noise ratio (SNR), Structural Similarity (SSIM), and HDR-VDP-2.2 [30] . The VDP is an objective quality evaluation index specifically for HDR image, which is defined as
where i is the pixel index, D p denotes the noise-normalized difference between the f -th spatial frequency (f = 1 to F) band and o-th orientation (o = 1 to O) of the steerable pyramid for the host and watermarked images, e = 10 −5 is a constant to avoid singularities when D p is close to 0, I is the total number of pixels, and w f is the vector of per-band pooling weights. Additionally, to assess the robustness, the BER metric is selected, which is defined as
where N e and N t are the number of wrong extracted bits and the number of total watermark bits, respectively.
A. EMBEDDING CAPACITY AND IMPERCEPTIBILITY
Embedding capacity of the proposed algorithm mainly depends on the size of image block and the distribution ratio of ''0'' and ''1'' in the luminance mask. The block size N is set to 5 to ensure a certain embedding capacity in this paper. Table 3 shows the embedding payload and embedding ratio of the proposed algorithm with respect to each of the 30 test HDR host images. The average embedding payload and ratio of the 30 images are 47644bit and 0.0290bpp respectively, significantly higher than that of the most existing HDR image watermarking algorithms. Table 4 shows embedding payload, embedding ratio, SNR, SSIM, VDP, BER0 (no TM attack), BER1 (the average value of 27 TM attacks) of the 29th HDR host image when the block size is 3, 5 and 7, respectively. It is seen that the proposed algorithm is equally effective for other block sizes such as 3, 7, etc. In addition, the embedding capacity tends to decrease with the increase of block size, while the imperceptibility increases gradually. In order to show the imperceptibility of the proposed algorithm, Figure 8 ''10'', ''11'', ''17'' and ''27'' are only about 35dB, which is the lowest in Figure 8 . However, Figure 9 gives the partially enlarged view of these four HDR host images and their watermarked images. It is seen that human eyes still cannot perceive the obvious distortion from these four images. The above experimental results show that the imperceptibility of the proposed algorithm is satisfied.
B. ROBUSTNESS EVALUATION
In the proposed algorithm, the local correlation model and luminance mask are used to embed watermark in the first feature map of the core tensor of the host image, which not only can guarantee the imperceptibility of watermarked images, but also can avoid the problem of poor robustness in high-luminance areas. Moreover, embedding watermark in the first feature map can effectively disperse the watermark information into the three RGB channels of the host image, thus the robustness of watermark against TM attacks is improved. Figure 10 shows the average BER of each of the 30 images processed with the 27 TM attacks listed in Table 2 , respectively. The average BER over 30 watermarked HDR images under each of the 27 TM attacks is also given in Figure 11 . As can be seen from Figure 10 , different images have different robustness against TM attacks, mainly because these 30 test images have different specificities, such as content, size, dynamic range, etc. The average BER of the 30 watermarked HDR images is only 0.44% without TM attacks, and the average BER of the 30 watermarked HDR images attacked with different TMs is 7.13%. It is clear that the proposed algorithm is robust to TM attacks.
C. COMPARISON WITH OTHER WATERMARKING ALGORITHMS
In order to ensure rationality of the comparative experiment, the practicability, effectiveness of the algorithms, and whether the watermark extraction process is blind, etc. are considered. The proposed algorithm is compared with the Guerrini's algorithm [15] , Maiorana's algorithm [20] and Bai's algorithm [22] in terms of embedding capacity and robustness against different TM attacks. The test HDR images and TM attacks selected in this experiment are consistent with those in the comparative literatures. The comparison results are given in Table 5 and Table 6 , in which the bold indicates the best one.
From Table 5 and Table 6 , it can be seen that the embedding capacity of the proposed algorithm is about 15 times of that VOLUME 7, 2019 of Guerrini's and Maiorana's algorithms, and is equivalent to that of Bai's algorithm. In terms of robustness, although BERs of a few images of the proposed algorithm are higher than that of comparative algorithms, most of BERs are lower than that of the Guerrini's and Maiorana's algorithms.
Moreover, Table 7 shows the comparison results of comprehensive performance between the proposed algorithm and the comparative algorithms. It can be seen that compared with literature [15] and literature [20] , more test images and TM attacks are tested in the experiments, and the proposed algorithm achieves higher embedding capacity and better robustness.
IV. CONCLUSION
In this paper, a highly robust HDR image watermarking algorithm against TM attacks is proposed, which benefits from Tucker decomposition, local correlation model, luminance mask and embedding intensity selection strategy. Firstly, considering that the first feature map of the core tensor has good stability, and the watermark embedded in the first feature map can easily be spread to the three RGB channels of the HDR host image through inverse Tucker decomposition, the proposed algorithm embeds watermark based on Tucker decomposition, so as to avoid the damage of the internal structure of the data caused by embedding watermark into single channel of the host image, as well as to improve the robustness of watermark against different TM attacks. Furthermore, a lowcomplexity luminance masking approach and a local correlation model based on AR prediction are designed for further improving the robustness of the watermark and reducing the probability of poor imperceptibility caused by inaccurate prediction. Finally, an embedding intensity selection strategy is proposed to balance the imperceptibility and robustness.
The experimental results show that the proposed algorithm not only has good robustness against various different TM attacks, but also achieves good results in imperceptibility and embedding capacity. It is known that the effective use of human visual perception characteristics of an image is helpful to enhance the imperceptibility and robustness of the watermarking algorithm. But this work barely takes that into consideration because the human visual perception characteristics of HDR image is undoubtedly different from that of the LDR image. Thus in the future, how to mine the human visual perception characteristics of HDR image and apply it to digital watermarking technology of HDR image is a problem worth studying.
