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With the emergence and fast growing of smart mobile phones and mobile application business, 
the piracy of these new fashioned digital good follows. The piracy phenomenon of these new 
types of digital goods has attracted debates on the impact of piracy on legitimate sales. While the 
application developers claim that piracy harms their profits, proponents of piracy argue that they 
have justified reasons for the activities as piracy of mobile applications does not necessarily 
harm developers‟ profits. This paper examines the impact of mobile application piracy on 
legitimate sales by collecting both the sales ranking data from the mobile applications‟ official 
website and the pirating downloads data from 91‟ in China. We use an application level fixed 
effect panel model to estimate the effect followed by other robustness-checking models. The 
result provides evidences that piracy activities have generally promoted the legitimate sales 
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Smartphones today resemble personal computers by incorporating many applications as well as 
operating systems. The growing popularity of smartphones on the market such as Apple‟s iPhone, 
RIM‟s Blackberry devices and a variety of Google‟s Android-based models has accelerated the 
adoption of smartphones. Nielsen (2010) reported that as of the third quarter of 2010, 28 percent 
of U.S. mobile subscribers have smartphones (Nielsen 2010). Accordingly, the main focus of 
mobile phones has shifted from calling and text messaging to mobile applications. 
Mobile application is a rapidly developing part of the global mobile market. Mobile 
application consists of software that runs on a mobile device and performs certain tasks for user 
of mobile phone. For example, some mobile applications such as short message service (SMS) 
clients, browsers, and music players may come pre-installed on mobile phones to offer basic 
functionalities. Users of smartphones can also download mobile applications over the wireless 
network and install the applications.  
Mobile applications have actually been around for decades; application stores have been 
available for several years as well. However, it was not until the launch of Apple‟s App Store1 
that the mobile application business started to catch the eyes of the public. Since the App Store‟s 
opening on July 10, 2008, there also emerged many other application stores from various 
companies, like Android Marketplace, Windows Marketplace for Mobile, and Blackberry App. 
The number of application store in 2008 was eight, which grew drastically to 38 at the end of 
                                                 
1
After the success of Apple's App Store and the launch of similar services by its competitors, the term „app store‟ 
has been used to refer to any similar service for mobile devices. However, Apple claims „App Store‟ as its own  
trademark. We also use „App Store‟ to indicate specifically Apple‟s App Store in this article. Refer to 
http://www.apple.com/legal/trademark/appletmlist.html.  
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2009, and reached 48 by Feb, 2010 (Sharma 2010). Of all the application stores, Apple‟s App 
Store initialized the concept of mobile application store, and is currently in a dominant leading 
position among application stores.  
Mobile applications share many common features with digital goods; both are expensive 
to produce for the first copy, but inexpensive to reproduce and distribute for subsequent copies. 
Computer software, music, and movie are the three most frequently investigated types of digital 
products that are claimed to be heavily pirated due to the development of Peer-to-peer (P2P) 
based file-sharing websites on the Internet (Gopal and Sanders 2000; RIAA 2010; MPAA 2011). 
With the development of mobile applications, piracy also becomes the concern of application 
developers and the various application store providers. 24/7 Wall St., an independent Internet-
based news provider, estimated that Apple‟s App Store has lost 450 million dollars to piracy and 
cracked downloads until Jan 2010 since the store opened in July 2008 (McIntyre and MacDonald 
2010). A developer of a popular game application „iCombat‟ has conducted an experiment with 
its own application; it found that the piracy rate is higher than 80% during the first week the 
application was released, and remains above 50% in the first month of the application‟s release 
(iCombatgame.com 2009). The annoyance and energy spent discussing pirates in the 
iPhoneDevSDK forum (Givosoft 2009) also shows developers‟ concern of piracy activities, 
especially among small-time developers (Spence 2009).  
Given that most mobile applications are priced at only $0.99, the conversion rate from 
piracy to purchasing if cracked versions are unavailable should be higher than the traditional 
expensive software, music album, or movies. This fact makes the mobile application developers 
lose more potential buyers due to piracy. Unsatisfied with application store provider‟s security 
effort, developers have discovered their own anti-piracy techniques. Some companies built tools 
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for developers to protect their mobile applications against “reverse-engineering or tampering for 
unauthorized access, piracy and compromise” (TimesNewswire 2010). 
On the other hand, the proponents of application-cracking tools and sharing platforms 
argue that many people download the cracked version of applications for trial purpose. Music 
retailers offer consumers the sampling experience by broadcasting new songs by radio or over 
the Internet; movie producers provide trailers before official release of the movies; software 
vendor provide restricted or full edition for a limited period. However, mobile application 
business does not follow this tradition. Although some application developers offer trial version 
for their products, the proportion of applications that have trial version is very low compared to 
the total number of applications available for purchase. Besides, many customers are not 
satisfied with only trying the light version application, but want to experience the full function 
application for a limited period. Mobile application is an experience good that needs to be used 
before evaluating its benefits (Nelson 1970). Besides, once purchased, it cannot be returned if the 
buyer does not like it. Piracy may play the sampling role of a product, and supplier is able to take 
advantage of this role as consumers have a higher willingness to pay for a product which 
matches with their preferences better. Hence, digital copies may serve a useful marketing 
function by broadening the market (Boston 2000). Developers may also benefit from piracy for 
its word of mouth advertising effect. The developer of iCombat also discovered from the 
aforementioned experiment that pirates are mostly early adopters and help to publicize the 
application. This word of mouth effect of piracy is widely discussed in the prior literature (Zhang, 
Dellarocas et al. 2004; Liu 2006; Moul 2007). Piracy can also help developers if the application 
has direct positive network effect as in some office applications and online games.  
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This study is motivated by this debate on the mobile application piracy issues. We aim to 
answer the research question on the impact of mobile applications piracy on the legitimate sales. 
The debate on digital products piracy has already attracted widespread academic and public 
interest. However, the extant literature on piracy issues all have difficulties in obtaining data 
measuring piracy activities due to the features of P2P file-sharing which is decentralized and 
end-user oriented. Consequently, most of the researchers adopt indirect measuring methods. 
Some empirical studies used different proxy variables (e.g. Internet usage) to measure piracy 
indirectly, leaving the results disputable (Zentner 2005; Smith and Telang 2010).  Survey data 
are also often used by researchers (Gopal and Sanders 2006; Rob and Waldfogel 2006; Zentner 
2006), but the results are difficult to be generalized to a wider level. Two papers collected data 
from P2P servers to measure the piracy activity (Blackburn 2007; Oberholzer-gee and Strumpf 
2007). However, as criticized by later researchers, the data of the two studies have the problems 
of neither representative nor direct (Liebowitz 2005; Liebowitz 2007). 
The current mobile application piracy activities differ from that of traditional software, 
music, or movie. The major sharing channels are no longer P2P networks, but more overt portal 
websites that are more observable. Supported by the Electronic Frontier Foundation (EFF), an 
international non-profit digital rights advocacy and legal organization, these websites can survive 
in the name of Internet freedom. This special environment of application sharing makes it 
possible to concentrate the piracy activities to a single website and offer a good chance to 
measure these activities. The direct collection of centralized pirating activity data is a major gap 
we aim to fill compared to prior studies. 
In our study, we studied the impact of pirating download activities on the sales change of 
corresponding applications and find that people‟s downloading of cracked applications generally 
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benefits the legitimate sales. We further investigate how piracy might have promoted legitimate 
sales by examining the three positive effects of piracy summarized from past literature: sampling 
effect, network effect, and word of mouth effect. Sampling effect is studied by investigating 
some classical applications of which the content are already well known to user, thus are not 
expected to benefit from sampling effect. We found that piracy‟s promotional effect for classical 
applications are weaker than normal applications, hence showing that sampling effect plays 
important role in promoting the sales of most of the applications. Network effect is studied by 
investigating applications with obvious strong network effect, but the promotional role of 
network effect is not evidenced in our dataset. Word of mouth effect is studied by interacting 
pirating download number with customers‟ ratings of corresponding applications. We found that 
piracy benefits the sales of high rating applications but harm low rating ones, showing that word 
of mouth effect plays important role in promoting decent applications. By interacting pirating 
download number with some characteristics variables of applications to learn the different 
impact of piracy on different applications, we find that the promotional effect of piracy on the 
legitimate sales is stronger for applications with lower price or higher rating than for those with 
higher price or lower rating. 
Upon the analysis and discovery of our study, we suggest that developers of applications 
should devote more resource and energy on improving the quality and lowering the price of their 
products to possibly take advantage of pirating activities. Besides, since the capability of piracy 
increase users‟ utility value of their mobile devices, our study also partly explains why current 
mobile device manufacturers and application store providers do not show much enthusiasm 
towards fighting against mobile application piracy.  
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The rest of this paper is organized as follows. First, we offer some background 
knowledge for the mobile application business and the pirating situation since it is a relatively 
new phenomenon. Then we conduct the literature review in Section 3. It is followed by models 
and methods section where we explain our econometric model. In Section 5, we describe our 




In this section, we provide some background knowledge of the mobile application business since 
this newborn business only catches the eyes of public mainly from 2009. 
2.1 Apple’s App Store 
We select the currently most popular and thriving platform in the mobile application business - 
iOS
2
 platform - for our study. According to Ovum (2010), App Store garnered a dominant 67 
percent of all smartphone application downloads in 2009 although it explained 14 percent of the 
overall installed base of smartphones. IHS Screen Digest‟ research (2011) shows that The 
Apple‟s App Store in 2010 generated $1.8 billion in revenue, giving it 82.7 percent share of the 
total market, down from 92.8 percent in 2009. 
The Apple‟s App Store allows users to browse and download applications that were 
developed with Apple‟s designated iOS software development kit and published through Apple. 
Apple‟s App Store fundamentally formed the revenue model (30/70 revenue split between Apple 
and developers) which has become the current standard in the mobile applications business. The 
ecosystem that Apple has built attracted a large number of individual and organizational 
                                                 
2
 The operating system for Apple‟s products iPhone, iPad, and some iPod. 
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developers, who had developed a huge amount of applications, and consequently draw in 
millions of users. As of July 2010, there are at least 300,000 applications officially available on 
the App Store. On Jan 22, 2011, App Store reached 10 billion downloads since its inception in 
2008. The App Store took only over two and a half years to reach the ten-billion milestone while 
Apple‟s iTunes Store took almost seven years from its 2003 launch to hit the same milestone for 
music downloads. In addition to Apple, Google‟s Android platform is growing explosively 
thanks to its openness and multi-phone supporting feature. The cumulative number of mobile 
application downloads from all global application stores are expected to increase from over 7 
billion in 2009 to almost 50 billion by 2012; the revenue from mobile application downloads will 
grow from $4.1 billion to $17.5 billion (Sharma 2010).   
2.2 Jailbreaking a smartphone 
Whether a consumer chooses to pirate or not is mainly determined by the quality differentiation 
between the original and pirated products, the copying cost, socioeconomic factors, and cultural 
or ethical factors. The copying cost is partly determined by the technical difficulty of pirating, 
and partly by copyright enforcement policy (Novos and Waldman 1984; Yoon 2002). Although 
pirating music or movie is relatively easy, installing mobile applications requires some technical 
knowledge. To install cracked applications on an iPhone, a mobile phone must be “jaibroken” 
first. iOS Jailbreaking is a process that allows devices running Apple‟s iOS operating system to 
gain full access to all features of the system, thereby removing limitations imposed by Apple. 
Once a mobile phone is jailbroken, iOS users are able to download additional applications 
(including cracked applications, extensions and themes) that are unavailable through the official 
App Store. A jailbroken iOS device can still use the App Store and iTunes as well as other 
normal functions. The jailbreaking process can also be quickly and easily reversed by restoring 
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the official operating system through iTunes. The creator of Cydia, the most widely used 
underground application store once after jailbreaking, estimated that more than 10% of all 
iPhones are jailbroken (Freeman 2009).  
There are groups of talented youngsters keen on jailbreaking the iOS-based devices. They have 
released tools such as Pwnage Tool, redsn0w, and Spirit, and they are collectively known as the 
Dev Team. Old jailbreaking approaches may take several steps and cost up to half an hour. It 
requires users to connect to a PC and load a modified operating system to the device over USB. 
Now the direct online jailbreaking offered by jailbreakme.com makes the process very easy. The 
site exploits a known vulnerability in the PDF viewer built in to Safari Internet Browser to gain 
access to the inner-workings of iOS and disable the blocks against unsigned code. Users only 
need to go to the website via their iOS devices and tap on several buttons to finish this process. 
Alexa websites statistics for jaibreakme.com reveals an 89,000 percent increase in traffic over 
the course of several days after its release on Aug 1, 2010.  
Jaibreaking is not always legal until the win strived by the Electronic Frontier Foundation 
(EFF). With the slogan „defending freedom in the digital world,‟ EFF is an international non-
profit digital rights advocacy and legal organization based in the United States. One of its 
missions is to develop among policy-makers a better understanding of the issues underlying free 
and open telecommunications, and raise public awareness about civil liberty issues arising from 
the new communication media (EFF 2010). The EFF regularly brings and defends lawsuits at all 
levels of the US legal system in pursuit of its goals and objectives. On July 26, 2010, the EFF 
won three critical exemptions to the Digital Millennium Copyright Act (DMCA) anti-
circumvention provisions. Two of them are to clarify the legality of cell phone „jailbreaking‟ and 
„unlocking‟ (a process making your phone able to use service from any operator). However, 
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although jailbreaking is now legal and not technically challenging, this process does have its 
drawbacks. It will make the warranty of the product invalid, and leave the product more likely to 
be attached by malicious applications. 
2.3 Jailbreaking and piracy 
One thing to clarify about the relationship between jailbreaking and piracy is that jailbreaking 
does not necessarily lead to piracy. Among the 4 million distinct devices estimated to be 
jailbroken, only 1.5 million have installed pirated applications (Yardley 2009). Many of the users 
jailbreak their devices only to obtain the homebrew applications that can offer a lot of new 
experience but are not yet available in App Store. Hackers working on jailbreaking the phones 
also generally detest anything associated with piracy. They have stated that they believe piracy 
gives jailbreaking a bad name (TorrentFreak.com 2010). 
After jailbreaking the phone, users can install cracked applications. A tool named 
„Crackulous‟ makes it simple for common users with no technical background to crack the 
applications they bought from App Store and then share with others (Sebastien 2010). There are 
many piracy websites in different nations hosting these cracked applications. These websites 
defend themselves by arguing that they provide users chances of trying applications freely before 
they decide to purchase them. There are about 300,000 applications in the App Store as of July, 
2010, and the number is still growing. Not all the applications are decent and satisfying; many of 
them are much worse than their description and may waste users‟ money if users buy it without 
experiencing the applications beforehand. Some piracy websites even made it very clear that 
when the day Apple offers a mechanism for users to try full function applications before 
purchasing, they will shut down their website. Towards this argument, Apple added a new „Try 
Before You Buy‟ section to the App Store. However, it only lets users test a generally feature-
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limited version of applications before purchasing the full version. The applications included are 
actually light versions of pre-existing applications. Hence the justification of the piracy websites 
may still stand. 
 
3. Literature Review 
There exists a large amount of literature in marketing, economics, and information systems 
related to digital piracy. Several reviews of the literature are already available. Peitz and 
Waelbroeck‟s (2006a) provide a comprehensive review of piracy issues from theoretical aspects. 
Dejean (2009) has performed a review of empirical studies on piracy. The digital products 
investigated in these studies are mostly computer software, music, and movie. The mobile 
application industry is relatively new and only thrives since 2009, and thus no academic research 
has been found about mobile application piracy. 
Conventional opinions state that piracy harms the demand for originals and makes the 
long-term supply decrease (Johnson 1985). Still, some papers show that there are conditions 
under which piracy has no significant impact on official sales, and sometimes may even increase 
the demand for originals (Takeyama 1997; Smith and Telang 2009; Smith and Telang 2010). The 
heterogeneity of products and the complex aspects of product‟s different characteristics make it 
difficult to draw a simple conclusion about the impact of piracy on sales.  
3.1 Network effect of piracy 
Theoretically, if the product has positive network effects, its value rises with the installed base of 
users. For example, the utility by using office software increases with the number of other users 
because users can exchange files generated from that software more easily. Hence, the utility 
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derived from using a product depends on the decision of other consumers. Piracy can enlarge the 
user base and thus may increase the utility, which in turn attracts more legitimate purchasing 
(Conner and Rumelt 1991; Takeyama 1994). 
3.2 Word of mouth effect of piracy 
In addition to the direct network effect, indirect network effects in the form of reputation 
mechanism or word of mouth (Zhang, Dellarocas et al. 2004) should also been taken into 
account. Unlike the direct network effect of some software, the music, movies or games may 
exhibit an indirect network effect in a way that piracy of these products increases the number of 
people who are knowledgeable about the products. Consumers enjoy being part of a community 
and value particular product more highly when they learn that others also play the same game or 
listen to the same music. This may also increase the social prestige of a legal owner in a social 
gathering (Peitz and Waelbroeck 2006a). Givon et al. (1995) suggested that piracy provides word 
of mouth advertising for the software product and leads to future purchasing (Givon, Mahajan et 
al. 1995). However, if the word of mouth effect is rather weak, firms often lose profits due to 
piracy (Belleflamme 2003).  
3.3 Sampling effect of piracy 
Piracy may also reduce the asymmetric information between producers and consumers 
(Takeyama 2003; Duchêne and Waelbroeck 2006; Peitz and Waelbroeck 2006a). This function 
of piracy is also called „information role‟ or „sampling effect‟ , which produces a better matching 
between the consumer desire and the various products (Gopal and Sanders 2006). Software, 
games, music and movies pertain to experience goods (Nelson 1970). Their characteristics such 
as quality or value are difficult to observe in advance, but these characteristics can be evaluated 
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upon consumption. In addition, the evaluation is based primarily on personal experience and 
individual tastes rather than objectively measurable product attributes (Dhar and Wertenbroch 
2000). Pindyck and Rubenfield (2005) offered an economic argument of information asymmetry: 
“If consumers do not have accurate information about market prices or product quality, the 
market system will not operate efficiently. Some consumers may not buy a product, even though 
they would benefit from doing so, while other consumers may buy products that leave them 
worse off‟ (Pindyck and Rubinfeld 2005). Peitz and Waelbroeck (2006) showed that for a 
sufficiently large number of products and a sufficient degree of product differentiation, the firm 
can benefit from the information role of digital copies that lead to a higher willingness to pay for 
the original products (Peitz and Waelbroeck 2006b). However, sampling digital products can 
require significant time and effort, given the large amount of available choices and some 
technological difficulties (Bhattacharjee, Gopal et al. 2006). 
Boorstin‟s (2004) study also partially supports the sampling effect explanation. He 
showed that the impact of file-sharing on CD sales varies with the age group of users. While the 
groups aged less than 24 years use file-sharing to displace music purchasing, the remaining users 
over 24 years old exhibit a complementary relationship between piracy and CD purchasing. Thus, 
for the older people who have a stronger buying power, piracy may work as a sampling 
mechanism and increase the sales (Boorstin 2004).  
Gopal and Sanders (2006) studied the benefits artists can get from the online music 
sharing. They did both theoretical analysis and empirical estimation of the impact of music 
sharing on their Billboard Chart performance. The results show that lower sampling costs have a 
positive effect on the consumer surplus of samplers, which, in turn, has a positive effect on their 
purchasing intentions. They also recommended that the industry can potentially reverse the 
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effects of online audio piracy by providing more legal and efficient sampling techniques that 
consumers could use. The different perspectives of piracy‟s effects on legitimate sales are 
summarized in table 1. 
 
Table 1. Different perspectives of piracy‟s effects 
 
Effects Explanation Representative works 
Substitution piracy harms the demand for originals and makes the 
long-term supply of digital products decrease 
Johnson(1985) 
 
   
Promotion Network effects  
 Products with network effects have their value 
increased with the user base. Piracy increase user 
base thus increase the utility of products. 
Conner&Rumelt(1991); 
Takeyama(1994) 
   
 Word of mouth  
 People like to use the products others use and share 
opinions of the products. Piracy enlarges the user 




   
 Sampling effect  
 Piracy help consumers sample products and leads to a 




Boorstin‟s study (2004) 
 
 
When digital copies are available, the substitution effect and promotion effect may arise 
simultaneously. A more dominant effect is determined on a case-by-case basis. Chellappa and 
Schivendu (2005) suggested that when the quality of a digital product is under-estimated, the 
sampling effect can dominate and help sales. Blackburn (2007) showed that superstar products 
suffer from a decrease in sales while less popular products benefit from pirating (Blackburn 
2007). The „economics of superstar‟ was first developed by Sherwin Rosen (Rosen 1981). A 
superstar owes his or her existence to intrinsic elements of talent; extrinsic elements of 
circumstance, or „luck‟; user expectations based on past performance (Adler 1985; MacDonald 
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1988; Hamlen Jr 1991; Towse 1997). Adler (1985) explained that the superstar effect results 
from consumer‟s desire to minimize their search and sampling costs by choosing the most 
popular artist (Adler 1985). The search for information is costly. Consumers must balance their 
additional search costs for unknown products with their existing knowledge of a popular product. 
Although these studies are mostly based on music, the situation of mobile applications, 
especially games, mobile applications may also exhibit superstar effect. The most popular 
applications are almost downloaded by every smart phone user whereas the underdog 
applications struggle hard to be noticed.  
3.4 Data source for past literature on piracy 
The decentralization of traditional pirating activities makes it difficult to measure digital piracy.  
Some researchers used Internet and broadband access as the proxy for measuring the level of 
digital piracy. Zentner (2005) exploited a panel of 65 countries and found that countries with 
higher Internet and broadband penetration suffered higher drops in music sales (Zentner 2005). 
However, music piracy is only one of many online activities including searching for information, 
sending emails, and visiting social network websites, and thus the use of Internet access as a 
proxy is criticized for its inaccuracy of measurement. To avoid this problem, Oberholzer and 
Strumpf (2007) used the real data of two P2P servers, the OpenNap servers for their study 
(Oberholzer-gee and Strumpf 2007). Their results showed that the number of downloads has no 
significant effect on album sales. However, the OpenNap servers from which they obtain the data 
were neither popular nor representative during the period studied by the authors. Another 
difficulty encountered by the authors are the endogeneity bias between downloads and sales, that 
downloads and sales could be largely influenced by the same factor, like the popularity of the 
music. To solve this problem, the authors used the German holiday period as an instrument of 
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downloads, yet the quality of this instrument variable is still disputable. Blackburn (2007) 
partially filled the inadequacy of Oberholzer and Strumpf (2007). The author used data of music 
collected from five major P2P networks which ensure a better representation of the whole P2P 
activity (Blackburn 2007). Besides, the instrument variable used in this paper is more intuitive. 
The author used RIAA (Recording Industry Association of America) announcement of suing 
individuals who heavily sharing or downloading copyrighted contents as the instrument.  
Another data source of piracy study came from survey. Zentner (2006) conducted a 
survey in seven European countries and showed that people who regularly download music over 
the Internet buy more CDs than others. However, the use of P2P still reduced the probability to 
purchase music. Rob and Waldfogel (2006) did a survey of 500 students across various 
American universities, finding that each album downloaded reduced the sales by 0.2 unit (Rob 
and Waldfogel 2006). They also carried out a welfare analysis and showed that downloading 
leads to a reduction in the deadweight loss and consumer expenditure which respectively result 
in two-thirds and one-third of the welfare per capita increase. Part of this study also confirmed 
that piracy helps people sample or discover music that they would not buy. This finding is 
consistent with Gopal and Sanders (2006), which surveyed 200 students on their online music 
consumption. They concluded that the access to file-sharing networks have lowered the cost of 
information acquisition and generated the discovering of new artists. These two studies, together 
with Blackburn (2007), offer an insight into how piracy has undermined the „economics of 
superstars‟ (Rosen 1981). However, findings based on survey are confined to a particular 
population and difficult to be generalized to estimate the global impact. 
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3.5 Piracy of computer software 
The literature aforementioned is mostly about music piracy. Dating back further to the 1990s, a 
substantially large body of research has examined the piracy problem of computer software. 
Gopal and Sanders (1997) showed that the price of software has a significant impact on piracy 
(Gopal and Sanders 1997; Gopal and Sanders 2000). The increase of price makes the impact of 
piracy more negative. Gopal and Sanders (1998) highlighted the income effect on national piracy 
levels, and they recommended that the price of the product should be indexed within an 
affordable level. Burke (1996) found that economic development, rather than copyright 
regulations, differentiates high and low piracy nations. The evaluation of the product also plays a 
crucial role on an individual‟s decision in a way that higher–valued consumers tend to buy rather 
than pirate because they realize higher surplus from consumption (Conner and Rumelt 1991; 
Cheng, Sims et al. 1997; Gopal and Sanders 1998).  
3.6 Piracy of movie 
When it comes to movie, the impact of piracy again becomes different. Smith and Telang (2010) 
studied the consequence of digital piracy on DVD sales during the period 2000-2003, and 
suggested that the rise of the Internet and broadband access is responsible for 9.3% of DVD sales 
increases (Smith and Telang 2010). In their another study, the authors collected data of movies 
on TV broadcasting, the availability of movies from BitTorrent network, and DVD sales (Smith 
and Telang 2009). Then they analyze the impact of TV broadcasting of movies on both movie 
pirating and DVD sales during 2005 and 2006. The authors found that TV broadcasting of 
movies stimulates digital piracy as well as DVD sales, and there are two distinct demands, one 
for the DVDs and one for pirated movies. Compared to the articles of Smith and Telang, Bounie 
(2006) showed a more balanced result. They suggested that digital piracy does not reduce theater 
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attendance but has a negative impact on DVD sales and video rentals. This result is more 
acceptable considering that the quality difference and perceived consumption value between 
pirated movies and movies shown in cinemas are quite large, while the difference between 
pirated movies and DVDs are rather small, especially with the increase of Internet downloading 
speed and the enhancement of movie encoding quality. 
3.7 Cross-national heterogeneity of piracy 
Some researchers studied piracy on cross-national level. Studies showed that software piracy 
rates are negatively correlated with GDP per capita and income inequality (Husted 2000; Andrés 
2006; Andrés 2006; Bezmen and Depken 2006). In addition to socioeconomic factors, culture 
and institutions also influence the piracy rates (Marron and Steel 2000; Banerjee, Khalid et al. 
2005). Countries with a collective culture or weak enforcement of copyright tend to have a 
higher piracy rate. Kranenburg (2005) showed that the impact of different variables on the piracy 
rate varies according to the region and the type of industry considered (Van Kranenburg and 
Hogenbirk 2005). Hui and Png (2003) conducted a cross-national study on the impact of music 
piracy over the demand for recorded music, estimating that piracy reduced sales by 6.6% (Hui 
and Png 2003). Solomon et al. (1990) showed that females, older individuals, and individuals 
with an ethical predisposition toward legal justice tend to pirate less (Solomon and O'Brien 
1990). 
Mobile application shares some common features with traditional digital products: they 
are all easy to be copied and distributed online. Nevertheless, it also has its unique properties. 
Compared to computer software, mobile applications are more flexible and cover almost all 
aspects of daily life and business. The function of applications is not as powerful as computer 
software, and the price of applications are much lower. Installing cracked software does not have 
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special requirement for a computer, but install cracked applications require the smartphone to be 
jailbroken first. Compared to music and movie, of which the pirated versions normally have 
lower quality or less content than the original version, the mobile applications almost have the 
same cracked version and legitimate version on quality. Besides, the user-friendly integrated 
buying process of mobile applications and its low price around $1 may lead to more occasional 
purchases compared to traditional digital products. 
 
4. Models and Methods 
The mobile application industry is characterized by the fact that consumers may buy applications 
repeatedly, but they rarely buy the same application more than once. This is due to the durable 
nature of digital product. In the mobile application industry, as in recorded music, book 
publishing and motion pictures, the lack of repeat buying for a specific product leads developers 
to emphasize the rank of their products. A higher ranked application has a higher chance to catch 
the eyes of large number of consumers, leading to extraordinary sales volumes, although only 
one unit is sold to each consumer.  
App Store has renewed the list of the top 200 paid applications, top 200 free applications, 
and top 200 grossing applications for each category on daily basis. The applications that succeed 
in reaching into the top 200 lists have a much higher chance be to noticed and purchased by 
consumers from all over the world. In addition, the high search cost incurred by the huge total 
applications amount (0.3 million) forced consumers to minimize their search cost by focusing 
more on those popular applications on the top 200 lists. According to Pinch Media (2009), 
appearing on the top list increases daily new users by an average of 2.3 times (Yardley 2009). 
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4.1 Baseline regression model 
This study examines the impact of levels of pirating download on legitimate sales. We estimate a 
model with application-level fixed effects to make sure that sales changes are captured within 
applications. Our baseline regression model is proposed as (1). 
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4 , , 5 ,
6 , 7 , 8 , ,
( * ) ( * )
( * _ ) ( * ) ( * )
i t i i t i t i t
i t i t i t i
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down In app down classic down network v
   
 
  
   
 
   
                (1) 
 
All the research variables used in this study are summarized in Appendix. 
i  is the time invariant fixed effect, which captures application-level heterogeneity for 
application i. vi,t is the unobserved idiosyncratic error. pi,t is the price of application i in day t. It 
is a popular promotion approach for the developers to lower the price of their applications and 
sometimes even make it free for several days in order to attract more users, as is captured in our 
data. The developers may also increase the price if they think their applications are attractive 
enough and the rise of price will not harm the revenue. agei,t is the days from the official release 
date of application i to date t. The number of days elapsed since its release is used to account for 
rank-decreasing tendency as an application ages. downi,t is the daily pirating downloads number 
of application i on date t. This is the key variable of interest. The time zone lag between official 
rank website and pirating website has been adjusted.  
downi,t is also interacted with In_appi, pi,t, ratingi,t, classici and networki to examine the 
differential impact of piracy under varying conditions. downi,t and pi,t involved in the interaction 
terms are centered to deal with the multicollinearity problem. Since users normally have lower 
shifting rate from piracy to purchase for expensive applications, thus piracy is expected to harm 
high priced applications more. ratingi,t  is the average rating of application i given by consumers. 
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The scale is from one star to five. Rating indicates the quality of an application, reflecting users‟ 
satisfaction level toward the application. ratingi,t  is interacted with downi,t to show the different 
influence of piracy to applications with different quality. Since piracy helps to publicize 
applications, the application with a decent quality and high satisfaction level would be expected 
to benefit more from piracy‟s word of mouth effect. 
In_appi is a dummy variable with value 1 if the application supports In-app purchase 
function and 0 if not. One unique feature of mobile applications is its In-app purchase function. 
In the middle of 2009, Apple introduced a system by which application developers could sell 
services or add-ons from within the applications. Users first buy a normally free basic 
application and later can buy more songs for the tap-tap music games, or buy more levels for 
other games. Since the basic level application is mostly free, there is no need to pirate. When the 
users want to get more functions or levels, they can simply buy it with a very low price from 
within the application by tapping some buttons instead of searching for cracked version.  Besides, 
the cracked version only contains limited functions and levels packed together by some “warm-
hearted” crackers, so they need to keep searching new cracked versions when new levels are 
released in the future, which is very time consuming. Thus, In-app purchase is a good way for 
developers to extend their profitability and reduce piracy in the long term. In-app purchase 
makes the original application more convenient to use than the cracked one, and thus the 
conversion rate from piracy to purchase should be higher for In-app purchase applications. 
Applications supporting In-app purchase are expected to benefit more from piracy activities than 
normal applications. 
classici is a dummy variable with value 1 if the application is a classical game and 0 if 
not. Games that are categorized as classical games include the traditional games such as Pac-
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Man, Tetris, and card games or board games including chess games, poker games, and Chinese 
mahjong games. Although the proponents of piracy argue that they download the cracked version 
for trying purpose, this need is not valid for classical games. Users do not need to try these 
games before buying because the content of these games have already been popular and well 
known to people for many years. Thus, classical games are mostly pirated by people who will 
not buy applications anyway and the conversion rate of classical games from piracy to purchase 
is expected to be very low. Consequently, piracy of classical games is expected to substitute 
legitimate sales, and we interact classici with downi,t to test this prediction. 
networki is a dummy variable with value 1 if the application involves possible network 
effects and 0 if not. For many online games, or games supporting multiplayer mode, the 
entertainment value of playing these games increase with the user base. We interact networki 
with downi,t to show whether the impact of piracy may differ between the games with or without 
network effect. Applications with network effect are expected to benefit more from piracy.  
4.2 Substitute sales with rank 
In the specification, the actual sales data salesi,t is what we prefer to have as the dependent 
variable. Unfortunately, the industry confidentiality prevented the use of sales data. This problem 
was also encountered by many other studies, and using rank data as an alternative to sales data is 
a conventional and well-established practice (Brynjolfsson, Hu et al. 2003; Chevalier and 
Goolsbee 2003; McKenzie 2009; Smith and Telang 2009). Compared to these studies, we are 
knowledgeable of a more accurate algorithm of how the rank is calculated based on sales. 
According to FaberNovel's Baptiste Benezet (2010), the App Store ranking algorithm is that the 




                       (2) 
Thus, the specification in model (1) is revised as (3) 
           
                                                                        (3) 
 
The independent variables Pi,t, AGEi,t, and DOWNi,t and the interaction terms in (3) are all 
adjusted according to (2). For instance,  
                            (4) 
The interaction terms are adjusted as a whole, not individually. For instance, 
 (5) 
The adjusted variables are denoted with capital letter to distinguish from the original ones which 
are in small letter. 
ln ranki,t is the log rank of application i in day t. Rank is transformed into log form to 
capture the non-linearity in rank position. For example, a drop from 4 to 8 should be more 
significant than a drop from 104 to 108. This is consistent with the „super-star effect‟ (Rosen 
1981) discussed in the literature review. Taking a log transformation often yields a distribution 
that is closer to normal (Wooldridge 2008). This practice has also been widely accepted in 
literature (De Vany and Walls 1996; Walls 1997; Hand 2001; Maddison 2004; Giles 2007; 
McKenzie 2008; McKenzie 2009; Smith and Telang 2009).  
4.3 Endogeneity of downloads number 
One common concern of related literature is the likely endogenous regressor DOWNi,t, as the 
pirating downloads number is likely to be endogenous and correlated with unobserved 
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applications heterogeneity because more popular applications may  lead to more piracy 
downloads, and higher rank as well. To address this problem, we follow the standard two-stage 
least square method and use lagged downloads and holiday to instrument downloads. Since every 
DOWNi,t is calculated using the downloads number of last four days, , 4i tDOWN  is used to 
instrument DOWNi,t. Holiday includes Saturday and Sunday every week, the first three days of 
our collecting date - Oct 5 to Oct 7- which are Chinese National Day holiday, and the first three 
days of January 2011, which are the New Year holiday. The pirating downloads number is 
expected to be higher on holidays. Although the legitimate sales may also increase on holidays, 
the rank is not expected to be correlated with holiday because rank is a relative value. Using 
holiday as instrumental variable also can be found in literature, like Lambrecht‟s work 
(Lambrecht, Seim et al. 2011).The interaction terms in (3) are not included when using 
instruments. Holiday variable is also adjusted according to (2). 
 
5. Data 
For this study, we need data on both official ranks and piracy activity. As aforementioned, due to 
the difficulty of obtaining the exact sales data, we follow the tradition of piracy investigating 
literature and use rank information to measure the sales (Brynjolfsson, Hu et al. 2003; Chevalier 
and Goolsbee 2003; McKenzie 2009; Smith and Telang 2009).  
5.1 Selection of data source 
The newly emerging mobile application piracy communities do not rely on traditionally P2P 
network to distribute the cracked applications. Instead, they use portal websites to share these 
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cracked applications. These websites concentrate most of the piracy activities together, offering 
us a good source to collect representative piracy activity data. Two outstanding representatives of 
piracy websites are the „Apptrackr‟3 in the U.S. and „91‟4 in China. We choose „91‟ as the data 
source in our study for two reasons. First, unlike „Apptrackr‟, which is run by some young 
individuals, „91‟ is a more vigorous and better organized website run by a large Internet 
company. Second, „91‟ records every single downloads of every cracked application and update 
the download number information on a daily basis, while „Apptrackr‟ does not have this 
information. We need a panel dataset including daily downloads number and daily rank of the 
applications, but the „Apptrackr‟ website can only offer the upload date of an application. 
5.2 Data collecting 
For our study, we collected the data of top 200 paid applications in China Store of App Store 
everyday. The data collecting period started from Oct 6, 2010 and ended in Jan 6, 2011, covering 
three months. According to Yardley (2009), the typical pirate lifecycle is around 2-3 weeks of 
high activity after applications cracked and distributed, followed by another 2-3 weeks of low 
but significant piracy (Yardley 2009). This is consistent with our dataset, as shown in figure 1. 
 








Figure 1. The declining of pirating activities since the release of cracked applications. 
 
We collected our data from the game category. We chose the game category for two 
reasons. First, it is the most thriving application category in „91‟ of which we can get the data of 
a large number of applications. Second, game is the most representative category of the pirated 
applications because many people download pirated applications for the purpose of having some 
entertainment in their leisure time. As noted by Dissident, a pioneer in the iPhone jailbreaking 
and applications cracking business, „The iOS marketplace for applications is predominately 
consumed with entertainment applications such as games. Most users expect a certain amount of 
entertainment out of applications, and if those applications cannot provide sufficient entrainment 
they will move to the next application.” 5  
                                                 
5
 Quoted from the an email between the author and Dissident. 
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During the three months data collection period, we first collected the information of 
applications appearing on the official top200 paid games list everyday from the official website. 
The information includes application‟s name, iTunes id, price, ratings, cumulated comments 
number, and the indicator of whether the application supports In-app-purchase. We save the 
URLs of every application webpages on the official website in order to repeatedly collect the 
price, ratings, and cumulated comments number everyday afterwards. 
Then with the name of each application, we found the webpage of the application‟s 
cracked version on „91‟ and collected the piracy download number. The download number is the 
cumulated download number from the first day when the cracked version is uploaded to „91‟ to 
current day. With the cumulated download number collected everyday, we can also calculate the 
daily download number. We also recorded the upload date of the cracked application. If the 
cracked version was not available at that time, we would keep searching everyday afterwards. 
We have a variable _ ipiracy available  with value 1 to indicate the cracked version of 
application i is 0 if not. Actually, _ ipiracy available  will take value 0 only when the cracked 
version of application i is still not available until the end of our data collecting period. The 
_ ipiracy available  variable will be used later in the robustness check part using the propensity 
score matching method. If the cracked version is available, we save the URL of the webpage for 
future repeating download number collection. 
The tool used to collect all the data is a free web data extraction software named 
LocoySpider. It can simulate human exploration of the web and automatically save the 
information users need. We first find the field (e.g, price) we need on a webpage, and search for 
that field in the HTML page source. A HTML tag or other characters must be found to uniquely 
confine the field we need in between. Then we designate the unique tag and the URL of the 
 30 
webpage in the software, and the software will automatically searching for the field we need and 
save it in a database.    
5.3 Data summary 
Of the full sample of 17,230 observations, there are 611 unique applications that have 
appeared more than three days (including non-consecutive days) in the top200 paid games list 
during our data collecting period. Each application had been in the list for an average of 28.2 
days, with the longest 91 days and the shortest 3 days.  There are 4.3 new applications on 
average reaching into the list everyday. Of the 611 unique applications, 366 (59.9%) applications 
have cracked version available on „91‟. Of the 366 applications that have cracked version 
available, 46 (12.6%) applications support In-app-purchase, 33 (9.02%) applications are classical 
games, and 64 (19.1%) applications have positive network effect. Table 2 reports the summary 
statistics of the 366 applications with cracked version available. Table 3 shows the pair-wise 
correlation coefficients of variables in pooled samples. 
 
Table 2. Summary statistics of applications with cracked version available  
 
Variable Obs Mean Std dev Min Max 
,i trank  13543 94.09 58.37 1 200 
,i tP  13543 2.86 2.60 0.1 19.99 
,i tAGE  13543 271.67 213.03 1 928 
,i tDOWN  13543 0.29 2.14 0.0001 82.70 
,
c
i tdown  13543 23.96 53.65 0.0434 466.38 
irating  13543 3.71 0.49 2.5 5 
_ iIn app  13543 0.12 0.32 0 1 
iclassic  13543 0.06 0.23 0 1 
inetwork  13543 0.20 0.40 0 1 
tHOLIDAY  13543 0.33 0.27 0 1 
      Notes: ,i tP  in US dollars, ,i tDOWN and ,
c
i tdown  in unit of ten thousand. 
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Table 3. Pair-wise correlation matrix of variables  
 
Variable ,ln i trank  ,i tP  ,i tAGE  ,i tDOWN  ,
c
i tdown  
,i tP  0.049     
,i tAGE  0.067 -0.093    
,i tDOWN  -0.156 0.043 -0.080   
,
c
i tdown  -0.233 0.279 0.066 0.086  
,i trating  -0.282 0.129 -0.067 0.090 0.178 
_ iIn app  0.053 -0.059 0.225 -0.027 0.058 
iclassic  0.003 -0.009 0.223 -0.002 0.173 
inetwork  -0.042 0.174 0.114 0.113 0.358 
tHOLIDAY  -0.009 0.030 0.003 0.021 0.001 
 irating  _ iIn app  iclassic  inetwork   
_ iIn app  -0.115     
iclassic  -0.171 0.099    
inetwork  0.006 -0.045 0.211   








6. Results and Analysis 
6.1 Estimation of the impact of piracy 
We first estimate the impact of main variables in model (3) with interaction terms excluded. The 
FE method employs a „within‟ fixed effect estimation procedure with robust standard error. Then 
the lagged DOWNi,t by four days and tHOLIDAY  are used as instruments for DOWNi,t (we also 
tried to lag DOWNi,t by eight days, and the result does not vary much). The IVFE method 
employs a „within‟ instrumental variables with two-stage least square procedures. The results are 
shown in table 4.  
 
 
Table 4. Estimation result of model (3) without interaction terms 
 
Variable FE IVFE 




















Observations 13543 9967 
No. Groups 366 346 
R-sq within 0.164 0.192 
R-sq overall 0.009 0.009 
Max group size 91 85 
Avg group size 37.0 28.8 
Min group size 6 1 
F 64.33 94.30 
(Prob>F) 0.000 0.000 
 





From table 4 we can see that applications with lower price ranked higer, and thus sell 
better. The coefficient of independent variables in the regression should be interpreted in terms 
of percent change of the dependent variable since it has been log transformed (Wooldridge 2008). 
Hence, one dollar increase of price generally increases the rank of the application around 25% 
with other factors held constant. Developers can adjust the price of their applications to 
maximize the profit. The positive and significant coefficient of AGEi,t indicates that the rank of 
an application gradually drops and becomes less popular with time. The rank generally drops by 
6% every 10 days. During our data collection period, we found that the superstar applications 
normally hold steady in rank position for some time as long as even several months while the 
applications ranked around 100 could stay in the top list for about only several weeks. 
The result we are most interested in is the coefficient of downloads number DOWNi,t  
which is significantly negative in both the FE and IVFE methods. This result can be initially 
interpreted as that pirating downloads of cracked applications generally benefit the legitimate 
sales. Since the downloads number in our estimation is in unit of ten thousand, hence the 
coefficient of DOWNi,t  could be interpreted as that ten thousand pirating downloads upraise the 
rank by 1%, which seems rather weak, but given the around 240 thousand cumulated downloads 
of an application on average, the promotional effect of pirating appears not neglectable. However, 
although we used instrumental variables two-stage least square procedure to deal with the 
endogenous problem of DOWNi,t, and the t-statistic for tHOLIDAY  in the first stage regression is 
5.05, larger than the rule of thumb standard 3.2 (Staiger and Stock 1997), this result may still be 
doubtful given the instruments we used might not be very strong.  
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6.2 Weekly dummy method 
Given the possible limitation of the instrument method above, we next use an alternative method 
to investigate this question. Following Smith and Telang (2009), we create a set of weekly time 
dummy variables that may influence the legitimate sales before and after the release of 
corresponding cracked applications. The dummy variable (W-T) equals to one for T weeks before 
the release of the cracked application, and (W+T) equals to one for T weeks after the release of 
the cracked application. For instance, W+1 equals 1 for the first week after the release of the 
cracked application. The model we used is still fixed effect model similar to (3): 
                                                                 (6) 
We control for AR(1) disturbances in the error term due to the possible time series effects. 
Besides, since the downloads number varies across applications, the time dummy variables are 
interacted with the cumulated download number down
c
i,t  in units of thousand downloads, similar 
to Smith and Telang‟s (2009) practice. Thus, the coefficient of the time dummy variables should 
be interpreted as the percent change of rank in week T per thousand downloads. The results are 
shown in table 5. 
 
 
Table 5. Estimation result of model (6) 
 
Variable Estimate from ARFE 
,i tP  
0.190*** 
(0.007) 























No. Groups 366 
R-sq within 0.299 
R-sq overall 0.0007 
Max group size 90 
Avg group size 36.0 
Min group size 5 
F 710.18 
(Prob>F) 0.0000 
Notes: Values in parentheses are standard errors. *, **, *** represents significance level at 5%, 1%, 0.1% 
respectively. 
 
The weekly time dummy variables are of key interests. Table 6 shows that the 
coefficients of the two weeks prior to the release of the cracked applications are not significant. 
The coefficient of (W+1) is strongly significant and negative, which indicates that the release of 
cracked version of an application significantly boost its legitimate sales after the first week of the 
release. The scale of the promotional effect is about 2% uprising of rank per ten thousands 
cumulated pirating downloads. The average cumulated downloads number during the first week 
after the release is about 40,000. After the first week, the promotion effect becomes weak and 
not significant.  
Two Methods of model (3) and model (6) investigate the question from two perspectives 
and yield consistent results, showing us that pirating downloads of cracked applications 
generally promote the legitimate sales.  
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6.3 Piracy’s impact varies across applications 
Given the diverse nature of the various applications, the impact of piracy ay vary across different 
applications. We can learn the difference by estimating model (3) with the interaction terms 
included. The result is shown in Table 6. From Table 6, the coefficient of the interaction term 
DOWNi,t*Pi,t is positive and significant, which indicates the promotional effect of piracy 
downloading is stronger for applications with lower price. If the application‟s price is too high, 
then piracy activity may still harm the legitimate sales. Price is a very important character that 
makes mobile applications different from other digital products. Due to the average low price 
around only $1 for each application and the convenient experience of purchasing the legitimate 
applications, most users would not deliberately choose between pirating and buying, but do 
whichever is at hand. For people who have jailbroken their phones, if they come across a cracked 
application, they will download it, and if they find an interesting application when browsing the 
App Store, they will also buy it. Thus, the low price is one crucial feature that makes the piracy 
of mobile application not a serious threat to developers.   
The coefficient of the interaction term DOWNi,t*RATINGi,t is negative and significant, 
thus piracy downloading benefits the high rating applications like 5 stars or 4 stars. When the 
rating of an application is lower than 4, the impact of piracy may change its direction and 
becomes substitutive. This is consistent with the sampling effect and word of mouth effect of 
piracy discussed in the literature review section that if the application is a good one which can 
satisfy most users, piracy helps to publicize it and the developer sells more legitimate copies. In 
contrast, if the ratings given by previous users are very low, piracy also helps to disseminate the 
poor quality information and impede the following purchase. Based on this finding that piracy 
helps decent applications and harms bad applications, we suggest developers to put more efforts 
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Table 6. Estimation result of model (3) with interaction terms 
Variable Column(1) Column(2) Column(3) Column(4) Column(5) Column(6) 





































, ,*i t i tDOWN P  0.007* 
(0.003) 
    0.007* 
(0.003) 
, *i t iDOWN RATING   -0.022* 
(0.011) 
   -0.064* 
(0.029) 
, * _i t iDOWN IN APP    0.042* 
(0.019) 
  0.075 
(0.050) 





















Observations 13543 13543 13543 13543 13543 13543 
No. Groups 366 366 366 366 366 366 
R-sq within 0.164 0.165 0.165 0.165 0.165 0.167 
R-sq overall 0.008 0.007 0.008 0.008 0.009 0.010 
Max group size 91 91 91 91 91 91 
Avg group size 37.0 37.0 37.0 37.0 37.0 37.0 
Min group size 6 6 6 6 6 6 
F 50.65 49.27 48.46 50.17 55.12 31.04 
(Prob>F) 0.000 0.000 0.000 0.000 0.000 0.000 
Notes: Values in parentheses are standard errors. *, **, *** represents significance level at 5%, 1%, 0.1% respectively. 
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One unique feature of mobile applications is the In-app purchase function. The impact of 
piracy on applications with In-app purchase turns out to be more substitutive rather than 
promotional. This is opposite to our expectation that applications supporting In-app purchase 
may benefit more from piracy as discussed in the model section. This result might be caused by a 
relatively small number of applications (9.9% in our dataset) supporting the In-app-purchase 
function. The ranks of applications currently supporting In-app-purchase are mostly not very 
high, and the average rating for these applications is about 3.5. As we discussed above, piracy 
benefits superstar applications more, and thus the advantage of In-app purchase currently may be 
obscured by the other characters of the application. Given the growing interests from developers 
of employing In-app-purchase mechanism to sell more contents from within the application, this 
method may be more widely adopted and yield the anti-piracy effect as expected. 
The main purpose of creating the CLASSICi dummy variables is to examine the sampling 
effect of piracy that may promote the legitimate sales. Since classical games are not expected to 
benefit from the sampling effect because their contents are already well known, the effect of 
piracy on classical games‟ sales should be more substitutive. The result from column (4) of table 
6 is consistent with our expectation. The coefficient of DOWNi,t  becomes positive if CLASSICi 
takes value 1, and positive coefficient indicates substitutive effect. The use of CLASSICi dummy 
variables helps us discover that for classical games, the promotional effect of piracy has 
disappeared. In contrast, for most of the non-classical games whose content and quality are not 
previously known to users, sampling effect is an important factor that contributes to piracy‟s 
promotional effect. 
Another important effect of piracy we presumed is the network effect. While playing a 
solo game is normally based on personal interests, playing the games with multiplayer mode 
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would not be just a personal choice, but also influenced by what other friends play. Some games 
support local multiplayer mode through blue-tooth or Wi-Fi connection, and some games have 
online game center in which players can find opponents from around the world. These games 
have positive network effect such that the more people play the game, the more entertainment 
value it has. However, the estimation result turns out to be not significant for the interaction 
terms with networki. 
6.4 Robustness check 
Finally, since the applications included in our estimation are all those applications with piracy 
available, our result might have the sample selection problem. To address this problem, we use 
the propensity score matching method, which is firstly suggested by Rosenbaum and Rubin  
(Rosenbaum and Rubin 1983; Rosenbaum and Rubin 1985; Rosenbaum and Rubin 1985) and 
has been conventionally used in literature to address the problem of selection bias (Dehejia and 
Wahba 2002; Smith and Telang 2009).  
Propensity score matching is a method to address the selection bias problem. It matches 
units in two groups that are similar in term of their observable characteristics. We first use 
observable characteristics of applications, specifically, average price, average ratings, average 
age, average comments number and In-app-purchase, to predict the probability of an application 
having piracy available. The propensity score of an application is its probability of having piracy 
available. It is calculated using the standard Probit model, as is specified in (7). 
1 2 3 4 5 ,
Prob( _ 1)
( _ _ )
i
i i i i i i t
piracy available
p age ratings comment number In app v    
 
     
           (7) 
The _ ipiracy available  in (7) is a dummy variable with value 1 to indicate that 
application i has piracy available, and value 0 if unavailable. The pi, agei, ratingi, and 
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comment_numberi are the average value of price, age, rating, and number of comments of 
application i during our data collecting period. Our dataset for the probit estimation contains 611 
applications of which 366 (59.9%) having cracked version. The estimation result of (7) is shown 
in Table 7. 
 
Table 7. Estimation result of model (7) 
Variable Estimate 
ip  -0.007 
(0.010) 
iage  0.0006** 
(0.0002) 
irating  0.406*** 
(0.098) 
_ icomment number  0.001*** 
(0.000) 





Pseudo R-sq 0.055 
Log likelihood  -474.176 
LR Chi-sq 56.03 
(Prob>Chi-sq) 0.000 




Notice from Table 7 that applications with older age, higher rating value, and more 
comments number are more likely to be pirated. After calculating the propensity score, we can 
compare applications that have similar characteristics (propensity scores) which some have 
piracy available and other not. The propensity scores for applications with piracy available and 




Figure 2. Propensity scores for applications with piracy available (solid) and unavailable (dash) 
  
It is obvious to note that the plots in Figure 2 for applications with piracy available or 
unavailable have similar distribution. For any given propensity score it is possible to find 
applications with similar propensity scores in both of the two groups.   
After the calculation of the propensity score, we proceed to compare the difference of log 
rank of applications in two groups with appropriately matched propensity scores. The estimate 
on the difference of log rank for applications with piracy available and unavailable is 0.040 with 
a standard error of 0.071 (t-statistic 0.57), leaving the result statistically insignificant. Hence, this 
insignificant result shows that our study does not suffer from the selection problem much.  
After this, more robustness check is conducted. Model (3) without interaction terms is estimated 
employing the random effect procedure, and the result is shown in table 8. 
Table 8. Estimation result of model (3) without interaction terms with random effect procedure 
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Variable RE IVRE 




















Observations 13543 9967 
No. Groups 366 346 
R-sq within 0.153 0.182 
R-sq overall 0.009 0.013 
Max group size 91 85 
Avg group size 37.0 28.8 
Min group size 6 1 
 
Notes: Values in parentheses are standard errors. *, **, *** represents significance level at 5%, 1%, 0.1% 
respectively. 
 
 After the estimation employing random effect procedure, we conduct the huasman test. 
The result of Hausman test between the two estimations without instruments variables is that 
chi2(3)=783.60, and Prob>chi2 =0.0000, showing that the random effect coefficients are 
significantly different from the fixed effect coefficients. The result of Hausman test between the 
two estimations with instruments variables is that chi2(3)=563.84, and Prob>chi2 =0.0000, 
showing that the random effect coefficients are also significantly different from the fixed effect 
coefficients. 
 Then we add the variables interacted with ,i tDOWN in model (3) as main effects, as is 
shown in model 8 
(8) 
 
We estimate this model with random effect procedure. The result is shown in table 9. 
, 1 , 2 , 3 ,
4 5 6 7 ,
ln
_
i t i i t i t i t
i i i i i t
rank P AGE DOWN
RATING IN APP CLASSIC NETWORK v
   
   
   
    
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Table 9. Estimation result of model (8)  
 
Variable RE 
,i tP  
0.211*** 
(0.005) 
,i tAGE  
0.003*** 
(0.000) 



















No. Groups 366 
R-sq within 0.152 
R-sq overall 0.037 
Max group size 91 
Avg group size 37.0 
Min group size 6 
 
Notes: Values in parentheses are standard errors. *, **, *** represents significance level at 5%, 1%, 0.1% 
respectively. 
 
From table 9 we can see that the coefficients of 
,i tP , ,i tAGE , ,i tDOWN do not vary much 
from that in table 8. In addition, the coefficient of iRATING is negative and significant, showing 
that applications with higher ranks sells better. The coefficient of _ iIN APP  is not significant, 
showing that the role of In-app purchase is not very clear at the current stage. The coefficient of 
iCLASSIC is negative and significant, indicating that classical games sells better. The coefficient 
of iNETWORK  is negative and significant, indicating that games with network effect sells better. 
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7. Discussions and Conclusions 
7.1 Discussion 
In this study, we analyze the impact of mobile application piracy on legitimate sales. There has 
long been debate on the influence of creative products piracy, from the early computer software, 
to music and movie, and to the current newly emerging mobile applications. Prior studies have 
generally concluded that piracy plays important role in the sales declining of creative products. 
However, the influence of piracy in mobile application business has not been clear yet. 
To empirically investigate this question, researchers need to collect both legitimate sales 
data and piracy activity data. For sales data, past studies on traditional creative products can 
obtain the data from organizations that have been systematically collecting relevant data for 
years, like the BSA (Business Software Alliance) or SIIA (Software and Information Industry 
Association) for computer software, the RIAA (Recording Industry Association of America) for 
music, and the MPAA (Motion Picture Association of America) for movies. Hence research can 
be done from a macro perspective to study the change of sales in one or several countries 
covering a long time due to piracy. However, there is currently no authority organization for 
mobile application to collect the sales information, and the only source of this information is the 
mobile application store providers like Apple and Google, who would not reveal the detail data 
due to industry confidentiality. Thus we follow a conventional practice of many past researchers 
by using rank data instead of the direct sales data. We refer to an algorithm between rank and 
sales discovered by industry consultants, which saves us the effort to estimate the relationship. 
For piracy activity data, almost all prior studies have difficulty in collecting it because of 
the decentralized nature of P2P network. Thus, some researchers used Internet access as a proxy 
of piracy activity while other researchers resort to survey data.  However, the research context of 
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mobile application has the advantage of concentrated piracy activities around several specific 
websites, which largely facilitate our piracy data collection. We collect our data on piracy 
activities from a popular website that attracts a large part of the piracy activities and records 
every piracy downloads on a daily basis. We also collect some supplementary data like each 
application‟s price, ratings, and the number of comments on the official website. 
The econometric method used in this study is application-level fixed effect panel model. 
We find that applications with a lower price ranked higher, and the rank gradually drops with 
time. Most interestingly, the effect of piracy on the legitimate sales is generally promotional 
rather than substitutional. In order to address the endogenous problem of the piracy downloads 
variable, which is expected to be higher for the popular applications that also ranked higher. We 
first use the instrumental method, and then analyze the research question from an alternative 
perspective by creating several weekly dummy variables. All these methods give us a consistent 
result, that the piracy of mobile applications generally benefits the sales. 
Then we add several interaction terms to our model and found that, the promotional 
effect of piracy is stronger for those applications with a lower price or higher quality. This result 
is consistent with the study of Gopal and Sanders (1997) on computer software that price has a 
significant impact on piracy. The increase of price makes the impact of piracy more negative 
(Gopal and Sanders 1997). Belleflamme (2003) also showed that whether a firm will benefit 
from piracy also depends on its pricing strategy and other dicisions (Belleflamme 2003).  
We further investigate how piracy may help legitimate sales and found evidences to show 
the existence of significant sampling effect and word of mouth effect of piracy. The finding of 
sampling effect supports the suggestion of Gopal et al. (2006) that piracy helps providing the 
missing information which produces a better matching between the consumer desire and the 
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various products (Gopal and Sanders 2006). The finding of word of mouth effect proves the 
theory of Givon et al. (1995) that piracy provides word of mouth advertising and leads to future 
purchasing (Givon, Mahajan et al. 1995).  
The network effect may also play some role, but the effect is not strong enough to be 
noticed in our data. Actually, most of the game applications on the mobile platform have certain 
amount of network effect: most of them have the function of submitting the scores of the players 
to an official Game Center, or some popular social network websites like Facebook and Twitter 
so that players can compete their achievements with their friends. In addition to this weak but 
prevalent network effect, some games support local or online multiplayer mode, which will have 
stronger network effect and attract more users if piracy can help increasing the user base. 
However, given that our data are collected from Chinese user, to whom the aforementioned 
social network websites are not popular, and the game servers supporting online multiplayer are 
mostly located in the US to which the connecting speed is slow to users from China, then we can 
understand why the network effect of piracy is not much reflected in our data. Future research 
could collect data of US piracy activities like from the website „Apptrackr‟ and re-estimate the 
network effect. 
7.2 Implications 
Having these findings, we provide several implications to people from multiple fields involved in 
the mobile application industry. First, to the application developers, piracy helps expose an 
application to the masses as music piracy helps artists and bands get more publicity. Without 
cracked application sites like „Apptrackr‟ and „91‟, a lot of applications would be left 
languishing in the pits of the App Store among the rest of the applications available. A large 
number of applications only get to enjoy recognition from the people within the developers‟ 
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circle of influence. However, when they are placed on „Apptrackr‟ or „91‟, they are exposed to 
an extensive audience which makes up millions of unique visitors a month. Many of these 
visitors might have never discovered these applications if they were not placed on cracked 
application websites. Developers can gain an arbitrary profit from their applications freely 
promoted by piracy. However, on the other hand, if the quality of the application is not satisfying, 
the developers may not want to expose their products too much. Consequently, we suggest the 
developers not to concern too much on piracy problems, but convert the resource to improving 
the quality of their applications and try to lower the price.  
Second, for the pioneers of the piracy community, like the hackers of the mobile devices, 
the creators of the cracking tools to crack original applications, and the people running the 
websites for cracked applications sharing, our study may provide an excuse for them to continue 
their efforts. For people who are keen on cracking applications and share them freely with others, 
they may also find some ethical justification for their behavior. Nevertheless, the authors of this 
study declare that we hold neutral attitude towards mobile application piracy behavior. 
Finally, for the providers of application stores, the possibility of piracy helps attracting 
more costumers to purchase the legitimate products thus on the whole increases their profits. 
This also partly explains why these big companies do not show the same level of passion for 
combating mobile application piracy like companies selling music or movie products used to do. 
However, we should always remember that this promotional result of piracy is largely based on 
the fact that the purchasing cost of legitimate applications to a single individual is low and the 
purchasing experience is very convenient. Accomplishing these two goals is not an easy task for 
any application store, because it requires the formation of an integrated ecosystem that 
guarantees the interests of both developers and customers. Developers choose to create 
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applications for a platform only when there is a high chance to profit from it which means the 
customer base of the platform needs to be large enough. Customers choose a platform where they 
can find proper applications satisfying various needs in their daily life or for business, which 
means there need to be a large number of developers working on the platform. Achieving all 
these requirements, the application store ecosystem can benefit every party and worry less about 
piracy. 
7.3 Limitations and future research directions 
This study is among the first academic papers trying to investigate the impact of mobile 
application piracy on legitimate sales. However, due to the newly emerging nature of the mobile 
application ecosystem, many aspects of this business are unstable and currently under rapid 
change. Thus we only chose the most popular and relatively mature Apple‟s App Store as the 
source of data. Although App Store is currently the leading mobile application store, other stores 
are also developing rapidly (Bilton 2010). Besides, we only investigate our research question in 
the market of China. Past studies have shown that piracy activities and their influence vary 
across nations due to the socioeconomic, cultural, and demographic differences (Husted 2000; 
Marron and Steel 2000; Banerjee, Khalid et al. 2005; Andrés 2006).  
Future researchers can do a more holistic study on a broader range of mobile application 
stores. Researchers can also take different stores as the unit of analysis and compare the piracy 
activities and their impact in different stores. In addition to the extension to other application 
stores, the coverage of countries and application categories can also be extended. Future research 
can attempt to study this problem at multi-country level. For instance, the „Apptrackr‟ website in 
the U.S. is a good source of piracy activity data. Moreover, the applications we studied are all 
games..  
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The concept of applications now is not only confined within mobile devices, but also has 
spread to desktops, like the Chrome Web Store and the Mac App Store. Apple announced the 
Mac App Store on Oct 20, 2010, and launched it on Jan 7, 2011. It is similar to the one for iOS 
devices, but has applications designed for Mac computers. What makes this interesting is that 
almost immediately after the launch of Mac App Store, the same man behind „Hackulous‟ and 
„Apptrackr‟, had developed another tool named „Kickback‟, with which users will be able to 
pirate any applications in the store. However, according to Dissident, they do not want to release 
„Kickback‟ as soon as the Mac App Store gets released, because “most of the applications that go 
on the Mac App Store in the first instance will be decent” and they will only release „Kickback‟ 
several months later when the store has “a bunch of crappy applications” so as to help users try 
the applications first before purchasing (Gizmodo.com 2011). This is one example we provide 
that future research can delve into and learn the piracy behavior in a new environment.  
Over the last two years, thousands of new developers have entered the mobile application 
ecosystem. With the building of a profitable business model and the motivation to design better 
user experiences, developers have been designing applications for almost every purpose in both 
daily life and business. In fact, Apple even registered trademark for the phrase “there‟s an 
application for that”. Overall, by improving user experiences and dropping price barriers, the 
mobile application ecosystem can continue to grow. As new forms of electronic devices are 






Appendix. Summary of Variables in this study 
 
 
Variable Name Description 
,i tRANK  
The rank of application i in date t. Rank is used in log form in the 
model 
,i tsales  
The sales level of application i in date t. This is a variable with 
not real data collected 
,i tp ( ,i tP ) 
The price of application i in date t, measured in US dollar. 
Adjusted value according to (4) is in capital letter 
ip  
The average price of application i during our data collecting 
period 
,i tage ( ,i tAGE ) 
The days passed from the official release of the application to 
date t. Adjusted value according to (4) is in capital letter 
iage  The average age of application i during our data collecting period 
,i tdown ( ,i tDOWN ) 
The daily pirating download number of application i in date t, 




i tdown  
The pirating download number of application i cumulated from 
the release of the cracked version to date t, measured in 
thousands 
,i trating  
The rating of application i on the official website, from 1 star to 5 
stars 
irating  
The average rating of application i during our data collecting 
period 
_ icomment number  
The average number of comments to application i on the official 
website during our data collecting period 
_ iIn app  
The dummy variable with 1 to indicate application i contains In-
app-purchase function 
iclassic  
The dummy variable with 1 to indicate application i is 
categorized as classical game 
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inetwork  
The dummy variable with 1 to indicate application i has strong 
positive network effect 
tHOLIDAY  The dummy variable with 1 to indicate date t is holiday 
_ ipiracy available  
The dummy variable with 1 to indicate the cracked version of 
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