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ABSTRACT
DATABASE IMPLEMENTATION FOR FINES MANAGEMENT
OF STUDENT ORGANIZATION
Parker Nomura

The Delta Upsilon fraternity at California Polytechnic State University in San Luis
Obispo, California, currently has no formal system for fines management. This facilitated
over $9000 in uncollected dues and fines during the 2016-17 academic year. The
executive board have difficult access to accurate financial information and general
members have difficult access to personal fines information. This project aims to design,
implement, and test a fines management system to reduce the annual amount of unpaid
dues by $4500. The system is to be cost-effective, which will be measured as a decrease
in uncollected dues. The system will be beneficial to the general members of the
organization, which will be measured in an increase in member satisfaction through
defined performance indexes. The determined solution is to design a website connected
to a database to store fines information and adopt the system within the organization. The
database features individual logins for each member, individual financial information for
general members, and specific roles for executive board members with access to
executive controls and previous records for internal auditing.
The website and database provide a standardized source of fines information for both
members and executive officers. Members tested the new system and determined it is
significantly more satisfying to use and more easily provides fines information. The
website is clear for members to navigate and interpret information. The website functions
flawlessly in all functions including database interaction and login security. The
effectiveness of the system will be thoroughly measured during the 2018-2019 academic
year, as the organization adopted the system in May 2018. The estimated annual cost of
the cloud hosting service is $100. The new fines management system will reduce the
amount of unpaid fines by $4500, thus saving the organization $4400.
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I. Introduction
Delta Upsilon is an independent student organization at the California Polytechnic State
University in San Luis Obispo, California. The organization failed to collect over $9000
in dues and fines from members in the last academic year. With a budget of over
$100,000, the Delta Upsilon fraternity did not collect nearly ten percent of the expected
revenue. Members had no access to upcoming and past payments unless directly
inquiring with the Vice President of Finance. The purpose of this project is to reduce
annual uncollected dues by $4500.
Objectives:
●
●
●
●
●

Evaluate current procedures regarding fines information and communication
Identify specific customer needs and make prioritizations
Design integrated system to record current and past information
Implement system into operations of the organization
Measure improvement in new procedures regarding financial information and
communication
The solution features a functional cloud database with fines information for each member
of the organization. The database will have individual accounts for all members and
executives. The database will provide useful information about upcoming and past
payments. The database will produce fines information and management functions for the
organization executives.
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II. Background
The Delta Upsilon fraternity is an independent student organization with 100 members.
The fraternity has operated with Cal Poly and the Interfraternity Council for 62 years.
However, the management of Delta Upsilon’s finances is outdated and unprofessional.
The current platform for financial management is a single spreadsheet managed by the
Vice President of Finance. The page is accessible by Google drive only by the Vice
President of Finance and the President of the organization. The spreadsheet requires
manual changes of individual cells to update values. The spreadsheet has no past record
of information or changes. A fines management system would allow the organization to
access accurate fines information and adjust their finances accordingly.
Literature Review:
There are currently several commercially-available services to manage the finances of
student organizations. One such service, LegFi, offers invoicing, payment processing,
and financial reporting for groups and organizations. The service offers many features
beyond tracking payments and financial reporting that may or may not be of interest to
the Delta Upsilon fraternity. LegFi is offered at $2 per member per month. At a
membership of 100, the expected annual cost of this service is $2400. Alternatively, the
proposed cloud database has an expected cost of $150 annually.
The article “Making Database Security an IT Security Priority” discusses the importance
of database security and different means to place controls on stored data. The article
emphasizes database security within an organization and highlights the use of other
vulnerabilities in order to extract protected data. While employee devices are sometimes
more common than system breaches, the end goal of a hacker is to obtain or remove
database information. The article offers very broad solutions, more conceptual than
applicable. The article is an introduction article for the hosting organization to sell their
services. While the SANS Institute is respected within the IT community, there is a
commercial ends to this article. The article names internal attackers as a threat, but little
is mentioned about relative risk and rate of internal attacks versus external attacks. In
designing the database system, security measures and controls must be put in place. It is
pertinent to the financial security of the users and the organization. The most likely abuse
of the system will be individuals incorrectly marking payments when they have not been
paid. By creating different roles to the users and administrators, this issue may be
minimized.
The book “The Basics of Hacking and Penetration Testing: Ethical Hacking and
Penetration Testing Made Easy” defines and explores penetration testing and database
security. The book defines hacking and separates it from penetration testing, a legal and
authorized attempt to misuse or access a database in order to improve the system.
7

Penetration testing is usually performed internally within an organization to develop
better security over their information. While the amount of information usually targeted
in more important and larger in size than the information the author is working with,
there is still potential for misuse of the database both externally and internally. A member
of the organization may be tempted to mark their fee or fine as paid, even when no
money has been exchanged. This may be mitigated using roles for various user types.
However, there is a risk for the executives who have more permissions to misuse the
system. A possible solution is to audit the financials using another executive or nonexecutive to have access to the financial information. Penetration testing may be useful if
the database is held on private servers. However, it is not necessary in this situation using
a cloud service. The physical servers that are rented through Amazon Web Services or
Microsoft AZURE are physically protected and designed for specific access. The design
of the database and its queries are more important to focus on.
The article “Optimal database design for the storage of financial information relating to
real estate investments” expands on the importance of data and its applications within the
real estate industry. The data collected is very time-driven as most investments are long
term. The data is important to protect because of its financial significance. A real estate
investment database system may operate similar to a financial accounts database system.
The article discusses the data dimensions of the information from various accounts to
time-driven investments. The dimensions are important to consider and pertinent to set up
correctly before the implementation of the database system. Financial information is
important to be up-to-date and correct, for the users are primarily focused on this
information and less on the constant administrative data. The information system must
also be available to expand and adjust to foreseeable events in the organization, such as
adding or removing members, updating member information, adjusting incorrectly
marked information, and dealing with special circumstances. The organization in the
future must be able to maintain and repair the database without the original system
administrator present. These and other factors must be considered early in designing a
database, as poor early design can lead to barriers in repairing later.
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III. Design
The organization’s specific problem to be addressed is to decrease the amount of unpaid
fines by $4500. To address this, the members will be introduced to a fines management
website to provide real-time information about their fines, whether paid, unpaid,
upcoming, or past due. The executive members of the organization can access additional
functions to distribute fines and manage current fines. The following is an overview of
the organization’s previous fines management system.
Specifications:
● 100 current members
● $100,000 annual budget
● 300 separate collections of dues (3 per member per year)
● Various fines assigned to specific members
The database will feature individual accounts with passwords for each member and
additional accounts for executive board members with additional privileges. Account
security is pertinent when handling financial information. The database must be able to
store hundreds of individual payments and all relevant information (description, due date,
date paid). The database must create a past log of fines information for future auditing.
The database must produce reports of current fines and past due information. The
following is an overview of the phases to implementing the database.
Overview:
● Relational tables built in Access
● Database imported into Visual Studio 2017 (ASP.NET) framework
● Website and database hosted on Microsoft Azure cloud service
● Users access the database using internet browsers
● Executive members request fines information from database
The organization’s current system for fines management is ineffective for collecting fines
and internal auditing. Also, it is difficult for members and executive members to retrieve
personal and organizational financial information. A proposed solution is to purchase a
service such as LegFi as a solution to the problem. However, the annual cost of the LegFi
service is over ten times the estimated annual cost of the Microsoft Azure cloud service.
The Microsoft Access software was provided prior at no cost to the organization. The
implementation of an independent database system will provide a comparable solution at
much less cost.
Early, calculated design decisions are important regarding the design of the database and
the implementation of its use. The database will begin as a set of relational tables built in
Access (Figure 1). The normalized tables are designed to provide the framework for the
expected information when querying the database. The tables are designed to store only
9

necessary information and to prevent null values. This promotes the integrity of the
function of the database and reduce complications due to unnecessary data entries. The
relational tables are then imported into the Visual Studio 2017 (ASP.NET) framework.
The database is then uploaded to the Microsoft Azure cloud service. The database is
stored securely in the cloud servers. The interactive web pages will be connected to this
cloud database. The website framework features web pages that present the user
interface of the database. The web pages must be easy to interpret for any student and
enable the user to navigate the information. The web pages require HTML script to create
authentication and security features that will protect the user’s information. The
completed set of web pages is then uploaded to the Microsoft Azure cloud service for
hosting. The database and its interface are available for use by the organization’s
executive board and members.

Figure 1 Design of Related Tables in Access
The figure above depicts the related tables in Access and each table’s fields. The primary
and foreign keys (unique identifiers) are labeled with a key icon. The related fields
between tables are indicated by lines. The table relation is expressed as “USER OWES
FEE,” following a “noun, verb, noun” normalization style to prevent null values in the
tables. This database is then imported into Visual Studio 2017 (ASP.NET) to develop the
user interface, queries for database function, and security measures. The website is
developed through a connection to the database hosted on the Microsoft Azure cloud
service. Once the website is functionally complete in Visual Studio 2017, the website and
database are uploaded to the Microsoft Azure cloud service.
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The process to publishing the website and database is documented here. First, the Access
database is imported into Visual Studio 2017. Under the “Tools” menu select “Connect to
Database…”

Figure 2 Visual Studio 2017 to Microsoft Azure (Step 1 of 8)
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Ensure the “Microsoft Access Database File (OLE DB)” is selected under “Data source:”
and click “Browse…” and select the desired database file. Then select “OK.”

Figure 3 Visual Studio 2017 to Microsoft Azure (Step 2 of 8)
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Under the “View” menu, select “Server Explorer.”

Figure 4 Visual Studio 2017 to Microsoft Azure (Step 3 of 8)
Ensure the desired database is present under “Data Connections.”

Figure 5 Visual Studio 2017 to Microsoft Azure (Step 4 of 8)
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Next the database and website are uploaded to the Microsoft AZURE cloud service.
Right click on the project to be uploaded and select “Publish…”

Figure 6 Visual Studio 2017 to Microsoft Azure (Step 5 of 8)

14

Ensure “Azure App Service” is selected as “Create New” and select “Publish.”

Figure 7 Visual Studio 2017 to Microsoft Azure (Step 6 of 8)
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Before creating the website as an application, select “Create a SQL Database” to create
both an application and a database.

Figure 8 Visual Studio 2017 to Microsoft Azure (Step 7 of 8)
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Select the correct SQL Server, Administrator Password, and Connection String Name and
select “Create.”

Figure 9 Visual Studio 2017 to Microsoft Azure (Step 8 of 8)
The application and database are uploaded to the Microsoft Azure cloud service. The
website is now live and accessible by any computer with an internet connection. The
website for this project is live at the link below. There is also an example login available
for anyone interested in viewing the website.
https://bit.ly/2LyjEQu
Email: member@mail.com
Password: 1234
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The website features four web pages. The first is a login page. Incorrect email and
password combinations will return an error message to the user. If the user logs in
successfully, the user will move on to the next page. The website stores the login as
session data to ensure the user stays signed in and is logged out when the browser is
closed.

Figure 10 Login Page
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The second page is the home page for users to view their fines information. The page
features a reference table with the details of each fine (description, amount, due date) and
a table with the user’s paid and unpaid fines. The home page provides useful fines
information to every member of the organization. With this information, members will be
more satisfied with operations and will pay more fines on time. The button labeled
“Executive Member Login” loads the third web page. Only members with executive
access can access this page.

Figure 11 Home Page
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The third web page features executive functions to view all members’ unpaid fines and
mark them as paid. The first table is another reference table to each fine’s information.
The second table is a list of all unpaid fines. When the user clicks on the select button in
the first column, the details of that specific unpaid fine will populate below. The user
then selects the calendar to mark the date that the fine is paid and clicks the button
labeled “Pay Fine.” The fine is then marked paid and removed from the unpaid fines list.
The button labeled “Add & assign fines” will load the fourth page. Only members with
executive access can access this page.

Figure 12 Executive Access (Part 1 of 2)
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Figure 13 Executive Access (Part 2 of 2)
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The fourth page features executive functions to create new fines and assign fines to
members. The top form allows the executive user to type in the description, amount, and
due date for a new fine. The bottom form allows the user to assign fines to individual
members.

Figure 14 Add & assign fines page

The website and database are fully functional and accessible to members of the
organization. The organization has tested the website’s function and will transition the
website into operations for the next academic year.

22

IV. Methods
The purpose of the new fines management system is to reduce the annual amount of
unpaid fines for the organization. In order to properly measure the effectiveness, the
system must be used in operations for at least a quarter, but preferably a full academic
year. The financial improvement will be quantifiable after the 2018-2019 academic year.
Additionally, the satisfaction of the users is an important factor to the future use and
success of the system. A survey was distributed to members before and after being
introduced to the new system. The members were allowed to test the system and become
proficient in use. The members were surveyed afterward to compare their satisfaction
with the new system compared to the old fines management system. A sample size of 30
was selected from a population of 99 members. All three performance metrics were rated
from one to ten, where one is dissatisfaction or difficulty of use and ten is satisfaction or
ease of use.
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V. Results and Discussion
Each performance metric indicated members were dissatisfied with the previous system
because of difficulty to retrieve information and were satisfied with the new system in
comparison.

Figure 15 Survey Results
The results of this experiment were expected. The previous fines management system
featured no formal structure or communication paths. Members and executives expressed
concerns with the current operation in previous dialogues. The members expressed
interest in the new system, especially the clarity of unpaid fines information. While
further use of the system is necessary to more accurately measure the effectiveness, the
initial measurement of member satisfaction concluded in favor of the new system. The
estimated cost of the cloud storage for the database and website is $100 annually. The
new system must save the organization at least $100 in order to be cost effective. If the
system successfully saves $4500 in unpaid fines, the cloud service cost is well justified.
The user interface of the website is clear for members to interpret and gather information.
There is no unnecessary information or visual clutter to confuse the user. The security
features are fully functional. The database updates nearly instantly and the website
updates tables and figures appropriately. The continued use of the database depends on
proper function and clear user interface. The survey yielded results that members can
easily navigate the website and are satisfied to adopt the system. The implementation of
the database system is a significant improvement to the fines management operations of
the organization. The amount of unpaid fines collected will decrease following the launch
of the system.
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VI. Conclusions
The Delta Upsilon fraternity currently faces a financial problem. In the 2016-2017
academic year the fraternity did not collect over $9000 in unpaid fines. The purpose of
this project is to improve the fines management system to enable members to pay fines
on time. If members can access up to date fines information, they can plan payments and
check if the payment was recorded. Additionally, executive members have access to
information to hold members accountable for unpaid fines. By formalizing the fines
management system and allowing more members and executives access to fines
information, the amount of unpaid fines will decrease by $4500 in the 2018-2019
academic year.
The economical and accessible fines management solution is a website user interface
with a back end database server. The database is built in Microsoft Access, imported into
Visual Studio 2017, and uploaded into the Microsoft Azure cloud service. The website is
built in Visual Studio 2017 and uploaded into the Microsoft Azure cloud service. The
database stores fines information in normalized, relational tables. Users access the
website using any web browser to view individual fines information. Executive officers
have access to additional pages to view all unpaid fines, mark fines paid, add new fines,
and assign fines to members. The website offers every function of the fines management
process except for the exchange of capital.
The new fines management system is effective and preferred by members to the old
system. During the introduction and testing of the website to the organization, members
were surveyed before and after on their satisfaction with the old and new system. The
members were significantly more satisfied with the operation of the new system and had
easier access to fines information. The new system will be tested thoroughly during the
2018-2019 academic year as the organization is fully adopting the system. The amount of
unpaid fines in 2016-2017 was $9000, but the new system will decrease the amount of
unpaid fines in 2018-2019 by $4500. The cloud service hosting costs an estimated $100
annually, saving $4400 for the organization.
Future development of the database and website will feature payment processing, email
reminders, and secure HTML hosting. Executive members will have access to additional
functions such as adding or removing members and changing executive roles. The role of
database and website management will be simplified such that any member of the
organization could quickly learn to maintain the infrastructure. The design and
implementation of the database solution is successful both functionally and financially.
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