The eruption of the World Wide Web as a medium for information dissemination, movies, music and entertainment, has made it extremely important to understand the characteristics of its traffic. Bit-Torrent (BT), communication protocol for peer-to-peer (P2P) file sharing, continues to still remain a dominant source of upstream traffic worldwide. This wide spread popularity of BT has attracted exponentially increasing attention of the researchers in the networking domain. Existing studies on BT systems have reported analytical performance modeling, which includes Markov chain model, Deterministic model, Queuing network model and Fluid flow model. This research study presents exhaustive survey of BT protocol and various mathematical modeling reported for its performance evaluation under transient and steady condition. Precise and apt comparison of the performance parameters in terms of complexity, precision and flexibility is initially summarized in this research. This study further incorporates rigorous experimentation on a huge dataset (BT-data packet traffic) explicitly created for this research to evaluate and analyze other significant parameters like heavy tailedness, self-similarity, autocorrelation, power spectral density and burstiness ( packet inter-arrival time and packet size), which conform the self-similar behavior of BT traffic . Analysis of such parameters is crucial and inevitable during the simulation of the data traces, designing accurate models and is also required by the network provider to design and manage internet traffic efficiently, in order to avoid unnecessary deterioration of quality of service caused by heavy-tailedness. However, such rigorous and wide-ranging analysis of BT traffic, has received meager attention in the reported literature, and is the key contribution of this research study.
Introduction
In today's era, the use of digital images is increasing [1] . P2P communication, which uses simple strategy of collecting the data from all sources and sharing it to respective peers, has therefore become more popular over conventional client server approach [2, 3] . This new protocol brought millions of music admirer together to exchange their own music assets [4, 5] . In 2001 Bram Cohen has made the revolution in P2P communication by writing Bit-Torrent (BT) protocol [6, 7] . BT protocol has almost replaced all others protocols in P2P network. Today, BT can be credited for a quarter of all upstream Internet traffic in North America, more than any other traffic source [8] . The scenario remains same across the globe. Nowadays most of the social networking sites also use BT network to share hundreds of Megabytes data to all worldwide nodes in a very systematic way [9] [10] [11] . BT is a simple protocol that consists of Leeches (peers who download the file but do not share the whole file with the others), Seed or seeder (peers with complete copy of the file), Swarm (network of peers and seeds -peers are downloading the file and simultaneously uploading), .torrent file (a metadata file that contains the address of server), Tracker (a server that handles the BT data sharing process) and Seeding process (uploading the file after completion of downloading) [12, 13] . As depicted in fig. 1 , two peers, peer1 and peer2 are downloading the same file xyz.torrent. Peer 2 was already in the network and peer1 has downloaded the xyz.torrent file from web browser by using BT client. Once it has .torrent file, it sends request to the tracker for the peer list. Tracker responds it back with the peer list. When peer gets the list, it will form a peer set containing all its neighboring peers from the list. Peer 1starts downloading from this peer set. As peer 2 was already in the network, it starts uploading to peer 1 along with seed. This seed uploads to peer 2 as well. [14] For characterizing BT packet traffic, this research has focused on heavy tailed analysis, self-similarity analysis, long range dependence analysis and checked for burstiness. Heavy tailedness is a significant property of BT traffic which follows power law [14] .The distribution of file sizes follows power law and therefore very large file transfer can be expected with non-negligible probability. BT traffic shows self-similar behavior because of long range dependency. To study self-similarity, Hurst parameter is calculated. Long range dependency is explicated using autocorrelation analysis and power spectrum analysis. Visual inspection of burstiness and calculation of Index of Dispersion for Counts (IDC) and Peak to Mean Ratio (PMR) further emphasizes self-similar behavior of BT traffic. Next section details the dataset explicitly created for this research followed by comprehensive comparison of various analytical modeling methods for BT traffic in section 3. Section 4 highlights the major contribution of this research study and details the results of the exhaustive experimentation for the wide-ranging and full-fledged analysis of the BT traffic, followed by the conclusion section.
Dataset and Methodology
In this research work, 3.30 GHz Intel i5-4590 CPU workstation with 8GB of RAM and Ubuntu 18.04 (LTS) version operating system is used. A packet capturing tool, Wire shark, [15] is installed on the said client system to capture real time torrent traffic along with Bit Torrent client. Wireshark is specifically configured in non-promiscuous mode with "no broadcast and no multicast", filter option selected. This is to avoid the interference of local broadcast traffic as well as any updates related to background system software or application software. The data used was collected in January, 2019 with the help of machine with given specification. Multiple downloads including open source OS installable files, free Multimedia contents with authenticated user login is used in campus network at different periods of time in a day. It includes independent seeding process, independent leeching process and simultaneously both operations. The traces comprise of 29 files (29 Traces) with pcap file format is developed during this research study. Responses of few are depicted in [16, 17] . Performance of BT network considering these analytical modeling methods, as reported in the literature is summarized in this research study. Review of all the modeling techniques along with their estimated parameters is presented in Table 2 . This table gives idea about the modeling technique and the parameters they can estimate. Various parameters such as regime in which the model is applied, complexity, precision and flexibility are used to compare these methods. When there are plenty of requests coming for a newly introduced file, deterministic model can be used for analyzing the BT network in the initial transient regime. In deterministic model, most of the parameters are generally assumed, so deterministic model is considered to be an idealistic one. This model does not consider the parameters like different upload and download speed of peers, heterogeneous environment, arbitrary arrival of peers and the influence of free riders. The performance metric parameter estimated by this model is file download delay [18, 19] . Once the performance of the system becomes stable, service capacity goes in to steady state. To evaluate such systems in steady state, Markov chain modeling is used. In Markov chain modeling different states is involved and the transition from one state to another state is considered. To improve the accuracy, number of states could be extended. Different studies have extended this modeling technique and created their own models to estimate different performance metrics [20] [21] [22] . Generally download throughput per peer, service capacity, delay for downloading, accessibility of file and the complete lifespan for a torrent etc. parameters can be obtained using Markov chain modeling. Fluid flow model is used to study time fluctuating system performance. Fluid model can also be used to model the non Markovian queues [23] [24] [25] [26] . Generally it consists of two differential equations indicating arrival and departure of seeds at different time instants. These differential equations can be extended, if we consider multi-class peers but it increases the complexity of solving these equations. Queuing modeling is also used to model steady state performance of the system. It can model many realistic computer networks system [27] . Advantage of queuing modeling over Markov chain and fluid flow modeling is that it models the system in more detailed way with appropriate assumptions of arrival and service process. Our earlier research has reported the experimental analysis of bit torrent traffic highlighting the significance of heavy tailed probability distributions [24] . Other various important parameters like inter-arrival times and lengths of packets are analyzed and used to plot the CDF. This research study aims to evaluate the BitTorrent traffic in terms of heavytailedness, self-similarity, autocorrelation, power spectral density and burstiness of parameters like inter-arrival time and packet size. Literature reports meager attention to the analysis of BT traffic from the perspective of these parameters, which are of vital importance for simulation and modeling. The experimental results and the obtained analysis are detailed as follows:
Heavy Tail Distribution [HTD]
For a Distribution to be Heavy Tailed it must follow power law. Mathematically it can be represented as
Where 0 < < 2 expressed by Crovella [26] . The most important property of Heavy tailed Distributions (HTD) is that its rate of decay is relatively slower when compared to exponential distributions (Poisson traffic). Moreover, If complementary CDF (CCDF) function is defined as F(x) = 1 − F(x), then the CCDF is slower by some power of x given as ( ) → . In the experimentation of the dataset generated in this research, CCDF has been utilized to analyze the behavior of BT traffic and validate its distribution. As illustrated in fig. 2 , when Poisson distribution is plotted along with an HTD on log-log CD plots, then HTD spreads above Poisson distribution. It can be observed that the graphs of BT data traffic for inter arrival time lies above Poisson distribution. This response, thus clearly shows the property of heavy tailedness. Self-Similarity Self-similarity is a significant phenomenon which is considered by the researchers while modeling real internet traffic. It is a measure of resemblance (exact or approximate) exhibited by an entity to a part of itself or whole, irrespective of scaling. This section presents the results of the self-similarity tests on the captured traces. Firstly, we discuss the properties of self-similar traffics, which have been concluded at several studies that are established practically to measure and analysis the statistical characteristics of self-similar traffic of a packet based networks [6, 7, 20, 21] . For Bit torrent traffic time series, it exhibits self-similar behavior. Understanding of such behavior analysis is crucial in designing of computer networks for resource sharing, queue management and routing management. For a continuous time series self-similarity can be defined as Let G = { ( ), ≥ 1} be a stationary sequence.
(
then ( ) ( ) will the aggregated sequence. It has aggregation level of m which is obtained by averaging over nonoverlapping blocks of size n. So we can state self-similar process, for all integers n as ≝ ( ) (3) The testing of self-similarity is based on estimating the Hurst exponent value. Hurst parameter can quantify self-similar behavior of BT traffic. Hurst parameter value lies between 0 and 1 for a self-similar process. For range of H values between 0 and 0.5, the process is short range dependent. Values of H between 0.5 and 1 indicate long range dependent. In our research work, we calculated H values using various methods like R/S method, Absolute moment method, Time variance method, Difference variance method and boxed periodogram method [27] . Fractals are specifically interesting class of self-similar objects. Fractal Dimension [FD] shows a measure of complexity of a self-similar figure. There are several methods for calculating FD like pair counting, box counting, tug of war and correlation integrals. The methods have already been implemented in our previous research work [28] .We also carried out fractal dimension (FD) analysis [29] and demonstrated in this paper using box counting method. The Hurst values are calculated for both IAT and packet length parameters. The average values for data traffic from the self-similarity tests on the captured traces are shown in Table 2 . The value of the Hurst exponent from various tests is close to 1, which implies that the tested trace is self-similar. This research experimentally validates that the BT traffic is self-similar by running the same tests on all the traces in the dataset created for the study. 
Thus for LRD time series, Hurst parameter [30] is given as, 1 2 < < 1 , as → 1. The degree of long-range dependence increases. In this research, autocorrelation analysis has been carried out and obtained plots are illustrated in Fig. 3(a) and Fig. 3(b) . It can be seen that lower degree of autocorrelation is present as the lag increases. This results to lower Hurst parameter values. The power spectrum of a self-similar process adheres to power law and it is centered at the origin. It is important to note that the existence of self-similarity will affect the power spectrum at the band of the low frequencies i.e. as ω → 0. This indicates that the power spectrum of self-similar process follows a power law distribution as ω → 0.Self-similar traffic can be characterized by power spectral density (PSD). For LRD time series PSD follows a power law near origin.
( ) ≈ | | as → ∞, 0 < < 1,
Where is frequency, ( ) is the spectrum density and = − 1. PSD graph are plotted for both IAT and Packet length, they demonstrated analogous characteristics; representing a little 1/f type power spectrum behavior as shown in Fig. 3(c) and Fig.3 (d) . Also Gaussian type power spectra are observed for both of them. Fig. 3(c) and Fig.3 (d) illustrates only one plot of PSD for a data trace, but similar plots are obtained for other data traces. Burstiness The variation in network traffic is called as burstiness of traffic. Burstiness can be studied using Peak to mean ratio (PMR) and Index of Dispersion for Counts (IDC) as defined below: =
Where, indicates the number of arrivals in an interval of time t and ( ) is mean number of arrivals in t. Both IDC and PMR shows extent of burstiness present in the given traffic. IDC value for Poisson traffic is 1. A process when defined as self-similar is expected to demonstrate same characteristics at any time scale. BT traffic being self-similar shows same burstiness at varied time scales. In this research, IDC values are calculated for both IAT and packet length at varied time scales and indicated in table 3. It is evident that the values are quite stable and constant over larger time scales. Thus, even if we magnify or scale our data, we still get burstiness and that too of same level. This analysis is clearly demonstrated in time series plot of BT traffic (10 sec and 100 sec) in fig. 3 (e) and fig. 3(f) To evaluate the performance of BT traffic, this research focused on file accessibility parameters, delay for downloading the file, downloading throughput for each peer and service capacity. From the analysis it is observed that deterministic model are more idealized so it is less accurate compared to all other models. Also it is observed, that analysis of Queuing network model is more complex compare to other models. In addition, these analytical methods are compared on the basis of functional regime, complication, precision and flexibility. Further our experimentation with BT traffic demonstrated that it is heavy tailed. Thus, the data packet communication that takes place among BT system shows heavy tailedness. The presence of heavy tailedness is one of the reasons for the presence of self-similarity in BT traffic. The autocorrelation analysis and PSD graphs evidenced the long range dependent behavior. All the above outcomes pointed out that the BT traffic is bursty. An investigation of such parameters is significant and inescapable for the network-administrator / engineer to structure and oversees web traffic proficiently. Such thorough and wide-going examination of BT traffic, which has received meager attention in the literature is the key commitment of this research study.
