Based on Bump-In-the-API (BIA) architecture, this letter proposes a Socket-layer Translator called NCTU SLT that translates IPv4 applications to IPv4/IPv6-capable applications on dual-stack hosts.
I. Introduction
In the next generation network, IPv6 will be widely deployed to offer large address space and support new features such as security, mobility, QoS, and plug-and-play. To maintain compatibility with IPv4 while deploying IPv6, transition mechanisms such as dual-stack have been proposed. A dual-stack host installed both IPv4 and IPv6 protocol stacks can choose either IPv4 or IPv6 to communicate with an IPv4 or an IPv6 host. In the early IPv6 deployment stage, many backbone networks only support IPv4, and IPv6 hosts are "islands" in these IPv4 networks. In such environments, translation technique provides interoperability between IPv4-only and IPv6-only applications. In this letter, we propose a translation approach called Socket-layer Translator to translate IPv4-only applications to IPv6 on a dual-stack device. Figure 1 shows the NCTU SLT and its implementation environment. Name System (DNS) functions (e.g., gethostbyname() and gethostbyaddr()) from IPv4 applications and redirects them to IPv6/IPv4 DNS functions (e.g., getaddrinfo() and getnameinfo()).
II. System Architecture of Socket-layer Translator
The trick that allows an IPv4 application to access IPv6 resources is played in the Address Mapper 
III. Performance Evaluation
This section compares four IPv4-IPv6 translation mechanisms. In manual modification, a programmer upgrades IPv4 applications to IPv6 by directly modifying the source codes. The programmer can utilize Microsoft checkv4.exe to search the IPv4-related functions, data structures and parameters. However, user-defined functions, structures, and variables cannot be detected by this program. Therefore, the programmer should trace whole source codes in most cases.
BIS, BIA and NCTU SLT are designed to translate IPv4 applications without modifying the source codes. Inserted between the TCP/IP protocol stack and network card drivers. BIS intercepts IPv4 packets and then translates these packets into IPv6 format according to the SIIT algorithm [3] . Note that BIS cannot support peer-to-peer security. BIA and NCTU SLT are inserted between the socket component and the TCP/IP protocol stack. Therefore they can translate IPv4 socket functions to IPv6 without modifying the packet format, and IPsec for peer-to-peer security can be supported.
We conduct experiments to measure the NCTU SLT performance on FTP applications transfer. In 7 our experiments, the FTP server is vsftpd running Linux Fedora Core 1. The FTP client is SmartFTP running on Windows XP SP1. We consider three scenarios. Scenario 1 downloads pure IPv4 packets from the server to the client. Scenario 2 downloads pure IPv6 packets from the server to the client.
Scenario 3 downloads packets from the IPv6 server to the IPv4 client through NCTU SLT. Files with sizes ranging from 10KB to 2GB are downloaded from the FTP server via the 100Mbps
Ethernet. Figure 2 plots the transmission delays of the three scenarios against various file sizes. The figure indicates that performance degradation due to NCTU SLT translation is insignificant. For example, in downloading 2GB file, Scenario 1 takes 205 seconds, while Scenario 3 only requires 4 more seconds over Scenario 2 and 15 seconds over Scenario 1. In other words, the NCTU SLT degradation is less than 2% over pure IPv6 transmission (i.e., code modification) and less than 8% over IPv4 transmission. 
