Supply chains in many industries are experiencing an ever-growing complexity. They involve many actors and, similar to intra-organizational processes, visibility is an important enabler for managing supply chains in an inter-organizational setting. It is the backbone of advanced supply chain (event) management solutions, which serve to detect critical incidents in time and to determine alternative actions. Due to the numerous parties involved, distributed supply chains call for a modular system architecture that aims at re-using visibility data from standardized sources.
Introduction and motivation
The world of logistics depends on the capability of making information available to all parties participating in a supply chain (SC) or a supply network. This observation has become widely known with research on the bullwhip-effect (Lee et al. 1987) , which revealed that inefficiencies in sharing information are also associated with inefficiencies in the physical flow of goods. Although many businesses have entered the digital age by implementing internal information systems (IS) and are capable of communicating via the internet, SC information is still often not shared, shared incompletely or re-entered manually. For example, a study among 220 automotive companies found that in the mid-2000s an astonishing 79% of all information on shipments was still "entered redundantly into the various stakeholder IT systems" (Denno 2013, p. 617) .
Obviously, this situation is inadequate for agile SC concepts (Christopher 2000) and might explain why available solutions (e.g. from express carriers, such as Fedex) are realized as closed systems.
The consequences are severe since businesses in the logistics sector operate on thin margins.
First of all, improved information on available cargo could increase capacity utilization. In this regard, some 25% of road cargo carriers in Europe and the U.S. run empty, which leads to a waste of billions of dollars in fuel (Matthams 2012) . In addition, improved information helps to control the physical flow of goods and to reduce buffer inventories (Tanja and Ruijgrok 1990) .
However, the mentioned study in the automotive industry also indicates that a mere 20 % of the companies have "knowledge of when shipments leave foreign ports; only 39 % have knowledge of when goods clear US Customs [and] only 37 % have knowledge of in-transit movement from customs" (Denno 2013, p. 617) . While the sophistication of SC coordination differs considerably across industries -for instance, the average inventory turn in the consumer industry is 44, whereas the automotive industry reports 10 and the healthcare industry just over two (Doone 2014 ) -the main prerequisite for SC collaboration is transparency across all SC processes and involved parties. Referred to as SC visibility, physical activities occurring in a SC and the related management activities happening in the information (or virtual) domain are closely aligned. In this regard, important steps towards reducing SC inefficiencies already took place since the 1980s (McIntire 2014) with the standardization of communication protocols (e.g. TCP/IP), with the availability of standardized business messages (e.g. EDIFACT) and identification schemes (e.g. GTIN) as well as with the availability of multilateral electronic platforms.
These platforms have emerged in the last decades (see Alt and Zimmermann 2014, 162) as EDI clearing centers, logistics malls and electronic marketplaces. By creating centralized information hubs, they enabled the sharing of information among multiple actors along entire SCs.
They were recognized as solutions to reduce SC inefficiencies and sharing data on status as well as event information led to SC visibility concepts, which in turn were attributed a positive impact on key performance metrics, such as cost, quality, service levels, flexibility and time (Caridi et al. 2014) . At the same time, Caridi et al. (2014, p. 2) assert in their literature review that despite "the large number of articles, research on the benefits of visibility is still mainly theoretical". research analyzes implementations of a global SC visibility service, which follows an open approach and is capable of providing an arbitrary number of internal and external business applications with visibility data. It aims to identify the main design options and to shed light on the benefits in the field of SC visibility. In particular, three research questions shall be addressed:
(1) What are the main options for designing visibility services?
(2) How can visibility services be provided in heterogeneous networks?
(3) What are the key benefits of implementing visibility services?
As "…IS researchers (…) often find themselves trailing behind practitioners (…) [and] a case approach is an appropriate way to research an area in which few previous studies have been carried out" (Benbasat et al. 1987, p. 370) , this paper pursues a case study approach to address these questions. Referring to Yin (2009, p. 46 ff.) , it exerts a single-case design (pertaining to a globally applicable visibility service) with three embedded units ('type 2'). The rationale behind the single-case design consists in the representative nature of the unit of analysis (lack of competing standard specifications), which Yin (2009, p. 48) recognizes as one of five circumstances in which single-case studies are appropriate.
In one of the three implementations action research was applied. to obtain deeper insights in the design of a visibility service. Action research "… is increasingly recognized as a viable research strategy (…) [in IS]" (Blichfeldt and Andersen 2006, p. 3) and is especially characterized by "… the active and deliberate self-involvement of the researcher in the context of his/her investigation." (McKay and Marshall 2000, p. 576) . This strategy seemed particularly suited as it allowed to further test and refine earlier findings. It was possible to scrutinize the practical problem of designing a visibility service while its market penetration evolved regarding the number of users as well as industry sectors. Pilot projects, end user feedback, market requirements and technological change allowed for various cycles of action and reflection.
-5 -The paper first explains the main terms together with the existing state of research. This is followed by a description of three implementations and a comparison of the observations in these case companies. Finally, the results are discussed with regard to design options for visibility services, operator models as well as potentials.
Literature analysis
In the academic literature, SC visibility has been recognized as an important enabler for SCM, which is conceived as "the systemic, strategic coordination of the traditional business functions and the tactics across these business functions within a particular company and across businesses within the supply chain, for the purposes of improving the long-term performance of the individual companies and the supply chain as a whole" (Mentzer 2001, p. 18) . Without the availability of up-to-date information on the status of goods in a SC, planning adjacent activities and re-scheduling plans in the case of critical events would not be feasible. These events may be conceived as milestones along the SC, which require status information (Otto 2003) and the extraction of critical incidents that point to immediate action (Liu et al. 2007, p. 761f ).
Managing these events has become known as SC event management (SCEM) and comprises the functionalities monitoring, notifying, simulating, controlling, and measuring (Nissen 2002) . SC visibility is closely related to SCEM. For example, one functional cluster within SAP's SCM solution map besides network design and supply network collaboration is SC definition and visibility (Kurbel 2013, p. 274) . This cluster includes the functionalities SC monitoring, SC analytics and sales & operations planning, which indicates that visibility represents a basic functionality contributing to application areas, such as monitoring, analytics and planning.
The broad nature of SC visibility is also reflected in the literature, where a definition by Caridi et al. (2014, p. 2) conceives it as "the sharing of all relevant information between SC partners, even over echelons in the chain". By adopting a single case study, Bartlett et al. (2007) show that sharing information on material ordering, inventory management and business performance forms the basis for closer forms of collaboration. Many benefits of SC visibility were reported in the literature, such as the above mentioned improvements in cost, quality, service levels, and time (Caridi et al. 2014 ). Wei and Wang (2010, p. 245 ) point out that SC visibility might also act "as a potential driver of competitive advantage in turbulent environments through dynamic capabilities".
According to Marufuzzaman/Deif (2010, p. 484 ), today's supply chains may be conceived as nonlinear dynamic systems which make it "…difficult for supply chain managers to clearly understand various problems in supply chain operations and make appropriate decisions in time."
In this regard, systems theory (Bertalanffy 2008, p. 103 ff.) is helpful in explaining both the need as well as the conceptual basis of SCEM applications (Tröger 2014, p. 23 f.; 42) . Managing the growing complexity of supply chains may be accomplished by applying extended control loops encompassing both feedback and feedforward mechanisms (see Figure 1 ). Thereby, feedback is based on an ex-post variance analysis whereas feedforward constitutes an ex-ante anticipation of potential incidents (Schwaninger 2001 (Schwaninger , p. 1214 . Both mechanisms require accurate and timely SC visibility data. Ideally, SC data is captured automatically and shared among SC parties in real-time. Following the research on the bullwhip effect, it creates a single signal for all SC participants and forms the basis for SCEM, which identifies critical events and determines adequate actions alternatives. SCEM in turn may be regarded as an enabler of more encompassing SCM concepts, such as just-in-sequence, that also comprise other activities, for instance network design and demand planning (Naslund and Williamson 2010) .
Figure 1: Supply chain visibility from a systems theory perspective
Obviously, SC visibility depends on the availability of an information infrastructure that links all parties in a SC. In view of the key role of information processing and sharing in SCM as well as the inefficiencies resulting from proprietary IS and messages, the use of information hubs has a long history in logistics. The above mentioned clearing centers already offered centralized functionalities and may be regarded as predecessors of electronic markets in logistics. They follow the dual relationship between electronic business and logistics (Alt et al. 2000) , which recognizes logistics as an integral part of electronic commerce on the one hand (i.e. in the settlement phase) and as a platform for coordinating the information exchange among the actors in a logistics chain on the other. However, neither the functionalities of the individual actor's IS nor those of the electronic platform were standardized.
It was during the 2000s that the concept of service-oriented architectures (SOA) brought the idea of functional modules, which were able to interact within a defined broader architecture.
These services were recognized as well-specified, self-contained, and reusable modules providing functionalities that are independently deployable via standardized interfaces (Alt et al. 2010 ). To coordinate these services, a SOA typically comprises a service directory, which con- Supply chain event management
Supply chain management
Supply chain visibility tains service information in a standardized notion. Directories may be distinguished in repositories that contain the service descriptions themselves (e.g. in a UDDI structure) and registries, which only comprise an index and point to services. Besides the directory, a SOA also envisages service descriptions in standardized notation, as well as an integration platform (e.g. an enterprise service bus) that enables interoperability.
For example, a service registry may be operated by an electronic market provider, who offers services to SC parties. Together with event-driven concepts, so-called event-driven SOA were suggested, which have already shown their applicability in the area of logistics (Levina and Stantchev 2009 ). In addition, various other application architectures were suggested for SCEM (see e.g. Nissen 2002 , Otto 2003 , Speyerer and Zeller 2004 , Zimmermann et al. 2006 , Tribowski et al. 2009 ). However, these approaches focus on specific SCEM functionalities (particularly, they lack support as to simulate and control) and were mostly developed prior to the evolution of SOA (Tröger 2014, p. 87 ).
EPCIS case study
Service-orientation is based on the use of open standards, which foster the integration of application modules in the architecture of all SC participants. Apart from e.g. the World Wide Web Consortium (W3C) and the International Organization for Standardization (ISO), one of the major organizations to offer such standards worldwide is GS1. GS1 is a neutral, nonprofit and global organization providing standards, which are used by more than two million companies in various industries, especially fast-moving consumer goods (FMCG), healthcare, apparel/fashion/footwear, manufacturing as well as transport and logistics. By now, GS1 has grown to a network of about 112 national member organizations. (GS1 AISBL 2015, p. 2 ff.)
GS1 standards may be categorized in the layers identify, capture, and share (see Figure 2 ). While the first layer provides the means to identify business objects, such as products and logistics units, the second enables their automatic capture via barcodes and RFID. In this regard, the most widely known GS1 data carrier is EAN/UPC, which is applied at almost every consumer trade item and encodes the Global Trade Item Number (GTIN). The third layer pertains to the exchange of master, transaction and visibility data between trading partners.
Figure 2:
Overview on GS1 standards (GS1 2013, p. 12) EPCIS is a specification provided by GS1 and ISO/IEC and belongs to the share layer of the GS1 system. It empowers applications to leverage visibility data both within as well as across companies and defines a standard interface for capture and query operations as well as an event data model. An EPCIS event comprises four dimensions (see Figure 3 ): what (one or several object identifiers), when (the time an event occurred), where (the business location) and why (the business context). Once an organization has identified its visibility goals, it may define its corresponding critical tracking events (CTE) and model them as EPCIS messages, e.g. by using a visibility data matrix as depicted in Figure 3 . In this particular instance, it is assumed that one of an organization's CTEs is the shipping of logistics units. Given the appropriate infrastructure (e.g. a barcode scanner) companies need to set up an EPCIS capturing application, which triggers an EPCIS event every time a logistics unit is captured (usually via HTTP Post). In this case, the EPCIS event accommodates the Serial Shipping Container Code (SSCC) identifying the logistics unit, the timestamp, the location as well as the business context, which is expressed by vocabulary elements defined in the Core Business Vocabulary (CBV), the accompanying data standard to EPCIS (GS1 2014b) . In this context, the business step ("shipping") and disposition ("in_transit") values in the XML structure are defined in the CBV, which allows for an unambiguous interpretation by any business partner within the company's SC. Although the EPCIS standard also provides an AS2 (applicability state 2) binding, accessing applications typically make use of SOAP-based web services to invoke ad-hoc or standing queries (i.e. subscriptions that are triggered based on specific conditions and/or according to a predefined time schedule Although the total number of EPCIS projects is unknown due to the lack of publicly available statistics, literature research and the authors' personal knowledge of more than 100 implementations suggest that EPCIS usage depends on the industry sector and data carrier usage (see Table 1 ). For instance, the cross in column 'healthcare' refers to EPCIS implementations with healthcare firms whose products and logistics units are identified with either 1d or 2d codes.
Each scan (at critical process steps such as manufacturing, packing, and shipping) of these codes triggers an EPCIS event supporting companies to e.g. fulfil legal traceability requirements, generate metrics or enable product authenticity checks.
From all implementations investigated by the authors, those cases were identified that offered more than one source of information as case study research asks for "…employing multiple (Benbasat et al. 1987, p. 369) . Out of the remaining 14 implementations, three cases were selected that allowed for a cross-industry perspective and accommodated all means by which EPCIS events are triggered. As indicated in Table 2 , the data collection methods were mainly literature research complemented with either semi-structured interviews or action research. Action research was conducted by one of the paper's authors, who is a long-term member of the development department with GS1 Germany and who conducted the semi-structured interviews (two on site, one via telephone). The answers to the questions (the guide can be found in the paper's appendix) were recorded in writing and approved by the informants before they were coded. In order to model the respective application architectures, ArchiMate 2.1 was used. ArchiMate is an Open Group standard that has become recognized as a reference graphical modeling language for enterprise architecture (Josey et al. 2013) . The modeling elements used in the course of this paper are summarized in Figure 4 . Used by Data object Application service ture benefits both internal systems (e.g. warehouse management, data warehouse, EDI converter) and customers' applications (see Figure 5 ). This enhances exception management, SC control as well as an improved planning of goods receipt. One of the first customers requiring the company's EPCIS data was Gerry Weber, a fashion company whose entire merchandise is equipped with RFID tags. Gerry Weber integrated its order management system to improve visibility on the status of production orders and shipments.
Figure 5: Implementation of EPCIS at Deutsche Post DHL
The case illustrates various benefits of EPCIS for logistics/transport service providers. First, it enables new value-added services, which may contribute to differentiation in the marketplace.
Second, it substantiates the advantages of service-orientation as the company's EPCIS query service is used for several applications, thus leading to savings in time and cost both for Another pioneer in the usage of EPCIS is ThyssenKrupp (Wessel 2007) . Originally, the company aimed to leverage the potentials of RFID (e.g. acceleration of processes, reduction of mistakes, and improvement of stock transparency) in handling more than 2,000 grades of steel.
After the implementation of the underlying EPCIS infrastructure, the organization -confronted with a growing cost pressure -recognized additional potentials especially as to increased SC control and efficiency.
In the following, the company has implemented an SCEM platform, which is based on an EPCIS repository containing all relevant visibility events of each steel slab. These steel slabs are identified with RFID tags (encoding serialized GTINs) and captured at various RFID read points along the company's SC. Once a critical process step (e.g. commissioning, shipping, and receiving) is accomplished, the AIDC application triggers an EPCIS event. Similar to Deutsche Post DHL, several internal applications use the EPCIS query interface and make the information accessible to business partners. SCEM-relevant applications encompass a SC visualizer, an alert engine as well as a key performance indicator (KPI) dashboard (see Figure 6 ). This allows notifying process owners proactively once defined lead-time thresholds are exceeded or in case process gaps occur. ThyssenKrupp especially benefits from the real-time capability of EPCIS and reports an improved overall SC performance (Hesse 2013).
Figure 6: Implementation of EPCIS at ThyssenKrupp
Similar to the first implementation example, the SCEM platform realized by ThyssenKrupp also reveals SOA benefits. This is due to the standardized interface as well as the common syntax and semantics of EPCIS event messages, which allow for an efficient integration in an arbitrary number of internal and external business applications. Consequently, the company plans to extend the SCEM platform's range of functions and to expand it to other product categories.
(c) GS1 Germany
The third implementation example is fTRACE, an EPCIS-and cloud-based traceability platform provided by GS1 Germany. It offers organizations a neutral as well as scalable tracking and tracing solution that enables SC partners to capture and exchange traceability data in a growing number of sectors (e.g. fish, meat, fresh fruits and vegetables). All dynamic data generated along the SC (e.g. harvesting, processing, shipping) is captured and shared via EPCIS event messages, which -in contrast to the former cases -are typically not populated with instance-level, but class-level identifiers (i.e. GTIN and batch/lot number). The service does not necessarily require centralized data hosting, thus allowing each SC party to provide visibility data by means of an own EPCIS repository as well.
fTRACE helps companies to comply with traceability regulations and/or their customer's requirements. It offers an increasing number of business services (e.g. query for origin information, query for products in transit, query for traceability trees), which are relevant both in business-to-business (B2B) as well as business-to-government (B2G) applications. A rights management service ensures that only authorized organizations may access the data they request. It also offers a business-to-consumer (B2C) front-end, which allows consumers to obtain traceability data for a given product batch/lot (see Figure 7) .
The case example illustrates the benefits of cloud-based solutions. Most importantly, even small companies are enabled to provide and access visibility data via web interfaces. The system also features scalability, both in terms of additional future product categories (e.g. timber and tobacco) as well as in terms of its global applicability. Another advantage consists in the one-off development and maintenance costs. A common standard replaces bilateral interfaces and reduces communication costs with other SC participants. The cloud solution fosters vendor independence as each organization may implement an own EPCIS repository or opt for a solution offered by a third-party provider (as long as the latter are compliant to the standard). Another advantage is the simple billing model: companies only need to pay a one-off origination fee as well as an annual lump sum. Although the focus of fTRACE is on traceability, the service may also be utilized for SCEM: as soon as its affiliates have granted the necessary access rights, a -18 -company may benefit both from its own as well as from the visibility data captured by its business partners (such as production, packing and goods issue).
Figure 7: Implementation of EPCIS at GS1 Germany

Discussion and findings
The material originating from the semi-structured interviews and action research was coded according to the strategy recommended by Schmidt (2004, 253 ff.) , while the fifth and last step (i.e. selecting individual cases for an in-depth single-case analysis) was not required for the purpose of this paper.
The first step consisted in identifying appropriate categories related to the context of the three research questions. For instance, as the method to transfer EPCIS events to business applications differed in part between the case companies, the 'query mode' was added to the list of analytical categories. In a second step, the draft categories were assembled into a guide containing the respective categories along with their characteristics. Taking the example of 'query mode', organizations have two main options: pull (involving a request/response mechanism) and push (either by setting up a subscription or by sending data based on a previously agreed pattern).
The third step constituted the actual coding, i.e. the classification of the material while using the formerly developed coding guide. Sticking to the example used above, the records were scrutinized as to how internal or external applications are provided with visibility data. The fourth step consisted in compiling and presenting the coding results. For instance, the 'query mode' was one out of seven criteria used to illustrate the design options for an EPCIS-based visibility service in the form of a table (see Figure 8) .
Overall, the three EPCIS implementations yield insights in three areas. First, each service implementation reveals different design options and operator models while the latter were recognized as a second design option. Third, the samples underpin the potentials of a service-oriented application design in general and EPCIS as the basis of visibility applications in particular.
(a) Design options
Following the nature of the EPCIS standard, multiple implementations of the visibility service are feasible. They differ regarding criteria, which may be conceived as design and configuration options. Figure 8 summarizes the design options that were observed in the three selected implementations. For example, the fTRACE platform offers customers a cloud-based solution that supports both instance-and class level identification (e.g. product batch and logistics unit identification), operates with a centralized as well as with a distributed message choreography (in the latter case, third party EPCIS repositories are integrated with a discovery service), leverages both push and pull queries, utilizes visibility data for tracking, tracing, checking, and analysis, makes use of three out of four of the available EPCIS event types, and is usually provided with EPCIS events that are triggered through manufacturing execution systems, data entry websites, or barcode reader applications. Other (e.g. ERP system) (G)
Within a SOA, EPCIS capture and query services may be considered as application services, which interact with other services. Application services are based on more basic IT services and may be orchestrated to more complex business services (Kohlmann and Alt 2009, p. 204) . For instance, an EPCIS query service may be aggregated to an arbitrary number of business services, e.g. quantity variance control, delivery time control, process and/or status monitoring, as well as the provision of reports and/or key performance indicators. Applied to the fashion industry, a SCEM service architecture might encompass a set of 27 business services (Tröger 2014, p. 91 ff.).
As mentioned above, the design of the service directory is another element of a SOA. Since visibility services are inherently distributed in SC networks, business partners require efficiency in identifying and binding the indexed services. Among the established alternatives are centralized, hybrid, or decentralized models. As both purely centralized and decentralized models are associated with disadvantages (see Akolkar et al. 2012, p. 263; Sellami et al. 2011, p. 230; Pilioura and Tsalgatidou 2009, p. 11:2) , hybrid approaches seem to be best suited (Kouki and Ledoux 2012; Sellami et al. 2011, p. 231; Pilioura and Tsalgatidou 2009, p. 11:3 f.; Kassim et al. 2007, 311 ff.) . For example, a centralized service registry operated by a visibility service provider might interact with decentralized service repositories of the respective business partners. Figure 9 depicts the generic architecture for organizations, such as Deutsche Post DHL and ThyssenKrupp, who prefer to store their visibility data locally. While both companies share the description of their EPCIS query services with their affiliates on a bilateral basis, it presumes that visibility services (along with other services) are indexed in a service registry provided by a third party. Thus, the services can be discovered and integrated by business applications (e.g.
for SCEM). Although SOA solutions are spreading, local service repositories will eventually not be operated by all SC parties. In particular, SOA maturity is low in many small and medium enterprises (Computer Economics 2007, p. 4 f.) and also varies across industry sectors (e.g. insurance, retail and banking companies are regarded as early SOA adopters (Luthria and Rabhi 2012, p. 48; Computer Economics 2007, p. 5 ff.) ). Hosted solutions based on cloud computing technology address this deficit and enable scalable, flexible and usage-based provisioning of IT resources and services (Pelzl et al. 2013; Böhm et al. 2011) . In the cloud model, business partners without local service repositories may use cloud-based, multi-client capable Software-as-a-Service (SaaS) solutions (such as fTRACE, provided by GS1 Germany). While services may be re-used by many SC participants, developing, operating and maintaining these services is managed by the SaaS provider.
In case cloud providers also operate the ERP (enterprise resource planning) system of a SC participant, the required data relevant for SCEM-specific services (e.g. order, inventory, party and product master data) is already available on the platform. Users of cloud-based ERP solutions provided e.g. by Actindo, myfactory, Sage, Scopevisio, weclapp or work4all (Wyllie 2013) may configure their solution from a comprehensive portfolio of services, such as warehouse management, controlling, customer relationship management, distribution, procurement, financing, inventory management, production planning and control (PPC), quality management, sales and distribution. By offering additional SCEM services, cloud ERP providers may obtain a competitive advantage over their competitors and increase their revenues compared to traditional business models due to various consulting, migration, and integration services as well as the transaction revenues from using these services (e.g. Wyllie 2013). Within a cloud setting (see Figure 10 ), two organizations might use selected modules offered by the cloud ERP system provider, while another -in this case, the value chain integrator -still uses its own system components.
Irrespective of the chosen implementation (local vs. cloud-based), both architectures reflect the composition of EPCIS-based visibility services as inferred from the EPCIS implementations at Deutsche Post DHL, ThyssenKrupp and GS1 Germany. Fine-granular IT services that are typically covered by an EPCIS repository, an EPCIS capture (or query) interface, and an EPCIS capture (or accessing) application, are aggregated to EPCIS capture (or query) services, which may then be discovered and integrated by internal or external services and visibility applications. In comparison to previous work, the three areas proposed above promise to extend existing research. For instance, this study takes into account several design options of EPCIS-based visibility services whereas e.g. Tribowski et al. (2009, p. 494 ff.) focus on the quantitative comparison of a centralized/pull-based vs. a decentralized/push-based architecture approach. The present paper also addresses the concern that there are still "… wide variations in visibility solutions [and] no visibility standards in the industry (…)" (McIntire 2014, p. 124 ). In addition, the revealed benefits of EPCIS-enhanced visibility applications are based on actual implementations whereas other papers mainly relied on simulations (see e.g. Müller et al. 2009, p. 145 ff.) . Thus, this study also contributes to overcome the issue that "... visibility services become something which can lose the large customer, but can never win the customer or extract higher revenue" (McIntire 2014, p. 125) .
Conclusions
This paper was motivated by the need for visibility services that enable increasingly complex SCs regarding specialization and dynamic performance. Electronic markets may be conceived as an enabler for implementing visibility services, which are used by multiple SC participants and which enable a real time view into SC member's processes in a syntactical and semantical uniform manner. In fact, the specialization in many SCs might correlate with a specialization of functionalities in the underlying application architectures. SOA principles, such as a common service specification, service abstraction, and the use of open standards, allow to define standardized modules, which may be integrated in many SC(E)M solutions. The example of the EPCIS visibility service was used since EPCIS has seen a growing adoption in diverse industry sectors and has also been implemented by various major software vendors. Based on three EPCIS implementations, seven main design elements for visibility services were identified together with a confirmation of the main SOA benefits.
Among the findings are that on the one hand, visibility services may be reused by multiple parties and that these services may also be configured to reflect the changing characteristics of SCs on the other. For example, visibility data may be collected for various types of events either on instance-or on class-level. This data may be captured via various technological infrastructures and shared in a more or less centralized (choreography) or active (query mode) fashion.
The design elements are inter-related since data volume will increase with an instance-level granularity and multiple use cases as well as event types. In addition, the cases yield insight into the operation models. While the implementation of a local infrastructure might be feasible for large businesses, a cloud-based model offers further advantages especially for smaller companies. The more visibility applications are realized and reused following the cloud-based model, the more overall development efforts and the proliferation of individual service repositories may be reduced. Although the data volume in all three implementations was below the terabyte threshold, a cloud-based approach could allow for the flexible, demand-driven employment of additional resources once an organization is confronted with a growing data volume and/or velocity. Especially in the case of fTRACE, the quantity of EPCIS events is growing progressively with the growing number of companies and industry sectors. In this respect, it could be interesting to see the application of big data technologies, which could not only help to identify critical events from visibility data, but also to forecast and simulate future events.
Of course, these findings are limited due to the single-case study design of this study. Data from other visibility service implementations could not only help to verify the design options and the architectural patterns, but also to deepen the understanding of how visibility service implementations differ across industries. In addition, more quantitative studies would deepen the understanding of the advantages of cloud-based solutions as well as the time-, cost-and quality-related benefits of enhanced SC visibility.
