Abstract-Due to advancement in digitized media and enormous growth in multimedia systems, there was a need of an efficient and robust watermarking technique for digital images that can be used for ownership copyright of multimedia objects, trademarks, finger printing authentication etc. Digital Image watermarking can be done both in spatial domain and frequency domain. In this paper we have implemented watermarking algorithm in frequency domain, i.e. by using Discrete Cosine Transform (DCT) and Forward Hadamard Transform (FHT). For that purpose, a watermark image of size 64x64 is embedded in original image of size 512x512 using both methods. The resultant watermarked image is experienced under different types of attacks. Original watermark is recovered by inverse DCT-based and FHT-based watermarking. The visual performance and robustness of both watermarking algorithms is measured in terms of Normalized Cross Correlation (NCC) and Peak Signal to Noise Ratio (PSNR). At the end, comparative analysis of both watermarking techniques is made.
I. INTRODUCTION
Digital watermarking is a technology of inserting a pattern of bits into digital image for the copyright protection. Bits representing the watermark must be scattered throughout the image in such a way that it cannot be identified and manipulated .Watermark must fulfill two important properties. Firstly it must be robust and secondly it must be imperceptible to the attacks introduced. Robustness means how much strong the watermark is. The stronger it is, greater will be the chance for it to resist transformations. Whereas imperceptibility refers to the visual quality of the watermarked image. A digital watermark must be robust and imperceptible enough to survive changes, it is embedded in.
In the recent years a lot of research is done to evaluate the techniques of digital watermarking and they are divided into two main groups [1] . First is the Spatial domain approach and the other is Frequency domain approach [2] . Spatial domain is the simplest technique to embed a watermark into the least significant bit (LSB) of the image pixel. The spatial domain methods are simpler than frequency domain methods. But the watermark can easily be erased by lossy image compression. Where as in the frequency domain operations are performed on the Fourier transform of the image, rather than the image itself. The transforms included in frequency domain are mainly DCT, DFT, DWT and FWHT [3] .
There are many schemes which have been introduced to improve the watermark but some of them are used along with the others, such as Slant, Hartley and Hadamard. Hadamard is the most popular one. Bhatnagar and Raman [4] proposed a robust watermark scheme with multi resolution WHT, using singular value decomposition (SVD). Li, Wang, Song and Wen [5] proposed a blind multiple watermark schemes using Hadamard transform. It was presented that the scheme is invisible and robust against attacks. In this paper we are implementing watermarking algorithms using DCT and FHT. The performance and robustness of both watermarking algorithms are compared against several image attacks.
A. Discrete Cosine Transform (DCT)
Discrete cosine transform (DCT) is used to express a finite data points sequences in terms of a sum of cosine functions oscillating at different frequencies [6] . DCT has many applications in the field of engineering and science. Some common applications are lossy compression of images and audio (in which very small high frequency components are discarded) and spectral methods used for numerical solution of partial differential equations. In fact DCT is similar to discrete Fourier transform (DFT). But it differs from DFT because calculations in DCT involve real numbers only.
Discrete Cosine Transform (DCT) de-correlates the image data like other transforms. After de-correlation each transform coefficient can be encoded independently without losing compression efficiency.
In the DCT based watermarking scheme, the watermark bits are embedded in each N*N-DCT block of the host image [7] . The IDCT is used to reconstruct the watermark in which after the watermark is embedded into the host image. DCT is suitable for watermarking when the channel noise is low, but low channel noise is not always the reason for it. The formula for calculating 1-D DCT is given below.
where the 2D-DCT can be calculated as:
B. 2D-Fast Hadamard Transform (FHT).
The 2-Dimentional Hadamard transform is mainly used for [6] .
where H n = NxN Hadamard matrix for n = 0, 1, 2, 3…… In this scheme the gray scale image is embedded as the watermark. For embedding process, the watermark image is decomposed into Hadamard coefficients. There are many advantages of Hadamard transform like that elements of the transform matrix H n are simple i.e. they are in the form of 1 or -1. In addition to that rows and columns of Hadamard matrix are orthogonal. The Hadamard transform matrix also exhibit following property.
where H n has N orthogonal rows and H n H n = NI where I is the Identity matrix and
To make the watermark completely hidden, a visual model based on the factors of original image, like edges and texture are important to determine the strength factor of watermark. This strength factor is scaled with the watermark coefficients to the similar range to the coefficients from the Hadamard coefficients of the sub-block of the host image. For hiding the watermark, Middle and High Frequency bands are suitable in Hadamard transform as compared to the other high coding gain transforms like DCT at high noise conditions [7] . FHT algorithm is found to be the most computationally efficient that provides the necessary conditions like robustness and good image quality which is also known as property of imperceptibility. Due to shorter processing time and ease of hardware implementation, FHT is more advantageous than other orthogonal transformation techniques like DCT and DWT.
C. Fast Walsh Hadamard Transform (FWHT
Hadamard transform matrix is the orthogonal square matrix which only consists of 1 and -1 as the element value. This transform is also known as Walsh-Hadamard transform. H 1 is the smallest Hadamard matrix, and it is defined as:
where the number of sign changes along each row in the above matrix [0 3 1 2] respectively.
The number of the signs changes in each row of the matrix is called sequence of the row. These rows can be considered to be samples of rectangular waves with the sub period of I/N units. These continuous functions are Walsh functions [8] . The orthogonal Hadamard matrix must satisfy the following condition.
HH T = I
The H is the Hadamard matrix, H T is the inverse Hadamard matrix, and I is the unitary matrix. By using Fast Walsh Hadamard transform algorithm, N log N operations are required for the computation of Hadamard transform. Consider y is the signal vector, Y is the spectrum vector, and H is the Hadamard matrix. The Walsh-Hadamard transform (WHT) and Inverse Walsh Hadamard transform (IWHT) are defined as
WHT(y) = Y = H y IWHT(Y) = y = HY
The WHT and IWHT are the forward and inverse of FWHT, respectively. The sequency ordered Walsh Hadamard transform (WHT w ) can be obtained by first carrying out the first WHT w and then reordering the components of Y [9] . Figure  1 .
II. THE PROPOSED DIGITAL WATERMARKING SCHEMES

A. Watermark Embedding
B. Watermark Extraction
 The watermarked image is divided into 8x8 blocks.  The DCT and FHT is computed for each sub-block and the corresponding coefficient is extracted from position where it was placed while watermark embedding.
 These coefficients are stored in a vector of size 1x2056.
 Repeat the process for each block.  In the end, the coefficients stored in a linear array are rearranged in 64x64 matrix.
 The watermark is recovered by taking the inverse DCT and inverse FHT of the above matrix as shown in Fig. 2 .
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C. Performance Measurements
There are a numerous measures used for determining the effectiveness of watermarking algorithm and which directly or indirectly influence the properties of inserted watermark. In this paper we are using Peak Signal to Noise Ratio (PSNR) for determining imperceptibility of watermarked image and Normalized Cross Correlation (NCC) for determining the robustness of proposed watermarking algorithms against various attacks.
1) Peak signal to noise ratio (PSNR)
We use Peak Signal to Noise Ratio to measure the visual fidelity or imperceptibility between the original image and the watermarked image [10] . PSNR can be calculated by using the given formula. 
2) Normalized cross correlation (NCC)
The NCC is used to indicate the similarity between two images. In our case, it is used to determine how similar the extracted watermark with that of the original watermark image is. The value of NCC defines the strength of robustness of extracted watermark [10] . It can be calculated by the following formula. 
III. EXPERIMENTAL RESULTS
The performance and robustness of watermarking algorithms based on DCT and FHT is measured in terms of PSNR and NCC. For that purpose different types of attacks have been implemented on the watermarked image and watermark is recovered using inverse watermarking algorithms based on DCT and FHT. Following attacks have been added to the watermarked image. IV. CONCLUSION In this paper, efficient image watermarking schemes are proposed by using DCT and FHT. Experimental results shows that both schemes are very efficient and robust against various non-geometric attacks.. But FHT technique is much batter than DCT because in FHT technique imperceptibility is very good. The recovered watermark is also resembles with the original watermark and it can be seen easily from the test results that NCC values is greater in case of FHT as compared to DCT. The computation time for watermarking algorithm using FHT is also very low as compared to DCT.
