This minitrack is designed to address the need for improved research on how government policy and operations interact with information technology development. The interactions are potentially complex ones. The growth of e-government initiatives can have major impacts on how governments function and government policies can strongly influence the development and implementation of information technologies. The significance of these interactions is reflected in the World Bank's recently announced Information and Communication Technology (ICT) Infrastructure and E-Readiness Assessments Initiative, which will support assessments of countries readiness for electronic business and government. It is also reflected in US and EU sponsored research programs on digital government. These papers respond to the need for research in this area by focusing on a variety of IT developments as they relate to government programs and policy issues. These include such issues as intellectual property rights, security for government systems, the digital divide and problems of limited infrastructure and resources for both citizens and government agencies, as well as the role of government in IT research and development. By dealing with a variety of policy themes, these papers provide a range of valuable insights into the linkages of policy to e-government activities and programs They also illustrate how research and policy analysis can be applied to specific issues within this important area of government innovation.
This minitrack is designed to address the need for improved research on how government policy and operations interact with information technology development. The interactions are potentially complex ones. The growth of e-government initiatives can have major impacts on how governments function and government policies can strongly influence the development and implementation of information technologies. The significance of these interactions is reflected in the World Bank's recently announced Information and Communication Technology (ICT) Infrastructure and E-Readiness Assessments Initiative, which will support assessments of countries readiness for electronic business and government. It is also reflected in US and EU sponsored research programs on digital government. These papers respond to the need for research in this area by focusing on a variety of IT developments as they relate to government programs and policy issues. These include such issues as intellectual property rights, security for government systems, the digital divide and problems of limited infrastructure and resources for both citizens and government agencies, as well as the role of government in IT research and development. By dealing with a variety of policy themes, these papers provide a range of valuable insights into the linkages of policy to e-government activities and programs They also illustrate how research and policy analysis can be applied to specific issues within this important area of government innovation.
The first paper in this minitrack, International Electronic Government Approach by Brigit J. Oberer, elaborates on the Electronic Government strategies, incentives and critical conditions in selected countries. The discussion on the cases of Australia, Austria, and Switzerland provides a comparative view of the national strategies from the citizen's and general point of view.
The second paper, Supporting the e-Readiness of Small and Medium Sized Enterprises: Approaches and Metrics by Dawn Jutla, Peter Bodorik, and Jasbir Dhaliwal, presents a conceptual model for creating and sustaining an appropriate e-readiness climate that facilitates the national adoption of e-business, with a specific focus on the needs of small and medium-sized enterprises (SMEs). The paper also provides an assessment metric for ereadiness and examples of innovative initiatives for supporting SMEs e-business adoption in various countries.
The third paper Too Much to Carry: Copyright Laws in the Electronic Environment by Terrence A. Maxwell, analyzes some of the trends in copyright protection, focusing on the changing socio-technical relations in the information production environment, and the attempt to determine the nature of copyright infringement through judicial review. The analysis is intended to yield insights for dealing with copyright and other intellectual property laws in the electronic environment.
The fourth paper, by Maria Wimmer and Bianca von Bredow, A Holistic Approach for Providing Security
Solutions in e-Government, introduces a threedimensional security concept for e-Government and four distinct abstraction layers of a holistic view on eGovernment systems. Some solutions for specific security threats are investigated based on this holistic approach.
The fifth paper, Local Government IT Implementation Issues: A Challenge for Public Administration by Suzanne Beaumaster, addresses the issues affecting information technology development and deployment in local government, and provides a basis for development of an IT implementation framework for local governments. Exploratory data are provided to reveal how these problematic issues are perceived by local government executives.
The sixth paper, G-8 Collaborative Initiatives and the Digital Divide: Readiness for e-Government by Cheryl L. Brown, investigates the advantages of collaborative policy initiatives outlined by the Group of Eight industrial nations (G-8) in an effort to alleviate the digital divide between industrialized and developing nations. The paper explores the relationship between the cultural variables and the implementation of the policy initiatives in developing countries.
The seventh paper, Knowledge Management: Issues, Challenges and Opportunities for Governments in the New Economy by Derek Asoh, Salvatore Belardo, and Robert Neilson, examines the foundation and processes of knowledge management as well as its relevance to governments. The paper provides a theoretical and practical implementation approach for knowledge management in governments, highlighting leadership, 
