This paper addresses one of the paradoxes of the resilience perspective: if we admit that we cannot foresee what kind of disturbance that we have to cope with, it will also be difficult to decide on what to invest in to improve resilience and safety. With this challenge in mind, three previously published case studies were re-analysed using the Systemic Resilience Model. The Systemic Resilience Model describes systems in terms of events, resilience functions, and strategies of stability or flexibility. It was observed that that the object of resilience shifts under pressure. Further, it was found that the notion of system goals in the Systemic Resilience Model should be replaced with the notion of core values, which can shift along a core value ladder. Our contribution is an increased understanding of the of what and against what of resilience. It was concluded that resilience is a double adaptive processboth as an entity coping with the unexpected or unplanned, and as a phenomenon that shifts along a ladder of core values during pressure regarding both fundamental objectives, functions, structure and system boundaries. This knowledge can be used to improve the implementation of resilience in socio-technical systems.
Introduction
Resilience has, in disaster research, been characterised as encompassing both pro-active as well as re-active behaviours [10] , suggesting that there is a need for requisite imagination (as suggested by [1] ) and requisite interpretation (as suggested by [21] ). Indeed, one of the pillars in the resilience engineering perspective is that it is impossible to foresee all threats to a system, rendering traditional approaches based on causality or probability analysis less apt to cope with unforeseen disturbances. In spite of this, the question of against what a sociotechnical system 1 should be resilient is rarely addressed in resilience literature [21] . This points to one of the paradoxes of the resilience perspective: if we admit that we cannot foresee what kind of disturbance that we have to cope with, it will also be difficult to decide on what to invest in to improve resilience and safety. Rather, resilience is seen as a system property [30] or something a system does. Traditional safety (Safety I) research is, as pointed out by Hollnagel [17] , based on causality and the assumption that simple (conceptually simple) mechanistic relations can be found and exploited to prevent accidents from happening, meaning that it sooner or later must be defined against what a system should be safe (what is the threat?). This is not the case in resilience engineering. A basic assumption in resilience engineering, and Safety II approaches in general, is that it is impossible to foresee all possible threats to a system [1, 17, 40] . If it would be enough to prepare against known, or foreseeable, threats, there would be no need for Safety II or resilience engineering. This distinction between Safety I and Safety II has unfortunately led to a great deal of positioning of the new (Safety II) relative to the old (Safety I) perspective and less development of actual method(s) for improving the resilience of a system [3, 39] . Much effort has been invested in explaining what resilience, disaster resilience [29] and resilience engineering is about [6] . There are several contradictions between terms used in the field, such as robustness vs adaptive capacity, mitigation vs recovery, pro-active vs re-active, local vs global resilience etc. ( [9] [10] [11] [12] 32] ). Although clear definitions of terms and concepts are important, the field of resilience also need more concrete examples of how resilience actually is manifested in the real world, and how resilience theory can be applied to better understand the capacity of a system to cope with disturbances.
The objective of this paper is to propose a framework for understanding how resilience can be seen as an emergent property of exchange between actors trying to cope with major disruptions, and to explain why resilience can be seen as a potential commonand finite -resource. Other researchers has pointed out that increasing resilience in one part of a system may decrease resilience in other parts of the same system [25] . This indicates that the question (influenced by the riskenumeration tendencies of Safety-I), resilience against what? must be complemented with the question resilience of what? This led us to formulate the following analytic purpose:
How can we understand resilience, in practice, as double adaptive processboth as an entity coping with the unexpected or unplanned, and as a phenomenon that shifts along a core value ladder during pressure regarding both fundamental objectives, functions, resources, structure and system boundaries?
This question is of particular importance since when the object of resilience shifts, what it needs or aims to be resilient against can also change. To understand this double adaptation, both against adverse conditions (against what), and of the entity itself (of what), may turn out to be key to understand systemic resilience, and how to engineer it. As we applied the systemic resilience model [SyReS, 26] to re-analyse previous real-world cases from our studies, two things stood outthat the object of resilience shifts under pressure, and, that on a societal level, resource conflicts between global and local resilience often occur. This suggests that resilience seems to be a finite resource, i.e., that resilience is no silver bullet against anything and everything. Thus, we also set out to increase our understanding of how resource limitations affect the of what and against what of resilience. This is done by introducing a framework for understanding how resilience can emerge in actor networks, as a consequence of collaboration during crisis situations. It also shows how resilience can be hampered by lack of collaboration and resources that could contribute to resilience. The development of the resilience actor network approach led to a revision and an extension of the Systemic Resilience model [26] , informed by the above mentioned re-analysis of real-world cases, in an effort to have the SyRes be more useful for explaining the resilience of what. In the following section, the SyRes model and its rational is explained in the context of disaster and crisis management. The section also introduces the concept of resilience as an emergent property of value networks.
Theoretical background
In the SyRes model, Lundberg and Johansson [26] merged and compiled different conceptual models and definitions from the field of disaster and crisis response resilience into one systemic model (see Fig. 1 .). The SyRes model departs from the idea that the activity of coping with an unwanted event (a potential crisis) can be seen as a downward spiral activating certain basic resilience functions (anticipation, monitoring, responding, recovery, learning, and self-monitoring) and their associated strategies (where the strategies are the actual manifestation of the functions, or their form, which may differ from system to system and situation to situation). In line with the SyRes model [24] suggested that resilience should not be discussed in general (normative) terms, but that it is necessary to relate it to something specific that needs to be protected in order to turn into a meaningful conceptotherwise resilience potentially can concern anythingand likewise be used as an explanation for any failed attempt to mitigate or control from unwanted disturbances ("there was a lack of resilience which lead to the current situation"). The authors suggested that it only is meaningful to discuss resilience in relation to core values 2 , i.e. values central for the existence of the system in focus, or the 'rational' of the same system. A similar argument has been made by Lama, Becker & Bergström [25] in their discussion of the relationship between adaptation and resilience. Lama et al. (ibid) suggests that the concepts adaption and resilience only can be adapted if considering goals and values of the system under scrutiny. The authors [25] further argue against the normative claims that certain activities ('adjustments') should be seen as improving resilience, as "values, goals and aspirations must be explicitly stated and taken into consideration when conceptualizing and utilizing adaptation and resilience in relation to risk and sustainable development" [25, p 200] . Indeed, in 2006, Manyena suggested that "Disaster resilience activities can 'lead to actions such as enhancing community coping capacity and livelihoods', allowing communities to make appropriate choices within the context of their environments." [29, p 436] . The idea that resilience should not be used in a generic fashion is hence not new, although we have not found any methods or frameworks that explain how resilience should be understood as a double adaptive process relating to both the situation at hand and the re-negotiation of objectives, functions, structures and system boundaries. The first step in the process of creating a new framework for understanding adaptability and resilience is to create an understanding of what a system really intends to protect (the rational for being resilient) and to understand that even this is re-negotiable in certain situations. To do this, we need to revise the original SyRes model [26] .
A difference between the original version of the SyRes model is that Core values have replaced Goals. In the original model, we assumed that there are primary goals of the resilience activity during a disturbance or a crisis. However, when re-analysing previous studies, we have come to the realisation that most organisations or joint activities are based on a set of core values that largely define the purpose and aim of the same organisations or activities. These are similar to, and may be, goals, but are more permanent in their nature than what we normally think about as goals. The relation between core values, resilience, and the SyRes model will be elaborated below.
As pointed out in Johansson et al. [24] the core value of a commercial business such as a grocery store, a petrol station or a bank, is to create revenue, i.e. to assure a higher income than outcome. Without this profit, the business will eventually seize to exist. This core value will manifest itself in a number of practical activities, which usually take the form of different flows such as goods, money, services etc. A system is resilient if it manages to protect and uphold these activities, even when facing severe disturbance. In safety critical systems such as aviation or industry, core values typically concern protecting human lives, critical infrastructures, and financial interests [24] . Conflicts between core values may thus exist even within a system, such as profit versus safety. Such conflicts are usually resolved by rules and procedures, but sometimes they need to be resolved be prioritization in the moment of a disturbance. This suggests that, depending on the situation at hand, there will be core value ladders [24] . The core value ladder reflects the prioritization of the system when it comes to what the core values that it intends to protect and in what order these core values unfold. Such core value ladders may be explicitly formulated and available, but sometimes they are implicit, or even non-existent, and must thus be formulated in relation to a disturbance. As an example, a nuclear power plant exists to produce electric power (and create revenue), but from the point of view of safety, a core objective is to prevent radioactivity to escape from the core. In the event of a technical failure, the latter core value overrides producing electric power and the plant can be closed down to preserve it. In such a case, there are (mostly) clear rules and procedures to applythe core value of making revenue can be temporarily sacrificed in order to protect assets and prevent damage to the environment and health. Other systems may have core values that are less easy to identify and prioritize. In some cases, core values may also be non-negotiable and must thus be protected by all means, otherwise the system will cease to exist. 2 Core values is a common term in other research fields, such as studies of culture and linguistics (see for example [18, 36, 8] ) or business management theory [13, 38] . We use the term in a similar fashion, but it is still important to point out that there is a difference between understanding interactions around the core values of a cultural sub-group, such as computer hackers or punk rockers, and a socio-technical system designed with a specific purpose, even if an overlap may exist at times. In the original SyRes-paper [26] , core values were not mentioned in the graphics (ibid., Fig. 4 , p. 30). Instead, the term goals was used.
Core values thus represent the rational, or main purpose, of a system, and also reveal what it is that needs to be protected. They are therefore depicted in the centre of the revised SyRes model (see Fig. 1 .). Protection can come in the form of both Safety I measures and Safety II (resilience) measures. The difference lays in the fact that the latter does not protect by eliminating or protecting against specific threats, but instead employ resilience functions (as described in the SyRes model) that are manifested in the form of strategies corresponding to the resilience functions. In the case of the nuclear power plant, resilience for protecting against radiation leaks may manifest in monitoring activities, training for coping with technical failures, system redundancy, and the possibility to degrade or shut down production. The core value of creating revenue can be protected by other means in the form of insurances, alternative production facilities, or simply by having financial buffers that can be used to cope with the temporary loss of revenue.
However, socio-technical systems do not exist in a vacuum 3 . Realworld 4 resilience cannot be understood by studying individual organisations. Actual crisis management and response typically involve numerous actors jointly working to cope with the consequences of a disturbance [19, 31, 32] . This suggests that we need to study resilience on a collective 5 level in order to understand why and how certain constellation of organisations may be able to cope with a disturbance while others cannot. Largely, the ability to cope with large disturbances seem to emerge as a consequence of the ability to rapidly form new collectives and utilize resources from different sources in a coordinated manner. A guidance to how this can be approached can be found in the field of service design, which largely is based on a similar ideathat a multitude of individual services form service value for individual customers seeking to satisfy specific needs. Basole and Rouse [5] describes how service value can be created in a network context and how the structure and dynamics of the network, as well as customer expectations influence the complexity of the service eco system. The approach of Basole and Rouse aims to describe the nature, delivery and exchange of service value and direct and indirect relationships between value network actors. In the case of resilience, value networks can be used for understanding how networks of actors can create and consume resilience from different sources (network nodes). In the model of Basole and Rouse [5] , consumers (although forming their own networks) are always the ones that realize value, as provides of service have no real purpose unless there is a consumer. In the case of resilience, there are differences regarding what value is and how it is exchanged between different actors. When need arises, a node may become a "customer", and another node the "provider". Value is therefore hard to describe in objective terms until a specific problem emerges. It should also be noted that while service value networks also have a degree of dynamics in terms of how relations between nodes emerge and disappears, a resilience value network often has to be initiated rapidly in a time of dire need, suggesting that the actual structure of the network, and how it will evolve, may be hard to predict. The actual number of nodes is likewise hard to predict, and nodes may be added or subtracted during the course of a crisis event. The resilience value network may also change as core values of individual nodes are challenged in a crisis situation (according to the value ladders of each involved system (see Fig. 2 
.).
In order to understand the resilience value network, we need to consider how collaboration between different stakeholders in the crisis situation works, as collaboration allows for resilience pooling. Pooling, in this context, refers to activities like resource sharing, coordination of efforts, or simply information sharing that can allow other nodes to prepare before getting caught in a bad situation or even avoid it all together. During a crisis event, stakeholders need to come together and seek solutions to problems. Collaboration, in turn, is based on trust, the willingness to exchange information and the ability to take on roles and Fig. 1 . Revised systemic resilience model (after [26] ). 3 Unless we are discussing spacecraft. They may exist in a vacuum. However, from a resilience point of view, they are usually supported by earth-based organisations and hence do not act in isolation. 4 Real-world = beyond hypothetical reasoning based on fictive examples. 5 Collective in this case refers to a set of distinguishable entities that work towards a common goal.
responsibility for specific aspects of problem solving. This in turn means that trust, unless it is already established, must be built-up quickly in cases where the crisis situation escalates in rapid tempo. Inability to do so will hamper or delay the response to the disturbance, something that may be of crucial importance for resilience in dynamic events [22] . In Fig. 2 above, we see how the interactions between the nodes in the actor network change as actor 1 is forced to abandon a primary core value. In order to maintain at least the secondary core value, actor 1 needs to seek support from actor 4 and other actors, something that actor 1 does not normally do. Note that "actor" in this case may refer to an entire organisation. Also note that network interactions may change already as a core value of one actor is threatened. Further, severe events may challenge the core values of several actors at once, creating multiple changes in the network configuration rapidly. A previously stable network of actors may thus quickly expand and fluctuate until it reaches a new point of stability or become dissolved as the situation is solved [41] . The idea that networks need to, or are forced to, re-configure, in order to cope with different challenges or problems are by no means new [14] . However, most literature describe such changes as part of a planned process, as in the case of structural contingencies [33] or Command and Control agility [2] . From a safety/resilience point of view, this re-configuration mostly occurs as a reaction after-the-fact and is generally improvised rather than planned. The SyRes model include two adaptive paths, both affecting the self-monitoring function (see Fig. 1 .), that can be utilized to explain how expectation and experience can effect the way different strategies for coping with threats pre-and post facto are manifested. It is however important to remember that while circumstances may occur that causes re-configurations of actor networks and hence structural adaption, the SyRes model is still valid as it departs from a functional perspective. As suggested by Brehmer [7] , function precedes form. Structure is only the vessel for function, although they are intimately coupled [20] . The ability to adapt and for new structures is just one way to assure that the resilience functions can be upheld and core values protected (such as pooling resources or exchanging information). 6 Major challenges to one or more actors will most likely demand additional resources that can be deployed to cope with the situation, in line with the concept of resource pooling presented above. This can be achieved both by reaching out to other actors and asking for help, but in many cases resources are provided on a voluntary basis when other actors in the network recognise that a need exists. On a grander scale, agreements and mechanisms for sharing resources between nations in crisis situations may be in place, such as the European Union Emergency Response Coordination Centre (ERCC). Below, we provide a number of examples from case studies to illustrate how the ability to rapidly create resilience in actor networks can be understood, and how this ability can be affected by different preconditions.
Resilience case studies
In this section, we re-analyse previously published resilience case studies, to understand common themes around the notion of core values.
We analyse the following cases, of which two are national (in Sweden) and one is international (by Swedish responders). In the RUNE storm exercise [27] , a storm caused a blackout in a rural community, a situation that worsened when a helicopter crashed into the (only) power line into the area. The exercise covered the response to the blackout, a joint effort by several municipality organizations (normally working more in isolation), led from the community hall. Fig. 2 . The core value ladder of an individual node in the resilience value network can potentially cause changes to the network if a node moves from one step on the core value ladder to another [24] . 6 From an analytical point of view, this can be challenging as the unit of (footnote continued) analysis may shift during an event. This is however hardly surprising when considering real-world events. The actors involved for coping with for example as forest fire will change as the event unfolds, but the primary goal, to protect core values, will (mostly) remain the same, as can be seen in the case examples provided below.
The 2014 Västmanland forest fire was the largest forest fire in Sweden in modern history, from the last of august to Sept 11 the same year. The fire stretched over four municipal administrations (approximately 15,000 ha). The fire led to the mobilization of what probably was the largest emergency response operation ever conducted in Sweden, involving personnel from several fire brigades, military units, volunteers, private companies, and even resources from other nations [34, 35] . The effort included evacuation of people and animals, and resulted in one in one person killed and one treated for severe burn injuries. About 70 buildings were damaged or destroyed [16, 34, 37] .
The Swedish Response to the Indian Ocean Tsunami of 2004 consisted of a taskforce, compiled from a pool of Swedish international response team responders. From an initial team of 20 people, on December 28, it expanded to over 110 people over the first week. In the initial stage (ending January 9), evacuation and medical transports were in focus, even though the team had the broader mandate of assisting Swedish authorities and citizens.
Establishing a core value ladder
In the Rune exercise, in the local community, resources were pooled across different organization areas in the municipalitye.g. fire brigade, schools, care for the elderly. In day-to-day activities, some areas of responsibility were outsourced to private actors (e.g. some of the elderly care homes), but during a crisis the municipality must extend their responsibility also to those areas. Thus, the municipality core value of protecting the citizens of the municipality was threatened, something that initiated a number of activities in the resilience value network, primarily in the form or resource pooling.
The involved actors formed a temporary collective with the common purpose of maintaining the well-being of the citizens, hence assuring that the primary core value of the municipality remained intact. However, during the blackout in the Rune exercise, the new collective also had to prioritize across municipality domains. It had to decide what core values this new collective had to prioritize, from the point of view of the participant organizations, since they all contributed to the overarching value of well-being. Power generators naturally became an important resource challenging other core values for some of the participating organizations. The lack of generators forced the collective to prioritize whether they themselves (the crisis response management team in the local municipality building) should have power, or if the waste water pumps should be prioritized (to avoid fresh water contamination), or if power should be given to one of the elderly care homes (required for warming up the building). This situation thus highlighted how the resilience value network aligned to form a shared core value ladder between the participating organizations. As a collective, the participating organizations thus had to, on the fly, create a core value ladder that could be used to prescribe to what activity/activities the fundamental resource "power" should be allocated. Movements along the ladder, or re-negotiation of it, took place as the situation unfolded.
Climbing down the core value ladder
The Västmanland forest fire also illustrates how core values can change over time. While the emergency response operation initially was a fire-fighting operation only, the goal of extinguishing the fire was quickly abandoned during the Sunday and focus shifted toward getting people out of harms way and saving fire-fighters and other personnel working in the area. The primary reason for this was the rapid and violent development of the fire, which traversed an area exceeding 10,000 ha in less than 12 h on the 4th of August [23, 34] . At least 500 persons were evacuated from the surrounding area, effectively widening the scope of the operation from firefighting to multifaceted emergency response. This also reduced the number resources and assets available for the firefighting operation. For instance, fire & rescue units were ordered to abort firefighting efforts and moved to villages and towns in danger in order to support evacuation and protect buildings rather than trying to close out burning forest [16] . In this case, there was a transition from one core value (fire fighting, which indeed was the initial primary objective) to another, protecting lives (temporarily abandoning the initial core value).
A question then emerges whether this transition from the effort to protect assets to protecting lives should not be seen as a failure of resilience? However, the question is too blunt, since it can be answered both affirmatively (yes, they adapted, shifting focus to the goal of evacuation) and negatively (no, they temporarily abandoned the core goal of putting out fires). Instead, we can more neutrally describe that the situation in terms of a transition on the core value ladder. This notion thus enables us to more clearly describe adaptation and response strategies. Further, the transition highlights a change in the resource context. When pursuing the initial goal of fighting the forest fire, certain kinds or resources where appropriate, such as personnel, fire engines, water hoses etc. After the change in core value, only some of these resources were appropriate (such as personnel), while others (such as fire engines) were less relevant. On the other hand, the change created a new resource context where other resources were useful. There are however ways to increase resilience by pooling resources, which is discussed in the next paragraph.
Resource pooling in resilience networks
During crises, in all three cases, resources were pooled and usage was prioritized. The Värmland forest fire highlights basic aspects of resource pooling both in a national and an international network, as a means for adjustment of capabilities (see SyRes, Fig. 1 ). The development of the fire was at times very rapid, and forced the involved emergency response organisations to re-formulate their goals and resource requirements at some points. The extent of the fire changed significantly from day to day, and during the most intensive periods from hour to hour.
On Sunday the third of august 2014 the fire & rescue incident commander requested fixed-wing aircraft with water bombing capability. As there is not such capability in Sweden, the Swedish Civil Contingencies Agency dispatched this request to the Emergency Response Coordination Centre of the European Union (ERCC) [4] . Both Italy and France offered to send aircrafts to Sweden. However, the response was not immediate. All aircraft were not in place in Sweden until the fifth of August. Due to poor visibility, the water bombing campaign could no commence until the evening of the sixth of August [35] .
Although the effect of the water bombing campaign has been questioned [34, 35] it still illustrates how resources can be pooled from one part of a network to strengthen resilience of another part. Naturally, mechanisms for requesting and receiving such resources must be in place (or be invented rapidly) to allow for such resource pooling. Another challenge is prioritizationif resources are moved from node A to node B in order to increase the resilience of node B, the resilience of node A will be temporarily decreased, suggesting that the global resilience of the network remains the same. In this case, the resources were available in the network, which meant that no value conflicts affected resource deployment on the resilience network level. However, deployment through the network was slow.
The Rune case highlights an (unintended) effect of resource pooling as a strategy for resilient response. Some municipality functions (e.g. elderly care homes) were outsourced to private companies. These did not participate in the exercise (and thus were not part of the network). Worse, the actors initially forgot these outsourced functions during the exercise. This exclusion violated the current core value of the system, and was thus a very specific resilience failure, having its roots in what this particular system is (i.e. an assembly of municipality organizations, with a day-to-day scope of operations that differ from what is required when assuming the core values of the crisis organization).
Similarly, in the Rune case, to avoid having to deal with the value conflicts emerging from the lack of power generators, they relied on external resources. They requested, and hence pooled, generators from other municipalities or the electricity company. This (like in the Västmanland forest fire case) highlights two value conflicts, at a local and a global level. Local resource negotiations are done through close collaboration in a high-level crisis management coordination team, led by a team leader. The local conflicts must be resolved through value conflicts both within the local municipality collaborators, and between them. At the global level, collaborators were not part of the collective, but had to be contacted by the collective. In case of a global conflict/ threat, the strategy of relying on external resources may be more difficult to resolve (e.g. hoarding of resources, due to a risk, rather than a manifest event, or due to an actual more global manifest event where intra-municipality value conflicts may have to be resolved).
Internal values versus purpose-related values
We have so far focused on core values of the system, that manifests its purpose, what it is that system does (purpose-related values) in terms of adaption to sustain resilience. These values differ from values internal to the system, which affects how the people in it behave in relation to the purpose-related values of the organization. These are the fundamental core values of the organization, i.e. the values that define the functions and the structure of the system. It is something that the system must also establish and protect, but it does not define what it does, only what it potentially can do. This internal view of the system thus tell us what the system is, and is in many respects more difficult to change as it demands self-monitoring and self-reflection to realise that the fundamental functional and structural properties of the system must be adapted (changed) in order to uphold a sufficient level of resilience. We give one example from the Tsunami case.
The Swedish response to the Asian Tsunami, highlights an issue of local resource sharing, of people as a resource. When it comes to humans, it is not always sufficient to have the resources, they must also cooperate to become part of the system, prioritizing the core values of the system. Resilience of the system can then depend on shared values between team members. One example of shared values in teams that can support resilience is individual willingness and preparedness to take on improvised roles. This was central in the Swedish response to the Asian Tsunami of 2004. It was important in for the relatively small Swedish team, which relied on staff looking at what was actually required from the situation, taking on required roles (rather than only performing pre-assigned roles associated with their professional training). E.g. a medical doctor might have to dig trenches at some point, and must then be prepared to take on that role [28] .
The findings from the Asian Tsunami study also showed that globally shared internal values do not always facilitate global resilience. I.e. shared values that facilitate role improvisation is not always a benefit. Whereas some organizational roles can be flexible (sacrificed to achieve a global vale), others must be resilient (maintained in adverse conditions, to achieve a global value). When scrutinizing the importance of core internal values in the Asian Tsunami response, it was also discovered that some functions were critical for achieving resilience. The staff was good at taking improvised roles, but less good at abandoning them later, when it would be better if they worked in their specialist professional roles. The management role was then seen as critical for reassignment. However, if that role too had been abandoned, in a flexible response to more pressing situational demands, then resilience (adaptive capacity) was temporarily lost [28] . Thus, for this particular role, resistance to role changing would be important to achieve global resilience (sacrificing local resilience).
As this example illustrates, internal core values can both facilitate resilience, and threaten resilience. Whether internal core values and their effects (in this case on adaptation) are resilient, or detrimental to resilience, thus depends on the purpose-related core values of the system, i.e. what it has set out to achieve. A tension may arise between coping with a situation (external resilience) and the willingness to adapt internal functions and processes (internal resilience), something that is necessary for improving the ability to respond to unexpected challenges.
Discussionunderstanding global resilience
Our re-analysis of previously published cases shows that the object of resilience tends to shift under pressure. This shift in the object of resilience is a more fundamental issue than merely adapting or adjusting functions in response to external pressure. We believe that his should be reflected in the definition of resilience:
Resilience is a double adaptive processboth as an entity coping with the unexpected or unplanned, and as a phenomenon that shifts along a core value ladder during pressure regarding fundamental objectives, functions, resources, structure, and system boundaries.
Further, competition between entities, in particular regarding limited resources, is an important aspect of resilience, reflected in the reanalysed cases. Resilience, as a limited capacity to adjust to the unexpected or unplanned, can be understood in terms of core values, boundaries and resources within contextual constraints (e.g. time to deploy resources versus event dynamics). We point at three areas that are central to understanding of resilience in our cases:
Firstly, a key finding is the shift in the object of resilience under pressure. This emerges from coordination of core values for entities that share adverse conditions. Resilience in an inter-organisational context can be seen as an emergent phenomenon arising from the willingness to cope with disturbances that are common to many entities (e.g. a storm, a forest fire). Stress, and a shift of stressors over time, can result in sacrifice of core values or movement to other, more important, core values on the core value ladder. E.g., in the case from the forest fire fighting operation, a transition from fire fighting to evacuating people out of the area. This also changed the resource context, in the sense that resources appropriate for achieving the initial goal of fighting the fire had to be replaced by resources appropriate for moving a large number of people.
Secondly, core values can be negotiated and changed. Global resilience can emerge around a shared core value, which can arise as each entity independently reacts to adverse but shared circumstances. However, this is a complex phenomenon. Values can be maintained by transitions of existing functions over new structures. Internal supporting values can be required for resilience, e.g. to shift to new (more appropriate) functions in the face of the unplanned. E.g. in the Tsunami case, rescue workers adapted "on the scene" taking unplanned and improvised roles. However, as the Tsunami case also illustrates, within an organization, global resilience may benefit from some functions being flexible whereas other functions must remain unchanged. In the Tsunaim exercise, a manager taking improvised roles would affect resilience negatively, reducing the capacity to adapt after the initial improvised role taking stage. Thus, it is not as simple (if indeed it is simple) as promoting and maintaining shared core values.
The third finding is competitive versus collaborative resilience when depending on limited resources. Global resilience is constrained by the resources that can be accessed and moved across boundaries of interacting entities. This can be illustrated by thinking about each entity involved in a crisis response as a node in a resilience value network. Resilience is can be created by moving, or pooling resources in the network. Resilience is thus created by allocating resources to the node (s) with the most immediate need of them. In the forest fire fighting case, this is represented by pooling fire fighting resources. If things usually go well when sharing resources in a network, then this may be seen as providing strong resilience. However, if several entities have invested in the same source of resilience, a resilience bubble may develop, resulting in the loss of resilience when a disturbance occurs. In the Rune exercise case, electricity generators were such a shared resource. They were at one point relying on electricity generators from the outside (where someone else makes priorities, and where someone else may have relied on the same generators for their plans, if they also face adverse conditions). At another point, they were themselves reallocating generators. Taking this a step further away from collaboration, resilience can also be competitive as when well-known hoarding or dumping behaviour displaces the global resource allocation, optimizing capacity for individual entities, but sub-optimizes versus actual needs. Thus, there is a risk that successful resource-sharing can result in complacency, under-estimating the risk of a resilience bubble.
Further, resource pooling can bring with it its own complications, as illustrated in the Rune exercise. The participating organizations did negotiate a common core value, and prioritized the core values of the participating organizations to conform. However, the core value had a wider scope than the coverage of the response organization. This was not initially realized by the organization, that continued to work based on their day-to-day responsibilities (e.g. elderly homes managed by the municipality), rather than on the responsibilities implied by the organizational core value (including also elderly homes managed by private organizations). Failing to align towards a common core value can therefore cause complications on the level of the overall response system, something that may be invisible from a local point of view of individual entities in the response system.
The paragraphs above suggest that changes in core values of one or more entities, have several practical implications. However, there are also theoretical implications from the point of view of the SyRes model. The SyRes spirals around the core value. When the core value changes, all other functions and activities described in the SyRes model are affected. Anticipation, monitoring and controlling will become different as the core value changes. For instance, a strategy for i.e. monitoring will be different when the objectives of an activity changes. As pointed out in the example of changing core value from fire fighting to evacuation, also the controlling strategies need to change. To but it simply, the resilience against what is defined by the core value and the way to achieve resilience (resilience of what) is changed accordingly. Therefore, both when evaluating resilience and when preparing to be resilient, it is important to define the core value ladder, and to use that in combination with the SyRes model (or other functional models of resilience).
Conclusion
Resilience capacity has limits since resilience, like any other activity or process, relies on finite resources. The object of resilience (what the system wants to protect) may however shift under strain, i.e. forming a core value ladder. This might at first seem obvious, but it must be pointed out, since otherwise resilience might be seen as a silver bullet, a behaviour that has no limits, that can be used to cope with the unexpected and unplanned, "if they had only been more resilient…", "if we could have more resilience…". We have adjusted the SyRes model ( Fig. 1.) accordingly, replacing goals with core values. This may seem like a trivial update, but it is fundamental. The resilience spiral of SyRes describes functions, structures, adaptive processes etc., needed to act in a resilient manner, during different phases of an event. However, only when adding core values, it becomes possible to declare what strategies and adaptive processes that actually are appropriate to create resilience. Also, core value ladders helps us in understanding why a system suddenly changes its behaviour, as in the case of the emergency responders in the Västmanland forest fire that moved from fighting the fire to rescuing lives when the forest fire got out of control. Strategies (realizations of functions) that are relevant for creating resilience in relation to a specific core value may thus be completely irrelevant for another core value. Further, as resilience capacity is limited, we need to understand those limits, and how they interact with core value negotiations and resource management in the resilience value network (Fig. 2.) . The challenge is to design systems that have the capability protect core values and remain on the core value ladder, taking the following issues into account:
• The shift in the object of resilience under pressure. This emerges from coordination of core values for entities that share adverse conditions.
• Core values can be negotiated and changed.
• Core values can be arranged and prioritized according to core value ladders. These core value ladders may in turn be negotiated depending on circumstances and actors in the current event.
• Resilience can be understood in the context of a resilience value network, where each node represents an entity involved in crisis response. Moving resources between nodes can temporarily increase resilience when necessary.
• Changes in core values may introduce new resource contexts where new resources become relevant and old ones are deemed inappropriateeffectively changing the connections and context in the resilience value network.
• Competitive versus collaborative resilience in the resilience value network as resources for creating resilience always are finite. If the potential need for resources exceed the available resources, a resilience bubble may develop.
