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Foreword
Special Issue on Multidisciplinary Emerging Networks and Systems
This special issue is devoted to recent research ﬁndings in the ﬁeld of Multidisciplinary Emerging Networks and Systems.
It contains selected papers from the Second International Symposium on Multidisciplinary Emerging Networks and Systems
(MENS 2010), held at Xi’an, China, during Oct. 26 to 29, 2010, in addition to more submissions openly solicited through
widely distributed Call for Papers.
In recent years, novel computing paradigms are emerging. On conventional computer networks, we are superimposing
new networking systems, such as peer-to-peer, wireless ad hoc, sensor networks, and general overlay networks. These
systems’ environments are distributed, heterogeneous and dynamic. They are managed by multiple administrative authorities
and shared by users with different and competing interests. More often than not, they are autonomously provided by
independent and rational individuals. The most distinguished feature of intelligent networks and systems is that, each
player determines its behaviors autonomously. “Design for choice” is the fundamental principle of emerging autonomous
networks and systems. Naturally, multidisciplinary perspectives and approaches will shed new light on various related
issues in different networks and systems, and foster new applications. In this direction, knowledge from biology, psychology,
economics, social network, and many other research ﬁelds can provide important and helpful hints for future networks and
systems research.
This special issue brings new research ﬁndings related to practical as well as on theoretical topics and problems in multi-
disciplinarily inspired networks and systems. It consists of seven papers organized as follows. Besides being selected based
on their originality, signiﬁcance, technical soundness, and clarity of exposition, they have been also intended to express the
fact that multidisciplinary perspective is imperative for research and application in traditional wireless networks, sensor and
peer-to-peer networks as well as ubiquitous computing.
In wireless networks, since mobile users and applications compete for the limited wireless resources whose communi-
cation quality dynamically change, it is necessary to design an adaptive mechanism for mobile users and applications to
share the available network resources while satisfying each application’s QoS requirements. Based on an autonomous and
adaptive behavior of biological systems, an adaptive resource allocation mechanism was proposed in [1], where each node
autonomously determines wireless network resources to assign to each of networked applications running on it.
A family of ant colony algorithms called DAACA for data aggregation in sensor networks was proposed in [2], which
consists of initialization, packets transmissions and operations on pheromones phases. DAACA combines the advantages
of global and local adjustments for evaporating or depositing pheromones on adjusting network topology. Experimental
results indicate that, DAACA shows higher superiority on average degree of nodes, energy eﬃciency, prolonging the network
lifetime, computation complexity and success ratio of one hop transmission.
Assurance networks are one of the essential technologies of new-generation networks. Assurance can be deﬁned as
the capability of guaranteeing functional and non-functional system properties such as dependability, security, timeliness
and adaptability to heterogeneous and changing requirements. Assurance is essential for sustainable WSNs. Node capture
attacks are one prospective kind of attack on WSNs. To reduce their negative effect, Eitaro Kohno et al. [3] proposed a new
multipath routing method, and illustrated that this method is effective in both cases in which the network size is small or
large and that the proposed method is more assured than the single path-based method.
In a decentralized system like P2P where every individual peers are considerably autonomous, the notion of mutual trust
between peers is crucial. In addition, when the environment is subject to inherent resource constraints, any eﬃciency efforts
are essentially desirable. In light of these two issues, Agustinus Borgy Waluyo et al. [4] proposed a novel trustworthy-based
eﬃcient broadcast scheme, TEMPR, for resource-constrained wireless P2P environments.
Xinxin Fan et al. [5] proposed a new trust model Dual-EigenRep adopting the technology to calculate the principal
eigenvectors of the behavior matrices. Recommended reputation value is deﬁned to reﬂect the resource service behavior,
and recommending reputation value is deﬁned to reﬂect the trust recommending behavior. The interrelation between them
can make the normal peers to form a trusted and cooperative transaction community, thus, the malicious peers are isolated
effectively.0022-0000/$ – see front matter © 2011 Elsevier Inc. All rights reserved.
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1672 ForewordTadashi Dohi and Toshikazu Uemura [6] considered an intrusion tolerant system with two detection modes (automatic
detection and manual detection), called SITAR (Scalable Intrusion Tolerant Architecture), and described the dynamic transi-
tion behavior by a Continuous-Time Semi-Markov Chain (CTSMC). Based on the Embedded Markov Chain (EMC) approach, it
derived the steady-state probability of the CTSMC, the steady-state system availability and the mean time to security failure
(MTTSF).
Finally, Hong Chen et al. [7] presented an integrated framework of Socialized Ubiquitous Personal Study (S-UPS), which
aims to act as an individualized information portal, to meaningfully organize the recently increasing data sets of social
streams (varying from twitter tweets to life logs) into reusable contents. A set of new metaphors has been deﬁned to
represent a variety of social streams, and algorithms and mechanisms have been developed to enable the framework to
work in cloud computing environments. Moreover, a scenario of using S-UPS to support blended learning has been described
with experimental data and detailed analysis results.
Acknowledgments
The guest editors of this special issue wish to thank the referees for their careful review of the papers. Their useful
suggestions and comments greatly helped the authors improve their manuscripts. We would like to sincerely thank Professor
Edward Blum, Editor-in-chief of the Journal of Computer and System Sciences, for giving us the opportunity to edit this
special issue and his informative and helpful guidance in editing this special issue. Finally, our gratitude extends to all the
organizers and participants of the Second International Symposium on Multidisciplinary Emerging Networks and Systems
(MENS 2010), who made this special issue possible and successful.
List of accepted papers
[1] Shinsuke Kajioka, Naoki Wakamiya, Masayuki Murata, Autonomous and adaptive resource allocation among multiple nodes and multiple applications in
heterogeneous wireless networks, J. Comput. System Sci. 78 (6) (2012) 1673–1685.
[2] Chi Lin, Guowei Wu, Feng Xia, Mingchu Li, Lin Yao, Zhongyi Pei, Energy eﬃcient ant colony algorithms for data aggregation in wireless sensor networks,
J. Comput. System Sci. 78 (6) (2012) 1686–1702.
[3] Eitaro Kohno, Tomoya Okazaki, Mario Takeuchi, Tomoyuki Ohta, Yoshiaki Kakuda, Masaki Aida, Improvement of assurance including security for wireless
sensor networks using dispersed data transmission, J. Comput. System Sci. 78 (6) (2012) 1703–1715.
[4] Agustinus Borgy Waluyo, David Taniar, Wenny Rahayu, Ailixier Aikebaier, Makoto Takizawa, Bala Srinivasan, Trustworthy-based eﬃcient data broadcast
model for P2P interaction in resource-constrained wireless environments, J. Comput. System Sci. 78 (6) (2012) 1716–1736.
[5] Xinxin Fan, Mingchu Li, Jianhua Ma, Yizhi Ren, Hui Zhao, Behavior-based reputation management in P2P ﬁle-sharing networks, J. Comput. System
Sci. 78 (6) (2012) 1737–1750.
[6] Tadashi Dohi, Toshikazu Uemura, An adaptive mode control algorithm of a scalable intrusion tolerant architecture, J. Comput. System Sci. 78 (6) (2012)
1751–1774.
[7] Hong Chen, Xiaokang Zhou, Qun Jin, Socialized ubiquitous personal study: Toward an individualized information portal, J. Comput. System Sci. 78 (6)
(2012) 1775–1792.
Guest Editors
Qun Jin
Department of Human Informatics and Cognitive Sciences, Waseda University, Japan
E-mail address: jin@waseda.jp
Yufeng Wang ∗
School of Telecommunications and Information Engineering, Nanjing University of Posts and Telecommunications, China
E-mail address:wfwang@njupt.edu.cn
7 September 2011
Available online 23 November 2011* Corresponding author.
