We propose a scheme by which two parties can secretely and simultaneously exchange messages. The scheme requires the two parties to share entanglement and both to perform Bell-state measurements. Only two out of the four Bell states are required to be distinguished in the Bell-state measurements, and thus the scheme is experimentally feasible using only linear optical means. Generalizations of the scheme to high-dimensional systems and to multipartite entanglement are considered. We show also that the proposed scheme works even if the two parties do not possess shared reference frames.
Introduction
Entanglement is an essential resource for many applications in quantum information science such as quantum superdense coding [1, 2] quantum teleportation [3, 4, 5, 6, 7, 8] , quantum cryptography [9, 10, 11] , and quantum computing [12, 13] . From an informationtheoretic point of view, two parties sharing entanglement can be regarded to have already a certain amount of information distributed between them; one e-bit per a shared maximally entangled pair of qubits. Thus, for example, in superdense coding two bits of information can be sent from one party to another by manipulating only one of two maximally entangled qubits. In quantum teleportation a quantum state of a qubit can be completely transferred by sending only two bits of classical information, if the two parties, the sender and the receiver, share a maximally entangled pair.
In this work we explore yet another situation in which two(or more) parties can make use of entanglement they share to their advantage. We consider a situation in which two parties, Alice and Bob, share a maximally entangled pair A and B of qubits. Alice makes a Bell-state measurement upon the qubit A and another qubit α she prepared in a state about which only she has the information. Bob also makes a Bell-state measurement upon the qubit B and another qubit β he prepared in a state about which only he has the information. We are interested in the probability for each of the sixteen possible joint measurement outcomes, which in general depends upon the states of the qubits α and β in a way characteristic of the shared entanglement. If Alice keeps the information on the state of qubit α to herself and Bob keeps the information on the state of qubit β to himself, they have a partial knowledge of the probabilities in advance that others do not. We suggest that this advantage can be exploited to devise a method by which Alice and Bob secretely and simultaneously exchange messages. Generalizations of the method to higher-dimensional systems("qudits") and to multipartite entanglement are also discussed.
The Basic Scheme
Let us suppose that two parties, Alice and Bob, share a maximally entangled pair A and B of qubits. The qubits A and B can be in any of the four Bell states but for the sake of concreteness of argument, we take it as
Alice has in her possession another qubit α which she prepared in state
Similarly, Bob has in his possession yet another qubit β which he prepared in
Now Alice performs a Bell-state measurement on the pair α and A, and Bob performs a Bell-state measurement on the pair β and B. The experimental scheme is depicted schematically in Fig. 1 .
The probability P i 1 j 1 i 2 j 2 (i 1 , j 1 , i 2 , j 2 = 0, 1) that Alice's Bell-state measurement yields |Φ i 1 j 1 αA and Bob's Bell-state measurement yields |Φ i 2 j 2 βB can be obtained by expanding the total wave function |ψ αβAB = |ψ α |ψ β |Φ 00 AB as
A straightforward algebra yields
where all indices are evaluated modulo 2. The probabilities P i 1 j 1 i 2 j 2 's are given
From Eq.(6) we immediately obtain that Alice and Bob have secret messages they wish to send to each other. If they prepare their messages in the form of two constants, the scheme described above can be used for them to achieve a secret two-way communication. We mention that a scheme which is different from our proposed scheme but allows two parties to simultaneously exchange their messages as our proposed scheme does has recently been proposed [15] .
Efficiency
Let us now estimate the efficiency of the scheme described in the previous section. When a sufficiently large number N ≫ 1 of Bell-state measurements are made by Alice and Bob each, the number N i 1 j 1 i 2 j 2 of times the joint outcome |Φ i 1 j 1 αA |Φ i 2 j 2 βB is counted lies within the range defined as [16] 
where P i 1 j 1 i 2 j 2 's are the exact theoretical probabilities given by Eqs. (7). Thus, the accuracy of the experimentally determined probabilities
Eq. (10) 
accurate to one decimal point each, Alice and Bob should perform ∼ 100(perhaps a few hundred) Bell-state measurements each. We therefore conclude that Alice and Bob gain 4 secret digits(or equivalently 13∼14 secret bits) at the expense of ∼ 100(a few hundred) entangled pairs, i.e., the number of secret bits gained per use of an entangled pair is roughly 0.1 or less. The efficiency of the proposed scheme is thus somewhat lower than that of the entanglement-based cryptographic scheme(E91) [9] .
We note that the proposed protocol can be used for Alice and Bob to send secretly to each other directions in space and consequently to possess two private shared reference frames. They need of course to store the information on their Euler angles in the constants a 0 , a 1 and b 0 , b 1 , respectively. Shared reference frames are a resource for quantum communications [17, 18, 19] . A standard protocol [18] to send directions in space when Alice and Bob share entangled Bob to make collective measurements in the standard protocol, the efficiency can be higher. See, for example, Ref. [20] .] Our protocol, however, requires both Alice and Bob to perform Bell-state measurements, which are in general more difficult to perform than von-Neumann projection measurements. One advantage of our protocol is that it is symmetric with respect to Alice and Bob and allows both Alice and Bob to gain information, whereas in standard schemes the information usually flows one way.
Generalization to higher-dimensional systems
We now consider a generalization of the above scheme to higher-dimensional systems, i.e., to "qudits". The generalized Bell states for a qudit can be defined as [21, 22 ]
where ω = e 
where V i 1 j 1 i 2 j 2 is given by
where all indices are now evaluated modulo d. Eq. (13) indicates that the prob- 
(14b)
Generalization to multipartite entanglement
Another possible generalization of the proposed scheme is to the case of multiparty communications. Let us consider the case when N(> 2) parties share an N-qubit entangled state of Greenberger-Horne-Zeilinger (GHZ) type [23] given by
where the letter N(also the small letter n and the Greek letter ν) refers to the Nth party or Nth qubit. Each party has, in addition to the qubit K of Eq. (15) [ the letter K (and also the small letter k and the Greek letter κ) denotes the Kth party or Kth qubit, where 1 ≤ K ≤ N], another qubit κ which she or he prepared in state 
In Eq. (18), the constants n 0 and n 1 define the state of the qubit ν in which the Nth party prepared according to
Eq. (18) indicates that there are 2 N different values for the probabilities
To any member of the N parties sharing the entanglement of Eq. (15), the number of unknowns is (2N − 2), while it is (2N) to any outsider. As before, by agreeing to publicly announce the measurement results only when the outcome is among judiciously chosen Bell states, each of the N parties can secretely send his message in the form of two constants to all others of the N parties, so that the N parties can share secretely the messages in the form of 2N constants.
As an example, consider the case N = 3. Let us assume that the three parties, Alice, Bob and Charlie agree that Charlie is the last one to make an announce-ment each time, that Alice and Bob announce the measurement results only when they obtain either Φ 10 or Φ 11 , and that Charlie announces his measurement result only when both Alice and Bob announce their measurement results and he(Charlie) obtains either Φ 10 or Φ 11 or Φ 00 . The probabilities that can be determined experimentally are then the following:
Since each of Alice, Bob and Charlie has four unknowns, she or he can use (20b) provide sufficient information. In this case, however, the number of constants that the three parties can secretely share is reduced to three.
Case of no shared reference frames
So far, we have assumed that Alice and Bob have exactly the same basis for the states |0 and |1 . Thus, if the qubits we consider are polarized photons or spins, we assume that Alice and Bob share a spatial reference frame. As far as our proposed protocol is concerned, this shared reference frame does not need 
where |Φ ′ ij refers to Bell states of Eq. (1) defined in terms of Bob's basis |0 ′ and |1 ′ . A straightforward algebra yields, for the probabilities
(23e)
(23f)
where the probabilities are further restricted by the identities
Comparison of Eqs. (23) with Eqs. (7) indicates that the misalignment of Bob's axis with respect to Alice's axis partly breaks degeneracies among the probabilities. For example, P 1111 is no longer equal to P 1010 , and P 1110 is no longer equal to P 1011 . The difference between these probabilities can thus be considered as a measure of the misalignment.
Our scheme for quantum message exchange can proceed exactly as before. We let Alice and Bob announce publicly their measurement results only when the outcome is either Φ 10 or Φ 11 . The four experimentally determined probabilities 
Summary and discussion
We have analyzed a situation in which each of two (or more) parties sharing entanglement performs a Bell-state measurement upon the entangled particle in his (or her) possession and another particle he(or she) prepared in a specific state. The probability for a joint measurement outcome corresponding to a given combination of the Bell states depends critically upon the states of the particles involved. Taking advantage of the fact that each person belonging to the parties sharing entanglement and only he(or she) knows the state of the particle he(or she) prepared, we suggest a scheme by which two(or more) parties sharing entanglement can secretely and simultaneously exchange messages. For the case of two parties sharing entangled qubits, the scheme requires Bell-state measurements that distinguish only two out of the four Bell states, which can be accomplished using only linear optical devices. The scheme thus provides an experimentally feasible means of two-way communication.
We should emphasize that, although it may not be apparent at first sight, entanglement plays a critical role in the proposed scheme. It is through entanglement that the joint probabilities appear in an "entangled" form as give in Eqs. (7) In general, as the degree of shared entanglement is decreased, the joint probabilities exhibit less degree of entanglement, and as a result the parties sharing entanglement has less degree of advantage over a third party.
