Healthcare Information Technology (HIT) is widely regarded as a key to improving the quality of healthcare in the United States and potentially reducing its cost. Yet, its implementation is a continuous challenge for the healthcare industry. In this article, we report the results of a survey distributed to CEOs and CIOs at 1400 U.S. hospitals regarding their perceptions of the key information technology (IT) issues in healthcare. Among the top ten issues, the implementation of electronic medical records is ranked the highest. Included in the top ten are issues related to: improving healthcare quality by the use of information technology; change management, privacy, security, and accuracy of electronic records; and decision support applications. While some differences existed, we found much similarity between the views of the CEOs and the CIOs with both groups being characterized as conservative and risk-averse in their entrepreneurial orientation. No major differences were observed between urban and rural hospitals, or large and small hospitals. Given the heightened interest in healthcare IT, these results have wide implications for many stakeholders in this burgeoning industry.
I. INTRODUCTION
Healthcare Information Technology (IT) is widely asserted to be one of the means for improving the quality of healthcare and potentially reducing its cost in the United States [Chaudhry et al., 2006; Dey et al., 2007; Koshy, 2005] . A recent research study [Kutney-Lee and Kelly, 2011] suggests that the implementation of a basic EHR 1 may result in improved and more efficient nursing care, better care coordination, and patient safety. There is contrary evidence as well, e.g., Furukawa et al. [2010] found that EMR increases the cost of discharge by 6-10 percent and increases RN hours per patient. Recent U.S. administrations have emphasized the utilization of computers and information technology in streamlining healthcare and reducing its staggering costs in the United States where approximately 20 percent of expenditures are related to the storing, processing, and dissemination of information [Thompson and Dean, 2009] . While calls for electronic health records, e-prescribing and other forms of health IT improvements have been sounded for more than a decade (e.g., Medicare Part D legislation), only recently has that call been supported with substantial financial incentives. For example, President Barack Obama has proposed a massive effort to modernize healthcare by making all health records standardized and electronic. The American Recovery and Reinvestment Act (Stimulus Bill), signed by President Obama on February 17, 2009, includes billions of dollars for health information technology (HIT). Yet, the implementation of IT in healthcare has been a continuous challenge in the United States with EMR adoption remaining one of the most discussed topics in the area of healthcare IT [Hagland, 2007; Angst and Aggarwal, 2009] . As Hersh [2004] points out:
Although the case for adoption of improved health care informatics appears quite compelling, significant barriers to its use remain …. These include cost, technical issues, system interoperability, concerns about privacy and confidentiality, and lack of a well-trained clinician informatics workforce to lead the process (p. 2273).
While attention to the use of information technology (IT) in healthcare is accelerating, the United States is still in the early stages of achieving meaningful use of the technology. Consequently, various stakeholders such as hospitals, medical practices, physicians, and consumers face a myriad of issues and concerns related to IT in healthcare [Thompson and Dean, 2009] . In this article, we focus on one set of stakeholders: the hospitals, and report their key IT issues. Results are provided along several moderating variables, primarily CEOs/CIOs, and also urban/rural hospitals, and large/small hospitals. Our results include how organizational culture [White et al., 2003 ] and entrepreneurial orientation [Green et al., 2008] are associated with healthcare IT issue identification.
The key IT issues in American corporations have been periodically examined every three or four years since the early 1980s [Ball and Harris, 1982; Dickson et al., 1984] . For the past few years, they have been examined annually and are reported in the MIS Quarterly Executive. The latest key IS critical issues were reported for 2011 by Luftman and Ben-Zvi [2011] . Researchers have also identified critical issues within specific areas of information systems, e.g., knowledge management [Alavi and Leidner, 1999] and ERP implementation [Kumar et al., 2003] . However, these studies have focused primarily on manufacturing, finance, information technology, and service industries, to the virtual exclusion of healthcare. While there may be some similarities, it would be a stretch to equate healthcare IT issues to those in other industries, given the slow and late adoption of IT in healthcare, as well as numerous barriers including organizational culture, costs, technical issues, system interoperability, and concerns about privacy and confidentiality [Angst and Aggarwal, 2009; Baker et al., 2008; Hersh, 2004] .
In spite of federal financial incentives for implementation of electronic health records through the American Recovery and Reinvestment Act (ARRA), the adoption rates in U.S. hospitals remain very low. For example, the share of the U.S. hospitals that had adopted basic or comprehensive electronic medical records was 8.7 percent and 11.9 percent in 2008 and 2009 respectively and only 2 percent of them had met the federal government's "meaningful use" criteria ].
1 Two acronyms appear regularly in the literature: Electronic Health Record (EHR), and Electronic Medical Record (EMR). Though they are often used interchangeably in the literature, there is a clear difference in scope. The National Alliance for Health Information Technology (NAHIT) defined EMR as an electronic record of health-related information on an individual that is created, gathered, managed, and consulted by licensed clinicians and staff from a single organization. An EHR is the aggregate electronic record of an individual across more than one healthcare organization. Thus while EMR and EHR have similar objectives (improve coordination of patient healthcare), an EHR places the further requirement of ensuring interoperability with the systems of other providers.
More positive adoption rates can be found in a select sample [Hagland, 2007] , where HIMSS (Healthcare Information and Management Systems Society) leaders reported 32 percent with a fully operational system in 2007 compared to 24 percent in 2006 and 18 percent in 2005. While these year-over-year increases are rather dramatic, they substantially overstate the industry-wide adoption rate, as HIMSS leaders are more likely to be early and sophisticated adopters. Therefore, the objective of this research is to provide an examination of the critical HIT issues from the perspective of CIOs and CEOs in the healthcare industry.
In developing the article, we first briefly describe the importance of the healthcare industry in terms of size and economic impact, followed by a brief description of the importance of healthcare technology to this industry. Next we provide a model of factors that may serve to shape the perspectives of top managers, specifically CIOs and CEOs, on the importance of healthcare IT issues. We then describe the development of a survey to measure these perspectives and provide a set of results that we believe represent the first survey of top management perspectives of select top level healthcare professionals focused on the importance of various healthcare IT issues. Thus the purpose of our study is to be broad and descriptive rather than narrow and prescriptive. We seek to identify healthcare IT issues that are most important to CEOs and CIOs so that future research may tackle each issue at a more granular level with the foreknowledge of what healthcare IT practitioners regard to be of highest importance.
II. INFORMATION TECHNOLOGY IN HEALTHCARE
Healthcare costs have skyrocketed in the United States in the past two decades. Expenditures in the United States on healthcare surpassed $2.3 trillion in 2008, more than three times the $714 billion spent in 1990, and over eight times the $253 billion spent in 1980 [Centers for Medicare and Medicaid Services, 2010] . While the U.S. health system is one of the most expensive and highly-touted systems in the world, the fact is that it lags behind other advanced nations in delivering timely and effective quality care [New York Times, 2007] . While information technology is not the panacea for all of the industry's ills, it has the potential to improve the quality of care [Bates, 2002] and possibly even reduce costs [Chaudhry et al., 2006] While currently there is much emphasis on using IT in healthcare to improve administrative processes and quality of care [Wills et al., 2010] , the United States healthcare systems have been very slow in adopting IT, and healthcare is one of the last industries to take advantage of the information technology revolution. The U.S. government has recognized these problems and several past administrations have taken steps to redress the situation. The American Recovery and Reinvestment Act (Stimulus Bill) signed by President Obama in February 2009 is a major step in this direction [Thompson and Dean, 2009] . A major component of this initiative is the implementation of Electronic Medical Records (EMR) systems, as they are central to any computerized health information system. The adoption of electronic health records' by providers is being incentivized by the U.S. government to help increase the quality of care and as a means to control healthcare inflation in the long-term. Other sought-after benefits include safety, efficiency, and ability to conduct education and research [Bates et al., 2003] . While there are near-term rewards for adopting and long-term penalties for not adopting these systems and there are tangible and compelling forces for adoption, there are equally strong forces impeding adoption in the form of complex, user-based, intraorganizational and inter-organizational challenges. Collectively this force-field analysis [Lewin, 1943] leads to the view that the implementation of an EMR application in a medical practice is a difficult and expensive endeavor that is fraught with risks [VersaForm, 2008] .
In this complex and turbulent environment, healthcare stakeholders such as hospitals, medical practices, physicians, and consumers face a myriad of issues related to information technology. In particular hospitals, the focus of this study, are confronted with a number of issues related to security and privacy [Meingast et al., 2006; Rindfleisch, 1997] , quality of care [Bates, 2002; Ball, 2003 ], EHR implementation [Menachemi et al., 2007] , organizational planning and integration [Ball, 2003] , financial and economic benefits [Ball, 2003] , safety and reducing errors [Bates et al., 2003; Ball, 2003] , and decision support [Ball, 2003] .
According to Smaltz, Sambamurthy, and Agarwal [2006] , CIOs are corporate executives who are particularly responsible and accountable for their firm's IT management practices. While the chief information officer (CIO) may play a number of different roles, including strategist, relationship architect, integrator, educator, utilities provider, and information steward in a healthcare setting [Smaltz, Sambamurthy, and Agarwal, 2006] , it may be generally stated that the CIO is responsible for responding to the IT challenges, guided to different degrees and either directly or
Volume 30
Article 19 indirectly by the chief executive officer (CEO). While the role of the CEO is to set the strategic direction of the firm, over time, the CIOs' role has evolved to reflect both the firm's IS infrastructure and strategy [Chun and Mooney, 2009] .
Though the percentage of CIOs reporting directly to CEOs has remained relatively stable over time, the likelihood that a firm's CIO will report directly to the CEO has been shown to vary as a function of organizational type. Burke, Menachemi, and Brooks [2006] , in a study of acute-care hospitals found that, in for-profit hospitals, CIOs were more likely to report to CFOs, whereas, in not-for-profit hospitals, CIOs were more likely to have higher status and to report to the CEO. These authors were further able to show that, independent of industry type, CIO tenure is consistently related to HIT capability with CIO experience a critical factor in HIT adoption. Thus a CIO can play one of several roles [Smaltz, Sambamurthy, and Agarwal, 2006] ranging from an executive focused on the firm's strategy to a technical manager focused on the tactical issues of effectively utilizing the technology. Given the nascent nature of information technology in healthcare, it may well be that the latter CIO role is more predominant at this time, but as Moghaddasi and Sheikhtaheri [2010] suggest, the increasing importance of IT to healthcare and the multifaceted roles now required to be an effective CIO may become the stepping stone to the CEO role. In any case, the congruence between the views and concerns of both executives are important, are relatively under-investigated in a healthcare setting, and are the subject of this study. Figure 1 provides an overview of the study. The study includes organizational culture, its location (urban vs. rural), size, and entrepreneurial orientation of the respondent as additional variables which can help explain the nature of the healthcare IT issues. 
III. METHODOLOGY
The mainstream information systems literature has a long history of "key IS issues" studies dating back to the early 1980s [Ball and Harris, 1982; Dickson et al., 1984] . In the past few years, Luftman and his colleagues have conducted several studies on key IS issues and published in the MIS Quarterly Executive [Luftman and McLean, 2004; Luftman, 2005; Luftman et al., 2009; Luftman and Ben-Zvi, 2010] . All of these studies, including the year 2009, were consulted to develop an initial list of IT issues that may be applicable to a healthcare context. At the time of the conduct of this research and to the best of our knowledge, no comparable lists were available for healthcare IT. Therefore, we conducted a review of the healthcare IT literature, which informed our study and provided additional issues in areas such as implementation of electronic medical records, improving quality of care, reducing healthcare errors, safe work environment, healthcare supply chain, compliance with regulations, decision support systems, data quality, consumer empowerment, building regional and national databases, outsourcing, and telemedicine. While some of these issues came from the academic literature [Ball, 2003; Bates, 2002; Bates et al., 2003; Ford et al., 2009; Meingast et al., 2006; Menachemi et al., 2007; Rinddfleisch, 1997] , others came from the popular press and healthcare IT-relevant websites (e.g., healthit.hhs.gov and ahrq.gov).
CEO/CIO Executive Perspective

Importance of Healthcare IT Issues
Once a preliminary list was compiled, it was shared and discussed with one hospital CEO, one hospital CIO, and the director of an IT healthcare consortium for their comments on completeness and clarity. Based on this consultation, the list was modified to develop a survey questionnaire. After pilot testing with five hospital IT management executives, minor changes were made. Though we believe our three-step process of literature review, consultation with practice experts, and pilot testing provides a strong foundation for this research, we offer the caveat that this list still be considered preliminary, given the nascent nature of the topical domain.
We did not seek to develop measurement scales from the healthcare IT items in this study. The purpose of our study was to develop a list of different healthcare IT issues and then to assess which of these issues industry experts gauged to be the top issues. Items that were highly similar in content were eliminated to reduce participant fatigue, and consultations with industry experts were undertaken specifically to reduce item overlap. Consequently the development of scales from the healthcare IT items would not be appropriate, given that our goal was to develop a parsimonious list of single-item issue measures.
The list of issues is displayed in Table 1 . These issues were part of a larger questionnaire that was targeted to chief executive officers (CEOs) and chief information officers (CIOs) of hospitals in the United States. The respondents were asked to rate each issue for its importance on a 7 point Likert scale, where 1 represents highest importance, 7 represents lowest importance, and 4 represents moderate importance. Given the cognitive load of this exercise and for the purpose of triangulation, they were also asked to rank the top ten issues from 1 to 10. Entrepreneurial orientation was measured using three items (Appendix 1) developed by Green, Covin, and Slevin [2008] . Respondents were asked to "describe the orientation of your healthcare organization" along a scale where 1 indicated that the statement to the left best described the organization, and a 7 indicated that the statement to the right best described the organization with a score of 2 through 6 indicating the best intermediate estimate between the two poles. The first continuum was "strong emphasis on the marketing of tried and true products or services"
contrasted with "strong emphasis on R&D, technological leadership and innovation." The second continuum was "strong proclivity for low risk projects" (with normal and certain rates of return) contrasted with "strong proclivity for high risk projects" (with chances of very high returns). The third continuum was "owing to the nature of the environment, it is best to explore it gradually via cautious, incremental behavior" contrasted with "owing to the nature of the environment, bold, wide-ranging acts are necessary to achieve the hospital's objectives." Green, Covin, and Slevin reported an alpha coefficient of .84 for the full nine item scale. The coefficient for the more parsimonious three item scale deployed in this study is 0.71.
To measure organizational culture, we used the instrument development by White, Varadarajan, and Dacin [2008] . The instrument (Appendix A) provides four sets of statements in four grouping with the generic headings Category 1 through Category 4. The statements capture multiple but potentially unrelated facets of organizational culture (e.g., organizational goals, leadership style, operational emphasis). Respondents were asked to "Distribute 100 points among the four category headings depending on how similar the description is to your hospital." The sets of statements measure four types of organizational cultures: Adhocracy, Clan, Hierarchy, and Market. Because this measure is a constant sum measure, the four resulting variables are ipsative, and thus coefficient alpha was not calculated for this measure. The DIHI database is an attractive database for academic research for at several reasons. First, it includes the names and e-mail addresses of CEOs and CIOs which are not available in some databases. Second, the database is free as compared to the relatively high costs of some databases. Third, the DIHI places some parameters on sample inclusion beyond simply calling the organization a hospital. Fourth, database endorsement by HIMSS is suggestive of rigorous oversight which cannot be as easily inferred from some private provider databases.
Questionnaires were mailed in April 2009 to CIOs and CEOs in 1400 hospitals (of the many thousand hospitals) in the United States. To be sure we were capturing responses at the CEO and CIO level, we included the item "Your Job Title" on the survey, with respondents given the choices of the following options: CIO, CEO, CFO, IS Manager, or Other (please specify). Though CMIO (Chief Medical Information Officer) was not a selection, we believe that if CMIOs completed the survey, they most likely identified with the CIO designation. Reminders were sent in May 2009 to the mailed survey, including e-mailing those who did not respond with a request to complete the survey online on a website. Collectively, these efforts yielded a total of 177 responses. While low response rates are endemic to healthcare IT research [Hikmet and Chen, 2003 ], we believe our results are reliable, as we received a fairly good representation from different types of hospitals, e.g., hospitals of different sizes, different ownerships, and both urban and rural locations. The sample characteristics are shown in Table 2 . Note that of the total responses, sixtynine are from CEOs, 100 from CIOs. Where row totals are less than the overall sample size (e.g., eight respondents did not indicate whether they were a CEO or a CIO), the differences are explained by missing data for that variable. 
IV. TOP MANAGEMENT ISSUES IN HEALTHCARE IT
The average ratings of each issue by the CEOs and CIOs were computed. An overall average for each issue can be computed over all respondents, but it may give a misleading picture, as there are more CIOs than CEOs in the sample. To weigh the ratings of the CEOs and CIOs equally, an average of the averages of the CEOs and CIOs was computed to get an overall average. The top ten issues based on the overall average are shown in Table 3 . The three averages are also shown in Table 3 . Note once again that the Likert scale ranged from 1 to 7 and a lower average represents a higher ranking. A brief background and interesting observations about each of the top ten issues are provided below. 
Implementation of Electronic Medical Records
The implementation of electronic medical records was rated at the top of the list of the most important healthcare IT issues by our combined sample of CEOs and CIOs (note that CEOs ranked it #2 and CIOs ranked it #1). Electronic medical/health record (EMR/EHR) systems are central to any computerized health information system. While adopting an EHR system has become a high priority for many medical practices, they are still slow in fully implementing these systems [Menachemi et al., 2007] . As an example, while 56 percent of acute care units are in the process of changing from paper records to electronic records, only 5 percent of small ambulatory-care offices are in the process of conversion. The percentage of office-based physicians with a fully functional EHR system was projected to increase to 10 percent by 2010, but adoption remains slow [Hsiao et al., 2010] . This rather anemic adoption rate upon first review seems surprising considering the many potential benefits of adoption including not only financial incentives, but administrative efficiencies, cost savings, and enhanced quality, while also avoiding longer term punishments for failure to adopt. However, a more nuanced review of the interoperability challenges along with the strong professional cultural tradition regarding the role of the physician [Katz and Kahn, 1966] reveals the systemic complexity of implementing electronic medical records.
This systemic complexity frequently results in frequent EHR implementation failures ranging from running overbudget or over-schedule, to not meeting all of the business requirements, to outright project abandonment [Kaplan and Harris-Salamone, 2009 ]. Hospitals, in particular, struggle with EHR implementations that result in higher costs per discharge and higher nurse staffing levels [Furukawa et al., 2010] . EHR implementation failure can be related to a number of moderating factors including size [Greenhalgh et al., 2009] , for-profit vs. non-profit status [Heeks, 2006] , and organizational culture [Kaplan and Harris-Salamone, 2009] , especially when there is a disconnect in priorities between the CEO and the CIO [Simon, 2010] . Since most organizations are aware that they do not manage complexity well Marion and Uhl-Bien, 2007] , it is not surprising that healthcare organizations avoid implementing a change when efficacy for that change is low despite the sizeable benefits that could be derived from a successful implementation. Given that experts advise careful planning, equipment selection, and staff training and warn that, even then, adopters may lose productivity for a time [Versaform, 2008] , serves to reinforce adoption reluctance.
Reducing Healthcare Errors with Information Technology
Anecdotal instances of misdiagnoses, accidents, and deaths frequently appear in the popular press. The number of deaths in U.S. hospitals due to medical errors is alarmingly high. Estimates of deaths due to medical errors range from 44,000 to 98,000 people a year in U.S. hospitals [Hayward and Hofer, 2001] . Information technology has the potential to reduce errors and improve patient safety, due to improved and efficient record keeping, as well as being able to provide access to more current and remote patient records. At the same time, there are unintended consequences and dangers of increasing certain types of errors. In fact, a new term has been coined by Weiner et al. [2007] to refer to such errors as e-iatrogenesis. They define e-iatrogenesis as patient harm caused at least in part by the application of health information technology. As Ash et al. [2004] identify, these errors fall into two categories: those in entering and retrieving information, and those in the communication and coordination processes. Weiner et al. [2007] point out that an e-iatrogenic event can be associated with just about any aspect of an HIT system, and it may involve errors of commission or omission. Furthermore, these events may fall into technical, human-machine interface, as well as organizational domains. Healthcare IT professionals need to be fully aware of these issues and devote special attention to such errors in the system design and implementation phases. Lorenzi and Riley [2003] point out that many healthcare IS implementations are less than completely successful. Technical shortcomings are only part of the reason; the more important issue is change management [Baker et al., 2008] . Change management is the process of assisting individuals and organizations in passing from an old way of doing things to a new way of doing things [Lorenzi and Riley, 2003 ]. Resistance to change is a common phenomenon in all organizations and, according to one classical management theory [Lewin, 1947] , requires attention to three stages of change: unfreezing, the change itself, and refreezing. Baron et al. [2005] point out that change management is one of the issues that needs to be addressed in the successful implementation of electronic medical records. They noted that soon after implementation, there is a period of decreased competence and increased effort; the expectations during this period need to be a carefully managed. Ilie [2009] notes that various influence tactics can be used during EMR implementation, which could translate in compliant use, committed use, or resistance to EMR, depending on the tactics employed.
Change Management from Paper to Electronic Records
Privacy of Electronic Records
With electronic patient databases, the traditional rights to personal privacy may be compromised [Gostin, 1997; Angst and Aggarwal, 2009] . Although Health Insurance Portability and Accountability Act (HIPAA) Privacy laws have been enacted, the management of privacy concerns is still a big issue [Raths, 2010] . While paper records provide an inherent level of privacy because of difficulties in record location and retrieval, electronic records provide for instantaneous access from anywhere and at any time. As Rindfleisch [1997] points out, our medical records contain a great amount of sensitive information, such as fertility and abortions, emotional problems, sexual behaviors and diseases, substance abuse, and physical abuse. Uncontrolled access to this kind of data can be harmful to the patient. By linking several databases, this problem is further compounded. Physicians, other healthcare professionals, and healthcare organizations must be vigilant in protecting patient privacy and confidentiality [Hersh, 2004; Wills et al, 2010] , and this issue becomes substantially more challenging with increasing computerization of health records. There are currently several rules and regulations governing healthcare, including the American Health Insurance Portability and Accountability Act (HIPAA) and various state regulations. However, these regulations must be adapted in the context of electronic records. Issues that need to be resolved include access rights to data; what, how, when, and where data is stored; data analysis rights; and governing policies [Meingast et al., 2006] .
Improving Quality of Care with Information Technology
Fortunately, most people in the healthcare industry realize that information technology provides a major opportunity for improving quality of care. Computerization of processes that are error-prone, new and emerging technologies, and decision support systems may improve quality, as well as support quality measurement [Bates, 2002] . Chaudhry et al. [2006] have demonstrated the efficacy of health information technologies in improving quality and efficiency. At the same time, they state that whether and how other institutions can achieve similar benefits, and at what costs, are unclear. The American Hospital Association [2010] asserts that certain health information technologies, such as computerized physician order entry (CPOE), computerized decision support systems, electronic health records, and bar coding can improve quality of care as well as reduce errors. Newer technologies combined with instant access to relevant patient data from different sources and locations provide the tools necessary for effective patient care. Other promising developments include patient health record (PHR) which empowers the consumer, and telehealth which provides specialized services in remote areas and ensures continuity of care [Gagnon et al., 2006] .
Security of Electronic Records
In addition to being a concern for both CIOs and CEOs, security of electronic medical records constitutes a major regulatory compliance issue. Security must be in compliance with the security rule of the Health Insurance Portability and Accountability Act (HIPAA). There are five guiding principles of HIPPA's security rule: scalability, comprehensives, technological neutrality, consideration of both external and internal security threats, and risk analysis [HIPPA, 2010] . Scalability ensures that compliance with security does not depend on the size or scope of the medical entity; it requires that covered entities (CE), regardless of their size, must comply with rules.
Comprehensiveness requires for a CE to develop a "comprehensive" approach to all aspects of electronic medical records' security. Neutrality of the technology provides flexibility to a CE in determining the most appropriate technology, and the onus is on the CE to justify the technology that is used. The CE is required to protect its data from both internal and external security threats, to regularly conduct security risk analysis and to provide appropriate documentation. In addition, the security rule requires the CE to be in full compliance; partial compliance is not acceptable. There are a number of other key concepts to assure the security of medical records. One requirement is the establishment and formal documentation of security processes, policies, and procedures. Another is the "reasonableness" requirement. Reasonableness requires the CE to certify and document that reasonable measures have been taken to protect electronic medical records. Finally, CEs must provide regular security training, awareness to its workforce, and it must revise its security policies and procedures as needed.
Quality Assurance of Electronic Records
Quality medical records have been associated with good care, whereas lack of quality has proven disastrous [Lyons and Payne, 1974] . As a result, the value of a high-quality electronic medical record justifies the investment in information technology to support it. The quality of medical records is influenced by a number of factors. For example, poor documentation of the type of data collected may lead to incompleteness of medical records. Documentation of the medical records needs to be accurate, complete, timely, and legible, and its source should be of high quality and free of errors. This can be a pervasive issue, as Pyper et al. [2004] found in their study-70 percent of patients found at least one error or omission (although a majority of the errors and omissions were trivial and included such items as missing postcodes or outdated telephone codes). Data entry errors due to system edits or inappropriate forms designs can impact the quality of medical records. Other sources of errors in medical records are clerical transcription mistakes, incorrect reporting by patients [Wagner and Hogan, 1996] , transposing numbers, incorrect interpretations, lack of adequate system knowledge, policy or procedural problems, erroneous standards and conventions, and poor communication among stakeholders. Achieving high-quality medical records is essential yet complex. To achieve it, the development and use of standard definitions, documentations, and procedures play an important role. It is critical to establish objective criteria for medical records' quality metrics, develop formal procedures to measure the performance of these metrics, and develop and recommend actions to correct any identified problems.
Health Information Systems Interoperability
As Hersh [2004] points out, the majority of healthcare data, whether paper-based or electronic, are stored in different geographic locations and thus trapped in proprietary silos. As a result, a patient may have a physician or health provider with an advanced EHR system, but, if that patient requires care elsewhere across town or in another city or state, there is little likelihood the information from that advanced system will be accessible. The second care facility will then have to make decisions with either incomplete information or have to order a new battery of tests. In a highly mobile society, the need to link and share patient data from various systems at different geographical locations is thus paramount. Furthermore, the integration of patient data from various sources is necessary for research purposes. The problems of integrating data are manifold and include such challenges as technology infrastructure, industry capacity, security, and common standards [Brailer, 2005] . At the present time, there are scores of EHR systems and vendors in the U.S. alone. In fact, there is a danger that the widespread adoption of stand-alone EHRs may lead to a proliferation of dissimilar sets of standards, which may make interoperability and data integration extraordinarily difficult if not impossible [Raths, 2010] . Even within a single medical institution, the lack of standards, or ironically, far too many standards, creates huge data quality and integration challenges. Other challenges stem from the fact that patient data sets are large, complex, heterogeneous, hierarchical, time series based, nontraditional, and originate from a verity of sources with differing levels of quality and format. Further, data sources may have incomplete, inaccurate, and missing elements; some may be erroneous due to human and equipment error; and the data may lack canonical consistencies within and between sources [Ciosa et al, 2002] .
Decision Support Systems for Hospital Unit, Clinics, and Physicians
Decision Support Systems are becoming increasingly critical in the daily operation of today's organizations, including healthcare facilities and hospitals. Clinical decision support systems (CDSs) are designed to improve clinical and medical decision making and have been shown to improve healthcare practitioners' performance and patient care [Amit et al., 2005; Hunt et al., 1998; Johnston et al., 1994] . Wong et al. [2000] describe CDS systems as having "the potential to minimize practice variation and improve patient care" (p. 240). Perreault [1999] outlines four key functions of clinical decision support systems. Administrative support functions of CDS support clinical coding and documentation, authorization of procedures, and referrals. Second, support for managing clinical complexity is provided and includes tracking orders, referrals follow-up, and preventive care. Third, support for cost control is provided by allowing for efficient monitoring of medication orders and avoiding duplicate or unnecessary tests. The fourth function includes providing support for clinical diagnosis and treatment plan processes and promoting use of best practices, condition-specific guidelines, and population-based management.
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In essence, CDS are "active knowledge systems which use two or more items of patient data to generate casespecific advice" [Wyatt and Spiegelhalter, 1991, p. 274] . Clinical DSs are typically designed to integrate a medical knowledge base, patient data, and an inference engine to generate case specific advice. However, medical decision making as an integral part of developing efficacious disease control and treatment is a challenging, complex, and multifaceted process. To achieve this goal, the system needs to be presented with high-quality, non-fragmented historic patient data as the fundamental ingredient of robust analysis. These are not easily achievable goals; they require attention to numerous issues such as data quality, integration, interoperability, diverse standards, heterogeneous data formats, and system design. While some commercial products have begun to appear in the market, clearly we are still at the beginning stages and much work remains to be done.
V. CEO AND CIO PERSPECTIVES
It is instructive to examine the importance of healthcare IT issues separately from the perspectives of CEOs and CIOs. Table 4 shows the top five and bottom five issues for CEOs, and Table 5 does the same for the CIOs. The CEO views and CIO views are largely consistent. There is agreement on four of the five top issues and four of the five bottom issues. This is an important finding as there seems to be a relatively good alignment between perceptions of business and IT priorities in the healthcare industry. IT alignment with business has been a perennial concern in the IS literature.
Since 1994, the lack of alignment has been ranked the #1 or #2 issue by IT executives across all industries [Luftman and Ben-Zvi, 2010, 2011; Luftman et al., 2009; Luftman and McLean, 2004] . Furthermore, have examined the capabilities and components of business-IT alignment and the relationship of alignment with organizational performance. In our sample, minor differences were observed between the views of the CEOs and CIOs, with the nature of these differences consistent with the roles they play in the organization. The CEOs are more focused on the quality of care, while CIOs place more emphasis on technological issues, such as the security of the electronic records. Similarly the bottom five issues are also revealing. Overall information technology outsourcing, especially offshoring, is huge in practically all business and industry. For example, according to the Global Insight report, IS offshoring from the U.S. is expected to double to $250 billion by the year 2015. However, it is still at a nascent stage in healthcare and has not demanded much attention from the CIOs or the CEOs at this time. Other areas which are not on their radar screen are IT for home health and IT support for insurance companies.
Entrepreneurial Orientation and Culture
The above results can be interpreted in light of the current orientation of healthcare facilities and their executive management. As was pointed out earlier, the U.S. has been slow in adopting information technology in healthcare, and healthcare is the last industry to embrace information technology. How fast and how successful this transition will be and what measures can be taken to ensure success depends on the underlying culture of the participants in this process [Baker et al., 2008; Raths, 2010] . Using valid measurement instruments, the entrepreneurial orientation of the hospital executives as well as the culture of their institutions were captured. Figure 2 shows their entrepreneurial orientation.
Two observations can be made. First, the senior management tends to be conservative and risk averse (p <.03 for the three items as a scale). These executives prefer to try only tried and low-risk projects and not willing to embark on ambitious and risky projects. Second, while both groups are conservative, the CEOs are slightly more willing to take any risks.
These observations are reinforced by the cultural profile of the hospitals (Table 6 ) based on the perceptions of the CEOs and the CIOs. To the extent these results are representative of the entire country, it appears that a majority of healthcare providers function on the basis of personalized family-oriented service to their consumers. Only a fourth of them appear to be dynamic and entrepreneurial. 
Entrepreneurial Orientation
VI. PERSPECTIVES OF URBAN AND RURAL HOSPITALS
We segmented the sample into urban and rural hospitals, as differences in the quality of care, access, and available resources between rural and urban hospitals have been long documented (e.g., Comer and Mueller, 1995; Sheikh and Bullock, 2001) . Of the 177 responses, ninety-three were from rural hospitals, seventy-five were from urban hospitals and nine had missing information. Once again, we compiled results for CEOs and CIOs separately, and then averaged them. The difference between rural and urban responses does not substantially change the Top Ten list of key issues, but the order changes somewhat for the rural and urban hospitals, as shown in Table 7 (the first Volume 30  Article 19 ten issues are listed in the overall original order). We have also listed the next five issues in the table, as some of them appeared in the top ten when categorizing by CEOs and CIOs within urban and rural areas.
It is noteworthy that the changes in the order of importance between rural and urban hospitals indicate that privacy of electronic records and security of electronic records are more important in rural hospitals. An explanation offered by a participant at a recent forum [Palvia, 2010] suggested that people are more concerned about privacy in small communities because of "everyone knowing everyone else" and the likelihood of gossip and rumors. In urban hospitals, issues related to implementation of electronic medical records, although received similar rankings as in rural areas, received higher absolute ratings, meaning urban hospitals have a more pressing need for EMR implementation. There are other interesting observations when examining CIOs and CEOs for lower ranked issues. In urban areas, the CEOs are more concerned about managing the cost of information technology, while the CIOs want to control healthcare costs with the use of IT. This is an interesting perspective; it seems that each stakeholder is more concerned about the other stakeholder's costs. Furthermore, in the rural areas, the CIOs seemed to be more concerned about compliance with regulations.
VII. DIFFERENCES BY SIZE OF HOSPITAL
Another factor of interest to medical researchers is hospital size [Baker et al., 2004; Banerjee et al., 1991] . As pointed out by Keeler et al. [1986] , larger, teaching, and urban hospitals have better quality than smaller, nonteaching and rural hospitals. To investigate the effect of hospital size on key IT issues, the number of hospital employees was used as a measure of size. There were eleven responses that did not indicate size. The median number of employees in the remaining sample was 1375. The largest eighty-three hospitals above the median were grouped into the category "Large," and the smallest eighty-three hospitals below the median were grouped into the category "Small." As before, we compiled results for CEOs and CIOs separately and then averaged them. Once again, the size of the hospitals did not change the items that were on the Top Ten list, but the order did change. Table 8 lists the first ten issues in the overall original order; it also includes the next five issues, as some of them appeared in the top ten when categorizing by CEOs and CIOs.
Changes in the order that are noteworthy include (1) quality assurance of electronic records was more important for large hospitals and (2) privacy of electronic records was more important for small hospitals. Examining the absolute ratings alone, it is apparent that, while the ranks are similar, the large hospitals rate just about all issues higher in terms of their importance, compared to the small hospitals. In other words, while the large and small hospitals face similar issues related to IT, the degree of severity is higher for larger hospitals. When the results by CEOs and CIOs are broken down, some differences can be observed. Managing the cost of information technology is important for both small and large hospital CEOs, while controlling healthcare costs with IT is important for large hospital CIOs. This result is similar to that observed for urban and rural hospitals. The obvious explanation is that most large hospitals are in urban areas and small hospitals are in rural areas. In the same vein, compliance with regulations was a concern for small hospital CIOs.
VIII. CONCLUSIONS
This research is most likely the first formal attempt to capture information technology issues in the healthcare industry. Thirty-four issues were compiled based on the literature and consultation with key individuals. These were rated by a national sample of hospital CEOs and CIOs, and a ranked list was compiled. Among the top ten issues, the implementation of electronic medical records is ranked the highest. The Top Ten list includes issues related to: implementing electronic medical records; improving healthcare quality by the use of information technology; change management, privacy, security, and accuracy of electronic records; and decision support applications. We hope that future research will seek to develop multi-item scales that tease out specific dimensions of the broad critical issues identified in this study.
While some differences exist, we found much similarity between the views of the CEOs and the CIOs with both groups being characterized as conservative and risk-averse in their entrepreneurial orientation. Interestingly again, except for minor variations, no major differences were observed between urban and rural hospitals and between large and small hospitals. These group-wise comparisons indicate some robustness of our findings. Given the current and future role of IT in healthcare, these results should be further examined carefully by different stakeholders, i.e., healthcare providers, vendors, consumer groups, and governmental agencies [Thompson and Dean, 2009] . It would also be worthwhile to replicate such studies in the future to trace the trends and affect the evolution of healthcare IT in the U.S.
