This paper creates the secure medium for communication using ECC for fully-automated vehicle network. The proposed protocol given in section 4 achieves the highest level of security and guarantees the safety of vehicles, user, and service provider. The Proposed protocol consists of two phases, key generation, and data transmission. Both the phases are practically being secure and lightweight process because of ECC. Security Analysis of the proposed protocol is given with the help of mathematical proof.
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