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Executive Summary
The growth in information and communication technology (ICT) has brought about increased pace in information and knowledge exchange. This increased pace is being fuelled in large part by the open exchange of information.
The pressure for open access to research data is gaining momentum in virtually every field of human endeavour. Data is the life blood of science and quite unsurprisingly data repositories are rapidly becoming an essential component of the infrastructure of the global science system. Improved access to data will transform the way research is conducted. It will create new opportunities and avenues for improved efficiency in dealing with social, economic and scientific challenges facing humanity.
Researchers, government, research funders, academic institutions, commercial entities as well as private individuals will continue to require greater access to research data from diverse sources. Such access will enable them to explore, experiment, test, create new knowledge and products. In addition, access to research data can result in more innovation with existing knowledge and products, ultimately contributing to our increased understanding of society. Access to research data is vital to the development of science and the human society. This underscores the need to utilize the opportunity provided by information and communication technologies (ICTs) in providing efficient, timely and cost effective access to research data. ICT is the bedrock of open access. It is central to research to the extent that it enables researchers to perform fundamental and applied research, build partnerships and international consortia, conduct experiments, manage data and communicate findings and results to colleagues and the general public in a timely and efficient way.
Despite the admitted benefits of open access to research data, the concept is still bugged by series of factors both legal and ethical which must be resolved in other to derive the maximum benefit arising from open access to data. This resolution will require the development of a sustainable framework to facilitate access to and use of research data by researchers, academics institutions, private individuals and other users.
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As a starting point, this research paper examined the legal and ethical issues affecting open access to research data. Specifically, this research examined the diverse intellectual property rights regime relating to data in different legal jurisdictions, while acknowledging that these legal rules in most cases serves to restrict rather than enhance access to data. Afterwards, the research further examined various frameworks for enhancing open access to research data. Such frameworks included the open data contract, Open Content Licenses and the Open Data Commons. The pros and cons of each of these frameworks were also discussed in this paper. Nonetheless, the applicability of each framework in any particular case would depend on the nature and circumstances the case.
Ethical concerns relating to access to data in an open access environment usually arises in the form of privacy and confidentiality of personally identifiable data or information.
This also presents another serious challenge to the concept of open data. While privacy has often been defined in terms of having control over "the extent, timing, and circumstances of sharing oneself (physically, behaviourally, or intellectually) with others", confidentiality relates to the treatment of information that an individual has disclosed (in the course of a research or survey) in a relationship of trust and with the expectation that it will not be disclosed or released to others in ways that are inconsistent with the understanding of the original disclosure without permission, or in a way that will be prejudicial to the individual. In the field of research, privacy and confidentiality ensures that information obtained by researchers about their research subject is not improperly divulged.
While on the one hand privacy advocates argue for restricted access to individualized data, open access advocates, on the other hand, continue to emphasize the need for greater access to research data. The latter view is based on the notion that greater and more in-depth access to research data increase the utility of the data whereas restricted access to certain elements of data will inadvertently reduce the utility of such data.
Hence, open access to research data will inevitably require the development of a 5 sustainable framework capable of reconciling the conflicting interest between privacy and open access. 1 The core challenge in developing this framework is the ability to balance
the risk of open data access with the utility associated with it. This research examined the framework adopted by the dbGaP Project in reconciling the privacy and confidentiality issues associated with the research data emanating from its project.
A notable observation made in the course of this research is the fact that while a growing number of pure science databases are adopting full open access policy, this has not been the case in other fields such as social sciences. One likely explanation for this trend is the fact that most of the pure science databases surveyed are usually the product of publicly funded collaborative effort (which is more common in pure science than in social science) between two or more organizations or institutions. These institutions have from the onset of the collaborative research adopted open access as their guiding principle.
Hence open access databases are usually set up for the purpose of freely disseminating results or data from the research. The ICT revolution has also lead to increased collaborative research and sharing of research data in various fields of science. This effort is greasing the wheel of innovation and presumably, increased access to data through ICTs will accelerate innovation and 8 discovery thus creating new opportunities. With this change in data collection, management and dissemination has also come a new complex set of issues or challenges which must be resolved in other to derive the maximum benefits arising from the collaborative use of research data. This resolution will require the development of a sustainable framework to facilitate access to and use of research data by researchers, academics institutions, private individuals and other users.
II. Research problems
The three main research problems relating to open access to data is analysed in this paper:
i
Ethical issue
The ethical issue that arises in relation to access to data often relates to privacy and confidentiality of information contained in data archives. Many research projects will usually involve the collection of personal data on human subject such as medical or genetic information, information relating to consumer behaviour etc. Although access to such information in many cases may be beneficial for further research, unrestricted access to sensitive data could be prejudicial to individuals, organizations or national interests as the case may be. Hence in advocating open access to research data, there is a need to strike a balance between the divergent interest of the research subject(s) and users seeking access to research data. Therefore, to what extent should the rules relating to privacy and confidentiality justifiably serve to restrict access to data?
ii.
Legal issue
One of the primary issues that arise in the legal context of access to data relates to ownership rights in data. The collection, management and use of research data occurs within a legal context. Put simply, data is surrounded by legal rules. publish data openly will result in grater benefit to the scientific community, particularly to the social science research community and the developing country research community, what needs to be examined is whether same positive correlation also applies in the case of open data. In addition to examining the ethical and legal issues related to data access, this research, will seek evidence that points to the positive correlation between open access to data and data utility.
III. Research Objective
This research aims to explore the state of open data from the legal, ethical and utility perspectives. It is intended to provide a broad overview of the issues and potential framework for overcoming the challenges that can prevent increased access to research data. The research also aims to identify areas for further research in relation to open data frameworks.
IV. Methodology

Data Collection and Analysis
This research is carried out as an exploratory research and its main purpose is to contribute to the existing theories and knowledge around the potential benefits of open access to data, and the plausible frameworks that can lead to sustainable access to research data. The research draws heavily from an extensive review of existing literature, exploration of online databases as well as telephone interviews to obtain relevant data to closed or a combination of both). In the case of the telephone interviews, the format adopted was the use of a semi-structured questionnaire. The advantage of this format was that it gave room for flexibility in the course of the interview. The results from the data collection are organized and presented as narrative case studies, and the conclusion draws on the findings to generate informed questions for further research.
Theoretical assumptions
This research is premised on the basis of the following theoretical assumptions (i) that open licensing models provides a better framework for sustainable access to research data; (ii) that the growing demand for open access to research data should be balanced with privacy and confidentiality of data subjects, and (iii) open access to data can increase data utility more widely for researchers in developed and developing countries.
V. Research Findings
What is open data?
Recently, there has been a growing philosophy which advocates that certain data should be made freely available to everyone without legal or technical restrictions to access. This While open access advocates continue to clamour for greater access and rightly because greater access to data increases the usefulness and the quality of subsequent research, privacy advocates are worried (and rightly too) about privacy issues that arise from unrestricted access to data -especially sensitive data. Hence it is argued in this research that a sustainable framework for data access is achieved where these diverging interests reconcile.
Issues arising from increased open access to research data
There are many issues that arise in relation to collection, management and use of research data. Fitzgerald et al has identified these issues to include copyright, moral rights, patents, privacy and confidentiality.
11 Although I have briefly discussed some of these issues above, I will go further to discuss them in details below.
a. Privacy and confidentiality
Privacy in relation to access to data encompasses an individual's right to be free from excessive intrusion as well as the right to determine to what extent information relating to 11 Fitzgerald et al "Data Management" supra note 5 at 2
Definition 2 Access to micro data Privacy Advocates Definition 1 Open Access to public data Open Access Advocates him/her are shared with or withheld from others. 12 Thus, privacy has often been defined in terms of having control over "the extent, timing, and circumstances of sharing oneself (physically, behaviourally, or intellectually) with others." 13 Confidentiality relates to the treatment of information that an individual has disclosed (in the course of a research or survey) in a relationship of trust and with the expectation that it will not be disclosed or released to others in ways that are inconsistent with the understanding of the original disclosure without permission, or in a way that will be prejudicial to the individual. In the field of research, the principle ensures that information obtained by researchers about their research subject is not improperly divulged. While privacy advocates argue, on the one hand, for restricted access to individualized data, open access advocates, on the other hand, continue to emphasis on the need for greater access to research data. They argue that greater and more in-depth access to research data increases the utility of the data while restricted access to certain elements of data will inadvertently reduce the utility of such data. As indicated by Lane & Schur:
The more information that is provided and the more researchers that have access to the data, the greater the value of the analytical work that can be undertaken. In addition, the more transparent the access, the more likely it is that a body of knowledge will be developed around the dataset, expanding knowledge about the underlying data quality, the correct uses of the data, and the important data gaps.
Finally, data access is essential to ensure that analytical work is generalizable and replicable, which is the essence of scientific endeavour.
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Open data and privacy advocates both represent two sides of a coin and bring intelligible arguments to the open data debate. Hence, the current argument admits too great a loss of data utility, on the one hand, and too great a risk to privacy and confidentiality on the dbGaP is an open access data repository that was developed to archive and distribute the result of studies relating to the relationship between genotype and phenotype e.g. the genome-wide association studies, medical sequencing, molecular diagnostic assays etc.
The nature of these studies involves accumulation of huge database of highly sensitive personal information. Whereas the project has the goal of making these data freely and widely accessible for further research, it is also faced with the conflicting obligation of upholding the privacy and confidentiality of the research subjects. To balance this conflicting interest, two levels of access were developed -open and controlled access.
The open access allows for broad release of non-sensitive data, such as summaries of studies and the contents of measured variables as well as original study document text.
The controlled access is utilized in the release of individual-level genotype and phenotype data that have been de-identified. 18 The generalized data in the database resides in public domain and are made available without any restriction. However where a prospective user needs to access individuallevel dataset, additional measures are taken to protects the privacy and confidentiality of the data subjects. To access such data, the prospective user is required to file a request for data access. The request will state the specific dataset requested, and a brief description of the proposed research for which the data is requested. The proposed users will also
give an assurance that the data will only be used for the proposed research, that data confidentiality will be respected, that no attempt will be made to identify individual study participants from whom the data was obtained, and that conclusion derived from the research will remain in the public domain without licensing requirement. 19 The problem with this precautionary measure is that it will usually result in transactions costs and delay arising from filling the necessary documentation for access. That notwithstanding, it provides a middle ground for the conflicting interests of privacy and open data advocates.
Another way of dealing with the privacy and confidentiality issues in access to research data is through the use of a prior informed consent. This will require that the researcher(s) obtain from prospective research participants a written consent to have their data made accessible in public archives and for use in further research. The need for a prior informed consent is usually given careful thought when the research involves human subjects; involve collection of private or personally identifiable information; and the data from the research is intended to be made publicly accessible, or accessible for wider It should be noted though that there are noticeable differences between social science research and natural and health science research. These differences cut across the nature of the research, as well as information collected in the course of each research. Health science research in most cases entails collection of highly personal information such as DNA and other medical information which could provide further additional information about the research subject or which could be used to identify the research subject. Hence, the extent to which ethical issues arise in social and health science researches differs. It is often believed that ethical issues arise more in health science research than in social science research. Impliedly then, it should be expected that the framework for managing ethical concerns in each case should also differ depending on the field of sciences involved. These differences and the extent to which they affect the development of a viable framework in each case are an issue for further research which is not covered in this paper.
b. Copyright
Research data may be subject to copyright protection if they meet the proprietary requirement for such protection which, depending on the legal jurisdiction, may be based on the originality or the so-called 'sweat of the brow' doctrine. Where copyright is established in a literary work, moral rights will accrue if the author is a person (as opposed to a corporation). This right will vest on the author of the work the right to proper attribution and integrity of the work.
Issue relating to patent will arise where a collection of research data gives rise to or forms part of a novel process which may result in an invention, such data may give rise to patent rights. This is usually the case with respect to genomic databases. The issues of 20 Even where the participants grant full consent to have the data made publicly accessible privacy and confidentiality will arise where a database or dataset contains personal information the disclosure of which is regulated by law or the data are disclosed on the understanding that they will be held in confidence, such data must be protected against unauthorized access.
Where a database or dataset is protected by copyright or patent, it is not a proper subject for open access, otherwise legal liability may accrue for copyright violation. This though does not in any way imply that such database can not be made openly accessible.
However, there are legal frameworks that could be developed to free such data from the shackles of closed or restricted access. Before examining this framework, it will be proper to examine the conventional intellectual property rights (IPR) regime as reflected in copyright and patents.
Copyright is a collection of exclusive legal rights that attach to a literary work when it is created. It is an aspect of intellectual property law that seeks to invest authors with monopoly right or control over their creative work. These exclusive rights include the right to authorize the copying and distribution or dissemination of the work. The general principle of copyright law is that copyright protects the material form in which ideas, facts and information are presented as opposed to the ideas, facts and information themselves.
The status of factual data is a complex legal subject. This complexity is the product of different legal standards applied in the determination of copyrightability in different jurisdiction. Since the concept of open access implies universal access devoid of any jurisdictional barrier, it is necessary to examine the various test of copyrightability across jurisdictions. The two basic tests applied in this regard are originality and 'sweat of the brow'.
The basic concept of the originality standard is based on the rationale that the purpose of copyright law is to promote and protect creative works. Creativity in this case is judged by originality. It is on the basis of this principle that raw data are held ineligible for 20 copyright protection as they are presumed to be devoid of any creative effort. In contrast, the doctrine of 'sweat of the brow' dispenses with the requirement of creativity by protecting the labour and sweat of the compiler, without the use of his vision and aptitude. Hence mere mechanical and automatic task devoid of any creativity is copyrightable under this doctrine.
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The doctrine of sweat of the brow held sway in the United States until the Supreme Court decision in Fiest v. Rural. 22 The issue for determination in that case was whether a telephone company under a statutory duty to compile a database of all its customers for free distribution has proprietary interest or copyright in the database. The U.S. Supreme
Court overruled the lower court decision which was based on the sweat of the brow doctrine, noting that the purpose of the copyright law was not to reward the efforts of persons collecting data or information, but rather to promote the progress of science and art.
It suffices to state that the U.S. Supreme Court was not here crafting a new rule. On the contrary, the court was actually re-stating an existing rule, which in effect, postulated that the prerequisite for copyright is originality (even though the originality threshold need not be high). The mere fact that considerable time, money or effort has been spent in collecting data is not relevant to the subsistence of copyright.
While mere data or fact cannot pass the test of originality as they are obvious facts, a compilation of data or fact may attract copyright protection where the compilation or collection is done in such a way as to give rise to creativity (e.g., the creative choice of what data to include or exclude, the order and style of presentation etc.) 
Protection of data in the European Union
The legal approach to data right takes a different approach in Europe. In 1996, the European Union enacted a directive on exclusive property protection of databases and compilation of information.
25 The E.U. Directive defined database as "a collection of independent works, data or other materials arranged in a systematic or methodical way and individually accessible by electronic or other means". While acknowledging that copyright protection remains the exclusive form of right for database authors, the Directive went further to state that "in the absence of a harmonized system of unfaircompetition legislation or of case-law, other measures are required in addition to prevent the unauthorized extraction and/or re-utilization of the contents of a database" 26 Consequently, the E.U. Directive adopts two approaches to data protection: the conventional copyright protection (based on originality) and the "sui generis' protection.
Under the conventional copyright approach, the Directive vest copyright in "databases which, by reason of the selection or arrangement of their contents, constitute the author's own intellectual creation". 27 In this case, raw data are not copyrightable. Such data can be copied and re-used freely where accessible. However, a compilation of data which is a product of intellectual creation will be entitled to protection. The Directive tends to lean towards the standard of originality as found in the American jurisdiction. This is the only criteria for copyright protection under the Directive. The Directive goes further to expressly states that no other criteria shall be applied to determine their eligibility for that protection thus implying that the "sweat of the brow" standard does not apply to the test of copyrightability under the E.U. Directive. The principles of fair use or non-substantial copying will apply as an exception to the rules discussed above. However, these exceptions still fell short of solving the problem of data access. In the case of copyright protected database, copyright could be an obstacle for reproducing the data extracted from the database without prior authorization or for integrating the protected data into another database. 30 Where the sui generis rule applies, there will be a breach of the database producer's right in the case of a whole or substantial copying of the database. This is especially so even where the nature of the scientific research warrants substantial copying of the relevant data. What amounts to substantial or quantitative copying is a question of fact to be determined by the circumstances of each case.
The framework represented in the two scenarios above will inevitably require the user(s) (or prospective user(s)) to enter into contractual licensing with the right holder in other to avoid liabilities that may arise from a breach of the proprietary right in the data or database. However, if each user of the database were to enter into contract individually with the database author each time they require access to the database, the progress of scientific research will be retarded and transaction cost for data access will be high. There is need for a licensing framework that will accelerate access to research data. 
Frameworks for open data
As has been stated earlier, copyright comes into existence once a copyrightable dataset is created. The author thereon is automatically invested with all rights arising from the dataset. Unlike patent, there is no formal registration required for copyright. Suffice it to state that it is not in every case that the author of a copyrightable data or database would want to exercise or rigidly assert his/her legal right especially in relation to copying and subsequent use of the dataset. In fact, the rightholder may have the intention of making the data freely available to other researchers. This is usually the case in open collaborative research projects. There are various frameworks that could be used to circumvent rigid IPR rule thus making research data openly accessible over the Internet.
The following are some of these frameworks:
a. Open data contract:
Although a copyright holder is entitled to exercise all the right that comes with copyright ownership, the right holder is equally entitled to grant permission or license to others to exercise some or all of these rights. Such permission could take the form of a contractual license. There are two types of licenses: exclusive and non-exclusive licenses. An exclusive license permits the licensee to the exclusion of any other person (including the copyright holder himself) to exercise the rights. Exclusive licensing is contrary to the idea and philosophy of open access because it seeks to restrict rather than promote access. A non-exclusive license on the other hand provides for the right to exercise one or more of the copyright owner's right but not to the exclusion of the copyright owner or other prospective licensees.
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Hence the term 'open data contract' is used in this research to refer to a non-exclusive contractual framework, whereby a right-holder in data or database grant access to the use or re-use of the data, but subject to the acceptance of terms and conditions precedent to the access. In the cases of online databases, the terms of the contracts or access are usually indicated on a web page (in most cases in the form of a click-wrap agreement HapMap, researchers will be able to find genes that affect health, disease, and individual responses to medications and environmental factors. The Project was a collaborative effort among scientists and funding agencies from Japan, the United Kingdom, Canada, China, Nigeria, and the United States. In terms of access to output, the intention of the project was to make data generated from the research openly accessible to other researchers. 33 Such researchers were also encouraged to publish results based on combining HapMap data with data from other projects, particularly in efforts to find genes affecting a disease or a drug response.
The project follows the data release principle of a "community resource project" defined as "a research project specifically devised and implemented to create a set of data, reagents or other materials whose primary utility will be as a resource for the broad scientific community." Genetics 70, 73 (2000) . The author describes the danger of private firms utilizing public data to enhance their own private data thus enabling them to file patent application.
To ensure full access to its data, the project adopts an access policy based on acceptance of the terms of its access contract. The terms and conditions of access were designed in such a way as to ensure that the data generated by the project will continue to remain available to all users. Therefore, the users must agree not to reduce others' access to the data and to share the data only with others who have made the same agreement. Clicking the "I accept" button binds the user or researchers and their employers to the terms of the license. Rather than having to click the "I Accept" button each time the user visits the site, the user is required to complete a registration on the first visit by choosing a user name and password. During the course of the registration the user is presented with opportunity to accept the term of the access contract via a clickwrap. By entering the username and password on subsequent visits, the user thus re-confirmed his/her acceptance of the terms and conditions of access.
Although the clickwrap policy was designed to pre-empt parasitic patenting, there were doubt in some quarters as to its ability to accomplish that purpose. According to Prof.
Opderbeck "Nothing in the Patent Act would suggest that a patent could be invalidated because some of the underlying data was derived from a database in violation of the database's term of use. Thus, it is unlikely that the clickwrap license provided in the 
Benefits of Open Content Licensing
Open content licensing is an appropriate access framework for organizations and individuals that owns copyright or broad copyright license in research data, and want to make the data openly accessible for use or re-use. Foundation for the GNU Project. 41 The license is designed along the copyleft principle which means that derivative work based on the licensed source material must be made available to other users either on same or similar terms. 42 The license is suitable for works whose purpose is to create a set of instructions or a reference material.
Another 41 The GNU Project was a software development project which was intended to design "a sufficient body of free software [...] Share-Alike (SA) -the user may make and distribute derivative work but only on the condition that the derivative work is subject to licensing condition(s) identical or similar to the license that governs the original work.
The copyright holder is free to attach any of these conditions or a likely combination of the conditions to the license. 44 Commons views such application as not only a threat to innovation and productivity, but it also restricts scientific freedom. 48 According to Nguyen, licenses and contracts not only impede research but also enable the data provider to exercise "remote control" over downstream user of data, dictating not only what research can be done, and by whom, but also what data can be published or disclosed.
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Open content contract and license are both subsistent on copyright laws. This means their validity and applicability are determined by the applicable copyright law, and as we have seen, the standard for copyright protection differs from one legal jurisdiction to another.
A dataset may attract protection in Europe but lose the same protection in the American jurisdiction. In the case of a valid contract and license, the contractual terms and conditions may carry legal weight in jurisdictions that provide copyright or sui generis protection while in another jurisdiction without any protection, such terms and conditions are at best mere cosmetic surplusage. Access contract or license granting or restricting right of use is of no effect where the data or dataset is not protected by any law. Another criticism of the Creative Commons license especially in the area of pure science is the fact that life scientists need to integrate data across disciplines to comprehend diseases and discover cures. Such data integration will only be possible where all the databases share identical licenses. For example, a dataset subject to a Non-Derivative term may not be integrated with another dataset subject to Share-Alike term since it will be difficult to comply with both terms simultaneously.
To overcome these problems, a more radical form of open data concept has been conceived -open data commons. This concept requires rightsholders to dedicate their works to the public domain for the benefit of the public, and relinquish all rights in the work, whether copyright or sui generi rights. Once these rights have been relinquished, the rightsholder has no further legal right in the work -not even the right to attribution. The major problem with the concept, however, lies on its requirement that data providers divest themselves of all rights to the data. The "no rights reserved" element of the concept, which is its main attraction, also seems to be its major undoing. Apparently, many data providers are genuinely concerned about protecting the integrity of their data or projects. Most importantly, even when data providers are disposed to granting free access to their data, they are, in most cases, equally concerned about proper attribution. Some of the various methods currently used in weighing such utility are limited in its effectiveness to measure the resulting use on further research. These methods include tracking the number of data downloads, online visits to the archives, or publications from the data obtained from the archive or database. Logically, it could be argued that an increase in any of these could lead to greater utility -but not necessarily. Although it is much easier to determine the number of visits to or downloads from an internet archives or databases, using either of this as a yardstick to measure utility could be very misleading. The higher number of visits or downloads from a database or archive, although quite impressive, may not necessarily give a true picture of the utility of the data to the visitor or downloader. However, the position is different when it comes to the number of research publications emanating from data which were obtained from an open database or archive. In the latter case, the user has found the data useful, analyzed them and utilized them thus adding to the data utility. Therefore, subsequent publications seem to be a more appropriate indicator than the others identified above.
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The problems with this framework though is the fact that it is often Although at its inception the HapMap project was conceived on the principle of openness, with regards to the dissemination of the project's research data, it did not adopt full openness at this initial stage. Rather it adopted a defensive (openness) strategy, whereby users are obliged to accept the terms of a clickwrap agreement before they could access the data. The terms of the clickwrap agreement required the user to agree not to prevent others from using the data and to share the data only with those who had agreed to the condition. Curiously, the idea behind these conditions was not to limit openness but rather to "ensure that all these important resources were kept in the public domain". 59 57 It should be noted that data utility is not limited to further research publication alone. In the case of pure science research, data could be utilized for other purpose not related to publications such as drug development. There were initial concerns that other users might combine the Project's genotype data with their own data to generate patentable invention, thus using the patent to prevent other from using the Hapmap data.
Even though the motive behind the clickwrap agreement was to keep the data in the public domain -which was in line with open access principle, the agreement was also counter-productive because it restricted the level of openness by making it practically impossible (legally) for data from the HapMap Project to be integrated into major public databases. Hence, the Hapmap database could only be integrated with other databases that carry condition(s) similar to the HapMap database. The effect of this level of openness was limited integration and use of its data. As will be shown later in the graph below, this period was also characterized by limited data utility -the number of research papers resulting from the project's data were very limited.
In December 2004, the Project developed the view that the problem of parasitic patenting was no longer obvious. That being the case, the click-wrap agreement was discontinued thus giving way to full open access. This development resulted in ability to integrate the data with other genomic databases, as well as greater access to the Hapmap database.
Comparing the two periods under consideration i.e. the pre-clickwrap and its aftermath will provide useful insight on the relationship between openness and data utility. 
Publications
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This research paper has explored various frameworks which could be utilized in providing open access to research data, thus freeing data from the shackles of rigid intellectual property rights which seeks to restrict access to data. Ethical issues relating to open data especially in the area of privacy and confidentiality was also discussed. But there is much more that needs to be done. The adoption of the concept of open data will depends on the extent to which issues relating to open access to research data are resolved. Hence, this research has sought to identify issues relating to open data which merits further research such as the degree to which ethical issues relating to data access differ in various fields of research, as well as the extent to which these differences affect the development of a viable framework for data access. 
