This paper proposes a robust dual-color watermarking based on quaternion singular value decomposition (QSVD), which can embed large payloads into color images with low distortion, and can obtain strong robustness to process color image in a holistic manner. First, two notes are proposed for designing the proposed watermarking scheme, one of which is about three strong correlations found in U that can be used for watermark embedding, and the other is analyzing the feasibility of V compensation for QSVD-based watermarking scheme. In addition, a fast structure-preserving algorithm is used to calculate the singular value decomposition (SVD) of a quaternion matrix, which makes the procedure computationally more flexible and efficient. Then a new watermarking scheme is proposed to protect the copyright of color images. This scheme uses quaternion to make the color image channels correlated so that the proposed watermarking scheme has strong anti-attack performance. Experimental results show that the proposed dualcolor watermarking is not only imperceptible but also robust to some common attacks, and the performance of the proposed method outperforms other methods considered in this work.
I. INTRODUCTION
Today in the era of big data, the rapid development of new information technologies has led to the security and copyright protection in multimedia applications and services becoming an important issue that needs to be solved urgently. Among these existing technologies, the digital watermarking provides a feasible way to protect multimedia data from illegal manipulation and replication. For example, it is very useful in military image processing, remote sensing [1] , [2] , medical image sharing [3] - [5] , multimedia file management, etc.
Many watermarking methods have been well developed [6] , [7] . One can use a random sequences number or a recognizable binary pattern or an image as a digital watermark [8] - [10] . As for the carrier, most existing watermarking techniques use a grayscale image [11] - [16] as the host image. In recent years, color image watermarking [17] - [28] has become one of the hot research topics due to the The associate editor coordinating the review of this manuscript and approving it for publication was Donatella Darsena . rapid application of color image technology on the Internet. Compared with grayscale image, color image has two advantages: (1) more data can be hidden; (2) higher fidelity can be obtained, the reason is that the color perception depends not only on luminance information but also on chrominance information. The dual-color (i.e., watermark image and host image are color images) image watermarking scheme was studied [19] - [24] to meet the high fidelity and more information hiding. However, color image watermarking is more challenging compared with single channel grayscale image. The following summarizes the typical strategies for color image watermarking in the spatial domain.
A. SINGLE CHANNEL PROCESSING
In this strategy, a binary sequence or grayscale image is usually embedded in a color channel of the host image [17] , [18] . This strategy may be flawed because it does not take into account the implication of the Human Visual System. Especially, it is sensitive to color brightness and perception.
D. QUATERNION PROCESSING
A color image can be represented by a pure quaternion matrix. In this way, color images can be processed holistically without ignoring channel correlation and synchronicity. Wang et al. [26] proposed a zero-watermarking algorithm based on quaternion exponential moments (QEM) for resisting geometric attacks on color images. Experimental results show that the algorithm has better resistance to geometric attacks. Later, they developed a new lossless watermarking algorithm using the quaternion discrete Fourier transform (QDFT) [27] . The low sensitivity of the magnitude information obtained by QDFT makes the designed watermarking scheme have better visual quality. Based on quaternion polar harmonic transforms (QPHTs), Xia et al. [28] proposed a color medical image lossless watermarking algorithm for copyright protection, which has strong robustness and security. Based on the ternary radial harmonic Fourier moment (TRHFM), Wang et al. [29] proposed a quaternionlike stereo image zero-watermarking algorithm. Experimental results show that this new algorithm is robust against various asymmetric and symmetric attacks. At a certain level, various watermarking algorithms combined with quaternion have good visual quality and strong anti-attack ability [30] , [31] . These algorithms are very effective and have room for improvement in reducing the computational complexity and increasing the watermark capacity.
In recent years, SVD-based watermarking methods have become one of the research hotspots because of its low complexity and stability [15] , [21] , [22] , [25] , [32] - [35] .
This stability is that the relationship between the elements in the first column of the U component generated by SVD can be preserved when general image processing is performed. However, this is an embedded watermarking technique that degrades the quality of the original host image. Therefore, the researcher's focus shifts to the fidelity of the watermarked image. Fan et al. citeFWL08 considered to modify the elements in the first column of U (V ) component for watermarking and adopt the V (U ) component to compensate the visible distortion when embedding the watermark into the U (V ) component of SVD. This method can reduce the modified quantity, worse case, the number of modified pixels is increased again to N 2 at some time, because at the same time it also changes other pixels that need not to be modified. Su et al. [22] further considered the compensation scheme by combining the modified pixels with the original pixels that need not to be modified to compensate for visible distortion. No matter what kind of compensation scheme is adopted, the effect of compensation for visible distortion is not obvious. These compensations affect the original data structure, resulting in the quality of the extracted watermark becomes worse. In fact, the principle of hiding secret information is that it does not affect the normal use of the image, and the watermark can be extracted and used for ownership verification and verification.
In order to overcome these shortcomings, this paper proposes a new robust dual-color watermarking based on QSVD. This scheme meets some requirements, including transparency, robustness, sufficient information capacity, low computational complexity, and blind extraction. Two notes are presented for designing the proposed watermarking scheme, one of which is about three strong correlations found in U that can be used for watermark embedding, and the other is analyzing the feasibility of V compensation for QSVD-based watermarking scheme. In order to avoid more operations of the QSVD algorithm, we use a fast algebraic structure-preserving method to implement the SVD of the pure quaternion matrix. The experimental results verify the impact of the compensation scheme on the quality of the extracted watermark. It also shows that the proposed watermarking method with two notes is effective and has better performance than the other methods considered in this paper. The novelties of this scheme are as follows: (1) three strong correlations are found in U that can be used to embed ternary watermark information simultaneously, which improves the payload of the proposed watermarking scheme;
(2) the feasibility of V compensation is analyzed for (Q)SVDbased watermarking schemes; (3) the structure-preserving algorithm introduced in this paper can quickly and efficiently calculate the SVD of a quaternion matrix; (4) the proposed dual-color watermarking scheme based on QSVD can effectively resist geometric attacks and common attacks; and (5) this scheme has high security because it is based on two private keys of Arnold scrambling and random coordinate sequences.
The remainder of this paper is organized as follows. In Section II, quaternion and algebraic structure-preserving algorithms for implementing QSVD are briefly introduced. Two notes are presented for the QSVD-based watermarking scheme in Section III. In Section IV, a new watermarking scheme is described, including watermark embedding and watermark extraction. The experimental results and analysis are presented in Section V. Finally, we draw the conclusions of this paper in Section VI.
II. PRELIMINARIES
The quaternion, which is a type of hypercomplex number, was formally introduced by Hamilton in 1843 [36] . A quaternion can be represented as a four-dimensional complex number with one real part and three imaginary parts. The set of quaternions is denoted by
where three imaginary units i, j, k satisfy i 2 = j 2 = k 2 = −1, ij = −ji = k, jk = −kj = i, ki = −ik = j. When w = 0, q is called pure quaternion.
Color image pixels have three components, and they can be represented in quaternion form using pure quaternion. A pixel coordinate (x, y) in an RGB image H can be represented as
where H 1 , H 2 and H 3 are the red, green and blue components, respectively. Obviously, the advantage of using quaternion to represent color image is that we can process the three color channels of a color image holistically without losing correlation and synchronicity.
A. ALGEBRAIC STRUCTURE-PRESERVING ALGORITHM FOR QSVD
Suppose H ∈ H m×n is a quaternion matrix, then there exist two unitary quaternion matrices
are positive singular values of Q, and r is the rank of matrix Q.
For a color image represented by a pure quaternion matrix H ∈ H m×n , we can perform the QSVD with different kinds of algorithms. For example, Sangwine and Le Bihan [38] provided the function svd in Matlab Toolbox using quaternion arithmetics. In [39] , Jia et al. proposed a real structurepreserving algorithm based on the following results.
For any quaternion matrix 
and their relationship is equivalent. The algebraic structure of H R is called JRS-symmetry, which is implicitly preserved in the algebraic structure-preserving algorithms used in [39] - [44] to solve many quaternion matrix problems. In this paper, a hybrid structure-preserving algorithm is proposed for 4 × 4 quaternion matrix block, which combines the JRSGivens transformation G proposed in [39] , the generalized Givens transformation G proposed in [40] , and the Householder transformation H proposed in [41] . Its calculation process can be summarized into the following algorithm.
Algorithm 1 (QSVD): A structure-preserving method for the computation of the singular values and corresponding singular vectors of a quaternion matrix H
Calculate the real upper bidiagonal matrix B using unitary quaternion matrices G, G and H :
Calculate the singular values and corresponding singular vectors of B using MATLAB's built-in function svd:
[u, λ, v T ] = svd(B);
Compute the singular values and corresponding singular vectors of H :
The JRS-symmetric structure is preserved throughout the implementation of (II.3). Algorithm 1 costs about 64(mn 2 − n 3 /3) flops for the bidiagonalization of an m × n quaternion matrix. For a 512 × 512 color image divided into 4 × 4 matrix blocks, two methods can be used to calculate the QSVDs of these image blocks: the proposed QSVD algorithm and the quaternion toolbox. The comparison results of the execution time of the two algorithms are shown in Table 1 . Compared with the quaternion toolbox, it can be seen that the efficiency of the proposed QSVD algorithm has been greatly improved.
III. OUR PROPOSED NOTES A. SELECTION OF WATERMARK EMBEDDING POSITION
Suppose that a 4 × 4 reversible quaternion matrix H s is one of the blocks of the host image, and has the quaternion SVD as
(III-1)
Perform the matrix multiplications for U V * , in which each element is given by (III-2).
According to the above formulas, each pixel value in H s depends on the singular values σ j (1 ≤ j ≤ 4). The more the modified number for all σ j is, the bigger the changed magnitude in pixel values is, and the worse the invisibility of the watermark is. This is the main reason why we do not consider using singular values for marking. Now we are likely to consider that all the column vectors of U (V ) component could be adopted for robust watermarking. 
and the accuracy of process is 2.7081e −15 (equal to norm (Q-
The symbol and magnitude relationship between elements in each column of U (V * ) component obtained by QSVD have been shown (III-3). It is found that the first column ele- ments of each coefficient matrix (U 1 , U 2 , U 3 ) corresponding to the three imaginary parts (i, j, k) have the same sign and their values are very close. This feature can be used to embed watermarks.
In order to select the three best hidden positions among the coefficients of the three imaginary parts of u 11 , u 21 , u 31 and u 41 , for six standard 512 × 512 sized color images Peppers, House, Baboon, Monolake, Safari10 and Redrock2 [45] , we adopt the following step to experiments.
Step 1:The test image of size M × N is divided into image blocks of size 4 × 4.
Step 2:Each image block is decomposed by QSVD to obtain a quaternion matrix U . As can be seen from the Table 2 , the average value of the imaginary part i of the NC(u 21 , u 31 ) is 0.9905, the average value of the imaginary part j is 0.9895, and the average value of the imaginary part k is 0.9897. It indicates that the second row element and the third row element are the closest elements in the first column of each coefficient matrix (U 1 , U 2 , U 3 ) for many standard images. Therefore, it is noted that there exists a strong correlation between the second row element and the third row element of the first column of each coefficient matrix (U 1 , U 2 , U 3 ).
Summarizing the above analysis and a large number of repetitive experimental results, we give our first proposed note depicted as the following:
Note 1: For the watermarking scheme of 4×4 image block, only the coefficients of the three imaginary parts (i, j, k) of the first column of the U component obtained by QSVD can be modified. Secondly, there is a strong correlation between the second row element and the third row element in the first column of each coefficient matrix (U 1 , U 2 , U 3 ).
B. FEASIBILITY OF COMPENSATION METHOD FOR QSVD
According to the three best hidden positions proposed in Note 1, we modify u 21 and u 31 by 1 = δ 11 i + δ 12 j + δ 13 k and
(III-4)
The specific result of h 21 is as follows:
where u 21 = α 0 +α 1 i+α 2 j+α 3 k, v 11 = β 0 +β 1 i+β 2 j+β 3 k, and the singular value σ i (i = 1, 2, 3, 4) is a positive real number. As shown in (III-3), the first column element of V * is a real number rather than a quaternion, which indicates that the values of the coefficients β 1 , β 2 and β 3 of the three imaginary parts of v 11 are zero, so the value of the real part of h 21 is zero. Similarly, the value of the real part of h 31 is also zero, but the real part of the remaining six values h ij (i = 2, 3; j = 2, 3, 4) is not zero because the v 1j (j = 2, 3, 4) is a quaternion. Fortunately, the real part of these six values is only slightly disturbed and can be ignored. As shown in (III-4), modifying the values of u 21 and u 31 will change the values of h ij (i = 2, 3; j = 1, 2, 3, 4), which inevitably decreases the invisibility of the watermark. Now we can consider the QSVD-based compensation scheme. Recalling the SVD-based compensation scheme proposed in [15] and [22] , we can modify some elements of V so that the reconstructed pixel h ij is close to the original pixel h ij (i = 2, 3; j = 1, 2, 3, 4), which an effective compensation scheme to enhance the invisibility of watermark. However, after many experiments, we found that the compensation method has a small improvement in the invisibility of the watermark. On the contrary, this compensation method is tantamount to another attack on the watermarked image, which directly destroys the data structure of the watermarked image and may reduce the quality of the extracted watermark. Specific experimental comparisons are verified in Section V. Similarly, it can be seen from (III-5) that a QSVD-based watermarking scheme with V compensation will severely destroy the real part of the reconstructed quaternion matrix, which not only reduces the invisibility of the watermark but also makes the quality of the extracted watermark worse. Therefore, the real part of the quaternion matrix needs to be as zero as possible without considering the V compensation in this paper.
Summarizing the analysis of the QSVD-based compensation scheme, we give the second proposed note depicted as the following:
Note 2: In the QSVD-based watermarking scheme, the compensation of V is dangerous. If the elements of the first row of V * are real numbers rather than a quaternions, then the real part of the reconstructed quaternion matrix is a zero matrix.
IV. A NEW COLOR IMAGE WATERMARKING SCHEME
In this section, a QSVD-based watermarking scheme, which explores the property of the U component mentioned in Section III, is proposed to embed a color image watermark as copyright message into a color host image.
A. WATERMARK EMBEDDING
Suppose the original host color image is represented by the pure quaternion matrix H ∈ H m×n , and the original color watermark image W ∈ H e×f . Now we present the watermark embedding process, which is illustrated by Fig.1 , and its detail are listed as follow.
Step 1: Preprocessing of color image watermark W . The original color watermark image is divided into three components of R, G, and B, which are W R , W G , and W B , respectively. In order to improve the security of the watermarking scheme, each component watermark is scrambled by Arnold scrambling with the private key Ka and converted from a decimal format to a binary sequence. The watermark sequence  
Arnold scrambling is widely used for image scrambling. For the security of the watermarking scheme, even if the infringer obtains the watermarked image, they can not extract the watermark without knowing the scrambling algorithm. The scrambling process is as follows:
where a, b, c and d are any positive integers, and ad − bc = ±1. In this paper, we let a = b = c = 1, d = 2.x,ỹ, x and y are integers in 0, 1, 2, . . . , N − 1 and N is order of watermark image matrix. The position (x, y) of watermark image pixel can be changed to another position (x,ỹ) by (IV-1).
Step 2: The host image is divided into the non-overlapping quaternion matrix blocks H s of size 4 × 4 in a holistic way. In order to improve the watermark robustness against cropping attack of the proposed method, the embedded blocks are selected by the random coordinate sequence based on the private key Kb.
Step 3: Performing Algorithm 1 on each block H s as (IV-2) to obtain the matrices U s , V s and s of each block
(IV-2)
Step 4: According to the watermark information to modify the elements of u 21 and u 31 in the quaternion matrix U s of each embedded block. The watermark is embedded by changing the relation between the second element (u 21 ) i/j/k and the third element (u 31 ) i/j/k in the first column of U s . If the embedded binary watermark bit is 1, the value of (u 21 −u 31 ) i/j/k should be negative and its magnitude is greater than a threshold T . If the embedded binary watermark bit is 0, the value of (u 21 − u 31 ) i/j/k should be positive and its magnitude is greater than a threshold T . When these two conditions are violated, the elements of (u 21 ) i/j/k and (u 31 ) i/j/k should be modified as (u 21 ) i/j/k and (u 31 ) i/j/k , respectively, based on the following rules in (IV-3)-(IV-4) to embed the watermark w p and get the modified block U s , if w p = 1,
if w p = 0, where w p is the watermark information, (x) i/j/k denotes an element on the imaginary parts i or j or k of the quaternion x, sign(x) is the sign of x, abs(x) is the absolute value of x and u avg = (abs((u 21 ) i/j/k ) + abs((u 31 ) i/j/k ))/2.
Step 5: Obtaining the watermarked image block by
Step 6: Repeating Steps 3-5 by the private key Kb until all watermark information is embedded in the host image.
Step 7: Recombining all 4 × 4 watermarked blocks H s to obtain the watermarked image H .
B. WATERMARK EXTRACTION
Watermark extraction is the inverse operation of embedding mechanism. The watermark extraction procedure belongs to blind extraction method, that is, the original host image and watermark image are not needed in the procedure. The extraction details are described below.
Step 1: Obtaining the watermarked image. The watermarked image H = H 0 + H 1 i + H 2 j + H 3 k is not a pure quaternion matrix. We set the real part H 0 of H to the same size zero matrix, then assume H = H 1 i + H 2 j + H 3 k as a suspicious image with embedded watermark information.
Step 2: Obtaining the watermarked image block. The watermarked image H is partitioned into non-overlapping watermarked blocks of size 4 × 4 pixels. Then, we use a random coordinate sequence with the private key Kb to select the watermarked block H s .
Step 3: Applying Algorithm 1 to the watermarked block H s and getting the matrices U s , s , V s .
Step 4: Using (IV-6) and (IV-7) to extract the watermark information w p
Step 5: Repeating Steps 3-4 by the private key Kb until all embedded image blocks have been performed. These extracted binary sequences w p are partitioned into 8-bit groups and converted to a decimal format, then the inverse Arnold scrambling with the private key Ka is performed and the extracted watermark of each component is reconstructed.
Step 6: Reconstructing the final color watermark W from extracted watermarks of the three imaginary parts.
C. EVALUATION CRITERIA
Generally, the performance of the watermarking methods is investigated by measuring their invisibility, robustness and capacity etc. For the imperceptible feature, the traditional metric PSNR, as shown in (IV-8), is used to measure the similarity between the original color image H ∈ H m×n and the watermarked image H ∈ H m×n .
where 1 represents the maximum value of a pixel in a color channel, and m, n denoted the height and width of an image respectively.
In general, a larger PSNR indicates the watermarked image more closely resembles the original host image, which means that the watermark more imperceptible.
In addition, the metric BER,
where b is the number of incorrectly detected bits, e × f is the size of the original watermark, is used to measure the dissimilarity between the extracted watermark and the original watermark. Generally, a lower BER reveals that the extracted watermark resembles the original watermark more closely.
V. NUMERICAL EXPERIMENTS
In this section, several experiments are performed to verify the effectiveness when incorporating our proposed two notes for QSVD-based watermarking scheme. Six 512 × 512 color images in CVG-UGR image [45] database were used as host images as shown in Fig. 2 . A color images is selected as original color watermark which was scaled to 32 × 32, as shown in Fig. 3 . All these experiments were performed on an Intel(R) Core(TM) 64 × 64 Corei7-8750H @ 2.20GHz/8.00GB computer using MATLAB R2017b.
A. INVISIBILITY TEST
In order to evaluate the invisibility of the watermark, a comprehensive test of threshold T on the interval [0.002, 0.04] is carried out as shown in Fig. 5 , and the watermarked color images and their PSNR values are specified in Fig. 4 when threshold T = 0.022. As can be seen from Figs. 4-5, the proposed method has a good watermark invisibility. The PSNR values are all greater than 30dB in the interval, which meets the requirements of literature [46] : if the PSNR values ≥ 28dB, then the visual quality of the image is unnoticeable. Without being attacked, the BER values for all watermarked images are close to zero, which means the original watermark can be recovered completely. Moreover, it can be concluded that there are slight differences between different images.
B. ROBUSTNESS TEST
In order to verify the robustness of the proposed method, when the watermarked image is attacked, the BER value of the extracted watermark should be less than 0.3, so as to ensure the visual quality of the extracted watermark [47] .
1) COMPARISON OF THE PERFORMANCES OF SIMILAR SCHEMES
The proposed method is compared with similar methods in [21] and [22] . The blind dual-color watermarking scheme based on SVD [21] can ensure invisibility and strong robustness for some common attacks and geometric attacks. Reference [22] is the result of the method of [21] using V matrix compensation. This method increases the PSNR value of the watermarked image at a certain level. Considering the differences in the robustness and invisibility of different images, it is difficult to determine an optimal threshold to some extent. Therefore, a series of robustness tests are also performed at appropriate intervals [0.002, 0.04].
To highlight the robustness of the proposed method, different strengths of several different attacks are tested with images Lostlake and Lena, where the image Lena was tested and verified as a different image. Figs. 6-7 plot the variation of the BER values of the three methods within the set threshold interval. Fig. 8 (a)-(n) visually show the reconstructed watermark image extracted from the watermarked image Lostlake at T = 0.04 under different attacks with different strengths. From Figs. 6-7 and Fig. 8 (a)-(n), it can be seen that the proposed watermarking method has strong robustness against some common attacks, including JPEG compression, scaling, motion blur, Gaussian noise, speckle noise, contrast adjustment, cropping and histogram equalization. With the increase of threshold T , the BER values of the proposed scheme shows a significant downward trend, which means that the proposed method has strong robustness to cope with large modifications. We also find that the BER values of [21] is always lower than that of [22] , as discussed in Section III-B, which verifies that the compensation scheme is equivalent to an additional watermark attack that makes the visual quality of the extracted watermark worse. Table 3 numerically lists the BER results compared to the methods in [21] and [22] when T = 0.04. As can be seen in Table 3 , all the tested images and mentioned attacks in this paper are considered, and it also comprehensively shows that the proposed method has a stronger robustness than the methods of [21] and [22] .
2) COMPARISON OF THE PERFORMANCES OF DIFFERENT SCHEMES
In order to further prove the robustness of the proposed method, the proposed method is also compared with two new blind color watermarking algorithms proposed in [23] , [24] . The blind color watermarking algorithm based on Hessenberg matrix [23] uses the largest element in the Hessenberg matrix to embed the watermark through quantization modulation, which is very robust to JPEG compression and scaling attacks. The blind color watermarking algorithm based on LU decomposition [24] uses the strong correlation between some elements in the lower triangular matrix for watermark embedding, which can resist some common attacks. In [23] , [24] , a 32 × 32 color image was selected as the original watermark, and multiple 512 × 512 color images were tested as host images. Therefore, they are also dual-color watermarking, and the same embedding rate used for comparison is also fair. Considering that the robustness and invisibility are in conflict, and the differences between the various watermark embedding schemes, all experiments control the approximate PSNR value of each watermarked image (i.e., the watermarked image Lena ≈ 34dB, House ≈ 32dB, Baboon ≈ 32dB, Monolake ≈ 34dB, Avion ≈ 32dB, Lostlake ≈ 35dB). Therefore, the threshold of the embedding scheme in [23] in this paper is set to T 1 = 0.28, the threshold of the embedding scheme in [24] is set to T 2 = 0.08, and the threshold of our proposed scheme is set to T = 0.04. In the comparison experiments, the results are obtained by averaging the BER of 20 tests for each image. The results of comparison between the proposed scheme and those presented in references [23] , [24] are listed in Table 4 . The overall performance of the proposed scheme is superior to that of other different schemes. The main forms of geometric attacks include cropping, scaling, and common attacks such as noise, JPEG compression, filtering, contrast, and histogram equalization. The results show that the proposed scheme delivers significantly better performance than schemes [23] , [24] under various attacks.
The results of the four aforementioned comparisons indicate that the scheme proposed in this paper is highly robust and superior to other schemes mentioned above.
C. THE SECURITY OF THE PROPOSED METHOD
In the proposed method, in order to make the selection of the watermark more universal and enhance the security of the TABLE 3. Comparison of the robustness (BER) between the proposed scheme and similar watermarking schemes [21] , [22] when the threshold T = 0.04. VOLUME 8, 2020 [23] , [24] . 30638 VOLUME 8, 2020 watermarking scheme, each channel of the color watermark is scrambled by Arnold scrambling with the private key Ka as shown in Fig. 8 (o)-(r) . On the other hand, random and non-overlapping embedded blocks are selected by random coordinate sequence with the private key Kb. Therefore, compared with the schemes in [21] and [22] , the proposed scheme is almost impossible to reconstruct the correct watermark without the correct key.
D. THE CAPACITY OF THE PROPOSED METHOD
The watermark capacity is a key indicator used to measure the performance of a watermarking scheme [48] , [49] . In this paper, the maximum capacity is equal to three times the number of 4×4 host image blocks, which is determined by the three highly correlated statistical features proposed based on QSVD. As shown in Fig. 1 , each embedded 4×4 image block carries three bits of information. Therefore, for a 512 × 512 host image, the maximum payload capacity based on QSVD is 128 × 128 × 3. In addition, the watermark capacity is also analyzed by the embedding rate. The embedding rate expressed in bits per pixel (bpp) is a pure payload (i.e., the total number of embedded bits minus the total amount of all overhead information) [50] . As shown in Fig. 5 , the actual payload is limited by the distortion of the watermarked image. For the sake of fairness, in all experiments, the embedded watermark is set to a 32 × 32 color image and the host image is a 512 × 512 color image, so the embedding rate is (32 × 32 × 8 × 3)/(512 × 512 × 3) = 0.03125 (bpp). It is obvious that the proposed algorithm has a high level of capacity. [4, 4] , (f) motion blur [9, 9] In summary, the proposed algorithm not only meets transparency, but also has stronger robustness, better security, high information capacity, and low computational complexity.
VI. CONCLUSION
In this paper, we have proposed a robust dual-color watermarking based on QSVD. Firstly, a fast algebraic structurepreserving algorithm is presented to implement QSVD. Secondly, according to the algebraic feature of QSVD, the color watermark is embedded into a color host image by modifying the relationship between the second row element and the third row element of the first column of each coefficient matrix of the three imaginary parts in the U matrix. Experimental results and theoretical analysis show that the proposed scheme successfully makes the watermark imperceptible and robust against various geometric attacks and signal processing operations, and also verify the shortcomings of SVD-based compensation scheme. Compared with the watermarking schemes listed in this paper, the new proposed scheme has better performance to protect the copyright of color images that will be transmitted over the Internet. The future work mainly focuses on the parallelization of QSVD of each image block to improve the efficiency of the entire watermarking scheme. We also plan to apply the proposed scheme to new research advances such as multi-image copyright protection [51] and image tamper detection [52] , [53] .
