Interoperability is an essential requirement to be verified when enterprises are starting and maintaining a collaborative relationship. To ensure that such a requirement is continuously met, interoperability needs to be assessed. Various assessment approaches have been proposed in the literature to identify strengths and weakness of a system in terms of their ability to interoperate. However, the main existing approaches are addressing specific aspects of interoperability and focusing on only one type of measurement. To assess different aspects of interoperability of the same system, one may use multiples approaches which might cause redundancy and confusion considering the different metrics. Therefore, the objective of this paper, is to propose an assessment approach based on the so called "Ontology of Enterprise Interoperability". The proposed approach is supported by a semi-automated tool aiming at reducing the time and paperwork required for evaluation. A real case study dealing with a networked enterprise is used to validate the approach.
Introduction
The development of interoperability among members is a major issue, considering the overall collaboration and cooperation, faced by the Networked Enterprises (NE) [1] . Regarding the term "Interoperability", the most accepted definition is provided by IEEE where it is seen as "the ability of two or more systems or components to exchange information and to use the information that has been exchanged" [2] . Later, this definition was extended by Vernadat [3] for the enterprise domain and considered as: "Enterprise Interoperability (EI) provides two, or more, businesses the ability to exchange or share information and of using the functionality of one another in a distributed and heterogeneous environment" [3] . Therefore, the ability to interoperate is a crucial requirement that needs to be verified when two or more enterprises need to collaborate. As soon as this requirement (i.e. the interoperability) is not achieved, it becomes a problem that requires being solved [4] . Thus, to avoid problems and better support enterprises to collaborate with their partners, the interoperability between their systems needs to be assessed and continuously improved. Indeed, assessing the enterprises' systems ability to interoperate is frequently the initial step toward a new collaboration development (e.g. the creation of a new network, the arrival of a new member, etc.) or an improvement program (e.g. reducing the negative impacts caused by interoperability problems or transformations). For determining their systems' strengths and weakness regarding interoperability, enterprises should benefit from the use of Enterprise Interoperability Assessment (EIA) approaches. It involves identifying the needs, or gaps, between where companies envision themselves in the future and the companies' current states.
So far, comparative studies have been conducted to analyse interoperability assessment approaches [1] , [5] , [6] , [7] , [8] , [9] . Based on the analysis' results, we identified two major issues: First, the existing approaches are focusing on a particular kind of measurement [10] and assessing a specific aspects of interoperability (i.e. Organisational, Conceptual or Technical) [10] , [11] . Second, the majority of the studied approaches are only performed manually, which is difficult (i.e. tedious and time-consuming) and very expensive.
Considering the first issue, we argue that the application of multiple approaches for covering all interoperability aspects might cause redundancy and confusion when measuring the same aspect using different metrics and viewpoints. Hence, we adopt the Maturity Model for Enterprise Interoperability (MMEI) [1] as it is the only one covering all aspects of interoperability. Further, having a common foundation for sharing contextual knowledge across multiple stakeholders (i.e. assessors, sponsors and participants) is a necessity to perform the assessment [12] . The use of an ontology [13] for formally specifying the various relevant concepts from EIA domain is paramount. Thus, we adopt the Ontology of Enterprise Interoperability for representing (OoEI) the EI domain. Takin into account the second issue, the implementation of a semi-automated tool is needed for improving the assessment process efficiency by reducing the time and paperwork required for evaluation, and by ensuring more accurate results [12] , [14] . The decisional core defined in the OoEI will support the development of such tool.
Therefore, the objective of this paper is to propose an ontology-based approach for interoperability assessment. It is built on the concepts from the OoEI and supported by a semi-automated tool for Interoperability assessment. The originality of the proposed approach is twofold: (i) the guidance provided during the EIA process from the scope definition to the practices recommendation, passing through the EI Problem/Solution identification; and (ii) the use of tool for supporting the information collection and the ontology reasoning for identifying problems and associated recommendations.
The remainder of this paper is as follow -Section 2 gives an overview of the presents the relevant related work used for developing the proposed approach. It is followed by Section 3 where the semi-automated tool architecture is depicted. The approach general steps and how it is supported by the proposed tool is also illustrated in this section. Section 4 describes a real case study based on an active networked enterprise in Luxembourg. Section 5 discuss the current version of the proposed approach and tool. The conclusion and future works are brought forward in Section 5.
Literature Review and Background
This section presents the related work used for proposing the ontology-based assessment approach. As a sound understanding about interoperability is paramount for supporting the EIA, different frameworks and models that have been found in the literature about the Interoperability, Enterprise and Networked Enterprise domains are brought upward. This will allow the identification of the central concepts of these domains and their relations. Existing EIA approaches and the interoperability requirements that should be satisfied to reach the objectives of the network are depicted and discussed. Further, some existing ontology-based assessment approaches are highlighted for illustrating the usefulness and relevance of such approach.
Frameworks, Ontologies and Models for Enterprise Interoperability
In the past years, researchers and practitioners have proposed various frameworks, ontologies and models to describe the interoperability and enterprise interoperability domains. For instance, the Classification Framework for Interoperability [5] proposing a classification among the different types of interoperability associated with systems' models, the European Interoperability Framework (EIF) [11] describing the different interoperability levels and focusing on the interoperability between public entities from various government around the Europe, the Framework for Enterprise Interoperability (FEI) [10] heightening the aspects of interoperability and the barriers associated, the reference model for sustainable interoperability in networked enterprises [15] providing formal methods categorised in interoperability practices layers, and the Ontology of Enterprise Interoperability (OoEI) [4] which formally describes the interoperability domain while providing support aid for interoperability problem diagnosis.
Among the cited works, we adopt in this paper the OoEI as it is defined based in the main EI frameworks and it considers interoperability from a problem-solving perspective, not restricted to communication matters [4] . The ontology is described below briefly.
The Ontology of Enterprise Interoperability. The ontology includes a systemic core centred on the notion of the system and its properties, an interoperability core considering three EI dimensions (derived from [10] ) represented by the concepts Interoperability Barrier (i.e. conceptual, organizational and technical), Interoperability Concerns (i.e. business, process, service and data) and Interoperability Approaches (integrated, unified and federated) and a decisional core that constitutes the basis to build a decision-support system for EI. OoEI implements the Interoperability concept as a subclass of the Problem concept. Problems of interoperability exist when there is a Relation, of any kind, between incompatible Systems in a super-system they belong to or system they will form. The Incompatibility concept is a subclass of a more generic ExistenceCondition class aiming at explicitly formalising the fact that Incompatibility is the source of interoperability problems. Fig. 1 illustrates the main concepts of the OoEI.
Fig. 1. An overview of the OoEI

Enterprise Interoperability Assessment
Numerous Interoperability assessment approaches have been proposed in the literature which can be classified by the different interoperability aspects (Technological, Organisational or Conceptual) and the kind of measures they are using. Based on a literature review and surveys [1] , [5] , [6] , [7] , [8] , [9] there are four kinds of assessment: the Potentiality assesses the interoperability between a system towards its environment, before any interoperation [10] . The Compatibility assesses the interoperability between two known systems, before any interoperation [10] , the Transformation assesses the different potential impacts that any change can cause in the overall system, before/during/after any interoperation and finally the Performance which assesses the cost, delay and quality of the interoperations [10] during the collaboration.
The main existing EIA approaches are: the Levels of Interoperability in Information Systems (LISI) Reference Model [16] providing measures for assessing the technical maturity of systems. The Levels of Conceptual Interoperability Model (LCIM) [17] and Organisational Interoperability Maturity Model (OIMM) [18] extending LISI for conceptual and organisational maturity assessment, respectively. The Maturity Model for Enterprise Interoperability (MMEI) [1] proposing potential measures for assessing all interoperability aspects and concerns. The Interoperability score [19] measuring the interoperability of complex networks using the operational thread as its foundation and providing a single number measure of how well the systems interoperate along the thread. The formal measures for semantic interoperability assessment [20] providing two measures for comparing two specific systems: the maximal potential and the minimum effective sematic interoperability. Despite not addressing interoperability directly, the Capability Maturity Model Integration (CMMI) [30] can also be useful for appraising the process maturity of the organisation and thus, guiding the development or improvement of processes that meet the business goals of an organisation. Similarly, the ISO/IEC 33000 series can also support the EIA, especially the ISO/IEC 330020 [21] which proposes a measurement framework for the assessment of process capability and organisational maturity.
Among the studied approaches, we adopt the MMEI as it defines a common framework for assessing and measuring interoperability maturity and the gap between the current state (i.e., current maturity level) and the desired state; and provide information about best practices that allow enterprises to improve their interoperability readiness [1] .
The Maturity Model for Enterprise Interoperability. The model defines twelve areas of interoperability which are the result of the crossing between the Interoperability Barriers and Concerns. These areas of interoperability contain the EI criteria that each concern should satisfy to avoid interoperability barriers and to achieve a given maturity level. The EI criteria are major assets to support the management of the EIA as they can be used as indicators to identify interoperability problems. Table 1 presents the areas of interoperability and the maturity level 2 EI criteria regarding the potentiality kind of measurement. Further, the MMEI proposes an assessment methodology that is composed of five phases: the Assessment preparation, the Information Collection, the Information Validation, the Interoperability Assessment and the Maturity Level determination. More details about each phase can be found in [1] .
Ontology-based assessment approaches
Ontologies provide a basis for the shared understanding of some area of interest among a community of people who may not know each other at all, and who may have very different cultural backgrounds [22] . Ontologies have been used successfully in the past to design interactions between entities efficiently within supply chain networks [23] , human actors from a given organisation [22] , concepts from the interoperability domain [4] , etc.
A literature review focusing on the existing ontologies in the EI domain did not uncover any ontological approach for supporting interoperability (semi) automated assessment. However, ontology-based approaches developed for other fields may be reusable for investigating the advantages and disadvantages of such approach. For instance, the Ontology-based framework proposed by [24] which tackles the problem of automatic risk assessment in unpredictable road traffic environments, the ontologybased approach to support the risk assessment for the intelligent configuration of supply networks [25] and the ontology-based approach for assessing records management systems [12] .
Regarding the advantages and disadvantages of using a manual or ontological approach for performing a given assessment, the authors in [12] provide a relevant comparison as depicted in Table 2 . 
The semi-automated tool for interoperability assessment
In this section, the main elements that compose the semi-automated tool system are presented. First, we describe the ontological core of the system. It is followed by the description of the layers composing the system architecture and how the ontology is implemented. Further, the user's profiles and the system's functionalities are presented. Finally, we present how the proposed system supports the different assessment steps.
The ontological core
The ontology used as basis for developing the semi-automated tool is the Ontology for Enterprise Interoperability. We describe here, additional classes and their relations for representing the relevant interoperability assessment concepts. Fig. 2 illustrates the ontology.
Fig. 2. The ontological core of the proposed system
An Assessment concerns to an ObjectOfAssessment that can be something or someone. In our particular case, the Object of Assessment are the Relations between Systems (which can be an enterprise system, an enterprise or a networked enterprise). An Assessment has a Type which can be: Potentiality, Compatibility, Transformation or Performance Assessment. The Type concept constrains the ObjectOfAssessment. For instance, the Compatibility Assessment aims at assessing the interoperability of a two specific system. Thus, the ObjectOfAssessment in this kind of assessment is the relations of concerned systems (e.g. the relation between two employees, the semantic relationships between two enterprise models, etc.). The Assessment has a LifeCycle which are the phases of the assessment. In our case, the instances of this concept are the assessment steps defined in the MMEI [1] .
An Assessment has an Actor. An actor has a Role which can be: (i) Assessors, who evaluate the ObjectOfAssessment; (ii) the LeadAssessor also assess the ObjectOfAssessment but also is responsible for aggregating the assessment from multiple assessors if it is the case; (iii) the Sponsor is who ask for the assessment, and define the assessment scope; and finally the (iv) Participant, who provides relevant information through interviews, workshops, etc. For the Assessment takes place, at least one Assessor should be attributed. The Assessor uses Mechanisms related to each LifeCycle of an Assessment. For example, CMMI, MMEI and ISO33000 use interviews for data gathering during the "Information collection" phase.
One of the most important concepts in this ontology is the EvaluationCriteria. It has a Rate (linguistic variable characterising the achievement of the concerned criterion) which is constrained by a RateScale. In our specific case, we adopted the rate scale defined in MMEI (i.e. an evaluation criteria can be Fully Achieved, Largely Achieved, Partially Achieved or Not Achieved). An EvaluationCriteria also has an Observation, allowing assessors to enter a commentary about their given rate. The EvaluationCriteria in its turn is related to the AreasOfInteroperability. Each AreaOfInteroperability has a MaturityLevel that is determined by the assessment.
For modelling the ontology, we adopted the Ontology Web Language (OWL) [26] as it is an open standard for semantic knowledge representation. The tool used for modelling and building it was the Protégé 5.0 [27] . The logic rules for determine the maturity levels are written in Semantic Web Rule Language (SWRL). The rules are based on the EI criteria and fuzzy rules defined in MMEI [1] .
The system architecture
In order to accommodate the different components, the system architecture distinguishes three layers as illustrated in Fig. 2.   Fig. 3 . The architecture of the enterprise interoperability assessment system based on OoEI
The Presentation layer includes all the user inter-faces which support the user to operate the system. For example, it supports the data collection (e.g. the rate attributed to evaluation criteria) and results' presentation (e.g. the identified potential interoperability problems). The Data Storage layer consist in a repository for storing generated files e.g. the assessment report, aggregation report, the instantiated ontology etc. The Processing layer containing (i) a logic rules engine for inferring the logic rules into the ontology and (ii) a reasoner for checking the ontology consistency and for reasoning the ontology in order to identify potential problems and recommendations.
The users' profiles
There are three profiles that can access the system. The assessors, the lead assessors and the administrator.
The Assessors are expected to assess the concerned areas of interoperability of a given assessment. After collecting data (e.g. through interviews) they are responsible for entering the rating for each evaluation criteria into the system. They are also responsible for entering a comment justifying their evaluation. In certain cases, they also may attach files for proving their rates and comments (e.g. if an assessor state that a process model is documented, it is expected that the file containing the model is uploaded into the system). The Lead Assessor is expected to have a clear understanding of the assessment workflow and operates the semi-automated tool in order to facilitate the entire assessment. He or she is responsible for aggregating and readjusting (if needed) the rating for each assessed area of interoperability. He or she is also the responsible for generating the assessment results report. A lead assessor can be also an assessor. Finally, the Administrator is responsible for maintaining and (re)configuring the system. He or she do not participate during the assessment.
The tool's functionalities
The tool's functionalities are available accordingly to the user profile. and the areas of interoperability to be assessed. Select the type of measurement. An XML file containing these information is created. -Assign assessor: Assigns at least one assessor to a given Assessment Scope. The XML file from the concerned Assessment Scope is then updated with the assigned assessors. -Edit Assessment Scope: Edits any information from an Assessment Scope. The XML file from the concerned Assessment Scope is then updated. -Delete Assessment Scope: Selects and deletes a given Assessment Scope.
-Aggregate Assessments: Selects and aggregates the assessment files generated by the assessors, from the concerned Assessment Scope. The XML file is then updated with the aggregation result. -Generate Report: Generates a report containing the identified potential problems and the related best practices. The main functions for the Assessor are: -Open an Assessment: Opens as assessment that was assigned to the assessor. It allows the assessor to enter the criteria rating. -Save an Assessment: Create a XML file containing the individual criteria rates from a given assessor. -Edit an Assessment: Edits any information (criteria rate) from an Assessment.
The XML file is then updated with the changes. -Conclude an Assessment: Sends a notification to the Lead assessor. The concerned Assessment cannot be edited anymore.
The assessment steps
The approach steps presented here are based on the MMEI assessment methodology described in [1] . Fig. 4 illustrates the steps which are supported by the proposed semiautomated tool.
Fig. 4. The proposed EIA approach steps
Interoperability assessment. Having defined the assessment scope, the lead assessor selects, in the tool, the concerned areas of interoperability to be assessed, the kind of measurement. He or she also assign the concerned assessors. Further, having collected and analysed the information, the assessors enter the criteria rating using the semi-automated tool interface. The tool generates an XML file containing the evaluation ratings and stores it in a dedicated repository. Further, the lead assessor aggregates the assessments provided by the multiple assessors by using tool. It extracts the information from each XML file provided by the assessors and aggregates the criteria rating values according to the algorithm proposed in MMEI [1] . The final results are storage in another XML file. Finally, the proposed tool instantiates the ontology (i.e. opens the OWL file containing the ontology and instantiates it) with the data from the later XML file created. The result is an OWL file containing the current state of the concerned enterprise(s). Maturity Determination. Having the ontology duly instantiated, the lead assessor launches the rule engine through the proposed tool. The considered rules are those concerning the selected type of measurement. Moreover, the reasoner infers the ontology in order to identify EI problems. The inferred and reasoned facts (i.e. the outcome of the rules execution) are stored in an XML file. The identified rules that are not fulfilled represent the potential interoperability problems. Based on the inferred ontology and the identified non fulfilled criteria, the tool proposes the related best practices and point outs the potential influences of the non-fulfilment of criteria.
Case Study
This section illustrates a case study based on an active network of enterprises in Luxembourg. First, the network business scenarios is briefly presented. Further, the potentiality assessment of an enterprise from the network based on the MMEI criteria is presented. The information used to define the scenario were gathered through interviews and analysis of provided documents by the network. The name of the network and its members remains classified for security reasons. Thus, we will refer to them as "TheNetwork" and "EntA".
Scenario. TheNetwork is a platform and accelerator for Luxembourgish and international start-ups that want to scale up their business by commercialising their product or service from Luxembourg to international markets. It was created with the objective to offer a unique one-stop shop for entrepreneurs that want to conquer physical and or digital markets globally. It offers a quick access to an established unique international partner network of investors, financial institutions, marketing experts, innovation managers, etc. In this scenario, four main types of participants can be figured out: the Mediator (i.e. TheNetwork and its members), the Customer (Start Ups), the Service Providers (i.e. EnTA, and other partners) and Investors. Their relations are illustrated on Fig. 6 . The potentiality assessment. As the tool is still in development, the ontology instantiation and inference were made using the protégé interface. The assessment presented here was made by one assessor and the selected interviewees (i.e. participants) are members of the board of directors of each enterprise.
The Maturity level achieved by EntA is equal to 0 which means that companies do not have an appropriate environment for developing and maintaining interoperability. It is important to note that a lower interoperability maturity for a company does not systematically mean a dysfunction at all levels and for all functions of the enterprise. The maturity is only evaluated from the interoperability point of view and cannot be applied for another purpose.
Considering the maturity level determination and the Business-Conceptual area of interoperability as an example, a recommended best practice is: Document the business model with the intent to facilitate the business model sharing as the information will be not only in the minds of the employee who defined it. It will also avoid business semantics problems i.e. the meaning of terms used to express business issues will be explicitly documented.
Applying the proposed tool has allowed us to identify more rapidly the potential interoperability problems and the related best practices.
Discussion
The proposed semi-automated tool is still in development. The current version of the system is able to store the information entered by the assessors and to aggregate the criteria rating. The code for the ontology instantiation is not yet completed. For checking the consistency of the ontology and to generate the assessment results, we utilise the protégé interfaces i.e. the instantiation step is done manually. Thus, the following functionalities are still to be coded or improved: (i) Send Notification that will be part of the Assign Assessor (for sending an email when a new assessment is assigned to the assessor) and Conclude Assessment (for sending an email to the lead assessor when an assessment is completed by an assessor) functions; (ii) the Automated ontology instantiation; (iii) the Automated retrieval of information from the inferred ontology. It will be done by the implementation of SPARQL queries. And finally, (iv) the recommendation of best practices and their potential influences in the overall system. The current version provides recommendation but it not considers the different potential impacts if adopted.
For validating the proposed approach and tool, the case study method was adopted. Indeed, this kind of method allows researchers to retain the holistic and meaningful characteristics of real-life events (e.g. organisational and managerial processes, maturation of industries, etc.) [28] . Next section illustrates a real case study based on a networked enterprise in the field of business innovation development. Two more case studies will be developed for testing the proposed approach and tool.
Conclusion
In this paper, we have proposed an Ontology-based Interoperability Assessment for Networked Enterprise. The proposed approach is supported by a semi-automated tool that allows to determine the maturity level of an organization in terms of interoperability and point out some improvement actions that can be undertaken. We argue that adopting an ontological approach, allow us to provide a common understanding for interoperability assessment, despite the different views that exist. This is done through an investigation on the different concepts of Interoperability Assessment and Enterprise interoperability to identify the core concepts related to these domains.
The general steps of the proposed approach as well as the different stakeholders are also described. The current version of the tool is presented. It has the objective to facilitate the assessment approach by providing a semi-automated calculation of the maturity level for each area of interoperability. A case study of an active NE in Luxembourg has been investigated to validate the proposed ontology, by illustrating the potentiality assessment of a particular enterprise.
As future work, we intend to improve the current state of the tool and develop it further with extra functionalities. We also intend to improve the enterprise information collection by performing two steps: (1) implement online forms where employees can connect and enter relevant information. (2) Develop and implement an application programming interface (API) architecture for gathering automatically the information from different sources (e.g. information systems such as Enterprise Resource Planning, Project management systems, etc.). The first step is an ongoing work, and the second one is being investigated.
