Managing complex and dynamic construction projects is challenging as it relies highly on the 12 real-time communication and seamless coordination of numerous 'things' and people that are 13 spatially and temporally distributed at a massive scale. To deal with the associated challenges, 14 various concepts, including internet of things (IoT), cyber-physical systems (CPS), and smart 15 construction objects (SCOs), have been explored in construction. Amidst the increasing 16 overlap and merger of principles among these three pervasive technologies is that clearly 17 narrow definitions and isolated development of each field are no longer appropriate. It is, 18 therefore, opportune for this study to explore and propose a deployment framework that 19 integrates IoT, CPS, and SCOs, with a view to achieving greater synergy that could expedite 20 their holistic implementation. It does so by adopting a mixed methods approach with literature 21 review, technological analyses, case studies, and action research at the core. This deployment 22 framework encompasses the key components of each technology (i.e. the three core properties 23 of SCOs, the bi-directional information flow in CPS, and the extensiveness of devices and 24 networking in IoT) in an inter-connected structure while enabling the uniqueness of each 25 2 technology to be evident. In addition, example application scenarios are described to 26 demonstrate the applicability of the proposed framework in real-life practice. This study 27 contributes to the body of knowledge by presenting a taxonomy that clarifies the similarities 28 and differences between IoT, CPS, and SCOs when applied to the construction industry. The 29 integrated deployment framework can be used to guide further theoretical explorations on the 30 synergistic effects of IoT, CPS, and SCOs, and enriched with practical cases to facilitate 31 construction project management. 32 33
Introduction 37
Managing a construction project involves utilizing various construction resources to achieve 38 project objectives relating to such attributes as quality, duration, cost, function, and durability. 39
Construction resources, including manpower, material and machinery, are usually diverse and 40 scattered across locations and timespans. During the course of a construction project, 41 occurrences such as misallocating funds, delayed or incorrect deliveries, and misplaced 42 construction equipment are common. Many of these problems can be traced back to 43 miscommunication, lack of coordination, and the deficiency in information timeliness and 44
accessibility (Harris and McCaffer 2013, Niu et al. 2016). Despite the stereotype that 45
construction is a traditional industry that is notoriously slow in innovation intake and reluctant 46 to embrace changes, technology development has become a driving force in advancing 47 construction (Stewart et al. 2004 ). This is particularly true for sophisticated construction 48 projects where the execution of tasks requires multiple interdependent actors to work 49 synergistically in the heterogeneous and sometimes hostile environments. The industry has 50 into the information network. Compared with the traditional network of websites, physical 126 objects constitute the network terminals of IoT. The extensively-interconnected network 127 enables every object to participate in the service flow to make the pervasive service intelligent 128 (Ma 2011) . The significance of IoT that surpasses the previous information communications 129 technology (ICT) systems lies in the view that IoT itself, is beyond the individual application 130 level. Instead, as a critical and integrated infrastructure upon which applications can run, 131 services on IoT can be scalable from personalized (such as digitizing home appliances) to city-132 wide, such as delay-free traffic planning schemes (Stankovic 2014) . While IoT caters for the 133 interconnection and interaction between multiple systems, hidden values of domain-specific 134 applications can also be harvested by interacting with domain-independent services (Al-135
Fuqaha et al. 2015). 136 137

Cyber-Physical Systems (CPS) 138
CPS are engineered systems that are built from, and depend upon the seamless integration of 139 computational algorithms and physical components (NSF, 2016) . A key aspect of the CPS 140 approach is an effective mechanism for facilitating bi-directional coordination between the 141 cyber and physical 'twins' (Lee 2008 , Anumba et al. 2010 ). The concept of bidirectional 142 coordination in CPS is used to describe the two-way integration of virtual models and physical 143 assets such that changes in one are automatically reflected in the other (Anumba et al. 2010) . 144
The importance of CPS represents both philosophical thinking and a promising direction for 145 technological system development: to represent and interact with the world through 146 computation, communication, and control in cyberspace (Baheti and Gill 2011) . CPS has been 147 applied to smart grids, autonomous vehicle systems, medical monitoring, process control 148 systems, robotics systems, and automatic pilot avionics (Khaitan et al. 2014) . Advances in 149 CPS will enable capability, adaptability, scalability, and resiliency that will far exceed the 150 simple embedded systems that are currently available. 151
To explore the potential of CPS in the construction industry, Akanmu et al. (2013b) refined its 153 definition as "a tight integration and coordination between virtual models and physical 154 construction/constructed facility so as to enable bi-directional coordination". Likewise, Chen 155 at el. (2015) addressed the similar needs in their concept of bridging building information 156 modelling (BIM) and building (BBB), which emphasizes the connection of information 157 contained in BIM with as-built situation in the ongoing, physical building processes. In 158 construction, bi-directional coordination enabled by CPS aims at active monitoring and control 159
of construction activities such as building components being erected on site, or the 160 corresponding virtual model being updated to reflect the latest status of the component. 
Smart Construction Objects (SCOs) 171
If smart objects are the basic nodes of IoT, then smart construction objects (SCOs) serve as the 172 fundamental element for IoT application in the construction context. For SCOs, the scope of 173 'things' is narrowed down from general objects to construction resources including machinery, 174 tools, device, materials, components, and even temporary or permanent structures (Niu et al. 175 2015) . The concept of smart objects in IoT is developing along with their unique properties, 176 including possessing a unique identity, data collection and storage capacity, the ability to 177 communicate and interact with other entities, and decision-making ability (López et al. 2013) . 178
As a step towards ubiquitous computing and "smartness" in the construction context, SCOs 179 inherit the three core properties of smart objects, namely awareness, communicativeness, and 180 autonomy (Niu et al. 2015) . Awareness denotes SCOs' ability to sense and log their real-time 181 condition and that of the surrounding environment; Communicativeness means the ability of a 182 SCO to output information it has obtained through its awareness; and Autonomy refers to the 183 ability of a SCO to take self-directed action or alert people for further action based on preset 184
rules. 185 186
SCOs have demonstrated versatility and customizability in supporting various CPM 187 applications. By making pre-fabricated components into SCOs, Niu et al. (2016) have proposed 188
and tested a SCO-enabled logistics and supply chain management system to facilitate decision-189 making, which helps to achieve process and information concurrence. As a result, more 190 informed and prompt decisions could be made. Similarly, SCOs always demonstrated 191 potentials to assist on-site operations (Liu et al. 2017 ), safety management , 192 and facility management (Niu et al. 2015) . While these SCOs are still providing decision-193 making information to human decision-makers, what makes them different from conventional 194 construction objects is that they can communicate with each other directly. In doing so, some 195 routine or clearly rule-based decisions can be made by SCOs autonomously without necessarily 196 involving human decision makers in the loop (Niu et al., 2015) . 197
To reiterate, the deployment framework is developed to serve two purposes (a) to clarify the 200 confusions surrounding the emerging pervasive technologies such as IoTs, CPS, and SCOs; 201 and (b) to integrate them to achieve better deployment in supporting project management 202 throughout the whole life cycle of complex construction projects. Nevertheless, there is no 203 readily accepted methodology for developing a framework of this kind. The authors have thus 204 referred to various methods as described in literature to develop 'conceptual frameworks', e.g., 205
McGaghie et al. to their definitions and the listed studies, Figure 1 demonstrates the similarities and differences 243 among the three concepts. The confusion relating to the three concepts usually arises from the 244 common features they share. The most obvious common point is that the applications of IoT This study provided a framework for efficient project management by using IoT-based tehcnologies to reduce the time for decisionmaking, which was validated in a construction project scenario. 
This study proposed a conceptual framework for a cyber physical system for energy management in building structures.
Smart meter. Smart inverter etc.
Energy management Akanmu and Anumba (2015) This paper demonstrated the potential value of CPS approach in enhancing bi-directional coordination through yhe development of system architectures, scenarios and prototype systems. 
This study focused on using CPS in smart building for energy-efficiency by proposing a novel error correction mechanism.
Zigbee Energy management
SCOs Niu et al.
This study articulated the concept of SCOs and their core properties, computing applications, and representations.
RFID, Bluetooth Safety management, facility management, etc.
Niu et al. (2016).
This study piloted the SCOs-enabled management framework in supporting logistics and supply chain management.
GPS, GSM, Arduino etc.
Logistic and supply chain management
Liu et al.
This study developed a SCO-based tower crane system to provide reai-time component tracking and warning in prefabrication construction.
GPS, IMU, WiFi etc.
Profabrication construticon Niu et al. (2018).
This study developed a OHS management system supported by SCOs that could identify and respond to dangerous situations autonomously in tower crane operations.
IMU, barometers, GPS, etc.
Safety management Table 1 properties that enable them to sense, communicate, compute and take actions while not 276 compromising their original appearances and functions). In particular, the autonomy of SCOs 277 could harness the power of artificial intelligence to take actions promptly and autonomously 278 that equals or exceeds human intelligence with regard to specific tasks during the construction 279 stage (e.g. to eliminate a hazard at source when a near-miss condition is detected by a SCO). 280
The autonomy of SCOs are of help during the construction stage where the site environment is 281 dynamic, complicated, and fragmented. In comparison, automation controls in most CPS and 282
IoT studies focuses on the facility management stage or smart building appliance. To managing 283 the complex on-site conditions, the intelligent capacity of 'things' in IoT and the physical 284 component in CPS may be lower: for example, some RFID-tagged devices may not have the 285 ability to take autonomous or reactive actions. 286 287 CPS emphasizes the bi-directional (cyber-to-physical, and physical-to-cyber) information 288 exchange and feedback, where the back-end system should give feedback and control the 289 physical world in addition to sensing the physical world, forming a closed-loop system. 290
Compared with SCOs that may take rule-based actions on their own, the control and decision 291 power in CPS largely relies on the cyber side. IoT emphasizes networking and interaction, 292 aiming at interconnecting the miscellaneous 'things' in the physical world, which could include 293 but are not limited to SCOs, CPS and other devices or sub-systems. Besides, IoT is 294 characterized by the extensiveness in the quantity of devices, the type of devices, and the 295 connection modes (Ma 2011 ). Compared to CPS or the SCO-enabled system, the amount of 296 connected 'things' in IoT can sharply rise up to several billions. The devices may be connected 297 in a wired or wireless mode, with strong state routing or statistical weak state routing in the 298 large-scale heterogeneous network of IoT. 299
300
In summary, a closer examination of the similarities and differences between IoT, CPS, and 301
SCOs shows that they obviously present their own strengths and fair share of weaknesses. They 302 also present an opportunity to be integrated so that their strengths can be maximized while the 303 weaknesses can be largely alleviated. This is particularly opportune when the three 304 technologies are beginning to gain traction in the construction industry. 305 306
The integrated deployment framework for IoT, CPS, and SCOs in construction 307
A deployment framework is proposed that build on the similarities of these technologies to 308 support their integration while preserving their individual characteristics. As shown in Figure  309 2, the structure of the framework is developed with reference to the basic three-layer 310 architecture prevalent in existing studies of IoT, comprising perception layer, network layer, The first layer, the perception/physical application layer, caters for the awareness of SCOs for 337 capturing real-time data and autonomy of SCOs for taking reactive actions. In contrast to the 338 perception layer in traditional IoT-based deployment framework, a physical application 339 dimension is added, making it a spectrum-like layer that could support both perception and 340 action-taking. Therefore, the near real-time action-taking ability of SCOs, based on the 341 changing environment factors, can be well hosted by this layer. The reactive actions, faster and 342 more precise than human intervention sometimes, could help prevent dangerous situations 343 turning into accidents ). For example, when a smart mobile crane detects that 344 it is entering a restricted area, it could autonomously halt the motions to prevent further possible
collisions. 346
Sensing and perception of the status of 'things' and their surrounding environment is the 348
The communication layer 359
The communication layer supports data transmission through various networks. There are three 360 forms of data transmission. Firstly, it supports one-way data communication, including 361 collecting data from sensors and conveying instructions to actuators. Secondly, local or 362 regional data exchange among SCOs are supported to enable the communicativeness of SCOs. 363
Thirdly, it bridges between the object/outer application layer and the inner application layer, 364 supporting the bi-directional data flow between the physical objects and the associated virtual 365 representation for CPS. The data can be transmitted through a wireless network, cable network, 366 or the enterprise Local Area Network (LAN) by technologies including Fiber to the x (FTTx), 367 universal mobile telecommunications system (UMTS), global system for mobile 368 communications (GSM), WiFi , Bluetooth, Zigbee, and infrared technology. 369
The communication layer also stores and processes the data ubiquitously by providing the 371 cloud computing service. The proposed framework is expected to handle big construction data 372 that are generated over time from numerous sources at construction worksites. The data is also 373 varied and could include activity workflows, asset inventories, as well as dynamic 374 environmental conditions at the work sites. Due to the volume, velocity, and variety of data, 375 traditional databases are inadequate to cater for the requirements and mobility required in the 376 proposed deployment framework. In contrast, cloud computing bypasses the costly solution of 377 establishing specific hardware platform at each work site. The ubiquitous storage and 378 processing ability allows this cross-layer service to receive, deliver, exchange information over 379 the network wire protocols. In order to coordinate numerous SCOs across the entire network, 380 
The cyber application layer 388
While some of the applications can be executed autonomously by SCOs in the physical 389 application layer, the cyber application layer is still an indispensable component in the 390 proposed framework. Other than simple and rule-based actions that can be handled by the 391 autonomy of SCOs in the physical application layer, there are always some more sophisticated 392 decisions to be authorized by a human expert to ensure its accuracy and confidentiality, 393 depending on the severity of the situation. In this case, decisions will be concluded in the cyber 394 application layer and then sent back to the physical application later for appropriate actions. 395
The importance of the cyber application layer is also embodied in its ability to provide high-396 quality services to meet end-user requirements. The virtual representations of the "internet of 397 construction things" are managed in the cyber application layer, which may have a variety of 398 manifestations including dynamic graphs and charts, interactive maps, and 3D models such as 399 BIM models. The form of representation is based on the services requested by end-users. For 400 instance, data such as the current location and tracking path will be visualized in an interactive 401 map if an end-user would like to inquire about the transportation and logistics status. 402
403
The management-support layer 404
On top of the applications in the cyber and physical application layers that are directly 405 associated with project operation and management, the management-support layer provides a 406 hub for more profound data analysis and feedbacks. Data collected from distributed sites and 407 across timespans are compiled together for further analysis in the management-support layer. 408
Decision-support models such as building energy models, and life-cycle assessment, risk 409 management models, and models of corporate social responsibility etc. can be incorporated in 410 the management-support layer to utilize the data in the system. The management-support also 411 supports the management of the underlying three layers and the cloud computing services. 412
System maintenance, upgrades, research and operation feedbacks are supported by this layer 413 to ensure the service enhancement and sustainable development of the system. Similarly, based on the idling time (which consumes power), the on and off periods can be 452 adjusted without penalizing projects for energy-saving purposes. The data from T-a1, T-a2, 453
and T-a3, together with data from other SCOs in the same site, could further be utilized in the 454 management-support layer for analysis of power consumption, equipment usage patterns, and 455 utilization rates on a site basis. 456 Without the IoT-based network, a smart tower crane could autonomously alert people ahead of 476 the time of breaking point. Thus, project personnel can wait for T-a1 to be maintained before 477 putting it into usage again. In comparison, when T-a1 is incorporated into the IoT-based 478 network, the proposed framework enables people to avoid or reduce the waiting time by pairing 479 T-a1 with a back-up smart tower crane such ash T-a2 in case of breakdown or during 480 maintenance. When T-a1 is approaching the time of maintenance, the work to be carried out 481 by T-a1 can be passed on to T-a2 (as appropriate) while T-a1 is unavailable, enabling the tower 482 cranes to be utilized at peak efficiency. of components is associated with a designated status during the entire logistics process 499 including: pre-shipment, en-route, arrived on site, and installed. In Figure 5 , the location of 500 M1-b1 and M2-b1should be associated with the status of "arrived on site" while M1-b2 and 501 M2-b2 should be 'en-route'. The status information can be visualized in the BIM of B-b1 as 502 colour changes or animations, allowing for real-time rendering of the building in progress, as 503 well as establishment of project control. 504 This study contributes to the body of knowledge by firstly clarifying the similarities and 565 differences between IoT, CPS, and SCOs applied to the construction industry. A systematic 566 review and comparison of the three concepts was lacking prior to this study. Repetitive 567 explorations and synonyms have been misused due to the inexplicit relationships between them. 568
Since the concept of IoT, CPS and SCOs share several common features, studies in the 569 construction context that address them either individually or together may give rise to 570 confusion. For example, the SCO-enabled management system is actually a CPS in essence. 571
To this end, proposing the framework to integrate the concept of IoT, CPS and SCOs serves to 572 clarify their differences and similarities, and to elucidate the intertwined terms. Based on the 573 interoperability. For the empirical test of each case, the system framework with the hardware 586 and software support needs to be designed and prepared from scratch. With the similar 587 underlying technologies, the system structure, the supporting facilities, and the management-588 support service can actually be shared either at trial stage or when put into practical operation, 589 enhancing the inter-connectivity and interoperability when a new device or system is added. 590
The integration of IoT, CPS, and SCOs also represents an important opportunity for 592 implementing data-driven research studies and practical analysis. Using SCOs for data 593 collection ensures the least interruption to existing construction processes, as less intrusive 594 sensing devices will be introduced into construction sites if the existing construction objects 595 are augmented with the sensing abilities. With the cyber representation of SCOs supported in 596 each CPS, the managing of each SCOs and the collected data becomes accessible at the 597 computer-end, ensuring the timeliness of the captured data. Given the inter-connected network 598 support provided by the IoT to capture, store, process, and analyse large amounts of real-time 599 data, the integrated framework can support data mining or even big data analysis for hidden 600 patterns, unknown correlations and other useful information to facilitate better business 601 prediction and decision-making. 602
603
When the three example application scenarios demonstrates the potential value of the 604 deployment framework in assisting CPM mainly in the construction stage, SCOs that have been 605 augmented with smartness and installed during the construction stage can be passed to the next 606 stage to enhance facility management (FM). Especially for construction components that are 607 made into SCOs, such as the prefabricated components and the heating ventilation and air 608 conditioning (HAVC) devices, the awareness, communicativeness and autonomy could keep 609 operating throughout facility's operations and maintenance phase of the structure to assist 610 facility management. In this sense, the deployment framework has the potential value to the 611 entire lifecycle management to accommodate various aspects of a construction resource and 612
activities. 613
Managing complex and dynamic construction projects calls for technological assistance in 616 coordinating the diverse and distributed construction resources and people at a massive scale. 617
To respond to this call, many technologies including internet of things (IoT), cyber-physical 618 systems (CPS), and smart construction objects (SCOs) are starting to gain traction in 619 construction. By clarifying the similarities and differences between these concepts, this study 620 sought to synergize them to serve construction project management (CPM) better than they can 621 do in isolation. It was discovered that although the three technological instruments focus on 622 different levels of analysis, they share common traits (such as sensing, identification, 623 communication and auto-control technologies) for similar managerial challenges including 624 real-time monitoring, comprehensive data collection and retrieval, making context-sensitive 625 alerts, and supporting predictive planning. Each of the technological instruments has its own 626 strengths (to be maximized) and weaknesses (to be mitigated) and these can be done by 627 integrating them in a more synergic manner. 628
629
This study also developed a generic framework that integrates IoT, CPS, and SCOs for CPM. 630
Four layers with appropriate technological tools are proposed in the framework to cope with 631 the structure frame of an IoT network, the bi-directional communication required by CPS, and 632 the three core properties of SCOs. In line with the proposed framework, example scenarios 633 were presented to illustrate the potential benefits of integrating IoT, CPS, and SCOs in CPM. 634
This study also demonstrated the versatility of the framework to cater for various needs in CPM. 635
The proposed framework is also compatible with other research studies on data mining and big 636 data analysis. 637
638
The main contribution of this study is twofold: (a) streamlined the three popular, yet easy-to-639 confuse conceptual ideas, namely, IoT, CPS, and SCO in the context of construction; and (b) 640 integrated them into a generic, yet operable framework that can facilitate CPM. Certainly, the 641 longevity of such frameworks lie in the extent to which they are adopted in industry practice. 642
Future research is encouraged to turn the framework into real-life systems to facilitate real-life 643 CPM practice, and empirically examine the synergistic effects of IoT, CPS, and SCO 644 integration. The theoretical foundation of the framework can also be enriched with practical 645
cases. 646 647
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