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Modeling Language)和 SOA(Service-Oriented Architecture) 有机融合形成一
种新的面向服务体系结构建模，以及结合在线考试系统的具体结构，由网络级、
系统级和应用级三个层面提出具体可行的安全解决方案。 




在系统实现阶段，主要采用 ASP .net 2.0 作为开发环境，采用 C#作为开发工



































Online examination system construction and use of teaching techniques to 
promote reform and improve the efficiency of an important work of teaching. In this 
paper, the civilian police training police hospital on the actual needs of online 
examination system, From the introduction of a new modeling methodology and 
examination system to protect the safety and seriousness of these two angles, Using 
the UML (Unified Modeling Language) and SOA (Service-Oriented Architecture) to 
form a new organic integration of service-oriented architecture modeling, and the 
combination of the specific structure of online examination system, Level from the 
network, system level and application-level three levels of concrete practical security 
solutions. 
Early in system design, using SOA architecture guidance to the process of 
modeling UML realization, function of the system in the test model based on a 
detailed study, SOA-based system architecture-centric, standards-based access to the 
functional entity to meet the needs of these two characteristics of loosely coupled 
guide system modeling process, and thus export the system data table structure. 
In the system implementation phase, the main use of ASP. Net 2.0 as a 
development environment using C # as a development tool, the background database 
using SQL Server 2005, database access technology using a variety of operations on 
the database. 
Safety in the system design phase, the main line test system for the current 
existence of some general security issues, application authentication, user rights 
management, cheat prevention, test protection, data backup and many other 
technologies designed to enhance the comprehensive and effective online examination 
system security. 
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