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I. THE FASCINATION AND DANGERS OF TECHNOLOGY
There is perhaps no issue more on the mind of CEOs than the is-
sue of how technology will affect the business of banking. It has the
possibility of transforming the business radically, yet in many re-
spects its impact is fairly modest. Huge amounts of money are being
spent on the development and implementation of programs that
have, yet to prove their real world viability.
A. Why?
Technology holds the promise of changing the way banks do
business. Historically, we think of banks as attracting funds from the
public through retail branches and making loans through individual
loan officers. That vision is clearly not entirely accurate, as vast
amounts of money are gathered and transmitted electronically, and
lending is done by mail, by phone or otherwise, with computers doing
electronic scoring of data. This transformation, however, is not com-
plete.
The current process is rife with inefficiencies. We still move
checks around, handle currency, deal with original notes, have tellers
and branches, worry about geography and the types of products and
services that can be offered. The ability to break through almost any
of these barriers (and countless others not mentioned) has the ability
to generate substantial savings.
Technology holds forth three great promises for banks: conven-
ience, cost savings, and income. There are certainly more potential
advantages than these, but for the purposes of a starting point, these
three will certainly do. Technology offers ease of access, ease of
transaction processing, ease of communication, and ease of perform-
ance. Technology holds the promise of lower costs. By driving out
the inherent inefficiencies of paper-based, physically-based, and geo-
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graphically-based operations, costs can be driven down dramatically.
Finally, technology holds the promise of additional sources of in-
come, as the banks exploit the opportunities afforded by alternative
delivery systems, alternative products and alternative services. These
promises yield the following benefits, among others: (1) attract and
retain customers; (2) create brand awareness; (3) lower transaction
costs; (4) eliminate paper; (5) better bundle of products and services;
(6) avoid regulatory impediments; and (7) capture product segments.
1. Attract and Retain Customers
Banks compete on a variety of grounds (convenience being one
of the more important), at least for the retail customer. The number
of consumers that rate the physical proximity to a branch office as a
significant factor in choosing a bank is remarkably high. Perhaps the
reason is that for better or worse, there is still much in banking that is
paper-based, and the time and inconvenience associated with distant
branch locations is significant for those few instances when a physical
location is required.
Technology may not be able to eliminate the need for a branch
location entirely, but it clearly can minimize the need for that physi-
cal location. Technology allows the bank to be anywhere the
technology can reach, be it the automatic teller machine (ATM), the
computer, the telephone, or the television screen. It adds a signifi-
cant convenience factor for those customers comfortable with the
technology, thus providing an advantage. Banks that use technology
find that not only are current customers migrating to the technolo-
gies, but new customers are attracted from other institutions.
2. Create Brand Awareness
Because technology allows penetration through new avenues,
technology holds the possibility of creating awareness for a bank and
its products and services. If a bank designed and implemented a truly
unique system, it potentially has the ability to force migration of cus-
tomers to its system. It is doubtful that a single institution could have
that power. On the other hand, groups of banks could create such a
system, and if the bank can promote its own brand, it has the ability
to create a strong differentiation from its competitors.
3. Lower Transaction Costs
One of the great promises of technology is the ability to lower
transaction costs. To use a simple example, it may cost substantially
less if bank statements are transmitted by e-mail than physically
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printed and mailed. The transaction costs of an ATM are less than a
teller; the transaction costs of a credit card loan are less than the old
installment loan; the transaction cost of a Certificate of Deposit (CD)
sold through a money desk are less than a passbook account; as well
as other areas where transactional cost may be less. By eliminating
paper and reducing people and physical facilities, the costs of doing
business can be driven down substantially.
4. Eliminate Paper
Alluded to above, the costs of handling paper are astronomical.
The volume of paper is staggering. Checks are physically transmitted
through the payment system. Bank statements are created and
mailed. Notes and loan documents are signed and retained for safe-
keeping, with payment coupons routinely mailed. Notices are
physically delivered. Loan applications are submitted, transmitted
and reviewed. And copies of all of these items are routinely made,
kept, circulated, filed and stored.
5. Better Bundle of Products and Services
In spite of great strides that have been taken by the regulatory
agencies, there are still substantial restrictions on the ability to offer
insurance, securities, and other products and services. Through tech-
nology, those products and services can be bundled and offered in an
almost seamless manner.
For example, a home equity product is a relatively simple prod-
uct to offer over the Internet. Basic information can be obtained,
title verified, credit checked and scored, and the loan processed al-
most entirely without the need for face to face contact. The equity
product lends itself to the offering of various insurance products,
which can be accessed by a simple click of the mouse. The insurance
products can link to securities products or services. Not all of these
products can or even should be products of the bank. However, the
bank can benefit from the packaging arrangement, both financially
and through enhanced customer satisfaction.
6. Avoid Regulatory Impediments
Again, alluded to above are the myriad of laws and regulations
designed with a geographically based banking system in mind.
Where services can be offered becomes less relevant in a computer
based system. What products can be offered becomes similarly less
relevant. When transmission of information occurs at any location,
and when information can be packaged and presented in any fashion,
1997]
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our regulatory structure seems slightly irrelevant.
There are, of course, numerous other examples. Banks may link
electronically, bypassing the Fed Wire. Banks can create electronic
money, bypassing the payments system in its entirety.
7. Capture Product Segments
Electronic money is a good example. The bank that can create
its electronic currency and establish a significant position has a
unique advantage that it can exploit to its benefit in other areas.
Electronic money ties to traditional deposit relationships, to home
banking, to various credit activities, and to a wide range of other
products and services.
B. Fears?
Perhaps because the promises of technology are so great (and
the prognostications have proved so wrong), there is a certain hesi-
tancy to rush headlong into untested and untried systems. Much of
this skepticism is healthy.
1. Danger to the Geographic, Physical Delivery System
There is a fear that an electronically-based banking system will
spell the demise of the branch network. The investment in the
branch network is substantial; it is still the focal point for the delivery
of a wide range of products and services. Technology poses several
dangers: that the branch system will become obsolete; or more im-
portantly, that the people establishing and operating branch delivery
systems will become obsolete.
In truth, the danger is probably the reverse: technology will do
very little to impact the need and the necessity for a branch delivery
system, and technological demands will divert attention away from
this critical component of customer attraction and product delivery.
2. Danger of the System That Cannot, and Will Not Perform
The Internal Revenue Service announced in early February that
the $4 billion it spent on creating a fully linked computer system was
essentially wasted. The system it had acquired could not handle the
data it was designed to handle, couldn't perform the tasks it was de-
signed to perform, could not communicate with the other computers
in the Service, and in general was an unmitigated disaster.
The IRS will survive its problems. It is doubtful that a financial
institution could do so. Information, and access to information, is the
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lifeblood of banking today. What do you suppose would happen if
customers could not gain access to their balances, could not perform
transactions, and could not be sure of their funds? And how would a
bank operate if it lacked that same information?
3. Driving Away Customers Through Difficulties, Costs, and Other
Obstacles
Technology can be baffling, confusing, troublesome, quirky, frus-
trating, and a myriad of other things, all at the same time. Recall
your first experiences with DOS or even waiting for Internet connec-
tions. Customers will inevitably encounter many of these same
feelings with bank technology, with some relatively predictable re-
sults.
4. Equalizing the Playing Field
In many respects, technology is the great equalizer. Both the
largest and the smallest banks can offer home banking, remote bill
paying and other similar services. Just as the nationwide ATM net-
works allow every bank to offer similar services to customers at
virtually every location, technology holds the same promise. Ac-
cordingly, competitive advantages may be lost.
The more realistic fear is that the playing field will get equalized,
and you won't be on it. Electronic delivery is but one method of de-
livering products and services. It will be important to a segment, and
with respect to that segment, they may well have the ability to easily
choose among a number of equally convenient providers.
5. Allowing Others to Capture Your Customer Base
One of the most valuable assets of a financial institution is the
customer relationship. Technology allows others to capture that rela-
tionship, control the access of the customer to the institution, and to
facilitate the movement of the customer to other providers of
equivalent products and services.
The technology providers can capture and package the financial
services as part of their product offerings, perhaps as easily as the
banks can capture the technology to facilitate their offerings of finan-
cial services. Further, just as the bank can use insurance products to
enhance the bank's product menu, the insurance company can use
bank products to enhance its product menu. The key is controlling
the client relationship.
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6. No Certain Legal Framework in Which To Operate
One of the most frustrating aspects of implementing technology
in the banking area is the lack of certain rules. We operate under a
legal framework designed for a system that does not exist. Are
stored value cards deposits? If I use a stored value card, have I paid?
What happens when the bank receives a check which states
"signature on file?"
7. The Fear of Fraud, Counterfeiting, or System Meltdown
One of the interesting things about electronic commerce is that
there is no such thing as a duplicate. The "thing," whatever the thing
might be, is a collection of bits of information. A duplicate of the
thing is as much an original as the original itself; it cannot be distin-
guished. Duplicate electronic money can be spent just as easily as the
original. Duplicate user identity permits as much access to a system
as the original user identity. The potential fear of fraud and counter-
feiting justify the ample efforts to provide security and integrity for
such systems.
A similar risk arises in multi-party systems such as many of the
stored value card systems. For instance, in the VISA Cash stored
value card model, there will be several participants issuing cards.
What if one of the issuing banks fails? Will the other participating
banks be held responsible, either by contract or by some court, for
the obligations? Again, such possibilities justify caution in the area.
II. HoME BANKING
Home banking, that is, banking through telephone, television, or
computer, is a vivid illustration of the considerations discussed above.
It presents all of the potential advantages and pitfalls discussed
above.
A. Advantages
1. Expanding Customer Options
The apparent ease and convenience of home banking augments
the convenience of ATMs and other forms of delivery of products




2. Lower Cost Delivery System
The theory is simple. Providing transactions and information
electronically should be substantially cheaper than providing such
services and information in a physical form. On the other hand,
given the relatively high costs of developing the technology, the bank
must find sufficient volume over which to spread those costs. Elec-
tronic delivery of account statements is cheaper than printing and
mailing, but if you spend $1 million developing the system and only
five customers use it, it would perhaps be cheaper for the CEO to
deliver the statements in person on request for those five customers.
3. Competitive Equality with Banks with Greater Geographic
Distribution Systems
An outgrowth of the convenience factor. When banking can be
conducted at home and through ATMs, the location of a branch is
simply less important.
4. Easier to Package Related Products and Services
By delivering banking products over the computer, it is easier
and simpler to package related products and services. In the physical
world, we worry about having different personnel, physical separa-
tion, and regulatory restrictions. In the world of the computer, these
items are separate only by the click of the mouse. Disclosures are
standardized. The bank can use products and services of other pro-
viders, accessible from its home page, in a relatively seamless fashion.
And the bank can be compensated for that service.
5. Ability to Capture and Use Customer Information
Computer-based systems can capture all of the transactional in-
formation for the use and benefit of the bank. Because the
transactions occur through the bank's system (rather than outside the
system), the bank has the ability to retrieve the information and po-
tentially determine other products and services that might be
profitably offered to the customer. The information has substantial
value to other vendors of products and services.
B. Disadvantages
1. Expensive to Build One-Off Systems
Many of the home banking systems that have been developed
have been single use systems, designed for a specific access mecha-
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nism (e.g., screen telephone, personal computer), and not easily us-
able in other access mediums. These systems may or may not be
similar to systems developed by other institutions. This creates a
disincentive for consumers, as they may be unwilling to invest the
time and effort to place their financial affairs in the control of a com-
puter, if, when they move, they will be unable to use the information
they have placed on that system effectively.
2. Buying Off the Shelf May Not Provide Brand Identity
One of the great fears banks have in dealing with Microsoft or
Intuit is the loss of control over the interface with the customer. To
use an example, when the customer accesses the banking system, do
they see the bank logo, or do they see the Microsoft logo? Can con-
sumers choose from the product and service array of your bank, or
are a bank's consumers able to select from a broad array of banks
that offer similar, competing, or different products. While it may be
cheaper to use the Microsoft or Intuit products, banks may be loosing
the control over the customer base.
3. Customer Dissatisfaction with Cumbersome Systems
The initial experiences with home banking indicate that there
will be occasions when the system will be slow, or even inoperational.
Consumers feel strongly about their funds and are unwilling to trust
their funds to systems that they believe are unstable or may be sub-
ject to error. Some of those customers may migrate away from the
bank to the competition.
4. Loss of Comparative Advantages
Technology has the potential to reduce the comparative advan-"
tages of a bank's delivery strategy. For example, adding remote
banking to a geographic based system reduces one of the advantages
of that system. A customer severed from the geographic advantages
may choose from a wide range of providers, as accessible as their
home computer. If a bank is attempting to create advantages
through price competition, the customer will be able to compare
prices from numerous providers through technology.
5. Uncertain Legal Environment
There are still a number of unanswered questions regarding the
applicability of a myriad of laws and regulations to electronic banking
and commerce. Are digitized signatures (as opposed to digital signa-
tures) valid? What legal significance is a check bearing the notation
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"signature on file?" What happens if there is no original document
evidencing a note or loan agreement? Banks are currently doing all
of these things, making their best guesses as to the legal impact.
6. Fraud and Consumer Risks
Access to the bank and its funds through remote locations, un-
controlled by the bank, poses substantial risks to the bank and to its
customers. As noted above, there are no original "things" in the
world of electronics. Anyone with the right combination of informa-
tion can access the bank; anyone with the right combination of
information can create another original.
Further, one of the overriding principles of banking law today is
that the customer is generally protected from his or her own negli-
gence. If you lose your credit card, your liability is limited, almost
regardless of what you do to facilitate the "loss." There is no reason
to believe that these same principles will not be applicable to the
home banking area.
III. ELECTRONIC MONEY
Shifting gears slightly, electronic money presents its own set of
issues and problems. While it affords substantial advantages to the
bank able to establish an accepted, functioning system (something
that has eluded every participant to date), there is a myriad of legal
issues, very few of which have been answered.
A. What is it?
Whatever electronic money is, it is not currency. For the pur-
poses of this discussion, it is perhaps useful to think of electronic
money as being nothing more than glass beads. Under some system
that has been established by the issuer of electronic money, these
glass beads can be used to purchase goods and services, and at some
point they can be redeemed for or converted into "real" money. The
various rights and liabilities of the participants in these systems are
generally determined by contract rather than by statute. There is
very little in the form of regulation governing these systems.
1. Types
There are various types of electronic money under development.
Surely there will be more. As noted, no party has developed a widely
accepted functioning system to date. Thus there is much experimen-
tation as to the most advantageous form.
1997]
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a. Stored Value Cards
There are various experiments and pilots attempting to test the
validity of stored value cards. Perhaps the most auspicious was the
Olympics test last summer in Atlanta, where Wachovia, Nations-
Bank, and First Union offered VISA Cash stored value cards.
The cards were roughly based on the VISA system, where banks
issue cards to customers, the customers use the cards with partici-
pating merchants, the merchants transmit that information to their
banks, and the banks settle through the VISA network. Stored value
cards are fundamentally different, however. A credit card represents
an extension of credit by the card-issuing bank. The customer settles
up only after the fact by repaying the card-issuing bank at some point
after the relevant information had passed through the system. VISA
also operates a debit card program, where the customer, when using
the card, accesses his or her account with the issuing bank. The
VISA system operates to make sure that the merchant accepting the
card gets paid from those funds that were subtracted from the ac-
count upon use. The stored value card is different, however, in that
the customer pays for the value first. The money remains at the bank
until the customer later uses the card, at which point the merchant
will be paid from the bank's funds after the information is processed
through the VISA system.
The issuer receives the funds from the consumer, who receives a
card with a computer chip. The chip contains information that allows
the card to be used to purchase goods and services up to an identified
value associated with that chip. "Use" typically involves inserting the
card into a terminal, which "reads" the chip, verifies the validity of
the card and the value associated with the card, and subtracts the
value of the transaction from the chip. The terminal adds that value
to its own information base. At some point, the merchant transmits
that information to its bank, and it will receive payment for that
value.
Typically these cards are not tied to a particular owner. They
are bearer devices, in the sense that the possessor of the card is enti-
tled to use the card and the associated value. If a customer loses a
card, or the card is stolen, there is no practical way for the issuing
bank to stop the holder of the card from using it and obtaining the
value associated with the card.
These cards may or may not be "auditable." That is, there may
be little practical way for the issuer or any other person or party to
trace the transactions occurring on a card. While such capacity may
be feasible in some of the pilot projects with few issuers, few card
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holders, and few merchants accepting the cards, it seems unlikely that
such ability would exist if the cards ever became ubiquitous.
b. Computer/Internet Money
Whereas stored value cards are cash substitutes basically used by
the individual in those instances where cash would otherwise be used,
Internet money is slightly different. The computer provides a plat-
form for a wide variety of electronic commerce. Simple examples
include purchasing goods and services from providers such as L.L.
Bean. Buying information, downloading software, transferring funds,
on-line gaming, and so on all call for transferring value from one
party to another.
Financial institutions and others are seeking viable systems for
handling these transactions. Examples are Cybercash and Digicash,
systems where the consumer transfers funds to the issuer in exchange
for electronic value that they can then use for the purchase of goods
and services through the computer. As the product is used, the value
is decremented.
c. Mondex
The Mondex system is an interesting variation on electronic
money. The foundation of Mondex is that an entity will issue elec-
tronic money in exchange for real money. This electronic money is
transferred to a customer and is held on an electronic device. This
money can circulate freely, and it need not be redeemed at any par-
ticular point. The consumer can buy a newspaper, using $.25 of value
for the purchase. The vendor can use that $.25 to pay the wholesaler.
The wholesaler can use the $.25 to pay the publisher, who can use it
to pay the ink supplier, who can use it to pay his employee, who can
use it to buy groceries, and so on.
Each of the participants in the system must possess the techno-
logical device to permit participation. Each has the right at any time
to redeem the electronic value for real money. The system thus rests
on continued trust and confidence of the physical currency system.
The Mondex and similar models raise interesting questions re-
garding the issuance of money and currency, the float inherent in
such a system, and competition with the "official" issuers of money.
2. Not Money
As discussed above, one of the first issues is attempting to de-
termine what electronic money really is. There are a number of
analogies, none of which is totally applicable, but each of which pro-
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vides useful insight into the issues associated with electronic money.
Whatever electronic money is, it isn't currency, at least not in the
sense used by the U.S. Code. It is not legal and lawful tender, for all
debts, public and private. There is no finality of payment associated
with electronic money, at least insofar as the statutory laws are con-
cerned. An individual is free to accept or reject electronic money. If
it is somehow disavowed at some point along the contractual pay-
ment system associated with that money, the recipient may have the
right of recourse against the user of the electronic money.
Travelers checks are a common analogy. A travelers check is an
obligation of an issuer, clearable through the bank payment system,
generally accepted as a result of the perception of strength of the is-
suer. Electronic money, however, is not a physical instrument, is not
cleared through the check payments system, and is infinitely divisible.
3. Bank Notes
In many senses, electronic money hearkens back to the days of
free banking, when banks issued their own notes. These notes circu-
lated as currency, backed by the relative strength of the issuing bank.
These note were often discounted if the bank was perceived to be
weak, in reflection of the perceived risk of obtaining full payment, or
if the bank was from a distant location, where the strength simply was
not known.
The American Bar Association has authored a paper on elec-
tronic money. Headed primarily by officers of New York Federal
Reserve Bank, the paper walks through the history of money, in-
cluding the period of bank notes in the United States, and draws
many apt parallels.
At the end of the day, however, none of the analogies fully fits.
Electronic money has similarities and differences with virtually every
other payment mechanism, and must be considered as a unique sys-
tem.
The analogy to glass beads may be the best of all. The beads are
something that I am willing to purchase in exchange for legal tender,
are something I can use as legal tender with others, and which others
can redeem for legal tender. This system must rest, however, on our
collective agreement to use the glass beads, for otherwise there is no
statutory foundation for what we are doing.
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B. The Regulatory Framework
Simply because electronic money does not easily fit within ex-
isting frameworks does not mean that existing laws and regulations
are inapplicable. Indeed, much of the legal activity involves deter-
mining exactly how these rules and regulations apply.
1. Deposits
One interesting and critical issue involves whether the "value"
associated with electronic money is a deposit for deposit insurance
and assessment purposes. Last summer, the Federal Deposit Insur-
ance Corporation (FDIC) shed some modest light on the issue with
its General Counsel Opinion Number 8.
In general, the Federal Deposit Insurance Act provides that ac-
counts are insured and insurable up to the $100,000 per depositor
limit. There are several examples of what constitutes an account,
none of which easily fit electronic money, and a general provision
which in essence states that an account is whatever the FDIC deter-
mines constitutes an account.
In response to numerous inquiries, the FDIC essentially allowed
issuers of electronic cash to create insured deposit accounts if they
wished. In order to do so, however, the bank must create some ac-
count relationship for the customer, where funds are held on behalf
of the customer until use. Absent such a relationship, no deposit ac-
count would be created.
Because stored value products in general are intended to be cash
substitutes, usable for small purchases where cash would otherwise
be used, it seems unlikely that an electronic money system would be
constructed that would satisfy the requirements for deposit insur-
ance. The FDIC opinion has the virtue, however, of allowing such a
result if the issuer wishes to set up a system in such a fashion.
2. Federal Reserve's Regulation E Proposal
Regulation E of the Federal Reserve contains a series of familiar
protections associated with accounts accessed electronically. These
protections include initial disclosures, the right to obtain receipts, er-
ror resolution procedures, and perhaps most importantly, limitations
protecting the consumer in the event the access device is lost, stolen,
or otherwise compromised.
The Federal Reserve had been studying the proper applicability
of Regulation E to electronic money. Last year a proposed rule was
promulgated for comment.
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The Federal Reserve took a different approach from that taken
by the FDIC. Rather than focusing on the money and the relation-
ship created, the Federal Reserve focused on the technical capacities
of the various systems.
Certain systems were described as accountable, meaning that
there was some centralized capture of information that allowed the
issuer to track balances and values associated with particular ac-
counts. Others were described as non-accountable, lacking this
centralized data collection. Of the accountable systems, some were
characterized as "on-line," in that there was real time access to the
funds to verify availability prior to processing a transaction. Others
were off-line, in that there was no such real time verification. Rather,
the verification took place elsewhere (probably through token to
terminal communication).
Off-line non-accountable systems were to be exempted from
Regulation E. Off-line accountable systems would be subject to cer-
tain disclosure requirements, but little more. Only the on-line
accountable systems would be subject to most of the Regulation E
requirements, but even in those systems such items as receipts, an-
nual statements, and certain other requirements were waived.
Finally, electronic money devices involving less than $100 were to-
tally exempted from Regulation E coverage.
The Federal Reserve was precluded from finalizing its proposed
regulation by provisions of last year's budget act. The Federal Re-
serve was mandated to study the issue and to present a report, which
is due shortly. In fact, it appears that the Federal Reserve missed the
point of the stored value systems. They may or may not be accounts
in the first instance. If a bank wants to establish an account for a par-
ticular consumer, it can certainly do so. However, stored value
systems and electronic money may or may not fall within such a
framework. For the Federal Reserve to focus on accountability, and
not on the legal relationship established, is somewhat baffling.
3. Escheat
Every state has some form of unclaimed property statute, pro-
viding that abandoned property is to be turned over to the state.
Electronic money systems raise questions as to what happens when
and if the electronic value is not returned for redemption after the
passage of some period of time.
For certain types of systems the problem may be more severe.
For example, in the typical stored value card system, the ability to use
the card expires after a period of time, in part for security reasons.
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After that period, the card may not be used, and in certain systems,
may not even be redeemed with the issuer. So what happens? If it
were a travelers check, the funds held by the issuer would be turned
over to the state after the passage of the appropriate period of time.
Some systems impose a service charge; others provide that the funds
will be turned over to a charity or other organization. At least one
issuer takes the position that the holder of the card has only pur-
chased a contractual right for a payment mechanism, and when that
right expires, there is nothing to be turned over to the state (or to
anyone else for that matter). The latter position has the virtue of
being consistent with the system established. Whether such ap-
proaches are successful will only be seen after the passage of time
and the tactics of the states.
4. Failure Risk
The failure of an issuer presents issues that are uncertain and
complex. As a general proposition, unless an electronic money sys-
tem is structured in such a way as to create an account on behalf of a
customer, the holder of electronic value only has a general claim
against the assets of the failed institution. As there is now in place a
depositor preference system in bank failures (i.e., the depositors have
a priority claim against the assets of the estate over other general
creditors), it is unlikely that electronic money holders will be paid in
full.
There are complicated rules used by the FDIC with respect to
items in process at the time of failure. Again, as a general rule, an
item presented to a bank for payment prior to failure will be hon-
ored. Those arriving after failure will be rejected.
On the other hand, with certain kinds of electronic money, the
failure of the issuing bank does not inhibit the ability of a consumer
to use the value. It may take some time for off-line systems to invali-
date the electronic money, and until such time the consumer may
purchase goods and services.
For all of these reasons, most electronic money systems depend
upon elaborate contractual relationships addressing such issues. The
responsibility may well rest with other issuers to make good in the
event of failure.
C. Disclosure
Given the uncertain legal and regulatory framework, perhaps the
only mechanism for establishing a system of rights and liabilities is
through disclosure. Notwithstanding the apparent willingness of the
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Federal Reserve to exempt stored value systems involving amounts
of less than $100 from disclosure requirements, it will be the foolish
issuer that will not at least attempt to establish a legal framework
through disclosures.
The most basic disclosures involve what the system is and how it
is used. It should explain the risks associated with loss or theft of the
card, access device, or security protocol. It should identify that the
system either does or does not create an account relationship, and
should address the issue of deposit insurance. Redemption proce-
dures should be addressed, as well as fees and charges associated with
use of the electronic money.
These disclosures may not be foolproof, but they represent per-
haps the only realistic method of imposing some system of
responsibility allocation among the various participants.
With respect to other parties involved in electronic money sys-
tems, it would appear that most issues can be handled through
written agreements. Merchants, other participating banks, and other
parties can allocate rights, responsibilities, and liabilities through
agreements, interchange rules, and so on.
D. Who Can Issue
An issue yet to be addressed in the United States is who will be
permitted to issue electronic money. While banks are the natural is-
suers of electronic money, there is no apparent obstacle to non-bank
issuers yet. Indeed, non-banks may be the largest issuers of elec-
tronic money in the United States. Prepaid telephone cards and
METRO cards are common examples. Many colleges and universi-
ties have established elaborate stored value card and smart card
systems, eliminating the use of cash for a multitude of uses. While
the European Community has limited electronic money to banks, no
such decision has been reached here.
It presents interesting opportunities for banks and other finan-
cial institutions. Would you accept American Express electronic
money as readily as Citibank's? GE Capital's as readily as Bank
America's? Merrill Lynch's as readily as NationsBank's? These are
interesting and provocative questions, for in truth many of us already
accept obligations from the non-banks as easily as we accept those
from the banks.
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IV. THE REGULATORY ENVIRONMENT
Over the past two years there has been a remarkable transfor-
mation at the regulatory agencies with respect to the use of
technology, a recognition of its importance to the banking industry,
and a willingness to stretch existing precedents to allow banks to take
advantage realistically of opportunities to address fundamental
needs.
The subject of the regulatory initiatives is addressed more com-
pletely in the companion outline, "Banking Organizations:
Relationships with and Investments in Technology Companies, Struc-
tural and Other Considerations." Without repeating the entire
outline, it is useful to review the steps that the federal banking agen-
cies have taken to liberalize the use of technology.
A. The OCC
Perhaps the most aggressive of the agencies in recognizing the
importance of technology to banking organizations, the OCC has
taken a number of steps to facilitate its use by banks. These include:
(1) revisions to Part 5; (2) revisions to interpretive rulings; and (3)
operating subsidiary orders.
1. Revisions to Part 5.
The OCC took dramatic steps to increase the usefulness of bank
subsidiaries when it finalized its Part 5 revisions (12 C.F.R. Part 5).
Among other things, the OCC reduced the percentage ownership re-
quired of an operating subsidiary from 80% to 50%, and recognized
that an operating subsidiary need not necessarily be limited in its ac-
tivities only to those permissible for the parent bank. This opens the
door for investments in a variety of financial businesses and activities
that, while not necessarily permissible for the bank, are related to the
banking business. Insurance, securities, technology, communications,
and other types of activities could conceivable fall within the ambit of
what the OCC might allow. The revisions were effective December
31, 1996.
2. Revisions to Interpretive Rulings
The OCC took steps earlier in 1996 to update its interpretive
regulations. Two important areas were addressed. First, the OCC
explicitly stated that a bank may perform, provide, or deliver through
electronic means and facilities any activity, function, product, or
service that it is otherwise authorized to perform, provide, or deliver.
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Second, the OCC further stated that a national bank may also, in or-
der to optimize the use of the bank's resources, market and sell to
third parties electronic capacities acquired or developed by the bank
in good faith for banking purposes. This latter provision hearkens
back to the interpretive rulings allowing national banks to lease ex-
cess real estate.
3. Operating Subsidiary Orders
At least as significant as the Part 5 and Part 7 revisions are the
orders the OCC has been issuing for the last eighteen months in the
technology area.
a. First Union/Nova Letter, January 26, 1996
The OCC allowed First Union to contribute its merchant proc-
essing business to a small merchant processor in exchange for 40% of
the equity. The other shareholders included management of the
company and venture capital investors. Nova intended to go public,
further diluting First Union's interest. The OCC approved the in-
vestment ruling that it satisfied four specific criteria: the activity was
permissible for national banks, the bank had the ability to assure that
the activities of the venture were limited to those permissible for na-
tional banks, the liability of the bank was limited, and the investment
was a component of the banking business and not merely a passive
equity investment.
b. Apollo Trust Letter, August 19, 1996
The OCC ruled that it was permissible for a national bank to act
as an Internet service provider in its community as an ancillary activ-
ity of providing home banking services.
c. Huntington National Bank/Stored Value Systems Letter,
August 19, 1996
In the OCC Interpretive Letter 737, the OCC approved Hunt-
ington's investment to hold 33-1/3% of a venture to develop, market,
deliver, and maintain stored value systems for universities, hospitals,
and other similar operations.
d. Mondex Letter, December 2, 1996
The OCC approved several banks joining together to operate




Not to be outdone, the Federal Reserve has also taken strides to
facilitate the use of technology by bank holding companies. Some of
the significant steps include the following:
1. Proposed Rrevisions to Regulation Y
In September, 1996, the Board proposed extensive revisions to
Regulation Y concerning the permissible activities of bank holding
companies. In addition to substantially expediting the notice and ap-
proval process, the Board proposed significant additional flexibility
in the technology area.
First, the Board allowed banking organizations to provide finan-
cial, economic, accounting, or auditing services to any company, not
just financial institutions. In addition, up to 30% of revenues can be
derived from any type of management consulting services to any cus-
tomer on any matter. This change is a recognition that consulting
services cannot be effectively limited or circumscribed into narrow
compartments.
Second, and more significantly, the Board proposes to allow
bank holding companies to provide data processing and transmission
for any party or entity, so long as the data is financial, banking, or
economic. Up to 30% of revenues can be derived from the process-
ing or transmission of non-financial, banking, or economic data, and
hardware can be provided in connection with such activities so long
as it does not constitute more than 30% of a packaged offering (up
from the current 10%).
2. Orders
The Board, like the OCC, has provided additional flexibility to
bank holding companies through its orders.
a. MECA
On February 6, 1996, the Federal Reserve permitted The Royal
Bank of Canada to acquire 20% of the voting stock of MECA Soft-
ware, L.L.C. Royal Bank applied to join BankAmerica,
NationsBank, Fleet, and First Bank Systems as owners of MECA.
Each of the other banks owned their respective shares of MECA
through bank operating subsidiaries. Royal Bank, as a foreign bank,
needed the Federal Reserve's approval under Regulation Y.
The MECA "Managing Your Money" software and related
services easily fall within the parameters of Regulation Y. It is a
1997]
56 NORTH CAROLINA BANKING INSTITUTE
computer program that allows customers to conduct basic banking
functions and personal financial management using personal comput-
ers. The software, and related financial software, is marketed both to
consumers and financial institutions, to allow the institutions to offer
such services to their customers. From the Federal Reserve's point of
view, there was no problem associated with the acquisition of at least
that portion of MECA that was engaging in the financial software
programs.
Importantly, MECA had also developed and marketed various
non-financial software, including games, a computer security pro-
gram, a medical reference library, and a program providing basic
legal forms. These activities do not fall within the Regulation Y limi-
tations. The Board, however, permitted MECA to keep, and indeed
continue, these activities. MECA and the Bank indicated that the
revenues from the impermissible activities were small, amounting to
approximately 7% of 1994 revenues, that MECA had no intention of
developing new non-financial software or to upgrade, enhance or
promote its current non-financial programs, and that the non-
financial portion of the company's business was expected to diminish
over time. Based on the limited nature of the activity, the Board ap-
proved the acquisition and did not require the immediate cessation or
divestiture of the impermissible activities.
b. The Paribas Order
On February 26, the Board approved an application of Compag-
nie Financiere de Paribas to engage de novo in providing an
integrated software program to operators of digital mobile telephone
networks to perform billing and account-related services for cus-
tomer accounts. The software calculates bills based on data provided
by the telephone operator, such as date, time, duration, and destina-
tion of the call, the customer's service contract, and individual
account balances. The company also provides general accounting
services, such as recording payments and balances, provides billing
and settlement services, and generates various related reports to the
operator.
Part of the services performed consist of customer identification
and account information and the generation of certain reports used
by the operator to detect fraud. While these functions would be per-
formed only in connection with the data processing and billing
services, they are not within the list of "banking, financial or eco-
nomic" information described in Regulation Y. The Board, however,
allowed the company to engage in these activities, describing them as
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a "relatively small part" of the operation of the company,
"incidental" to the primary billing and account functions to be pro-
vided to the telephone operator.
Interestingly, and perhaps significantly, Paribas owns a majority
of France Telecom, the French national telephone operating com-
pany, and owns 49.9% of Financiere Sema, a French investment
company that in turn owns 41.6% of Sema Group plc, which devel-
oped the software. It was not stated whether Sema offered the
product overseas. Sema proposed to establish the company as a
wholly-owned U.S.-based subsidiary to sell the software described in
the proposal.
c. Integrion
In December, the Federal Reserve approved the application of
several bank holding companies to own interests in Integrion, LLC, a
limited liability company that proposes to provide an information
processing gateway for financial institutions. Integrion is a joint ven-
ture between IBM and several banking organizations, and it is
intended to provide a uniform standard for customer to bank com-
munication. While the activity is well within the ambit of permissible
processing activities, the order is significant for several reasons. The
most intriguing relates to what Integrion has the potential to become.
Integrion has the potential of displacing a part of the payments sys-
tem that currently operates through the Federal Reserve. The bank
members have relationships with 70 million households and a signifi-
cant percentage of business entities. The ability to pass information,
payments, and other data directly among these banks and their cus-
tomers can present substantial advantages to the participants.
V. SUMMARY
Technology is driving great changes in the banking industry.
Those changes have the potential to transform virtually every aspect
of the way we conduct our banking business, from the money we use
to the method by which we interact with our financial institution.
The regulatory structure has shown remarkable resiliency in accom-
modating this need, for in proposed regulatory revisions as well as
orders and interpretations, the agencies are recognizing that if the
banks cannot take advantage of the opportunities, they will inevitably
be passed by other more nimble competitors.
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