Blind quantum computing enables a client, who does not have enough quantum technologies, to delegate her quantum computing to a remote quantum server in such a way that her privacy is protected against the server. Some blind quantum computing protocols can be made verifiable, which means that the client can check the correctness of server's quantum computing. Can any blind protocol always be made verifiable? In this paper, we answer to the open problem affirmatively. We propose a plug-in that makes any universal blind quantum computing protocol automatically verifiable. The idea is that the client blindly generates Feynman-Kitaev history states corresponding to the quantum circuit that solves client's problem and its complement circuit. The client can learn the solution of the problem and verify its correctness at the same time by measuring energies of local Hamiltonians on these states. [33] .) The verifiability is important in realistic cloud quantum computing, since Bob might give Alice a wrong result deliberately, or it might be even the case that what Bob actually has is not a real quantum computer but a fake one. Experimental realizations of verifiable blind quantum computing were also done [34, 35] .
Blind quantum computing enables a client, who does not have enough quantum technologies, to delegate her quantum computing to a remote quantum server in such a way that her privacy is protected against the server. Some blind quantum computing protocols can be made verifiable, which means that the client can check the correctness of server's quantum computing. Can any blind protocol always be made verifiable? In this paper, we answer to the open problem affirmatively. We propose a plug-in that makes any universal blind quantum computing protocol automatically verifiable. The idea is that the client blindly generates Feynman-Kitaev history states corresponding to the quantum circuit that solves client's problem and its complement circuit. The client can learn the solution of the problem and verify its correctness at the same time by measuring energies of local Hamiltonians on these states. Measuring energies of local Hamiltonians can be done with only single qubit measurements of Pauli operators.
Blind quantum computing [1] [2] [3] [4] [5] [6] [7] [8] [9] [10] [11] [12] [13] [14] [15] [16] [17] is a quantum cryptographic protocol that enables a client (Alice), who does not have enough quantum technologies, to delegate her quantum computing to a remote quantum server, Bob, in such a way that her privacy (the input, output, and program) is protected against Bob. (For a review, see Ref. [18] ). The protocol proposed by Broadbent, Fitzsimons, and Kashefi (BFK) [3] uses measurement-based quantum computing [19] , and Alice needs only the ability of generating randomly-rotated single qubit states. The BFK protocol was experimentally realized with photonic qubits [20] . The protocol proposed by Morimae and Fujii (MF) [4] , which also uses measurement-based quantum computing, on the other hand, requires Alice to do only single-qubit measurements.
Several blind quantum computing protocols can be made verifiable, which means that Alice can check the correctness of Bob's quantum computing in spite that her quantum technologies are severely limited [2, [21] [22] [23] [24] [25] [26] [27] [28] [29] [30] [31] [32] . (For a review, see Ref. [33] .) The verifiability is important in realistic cloud quantum computing, since Bob might give Alice a wrong result deliberately, or it might be even the case that what Bob actually has is not a real quantum computer but a fake one. Experimental realizations of verifiable blind quantum computing were also done [34, 35] .
To make blind quantum computing protocols verifiable, mainly two different types of techniques have been used. The first type is so called the trap technique [2, 21] . Alice hides some isolated qubits, which are called "trap qubits", in the register, and later checks that trap qubits are not disturbed by Bob. Since Bob does not know the place of each trap qubit, he will disturb a trap qubit with high probability if he deviates from the correct procedure. If the quantum computation is encoded with a quantum error correcting code, the probability that Bob can change a logical state without changing any trap qubit becomes exponentially small [21] . (If Bob wants to change the state of a logical qubit, he has to change more than d qubits, where d is the code distance. It increases the probability of he touching a trap qubit.)
The second type of the technique is called the stabilizer test [22, 31, 32, 36] . In the MF protocol, Bob generates graph states and sends each qubit one by one to Alice. Alice randomly choses some of graph states and checks the correctness of them by measuring stabilizer operators of the graph state. Such tests can be done with only singlequbit measurements of Pauli operators [22, 31, 32, 36] . It was shown in Refs. [22, 31, 32, 36] that if Alice passes the stabilizer test, a remaining state is close to the ideal graph state on which she can do universal measurementbased quantum computing.
In this way, delegated quantum computing has two important properties, the blindness and the verifiability. Relations between them are still not clear. For example, the blindness was believed to be necessary to achieve the verifiability, but recently the belief has turned out to be wrong, since a protocol that is verifiable but not necessarily blind has been found [37] .
Another open problem is whether any blind protocol can always be made verifiable or not. The BFK protocol [3] can be made verifiable (Fitzsimons-Kashefi (FK) protocol [21] ), and the MF protocol [4] can also be made verifiable (Hayashi-Morimae (HM) protocol [22] ). However, the ways of making these blind protocols verifiable are protocol specific, i.e., structures of the blind protocols are exploited to make them verifiable. If someone finds a completely new blind protocol never seen before, can we always make it verifiable?
In this paper, we solve the open problem affirmatively. We propose a "plug-in" that makes any universal blind quantum computing protocol automatically verifiable. Our idea is based on the post hoc verification [37] . In the posthoc verification, the prover sends the verifier the solution of a problem, and the Feynman-Kitaev history state [38] corresponding to the quantum circuit that solves the problem or its complement circuit [37] . The verifier can verify the correctness of the solution by measuring the energy of a local Hamiltonian on the history state. Measuring energy of local Hamiltonians can be done with only single qubit measurements of Pauli operators [36] . Our idea is that Alice generates the two history states corresponding to the solving circuit and the complement circuit by using the given universal blind quantum computing protocol, and asks Bob to send them to Alice. She can learn the solution and verify its correctness at the same time by measuring their energies. A more precise description of the procedure will be given later. We will also see that our verification technique is different from and simpler than the two existing techniques (i.e., the trap technique and the stabilizer technique) explained above.
Energy test.-Before explaining our procedure, we review the energy test [36] , which is an essential ingredient of our protocol. Let
be a Hamiltonian acting on m qubits, where d S is a real number and S is a tensor product of m Pauli operators, X, Y , Z, and I.
Let ρ be an m-qubit state. We call the following test "the energy test for H on ρ":
1. Alice randomly chooses S with probability
where P j ∈ {X, Y, Z, I} for j = 1, 2, ..., m. If P j = I, Alice measures the jth qubit in the P j -basis, and obtains the result c j ∈ {±1}. If P j = I, Alice does nothing on the jth qubit, and sets c j = +1.
If
Alice concludes that she passes the test.
The probability p pass that Alice passes the test is
Construction of a verifiable protocol.-Now we explain how to construct a verifiable blind protocol from a blind protocol. Let L be a language in BQP. Assume that Alice wants to know whether x ∈ L or x / ∈ L for an instance x. Let V x be the n-qubit quantum circuit corresponding to x, which means that if x ∈ L, then
where r is any polynomial. The circuit V x is written as
where U j (j = 0, 1, 2, ..., T ) is a unitary gate acting on at most a constant number of qubits, and U 0 = I ⊗n . Each U j is taken from any standard universal gate set. Let |ψ 0 and |ψ 1 be m-qubit Feynman-Kitaev history states corresponding to V x and (X ⊗ I ⊗n−1 )V x , respectively. More precisely,
It is known that there exist m-qubit local Hamiltonians H 0 and H 1 such that:
• If x ∈ L then ψ 0 |H 0 |ψ 0 ≤ a, and Tr(σH 1 ) ≥ b ′ for any m-qubit state σ.
• If x / ∈ L then . It is easily shown by noticing the facts that BQP is in QMA, the local Hamiltonian problem is QMA-hard [38] , and BQP is closed under complement. (For details, see Ref. [37] . In Appendix, we also provide a detailed explanation for the convenience of readers.) Furthermore, it is known that H 0 and H 1 can be two-local Hamiltonians with only X and Z operators [40, 41] .
Let us define
Assume that a universal blind quantum computing protocol is given. It can be the BFK protocol [3] , the MF protocol [4] , or even a completely new protocol never seen before. The following procedure makes the blind protocol verifiable. (We describe the procedure assuming that Bob is honest. If Bob is malicious, the state of Eq. (1) is replaced with any (mk 0 + mk 1 )-qubit state.)
1. By running the universal blind quantum computing protocol, Alice blindly generates
in Bob's place, where k 0 and k 1 are some polynomials that will be specified later [42] .
2. Bob sends each qubit of Eq. (1) one by one to Alice.
3. Alice does the energy test for H 0 on each |ψ 0 . Let η 0 be the number of times that she passes the test. If
she outputs ξ 0 = 1. Otherwise, she outputs ξ 0 = 0.
4. Alice does the energy test for H 1 on each |ψ 1 . Let η 1 be the number of times that she passes the test. If
she outputs ξ 1 = 1. Otherwise, she outputs ξ 1 = 0.
5. If (ξ 0 , ξ 1 ) = (1, 0), Alice concludes x ∈ L. If (ξ 0 , ξ 1 ) = (0, 1), she concludes x / ∈ L. Otherwise, she concludes that Bob is dishonest.
It is obvious that this procedure does not degrade the blindness of the original protocol. Therefore thus constructed verifiable blind protocol is as secure as the original blind protocol.
When Bob is honest.-First let us consider the case when Bob is honest. What Alice receives is the state of Eq. (1) .
If x ∈ L, the probability that Alice outputs ξ 0 = 1 is
(α−β) 2 4 , and probability that Alice outputs ξ 1 = 0 is
. Therefore, the probability that Alice concludes x ∈ L is larger than
if we take k 0 and k 1 so that
for any polynomial u.
In a similar way, we can show that if x / ∈ L, the probability that Alice concludes x / ∈ L is larger than (1 − e −u ) 2 for any polynomial u. Bob is dishonest.-We next consider the case when Bob is dishonest. What Alice receives is no longer the state of Eq. (1) but any (mk 0 + mk 1 )-qubit state ρ.
Assume that x ∈ L. For any state ρ, the probability that Alice outputs ξ 1 = 1 is
. Therefore, the probability that Alice concludes x / ∈ L is less than e −u . Assume that x / ∈ L. For any state ρ, the probability that Alice outputs ξ 0 = 1 is
. Therefore, the probability that Alice concludes x ∈ L is less than e −u . Note that when Bob is dishonest, the results of Alice's energy tests are not necessarily independent, since Bob might send Alice any entangled state in stead of Eq. (1), but using the standard argument of the error reduction for QMA [43] , we can upperbound the soundness probability by considering the case when each energy test is an independent Bernoulli trial with a success probability smaller than β (or β ′ ). Discussion.-In this paper, we have shown that any universal blind quantum computing protocol can always be made verifiable. To conclude this paper, let us discuss the robustness of our verifiable protocol. Even if Bob is honest, what Alice receives might be slightly deviated from the state of Eq. (1) due to some imperfections of Bob's operations and noises in the quantum channel from Bob to Alice. However, as long as the deviated state is sufficiently close to the ideal state in terms of the L1-norm, probabilities of passing energy tests are not so much changed and therefore the 1/poly gap between the completeness and the soundness should be maintained.
Furthermore, since universal blind quantum computing can be done in the fault-tolerant way [13, 28, 29] , and what Alice has to do in the energy test is only X and Z measurements, which can be done transversally in, for example, the CSS code, the full fault-tolerance should be possible. The detailed analysis with specific error parameters is, however, beyond the scope of the present paper.
In this paper, we have considered only decision problems for simplicity, but our result can be generalized to state generation tasks: by measuring the energy, Alice can verify that Bob has honestly generated the correct Feynman-Kitaev history state. From it, she can obtain U T ...U 0 |0 n with 1/poly probability by measuring the clock register.
We also finally mention that there are several verifiable blind quantum computing protocols that assume more than two servers who are entangling but not communicating with each other [44] [45] [46] [47] . These protocols are interesting because Alice can be completely classical, but in this paper we have concentrated on the single-server setup. It would be an interesting future research subject to study relations between the blindness and the verifiability in the multi-server setting.
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Appendix.-Let L be a language in BQP. It means that for any polynomial r there exists a uniformly-generated family {V x } x of polynomial-size quantum circuits such that
• If x ∈ L then (|0 0| ⊗ I ⊗n−1 )V x |0 n 2 ≥ 1 − 2 −r .
• If x / ∈ L then (|0 0| ⊗ I ⊗n−1 )V x |0 n 2 ≤ 2 −r .
Then L is trivially in QMA with the verification circuit W x ≡ V x ⊗I ⊗w , and the yes witness state |0 w , where w is any polynomial. Since the local Hamiltonian problem is QMA-hard, there exists an local Hamiltonian H 0 acting on m qubits such that • If x / ∈ L then (|0 0| ⊗ I ⊗n−1 )V ′ x |0 n 2 ≥ 1 − 2 −r .
Therefore, in a similar argument, we can show that there exists an local Hamiltonian H 1 acting on m qubits such that
Here a ′ and b ′ are certain parameters such that b ′ − a ′ ≥ 1/poly(|x|).
