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Abstract 
With the rapid rise of e-commerce, the implementation of IT service management (ITSM) has become one of the most critical 
issues facing modern enterprises. Configuration management database (CMDB) is the core of whole ITSM system by providing 
information to support all ITSM processes. Therefore, sound ITSM depends on a well-built CMDB. But, in practice, many 
CMDB projects have suffered from poor planning, deficient operation, inadequate maintenance, which seriously hinder the 
effectiveness of ITSM. Understanding the benefits and cost factors of CMDB can help in not only reaching cost justifications 
but can also provide helpful guidance for CMDB design. However, there is no research, which systematically examines these 
factors. This paper presents the results of a comprehensive literature review of cost and benefit factors for implementing 
CMDBs. Moreover, case studies on three organizations were performed to find how enterprises realize these factors. The 
outcome of this study is expected to provide a good reference for enterprises to plan a CMDB. Finally, the implications based 
on the findings are given for the management of CMDB implementation. 
© 2014 The Authors. Published by Elsevier Ltd. 
Selection and peer-review under responsibility of the 3rd International Conference on Integrated Information. 
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1. Introduction 
With the rise of dependence on information technology (IT), managing well the IT service became the crucial 
competence to enterprise; accordingly IT service management (ITSM) is getting more and more attention. Since a 
configuration management database (CMDB) provides information to help with performing IT service processes, 
its usefulness determines the success of the whole ITSM system. Therefore, building a sound CMDB is an 
important issue facing modern IT service organization.  
However, when implementing a CMDB, practitioners encounter new information requirements and new 
technology. In fact, they often suffer with problems such as wrong detail level of CIs, inadequate analysis and 
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design (OGC, 2000a). Some part of the problems stem from the excessive expectations on the CMDB. Therefore, 
understanding the benefits and cost factors of CMDB can help them in not only reaching cost justifications but can 
also provide them helpful guidance for handling the complex requirements of CMDB design. 
Therefore, the purpose of this study is to explore systematically the benefit and cost of a CMDB. Three ISO/IEC 
20000 certified organizations in Taiwan were investigated to know how they realize the benefit and cost of CMDB. 
The paper is structured as follows: section two describes the literature review; section three presents the case study 
and interviews; section four gives interview analysis and the derived results; section five discusses management 
implications of the research outcome; section six offers the conclusion. 
2. Literature Review 
Early in 1990, the term CMDB has been introduced by CCTA (CCTA, 1990). Since then, the definition of 
CMDB has evolved; three definitions from ITIL version 2, ISO/IEC 20000-1:2005 and ITIL version 3 are 
compared in table 1. It is obvious that the definition in ITIL version 2 is almost the same as the one in ISO/IEC 
20000. However, ITIL version 3 introduces the idea of configuration lifecycle and data stores; it implies that 
implementing a CMDB is getting more and more sophisticated. 
Table 1. Definitions of CMDB. 
No. Resource Definition 
1 ITIL Version 2 A database that contains all the relevant details of configuration items 
and details of the important relationships between configuration items. 
2 ISO/IEC 20000-
1:2005 
Database containing all the relevant details of each configuration item 
and details of the important relationships between them 
3 ITIL Version 3 A database used to store configuration records throughout their 
lifecycle. The configuration management system maintains one or more 
CMDBs, and each CMDB stores attributes of CIs, and relationships 
with other CIs.   
 
A CMDB stores the instances of configuration items, including incident requests, change requests, customer and 
staff data, software and hardware configurations, and service levels. Logically, all the elements, which are managed 
by change process, should be registered in the CMDB. It is expected that CMDB should provide correct and 
sufficient information to all ITSM processes, such that processes could operate efficiently and effectively. Thus, 
CMDB is the core of all ITSM processes. 
    Moreover, several literature gave clear description about CMDB’ synergy effects, such as to shorten the 
incident resolution time and to promote the communication between stakeholders. However, this study focuses on 
the direct benefit of CMDB i.e. the direct use of the CMDB to support processes.  The literature review of direct 
CMDB benefits is compiled in Table 2. 
Table 2. Definitions of CMDB. 
Category Description Reference 
Event Handling Assisting in providing diagnostic information, prioritizing and 
matching the category of incident and problem, root cause 
analysis.  
(OGC, 2007b, p.147; OGC, 2007c, p.82; 
OGC, 2007d, pp.54-66, p.159; OGC, 
2007e, p.145) 
Impact Analysis Providing quality information for impact assessment of proposed 
changes, incidents, problems and resolutions.    
(OGC, 2007a, p.82; OGC, 2007a, pp.46-
66; OGC, 2007d, pp.54-66) 
Interrogation & 
Relationships 
Providing the relationship between CIs, and used to interrogate 
information 
(OGC, 2007b, p.94, p.123, p.181; OGC, 
2007c, pp.65-77; OGC, 2007d, pp.54-66) 
Reporting Providing information  for management report, service asset and 
configuration reports 
(OGC, 2007c, p.53, p.69, pp.80-81) 
Planning & 
Design 
Assisting in proposing change plan, release plan and new 
services, and helping with capacity planning and resilience 
design. 
(OGC, 2007b, pp.92-115; OGC, 2007c, 




Offering information to optimize asset utilization and costs, e.g. 
consolidate data centres, reduce variations and re-use assets. 
(OGC, 2007c, p.66) 
Verification & 
Audit 
Supporting verification and audit activities such as verifying the 
configuration, deployment, prerequisites, co-requisites and post-
(OGC, 2007c, p.46, p.81, p.91, p.109) 
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installation requests. 
 
In relation to the cost of CMDB, it can generally be classified into six types: transfer, hardware, education, 
software, people and accommodation, as depicted in ITIL version 2(OGC, 2000b).  Nevertheless, the three 
elements: people, process and technology are usually used to depict the ITSM; the way that the practitioners are 
familiar with describing ITSM affairs and activities. Therefore, this study adopts the three categories to classify the 
cost of a CMDB or a CI. 
3. Research 
To explore how industries understand the benefit and cost of a CMDB, three IT service organizations were 
interviewed. All interviewees have over five-year ITSM relevant work experience. The background information of 
the three cases is listed in Table 3. The interview duration is from September, 2012 to November, 2012. The 
interviews were recorded and were used to analyze how industries realize the benefit and cost of a CMDB. 
Table 3. Background of studied cases. 
 Organization E Organization H Organization F  
Organization 
Type 
External service provider Internal service provider Internal service provider 
ITSM 
Experience 
10 years 6 years 3 years 
interviewee E1: CMS expert 
E2: internal auditor 
E3: IT manager 
E4: provisioning manager 
H1 :IT manager 
H2 :NOC supervisor 
H3 :Consultant 
F1 : IT manager 
F2 : CMS expert 
F3 : Consultant 
4. Findings 
The evidences of how the cases realize the benefit of CMDB is analyzed and concluded as below. 
 Event Handling: The information from CMDB is used to help with handling an event such as matching incident 
and problem, setting the priority and urgency of incident and problem and root cause analysis. Respondent H1 
pointed out that staff data in CMDB is indispensable when handling an incident. Interviewee E3 also said that to set 
up a test environment, the CMDB was used to find the needed configurations. F2 mentioned that, when dealing 
with an event, the service levels of the relevant configuration items are always checked.   
Impact Analysis: The information is used for evaluating the impact of incident, problem, resolution and change 
to the service. Respondent E3 reported that his organization did impact analysis a lot, for example, when a firewall 
went wrong, it is needed to know how many customers and users had been impacted. However, interviewee F 
represented that CMDB was rarely used for impact analysis in his unit. 
Interrogation & Relationships: Relationships built in the CMDB are used for interrogating information. 
Respondent E1 highlighted that the relationships are built for interrogation. H2 pointed out that relationships are 
usually applied to track a change request to its associated incident and problem records. F1 mentioned that when 
processing the service request, it‘s often to extract the information about brand name and model type of the CIs 
from CMDB. 
Reporting: The CMDB is used to produce reports, for example, monthly report and management report. 
Interviewee E3 considered that reporting is one of the most important values that a CMDB can provide. H2 
reported that the data from CMDB are applied to compose the quality improvement report and trend analysis report 
for demonstrating the performance of the first- line support unit. F1 revealed that there is a need to produce 
monthly monitoring reports for internal users by CMDB. 
Planning & Design: The information from a CMDB is used to support the planning or design activities. 
Interviewee E2 pointed out the relationships of CIs can be used for proposing change plan. He also mentioned the 
historical data can be used to predict the resource usage, so as to support capacity planning.   
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Resource management: CMDB is used to manage the service resource. Respondent E1 mentioned the data in 
CMDB is used to control the power usage in the data center. She also pointed out that, by recording the resource 
usage of every customer, it is easy to check if the contracted usage is reached or not when installing new servers or 
equipments.  
Verification & Audit: The data in CMDB is used to support verification and audit activities. Interviewee E4 
stated the attribute of the location of an asset can provide convenient information when verifying the configuration 
or arranging maintenance. H2 mentioned, CMDB is employed to demonstrate process integration in an ISO/IEC 
20000 official audit. E3 pointed out that auditors may use a CMDB to check the compliance of ITSM processes. 
Table 4. The comparison of the benefits in literature and cases. 
Benefit Literature Organization E Organization H Organization F 
Event Handling     
Impact Analysis     
Interrogation & Relationships     
Reporting     
Planning & Design     
Resource management     
Verification & Audit     
 
The evidences of how three organizations realize the cost of CMDB is analyzed and concluded as below. 
People cost: People type cost includes the operation cost of staff and the cost of training and education. 
Interviewee E1 described that, when adding a new attribute, the design team should know the purpose and where to 
place it. Requirement interview, requirement analysis, process modification, testing, proposing change, initiating 
change and release, training and education are the activities needed to be done. H2 mentioned the information of 
staff, application, software, and hardware and network equipment should be migrated into CMDB, followed by 
establishing of the relationships between CIs. 
Process cost: Process type cost is contributed to the modification of processes. Only few interviewees 
mentioned this cost type. Respondent E1 said, when adding new attribute, some related forms need to be modified; 
sometimes the relevant processes should be altered as well. Other interviewees have different views. F3 mentioned 
the addition of attribute won’t induce the modification of processes. H2 pointed out that his organization provides 
simple IT services, thus this has never been happened. F1 considered that he never adds a new attribute of CI, if it 
will cause the alteration of processes.    
Technology cost: Technology type cost includes the expense induced by the procurement of new tools, tool 
customization or configuration setting. E1 mentioned that, in order to make an attribute into automation, sometimes 
it is needed to develop plug-in programs. E3 reported, system integration is often needed to migrate data into a 
CMDB. F1 states that, in order to monitor some CIs, some sort of security monitoring tool are purchased and 
installed. 
Table 5. The comparison of the costs in literature and cases. 
Cost Factors Literature Organization E Organization H Organization F 
People     
Technology     
Process     
 
Based on the above result and the interviews, three gaps have been found. 
Gap between the reality and ideal: To compare the reality and ideal, the benefits extracted from three cases 
were compared with the benefits described in the literature, please refer to table 4. The results shown in the table 
suggest that the organizations demonstrated most benefits cited in literature, especially they applied CMDB very 
well on the area of interrogation, reporting, and event handling.  However, the use of CMDB on resource 
management, and planning and design activities has been seldom found. There is a small gap between the ideal and 
reality. 
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Gap between cases:  The results depicted in the table 4 also suggest that there is a gap between the cases. 
Organization which has longer experience in implementing CMDB tends to more comprehensively demonstrate the 
benefits; only company E demonstrated the benefits on resource management, and planning & design activities. 
However, sometimes exposing a benefit or not is a strategic decision for organizations: for example, H organization, 
as an outsourced service center, seldom handles with planning and design activities, let alone uses CMDB to 
support them.  
Gap between roles: Different roles focus on different process activities. A NOC manager concerned how 
CMDB can support incident management and service request process. However, provisioning department cared 
about how CMDB can assist in resource and asset management. An IT manager expected to use CMDB for 
producing reports such as management report and service report. Thus, different roles have various views and 
expectations on the benefits of CMDB, and they percept different benefits of CMDB. 
5. Implications 
Firstly, enterprises may assess their previous CMDB implementation by using the found benefit factors of 
CMDB, so as to exploit the opportunities of CMDB improvement. Moreover, the improvement activities may 
integrate into continual service improvement plan, accordingly the effectiveness of CMDB can be promoted.    
Secondly, since every IT service organization has its own unique culture, service strategy, service portfolios, 
service processes and varying skill levels of staff, enterprise should consider these environment factors for 
implementing CMDB. It is suggested that fulfilling all benefits listed in the de facto standard ITIL is not unrealistic. 
Thirdly, every role in the IT service organization has its own expectation about how CMDB can support ITSM 
processes. All the requirements from different roles should be considered well; therefore it is not feasible to adopt a 
top-down method to design the CMDB. In addition, a practical evaluation method is expected to review complex 
requirements of CMDB design. 
6. Conclusion 
This study investigates how the industries realize the benefit and cost of CMDB in Taiwan. This study has 
identified a list of benefit and cost factors of CMDB. Moreover, this study has provided evidences:  the weak 
points of the previous implementation of CMDB, the diverse CMDB implementation status among industries, the 
complex requirements of CMDB implementation. The research results can provide crucial guideline for industries 
to better plan their CMDB. 
However, this study has several limitations. Firstly, the listed benefit factors were developed mainly from ITIL 
books, which may not include all possible benefits. Secondly, since the study was conducted in three Taiwanese IT 
service organizations, the attempt to further apply the result to other company or culture should be noticed with 
caution. Therefore, a cross-culture research or a large-scale survey research of the same topic is worthy for further 
exploration. 
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