Abstract-Broadcast communication is considered to be especially important in delivering safety messages in vehicular environments. In this paper, we introduce and explore a new method for message broadcast based on repetition. The proposed method uses optical orthogonal codes in vehicular broadcast communications to increase the probability of detection and reduce reception delay. We formulate a general framework in which we can examine and evaluate the performance of broadcast schemes based on repetition. This framework is used to compare our method to other proposed broadcast methods.
I. INTRODUCTION
Vehicular communication networks are attracting increased attention because of their potential to provide safer and faster road travels. Governments and manufacturers, alike, increasingly invest in vehicular communications. This has become a motivation for researchers to design and evaluate networks for vehicular environments. One of the major characteristics of vehicular networks is the need to provide reliable service with low-latency for safety-related messages.
Safety messages are often considered to be broadcast messages intended for all nearby vehicles. The fact that location of vehicles determines the destination of messages can be exploited in the design of a network for vehicular communication. In fact, in many cases a single-hop broadcast messaging may be enough for the purpose of safety messages.
In general, broadcasting nodes, do not use RTS/CTS as a collision avoidance scheme. Also acknowledgements are not typically required for broadcast packets. This results in less reliable communication compared to unicast transmission. Reliability is especially very important in vehicular environments where the purpose of communication is to provide safety. Even if a transmitter decides to use RTS/CTS, it will not be efficient because many RTS/CTS messages will result in too much overhead, particularly if the broadcast messages are short, as in vehicular communication.
To increase reliability of broadcast messaging, retransmission of broadcast messages has been suggested [?] . Each packet is transmitted several times in a frame containing L time slots. The duration of each time slot is equal to the transmission time of a packet. The transmission pattern in a frame can be represented by a code which is a sequence of zeros and ones with length L and Hamming weight w, where w is the total number of transmissions of a packet. Figure  1 shows two users transmitting simultaneously in a frameasynchronous setup. The code of user1 is 10010101010 and the code of user2 is 01110000110. In this figure, collision (when both users transmit simultaneously) are marked as 'c' and successes (single user transmitting) are marked as 's'. A packet is successfully transmitted if there is at least one slot marked as 's' over the transmission frame.
To avoid collisions, and hence performance degradation, we introduce a scheme that chooses the retransmission patterns intelligently with least possible correlation so as to minimize the probability of collision. Our approach is similar to code division multiple access systems; however instead of expanding every bit in time, packets are retransmitted with patterns which are almost orthogonal to each other. This is analogous to positive optical systems [2] , where signals do not add to zero. Similarly, in a packet network, simultaneous transmissions result in collision. For this reason we use the same family of codes as used in optical code division multiple access, namely Optical Orthogonal Codes (OOC) [3] . This family of codes has been extensively studied and its good properties are well-known.
II. GENERAL ANALYSIS OF MULTIPLE BROADCAST SCHEMES
In this section, we provide a general method for the analysis of multiple broadcast schemes with frame length L and weight w. The desired user is susceptible to interference from other users in w slots in which it transmits a packet. 
assuming u 1 (the first row) is the desired user, we have I 2 = {2, 3}, I 3 ={1,2}, I 4 = {2}, and I 5 = {1, 2}. Let S r be a subset of {1, 2, · · · , w}, where 1 ≤ r ≤ 2 w . We decompose all other users (excluding the desired user, u 1 ) into 2 w disjoint sets, denoted by A r , where
That is A r includes all users that interfere with the desired user with a pattern shown by the corresponding subset S r . In the example above for S r ={1,2}, we have A r = {u 3 , u 5 }. Note that for r = r , A r ∩ A r = ∅. Also, Γ Sr is defined as the number of users that interfere with the desired user with pattern S r . In other words, Γ Sr is the cardinality of A r . In example (1),
The probability of interference with the specific pattern S r is shown by p Sr . Assuming some degree of randomness in the codes, p Sr only depends on the cardinality of S r , shown by S r . Hence p Sr = p St , as long as S r = S t . With small abuse of notation, we can write p Sr = p Sr .
Assuming different interfering users have independent interfering patterns, (2) where N is the number of users in the system.
The number of interferes in the ith slot (out of w slots) is denoted by Z i which can be written as
For example,
In example (1),
Assuming Z i 's are statistically identical, probability of a successful transmission can be written as
Using (3), we can write (6) where we have used the fact that all the patterns S r with same cardinality happen with equal probability. In (6), I(.) is the identifier function which is 1 if the condition inside the brackets is true, and 0 otherwise, and p j is the probability of a set S r with S r = j. We generalize (6) to write
Finally, by substituting (7) in (5), P s is written as
The above formula is general and is valid for broadcast communications using packet repetitions. In the following sections, we use (8) to evaluate the performance of our scheme and compare it to the method proposed in [4] .
III. BROADCAST METHODS

A. Broadcast using OOC's
Central to the idea of OOC's is designing positive codes with minimum auto-and cross-correlation. Consider a family of OOC codes with length L and weight w. Auto-correlation and cross correlation between two OOC codes, u and v, are bounded by λ a and λ c , respectively, i.e. for any code u
and
where ⊕ is addition modulo L. Imposing (9) and (10) on all possible codes will result in eliminating some codes and hence reducing the number of available codes. For λ = λ a = λ c the number of codes is upper bounded by
Here, we consider only the case with λ = 2.
To evaluate the performance of broadcast using OOC's, we must find p i and substitute in (8). Note that the p i corresponds only to one interfering user. Assume the intended user starts transmission at time t 0 . Packets transmitted by the interfering user in T = [t 0 − T f , t 0 + T f ) may interfere with a slot in which the intended user is transmitting. Considering Poisson traffic model with mean μ p and assuming (2μ p T f ) 2 1, the interfering user generates one packet in T with probability
1 − e −2μpT f . Alternatively, we can assume packets generated when a packet is being transmitted are discarded.
Assume another user is interfering with the desired user, and let D be the number of slots that the frames of the two users overlap and be the number of repetitions that the intended user transmits during the overlap. For example in Figure 1 , assuming user 1 is the desired user, D = 8 and = 4. The probability mass function of D can be written as:
Also: Using the total probability theorem, the values for p i can be calculated by substituting (12), (13), and (14) into the following formula
Note that p i can be found as
B. Broadcast with random codes
In this method, w slots for transmission are chosen randomly among L slots [4] . The analysis for this method is similar to that of OOC's except that (14) must be substituted by Therefore p i is found by substituting (12), (13), and (17) into (15) and then using (16).
IV. PERFORMANCE EVALUATION AND NUMERICAL
RESULTS
Substituting p i for Random broadcast and OOC into (8) gives the probability of successful transmission. For given L, Fig. 3 . The probability of loss vs. N N , and μ p , for each scheme, we can find the optimum value of w and compare the optimum performances.
For L = 100, N = 20, and μ p = 0.3/T f , the packet loss probability from (8) is plotted for both cases in Figure  IV . Note that for OOC, when N is given, w is limited by (11). It is observed that OOC can reach better performance with smaller w. The optimum for OOC occurs at w = 8 and for random broadcast occurs at w = 10. Therefore random broadcast keeps the channel busier by sending more packets and still has inferior performance compared to OOC.
In Figure IV with L = 100, and μ p = 0.3/T f , the two schemes are compared when the number of users is ranged from 6 to 20. Again it is seen that OOC provides better performance and less loss.
