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A Tecnologia da Informação (TI) é atualmente vista como recurso estratégico das 
organizações e não mais como um mero item de suporte que não gera retorno para o 
negócio. Na integração da TI com o negócio, a Governança de TI tem papel 
importante, servindo como um dos pilares para o alinhamento das tecnologias 
necessárias na organização e as necessidades do negócio, através de processos e 
controles que lhe agregam valor. O mercado oferece metodologias como forma de 
sustentação para uma Governança de TI eficiente no que se propõe e o uso de 
melhores práticas nos processos de TI para um suporte eficaz nos serviços de 
operações oferecidos. As mais comuns e aceitas atualmente são o COBIT e ITIL por 
terem processos definidos para cada processo de TI. A TI está em constante evolução, 
influenciada por mudanças de mercado (concorrência, fiscais, legais, etc.), tecnologia 
ou das necessidades dos clientes. O grande desafio da TI em uma organização é 
manter a qualidade dos serviços entregues a seus clientes num cenário de mudança. 
Mudanças planejadas e executadas com segurança permitem a continuidade da 
empresa, possibilitando ao cliente usufruir dos benefícios da mudança. Mudanças mal 
planejadas geram insatisfação do cliente, custos não programados e prejudicam a 
imagem da TI. O gerenciamento de mudanças proposto pela metodologia ITIL será o 
esteio do trabalho proposto. O objetivo principal é propor uma metodologia que 
permita implantar o processo de mudanças na organização, qualificando o processo 
de transição de mudanças para o ambiente produtivo. Como objetivos específicos, 
pretende-se criar uma planilha de controle de mudanças, elaborar os processos 
otimizados com os fluxos do planejamento, agendamento, aprovação e comunicação, 
além de propor indicadores de avaliação. O gestor de mudanças é o owner apoiado 
pelo solicitante, cliente ou representante, do comitê de mudanças, do comitê de 
emergência e da área técnica de TI. O processo consiste em receber e registrar, 
planejar e agendar, revisar e autorizar, implementar e fechar uma mudança. Os 
resultados serão comparados aos resultados atuais e, para ser mais assertivo, serão 
avaliadas mudanças com similaridade de impacto e risco. Os resultados permitirão 
estimar mais assertivamente o tempo e os recursos necessários, assim como 
contribuir na produtividade do processo de mudanças. 












The Technology Information (IT) currently is seen as an strategic resource in 
corporations and not a simple support item that don’t generate return to the business. 
In the integration between IT and business, the IT Governance has an important rule 
serving as a pillar for alignment of the necessaries technologies in the Corporation and 
the business needs through processes and controls that will add value. The market 
offers methodologies as a way of support for an efficient IT Governance and use of 
best practices in IT processes to support the operations services. The more commons 
and accepted are COBIT and ITIL because they have processes for each IT process. 
IT is constantly evolving, influenced by market changes (competition, tax requirements, 
regulations, etc), technology or customers’ needs. The big challenge of IT in a 
Corporation is maintain the quality of the services delivered to customers in changing 
scenario. Planned changes and executed with security allow the continuity of the 
Corporation, allowing the customer enjoy the chance’s benefits. Badly planned 
changes cause dissatisfaction in customers, unplanned costs mas damage IT image. 
The change management proposed by ITIL methodology will be mainstay of this paper. 
The main goal is to propose a methodology that allow to implement the process of 
changes in the Corporation, qualifying the process of transition of changes to 
production environment. The specific goals are: create a spreadsheet of changes 
control, produce optimized processes with planning flows, scheduling, approval and 
communication, besides propose evaluation indicators. The change manager is the 
owner supported by applicant, customer or representative from changes committee, 
emergency committee and technical area from IT. The process consists in receive and 
record, plan and schedule, review and authorize, implement and close a change. The 
results will be compared with current results and, to be more assertive, will be 
evaluated changes with similarity of impact and risk. The results will allow estimate 
with more assertiveness time and resources, as well as contribute to productivity of 
changes process. 
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Mudança é o ato de modificar algo, mudar de um estado para outro, conforme 
conceituam Magalhães e Pinheiro (2007, p. 213). A tecnologia da informação está em 
constante evolução, influenciada por mudanças de mercado (concorrência, fiscais, 
legais, etc.), tecnologias ou das necessidades dos clientes. O grande desafio da TI 
em uma organização é manter a qualidade dos serviços oferecidos ao cliente e 
agregar valor ao negócio.  
Mudanças mal planejadas geram insatisfação do cliente, custos não 
programados e prejudica a imagem da TI. Existem várias ferramentas no mercado que 
ajudam as empresas a gerir suas mudanças, como por exemplo o gerenciamento de 
mudanças e o uso de métodos ágeis propostos pelo ITIL (2016).  
O problema comum na TI é a implementação de mudanças no ambiente 
produtivo sem o planejamento adequado, causando indisponibilidade de serviços, 
gerando retrabalho, custos não programados e prejudicando a imagem da TI. 
Neste contexto, este trabalho tem como objetivo criar um processo de gestão 
de mudanças organizando e planejando as mudanças da organização, para que estas 
ocorram de forma imperceptível ou com o menor impacto nos serviços de TI. 
Pretende-se com este processo, qualificar a entrega de mudanças ao ambiente 




 O objetivo principal deste trabalho é propor uma metodologia que permita 
implantar o processo de mudanças na organização a fim de qualificar o processo de 
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transição de mudanças para o ambiente produtivo. Como objetivos específicos 
pretende-se: 
 - Criar uma planilha de controle de mudanças; 
 - Elaborar os processos otimizados com os fluxos do planejamento de 
mudanças, agendamento de mudanças, aprovação de mudanças e comunicação de 
mudanças; 
 - Propor indicadores de avaliação das mudanças. 
Este trabalho é composto por 6 capítulos, incluindo esta introdução. No capítulo 
2 apresenta-se uma revisão da bibliografia contextualizando o papel da governança 
corporativa (conceitos e princípios), da governança de TI (modelos) e os modelos de 
melhores práticas da governança de TI COBIT e ITIL. Seguindo, no capítulo 3 são 
apresentadas e descritas ferramentas de apoio para o gerenciamento de serviços de 
TI. O capítulo 4 descreve o trabalho proposto apresentando a metodologia sugerida, 
as etapas que compõem o processo e o resultado que se pretende obter com esta 
proposta. Finalmente no capítulo 5 são feitas considerações sobre a avaliação e os 
resultados obtidos até o momento na aplicação da nova metodologia com relação aos 












2 REVISÃO DE LITERATURA 
 
 
Neste capítulo, é apresentada a revisão de literatura que aborda as 
considerações e sobre a Governança Corporativa, a Governança de TI, assim como 
detalhamento das metodologias de melhores práticas, COBIT e ITIL, e por final o 
processo de gerenciamento de mudanças nos serviços de TI. 
 
2.1 Governança Corporativa 
 
A governança corporativa ou governança empresarial como também é 
denominada, teve como berço os Estados Unidos e surgiu para superar conflitos 
internos, onde administradores trabalhavam em benefício próprio, para obter 
vantagens, em detrimento ao bem comum da empresa. Surge em 1992, na Inglaterra, 
o primeiro código de boas práticas de Governança Corporativa denominado Relatório 
Cadbury. O primeiro código brasileiro de Governança Corporativa foi publicado em 
1999, pelo IBGC (Instituto Brasileiro de Governança Corporativa). 
 
2.1.1 Conceito e Princípios da Governança corporativa 
 
Segundo o IBGC, “Governança corporativa é o sistema pelo qual as empresas 
e demais organizações são dirigidas, monitoradas e incentivadas, envolvendo os 
relacionamentos entre sócios, conselho de administração, diretoria, órgãos de 
fiscalização e controle e demais partes interessadas”. 
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 Boas práticas de Governança Corporativa, apoiadas em princípios, alinhados 
com os interesses da organização, preservam e potencializam o valor econômico à 
empresa, o acesso a recursos para investimentos, mantendo-se competitiva no 
mercado.  
 Para Andrade e Rosseti (2006, p. 138 - 140), o conceito de Governança 
Corporativa está reunido em quatro grupos que olham a governança. A Figura 1 
demonstra definições de governança agrupáveis segundo os quatro critérios. 
Figura 1 - Grupos de Governança 
 
Fonte: Do Autor (2016). 
Os princípios básicos da Governança Corporativa, permeiam quase todas as 
boas práticas do código, por representarem a base ética da governança. 
 Conforme descreve o IBGC, são quatro os princípios da Governança 




Tabela 1 - Princípios Básicos da Governança Corporativa 
 
Fonte: Do autor (2016). 
 
2.1.2 Planejamento Estratégico (PE) 
 
Para entender o Planejamento Estratégico, é importante definir estratégia. De 
acordo com Johson, Scholes e Whittington (2011, p. 25):  
Estratégia é a orientação e o alcance de uma organização a longo prazo, que 
conquista vantagens num ambiente inconstante por meio da configuração de 
recursos e competências com o intuito de atender às expectativas dos 
stakeholders. 
Conforme a definição de Oliveira (2011, p. 73):  
Planejamento estratégico é uma metodologia administrativa que permite 
estabelecer a direção a ser seguida pela empresa, e que visa ao maior grau 
de interação com o ambiente, no qual estão os fatores externos ou não 
controláveis pela empresa. 
Para Rezende (2016, p. 1), “O planejamento estratégico organizacional é uma 
ferramenta de trabalho que facilita as organizações a lidar com situações de 
mudanças, constituindo-se num excelente instrumento de gestão”.  
O Planejamento Estratégico visa organizar, dirigir, controlar, promover e 
planejar mudanças na organização e deve cobrir todas as áreas da organização, para 
depois ser desmembrada entre cada uma delas. 
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Segundo Oliveira (2011, p. 75 - 86), no desenvolvimento do Planejamento 
Estratégico as principais atividades estão distribuídas entre 6 fases, conforme segue: 
Fase 1: Delineamento das grandes questões estratégicas 
a) Identificar as grandes questões estratégicas da empresa. 
b) Identificar o niv́el de facilidade – ou de dificuldade – que os executivos e 
proprietários da empresa têm no processo de identificação e de 
tratamento das grandes questões estratégicas. Essa é uma situação que 
pode influenciar todos os trabalhos subsequentes. 
c) Direcionar o raciocińio das pessoas para as grandes questões 
estratégicas da empresa. 
d) Debater e procurar chegar ao consenso – e bom-senso – quanto às 
grandes questões estratégicas da empresa. 
  Fase 2: Análise interna e externa da empresa 
a) Identificar os fatores ou focos de análise que devem ser utilizados para 
se verificar a realidade interna – controlável – e externa – não controlável 
– da empresa. 
b) Realizar a análise interna da empresa, com base nos fatores 
identificados e julgados importantes quanto ao contexto estratégico. 
c) Realizar a análise externa da empresa, utilizando os fatores ou focos de 
análise estratégica identificados. 
d) Realizar a análise dos concorrentes, bem como identificar a vantagem 
competitiva de cada concorrente, e também de nossa empresa. 
Fase 3: Estabelecimento da amplitude e da abordagem dos negócios da 
empresa. 
a) Estabelecer a missão ou razão de ser da empresa. 
b) Estabelecer os negócios, produtos e serviços atuais e potenciais da 
empresa, bem como os segmentos de atuação no mercado. 
c) Delinear os cenários possiv́eis e sua interação com as principais 
questões estratégicas da empresa. 
d) Estabelecer a forma e intensidade de atuação da empresa, como 




Fase 4: Estabelecimento das ações e dos resultados estratégicos 
a) Estabelecer os resultados ou objetivos a serem alcançados pelas 
empresas com o desenvolvimento e a implementação do planejamento 
estratégico. 
b) Estabelecer as ações ou estratégias a serem operacionalizadas pela 
empresa, tendo em vista alcançar os resultados previamente 
estabelecidos. 
c) Estabelecer as leis ou polit́icas a serem respeitadas para o melhor 
desenvolvimento e operacionalização de todas as questões 
estratégicas. 
Fase 5: Aplicação das decisões estratégicas 
a) Estruturar e detalhar as decisões estratégicas em instrumentos 
administrativos que possibilitem a fácil implementação do planejamento 
estratégico nas empresas. 
b) Interligar o planejamento estratégico com o planejamento orçamentário 
e outros instrumentos administrativos da empresa. 
c) Fase 6: Acompanhamento, avaliação e aprimoramento do plano 
estratégico 
d) Consolidar um processo de acompanhamento e avaliação dos 
resultados do plano estratégico, incluindo a utilização de indicadores de 
desempenho. 
e) Estruturar maneiras de consolidar aprimoramentos contińuos e 
sustentados do planejamento estratégico aplicado nas empresas. 
 
2.1.3 Planejamento Estratégico de TI (PETI) 
 
Foina (2006, p. 57): 
A Tecnologia de Informação, como as demais áreas da empresa, demanda 
recursos e esforços que exigem um planejamento de todas as suas ações. A 
principal peça desse planejamento é o documento Planejamento Estratégico 
de Tecnologia de informação (PETI).  
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 Foina (2006, p. 58), resume que a infraestrutura de sistemas e os processos 
implantados devem estar alinhados com a missão e com as estratégias estabelecidas 
para a empresa.  
O Planejamento Estratégico de Tecnologia da Informação - PETI tem por 
objetivo assegurar que as metas e objetivos da TI estejam fortemente vinculados às 
metas e objetivos do negócio/estratégia da Instituição e, portanto, alinhado com seu 
Planejamento Estratégico. 
 
2.1.4 Alinhamento PE x PETI 
 
Conforme Magalhães e Pinheiro (2012, p. 46), como a literatura tem definido, 
“alinhamento estratégico” é o processo de transformar a estratégia do negócio em 
estratégias e ações de TI que garantam que os objetivos de negócio sejam apoiados. 
 O alinhamento estratégico pode ocorrer em vários momentos, seja pela 
necessidade de revisão de objetivos e prazos, seja por necessidade de adaptação 
econômica ou tecnológica. Para ambos os casos será definir objetivos de médio ou 
longo prazo, e as estratégias para alcança-los. 
 O alinhamento da estratégia de TI à estratégia do negócio é sem dúvida o 
principal desafio de uma gestão. Quando não temos uma estratégia de negócios bem 
definida, dificilmente será possível o desenvolvimento de uma estratégia de TI 
eficiente. As estratégias se complementam, ou seja, não há como definir a estratégia 
de negócios sem discutir, ao mesmo tempo a estratégia de TI (AUDY; BRODECK, 
2008). 
Atualmente, o alinhamento estratégico é bidirecional, ou seja, da estratégia do 
negócio para a estratégia de TI e vice-versa Magalhães e Pinheiro (2012, p. 46).  




Figura 2 - Modelo de Alinhamento Estratégico 
 
Fonte: Do Autor, adaptado de Fernandes e Abreu (2012, p. 47). 
 
2.2 Governança de TI 
 
Numa realidade extremamente complexa e dinâmica da economia mundial, as 
organizações para se manterem competitivas buscam soluções e estratégias 
corporativas, para minimizar prejuízos e potencializar forças de forma a não sucumbir. 
A tecnologia da informação difundida e as organizações cada vez mais dependentes 
desta para suportar e gerir o seu negócio, aumenta a necessidade de transparência e 
controle dos recursos de TI. Neste contexto, a Governança de TI surge com papel de 
unificar a TI e o negócio, resolvendo o paradigma de isolamento da TI, desenvolvendo 
processos específicos de governança tornando a Governança de TI e os serviços de 
TI parte estratégica na organização. 
 A Governança de TI é uma derivação de Governança Corporativa e tem como 
papel fundamental proteger um dos principais elementos da organização, a 
informação. Para isso conta com uma estrutura de processos para dirigir e controlar a 
organização para chegar aos objetivos, agregando valor e equilibrando os riscos. 
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 De acordo com o órgão ITGI (Information Technology Governance Institute) 
(2007, p. 7):  
A Governança de TI é de responsabilidade dos executivos e da alta direção, 
consistindo em aspectos de liderança, estrutura organizacional e processos 
que garantam que a área de TI da organização suporte e aprimore os 
objetivos e as estratégias da organização. 
 O ITGI (2007, p. 7) destaca ainda, “A governança de TI integra e institucionaliza 
boas práticas para garantir que a área de TI da organização suporte os objetivos de 
negócios”. 
 Assim, a Governança de TI como disciplina, visa direcionar o uso da TI dentro 
da organização como metodologia de suporte ao negócio, controlando e monitorando 
o seu uso conforme a estratégia e políticas da TI dentro da organização. 
A Governança de TI deve além de institucionalizar boas práticas: 
 Desenvolver mecanismos para manter a disponibilidade e continuidade do 
negócio. 
 Desenvolver controles de riscos, alinhamentos de TI a marcos de regulação 
externos. 
 Para Fernandes e Abreu (2012, p. 13), a visão do Governança de TI é 
representada por Ciclos de governança, os quais são representados pela Tabela 2. 
Tabela 2 - Ciclo da Governança de TI 
 
Fonte: Do Autor, adaptada de Fernandes e Abreu (2012, p. 13). 
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 Os principais benefícios de uma organização na implantação da Governança 
de TI são: 
 Retorno do investimento a partir de um plano estratégico de TI eficiente. 
 Confiança nos serviços de TI oferecidos. 
 Disponibilização de informações importantes para tomadas de decisão da 
gestão. 
 Maior transparência das atividades da TI. 
A governança de TI possui diversas áreas de atuação de forma a garantir o 
alinhamento com a estratégia de negócio da organização. A Figura 3 mostra os 
principais componentes da Governança de TI. 
Figura 3 - Domínios e Componentes da Governança de TI 
 
Fonte: Fernandes e Abreu (2012, p.16). 
 
2.2.1 Modelos de Governança de TI 
 
Como apoio às organizações, existem no mercado modelos de administração 
que auxiliam no processo de implantação de uma Governança de TI. Dentre estes 
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modelos estão o COBIT (Control Objectives for Information and Releated Technology) 
e o ITIL (Information Technology Infraestructure Library) os quais serão mais 
detalhados em capítulos seguintes. 
Apesar de cada um destes modelos ter enfoque específico, eles se completam 
uma vez que atendem alguns aspectos da função de TI. 
Os modelos se dividem para cobrir toda a Governança de TI da organização 
onde o COBIT atua nos níveis estratégico e tático enquanto o ITIL no nível 
operacional, conforme demonstra a Figura 4. 
Figura 4 - Divisão COBIT e ITIL para cobrir toda a Governança de TI 
 




 O COBIT é uma metodologia de apoio à área da Tecnologia da Informação no 
desenvolvimento da Governança de TI de forma a entregar valor de TI, gerenciando 
os riscos, a necessidade de controles e questões técnicas. Utiliza-se de padrões e 
estabelece métodos documentados da área tecnológica das organizações, incluindo 
qualidade de software, níveis de maturidade e segurança da informação. 
 A missão do modelo COBIT 4.1 (2007, texto digital), segundo o ISACA é: 
Pesquisar, desenvolver, publicar e promover um modelo de controle para 
governança de TI atualizado e internacionalmente reconhecido para ser 
adotado por organizações e utilizado no dia-a-dia por gerentes de negócios, 




2.3.1 Histórico e evolução 
 
 COBIT é um framework criado em 1996 pela ISACF (Information System Audit 
and Control Foundation) inicialmente voltado para a auditoria de TI. A segunda edição 
lançada em 1998, já pela ICASA (Information System Control and Audit Association), 
revisada com foco no controle dos processos da governança de TI com acréscimo de 
ferramentas de padrões e implementação destes controles. A terceira edição teve 
como foco o gerenciamento dos princípios da governança com normas e guias 
associadas a gestão, e foi publicado no ano 2000. Em 2005 na versão 4, o foco foi a 
melhoria dos controles voltada a segurança e disponibilidades de TI na organização 
através de padrões e práticas maduras. Com foco na eficácia dos controles e 
processos de verificação e na divulgação de resultados, em 2007 é lançada a versão 
4.1. Já em 2012 a versão 5 distingui os papéis da governança e a gestão de TI 
ressaltando a importância da alta administração na tomada de decisões.  
 A Figura 5 demostra a evolução do framework e o foco em cada etapa. 
Figura 5 - Evolução do COBIT 
 





2.3.2 Princípios básicos do COBIT 
  
O modelo COBIT é voltado para o negócio e se apoia em princípios para prover 
informações que sirvam de apoio à organização nas tomadas de decisão e o 
atingimento dos objetivos traçados, assim como controlar e gerenciar os recursos de 
TI de forma mais assertiva.  
A Figura 6 representa os princípios do COBIT e suas dependências. 
Figura 6 - Princípios básicos do COBIT 
 
Fonte: COBIT 4.1 (2007, texto digital). 
Para atender aos requisitos de negócio o modelo prevê a necessidade de 
alguns critérios de controle da informação, seguindo um plano de qualidade, 
armazenamento e segurança da informação. Estes critérios são definidos pelo COBIT 
4.1 (2007) como: 
 Efetividade lida com a informação relevante e pertinente para o processo de 
negócio bem como a mesma sendo entregue em tempo, de maneira correta, 
consistente e utilizável. 
 Eficiência relaciona-se com a entrega da informação através do melhor 
(mais produtivo e econômico) uso dos recursos. 
 Confidencialidade está relacionada com a proteção de informações 
confidenciais para evitar a divulgação indevida. 
 Integridade relaciona-se com a fidedignidade e totalidade da informação 
bem como sua validade de acordo os valores de negócios e expectativas. 
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 Disponibilidade relaciona-se com a disponibilidade da informação quando 
exigida pelo processo de negócio hoje e no futuro. Também está ligada à 
salvaguarda dos recursos necessários e capacidades associadas. 
 Conformidade lida com a aderência a leis, regulamentos e obrigações 
contratuais aos quais os processos de negócios estão sujeitos, isto é, 
critérios de negócios impostos externamente e políticas internas. 
 Confiabilidade relaciona-se com a entrega da informação apropriada para 
os executivos para administrar a entidade e exercer suas responsabilidades 
fiduciárias e de governança. 
 
2.3.3 Domínios do COBIT 
 
Para que a governança de TI seja eficiente, é importante avaliar as atividades 
e riscos da TI que precisam ser gerenciados. Geralmente eles são ordenados por 
domínios de responsabilidade de planejamento, construção, processamento e 
monitoramento. No modelo COBIT esses domínios, como demonstrado na Figura 7, 
são denominados: 
 Planejar e Organizar (PO) - Provê direção para entrega de soluções (AI) e 
entrega de serviços (DS) 
 Adquirir e Implementar (AI) - Provê as soluções e as transfere para 
tornarem-se serviços 
 Entregar e Suportar (DS) - Recebe as soluções e as torna passíveis de uso 
pelos usuários finais 
 Monitorar e Avaliar (ME) - Monitora todos os processos para garantir que a 
direção definida seja seguida.  
29 
 
Figura 7 - Os quatro domínios do COBIT 
 
Fonte: COBIT 4.1 (2007, texto digital). 
 
2.3.3.1 Planejar e Organizar (PO) 
 
Para COBIT 4.1 (2007, p. 14): 
Este domínio cobre a estratégia e as táticas, preocupando-se com a 
identificação da maneira em que TI pode melhor contribuir para atingir os 
objetivos de negócios. O sucesso da visão estratégica precisa ser planejado, 
comunicado e gerenciado por diferentes perspectivas. Uma apropriada 
organização bem como uma adequada infraestrutura tecnológica devem ser 
colocadas em funcionamento.  
Conforme o COBIT 4.1 (2007), este domínio é dividido em 10 processos 
representados pela Figura 8.  
Figura 8 - Processos do Domínio Planejar e Organizar 
 




2.3.3.2 Adquirir e Implementar (AI) 
  
 Para COBIT 4.1 (2007, p. 15): 
Para executar a estratégia de TI, as soluções de TI precisam ser identificadas, 
desenvolvidas ou adquiridas, implementadas e integradas ao processo de 
negócios. Além disso, alterações e manutenções nos sistemas existentes são 
cobertas por esse domínio para assegurar que as soluções continuem a 
atender aos objetivos de negócios. 
Conforme o COBIT 4.1 (2007), este domínio é dividido em 7 processos, 
apresentados na Figura 9. 
Figura 9 - Processos do Domínio Adquirir e Implementar 
 
Fonte: COBIT 4.1 (2007, texto digital). 
 
2.3.3.3 Entregar e Suportar (DS) 
 
Para COBIT 4.1 (2007, p. 15), “Este domínio trata da entrega dos serviços 
solicitados, o que inclui entrega de serviço, gerenciamento da segurança e 
continuidade, serviços de suporte para os usuários e o gerenciamento de dados e 
recursos operacionais”. 
Conforme o COBIT 4.1 (2007), este domínio é dividido em 13 processos, 
apresentados na Figura 10.  
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Figura 10 - Processos do Domínio Entregar e Suportar 
 
Fonte: COBIT 4.1 (2007, texto digital). 
 
2.3.3.4 Monitorar e Avaliar (ME) 
 
Para COBIT 4.1 (2007, p. 15): 
Todos os processos de TI precisam ser regularmente avaliados com o passar 
do tempo para assegurar a qualidade e a aderência aos requisitos de 
controle. Este domínio aborda o gerenciamento de performance, o 
monitoramento do controle interno, a aderência regulatória e a governança. 
Conforme o COBIT 4.1 (2007), este domínio é dividido em 4 processos, 
apresentados na Figura 11.  
Figura 11 - Processos do Domínio Monitorar e Avaliar 
 






O Processo ITIL (IT Infrastructure Library), que hoje é conhecido como um dos 
maiores e mais importantes processos para uma boa e segura administração do 
ambiente, gerenciados de tecnologia de empresas, busca sempre as melhores 
práticas para um atendimento completo ao cliente e uma qualidade total. 
 
2.4.1 História do ITIL 
 
Criado em 1980 pela CCTA (Central Communications and Telecom Agency), 
atual OGC (Office Of Government Commerce), “foi formada como um esforço para 
disciplinar e permitir a comparação entre as propostas dos diversos proponentes a 
prestadores de serviços de TI para o governo britânico”, conforme Magalhães e 
Pinheiro (2007). Revisado em 2002, com a OGC como mantenedora, as práticas 
foram reunidas em 8 volumes. 
Publicado em maio de 2007, a versão ITIL V3, é composta por 5 núcleos (como 
mostra a  Figura 12) e as principais mudanças em relação a versão ITIL V2 são 
abordagens baseadas no ciclo de vida dos serviços e uma visão integrada de TI, 
negócios e fornecedores. 
Figura 12 - O Núcleo da ITIL 
 




2.4.2 Objetivos do ITIL 
 
Fernandes e Abreu (2012, p. 257), destacam o ITIL como: 
Como um framework, onde o principal objetivo da ITIL é prover um conjunto 
de práticas de gerenciamento de serviços de TI testadas e comprovadas no 
mercado (organizadas segundo uma lógica de ciclo de vida de serviços), que 
pode servir como balizadoras, tanto para organizações que já possuem 
operações de TI em andamento e pretendem empreender melhorias quanto 
para a criação de novas operações.  
O ITIL é um processo focado nas melhores práticas para toda e qualquer 
organização que fornece serviços. Este processo é principalmente conhecido pelas 
empresas prestadoras de serviços, por apresentar ideias de soluções para a gestão 
do negócio, podendo apresentar formas de controles de serviços de tecnologia, 
buscando qualidade. 
De acordo com Magalhães e Pinheiro (2007, p. 64), “o ITIL é um conjunto das 
melhores práticas para a definição dos processos necessários para o funcionamento 
de uma área de TI e demais áreas de negócio, de modo a garantir a geração de valor 
a organização”.  
A  Figura 13 demonstra os processos. 
Figura 13 - ITIL 
 
Fonte: Do Autor, adaptado de Magalhães e Pinheiro (2007, p. 64). 
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Nas empresas, independentemente do tamanho ou ramo de atuação, os 
serviços fornecidos pela área de TI precisam ser confiáveis, de alta qualidade e com 
custos aceitáveis pela organização. O ITIL oferece uma infraestrutura comum dividida 
em processos, que cobrem uma ou mais tarefas da TI (desenvolvimento do serviço, 
gerenciamento da infraestrutura, a oferta e suporte a serviços) que quando usados 
em conjunto geram qualidade no serviço tornando mais eficaz o gerenciamento de 
serviços. 
 
2.4.3 Estrutura do ITIL 
  
A metodologia ITIL não define os processos a serem implementados na área 
de TI, e sim sugere o uso das melhores práticas para que através de processos 
estruturados chegue ao resultado esperado pelas organizações. O modelo pode variar 
de acordo com a organização, mas os resultados procurados serão sempre os 
mesmos, e o que será o diferencial são os processos. A Figura 14 demonstra a 
estrutura do ITIL. 
Figura 14 - Estrutura do ITIL 
 
 Fonte: ITIL (2011, texto digital). 
 Das publicações que formam a metodologia ITIL, para este trabalho será dado 
foco às publicações do Suporte ao Serviço (Service Support) e Entrega do Serviço 




2.4.4 Suporte ao Serviço 
 
 Os processos de suporte ao serviço (Service Support) estão concentrados nas 
execuções do dia-a-dia e atividades de manutenção associadas aos serviços de TI já 
entregues e em plena utilização pela organização. Os processos relacionados a este 
tipo de suporte são: 
 Central de Serviço (Service Desk); 
 Gestão de Incidente (Incident Management); 
 Gestão de Problema (Problem Management); 
 Gestão de Configuração (Configuration Management); 
 Gestão de Mudança (Change Management); 
 Gestão de Liberação (Release Management). 
 
2.4.4.1  Central de Serviços 
 
 A central de serviços (Service Desk) é uma função dentro da TI que tem como 
principal objetivo ser o ponto focal entre os usuários/clientes e área de TI da 
organização. Permite centralizar a comunicação dos erros, dúvidas, e solicitações 
relacionadas com os serviços de TI, diminuindo o tempo de atendimento e reparação 
dos serviços. 
 O propósito é separar dentro das operações de TI, quem faz parte do suporte 
a usuários de quem vai realizar atividades de solução de problemas e 
desenvolvimento, evitando assim que ocorram interrupções no atendimento. Uma 
área especifica de suporte traz maior agilidade e qualidade no atendimento e a TI 
suportando adequadamente o usuário com maior eficiência. 
 Os principais objetivos da implementação de uma central de serviços são: 
 Ser ponto central de contato (SPOC – Single Point of Contact) entre os 
usuários e departamento de TI. É o primeiro nível de suporte ao usuário. 
 Restaurar os serviços sempre que possível. A equipe de suporte deve estar 
equipada com ferramentas e informações, tais como Erros Conhecidos, 
36 
 
Base de Conhecimento, para que possa oferecer soluções o mais rápido 
possível. 
 Prover suporte com qualidade para atender os objetivos do negócio. É 
necessário que a equipe esteja bem treinada para ter conhecimento de 
todos os serviços que serão fornecidos e entender o impacto que eles têm 
para o negócio. 
 Gerenciar todos os incidentes até o seu encerramento. A central de serviço 
será responsável pelo processo de Gerenciamento de Incidentes, e será 
responsável pelo tratamento de todos os incidentes. É de responsabilidade 
também da Central de Serviços monitorar o cumprimento dos ANS (Acordos 
de Níveis de Serviços). 
 Dar suporte a mudanças, fornecendo comunicação aos usuários sobre o 
agendamento de mudanças. 
 Aumentar a satisfação do usuário, provendo suporte com maior qualidade, 
estando sempre de prontidão para o atendimento, buscando solucionar os 
incidentes de forma mais rápida. 
 Maximizar a disponibilidade do serviço. 
As responsabilidades de uma Central de Serviços normalmente atribuídas são: 
 Receber e registrar chamadas recebidas dos usuários do serviço de TI; 
 Receber e solucionar situações simples; 
 Análise inicial dos incidentes recebidos; 
 Encaminhamento para atendimento do segundo nível; 
 Monitorar e escalar os incidentes conforme o nível de serviço estabelecido; 
 Manter os usuários dos serviços de TI atualizados sobre o andamento de 
seu incidente; 
 Gerar informações gerenciais e indicadores de desempenho. 
O uso de algumas tecnologias pela Central de Serviços, refletem em agilidade 
e qualidade de atendimento. Dentre estas tecnologias temos: 
 Sistemas eletrônicos de comunicação (e-mail, internet, intranet, voz, vídeo, 
entre outros); 
 Ferramentas de diagnóstico remoto; 
 Sistemas de mensageria (telefone celulares); 
 Ferramentas de gerenciamento de rede. 
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2.4.4.2  Gestão de Incidente 
 
 A Gestão de incidente (Incident Management) tem por objetivo, depois da 
ocorrência de um incidente, a restauração do serviço de TI a sua condição original de 
funcionamento, no menor tempo possível, minimizando o impacto sobre o nível dos 
serviços prestados, até mesmo na indisponibilidade total. 
 Conforme descrito por Magalhães e Pinheiro (2007, p. 134), um incidente “[...] 
é qualquer evento que não faz parte do funcionamento-padrão de um serviço de TI e 
que causa, ou pode causar, uma interrupção no serviço ou uma redução o seu nível 
de desempenho”. 
 O processo de Gerenciamento de incidentes tem como objetivos: 
 Resolver o incidente e redisponibilizando os serviços de TI no menor tempo 
possível, dentro do ANS firmado com a área-cliente. 
 Reduzir a adversidade do impacto sobre as operações de negócio. 
 Manter a comunicação atualizada e frequente entre a TI e as áreas de 
negócio repassando status e meios de contorno. 
 Análise do problema para identificar possibilidade de recorrência e ou 
sintoma crônico e neste caso comunicar a Gerência de Problemas. 
 Manter os níveis de disponibilidade e desempenho dos serviços de TI. 
A  Figura 15 relaciona as atividades do Gerenciamento de Incidentes. 
Figura 15 - Exemplo de processo do Gerenciamento de Incidente 
 




2.4.4.3  Gestão de Problema 
 
 A Gestão de problemas (Problem Management) tem como função minimizar o 
impacto negativo para o negócio em incidentes e problemas decorrentes de situações 
conhecidas da infraestrutura de TI, de forma que se evite novos incidentes 
relacionados aos erros conhecidos. Para que esta ação tenha sucesso, o objetivo é 
atacar a causa raiz do problema e assim aplicar uma solução definitiva para o 
problema, elevando o nível de produtividade e disponibilidade dos serviços de 
operações de TI. 
 Magalhães e Pinheiro (2007, p. 148) destacam que um Gerenciamento de 
Problema sólido “é focado tanto na solução de problemas decorrentes de um ou mais 
incidentes, atuação reativa, quanto na identificação e na resolução problemas e erros 
conhecidos antes que os incidentes ocorram, forma proativa”. 
Na metodologia ITIL, o Gerenciamento de Problema tem quatro atividades 
primárias: 
 Controle de Problemas. 
 Controle de Erros. 
 Gerenciamento Pró-ativo de Problemas. 
 Finalização da revisão dos Problemas Graves. 
Enquanto o controle de Problemas busca identificar a causa raiz e eliminar 
definitivamente um problema, o controle de erros acompanha a remoção destes 
problemas, se utilizando do processo de gestão de mudanças. Os principais 
benefícios com um processo efetivo de Gerenciamento de Problemas são:  
 Melhora da qualidade dos serviços de TI: o gerenciamento de problema 
proporciona crescimento da qualidade dos serviços de TI, propiciando 
qualidade para aos usuários, gerando maior produtividade, levantando o 
moral da equipe e provedores se serviço. 
 Redução de volume de incidentes: o gerenciamento de problema é uma 




 Implementação de soluções permanente: tende a ter uma redução 
considerável de incidentes através da implementação das mudanças com a 
solução definitiva do problema. 
 Melhoria da aprendizagem organizacional: utilização de dados históricos 
para identificar tendências e meios de evitar fracassos, resultando no 
aumento da produtividade. 
 Aumento da eficácia do atendimento de primeiro nível da Central de 
Serviços: potencializa o atendimento do primeiro nível devido à redução de 
ocorrências da infraestrutura de TI. 
 
2.4.4.4  Gestão de Configuração 
 
 O processo de Gerenciamento de Configuração (Configuration Management) 
tem por objetivo manter o controle sobre todos os ativos de TI que compõem a 
infraestrutura da organização, também conhecidos como Itens de Configuração. São 
parte destes itens de configuração recursos e processos que compõem a TI. 
 Os objetivos de uma Gestão de Configuração, são: 
 Manter a integridade do item de configuração registrado na BDGC. 
 Elaborar e supervisionar a implementação da estratégia da Gerência de 
Configuração. 
 Modelo lógico da infraestrutura de TI. 
 Rastrear, identificar, controlar e corrigir exceções dos itens de configuração 
adequadamente. 
 Fornecer informações aos demais processos ITIL. 
Alguns dos benefícios que decorrem da implantação do Gerenciamento da 
Configuração incluem: 
 Fornece informações sobre os itens de configuração e o relacionamento 
entre eles. 
 Apoio no planejamento do processo de Continuidade dos Serviços de TI. 
 Controle da Infraestrutura de TI registrando localização e responsável por 
cada item de configuração. 
 Eficiência do Gerenciamento de Problemas. 
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 Eficiência no Processo de Mudanças. 
 Otimização dos itens de segurança e da execução de obrigações legais. 
Problemas que podem afetar a eficiência da implantação do processo de 
Gestão de Configuração: 
 Detalhamento dos itens de configurações insuficientes ou excessivos: muito 
tempo para mantê-los atualizados demanda tempo e dinheiro, por outro lado 
informações insuficientes irá afetar a tomada de decisão. É necessário 
definir um ponto de equilíbrio. 
 Falta de atualização do BDGC que compromete a confiança nas 
informações e o sucesso de futuras implementações. Como o 
Gerenciamento da Configuração se baseia no Gerenciamento de Mudanças 
e Liberação, seria recomendável implantar estes processos ao mesmo 
tempo. 
 
2.4.4.5  Gestão de Mudança 
 
 O Gerenciamento de Mudança (Change Management) é o responsável pelo 
controle das mudanças na infraestrutura de TI, ou mudanças que afetem os níveis de 
serviço de TI acordados com a área de negócios. Este controle se dá através de 
processos planejados, documentados e controlados de modo que mudanças não 
tenham grande impacto nos serviços disponibilizados. 
 Conceituando mudança, de acordo com Magalhães e Pinheiro (2007, p. 213), 
“[] é a passagem de um estado para outro”. Assim, a mudança é uma alteração de um 
cenário no qual temos o controle e domínio, até pela sua estabilidade, para um estado 
que não sabemos ao acerto como irá se comportar após a implementação da 
mudança.  
 O escopo de um processo de Gerenciamento de Mudanças contempla:  
Levantamento e registro de mudanças; 
 Avaliação do impacto, custos necessários, benefícios que a mudança trará 
para a organização e os riscos de cada mudança; 
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 Elaboração da justificativa de mudança para obter a aprovação da área de 
negócio; 
 Gerenciamento e coordenação na implementação da mudança; 
 Encerramento da mudança; 
 A Gestão de Mudança no uso da metodologia ITIL, traz uma série de benefícios 
a organização: 
 Melhor alinhamento entre os serviços de TI e requerimentos do negócio: as 
mudanças são avaliadas conforme o grau de importância para o negócio; 
 Melhor visibilidade das mudanças propostas:  
 Redução de impacto negativo: a análise de riscos permite que os serviços 
de TI causem o menor impacto possível garantindo a disponibilidade dos 
serviços e reduza a necessidade de retornos ao plano original (rollback); 
 Melhora avaliação do custo/benefício da mudança: antes da implementação 
da mudança, deverá ser avaliado se trará benefícios em relação ao custo 
estimado para a mudança;  
 Aumento de produtividade: usuários ficarão menos tempo parado 
aguardando restabelecimento dos serviços, e os profissionais da área de TI 
terão mais tempo para se dedicar as ações planejadas em detrimento das 
urgentes ou emergenciais; 
 Aumenta a capacidade de absorção de um número maior de mudanças; 
 Agrega valor ao negócio de TI: aumenta a credibilidade e o valor da TI 
perante a organização gerando melhora na qualidade dos serviços 
oferecidos. 
Em contrapartida aos benefícios relacionados, alguns problemas podem afetar 
o processo de Gerenciamento de Mudança: 
 A mudança é muito grande: os recursos disponíveis não são o suficiente 
para realizar a mudança; 
 Análise de impacto incompleta: análise dos ativos impactados pela 
mudança não foram todos mapeados o que poderá atrasar a atividade ou 
mesmo fazer com que a mudança seja abortada; 
 Gerenciamento de configuração desatualizado ou incorreto: dados 
desatualizados ou incorretos podem resultar em avaliações erradas tendo 
em vista que pessoas erradas podem ter sido consultadas no processo; 
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 Burocratização do processo: o excesso de procedimentos, documentação e 
controle pode resultar no abandono de uma mudança; 
 Contingências: falta de um processo de contingência para caso de falha ou 
não existem ou nem foram testados; 
 Execução de mudanças emergenciais: atividades desta natureza permitem 
que falhas ocorram pelo tempo reduzido para análise de impacto, definição 
do processo de mudança adequado para garantir o serviço de TI; 
 Controle manual do processo de mudança: a falta de ferramentas ou 
processos automatizados para um processo de mudança acaba gerando 
sobrecarga a quem o executa. 
Nem toda solicitação de serviço é considerada formalmente uma mudança, 
cabe a organização estabelecer um nível a partir de uma análise e assim definir quais 
solicitações de serviços devem ser consideradas verdadeiramente solicitações de 
mudanças para aplicar o Gerenciamento de Mudança.  
O gerente de Mudanças é o responsável pelo processo, porém não é seu papel 
definir quando e quais mudanças deverão ocorrer e sim ser o facilitador na tomada de 
decisão do Comitê de Mudanças instituído pela organização. O Comitê de Mudanças 
(Change Advisor Board – CAB) detém o poder para aprovar, rejeitar e priorizar 
mudanças propostas pelo gerente de mudanças. 
Conforme Magalhães e Pinheiro (2007, pag. 217), o papel principal de uma 
gerência de mudanças “é evitar que mudanças ocorram”. Desta forma, para que seja 
justificável de implementação, a mudança deve se mostrar economicamente ou 
estrategicamente viável. A gerência de mudanças adicionalmente, gerencia as 
atividades das mudanças aprovadas para que a implementação transcorra dentro da 
normalidade com o mínimo ou nenhum impacto nos serviços operacionais de TI.  
 O CAB é um órgão instituído pela organização que defende um conjunto de 
interesses e é formado por representantes de diversas áreas impactadas por 
mudanças que ocorrem na organização. 
Este comitê tem como principais funções, aprovar mudanças que que se 
mostrem adequadas para implementação no âmbito da TI organizacional, ou de 
rejeitar aquelas que terão um custo maior que o benefício que a mudança irá trazer 
caso implementada.  
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Segundo as boas práticas do ITIL, no processo de Gerenciamento de Mudança, 
o Comitê de Mudança é recomendado ser composto por: 
 Gerente de Mudança: responsável pela manutenção do gerenciamento das 
mudanças; 
 Um membro da diretoria da organização; 
 Representantes da área-cliente, usuários e equipe de manutenção e 
desenvolvimento de sistemas; 
 Especialistas e consultores técnicos das tecnologias da TI; 
 Representante dos demais processos da ITIL; 
 Representante da operação de serviços e fornecedores da área de TI. 
A metodologia ITIL recomenda reuniões periódicas e presencias para avaliar 
as mudanças propostas, aproveitando que os representantes das áreas impactadas 
pela mudança estão presentes de forma a reduzir a margem de erros e impactos 
negativos da mudança. No entanto, o uso do correio eletrônico ou sistemas de 
wokflows são alternativas aceitas pelo programa. 
 O Comitê de Mudanças Emergencial (Emergency Committee) tem o papel de 
autorizar implementações emergenciais sem a necessidade de toda documentação 
ou formalismo necessário para o Comitê de Mudança. Algumas mudanças não podem 
aguardar dias ou horas para serem implementadas pois podem significar grandes 
prejuízos para as organizações. 
 Os membros deste comitê sempre serão o Gerente de Mudanças e os técnicos 
responsáveis pela implementação da Mudança. 
O processo de Gestão de Mudanças visa assegurar que as alterações em um 
serviço existente ou a entrada de novos serviços no ambiente de produção sejam 
realizadas de forma planejada e controlada (avaliadas, priorizadas, planejadas, 
testadas, implantadas, documentadas e comunicadas), reduzindo o risco e impacto 
nas áreas de negócio. A Figura 16 ilustra três tipos de mudanças do processo de 
Gerenciamento de Mudança.  
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Figura 16 - Processo de tratamento da Solicitação de Mudança 
 
Fonte: Do Autor, adaptado de Magalhães e Pinheiro (2007, p. 225). 
 Mudança-padrão: são mudanças que não representam risco ao ambiente 
de infraestrutura de TI e são previamente documentados. A aprovação 
poderá ser pelo responsável da execução da mudança ou quem ele 
designar; 
 Mudança Normal: são mudanças que podem gerar impacto na infraestrutura 
de TI; 
 Mudança Emergencial: são mudanças que necessitam de implementação 
imediata e quem em caso de não ser realizada poderá incorrer em 
indisponibilidade de serviços. 
 O processo de Mudança passa por algumas atividades que dão apoio à Gestão 
de Mudança, as quais são citadas a seguir: 
 Registro e classificação das solicitações de mudança: classificar as 
solicitações conforme o tipo: padrão, normal ou urgente. 
 Priorização: a Gerência de Mudanças deve priorizar as solicitações 
recebidas. 




 Aprovação da mudança: aprovação formal da solicitação para 
implementação. 
 Agendamento da mudança: visibilidade das mudanças a serem aplicadas 
no mesmo dia reduzindo riscos.  
 Construção, testes e implementação: espécie de auditoria para validar se a 
mudança atingiu seu objetivo. 
 Melhoria contínua do processo: propor melhorias no próprio processo de 
Gerenciamento de Mudanças. 
O Processo de Gerenciamento de Mudanças deve prover indicadores para 
avaliar sua eficiência, eficácia, efetividade e economicidade. Podemos, no entanto, ter 
outros indicadores que venham a contribuir na avaliação dos serviços de TI, definidos 
em conjunto pelas áreas de serviços de TI da organização ou áreas específicas da TI. 
 Magalhães e Pinheiro (2007, p. 236), sugerem os Indicadores-Chave de 
Desempenho, conforme a Tabela 3: 
Tabela 3 - Proposta de Indicadores-Chave de Desempenho 
Perspectiva Indicador 
Eficiência Índice de mudanças implementadas. 
Índice de incidentes advindos das mudanças implementadas. 
Eficácia Índice de mudanças implementadas dentro do prazo estabelecido. 
Índice de disponibilidade dos serviços de TI. 
Efetividade Índice de mudanças retrocedidas. 
Índice de satisfação dos usuários com a implementação das mudanças. 
Economicidade Índice de incidentes de mudanças canceladas. 
Índice de evolução de custo médio por mudança realizada. 
 





2.4.4.6  Gestão de Liberação 
 
A Gestão de Liberação (Release Management) tem o papel de proteger o 
ambiente produtivo. Esta proteção ocorre com a utilização de procedimentos formais 
e rotinas de testes extensivos que procuram avaliar todos os fatores envolvidos no 
processo de mudança de software ou hardware. Desta forma há redução ou 
eliminação de impactos quando implementado garantindo a consistência de 
informações, estabilidade dos ambientes, garantindo a disponibilidade e continuidade 
dos serviços de TI.  
A Gestão de Liberação anda junto com a Gestão de configuração e a Gestão 
de Mudança. 
Os objetivos do processo de Gestão de Liberação são: 
 Gerenciar, distribuir e implementar os itens de configuração de hardware e 
software aprovados; 
 Gerenciar expectativas de usuários e clientes em relação aos serviços de 
TI; 
 Negociar o conteúdo e plano de implementação de liberações; 
 Prover o armazenamento físico e seguro dos itens de configuração; 
 Garantir que somente itens de configuração aprovados e com qualidade 
adequada sejam utilizados nos ambientes produtivos e testes. 
A Figura 17 ilustra a sequência de atividades do processo de Gerenciamento 
de Liberação.  
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Figura 17 - Atividades do Processo de Gerenciamento de Liberação 
 
 Fonte: Do Autor, adaptado de Magalhães e Pinheiro (2007, p. 248). 
A política de liberação é classificada em Tipos de Liberação a saber: 
 Liberação Delta: contempla itens de configuração novos ou alterados desde 
a última versão completa. 
 Liberação completa: todos os itens de configuração são testados, 
distribuídos e implementados em conjunto. 
 Liberação em Pacote: composta de pelo menos duas versões (Completa, 
Delta ou ambas agrupadas). 
 Liberação de Emergência: liberações que contém correções para um baixo 
número de problemas. 
A implantação de um Gerenciamento de Liberação traz inúmeros benefícios a 
organização: 
 Redução de falhas resultando em maior qualidade no serviço oferecido; 
 Redução de indisponibilidade dos serviços oferecidos; 
 Garantia de qualidade dos serviços entregues; 
 Estabilidade dos ambientes de teste e produção; 
 Potencializa o uso do usuário concentrado nos testes; 
 Monitoração e proteção do hardware e software; 
 Compatibilidade dos sistemas e servidores; 
 Aumento da capacidade da TI para mudanças de alto nível; 
 Utilização de softwares ilegais reduz consideravelmente; 
 Redução do risco de contaminação por vírus e intervenções não autorizadas 
em itens de configuração.  
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Os principais fatores críticos para o sucesso de uma Gestão de Liberação. 
 Resistência dos usuários de serviços de TI as mudanças propostas; 
 Processo inadequado para casos urgentes comprometendo a consistência 
do BDGC e do DHD; 
 Indefinição de responsabilidades e aceitação de papéis do pessoal 
operacional e desenvolvimento; 
 Testes reduzidos ou inadequados por falta de tempo ou infraestrutura 
insuficiente; 
 Impossibilidade de criar todos cenários possíveis; 
 Pressão para liberar antes de finalizada validação; 
 Resistência em voltar para posição original em caso de falha. 
 
2.4.5 Entrega de Serviços 
 
Os processos de Entrega de Serviço (Service Delivery) concentram-se nas 
atividades de planejamento a longo prazo dos serviços que serão demandados pela 
organização e na melhoria dos serviços já entregues e em utilização pela organização, 
contemplando Magalhães e Pinheiro (2007, p. 68). São eles: 
 Gestão do Nível de Serviço (Service Level Management). 
 Gestão Financeira (Financial Management). 
 Gestão de Capacidade (Capacity Management). 
 Gestão de Continuidade dos serviços de TI (IT Service Continuity 
Management). 
 Gestão da Disponibilidade (Availability Management). 
 
2.4.5.1 Gestão do Nível de Serviço 
 
 O processo de Gestão do Nível de Serviço ou Service Level Management 
(SLM) garante a entrega dos serviços de TI a todos os usuários respeitando os níveis 
de qualidade adequados, priorizados conforme a necessidade da organização e 
dentro de um custo aceitável.  
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 Os principais objetivos do SLM são: 
 Melhorar a qualidade dos serviços de TI entregue aos usuários. 
 Manter a disponibilidade dos serviços para evitar prejuízos. 
 Manter o foco no negócio. 
 Garantir o alinhamento entre o negócio e a TI. 
A qualidade nos serviços de SLM é fundamental e para que seja possível 
mantê-la num bom nível é necessária a manutenção do ciclo de acordar (definir regras 
e diretrizes), monitorar, informar o êxito das ações realizadas e propor ações para 
eliminar serviços de baixo desempenho evitando custos desnecessários. Este 
processo envolve o cliente e a área de TI que juntos firmam um acordo com os níveis 
de serviços desejáveis para a organização. 
Este acordo de níveis de serviço é denominado de ANS (Acordo de Nível de 
Serviço) ou SLA (Service Level Agreement) e constitui um elemento fundamental 
neste processo, pois estabelece os níveis e indicadores de qualidade dos serviços de 
TI. Contemplando Magalhães e Pinheiro (2007, p. 296), SLA “[] é um contrato ou 
acordo que formaliza uma relação comercial ou parte de uma relação comercial”. 
Os principais objetivos de um ANS são: 
 Garantir o retorno do investimento. 
 Prover a comunicação entre as partes interessadas. 
 Disponibilizar mecanismos de verificação. 
 Manter o controle das entregas e execuções. 
 Gerenciar as expectativas do cliente e da organização. 
 Estipular formas de contabilização e apresentação dos resultados. 
Um acordo de ANS deve, de acordo com Magalhães e Pinheiro (2007, p. 297): 
 Ser compreensível. 
 Ser realista. 
 Ter metas alcançáveis. 
 Levar em conta envolvimento de terceiros. 
 Definir claramente o que é esperado do cliente. 




 Redução de custos e maior qualidade dos serviços de TI. 
 Utilização dos recursos de forma mais eficiente e dedicada. 
 Melhoria da imagem da TI perante a organização e seus usuários. 
 Monitoramento de serviços possibilitando identificar melhorias. 
Problemas relacionados ao processo de Gerenciamento do Nível de Serviços: 
 A TI não atingir os níveis acordados. 
 Os níveis acordados além do que pode ser atingido. 
 Falta de revisão dos níveis acordados. 
 Falta de indicadores para avaliação dos serviços. 
 
2.4.5.2  Gestão Financeira 
 
 A Gestão Financeira (Financial Management) dos serviços de TI tem por 
objetivo auxiliar a organização no controle e gerenciamento dos recursos de TI, 
provendo a sustentação econômica para execução dos seus serviços e fornecendo 
informações gerenciais para tomadas de decisão.  
 Dentre os principais objetivos deste gerenciamento estão: 
 Definir o custo sobre cada serviço de TI suportado; 
 Atribuir o custo a cada serviço de TI suportado; 
 Conscientização dos custos de TI. 
 O processo de Gestão Financeira se divide em subprocessos, a destacar: 
 Elaboração do orçamento: responsável por estimar e controlar os gastos da 
TI. O ciclo de revisão é anual.  
 Apuração e análise dos custos: responsável em justificar onde está sendo 
investido o recurso orçado para a TI.  
 Cobrança dos custos: responsável pela cobrança do serviço disponibilizado. 
 Benefícios da organização com uma Gestão Financeira eficaz: 
 Segurança na elaboração e gerenciamento de orçamentos. 
 Uso eficiente dos recursos de TI na organização. 
 Satisfação dos clientes por saber pelo que eles estão pagando. 
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 Tomadas de decisão sobre investimentos a partir de informações mais 
precisas. 
 Priorizar a utilização de recursos. 
 Problemas relacionados a Gestão Financeira de TI: 
 Falta de comprometimento dos gerentes de TI e gestão da organização. 
 Custo elevado do sistema de gestão financeira, em alguns casos excedendo 
o valor da informação em TI. 
 Falta de planejamento causando problemas e atrasos dos serviços de TI. 
 Gerenciamento financeiro dos serviços de TI em desacordo com os 
processos financeiros da organização.  
 
2.4.5.3  Gestão de Capacidade 
 
 O processo de Gestão de Capacidade (Capacity Management) deve assegurar 
que a capacidade da infraestrutura de TI esteja adequada a organização, suportando 
os serviços de TI com qualidade e propiciando sua evolução, com custo e prazo 
adequados. 
 Os principais motivadores para um Gerenciamento de Capacidade são: 
 Aumento das demandas de TI. 
 Maior eficiência na utilização dos recursos disponíveis. 
 Prever impactos na infraestrutura de TI. 
 Melhor visibilidade dos recursos para aquisição. 
 O processo de Gerenciamento da Capacidade possui 3 subprocessos 
listados abaixo: 
 Gerenciamento da Capacidade de Negócio: garantir que as necessidades 
atuais e futuras do negócio sejam levadas em conta nas operações de TI.  
 Gerenciamento da Capacidade de Serviço: garantir que os serviços de TI 
estejam adequados com o ANS. 
 Gerenciamento da Capacidade de Recursos: responsável pelo 




A  Figura 18 relaciona as atividades que compõem o Gerenciamento de 
Capacidade. 
Figura 18 - Subprocessos do Gerenciamento de Capacidade 
 
Fonte: Do Autor, adaptado de Magalhães e Pinheiro (2007, p. 316). 
Cada um dos subprocessos mencionados acima envolve, em um grau maior 
ou menor, as seguintes atividades:  
 Atividades iterativas. 
 Armazenamento dos dados do Gerenciamento da Capacidade. 
 Gerenciamento da demanda. 
 Dimensionamento de aplicação. 
 Modelagem. 
 Plano de Capacidade. 
 Relatórios. 
 
2.4.5.4  Gestão de Continuidade dos Serviços de TI  
 
 O Gerenciamento de Continuidade dos Serviços de TI (IT Service Continuity 
Management) ou simplesmente GCSTI, tem como principal objetivo, dar suporte ao 
Gerenciamento da Continuidade de Negócio (GCN), garantindo que os serviços de TI 
sejam restabelecidos em um eventual desastre, dentro dos prazos requeridos e 
acordados.  
Os principais objetivos do GCSTI são:  
 Preservar o negócio reduzindo o impacto em casos desastre ou falha grave. 
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 Identificar e mitigar os riscos para o negócio. 
 Garantir a segurança ao cliente e usuário. 
 Criar planos de recuperação dos serviços de TI e integrá-los ao Plano de 
Gerenciamento da Continuidade de Negócio. 
Os principais benefícios com o GCSTI são: 
 Um gerenciamento efetivo dos riscos reduzindo impacto negativo causado 
pelas falhas. 
 Redução dos prêmios pagos aos contratos de seguro. 
 Manutenção de itens obrigatórios ou regulamentares (acordos, leis). 
 TI mais focada no negócio e ciente dos impactos e das prioridades da 
organização. 
 Potencializa o relacionamento entre o negócio e a TI gerando ligação de 
confiança. 
 Aumento da credibilidade da organização na visão do cliente. 
 Em contrapartida aos benefícios, a implantação de um processo de Gestão de 
GCSTI pode trazer alguns problemas: 
 Falta de recursos para implantar o processo. 
 O GCSTI não ser suportado pelo Gerenciamento da Continuidade do 
Negócio. 
 Falta de comprometimento da organização e responsáveis de TI para definir 
e executar os planos de restauração. 
 Levantamento superficial dos processos críticos para a organização em 
caso de desastres. 
 A estratégia de restauração não atender o seu propósito por falta de testes. 
 Baixo comprometimento de usuários ou equipe de TI, comprometendo o 
processo de restauração. 
 
2.4.5.5  Gestão da Disponibilidade  
 
O processo de Gestão da Disponibilidade (Availability Management) tem como 
função manter a disponibilidade dos serviços de TI oferecidos de acordo com um nível 
de disponibilidade aceitável pelos usuários e clientes, permitindo a organização atingir 
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seus objetivos. O Gerenciamento de Disponibilidade é o meio de garantir que serviços 
de rede, aplicações, estações de trabalho e demais serviços, estejam sempre 
operacionais, independente do momento em que são exigidos. 
A  Figura 19 demonstra a distribuição do processo do Gerenciamento de 
Disponibilidade em uma subdivisão de 3 atividades. 
Figura 19 - Atividades do Gerenciamento de Disponibilidade 
 
 Fonte: Do Autor, adaptado (2016). 
 Principais benefícios de um processo de Gestão da Disponibilidade: 
 Foco em melhorias para manter a disponibilidade dos serviços. 
 Clientes satisfeitos. 
 Ações corretivas e preventivas. 
 Redução do impacto negativo nos Serviços de TI. 
 Problemas comuns enfrentados por um processo de Gestão de Disponibilidade: 
 Levantamento inadequado ou incompleto dos requisitos de negócio em 
relação a disponibilidade. 
 Falta de formalização (contrato) do acordo de disponibilidade de cada 
serviço. 
 Falta de comprometimento dos envolvidos com o processo. 
Como apoio as metodologias COBIT, no papel direcionado ao processo de 
governança de TI e o ITIL na gestão de serviços com uso de melhores práticas, o 
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3 FERRAMENTAS DE APOIO 
 
 
 Existem disponíveis no mercado ferramentas baseadas na metodologia ITIL 
que servem de apoio aos processos de suporte e entrega de serviços. 
 Dentre estas ferramentas, serão apresentadas algumas que se destacam: 




 O OTRS (Open Technology Real Services) é um framework opensource, 
disponível em 36 línguas, com mais de 5000 membros integrantes da comunidade, 
que contribuem para o aprimoramento e divulgação da ferramenta. Estes membros 
atuam como uma espécie de usuário/desenvolvedor identificando problemas e 
sugerindo melhorias, contribuindo com a qualidade do software. É importante destacar 
que a ferramenta é adaptável à diferentes ramos de atividade, comprovados pelas 
mais de 150.000 instalações em indústrias, TI e telecomunicações, governo, saúde, 
manufatura, educação e produtos de consumo. 
 No entanto, o framework foca as atenções em duas ferramentas: OTRS Help 
Desk e OTRS ITSM. 
 Para o gerenciamento de serviço eficaz o OTRS Help Desk contempla desde 
abertura de um chamado, direcionamento para a área solucionadora, status do 
atendimento e controle de NSA. Para indicadores possui relatórios e dashboards para 
gerenciamento e qualificação. 
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 A  Figura 20 mostra um exemplo de dashboard de acompanhamento de tickets 
do Service Desk. 
Figura 20 - Dashboard do Backlog de Tickets 
 
Fonte: OTRS (2016, texto digital). 
 A ferramenta OTRS ITSM tem foco no gerenciamento da TI com base nas boas 
práticas no uso do ITIL. Fornece as seguintes ferramentas de apoio para o 
gerenciamento da área de TI:  
 Gerenciamento de Incidentes (Incident Management). 
 Gerenciamento de Problemas (Problem Management). 
 Gerenciamento de Mudança (Change Management). 
 Gerenciamento de Configuração (Configuration Management). 
 Gerenciamento de Liberação (Release Management). 










Figura 21 - Backlog de Mudanças 
 




Framework com módulos de apoio ao gerenciamento de atendimento em 
Service Desk, SAC - Serviço de atendimento a clientes, CSC - Centro de serviços 
compartilhados ou Ouvidorias. O objetivo da ferramenta não é somente registro e 
atendimento de tickets e demandas, mas também no uso de processos para a 
melhoria contínua. 
A  Figura 22 mostra um exemplo de ticket de mudança na ferramenta 
demonstrando as etapas necessárias. 
Figura 22 - Visão do processo de mudança 
 




3.3 Maximo IBM 
 
 Assim como as ferramentas citadas anteriormente, o Maximo é uma ferramenta 
para registro, atendimento e acompanhamento de serviços da área de TI.  
 A  Figura 23 demonstra níveis do processo de Mudanças do Maximo. 
Figura 23 - Etapas do Processo de Mudança 
 
Fonte: Do autor (2016). 
A melhor ferramenta para cada organização depende da necessidade que ela 
precisa suprir no seu processo. A melhor do mercado, mais procurada pelas 
empresas, nem sempre se adapta a uma organização, depende muito do que a 
empresa procura e o problema que ela quer solucionar. Das ferramentas 
apresentadas, todas contemplam os principais processos e melhores práticas 
propostas pelas metodologias do COBIT e ITIL, umas de forma mais simples e prática, 
outras mais complexas.      
 O próximo capítulo irá descrever a proposta deste trabalho de conclusão de 














4 TRABALHO PROPOSTO 
 
 
As áreas de negócio vêm passando por mudanças cada vez mais frequentes a 
fim de manter a competitividade da organização à qual pertencem. Com isso, a 
Tecnologia da Informação (TI) precisa acompanhar o progresso dessas outras áreas, 
bem como amadurecer os seus processos, visando prover o suporte necessário. 
Para tanto, a TI deve proporcionar um ambiente saudável, livre de problemas 
que possam indisponibilizar serviços cruciais da organização. Indisponibilidade 
significa impacto, seja ele econômico ou estrutural. A gestão de mudanças vem 
auxiliar neste processo de maturidade da TI, contribuindo na qualidade e segurança 
dos serviços oferecidos. O objetivo proposto neste trabalho é desenvolver e aplicar 
uma metodologia de suporte à transição de mudanças de TI para o ambiente produtivo 
com apoio de métodos ágeis do ITIL. 
 
4.1 Detalhamento do processo de Mudança 
 
Como descrito, o foco do processo de gerenciamento de mudança é reduzir ou 
minimizar impactos negativos nos serviços operacionais de TI. A implementação 
desse processo requer uma sequência de procedimentos que ficam sob a 
responsabilidade do gestor de mudanças.  
A origem do processo é a solicitação formal de mudança, que pode ser de 
cliente, fornecedor ou da própria TI. Cada mudança gera uma Requisição de Mudança 
(RDM), formulário padrão adaptado às necessidades da empresa e mecanismo formal 
de solicitação de mudança. Este documento é pré-preenchido pelo solicitante e 
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encaminhado ao gestor de mudanças. O gestor processa a mudança conforme 
critérios definidos pela empresa e TI, acompanhando o processo até o seu 
fechamento.  
Determinadas mudanças necessitam de aprovação de um comitê (CAB), 
formado pelos gestores de infraestrutura e de soluções. Participam ainda o gestor de 
mudança, o cliente ou representante e a área técnica da TI. Na oportunidade são 
apresentadas e defendidas as mudanças propostas, cabendo ao comitê a decisão de 
aprovar ou rejeitar. Mudanças rejeitadas poderão ser reencaminhadas em outra 
oportunidade após a sua revisão, outras podem ser rejeitadas em definitivo. 
Situações de emergência onde a necessidade de mudança é urgente e não há 
tempo para a atuação do CAB, a aprovação é do Comitê de Emergência (CE), formado 
pelos gestores de infraestrutura, Demandas e soluções, e pelo gerente de TI. 
O processo de mudanças se divide em atividades e atores que podem ser 
observadas na Figura 24. 
Figura 24 - Processo de Mudança 
 
Fonte: Do Autor (2016). 
O papel do Gestor de mudanças no processo de mudanças consiste em 
receber e registrar as RMDs, planejar e agendar, revisar e autorizar, implementar e 







Figura 25 - Fluxo do Processo de Mudança 
Fonte: Do Autor (2016). 
Atividades do fluxo de mudanças:  
 Recebimento e Registro: consiste no ato de receber formalmente uma 
solicitação de mudança e registrar a mesma na planilha de controle de 
mudanças; 
 Planejamento e agendamento: consiste primeiramente em planejar 
todas as etapas da mudança atualizando a RDM e complementando 
informações da responsabilidade do gestor de mudanças. Este 
planejamento ocorre para as mudanças recebidas conforme o 
calendário estabelecido. O agendamento consiste inicialmente na 
definição da data e janela para execução da mudança. O agendamento 
propriamente dito é o envio das mudanças previstas no próximo período 
de implantações e é enviado ao comitê de mudanças; 
 Revisão e autorização: ocorre na reunião de CAB com a presença do 
cliente ou representante, do gestor de mudanças e dos gestores de 
infraestrutura e soluções de TI. Nesta reunião são apresentadas e 
defendidas as mudanças agendadas, cabendo ao comitê aprovar ou 
rejeitar as mudanças. Para cada reunião é gerada uma ata para registro 
e consulta. Mudanças aprovadas estarão aptas para implementação nos 
próximos 7 dias correspondentes ao período de implantações. 
Mudanças rejeitadas parcialmente, aquelas que o comitê entendeu faltar 
algo que gere segurança de aprovação, voltam para análise da área 
técnica e gestão de mudança. Mudanças rejeitadas em definitivo, que o 
comitê entenda como desnecessária, são registradas como rejeitadas e 










mudanças (descrito em item mais adiante) à gestão da empresa e ao 
grupo de TI. 
 Implementação: consiste na execução das mudanças aprovadas pelo 
comitê. A execução fica sob responsabilidade da área técnica 
respeitando as etapas descritas na RDM, assim como a janela proposta. 
Concluída a implementação, o responsável repassa à gestão de 
mudanças, o tempo real de execução e se foi concluída com sucesso ou 
insucesso, sendo necessário o plano de retorno. 
 Fechamento: consiste na atualização do controle de mudanças com as 
informações da implementação e envio do Informativo de Mudanças 
comunicando a conclusão e o status. 
O papel do comitê de mudanças é revisar o planejamento das mudanças, 
revisar os impactos e riscos no ambiente e aprovar ou rejeitar as mudanças propostas 
pelo gerenciamento de mudanças. 
O papel da equipe de deploy é executar a mudança aprovada pelo comitê 
dentro da janela proposta na RDM. 
Para um controle efetivo e organizado, a planilha de mudanças é uma 
ferramenta crucial do processo de gerenciamento, conforme descrito no tópico 
seguinte. 
 
4.1.1 Planilha de Controle de Mudanças 
 
A planilha, exemplo apresentado no ANEXO A, será um dos principais objetos 
do processo de mudanças, isso porque conterá o registro de todas as solicitações 
recebidas pela gestão de mudanças. A data de registro da solicitação terá papel 
importante pois será considerada na etapa do planejamento de agendamentos. Como 
resultado desta etapa teremos a classificação da prioridade de cada solicitação 
(planejada, emergencial ou pré-aprovada).  
A planilha irá contemplar as principais informações de uma solicitação, dentre 
elas estão um código único de mudança, o motivo e o objetivo, o solicitante e o 
responsável pela mudança, a janela de implementação, se foi aprovada ou rejeitada 
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(neste caso deverá constar o motivo da rejeição) e o status da implementação 
conforme será descrito na seção de indicadores. Servirá ainda de referência para a 
comunicação de mudanças, para gestão da empresa e demais áreas da TI. 
Outro documento importante para o processo é o formulário de mudanças, 
documento padrão de solicitação de mudanças, o qual será apresentado na seção 
seguinte. 
 
4.1.2 Formulário de Mudanças (RDM) 
 
Documento padrão criado pela empresa para solicitação de mudança que 
precisa ser implementada no ambiente produtivo. Sempre que há necessidade de uma 
mudança, o solicitante deve preencher a RDM, detalhada no ANEXO B, para envio ao 
Gestor de Mudanças, contendo informações como:  
 Janela de implementação: data, hora início e fim para implementação da 
mudança; 
 Motivo da mudança: o motivo que originou a solicitação de mudança 
(upgrade de versão, nova funcionalidade, novo equipamento, etc.); 
 Retorno desejado da mudança (financeiros, imagem e qualidade): 
destaque dos benefícios que trará para a organização em relação ao 
retorno financeiro, a imagem da empresa e qualidade nos serviços; 
 Serviços envolvidos: Itens de Configuração (ICs) como servidores, 
documentos, softwares, etc.; 
 Evidências de qualidade: uma mudança para ser aplicada em produção 
precisa passar pelo processo de qualidade, seja da equipe de testes, 
seja da homologação do cliente. As evidências do aceite deverão estar 
disponíveis para consulta, podendo constar na RDM ou documento 
armazenado em local adequado, sendo este referenciado no formulário. 
Quando não for possível efetuar a validação devido a restrições técnicas, 
deverá constar a informação do motivo; 
 Equipes envolvidas: os recursos e técnicos envolvidos na 
implementação deverão estar relacionados para validação e aceite. Os 
contatos deverão estar relacionados; 
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 Descritivo de tarefas: relação das etapas necessárias para a 
implementação contendo o tempo previsto de cada atividade, o 
responsável pela execução, eventual teste específico da etapa e plano 
de retorno parcial; 
 Plano de retorno: é a descrição das atividades que serão necessárias 
para restaurar a posição anterior a mudança.  
Dentre os itens da RMD, alguns são responsabilidade do gestor de mudanças 
pelo fato de ter uma visão estratégica do negócio e da TI. Estes itens complementam 
o documento e serão descritos a seguir. 
 
4.1.2.1 Complementos do Formulário de mudanças (RDM) 
  
 Complementado o preenchimento do formulário de mudanças, o gestor de 
mudança apura critérios que serão fundamentais para a etapa de agendamento e 
aprovação das mudanças do próximo período de implementação. Além disso, estes 
itens serão referência na apuração dos indicadores que permitirão análise e ações 
futuras. Os itens destacados são:  
1. Tipo (preventiva, melhoria, atualização tecnológica, corretiva, legal): o tipo 
é uma classificação para definir a origem da mudança e é definido pelo 
Gestor de Mudanças juntamente com o solicitante da mudança. 
2. Prioridade: a prioridade irá definir como a mudança precisa ser conduzida 
entre o recebimento e a implementação. 
 Mudança emergencial 
 Uma mudança emergencial deve estar relacionada à resolução 
imediata ou eminente de um incidente no qual a indisponibilidade 
de um sistema, aplicação, rede ou outro componente de serviço 
tenha ocorrido ou potencialmente irá ocorrer. 
 Mudança exceção 
 Mudanças que são vitais para o atendimento das necessidades 
de negócios e não podem ser tratadas pelo processo normal de 
aprovação da mudança, particularmente em relação aos prazos 




 Mudança Normal 
 Mudanças que seguem completamente o processo, 
procedimentos e políticas. 
3. Impacto (alto, médio, baixo): o impacto é o potencial que um problema não 
resolvido tem em afetar a capacidade de o negócio executar efetivamente 
suas atividades ou entregar os serviços. Para calcular o impacto da 
mudança é aplicado um questionário de perguntas e respostas, no qual 
cada resposta possui um peso e intervalos de resultado que definem o 
coeficiente de impacto, conforme apresentado na Tabela 4. 
Tabela 4 - Tabela de Apuração do Impacto 
A B C D E 






I1 - Mudança com 
indisponibilidade 
prevista durante a 
execução da 
mesma? 
Ambiente crítico de 
produção 
15 
    
Ambiente NÃO crítico de 
produção 
10 
    
Ambiente de NÃO produção 5     
Sem indisponibilidade 0 X 0 
I2 - Mudança com 
indisponibilidade 
prevista em caso 
de Fallback1? 
Sem indisponibilidade 0     
Com indisponibilidade 15 
X 15 





Sim 15 X 15 
Não 0 
    
I4 - Existe um 
ambiente de 
contingência que 
assume o serviço 
afetado? 
Sim 0     
Não 10 





Alto > 40 pontos 
Médio 20 – 39 pontos 
Baixo 0 – 19 pontos 
Fonte: Do Autor (2016). 
Para cada pergunta (coluna A), temos uma resposta (coluna B) onde são 
atribuídos pontos (coluna C) que servem como peso na definição do impacto 
da mudança. De acordo com a resposta (coluna B), é apurado o número de 
pontos da mudança (coluna E). Sempre que a coluna D contiver um “X” é 
                                                          
1  Plano alternativo para restabelecimento dos serviços afetados. 
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atribuído o valor dos pontos da coluna C para a coluna E. A soma dos pontos 
da mudança da coluna E será o total de pontos da mudança em análise.  
Para definir o impacto que determinada mudança representa para os 
serviços de TI, utilizamos métricas de classificação de impacto: alto, médio ou 
baixo. Cada métrica possui intervalos pré-definidos. Para sabermos qual o 
impacto de cada mudança aplicamos o total de pontos na matriz da métrica de 
classificação. No exemplo da Tabela 4 o total de pontos ficou em 30. Aplicando 
à matriz, observamos que o valor está entre 20 e 39, sendo assim, o impacto 
desta mudança é médio. 
4. Risco (alto, médio, baixo): é uma estimativa sobre o potencial que uma 
mudança tem de causar incidentes no ambiente de TI. Para calcular o risco 
da mudança é aplicado um questionário, no qual cada resposta possui um 
peso e intervalos de resultado que definem o coeficiente de risco, conforme 
apresentado na Tabela 5. 
Tabela 5 - Tabela de Cálculo de Risco 
A B C D E 
  





R1 - Envolve um complexo ou 
longo período de 
implementação? 
Tempo < 2 horas 0     
Tempo > 2 horas 5 X 5 
Tempo > 6 horas 10     
Tempo > 12 horas 15     
R2 - Envolve um complexo ou 
longo período de fallback (pior 
cenário)? 
Tempo < 1 hora 0     
Tempo > 1 hora 5 X 5 
Tempo > 4 horas 10     
Tempo > 8 horas 15     
R3 - Altera muitos Servidores? 
Quantidade > 1 2 X 2 
Quantidade > 5 5     
Quantidade > 10 10     
R4 - A Mudança é em um 
ambiente compartilhado com 
fornecedor? 
Sim 10     
Não 0 
X 0 
R5 - A Mudança é em um 
ambiente de produção? 
Sim 10 X 10 
Não 0     
R6 - A Mudança é em um 
ambiente crítico? 
Sim 15 X 15 
Não 0     
Cálculo do Risco Médio 37 
Alto > 55 pontos 
Médio 30 – 54 pontos 
Baixo 0 – 29 pontos 
 
Fonte: Do Autor (2016). 
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Para cada pergunta (coluna A) temos uma resposta (coluna B) onde são 
atribuídos pontos (coluna C) que servem como peso na definição do risco da 
mudança. De acordo com a resposta (coluna B), é apurado o número de pontos da 
mudança (coluna E). Sempre que a coluna D contiver um “X” é atribuído o valor dos 
pontos da coluna C para os pontos da mudança da coluna E. A soma dos pontos da 
mudança da coluna E será o total de pontos da mudança em análise.  
Para definir o risco que determinada mudança representa para os serviços de 
TI, utilizamos métricas de classificação de impacto: alto, médio ou baixo. Cada métrica 
possui intervalos pré-definidos. Para sabermos qual o risco de cada mudança 
aplicamos o total de pontos da mudança, na matriz da métrica de classificação. No 
exemplo da Tabela 5 o total de pontos ficou em 37. Aplicando à matriz, observamos 
que o valor está entre 30 e 54, sendo assim, o risco desta mudança é considerado 
médio. 
5. Categoria (crítica, maior, média, baixa ou Business as Usual (BAU)): é a 
classificação da mudança em relação à categoria, conforme segue. 
a) Crítica: Uma mudança de alta complexidade que: 
 Envolve um completo ou lento período de implementação, ou  
 Envolve um complexo ou lento período de retorno, ou 
 O plano de retorno envolve a indisponibilidade do serviço, 
b) Maior: Uma mudança de média complexidade que atenda os critérios: 
 Plano de retorno é conhecido pelos executores 
 Os usuários são familiares com a mudança 
 Envolve um único processador, sistema ou ambiente 
 Por exemplo, um único processador que foi implementado com 
sucesso outras vezes. 
c) Média: Uma mudança de média complexidade que atenda os critérios: 
 Plano de retorno é conhecido pelos executores 
 Os usuários são familiares com a mudança 
 Envolve um único processador, sistema ou ambiente 
 Por exemplo, um único processador que foi implementado com 
sucesso outras vezes. 
d) Baixa: Uma mudança de mínima complexidade que é amplamente 
conhecida e um plano de retorno que já foi executado com sucesso 
muitas vezes anteriormente.  
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 Geralmente não há indisponibilidade associada a uma mudança 
menor. 
e) BAU (pré-aprovada): Mudanças comuns (Business as Usual) possuem 
procedimentos que foram testados e possuem um histórico de sucesso.  
 Estes tipos de mudanças são documentados somente para 
conhecimento da informação e/ou propósitos de auditorias. 
A combinação do risco e impacto da mudança determinam a sua categoria. A 
Tabela 6 demonstra a relação desta combinação. 
Tabela 6 - Tabela de Apuração da Categoria 


















































N/A N/A N/A 
    Nenhum Baixo Médio Alto 
    Impacto 
 
Fonte: Do Autor (2016). 
 Assim, considerando o cenário descrito anteriormente na apuração de riscos e 
impacto, a mudança seria classificada na categoria 3. 
 Concluindo o processo de preenchimento e análise dos formulários, são 
validados alguns pré-requisitos como posição válida do último backup, comunicação 
para desativação de monitoramento dos ICs envolvidos na mudança e contatos das 





4.1.3 Calendário de mudanças 
 
O objetivo do calendário é definir prazos para cada etapa do processo de 
mudanças. Desta forma, a gestão de mudanças faz o planejamento adequado, 
registrando e encaminhando os requisitos de cada etapa. Assim, todos envolvidos no 
processo terão a visibilidade de quando poderão solicitar e quando será implantada 
uma solicitação de mudança. A Figura 26 apresenta o calendário proposto. 
Figura 26 - Calendário de Mudanças 
 
Fonte: Do Autor (2016). 
 Os itens que compõem o calendário são: 
 Data final para requisição: é uma data destinada a receber as mudanças 
que deverão fazer parte do próximo período de implementação; 
 Data para revisão: data para o Gestor de Mudanças validar as mudanças 
propostas; 
 Envio da agenda da reunião: data limite para o Gestor de Mudanças enviar 
os itens que irão compor a próxima reunião do comitê de mudanças; 
 Reunião semanal: reunião para avaliação das mudanças propostas para o 
período de implementação. É gerada uma ata contemplando os assuntos 
tratados e as mudanças aprovadas ou rejeitadas; 
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 Execução: é o período de sete dias para implementação das mudanças 
aprovadas na reunião. Caso alguma não seja executada neste período, ela 
deverá entrar novamente no fluxo de aprovação. 
A combinação da categoria e prioridade da mudança determina os prazos de 
solicitação e aprovação conforme Tabela 7: 
Tabela 7 - Tabela de Prazos de Solicitação e Aprovação 



























Solicitação 0 0 0 0 n/a 
Aprovação 0 0 0 0 n/a 
Exceção 
Solicitação 1 dia 1 dia n/a n/a n/a 
Aprovação 1 dia útil 1 dia útil n/a n/a n/a 
Normal 





úteis 1 dia útil 1 dia útil 0 
     passa pela reunião não passa pela reunião   
Fonte: Do Autor (2016). 
Os coeficientes foram definidos baseando-se nas particularidades do negócio, 
períodos reduzidos de implementação, interação de fornecedores e gestores, assim 
como capacidade da equipe interna e do gestor de mudanças, podendo ser ajustado 
conforme a necessidade. 
O prazo para solicitação é baseado na categoria da mudança que reflete sua 
complexidade e ou tamanho.  
O objetivo é garantir que haja tempo suficiente entre a solicitação da RDM e 
implementação da mudança, para permitir que a organização faça os planejamentos 
necessários. Mudanças recebidas com antecedência permitem aplicar 
adequadamente o calendário e otimizam o trabalho da gestão de mudanças que terá 
mais tempo no planejamento, o que aumenta as chances de sucesso na 
implementação. Mudanças emergenciais prejudicam o processo, pois o tempo é 





4.1.4 Reunião de mudanças 
 
As reuniões de mudança ocorrem conforme calendário, organizadas pelo 
gestor de mudanças e comunicado com antecedência. Compõem a reunião o gestor 
de mudanças, o solicitante ou um representante ciente das atividades e objetivo da 
mudança, o responsável da TI pela mudança, o gerente de soluções e o gerente de 
infraestrutura. O objetivo da reunião semanal é: 
 Discutir e analisar cada mudança solicitada; 
 Analisar os impactos, urgência e riscos da mudança para o ambiente; 
 Verificar o inter-relacionamento da mudança em relação a outras 
mudanças solicitadas; 
 Revalidar os executores e apoiadores da mudança, e revisar o 
planejamento e tempos para Fallback. 
 Discutir atividades realizadas durante mudanças, e revisar o 
planejamento e tempos para Fallbacks. 
Caso o dono da mudança ou um representante não participar da reunião de 
mudanças, sua mudança será rejeitada. Caso a mudança não seja negociada e 
discutida durante a semana corrente, a mesma será cancelada. 
Caso o solicitante efetue a abertura do registro de mudanças após a reunião 
e não se tratar de uma mudança de emergência, o mesmo deverá negociar/justificar 
esta mudança junto a coordenação de mudanças. Sem isso, a mudança é rejeitada. 
As decisões tomadas na reunião farão parte da ata que será enviada a todos 
participantes após a conclusão da mesma. 
Mudanças que o comitê entenda ser de baixo impacto e risco e que não 
necessite aguardar uma reunião e aprovação poderão ser classificadas como pré-
aprovadas para futuras solicitações, não sendo mais necessário passar pelo processo 
de aprovação.  
Para que a gestão da empresa e demais áreas de TI estejam cientes das 
mudanças previstas na organização, sempre que houverem mudanças planejadas, 
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ocorrerá uma comunicação formal. O processo de comunicação será descrito na 
próxima seção. 
 
4.1.5 Informativo de Mudanças 
  
 As mudanças previstas de implementação serão comunicadas por e-mail 
utilizando formulário padrão, contendo as principais informações como categoria, itens 
de configuração envolvidos, impacto e janela da execução. Além disso, é destacado 
se haverá indisponibilidade de algum serviço durante a atividade. 
 A Figura 27 demonstra um modelo de informativo de mudanças previstas para 
as áreas de negócio e TI.  
Figura 27 - Exemplo de Informativo de Mudança 
 
Fonte: do Autor (2016). 
A figura 28 é o complemento do modelo de informativo. 
Figura 28 – Complemento do Exemplo de Informativo de Mudança 
 
Fonte: do Autor (2016). 
 Além da gestão da empresa, as demais áreas da TI serão comunicadas para 
ciência das mudanças que envolvem os serviços de TI. 
 Para um processo de gestão de mudanças ser efetivo, é importante que as 
etapas do processo estejam devidamente identificadas, detalhadas e acessíveis a 
todos os envolvidos no processo, direta ou indiretamente. A clareza sobre o processo 
e cada atividade que o compõem, irão assegurar que nenhum item fique esquecido 
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ou ignorado. As atividades se complementam à medida que o processo transcorre, e 
cada etapa resume uma parte do fluxo necessário da metodologia. 
 O sucesso de uma mudança é importante para a continuidade das operações 
de TI numa organização e este trabalho busca através da proposta de gerenciamento 
de mudanças, garantir que isso se concretize. O capítulo seguinte avaliará a 










5 AVALIAÇÃO DA METODOLOGIA 
 
 
A metodologia proposta foi avaliada através da aplicação de mudanças críticas 
para o ambiente produtivo, buscando confirmar o cumprimento dos objetivos 
propostos. O processo teve a participação dos gestores de TI no papel de 
aprovadores, clientes solicitadores de mudança (TI e áreas de negócio) além do 
Gerente de TI e CIO. As demais áreas de TI assim como a gestão da empresa neste 
primeiro momento foram comunicadas informalmente. 
 
5.1 Cenário escolhido 
 
 Para o cenário de validação proposto foram contemplados somente mudanças 
relacionadas a infraestrutura de TI. Constatou-se inicialmente uma receptividade 
favorável ao processo e um entendimento da importância de existirem métodos de 
segurança para garantir o sucesso nas implementações. No entanto, a proposta de 
prazos para envio de solicitações gerou desconforto, pois mudará também o processo 
diante do usuário. Será necessário explicar e contemporizar que sua mudança 
precisará aguardar mais tempo para ser implementada. 
 Buscando cumprir a todos os requisitos do processo de mudanças, antes de 
dar início ao período de testes da metodologia, foi realizada a apresentação da 
proposta para toda equipe de TI e gestão da empresa, atividade esta realizada pelo 
Gerente de TI.  
 O processo efetivamente aplicado seguiu os requisitos mínimos descritos na 
proposta, respeitando o calendário de mudanças, o fluxo de aprovações, a janela de 
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implementações das mudanças aprovadas e toda formalização, desde o registro e a 
comunicação. 
 
5.2 Variáveis de comparativo 
 
 Como referencial para comparativo da metodologia, buscou-se indicadores de 
implementações do formato convencional. O procedimento aplicado foi através de 
entrevistas e acompanhamento in loco da preparação de implantações de mudanças, 
junto a especialistas de TI. O papel do gestor de mudanças foi meramente de 
acompanhar, questionar e identificar pontos que seriam importantes abranger no 
processo de mudanças. Constatou-se, apesar do conhecimento dos envolvidos, 
dificuldades para estimar o tempo das atividades. Além disso a implementação não 
seguia um cronograma de planejamento e comunicação, o processo era informal, 
apesar de ter registro na ferramenta de chamados.  
Com o objetivo de obter variáveis para comparativo entre o processo atual com 
os resultados aplicando a metodologia, as mudanças de infraestrutura foram 
classificadas e acompanhadas em conjunto com o gestor de mudanças. A 
amostragem obtida foi de 7 mudanças, no período de 30 dias: 4 de alto impacto e 
risco médio; 2 de impacto médio e risco médio; 1 de impacto médio e risco baixo. 
Dentre as 4 de alto impacto, 2 envolviam recursos internos da TI e de fornecedor 
externo na implementação. A mudança de impacto médio e risco baixo, também 
envolveu recursos internos e externos. A  Tabela 8 apresenta as informações da 
amostra de mudanças do formato atual. 












1 Alto/Médio 04:30 05:50 2 3 
2 Alto/Médio 02:00 02:45 1 1 
3 Alto/Médio 03:00 02:45 1 2 
4 Alto/Médio 02:00 02:45 1 1 
5 Médio/Médio 02:00 02:00 2 1 
6 Médio/Médio 01:15 01:00 1 1 
7 Médio/Baixo 02:00 03:55 1 0 
Totais   16:45 21:00 8 9 
 
Fonte: Do Autor (2016). 
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Na relação observamos que houve excesso de tempo de execução em algumas 
atividades, principalmente nas de alto impacto. Este tempo em relação a variável 
recursos (pessoas) acaba resultando num custo não programado.  
O Gráfico 1 apresenta a relação entre o tempo previsto e o tempo real das 4 
mudanças de alto impacto. 
Gráfico 1 - Relação Previsto X Real (Mudanças de Alto Impacto) 
 
Fonte: Do Autor (2016). 
 
5.3 Método de avaliação 
 
 De modo a avaliar a metodologia proposta neste trabalho, o processo foi 
aplicado de maneira experimental pelo período de 30 dias. Previamente as principais 
áreas foram convocadas para repasse do processo e alinhamento das atividades para 
avaliação das etapas que compõem o fluxo da gestão de mudanças. Todas as 
mudanças de sistemas e infraestrutura deveriam ser direcionadas para a gestão de 
mudanças que classificaria conforme as regras do processo, dando sequência para a 
concretização da implementação. 
O mês de análise foi outubro de 2016, quando foram avaliadas um total de 34 
mudanças distribuídas entre sistemas e infraestrutura. 
Para a validação da ferramenta, e de acordo com a metodologia, foi elaborada 
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um parecer técnico sobre a solução proposta. O questionário é composto por sete 
perguntas.  
Este questionário foi aplicado pessoalmente, logo após a aplicação da 
metodologia, aos avaliadores apresentados na seção 5.4. O questionário aplicado aos 
avaliadores encontra-se no apêndice A. Os resultados obtidos, bem como a análise 
das respostas textuais, serão apresentados igualmente na seção 5.4. 
 
5.4 Resultados da avaliação 
 
 O primeiro aspecto avaliado foi se as mudanças recebidas seguiram o 
calendário proposto, o que indicaria quantas mudanças seriam emergenciais, de 
exceção ou normais. Quanto mais mudanças normais, mais tempo para planejamento 
e consequentemente maior chance de sucesso. 
 Neste quesito o resultado indicou que 62% das mudanças do período acabaram 
sendo classificadas como emergenciais e exceção, pois foram recebidas fora do 
período definido para o recebimento de RDMs. Os percentuais podem ser observados 
no Gráfico 2. 
Gráfico 2 - Percentual de Mudanças por Prioridade 
 
Fonte: Do Autor (2016). 
 O segundo aspecto avaliado foi o sucesso e insucesso das mudanças 
implementadas. Neste quesito do total de mudanças previstas para execução no 
período, 91% foram executadas com sucesso, sendo 41% emergenciais, 35% normais 
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e 15% de exceção. Houve ainda 9% de mudanças canceladas antes da execução 
sendo 6% de exceção e 3% normais. Em todos os casos não tivemos reflexos 
negativos pós-implantação.  
 O terceiro aspecto avaliado foi o tempo previsto em relação ao tempo real de 
execução, recursos utilizados, comparando mudanças de características 
semelhantes: tipo (infraestrutura), impacto (alto, médio, baixo) e risco (alto, médio, 
baixo) do processo atual em relação a nova proposta. O intuito foi avaliar se o tempo 
estimado está de acordo com cada atividade, pois a diferença entre o tempo estimado 
e o realizado gera custo: horas extras de recursos da empresa, horas extras de 
fornecedores. 
 Para análise comparativa dos processos, foram utilizadas 16 mudanças de 
infraestrutura divididas em: 8 de impacto alto e risco médio; 7 de impacto médio e 
risco médio, 1 de impacto e risco médio.  
 No Gráfico 3 temos o resultado do comparativo da média de horas estimadas 
em relação as horas reais de execução de implementação, entre os cenários do 
processo atual e o proposto neste trabalho. A amostragem utilizada são as mudanças 
classificadas como impacto e riscos respectivamente: alto/médio; médio/médio; 
médio/baixo. 
Gráfico 3 - Média de Horas (Previstas X Realizado) 
 
Fonte: Do Autor (2016). 
 Analisando os resultados percebe-se uma pequena evolução na estimativa de 
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atual a diferença entre o tempo estimado e o real girava em torno de 3%, no processo 
proposto houve uma inversão ficando em -2%, ou seja, o tempo de execução ficou 
abaixo do estimado, invertendo o cenário. 
 Acompanhando a inversão do tempo estimado das atividades, a média de 
recursos (pessoas) apresentou uma pequena redução entre os cenários, conforme 
podemos observar no Gráfico 4. 
Gráfico 4 - Média de Recursos (pessoas) 
 
Fonte: Do Autor (2016). 
Estes resultados comprovam que o processo ficou mais ajustado, reduzindo 
diferenças entre os tempos estimados e o realizado, permitindo trabalhar melhor as 
janelas de implementação e evitando custos adicionas com recursos internos e 
externos.  
O quarto aspecto avaliado foi a metodologia propriamente dita. Para este 
processo foram selecionados 3 avaliadores com perfis diferentes: avaliador A, gerente 
de TI com 8 anos de experiência, avaliador B, gestor de mudanças com 10 anos de 
experiência na área, avaliador C, gerente de infraestrutura com 3 anos de experiência. 
O primeiro item avaliado foi o processo de mudanças proposto. Todos os 
avaliadores classificaram como adequado. O avaliador B sugeriu a aquisição de uma 
ferramenta que automatiza o processo de gerenciamento de mudanças. O processo 
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O segundo item avaliado foi a formação e papel dos comitês de mudanças e 
emergência. Todos avaliadores concordaram que está adequado à necessidade do 
processo. 
O terceiro item avaliado foi o calendário de mudanças. Os avaliadores A e C 
sugeriram duas reuniões semanais de CAB para suprir as mudanças recebidas no 
período. O avaliador B entendeu que o calendário está adequado à necessidade e o 
ajuste sugerido pelos demais avaliadores é recomendado em ocasiões em que se tem 
um volume de mudanças elevado. 
O quarto item avaliado foi o planejamento das mudanças. Para os avaliadores 
A e C a documentação e atividades estão parcialmente adequados. Como sugestão 
as informações da justificativa podem ser mais exploradas facilitando o entendimento 
dos aprovadores no envio do agendamento. O avaliador B sugeriu melhorias na 
organização das atividades (ordem e horário) e destaque da janela de 
indisponibilidade, classificando como parcialmente adequado.   
O quinto item avaliado foi o agendamento de mudanças. Os avaliadores A e C 
entendem que seria mais produtivo um resumo de cada mudança, contendo todas as 
áreas afetadas e principais informações da RDM. O avaliador B alertou para o tempo 
reduzido entre o agendamento das mudanças e a reunião de CAB. Mudanças que 
envolvem mais áreas, ou então de maior impacto e risco, precisam de mais tempo de 
análise. 
O sexto item avaliado foi o informativo de mudanças. Todos avaliadores 
concordaram que o informativo é adequado e ressaltam a importância da 
comunicação. O avaliador B sugeriu revisar a necessidade de informar os ICs 
envolvidas em cada mudança. Para a gestão da empresa esta informação não é 
relevante.   
O sétimo e último item avaliado foram os indicadores. Todos avaliadores 
entenderam que atende parcialmente o proposto. O avaliador B sugeriu a revisão dos 
indicadores atuais e criação de indicadores que demonstrem o percentual de 
satisfação dos usuários requisitantes de mudanças.   
De maneira geral, avaliou-se que a metodologia atende o objetivo proposto, 
proporcionando um processo eficiente de gerenciamento de mudanças, apesar de 
suas limitações, que, com alguns ajustes, tendem a melhorar. As áreas envolvidas 
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não mediram esforços para fazer com que o objetivo fosse alcançado e tiveram papel 
fundamental junto ao gestor de mudanças. A gestão de TI entende que o processo é 
adequado e que pode ser melhorado com o passar do tempo, oferecendo total apoio 













6 CONSIDERAÇÕES FINAIS 
 
 
 Os serviços de TI em uma organização são importantes no processo de 
continuidade e qualidade das operações, agregando valor ao negócio e deixando-a 
competitiva. Quanto maior o tempo de disponibilidade destes serviços, menor o risco 
de prejuízos. Na área da tecnologia, as mudanças são frequentes, corriqueiras, umas 
maiores, outras menores, seja por necessidade ou por estratégia. Todas, no entanto, 
precisam ocorrer de forma transparente, sem afetar o usuário que utiliza o serviço.  
Baseado no estudo das melhores práticas propostas pelo ITIL e COBIT, este 
trabalho de conclusão teve como foco o desenvolvimento e implantação de uma 
metodologia de Gerenciamento de Mudanças na organização. O objetivo principal da 
metodologia foi implantar o processo de mudanças, apoiado num controle de 
mudanças, processos otimizados com os fluxos do planejamento, agendamento, 
aprovação e comunicação de mudanças e como resultados indicadores de avaliação.  
Apesar do curto período em que a metodologia proposta foi aplicada, foi 
possível perceber que o processo atende parcialmente ao objetivo proposto. 
Percebeu-se possibilidades de melhoria e correções para otimizar o trabalho do gestor 
de mudanças e do processo de forma geral. 
Foi possível perceber por exemplo, que a maioria das mudanças são tratadas 
num curto espaço de tempo, o que é um risco, pois não há tempo hábil para um 
planejamento de implementação. Outro resultado importante foi uma assertividade 
maior no tempo previsto de execução das mudanças o que tem relação direta com o 
número de recursos envolvidos, diminuindo o risco de custos adicionais.  
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O processo por ser manual, com registro em planilhas, onera o gestor de 
mudanças que neste caso não é dedicado exclusivamente a esse processo. Para ser 
mais efetivo a indicação é de um recurso dedicado que poderá contribuir ainda mais 
na qualidade do processo. 
Outra melhoria que poderá ser um grande diferencial é a automatização do 
processo utilizando ferramentas de gerenciamento de mudanças, que permita a 
utilização de workflow do processo, gerenciando cada etapa de forma prática e efetiva. 
Existem muitas ferramentas de mercado que oferecem frameworks do processo de 
mudanças, sendo na grande maioria, um recurso adicional das ferramentas para Help 
Desk, porém normalmente requerem licenças adicionais. Contam com praticamente 
todo fluxo, desde o registro e controle, envio de e-mails, armazenamento de arquivos, 
entre várias outras funcionalidades. Oferecem interfaces para geração de indicadores 
úteis para tomadas de decisão. É possível utilizar ferramentas de BI (Business 
Intelligence) para extrair e gerar indicadores disponibilizando dashboards 
personalizados. 
Observou-se ainda que o processo pode ser mais efetivo se forem realizadas 
duas reuniões semanais com o comitê de mudanças, o que agilizaria a aprovação e 
implementação de mudanças. Em contrapartida, será necessário otimizar a área de 
gestão de mudanças com recursos específicos para gerir e acompanhar o processo. 
Desta forma, a metodologia proposta mostra-se adequada para solucionar o 
problema de indisponibilidades, retrabalhos e custos adicionais nas implantações de 
mudanças em operações de TI. Poderá inclusive ser tomada como base para as 
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APÊNDICE A – Questionário disponibilizado aos avaliadores da metodologia.  
Questionário de avaliação da metodologia desenvolvida para o TCCII 
 




2. O papel dos comitês de mudança, de emergência e sua função, estão adequados 








4. A RDM para o planejamento de cada mudança, atende os requisitos do processo? 










6. O informativo possui as informações necessárias para o destinatário compreender 




7. Na sua avaliação, os indicadores sugeridos permitem uma avaliação da eficiência 
do processo de mudanças? Você indicaria outros indicadores?  
___________________________________________________________________ 
___________________________________________________________________ 
 
