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Abstrakt 
Práce pojednává o posouzení a návrhu změn informačního systému a také o 
technologiích a způsobech, které k tomu byly využity. První část práce vysvětluje teorii 
k analýze a návrhu informačního systému. V dalších částích je již zahrnuta analýza, 
návrh změn a celkové shrnutí. 
Abstract 
This thesis is addressed in an assessment and a proposal of modifications for an 
information system and about technologies and means to be accomplished by. First 
section explains theories to achieve analyses and designs of information systems. Other 
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V dnešní době informačních technologií, které již pronikly do oblastí, kde bychom je 
před několika lety nečekali, je zapotřebí udržet jejich jistou úroveň, aby společnosti 
zůstaly konkurenceschopné. Společnosti mohou být na jejich užívání závislé nebo jim 
mohou jednoduše usnadňovat práci, snižovat náklady, zvyšovat zisk a mnoho dalšího. 
Stávají se tedy neocenitelným pomocníkem a právě proto je na ně vyvíjen tlak kvality a 
zabezpečení. S rostoucím pokrokem technologií rostou zároveň i hrozby, které je 
mohou napadnout. Pro mnohé společnosti může být ztráta jejich dat likvidační. 
V práci bude posouzen interní informační systém společnosti TRIGONA s.r.o. a 
následně na to budou navrhnuty změny. Vzhledem k pouze internímu užívání systému 
se bude práce zabývat bezpečností. Výstupem práce bude soubor návrhů, jak 
















Obecným a hlavním cílem této bakalářské práce je posoudit informační systém 
společnosti TRIGONA s.r.o. a následně navrhnout vyhovující a realizovatelné řešení 
změn na základě provedených analýz. Práce bude koncipovaná do jednotlivých částí, 
kde první část bude obsahovat teoretická východiska potřebná pro vysvětlení a 
pochopení analýz a návrhů. Druhá část se bude skládat z informací o společnosti a již 
konkrétních analýzách informačního systému. Třetí část bude o konkrétním návrhu 
řešení, zhodnocení řešení a ekonomickém zhodnocení. V poslední hlavní části práce 















1 TEORETICKÁ VÝCHODISKA 
V následujících kapitolách popíši a vysvětlím jednotlivá témata a pojmy, která jsou 
důležitá k pochopení problematiky informačních systémů. 
1.1 Informační systém 
V běžném životě můžeme za informační systém považovat například kalendář nebo 
kartotéka v nemocnici. Nicméně ve světě informačních technologií se informační 
systém skládá z více složek, které na sebe vzájemně působí. 
Z. Molnár definuje informační systém následovně: 
„Informační systém je soubor lidí, technických prostředků a metod (programů), 
zabezpečujících sběr, přenos, zpracování, uchování dat, za účelem prezentace informací 
pro potřeby uživatelů činných v systémech řízení“ (6, str. 15). 
1.1.1 Složky informačního systému 
Hardware - Technické vybavení fyzického typu, kvalita těchto prostředků má vliv na 
provoz informačního systému. 
Software - Technické vybavení programového typu. 
Peopleware - Lidé, kteří mají v informačním systému určitou úlohu, např. řízení, 
zabezpečení, obsluhu atd. 
Orgware -  Organizační uspořádání ve společnosti, jenž definuje, kde, kdo, co a jak.  
Datová složka - Údaje, které se mohou vyskytovat v podobě dat, informací nebo 
znalostí. (2) 
1.1.2 Systém 
Systémem se rozumí množina, jež je uspořádána a má mezi sebou vazby, které vykazují 




Data jsou údaje působící na člověka jako zprávy, které může a nemusí využít. Právě 
využívaná data se považují jako informace, protože jim v tu chvílí dává význam a 
smysl. Jsou v podstatě potencionálními informacemi, které jsou člověku nabízeny (1). 
V případě, kdy si námi vybrané informace uložíme na určité médium, mluvíme o 
procesu kódování. Naopak při výběru z média se jedná o dekódování (1). 
 
Obr. 1: Kódování, dekódování (1, str. 12) 
1.1.4 Informace 
Informace jsou data, kterým byl přidělen význam a smysl (1). Abychom data mohli 
považovat za informaci, musí splňovat tři následující kritéria: 
 Syntaxe - Porozumění sdělení 
 Sémantika - Porozumění obsahu 
 Relevance - Význam pro přijímajícího (1) 
Informační hodnota se ale může lišit od subjektu k subjektu. Pro jednu osobu mohou 
mít daná data jiný význam a smysl než pro člověka druhého. Kupříkladu v psychologii 
se využívá tzv. Roschachův test k rozboru osobnosti, kde jsou subjektu předkládány 




Obr. 2: Informace (1, str. 11) 
1.1.5 Znalosti 
„Znalosti jsou výsledkem porozumění informaci, která byla právě sdělena, a její 
integrace s dřívějšími informacemi“ (1, str. 12). 
Dá se tedy říct, že znalosti jsou soubory informací, které máme v mozku k dispozici. 
Jako podnět k vybavení určitých znalostí může sloužit například siréna ambulance, 
která oznamuje svoji přítomnost ostatním řidičům, chodcům a obecně okolí. Při zvuku 
této sirény se člověku automaticky vybaví, že má zpomalit a dbát zvýšené pozornosti, 
popřípadě auto přiblížit ke krajnici, aby mohla ambulance projet. 
1.1.6 Úloha informačního systému 
V dnešní době je kvalitní informační systém jednou z podmínek pro úspěšnou 
konkurenceschopnost společnosti na trhu. Informační systém zefektivňuje chod 
společnosti. Důvody, které vedou firmy k pořízení kvalitního informačního systému: 
 Zrychlující se dynamika trhů a výrobních technik 
 Globalizace trhů a volný přístup k informacím 
 Rostoucí složitost rozhodování 
 Nutnost informací o vnitropodnikových procesech a aktivitách 
 Vysoká migrace zaměstnanců 
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 Tendence přecházení od hierarchických organizačních struktur k plochým 
strukturám 
 Nutnost poskytovat nové služby (3) 
1.2 Bezpečnost IS 
Ve společnosti by měla mít bezpečnost stanovenou prioritu a měla by se jí potřebně 
věnovat. Narušení bezpečnosti může v určitých situacích vyústit do krizových situací, 
jako jsou vysoké sankce či zánik společnosti. V lepším případě může jít pouze o 
poškození hardwaru, nicméně i to může přivodit nepříjemnosti.  
 „Informační bezpečnost je systém ochrany důvěrnosti, integrity a dostupnosti“ (2, s. 5). 
1.2.1 Důvěrnost 
Důvěrnost (confidentiality) lze chápat, jako poskytování informací pouze kompetentním 
osobám, které k nim mají mít přístup. Proto je potřeba vhodným způsobem 
kategorizovat úrovně oprávnění pro všechny uživatele (2). 
1.2.2 Integrita 
Integrita (integrity) nastává, když jsou informace úplné a náležité. Za narušení integrity 
se dá chápat změna, která je například nežádoucí vzhledem k fungování systému (2). 
1.2.3 Dostupnost  
Dostupnost (availability) lze chápat jako stav, kdy jsou požadované informace dostupné 
v okamžiku zadání požadavku. Narušení dostupnosti nastává například v době odstavení 




Obr. 3: Vazba mezi atributy bezpečnosti (2, str. 6) 
1.2.4 Penetrační testy 
Úkolem penetračních testů je prověřit stupeň zranitelnosti systému proti 
neautorizovanému průniku. Při pokusech se snaží o proniknutí do systému, jak zvenku, 
tak i zevnitř. Výstupem testů je objevení slabých míst v informačním systému. Testy se 
zaměřují na: 
 Penetrační testy vnitřní a vnější (scanning, sniffing, redirecting) 
 Zkušební útoky 
 Analýzu zranitelnosti firewallů 
 Kontrolu bezpečnostních pravidel mezi zónami firewallů 
 Analýzu zranitelnosti aktivních prvků 
 Analýzu zranitelnosti operačních systémů na serverech a stanicích 
 Analýzu systému zálohování (11, str. 138) 
IDS (Intrusion Detection System) 
Jsou systémy k objevení pochybných aktivit za pomocí monitorování síťového provozu. 
Primární činností je detekce abnormálních aktivit, které mohou vést k narušení 
bezpečnosti síťové infrastruktury a operačního systému, ale také případné zamezení 
neobvyklé aktivity. IDS by měl dokázat rozeznat útok z venčí a zevnitř. Rozlišuje se na: 
 Uzlově orientované systémy detekce odhalení průniku 
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 Síťově orientované systémy detekce odhalení průniku (11) 
 
Obr. 4: Aktivity IDS (11, str. 140) 
IPS (Intrusion Prevention System) 
IPS systémy slouží k detekci a prevenci průniku. Jelikož IPS monitoruje provoz na síti 
a také aktivity operačního systému, je považován za rozšíření IDS systémů. Odlišujícím 
rozdílem těchto dvou systémů je umístění IPS do síťové cesty, které může aktivně 
předcházet nebo blokovat nežádoucí provoz na síti (11). 
Klíčové úkoly IPS systémů: 
 Identifikace škodlivé činnosti 
 Záznam o jejím průběhu 
 Blokování škodlivé činnosti  
 Nahlášení škodlivé činnosti (11, str. 140) 
1.3 Datové modely 
V současné době se nejvíce využívá relační datový model, nicméně se pro vývoj 
informačního systémů dá využít i lineární model, hierarchický model, síťový model či 
objektový model (1). 
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1.3.1 Lineární datový model 
V lineárním datovém modelu představuje každý datový objekt jeden soubor s větami o 
příslušných prvcích v pevné struktuře. Neexistují zde žádné vazby mezi jednotlivými 
objekty (4). 
1.3.2 Hierarchický datový model 
Model je tvořen objekty, mezi kterými existují vztahy učující objektovou nadřazenost 
nebo podřazenost. Nadřazený segment jako rodič a podřízené segmenty jako děti. 
Vazby mezi jednotlivými segmenty jsou spravovány ukazateli. Podřízené segmenty 
nelze číst jako samostatně vypsanou tabulku. Na tyto segmenty se lze dostat pouze přes 
rodiče, od kterého vede ukazatel na daný údaj (1). 
1.3.3 Síťový datový model 
Síťový model je paralelou hierarchického modelu. Vazby v objektech jsou opět 
nadřízenost a podřízenost. Podřízený segment zde může mít vícero segmentů 
nadřízených. Díky libovolnému propojení požadovaných segmentů je jeho výhodou 
rychlý přístup k datům (1). 
1.3.4 Relační datový model 
Tento nejvyužívanější datový model je tvořen z několika lineárních modelů, které jsou 
spojené tzv. relačními klíči. Tyto spojení nejsou permanentní a vznikají na základě 
požadavku uživatele (1). 
1.3.5 Objektový datový model 
Nejnovější datový model, kde základem je objekt, vlastnící své atributy a metody. Tyto 
metody jsou definované a udávají chování objektu. Volání některé z metod objektu je 
jediný způsob, se kterým se dá s objektem pracovat (4). 
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1.4 Relační datové modely 
Relační datové modely jsou modely, díky kterým jsme schopni zachytit nejenom data o 
vybraných objektech, ale i jejich vzájemné vztahy. Tyto vztahy posouvají model blíže k 
reálnému světu (4). 
1.4.1 Terminologie 
K popisu datového objektu se používá různá terminologie, i když jde o tu stejnou věc. 
Terminologie se liší pohledem, kterým se na objekt díváme. Pohledy jsou definovány 
jako aplikační, teorie množin a teorie relací (4). 
a) Terminologie z pohledu aplikačního 
 
Obr. 5: Terminologie z pohledu aplikačního (4, str. 23) 
b) Terminologie z pohledu teorie množin  
 
Obr. 6: Terminologie z pohledu teorie množin (4, str. 23) 
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c) Terminologie z pohledu teorie relací  
 
Obr. 7: Terminologie z pohledu teorie relací (4, str. 24) 
 
Datový objekt může obsahovat následující atributy: 
 Jednoduché atributy (např. rodné číslo, plat atd.) 
 Složené atributy (jméno - tituly, jméno, příjmení a vědecká hodnost) 
 Odvozené atributy (věk - z rodného čísla) 
 Vícehodnotové atributy (např. telefon) (4, str. 17) 
1.4.2 Integrita relačního datového modelu 
Integritou modelu se nazývá stav, kdy data uložená v modelu jsou totožná s vlastnostmi 
objektů reálného světa. Aby data odpovídala těm z reálného světa, musí zde existovat 
určitá integritní omezení (4). 
a) Integritní omezení pro entity 
Toto integritní omezení se rozděluje na tři základní integrity. Doménovou integritu, 





Doménová integrita  
Integrita spočívá v tom, že všechny hodnoty musí splňovat specifikace parametrů svých 
atributů: 
 Typ pole (datový typ) 
 Povinnost zadání položky 
 Jedinečnost hodnot v rámci sloupce 
 Rozsah hodnot - maximální, minimální 
 Implicitní hodnota 
 Maska pro vkládání 
 Seznam přípustných hodnot (4, str. 27-28) 
Entitní integrita 
Integrita je tvořena tzv. primárním klíčem (primary key). Primární klíč může být buď 
jeden atribut, nebo z více atributů, kde jejich hodnoty atributů musí jasně odlišovat 
každý z řádků relace. Každý primární klíč musí být jednoznačný a minimální, což jsou 
podmínky, které musí obsahovat. Podmínka jednoznačnosti znamená, že v relaci nesmí 
existovat žádný další řádek relace, který by měl stejné hodnoty atributů v primárním 
klíči. Vlastnost minimální udává, že soubor atributů primárního klíče nelze vypustit, 
aniž by se porušila podmínka jednoznačnosti. Existují tři druhy primárních klíčů (4). 
 Jednoduchý primární klíč  
 Složený primární klíč  
 Umělý primární klíč (5, str. 20) 
V entitní integritě existuje ještě kandidátní klíč, což je klíč, který má stejné vlastnosti 
jako primární klíč, ale nebyl vybrán jako primární. Kandidátních klíčů může být víc, z 





Referenční integrita  
Zajišťuje spojení mezi relacemi. K propojení je zapotřebí primární klíč z jiné tabulky a 
cizí klíč, což je atribut, který musí být totožný s některým primárním klíčem z dané 
tabulky, ke které vede vztah referenční integrity (4). 
b) Integritní omezení pro vztahy entit 
Integrita nám omezuje kardinalitu vztahu na poměry, které udávají kolik n-tic relací 
sobě navzájem odpovídá. Poměry jsou celkem čtyři: 
Poměr 1:1 - jedna n-tice relace odpovídá právě jedné nebo žádné n-tici druhé relace. 
Obecně není moc datových objektů, které mohou mít tento vztah. Nejčastěji se dá 
použít u objektů, jako jsou osoba - občanský průkaz, osoba - pas atd. (4). 
 
Obr. 8: Poměr 1:1 (4, str. 30) 
Poměr 1:N - právě jedna n-tice relace odpovídá jedné nebo více n-ticím relací jiných. 
Tento vztah může být veden například u objektů zákazník - zakoupené permanentky. 
Jeden zákazník může mít N permanentek do posilovny, ale jednu permanentku může 
vlastnit pouze jeden zákazník (4). 
 
Obr. 9: Poměr 1:N (4, str. 30) 
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Poměr N:1 - jedná se o stejný vztah jako 1:N, rozdíl je v tom, že se na něj díváme z 
druhé strany (4). 
Poměr N:M - více než jedné n-tic relace odpovídá jedna nebo více n-tic relací druhé. 
Kupříkladu objekty student - předmět, kde jeden student může navštěvovat M předmětů 
a na jeden předmět může docházet N studentů (4). 
 
Obr. 10: Poměr N:M (4, str. 30) 
1.4.3 E-R model 
Entito-relační model slouží ke znázornění relačního modelu dat. Existují různé způsoby 
kreslení E-R diagramů: Chenův styl, Bachmanův styl, Martinův styl, Inženýrský styl a 
zjednodušený styl. Obrázky uvedené pod textem jsou ukázkou jednotlivých stylů, kde 
jako entity jsou vybrány firma, zaměstnanec a projekt. Firma má několik zaměstnanců, 
kteří mohou pracovat pouze v jedné firmě. Jelikož je firma projektového založení, tak 
řeší několik projektů a její zaměstnanci jsou k jednotlivým projektům různě přiděleni. Je 
nutné, aby na jednom projektu pracoval nejméně jeden zaměstnanec. Všichni 
zaměstnanci však k projektům zapojeni být nemusí (4). 
 
 





Obr. 12: Bachmanův styl (4, str. 49) 
 
 
Obr. 13: Martinův styl (4, str. 50) 
 
 




Obr. 15: Zjednodušený styl (4, str. 51) 
 
1.4.4 Normalizace 
Normalizace je proces, při kterém se navržené struktury objektů upravují do zvolených 
normalizačních forem. Úkolem normalizačních forem je zefektivnit ukládání dat a 
minimalizovat redundance při zachování integrity a konzistence dat. Čím více 
normalizačních forem datový model splňuje, tím je optimálněji navržen. Abychom 
mohli datový model normalizovat na vyšší úroveň, tak musí splňovat normalizaci na 
všech předchozích formách (4). 
Normalizací se tedy rozumí jako postupné dekompozici relací na vhodnější tvar, tak 
aby: 
 Byla zachována bezztrátovost při zpětném spojení 
 Byly zachovány závislosti 
 Bylo odstraněno opakování informací (redundance) (4, str. 54) 
1. normální forma - multizávislost 
„Relace je v první normální formě, pokud jsou všechny její atributy definovány nad 
skalárními obory hodnot (doménami)“ (4, str. 55). 
Jednodušeji řečeno to znamená, že v relaci nesmí existovat žádné složené nebo 
vícehodnotové atributy. Aby byla relace v první normalizační formě, tak musí její 
atributy být pouze jednoduché, tedy atributy jako například rodné číslo, či plat. Jako 
příklad vícehodnotového atributu lze uvést atribut Adresa (např. Šlapanice, Brněnská 
21, 664 51), kde tento atribut lze rozdělit na atributy čtyři a to Obec, Ulice, Číslo 
popisné a PSČ. Příkladem vícehodnotového můžeme uvést Telefon1 a Telefon2 v relaci 
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Zákazník, protože určití lidé mohou mít více telefonních čísel, tudíž místo více atributů 
čísel v tabulce Zákazník se vytvoří nová tabulka speciálně pro telefonní čísla osob, kde 
tabulky Zákazník a Telefonní čísla se spojí za pomocí Entitní a Referenční integrity (4). 
2. normální forma - funkční závislost     
„Relace je ve druhé normální formě, pokud je v první normální formě a navíc všechny 
její atributy jsou plně závislé na celém kandidátním (primárním) klíči“ (4, str. 56). 
V druhé normální formě jde o to, aby všechny atributy závisely na celém klíči. V 
jednoduchosti lze říct, že zde z relací odstraňujeme ty atributy, které v ní být nemusí (4, 
str. 57). Kupříkladu můžeme mít navrženou tabulku s hodnocením zkoušek, kde jsou 
atributy Rodné číslo, Jméno, Příjmení, Předmět, Známka, Datum, Termín a se složeným 
primárním klíčem Rodné číslo, Předmět, Termín. V tomto příkladu jsou zde atributy 
Jméno a příjmení zbytečné a druhá normální forma je odstraňuje, protože se dají 
dohledat v tabulce studentů přes rodné číslo (17). 
3. normální forma - tranzitivní závislost 
„Relace je ve třetí normální formě, pokud je ve druhé normální formě a navíc všechny 
její neklíčové atributy jsou vzájemně nezávislé“ (4, str. 58). 
Třetí forma normalizace požaduje, aby záznam neobsahoval tzv. tranzitivní závislosti. 
Každý atribut, který není klíčem, musí být funkčně závislý na celém klíči.  
1.5 Databázové systémy 
Historie databázových systémů začala v 70. letech minulého století s úkolem 
zjednodušit zpracování, pro tehdy velké objemy dat. Slouží tedy k ukládání a 
zpracování dat. Před databázovými systémy měly aplikace, které zastávaly všechny 
činnosti, jak komunikaci s uživatelem a vlastní výpočty, tak i práce s daty a struktury 
těchto dat. V databázových systémech jsou však vlastní data odděleny od jejich 
zpracování (1).  
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1.5.1 Složení databázového systému 
Databázový systém se skládá z databáze, systému řízení báze dat a databázové aplikace 
(15). 
 
Obr. 16: Složení databázového systému (15, str. 7) 
1.5.2 Databáze 
Databázi (DB), lze definovat jako: „Obvykle velký soubor dat, uspořádaný zejména pro 
rychlé vyhledávání a zjišťování údajů (obvykle v počítači)“ (16).  
Dle správy dat se databáze dělí na: 
Transakční databáze  - Jsou to databáze, také označované jako operační, ve kterých se 
data neustále mění a vždy odpovídají aktuálnímu stavu, tudíž se zde neponechávají data, 
která nejsou relevantní, jako například bývalá adresa pana Nováka. Organizace po 
celém světě je využívají jako prostředek ke shromažďování a správu dat. Označují se 
jako OLTP (On-Line Transaction Processing) (15). Jsou výhodné zejména pro 
jednoduché transakce, jako je vkládání, mazání, výběr apod. (18).   
Analytické databáze - V těchto databázích se ukládají data, která jsou starší časově 
nezávislá. Většinou se přebírají z běžných (transakčních) databází, ale jelikož analytické 
databáze plní úplně odlišný druh úloh, tak jsou i struktury databáze odlišné od 
transakčních (15). Slouží k analýzám uložených dat, které například zjišťují, jaké 
produkty jdou nejvíce na odbyt apod. Výhodou je kupříkladu rychlý přístup k velkému 
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objemu dat nebo také dobré schopnosti pro modelování a prognózy. Nevýhodou je 
naproti tomu redundance dat (18). 
Kromě transakčních dat jsou v databázi uloženy ještě i tzv. metadata, což jsou v 
podstatě data o datech, představující popis uložených dat v databázi (15). 
1.5.3 Databázová aplikace 
“Databázová aplikace je počítačový program, který je v interakci s databází tak, že 
vyvolá příkaz jazyka SQL pro systém řízení báze dat“ (15, str. 11). 
1.5.4 Systém řízení báze dat 
V angličtině DataBase Management System (DBMS) je „softwarový systém, který 
uživateli umožňuje definovat, vytvářet a udržovat databázi a poskytuje řízený přístup 
k této databázi“ (19, str. 38).  
Kromě základních funkcí DBMS také uchovává systémový katalog, ve kterém se 
nachází informace o struktuře atributů (název, typ a velikost), integritní omezení včetně 
autorizovaných přístupů k datům. Další významnou vlastností DBMS je subvence 
transakcí, což je sled akcí, které spravují data v databázi. Jelikož se transakce provádí 
jako celek a tím může docházet k nekonzistenci dat, tak DBMS musí zajistit, aby se 
provedly všechny modifikace nebo žádná. Dále DBMS zahrnuje vlastnosti jako řízení 
zotavení, poskytování zabezpečení dat a udržování správnosti a konzistence uložených 
dat (15). 
1.5.5 Architektury databázových systémů 
Architektury lze rozlišit na několik skupin a to podle toho, kde se uskutečňuje logika 
provozu a zpracování dat (15). 
Jednovrstvá architektura 
Známa téže jako centrální architektura, ve které databázová aplikace, logika provozu, 
zpracování dat, databáze a datové služby jsou umístěny na straně hlavního (centrálního) 
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serveru (15). Přístup k databázi je zajišťován skrze lokálně nebo vzdáleně připojené 
terminály (1).  
Dvouvrstvá architektura 
Zde se architektura dále dělí do dvou architektur dle toho, kde se soustředí logika 
provozu a logika zpracování dat (15).  
a) Architektura File - Server, která má DBMS umístěn na klientovi. Navzdory výhodě 
víceuživatelského přístupu je největší nevýhodou této architektury právě DBMS na 
straně klienta, protože výkonnost systému je limitována výkonem klientského počítače. 
V případě, kdy s databází pracuje více uživatelů, musí databáze odesílat tytéž soubory 
na všechny PC, které je používají a to může vést ke zpomalení sítě (1). 
 
Obr. 17: Dvouvrstvá architektura File - Server (15, str. 15) 
b) Architektura Klient - Server má umístěn DBMS společně s databází na serveru, 
což je její výhodou. Funguje na režimu dotaz - odpověď, kde aplikace odešle požadavek 
(dotaz) na DBMS, který ho provede a vrátí požadovaná data nebo chybu. Dotazování 




Obr. 18: Dvouvrstvá architektura Klient – Server (15, str. 16) 
Třívrstvá architektura 
Jak již název napovídá, tak v této architektuře existují tři vrstvy, klient, aplikační server 
a databázový server, na kterých je databázový systém rozmístěn. Na klientovi se 
nachází databázová aplikace (DA), na aplikačním serveru systém řízení báze dat 
(DBMS) a databáze (DB) na databázovém serveru (15). 
 
Obr. 19: Třívrstvá architektura (15, str. 17) 
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1.6 SQL  
SQL (Structured Query Language) je do češtiny přeloženo strukturovaný dotazovací 
jazyk, patřící do tzv. deklarativních programovacích jazyků. To znamená, že se kód 
nepíše v žádném samostatném programu, jako tomu je třeba u jazyku C nebo Pascal, ale 
vkládáme jej do jiného procedurálního programovacího jazyku (4).  
1.6.1 Stručná historie  
Počátek SQL se datuje ke konci 70. let, kdy společnost IBM vyvinula experimentální 
relační databázi „System/R“, založenou na základě práce Dr. E. F. Codda. V databázi, 
kterou IBM navrhla, byl součástí jazyk SEQUEL (Structured English Query Language), 
zajišťující správu dat a jejich načítání. Nicméně, jak se později ukázalo, tak název 
SEQUEL byl již zaregistrován jako ochranná známka jedné britské společnosti a 
akronym byl zkrácen na SQL. Společnost IBM však nebyla jediná a na trhu je 
předběhly dvě další firmy, s produkty zahrnující dotazovací jazyky s jinými názvy a to 
společnost Relational Software s relační databází Oracle a společnost Relational 
Technology s INGRES (20). 
1.6.2 Části SQL 
SQL se skládá z více částí, které jsou určeny buď pro administrátory a návrháře nebo 
pro programátory a koncové uživatele. Dělí se na další jazyky: 
Jazyk DDL (Data Definition Language) - slouží pro vytváření databázových schémat a 
katalogů. 
Jazyk SDL (Storage Definition Language) -  definuje způsoby ukládání tabulek. 
Jazyk VDL (View Definition Language) - jazyk pro administrátory a návrháře, který 
určuje vytváření pohledů. 
Jazyk DML (Data Manipulation Language) - s DML pracují nejvíce programátoři a 





MySQL je nejpoužívanější open-source databázový systém s přístupem do databáze 
pomocí jazyku SQL, jak již název napovídá. Pracuje na dvouvrstvé architektuře Klient - 
Server a je napsán v jazyce C a C++. Aktuální verze: „MySQL 5.7“ (21). 
1.8 PHP 
PHP: Hypertext Preprocessor je skriptovací jazyk, který běží na straně serveru, díky 
němuž dokážeme tvořit dynamické webové stránky s mnoha možnostmi. Díky 
jednoduchosti a funkčnosti na různých operačních systémech je velmi oblíben a značně 
rozšířen. Lze usuzovat, že za těmito vlastnostmi je fakt, že PHP nevyvinula žádná 
společnost, ale jednotlivci, kteří jej udržují jako open-source technologii (22). 
1.9 Metoda HOS8  
Metoda HOS se zabývá posouzením vyváženosti informačního systému. Posuzuje osm 
hlavních oblastí informačního systému společnosti, kde zjistí, zdali jsou dané oblasti 
vyrovnané či nikoliv. Metoda tímto zjistí efektivnost systému, protože nevyrovnanost 
zmíněných oblastí zpravidla značí neefektivitu a ta vede ke snížení úrovně celého 
systému (14).    
Oblasti, o které se metoda HOS zajímá: 
„Hardware - V této oblasti je zkoumáno technické vybavení firmy, hardware. 
Software - Tato oblast zahrnuje zkoumání programového vybavení, jeho funkcí, 
snadnosti používání a ovládání. 
Orgware - Oblast orgware zahrnuje pravidla pro provoz informačních systémů, 
doporučené pracovní postupy, bezpečnostní pravidla. 
Peopleware - Oblast zahrnuje zkoumání uživatelů informačních systémů. Peopleware se 




Dataware - Oblast zkoumá data ve vztahu k jejich dostupnosti, správě a bezpečnosti. 
Zákazníci - Oblast zákazníků informačního systému. Pojem zákazník může být chápán 
jako skutečný zákazník, někdo kdo používá část Vašeho systému určeného pro 
zákazníky, jako elektronický obchod, celý informační systém v případě, že ho 
pronajímáte, systém pro podporu zákazníkům, systém pro podporu zákazníků a 
podobně. 
Pokud tomu tak není, tak pojem zákazník představuje uživatele Vašeho informačního 
systému, je to tedy kterýkoliv pracovník Vaší organizace, který potřebuje systém a jeho 
výstupy ke své práci. 
Dodavatelé - Oblast dodavatelů: Dodavatelem je míněn ten, kdo pro Vás zajišťuje 
provoz informačního systému, nikoli ten, kdo Vám jej dodal či vytvořil. Pokud jde o 
systém, jehož provoz a podpora jsou zajišťovány jinou organizací, je pojem dodavatel 
chápan v obvyklém smyslu. 
Pokud jsou provoz či podpora informačního systému zajišťovány přímo pracovníky Vaší 
firmy, pak pojem dodavatel informačního systému představuje tyto pracovníky. 
Management - Tato oblast zkoumá řízení informačních systémů ve vztahu k informační 
strategii, důslednosti uplatňování stanovených pravidel a vnímání koncových uživatelů 
informačního systému“ (24, str. 1,2). 
1.9.1 Určení souhrnného stavu IS 
Souhrnný stav informačního systému se v této metodě považuje jako stav nejslabší 
složky a je důležitý pro doporučení metody (26).  Platí zde tedy klasické přísloví, že 
řetěz je tak silný, jako jeho nejslabší článek. 
),...,,min( 821 uuuu           (26, str. 76) 
Označení „u“ zastává právě souhrnný stav a „ui“ značí hodnoty stavu informačního 
systému dle části, jako například management má číslo osm a orgware číslo tři (26). 
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1.9.2 Určení charakteru vyváženosti IS 
Vyváženost informačního systému metoda HOS dělí na tři kategorie, které mají své 
vlastní podmínky, za kterých platí. Dále je také každé kategorii přiřazena hodnota r, 
která slouží k identifikaci doporučení a závěru (26). 
Zcela vyvážený informační systém (r = 1): 
uui            (26, str. 78) 














        (26, str. 78) 








i uu         (26, str. 78) 
1.9.3 Určení významu IS 
V metodě se rozlišují tři stupně významu informačního systému, které mají zároveň 
hodnotové vyjádření k budoucím doporučením a závěrům (26). 
Stupeň 1 ( 1v ): 
„Zkoumaný informační systém není pro chod firmy důležitý, nepřináší ani zvýšení 
produkce, zisku, ani výraznou úsporu pracnosti. Chod firmy bez něj není ohrožen“ (26, 
str. 80). 
Stupeň 2 ( 0v ): 
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„Zkoumaný informační systém je pro chod firmy důležitý, jeho krátkodobý výpadek však 
výrazně neovlivní chod firmy, zisk nebo spokojenost zákazníků“ (26, str. 80). 
Stupeň 3 ( 1v ): 
„Zkoumaný informační systém je pro chod firmy klíčově důležitý, jeho byť jen 
krátkodobý výpadek výrazně ovlivní fungování, zisk či spokojenost zákazníků" (26, str. 
80). 
1.10 SWOT analýza 
Akronym SWOT je složen z anglických slov Strenghts, Weaknesses, Opportunities a 
Threats. Jsou to tedy v českém jazyce silné stránky, slabé stránky, příležitosti a hrozby. 
Grasseová definuje SWOT analýzu: „jako jednu z metod strategické analýzy výchozího 
stavu organizace nebo její části, kdy na základě vnitřní analýzy (silné a slabé stránky) a 











2 ANALÝZA SOUČASNÉHO STAVU 
Tato kapitola slouží k předvedení současného stavu firmy a jejího informačního 
systému. Dále bude provedena SWOT a HOS8 analýza firemního informačního 
systému. 
2.1 Základní informace o společnosti 
Název:   TRIGONA s.r.o. 
Sídlo:   Bohunická 576/52, Horní Heršpice, 619 00 Brno 
Vznik:   14. března 1996 
IČ:   63497743 
DIČ:   CZ63497743 
Právní forma:  Společnost s ručením omezeným 
Předmět podnikání:  
 Zámečnictví a nástrojařství 
 Projektová činnost ve výstavbě  
 Výroba, obchod a služby neuvedené v přílohách 1 až 3 živnostenského zákona 
Základní kapitál: 102 000 Kč 
Společnost byla založena v roce 1996 několika odborníky z oblasti inženýrské, 
projekční a dodavatelské činnosti a investiční výstavby. Na jejich zkušenostech a 
znalostech z předchozích zaměstnání a podnikání byl vystavěn program a činnosti 
společnosti. Firma je zaměřena především na obor výroby stavebních hmot, kde 
navrhuje technologická zařízení, vlastní speciální konstrukce a stroje. Tyto návrhy sou 
konstruovány na míru dle zákazníkových požadavků. 
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Za cíl si firma klade nízké investiční, energetické a provozní náklady a vysoké nároky 
na bezpečnost práce, hygienu a ochranu životního prostředí. Zaručuje vysokou 
spolehlivost a životnost dodávaných strojů a nejvyšší kvalitu realizovaných akcí.  
Společnost při realizaci akcí spolupracuje s odborníky z jiných oborů, jako například 
statika, finanční poradenství, ochrana duševního vlastnictví, geologický průzkum atd. 
(25). 
2.2 Základní informace o současném IS 
Informační systém společnosti byl vytvořen a doplňován v průběhu let 2004-2005. Je 
postaven na kombinaci HTML, CSS, PHP a MySQL tak, aby mohl fungovat jako 
serverová aplikace pro více uživatelů nebo jako pracovní nástroj jednotlivého uživatele 
v terénu, bez připojení k hlavnímu aplikačnímu serveru.  
Primárně je systém určen jako interní, pro potřeby pracovníku společnosti, bez povolení 
vnějšího přístupu zákazníků. 
Systém definuje a řídí tok informací ve společnosti. Mezi jeho hlavní vlastnosti patří: 
 Vedení databáze zákazníků 
 Evidence kontaktů se zákazníky 
 Řízení interních schvalovacích procesů 
 Obecná správa dokumentů v rámci zakázek 
 Generování dokumentů ze šablon 
 Vnitropodniková pošta 
2.3 SWOT analýza IS 
Silné stránky 
 Systém vytvořen přesně na míru dle nároků a rozsahu společnosti 
 Jednoduché a uživatelsky přívětivé prostředí 
 Rychlá odezva systému 




 Dnes již zastaralý systém 
 Systém jen částečně modulární, horší rozšiřitelnost v případě potřeby 
 Málo parametrů k administraci systému 
 Jednoduchá komunikace 
 Systém neobsahuje analytické informace o zaměstnancích  
 Systém nepřipouští vstup zákazníků 
Příležitosti 
 Vylepšení vnitropodnikové komunikace 
 Tvorba modulu pro zajištění analytických dat o zaměstnancích 
 Tvorba modulu pro přístup zákazníků 
Hrozby 
 Nový informační systém, který by efektivněji splňoval potřeby společnosti a 
více by odpovídal dnešní době 
 Špatná nebo nulová zástupnost správce systému v případě jeho odchodu 
2.4 Analýza IS metodou HOS8 
Analýza byla zpracována 25.12 2015 programem HOS 1.2.0. 
Zkoumané oblastí jsou hodnoceny dle následující klasifikace: 
1 - špatná úroveň, 2 - spíše špatná úroveň, 3 - spíše dobrá úroveň, 4 - dobrá úroveň  
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2.4.1 Posouzení zkoumaných oblastí  
 
Graf 1: Úroveň zkoumaných oblast (24) 
Tab. 1: Úroveň zkoumaných oblastí (24) 
Hardware 2 Spíše špatná úroveň
Software 3 Spíše dobrá úroveň
Orgware 2 Spíše špatná úroveň
Peopleware 2 Spíše špatná úroveň
Dataware 3 Spíše dobrá úroveň
Zákazníci 2 Spíše špatná úroveň
Dodavatelé 2 Spíše špatná úroveň
Management 2 Spíše špatná úroveň  
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2.4.2 Celkový stav systému 
 
 
Graf 2: Celkový stav systému (24) 
 
Tab. 2: Celkový stav systému (24) 
Celková úroveň IS 2 Spíše špatná úroveň  
Na grafu 2 lze vidět, že části dataware a software oproti ostatním vyčnívají a proto 
následující kapitola o doporučené podobě radí, aby hodnota ostatních oblastí byla 
zvýšena na hodnotu tři. Je to logický krok, který povede k větší vyváženosti 
informačního systému.  
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2.4.3 Doporučená podoba IS 
 
 
Graf 3: Doporučený stav IS (24) 
 
Tab. 3: Doporučený stav IS (24) 
Doporučený stav 3 Spíše dobrá úroveň
Stávající stav 2 Spíše špatná úroveň  
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2.4.4 Informační bezpečnost 
 
 
Graf 4: Informační bezpečnost (24) 
 
Tab. 4: Informační bezpečnost (24) 
Informační bezpečnost 2 Spíše špatná úroveň
Stávající stav 2 Spíše špatná úroveň  
Z výsledku informační bezpečnosti lze soudit, že celková bezpečnost ostatních 
společnosti je celkem dosti nízká a společnosti se svou bezpečností moc nezaobírají. Na 
druhou stranu výsledek firmy TRIGONA není též zvlášť dobrý a metoda stavu 
bezpečnosti hodnotí jako spíše špatnou, a proto je potřeba informační systém lépe 




2.4.5 Srovnání stavu IS 
 
 
Graf 5: Stav všech firem (24) 
 
2.4.6 Určení souhrnného stavu IS 
















2.4.7 Určení charakteru vyváženosti IS 
Dle hodnot, které vyšly z metody v Tab. 1, platí tedy dle vzorců a situací z literatury 
(26), že informační systém je vyvážený, tedy 0r . 
2.4.8 Určení významu IS 
Význam informačního systému pro firmu je určen jako 0v , je tedy pro firmu 
důležitý, ale v případě krátkodobého výsledku není ohrožen chod společnosti(26). 
2.4.9 Doporučení pro IS jako celek 
Pro hodnoty významu informačního systému ( 0v ) a souhrnného stavu informačního 
systému ( 2u ) platí, že souhrnný stav informačního systému je v porovnání s jeho 
významem nízký a ihned by měla být přijata opatření ke zvýšení stavu IS (26). 
2.4.10 Doporučení pro oblasti dle stavu, významu a vyváženosti IS 
V případě, že se společnost zacílí na strategii expanze, což povede ke skokovému 
zlepšení informačního systému, zní doporučení následovně: 
„Souhrn. stav systému je nižší než jeho význam, zvýšení souhrnného stavu systému 









3 NÁVRH ŘEŠENÍ 
V první části této kapitoly jsou shrnuty důležité informace, potřebné k návrhu řešení. 
Dále budou nastíněny možnosti řešení informačního systému, výběr řešení a následný 
vlastní návrh. 
3.1 Shrnutí a požadavky 
Ze SWOT analýzy z předchozí kapitoly vyplynulo, že systém je zastaralý, pouze 
částečně modulární a obsahuje málo parametrů k administraci. Na druhou stranu je 
vytvořen na míru společnosti v dané době. Analýza HOS8 odhalila, že systém je 
celkově nevyvážený, složky software a dataware přesahují ostatní složky a bezpečnost 
dat je na úrovni obecného stavu systému, nicméně tato úroveň je definována jako spíše 
špatná. 
Požadavkem společnosti je, aby byla zachována možnost off-line režimu systému, 
protože uživatelé často pracují i mimo kancelář v provozu. Následujícím dalším 
požadavkem je zachování schvalovacích procesů, popřípadě jejich vylepšení. 
V neposlední řadě by bylo dobré lépe propracovat komunikaci, neboť současná 
vnitropodniková pošta zahrnuje pouze jednoduché vzkazy jednotlivým uživatelům. 
Konečným požadavkem je zakomponování analytických možností o uživatelích. 
3.2 Možnosti řešení 
Dosáhnout požadovaného informačního systému lze několika způsoby. Jde o to vybrat 
tu formu, která je pro firmu nejvýhodnější. Možnosti řešení jsou následující: 
 Update existujícího systému 
 Vlastní vývoj nového systému 
 Nákup hotového systému 
 Outsourcing systému 
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3.2.1 Update existujícího systému 
Myšlenkou tohoto řešení je, že se vezme starý, doteď používaný informační systém a 
vylepší se na základě přání a požadavků dané firmy. Jako každá možnost má však své 
pro a proti, které jsou sepsány v tabulce níže. K nevýhodě o celkových nákladech bych 
pouze dodal, že dosti hraje roli, zdali firma má nebo nemá zaměstnance, který je 
schopen daný systém vylepšit. V případě, že takového zaměstnance má, jsou náklady 
nižší než při využití externího vývojáře.  
Tab. 5: Pro a proti updatu existujícího systému (27, str. 55) 
Pro Proti
Maximální využití existujících zdrojů a 
investic
Nemusí odpovídat všem budoucím 
požadavkům
Z krátkodobého hlediska lacinější a 
rychlejší Celkové náklady mohou být vyšší
Uspokojení okamžitých potřeb
Výsledným produktem může být méně 
kvalitní systém
 
3.2.2 Vývoj nového systému 
Jedná se o řešení, které je vhodné především u malých firem a malých izolovaných částí 
informačního systému (1). Stejně jako u předchozího řešení je hledisko ceny závislé na 
autorovi vývoje. V případě vývoje externí firmy budou náklady vyšší, než když systém 
vyvine zaměstnanec firmy.   
Tab. 6: Pro a proti vývoje nového systému (27, str. 55) 
Pro Proti
Může přesně odpovídat potřebám podniku Celkově dražší řešení
Rízený vývoj Časově náročné řešení
Riziko negarantovaného konečného 




3.2.3 Nákup hotového systému 
Nákup hotového systému je z hlediska ceny a času velice perspektivní možnost, ale zde 
může nastat problém s potřebami informačního systému. Hotový informační systém 
nemusí zahrnovat určité možnosti, které zastřešují potřeby důležité pro firmu, nebo také 
může obsahovat zbytečné možnosti, které firma nevyužije. V takovém případě buď 
musí dojít ke změně v systému, změně v organizaci nebo s akceptaci rouzdílů (1). 
Tab. 7: Pro a proti nákupu hotového systému (27, str. 55) 
Pro Proti
Z dlouhodobého hlediska finančně méně 
náročné
Nemusí přesně splňovat všechny požadavky 
uživatele
Rychlejší zavedení Závislost na dodavateli
Zaručená funkčnost a další vývoj
 
3.2.4 Outsourcing systému 
V jednoduchosti lze říci, že outsourcing je využívání externí třetí strany pro správu 
informačního systému. Velkou nevýhodou je poskytnutí dat třetí straně, tedy 
poskytovateli outsource systému (1). Je to riziko, při kterém hrozí únik citlivých 
informací. Toto riziko samozřejmě hrozí i při systému, který vede sama firma, ale má 
nad rizikem jistou kontrolu. Na druhou stranu má outsourcing také zajímavé výhody, 
jako například „výhodnější“ riziko selhání systému. Ve smlouvách s poskytovatelem 
systému jsou většinou zabudované vysoké penále, mnohem vyšší než pokuta pro 
zaměstnance, která by nemusela ani pokrývat ztrátu firmy za výpadek.  
Tab. 8: Pro a proti outsource systému (1, str. 138), (6, str. 41) 
Pro Proti
Rychlé získání plně funkčního IS
Ztráta kontroly nad aplikacemi a jejich 
kvalitou
Nižší finanční náklady v krátkodobém 
horizontu Ohrožení bezpečnosti dat
Větší možnost soustředit se na hlavní 





3.3 Volba řešení 
Následující tabulka shrnuje všechny čtyři zmíněné možnosti dle čtyř faktorů, kterými 
jsou cena, čas, přizpůsobení firmě a závislost na dodavateli. 










Cena ↓ (↑) ↑ ↓ →
Čas ↑ ↑ ↓ ↓
Přizpůsobení firmě ↑ ↑ ↓ ↓
Závislost na dodavateli ↓ ↓ → ↑↑
 
Co se všech čtyř možností týče, tak by společnosti nejvíce vyhovoval outsourcing 
systému, protože pořízení systému by netrvalo dlouho, cena by byla také přijatelná a 
možnost většího zaměření na svoji hlavní činnost by bylo příjemné. Nicméně závislost 
na dodavateli, kdy se mu poskytují firemní data, nepřichází pro společnost v úvahu, 
tudíž outsourcing systému nebude využit. Při nákupu hotového systému je opět jistá 
závislost na dodavateli, které by se společnost ráda vyhnula. Jelikož společnost 
zaměstnává osobu, která je schopna informační systém sama naprogramovat, tak 
zbývají poslední dvě možnosti a to aktualizace stávajícího nebo vývoj nového. 
Z hlediska času se nicméně rozhodlo pro vývoj nového. Starý systém je již příliš 
zastaralý a špatně modifikovatelný. Databáze u starého systému funguje víceméně 
pouze jako „uložiště informací“ a nic víc, protože jednotlivé datové objekty spolu 
nejsou nijak svázány. Veškeré vztahy objektů jsou řešeny skrze PHP skripty. Právě toto 
řešení předělat nemá příliš smysl a i časově lépe vychází vývoj nového systému. 
3.4 Popis částí informačního systému 
Jako následující popíši části informačního systému, který se bude skládat z jednotlivých 
modulů uživatel, komunikace, zákazník, zakázky a správa dokumentů. Moduly jsem 
zvolil dle funkčnosti firmy a procesů, které je potřeba v systému zachytit. 
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3.4.1 Modul Uživatel 
V tomto modulu se musí vést základní důležité informace o uživatelích jako je jméno, 
příjmení, jméno a heslo pro přihlášení do systému a firemní email. Informace jako místo 
bydliště nejsou pro funkčnost systému důležité, proto je ani nebude obsahovat, neboť se 
ve společnosti dají zjistit jinak. Dále se musí vést informace o používaných zařízeních 
společnosti, jako jsou například telefony, počítače, notebooky atd., aby bylo zpětně 
dohledatelné, kdo jaké zdroje společnosti používá. Uživatelé musí být rozděleni do 
skupin, dle toho, co vykonávají za práci a podle nich mají přiřazené oprávnění 
k systému. Tím je zamýšleno splnění „důvěrnosti“ z kapitoly 1.2.  Smyslem je, aby 
například uživatel, který ke své práci nepotřebuje přístup k účetnictví, tímto přístupem 
nedisponoval. Oprávnění je důležité rozdělit na „bez oprávnění“, „čtení“ a „zápis“, 
protože k některým dokumentům bude potřebovat uživatel přístup kvůli kontrole, ale ne 
ke změně.  
3.4.2 Modul Komunikace 
V modulu komunikace bude možnost si mezi jednotlivými uživateli posílat zprávy a 
také se účastnit hromadné konverzace. Další možností tohoto modulu bude zadávání 
úkolů. Uživatel, který má oprávnění k zadání úkolu, může uživateli, který toto 
oprávnění nemá zadat úkol. Takový úkol bude muset do určitého termínu splnit. Tato 
funkce zadávání úkolů by se dala samozřejmě propracovat lépe, ale bylo by to zbytečné, 
protože firma nemá tolik uživatelů systému, aby se to dalo efektivněji využít. V případě 
potřeby se dá tato možnost modifikovat. Jako poslední možností je ukládání emailů.  
3.4.3 Modul Zákazník 
Modul zákazníků musí evidovat všechny zákazníky (investory), se kterými kdy 
společnost jednala a jejich zaměstnance, kteří jsou k jednání oprávněni, popř. i ty se 
kterými se domlouvá určitá část zakázky. Z toho důvodu se musí vést informace o 
jednání mezi společností a zákazníkem. Může se jednat o jednání na novou zakázku 
nebo stávající, když je potřeba prodiskutovat určitá konstrukční řešení apod. 
K jednotlivým zákazníkům se může přiřadit hodnocení, což je informace o tom, jak 
dobře probíhá jednání a celkově zakázka.   
52 
 
3.4.4 Modul Zakázky 
Hlavním účelem modulu zakázek je vést informace o všech zakázkách, jak již 
dokončených, tak rozpracovaných. Na jedné zakázce může pracovat několik uživatelů, 
ale vždy musí být minimálně jeden. Ke každé zakázce lze uvést její celkové hodnocení 
dle firemních kritérií a následně popsat, jak probíhala. Veškeré soubory k zakázkám 
jsou vedeny v modulu správy dokumentů, ať už se jedná o fotky, přílohy od zákazníka 
či technickou dokumentaci.  
3.4.5 Modul Správa dokumentů 
Ve správě dokumentů se nachází veškeré firemní soubory, dokumenty. Jedná se jak o 
ekonomické, stavební či výkresové dokumenty, ale také o přílohy a fotky k zakázkám a 
další. Může se jednat jak o dokumenty k zakázkám nebo také dokumenty nezakázkové, 
což splňují například interní předpisy. Většina zakázkových dokumentů se musí být 
schválena příslušnými autorizovanými uživateli, aby se předešlo případným chybám. 
Každý z těchto uživatelů může ke svému schválení přidat poznámku, jeli to zapotřebí. 
Dále se musí evidovat změny dokumentů a jejich důvod, aby se daly v budoucnu změny 
dohledat. Jako poslední se bude evidovat otevírání daných dokumentů a tím je také 
uzamykat pouze pro čtení, aby nedošlo k přepsání úprav jiného uživatele.  
3.5 Návrh datového modelu 
V této části již definuji konkrétní návrh datového modelu informačního systému. 
Nejdříve identifikuji všechny objekty, relace a atributy modelu a vytvořím schéma E-R 
modelu, který jsem zmínil v kapitole 1.4.3. Vlastní sytém bude doprogramován 
zaměstnancem společnosti v jazyku PHP: 
3.5.1 Identifikace objektů 
Identifikace objektů znamená, že definuji jednotlivé objekty (entity), které se budou 
v datovém modelu nacházet. Následující tabulka obsahuje všechny objekty datového 
modelu, společně s jejich popisem dle jednotlivých modulů. 
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Tab. 10: Identifikace objektů  









Uživatel Zaměstnanec spol., externista,.. 
Uživatel skupina Dekompozice  
Skupina Rozdělení uživatelů kvůli oprávněním 
Zařízení Evidence přiřazených zařízení 











Zprávy Komunikace mezi uživateli 
Uživatel zprávy Objekt pro určení uživatelů, kteří obdrží zprávu. 
Hromadná konverzace Komunikace všech uživatelů 
Archiv emailů Archiv emailů 
Typ emailu Typ používaných emailů 
Zadaný úkol Evidence zadaných úkolů uživatelům 









Jednání Evidence jednání se zákazníky 
Typ jednání Určuje o jaký typ jednání se jedná  
Pracovník jednání 
Pracovník zákazníka, který se účastní jednání - 
Dekompozice 
Uživatel jednání Uživatelé, kteří se účastní jednání - Dekompozice 
Zákazník Investor 
Stát Stát, ze kterého zákazník pochazí. 
PSČ Popisné směrovací číslo 
Hodnocení Obecné ohodnocení zákazníka 








 Zakázka Evidence zakázek 
Zakázka uživatel Uživatelé přiřazení na zakázku 
Dokončení Číselník pro dokončenost zakázky 

















 Dokument Dokumenty ukládané firmou 
Druh dokumentu 
Rozdělení dokumentů dle zaměření (technický, 
ekonomický,..) 
Typ dokumentu Rozdělení druhu dokumentu na typy (výkres, faktura,..) 
Druh typ dokumentu Určení druhu a typu konkrétního dokumentu 
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Uzamčení dokumentu Uzamčení dokumentu při zápisu uživatele 
Schválení dokumentu Schvalování dokumentu uživateli 
Typ schválení Typy možných schválení 
Změna dokumentu Evidence změn v dokumentech 
Je důležité ještě zmínit, že určité objekty vznikly dekompozicí poměru N:M mezi 
objekty. Jako například následující objekty: 
Uživatel skupina (Uživatel - Skupina) – Jeden uživatel může být ve více skupinách a 
jednu skupinu může mít více uživatelů. 
Uživatel na úkol (Uživatel – Zadaný úkol) – Jeden uživatel může mít zadaných více 
úkolů a na jednom úkolu může pracovat více uživatelů. 
Pracovník jednání (Pracovník zákazníka – Jednání) – Jeden pracovník se může účastnit 
více jednání a jednoho jednání se může účastnit více pracovníků.  
Uživatel jednání (Uživatel – Jednání) – Jeden uživatel se může účastnit více jednání a 
jednoho jednání se může účastnit více uživatelů.  
Zakázka uživatel (Uživatel – Zakázka) – Jeden uživatel může pracovat na více 
zakázkách a na jedné zakázce může pracovat více uživatelů. 
3.5.2 Identifikace relací 
Následující tabulka vysvětluje relace mezi datovými objekty a jejich znázorňuje jejich 
multiplicitu. 
Tab. 11: Identifikace relací  
Název objektu Multiplicita Relace Multiplicita Název objektu 
Uživatel 1..1 patří do 1..* Uživatel Skupiny 
Skupinu 1..1 má 0..* Uživatel Skupiny 
Uživatel 0..1 má přiřazeno 1..* Zařízení 
Uživatel 1..1 komunikuje 0..* Hromadnou konverzací 
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Uživatel 1..1 posílá 0..* Zprávy 
Uživatel 1..1 má 0..* Uživatel zprávy 
Zprávy 1..1 má 1..* Uživatel zprávy 
Uživatel 1..1 zadává 0..* Uživatel na úkol 
Zadaný úkol 1..1 řeší 1..* Uživatel na úkol 
Uživatel 1..1 ukládá 0..* Archiv emailů 
Uživatel 1..1 se účastní 1..* Uživatel Jednání 
Jednání 1..1 se účastní 1..* Uživatel Jednání 
Uživatel 1..1 pracuje na 1..* Zakázka uživatel 
Zakázku 1..1 řeší 1..* Zakázka uživatel 
Uživatel 1..1 ukládá 0..* Dokumenty 
Uživatel 1..1 rozhoduje 0..* Schválení dokumentu 
Dokumenty 1..1 schvaluje 0..* Schválení dokumentu 
Uživatel 1..1 zapisuje 0..* Uzamčení dokumentu 
Uživatel 1..1 mění 0..* Změnu dokumentu 
Dokumenty 1..1 mění 0..* Změna dokumentu 
Typ oprávnění 1..1 určuje oprávnění 1..* Skupiny 
Typ zařízení 1..1 popisuje 1..* Zařízení 
Typ emailu 1..1 popisuje 1..* Archiv emailu 
Typ jednání 1..1 popisuje 1..* Jednani 
Zákazník 1..1 zaměstnává 1..* Pracovníka zákazníka 
Stát 1..1 lokalizuje 1..* Zákazníka 
PSČ 1..1 lokalizuje  1..* Zákazníka 
Hodnocení 1..1 hodnotí 0..* Zákazníka 
Zakázky 0..* pro 1..1 Zákazník 
Jednání 1..1 se účastní 1..* Pracovník jednání 
Pracovník zákazníka 1..1 se účastní 1..* Pracovník jednání 
Zakázky 1..1 jedná 0..* Pracovník jednání 
Pracovník jednání 1..* se účastní 1..1 Jednání 
Zakázka 1..1 má 1..* Zakázka Uživatel 
Zakázku 1..1 hodnotí 0..* Hodnocení Zakázky 
Zakázku 1..1 ukončuje 1..* Dokončení 
Zakázka 1..1 má 0..* Dokumenty 
Dokument 1..1 uzamyká 0..* Uzamčení dokumentu 
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Dokument 1..1 schvaluje 0..* Schválení dokumentu 
Druh typ dokumentu 1..* určuje  1..1 Dokumenty 
Druh dokumentu 1..1 definuje 1..* Druh typ dokumentu 
Typ dokumentu 1..1 definuje 1..* Druh typ dokumentu 
Druh schválení 1..1 popisuje 1..* Schválení dokumentu 
Základní E-R diagram je vzhledem k velikosti přesunut do části příloh na konci práce. 
3.5.3 Identifikace atributů 
V identifikaci atributů se specifikují jednotlivé atributy navržených objektů z minulé 
podkapitoly. Atributy určují, jaké druhy informací budou v daném  objektu uchovávány. 
Vzhledem k velkému počtu datových objektů a jejich obsáhlosti, uvedu jednotlivé 
tabulky daných objektů datového modelu do příloh a zde pouze uvedu ukázku jednoho 
objektu.  
Tab. 12: Ukázka tabulky atributů  
Integrita Jméno atributu Typ Povinnost 
PK, FK Jméno atributu Datový typ ANO/NE 
Sloupec integrita určuje entitní a referenční integritu daného objektu z kapitoly 1.4.2. 
Hodnoty, které v něm mohou být je „PK“ (primary key), což v češtině znamená 
primární klíč, „FK“ (foreign key) cizí klíč a „CK“ (candidate key) kandidátní klíč. Jako 
označení jsem se rozhodl pro anglické zkratky, protože při psaní SQL kódu se využívá 
právě angličtina. Sloupec jméno atributu je název daného atributu, který slouží 
k identifikaci. Sloupec typ určuje datový typ daného atributu, tedy v jaké formě bude 
informace uložena. Sloupec povinnost může obsahovat pouze dvě možné hodnoty a to 
„ANO“ a „NE“, které určují nutnost zadání hodnoty. Dále uvedu a popíši všechny 
datové objekty a jejich atributy navrhnutého datového modelu. 
Tab. 13: Datový objekt – Uživatel  
Integrita Jméno atributu Typ Povinnost 
PK id_uzivatel int ANO 
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  titul1 varchar(10) NE 
  jmeno varchar(20) ANO 
  prijmeni varchar(25) ANO 
  titul2 varchar(10) NE 
  login varchar(25) ANO 
  heslo varchar(30) ANO 
  email varchar(35) NE 
Objekt uživatelů je centrem celého datového modelu a zasahuje do všech modulů, jak 
lze vidět na Obr. 23. Obsahuje jméno a příjmení, které identifikují uživatele. Titul1 a 
titul2 nejsou pro systém příliš důležité, ale lze je využít ke generování podpisu, aby se 
odstranily případné chyby při psaní titulu. Atributy login a heslo jsou v objektu 
z hlediska systému nejdůležitější, když pomineme primární klíč. Je to z toho důvodu, že 
díky těmto údajům se uživatel do systému přihlašuje a je zapotřebí je důkladně zvolit a 
dbát na bezpečnost. Atributy titulů a emailu jsem zvolil tak, že nemusí obsahovat 
hodnotu, neboť uživatel nemusí mít žádný titul ani email. Takovým příkladem jsou 
externí pracovníci. 
Tab. 14: Datový objekt – Zařízení  
Integrita Jméno atributu Typ Povinnost 
PK id_zarizeni int ANO 
FK id_uzivatele int ANO 
FK id_nazev tinyint(1) ANO 
  mac_adresa varchar(17) ANO 
  popis varchar(30) ANO 
  stav text NE 
  datum_od datetime ANO 
  datum_do datetime NE 
Zařízení používají, jak zaměstnanci, tak i externisti, a proto je důležité o nich vést 
informace. Jako primární klíč objektu jsem zvolil id_zařízení, i když atribut mac adresa 
je možný jako tzv. přirozený primární klíč. S ohledem na jednoduchost jsem se rozhodl 
pro umělé id, neboť zařízení by mělo mít svoje evidenční číslo, které bych mezi atributy 
stejně vybral. Jako evidenční „číslo“ je mac adresa zbytečně složitá. Atribut id_nazev 
58 
 
odkazuje na objekt, ve kterém se nachází informace o typu zařízení, tedy jestli jde o 
mobilní telefon, notebook apod. Stav popisuje úroveň opotřebení zařízení a případné 
poruchy, kdežto popis uvádí výrobní název zařízení. Daná data od a do vyjadřují, kdy 
byla pořízena, a do kdy fungovala ve společnosti.  
 
Tab. 15: Datový objekt - Typ zařízení  
Integrita Jméno atributu Typ Povinnost 
PK id_nazev tinyint(1) ANO 
  nazev varchar(20) ANO 
Jak je již zmíněno u objektu zařízení, typ zařízení je jednoduchý číselník, který 
definuje, zdali je dané zařízení notebook, počítač, mobilní telefon atd. Vzhledem 
k malému počtu možných záznamů jsem zvolil datový typ primárního klíče jako 
tinyint(1). 
Tab. 16|: Datový objekt – Skupina  
Integrita Jméno atributu Typ Povinnost 
PK id_skupina int ANO 
  nazev varchar(20) ANO 
  o_administrace        tinyint(1) ANO 
  o_zalohovani       tinyint(1) ANO 
  o_schvalovat        tinyint(1) ANO 
  o_pridat_zakazku        tinyint(1) ANO 
  o_ukoncit_zakazku        tinyint(1) ANO 
  o_rozpracovat_zakazku    tinyint(1) ANO 
  o_archiv_email       tinyint(1) ANO 
  o_ekonomika       tinyint(1) ANO 
  o_fotky       tinyint(1) ANO 
  o_interni_dokumenty       tinyint(1) ANO 
  o_technik       tinyint(1) ANO 
  o_vykresova_dokumentace       tinyint(1) ANO 
59 
 
  o_zakazky       tinyint(1) ANO 
  o_zakazky_prilohy        tinyint(1) ANO 
 o_pridat_uzivatele tinyint(1) ANO 
  o_poptavky_odeslane     tinyint(1) ANO 
  o_nabidky_odeslane      tinyint(1) ANO 
  o_objednavky_odeslane      tinyint(1) ANO 
  o_smlouvy       tinyint(1) ANO 
  o_dopisy_odeslane       tinyint(1) ANO 
  o_protokoly       tinyint(1) ANO 
  o_reklamace      tinyint(1) ANO 
 o_výkresy tinyint(1) ANO 
  o_studie      tinyint(1) ANO 
  o_zadani      tinyint(1) ANO 
  o_uzemni      tinyint(1) ANO 
  o_stavebni       tinyint(1) ANO 
  o_provadeci       tinyint(1) ANO 
  o_zkracena       tinyint(1) ANO 
  o_konecna      tinyint(1) ANO 
  o_montazni       tinyint(1) ANO 
  o_finance      tinyint(1) ANO 
  o_technicka      tinyint(1) ANO 
  o_vyroba       tinyint(1) ANO 
  o_dodavky      tinyint(1) ANO 
  o_ruzne       tinyint(1) ANO 
  o_realizace       tinyint(1) ANO 
  o_podklady       tinyint(1) ANO 
  o_provadeci_ii   tinyint(1) ANO 
  o_k_informaci       tinyint(1) ANO 
  o_nabidky_dosle       tinyint(1) ANO 
  o_objednavky_dosle       tinyint(1) ANO 
  o_poptavky_dosle          tinyint(1) ANO 
  o_dopisy_dosle   tinyint(1) ANO 
  o_projekty_subdodavatelu  tinyint(1) ANO 
  o_hromadna_konverzace tinyint(1) ANO 
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  o_zpravy tinyint(1) ANO 
  o_zadat_ukol tinyint(1) ANO 
  o_jednani tinyint(1) ANO 
  o_zmenit tinyint(1) ANO 
  o_pridat_zarizeni tinyint(1) ANO 
Tento datový objekt obsahuje velmi důležité atributy, protože definují oprávnění, které 
daná skupina (uživatel) v systému má. Atribut název popisuje, jak se jmenuje daná 
skupina, např. externisti. Zbylé atributy, které začínají na „o“ jsou atributy oprávnění, 
které mohou rozeznatelně nabývat pouze tří základních hodnot, 0 – bez oprávnění, 1 – 
čtení a 2 – zápis. Čtení znamená, že uživatel s tímto oprávněním může například 
výkresy pouze prohlížet, kdežto uživatel se zápisem je může upravovat, mazat atd. 
Takto pasivně nemají v objektu daná oprávnění příliš význam, smysl jim přidá až 
funkční systém. 
Tab. 17: Datový objekt - Uživatel skupina  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_uzivatel int ANO 
PK, FK id_skupina int ANO 
  datum datetime ANO 
Uživatel skupina je pouze objekt vzniklý dekompozicí mezi objekty Uživatel a Skupina, 
protože obsahoval poměr M:N. Díky této dekompozici může mít jeden uživatel vícero 
skupin, jeli to zapotřebí. Datum je zde pro případ, že by bylo nutné dohledat datum 
přidání oprávnění. 
Tab. 18: Datový objekt - Hromadná konverzace  
Integrita Jméno atributu Typ Povinnost 
PK id_zpravy int ANO 
FK id_uzivatel int ANO 
  datum datetime ANO 
  text text ANO 
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Název datového objektu vystihuje jeho účel a to takové jednoduché konverzaci mezi 
uživateli. Jestli k hromadné konverzaci má daný uživatel oprávnění, tak uvidí zprávy, 
které v něm ostatní poslali. Jako kandidátní klíč je možné zvolit složený klíč u atributů 
id_uživatel a datum. 
Tab. 19: Datový objekt – Zprávy  
Integrita Jméno atributu Typ Povinnost 
PK id_zpravy int ANO 
FK id_uzivatel_od int ANO 
  datum datetime  ANO 
  text text ANO 
Objekt zpráv slouží k uchovávání zpráv mezi uživateli. Všechny atributy musí mít 
hodnotu, tudíž by nemělo dojít k odeslání prázdné zprávy. Zde je pouze uváděn 
uživatel, který zprávu posílá. Zdůvodnění uvedu u následujícího objektu. 
Tab. 20: Datový objekt – Zpráva uživatel  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_zpravy int ANO  
PK, FK id_uzivatel int ANO  
Aby bylo možné poslat jednu zprávu více uživatelům, tak bylo zapotřebí přidat další 
datový objekt. V případě objektů Uživatel – Zprávy – Zpráva uživatel dochází 
k redundantnímu vztahu, ale takový vztah je nutno ponechat, neboť by se jinak nedalo 
zjistit, pro které uživatele byla zpráva adresována. Podobných vztahů se v modelu 
vyskytuje více, nicméně k získání daných informací jsou zapotřebí. 
Tab. 21: Datový objekt - Archív emailů  
Integrita Jméno atributu Typ Povinnost 
PK id_email int ANO 
FK id_uzivatel int ANO 
FK id_typemail tinyint(1) ANO 
  datum datetime ANO 
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  email varchar(35) ANO 
  soubor blob NE 
Archív emailů obsahuje všechny emaily, které firma odešle, či obdrží. Archivace bude 
zajištěna skriptem, tudíž nebude třeba žádné manuální archivování. K možnosti 
nahlédnutí do archívů bude zapotřebí oprávnění.  
Tab. 22: Datový objekt - Typ emailu  
Integrita Jméno atributu Typ Povinnost 
PK id_typemail tinyint(1) ANO 
  nazev varchar(30) ANO 
Jedná se o jednoduchý číselník, který rozlišuje typy archivovaných emailů. 
Tab. 23: Datový objekt - Zadaný úkol  
Integrita Jméno atributu Typ Povinnost 
PK id_ukol int ANO 
  nazev varchar(20) ANO 
  popis text NE 
  datum_od datetime ANO 
  datum_do datetime ANO 
Zadané úkoly je objekt, který slouží zadávání úkolů jednotlivým pracovníkům. 
K možnosti zadání musí mít uživatel oprávnění. Název představuje jednoduchý název 
úkolu, který se musí vždy zadat, kdežto podrobnější popis není nutný, protože se může 
jednat o jednoduchý úkol, který nepotřebuje víc popisu. Datum od a do je určení, kdy 
byl úkol zadán a do kdy se má splnit.  
Tab. 24: Datový objekt - Uživatel na úkol  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_ukol int ANO 
PK, FK id_uzivatel int ANO 
  datum datetime ANO 
63 
 
Jelikož bylo zapotřebí, aby na zadaný úkol byla možnost přidat více členů, tak tento 
objekt vznikl dekompozicí poměru M:N mezi uživateli a zadanými úkoly. Jelikož se 
může stát, že nějakého uživatele přidáme během již rozdělaného úkolu, tak je jako 
atribut přidán ještě datum, který specifikuje dobu přidání uživatele. 
Tab. 25: Datový objekt – Zákazník  
Integrita Jméno atributu Typ Povinnost 
PK id_zakaznik int ANO 
  nazev varchar(40) NE 
FK id_stat tinyint(1) ANO 
FK id_psc int ANO 
  ulice varchar(30) ANO 
  co int ANO 
  cp int ANO 
  popis text NE 
  email varchar(35) NE 
FK id_hodnoceni tinyint(1) NE 
Zákazník neboli investor je jiná společnost nebo osoba výdělečně činná, která určitým 
způsobem přišla do styku se společností. Aby mohla firma o zákazníkovi udržovat 
základní informace, tak jsem zvolil jako atributy název, což bude uchovávat název 
společnosti. Jelikož se může jedna i o OSVČ, tak není název nutné zadat. Atributy co a 
cp znamenají číslo orientační a číslo popisné. Popis v krátkosti popisuje, co daný 
zákazník dělá a hodnocení hodnotí zákazníka dle spokojenosti s jednáním a všeobecné 
spokojenosti. 
Tab. 26: Datový objekt - Stát 
Integrita Jméno atributu Typ Povinnost 
PK id_stat tinyint(1) ANO 





Tab. 27: Datový objekt – PSČ  
Integrita Jméno atributu Typ Povinnost 
PK id_psc int ANO 
  psc varchar(5) ANO 
Stát a PSČ jsou číselníky pro usnadnění lokalizace zákazníka. Vzhledem k velkému 
počtu poštovních směrovacích čísel jsem zvolil datový typ primárního klíče integer.  
Tab. 28: Datový objekt – Hodnocení  
Integrita Jméno atributu Typ Povinnost 
PK id_hodnoceni tinyint(1) ANO 
  nazev varchar(20) ANO 
Stejně jako objekt PSČ je hodnocení jednoduchý číselník s méně záznamy. Hodnocení 
definuje typy „spokojenosti“ se zákazníkem. Jelikož se jedná o malou firmu, tak 
hodnocení bude zadávat pouze jedna vedoucí osoba. 
Tab. 29: Datový objekt - Pracovník zákazníka  
Integrita Jméno atributu Typ Povinnost 
PK id_pracovnik int ANO 
FK id_zamestnavatel int ANO 
  titul1 varchar(10) NE 
  jmeno varchar(20) ANO 
  prijmeni varchar(25) ANO 
  titul2 varchar(10) NE 
  email varchar(35) ANO 
  telefon varchar(13) ANO 
Objekt pracovník zákazníka uchovává informace o kontaktu na zákazníka, tedy s kým 
lze jednat a komunikovat. V případě OSVČ je záznam z tohoto objektu důležitými 
informacemi o subjektu zákazníka. Dále kromě jména a příjmení jsou vedeny tituly, aby 
se vědělo, jak danou osobu oslovit při komunikaci. Zde už je email, tak i telefon na 
rozdíl od objektu zákazníka povinné zadat, neboť dnes již by měli mít všechny 
kontaktní osoby na sebe kontakt, kdežto obecný kontakt na společnost se vyskytnout 
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nemusí. Jelikož se zákazníci nemusí vyskytovat pouze v české republice, tak je u 
telefonu důležité místo pro předvolbu, tudíž jsem zvolil velikost datového typu 13 – pro 
předvolbu 4 znaky a 9 pro již konkrétní telefonní číslo.  
Tab. 30: Datový objekt – Jednání  
Integrita Jméno atributu Typ Povinnost 
PK id_jednani int ANO 
FK id_typjednani int ANO 
  popis text NE 
  datum datetime ANO 
Jednání je archiv jak již proběhlých jednání, tak i evidence, těch, které teprve 
proběhnou. Vidět informace ohledně jednání mohou pouze ti uživatelé, kteří k tomu 
mají potřebné oprávnění. Datum určuje, kdy se jednání uskutečnilo, kdy proběhlo.  
Popis umožňuje zadat, jak jednání probíhalo a jaké jsou z něj závěry. Jelikož se může 
jednat i o budoucí jednání, tak není nutné popis zadávat. 
Tab. 31: Datový objekt - Typ jednání  
Integrita Jméno atributu Typ Povinnost 
PK id_typjednani int ANO 
  nazev varchar(30) ANO 
Typ jednání je číselník, který definuje druhy jednání, tudíž jestli se jedná o jednání 
ohledně budoucí, či současné zakázky apod.  
Tab. 32: Datový objekt - Uživatel Jednání  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_jednani int ANO 
PK, FK id_uzivatel int ANO 
Jedná se o objekt vzniklý dekompozicí poměru objektů uživatel a jednání, aby bylo 
možné zadat více uživatelů na jedno konkrétní jednání. Primární klíč je složený ze dvou 
cizích klíčů a je nutno je zadat. 
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Tab. 33: Datový objekt – Zakázka  
Integrita Jméno atributu Typ Povinnost 
PK id_zakazka int ANO 
FK id_zakaznik int ANO 
  nazev varchar(40) ANO 
FK id_hodzakaz tinyint(1) ANO 
  popis text NE 
FK id_dokonceni tinyint(1) ANO 
  datum_od datetime ANO 
  datum_do datetime ANO 
 datum_do_s datetime NE 
Objekt zakázka patří mezi více důležité objekty modelu a jedná se o evidenci všech 
zakázek společnosti. Aby se dala zakázka spojit se zákazníkem, tak je důležité mít mezi 
atributy cizí klíč z objektu zákazník, který je povinný zadat. Vycházím z toho, že když 
už společnost bude realizovat zakázku, tak musí mít zákazníka zaevidovaného v 
systému. Atribut název bude obsahovat stručný název, ale vzhledem k dlouhým 
technickým názvům jsem zvolil počet znaků čtyřicet. Atribut pro hodnocení zakázky 
id_hodzakaz odkazuje do objektu Hodnocení zakázky, který popíši u příslušného 
objektu. Popis znamená jednoduchý popis zakázky a id_dokoncení odkazuje na 
dokončenost zakázky, protože se může jednat o již hotovou zakázku nebo 
rozpracovanou apod. Datum od a do specifikují, kdy byla zakázka zadána a do kdy je ji 
potřeba dokončit. Atribut datum_do_s je datum skutečného dokončení. 
Tab. 34: Datový objekt - Pracovník jednání  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_jednani int ANO 
PK, FK id_pracovnik int ANO 
FK id_zakazka int NE 
Jedná se o objekt, sloužící k definování, který pracovník zákazníka se účastní jakého 
jednání a jelikož jich může být více, tak bylo zapotřebí vytvořit objekt zvlášť. Atributy 
objektu se skládají pouze z cizích klíčů a odkazují do příslušných objektů. Jelikož se 
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může dané jednání zabývat určitou zakázkou, tak je možnost ji zadat do atributu 
id_zakazka, ale není to nutné, hodnota může být NULL. 
Tab. 35: Datový objekt - Hodnocení zakázky  
Integrita Jméno atributu Typ Povinnost 
PK id_hodzakaz tinyint(1) ANO 
  nazev varchar(15) ANO 
 
Tab. 36: Datový objekt – Dokončení 
Integrita Jméno atributu Typ Povinnost 
PK id_dokonceni tinyint(1) ANO 
  nazev varchar(11) ANO 
Datové objekty Hodnocení zakázky a Dokončení jsou číselníky pro objekt Zakázka. 
Dokončení určuje, v jakém stádiu se může zakázka nacházet a hodnocení určuje 
možnosti, kterými lze zakázku ohodnotit. 
Tab. 37: Datový objekt - Zakázka uživatel  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_zakazka int ANO 
PK, FK id_uzivatel int ANO 
  popis text NE 
  datum datetime ANO 
Objekt Zakázka uživatel definuje, který uživatel je přidělen k zakázce. Aby mohlo na 
zakázce pracovat více uživatelů, tak bylo zapotřebí vytvořit takto samostatný objekt. Ke 
každé zakázce musí být přidělen minimálně jeden uživatel. Dále lze zadat popis toho, co 
bude daný uživatel provádět. Datum je zde pouze k možnosti dohledání, kdy byl 




Tab. 38: Datový objekt – Dokument  
Integrita Jméno atributu Typ Povinnost 
PK id_dokument int ANO 
FK id_uzivatel int ANO 
FK id_zakazka int NE 
  nazev varchar(30) ANO 
  popis text NE 
  soubor blob ANO 
  verze tinyint(1) ANO 
  datum datetime ANO 
Datový objekt dokument je centrem celého modulu správy dokumentů a obsahuje 
většinu dokumentů společnosti. Dokumenty ukládají jednotliví uživatelé systému a 
mohou je přiřadit k zakázce, pokud má dokument k nějaké vztah. Každý dokument musí 
mít stručný název, shrnující obsah a může mít i důkladnější popis. Dále bude systém 
generovat verzi a datum, tyto atributy udávají, kdy a kolikrát byl systém upravován. 
Tab. 39: Datový objekt - Druh dokumentu  
Integrita Jméno atributu Typ Povinnost 
PK id_druh_dok tinyint(1) ANO 
  nazev varchar(30) ANO 
 
Objekt Druh dokumentu umožňuje uživatelům specifikovat zaměření dokumentu pro 
vylepšení přehlednosti a vyhledávacích mechanizmů. Příkladem mohou být Ekonomický 
dokument, interní dokument, atd. 
Tab. 40: Datový objekt - Typ dokumentu  
Integrita Jméno atributu Typ Povinnost 
PK id_typ_dok tinyint(1) ANO 
  nazev varchar(30) ANO 
Typ dokumentu je objekt, tvořící podkategorii objektu Druh dokumentu. Příkladem 
atributu názvu mohou být Faktura přijata, Bilance, apod.  
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Tab. 41: Datový objekt - Druh typ dokumentu  
Integrita Jméno atributu Typ Povinnost 
PK, FK id_dokument int ANO 
PK, FK id_druhdok tinyint(1) ANO 
PK, FK id_typdok tinyint(1) ANO 
Jedná se o datový objekt, sloužící ke spojení dokumentu s druhem a typem dokumentu. 
Jelikož se může stát, že nějaký dokument bude patřit do více druhů a typů dokumentu. 
Tab. 42: Datový objekt – Schválení dokumentu 
Integrita Jméno atributu Typ Povinnost 
PK, FK id_dokument int ANO 
PK, FK id_uzivatel int ANO 
FK id_schvaleni tinyint(1) ANO 
  poznamka text NE 
  datum datetime ANO 
 
Schválení dokumentu slouží evidenci o tom, kdo schválil jaký dokument. Ke 
schvalování je zapotřebí potřebné oprávnění a lze k němu sepsat i odůvodnění, k tomu 
slouží atribut poznámka. Atribut id_schvalení odkazuje k objektu, ve kterém jsou 
předdefinované možné schválení. Datum klasicky jen obsahuje datum o tom, kdy bylo 
schválení provedeno.  
Tab. 43: Datový objekt - Druh schválení 
Integrita Jméno atributu Typ Povinnost 
PK id_schvaleni tinyint(1) ANO 
  nazev varchar(20) ANO 




Tab. 44: Datový objekt - Uzamčení dokumentu 
Integrita Jméno atributu Typ Povinnost 
PK, FK id_dokument int ANO 
PK, FK id_uzivatel int ANO 
PK, FK datum datetime ANO 
Možnost uzamčení slouží systému ke dvěma účelům. K evidenci přístupů uživatelů 
k dokumentu a znemožněný současných úprav dvěma uživateli zároveň. V rámci 
datového modelu jde o pasivní informaci, aktivně to bude zajišťovat až 
naprogramovaný systém. 
Tab. 45: Datový objekt - Změna dokumentu 
Integrita Jméno atributu Typ Povinnost 
PK, FK id_dokument int ANO 
PK, FK id_uzivatel int ANO 
PK  datum datetime ANO 
  duvod text ANO 
  soubor blob ANO 
Účelem tohoto objektu je uchovávání informací o tom, kdo, kdy a proč změnil určitý 
dokument. Zároveň se sem přesune stará verze dokumentu, aby byla archivována.   
 
Finální verze E-R modelu je vzhledem ke své velikosti přesunuta do příloh. Model je 
zobrazen pomocí zjednodušeného stylu, který je zmíněn v kapitole 1.4.3.  
Kompletní SQL kód navržené databáze je s ohledem na jeho délku umístěn v příloze. 





CREATE TABLE zadanyukol ( 
    id_ukol int NOT NULL AUTO_INCREMENT, 
    nazev varchar(20) NOT NULL, 
    popis text, 
    datum_od datetime NOT NULL, 
    datum_do datetime NOT NULL, 
    CONSTRAINT PK_zadanyukol PRIMARY KEY (id_ukol) 
    ); 
 
3.6 Zabezpečení systému 
Jelikož z analýzy HOS vyplynulo, že je obecně bezpečnost stávajícího systému špatná, 
tak se v této kapitole budu zabývat oblastí zabezpečení informačního systému. 
3.6.1 Fyzická bezpečnost 
Systém jako takový by měl být zabezpečen i na fyzické úrovni, tedy jednoduše řečeno 
na úrovni, která se dá vystihnout jako „hmatatelná“. Chrání informační systém jak před 
našimi chybami, tak i před poškozujícími pokusy ostatních. Fyzickou bezpečnost zde 
dělím na dvě úrovně dle umístění – vnitřní a vnější.  
a) Vnitřní fyzická bezpečnost 
Vnitřní fyzická bezpečnost zahrnuje prvky, které se nachází v prostorách informačního 
systému a jsou do určité míry jeho součástí. Pasivní síťové prvky, jako je kabeláž, 
datový rozvaděč apod. a se dají zabezpečit dle NISS (Network Infrastructure Security 
Solution), což je podmnožinou normy o síťové bezpečnosti ISO 27033 (28). 
Základně by měly všechny pasivní prvky být dostatečně označené a měla by být vedena 
jejich evidence. To například snižuje možnost nechtěného přepojení nesprávných 




Obr. 20: Blokující prvek portu RJ45 (29) 
Na obrázku je zobrazen blokující prvek RJ45 portu od firmy Panduit. Nevyužívané 
porty se zablokují těmito prvky a tak snižují riziko k nechtěnému i chtěnému narušení 
bezpečnosti. Tyto prvky se vyrábí jak pro RJ45, LC, USB porty a další. 
Jako posledním řešením je takzvané „klíčování“ Jacků a Plugů (28). To zabraňuje 
nesprávným prvkům již fyzické zapojení. Jde o to, že klíčované prvky mají jiný profil 
než klasické. Z toho důvodu je nejde zapojit tak, aniž by došlo k poškození jednoho 
z prvků. 
 
Obr. 21: Klíčované nestíněné Jacky (29) 
b) Vnější fyzická bezpečnost 
Jako vnější fyzickou bezpečnost si představuji prvky, které chrání právě prostory 
s informačním systémem. Jedná se například o kvalitní dveře, mříže, alarmy, kamery 
(1). Konkrétnímu řešení této vnější fyzické bezpečnosti se zabývat nebudu, neboť 
v případě firmy TRIGONA to zajišťuje Moravská ústředna Brno, ve které se firma 
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nachází. Pouze uvedu, že prostory jsou zabezpečeny již zmiňovanými prvky – kvalitní 
dveře, mříže, alarm a kamery. 
Větší bezpečnostní problém nastává v případě off-line režimu, který chtěla společnost 
ponechat. Na tuto možnost již nelze vztáhnout ani jeden z výše zmiňovaných prvků, 
neboť si zaměstnanec vozí zálohu systému sebou na montáže. V takovémto případě 
musí společnost akceptovat riziko odcizení dat. Snahou snížení rizika může být 
například zakoupení uzamykatelného bezpečnostního kufru na notebook, kvalitního 
zámku typu „kensington lock“ apod. 
3.6.2 Zálohování dat 
Pro společnosti je zálohování dat velmi důležité, protože možností jejich ztrát je 
poměrně mnoho, jako například poškození serveru, počítačové viry atd. Vytvářením 
záloh se minimalizují ztráty v případě nějakého incidentu. Jelikož chce mít společnost 
zálohy pod kontrolou, tak se vyhnu online zálohování a navrhnu možnost off-line 
zálohy. 
Jednou z možností zálohy je vestavěný nástroj operačního systému Windows 7, 
„Zálohování a obnovení“. Jelikož společnost právě verzi 7 používá, tak by se jednalo o 
finančně nenáročné zálohování. Tento nástroj umožňuje automatické zálohování po 
časových frekvencích – denně, týdně a měsíčně. Jeho nevýhodou je však, že je možné 
zadat pouze jednu úlohu zálohy, tedy např. že se bude zálohovat celý systém každý den 
v určitou hodinu, což je zbytečné. Jednou z možností by bylo více-úlohové zálohování, 
jednou týdně zálohovat celý systém a každý den zálohovat data, která se mění 
nejčastěji.  
Dalších možností je mnoho, jak placených, tak i neplacených, ale existuje ještě možnost 
pro již zmíněný vestavěný nástroj ve Windows. Skrze Plánovač úloh a nástroj Wbadmin 
lze nastavit více úloh zálohování, aby se zálohy prováděli dle zmiňované frekvence 
jednou týdně záloha celého systému a každý den záloha dat, která se mění nejčastěji. 
Samozřejmě lze využít i placených programů jako například Acronis TrueImage. 
Ideální možností poté využití mechanizmu inkrementálních záloh – každý týden se 
zálohuje celý systém a denně pouze změny oproti hlavní týdenní záloze. 
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Jako médium pro zálohu doporučuji externí disk, jak pro záchrannou zálohu systému, 
tak i pro zálohu, kterou využívají uživatelé v terénu jako off-line systém. Nicméně 
zálohy systému bych vždy doporučil dělat na dvě média a dal na dvě odlišná místa. 
3.6.3 Systémová bezpečnost 
Jak jsem již v kapitole 1.2 zmínil penetrační testy, které testují zranitelnost systémů, tak 
by určitě bylo vhodné systém po dokončení otestovat. Jednou takovou možností je 
společnost ESET software, která se zabývá IT bezpečností a je známá především díky 
svému antivirovému produktu ESET NOD32®. 
ESET jsem zvolil proto, že na trhu IT bezpečnosti působí již od roku 1992 a subjektivně 
se mi nabízí jako nejkvalitnější. Společnost nabízí tři typy testů: 
 Otevřený test 
 Slepý test 
 Dvojitý slepý test (13) 
Z uvedených možností bych navrhl slepý test, který by měl být dostatečný. Otevřený 
test se provádí se znalostmi a přístupem do systému, což by případný škoditel mít 
neměl. Slepý test by měl být efektivnější, neboť pracuje právě bez znalostí a přístupu do 
systému.  
3.6.4 Ostatní bezpečnost  
Vzhledem k tomu, že IT technologie potřebují k chodu energii, která je pohání, tak 
záložní zdroje energie neboli „UPS“ hrají v bezpečnosti svoji roli. Slouží k tomu, aby 
při výpadku elektřiny napájela zapojená zařízení a nedošlo tak třeba ke ztrátě 
neuložených dat. Společnost již tyto záložní zdroje vlastní, proto pouze dodám, že je 
počítáno s jejich opětovným použitím u nového systému. 
Jako další bezpečnostní opatření je antivirový produkt, který musí fungovat na každém 
počítači společnosti.  Úkolem antiviru je identifikovat a odstranit viry a jiných 
škodlivých programů a proto je jeho místo v bezpečnosti velmi důležité. Obdobně jako 
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u záložního zdroje již společnost vlastní antivirový produkt a to produkt od firmy 
ESET, který bych určitě ponechal i u nového informačního systému a v případě 
chytrých telefonů doporučil doinstalování též antiviru od společnosti ESET. 
Jako poslední bezpečnost bych zmínil bezpečnost hesel. Jakékoliv dlouhé heslo 
s kombinovanými znaky a číslicemi, velkými i malými písmeny je zbytečné, pokud je 
například nalepené na papírku zespodu klávesnice. Určitě by nemělo být kombinací 
jmen ani datum narození. Je zapotřebí, aby ani přístupové jméno ani přístupové heslo 
nebylo fyzicky zapsáno nikde jinde než v systému samotném. Uživatel si heslo musí 
zapamatovat a neměl by si ho nikam zapisovat. Jako doporučení pro dokončení systému 
bych uvedl, aby heslo mělo minimálně šest znaků, z toho minimálně jedno velké 
písmeno a jeden číselný znak.    
3.7 Zhodnocení řešení 
Při návrhu jsem snažil odstranit slabé stránky z původní SWOT analýzy systému. 
Nicméně určité slabosti jako třeba modul pro zákazníky je těžké eliminovat, protože 
aktuálně nemá firma důvod poskytovat zákazníkům přístup do systému. Další věcí je, že 
by to znamenalo určité bezpečnostní riziko, které by bylo zapotřebí ohlídat. Bezpečnost 
systému jsem do určité míry navrhl, existují i další možnosti zabezpečení jako například 
zavedení redundancí do sítě a další, ale pro účely společnosti by to bylo zbytečné. 
Navrženou zabezpečenost společně s oprávněními v systému považuji za dostatečné. 
Zhodnocení navrhovaného řešení provedu SWOT analýzou, která byla provedena i u 
předchozí systém. 
Silné stránky  
Stejně jako předchozí systém je vytvořen na míru aktuálním nárokům společnosti. 
Zachována off-line funkce pro pracovníky v terénu. Vylepšená vnitropodniková 
komunikace, která umožňuje posílat zprávy jednotlivci i skupině uživatelů, také účastnit 
se hromadné konverzace a evidovat minulá a budoucí jednání se zákazníky. Systém lze 
v případě potřeby aktualizovat. Analytické informace o aktivitách zaměstnanců 
v systému. Vylepšená bezpečnost systému. Evidence používaných zařízení společnosti a 
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jejich rozřazení mezi uživatele. Více parametrů k administraci. Systém uživatelům 
urychluje a usnadňuje práci. 
Slabé stránky 
Systém není navržen pro přístup zákazníkům a stále je možnost vícera analytických 
možností o zaměstnancích.  
Příležitosti 
Přidání samostatného analytického modulu o zaměstnancích s více analytickými 
možnostmi. Vytvoření modulu pro přístup zákazníků. 
Hrozby 












3.8 Ekonomické zhodnocení 
Vzhledem k tomu, že datový model je součástí mé bakalářské práce, tak náklady na 
jeho návrh jsou pro firmu nulové a jak je již na začátku kapitoly o návrhu zmínil, tak o 
doprogramování informačního systému se postará osoba ze společnosti. Informace k 
nákladům na implementaci zaměstnancem: 
Celková doba implementace i s testováním by měla zabrat zhruba dva měsíce o okolo 
180 pracovních hodinách za jeden měsíc. Dohromady tedy cca 360 pracovních hodin. 
Běžná hodinová sazba programátora by se orientačně pohybovala okolo 700-1000 Kč, 
ale vzhledem k tomu, že firma bude systém vyvíjet ve vlastní režii, tak hodinová sazba 
je stanovena na 500 Kč.  
Celkový náklad za implementaci informačního systému je 180 000 Kč. 
Přínos informačního systému pro společnost není vyloženě finančního charakteru, ale 
časové usnadnění práce. Z dlouhodobého hlediska to znamená, že firma bude mít práci 
hotovou dříve a má možnost realizovat více zakázek. Dalšími přínosy jsou větší 
zabezpečení systému, vylepšená komunikace ve společnosti a celkově modernizovaný 









Cílem bakalářské práce bylo posoudit informační systém a navrhnout změny pro 
společnost TRIGONA s.r.o., která se věnuje především investiční výstavbě, projekční a 
dodavatelské činnosti.   
V první kapitole, s názvem teoretická východiska, byla nastíněna základní teorie, která 
sloužila k pochopení problematiky. Druhá kapitola popisuje společnost TRIGONA s.r.o. 
a zároveň analyzuje původní informační systém. Třetí kapitola věnovaná návrhu ze 
začátku shrnuje analýzu informačního systému a definuje požadavky společnosti. 
Následně jsou popsány části nového informačního systému a poté již sepsán konkrétní 
návrh datového modelu. Nakonec jsou zmíněny bezpečnostní návrhy pro systém, 
zhodnocení řešení a ekonomické zhodnocení.  
Výstupem práce je navržený datový model a bezpečnostní návrhy nového informačního 












SEZNAM POUŽITÉ LITERATURY 
(1) KOCH, Miloš a Viktor ONDRÁK. Informační systémy a technologie. Vyd. 3. 
Brno: Akademické nakladatelství CERM, 2008. ISBN 978-80-214-3732-6. 
 
(2) ONDRÁK, Viktor. Management informační bezpečnosti. [Dokument] [cit. 2015-
10-06] 
 
(3) ŠMÍD, Vladimír. Management informačního systému: Pojem informačního 
systému. [Online] [cit. 2015-10-06] Dostupné z: 
http://www.fi.muni.cz/~smid/mis-infsys.htm. 
 
(4) KOCH, Miloš a Bernard NEUWIRTH. Datové a funkční modelování. Vyd. 4., 
rozš. Brno: Akademické nakladatelství CERM, 2010. ISBN 978-80-214-4125-5. 
  
(5) KOCH, Miloš. Relační datový model. Brno, 2008 [cit. 2015-11-05] Učební texty 
vysokých škol. VUT v Brně. 
 
(6) MOLNÁR, Zdeněk. Efektivnost informačních systémů. 2. rozš. vyd. Praha: 
Grada, 2001. Management v informační společnosti. ISBN 80-247-0087-5. 
 
(7) ŘEPA, Václav. Analýza a návrh informačních systémů. Vyd. 1. Praha: Ekopress, 
1999. ISBN 80-86119-13-0. 
 
(8) SODOMKA, Petr a Hana KLČOVÁ. Informační systémy v podnikové praxi. 2., 
aktualiz. a rozš. vyd. Brno: Computer Press, 2010. ISBN 978-80-251-2878-7. 
 
(9) TVRDÍKOVÁ, Milena. Zavádění a inovace informačních systémů ve firmách. 1. 
vyd. Praha: Grada, 2000. Systémová integrace. ISBN 80-7169-703-6. 
 
(10) VODÁČEK, Leo a Antonín ROSICKÝ. Informační management: pojetí, poslání 
a aplikace. Vyd. 1. Praha: Management Press, 1997. ISBN 80-85943-35-2. 
 
(11) ONDRÁK, Viktor, Petr SEDLÁK a Vladimír MAZÁLEK. Problematika ISMS v 
manažerské informatice. Vyd. 1. Brno: Akademické nakladatelství CERM, 2013. 
ISBN 978-80-7204-872-4. 
 
(12) KOCH, Miloš. Notace relačního modelu. Brno, 2008 [cit. 2015-11-06] Učební 




(13) Bezpečnostní audit: Penetrační testy. ESET - Antivirus | spolehlivá ochrana 
počítače a dalších zařízení [online]. [cit. 2016-05-17]. Dostupné z: 
http://www.eset.com/cz/firmy/eset-services/bezpecnostni-audit/penetracni-testy/ 
 
(14) KOCH, Miloš. Posouzení vyváženosti IS metodou HOS8 [online]. 2011 [cit. 
2015-11-13]. Dostupné z:http://web.zefis.cz/Download/demohos.pdf 
 
(15) LUHAN, Jan. Databázové systémy. Brno, 2007 [cit. 2015-11-13] Učební texty 
vysokých škol. VUT v Brně. Fakulta podnikatelská. 
 
(16) VIEIRA, Robert. SQL Server 2000: programujeme profesionálně. Vyd. 1. Praha: 
Computer Press, 2001. Profi. ISBN 80-7226-506-7. 
 
(17) KOCH, Miloš. Normalizace. Brno, 2008 [cit. 2015-11-14] Učební texty 
vysokých škol. VUT v Brně. Fakulta podnikatelská. 
 
(18) BARTÍK, Vladimír. Datové sklady. Brno, 2005 [cit. 2015-11-14] Učební texty 
vysokých škol. VUT v Brně. Fakulta informačních technologií. 
 
(19) CONOLLY, Thomas, Carolyn E BEGG a Richard HOLOWCZAK. Mistrovství - 
databáze: profesionální průvodce tvorbou efektivních databází. Vyd. 1. Brno: 
Computer Press, 2009. ISBN 978-80-251-2328-7.  
 
(20) OPPEL, Andrew J. SQL bez předchozích znalostí: [průvodce pro samouky]. 
Vyd. 1. Brno: Computer Press, 2008. ISBN 978-80-251-1707-1. 
 
(21) Oracle Corporation and/or its affiliates. MySQL 5.7 Reference Manual. 
MySQL™.    [online]. 13.11.2015 [cit. 2015-11-14]. Dostupné 
z:http://dev.mysql.com/doc/refman/5.7/en/ 
 
(22) PONKRÁC, Miloslav. PHP a MySQL: bez předchozích znalostí. Vyd. 1. Brno: 
Computer Press, 2007. ISBN 978-80-251-1758-3. 
 
(23) GRASSEOVÁ, Monika, Radek DUBEC a David ŘEHÁK. Analýza v rukou 
manažera: 33 nejpoužívanějších metod strategického řízení. Vyd. 1. Brno: 
Computer Press, 2010. ISBN 978-80-251-2621-9. 
 
(24) KOCH, Miloš.  Posouzení vyváženosti IS metodou HOS8 [online]. 2015 [cit. 
2015-12-26].  
 




(26) KOCH, Miloš. Management informačních systémů. Vyd. 2., přeprac. Brno: 
Akademické nakladatelství CERM, 2008. ISBN 978-80-214-3735-7. 
 
(27) BASL, Josef a Roman BLAŽÍČEK. Podnikové informační systémy: podnik v 
informační společnosti. 3., aktualiz. a dopl. vyd. Praha: Grada, 2012. 
Management v informační společnosti. ISBN 978-80-247-4307-3. 
 
(28) JORDÁN, Vilém a Viktor ONDRÁK. Infrastruktura komunikačních systémů I: 
univerzální kabelážní systémy. Vyd. 1. Brno: Akademické nakladatelství CERM, 
2013. ISBN 978-80-214-4839-1. 
 
(29) JORDÁN, Vilém a Viktor ONDRÁK. Infrastruktura komunikačních systémů II: 


















Obr. 1: Kódování, dekódování  15 
Obr. 2: Informace 16 
Obr. 3: Vazba mezi atributy bezpečnosti 18 
Obr. 4: Aktivity IDS  19 
Obr. 5: Terminologie z pohledu aplikačního 21 
Obr. 6: Terminologie z pohledu teorie množin  21 
Obr. 7: Terminologie z pohledu teorie relací  22 
Obr. 8: Poměr 1:1 24 
Obr. 9: Poměr 1:N  24 
Obr. 10: Poměr N:M  25 
Obr. 11: Chenův styl  25 
Obr. 12: Bachmanův styl  26 
Obr. 13: Martinův styl  26 
Obr. 14: Inženýrský styl 26 
Obr. 15: Zjednodušený styl  27 
Obr. 16: Složení databázového systému  29 
Obr. 17: Dvouvrstvá architektura File - Server  31 
Obr. 18: Dvouvrstvá architektura Klient – Server 32 
Obr. 19: Třívrstvá architektura  32 
Obr. 20: Blokující prvek portu RJ45  72 






Graf 1: Úroveň zkoumaných oblast  41 
Graf 2: Celkový stav systému  42 
Graf 3: Doporučený stav IS  43 
Graf 4: Informační bezpečnost  44 




















Tab. 1: Úroveň zkoumaných oblastí  41 
Tab. 2: Celkový stav systému  42 
Tab. 3: Doporučený stav IS  43 
Tab. 4: Informační bezpečnost  44 
Tab. 5: Pro a proti updatu existujícího systému  48 
Tab. 6: Pro a proti vývoje nového systému  48 
Tab. 7: Pro a proti nákupu hotového systému  49 
Tab. 8: Pro a proti outsource systému 49 
Tab. 9: Porovnání možných řešení 50 
Tab. 10: Identifikace objektů 53 
Tab. 11: Identifikace relací 54 
Tab. 12: Ukázka tabulky atributů 56 
Tab. 13: Datový objekt – Uživatel 56 
Tab. 14: Datový objekt – Zařízení 57 
Tab. 15: Datový objekt - Typ zařízení 58 
Tab. 16|: Datový objekt – Skupina 58 
Tab. 17: Datový objekt - Uživatel skupina 60 
Tab. 18: Datový objekt - Hromadná konverzace 60 
Tab. 19: Datový objekt – Zprávy 61 
Tab. 20: Datový objekt – Zpráva uživatel 61 
Tab. 21: Datový objekt - Archív emailů 61 
Tab. 22: Datový objekt - Typ emailu 62 
Tab. 23: Datový objekt - Zadaný úkol 62 
Tab. 24: Datový objekt - Uživatel na úkol 62 
Tab. 25: Datový objekt – Zákazník 63 
85 
 
Tab. 26: Datový objekt - Stát 63 
Tab. 27: Datový objekt – PSČ 64 
Tab. 28: Datový objekt – Hodnocení 64 
Tab. 29: Datový objekt - Pracovník zákazníka 64 
Tab. 30: Datový objekt – Jednání 65 
Tab. 31: Datový objekt - Typ jednání 65 
Tab. 32: Datový objekt - Uživatel Jednání 65 
Tab. 33: Datový objekt – Zakázka 66 
Tab. 34: Datový objekt - Pracovník jednání 66 
Tab. 35: Datový objekt - Hodnocení zakázky 67 
Tab. 36: Datový objekt – Dokončení 67 
Tab. 37: Datový objekt - Zakázka uživatel 67 
Tab. 38: Datový objekt – Dokument 68 
Tab. 39: Datový objekt - Druh dokumentu 68 
Tab. 40: Datový objekt - Typ dokumentu 68 
Tab. 41: Datový objekt - Druh typ dokumentu 69 
Tab. 42: Datový objekt – Schválení dokumentu 69 
Tab. 43: Datový objekt - Druh schválení 69 
Tab. 44: Datový objekt - Uzamčení dokumentu 70 















Příloha 1: Základní verze E-R modelu I 
Příloha 2: Finální verze E-R modelu II 
Příloha 3: SQL kód navrženého datového modelu III 
















































Příloha 3: SQL kód navrženého datového modelu 
--CISELNIKY 
     
CREATE TABLE typzarizeni ( 
    id_nazev tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(20) NOT NULL, 
    CONSTRAINT PK_typzarizeni PRIMARY KEY (id_nazev) 
    ); 
 
CREATE TABLE typemailu ( 
    id_typemail tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(30) NOT NULL, 
    CONSTRAINT PK_typemail PRIMARY KEY (id_typemail) 
    ); 
     
CREATE TABLE typjednani ( 
    id_typjednani tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(30) NOT NULL, 
    CONSTRAINT PK_typjednani PRIMARY KEY (id_typjednani) 
    ); 
 
CREATE TABLE stat ( 
    id_stat tinyint(1) NOT NULL AUTO_INCREMENT, 
    stat varchar(30) NOT NULL, 
    CONSTRAINT PK_stat PRIMARY KEY (id_stat) 
    ); 
 
CREATE TABLE psc ( 
    id_psc int NOT NULL AUTO_INCREMENT, 
    psc varchar(5) NOT NULL, 
    CONSTRAINT PK_psc PRIMARY KEY (id_psc) 
    ); 
 
CREATE TABLE hodnoceni ( 
    id_hodnoceni tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(20) NOT NULL, 
    CONSTRAINT PK_hodnoceni PRIMARY KEY (id_hodnoceni) 
    ); 
     
CREATE TABLE hodnocenizakazky ( 
    id_hodzakaz tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(15) NOT NULL, 
    CONSTRAINT PK_hodnozakaz PRIMARY KEY (id_hodzakaz) 
    ); 
     
CREATE TABLE dokonceni ( 
    id_dokonceni tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(11) NOT NULL, 
    CONSTRAINT PK_dokonceni PRIMARY KEY (id_dokonceni) 
    ); 
     
CREATE TABLE druhdokumentu ( 
    id_druhdok tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(30) NOT NULL, 
    CONSTRAINT PK_druhdok PRIMARY KEY (id_druhdok) 
    ); 
 
CREATE TABLE typdokumentu ( 
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    id_typdok tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(30) NOT NULL, 
    CONSTRAINT PK_typdok PRIMARY KEY (id_typdok) 
    ); 
 
CREATE TABLE druhschvaleni ( 
    id_schvaleni tinyint(1) NOT NULL AUTO_INCREMENT, 
    nazev varchar(20) NOT NULL, 
    CONSTRAINT PK_chvaleni PRIMARY KEY (id_schvaleni) 
    ); 
     
--HLAVNIOBJEKTY 
 
CREATE TABLE uzivatel( 
    id_uzivatel int NOT NULL AUTO_INCREMENT, 
    titul1 varchar(10), 
    jmeno varchar(20) NOT NULL, 
    prijmeni varchar(25) NOT NULL, 
    titul2 varchar(10), 
    login varchar(25) NOT NULL, 
    heslo varchar(30) NOT NULL, 
    email varchar(35), 
    CONSTRAINT PK_uzivatel PRIMARY KEY (id_uzivatel) 
    ); 
     
CREATE TABLE skupina ( 
    id_skupina int NOT NULL AUTO_INCREMENT,  
    nazev varchar(20) NOT NULL, 
    o_administrace tinyint(1), 
    o_zalohovani tinyint(1) , 
    o_schvalovat tinyint(1) , 
    o_pridat_zakazku tinyint(1), 
    o_ukoncit_zakazku tinyint(1), 
    o_rozpracovat_zakazku tinyint(1), 
    o_archiv_email tinyint(1), 
    o_ekonomika tinyint(1), 
    o_fotky tinyint(1), 
    o_interni_dokumenty tinyint(1), 
    o_technik tinyint(1), 
    o_vykresova_dokumentace tinyint(1),  
    o_zakazky tinyint(1), 
    o_zakazky_prilohy tinyint(1), 
    o_poptavky_odeslane tinyint(1), 
    o_nabidky_odeslane tinyint(1), 
    o_objednavky_odeslane tinyint(1), 
    o_smlouvy tinyint(1), 
    o_dopisy_odeslane tinyint(1), 
    o_protokoly tinyint(1), 
    o_reklamace tinyint(1), 
    o_studie tinyint(1), 
    o_zadani tinyint(1), 
    o_uzemni tinyint(1), 
    o_stavebni tinyint(1) , 
    o_provadeci tinyint(1) , 
    o_zkracena tinyint(1), 
    o_konecna tinyint(1), 
    o_montazni tinyint(1), 
    o_finance tinyint(1) , 
    o_technicka tinyint(1), 
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    o_vyroba tinyint(1), 
    o_dodavky tinyint(1), 
    o_ruzne tinyint(1), 
    o_realizace tinyint(1), 
    o_podklady tinyint(1), 
    o_provadeci_ii tinyint(1), 
    o_k_informaci tinyint(1), 
    o_nabidky_dosle tinyint(1), 
    o_objednavky_dosle tinyint(1), 
    o_poptavky_dosle tinyint(1), 
    o_dopisy_dosle tinyint(1), 
    o_projekty_subdodavatelu tinyint(1), 
    o_hromadna_konverzace tinyint(1), 
    o_zpravy tinyint(1), 
    o_zadat_ukol tinyint(1), 
    o_jednani tinyint(1), 
    o_zmenit tinyint(1), 
    o_pridat_zarizeni tinyint(1), 
    CONSTRAINT PK_skupina PRIMARY KEY (id_skupina) 
    ); 
 
CREATE TABLE uzivatelskupina ( 
    id_uzivatel int NOT NULL, 
    id_skupina int NOT NULL, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_uzivskup PRIMARY KEY (id_uzivatel, id_skupina), 
    CONSTRAINT FK_usuziv FOREIGN KEY (id_uzivatel)  
    REFERENCES uzivatel (id_uzivatel), 
    CONSTRAINT FK_usskupina FOREIGN KEY (id_skupina)  
    REFERENCES skupina (id_skupina) 
    ); 
 
 
CREATE TABLE zarizeni ( 
    id_zarizeni int NOT NULL AUTO_INCREMENT, 
    id_uzivatel int NOT NULL, 
    id_nazev tinyint(1) NOT NULL, 
    mac_adresa varchar(17) NOT NULL, 
    popis varchar(30) NOT NULL, 
    stav text, 
    datum_od datetime NOT NULL, 
    datum_do datetime, 
    CONSTRAINT PK_zarizeni PRIMARY KEY (id_zarizeni), 
    CONSTRAINT FK_zaruziv FOREIGN KEY (id_uzivatel)  
    REFERENCES uzivatel (id_uzivatel), 
    CONSTRAINT FK_zarnazev FOREIGN KEY (id_nazev)  
    REFERENCES typzarizeni (id_nazev) 
    ); 
     
CREATE TABLE zpravy ( 
    id_zpravy int NOT NULL AUTO_INCREMENT, 
    id_uzivatel_od int NOT NULL, 
    datum datetime NOT NULL, 
    text text NOT NULL, 
    CONSTRAINT PK_zpravy PRIMARY KEY (id_zpravy), 
    CONSTRAINT FK_zpravyuziv FOREIGN KEY (id_uzivatel_od)  
    REFERENCES uzivatel (id_uzivatel) 
    ); 
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CREATE TABLE zpravauzivatel ( 
    id_zpravy int NOT NULL, 
    id_uzivatel int NOT NULL, 
    CONSTRAINT PK_uzivzpravy PRIMARY KEY (id_zpravy, id_uzivatel), 
    CONSTRAINT fk_zuzpravy FOREIGN KEY (id_zpravy) 
    REFERENCES zpravy (id_zpravy), 
    CONSTRAINT FK_zuuzivatel FOREIGN KEY (id_uzivatel)  
    REFERENCES uzivatel (id_uzivatel) 
    ); 
 
CREATE TABLE hromadnakonverzace( 
    id_zpravy int NOT NULL AUTO_INCREMENT, 
    id_uzivatel int NOT NULL, 
    datum datetime NOT NULL, 
    text text NOT NULL, 
    CONSTRAINT PK_hromkonv PRIMARY KEY (id_zpravy), 
    CONSTRAINT FK_hkuzivatel FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel) 
    ); 
     
CREATE TABLE archivemailu ( 
    id_email int NOT NULL AUTO_INCREMENT, 
    id_uzivatel int NOT NULL, 
    id_typemail tinyint(1) NOT NULL, 
    datum datetime NOT NULL, 
    email varchar (35) NOT NULL, 
    soubor blob, 
    CONSTRAINT PK_archivemailu PRIMARY KEY (id_email), 
    CONSTRAINT FP_aeuzivatel FOREIGN KEY (id_uzivatel)  
    REFERENCES uzivatel (id_uzivatel), 
    CONSTRAINT FP_aetypemail FOREIGN KEY (id_typemail)  
    REFERENCES typemailu (id_typemail) 
    ); 
     
CREATE TABLE zadanyukol ( 
    id_ukol int NOT NULL AUTO_INCREMENT, 
    nazev varchar(20) NOT NULL, 
    popis text, 
    datum_od datetime NOT NULL, 
    datum_do datetime NOT NULL, 
    CONSTRAINT PK_zadanyukol PRIMARY KEY (id_ukol) 
    ); 
 
CREATE TABLE uzivatelnaukol ( 
    id_ukol int NOT NULL, 
    id_uzivatel int NOT NULL, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_uzivnaukol PRIMARY KEY (id_ukol, id_uzivatel), 
    CONSTRAINT FP_unuukol FOREIGN KEY (id_ukol)  
    REFERENCES zadanyukol (id_ukol), 
    CONSTRAINT FP_unuuzivatel FOREIGN KEY (id_uzivatel)  
    REFERENCES uzivatel (id_uzivatel) 
    ); 
     
CREATE TABLE zakaznik ( 
    id_zakaznik int NOT NULL AUTO_INCREMENT, 
    nazev varchar(40), 
    id_stat tinynt(1) NOT NULL, 
    id_psc int NOT NULL, 
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    ulice varchar(30) NOT NULL, 
    co int NOT NULL, 
    cp int NOT NULL, 
    popis text, 
    email varchar(35), 
    id_hodnoceni tinyint(1), 
    CONSTRAINT PK_zakaznik PRIMARY KEY (id_zakaznik), 
    CONSTRAINT FP_zkznikstat FOREIGN KEY (id_stat)  
    REFERENCES stat (id_stat), 
    CONSTRAINT FP_zkznikpsc FOREIGN KEY (id_psc)  
    REFERENCES psc (id_psc), 
    CONSTRAINT FP_zkznikhodno FOREIGN KEY (id_hodnoceni)  
    REFERENCES hodnoceni (id_Hodnoceni) 
    ); 
     
CREATE TABLE jednani ( 
    id_jednani  int NOT NULL AUTO_INCREMENT, 
    id_typjednani tinyint(1) NOT NULL, 
    popis text, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_jednani PRIMARY KEY (id_jednani), 
    CONSTRAINT FK_jednanityp FOREIGN KEY (id_typjednani) 
    REFERENCES typjednani (id_typjednani) 
    ); 
     
CREATE TABLE uzivateljednani ( 
    id_jednani int NOT NULL, 
    id_uzivatel int NOT NULL, 
    CONSTRAINT PK_uzivjednani PRIMARY KEY (id_jednani, id_uzivatel), 
    CONSTRAINT FK_ujjednani FOREIGN KEY (id_jednani)  
    REFERENCES jednani (id_jednani), 
    CONSTRAINT FK_ujuzivatel FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel) 
    ); 
     
CREATE TABLE pracovnikzakaznika ( 
    id_pracovnik int NOT NULL AUTO_INCREMENT, 
    id_zamestnavatel int NOT NULL, 
    titul1 varchar(10), 
    jmeno varchar(20), 
    prijmeni varchar(25), 
    titul2 varchar(10), 
    email varchar(35), 
    telefon varchar(13), 
    CONSTRAINT PK_pracovnikz PRIMARY KEY (id_pracovnik), 
    CONSTRAINT FK_praczamest FOREIGN KEY (id_zamestnavatel) 
    REFERENCES zakaznik (id_zakaznik) 
    ); 
         
CREATE TABLE zakazka ( 
    id_zakazka int NOT NULL AUTO_INCREMENT, 
    id_zakaznik int NOT NULL, 
    nazev varchar(40) NOT NULL, 
    popis text, 
    datum_od datetime NOT NULL, 
    datum_do datetime NOT NULL, 
    datum_do_s datetime, 
    id_hodzakaz tinyint(1), 
    id_dokonceni tinyint(1) DEFAULT '0' NOT NULL, 
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    CONSTRAINT PK_tab_zakazky PRIMARY KEY (id_zakazka), 
    CONSTRAINT FK_zkzk_zakaznik FOREIGN KEY (id_zakaznik) 
    REFERENCES zakaznik (id_zakaznik), 
    CONSTRAINT FK_zkzk_hodnoceni FOREIGN KEY (id_hodzakaz) 
    REFERENCES hodnocenizakazky (id_hodzakaz), 
    CONSTRAINT FK_zkzk_dokonce FOREIGN KEY (id_dokonceni) 
    REFERENCES dokonceni(id_dokonceni) 
    ); 
 
CREATE TABLE pracovnikjednani ( 
    id_jednani int NOT NULL, 
    id_pracovnik int NOT NULL, 
    id_zakazka int, 
    CONSTRAINT PK_pracovnikjed PRIMARY KEY (id_jednani, id_pracovnik), 
    CONSTRAINT FK_pjjednani FOREIGN KEY (id_jednani) 
    REFERENCES jednani (id_jednani), 
    CONSTRAINT FK_pjpracovnik FOREIGN KEY (id_pracovnik) 
    REFERENCES pracovnikzakaznika (id_pracovnik), 
    CONSTRAINT FK_pjzakazka FOREIGN KEY (id_zakazka) 
    REFERENCES zakazka (id_zakazka) 
    ); 
     
CREATE TABLE zakazkauzivatel ( 
    id_zakazka int NOT NULL, 
    id_uzivatel int NOT NULL, 
    popis text, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_zakaznikuzz PRIMARY KEY (id_zakazka, id_uzivatel), 
    CONSTRAINT FK_zuzakazkaz FOREIGN KEY (id_zakazka) 
    REFERENCES zakazka (id_zakazka), 
    CONSTRAINT FK_zuuzivatelz FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel) 
    ); 
 
CREATE TABLE dokument ( 
    id_dokument int NOT NULL AUTO_INCREMENT, 
    id_uzivatel int NOT NULL, 
    id_zakazka  int, 
    nazev varchar(30), 
    popis text, 
    soubor blob NOT NULL, 
    verze tinyint(1) NOT NULL, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_dokument PRIMARY KEY (id_dokument), 
    CONSTRAINT FK_dokuzivatel FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel), 
    CONSTRAINT FK_dokzakazka FOREIGN KEY (id_zakazka) 
    REFERENCES zakazka (id_zakazka) 
    ); 
 
CREATE TABLE druhtypdokumentu ( 
    id_dokument int NOT NULL, 
    id_druhdok tinyint(1) NOT NULL, 
    id_typdok tinyint(1) NOT NULL, 
    CONSTRAINT PK_dtd PRIMARY KEY (id_dokument, id_druhdok, 
id_typdok), 
    CONSTRAINT FK_dtddok FOREIGN KEY (id_dokument) 
    REFERENCES dokument (id_dokument), 
    CONSTRAINT FK_dtddd FOREIGN KEY (id_druhdok) 
IX 
 
    REFERENCES druhdokumentu (id_druhdok), 
    CONSTRAINT FK_dtdtd FOREIGN KEY (id_typdok) 
    REFERENCES typdokumentu (id_typdok) 
    );   
     
CREATE TABLE schvalenidokumentu ( 
    id_dokument int NOT NULL, 
    id_uzivatel int NOT NULL, 
    id_schvaleni tinyint(1) NOT NULL, 
    poznamka text, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_schvalenid PRIMARY KEY (id_dokument, id_uzivatel), 
    CONSTRAINT FK_schvaldokdok FOREIGN KEY (id_dokument) 
    REFERENCES dokument (id_dokument), 
    CONSTRAINT FK_schvaldokuz FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel), 
    CONSTRAINT FK_schvalenidoksch FOREIGN KEY (id_schvaleni) 
    REFERENCES druhschvaleni (id_schvaleni) 
    ); 
 
CREATE TABLE zmenadokumentu ( 
    id_dokument int NOT NULL, 
    id_uzivatel int NOT NULL, 
    datum datetime NOT NULL, 
    duvod text NOT NULL, 
    soubor blob NOT NULL, 
    CONSTRAINT PK_zmenadok PRIMARY KEY (id_dokument, id_uzivatel, 
datum), 
    CONSTRAINT FK_zmenadok FOREIGN KEY (id_dokument) 
    REFERENCES dokument (id_dokument), 
    CONSTRAINT FK_zmenauziv FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel) 
    ); 
     
CREATE TABLE uzamcenidokumentu ( 
    id_dokument int NOT NULL, 
    id_uzivatel int NOT NULL, 
    datum datetime NOT NULL, 
    CONSTRAINT PK_uzamceni PRIMARY KEY (id_dokument, id_uzivatel, 
datum), 
    CONSTRAINT FK_uzamdok FOREIGN KEY (id_dokument) 
    REFERENCES dokument (id_dokument), 
    CONSTRAINT FK_uzamuziv FOREIGN KEY (id_uzivatel) 
    REFERENCES uzivatel (id_uzivatel) 














Příloha 4: Schéma datového modelu z SQL kódu 
