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Програмне забезпечення моніторингу локальної 
мережі та відстежування дій користувачів 
 
Однією з важливих особливостей сучасних корпоративних мереж є їхній розмір, 
що найчастіше обчислюється тисячами, а й іноді й десятками тисяч комп'ютерів. При 
цьому діяльність користувачів може бути розподілена серед різних комп'ютерів, а та 
сама проблема часто вирішується групами користувачів. Важливим завданням є 
контроль роботи, як окремих користувачів, так і груп користувачів. 
Основними цілями контролю є: забезпечення інформаційної безпеки, виявлення 
випадків некоректного, непрофесійного або нецільового використання ресурсів, оцінка 
характеристик функціонування корпоративної мережі й параметрів використання 
ресурсів. Основним завданням забезпечення інформаційної безпеки є «раннє 
виявлення» внутрішніх вторгнень, тобто виявлення дій користувачів, які можуть 
передувати внутрішнім вторгненням. Чим крупніша організація, тим актуальнішою є 
для неї проблема запобігання внутрішніх вторгнень, зокрема крадіжки інформації, тому 
що саме крадіжка є кінцевою метою більшості внутрішніх вторгнень. Зв'язано це з тим, 
що в великих організаціях утрудняється контроль над обігом інформації й істотно 
зростає ціна її витоку. Зазначені обставини визначають високий рівень заклопотаності 
даною проблемою з боку великого бізнесу й урядових організацій. Рішення даної 
проблеми полягає в застосуванні "твердої" політики інформаційної безпеки в 
організації й використанні засобів моніторингу дій користувачів. 
Таким чином, розробка програмного забезпечення моніторингу локальної 
мережі та відстежування дій користувачів є актуальною задачею. 
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Використання мультисерверної архітектури 
в сучасних СУБД 
 
В сучасних СУБД механізм організації взаємодії процесів типу «клієнт» та 
процесів типу «сервер». В основному даний механізм визначається структурою 
реалізації серверних процесів та часто називається архітектурою сервера баз даних. 
Спочатку існувала модель, коли керування даними (функція сервера) та взаємодія з 
користувачем були об’єднані в одній програмі. Далі функції керування даними були 
