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 SYMBOLILUETTELO 
 
COSO  COSO tulee sanoista Committee of Sponsoring Organizations of the 
Treadway Commission. Kyseessä on useiden tahojen yhteistyössä 
oleva järjestö. Kyseinen organisaatio perustettiin vuonna 1985 ja sen 
perusideana oli yhteistää ajatusta sisäisestä valvonnasta. 
 
SOX SOX tulee sanoista Sarbanes-Oxley. Kyseessä on Yhdysvaltain 
liittovaltion laki, jossa on määräyksiä kaikilla Yhdysvalloissa pörssiin 
noteerattujen yritysten hallinnosta sekä johtamistavoista ja 
tilintarkastusyhtiöiden toiminnasta.  
 
GLOBALISAATIO Globalisaatiolla tarkoitamme kansainvälistymistä. Tähän liittyy 
vahvasti yhteiskunnalliset muutokset. 
 
IFRS IFRS muodostuu sanoista International Financial Reporting Stand-
ards. Suomennettuna tämä tarkoittaa kansainvälistä taloudellista 
raportoinnin standardeja. Kyseessä on kansainvälisten 
tilinpäätösstandardien koostuma opas ja normisto.  
IT IT tarkoittaa informaatioteknologiaa. Kyseessä on tietojen 
muokkaamista tietokoneita ja tietoliikennettä apuna käyttäen. 
 
COSO-ERM COSO-ERM on COSO -organisaation luoma viitekehys 
riskienhallinnan arviointiperusteista. Kyseinen viitekehys on luotu 
vuonna 2004. 
 
KPMG KPMG on maailmanlaajuistesti toimiva asiantuntija verkosto. 
Verkostossa annetaan asiantuntijapalveluilta tilintarkastukseen ja 
veropalveluihin. Järjestö toimii 156 massa ympäri maailmaa. 
 
VAR VAR tulee englanninkielen sanoista Value at Risk. Kyseessä on 
riskien mittaamiseen suunniteltu malli, jolla mitataan taloudellisia 
riskejä.
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1  JOHDANTO  
Nykypäivänä monet yritykset toimivat usealla eri sektoreilla ja aloilla. Jokainen yritys tarvitsee 
tiettyjä toimintoja toimiakseen. Näiden toimintojen valvominen ja parantaminen on koko 
ajan saamassa enemmän arvoa. Nykypäivänä yrityksen perustoiminta-ajatus on 
tulevaisuuteen tähtäävä, jolloin päätöksiä on osattava tehdä monia vuosia eteenpäin. 
Päätösten ja toimintojen on yrityksessä oltava sen kaltaisia, että niiden avulla pystytään koko 
organisaatiota ohjaamaan tavoitteen mukaiseksi. Sisäinen valvonta ja sen oikein käyttäminen 
auttaa osaltaan yritystä pääsemään asetettuihin tavoitteisiin. Sisäinen valvonta onkin tapa 
saada yritys menemään haluttuun suuntaan. Nykypäivän yritysten toimintaan vaikuttaa myös 
yhä enemmän lisääntyneet liiketoiminnan riskit. Erilaiset riskit tulevat tulevaisuudessa 
lisääntymään teknologian ja yritystoiminnan kehittyessä. Riskien vähentämiseksi ja 
turvallisemman yritystoiminnan saavuttamiseksi yrityksen on hallittava oikeanlainen 
riskienhallinta ja toiminnan valvominen.  
 
Työn tavoitteena on määrittää Crocs Nordic Oy:n talousosaston sisällä olevat vaaralliset 
työyhdistelmät. Lisäksi tuotetaan kaaviokuvaus, joissa eritellään talousosaston eri 
työtehtävien sisältöä. Vaarallisista työyhdistelmistä tehdään myös kuvaus, jossa käydään 
lyhyesti läpi miksi yhdistelmä on vaarallinen. Työssä annetaan myös ehdotuksia vaarallisten 
työyhdistelmien vähentämiseksi. Työ aloitettiin laatimalla kunkin talousosaston työntekijän 
työtehtävistä kuvaus. Kuvausta varten pyydettiin kutakin työntekijää laatimaan lyhyen 
luettelon työtehtävistään. Työtehtävien sisällöstä poimittiin teoriataustan avulla vaaralliset 
työyhdistelmät. Näistä kartoitettiin miksi työyhdistelmä on vaarallinen sekä annettiin ehdotus 
vaarallisen työyhdistelmien vähentämiseksi. Lopuksi laadimme johtopäätökset työn 
toteutuksesta sekä löydetyistä epäkohdista. Näiden pohjalta yrityksen johto voi tarkastella 
löydettyjä vaarallisia työyhdistelmiä. 
 
Opinnäytetyö pohjautuu kolmeen keskeiseen teoriaan. Nämä ovat sisäinen valvonta, 
corporate governance sekä riskienhallinta. Sisäisen valvonnan osalta käsitellään valvontaan 
liittyvät prosessit sekä keskeiset mallit. Lisäksi esitellään vaarallisten työyhdistelmien rooli 
osana sisäistä valvontaa. 
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Kaavio 1. Opinnäytetyö teoriapohja 
 
Yllä olevasta viitekehyksestä näkyy, että corporate governace ja riskien hallinta pohjautuvat 
sisäisen valvonnan teoriaan. Vaarallisten työyhdistelmien havaitseminen on olennainen osa 
yrityksen sisäistä valvontaa.  
 
CORPORATE GOVERNANCE 
 
- Hallituksen järjestelmä, jolla mitataan tehokuutta ja 
luotettavuutta 
- oikeuksien ja velvollisuuksien säännöt ja tavoitteet 
 
SISÄINEN VALVONTA 
- yrityksen tapa saada yrityksen toiminta menemään haluttuun suuntaan 
- coso malli 
- väärinkäytökset ja vaaralliset työyhdistelmät 
- sisäisen valvonnan tehokkuus 
 
RISKIENHALLINTA 
 
- riskien tunnistaminen ja analysointi 
- riskeihin reagoiminen 
- riskienhallinnan vastuu 
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2  SISÄINEN VALVONTA 
Nykyaikaisen talouden aikana, on ollut huomattavissa, että johdon asema on saamassa 
enemmän ja enemmän arvostusta yritysten toiminnassa. Tämä tuleekin esille erilaisissa 
kriiseissä, jolloin vastuu ja virheet sysätään johdon harteille. Tämä onkin lisännyt arvostusta 
ja ymmärryksen halua sisäistä valvontaa kohtaan. Talouden mullistukset ovat muuttaneet 
ajattelutapaa johtamisesta ja sen järjestämisestä. Nykyään sisäinen valvonta sisältää enemmän 
kuin pelkän raportoinnin ja kirjanpidon. Nykyään sisäinen valvonta nähdäänkin paremmin 
osana johtoportaan ohjausta ja corporate governance-järjestelmää. Sisäinen valvonta onkin 
enemmän tapa ja keino saada yritys menemään haluttuun suuntaan, kuin tiukkaa 
byrokraattista tarkkailua. Sisäinen valvonta tuottaa myös tietoa yrityksen toiminnasta. Nämä 
tiedot auttavat johtoa ja työntekijöitä kehittämään toimintaa kilpailukykyisemmäksi ja 
varmemmaksi. (Ahokas 2012, 8)  
 
Toiminnan ja järjestelmien kehittyessä, kehittyvät myös vahvasti odotukset toiminnasta. 
Samalla kehittyy myös odotukset siitä, mitä kaikkea sisäisen valvonnan tulisi sisältää ja 
toteuttaa. Ja tästä johtuen, tai rinnastaen, sisäinen valvonta kiinnostaa myös yrityksen ulkoisia 
toimielimiä ja sidosryhmiä, kuten lainsäätäjiä ja sijoittajia. Taas johdon näkökulmasta sisäinen 
valvonta ja sen merkitys näkyy suuresti sisäisen tarkastuksen toiminnon entistä 
merkittävämpänä roolina. Tämä rooli näkyy vahvasti yrityksen johdon tukemisena, jolloin 
yhä useammin raportointi tapahtuu suoraan hallitukselle. Tällaiset suuret muutokset 
aiheuttavatkin paljon uusia haasteita ja ongelmia sisäisille tarkastajille. Sisäisen valvonnan 
perusteet pohjautuvat lainsäädäntöihin. Merkittävin kansainvälinen sisäistä valvontaa 
määräävä lainsäädäntö on Sarbanes-Oxley. Vain harva suomalainen yritys joutuu, 
soveltamaan kyseistä lainsäädäntöä. Suomessa sisäiselle valvonnalle ei suoranaisesti ole 
suoraa lakia tai lainsäädäntöä, mutta sille annetaan kuitenkin suosituksia. Sisäistä valvontaa 
onkin tarkasteltava muiden yhtiötä koskevien lakien kannalta. (Ahokas 2012, 8-9) 
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Kuten monille asioille maailmassa, ei myöskään sisäiselle valvonnalle löydy sellaista käsitettä, 
joka kattaisi sen koko kokonaisuuden. Kun sisäisestä valvonnasta puhutaan yleisesti, 
tarkoittaa se organisaatiossa rakennettuja toimenpiteitä, jotka ovat eri tasoilla ja ovat 
muodostuneet useista eri osa-alueista. Näitä osa-alueita ovat esimerkiksi 
hyväksymisvaltuutukset, työtehtävien jakamiset, johon liittyy ja sisältyy kontrolleja. Ja 
kaikkien näiden erilaisten toimenpiteiden avulla varmistetaan, tai pyritään varmistamaan, että 
koko organisaatio toimisi määriteltyjen tavoitteiden mukaan. COSO-malli määrittää sisäisen 
valvonnan prosessiksi, joka kuuluu hallitukselle ja johdolle ja muun henkilökunnalle. Tämän 
prosessin tarkoitus on valmistaa hyvän tasoinen varmuus siitä, että seuraavat tavoitteet 
toteutuisivat organisaatiossa: 
 
- toiminnot olisivat tehokkaita ja tarkoituksenmukaisia 
- taloudellinen raportointi olisi luotettavaa 
- lakeja ja säädöksiä noudatettaisiin. 
 
COSO:n mallin mukaan sisäinen valvonta sisältää organisaation: valvontaympäristön, riskien 
arvioinnin, erilaiset valvontatoimet, kommunikaation ja informaation sekä seurannan. 
Sisäisen valvonnan yksi iso osa on, että sillä pyritään vähentämään ja ehkäisemään virheitä, 
erehdyksiä ja väärinkäytöksiä. Tämä tarkoittaa siis sitä, että sisäinen valvonta pyrkii siihen, 
että kaikki raportoitu taloudellinen tieto on luotettavaa ja lakien mukaista. On tärkeää 
kuitenkin huomata että, jokaisessa organisaatiossa sisäinen valvonta on omanlaistaan. 
Sisäisen valvonnan muotoon ja tapoihin vaikuttavat jopa yrityksen perustiedot ja olemukset, 
kuten yrityksen koko, rakenne, toimiala ja muut vastaavat asiat. Ja lisäksi sisäinen valvonta 
muuttuu organisaatiossa sen eri vaiheissa, joista yrityksen koon kasvu on yksi suuri sisäistä 
valvontaa muuttava asia. (Ahokas 2012, 11-12) (Koivu, Ranta-Aho & Vuoti. 2010, 120) 
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2.1  Sisäisen valvonnan prosessi 
Heti alkuun on huomattava, että sisäinen valvonta on ihmisten aikaansaama prosessi. Ja tämä 
prosessi on tehokkaammillaan silloin, kun se tukeutuu ja rakentuu liiketoimintaprosessien 
osaksi. Lisäksi toimivassa ja tehokkaassa sisäisessä valvonnassa, kaikki valvonnan osat ovat 
rakentuneet kaikille organisaation tasoille. Näin ollen hyvä sisäinen valvonta on ujuttautunut 
osaksi kaikkea yrityksen toimintaa, eikä vain olemassa oleviin prosesseihin. Purkaessa 
prosesseja yksittäisiin vaiheisiin, on löydettävissä erilaisia kontrolleja eli valvontatoimintoja. 
Esimerkkinä prosessista on ostoprosessi. Ostoprosessissa vaiheita ovat muun muassa 
toimittajan valitseminen, sopimuksen tekeminen ja sen arkistointi, laskun hyväksyminen ja 
sen maksaminen. Organisaatiossa on lisäksi useita muita prosesseja, kuten valmistusprosessi 
ja myyntiprosessi. (Ahokas 2012, 14) 
 
Sisäisellä valvonnalla on useita erilaisia tasoja ja muotoja. Toimivassa organisaatiossa, suurin 
osa kontrolleista on niin huomaamattomia, että niiden suorittaja ei edes tajua suorittavansa 
kontrollia. Organisaatioiden ja talouden kehitys vaikuttavat suuresti myös käytettäviin 
kontrolleihin. Kehitys näkyy organisaatioissa entistä suurempana ja tarkempana kontrollien 
kuvauksena. Lisäksi toimintaohjeiden dokumentointi on lisääntynyt viime vuosina suuresti. 
Monella yrityksellä voi olla suuria ongelmia juuri näiden asioiden hoitamisen kanssa. 
Ongelmia syntyy varsinkin siinä vaiheessa, kun dokumentointi ja kuvaukset eivät vastaa 
käytännön toimia. Toinen haaste tai ongelma syntyy, kun kontrollit ja kuvaukset alkavat 
haitata yrityksen perustoimia. Tämän tapahtuessa yritys ei toimi täydellä potentiaalillaan. 
Tärkeää on huomata, että kontrolleilla on oltava tarkoitus, ja tarkoituksen tulee aiheuttaa 
kohtuullisia kustannuksia hyötyyn nähden. (Ahokas 2012, 14) 
2.2  COSO malli 
Sisäisenvalvonnan historiassa merkittävänä mallina on toiminut COSO-raportti. Tässä 
mallissa tuli ensimmäistä kertaa yleinen määritelmä sisäisestä valvonnasta. Lisäksi mallista 
löytyi sisäisen valvonnan osatekijöiden kuvaukset. Comimittee of Sponsoring Organisations 
of the Tradeway Commission (COSO) syntyi vuonna 1985, kun The Tradeway Commission 
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ehdotti erikseen valituille tahoille yhteistoimintaa, jolla yhdistettiin ajatusta sisäisen 
valvonnan määritelmistä ja käsitteistä. Kyseisen organisaation tuloksena julkaistiin vuonna 
1992 COSO-raportti. (Halla, Hätinen, Grönfors-Kallio, Malm, Kaisanlahti, Kontula ja 
Väisänen 2003, 34)  
 
Coso-mallin mukaan sisäinen valvonta on erityinen prosessi, jossa ovat mukana 
organisaation hallitus, johto ja muu henkilöstö. Prosessin tarkoituksena on pyrkiä 
kohtuullisen määrän varmistumiseen siitä, että seuraavilla alueilla, asetetut tavoitteet 
saavutettaisiin: 
 
- että eri toiminnot olisivat tehokkaita ja tarkoituksen mukaisia 
- taloudellinen tietoa ja tiedon raportointi olisi luotettavaa 
- että lakeja ja säännöksiä noudatettaisiin. 
 
Coso-mallissa sisäinen valvonta koostuu viidestä eri osatekijästä, jotka vaikuttavat toisiinsa. 
Lisäksi osatekijät nivoutuvat johtamisprosessiin ja niihin vaikuttaa kuinka kyseistä 
liiketoimintaa hoidetaan. Osatekijöitä ovat valvontaympäristö, riskien hallinta, 
valvontatoimenpiteet, tieto ja tiedonvälitys sekä seuranta ja valvonta. Kyseisessä kaaviossa 
esitetään COSO-mallin eri osatekijät. (Halla ym. 2003, 35) (Code Of Conduct 2013.)  
2.2.1  COSO mallin osatekijät 
Coso-mallissa sisäinen valvonta koostuu viidestä eri osatekijästä, jotka vaikuttavat toisiinsa. 
Lisäksi osatekijät nivoutuvat johtamisprosessiin ja niihin vaikuttaa kuinka kyseistä 
liiketoimintaa hoidetaan. Osatekijöitä ovat valvontaympäristö, riskien hallinta, 
valvontatoimenpiteet, tieto ja tiedonvälitys sekä seuranta ja valvonta. (Halla ym. 2003, 35) 
(Code Of Conduct 2013.)  
 
Valvontaympäristöllä tarkoitetaan valvontakulttuuria, joka vallitsee kyseisessä 
organisaatiossa. Valvontaympäristö on tekemisissä henkilöstön valvontaa kohtaan olevien 
asenteiden kanssa. Valvontaympäristö toimii peruspilarina muille sisäisessä valvonnassa 
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oleville osatekijöille. Valvontaympäristö onkin perusta kurinalaisuudelle ja järjestykselle. 
Valvontaympäristöön kuuluu monia asioita kuten periaate rehellisyydestä, erilaiset eettiset 
arvot ja henkilöstön osaamisen. Johtamistyyli on myös osa valvontaympäristöä. Johtamiseen 
liittyy valvontaympäristössä lisäksi vastuun delegointi metodit, henkilöstön organisointi sekä 
henkilöstön kehittäminen. (Halla ym. 2003, 35) 
 
Yrityksen toimintaan liittyy aina uhkaavien riskien arviointi. Näitä riskejä on niin ulkopuolisia 
kuin myös sisäisiä. Johdonmukaiset tavoitteet ovat keskeinen edellytys riskien arvioinnille. 
Riskien arviointi yrityksessä on siis tavoitteiden saavuttamista uhkaavien riskien 
huomaamista ja analysointia. Yrityksen eri olosuhteet ovat koko ajan muutoksessa, tämän 
takia organisaatiolla on oltava erilaiset menettelytavat joilla tunnistetaan ja hallitaan riskejä, 
joita muutos tuo mukanaan. Toimiva riskienhallinta vaatii yritykseltä pitkäaikaista 
sitoutumista asiaan. (Halla ym. 2003, 36) (Suominen. 1999, 97)  
 
Valvontatoimenpiteillä tarkoitetaan eri toimintaperiaatteita, joilla pidetään huolta toiminnasta 
joka on, johdon asettamien toimintaohjeiden mukaista. Näillä toimenpiteillä pidetään huoli 
siitä, että organisaatiossa aletaan oikeisiin toimenpiteisiin, jotta hallittaisiin riskejä, jotka 
vaikuttavat tavoitteisiin pääsyyn. Nämä toimenpiteet koskevat eri hyväksymisiä, valtuutuksia 
ja todennuksia. Toimenpiteisiin kuuluu myös omaisuuden turvaamista ja työtehtävien 
eriyttämistä. (Halla ym. 2003, 36) (Code of Conduct 2013) 
 
Yritykselle on tärkeää, että asiaankuuluva tieto tunnistetaan. Lisäksi tieto tulee osata välittää 
eteenpäin, niin että tiedonvälityksessä muoto säilyy sellaisena, että henkilöstö voi toimia 
oikein hoitaessaan velvollisuuksiaan. On myös tärkeää, että tieto kulkee oikealla aikataululla, 
jolloin se on mahdollisimman nopeasti käytettävissä oikeassa paikassa. Organisaation 
johtaminen ja valvonta tarvitsee tietoa. Nämä tiedot tulevat suurimmaksi osaksi erilaisista 
raporteista, jotka ovat luotu erilisiä tietojärjestelmiä käyttäen. Raporteilla luodaankin tietoa 
taloudellisesta tilanteesta, sääntöjen noudattamisesta, sekä toiminnallisesta tilanteesta. (Halla 
ym. 2003, 36) (Code of Conduct 2013) 
 
Nykypäivän tieto ei ole enää pelkästään sisäistä, siihen liittyy vahvasti myös ulkoisiin 
tapahtumiin ja toimintoihin välitettäviä asioita. Nämä ulkoiset tiedot ovat myös tärkeässä 
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osassa erilaisissa päätöksentekoprosesseissa ja ulkoisessa raportoinnissa. Tehokkaan 
tiedonvälityksen tulee olla joka suuntaan kulkevaa, jolloin koko henkilöstö pystyy toimimaan 
oikealla ja tehokkaalla tavalla. Tähän liittyy seikka, että henkilöstön on ymmärrettävä roolinsa 
sisäisessä valvonnassa, ja heidän on saatava selkeä viesti valvonnan vakavasti ottamisesta. 
Tiedon kulkuun kuuluu aina kanavat joissa tieto kulkee. Kanavien tuleekin olla tehokkaita ja 
ymmärrettäviä. Tiedonkulun tulee myös olla selkeää ja tehokasta, kun sitä jaetaan ulospäin 
kuten vaikkapa asiakkaille. (Halla ym. 2003, 37) (Code of Conduct 2013) 
 
Jotta sisäinen valvonta olisi toimivaa, tulee sitä seurata kokoajan. Jatkuva valvonta on johdon 
tasolla oltava säännöllistä, ja se tapahtuu eri toiminnoissa. Se sisältää myös muun henkilöstön 
toiminnan kun he suorittavat tehtäviään. Seurannan ja arviointien määrään vaikuttavat 
yleensä riskiarviointien tulokset ja myös jatkuvan seurannan tehokkuus. Henkilöstön tulee 
raportoida sisäisen valvonnan puutteista aina arvoasteikolla ylöspäin. Jos huomataan vakavia 
puutteita, tulee tieto raportoida ylimmälle johdolle sekä hallitukselle. (Halla ym. 2003, 37) 
(Code of Conduct 2013) 
2.3  Organisaation väärinkäytökset ja vaaralliset työyhdistelmät 
Yksi suurimmista sisäiseen valvontaan kuuluvista tavoitteista on ehkäistä ja poistaa 
kaikenlaisia väärinkäytöksiä. Seuraavaksi käymme läpi mitä kaikkea liittyy väärinkäytöksiin ja 
mitä ne tarkoittavat. Ennen kuin sanaa väärinkäytös aletaan käyttää, esimerkiksi 
organisaation toiminnassa, on ymmärrettävä mitä se tarkoittaa. Väärinkäytös on yleistermi 
rikkomukselle, jossa jotain oikeutta tai virka-asemaa tai muuta vastaavaa käytetään väärin. 
Kyseessä on tahallinen toiminto, jolla yritetään tietoisesti tavoitella etua itselleen, käyttäen 
hyväksi vaikkapa organisaation varoja tai erilaisia resursseja. Kansainväliset 
ammattistandardit määrittävä väärinkäytökseen kuuluvaksi seuraavia laittomia toimia: 
 
- petos 
- salailu 
- luottamuksen rikkominen. 
 
10 
 
Lisäksi standardeista tulee esille, että väärinkäytöksiin syyllistyy silloin (henkilö tai 
organisaatio), kun he yrittävät saada rahaa, palveluja, erilaista omaisuutta, välttelevät maksuja, 
niin että pyrkivät saamaan itselleen etua. Väärinkäytöksiin liittyy seuraavia piirteitä ja 
tunnusmerkkejä: 
 
- teon laatu on tahallista ja tarkoituksen mukaista 
- kyseistä tarkoitusta yritetään peitellä 
- etuun pyrkivä pyrkii luottamaan uhrin tietämättömyyteen 
- etuun pyrkivä käyttää hyväksi uhrin tietämättömyyttä 
- edun saannin jälkeen edun saaja pyrkii peittelemään jälkiään. 
 
Väärinkäytöksien syynä ovat usein mahdollisuus tehdä salassa väärinkäytös, haaste ja 
innostus kokeilla kykenevätkö siihen tai yksinkertaisesti omaisuuden tarve. Puhuessa 
väärinkäytöksestä, voidaan se karkeasti kahteen kategoriaan, sisäisiin väärinkäytöksiin ja 
ulkoisiin väärinkäytöksiin. Sisäiset väärinkäytökset tapahtuvat organisaation oman 
henkilöstön tekeminä petoksina. Valtaosa väärinkäytöksistä tapahtuukin juuri oman 
organisaation työntekijän taholta, joko hänen toimiessa yksin tai yhdessä useamman 
työntekijän kanssa. Ulkoiset väärinkäytökset taas sisältävät kaikki organisaation ulkopuolelta 
tulevat petokset. Ulkopuolisia tahoja ovat erilaiset sidosryhmät ja asiakkaat. Kun petos 
tapahtuu ulkopuolisen tahon aiheuttamana, toimii petoksen tekijä silloin yksin tai kohteena 
olevan organisaation henkilöstön kanssa. Harmillista onkin, että juuri ulkopuolisten tahojen 
yrittämät väärinkäytökset ovat olleet kasvussa viime vuosina.  (Ahokas 2012, 16)  
 
Syy miksi väärinkäytöksiä tehdään yhä useammin, on se että ne ovat mahdollisia, ja melko 
pienellä vaivannäöllä. Tämä johtuu huonosta sisäisestä valvonnasta ja tarkastamisesta. 
Väärinkäytökset tulevatkin useimmiten esille vasta kun, joku taho antaa asian ilmi. Lisäksi 
usein väärinkäytökset tulevat esille, kun jokin sisäisten tarkastajien henkilö vaihtaa 
työtehtäviään ja uusi työntekijä huomaa virheet. Tämän takia, että väärinkäytöksiä on usein 
helppo tehdä, sisäisen valvonnan ja tarkastamisen rooli kasvaa entisestään. Ongelmana onkin 
että, sisäinen tarkastus ei löydä usein väärinkäytöksiä. Tämä johtuu suurelta osin siitä, että 
sisäinen tarkastus koostuu toimintojen tarkastamisesta ihmisten sijaan. Tämä taas periytyy 
vahvasti länsimaisesta ajattelutavasta, jonka mukaan ihmisiin, organisaatiossa työntekijöihin, 
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luotetaan tarvittavalla ja jopa suuremmalla tasolla. Ja tämän takia valvontaa suorittavien 
henkilöiden tulisi olla myös tietyllä tavalla tylyjä ja epävarmoja työntekijöiden luottamisesta, 
jotta virheitä löytyisi paremmin. Mutta on otettava myös huomioon, että valvojien 
pääsääntöinen tehtävä ei ole etsiä väärinkäytöksiä. (Ahokas 2012, 16) (Koivu. ym. 2010, 131) 
 
Organisaatioiden olisi hyvä huomata, että väärinkäytöksien raportointia varten tulisi tehdä 
yksinkertainen ja turvallinen tapa hoitaa tiedonkulkua. Tämä tarkoittaa, sitä että jokainen 
joka huomaa väärinkäytöksen voi raportoida siitä turvallisesti ja anonyymisti. Jos tällainen 
kanava on tehty hyvin, pienentää se kynnystä raportoida petoksista. Hyvänä ratkaisuna 
pidetään erilaisia sähköisiä ratkaisuja, joiden avulla väärinkäytöksen huomannut henkilö voi 
raportoida asiasta rauhassa sellaisessa tilanteessa, jossa hän tuntee olonsa turvalliseksi. 
Toinen tärkeä asia, raportoinnin lisäksi, on asioiden käsitteleminen. On todella tärkeää, että 
raportointi on hyvin suunniteltu prosessi. Tässä prosessi tulee määritellä hyvin. Prosessissa 
on otettava huomioon kuka käsittelee epäilyjä, ja miten käsitteleminen tapahtuu. Tällaiset 
tilanteet ovat todella arkoja organisaation johdolle kuin myös henkilöstölle. Ongelmia syntyy 
varsinkin silloin kun ei olla täysin varmoja siitä onko epäily täysin oikea ja onko 
väärinkäytöstä tapahtunut. Kyseessä on yksilösuojan vaaliminen. Väärinkäytökset ja niiden 
käsitteleminen vaikuttavat suuresti siihen, minkälaisella ilmapiirillä henkilöstö toimii. (Ahokas 
2012, 16-17) 
 
Kuten muutkin vastuut, on väärinkäytösten ehkäisemisen vastuu pääsääntöisesti johdolla ja 
hallintoelinten jäsenillä. Väärinkäytösten ehkäisyssä on myös otettava huomioon 
kulttuuripiirteet. Esimerkiksi Suomessa väärinkäytöksiä tapahtuu huomattavasti vähemmän 
kuin kehitysmaissa toimivissa yrityksissä. Johdon tuleekin kehittää oikeanlaista kulttuuria, 
joka luo samalla luottamusta ja oikean laista moraalipohjaa työpaikalla. Johdon tehtävä onkin 
näyttää esimerkkiä toiminnallaan ja periaatteillaan, muille yritysten työntekijöille ja 
henkilöstölle. Taas hallintoelinten jäsenten tulee valvoa johtoa, jotta voitaisiin varmistua siitä, 
että organisaation sisäinen valvontajärjestelmä olisi sellainen joka auttaa kohtuullisella tasolla 
varmistumaan taloudellisen raportoinnin luotettavuudesta, toimintojen tehokkuudesta ja 
lakien ja säädösten noudattamisesta. (Ahokas 2012, 17)  
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Väärinkäytöksiä ehkäistään yrityksen sisällä usealla eri tasolla. Ehkäisy on tämän takia usean 
eri tahon ja prosessien yhteistyötä. On tärkeää että ehkäisytyötä jalkautetaan. Väärinkäytösten 
ehkäisemisessä esille tulevat kontrollit, joiden täytyy olla tarkoituksen mukaisia. Oikeanlaisilla 
kontrolleilla väärinkäytösriski saadaan minimoitua, mutta ei kuitenkaan poistettua kokonaan. 
Esimerkkeinä käytännöntoimista väärinkäytösten ehkäisemiseksi ovat eettisten 
toimintaohjeiden luominen ja kommunikointi henkilöstölle. Lisäksi pidämme 
väärinkäytösten ehkäisyyn tärkeänä, että yrityksellä on hyvä kanava jossa työntekijä voi 
ilmoittaa väärinkäytöksestä. Ilman kunnollista dokumentointia työntekijällä on vaikeaa saada 
varmuus työnkuvastaan tai kontrolleista työtehtävissään. (Ahokas 2012, 17) (Koivu. ym. 
2010, 150) 
2.3.1  Vaaralliset työyhdistelmät 
Vaarallinen työyhdistelmä syntyy, kun työtehtäviä ei ole eriytetty tarpeeksi organisaation 
sisällä. Työtehtävien eriyttämisellä tarkoitetaan sitä, ettei yhdellä henkilöllä saa olla useita 
tehtäviä yhden prosessin sisällä. Liiallinen toimivalta yhdessä prosessissa antaa työntekijälle 
mahdollisuuden väärinkäytökseen. Työtehtävien eriyttämisestä esimerkkejä ovat: 
 
- saman henkilön ei tulisi hyväksyä ostoja sekä vastata rahaliikenteestä 
- henkilön joka tekee ostotilauksen, ei tulisi hyväksyä ostoa 
- ostojen hyväksyjän ei tule täsmäyttää kirjanpidon kirjauksia 
- kirjanpidon kirjauksia täsmäyttävän henkilön ei tulisi päästä käsiksi rahaliikenteeseen 
- sisään tulevia maksuja käsittelevän henkilön ei tulisi käsitellä lähteviä maksuja 
- sisään tulevia maksuja käsittelevän henkilön ei tulisi olla vastuussa kyseisistä 
kirjanpidon kirjauksista. 
 
Työtehtävien eriyttämisellä ehkäistään ja vältetään väärinkäytösten sekä virheiden riskiä. 
Tehtävät tulisi jakaa järjestelmällisesti useamman eri henkilön kesken, koskien kaikkia yhtiön 
prosesseja. Varsinkin yhtiön avaintehtävien kuten liiketoimien tallentaminen, hyväksyntä, 
käsittely ja tarkastaminen tulisi olla eriytettynä tarpeeksi monelle taholle. Pienissä 
organisaatioissa tällainen eriyttäminen on hankala toteuttaa tarpeeksi laajasti, jolloin johdon 
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tulee olla tietoisia tämän aiheuttamista riskeistä. Lisäksi johdon tulee tehdä tarvittavia 
toimenpiteitä niiden riskien hallinnointiin sekä väärinkäytösten ehkäisemiseksi. (INTOSAI) 
(University of California Santa Cruz)(Ahokas 2012, 23) 
 
Väärinkäytös taas sisältää kaikki mahdolliset laittomat toimet, kuten petos, salailu tai 
luottamuksen rikkominen. Työntekijät sekä organisaatiot tekevät väärinkäytöksiä 
ansaitakseen rahaa, omaisuutta tai palveluja, varmistaakseen liiketoimintansa tai 
henkilökohtaisen menestymisen sekä välttääkseen maksuja. Tunnusmerkistöä 
väärinkäytöksestä ovat tahallisuus, luottamuksen rikkominen, tarkoituksen peittäminen, 
uhrin tahaton toiminta ja jälkien peittäminen. (Koivu, Ranta-aho & Vuoti, 131-132)  
 
”Väärinkäytösten tunnusmerkit toteuttaa jokainen yhteisön oikeuden säännöksen tai 
määräyksen rikkominen, joka johtuu taloudellisen toimijan teosta tai laiminlyönnistä ja jonka 
tuloksena on tai voisi olla vahinko yhteisöjen yleiselle talousarviolle tai yhteisöjen hoidossa 
oleville talousarvioille, joko suoraan yhteisöjen puolesta kannettujen omien varojen 
vähenemisen tai lakkaamisen taikka perusteettoman menon takia.” (EUR-Lex) 
2.4  Sisäisen valvonnan tehokkuus 
Sisäinen valvonta antaa johdolle riittävän varmuuden taloudellisen informaation valmistelun 
luotettavuudesta. Lisäksi tehokkuus tulee esille siinä, että mahdolliset riskit olisivat helposti 
havaittavissa. Koska sisäinen valvonta koostuu loppukädessä ihmisten tekemistä 
prosesseista, on valvonnan tehokkuus kiinni siitä miten hyvin henkilöt tietävät omat 
tehtävänsä ja tavoitteensa yrityksessä, ja miten hyvin näitä asioita valvotaan. Näiden asioiden 
takia sisäinen valvonta on tehokasta silloin kun yrityksen kontrollit ovat toimivia. Taas 
kontrollien tehokkuutta voidaan arvioida kontrolliriskien määrittämisellä. Kontrolliriskeillä 
viitataan sellaiseen tilanteeseen, jossa sisäinen valvonta ei onnistu paljastamaan oleellisia 
virheitä kohtuullisessa ajassa. Kontrolliriskejä voidaan alustavasti määritellä arvioimalla, 
miten tehokkaasti tarkasteltavan kohteen kirjanpitojärjestelmät ja itse kontrollijärjestelmä 
ehkäisee tai havaitsee olennaiset virheet. (Ahokas 2012, 18) 
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Jotta kontrolli itsessään olisi tehokas, on sen oltava tarkoitusta vastaava. Yritykselle on 
tärkeää, että se varmistaa ovatko kontrollit oikeita ja toimivia järjestelmissä johon kontrollit 
ovat määritelty. Tärkeää tässä on ottaa huomioon kontrollinen oikea suhde riskiin nähden. 
Kontrollin on oltava myös kokoajan toiminnassa, eli kontrollin tulee kattaa riski mitä vastaan 
se on suunniteltu. Nykymaailmassa onkin vaikeaa asettaa toimiva kontrolli riskinsuhteessa. 
Tämä sen takia, että kaikki kontrollit vievät voimavaroja, joista yksi iso on pääoma. Eli 
kontrollin on oltava siis kustannustehokas. Kontrollin, kuten muunkin sisäisen valvonnan 
kanssa, on aina muistettava, että koskaan ei voida saada täyttä onnistumista epävarmuuden 
kitkemiseksi. Tässäkin pyritään saaman riittävä varmuus siitä, että yrityksessä toimitaan 
tavoitteiden mukaan. (Ahokas 2012, 18) 
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3  CORPORATE GOVERNANCE 
Corporate governance eli hyvä johtamis- ja hallintojärjestelmä ja sen kriteeristö ovat 
muokkautuneet ajan saatossa.  Käsitteenä corporate governance on todella laajasisältöinen. 
Käsite kuvaa oikeuksien ja velvollisuuksien sekä sääntöjen maailmaa, jolla ajatus 
luotettavuudesta ja tehokkuudesta konkretisoituu yrityksessä. Corporate governanceen 
kuuluu yrityksen velvoitteet, jotka koostuvat, omistajien ja pääomamarkkinoiden lisäksi, 
asiakasmarkkinoilta, keskeisiltä sidosryhmiltä ja yhteiskunnalta. Corporate governancen 
luominen on koko ajan yhä ajankohtaisempi haaste erilaisissa organisaatioissa. Haasteita tulee 
monelta osa-alueelta, mutta yksi suurimpia haasteita on maailman ja yritysten 
globalisoituminen. On vaikeaa saada käytäntöjä ja toimintatapoja yhdistettyä kun yritykset 
toimivat monessa eri maassa. Puhuttaessa corporate governancesta tarkoitamme termillä 
järjestelmää, jolla yritysten ja organisaatioiden toimintaa valvotaan ja johdetaan. Lisäksi 
corporate governancen olennainen elementti näkyy siinä miten tietoa jaetaan eri 
sidosryhmille ja sidosryhmien kesken. Hyvässä johtamis- ja hallintojärjestelmässä tiivistyy 
organisaation tai yrityksen menestymisen tärkeimmät asiat ja elementit. Corporate 
governancea ei voi yksiselitteisesti määritellä. Tämä johtuu siitä, että käsite toimii niin 
juridiikan kuin taloudenkin välimaastossa. Tärkeää onkin katsoa ja huomioida siinä olevat 
näkökulmat. Corporate governancen näkökulmat riippuvat siitä kenen näkökulmasta hyvää 
johtamis- ja hallintojärjestelmää tarkastellaan. Esimerkiksi sijoittaja katsoo corporate 
governancea täysin eri näkökulmasta kuin vaikkapa hallitus. (Alftan ym. 2008, 11) (Halla ym. 
2003, 11) 
3.1  Corporate governancen näkemys hallituksesta 
Yrityksen toiminnassa on paljon asioita jotka liittyvät toinen toisiinsa. Näiden asioiden 
valvominen ja valvomisen vastuu kuuluvat yrityksen hallintoelimille, joista hallitus on yksi. 
Hallituksella on iso tehtävä ymmärtää ja tunnistaa odotukset joita sidosryhmillä on eri 
ympäristöissä, ja ottaa huomioon odotusten muutokset. Hallituksen tuleekin työssään turvata 
osakkeenomistajien ja muiden sidosryhmien odotukset niin kehityksessä kuin myös 
arvonmuodostumisissa. Melkein kaikki corporate governancessa olevat ohjeistukset liittyvät 
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jollain tavoin hallituksen kokoonpanoon, erityisesti siihen millaisia hallitusten jäsenten 
täytyisi olla. Yleisesti hyvänä ratkaisuna pidetään kokoonpanoa, jossa mukana on niin 
omistajataho kuin myös ulkopuolisia edustajia. Tällä tavoin toiminnassa on mukana 
laajempaa kokemusta ja lisäksi tietoa päivittäisestä toiminnasta. Hallituksen valinnassa on 
myös tärkeää ottaa huomioon ihmisten osaamistausta. (Alftan ym. 2008, 25-26) 
 
Hallituksen jäsenten on myös oltava riippumattomia toiminnassaan. Riippumattomuus 
tarkoittaa yleisesti sitä, että hallituksen jäsen ei omista minkäänlaista henkilökohtaista tai 
kaupallista sidettä yhtiöön, jossa hän toimii hallituksen jäsenenä. Seuraavat asiat voivat 
vaarantaa kyseistä riippumattomuutta: 
 
- aikaisempi työskentely kyseisen yrityksen johdossa 
- henkilön kuuluminen henkilöstöön 
- pitkään kestänyt liiketoimintayhteys kyseiseen yritykseen 
- läheinen sukulaisuussuhde yrityksen johdon jäsenen kanssa 
- edustustehtävä merkittävän omistajan puolesta. 
 
Yleinen kanta on, että hallituksen tulee koostua kokonaisuudessaan ulkopuolisista 
henkilöistä. Hallituksen jäsenyyttä ei saisi estää sen perusteella kuinka suuren osan hän 
yrityksestä omistaa. Mutta jos hallituksessa työskentelee suuromistaja, on hänen silti 
toimittava kaikkien omistajien eduksi. Riippumattomuus on otettava huomioon eri tavalla 
erilaisissa yhtiömuodoissa. Tärkeää on arvioinnissa ottaa huomioon erilaiset tilanteet ja 
toiminnan muoto. (Alftan ym. 2008, 26)  
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  Kaavio 2. KPMG:n näkemys hallinto- ja johtamisjärjestelmän toiminnasta (Alftan ym. 
2008, 27) 
  
Strategiatyössä hallituksen rooli tulee esille sen osallistumisena strategiaprosessiin, ohjaten 
toimintaa oikeaan suuntaan, kyseenalaistaen ja valvoen toimintaa. Kyseisessä työssä 
hallituksella täyty olla tarkka tieto omistajien erinäisistä intresseistä ja eri 
toimintaedellytyksistä mitä yrityksellä on. Kun nämä asiat ovat kunnossa voi hallitus 
paremmin kyseenalaistaa asioita halutulla tavalla. Strategioita hoitaessa hallituksella on iso 
vastuu myös pysyä ajanhermolla. Globalisaation mukana tulee huomattava määrä riskejä, 
koska yritysympäristö kokee kokoajan muutoksia. Strategian hoidossa hallituksen tuleekin 
organisoida toiminta ja erinäiset tehtävät niin, että toiminta olisi strategiaa tukevaa. Tässä 
esille tulee vahvasti riskien hallinta ja sisäinen valvonta, joiden rooli osana 
johtamisjärjestelmää on korostunut entisestään. (Alftan ym. 2008, 27) 
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3.2  Sidosryhmille tapahtuva raportointi 
Nykyinen tilinpäätösraportointi on useasti investoijien ja lainsäätäjien kannanoton kohteena. 
Tämä johtuu vahvasti siitä, että viimeaikoina on tullut esille yhä useampia vakavia 
kirjanpidon ja raportoinnin virheitä ja huijauksia. Yksi esimerkki muutoksesta on työnkuvien 
muuttuminen. Esimerkiksi vanhanaikainen talousjohtajan rooli on muuttunut tietojen 
oikeellisuuden tarkastajaksi. Lisäksi muutoksia näkyy raportoinnin muutoksessa, kuten 
sidosryhmäraportoinnin tarkentumisessa ja avoimuudessa. Avoimuus onkin todella iso asia 
mikä yrityksissä tulee muuttumaan, jotta asioista saadaan poistettua riskejä ja väärinkäytöksiä. 
Suomessa tullaankin tulevaisuudessa vaatimaan paljon enemmän julkaistavaa tietoa sisäisestä 
valvonnasta ja riskienhallinasta. Kuten useasti sanottu yritykset toimivat nykypäivänä useassa 
maassa ja eri maanosissa. Tämän takia jokaisella markkina-alueella on omat säännöksensä ja 
olosuhteensa. Tämän takia sisäinen raportointi vaihtelee myös paljon riippuen missä päin 
maailmaa sitä käytetään. Hyvänä esimerkkinä ovat Euroopan alue ja USA:n markkinat, joissa 
kummassakin alueessa on omat lainsäädännöt ja määräykset. Kuitenkin yhtenäistämistä 
toimintatapojen suhteen on jo tapahtunut. Vuonna 2005 EU:ssa käyttöönotettu 
tilinpäätösstandardi on yksi askel yhtenäisempään raportointiin. Tämä helpottaa paljon 
osakkeenomistajia ja sijoittajia, jotka nykypäivänä kaipaavat yhä enemmän uudenlaista tietoa 
yrityksen toiminnasta ja tilanteesta. (Alftan ym. 2008, 32-33) 
 
Osakkeenomistajat ja varsinkin sijoittajat ovat yrityksen omistajia. Omistajille on tärkeää että 
heille annetaan tarkkaa, oikeata ja riittävää tietoa yrityksen toiminnasta. Tiedon laatu tulee 
esille vahvasti päätöksien teossa, joissa väärä tieto johtaa vääriin päätöksiin. Informaation 
luominen ja jakaminen on nykypäivänä tullut yhä tärkeämmäksi osaksi toimintaa. Nykyään 
tiedon täytyy olla ajankohtaista, vertailukelpoista ja erityisesti luotettavaa. Ongelmana on, että 
liika ja liian tarkka tieto yrityksen toiminnasta paljastaa liikesalaisuuksia, tai on vahingollista 
yrityksen toiminnalle. Toinen ongelma on siinä, että nykypäivänä tietoa on helppo muunnella 
haluamaansa suuntaan, jolloin tieto voi olla liian positiivista tai negatiivista. (Alftan ym. 2008, 
33) 
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3.3  Hyvä tietojenhallinnointitapa 
Nykypäivänä lähestulkoon kaikki tietojen raportointi ja käsitteleminen tapahtuu tietokoneella 
tai muulla sähköisellä laitteella. On tärkeää, että yrityksen tietojen käsittely ja yleinen 
käyttäminen on järjestetty oikealla tavalla. Tiedon tulee olla helposti saatavilla, mutta 
kuitenkin kontrolloitua, jotta tieto pysyy tarvittaessa salassa. (Alftan ym. 2008, 100) (Gartner)  
 
Tietotekniikka on yritykselle nykypäivänä kiinteä osa koko organisaation liiketoimintaa. IT 
governance sisältää erilaisia asioita tietotekniikan alalta kuten laitteistot, tietoliikenteen ja 
sovellukset. Tietotekniikan, tietojärjestelmien ja tietoliikenteen merkitys kasvaa kokoajan. 
Tämä on tehnyt jo sen, että yritykset ovat riippuvaisia kyseisistä asioista. Riippuvuus on jo 
levinnyt ulkoisiin tahoihin, jotka ovat yrityksen suoran kontrollin ulottamattomissa. Tästä 
esimerkkinä ulkoistettu tietoliikennepalvelu ja tietoliikenneyritys. Lisäksi koska tietotekniikka 
on jo kasvanut yrityksen toiminnassa lähestulkoon ainoaksi toiminnan edellyttäväksi asiaksi, 
ei tietotekniikan toimintahäiriöitä katsota yritysmaailmassa hyvällä. Taas toinen ääripää on, 
että hyvin hoidetulla tietotekniikalla ja sen kehityksellä saadaan alennettua kustannuksia ja 
voidaan avata uusia ovia toiminnalle. Tietotekniikka ei aina ole niin arvostetussa asemassa 
kuin pitäisi, eikä saa tarvittavaa huomiota koska: 
 
- johtaminen tietotekniikan puolella tarvitsee enemmän tietotaitoa kuin muut 
johtamisen osa-alueet 
- perinteinen ajattelutapa pitää tietotekniikan erillisenä toimintona 
- tietotekniikka itsessään on monimutkaista ja monimutkaistuu tulevaisuudessa 
entisestään. 
 
Yrityksen investoinnit ovat eritasoisia ja kokoisia, mutta yleensä tietotekniikan investoinnit 
ovat mittavia ja lisäksi riskialttiita. On myös huomattava, että yleisissä tietoverkoissa 
toiminen aiheuttaa omanlaisia riskejä. kuten muissakin riskienhallinnan asioissa on yrityksen 
johdon oltava ajan tasalla miten toimintaa johdetaan. Tässä johdon on oltava tarkkana, että 
saavuttaako yrityksen tietohallinto sille määrätyt tavoitteet. Lisäksi johdon on oltava kartalla 
siitä, että pystyykö tietohallinto sopeutumaa yrityksen muutoksiin tarvittavalla tavalla. 
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Kaikkien näiden asioiden takia yritykselle on tullut tarve tarkastella järjestelmällisesti eri IT 
osa-alueiden johtamista. (Alftan ym. 2008, 100-101) (Tiihonen. 2007, 200) 
 
IT governance tarkoittaa hyvää tietojenhallinnointitapaa. Hyvä tietojenhallintotapa sisältää 
ohjaus-, kontrolli-, riskienhallinta-, ja raportointimenettelyt. Päätavoite IT governancella on 
varmistaa, että tavoitteet, jotka ovat asetettu tietotekniikalle, tulisivat täytetyiksi. Lisäksi 
tavoitteisiin kuuluu lisäarvon tuottaminen tietotekniikan investoinneille ja asianmukainen 
rajoittamisen onnistuminen tietotekniikan riskeille. Muita tavoitteita hyvän 
tietojenhallinnoinnin tavalle on:  
 
- keskeisten kysymysten ymmärtäminen, jotka liittyvät tietotekniikkaan 
- tietotekniikan strategisten merkityksien ymmärtäminen 
- joustavan tietotekniikan laajentamisen varmistuminen tulevaisuuden tilanteisiin.  
 
Nykypäivänä IT governance on tiivis osa itse corporate governancea. Hyvän 
tietojenhallinnointitavan vastuu kuuluu hallitukselle. Sähköisten järjestelmien hallinnointiin 
liittyy vahvasti johtamista, organisaatiorakenne ja prosesseja joilla yrityksen tietotekniikkaa 
pidetään yllä. Tärkeää on myös, että IT governancea kehitetään organisaation asetettuja 
päämääriä ja strategiaa kohti. IT governancen avulla onkin tarkoitus varmistaa, että yrityksen 
riskien läpinäkyvyys tulisi esille. Hyvä tietojenkäsittelytapa ohjaa ja valvoo IT investointeja ja 
tietotekniikan tuomia eri mahdollisuuksia. Kun IT governance toimii, niin tietotekniikka 
suuntautuu toiminnan tarpeiden suuntaan ja ylläpitää jo olemassa olevia toimintoja. (Alftan 
ym. 2008, 101) 
 
IT governancen idea lähtee ajatuksessa, jossa informaatioteknologia itsessään on yhtä 
helposti hallinnoitava alue kuin muutkin organisaation osa-alueet. Koska IT on osa yrityksen 
toimintaa, sen takia IT:n johtaminen ja hallinnoiminen tapahtuvat samojen periaatteiden 
mukaan kuin esimerkiksi talouden johtaminen. Ongelmana informaatioteknologia alueiden 
johtamisessa ja sen hallinnoimisessa on yhteisen kielen puuttuminen. Sellaiset yritykset ja 
organisaatiot, joissa tietohallintotapa toimii, on yhteisiä piirteitä, joista tässä muutama: 
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- johdon suhtautuminen IT-asioihin samalla tavalla kuin muihinkin toimintoihin 
- IT-asioilla on selkeät päätöksentekotavat ja vastuut 
- IT-investointien tuotto on mitattu. 
 
Kuten muidenkin investointien lisäarvo, niin myös IT:n tuoma lisäarvo vaihtelee yrityksessä. 
Lisäarvo voi olla esimerkiksi taloudellista säästöä, toimintojen nopeutta, kasvua ja 
joustavuutta. Joissakin tapauksissa IT governancea pidetään pelkkänä lainsäädännön 
seuraamisena ja valvonnan suorittamisena. IT governancesta saadaan kuitenkin paljon 
enemmän hyötyjä irti, jos sitä katsotaan asiana joka tuottaa lisäarvoa muulle yrityksen 
toiminnalle. Myös toiminnan muutos tehokkaammaksi on yksi hyöty mitä IT governancella 
tulisi tavoitella. (Alftan ym. 2008, 102) 
 
 
Kaavio 3. IT governancen osatekijät (Alftan ym. 2008, 103) 
 
Lisäarvon tuottaminen tarkoittaa tehokkuuden määrää, jolla yrityksessä IT:n osa-aluetta 
johdetaan. Riskienhallinta taas tarkoittaa prosesseja, joilla huomataan, arvioidaan ja valvotaan 
IT-riskejä. Suorituskyvyn mittaaminen puolestaan on organisaation menettelytapoja millä 
todetaan saavuttaako IT-toiminnot tulosta. Strateginen suuntaus on laajuutta, millä IT-
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hankkeet ovat asetettu organisaation strategisten tavoitteiden päämäärän saamiseksi. IT-
organisaatiosta tulee esille prosessit ja rakenteet, jotka vaikuttavat IT-toimintojen 
ohjaukseen. Resurssienhallinta on rakenne jolla yrityksessä hallitaan IT-infrastruktuuria. 
Investointien hallinnassa on kyse prosesseista ja rakenteesta joilla suhteutetaan IT-
investoinnit tavoitteisiin. Lain ja ohjeiden noudattaminen kohtaan kuuluu mittarit joilla 
yrityksessä mitataan ja toteutetaan lakia. Projektihallinnassa on prosessit ja rakenteet joiden 
avulla organisaatiossa tunnistetaan, rahoitetaan ja varsinkin lopetetaan yrityksessä olevat IT-
projektit. Liiketoiminnan jatkuvuus tarkoittaa niitä prosesseja ja rakenteita jotka auttavat ja 
pitävät yllä yrityksen liiketoimintaa ja järjestelmien toimivuutta. Tietoturva on tapa jolla 
organisaatiossa suojataan ja turvataan IT-resursseja, jotta ne eivät tuhoutuisi tai 
vahingoittuisi. (Alftan ym. 2008, 103-104) 
 
Yrityksen sisällä tapahtuvat muutokset ja uusien asioiden käyttöönotto on yleensä pitkä 
prosessi. Myös IT governance -käytäntöjen käyttöönotto on aikaa vievä prosessi. IT 
governancea rakentaessa olisi hyvä ottaa mukaan jokin valmis standardi tai malli, jonka avulla 
IT governancea alettaisiin rakentaa. Lisäksi on huomioitava, että uuden asian rakentamisessa 
tarvitaan mukaan johdon tukemista ja hyväksymistä. IT asiat yrityksissä ovat yhä useammin 
jo mukana, jopa hallituksen esityslistoissa. Hallitusten puolelta tärkeimpiä asioita IT asioissa 
ovat tietohallinnon johtaminen liiketoiminnan tavoitteiden suuntaisesti. Lisäksi tärkeää 
hallitukselle on, että tietohallinto toisi jotain lisäarvoa, toiminta olisi tehokasta ja 
riskienhallinta olisi toteutettu oikealla tavalla. (Alftan ym. 2008, 105) 
3.4  Corporate governancen lainsäädäntö 
Käsite corporate governance on laaja ja moniselitteinen. Sitä koskeva normisto ja 
lainsäädäntö ovat usean asian yhdistelmä. Suomalainen hallintojärjestelmä on kokenut isoja 
muutoksia viime vuosien aikana. Lisäksi monia säännöksiä ja lakeja ollaan muokkaamassa 
tulevaisuudessa. Suomessa hyvään johtamis- ja hallintojärjestelmään kuuluu useita säädöksiä 
ja lakeja kuten osakeyhtiölaki ja tilintarkastuslaki. Seuraavaksi käydään läpi mitä normistoa ja 
mitä lakeja Suomessa käytettävään coroporate governance järjestelmään. (Alftan ym. 2008, 
15)(Halla ym. 2003, 14) 
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Hyvän johtamis- ja hallinnointijärjestelmän perusteet pohjautuvat osakeyhtiölakiin. 
Osakeyhtiölaista käy ilmi esimerkiksi mitä ylimpiä hallintoelimiä (esim. hallitus ja 
toimitusjohtaja) yrityksen tulee sisältää. Lisäksi laista tulee esille mitkä ovat eri hallintoelimien 
työnjaot. Osakeyhtiöstä löytyvät tiedot miten perustaa osakeyhtiö, tieto yhtiöjärjestyksestä, 
yhtiön purkamisesta ja muista vastaavista asioista. Tärkeää corporate governancen kannalta 
on, että osakeyhtiön toiminnassa käytettävä yleistoimivalta yhtiön oikeaoppisen toiminnan 
kannalta perustuu osakeyhtiölakiin. Työtehtävien ja organisaation toiminnan järjestämisen 
lisäksi yhtiön johdon ja johtamisen kannalta tärkeitä vähimmäisvaatimuksia ovat voiton 
tuottamistarkoituksen huomiointi ja yhtiön edun edistäminen. Tärkeää on myös 
osakeyhtiölain osalta se, että kirjanpito ja varainhoito on hoidettu oikealla tavalla. (Halla ym. 
2003, 14) 
 
Arvopaperimarkkinalaista tulee esille yhtiöiden ja osakkaiden velvollisuudet eri tilanteista, 
joissa lasketaan yleiseen liikkeeseen osakkeita ja arvopapereita. Lisäksi 
arvopaperimarkkinalaista tulee säännöt osakkeiden ja arvopapereiden julkiseen 
noteeraamiseen. Laissa määritellään, että totuudenvastaista tai harhaanjohtavaa tietoa ei saa 
julkistaa tai antaa esille. Lisäksi arvopapereita markkinoidessa ei saa käyttää hyvän tavan 
vastaista tai sopimatonta menettelyä. Jos yrityksessä on julkisesti noteerattu osakkeita, on 
yhtiöllä velvollisuus julkistaa kaikki sellainen tieto toiminnasta ja päätöksistä, jotka voisivat 
vaikuttaa osakkeen arvoon. Kyseisessä laissa kielletään myös, että sisäpiirissä oleva henkilö ei 
saa käyttää luottamuksellista tietoa julkisen kaupankäynnin kohteena olevan arvopaperin 
arvoon vaikuttaen. (Halla ym. 2003, 15) 
 
Suomalaiseen corporate governanceen kuuluu vahvasti kaksi eri raporttia, jotka ovat: 
 
-  keskuskauppakamarin ja Teollisuuden ja Työnatajain Keskusliiton suosituksiin 
pörssiyhtiöiden hallinnoinnista 
-  kauppa- ja teollisuusministeriön suosituksen corporate governance –kysymysten 
käsittelystä valtionyhtiössä ja valtion osakkuusyrityksissä. 
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Sisäisen valvonnan alueella hallituksen vastuuta on tarkennettu. Tarkentavina eliminä ovat 
toimineet muun muassa pankki- ja vakuutusvalvontaviranomaiset. Valvontaviranomaisten 
suositusten taustalla ovat vahvasti ulkomaiset julkaistut ohjeistukset ja erilaiset määräykset. 
(Halla. ym. 2003, 15) 
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4  RISKIENHALLINTA 
Yritysten ja organisaatioiden sisällä johtamisen yksi perustehtävistä on riskienhallinta. 
Johtamisen tehtävänä on ohjata yrityksen toimintaa ja tilanteita niin, että liialliset riskit 
vältettäisiin. Organisaatiossa olevan riskienhallintajärjestelmän toiminnasta ja olemassaolosta 
huolehtii hallitus. Taas toimitusjohtajan sekä ylimmän johdon velvollisuuteen kuuluu 
riskienhallinnan toteuttaminen käytännön tasolla. Lisäksi toimitusjohtajan ja ylimmän johdon 
tulee raportoida eri tilanteista sulavasti hallitukselle. On myös huomioitava, että 
riskienhallinta on koko organisaatiota koskeva prosessi. Tähän prosessiin kuulu vahvasti 
sisäinen tarkastus, jolla on iso rooli riskienhallinnassa, koska nykyaikainen sisäinen tarkastus 
ja sen periaatteet perustuvat riskilähtöisyyteen. Riskienhallintajärjestelmä onkin 
avainasemassa sisäisessä tarkastuksessa. Sisäisen tarkastuksen perusteena on, että se tuntee ja 
tiedostaa organisaatiossa olevat riskit, jotka vaikuttavat vahvasti toimintaan. Vastuullisena 
toteuttajana sisäinen tarkastus ei kuitenkaan voi puuttua riskienhallintaprosessiin. Sisäisen 
tarkastuksen tehtävä onkin ennemminkin koordinoida riskienhallintaa ja 
riskienhallintajärjestelmää. (Holopainen, Koivu, Kuuluvainen, Lappalainen, Leppiniemi, 
Mikola ja Vehmas 2006, 34) 
 
COSO-ERM viitekehystä tullaan tulevaisuudessa enemmän ja enemmän käyttämään 
riskienhallinnan arviointiperusteena. Mallissa on perusteet ja puitteet organisaation 
riskienhallintajärjestelmän arviointiin. Kyseinen viitekehys on julkaistu vuonna 2004, ja 
yleistä kehikkoa käytettään esimerkiksi jo valtionhallinnossa. Corporate governancessa ja 
sisäisessä valvonnassa, myös riskienhallinnassa on muistettava, että toimintatavat ja toteutus 
ovat aina organisaatiokohtaisia. Riskienhallinta tulee kuitenkin toteuttaa jollain tavoin, jos 
pyritään onnistuneeseen toimintaan. Organisaatioiden toiminta on vaihtelevaa. Tämän takia 
riskienhallinnalle ei voida tehdä kaiken kattavaa kaavaa. Riskienhallinnan perusidean on 
päästä tilanteeseen, jossa kaikki riskit ovat hallinnassa. Tämän takia toimiva riskienhallinta 
tarvitsee tuekseen ja toimiakseen tietoa halutuista tavoitteista. Toimivaan riskienhallintaan 
kuuluu myös tiedon saanti organisaation toiminnasta sekä toiminnan luomista 
mahdollisuuksista ja riskeistä. Riskienhallinnassa on tärkeää, että riskihalukkuus ja 
tavoitekohtaisen riskin siedon määrä on määritelty tarkasti. Tarkka määritteleminen auttaa 
hahmottamaan riskienhallinnan sopivan kokoiseksi, jolloin riskiä ei vähätellä liikaa, eikä 
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riskille anneta liian suurta arvoa. Nämä kaikki määritykset ja toimenpiteet on tapahduttava 
yhteistyössä toimeenpanevan johdon kanssa. (Holopainen ym. 2006, 35-36) 
4.1  Käsitteitä riskienhallinnasta 
Yritysten toiminta nykypäivänä perustuu voiton tavoitteluun ja kehitykseen. Näin ollen 
onnistunut riskinotto tarkoittaa sitä, että toiminta on tuottanut lisäarvoa eri sidosryhmille. 
Riskienhallinnan kasvuun ovat vaikuttaneet monet asiat kuten toimintaympäristön pikaiset 
muutokset, tehokkuusvaatimukset ja tiukentuneet viranomaispäätökset. Riskiä voidaan 
määritellä monella eri tapaa, näkökulmista riippuen. Yrityksen sisällä se kuitenkin kuvaa 
useasti epävarmuutta jostain asiasta, jolla voi olla vaikutusta tavoitteeseen pääsystä. Asioilla 
voi olla niin positiivisia kuin myös negatiivisia vaikutuksia toimintaan. Näin ollen 
riskienhallinnan tarkoituksena on tunnistaa näitä epävarmuustekijöitä. Riskienhallinta auttaa 
myös johdon toimintaa käyttää mahdollisuuksia joilla tavoitteisiin päästäisiin paremmin ja 
tehokkaammin. Riskienhallinta on prosessi, joka on kokoajan toiminnassa mukana. 
Riskienhallinnan tuleekin tämän takia olla luonnollista, jolloin se ei haittaa yrityksen 
toimintaa. Organisaatiossa oleva riskienhallinta ja sen laatu määräytyy vahvasti organisaation 
arvoista ja johtamis- ja hallintojärjestelmän luonteesta. Tässä tuleekin esille se, että johdon on 
jatkuvasti informoitava organisaatiota siitä, mitä erilaisia riskejä toiminnassa kohdataan. 
Johdon tehtävänä on myös antaa ohjeistusta, miten riskejä halutaan hallita ja millaisia riskejä 
toiminnassa sallitaan. (Alftan ym 2008, 79-80) (Kuusela & Ollikainen 1998) 
 
Yritysten toiminnan muuttuessa myös riskienhallinnan ajattelutapa on muuttumassa. 
Nykyaikainen riskienhallinta on kokonaisvaltaisempaa kuin ennen. Tämä tarkoittaa sitä että 
riskejä käsitellään nykyään enemmän koko organisaation tasolla, kuin pelkkänä yksittäisenä 
toimena. Kokonaisvaltaisessa riskienhallinta ajattelussa organisaation eri riskit voidaan jakaa 
strategisiin riskeihin, toiminnallisiin riskeihin sekä rahoitus- ja tapahtumariskeihin. On myös 
tärkeää mitkä tahot ja toiminnot tarkastelevat mitäkin riskejä. Esimerkkinä tästä on ulkoisen 
tilintarkastuksen keskittyminen johdon keskeisimpiin tavoitteisiin ja niiden riskeihin, kun taas 
sisäisen tarkastus arvioi enemmänkin sisäisen valvonnan ja riskienhallinnan toimivuutta. 
(Alftan ym 2008, 80-81) (Holopainen ym. 2006, 39) (Kuusela & Ollikainen 1998, 25) 
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Kaavio 4. KPMG:n malli kokonaisvaltaisesta riskienhallinnasta. (Halla. ym. 2003, 63) 
 
KPMG:n mallin mukaan riskienhallinnan keskus on organisaation riskienhallintastrategia. 
Tämän avulla riskienhallinta pysyy ennakoivana ja yhdistää riskit organisaation toimintaan. 
Kun riskienhallinta-ajattelu on levitetty jokaiselle alueelle organisaatiossa, on silloin 
riskienhallinnan ajattelutapa kokonaisvaltaista. (Halla. ym. 2003, 64) 
 
Kuten aiemmin mainittu tavoitteisiin pääsyn kannalta riskienhallinnalla tarkoitetaan 
tavoitteisiin pääsyyn vaikuttavien riskien tunnistamista, arviointia, hallintaa sekä seurantaa ja 
valvontaa. Nämä riskit ja niiden lähteet voivat olla organisaation omasta toiminnasta syntyviä 
tai ne voivat olla liitoksissa organisaation ulkoiseen ympäristöön. Yritysten perustoimintaan 
siis kuuluu riskien hallitseminen ja kyseinen hallinta aiheuttaa kuluja. Organisaation johdon 
tehtäviin kuuluu edellä mainittujen ympäristöjen ymmärtäminen ja analysointi.  Lisäksi 
organisaation johdon tulee määritellä erikseen riskienhallinnalle tarkat tavoitteet ja 
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perusperiaatteet. Nämä tavoitteet ja periaatteet tulisi raportoida erillisessä 
riskienhallintastrategiassa. Vaihtoehtoisesti dokumentointi voi tapahtua organisaation 
riskienhallintapolitiikassa. Tähän politiikkaan voi kuulua riskienhallinnan periaatteita kuten 
riskienhallinnan tavoitteiden määrittely, riskinottohalun määrittely ja riskien seuranta. (Alftan 
ym 2008, 81) (Kuusela & Ollikainen 1998, 25) 
4.2  Riskien tunnistaminen 
Riskien tunnistaminen tapahtuu systemaattisen riskikartoituksen avulla. Riskien itsearviointi 
on yksi yleinen toimintatapa riskien tunnistamisessa. Itsearviointia voidaan suorittaa 
esimerkiksi workshop -tyylisenä työskentelynä. Riskikartoituksen tarkoituksena on tunnistaa 
niitä riskejä, jotka vaikuttavat tavoitteisiin pääsyyn. Hyvästä riskikartoituksesta löytyy usein 
myös erilaisia edistys kohteita, jotta tavoitteisiin päästäisiin paremmin. Riskien hallinta 
tapahtuu aina jokaisessa organisaatiossa omalla tavalla, niin yleisiä malleja ei voida käyttää. 
Riskien tunnistamiseen voidaan luoda organisaatiolle räätälöity malli, jolla helpotetaan 
liiketoiminnan prosessien ja riskilähteiden tunnistamista. Tavoitteeseen pääsyyn vaikuttavan 
riskin arviointi tarkoittaa riskin todennäköisyyden arviointia. Riskin kokoa arvioitaessa 
ensimmäisenä riskille määritellään bruttoriskiarvio. Bruttoriskillä tarkoitetaan riskin 
todennäköisyyttä ja vaikutusta mutta mukaan ei oteta hallintakeinoja. Bruttoriskin 
määrittämisen jälkeen tulee hallintakeinojen määrittelyn avulla tapahtuva nettoriskin 
määrittäminen. Nettoriski eli jäännösriski kertoo voidaanko riski hyväksyä vai joudutaanko 
hallintakeinoja lisäämään. (Alftan ym 2008, 82) (Hyytinen. 2012)  
 
Sisäisen valvonnan yksi keskeinen osa-alue on riskien tunnistaminen. Riskien hallinta ja 
tunnistaminen prosessina on jatkuva. Tämä sen takia, että organisaatiossa olevat taloudelliset, 
teknologiset, toiminnalliset ja lainsäädölliset olosuhteet muuttuvat koko ajan. Sisäisessä 
valvonnassa riskien onnistuneen estämisen kannalta on tärkeää, että riskin aiheuttavat ja 
riskiä lisäävät tekijät löydetään. Ja kun suurimmat riskit havaitaan, tulee ne laittaa 
toimintatasolle. Toiminnallisen tason riskeistä puhutaan kun riski johtuu organisaation 
sisäisestä tekijästä. Sisäisen tekijä voi olla esimerkiksi tiedonkulun katkeaminen. 
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Toiminnalliset riskit tulisi havaita mahdollisimman kattavasti. Ja toiminnallisen riskien 
funktioiden tulisi panostaa omien riskien hallinnoinnin. (Ahokas 2012, 32) 
 
Jotta riski tunnistettaisiin, tulee se ensin analysoida. Riskin analysoinnin tavat kuitenkin 
voivat muuttua vahvasti, koska useita riskejä on todella hankala ilmaista määrällisesti. Riskin 
analysoinnissa on otettava koko ajan huomioon miten laaja tai merkittävä riski on. 
Vähemmän merkittävät riskit tarvitsevat siis vähemmän observointia analysoinnissa, kuin 
merkittävät riskit. Ja suurten ja pienten riskien välimaastossa tulee analysoinnissa käyttää 
tarkkaa harkintaa. Tämä sen takia, että kaikkien riskien taloudellista vaikutusta ei voida tietä. 
Analysoinnissa olisi hyvä jos organisaatiossa olisi kategorioitu riskien kokoluokat. Näin 
voidaan helpommin hahmottaa kuinka paljon huomiota ja toimenpiteitä riski tarvitsee. 
Toimenpiteet onkin pystyttävä säätämään yrityksen jokapäiväiseen toimintaan.  (Ahokas 
2012, 32)  
 
Koska riskejä ja riskin tyyppejä on useita, niin myös riskien hallitsemiskeinoja on samassa 
suhteessa. Kutakin riskiä tulee käsitellä omalla tavallaan ja riskiä tulee hallita myös riskin 
luonteen mukaisesti. Yritys voikin tehdä suunnitelman ja ohjeistuksen, jossa lähestulkoon 
kaikki tunnetut riskit olisivat merkitty niin, että niille olisi määritelty myös hallintatapa. 
Riskeihin voidaan reagoida seuraavilla tavoilla: 
 
- riskiä ei huomioida ollenkaan 
- riskin todennäköisyys, pyritään laittamaan sallitulle tasolle 
- riski saadaan sallitulle tasolle, laittamalla riskin vastuu toisella taholle, kuten vaikkapa 
ottamalla vakuutus 
- riskin taso on jo valmiiksi alhainen, jolloin se voidaan suoraan hyväksyä. 
 
Vaihtoehdot joihin päädytään riippuvat organisaation toiminnasta ja sen riskien sietokyvystä. 
Lisäksi on otettava huomioon yrityksen halu menestyä, johon liittyy vahvasti yrityksen 
riskinottohalukkuus. Riskinottohalukkuus on välttämätön asia yritykselle, jotta se mukana 
kilpailussa. (Ahokas 2012, 33) (Kuusela & Ollikainen 1998, 15) 
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4.3  Riskienhallinnan vastuu ja tehtävien jakaminen 
Henkilöiden, joiden vastuuna on riskienhallinta, tehtäviin kuuluu koordinoida organisaation 
riskienhallintaa. Lisäksi vastuuhenkilöiden työnkuvaan kuuluu sisäisten ja ulkoisten 
riskienhallinnan resurssien hallinta. Kun riskienhallintaa jalkautetaan, auttaa jalkautus kukin 
vastuuhenkilön ja alueen valinnassa. Kun riskienhallinta on näiden henkilöiden puolesta 
toteutettu hyvin, tuo toiminta yritykselle tuloksentuottamiskykyä, tehokkuutta ja luo itsessään 
toiminnalle lisäarvoa. Sisäinen valvonta tulisi organisaatiossa olla sellaista, että kaikki 
organisaation toiminnot ennakoisivat mahdollisimman hyvin mahdollisia toimintaan tulevia 
muutoksia. Se miten vastuu ja toimet riskienhallinnasta organisaatiossa jaetaan, on kiinni siitä 
miten organisaatio itsessään toimii. Riskienhallinnan kannalta on tärkeää kaikki yksiöt ja 
vastuualueet seuraisivat riskejä ja niiden aiheuttamia toimenpiteitä. Vastuualueen ja riskin 
omistajuuden selvittäminen on prosessina todella pitkä. Ja selvittämisen perustana toimii 
jatkuva riskikartoitus.  (Halla ym. 2003, 74) (Kuusela & Ollikainen 1998, 110) 
 
Riskin koko ja tärkeys ovat suoraan kytköksissä siihen organisaation tasoon millä 
organisaation riskejä tulisi seurata. Esimerkkinä taloudellisiin asioihin vaikuttavia riskejä 
voidaan ja kannattaakin jakaa hierarkiatasojen mukaan. Riskitasoja seurataan eri malleja ja 
mittareita hyväksikäyttäen. Yksi käytetyistä mittareista on VAR (Value at Risk). Tätä 
mittaristo käytetään varsinkin taloushallinnon yksiköissä. Taloudellisissa riskeissä sekä 
riskeissä jotka vaikuttavat organisaation taloudellisiin puoliin, on mallinnus huomattavasti 
helpompaa, kuin riskeissä jotka vaikuttavat organisaation muihin osa-alueisiin. 
Riskienhallintaa voidaan organisaatiossa jakaa ja organisoida keskitetysti ja hajautetusti. 
Keskitetty riskienhallinta sopii sellaisiin riskeihin jotka ovat toiminnan kannalta erityisen 
merkittäviä, mutta eivät ole näkyvillä kaikissa toiminnan prosesseissa. Lisäksi keskitetyssä 
riskienhallinnassa riskit koskevat koko yrityksen toimintaa. Taas hajautetussa 
riskienhallinnassa vastuu riskienhallinnasta jakautuu niillä henkilöille jotka käsittelevät riskiä 
työssään joka päivä. Nämä riskit ovat prosessitason riskejä, eli riskit vaikuttavat vain tietyissä 
organisaation prosesseissa. Nämä riskit eivät myöskään vaikuta organisaation strategisten 
tavoitteiden saavuttamisessa. (Halla ym. 2003, 74) 
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5  VAARALLISTEN TYÖYHDISTELMIEN KARTOITUS 
Crocs Nordic Oy on kenkien maahantuonti- ja tukkukauppaa harjoittava yritys, joka on 
perustettu Suomeen vuonna 2006. Crocs Nordic Oy on suora tytäryhtiö Crocs Inq. -
konsernille. Crocs Nordic Oy vastaa Crocs-konserniin kuuluvien tuotteiden sekä 
tuotemerkkien markkinoinnista ja myynnistä seuraavissa maissa: Suomi, Viro, Latvia, Liettua, 
Ruotsi, Norja, Tanska, Islanti, Grönlanti. Lisäksi Crocs Nordic Oy ylläpitää Puolan 
verkkokauppaa. Crocs Nordic Oy työllistää noin 70 henkilöä pääkonttorillaan sekä 
myymälöissä. Yhtiön pääkonttori sijaitsee Tampereella, lisäksi yhtiöllä on sivukonttori 
Helsingissä. Crocs-myymälöitä löytyy Suomesta seitsemästä eri kaupungista; Helsingistä, 
Turusta, Tampereelta, Espoosta, Vantaalta, Lempäälästä sekä Kuopiosta. Ruotsissa Crocs-
myymälöitä on kaksi, yksi Nackassa ja toinen Malmössä. Nettikauppa toimii tällä hetkellä 
Suomessa, Norjassa, Ruotsissa sekä Puolassa. 
 
Opinnäytetyön toteutus aloitettiin aiheen valinnalla toimeksiantajan edustajan kanssa 
käydyssä palaverissa. Palaverissa sovittiin työn aiheesta sekä salassa pidettävästä materiaalista. 
Seuraavaksi laadittiin kunkin talousosaston työntekijän työtehtävistä kuvaus. Kuvausta varten 
pyydettiin kutakin työntekijää laatimaan lyhyt luettelo työtehtävistään. Työtehtävien sisällöstä 
poimittiin teoriataustan avulla vaaralliset työyhdistelmät. Näistä kartoitettiin miksi 
työyhdistelmä on vaarallinen sekä annettiin ehdotus vaarallisen työyhdistelmien 
vähentämiseksi. Lopuksi laadittiin johtopäätökset työn toteutuksesta sekä löydetyistä 
epäkohdista. Näiden pohjalta yrityksen johto voi tarkastella löydettyjä vaarallisia 
työyhdistelmiä. 
 
Työnkuvauksien pohjata tunnistettiin keskeisimmät vaaralliset työyhdistelmät. Tämän jälkeen 
valittiin riskitasoltaan vaarallisimmat opinnäytteeseen eriteltäväksi. Vaarallisista 
työyhdistelmistä ei ollut suoranaista listaa, joten apuna paikannuksessa käytettiin työtehtävien 
eriyttämis-suosituksia. Vaaralliset työyhdistelmät kuvattiin, jonka jälkeen kirjoitettiin 
jokaisesta selvitys, miksi työyhdistelmä on vaarallinen. Tähän selvitykseen yhdistettiin lisäksi 
muutosehdotus riskin häivyttämiseksi työtehtävästä. Lopuksi tehtiin yhteenveto sekä 
johtopäätökset tuotetun tiedon perusteella. Johtopäätöksissä tehtiin myös lopullinen 
yhteenveto kaikista vaarallisista työyhdistelmistä. 
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5.1  Crocs Nordic Oy:n taloushallinto 
Crocs Nordic Oy:n talousosasto toimii lähes kaikkien yrityksessä toimivien prosessien osana. 
Opinnäytetyön tavoitteena ei kuitenkaan ole kuvata tarkemmin kaikkia prosesseja tai 
kontrolleja vaan eritellä talousosaston eri työtehtäviin sisältyviä vaarallisia työyhdistelmiä 
työnkuvausten kautta. Erittelemme siis talousosaston eri tehtävissä tapahtuvia kontrolleja ja 
niiden tavoitteita sekä määrittelemme niistä vastuussa olevat henkilöt. Talousosastolla on 
käytössä monia eri kirjanpidon ohjelmia, joihin työntekijöillä on lähes kaikilla omat erikseen 
määritellyt oikeudet ja salasanat. Omat ohjelmat löytyvät niin ostolaskujen kierrätykseen, 
maksamiseen, kirjanpitoon, varastoarvojen ja tuotehintojen hallinnointiin sekä nettikaupan 
maksujen hallinnointiin. Talousosastolla työskentelyssä tärkeimpänä ohjelmana on 
toiminnanohjausjärjestelmä Oracle JD Edwards Enterprize One. Sen sisällä toimii kaikki 
talousosaston kirjanpito. Varaston sekä hintojen hallintaohjelmistona Crocs Nordic Oy 
käyttää Epicoria. Maksuliikenne ja kierrätysohjelma InvoiceReady ovat Baswaren toimittamia 
ohjelmia. Nettikaupan maksut sekä palautukset taas hoituvat maksunvälittäjäyritys Adyenin 
kautta. 
 
Alla on Crocs Nordic Oy:n talousosaston organisaatiokaavio. 
 
 
 
Kaavio 4. Crocs Nordic Oy:n talousosaston organisaatiokaavio 
 
Controller 
Assistant Controller 
Finance Assistant 
(Accounts 
Recievable) 
Finance Assistant 
(Accounts Payable) 
Retail Financial 
Analyst 
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Crocs Nordic Oy:ssä talousosaston jokapäiväisestä toiminnasta ja ohjauksesta vastaa 
controller, joka toimii talousosaston esimiehenä. Controllerin alaisuudessaan työskentelee 
neljä henkilöä, jotka ovat työnimikkeiltään assistant controller, retail financial analyst sekä 
kaksi finance assistantia. Heistä toinen vastaa ostoreskontrasta sekä maksamisesta ja toinen 
myyntireskontrasta sekä laskutuksesta. Controller vastaa suoraan yrityksen talousjohtajalle. 
5.2  Työnkuvaukset 
Crocs Nordic Oy:n talousosaston eri henkilöiden tehtävistä on laadittu lyhyet työnsisältöä ja 
vastuita käsittelevät kuvaukset. Näiden pohjalta laadittiin yksityiskohtaisemmat ja tarkemmat 
erittelyt jokaisen työntekijän toimenkuvasta. Tämän tehtävien aukikirjoittamisen pohjalta 
pystyttiin havaitsemaan mahdolliset vaaralliset työyhdistelmät. 
5.2.1  Controller 
Controller toimii talousosaston esimiehenä ja on näin ollen vastuussa talousosaston 
päivittäisestä toiminnasta sekä tehtävien organisoinnista. Controller toimii myös tarvittaessa 
yhteyshenkilönä yrityksen ylemmän johdon ja työntekijöiden välillä. Lisäksi controller 
koostaa talouden raportointipaketteja sekä on yhteydessä Euroopan emoyhtiöön Crocs 
Europe B.V.:hen.  Controllerilla on esimiesasemastaan johtuen laajat käyttöoikeudet 
talousosaston tärkeimpiin kirjanpidon sekä maksuliikenteeseen liittyviin ohjelmiin.  
Controllerin vastuulla on konsernitasolla Crocs Nordic Oy:n sekä sen tytäryhtiöiden Crocs 
Stores Oy:n ja Crocs Stores AB:n kirjanpidon ja tilinpäätöksen oikeellisuus. Controller 
huolehtii siis, että kaikki kirjanpidon kirjaukset ovat asianmukaisesti tehtynä. Tämän kaiken 
controller tekee kirjanpidon ohjelmalla, jonka nimi on EnterpriseOne. Vuositasolla 
controllerin suurimmat työtoimet ovat tilinpäätöksen sekä konsernitilinpäätöksen laatiminen, 
näihin controller saa apua assistant controllerilta sekä retail financial analystiltä. Lisäksi 
controller vastaa veroilmoituksen teosta veroviranomaisille.  
 
Kuukausittain controller vastaa arvonlisäverotilitysten laskemisesta sekä yhteistyömyyntien 
raportoinneista verottajalle. Cotroller myös vastaa kirjanpidontilien täsmäytyksestä sekä 
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pääkirjamuistioiden kirjaamisesta. Controller laskee ja jaksottaa poistoja sekä kirjaa ne 
kirjanpitoon. Lisäksi controller toimii kaikkien talousosastolla työskentelevien henkilöiden 
kirjausten hyväksyjänä kirjanpito-ohjelmassa. Controllerilla on myös oikeus hyväksyä omat 
kirjauksensa. Controllerilla on laajat käyttöoikeudet talousosaston tärkeimpiin kirjanpidon 
sekä maksuliikenteeseen liittyviin ohjelmiin. Alla on taulukko controllerin keskeisistä 
tehtävistä sekä niiden kuvaus. 
 
Taulukko 1. Controllerin työtehtäväkuvaus. 
Taulukossa on kuvattu controllerin keskeisimmät työtehtävät. Lisäksi siinä on annettu lyhyt 
kuvaus työn toteutuksesta sekä kuvattu kunkin työn toiminnon tavoite. 
Toiminto Kuvaus Tavoite 
Pääkirjamuistiot Kirjaukset taseen ja 
tuloslaskelman tileille 
Kulujen kirjaaminen suoraan 
kirjanpidontileille 
Kirjausten hyväksyntä 
E1:ssä 
Controller hyväksyy kaikkien 
tehdyt kirjaukset kirjanpitoon 
Tarkastaa tehtyjen kirjausten 
oikeellisuus 
Arvonlisäveroilmoitusten 
laatiminen 
Yrityksen liiketoiminnasta 
johtuvan alv-velvollisuuden 
aiheuttaman ilmoituspakon sekä 
veron määrän laskemien 
verottajalle ilmoitettavaksi 
Veron tilittäminen verottajalle 
tarpeellisessa määrin 
Tilinpäätös Laatii ja vastaa Crocs Nordic 
Oy:n sekä tytäryhtiöiden 
tilinpäätöksistä 
Taseen ja tuloksen sekä 
rahoituslaskelman oikeellisuus 
tilinpäätöksessa 
Veroilmoituksen laati-
minen 
Vuosittaisen veroilmoituksen 
laatiminen tilinpäätöksen 
yhteydessä 
Yrityksen veroilmoituksen 
toimittaminen verottajalle 
määräajan puitteissa 
Kirjanpidontilien 
täsmäytys 
Joka kuukausi tehtävä kirjanpidon 
tilien täsmäytys, jolla varmistetaan 
että kaikki kirjanpidon kirjaukset 
on tehty oikein 
Tilien kirjausten ja saldojen 
oikeellisuuden varmentaminen 
Maksaminen Laskujen maksaminen 
maksuliikenteessä, niin kierrätetyt 
kuin erikseen syötetyt maksut 
Maksujen maksaminen ajallaan 
toimittajille 
Maksunsyöttö  Käsin tehtävien maksujen 
syöttäminen maksuliikenteeseen 
Maksujen sisään luku ajallaan 
ja oikeilla tiedoilla 
maksuliikenteeseen 
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5.2.2  Retail Financial Analyst 
Retail financial analyst on vastuussa Crocs Nordic Oy:n Suomen tytäryhtiön Crocs Stores 
Oy:n kirjanpitoon, varastoarvoihin sekä myynteihin liittyvistä asioista. Lisäksi työntekijä 
vastaa alennuskampanjoiden luomisesta niin Suomen kuin Ruotsinkin myymälöiden 
kassoihin. Retail financial analyst tekee tarpeen mukaan myös erilaisia raportteja sekä 
ohjelmistotestausta. Käyttöoikeudet työntekijällä on kaikkiin taloushallinnon tärkeimpiin 
ohjelmiin sekä maksuliikenteeseen, kuitenkin siten että controller hyväksyy kirjanpidon 
kirjaukset E1-ohjelmassa. Työntekijä täsmäyttää Suomen myymälöiden ilmoittamat myynnit 
tiliotteilla näkyviin suorituksiin. Tämän lisäksi työntekijä selvittää ja oikaisee myymälöiden 
kassaraporteissa esiintyviä eroja sekä seuraa niiden ilmenemistä. Kirjaamiseen ja vertailuun 
retail financial analyst käyttää Epicoria, joka on varastoarvojen ja myymälähintojen hallinta 
ohjelma sekä kirjanpito-ohjelma Enterprize Onea. Epicorissa retail financial analyst korjaa 
myös myymälöiden varastosaldoja eli poistaa ja lisää tuotteita. Tätä tehdään, kun on 
tapahtunut virhe esimerkiksi toimituksessa. 
 
Retail financial analyst hallinnoi Crocs Stores Oy:n sekä Crocs Stores AB:n myymälöiden 
kassoja sekä kenkien hintoja. Työntekijä luo ja syöttää kassoihin hinnat, tuotteet sekä 
kulloinkin voimassa olevat alennukset. Uusien tuotteiden saapuessa myymälään retail 
financial analyst tarkastaa sekä päivittää oikean hinnan myymälöiden kassoihin. Edellä 
mainittujen lisäksi retail financial analyst tekee pääkirjamuistioita, jaksotuksia sekä poistoja 
myymälöiden hankinnoista. Työntekijä myös täsmäyttää velkatilit ja huolehtii 
kuukausittaisista tilien päätöksestä Crocs Stores Oy:n osalta. Tarvittaessa työntekijä myös 
avustaa controlleria Crocs Nordic Oy:n kirjauksissa ja kirjanpidossa.  Alla on kuvattu retail 
financial analystin keskeiset työtehtävät ja niiden kuvaukset taulukkomuodossa. 
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Taulukko 2. Retail financial analystin työtehtäväkuvaus. 
 
Toiminto Kuvaus Tavoite 
Pääkirjamuistiot Kirjaukset taseen ja 
tuloslaskelman tileille 
Kulujen kirjaaminen suoraan 
kirjanpidontileille 
Varaston muutokset Myymälöiden kenkä- ja 
oheistuotevarastojen 
muutoksien kirjaaminen 
saapumis- ja 
palautusilmoitusten 
perusteella 
Saada myymälöiden varaston 
kappale määrät täsmäämään 
keskusvaraston lukuihin 
Hinnan muutokset Myymälöiden kassojen 
hinnan muutokset esim. 
alennukset tai pysyvät hinnan 
muutokset ohjeiden mukaan 
Saada myymälöiden kassojen 
hinnat täsmäämään Crocs 
Europe B.V.:n määrittämien 
hintoja kanssa 
Kirjanpidon tilien 
täsmäytys 
Joka kuukausi tehtävä 
kirjanpidon tilien täsmäytys, 
jolla varmistetaan että kaikki 
kirjanpidon kirjaukset on 
tehty oikein 
Tilien kirjausten ja saldojen 
oikeellisuuden 
varmentaminen 
 
Taulukossa on kuvattu retail financial analystin keskeisimmät työtehtävät. Lisäksi siinä on 
annettu lyhyt kuvaus työn toteutuksesta sekä kuvattu kunkin työn toiminnon tavoite. 
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5.2.3  Assistant Controller 
Assistant controller hoitaa Crocs Nordic Oy:n Ruotsin tytäryhtiön Crocs Stores AB:n 
kirjanpitoon, ostolaskuihin sekä varaston muutoksiin liittyviä työtehtäviä. Crocs Stores AB:n 
varsinainen kirjanpito on ulkoistettu kirjanpitotoimistolle Ruotsissa. Kirjanpitoa varten 
assistant controller toimittaa kaikki tarvittavat tositteet kuukausittain tilitoimistolle. 
Työntekijä toimii yhteyshenkilönä sekä avustajana kirjanpidossa. Työntekijä vastaa Crocs 
Stores AB:n varaston muutoksien kirjaamisista sekä ostolaskujen maksusta että kirjaamisesta 
reskontraan. Laskujen vastaanottamisen sekä hyväksymisen hoitaa finance assistant. 
Työtaakan hajauttamiseksi Crocs Store AB:n laskujen maksaminen on assistant controllerin 
työtehtävä. Varaston muutoksia hän korjaa retail financial analystin tavoin myymälöiden 
ilmoittamien varastolistojen vertaamisen kautta. Tämän lisäksi assistant controller selvittää ja 
kirjaa myymälöiden kassaeroja. 
 
Assistant controller hyväksyy myös tilitoimiston lähettämiä palkkoja ja arvonlisäveromaksuja 
Crocs Stores AB:n maksujärjestelmässä. Lisäksi assistant controller huolehtii Crocs Nordic 
Oy:n sekä Crocs Stores AB:n käyttöomaisuustalukoiden ylläpidosta. Näiden taulukoiden 
perusteella Ccontroller sekä retail financial analyst laskevat ja kirjaavat poistot. Muiden 
töiden ohessa assistant controller myös auttaa Crocs Nordic Oy:n talousjohtajaa erinäisissä ja 
vaihtelevissa kirjanpidon kirjauksissa sekä selvitystöissä. Alla on taulukko assistant 
controllerin keskeisistä työtehtävistä ja työtehtävien kuvaus. 
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Taulukko 3. Assistant controllerin työtehtäväkuvaus. 
 
Toiminto Kuvaus Tavoite 
Pääkirja muistiot Kirjaukset taseen ja tuloslaskelman 
tileille. 
Kulujen kirjaaminen suoraan 
kirjanpidontileille 
Maksaminen Laskujen maksu maksuliikenteessä, 
kierrätetyt ja käsin syötetyt 
Maksujen maksaminen ajallaan 
toimittajille 
Maksujen syöttö  Kierrätysohjelmassa luodun 
maksutiedoston ja muiden maksujen 
syöttäminen Ruotsin tytäryhtiön 
maksuliikenteeseen 
Maksujen syöttäminen 
maksuohjelmaan. Oikeilla 
tiedoilla ja ennen laskujen 
eräpäivää 
Ostoreskontraan 
kirjaaminen/tiliöinti 
(Ruotsin tytäryhtiö) 
Ostoreskontran kirjaukset on 
tehtävä yksitellen koska 
kierrätysohjelma, maksuliikenne ja 
toiminnanohjausjärjestelmä toimivat 
omina kokonaisuuksinaan  
Ostolaskujen kirjaaminen 
kuluksi kulutilejä vastaan 
Ostolaskun kirjaaminen 
maksetuksi reskontrasta 
(Ruotsin tytäryhtiö) 
Tiliotteelta lähteneen maksun 
mukaisesti lasku kirjataan maksetuksi 
reskontrasta 
Laskun maksetuksi merkitsemi-
nen 
Toimittajien 
pankkitilien hallinnointi 
(maksuliikenne ja E1) 
Pankkitilitietojen päivittäminen ja 
muuttaminen tarvittaessa 
Toimittajien tilitietojen oikeel-
lisuus 
Maksu tiedoston 
hyväksyminen 
Ennen maksujen siirtymistä pankkiin 
maksuliikenteestä maksutiedosto 
tulee hyväksyä  käyttäjällä 
Varmentaa, että maksettavat 
maksut ovat varmasti oikeat 
sekä oikean suuruiset 
Kirjanpito tositteiden 
toimitus Ruotsin 
tilitoimistoon 
Ostolaskujen, sopimusten yms. 
tositteiden postittaminen 
yhteyshenkilölle Ruotsiin 
Ruotsin myymälän 
kirjanpidontositteiden sekä 
kirjausten täsmääminen 
 
Taulukossa on kuvattu assistant controllerin keskeisimmät työtehtävät. Lisäksi on annettu 
lyhyt kuvaus työn toteutuksesta sekä kuvattu kunkin työn toiminnon tavoite. 
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5.2.4  Finance Assistant (Accounts Recievable) 
Myyntireskontrasta ja laskutuksesta vastaava finance assistant hoitaa yrityksen myyntilaskujen 
tulostuksen ja lähettämisen sen jälkeen, kun myyntiosasto on saanut tilaukset onnistuneesti 
syötettyä Enterprize One-ohjelmaan. Laskujen tulostus tapahtuu Enterprize One-ohjelmasta, 
josta laskut siirtyvät reskontranhoitajan sähköpostiin. Tämän jälkeen työntekijä tarkastaa 
laskut yksitellen mahdollisten alennusvirheiden tai muiden varalta, ennen laskun lähettämistä 
asiakkaille. Laskutus voidaan tehdä sähköisesti vain pienelle osalle asiakkaista, joten suurin 
osa laskuista lähetetään kirjepostilla eteenpäin. Laskutukseen liittyen finance assistant tekee 
manuaalisesti asiakkaille hyvitys- ja lisälaskuja sen mukaan mitä myyntiosasto ilmoittaa 
reklamaatioista sekä virheellisistä toimituksista. Asiakkaan maksuja finance assistant kirjaa 
tiliotteelta reskontraan eli kohdistaa maksut oikeisiin laskuihin ja kirjaa ne maksetuksi. 
Tiliotteet hän saa toiselta finance assistantilta joka aamu. Myyntireskontranhoitajan tehtäviin 
ja maksujen kohdistamiseen liittyy läheisesti asiakkaiden maksuaikojen sekä laskujen 
erääntymisen seuranta. Työhön kuuluu tarkistaa vähintään kaksi kertaa kuukaudessa avointen 
saatavien saldo asiakkaittain. Mikäli avoimia erääntyneitä laskuja on, lähettää työntekijä 
asiakkaille muistutuskirjeen avoimesta laskusta. Tämän jälkeen odotetaan asiakkaan 
reagoivan tuohon muistutukseen joko maksulla tai yhteydenotolla, jos kumpaakaan ei 
tapahdu lähetetään toinen muistutuskirje. Kirjeessä ilmoitetaan maksun siirtämisestä 
perintätoimistoon, mikäli maksua ei tapahdu kahden viikon kuluessa.  
 
Uusien asiakkaiden perustamisprosessiin myyntireskontran hoitaja osallistuu selvittämällä 
asiakkuutta tavoittelevan yrityksen tai yhteisön maksukyvyn. Hän tekee tämän hakemalla 
Euler Hermes luotontakaajan kautta asiakkaalle luottorajat. Mikäli asiakas ei ole hoitanut 
aiempia maksujaan muille laskuttajille ei Euler Hermes myönnä asiakkaalle 
luottokelpoisuutta, jolloin asiakkaalle ei Crocs Nordic Oy:n kautta myydä laskulla kenkiä. 
Myyntireskontranhoitajan työhön kuuluu lisäksi huolehtia päivittäin yrityksen 
nettikaupanasiakkaiden tekemien palautusten takaisinmaksusta. Tämän työntekijä tekee 
myyntiosaston koostaman palautuslistan perusteella maksunvälittäjän tarjoaman 
nettipalvelun kautta. Finance assistant etsii myynnin listaaman asiakkaan maksunvälittäjän 
rekisteristä ja tekee palautuksen suoraan asiakkaan maksukortille. Tämän jälkeen työntekijä 
merkitsee palautuksen tehdyksi. Alla finance assistantin keskeiset tehtävät kuvattuna. 
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Taulukko 4. Finance Assistantin (accounts recievable) työtehtäväkuvaus 
Toiminto Kuvaus Tavoite 
Laskujen tulostaminen 
Enterprize onesta 
Myyntiosasto tekemien sekä 
lähettämien laskujen laskutus 
toiminnanohjausjärjestelmässä 
Asiakkaille menevien 
laskujen tulostaminen eri 
tiedostomuidoissa valmiina 
lähetettäväksi asiakkaille 
Laskujen tarkastus ja 
lähetys 
Tulostamiensa laskujen tietojen 
tarkastaminen sekä asiakkaalle 
lähettäminen 
Saada laskut lähtemään 
asiakkaille ajallaan 
Pääkirja muistiot Kirjaukset taseen ja tuloslaskelman 
tileille. 
Kulujen kirjaaminen su-
oraan kirjanpidontileille 
Luottorajojen haku 
asiakkaille 
Luottorajat eli vakuudet asiakkaan 
maksukyvystä tarkastetaan Euler 
Hermesin kautta 
Hyväksyä asiakkaiksi vain 
maksukykyisiä asiakkaita 
 
Taulukossa on kuvattu finance assistantin keskeisimmät työtehtävät. Lisäksi siinä on annettu 
lyhyt kuvaus työn toteutuksesta sekä kuvattu kunkin työn toiminnon tavoite. 
 
5.2.5  Finance Assistant (Accounts Payable) 
Ostoreskontrasta ja maksatuksesta vastaavan Finance assistantin työn keskeisimpiä 
toimintoja ovat maksuliikenteen sekä kierrätysohjelman hallinnointi. Näiden lisäksi tärkeäksi 
työksi nousee ostolaskujen kirjaaminen reskontraan. Finance assistant on maksuliikenteessä 
sekä kierrätysjärjestelmässä pääkäyttäjän ominaisuudessa eli työntekijä omaa laajat valtuudet 
muuttaa, perustaa sekä poistaa tietoja ohjelmista. Lisäksi työntekijällä on oikeudet tehdä 
pääkirjatositteita sekä muita kirjauksia Enterprize Onessa, controllerin hyväksyessä nämä 
kirjaukset. Kierrätysohjelman hallinnointiin liittyen työntekijä on vastuussa ostolaskujen 
vastaanottamisesta, alustavasta tiliöinnistä, toimittajien perustamisesta sekä toimittaja listojen 
ylläpidosta. Lisäksi työntekijä valitsee laskuille tarkastajat sekä hyväksyjät yrityksen 
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hyväksyntärajataulukon mukaan. Kierrätysohjelmassa toimii myös matkalaskujen kierrätys ja 
tiliöinti, joten työntekijän tehtäviin kuuluu myös näiden maksujen hallinnointi ostolaskujen 
tapaan. Kierrätysohjelmassa reskontranhoitaja muodostaa laskutiedostoja, jotka työntekijä 
sitten siirtää kierrätyksen ja hyväksynnän jälkeen maksua varten maksuliikenteeseen. 
Huomion arvoista on, että työntekijällä on oikeus merkitä itsensä niin laskujen tarkastajaksi 
kuin hyväksyjäksikin, riippumatta siitä onko hänellä valtuuksia tai ei. 
 
Maksuliikenteessä ostoreskontranhoitajalla on myös laajat käyttöoikeudet. Ohjelman kautta 
työntekijä noutaa pankista tiliotteet, lataa maksutiedostot sisään, syöttää käsin reskontran ohi 
tapahtuvia maksuja, perustaa ja ylläpitää toimittajia sekä siirtää muodostamansa 
maksutiedostot pankkiin. Kaikki nämä toiminnot hän suorittaa ilman kenenkään toisen 
erillistä hyväksyntää. Työntekijä pääsee esimerkiksi muokkaamaan kierrätysohjelmasta 
siirretyn maksun toimittajan pankkitilitietoja vielä maksuliikenteeseen latausvaiheessa, eikä 
kukaan sitä tarkasta. Kirjanpito-ohjelmassa työntekijä kirjaa ostolaskuja reskontraan, perustaa 
ja ylläpitää toimittajia sekä tekee avustavia pääkirjamuistioita, jotka liittyvät kirjauksiin 
suoraan kulutileille. Kierrätys- ja kirjanpito-ohjelmien välillä ei voi siirtämää tietoja 
automaattisesti, joten ostolaskut täytyy kirjata yksitellen reskontraan. Nämä kirjaukset, kuten 
pääkirjamuistiot, controller vahvistaa omilla käyttäjätunnuksillaan. Toimittajien tietoja 
työntekijä pääsee muokkaamaan ilman erillistä hyväksyntää. Alla finance assistantin keskeiset 
tehtävät kuvattuna. 
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Taulukko 5. Finance assistantin (Accounts Payable) työtehtäväkuvaus 
Toiminto Kuvaus Tavoite 
Maksujen syöttö  Kierrätysohjelmassa luodun 
maksutiedoston siirto ja lataaminen 
maksuliikenteeseen 
Maksujen syöttäminen mak-
suohjelmaan. Oikeilla 
tiedoilla ja ennen laskujen 
eräpäivää 
Maksaminen Laskujen maksu maksuliikenteessä Maksujen maksaminen 
ajallaan toimittajille 
Pääkirjamuistiot Kirjaukset taseen ja tuloslaskelman 
tileille 
Kulujen kirjaaminen kir-
janpidontileille 
Laskun kierrätys Tarkastajan sekä hyväksyjän valinta 
vastaanotetulle ostolaskulle 
Varmistus laskun 
oikeellisuudesta ennen 
maksua 
Toimittajan perustaminen 
sekä toimittajalistan ylläpito 
ohjelmissa 
Toimittajien perustietojen syöttö 
toimittajaluetteloon, kukin ohjelma 
vaatii erillisen perustamisen samalle 
toimittajalle 
Toimittajien tietojen 
tallennus siten, että ne ovat 
arkistoituna tietokantoihin 
Ostoreskontraan kir-
jaaminen sekä tiliöinti 
Ostoreskontran kirjaukset ja 
tiliöinti lasku kerrallaan ohjelmiin 
Ostolaskujen kirjaaminen 
kuluksi kulutilejä vastaan 
Ostolaskun kirjaaminen 
maksetuksi reskontrasta 
Tiliotteelta lähteneen maksun 
mukaisesti lasku kirjataan 
maksetuksi reskontrasta 
Laskun maksetuksi mer-
kitseminen 
Toimittajien pankkitilien 
hallinnointi 
Pankkitilitietojen päivittäminen ja 
muuttaminen tarvittaessa 
Toimittajien tilitietojen 
oikeellisuus 
Maksutiedoston hyväksy-
minen 
Työntekijä hyväksyy 
maksutiedoston maksuliikenteessä 
ennen maksujen siirtymistä 
pankkiin 
Varmentaa, että maksettavat 
maksut ovat varmasti oikeat 
sekä oikean suuruiset 
 
Taulukossa on kuvattu finance assistantin keskeisimmät työtehtävät. Lisäksi siinä on annettu 
lyhyt kuvaus työn toteutuksesta sekä kuvattu kunkin työn toiminnon tavoite. 
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5.3  Vaarallisten työyhdistelmien kartoitus 
Crocs Nordic Oy:n talousosastolla työtehtävien kuvauksen sekä erittelyn kautta voidaan 
havaita useita väärinkäytöksiä mahdollistavia työtehtäviä eli vaarallisia työyhdistelmiä. 
Talousosaston pieni henkilökuntamäärä asettaa töiden eriyttämiseen omat haasteensa. 
Keskeisimmät vaaralliset työyhdistelmät osastolla ovat:  
 
- laskun vastaanottaminen, toimittajan perustaminen ja maksaminen 
- mahdollisuus toimia tarkastajana ja laskun hyväksyjänä sekä laskun maksaminen 
- toimittajan pankkitilien hallinta, maksun syöttö sekä maksutiedoston hyväksyminen 
- laskun kirjaaminen reskontraan ja maksaminen 
- pääkirja kirjausten tekeminen ja omien kirjausten hyväksymisen mahdollisuus 
- mahdollisuus muokata myyntilukuja ja varastosaldoja sekä myyntien kirjaaminen 
kirjanpitoon 
- laskutus, luottorajojen hakeminen ja hyvityslaskujen teko sekä myyntisaamisten 
kirjaaminen. 
 
Seuraavassa avataan syitä sekä tehdään ehdotuksia muutoksista ja parannuksista näiden 
työyhdistelmien poistamiseksi. 
 
Kun työntekijällä on oikeus vastaanottaa lasku toimittajalta sekä perustaa toimittaja, voi 
työntekijä halutessaan muodostaa tekaistuja toimittajia ja lähettää vääriä laskuja yhtiölle. 
Tällainen lasku on varsinkin isoissa organisaatioissa hankala havaita, kun tavaraa tai 
palveluita tilataan monelta eri toimittajalta. Kun tämän mahdollisuuden yhdistää vielä 
mahdollisuuteen maksaa laskuja, syntyy vaarallinen yhdistelmä, jossa työntekijä voi omaa 
etuaan ajaen väärinkäyttää yhtiön varoja. Perustaessaan toimittajaa työntekijä pääsee 
muokkaamaan kaikkia toimittajan tietoja järjestelmään. Tämä muodostaa vaarallisen 
työyhdistelmän laskujen maksamisen kanssa, sillä muokkaamalla toimittajan tietoja 
virheelliseksi työntekijä voi maksaa laskuja haluamalleen tilille toimittajan nimellä. Tällainen 
tilin muokkaaminen on helppoa ja yksinkertaista. Tilejä pääsee lisäksi muokkaamaan 
takaisinkin päin vielä maksutapahtuman jälkeen. Crocs:lla laskujen vastaanottamisesta ja 
käsittelystä vastaa finance assistant sekä controller. Kummallakin on lisäksi oikeudet perustaa 
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toimittajia sekä maksaa yhtiön laskuja. Lisäksi assistant controllerilla on mahdollisuus tehdä 
näitä kaikkia töitä. Toimittajan muodostamiseen ei tarvita erillistä hyväksyntää, mutta kaikista 
muutoksista ja perustamisista jää luonnollisesti jälki käyttöjärjestelmään. Vilpillisen 
toimittajan sekä laskun tekeminen sinällään on helppoa, mutta jossain vaiheessa controller 
todennäköisesti huomaisi ylimääräiset rahasiirrot, joille ei ole kunnollista selitystä. Tämä 
työyhdistelmä on vastoin työtehtävien eriyttämisen suosituksia. Kolmella työntekijällä on 
mahdollisuus suorittaa toimia yhtäaikaisesti toimessaan. Nämä työntehtävät olisi myös tästä 
syystä helppo eriyttää siten, että kukin finance assistant, assistant controller ja controller 
vastaisivat vain yhdestä näistä toimista. Esimerkiksi siten, että controller vastaanottaisi 
ainostaan laskuja, assistant controller hoitaisi toimittajan perustamisen sekä finance assistant 
tekisi sitten maksamisen. Eriyttämisen yhteydessä muilta tulisi poistaa oikeudet päästä 
käsittelemään toisen vastuulla olevaa tehtävää silloin, kun vastaava henkilö on kyvykäs 
suorittamaan toimen eikä esimerkiksi sairaslomalla.  
 
Kun työntekijä voi toimia laskun tarkastajana, laskun hyväksyjänä sekä lisäksi pystyy 
maksamaan laskun, on kyseessä vaarallinen yhdistelmä. Laskujen kierrätysjärjestelmässä tulisi 
tarkastajaksi valita tilauksen tehnyt henkilö. Hyväksyjänä Crocss Nordic Oy:ssä toimii 
talousjohtaja tai toimitusjohtaja riippuen laskun suuruudesta. Finance assitant sekä controller 
voivat toteuttaa oikeuksillaan tällaisen vilpillisen ketjun. Maksamisen yhdistyminen tuohon 
mahdollisuuteen muuttaa protokolaa aiheuttaa vaarallisen työyhdistelmän. Tällainen 
yhdistelmä antaa mahdollisuuden laskun maksamiseen siten, että se silmämääräisesti olisi 
hyväksytty, vaikka näin ei olisikaan. Finance assistantilla ja controllerilla on siis mahdollisuus 
merkata itsensä molempien vaiheiden suorittajaksi ja lisäksi työntekijöillä on oikeus maksaa 
laskuja. Vaikka hyväksyntäketjusta jää merkintä kierrätysohjelmaan voi tehdyn petoksen sekä 
sen havaitsemisen välillä kulua helposti pitkäkin aika. Tämä vaarallinen työyhdistelmä on 
ehkäistävissä esimerkiksi siten, että kierrätysohjelmassa estetään mahdollisuus laskujen 
käsittelijältä toimia tarkastajana tai hyväksyjänä laskuilla. Toinen vaihtoehto on eriyttää nämä 
työvaiheet kahdelle eri henkilölle. Tämä voisi tapahtua esimerkiksi juuri controllerin ja 
finance assistantin välillä. 
 
Toimittajien pankkitilejä pääsee Crocs Nordic Oy:n maksuliikenne-ohjelmassa 
muokkaamaan maksun siirron tai syötön aikana, maksun tallentamisen jälkeen sekä vielä 
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myös maksusuorituksen jälkeen. Muutosten tekeminen pankkitiliin, maksun syöttö sekä 
syötettyjen maksujen muodostaman maksutiedoston hyväksyminen on vaarallinen 
työyhdistelmä. Näihin töihin on oikeudet finance assistantilla, assistant controllerilla sekä 
controllerilla. Pääsiassa finance assistant kuitenkin hoitaa nämä kaikki toimet omassa 
työssään. Työntekijä voi tällaisessa tilanteessa syöttää valheellisia maksuja maksuliikenteeseen 
itse syöttämälleen ja valitsemalleen tilille sekä tämän jälkeen lähettää maksutiedoston 
pankkiin. Kun kukaan ei kontrolloi erikseen maksutiedoston hyväksymistä tulee erityinen 
vaara sille, että työntekijä kavaltaa rahoja varsinkin kun tiliotteita ei välttämättä joka päivä 
yrityksessä tarkkailla. Pankkitilien hallinnointi maksun hyväksymisen jälkeen mahdollistaa 
lisäksi väärien maksujen peittelyn. Toimintojen eriyttäminen sekä oikeuksien rajoittaminen 
poistaisivat vaaran väärinkäytökselle näissä töissä. Lisäksi olisi hyvä järjestää maksutiedoston 
hyväksyntään uusi työtehtävä esimerkiksi siten, että talousjohtaja hyväksyisi maksutiedostot 
aina ennen niiden pankkiin lähettämistä. Tällä uudella kontrollilla voitaisiin myös 
mahdollistaa se, että pankkitilien hallinta sekä maksujen syöttö voitaisiin sisällyttää yhden 
henkilön tehtäviin ilman, että se olisi vaarallinen työyhdistelmä. 
 
Laskun kirjaamisen oikeus sekä maksun maksaminen ovat, saman työntekijän tehdessä 
molemmat työt, luokittelultaan vaarallinen työyhdistelmä. Työntekijällä on mahdollisuus 
tällöin muunnella maksetun rahasumman sekä kirjatun summan suuruutta. Lisäksi 
työntekijällä on mahdollisuus kirjata maksuja väärille kulutileille. Finance assistantilla, assitant 
controllerilla sekä controllerilla on Crocs Nordic Oy:ssä mahdollisuus paitsi maksaa maksuja 
myös kirjata niitä kirjanpitoon. Maksun maksajan sekä kirjaajan ollessa sama työntekijä on 
mahdollisuus, että vääriä maksuja kirjataan kirjanpitoon. Kukaan ei tällaisessa tilanteessa 
valvo mitä ja minne kirjataan, vaikka kulut olisivatkin aiheellisia. Työtehtävien jakaminen 
kahdelle eri henkilölle poistaisi mahdollisuuden väärinkäytökseen ja peittelyyn. Eriyttäminen 
toki hankaloittaisi ja hidastaisi näiden toimien suorittamista. Hidastuminen on kuitenkin 
pieni ongelma, kun samalla voidaan poistaa mahdollisuus virheiden tapahtumiseen. 
 
Pääkirjamuistioiden, kirjanpidon kirjausten, jaksotusten yms. tekeminen sekä omien 
kirjaustensa hyväksyminen muodostaa vaarallisen työyhdistelmän. Oikeuden tällaiseen 
toimintaan omaava työntekijä pystyy ilman valvontaa tai kontrollia tekemään ja kirjaamaan 
yhtiön kirjanpitoon mitä tahansa kuluja, mille tahansa tilille. Kukaan ei tarkasta kirjausta ja 
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siksi työntekijällä on mahdollista peitellä muiden tahallisten tai tahottomien virheidensä jälkiä 
sekä sekoittaa yhtiön kirjanpito kirjaamalla kuluja väärille tileille. Crocs Nordic Oy:ssä tähän 
toimintaan on oikeus controllerilla. Controller toimii esimiesasemansa puolesta alaistensa 
kirjausten hyväksyjänä Enterprize Onessa, mutta lisäksi controllerilla on oikeus hyväksyä 
omat kirjauksensa. Työntekijällä on muutenkin laajat oikeudet hallita eri talousosaston 
käyttämiä ohjelmia, joten omien kirjausten hyväksymisen mahdollisuus antaa peittelyyn hyvät 
mahdollisuudet. Controller toimii esimiesasemassa, joten tämän vaarallisen työyhdistelmän 
häivyttämiseksi olisi kehitettävä uusi kontrollitoimi. Tämä voisi olla esimerkiksi sellainen, että 
talousjohtajan on omilla tunnuksillaan käytävä hyväksymässä controllerin kirjaukset. 
Controllerin oikeuksia olisi myös samalla rajoitettava, siten ettei hän enää kykenisi 
hyväksymään omia kirjauksiaan. 
 
Myyntilukujen muokkaamisen mahdollisuus sekä myyntien kirjaaminen kirjanpitoon ovat 
vaarallinen yhdistelmä. Kun samalla työntekijä pystyy vielä muokkaamaan varaston saldoja 
eli kenkien määrää pystyyhän lisäksi peittelemään muutoksiaan helpommin. Myyntiluvut ja 
varastosaldot ovat Crocs Nordic Oy:ssä Epicorissa ja ne täytyy kirjata sieltä kirjanpidon 
tileille Enterprize One-ohjelmaan. Myyntilukuja sekä varastonarvoja muokkaamalla sekä 
kirjaamalla muuttamansa luvut kirjanpitoon työntekijällä on mahdollisuus vääristellä saatuja 
tuottoja sekä vähentää tai lisätä varastonarvoa. Retail financial analystillä on oikeudet tehdä 
edellä mainittuja toimia työssään. Ohjelmiin jää merkintä kaikista muutoksista sekä 
kirjauksista joita työntekijä tekee. Silti tehtyjen muutosten ja mahdollisten vääristelyjen 
havaitseminen on hankalaa, ellei seurantaa tehdä säännöllisesti. Säännöllisen ja aukottoman 
seurannan järjestäminen taas vaatisi useamman henkilön työskentelyä myyntien sekä niiden 
kirjausten parissa. Tämä vaarallinen työyhdistelmä olisi helppo poistaa siirtämällä työtehtäviä 
eri työntekijöille. Toinen vaihtoehto olisi, että kaikki muutokset myyntilukuihin sekä 
varastoon tulisi hyväksyttää esimiehellä tai jollain ylemmällä toimihenkilöllä. Kokonaisuutta 
ajatellen nämä työtehtävät ovat liitännäisiä toisiinsa, joten tuolla yhden hyväksyntä kontrollin 
lisäämisellä saataisiin kaikista helpoiten poistettua tai ainakin huomattavasti vähennettyä 
mahdollista vaaraa väärinkäytökseen. 
 
Laskutus ja hyvityslaskujen teko asiakkaalle muodostavat saman henkilön tehdessä molempia 
vaarallisen työyhdistelmän. Laskutus vaatii ohjeistuksen mukaan Crocs Nordic Oy:ssä lisäksi 
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luottorajojen hakemisen Euler Hermesin kautta. Työntekijä voi kuitenkin laskuttaa myös 
ilman luottorajapäätöstä tai vain keksiä luottorajat asiakkaalle niin halutessaan. Yhdistelmään 
kun lisätään myyntisaamisten kirjaaminen kirjanpitoon, muodostuu vaarallinen yhdistelmä. 
Tällöin vaikka työntekijä ei laskujen sisältöön pääsisikään käsiksi voi hän laskuttaa 
luottokelvotonta asiakasta, tehdä olemattomia hyvityksiä asiakkaille sekä kirjata sitten laskuja 
pois reskontrasta ilman varsinaista maksusuoritusta. Finance assistantilla, joka vastaa 
myyntireskontranhoitamisesta. Crocs Nordic Oy:ssä tähän työhön kuuluu kaikkien näiden 
vaiheiden teko. Controller hyväksyy kyllä työntekijän tekemät kirjaukset sekä 
laskutustiedostot, mutta väärien kirjausten havaitseminen on todella hankalaa. Laskut tulevat 
pääsääntöisesti finance assistantille laskutettavaksi myyntiosaston puolelta, mutta hän voi 
tehdä esimerkiksi lisälaskuja ilman kenenkään muun hyväksyntää. Hyvityslaskuja työntekijä 
voi tehdä myös ilman hyväksyntää keneltäkään muulta. Tämän vaarallisen työyhdistelmän 
voisi häivyttää eriyttämällä työtehtävät eri henkilöille. Laskutus ja hyvityslaskujen teko olisi 
ainakin hyvä olla kahdella eri työntekijällä. Hyvityslaskujen tekijä voisi kyllä myös hoitaa 
myyntisaamisten kirjaamisen, mutta laskutuksesta vastaavan ei tulisi missään nimessä kirjata 
saapuneita suorituksia kirjanpitoon. 
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6  JOHTOPÄÄTÖKSET 
Tämän työn keskeisenä tavoitteena oli kartoittaa Crocs Nordic Oy:n talousosastolla olevat 
vaaralliset työyhdistelmät hyödyntäen sisäisen valvonnan sekä corporate governancen 
teorioita. Työssä kuvataan lisäksi talousosaston keskeiset työtehtävät. Laadittujen 
tehtäväkuvausten perusteella laadittiin luettelot keskeisistä työtehtävistä. 
Työtehtäväkuvausten perusteella paikallistettiin vaaralliset työyhdistelmät. Työyhdistelmien 
löydyttyä selvitettiin, miksi yhdistelmä on vaarallinen sekä annettiin muutosehdotuksia näihin 
vaarallisiin työyhdistelmiin liittyvien väärinkäytösten riskien pienentämiseksi. Lopuksi 
laadittiin johtopäätökset tuotetusta tiedosta. Heti ensimmäisenä haasteena selvisi, ettei 
toimeksiantajan organisaatiossa oltu kuvattu prosesseja tai sisäisen valvonnan kontrolleja 
mitenkään. Organisaatioissa tulisi olla tällaiset kuvaukset, jotta toimintoja sekä niiden 
etenemistä voitaisiin seurata yrityksen johdon puolesta. Talousosaston sisällä ei myöskään 
ollut laadittu työtehtäväkuvauksia. Niitä on johdon toimesta vaadittu kirjoitettavaksi vuoden 
2013 loppuun mennessä. Työtä varten jouduttiin pyytämään työntekijöitä siis aikaistamaan 
omaa aikatauluaan tuon kuvauksen suhteen. 
 
Työn kuvauksista kävi esille, että Crocs Nordic Oy:n talousosastolla on useita vaarallisia 
työyhdistelmiä. Vaarallisten työyhdistelmien yhdeksi suureksi aiheuttajaksi ja haasteeksi 
löydettiin vähäinen henkilökuntamäärä. Merkittävin vaarallinen työyhdistelmä löytyi 
työntekijöiden oikeuksista perustaa toimittajia ja maksaa heidän laskujaan. Työntekijä voi siis 
halutessaan luoda valheellisia toimittajia ja maksaa luomiaan vääriä laskuja yhtiölle. Näin 
työntekijän on helppo kavaltaa rahaa yritykseltä kenenkään sitä huomaamatta. Lisäksi 
löydettiin vaarallisia työyhdistelmiä pankkitilien hallinnasta, kirjausten tekemisestä sekä 
hintojen ja varastoarvojen muutoksien tekemisestä. Kaikille työyhdistelmille oli tyypillistä 
riskin aiheutuminen siksi, että työtehtäviä ei oltu hajautettu riittävän monelle työntekijälle 
talousosaston sisällä. Vaarallisia työyhdistelmiä pystyttäisiin karsimaan prosessien sekä 
kontrollien tarkalla kuvaamisella, jolloin työtehtävien hajautusta pystyttäisiin parantamaan 
nykyisestä sekä muovaamaan työkokonaisuuksista riskittömämpiä.   
 
Suurimpia vaikeuksia koimme työn aikana empirian suunnittelussa ja hahmottelussa. Emme 
olleet varmoja siitä mikä olisi hyvä tapa löytää vaarallisia työyhdistelmiä, siten että 
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huomaisimme niiden taustalla olevia syitä. Päädyimme kuitenkin aloittamaan opinnäytetyön 
työtehtävien kartoituksesta. Tällä tavoin saimme työn alkuun kuvan siitä, millaista työtä 
jokainen työntekijä tekee. Tarkan kuvaamisen jälkeen työtehtävistä pystyttiin yksinkertaisesti 
paikantamaan vaaralliset työyhdistelmät. Vaarallisia työyhdistelmiä olisi voitu listata 
enemmänkin, mutta niiden kantama riski oli vähäinen verrattuna listattuihin yhdistelmiin. 
Vaarallisten työyhdistelmien löytämisessä haasteen loi yksiselitteisen ohjeistuksen tai 
säännösten puuttuminen koskien vaarallisia työyhdistelmiä. Eri organisaatioiden ja 
kirjoittajien luomat suositukset ovat ainoa kirjallinen tieto siitä, miten työtehtävät tulisi 
eriyttää organisaation sisällä, jotta vaarallisilta työyhdistelmiltä sekä niiden riskeiltä 
vältyttäisiin. 
 
Havaittujen vaarallisten työyhdistelmien pohjalta yrityksessä voidaan tehdä tarvittavia 
muutoksia työtehtävien suunnittelussa ja eriyttämisessä. Työn tuloksien mahdollisesti 
aikaansaamat muutokset alkavat kuitenkin näkymään vasta tulevaisuudessa, kun yrityksen 
johto ensin pääsee päättämään ja tutkimaan, onko heidän mielestään toimintaan tarvetta 
tehdä muutoksia. Opinnäytetyötä olisi hyvä tulevaisuudessa jatkaa siten, että jokaiselle 
vaaralliselle työyhdistelmälle etsittäisiin toimiva ratkaisu ja korjaava toimenpide. Tämä on 
kuitenkin tapahduttava yrityksen sisällä. Vaarallisten työyhdistelmien pois kitkemiseksi on 
jokaisen organisaatioon kuuluvan tehtävä päätöksiä ja toimia muutoksen eteen, tosin 
johtajien sekä esimiesten on ensin määriteltävä haluttujen muutosten laatu. Kaikki vaarallisia 
työyhdistelmiä ei parhaasta yrityksestä huolimatta saada koskaan poistettua. 
 
Opinnäytetyöprosessin aikana huomasimme kuinka paljon tietomme ja taitomme ovat 
kehittyneet opiskeluvuosien aikana. Vaikka aihealue olikin täysin tuntematon, auttoivat 
opiskeluaikana opitut asiat hahmottamaan uusia kokonaisuuksia, esimerkiksi coroporate 
governancen merkityksestä yrityksen toimintaan. Onnistuimme mielestämme tuottamaan 
sekä käsittelemään suuria aihealueita yhtenä ja ehyenä kokonaisuutena. Suurin yksittäinen 
uusi opittu asia opinnäytetyöprosessin aikana, oli varmasti ajanhallinnan käyttäminen 
työelämän keskellä. Havaitsimme, että opintojen ja työelämän yhteensovittaminen on 
vaativaa ja todella raskasta. Tästä haasteesta johtuen, jonka työelämä työllemme asetti, koko 
prosessista tuli varsin rikkonainen mutta lopun viimein varsin onnistunut kokonaisuus.  
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