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Táto práca identifikuje základné druhy prenosu v IP sieťach a opisuje 
ich hlavné črty. Zaoberá sa základnými sieťovými službami HTTP, VoIP a 
peer-to-peer sústreďujúc sa prevažne na ich základné pravdepodobnostné 
modely sieťovej premávky. 
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This work identifies several basic types of traffic in IP networks and 
describes basic characteristics of each type of network services focusing 




model, traffic, protocol, network, user, ON phase, OFF phase, main 
object, inline object, downstream, upstream, web browser, idle, process, 

















BEDNÁR, P. Pravděpodobnostní model síťového provozu. Brno: Vysoké 
učení technické v Brně, Fakulta elektrotechniky a komunikačních technologií, 


































Prehlásenie o pôvodnosti práce 
 
Prehlasujem, že svoju bakalársku prácu na tému Pravdepodobnostný 
model sieťovej premávky som vypracoval samostatne pod vedením vedúceho 
bakalárskej práce s použitím odbornej literatúry a ďalších informačných 
zdrojov, ktoré sú uvedené v zozname literatúry na konci práce.  
 
Ako autor uvedenej bakalárskej práce ďalej prehlasujem, že v súvislosti s 
vytvorením tejto diplomovej práce som neporušil autorské práva tretích osôb 
a nezasiahol som nedovoleným spôsobom do cudzích autorských práv 
osobnostných a som si plno vedomý následkov porušenia ustanovení §11 a 
nasledujúceho autorského zákona č. 121/2000 Sb., vrátane možných 
trestnoprávnych dôsledkov vyplývajúcich z ustanovenia č.152 trestného 
zákona č. 140/1961 Sb. 
 
V Brne dňa  . . . . . . . . . . . . . . .           . . . . . . . . . . . . . . . . . . . . .  



















Ďakujem vedúcemu bakalárskej práce Doc. Ing. Karolovi Molnárovi, Ph.D., za  
užitočnú metodickú pomoc a cenné rady pri spracovaní práce. 
 
V Brne dňa  . . . . . . . . . . . . . . .           . . . . . . . . . . . . . . . . . . . . .  




1 Úvod          6 
 1.1 Model sieťovej premávky   .   .   .   .   .   .   .   .   .   .   .   .   .   .   .   7 
 1.2 Postup návrhu sieťového prenosu .   .   .   .   .   .   .   .   .   .   .   .  7 
2 Základné druhy prenosov v sieti     9 
2.1 Základný model hlasových sietí .   .   .   .   .   .   .   .   .   .   .   .   . 9 
2.2 Základný model dátových sietí   .   .   .   .   .   .   .   .   .   .   .   .   .10 
 
3 Základné modely sieťového prenosu najčastejšie  
   používaných aplikácií.   .   .   .   .   .   .   .   .   .   .   .   . .   .   .   .   .   .11 
3.1 Hlavné črty.   .   .   .   .   .   .   .   .   .   .   .   . .   .   .   .   .   .   .   .   .11 
3.2 Návrh predikcie pomeru využívania jednotlivých služieb užívateľmi      
      pri prechode na rýchlejšie pripojenie DSL.   .   .   .   .   .   .   .   .   11 
3.3 Základné modely sieťového prenosu .   .   .   .   .   .   .   .   .   .   .  14 
 
4 Model webového prenosu HTTP              15
 4.1 Súhrn Existujúcich webových  modelov.   .   .   .   .   .   .   .   .   .  15 
4.2 Model správania.   .   .   .   .   .   .   .   .   .   .   .   . .   .   .   .   .   .   . 17 
4.3 Navrhovaný model.   .   .   .   .   .   .   .   .   .   .   .   . .   .   .   .   .   . 19 
4.4 Superpozícia dátových tokov viacerých užívateľov.   .   .   .   .   . 21 
4.5 Model prenosu samotného užívateľa.   .   .   .   .   .   .   .   .   .   . 21 
4.6 Model HTTP.   .   .   .   .   .   .   .   .   .   .   .   .   .   .   .   .   .   .   .   . 22 
 
5 Model prenosu hlasu a videa VoIP     26 
 5.1 Základný model komunikácie dvoch užívateľov.   .   .   .   .   .   . 26 
 5.2 VoIP protokol – architektúra.   .   .   .   .   .   .   .   .   .   .   .   .   .   . 27 
 5.3 Sieťová premávka .   .   .   .   .   .   .   .   .   .   .   .   . .   .   .   .   .   . 28 
 5.4 Model sieťovej premávky VoIP.   .   .   .   .   .   .   .   .   .   .   .   .   . 28 
 













Tradícia v tvorbe telekomunikačných  sietí mala v minulosti malé alebo 
žiadne základy opierajúce sa o analýzy alebo architektonický vývoj modelov. 
Sieťový dizajnéri sa často spoliehali na technológie, ktoré im boli známe 
z nedávnej minulosti alebo nové, ktoré im odporúčali výrobcovia zariadení, 
prípadne ich konzultanti. Tento  prístup sa s rozvíjajúcimi s požiadavkami na 
telekomunikačné siete začal javiť  ako nevhodný a spôsoboval značné 
problémy. Pri návrhu bolo treba postupovať podľa požiadaviek užívateľov 
a rozvíjajúcich sa trendov v oblasti telekomunikácií. 
 
 
1.1 Model sieťovej premávky 
 
Vybranie vhodného zdrojového modelu sieťového prenosu zvyčajne 
odráža správanie sa užívateľov v telekomunikačnom systéme. Je to veľmi 
dôležitý krok pre vytvorenie správne pracujúcich  telekomunikačných sietí, 
najmä sietí nových generácií, ktoré musia svojim užívateľom flexibilne 
poskytovať mnohé druhy špecifických služieb, napríklad VoIP, ktoré vyžaduje 
detailný popis modelu sieťovej premávky. Na rozdiel od existujúceho GSM 
systému, ktorý primárne obsluhuje len hlasových užívateľov a zriedka len 
sekundárne poskytuje dátové služby, napríklad prostredníctvom GPRS, 
existujú aj dátové siete, ktoré musia rovnako spoľahlivo prenášať rôzne druhy 
prenosu súčasne, pričom každý prenášaný paket môže mať inú prioritu.  Bez 
správneho zhromaždenia požiadaviek a analýz si preto nemôžeme byť istý, či 
nami vytvorený model siete bude správne uspokojovať požiadavky svojich 
koncových užívateľov. Z tohto dôvodu sú analýza siete, jej architektúra a tvar 
fundamentálne zložky pre rozvoj telekomunikačných sietí. 
 
 
1.2 Postup návrhu sieťového prenosu 
 
Sieťovú analýza, architektúru a tvar môžeme porovnávať taktiež k iným 
inžinierskym postupom a pristupovať k ich riešeniu nasledujúcimi, podobnými 
krokmi : 
o Definovanie riešeného problému 
o Zoskupenie požiadaviek užívateľov 
o Monitoring súčasnej siete, jej modelu a prostredia 
o Analýza dát 
o Návrh niekoľkých možností pre riešenie návrhu 
o Zhodnotenie a optimalizácia návrhov riešení 
o Výber jedného, alebo niekoľkých z návrhov 




Základ tvorby návrhu každého sieťového modelu by mal byť odhad 
všetkých očakávaní užívateľa a patričné prihliadanie k nim. Táto myšlienka 
nemá nabádať k tomu, aby sa užívateľom dávali falošné očakávania ani aby 
sme užívateľom sľubovali nereálne skutočnosti, pretože by to mohlo viesť 
k problémom neskôr pri realizácii projektov. Cieľom  pri návrhu je poskytnúť 
presný a reálny pohľad na technické problémy a ukázať cestu, ktorou sa tieto 




























2 Základné druhy prenosov v sieti 
 
Základné druhy prenosu poznáme už z čias telegrafu a telefónu. 
V najzákladnejšom ponímaní ich môžeme rozdeliť na hlasový a dátový 
prenos informácií. Z pohľadu typov sieťových spojení, akými sú 
komunikačnými kanálmi tieto dáta prenášané na dva základné druhy a to 
sieťami s komutáciou okruhov (so spájaním okruhov) a komutáciou paketov 
(paketový prenos). 
 
V sieťach s komutáciou okruhov ide zväčša o synchrónny prenos 
s vytvorením spojenia po celú dobu prenosu. Príkladom je synchrónny 
prenosový mód STM (synchrous transfer mode) pre prenos dát. Výhodou 
týchto sietí sú spojené s nízkym oneskorením informácií sietí vhodné 
väčšinou pre „real-time“ prenosy PSTN sietí (prenos hlasu, telefón fax). Pre 
dátové prenosy sú však nedostačujúce najmä obmedzenými prenosovými 
rýchlosťami. Z týchto dôvodov boli pre dátový prenos vyvinuté siete 
s komutáciou paketov úzko spojené s využitím protokolu IP. Je pre ne 
charakteristický asynchrónny druh prenosu (ATM, asynchrous transfer mode) 
pre prenos krátkych správ ale aj väčších dátových objemov. Nevýhodou 
týchto sietí bolo väčšie zdržanie paketov v sieti, menej vhodné pre „real-time“ 
prenosy. Túto nevýhodu sa však postupom času s príchodom novších 
protokolov (RTP,RTCP) a kvality služieb QoS podarilo do určitej miery 
eliminovať a prispôsobiť tak tieto siete na prenos hlasu a videa 
prostredníctvom VoIP (Voice over Internet Protocol) a ďalších protokolov. 
 
 2.1 Základný model hlasových sietí 
  
Podobne ako v dnešných sofistikovaných modeloch opísaných neskôr 
môžeme charakterizovať hlasových užívateľov do vrstvenej štruktúry. 
V najširšom ponímaní je prenos charakteristický aktivitou užívateľa 
zahŕňajúcu čas zostavenia spojenia až po jeho ukončenie. Parametre pre 
tento typ prenosu môžeme získať z empirických meraní. Pozostávajú 
väčšinou z časov medzi zostavením spojení a celkových časov spojení. 
V konvenčných systémoch a klasických telefónnych sieťach  bolo 
akceptované exponenciálne rozloženie pre oba parametre vedúce 
k Poissonovmu opisu pre hlasových užívateľov. 
 
Pri porovnaní prenosov hlasových a dátových užívateľov zisťujeme, že 
prenosy hlasových užívateľov sú veľmi jednotvárne. Prenos generovaný 
dátovými užívateľmi veľmi závisí od druhu aplikácie. Rozdiely medzi časmi 
prichádzajúcich paketov ako aj ich celková dĺžka môžu byť veľké. Z tohto 




2.2 Základný model dátových sietí 
  
Model dátového prenosu v dátovej sieti odvodzuje kánonický charakter 
procesov prichádzajúcich paketov podľa jedného užívateľa [Mei91]. Tento 
model zachytáva koreláciu v medzi-prichádzajúcich časoch distribúcie 
paketových tokov. Táto štúdia ďalej ukazuje, že aplikácie vyžadujú interakcie 
(čaká sa na reakciu od užívateľa) s rôznou závislosťou charakterizujúcou 
najlepšie Paretovou distribúciou [Paret]. Tá však je pre súhrn štandardných 
štatistík (priemer vzoriek, štandardná odchýlka) vo väčšine prípadov 
nevyužiteľná.  
 
Pre internetový prenos boli v minulosti odvodené rôzne modely analýz 
protokolov telnet, NNTP, SMTP a FTP založené na predchádzajúcich 
pozorovaniach [Pax94]. Bolo zistené, že štatistické modelovanie 
širokospektrálneho prenosu je veľmi náročné. Môžeme však postupovať 
pomerne presne pomocou vytvorenia jednoduchých analytických metód, 
ktoré sa presnosťou blížia k dobrým odhadom. Príklad k tomuto poznatku je 
uvedený v [Pax95]. Tu je ukázané,  že prichádzajúce TCP spojenie iniciované  
užívateľom (napríklad vzdialený prístup, prenos súborov) môžeme modelovať 
ako poissonove, avšak prichádzajúce pakety každého spojenia sú podstatne 
viac časté. Vedie to k nesprávnemu odhadu výkonnostných meraní, akými sú 
napríklad priemerné oneskorenia paketov alebo maximálna veľkosť radu. 
 
V nedávnych štúdiách bol tiež zistený podobný vzťah pre LAN a WAN 
siete. Pri distribúcii veľkých dátových súborov, operáciách spoľahlivým 
prenosom a súčasne prebiehajúcim mechanizmom kontroly toku dát TCP 
spôsobovalo  veľké rozsahy oneskorení. Pre porovnanie nekontrolované 
dátové toky a nespoľahlivé UDP prenosy ukazovali veľmi nízke úrovne 
oneskorenia. Tiež bolo dokázané, že výkonnosť v zmysle oneskorenia 
dátových front bola ovplyvňovaná samo-podobnosťou pričom výkonnostné 
merania ako strata paketu a spätný prenosový pomer zostal väčšinou 
neovplyvnený. Dokazoval pritom, že je využitý spoľahlivý transportný protokol 
s kontrolou dátového toku. 
 
Odhliadajúc od konkrétnej aplikácie je správanie užívateľa do istej 
miery ovplyvnené aj inými externými vplyvmi. Môže sem patriť napríklad 
tarifikácia siete. Ak je služba z pohľadu užívateľa drahá, menej zákazníkov ju 
bude pochopiteľne využívať, alebo skrátia čas počas ktorého služby využívali. 
Táto doba môže súvisieť aj zo zaťažením prostriedkov siete, keď v rovnakom 








3 Základné modely sieťového prenosu najčastejšie 
používaných aplikácií 
 
3.1 Hlavné črty 
 
 V predchádzajúcej časti sme sa pokúsili charakterizovať TCP ako 
jeden spoločný prúd dát slúžiaci pre viaceré aplikácie súčasne. Avšak, keď sa 
pozrieme na rozličné aplikácie ako sú napríklad WWW, e-mail, FTP zistíme, 
že tieto aplikácie generujú dátové toky, ktoré sú si v svojich charakteristických 
črtách navzájom odlišné. Vicari [Vic99] pozoroval správanie užívateľov, ktorí 
sa pripájali do siete pomocou vytáčaného pripojenia s rôznou prenosovou 
rýchlosťou pripojenia ich liniek. Výsledky jeho pozorovaní môžeme vidieť 
v grafe 1, grafe 2 a grafe 3. 
 
 
V poradí zľava, graf 1, graf 2 a graf 3 vyjadrenie pomeru využívania 
jednotlivých služieb užívateľmi s rôznymi prenosovými rýchlosťami.  
 
 Z grafu vyplýva, s rastúcou rýchlosťou pripojenia  rastie zložka 
pomerového zastúpenia prenosu HTTP a klesá zložka zastúpenia mailových 
služieb. Rastie aj zložka UDP Games, čo sa dá vysvetliť vyššou prenosovou 
rýchlosťou pripojenia, nakoľko pomalšie pripojenia požiadavkám rýchleho 
prenosu UDP dát  potrebného pre hranie online hier nevyhovuje. Na základe 
poznatkov z takéhoto druhu výskumu sa teraz môžeme pokúsiť odhadnúť 
správanie užívateľov pri prechode z vytáčaného pripojenie na pripojenie 
xDSL, zastúpené v našej lokalizácii technológiou ADSL. 
 
3.2 Návrh predikcie pomeru využívania jednotlivých služieb 
užívateľmi pri prechode na rýchlejšie pripojenie DSL 
 
 Pre predpoveď budúceho zloženia sieťového prenosu užívateľmi 
musíme zvážiť niekoľko aspektov. 
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1. ADSL užívatelia budú mať k dispozícii väčšiu prenosovú rýchlosť, 
čo bude mať za následok väčšie nároky na hardwarové zložky 
siete. Uvažujeme s rýchlosťou, ktorá sa v dnešnej dobe pohybuje 
typicky na úrovni 2Mbps downstream a 512Kbps upstream 
(december 2008). 
2. Od doby vytáčaných pripojení sa zmenil aj obsah WWW stránok. 
K jednoduchým formám obrázkov a textu pribudol ďalší 
multimediálny na dátový objem náročnejší obsah, reprezentovaný 
najmä pohyblivými grafickými prvkami flash, náročnejším grafickým 
spracovaním, zvukom a prehrávaním video súborov 
v prehrávačoch implementovaných priamo v okne web browsera.  
3. Rozšírenie internetovej telefónie VoIP (Voice over Internet 
Protocol), ktorá vyžaduje stabilnú rýchlosť, stabilitu a nízke 
zdržanie dátových jednotiek v sieti. 
4. Užívatelia, ktorí nebudú dátovo obmedzovaný budú schopní 
zaťažovať sieťové prostriedky využitím dátových výmenných sietí 
typu peer-to-peer. Predpoklad správania sa užívateľa s dátovým 
obmedzením je využívanie služieb HTTP, prípadne ich 
multimediálneho obsahu a e-mailovej komunikácie. 
5. Užívateľské aplikácie budú väčšinou rovnaké pre užívateľa 
pracujúceho napríklad na stolnom počítači ako aj na prenosnom 
notebooku. 
6. Účtovanie poplatkov v ADSL nebude závislé na dĺžke trvanie 
spojenia ale typicky na množstve prenesených údajov. (neplatí pre 
užívateľov s dátovo neobmedzeným pripojením) 
 
Pri návrhu modelu sieťového prenosu v ADSL musíme prihliadať na 
všetky tieto body. Odhadujeme fakt, že situácia  pomerového zastúpenia 
jednotlivých služieb v modele sieťového prenosu ADSL bude značne odlišná 
od technológie vytáčaného pripojenia. Nakoľko nedisponujeme aktuálnejšími 
údajmi získané oficiálnym výskumom, využívame informácie získané 
pozorovaním užívateľov domácnosti s aktívnym ADSL pripojením. Využívame 
pri tom údaje z time logov od poskytovateľa služieb a programovým meraním 
(Observer, Ethereal).  Pre názornosť je uvedený graf 4 dátovo obmedzeného 
užívateľa a graf 5 dátovo neobmedzeného užívateľa a jeho predpokladaného 
zloženia sieťového prenosu v ADSL. Taktiež je predpoklad využitia aj VoIP 
služieb kvôli väčšej šírke pásma. 
 
Z grafu 3.2.1 je zrejmé, že väčšinu zo všetkých prenosov, až 80% by 
mali tvoriť tri podstatné zložky, ktorými sú prehliadanie WWW stránok 
s multimediálnym obsahom, využívanie výmenných sietí a internetová 
telefónia. Pozorovanie vychádza z faktu, že užívateľovi je za určité obdobie 
pridelený istý voľný objem dát, po ktorom prečerpaní sú dáta spoplatňované 
vysokými tarifami. Časť označená oranžovou farbou zahŕňa rôzne iné služby 





Graf 3.2.1 Odhad zloženia pomerového zastúpenia typu dátových 
prenosov  v modele sieťového prenosu dátovo obmedzeného užívateľa. 
 
  
    
 
Graf 3.2.2 Odhad zloženia pomerového zastúpenia typu dátových 
prenosov  v modele sieťového prenosu dátovo neobmedzeného užívateľa. 
 
Z grafu 3.2.2 je zrejmé, že väčšinu zo všetkých prenosov, až 80% by 
mali tvoriť dve podstatné zložky, ktorými sú využívanie výmenných sietí 
a internetová telefónia. Pozorovanie vychádza z faktu, že užívateľ nie je 
časovo ani dátovo obmedzovaný a za rovnaké obdobie prenesie väčší objem 
dát ako užívateľ so spomínaným obmedzením. Časť označená oranžovou 
farbou opäť zahŕňa rôzne iné služby napríklad prenosy on-line hier, telnet, 
atď. V tomto prípade klesá zložka percentuálneho zastúpenia http prenosov 
s multimediálnym obsahom. 
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3.3 Základné modely sieťového prenosu 
  
 Druhy základných modelov prenosu pozostávajú z dvoch častí: 
z prichádzajúcich  procesov pre užívateľské aktivity a z procesov opisujúcich 
fázy ich činnosti (aktivity). Modely pre jednotlivé fázy činností týchto služieb 
budú opísané jednotlivo. Prichádzajúci proces určuje prípad, keď užívateľ 
začína svoju aktivitu. Tieto prípady sú označované ako prichádzajúce časy. 
Okamih v ktorom užívateľ začína v prípade HTTP samotné prezeranie webu 
je označovaný ako prichádzajúci čas HTTP aplikácie. Prichádzajúci čas môže 
byť opísaný buď ako medzi-prichádzajúci čas, t.j. ako čas medzi dvoma 
nasledujúcimi príchodmi alebo ako distribúcia fázy OFF, t.j. čas medzi 
koncom aktivity užívateľa a začiatkom jeho ďalšej aktívnej fázy. Prístup 
používanie medzi-prichádzajúcich časov je vhodný ak pripúšťame naraz 
väčšie množstvo užívateľov a dĺžky aktívnych fáz vytvárajú len zlomok dĺžky 
OFF fáz. Najčastejšie vyžívaný prichádzajúci proces tohto typu je Poissonov 
proces s negatívne exponenciálne distribuovanými časovými intervalmi. Takto 
podobne môžeme postupovať pri sledovaní väčšiny služieb snáď s výnimkou 
VoIP (resp. XoIP), kde je komunikácia zložitejšia. Reálne sa tak snažíme 
zložením parciálnych modelov komunikácií simulovať model celkového 
pravdepodobnostného modelu sieťovej premávky, ktorý odzrkadľuje 
















4 Model webového prenosu HTTP 
 
 Webový prenos je v dnešnej dobe najdôležitejšia forma aplikácie 
využívaná Internetovou komunitou. Termín webový prenos zahŕňa všetky 
HTTP prenosy generované počas komunikácie typickým webovým 
prehliadačom, akým sú napríklad Mozzila Firefox, alebo Internet Explorer. Nie 
všetky prenosy prebiehajú však rovnako. Sú tu diferencie či už v rozdielnych 
verziách HTTP alebo medzi prehliadačmi. Tieto odlišné verzie ovplyvňujú 
veľakrát spôsob akým sú webové stránky sťahované. 
 
 Aby sme dokázali pochopiť odlišné metódy prenášania stránok, treba 
si pripomenúť ich základnú štruktúru. Webová stránka sa skladá z ASCII 
textu, kódu HTML. Časti stránok odkazujú na hlavné objekty. V kóde HTML 
sa  obrázky, video alebo objekty ako Java alebo Flash vkladajú ako odkaz na 
oddelené súbory zvlášť uložené na servery. Odteraz ich budeme označovať 
ako inline objekty. Sťahujúca procedúra www stránky začína, keď užívateľ 
klikne na odkaz referujúci na túto stránku. Následne je zaslaný príkaz 
Getrequest do URL ( Universal Resource Locator). K prenosu týchto 
požiadaviek sa nadviaže TCP spojenie medzi užívateľom a web serverom. Po 
prijatí požiadavky pošle web server súbory prehliadaču. Ten spraví rozbor 
HTML kódu a použitie inline objektov, ktoré ešte neboli doteraz prenesené. 
 
V tomto bode sa začínajú jednotlivé verzie od seba navzájom líšiť. 
Prvou a najmenej efektívnou metódou je zostavenie samostatného TCP 
spojenia pre každý inline objekt. Neskoršie verzie zlepšujú účinnosť tejto 
metódy sťahovaním niekoľkých inline objektov v jednom TCP spojení 
a zoskupením niekoľkých TCP spojení naraz paralelne. Niekedy sa využíva aj 
možnosť podržania aktívneho TCP spojenia aj po prenesení celého obsahu  
stránky. Toto riešenie je výhodné, ak aj ďalšia požadovaná stránka bude 
uložená na tom istom serveri. V tom prípade nebude treba otvárať nové TCP 
spojenie a využije sa existujúce. V dôsledku pomalého štartovacieho 
mechanizmu TCP dosiahne týmto spôsobom značne vyšší výkon.  
 
K správnej funkcii HTTP potrebujeme však zložitejší model 
prihliadajúci aj na iné skutočnosti, ako tie,  ktoré sme uvažovali doteraz. 
K presnejšej simulácii potrebujeme vedieť niekoľko ďalších informácií, 
napríklad: celkovú štruktúru stránky, či je umiestnená na rovnakom serveri 
ako predchádzajúca požadovaná, fakt, že stránky sú rôznorodé a môžu 
navzájom obsahom a štruktúrou líšiť. 
 
4.1 Súhrn Existujúcich webových  modelov 
 
 Pri vytváraní správneho modelu HTTP by sme mali vychádzať 
s adekvátnych meraní a rozboru skutočnej premávky a patrične prihliadať 
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k jej požiadavkám. Poznáme tri základné metódy meraní pričom každá z nich 
vychádza z údajov čerpaných z iného mesta v sieti. Prvá priamo analyzujem 
záznamy z denníkov (nazývame tiež logy) na strane servera, druhá denníky 
na strane klienta a tretia metóda analyzuje odobranú vzorku dát najčastejšie 
zo silno frekventovaného miesta siete, kde dochádza pokiaľ možno ku 
všetkým druhom komunikácií. 
 
1. Pozorovanie záznamov na strane servera 
Opiera sa o poznatky získané z logu servera, ktorý si ukladá 
informácie o rozosielaných súboroch, ktorými klientov obsluhuje. 
Z týchto informácií dokážeme vytvoriť jeho záťažový model. Nevýhoda 
tejto metódy spočíva v tom, že z nej nedokážeme odvodiť správanie 
samotného užívateľa, len dôsledky jeho správanie formou obsluhy 
 
2. Pozorovanie záznamov na strane klienta 
Opiera sa o poznatky získané z logu klienta. Pozorujú sa pri nej 
jednotlivé prístupy užívateľov k webu. Z týchto údajov dokážeme 
zostaviť odpovedajúci model správania sa WWW užívateľa. V súčasnej 
dobe sú však problémom zastarané poznatky zo štúdií týchto 
záznamov. Dnes sú zdrojové kódy najčastejšie používaných webových 
prehliadačov vo vlastníctve spoločností, ktoré ich vyvinuli. Bežný 
človek sa k zdrojovým údajom tohto charakteru nemá možnosť dostať. 
Ďalšie ťažkosti vyplývajú s počtu ochotných užívateľov vybavených 
takto modifikovaným prehliadačom v súvislosti s ochranou osobných 
údajov. Aféru v tejto oblasti vyvolala nedávno spoločnosť Google, ktorá 
používala vo svojich prehliadačoch Chrome monitoring užívateľmi 
prehliadaného obsahu. Na druhú stranu by mohli výsledky týchto 
rozsiahlych štúdií prispievať k vývoju prehliadačov a samotných 
protokolov.  
 
3. Sledovanie samotného paketového prenosu 
Meranie sa zakladá na sledovaní samotného paketového prenosu. 
Odchytávaním paketov podsiete nesúcej HTTP prenos, typicky v sieti 
typu Ethernet, alebo ktorejkoľvek siete, ktorá používa zdieľané médium 
prostredníctvom paketových analyzátorov (snifferov). Z odchytených 
dát sa pomocou programovej analýzy spracuje výsledný model 
premávky. Tento spôsob eliminuje nedostatky predošlých dvoch 
techník. Výsledkom sú detailnejšie údaje spracované priamo zo 
správania sa jednotlivých užívateľov. Treba však pripomenúť, že 
svojvoľné odchytávanie dát za účelom ich analýzy je vo väčšine 
prípadov v rozpore s pravidlami prevádzkovateľa týchto sietí, nakoľko 
môže byť takáto činnosť chápaná ako porušenie súkromia a 
zneužívanie osobných údajov a môže mať trestno-právne dôsledky. 
Pre siete na vedeckej a testovacej úrovni však môže byť 
realizovateľná. Príklady paketových snifferov a analyzátorov Ethereal 
(WireShark), TCPdump, Cain and Abel, Dsniff a ďalší. Príklad 
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odchytenia komunikácie medzi serverom z domény VUT  Brno 
a domáceho PC pomocou programu WireShark je na obrázku č. 1 
 
Prvými dvoma metódami sa už nebudeme ďalej v tejto práci zaoberať 
nakoľko sú zjavne neefektívne. Pripúšťajme však, že z pohľadu komplexnosti 
je potrebné prihliadať aj k týmto údajom a vybrať si z nich potrebné užitočné 
údaje. Z modelu odvodeného z analýzy odchytených dát sa budeme zaoberať 
poznatkami z literatúry od autorov Mah [Mah97], Vicari [Vic97],a Choi 
[Cho99]. Choi a Limb opisujú model webového prenosu, ktorý nazývajú 
model správania. Po pochopení modelu správania opierajúceho sa 
o poznatky užívateľov sa budeme snažiť navrhnúť svoj vlastný model, ktorý 
bude opisovať správanie sa užívateľov a ich požiadavky na sieťový prenos 
v HTTP a VoIP. Súbor PDF s príkladom výpisu HTTP odchytených paketov 
programu WireShark HTTP prenosu je uložený na CD médiu, ktoré je 




Obr. 4.1.1 príklad odchytenej komunikácie protokolu HTTP 
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4.2 Model správania 
 
Model správania na obrázku 2 podľa Choi [Cho99] graficky znázorňuje 
procesy prebiehajúce pri prehliadaní webu užívateľom. Jedná sa o súhrnný 
model HTTP premávky. Má hierarchickú povahu podobne ako modely 
zdrojovej premávky v sieťach ATM prezentované opakovane v rôznych 
druhoch literatúr venovaných vysokorýchlostných sietí. Náš simulovaný 
model bude značne podobný, založený na  modele správania podľa Choi. 
Jeho aktivitu môžeme rozdeliť do niekoľkých premávkových vrstiev. 
 
 
1. Vrstva HTTP požiadaviek: Patrí sem proces prichádzajúcej 
požiadavky od užívateľa. Model jeho správania je založený na stavoch 
procesov ON/OFF, pričom stav ON prezentuje aktivitu po prijatí 
požiadavky až po odoslanie celého obsahu stránok, po ktorom 
nasleduje stav OFF. Trvanie týchto stavov je ovplyvnené rýchlosťou 
načítanie obsahu stránok a časom v ktorom si ich užívateľ prezerá, 
alebo premýšľa nad ich obsahom. 
2. Vrstva načítania objektov a ich prezerania: (pre HTTP ON). 
Predstavuje čas pre odosielanie všetkých objektov patriacich 
k jednej požiadavke. Užívateľ v tejto fáze čaká, kým sa objekty 
načítajú, môže však už priebežne prezerať doposiaľ načítaný obsah. 
Voliteľne môže proces prerušiť kliknutím na iný zobrazený odkaz 
a celý proces začína odznova. 
3. Vrstva prezerania: (HTTP OFF) Čas prezerania môžeme označiť ako 
neaktívny časový interval medzi dvoma požiadavkami. Po uplynutí 
doby prezerania sa generuje automaticky nová webová požiadavka.  
4. Vrstva načítania objektov: Model štruktúry webového dokumentu 
považujeme za podobný ako v prípade podľa Maha. Bolo zistené, že 
veľkosť oboch objektov, hlavného aj inline objektu je logaritmicko-
normálovo rozložená.  Zlepšenie nášho modelu oproti modelu podľa 
Maha spočíva v odvodení počtu inline objektov na jednu webovú 
stránku. Choi navyše definoval veľkosť Getrequests s použitím 
logaritmicko-normálovej distribúcie. 
5. Aktivácia a deaktivácia TCP spojenia: V stave ON sa aktivuje 
niekoľko TCP spojení počas ktorých sú prenesené viaceré inline 
objekty. Záleží na prehliadači, či sú tieto spojenia otvárané paralelne 
alebo sériovo. Paralelné TCP spojenia pre jednotlivé inline objekty sú 
otvorené následne po otvorení prvého spojenia pre hlavný objekt 
stránky. Počet súčasne otvorených TCP spojení je závislý na verzii 
protokolu HTTP.  Doposiaľ uvažujeme štyri verzie HTTP. Vo verzii 1.0 
boli objekty sťahované postupne jeden za druhým a každý 
korešpondoval k jednému TCP spojeniu. V jeho modifikovanej verzii 
s viacerými TCP spojeniami prehliadač otvára viaceré spojenia 
a sťahuje tieto objekty paralelne. Počet týchto spojení je však 
limitovaný. Vo verzii 1.0 s keep-alive (udržiavaním spojenia) sa 
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spojenia nezatvárajú okamžite, ale čaká sa na ďalšie možné 
požiadavky na prenos. V novšej verzii 1.1 je povolené udržiavať 
konštantné spojenia objekty posielať s ich pomocou. 
  
Obr. 4.2.1  Model správania sa užívateľa podľa Choi 
 
4.3 Navrhovaný model 
  
V tejto časti sa budem snažiť navrhnúť svoj vlastný model ktorý by 
analyzoval priebeh sieťovej premávky z pohľadu technológie DSL a jej 
užívateľov. Cieľom nie je pochopiť DSL prenos ako taký, ale pomocou 
modelu sieťovej premávky odhadnúť o aký druhy prenosu ide a prispôsobiť 
sa k jeho požiadavkám. Budeme brať do úvahy poznatky s kapitoly 3.2 údaje 
získané pozorovaním počtu m DSL užívateľov s dátovým obmedzením. 
V dnešnej dobe je to štatisticky stále najbežnejší predpokladaný druh 
pripojenia koncového domáceho užívateľa do siete internet v SR(podľa 
portálu dsl.sk). Každý z týchto užívateľov generuje odlišné dátové toky závislé 
na konkrétnej aplikácii. Užívateľ môže v jednom časovom okamihu pracovať 
s viacerými aplikáciami ktoré generujú svoje dátové toky paralelne (WWW, E-
mail, VoIP, výmenné siete). Obrázok takéhoto správania sa užívateľa je na 










Obr. 4.3.1 Znázornenie typu dátových tokov generovaných DSL užívateľom 
v čase t 
   
Predpokladáme, že uvažované DSL linky sú zakončené v jednom spoločnom 
centrálnom uzle siete poskytovateľa internetového pripojenia. Takéto 
zariadenie budeme v tomto prípade uvažovať  centrálny smerovač (router) 
ISP, ktorý pripája viacero bodov svojej hlavnej siete a teda aj DSL zákazníkov 
(pomocou prvku DSLAM  - Digital Subscriber Line Access Multiplexer). do 
siete internet. Situácia dátovej premávky v tomto uzle siete bude mať 
charakter graficky naznačený na obrázku 4.3.2. Model výslednej základnej 
dátovej premávky je daný superpozíciou parciálnych prenosov a ich fáz 
jednotlivých užívateľov. Pre väčšiu prehľadnosť bol výber zúžený na tri typy 
prenosu a to webový prenos, služby elektronickej pošty a VoIP telefónie. 
















Obr. 4.3.2 Znázornenie superpozície dátových tokov prichádzajúcich do 
centrálneho prvku hlavnej siete 
 
 
4.4 Superpozícia dátových tokov viacerých užívateľov 
 
Model aplikačne orientovaného sieťového prenosu z pohľadu centrálneho 
uzlu siete je na obrázku 3. Výsledný dátový tok je daný superpozíciou 
všetkých dátových tokov jednotlivých užívateľov. Z telekomunikačného 
prenosového hľadiska môžeme výsledné dátové toky modelovať pomocou: 
 
1. Stavového procesu, ktorý zahŕňa zlučovanie m ON a OFF procesov  
užívateľov. Tieto stavy korešpondujú ku konečným zdrojovým 
prichádzajúcim procesom ako na obrázku 4.3.2. Pre výsledný 
pravdepodobnostný model premávky aplikácií WWW, HTTP a 
VOIP bude využitý model stavových procesov. 
 
2. Aproximačných obnovovacích procesov, ktoré sú vytvárané 
spájaním bodových procesov m užívateľov.  Jedná s aproximáciu 
konečných zdrojových procesov využitím nekonečného zdrojového 
procesu. 
 
4.5 Model prenosu samotného užívateľa  
 
 Prenos správania sa jedného DSL užívateľa je zobrazený na obrázku 
4.5.1 Podľa uvažovaného typu užívateľa budeme brať do úvahy  nasledujúci 




1. ON/OFF procesy: Stav ON signalizuje aktívnu fázu v ktorej užívateľ 
pracuje s aplikáciou, stav OFF je naopak perióda jeho nečinnosti. Tieto 
stavy sú opísané hodnotami náhodných premenných a distribučnými 
funkciami ich trvania. Príklad parametrizácie HTTP používateľa 
skúsime navrhnúť následne nižšie. 
 
2. Obnovovacie procesy: Obnovovacím procesom opisujeme premávku 
napríklad v E-mailovej komunikácií. Môžeme ho ľahko porovnať k 







Obrázok 4.5.1 Model správania sa jedného DSL užívateľa 
 
 
4.6 Model HTTP 
 
 Pripomeňme si z kapitoly 4.5, že výsledný tok dát pre webové prenosy 
v spoločnom prvku siete (napríklad už spomínaný router ISP) je daný 
superpozíciou jednotlivých dátových tokov všetkých aktívnych užívateľov. Ak 
vezmeme do úvahy počet m aktívnych užívateľov pristupujúcich k HTTP 
pomocou jedného sieťového prvku súčasne. Podľa Obr. 4.6.1 je vidieť, že 
každý z nich bude opísaný stavom aktívnej alebo nečinnej fázy: 
1. AWWW prezentujúcej stav aktivity WWW. Táto fáza začína, keď 
užívateľ otvorí prehliadač, zadá prvú požiadavku a pokračuje ďalej 
v prehliadaní bez dlhšieho prerušenia. Končí pri dlhšej fáze 
nečinnosti, keď užívateľ prestane HTTP používať. Prakticky sa 
tento stav končí  aj vypršaním časovača.  







Z pohľadu sieťového prvku na strane poskytovateľa rozlišujeme následné  
náhodné procesy súvisiace s premávkou WWW: 
 
1. prichádzajúci proces spojení (alebo ich začiatočné body) s časmi 
jednotlivých medzispojení TWWW  a 
 
2. kumulujúci stav procesov daný superpozíciou ON/OFF procesov 
jednotlivých užívateľov m. Výsledný stavový proces zodpovedá 
konečným zdrojovým prichádzajúcim procesom zobrazených na 
obrázku 5. Môžeme vidieť, že stav týchto procesov predstavuje 
počet súčasne sa nachádzajúcich užívateľov v aktívnej fáze WWW.  
Pre tento prípad odvodíme model správania WWW užívateľa počas 
jeho aktívnej fázy nižšie. 
      
 







Obr. 4.6.2 Fáza aktivity WWW 
 
Na obrázku 4.6.2 je zobrazený model fázy aktivity vo WWW, zakladajúci sa 
na fázach HTTP ON a HTTP OFF [Mah97], [Vic97], [Cho99]. 
 
Fáza HTTP ON začína pri príchode web požiadavky. HTTP OFF fáza 
reprezentuje časový interval nečinnosti ktorý nasleduje po tom, ako sú všetky 
požadované objekty prenesené. Oba sú závislé na časoch načítania 
a prezerania stránok, pričom čas prezerania môže byť teoreticky rovný aj 
nula, v tom prípade, ak užívateľ odošle novú požiadavku ešte predtým ako sa 
načíta kompletný obsah stránok vrátane všetkých objektov. Počas fázy HTTP 
ON sa načítavajú všetky objekty, ktoré tvoria požadovanú stránku. Ako som 
už spomenul predtým, rozlišujeme dva druhy týchto objektov: hlavný objekt 
(main object) pozostávajúci z hlavného HTML dokumentu a vedľajší objekt 
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(inline object) ktorého odkaz je uložený v hlavnom HTML dokumente. 
V závislosti na použitom prehliadači môže byť pre potreby načítania týchto 
objektov súčasne aktivovaných niekoľko TCP spojení. Aktivácia a deaktivácia 
nového TCP spojenia môže prebiehať buď sériovo alebo paralelne. Paralelné 
TCP spojenie môže byť otvorené pre inline objekt následne po nadviazaní 
hlavného spojenia pre main objekt. 
 
Výsledný objekt pozostáva z dvoch častí. Prvá časť pozostáva so sériou 
parametrov opisujúcich časy medzi dvomi sekciami a počtom webových 
požiadaviek na jednu sekciu. Druhá časť opisuje zloženie webovej 
požiadavky s veľkosťou hlavného objektu a niekoľkých ďalších inline 
objektov, ich veľkosť, veľkosť GerRquest a dĺžku prezerania jednej stránky. 
Model Pozostáva z nasledujúcich náhodných parametrov: 
 
IWWW :  čas medzi dvomi sekciami WWW 
XWWW :  počet požiadaviek na jednu sekciu 
VWWW :  čas prezerania stránky 
MWWW : veľkosť hlavného objektu 
NWWW : počet inline objektov 
OWWW : veľkosť inline objektov 
RWWW : veľkosť Getrequestu 
 
Distribučné funkcie týchto jednotlivých parametrov môžeme definovať podľa 
Choiových meraní nasledovne. 
 
VWWW:  Weibullová distribučná funkcia (α,β) obmedzená maximálne na 
  15 minút. 
NWWW:  distribučná funkcia gama 
MWWW: logaritmickonormálna distribúcia 
OWWW: logaritmickonormálna distribúcia 
RWWW:  logaritmickonormálna distribúcia 
XWWW:  logaritmickonormálna distribúcia 













5 Model prenosu hlasu a videa VoIP 
 
V tejto dobe sa hlas cez IP (VoIP, Voice over Internet Protocol) 
dostáva čoraz viac do popredia a jeho popularita rastie najmä vďaka 
priaznivej cene oproti klasickým telefónnym linkám a službám. Veľa projektov 
sa v súčasnosti sústreďuje na budovanie infraštruktúry týchto sietí, no veľmi 
málo je takých ktoré skúmajú dopad VoIP na sieť ako takú a modelovanie 
časti prenosu venovanému priamo VoIP. 
 
VoIP si získala svojich používateľov práve na základe skutočnosti, že im 
dovolila komunikovať s využitím IP protokolu a internetu namiesto telefónnych 
liniek PSTN sietí. V posledných rokoch sa situácia stala ešte viac pre VoIP 
priaznivá, začali vznikať nové open source platformy (napríklad Asterisk), 
výrobcovia zariadení rozšírili svoje ponuky o telefónne adaptéry priamo 
podporujúce technológiu VoIP a taktiež poskytovatelia pripojení do siete 
Internet (ISP) pre bežných užívateľov rozšírili balíky služieb umožňujúce 
práve komunikáciu cez VoIP. 
 
VoIP technológie sa často masovo využívajú na firemných úrovniach, ako 
najefektívnejšie riešenia telefónnej komunikácie z hľadiska ceny. Aplikácie 
VoIP sú vo vlastníctvach jednotlivých spoločností ktorých zamestnanci môžu 
s výhodou komunikovať medzi sebou či už s počítaču na počítač prípadne 
z počítaču na telefón s využitím špeciálnej aplikácie a doplnkovej 
slúchadlovej sady s mikrofónom. 
 
Pri hľadaní programov a utilít na monitorovanie premávky VoIP som narazil 
na prvý problém. Zistil som, že takýchto programov je skutočne veľmi málo. 
Najčastejšie sú integrované do paketových skenerov ako je napríklad 
WireShark a používajú sa skôr pre vyhľadávacie účely (nekompatibilita 
kodekov, alebo strata paketov) v špecifických situáciách. Tieto sú väčšinou 
nevhodné na stále monitorovanie VoIP premávky. Ostatné ako Vomit [Vomit] 
alebo RTP Tools [rtp-tools] sú vhodné viac a zachytenie hlasovej 
komunikácie ako takej. 
 
5.1 VoIP základný model komunikácie dvoch užívateľov 
  
 V súčasnosti poznáme tri hlavné skupiny VoIP protokolov, a to  
o štandardné protokoly ako SIP/H.323/RTP 
o proprietárne, ale dobre zdokumentované protokoly ako Cisco 
Skinny [Skinny] 
o proprietárne, menej zdokumentované (Skype) 
 
Používanie štandardných protokolov však v praxi ešte neznamená, že 
môžeme sledovať priebeh celej komunikácie ako napríklad RTP, ktoré 
prenáša zvuk a video môže mať dáta zakódované súkromnými kodekmi. 
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Pre modelovanie prenosu však budeme vychádzať z podstaty prenosu ako 
takého, ktorý je založený na protokoloch bez spájania, akým je UDP. 
 
Obr. 5.1.1 Model komunikácie 2 užívateľov prostredníctvom VoIP 
 
5.2 VoIP protokol - architektúra 
 
Obrázok znázorňuje základ VoIP. Každá komunikácia sa skladá z niekoľkých 
základných krokov: 
 
Ak chce volajúci komunikovať s volaným, musí nadviazať spojenie buď 
priamo s volaným alebo s gateway/PBX (záleží, aký protokol sa bude 
používať a na nastavení lokálnej siete) s využitím signálneho protokolu. Pri 
tomto kroku prebieha: 
 
o overovanie (kredit, schopnosť telefonovať, atď.) 
o dohadovanie typu hovoru, či sa jedná o hlas, prípadne kombináciu 
hlasu/videa 
o zvolenie spoločného kodeku, (napríklad H.264) 
o dohodnutie sa na portoch, ktoré sa budú používať 
 
Nasledujúca tabuľka zobrazuje najpoužívanejšie signalizačné a transportné 
protokoly využívané pre VoIP. 
 
Signalizačné Transportné 
o SIP (Session Initiation Protocol) o RTP (Real-time Transport Protocol) 
o Cisco Skinny 
o H.323 
o RTCP XS (RTP Control Extended 
Reports) 





Z hľadiska pozorovania pri modelované sieťového modelu: 
 
o Signalizačný protokol pozostáva z veľkého počtu dôležitých informácií 
ako napríklad totožnosti jednotlivých účastníkov, typu hovoru (hlasový 
alebo video hovor), použitých kodekov, trvaní a informáciách 
o jednotlivých reláciách, ktoré zvyčajne neprebiehajú na tých istých 
portoch. Bez správneho dekódovania signalizačného protokolu, nie je 
možné definovať ktoré porty RTP sa využijú. 
o Zvukový/video transportný protokol sa používa na získanie informácií 
ako chybovosť, strata paketov, oneskorenie a z nich sa hodnoty 
odhadujúce kvalitu hovoru. 
o Protokoly ako RTCP XS sa používajú na prenos informácií o RTP 
tokoch vrátane informácií ako strata paketu, oneskorenie, metriky 
prenosu hovoru. Tieto informácie zvyčajne nebývajú dostupné pre 
VoIP hovory pretože sú často generované jeho príslušenstvom. 
 
Pre ostatné uzavreté a proprietárne protokoly ako Skype nie je možné 
dekódovať hovor z viacero dôvodov. Napríklad Skype je založený na 
protokole edonkey P2P a v mnohých prípadoch prenosu je problém vôbec 
zistiť, že ide o hlasový alebo video hovor. 
 
 
5.3 sieťová premávka 
 
Záleží od použitého protokolu a delíme ju do dvoch skupín: proprietárnu 
a štandardnú VoIP premávku. Proprietárnu v tejto práci nebudeme ďalej 
uvažovať a pozrieme sa na štandardnú VoIP premávku, ktorá sa ako sme si 
už v predchádzajúcej kapitole uviedli delí na premávku signálnych protokolov 
a premávku hlasových protokolov, kde sa používa v drvivej väčšine protokol 
RTP. Dôvod môže byť taký, že bol pôvodne vyvinutý pre za účelom flexibility 
a prenosu rôznych typov dát (nie len hlasu a videa) s kódovaním do viacerých 
formátov. 
 
5.4 Model sieťovej premávky VoIP 
 
Analýzou sieťovej premávky pri VoIP chápeme pozorovanie dvoch 
príbuzných procesov: Proces prichádzajúceho hovoru a proces držania 
hovoru. Autori Dang a Sokoly popisujú  výskum [Dang] prebiehajúci po 
časovú periódu 240 pracovných dní, počas ktorých sledovali priebeh týchto 
dvoch procesov v prenose VoIP v rušnej  sieti, kde bola premávka počas 
pracovnej doby takmer neustála. Z ich pozorovaní boli zistené rôzne 
distribučné funkcie pre oba procesy.    Na obrázku 5.4.1 vidíme, že proces 
medzi-prichádzajúcich časov sa najviac približuje exponenciálnej distribučnej 
funkcii s parametrom λ = 0,164 (konštanta exponenciálnej distribučnej 
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funkcie). Autokorelačná funkcia vytvorená z nameraných dát ukazuje, že 
medziprichádzajúce časy  môžeme považovať za nezávislé. To značí, že už 
náš známy Poissonov model dobre a pomerne presne vystihuje proces 
prichádzajúcich hovorov. Pre potvrdenie takéhoto tvrdenia boli tieto merania 
realizované aj v iných sieťach s podobnými výsledkami.  
 
Obr. 5.4.1 Distribúcia pravdepodobnosti medziprichádzajúcich časov hovorov 
   
Obr. 5.4.2 Distribúcia  pravdepodobnosti časov držania hovorov 
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Zaujímavejší výsledok bol získaný v prípade pozorovania časov držania 
hovoru. Klasické modely VoIP predpokladajú exponenciálne rozloženie týchto 
procesov. Situácia na obrázku 5.4.2 [Dang] však ukazuje, že koniec 
distribúcie časov držania hovorov sa rozkladá oveľa pomalšie, ako 
exponenciálne. Pri porovnaní získaných dát s inými distribučnými funkciami 
sa zistila podobnosť s paretovou [Paret] distribúciou (GPD), ktorú sme 




































6 Záver  
 
V tejto správe je opísaný návrh modelu sieťovej premávky podľa 
výskumu autorov D. Staehle, K. Leibnitz a P. Tran-Gia s názvom Source 
Traffic Modeling of Wireless Application [Lieb] ale aj ďalších. V práci bola 
spomínaná technológia DSL, ktorá síce  dnes nie je najmodernejšia, ale 
z pohľadu domácich užívateľov a firiem z malého a stredného veľkostného 
sektoru najrozšírenejšia. Pre modelovanie premávky VoIP rozsiahlejšia 
podniková sieť. Dostupnosť  k týmto údajom bola pre mňa najjednoduchšia. 
Z časového dôvodu nemohli byť realizované softwarové analýzy. 
Najdôveryhodnejšími údajmi opisujúce správanie sa koncových užívateľov 
disponujú zrejme telekomunikačné spoločnosti. Tie sa však z marketingového 
hľadiska o ne neradi delia.  
 
Práca je prevažne založená na teoretickom opise oboch modelov sieťovej 
premávky. V modele HTTP sa vyskytujú tri distribučné funkcie a to 
Weibullová distribučná funkcia pre časy prezerania stránok, 
logaritmickonormálna distribúcia pre veľkosti Getrequestu, hlavných a 
vedľajších objektov a distribučná funkcia gama pre počet inline objektov.  
 
Rozširovanie VoIP  je v súčasnosti veľmi aktuálne, preto som pokračoval  
svojej záverečnej práci pozorovaním modelu sieťovej premávky práve pre 
túto technológiu. Tu sme zistili, že proces prichádzajúcich hovorov je 
najlepšie charakterizovaný známou Poissonovou distribučnou funkciou 
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IP Internet Protocol 
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PBX Private Branch Exchange 
PC Personal Computer 
PSTN Public Switched Telephone Network  
QoS Quality of Services 
RTCP Real-time Transport Control Protocol 
RTCP XS Real-time Transport Control Protocol Extended 
RTP Real-time Transport Protocol 
SIP Session Initiation protocol 
SMTP Simple Mail Transfer Protocol 
STM Synchronous Transfer Mode 
TCP Transmission Control Protocol 
UDP User Datagram Protocol 
URL Uniform Resource Locator 
VoIP Voice over Internet Protocol 
WAN Wide Area Network 

















1. CD s obsahom elektronickej formy záverečnej práce 
 
2. Súbor PDF s príkladom výpisu HTTP odchytených paketov programu 
WireShark HTTP prenosu  
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