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Resumo
A crescente demanda de vazão em redes móveis cada vez mais densas impulsiona a
pesquisa em tecnologias capaz de atendê-la. Dentre as redes sem fio, as comunicações
full-duplex surgem como uma alternativa neste contexto. Para organizar as comunicações
de maneira eficiente quando se utiliza full-duplex, há diversas opções de protocolos de con-
trole de acesso ao meio. Entretanto, muitos destes protocolos se baseiam em premissas
utilizadas pelo padrão IEEE 802.11, que fora projetado para comunicações half-duplex.
Assim, estes protocolos acabam por não explorar de modo apropriado o potencial das
comunicações full-duplex. Neste contexto, este trabalho propõe duas técnicas de controle
de acesso ao meio que visam obter uma maior vazão do que a obtida com os protocolos
existentes. Cada uma das técnicas utiliza uma abordagem diferente para obter esse au-
mento na vazão. A primeira técnica (FDT-MAC) visa reduzir o tempo despendido em
uma comunicação, fazendo uso de sinais pulso e tom, ao invés de quadros, em sua reserva
de canal. Para avaliar o FDT-MAC, foi realizada uma extensão de modelos matemáticos
existentes para que eles contemplem as características das comunicações full-duplex, tais
como os efeitos da auto-interferência. Assim, foi realizada a comparação do FDT-MAC
com um protocolo do estado da arte de comunicações full-duplex (FD-MAC). O FDT-
MAC obteve ganhos em termos de vazão de até 149% em redes saturadas, indicando sua
relevância. Além disso, foi proposta uma política de alocação de tamanho de quadros de
dados em comunicações full-duplex, visando reduzir a ociosidade da rede. Foram feitas
avaliações relacionadas à vazão da política proposta. Quando a política é incorporada ao
FDT-MAC, há ganho de até 63% em comparação com o FDT-MAC sem a política incor-
porada. A segunda contribuição deste trabalho foi a proposta do FDMR-MAC, o qual
emprega uma técnica inovadora de reserva de canal aliada a escalonamento de quadros
de dados com o objetivo de elevar a probabilidade p de serem estabelecidas comunicações
em que os nós emissor e receptor possuam quadros de dados a serem transmitidos um ao
outro. Dessa forma, o FDMR-MAC é capaz de aumentar a vazão em até 72% quando
comparado com o FD-MAC. Os resultados obtidos nas avaliações realizadas ao longo deste
trabalho indicam a relevância das suas contribuições (FDT-MAC e FDMR-MAC).
Palavras-chave: Comunicações Full-duplex, Reserva de Canal, Protocolos MAC, Sinais
pulso e tom, FDT-MAC, FDMR-MAC.
vi
Abstract
The growing demand for throughput in wireless mobile networks leveraged the research
into technologies able to cope with it. Full-duplex communications arise as a viable al-
ternative in this context. Several medium access control (MAC) protocols were proposed
aiming to manage full-duplex communications properly. However, many of these MAC
protocols are build upon the IEEE 802.11, which is designed to operate under half-duplex
conditions. Therefore, these protocols may not be able to entirely exploit the full-duplex
communications potential. In this context, this work proposes two MAC techniques with
different approaches and a common goal: raise throughput when compared with existing
MAC techniques designed for full-duplex communications. The first one (FDT-MAC) re-
sorts to pulse and tone signals instead of frames to perform channel reservation. In order
to evaluate FDT-MAC, it was necessary to extend existing mathematical models in such
a way that they address full-duplex communications characteristics, as self-interference.
Therefore, FDT-MAC was compared with a state of art MAC protocol (FD-MAC) de-
signed for full-duplex communications. FDT-MAC improved throughput up to 149%
under saturated network conditions. Also, it was proposed a data frame size allocation
policy that aims to enhance channel usage for full-duplex communications. Evaluations
of the proposed policy were performed in terms of throughput. When the proposed policy
is coupled with FDT-MAC, a throughput improvement up to 63% is achieved compar-
ing to FDT-MAC without the proposed policy. The second contribution of this work
was the proposal of FDMR-MAC technique. The FDMR-MAC employs an innovative
channel reservation scheme coupled with data frame scheduling to raise the probability
of establishing communications in which sender and receiver nodes have data frames to
send one to another. Hence, in the evaluated scenarios, FDMR-MAC was able to enhance
throughput up to 72% when compared with FD-MAC. The results achieved throughout
this work indicate the relevance of its main contributions (FDT-MAC and FDMR-MAC).
Keywords: Full-duplex Communications, Channel Reservation, MAC Protocols, Pulse
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Em redes móveis sem fio, os serviços existentes e os projetados para o futuro cada
vez mais vêm aumentando seus requisitos no que tange a demandas de desempenho da
rede. As referidas demandas são relativas a vários aspectos, tais como latência, vazão e
densidade da rede [34]. Por exemplo, o trabalho disponível em [161] cita requisitos de RTT
(Round-trip time) menor do que 10 ms e vazão maior do que 5 Gb/s, em uma rede com
densidade que pode alcançar 900 Gb/s/km2. Para atender esse tipo de demanda associada
ao crescimento de serviços multimídia que utilizam muita largura de banda, há diversos
estudos na literatura [66]. Vale ressaltar que demandas desta natureza inclusive foram
fatores motivadores para o surgimento da quinta geração (5G) de redes móveis. Tais redes
têm sido alvo de estudo de diversas pesquisas relacionadas a diferentes áreas como descrito
em [148]. Como exemplo de serviços que podem se beneficiar do advento do 5G, é possível
citar os seguintes: Internet das coisas (IoT – Internet of Things), redes veiculares, telefonia
celular, computação em nuvem, fog computing e edge computing [44] [66] [161] [168] [171].
Além da quinta geração (5G) de redes móveis possuir potencial para prover diversas
vantagens como as citadas anteriormente, ela também necessita tratar alguns desafios
impostos pelas evoluções tecnológicas, tais como o aumento da quantidade de dispositivos,
do volume dos dados trafegados e dos serviços que consistem na obtenção e na atualização
de informações de tempo real [161]. Para enfrentar estes desafios, as redes 5G baseiam-se
no desenvolvimento de novas técnicas que permitem o melhor aproveitamento do canal
de comunicação, no caso, o espectro. Nesta conjuntura, várias técnicas de abordagens
relevantes surgiram como o uso de Massive MIMO (Massive Multiple-Input Multiple-
Output), um aprofundamento no uso de rádios cognitivos, operação na frequência de ondas
milimétrica (Milimiter Wave – mmWave), uso de comunicação direta entre dispositivos
(D2D – Device-to-device) e a utilização de antenas com possibilidade de operar em modo
full-duplex [20] [130] [148] [163].
Vale ressaltar que é esperado que as comunicações em modo full-duplex possuam um
papel importante na quinta geração (5G) de redes móveis [148] [172], uma vez que esse tipo
de comunicação introduz diversas vantagens quando comparadas com aquelas realizadas
em modo half-duplex. Em especial, pode-se destacar alguns benefícios decorrentes das
comunicações em modo full-duplex, explicados no que se segue:
• A utilização de comunicações em modo full-duplex permite dobrar a vazão teórica
em comparação com as realizadas em modo half-duplex, visto que em comunicações
full-duplex assume-se que um nó tem a capacidade de transmitir e receber dados
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simultaneamente [147]. Assim, um nó pode estabelecer simultaneamente até dois
fluxos de dados sem colisão, enquanto que nas comunicações half-duplex apenas um
fluxo pode ser estabelecido por nó;
• Com as comunicações full-duplex, é esperada redução significativa de latência e
atraso fim a fim, visto que a capacidade de transmitir e receber dados simultanea-
mente permite que um nó possua mecanismos para ter um conhecimento mais geral
do tráfego da rede, prevenindo colisões [116] [133] [175];
• Quando não tratado, o problema do terminal escondido [153] degrada bastante o
desempenho da rede, gerando colisões e perda de dados, como descrito em [112].
Com a capacidade de transmitir e receber dados simultaneamente, os efeitos do
problema do terminal escondido podem ser significativamente mitigados em comu-
nicações full-duplex [29] [65];
• A utilização de comunicações full-duplex abre novas possibilidades na área de rádios
cognitivos, na qual a detecção de tráfego do usuário primário é vital para uma
operação eficiente [11] [91] [92]. Com o uso de comunicações full-duplex, o usuário
secundário é capaz de escutar constantemente a frequência onde opera o usuário
primário, identificando de modo mais eficiente eventuais oportunidades de acesso à
frequência usada pelo usuário primário [175].
• Devido à capacidade de transmitir e receber dados simultaneamente, as comunica-
ções full-duplex também possibilitam desenvolvimento de melhorias relacionadas à
segurança, conforme descrito em [70] [94] [116].
Embora possua diversas vantagens, a utilização de comunicações full-duplex traz tam-
bém alguns problemas e desafios a serem contornados. Em especial, destaca-se a de-
nominada “auto-interferência”, isto é, a interferência percebida e gerada por um nó que
está transmitindo e recebendo simultaneamente dados, quando o nó opera em modo full-
duplex [18] [29] [116]. A auto-interferência pode atingir níveis altos gerando significa-
tivas perdas [18] [29] [77]. Portanto, várias técnicas de mitigação da auto-interferência
foram propostas na literatura, de modo a tornar viável a utilização de comunicações full-
duplex [26] [29] [41] [128] [175]. Isto acabou por fomentar a pesquisa em técnicas de
controle de acesso ao meio projetadas para este tipo de comunicações.
1.1 Justificativa
Devido à diversidade de possibilidades abertas com comunicações full-duplex, faz-se
necessário o desenvolvimento de novos protocolos de controle de acesso ao meio projetados
para este tipo de comunicação, de maneira que estes sejam capazes de aproveitar plena-
mente suas vantagens. Isso ocorre por muitos dos protocolos serem projetados baseados
em premissas existentes em comunicações half-duplex [172]. Portanto, estes protocolos
poderiam ser aperfeiçoados visando sua evolução para melhor aproveitar os benefícios do
uso de comunicações full-duplex.
Neste contexto, o trabalho de doutorado desenvolvido tem como foco a pesquisa em
técnicas de controle de acesso ao meio projetadas para comunicações full-duplex. O pre-
sente trabalho investiga os mecanismos existentes, além de se propor a contribuir com
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melhorias significativas em etapas que julga-se possível aperfeiçoar. Particularmente, tais
aperfeiçoamentos são relacionados a melhorar a utilização do canal e a aumentar a va-
zão da rede. Estas melhorias serão detalhadas mais adiante, quando do levantamento do
estado da arte relacionado a protocolos de controle de acesso ao meio projetados para co-
municações full-duplex. A seguir, serão listados os objetivos deste trabalho de doutorado,
ou seja, as contribuições que se pretende ter realizado com o referido trabalho.
1.2 Objetivos
O objetivo geral deste trabalho de doutorado é propor mecanismos de controle de
acesso ao meio para comunicações full-duplex, visando aumentar a vazão obtida em com-
paração com os mecanismos existentes. Em especial, duas estratégias podem ser utilizadas
nos mecanismos propostos para elevar a vazão. Uma delas é tentar reduzir o tempo total
de uma comunicação full-duplex, sem diminuir a quantidade de dados transmitidos. A ou-
tra abordagem é a de melhor utilizar o meio alocado para uma comunicação, minimizando
a ociosidade de nós em uma comunicação full-duplex. Portanto, os objetivos específicos
deste trabalho são os seguintes:
1. Propor um modelo que permita avaliar os mecanismos de controle de acesso ao meio
para comunicações full-duplex. Existem vários modelos matemáticos para avaliação
de mecanismos de controle de acesso ao meio. Entretanto, estes foram projetados no
contexto de comunicações half-duplex. Assim, é necessário estender estes modelos,
de modo a abranger as características das comunicações full-duplex ;
2. Propor um mecanismo que reduza o tempo total despendido em uma comunicação
full-duplex, aperfeiçoando alguma das etapas realizadas na comunicação. Com isso,
espera-se obter um ganho relacionado à vazão;
3. Propor um mecanismo que possibilite algum aperfeiçoamento na utilização do canal
em comunicações full-duplex. Isso pode ser realizado por meio de escalonamento de
pacotes, aliado a algum tipo de mecanismo para reduzir a incidência de ociosidades
evitáveis;
1.3 Metodologia
A metodologia do presente trabalho consiste em estudo, proposta e avaliação de téc-
nicas projetadas para comunicações full-duplex. No que tange ao estudo, primeiramente
é realizada uma pesquisa sobre os tipos de comunicações existentes e suas características.
A partir do entendimento básico das características mais importantes das comunicações
full-duplex, são estudadas as vantagens e os desafios decorrentes da adoção deste tipo de
comunicação.
Em seguida, são levantados a partir da literatura diversos critérios de classificação de
protocolos de controle de acesso ao meio projetados para comunicações full-duplex. Com
base nestes critérios, é feita uma revisão do estado da arte de tais protocolos, permitindo
encontrar alguns mecanismos ainda baseados em premissas mais condizentes com comu-
nicações half-duplex. Neste contexto, pretende-se identificar a viabilidade e a necessidade
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de novas soluções em comunicações full-duplex, realizando-se propostas de novas técnicas
relacionadas ao controle de acesso ao meio.
Para avaliar tais técnicas, é necessário recorrer a alguns modelos de avaliação existentes
e muito usados na literatura de comunicações half-duplex, tais como os modelos descritos
nos trabalhos disponíveis em [19], [67] e [152]. Além disso, é necessário adaptá-los para o
contexto de comunicações full-duplex, de modo a poder se ter uma avaliação mais precisa
do impacto das soluções propostas. Com base nos resultados destas avaliações, as técnicas
propostas são comparadas com as existentes na literatura e evoluídas gradativamente.
1.4 Estrutura do Documento
Esta seção tem por objetivo descrever a organização dos demais capítulos deste docu-
mento. Tais capítulos estão organizados da seguinte maneira:
• O Capítulo 2 apresenta uma revisão teórica de redes sem fio abordando seus prin-
cipais aspectos. Além disso, explica-se no referido capítulo conceitos básicos rela-
cionados a protocolos de controle de acesso ao meio e ao padrão IEEE 802.11. Tal
capítulo expõe ainda diversos modelos matemáticos para avaliação de protocolos de
controle de acesso ao meio que operam em redes sem fio;
• O Capítulo 3 introduz conceitos acerca dos tipos de comunicação existentes, além
de mostrar uma taxonomia relacionada a protocolos de controle de acesso ao meio
projetados para comunicações full-duplex. Ademais, o capítulo em questão apresenta
um detalhado levantamento do estado da arte por meio da explanação acerca do
funcionamento de diversos protocolos de controle de acesso ao meio projetados para
comunicações full-duplex, classificando-os de acordo com os critérios presentes na
taxonomia apresentada neste mesmo capítulo. Por fim, tal capítulo faz uma análise
comparativa dos protocolos levantados à luz da taxonomia apresentada, indicando
questões interessantes a serem tratadas neste trabalho;
• O Capítulo 4 descreve a proposta de um mecanismo que realiza a reserva de canal de
um modo eficiente em comunicações full-duplex. O mecanismo em questão tem suas
principais características debatidas. Inclusive, é realizada uma análise probabilística
acerca da ocorrência de falhas deste devido a características particulares do referido
mecanismo. Por fim, conclui-se que tal probabilidade é desprezível, além de se
avaliar o mecanismo proposto, em comparação com técnicas do estado da arte, sob
diversas formas de avaliação;
• O Capítulo 5 complementa o mecanismo proposto no Capítulo 4 avaliando o impacto
dos fluxos da mesma comunicação com tamanhos de pacotes distintos. Assim sendo,
é feita uma discussão em torno disso, propondo-se uma solução com uma abordagem
diferente das existentes. Por fim, é realizada uma avaliação mostrando o impacto
da referida solução;
• O Capítulo 6 introduz um mecanismo que visa aumentar a utilização do canal por
meio do uso do escalonamento de pacotes. Tal mecanismo é discutido, tem sua
motivação matemática apresentada, sendo finalmente avaliado em comparação com
as soluções existentes;
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• Por último, o Capítulo 7 expõe as considerações finais do trabalho realizado, ressal-
tando as contribuições feitas, bem como indicando possíveis trabalhos futuros.
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Capítulo 2
Revisão e Fundamentação Teórica
Este capítulo abordará temas importantes para o entendimento do contexto no qual
se encaixa a proposta descrita neste trabalho. Para tanto, será realizada uma revisão
teórica acerca de alguns conceitos. Primeiramente, será apresentada uma discussão sobre
redes sem fio explicando suas características, vantagens e desafios relacionados ao seu
uso. Após esta introdução sobre redes sem fio, serão mostradas técnicas para organizar
as comunicações nestas redes otimizando sua utilização e provendo acesso aos usuários
das comunicações em questão. Também serão apresentados métodos de avaliação de
desempenho destas técnicas de organização das comunicações, de modo a possibilitar
comparações entre elas. Por fim, será feita uma discussão abordando os aspectos mais
importantes tratados neste capítulo, bem como introduzindo motivações para o próximo
capítulo.
2.1 Redes sem Fio
O surgimento de redes sem fio possibilita uma série de novas oportunidades no que
concerne a comunicações. Para melhor explicar as oportunidades e desafios decorrentes
do uso de redes sem fio, é necessário antes revisar alguns conceitos relacionados ao tema.
Redes sem fio são constituídas tipicamente pelos elementos explicados a seguir [83]:
• Hospedeiros sem fio: assim como ocorre para redes cabeadas, os hospedeiros são os
equipamentos de sistemas finais onde aplicações são executadas. Como exemplos de
hospedeiros sem fio, pode-se citar [147]: computador de mesa, computador portátil,
celular, etc. Note que os hospedeiros podem ser móveis (celular) ou não (computador
de mesa). É importante mencionar que este trabalho muitas vezes se referirá ao
hospedeiro utilizando o termo “nó” da rede;
• Enlaces sem fio: denomina-se como enlace de comunicação sem fio, o meio pelo
qual um hospedeiro sem fio se conecta a uma estação-base ou o meio em que um
hospedeiro se conecta a outro hospedeiro [83]. Estas duas situações podem ser
observadas nas Figuras 2.1 e 2.2, respectivamente. Com relação ao alcance e vazão da
transmissão em um enlace sem fio, isso varia de acordo com o protocolo e tecnologia
utilizadas. Exemplos de alcances e vazões estão disponíveis na Figura 2.3;
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Figura 2.1: Exemplo de rede sem fio com infraestrutura.
• Estações-base: a estação-base possui um papel importante nas redes sem fio por
coordenar a transmissão dos vários hospedeiros associados a ela. A estação-base é
responsável por receber e enviar os pacotes de/para os hospedeiros a ela associa-
dos [112]. É importante mencionar que um hospedeiro está associado à uma estação-
base quando o hospedeiro está no alcance da estação-base, e quando o hospedeiro
se utiliza da estação-base como um gateway para as demais sub-redes, conforme
acontece no exemplo ilustrado na Figura 2.1.
As redes sem fio podem ser ordenadas com ou sem infraestrutura [83] [112] [147].
Exemplos de redes sem fio e seus elementos se encontram disponíveis nas Figuras 2.1
e 2.2, onde a primeira mostra uma rede com infraestrutura enquanto a segunda mostra
uma rede sem infraestrutura, isto é, uma rede ad hoc. Note que nesta última não há um
elemento que faça especificamente o papel de estação-base. Assim os próprios hospedeiros
se organizam sem este elemento centralizador assumindo este papel, e realizando por
exemplo as funções de roteamento, atribuição de endereços, tradução de endereços como
no DNS (Domain Name Server) quando necessário [112]. Este trabalho terá como foco
as comunicações em redes ad hoc.
As redes sem fio ad hoc também podem ser classificadas com relação ao alcance de
um nó em relação a todos os demais. Quando se considera que todos os nós podem se
comunicar sem a necessidade de um nó intermediário repassar o pacote ao destinatário,
esta rede pode ser classificada como de único salto (single hop) [8]. Já quando há a neces-
sidade de haver o repasse do pacote por um nó intermediário, a rede é então classificada
como de múltiplos saltos (multi-hop) [8]. As Figuras 2.4 e 2.5 ilustram exemplos de redes
de único salto e de múltiplos saltos, respectivamente.
Quando comparadas às redes cabeadas, as redes sem fio possuem algumas caracterís-
ticas bastante distintas e particulares devido à natureza do meio em que operam, isto é,
o espectro. Dentre tais características, pode-se destacar algumas, conforme explicado a
seguir:
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Figura 2.2: Exemplo de rede sem fio ad hoc.
• Redução da potência recebida do sinal: sinais eletromagnéticos são atenuados quando
é necessário atravessar algum tipo de obstáculo como uma parede, por exemplo [93].
Mesmo na ausência de obstáculos, isto é, ao ar livre, o sinal terá sua potência re-
duzida quando chegar ao receptor [93]. A referida redução de potência cresce à
medida que a distância entre emissor e receptor aumenta. Estimar a redução da po-
tência recebida do sinal é uma tarefa não tão trivial, sendo alvo de diversos estudos
científicos e modelos, tais como os apresentados em [93] [103] [146] [154] [162] [164];
• Interferência de outras fontes: quando várias fontes de rádio estão transmitindo
simultaneamente na mesma banda de frequência, elas sofrerão interferência umas
das outras [64]. Além da interferência por várias fontes tentando acessar simul-
taneamente o meio, o ruído eletromagnético do ambiente pode causar interferên-
cia [64] [83];
• Propagação multivias: a propagação multivias acontece em casos nos quais partes
da onda eletromagnética enviadas do emissor ao receptor são refletidas em obs-
táculos e no solo assumindo caminhos de comprimento distintos [83] [127]. Esse
comportamento causa embaralhamento no sinal captado pelo receptor. Obstáculos
em movimento no meio do caminho entre o emissor e o receptor podem fazer com
que a propagação multivias varie ao longo do tempo para este determinado cami-
nho [127]. É importante mencionar que a literatura correlata muitas vezes utiliza
o termo propagação multicaminhos para se referir exatamente ao que foi explicado
para propagação multivias;
• Handoff : em redes sem fio com infraestrutura, quando um hospedeiro se desloca
para fora do alcance da sua atual estação-base, ele troca de estação-base para não
ficar desconectado da rede. Esse processo de transferência de estações-base para um
hospedeiro é denominado handoff [127]. O handoff pode ser custoso para rede nos
casos em que ocorre muita mobilidade. Além disso, em cenários deste tipo, é difícil
precisar a exata localização do hospedeiro. Até mesmo o roteamento de pacotes ao
hospedeiro pode ser afetado em cenários que ocorram constantes handoffs [83] [127].
Devido a estas características das redes sem fio, elas possuem algumas situações que
necessitam de mais cuidado, pois não acontecem em redes cabeadas. Um importante
8
Figura 2.3: Alcance e vazão de alguns padrões de redes sem fio, adaptado de [83].
Figura 2.4: Exemplo de rede de único salto.
exemplo de uma situação crítica para uma rede sem fio diz respeito ao que é denominado de
“problema do terminal escondido” [153]. Tal problema está relacionado ao fato de dois nós
estarem fora do alcance um do outro e possuírem um vizinho em comum [153]. Caso esses
dois nós tentem transmitir simultaneamente pacotes para este vizinho, haverá colisões e,
portanto, perda de pacotes [112]. A situação descrita está exemplificada na Figura 2.6. No
diagrama representado pela referida figura, há uma ocorrência de colisão, pois os nós A e
C tentam simultaneamente enviar um pacote que será recebido por B. O problema possui
este nome pois em uma situação como a ilustrada na Figura 2.6, o nó A está “escondido”
do nó C e vice-versa. Vale ressaltar que a ocorrência não tratada de terminais escondidos
pode degradar significativamente o desempenho de uma rede [112]. Isso faz com que
seja primordial a utilização de mecanismos que possam mitigar o problema em questão.
Formas de mitigar tal problema serão discutidas mais adiante neste capítulo.
O modelo TCP/IP (Transmission Control Protocol/Internet Protocol) é o modelo de
rede utilizado na Internet [112]. O modelo possui esse nome devido ao nome de seus dois
principais protocolos: TCP (Transmission Control Protocol) e IP (Internet Protocol). O
modelo TCP/IP apresenta quatro camadas [112]. Entretanto, diversos autores da área
o estenderam para cinco camadas, de modo a detalhar a camada mais baixa do modelo
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Figura 2.5: Exemplo de rede de múltiplos saltos.
Figura 2.6: Exemplo de ocorrência do problema de terminal escondido.
original, transformando-a em duas [147]. O trabalho descrito no presente documento
considera que as redes sem fio estão realizando a transmissão dos pacotes entre seus nós
de acordo com o modelo estendido, em consonância com autores de livros da área, tais
como os disponíveis em [83] e [147]. A Figura 2.7 ilustra as cinco camadas do modelo
considerado. As camadas possuem papéis diferentes e são interdependentes para que uma
comunicação ocorra corretamente do ponto de vista do usuário final [112]. As camadas
do modelo considerado são:
1. Física: a camada física é responsável pela transmissão efetiva dos próprios bits
encapsulados nos quadros provenientes da camada de enlace. Portanto, as técnicas
relacionadas à camada física dependem do enlace, bem como do meio de transmissão
utilizado que varia desde fibra ótica (redes cabeadas) até o meio sem fio [83];
2. Enlace: a camada de enlace faz o repasse dos datagramas provenientes da camada
de rede. Esse repasse é feito baseado nas informações de roteamento contidas no
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datagrama. A camada de enlace pode possuir mecanismos de entrega confiável dos
quadros a serem enviados. Como exemplo de protocolos da camada de enlace, pode-
se citar o protocolo Ethernet [108], bastante utilizado em redes cabeadas [147]. No
que tange a redes sem fio, os protocolos de controle de acesso ao meio se encontram
nessa camada do modelo. Portanto, essa será a camada mais abordada e detalhada
nas explicações posteriores deste capítulo. Neste trabalho, se denotará por pacote
ou quadro as informações desta camada utilizadas nos protocolos de controle de
acesso ao meio;
3. Rede: a camada de rede é responsável pelo roteamento e pelo endereçamento dos
pacotes da rede. Com base nas informações recebidas das camadas mais altas, a
camada de rede encapsula o pacote e passa para a camada de enlace seguir com o
processo de transmissão [147];
4. Transporte: a camada de transporte recebe a mensagem da camada de aplicação
e encapsula esta mensagem para passar para a camada de rede. Os protocolos da
camada de transporte podem possuir mecanismos de controle de congestionamento
e de retentativas de envio de mensagens em caso de falhas, como ocorre com o
TCP (Transmission Control Protocol). Estes mecanismos de controle são opcionais,
pois existem protocolos, tais como o UDP (User Datagram Protocol) que não os
possuem [147];
5. Aplicação: a camada de aplicação é o nível mais alto de abstração do modelo conside-
rado. Nesta camada, residem diversas aplicações e protocolos. Assim, pode-se citar
diferentes protocolos com as mais diversas funções como transferência de arquivos
(FTP – File Transfer Protocol), envio de correio eletrônico (SMTP – Simple Mail
Transfer Protocol), resolução de nomes (DNS – Domain Name System) e requisição






Figura 2.7: Diagrama de camadas do modelo considerado.
Devido às características das redes sem fio, para se obter um bom aproveitamento do
espectro eletromagnético, é necessária a existência de mecanismos que organizem o acesso
dos nós ao espectro [81]. Essa coordenação do acesso ao meio ocorre de modo a evitar
colisões e prover justiça no acesso ao canal, ou seja, que todos os nós possuam chance
similar de acessar o canal em um dado momento [54] [81]. Os mecanismos que controlam
o acesso ao espectro são denominados protocolos de controle de acesso ao meio (Medium
Access Control – MAC), e operam na camada dois (camada de enlace) da pilha ilustrada
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na Figura 2.7 e previamente explicada. É importante mencionar que as camadas física e
de enlace são alvos de padronizações por parte do IEEE [43]. Em especial, destaca-se o
grupo de trabalho IEEE 802 que padronizou diversos protocolos e técnicas relacionadas a
estas duas camadas, conforme exemplos ilustrados na Figura 2.8.
Figura 2.8: Exemplos de padrões do IEEE para as camadas de enlace e física do modelo
considerado.
2.2 Protocolos de Controle de Acesso ao Meio
Os protocolos de controle de acesso ao meio são fundamentais para a operação de
redes sem fio por organizarem o acesso dos nós ao meio de modo eficiente e justo [54] [81].
A eficiência de um protocolo de controle de acesso ao meio é proporcional à quantidade
de transmissões realizadas com sucesso por nós da rede em um determinado intervalo
de tempo [124]. Dada sua importância, os protocolos de controle de acesso ao meio são
objetos de diversos estudos na literatura relacionada a redes sem fio [56] [74] [112]. Seja R
a capacidade de transmissão em bits por segundo de um enlace, um protocolo de controle
de acesso ao meio eficiente possui as seguintes metas [54] [81]:
1. Caso apenas um nó possua dados para enviar num instante de tempo, que esse nó
possua uma vazão de R bits por segundo;
2. Quando n nós possuem dados para enviar, que cada um desses nós possua vazão
média igual, isto é, vazão média igual a R/n bits por segundo. Esta meta visa levar
em consideração a justiça na distribuição dos recursos da rede entre os nós;
3. Protocolo preferencialmente descentralizado para minimizar gargalos e pontos de
falha que possam comprometer a rede como um todo;
4. Protocolo simples do ponto de vista de implementação para minimização de custos.
Existem diversas maneiras de categorizar e classificar os muitos protocolos de controle
de acesso ao meio existentes na literatura, conforme exposto na Figura 2.9. Tal figura
ilustra diversas das classificações existentes e que serão abordadas neste trabalho. Assim,
serão apresentadas algumas das mais relevantes classificações relacionadas a protocolos de
controle de acesso ao meio expostas em diversos artigos da área, tais como os disponíveis
em [76] [88] [100] [109] [120] [121].
Uma importante classificação de protocolos de controle de acesso ao meio está relaci-
onada à quantidade considerada de canais alocados pelo protocolo. Os protocolos podem
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Figura 2.9: Taxonomia de classificações de protocolos de controle de acesso ao meio.
considerar o uso de apenas um canal ou de múltiplos canais [76] [88] [100] [109] [120] [121].
Vale ressaltar que cada canal representa a alocação de uma diferente porção de frequência
do espectro eletromagnético. Em um contexto no qual os custos relacionados a hardware
vêm diminuindo, espera-se um aumento na quantidade de dispositivos ligados a redes sem
fio [121]. Desse aumento, decorre também uma maior demanda por largura de banda em
redes cada vez mais densas, em especial no contexto de redes de sensores [121].
A adoção de múltiplos canais traz vantagens claras no sentido de aumento de vazão,
bem como no que diz respeito à redução de interferência entre comunicações, visto que
estas podem ser distribuídas em mais de um canal [100] [121]. Assim, a utilização de
diversos canais deve auxiliar a atender os crescentes requisitos de largura de banda em
redes mais densas [121]. Entretanto, há diversos desafios que decorrem da utilização de
múltiplos canais para permitir um bom aproveitamento destes recursos. Neste sentido, a
coordenação das comunicações se torna significativamente mais complexa do que quando
se considera a utilização de apenas um canal [100].
De modo geral, os protocolos que consideram a utilização de múltiplos canais abor-
dam a alocação de canais baseada em duas abordagens distintas. A abordagem estática é
bastante relacionada a técnicas de controle de topologia e teoria de grafos. Nesta aborda-
gem, considera-se o uso de modelos de tráfego e modelos de interferência transformando
o problema de alocação de canais basicamente em um problema de otimização. Diversos
trabalhos na literatura empregam essa abordagem, tais como [2] [7] [80] [125] [126]. Por
sua vez, a abordagem dinâmica baseia-se na capacidade do rádio trocar o canal alocado
em um tempo quase desprezível. Tipicamente, esta abordagem pode trazer significativos
ganhos quando comparada a uma abordagem puramente estática. Esse ganho potencial
decorre da reatividade dinâmica ao tráfego e a interferência [100]. Como exemplo de pro-
tocolos deste tipo, pode-se citar o MMAC (Multichannel MAC ) [144], o SSCH (Slotted
Seeded Channel Hopping) [12] e o DCA (Dynamic Channel Assignment) [165].
Protocolos com essa abordagem dinâmica necessitam desenvolver mecanismos para
troca de informações acerca do tráfego para possibilitar o melhor aproveitamento dos
canais evitando colisões e subutilização de recursos [88]. Esse conhecimento pode ser
adquirido por meio de um canal comum ou pode existir um sincronismo periódico que
permita a obtenção dessas informações [109]. Para tal fim, os protocolos de controle de
acesso ao meio dinâmicos para múltiplos canais usam as abordagens apresentadas a seguir:
13
Uso de canal de controle: tal abordagem consiste na troca de quadros de controle
em um canal específico, denominado canal de controle [88] [109] [120]. A partir da troca
bem sucedida destes quadros de controle, é possível que os nós de origem e destino dos
dados concordem em qual dos canais será realizada a comunicação dos dados. Além disso,
qualquer outro nó que esteja escutando o canal de controle, consegue obter informações
sobre as comunicações em andamento o que potencialmente ajuda a evitar colisões nos
canais de dados. Dentro da abordagem do uso de canal de controle, há a possibilidade
de se utilizar mais de um rádio em cada nó. Isso ocorre de modo que um destes rádios
esteja sempre escutando o canal de controle, para se ter um maior conhecimento das
comunicações em andamento. Essa abordagem é utilizada no protocolo proposto em [165],
entretanto impacta significativamente no custo operacional do protocolo [57]. Portanto,
existem várias outras soluções que utilizam apenas um rádio, tais como [57] e [139]. Alguns
protocolos conseguem utilizar para transmissão dos dados todos os canais, até mesmo o
de controle. Isso é feito dividindo o tempo em fases. Inicialmente, ocorre uma fase de
controle onde se define as comunicações que irão ocorrer e em quais canais. Isto é feito
com o auxílio dos quadros de controle trocados no canal de controle. Finalizada esta fase,
se inicia a fase de transmissão em todos os canais. Após a fase de transmissão, inicia-se
nova rodada de fase de controle. Essa abordagem de divisão em fases combinada ao uso
de canal de controle está presente nos protocolos propostos em [24] [25] [144]. Apesar
de sua simplicidade e fácil implementação, o uso de apenas um canal para controle das
comunicações de todos os nós limita o gerenciamento dos recursos da rede [21]. Portanto,
diferentes abordagens para gerenciamento de comunicações em múltiplos canais surgiram;
Paralelismo via pontos de encontro: esta abordagem preconiza que qualquer canal
pode ser de controle. Além disso, o canal de controle de uma dada comunicação também
será utilizado para transmissão dos quadros de dados nessa comunicação. Para obter tal
comportamento, assume-se que os nós vão mudando de canal seguindo um determinado
padrão. Assim, espera-se que dois nós se encontrem no mesmo canal em algum instante de
tempo para que estabeleçam comunicação [88] [109] [120]. Essa situação é denominada de
ponto de encontro [150]. Há protocolos que utilizam pontos de encontro únicos, enquanto
outros utilizam múltiplos pontos de encontro [88] [109] [120]. Nos protocolos de pontos
de encontro único, todos os nós possuem um mesmo padrão na troca de canais. Além
disso, todos os nós ociosos estão no mesmo canal em que os quadros de controle são
transmitidos. Assim, todos os nós ociosos tomam conhecimento das comunicações em
andamento o que auxilia a evitar colisões. Quando finalizada a comunicação, os nós
envolvidos nela conseguem calcular qual canal devem sensorear seguindo o padrão pré-
definido de ordem dos canais. Como exemplo de protocolo de ponto de encontro único,
pode-se citar os protocolos descritos em [21] [57] [101] [158] [157].
Por sua vez, os protocolos de múltiplos pontos de encontro permitem que vários ca-
nais de controle sejam simultaneamente alocados em comunicações distintas, paralelizando
ainda mais as comunicações. Para tanto, cada nó segue um padrão de troca de canais
segundo uma função pseudoaleatória [12] [13] [143]. A cada canal visitado, troca-se in-
formações para aprender o padrão dos demais nós. Assim, quando se quer iniciar uma
comunicação com um nó, procura-se este com base no padrão aprendido. Pode-se ci-
tar como exemplo de protocolos que utilizam múltiplos pontos de encontro os estudos
descritos em [12] [13] [143].
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A abordagem de pontos de encontro (únicos ou múltiplos) permite descongestionar o
canal de controle e potencialmente aumentar o paralelismo das comunicações [109]. Os
pontos de encontro são objeto de diversos estudos em várias áreas distintas de redes sem
fio [13] [21] [57] e até mesmo em rádios cognitivos [120] [150]. A eficiência do aprendizado
do padrão de troca de canais dos nós sem dúvida é um fator crítico para a abordagem de
pontos de encontro. Isso ocorre, pois o tempo de troca de canal pode ser significativamente
custoso [109] [170]. Portanto, o tempo despendido em troca de canais e aprendizado
de padrões até que se chegue a um ponto de encontro pode ser um fator limitante na
abordagem de pontos de encontro.
Os protocolos de controle de acesso ao meio podem preconizar a utilização de um ou
mais rádios por nó [9] [33] [60] [61] [165]. Como exemplo de protocolos de controle de acesso
ao meio que demandam mais de um rádio, pode-se mencionar os protocolos descritos nos
estudos disponíveis em [9] [33] [61]. De modo geral, quando se utiliza mais de um rádio,
um destes fica monitorando a atividade no canal de controle para assim evitar colisões [9].
Note que a utilização de dois rádios dessa maneira seria equivalente à utilização de apenas
um rádio que consiga transmitir dados e sensorear, simultaneamente. O rádio com essa
capacidade é denominado full-duplex [147] e uma revisão acerca deste tipo de rádio e dos
protocolos de controle de acesso ao meio a ele relacionados será apresentada no Capítulo 3.
Por sua vez, nas abordagens que preconizam apenas um rádio, é necessário desenvolver
mecanismos mais complexos para evitar a ocorrência de colisões [21] [76]. No contexto
de múltiplos canais, o emprego de mais de um rádio visa maximizar o aproveitamento
dos recursos da rede [9] [33] [61]. Entretanto, a abordagem de apenas um rádio é mais
barata do ponto de vista operacional, dado o custo significativo do(s) rádio(s) extra(s)
para cada nó [57]. Além disso, esta abordagem pode ser particularmente interessante em
contextos onde o consumo de energia seja um fator limitante, tal como ocorre em redes
de sensores [82] [113] [121].
Dentre a grande quantidade de protocolos de controle de acesso ao meio existentes na
literatura, tradicionalmente, eles podem ser divididos em três categorias. Estas categorias
basicamente diferem na abordagem utilizada para garantir o acesso ao meio aos nós da
rede em operação [83] [147]. As três categorias de protocolo de controle de acesso ao
meio são: protocolos de divisão estática de canal, protocolos de revezamento e protocolos
aleatórios [83]. Nas subseções seguintes, cada uma dessas abordagens será explicada
juntamente com exemplos de protocolos destas categorias.
2.2.1 Protocolos de Divisão Estática de Canal
Os protocolos de divisão estática de canal conseguem ser justos no sentido de prover a
todos os nós a mesma probabilidade de acesso ao canal ao longo do tempo. Os protocolos
em questão consistem em dividir igualmente o canal dentre todos os nós que desejam
acessá-lo [112]. Neste caso, pode-se evitar as colisões fazendo com que cada nó utilize a
porção do canal a ele alocada na divisão. Como exemplo de protocolos dessa natureza,
pode-se citar o TDMA (Time-Division Multiple Access) e o FDMA (Frequency-Division
Multiple Access) [83] [147].
O TDMA consiste em distribuir uma fatia de tempo para cada nó da rede acessar o
canal, conforme ilustrado na Figura 2.10. Cada nó apenas realiza transmissões na fatia
de tempo assinalada a ele. Assim, garante-se que não ocorrerão colisões no TDMA. Além
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Figura 2.10: Exemplo de protocolo de divisão estática por tempo.
Figura 2.11: Exemplo de protocolo de divisão estática por frequência.
disso, devido à distribuição igualitária de fatias entre os nós da rede, assegura-se também
que todos os nós terão a mesma probabilidade de acessar o canal [112]. Entretanto, ainda
que apenas um nó queira realizar a transmissão, ele precisa ficar ocioso até que chegue a
fatia de tempo assinalada a ele, o que ocasiona uma espera desnecessária.
O protocolo FDMA por sua vez faz a divisão estática em termos de frequência ao
invés de tempo. A Figura 2.11 ilustra essa situação na qual uma subfrequência de X Hz
é reservada a cada um de três nós. Cada um dos nós da rede pode realizar transmissões
a qualquer momento, mas apenas na subfrequência a ele assinalada [147]. Sendo assim,
assegura-se que não ocorrerão colisões para o FDMA. O FDMA também garante que todos
os nós possuem a mesma probabilidade de acessarem ao meio, visto que todos possuem
uma subfrequência reservada [112]. Além disso, caso apenas um nó queira transmitir, não
haverá a necessidade deste nó ficar ocioso esperando até sua vez chegar, diferentemente
de como ocorria no TDMA. Entretanto, a desvantagem do FDMA é que não se utiliza a
frequência inteira nas transmissões [83].
2.2.2 Protocolos de Revezamento
Os protocolos de revezamento de um modo geral têm por objetivo que todos os nós
possuam a mesma probabilidade de obter acesso ao canal para realizar suas transmis-
sões [112]. Sendo assim, protocolos deste tipo possuem mecanismos para que um nó saiba
se ele possui “permissão” para tentar realizar sua transmissão em um dado momento. De
modo geral, essa “permissão” faz com que colisões sejam evitadas, visto que os nós sem
ela ficarão apenas escutando o canal [147]. Como exemplo de protocolo de revezamento,
pode-se citar dois protocolos [83]: protocolo de escolha e protocolo de revezamento de
permissão.
O protocolo de escolha consiste basicamente na premissa de que um dos nós da rede é
inicialmente escolhido como mestre. O nó mestre será então o responsável por gerenciar a
permissão de transmitir no canal para todos os demais nós. Isso ocorre quando o nó mestre
envia uma mensagem a um nó i alertando-o de que é a sua vez de acessar o canal. Caso
i possua pacote para ser transmitido, i inicia a transmissão. Caso contrário, i permanece
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Figura 2.12: Exemplo de protocolo de revezamento de permissão.
ocioso até que o nó mestre envie a mensagem com a permissão para o próximo nó da
rede. O protocolo de escolha consegue eliminar colisões com esse mecanismo. Entretanto,
a eficiência deste protocolo é afetada pelo fato de um nó com pacotes para transmitir ter
que ficar esperando sua vez de receber a “permissão” do mestre ainda que seja o único a
possuir pacotes para transmitir. Além disso, como se trata de um protocolo centralizado
no nó mestre, há limitações no que diz respeito à tolerância a falhas. Caso ocorra algum
problema com o nó mestre, o protocolo falhará até que um novo mestre seja escolhido.
Outra abordagem de protocolos de revezamento é o chamado protocolo de revezamento
de permissão. Neste caso, há um pequeno pacote que indica a permissão de transmitir.
Caso o nó esteja com o pacote de permissão, ele pode realizar a transmissão. Após a
transmissão ou caso não haja nada a ser transmitido, o nó simplesmente passa a um dos
seus vizinhos o pacote de permissão [147]. Esse pacote de permissão é passado entre os
nós em um esquema de vetor circular, conforme ilustrado na Figura 2.12. Esta topologia
virtual para passagem do pacote de permissão faz com que todos os nós possuam a mesma
probabilidade de conseguirem acesso ao meio [112]. Além disso, este protocolo é livre de
colisões, visto que apenas um nó possuirá “permissão” para estar transmitindo em um dado
instante de tempo [147]. Embora seja um protocolo distribuído, a queda de um dos nós
pode ocasionar falhas, pois o pacote de “permissão” poderia ser perdido. Como exemplo
de protocolo de revezamento de permissão, pode-se citar o protocolo IEEE 802.5 [62].
2.2.3 Protocolos Aleatórios
Os protocolos aleatórios possuem uma estratégia de alocação de acesso ao meio um
pouco distinta das apresentadas pelos protocolos de divisão estática de canal e de reveza-
mento. A diferença é que não há pré-divisão do canal em função de tempo ou frequência.
Qualquer nó pode acessar o canal a qualquer instante. Isso faz com que um nó seja capaz
de utilizar toda a capacidade do canal [83]. Além disso, caso ele seja o único a tentar
acessar o canal em um dado momento, sua espera de acesso será menor do que se estivesse
sendo utilizado um protocolo de divisão estática de canal. Entretanto, para que isso seja
eficiente, evitando colisões, é necessário se introduzir probabilidades no acesso ao canal.
Uma taxonomia elencando algumas das diferentes estratégias para tal pode ser derivada
da Figura 2.9. Nesta figura, se pode destacar as estratégias de splitting e de utilização
de mecanismos de backoff no que concerne a protocolos aleatórios. Portanto, esta seção
apresentará protocolos de ambas as estratégias.
A estratégia de divisão (splitting) para garantia de acesso ao meio é bastante simples
e intuitiva. A política de splitting em algoritmos de acesso ao meio foi inspirada na
solução de um problema de realização de teste em grande escala de reagentes na Segunda
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Guerra Mundial [35]. Neste problema, ao invés de se testar separadamente cada indivíduo,
misturava-se o sangue de vários indivíduos no mesmo recipiente e realizava-se o teste deste
conjunto. Caso o resultado fosse negativo, inferia-se que todos os indivíduos do grupo
não apresentavam reação. Caso contrário, o grupo era subdividido em grupos menores
e o processo era repetido até que os indivíduos que possuíam reação fossem separados
e identificados [35] [68]. Esta técnica foi adaptada para o contexto de comunicações
primeiramente por [58]. Em [58], introduziu-se a utilização do envio de probe para eleição
dos nós que acessarão o canal em um dado momento. De modo análogo ao exame dos
reagentes, um grupo de nós era avaliado para verificar se algum deles queria acessar o
canal em um dado momento. Caso fosse verificado que houve mais de um sinal de probe
naquele grupo, tal grupo era subdividido e o processo repetido até que se identificasse
os nós que desejavam acessar o canal em um dado momento. Assim, surgiu a ideia de
transpor essa abordagem para o contexto de protocolos de controle de acesso ao meio.
Em geral, os algoritmos de divisão (splitting) para protocolos de controle de acesso ao
meio partem das seguintes premissas [68]:
(I) O tempo é dividido em unidades de tempo (fatias), e esta unidade equivale ao tempo
gasto para transmitir exatamente um pacote. Todos os nós estão sincronizados e
somente podem iniciar suas transmissões ao início de cada unidade de tempo;
(II) Em um grupo de nós, a partir da escuta do canal, é possível distinguir as seguintes
situações em um dado momento: nenhum nó está transmitindo; apenas um nó está
transmitindo; mais de um nó está transmitindo.
Os primeiros protocolos de controle de acesso ao meio baseados neste princípio de di-
visão (splitting) foram os propostos em [22] [23] [155]. Estes propuseram na mesma época
a utilização do algoritmo básico de árvore binária para resolução de colisões e garantia de
acesso ao meio [68]. O objetivo destes protocolos é identificar quais nós querem acessar
o canal em um determinado instante de tempo, e assim reger essa comunicação evitando
colisões [22] [23] [68] [155]. No início de cada unidade de tempo, os nós que querem reali-
zar a transmissão devem enviar uma sinalização. Com base nos sinais recebidos, parte-se
da premissa (II), identificando no grupo de nós analisado se há 0, 1 ou mais de 1 nós que
enviaram sinal. Caso seja 0, sabe-se que ninguém quer transmitir naquele grupo e não
há nenhuma ação a ser tomada para evitar colisões. O mesmo ocorre quando apenas 1
nó deseja acessar o canal. Entretanto, quando há mais de 1, o grupo é então dividido em
2 subgrupos de maneira semelhante ao que ocorre em uma busca binária. Então, esses
2 subgrupos passam por uma nova rodada de sinalização e verificação. Este processo é
repetido até que os subgrupos cheguem na situação sem colisão, isto é, onde apenas 0 nós
ou 1 nó queiram acessar o canal. De posse de todos os nós que desejam acessar o canal,
o algoritmo faz uma ordenação deles coordenando o acesso e evitando colisões [68].
Os algoritmos de splitting baseados em árvore binária claramente montam sua lista
com os nós que desejam transmitir em O(log2 n), onde n é a quantidade total de nós.
Diversas outras análises acerca da eficiência dos algoritmos de divisão estão disponíveis
na literatura correlata, tais como os trabalhos disponíveis em [107] [111] [131]. Há inclu-
sive propostas que preconizam otimizações no processamento das árvores de subgrupos,
conforme relatado por [132] [156]. Por não serem o escopo central da proposta de trabalho
descrita no presente documento, apenas os artigos clássicos relacionados a protocolos de
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divisão (splitting) foram apresentados. Há diversos estudos que fazem uma análise mais
extensa do assunto, tais como os disponíveis em [17] [111] [131].
Dado o custo do envio e escuta de sinais apenas para detecção e prevenção de colisões,
surgiu uma abordagem diferente para tentar mitigar as colisões sem onerar muito a rede.
Essa abordagem reduz a probabilidade de colisões introduzindo um tempo aleatório de
espera antes do envio de um pacote [68]. Este tempo aleatório é denominado backoff e
sua duração varia de acordo com as condições da rede [68]. Com relação a esta aborda-
gem que diz respeito à introdução de mecanismo de backoff, diversos protocolos de acesso
aleatório foram propostos na literatura, mas este trabalho se aterá a explicar em linhas
gerais os protocolos clássicos da literatura correlata. Serão explicados os seguintes pro-
tocolos aleatórios: ALOHA [1], Slotted ALOHA [129] e o CSMA (Carrier-Sense Multiple
Access) [79].
O protocolo ALOHA surgiu com um mecanismo distribuído básico de acesso ao meio
aleatório. Neste protocolo, ao receber um quadro para transmissão, todo nó envia esse
quadro em broadcast. Além disso, utiliza-se como unidade de tempo para transmissão, a
fatia de quadro, isto é, o tempo gasto para se transmitir um quadro. Por exemplo, supondo
um quadro de P bits a ser transmitido em um canal com capacidade de R bps, tem-se que
a duração da fatia de quadro é igual a P/R segundos. Após o protocolo ALOHA tentar
realizar uma transmissão normalmente, podem ocorrer colisões. Caso a transmissão sofra
colisão, na próxima fatia de quadro, tenta-se com probabilidade p (0 ≤ p ≤ 1) realizar
novamente a transmissão [1]. Essas tentativas com probabilidade p nas próximas fatias
de tempo perduram até que se obtenha sucesso no acesso ao canal [1]. É importante
mencionar que no protocolo ALOHA as fatias de quadro não são sincronizadas entre os
nós. Logo, um nó pode estar no meio da sua fatia de quadro, enquanto outro nó que
acessa o canal está no início da sua fatia de quadro.
O protocolo Slotted ALOHA [129] é bastante semelhante ao protocolo ALOHA. A
principal diferença com relação ao protocolo ALOHA, consiste no fato de os tempos de
fatia de quadro serem previamente sincronizados entre os nós. Logo, caso um nó esteja
no começo de sua fatia de quadro, todos os outros também estarão, visto que houve a
sincronização prévia [129]. Isso é feito para diminuir a janela de “vulnerabilidade” do
protocolo, ou seja, o período em que será gerada uma colisão se um outro nó transmitir.
Para facilitar o entendimento desta questão, a Figura 2.13 ilustra essa diferença da janela
de “vulnerabilidade” entre os protocolos Slotted ALOHA e ALOHA. Essa sincronização
de fatias de quadro permite um significativo aumento no desempenho do Slotted ALOHA.
Alguns estudos chegam a falar em um aumento de 100% na eficiência máxima quando
comparado com o ALOHA [112].
Com relação ao CSMA, este apresenta algumas importantes diferenças quando com-
parado aos protocolos ALOHA e Slotted ALOHA. Basicamente, essas diferenças residem
em dois princípios que podem ser aplicados a depender da versão do CSMA utilizada. Os
princípios em questão serão explicados a seguir:
• Detecção de portadora: a detecção de portadora consiste no sensoriamento do meio
para verificar se está ocorrendo alguma transmissão naquele momento. Portanto, no
CSMA, antes de iniciar uma transmissão, o nó verifica se o meio está livre realizando
o referido sensoriamento. Se o meio estiver livre, o nó realiza sua transmissão. Caso
contrário, a transmissão a ser iniciada é adiada por um período aleatório de tempo
para evitar colisões [79]. Como exemplo de uso de tal mecanismo, é importante
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Figura 2.13: Comparação entre ALOHA e Slotted ALOHA.
mencionar que o protocolo CSMA/CA (Carrier-Sense Multiple Access with Collision
Avoidance) faz uso da detecção de portadora;
• Detecção de colisão: um nó que está realizando sua transmissão sensoreia o canal.
Caso este nó verifique que há algum outro fluxo de quadros na rede que possa gerar
colisão, ele interrompe sua transmissão e espera por um período aleatório até tentar
transmitir novamente [84]. Este princípio de detecção de colisão é utilizado no
protocolo CSMA/CD (Carrier-Sense Multiple Access with Collision Detection) [84]
e também no protocolo Ethernet [108] para redes cabeadas.
O CSMA possui diversas variações propostas. O trabalho proposto no presente do-
cumento é relacionado a redes sem fio. Portanto, dentre as variações de CSMA, se dará
um foco especial no CSMA/CA, dada sua importância no contexto deste trabalho. O
CSMA/CA é fundamental para redes sem fio pelo fato de um dos principais padrões de
comunicação de redes sem fio preconizar o uso na camada de enlace do CSMA/CA com al-
gumas adaptações. O padrão em questão, bem como estas adaptações para o CSMA/CA
serão explicadas na seção seguinte.
2.3 Padrão IEEE 802.11
O padrão IEEE 802.11 [63] é alvo de muitos estudos a respeito de seu desempenho,
dada sua importância para redes sem fio [149]. O referido padrão faz parte da família de
padrões IEEE 802 que tem por objetivo apresentar diversas especificações e arquiteturas
ligadas a redes locais [43]. As especificações da família IEEE 802 são destinadas especi-
almente às camadas de enlace e física, conforme discutido anteriormente e ilustrado na
Figura 2.8. Com relação à camada de enlace, estabelecem-se regras de acesso ao canal
para envio de dados, enquanto os detalhes relativos à transmissão dos dados ficam nas
descrições relacionadas à camada física [43].
Originalmente, o IEEE 802.11 continha a descrição de um protocolo de controle de
acesso ao meio e de duas técnicas de transmissão na camada física lançada em 1997 [74].
Entretanto, ao longo dos anos, o padrão vem sendo desenvolvido e ganhando novas ex-
tensões com melhorias seja na parte de acesso ao meio, seja em evoluções nas técnicas
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de transmissão de dados na camada física [43] [74]. Em 1999, foram abertos dois grupos
de trabalho que deram origem aos padrões IEEE 802.11a e IEEE 802.11b. Tais padrões
operavam em bandas diferentes e conseguiam obter vazão de até 54 Mbps e 11 Mbps,
respectivamente. Em 2002, houve uma unificação criando o IEEE 802.11g que opera
na banda do IEEE 802.11b e utiliza os mecanismos MAC e da camada física do IEEE
802.11a, também alcançando 54 Mbps. Com o aumento da demanda por dados, o IEEE
802.11n foi lançado em 2009 chegando a obter 600 Mbps. Nesta versão do padrão, houve a
introdução do uso das técnicas MIMO (Multiple-Input Multiple-Output) e SDM (Spatial-
Division Multiplexing) [86] com até 4 fluxos, além de política que permite agregar quadros
na camada de controle de acesso ao meio [56] [74] [117]. Mais recentemente, ainda surgiu
o IEEE 802.11ac que faz uso da técnica MU-MIMO(Multi-user Multiple-Input Multiple-
Output), permitindo a utilização de até 160 MHz de banda com até 8 fluxos simultâneos.
Isso faz com que o IEEE 802.11ac consiga obter vazão superior a 1 Gbps [74]. Por sua vez,
o padrão IEEE 802.11ax faz uso da técnica MU-MIMO tanto nas transmissões uplink e
downlink, além de introduzir conceitos de OFDMA (Orthogonal Frequency Division Mul-
tiplexing Access) acoplados ao MU-MIMO [71]. Por ser projetado para suportar redes de
alta densidade, o IEEE 802.11ax apresenta mecanismos de atenuação de interferência em
redes sobrepostas e técnicas eficientes no contexto de consumo de energia [115]. Assim, o
padrão em questão consegue prover qualidade de serviço em redes densas, atingindo uma
vazão teórica de até 9,6 Gbps [71], [123].
O padrão IEEE 802.11 pode operar tanto em redes com infraestrutura quanto em redes
sem infraestrutura. Conforme explicado na Seção 2.1, no primeiro caso, há uma estação-
base coordenando o acesso. Neste caso, o padrão IEEE 802.11 opera no modo PCF (Point
Coordination Function) que preconiza a existência deste ponto central de controle [147].
Com relação as redes sem infraestrutura, o padrão IEEE 802.11 opera nelas utilizando
o modo DCF (Distributed Coordination Function), em que cada estação age de modo
independente sem a figura de um controle centralizado [147]. Como também citado na
Seção 2.1, este trabalho tem como foco as comunicações em redes sem infraestrutura (ad
hoc). Sendo assim, quando houver referência ao padrão IEEE 802.11, na verdade, está se
referindo sempre ao padrão IEEE 802.11 operando no modo DCF.
Como mencionado, o padrão IEEE 802.11 possui diversos mecanismos e técnicas para
prover a coordenação eficiente do acesso ao meio em redes sem fio. Neste trabalho, serão
destacados alguns destes mecanismos mais intrinsecamente ligados às técnicas propostas.
Os referidos mecanismos são os seguintes:
1. Reserva de Canal;
2. Detecção de Portadora Virtual;
3. Algoritmo de Backoff.
Os referidos mecanismos servem de suporte ao CSMA/CA utilizado pelo padrão IEEE
802.11, sendo portanto parte fundamental para a correta operação do padrão IEEE 802.11
em redes sem fio. Uma explicação mais detalhada acerca de cada um destes mecanismos
está disponível nas próximas subseções deste texto.
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Figura 2.14: Formatos dos quadros de controle RTS e CTS.
2.3.1 Reserva de Canal
O padrão IEEE 802.11 possui um esquema de reserva de canal que visa evitar colisões
mesmo em casos onde há a presença de terminais escondidos. Tal problema foi previa-
mente explicado neste capítulo e possui um exemplo ilustrado na Figura 2.6. Tal figura
mostra que os terminais A e C estão “escondidos” um do outro, embora ambos estejam
conectados ao terminal B. Conforme ilustrado na Figura 2.6, caso os nós A e C decidam
acessar o canal simultaneamente para enviar dados, isso gerará colisão no nó B. Para
evitar perdas ocasionadas por situações deste tipo, o padrão IEEE 802.11 possibilita a
opção de se utilizar um mecanismo de reserva de canal. Tal mecanismo é baseado na troca
de quadros de controle antes da troca dos quadros de dados e ACK (acknowledgement).
Os quadros de controle utilizados na reserva de canal são os quadros RTS (Request to
Send) e CTS (Clear to Send) e seus formatos estão ilustrados na Figura 2.14.
Um exemplo da utilização dos quadros de controle será explicado a seguir com o auxílio
da Figura 2.15. Nesta situação, o nó A quer enviar dados ao nó B. Primeiramente, o
nó A envia o quadro de controle RTS para o nó B, de modo que todos os vizinhos do
nó A (como o nó D) fiquem cientes de que ocorrerá uma comunicação. Neste caso, o nó
D usará a informação de duração presente no RTS para saber em quanto tempo o canal
ficará livre novamente. É importante mencionar que tal informação está armazenada em
um campo do cabeçalho do quadro de controle RTS, conforme ilustrado na Figura 2.14.
Após receber o quadro RTS, o nó B então verifica que é o destinatário do RTS com o
auxílio do campo “destino” do cabeçalho do RTS. Então, o nó B responde ao nó A com
um quadro de controle CTS. De maneira análoga ao que ocorre com o RTS, todos os nós
vizinhos ao nó B (como o nó C) ficam cientes da comunicação que se iniciará e de sua
duração. Assim, o nó C adiará sua tentativa de acessar o canal pelo tempo de duração da
comunicação. Após o nó A receber o CTS, os dados serão enviados ao nó B que responde
com um ACK.
Assim, a reserva de canal é um mecanismo capaz de atenuar consideravelmente as
perdas por colisão no IEEE 802.11, visto que reduz os efeitos do problema do terminal
escondido. Além disso, como o quadros de controle RTS e CTS tipicamente são signifi-
cativamente menores que o de dados, o tempo despendido com uma colisão de RTS ou
CTS é menor que o despendido com uma colisão de dados [140]. Embora possua diversas
vantagens, a utilização dos quadros de controle introduz significativo aumento do tempo
total gasto com a comunicação. Para quadros de dados com payload de 128 bytes sendo
transmitidos em um canal com capacidade de 1 Mbps, o tempo despendido com a reserva
de canal chega a representar 21% do tempo total de transmissão [52] [67]. Por isso, no
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Figura 2.15: Exemplo de reserva de canal com quadros RTS e CTS.
padrão IEEE 802.11, a utilização da reserva de canal é opcional, visto que para pacotes de
dados pequenos o custo introduzido com a reserva de canal pode não valer a pena. Dada
estas características da reserva de canal com quadros de controle, surgiram alguns estudos
para reduzir o tempo gasto com a reserva de canal. Como exemplo, pode-se citar uma
abordagem que utiliza sinais da camada física para atenuar a probabilidade de colisão
entre RTS e CTS [97] [140]. Outras abordagens voltadas para antenas direcionais que não
são o escopo deste trabalho, utilizam estes mesmos sinais da camada física para realizar
a reserva de canal de modo mais rápido que utilizando os quadros de controle [53] [52].
Tendo sido explicado o mecanismo de reserva de canal, será agora apresentada a detecção
de portadora virtual que atua em conjunto com a reserva de canal para mitigar colisões
nas redes que utilizam o padrão IEEE 802.11.
2.3.2 Detecção de Portadora Virtual
Conforme já explicado na Subseção 2.2.3, o CSMA tem como premissa a verificação
do meio antes de iniciar a transmissão de um quadro. Entretanto, devido a caracterís-
ticas inerentes ao espectro eletromagnético, tais como o desvanecimento de sinal, essa
verificação do meio se torna bem mais custosa, complexa e imprecisa do que nos meios
cabeados [43] [147]. Além disso, a possibilidade de haverem terminais escondidos com-
plica ainda mais a verificação do meio [43] [147]. Portanto, o padrão IEEE 802.11 in-
troduz a possibilidade de realizar essa verificação do meio com o auxílio dos quadros de
controle da reserva de canal. Essa verificação é denominada detecção de portadora vir-
tual [43] [83] [147]. Para realizar a detecção de portadora virtual, cada nó da rede possui
um contador de tempo denominado NAV (Network Allocation Vector). Este contador
indica o tempo (em µs) em que o meio está reservado para outra comunicação em anda-
mento. Quando o contador atinge o valor igual a zero, o nó em questão vai tentar acessar
o meio para enviar seus quadros.
O contador NAV é preenchido a partir do valor do campo “duração” presente no
cabeçalho dos quadros de controle RTS e CTS. O cabeçalho destes quadros está ilustrado
na Figura 2.14. Como exemplo do preenchimento do NAV, pode-se considerar o fluxo de
quadros descrito no diagrama da Figura 2.15. No diagrama em questão, o nó A deseja
transmitir dados ao nó B. Primeiramente, o nó A verifica que seu NAV está igual a zero
e envia o quadro RTS para B. Note que todos os vizinhos do nó A recebem também este
alerta sobre a necessidade do nó A reservar o meio para se comunicar com o nó B. Como
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o nó D é vizinho do nó A, ele também recebe essa notificação e utiliza o campo “duração”
do quadro RTS para estabelecer o seu valor de NAV.
É importante mencionar que processo análogo ocorre com o nó C ao receber o qua-
dro CTS enviado pelo nó B. Assim, o nó C também estabelece seu contador NAV de
acordo com o valor do campo “duração” do quadro CTS. Dessa forma, ao atualizarem
seus contadores NAV, todos os vizinhos dos nós A e B, tais como os nós C e D, não irão
tentar acessar o meio até que a comunicação entre os nós A e B termine. Logo, evita-se
possíveis colisões sem a necessidade explícita de ficar monitorando o meio com operações
de camada física dificultadas pelas características do meio eletromagnético. Encerrada a
explicação sobre a detecção de portadora virtual, será apresentado o mecanismo de backoff
presente no padrão IEEE 802.11.
2.3.3 Algoritmo de Backoff Exponencial
Como apresentado na Subseção 2.2.3, os protocolos de acesso aleatório possuem um
mecanismo de probabilidade para regular seu acesso ao meio. A cada colisão, a próxima
tentativa de transmissão é feita com base em uma probabilidade p na próxima fatia de
tempo. Em conformidade com esta abordagem, o padrão IEEE 802.11 faz uso do algoritmo
de backoff exponencial para controlar o acesso ao meio.
O algoritmo de backoff exponencial funciona da seguinte forma. Após realizar a detec-
ção de portadora virtual para assegurar que o meio está livre, o nó que deseja transmitir
sorteia um número no intervalo (0, CW − 1), onde CW é o tamanho da janela de backoff.
É importante mencionar que CW > 0 e que CW varia de acordo com a quantidade de
retransmissões por colisão daquele quadro. A cada colisão, a janela de backoff (CW ) é
multiplicada por dois até chegar a um tamanho máximo especificado. Tipicamente, os
valores da janela de backoff são potências de 2 [43]. Por exemplo, para o IEEE 802.11b,
o valor mínimo da janela de backoff é igual a 32 (25) e o valor máximo é igual a 1024
(210) [43] [63]. Portanto, quanto maior for a janela de backoff (CW ), menor será a pro-
babilidade de se acessar o meio na próxima fatia de tempo, visto que esta probabilidade
p é expressa por p = 1/CW .
Quando a janela de backoff atinge seu tamanho máximo previsto, ainda que ocorram
mais retransmissões por colisão, seu valor permanece estável até ser reiniciado para o
valor mínimo. Esse comportamento mantém o protocolo MAC estável ainda que sob uma
intensa carga de quadros a serem transmitidos [43]. O valor da janela de backoff pode ser
reiniciado para o valor mínimo em duas situações: Caso ocorra sucesso na transmissão do
quadro ou caso o número máximo de retentativas definido no padrão IEEE 802.11 seja
atingido. Neste último caso, o quadro é então descartado [43]. Finalizada a explicação
acerca dos mecanismos do padrão IEEE 802.11 mais relacionados com o presente trabalho,
serão expostas maneiras de avaliar o padrão IEEE 802.11 como protocolo de controle de
acesso ao meio do ponto de vista de desempenho da rede.
2.4 Avaliação do Padrão IEEE 802.11
O padrão IEEE 802.11 é utilizado em larga escala, sendo alvo de diversos estudos no
que diz respeito à sua capacidade máxima de transmissão para as suas diferentes versões
propostas ao longo dos anos [16] [72] [117] [160]. Conforme explicado previamente, o
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padrão em questão utiliza-se do algoritmo de backoff exponencial em conjunto com uma
política semelhante ao do CSMA/CA para minimizar colisões [63]. Ao se aumentar a
carga de tráfego sobre uma rede operando de acordo com o padrão IEEE 802.11, espera-
se que a vazão vá aumentando até um determinado ponto. A partir deste ponto, as
retransmissões passam a ocorrer com grande frequência de modo que a vazão se estabilize
em um limite, conforme mencionado em estudos da literatura correlata [28]. Com o
intuito de possibilitar o cálculo deste limite de vazão do padrão IEEE 802.11, Bianchi [19]
propôs um modelo matemático que descreve o comportamento do padrão em termos de
vazão. Tal modelo denota a capacidade máxima do padrão IEEE 802.11 como vazão de
saturação. O trabalho de Bianchi [19] se baseia nas seguintes premissas para seu modelo:
• Todos os nós sempre possuem pacotes em sua fila de transmissão. Assim, emula-se
o “pior caso”, ou seja, o caso no qual vai se atingir o limite da vazão [19];
• Assume-se que a probabilidade de colisão entre pacotes transmitidos por cada esta-
ção independe do número de retransmissões já realizadas. Em avaliações realizadas
com o auxílio de simulações, essa premissa mostra resultados bastante precisos,
especialmente, quando o número de nós da rede aumenta [19].
No caso do artigo de Bianchi [19], a modelagem é realizada em dois passos. Primeira-
mente, emprega-se cadeias de Markov [104] para simular o comportamento do algoritmo
de backoff exponencial, utilizando-se a quantidade de nós e os tamanhos mínimo e máximo
da janela de backoff como parâmetros. A partir da cadeia de Markov obtida, é possível
modelar a probabilidade estacionária (τ) de uma estação transmitir um pacote em uma
fatia de tempo aleatória. É importante mencionar que τ independe do fato do IEEE
802.11 no seu modo DCF estar usando ou não técnicas de reserva de canal (RTS/CTS),
visto que o τ depende exclusivamente do número de nós concorrendo pelo canal e de pa-
râmetros relacionados aos tamanhos mínimo e máximo da janela usada no algoritmo de
backoff exponencial. A probabilidade estacionária τ possui a seguinte fórmula:
τ =
2 · (1− 2 · p) · (1− p)
(1− 2 · p) · (W + 1) + p ·W · (1− (2 · p)m) , (2.1)
em que p denota a probabilidade de haver colisão, W denota o tamanho mínimo da janela
de backoff e m denota a posição na janela de backoff, ou seja, Wmax = 2m ·W considerando
que Wmax é o o tamanho máximo da janela de backoff.
O segundo passo da abordagem apresentada por Bianchi [19] consiste em modelar a
vazão de saturação a partir da probabilidade expressa por τ . Para tanto, é necessário
definir as seguintes probabilidades:
ptr: Probabilidade de pelo menos uma transmissão ocorrer durante uma dada fatia de
tempo;
ps: Probabilidade que uma transmissão ocorra com sucesso (sem colisões) durante uma
dada fatia de tempo dado que ao menos um nó transmitiu naquela fatia de tempo.
Seja n a quantidade de nós disputando o canal, sabe-se que (1 − τ)n expressa a pro-
babilidade de nenhum nó transmitir em uma dada fatia de tempo. Sendo assim, é trivial
que ptr é o oposto disso, isto é:
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ptr = 1− (1− τ)n. (2.2)
ps pode ser facilmente derivado de ptr com o auxílio do teorema de Bayes [15] expresso a
seguir:
P (A|B) = P (B|A) · P (A)
P (B)
. (2.3)
Considerando que ps é condicionado a ptr por definição, com o auxílio da Eq. (2.3), pode-se
afirmar que:
ps =
1 · n · τ · (1− τ)n−1
ptr
. (2.4)
A partir dessas probabilidades, é possível estimar a vazão de saturação como sendo
o quociente entre o tamanho esperado do payload transmitido e o tamanho esperado da
fatia de tempo. Portanto, o modelo de Bianchi define a vazão de saturação da seguinte
forma [19]:
S =




T slot = Tslot · (1− ptr) + ptr · ps · Ts + ptr · (1− ps) · Tc, (2.6)
onde Ts denota o tempo total de transmissão gasto em caso de sucesso, Tc denota o
tempo total gasto com uma colisão, Tslot denota a duração de uma fatia de tempo e Psz
corresponde ao tamanho do payload do pacote. É importante mencionar que o cálculo de
ptr e ps é diretamente relacionado à probabilidade τ mencionada anteriormente. Por sua
vez, Ts e Tc são diretamente afetados pela decisão da operação com ou sem a utilização
da reserva de canal e consequentemente dos pacotes RTS/CTS, visto que eles modificam
o tempo total de transmissão, bem como o tempo gasto com uma colisão.
O modelo de Bianchi foi comparado com diversas simulações a respeito do padrão
IEEE 802.11 exibindo resultados muito precisos [19]. Sendo assim, o modelo em questão
se tornou referência na avaliação de vazão de saturação de protocolos MAC que operam em
condições semelhantes ao padrão IEEE 802.11. Este modelo foi alvo de diversos estudos e
uma extensão do mesmo foi proposto por Tinnirello e Bianchi [152]. As particularidades
desse novo modelo serão explicadas na seção subsequente.
2.4.1 Modelo Estendido
O modelo de Bianchi se tornou referência e foi alvo de diversas críticas e extensões para
determinadas particularidades de protocolos MAC, conforme apresentado nos artigos [40]
e [176]. Tinnirello e Bianchi [152] apresentaram um artigo no qual propõem alguns ajustes
no modelo original proposto em [19]. Tais ajustes se fazem necessários porque há dois
comportamentos específicos do padrão IEEE 802.11 que estavam sendo considerados de
maneira diferente àquela descrita no padrão.
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O primeiro comportamento diz respeito ao momento em que se deve decrementar o
contador de backoff. O padrão fala que isso deve ser realizado apenas ao final da fatia
de tempo, enquanto que o modelo original considerava que esse decremento era feito ao
início de cada fatia de tempo, conforme discutido nos artigos [39] [40] [138] [169].
O segundo ponto a ser ajustado diz respeito ao fato de haverem fatias de tempo com
probabilidade de transmissão e colisão distintas das demais. Tais fatias são denominadas
“anômalas” no contexto do estudo realizado em [152]. As fatias de tempo “anômalas”
são aquelas que sucedem uma transmissão bem sucedida ou uma colisão. A partir das
regras de decremento do contador de backoff descritas no padrão IEEE 802.11 [63], é
possível depreender que após uma transmissão bem sucedida apenas o nó que realizou a
transmissão pode acessar o meio na fatia de tempo seguinte caso seu contador backoff seja
sorteado com valor igual a 0. Note que isso ocorre com uma probabilidade igual a 1/W ,
sendo W o tamanho mínimo da janela de backoff [152]. Com relação a ocorrência de uma
colisão, a fatia de tempo seguinte não será acessada por nenhum nó. Isto ocorre devido
a configurações relacionadas ao tempo de expiração do pacote ACK (acknowledgement)
preconizadas pelo padrão IEEE 802.11 [63] detalhadas em [152].
Devido às duas questões explanadas, a hipótese de não correlação de probabilidade
entre fatias de tempo consecutivas não é sempre verdadeira. Portanto, faz-se necessário al-
guns ajustes no modelo original apresentado em [19] para acomodar estas particularidades
do padrão.
O modelo com as adaptações utiliza abordagem semelhante ao modelo original sendo
também dividido em duas etapas. Primeiramente, obtém-se a probabilidade estacionária
(τ) de uma estação transmitir um pacote em uma fatia de tempo aleatória. Novamente,
é elaborada uma cadeia de Markov em torno dos parâmetros relacionados ao algoritmo








j · (2j ·W − 1)− (1− pR+1)]
, (2.7)
em que p denota a probabilidade de haver colisão, W denota o tamanho mínimo da janela
de backoff e R denota o contador máximo de tentativas de retransmissão até que o pacote
seja descartado e a janela de backoff retorne ao tamanho mínimo.
A segunda etapa é semelhante a do modelo original e consiste em modelar as proba-
bilidades do canal estar sendo utilizado (pb) e de uma transmissão ocorrer com sucesso
(ps). A partir dessas probabilidades, obtém-se a fórmula da vazão de saturação [152]:
S =
ps · E(P )
(1− pb) · Tslot + ps · Ts + [pb − ps] · Tc
(2.8)
considerando
pb = 1− (1− τ)n, (2.9)
ps = n · τ · (1− τ)n−1, (2.10)
Ts = Ts ·
W
W − 1 + Tslot, (2.11)
E[P ] = Psz ·
W
W − 1 , (2.12)
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onde n corresponde ao número de estações, Psz corresponde ao tamanho do payload do
pacote e Tslot representa o tamanho da fatia de tempo vazia.
Assim, o modelo de Tinnirello [152] constitui uma boa alternativa para avaliação
da vazão de saturação de protocolos MAC similares ao padrão IEEE 802.11, conforme
validado em simulações do próprio artigo [152]. Tendo explicado os modelos de estimativa
de vazão de saturação, será apresentado um modelo de cálculo de vazão com abordagem
distinta.
2.4.2 Vazão Máxima Teórica
O modelo de cálculo da vazão máxima teórica (VMT) considera a rede livre de colisões
para tentar capturar o “melhor caso”. O VMT é considerado por alguns trabalhos como
forma de avaliar o potencial de desempenho de um protocolo de controle de acesso ao
meio, conforme realizado nos estudos apresentados em [95] [135] [159]. Ademais, alguns
trabalhos usam o VMT para comparar a vazão de diferentes versões do protocolo IEEE
802.11 como apresentado nos estudos [67] e [118]. A utilização dessa métrica em conjunto
com os cálculos da vazão de saturação constitui uma importante ferramenta de avaliação
e comparação de protocolos de controle de acesso ao meio. O cálculo da vazão máxima
teórica (Smax) está disponível no artigo [67] para as versões IEEE 802.11b e IEEE 802.11a





onde Psz denota o tamanho do payload do pacote (em bytes) e Tt denota o tempo total
de transmissão gasto para transmissão do pacote. O tempo total de transmissão possui a
seguinte definição (Tt):
Tt = TRT + TCT + TDADOS + TACK + TB + TDF + 3 · TSF , (2.14)
onde TRT denota o tempo de transmissão do RTS, TCT denota o tempo de transmissão
do CTS, TDADOS denota o tempo de transmissão do payload, TACK denota o tempo de
transmissão do ACK, TB denota o tempo gasto esperando o contador de backoff atingir
zero, TDF e TSF denotam os tempo de DIFS (DCF Interframe Space) e SIFS (Short
Interframe Space), respectivamente. Com base na Eq. (2.13), Smax pode ser calculado
para diferentes versões do protocolo IEEE 802.11. Este cálculo é feito para diferentes
técnicas de espalhamento espectral, tais como DSSS (Direct Sequence Spread Spectrum),
HR-DSSS (High-Rate Direct Sequence Spread Spectrum) e OFDM (Orthogonal Frequency
Division Multiplexing). Considera-se a utilização das duas primeiras técnicas no padrão
IEEE 802.11b e a última no padrão IEEE 802.11a. A Tabela 2.1 apresenta um exemplo
com resultados de vazão máxima (Smax) calculados para diversos valores de tamanho
do payload e taxa de transmissão do canal com base nos parâmetros dos padrões IEEE
802.11a e IEEE 802.11b. Os valores das constantes relativas a estes protocolos estão
disponíveis na Tabela 2.2, onde Tslot representa o tamanho da fatia de tempo e CWmin
representa o valor do tamanho mínimo da janela de backoff. Como o cálculo proposto
em [67] se restringe às técnicas de espalhamento espectral contidas nos padrões IEEE
802.11a e IEEE 802.11b, a Tabela 2.2 não descreve os valores das constantes para as
demais versões do padrão IEEE 802.11. É importante mencionar que o cálculo da vazão
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Tabela 2.2: Constantes para os padrões IEEE 802.11a e IEEE 802.11b.
Constante 802.11a 802.11b
SIFS (TSF ) 16µs 10µs
DIFS (TDF ) 34µs 50µs
CWmin 16µs 32µs
Tslot 9µs 20µs
TB = (CWmin − 1) · Tslot/2 67,5µs 310µs
máxima teórica pode ser adaptado para outros protocolos MAC que usem mecanismo
semelhante ao do padrão IEEE 802.11. Assim, a vazão máxima teórica representa uma
importante indicador para avaliação de desempenho de protocolos MAC.
2.5 Discussão
Neste capítulo, foram abordados alguns princípios fundamentais relacionados a redes
sem fio. Para isso, apresentou-se os diversos elementos e tipos de redes sem fio, abordando
alguns dos principais problemas enfrentados neste contexto. Em especial, discorreu-se
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acerca de técnicas relacionadas a controle de acesso ao meio. Além disso, foram apresen-
tadas as diferentes classificações de protocolos de controle de acesso ao meio, segundo sua
política de tentativa de acesso ao meio. Após estas explicações preliminares, foram apre-
sentados aspectos importantes relacionados ao padrão IEEE 802.11 [63]. Alguns dos mais
importantes mecanismos do padrão foram apresentados para permitir uma visão mais
aprofundada de alguns detalhes que serão relevantes no desenvolvimento desta proposta
de trabalho.
Também foram expostos ainda alguns modelos matemáticos que permitem uma avalia-
ção do padrão IEEE 802.11, levando em conta suas particularidades. Tais modelos podem
inclusive ser estendidos a outros contextos, com algumas pequenas adaptações, como será
feito mais adiante neste trabalho. Encerrada esta revisão preliminar sobre redes sem fio,
será abordada no próximo capítulo a utilização de antenas com capacidade para operar
de uma maneira diferente (full-duplex ), bem como os protocolos de controle de acesso ao




Neste capítulo, serão abordadas características relacionadas a diferentes tipos de co-
municação. Em especial, será dada maior ênfase às comunicações do tipo full-duplex,
uma vez que estas constituem o escopo deste trabalho. Inicialmente, serão apresentados
os diferentes tipos de comunicação mencionando suas características, vantagens e desvan-
tagens. Em seguida, serão expostos aspectos acerca das adaptações aos protocolos de
controle de acesso ao meio para operarem em comunicações do tipo full-duplex, citando
diversos protocolos da literatura já projetados prevendo este tipo de comunicação. Por
fim, será realizada uma discussão comparando estes diversos protocolos a luz de aspectos
comumente avaliados na literatura.
3.1 Tipos de Comunicação
Há diferentes tipos de comunicação no que diz respeito à possibilidade de utiliza-
ção do enlace que une dois nós. Tipicamente, as comunicações podem ser classificadas
como sendo do tipo simplex ou do tipo duplex [116] [147]. Comunicações do tipo sim-
plex são aquelas em que um nó é exclusivamente um receptor ou exclusivamente um
emissor [11] [116] [147]. Um exemplo deste comportamento está ilustrado na Figura 3.1.
Neste caso, o nó A sempre será um emissor, enquanto o nó B sempre será um receptor.
Por sua vez, as comunicações do tipo duplex permitem que os nós possam ser emissores
ou receptores [116] [147]. Nas comunicações duplex, pode-se limitar os nós para que não
sejam emissores e receptores, simultaneamente. Nesse caso, a comunicação é denominada
half-duplex [116]. Um exemplo de comunicação half-duplex está disponível na Figura 3.2.
Quando é permitido que os nós sejam utilizados simultaneamente como emissores e recep-
tores, denomina-se a comunicação de full-duplex [116]. Este tipo de comunicação possui
um exemplo ilustrado na Figura 3.3.
Figura 3.1: Exemplo de comunicação do tipo simplex.
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Figura 3.2: Exemplo de comunicação do tipo half-duplex.
Figura 3.3: Exemplo de comunicação do tipo full-duplex.
Dependendo do aparelho envolvido na comunicação, este pode operar alternadamente
em modo half-duplex e em modo full-duplex, de acordo com a faixa de frequência em que
se está operando [116]. O modo mais convencional é a utilização da operação em modo
half-duplex, separando a transmissão e a recepção de sinais no domínio de tempo ou em
frequências distintas [30] [116] [133].
Embora o mais comum ainda seja a operação em modo half-duplex, o modo full-duplex
vem sendo alvo de diversos estudos que têm mostrado sua viabilidade em testes realizados
em várias frequências [18] [175], tais como as do padrão IEEE 802.11 [63]. A operação em
modo full-duplex traz uma série de vantagens e benefícios a serem explorados no contexto
de comunicações sem fio [18] [116] [174] [175]. Entre estes benefícios, pode-se destacar
alguns, listados a seguir:
• A operação em modo full-duplex em ambiente ideal (sem interferência) pode dobrar
teoricamente a capacidade do enlace [174], visto que se pode transmitir e receber
quadros simultaneamente no modo full-duplex. Para exemplificar tal afirmação,
considere a Figura 3.3. Em tal figura, os nós A e B podem possuir dados a serem
enviados de tamanho igual a P bits. Note que isto pode ocorrer em ambos os
sentidos simultaneamente, ou seja, haver um fluxo de P bits no sentido A → B e
outro no sentido B → A. Supondo que ambos iniciem a transmissão no mesmo
instante de tempo e demorem T segundos até finalizar a transmissão, tem-se que
houve uma vazão de (2 · P )/T bits por segundo. Considerando a mesma situação
em uma operação realizada no modo half-duplex, tem-se que leva T segundos para
realizar a transmissão para o sentido A→ B e que se decorre mais T segundos para
realizar a transmissão para o sentido B → A, totalizando 2 · T segundos. Assim,
neste caso, a vazão seria igual a (2 · P )/(2 · T ) = P/T bits por segundo. Note
que este valor é exatamente a metade do obtido com a utilização de comunicações
full-duplex ;
• Utilizando comunicações full-duplex é possível atenuar as ocorrências do problema
do terminal escondido. Tal problema decorre da situação em que um nó não está
ciente da comunicação em andamento entre outros dois nós [153]. Entretanto, em
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comunicações full-duplex, um nó pode escutar o meio a qualquer instante sem blo-
quear sua transmissão [116]. Assim, os nós podem adquirir conhecimento do canal
e reduzir quase que totalmente os efeitos decorrentes do problema do terminal es-
condido [29] [65]. Além disso, por meio desse mecanismo que permite um maior
conhecimento do estado da rede, as comunicações full-duplex potencialmente me-
lhoram a justiça no que diz respeito à transmissão dos fluxos de dados [29] [65];
• Espera-se obter redução significativa do atraso fim a fim e da latência quando se
opera em modo full-duplex [116] [133]. As razões para essa potencial redução são
várias e serão brevemente explanadas. Com os nós operando em modo full-duplex é
possível que um nó fique sensoreando a rede enquanto transmite dados, de modo a
possuir um maior conhecimento sobre outras comunicações em andamento [29] [65].
Assim, pode-se utilizar um esquema de retransmissão menos oneroso em termos de
latência e atraso do que a utilização de backoff [116]; Muitos protocolos se baseiam
em informações da rede que são trocadas entre os nós. Com comunicações full-
duplex, isso pode ser feito simultaneamente a uma outra transmissão de modo que o
overhead destes protocolos seja reduzido melhorando sua vazão [133]. Como exemplo
do tamanho do overhead existente nos protocolos, o padrão IEEE 802.11n chega a
gastar mais de 50% do tempo total de uma transmissão com overhead [99]. Outra
situação em que se espera redução de atraso é no contexto de encaminhamento de
quadros em redes com múltiplos saltos [133] [175]. Para ilustrar esta vantagem,
considere o exemplo disponível na Figura 3.4. Em tal exemplo, o nó A deseja enviar
vários quadros ao nó B. Entretanto, o nó B está a mais de um salto do nó A
e os quadros deverão passar pelo nó R para serem então encaminhados ao nó B.
Considera-se na situação ilustrada que o nó R já recebeu ao menos um quadro do
nó A e, portanto, já possui dados para repassar ao nó B, enquanto recebe os demais
quadros do nó A. Note na referida figura que o encaminhamento é instantâneo
quando se utiliza comunicações full-duplex. Entretanto, para as comunicações half-
duplex, o envio de dados de R para B só poderia ser iniciado após o término do
envio de todos os quadros de A para R;
• A utilização de comunicações full-duplex abre uma série de oportunidades no con-
texto de rádios cognitivos [11]. Um dos grandes problemas neste contexto é justa-
mente a identificação de atividade do usuário primário [175]. Esta identificação é
vital para que o usuário secundário não gere interferência no usuário primário. Com
a adoção de comunicações full-duplex, o usuário secundário passa a ter a capacidade
de escutar constantemente a frequência onde opera o usuário primário, atenuando
assim essa possível interferência [175]. Outra questão relacionada aos protocolos
de controle de acesso ao meio projetados para rádios cognitivos operando com co-
municações half-duplex é que tais protocolos utilizam em geral uma abordagem de
duas etapas [11]. A primeira etapa consiste no usuário secundário realizar a escuta
do canal por um certo tempo para tentar identificar interferência. Caso o meio es-
teja livre, a transmissão é então realizada [11] [91]. Note que essa escuta anterior
à transmissão introduz latência à comunicação e pode ser suprimida caso se con-
sidere a utilização de comunicações full-duplex. Isso ocorre pois pode-se adquirir
informações do meio previamente, devido às características da operação em modo
full-duplex [11] [91]. Assim, para comunicações full-duplex, é possível obter signifi-
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cativos ganhos relacionados a aumento de vazão e redução de latência no contexto
de rádios cognitivos [11] [91] [92];
• Há diversas discussões relacionadas a segurança das comunicações para redes ad
hoc sem fio, sendo este um tema relevante para tais comunicações [14] [46] [94].
Entretanto, a maior parte dos trabalhos existentes foca no contexto de comunica-
ções half-duplex [94]. A adoção de comunicações full-duplex aliada à utilização de
múltiplas antenas como no esquema MIMO (Multiple-Input Multiple-Output) traz
diversas vantagens do ponto de vista de segurança [70] [94] [116]. A capacidade
de haver mais de uma antena transmitindo simultaneamente permite que a relação
sinal ruído seja aumentada na direção do destinatário, dificultando a decodificação
da mensagem por um nó que não seja o destinatário da mesma [70].
Portanto, a operação em modo full-duplex traz melhorias às redes ad hoc sem fio,
permitindo a introdução de mecanismos novos e mais flexíveis no sentido de prover um
acesso ao canal mais eficiente [116] [133]. Assim, espera-se inclusive que as comunicações
full-duplex possuam um importante papel no que concerne à quinta geração de redes
móveis (5G) [148] [174].
Figura 3.4: Exemplo de redução do atraso fim a fim com a utilização de comunicações do
tipo full-duplex.
As técnicas para realizarem comunicações full-duplex já existem desde os anos 40 [133].
Inclusive, comunicações full-duplex são utilizadas em redes cabeadas há muitos anos, visto
que em redes cabeadas é mais simples de se atenuar as interferências geradas pelo uso
de comunicações full-duplex [59] [85]. No entanto, em comunicações sem fio, o problema
em se operar no modo full-duplex reside nos efeitos decorrentes da denominada auto-
interferência [18] [29]. A auto-interferência consiste na interferência percebida e gerada
por um nó que está transmitindo e recebendo simultaneamente um quadro utilizando o
modo full-duplex [116]. A auto-interferência pode gerar uma série de perdas relevantes se
não for tratada adequadamente [18] [29] [77]. Portanto, técnicas para mitigação de auto-
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interferência têm sido amplamente estudadas na literatura como nos trabalhos disponíveis
em [26] [29] [41] [128] [175].
As técnicas de mitigação de auto-interferência já atingiram um nível de eficiência que
torna viável a realização de comunicações full-duplex, conforme as diversas avaliações que
constam na literatura correlata [26] [29] [41] [128] [175]. As técnicas de mitigação da
auto-interferência são eficientes, inclusive nos cenários onde se faz a utilização de MIMO
e outras tecnologias de antenas preconizadas pelo 5G [37] [65] [116] [175]. Em geral,
as técnicas de mitigação da auto-interferência estão relacionadas à camada física ou a
características específicas relacionadas a antenas, conforme é possível depreender de vários
estudos, tais como os disponíveis em [26] [29] [41] [128] [175]. Como o presente trabalho
tem por escopo principal as técnicas de controle de acesso ao meio em comunicações full-
duplex, não será apresentado de modo detalhado o funcionamento das diversas técnicas de
mitigação de auto-interferência. Como referência para o aprofundamento em tais técnicas,
pode-se destacar os estudos apresentados em [85], [116] e [175], além das referências
inclusas nestes trabalhos.
Outra importante observação a ser feita no que tange a comunicações full-duplex está
relacionada aos protocolos de controle de acesso ao meio. Em geral, a maioria destes pro-
tocolos foi projetada baseado na utilização de comunicações half-duplex. Entretanto, para
melhor aproveitar as potenciais vantagens das comunicações full-duplex, é necessário que
sejam adotados protocolos específicos para estas comunicações [29] [134] [175]. Portanto,
diversos protocolos de controle de acesso ao meio para comunicações full-duplex foram
propostos na literatura e serão discutidos na seção que se segue.
3.2 Protocolos de Controle de Acesso ao Meio para Co-
municações Full-Duplex
Para melhor contextualizar a revisão do estado da arte que será apresentada nesta
seção, é necessário definir alguns termos que serão adotados. Os protocolos serão clas-
sificados segundo alguns critérios relevantes no que tange a protocolos de controle de
acesso ao meio. Tais critérios são comumente utilizados por artigos que têm por objetivo
realizar revisão de estado da arte de protocolos para comunicações full-duplex. Como
exemplo destes artigos de revisão, pode-se citar os estudos apresentados em [77] e [151],
que apresentam quadros comparativos entre protocolos. Seguindo uma linha semelhante,
os protocolos serão classificados segundo alguns dos critérios utilizados pelos estudos dis-
poníveis em [34], [77] e [151]. Os referidos critérios estão explicados a seguir:
• Arquitetura da rede: indica se um protocolo é centralizado ou distribuído. Proto-
colos centralizados têm por vantagem o fato de possuírem mais informações sobre
o estado geral da rede, porém são menos tolerantes a falhas devido a dependerem
de um elemento centralizador. Em redes ad hoc, como não há o papel de uma
estação-base fixa, muitas vezes se opta por protocolos distribuídos;
• Troca de informações de controle: descreve o mecanismo de troca de dados (quadros,
sinais ou pacotes) utilizado para servir de insumo no controle do acesso ao meio;
• Mecanismo de controle de acesso ao meio: está relacionado a como é atribuído o
acesso ao canal em cada protocolo. Pode haver algum tipo de disputa de acesso
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pelo canal ou algum tipo de sincronização por fatia de tempo para cada nó acessar
o canal em um determinado instante de tempo. Pode ainda existir algum esquema
híbrido;
• Topologias atendidas: indica quais as formas de topologia de comunicações full-
duplex que o protocolo atende. De modo geral, duas topologias são consideradas
como as decorrentes do uso de comunicações full-duplex, como descrito em diversos
estudos como [75] e [172]. São elas as topologias bidirecional e de encaminhamento,
ilustradas nas Figuras 3.3 e 3.4, respectivamente. Este critério descreve ainda se um
protocolo que aceita as duas topologias privilegia uma em detrimento da outra;
• Quantidade de canais: basicamente, é verificado se o protocolo considera a operação
com apenas um canal ou com múltiplos canais;
• Sincronismo: indica se o protocolo é síncrono ou assíncrono, podendo haver algum
protocolo híbrido;
• Forma de realização da avaliação de desempenho: denota como foi feita a avaliação
do protocolo no artigo que o propôs. Tipicamente, as avaliações são realizadas com
o auxílio de simulações ou de modo analítico envolvendo modelos matemáticos que
descrevem métricas de avaliação. Há ainda artigos que implementam seus protocolos
e fazem experimentos reais;
• Métricas utilizadas para avaliação: descreve as métricas utilizadas nas avaliações
realizadas pelo artigo que propõe o protocolo. Como exemplo, pode-se citar vazão,
atraso, consumo de energia e justiça entre os nós no acesso ao meio.
Encerradas as definições relacionadas a protocolos de controle de acesso ao meio full-
duplex, será apresentada uma breve explicação acerca das características, motivações,
vantagens e desvantagens de diversos protocolos existentes na literatura. Os referidos
protocolos de controle de acesso ao meio são apresentados nas subseções subsequentes.
3.2.1 CSMA/CAD (Carrier Sense Multiple Access with Collision
Avoidance and Detection)
O protocolo Carrier Sense Multiple Access with Collision Avoidance and Detection
(CSMA/CAD) [42] faz uso de comunicações full-duplex para propor uma melhoria ao
protocolo CSMA/CA, que foi descrito na Seção 2.3. A melhoria em questão diz respeito a
tentar detectar possíveis colisões no processo de reserva de canal. Isso é possível utilizando
antenas full-duplex se todo nó ficar sempre monitorando o meio durante seu período de
backoff. Ou seja, um quadro de reserva de canal só será enviado caso se saiba que o meio
está efetivamente livre. Assim, consegue-se praticamente eliminar os efeitos do problema
do terminal escondido. Neste caso, utilizando o CSMA/CAD, há a possibilidade de colisão
na reserva de canal apenas se dois nós efetivamente forem iniciar a transmissão do RTS
no mesmo instante de tempo. Dessa forma, o CSMA/CAD representa uma importante
melhoria ao protocolo CSMA/CA, visto que o tempo gasto com retransmissões por colisão
degrada significativamente o desempenho da rede.
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Diante do exposto, está disponível em [42] uma avaliação comparando o CSMA/CAD
com outros protocolos em termos de um cálculo analítico de vazão com base nos modelos de
tráfego utilizados originalmente por [79]. Nos resultados desta avaliação, o CSMA/CAD
provê significativos ganhos sobre os outros protocolos avaliados (DBTMA [55], CSMA [79]
e CSMA/CA).
Assim, embora o CSMA/CAD possua ganhos em relação aos outros protocolos, tais
protocolos foram todos projetados para operarem em comunicações half-duplex. Logo,
nenhum daqueles protocolos de fato aproveita a vantagem da utilização das comunicações
operando em modo full-duplex. Portanto, muito embora o artigo apresentado em [42]
aponte uma importante direção de estudo com relação às comunicações full-duplex, ele
não chega a prever a utilização de comunicações paralelas devido à operação das antenas
em modo full-duplex. Os ganhos do CSMA/CAD são relacionados a diminuição da latência
das comunicações pela diminuição das perdas.
Na taxonomia utilizada no presente trabalho, e explicada anteriormente, o CSMA/CAD
pode ser classificado como sendo um protocolo distribuído por não haver elemento cen-
tralizador necessário para o seu funcionamento. O protocolo em questão se utiliza do
mecanismo de RTS/CTS para troca de informações sobre os canais e preconiza a disputa
do canal entre os nós. Com relação às topologias beneficiadas por este tipo de transmissão,
não há nenhuma claramente especificada no artigo, mas se trata de um protocolo genérico
que poderia atender a qualquer topologia atendida por antenas operando em modo half-
duplex, embora com a ressalva de que apenas a latência é reduzida, não havendo nenhum
outro tipo de paralelismo como ocorrerá com outros protocolos apresentados. Com relação
ao sincronismo, o CSMA/CAD pode ser classificado como assíncrono. No que concerne
à quantidade de canais, o CSMA/CAD é um protocolo que faz uso de apenas um canal.
As avaliações apresentadas no artigo são analíticas e utilizam a vazão como métrica.
3.2.2 FuMAC
O protocolo FuMAC [167] tem por objetivo explorar melhor o potencial de uso do
canal decorrente da utilização das comunicações full-duplex. O protocolo em questão se
apresenta como sendo semi-síncrono, por visar a sincronização das comunicações bidire-
cionais em conjunto com o mecanismo assíncrono de backoff preconizado no CSMA. O
protocolo FuMAC se baseia em uma análise matemática que mostra que em uma rede em
condições saturadas é mais interessante priorizar comunicações bidirecionais (Figura 3.3)
do que as de encaminhamento (Figura 3.4), do ponto de vista de vazão. Isso ocorre pois na
topologia bidirecional se aproveita totalmente o potencial de vazão das comunicações full-
duplex para aqueles nós caso eles possuam fluxo de dados um para o outro, enquanto que
na de encaminhamento, apenas o nó responsável por encaminhar os dados efetivamente
faz uso de seu potencial de receber e transmitir dados simultaneamente.
Para tentar atingir os objetivos citados, o FuMAC propõe a utilização de alguns me-
canismos explicados a seguir. Primeiramente, o FuMAC utiliza a mesma abordagem do
CSMA para controle de acesso do canal. Entretanto, a comunicação só é iniciada, caso
o nó receptor não seja o transmissor de uma outra comunicação vigente. Assim, evita-
se a formação de topologias como a de encaminhamento, privilegiando as bidirecionais.
Caso o nó receptor não esteja envolvido em nenhuma comunicação no momento, há duas
situações possíveis. Caso não possua dados a serem enviados para o transmissor, o nó
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receptor enviará um sinal de tom durante a comunicação para seus vizinhos saberem que
ele está envolvido em uma comunicação. Caso ele possua dados a serem enviados para o
transmissor, uma comunicação bidirecional é estabelecida, maximizando o uso do canal
no que concerne à vazão global da rede [167]. Outro mecanismo preconizado pelo FuMAC
está relacionado a adicionar informações no preâmbulo dos pacotes para que a detecção
da colisão seja feita antes da troca de quadros descrita anteriormente [167].
Uma outra contribuição do FuMAC diz respeito ao algoritmo de backoff. Devido ao
mecanismo de backoff tradicional poder levar a espera indefinida e degradar a justiça no
acesso ao canal [167], o FuMAC utiliza um esquema diferenciado de backoff. Este contador
é então determinado também por fatores como a quantidade de colisões percebidas em
um intervalo de tempo, combinado ao tamanho da fila de pacotes a serem enviados, de
modo a visar prover melhorias da métrica de justiça em redes saturadas [167]. O artigo
disponível em [167] apresenta comparações em termos de vazão total da rede e justiça
com outros protocolos em redes saturadas.
O FuMAC pode ser classificado como um protocolo distribuído, visto que não há ne-
cessariamente um elemento que coordene as comunicações. O FuMAC é semi-síncrono por
sua natureza híbrida já explicada e faz uso de apenas um canal. Com relação ao controle
de acesso ao canal, este é viabilizado por um processo de disputa e se utiliza CSMA puro
sem quadros tipo RTS/CTS nesta disputa de acesso ao canal, mas eventualmente pode
se utilizar um sinal de tom para facilitar a identificação do canal como ocupado. No que
concerne a topologias, o FuMAC é voltado para a topologia bidirecional em desfavor da
de encaminhamento. O FuMAC é avaliado de forma simulada em função das variáveis
vazão global e justiça no acesso ao canal.
3.2.3 FD+
Conforme explicado na Seção 3.1, e ilustrado nas Figuras 3.3 e 3.4, há várias topologias
que podem ser beneficiadas com a adoção de comunicações em modo full-duplex. Para
efeitos de se obter um maior número de comunicações simultâneas, é mais interessante
que se tenham várias comunicações em topologia do tipo bidirecional (Figura 3.3) do que
na topologia de encaminhamento (Figura 3.4) [90]. Com isto, é esperado também que a
vazão total da rede seja maior privilegiando a formação de topologia do tipo bidirecional.
Com base nesta argumentação, o protocolo FD+ [90] foi proposto visando aumentar a
ocorrência de comunicações em topologia do tipo bidirecional [90]. Para tal, o proto-
colo FD+ inclui um campo extra no cabeçalho de seus quadros de controle (RTS/CTS).
Tal campo possui um número aleatório que permite o estabelecimento de uma política
de priorização dos quadros do receptor que porventura formem uma topologia do tipo
bidirecional [90].
Com o objetivo de avaliar o protocolo FD+, é proposta em [90] uma adaptação do
modelo de Bianchi [19] para comunicações full-duplex. Isto é feito para possibilitar o
cálculo da vazão total da rede considerando que esta se encontra saturada. De fato, neste
cenário, o FD+ é capaz de prover ganhos de vazão quando comparado a outros protocolos
projetados para comunicações em modo full-duplex [90].
Pela sua coordenação de prioridade entre os quadros de controle não ser centralizada,
o FD+ pode ser classificado como um protocolo distribuído. O FD+ utiliza apenas um
canal e é assíncrono devido a se basear no mecanismo de backoff. No que tange ao controle
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de acesso ao canal, a decisão de acesso é feita por um processo de disputa baseado nas
informações obtidas de quadros de controle (RTS/CTS) modificados. O FD+ pode operar
em quaisquer das topologias clássicas listadas para o modo full-duplex (bidirecional e
encaminhamento), mas prioriza a formação de topologias bidirecionais para obter melhor
uso do espectro e maior vazão [90]. As avaliações apresentadas em [90] são analíticas e
utilizam a vazão em ambiente saturado como métrica.
3.2.4 Janus
O Janus [73] é um protocolo projetado para comunicações em modo full-duplex, le-
vando em conta a utilização de um elemento centralizador tal como uma estação-base.
O protocolo em questão tem por objetivo proporcionar uma maior vazão e também uma
justiça maior no que concerne ao uso da rede. Ao contrário dos demais protocolos, o
Janus é capaz de adaptar a taxa de transmissão de acordo com o nível de interferência do
meio, de modo a possibilitar a coexistência de mais comunicações simultâneas [73]. Para
tanto, o protocolo visa realizar o agendamento das comunicações full-duplex adaptando
sua taxa de transmissão da melhor maneira possível. Entretanto, o problema de realizar
o agendamento das comunicações e da taxa de transmissão é NP-completo [73]. A prova
da NP completude consiste em mostrar uma redução em tempo polinomial do problema
da verificação da existência de circuitos hamiltonianos para o problema do agendamento.
Mais detalhes da demonstração formal encontram-se disponíveis em [73]. Dado que o
problema de agendamento é NP-completo, é necessário o uso de uma heurística eficiente
para auxiliar o agendamento das comunicações [73].
O funcionamento do protocolo Janus se dá em rodadas. A cada rodada, a estação-base
obtém informações sobre as comunicações de cada nó da rede, com o auxílio de mensagens
de probe. Então, a estação-base faz o cálculo do melhor agendamento das transmissões e
taxas de transmissão. Com base nestas informações, as comunicações são então realizadas.
Devido ao fato da estação-base possuir o total conhecimento das comunicações, o protocolo
Janus não levará a colisões [73]. Portanto, devido a esta característica, o protocolo em
questão suprime o backoff. Assim, apenas ao final de todas as transmissões, são trocados
os pacotes de ACK (acknowledgement). Este envio dos pacotes de ACK apenas ao final
de todas as transmissões é realizado para evitar que estes pacotes de ACK interfiram
em comunicações em andamento o que poderia reduzir a quantidade de comunicações
simultâneas realizadas com sucesso [73].
O protocolo Janus também tem por objetivo prover justiça no tempo de acesso ao
canal entre os nós. Tenta-se realizar isso com a utilização do algoritmo Deficit Round
Robin (DRR) [141] para a distribuição dos fluxos. O DRR é uma versão mais simples do
algoritmo Fair Queuing [32]. No Fair Queuing, dentre as várias filas que disputam qual
será a acessada em um dado instante, calcula-se o tempo total de transmissão gasto para
cada um dos pacotes no topo das filas e se escolhe o menor. Neste caso, obtém-se um alto
índice de justiça, porém o custo computacional aumenta [73]. O DRR por sua vez utiliza
um esquema de revezamento entre as filas atendidas e atribui um deficit a cada fila ao
final de um revezamento, de modo a prover justiça sem ter um custo alto [73].
Por sua característica de concentração de informações em uma estação-base, o Janus
pode ser classificado como um protocolo centralizado. Note que para utilizá-lo em redes
ad hoc seria necessário eleger um dos nós para fazer o papel de estação-base ou fazer
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algum tipo de revezamento entre os nós para definir qual seria a estação-base. O Janus
utiliza apenas um canal e é um protocolo síncrono por não possuir backoff e se basear em
sincronização por fatias de tempo. O controle de acesso ao canal se dá sem a necessidade
de mensagens de controle ou algum tipo de disputa, mas sim pela atuação do algoritmo
heurístico de agendamento. Embora fundamentado na existência de estações-base, o
protocolo Janus não cita em sua proposição original privilegiar nenhum tipo específico
de topologia, sendo genérico neste sentido. O protocolo foi avaliado experimentalmente
em placas WARP [73] em termos de vazão, justiça e overhead. A comparação foi feita
com relação ao CSMA/CA em modo half-duplex e foram mostrados ganhos significativos
de vazão e justiça. Com relação ao overhead, o do protocolo Janus é significativamente
maior. Porém, este custo acaba sendo diluído pelo fato da quantidade de comunicações
simultâneas permitidas pelo protocolo Janus ser muito maior do que o permitido pelo
CSMA/CA em modo half-duplex [73].
3.2.5 ContraFlow
O ContraFlow [142] é um protocolo distribuído projetado para comunicações full-
duplex que visa resolver o problema do terminal escondido, além de realizar o processo de
escalonamento de comunicações provendo uma maior justiça na distribuição dos fluxos de
dados [142]. De modo geral, assim como diversos protocolos, o ContraFlow se baseia na
política de controle de acesso ao meio preconizada pelo CSMA. Além disso, o ContraFlow
incorpora alguns mecanismos relacionados a controle de acesso ao meio.
Um destes mecanismos tem por objetivo eliminar o problema do terminal escondido.
Tal mecanismo consiste basicamente em fazer com que o nó receptor (B) da comunicação
esteja sempre transmitindo algo de modo que seus vizinhos não gerem colisão nele. Caso
o nó receptor (B) possua pacotes para o emissor (A), ou para um terceiro nó (C), este
pacote deve ser enviado normalmente. Note que isto já é suficiente para alertar os vizinhos
do nó receptor (B). Entretanto, caso o nó receptor (B) não possua pacotes para enviar, o
ContraFlow propõe que seja enviado um sinal de tom sinalizando que o meio está ocupado
enquanto perdurar a comunicação entre emissor (A) e receptor (B). Assim, é possível
evitar todas as colisões decorrentes do problema de terminal escondido no ContraFlow de
modo eficiente [142].
Outro mecanismo do ContraFlow está relacionado a redução na probabilidade de co-
lisões para comunicações oportunistas em modo full-duplex. Tal mecanismo será apresen-
tado com o auxílio de um exemplo. Suponha que o nó A inicie uma comunicação com
B. Conforme explicado anteriormente, no ContraFlow, o nó receptor (B) deve aproveitar
a oportunidade e enviar o próximo pacote de dados endereçado a um de seus vizinhos
ou gerar um sinal de tom para indicar aos seus vizinhos que há uma comunicação em
curso [142]. Suponhamos que o nó B possua pacotes a serem enviados aos seus vizinhos
C e D. O ContraFlow neste caso propõe que o nó B consulte seu histórico de comuni-
cações com seus vizinhos C e D, optando pelo pacote direcionado ao nó em que houve
mais tentativas bem sucedidas no histórico [142], por exemplo D. Assim, espera-se que
a comunicação entre B e D tenha maior chance de sucesso do que uma eventual entre
B e C. Logo, haveria uma probabilidade maior de obter mais comunicações simultâneas,
aumentando a vazão total da rede [142].
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Na proposta do ContraFlow, é utilizado um mecanismo probabilístico com o objetivo
de chegar a um bom termo entre eficiência e justiça na distribuição dos fluxos [142]. Esse
meio termo é denominado justiça proporcional e possui sua fundamentação matemática
explicada com maiores detalhes em [69]. Para obter este ganho de justiça, a escolha da
próxima transmissão a ser realizada é feita visando atender o fluxo que possui mais pa-
cotes perdidos no seu histórico de transmissões [142]. Com isso, espera-se equilibrar a
divisão dos fluxos. Note que esse mecanismo é aplicado em conjunto com o CSMA no
início da comunicação, logo após o contador de backoff do nó transmissor alcançar o valor
zero. Embora não esteja discutido em [142], é importante mencionar que a questão do
histórico seria prejudicada caso a mobilidade fosse considerada, visto que haveria necessi-
dade de popular novamente o histórico e de saber quando se deve descartar as informações
desatualizadas.
O ContraFlow pode ser classificado como um protocolo distribuído que faz uso apenas
de um canal. Embora possua o controle de acesso ao meio inspirado nos mecanismos
preconizados pelo CSMA, o ContraFlow não utiliza quadros RTS/CTS para controle de
acesso ao meio, sendo assíncrono. O ContraFlow não privilegia ou limita algum tipo
específico de topologia, de modo a ser considerado genérico neste aspecto. A avaliação do
ContraFlow com relação ao seu desempenho é feita por meio de simulação comparando-
o com o CSMA em termos de vazão e justiça na distribuição dos fluxos. É importante
mencionar que o cálculo da justiça na avaliação é realizada com base no conceito de justiça
proporcional descrito em [69].
3.2.6 Full-duplex MAC
Sahai et al. [134] propuseram um protocolo para comunicações full-duplex baseado em
algumas melhorias focadas para redes com infraestrutura, ou seja, assumindo a existência
de uma estação-base. Como cada nó possui apenas as informações de tráfego dos pacotes
de sua fila de pacotes, é necessário trocar informações com os demais nós para maximizar
as oportunidades de comunicação full-duplex [134]. Os pacotes utilizados em [134] seguem
o mesmo formato dos pacotes do IEEE 802.11, com a adição de campos extra para aco-
modar estas informações utilizadas para identificação de oportunidades de comunicações
full-duplex.
O primeiro dos mecanismos propostos por [134] é relacionado ao contador de backoff.
Quando dois nós descobrem que possuem muitos pacotes endereçados um ao outro, eles
compartilham um contador de backoff utilizando um daqueles campos extras do cabeçalho
dos pacotes [134]. Isso é feito de modo a sincronizar esse par de nós, maximizando a vazão
na comunicação entre eles. Note que esta abordagem maximiza a vazão sem no entanto
reduzir a chance de acesso ao canal dos demais nós, visto que o mecanismo de backoff
compartilhado é apenas utilizado se o canal não foi alocado. Esta característica de não
prejudicar os demais nós é fundamental visando justiça na distribuição dos fluxos [134].
O segundo mecanismo tem a ver com o fato dos nós estarem sempre escutando os pa-
cotes e decodificando seus cabeçalhos, ainda que o nó esteja em tempo de espera devido
ao NAV estar maior do que zero. Essa escuta faz com que os nós consigam ter mais infor-
mações sobre as comunicações em andamento evitando colisões por terminal escondido,
por exemplo [134].
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O terceiro mecanismo é relacionado ao controle de acesso ao canal. É proposto por [134]
nem sempre enviar o próximo pacote da fila da camada MAC, mas verificar se há algum
outro na fila que proveja mais vantagem no sentido de maximizar comunicações full-duplex.
Esse mecanismo é opcional, podendo ser desabilitado [134].
O full-duplex MAC pode ser considerado um protocolo distribuído e assíncrono que
utiliza apenas um canal. O controle de acesso ao canal é inspirado no mecanismo de
disputa do IEEE 802.11, podendo habilitar ou não o uso de quadros RTS/CTS [134]. O
full-duplex MAC não privilegia nenhuma topologia em detrimento de outra, entretanto
ressalva-se que tal protocolo assume a existência da estação-base. O protocolo em questão
é avaliado de modo simulado e experimental em termos de vazão, sendo comparado ao
padrão IEEE 802.11 operando em modo half-duplex.
3.2.7 Full-duplex MAC baseado em IEEE 802.11
Duarte et al. [38] propuseram um protocolo de controle de acesso ao meio projetado
para comunicações full-duplex que permite uma integração simples com o protocolo IEEE
802.11 operando em modo half-duplex. Por isso, o protocolo proposto em [38] é baseado
no IEEE 802.11 em sua versão com os quadros de controle RTS/CTS.
Há a introdução de basicamente três particularidades. Primeiramente, ao receber um
quadro RTS destinado a ele proveniente de A, um nó verifica em toda sua fila se possui
algum pacote destinado a A. Caso possua, aproveita esta comunicação para este pacote
enquanto recebe os dados de A, estabelecendo uma comunicação full-duplex. Além disso,
para evitar que os ACKs possam levar a colisões com outros dados sendo transmitidos
devido ao full-duplex, faz-se com que eles sejam enviados apenas ao final de todas as
comunicações, de modo análogo ao praticado no Janus [73]. Entretanto, isso faz com que
os nós não envolvidos na comunicação possuam mais chance de se colidir com estes ACKs
devido a coexistência considerada entre elementos operando em modos half-duplex e full-
duplex [38]. Isso faz com que os nós não envolvidos na comunicação possuam uma menor
probabilidade de acesso ao canal. Assim, para não gerar uma situação falha na distribuição
dos fluxos, o protocolo proposto em [38] prevê que todos os nós devem aguardar um pouco
mais antes de tentar acessar o canal, de modo que este tempo a mais é suficiente para que
os ACKs sejam transmitidos [38].
O protocolo apresentado em [38] utiliza um único canal e pode ser considerado assín-
crono e distribuído. O seu mecanismo de controle de acesso ao canal é bastante semelhante
ao previsto no padrão IEEE 802.11 com a utilização de quadros RTS/CTS. As comuni-
cações full-duplex são limitadas àquelas onde apenas dois nós estão envolvidos, ou seja,
uma clássica topologia bidirecional (Figura 3.3). O protocolo foi comparado com o pa-
drão IEEE 802.11 em modo half-duplex em termos de vazão com o auxílio do simulador
OPNET [38].
3.2.8 MASTaR
O protocolo MASTaR [75] (MAC protocol for Access point in Simultaneous Transmit
and Receive mode) é um protocolo projetado para viabilizar de modo eficiente comunica-
ções em modo full-duplex. Em especial, o MASTaR é projetado para topologias do tipo de
encaminhamento (Figura 3.4) de modo bastante compatível com o padrão IEEE 802.11
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visando interoperabilidade com elementos que operem em modo half-duplex. O diferen-
cial do MASTaR para buscar a eficiência consiste em alguns mecanismos incorporados do
padrão IEEE 802.11 [75].
O primeiro mecanismo é a utilização de ACK em bloco, ao invés de enviar um ACK
para cada quadro de dados. Assim, o ACK em bloco confirma vários quadros de uma
vez e permite um melhor uso do espectro aumentando a oportunidade de ocorrências de
comunicação em modo full-duplex [75]. Vale ressaltar que tal mecanismo de ACK em
bloco já foi proposto anteriormente no IEEE 802.11e, conforme detalhadamente descrito
por [75].
O MASTaR introduz sempre um quadro auxiliar que é enviado para efeitos de sin-
cronismo. Note que na topologia de encaminhamento (Figura 3.4) há duas transmissões
simultâneas em andamento e não necessariamente os pacotes das duas possuem a mesma
quantidade de dados. Para fazer com que os demais nós não interfiram nessa comunica-
ção, o quadro auxiliar é enviado no fluxo que está enviando o menor pacote, de modo que
ambas as transmissões terminem ao mesmo tempo [75]. Esse mecanismo de quadro auxi-
liar ajuda a prevenir problemas decorrentes do terminal escondido, bem como problemas
de justiça devido a colisões inesperadas [75].
Em um cenário de encaminhamento (Figura 3.4), é desejável minimizar ao extremo
a interferência entre nós para possibilitar um melhor aproveitamento do espectro. Dessa
forma, se os nós envolvidos na transmissão fossem capazes de ajustar a potência do seu
sinal enviado de modo a não interferir no nó que não é o destino da comunicação, esse
objetivo seria cumprido. O MASTaR se utiliza de um mecanismo capaz de fazer esse
ajuste fino na potência do sinal usado na comunicação [75]. Tal mecanismo na verdade é
inspirado no mecanismo existente no IEEE 802.11h para controle de potência [75].
O MASTaR é um protocolo assíncrono que usa apenas um canal, além de ser distri-
buído e baseado no IEEE 802.11 no que diz respeito à disputa de canal e utilização de
quadros de reserva de canal como RTS/CTS. O MASTaR tem por foco a topologia de
encaminhamento, embora isso não o impossibilite de operar em topologias bidirecionais.
As avaliações disponíveis em [75] comparam o MASTaR com o IEEE 802.11 operando
em modo half-duplex, bem como compara o MASTaR com outros protocolos projetados
para full-duplex. Os resultados que servem como base para estas comparações são fruto
de simulações realizadas em termos de vazão e justiça.
3.2.9 FD-MMAC (Full-Duplex Multi-Channel MAC )
O protocolo Full-Duplex Multi-Channel MAC (FD-MMAC) [173] é um protocolo pro-
jetado para aproveitar de forma eficiente a utilização de múltiplos canais em comunicações
operando em modo full-duplex. Como diversos protocolos da área, o FD-MMAC também
possui alguns mecanismos inspirados em técnicas inicialmente preconizadas pelo CSMA
e pelo padrão IEEE 802.11 [173]. No entanto, diferentemente do padrão IEEE 802.11,
o FD-MMAC jamais utiliza quadros RTS e CTS para reserva de canal. A detecção de
portadora virtual é realizada no FD-MMAC de um modo que não utilize quadros de re-
serva de canal para tentar melhorar a vazão da rede sem o custo da reserva de canal [173].
Após o contador de backoff chegar a zero, o nó transmissor escolhe o canal que esteja a
mais tempo ocioso para tentar realizar a comunicação [173]. A escolha com base neste
critério faz com que o FD-MMAC possa distribuir os fluxos de dados de modo mais justo,
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além de gerar ganhos em vazão [173]. Essa informação relativa a ociosidade dos canais
é obtida escutando os canais usando uma estrutura semelhante ao NAV, mas estendida
para múltiplos canais. Quando se escuta um beacon que não está endereçado ao nó que
está escutando o canal, sabe-se que este canal estará ocupado por um período de tempo
que está codificado neste beacon. O mesmo vale para quando se escuta o pacote de dados
que possui a informação de duração da comunicação em seu cabeçalho. Assim, o NAV
para múltiplos canais é populado no FD-MMAC [173].
Além de realizar a atualização do NAV, uma das principais funções dos quadros RTS
e CTS é atenuar a ocorrência de colisão de pacotes de dados. Assim, para manter este
comportamento de descoberta rápida de possíveis colisões de dados, o FD-MMAC faz
uso de beacons para confirmar o recebimento do pacote periodicamente [173]. Caso o nó
transmissor não receba um beacon de confirmação, considera-se que houve colisão e se
entra novamente em backoff de modo semelhante ao que ocorre quando não se recebe
um CTS no IEEE 802.11. No entanto, é importante ressaltar que estes beacons não
substituem o ACK. O ACK por sua vez é enviado após o final dos dados no FD-MMAC.
O FD-MMAC faz ainda uso de técnicas da camada física relacionadas a correlação de
sinais que permitem que o quadro ACK e o beacon não colidam [173].
Conforme explicado no Capítulo 2, os protocolos de múltiplos canais podem utilizar
diversas abordagens, tais como o uso de canal de controle ou pontos de encontro. O FD-
MMAC utiliza pontos de encontro argumentando que isso aumenta também a segurança
contra ataques de negação de serviço ao canal de controle, de modo a tornar o FD-
MMAC mais flexível e menos vulnerável [173]. Além de ser classificado como protocolo
de múltiplos canais, o FD-MMAC é um protocolo assíncrono, distribuído que realiza
disputa de acesso ao meio sem uso de quadros RTS/CTS. Como o receptor está sempre
enviando beacons periódicos ao transmissor, não se formam nem topologias bidirecionais,
nem de encaminhamento no FD-MMAC.
O principal objetivo deste em operar no modo full-duplex é conseguir aumentar o
número de comunicações simultâneas em cada um dos múltiplos canais, dado que se é
possível obter mais informações sobre o tráfego dos vizinhos quando se opera no modo
full-duplex. A avaliação do FD-MMAC é analítica em termos de vazão, pois é proposto um
modelo matemático para o cálculo da vazão [173]. Tal modelo é validado com simulações
obtidas através do simulador OPNET [122]. Além disso, há avaliações de simulação
relacionadas à justiça, comparando o FD-MMAC com outros trabalhos do estado da arte
de múltiplos canais como os disponíveis em [144] e [166].
3.2.10 FD-MAC
O protocolo FD-MAC [172] foi proposto visando propiciar um eficiente controle de
acesso ao meio para as comunicações quando se opera utilizando o modo full-duplex.
É importante mencionar que o FD-MAC não tem nenhuma relação com o protocolo
explicado na Subseção 3.2.6, embora eles sejam homônimos. O FD-MAC foi projetado
visando compatibilidade com o padrão IEEE 802.11 e baseia seu mecanismo de reserva
de canal no do padrão. Assim, o FD-MAC utiliza o algoritmo de backoff exponencial
do padrão, além de se inspirar no mecanismo de reserva de canal através de quadros
semelhantes aos quadros RTS/CTS [172]. Embora alguns outros estudos argumentem que
a reserva de canal deve ser desabilitada devido ao fato de introduzir latência à rede, são
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apresentadas situações que mostram que o uso da reserva de canal reduz significativamente
as perdas decorrentes de situações em que ocorre o problema do terminal escondido [172].
Por essa razão, o protocolo FD-MAC adapta seu mecanismo de reserva de canal utilizando
ideia semelhante à proposta pelo padrão IEEE 802.11.
A reserva de canal no protocolo FD-MAC é realizada de modo a permitir comunicações
simultâneas tanto nas topologias bidirecional (Figura 3.3) quanto na de encaminhamento
(Figura 3.4). Além disso, o FD-MAC é capaz de lidar com pacotes de tamanhos diferentes
em cada um dos dois fluxos de dados simultâneos. Para comportar tal funcionalidade, o
FD-MAC incorpora dois novos campos ao cabeçalho do CTS, formando o quadro denomi-
nado full-duplex clear to send (FCTS) [172]. Estes dois novos campos contém o destino e
a duração (baseada no tamanho do pacote) da comunicação secundária a ser estabelecida.
Para melhor ilustrar o funcionamento do FD-MAC, a Figura 3.5 apresenta um diagrama
de quadros trocados entre os nós, tanto na topologia de encaminhamento (Figura 3.5a)
quanto na bidirecional (Figura 3.5b). No exemplo da Figura 3.5a, o FCTS enviado pelo
nó R contém os campos destino secundário e duração secundária populados de acordo
com aquilo que é necessário para que R se comunique com B de modo apropriado. Assim,
é possível manter o sincronismo com relação aos quadros ACK mesmo com tamanhos de
pacotes diferentes, além de atenuar a ocorrência de situações decorrentes do problema do
terminal escondido [172].
(a) Topologia de encaminhamento. (b) Topologia bidirecional.
Figura 3.5: Exemplo de reserva de canal proposta pelo protocolo FD-MAC, adaptado
de [172].
O protocolo FD-MAC é uma importante referência na literatura do estado da arte de
protocolos de controle de acesso ao meio projetados para comunicações full-duplex por
sua simplicidade e compatibilidade com comunicações half-duplex e com o padrão IEEE
802.11. Isso torna o FD-MAC alvo de comparação de outros estudos recentes, como o
disponível em [89]. Além disso, o FD-MAC serviu ainda de inspiração para evoluções e
surgimento de novos protocolos, como por exemplo o proposto em [5].
Com relação à taxonomia adotada neste capítulo, o protocolo FD-MAC é distribuído,
assíncrono e utiliza apenas um canal. O controle de acesso ao canal é feito por meio de
uma disputa regida por quadros com uma pequena modificação em relação ao tradicional
mecanismo de RTS/CTS para melhor acomodar comunicações full-duplex. Trata-se de
um protocolo genérico no que concerne a topologias, ou seja, é capaz de operar nas
topologias bidirecionais e nas de encaminhamento. O protocolo possui uma avaliação
analítica a partir de um modelo matemático proposto em [27] que é baseado no modelo
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de Bianchi [19]. A avaliação é em termos de vazão e compara o FD-MAC com o padrão
IEEE 802.11 operando em modo half-duplex.
3.2.11 Energy-FDM
O protocolo Energy-FDM [5] foi projetado baseado no protocolo FD-MAC [172] (ex-
plicado na Subseção 3.2.10) com melhorias no que concerne ao consumo de energia. Da
mesma forma que o FD-MAC, o Energy-FDM baseia-se na reserva de canal em três pas-
sos (Figura 3.5). Entretanto, a grande diferença ocorre na forma que se realiza o envio
dos dados e do ACK. Estes pacotes são enviados a uma potência mínima tal que seus
receptores consigam decodificá-los com sucesso. Dessa forma, reduzindo a potência gasta
enviando os pacotes de dados e ACK, é possível obter significativos ganhos de economia
de energia [5]. Periodicamente, é necessário no entanto mandar estes pacotes com a po-
tência normal. Isso é necessário para que os nós vizinhos tanto do transmissor quanto do
receptor possam atualizar seu NAV. É importante mencionar que a atualização do NAV
de modo apropriado é crucial para atenuar situações de terminal escondido [5]. Este pe-
ríodo de tempo com potência máxima é relativamente curto se levarmos em consideração
todo o tempo despendido com a transmissão dos pacotes de dados e ACK [5].
Assim como o FD-MAC, o protocolo Energy-FDM usa apenas um canal sendo ainda
assíncrono e distribuído. O Energy-FDM utiliza disputa de canal baseada no CSMA/CA
e com uso de quadros análogos ao RTS/CTS para reserva de canal. O Energy-FDM não
privilegia nem as topologias bidirecionais nem as de encaminhamento, podendo operar
com ambas e também possui compatibilidade com nós operando em modo half-duplex
usando o padrão IEEE 802.11. O Energy-FDM é avaliado de modo analítico em termos
de gasto de energia e vazão, sendo comparado ao FD-MAC [172] e ao padrão IEEE 802.11
em modo half-duplex.
3.2.12 S-CW FD (Synchronized Contention Window Full Duplex)
O protocolo Synchronized Contention Window Full Duplex (S-CW FD) [105] [106] foi
proposto visando propiciar ganhos de eficiência no uso do espectro em comunicações full-
duplex. Com isso, espera-se um aumento significativo de vazão. Além disso, o protocolo
S-CW FD é compatível com comunicações operando em modo half-duplex o que facilita
sua integração com o IEEE 802.11 [106]. Isso é possível, uma vez que o S-CW FD é
semelhante ao IEEE 802.11 com algumas modificações explicadas a seguir.
O S-CW FD é baseado no CSMA para controle de acesso ao canal e não utiliza quadros
RTS/CTS para ajudar a orquestrar este controle. Com relação ao backoff, o S-CW FD
faz com que nós que possuam pacotes um para o outro tentem sincronizar seus contadores
de backoff. Assim, estabelece-se algo semelhante a um “ponto de encontro” onde aqueles
nós terão alta probabilidade de conseguir estabelecer uma comunicação bidirecional. Este
“ponto de encontro” leva a ganhos de vazão sem a necessidade de se introduzir a latência
decorrente da reserva de canal por quadros RTS/CTS [106]. Entretanto, essa sincronização
de contadores de backoff introduz 10 bits ao cabeçalho do pacote de dados, para que os
nós possam trocar informações sobre seu próximo contador de backoff e informações sobre
em que modo se está operando (half-duplex ou full-duplex ).
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Além disso, assume-se que o sincronismo inicial só é alcançado após uma comunica-
ção em modo half-duplex. Após uma colisão, assume-se também a necessidade de uma
comunicação em modo half-duplex para que o sincronismo dos contadores de backoff seja
novamente alcançado. Assim, o S-CW FD tem seu desempenho degradado para condi-
ções muito rigorosas de tráfego quando comparado a outros protocolos [106]. O S-CW FD
permite a operação e sincronização eficiente de contadores de backoff tanto na topologia
bidirecional quanto na de encaminhamento. Quando um nó possui mais de um vizinho
para tentar estabelecer uma comunicação, ele tenta se sincronizar com aquele que possui
menor tempo restante até o “ponto de encontro”. Caso um nó não seja escolhido, seu
contador de backoff fica congelado aguardando o fim da outra comunicação para tentar
concorrer ao acesso ao meio no instante marcado em seu “ponto de encontro”. O S-CW
FD é capaz também de lidar com comunicações de tamanhos de pacotes diferentes. Para
efeitos de sincronismo, o ACK só é enviado ao final da transmissão do maior dos paco-
tes [106]. Na topologia de encaminhamento, o nó que possui o menor pacote envia um
sinal de tom até o final da transmissão do maior pacote para notificar os nós vizinhos da
comunicação em andamento. Isso é feito com o objetivo de evitar colisões decorrentes de
situações de terminal escondido [106].
O protocolo S-CW FD pode ser classificado como um protocolo distribuído, assín-
crono e que faz uso de apenas um canal. Além disso, tal protocolo tem seu mecanismo de
controle de acesso ao canal baseado em disputa sem fazer uso de quadros RTS/CTS. O
protocolo é genérico no sentido de não privilegiar nenhuma topologia em detrimento de
outra, sendo aplicável tanto na bidirecional quanto na de encaminhamento. Com relação
aos resultados, o artigo disponível em [106] faz uma avaliação analítica comparando sua
vazão de saturação com a do padrão IEEE 802.11. Além disso, o referido artigo apresenta
resultados em termos de vazão relativos a simulações obtidas via OPNET [122]. Estas
simulações comparam o protocolo S-CW FD com o padrão IEEE 802.11 e outros proto-
colos projetados para full-duplex que também não utilizam reserva de canal. Encerrada
a apresentação de alguns dos principais protocolos de controle de acesso ao meio existen-
tes projetados para comunicações full-duplex, será realizada uma discussão referente aos
relevantes temas apresentados neste capítulo.
3.3 Discussão
Neste capítulo, diversos aspectos relacionados a comunicações full-duplex foram abor-
dados. Primeiramente, discorreu-se acerca dos tipos de comunicações existentes, dando
ênfase às características, às vantagens e às desvantagens de cada um destes. Como o foco
deste trabalho está nas comunicações full-duplex, apresentou-se uma taxonomia, com al-
guns critérios, para classificação dos protocolos de controle de acesso ao meio projetados
para este tipo de comunicação. Em seguida, foram discutidas características de diferentes
protocolos, fazendo a classificação de cada um destes conforme a taxonomia apresentada
neste capítulo. Isto permite que se faça uma breve análise comparativa destes protocolos.
A Tabela 3.1 ilustra a classificação de cada um dos protocolos discutidos neste capítulo,
conforme a taxonomia descrita na Subseção 3.2.
Nota-se que a grande maioria dos protocolos é distribuída, exceção feita ao protocolo
Janus [73]. Como o foco da presente proposta de trabalho está em redes ad hoc, a ca-
racterística de ser um protocolo distribuído se torna fundamental, conferindo uma maior
47
Tabela 3.1: Análise comparativa entre as características dos protocolos.
Protocolo Arquitetura Controle Acesso Topologia Canais Sincronismo Avaliação Métrica
CSMA/CAD Distribuído RTS/CTS Disputa – Único Assíncrono Analítica Vazão




















Distribuído RTS/CTS Disputa Bidirecional Único Assíncrono Simulada Vazão
[38]
MASTaR Distribuído RTS/CTS Disputa Encaminhamento Único Assíncrono Simulada
Vazão e
Justiça
FD-MMAC Distribuído Beacon Disputa – Múltiplos Assíncrono
Simulada e Vazão e
Analítica Justiça
FD-MAC
Distribuído RTS/FCTS Disputa Genérico Único Assíncrono Analítica Vazão
[172]
Energy-FDM Distribuído RTS/FCTS Disputa Genérico Único Assíncrono Analítica
Vazão e
Energia




flexibilidade à operação do protocolo. Com relação ao processo de controle de alocação de
canal e os meios utilizados para tal, nota-se uma certa variedade. Há desde a utilização de
beacons, até mecanismos elaborados de pontos de encontro ou ainda a utilização de algo
semelhante ao RTS/CTS. Essas técnicas são importantes para definir se o protocolo será
síncrono ou assíncrono, além também de definir se há disputa no processo de controle de
acesso ao canal ou algum tipo de agendamento por fatia de tempo.
Na revisão do estado da arte apresentada, predominam protocolos que utilizam apenas
um canal para comunicação, embora existam outros protocolos com técnicas projetadas
para múltiplos canais como o FD-MMAC [173]. A manutenção da compatibilidade com
comunicações half-duplex e com o padrão IEEE 802.11 é citada por muitos dos protocolos
analisados. Entretanto, isso acaba limitando um pouco o projeto destes protocolos para
se manterem mais próximos do padrão que faz uso de apenas um canal.
Outro ponto que chama atenção é que quase todos os protocolos introduzem algum
tipo de mecanismo para aumentar a oportunidade de se estabelecerem comunicações si-
multâneas, de modo a obter um aumento da vazão total da rede. Assim, a vazão é uma
métrica que todos os protocolos levantados incluem em suas avaliações. Alguns o fazem
usando simuladores (predominantemente o OPNET [122]), ou via modelos analíticos ti-
picamente adaptados do modelo de Bianchi [19]. Há ainda alguns que complementam
suas análises com resultados obtidos em experimentos reais. Quase todos os protocolos
utilizam o padrão IEEE 802.11 em modo half-duplex, como base de comparação para ve-
rificar se o ganho teórico de ao menos 100% de vazão é obtido. Alguns outros protocolos
levantam ainda a necessidade de se avaliar a justiça no acesso ao meio, bem como métricas
relacionadas ao consumo de energia.
Muito embora alguns protocolos não explicitem essa métrica relacionada à energia,
essa avaliação é implicitamente realizada por diversos estudos. Isto ocorre pelo fato de
que uma maior vazão denota uma maior eficiência energética, quando se opera sob o
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mesmo tipo de equipamento. Assim, se um protocolo de controle de acesso ao meio
para comunicações full-duplex possui uma maior vazão que um outro protocolo que usa
o mesmo equipamento, certamente, o primeiro será mais eficiente do ponto de vista de
gerenciamento de energia. Isto ocorre por uma maior vazão implicar na transmissão de
uma maior quantidade de dados em um determinado intervalo de tempo. Assim, permite-
se que os nós voltem mais rapidamente ao estado ocioso, no qual se espera que o gasto
de energia seja menor. Note que o argumento acima não se aplica quando se considera
ambientes saturados. Em ambientes saturados, para qualquer protocolo, nunca se entrará
em estado ocioso por falta de dados a serem transmitidos.
Com relação às topologias, a maioria dos protocolos é genérico, aceitando tanto a for-
mação de comunicações bidirecionais quanto de encaminhamento. No entanto, os proto-
colos FuMAC e FD+ privilegiam a topologia bidirecional, enquanto o protocolo MASTaR
privilegia a de encaminhamento. O protocolo proposto em [38] limita as comunicações
full-duplex a formar apenas topologia do tipo bidirecional. Os protocolos CSMA/CAD
e FD-MMAC utilizam sua capacidade de escutar e transmitir sinais simultaneamente
para otimizar transmissões half-duplex evitando ao máximo as colisões. Portanto, estes
protocolos não se aplicam às topologias bidirecional e de encaminhamento.
Como o foco do presente trabalho é em redes ad hoc, pode-se destacar o protocolo FD-
MAC [172] por sua compatibilidade com o padrão IEEE 802.11 e por suas características
favoráveis a este tipo de rede. Tal protocolo é inclusive usado como comparativo entre
outros protocolos de controle de acesso ao meio projetados para comunicações full-duplex,
como apresentado no estudo disponível em [89]. Entretanto, embora possua bons resul-
tados e características desejáveis para a operação em redes ad hoc, o protocolo FD-MAC
pode onerar a rede com sua reserva de canal. É importante relembrar que o FD-MAC faz
uso de uma reserva de canal mais estendida se comparada à proposta pelo padrão IEEE
802.11, conforme explicado na Subseção 3.2.10. Neste sentido, o presente trabalho apre-
sentará uma proposta de uma série de melhorias neste mecanismo, a serem detalhadas
nos capítulos seguintes.
Vale ressaltar que o levantamento do estado da arte realizado neste capítulo está
restrito aos protocolos mais referenciados na literatura correlata. Todavia, há diversos
estudos recentes e promissores que não foram abordados no levantamento de estado da
arte, por ainda não serem muito referenciados. No entanto, vários desses trabalhos pos-
suem características e abordagens similares às dos trabalhos descritos neste capítulo. Por
exemplo, há artigos recentes que seguem a linha de priorização de topologias, em conjunto
com melhorias no processo de backoff, como os disponíveis em [3] [4] [36]. Por sua vez, há
protocolos que preconizam reserva de canal com quadros RTS/CTS modificados, como o
apresentado em [145]. Outros protocolos se utilizam de sinais tom, tais como os descritos
em [36] e [78].
A partir do levantamento do estado da arte apresentado neste capítulo, foram encon-
tradas algumas lacunas na literatura que este trabalho tem por objetivo suprimir ou ao
menos atenuar. Neste sentido, como destacado na Tabela 3.1, a maioria dos protocolos
utiliza quadros RTS/CTS para realizar seu processo de reserva de canal evitando colisões.
Entretanto, a reserva de canal via quadros acaba por introduzir tempo significativo ao
tempo total de uma comunicação, o que pode prejudicar a vazão da rede. Algumas outras
abordagens não usam RTS/CTS. Porém, estas acabam por não aproveitar completamente
as vantagens teóricas das comunicações full-duplex, pois precisam ficar enviando algum
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sinal tom para que os vizinhos saibam que há uma comunicação em andamento. Essa
abordagem de envio do sinal tom até o final da comunicação para detecção de tráfego é
também utilizada quando se forma uma comunicação com dois fluxos com tamanhos de
pacotes distintos. Em geral, para efeitos de sincronismo, quando o nó acaba de transmitir
o fluxo do menor pacote, os protocolos preconizam que ele fique ocioso ou envie um sinal
tom para notificar tráfego a seus vizinhos, até que o fluxo de dados que possui pacote de
tamanho maior termine. Isso pode gerar grande ociosidade em casos em que os tamanhos
de pacotes por fluxo sejam muito distintos.
Outro ponto que motiva melhorias é relacionado a quando se vai privilegiar algum
tipo de topologia. Alguns protocolos argumentam que a topologia bidirecional de fato
pode ser a mais interessante para aumentar a quantidade de comunicações simultâneas
em uma rede [38] [90] [167]. Todavia, os mecanismos para atingir este fim ainda são um
pouco onerosos ou limitantes. As abordagens levantadas no estado da arte tratam tal
tipo de topologia como sendo a única possível [38], ou então usam de informações extra,
em cabeçalhos ou preâmbulos de pacotes [90] [167], para tentar obter tal comportamento.
Assim como na reserva de canal usando quadros RTS/CTS, essas soluções podem se
tornar bastante custosas. Além disso, acredita-se que pode haver meios mais eficientes de
realizar esta priorização.
Portanto, no contexto de comunicações full-duplex, este trabalho investigará e proporá
mecanismos que visem uma melhor utilização do canal, e um consequente aumento de
vazão. Estes mecanismos têm como motivação as questões descritas no parágrafo anterior,
pois entende-se que os protocolos existentes na literatura ainda deixam alguns desafios a
serem sobrepostos. Neste sentido, os capítulos que se seguem apresentam propostas de
uma série de melhorias relacionadas a utilização do canal em comunicações full-duplex.
50
Capítulo 4
FDT-MAC: Técnica de Reserva de
Canal para Comunicações Full-duplex
Este capítulo detalha um dos resultados preliminares dos estudos relacionados a me-
lhorias no controle de acesso ao meio para comunicações full-duplex. Primeiramente, é
apresentada uma nova técnica de reserva de canal para comunicações full-duplex. Tal téc-
nica é denominada Full-Duplex Tone Based MAC (FDT-MAC) e será avaliada de diversas
maneiras. As referidas avaliações serão também mostradas neste capítulo tornando pos-
sível verificar o impacto positivo da técnica proposta. Por fim, este capítulo contém uma
discussão abordando as vantagens, as desvantagens e as possíveis melhorias relacionadas
à técnica proposta.
4.1 Reserva de Canal Eficiente sem a Necessidade do
Uso de Quadros
Esta seção introduz a técnica de controle de acesso ao meio denominada FDT-MAC.
O FDT-MAC é um mecanismo de controle de acesso ao meio projetado levando em con-
sideração a utilização de comunicações full-duplex. O FDT-MAC se baseia no emprego
de sinais pulso e tom para auxiliar o processo de reserva de canal. Assume-se a exis-
tência dos mesmos mecanismos de camada física, necessários para o cancelamento da
auto-interferência, que os descritos pelos artigos que propuseram o FD-MAC [27] [172].
Pelo fato da reserva de canal do FDT-MAC ser constituída por troca de sinais da camada
física ao invés de quadros da camada de controle de acesso ao meio (RTS, CTS, FCTS),
espera-se que o FDT-MAC realize a reserva de canal de modo mais rápido. Note que com
isso almeja-se obter um impacto positivo na vazão da rede. Para atingir estes ganhos de
desempenho, existem dois princípios do FDT-MAC que diferem do FD-MAC, bem como
das demais técnicas existentes. Os referidos princípios são os seguintes:
• Os quadros de controle (RTS, FCTS e ACK) são substituídos por sinais pulso e
tom;
• Em uma comunicação bidirecional, o nó A envia o tom ao nó B, se e somente se,
isso é necessário para a atualização do NAV. Quando este tom não é enviado por
não ser necessário, denomina-se este comportamento de supressão de tom.
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Estes princípios têm por principal objetivo reduzir a vazão total da rede ao diminuir
o tempo despendido com a reserva de canal em comunicações full-duplex. O primeiro
princípio efetivamente reduz este tempo, visto que os sinais pulso e tom são transmitidos
em menos tempo que os quadros (RTS, FCTS e ACK). Este comportamento será melhor
detalhado na Seção 4.2. Pulso e tom são senoides que não carregam nenhum tipo de
informação. O tempo gasto para que uma antena perceba um sinal pulso/tom é de não
mais que 5µs [140]. Geralmente, estes sinais são utilizados com algum outro tipo de meca-
nismo para apontar alguma condição particular da rede [52]. No entanto, diferentemente
do que ocorre com os quadros RTS, FCTS e ACK, os sinais pulso e tom não possuem
cabeçalho com informações da camada de controle de acesso ao meio (MAC – Medium
Access Control). Logo, faz-se necessário desenvolver uma forma de codificar nos sinais
pulso e tom as principais informações contidas naquele cabeçalho MAC. Tais informações
estão relacionadas aos campos do cabeçalho que indicam os identificadores de origem e
destino do sinal enviado. Além disso, outra importante informação para atualização do
NAV é a duração da comunicação que também é indicada no cabeçalho suprimido pelos
sinais. Essa codificação de origem, destino e duração é fundamental para a operação do
FDT-MAC e será posteriormente detalhada (Subseção 4.1.1). Exemplos de comunicação
com o FDT-MAC tanto para topologias bidirecionais quanto para de encaminhamento
estão disponíveis na Figura 4.1.
(a) Topologia bidirecional.
(b) Topologia de encaminhamento.
Figura 4.1: Exemplo de comunicações usando FDT-MAC.
A Figura 4.1a mostra um exemplo de comunicação com FDT-MAC em uma topologia
bidirecional. Neste caso, considera-se que o nó A possui pacotes de dados para enviar ao nó
B. Por sua vez, o nó B possui pacotes a serem enviados ao nó A. Assim, primeiramente,
o nó A espera até que seu contador de backoff esteja com valor igual a zero, de modo
similar ao preconizado pelo padrão IEEE 802.11. Então, o nó A transmite um sinal “pulso”
ao nó B. O nó B ao receber o pulso “percebe” que o sinal é direcionado a ele e que é
proveniente do nó A. Em seguida, o nó B responde com um sinal “tom resposta” (tom-r)
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ao nó A. O “campo duração” do sinal tom-r é definido como sendo igual ao máximo
valor dentre o recebido no pulso (TDADOS(A,B)) e o calculado a partir do pacote de dados
que o nó B tem para enviar ao nó A (TDADOS(B,A)). Assim, a duração é definida como
max(TDADOS(A,B), TDADOS(B,A)), de maneira semelhante à proposta no FD-MAC [172]. De
modo análogo, o nó A “confirma” que o sinal tom-r recebido é destinado a ele. Além disso,
o nó A “confirma” que o sinal é proveniente de B. Logo, o nó A responde ao nó B um “tom
de confirmação” (tom-c) com o “campo” duração sendo o valor máximo entre o recebido
no tom-r (TDADOS(B,A)) e o contido no pulso anteriormente enviado (TDADOS(A,B)). Os
nós vizinhos que escutarem os sinais pulso, tom-r e tom-c estarão cientes da comunicação
em curso entre os nós A e B, sendo capazes de estabelecer seu NAV apropriadamente para
prevenir colisões. Tendo sido concluída a reserva do canal, os nós A e B começarão a trocar
pacotes de dados e sinais de “tom ACK” (tom-a), ao invés do pacote ACK tradicional.
A Figura 4.1b apresenta um exemplo de comunicação em uma topologia de encami-
nhamento. Neste exemplo, o nó C possui pacote de dados para enviar ao nó D. Por sua
vez, o nó D possui pacotes de dados para o nó E. Inicialmente, o nó C envia um pulso
para D. Neste momento, o nó D precisa responder ao nó C confirmando o recebimento
do pulso. Além disso, o nó D deve também iniciar uma comunicação com E. Todavia,
um sinal tom não pode ser “percebido” como sendo simultaneamente destinado aos nós C
e E. Isso força o nó D a enviar primeiro um sinal “tom de encaminhamento” (tom-f) ao
nó C e depois enviar um sinal tom-r ao nó E, conforme ilustrado na Figura 4.1b. O tom-f
serve para avisar ao nó C que se trata de uma topologia de encaminhamento para que ele
possa esperar até o momento apropriado para iniciar o envio do quadro de dados. O nó
C então recebe o tom-f e espera até que o nó D estabeleça a comunicação com o nó E,
enquanto o nó E responde ao nó D com um sinal tom-c. Neste momento, o nó C envia
um “tom NAV” (tom-n) para que seus vizinhos se sincronizem sabendo que se trata de
uma topologia de encaminhamento, adaptando assim seus contadores de NAV de acordo
com a duração da comunicação.
Finalmente, os nós C, D e E trocam pacotes de dados e sinais tom-a prosseguindo
normalmente sua comunicação. Para a topologia de encaminhamento, o “campo duração”
dos sinais pulso, tom-f, tom-n, tom-r e tom-c é preenchido da mesma forma que fora expli-
cado para a topologia bidirecional. Novamente, o NAV é corretamente estabelecido pelos
nós vizinhos aos envolvidos na comunicação (C, D e E), de modo a prevenir colisões. Isso
ocorre, pois aqueles nós escutam e decodificam os referidos sinais utilizando o processo que
será descrito na Subseção 4.1.1. Embora sejam simultaneamente enviados (Figura 4.1b),
os sinais tom-n e tom-c podem ser decodificados corretamente sem a percepção de colisão
por qualquer nó que escute os dois simultaneamente. Para que isso aconteça, assume-se
que os sinais tom-c e tom-n são enviados em diferentes canais não adjacentes da banda
(subcarriers).
Diversos trabalhos relacionados a técnicas de controle de acesso ao meio projetadas
para comunicações full-duplex recorrem a uma abordagem de disputa de acesso ao meio
baseada na divisão de frequência, tais como os trabalhos apresentados em [3] [6] [96] [98].
Para tanto, os referidos trabalhos assumem que um nó que opera uma comunicação full-
duplex é capaz de escutar e identificar sinais enviados simultaneamente em subfrequências
distintas, sem a ocorrência de colisão e sem a necessidade de algum hardware adicional.
De modo mais preciso, conforme descrito por [137], sendo θ a quantidade total de
canais, um sinal pulso e tom pode ser decodificado corretamente se um canal Fi (0 ≤
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i ≤ θ) está tendo um sinal transmitido e seus canais adjacentes (Fi−1 e Fi+1) estão
livres. Considera-se então esta mesma premissa usada na literatura [3] [96] [98] [137] para
acomodar os sinais tom-c e tom-n de modo apropriado. Como o padrão IEEE 802.11
possui θ = 48 canais a serem usados para transmissão de dados em sua versão IEEE
802.11a/g [136], pode-se alocar os sinais tom-f, tom-r, tom-c, tom-a em um canal (e.g.
F7), enquanto o tom-n pode ser enviado em um canal não adjacente ao anterior (e.g. F18).
Assim, há correta decodificação dos sinais tom-c e tom-n enviados simultaneamente e o
NAV é estabelecido corretamente.
É importante mencionar que o protocolo FD-MAC [172] não realiza essa confirmação
para os vizinhos de C em topologias de encaminhamento, não estabelecendo completa-
mente o NAV deles. Isso poderia ocasionar no FD-MAC uma colisão caso um dos vizinhos
de C tentasse iniciar uma comunicação no momento em que o nó D envia o ACK para
C. Essa possível colisão não é evitada pelo FD-MAC, conforme pode ser inferido da Fi-
gura 3.5a. Por sua vez, o FDT-MAC estabelece o NAV corretamente com o auxílio do
sinal tom-n, evitando colisões na situação descrita.
Com relação ao segundo dos princípios do FDT-MAC, este tem por objetivo evitar
o envio desnecessário de um sinal tom. Considere que TDADOS(i,j) denota o tempo a ser
anunciado como duração da transmissão do pacote de i para j para efeitos de atualização
de NAV. Se TDADOS(A,B) ≥ TDADOS(B,A), note que o tom-c enviado de A para B (ver
Figura 4.1a) confirmando o “campo duração” como sendo max(TDADOS(A,B), TDADOS(B,A))
é desnecessário, uma vez que nesse caso o valor do “campo” não será modificado, visto
que max(TDADOS(A,B), TDADOS(B,A)) = TDADOS(A,B). Ou seja, os vizinhos do nó A já
conheciam esse valor de “campo duração” e tinham-no usado para atualizar seu NAV cor-
retamente ao terem escutado o sinal pulso proveniente de A no início da comunicação.
Logo, neste caso, o tom-c enviado de A para B pode ser suprimido sem prejuízos. Por-
tanto, nestes casos, ao invés de transmitir tom-c, o nó A inicia o envio dos quadros de
dados. Um exemplo da supressão de tom no FDT-MAC está ilustrado na Figura 4.2.
É importante mencionar que a supressão de tom economiza ainda um período de
SIFS do tempo total da comunicação, melhorando assim a vazão total da rede como será
discutido na Seção 4.2. Terminada a explicação dos princípios básicos do FDT-MAC,
será apresentada a técnica de codificação de informações dos sinais para possibilitar a não
utilização do cabeçalho MAC na reserva de canal.
Figura 4.2: Exemplo da supressão de tom no FDT-MAC.
4.1.1 Codificando Informações de Cabeçalho
A codificação das principais informações contidas no cabeçalho da camada MAC nos
sinais pulso e tom possui um papel primordial no funcionamento do FDT-MAC. Como já
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destacado anteriormente, há três principais informações a serem codificadas: origem do
sinal, destino do sinal e duração da comunicação. A duração da comunicação é codificada
na duração do tempo de transmissão dos sinais pulso e tom. Esse tempo será denotado
por Tp. Então, para o FDT-MAC:
Tp = 2 · Tsync + ⌈log2 Psz⌉, (4.1)
onde Psz representa o tamanho do pacote de dados em bytes e Tsync denota o tempo
necessário de sincronização. Os sinais de pulso e tom podem ser percebidos em até 5µs,
conforme descrito em [140]. Portanto, considera-se que Tsync é igual a 5µs. O fator
multiplicador 2 para o Tsync na Eq. (4.1) se deve ao fato de que os sinais (pulso, tom-
r, tom-c, tom-f e tom-n) são enviados com a potência máxima por Tsync + ⌈log2 Psz⌉
para atualização de NAV. Nos últimos Tsync, a potência é reduzida para o estritamente
necessário para alcançar o destinatário, para possibilitar a detecção do destino do sinal,
conforme será posteriormente explicado. Para o tom-a, considera-se que Tp = Tsync, pois é
possível realizar o papel de confirmação de recebimento dos dados (ACK) com apenas um
sinal, sem outras informações adicionais. Note que a informação de duração codificada
em Tp é a mesma para os sinais pulso, tom-r, tom-c, tom-f e tom-n. Os sinais usados pelo
FDT-MAC (pulso, tom-r, tom-c, tom-f, tom-n e tom-a) podem ser diferenciados entre
eles por frequência, fase ou amplitude [93]. Logo, ao receber um sinal com duração Tp,
um nó é capaz de prever a duração da comunicação que é análoga ao “campo duração”
existente na camada MAC nos quadros de controle (RTS, CTS e FCTS).
Por sua vez, a origem e o destino do sinal são identificados com base em uma tabela que
armazena a combinação da potência do sinal recebido (RSSI – Received Signal Strength
Indicator) e do ângulo de chegada (AOA – Angle of Arrival). Como uma antena é capaz
de ajustar a potência de transmissão de acordo com a distância do nó de destino, um
nó percebe que um sinal não é direcionado a ele quando o RSSI é maior do que um
limiar esperado [103]. Com relação à referida tabela, esta pode ser montada a partir
das mensagens de difusão usadas pelos protocolos de roteamento e controle de acesso ao
meio. É importante mencionar que estas mensagens são utilizadas periodicamente em
comunicações sem fio com diversos fins [110]. Estas mensagens de difusão identificam
os nós origem e destino explicitamente nos cabeçalhos da camada MAC e possibilitam
que cada nó armazene informações relativas à combinação potência do sinal recebido e
ângulo de chegada de cada vizinho. Isso torna viável a montagem apropriada da tabela
previamente mencionada.
Vale ainda ressaltar que no FDT-MAC não se considera mobilidade dos nós. A mo-
bilidade dos nós não será avaliada, da mesma forma que o FD-MAC [172] também não
avalia, nem considera este fator. Como o FDT-MAC necessita da tabela com valores de
AOA e RSSI de seus vizinhos, a mobilidade poderia fazer com que os valores desta tabela
se tornassem inconsistentes. Essas inconsistências poderiam ser evitadas, caso se levasse
em conta a operação do FDT-MAC em conjunto com um mecanismo de descoberta de
vizinhança. Os mecanismos de descoberta de vizinhança podem tratar a mobilidade tro-
cando informações periódicas com os demais nós [31] [119]. A partir de um mecanismo
de descoberta de vizinhança, é possível manter uma tabela de AOA e RSSI consistente
mesmo em cenários de mobilidade. Portanto, o FDT-MAC não se torna inviável com
mobilidade, porém a avaliação do seu impacto na montagem da tabela de AOA e RSSI
não será avaliada neste trabalho, podendo ser alvo de trabalhos futuros. No presente tra-
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balho, assume-se que uma tabela de AOA e RSSI consistente fora previamente montada
com base nas informações trocadas pelos protocolos de roteamento, uma vez que estes
periodicamente usam mensagens de difusão para diversos fins [110].
É importante mencionar que o custo da montagem da tabela com os valores de AOA
e RSSI não é levado em consideração nas análises de desempenho relacionadas ao FDT-
MAC, uma vez que os mecanismos de roteamento e descoberta de vizinhança que poderiam
prover as informações de AOA e RSSI não necessitam enviar nenhuma mensagem adicional
para fornecer os insumos necessários para montagem da tabela em questão. Por sua vez,
o custo de memória desta tabela é relativamente baixo, sendo O(n), onde n denota o
número de nós da rede.
Para que o FDT-MAC seja viável, é necessário que a identificação de origem e destino
de sinal não leve comumente a erros de identificação, pois isso acarretaria diversos pro-
blemas. Com relação a isto é necessário uma melhor explicação do cenário nos quais as
premissas descritas ocorrem. A precisão das estimativas de AOA e RSSI varia conforme
o ambiente considerado, isto é, ambientes fechados (indoor) e abertos (outdoor) possuem
diferentes precisões de estimativa de AOA e RSSI [31] [102]. Por exemplo, o estudo dis-
ponível em [102] realiza experimentos relativos à precisão de AOA nos dois ambientes,
considerando a ausência de obstáculos. Obtém-se erro médio de estimativa de AOA menor
do que 4◦ e 6◦ para ambientes externos e internos, respectivamente. Portanto, é necessá-
rio especificar qual o ambiente é considerado para operação do FDT-MAC nas avaliações
apresentadas. No presente trabalho, considera-se que o FDT-MAC opera em ambientes
internos sem obstáculos, de modo análogo ao assumido em experimentos descritos em [10]
e [102]. Assim sendo, para atestar a viabilidade do FDT-MAC, será apresentada a seguir
uma análise relacionada à probabilidade de falha do mecanismo de identificação de origem
e destino do sinal, com base nas premissas discutidas.
4.1.2 Análise de Probabilidade de Falha por Erro de Identificação
Será realizada uma análise probabilística relacionada ao mecanismo proposto para
identificação de origem e destino de sinais, com base na combinação entre potência e
ângulo de chegada do sinal recebido. Para a análise em questão, considera-se as notações
expressas na Tabela 4.1. Além disso, considera-se que o nó x possua ao menos dois
vizinhos, denotados por y e z. A identificação de origem/destino do sinal presente no
FDT-MAC falha se as seguintes inequações forem simultaneamente válidas:
|R(x,z)−R(x,y)| < τ ; (4.2)
|A(x,y)− A(x,z)| < ǫ. (4.3)
Então, considerando que se tratam de eventos independentes no que tange à probabi-
lidade, a análise consiste no cálculo da seguinte equação:
Pf = P (|R(x,z)−R(x,y)| < τ) · P (|A(x,y)− A(x,z)| < ǫ). (4.4)
Um exemplo do que foi explicado acerca das condições para falha do mecanismo será
discutido com o auxílio da Figura 4.3. A figura em questão ilustra três diferentes áreas
(A1, A2, A3) da antena do nó x. De acordo com as expressões acima, a falha do mecanismo
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Tabela 4.1: Notações usadas para análise de probabilidade de falha.
Símbolo Significado
∆(G) Grau máximo do grafo G que representa a topologia da rede.
ǫ Precisão da medida de ângulo de chegada do sinal (◦).
τ Precisão da medida de potência do sinal recebido (dB).
A(a,b) Ângulo de chegada medido pelo nó a do sinal proveniente do nó b.
g(x) Ganho de antena do nó x.
h(x) Altura da antena do nó x.
lo(x) Perda de sistema do nó x.
Pf Probabilidade de falha no mecanismo de identificação da origem do sinal.
pow(x) Potência de transmissão do nó x.
RMax Máxima potência do sinal (dB).
RMin Magnitude mínima de sinal detectável pela antena (dB).
R(a,b) Potência de sinal recebida medida pelo nó a do sinal proveniente do nó b.
shmed Shadowing médio do meio de propagação.
w Razão entre a velocidade de propagação do meio e a velocidade da luz.
ocorre quando mais de um nó (y e z) está em uma mesma área. Ou seja, neste caso, o
nó x não seria capaz de distinguir corretamente se um sinal chegou do nó y ou do z. Isso
ocorre pois as áreas (A1, A2, A3) estão em setores circulares de até ǫ graus, além de neste
caso valer que |R(x,z) − R(x,y)| < τ . Assim, na situação citada, haveria problema nas
comunicações entre x e y.
As probabilidades representadas pelas inequações presentes na Eq. (4.4) podem ser
calculadas usando uma analogia com uma situação conhecida na literatura correlata à
probabilidade como problema do aniversário [114]. O problema do aniversário consiste
em calcular a probabilidade de pelo menos duas pessoas fazerem aniversário no mesmo
dia do ano. Assim sendo, será explicada a analogia feita com tal problema. Se o número
possível da quantidade de medidas de potência do sinal recebido (RSSI) fosse determinado
em função de τ , este número poderia ser interpretado como a quantidade de dias do ano.
Por sua vez, τ representaria um dia do ano em analogia com o problema do aniversário.
Nota-se que de fato o número possível da quantidade de medidas de RSSI é uma função
de τ , sendo igual a Rmax−Rmin
τ
. Um argumento similar pode ser aplicado ao ângulo de
chegada do sinal. Todavia, espera-se que o ângulo de chegada do sinal possua uma
distribuição uniforme, enquanto o mesmo não se aplica ao RSSI, conforme detalhado
em [52]. Em [114], são apresentadas equações que permitem calcular a probabilidade de
ocorrência do problema do aniversário nos casos de distribuição de probabilidade uniforme
e não uniforme.
Para concluir a análise do mecanismo de identificação de origem e destino de sinal do
FDT-MAC, foi feito o cálculo de Pf com base em valores presentes na literatura no que
diz respeito à precisão das medidas de potência do sinal recebido e ângulo de chegada.
No que concerne ao parâmetro ǫ, há estudos que alcançam a precisão de 6◦ para o ângulo
de chegada em antenas omnidirecionais [102]. Com relação à medida da potência do
sinal recebido, estudos indicam que foi alcançada precisão de até 0,1dB [10]. Assim,
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Figura 4.3: Exemplo de áreas na qual a existência de mais de um nó causa erro na
identificação da origem do sinal.
Tabela 4.2: Parâmetros usados para o cálculo da probabilidade de falha.
Parâmetro Transmissor Receptor Meio Rede
pow 15 dBm N/A N/A N/A
g 0 dB 0 dB N/A N/A
lo 1,4691 dB 1,4691 dB N/A N/A
h 1,5 m 1,5 m N/A N/A
Rmin −94 dBm −94 dBm N/A N/A
Rmax 0 dBm 0 dBm N/A N/A
shmed N/A N/A 4 dB N/A
w N/A N/A 0,125 N/A
∆(G) N/A N/A N/A 5
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assumindo estes valores (ǫ = 6, τ = 0,1), e que as características do meio e das antenas
são aquelas descritas na Tabela 4.2, Pf possui valor menor do que 3 · 10−3. Além disso,
se for considerado que o FDT-MAC pode operar sobre um array de antenas direcionais
operando em modo omnidirecional, a precisão da medida do ângulo de chegada alcança
1◦ [45] [87]. Neste caso (ǫ = 1, τ = 0,1), o valor de Pf é menor que 5 · 10−4. Portanto, os
resultados dos cálculos de probabilidade evidenciam que o mecanismo de identificação da
origem e destino dos sinais no FDT-MAC possui uma probabilidade desprezível de erro.
Isso torna então o FDT-MAC uma alternativa viável no contexto de comunicações full-
duplex nos cenários em que suas premissas de operação são válidas, conforme discutido
anteriormente. O impacto do FDT-MAC no referido contexto será avaliado na seção que
se segue.
4.2 Resultados
Esta seção apresenta as avaliações realizadas sobre o impacto do FDT-MAC proposto
na Seção 4.1. Estas avaliações mostram o impacto positivo da adoção do FDT-MAC.
Para realizá-las, foram empregadas métricas e modelos comumente usados na literatura.
Primeiramente, será apresentada uma estimativa de cota superior da vazão. Isto é feito
considerando um cenário ideal, ou seja, um cenário sem colisões de modo a se obter a
vazão máxima. Esta maneira de calcular a vazão, bem como sua relevância já foram
anteriormente discutidas na Subseção 2.4.2.
Entretanto, a vazão máxima não oferece uma avaliação que leve em consideração o
crescimento da janela de backoff por considerar um cenário sem colisões. Para obter
uma estimativa da vazão em condições mais saturadas de tráfego, avaliou-se o FDT-
MAC de acordo com a vazão de saturação. É importante mencionar que tal métrica foi
explicada na Seção 2.4. Entretanto, o modelo apresentado na referida seção foi projetado
para avaliar protocolos que façam uso apenas de comunicações half-duplex. Portanto,
algumas pequenas modificações foram realizadas no modelo para estendê-lo ao cenário de
comunicações full-duplex, conforme será detalhado na Subseção 4.2.2.
Portanto, o FDT-MAC foi avaliado segundo as duas métricas explicadas de modo a
englobar cenários variados no que diz respeito ao tráfego de dados. Além disso, avaliou-
se o impacto da auto-interferência em protocolos que utilizam comunicações full-duplex,
mostrando que o FDT-MAC consegue lidar melhor com a auto-interferência do que um
protocolo do estado da arte relacionado a comunicações full-duplex. Avaliou-se ainda o
impacto da supressão de tom no FDT-MAC. Para as análises apresentadas a seguir, a
supressão de tom só é considerada quando explicitamente mencionada. Considerou-se
também o atraso de propagação como desprezível nos cenários avaliados. As avaliações
foram feitas para o FDT-MAC, para o FD-MAC e também para o protocolo IEEE 802.11
operando em modo half-duplex. Este último será denominado HD-MAC na apresentação
dos resultados. Com relação ao HD-MAC, é importante mencionar que considerou-se os
valores de parâmetros para camada física definidos nos padrões IEEE 802.11a e IEEE
802.11b. Esses valores foram os considerados por serem os utilizados nos modelos de
avaliação disponíveis em [19] e [67], além de serem os usados como base de comparação
por vários artigos da área, tais como os disponíveis em [27] e [172].
Por fim, é importante mencionar que todas as avaliações presentes neste trabalho con-
sideram que todos os enlaces das topologias bidirecionais e de encaminhamento possuem
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a taxa de transmissão indicada na avaliação. Por exemplo, em uma topologia bidirecional
entre dois nós A e B, quando se considera que a taxa de transmissão é igual a 11 Mbps,
este valor vale tanto para os quadros enviados de A para B, quanto para os enviados de
B para A.
4.2.1 Vazão Máxima Teórica
A seguir, será apresentado o cálculo da vazão máxima teórica (Smax). A notação
usada para este cálculo é a mesma definida na explicação do modelo, disponível na Sub-
seção 2.4.2. Este cálculo é baseado no que foi explicado na referida subseção e também





onde Psz denota o tamanho do pacote de dados e Tt denota o tempo total de transmissão.
Neste cálculo, como o FDT-MAC e o FD-MAC operam em modo full-duplex, considera-se
para eles o Psz como sendo o dobro do considerado para o HD-MAC. Além disso, Tt possui












L = TRT + TCT + TDADOS + TACK + TB + TDF + 3 · TSF , (4.7)
Ltom = 9/2 · Tp + TDADOS + TB + TDF + 9/2 · TSF . (4.8)
É importante mencionar que as equações acima já foram utilizadas para o HD-MAC,
conforme apresentado na Subseção 2.4.2. Na referida subseção, são apresentados os va-
lores de constantes relacionadas aos padrões IEEE 802.11a e IEEE 802.11b, conforme
Tabela 2.2. Estas constantes foram utilizadas nas avaliações, de modo que de acordo com
a técnica de espalhamento espectral, se utilize o padrão correspondente. Para OFDM,
considera-se os parâmetros do padrão IEEE 802.11a, enquanto que para as demais (DSSS
e HR-DSSS), considera-se os parâmetros do padrão IEEE 802.11b. O tamanho de pacote
e a taxa de transmissão do canal também foram variados. As diversas combinações destes
parâmetros estão disponíveis na Tabela 4.3.
Com relação à Eq. (4.8), o fator 9/2 que multiplica Tp e TSIFS refere-se à quantidade
média de sinais que serão enviados em uma comunicação. Neste cálculo, foi considerado
que as topologias bidirecionais e de encaminhamento são equiprováveis, o que influencia
o valor de Tt. Nas topologias bidirecionais, há 4 sinais sendo enviados, enquanto que nas
de encaminhamento há 5, conforme pode-se observar na Figura 4.1. Portanto, neste caso,
o valor médio de sinais pulso enviados é de 9/2. Também foi considerado que todas as
comunicações possuem o mesmo tamanho de pacote de dados.
O resultado do cálculo comparando as técnicas de controle de acesso ao meio se en-
contra disponível na Tabela 4.3. Observando a Tabela 4.3, nota-se que o FDT-MAC pode
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prover significativa melhoria de vazão. A referida melhoria alcançou até 217,81% e até
82,68% em relação ao HD-MAC e ao FD-MAC, respectivamente. Verifica-se ainda que o
FDT-MAC obteve melhor resultado que o FD-MAC em todos os cenários avaliados, uma
vez que Ltom ≤ L+TCT +TSF vale para todos os casos avaliados. O ganho do FDT-MAC
é maior quando a reserva de canal constitui uma maior porção do tempo total de trans-
missão, pois TDADOS não difere entre FD-MAC e FDT-MAC. É também notável que o
FDT-MAC supera o HD-MAC em mais de 100% na maioria dos casos. Isso significa que
o FDT-MAC consegue explorar a vantagem teórica do uso de comunicações full-duplex,
visto que espera-se que comunicações deste tipo provenham vazão duas vezes maior do
que quando utiliza-se comunicações half-duplex. Entretanto, conforme explicado anteri-
ormente, a métrica da vazão máxima não leva em consideração as perdas decorrentes de
colisões. Portanto, a seguir será apresentada uma avaliação que considere as referidas
perdas.



















256 1,37 0,53 158,49 0,98 39,80
512 1,63 0,69 136,23 1,32 23,49
1024 1,79 0,82 118,29 1,59 12,58
2
256 2,24 0,82 173,17 1,48 51,35
512 2,87 1,16 147,41 2,16 32,87
1024 3,34 1,47 127,21 2,81 18,86
HR-DSSS 11
256 4,64 1,46 217,81 2,54 82,68
512 7,67 2,58 197,29 4,55 68,57
1024 11,37 4,18 172,01 7,54 50,80
OFDM
6
256 6,27 2,92 114,73 5,38 16,54
512 8,25 3,93 109,92 7,44 10,89
1024 9,77 4,75 105,68 9,18 6,43
12
256 8,89 4,40 102,05 7,98 11,40
512 12,94 6,43 101,24 11,95 8,28
1024 16,84 8,38 100,95 15,98 5,38
54
256 13,11 7,17 82,85 12,58 4,21
512 23,24 12,58 84,74 22,41 3,70
1024 38,24 20,40 87,45 37,11 3,05
4.2.2 Vazão de Saturação
Para avaliar o impacto do crescimento do backoff decorrente de colisões na vazão
do FDT-MAC, FD-MAC e HD-MAC, será utilizado o modelo da literatura proposto por
Bianchi [19]. Explicado em detalhes na Seção 2.4, o modelo em questão calcula a vazão de
saturação para comunicações half-duplex. Entretanto, este modelo também é apropriado
para técnicas MAC que se baseiam em comunicações full-duplex, pois o modelo se baseia
no fato de que uma transmissão tem sucesso se somente um dos contadores de backoff dos
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nós atingir zero em um dado instante de tempo. Como esta condição é também válida
para comunicações full-duplex usando FD-MAC ou FDT-MAC, o modelo em questão é
viável para avaliar técnicas MAC que operam com comunicações dos dois tipos, conforme
é feito nos trabalhos [27] [172]. Conforme explicado em detalhes na Seção 2.4, segundo o
modelo de Bianchi [19], a definição matemática da vazão de saturação (S) é tal que
S = (ps · ptr · Psz)/Tslotavg, (4.9)
onde
Tslotavg = Tslot · (1− ptr) + ptr · ps · Ts + ptr · (1− ps) · Tc, (4.10)
Ts = Tt − TB, (4.11)
Tc = TRT + TDF , (4.12)
Tt está definido na Eq. (4.6), TB denota o tempo de backoff além de se considerar a mesma
notação descrita na Seção 2.4. É importante relembrar que o FDT-MAC usa sinais pulso
e tom, ao invés de quadros (RTS, CTS ou FCTS). Portanto, para o FDT-MAC, o tempo
gasto com colisão (Tc) é diferente. No FDT-MAC, Tc = Tp + TDF , onde Tp é o tempo
gasto com a transmissão de um sinal pulso.
Apenas mais uma mudança na Eq. (4.9) é necessária para englobar também o caso em
que ocorrem comunicações full-duplex. Quando uma comunicação tem sucesso, o tamanho
total de dados transmitidos (Psz) deve ser a soma do tamanho dos pacotes das duas
comunicações em andamento. Essa mudança se deve ao fato de que podem haver dados
sendo transmitidos de A para B e de B para C ao se iniciar uma mesma comunicação. É
importante mencionar que em topologias bidirecionais o nó C será o nó A enquanto que
na de encaminhamento de fato o nó C será um nó diferente de A. Portanto, para todos
os resultados apresentados neste trabalho, a vazão de saturação é definida da seguinte
forma:






onde P ijsz denota o tamanho do pacote de dados proveniente do nó i para o nó j.
A partir das Eqs. (4.13) e (4.14), calculou-se a vazão de saturação para diversas quan-
tidades de nós utilizando as técnicas HD-MAC, FD-MAC e FDT-MAC. Para este cálculo,
os parâmetros utilizados foram os disponíveis na Tabela 4.4, uma vez que são os mesmos
parâmetros usados em [27] [172]. O tamanho dos cabeçalhos das camadas MAC e física
bem como os parâmetros da janela de backoff são os mesmos definidos no padrão IEEE
802.11b. A comparação do FDT-MAC com o FD-MAC e HD-MAC se encontra ilustrada
na Figura 4.4.
Observa-se que o FDT-MAC supera o FD-MAC e o HD-MAC em até 149% e 397%,
respectivamente, em termos de vazão de saturação. Tais ganhos são obtidos quando a
quantidade de nós é igual a mil. Note que o ganho do FDT-MAC aumenta à medida que
o número de nós aumenta, pois o FDT-MAC possui uma reserva de canal que consome
menos tempo. Isso acaba se tornando crítico em ambientes mais saturados, fazendo com



















Figura 4.4: Vazão de saturação para as técnicas avaliadas.
Tabela 4.4: Parâmetros usados no cálculo para avaliação por vazão de saturação.
Parâmetro Valor
Rc (para todas transmissões) 1 Mbps
P ijsz (∀i,j) 8184 bits
TDF 128 µs
TSF 28 µs
Relembre ainda que Tc para o FDT-MAC é menor do que para os outros dois protocolos,
visto que Tp < TRT . Isso ocorre já que se leva menos tempo para transmitir um sinal
pulso do que o quadro de RTS, pois o último possui cabeçalho. Nota-se ainda que o
FDT-MAC aproveita a vantagem teórica do uso de antenas full-duplex, visto que supera
o HD-MAC em mais de 100% em todos os casos avaliados. É importante mencionar que
nesta avaliação se considerou que Psz = 8184 bits e Rc = 1 Mbps, ou seja, o tempo gasto
efetivamente transmitindo o pacote de dados (TDADOS) constitui grande parte do tempo
total de transmissão. Se um tamanho de pacote menor e/ou uma taxa de transmissão
maior fossem considerados, o ganho proporcional do FDT-MAC seria ainda maior, pois
neste caso o tempo gasto com a reserva de canal teria um impacto ainda maior sobre a
vazão.
Nota-se ainda que para quantidade de nós igual a dez, a vazão de saturação alcança
valores próximos daqueles da vazão máxima apresentados na Tabela 4.3. Além disso,
quando o número de nós aumenta, a vazão de saturação cai drasticamente para as três
técnicas avaliadas (FDT-MAC, FD-MAC e HD-MAC). Isso é explicado pelo fato de que
quando se aumenta a quantidade de nós, espera-se que ocorram mais colisões, e que o
tempo médio de backoff cresça. Logo, a vazão acaba sendo impactada por este crescimento
do tempo médio despendido com backoff.
Além disso, comparou-se ainda a vazão de saturação calculada para o HD-MAC e o FD-
MAC com os valores originais contidos no artigos que propõem o modelo de Bianchi [19]
e o protocolo FD-MAC [27]. Essa comparação é realizada para mostrar a consistência dos
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Figura 4.5: Valores originais da vazão de saturação para FD-MAC e HD-MAC extraídos
de [27].
cálculos apresentados no presente trabalho, visto que será mostrado que os cálculos deste
trabalho são bastante próximos aos originais contidos em [19] e em [27]. Essa validação é
fundamental para atestar que de fato o FDT-MAC possui ganhos em relação aos demais
esquemas em termos de vazão de saturação, visto que os resultados apresentados são
sólidos e consistentes como será mostrado a seguir.
A Figura 4.5 ilustra os valores originais de vazão de saturação calculados para o FD-
MAC e para o HD-MAC, conforme extraído de [27]. Note que estes valores são bastante
semelhantes aos calculados nesta seção (Figura 4.4). Entretanto, nos resultados originais,
o gráfico é vazão versus probabilidade p, ao invés de ser versus número de nós. O valor
n ilustrado na Figura 4.5 denota o número de nós e a probabilidade p tem o mesmo
significado que σ = 1− n√1− ptr, onde ptr é o usado na Eq. (4.9). Um exemplo mais claro
da comparação é apresentado a seguir. Nos cálculos do presente trabalho, para n = 10,
ptr é igual a 0,32 e σ = 0,038. Nota-se que os valores da vazão de saturação para p = 0,038
na Figura 4.5 são muito próximos aos apresentados na Figura 4.4 para n = 10. Em ambas
as figuras, observa-se que a vazão de saturação para o HD-MAC é ligeiramente superior
a 0,8 Mbps, enquanto para o FD-MAC a vazão de saturação quase alcança 1,6 Mbps.
Assim, validou-se os cálculos realizados nesta seção com os apresentados em [27].
Ademais, será comparado ainda o valor de vazão de saturação calculado no presente
trabalho com o originalmente calculado por Bianchi em [19]. O resultado dos cálculos
originais estão ilustrados na Figura 4.6. Todavia, o gráfico da vazão de saturação está
em função de τ ao invés de estar em função do número de nós. É importante mencionar
que a definição matemática de τ é equivalente a τ = 1 − n√1− ptr, conforme explicado
em [19]. Para realizar a comparação, relembra-se que para n = 10, τ = 0,038. Além disso,
observa-se que o valor da vazão de saturação para τ = 0,038 (curva n = 10) na Figura 4.6
é ligeiramente superior a 0,8 o que é bastante próximo do apresentado na Figura 4.4,
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Fig. 8. Throughput versus the transmission probability for the RTS/CTS
mechanism.Figura 4.6: Valores originais da vazão de saturação para o HD-MAC extraídos de [19].
onde a vazão de saturação é igual a 0,83 Mbps. Assim, mostrou-se novamente a solidez
dos cálculos apresentados neste trabalho relacionados à vazão de saturação, uma vez que
validou-se o modelo com os trabalhos originais disponíveis em [19] e [27]. A seguir, será
apresentada uma avaliação do impacto da auto-interferência na vazão de saturação com
base no modelo discutido e validado nesta subseção.
4.2.3 Impacto da Auto-interferência
Conforme mencionado na Seção 3.1, a auto-interferência pode reduzir drasticamente o
desempenho de uma rede que utilize comunicações full-duplex. Com o objetivo de avaliar
este impacto, foram feitas avaliações com FD-MAC e FDT-MAC, para verificar como
estes se comportam sob diferentes níveis de auto-interferência. Esta análise não abrange
o HD-MAC, pois ele não sofre auto-interferência por se basear em comunicações half-
duplex como explicado na Seção 3.1. A avaliação corrente denota por K (0 ≤ K ≤ 1) o
fator de atenuação da auto-interferência. Tal fator denota a probabilidade de que uma
comunicação não sofra os efeitos da auto-interferência em cenários onde ocorre transmissão
e recepção simultânea de sinais [172]. A análise apresentada considera apenas cenários
saturados onde é possível avaliar o impacto do crescimento da janela de backoff devido a
colisões e perdas por auto-interferência.
Para conduzir a avaliação em termos de vazão de saturação, foi necessário novamente
fazer uma pequena adaptação à Eq. (4.14), para considerar o impacto de K no modelo
de Bianchi [19]. Portanto, para a análise do impacto da auto-interferência, a Eq. (4.14) é
substituída pela seguinte:
Pszexp = 2 · (β ·K · (P absz + P bcsz ) + (1− β) ·K2 · (P absz + P basz )), (4.15)
onde β (0 ≤ β ≤ 1) denota a proporção de ocorrências de topologias de encaminhamento
nas comunicações full-duplex estabelecidas. É importante mencionar que a topologia
bidirecional é mais impactada pela auto-interferência por possuir dois nós afetados pela
auto-interferência, enquanto a de encaminhamento possui apenas um nó afetado pela
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auto-interferência [172]. Por isso, na Eq. (4.15), a quantidade de dados trocados em uma
comunicação com topologia bidirecional é multiplicada por um fator K2, uma vez que
há a perda da auto-interferência nos dois nós envolvidos na comunicação. Por sua vez,
em uma topologia de encaminhamento, a quantidade de dados trocados em topologias
de encaminhamento é multiplicada por K, pois apenas um dos nós é afetado pela auto-
interferência, neste caso. Dessa forma, é realizada uma média ponderada entre os dois
tipos de comunicação, de acordo com o valor de β. Para tal, considerou-se nesta avaliação
que as topologias bidirecional e de encaminhamento são equiprováveis, ou seja, β = 0,5. Os
demais parâmetros utilizados nesta avaliação são os mesmos apresentados na Tabela 4.4.
Assim, foi possível obter resultados que permitam mensurar o impacto de K para
o FDT-MAC e para o FD-MAC. Estes resultados estão disponíveis na Tabela 4.5. Os
resultados mostram que quando K diminui, a vazão de saturação do FDT-MAC e do
FD-MAC diminuem drasticamente. Além disso, os resultados indicam que o FDT-MAC
possui maior vazão de saturação que o FD-MAC em todas as situações avaliadas, chegando
a um ganho de até 216% (cenário com 1000 nós e K = 0,75). É importante mencionar
que quanto maior o número de nós, maior é o ganho percentual do FDT-MAC sobre o
FD-MAC. O referido ganho também aumenta quando K diminui. Estes comportamentos
ocorrem por mais colisões serem esperadas nestas circunstâncias (K menor e/ou aumento
na quantidade de nós). Neste caso, fica evidente que um processo eficiente e rápido de re-
serva de canal se torna ainda mais crítico, confirmando o impacto positivo do FDT-MAC.
Encerrada a avaliação do impacto da auto-interferência, será apresentada a avaliação dos
efeitos da supressão de tom no FDT-MAC.
4.2.4 Supressão de Tom
Conforme explicado na Seção 4.1, o FDT-MAC realiza a supressão do tom em algumas
situações em que este tom extra é desnecessário. A seguir, será avaliado o impacto da
supressão deste tom em termos de vazão. É importante relembrar que P ijsz denota o
tamanho do pacote de dados proveniente do nó i para o nó j. Para avaliar o impacto da
supressão de tom, os seguintes cenários são considerados:
I) PABsz = P
BA
sz = 256 bytes;
II) PABsz = 512 bytes, P
BA
sz = 256 bytes;
III) PABsz = 1024 bytes, P
BA
sz = 512 bytes.
Estes cenários foram avaliados em termos da vazão máxima (Smax) e da vazão de
saturação (S). Assim, os resultados englobam desde situações sem colisão até situações
com tráfego intenso de dados. Além disso, considerou-se que todas as topologias formadas
são bidirecionais (β = 0). Devido a este comportamento e ao fato de se assumir que para
todas as comunicações nos cenários listados ocorre a supressão de tom, a equação que
define o tempo total de uma transmissão usando FDT-MAC (Ltom) pode ser modificada.
Como o sinal tom-c enviado pelo nó A é suprimido (Figura 4.2), Ltom é definido como:
Ltom = 3 · Tp + TDADOS + TB + TDF + 3 · TSF . (4.16)
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Tabela 4.5: Impacto da auto-interferência na vazão de saturação.
FDT-MAC FD-MAC
K Número de Nós Smax (Mbps) Smax (Mbps) Ganho (%)
1
10 1,80 1,63 10,43
100 1,79 1,58 13,29
200 1,76 1,51 16,56
300 1,71 1,41 21,28
500 1,50 1,08 38,89
1000 0,29 0,12 141,67
0,95
10 1,67 1,51 10,60
100 1,66 1,46 13,70
200 1,63 1,39 17,27
300 1,58 1,30 21,54
500 1,39 0,98 41,84
1000 0,27 0,10 170,00
0,9
10 1,54 1,38 11,59
100 1,53 1,34 14,18
200 1,51 1,27 18,90
300 1,46 1,18 23,73
500 1,29 0,88 46,59
1000 0,25 0,09 177,78
0,85
10 1,42 1,27 11,81
100 1,41 1,22 15,57
200 1,38 1,16 18,97
300 1,34 1,08 24,07
500 1,18 0,79 49,37
1000 0,23 0,08 187,50
0,8
10 1,30 1,16 12,07
100 1,29 1,11 16,22
200 1,27 1,05 20,95
300 1,23 0,97 26,80
500 1,08 0,71 52,11
1000 0,21 0,07 200,00
0,75
10 1,18 1,05 12,38
100 1,18 1,01 16,83
200 1,16 0,95 22,11
300 1,12 0,87 28,74
500 0,99 0,63 57,14
1000 0,19 0,06 216,67
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I 1,39 0,98 41,84
II 1,23 0,99 24,24
III 1,35 1,19 13,44
2
I 2,30 1,48 55,41
II 2,19 1,62 35,19
III 2,53 2,10 20,48
HR-DSSS 11
I 4,90 2,54 92,91
II 6,01 3,41 76,25
III 8,81 5,66 55,65
OFDM
6
I 6,80 5,38 26,39
II 6,52 5,58 16,84
III 7,55 6,88 9,73
12
I 10,05 7,98 25,93
II 10,60 8,96 18,30
III 13,36 11,98 11,52
54
I 15,91 12,58 26,47
II 20,65 16,81 22,84
III 32,90 27,83 18,22
Então, Smax foi calculado com o auxílio das Eqs. (4.5) e (4.16). Os resultados destes
cálculos estão exibidos na Tabela 4.6. Os resultados apontam uma vazão maior para o
FDT-MAC em todos os casos. O ganho de vazão é de pelo menos 9% chegando a ser
de até 92% nos cenários avaliados. Note que os resultados do FDT-MAC para o cenário
I (PABsz = P
BA
sz = 256 bytes) podem ser comparados ao Smax calculado para o FDT-
MAC sem considerar a supressão de tom (Tabela 4.3). Esta comparação é apresentada na
Tabela 4.7 comparando o FDT-MAC com supressão de tom com o FDT-MAC sem ela.
Observando a Tabela 4.7, infere-se que a utilização da supressão de tom no FDT-MAC
aumenta sua vazão em até 21%. Além disso, é notável que para OFDM (usada pelo padrão
IEEE 802.11a) o impacto da supressão de tom é significativamente maior. Portanto,
conclui-se que a supressão de tom possui um papel importante no FDT-MAC, uma vez que
esta permite uma reserva de canal mais rápida em algumas situações, conforme descrito
na Seção 4.1.
Além disso, a supressão de tom foi também avaliada em termos da vazão de saturação
definida por Bianchi [19]. Com o auxílio das Eqs. (4.13) e (4.16), calculou-se a vazão
de saturação (S) para diferentes quantidades de nós (10, 20, 30, 40, 50) considerando
o uso das técnicas FD-MAC e FDT-MAC. Esta comparação foi realizada usando os va-
lores de parâmetros para a camada física definidos nos padrões IEEE 802.11a e IEEE
802.11b. O tamanho dos cabeçalhos e os parâmetros relacionados a backoff são os mes-
mos definidos nos referidos padrões. Alguns destes parâmetros estão inclusive descritos na
Tabela 2.2. Maiores detalhes e explicações sobre estes parâmetros estão disponíveis nos
padrões [63]. Com relação à análise que considera o esquema de camada física do IEEE
802.11b, utilizou-se a taxa de transmissão do canal igual a 11 Mbps. Por sua vez, quando
a avaliação é relacionada ao esquema de camada física do IEEE 802.11a, considerou-se
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Tabela 4.7: Comparação da vazão máxima obtida pelo FDT-MAC com supressão de tom













1 1,39 1,37 1,45
2 2,30 2,24 2,68
HR-DSSS 11 4,90 4,64 5,60
OFDM
6 6,80 6,27 8,45
12 10,05 8,89 13,05
54 15,91 13,11 21,36
a taxa de transmissão do canal igual a 54 Mbps. Os valores de taxa de transmissão de
canal assumidos são os maiores obtidos com os padrões IEEE 802.11a e IEEE 802.11b,
como explicado na Seção 2.3. Os tamanhos dos dados foram os descritos nos cenários (I,
II, III) previamente mencionados.
Os resultados considerando os parâmetros de camada física do IEEE 802.11a e do IEEE
802.11b estão apresentados nas Figuras 4.7 e 4.8, respectivamente. Os três cenários de
variação de pacote de dados estão contidos em cada uma destas figuras. Os identificadores
dos cenários estão contidos nas legendas das figuras logo após o nome da técnica de controle
de acesso ao meio considerada. Em todos os três cenários, nota-se que o FDT-MAC obteve
vazão de saturação significativamente superior ao FD-MAC. O ganho variou de 19% até
33% quando considerou-se os parâmetros de camada física do IEEE 802.11a. Quando
se considerou os do IEEE 802.11b, o ganho do FDT-MAC variou de 40% a 78%. Um
mecanismo rápido de reserva de canal é altamente desejável, em especial em ambientes de
tráfego saturado como o considerado na análise apresentada. De fato, as análises descritas
indicam que o FDT-MAC combinado com a supressão de tom é capaz de reservar o canal
despendendo significativamente menos tempo que o FD-MAC. Consequentemente, o FDT-
MAC combinado com a supressão de tom leva a melhorias em termos de vazão máxima e
vazão de saturação, conforme apontado na Tabela 4.6 e nas Figuras 4.7 e 4.8.
4.3 Discussão
Este capítulo apresentou uma proposta de técnica que possibilita melhoria no processo
de reserva de canal quando se opera utilizando comunicações full-duplex. Tal técnica é
denominada FDT-MAC. Primeiramente, na Seção 4.1, a técnica em questão foi apre-
sentada em detalhes e seus princípios básicos foram explicados. Foi ainda exposta uma
análise acerca da probabilidade de falha introduzida pela utilização dos sinais da camada
física para identificação de informações contidas em campos do cabeçalho da camada de
controle de acesso ao meio. A análise realizada permite concluir que a probabilidade de
falha é quase desprezível. É importante mencionar que a análise foi feita levando em
conta condições razoáveis de precisão de medidas de potência do sinal recebido e ângulo
de chegada do sinal, conforme as descritas na literatura [10] [45] [87] [102].
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Figura 4.7: Impacto da supressão de tom na vazão de saturação para IEEE 802.11a e
taxa de transmissão igual a 54 Mbps.




























Figura 4.8: Impacto da supressão de tom na vazão de saturação para IEEE 802.11b e
taxa de transmissão igual a 11 Mbps.
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O FDT-MAC foi avaliado usando como base o protocolo FD-MAC que é bastante
considerado na literatura correlata a técnicas de controle de acesso ao meio para comu-
nicações full-duplex, conforme explicado no Capítulo 3. Além disso, utiliza-se o padrão
IEEE 802.11 como base de comparação para verificar se o potencial de dobrar a vazão
em comunicações full-duplex está sendo explorado apropriadamente pelo FDT-MAC. As
avaliações sob diversos aspectos e métricas indicaram resultados promissores que conferem
um potencial e relevância interessantes ao FDT-MAC. A proposta e avaliação do FDT-
MAC descritas neste capítulo resultaram na publicação de dois artigos de conferência
indicados em [48] (Qualis – B1) e [51] (Qualis – B2).
Contudo, seria interessante avaliar uma definição mais flexível do tempo de duração
da transmissão dos dados (TDADOS), ao invés de sempre considerar a definição original,
ou seja, TDADOS = max(TDADOS(A,B), TDADOS(B,A)). Em situações em que um dos dois
tempos envolvidos no cálculo seja muito maior que o outro, pode haver grande ociosidade.
É importante mencionar que este problema não é introduzido pelo FDT-MAC, mas já
existe no FD-MAC e em diversos outros protocolos mencionados na revisão do estado da
arte no Capítulo 3. Em situações deste tipo, pode ser interessante a divisão deste tempo
maior em mais de uma comunicação para evitar uma longa espera do nó que possui
o menor tempo. Nesses casos, utilizando uma política apropriada de agendamento de
comunicações, espera-se conseguir uma melhoria na vazão total da rede, uma vez que as
comunicações melhor organizadas evitariam longos ciclos ociosos nos nós da rede. Assim
sendo, uma proposta neste contexto será exposta no capítulo que se segue.
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Capítulo 5
Modo Uniforme do Tamanho dos Dados
em Comunicações Full-duplex
Este capítulo dá continuidade à apresentação de resultados relacionados a melhorias
no controle de acesso ao meio para comunicações full-duplex, iniciada no Capítulo 4. Em
especial, será analisado o impacto do tamanho dos pacotes em comunicações full-duplex,
por meio da proposta de um mecanismo que tem por objetivo reduzir a ociosidade do
canal. Com isso, espera-se a obtenção de melhorias no que tange à vazão, bem como à
utilização do espectro. Primeiramente, tal mecanismo será apresentado mostrando sua
motivação, vantagens e desvantagens. Em seguida, será feita uma análise do impacto
de tal mecanismo, acoplando-o ao FDT-MAC já explicado no Capítulo 4. Por fim, será
realizada uma discussão abrangendo o que de mais relevante será visto ao longo deste
capítulo. Tal discussão apontará também direções para trabalhos futuros.
5.1 Redução de Ociosidade do FDT-MAC
Conforme explicado no Capítulo 4, algumas técnicas de controle de acesso ao meio
para comunicações full-duplex dão suporte à utilização de dois fluxos simultâneos com
tamanhos de pacotes de dados distintos. Por exemplo, dois nós A e B podem estabelecer
uma topologia bidirecional, onde o nó A possui pacote de 512 bytes para o nó B. Por sua
vez, o nó B possui pacotes de 256 bytes para o nó A. Utilizando uma técnica de controle
de acesso ao meio como o FD-MAC [172] ou o FDT-MAC, para efeitos de sincronismo,
determina-se que o tempo gasto transmitindo dados será definido pelo tempo gasto para
transmitir o maior dos pacotes. Ou seja, tem-se que:
TDADOS = max(TDADOS(A,B), TDADOS(B,A)), A,B ∈ G, (5.1)
onde TDADOS é o tempo gasto com transmissão dos pacotes, G denota o grafo que re-
presenta a topologia da rede e TDADOS(X,Y ) representa o tempo gasto transmitindo o
pacote proveniente do nó X para o nó Y , ∀X, Y ∈ G. Assim, no exemplo citado,
TDADOS = max(T512, T256) = T512. Logo, o TDADOS definido seria o necessário para
transmitir o pacote de 512 bytes. A Figura 5.1 ilustra um diagrama de quadros/pacotes
na comunicação entre os nós A e B durante a comunicação citada como exemplo.
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Figura 5.1: Exemplo de comunicação que possui ociosidade devido à diferença no tamanho
dos pacotes.
Figura 5.2: Exemplo do modo uniforme que não possui ociosidade na comunicação.
Para facilitar questões relacionadas ao sincronismo dos nós, essa definição de utilização
do tempo máximo é comumente adotada na literatura correlata a protocolos de controle
de acesso ao meio para comunicações full-duplex. Como exemplos de técnicas de controle
de acesso ao meio que usam essa definição pode-se citar as seguintes: ContraFlow [142],
FuMAC [167], MASTaR [75], S-CW FD [105], FD-MAC [172] e o FDT-MAC [48]. O
problema dessa definição pelo tamanho máximo é que pode haver uma grande ociosidade
no nó com menor tamanho de pacote, conforme ilustrado na Figura 5.1. Nesta figura,
nota-se que o nó B ficará ocioso por um longo período de tempo que ele poderia estar
utilizando para realizar alguma outra comunicação pendente, considerando um tráfego
intenso que sature a rede.
Este capítulo tem por objetivo propor um mecanismo que visa reduzir a referida
ociosidade. Isso se dá por meio de uma modificação na definição de TDADOS. Ao invés de
ser igual ao máximo entre os dois tempos, TDADOS será o mínimo entre eles. Portanto,
neste novo mecanismo, tem-se que:
TDADOS = min(TDADOS(A,B), TDADOS(B,A)), A,B ∈ G. (5.2)
Este novo mecanismo é denominado modo uniforme de dados, visto que suprime essa
ociosidade por sincronismo como pode-se observar na Figura 5.2. Tal figura ilustra a
mesma comunicação exemplificada entre A e B, porém usando o modo uniforme. No
mecanismo em questão, o que sobrou do maior pacote que não foi transmitido na co-
municação, fica agendado para uma outra comunicação. Então, um pacote de tamanho
max(TDADOS(A,B), TDADOS(B,A)) −min(TDADOS(A,B), TDADOS(B,A)) será recolocado na fila
de pacotes a serem enviados. Esse comportamento acaba por aumentar a quantidade de
pacotes na fila e gerar possível fragmentação de pacotes, mas libera os dois nós envolvidos
na comunicação para buscarem novas transmissões a serem feitas. Portanto, dependendo
do modelo de tráfego da rede, o modo uniforme de dados pode possuir um impacto positivo
73
significativo na vazão da rede e no uso do canal.
Isso será mostrado em um exemplo a seguir que descreve um cenário que se bene-
ficia deste comportamento. Tal exemplo possui seu diagrama de quadros ilustrado na
Figura 5.3. Neste cenário, há três pacotes a serem transmitidos na topologia bidirecional
formada pelos nós A e B. Há dois pacotes de 512 bytes do nó A para o nó B, e um de 1024
bytes do nó B para o nó A. Quando o modo uniforme de dados é habilitado, TDADOS é
escolhido de acordo com a Eq. (5.2) e os nós não ficam ociosos na primeira comunicação,
conforme ilustrado na Figura 5.3a. Na segunda comunicação, o restante do pacote de
B para A é transmitido de maneira simultânea ao segundo pacote de A para B. Assim,
neste caso, se provê um melhor uso do espectro, além de uma maior vazão do que a obtida
na abordagem tradicional, ilustrada na Figura 5.3b. É importante mencionar que o modo
uniforme de dados pode ser acoplado ao FDT-MAC. Uma análise mais aprofundada do
impacto do modo uniforme no FDT-MAC será apresentada na seção a seguir.
(a) Modo uniforme.
(b) Abordagem tradicional.
Figura 5.3: Comparação entre o modo uniforme e a abordagem tradicional para o FDT-
MAC.
5.2 Análise de Resultados
Esta seção apresenta as avaliações realizadas acerca do impacto do modo uniforme de
dados. O modo em questão foi explicado em detalhes na seção anterior e tem por objetivo
melhorar a vazão e o uso do canal. O impacto do modo uniforme de dados na vazão será
avaliado de duas maneiras distintas:
1. Cálculo da vazão em um cenário simples utilizado para exemplificar a relevância do
uso do modo uniforme;
2. Cálculo da vazão de saturação para um cenário com muitos nós e rede saturada
devido à ocorrência de tráfego intenso.
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Tabela 5.1: Comparação entre FDT-MAC com modo uniforme e FD-MAC.






















DSSS 1 4989 4989 9978 1,64 10320 6224 16544 0,99 65,66
OFDM 6 940,5 940,5 1881 8,71 1785,5 1101,5 2887 5,68 53,34
A primeira avaliação é baseada em um cenário simples de dois nós A e B descrito a
seguir. O nó A possui dois pacotes de 512 bytes cada para transmitir ao nó B. Além
disso, o nó B tem um pacote de 1024 bytes para transmitir ao nó A. Ambos os nós (A
e B), possuem a capacidade de realizar comunicações full-duplex. A avaliação compara
as seguintes técnicas de controle de acesso ao meio: FD-MAC [172], FDT-MAC e FDT-
MAC com modo uniforme habilitado. Como todas estas técnicas necessitam realizar duas
comunicações para entregar com sucesso os pacotes, Tt(1) denota o tempo despendido
com a primeira das comunicações, enquanto Tt(2) denota o tempo gasto na segunda. O
tempo total de transmissão é denotado por Tt e é basicamente a soma dos tempos de
transmissão das duas comunicações (Tt = Tt(1) + Tt(2)). Com relação aos parâmetros
da camada física, variou-se tais parâmetros entre os valores descritos no padrão IEEE
802.11b e no IEEE 802.11a. Quando se utilizou os do IEEE 802.11b, considerou-se ainda
a taxa de transmissão do canal igual a 1 Mbps. Por sua vez, quando considerou-se os
parâmetros do IEEE 802.11a, a taxa de transmissão do canal foi assumida como sendo
igual a 6 Mbps.
Como não há colisões nesse cenário, utilizou-se a métrica de vazão máxima explicada
na Subseção 2.4.2, e utilizada para avaliação na Subseção 4.2.1. Portanto, a vazão máxima
foi calculada com base nos parâmetros supracitados por meio da Eq. (4.5). Os resultados
dessa comparação estão disponíveis nas Tabelas 5.1 e 5.2. A Tabela 5.1 expõe a com-
paração entre o FDT-MAC com modo uniforme habilitado e o FD-MAC. Por sua vez,
a Tabela 5.2 compara o FDT-MAC com modo uniforme habilitado e o FDT-MAC com
modo uniforme desabilitado. Como se pode observar na Tabela 5.1, tem-se um ganho
de 65,66% para o IEEE 802.11b e 53,34% para o IEEE 802.11a em relação ao FD-MAC.
Quando a comparação é com o FDT-MAC sem habilitar o modo uniforme de dados, o
aumento é de 41,38% para o IEEE 802.11b e de 36,31% para o IEEE 802.11a, conforme
a Tabela 5.2. É importante mencionar que neste cenário a avaliação do impacto da me-
lhoria proposta foi bastante positiva. Entretanto, é necessário analisar também o modo
uniforme de dados sob condições mais gerais, de modo a permitir uma melhor avaliação
acerca do impacto do uso do modo uniforme de dados.
O modo uniforme acoplado ao FDT-MAC foi também avaliado com o auxílio do modelo
de Bianchi [19], para considerar um cenário mais geral e mais crítico no que concerne a
tráfego, visto que em tal modelo considera-se a rede sempre saturada. Vale ressaltar que
o modelo de Bianchi [19] considerado é o original detalhado na Seção 2.4 contendo as
modificações explicadas na Subseção 4.2.2 e expressas na Eq. (4.13).
Nesta análise, serão comparados o FDT-MAC com modo uniforme habilitado e o FDT-
MAC sem o referido modo, em termos de vazão de saturação. A avaliação foi realizada
assumindo os parâmetros de camada física descritos pelos padrões IEEE 802.11b e IEEE
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Tabela 5.2: Exemplo do impacto do modo uniforme no FDT-MAC.






















DSSS 1 4989 4989 9978 1,64 9085 4989 14074 1,16 41,38
OFDM 6 940,5 940,5 1881 8,71 1624,5 940,5 2565 6,39 36,31
802.11a com taxas de transmissão do canal iguais a 1 Mbps e 6 Mbps para os respectivos
padrões. O número de nós foi variado entre os seguintes valores: 10, 50, 100, 150, 200, 250.
Além disso, considerou-se sempre a existência de dois fluxos correntes. Psz(1) e Psz(2)
denotam o tamanho do pacote de dados de cada um destes dois fluxos em bytes. Nesta
análise, assumiu-se que os tamanhos dos pacotes de dados destes fluxos são diferentes
(Psz(1) < Psz(2)). Os valores de Psz(1) e Psz(2) foram variados de acordo com as seguintes
combinações:
1. Psz(1) = 512, Psz(2) = 1024;
2. Psz(1) = 512, Psz(2) = 2048;
3. Psz(1) = 512, Psz(2) = 4096;
4. Psz(1) = 512, Psz(2) = 8184;
5. Psz(1) = 1024, Psz(2) = 2048;
6. Psz(1) = 1024, Psz(2) = 4096;
7. Psz(1) = 1024, Psz(2) = 8184;
8. Psz(1) = 2048, Psz(2) = 4096;
9. Psz(1) = 2048, Psz(2) = 8184.
Os resultados dos cenários em que Psz(1) = 512 estão disponíveis na Figura 5.4. Para
diferentes quantidades de nós, a Figura 5.4 apresenta a razão entre a vazão de saturação
obtida com o modo uniforme habilitado (S ′) e a vazão de saturação obtida sem o modo
uniforme (S). O quociente (η = S ′/S) revela o impacto relativo em vazão de saturação
decorrente da utilização do modo uniforme em condições de saturação da rede. Caso
η > 1, então há ganho na vazão de saturação devido à utilização do modo uniforme. Por
sua vez, se η < 1, há perda na vazão de saturação decorrente do modo uniforme. As
linhas do gráfico na Figura 5.4 que terminam com “a” na legenda foram calculadas com
base nos parâmetros de camada física descritos no padrão IEEE 802.11a. Nestas linhas,
η chega a alcançar até 1,39. Quando a quantidade de nós é menor do que 200, η > 1, ou
seja, há ganho. Já as linhas da legenda que terminam com “b” indicam a consideração dos
parâmetros descritos no padrão IEEE 802.11b. Nestas linhas, o modo uniforme também
foi eficiente se comparado com o FDT-MAC sem o modo, visto que se obteve η > 1 em
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Figura 5.4: Comparação da vazão de saturação para o modo uniforme com Psz(1) = 512.

















Figura 5.5: Comparação da vazão de saturação para o modo uniforme com Psz(1) = 1024.
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Figura 5.6: Comparação da vazão de saturação para o modo uniforme com Psz(1) = 2048.
todos os casos avaliados, independente da quantidade de nós. Nestas linhas, η chegou a
alcançar até 1,57.
De modo similar à Figura 5.4, a Figura 5.5 apresenta os resultados em que Psz(1) =
1024. Neste caso, considerando os parâmetros de camada física do IEEE 802.11a, há ganho
em todos os casos investigados, isto é, obteve-se η > 1 em todos os casos investigados. O
maior valor obtido de η neste cenário foi de 1,49, quando o número de nós é igual a 10.
Considerando os parâmetros de camada física do IEEE 802.11b, η alcança até 1,63. Vale
ressaltar que η > 1 em todos os casos avaliados para o IEEE 802.11b.
A Figura 5.6 apresenta os resultados para os cenários em que Psz(1) = 2048. Nestes
cenários, todos os resultados tanto com os parâmetros IEEE 802.11a quanto com os pa-
râmetros IEEE 802.11b são tais que η > 1. Logo, neste cenário, há ganhos em todos os
casos investigados. O valor de η chega a alcançar 1,49 e 1,53 para os parâmetros do IEEE
802.11a e para os parâmetros do IEEE 802.11b, respectivamente. Além disso, o mínimo
valor de η foi de 1,16 e 1,28 considerando os parâmetros do IEEE 802.11a e do IEEE
802.11b, respectivamente. Portanto, a presente avaliação mostra que o modo uniforme
de dados pode melhorar significativamente a vazão de saturação da rede. Entretanto, é
importante descobrir em que situações o seu uso pode levar a benefícios ou perdas. Nos
resultados ilustrados nas Figuras 5.4, 5.5 e 5.6, algumas características comuns são dig-
nas de notas. Estas tendências que se manifestaram nos resultados apresentados são as
seguintes:
1. Quando a quantidade de nós aumenta, há perdas para o modo uniforme de dados,
ou seja η diminui;
2. De modo geral, os maiores valores de η obtidos foram com os maiores pacotes de
dados, uma vez que os resultados obtidos para Psz(1) = 1024 foram bem mais
favoráveis ao modo uniforme do que os obtidos com Psz(1) = 512.
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A primeira tendência ocorre por ser mais difícil de se obter uma transmissão bem suce-
dida quando se tem um maior número de nós. Essa relação de inversa proporcionalidade
entre sucesso na transmissão e nós é decorrente da disputa de acesso ao canal pelos nós.
Como o modo uniforme por definição acaba por fragmentar um pacote de dados em mais
de um, o FDT-MAC precisa disputar o canal por mais de uma vez para poder transmi-
tir estes dados. É importante mencionar que isso não é necessário quando o FDT-MAC
não usa o modo uniforme de dados. Então, explicou-se o porquê da primeira tendência
ocorrer.
No que diz respeito à segunda tendência, a explicação se encontra a seguir. Assume-se
que T ′slot denota a duração média da fatia de tempo e P ′sz denota o tamanho do pacote
de dados. As definições de T ′slot e P ′sz consideram o FDT-MAC com o modo uniforme
habilitado. T slot denota a duração média da fatia de tempo e Psz denota o tamanho do
pacote de dados para o FDT-MAC sem o modo uniforme habilitado. Então, a partir da




















A Eq. (5.3) ajuda a explicar a segunda tendência. À medida que Psz(1) cresce, 2 ·
(minPsz(1),Psz(2)) cresce mais rápido do que (Psz(1) + Psz(2)), uma vez que Psz(1) <
Psz(2) vale para todos os cenários avaliados. Portanto, Psz(1) é diretamente proporcional
a η, o que explica a segunda tendência. Esta avaliação acerca do modo uniforme de
dados acoplado ao FDT-MAC em termos de vazão de saturação encerra a análise de
resultados realizada neste capítulo. A seguir, será apresentada uma discussão abordando
os principais aspectos levantados ao longo deste capítulo.
5.3 Discussão
Este capítulo se iniciou com a proposta de um novo mecanismo para auxiliar o controle
de acesso ao meio em comunicações full-duplex. O mecanismo em questão está relacionado
ao tamanho do pacote de dados escolhido em comunicações full-duplex. O mecanismo de-
nominado modo uniforme de dados tem por objetivo evitar que algum dos nós envolvidos
na comunicação fique ocioso mesmo possuindo pacotes em sua fila. Desta forma, o meca-
nismo proposto visa reduzir ociosidade dos nós, consequentemente provendo um melhor
uso do canal e um aumento na vazão da rede. O mecanismo do modo uniforme de dados
foi incorporado ao FDT-MAC que fora explicado no Capítulo 4.
Avaliou-se o mecanismo uniforme de dados em conjunto com o FDT-MAC sob dife-
rentes cenários e métricas, conforme explicado na Seção 5.2. A referida avaliação mostrou
que o modo uniforme de dados impactou positivamente na vazão da rede. Nas análises
realizadas, considerou-se cenários livres de colisão e cenários de rede saturada. Portanto,
recorreu-se às métricas de vazão máxima e vazão de saturação nas avaliações realizadas.
Tal abordagem de avaliação foi semelhante à utilizada no Capítulo 4. Os resultados in-
dicam que o FDT-MAC com a opção de habilitar o modo uniforme de dados pode ser
uma importante alternativa para suplantar as limitações relativas ao uso de recursos de
modo eficiente nas comunicações full-duplex. A incorporação do modo uniforme de dados
ao FDT-MAC resultou na publicação de um artigo de revista [47] (Qualis – A2).
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Por fim, seria interessante estabelecer algum tipo de limiar para ativação ou não do
modo uniforme, pois seu uso nem sempre traz ganhos, conforme observado nas avaliações
disponíveis na Seção 5.2. Seguindo a linha de propor melhorias relacionados ao uso
do canal e, consequentemente, da vazão, o próximo capítulo introduz uma nova técnica




Maximizar a Utilização do Canal em
Comunicações Full-duplex
Este capítulo expõe mais um mecanismo proposto com o objetivo de maximizar a uti-
lização do canal em comunicações full-duplex. O mecanismo em questão visa aumentar a
quantidade de comunicações simultâneas, por meio de escalonamento de pacotes. Espera-
se obter ganhos de vazão com a melhor utilização do canal, sem no entanto desfavorecer
a justiça na distribuição dos fluxos de dados entre os nós. A motivação teórica por trás
da proposta do mecanismo será explicada, justificando o ganho esperado com tal meca-
nismo. Após esta etapa de apresentação da proposta, serão realizadas avaliações diversas
do mecanismo proposto. Por fim, será exposta uma discussão levantando os principais
aspectos positivos e negativos do mecanismo proposto, indicando sugestões de melhorias
futuras.
6.1 Utilização Eficiente do Canal em Comunicações Full-
duplex
Esta seção apresenta uma proposta de mecanismo de controle de acesso ao meio pro-
posta neste trabalho no contexto de comunicações full-duplex. A referida técnica é de-
nominada Full-Duplex Multiple Receiver MAC (FDMR-MAC). O principal objetivo do
FDMR-MAC é maximizar a utilização do canal e a vazão em comunicações full-duplex.
Para tanto, o FDMR-MAC recorre a um mecanismo inovador de reserva de canal que
permite que um nó que vai iniciar uma comunicação (emissor) possa consultar alguns de
seus vizinhos de modo a selecionar o nó destino que mais favoreça a utilização do canal. É
importante mencionar que uma política adequada de escalonamento pode aumentar o uso
do canal, incrementando a probabilidade de ocorrerem comunicações onde os nós emissor
e receptor possuem pacotes a serem transmitidos um ao outro. Como o FDMR-MAC é
proposto no contexto full-duplex, os referidos pacotes poderiam ser enviados em paralelo.
Assim, espera-se que o FDMR-MAC melhore o uso do canal e a vazão em comunicações
full-duplex.
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Conforme explicado no Capítulo 3, vale ressaltar que a adoção de escalonamento de
pacotes a fim de maximizar a formação de topologias bidirecionais em comunicações full-
duplex é utilizada em outros protocolos para comunicações full-duplex, tais como os ex-
plicados em [38] e [90]. O protocolo descrito em [38] faz um escalonamento bem simples,
já após ter tido seu destinatário escolhido. O FD+ [90] introduz um campo extra no
cabeçalho dos campos RTS/CTS para facilitar um escalonamento apropriado. Por sua
vez, o FDMR-MAC proposto se utiliza de uma abordagem diferente da destes protocolos.
A seleção do nó destino é realizada no FDMR-MAC de um modo eficiente para não
aumentar muito o tempo total gasto em uma comunicação, como explicado mais adiante.
Por isso, o FDMR-MAC utiliza sinais pulso e tom para verificar informações dos nós
vizinhos de modo a descobrir qual deles possui um pacote pendente de envio ao emissor.
Com base nestas informações, o FDMR-MAC escolhe então o vizinho que maximiza a
utilização do canal para comunicações full-duplex. Considere que S seja o nó emissor
e que X = {B,C,D,E} denota o conjunto de nós candidatos a serem escolhidos como
destino de S, ou seja, o conjunto de nós que S possui quadros de dados para enviar.
Claramente, se |X | = 1, o nó S possui quadros de dados para apenas um destino e a
escolha do nó destino se torna trivial neste caso. Assim, supondo que |X | > 1, S pode
escolher o nó destino R (R ∈ X ), de tal modo que R maximize o uso do canal. Para
este fim, considera-se que um escalonamento de quadros de dados na fila do nó S pode
ser realizada com uma abordagem similar às descritas em diversos trabalhos [38] [90], em
que se pode lidar com múltiplos quadros na camada de controle de acesso ao meio. É
importante mencionar que o referido escalonamento não causa espera indefinida, uma vez
que todos os nós disputam através do seus tempos de backoff o acesso ao canal para serem
o nó emissor, de um modo semelhante ao descrito pelo padrão IEEE 802.11 [63].
Outro aspecto notável do FDMR-MAC está no fato de se recorrer ao uso de sinais
pulso e tom para realizar a reserva de canal e a confirmação do recebimento dos quadros
de dados (acknowledgment) de maneira eficiente. Os sinais pulso e tom auxiliam no
processo de escolha do nó destino que maximiza a vazão da rede e o uso do canal. Os
sinais pulso e tom podem ser transmitidos em menos tempo que os quadros (RTS/FCTS,
ACK) [140]. Isso faz com que o uso destes sinais se torne vantajoso do ponto de vista de
vazão, uma vez que ao reduzir o tempo total da comunicação, aumenta-se a vazão. Esta
característica de ser menos oneroso que os quadros em termos de tempo de transmissão, é
exatamente o porquê do FDMR-MAC propor o uso de sinais pulso e tom em sua reserva
de canal e no seu processo de escolha do nó destino. Como os referidos sinais são parte
fundamental do FDMR-MAC, é necessário apresentar algumas considerações sobre estes.
6.1.1 Considerações sobre sinais pulso e tom
O tempo gasto para decodificar um sinal pulso/tom é definido por Tsync e é considerado
como sendo igual a 5µs, conforme já explicado no Capítulo 4. Considera-se a utilização
do mesmo mecanismo de identificação de origem, destino e duração do sinal proposto no
FDT-MAC, descrito em maiores detalhes na Subseção 4.1.1. Assim como fora explicado
na Seção 4.1 e assumido por diversos trabalhos da literatura de técnicas de controle de
acesso ao meio para comunicações full-duplex, como os apresentados em [3] [6] [96] [98],
considera-se que sinais pulso e tom podem ser sobrepostos sem causarem colisão um ao
outro, caso eles sejam transmitidos em diferentes subcanais não adjacentes da banda, sem
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(a) Mais de um vizinho possui dados para o nó emissor.
(b) Nenhum vizinho possui dados para o nó emissor.
Figura 6.1: Exemplo de operação do FDMR-MAC.
a necessidade de hardware adicional para escutar as transmissões simultâneas sem colisão.
Conforme mencionado na Seção 4.1, o padrão IEEE 802.11 possui θ = 48 subcanais a
serem usados para transmissão de dados em sua versão IEEE 802.11a/g [137] [136]. O
FDMR-MAC fará uso de ψ (0 < ψ < 10) deles simultaneamente. Assim, o FDMR-MAC
pode tirar proveito do OFDMA (Orthogonal frequency-division multiple access) adotando
uma política apropriada de alocação de subcanais para cada uma das ψ transmissões,
garantindo um espaçamento entre elas, de modo a possibilitar transmissões simultâneas,
livres de interferência. Logo, o FDMR-MAC escolhe o subcanal para o j-ésimo nó destino
(Fj, 0 ≤ j ≤ ψ) tal que:





Dessa forma, o FDMR-MAC evita a interferência de subcanais por vizinhança e torna
possível o uso de até ψ sinais pulso/tom simultâneos no canal sem ocorrência de colisão.
Considera-se ainda que os nós são capazes de ajustar a potência de transmissão de acordo
com o nó vizinho, de modo que a potência recebida pelo nó destino seja próxima a um
limiar. Isso permite que um nó identifique que um sinal ou quadro não é direcionado a
ele quando a potência do sinal recebido (RSSI) for maior do que o limiar esperado [103].
Finalizada esta discussão sobre as características dos sinais pulso e tom, será apresentado
um exemplo de comunicação utilizando FDMR-MAC de modo a prover uma explicação
mais detalhada sobre a operação do FDMR-MAC.
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6.1.2 Exemplo de Funcionamento
Um exemplo do estabelecimento de uma comunicação full-duplex utilizando o FDMR-
MAC está ilustrado na Figura 6.1a. No início, o nó A possui quadros para enviar aos nós
B, C, D e E ordenados na fila do nó A, como ilustrado na Figura 6.1a. O nó A envia
um quadro ERTS (Extended Request to Send) para ψ (1 ≤ ψ ≤ |X |) nós. No exemplo
em questão, considere que ψ = 3, de modo que o nó A envia o quadro ERTS aos nós
B, C e D. O quadro ERTS possui os mesmos campos contidos no cabeçalho do RTS
(Request to Send). No entanto, no quadro ERTS, há a adição de mais ψ − 1 campos de
destino para poder comportar o envio a mais de um destinatário. Ao escutar o quadro
ERTS, os nós vizinhos do nó A e que não estão contidos em nenhum dos ψ campos de
destino atualizam seu NAV (Network Allocation Vector). O mecanismo NAV é usado
para evitar colisões e considera-se o emprego do mesmo mecanismo descrito no padrão
IEEE 802.11 [63]. Quando os nós B, C e D recebem o quadro ERTS, cada um deles
responde ao nó A com um sinal “tom resposta” (tom-r), se possuírem quadros de dados
destinados de volta ao nó A. Caso não possuam, eles deverão responder com um sinal
“tom confirmação” (tom-c) que será posteriormente útil na atualização do NAV.
É importante mencionar que os sinais tom-r e tom-c são enviados de acordo com a
política de alocação de subcanais descrita na Eq. (6.1). Isso ocorre para tornar possível
a decodificação dos sinais tom-r e tom-c enviados simultaneamente, sem que sejam per-
cebidas colisões. Portanto, em consonância com a Eq. (6.1), os nós B, C e D irão enviar
os sinais tom-r e tom-c para o nó A utilizando os subcanais F0 = 0, F1 = 12 e F2 = 24,
respectivamente. Assim, após receber simultâneas respostas de sinais tom-r/tom-c, o nó
A pode escolher como destino o nó que respondeu com um tom-r e que está mais bem
colocado em sua fila. Caso nenhum nó responda um sinal tom-r (Figura 6.1b), ou seja,
todos os nós respondam um sinal tom-c, o nó A escolhe como destinatário da comunicação
o primeiro nó da sua fila. Como ilustrado na Figura 6.1a, os nós C e D responderam com
um tom-r para o nó A. O nó C foi então escolhido como destinatário por estar mais bem
posicionado na fila do nó A, como se pode observar na Figura 6.1a. Ao escutar os sinais
tom-r/tom-c não direcionados a eles, os nós vizinhos dos nós B, C e D estabelecem o
NAV. O NAV em questão pode ser cancelado caso em TSIFS + Tsync não se escute um
quadro de dados ou um sinal tom-n (“tom NAV”), onde TSIFS denota o tempo de SIFS
(Short Interframe Space) descrito no padrão IEEE 802.11 [63]. A ausência de dados e
tom-n no período em questão indica que o nó que enviou o tom-r/tom-c para estabele-
cimento do NAV não foi escolhido como destino e, portanto, seus vizinhos estão aptos a
disputar pelo canal.
Após o par de nós emissor(A)/destino(C) ser definido, o nó A envia dados ao nó C. Ao
escutar este quadro de dados por pelo menos Tsync, os nós B, C e D conseguem verificar
se o quadro é destinado a eles com base na potência do sinal recebido (RSSI), de modo
similar ao FDT-MAC, descrito no Capítulo 4. Ao identificar que não foram os escolhidos
como destino, os nós B e D estabelecem seu NAV. Por sua vez, o nó C verifica que o
quadro de dados é direcionado a ele e começa a mandar seus quadros de dados para o
nó A, estabelecendo uma comunicação bidirecional. Os vizinhos do nó C escutam estes
quadros de dados e mantém seu NAV para evitar colisões. Caso o nó destino escolhido
(C) não possua quadros de volta para o emissor (A), o nó destino envia um tom-n por pelo
menos Tsync para que seus vizinhos possam atualizar seu NAV corretamente. Um exemplo
deste cenário em que ocorre o envio de tom-n está ilustrado na Figura 6.1b. Em ambos
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cenários da Figura 6.1, após receberem os quadros de dados, os nós A e C trocam sinais
tom-a (“tom ACK”) para confirmar o recebimento dos dados. Assim como no FDT-MAC,
descrito no Capítulo 4, o tom-a possui duração igual a Tsync, uma vez que um simples
sinal é suficiente para realizar o papel de confirmação de recebimento dos dados (ACK).
Vale ressaltar que o FDMR-MAC é capaz de identificar se um sinal é tom-a, tom-c,
tom-n ou tom-r, uma vez que estes sinais podem ser diferenciados seja por fase, amplitude
ou frequência, conforme descrito por [93]. Para o FDMR-MAC, P SRsz ≥ PRSsz sempre vale,
onde P IJsz denota o tamanho do quadro de dados transmitido do nó I para o nó J . Dessa
forma, o FDMR-MAC necessita que o quadro enviado de R para S seja no máximo do
tamanho daquele enviado de S para R, onde S é o nó emissor que inicia a comunicação
enviando o ERTS. Esta restrição ocorre para facilitar questões de sincronismo entre os
tamanhos de pacotes que podem impactar significativamente no desempenho da rede,
conforme foi visto no Capítulo 5. Além disso, essa restrição possibilita ao FDMR-MAC
ter algo semelhante à supressão de tom do FDT-MAC explicada na Seção 4.1.
Portanto, espera-se que o FDMR-MAC seja um mecanismo eficiente no que concerne
à vazão, uma vez que se recorre à utilização de sinais pulso e tom em diversas fases
da comunicação (reserva de canal e confirmação de recebimento de quadros de dados),
reduzindo assim o tempo total de transmissão gasto em uma comunicação. Além disso,
o FDMR-MAC aumenta a probabilidade de estabelecer uma comunicação onde os nós
emissor e destino possuam quadros de dados para transmitir um ao outro, aumentando
assim a vazão e o uso do canal. A seguir, serão apresentadas as motivações da proposta do
FDMR-MAC, comparando em linhas gerais seu desempenho com um protocolo do estado
da arte de comunicações full-duplex, no caso, o FD-MAC [172].
6.1.3 Motivação
A motivação matemática do FDMR-MAC será apresentada à luz da vazão de satu-
ração definida no modelo de Tinnirello [152]. É importante mencionar que o modelo de
Tinnirello foi detalhado na Seção 2.4. Considera-se também as modificações explicadas na
Subseção 4.2.2 para incluir um tratamento apropriado para as comunicações full-duplex.
Essas modificações relacionadas à vazão de saturação (S) estão expressas nas equações a
seguir:
S =
ps · E(P )
(1− pb) · Tslot + ps · Ts + [pb − ps] · Tc
, (6.2)
pb = 1− (1− τ)n, (6.3)
ps = n · τ · (1− τ)n−1, (6.4)
Ts = Ts ·
W
W − 1 + Tslot, (6.5)
E[P ] = Psz ·
W





onde P IJsz denota o tamanho do pacote de dados proveniente do nó I para o nó J , W
denota o tamanho mínimo da janela de backoff, Tslot denota a duração média da fatia
de tempo, Ts denota o tempo de uma comunicação sem colisão, Tc denota a duração de
uma comunicação com colisão, n corresponde ao número de estações, ps, pb e τ denotam
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probabilidades explicadas na Seção 2.4 e no trabalho original de Tinnirello [152]. Portanto,
fica evidente que a vazão é diretamente proporcional à quantidade de dados transmitidos
em um dado intervalo de tempo. Assim, a análise da motivação do FDMR-MAC será em
torno de Psz.
Para a análise teórica do FDMR-MAC, será considerado que se está em uma topologia
bidirecional entre A e B, onde ambos estabelecem uma comunicação full-duplex. Como







Como se está utilizando o modelo de Tinnirello [152] em que redes são tidas como
saturadas, assume-se que o nó A sempre possui dados para enviar ao nó B, uma vez que
o nó A é aquele que inicia a comunicação. Por sua vez, será considerado que o nó B
possui dados para enviar ao nó A com probabilidade p. É importante mencionar que
assume-se que p independe dos nós, ou seja, tal probabilidade será igual para qualquer
par de nós A e B. Ademais, considera-se que o tamanho do pacote de dados é igual para
ambos os sentidos de uma comunicação bidirecional, ou seja, PABsz = P
BA
sz . Assim, para
os mecanismos tradicionais de comunicações full-duplex, tem-se que:
Psz = P
AB
sz + p · PBAsz = (1 + p) · PABsz . (6.8)
Entretanto, o FDMR-MAC tem um valor diferente de Psz, uma vez que ele tenta esta-
belecer uma comunicação bidirecional com um dentre os ψ nós destinatários do quadro
ERTS. Conforme explicado na Subseção 6.1.2, no FDMR-MAC, o nó destino precisa de
um tempo (Tsync = 5µs) para confirmar se ele foi realmente o destinatário escolhido antes
de começar a enviar dados de volta ao nó emissor. Logo, sejam os nós A e B o emissor e
o destinatário, respectivamente, tem-se que PBAsz = P
AB
sz − k, k = (Tsync · Rc/8) pois esta
é a quantidade em bytes de dados que podem ser enviados no tempo Tsync no canal com
taxa de transmissão igual a Rc. Portanto, para o FDMR-MAC, tem-se que:
Psz = P
AB
sz + (1− (1− p)ψ) · (PABsz − k), (6.9)
onde (1 − (1 − p)ψ) representa a probabilidade de ao menos um dos ψ nós candidatos a
destinatário possuir dados para o nó emissor. Caso os ψ nós candidatos a destinatário
fossem vizinhos entre si, note que o valor de k seria igual a zero, pois os nós escutariam as
respostas dos demais candidatos ao nó emissor. Dessa forma, os nós poderiam descobrir
o escolhido sem a necessidade de aguardar o primeiro quadro de dados proveniente do nó
emissor. Para simplificar esta análise, considera-se esta condição (k = 0), fazendo com
que a seguinte equação valha para o FDMR-MAC:
Psz = P
AB
sz + (1− (1− p)ψ) · PBAsz = (2− (1− p)ψ) · PABsz . (6.10)
Sabendo que a vazão de saturação (S) é diretamente proporcional a Psz, deve-se com-
parar as Eqs. (6.8) e (6.10) para diversos valores de p. Considera-se ψ = 3 nesta análise,
ou seja que o ERTS foi enviado a três nós candidatos a destino. Neste caso, almeja-se
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descobrir para qual conjunto de valores de p vale as seguintes fórmulas:
(2− (1− p)3) · PABsz ≥ (1 + p) · PABsz , (6.11)
(2− (1− p)3)− (1 + p) ≥ 0, (6.12)
p3 − 3 · p2 + 2 · p ≥ 0, (6.13)
f(p) = p3 − 3 · p2 + 2 = 0. (6.14)
Para isso, calculou-se as raízes do polinômio de terceiro grau descrito na Eq. (6.14).
As raízes possuem valores iguais a 0, 1 e 2. Como a probabilidade p está limitada ao
domínio 0 ≤ p ≤ 1, analisou-se a segunda derivada do polinômio para p pertencente a
este intervalo. É possível verificar que a Inequação (6.13) é válida para todo valor de p,
tal que 0 ≤ p ≤ 1. Embora com algumas limitações, esta breve análise serve de motivação
para possíveis ganhos decorrentes do uso do FDMR-MAC quando comparado com as
técnicas tradicionais projetadas para comunicações full-duplex, como a descrita em [172].
É importante mencionar que o valor de p que maximiza a função descrita pela Eq. (6.14)
(pmax) foi calculado com o auxílio da derivada. Obteve-se que pmax ≈ 0,42. Esse compor-
tamento acerca do valor de p que maximiza o ganho de vazão ser um valor intermediário
é de alguma forma esperado. No caso em que p é muito próximo a 1, o custo decorrente
do aumento do quadro ERTS se torna injustificável perante o RTS tradicional. Para um
valor alto de p, uma comunicação bidirecional terá alta probabilidade de ser estabele-
cida mesmo usando o RTS tradicional. Vale ressaltar que argumento similar vale para
p próximo de zero, ou seja, uma comunicação bidirecional dificilmente seria estabelecida
mesmo usando o FDMR-MAC. No caso em que p é próximo a zero, o tempo despendido
pelo FDMR-MAC seria maior do que usando o RTS tradicional. Além disso, nesse caso,
o ganho em termos de estabelecimento de comunicação bidirecional seria bastante limi-
tado. Portanto, de certa forma, é esperado que o valor de p que maximiza os ganhos do
FDMR-MAC seja intermediário. Encerrada a explicação da proposta e da motivação do
FDMR-MAC, serão apresentadas avaliações a respeito do seu uso.
6.2 Resultados
Esta seção descreve as avaliações realizadas neste capítulo no que tange ao mecanismo
FDMR-MAC proposto. Estas avaliações têm por objetivo expor o impacto positivo do
FDMR-MAC sobre o desempenho da rede no que concerne a comunicações full-duplex.
Para este fim, o FDMR-MAC foi avaliado em termos de vazão de saturação. É importante
relembrar que a vazão de saturação pode ser calculada com o modelo de Tinnirello [152].
Tal modelo é amplamente utilizado na literatura correlata quando técnicas de controle de
acesso ao meio estão sendo avaliadas em termos de vazão em redes saturadas, conforme
discutido na Seção 2.4. A avaliação realizada compara o FDMR-MAC com um protocolo
do estado da arte (FD-MAC [172]) em termos de vazão de saturação. Para tanto, faz-se
uso do quociente da vazão de saturação obtida com o FDMR-MAC e com o FD-MAC. Tal
quociente é denominado η. Caso η > 1, indica-se que o uso do FDMR-MAC é vantajoso.
Considera-se que o tamanho do pacote de dados (Psz) assume os seguintes valores: 256, 512
e 1024 bytes. Além disso, o número de nós vizinhos foi variado de acordo com os seguintes





























Figura 6.2: Valor ideal de ψ para taxa de transmissão do canal igual a 6 Mbps.
similar a outros trabalhos relacionados a comunicações full-duplex, tais como o disponível
em [172], os parâmetros das camadas física e de controle de acesso ao meio usados nesta
avaliação são aqueles descritos no padrão IEEE 802.11 [63]. Mais precisamente, os valores
considerados são os descritos no padrão IEEE 802.11a [63], além de se considerar nas
avaliações a taxa de transmissão do canal igual a 6 Mbps ou 54 Mbps. Tanto para o
FDMR-MAC quanto para o FD-MAC, a vazão de saturação será calculada de acordo com
a Eq. (6.2).
6.2.1 Quantidade de Nós Candidatos a Destino
Vale ressaltar que um valor alto da quantidade de nós destino no FDMR-MAC (ψ)
introduz uma relevante sobrecarga de tempo na seleção do nó destino, visto que o tama-
nho do pacote ERTS é proporcional a ψ. Por outro lado, um valor baixo de ψ pode não
trazer aumento significativo na probabilidade de estabelecer uma comunicação bidirecio-
nal. Portanto, uma análise acerca de um valor ideal para ψ é fundamental no contexto






































Figura 6.3: Valor ideal de ψ para taxa de transmissão do canal igual a 54Mbps.
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Na referida avaliação, η é calculado para diversos valores de ψ (2 < ψ < 10), n
(quantidade de nós da rede) e p (probabilidade de estabelecer comunicação bidirecional).
O valor de ψ que gerou o maior η para uma determinada combinação dos parâmetros n e p
é selecionado como o valor ideal de ψ para aquela combinação. Os valores ideais de ψ para
taxa de transmissão de canal igual a 6 Mbps e 54 Mbps estão disponíveis nas Figuras 6.2
e 6.3, respectivamente. Como pode se observar nas Figuras 6.2a, 6.2b e 6.2c, o valor
ideal de ψ para taxa de transmissão do canal igual a 6 Mbps não varia significativamente
em função do tamanho do pacote de dados. Além disso, nota-se que o valor ideal de
ψ aumenta à medida que p diminui. Comportamento semelhante ocorre quando a taxa
de transmissão do canal é igual a 54 Mbps, conforme ilustrado nas Figuras 6.3a, 6.3b
e 6.3c. A análise do valor ideal de ψ para a taxa de transmissão do canal igual a 6 Mbps
focará em valores intermediários de p. Neste caso, ψ = 3 será escolhido como o valor a ser
considerado nas demais avaliações deste capítulo quando a taxa de transmissão do canal
for igual a 6 Mbps. No caso em que a taxa de transmissão do canal é igual a 54 Mbps,
nota-se que o valor ideal de ψ teve apenas dois valores selecionados: ψ = 6 para quando
p assume valores mais altos; ψ = 10 para quando p assume valores mais baixos. Tal
comportamento pode ser observado nas Figuras 6.3a, 6.3b e 6.3c. Este comportamento
será explicado a seguir.
É importante relembrar que o crescimento de ψ aumenta por consequência o tamanho
do quadro ERTS, elevando o tempo gasto para transmiti-lo. Como descrito no padrão
IEEE 802.11a [63], considerando a taxa de transmissão do canal igual a 54 Mbps, o tempo
gasto para se transmitir um quadro RTS (TRTS) é definido da seguinte forma:
TRTS = 20 + 4 · ⌈(16 + 6 + 8 ·Hsz)/(4 · 54)⌉, (6.15)
onde Hsz denota o tamanho do cabeçalho do RTS em bytes. Tipicamente, Hsz = 20
para um quadro RTS. Para o quadro ERTS, Hsz pode incluir até ψ − 1 outros campos
de destino. É importante mencionar que cada campo de destino possui 6 bytes. Logo, o
tempo gasto para transmitir um quadro ERTS é definido da seguinte forma:
TERTS = 20 + 4 · ⌈(16 + 6 + 8 · (20 + 6 · (ψ − 1)))/4 · 54)⌉. (6.16)
Nota-se que para ψ ∈ [2,6], TERTS é igual a 28µs, devido ao arredondamento para cima
presente na Eq. (6.16). Portanto, para uma taxa de transmissão do canal igual a 54 Mbps,
o tempo gasto com o ERTS com dois ou seis campos de destino será o mesmo. Assim,
o valor de ψ que maximiza η será igual a seis nesse caso, uma vez que a probabilidade
de estabelecer uma comunicação bidirecional é maior à medida que ψ aumenta. Um
argumento similar vale para ψ ∈ [7,10], uma vez que neste caso TERTS é igual a 32µs, o
que faz com que o ψ selecionado seja dez nas probabilidades mais baixas da Figura 6.3.
De modo similar ao que ocorre quando a taxa de transmissão do canal é igual a 6 Mbps,
a análise do valor ideal de ψ focará na faixa de valores intermediários da probabilidade p.
Assim, para taxa de transmissão do canal igual a 54 Mbps, será considerado que ψ = 6
para o FDMR-MAC. Finalizada a discussão acerca dos valores de ψ usados na análise do
FDMR-MAC, a próxima subseção apresentará uma comparação entre o FDMR-MAC e o
FD-MAC em termos de vazão de saturação.
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6.2.2 Vazão de Saturação
O FDMR-MAC e o FD-MAC foram comparados em função da vazão de saturação,
com o auxílio da Eq. (6.2). O resultado da comparação entre o FDMR-MAC e o FD-MAC
por meio de η para taxa de transmissão igual a 6 Mbps e tamanhos de pacote de dados
iguais a 256, 512 e 1024 bytes se encontra disponível na Figura 6.4. Para o tamanho
de pacote de dados (Psz) igual a 256 bytes, o FDMR-MAC trouxe melhoria na vazão
de saturação de até 49% sobre o FD-MAC, ou seja, η alcançou até 1,49 para p = 0,3 e
n = 100, conforme ilustrado na Figura 6.4a. Neste caso (Psz = 256), η foi em média igual
a 1,39. É notável que o FDMR-MAC obteve maior vazão de saturação que o FD-MAC
em todos os casos analisados e que o ganho foi sempre superior a 23%.
Comportamento similar é observado quando Psz = 512, conforme ilustrado na Fi-
gura 6.4b. Neste caso, η alcançou até 1,42 (p = 0,3, n = 100) e teve média igual a 1,32.
Novamente, o FDMR-MAC obteve maior vazão de saturação que o FD-MAC em todos os
casos investigados, com ganhos sempre superiores a 16%. Quando Psz = 1024, a mesma
tendência de comportamento pode ser percebida, conforme ilustrado na Figura 6.4c. Mais
uma vez, η > 1 independente do valor de p, ou seja, FDMR-MAC obteve maior vazão de
saturação que o FD-MAC em todos os casos analisados. Desta vez, o ganho foi sempre
superior a 12%. Nesta situação, η foi de até 1,36 (p = 0,3, n = 100) e teve média de 1,27.
Alguns fatos ocorreram para os três cenários. Como pode ser observado na Figura 6.4,
η sofre poucas variações no que diz respeito ao crescimento de n. Isso indica que o FDMR-
MAC consegue ser eficiente no seu tempo de colisão, uma vez que à medida que n cresce,
são esperadas mais colisões. O FDMR-MAC gasta mais tempo com o ERTS do que o FD-
MAC com um RTS tradicional, pois o ERTS possui ψ−1 campos de destino no cabeçalho a
mais que o RTS. Entretanto, o FDMR-MAC possui um mecanismo de ACK mais eficiente
que o do FD-MAC, devido ao primeiro usar sinal ao invés de quadro. Como o modelo de
Tinnirello leva esses fatores (RTS e ACK) em conta no cálculo do tempo de colisão [152],
o ganho do FDMR-MAC sobre o FD-MAC (η) não sofre grandes variações para diferentes
valores de n. Ademais, é notável que η obteve seu maior valor em todos os cenários
avaliados quando p = 0,3. Quando p = 0,3, o valor médio de η é igual a 1,426. Este
resultado é consistente com o comportamento levantado na análise matemática acerca da
motivação por trás do FDMR-MAC. No modelo simplificado descrito na Subseção 6.1.3,
obteve-se pmax ≈ 0,42. É importante mencionar que os resultados de η para p = 0,4 são
bem próximos dos máximos, que foram obtidos com p = 0,3. Quando p = 0,4, o valor
médio de η é igual a 1,425.
Com o objetivo de investigar cenários diferentes daquele em que a taxa de transmissão
do canal (Rc) é igual a 6 Mbps, a mesma avaliação foi feita considerando essa taxa igual
a 54 Mbps. Como mencionado anteriormente, para Rc = 54 Mbps, ψ = 6 para o FDMR-
MAC. Os resultados de η para Rc = 54 Mbps e tamanhos de pacote de dados iguais
a 256, 512 e 1024 bytes estão disponíveis na Figura 6.5. Para Psz = 256, η alcançou
até 1,72 (Figura 6.5a, p = 0,2, n = 10) e teve média de 1,51. Quando Psz = 512, η
alcançou até 1,72 (Figura 6.5b, p = 0,2, n = 10) e teve média de 1,51. Para Psz = 1024,
comportamento similar pode ser observado. Neste caso, η foi de até 1,67 (Figura 6.5c,
p = 0,2, n = 100) e teve média de 1,48. É importante destacar que o FDMR-MAC teve
melhor vazão de saturação que o FD-MAC em todos os casos avaliados. Uma análise


































(c) Psz = 1024 bytes
Figura 6.4: Valores de η para diversas probabilidades de se estabelecer uma comunicação

































(c) Psz = 1024 bytes
Figura 6.5: Valores de η para diversas probabilidades de se estabelecer uma comunicação
bidirecional com taxa de transmissão do canal igual a 54 Mbps.
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Mbps. À medida que ψ aumenta, a complexidade da análise também cresce. Isso ocorre
pelo fato do grau do polinômio presente na Eq. (6.14) aumentar quando ψ cresce.
É notável que o FDMR-MAC tem uma melhoria de vazão de saturação maior para
Rc = 54 Mbps do que para Rc = 6 Mbps. Isso ocorre devido à adição de ψ − 1 campos
destino no cabeçalho ser menos onerosa para Rc = 54 Mbps do que para Rc = 6 Mbps. O
crescimento de ψ favorece um aumento de vazão de saturação para o FDMR-MAC. Isso
pode ser inferido a partir da Eq. (6.10) que evidencia que o crescimento de ψ implica no
aumento de Psz. Por sua vez, a vazão de saturação (S) é diretamente proporcional a Psz,
como já discutido na Subseção 6.1.3 e expresso na Eq. (6.2).
A avaliação de resultados apresentada reforça a expectativa da relevância do FDMR-
MAC em comunicações full-duplex, uma vez que o FDMR-MAC foi capaz de melhorar a
vazão de saturação em até 72% quando comparado com o FD-MAC. Encerrada a análise de
resultados acerca do FDMR-MAC, será discutido o que de mais importante foi abordado
neste capítulo.
6.3 Discussão
O presente capítulo discorreu sobre uma proposta de mecanismo que visa possibilitar
uma melhor utilização do canal em comunicações full-duplex. A proposta em questão é
denominada FDMR-MAC e tem como fundamento tentar aumentar a probabilidade de
se estabelecer uma comunicação bidirecional. Assim, espera-se aumentar a vazão da rede,
bem como a utilização do canal.
O FDMR-MAC baseia-se em pulso e tom para escolher o destino de uma comunicação
dentre ψ candidatos. A partir de uma escolha apropriada do destino, um escalonamento
de pacotes é feito de modo a maximizar a probabilidade de estabelecer uma comuni-
cação bidirecional. As principais características, vantagens e premissas relacionadas ao
FDMR-MAC foram explicadas em detalhes neste capítulo. Além disso, foi introduzida
uma motivação matemática mostrando a relação entre o aumento da probabilidade de
se estabelecer uma comunicação bidirecional e o crescimento da quantidade de dados
transmitidos por comunicação.
Analisou-se o valor de ψ ideal para determinados conjuntos de parâmetros, permitindo
inferir algumas tendências acerca do FDMR-MAC. Ademais, foi feita uma comparação do
FDMR-MAC com o FD-MAC em termos de vazão de saturação. A comparação realizada
mostrou ganhos significativos de vazão de saturação decorrentes do uso do FDMR-MAC,
evidenciando sua relevância e seu potencial. É importante mencionar que o FDMR-MAC é
fruto de uma evolução de uma proposta inicial com mesmo objetivo, denominada FDDS-
MAC (Full-Duplex Dynamic Scheduling MAC ) [49]. Embora tenha sido desenvolvida
no âmbito deste trabalho de doutorado, a técnica FDDS-MAC não será detalhada por
ser uma proposta preliminar ao FDMR-MAC. A proposta do FDDS-MAC culminou na
publicação de um artigo de conferência [49] (Qualis – A2). Por sua vez, foi elaborado
um artigo explicando em detalhes o FDMR-MAC, e o mesmo foi aceito, mas ainda não
publicado. Finalizada a apresentação das propostas e resultados desta tese, serão expostas
as considerações finais deste trabalho no capítulo que se segue.
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Capítulo 7
Conclusão e Trabalhos Futuros
Este capítulo tem por objetivo realizar uma conclusão do presente trabalho. Tal con-
clusão consiste da realização de uma breve revisão do que mais relevante foi apresentado
ao longo deste trabalho. Além disso, serão descritas as principais contribuições deste tra-
balho. Por fim, será apresentada uma discussão a respeito de possíveis trabalhos futuros
a serem realizados.
Neste trabalho, foi feito um estudo no que concerne a redes sem fio e comunicações
full-duplex. Primeiramente, no Capítulo 1, foram apresentados os objetivos, a justificativa
e a metodologia empregada neste trabalho. O estudo em si sobre redes sem fio é iniciado
no Capítulo 2, em que é exposto um levantamento sobre os tipos de protocolos de controle
de acesso ao meio em redes sem fio. Entre estes protocolos, destaca-se o padrão IEEE
802.11 [63] que é utilizado em larga escala em redes sem fio, sendo usado como base
por vários outros protocolos. O Capítulo 2 descreve ainda vários modelos matemáticos
existentes na literatura para avaliar os protocolos de controle de acesso ao meio sob
variadas condições. O referido capítulo trata essencialmente de aspectos relacionados
a comunicações half-duplex. Por sua vez, o Capítulo 3 introduz uma discussão sobre
os tipos de comunicações existentes, explicando as vantagens e desafios impostos pela
utilização de comunicações full-duplex. No referido capítulo, é apresentada ainda uma
taxonomia de protocolos de controle de acesso ao meio para comunicações full-duplex. É
realizado ainda um levantamento do estado da arte, detalhando vários protocolos deste
tipo, classificando-os segundo os critérios disponíveis na taxonomia apresentada. Com
base na comparação entre estes protocolos, disponível na Tabela 3.1, foram identificadas
algumas possíveis melhorias no que concerne à redução do tempo da comunicação e ao
melhor aproveitamento do meio alocado durante uma comunicação full-duplex.
A partir do estudo comparativo entre protocolos de controle de acesso ao meio para
comunicações full-duplex, o Capítulo 4 propõe a técnica de controle de acesso ao meio,
denominada FDT-MAC. O FDT-MAC baseia-se no emprego de sinais pulso e tom em
lugar de quadros para tornar mais eficiente o processo de reserva de canal. Para poder
avaliar o impacto do FDT-MAC, são propostos modelos matemáticos para o cálculo da
vazão, sendo extensões dos modelos descritos no Capítulo 2. Por sua vez, os modelos pro-
postos no Capítulo 4 levam em consideração características das comunicações full-duplex,
tais como a auto-interferência e o fato de mais de um quadro de dados poder ser enviado
simultaneamente em uma comunicação entre dois nós. Assim, o FDT-MAC foi avaliado
sob diversas condições: sem colisões, em redes saturadas e também considerando o im-
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Tabela 7.1: Comparação das características dos protocolos, incluindo aqueles que foram
contribuições deste trabalho de doutorado.
Protocolo Arquitetura Controle Acesso Topologia Canais Sincronismo Avaliação Métrica
CSMA/CAD Distribuído RTS/CTS Disputa – Único Assíncrono Analítica Vazão




















Distribuído RTS/CTS Disputa Bidirecional Único Assíncrono Simulada Vazão
[38]
MASTaR Distribuído RTS/CTS Disputa Encaminhamento Único Assíncrono Simulada
Vazão e
Justiça
FD-MMAC Distribuído Beacon Disputa – Múltiplos Assíncrono
Simulada e Vazão e
Analítica Justiça
FD-MAC
Distribuído RTS/FCTS Disputa Genérico Único Assíncrono Analítica Vazão
[172]
Energy-FDM Distribuído RTS/FCTS Disputa Genérico Único Assíncrono Analítica
Vazão e
Energia




FDT-MAC Distribuído Tom Disputa Genérico Único Assíncrono Analítica Vazão
FDMR-MAC Distribuído ERTS/Tom Disputa Bidirecional Único Assíncrono Analítica Vazão
pacto da auto-interferência. Nas várias avaliações disponíveis na Seção 4.2, o FDT-MAC
apresenta ganhos de vazão consideráveis quando comparado com o FD-MAC [172]. Os
referidos ganhos em termos de vazão alcançam até 82,68%, 149% e 216% nos cenários
sem colisão, em redes saturadas e com auto-interferência, respectivamente. Além disso, o
FDT-MAC foi comparado com a versão do padrão IEEE 802.11 projetado para comuni-
cações half-duplex (HD-MAC). O FDT-MAC apresentou ganhos maiores que 100%, neste
caso. Isso mostra que o FDT-MAC consegue aproveitar o potencial das comunicações
full-duplex, uma vez que com estas comunicações espera-se obter uma vazão ao menos
duas vezes maior que com as half-duplex, conforme descrito no Capítulo 3.
O Capítulo 5 analisa o impacto do tamanho dos quadros em comunicações full-duplex,
e propõe uma política de alocação de tamanho de quadros que reduz a ociosidade do
meio. A referida política é acoplada ao FDT-MAC e avaliada com o auxílio dos modelos
propostos no Capítulo 4. Nas avaliações realizadas no Capítulo 5, obtém-se melhorias
significativas no que tange à vazão. O FDT-MAC acoplado à política de alocação de
tamanho de quadros proposta no Capítulo 5 atinge ganho de até 63% em termos de vazão
quando comparado com o FDT-MAC original.
Este trabalho de doutorado propõe ainda mais um mecanismo de controle de acesso
ao meio, com o objetivo de melhorar utilização do canal em comunicações full-duplex.
O Capítulo 6 descreve a proposta do FDMR-MAC e sua motivação. O FDMR-MAC
emprega uma técnica inovadora de reserva de canal aliada a escalonamento de quadros
de dados com o objetivo de elevar a probabilidade p de ocorrerem comunicações em que
os nós emissor e receptor possuem quadros de dados a serem transmitidos um ao outro.
Assim, é possível melhorar a utilização do canal em comunicações full-duplex, impactando
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na vazão. No Capítulo 6, o FDMR-MAC é comparado com o FD-MAC, em termos de
vazão. Nos cenários investigados, o FDMR-MAC atinge ganho de até 72%, indicando sua
relevância em comunicações full-duplex. Por fim, pode-se citar as seguintes contribuições
deste trabalho de doutorado:
1. Extensão de modelos matemáticos de comunicações half-duplex para que também
possam ser usados de modo apropriado em comunicações full-duplex. Vale ressaltar
que isso foi feito levando em conta as características das comunicações full-duplex,
tais como o nível de auto-interferência enfrentado, além do fato de se poder enviar
mais de um quadro de dados simultaneamente em uma comunicação entre dois nós;
2. Mecanismo FDT-MAC de controle de acesso ao meio para comunicações full-duplex
que reduz o tempo despendido em uma comunicação, por meio de uma reserva de
canal eficiente. Assim, o FDT-MAC é capaz de elevar significativamente a vazão da
rede, conforme exposto em detalhes nos Capítulo 4 e 5;
3. Técnica FDMR-MAC de controle de acesso ao meio para comunicações full-duplex
que aumenta a probabilidade p de ocorrerem comunicações em que os nós emissor e
receptor possuam quadros de dados a serem transmitidos um ao outro. Desta forma,
o FDMR-MAC pode aproveitar melhor o recurso alocado para uma comunicação,
impactando no crescimento da vazão, conforme discutido no Capítulo 6.
As contribuições do trabalho relacionadas a protocolos de controle de acesso ao meio
projetados para comunicações full-duplex foram adicionadas à Tabela 3.1, gerando a Ta-
bela 7.1. Esta tabela descreve as características principais das contribuições deste traba-
lho, FDT-MAC e FDMR-MAC. Assim, é possível se ter um panorama geral da comparação
das características dos protocolos de controle de acesso ao meio para comunicações full-
duplex. É importante mencionar que o trabalho corrente culminou em publicações e há
artigos em processo de revisão. Uma listagem da situação das publicações relacionadas a
este trabalho é apresentada a seguir.
Artigos Publicados:
1. Lucas de M Guimarães and Jacir L Bordim. An efficient MAC scheme for full-
duplex communications on wireless networks. In 2018 IEEE Wireless Com-
munications and Networking Conference (WCNC), pages 1–6. IEEE, 2018.
2. Lucas de M Guimarães and Jacir L Bordim. FDT-MAC: Reduzindo a latência
das comunicações full-duplex em redes móveis sem fio. In Anais do XXXVI
Simpósio Brasileiro de Redes de Computadores e Sistemas Distribuídos, pages
211–224. SBC, 2018.
3. Lucas de M Guimarães and Jacir L Bordim. A Full-Duplex MAC Tailored
for 5G Wireless Networks. Wireless Communications and Mobile Computing,
2018(1):944–961, 2018.
4. Lucas de M Guimarães and Jacir L Bordim. FDDS-MAC: Enhancing spectrum
usage on full-duplex communications in 5G mobile wireless networks. In 2018
IEEE Symposium on Computers and Communications (ISCC), pages 268–273.
IEEE, 2018.
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5. Lucas de M Guimarães and Jacir L Bordim. FDT-MAC: Reduzindo a latência
das comunicações full-duplex em redes móveis sem fio/FDT-MAC: Reducing
the Delay of Full-Duplex Communications on Mobile Wireless Networks. Bra-
zilian Journal of Development, 5(11):23288–23306, 2019.
Artigos Aceitos para Publicação:
1. Lucas de M Guimarães and Jacir L Bordim. Improving spectrum usage on full-
duplex communications with an innovative channel reservation. In Advanced
Information Networking and Applications (AINA), 2020 The 34th Internatio-
nal Conference on. Springer, 2020.
2. Lucas de M Guimarães and Jacir L Bordim. Uso eficiente do canal em comu-
nicações full-duplex através de uma reserva de canal inovadora. In Anais do
XXXVIII Simpósio Brasileiro de Redes de Computadores e Sistemas Distribuí-
dos. SBC, 2020.
Artigo em Processo de Revisão:
1. Lucas de M Guimarães and Jacir L Bordim. A full-duplex MAC technique
to improve spectrum-efficiency on 5G mobile wireless networks. Computer
Communications, 2020.
No que concerne a trabalhos futuros, seria relevante parametrizar um limiar para o
modo uniforme de dados do FDT-MAC, com base no tráfego da rede. Dessa forma,
seria possível decidir qual a melhor política de alocação de tamanho do quadro de dados
dinamicamente.
Está em curso um estudo no FDMR-MAC para eliminar o tempo de espera (Tsync =
5µs) que o nó destino necessita para ter a confirmação de que ele foi realmente o se-
lecionado. Uma possível forma é organizar as comunicações tal que os ψ destinatários
sejam vizinhos entre si, de modo que eles conheçam as ψ respostas enviada ao nó emissor.
Assim, todos os ψ nós já saberiam qual seria o destino selecionado, evitando esse tempo
de espera. Com esta melhoria, espera-se tornar o FDMR-MAC ainda mais eficiente, pois
isso faria com que o k apresentado na Eq. (6.9) fosse igual a zero.
Outro aspecto interessante que pode ser melhorado no FDMR-MAC é o de prever
ou obter dinamicamente as seguintes informações: tamanho do quadro de dados (Psz);
quantidade de nós vizinhos (n); probabilidade de se estabelecer uma comunicação bidire-
cional (p). Se estes valores fossem conhecidos previamente com uma precisão alta, um nó
poderia decidir de modo adequado se vale a pena utilizar o FDMR-MAC e qual o valor
ideal de ψ a ser utilizado. Caso o ψ ideal seja igual a um, vale mais a pena a utilização do
FDT-MAC ao invés do FDMR-MAC, uma vez que o primeiro não usa um quadro como o
ERTS na reserva de canal. Estes valores (Psz, p e n) poderiam ser estimados com base no
tráfego da rede ou por meio de um mecanismo cross-layer. Por exemplo, tal mecanismo
cross-layer poderia se valer de informações relacionadas ao roteamento.
O FDT-MAC e o FDMR-MAC visam melhorar a vazão obtida e possuem ganhos sig-
nificativos em comparação com o FD-MAC [172]. Entretanto, de acordo com as condições
do tráfego da rede, pode ser mais interessante o uso de um ou de outro. Dessa forma,
uma parametrização no sentido de auxiliar a decidir quando é mais vantajoso o uso do
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FDT-MAC ou do FDMR-MAC seria uma relevante contribuição ao que fora apresentado
neste trabalho de doutorado. Avaliações das técnicas propostas no que tange a outras
métricas, tais como consumo de energia em experimentos, simulações ou modelos ma-
temáticos também são considerados possíveis trabalhos futuros. Por fim, é importante
mencionar que os scripts desenvolvidos para obtenção dos resultados descritos ao longo
deste trabalho estão disponíveis no endereço indicado em [50].
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