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Abstrakt 
Diplomová práce se zabývá posouzením informačního systému společnosti M8D s.r.o. a 
návrhem změn. Popisuje teorii informačních systémů a na základě provedených analýz 
jsou stanoveny návrhy na zlepšení současného stavu informačního systému společnosti.  
Práce zahrnuje také rozpočet navržených změn. 
 
Abstract 
This master’s deals with information system assessment of M8D s.r.o. and proposal for 
ICT modification. Describes the theory of information systems and on the basis of the 
analyzes are set out proposals to improve the current state of information system. This 
master’s thesis also includes the budget of ICT modification proposal. 
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ÚVOD 
V dnešním moderním světě už nejsou počítače a informační systémy výsadou 
pouze velkých a středních podniků, ale staly se nutností pro každou firmu nebo 
živnostníka. Ať se firma zabývá jakoukoli podnikatelskou činností, nebo je jakkoli 
velká, měla by informačnímu systému věnovat velkou pozornost a dostatečně se o něj 
starat. Jde především o to, aby byl pro společnost přínosem. K tomu je zapotřebí 
informační systém udržovat a pravidelně aktualizovat. Pozornost je nutné také věnovat 
oblastem, které s informačním systémem souvisí, jako jsou např. lidské zdroje. 
Informační systém může být totiž navržen přesně pro danou společnost, může být velice 
kvalitní a moderní, pokud však nebudou uživatelé informačního systému dostatečně 
zaškoleni, je pak takový systém zbytečný.  
I ten nejlepší systém jednou nebude dostačující a firma jej bude muset obměnit, 
nebo vyměnit za jiný. Může ale také dojít k situaci, že zvolený informační systém bude 
vybrán neodborně, nebo bude špatně navržen. Pak se firma dostane mnohem dříve do 
situace, kdy jí IS nebude vyhovovat a provedenou analýzou, zvážením všech požadavků 
a okolností zjistí, že systém musí být kompletně vyměněn.  
Dnešní doba už nevyžaduje, aby měly firmy k dispozici prostory, ve kterých by 
výpočetní techniku shromažďovaly. Stejně, jako se mění životní styl lidí, mění se svět 
virtuální, který dává firmám nové možnosti provozovat informační systémy mimo své 
kanceláře a přistupovat k datům pohodlně z jakéhokoliv místa na světě. Stačí mít jen 
připojení k internetu a zařízení s webovým prohlížečem.   
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CÍL PRÁCE 
Cílem diplomové práce je posoudit informační systém společnosti M8D s.r.o. a 
navrhnout změny, které budou vést ke zlepšení stávajícího stavu a eliminaci nalezených 
rizik. Návrhy změn budou vycházet z provedených analýz a teoretických východisek. 
Dílčím cílem bude vypracování ekonomického zhodnocení návrhů změn. 
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1 TEORETICKÁ VÝCHODISKA 
V této části práce jsou vysvětleny základní pojmy, informace, které jsou důležité 
pro lepší orientaci v problematice informačních systémů, a analytické metody použité 
při posouzení informačního systému.  
 
1.1 Základní pojmy 
 
1.1.1 Data 
Pod pojmem data si lze představit text, obraz, zvuk, kód ve smyslu záznamu 
skutečnosti, který je možné zpracovat. Data lze ukládat na různé datové nosiče (pevný 
disk v počítači, optický disk, flash paměť, papír) a přenášet pomocí přenosových médií 
(elektrický proud, elektromagnetické vlny, světlo) (1, s. 10). 
  
1.1.2 Informace 
Pokud přidáme datům význam, hovoříme o informacích. Informace lze chápat 
jako sdělení snižující míru neurčitosti příjemce, které napomáhá ke zvýšení znalostí 
příjemce v procesu rozhodování. Informace můžeme převádět na data. Tento proces 
nazýváme kódování, převod dat zpět na informace dekódování (1, s. 10). 
 
1.1.3 Znalost 
Podle Beckmana je znalost definována jako „uvažování nad daty a informacemi 
za účelem aktivního výkonu, řešení problému, rozhodování, učení a výuky.“ (2, s. 14) 
Znalost vzniká, jestliže se k informaci přidají zkušenosti. Data, informace a znalosti 
tedy spolu úzce souvisí (2, s. 13).  Následující obrázek 1 popisuje vztah mezi nimi. 
 
 
 
 
 
 
 
  
 Obrázek 1: Data-informace-znalost (zdroj: vlastní zpracování dle (2, s. 12)) 
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1.1.4 Systém 
Dalším důležitým pojmem je systém. Jedná se o účelově definovanou množinu 
prvků a vazeb mezi nimi, které na sebe vzájemně působí, vyznačující se určitým 
chováním na dané rozlišovací úrovni (3, s. 18). Obrázek 2 popisuje systém, kde I je 
vstup, P prvek, V vazba a O výstup.  
 
 
Obrázek 2: Systém (zdroj: převzato z (3, s. 18)) 
  
1.1.5 Informační technologie 
Chápeme jako soubor technického (hardware) a programového vybavení 
(software) sloužící ke zpracování, ukládání, přenosu a vyhodnocování dat (4, s. 15).  
 
1.1.6 Informační systém 
Informační systém je soubor informačních technologií, pravidel fungování a 
lidských zdrojů, který pomáhá efektivně zpracovávat informace pro podporu při procesu 
rozhodování a při plnění stanovených cílů v organizaci (1, s. 10). 
 
Informační systém je složen z těchto částí: 
Hardware (technické vybavení) 
Software (programové vybavení) 
Peopleware (lidé a jejich znalosti)  
Orgware (pravidla fungování IS) 
(1, s. 10) 
 
 
 
 
14 
 
1.2 Informační systémy 
Tato část práce čtenáři detailněji přiblíží historický vývoj informačních systémů, 
různé pohledy na informační systémy, efektivnost IS, životní cyklus IS, informační 
strategii a bezpečnost informačních systémů  
   
1.2.1 Historie informačních systémů 
Informační systém lze v obecné rovině chápat jako způsob získávání, 
uchovávání, zpracování a prezentace dat. Tyto způsoby práce s daty byly využívány již 
v pravěku, kdy pravěcí lidé své úlovky mamutů zaznamenávali na stěny jeskyní 15000 
př.n.l. V období 3000 př.n.l., označována jako doba faraonů, stavitelé pyramid využívali 
hliněné destičky později papyrus, kam si zaznamenávali plány budování pyramid, 
průběh stavby takzvaný stavební deník i náklady na jednotlivé položky použité při 
stavbě. V 19. a 20. století se používal kartotékový systém (1, s. 10). 
Ve 20. letech 20. století v Československu za průkopníka informačních systémů 
byl považován zlínský obuvník Tomáš Baťa. Informační systém Baťovy korporace 
pokrýval procesy řízení lidských zdrojů, výzkum a vývoj, účetnictví, kalkulační systém 
a rozpočetnictví. Jednotlivá data o zaměstnancích byla zaznamenávána na osobní karty. 
Na této kartě byly záznamy o pracovní činnosti, osobní údaje a celý vývoj zaměstnance 
v kariérním postupu. Výzkum a vývoj byl zaměřen na zdokonalování patentů. Každý 
patent i nově vzniklý u konkurence byl evidován a předán specialistům k analýzám a 
posouzením, které sloužily jako podklad pro další vývoj a zdokonalování patentů. Baťa 
kladl velký důraz na vzdělání svých zaměstnanců. Pro své zaměstnance zřídil knihovnu, 
kde byla k dispozici veškerá dostupná literatura související s obuvnickou výrobou (6, s. 
180).    
  Za nejdůležitější milník ve vývoji informačních systémů je považován rok 
1960, kdy byl uveden na trh první komerční počítač IBM 360, který byl především 
určen pro velké firmy.  Data se zaznamenávaly na děrné štítky (papírové kartičky) nebo 
pásky. Obsluha počítače byla prováděna operátorem pomocí psacího stroje. 
Neexistovaly tehdy monitory a výstupy byly tištěny výhradně na tiskárnu. Jakékoliv 
uživatelské změny v datech byly řešeny dle následujícího postupu. Uživatel do 
příslušného formuláře vyplnil změny, které potřeboval provést. Tento formulář předal 
operátorovi, který ve výpočetním středisku převedl formulář na děrný štítek, pomocí 
kterého počítač dokázal změny zpracovat. Technické parametry těchto počítačů byly 
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10MB velikost disku, 64KB operační paměť a celkový výkon srovnatelný s mobilními 
telefony vyráběnými kolem roku 2010.  
Vývoj informačních systémů lze rozdělit na dvě období. Období bez počítačů a 
období s počítači. Období bez počítačů se datuje od roku 3000 let př.n.l. do roku 1960, 
tedy do vzniku počítače IBM 360. Období s počítači od roku 1960 do současnosti. Tyto 
období se také nazývají před IBM a po IBM.   
Dalším zajímavým obdobím z hlediska vývoje informačních systémů bylo 
období od roku 1990 do roku 2000. Objevují se první osobní počítače malých rozměrů 
s monitorem, klávesnicí a myší. Tyto počítače bylo možné propojit mezi sebou 
kabelážním systémem a vytvořit tak počítačovou síť. Centrální výpočetní střediska se 
dostávají do ústraní a nastupuje nový trend decentralizace. Jednotlivý uživatelé mají 
data uložena na pevných discích svých osobních počítačů. Data v případě potřeby 
zasílají svým kolegům přes počítačovou síť. Nevýhodou decentralizace byla obtížnější 
správa dat a údržba osobních počítačů. Podniky začínají využívat informační systémy 
zaměřené na výrobu, takzvané CIM (Computer Integrated Manufacturing).    
Období po roce 2000 do současnosti lze považovat za období centralizace. Díky 
výkonnějším síťovým prvkům a zejména serverům se data a aplikace přesunují 
z osobních počítačů právě na servery a do datových center. Složité výpočty a operace 
s daty se zpracovávají na serverech a výsledky těchto operací jsou zasílány přes 
počítačovou sít uživatelům na jejich koncová zařízení. Velký výpočetní výkon hardwaru 
dovoluje podnikům zpracovávat velká množství dat. Dochází k pokrytí většiny 
podnikových procesů informačními systémy ERP (Enterprise Resource Plannig). Důraz 
je kladen především na procesní řízení (5, s. 11).  
Novým trendem v současnosti je způsob využívání technického a programového 
vybavení formou služeb prostřednictvím internetu takzvaný cloud computing. Zákazník 
si pro svou práci dle svých požadavků u poskytovatele zaplatí software, diskový prostor 
a pomocí připojení k internetu přistupuje k zaplaceným službám (7, s. 23).    
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1.2.2 Informační systém z více pohledů 
Na informační systémy lze nahlížet z různých pohledů. Třemi základními 
pohledy jsou z pohledu architektur, z pohledu úrovně řízení a holistický pohled. 
  
IS z pohledu architektur 
Základní architektura informačního systému je architektura globální, která je 
složena z dílčích stavebních bloků zaměřujících se na podrobné návrhy IS, datovou 
základnu, programové a technické vybavení (5, s. 14).  
 
Dílčí architektury: 
Funkční architektura 
Hierarchicky uspořádává požadované nebo plánované funkce. Vrchol v 
hierarchickém uspořádání tvoří skupina funkcí (prodej, nákup, sklady, marketing) a 
podřazenou složkou je funkce (evidence zákazníků, zpracování smluv, zpracování 
faktur). Funkce v hierarchii představují statický pohled na informační systém. Cílem je 
sestavit hierarchii veškerých funkcí v podniku tak, aby bylo možné tyto funkce zahrnout 
do informačního systému (8, s. 36).   
 
Procesní architektura 
Sleduje dynamiku plánovaných procesů, které budou probíhat v podniku. 
Procesem je myšlen soubor činností, které ze vstupů vytvářejí požadovaný výstup. 
Proces je časově ohraničen a lze jej pomocí ukazatelů měřit. Činnosti úzce souvisí 
s funkcemi. Činnost je realizace funkce. Jednotlivé procesy jsou aktivovány určitou 
událostí. Příkladem může být příchozí objednávka od zákazníka na firemní email. Jedná 
se o událost, která aktivuje proces vyřízení objednávky. Smyslem procesní architektury 
je připravit co nejefektivnější reakce firmy na události, které přichází z vnějšího okolí 
(8, s. 41).     
 
Technická architektura 
Zahrnuje veškerá hardwarová zařízení informačního systému v podniku, která 
budou fyzicky zpracovávat, ukládat a přenášet data uvnitř i vně organizace. Jedná se o 
soupis síťových zařízení (modemy, routery, switche), koncových zařízení (počítače, 
notebooky, tablety) a serverů. Dále jsou zde zahrnuta schémata zapojení jednotlivých 
zařízení a schémata vedení tras kabelážního systému. 
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Technologická architektura 
Popisuje způsob zpracování aplikací informačního systému. Navazuje na 
technickou, datovou a programovou architekturu. Tato architektura obsahuje způsob 
zpracování aplikací a dat, vnitřní stavbu aplikací a uživatelské rozhraní aplikací (5, s. 
14). 
 
Datová architektura 
Tato architektura zahrnuje schémata veškerých databází v podniku, které jsou 
tvořeny tabulkami a vazbami mezi nimi. Nejvíce používaný datový model pro tvorbu 
databáze je relační model, který funguje na principu relačních klíčů (9, s. 22). 
 
Programová architektura 
Obsahuje veškerý software, ze kterého se bude informační systém skládat. 
Součástí této architektury jsou i schémata zachycující vazby mezi jednotlivými 
programy. 
   
Komunikační architektura 
 Určuje rozhraní mezi informačním systémem a vnějším světem a také jakým 
způsobem bude probíhat komunikace s okolím.  
 
Řídící architektura 
 Definuje standardy, pravidla fungování, organizační strukturu a organizaci 
služeb uživatelům v rámci informačního systému (5, s. 15). Následující obrázek 3 
zachycuje informační systém z pohledu architektur.  
 
Obrázek 3: Informační systém z pohledu architektur (zdroj: vlastní zpracování dle (5, s. 14)) 
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 IS z pohledu úrovně řízení 
Řízení v podnicích se odehrává z pravidla na třech úrovních. Úroveň strategická, 
taktická a operativní. K efektivnímu řízení na každé z této úrovni je třeba jiného 
množství informací. Nejnižší operativní úroveň, která řídí provoz organizace, vyžaduje 
nejvíce informací a naopak strategická nejméně, protože se zde pracuje s vysoce 
agregovanými podnikovými informacemi a informacemi z okolí podniku. Pro podporu 
řízení na těchto třech úrovních se využívá odlišných informačních systémů (1, s. 127). 
Užití jednotlivých informačních systémů v různých úrovních řízení podniku je 
zachyceno na obrázku 4.      
 
   
 
 
 
 
 
 
 
 
 
 
 
 
CIM (Computer Integrated Manufacturig) 
Jedná se o koncept počítačem integrované výroby, který je určen pro přímé 
řízení technologických procesů, využívaný zejména při řízení NC strojů počítačem. 
Nejvíce se používal v 80. letech 20. století (5, s. 16).  
 
TPS (Transaction Processing Systems) 
Transakční nebo také provozní systémy pokrývají hlavní podnikové procesy, 
kde je nutné zpracovávat a vyhodnocovat data ve velmi krátkém čase. S těmito systémy 
pracují především zaměstnanci na operativní úrovni řízení (5, s. 16).  
 
 
Obrázek 4: Informační systémy z pohledu úrovně řízení (zdroj: vlastní zpracování dle (1, s. 127)) 
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ERP (Enterprise Resource Planning) 
Podnikový informační systém zahrnující klíčové procesy, kterými jsou výroba, 
vnitřní logistika, řízení lidských zdrojů a ekonomika. Úkolem ERP je integrovat hlavní 
podnikové procesy do jedné konzistentní aplikace, která bude pracovat nad společnou 
datovou základnou (8, s. 63). 
 
CRM (Customer Relationship Management) 
 Dalším informačním systémem na úrovni operativního řízení je CRM. Tento 
systém se zabývá řízením vztahů se zákazníky. Zahrnuje především řízení kontaktů, 
řízení obchodu, řízení marketingu a servisní služby (6, s. 358). 
 
SCM (Supply Chain Management) 
Pro podporu řízení dodavatelských řetězců je využíván informační systém SCM. 
Dodavatelský řetězec tvoří zákazníci, maloobchod, velkoobchod, distributoři, dopravci, 
producenti a subdodavatelé surovin a komponent. „Prostřednictvím propojení a výměny 
informací mohou partneři v rámci řetězce spolupracovat, sdílet informace, plánovat a 
koordinovat celkový postup ta, aby se zvýšila akceschopnost celého řetězce.“ (10, s. 76)  
 
MIS (Management Information System) 
Jedná se o manažerský informační systém podporující rozhodovací procesy 
v organizaci. Data do MIS jsou získávána z transakčních systémů a to v různých 
časových intervalech (denně, týdně i delší časový interval). Tato data jsou většinou 
v agregované formě (6, s. 421).   
 
DSS (Decision Support Systems) 
Informační systém na úrovni taktického i částečně strategického řízení, který 
slouží jako podpora při procesu rozhodování. Vstupními daty pro analýzy vykonávající 
DSS bývají většinou data z manažerských informačních systémů. Výstupem tohoto 
systému bývá většinou grafické či textové vyjádření měřitelných ukazatelů, které 
podnik sleduje (5, s. 128).    
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EIS (Executive Information Systems) 
Nejvýše postaveným informačním systémem na úrovni strategického řízení. Je 
určen pro vrcholové vedení společnosti. EIS pracuje s agregovanými informacemi 
nejvyšší úrovně a také s externími informacemi získanými z okolí podniku (5, s. 128).  
 
 OA (Office Automation) 
Jedná se o automatizaci administrativy prolínající se všemi stupni řízení. Do OA 
patří elektronická pošta, textové editory a elektronické kalendáře (5, s. 128).  
 
EDI (Electronic Data Interchange) 
Představuje elektronickou výměnu dat mezi nezávislými informačními systémy. 
Většinou ji podnik využívá při komunikaci se zákazníky, dodavateli nebo bankami (6, s. 
231). 
 
Holistický pohled na IS 
Dle Janíčka „Holismus připisuje soustavám takové vlastnosti, které nejsou 
odvoditelné pouze z jejich izolovaných prvků.“(11, s. 183) Na informační systém je 
nahlíženo jako na celek, který je více než souhrn jeho částí. Tento pohled zahrnuje tři 
části, kterými jsou neformalizované informace, formalizované informace a informační 
systém včetně informací automatizovaných informačním systémem.  
Za neformalizované se považují ty, které lidé mají ve svých hlavách a jsou to 
většinou ty, které nasbírali během mnohaleté praxe. Ty mají pro podnik v mnoha 
případech největší cenu. Formalizované informace jsou v podniku nějakým způsobem 
zaznamenány (např. v papírové podobě jako doklady, směrnice), ale nejsou 
automatizovány v informačním systému. Automatizované informace v informačním 
systému jsou informace, se kterými IS pracuje. Provádí matematické operace, statistické 
operace a také informace ukládá. 
Snahou managementu společností je neformalizované informace převádět na 
formalizované tak, aby je bylo možné zaznamenat v informačním systému a dále je 
využívat například při budování znalostní báze ve firmě (5, s. 18).  
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1.2.3 Životní cyklus informačního systému 
Životní cyklus informačního systému v podniku lze rozčlenit do čtyř částí.  
 
Výběr informačního systému 
Hledání nejlepšího řešení pro konkrétní podnik s ohledem na jeho potřeby 
(funkčnost, cena, atd.) 
 
Implementace IS 
Proces zavedení informačního systému do podniku. Součástí implementace je i 
nastavení IS, naplnění daty, školení atd. 
 
Provoz IS  
Jedná se o účelové využívání IS včetně zajištění údržby chodu.  
 
Inovace 
Za pomocí analýz můžeme zjistit, že stávající systém již není dostačující pro 
potřeby podniku. Je tedy na místě provést upgrade stávajícího IS, popř. přechod na jiný 
IS (10, s. 231). 
 
Obrázek 5 popisuje životní cyklus informačního systému.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obrázek 5: Životní cyklus IS (zdroj: vlastní zpracování dle (10, s. 231))  
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1.2.4 Efektivnost informačních systémů 
Před tím, než bude detailněji popsána efektivnost informačních systémů, je 
vhodné vysvětlit rozdíl mezi efektivitou a efektivností.  
 
Efektivita  
Efektivita neboli účinnost je poměr mezi přínosem nějaké činnosti a 
vynaloženými náklady na tuto činnost (5, s. 125). 
 
Efektivnost 
Efektivnost, nebo také účelnost je definována jako vztah mezi předem určeným 
cílem a dopady, které může cíl přinést (12).  
 
Pokud firma vynaloží nějaké prostředky nebo výdaje na informační systém, pak 
by měly přinést užitek, na základě kterého firma hodnotí efektivnost.  Za předpokladu, 
že dostupné informace v informačním systému přinášejí očekávaný užitek, je vysoká i 
efektivnost prostředků, které byly vynaloženy (12).  
  
Rozlišujeme různé kategorie subjektů, které by měli mít z informačního systému užitek. 
Majitelé  
Měl by IS přinášet trvalé zhodnocení majetku, který do podniku vložili. 
Manažeři 
Měli by mít co nejvíce informací, aby mohli úspěšně řídit podnik a dělat správná 
rozhodnutí. 
Zaměstnanci 
Měl by IS přinášet usnadnění jejich práce a příjemné pracovní prostředí. 
Zákazník 
 Měl by efektivnost pocítit v kvalitě produktu či službě, za níž zaplatí přijatelnou 
cenu (12). 
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1.2.5 Informační strategie 
Zpravidla se jedná o dokument, který obsahuje vizi, cíle a charakteristiku vývoje 
informačního systému do budoucna. Jedná se o představu o tom, jak cílů dosáhnout.  
Cílem informační strategie je najít řešení, jak pomocí informačních systémů 
vytvořit pro firmu příležitosti, konkurenční výhodu nebo zvýšit výkonnost pracovníků 
podniku. 
Jestliže již má firma k dispozici nějaký informační systém, musí se před 
vypracováním informační strategie provést audit informačního systému. V tomto 
případě i v případě, kdy firma ještě nemá k dispozici informační systém, je nutné 
vypracovat audit informačních potřeb. Informačními potřebami jsou všechna 
stanoviska, která jsou spojena s různými procesy, např. automatizací, zpracováním, 
vyhodnocení. Tyto procesy by pak měly vést ke splnění stanoveného cíle.   
Pokud si organizace nevytváří informační strategii sama, je možné pověřit 
externí firmu, která informační strategii vypracuje a doporučí, jak se strategií do 
budoucna pracovat a jakým způsobem plnit stanovené cíle. Při tvorbě strategie by měla 
organizace s pověřenou externí společností úzce spolupracovat, protože externí firma 
nemůže nikdy vědět, jaký je chod společnosti, co je jejich prioritou, a cílem. Naopak 
externí firma objektivně posoudí provedené analýzy a může identifikovat kritická rizika, 
která by zkoumaná společnost nikdy nemusela nenalézt. Součinnost obou firem v 
konečném důsledku znamená správně vypracovanou informační strategii (5, s. 54). 
 
1.2.6 Bezpečnost informačních systémů 
V podniku může dojít k situaci, kdy někdo zevnitř nebo zvnějšku poškodí, 
změní, odcizí nebo zneužije data. Tyto případy mohou být pro firmu mnohdy i 
likvidační. Software se dá přeinstalovat, hardware nahradit nebo opravit, ale data nikoli. 
Bezpečnosti informačního systému je tedy zapotřebí věnovat velkou pozornost. Jedná se 
totiž o klíčovou oblast v podniku, která se zabývá ochranou informací a dat před 
negativními událostmi. Bezpečnost informačního systému spadá pod bezpečnost 
podniku. 
Osoba, která odpovídá za bezpečnost, musí často čelit rozporu mezi provozními 
a bezpečnostními kritérii či požadavky, které jsou kladeny od vedení podniku a dalších 
zainteresovaných osob. Jedná se zejména o finanční příspěvek ze strany vedení na 
bezpečnost informačních systémů, který je většinou nedostatečný pro zajištění 
požadované bezpečnosti. V tomto případě je třeba zvolit určitý kompromis (5, s. 148). 
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Bezpečnost informačních systémů se skládá z následujících prvků: 
 
Fyzická bezpečnost 
Jedná se o ochranu technického vybavení například před zloději nebo vandaly. 
Konkrétním řešením je instalace bezpečnostních dveří, mříží, alarmů, kamerového 
systému. 
 
Záložní zdroje energie 
Podnik by měl mít k dispozici také zdroje, které v případě výpadku elektrického 
proudu udrží počítače v provozu, alespoň několik minut pro uložení rozpracovaných 
dokumentů. Záložní zdroje energie jsou např. UPS nebo generátor proudu. 
 
Přístupová práva 
Je důležité, aby každý ze zaměstnanců měl jasně definován rozsah oprávnění 
přístupů k datům v rámci informačního systému. Nezbytné je, aby každý pracovník při 
přihlašování do různých systémů měl různá hesla, která nebude nikomu sdělovat a bude 
je v krátkých časových intervalech měnit.  
 
Firewall 
Jedná se o hardwarové nebo softwarové zařízení, které má za úkol chránit 
počítačovou síť organizace před neoprávněnými přístupy. Při komunikaci mezi subjekty 
v síti Internet je nepostradatelnou součástí ochrany počítačů. 
 
Antivirový produkt 
Je nezbytně nutné, aby organizace používaly kvalitní antivirový produkt, který 
bude denně aktualizován, jelikož počítačové viry, trojské koně, červi, makroviry atd. 
jsou v dnešní době velkou hrozbou pro podniky.  Počítačové viry mohou v podniku 
způsobit velké škody (ztrátu důležitých dat, úniky informací) (5, s. 152).  
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V rámci bezpečnosti by organizace měla mít stanovenou bezpečnostní politiku.  
Jedná se o „souhrn principů a východisek k řešení. Výchozí body pro návrh a realizaci 
standardů, směrnic, procedur a opatření. Cílem je stanovit adekvátní bezpečnostní 
úroveň, identifikovat rizika a navrhnout opatření proti rizikům“. (5, s. 150) Následující 
obrázek popisuje bezpečnostní politiku. 
 
 
Obrázek 6: Bezpečnostní politika (zdroj: vlastní zpracování dle (5, s. 150)) 
 
 
1.3 Použité metody analýz 
Podklady potřebné pro posouzení informačního systému budou získány na 
základě provedených analýz. V této kapitole budou potřebné analýzy teoreticky 
popsány. Pro analyzování vnitřního prostředí společnosti bude použita analýza 7S. Pro 
analyzování vnějšího prostředí SLEPT analýza a Porterova analýza. Tyto analýzy budou 
základem pro sestavení SWOT analýzy. Dále zde budou použita analýza rizik a analýza 
HOS, která se bude zabývat podrobněji informačním systémem. 
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1.3.1 Analýza 7S 
Analýzou kritických faktorů firmy je analýza 7S, kterou vyvinula konzultační 
společnost Mc Kinsey. Jedná se o sedm vnitřních faktorů firmy, které jsou vzájemně 
závislé a ovlivňují úspěch firmy v případě, že jsou rovnoměrně rozvíjeny. Těmito 
faktory jsou strategie, organizační struktura, systémy, spolupracovníci, schopnosti a 
sdílené hodnoty (13, s. 11).    
 
Strategie 
Za strategii se považuje dlouhodobý cíl, který vychází z poslání a vize 
společnosti. Takový cíl by měl být specifický, měřitelný, akceptovatelný, reálný a 
časově ohraničený.  
 
Organizační struktura 
Základem organizační struktury je přidělení kompetencí, pravomocí a úkolů 
mezi jednotlivé pracovníky organizace. Organizace by se měly snažit o co 
nejjednodušší organizační strukturu, nicméně nejlepší organizační struktura je ta, která 
nejvíce vyhovuje konkrétní situaci ve společnosti. 
 
Systémy 
Do této skupiny řadíme všechny informační procesy, které v organizaci 
nastávají. Organizace dnes využívají jak ruční, tak automatizované možnosti zpracování 
informací. Převážně platí, že automatizovaně zpracované informace využívá nejnižší 
stupeň řízení v organizaci. Vyšší stupně řízení pak využívají a zpracovávají neostrá, 
popř. individuální data. 
 
Styl 
Autoritativní - vedoucí pracovník si rozhoduje sám, na základě informací, které 
získá např. od svých podřízených. Podřízení však nemají možnost jeho rozhodnutí 
přímo ovlivnit.  
Demokratický - vedoucí pracovník dává prostor k vyjádření se podřízeným 
pracovníkům, přenechává jim část svých pravomocí, konečné rozhodnutí je však v jeho 
pravomoci.  
Liberální - pracovníci si rozhodují sami a rozdělení práce, postupech, apod., 
vedoucí pracovník zasahuje výjimečně (13, s. 12).  
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Spolupracovníci 
Spolupracovníky by měla organizace dobře vybírat, ale také motivovat a 
vytvářet u nich pocit sounáležitosti, aby ve společnosti panovaly dobré vztahy a 
zaměstnanci byli vůči společnosti pokud možno loajální. Pro vedoucí pracovníky je 
dobré znát potřeby svých podřízených (13, s. 21). 
 
Schopnosti  
Určují, jakým způsobem získávají jednotliví pracovníci své dovednosti.  Firma 
by neměla vyvíjet tlak pouze na technické a výrobní kvalifikace zaměstnanců, ale 
vedoucí pracovník by měl vyvíjet i tlak na zvýšení ekonomické, právní a informační 
znalosti zaměstnanců celé firmy. Jedná se o takové atributy a schopnosti, v nichž 
organizace vyniká a které realizuje nejlépe. Mohou jimi být řídicí postupy, procesy, 
technologie či vztahy se zákazníky.  
 
Sdílené hodnoty 
Sdílené hodnoty souvisí se spolupracovníky. Jedná se o hodnoty, názory, které 
pomáhají vytvářet neformální nastavení chování v organizaci, např. atmosféra, myšlení 
pracovníků a jejich činnosti (13, s. 23). 
Následující obrázek 7 popisuje 7S faktorů úspěšné firmy.  
 
Obrázek 7: 7 faktorů úspěchů firmy (zdroj: vlastní zpracování dle (13, s. 12)) 
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1.3.2 Porterova analýza 
Jde o nástroj používaný při analýze vnějšího prostředí organizace, konkrétně 
analýze odvětví a jeho možných rizik. Za vznikem Porterovy analýzy stojí Michael E. 
Porter. Tato analýza se také nazývá Analýzy 5F (Five Force- pěti sil), kde jednotlivými 
silami jsou- vyjednávací síla odběratelů, vyjednávací síla dodavatelů, hrozba vstupu 
nových konkurentů, hrozba vstupu nových substitutů, rivalita firem na daném trhu. 
Podstatou metody je předvídání vývoje situace u konkurence v daném odvětví na 
základě odhadu pravděpodobného chování následujících subjektů, subjektů působících 
na daném trhu a rizika hrozícího podniku z jejich strany (14).  
 
Vyjednávací síla odběratelů 
Odběratelé jsou stejně jako dodavatelé v situacích, kdy je jejich vyjednávací síla 
vysoká, schopni pojmout část hodnoty vytvořené v daném odvětví, a to hlavně tlakem 
na cenu či vyšší kvalitu.  
 
Vyjednávací síla dodavatelů  
V daném odvětví mohou část výnosů získat silní dodavatelé pro, a to zvýšením 
cen dodávaného produktu, nebo snížením jeho jakosti. Dodavatelé tak mohou zapříčinit, 
že se sníží ziskovost podnikům, které na daném trhu působí. 
 
Hrozba vstupu stávajících/nových konkurentů  
Standardně je konkurenceschopnost chápána jako konkurence mezi podniky, 
které se zabývají stejnou činností. Oblíbenými nástroji konkurenčního boje mezi 
zavedenými podniky je snižování cen, uvádění nových produktů na trh, reklamní 
kampaně nebo vylepšení služeb. 
 
Hrozba vstupu nových substitutů  
Podnik vždy soutěží jednak s konkurenty na trhu vlastních produktů, ale i se 
společnostmi, které vyrábí substituty k těmto výrobkům. Substituty plní stejnou nebo 
podobnou funkci jako výrobky či služby daného odvětví (uspokojují stejnou nebo 
podobnou potřebu odběratelů), pouze s jinými prostředky. 
Rivalita firem na daném trhu 
Je dána schopností firem změnit cenu a množství nabízeného výrobku nebo 
služeb (14). 
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1.3.3 Analýza SLEPT 
SLEPT analýza slouží k nalezení nejdůležitějších událostí, rizik a vlivů 
jednotlivých skupin faktorů (sociálních, legislativních, ekologických, politických a 
technologických). Události, rizika a vlivy, které již mají dopad na organizace nebo je 
budou do budoucna ovlivňovat. Technika SLEPT  je součástí technik používaných v 
oblasti analýzy dopadů. Většinou bývá použita jako základ analýzy vnějšího prostředí 
do analýzy SWOT (15). 
 
S - (Social - sociální) - promítnutí sociálních změn do jádra organizace, patří sem i 
kulturní vlivy (lokální, regionální, tuzemské, celosvětové) 
L - (Legal - legislativní) - vlivy tuzemské, evropské a celosvětové legislativy 
E - (Economical - ekonomické) - působení a vliv tuzemské a celosvětové ekonomiky 
P - (Political - politické) - reálné a možné působení politických vlivů  
T - (Technological – technologické) - dopady současných technologií, novinek a 
vyspělých technologií (15)  
 
Můžeme se také setkat s dalšími názvy, jako např. STEEPLED analýza, STEER 
analýza, PESTLE nebo STEP (15). 
 
1.3.4 Analýza SWOT 
SWOT analýza je známá od šedesátých let 20. Století. Jejím autorem je Albert 
Humphrey. Je založena na hodnocení vnitřních a vnějších faktorů, které mohou 
ovlivňovat úspěch organizace nebo např. proces plánování v organizaci - uvedení 
nového výrobku (služby) na trh. Podstatou analýzy je identifikace silných a slabých 
stránek, příležitostí a hrozeb zkoumaného subjektu. Na závěr se pak můžeme na základě 
informací, které jsme zkoumáním získali, formulovat strategii. Např. hledat kompromis, 
který by omezil slabiny a hrozby. Analýza SWOT je obvykle zpracována v textové 
formě nebo graficky (16). Na obrázku 8 je grafické vyjádření SWOT analýzy.   
 
Využití SWOT analýzy v praxi 
S ohledem na to, že SWOT analýza je velmi univerzální a jednou z nejčastěji 
používaných analytických technik, má v praxi velmi široké využití. Dá se použít pro 
organizaci jako celek nebo pro jednotlivé oblasti, produkty nebo jiné záměry. Ovlivňuje 
také řízení rizik, neboť definuje klíčové zdroje rizik (hrozby), pomáhá si je uvědomit a 
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podnik má tak možnost učinit případná protiopatření. Dále je zapotřebí identifikovat, 
jaké jsou vnější faktory v návaznost na analyzovaný problém (okolí podniku, okolí 
organizační jednotky) (16). 
 
 
Obrázek 8: SWOT analýza (zdroj: vlastní zpracování dle (16)) 
 
Strengths - silné stránky 
Weaknesses - slabé stránky  
Opportunities - příležitosti 
Threats - hrozby 
 
1.3.5 Analýza HOS 8 
Podstatou analýzy HOS 8 je zhodnocení osmi klíčových oblastí informačního 
systému firmy a má za cíl zjistit, jestli jsou všechny tyto oblasti na stejné, či podobné 
úrovni. Pokud nejsou jednotlivé části vyvážené, dochází k neefektivnosti celého 
systému a celkové náklady na provoz a údržbu IS jsou vyšší než u vyváženého systému. 
Méně efektivní články systému potom snižují úroveň celého systému (17). 
 
Oblasti analýzy HOS 8 
Hardware 
Tato oblast zkoumá technické vybavení firmy (hardware). 
Software 
V této oblasti je zkoumáno programové vybavení, jeho funkce, snadnosti 
používání a ovládání. 
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Orgware 
Do oblasti orgware patří pravidla pro provoz informačních systémů, doporučené 
pracovní postupy, bezpečnostní pravidla. 
 
Peopleware 
Oblast zkoumá uživatele informačních systémů. Je zaměřena hlavně na 
pracovníky z pohledu jejich povinností vůči informačnímu systému. 
 
Dataware 
Data uložená a používaná v informačním systému jsou zkoumána touto oblastí 
ve vztahu k jejich dostupnost, správě a bezpečnosti.  
 
Zákazníci 
Oblast zákazníků informačního systému. Pod pojmem zákazník si můžeme 
představit skutečného zákazníka, někoho, kdo využívá informační systém určený pro 
zákazníky, jako elektronický obchod, celý informační systém v případě, že ho 
pronajímáme zákazníkům, systém pro podporu zákazníků a podobně. Za předpokladu, 
že tomu tak není, pak pojem zákazník představuje uživatele informačního systému, je to 
tedy kterýkoli pracovník organizace, který využívá systém a jeho výstupy ke své práci. 
 
Dodavatelé 
Za dodavatele je považován ten, kdo pro organizaci zajišťuje provoz 
informačního systému. Pokud má firma zaměstnance, kteří se o provozní systém starají, 
jsou právě oni dodavateli. V případě, kdy si firma platí za zajištění provozu 
informačního systému, je pojem dodavatel chápán v tradičním smyslu.  
 
Management 
Tato oblast se zaměřuje na řízení informačních systémů ve vztahu k informační 
strategii, důslednosti uplatňování nastavených pravidel a vnímání konečných uživatelů 
informačního systému (17).  
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Stav jednotlivých oblastí 
V prvním kroku se hodnotí jednotlivé oblasti. Úroveň každé z oblastí je 
obodována na stupnici od 1 do 4, kde 1 = špatná, 2 = spíše špatná, 3 = spíše dobrá 4 = 
dobrá. 
O vyváženém systému lze hovořit tehdy, kdy všechny osy mají stejné hodnocení 
nebo maximálně tři z nich se odlišují od ostatních nejvýše o jednu hodnotu. U 
vyváženého systému můžeme přepokládat, že je to systém s optimálním poměrem 
účinnosti - přínosy / náklady. 
Nevyváženým systémem nazýváme ten, který nesplňuje výše uvedené 
podmínky. Hlavním problémem u nevyvážených systémů je, že tento systém není tak 
efektivní, což může mít na podnik negativní dopad (17). 
 
Celková úroveň informačního systému 
Celková úroveň systému vychází z jeho nejslabšího článku. Jak již bylo zmíněno 
výše, metoda vychází z předpokladu, že optimální poměr nákladů k přínosu 
informačního systému je u systémů vyvážených, tedy takových, kde jsou všechny části 
na velmi podobné úrovni, a maximálně tři posuzované oblasti se neodlišují od ostatních 
nejvýše však o jeden stupeň hodnocení (17). 
 
Doporučený stav informačního systému 
Pro každý podnik je informační systém jinak důležitý, od toho se také odvíjí 
doporučený stav informačního systému. Za předpokladu, že je informační systém pro 
firmu a její chod nezbytně nutný, bude doporučený stav systém hodnocen 4 body = 
dobrý. Pro firmy, které dokáží fungovat i bez informačního systému, ale s určitými 
komplikacemi, je doporučená úroveň 3 = spíše dobrý. Společnost, pro kterou chod bez 
informačního systému neznamená žádnou, nebo malou komplikaci, hodnotíme 2 body = 
spíše špatný (17).  
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Jak systém zlepšit 
Pokud je výsledkem metody HOS nevyvážený systém nebo systém, který 
nedosahuje doporučené hodnoty, máme na výběr ze tří základních strategií (17).  
 
Strategie útlumu 
Převyšuje-li systém nebo některá z os doporučenou hodnotu, můžeme uvažovat 
o možnosti dále nefinancovat tuto oblast či celý systém a nevěnovat této oblasti takové 
úsilí. Možností je také zvážit celkovou likvidaci systému za předpokladu, že je jeho 
úroveň nízká a zároveň není pro firmu důležitý 
 
Strategie udržení současného stavu 
Tato strategie si klade za cíl udržet současný stav informačního systému, pokud 
je systém na doporučené úrovni a je vyvážený. Po určité časové období bude udržení 
současného stavu znamenat nižší finanční náklady a menší úsilí, než bude nutná 
inovace.  
 
Strategie zlepšení, rozvoje 
Pokud pomocí metody HOS zjistíme, že systém nedosahuje doporučené úrovně 
a je nevyvážený, doporučuje se strategie zlepšení a rozvoje. Neznamená to však 
automaticky vynaložení vysokých finančních prostředků, např. při problému v oblasti 
orgware, není nutné příliš investovat, protože ve většině případů postačí pouze 
přehodnocení nastavených pravidel fungování a není nutný nákup nákladných 
komponent, jako je tomu např. v oblasti hardwaru (17). 
 
1.3.6 Analýza rizik 
Jednou ze základních analýz, které se používají při provádění plánovaných 
změn, je analýza rizik. Riziko je chápáno jako možnost vzniku ztráty nebo 
pravděpodobnost vzniku nebezpečí, kterému je nutné se vyvarovat (13, s. 47). Analýza 
rizik je „proces definování hrozeb, pravděpodobnosti jejich uskutečnění a dopadu na 
aktiva.“ (13, s. 50) Obecným postupem analýzy rizik je stanovení hranice analýzy rizik, 
identifikace aktiv, stanovení hodnoty aktiv, seskupení aktiv, identifikace hrozeb, 
analýza hrozeb, určení pravděpodobnosti jevu (13, s. 57). Aktivem je myšleno cokoliv, 
co má pro subjekt hodnotu (13, s. 52). 
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2 ANALYTICKÁ ČÁST 
V této části práce je společnost M8D s.r.o. detailně popsána a vypracovány analýzy 
vnitřního prostředí společnosti (7S), vnějšího prostředí (SLEPT, Porterova analýza), 
SWOT analýza společnosti, analýza informačního systému HOS 8 a analýza rizik. 
Podklady pro analýzy vnitřního prostředí společnosti M8D s.r.o. jsem získal 
v rámci provedených rozhovorů s jednateli a zaměstnanci společnosti a z interních dat 
se souhlasem vedení společnosti. Informace pro vypracování analýzy vnějšího prostředí 
byly vyhledány na webových stránkách dle citací.  
 
2.1 Představení společnosti  
Společnost M8D s.r.o. byla založena v lednu roku 2008 sepsáním společenské 
smlouvy dvěma fyzickými osobami, panem Tomášem Dočekalem a Ondřejem Malotou. 
Zapsáním do obchodního rejstříku společnost s ručením omezeným vznikla 8. dubna 
roku 2008.  
Společnost sídlí v Brně na ulici Svatopluka Čecha 1194/37 a její kancelář na ulici 
Příční 118/10.  
Předmět podnikání, uvedený v obchodním rejstříku při vzniku společnosti, byl 
zpracování dat, služby databank, správa sítí, reklamní činnost a marketing, poskytování 
software a poradenství v oblasti hardware a software, pořádání odborných kurzů, 
školení a jiných vzdělávacích akcí včetně lektorské činnosti, maloobchod provozovaný 
mimo řádné provozovny. Od roku 2013 předmětem podnikání je výroba, obchod a 
služby neuvedené v přílohách 1 až 3 živnostenského zákona (18).  
V současné době se společnost zabývá outsourcingem IT. Jedná se o správu 
počítačových sítí, instalaci a konfiguraci počítačových stanic, serverů, sítí a periferií, 
pravidelné zálohování a zabezpečení dat, výběr vhodného poskytovatele a připojení k 
internetu, instalaci a aktualizaci software (operační systémy, antivirové systémy), 
správu a údržbu informačního systému, servis, poradenství, konzultace a podpora (19). 
Společnost M8D s.r.o. zaměstnává tři IT techniky. Pro ostatní služby spojené 
s chodem společnosti využívá outsourcingu, a to na služby programátorské, účetní a 
úklidové. 
M8D s.r.o. spravuje počítačovou infrastrukturu 34 malým a středním firmám nebo 
institucím. Pro představu se jedná o správu cca 650 počítačů a dalších zařízení 
potřebných pro chod počítačových sítí. 
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2.2 Analýza 7S  
Pro určení a hodnocení kritických faktorů organizace nebo také faktorů úspěšné 
firmy je v této práci využita analýza 7S, která se skládá ze sedmi faktorů – strategie, 
organizační struktura, systémy, styl, spolupracovníci, schopnosti a sdílené hodnoty. 
 
Strategie  
Vizí společnosti je být dobrým partnerem pro všechny, kteří k dosažení úspěchu 
využívají informační a komunikační technologie. Dlouhodobým cílem společnosti je 
zvýšení počtu spravovaných firem o 40% v Brně a blízkém okolí do roku 2020. 
Společnost je nyní v situaci, kdy počet firem pod její správou odpovídá 
kapacitním možnostem pro naplnění všech smluvních ujednání a to za předpokladu 
nasazení veškerého personálu M8D s.r.o. a bez výskytu nenadálých událostí. Vedení se 
stará o chod společnosti, jedná se zákazníky a dodavateli, zadává úkoly zaměstnancům 
a také pomáhá IT technikům s řešením požadavků od zákazníků vzhledem k velkému 
množství požadavků a jejich náročnosti na čas i znalosti. Představa jednatelů je taková, 
že se vedení bude zabývat budováním vztahů se zákazníky a dodavateli, marketingem a 
strategickým řízením společnosti. Vedením týmu IT techniků bude pověřena jednateli 
zkušená osoba, která bude zastávat některé dřívější činnosti jednatelů. Bude se jednat o 
zadávání a kontrolu úkolů IT technikům, poradenství při řešení požadavků, hodnocení 
výkonu techniků, vypracování reportů o stavu plnění stanovených cílů.  
Ke zlepšení stávající situace společnosti jsou její majitelé ochotni investovat svůj 
čas, znalosti a finanční prostředky.      
 
Organizační struktura 
Společnost má štíhlou organizační strukturu s jedním stupněm řízení, kde ve 
vedení společnosti jsou dva jednatelé a pod nimi IT technici. Komunikace probíhá 
vertikálně i horizontálně mezi vedením a zaměstnanci několika různými komunikačními 
kanály (ústní formou, komunikací přes mobilní telefon, chat ICQ, emailovou 
komunikací, nebo přes informační systém). Často dochází při komunikaci k odlišné 
specifikaci úkolů mezi jednateli směrem k zaměstnancům v rámci řešení požadavků 
klientů. 
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Následující obrázek 9 znázorňuje organizační strukturu společnosti M8D s.r.o. 
 
 
 
 
 
 
Obrázek 9: Organizační struktura (zdroj: vlastní zpracování) 
Systémy 
Vedení a zaměstnanci ke své práci využívají informační systém Help Desk, 
Zákazník, který potřebuje vyřešit svůj požadavek, zašle na email společnosti M8D s.r.o. 
zprávu, ve které specifikuje svůj problém týkající se IT. Tato zpráva se automaticky 
zobrazí v informačním systému Help Desk, kde ji převezme k vyřízení IT technik. Ten 
pomocí vzdáleného přístupu, popř. telefonicky požadavek zákazníka vyřídí. Evidenci 
klientů společnost vede pomocí programu Excel, kde jsou shromážděny přístupové 
údaje k uživatelským účtům zákazníků, jejích kontakty, přístupové údaje 
k infrastruktuře a technickému vybavení. Evidence není pravidelně aktualizována a 
dochází k tomu, že technik musí složitě a zdlouhavě informace získávat z jiných zdrojů.   
Společnost má dobře propracovanou reklamu jak v tištěné tak elektronické 
formě. Na webových stránkách při vyhledávání klíčových slov (např. IT správa Brno) je 
společnost vyhledána v pořadí do desátého místa (SEO). Podrobnější informace o 
systémech společnosti M8D s.r.o. se nachází v kapitole 2.6.    
 
    Styl  
Jednatelé aplikují demokratický styl řízení, kdy mají pracovníci možnost 
vyjádřit svůj názor. Ten pak jednatelé respektují. V případě, že má zaměstnanec osobní 
problém, pak je řešen s vedením důvěrně a v soukromí, nikoliv před spolupracovníky. 
Pracovníci se chovají zodpovědně a to jak ve vztahu k zákazníkům tak i k sobě samým.   
  
Spolupracovníci 
Nadřízení a podřízení tvoří dobrý pracovní kolektiv. Někteří zaměstnanci pracují 
pro firmu déle než 5 let. Po dobu působnosti společnosti došlo k odchodu a příchodu 
jednoho zaměstnance. Spolupracovníci jsou si ochotni při řešení problému poradit a 
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jsou loajální i vůči nadřízeným. Ti naopak vycházejí vstříc svým podřízeným. Na 
pracovišti vládne přátelská atmosféra, díky které nevznikají konflikty.   
 
Schopnosti  
Pracovníci mají všeobecný rozhled v oblasti IT. Ve svém volném čase se stále 
vzdělávají a sledují nové trendy. Mnohdy jejich osobní znalosti převyšují ty znalosti, 
které potřebují pro výkon svého povolání. Většina zaměstnanců dosáhla 
vysokoškolského vzdělání a jejich zkušenosti v oblasti IT byly získány dlouholetou 
praxí i u předchozích zaměstnavatelů nebo přímo v M8D s.r.o.  
 
Sdílené hodnoty 
Společnost M8D s.r.o. si zakládá na spolehlivosti, ověřené kvalitě, pružnosti a 
rychlosti řešení požadavků svých klientů. Dále ctí zásady slušného chování jak při 
verbální tak i neverbální komunikaci. Při osobním setkání s klienty je vyžadován 
formální oděv a pro svou prezentaci využívá propagační materiály s logem firmy. 
Společnost odměňuje své zaměstnance a VIP zákazníky dárkovými balíčky a firemními 
kalendáři. V rámci sounáležitosti se zaměstnanci se vedení společnosti aktivně podílí na 
řešení požadavků od zákazníků. 
 
2.3 Porterova analýza 
 
Vyjednávací síla odběratelů 
Služby společnosti M8D s.r.o. nejvíce využívají brněnské malé a střední firmy, 
které využívají informační technologie pro svoji každodenní činnost. Tyto firmy si 
většinou nemohou dovolit zaměstnávat IT specialisty a tak využívají tzv. outsourcingu 
IT společnosti M8D s.r.o., která jim v případě nahodilé události pomocí vzdáleného 
přístupu, nebo osobně problém odstraní. Firmám, se kterými společnost M8D s.r.o. 
dlouhodobě spolupracuje, nabízí možnost odložení splatnosti faktur až o jeden měsíc. 
V případě, kdy si službu objedná nová firma popřípadě fyzická osoba, je vyžadována 
platba ihned po poskytnutí služby nebo vystavení faktury se splatností do 14 dnů. 
Společnost má dobře diverzifikované portfolio zákazníků, kde není dominantní 
odběratel, který by využíval svého postavení při nastavení parametrů obchodní 
spolupráce.     
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Vyjednávací síla dodavatelů 
Hlavním dodavatelem počítačových komponentů a softwaru je brněnský 
distributor 100Mega s.r.o., který je zároveň dlouholetým obchodním partnerem 
společnosti M8D s.r.o. Dalšími obchodními partnery jsou Microsoft, Dell, VMWare a 
Kerio. S těmito firmami spolupracuje více jak pět let. Společnost 100Mega s.r.o. si 
firmy M8D s.r.o. cení natolik, že jí umožnila využívat otevřeného účtu a objednané 
položky hradit vždy k poslednímu dni v měsíci. Dodavatelé jsou sice v silnějším 
postavení, ale vzhledem k počtu hráčů na trhu si nemohou dovolit vytvářet tlak na 
odběratele, tudíž i přes jejich velikost je jejich síla zanedbatelná, protože firma může 
kdykoliv změnit dodavatele softwaru a hardwarových komponent. 
 
Hrozba vstupu nových konkurentů 
V posledních letech vzniká spousta nových společností v Brně a okolí 
zabývajících se správou IT, i když je trh poměrně nasycen. Firmy se snaží hledat 
mezery na trhu. V Brně se budují nové technologické parky, do kterých se stěhují velké 
české i zahraniční firmy s vysokým kapitálem nabízejících nízké ceny IT služeb. Je tak 
poměrně těžké těmto společnostem konkurovat. Společnost M8D s.r.o. dokáže 
konkurovat ostatním firmám nabídkou kvalitních služeb za přijatelné ceny, díky nízkým 
provozním nákladům a dobrým vztahům s dodavateli. Firmám, kterým poskytuje 
služby, nabízí různé benefity ve formě množstevních slev a nižších paušálních plateb. 
 Do budoucna se dá očekávat další vznik nových firem, vzhledem k produkci 
odborníků z řad vysokých škol.   
.  
Hrozba vstupu nových substitutů 
V současné době začínají firmy využívat tzv. cloud computing, kde si 
pronajímají počítačový výkon, software a datový prostor. Ušetří tak finanční prostředky, 
které by jinak musely vynaložit na pořízení a provoz nákladného hardware a software. 
Cloud computing by mohl v budoucnosti ohrozit menší společnosti, které se zabývají 
správou IT.  
 
Rivalita firem na daném trhu v současnosti 
V současnosti existuje v Brně a okolí několik desítek firem, které mají podobné 
zaměření jako společnost M8D s.r.o. Za největší konkurenty by se daly považovat 
společnosti Webstep, Luxart, STYXEN a Qnet. Tyto firmy se snaží konkurovat cenou a 
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nabídkou většího portfolia služeb. Dochází k tomu, že i stálý a spokojení zákazníci 
přechází ke konkurenci, která nabízí nižší cenu služeb na úkor kvality.  
 
2.4  SLEPT analýza 
 
Sociální faktory 
Za sociální faktory lze považovat počet obyvatel (Brno 377440 obyvatel), počet 
ekonomických subjektů (Brno 116 067), míra nezaměstnanosti (Brno 8,0%) (20). Dále 
je to životní úroveň obyvatel, která je v Brně a okolí vysoká. Průměrná hrubá mzda 
v České republice je 26 287 Kč (21). 
 
Legislativní faktory 
Prvního ledna 2014 se stal účinným nový občanský zákoník konkrétně Předpis č. 
90/2012 Sb. Zákon o obchodních společnostech a družstvech (zákon o obchodních 
korporacích), ze kterého vyplývají společnostem nové povinnosti. Došlo ke snížení 
částky nutné pro založení společnosti s ručením omezeným na jednu korunu základního 
kapitálu. V případě, že se společnost se základním kapitálem 1 Kč dostane do konkurzu, 
věřitelé této společnosti mají nárok pouze na tuto jednu korunu (22). 
Společnosti, které pracují s osobními údaji zaměstnanců nebo zákazníků se musí 
řídit zákonem o ochraně osobních údajů a o změně některých zákonů, předpisem č. 
101/2000 Sb (23).  
Od poloviny roku 2016 vejde v platnost zákon o elektronické evidenci tržeb. 
Živnostníci a společnosti si budou muset pořídit technické vybavení, které bude 
připojené k internetu a bude zajišťovat pomocí aplikace přeposílání transakcí tržeb 
finančnímu úřadu (24).  
 
Ekonomické faktory 
Mezi ekonomické faktory řadíme vývoj hrubého domácího produktu, který se 
zvýšil oproti roku 2013 z -0,9% na 2,5% v roce 2014. K 30. 9. 2015 je HDP na 4,6% v 
ČR. Cenu zboží IT ovlivňuje kurz dolaru při nákupu z USA. Kurz USD/CZK se od 
dubna do konce září 2015 drží mezi 24 a 25 Kč (24,2 Kč k 30. 10. 2015) (25).  Tržby v 
sektoru informačních a telekomunikačních technologiích vzrostly v 1. čtvrtletí 2015 o 
4,6 % v ČR. Podíl na tomto růstu měly sektory telekomunikací (o 3,1 %) a 
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informačních technologií (o 5,1 %) zahrnujících poradenskou činnost v oblasti IT, 
správu počítačových sítí a programování.  To svědčí o růstu ekonomiky. Český trh se 
dostal z hospodářské recese. Firmy, které překonaly tuto recesy, nyní investují do 
nových technologií, aby zůstaly konkurenceschopnými na trhu. Hypoteční úrokové 
sazby jsou na svých minimech (kolem 2,5% k 30. 9. 2015) a je tedy vyšší poptávka po 
hypotékách. Lidé staví nové domy, zavádí do nich internetové připojení, budují IT 
infrastrukturu a nakupují potřebný hardware (PC, notebooky, modemy, routery, switche 
atd.). Tuto spotřebu určuje také zvyšující se průměrná mzda a míra inflace, která se 
pohybuje kolem 0,4%.  Je pravděpodobné, že poptávka po IT a služby s tímto spojené, 
bude i v budoucnosti růst (21).      
 
Politické faktory 
V České republice dochází v poslední době k častým změnám ve vedení státu. 
Časté výměny ministrů, náměstků a vedení ve státních firmách, nepřispívá ke 
stabilnímu chodu státu. Nové vedení znamená nový pohled na řízení státu a schvalování 
nových zákonů, zejména daňových. Toto nejvíce ovlivňuje podnikatelskou sféru při 
plánování dlouhodobých strategií hlavně plánování nových investic. Tyto změny také 
negativně ovlivňují obchodování na burzách, kde dochází ke snižování cen akcií. 
Podnikatelé tak přichází o výdělky ze svých investic například do kapitálových fondů.  
 
Technologické faktory 
Technický pokrok v informačních technologiích jde rychle dopředu a je vysoce 
pravděpodobné, že technologie dnes budou nahrazeny v několika dalších letech 
vyspělejšími. Je tedy zapotřebí se neustále vzdělávat a sledovat aktuální novinky a 
trendy v oblasti IT. Novým trendem v IT se stává cloud computing.  
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2.5 SWOT analýza 
Získané informace z provedených analýz (7S, Porter, SLEPT) jsou použity při 
sestavení SWOT analýzy, která slouží k identifikaci silných, slabých stránek, příležitostí 
a hrozeb. Výsledná SWOT analýza je zpracována v tabulce 1. 
 
 
Tabulka 1: SWOT analýza společnosti (zdroj: vlastní zpracování) 
             SWOT analýza společnosti 
V
n
itřn
í p
ro
střed
í 
Silné stránky Slabé stránky 
 znalosti zaměstnanců 
 kvalitní reklama prostřednictvím 
internetu a propagačních materiálů 
 podpora investic od vedení  
 počet spravovaných firem odpovídá 
kapacitním možnostem M8D s.r.o. pro 
naplnění všech smluvních ujednání  
 odlišná specifikace úkolů mezi 
jednateli směrem k zaměstnancům 
v rámci řešení požadavků klientů 
 
V
n
ější p
ro
střed
í 
Příležitosti Hrozby 
 zvýšení podílu v poskytování IT 
služeb v Brně a okolí 
 příliv nových zákazníků vlivem 
nárůstu podnikatelských subjektů v 
Brně 
 nákup technologicky vyspělejšího 
IT vybavení pro zvýšení 
konkurenceschopnosti  
 odliv stávajících zákazníků ke 
konkurenci 
 zvýšení cen hardware  
 snížení poptávky po IT službách 
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2.6 Současný stav IS 
Popis současného stavu informačního systému je pro přehlednost rozdělen do 
klíčových oblastí (Hardware, Software, Orgware, Peopleware, Dataware, Bezpečnost). 
 
2.6.1 Hardware 
Počítačová síť 
Počítačová síť je rozprostřena ve druhém a třetím patře objektu. Ve druhém 
patře sídlí vedení, které má k dispozici kancelář, zasedací místnost, kuchyňku, a toaletu. 
Místnosti a počítačová síť v tomto patře byly nedávno rekonstruované dle představ 
vedení. Ve třetím patře sídlí IT technici. Využívají kancelář s rozlohou 60m2 charakteru 
open space, chodbu s kuchyňkou, sklad a toaletu. V tomto patře, které je zároveň 
podkrovím se zkosenou střechou, se nachází nevyužívané místnosti s celkovou rozlohou 
80m2 určené k pronájmu. Veškeré místnosti jsou klimatizovány. Počítačová síť je 
tvořena kabelážním systémem a aktivními síťovými prvky. 
 
Kabelážní systém 
Do technické místnosti suterénu budovy je přiveden poskytovatelem optický kabel 
s internetem. Odtud je internet rozveden UTP kabelem do jednotlivých pater. Rychlost 
připojení je 100Mbit/s. Kabel je tažen ve zdech v tzv. husích krcích. Do třetího patra je 
kabel přiveden do místnosti s názvem sklad o rozloze 6m2. Zde je kabel zakončen v 
datové zásuvce umístěné 30cm nad podlahou. Ze zásuvky je tažen UTP kabel ve žlabu 
do kanceláře k routeru. Žlab je sestaven z dřevotřískových desek a vede v něm kabeláž 
s elektrikou a metalická kabeláž UTP kategorie 5E. Tento žlab je veden u podlahy pod 
zkosením střechy po celé délce kanceláře. Na tomto žlabu jsou umístěné aktivní síťové 
prvky router, wifi router a switche, ze kterých vede kabeláž k počítačům techniků. Ze 
switche vede kabel, přivádějící internet, do druhého patra ke switchi, umístěném 
v rozvaděči v kanceláři jednatelů. Veškerá metalická kabeláž není označená ani k ní 
neexistuje technická dokumentace. Kabely jsou v mnoha případech spleteny dohromady 
a není patrné, odkud a kam vedou. Postupným přemísťováním jednotlivých pracovišť 
techniků docházelo k častému připojování nových kabelů zejména pro větší počty 
počítačů určených k testování. Tyto kabely nebyly označeny ani nikde evidovány. 
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Aktivní síťové prvky 
Router 
MikroTik RouterBOARD RB493AH je Gbitový směrovač s osmi porty pro 
LAN a portem pro WAN, výkoným procesorem 680 MHz a operační pamětí 128MB 
RAM a podporou technologie POE. 
 Do portu WAN je zapojen UTP kabel s internetovým připojením. Dva porty 
LAN slouží k připojení dvou switchů SMC GS16 a 2 porty k připojení dvou IP kamer 
Vivotek IP7131. Na routeru je nastaven firewall.      
 
2x Switch 
 SMC GS16 je Gbitový přepínač se šestnácti porty, maximální přenosovou 
rychlostí 32Gbit/s a spotřebou energie 15,8W, určený pro rackové skříně.  
 Switche jsou připojeny k routeru RB493AH pomocí UTP kabelů. K ostatním 
portům jsou připojené UTP kabely vedoucí k počítačům nebo kabely nejsou zapojeny a 
jsou volně položeny na podlaze. 
 
Wifi přístupový bod  
TP-LINK TL-WR743ND je bezdrátový router AP/klient se čtyřmi porty porty 
10/100 Mbit/s LAN a jedním portem 10/100 Mbit/s WAN. Maximální přenosová 
rychlost je  150Mbit/s a frekvence 2,4 GHz. Tento router je možné napájet přes POE.  
Přístupový bod vysílá SSID pro připojení firemních zařízení a hostované SSID 
pro zákazníky, kteří se chtějí připojit k wifi. Připojení wifi je nestabilní a dochází 
k častým výpadkům připojení.    
        
Koncová zařízení 
Všechna koncová zařízení kromě, tiskáren a IP kamer se nachází v kanceláři. 
Počítače 
Každý IT technik má k dispozici stolní počítač, který mu slouží k výkonu práce.  
Počítače byly zakoupeny v roce 2013 a každý z techniků si je postupně upravuje dle 
svých představ a dostupných dílů především z firemního skladu. Pro práci IT technika 
počítače plně vyhovují.  
Dále má každý technik k dispozici poskládaný počítač určený pro testování 
hardwaru a softwaru. Z důvodu malého počtu počítačů v síti společnost nemá připojeny 
zařízení k doméně. Počítače si spravují a udržují technici sami.    
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Notebooky 
3x DELL E5410  s procesorem Intel Core i5 520M, operační pamětí 8GB, 
harddiskem 320GB, grafickou kartou Intel HD Graphics a operačním systémem 
Windows 7 Professional. 
Tyto notebooky IT technici využívají ke své práci v kanceláři a na firemních výjezdech.   
 
2x Notebook DELL Inspiron 15 3000 s procesorem i7-5500U, operační pamětí 
8GB, harddiskem 1TB, grafickou kartou nVidia GT840M 2GB a operačním systémem 
Windows 8.1. Jedná se o notebooky využívané výhradně jednateli společnosti.    
 
Server 
DELL PowerEdge T110 s procesorem Intel Xeon QC E3-1220, operační pamětí 
8GB RAM a disky 4x1TB WD RE. 
Server slouží jako záložní pro případ, že ve firmě pod správou společnosti dojde 
k situaci, že tamní server bude nefunkční. Na záložní server se přemigrují data ze záloh 
a po dobu opravy nebo než se pořídí nový, zůstane server u zákazníka.  
 
Server 
Dell PowerEdge R220 s procesorem Intel Xeon E3-1220 v3, operační pamětí 
8GB RAM, rackový server.  
Server není zapojen a nyní nemá využití. Neobsahuje pevné disky.  
 
2x IP kamera 
Vivotek IP7131 s maximálním rozlišením 640 x 480 bodů, napájením přes POE.  
Kamery jsou umístěny na chodbě před vstupem do kanceláře IT techniků. Jedna 
zabírá vstup do výtahu a druhá vchodové dveře ze schodiště. Kamery zabírají veškeré 
vstupní prostory do kanceláře. Ke kamerám jsou přivedeny UTP kabely, přes která 
proudí data i napájení. Kamery nahrávají záznam pouze při pohybu osob.     
 
Datové úložiště  
Synology DiskStation DS413j s procesorem 1.6GHz, operační pamětí 512MB, 
4x harddisky WD 1000 Red, porty pro GLAN a 2xUSB 2.0. 
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Společnost jej využívá pro ukládání firemních dokumentů, ukládání instalačních 
souborů, záznamů z kamer. Data z tohoto úložiště jsou jednou týdně automaticky 
zálohována na datové úložiště umístěné mimo kancelář. 
 
Multifunkční barevná tiskárna 
Konica Minolta C20 je síťová laserová barevná tiskárna, kterou využívají 
technici i vedení pro tisk, skenování a kopírování dokumentů. Tiskárna je umístěna na 
chodbě před kanceláří techniků.   
 
Černobílá tiskárna  
HP LaserJet P2055 je síťová černobílá laserová tiskárna umístěná ve druhém 
patře v kanceláři vedení. Tuto tiskárnu využívají pouze jednatelé společnosti.  
 
Záložní zdroje 
UPS záložní zdroj elektrické energie jsou využívány při výpadku elektrického 
proudu v budově. Na tyto UPS jsou napojeny router, switche, wifi router a datové 
úložiště. Zařízení pod napájením z UPS vydrží v chodu dvě minuty.   
  
Telefony  
Každý technik má k dispozici firemní mobilní telefon Samsung S3 s neomezeným 
voláním, zasíláním textových zpráv a přístupem k internetu. Kontakty jsou 
synchronizovány s kerio connectorem. Výdrž baterie je nízká a občas dochází 
k samovolnému vypnutí nebo seknutí telefonu.    
 
Společnost disponuje velkým množstvím náhradních dílů k hardwaru, který je 
uložen ve skladu v suterénu budovy. Jednotlivé náhradní díly nejsou evidovány, a proto 
jejich přesný stav není možné určit. Jedná se o funkční použité i nové komponenty 
počítačů a notebooků, servery, datový rozvaděč, tiskárny, scannery, routery, switche, 
kabeláž.        
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2.6.2 Software 
Informační systém Help Desk 
Nejdůležitější software ve společnosti, který je denně používán všemi 
zaměstnanci i vedením je software s názvem Help Desk. Je primárně určen pro práci 
s příchozími požadavky od stávajících klientů spravovaných firem i klientů nových. 
Dále je zde evidována docházka zaměstnanců. Jedná se o software vyvinutý na míru 
společnosti M8D s.r.o. externí programátorskou firmou sídlící na totožné adrese jako 
M8D.s.r.o. Obě společnosti spolu dlouhodobě spolupracují a jsou si navzájem 
prospěšné. Mezi jednateli M8D s.r.o. a programátorem je dohoda, že si budou 
vypomáhat ve formě protislužby bez nároku na peněžní odměnu. Kritéria výběru této 
společnosti pro dodání software byla spolehlivost dostupnost a nízká cena nabízených 
služeb. Tento software byl vyvinut a uveden do provozu v roce 2011. Během provozu 
byl několikrát upravován pro potřeby uživatelů. 
Help Desk je provozován na pronajatém virtuálním serveru platformy FORPSI 
cloud v datovém centru. Důvodem tohoto řešení je rychlá a stabilní konektivita, vysoký 
výkon serveru a SSD úložiště a zajištěná bezpečnost. Komunikace na webu probíhá na 
zabezpečeném protokolu https. K Help Desku přistupují uživatelé pomocí webového 
prohlížeče. Uživatelské rozhraní a funkce Help Desku jsou popsány v kapitole 2.7.         
        
Logmein Central Basic 
Druhým nejvíce využívaným softwarem je Logmein. Jedná se o program pro 
vzdálenou správu přes internet. Pomocí něj se lze připojit ke vzdálenému zařízení. 
Technik má na svém počítači nebo notebooku nainstalován Logmein pro centrální 
správu, pomocí kterého se připojuje k počítačům ve spravovaných firmách. Ty mají 
nainstalovány program Logmein client. Je možné provádět vzdálené připojení i přes 
webové rozhraní.       
 
Operační systémy  
Společnost disponuje licencemi k operačním systémům Windows XP, Windows 
7, Windows 8 ve všech možných variacích Home, Professional a Ultimate. Dále má 
k dispozici operační systémy Unix a jejich variace.      
 
 
 
47 
 
Kerio connector  
Pro emailovou komunikaci využívá společnost software Kerio connecto, který je 
svázán s Outlookem. Je možné zasílat emaily z Outlooku nebo webového rozhraní 
Kerio. Kerio connector je využíván k ukládání kontaktů jednotlivých zákazníků. 
Součástí je i kalendář, do kterého zaměstnanci i vedení zapisují důležité události. Kerio 
je provozován v pronajatém cloudu v datovém centru. 
 
PRTG 
Software, který je používán  společností pro monitoring počítačových sítí 
spravovaných firem. V případě chybového stavu software odesílá zprávy na firemní 
email o stavu monitorované sítě.    
  
VMWare ESXi 5.5 
M8D s.r.o. disponuje licencí VMWARE ESXi verze 5.5 pro virtualizaci serverů 
a počítačů. V současné době ho firma nevyužívá.    
 
Kancelářský balík 
Technici i vedení využívají na svých počítačích i noteboocích Microsoft Office 
2013 pro podnikatele. Balík obsahuje aplikace Word 2013, Excel 2013, PowerPoint 
2013, Outlook 2013 a OneNote 2013. 
 
2.6.3 Orgware 
Jednatelé i zaměstnanci postupují při práci většinou dle svého uvážení a 
nasbíraných zkušeností nikoliv jasně určených a definovaných pracovních postupů. 
Vedení dává prostor svým zaměstnancům, aby řešili úkoly svépomocí a hledali 
možnosti řešení ze všech dostupných informačních zdrojů.    
Po nástupu do zaměstnání nový zaměstnanec neprochází procesem zaškolení. 
Dostává prostor a čas od vedení, aby si vše vyzkoušel a naučil sám nebo od kolegů. 
Novému zaměstnanci může trvat až 3 a více měsíců než je schopen samostatně a 
plnohodnotně řešit požadavky klientů. V poslední době se školení nebo zaškolování 
nových zaměstnanců neprovádí, protože vedoucí a zaměstnanci jsou zaneprázdněni 
řešením příchozích požadavků od klientů.        
Společnost nemá vypracované pracovní postupy, krizové plány, které by byly 
dostupné pro všechny zaměstnance.  
48 
 
2.6.4 Peopleware 
Jednatelé i zaměstnanci disponují dobrými znalostmi v oboru IT. Jejich vzdělání 
je uvedeno níže v tabulce 2 a jejich stěžejní znalosti potřebné pro plynulý chod 
společnosti v tabulce 3. 
 
Tabulka 2: Vzdělání osob ve firmě (zdroj: vlastní zpracování) 
Vzdělání osob ve firmě  
pracovník střední škola vysoká škola / vyšší odborná škola 
jednatel 1 strojní průmyslová nedokončené VŠ - zaměření informatika 
jednatel 2 střední elektrotechnická  
nedokončené  VŠ - zaměření 
elektrotechnika 
IT technik 1 
správa počítačových 
sítí 
vysokoškolské prvního stupně - 
manažerská informatika 
IT technik 2 strojní průmyslová  vyšší odborné - zaměření elektrotechnika 
IT technik 3 
správa počítačových 
sítí 
vysokoškolské prvního stupně - 
manažerská informatika 
 
Tabulka 3: Stěžejní znalosti pracovníků potřebné pro plynulý chod společnosti (zdroj: 
vlastní zpracování) 
Stěžejní znalosti pracovníků potřebné pro plynulý chod společnosti 
pracovník  znalost 
jednatel 1 odborná znalost virtualizace a OS Linux 
jednatel 2 odborná znalost zabezpečovacích systémů 
IT technik 1 odborná znalost v systému AURA  
IT technik 2 odborná znalost síťového provozu a jeho zabezpečení 
IT technik 3 odborná znalost kancelářských aplikací 
 
2.6.5 Dataware 
Data, se kterými pracují zaměstnanci i vedení, získávají z více dostupných 
zdrojů. Data související s příchozími požadavky jsou ukládána v emailové 
schránce Kerio connectoru a Help Desku, který si emaily stahuje do své databáze. Data 
z Help Desku jsou využívána při přípravě podkladů pro externího účetní. Data se musí 
kopírovat ručně z předem vyfiltrovaného seznamu.  Přímý export dat do textové podoby 
Help Desk neumožnuje. 
Údaje o spravovaných firmách, které se nejvíce využívají při vzdálené správě 
klientských počítačů, jsou uložené na datovém úložišti Synology DS413j a jsou 
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zpracované ve formě excelových tabulek. Tyto údaje nejsou dostatečně přehledné, 
nejsou mezi sebou provázané, nejsou pravidelně aktualizovány a některé jsou duplicitní. 
Údaje jsou sdílené a lze k nim přistupovat několika způsoby. Přes webové rozhraní, 
pomocí vytvořené síťové jednotky, nebo cloudu. 
 Na datovém úložišti má každý technik i jednatel svůj účet a vyhrazené místo, 
kam si může ukládat osobní data. Obvykle si osobní data ukládá na svůj firemní počítač, 
notebook nebo flash paměť.   
Dalšími daty uloženymi na Synology DS413j  jsou instalační programy.   
Jedná se o operační systémy a diagnostické nástroje a programy využitelné při vzdálené 
správě.    
 
2.6.6 Bezpečnost 
Fyzické zabezpečení 
 Vstupní dveře v přízemí budovy jsou opatřeny bezpečnostními zámky. Během 
dne jsou odemčeny, ale pro vstup je nutné mít klíč nebo po zazvonění na domovní 
zvonek osoba v objektu otevře přes domovní telefon. Okolí budovy je monitorováno 
kamerovým systémem, ke kterému má přístup správce budovy. Chodba před 
kancelářemi IT techniků je monitorována kamerovým systémem. Oprávnění k nahlížení 
do kamerových záznamů mají pouze jednatelé. Vchodové dveře do kanceláře jsou 
bezpečnostní. Veškeré vybavení v kanceláři je přístupné všem technikům včetně 
aktivních síťových prvků volně položených na parapetním žlabu.      
 
Informační bezpečnost 
Přístupy k jednotlivým koncovým zařízením, síťovým prvkům, datovému 
úložišti a softwaru (Help Desk, Logmein, Kerio connector, operační systémy) jsou 
chráněny přihlašovacím jménem a heslem. Komunikace mezi softwarem provozovaným 
v cloudu datového centra a firemními počítači probíhá na zabezpečeném protokolu 
https. Přístup z internetu do firemní sítě je chráněn firewallem routeru. Připojení přes 
wifi k firemní síti je možné pouze přes firemní SSID. Hosté mohou se připojit pouze 
k internetu přes SSID hosté s unikátním heslem. Provoz na bezdrátové síti je šifrován 
pomocí WPA2. Všechny používané počítače a notebooky mají nainstalován a 
aktualizován antivirový program ESET Endpoint Antivirus 6. Zálohování PC si každý 
technik provádí samostatně. Aktivní síťové prvky jsou připojeny k záložním zdrojům.   
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2.7 Popis informačního systému Help Desk 
Systém Help Desk bude zde popsán z hlediska jeho funkcí a uživatelského 
prostředí.  
 
Přihlášení do systému  
Přihlášení do Help Desku se uskutečňuje přes webové rozhraní. Po zadání adresy 
do webového prohlížeče se načte formulář pro vyplnění přihlašovacích údajů 
k uživatelskému účtu, jakými jsou přihlašovací jméno a heslo (uživatelský účet vytváří 
pouze administrátor systému a přihlašovací údaje zasílá uživateli). Po stisknutí tlačítka 
přihlásit systém tyto údaje ověří a v případě správných údajů uživatele přihlásí. 
V případě nesprávných údajů vybídne uživatele k opětovnému přihlášení v jiném 
formuláři. Formulář obsahuje totožné údaje jako formulář předchozí s dalším tlačítkem 
(Máte problém s přihlášením?). Uživatel se zde může standardně přihlásit svými 
přihlašovacími údaji, nebo kliknout na výše zmíněné tlačítko, které ho přesměruje na 
nový formulář, kde je možné zadat uživatelské jméno a email. Po potvrzení těchto údajů 
bude na zmíněný email odesláno nově vygenerované heslo. Email systém odešle pouze 
v případě, že uživatelské jméno a kontaktní email byl zadán správně. Systém ověří 
údaje s údaji uloženými v databázi, které byly vytvořeny při zakládání nového účtu 
administrátorem. Práce s Help Deskem včetně přihlašování probíhá na zabezpečeném 
protokolu https.  
 
Prostředí Help Desk 
Po přihlášení ke svému účtu se načte úvodní strana Help Desku, která je 
rozdělena do třech hlavních částí (záhlaví, postranní menu a obsahová část).  
 
Záhlaví       
V záhlaví se nachází osm tlačítek. V levé části záhlaví jsou to tlačítka 
Dashboard, emaily, zprávy, menu, nový záznam a v pravé části časovače, uživatel a 
nastavení. 
Tlačítko Dashboard slouží jako odkaz na titulní stránku. Po kliknutí na emaily se 
v obsahové části zobrazí veškeré příchozí emaily od klientů. Tyto emaily jsou řazeny 
chronologicky podle data a času přijetí jako jednotlivé položky. Každá položka 
obsahuje ID, název, čas přijetí, odesílatele. Tyto položky lze upravovat, vymazat, nebo 
51 
 
po kliknutí na tlačítko náhled umístěném přímo na položce zobrazit jeho detail. Emaily 
lze filtrovat podle ID, názvu, času přijetí, odesílatele, nebo vyhledávat dle zadání 
klíčových slov. 
 Dalším tlačítkem jsou zprávy. Zde se ukládají zprávy (emaily), které klienti 
odesílají jako odpověď na notifikaci, kterou systém automaticky vygeneruje při změně 
stavu požadavku. Jestliže klient zašle zprávu, v Help Desku se v záhlaví k tlačítku 
zprávy přidá červené upozornění s počtem nových zpráv. Zprávy jsou řazeny podobným 
způsobem jako emaily s rozdílem, kdy u zpráv se zobrazuje navíc její obsah. 
Čtvrtým tlačítkem v pořadí je Menu. Při kliknutí na toto tlačítko se postranní 
menu otevře nebo skryje. Skrytím menu se automatický zvětší plocha obsahové části. 
Další tlačítko slouží k vytvoření nového záznamu. Při kliknutí se rozevře nabídka na 
vytvoření nového záznamu (firma, osoba, projekt, požadavek, úkol, doména, činnost, 
časovač).  
V pravé části záhlaví je první tlačítko Časovače. Po kliknutí na časovače se 
v obsahové části objeví seznam s časovači u rozpracovaných požadavků IT technika. Ke 
každému požadavku je nutné spustit Časovač, aby bylo možné určit, jak dlouho IT 
technik na požadavku pracoval. Časovač lze vytvořit a přiřadit k požadavku, spustit, 
zastavit, editovat a také smazat.  
Další tlačítko v pořadí je uživatel. Po kliknutí se rozevře seznam s jednou 
položkou a to je odhlášení z Help Desku.     
Posledním tlačítkem v záhlaví je Nastavení. Podobně jako v předchozím případě 
je po kliknutí rozevřen seznam s položkou. Jedná se o položku Můj profil, kde je možné 
měnit základní údaje jako je jméno, příjmení, email, uživatelské jméno a heslo 
s možností změny. 
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 Uživatelské prostředí Help Desku, konkrétně úvodní strana po přihlášení je 
znázorněna na obrázku 10.  
 
 
Obrázek 10: Help Desk – Dashboard (zdroj: převzato z (19)) 
 
Postranní menu           
Důležitou částí Help Desku je postranní menu. Zde se nachází jméno 
přihlášeného uživatele, stav přihlášení uživatele (online, offline) a položky Dashboard, 
Organizace, Přehledy a Nastavení. Po kliknutí jednotlivé položky se v obsahové části 
objeví informace, které daná položka skrývá pod svým názvem.  
Položka Dashboard slouží jako odkaz na úvodní stranu stejně jako tlačítko 
v záhlaví. Na úvodní straně v obsahové části jsou umístěna tlačítka Přehled a Moje 
docházka. Po přihlášení je automaticky zobrazen v obsahové části přehled 
s nevyřešenými požadavky a úkoly uživatele. Jedná se o požadavky ve stavu 
zaregistrováno a řeší se. U jednotlivých požadavků je uveden datum a čas vytvoření, 
název, stav, priorita, a datum do kdy je nutné požadavek vyřešit.  
Stisknutím tlačítka Moje docházka se uživatel dostane k evidenci docházky, kde 
je k dispozici 8 tlačítek (Příchod, Odchod, Oběd, Výjezd, Dovolená, Lékař, Nemoc a 
Přejít na moji docházku ). Po příchodu do práce se zaměstnanec přihlásí do Help Desku 
a v sekci Moje docházka zvolí Příchod. Tímto je vytvořen záznam Příchod s datem a 
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časem. V případě výjezdu ke klientovi technik zvolí Výjezd, jakmile se vrátí zpět, zadá 
Příchod. Totéž zvolí v případě odchodu na oběd nebo k lékaři. Jestliže v daný den 
existuje pouze záznam Dovolená s jakýmkoliv časem, je celý den považován za 
dovolenou. V případě odchodu na dovolenou uprostřed dne použije se místo akce 
Odchod tlačítko Dovolená. Pokud je tedy posledním záznamem dne Dovolená, 
považuje se za odchod na dovolenou. Upravit čas a dopsat poznámku lze 
prostřednictvím tlačítka upravit, umístěné vedle vytvořeného záznamu. Evidenci 
docházky zpětně lze provádět v Seznamu docházky, na který se lze prokliknout 
tlačítkem Přejít na moji docházku v pravém horním obsahové části.  
     Další položkou je Organizace. Po kliknutí se rozevře seznam s položkami 
(Firmy, Osoby, Projekty, Požadavky, Úkoly, Domény). Nejdůležitější a nejvíce 
používané jsou Požadavky, kde jsou evidovány příchozí požadavky od klientů 
spravovaných firem. Evidence požadavků se zobrazuje v obsahové části jako seznam 
položek (požadavků), Každá položka obsahuje ID, název, čas vytvoření, název firmy, 
priorita (vysoká, nízká, urgentní), vytvořil, typ (analýza, chyba, rozšíření, dokončení), 
řešitel, čas dokončení, odhad trvání). Tyto položky lze upravovat, vymazat, nebo po 
kliknutí na tlačítko náhled umístěném přímo na položce zobrazit jeho detail. Na této 
položce je také tlačítko Časovač, kde po kliknutí se spustí časovač. Spuštěním časovače 
se vytvoří Činnost, která slouží k detailnímu popisu vyřešení požadavku technikem. 
Činnost obsahuje čas a datum, řešitel, komentář technika, firma.   
Požadavky lze filtrovat podle ID, název, atd. viz výše), nebo vyhledávat dle 
zadání klíčových slov.  
Ostatní položky po kliknutí na Organizace jsou evidovány totožným způsobem 
jako Požadavky s rozdílem obsahovým. Ostatní položky obsahují Firmy (název, čas a 
datum vytvoření, vytvořil, IČ, typ), Osoby (jméno osoby, čas a datum vytvoření 
záznamu, vytvořil, stav), Projekty (čas a datum vytvoření, vytvořil, název, firma, 
vedoucí začátek, konec, činnosti), Úkoly čas a datum vytvoření záznamu, vytvořil, 
název, řešitel, naplánováno, splnit do, hotovo, firma, projekt, požadavek), Domény (čas 
a datum vytvoření záznamu, vytvořil, název, expirace). Úkoly slouží především 
k interním požadavkům mezi vedením a zaměstnanci. Domény evidují se zde domény 
firem s dobou expirace. Systém upozorní technika 14 dní před dobou expirace domény.   
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Ukázka požadavků v informačním systému Help Desk je na obrázku 11.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Třetí položkou postranního menu jsou Přehledy. Zde se nachází přehledy 
docházky, činností, časovačů, upozornění a požadavků. Jednotlivé přehledy jsou řazeny 
v seznamu totožně jako výše v položce organizace s rozdílem obsahovým. Z přehledů 
činností vedení zpracovává podklady pro fakturování. Systém neobsahuje nástroj, který 
by fakturaci umožnoval ani exportoval do určitého formátu. Jednotlivé činnosti si 
jednatel vyfiltruje dle firmy a data, a zkopíruje do tabulkového procesoru, nebo 
textového editoru pro další zpracování podkladů účetnímu.  
 
Vyřízení požadavků 
Zákazník zašle emailem požadavek s popisem problému na firemní email 
společnosti M8D s.r.o. Z této emailové schránky je obsah zprávy importován do 
informačního systému, kde je automaticky vytvořen požadavek. Současně přichází 
textová zpráva na mobilní telefon technika o nově vytvořeném požadavku. K tomuto 
požadavku si technik přiřadí své jméno a řeší jej. Požadavek technikovi v některých 
Obrázek 11: Help Desk – Požadavky (zdroj: upraveno a převzato z (19)) 
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případech přiřazuje vedení nebo jiný technik. Ve většině případů si požadavky rozdělují 
technici mezi sebou demokraticky dle uvážení a zkušeností. Technik při řešení 
požadavku nejprve k tomuto požadavku přiřadí své jméno, prioritu řešení (nízká, 
střední, urgentní) a spustí časovač. Dále se spojí se zákazníkem telefonicky, emailem, 
nebo přímo pomocí programu pro vzdálený přístup k počítači zákazníka a daný problém 
řeší. Po vyřešení problému technik požadavek uzavře (zastaví časovač, napíše krátký 
komentář a jakým způsobem problém vyřešil, nastaví požadavek hotovo a uloží). Tímto 
je požadavek uzavřen a ostatní zaměstnanci i vedení mají přehled o vyřešeném 
požadavku a mohou kdykoliv nahlédnout na podrobnosti, komentář i způsob řešení 
tohoto požadavku. 
IT technik řeší veškeré příchozí požadavky. Rozsah služeb, které může technik 
poskytnout spravované firmě, mu není mnohdy znám, jelikož není tento rozsah služeb 
zveřejněn. Technik řeší tyto požadavky dle znalosti, že se s tímto požadavkem už 
v minulosti setkal u této společnosti, nebo konzultuje s vedením, zda může tento 
požadavek řešit. V případě, že vedení není přítomné nebo nedostupné na telefonu, 
technik se požadavek snaží řešit.  
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2.8 Analýza HOS 8 
Pro posouzení informačního systému je zvolena analýza HOS 8.  Analýza 
posuzuje osm klíčových oblastí IS (hardware HW, software SW, orgware OW, 
peopleware PW, dataware DW, customers CU, suppliers SU, management IS MA).  
Analýza byla provedena online na portálu ZEFIS (http://www.zefis.cz/zefis/zefis.php). 
Pro zpracování analýzy bylo nutné odpovědět na 94 otázek. Respondentem byl jednatel 
společnosti M8D s.r.o. pan Ondřej Malota. Výsledky analýzy jsou uvedeny níže. 
 
Posouzení zkoumaných oblastí 
Informační systém společnosti M8D s.r.o. dle uvedených výsledků v tabulce 2 
získal nízká hodnocení, kde v polovině oblastí (HW, SW, CU, MA) byl ohodnocen 
třemi body tedy spíše dobrá úroveň. Ve třech oblastech (PW, DW, SU) získal 2 body 
tedy spíše špatná úroveň a v oblasti OW bod 1 znamenající špatnou úroveň.  
 
Tabulka 4: Analýza HOS 8 - hodnocení oblastí IS (zdroj: převzato z (17)) 
Oblasti IS Bodové hodnocení oblastí Slovní hodnocení oblastí 
Hardware 3 spíše dobrá úroveň 
Software 3 spíše dobrá úroveň 
Orgware 1 špatná úroveň 
Peopleware 2 spíše špatná úroveň 
Dataware 2 spíše špatná úroveň 
Zákazníci 3 spíše dobrá úroveň 
Dodavatelé 2 spíše špatná úroveň 
Management IS 3 spíše dobrá úroveň 
 
 
Výsledné hodnocení jednotlivých oblastí informačního systému je znázorněno 
v grafu 1. Jedná se o pavučinový graf s osmi osami, které znázorňují jednotlivé oblasti 
IS. Každá osa obsahuje stupnici s body hodnocení. Jednotlivé body znamenají (1bod - 
špatná úroveň, 2 body - spíše špatná úroveň, 3 body - spíše dobrá úroveň, 4 body – 
dobrá úroveň). Modře vybarvená oblast je výsledným hodnocením jednotlivých oblastí 
analýzy HOS 8.   
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Příčiny nízkého hodnocení jednotlivých oblastí, které byly v analýze shledány, 
jsou popsány níže.  
  
Hardware 
Klíčové prvky technického vybavení nejsou dostatečně fyzicky chráněny proti 
krádeži. Určité prvky hardware budou v následujících dvou letech těžko použitelné.  
 
Software 
Informační systém neposkytuje veškeré nezbytné funkce pro práci uživatelů. 
Chybí nápověda k používání softwaru. Neexistují pravidelné kontroly nesprávného 
využívání či zneužívání software. 
 
Orgware 
Neexistují směrnice či postupy pro zotavení IS v případě nestandardních nebo 
havarijních situacích. Některé dokumenty s přesnými pracovními postupy v běžném 
provozu nejsou aktuální, nebo nejsou dostupné koncovým uživatelům. Management 
nesleduje dodržování pravidel bezpečnosti a provozu IS. Není stanovena bezpečnostní 
politika informačního systému. 
Graf 1: Analýza HOS 8 - hodnocení oblastí IS (zdroj: převzato z (17)) 
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Peopleware 
Pracovník není dostatečně zaškolen na úlohy, které má provádět s IS. Nejsou 
dostupná školení nových pracovníků o používaných informačních systémech, 
pravidlech provozu a bezpečnosti IS. Neexistuje zastupitelnost koncových uživatelů, 
kteří jsou klíčový pro chod systému a jeho klíčové výstupy. Informační centra (místa 
kam se mohou obracet zaměstnanci s požadavky), neřeší podněty včas.  
 
Dataware 
Uživatelům chybí data z informačního systému pro jejich rozhodování. 
Neexistují podrobné plány pro obnovu klíčových dat v informačním systému. Média se 
zálohami nejsou dostatečně katalogizována. 
 
Zákazníci 
Data o zákaznících nejsou evidována centrálně v informačním systému. 
Neexistují metriky cílů informačního systému směrem k zákazníkům. 
 
Dodavatelé 
Centrální informační systém neeviduje transakce s dodavateli. Neexistují 
metriky cílů informačního systému směrem k dodavatelům.  
 
Management IS 
Management nemá vypracován podrobný plán rozvoje informačního systému.  
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Celkový stav informačního systému 
Výsledné hodnocení analýzy HOS 8 je celkově špatná úroveň zkoumaného 
informačního systému, protože celkový stav IS se odvíjí od jeho nejslabšího článku. 
Systém je nevyvážený, jelikož jeho klíčové oblasti se nejsou na stejné úrovni a liší se od 
sebe více jak o jeden bod. Efektivita tohoto IS je nízká. Celková úroveň informačního 
systému je znázorněna v grafu růžovou oblastí.    
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Graf 2: Analýza HOS 8 - celková úroveň systému (zdroj převzato z (17)) 
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Doporučená podoba informačního systému 
Z provedené analýzy vyplývá, že doporučená úroveň všech oblastí informačního 
systému by měla být na stupni 4 - dobrý. Tato hodnota je odvozena od důležitosti 
systému, kdy respondent uvedl, že informační systém je pro činnost podniku nezbytně 
nutný. Doporučená úroveň systému je vyznačena červenou barvou, celková úroveň 
systému růžovou oblastí a úroveň jednotlivých částí systému modrou oblastí.        
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Graf 3: Analýza HOS 8 – doporučená úroveň systému (zdroj: převzato z (17)) 
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Informační bezpečnost 
Pomocí analýzy HOS 8 byla určena informační bezpečnost, která byla 
hodnocena dvěma body tedy spíše špatná úroveň. V grafu 4 je zobrazena informační 
bezpečnost světle zelenou oblastí. Modrou barvou je znázorněna celková úroveň 
zkoumaného informačního systému společnosti a tmavě zelenou barvou je znázorněna 
úroveň informační bezpečnosti ostatních firem pro porovnání.       
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
V případě, že je informační systém společnosti nevyvážený a nedosahuje 
doporučené úrovně, je nutné podniknout patřičné kroky pro zlepšení jeho stávajícího 
stavu. Provedená analýza potvrdila fakt, že informační systém je nevyvážený a jeho 
jednotlivé oblasti nedosahují doporučených hodnot. Je vhodné zvolit strategii zlepšení 
informačního systému.     
 
 
 
Graf 4: Analýza HOS 8 - informační bezpečnost (zdroj: převzato z (17)) 
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2.9 SWOT analýza informačního systému 
 
Tabulka 5: SWOT analýza informačního systému (zdroj: vlastní zpracování) 
             SWOT analýza IS 
V
n
itřn
í p
ro
střed
í 
Silné stránky Slabé stránky 
 znalosti jednatelů a techniků v IT 
 zálohování dat 
 Orgware 
 nejednotný a neprovázaný IS 
 fyzické zabezpečení počítačové sítě 
 nezastupitelnost zaměstnanců 
 interní školení zaměstnanců  
 proces zaškolování nových 
zaměstnanců 
 
 
V
n
ější p
ro
střed
í 
Příležitosti Hrozby 
 zlepšení jednotlivých úrovní IS 
 externí školení zaměstnanců 
 
 hrozba odcizení hardware 
 hrozba úniku informací 
 hrozba zneužití dat 
 hrozba výpadku energie 
 
 
 
2.10 Analýza rizik 
S ohledem na to, že společnost poskytuje svoje služby převážně formou vzdálené 
správy prostřednictvím internetu a výpočetní techniky, je zapotřebí klást velký důraz na 
to, aby měli zaměstnanci pro svoji práci vždy funkční připojení k vysokorychlostnímu 
internetu, funkční počítače a notebooky. Dále je zapotřebí požadavky od klientů řešit 
operativně.  
Níže uvedená analýza slouží k nalezení závažných rizik, která mohou negativně 
ovlivnit chod společnosti M8D s.r.o. Rizika budou identifikována a popsána v oblastech 
Hardware, Software, Orgware, Peopleware, Dataware a Ostatní rizika. 
 
Rizika v oblasti Hardware  
  Riziko, které by se dalo považovat za závažné, je nefunkčnost počítače. Pokud 
dojde k tomu, že počítač IT technika z jakékoli příčiny nefunguje, např. z důvodu 
vadných komponent (základní deska, zdroj, paměť RAM, procesor, harddisk, atd.), je 
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zapotřebí příčinu co nejdříve odstranit.  Řešením je diagnostikovat chybu a následně 
vyměnit vadný komponent za plně funkční. 
 
Rizika v oblasti Software 
 V této oblasti se můžeme setkat s několika základními komplikacemi. Jednou 
z nich může být nefunkční Help Desk, který může být zapříčiněn výpadkem 
internetového připojení. Řešením je kontrola síťového připojení, a pokud se nám chybu 
nepodaří odstranit, pak je nutné kontaktovat poskytovatele internetového připojení.  
 Dalším problémem je nefunkční vzdálený přístup, který může být způsoben 
chybou na straně klienta. V tomto případě je nutné ověřit konektivitu klienta, tím že se 
technik připojí pomocí VPN na router klienta. Pokud se připojení nezdaří, je problém u 
poskytovatele internetu. Jestliže se k routeru připojí, je chyba na cestě mezi počítačem a 
routerem. Postupným ověřováním funkčnosti prvků na cestě se technik dostane 
k vadnému prvku. Řešením je pravidelná údržba a kontrola síťových prvků.      
Závažným rizikem v oblasti software je útok na firemní síť, jehož příčinou může 
být zanesení viru do firemní sítě. Aby se předešlo těmto útoků, je nutné mít správně 
nastavený firewall, pravidelně aktualizovat antivirové programy a neotvírat neznámé 
programy a přílohy v emailech 
 
Rizika v oblasti Orgware 
 Rizikem v oblasti Orgware je prodloužení doby řešení požadavku. Příčinou 
může být špatně určený postup řešení nebo nedostatečné vstupní informace potřebné 
k vyřešení požadavku. Řešením je postupování dle jasně stanovených a ověřených 
pracovních postupů, které bude mít pracovník ihned k dispozici. Problém při 
nedostatečných vstupních informací lze vyřešit upřesněním informací přímo u 
zadavatele požadavku pomocí telefonátu, upozornění zadavatele na důkladný popis 
požadavku.  
Dalším rizikem jsou chybějící data v informačním systému. Tato skutečnost je 
zapříčiněna tím, že každý technik je maximálně vytížen řešením požadavků ze strany 
klientů a nezbývá mu čas na to, aby po vyřešení požadavku zadal informace o tom, 
jakou cestou a jakým způsobem požadavek vyřešil. Řešením by bylo zaměstnání 
dalšího IT technika, dodržování pracovních postupů a důsledná kontrola ze strany 
vedení.  
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Rizika v oblasti Popleware 
Ve společnosti M8D s.r.o. není k dispozici žádný metodik, který by zaškolil 
nového zaměstnance. Na tuto úlohu nemají bohužel čas ani ostatní technici, ani 
jednatelé. Nový zaměstnanec se tak učí za pochodu a většinou svépomocí, což vede 
k neefektivnosti. Jednatelé by měli vyhradit čas na řádné zaškolení nového zaměstnance 
již zkušeným technikem. 
Pokud jede technik na výjezd, bere si sebou i služební notebook, ve kterém má 
všechna data a aplikace, které potřebuje pro svoji práci. Je zde ale riziko, že dojde 
k odcizení nebo ztrátě notebooku. Zde je důležité, aby si technik před odjezdem od 
zákazníka důkladně zkontroloval, zda má vše a tímto riziku předcházet. Pokud už ale 
k takovéto situaci dojde, je vhodné využívat šifrovací programy, které ochrání citlivá 
data.  
 
Rizika v oblasti Dataware 
 Rizikem v této oblasti je ztráta dat. Může být zapříčiněna několika faktory, jako 
je výpadek elektrické energie, nefunkční datové úložiště apod. Řešením je průběžné 
ukládání rozpracované práce, pravidelné zálohy na jiná zařízení a v neposlední řadě je 
vhodné mít k dispozici záložní zdroj elektrické energie.  
 
Ostatní rizika 
 Společnost M8D v současné době nemůže přijímat nové zákazníky, jelikož její 
zaměstnanci jsou plně vytížení řešením požadavků stávajících klientů. Řešením by bylo 
přijmout nové zaměstnance. Požadavky by pak řešilo více IT techniků a měli by 
možnost vyřizovat i požadavky nových zákazníků.  
 Posuzovaná společnost má dva jednatele. Ti ač spolu komunikují, zadávají práci 
svým podřízeným dvojím způsobem, každý ze svého úhlu pohledu, což vede k chaosu a 
neefektivně odvedené práci. Řešením by byly pravidelné porady se všemi zaměstnanci, 
na kterých by jednatelé přednesli svoje plány, představy a společnou diskuzí se dospělo 
k nejlepšímu řešení. 
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3 VLASTNÍ NÁVRHY ŘEŠENÍ 
Z provedených analýz vyplývá, že informační systém společnosti M8D s.r.o. 
v současné době je nevyvážený a celkově na špatné úrovni. Pro společnost není 
dostatečně přínosný a je třeba provést změny, které povedou ke zlepšení stávajícího 
stavu. Změny v informačním systému musí vycházet z informační strategie a současně 
korespondovat se strategií společnosti. M8D s.r.o. má zpracovanou pouze strategii 
společnosti a zároveň se nachází v situaci, kdy její kapacity odpovídají počtu 
spravovaných firem při zachování kvality služeb. Nelze tedy přijímat nové zákazníky či 
firmy a to je v rozporu se strategií společnosti, tedy zvýšení počtu spravovaných firem o 
40% v Brně a blízkém okolí do roku 2020. Je nutné nejdříve vyřešit špatný stávající 
stav, aby nebyl narušen dosavadní chod společnosti, a zajistit navýšení kapacit pro nově 
příchozí zákazníky. Poté vypracovat detailní informační strategii pro rozvoj společnosti 
tak, aby bylo možné dosáhnout stanovených cílů. 
Pro zlepšení stávajícího stavu informačního systému jsou níže vypracovány návrhy 
změn vycházející z provedených analýz a teoretických východisek. Návrhy změn jsou 
pro přehlednost rozděleny do jednotlivých oblastí informačního systému.    
 
3.1 Návrhy změn v oblasti Hardware 
 
Vybudování nové počítačové sítě 
Jelikož je kabeláž ve špatném stavu a síťové prvky volně ložené v kanceláři, na 
které se práší, hrozí velké nebezpečí poničení nebo odcizení některého z prvků či 
kabeláže. 
Pro zabezpečení hardwaru proti poničení nebo odcizení navrhuji umístit 
nepoužívaný rozvaděč ze suterénu do skladu ve třetím patře, osadit již používanými 
síťovými prvky a rozvést novou kabeláž po kanceláři. Současně do rozvaděče zapojit 
nevyužitý server a nainstalovat VMWare pro testování operačních systémů a dalšího 
software. Server je nutné osadit harddiskem pro jeho zprovoznění. Navrhuji zakoupit 
pevný disk (DELL pro servery 1TB SAS) v ceně 7894 Kč (26) od společnosti 100Mega 
Distribution. 
Z důvodu nestabilního připojení k wifi doporučuji nákup zařízení (Wi-Fi access 
point UBNT s parametry 450 Mbps, Hotspot 2,4,5 GHz) Jedná se o výkonný přístupový 
bod s propracovaným managementem a vysíláním v pásmu 2,4 a 5GHz, cenou 6258 Kč 
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(26). Nové síťové karty a mobilní zařízení fungují v pásmu 5GHz, které není tolik 
rušené a nedochází ke kolísání signálu. Dále je nutné síťové prvky a kabeláž označit a 
zaznamenat v podobě nákresů a seznamů do informačního systému. 
  
3.2 Návrhy změn v oblasti Software 
 
Help Desk – záložka pracovní postupy a krizové plány 
Navrhuji přidat do postranního menu Help desku záložky Pracovní postupy a 
Krizové plány, pod kterými budou jednotlivé seznamy s položkami (pracovní postupy, 
krizové plány). Po rozkliknutí položky seznamu se zobrazí obsahové části dokument 
s konkrétním textem.    
 
Help Desk – záložka přehledy o zákaznících 
Navrhuji přidat do postranního menu záložku Přehledy o zákaznících. Po 
rozkliknutí bude možné vyhledávat informace o jednotlivých firmách, potřebné pro 
práci IT technika při řešení požadavků. Přehledy budou obsahovat popis jednotlivé 
firmy, nákresy budov, nákresy infrastruktury, seznam zařízení, seznam uživatelů (práva, 
přístupy, hesla),     
 
Help Desk – záložka evidence skladových zásob 
Navrhuji přidat do postranního menu záložku Evidence skladových zásob. 
Jestliže bude chtít technik ověřit, zda je některá z komponent skladem, bude mít 
možnost nahlížet do seznamu jednotlivých komponent. U jednotlivých komponent bude 
uvedena kategorie, název, počet kusů, místo uložení ve skladu.   
 
Help Desk – bezpečnostní prvek při přihlášení do Help Desku 
Navrhuji zavést bezpečnostní prvek při přihlašování do systému Help Desk. Po 
zadání 5x špatných přihlašovacích údajů by nastala dvouminutová prodleva mezi 
novým přihlášením pro zařízení (IP adresu), pro případ, že se jedná o roboty, kteří 
zkouší prolomit bezpečnostní prvek při přihlašování a současně přidat možnost odeslání 
zprávy na email osobám spravujícím tento systém, že došlo k nekorektnímu přihlášení, 
aby mohly popřípadě reagovat na vzniklou situaci např. zablokováním IP adresy 
útočníka.    
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Help desk - CHAT  
Pokud si zaměstnanec neví rady a potřebuje ihned konzultovat jakýkoliv 
problém s kolegou, využívá ke komunikaci nejčastěji sociální sítě. Na sociálních sítích 
se nachází mnoho reklam a ostatních rušivých elementů, které odvádí pozornost. 
Navrhuji, aby komunikace probíhala na CHATU, který by byl implementován přímo 
v Helpdesku. Zaměstnanci i jednatelé budou mít možnost dohledat historii komunikace 
a zaměstnanci nebudou rozptylováni při práci.    
 
Help Desk – export dat do formátu txt z Help Desku 
Navrhuji přidat funkci pro export data do formátu txt z Help Desku pro snadnější 
přípravu podkladů pro účetnictví. Tento export budou moci provádět pouze jednatelé 
firmy. 
 
Help Desk - TEST znalostí zaměstnanců 
Do Help Desku integrovat online testy pro zaměstnance, které se budou konat 1x 
měsíčně, jako průzkum znalostí zaměstnanců s možností náhledu do historie testů a 
vyhodnocení. Vedoucí tak budou mít přehled o nedostatcích ve znalostech zaměstnanců 
a budou jim moci poskytnout patřičná školení. V případě dobrých výsledků testů by 
mohl být zaměstnanec odměněn benefitem v peněžní formě v rámci kvartálních odměn. 
Pro zaměstnance to bude motivace se neustále vzdělávat a vedoucí bude mít přehled o 
znalostech svých podřízených a zpětnou vazbu, zda prováděná školení jsou efektivní. 
 
Help Desk – záložka kariéra 
V rámci Help Desku zřídit záložku kariéra s položkou životopisy, kde by se 
evidovaly příchozí životopisy např. na emailovou adresu kariera@m8d.cz. Tyto 
životopisy by se evidovaly totožně jako příchozí požadavky. Vedení by prostřednictvím 
evidence mohlo kontaktovat potenciální zájemce o zaměstnání. 
 
Webové stránky - záložka kariéra  
Na internetových stránkách společnosti doplnit záložku kariéra s popisem pozice 
IT technik a brigáda na částečný úvazek, nebo možnost školní praxe v oboru IT. 
Brigáda nebo praxe by zahrnovala méně náročné práce jako je instalace počítačů, 
nastavení základního softwaru. Tyto brigády či praxe by pomohly snížit pracovní zátěž 
IT techniků, a kdyby se brigádník osvědčil, mohla by se mu nabídnout plný úvazek.  
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Nákup Licence MAC OS 
Koupit licenci operačního systému MAC OS a nainstalovat na firemní server 
v kanceláři, kde budou moci IT technici testovat programy a prostředí operačního 
systému MAC OS. Spravované firmy disponují počítači s tímto operačním systémem a 
případné opravy nebo vzdálené zásahy techniků by nebyly efektivní bez znalosti tohoto 
prostředí. Cena licence je 549Kč (27).   
  
3.3 Návrhy změn v oblasti Orgware 
 
Pracovní postupy, krizové plány 
Společnost nemá formalizované pracovní postupy, ani krizové plány, do kterých 
by mohli zaměstnanci v případě potřeby nahlížet. Zaměstnanci postupují při práci 
většinou dle svého uvážení a nasbíraných zkušeností. Hrozí tak, že by mohli postupovat 
při práci chybně, nebo se v krizových situacích zachovat nesprávně.   
Aby k těmto situacím nedocházelo, navrhuji definovat a formalizovat pracovní 
postupy a krizové plány pro snížení chybovosti při procesech a zvýšení efektivity při 
práci.    
 
Postup školení nového zaměstnance 
Jelikož nový zaměstnanec po svém nástupu neprochází řádným školením, ale učí 
se za pochodu a žádný stálý zaměstnanec nemá prostor se mu věnovat, trvá déle jeho 
adaptační období, než je schopen zcela samostatně vyřizovat příchozí požadavky od 
klientů. Pro zkrácení adaptační doby nového zaměstnance navrhuji níže uvedený 
postup.  
Školení nového zaměstnance by spočívalo v postupném zaškolovacím procesu 
rozděleném do několika fází. Jednotlivé fáze by obsahovaly specifické možnosti 
přístupu k firemním informacím. Jelikož společnost disponuje citlivými informacemi 
spravovaných firem, je nutné, aby k těmto informacím měli přístup pouze proškolení 
zaměstnanci, kteří mají zájem dlouhodobě pracovat ve společnosti, budovat její image a 
rozvíjet ji. 
 První fáze by zahrnovala seznámení se s firmou, její historií a jejími pracovišti 
včetně reprezentačních místností a skladu a seznámení se všemi zaměstnanci. Nový 
zaměstnanec by dostal od vedení společnosti přihlašovací údaje k přihlášení do Help 
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Desku, kde bude mít omezený přístup a to pouze k základním funkcím. Jeho nový účet 
by obsahoval záložku s jeho osobními údaji (jméno, příjmení, bydliště, kontakt). Dále 
by měl přístup k záložce s požadavky, které přichází od klientů. V této fázi by 
požadavky byly skryté. Viditelné a editovatelné by byly pouze ty, které budou odeslány 
z jeho firemního emailového účtu, který mu bude zřízen, nebo požadavky, které mu 
vytvoří ostatní zaměstnanci přímo v Help Desku. Tyto požadavky si bude moci 
upravovat a sledovat při změně stavu požadavku (zaregistrován, řeší se, hotovo) jeho 
notifikaci, která je odeslána na email, ze kterého byl požadavek odeslán. Další záložkou 
budou směrnice a pravidla, která si pečlivě projde a nastuduje. Získá také omezené 
přístupy k softwaru pro vzdálený přístup Logmein, který může vyzkoušet na testovacích 
počítačích v kanceláři a  ke zřízenému účtu na datovém úložišti, kam si bude moci 
ukládat své soubory a dokumenty. V této fázi by prvním testovacím požadavkem byla 
kompletace počítače a instalace operačního systému se standardními programy a 
základním nastavením konkrétně popsaným v požadavku. Tento požadavek by nový 
zaměstnanec řešil jako reálný, kde k tomuto zaregistrovanému požadavku přiřadí své 
jméno, stav řeší se a spustí časovač. Tuto fázi by měl nový zaměstnanec zvládnout do 
jednoho týdne od nástupu.   
Ve druhé fázi by byl zřízen přístup k testovacímu pracovišti pro nové 
zaměstnance ve virtuálním prostředí VMWare, kde se budou testovat jeho znalosti 
především při řešení krizových situací. Jednalo by se o virtuální počítačovou síť 
s virtuálními servery a virtuálními počítači nastavenými podle různých krizových 
scénářů do nefunkčních stavů proto, aby vedení a IT technici zjistili úroveň znalosti 
nového zaměstnance v akci. Toto prostřední bude také sloužit novému zaměstnanci 
k testování různých nastavení, aby si uživatel vyzkoušel to, co ho bude čekat později 
v reálném prostředí při řešení reálných požadavků. Budou mu zřízeny přístupy 
k instalačním souborům na datovém úložišti pro testování programů ve virtuálním 
prostředí. V Help Desku bude mít přístup k návodům a postupům při řešení požadavků. 
Tato fáze by novému zaměstnanci neměla trvat déle než jeden týden.  
Ve třetí fázi bude nový zaměstnanec přidělen zkušenému technikovi, který bude 
zastávat roli mentora a bude provázet svého méně zkušeného kolegu jeho novým 
zaměstnáním. Nejprve nový IT technik bude sledovat svého mentora při práci 
v kanceláři i na výjezdech k zákazníkům. Poté bude řešit jednodušší požadavky pod 
dohledem mentora. V této fázi budou novému zaměstnanci přiděleny práva přístupu 
k přehledům spravovaných firem v Help Desku, konkrétně pouze k popisu 
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firem,  nikoliv k uživatelským přístupům a heslům. Na konci třetí fáze bude 
zaměstnanec testován teoreticky pomocí testu a prakticky zadáním úkolu, který 
odpovídá reálnému požadavku. Pokud v testech uspěje, bude mu přidělen stůl 
s počítačem, firemní notebook, telefon a budou mu zřízeny veškeré přístupy a 
oprávnění, jako mají jeho služebně starší kolegové. Pokud neuspěje, bude zopakována 
třetí fáze s poloviční dobou trvání. Třetí fáze by neměla trvat déle než čtrnáct dní.  
Celkově se zkrátí doba adaptace. Nový zaměstnanec po tomto školení může 
plnohodnotně a samostatně vykonávat práci a tím pomoci svým kolegům při řešení 
požadavků. Tím se zvýší kapacita pro řešení nových požadavků a společnost bude moci 
přijímat nové zákazníky.    
 
3.4 Návrhy změn v oblasti Dataware 
 
Doplnění aktuálních dat do přehledů o zákaznících 
Z provedených analýz vyplývá, že většina dat v přehledech o zákaznících 
(excelové tabulky) zcela chybí nebo jsou neaktuální. V současné době jsou uloženy na 
datovém úložišti Synology DS413j.      
Navrhuji data doplnit a převést do databáze systému Help Desk, kde budou data 
provázaná. Usnadní tak uživateli práci při vyhledávání a editaci.  
 
Evidence skladových zásob 
Společnost disponuje velkým množstvím náhradních dílů k hardwaru uložený ve 
skladu v suterénu budovy. Jednotlivé náhradní díly nejsou evidovány. 
Navrhuji náhradní díly označit, uspořádat ve skladu a zaevidovat do systému Help 
Desk. V případě, že IT technik potřebuje náhradní díl pro opravu zařízení, nejdříve 
nahlédne do systému, zda je skladem nebo jej musí objednat. Jestliže je skladem ze 
systému se dozví, kde přesně se ve skladu nachází, dojde k úspoře času při hledání 
náhradního dílu a úspoře peněz, které by musela firma vynaložit na pořízení nové 
součástky.   
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3.5 Návrhy změn v oblasti Peopleware 
 
Výběr nových zaměstnanců 
Za současného stavu jsou IT technici pracovně vytíženi. Navrhuji přijmout 
nového zaměstnance na částečný úvazek (brigádník), který by měl za úkol vyřizovat 
rutinní požadavky (instalace počítačů, notebooků a jejich základní nastavení). K těmto 
činnostem by postačilo krátké školení a IT technici by získali více času na řešení 
složitějších požadavků a prostor pro vzdělávání nových zaměstnanců, kteří jsou ve fázi. 
Po přijetí a zaškolení brigádníka navrhuji přijmout zaměstnance na hlavní 
pracovní poměr, na pozici IT technika. Navýšení počtu zaměstnanců firmě umožní 
přijímat nové zákazníky.   
 
Přijímací řízení 
Navrhuji, aby při pohovoru zájemce o pracovní pozici s vedením společnosti byl 
přítomen i některý ze zaměstnanců, který by mohl posoudit kvality uchazeče z pohledu 
IT technika a také, zda by mohl zájemce jednoduše zapadnout do kolektivu na 
pracovišti.  
 
Změna v organizační struktuře - Vedoucí týmu IT techniků 
Jelikož jednatelé jsou časově vytíženi a do budoucna by se rádi věnovali rozvoji 
firmy, upevňování vztahů se zákazníky i dodavateli a získávání nových zákazníků, je 
vhodné provést změny v organizační struktuře.  
Navrhuji, aby nejzkušenější technik zastával pozici vedoucího týmu IT techniků.      
Jeho úkolem by bylo převzít část činností, které v současné době vykonávají jednatelé. 
Jednalo by se především o zadávání a kontrolu úkolů IT technikům, poradenství při 
řešení požadavků, hodnocení výkonu techniků, vypracování reportů o stavu plnění 
stanovených cílů.  
 
Školení zaměstnanců    
Navrhuji provádět pravidelná odborná školení zaměstnanců v oblastech, ve 
kterých by se měli zaměstnanci vzdělávat. Tato školení by se měla provádět alespoň 
jednou za čtvrt roku, nebo dříve pokud je to nezbytně nutné. Školení přinesou zvýšení 
kvalifikace a odbornosti zaměstnanců.    
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Porady   
V současné době se nekonají žádné porady mezi vedením a zaměstnanci z důvodu 
časového vytížení. Navrhuji konání pravidelných porad jednou za čtrnáct dní v pevně 
stanovený den a hodinu. Porada by měla sloužit k tomu, aby jednatelé zhodnotili 
dosavadní pracovní výkony, rozdělili efektivně úkoly, poskytli informace o chystaných 
změnách a dali prostor k diskusi. Poradou se dá předejít případným nedorozuměním 
nebo konfliktům. 
 
4 Ekonomické zhodnocení návrhů změn 
Realizací návrhů, popsaných v předchozí kapitole, společnost dosáhne vyváženého 
informačního systému a jeho celkový stav se zlepší. 
Náklady spojené s realizací činí 14701 Kč. Jedná se o náklady na pevný disk DELL 
pro servery 1TB SAS, Wi-Fi access point UBNT a licenci Mac OS X Mountain Lion.  
Ostatní náklady na navržené změny nebyly vyčísleny, protože společnost M8D s.r.o. 
může k realizaci využít komponenty ze svých skladových zásob, montáž provedou IT 
technici společnosti M8D s.r.o. a změny v systému Help Desk budou zajištěny externím 
programátorem, který systém vytvářel. Změny bude implementovat bez nároku na 
odměnu. Mezi jednateli M8D s.r.o. a programátorem je dohoda, že si budou vypomáhat 
ve formě protislužby bez nároku na peněžní odměnu. Náklady spojené s přijetím 
nových zaměstnanců nelze přesně určit, protože záleží na dohodě mezi uchazečem a 
jednateli společnosti. 
Efektivnost vynaložených prostředků je vysoká, díky zdrojům a možnostem, 
kterými společnost M8D s.r.o. disponuje. Náklady návrhů změn a jejich přínosy jsou 
popsány v tabulce 5. 
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Tabulka 6: Ekonomické zhodnocení návrhů změn (zdroj: vlastní zpracování) 
Návrhy změn Náklady Přínosy navrhovaných změn 
Vybudování nové počítačové 
sítě   
zabezpečení hardwaru proti poničení nebo 
odcizení 
Pevný disk DELL pro servery 
1TB SAS  7 894 Kč 
vznik testovacího prostředí SW pro 
zaměstnance 
Wi-Fi access point UBNT 6 258 Kč stabilní připojení k wifi 
Help Desk – záložka pracovní 
postupy a krizové plány   
snížení chybovosti při procesech, lepší 
efektivita při práci 
Help Desk – záložka přehledy o 
zákaznících   
usnadnění práce, větší přehlednost, úspora 
času 
Help Desk – záložka evidence 
skladových zásob   usnadnění práce, úspora času 
Help Desk – bezpečnostní prvek 
při přihlášení do Help Desku   zabezpečení HelpDesku 
Help desk - CHAT    
lepší pracovní morálka, dohledání historie 
komunikace 
Help Desk – export dat do 
formátu txt z Help Desku   snadnější příprava podkladů pro účetnictví 
Help Desk - TEST znalostí 
zaměstnanců   větší přehled o znalostech zaměstnanců 
Help Desk – záložka kariéra   přehled uchazečů o práci 
Webové stránky - záložka 
kariéra    větší výběr mezi uchazeči o práci 
Nákup Licence Mac OS X 
Mountain Lion 549 Kč 
zvýšení znalostí zaměstnanců, zvýšení 
efektivity řešených požadavků 
Pracovní postupy, krizové plány   
snížení chybovosti při procesech, vyšší 
efektivita při práci 
Postup školení nového 
zaměstnance   
zkrácení adaptační doby nového 
zaměstnance, možnost přijímání nových 
zákazníků 
Doplnění aktuálních dat do 
přehledů o zákaznících   
provázání dat v databázi, usnadnění editace 
a vyhledávání 
Evidence skladových zásob   úspora času, úspora peněz 
Výběr nových zaměstnanců   
navýšení počtu zaměstnanců, možnost 
přijímat nové zákazníky 
Přijímací řízení   
větší objektivita, výběr kvalitního uchazeče 
o práci 
Změna v organizační struktuře - 
Vedoucí týmu IT techniků   
úspora času jednatelů pro výkon řízení 
společnosti 
Školení zaměstnanců      
zvýšení kvalifikace a odbornosti 
zaměstnanců 
Porady     
efektivní úkolování zaměstnanců, 
předcházení konfliktům  
Celkové náklady 14701 Kč včetně DPH 
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ZÁVĚR 
Cílem této diplomové práce bylo posoudit informační systém společnosti M8D 
s. r. o. a navrhnout změny, které povedou ke zlepšení stávajícího stavu a eliminaci 
nalezených rizik. Informace pro posouzení informačního systému jsem získal na 
základě osobních pohovorů s jednateli a zaměstnanci společnosti M8D s. r. o. Navštívil 
jsem kanceláře a ostatní prostory společnosti a seznámil se s chodem celé společnosti. 
Na základě těchto informací jsem vypracoval analýzy, ze kterých jsem později vycházel 
při navrhování změn.  
V první části této práce byla popsána teoretická východiska problematiky 
informačních systémů, základní pojmy a analytické metody použité při posuzování 
informačního systému.  
Další část diplomové práce byla část analytická, kde byly vypracovány analýzy 
vnitřního prostředí společnosti (7S), vnějšího prostředí (SLEPT, Porterova analýza) 
s SWOT analýza společnosti. Dále byla provedena analýza informačního systému 
HOS8 a analýza rizik. Na základě provedených analýz bylo zjištěno, že informační 
systém společnosti M8D s. r. o. je v současné době nevyvážený, celkově na špatné 
úrovni a pro tuto společnost není přínosný.  
Ve třetí části byly vypracovány návrhy řešení vedoucí ke zlepšení stávajícího 
stavu informačního systému a eliminaci nalezených rizik. 
V poslední části bylo vypracováno ekonomické zhodnocení navržených změn. 
 
V případě, že společnost M8D s.r.o. realizuje navržené změny, dojde k vyvážení 
jednotlivých částí informačního systému, k jeho celkovému zlepšení a pro společnost by 
byl přínosný. 
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