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preventing individuals under a certain age (often children) 
from accessing or obtaining content, goods or services that are 
considered age-inappropriate 
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States should require the use of effective systems of age-
verification to ensure children are protected from products,
services and content in the digital environment which are
legally restricted with reference to specific ages, using
methods that are consistent with the principles of data
minimisation.
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Council of Europe, Recommendation CM/Rec(2018)7 of the Committee of Ministers to 
member States on Guidelines to respect, protect and fulfil the rights of the child in the 
digital environment
8Article 3 UNCRC: 
best interests of the 
child 
protection and care 
as is necessary for 
well-being
Article 6 UNCRC: 
right to 
development
Article 13 UNCRC: 
right to freedom of 
expression
(‘receive 
information’)
Article 16 UNCRC: 
right not to be 
subjected to 
arbitrary or unlawful 
interference with his 
or her privacy
Article 17 UNCRC: 
protection of the 
child from 
information and 
material injurious to 
his or her well-being
Article 24 UNCRC: 
right of the child to 
the enjoyment of 
the highest 
attainable standard 
of health
Article 19 UNCRC: 
protection from 
violence 
Article 31 UNCRC: 
right to play
Age verification in the new AVMSD 
Article 6a 
1. Member States shall take appropriate measures to ensure that audiovisual media
services provided by media service providers under their jurisdiction, which may
impair the physical, mental or moral development of minors are only made
available in such a way as to ensure that minors will not normally hear or see
them.
Such measures may include selecting the time of the broadcast, age verification
tools or other technical measures. They shall be proportionate to the potential
harm of the programme.
The most harmful content, such as gratuitous violence and pornography, shall be
subject to the strictest measures.
Age verification in the new AVMSD 
Article 6a
2. Personal data collected or otherwise generated by media service providers
pursuant to paragraph 1 shall not be processed for commercial purposes, such
as direct marketing, profiling and behaviourally targeted advertising.
(see also recital 9b)
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Age verification in the new AVMSD 
Article 28a 
1. Member States shall ensure that video-sharing platform providers under their jurisdiction take 
appropriate measures to protect: 
(a) minors from programmes, user-generated videos and audiovisual commercial communications which 
may impair their physical, mental or moral development in accordance with Article 6a(1);
…
3. Those measures shall consist of, as appropriate:
…
(f) establishing and operating age verification systems for users of video-sharing platforms with respect 
to content which may impair the physical, mental or moral development of minors;
… 
Personal data of minors collected or otherwise generated by video-sharing platform providers pursuant to 
points (f) and (h) shall not be processed for commercial purposes, such as direct marketing, profiling and 
behaviourally targeted advertising.
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Member States shall establish the necessary mechanisms to
assess the appropriateness of the measures, referred to in
paragraph 3 taken by video-sharing platform providers. Member
States shall entrust the assessment of those measures to the
national regulatory authorities and/or bodies.
Pick-and-choose or all measures?
Age verification and the GDPR
̶ Specific protection for personal data of children (recital 38)
̶ Age verification in the GDPR?
• GDPR does not explicitly require age verification of data subjects, but
relevant to article 8 GDPR (consent – ISS directly offered to a child)
• Art. 29 WP: relying on the consent of an underage child will entail that the
processing of his or her personal data = unlawful
• How? data controllers will need to assess which methods are appropriate
to check the data subject’s age, taking into account
‒ the risks of the processing and
‒ the principle of data minimisation (“adequate, relevant and limited to
what is necessary in relation to the purposes for which they are
processed”)
See also: Article 29 Working Party, ‘Guidelines on consent under Regulation 2016/679 (WP 259)
Age verification and the GDPR 
̶ Age verification and the GDPR?
• Processing of personal data should comply with the principles
laid down in the GDPR (data minimisation, purpose limitation,
fairness, lawful grounds…)
• Age verification should not lead to excessive data processing:
usually the only attribute that needs to be known is whether a
certain individual is under a certain age (not exact date of birth,
even not exact age)
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Concluding questions
̶ Potential of
• privacy-by-design (art. 25 GDPR)
• Data Protection Impact Assessments (art. 35 GDPR), which also take into
account children’s rights (balance between effectiveness & GDPR
compliance?)
• codes of conduct (art. 40 GDPR)?
̶ Use of personal data that indicate age for profiling / targeted advertising
purposes, in other fields than AVMS, or for non-commercial, but
undesirable purposes?
̶ Use of profiling for determining age?
̶ Towards a closer cooperation between media regulators and data
protection authorities?
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