(Michigan State University, USA), et al. ISBN: 978-1-61692-805-6; © 2011; 366 pp. Addresses various aspects of hacking and technology-driven crime, including the ability to understand computer-based threats, identify and examine attack dynamics, and find solutions.
Information Warfare and Homeland Security
A Collection of 18 Scholarly Titles In today's information age, security preparedness for cyber warfare and terrorism is of critical importance. The rapid advancement of technology creates new risks and threats to surface every day.
The Information Warfare and Homeland Security collection is a specialized reference compilation that supports research in the field of security technologies. This premier package includes 18 scholarly titles focusing on cyber warfare and terrorism, digital crime and forensics, and information security and privacy. These titles represent IGI Global's unique coverage of the impact and effective use of technology for defense, security, and privacy in the information age. Provides an overview of complex systems' techniques, and presents both guidelines and specific instances of how they can be applied to security and defense applications. This publication is unique in putting together a number of contributions from leading experts in digital forensics and associated fields, making information on this new and complex subject available in one source of reference that addresses its multifaceted nature.
Digital Crime and Forensic Science in Cyberspace
Managerial Guide for Handling Cyber-Terrorism and Information Warfare Explains the roots of terrorism and how terrorism has planted the seeds of cyber-terrorism.
Geographic Information Systems and Crime Analysis
Fahui Wang (Northern Illinois University, USA) ISBN: 978-1-59140-453-8; © 2005; 345 pp.
A diverse array of GIS applications in crime analysis, from general issues such as GIS as a communication process and inter-jurisdictional data sharing to specific applications in tracking serial killers and predicting juvenile violence.
Cyber Security, Cyber Crime and Cyber Forensics: Applications and Perspectives A multidisciplinary excursion comprised of data mining, early warning systems, information technologies, and risk management, and explores the intersection of these components in problematic domains.
Corporate Hacking and Technology-Driven Crime: Social Dynamics and Implications
