As the amount and types of remote network services increase, the analysis of their logs has become a very difficult and time consuming task. There are several ways to filter relevant information and provide a reduced log set for analysis, such as whitelisting and intrusion detection tools, but all of them require too much fine-tuning work and human expertise. Nowadays, researchers are evaluating data mining approaches for intrusion detection in network logs, using techniques such as genetic algorithms, neural networks, clustering algorithms, etc. Some of those techniques yield good results, yet requiring a very large number of attributes gathered by network traffic to detect useful information. In this work we apply and evaluate some data mining techniques (K-Nearest Neighbors, Artificial Neural Networks and Decision Trees) in a reduced number of attributes on some log data sets acquired from a real network and a honeypot, in order to classify traffic logs as normal or suspicious. The results obtained allow us to identify unlabeled logs and to describe which attributes were used for the decision. This approach provides a very reduced amount of logs to the network administrator, improving the analysis task and aiding in discovering new kinds of attacks against their networks.
The main problem related to logging is the great amount of data that has to be analyzed by a network administrator. In addition to the sheer volume of logs being sometimes impossible to analyze, network administrators are often overwhelmed by other activities, which can cause a decrease in the log analysis effectiveness, not allowing the task to be accomplished in a reasonable time and, ultimately, making the implementation of counter measures ineffective to minimize or avoid attacks.
There are some tools and techniques that helps the network administrator in the log analysis task, such as operating system tools to parse text and search for regular expressions, artificial ignorance and intrusion detection systems, which are superficially described as follows:
Some tools like grep 1 can be used in scripts that search for patterns, in order to filter or find useful information in logs, improving the network administrator efficiency in the analysis job; Artificial ignorance, or whitelisting 2 , is a technique to filter and order system events eliminating known irrelevant entries in log and isolating the relevant ones. This technique is based on the knowledge of the network administrator, who creates rules to generates lists of events, and is used to substantially decrease the amount of false alerts; Intrusion Detection Systems (IDS) are software that analyze network connections either to match known patterns and alert attacks (intrusion detection by abuse), such as SNORT 3 , or to verify if the traffic characteristics are under a threshold that indicates normality (intrusion detection by anomaly), such as IDES 4 . These kind of software tends to be difficult to configure, requiring constant tuning and are somewhat limited, i.e., the IDS by abuse can only detects attacks whose signature exists (the known ones) and the IDS by anomaly is subject to a large amount of falsepositives, since it is hard to define a normal profile for computer network's behavior.
Despite all efforts in detecting suspicious activities in networks, attacks are very frequent and often don't have specific targets. Vulnerability exploits are embedde d in worms and malware (malicious software) to attack and invade as many computers as possible, in order to build networks of compromised machines (botnets) to perform other kind of attacks, nowadays often related to criminal organizations. Attacks coming from botnets can be denial of service against an enterprise or institution, spreading of unsolicited e-mail (spam) or even ways to anonymize the attacker's identity. Data from CERT.br (Brazilian Security Incident Treatment, Response and Study Center) in Figure 1 shows that the number of incidents reported are constantly increasing, and those reports are only possible if incidents are detected. The detection and consequent report of an incident occurs via log analysis, which makes clear the need for quick and precise log analysis. In order to improve the intrusion detection task performance, researchers have been applying data mining techniques to log analysis. Data mining is one of the steps in the Knowledge Discovery in Databases (KDD) process. A simple description of KDD is "a general discovery process of useful knowledge (previously unknown) from large databases" 5 . Data mining techniques are used in some intrusion detection tools like MINDS 6 , ADAM 7 , GASSATA 8 and other.
Data mining requires a fairly large quantity of data to be analyzed and characterized. An useful datagathering resource that can be used to discover suspicious events in networks are honeypots and honeynets. A honeypot 9 is a security resource whose value lies in being probed, attacked or compromised, while collecting data about the probing and attacks. Honeynets 10 are a specific type of honeypots, called high-interaction honeypots, which allow for greater interaction among the attacker and the computers / s e rvices attacked, while collecting data about the interactions. This happens because a honeynet doesn't only emulate a service, but it has indeed a working operating system and offers real services remotely. In Brazil, the Brazilian Honeypots Alliance monitors the national Internet space with more than 30 honeypot partners spread over the country*.
The purpose of this paper is to evaluate some data mining algorithms, applying them to the classification of suspicious network activities in order to verify their effectiveness under certain conditions. Our main concern is to reduce the amount of logs which inevitably will require human attention. We also propose the use of honeypots data to aid in exposing the attack trends to a determined network and to the generation of sets related to non -legitimate data, since we can assume that honeypots logs are all related to non -legitimate access attempts.
The paper is divided as follows: in section 2 we describe the network topology where the logs are collected and the scenario prepared for log analysis. In section 3 the methodology is explained, as well as the data mining algorithms and techniques that were chosen. Section 4 contains the results obtained with the application of these techniques. The fifth section contains conclusions and directions for future work.
SCENARIO
Logs can be generated by several sources, such as operating systems, firewalls, specific software, network devices, etc. In this work, we focus on logs from resources that can represent a risk to an institution's networks. Attacks to networks can be carried out by maliciously crafted network traffic, illegal operating system interactions and /or unauthorized access to resources or applications, but we will focus only on traffic information from network traffic logs.
The collected logs are from the Brazilian Institute for Space Research's De-Militarized Network (DMZ). The Institute has many services that are remotely accessible, such as Web servers, a File Transfer Protocol (FTP) server, a Secure Shell (SSH) server, which provides access to the internal network. This services are vital to the institute, since they allow the researchers to access the resources from everywhere and provide weather reports and other information to the community. The logs generated by network access to these services are stored in dump format in a collector for later analysis. There is also a honeypot in the same network that belongs to the Brazilian Distributed Honeypots Project which save its logs in dump format. The topology of the network used in this work is shown in Fig. 2 . The volume of network traffic stored in the collector approaches 1GB of data for normal days, making the human analysis impossible. A great amount of these logs is associated with legitimate traffic, i.e., normal users accesses or automated scripts that do routine information exchange. Another part of the logs is related to port scanning or malicious scripts trying to exploit or bruteforce some protocol, being non -directed attack not directed to Institute's targets. Thus, most of the logs consist basically of noise (legitimate, inoffensive and /or known network traffic), interfering negatively with the analysis. The problem here is that the security analyst must know how to distinguish between interesting traffic and noise, performing the log analysis task as quickly as possible. This pre-analysis or filtering is very dependent on the analyst's expertise and demands a lot of time, even with automated tools to remove noise, so there is need of automated, intelligent techniques to aid the analyst, and data mining techniques seems to be useful.
METHODOLOGY
The process of testing the algorithms with the available data consists of many steps, involving the choice of algorithms, the attributes to represent the data, the pre -processing of data to create an input dataset, the application of the algorithm itself and finally, the evaluation of the results. As this work consists of classifying network logs in normal or suspicious, we choose to apply three techniques used in supervised classification tasks: k-nearest neighbors (KNN), neural networks and decision trees. The aim is to find which of them is more adequate to correctly classify our data, providing information about how the classification was done and reducing the false-positive rate, all in an acceptable amount of time.
Data mining techniques
The k-nearest neighbor hypothesis is that records of the same class will be close to each other in the attribute space 11 . The KNN classification algorithm is as follows: for each instance of data of unknown class we calculate the attribute space distance between it and all instances with known classes, selecting as the class for the unknown one the most present class in the K nearest instances. Artificial neural networks are distributed or parallel computing structures that are composed by single processing units called neurons 12 . They can be used to solve complex learning tasks, being capable to handle specialized or generalized problems. There are several forms of neural networks, but in this paper we are going to use Multi-Layer Perceptrons (MLP) 13 .
A decision tree 14 is a kind of machine learning algorithm known as successive partitioning algorithm. These algorithms work with the partitioning of the original data set in successively more homogeneous subgroups, which are partitioned in nodes until the desired detail level is accomplished. A partition decision must be taken in each node, in order to classify this data according to the label of a leaf-node in a subgroup.
These techniques are implemented in the Waikato Environment for Knowledge Analysis (WEKA) software package 15 , a open source software under the GNU GPL. WEKA is a collection of machine learning algorithms for data mining tasks, which contains tools for data pre -processing, classification, regression, clustering, discovery of association rules and visualization.
Choice of attributes
A preliminary analysis was done to choose which attributes are important to classify the traffic as normal or suspicious. As we are working on network traces and the objective is not to search for attack signatures on data, i.e. on the packets' payloads, the attributes must be derived from the TCP/IP headers of the packets. Each packet has a TCP/IP header that contains some traffic information, such as source and destination IP address, source and destination port, transport protocol, amount of data sent in the packet, sequence and ACK number, information flags and the payload itself. In this work we intend to separate the logs according to the label assigned to the sessions. A session is a communication involving two unique pairs -source IP and port, destination IP and port -which have begin and end timesta mps and can be considered complete.
The session analysis provides other information such as number of packets and number of bytes exchanged over this specific session. We work under the hypothesis that there is a limited set of attributes associated with the TCP/IP session that can be used to differentiate an attack from a normal session. We ch ose only seven attributes to be evaluated, in opposition to other approaches that uses more than 30 different attributes, such as proposed in KDD Cup 1999 16 .
The attributes were chosen in a way that there is no linear combination among them, i.e, an attribute "average of bytes" is the linear combination of two other possible attributes: number of packets and quantity of bytes. Thus, we choose to have the minimu m number of attributes that can be taken directly from the sets of TCP/IP headers from a network session. The attributes that are used in the datasets of this work are:
Session duration: the time between the initial three -way handshake and the end of a session; Server port: the service offered by a server from our network; Server packets: the number of packets sent by the server of the session; Server bytes: number of bytes sent by the server of the session; Client packets: the number of packets sent by the client of the session; Client bytes: number of bytes sent by the client of the session; Class: a nominal value that can be either normal or suspicious and is related to the source of data, i.e., data from a honeypot are labeled as suspicious and data from the DMZ are labeled as normal.
Data pre-processing
In order to evaluate the data mining algorithms, two kinds of data sets were separated: a dataset containing network traffic related to the DMZ and labeled as normal, and a dataset with network traffic directed to this DMZ associated honeypot. Data obtained from a honeypot is inherently associated with an attack since there are no real services in it. As an initial evaluation, it's worth to emphasize that the normal -labeled data is unfiltered, i.e., it is quite possible that there is some attack data concealed in the data collected from the DMZ.
To test the algorithms, we build several datasets consisting of real data from the DMZ and from the honeypot, separated by day. Some tools were developed to aid the task of getting the log data in tcpdum p format and transforming it in arrays of attributes that can be read by WEKA algorithms. These tools extract basic TCP/IP header information from each session and label them according to its origin (DMZ or honeypot), converting the dumps to the ARFF (Attribute -Relation File Format) format files used in WEKA.
With the pre-processing task completed, the chosen algorithms were tested, using as input the generated data sets. The next section contains the tests done with each algorithm. We also present and comment the results.
RESULTS
The data was collected in some days of the months of February, April and June, 2005. The logs were collected daily and pre -processed as described in section 3. Corrupted logs or incomplete sessions were discarded, so only reliable data was used, and reliable data could be obtained only for some days of the chosen period. Those days and the correspon ding amount of normal and suspicious log entries (sessions) are listed on Table 1 . One important fact about the attack data must be mentioned. Since attacks correspond to just a tiny fraction of the network activity, they amount to just some entries on the collected data. The algorithms being evaluated tends to yield simple classification schema for the data, therefore if the attack data were to be used as-is, it would be completely ignored (considered as normal) in order to obtain a simpler, faster classifier. To avoid this, the attack data was replicated, without addition of derived or random perturbation data, to amount at least 5% of the total data.
The next subsections will show the results of the application of the three chosen algorithms. The tables used to describe the results obtained consist of the following fields:
Model building time, i.e. the time in seconds spent by WEKA to build a model to evaluate the data; False positives, or the percentage of normal data misclassified as suspicious; False negatives, or the percentage of suspicious data misclassified as normal; Correctness, that means the percentage of data correctly classified with the current model related to all instances evaluated; Effectiveness, that measures the usability of the model for other data sets. It is similar to the "Correctness", but we apply the model generated to data from the previous day available (or next day available, in the case of a data set belonging to a different month).
KNN Results
The first batch of tests was done using the most simple method possible with the KNN algorithm: the 1-nearest neighbor. This classifier works calculating distances and comparing them in the attributes space, labeling a instance with the class of its nearest neighbor. In our case, the separation of data will be done with the creation of a set of hyperplans to divide the instances in normal or suspicious.
Depending on the quantity of data and the number of neighbors that will be used as comparison parameter, the KNN could be very slow to process, but it is considered to have a good classification, independent of the data distribution model.
The first try was taking too much time, so we decided to verify the classification time of KNN with a step by step increasing procedure. Thus, we tried to classificate the smallest data set (02/05) with the 1-nearest neighbor. This test last 70 seconds and resulted in 100% of correctness. So, we applied the 3-nearest neighbor in the same data set, resulting in the same 100% of correctness in 91 seconds. After it, we passed to the (06/08) data set, that was finished in 197 seconds with 97.76% of correctness. An increase of approximately 30% in the data set almost triple the classification time.
The next data set (02/09) had a better correctness rate (99.25%), but its classification time was of 5163 seconds. The last test was done on the (04/28) data set, which have 189706 normal instances and 19038 suspicious instances. After more than 3 hours of test (exactly 11676 seconds), the classifier had just evaluated 36900 instances (17.67% of total).
With more neighbors used in comparison, the time used in classification should greatly increase, due to the amount of distance calculations required. These results showed the impossibility to use the KNN in our data sets without modifications, because most of our data sets have more than a hundred thousands of points and the timing is a main factor in our case. A variation to consider is to store less labeled samples to optimize the comparison, in a scheme of summarization or grouping of similar instances. In this way, the complexity of processing decreases, reducing consequently the execution time.
Artificial Neural Network Results
The architecture of MLP used was 6:2:2, i.e., six input neurons, two neurons in the hidden layer and two output neurons that indicates the classes.
As we can't see in a traditional graphic the separability of data, because our space of attributes is 6-dimensional, we have to guess the number of neurons on the hidden layer. The hidden layer neurons are used to create hyperplans and combinations, aiming to classify non -linearly separable distributions. Initial tests with the data showed that more than one hidden layer slow the process and don't present better results.
The time spent in each test varied between 37 and 2216 seconds, which is acceptable. The false positives rate is lower than 1% in all data sets, but the false negatives rate is too high in most of cases. In the (02/02) data set, there was no classification at all. Thus, the suspicious sessions are being considered normal and, despites the false positives rate being low, providing a reduced data set to the analysts, with this models they will not see a lot of attacks or suspicious behavior in their networks. The results are presented in Table 2 .
Considering the objectives, which is to reduce data to human analysis, the neural networks provided good results, but this reduction caused a side effect that is to let suspicious data pass undetected. Furthermore, the model is easily reusable (the architecture and weights), but the interpretation of results is difficult, because of the complexity of the classification mechanism. Some tests using 10 neurons in the hidden layer was done, to see whether it separates better with more hyperplans. This new test just increased the evaluation time and don't have any effects on the results. For example, using the (02/06) data set with this architecture resulted in a model building and evaluation time of 7354 seconds while the correctness rate increased 0.23%. 
Decision Tree Results
Last, we have carried out tests using decision trees, a supervised classification algorithm. Since it is important to understand the classification process, it is not convenient to have a tree with a great depth, in order to facilitate the results interpretation. So we use a pruned tree with confidence factor of 0.25.
As all the attributes are tested in order to create nodes and this creation is based on the information gain provided by the attribute in relation to the class, the decision trees don't have the processing load involved in training /learning or calculating distances among several instances. So, the results appears quickly. The discretization of numeric attributes contributes to the comprehension of the final results, that are the best obtained in the tests. The false positives rate obtained for each data set is very low, while the false negatives rate are much better than that obtained with neural networks. The results of these tests are in the Table 3 . 
CONCLUSION
In this paper we attempted to solve a network -security related task with the aid of data mining techniques. The main purpose was to simplify some tasks which must be performed by a human analyst. In order to avoid analysis of network connection payloads, we focused on a relevant subset of features which can be extracted from the packets header, which is very cost effective and it is expected to be useful to classify normal versus suspicious network activity.
From the chosen methods and algorithms, we conclude that data decision trees yielded the best results, both numerically and considering its decision process representation --decision trees are very similar, structuraly, to expert systems, therefore can be easily understood by human analysts and modified to include more knowledge. We consider this feature to be very important since it allows the human analyst to identify not only what can be an attack but also why, i.e. which features and values were used in the classification.
A traditional machine learning algorithm, K-nearest neighbors, also yielded interesting results, but the implementation used is computationally very expensive, therefore should be improved before real application since one of the requirements for the solution of our problem is that the processing time must be acceptable to allow a timely answer time from the analyst.
Future work on this research will be directed to the improvement of the KNN algorithm, possibly using a hybrid supervised / u n s u p ervised learning schema using clustering as pre-processing step, and application of visualization and identification of trends using time -stamped decision trees.
