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Blind quantum computation (BQC) enables a client with less quantum computational ability to delegate
her quantum computation to a server with strong quantum computational power while preserving the client’s
privacy. Generally, many-qubit entangled states are often used to complete BQC tasks. But for a large-scale
entangled state, it is difficult to be described since its Hilbert space dimension is increasing exponentially.
Furthermore, the number of entangled qubits is limited in experiment of existing works. To tackle this problem,
in this paper we propose a universal BQC protocol based on measurement with minor resources, where the
trap technology is adopted to verify correctness of the server’s measurement outcomes during computation and
testing process. In our model there are two participants, a client who prepares initial single-qubit states and a
server that performs universal quantum computation. The client is almost classical since she does not require
any quantum computational power, quantum memory. To realize the client’s universal BQC, we construct an
m × n latticed state composed of six-qubit cluster states and eight-qubit cluster states, which needs less qubits
than the brickwork state. Finally, we analyze and prove the blindness, correctness, universality and verifiability
of our proposed BQC protocol.
PACS numbers: 03.67.Lx, 03.67.Dd, 03.65.Ud.
I. INTRODUCTION
Quantum computation has already been widely studied by
different styles [1–4]. The quantum logic network [2] can
be used to establish a relationship between quantum physics
and quantum information processing. The quantum technol-
ogy is improved continuously, which makes it possible for the
first generation quantum computers to come out. Quantum
computers can only be possessed by companies and govern-
ments because of their expensive prices for average persons.
However, quantum computing will become essential for most
people in the future. When people want to perform quantum
computing, quantum computers or simulators can be used as
quantum cloud platforms to satisfy such requirements. In this
case, the client’s quantum computing can be delegated to these
quantum cloud platforms called servers. This delegation will
bring a key problem, that is how to guarantee the client’s quan-
tum computing privacy. To be specific, servers only obtain
the information that the client tells, but cannot get anything
else. To solve the problem better, blind quantum computation
(BQC) technology is adopted.
For this problem, numerous blind quantum computation
protocols are proposed [5–24]. As we know, blind quantum
computation is a new secure quantum computing, in which
a client with less quantum technologies outsources her com-
putation to a server with a fully-fledged quantum computers.
In the process, the client’s quantum abilities are not suffi-
cient for universal quantum computation and any of her se-
cret information will not be leaked to servers. Broadbent
et al. [11] proposed an universal blind quantum computa-
tion based on a brickwork state (which is called BFK pro-
tocol), which allows a client to delegate quantum compu-
tation to a server while remaining the client’s inputs, out-
puts and computation perfectly private. In their protocol,
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the client is able to prepare single qubits randomly chosen
from a finite set 1√
2
(|0〉 + eiθ|1〉)(θ ∈ {0, π
4
, 2π
4
, . . . , 7π
4
} and
the server has the ability to control quantum computational
resources. Moreover, a fault-tolerant authentication protocol
was given to verify an interfering server. Barz et al. [15]
made an experiment to demonstrate blind quantum comput-
ing, where the client had the abilities to prepare and trans-
mit individual photonic qubits keeping input data, algorithms,
and output data private. Naturally, measurement-based multi-
server BQC protocols with Bell states [20, 21] were proposed,
which were degraded to single-server performing BFK pro-
tocol [11]. Besides blind brickwork state, BQC protocols
based on blind topological states [13] and Affleck-Kennedy-
LiebTasaki (AKLT) [12] were also studied respectively.
However, servers are almost semi-trusted in BQC, which
makes it an urgent problem to detect the correctness of
servers’ computing results. Aiming at such a problem, many
methods [25–33] can be employed to realize the verifiability
such as verifying quantum inputs [30] and quantum comput-
ing [25]. As for other aspects, many scholars started to con-
sider solving practical questions by using BQC technologies
[34–39]. For instance, Huang et al. [35] implemented an ex-
perimental BQC protocol to factorize the integer 15 in which
the classical client can interact with two entangled quantum
servers. Recently, Fitzsimons [34] analyzed and summarized
some important BQC protocols in terms of security, state
preparation and so on.
It is crucial for quantum computers to prepare entangled
states [11, 40] in large scales of space-separated or individual-
controllable quantum systems. For example, one of the gen-
uine entangled states—the brickwork state [11]—was con-
structed in theory to realize universal blind quantum computa-
tion. The large-scale quantum entangled states can be viewed
as vital resources in quantum field such as quantum nonlo-
cality [41], quantum computing [42] and quantum simulation
[43]. Concretely, in terms of realizing quantum parallel com-
puting, a great amount of quantum entanglement makes quan-
2tum computers and simulators superior classical computers.
Meanwhile, there are some important progress in experiment
to preparemulti-qubit entangled states recently. For a trapped-
ion system, the number of qubits in an entangled state [44]
reaches to 14 in 2011, while the number merely increases to
20 deterministically implemented by Friis et al. [45] in 2018.
In addition, the number of entangled qubits is only 10 both in
superconducting [46] and photonic system [47]. However, the
Hilbert space dimension will increase doubly when a qubit is
added into an experimental system, which becomes a signifi-
cant challenge to describe the new large entangled state.
In [11], universal gates H, T, CNOT can be realized by
ten-qubit cluster states respectively. To lessen the number
of qubits, we propose a measurement-based universal BQC
(MUBQC) protocolwith a minor resource called latticed state.
In this article, there are two participants, a client Alice and a
server Bob. In the process of blind quantum computation, we
suppose that a client Alice prepares trustworthy initial single-
qubit states |±θ〉, |0〉 and |1〉 and a server Bob performs uni-
versal quantum computation. In the verifiable process, we as-
sume that the sever Bob is a polynomial time quantum prover
and the client Alice is a polynomial time classical verifier.
Similar to the Ref.[30], we assume that a decision problem
L needs to be solved by Alice in our protocol. Usually for any
instance x, if x ∈ L, the acceptance probability is larger than
2/3, and if x < L, the acceptance probability is smaller than
1/3. The latticed state is composed of two classes of cluster
states: six-qubit cluster states mainly realizing gates S, Z, T,
X, Y, I and eight-qubit cluster states chiefly realizing gates H,
CNOT. Therefore, our proposed latticed state with less qubits
is possible to be prepared in the laboratory. Furthermore, we
respectively prove the blindness, correctness, universality and
verifiability of our protocol. These factors are often consid-
ered in other BQC protocols. Notice that the verifiability
means to verify the correctness of Bob’s measurement out-
comes in computing and testing process, which is achieved by
trap technology in measurement. The proof technology of ver-
ifiability refers to the work in [30]. The employed encrypted
method is from the BFK protocol in [11].
The rest of paper is organized as follows. The blind quan-
tum computation protocol is presented in Sec. II as well as
analyzing and proving the blindness, correctness, universality
and verifiability. Finally, the conclusions are shown in Sec.
III.
II. MEASUREMENT-BASED UNIVERSAL BQC
PROTOCOL
In this section, we construct the latticed state for the
first time and design our measurement-based universal BQC
(MUBQC) protocol. And then we give out analyses and
proofs with respect to the blindness, correctness, universality
and verifiability of our MUBQC protocol.
Definition of the latticed state.—An m × n dimensional lat-
ticed entangled state |LA〉 is constructed as follows (see FIG.
1). Here, we set thatm represents the total number of horizon-
tal rows and n represents the total number of vertical columns.
To express conveniently, we suppose N = mn in the follow-up
description.
1. All original qubits are in states |±κt〉 = 1√2 (|0〉 ± e
iκt |1〉),
where κt = 0,
π
4
, . . . , 7π
4
.
2. We label physical qubits with indices x and y. Here x rep-
resents the xth row and y represents the yth column.
3. For each column, apply operations controlled-Z (CZ) on
qubits (x, y) and (x, y + 1) where 1 6 x 6 m, 1 6 y 6 n.
4. For odd rows x and columns y ≡ 1 (mod 5), apply opera-
tions CZ on qubits (x, y) and (x+1, y), (x, y+2) and (x+1, y+2).
5. For even rows x and columns y ≡ 3 (mod 5), apply opera-
tions CZ on qubits (x, y) and (x+1, y), (x, y+2) and (x+1, y+2).
6. The white circles denotes the computational outputs of pre-
vious cluster states and the inputs of latter cluster states at the
same time, while the black circles denote auxiliary qubits for
realizing quantum computing.
L
L
L
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FIG. 1. (Color online) The structure of the latticed state |LA〉.
Specifically, the latticed state |LA〉 in FIG. 1 can be decom-
posed into six-qubit cluster states and eight-qubit cluster states
(respectively FIG. 4 and FIG. 5 in Appendix A), in which six-
qubit cluster states mainly realize gates S, T, X, Y, Z, I and
eight-qubit cluster states mainly realize gates H, CNOT. In
fact, every eight-qubit cluster state can also be used to achieve
gates S, T, X, Y, Z, I, while there is undesirable operations H
in FIG. 6 (See Appendix A). Therefore, to obtain S, T, X, Y,
Z, I, we prefer to use six-qubit cluster states than eight-qubit
cluster states for efficiency improvement. For CNOT gate,
we notice that it needs correction gates H and Rz(-
π
2
). If the
cluster states do not contain quantum outputs, the correction
operations Rz(-
π
2
) will be naturally absorbed since Alice can
ask Bob to perform the projective measurements |±ηt− π2 〉 ⇔
Rz(-
π
2
)|±ηt〉 = 1√2 (e
iπ
4 |0〉 ± ei(ηt− π4 )|1〉) = e
iπ
4√
2
[|0〉 ± ei(ηt− π2 )|1〉]
(See Appendix A). Note that, ηt comes out in Step 4 of our
protocol. Otherwise, the correction operations Rz(-
π
2
) will be
performed on useful outputs of qubits and randomly traps to
hiding gate CNOT since none of outputs needs to be mea-
sured.
MUBQC Protocol.—The principle of measurement-based
quantum computation is presented in Refs. [11, 48, 49] de-
tailedly. In our design, MUBQC protocol can be realized by
measuring the latticed state, shown in FIG. 2. From FIG.
2, Alice prepares and distributes enough single-qubit states,
while the server Bob does the entanglement and measure-
ments. Notice that, for hiding CNOT, Alice randomly asks
Bob to perform operations H on computing qubits |LA〉 or trap
3qubits from |R1〉 and |R2〉. Therefore, Bob can not distinguish
these operators performed on |LA〉 or |R1〉 or |R2〉 in the stage
of Bob’s measurement.
L
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FIG. 2. (Color online) Schematic diagram of MUBQC protocol,
where the green circles and yellow circles are trap qubits |R1〉 and
|R2〉, respectively. |R1〉 consists of |r′1〉 and |r1〉, and |R2〉 consists of
|r′
2
〉 and |r2〉. QC1 and QC2 represents quantum channels between
Alice and Bob. CC is the classical channel.
Our protocol runs as follows:
1) Alice prepares N single-qubit states |±κt〉 = 1√2 (|0〉 +
eiκt |1〉) (κt ∈ {0, π4 , · · · , 7π4 }) and K1 single-qubit states |R1〉 ={|0〉, |1〉}, where K1 = 2m1 × n (m1 is an integer and 1 6 m1 6
m
2
). Alice sends these qubits to Bob. Here, trap qubits |R1〉 are
randomly attached to the latticed state with certain rules such
as Figure A4 in Appendix A, but from Bob’s view, the combi-
nation structure of latticed state and trap qubits |R1〉 cannot be
distinguished from the original latticed state.
In the step 2, we consider two cases.
2A) If Alice wants to realize a single-qubit gate S or T
or X or Z or Y or I, Bob performs CZ gate to get state
|g′〉 = |cluster6〉 ⊗ |r′1〉 according to Alice’s orders. The |g′〉
state is shown in FIG. 3(a), where |cluster6〉 is used to com-
pute and |r′
1
〉 = (|0〉⊗|1〉)⊗k′11 is applied to test the correctness of
the |cluster6〉 state. Bob returns |g′〉 to Alice, Alice generates
k′
11
trap qubits |r′
2
〉 = |±ϕ〉 (ϕ ∈ {0, π4 , . . . , 7π4 }) and randomly
inserts them into the sequence containing (6 + k′
11
) qubits, in
which k′
11
6 6. Then Alice sends all qubits |g′
1
〉 to Bob again
and Bob performs measurements. The output qubits are en-
tangled with other qubits to construct next cluster state. Be-
cause of the existence of trap qubits, the useful gates can be
concealed.
2B) If Alice wants to realize a gate H or CNOT, Bob per-
forms CZ gate to get state |g〉 = |cluster8〉 ⊗ |r1〉 according
to Alice’s orders. The |g〉 state is shown in FIG. 3(b), where
|cluster8〉 is used to compute and |r1〉 = (|0〉 ⊗ |1〉)⊗k11 is ap-
plied to test the correctness of the |cluster8〉 state. Then Bob
returns |g〉 to Alice, Alice generates k11 trap qubits |r2〉 = |±ϕ〉
(ϕ ∈ {0, π
4
, . . . , 7π
4
}) and randomly inserts them into the se-
quence containing (8 + k11) qubits, in which k11 6 8. Then
Alice sends all qubits |g1〉 to Bob again. After measurement,
Bob obtains the useful output operated by (H ⊗ I)CNOT or
H ⊗ H. Then Alice immediately asks Bob to perform (H ⊗ I)
gate and get a CNOT gate or H gate. The output qubits are
entangled with other qubits to construct next cluster state. To
hide CNOT and H, Alice randomly asks that Bob performs
gate H on trap qubits |0〉, |1〉, |±ϕ〉. Note here, |r′1〉 and |r1〉
belong to |R1〉, while |r′2〉 and |r2〉 belong to |R2〉.
(a) (b)
FIG. 3. (Color online) (a) A six-qubit cluster state with trap qubits,
i.e. |g′〉. (b) A eight-qubit cluster state with trap qubits, i.e. |g〉.
Bob repeats the step 2A) or 2B) until all measurements are
completed, after that the graph state |G〉 (See FIG. 7) is con-
structed spontaneously. In FIG. 7, these trap qubits can be
randomly attached to the |LA〉 state as long as they keep the
structural consistency and do not affect the efficient comput-
ing.
The qubits from |r1〉 and |r′1〉 are not entangled, |custer6〉
and |r′
1
〉, |custer8〉 and |r1〉 are not entangled with each other,
while qubits in |custer8〉 and |custer6〉 are entangled with each
other. Although we use unit cluster states to realize blind
quantum computation, the verifiability process will not be af-
fected since we analyze the whole computation protocol.
It is vital to fix the number of qubits from |LA〉 and traps
|R1〉, since too many traps will affect the computational ef-
ficiency while too few traps will reduce the probability of
checking Bob’s deception. In our MUBQC protocol, the num-
ber of qubits from |LA〉 and traps |R1〉 is set N and K1 respec-
tively (N > K1), which exists a tradeoff between the computa-
tional efficiency and the probability of checking Bob’s decep-
tion.
3) For the tth qubit, Alice computes measurement angles
ηt = θ
′
t + κt + rπ, where r ∈ {0, 1} and θ′t = (−1)s
X
t θt + s
Z
t π.
To be specific, the actual measurement angle θ′t is a modifi-
cation of θt that depends on previous measurement outcomes.
We define that the measurement results in the first row and the
first column are zero [11]. The measurement angles ηt and ϕ
belong to the same set {0, π
4
, · · · , 7π
4
} so that they cannot be
distinguished from Bob’s view. Alice sends relevant measure-
ment angles ηt and ϕ to Bob, where measurement outcomes
are always labelled 0 or 1.
4) Bob measures all qubits and returns these results to Al-
ice, where the positions of trap qubits are unknown to Bob.
After receiving results from Bob, Alice will performs the fol-
lowing three processes with a certain probability.
5) With probability q (0 6 q 6 1), if the computation re-
sult is acceptable after directly abandoning all traps |R1〉 and
|R2〉, the probability of Alice accepting the results of |LA〉 is
at least 3
4
. (If Bob is malicious to randomly prepare a fake
graph state, the original states |±κt〉 are randomly changed into
|0〉, |1〉, |±κ′t 〉. Thus, the probability that Alice obtains correct
results is 3
4
while the probability is larger than 3
4
for an honest
Bob). Otherwise, the probability of Alice accepting is at most
1
4
(If Bob is malicious, the probability that Alice accepts false
measurement results is 1
4
while the probability is less than 1
4
for an honest Bob). According to the value r, Alice deter-
4mines whether the result is flipped or not when Alice accepts
these results.
With probability
1−q
2
, Alice tests the results |R1〉 to detect
the correctness of the latticed state. If the results returned by
Bob are coincide with the values predicted from the outcomes
in the original |R1〉, then the test is passed.
With probability
1−q
2
, Alice tests the results of |R2〉 to
check the correctness of measurement results. If the results
returned by Bob are coincide with the values predicted from
the outcomes in the original |R2〉, then the test is passed.
In our protocol, if Bob is honest, Alice will realize her com-
puting successfully. However, if Bob is malicious, he can not
get anything about Alice’s privacy since Alice can check out
the malicious behaviour and abort the protocol.
Notice that, we can ensure that the structure of trap qubits
are not distinguished from the original latticed state in Bob’s
side. In fact, traps in |R1〉 do not affect the computation be-
cause there is no entanglement not only among qubits in |R1〉
but also between |R1〉 and |LA〉. In FIG. 7 (Appendix A), we
show the structure of the graph state |G〉 as an example.
Analyses and proofs—Here, we will give the analyses and
proofs of correctness, blindness, universality and verifiability
in detail.
Theorem 1 (Correctness). If Alice and Bob follow the steps
of our MUBQC protocol, these outcomes will be correct.
Proof: 1) In FIG. A1, suppose operations I, S, T, X, Y, Z
are performed on the above qubit, and then I is performed
on the below qubit. For gates I, S, Z, T, H, these circuits are
simple and we directly obtain the Eq.(1), but the simplification
process of gates X, Y and CNOT are relatively complicated,
as shown in FIGs. 8, 9 and 10 (See Appendix B).
I = HRz(0)HRz(0), S = e
iπ
4 HRz(0)HRz(
π
2
),
T = e
iπ
8 HRz(0)HRz(
π
4
), Z = e
iπ
2 HRz(0)HRz(π),
H = HRz(0)HRz(0)HRz(0).
(1)
where Rz(0) = I, (Rz(θ) ⊗ I)CZ = CZ(Rz(θ) ⊗ I), HRz(θ)H =
Rx(θ). Therefore, the correctness is proved.
Theorem 2 (blindness of the latticed state). The dimen-
sion of the latticed state in our MUBQC protocol is private.
The positions of six-qubit cluster states and eight-qubit clus-
ter states may leak.
Proof: In our protocol, the graph state prepared by Bob are
composed of traps and computational qubits, so it is obviously
that the dimension known to Bob is larger than the dimension
of the latticed state. That is to say, the dimension of latticed
state keeps privacy to Bob except the dimension of brickwork
state [11]. If Bob is very careful, he will find that the posi-
tions of six-qubit cluster states and eight-qubit cluster states.
However Bob can only know this at most since all measure-
ment angles are encrypted and there exists the confusion of
traps. Therefore, our construction accords with the blindness
property of the latticed state. 
Theorem 3 (blindness of quantum inputs). The quantum
inputs are |±ϑ j〉 (ϑ j = 0, π4 , . . . , 7π4 ) and |0〉, |1〉 which are un-
known to Bob.
Proof: We can see that the density matrix is independent of
|±ϑ j〉 (ϑ j = 0, π4 , . . . , 7π4 ), |0〉 and |1〉 as follows.
1
18
[
∑
ϑ j
[|+ϑ j〉〈+ϑ j | + |−ϑ j〉〈−ϑ j | + |0〉〈0| + |1〉〈1|]
=
1
18
[|+〉〈+| + |+ π
4
〉〈+ π
4
| + |+ π
2
〉〈+ π
2
| + |+ 3π
4
〉〈+ 3π
4
|
+|+π〉〈+π| + |+ 5π
4
〉〈+ 5π
4
| + |+ 3π
2
〉〈+ 3π
2
| + |+ 7π
4
〉〈+ 7π
4
|
+|−〉〈−| + |− π
4
〉〈− π
4
| + |− π
2
〉〈− π
2
| + |− 3π
4
〉〈− 3π
4
|
+|−π〉〈−π| + |− 5π
4
〉〈− 5π
4
| + |− 3π
2
〉〈− 3π
2
| + |− 7π
4
〉〈− 7π
4
|
+|0〉〈0| + |1〉〈1|] = 1
2
I.
(2)
From Eq.(2), Bob cannot obtain anything about the state from
{|±ϑ j〉, |0〉, |1〉} since Alice has utilized the depolarizing chan-
nel. Even if Bob destroys or tampers the states by some way,
he can learn nothing about them. Therefore, we have proved
the blindness of quantum inputs. 
Theorem 4 (blindness of algorithms and outputs). The
blindness of quantum algorithms and classical outputs can be
proved by Bayes’ theorem.
1) The conditional probability distribution of Bob obtain-
ing computational angles is equal to its priori probability dis-
tribution, even if Bob knows all classical information and all
measurement results of any positive-operator valuedmeasures
(POVMs) at any stage of the protocol.
2) All classical outputs are one-time pad to Bob.
Proof: Refer to [12, 13].
Theorem 5 (Universality). The universal quantum comput-
ing can be realized by a standard universal gates set H, T,
CNOT [50].
Proof: As we see that, in FIG. 4, quantum gates S, Z, T,
X, Y, I can be realized by the help of six-qubit cluster states.
Gates H, CNOT can be realized by eight-qubit cluster states in
FIG. 5. In FIG. 1, the latticed state contains six-qubit cluster
states and eight-qubit cluster states such that all gates can be
realized by the combination of gates H, T and CNOT. 
Theorem 6 (Verifiability). If Bob is honest, Alice can ob-
tain the correct results. However, if Bob is malicious, he
returns fake results. In measurement-based quantum com-
putation model [33, 51], the interactive proof is performed
between the server Bob who is a polynomial time quantum
prover and the client Alice who is a polynomial time classical
verifier. We prove the two items completeness and soundness
as follows, where language L belongs to BQP.
1) (Completeness) If x ∈ L, the probability that Alice ac-
cepts Bob is at least 2
3
.
2) (Soundness) If x < L, the probability that Alice accepts
Bob is no more than 1
3
.
Proof: Firstly, we prove the completeness as follows. If
x ∈ L, honest Bob measures the correct state |G1〉 such that
Alice obtains the correct results, and the probability of passing
the tests are 1. Therefore, the acceptance probability P is
P > (3q)/4 +
1 − q
2
· 1 + 1 − q
2
· 1
> (2q)/3 +
1 − q
2
· 1 + 1 − q
2
· 1 ≡ ζ.
5where 0 6 q 6 1. Then we have
ζ ≡ (2q)/3 + 1 − q
2
+
1 − q
2
=
2
3
q + (1 − q) = 1 − 1
3
q >
2
3
.
Therefore, we prove the completeness.
Next, the soundness is considered. Let x < L, Bob might
be malicious to measure any (N + 2K1)-qubit state |G′1〉. Sup-
pose ǫ > 2
3(1−q) , we can obtain the acceptance probability P
by the following cases. P1 and P2 respectively represent the
probability of passing tests in traps |R1〉 and |R2〉.
1) If P1 < 1 − ǫ and P2 < 1 − ǫ, then
P 6 q/4 +
1 − q
2
(1 − ǫ) + 1 − q
2
(1 − ǫ)
< q +
1 − q
2
(1 − ǫ) + 1 − q
2
(1 − ǫ) ≡ ξ1.
Thus we get
ξ1 ≡ q +
1 − q
2
(1 − ǫ) + 1 − q
2
(1 − ǫ) = 1 − (1 − q)ǫ.
2) If only one of tests passes, that is one of P1 and P2 is at
least 1 − ε, then
P 6 q/4 +
1 − q
2
· 1 + 1 − q
2
(1 − ǫ)
< q/3 +
1 − q
2
· 1 + 1 − q
2
(1 − ǫ) ≡ ξ2.
Hence, we obtain
ξ2 ≡ q/3 +
1 − q
2
+
1 − q
2
(1 − ǫ) = 1 − ǫ
2
+ (
ǫ
2
− 2
3
)q.
3) If P1 > 1 − ǫ and P2 > 1 − ǫ, then
P 6 (1/4 + 2
√
ǫ)q +
1 − q
2
· 1 + 1 − q
2
· 1
< (2/3 + 2
√
ǫ)q +
1 − q
2
+
1 − q
2
≡ ξ3.
So, we have
ξ3 ≡ (2/3 + 2
√
ǫ)q +
1 − q
2
+
1 − q
2
= 1 − (1
3
− 2√ǫ)q.
Suppose ξ1 > ξ2 and ξ1 > ξ3, we can get two inequalities
(1) ξ1 − ξ2 > 0 and (2) ξ1 − ξ3 > 0 accordingly. By plugging
ξ1 and ξ2 in inequality (1), we have
ξ1 − ξ2 = 1 − (1 − q)ǫ − 1 +
ǫ
2
− ( ǫ
2
− 2
3
)q
= − ǫ
2
+ (
2
3
+
ǫ
2
)q > 0,
and it is straightforward that q >
ǫ
2
2
3
+ ǫ
2
= 3ǫ
4+3ǫ
. Similarly, by
plugging ξ1 and ξ3 in inequality (2), we have
ξ1 − ξ3 = 1 − (1 − q)ǫ − 1 + (
2
3
− 2√ǫ)q
= −ǫ + (1
3
+ ǫ − 2√ǫ)q > 0,
and we obtain q > ǫ1
3
+ǫ−2√ǫ =
3ǫ
1+3ǫ−6√ε . It is clear that in
order to satisfy above two inequalities, we must ensure that
q > { 3ǫ
4+3ǫ
, 3ǫ
1+3ǫ−6√ε }max = 3ǫ1+3ǫ−6√ε . Given that ǫ > 23(1−q) ,
we have ξ1 = 1 − (1 − q)ǫ 6 13 (ξ2 6 13 , ξ3 6 13 ), where
ǫ ∈ [0.035, 0.384] is computed by using Matlab (The detailed
calculation process is attached in Appendix C).
If the probability of passing the test is high [52, 53], P >
1 − ǫ, then state ρ is “close” to a certain stabilized state ρ′ in
the sense of
1
2
||ρ − ρ′||1 6 2
√
ǫ.
Therefore, we prove the soundness.
III. CONCLUSIONS
In this section, we first make comparisons with other works
[11, 20, 21, 25, 30, 54] and then conclude this paper.
In [54], the client is classical and there are two servers la-
beled prover 1 and prover 2, in which prover 1 prepares the
initial state and prover 2 measures the state. In their scheme
(Section V.B), two provers are not allowed to communicate
once the protocol start which is not practical. However, this
situation will not happen in our protocol since we only need a
classical verifier and a quantum prover.
In [11], the server needs to prepare the brickwork state
which is difficult in experiment. But it can utilize our pro-
tocol model, which can be decribed as follows. First, the unit
cluster state is prepared and measured. After that, the server
prepares next unit cluster state to measure and the similar pro-
cess can be repeated until completing the computation. Our
protocol model can be used to solve many similar questions.
For example in [25, 30], the server can adopt our proposed
model to complete a complex quantum computation in exper-
iment.
In [20, 21], they directly use the BFK protocol [11] to real-
ize the quantum computation. However, we propose a novel
single client-server verifiable blind computation protocol with
a new graph state.
To conclude, this article presents a universal measurement-
based BQC protocol, which only needs a client and a server.
We construct an entangled state with less qubits called latticed
state consisted of six-qubit cluster states and eight-qubit clus-
ter states, where the former is mainly used to realize gates S,
T, X, Y, Z, I and the latter is mainly applied to obtain gates
H, CNOT. Moreover, Alice randomly inserts optimal number
of trap qubits to verify the correctness of Bob’s measurement
outcomes during computing and testing process. Finally, we
analyze and prove the correctness, universality, verifiability
as well as the blindness of the latticed state, quantum inputs,
quantum algorithms and classical outputs. Compared with the
brickwork state, our proposed latticed state is composed of
less qubits in the case of realizing a specific quantum comput-
ing.
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APPENDIX A
In this part, we show the schematic structures of six-qubit
cluster states and eight-qubit cluster states in FIGs. 4, 5 and
6. And we also give the form of graph state |G〉 in FIG. 7.
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FIG. 4. Schematic structure of six-qubit cluster states for gates S, T,
X, Z, Y, I.
In FIGs. 4, 5 and 6, a computation starts with the input
information in two left qubits, and measurements are per-
formed from left-to-right. Qubits labelled by αx, βx, γx, δx,
ηx (x = 1, 2) are measured such that the information for each
qubit flows to the right along the lines. In general, each hor-
izontal line represents a single qubit propagation, and each
vertical connection represents single qubit interaction.
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FIG. 5. Schematic structure of eight-qubit cluster states for gates H
and CNOT.
In FIG. 4, αx and βx are rotation angles in (a). In (b), Rz(αx)
and Rx(αx) are rotations about the Z axis and X axis, respec-
tively. R′z(θ) = HRz(θ), it is applicable to FIGs. 5 and 6. The
8lines between qubits represent the controlled-Z which are ap-
plied before the computation begins.
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FIG. 6. Schematic diagram of eight-qubit cluster states for gates H,
S, T, X, Y, Z, I.
In FIG. 5, γx, δx and ηx are rotations about the X axis and
Z axis in (a). Note that, extra gates H and Rz(-
π
2
) need to be
performed on the above qubit and the below qubit respectively
to get a gate CNOT. If the cluster state does not contain the
final quantum outputs, the operation Rz(-
π
2
) will be naturally
corrected by performing projective measurements |±ηt− π2 〉 ⇔
e
iπ
4√
2
[|0〉 ± ei(ηt− π2 )|1〉].
In FIG. 6, eight-qubits cluster states can also be used to re-
alize single-qubit gates H, S, T, X, Y, Z, I. In this case, Bob
needs to perform an undesirable correction operation H on
qubits belong to states |LA〉 or traps |R1〉, |R2〉. It is obvious
that this increases Bob’s workload and complexity of this pro-
tocol. Therefore, we do not use the eight-qubit cluster states
to implement gates H, S, T, X, Y, Z, I as far as possible. In the
following, we give the structure of graph state |G〉 (FIG. 7).
In FIG. 7, the green circles are trap qubits |R1〉 and these
traps are randomly attached to the latticed state with a certain
rule. In such case, Bob cannot precisely extract the traps from
state |G〉, so he learns nothing about the true dimension of the
latticed state and the positions of the latticed state.
APPENDIX B
The proofs of correctness of X, Y, CNOT are shown in the
following.
Proof: We first give the decompositions of gates X, Y,
CNOT in Eq.(b1).
X = ei
π
2 HRz(π)HRz(0), Y = e
- iπ
2 HRz(π)HRz(π),
CNOT = (Rz(
π
2
) ⊗ Rx(
π
2
))CZ(I ⊗ Rx(-
π
2
))CZ.
(3)
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FIG. 7. (Color online) Schematic diagram of |G〉, where qubits con-
nected by the solid lines are entangled but unentangled by the dotted
lines.
where (Rx(π)⊗ I)CZ = e iπ2 CZ(Rx(π)⊗Rz(π)) and (Y ⊗ I)CZ =
CZ(Y ⊗ Z).
FIG. 8 gives out the simplified process of gate X. For the
above qubit, we have HRz(π)HRz(0) = Rx(π). According to
the equation (Rx(π) ⊗ I)CZ = e iπ2 CZ(Rx(π) ⊗ Rz(π)), we can
move the Rx(π) from the right of the first CZ to the left with
auxiliary gateRz(π) on the below qubit. We set the anglesα2 =
-π, β2 = 0 and use the equation (Rz(θ)⊗I)CZ = CZ(Rz(θ)⊗I) to
eliminate the influence of Rz(π) to get the circuit (1). Finally,
we realize gate X on the above qubit, so does the below qubit.
º
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( )zR p ( )zR p- º
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FIG. 8. Simplified process of gate X.
The simplified process of gate Y can be seen in FIG. 9. By
the relationshipHRz(π)H = Rx(π) in the above line, we get the
circuit (1). Similar to gate X, we get the circuit (2) according
to the equations of (Rx(π) ⊗ I)CZ = e iπ2 CZ(Rx(π)⊗ Rz(π)) and
(Rz(π) ⊗ I)CZ = CZ(Rz(π) ⊗ I). Therefore, we realize gate Y
on the above qubit, so does the below qubit.
The simplified process of gate CNOT can be seen in FIG.
10. Through the relationship HRz(0)HRz(0) = I, the above
line is I gate so we get the circuit (1). By the relationship
HRz(-
π
2
)H = Rx(-
π
2
) and Rz(-
π
2
)H = Rx(
π
2
)Rz(
π
2
), we get
the circuit (2). Via the relationship (Rz(
π
2
) ⊗ Rx( π2 ))CZ(I ⊗
Rx(-
π
2
))CZ = CNOT , we get the gate CNOT after correcting
H and Rz(-
π
2
).
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FIG. 9. Simplified process of gate Y.
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FIG. 10. Simplified process of gate CNOT.
APPENDIX C
Here, we give a detailed calculation process for the range of
ǫ. Since ǫ > 2
3
· 1
1−q >
2
3
· 1+3ǫ−6
√
ǫ
1−6√ǫ , we get 18ǫ
√
ǫ+3ǫ−12√ǫ+
2 6 0. Suppose a function f (x) = 18x
√
x + 3x − 12√x + 2,
the first-order derivative is f ′(x) = 27
√
x + 3 − 6√
x
. When
f ′(x) equals to 0, the solution is x ≈ 0.175 so we obtain
f (0.175) = −1.1772. The second-order derivative of f (x) is
f
′′
(x) = 27
2
√
x
+ 3
x
√
x
, and we can know f
′′
(0.175) > 0. Accord-
ing to the sufficient conditions of extreme value, f (0.175) =
−1.1772 is the minimum value. When f (x) = 0, we get
x1 ≈ 0.035, x2 ≈ 0.384 calculated by Matlab. By analyz-
ing the relationship of x, f ′(x) and f (x), we get the conclu-
sion: the function f (x) is decreasing when x ∈ [0, 0.175),
while it is increasing when x ∈ (0.175, 1]. It is easy to get
x ∈ [0.035, 0.384] when f (x) 6 0. Therefore, the range of ǫ is
[0.035, 0.384].
Moreover, for q > 3ǫ
1+3ǫ−6√ε , we verify that the range of q
is [0, 1]. Suppose a function g(y) =
3y
1+3y−6√y , we compute the
first-order derivative g′(y) = 3−9
√
y
(1+3y−6√y)2 . The function g(y) is
increasing if g′(y) = 3−9
√
y
(1+3y−6√y)2 > 0 with y ∈ [0, 19 ]. Oth-
erwise, g(y) is decreasing with y > 1
9
. Naturally, we obtain
g(y)max = g(
1
9
) = − 1
2
. For ǫ ∈ [0.035, 0.384], it is obviously
that 1
9
∈ [0.035, 0.384].Hence, it is reasonable for q ∈ [0, 1].
