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Abstract 
Threat Assessment is the important function of the ship-self-defense system. Based on the theory of 
multi-attribute decision and the combination of gray system theory and TOPSIS method, the gray 
TOPSIS threat sequencing algorithms is proposed. At first, through the establishment of the air threat 
ranking index system of the ship-self-defense, we get the subjection function of each index, and then the 
weight of threat assessment indicators are get by the ordered binary comparison, at last, the air targets are 
sequencing by the gray TOPSIS, the impact of the discrimination coefficient to the threat sequencing is 
studied at the same time. Validity and engineering practicability of the algorithm are proved by the 
example operations of air defense of the ship-self-defense. 
© 2011 Published by Elsevier Ltd. Selection and/or peer-review under responsibility of [CEIS 2011] 
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1. Introduction 
The attacks of the air targets to the ships are usually multi-batch, multi-directional, multi-level 
saturation, and the speed, range, mobility, type of the air target is variety, in which air targets and 
information increase in a great scale , in order to improve the overall effectiveness of air defense, the air 
targets must be done a near real-time accurate judgments, which can provide a reliable basis to the next 
targets allocation and firepower on ship, and is an important part of ship-self-defense. Then the 
establishment of an effective threat sequencing of air targets model is very important[1-3].The model 
mainly by the two indicators to assess its performance[4-5]: First, the real-time of the threat evaluation, 
which in order to have enough reaction time to organize anti-aircraft fire to fight against it. Second, the 
accuracy of threat sequencing, which is for the accurate assignment, thus  the ship can effectively block 
the air targets. 
In the article, Firstly, the assessment indicators of air targets is determined, and establish the 
membership function of each threat indicator, and then the weight of each index is determined by 
comparing ordered binary, finally through the improving grey TOPSIS ranking method to sequence the 
air targets  so the results of threat air targets sequence  is obtained. 
2. The membership functions of the air targets sequencing indicators 
Combining the characteristics of ship self defense combat, and considering the impact of many 
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indicators to the threat assessment of air targets, we consider mainly the type, velocity, distance, height, 
track crosscut and interference. The membership function of each sub-index by the following methods: 
2.1 Type of the targets 
For the ship self defense, target types are divided into the following eight categories, the threat of 
the membership function shown in table 1: 
Tab1. The menace subjection function of types of the targets
Target type 1 2 3 4 5 6 7 8
Target 
name 
Carrier 
aircraft 
Tactical 
ballistic
missile 
Precision-
guided
weapons
Combat 
attack
aircraft 
Early 
warning, 
command 
post 
Helicopters,
unmanned 
aerial
vehicles
Decoy
Other non-
threat
target 
Threat
membership M=1 M=0.2871 M=0.2025 M=0.4022 M=0.5774 M=0.1001 M=0.0567 M=0 
2.2 Velocity of the targets  
For any air target, speed, membership function can be selected as follows:
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2.3 Distance of the targets  
Membership function of the target distance can be expressed as: 
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2.4 Height of the target  
Membership function of the specific target height can be expressed as: 
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2.5 Track crosscut of the targets  
Its Membership function is as follows: 
2))(exp()(y α−−= pkp      ，30p30 ≤≤− 3105 −×=k km0=α (left- positive, right -negative) （4）                        
2.6 Interference of the targets 
Electronic interference of the air targets as a class is divided into seven grades: very strong, strong, 
relatively strong, general, relatively weak, weak, no, its corresponding degree of membership values of 
the threat: 1、0.85、0.65、0.45、0.25、0.15、0.05.The value of the target interference is set as 
.)gr(y
3、The model of threat sequencing algorithm 
Considering the real-time and accuracy of the threat assessment of air targets, we use the sequencing 
algorithm[6-8] which combines the gray correlation analysis and the TOPSIS. Grey TOPSIS ranking 
method uses gray correlation as a measure of between the distance, which is substitute for traditional 
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Euclidean distance. It make the ideal solution and negative ideal solution as reference sequences, and 
calculate the gray relation degree of  the i  option to the ideal solution and negative ideal solution 
respectively, the more close to the ideal solution, the greater the threat, the more close to the negative 
ideal solution, the smaller the threat，so the threat degree of air targets can be sorted. 
3.1 Steps of gray correlation 
Firstly, determine the analysis sequence of air targets. Make  the best ideal reference sequence is 
(1,1,1,1,1,1), and  the worst ideal reference sequence is is (0,0,0,0,0,0).Set the reference sequence as   , 
first determine the threat value of air targets by the sub-index function, and then make the threat value of 
the air targets as the comparison sequence   data sequence constitutes the matrix: 
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Secondly, find the difference sequence, the maximum difference and the minimum difference: 
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Thirdly, calculate the correlation coefficient:      
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In the formula (8), η  is between (0,1) . Generally η = 0.5. 
Fourthly, calculate correlation coefficient. Compare the correlation degree between the  and the 
 by the correlation coefficient, and its correlation algorithm is to calculate the weight of   all the 
assessment index of air targets, then sort all the index by the threat importance, the correlation algorithm 
is as follows: 
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3.2 Determining of the ratio correlation 
In the gray correlation analysis, generally we use the best ideal reference sequence and the worst 
ideal reference sequence to calculate the correlation, but the threat of the two ranking results obtained 
may not match exactly, in order to solve this problem, we can use the ratio correlation. Ratio correlation 
is:
iorioroi min/maxR =                                              (10) 
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1Y 2Y 3Y 4Y 5Y 6Y 7Y 8Y 9Y 10Y
In the formula:  is the correlation degree between the target  and the ideal reference 
sequence;  is the correlation degree between the target i  and the worst ideal reference sequence.The 
greater the ratio correlation,  the closer to the ideal solution, so the bigger the ratio correlation of the 
target. 
0max ir i
0max ir
4�Application 
The information systems collect 10 groups air targets, through the information detection, correlation 
and integration etc, threat assessment indicators can be get which are be showed in Table 3. 
Tab3. The index of the air targets 
Targets 
Type 2 3 5 1 4 6 3 7 8 1
Velocity 1600 800 950 420 500 160 500 540 600 700 
Distance 64 40 95 210 250 48 100 81 66 14 
Height 300 500 600 5000 5000 10000 1500 700 400 5600 
Track
crosscut -9 5 8 -12 15 18 0 10 -21 10 
Interference zero weak relativelyweak general 
relatively
strong strong 
very 
strong zero
relatively
weak
relatively
weak
（Track crosscut：km，Velocity：m/s，Height：m，Distance：km）
We use the subjective and objective synthetic approach method to calculate the weights. Set the 
relative importance order of all the index about threat sequencing as ,
Calculate the weight vector set of attributes are: 
GrPHVR >>>>> M
' =（0.1709 0.2186 0.2331 0.1865   0.1020    0.0888）ω
Set η  as 0.5, according to algorithm steps, target threat ranking results are be showed in table 4. 
Tab 4. The result of the targets threat sequence 
targets 1Y 2Y 3Y 4Y 5Y 6Y 7Y 8Y 9Y 10Y
optimal 
correlation 0.6828 0.7505 0.6853 0.6248 0.5457 0.4952 0.7123 0.6252 0.6237 0.7991 
rank 5 2 4 7 9 10 3 6 8 1
worst 
correlation 0.6028 0.5508 0.5926 0.6695 0.7244 0.7384 0.6003 0.6907 0.7278 0.5116 
rank 5 2 3 6 8 10 4 7 9 1
ratio
correlation 1.1326 1.3625 1.1563 0.9332 0.7534 0.6706 1.1865 0.9051 0.8569 1.5621 
rank 5 2 4 6 9 10 3 7 8 1
In order to consider the effect of the discrimination coefficient to threat sequencing, table 5 listed the 
results of threat assessment and sort when η  is 0.1,0.3,0.5,0.7,0.9, from which we can see: 
• The ratio correlation of target 2 is the maximum, which indicate the threat degree of target 2 is 
the closest to the ideal threat, and it's threat level was significantly higher than other targets. 
•  When the value of η  is large, the ratio correlation of the targets difference is small, which have 
also smaller impact to the threat sequencing; but as the value of η  increases, the ratio correlation of the 
target also increases, the threat sequencing are more consistent with the actual situation. 
•  Compare the neural network, the largest membership and multi-attribute decision making 
method in the literature [9-13], this method of gray correlation described in this article is equally 
applicable in a amount of the sample and whether the samples have the law or not, and is easy to 
computer implementation, nor there will be quantitative results does not match qualitative analysis. 
Table 5.  Discrimination Coefficient sort of threat on the target 
Targets 
η =0.1 η =0.3 η =0.5 η =0.7 η =0.9
ratio
correlation rank
ratio
correlation rank
ratio
correlation rank
ratio
correlation rank
ratio
correlation rank
1Y 1.1584 5 1.1559 5 1.1326 5 1.1142 5 1.1000 5
2Y 1.5277 2 1.4500 2 1.3625 2 1.3013 2 1.2573 2
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3Y
4Y
5Y
6Y
7Y
8Y
9Y
10Y
1.2483 4 1.1934 4 1.1563 4 1.1317 4 1.1141 4
0.5780 7 0.8542 6 0.9332 6 0.9652 6 0.9808 6
0.3290 9 0.6376 9 0.7534 9 0.8129 9 0.8490 9
0.3031 10 0.5563 10 0.6706 10 0.7367 10 0.7801 10 
1.2481 3 1.2288 3 1.1865 3 1.1565 3 1.1349 3
0.6392 6 0.8438 7 0.9051 7 0.9336 7 0.9497 7
0.5300 8 0.7791 8 0.8569 8 0.8947 8 0.9170 8
2.1134 1 1.7494 1 1.5621 1 1.4507 1 1.3767 1
5. Conclusion 
In this paper, the threat sequencing algorithm based on the gray relation has clear physical meaning, 
more intuitive, strong computability. Compare with the several existing threat assessment methods, the 
proposed method in this paper has the following characteristics: 
• Aim at the characteristics of ship-self-defense, the method considers the main factors of threat 
assessment more comprehensive, and considers the target threat qualitative and quantitative indicators; 
• At the same time  it takes the characteristics of ship-self-defense into account, and built the 
membership function according to the actual situation for each threat index, which is more accord with 
the combat situation; 
•  Traditional gray system method uses the proximity of the optimal ideal solution to the threat on 
the target ranking, but the method in this paper considers the ideal solution with the best and worst 
closeness to ideal solution to the threat on the target order, the result is more true and has a high accuracy 
;
•  It has a short computing time, and can meet the real-time requirements of the ship-self-defense. 
Examples show that the method is effective. 
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