Abstract
Introduction
Increasingly, information technologies (IT) have become an indispensable means to implement major public policy initiatives in the U.S. federal government. The Federal Health Insurance Marketplace (Healthcare.gov) is a case in point. It is one of the core components of the Affordable Care Act (ACA), the most profound policy reform of the Obama Administration and acts as an enabler for the so-called "individual mandate" clause, which is the centerpiece of the ACA. The U.S. Securities and Exchange Commission (SEC) is building the Consolidated Audit Trail, which is expected to become the largest database of financial information that would amass the entire transactional records of stocks, bonds, other financial products (Businessweek 2014) . With this database, the SEC aims to improve its capabilities in its regulatory functions over the financial industries, such as detecting fraudulent trading or preventing market crashes. These examples show that just as IT resources provide necessary organizational capabilities in the business sector (Sambamurthy et al. 2003 , Wade and Hulland 2004 , Banker et al. 2006 , Rai et al. 2006 , Rai and Tang 2010 , so do government organizations rely on digital technologies for effective policy execution and public service delivery.
Indeed, the U.S. federal government spends a considerable amount of tax revenues in IT every year. The Federal IT Dashboard (http://itdashboard.gov/) reports that in recent years, the federal government has spent more than $75 billion in IT annually, which is approximately $236 per U.S. population. Hence, taxpayers, who pay for these IT expenditures, would ask whether these investments are being well made. To the best of our knowledge, however, information systems (IS) researchers to date have paid little attention to what influences IT investments and management in the government sector (reference anonymized for blind review), an issue that would be significant to policy makers and the public in general as well as private-sector IT industries.
While several federal agencies invest in IT in a forward-looking manner to build new organizational capabilities for implementation of public policy programs, anecdotal evidence illustrates that the federal government is operating numerous legacy information systems (FCW 2012) . These systems are not only technologically obsolete and expensive to maintain, but hamper both ongoing business operations and effective fulfillment of mandated policy missions. For example, recent reports on inadequate patient care by the Department of Veterans Affairs (VA) revealed that the VA hospitals are still using a patient scheduling system that was originally developed in 1985 (The Washington Post 2014).
The Department of Defense is using an accounting and payroll system that was first developed in 1959 and consumes more than $1 billion a year for ongoing operation and maintenance (Reuters 2013) . Many legacy systems in the federal government are still operating on 50-year-old COBOL, and federal agencies are struggling with recruiting new COBOL developers to replace a number of retiring federal IT workers who have been maintaining these systems (FCW 2009 (FCW , 2012 . These outdated systems constrain the federal agencies' ability to respond to emerging needs for public services in a flexible and agile manner.
In a recent survey, federal IT managers stated that because of mounting maintenance expenses for legacy IT systems, they "do not have the ability to acquire new IT resources in a timely manner" (FCW 2013 ). In addition, there is a growing concern among senior federal officials and lawmakers on security vulnerability in legacy systems (FCW 2015 . We theorize that the national politics significantly affects IT investments in the federal government. Drawing upon the political science theories such as separation of political powers or political control of bureaucracy (Weingast 1984 , Moe 1984 , 1987 , McCubbins et al. 1987 , 1989 , Wood and Waterman 1991 , Hammond and Knott 1996 , we discuss how the U.S. Congress influences federal IT investments. We put forth that in order to make more capacity-building IT investments, a federal agency needs more policy directives, greater political support and legitimacy, and sufficient resource endowment from Congress. Based on this theoretical ground, we hypothesize that IT investment profiles of a federal agency are related to the following three factors that indicate the degree of policy mandates and political support from Congress -(i) legislative approval for the agency head, (ii) federal government dividedness, and (iii) the agency's ideological characteristics. We test our hypotheses with a large-scale dataset of IT investments in the U.S. federal government from 2003 to 2016. Our dataset covers federal agencies such as those in Table 1 and their sub-agency bureaus such as the Federal Aviation Administration (under the DOT) or the Drug Enforcement Administration (under the DOJ). We built a panel of 1,596 agency-year observations.
Our empirical analyses produce several intriguing findings. For instance, we find that federal agencies' capacity-building IT investments are negatively related to government dividedness. It is predicted that when both the Senate and the House of Representatives are controlled by the President's ruling party, the share of investments in new IT development to total IT expenditures is 8.32%-point higher than when the opposition party holds the majority in both chambers. We also find that when the head of a federal agency is not confirmed by the Senate for more than one year, the share of new IT development is 4.97%-point lower than otherwise. Our analysis also shows that the more ideologically extreme a federal agency is, the more it spends in IT maintenance.
This study makes a unique contribution to the IS literature by examining the political antecedents for IT investments in the U.S. federal government. Several prior studies in IS devoted to identifying the predictors for the amount of IT investments and the decision processes for IT investments (e.g. Brynjolfsson et al. 2002 , Xue et al. 2008 , Mithas et al. 2012 . The literature in public administration (PA) has also studied what antecedent drives governments' IT adoption (e.g. Pandey and Bretschneider 1997 , Moon and Bretschneider 2002 , Li and Feeney 2014 . To the best of our knowledge, little prior work in IS or PA so far has studied how politics affects IT investments, adoption, or management in the public-sector organizations. Toward this end, we draw upon the political sciences and public administration literature, with which the IS discipline has had little intellectual collaboration.
This study is also new in the IS literature in that we study the antecedents for investment allocation between new IT development and maintenance for existing systems. To the best of our knowledge, little research in IS, if any, has dealt with a balance between the two. IT managers believe that adopting new technologies is crucial for organizations' long-term success (ZDNet 2010 , be they in the private or the public sector. At the same time, however, maintenance expenses of legacy systems limit investments in new, state-of-the-art technologies, and IT managers are struggling with how to contain increasing maintenance spending (Austin et al. 2009 , Computerworld 2013 . To the best of our knowledge, ours is the first to directly tackle this matter.
This study also provides ample policy implications. We show that political gridlocks are detrimental to organizational capabilities of federal agencies by constraining capacity-building IT investments. Thus, we contend that if the federal government is to be agile, flexible, and efficient, so should be Congress. Toward that end, we advocate that Congress streamline legislative and confirmation processes. We also argue that one of the reasons for the federal agencies' reluctance to make capacitybuilding IT investments is that IT governance in the federal government is heavily decentralized. We prescribe that the rank of the U.S. Chief Information Officer (CIO) be elevated to that of a cabinet-level secretary and his/her authority and responsibilities over government-wide IT management be expanded, so that the CIO can play a spearheading role in digital transformation of the federal government.
Theoretical Development and Hypotheses

Political Influences on Federal IT Investments
To explain the political impacts on federal IT investment profiles, we build our theoretical model based on four points. First, we present anecdotal evidence that IT is a key enabler for major public policy initiatives. Second, the political sciences literature argues that the U.S. Congress plays an influential role in formulation and implementation of public policies. Third, the IS literature documents that large-scale IT development projects entail substantial risks of failures. Fourth, the public administration literature shows that public-sector employees are risk-averse and value job security.
In recent major public policy programs, integral is development of new, large-scale information systems, which provide necessary capabilities for implementation and operation of the policy programs.
For instance, in 2008, the U.S. Immigration and Custom Enforcement initiated the Secure Communities program, which aims to deport illegal aliens who are detained for criminal activities. Among the central pieces of this immigration policy is the Automated Biometric Identification System, 1 which integrates the databases in the federal, state, and local law enforcement agencies to share information on criminal aliens.
Another major public policy project that heavily relies on IT is NextGen, in which the Federal Aviation Administration (FFA) is developing a new, nationwide air traffic control system. The FAA is phasing out the decades-old radar-based air traffic control system and installing GPS-based control and digital communication systems throughout the airports and the control centers around the country.
While federal agencies are in charge of implementation and execution of public policies such as Secure Communities and NextGen, the U.S. Congress exerts considerable influence on policy inception and formulation in various ways, according to the congressional dominance theory (Weingast and Moran 1983 , Epstein and O'Halloran 1994 , Seidenfeld 1999 , Clinton et al. 2014 . First, Congress enacts legislation, which provides federal agencies a formal authority to implement policy programs. For instance, NextGen is authorized by the Century of Aviation Reauthorization Act. Section 709-(c) of this law stipulates that the goals of NextGen are to "improve the level of safety, security, efficiency, quality, and affordability" of the U.S. airspace. Another mechanism in which Congress influences policy execution is budget appropriation. The Budget and Accounting Act of 1921 provides
Congress with the authority to approve the President's budget proposals. All spending in the federal agencies, including IT expenditures, is bounded by laws and appropriation bills enacted by Congress.
The IS literature extensively studies risk factors in large-scale IT projects and investments (Wallace et al. 2004 , Kutsch and Hall 2005 , Benaroch et al. 2007 , Dewan and Ren 2007 . For instance, find that IT capital investments affect risks in firm performance to a greater extent than other non-IT capital investments. As the case of Healthcare.gov demonstrates, large-scale capacity-building IT investments in the federal sector entail a range of risks such as project delays, budget overrun, and technical failures. The Government Accountability Office (GAO) lists the management of IT acquisitions and operations as one of the high risk management areas 1 http://www.ice.gov/criminal-alien-program/, accessed on Oct. 1, 2014 and states that "federal IT investments too frequently fail to be completed or incur cost overruns and schedule slippages while contributing little to mission-related outcomes" (GAO 2015, p. 37).
The public service motivation theory from the public administration literature puts forth that government employees are risk-averse (Bellante and Link 1981 , Pfeifer 2011 , Buurman et al. 2012 ) and value stable income and job security (Houston 2000, Lewis and Frank 2002) . For instance, Bellante and Link (1981) find that the more risk-averse a person is, the more likely he or she is to work in the public sector than in the private sector. Houston (2000) shows that the public sector employees value job security more than the private sector counterparts do. Aryee (1992) and Sousa-Poza and Hennberger (2004) also show that public employees have a significantly lower turnover intention. Moreover, the theory on political control of bureaucracy posits that the primary interest of a bureaucrat is to maximize his or her budgets (Miller and Moe 1983 , Banks 1989 , Banks and Weingast 1992 , the size of which he or she oversees represents his or her power, prestige, and legitimacy (Weingast and Moran 1983 , Epstein and O'Halloran 1994 , Olson 1995 . Hence, government officials are afraid of budget cuts and elimination of policy programs that they are in charge of.
This explains why many federal agencies stick to decades-old legacy systems. Federal officials are reluctant to replace old COBOL-based systems because "those COBOL systems handle such a huge part of the transactional load that they are not easy to replace when so much vital traffic passes through daily" (FCW 2009 Moon and Bretschneider (2002) , who find that risk propensity of high-ranking officials is positively associated with perceived degree of digitization in governments.
In sum, the political influence on federal IT management can be explained by the four points that we have discussed so far. IT provides federal agencies with essential organizational capabilities for effective implementation of major public policies. The U.S. Congress holds dominant power for policy execution. A challenge for the federal agencies, however, is that most large-scale IT investments carry considerable risks of failures. Given that public officials tend to be risk-averse and have a strong desire for job security and political prestige, they would not voluntarily embark upon major large-scale IT investments, whose failure would jeopardize their interests, unless Congress provides sufficient political support and compelling policy directives that require new capacity-building IT investments.
Hypotheses
Based on the theoretical foundation in the preceding section, we identify three indicators that measure the degree of policy mandates and political support from Congress -legislative approval for the agency head, government dividedness, and agency ideology characteristic. Specifically, we propose that a federal agency can receive more policy directives from Congress, thus making more capacity-building IT investments; (i) when its chief executive receives legislative approval for nomination; (ii) when the federal government is more united; and (iii) when it is ideologically more moderate.
We argue that the IT investment profiles of federal agencies are affected by whether agency chief executives are appointed with legislative approval from the Senate. Most senior executives such as cabinet secretaries are required to be confirmed by the Senate to be sworn in (Gilmour and Lewis 2006 , Lewis 2011 , Gallo and Lewis 2012 . A Senate confirmation is also required for many assistant-or deputylevel secretaries and top officials of sub-agency bureaus such as the Census Bureau or the FBI. However, a nominee often has to go through a time-consuming and politically-charged confirmation process (Calvert et al. 1989 , Wood and Waterman 1991 , Lewis 2011 position is assumed by a person on a provisional basis with an "acting" or "interim" title.
Congress is unlikely to offer strong political and adequate policy support to a federal agency whose chief executive assumes his or her position without its approval. The political science theories posit that legislative approval for presidential appointees is determined by policy differences between the President and Congress (Calvert et al. 1989 , Hammond and Hill 1993 , and a nominee is difficult to be approved by the Senate without political support and policy consensus. King and Riddlesperger (1991) find that the majority (79%) of opposition to presidential nominees by Congress in 1945-1989 was due to policy disagreement between nominees and senators. Hence, even when the President appoints an agency head unilaterally on a permanent basis despite the Senate opposition, an approach called a recess appointment (Corley 2006 , Black et al. 2007 ), Congress would not provide political legitimacy and support to the agency. When its senior officials does not have sufficient legal and political authority, the federal agency would have more difficulty in performing its duties and executing policy implementation. Congress would not be willing to grant major policy programs, which would be supported by capacity-building IT investments, to an agency that Congress considers to be lack of formal leadership.
In addition, as discussed above, capacity-building IT investments carry considerable risks of failures. A chief executive who assumes a position without legislative approval would be more reluctant to initiate large-scale IT projects, whose failure could do more damages to his or her career. A Senate confirmation takes a considerable amount of time and agency resources (Dull and Roberts 2009, Lewis 2011) . Therefore, even in case of IT failures, an agency official who was blessed with a Senate confirmation would be difficult to be dismissed by the President. On the other hand, a chief executive who did not earn legislative approval for nomination is easier to be dismissed after an IT failure.
Furthermore, Congress is unlikely to bestow a large amount of funding for major IT projects to an agency that is led by an official unconfirmed by the Senate. Therefore, with legislative confirmation, he or she can be more proactive in making major capacity-building IT investments.
Hypothesis 1. Capacity-building IT investments by a federal agency are positively associated with legislative approval for its chief executive.
We propose that federal agencies spend less in capacity-building IT development when the federal government is more divided. By divided, it means that the legislative and the executive branches are controlled by different parties (Huber et al. 2001 ).
The theory on separation of power posits that under a divided government, with different ideological preferences and divergent policy directions, the two branches constantly restrain each other in order to advance the political agenda of each and to block the counterpart's policy proposals (Moe 1984 , Weingast 1984 , McCubbins et al. 1987 , Wood and Waterman 1991 , Bawn 1995 , Seidenfeld 1999 .
Consequently, under a divided government, major policy proposals are less likely to be codified into a law than under a unified government. If Congress passes a bill for policy initiatives that are at odds with the President's political agenda, the President can wield his or her veto power to block the bill from being enacted. Likewise, Congress is less likely to approve legislative proposals put forth by the President, and if a policy program is created by an executive order unilaterally, it would not be willing to endow funding to the program. For instance, in 2011, the Obama Administration could get both the Affordable Care Act and the Dodd-Frank Wall Street Reform Act passed because the Democratic Party controlled both chambers of Congress. Otherwise, these sweeping policy reforms would be less likely to be enacted into laws. After the mid-term election in 2012, the Republican Party currently holds the majority in the House of Representatives, which continues to block the President's major policy agenda such as immigration or environmental protection. Thus, under a divided government, there will be fewer policy mandates that warrant large-scale IT investments for policy execution capabilities.
In addition, under a divided government, federal agencies are under more intense scrutiny from Congress, and sanctions against federal officials for failures in large-scale IT investments are more severe. When the opposition party controls Congress, it is more likely to use IT failures as a political advantage, and federal agencies could endure more intense scrutiny, larger budget cuts, and greater damages to their political legitimacy. Consequently, under a divided government, federal bureaucrats would become more risk-averse and are likely to refrain from making capacity-building IT investments.
Thus, we propose the following hypothesis.
Hypothesis 2. Capacity-building IT investments by a federal agency are negatively associated with federal government dividedness.
Next, we theorize that a federal agency makes more capacity-building IT investments when its ideology is not too extreme, i.e. neither too liberal nor too conservative.
The political sciences literature measures the ideological characteristics of federal executive agencies (Nixon 2004 , Clinton and Lewis 2008 , Bertelli and Grose 2011 , Clinton et al. 2012 ) with such information as its primary policy responsibilities, the party that created it, and expert opinions. For example, agencies such as the Department of Labor or the EPA, both of which aim to advance social or regulatory policies, are evaluated to be liberal (Clinton and Lewis 2008) . Agencies such as the Department of Homeland Security and the Department of Defense are considered to be conservative.
In Congress, while the minority party has weaker power than the majority, it still exercises considerable influence on policy formulation and budget allocation (Gailmard and Jenkins 2007). For example, any U.S. senator has the power to suspend a legislative process at any given time indefinitely, a tactic called a filibuster. The Senate rule requires that 60% or more of the senators agree to break a filibuster and to move the process forward. Therefore, unless the majority party achieves a "super majority" (60%) that can break a filibuster by itself, it still needs support or consent from the minority party to pass a bill. Even in the House of Representatives, in which passing a bill requires a simple majority, members of the minority party still exert some degree of power that influences legislative procedures and budget appropriation.
2 Therefore, whichever party holds the majority in Congress, it is challenging to enact ideologically extreme policy agendas that would provide policy imperatives to either very liberal or very conservative agencies. Major policy initiatives that would empower ideologically moderate agencies are more likely to be enacted cooperatively by both parties, and ones that would be implemented by liberal or conservative agencies are likely to face stronger opposition from either party. This leads ideologically extreme federal agencies to invest less in capacity-building IT projects. Thus, we propose the following hypothesis.
Hypothesis 3. Capacity-building IT investments by a federal agency are negatively associated with extreme ideological characteristics. It is less likely to makes more capacity-building IT investment when it
is ideologically too conservative or too liberal.
Empirical Methods
This section explains our measures, data sources, and analysis approach. The unit of analysis in our study is U.S. federal agencies and bureaus. Agencies include cabinet agencies and independent agencies (Table 1) . 3 Cabinet agencies supervise several bureaus, which perform more specialized functions. Thus, observations include cabinet and independent agencies and bureaus under cabinet agencies. We build an unbalanced panel dataset of 1,596 observations from 135 federal agencies and bureaus.
2 For example, the minority party can collude with an underrepresented coalition of the majority party to advance the minority party's agenda or to block the majority party's legislative proposals (Finocchiaro and Rohde 2008, Jenkins and Monroe 2012) . 3 More information on sample population is available in Online Appendix A. Records from the GAO. We coded government dividedness (DIVIDED, H2) as follows. DIVIDED is 0 when the President's ruling party holds the majority (more than 50% of the seats) in both the Senate and the House of Representatives. DIVIDED is coded as 1 if the opposition party holds majority in either one of the Senate or the House. It is equal to 2 if the opposition holds the majority in both chambers. We use the agency ideology measure (IDEO) of Clinton and Lewis (2008) for Hypothesis 3. They devise the ideology measure of 82 federal agencies and bureaus. They collected ideology evaluation of several experts in politics from academia, media, and Washington think tanks. Combining their perceived ideology of federal agencies with objective information such as the agencies' primary functions and the party and the President that created them, Clinton and Lewis (2008) estimate the latent ideology scores by using a Bayesian method. Their measures are widely used by many studies in political sciences and public administration (e.g. Stone et al. 2010 , Clinton et al. 2014 , Hollibaugh et al. 2014 ). The more positive its score is, the more conservative an agency is, and the more negative, the more liberal it is. 7 For instance, the ideology scores of the Department of Labor (a liberal agency) and the DHS (a conservative agency) are -1.43 and 0.88, respectively.
Online Appendix A provides detailed information on the control variables. Tables 3 and A1 ( Since the dependent variable (DME_INV) is a fractional variable ranging between 0 and 1, a linear estimation that does not account for this range such OLS can be biased and inconsistent (Papke and Wooldridge 1996) . In addition, we needed to control for agency-specific unobserved heterogeneity (vi) in our estimation. Hence, we followed the approach of Papke and Wooldridge (2008) to estimate a panel model with a fractural dependent variable. Eq. 1 was estimated by a generalized estimating equation
(GEE) with a logit transformation and a binominal-family function for residuals. This approach is widely used for panel estimation with a fractional dependent variable (e.g. Phelps 2010 , Adegbesan and Higgins 2010 , Eickelpasch and Vogel 2014 . We included year dummies (wt) in Eq. 1 to account for nationwide changes in political and economic environments. Hypothesis 1 predicts a positive relationship between a Senate confirmation and agency DME investments. It is supported at the 5%-level significance (Columns 1-2). Hypothesis 2 argues that federal agencies and bureaus are less likely to invest in new IT development under a divided government. It is strongly supported (Columns 1-2) ; the coefficients of DIVIDED are negative and statistically significant.
Results
Hypothesis 3 proposes that ideologically moderate federal agencies invest more in DME. It is supported as well. In Column 1, the coefficient of IDEO is insignificant, but when IDEO 2 is added to the model (Column 2), its coefficient is negative and statistically significant. The stationary point with respect to IDEO in Column 2 is 0.008, 9 which falls within the range of IDEO (between -1.43 and 2.21). Thus, the predicted value of DME_INV becomes an inversed U-shaped function of IDEO in this range. It appears that ideologically moderate agencies are predicted to spend more in new IT development than more conservative (IDEO > 0) or more liberal (IDEO < 0) ones.
The GEE estimation used in Columns 1-2 are a non-linear model, in which it is not straightforward to interpret coefficients. Alternatively, we estimate the model in Eq. 1 with linear models as shown in Columns 3-4. The OLS estimation in Column 3 presents very similar results with Column 2, and so does a random-effects estimation (Column 4) that accounts for agency-specific heterogeneity. The coefficient of CONFIRM (H1) in Column 4 demonstrates that when the head of a federal agency is confirmed by the Senate, it is predicted to invest 4.97%-point more in DME than otherwise. We find from Column 4 that when both chambers of Congress are controlled by the ruling party (DIVIDED = 0), federal agencies invest 8.32%-point more in major IT development and modernization than when the majority in the two chambers are held by the opposition party (DIVIDED = 2).
It could be the case that residuals in Eq. 1 are serially correlated, as capacity-building IT investments in prior years could require more maintenance spending in subsequent years. 10 To account for this possibility, we estimate the model (Eq. 1) with a random-effects regression with autocorrelation in residuals (AR1) ( Table 4 , Column 5) and a feasible generalized least square (FGLS) for panel-specific 9 0.0038 / (2 × 0.2294) = 0.0082 10 We thank an anonymous reviewer and the Associate Editor for this insightful point. autocorrelation (Column 6). These estimations generates very similar results with Columns 2-5. We further conducted robustness checks with alternative specifications, datasets, and variables. Details are available in Online Appendix B.
One might wonder how the absolute amount of IT investments are affected by political factors.
To find this out, we regressed a logarithm of total IT expenditures, DME spending, and maintenance (O&M) spending on the explanatory and control variables. Random-effects estimations with these alternative dependent variables, presented in Online Appendix C, show that among the three explanatory variables, only the coefficient of DIVIDED in Column 2 is negative and significant, and others are found to be insignificant. This finding is in accordance with our theoretical proposition that politics has a significant impact on federal IT investments by influencing risk-averse officials' behaviors in allocating IT budgets between capacity-building IT investments and IT maintenance. It implies that under unfavorable political environments, federal officials shy away from making risk investments in new IT systems and allocate more budgets on keeping lights on.
Discussions and Conclusion
Key Findings
While some U.S. federal agencies are actively investing in advanced digital technologies for new public policy programs, why are others struggling with maintaining aging legacy systems that stifle flexibility, agility, and innovation? Our empirical analyses demonstrate that the national politics has a significant impact on their IT investment profiles. We find that a federal agency is more likely to make capacity-building IT investments when its chief executive is blessed with legislative approval, when the federal government is more united, and when it is ideologically more moderate. In sum, our study supports the central proposition that in order to invest more in major capacity-building IT development, the federal agencies need to secure compelling policy mandates and political legitimacy from Congress for implementation of strategic policy initiatives.
We believe that our findings are applicable to other government systems. For instance, the U.S.
federal government and the state governments share similar political systems. In U.S. states, the governors and the state legislators are directly elected by constituents, as is the case in the federal government, and the state legislatures perform comparable functions to those of the U.S. Congress.
Hence, the federal and the state governments are under similar political environments, which we expect affect state IT investments in the same manner. In 2014, the total spending of the U.S. federal and state governments combined is 31.16% of the U.S. gross domestic product, demonstrating value and significance of our findings. We expect that our results also hold in other national governments with a presidential system such as Brazil, France, and South Korea.
Contribution to the Literature
The U.S. federal government remains an unchartered territory for IS researchers, even though its policies and public services profoundly affect the U.S. economy and the daily lives of all citizens. As in the private sector, well-functioning IT systems are indispensable for effective government operation and public service delivery. As discussed above, a range of anecdotal evidence illustrates that IT is a key enabler for major public policy implementation. At the same time, however, outdated legacy systems can disrupt ongoing business operations and limit flexibility and responsiveness in the federal sector, costing a significant sum of tax revenues without much value-added. Therefore, it is a legitimate issue for IS researchers to examine how the U.S. federal government invests in IT and what antecedent affects its IT investment profiles. To the best of our knowledge, however, the IS literature to date has not shed as much light on IT investment profiles in the public-sector organizations as in the business sector, even though they are among the largest consumers of IT that have substantial impacts on the private-sector IT industries, one of the key audiences of IS research.
We believe that our study is one of the first studies to regard politics as a factor that influences IT investments. To understand the role of the national politics in federal IT investment decisions, we draw on various theories from the political sciences and public administration literature and couple them with IS research. To the best of our knowledge, this is our unique theoretical approach that few prior studies in IS have attempted. We also contribute to the IS literature by tackling the issue of a balance between IT investments for new capacities and IT maintenance for ongoing business operations, which has received a scant attention in the IS literature. Investing in new technologies while maintaining existing systems has been a continuing dilemma for IT practitioners in both the public and the private sector. They express a concern that while IT innovation is critical for organizations' success, IT operation limits their ability to secure adequate capacity-building IT investments (ZDNet 2010 . The present study fills this critical gap in the IS literature.
Policy Proposals
We offer ample implications for policymakers and practitioners in the public sector as follows.
Our findings illustrate that political gridlocks limit federal agencies' organizational capabilities, as shown in a decrease in capacity-building IT investments under a divided government (H2) or in absence of legislative approval for chief executives (H1). The public sector organizations are increasingly required to be flexible, entrepreneurial, and innovative in addressing societal and economic challenges (Moore 1995 , Stoker 2006 , Alford and Hughes 2008 . To do so, government agencies need to develop necessary organizational capabilities, for which advanced digital resources are pivotal. Our study shows that political stalemates are detrimental to federal agencies' endeavors to achieve such goals.
We argue that if federal agencies are to become flexible and innovative, so should be the U.S.
Congress. Toward that end, we call for more streamlined, efficient legislative processes in Congress, so that it can provide sufficient legal authority and budgets to federal agencies for policy implementation in a swift, agile manner. For instance, we endorse an increasing call for the U.S. Senate to relax its arcane filibuster rule, which is not codified in any legislation but only an arbitrary, internal procedure (Gold and Gupta 2004). As scholars are debating whether the filibuster is constitutional and necessary to protect minorities' voice (Gerhardt 2004 , Chafetz 2011 , Magliocca 2011 , Bell 2013 , we offer our own perspective to shape this debate. Likewise, the House of Representatives can simplify and standardize legislative processes and limit application of special rules by the House Rules Committee that slow down the passage of a bill (Dion and Huber 1996) . We also propose a requirement that the Senate approve or disapprove presidential appointees within a certain period of time. We expect that such a change will minimize leadership vacuum in federal agencies, which we show limits capacity-building IT investments.
We call for creation of legislative committees in the Senate and the House of Representatives that are dedicated to supervising the federal IT investments and management. 11 Considering the fact that IT is a critical means for effective policy implementation, it is incumbent upon Congress to ensure that IT plays an enabling, not hindering, role in the federal government. We also recommend that Congress approve multi-year budget appropriation for capacity-building IT investments. Currently, federal IT budgets are required to be approved every year, but it is reported that this requirement hinders a longterm, strategic planning for large-scale IT development projects . Federal officials are reluctant to initiate multi-year IT investments when they are uncertain if they can secure budgets in the coming years. Thus, we endorse a proposal for multi-year budget approvals for IT development and modernization, which would incentivize more capacity-building IT investments.
Federal IT management needs to be streamlined as well. Currently, IT management and governance in the federal government is heavily decentralized. The Federal Information Technology Acquisition Reform Act of 2014 has substantially increased authority and power of CIOs in individual federal agencies with respect to IT investment, strategic planning, and procurement, a step that we believe is in the right direction. However, it stopped short of empowering the U.S. federal CIO, who is an administrator of the Office of E-Government and IT, a sub-office within the OMB. Consequently, the federal CIO has very limited legal and hierarchical authority to oversee IT investments and projects in peer federal agencies, to enforce government-wide IT policies, and to drive modernization of legacy IT systems across the federal government. For instance, the U.S. CIO was not able to get involved in the development of Heathcare.gov until its technical failures have become under intense political scrutiny in 2013. It has become fully operational only after he brought an emergency team of technical experts from the private sector and had them fix the system only in a few months (Time 2014). In 2009, the Obama Administration issued an executive directive that encourages federal agencies to adopt cloud computing.
However, as of 2014, the spending in cloud computing shares only 1% of the total federal IT investments (GAO 2014) . This is due to the U.S. CIO's lack of power to enforce the directive.
We propose expanding the legal authority and control of the U.S. CIO over federal governmentwide IT management and to elevate the rank of the position so that it is on par with secretaries of cabinet agencies or directors of independent agencies. Just as the OMB, the OPM, and the General Services Administration are independent agencies that have government-wide responsibilities over financial, personnel, and acquisition management, respectively, so should the Office of E-Government and IT become a standalone agency that manages IT throughout the federal government. With expanded statutory and hierarchical power, the U.S. CIO would be able to compel federal officials, who could otherwise be too bureaucratic and risk-averse, to increase capacity-building IT investments. He or she should be able to exercise more control in managing high-risk, high-stake development projects such as Healthcare.gov.
We also urge the federal government to attract more IT talent from the private sector. In order to effectively manage risky capacity-building IT investments and mitigate IT project failures, the federal government needs to improve its IT management capabilities. Hence, it is imperative to hire IT officials who have strong expertise in state-of-the-art digital technologies, experiences in leading large IT organizations, and access to knowledge and professional networks in the private-sector IT industries. One of the biggest obstacles, however, is a rigid salary scale in the federal government. According to the federal pay scales mandated by the OPM, annual base salaries of senior executives including agency CIOs in 2016 range between $150,000 and $205,000. 12 This figure is substantially lower than salaries of several CIOs in Fortune 500 companies (Networkworld 2015) and thus acts as a hindrance to attract private-sector IT professionals to the public sector (Government Technology 2011 , Nextgov 2014 . We advocate more flexible pay scales and sufficient incentives for IT professionals in the public sector.
Limitations and Future Research Directions
This research is by no means free from limitations. First, even though our dataset includes the 14 years of IT investments in federal agencies (2003) (2004) (2005) (2006) (2007) (2008) (2009) (2010) (2011) (2012) (2013) (2014) (2015) (2016) , it covers only two administrations (Bush and Obama). Thus, a dataset with a longer timeframe would have allowed us to draw a more comprehensive picture in political influences on IT. Second, to test Hypothesis 4, we use the agency ideology measures of Clinton and Lewis (2008) , who do not measure the ideology of many sub-agency bureaus. As explained, we instead use the parent agency's ideology scores, since we do not have a reason to believe that a federal bureau would perform functions that are ideologically distant from the parent agency.
Lastly, despite our efforts to rule out possible alternative explanations in our estimations, there might still be unaccounted factors or unobserved heterogeneity that may affect federal IT investments, potentially leading to omitted variable bias. For instance, we were not able to obtain granular information on the amount of existing IT stock, which requires maintenance for ongoing operations.
The public sector offers abundant future research opportunities for the IS community. For instance, IS researchers can examine the performance effects of federal IT investments, i.e. how federal IT spending improves agency performance and what kind of value IT investments create to the public. As discussed above, IT projects in the government sector are subject to high risks of failures and mismanagement. Taking unique factors in the public sector such as political environments, bureaucratic administration, and pursuit of diverse values (Caudle et al. 1991, Molina and Spicer 2004) , research on IT project management, IT outsourcing, and IT governance at the federal government context will produce interesting findings and fruitful theoretical insights. Future research can also look at the impact of publicsector IT investments on specific public policy areas such as education, national security, environmental protection, or healthcare. How does the emergence of new digital technologies affect formulation and implementation of major public policy programs? These efforts will expand the influence of IS research toward the political sciences and public policy disciplines and bring new audiences to the IS discipline. Cloud, available at: http://www.zdnet.com/blog/btl/technology-budgets-2010-maintenance-gobbles-upsoftware-spending-smbs-shun-cloud/30873, accessed on Oct. 7, 2014.
Online Appendix A -More Details on Empirical Methods
Sample Population
Our dataset covers all federal agencies and bureaus that are subject to supervision of the OMB, 
Control Variables
We control for the amount of total IT investments (ITINV) as well as the size of agencies and bureaus (BUDGET and EMP). As an indicator for policy mandates to federal agencies from Congress, we control for an increase in the amount of enacted budgets from FY T-1 to FY T. It is calculated by (BudgetT -BudgetT-1) / Budget T-1. If an agency is given new policy mandates that require capacitybuilding IT investments, it would be accompanied with an increase in total agency budgets that support policy execution. We control for the diversity of federal agency functions, since it is expected that agencies with more diverse functions are under supervision of a more number of politicians, hindering organizational capabilities for policy implementation (McCubbins and Schwartz 1984 , Bawn 1997 ). The diversity is measured by the inverse of a Herfindahl index of budgets calculated from the federal budget (DIVERSE). For each budget item, the OMB designates a functional category such as national defense, law enforcement, or income security.
Suppose that bi is the budget amount in category i, and B is the total agency budgets ( = ∑ ).
DIVERSE is calculated by 1 − ∑ � � 2 . We include AGE, which measures how old an agency or a bureau is. It is expected that an older agency is likely to operate more legacy systems, investing less in DME.
We control for three measures of the agency or bureau's position in the federal government hierarchy (CABINET, PAPPOINT, and AGENCY). CABINET is equal to one for cabinet-level agencies and bureaus and zero for independent agencies. PAPPOINT is one if a chief executive is nominated by the President and zero if he or she is appointed internally. AGENCY is equal to one for cabinet agency observations. 1 We control for the agency or bureau functions (DEF, LAW, WEL, and MGT). These variables are measured by the ratio of budgets in each function to total agency/bureau budgets. The model includes REG, which is equal to one for agencies and bureaus that carry out regulatory functions, such as the EPA and the Nuclear Regulatory Commission, according to . Finally, the estimation includes three variables for political environments in the executive and legislative branches (ADMIN, SENATE, and HOUSE). 
DME_INV ( 
Online Appendix B -Robustness Checks
We have conducted a series of alternative estimations as follows in order to demonstrate the robustness of our analyses.
First, we estimate the model with an aggregated agency level, in which observations are cabinet and independent agencies. In this estimation, a cabinet agency observation (e.g. the DOJ) includes all IT spending figures in the agency and all bureaus that it supervises (e.g. the U.S. Marshals Service, the FBI, the DEA, See Table 1 ). A random-effects estimation with AR1 shown in Table B1 , Column 1 produces a consistent result with Table 4 .
As explained above, our dataset includes IT investment profiles from cabinet and independent agencies. Since the two types of agencies are subject to different political supervision, the impact of political factors may vary. We estimated the model only with cabinet agency observations, excluding independent agencies such as the NSF or the NASA (Table B1 , Column 2). Second, with respect to testing Hypothesis 1, CONFIRM measures two different cases together. It equals to zero either if an agency head position can be appointed without a Senate confirmation or if the head remains unconfirmed for more than one year. To separate these two cases, we estimated the model only with the agencies whose chief executive requires a Senate approval (Table B2 , Column 3). The coefficients of CONFIRM, DIVDED, and IDEO are very similar to those in Table 4 with respect to signs and significance. Our Table B2 , Column 4, we excluded the data in 2006 and 2016 and re-estimated Eq. 1 only with actual IT investment figures, producing a consistent result with our baseline estimation.
Our panel is fairly well-balanced. A fully balanced sample would have 1,890 observations (135×14), and our dataset has 1,597 observations, which is 85% of the balanced panel. However, the fully balanced panel would have produced more reliable estimates. In Table B1 , Column 5, we present an estimation that excludes federal agencies that do not appear for all 14 years (2003) (2004) (2005) (2006) (2007) (2008) (2009) (2010) (2011) (2012) (2013) (2014) (2015) (2016) . Since it estimates a balanced panel, it allows us to use a Prais-Winsten estimation for panel-specific autocorrelation. Table B1 , Column 5 produces a consistent result.
We conduct more robustness checks with alternative estimation methods as follows. While we estimated the model with a GEE (Table 4 , Columns 1-2) and a random-effects estimation to control for agency-specific factors, there still might be time-invariant unobserved heterogeneity unaccounted in our baseline estimation. Table B2 , Column 1 presents a fixed-effects estimation, in which time-invariant variables such as CABINET and IDEO are dropped. The coefficient of DIVIDED is still negative and significant. The coefficient of CONFIRM is marginally significant at a two-tail test (p = 0.113). Also, it might be the case that the fixed-effects and the random-effects linear model is biased since the dependent variable (DME_INV) is restricted between 0 and 1. Following Phelps (2010), we also adopt a log-odd transformation approach, in which we transformed DMV_INV by ln (DME_INV ) − ln (1 − DME_INV), 2 so that the transformed value can take any value in [−∞, ∞] , and estimat the model with a fixed-effects linear regression (Table B2 , Column 2). The coefficient of DIVIDED remains negative and significant. Another source of unobserved heterogeneity is cross-sectional dependence.
Since federal agencies are under the umbrella of the federal government, IT investments in the agencies are affected by common unaccounted factors; in other words, the residuals may be spatially correlated. To account for this possibility, we use the estimators of Driscoll and Kraay (2006) as in Table B2 , Columns 3-4. We once again obtained consistent results.
We further checked the robustness of our estimation with alternative explanatory variables as in Table B3 . First, in our baseline estimation, CONFIRM (Hypothesis 1) is zero if an agency head is unconfirmed by the Senate for more than one year at the time that the President proposes the budget. We changed this one-year window to six months and two years. While the coefficient of CONFIRM with the six-month window is insignificant, that of CONFIRM_2YR with the two-year window is positive and statistically significant, as shown in Table B3 , Column 1. This is consistent with our point that the absence of formal leadership negatively affects capacity-building IT investments in federal agencies. One might argue that the effects of the Senate and the House of Representatives on federal IT investments may differ. In Table B3 , Columns 2, we use alternative variables for government dividedness.
SENATE_DIVIDED and HOUSE_DIVIDED are equal to 1 if the Senate and the House, respectively, are controlled by the opposition party. The coefficient of SENATE_DIVIDED is negative and significant, while that of HOUSE_DIVIDED is not. This seems to be due to a stronger influence of the Senate in budget appropriation processes. For Hypothesis 3, instead of using IDEO 2 , we use the following two alternative variables to look at whether political influences on IT investments are different for liberal and conservative agencies. CONS is equal to IDEO if it is greater than 0 (conservative) and zero otherwise.
LIBR is equal to |IDEO| if it is less than 0 (liberal) and zero otherwise. Thus, CONS and LIBR are positive only for conservative and liberal agencies, respectively. Table B3 , Column 3 shows that the impact of extreme ideology (both liberal and conservative) is still negative and significant.
Finally, IT investments in large organizations such as banks or federal agencies can be pathdependent. Specifically, substantial investments in new IT systems necessitate large spending in maintenance in subsequent years. To account for this possibility, we estimate Eq. 1 with the amount of 0.1992 *p < 0.1, **p < 0.05, ***p < 0.01 in two-tail tests; N = 1,596, # of Groups = 135 LIBR is equal to -1 × IDEO if IDEO < 0 (liberal agencies) and 0 otherwise. CONS is equal to IDEO if IDEO > 0 (conservative agencies) and 0 otherwise. Robust standard errors are in parentheses; Year dummies are omitted. 
