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Both governmental auditors and governmental
organizations that are audited should be aware
that the AICPA’s Auditing Standards Board
will issue Statement on Auditing Standards
No. 82, Consideration of Fraud in a Financial
Statement Audit (No. 060675CLB1), in Feb.
SAS No. 82, which supersedes SAS No. 53,
The Auditor’s Responsibility for the Detection
of Errors and Irregularities, is effective for
audits of financial statements for periods end
ing on or after Dec. 15, 1997. “The new SAS
provides strong requirements to support the
auditor’s responsibility to detect material mis
statements resulting from fraud by changing
auditor behavior and driving improved perfor
mance,” said Randy Noonan, chair of the
ASB. “Our objective as a profession is to
ensure that we deserve the trust and confi
dence of the constituencies that use financial
statements in making decisions.”
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SAS No. 82 will not change the auditor’s
detection responsibility but will strengthen
performance requirements. It clearly articu
lates the independent auditor’s responsibility;
that is, to plan and perform the audit to obtain
reasonable assurance about whether the finan
cial statements are free of material misstate
ment, whether caused by error or fraud. The
new standard will aid the auditor in fulfilling
that responsibility.
What Does the New SAS Require?

The new standard provides helpful guidance
to auditors in fulfilling their responsibility for
detecting material misstatements resulting
from fraud. Specifically, the standard:
• Describes two types of fraud—fraudulent
financial reporting and misappropriation of
assets—that are relevant to the auditor’s consid
eration of fraud in a financial statement audit.

• Requires the auditor to specifically assess
the risk of material misstatement due to fraud
on every audit and provides categories of
fraud risk factors that the auditor should con
sider in making that assessment. It provides
examples of fraud risk factors that, when pre
sent, might indicate the presence of fraud.
• Offers guidance on how the auditor responds
to the results of the assessment.
• Provides guidance on the evaluation of test
results as they relate to the risk of material
misstatements due to fraud.
• Requires the auditor to document risk fac
tors identified as present and any related
response.
Examples of Fraud Risk Factors

Examples of risk factors relating to fraudulent
financial reporting in a governmental environ
ment include an excessive interest by manage
ment in meeting or exceeding budgetary tar
gets or maintaining fund balance through
unusually aggressive accounting practices and
domination of management by a single person
or a small group without compensating con
trols. Risk factors relating to misappropriation
of assets include lack of job applicant screen
ing procedures for employees with access to
assets susceptible to misappropriation and
poor physical safeguards over cash, invest
ments, inventory or fixed assets.
How Will the New Standard Affect
Entities Under Audit?

The new standard will require the auditor to
ask management about the risk of fraud and
whether they have knowledge of fraud that
has been perpetrated on or within the entity. If
the entity under audit has a program that
includes steps to prevent, deter or detect
fraud, the auditor will ask the people oversee
ing such programs whether the program has
continued on page G2
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identified any fraud risk factors. The auditor also will be expected to
communicate to management any risk factors that the auditor iden
tifies. These steps are expected to encourage management to
improve fraud prevention and detection techniques.
How Will the New Standard Affect Audit Fees?

Many governmental organizations will want to know how SAS No.
82 will affect audit fees. The effect on audit fees will vary. Some
organizations have very strong internal control, management that is
concerned about fraud and its effects on the entity, and controls that
are designed to prevent and detect fraud. For these organizations, the
impact on audit fees should not be significant. When management
has not effectively addressed fraud risk factors, the costs will be
greater. The profession believes that the public interest benefit will
outweigh the additional cost. Also, organizations concerned about
such costs can take measures to reduce them by implementing better
controls. For more information, refer to the report of the Committee
of Sponsoring Organizations of the Treadway Commission, Internal
Control—Integrated Framework (No. 990009CLB1).
Implementation Guidance

The AICPA is undertaking a major initiative to assist auditors in
understanding and implementing SAS No. 82. Implementation
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efforts include:
• Self-study CPE course (No. 732045CLB1). To obtain the CPE
course, which will be available in Mar. (see page 3 of the Dec. CPA
Letter), contact the AICPA Order Department; phone:
800/862-4272; fax: 800/362-5066.
• A practice aid to walk CPAs through issues likely to be encoun
tered in applying the new SAS to audits, with valuable tools, such as
sample documentation. It will also provide specific guidance on
applying the concepts of the SAS to several industries, including
government. To obtain this publication (No. 008883CLB1), which
will be available in Mar. (see page 3 of the Dec. CPA Letter), con
tact the AICPA Order Department (see above).
• A series of half-day presentations on the fraud SAS to be held in
major cities across the United States (see sidebar). Attendees will
receive 4 hours of CPE credit; registration fee: $99.
• Helpful guidance about the new SAS, including a press release,
speech outline, and a comparison of SAS No. 82 with SAS No. 53,
will be available on both the AICPA’s Web Site and the Accountants
Forum on CompuServe.
• A plan to revisit the new standard after two years to assess how
well it is accomplishing its objectives and to identify any further
steps that need to be taken.

Conferences to be Offered on Fraud SAS
Two high-level AICPA task forces will crisscross the country this
spring to help CPAs better understand SAS No 82. Led by
AICPA vice-president Dan M. Guy, the teams will hold confer
ences to discuss the new SAS in Boston, Chicago, Cleveland,
Dallas, Colorado Springs, Los Angeles, New Orleans, New York,
St. Louis, and Washington, D.C., between late Apr. and early
May.“We’re making these presentations to ensure that CPAs
have a chance to get on the same page with regard to these new
requirements,” Guy said. “New computer technology paired with
old temptations means that CPAs need to be even more vigilant
when performing an audit. These SAS No. 82 meetings are a big
part of our commitment toward helping the accounting commu
nity root out fraud.” For more information on the presentations,
call 800/862-4272.

Highlights of Members in Government Committee Meeting
The Members in Government Committee represents and serves the
AICPA’s government members. They meet periodically each year to
discuss ongoing projects and matters of importance to government
CPAs. Highlights from the committee’s Nov. 20,1996, meeting follow:
• Discussed the development of a strategic plan for members in gov
ernment and a vision for the future of government CPAs.
• Approved the nominating process for the 1997 AICPA Outstanding
CPA in Government Award.

• Provided input on the agenda for the AICPA 14th Annual National
Governmental Accounting and Auditing Update Conference to be
held Aug. 25-26 in Washington, D.C., and Sept. 29-30 in Denver.
• Discussed the approach to the committee’s future efforts to
increase government representation on various AICPA committees.
• Decided to focus additional effort on encouraging more govern
ment CPAs to become members of the AICPA.

Published for AICPA members in government. Opinions expressed in this CPA Letter supplement do not necessarily reflect policy of the AICPA.

Mary Foelster, supplement editor
202/434-9259; e-mail: mfoelster@aicpa.org

Ellen J. Goldstein, CPA Letter editor
212/596-6112; e-mail: egoldstein@aicpa.org
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CPA Letter Supplements Update

Interview Volunteers
As reported in the Nov. 1996 CPA Letter supplement customized
for members in government, the AICPA has created a staff team to
identify and meet the needs of CPAs in government. The staff team,
known as the Government Member Segment Team, is at the core of
the Institute’s team-based efforts to focus on the specific segments
of the AICPA membership. The team will explore new ways to sup
port the needs of this segment of the membership and look for ways
to improve on existing products and services.
In an effort to reach out to members and to better understand
the needs of CPAs in government, the team has begun interviewing
members on the critical issues affecting them. Individuals interested
in sharing their views and concerns through an interview with a
team member, either in person or by telephone, should contact
Mary Foelster.

202/434-9259
mfoelster@aicpa.org

In Nov., the AICPA launched supplements to The CPA Letter cus
tomized for the different member segments. We have received a lot
of positive feedback about this initiative, and we want to thank
members for letting us know their opinions and reactions. Continue
to share your ideas with us so that we can make this supplement for
members in government a truly useful and responsive tool.
We also want to encourage members to suggest articles, topics
or volunteer to write bylined articles for the supplement. Forward
your ideas to Mary Foelster, the editor of this supplement.
Also, some of you have contacted us regarding which of the
supplements you are receiving. Supplements are sent to each indi
vidual member according to his or her demographic profile in the
AICPA membership records data base. If that information is incor
rect (for example, you no longer work in government), contact
membership records at AICPA, Harborside Financial Center, 201
Plaza Three, Jersey City, New Jersey 07311-3881; Attention:
Membership Records. The membership records team also can be
contacted by fax, e-mail or phone.
201/938-3108
201/938-3100
pwomble@aicpa.org

In addition, anyone can obtain a different supplement through
the AICPA fax hotline or the AICPA Web site (see page G2).

AICPA Announces Information Technology Competency Study
CPAs in all disciplines must have certain skills and
knowledge often referred to as “core competencies.”
Information Technology (IT) is pervasive in all
aspects of government and is part of the core compe
tencies that CPAs must have. In fact, the ability to use
technology has been increasingly cited as the number
one challenge facing CPAs today.
In Dec. 1995, the Education Committee of the International
Federation of Accountants (IFAC) released Guideline #11,
Information Technology in the Accounting Curriculum, to provide
further guidance to its member bodies in developing programs to
enhance technology competence of present and future members. In
response, the AICPA created a joint task force of the Information
Technology Executive Committee and the Academic and Career
Development Executive Committee—the Technology Curriculum
and Competency Model Task Force. The task force, in its paper,
Information Technology Competencies in the Accounting
Profession: AICPA Implementation Strategies for IFAC Guideline
No. 11—Implications for Education and Practice, attempts to
address implementation and implications of the guidelines for vari
ous U.S. constituency groups, including accountants in government.
The paper is divided into four domains: education, work, CPE
and licensing and regulation. The work domain, the one under direct
control of CPAs in government, involves these critical management
responsibilities:
1. Leadership and visionary skills. Leadership is a key ingredient
in the development of technology skills. Technology leaders have

a passion to improve the organization, are able to man
age risk and change, can build a team and possess
visionary skills.
2. Technical support. Technical and training skills are
a necessary complement to leadership and vision.
Since one person may not have all of these skills, a
team approach may be the best solution.
3. Training. Training and implementation represent about 70% of
the total cost of automation. Hardware and software account for
the remaining 30%. Organizations often forget about the training
and implementation time and cost requirements. The paper con
tains a sample training curriculum for introductory, intermediate
and advanced technology-related skill-training programs.
4. Written three-year plan. The strategic planning process for
every organization should include a three-year IT component that
should encompass objectives; requirements; priorities; identifica
tion of project teams, resources and due dates; and an action plan.
5. Three-year budget. Technology budgeting in the past was
included in an organization’s capital budget. The advancement of
technology and rapid development dictate a separate budgeting
process. Systems now last for 2 to 3 years rather than 5 to 10
years. Software is updated at least annually.
6. Accountability and outcome assessment. Technology manage
ment is maturing and new methods of benchmarking and
accounting are being implemented. Unfortunately, many organi
zations are using the “peanut butter method” of accounting for
continued on page G4
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Practice Alert Regarding
Financial Statements on the

Internet Published
Governmental entities are beginning to make
their annual audited financial statements, the
related auditor’s reports and other informa
tion available on the Internet. Web sites often
include more financial and nonfinancial data
than is given in the printed report, such as
audio and video clips, current news releases,
and hyperlinks to other Web sites. These pre
sentations may create associations with other
information that were not intended.
Questions abound regarding the oppor
tunities and issues surrounding this distribu
tion medium for the user, preparer, and
attest community. To address some of these
issues, an AICPA Practice Alert, Financial
Statements on the Internet, describes the
new method of distributing audited financial
statements and the related auditor’s report
and speaks to several concerns for the audi
tor community. The Practice Alert is avail
able by fax or on the AICPA’s home page.
Fax Hotline: 201/938-3787, docu
ment no. 1566
http://www.aicpa.org/pubs/
cpaltr/index.htm; then select
“January”; then “Practice Alert”

AICPA

AICPA Creates New Center for
Excellence in Financial Management
Do you serve as an accounting manager, controller or chief financial officer of your govern
ment organization? Is your organization undergoing a reengineering of functions and seek
ing advice on how other organizations are solving common problems? Then you ought to
be aware of the AICPA’s Center for Excellence in Financial Management, a new resource
and education center that will offer “a clearinghouse for
AICPA members to obtain state-of-the-art and timely informa
tion and training in cutting-edge subjects,” according to
Institute President & CEO Barry Melancon.
The Center, which will open in the first quarter of 1997, was
designed to help CPAs retool and develop new skills to meet
the demands of their expanding role as strategic business partners. Its offerings will include:
• Professional education.
• Research.
• Benchmarking of best practices in different areas of financial management.
• Information and publications that will focus on timely, relevant financial and business
management issues.

member
news

Information will be made available through the AICPA library, AICPA Online and its
hyperlinks, the Accountants Forum on CompuServe, online chats and conferences, the
AICPA technical hotline, as well as AICPA/strategic partner research programs.

Emanuela LiMandri, 212/596-6157

Winner of the First AICPA/AAA Collaboration Award Is from Government
The University Project, submitted by the Mid
America Intergovernmental Audit Forum (the
Forum), was selected as the winner of the first
Joint AICPA/AAA Collaboration Award. This
award is sponsored jointly by the AICPA and the
American Accounting Association to recognize
significant collaborative efforts between academics and practition
ers that result in a direct contribution to accounting education, prac
tice and/or research.
The University Project is a governmental audit simulation and
consists of a mock public meeting of a governmental body which is
held to discuss the findings and recommendations in an audit and
decide on a course of action. Participating students are cast in the
roles of governing body decision makers and other report users, and
the Forum members participate as auditors, government officials and

the chair of the governing body. The University Project is a team
effort built on a partnership of federal, state, and local government
audit organizations and state CPA societies. These groups work
together with students out of the classroom and require them to be
innovative and responsible for decision-making despite the presence
of various controversial technical and ethical issues debated in public
forums. It also illustrates how governmental audit reports are used to
improve government and to develop public policy.
An award was presented to the team, represented by James R.
Watts, at the 1996 Accounting Educators Conference held in
Philadelphia on Nov. 15-16. For more information about the pro
gram, contact Leticia Romeo.

continuedfrom page G3
technology, spreading costs throughout departments and capitaliz
ing them. This prevents management from obtaining a complete
picture of the total cost of technology. Organizations should com
pare the total costs of technology for the entire organization to
industry benchmarks.
The accounting profession has both an important role and

responsibility for the development and improvement of technology.
It will only be through a concerted effort by all domains discussed in
the paper that the accounting profession will come of age technologi
cally. Action plans for the various domains are specified in the paper.
The time for action is already upon the profession. Note: Both the
IFAC and the AICPA documents are available on the AICPA’s home
page: http://www.aicpa.org/members/div/career/index.htm

awards

212/596-6221

Iromeo@aicpa.org

