Abstract-This paper presents a new face identification system training sample. However, the illumination problem remained based on Graph Matching Technique on SIFT features extracted unsolved. Of late, the investigation of SIFT features for face from face images. Although SIFT features have been successfully authentication has been explored in [8] . The results were very used for general object detection and recognition, only recently promising; but the need is felt for more robust matching they were applied to face recognition. This paper further techniques to further improve the overall system performance. technique. However, the performance of the system has not * select candidates for feature points by searching peaks been tested under different constraints and furthermore, the in the scale-space from a difference of Gaussian (DoG) overall identification process resulted quite complicated. function Reference [3] has proposed a probabilistic face recognition fucin approach that could compensate for the imprecise localization, * localize the feature points by using the measurement of partial occlusion, and extreme expressions with a single their stability,
extraction process. Section 3 describes the taxonomy of Keywords: Face Recognition; Identification; SIFT features; correspondence graph used as a matcher and the proposed Biometrics; Graph matching; SIFT generated graph matching techniques. Experimental results are given in section 4 and in the last section the I. INTRODUCTION conclusions are drawn. During the past decade, face identification and verification has drawn significant attention from the perspective of
II. INVARIANT AND ROBUST SIFTFEATURES different real life applications such as human computer
In object recognition and image retrieval applications, interface, surveillance, authentication and video indexing. Due affine-invariant features have been recently researched [5] , [6] . to variations in illumination, nearby clutter, variability in scale, These affine-invariant features are highly distinctive and translation, rotation, and pose, face identification is a matched with high probability against a large case of image challenging task. Facial expression, occlusion and lighting distortions and illumination conditions. conditions also change the overall appearance of the face.
The scale invariant feature transform, called SIFT Many efforts have been devoted to solve the threats owing descriptor, has been proposed by [2] , [4] and proved to be to face identification systems, which result in the severe invariant to image rotation, scaling, translation, partly degradation of the performance. Although many appearanceillumination changes, and projective transform. The basic idea based face identification or verification techniques based on the of the SIFT descriptor is detecting feature points efficiently component analysis such as in [1] , [9] and [10] exist in the through a staged filtering approach that identifies stable points literature, they are inefficient to capture a substantial amount of in the scale-space. facial variations or new class samples. Reference [11] proposed a face recognition system by elastic bunch graph matching Local feature points are extracted from the following steps:
technique. However, the performance of the system has not * select candidates for feature points by searching peaks been tested under different constraints and furthermore, the in the scale-space from a difference of Gaussian (DoG) overall identification process resulted quite complicated. function Reference [3] has proposed a probabilistic face recognition fucin approach that could compensate for the imprecise localization, * localize the feature points by using the measurement of partial occlusion, and extreme expressions with a single their stability, The correspondence graph between Gd and G2 by is and probe image, respectively, and I is the compact information composed of all the four types of information generated by the SIFT descriptor, than: F (a, a') X3 and XN or not assigned to any point (see figure 3) . where T the total number of all is minimum distances. To find the correspondences between two graphs in terms of edge information, let's take E1(N) and E2(N) are the number of edges in the two face graphs, respectively. Here, the number of nodes for image one is same as image two. After finding the 7\ 6 corresponding points between the feature points of the first and the second image, we construct complete graph for each face X3 image. Now 
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The proposed graph matching technique is tested on the BANCA database [7] . For this experiment, the Matched 4~~~~~~~~~~~~~C ontrolled (MC) protocol is followed, where the images from and fourth sessions are used for testing and generating client and impostor scores. The testing images are divided into two groups, GI and G2, of 26 subjects each. The error rate was In this graph matching strategy, the same approach is computed using the following procedure [7] : followed which is described in section 3 features has a significant impact on the performance of any * Compute the weighted Error Rate (WER(R)) on G2:
learning based recognition algorithm. How to improve the quality of features has been one of the critical issues concerned with the instance-based learning.
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