Cryptographic hash function is a function
R which has the security properties: one-way ( 
Then, as the key: one
Introduction
According to Menezes et al. [9] , cryptography is the study of mathematical techniques related to information security purposes such as confidentiality, data integrity, entity authentication, and data origin authentication. One of cryptographic primitives related to the purpose of data integrity and authentication security is a hash function. 
The rise of attacks on the security properties of the hash function which the construction is based on boolean arithmetic, intensified the researchers to turn to the construction of cryptographic hash functions with the security is based on lattice computational problems. Lattice Λ with dimension n is the set of all integer linear combinations of n linearly independent vectors with the problem: computationally it is infeasible to determine the shortest vector in Λ.
Started by Ajtai [1] that defines a one-way hash function families with security rests on lattice computational problems. In this case, for integer positive parameters: d, m, n, with , n m > and p primes, choose a matrix
at random, hash function A h with key A is defined as , :
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Refining the work from Ajtai, Goldreich et al. [5] proved that A h is collision resistant. Then, security assumption is strengthened in: [3] , [10] and [11] also shown an aspects of computational efficiency is not enough when it comes to the application.
Furthermore, the attempt on efficiency listed in [12] and [7] 
By using the arithmetic, the purpose of this article is to construct a family of hash function in which the compression functions is defined as a recursive process that processes binary message block x to the value
is defined as key parameters chosen randomly and uniformly. The construction of this hash function is a generalization of the construction of hash function in [14] . The schematic discussion includes three sections. Section 2 contains a review of algorithms for modular arithmetic ring polynomial. Section 3 is a discussion of core construction algorithm related to hash function is concerned. Finally, Section 4 discusses the security aspects of a hash function construction.
Modular Arithmetic Ring Polynomial
In this section, we describe the algorithm for arithmetic ring polynomial
with parameters primes p and f is a polynomial of three terms (trinomial) is defined as
with integer i selected in the interval .
A complete review of this topic refers to article [6] .
We denote { } 
As a result, the amount of computational operations in the modular ring
is as efficient as computing the vector addition operation modulo p. Moreover, the efficiency of the multiplication operation
described as follows.
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As an illustration, for , 64 = n ( ) 
return(c).
Furthermore, since ( ) ( ) ( ) 
Since the speed of Algorithm 1 is constant on the growth of the value of n, the most dominant influence computational efficiency of Algorithm 2 is the number of addition and multiplication operations modulo p. In this case, we could observe that Algorithm 2 involves at most 2 n multiplication operation modulo p and at most ( )
Related to Algorithm 2 as a subroutine in the construction of a hash function algorithm (described in Section 3), it is assumed that b is a binary vector. Therefore, it is easily observed that Algorithm 2 only requires an average of 
Hash Function Construction
Following the definition of the hash function and its construction techniques in the [9] , the definition and construction of hash functions in this article is enough to define the compression function just as well as construct the algorithm. In this case, the hash function is constructed based on lattice, the family of hash functions that compression is defined as that is clear that the computational process becomes more efficient than before. This formula is defined as compression function formula of the hash function family based on ideal lattice.
With the aim of shortening the key and accelerating the computation process of a hash function family computing based on ideal lattice, we now define the compression function of the hash function defined recursively 
Security Aspects of Construction Result
Since n p As an illustration, with the value of the parameter , 257 = p , 64 = n and , 16 = t then the key length is approximately 624 bits so it is not feasible to predict. With the same parameter values, the key size is much shorter than the key size of the compression function SWIFFT [8] which is about 8192 bits.
Based on the computational process, when the key is chosen randomly, then the compression function h as the result of construction also defines the matrix A which is also random. Consequently, h is a one-way function with the following explanation. To explain that h is a one-way function, we have to show that given any value x from known value y, the 
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Therefore, compression function h as the result of the construction is one-way function and collision resistance based on lattice computational problem.
