ABSTRACT Socially-aware mobile networks have become ubiquitous in our daily life, which create the phenomenon of the socially aware mobile big data. Due to the movement of mobile entities, traditional transmission mechanisms are not conducive to the spreading of information. Thus, how to improve the information diffusion performances in socially aware mobile networks has become a hot research topic. However, most of the existing works focus their attention on the information-spreading dynamics rather than on the network structure and nodes' social attributes. In this paper, we proposed the concept of the value strength, social strength as well as a time-varying graph (TVG)-based mobility model from the perspective of the network science, based on which a forwarding nodes' selection scheme was presented. It is beneficial in terms of improving the propagation efficiency and information coverage ratio of mobile networks. Furthermore, sufficient experiments were conducted to verify the diffusion performances both over a range of complex network topologies, such as the Watts-Strogatz small-world network, the Barabási-Albert scale-free network, the real-world Flickr network, and over a TVG-based mobile network. Indeed, the definition of the value/social strength plays a critical role in selecting forwarding links and nodes both for static-topology networks as well as for socially aware mobile networks.
I. INTRODUCTION
During the past decade, with the rapid development of the Internet access technologies and the proliferation of mobile devices, mobile networks become ubiquitous [1] , [2] and create the phenomenon of the mobile big data [3] , [4] . As mobile networks by and large have been designed and deployed to meet people's social needs, people's behaviors and interactions in the social domain will shape their ways to access mobile services. Therefore, it is necessary to consider the social elements into the study of mobile networks. A socially-aware mobile network is defined as a network that is constituted of time-varying connections and interactions relying on both the movement of mobile entities as well as their social relationships [5] . Typical socially-aware mobile networks include device-to-device (D2D) networks [6] , [7] , cognitive radio networks [8] - [12] , vehicular networks [14] , adaptive networks [13] , online social networks [15] , [16] , Internet of Things (IoT) [17] , etc.
The entities in most mobile networks are related to human behaviours and interactions. Relying on these social attributes, numerous tricky technical difficulties in mobile networks can be solved, such as routing schemes, networking design, resource allocation mechanisms, etc. Although socially-aware mobile networks have recently garnered much attention in terms of various perspectives, numerous technical challenges still have to be addressed. Figuring out the information diffusion mechanism over socially-aware mobile networks is one of critical issues. For one thing, a wellinformed information diffusion scheme is beneficial in terms of improving the information transmission efficiency and coverage ratio. For another thing, the study of information diffusion is conducive both to detecting and eliminating the malicious nodes as well as to blocking the spreading of detrimental information.
From the perspective of the network science, the complex network theory provides a beneficial means of studying network structures, social relationships, as well as the information diffusion mechanisms. Inspired by the random graph model, the complex network theory emerged based on the [18] and [19] , which first discovered the smallword property and the power-law characteristic in the realistic networks. Actually, socially-aware mobile networks are of very large-scale, and are becoming tremendous-scale, which can be viewed as complex networks. First, the sociallyaware mobile networks are associated with a tremendous network size. Especially for some super social networks, such as Facebook and Twitter, billions of messages may be transmitted or forwarded. The behaviour characteristics of everyday users call for statistical processing. Second, diverse hierarchical structures as well as different types of links and entity nodes result in more complex interactions. Third, given the movement of mobile entities or time-varying social relationships, socially-aware mobile networks have a complex time-space attribute. The regional diversity and jetlag problem influence the evolution of the network topology as well as the information diffusion process. Therefore, a complex network science aided study of information diffusion over socially-aware mobile networks has become a worthwhile work.
To address above issues, in this paper, we focus our attention on the network science based analysis on the information transmission mechanisms. Both the network topological characteristics as well as nodes' social attributes are considered during the information diffusion process. The main contributions of this paper can be summarized as follows.
• To the best of our knowledge, it is the first time to propose the concept of value strength relying on the network structures and social relationships, based on which a forwarding nodes' selection scheme is presented for both static networks and mobile networks. It is beneficial in terms of selecting superior forwarding nodes and improving the information propagation efficiency.
• A time-varying graph (TVG) based mobility model is established for mobile networks. Relying on the proposed social strength as well as the TVG mobility model, a socially-aware information transmission mechanism of mobile networks is provided in order to achieve a high information coverage ratio.
• Simulations are conducted on static-topology networks as well as mobile networks. Moreover, our proposed transmission mechanism has been compared both on generated complex networks as well as a real-world online social network, Flickr. The rest of this paper is organized as follows. The state of the art in information diffusion mechanisms as well as in socially-aware network analyses is detailed in Section II. Section III introduces the cascade information diffusion model, and gives some key parameters. Section IV describes proposes the concept of value strength, followed by a range of contrastive analyses in V. Moreover, a mobility model along with a social strength aided socially-aware information diffusion model of mobile networks is proposed in Section VI. Information diffusion performances of statictopology networks as well as of mobile networks are analyzed in Section VII, followed by concluding remarks and future works in Section VIII.
II. STATE-OF-THE-ART
There have been some works studying the information diffusion mechanisms over socially-aware networks. The study of the information diffusion originated from the research of computer virus/epidemic spreading over social networks by Pastor-Satorras et al in [20] . The state of the art mainly focused their attention on the dynamic characteristics of the information diffusion [21] , [22] . In [23] , Gruhl et al. studied the dynamics of information propagation through blog-space from both macroscopic and microscopic points of views. Moreover, in [15] Jiang et al. proposed an evolutionary game theoretic framework to model the dynamic information diffusion process in social networks and verified the formulation relying on the real-world Twitter dataset. Besides, there were some studies about the empirical analysis conducted to predict the speed and range of information diffusion [24] , [25] . However, the existing works ignored the effect of the realistic network topology on users' information diffusion. Furthermore, the network science based performance, e.g., strength analysis, clustering characteristic, etc., may also influence the information diffusion performances.
As for the social attributes-based information diffusion analyses, Granovetter in 1973 first proposed the strength of ties, which was measured by the relative overlap of two adjacent nodes [26] . The tie strength provided a quantitative basis for information transmission. This discovery attracted numerous attentions to explore the strength values during the information diffusion process [27] - [29] . Weak ties were verified to be beneficial in the spread of information. Furthermore, Onnela et al. [30] studied the role of weak ties in the network structure by monitoring the phase transitions as well as the relative size of giant connected clusters. They found the phenomenon that a sudden phase transition-driven collapse of the whole network under the removal of the weak ties. Besides, Zhao et al. in [31] held the different views through numerical experiments. They explained that utilizing the weak tie-prior selection scheme in the information diffusion process may get into the local trap. Additionally, Guille et al. in [32] presented a comprehensive survey of related information diffusion mechanisms in online social networks and proposed a taxonomy method. The role of social relationships in the information diffusion was investigated by Bakshy et al. in [33] . By mining the Facebook dataset, the authors concluded that the social relationships were conducive to the information diffusion. However, these contributions, to a large extent, were limited to the static network topology. In the real world, with the proliferation of mobile devices, mobile networks become ubiquitous, where the entities as well as their connection relationships are time varying. Numerous technical challenges of information diffusion over mobile networks have to be addressed.
Recently, social attributes-based analyses have been widely employed to facilitate mobile networks, such as vehicular networks, wireless sensor networks, etc [34] - [37] . In multi-hop wireless communication networks, promoting the user cooperation based on social relationships is the key technical point. Peng et al. in [36] explored how to improve the information transmission rate and network coverage range in terms of combining the social network layer and the multihop wireless communication network layer. Based on the social and community attributes, Hui et al. in [38] proposed a social-based forwarding routing schemes for delay-tolerant networks (DTN). Considering the mobility property of the mobile networks, which has a direct relationship with social attributes, in [39] Musolesi et al. designed a communitybased mobility model for mobile ad hoc networks (MANET). In order to improve resource allocation efficiency in D2D networks, Wang et al. in [40] proposed the social ties in D2D networks and established a social-community-aware resource allocation scheme for cellular networks. However, these literatures devoted to explore the network design mechanisms and resource allocation in mobile networks. It is necessary to study the information diffusion mechanisms relying on social attributes in mobile networks.
In this paper, we study the maximum coverage ratio of information diffusion in socially-aware mobile networks. Both the social attributes as well as the movement of entities are considered in order to achieve commendable information diffusion performances in socially-aware mobile networks. Unlike unicast strategies focusing more their attention on the end to end based performances [41] , [42] , such as the time delay, link throughput, etc., the maximum information coverage ratio issues consider how to select the next-hop forwarding nodes and how to determine the routes during the multicast or broadcast process [43] , [44] . The forwarding node selection scheme proposed in this paper is distributed, scalable and low time-consuming.
III. THE CASCADE INFORMATION DIFFUSION MODEL
In this section, the cascade model is conducted in order to formulate the information diffusion process on sociallyaware networks [32] . In the model, each node has a certain transition probability to be selected as a forwarding node after receiving a message from its neighbor nodes. Furthermore, once the node becomes a forwarding node, it is capable of broadcasting messages to its neighbors. We denote the nodes set in the network as V , as well as the initial state of all the nodes as S 0 . When a node receives a message, its state turns into S 1 . t represents the timeline during the information diffusion. Hence, the cascade information diffusion model can be described as follows.
• When t = 0, we randomly select a node in the network as the information source, i, and change its state into S 1 .
• When t = t + 1, the states of the i's neighbor nodes are set to S 1 . We record the number of i's neighbor nodes as K i . Then, add the node i into the retiring set , which indicates that the node i has finished transferring the information in this time slot.
• Calculate the number of the forwarding nodes, namely R i , in the next round, i.e., R i = ρK i , where ρ is the diffusion discount factor between 0 and 1, and · represents rounding function.
• Select the forwarding nodes relying on the transition probability:
where j is one of i's neighbor nodes and V ij represents the strength value of node j to i. Moreover, α is the selection coefficient. Add the node j to the forwarding nodes set, W . Repeat this process for R i times in order to select R i forwarding nodes.
• For each node in W , repeat the second step until W is empty or the states of all the nodes are S 1 . The selection coefficient α can be valued within {−1, 0, 1}. Specifically, α = 0 represents a random neighbor selection scheme. α = −1 can be viewed as the weak-prior selection scheme, which means that the system preferentially selects the forwarding node with a small strength value. However, α = 1 is the opposite case of α = −1, i.e., the strongprior selection scheme, where the system prefers to select the forwarding node in terms of a large strength value.
Furthermore, the information coverage ratio, denoted as I , is utilized to measure the speed of information diffusion, and the average intensity of advertisement, i.e., A, evaluates the information diffusion capacity of the network [45] , [46] . Information coverage ratio refers to the proportion of the nodes which have received information. Moreover, the average intensity of advertisement can be calculated as the ratio of the total number of times that one of the vertexes has posted the information to another node to the number of posted vertexes at the end of each time slot. In the following, we will discuss the definition of three different strength values and the comparisons of their information diffusion performances.
IV. STRENGTH MODELS IN SOCIALLY-AWARE NETWORKS A. TIE STRENGTH
The tie strength was first proposed by Granovetter [26] , which can be classified into two categories, i.e., the strong tie strength and the weak tie strength. Specifically, strong tie strength refers to friends and families in a social network for example, with whom you have a close relationship. On the contrary, weak tie strength represents a general relationship, e.g., a complete stranger or a nodding acquaintance. According to the Mark Granovetter's statistics, only 16.7% people found a job through his/her friends or relatives, while the number of those who got a job through occasional dealings accounts for 83.3%. We can conclude that the role of weak tie strength is far more important than that of strong tie strength VOLUME 4, 2016 in terms of finding a job. Similarly, the weak tie strength often plays a critical role in social activities, which connects two different user groups and plays the role as a bridge. Hence, the tie strength value of the node a to b, V T (a → b), represents the strength of the relationship between nodes, which can be given by:
where | · | denotes the modulus of a set and C a represents the set of the node a's neighbor nodes (e.g., friends in social networks). Thus, C a C b indicates the common friends of the node a and the node b, as well as C a C b represents the sum of the two nodes' friends. Obviously, Let us consider a general network topology, shown in Fig. 1 , for example. The number of common friends between the node a and the node l is 1, and the total sum of their friends is 12. According to the Eq. (2), we can achieve the tie strength value of a to l and that of l to a, i.e., V T (a → l) = V T (l → a) = 1/12, which is deemed to be as a weak tie strength. In the same way, we can calculate the tie strength of a to b and that of b to a, V T 
However, it is clear that the relationship between a and l is crucial to the information diffusion, because the link between node a and l connects two different groups. As for the node b, locating on the edge of the social graph, it provides little benefit in terms of the information diffusion for a. Hence, the link between a and b and that between a and l play different roles in the information diffusion process but with the paradoxical tie strength values, i.e., V T (a → l) < V T (a → b). Therefore, the tie strength is hard to define the importance of two different connections in certain social network topologies.
B. PARTIAL STRENGTH
Relying on the definition of the Eq. (2), we achieve that the tie strength of the two adjacent nodes is the same, which can be deemed to be as a measurement of the symmetry relationship. However, in real life, the influence of two adjacent nodes are different in most cases. For instance, in microblogs, celebrities have a dramatic impact on social information diffusion than ordinary users. Given the ubiquitous asymmetrical relationship in mechanics [47] , the partial strength in social networks can be denoted as:
as well as
where V P (a → b) represents the partial strength value of the node a to the node b, and V P (b → a) denotes the partial strength value of the node b to a. The partial strength value consists of two parts, i.e., the common friends of the adjacent node pair as well as each node's own friends. As a toy example shown in Fig. 1 , relying on Eq. (3) and Eq. (4), we have V P (a → b) = 1 as well as V P (b → a) = 1/3. We can find that the influence of a to b is greater than that of b to a, which cannot be deduced from the aforementioned tie strength
From this point of view, we can conclude that the partial strength is beneficial in terms of precisely describing more the asymmetric relationship among nodes in socially-aware networks.
However, if we extend the analysis to the relationship between the node a and the node l, we have V P (a → l) = 2/7, as well as V P (l → a) = 1/3. Given the partial strength value even being less than or equal to V P (b → a), both the influence of a to l and that of l to a are relatively weak. Actually, Fig. 1 , both the influence of the node a to l and that of the node l to a are important, which play as a bridge role connecting two different clusters. To address the bridge-based problem, we propose the value strength for socially-aware networks. 
C. VALUE STRENGTH
In this subsection, we focus on our attention on the bridgebased network topology as shown in Fig. 2 . Considering the influence of the node b and c to a, relying on the above definitions we have the tie strength value V T (c → a) = V T (b → a) = 0, as well as the partial strength value V P (b → a) = 5/6 and V P (c → a) = 1/6. Comparing the partial strength value given by the V P (b → a) and V P (c → a), we can see that the node b is more critical than c to a during the information diffusion process. However, actually the node c is capable of supplying more resources for a to deliver messages. Furthermore, there exist a range of alternatives to replace the function of b. Hence, we introduce the value strength to redefine the social influence of two adjacent nodes, which can be denoted as:
where C a represents the set of a's neighbors and C b denotes the set of b's neighbors. Moreover, C a \C b represents the difference set of the C a against C b . Generally, f (·) is a value function of a set, which takes numerous forms. For simplicity, we define the value function as the modular arithmetic, i.e.,
Thus, in terms of the influence of the node b and c to a, we have:
and
Relying on the comparison of value strength, i.e.,
, c plays a major role in the information diffusion to a. In fact, the link a → c acts as the only one bridge for information diffusion from the node a to c's group.
V. VALUE STRENGTH AIDED INFORMATION DIFFUSION IN SOCIALLY-AWARE NETWORKS
In this section, we focus our attention on the information diffusion performance analyses of our proposed value strength. Moreover, numerous experiments are conducted in order to measure the information diffusion properties on a range of network topologies.
A. COMPLEX NETWORK BASED VERIFICATION
To study the impact of the value strength on information diffusion processes, we conceive the information coverage ratio I , mentioned in Section III, to measure the information transmission efficiency. Our simulations are tested on the smallworld based network topology with 1000 nodes. Furthermore, the minimum node degree is 3, as well as the rewiring probability is 0.7. Based on analyses and computation results, the average path length 1 of this network is 4.1428, and its 1 Average path length is a concept that is defined as the average number of steps along the shortest paths for all possible pairs of network nodes. It is a measure of the efficiency of information or mass transmitting on a network. average clustering coefficient 2 is up to 0.5163. Fig. 3(a) shows the node degree distribution of the small-world based network. We can find that most of the nodes' degree distributes between 4 and 9 with no long tail. Fig. 3(b) demonstrates the information coverage ratio relying on the value strength versus different selection coefficient values, α. The solid line represents the situation with α = 1, which means that the strong value strength nodes are preferentially selected as the forwarding nodes. Besides, the dot line denotes the random selection case in terms of α = 0. And the dash-dot line, i.e., α = −1, shows that a weak-prior value strength selection scheme. It is observed that the strongprior selection scheme is beneficial in terms of achieving a larger information coverage coverage and a high transmission efficiency.
In Fig. 3(c) , we discuss the information diffusion performance of the value strength versus the tie strength. The solid line shows the information coverage ratio relying on the strong-/weak-prior value strength selection scheme, followed by the random selection scheme in the dot line. The two dashdot lines represent the weak-prior tie strength selection and the strong-prior tie strength selection, respectively. By comparison, we achieve that both the strong-and the weak-prior tie strength selection schemes are not capable of promoting the efficiency during the information diffusion process. Furthermore, the value strength aided selection algorithm outperforms that based on the tie strength in terms of the information coverage ratio.
Similarly, the information diffusion performances of the value strength versus the partial strength are shown in Fig. 3(d) . We consider both the strong-prior and weakprior selection schemes. Hence, the performance shown in the solid line, i.e., the value strength aided selection scheme, is superior to that depicted the dash line, i.e., the partial strength aided selection scheme measured by the information coverage ratio.
B. TOPOLOGY BASED PERFORMANCE ANALYSES
Network topology is conceived as one of the main factors affecting the information diffusion performances. Relying on the complex network theory, socially-aware networks can be deemed to be as either a small-world network having a short average path length and a high clustering coefficient, or to be as a scale-free network having a power-law node degree distribution.
In this subsection, N denotes the total number of entities in the network, and Pr(rewiring) represents the rewiring probability. Also, we limit the maximum length of the information forwarding chain to 5. Up to 100 times independent experiments are tested relying on the cascade information diffusion model. Then, we record the frequency of occurrence of each information coverage ratio in Fig. 4 . 4(a)-(d) show the performance comparisons between the value strength aided selection scheme and the partial strength aided selection scheme in small-world based network topologies. Two kinds of rewiring probabilities are considered, which play a critical part in the network coefficients, such as the average path length, the clustering coefficient, etc.
Specifically, we set N = 1000, Pr(rewiring) = 0.2. Relying on the network analysis software Pajek, the average path length is 5.1008 and the clustering coefficient comes to 0.7241. Indeed, it is a small-world network with a bellshaped node degree distribution. In Fig. 4(a)-(b) , the horizontal axis represents the information coverage ratio I both scaled from 0.1 to 0.55, and the vertical axis denotes the frequency of occurrence of each I value. Subgraph (a) corresponds to the selection scheme relying on the value strength, while subgraph (b) corresponds to that based on the partial strength. As can be seen from the figures, the results based on partial strength with the average information coverage ratio, I P = 0.2612, can be approximately viewed as a shift to the left against that based on the value strength which has a higher average information coverage ratio I V = 0.3505. The value strength based forwarding node selection scheme will result in a wide information coverage, which means that the value strength is a better standard to judge which node to choose as the next-hop forwarding node.
The results of another set of experiments based on the small-world network topology are shown in Fig. 4(c)-(d) , where N = 1000, Pr(rewiring) = 0.7. The average path length is 4.1428, as well as the clustering coefficient is 0.5163. Similarly, the definition of the horizontal axis and vertical axis in subgraph (c) and (d) is the same as those in subgraph (a) and (b), but with a different horizontal scale from 0.2 to 0.9. The peak value based on partial strength can be viewed as a left-ward shift against that based on the value strength. Moreover, by calculating, the value strength based selection scheme achieves a little higher average information coverage ratio I V = 0.6118 than that of partial strength based selection scheme, I P = 0.6066. Furthermore, with the increasing of the rewiring probability, both the value strength based selection scheme and the partial based selection scheme improve the information coverage ratio, while the difference of I between the two selection scheme decreases. For one thing, if the rewiring probability gets larger, it will lower the clustering coefficient and shorten the average path length. Based on the Eq. (5) and Eq. (6), the value strength depends on the different neighbors by means of the difference set, which may avoid the information retention in a single group. When the clustering coefficient decreases, the different neighbors will be accordingly promoted, which is conducive to speed up the information diffusion. For another thing, a short average path length means that it is more than likely that two remote nodes become friends. A weak clustering characteristic is beneficial in terms of improving the information diffusion, which reduces the advantage of the value strength based selection scheme against that relying on the partial strength. Fig. 4(e) -(f) demonstrate the performance analyses in a scale-free network topology Thus, we also adopt the cascade model and preferentially select the nodes with higher value strength/partial strength as the forwarding nodes. The network size N is set to be as 1000. Relying on the principle of 'preferential attachment', it has the clustering coefficient of 0.5434 along with a power-law node degree distribution. In the same way, the experiments are tested independently 100 times under the same conditions. Similarly, the horizontal axis of subgraph (e) and (f) represents the information coverage ratio I , and the vertical axis denotes the frequency of occurrence for each I value. We can conclude that in most cases, the information coverage ratio can maintain at a high level, although there exist several awful situations. That is because there are numerous nodes with large degrees in the scale-free network, and when we select them as the forwarding nodes, the information will be rapidly broadcasted. However, once we select the boundary nodes as the forwarding nodes, the worst will happen. This phenomenon conforms to the property of scale-free networks, which are robust to the random attack but are vulnerable to the targeted attack. Furthermore, relying on the scale-free network topology, the value strength based selection scheme with I V = 0.3381 outperforms the partial strength based selection scheme with I P = 0.2737 in terms of the average information coverage ratio.
VI. SOCIALLY-AWARE INFORMATION DIFFUSION IN MOBILE NETWORKS
The aforementioned socially-aware information diffusion performance analyses on the strength of static network topologies. However, given the proliferation of mobile devices, mobile networks become ubiquitous. In this section, we study the socially-aware information diffusion mechanism in mobile networks. A general mobility model for mobile networks is constructed in Section VI-A. Then, the mobile-network based information diffusion model is proposed in Section VI-B, followed by the definition of the social strength aided transmission weights in Section VI-C.
A. MOBILITY MODEL
First of all, we establish a general mobility model for a range of mobile networks, e.g., D2D networks, vehicular networks, etc. In mobile networks, the mobile entities, for example communication devices, are represents by the set of vertexes, namely V , and the set of edges E denotes the relations between these mobile entities. We assume that the information diffusion takes place over a time span T , which can be deemed to be as the lifetime of the information diffusion process. We split the whole lifetime into n time slots. The starting time of each time slot is denoted as T 0 , T 1 , . . . , T n−1 . Moreover, the duration of each time slot is represented by T 1 , T 2 , . . . , T n . The i th interval T i follows a certain distribution , i.e., T ∼ . The definition of W accounts for the transmission weight of each edge, which is measured by the socially-aware tie and the Euler distance (see Section VI-C). Given a time-varying network topology, the link's presence function L ab (T k ) indicates whether a given edge E ab is available at a given time T k , i.e., L : V ×E ×T → {0, 1}. Specifically, when L ab (T k ) = 1, there is a connection between the vertex a and b at time slot T k ; otherwise the vertex a and b are disconnected. In terms of the arrival and departure of mobile entities, which are conditional upon time, we define the vertex i's presence function F i (T k ) at a given time T k , i.e., F : V × T → {0, 1}. The mobility of a mobile entity relies on its deviation angle θ and velocity ν, where θ follows the uniform distribution U (0, 2π ) and ν obeys a Gaussian distribution for example. Then, the position of the mobile entity at the next time slot can be determined by the deviation angle θ and deviation distance ν · T i . In our paper, the deviation angle θ , the velocity ν and the vertex's presence function F are called the mobility parameters of mobile entities.
Thus, the mobile network χ is subsequently described by a group of discrete snapshots and evolved in terms of a eighttuple vector {V , E, W , T , L, F, θ, ν}, i.e., 
B. MOBILE-NETWORK BASED INFORMATION DIFFUSION MODEL
Relying on the time-varying graph (TVG) based mobility model, the information diffusion in mobile networks can be described as the messaging over a sequence of static graphs. The mobile network χ is given by χ = {χ(T 0 ), χ(T 1 ), . . . , χ (T n−1 )}, and each subgraph χ(T i ) is called the static snapshot of χ at time T i , corresponding to the sequence of dates when topological events (appearance/ disappearance of a vertex, variation of the Euler distance, etc.) occur in the system. Each topological event can be viewed as the transformation from one static graph to another. In our model, the dynamic changes of the network topology rely on the mobility of mobile entities. Given the definitions of mobility parameters, i.e., θ , ϑ and F, the state of V , E, W , L is capable of being uniquely determined. Specifically,
Hence, relying on the transmission weight W and the topological characteristics at this moment, the mobile entities forward the information to the next-hop destinations. A toy example of socially-aware information diffusion process model is shown in Fig. 5 .
C. SOCIAL STRENGTH AIDED TRANSMISSION WEIGHTS
As aforementioned, the transmission weight W is measured by the socially-aware tie and the Euler distance. In this subsection, we assume that a mobile D2D link between two VOLUME 4, 2016 vertexes is formed if they are within proximity range R. Specifically, if the Euler distance between vertex a and b is less than R, i.e., r ab ≤ R, a transmission connection is
Moreover, the information diffusion relies both on the Euler distance and their social connection. Coupled with their physical proximity, the social connections between vertexes are capable of providing an indication on their common interests in sharing the information, and of exerting significant influences on its broadcasting. For a more efficient information diffusion, we define the notion of social strength V S which characterizes the strength of the social status of a D2D link. In our work, the social strength measuring the influence of the node a to b, namely V S (a → b), is the combination of the value strength V V (a → b) of a to b and the betweenness centrality B a of the node a, which is given by:
where β and γ are the weighting parameters. The betweenness centrality, a complex network-topology parameter, determines the significance of the nodes in a mobile network. Relying on the node degree, to a certain extent, we are capable of measuring the significance of each node. Specifically, the larger the vehicle's node degree is, the more important role the vehicle plays during the information transmission process. However, under some circumstances, the node of small node degree may also play a critical part during the information diffusion, such as the bridge-role nodes connecting two clusters. In order to accurately measure the importance of node i, in a mobile network with N nodes, the normalized betweenness centrality B i is defined, i.e.,
where g st represents the number of the shortest path from the source node s to the destination node t, and n i st denotes the number of the shortest path via the node i from s to t. Based on the definition in (11), nodes with a high betweenness centrality are considered important because they control information flow in the social network.
Relying on proposed social strength and the Euler distance d ab between the node a and b, the transmission weight from the node a to b, marked as W (a → b), can be denoted as:
where ε is a normalization constant. Conversely, the transmission weight from the node b to a,
Here, for simplification, we use W ab to represent W (a → b). Thus, the node i may select the forwarding nodes in terms of the transition probability:
where j is one of i's neighbor nodes.
VII. SIMULATION RESULTS
In this section, we verify our proposed forwarding nodes selection scheme both in a real-world online social network, i.e., Flickr, and in a socially-aware mobile network. Our scheme is beneficial in terms of providing a commendable information transmission efficiency in the static-topology environment, e.g., the Flickr network, while the performances in the socially-aware mobile network verify its superiority under mobile scenarios. 
A. VALUE STRENGTH AIDED INFORMATION DIFFUSION IN AN ONLINE SOCIAL NETWORK: FLICKR
In the experiment based on the real-world network, we evaluate the information diffusion performances over the online social network, Flickr. The Flickr graph dataset contains 80513 users and 5899882 edges, where the edge represents the connection between two users. The network topology of the Flickr network is depicted in Fig. 6 , where the users with large degrees, i.e., the users with a large number of friends, are highlighted in terms of big marks. The Flickr network can be deemed to be as a static topology with an approximate powerlow users' degree distribution exhibiting the scale-free phenomenon as shown in Fig. 7 . Moreover, the diffusion discount factor ρ = 0.01. The cumulative distribution functions (CDF) and probability distribution function (PDF) of three different strength values are demonstrated in Fig. 8 based on the Flickr topology. The users have a better discrimination in terms of the value strength versus other two strengths, which plays an important role in pointing out which one is the best next-hop destination during the information diffusion process. In the following, we will use this real-world online social network dataset to further prove that our proposed value strength is a more appropriate concept to define the social relationship between users during the information diffusion process. We randomly select one source node to start the simulation. 9 shows the average performances relying on different forwarding nodes' selection schemes with 100 times independent experiments. It is clear that the strong-prior value strength based selection scheme reaches a wider information coverage ratio with the increasing of the time step. Furthermore, two green lines which measures the strong tie strength and weak tie strength aided selection schemes performances, respectively, verify the famous sociological theory, i.e., weak tie theory, where the weak relationships play a much more critical role in the information/mass diffusion in social network, while intimate relationships are stable but sealed. 
B. SOCIALLY-AWARE INFORMATION DIFFUSION IN A MOBILE NETWORK
In this subsection, we establish a mobile network scenario with 100 mobile entities within the range of 1000m×1000m. We assume that deviation angle of each mobile entity follows the uniform distribution, i.e., θ ∼ U (0, 2π ), and their velocity obeys a Gaussian distribution, i.e., ν ∼ N (5, 1) m/s. The interval of each time slot T is assumed to be a constant 10 s. We record the diffusion performances over 30 time slots. Moreover, D2D communication link is connected between two mobile entities when their Euler distance is less than or equal to 100 m. Fig. 10 and Fig. 11 show the only value strength aided information diffusion performances versus other kinds of forwarding node selection schemes, i.e., let V S (a → b) = V V (a → b) and ignore the impact of the Euler distance during the transmission process. The diffusion discount factor ρ = 0.01, which implies that just one mobile entity is selected as the next-hop forwarding node in our mobile simulation environment. The results in Fig. 10 and Fig. 11 are the average of one hundred independent experiments in terms of different source nodes. We can conclude that the strong-prior value strength based selection scheme outperforms other in terms of both the information coverage ratio and of the average intensity of advertisement. However, it is noteworthy that the advantage of strong value strength based scheme in diffusion performances is relatively weak under the mobile situation. Fig. 12 demonstrates the relationship of the average intensity of advertisement versus different diffusion discount factors ρ. An exponential growth performance in the information diffusion along with the increasing number of forwarding nodes.
Given topology characteristics during the information transmission process, as shown in Eq. (10), we construct the social strength considering the betweenness centrality B. Moreover, the impact of the Euler distance is included in Eq. (12) . Fig. 13, Fig. 14 and Fig. 15 show the social strength aided information coverage ratio with different weight factors β and γ . Similarly, the diffusion discount factor ρ = 0.01, and the simulation runs 100 times with different source nodes. We can see that the social strength is beneficial in terms of significantly improving the information diffusion ratio. Furthermore, both the network topology and the social attributes play a vital important role in accelerating/restraining the information broadcasting. In this simulation scenario, the greater the weight of betweenness centrality has, the better the information diffusion performances will be achieved. Relying on the aforementioned analyses, we can conclude that our proposed social strength aided forwarding node selection scheme is conducive to selecting superior forwarding nodes and improving the information propagation efficiency.
VIII. CONCLUSION
In this paper, we formulated the information diffusion over online socially-aware networks using the cascade model. We defined the value strength as well as the social strength from the perspective of the network science. Moreover, we highlighted the correspondence between the value/social strengths and the information diffusion performances in both static networks and mobile networks, where the proposed strengths play a critical role in selecting forwarding links and nodes. To further validate our theoretical analyses, we conducted numerous experiments in terms of the information coverage ratio over the Watts-Strogatz small-world network, the Barabási-Albert scale-free network, as well as the real-world Flickr network. Moreover, relying on our proposed TVG based mobility model, a mobile-network transmission performance analyses were verified. All the experiment results were consistent with corresponding theoretical analyses. His current research interests include complex systems theory and its applications to the optimization and information sharing of the Internet, Internet of Things and ubiquitous network, cognitive networks, and cyber-physical systems. VOLUME 4, 2016 
