Abstract-To allow users to access wireless networks and services ubiquitously, more and more user equipments (UEs) are equipped with multiple radio transceivers. However, due to the proximity of transmit and receive frequencies of indevice wireless technologies, the transmitter (TX) of one in-device wireless technology can interfere with the reception of another wireless technology within the same device, and the spurious emissions of the aggressor TX may result in unacceptable interference at the victim receiver which is co-located in the same device. Without central control or cooperation of these transceivers, the receiver (RX) cannot determine the source of the interference. Hence, it has been attracting strong attention to detect in-device interference and adapt strategies to avoid harmful interference. In this paper, we consider the scenario of LTE coexisting with WiFi OFDM signal in the same device. Different from traditional spectrum sensing in cognitive radio, the WiFi leakage detection problem in this paper aims to detect WiFi leakage in the background of LTE signal and Gaussian noise (due to the short distance, AWGN channel will be dominant scenario). Therefore, traditional spectrum sensing algorithms such as energy detection cannot be applied directly. By identifying unique features of the WiFi leakage, we propose a simple yet effective detection algorithm based on energy ratio to successfully detect the WiFi leakage. Specifically, taking advantage of the unbalanced spectrum feature of the WiFi leakage, we utilize the energy ratio between the higher frequency component and the total frequency component as the detection metric. We theoretically analyze the energy ratio, and derive the detection probability and false alarm probability. Simulation results are presented to illustrate the effectiveness and efficiency of the proposed scheme, and validate the theoretical analysis.
I. INTRODUCTION
To allow users to access wireless networks and services ubiquitously, more and more user equipments (UEs) are equipped with multiple radio transceivers [1] . Due to the proximity of transmit and receive frequencies of in-device wireless technologies, the transmitter (TX) of one in-device wireless technology can significantly interfere with the reception of another in-device wireless technology within the same device [2] . When an aggressor wireless system is transmitting close to the frequency range used by the victim receiver, the out of band and spurious emissions of the aggressor transmitter may 0 This work was done when X. Li was in Wright State University. result in unacceptable interference at the victim receiver (RX) which is co-located in the same device.
It is a trend that one UE will simultaneously use both LTE technology [3] and WiFi technology [4] in its device. For example, InterDigital Inc. has proposed an intelligent traffic management strategy [5] , named smart access manager (SAM), to enable a consumer's mobile device such as smartphone or tablet to make intelligent network selection and traffic management decisions between cellular network (3G & LTE) and WiFi, in which the UE can manage the network traffic and use cellular signal and WiFi signal simultaneously. During WiFi transmission, the WiFi leakage onto the LTE RX can cause severe interference and significantly degrade the performance of the LTE RX due to the very short physical distance. Without central control or cooperation between the LTE transceiver chip and WiFi transceiver chip, the LTE cannot be aware the source of the interference. Hence, it is highly desired to detect the existence of WiFi interference, and design countermeasures to avoid such in-device interference. If this interfering WiFi signal can be detected, the system may consequently initiate a handover to a frequency that does not suffer from this in-device interference or determine the WiFi uplink gap and transmit/receive during that gap without WiFi uplink. Additionally, it is desired to detect the WiFi interference during the LTE downlink subframe, so that the UE does not need to create any gap in reception to conduct WiFi interference detection. In this case, a straight Reference Signal Received Quality (RSRQ) measurement may not be sufficient [6] , since it is difficult to distinguish whether the LTE eNB is transmitting or the high RSRQ is due to WiFi interference.
In-device coexistence problem has attracted strong attention [2] recently, and by assuming no cooperation among devices, researchers put effort to distinguish different technologies. Literatures have discussed the coexistence problem of the LTE with WiMax since their operating spectrum have overlap, e.g., LTE band 40 signal is in Time-Division Duplexing (TDD) mode operating from 2.3GHz to 2.4GHz, and 2.3GHz has been published as one licensed spectrum profile for WiMax. Authors in [7] use cyclostationarity to distinguish WiMax and LTE OFDM signals based on the structure difference between these two technologies. However, to our best knowledge, there is no reference considering the coexistence problem of LTE with WiFi technologies. Although operating spectrum for WiFi and LTE are not overlapped, the WiFi leakage may also cause significant performance degradation in the same device due to proximity. For example, when the WiFi transmitter is using low channel in 2.4GHz ISM band, e.g., channel 1, the out of band leakage will interfere the receiver of LTE at band 40 and may cause significant performance degradation, which is discussed in 3GPP as "ISM radio TX causing interference to LTE Band 40 radio RX" [2] . The measurements in [2] illustrates that when WiFi TX power is 20dBm at channel 1, the LTE receiver from 2380MHz to 2400MHz will suffer more than 16dB desensitization due to the WiFi leakage. In this paper, we focus on the problem of detecting the WiFi leakage on LTE band 40.
In Cognitive Radio (CR) [8] and Dynamic Spectrum Access (DSA) Network [9] , spectrum sensing [10] [11] [12] is an important process for the secondary user (SU) to detect spectrum usage status to avoid interference from/to the primary user (PU). As the basic function, spectrum sensing technologies help detect the existence of licensed signals in some specific frequency band. However, compared to traditional spectrum sensing which detects signal from noise, the WiFi leakage detection during LTE downlink subframe is required to detect weak WiFi leakage in the background of both LTE signal and Gaussian noise, leading to a much harder problem. Hence, popular spectrum sensing algorithms cannot be directly employed. For example, entropy based spectrum sensing [13] [14] utilizes the entropy difference between the signal and Gaussian noise. If there is pure Gaussian noise, the entropy will be maximized, and if signal exists, the entropy will be reduced. But in our WiFi leakage detection scenario, the LTE signal always exists during the LTE downlink subframe, and the power of LTE signal is unknown, hence it is impossible to determine the reason for entropy loss. On the other hand, some existing spectrum sensing techniques require certain prior knowledge of the target signal. For example, energy based spectrum sensing [15] requires the knowledge of noise power. However, in the WiFi leakage detection problem, the noise includes LTE signal and Gaussian noise, and the power of the "noise" may be time varying rapidly, leading to very poor detection performance.
In this paper, we propose a novel detection algorithm to detect the WiFi leakage in LTE DL subframe by exploiting the specific spectrum structure of the WiFi leakage. Specifically, instead of using energy, we use the energy ratio between the higher frequency signal and the original signal to detect the existence of WiFi leakage. This simple yet effective algorithm does not require any prior information of the Gaussian noise or the LTE signal, and provides excellent detection performance. Simulation results of detection performance (probability of detection and probability of false alarm) confirm the effectiveness and efficiency of the proposed scheme.
The rest of the paper is organized as follows: part II introduces the system model, part III reviews the traditional energy based spectrum sensing algorithm for cognitive radio, part IV describes the proposed energy ratio based WiFi leakage detection algorithm, simulation results are illustrated in part V, and conclusion follows.
II. SYSTEM MODEL
The system model is illustrated in Figure 1 . As shown in Figure 1 (a), the LTE receiver receives LTE signal from the BS at frequency F c1 and the WiFi signal transmitted from the same device at frequency F c2 . By applying LTE bandpass filter, most of the WiFi signal is filtered out, while the leakage from the WiFi signal onto LTE band remains as interference. After ADC (analog to digital converter) and DDC (digital down sampling), the received baseband digital signal contains both LTE baseband signal and WiFi leakage. In the equivalent complex baseband model shown in Figure  1 (b), the LTE baseband signal is generated at sampling rate F s = 30.72MHz [3] , and goes through an LTE receiver lowpass filter; WiFi signal is generated at sampling rate 80MHz [4] , and goes through a power amplifier (PA), then adjusts frequency to LTE baseband. Next, the signal passes through an LTE receiver lowpass filter, and is finally downsampled to sampling frequency F s = 32.72MHz.
For the power amplifier in Figure 1 (b), the baseband PA model follows Volterra model [16] [17] , which can be expressed as:
(1) where x in (n) denotes the input of the power amplifier, x out (n) represents the output of the power amplifier, and P (n) is the parameters of the PA model, which has nonzero values when n = 1, ..., (M + 1)N , M and N represent the memory depth and nonlinearity of the PA model, respectively. In this paper, N = 8, M = 5 is applied for the PA model. Figure 2 shows the time domain baseband signal plot and the power spectral density (PSD) of the WiFi leakage baseband signal on LTE band during in one LTE subframe with WiFi data rate 18Mbps. The hypothesis for the WiFi leakage detection problem can be expressed as
where r(n) is the sampled received signal, s(n) denotes the LTE baseband signal, x(n) represents the WiFi leakage and w(n) is additive white Gaussian noise (AWGN) with zero mean. Detection is performed during one LTE DL subframe, which corresponds to 1ms. Considering the worst scenario, we assume WiFi uplink may only happen once during the observation time 1ms.
The signal to noise ratio for WiFi signal on LTE band is defined as
The signal to noise ratio for LTE signal on LTE band is defined as
III. ENERGY DETECTION
Without prior information of the signal, energy detection algorithm utilizes the energy to detect the existence of the signal under the noisy background [11] [12] [15] . The energy detection algorithm has low computation cost, but requires the knowledge of noise power, and it cannot distinguish different signals sharing the same channel.
Traditional energy detection uses the Gaussian distribution to model both signal x(n) and noise w (n) = s(n) + w(n). (5)
where N is the number of complex samples, and the Energy can be easily computed as:
Based on the information of noise power, σ 2 w , the threshold can be set according to desired probability of false alarm (P F A ) [15] :
where
(·) is the tail CDF of Chi-square distribution with degree of freedom 2N . Based on this threshold, the probability of detection (P d ) is [15] :
If the threshold is not set appropriately (when the noise information σ 2 w is unknown), the detection performance will degrade significantly. As a consequence there have been proposals in the literature [18] [19] to dynamically change the threshold. However, in our WiFi leakage detection problem, the "noise information" depends on both the white Gaussian noise and the LTE signal, i.e., σ
s , which varies during the time and may change rapidly. In other words, traditional energy detection requires fast threshold estimation which requires high computation complexity and reduces data rate. To solve this problem, we propose to modify the energy detection and use a new feature called the energy ratio to detect the WiFi leakage without prior information of the "noise".
IV. ENERGY RATIO DETECTION

A. Energy Ratio Detection
From the system model, it is clear that the WiFi signal is transmitting at the frequency higher than LTE receiver band and the power of WiFi leakage will become smaller when the frequency decreases. In other words, the spectrum of the WiFi leakage in the LTE band is not symmetric: the higher frequency has higher power than the lower frequency. This can be seen in Fig. 2 . On the other hand, the LTE signal and noise both have same PSD for different frequencies in the LTE frequency band. The metric to distinguish two hypothesis is in turn the energy ratio
where E 1 and E 2 denote the energy above F c1 and below F c1 , respectively.
B. Performance Analysis
Using Gaussian distribution to model these signals, under H 0 , we will have r(n) = s(n) + w(n), hence
So the metric under H 0 follows beta distribution:
The mean and variance of the metric under H 0 is:
The probability of false alarm with threshold T H becomes:
where B(x; α, β) is the incomplete beta function and I x (α, β) is the regularized incomplete beta function.
Under H 1 , we will have r(n) = s(n) + x(n) + w(n),
where σ 2 s1 and σ 2 s2 denote the average WiFi leakage variance above F c1 and below F c1 , respectively.
The ration r follows beta distribution
where γ = (σ 
The mean and variance of r is:
Hence the mean and variance under H 1 can be approximated as:
When SN R is very low, γ → 1, and Metric → 1/2; when SN R is very high, γ → σ
The detection probability can be expressed as:
where T H = 1 1+(1/T H−1)γ , and the detection probability depends on the ratio γ.
Instead of using γ, numerical results show that γ = 1 + SN R/0.3. In other words, the moment of the metric and the detection probability under H 1 in terms of SNR is (N, N ) ;
where 
C. Noise Uncertainty
For the noise uncertainty problem, we analyze the metrics for different SN R and SN R lte values, and illustrate the detection threshold and detection performance will not be affected by the noise uncertainty or LTE signal uncertainty. Specifically, we examine different detection algorithms 1) for different SN R under fix SN R lte ; 2) for different SN R lte and different SN R.
To illustrate the immunity to noise uncertainty, we use numerical results to show the metric in the environment with SN R lte = −∞dB, DataRate = 9Mbps, BPSK modulation for different SN R values in Figure 3 . Both mean and standard deviation of the metric are shown in these subfigures, and the red circle denotes the plot under H 0 while the blue star denotes the plot under H 1 ; the red line and blue line represent the analytical results under H 0 and H 1 respectively. It is evident that the mean and standard deviation of the Metric for energy ratio detection algorithm in Eq. (9) To illustrate the immunity to SN R lte uncertainty, we examine the detection metrics under H 0 for different proportion of LTE signal when SN R varies from −25dB to −5dB with 1) pure Gaussian noise where SN R lte = −∞dB; 2) SN R lte = 0dB; 3) SN R lte = 10dB. The average mean and Fig. 3 and Table I illustrate that the energy ratio detection is robust to noise uncertainty problem. Hence, a universal threshold can be determined at the LTE receiver in UE to detect the existence of WiFi leakage, and the detection performance will not be affected by different noise powers. Based on the false alarm probability in Eq. (13), we can easily find the threshold according to the desired P F A . Figure 4 illustrates the diagram of energy ratio detection. It is important to note that the proposed energy ratio detection algorithm does not require any information of the power of the Gaussian noise and the LTE signal. Unlike the traditional energy based spectrum sensing technique, this energy ratio based detection algorithm does not have the "noise" uncertainty problem.
V. SIMULATION RESULTS
In this section, numerical simulation results of WiFi detection in different scenarios are presented. We compare the detection probability P d and the probability of false alarm P F A in different WiFi data rate = 9Mbps with BPSK modulation, and LTE SNR defined in (4) SN R lte ∈ [−∞, 0, 10]dB (−∞dB means there is only additive white Gaussian noise, Figure 5 illustrates the detection performance versus different SN R under different WiFi data rates and different LTE SNRs SN R lte . Both the detection probability P d and the false alarm probability P F A are illustrated. The requirement of P F A is set to be 0.1. From Eq. (13), we will have threshold T H = 0.5037 to meet the P F A = 0.1.
The red curve with circle represents the scenario without LTE signal, the blue curve with star denotes the scenario with SN R lte = 0dB, and the green curve with triangle shows the scenario with SN R lte = 10dB. The black curve represents the analytical detection probability in Eq. (23). With the predetermined threshold with requirement of P F A = 0.1, the probabilities of false alarms for different SN R lte are less than or equal to 0.1. When there is no LTE signal (red curve with circle), the P D is smaller than other scenarios and P F A is larger than other scenarios, which indicates the worst performance happens in the scenario of only AWGN. In such scenario, the detection probability can reach 100% at SN R ≈ −18dB, and the probability of false alarm is exactly 10% (as the requirement). Meanwhile, the performance with pure AWGN acts as the bound for different SN R let , i.e., P D (SN R let ) is the lower bound for the detection probability and P F A (SN R lte ) becomes the upper bound for the false alarm probability.
By setting T H = 0.5037 to meet the P F A = 0.1 in Eq. (13), we observe the false alarm probability when SN R let is exactly 0.1; meanwhile, the analytical detection performance perfectly matches with the P D when SN R lte . Both of them confirm the analytical results of the false alarm probability in Eq. (13) and the detection performance in Eq. (23).
Considering the worst case scenario with only AWGN, Fig.  6 shows the detection probability versus false alarm probability when SN R = [−25, −23, −21, −19] dB. It is reasonable that when SNR increases, better detection probability can be achieved for lower false alarm rate. When SNR increases to −18dB, 100% detection probability can be obtained when false alarm probability as low as about 0.04.
VI. CONCLUSION
In this paper, we consider the coexistence of LTE and WiFi on the same device, and aim to detect the existence of WiFi leakage during one LTE downlink subframe. Different from traditional spectrum sensing in cognitive radio which detects signal in the background of Gaussian noise, the WiFi leakage detection is required to detect weak WiFi leakage from both the LTE signal and the noise, hence traditional spectrum sensing techniques cannot be directly applied. By identifying unique spectrum feature of the WiFi leakage, we propose an energy ratio based detection algorithm to successfully detect the weak WiFi leakage within the LTE channel bandwidth. The proposed energy ratio based detection scheme does not require any information of the power of the noise or the LTE signal, and does not have noise uncertainty problem. A universal threshold can be predetermined at UE, and the detection performance is not affected by the noise power. We theoretically analyze the energy ratio, and derive the detection probability and false alarm probability. Numerical simulation results are presented to confirm the effectiveness and efficiency of our proposed energy ratio based WiFi leakage detection, and validate the theoretical analysis. Moreover, the energy ratio based detection algorithm proposed in this paper can also be easily extended and applied to other leakage detection problems.
