Recently, research in audio watermarking technology makes it a promising tool for copyright protection of digital audio files in networked environments. In this paper, we propose a new mean quantization based watermarking mechanism for audio based on the technique due to Singular Value Decomposition (SVD). In this method, the host signal is divided into a number of two-dimensional matrix frames. The SVD is then employed to every frame, and also the Euclidean norm of the Singular Values (SVs) are calculated for every frame. The watermark is then hidden into an audio signal by quantization of the norm of the SVs. The watermark is extracted blindly using the inverse process. Both the subjective and objective tests demonstrate good imperceptibility of the watermark in the audio file. Furthermore, the experimental results show good robustness of the proposed scheme against various common audio attacks and Stirmark benchmark attacks. The false-negative error of the method is very near to zero against Stirmark and audio attacks. The proposed scheme has a high payload, and its performance is superior compared to other related watermarking methods for audio signals. Finally, the proposed method achieves better trade-offs between conflicting requirements of imperceptibility, payload, and robustness.
I. INTRODUCTION
In the past two decades, there is a tremendous increase in the utilization of digital audio media over the World Wide Web. Due to availability of various signal processing tools, there is a possibility for someone to download audio files from the Internet, manipulate it, and then to sell it without permission of the legitimate owner(s). This phenomenon will further increase with the development of wireless technology [1] - [3] . Therefore, it is necessary to safeguard ownership of rightful owner(s) of the digital media.
Audio watermarking is a mechanism to hide a secret imperceptible signal (watermark) into the audio signal for various applications. A good watermarking technique need to satisfy the following conflicting conditions:
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• Imperceptibility: Perceptual standard of the audio file must not reduce after hiding watermark in it.
• Robustness: Watermark must be robust to different audio processing and Stirmark attacks.
• Payload: Number of watermark data bits is hidden in the audio file without degrading the standard of the audio file.
• Security: Secret key decides the locations where the watermark is placed in the host signal.
• Complexity: Computational efficiency of hiding and extraction methods.
• Low error probability: Reducing the false error probabilities.
• Non-blind and blind: In a blind method, the original un-watermarked host signal is not used during watermark extraction. On the other hand, if the original un-watermarked host signal is used during watermark FIGURE 1. Various audio watermarking techniques and their attacks [4] .
extraction, it is known as non-blind. It is worth noting that blind methods are more secure than non-blind methods. Hua et al. [5] discussed various watermarking algorithms for audio signals. Their work serves as a comprehensive tutorial for the interested readers to gain a historical, technical, and commercial view of digital audio watermarking. Various audio watermarking techniques along with some attacks are listed in Figure 1 . Generally, exiting watermarking methods for audio signals classified as time domain and transform domain techniques. The time domain techniques further subdivided into ''Least Significant Bit (LSB)'' and echo-based methods, while transform domain based methods can be categorized into ''Spread Spectrum (SS)'', ''Patchwork'', and ''Quantization Index Modulation (QIM)'' methods. In majority of exiting research works in watermarking for audio focus only on basic attacks (e.g., noise, filtering and requantization), but there are few methods that deal with the advanced attacks (i.e., lossy compression, jittering, cropping, time scaling and pitch scaling). In general, the time domain techniques are simpler and have high data payload, but these are robust against basic attacks only. On the other hand, the transform domain techniques are complex and have low data payload, but these are robust against basic as well as advanced attacks.
A. RELATED WORK
In this section, we review and also classify different audio watermarking methods.
1) TIME DOMAIN AUDIO WATERMARKING METHODS
A audio watermarking technique via ''Empirical Mode Decomposition (EMD)'' was presented by Khaldi and Boudraa [6] . The host signal is converted into a number of blocks and EMD is then applied on every block to get the associated ''Intrinsic Mode Functions (IMFs)''. The binary watermark bits and Synchronized Code (SC) are hidden in the extrema of last IMFs. This scheme has data payload of about 50.3 bps. It also achieves good robustness against MP3 compression attacks in comparison with other watermarking algorithms, but its robustness against Stirmark attacks are not tested.
Erfani et al. [7] introduced a new watermarking technique for audio using spikegram and a two-dictionary method. This method applies two types of ''gamma-tone dictionaries'' and a spike-gram of the audio file for embedding and decoding. The experimental results shows its good robustness to MP3 compression at 32 kbps with data capacity of 56.5 bps. However, the performance of their method is not tested against Stirmark attacks, and in addition, error analysis against audio and Stirmark attacks is not done.
2) TRANSFORM DOMAIN AUDIO WATERMARKING METHODS
Lei et al. [8] designed a watermarking method for audio signals using combined approach of ''Singular Value Decomposition (SVD)'', ''Discrete Cosine Transform (DCT)'' and ''SC''. In this method, SC is generated using chaotic sequence. Next, the watermark information is hidden ''blindly into the high-frequency band of the DCT-SVD frame''. In their method, the data payload of about 43 bps is achieved. Further, the experimental analysis shows better robustness of their method against various audio and Stirmark attacks as compared to other techniques.
An adaptive watermarking mechanism based on ''Quantization Index Modulation (QIM)'' and ''Discrete Wavelet Transform (DWT)'' for audio signals was presented in [9] . The DWT of the audio with adaptive quantization steps using QIM is performed. The watermark hidden in ''the vector norm of the segmented approximation components''. The simulation results show its robustness against audio attacks, and the data capacity of their approach is achieved at 102.4 bps. In addition, the performance of their approach against Stirmark attacks is not tested.
Li et al. [10] designed a scheme for audio watermarking that utilizes ''Dual-Tree Complex Wavelet Transform (DT-CWT)'' and ''Distortion Compensated Dither Modulation (DC-DM)''. The watermark is hidden into the ''low pass coefficients of DT-CWT using DC-DM method''. Their experimental results demonstrate the superior performance against different audio attacks while it is compared with other algorithms. However, the robustness of their approach against Stirmark attacks are not tested and error analysis is not carried out. The watermark embedding capacity of their method is 128 bps.
Lei et al. [11] designed another watermarking technique for audio with ''Lifting Wavelet Transform (LWT) and SVD with QIM''. In their algorithm, the watermark is hidden into ''low frequency LWT coefficients using SVD and QIM''. The simulation results show the robustness of their method against different audio processing as well as Stirmark attacks. In their method, the embedding capacity is achieved at 170.67 bps.
Li et al. [12] presented a Spread Spectrum (SS)-based watermarking method for audio using Perceptual Characteristic Aware (PCA) extraction. The perceptual analysis technique is used during watermark embedding and extraction stage. This method achieves superior performance against various audio attacks as compared to other techniques. However, its performance is not tested against Stirmark attacks. The embedding capacity of this scheme is 43.07 bps. Moreover, error analysis against audio and Stirmark attacks is not done.
Lei et al. [8] designed a watermarking method for audio signals using combined approach of SVD, ''DCT'' and ''Synchronization Code (SC)''. In this method, SC is generated using chaotic sequence. Next, the watermark information is hidden ''blindly into the high-frequency band of the DCT-SVD frame''. In their method, the data payload of about 43 bps is achieved. Further, the experimental analysis shows better robustness of their method against various audio and Stirmark attacks as compared to other techniques.
Recently in [13] , the authors proposed a computationally efficient SS-based audio watermarking method. To obtain audio segment, the ''Discrete Cosine Transform (DCT)'' is applied to host audio signal. The watermark PN sequence is hidden into audio segment using watermark embedding method. The hidden watermark bits are extracted by comparing the correlations between the watermarked audio segments and the PN sequences. The experimental results demonstrate the robustness of the method against common audio attacks and the embedding rate is 84 bps. This method performs better compared to the existing methods. Moreover, the robustness of this method is not tested against Stirmark audio benchmark, and error analysis is not also done.
A SVD-based watermarking method [14] using QIM is recently given for stereo audio signals. The audio signal is transformed into frequency domain and SVD is applied. The watermark data is then hidden using QIM technique. The simulation results demonstrate the robustness of the method against various audio attacks. The method performs better compared to other existing methods and the message capacity is 187.5 bps. But, the robustness of the method is not tested against Stirmark attacks, and error analysis is not performed.
B. MOTIVATION
From the above classification of audio watermarking methods in Section I-A, we summarize that the robustness of audio watermarking algorithm against audio and Stirmark attacks is very much dependent on the watermark payload, and a higher payload results in lower robustness. The imperceptibility, payload and robustness are contradictory requirements of the audio watermarking algorithms, and it is important to achieve good trade-offs among these parameters. This motivates us to develop a new audio watermarking method robust against Stirmark and common audio attacks that should achieve a better trade-offs among conflicting requirements, such as imperceptibility, payload and robustness.
C. RESEARCH CONTRIBUTIONS
In this work, we present a new watermarking algorithm for audio signal based on ''mean quantization in the SVD domain''. The main characteristics of the proposed approach are explained below.
• In the proposed watermarking algorithm, SVD is applied instead of cepstrum transform.
• Singular value coefficients are updated based on norm quantization in order to embed the watermark.
• Watermark extraction is blind in the proposed method.
• The data payload achieved in the proposed algorithm is 196 bps.
• The proposed method achieves superior performance against audio and Stirmark attacks as compared to other approaches.
• The proposed method performs better than some of the latest watermarking algorithms for audio signals.
D. PAPER OUTLINE
The remaining of our work is given as follows. An existing watermarking algorithm for audio using mean-quantization in cepstrum domain is briefed in Section II. The proposed audio watermarking algorithm is then discussed in Section III.
The experimental analysis and discussions on the proposed scheme and other techniques are explained in Section IV. Finally, this paper is concluded in Section V.
II. CEPSTRUM-DOMAIN WATERMARKING METHOD FOR AUDIO USING MEAN QUANTIZATION
In this section, we briefly explain the cepstrum-domain watermarking algorithm for audio using mean quantization. Mean quantization [15] is an attractive blind watermarking algorithm because of simple function used for watermark hiding and retrieval. The watermark information is concealed into the cepstrum coefficients of audio using mean quantization.
Since by using mean quantization technique better performance against audio attacks is achieved as compared to that against usual quantization, the usual quantization techniques are more prone to audio attacks than mean quantization methods. As it is difficult to change the mean value, the watermark extraction error probability turns out to be low in mean quantization methods. If x 1 , x 2 , . . . , x m denote the m cepstrum coefficients, their mean is represented bȳ
If hiding one watermark bit using quantization technique causes error, denoted by , inx, the new mean becomes x * =x + after hiding one watermark bit. This means that each coefficient in cepstrum domain is adjusted to x * i = x i + , i = 1, 2, . . . , m, where x * i becomes an adjusted coefficient.
The detailed steps in watermark hiding and extraction algorithms are elaborated in the following subsections.
A. WATERMARK HIDING METHOD
The following steps are involved in this method: 1) A logo image, say I , of size N × N is expressed as
The two-dimensional binary logo image is then converted into one-dimensional sequence in order to hide it into the audio signal. The corresponding onedimensional sequence is given by
This is encrypted using a random permutation to ensure security. 
5) We further modify cepstrum coefficients as follows
where CEP * (b, a) is the mean quantization of cepstrum coefficients defined in Step 6 below. Let C(b, a) = CEP(b,a)
where is a non-negative real number defined as the quantization constant, and · is the floor function. 6) The watermark data is hidden using the following technique.
• If mod(C(b, a), 2) = w(k), set CEP * (b, a) = C(b, a) × . 
B. WATERMARK EXTRACTION METHOD
This method consists of the following steps: 1) The watermarked audio is divided into blocks with a block length of 1024 elements. 2) The cepstrum transform is then applied to each block.
3) If CEP (b, a) is the ''mean of cepstrum coefficients''.
The recovered watermark is given by,
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III. THE PROPOSED AUDIO WATERMARKING METHOD
A very few SVD based audio watermarking algorithms have been proposed in the literature [16] - [23] . A general method is to apply SVD to audio signal, and then to modify largest singular value to embed watermark. A fascinating characteristic of SVD-based watermarking is that the modified largest singular values are invariant under various types of audio attacks. The authors in [24] proposed an audio watermarking algorithm using ''mean quantization in cepstrum domain''. Their results based on experiments show low capacity and it gives ''Bit Error Rate (BER)'' of above 20% against MP3 compression at 32 kbps for various audio signals. In fact, we have experimentally found that SVD based audio watermarking algorithms perform better than cepstrum domain based audio watermarking algorithms. Due to this, we aim to design a new audio watermarking algorithm where SVD is applied instead of cepstrum transform.
In this section, we explain the working of our watermarking scheme for audio. The watermark hiding steps are given in the following subsections.
A. WATERMARK HIDING METHOD
In the proposed audio watermarking algorithm, we apply SVD instead of cepstrum transform. Assume that M = (M ij ) m×m denotes a matrix with SVD having the form S = PVQ T , where P and Q are two m × m matrices which are orthogonal in nature, respectively, and V denotes an m × m diagonal matrix whose elements are non-negative. Note that the elements v 1 , v 2 , . . . , v n of V are considered as SVs of M , and the rank of M is n ≤ m. In addition, assume that Y = {y(i), 1 ≤ i ≤ L} denotes an audio with L samples and B = {b(i, j), 1 ≤ i ≤ P, 1 ≤ j ≤ P} denotes a binary logo image which will be concealed within audio where b(i, j) ∈ {0, 1} denotes a pixel value at the position (i, j).
The watermarking hiding steps are now explained below. 1) At first, the audio signal Y is partitioned into 2-D matrix frames A j , j = 1, 2, . . . , P × P, each frame having size n × n. Here, where P × P are the ''number of bits in the binary logo image''. 2) Next, in each frame we apply SVD, and then calculate the ''Euclidean norm of the SVs'' for each frame as follows.
. . , v j n ) represent the vector of SVs of a frame A j , its Euclidean norm is
3) Assume D = z j + 1 2 , where is known as a quantization (non-negative) constant. We consider the following conditions:
We now calculate the value z j = × D + 2 and the updated vector of SVs of the frames as
5) Next, by applying inverse SVD to get updated SVs the altered matrix of frameÃ j is created. 6) Finally, all the altered framesÃ j are used to obtain the ''watermarked audio''.
B. WATERMARK EXTRACTION METHOD
The following steps are involved in the ''watermark extraction'': 1) The ''watermarked audio'' is partitioned into 2-D matrix framesÃ j each of size n×n, where j ∈ [1, P×P] and P × P denotes the ''number bits in the binary logo image''. 2) We then apply the SVD to each frame and calculate the normsz j = ṽ j of the SVs of frames. 3) Finally, we calculate the ''extracted watermark'' as
IV. DISCUSSIONS ON EXPERIMENTAL OUTCOMES
We have tested the proposed method on 16-bit audio files with 44.1 kHz sampling rate using MATLAB 7.1. In our implementation, we have utilized 32 × 32 binary watermark data provided in Figure 2 . To achieve good imperceptibilityrobustness-payload trade-offs, we have experimentally selected each block size of u × u = 15 × 15 = 225. The quantization parameter is also experimentally selected as = 0.3. A smaller value of creates only a little alteration to the coefficients in the hiding step, and thereby it leads to watermark non-robust against ''audio processing attacks''. However, a larger value of creates the ''watermark robust to audio processing attacks'', but at the cost of bad imperceptibility. It is worth noticing that = 0.3 provides a good trade-off between robustness and imperceptibility. 
A. IMPERCEPTIBILITY ANALYSIS
In evaluating perceptual audio quality after watermark hiding, we employ both subjective and objective evaluation tests [25] , [26] using a five-scale score as shown in Table 1 .
In Table 2 we have given results of both the ''Subjective Difference Grade (SDG)'' as well as ''Objective Difference Grade (ODG)'' of the proposed method.
1) SUBJECTIVE LISTENING TEST
The ''subjective listening tests'' of our proposed watermarking method have been done by 10 participants. The participants in the subjective tests provided dissimilarities among original & watermarked audio signals with the help of a fivepoint SDG score as illustrated in Table 1 . In Table 2 , we have displayed the test results, and it is seen that all the SDG scores are within the range (−1.0, 0.0).
2) OBJECTIVE TEST
The ODG among ''original and watermarked audio signals'' is computed using a popular software, known as the ''Evaluation of Audio Quality (EAQUAL)''. The experimental results of the objective evaluation tests are given in Table 2 . All the ODG scores of the watermarked audio signals are within the range (−1.0, 0.0), which demonstrate that the watermark's good imperceptibility in the audio signal. It is inferred that our watermarking algorithm leads to very little distortion.
B. ROBUSTNESS TEST
The performance of our method is analyzed using ''bit error rate (BER), normalized cross-correlation (NC), false negative error (FNE) and payload''. The NC is used to measure similarity between embedded and retrieved watermarks, which is defined by
where b andb respectively denote the original & retrieved watermarks, and the size of the binary watermark image is taken as P×P. The BER is considered as the robustness measure for evaluating the detection accuracy of the watermark after various attacks, and it is defined by
where ⊕ is the bitwise XOR operator.
1) AUDIO ATTACKS
In order to measure the performance of our method, we have used MATLAB, Adobe Audition and GoldWave to implement various audio processing attacks. In fact, we have considered various audio attacks. The considered audio attacks and their parameters are also shown in Table 3 . In Fig. 3 , we have shown the retrieved watermarks together with their NC values for Classical1 audio file against ''common signal processing attacks''. In addition, Table 4 shows the mean NC and the mean BER for different audio signals against ''common audio attacks''. Furthermore, the low BER and high NC together indicate the proposed method's superiority against audio attacks.
2) STIRMARK ATTACKS
The robustness of our method is evaluated against popular software tool, known as Stirmark benchmark, for audio [27] . We have analyzed the performance of our method against Stirmark with default parameters. Table 5 shows mean BER and mean NC for different audio signals against Stirmark attacks. It is seen that the proposed method achieves superiority against Stirmark attacks due to the ''low BER and high NC between the retrieved watermark and the original watermark'' in our method.
C. FNE
The False Negative Error (FNE) [28] is defined as the ''probability that a watermarked audio is classified as un-watermarked''. If r, u and p denote the number of watermark bits, the number of matching bits & BER probability of retrieved watermark, respectively, the FNE probability P f n can be estimated as follows
From Table 4 , it is evident that for low-pass filtering attack if BER is 0.002197, p becomes 0.9978 in our method. In fact, by substituting the values r = 1024 and p = 0.9978 in Eqn. (10) , we have P f n = 2.80 × 10 −325 . Tables 4 and 5 give the FNE for both audio and Stirmark attacks. It is worth noting that the FNE probability of our method is close to 0 against both audio and Stirmark attacks.
D. PAYLOAD
The payload is defined as the ''number of bits that are hidden into the audio and it is computed in unit of bits per second (bps)''. Table 6 demonstrates the performance of our method in comparison with that for the method proposed in [24] on payload and BER. Note that in our method, the data payload becomes 196 bps. It can be also seen that our scheme results in better BER and high payload compared to the method [24] .
We have compared our method with other audio watermarking methods in Table 7 for the ''payload, robustness, imperceptibility and other features''. In Table 7 , we have considered common audio and Stirmark attacks for comparison. From this table, we see that our method achieves high payload and also results in superior performance against audio and Stirmark attacks as compared to those for other related schemes. In fact, we have tested robustness of our scheme against benchmark Stirmark. On the other hand, the robustness of the audio watermarking schemes [6] , [7] , [9] , [10] , [12] - [14] in Table 7 is not tested against Stirmark attacks. The error analysis against audio and Stirmark attacks is not done for the audio watermarking methods [7] , [9] , [10] , [12] - [14] . However, error analysis has been carried out for our proposed method. Moreover, in this table error analysis and robustness of audio watermarking methods [8] , [11] are done against audio and Stirmark attacks. It is worth noticing that these methods have less payload compared to the proposed method. Finally, we conclude the following:
• The latest audio watermarking methods focus on very few features, such as imperceptibility, robustness, and payload.
• Only few watermarking algorithms for audio provide error analysis.
• A few audio watermarking algorithms are tested against Stirmark benchmark attacks.
• Only few audio watermarking algorithms provide high data payload along with good imperceptibility and robustness.
V. CONCLUDING REMARKS
In this paper, a new watermarking method for audio based on mean quantization using SVD has been presented. The watermark capacity of the proposed method is 196 bps. The FNE probabilities of the proposed method are very close to zero. Both subjective and objective tests demonstrate high imperceptibility of watermark. Furthermore, the proposed method has good robustness against various audio and Stirmark attacks. In addition, the proposed method also demonstrates good performance as compared to other audio watermarking methods reported in the literature. The proposed method achieves better trade-offs among conflicting requirements (imperceptibility, capacity and robustness). The future work is on the robustness of the proposed method against de-synchroniztion attacks, which will be interesting to investigate further.
