Purpose: This paper puts forward a taxonomy of event participants based on risk and security perceptions.
Introduction
Planned events pervade modern life and according to Getz and Page (2016) their celebratory and festive ambience is often what attracts people to them. However, like any other service, there are risks associated with consuming them, with media often reporting on incidents affecting participants which have ruined the positive ambience for which events are known. These include infrastructure malfunction (Globo, 2017) , fires (Guardian, 2017) , violence and sexual harassment (Chicago Tribune, 2018) , theft (The Outline, 2018) and food poisoning (The Daily Meal, 2017) . Recently, due to growing security threats, these events have become easy targets for terrorism and a number of recent high-profile incidents have received extensive media coverage, both in traditional and social media, with incidents taking place in open public spaces such as the Boston Marathon bombings (New York Times, 2013) , as well as restricted access spaces such as the Ariana Grande concert in Manchester (BBC, 2017) . Such incidents can potentially change the extent to which people perceive attending events to be associated with risks, be it a functional, physical, financial, social or psychological loss (Bruwer and Rawbone-Viljoen, 2013 ).
Bearing in mind that "events and festivals are particularly prone to hazardous factors that create a possibility of harm to (…) the crowd" (Wynn-Moylan, 2017), event managers feel the need to reassure event participants that they have nothing to worry about, and that the event will be safe. While it may be difficult or impossible to deal with some of the risks in advance (Kaplan and Mikes, 2012) , there are risk reduction strategies which can be put in place (Slovic, 2000) in the form of security measures (e.g. video surveillance, greater police presence, cement blocks, vehicle monitoring). In fact, past research has suggested that as more security incidents happen, the introduction of security measures escalates (Toohey and Taylor, 2008) . Security measures have been found to reassure consumers (Bruwer and Rawbone-Viljoen, 2013) ; however, some of these measures can have a detrimental effect on the event experience (Jayawardhana, 2016) , and the publication of security measures may create fear in some (Kovacich and Halibozek, 2006) and enhance the likelihood of security breaches (Bennett and Haggerty, 2012) .
In this evolving security environment, understanding how people react to risk and security in the context of event attendance becomes of paramount importance. Ultimately, consumers are likely to consider risk and safety more during the event decision-making process, with potential consequences for event attendance if these are not effectively managed. As a first step, work needs to be carried out in order to identify different types of attitudes towards risk and security and how these affect event attendance. Evidence of different reactions to risk and security perceptions exists in other fields such as tourism (e.g. Roehl and Fesenmaier, 1992; Floyd and Pennington-Gray, 2004; Dolnicar, 2005) and food (Mitchell and Boustani, 2015) , but research in events is very limited and restricted to risk perceptions (e.g. Saadat et al, 2010; Schroeder et al, 2013; Walters et al, 2017) . The purpose of this research was therefore to create a taxonomy of event participants based on risk and security perceptions. A taxonomy is a development of segments or personality traits, which are built upon through research to create an ever-clearer picture of each segment's individual characteristics (Jackson and Groves, 2015) .
Literature review
Consumer decisions involve risks when the outcomes of a decision remain uncertain (Roehl and Fesenmaier, 1992) . Perceptions of risk result from an interaction between the probability of a loss being incurred and the expected magnitude of the loss (Mitchell, 1999) . Consumers interpret the probability and impact of these risks in different ways, and therefore hold what is commonly called risk perceptions. From a consumer decision-making perspective, research on risk perceptions encompasses two broad areas: those related to how risk perception affects decision-making (process theories) and the types of perceived risks that could affect consumer decision-making (content theories). Common types of risk include financial, performance, psychological, physical, social and time (Bruwer and Rawbone-Viljoen, 2013 ). This research is underpinned by the way in which event participants view risks rather than what risks they envisage and therefore this research draws mainly on process theories, reviewed in the next section. In order to persuade consumers that the probability of incidents happening is low, and should incidents happen the impact will be limited and mitigated, marketers put in place security measures. Therefore, security perceptions are also reviewed.
Risk perception
Several theories have been put forward to understand risk perception and how it influences decision-making. Maximisation Theory, one of the earliest theories, explains decisionmaking by assuming that the individual will maximise the expected utility (Slovic, 2000) . In the context of risk perceptions this means that consumers will make a rational decision which allows them to be the most satisfied, in spite of any risks. To overcome the criticism that there is more to the decision-making than just picking the one with the most satisfaction (DeLamater, and Ward, 2013) , Rational Choice Theory was developed. This approach assumes decision-making results from logical and well thought out choices, with the consumer selecting the alternative that provides the greatest level of satisfaction, bearing in mind both costs and benefits (Jaeger et al., 2001 ). This means individuals will consider the benefits and the risks they think may occur when making a decision to attend an event.
Cultural Theory departs from the assumption that humans are rational beings by proposing the idea that individuals select what they fear to correspond with their cultural biases -their values and beliefs (Douglas, 1978) . For example, incidents caused by guns are likely to be more salient in the US then in the UK given the cultural background of both countries. The Psychometric Paradigm has been explained in cognitive psychology, which conceptualises risks as 'subjective expressions of individual fears or expectations about unwanted consequences of actions or events' (Jaeger et al., 2001, p. 102) . It has been found that many people attempt to balance out their risk-taking by strategically choosing an option that ensures a satisfactory level of benefit but more importantly avoids major disaster (Jungermann et al., 1998) . Personality Theory, in turn, assumes that some people enjoy taking risks, and therefore will do this on a consistent basis, whereas others are naturally more risk-averse (Wildavsky and Dake, 1990 ). This can explain the different decisions made by individuals once they perceive risks, leading to the concept known as risk propensity, defined as how likely it is that individuals will take a risk (Stewart et al., 2001 ).
Knowledge Theory is based on the idea that individuals fear something because they know they should. A good example of this is terrorism; people fear it because they have learned that it can be catastrophic (Krimsky and Golding, 1992) . Knowledge theory appears to be becoming more relevant, as traditional and social media portray information which injects fear into individuals. While people have always had knowledge of what could occur, the media storm after major events makes it worse, as people have more information almost immediately (Fischer et al., 2011) . Finally, unlike all the previous theories which assume that cognitive processes are the main driver of risk perception and decision-making (Lavino and Neumann, 2010), James' (1913) Emotion Theory emphasises the role of emotions, because over time certain emotions can become associated with a particular experience, therefore meaning that even before that experience begins, emotions are anticipated by the body and thus triggered, removing the amount of control individuals have over their emotions.
Risk reduction and security measures
When significant risks are identified, consumers look for ways to reduce the probability of incidents happening and, should incidents happen, to limit or mitigate their impact. Sometimes consumers adopt risk reductions strategies themselves independently of the marketer (Fuchs and Reichel, 2011) , while in other situations they are able to evaluate security measures put in place by the marketer. The latter case has received some attention, with a number of studies focusing on security measures and consumer behaviour, both within and outside the events literature. Security measures are put in place to protect consumers against loss, injury, death or damage to belongings and property and can take the form of physical devices or staff behaviour (Rittichainuwat and Chakraborty, 2012) . Measures can be overt, in which case they are seen by tourists to reassure them, or covert if they are present without consumers noticing (Rittichainuwat, 2013) .
Not surprisingly, research has found that security measures can increase perceived safety (Nissen and Heir, 2016; Milman Jones and Bach, 1999) . In tourism, studies have examined security measures at the destination level (Rittichainuwat and Chakraborty, 2012) , while others focused on specific services such as hotels (Chan, and Lam, 2013) . However, personal characteristics can affect the extent to which security measures affect perceptions of safety. Milman Jones and Bach (1999) found that crime victimization by the respondent or an immediate family member had an effect on how safety devices affected vacation tourists' perception of safety, while Rittichainuwat and Chakraborty (2012) concluded that leisure and business tourists attached different importance to security measures. Research on how security measures influence event attendance is virtually non-existent. One notable exception is the study by Taylor and Toohey (2006) , which examined how obvious security measures were at the Rugby World Cup. They found that perceptions of security measures within the event site were higher among international attendees.
Taxonomies based on risk and security perceptions
A number of taxonomies based on risk perceptions have been developed, including those based on types of risks which people associate with consuming the product (e.g. Roehl and Fesenmaier, 1992; Seabra et al, 2013) , risk propensity (Hajibaba et al, 2015) or what incidents are perceived as risky (Dolnicar, 2005) , and therefore they were approached from a content rather than process perspective. Schroeder et al (2013) , in contrast, adopted aprocess perspective when developing three traveller risk types (risk averse, neutral and tolerant) based on overall the amount of risk tourists' associate with travel in general. Others went further and segmented travellers based on perceived risk and security. Floyd and Pennington-Gray (2004) and Ritchie et al (2017) added the security component to the segmentation exercise, with the former including one item related to the adoption of security measures by providers (airports) and the latter restricting their analysis to measures the consumer takes (as opposed to what the provider does). Overall, these studies highlight the appropriateness and usefulness of using risk and security perceptions as a basis for creating taxonomies of consumers; however they mainly consider risk perceptions with security perceptions taking on a minor role. Furthermore, all these studies illustrate that there are a number of levels at which individuals can perceive risk, with some naturally worrying more than others. These reasons, coupled with the fact that by segmenting individuals by risk and safety attitudes it is possible to better understand buying behaviour, suggest that examining patterns of reaction based on risk and security perceptions is worthy of study.
Research Methodology
The literature review on risk and security perceptions provided strong evidence that consumers react to them differently. Therefore, event managers have not only to be aware of the nature of these differences, but also to design the marketing of the event to respond to these differences, by dealing with risk and safety management both before and during an event. As a result, creating a taxonomy will allow managers to effectively segment behaviours and assure the needs of different groups are being met by the marketing of the event. Yet, as shown in the previous section, few studies incorporated both risk and security perceptions, and existing taxonomies tend to consider risk overwhelmingly more than security perceptions. This provides the details of the empirical work carried out in the development of the taxonomy. The focus was on the development of a descriptive taxonomy (Elman, 2005) and therefore on defining categories and what constitutes them.
Focus groups were undertaken as they are inherently a flexible data collection tool (Fox et al, 2014) . However, a brief was designed to help centre the discussion around risk and security perceptions and how these affect decision-making and attendance of public events. The points for discussion included the extent to which they worry about risks, how they incorporate risk and security in their information search and decision-making, how they react to strategies put in place by event organisers to deal with any eventuality, past experience of event attendance and how this affects current attitudes towards risk and security, and how recent incidents are affecting their perceptions. Probing was extensively used to elaborate on participants' answers and to adopt a more natural flow (Fox et al, 2014) . When the discussion appeared to go off topic, the moderator either picked up on points made by participants or introduced new themes based on the focus group brief.
Mothers were chosen for the study as they tend to attend a large number of events. This therefore means they have a wealth of experience to which they can relate when considering the focus of the research. Research has also shown that in the presence of children, mothers take on more responsibility than fathers for event-related decisions such as travel plan and on-site decisions (Kim et al, 2010) . This may be because they are more liable to worry (Freeston et al., 1994) , particularly about risks which might occur (Sjoberg, 1998) , as protecting themselves and their children from harm is a priority. All participants had attended both public events within recent years, and throughout the study they were asked to consider these events when answering the questions asked. Two focus groups were undertaken in Britain, one with five mothers and the other with six. The research is exploratory (Jones et al., 2012) and focused on a relatively specific group (mothers) in relation to their purchase of one type of product (public events), and therefore small samples are acceptable (Holloway and Wheller, 2010) . From the 11 mothers, three had one child, five mothers two children and two mothers had three children. Participants were recruited through convenience and snowball sampling (Fox et al, 2014) . A small number of mothers known to one of the researchers were invited to participate and to suggest other mothers. Table 1 provides additional information about the personal context of the participant and events they attended. The transcriptions of the recordings were analysed in order to identify patterns of reactions to risk and safety when attending events, from which a taxonomy structure could be identified and profiled. According to Doty and Glick (1994: 232) , taxonomies are "classification systems that categorise phenomena into mutually exclusive and exhaustive sets with a series of discrete decision rules". One of the key elements in taxonomy development is thus the criteria employed to separate subjects into distinct categories. In this study, the focus was on identifying classifiers that could meet three criteria: a) they represented critical views of risk and security perceptions, b) they facilitated the formation of logical taxonomy categories against which a number of descriptive dimensions could be developed and c) they contributed to designing marketing solutions which address the concerns of the various types of participants in relation to risk and security. In creating the taxonomy, two critical issues were found to best address these three conditions: the extent to which risks were considered before attending an event and whether or not participants showed an interest in knowing about security measures in advance of the event. An additional question was employed to categorise those who answered 'no' to the second question. Thus, from the two common ways of creating typologies -matrix and branching tree diagram (Collier et al, 2012 ) -data analysis suggested that the latter was more appropriate to uncover the taxonomic structure underlying risk and security perceptions.
The path leading to the definition of each taxonomy category is shown in Figure 1 . In attempting to increase the robustness of and detail about the taxonomy categories, and in line with criterion b) above, typical traits and reactions to risk and security were identified as suggested by Schäfer and Klammer (2016) . This resulted in describing each taxonomy category across 12 dimensions, described in the next section. 
Results
Figure 2 provides the characteristics of each of the six taxonomy categories. The categories are profiled based on five categories encompassing twelve criteria, thus establishing the similarities and differences between them. The four risk perceptions criteria include overall risk attitude, how knowledgeable about risks they are, the extent to which they consider risks and whether these impact on their decision. Past experience, the second category, is covered by two criteria: how much they consider previous experiences and the type of experience considered (positive or negative). Safety perceptions include overall attitude toward safety, whether or not they want to know about safety measures in advance, how this knowledge impacts them, and the extent to which security measures impact on their decision to attend the event. The final two categories are media sensitivity, which reflects the extent to which media coverage of safety incidents impacts on their attitude towards risk and security, and alternative consideration which focuses on whether they consider alternative events in response to concerns about risk and security. The remainder of this section explains each taxonomy category in detail. 
Overthinker
The first of the six types was labelled Overthinker because these are individuals who overthink their decision to attend an event. They worry about risks that might occur, and they make themselves too knowledgeable in this area, which increases their worry and means they over-think risk as a whole:
'If they do take bottles away etc. what if there is someone on the inside who doesn't have to pass security and they bring something in?' (Debbie, FG2).
These individuals are similar to decision-makers. They consider every element, again analysing any decision made and worrying that it could potentially be the wrong one. By giving it too much consideration, they allow risk to always influence their event attendance decision, even if other people would consider this irrational behaviour.
Their attitude towards security measures is very similar, and they think too much about it and like to be aware of what measures are in place in advance of attending an event. This then means that if they cannot find this information or feel the security is not advanced enough, it is likely they would not attend. Overthinkers are also people who can only focus on the one matter in hand; they will not consider alternatives. They can look at basing their decision on previous event experience they have had, but will tend to focus on anything negative that happened whilst they were there, rather than thinking of the positives and the fun they had at the event. Ultimately risk and security does impact their decision. However they may still attend an event, but would spend time there worrying about what might happen, and on arrival they would consider exit options, as Becky (FG01) expressed:
'on arrival at a venue I would check for fire exits and the nearest point of entry/exit access in case anything were to occur'.
It suggests that they can demonstrate an almost paranoid behaviour towards perceived risks.
Investigator
The second type, Investigators, are a less extreme version of Overthinkers. They actively consider the risks related to their decision and spend time seeking knowledge to re-assure their decision despite concerns they might have, but to a lesser extent than Overthinkers. They therefore do consider risks, but only moderately and ultimately this can impact their decision, depending on the degree of the risk. With regard to security measures they do consider them, and it can make them reassured knowing about the exact measures in place in advance:
'It can be reassuring, particularly when you're in a tight space with a lot of people'. (Lucy; FG2)
Even though they appreciate the benefits of the presence of security measures, they feel unsure about whether they would like to know about security in advance of the event. This means overall security measures in place could affect their decision, but it is much less likely to than it is to impact Overthinkers. Investigators are fair when considering previous experiences they have been through; they consider both the positive and negative experiences, to weigh up the risks that occurred and might occur again. This will cause them concern, but they feel re-assured knowing that they have considered the past and the likelihood of risk occuring. As Lucy (FG2) said,
'When I attend events, I think about security measures at previous events'.
When asked why she did this, she referred to the fact that risks make her feel uncomfortable, and by thinking about them in advance she can plan for them. Investigators stress the importance of alternative event options, allowing them to consider similar events they could go to and to compare risk and security levels at both events. This then allows them to make an informed decision, with risk perceptions possibly influencing their decision.
Naïve
Naïve, the next type, is based on the idea that those who are ignorant are happy. Their overall attitude towards risk and security is an oblivious one. Their main attribute is that they are so laid back, due to their ignorance, that things such as risk do not cross their mind. Risk does not worry these individuals as they have no knowledge of it.
'I don't really think it's important to me, if I want to go to an event I'll go, something could happen at any event' (Charlotte, FG2).
Their attitude is similar in relation to security measures at events, they do not think about them and therefore have no need to know what measures are in place in advance of an event taking place.
'I don't think I've ever really sat and thought it through until now, it definitely isn't something that crosses my mind' (Clare, FG1)
As a consequence, security levels will not impact their decision to attend an event. The main element Naïve individuals take into consideration is past experiences, and they focus their memories on all the fun they had. It is likely that if they have attended an event and something bad has happened, they have done their best to forget about this, and do not let it influence their attendance decision in the future. Naïve individuals choose to not worry about alternative options; they are satisfied that they want to attend this event because it is their first choice, therefore that is what they are going to do. Clare (FG01) illustrated this point it well:
'Ultimately if you don't go to things you are constraining your life to things that might not happen'.
Ignorer
Ignorer is the type for those who are risk takers. They are aware of risk, but they consciously choose to ignore it and make event attendance decisions based on other factors. They have little knowledge of the risks and as a result they do not allow risk to impact their decisions.
'If there are people there who are bad you can't tell who they are, there's no point worrying' (Marianne, FG1).
The main decision-making factor for Ignorers is previous experiences, where they remember all the good times they had.
'When I take the kids places I don't think about what bad could happen, we just chat about the fun we've had before' (Grace, FG2).
This therefore justifies disregarding any risk they might know about. It also explains why they do not feel the need to consider alternative events; for these individuals knowing they have or can have a good time at an event is enough to take any risk. With regard to Ignorers and security measures, they are very similar to Naïve individuals, in that they choose to not concern themselves with what security is in place; and they don't want to know about measures in advance of an event. When asked if she wanted to know about security measures in advance. Marianne (FG1) said 'no'.
Overall this demonstrates that Ignorers are risk takers, they may be aware of risks that are there, but consciously ignore them due to the good time they are going to have. These individuals believe life is for the living, and therefore do not worry themselves with what might occur at events.
Survivalist
Survivalists are people who have lived through bad experiences, such as terror attacks, and therefore live their life believing that 'If it's my time, it's my time ' (Laura, FG2) . People who fall into this category tend to be older and have survived previous bad experiences, so believe that it all comes down to luck. When considering attending an event, and looking at the risks they perceive to be there, Survivalists weigh up the risks, they are fully aware of them, and want to consider them, in spite of the fact that they know it is unlikely to change their opinion unless the situation is extraordinary:
Laura (FG2) 'it depends how they presented it, if they make a big deal of security you might start thinking woo, what's going to happen?'.
This demonstrates their intrigue by security, even if ultimately it won't change their opinion. They heavily weight their decision on previous experiences, both positive and negative, considering the fact that they have had great experiences, but also have survived the negative experiences. This allows them to make a rounded and, in their mind, well-justified decision.
Survivalists are aware of security at events, however they do not feel the need to know about them in advance, as this would not sway their decision.
'I'd say that I don't consider security in advance' (Amy, FG1).
This ultimately means it does not impact their attendance decision. Similarly, they do not feel the need to consider alternative events, because generally their attitude is that they will attend an event no matter what, there would have to be a real disaster occur for them to feel they should not go simply because of perceived risk.
Optimiser
Optimisers are well-balanced indiviudals who try to justify any decision made by balancing out risk with possible satisfaction from attending an event. They will weigh up the risks that they perceive, and are moderately knowledgeable about them. They will seek out alternatives, just to ensure they are making the best decision for themselves; the one with the least risk, yet the most fun. Risk can impact their final decision, but only in the sense that it is likely to sway their opinion over which event option to choose, rather than dissuade them from attending an event totally. They will consider their previous experiences, thinking about the good and bad times they had, again allowing them to make the best decision possible.
Optimisers will briefly consider security measures that are in place, with Kerry (FG2) explaining that something as simple as a police presence made her feel more secure, demonstrating that she considered security, but didn't appear to worry particularly about it. They would partly like to know about security in place, but equally feel that it could be risky if, for example, terrorists also know about the security.
'I think it almost telling people that the security measures are going to be this and that at the event it makes you think that if someone is going to try and get something in that they should not then even know they are going to be searched here and there so they'll know to find another way. So it's not necessarily beneficial ' (Chloe, FG1) .
Overall risk and security could impact their decision, but it depends on the severity of what they perceive, and will come down to details of the event specifically.
All participants agreed that the media influenced their decisions somehow, even if this pushed them to ignore the risks due to the fear it created in them. There was unanimous agreement that the way in which media portrays negative events, such as terrorism attacks, increases the immediate concern for attending an event. However, this only lasted a short period of time, and a few weeks after people continued with their lives and only those who were classed under the Overthinker, Investigator and Optimiser continued to consider these events that had occurred. In the long term, only Overthinkers thought about this, in relation to their own event attendance decision.
Conclusions and Recommendations
The aim of this work was to create a taxonomy of event participants based on risk and security perceptions. Six taxonomy categories were created based on the unique combination of attitudes and reactions: Overthinker, Investigator, Naïve, Ignorer, Survivalist, Optimiser. A framework containing 12 dimensions was developed to illustrate similarities and differences with regards to attitudes and reactions to risk and security. The taxonomy follows the guidelines proposed by Doty and Glick (1994) for developing typologies: 1) it defines a set of distinct types (over-thinker, investigator, naive, ignorer, survivalist, optimiser) ; 2) it describes each type using a consistent set of twelve dimensions, leading to rich descriptions of each type, and 3) the typology accommodates the assumption that each dimension's contribution to each type is differentially important. For example, advanced knowledge of security measures is less relevant to the ignorer when compared to the over-thinker.
The results of this research provide empirical evidence of the diverse risk and security perceptions at public events. These types reflect some of the theoretical approaches to decision-making in the context of risk elaborated upon in the literature review. Over-thinkers and Investigators appear to reflect the principles laid out in knowledge theory where people are concerned about something because they know they should be, reflected in considering the various elements of the event in relation to risk and security (Krimsky and Golding, 1992; Fischer et al., 2011) . However, Investigators appear to be less extreme than Overthinkers and are keen to explore alternative options because by exploring other, potentially safer options they feel reassured that they are making the right decisions. Therefore, Investigators' decisions appear to be the result of logical and well thought out choices, which reflects the principles of rational choice theory (Jaeger et al., 2001) . Optimisers share many characteristics with Investigators; however, while the latter worry about risks and therefore actively consider security measures, the former weights-up risks against the experience and therefore only briefly consider security measures. Unlike Investigators, the Optimiser tries to justify any decision made by balancing out risk with possible satisfaction from attending an event. This mindset is strongly linked with the psychometric paradigm (Jungermann et al., 1998) , supporting the argument that many people attempt to balance out their risk-taking by opting for an alternative that ensures a satisfactory level of benefit.
The Naive and Ignorers show similar characteristics, in that risk and security do not impact on their decision to attend events. However, the Naive are not aware of the risks (and hence, naturally, risk and security are not an issue for them), while Ignorers are aware of risks but choose to ignore them. By not availing themselves of knowledge of what is going on in the world, the Naïve will not worry, simply due to not knowing what there is to worry about. This links to personality theory (Wildavsky and Dake, 1990) , which postulates that those who have a laid back/ignorant personality generally do not concern themselves with risks which might occur. Ignorers are also strongly influenced by personality and ignore any warning signs; however, they also reflect the principles of maximisation theory (Slovic, 2000) given that their focus is on how much of a good time they can have at an event. Risk takers are categorised under the Ignorer type. Generally, they are daredevils, people who think life is for living and think that not doing something because of what might occur is foolish (Stewart et al., 2001) . Survivalist predominantly encompasses individuals who have lived through worse life events, thus diluting the severity of risks that might occur. They rely heavily on past experience to justify taking risks. This links to cultural theory and the idea that lifestyle and events which they have lived through impact how they think (Douglas, 1978) .
Managerial implications
The taxonomy provides a basis for event managers to adapt to the variety of risk and security perceptions of attendees at their events. The results demonstrate that risk and security perceptions may or may not influence event attendance. The findings of the research equip managers with knowledge about how the interplay between risk and security perceptions shapes major attendance groups. The intuitive categories and their profiles could encourage practitioners to research their audience in relation to the taxonomy. By identifying what the prevailing attendee categories for a specific event are, managers will be in a better position to more efficiently tackle and communicate risk and security matters.
From a communication perspective, event organisers should consider whether they need to communicate their risk management strategy, and if so how they can best achieve this. For Overthinkers, event managers will need to demonstrate control as they consider everything and feel re-assured by knowing that risk and security is well-managed. To satisfy Investigators and Optimisers, managers should publicise key security information to satisfy these individuals. Trying to put strategies in place to control perceived risk is not required for the Naives, Survivalists or Ignorers, because they do not concern themselves with risk management at events, and therefore this is unlikely to impact their decision to attend them.
If, as it is reasonable to expect, the event is found to attract a diverse set of types, a tailored communication strategy would be the most effective. Understanding what information they search for and from where would facilitate the development of such strategy. However, this may not always be feasible and in such cases it seems best to share some information about security in place as this will reassure some people, but equally keep some measures private, so as to not worry people who think those intent on causing harm might try and get around the measures in place.
Limitations and future research
This research is not without its limitations. This research used focus groups, a data collection technique which is subject to moderator bias and participant conformity (Fox et al, 2014) . While this did not appear to be a significant issue as people often disagreed, future research could be complemented by individual, in-depth interviews. Another limitation related to data collection is that participants were mothers living in a specific region of the UK, some of whom were selected through snowball sampling, limiting the generalisability of the findings (Jones et al, 2012) . Nonetheless, the focus groups included participants from a range of backgrounds, including job, family structure, number of children and amount and types of events attended. While this ensured a sufficiently wide spectrum of personalities and experiences they have lived through, future research should extend to other types of attendees selected through more representative sampling techniques.
Each category in the taxonomy is unique and has a clear set of attributes; however, fluid categories could be considered. This involves investigating if some individuals are likely to fluctuate between different categories, and the conditions that trigger those shifts, such as type of event attended and number and age of children. For example, some participants mentioned they were more concerned about the risks when attending indoor events than outdoor events. Some participants also commented on how their attitude towards risk and security had adapted as they had more children and as their children grew older. In addition, given the growing number of serious incidents affecting events which are widely reported in traditional and social media, future research could also examine the extent to which such coverage is leading to shifts in the predominant categories which event participants belong to.
This research was exploratory in nature and follow-up work could therefore be done to further validate the findings of the taxonomy (Fox et al, 2014 ). An obvious future step involves validating the taxonomy using quantitative methods. The typology and its dimensions presented in Figure 2 provide a good basis for scale development which underpins this type of research. Quantitative research could also expand the profile of each category by examining the relationship between category membership and variables such as country/culture, number and age of children, personal experience with security incidents, risk-taking propensity and event attendance experience. Finally, this research focused mainly on 'process' (how risk and security perceptions shape the categories) and future
