Abstract-Wireless Sensor Network (WSN) has gained enormous popularity since it is a base of an Internet of Things and applied in many areas of application. However, this network suffers an energy constraint issue which has to be tackled. Medium Access Control (MAC) manages the radio communication of transmitter and receiver, which is the highest energy consumed of sensor nodes. Therefore, many researchers have been proposed new MAC protocols to overcome this limitation. This paper explores and compares several MAC protocols for clustering WSN. Clustering network has a different characteristic since it classifies nodes as Cluster Heads and Cluster Members. This leads to a unique approach in developing MAC to enhance the network's performance.
I. INTRODUCTION
Nowadays it becomes easy to monitor environmental condition surround us, thanks to Wireless Sensor Network (WSN) combining sensors and wireless technologies. It is a low-cost technology and easy to deploy in a broad area of communication [1] ranging from monitoring environment to smart application. WSN has the ability to sense, process, and transmit data using a wireless medium such as radio frequency wave, infrared, Bluetooth, or any other wireless media.
Generally, WSN consists of tiny nodes called motes and one or multiple nodes named as a sink or a base station (BS) [2] . As shown in fig.1 , the node hardware is composed of a detecting module, a data processing module, a transceiver module, and a power module [3] - [5] . Data in sensor nodes are collected from a sensor unit. These data are an analogue signal and converted to a digital signal using analogue to digital converter (ADC). The digital data are processed in microprocessors or microcontrollers as a processing module. Following this, data are transmitted to the BS via a transceiver unit which consumes the highest energy. All units need an energy source supplied by a power module.
Despite advantages, WSN faces some issues such as a low end to end delay, throughput, and scalability. These can be different for a particular application. For instance, in the emergency application, data should be delivered to the sink with a minimum end to end delay. However, the main issue for many applications is energy constraint since tiny mote is supplied by limited batteries. Commonly battery in a sensor node is AA, AAA, or Li-ion [5] . Recharging battery in some applications is impossible. Many researchers have developed approaches to tackle WSN's issues ranging from a physical layer to a network layer. Medium Access Layer (MAC), a sublayer of Link Layer (LL), has much impact in achieving better performance in WSN. MAC protocol directly controls when a node transmits or receives data. This process influences energy consumed in a sensor node. Moreover, collision packets which contribute to the network throughput and end to end delay can be minimised by an effective MAC.
Due to a significant impact of MAC on the network performance, several attempts have been proposed. Every proposed MAC has different features and methods in tackling WSN's limitation. In order to explore and understand in depth all the proposed approaches, recently, many researchers have shown an increased interest in reviewing the proposed MAC including drawbacks and advantages. Authors commonly focused on mechanisms to access the shared medium, quality of service, and network traffic. However, no research has been found that surveyed MAC protocol considering the network topology. A certain topology such as clustering has different characteristic and is one of the algorithms to minimise the energy consumed [6] . This work explores MAC on clustering WSN. Clustering WSN grouping sensor nodes in a cluster are one of the network topologies that have been applied in many applications, especially in monitoring application. Furthermore, the work analyses advantages and disadvantages and compares features of clustering MAC.
The rest of the paper is organised as follows: Section 2 provides the brief review of the related work. Classification of MAC is explained in section 3. In part 4, sources of issues of MAC are presented. The detail and comparison of MAC for clustering WSN is in section 5. Finally, the paper is concluded in section 6.
II. RELATED WORKS
Many papers are reviewing MAC layer in WSN. In the early stage, the survey's papers generally explored MAC protocol without classification. Work on [7] is the first review paper on MAC. Some works such as [8] - [11] are other papers that do not have a taxonomy in reviewing MAC protocol; therefore, it is difficult to characterise or differentiate every proposed MAC.
To give more understanding in state of the art MAC protocol, many surveys have grouped MAC along with its characteristic. Authors in [12] , [13] provided the classification of MAC based on how they access the shared medium: reservation-based and contention-based MAC. Authors in [14] introduced a sophisticated taxonomy of MAC according to energy efficiency and data delivery. MAC in this work was classified into four categories: synchronous, asynchronous, frame-slotted, and multi-channel.
Since the central issue in WSN is energy constraint, there have been many proposed approach from a physical layer to network layer focusing on solving this issue. As a part of the link layer, MAC can be designed to achieve energy efficiency. Therefore, several reviews works on MAC have explored the effectiveness of MAC in term of energy. The first attempt is the authors in [15] . At the beginning of the paper, the authors presented the energy management in WSN as a primary concept to understand sources of energy exhausted and how to minimise them. Some energy mechanism techniques such as duty cycle, energy-efficient scheduling, scheduled rendezvous, on-demand wake-up scheme, energyefficient through the directed antenna, and clustering are discussed in more detail. The paper also classified MAC protocol as a centralised protocol, distributed protocol, and a hybrid protocol. In [16] , authors only divided MAC into synchronous and asynchronous while work in [17] grouped MAC as contention-based protocol and hybrid-based protocol. Another taxonomy according to the design method was introduced by [18] , and MAC in this approach was categorised into two main groups: single layer and crosslayer.
As sensor and communication technology have been developing fast, a real-time and multimedia is a new paradigm of WSN application. This application requires not only energy efficient but also reliability in delivering packets and low end-to-end delay. Many researchers shifted their research attention to this application. Accordingly, works on reviewing MAC protocol investigated this objective such as [19] - [22] . The sampling rate and the density of multimedia sensor as parameters on multimedia data, for example, were analysed in depth with the relation of energy efficiency. Furthermore, the authors investigated the advantages and disadvantages of the proposed MAC and explored their suitability for the realtime application.
To reduce the amount of energy consumed, MAC protocols in recent years have introduced the idea of wake-up radio hardware. This device is a small component that added in the transceiver of the sensor node to listen to the shared medium while the node is in sleep mode. It can react to the external event and wake up the node. Regarding this technique, Djroun et al. [23] reviewed the state-of-the-art of MAC using the wake-up radio system. Authors divided the wake-up radio into passive and active, and explore in detail both of the components. On the other hand, Sherazi et al. [24] surveyed MAC on Energy Harvesting WSN (EHWSN). It is a promising technology, and many researchers and industries have been investigated its possible to enhance the network lifetime combining with other protocols such as MAC. This manuscript comprehensively focused on: fundamental techniques, evaluation approaches, and key performance indicators.
Arain et al. [2] reviewed 30 surveys papers regarding on MAC in WSN. This work classified the survey's article based on the subject-wise, which are: general, taxonomy, quality of service, performance, eccentric, and energy-efficiency. Besides, the authors analysed the coverage of the survey's paper and calculated the impact factor of every proposed MAC.
III. NETWORK TOPOLOGY OF WSN
Generally, a topology of WSN can be classified into two categories: flat topology and cluster topology [25] - [27] . In flat topology, every sensor node has the same function in the network. As shown in fig.2 , data from a node can be sent directly to the BS or other nodes which are close to the BS. For later technique, it is known as multi-hop communication.
In choosing the next node, the node considers many factors, such as distance, remaining energy, link state, and traffic of the node. In contrast, clustering WSN classifies nodes as Cluster Head (CH) and Cluster Member (CM). A CH can control the access to the shared medium while a CM is a sensor node which has to follow the instruction from CH regarding transmitting data. Fig.3 illustrates the transmission process in clustering topology. Since no coordinator or CH in flat WSN, Carrier Sense Multiple Access with Collision Avoidance (CSMA-CA) commonly is adopted as a fundamental algorithm to access the wireless medium. If the number of traffic is low, this approach has a small collision. As a result, the average end-to-end delay and energy consumed are low. This mechanism is suitable for detection and non-monitoring application. On the other hand, most clustering WSN apply TDMA based MAC in accessing the medium because there exist CHs that control the communication activities of nodes. For monitoring application, a CM senses environment continuously and sends it to the BS. By clustering sensor nodes and applying TDMA scheme, data from CM are transmitted in a fixed time slot, then aggregated in CH before sending it to the BS. This has to be done to avoid data collision and reduce the number of data forwarding to the BS. As was pointed out in the introduction of this paper, Medium Access Control (MAC) protocol always plays a significant role in the design of WSNs as considerable energy consumption is due to the sensing, reception, and transmission process [24] . In this section, we list the performance metrics of an effective MAC and following this, we analyse factors affecting those metrics.
Generally, four metrics are used to measure the effectiveness of the proposed MAC, as listed below [6] , [28] , [29] .
• Energy efficiency: It is the total energy consumed divided by total packets in the network.
• Latency: This is the time when the packet leaves the sender until it arrives at the destination.
• Throughput: It is the total number of packet arrived in destination divided by time.
• Scalability: It is the ability of network in handling a large number of nodes.
After knowing these factors, we explore the significant elements influencing the trade-off of performance metrics. These elements are:
• Collision: When two nodes have data to be sent at the same time, a collision occurs in the wireless network. These collision packets are wasted packets, and nodes have to wait to retransmit these packets. Therefore, collision consumes nodes energy and adds an extra delay to packets.
• Overhearing: When a node is in active mode, it will receive all messages within its transmission range although these messages are not addressed to it.
• Idle listening: It is a mechanism to listen continuously to wireless medium although there is no transmission on the channel.
• Overhead: It is controlling messages and additional bits in the protocol header. The more overhead packets in the network, the more energy are consumed.
V. COMPARING MAC FOR CLUSTERING WSN
After discussing performance metrics and factors that influencing it, this section explains several MAC for clustering WSN and compares their performance regarding energy consumed, latency, throughput, and scalability.
A. Energy Time Division Multiple Access (E-TDMA)
Heinzelman introduced E-TDMA in [30] . It is a TDMA MAC where every node as a member of cluster head has a fixed duration in transmission data. Before sending data, a CM has to choose a CH based on the distance from the CM to the CH. Following this, the CH sends TDMA frame containing a sequence of transmitting data from CMs. The CM which is close to the CH is the first one transmitting data with the fixed duration. Fig. 4 illustrates the TDMA frame of this approach. E-TDMA assumes that every CM always has data to be sent to CH. If a CM dies because of energy or any other factors, there will be an empty slot in the TDMA frame. The frame cannot be replaced by others until the next round when a new CH is chosen and send a new TDMA frame. Furthermore, when the number of CM is small, every CM send data more frequently. As a result, these CMs suffer the high energy loss. Another drawback is that E-TDMA does not support multi-hop communication which is needed for long distance transmission. MAC for multi-hop communication is different with single-hop since CHs in multi-hop serve not only as a CH but also as an intermediate node forwarding data from other CHs. The link reliability should be high to avoid losing any data in the network.
B. Slot Stealing Medium Access Control
Authors in [31] introduced Slot Stealing Medium Access Control (SS-MAC) for star or clustering network. Nodes in WSN are classified into two clusters: nodes with emergency and nonemergency traffic. The following traffic is used for monitoring, and the first one is for critical data. The number of the node transmitting emergency traffic depends on the application and sets up precisely to detect the emergency event upon the network deployment.
Channel access mechanism for transmitting monitoring data follows a TDMA scheme. Every node has a fixed time slot to send data to the CH or a controller. When there is no emergency traffic, time slots for nodes with emergency traffic remain null. An Emergency Indication Subslot (EIS) with a duration TEIS is placed between two consecutive time slots. It will be used in an emergency situation and signs for a busy channel. Nodes finding the busy signal will postpone its transmission until the next time slot available. If a node has emergency data, firstly it sends EIS to enable slot stealing from normal nodes. Following this, it transmits a Reservation Request Packet (RRP) to ensure channel allocation for its transmission. The size of RRP packet is small enough to guarantee that it gets the highest priority in the network. If there are two or more nodes with the same priority, the controller applies the First-Come-First-Served (FCFS) method to schedule the transmission of nodes.
SS-MAC initially chooses some nodes as the high priority nodes. This selection must be made before the deployment of sensor nodes. For some emergency application including forest fire monitoring, nodes with emergency traffics cannot be predetermined due to the random location of nodes transmitting these data. As a result, SS-MAC is not suitable for monitoring forest fire or any uncertain interest. SS-MAC assumes that every node can reach the controller or CH directly without considering the distance. This direct communication is not applicable if the distance between them is far. Furthermore, as the distance increases, the energy consumed grows up significantly. Another drawback is the formation of clustering. This approach only groups nodes into two clusters based on the traffic. In many pieces of research, grouping should be dealt with many factors including distance, remaining energy, QoS, and the position of BS [32] , [33] . These parameters can enhance the network performance.
C. Hierarchical Energy-Efficient MAC
The concept of TDMA in MAC is also introduced by Sharma et al. in [34] and called Hierarchical Energy-Efficient MAC (HEEMAC). This approach has the same algorithm as E-TDMA and is designed for clustering network. In intra communication (transmission between CM and CH), CM transmits its data according to the TDMA frame time which is advertised by CH. This approach applies Hard Threshold (HT) and Soft Threshold as in [35] . A sensor node senses the environment regularly and sends to the CH if the detected value achieves HT. The next transmission will exist if the variation of sensed value exceeds ST. Multi-hops communication is applied in this approach to support longdistance transmission. Data from CH are sent to the next CH which is close to the BS.
Adoption of HT and ST lead to energy efficiency since it can reduce the number of transmission data to the BS. However, only a sensed value which is higher than HT will be sent to the BS. This method is not appropriate for monitoring application due to some data from sensor nodes are not assigned to CH. In addition, a TDMA frame which is transmitted by CH is not usable because a sensor node does not have a sensed data continuously. When a node has data to be sent, it has to wait for its TDMA time slot. This waiting mechanism causes an extra delay in transmitting data. In addition, there is no priority mechanism to send an emergency data to the BS. Hence this approach is not suitable for monitoring emergency service.
D. Bit-map-assisted Energy-Efficient(BMA) MAC
Bit-map-assisted Energy-Efficient (BMA) MAC is a novel MAC for clustering network based on a TDMA approach [36] . It only sends significant data to the CH to minimise the energy consumed. This characteristic is suitable for an event-driven application. There are two phases in BMA: setup phase, and steady-state phase. Choosing CHs which is accomplished in the set-up phase follows the mechanism of Low Energy Adaptive Clustering (LEACH) protocol [30] . On the other hand, the algorithm in steady-state phase is complicated since there are k sessions in the steady-state phase and every session contains a contention period, a data transmission period, and an idle period. At the beginning of contention period, a CH broadcast a TDMA frame, and every CM sends a 1-bit control message to inform the CH that it has data to be sent or not. If a CM has data, it enters a transmission period and should transmit a control message. This node is called as a source node. Otherwise, this slot remains empty. Based on these control messages, the CH creates a new TDMA slot for the source node. If nodes do not have data, it turns off its communication device and enters an idle period.
A source node in BMA has to wait for the contention period before transmitting data. This leads an extra delay for a node. Furthermore, unlike in E-TDMA which has one advertisement, there exists two TDMA advertisements from CH: the first advertisement for contention period, and the second advertisement for transmission period. These advertisement delays bring an extra delay for a node. For long-distance communication, there is no multi-hop communication since this approach assumes that every CH can communicate directly to the BS without considering the distance. As a result, if the position of the BS is far away from the CH, the amount of energy expenditure will be high.
E. Comparing MAC for clustering WSN
After discussing several MAC protocols for clustering WSN, this section analysis comparing the performance of clustering MACs. As shown in table I, there are four performance metrics and two mechanisms related to MAC protocol. Scheduling is an approach in transmitting a packet to the destination. It is classified into three parts: dynamic, static, and mixed approach. In the dynamic approach, a sender sends messages in an uncertain time slot while in the static approach, a sender transmits messages in a fixed time slot. A mixed approach combines dynamic and fixed approaches. Clustering formation in WSN is grouped into centralised, distributed, and mixed clustering. The BS chooses CHs in centralised clustering meanwhile nodes itself selects their CH in distributed clustering. Moreover, mixed clustering is a combination of centralised and distributed clustering.
Some convicting comments can be drawn from the table above. Firstly, HEE-MAC outperforms others in term of energy efficiency, latency, and scalability due to the threshold and multi-hop communication approach. Unlike E-TDMA and SS-MAC having high throughput, the number of packets received in HEE-MAC is low since only sensed data reaching hard and soft threshold can be transmitted to the destination. On the contrary, E-TDMA as the base of clustering MAC has a low performance regarding energy consumed, end-to-end 
