Abstract: This paper addresses the problem of the detection of sequences of event executed in a Discrete-Event System modelled by Petri Nets. The nets are equipped with output symbols that an external observer is allowed to detect. To provide efficient solutions, the focus of this work is a subclass of nets called S-Systems. The construction of the Sequence-Detectability table leads to a necessary and sufficient condition for the characterization of the sequence detection in the case of safe nets. The safeness requirement is relaxed and its implication on the sequence detection is analyzed. Moreover, the utility of the sequence detectability in the analysis of the observability of the net is studied. An example illustrates the concepts and main results of this paper.
Introduction
The detection of the trajectories in a system is important for several purposes. For example, in Discrete-Event Systems (DES) some control schemes and observer designs use the sequence of events as feedback, while several techniques for the failure detection employ the system trajectories to establish a suitable recovery point [13] , [16] , [18] , [19] , [22] .
Several approaches reported in the literature dealing with the formal analysis of DES have studied the system trajectories as part of other problems. For instance, the design of controllers, observers, trackers and detectors for DES have all been studied within the automaton field [10] , [15] , [19] , [20] , [21] .
Petri nets (PN's) have also been used for the analysis of almost the same problems as in the automaton framework. For example, the modeling of manufacturing systems, the supervisory control, state feedback schemes, sequence detection and the observability of PN's and the design of controllers and observers, have been reported in [1] , [5] , [6] , [7] , [9] , [11] , [16] .
Previous related work of the authors of this paper is also reported in the literature. In [2] , a technique that allows controlling a DES using a supervisor with the feedback provided by an observer of sequences is developed. In [3] , preliminary results for addressing the sequence detection of a subclass of PN, called FreeChoice nets, are provided. This paper extends the previous research of the authors and provides novel results and efficient algorithms addressing the problem of the sequence detection in DES that are modelled by S-Systems, a subclass of PN with well-defined structure, where efficient solutions are derived. Firstly, safe nets are considered. For this case, the construction of the Sequence-Detectability table provides a necessary and sufficient condition for the testing of the sequencedetectability.
Secondly, the safeness requirement is relaxed and its implication on the Sequence-Detectability is analyzed. For the non-safe case, the construction of the EventDetectability table provides a necessary and sufficient condition for the verification of the property. Finally, the relationship among the sequence-detectability and the observability of S-Systems is outlined.
The rest of this paper is organized as follows. Section 2 introduces some basic PN's notions used in this work. Section 3 presents the Sequence-Detectability property and its characterization in well-formed S-Systems. Section 4 outlines how the sequencedetectability supports solving the observability of the net. Section 5 provides the conclusions of this work and a final section shows the bibliographical references.
signals. For more details of OPN's see [3] . Formally, an OPN is a tuple ( B , M 
. This is called a self-loop. The detection of self-loops is useless in the context of DES. Accordingly, this work considers no self-loops in the analyzed OPN.
The pre-set and post-set of t j ∈T , are ⋄ t j ≔ { p i ∈ P : B − (i , j)>0 } and, respectively
is extended in a natural way for both sets, of places or of transitions. An OPN is said to be connected if, ∀ u , v ∈P∪T , exists a path from u to v and from v to u , in the sense of the automata theory [7] , where the arcs are defined by B − and B + . 
where M k represents the net's state at time k; the Parikh vector ⃗ u k represents the firing of one or more transitions enabled at M k , and B is the incidence matrix, as defined before. The vector M k +1 is the state reached by the net and, y k is the k −th system output. Notice
This fact is used interchangeably where no confusion arises. As with the markings, y k {2 A ,G } means that the sensor A is measuring two tokens and G one token, at the time k .
If [ M k ⟩ t j and t j is fired, then by using (1)
In this computation, ⃗ u k =⃗ t j is the Parikh vector with a one in the j−th position and zero anywhere else. This evolution is denoted as M k → fired reaching M k +1 . The reachability set, denoted by R( B , M 0 ) , is recursively defined as the union of all markings reached by the firing of enabled transitions, where by 
enables the firing of the whole sequence σ . Formally, the Parikh vector ⃗ σ ∈(ℕ + ) n , is a map for every transition in the set T to its number of occurrences in σ . Thus, if σ =t i t j t i , then ⃗ σ is a n-vector, n=|T| , with
, and zero anywhere else. As in the automata theory [7] , given a sequence σ , σ * denotes its Kleen closure that extends in a natural way for sets. The firing language of
where α and γ could be empty. Clearly,
where k ≥0 and |σ|=s . Usually, a real DES has a reduced number of sensors, so it is possible that markings
Thus, it is possible that for an initial marking M 0 , there may be another one, say M 0 ' , with φ M 0 =φ M 0 ' . Thus, by using the output information, it may not be direct to determine the initial state, the final state, or even the sequence of transitions executed by a DES. Indeed, by (1) ,
interpreted as the change, or increment, in the system sensors due to u k , whose Parikh vector
means that the firing of ⃗ u k turns off the sensor A, while it turns on the sensor B. However, if ker φ≠∅ then it may exist another sequence exists, say u s , with
Notice that it is possible that φ B ( ⃗ t i )=0 , while B ⃗ t i ≠0 . Such a transition t i is known as silent. The silent transitions lead to a resilience in the detection of the trajectories as in [14] . However, this work is focused on a constant detection of the trajectories and does not consider silent transitions. More notions of PN's are in [4] , [13] .
Sequence Detection Analysis
Roughly speaking, the Sequence Detection problem deals with the determination of the transition sequence executed by an OPN model. Testing the SD is a complex task in the general case, since it may require the examination of all L( B , M 0 ) . Fortunately, efficient algorithms are derived for a set of OPN's called S-Systems [4] .
Definition 2. An Output S-System (OSS) is an OPN where ∀ t i ∈T :(⋄t i )=1=(t i ⋄) .
The transitions of an OSS have only one input and one output. The simplicity of the structure confers to the matrix B useful properties for an efficient testing of the SD property. A well-formed OSS is strongly connected (see Pag. 28, Theorem 2.25 in [4] ). Additionally, these nets are conservative, in the sense that its total number of tokens remains the same for any evolution (see Pag. 43, Theorem 3.6 in [4] ). Where no confusion arises, the analyzed OSS are considered to be well-formed, as in Figure 1 .
Sequence detectability in safe OSS
The following example illustrates the concepts developed in this paper, providing intuitive ideas about the sequence detection in an OSS. Figure 1 . The net is live and safe since the initial marking puts exactly one token on p 1 . The circuits analyzed in the previous example, are closely related to the SD of a safe OSS. In [3] , the authors showed that an intersection of vector spaces suffices for testing the property. This work extends this idea and proposes a full condition for testing the property. 
Example 1. Consider the well-formed OSS in
{t 12 ,t 1 } {t 12 ,t 6 } {t 8 ,t 1 } {t 8 ,
t 12 { } {t 9 ,t 3 }, {t 8 , 
At a first glance, it looks like there is a similarity between the construction method of E B s and minimization of automata method in the MyhillNerode theorem (see Chapter 3 in [7] ). A further analysis is planned as future work.
Example 3. 
Moreover 
be the two sequences of markings due to σ 1 and σ 2 , respectively. 
Sequence detectability in non-safe OSS
Suppose that the net in Figure 1 is able to hold more than one token. Thus, the marking 
Thus, the firing of σ t 1 confuses with that of σ t 8 , i.e.,
Since σ may execute forever, then
.
It directly implies that the net is not SD. Based in this intuitive idea, the next theorem characterizes the SD in a non-safe OSS. 
Observability in safe OSS
Clearly, the determination of the Parikh vector from the transition sequence is direct. The next proposition shows that the current marking is also computed easily when the OSS is safe. Based on the previous idea, the next theorem provides characterizes the MD in non-safe OSS. If, for a particular problem the only interest is the Sequence-Detectability of a DES then, the Theorem 2 is the unique requirement, and accordingly, the Theorem 3 could be avoided.
Conclusions
This paper addressed the analysis of the sequence detection in DES modelled by PN's. The work is focused on well-formed OSS. The characterization of the property was firstly developed for safe OSS. Then, the safeness requirement was relaxed, and its implications in the sequence detection analyzed. The utility of the Sequence-Detectability in the testing of the observability of the OSS was analyzed. An example developed through the paper was used as an illustration of the main results. The future work includes the analysis of the relationship between the Myhill-Nerode theorem and the method for obtaining the SequenceDetectability table proposed in this paper. 
