This work takes a view on different data mining and geospatial modeling analysis in the identification process study. The structure and working principle are reviewed alongside recent development in Biometric process. Data mining is a technique that enables registration of citizen from childbirth to the age of 18 upward, while keeping tract with the physical appearance of the child plus his historical background. A database comprises of densely interconnected computer processors working simultaneously (in parallel). A key feature of neural networks is that they are programmed to 'learn' by sifting data repeatedly, looking for relationships to build mathematical models, and automatically correcting these models to refine them continuously.
INTRODUCTION
The importance of information for the effective functioning of any enterprise has been a central concern of economic theory for some time. A large body of literature has emerged in an effort to explain how asymmetric and costly information search could explicate equilibrium price dispersion for homogeneous goods [7] . Access to telecommunication for example, has been cited as a factor for social economic development, especially in rural areas (Samuel et al., 2005) .
Telecommunications can involve any wired or wireless technologies that allow people and businesses to communicate with each other. Computer networks are only a part of what we learn about; this area of study also covers the security issues and business needs commonly associated with telecommunications. [8] Mandatory nationwide identification systems have been implemented in a number of countries, including Argentina, Belgium, Colombia, Germany, Italy, Peru, and Spain. While these schemes vary by country, individuals are typically assigned an ID number, which is used for a broad range of identification purposes. Large amounts of personal data such as name, birth date, place of birth, gender, eye color, height, current address, photograph, and other information is linked to this ID number and stored in a centralized database. In many countries, such as Argentina, national ID regimes are adopted during military or authoritarian regimes.
National ID cards and the databases behind them comprise the cornerstone of government surveillance systems that creates risks to privacy and anonymity. The requirement to produce identity cards on demand habituates citizens into participating in their own surveillance and social control. 
RESULTS

DISCUSSIONS OF RESULTS
The following shows the analysis of crime rate, as it occurs over a period of six years (2010 to 2015). In the Edo
State police headquarters inside state CID. Tables 1 to 12 It would also be documented that there were increasing cases in the area of grievous harm, assault offenses, stealing, false pretense/cheating, breach of the public peace and car theft in the year, 2010 to 2015.
It should be suggested that the security agencies should persecute those involve in the area of grievous harm, assault offenses, stealing, false pretense/cheating and car theft in the society. For the purpose of the project, a domain may be registered to host the application and create other sub domains for the key sectors, to illustrate, how the data gathered will be sent across to other domains and used by the different sectors?
CONCLUSIONS
From the above analysis, it is found that even after prosecution, some of the bailed offenders continue with the same activities, without being properly traced. The security agents rely solely on the public willingness and information to track down the wanted offenders at large, as stated by the Edo State commissioner of police, Sir Foluso Adebanjo, during the Ebs TV program Crime Watch show I quote " Remember, the police need your information's to help you". At the moment, such offense occurred if the data warehouse is being connected to the direct access storage, whether at large or not, all offenders' bioinformation, finger print, passport photograph etc. will be known, a situation that can make investigation easy.
