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Abstract 
IEEE 802.11p is an improved edition of the IEEE 802.11 protocol which serves specifically for vehicle to infrastructure (V2I) 
communication. It can realize a fast V2I wireless communication connection in the urban road environment and ensure 
transportation safety and communication reliability for moving vehicles. However, the effectiveness and reliability for vehicle 
wireless access based on IEEE 802.11p in the highway environment still need to be verified even if this protocol could work 
in the complicated urban road condition. In this paper, an IEEE 802.11p based V2I wireless communication simulation 
system in the highway environment is built by NS-2 simulation, and several key indices that reflect the system performance 
including average transfer delay, packet loss rate and throughput are analyzed. 
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1. Introduction 
As traffic safety and traffic congestion problem has become increasingly serious nowadays, vehicle to 
infrastructure (V2I) wireless communication technique, which can enhance the safeness and efficiency of 
transportation has attracted much more attention, and will be acting as an important application in future 
intelligent transport systems. In highway environment, to be specific, the fast moving behavior makes V2I 
communication channels become time-varying and fast-fading, various phenomenon which traditional wireless 
local area network (LAN) communication could not solve like frequency selective fading, Doppler shift, and 
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multipath propagation would happen and thus the performance of signal transmission would be seriously affected 
(O. Andrisano, 1992). Therefore, how to provide steady data service, as well as to provide management 
information in highway environment so as to enhance transportation safety is a thorny issue to be solved. 
IEEE 802.11p is an improved edition of IEEE 802.11 protocol which serves specifically for vehicle to 
infrastructure (V2I) communication, the protocol stack of IEEE 802.11p which is called wireless access in 
vehicular environment (WAVE) is also proposed to tackle the data transmission problem in highway 
environment. Till now, a lot progress has been made by scholars abroad in IEEE 802.11p related research. 
American standard ASTM E2213-03 is a revised edition of IEEE 802.11p which could support higher 
transmission data rate and wider transmission area (American Society for Testing and Materials, 2003); the 
organization C2C-CC in Europe has done some localized revise of IEEE 802.11p to make it suitable to be carried 
out there (Car 2 Car Communication Consortium, 2007); researchers in Japan started their wireless 
communication projects since 2006 and focused on the low-level protocol (Japan Intelligent Transportation 
Systems Forum, 2009).  
From the literature review above, it can be seen that even if a lot research has been done to analyze the IEEE 
802.11p protocol in detail and its application in different countries, the effectiveness and reliability for vehicle 
wireless access based on IEEE 802.11p in highway environment is still remain to be verified even if this protocol 
could get with the complicated urban road condition. In this paper, based on the analysis of IEEE 802.11p itself 
and the WAVE system, a V2I wireless communication simulation model which contains fast moving vehicle and 
road side unit (RSU) in highway environment has been built by network simulation software NS-2, and several 
key indices which could reflect the system performance including average transfer delay, packet loss rate and 
throughput have been analyzed. 
 
2. Characteristics of IEEE 802.11p in Highway Environment 
2.1. WAVE protocol stack analysis 
As discussed above, as a protocol stack, WAVE is a mode of operation used by IEEE 802.11p device in order 
to operate in the dedicated short range communication (DSRC) band. The WAVE system includes IEEE P1609.1, 
IEEE P1609.2, IEEE P1609.3, IEEE P1609.4 and IEEE 802.11p itself, and it defines the architecture, 
communication models, management structure, security and physical access features for road-vehicle 
environment, as shown in Figure 1. To be specific, IEEE 802.11p has built the standard in media access control 
(MAC) and physical (PHY) layer based on IEEE 802.11 (IEEE, 2010), whereas IEEE P1609 protocol suite which 
have built the standard in application, transport, network and data link layer as well as resource and safety 
management, are acting as protocols in higher layer based on IEEE 802.11p. IEEE P1609.1, IEEE P1609.2, IEEE 
P1609.3 and IEEE P1609.4 are in charge of resource management (IEEE, 2006), safety service and information 
management (IEEE, 2006), network services (IEEE, 2007), and multi-channel operation (IEEE, 2006) 
respectively. 
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Fig. 1. WAVE protocol stack 
2.2. Characteristics of IEEE 802.11p MAC layer 
The operation process for building a communication link based on traditional IEEE 802.11 includes beacon 
scanning, multiple handshaking and link building, which is somehow too complicated for road-vehicle 
environment. As in highway environment, a vehicle will past a certain area served by a certain RSU quickly, so 
the link operation process should be done in no time, and that requires fast data exchanging ability of IEEE 
802.11p MAC layer. 
oduced by IEEE 802.11p in its MAC 
layer. In WAVE mode, the stations can receive or send frames with wildcard Basic Service Set Identification 
(BSSID), which means that two fast moving vehicles within the communicable distance can directly start their 
data exchanging by using the wildcard BSSID in the same channel without paying extra penalties. 
Moreover, IEEE 802.11p has introduced WAVE BSS (WBSS) a fast moving vehicle can transmit a beacon in 
order to form a WBSS which includes all the information that can be provided by it and all the configuration 
information required to become a member of it. Other vehicle can decide whether to join the WBSS after it 
receives the beacon. The whole process has greatly reduced the link building time by excluding the procedures of 
association and authentication. After a WBSS has been built, all the member vehicles are equal, which means that 
the WBSS will still exist even if the vehicle who builds the WBSS exits from it. The WBSS will disappear only if 
there are no member vehicles in it. 
2.3. The characteristics of PHY layer in IEEE 802.11p 
Consider that the DSRC band around 5.9GHz would be used for several kinds of data services, IEEE 802.11p 
divides the 5.85GHz - 5.925GHz frequency band into 7 channels with 10MHz bandwidth for each in its PHY 
layer (Federal Communications Commission, 2006). As shown in Figure 2, the reserved 5MHz channel on the 
left is called Guard Channel; Channel 178 is the Control Channel (CCH) for channel configuration, signal error 
correction, and time-critical message transmission; Channel 172 is the Safety Channel for collision prevention 
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and V2V communication; Channel 184 is the High Power Channel for long-distance and high power 
communication; the other 4 channels are Service Channels (SCH) for general IP data services in application layer. 
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Fig. 2. DSRC spectrum band and channels 
IEEE 802.11p PHY layer can be divided into 2 sub-layers as shown in Figure 3. Physical layer convergence 
protocol (PLCP) sub-layer defines the mapping rules between the MAC frame and the PHY data unit [namely the 
orthogonal frequency division modulation (OFDM) symbol]. Physical medium dependent (PMD) sub-layer 
connects directly with the medium by employing OFDM technique so as to enhance the channel use efficiency. 
PHY Layer
PMD Sublayer
PLCP Sublayer mapping
OFDM
 
Fig. 3. Structure of PHY layer 
As discussed above, the bandwidth for data transmission channel is 10MHz in IEEE 802.11p, in each sub-
carrier of the channel, 4 kinds of modulation technique including BPSK, QPSK, 16-QAM and 64-QAM can be 
chosen to realize data transmission. As shown in Table 1, different signal modulation rate and forward error 
control (FEC) encoding rate would form 8 different combinations. 
Table 1.  Data rate in 10 MHz OFDM channel 
Modulation Coded Bit 
Rate (Mbps) 
Coding Rate Data Rate 
(Mbps) 
Bits per 
Subcarrier 
Coded Bits 
per OFDM 
Symbol 
Data Bits per 
OFDM 
Symbol 
BPSK 6 1/2 3 1 48 24 
BPSK 6 3/4 4.5 1 48 36 
QPSK 12 1/2 6 2 96 48 
QPSK 12 3/4 9 2 96 72 
16-QAM 24 1/2 12 4 192 96 
16-QAM 24 3/4 18 4 192 144 
64-QAM 36 2/3 24 6 288 192 
64-QAM 36 3/4 27 6 288 216 
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3. System Simulation and Performance Analysis 
3.1. Simulation system setup 
Simulation has been done by using NS-2 which is an object oriented, discrete event driven network 
environment simulator in Linux system. As a tool which integrate various kinds of network protocols, service 
types, routing management strategy and algorithm, NS-2 can simulate certain network architecture with multiple 
routers, links and nodes in it, and generate trace file by running simulation. 
In NS-2 environment, TwoRayGround Model is chosen as the transmission model, for it is more stable than 
other models like Friis Model or Shadowing Model in simulating wireless communication links with lengths 
from hundreds to thousands of meters; and Particle Moving Model is chosen as the vehicle moving model for it is 
more suitable to depict the highway scenarios in which the driving direction of each vehicle is fixed. Other 
simulation parameters are set as Table 2 shows. 
Table 2. Simulation parameters 
Parameter Value Parameter Value 
Channel Type WirelessChannel Frequency 5.9e+9 
Propagation Type TwoRayGround Noise Floor 1.26e-13 
Interface Queue Type PriQueue Slot Time 0.000013 
Link Layer Type LL SIFS 0.000032 
Antenna Type OmniAntenna Header Duration 0.000040 
Routing protocol AODV Symbol Duration 0.000008 
3.2. Simulation results and performance analysis 
The V2I wireless communication in highway environment has been simulated by NS-2 when the average 
vehicle speed are set as 80km/h, 100km/h, 120km/h, 140km/h, 160km/h and 180km/h. At the same time, 
situations with the number of vehicles in an area served by a certain RSU changing from 1, 2, 5, 10, 15, 20 to 25 
have also been simulated so as to analyze the vehicle density effect for communication quality. 
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Fig. 4. Average transfer delay 
Figure 4 shows the average transfer delay curves when vehicles running in different speed. It is not hard to 
find that, the value is about 3ms in single vehicle situation, and it rises significantly as vehicle number and 
vehicle speed increase. In 25 vehicles situation, the average transfer delay is 9ms when the average vehicle speed 
is 80km/h, and the value will change to 13ms if the average vehicle speed increases to 180km/h. So, the average 
transfer delay of V2I wireless communication has a close relationship with the vehicle speed and vehicle density. 
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Fig. 5. Packet loss rate 
Figure 5 shows the packet loss rate curves when vehicles running in different speed. Easy to find that, the 
value rises as the average vehicle speed increases, and the rising tendency will become sharper if vehicle density 
increases as well. In single vehicle situation, the packet loss rate is almost 0 when the speed is below 120km/h, 
and the value will only rise to 0.01% if the speed is change to 180km/h. While in 25 vehicles situation, the packet 
loss rate is about 0.03% when the speed is at 80km/h, and the value will rise significantly to 0.23% if the speed is 
change to 180km/h. 
 
Fig. 6. Throughput 
Figure 6 shows the throughput curves when vehicles running in different speed. It is also easy to tell that the 
value will undergo a decrease tendency as the average vehicle speed and vehicle density increases. In the worst 
situation discussed above which has 25 vehicles running with average speed at 180km/h in a single RSU served 
area, the average transfer delay 13ms is acceptable for vehicles to built multi services wireless communication 
links in highway; and the throughput 1.06Mb/s is enough for vehicles to acquire multiple services from RSU; 
even if the package loss rate 0.23% might be a little bit higher, certain packet retransmission mechanism can be 
built into data transmission to ensure correct receiving. Hence, from the performance analysis according to the 
simulation result, it can be seen that IEEE 802.11p protocol is totally applicable in highway V2I wireless 
communication environment. 
4. Conclusion 
In this paper, low-level V2I wireless communication protocol IEEE 802.11p has been analyzed, its 
characteristics in MAC and PHY layer has been discussed, a V2I wireless communication simulation system in 
highway environment has been set up according to the protocol in NS-2 and several key indices has been 
analyzed in detail. The feasibility of setting IEEE 802.11p as a standard in highway V2I communication has been 
195 Shuai Chen et al. /  Procedia - Social and Behavioral Sciences  96 ( 2013 )  188 – 195 
verified by analyzing the average transfer delay, packet loss rate, and throughput with varied average vehicle 
speed and density. 
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