The application of "CrimeLite" to examination of computer components "in situ".
The authors consider the problem of identifying potential fingerprints and other marks in a computer system, having regard for the damage which conventional print enhancement techniques may cause. They evaluate a non-invasive method of mark location and recommend a new procedure for the handling of digital evidence sources which may contain "conventional" evidence.