The emerging IEEE 802.11ah is a promising communication standard that supports a massive number of heterogeneous devices in the Internet of Things (IoT). It provides attractive features like improved scalability, low energy consumption, and coverage of large area. In this paper, we analyze the performance of IEEE 802.11ah, and compare it with a prominent alternative, the IEEE 802.15.4. The simulation results show that the new 802.11ah standard performs better than the 802.15.4 in terms of association time, throughput, delay, and coverage range.
Introduction
In the vision of a smart world, the deployment of Internet of Things (IoT) is progressing very fast. "Things" include not only computers, people, and mobile phones but also sensors, actuators, refrigerators, vehicles, clothes, food, medicines, etc. [1] . According to the Cisco Internet Business Solutions Group (IBSG), the number of devices in the Internet will reach 50 billion by 2020 [2] . Wireless network technologies seem to be the best option to connect such a huge number of devices [3] .
The communication technology for IoT operates in both sensor and backhaul network scenarios. The sensor network standards (such as ZigBee, RFID, or Bluetooth) work over relatively short distances (i.e., tens of meters), with low data rates and low energy consumptions. On the other hand, standards like GPRS, LTE, WiMAX, etc., work over long distances and provide high throughput; however, they consume more energy, and demand an expensive and fixed infrastructure of base stations with proper line of sights [4] . Owing to its low power consumption, the IEEE 802.15.4 is a suitable standard for many IoT applications. However, it is not suited for facilitating communication among a large number of IoT devices or for covering large areas.
The latest IEEE 802.11ah standard fills this gap to a certain extent by combining the advantages of Wi-Fi and low-power sensor network communication technologies. To achieve communication over longer distances among a large number of lowpower devices, several innovative concepts such as hierarchical Association IDentification (AID), Restricted Access Window (RAW), Traffic Indication Map (TIM) and segmentation, Target Wake Time (TWT), and shorter header formats have been introduced in the PHYsical (PHY) and Medium Access Control (MAC) layers of 802.11ah ( [5] and [6] ). In this paper, the relevance of IEEE 802.11ah and 802.15.4 in the context of IoT is examined, considering their various key aspects. Performances of both technologies are evaluated and compared, assuming realistic scenarios with a significantly large number of devices.
The rest of this paper is organized into three sections. Section 2 discusses the important IoT features provided by 802.11ah and 802.15.4. Comparison of the evaluated results is presented in Section 3. Finally, Section 4 concludes the paper. extend the connectivity to Access Points (APs) that are twohops away. Fig. 1 shows a typical network architecture of IoT where two smart IoT networks (smart home and smart city) are connected to the Internet. With its smaller coverage range (maximum 100 m), the 802.15.4 alone cannot provide a communication framework combining the sensor and backhaul networks for a larger coverage range.
Channelization
The legacy 802.15.4 standard usually operates in the unlicensed 2.4 GHz band using Direct Sequence Spread Spectrum (DSSS), which can accommodate data rates up to 250 Kbps. On the other hand, the 802.11ah utilizes the sub-1 GHz license-exempt bands to provide an extended range to Wi-Fi networks. In US, up to 26 MHz of spectrum is available in the 902-928 MHz band. Modulation and Coding Schemes (MCSs) are proposed based on the available channel bands (i.e., 1, 2, 4, 8, and 16 MHz) in order to provide different data rates. For example, MCS0 with a 2 MHz channel band provides data rates from 650 Kbps to 7.8 Mbps.
Large number of stations
The 802.11ah proposes a hierarchical network organization with a large number of associated stations (STAs), to improve simplicity and scalability. Every node in such a network is assigned an Association IDentification (AID), which is a fourlevel structure having pages, blocks, sub-blocks, and STAs as fields. The STAs are grouped based on their similarities in the values of pages, blocks, and sub-blocks. Further, a fast association mechanism proposed in 802.11ah reduces collisions to improve scalability [5] . Although the 802.15.4 is capable of associating with 65 000 devices, the sink node becomes overburdened.
Channel access
The Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA)-based MAC of 802.15.4 fails to handle collisions, especially when thousands of STAs simultaneously contend for a channel. To address this issue, the 802.11ah introduces a RAW-based mechanism that improves the network performance significantly. This mechanism splits the STAs into groups and allows the STAs belonging to a certain group to access the medium at any particular time frame. The RAW Parameter Set (RPS) information containing one or more RAW intervals is carried forward through the beacons transmitted by the APs.
Power saving
The 802.11ah defines two data structures, the Traffic Indication Map (TIM) and the Delivery TIM (DTIM) for the APs to communicate the group information and for the STAs, which are expected to communicate next. The STAs belonging to the given TIM segments are required to wake up and listen to their corresponding beacons. The 802.15.4 uses a sleep-wake control mechanism in a super frame structure for improving energy efficiency. The STAs may sleep for longer periods over multiple beacons.
Relay node
Relay APs in the 802.11ah relay packets for the STAs, allow the use of different MCSs, and provide connectivity for the STAs located outside the coverage ranges of the APs. In the 802.15.4, devices are associated with a Full Function Device (FFD) forming a cluster, which in turn communicates with the sink. Table 1 gives a point-wise comparison of both the standards.
Performance evaluation
The simulation parameters considered while evaluating the performances of 802.11ah and 802.15.4 standards are given in Table 2 . Table 3 Coverage range and power consumption. 
Association time
The fast authentication mechanism of 802.11ah allows a large number of devices to associate with the APs in a shorter duration, than the schemes available in 802.15.4. This is apparent from Fig. 2(a) .
Network capacity
The throughput performance is measured under saturated traffic conditions. Performance of 802.11ah is observed to be consistently better than that of 802.15.4 ( Fig. 2(b) ). The reason is that, the MAC layer of 802.11ah can quickly and efficiently adapt to a higher number of nodes than that of 802.15.4. The RAW mechanism employed reduces the possibility of collisions in such situation to a great extent.
End-to-end delay
As shown in Fig. 2(c) , the 802.11ah significantly improves the delay performance over 802.15.4. Restricting the contention window of STAs through the use of dedicated RAW reduces the access delay.
Network coverage and energy efficiency
The use of the sub-1 GHz band, macro propagation model [7] , and MCS techniques of 802.11ah help in increasing the network coverage area. Table 3 shows the maximum distance covered by the two propagation models proposed for 802.11ah and 802.15.4. It can be observed that the 802.15.4 is more energy efficient than 802.11ah under saturated traffic conditions.
Conclusion
Simulation studies clearly indicate the improvement of 802.11ah over 802.15.4 in terms of association time, throughput and delay performance, and network coverage range in the context of IoT. However, 802.15.4 demonstrates higher energy efficiency than 802.11ah. Performance comparisons of 802.11ah with other relevant low power network technologies proposed for IoT are kept as future works.
