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Abstract
In 2000 T. Satoh gave the ﬁrst p-adic point counting algorithm for elliptic curves over ﬁnite
ﬁelds. Satoh’s algorithm was followed by the Satoh–Skjernaa–Taguchi algorithm and furthermore
by the arithmetic–geometric mean and modiﬁed SST algorithms for characteristic two only. All
four algorithms are important to Elliptic Curve Cryptography.
In this paper, we present the general framework for p-adic point counting and we apply it
to elliptic curves on Legendre form. We show how the -modular polynomial can be used for
lifting the curve and Frobenius isogeny to characteristic zero and we show how the associated
multiplier gives the action of the lifted Frobenius isogeny on the invariant differential. The
result is a point counting algorithm for elliptic curves on Legendre form. The algorithm runs
in a time complexity of O(n2+1/(+1)) for ﬁxed p and a space complexity of O(n2) where
pn is the ﬁeld size. We include results from experimeriments in characteristic p= 3, 5, . . . , 19.
© 2004 Elsevier Inc. All rights reserved.
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1. Introduction
In 2000 T. Satoh gave the ﬁrst p-adic point counting algorithm for ordinary elliptic
curves over ﬁnite ﬁelds of characteristic at least ﬁve [16]. Satoh’s Algorithm was soon
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extended to characteristic two and three [4,21,23]. Later Satoh’s algorithm was improved
by Satoh–Skjernaa–Taguchi (SST [17,18]). Motivated by applications to cryptography
the characteristic two case has been intensely studied and improved. This has resulted
in the arithmetic–geometric mean (AGM) algorithm [7,15] and (MSST) modiﬁed SST
algorithm [5].
In this paper, we give a presentation of the basic framework by which p-adic point
counting algorithms can be explained. A p-adic point counting algorithm consists of
two parts: A lifting part where the elliptic curve and pth power Frobenius isogeny is
lifted to characteristic zero and a norm part where trace of the qth power Frobenius
isogeny and the number of points on the curve is determined by a norm computation.
The input to the norm computation is the action of the lifted Frobenius isogeny on the
invariant differential.
We apply the basic framework for p-adic point counting to ordinary elliptic curves
on Legendre form, i.e. elliptic curves on the form E/Fq : y2 = x(x − 1)(x − ). We
ﬁnd that the lifting part can be done using the -modular polynomial. Furthermore, we
ﬁnd that the norm part is especially simple because the action of the lifted pth power
Frobenius isogeny on the invariant differential is given by the associated multiplier.
The resulting p-adic point counting algorithm for Legendre elliptic curves is sim-
pler and more practical in odd characteristic than known algorithms for general elliptic
curves. The algorithm may be seen as extending the MSST algorithm to odd char-
acteristics. We include examples and data from experiments in characteristic two to
nineteen.
The paper is organized as follows: Section 1 contains subsections on the p-adic
point counting framework, elliptic curves on Legendre form and the -modular
polynomial. Section 2 contains our algorithm for elliptic curves on Legendre form
as well as examples and a theoretical comparison to other p-adic point counting algo-
rithms.
2. Background material
This section contains the basic framework for p-adic point counting, Elliptic curves
on Legendre form and the -modular polynomial. We assume that the reader is familiar
with elliptic curves at least to the level of Silverman’s book [20, pp. 1–188]. We also
assume the reader is familiar with the p-adic numbers and unramiﬁed extensions (See
[4,14]).
In the following, p will denote a prime and Fq the ﬁnite ﬁeld with q = pn elements.
We let Qp denote the p-adic numbers and Zp the ring of p-adic integers. We let Qq
denote an unramiﬁed ﬁeld extension of Qp of degree n and Zq the associated ring of
integers.
Elements of Zq can be approximated by elements of Zq/piZq . The precision of the
approximation is given by i. As i grows the approximation improves. The elements of
Zq/piZq can be represented by polynomials of degree at most n− 1 with coefﬁcients
in Z/piZ. This means that the p-adic integers are very practical for calculations on a
computer.
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The surjective reduction modulo p morphism Zq → Fq with kernel pZq links
characteristic 0 and characteristic p. If x ∈ Zq maps to x ∈ Fq then x is called the
reduction modulo p of x and x is called a lift of x. We can lift other objects from
characteristic p to characteristic 0 as well: The pth power Frobenius map  : Fq → Fq
can be lifted to the Frobenius substitution  : Qq → Qq . The Frobenius Substitution
 is the unique element in the Galois group GalQq/Qp satisfying
(x) ≡ xp mod p
for all x ∈ Zq .
2.1. The basic framework for p-adic point counting
In this section, we present the basic framework for understanding p-adic point count-
ing algorithms.
Let E/Fq denote an ordinary elliptic curve, i.e. an elliptic curve with non-trivial
p-torsion subgroup. Let Frq : E → E denote the qth power Frobenius isogeny. We
deﬁne the trace of the qth power Frobenius isogeny by
Tr(Frq) = Frq + F̂rq,
where F̂rq is the dual of Frq . The trace is in fact an integer. The number of Fq -rational
points on the elliptic curve is related to the trace by
#E(Fq) = q + 1− Tr(Frq). (1)
So it is enough for point counting to determine the trace. This can be done using the
invariant differential.
Let  denote the invariant differential on E. We see that
Fr∗q()+ F̂rq
∗
() = (Frq + F̂rq)∗() = Tr(Frq).
Thus, the action of the qth power Frobenius and its dual on the invariant differen-
tial leads to information on the trace, but only modulo p since we are working in
characteristic p. To overcome this difﬁculty we lift the situation to characteristic 0. In
practice, we lift the pth power Frobenius isogeny Frp : E → E to the unramiﬁed
extension Qq of the p-adic numbers Qp. 1
1 Since E is ordinary we can lift the pth power Frobenius isogeny uniquely to Qq . This is the theory
of the canonical lift [12,13].
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We will be needing the following notation: Let  : E1 → E2 denote an isogeny de-
ﬁned over K and let 1,1 denote the invariant differentials on E1 and E2 respectively.
Then there exists a unique c ∈ K such that
∗(2) = c · 1.
We denote c by lcoeff().
Lemma 1 (Satoh). Let E/K denote an elliptic curve and  : E → E a separable
isogeny. Then
Tr() = lcoeff()+ lcoeff(̂) and lcoeff(̂) = deg()
lcoeff()
.
Proof. Since [Tr()] = + ̂ we see that
Tr() = lcoeff()+ lcoeff(̂).
Furthermore, since [deg()] = ̂ ◦  we see that
deg() = lcoeff() · lcoeff(̂)
and since  is separable lcoeff() = 0. 
The following theorem summarizes p-adic point counting.
Theorem 2. Let E/Fq denote an ordinary elliptic curve. Assume E/Qq is an elliptic
curve reducing to E modulo p and Frp : E → E is a p-isogeny deﬁned over Qq
which reduces to Frp : E → E modulo p.
The trace of the qth power Frobenius isogeny Frq : E → E is given by
Tr(Frq) = NQq/Qp (lcoeff(Frp))+ NQq/Qp (lcoeff(F̂rp)),
where NQq/Qp : Qq → Qp denotes the norm. Furthermore
NQq/Qp (lcoeff(Frp)) ≡ 0mod q
Proof. By applying powers of the Frobenius substitution  to the coordinate functions
of Frp : E → E we get isogenies
i (Frp) : iE → i+1E,
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which reduces to the pth power isogeny iE → i+1E modulo p. Thus it follows
that the isogeny
Frq = n−1(Frp) ◦ · · · ◦ (Frp) ◦ Frp : E → E
reduces to the qth power Frobenius isogeny Frq : E → E. Since clearly
lcoeff(i (Frp)) = i (lcoeff(Frp))
we ﬁnd that
lcoeff(Frq) =
n−1∏
i=0
i (lcoeff(Frp)) = NQq/Qp (lcoeff(Frp)).
In the same way we ﬁnd that
lcoeff(F̂rq) =
n−1∏
i=0
i (lcoeff(Frp)) = NQq/Qp (lcoeff(F̂rp)).
Thus
Tr(Frq) = Tr(Frq) = NQq/Qp (lcoeff(Frp))+ NQq/Qp (lcoeff(F̂rp)).
Since E is ordinary we know that Frp is inseparable and F̂rp is separable. It follows
that
lcoeff(Frp) ≡ lcoeff(Frp) ≡ 0mod p
and
NQq/Qp (lcoeff(Frp)) ≡ 0mod q.
All proposed p-adic point counting algorithms can be explained by the above Theorem
and they consists of two parts: A lifting part where the pth power Frobenius isogeny is
lifted to characteristic zero and a norm part where the trace of the qth power Frobenius
isogeny is determined by a norm computation.
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We will be needing the following Lemma by Skjernaa [21] for the lifting part of
our algorithm.
Lemma 3. Let E/Fq be an elliptic curve with j (E) /∈ Fp2 . Assume that E/Qq and
E′/Qq are elliptic curves reducing to E and E modulo p. Assume furthermore that
there exists a p-isogeny E → E′ deﬁned over Qq . Then the p-isogeny reduces to ±
the pth power Frobenius isogeny E → E modulo p.
2.2. Legendre elliptic curves
We begin this section by restating a deﬁnition and a proposition from Silverman [20,
pp. 53–55].
Deﬁnition 4. A Weierstrass equation is in Legendre form if it can be written as
y2 = x(x − 1)(x − ).
We note that a Weierstrass equation on Legendre form in characteristic two is not
smooth. Thus, an elliptic curve on Legendre form is always deﬁned over a ﬁeld of odd
or zero characteristics.
Let F denote a ﬁeld with char(F) = 2.
Proposition 5. Two elliptic curves E/F : y2 = x(x − 1)(x − ) and E/F : y2 =
x(x − 1)(x − ) on Legendre form are isomorphic over the algebraic closure F of F if
and only if
 ∈
{
,
1

, 1− , 1
1−  ,

− 1 ,
− 1

}
.
For reference we note that elliptic curves on Legendre form over ﬁnite ﬁelds have
recently been studied in the paper [2] by Auer and Top.
Lemma 6. Let E/Fq : y2 = x(x − 1)(x − ) denote an elliptic curve on Legendre
form and Frq : E → E the qth power Frobenius isogeny. Then
Tr(Frq) ≡ NFq/Fp
(
(−1)mHp()
)
mod p
where Hp(t) =∑mi=0 (mi )2 t i and m = p−12 .
Proof. Use [20, Proof of V.4.1.b].
We let
HasseWitt() = NFq/Fp
(
(−1)mHp()
)
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and note that it follows from [20, Exercise III.5.10.a] that E is ordinary iff
HasseWitt() = 0.
2.3. The -modular polynomial
In this section, we use the concept of modular forms to justify the existence and
properties of the -modular polynomial p. For an introduction to modular forms see
[10,19].
It is well known that to every lattice in the complex plane there is an associated
elliptic curve on Weierstrass form (Silverman [20, Chapter VI]). An elliptic curve on
Weierstrass form can obviously be brought onto Legendre form by moving its two-
torsion points using some ﬁxed algorithm (Silverman [20, Prop III.1.7]). So to every 
in the upper complex half plane H we have a lattice Z+ Z in the complex plane and
an associated elliptic curve E() : y2 = x(x − 1)(x − ()) on Legendre form. Thus,
we have just deﬁned a function  : H → C. This function is rigorously deﬁned and
studied in [1, pp. 277–282] and [3, Chapter 4]. It is shown that  is a modular form
for the congruence subgroup modulo two.
Let p denote a ﬁxed odd prime. Deﬁne  : H → C by () = (p). Using the
theory of Riemann surfaces it can be shown that there exists a unique, monic and
irreducible polynomial p(X, Y ) ∈ C(X)[Y ] with (,) as root, i.e.
p(,) = 0.
Furthermore, it can be shown that p is a symmetric polynomial in X and Y with
integer coefﬁcients. The polynomial p has degree p+1 in each variable and it satisﬁes
the Kronecker relation
p(X, Y ) ≡ (X − Yp)(Xp − Y )mod p. (2)
We call p the -modular polynomial.
The -modular polynomial p can be calculated in practice for “small” values of p.
See [3, p. 133] for a discussion of this. For e.g.,
3(X, Y ) = (Y −X)4 − 128YX(1− Y )(1−X)(2− Y −X + 2YX).
We will need the fact that the set of p-isogenies between elliptic curves on Legendre
form (modulo isomorphism) is the afﬁne curve given by the -modular polynomial p.
We state this as a Theorem.
Theorem 7. Let E/C : y2 = x(x − 1)(x − ) and E/C : y2 = x(x − 1)(x − ) be
elliptic curves on Legendre form.
78 M.S. Madsen / Finite Fields and Their Applications 11 (2005) 71–88
Let E/C : y2 = x(x−1)(x−) and E/C : y2 = x(x−1)(x−) be elliptic curves
on Legendre form. There exists a p-isogeny
p: E → E
if and only if the there exists
(x, y) ∈
{
,
1

, 1− , 1
1−  ,

− 1 ,
− 1

}
×
{
,
1

, 1− , 1
1−  ,

− 1 ,
− 1

}
such that
p(x, y) = 0. (3)
Proof. cf. [3, Chapter 4]. 
An analogous Theorem for p is well known and is the basis for the Lifting step in
Satoh’s algorithm. In Satoh’s algorithm the leading coefﬁcient of the Verschiebung F̂rp
is found by using Velu’s formula. This involves a lifting of p-torsion. We will later see
that for elliptic curves on Legendre form the leading coefﬁcient of the Verschiebung
F̂rp is given directly by the following Lemma.
Lemma 8. Let E/C : y2 = x(x − 1)(x − ) and E/C : y2 = x(x − 1)(x − ) be
elliptic curves on Legendre form with p(, ) = 0. Let p : E → E denote a
p-isogeny as in Theorem 7. Let  (resp. ) denote the invariant differential on E
(resp. E).
The action of p on the invariant differential is given by
∗p() =
1
Mp

where Mp satisﬁes
pM2p =
(1− )
(1− )
d
d
with d
d = −
dp
dX
(,)
dp
dY
(,)
.
Proof. cf. [3, Chapter 4]. 
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Remark 9. There exists modular forms k and u satisfying () = k2() = u8().
They also induce modular polynomials having properties as above corresponding to the
elliptic curves Ek : y2 = x(x−1)(x−k2) and Eu : y2 = x(x−1)(x−u8). The associated
k- and u-modular polynomials are even simpler than the -modular polynomial. For
e.g., for p = 3 the u-modular polynomial is
X4 − Y 4 + 2XY(1−X2Y 2).
3. Point counting on legendre elliptic curves
In this section, we deploy the framework for p-adic point counting to ordinary elliptic
curves on Legendre form. We give pseudo code for the algorithm and references for
some of the more general and technical aspects of the algorithm. We also give examples
and data from experiments.
3.1. The algorithm
Let p denote an odd prime and q = pn a power of p. Let E/Fq : y2 = x(x −
1)(x − ) denote an ordinary elliptic curve on Legendre form with  /∈ Fp2 . Let
Frp : E → E denote the pth power Frobenius isogeny.
3.1.1. Lifting part
We will now see that the pth power Frobenius isogeny can be lifted to characteristic
zero by solving an equation involving the -modular polynomial p ∈ Z[X, Y ] of
Section 2.3.
Using the Kronecker relation (2) we see that
p(, ) = 0 and dp
dX
(, ) = 0 and dp
dY
(, ) = 0.
This implies, as pointed out by Vercauteren in [23], that there is a unique  ∈ Zq
satisfying
p(, ) = 0 and  ≡ mod p. (4)
Then the Legendre elliptic curve E/Qq : y2 = x(x − 1)(x − ) reduces to E/Fq
modulo p and furthermore from Theorem 7 we know there is a p-isogeny E → E.
According to Lemma 3, we may assume that this is a lift of the p-th power Frobenius
isogeny. We denote the lifted pth power Frobenius by Frp : E → E.
3.1.2. Norm part
We determine the action of the lifted pth power Frobenius isogeny on the invariant
differential and the trace of the qth power Frobenius isogeny.
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Let  and  denote the invariant differentials on E and E. According to Lemma
8 the action of Frp on the invariant differential  is given by Fr∗p() = 1Mp where
(pMp)
2 = −p(1− )
(1− )
dp/dX(, )
dp/dY (, )
.
It follows from Theorem 2 that
Tr(Frq) = NQq/Qp
(
1
Mp
)
+ NQq/Qp (pMp).
The number of Fq -rational points on E can be found from the relation #E = q +
1 − Tr(Frq). In practice we only need to determine Tr(Frq) modulo pN , where N =
logp(4√q + 1). This follows from the inequality |Tr(Frq)|2√q (Hasse–Weil).
3.1.3. Pseudo code
We summarize the above by giving a pseudo code algorithm.
Algorithm 1.
In:  ∈ Fq\Fp2 with HasseWitt() = 0.
Out: The number of Fq -rational points of E : y2 = x(x − 1)(x − ).
External: SolveModular, pAdicNorm, HasseWitt, SquareRoot
N = logp(4√q + 1)
 = SolveModular(p, , N + 1)
t2 = pAdicNorm(−p dp/dX(,)dp/dY (,) , N)
t = SquareRoot(t2, HasseWitt(), N)
If t > 2√q then
t = t − pN
Return q + 1− t
The algorithm SolveModular solves the modular equation, i.e. SolveModular de-
termines a  satisfying
p(, ) ≡ 0mod pN+1 and  ≡ mod p,
the algorithm pAdicNorm gives the p-adic norm of elements in Zq , i.e.
t2 = NQq/Qp
(
−pdp/dX(,)
dp/dY (,)
)
mod pN,
the algorithm HasseWitt calculates the trace modulo p as described in Section 2.2
and the algorithm SquareRoot calculates the square root modulo pN .
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The algorithms SolveModular and pAdicNorm are essential to p-adic point count-
ing so they have been given a lot of attention and different versions are at hand.
Therefore we content ourselves to giving the references [5,6,11,17,18,22]. The algo-
rithm SquareRoot can based on Newton iterations together with a trick. The trick is
to calculate the inverse of the square root ﬁrst, because then we avoid inversions.
If we use the versions of SolveModular and pAdicNorm described in [18] we ﬁnd
that for ﬁxed prime p the time complexity of the algorithm is O(n2+0.5) and the
space complexity is O(n2). 2
Similar we ﬁnd for ﬁxed q = pn the time complexity of the algorithm is
O
(
p
log2(p)1+1/(+1)
)
. The factor p comes from the facts that evaluation of −1(x)mod pN
and/or p(x, y)mod pN can be done in O(p) multiplications in Zq/pNZq . The factor
1
log2(p)1+1/(+1)
comes from the fact that n = log2(q)log2(p) .
3.2. Examples
Example 10. Our setup is p = 3, n = 7, Fq = Fp[x]/(x7 + x6 + 2x5 + x4 + x3 + 1)
and Zq = Zp[x]/(x7+x6+2x5+x4+x3+1). We let 	 = [x] ∈ Fq and 	 = [x] ∈ Zq .
We study the elliptic curve
E/Fq : Y 2 = X(X − 1)(X − )
with  = 2	3 + 	2 + 	+ 2. From [3, p. 105] we ﬁnd
3(X, Y ) = (X − Y )4 − 128XY(1−X)(1− Y )(2−X − Y + 2XY).
The calculations of the algorithm gives
N = 5,
 ≡ 399	6 + 633	5 + 3	4 + 116	3
+121	2 + 55	+ 29mod pN+1,
t2 ≡ 157mod pN,
Tr(Frq) = 20,
#E(Fq) = 2168.
Example 11. In the Tables below (Tables 1 and 2) we give some timings for our im-
plementation. We used a 600MHz Thinkpad X20 laptop running Linux version 2.4.18–
14. The implementation was done in C++ using the gcc compiler and the libraries
2  = 2 if we use naive multiplication.  = log2(3) if we use Karatsuba multiplication.  = 1+ 
 if we
use Schonhage multiplication.
82 M.S. Madsen / Finite Fields and Their Applications 11 (2005) 71–88
Table 1
Lifting part
p 50 bits 100 bits 150 bits 200 bits 300 bits 500 bits
2 0.04s 0.275s 0.915s 1.995s 6.56s 17.415s
3 0.04s 0.16s 0.54s 1.02s 3.31s 14.14s
5 0.03s 0.1s 0.3s 0.62s 2.21s 7.88s
7 0.02s 0.1s 0.23s 0.62s 1.64s 8.25s
11 0.02s 0.13s 0.27s 0.51s 1.84s 9.14s
13 0.02s 0.09s 0.3s 0.56s 2.05s 8.9s
17 0.03s 0.11s 0.36s 0.68s 2.48s 6.83s
19 0.04s 0.12s 0.41s 0.78s 2.89s 7.8s
Table 2
Norm part
p 50 bits 100 bits 150 bits 200 bits 300 bits 500 bits
2 0.04s 0.15s 0.49s 0.665s 2.085s 4.67s
3 0.08s 0.31s 0.94s 1.565s 4.795s 20.085s
5 0.065s 0.235s 0.63s 1.17s 3.31s 10.335s
7 0.03s 0.25s 0.45s 1.2s 2.215s 9.44s
11 0.03s 0.175s 0.48s 0.755s 2.315s 9.525s
13 0.04s 0.185s 0.52s 0.78s 2.41s 9.535s
17 0.04s 0.2s 0.6s 0.89s 2.69s 6.11s
19 0.045s 0.225s 0.65s 0.975s 2.93s 6.61s
NTL 3 and Gnu MP 4 . We used the descriptions in [17] for the SolveModular and
pAdicNorm algorithms. We remark that asymptotically faster algorithms have been
proposed [6,11]. In characteristic two we are using the MSST algorithm without any
special optimizations.
The -modular polynomials where found in [3, p. 127ff+Exercise 4.6.4a]. The size
of the ﬁeld Fq is given by the number of “bits”, where q ∼ 2bits.
The tables shows that the algorithm is fast enough for cryptographic applications.
We note that in odd characteristic the time consuming step of the norm computation
is the Teichmuller lift which is not needed in characteristic two. This explains the big
increase when going from characteristic two to three.
The time of the lifting phase and norm phase for q ∼ 2150 is shown in Fig. 1.
3 Number Theory Library. http://www.shoup.net.
4 http://www.swox.com/gmp/.
M.S. Madsen / Finite Fields and Their Applications 11 (2005) 71–88 83
Fig. 1.
3.3. Comparison to other p-adic point counting algorithms
In this section, we provide the reader with a theoretical comparison of Satoh’s
algorithm, the SST, the MSST, the AGM-X0(N) and the algorithm for elliptic curves
on Legendre form. We use concepts from the theory of modular forms and modular
polynomials. See [8,10,19,20, Appendix C.12+C.13] for an introduction to modular
forms and modular polynomials.
Let
H = { ∈ C | im() > 0}
denote the upper half plane and H ∗ = H ∪ Q ∪ {∞} the extended upper half plane.
For N > 0 we deﬁne
(N) = {A ∈ SL(2,Z) | with A ≡
[
1 0
0 1
]
modN},
0(N) = {A ∈ SL(2,Z) | with A ≡
[ ∗ ∗
0 ∗
]
modN}.
A subgroup  ⊆ (1) which contains (N) for some N is called a congruence
subgroup. We note that  deﬁnes an action on H ∗ given by
×H ∗ → H ∗([
a b
c d
]
, 
)
→ a+ b
c+ d .
Furthermore, the set H ∗/ of orbits under this action is a compact Riemann surface
and can thus be viewed as a curve. We let X0(N) denote the curve given by H ∗/0(N)
and X(N) the curve given by H ∗/(N).
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In what follows we let p denote a ﬁxed prime and N > 0 a ﬁxed integer. We let 
denote a ﬁxed congruence subgroup satisfying
(N) ⊆  ⊆ 0(N).
We assume furthermore that the genus of H ∗/ is zero. Then there exists a biholo-
morphism
s : H ∗/→ P1
with a simple pole at exactly one cusp (a cusp is a point on H ∗/ represented by a
 ∈ Q ∪ {∞}).
We may identify H/ with the set of lattices
 = Z+ Z, im() > 0
up to the equivalence
1 ≡ 2 ⇔ 1 ≡ 2 mod⇔ s(1) = s(2).
The associated Riemann surface C/ is an elliptic curve and we let E denote the
associated Weierstrass equation
E : y2 = 4x3 − g2()x − g3().
Example 12.  = (1). H/(1) is identiﬁed with the set of isomorphism classes of
elliptic curves and the j -invariant induces a biholomorphism
j : H ∗/(1)→ P1.
Example 13.  = 0(N). H/0(N) is identiﬁed with the set of isomorphism
classes of pairs (E,G) where E is an elliptic curve and G is a cyclic subgroup of E
of order N .
Example 14.  = (2). H/(2) is identiﬁed with the set of Weierstrass equations on
Legendre form
E : y2 = x(x − 1)(x − ).
Furthermore the -invariant induces a biholomorphism
 : H ∗/(2)→ P1.
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In what follows we assume that
[
a b
c d
]
∈  ∩ 0(pN)⇒
[
a bp
c/p d
]
∈ . (5)
Theorem 15. There exists a unique (up to constant factor) irreducible polynomial
(x, y) ∈ C[x, y] satisfying
(s(), s(p)) = 0.
The polynomial (x, y) ∈ C[x, y] is the polynomial deﬁning the image of the map
H ∗/ ∩ 0(pN) →(,p)→ H ∗/×H ∗/ s×s→ P1 × P1.
This map is what Kohel [9, p. 127] calls an oriented modular correspondence.
Theorem 16. Let 1, 2 ∈ H be given. There exists a p-isogeny
E1 → E2
if and only if there exists 1, 2 ∈ (1) such that
(s(11), s(22)) = 0.
Example 17. Satoh’s algorithm and the SST algorithm is based on the modular corre-
spondence
X0(p)→ X0(1)×X0(1)
where the biholomorphism is given by the j -invariant
j : X0(1)→ P1.
Furthermore the image under the modular correspondence is given by the modular
polynomial p, i.e. it is the curve
p(j, j ′) = 0.
Example 18. According to [9], the AGM and MSST algorithms are based on the
modular correspondence
X0(8)→ X0(4)×X0(4).
86 M.S. Madsen / Finite Fields and Their Applications 11 (2005) 71–88
Example 19. The AGM −X0(N) algorithm is based on the modular correspondence
X0(pN)→ X0(N)×X0(N).
The appropriate biholomorphism and the associated curve is given by Kohel [9] in the
case p = 2, 3, 5, 7, 13 and for N a small power of p. We note that X0(N) is only a
curve of genus zero if
N ∈ {1, 2, 3, 4, 5, 6, 7, 8, 9, 10, 12, 13, 16, 18, 25}.
Example 20. The algorithm for elliptic curves on Legendre form is given by the mod-
ular correspondence
H ∗/(2) ∩ 0(2p)→ X(2)×X(2).
The biholomorphism is given by the modular function
 : X(2)→ P1.
Furthermore the image of the modular correspondence is the curve given by the modular
polynomial p, i.e. it is the curve
p(,) = 0.
We note that the algorithm for elliptic curves on Legendre form does not restrict as
the AGM−X0(N) algorithm to a small list of primes. On the other hand for a random
elliptic curve over Fq we have to go to a small extension of Fq in order to bring it
onto Legendre form.
The point counting algorithm for elliptic curves on Legendre form has the advantage
that the biholomorphism  is ﬁxed and well known. Furthermore, one can ﬁnd the mod-
ular polynomial p for  by ﬁrst ﬁnding the modular polynomial for the modular form
u satisfying u8 = . The modular polynomial for u has relatively small coefﬁcients and
a lot of symmetries on its coefﬁcients [3, p. 127ff+Exercise 4.6.4a]. Another advantage
of the point counting algorithm for elliptic curves on Legendre form is that the action
of the lifted Frobenius isogeny on the invariant differential is given by Lemma 8.
4. Final remarks
In this paper, we have given a basic framework for p-adic point counting and applied
it to elliptic curves on Legendre form. This results in an efﬁcient algorithm for point
counting using the -modular polynomial. It would be interesting to be able to com-
pute the -modular polynomial for higher values of p than described in the literature
[3, p. 133] and thus extending the values of p for which the algorithm is practical.
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