We provide data on the extent to which computer-related audit procedures are used and whether two factors, control risk assessment and audit firm size, influence computer-related audit procedures use. We used a field-based questionnaire to collect data from 181 auditors representing Big 4, national, regional, and local firms. Results indicate that computer-related audit procedures are generally used when obtaining an understanding of the client system and business processes and testing computer controls. Furthermore, 42.9 percent of participants indicate that they relied on internal controls; however, this percentage increases significantly for auditors at Big 4 firms. Finally, our results raise questions for future research regarding computer-related audit procedure use.
I. INTRODUCTION
A dvances in client information technology (IT) are rapidly changing the way auditors evaluate control risk and recent audit standards suggest that control risk may influence computer-related audit procedure use when examining clients with complex IT 1 (AICPA 2001; PCAOB 2007) . For example, SAS No. 94 alerts auditors that assessing control risk at maximum and relying only on substantive testing may not be effective for clients with complex IT (AICPA 2001) . Instead, auditors are advised to consider using computer-related audit procedures, including IT specialists, when they obtain an understanding of client internal controls during audit planning (AICPA 2008, AU 319.29-32) . Moreover, the Public Company Accounting Oversight Board's (PCAOB) Auditing Standard No. 5 requires auditors of all publicly traded companies to express an opinion on the effectiveness of the client's internal control system over financial reporting (PCAOB 2007) . This study examines the extent to which computer-related audit procedures are used and whether two factors, control risk assessment and audit firm size, influence computer-related audit procedure use.
Audit firm size may impact the use of computer-related audit procedures given that clients of Big 4 firms are more likely than those of smaller firms to have more complex IT. Previous research has not addressed the extent to which firm size affects the use of computer-related audit procedures. Moreover, recent research suggests that national audit firms have gained market share in the post-Andersen period (Cassell et al. 2007; Krishnan et al. 2008) . National firms' clients are likely to have more complex IT than local or regional firms, but less than Big 4 firms. Therefore, an open question is whether national firms' use of computer-related audit procedures resembles that of the Big 4 firms or smaller firms?
We examine computer-related audit procedure use, as well as how control risk assessment and audit firm size influences use, via a field-based instrument. The instrument was completed by 181 auditors representing Big 4, national, regional, and local firms. Results suggest that computer-related audit procedures are generally used when obtaining an understanding of the client systems and business processes and when testing application and general computer controls. Moreover, 42.9 percent of participants assess control risk less than maximum, which is almost double the rate found in previous research based on a single international audit firm (Waller 1993) . In engagements where control risk is assessed at less than maximum, computer-related audit procedures and IT specialists are more likely to be used, than when control risk is assessed at maximum. Findings indicate that in engagements involving Big 4 audit firms, control risk is more likely to be assessed at less than maximum and computer-related audit procedures and IT specialists are more likely to be used than in engagements involving smaller audit firms. Furthermore, while auditors employed by national audit firms are more likely to have control risk assessed below maximum than those working for smaller audit firms, use of computer-related audit procedures is surprisingly similar.
This study fills a void in the research by examining how control risk and audit firm size impact computer-related audit procedure use. These factors are important given that: (1) failure to consider control risk for clients with complex IT may lead to audit efficiency and effectiveness issues (AICPA 2001; Mock and Wright 1999) , (2) standards suggest that auditors consider control risks during planning when they examine clients with complex IT (AICPA 2001 (AICPA , 2002b , and (3) understanding the degree to which auditors consider control risks given advances in client IT and newer audit methodologies may provide guidance to the PCAOB's Standing Advisory Group and the Auditing Standards Board as these groups examine new risk-based standards (AICPA 2006; PCAOB 2007) . Furthermore, this
Research Questions
During evidence planning, auditors determine the nature, timing, and extent of audit procedures based upon the results of the risk assessment process.
2 Prior research, however, yields conflicting results regarding whether audit plans reflect these risk assessments. Several archival studies have been conducted to assess whether evidential planning is adaptive to variations in risk assessment (see Bedard 1989; Elder and Allen 2003; Johnstone and Bedard 2001; Wright 1993, 1999) . Overall, the results from these archival studies suggest that audit program plans are not appropriately risk-adjusted in practice, and specifically, that control risk assessment has very little if any influence on subsequent audit plans.
Experimental studies have also been performed in this area. Bedard and Wright (1994) report that program plans are not closely related to risks while Wright (1988) finds evidential plans are adjusted to address increases in risk, but the adjustment may be inefficient. Hill (2001) suggests that auditors are sensitive to prior error information in adjusting audit plans. Finally, Bierstaker and Wright (2005) report that partner's efficiency preferences potentially interact with risk assessments and subsequent audit plan adjustments. In other words, auditors may be reluctant to increase planned hours and tests when efficiency pressure is high, even if risks are high. It is important to note that the majority of these prior studies focused only on Big 4 firms.
In this study, we assess whether control risk assessment leads to differential use of computer-related audit procedures for clients with complex IT. We conjecture that for these clients, auditors may be more likely to rely on controls and use computer-related audit procedures. For example, auditors may be unable to evaluate clients with complex IT without obtaining electronic records from the client or using CAATs. Moreover, regulatory standards encourage the use of CAATs in the process of understanding and auditing controls and suggest that client IT considerations be reflected in risk assessments (AICPA 2001 (AICPA , 2006 . Alternatively, some may argue that high IT complexity influences some auditors to seek non-CAAT audit solutions because auditors cannot adequately deal with this level of complexity.
Given that prior research has found conflicting results regarding whether program plans are subsequently adapted to risks and, further, that little if any research has directly examined the relationship between control risk assessments and computer audit procedures, we propose the following research question: RQ1a: When examining clients with complex IT, does the use of computer-related audit procedures vary by control risk assessment?
Computer-related audit procedures vary from requesting that the client provide electronic records to testing automated and general controls to use of IT specialists. The use of IT specialists has recently attracted significant research interest (Brazel 2005; Brazel and Agoglia 2007; Curtis and Viator 2000; Hunton et al. 2004) , some of which suggests that IT specialists may be underused (Carmichael 2004) . SAS No. 94 suggests that auditors consider several factors when deciding whether to use IT specialists. These factors include: (1) the complexity of the client's IT, (2) the significance of changes made to existing client systems or implementation of new systems, (3) the extent to which data is shared among client systems, (4) the client's use of emerging technologies, and (5) the significance of audit evidence that is available only in electronic form (AICPA 2008, AU 319.31) . Theoretically, these factors are related to control risk. Hence we investigate:
RQ1b: When examining clients with complex IT, does the use of an IT specialist vary by control risk assessment?
Larger audit firms have more resources available to them and have a larger international base of operations in which to respond to current developments and clients' needs than smaller firms (Gist and Davidson 1999; Palmrose 1986 ). These differences may enable larger firms to provide IT-related audit training and to better use computer-related audit procedures. Larger audit firms may be more adaptive and more likely to adjust their audit procedures to changes in client IT by incorporating more computer-related procedures. Of particular note is the use of IT specialists. Since larger firms generally have more resources, they may be more likely to develop, support, and employ IT specialists than smaller firms.
Furthermore, auditors employed by larger firms are more likely to audit larger clients who possess more complex IT. Given the fact that audit standards advise auditors to rely more heavily on internal controls for clients with complex IT (AICPA 2001), we surmise that computer-related audit procedures use may vary by firm size. Since most prior research has focused on Big 4 firms, it is unclear to what extent auditors employed by national firms will use computer-related audit procedures and IT specialists when examining clients with complex IT.
3 Therefore, the following research questions are posed:
RQ2a: When examining clients with complex IT, does the use of computer-related audit procedures vary by firm size?
RQ2b: When examining clients with complex IT, does the use of an IT specialist vary by firm size?
III. METHOD Participants
Participants included 181 auditors representing Big 4, national, regional, and local firms from geographically different regions of the U.S. One researcher attended an AICPA training seminar to obtain responses from 109 auditors from national, regional, and local firms. We also contacted local offices of each Big 4 firm and one national firm. From these contacts, we collected data from 72 auditors.
As shown in Table 1 , participants averaged 12.7 years of financial audit experience and their average age was 36.5 years. Many participants (86.2 percent) held CPA certificates. The majority of the participants (71.0 percent) were male. Participants worked for a variety of firms; 36.7 percent of participants were employed at local firms, 14.7 percent at regional firms, 17.5 percent at national firms, and 31.1 percent at Big 4 firms.
Instrument Development and Validation
In developing our field-based instrument, we sought several sources in which to obtain credible evidence on computer-related audit procedure use, including use of IT audit specialists and whether control risk assessment and audit firm size are associated with use. Specifically, we examined SAS Nos. 94, 96, 99, 100 and various audit risk standards for computer-related audit procedures and recommendations for IT audit specialist use. We employed a broad definition of computer-related audit procedures that included procedures used to examine client general and application IT controls as well as CAATs. To the degree possible, we used audit standard wording in our field-based instrument. For example, the wording in the instrument describing computer-related procedures to obtain understanding of client systems and business processes is from SAS No. 94 (i.e., AICPA 2008, AU 319.49).
Measurement Issues
As noted above, since computer-related audit procedure use varies significantly by audit, pilot tests indicated that due to the wide diversity of client IT, participants would
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have difficulty determining their typical client. Therefore, we asked participants to select one client with highly computerized systems and indicate if they used each audit procedure for that selected client, rather than for a typical client. To measure control risk assessment, participants indicated whether they assess control risk below maximum level due to the highly computerized transaction and financial reporting systems for the selected client. 4 Consistent with recent research on client IT and audit planning (Bedard et al. 2005) , we measure computer-related audit procedure use, including IT specialists, at the individual auditor level. Obtaining audit procedure use data at the firm level is impractical and would be less sensitive to individual client attributes. 5 We used two measures of IT specialist use. First, participants indicated if they used an IT specialist during the audit for the selected client. Second, participants indicated if they used an IT specialist to perform four specific audit procedures (i.e., inquire of client IT personnel, inspect systems documentation, observe IT control operations, and test IT controls) for the selected client.
Audit firm size is measured with four categories: Big 4, national, regional, and local. Prior research generally compares data from Big 4 firms to smaller firms (Manson et al. 1997 (Manson et al. , 1998 ). While it is commonly known that large CPA firms have made significant investments in IT (Banker et al. 2002; O'Donnell and Schultz 2003) , little descriptive research exists that documents use of computer-related audit procedures and IT audit specialists by non-Big 4 firms.
Finally, we added two covariates to our logistic regressions: client IT complexity and external audit experience. Since IT use may vary by client IT complexity, we asked participants to rate the IT complexity for their selected client on a seven-point scale where 1 ϭ manual processing and 7 ϭ highly automated financial reporting system. Also, previous research has found IT use to vary by external audit experience (e.g., Curtis and Viator 2000; Hunton et al. 2004; Viator and Curtis 1998) . Table 2 displays the demographics and audit characteristics for the selected clients. The audits were conducted between 2003 and 2005. Client asset size varies greatly with the average reported at $1.8 billion in assets. 6 On average, participants rated the IT complexity for their selected client as 5.3 on the seven-point scale described above. Sixty-four percent classified the role of information technology in the selected client as being used to provide information to empower management and employees (i.e., informate up/down [Chatterjee et al. 2001] ).
IV. RESULTS Descriptive Statistics
Approximately 43 percent of participants assessed control risk below the maximum level when examining clients with complex IT. Thirty-eight percent spent one to three weeks on the audit, 32 percent spent one month, and 30 percent spent greater than two months. 4 As a result, only control risk related to system complexity is measured here. This provides a strong examination of our research questions because materiality differences due to non-IT factors are controlled. 5 Consistent with prior research (Apostolou et al. 2001; Lowe and Reckers 2000; Sprinkle and Tubbs 1998) , participants also rated the importance of each procedure in a typical audit of a client with highly computerized transaction and financial reporting systems on a seven-point scale with endpoints of 1 ϭ not important and 7 ϭ very important. The two measures for each individual audit procedure, importance and use, were highly statistically correlated with Pearson correlation coefficients ranging from 0.55 for obtaining electronic records to 0.74 for evaluating general access controls. Results for importance using ANCOVA rather than logistic regression analysis (since importance was collected using a seven-point scale) were qualitatively similar to those reported in the paper. 6 As expected, client asset size is statistically significantly correlated with audit firm size (r ϭ 0.52; p Ͻ 0.0001). a Participants were asked to select one client with highly computerized transaction and financial reporting systems that they audited within the last year. Demographics for these selected clients and audit characteristics are reported. b Participants rated the IT complexity for their selected client where 1 ϭ manual processing and 7 ϭ highly automated financial reporting system. c Participants were told that automate refers to IT replacing human labor by automating business processes;
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informate up / down indicates IT provides data / information to empower management and employees; transform refers to IT fundamentally altering traditional ways of doing business by redefining business processes and relations. d One or more participants did not answer question.
Forty-five percent responded that an IT specialist was used during the selected audit. The most common evidence collection method was using both paper and electronic methods (90.2 percent) versus using strictly paper evidence (8.7 percent) or only electronic evidence (1.1 percent). Finally, standards suggest that auditors may be required to make changes to information requests and/or audit procedures due to client electronic data retention policies. 7 A majority of our participants (65.3 percent) did not make changes to information requests and/or audit procedures due to the selected client's electronic data retention policies.
Descriptive statistics indicate that audit procedure use varies significantly by audit phase (see Panel A of Table 3 ). Use was high during the audit planning phase as most participants consider client IT in the risk assessment process (RiskAssessment) (88.2 percent), obtain an understanding of client system and business processes (ranging from 82.6 percent for reviewing processes used to prepare the client's financial statements, ProcessesToPrepareFinancialStatements, to 94.8 percent for examining significant transactions supporting the client's financial statements, SignificantTransactionsSupportingStatements), and request that their client provide electronic records (RequestClientElectronicRecords, 93.1 percent). Use during control testing was lower as the percent of participants that use automated, application, and general controls varied from 54.1 percent for testing automated controls to determine if they function effectively throughout the audit period (AutomatedControlEffectiveness) to 72.0 percent for evaluating access controls (AccessGeneralControl). However, fewer participants used CAATs for substantive testing (ranging from 35.3 percent to 54.8 percent). Finally, as shown in Panel B of a Percentage of participants that indicated they used procedure when auditing selected client. b Systems software controls refer to general computer controls over the operating systems and utility programs that manage the computer resources. c Includes only participants who initially indicated that they used IT audit specialists on selected audit as shown in Table 2 . Two participants failed to answer these questions.
to observe the operation of IT controls (SpecialistObserveITControlOperations), 86.7 percent to inspect system documentation (SpecialistInspectSystemDocumentation) and 90.4 percent to inquire about client's IT processing (SpecialistInquiryClientPersonnel).
8
Implications for Future Research
Our descriptive results suggest that computer-related audit procedure use varies by audit phase. Future research examining why computer-related audit procedure use is higher during audit planning and control testing than during substantive testing may be warranted. Perhaps, in order to evaluate controls, many of which are embedded in the client's IT, auditors have no choice but to use computer-related audit procedures. However, in the substantive testing phase, auditors used a mix of procedures, despite potential advantages of using computer-related procedures (i.e., continuous auditing).
Future research could examine why the use of CAATs in general and IT specialists is somewhat low. For example, perhaps individual auditors are uncomfortable with certain computer-related procedures because of their own IT knowledge limitations, suggesting more education and/or training in this area is needed. The level of training and support that auditors receive from their firm may govern the extent to which CAATs are used. This may be coupled by a scarcity of IT specialists, the degree to which subordinates have discretion regarding the extent to which they comply with the requests of their managers (Kennedy et al. 2008) , or perhaps there is no need for more IT specialists (Hunton et al. 2004 ). Alternatively, is it more of a function of firm-wide policy, including recommendedversus-required audit procedures such as CAATs (Venkatesh et al. 2003) or budget time frame issues as examined in Curtis and Payne (2008) ? Thus, future research could rely on information systems theories such as technology acceptance model (Davis 1989) , theory of planned behavior (Ajzen 1991; Taylor and Todd 1995) , innovation diffusion theory (Moore and Benbasat 1991) , or social cognitive theory (Compeau and Higgins 1995) 
to examine
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if CAATs use is related to the IT knowledge of the individual auditor, the skill set of the IT specialist, the amount of training and support provided by the audit firm, the budget timeframe, or perceived lack of need or limitations inherent with current CAATs.
RQ1 Findings
Our first research question examines whether computer-related audit procedure use varies by control risk assessment. Descriptive statistics presented in the first two columns in Table 4 suggests that, in general, auditors who assessed control risk below maximum are more likely to use computer-related auditor procedures. Further, we ran logistic regressions for each IT with use as our dependent variable, control risk and firm size as the independent variables, and client IT complexity and external audit experience as covariates.
9
To determine if computer-related audit procedure use varies by control risk assessment when examining clients with complex IT (i.e., RQ1a), we examine the odds ratio for control risk as shown in the second column in Table 5 . To illustrate the odds ratio of 2.797 to 1 for RiskAssessment suggests that holding all other variables constant, participants who assessed control risk below maximum are approximately three times more likely to include client technology considerations in the risk assessment process than those who did not rely on controls. Results suggest that in complex IT environments when auditors relied on controls (that is assessed control risk below maximum), they were more likely to use computer-related audit procedures. Specifically, Panel A indicates that participants who relied on controls were more likely to consider client IT issues to test application controls and access general controls, and to use CAATs for several tasks.
Similarly, to examine if use of IT specialists is associated with control risk assessment when examining clients with complex IT (i.e., RQ1b), we ran logistic regressions for each audit procedure using IT specialists with use as our dependent variable, control risk and firm size as the independent variables, and client IT complexity and external audit experience as covariates.
10 Logistic regression results (see Panel B of Table 5 ) found no differences in audit procedure use between those respondents who use IT audit specialists and assess control risk below maximum and those who assess control risk as maximum.
Implications for Future Research
These results suggest that auditors are more likely to use computer-related audit procedures when they rely on internal controls. However, results vary as to which computerrelated procedures were significantly related to internal control reliance. Future research is needed to investigate why some computer-related procedures were significantly related to internal control reliance (i.e., evaluate fraud risks), while others were not (i.e., inventory evaluation). Perhaps some tasks still require some manual procedures (i.e., inventory observation) whereas others have specific software applications developed for them (i.e., client risk assessments).
In addition, future research could examine if there is a general trend to use more computer-related audit procedures as client IT becomes increasingly complex over time. Moreover, if auditors tend to rely more on client controls in complex IT environments, 9 External audit experience was not statistically significant for each audit procedure, thus we do not report its odds ratio in Table 5 . 10 In addition, cross-tabulating IT specialist use and control risk assessment finds that 46 of the 74 participants (62 percent who assess control risk below maximum also use IT specialists while only 31 of the 98 participants (32 percent) who assess control risk at maximum used IT specialists. One participant who accessed control risk below maximum and two participants who accessed control risk at maximum did not answer the question regarding IT specialist use. Chi-Square results indicated that this relation is statistically significant (Chi-Square value ϭ 15.9; p ϭ 0.0001). Includes only participants who initially indicated that they used IT audit specialists on selected audit as shown in Table 2 . Ͻ0.001 future research could investigate if the relationship between control risk assessments and audit procedures has strengthened over time. Auditors may increasingly gravitate away from manual audit procedures and reconsider the balance of manual and computerized audit procedures that is most appropriate for each client.
RQ2 Findings
Next, descriptive statistics examining whether computer-related audit procedure use (RQ2a) and use of IT specialist (RQ2b) vary by audit firm size are presented in Table 4 . Results suggest that, in general, auditors from Big 4 firms are more likely to use computerrelated audit procedures. To further examine our data, we used firm size planned contrasts. Our planned contrasts examine whether the use varied between Big 4 and non-Big 4 firms, Big 4 and national firms, and national and smaller firms.
11 Results for RQ2a, shown in Panel A of Table 5 , indicate that auditors employed by Big 4 firms are more likely than those working for smaller firms to use computer-related audit procedures such as (1) obtaining an understanding of the client's systems and processes by examining the process to prepare the financial statements, (2) testing automated controls, (3) evaluating general computer controls, and (4) using CAATs to evaluate fraud risk, identify journal entries to be tested, check accuracy of electronic files, and obtain evidence about control effectiveness. Furthermore, auditors from Big 4 firms are more likely than auditors from national firms to use computer-related audit procedures to (1) obtain an understanding of the client's systems and processes by examining the process to prepare the financial statements, (2) test the effectiveness of automated controls, (3) evaluate program change and access general computer controls, and (4) use CAATs to identify journal entries to be tested.
Results regarding RQ2b indicate that auditors from Big 4 firms who used IT specialists are more likely to use the specialists to inspect system documentation and observe IT control operations than are auditors from smaller firms. In addition, auditors from Big 4 firms who used IT specialists are more likely than auditors from national firms to use the specialists to inquire of client personnel and inspect system documentation.
Implications for Future Research
Our results suggest that computer-related audit procedure use varies by audit firm size.
12
Future research could examine if this creates barriers to entry for small audit firms given that even small public companies are now subject to Sarbanes-Oxley Section 404a requirements and will soon be subject to Section 404b (mandating an auditor evaluation of internal controls). For example, do smaller firms have sufficient numbers of IT specialists available to perform audits? Another avenue of research related to firm size would be to examine whether other audit procedures (not involving technology) are differentially used depending on the size of the firm and their respective clients. Future research could investigate the reasons for these differences and the effects on systems and audit quality. Are universities providing appropriate education? Is there a shortage of college graduates with a combination 11 Before grouping responses from regional and local firms together, we ran an initial planned contrast to identify any differences between responses from these two groups. Results noted only one statistically significant difference between responses from regional and local firms: use of IT audit specialist to test IT controls (SpecialistTestITControls). 12 To examine whether the interaction between control risk assessment and firm size is statistically significant, we added an interaction term to each logistic regression. The interaction term was not statistically significant in any of the regression models.
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of IT and accounting skills? Do SOX regulations go too far or does the audit profession need to rise up to expectations?
V. CONCLUSIONS, IMPLICATIONS, AND FUTURE RESEARCH In contrast to some previous research, our results suggest that client IT complexity influences the nature of audit testing, and gives standard setters insights into how auditors adjust audit programs in response to control risk assessments. While previous research has found mixed results on the relation between client risks and audit planning, and often focused on audit effort, our study shows a clear linkage between auditors' control risk assessments and the nature of tests used with respect to computer-related audit procedures. The results also indicate a wide range of variability in terms of the procedures auditors select for high IT clients. Future research should examine whether these differences are due to auditors tailoring their audit programs based on individual client-related factors or whether they arise because of individual or audit firm differences in audit approaches. Unlike previous research, which focused primarily on Big 4 firms, our study considers the role of audit firm size. For example, our results indicate that while auditors employed by national audit firms are more likely to have control risk assessed below maximum than those working for smaller audit firms, use of computer-related audit procedures is surprisingly similar.
Future research needs to examine the extent to which these computer-related audit procedures improve audit effectiveness and efficiency. For example, are auditors willing to reduce substantive tests if control risk is low, consistent with AS No. 5? Or are they still reluctant to reduce their own work given concerns about liability? Moreover, recent research by Hoitash et al. (2008) finds a link between internal control quality and audit costs. Therefore, future research could examine if increased reliance on internal controls leads to reductions in substantive testing, manual procedures, and possibly audit costs.
In addition, Hermanson et al. (2000) found that internal auditors are sensitive to traditional IT controls such as asset safeguarding and data integrity, but did not focus on risks related to systems development and acquisition. Future research could investigate if external auditors have a similar tendency to focus on traditional IT controls, and how that may be linked to their choice of computer-related audit procedures.
The results of our study should be interpreted in light of the following limitations. First, this paper examines audit procedures discussed in current standards (AICPA 2002a (AICPA , 2002b (AICPA , 2002c (AICPA , 2006 but not in relation to a specific internal control framework. Several professional organizations have developed internal control frameworks and corresponding audit procedures (Colbert and Bowen 1996; Hermanson et al. 2000; Kerr and Murthy 2008; Tuttle and Vandervelde 2007) . Additional research could examine the use of these frameworks as a basis for selecting audit procedures, as well as new frameworks that may emerge from recently formed standard-setting bodies (e.g., PCAOB).
13 Second, auditors may assess control risk at maximum for audit efficiency reasons, although they are required to test key controls for large publicly held clients (PCAOB 2007) . We cannot determine if our participants who elected not to rely on controls did so after finding poor client internal controls or whether their lack of control reliance was due to audit efficiency issues. Future research could examine this important issue. Third, our study requires participants to self-report control risk assessment for a single client with highly computerized transaction and financial
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Furthermore, different auditors may define IT complexity differently. Although our pilot study participants interpreted this term similarly, we are unable to guarantee that study participants from different firms defined the term similarly. Also, since auditors employed by larger firms are more likely to audit larger clients, our firm size is somewhat confounded with client size. Finally, we acknowledge that auditors from some of the smaller firms may not have had access to IT auditors or had individuals trained to conduct CAATs. Our study, however, did not collect data on these variables.
