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Abstract- In this paper, we propose a new and efficient method to develop technique for hiding the text 
behind the image. Steganographic techniques allow one party to communicate information to another party 
without a third party even knowing that the communication is occurring. The proposed approach works by 
dividing the cover into blocks of equal sizes and then embeds the message in the edge of the block depending 
upon the embedding algorithm. 
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I.INTRODUCTION 
 
A large amount of information is being transmitted over the internet,not only text but image,audio,video 
and other multimedia files also.Images are widely used in daily life,so security of Image data is an important 
requirement.  Steganography  includes  the  concealment  of  information  within  computer  files.  In  digital 
steganography, electronic communications may include steganographic coding inside of a transport layer, such as a 
document file, image file, program or protocol. Media files are ideal for steganographic transmission because of 
their large size. Text steganography is considered to be the most difficult kind of steganography due to the lack of 
redundancy in text as compared to image or audio. However, it requires less memory and provides for simpler 
communication.  Steganography  provides  a  means  of  secret  communication  which  cannot  be  removed  without 
significantly altering the data in which it is embedded. The embedded data will be confidential unless an attacker 
can find a way to detect  it.[2] 
There are many methods for steganography ,to hide the secret message into the image.LSB is the well known 
method for data hiding.The approaches for steganography that are based on LSB can be found in[6].The another is 
PVD Method[7] i.e. pixel-value differencing method divides the cover image into blocks and modifies the pixel 
difference in each block for data embedding.Gray-level modification Steganography is a technique to map data by 
modifying the gray level values of the image pixels.It uses the odd and even numbers to map data within an image. 
 
 
                                
 
 
 
 
 
 
                                               (Technique use in Steganography) 
                                          
                                       Cover media+Embedded message+Stegokey=Stegomedia[2] 1717 
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There are two major steps.First one is embedding the secret message in cover media using stegokey.the second one 
is extracting the secrect message from the cover media using stegokey.For extraction the secret message from the 
stego-media the reciepent must have the stego-key.  
II. PROPOSED ALGORITHM  
The proposed image encryption algorithm has two major steps. Firstly, Find the place where the message is to be 
embedded and Second,the embedding algorithm. 
 
Step 1 :  
   1. Divide the cover image into blocks . 
   2. Calculate the  median for each block M. 
   3.Calculate the square root of median for each block. 
                        S=fix(sqrt(M)) 
  4.Calculate the difference value for each two consecutive pixels Pi and Pi+1. 
                        Di=Pi-Pi+1 
  5.If Di>=S then embed the message in Pi. 
  (go to step 2) 
Step 2:Embedding algorithm 
   1. Split each pixel Pi into two equal parts. 
   2. Make the least significant four bits of the pixel to zeros. 
   3. Split the Message into two equal parts. 
  4. Make the most significant four bits to the zeros. 
  5. Apply bitxor operation on the two results. 
The  recipient  uses  the  extraction  algorithm  i.e.reverse  order  of  embedding  algorithm  to  extract  the  secret 
message from the stego-image.        
  
                                                          III. EXPERIMENTAL RESULTS 
  In this section we present the experimental results of stego-image on well known image Lena.                      
                                                                  
                                                                  The cover image (Lena) 128*128 
                             
                                                                     
 
                                                               (The Message) 
                                                                                                  
                                                                       
                                                                        
                                                                     The Stego-Media(Lena) 128*128                                                                                         IJECSE,Volume1,Number 3  
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  The Secret Message (After Extraction)   
       
                                                                   IV. PSNR AND MSE 
PSNR (Peak Signal to Noise Ratio) measures the quality of the image by comparing the original image 
with the stego-image,i.e. it measures the percentage of the stegano data to the image percentage. 
The PSNR is computed using the following formulae:  
                                                  
The mean squared error (MSE) of an estimator is one of many ways to quantify the difference between 
values implied by an estimator and the true values of the quantity being estimated. 
                                               PSNR=10  db 
From the figure it can be seen that the proposed method gave the better  results than the other method such 
that there is no difference between the original image and stegano-image.The typical PSNR Value is 45[5].We used 
the PSNR to evaluate the quality of the stego-image after embedding the secret message in the cover.We have 
examined the result of proposed algorithm with the recorded results of PVD and GLM[2]. 
 
                
 
                                                               V.CONCLUSIONS AND FUTURE WORK 
In this paper, we presented a new algorithm of hiding the text behind the image.We have compared the new method 
with  two    well  known  methods,PVD  and  GLM  methods.Experimental  results  showed  the  effectiveness  of  the 1719 
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proposed  method  and best  values  for the PSNR  measure,which  means that there is  no  difference  between the 
original,abd the stegano-images. 
 
Future work will consider doing the following modifications to the proposed method: 
1.  Apply the proposed method on color images. 
2.  Apply the proposed method on the images which are not square in size. 
3.  Even if we do some transformations on the image like scaling,rotation or compression,the secret message 
should be preserved. 
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