ABSTRACT
Introduction
In recent years, the traditional, detailed planning processes have proven to be especially effective at hybrid warfare problem solving, but not always the right problem. Innovation and adaptation provide the flexibility that allows us to adjust to the dynamic nature of the hybrid operational environment.
Warfare has changed -no concrete battle lines exist, technology is an everchanging friend and foe, and globalization brings myriad players into the equation that did not exist even two decades ago. The nature of the global environmentespecially the myriad dynamic and competing cultures, the derivative range of actors (both combatants and noncombatants) coupled with technology proliferation -ensures the operational environment subsets will show continuous change over the next 20 years.
Hybrid War -Descriptive Values
The history of using the concept of hybrid war reveals numerous studies and analysis, often contradictory, which develop or are influenced by ideas sometimes considered futuristic or by some conservative or even by some pragmatic ones. This issue is also reinforced by specialists in the field, such as Paul Latawski (2011) The transformations in the security environment, specific to the last decades reveal that security management can no longer be analyzed by taking into consideration templates, principles and changeless criteria, but it is becoming more and more dependent on a multitude of variables. However, a constant feature, with a decisive role in shaping the hybrid actions is the space determined by three coordinates: geographical, virtual and cognitive one.
Space -An Essential Feature of Hybrid War
According to The Explanatory dictionary of the Romanian language, the space is defined as "the limits to which an action is carried ou" (Academia Română, 1998) .
Although there are conflicting theories concerning the relationship between the hybrid war and borders, it is certain that one of the goals as well as one of the effects of the hybrid war is to eliminate borders. On one hand, an eloquent example in this respect, the recent conflict in Ukraine, reveals and confirms the influence of the hybrid war over borders. It is recognized the fact that the Russian-Ukrainian common border in Dombas, represents an obstacle to the maneuver forces and military and nonmilitary capabilities, supply materials-in general, to the freedom of movement.
On the other hand, the existence of borders, in the scenario of the hybrid war in which the tendency of employment of its components at great distances without leaving their mark or making themselves visible, has no relevance.
From the perspective of the subject of this article, the infrastructure represents the area that limits and is preferred as development space of the hybrid war. According to The Explanatory dictionary of the Romanian language, "infrastructure", in this context, is "the assembly of the elements which constitute the technicalmaterial base of a society" (Academia Română, 1998) .
Conceptually, in the opinion of specialists, infrastructures are divided, as a rule, into three broad categories: common infrastructures, special infrastructures and critical infrastructures (Alexandrescu and Văduva, 2006) . An important feature is that these three types are interconnected, they can move from one category to the other, cyclically, depending on the nature of the safety and security of the systems or processes whose components they are. Thus, the infrastructure becomes critical due to the importance of its destination and the negative effects that it produces, if used in hybrid war tactics and techniques, or simply if it is destroyed. Here is therefore a new dimension of the space, of the hybrid war, respectively, cyberspace, which brings with it not only the multiplication of risks and threats, but also an increase in their degree of complexity, whether it is political, economic, social or security.
In the current environment of security, no one doubts that the hybrid warfare is a form of fighting the cold war nor the fact that the cyber-attacks is a weapon of the hybrid war. These two realities require the increase of the pace for the implementation of countermeasures.
Another important element of the cyberspace is the radio spectrum, part of the electromagnetic spectrum. The radio spectrum, quantified as an important national resource, is one of the areas mostly subject to strict international regulations, through the International Communications Union, which operates under the aegis of the United Nations (UN).
At the NATO level, the space for the engagement of forces, in the event of a hybrid -type crisis, is evaluated according to the pillars used within the concept PMESII (political, military, economic, social, of infrastructure and information) (Air Force Research Laboratory, 2009 ).
According to some foreign and Romanian military specialists (Paul, 1999) , the development spectrum of warfare asymmetric actions, such as the hybrid war, includes: global (planetary) space, for which strategic concepts are elaborated; the space of some areas of the globe, including those located at large distance between them, where political, economic, spiritual interests, etc. are maintained or promoted (by force of arms as well); strategic interest space (an area or a land or sea region in the vicinity of national territory); the national territory. 
Conclusions
These historical landmarks, with fingerprints in the genesis of the hybrid phenomenon, become therefore particularly useful in identifying the actors in such a conflict, incorporating the most diverse forces and means, sometimes spontaneously, configured for actions and effects that converge concertedly. The term hybrid is, at the same time, sufficiently vague and complex to mean anything, but for sure the Trojan horse, the decisive vector can be represented by an increased flexibility in the taking of decisions, the freedom of action of forces in the field or the technological factor.
