Abstract. In this paper, we propose a (n, n)-threshold reversible secret image sharing scheme using histogram shifting. Unlike Shamir's secret sharing, the proposed scheme does not utilize polynomial operation and Lagrange's interpolation. We evaluate image distortion ratio between original and shadow images. As a result, the image distortion ratio of the proposed scheme are superior to previous schemes.
Introduction
Shamir [1] proposed a secret sharing scheme in 1979. The concept of this scheme is that encode a secret data distribute to n participants, where any t or more of the shares can be collected to recover the secret data. However, any t -1 or fewer of them will gain no information about it.
In 2004, Thien and Lin [2] proposed to share user-friendly shadow images which are a shrunken version of the secret image. However, the recovered image has a low quality because the perfect reconstructed image does not get from the extraction process. At the same year, Lin and Tsai [3] proposed a new type scheme using steganography. It used the parity bit and embeds 8-secret bit into a 2×2 pixel of cover block using LSB method. Yang et al. [4] used hash function in order to authenticate stego images because the parity bit is not suitable for authentication mechanism. In additional, they used Galois fields in order to prevent distortion of the secret image. Chang et al' [5] used CRT in order to improve the authentication ability and enhancing the quality of shadow image [6] . Lin and Chan [7] proposed a reversible secret image sharing scheme using modulus operation. In this scheme, secret data was embedded into cover image by the remained value of cover pixel. This paper proposes a new secret image sharing scheme without polynomial operation and Lagrange interpolation. In the sharing procedure, a histogram is generated by difference value. The generated histogram decides to the peak and zero points pair, and shifts according to a secret bit. Generated shadow images are distributed to n participants. In experimental results, we compare the proposed scheme with a previous scheme from the point of view the image distortion.
The Proposed Scheme

Secret image sharing procedure
The size of a cover image is M×M, and the image distortion decide by the size of cover image and k-bits. It is the secret bits to embed into a cover image. Hence, the peak points can shift until 2 k -1. It selects the zero point.
Input: C, S, and k Output: n shadow images (Sh 1 , Sh 2, …, Sh n )
Step 1: load a cover image and copy n-1 times.
n is the number of participants.
Step 2: Generate a histogram by using difference d (i,j) between C (i,j) and C n-1(i,j)
′ . The peak point of generated histogram is always 0 and the zero point selects 2 k -1.
Step 3: Convert the pixel value of S into binary system before the embedding. For example, when the pixel values of S are 162 and 165, the binary values are 10100010 (2) and 10100101 (2) .
Step 4: Embeds the k-bit to the pixel value of l-th column of C n by using LSB(k) where l is (1 ) l n ≤ ≤ . If the secret bit is same the peak point, then peak point is fixed. In the otherwise, the peak point is shifting to the value of secret bit. The maximum shift value is 2 k -1. Figure 1 shows the example of (3, 3)-threshold proposed scheme.
Step 5: Distribute shadow images (Sh 0 , Sh 1, …, Sh n ) to n participants.
Reconstruction procedure
Input: n shadow images (Sh 1 , Sh 2, …, Sh n ) Output: Extracted secret image (S′) and reconstructed cover image (C′)
Step 1: Generate a histogram by using difference
Step 2: Generate a histogram using
The peak point is always 0 and the zero point can get using histogram. The maximum value of histogram is 2 k -1.
Step 3: Extract the k-bit to the pixel value of l-th column of Sh n by using LSB(k) where l is (1 ) l n ≤ ≤ . If the secret bit is same the peak point, then peak point is fixed and extract 0. In the otherwise, 1 extract from the shadow and the value of histogram is shifting to the peak point.
Step 4: Reconstruct a cover image by using unchanged pixel of shadow images.
Experimental Results
The image distortion ratio result of the proposed scheme are higher than their scheme as shown in Table 1 . Although n (that is, the number of participants) was increased, the qualities of generated shadow images in the proposed scheme always are higher than their scheme. 
Conclusions
This paper proposed a new (n, n)-threshold reversible secret image sharing scheme using a histogram shifting. In experimental results, the image quality of the proposed scheme was higher than Lin and Chan's scheme.
