The impact of using different wavelet packet subband structures in JPEG2000 on the matching accuracy of a fingerprint recognition system is investigated. In particular, we relate rate-distortion performance as measured in PSNR to the matching scores as obtained by the recognition system. Employing wavelet packets instead of the dyadic wavelet transform turns out to be of advantage only in case of low bitrates (i.e. high compression rates). For such settings, the good performance of the WSQ structure is confirmed also in JPEG2000 and in particular we get better recognition accuracy using the WSQ structure as compared to the employment of a rate-distortion optimising subband selection approach.
INTRODUCTION
With the increasing usage of biometric systems the question arises naturally how to store and handle the acquired sensor data. In this context, the compression of these data may become imperative under certain circumstances due to the large amounts of data involved. Among other possibilities (e.g. like template storage on IC cards), compression technology may be used for the transmission of sample data between sensor and matching device in distributed biometric systems, where the data acquisition stage is often dislocated from the feature extraction and matching stage (this is true for the enrolment phase as well as for authentication). In such environments with often low power and mobile acquisition devices, the sensor data have to be transferred via a network link to the respective location, often over wireless channels with low bandwidth and high latency. Therefore, a minimisation of the amount of data to be transfered is highly desirable, which is achieved by compressing the data in lossy manner before transmission.
However, the distortions introduced by compression artifacts may interfere with subsequent feature extraction and may degrade the matching results. In particular, FRR or FNMR will increase (since features of the data of legitimate users are extracted less accurately from compressed data) which in turn affects user convenience and general acceptance of the biometric system. In extreme cases, even FAR or FMR might be affected.
Optimisation of compression algorithms to meet the specific properties of the data to be compressed is a natural strategy. For example, contrasting to the optimisation of the JPEG quantisation matrix with respect to human perception as done for the development of the default matrix in the standard, rate/distortion criteria have also been used successfully for the design of this matrix. 1 Compression algorithms tuned for application in the pattern recognition context have been proposed, 2 which are based on the modification of the standard JPEG compression algorithm: this is done by emphasising middle and high frequencies and discarding low frequencies (the standard JPEG quantisation matrix is rotated by 180 degrees). JPEG quantisation matrix optimisation has already been considered in biometrics: a rate/distortion criterion is employed in the context of face recognition 3 and superior recognition performance is achieved as compared to the standard matrix. We have designed optimised JPEG matrices for iris data compression in recent work [4] [5] [6] leading to recognition performance improvements as well.
In this work, we focus on fingerprint image data. Inspired by WSQ ("wavelet scalar quantisation" as designed by the FBI for its fingerprint databases 7 ), which uses a specific wavelet packet (WP) subband structure emphasising the important high frequency bands, we will apply wavelet packet subband structures 8 in JPEG2000 9 as defined in Part 2 of the standard.
The use of adapted WP basis for image compression purposes has been subject to investigation since the introduction of the first adaptation technique called "best basis algorithm". 10 In this approach, a rate-independent but suboptimal selection scheme is used based on various additive information cost functions. An extension to this approach employing non-additive cost functions has been developed soon after.
11
We have used genetic algorithms 12 to assess the degree of optimality and to further optimise the subband structures found by these algorithms in earlier work. The employment of rate-distortion optimisation criteria for WP subband structure selection has been first demonstrated for classical wavelet image coding schemes, 13 but has been extended later even to WP zero-tree based compression algorithms.
14 The first approach and some suboptimal variants thereof have been integrated into embedded block-based coding schemes recently.
15, 16
The employment of WP subband structures in the context of JPEG2000 Part 2 has not been subject to extensive investigations so far. In earlier work, we have assessed the variants of representing WP bases as discussed during the development of the JPEG2000 Part 2 standard with respect to compression performance 17 and have proposed to use secret wavelet packet bases as a means for compression integrated JPEG2000 encryption 18 (where the impact on compression performance needs to be controled). Besides using the classical Dyadic and WSQ WP structures, we integrate the classical rate distortion opimizing WP subband selection scheme 13 into the JPEG2000 EBCOT coding framework applying the rate-distortion optimal basis selection to the compression of fingerprint images. Specifically, we will employ rate-distortion optimised subband structures adapted for each image.
In Section 2, we review and discuss the available literature on fingerprint image compression. Section 3 is the main part of this work where we first describe the employed image compression techniques, the used biometric recognition system, and the data these algorithms are applied to. Subsequently we present and discuss our experimental results where we compare and rank the compression algorithms in use. Section 4 concludes the paper.
COMPRESSION OF FINGERPRINT DATA
During the last decade, several algorithms and standards for compressing image data relevant in biometric systems have evolved. The certainly most relevant one is the ISO/IEC 19794 standard on Biometric Data Interchange Formats, where Parts 4, 5, and 6 cover fingerprint, face, and iris image data, respectively. ISO/IEC 19794-4 allows fingerprint image data to be stored in lossy manner in the JPEG, 19 WSQ, 7 and JPEG2000 9 formats, where the latter is recommended. A corresponding specific JPEG2000 Part I profile for 1000 ppi fingerprint images has been proposed.
20
While the data formats specified by the ISO/IEC 19794 standard are fixed at present state, their impact on recognition accuracy as compared to other algorithms is not well investigated and documented. Also, the corresponding compression schemes are mostly employed with their respective default settings and are hardly optimzed with respect to the target image material. Moreover, many other general-purpose algorithms as well as techniques tailored to specific biometric modalities exist, which we will discuss in the following.
It is worth noticing that the evaluation of compression performance in biometric systems is surprisingly limited to PSNR or RMS-error computation and to psycho-visual studies in many investigations. Effects on actual matching rates or recognition accuracy are rarely documented, especially in the earlier papers on the topic.
Fingerprint images exhibit characteristic high energy in certain high frequency bands resulting from the ridge-valley pattern and other structures. To account for this property, the WSQ standard for lossy fingerprint compression as adopted by the FBI 7 uses a specific wavelet packet subband structure which emphasises the important high frequency bands. This standard has been shown to be clearly superior to JPEG compression in terms of psycho-visual and PSNR quality. Wavelet-based compression schemes have been subsequently investigated in great number for their usefulness in fingerprint compression. Filter choice in classical pyramidal coding schemes specifically tuned for fingerprint compression has been one of the main areas of research. Biorthogonal filters have been identified as being superior to orthogonal ones. 22, 23 More specialised filters are optimised for fingerprint compression, 24 e.g. a special type of wavelet filter (polyphase) to adapt to high frequency content is suggested. 25 Simulated annealing over the wavelet filter coefficients 26 is used as well as a method based on the coevolutionary genetic algorithm 27 to evolve specialised wavelets for fingerprint images (the latter work with focus on the JPEG2000 context).
Inspired by the WSQ FBI algorithm, a few WP based fingerprint compression schemes have been developed. An improved WSQ entropy coding stage using lossless zerotree coding is proposed. 28 Various subband structures with subsequent lattice vector quantisation as proposed 29 turn out to be superior to JPEG, WSQ, EZW, and SPIHT among others. The concept of adaptive subband structures is also used to improve on the fixed structure WSQ method.
30
The WP filters and the decomposition level are proposed to be adapted in addition to the selection of subbands which results in a better match of the actual frequency characteristics of the image.
31
A final class of compression schemes exploits the strong directional features in fingerprint images caused by ridges and valleys. A scanning procedure following dominant ridge direction has shown to improve lossless coding results as compared to JPEG-LS and PNG. 32 A wavelet footprint representation characterising efficiently singular structures (corresponding to ridges) is used 33 which turns out to deliver better results as compared to the SPIHT algorithm.
34 Contourlets 35, 36 and contourlet packets 37 are used to exploit directional information which also results in improvements as compared to classical algorithms.
One of the few exceptions in designing compression schemes focusing already on optimising matching performance is found in early work 38 where image tiles containing fingerprint minutiae are compressed using PCA and wavelet transform and the effects on FAR of a specific recognition system are studied. In more recent work, 39 we have investigated the impact of JPEG, JPEG2000, SPIHT, PRVQ, and Fractal image compression on recognition accuracy of selected fingerprint and face recognition systems. A similar contribution 40 also relates JPEG, JPEG2000, and (WSQ) compression rates to recognition performance of some fingerprint and face recognition systems.
EXPERIMENTAL STUDY

Setting and Methods
Compression Algorithms
For the wavelet-based JPEG2000 9 standard we have used the JAVA reference implementation JJ2000 * . This software has been extended to enable the use of arbitrary WP bases in a standard conformant manner, the corresponding software is available at www.wavelab.at/sources/. We use three different compression schemes, two of which are based on a fixed subband structure: the first is the classical dyadic wavelet decomposition structure as used in JPEG2000 Part 1, the second is the subband structure as used in WSQ (the latter being implemented into the above mentioned software corresponding to JPEG2000 Part 2). Fig. 1 shows both decomposition schemes.
The third compression scheme integrates a rate-distortion optimal WP subband structure selection algorithm 13 into the EBCOT-based JPEG2000 algorithm, similar to an approach described recently. 15 The algorithm (denoted as RDOH) uses the rate-distortion statistics of JPEG2000 where the EBCOT scheme uses it to find the optimal truncation points for the code-blocks. In addition to the use of the classical rate information, we also consider the JPEG2000 header data during the computation of the optimal subband structure (RDOH stands for "rate-distortion optimisation with headers"). In this technique, for each fingerprint image and each rate considered, a distinct subband structure is computed, which additionally is encoded into the bitstream.
In the subsequent biometric matching, we investigate two cases:
• compressed vs. compressed case (CCC), where we match a compressed "sample image" with all compressed images "in the database" (which are compressed with the same compression-rate as the sample image, given in [bpp]).
• compressed vs. uncompressed case (CUC), where we match the compressed sample image with all the uncompressed images in the database. * http://jj2000.epfl.ch/ 
Fingerprint Recognition System
We employ the NIST Fingerprint Image Software 2 (NFIS2) 41 and apply it in a verification setting. The "MINDTCT"-tool is applied to extract the feature data from the two images subject to matching (after they have been converted from JPEG2000 format to lossless JPEG which is the required input format for MINDTCT). MINDTCT extracts minutiae feature information, i.e. ridge bifurcations and ridge terminations in this case. Subsequently, we employ the "BOZORTH3" matcher which computes the matching value between the two fingerprint images under consideration. Sweeping the matching decision threshold across a wide range of values enables us to compute the false match rate (FMR) and the false non-match rate (FNMR) for a specific compression rate, which are then combined into receiver operating characteristic (ROC) plots. Those are used to compare the different compression settings in the subsequent subsection.
Fingerprint Sample Data
As sample data, we use the 4 fingerprint databases as provided for the Fingerprint Verification Competition 2004 (FVC2004). The different sensors used to acquire the data and the corresponding resolutions are given in Table  1 . In each database, we have images of 120 fingers (forefinger and middle finger of both hands) of 30 different persons with 8 impressions each. In Figure 2 , sample images for each DB are shown.
Experimental Results
First, we present the rate-distortion performance for the three compression schemes under investigation. In Figures 3 and 4 we plot the PSNR against the range of observed bitrates from 0.1 − 0.35 [bpp] (which corresponds to compression rates 80 -25). As it is expected due to the rate-distortion optimal subband structure choice, RDOH is the best approach for all bitrates and databases considered (except for DB3 @ 2000 bytes). For the lowest bitrates, WSQ gets better then the Dyadic subband structure, for higher bitrates the WSQ subband structure exhibits the worst PSNR values.
Now we turn to recognition accuracy as visualised in ROC curves in the following. First, we consider the CCC scenario (where both images involved in matching are compressed to the same bitrate). Fig. 5 shows averaged ROC values across all 4 databases considered, for bitrates 0.1, 0.15, and 2.5 [bpp], respectively. For increasing bitrate (and decreasing compression rate), the curves of the different compression schemes get closer together and the results are less distinctive, however, the ranking among the three compression schemes is preserved. Therefore, concerning database specific results, we only present bitrate 0.1 [bpp] in the following. In the plot, we observe WSQ taking a clear lead and the Dyadic structure being worst. This is surprising since the rate-distortion performance had predicted the opposite behaviour. When considering the results for DB1 and DB2 in the CCC scenario (as shown in Fig. 6 ) we find the results for DB1 to be very close together (with the Dyadic structure being worst), WSQ is even slightly superior as compared to matching uncompressed images (which can be considered a surprise at this low bitrate). The situation is much clearer for DB2: here, WSQ is performing best across the entire range of considered FMRs, while the Dyadic structure performs always worst. When comparing this result to the rate-distortion performance (see Fig. 3 ), we notice that PSNR does not correspond well to the observed recognition performance since WSQ has been identified to deliver worst PSNR values but best recognition accuracy. We now turn to the results for the CUC scenario (i.e. matching a compressed sample against uncompressed database entries). In Fig. 7 For DB1, results are somewhat close together but the Dyadic structure is always worst. While RDOH and WSQ perform almost identical, WSQ is slightly superior for F MR > 0.1. The situation is as clear as in the CCC case for DB2 (with WSQ performing best and Dyadic worst), but the RDOH behaviour is closer to WSQ here. The matching result for DB4 as shown in Fig. 8 .b is similar to that of DB2, but even more pronounced. For DB3 (Fig. 8.a) we observe the interesting effect that for F MR > 0.01, all compression schemes deliver better matching performance as compared to the uncompressed case. This phenomenon has been observed before for some biometric data types and is due to the fact that compression algorithms act as some sort of low-pass filter resulting in a limited denoising capability (which is able to improve the results for some types of data). However, this is somewhat unexpected at a low bitrate like the one considered here. Also in this case, WSQ and RDOH outperform the Dyadic WP structure slightly.
Interpretation
We have found significant differences among the three compression techniques considered for lower bitrates and a subset of the databases considered only. For medium and higher bitrates, the performance is almost identical. Consequently, the use of wavelet packet subband structures in JPEG2000 only results in recognition advantages in case of severe compression being applied.
For the lower bitrates mentioned (i.e. 0.1 -0.2 [bpp]), we have discovered a discrepancy between the image "quality" measure PSNR and the actual recognition performance in case the compressed images are used in the matching process. While the rate-distortion performance of the RDOH WP subband structure selection scheme always produces the best PSNR values (which is obvious due to construction), matching performance is often better for the WSQ structure, which on the other hand exhibits the lowest PSNR performance of all three schemes. The dyadic structure, often being quite close to the leading RDOH scheme in terms of rate-distortion performance, exhibits the worst recognition results. Overall, PSNR is found to be a hardly reliable indicator for matching performance of the fingerprint recognition system considered in case of low bitrates.
We have found the two considered scenarios, CUC and CCC, to result in almost identical trends with respect to the ranking of the compression schemes under investigation. However, in terms of absolute values, CCC results are slightly better. Therefore, it can be recommended to compress both images involved in matching in case compression has to be applied. For one database (DB3), we have even been able to improve on the results of uncompressed imagery.
CONCLUSIONS AND FUTURE WORK
Significant differences among different wavelet-packet based compression schemes in JPEG2000 have been observed for lower bitrates only. In these cases, we have found PSNR to be a poor indicator of finger recognition matching scores. In particular, adaptive, rate-distortion optimised subband structures do not lead to improved recognition behaviour while the fixed WSQ scheme turns out to deliver excellent matching performance also in the JPEG2000 environment.
In future we will cover two issues. First, more and different fingerprint recognition systems will be considered. So far, we do not know if the results do carry over to different types of fingerprint recognition schemes, e.g. not based on minutiae matching. Second, we will develop an algorithm for WP basis choice optimising matching performance instead of rate-distortion behaviour.
