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Abstract
Building upon a framework of the unified theory of acceptance and use of 
technology (UTAUT), this study explores the determinants of citizens’ 
intentions to use the government’s mobile application for risk communication. 
An online survey was conducted with a quota sample of 700 Korean 
citizens. The results from structural equation modeling suggest that social 
media competence and trust in government information are primary 
determinants of willingness to accept the new application and intention to 
use it. Trust in government information appeared to influence the acceptance 
of the application both directly and indirectly through performance expectancy 
and effort expectancy. More confidence in the use of social media led to 
higher levels of performance expectancy, effort expectancy, and facilitating 
conditions, all of which subsequently contributed to willingness to accept the 
application. The acceptance of the application further influenced intention to 
use the application and the likelihood of positive recommendations. The 
findings suggest that while developing applications that meet public 
expectations for informational benefits and time efficiency is important, it is 
also necessary for the government to build trust and improve citizens’ ability 
to use new tools in order for new information technology initiatives to fully 
benefit citizens.
INTRODUCTION
The role of the government and its agencies is critical in public health and 
emergency situations. The key to effective risk communication lies in the government’s 
ability to inform citizens about emerging risks in a timely manner and help them make 
informed decisions (Cairns, de Andrade, & MacDonald, 2013). As social media and other 
new communication technologies facilitate rapid delivery of information and real-time 
interaction, governments try to find ways to improve the effectiveness of their risk 
communication internally and externally by utilizing such communication technologies 
(Jennings, Arlikatti, Andrew, & Kim, 2017; Lindsay, 2010). For example, during the 
Ebola outbreak in 2014, the U.S. Department of Health and Human Services collaborated 
with the Centers for Disease Control and Prevention (CDC) and built a microsite to 
syndicate information regarding CDC’s response and protocol for handling those infected 
with the Ebola virus. This microsite with syndication functionality enabled health agencies 
to keep people up to date with high-quality information (Pomerleau, 2015). Another good 
example is the crowdsourcing website citizenscience.gov, which was developed by the 
U.S. government to encourage public participation for “addressing societal needs and 
accelerating science, technology, and innovation” (Citizenscience.gov, 2017).
When the government launches a new application for risk communication and 
management, its success depends on citizens’ acceptance of the new tool and their use 
intention.
Thus, it is important to understand under which conditions the adoption and usage of 
such an e-government application would increase. Insights in underlying factors of 
adoption behavior can facilitate the development of user-oriented information technology 
and aid in developing a strategy to promote its use. Although the prevalence of social 
media and other new communication tools has been a positive force for extensive 
research on adoption of information technologies (Cheng & Mitomo, 2017; Zuiderwijk, 
Janssen, & Dwivedi, 2015), a paucity of research has been conducted in the field of 
health risk and emergency management.
In light of scant research on the adoption of an innovation in the context of risk 
communication, this study aims to provide comprehensive insights in citizens’ acceptance 
and use intention of e-government applications for risk management. Building upon the 
unified theory of acceptance and use of technology (UTAUT), this study examines 
influential factors that determine citizens’ intentions to adopt a risk management 
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application launched by the government in Korea. We focus on end users of such tools 
(i.e., lay people) rather than internal stakeholders or collaborators of the government, 
such as government health departments, research institutes, and hospitals.
Theoretically, this empirical investigation extends the UTAUT model to the domain 
of risk communication by considering predisposing factors, risk-related perceptions, social 
media competence, and trust. The findings of this study also provide practical guidance 
for governments regarding how to improve their strategies for greater usage of 
e-government services through social media and mobile applications in order to help 
citizens prepare for emerging risks and make informed decisions.
LITERATURE 
Review Risk Perceptions and Information-Seeking Behavior
Social media and new communication technologies provide convenient and efficient 
means for the government and related agencies to communicate with citizens in all 
phases of risk communication from preparedness to recovery (Jennings et al., 2017; 
Wiederhold, 2013). The advances of those communication tools also enable people to 
seek and obtain updated information in real time and to provide emotional support to 
each other in an emergency situation (Centers for Disease Control and Prevention, 2014). 
However, individuals’ likelihood of using a new technology for risk information seeking 
varies depending on their resources and risk perceptions (Kontos, Emmons, Puleo, & 
Viswanath, 2010). This means that risk perceptions can serve as motivating factors for 
engaging in risk information-seeking behaviors and further trying out a new tool for 
more efficient communication.
Based on the protection motivation theory (Rogers, 1975), we assume that risk  
perceptions (such as perceived severity, perceived susceptibility, and perceived response 
efficacy) lead to risk information seeking, which may be translated into the adoption and 
usage of a risk communication application. The key idea of the protection motivation 
theory is that when exposed to fear messages, people are motivated to take protective 
action to handle their fear through two mechanisms: threat appraisal and coping appraisal 
(Rogers, 1975).
As part of the threat appraisal, perceived severity and perceived susceptibility have 
been considered important determinants of behavioral intention (Bockarjova & Steg, 2014; 
Kim, Jeong, & Hwang, 2012; Sheeran, Harris, & Epton, 2014). Perceived severity is 
defined as the extent to which an individual perceives an existing risk to be serious, and 
perceived susceptibility refers to an individual’s belief about how vulnerable oneself is to 
the existing threat (Sheeran et al., 2014). The coping appraisal involves response efficacy, 
which reflects “one’s evaluation of the perceived effectiveness of participating in a 
recommended behavior” to avoid the existing risk (Kim et al., 2012, p. 171). Prior 
research has documented that higher levels of perceived severity, perceived susceptibility, 
and perceived response efficacy result in greater motivations to carry out protective 
actions (e.g., seeking updates on an emergency situation and following instructions from 
authorities) (Kim et al., 2012; McCaughey, Mundir, Daly, Mahdi, & Patt, 2017; Sheeran 
et al., 2014).
The protection motivation theory is applicable in examining risk perceptions and risk 
information-seeking behavior, which can be considered part of preventive action. People 
tend to engage in obtaining risk information if they think that the existing risk is a 
serious problem, that they are likely to be affected by the risk, or that complying with 
instructions will reduce or avoid the existing risk. In sum, these risk-related perceptions 
(including perceived severity, perceived susceptibility, and response efficacy) may serve as 
antecedents of risk information seeking. This can further influence whether or not an 
individual accepts a new application for risk management developed by the government. 
Given the theoretical basis reviewed above, we posit the following hypotheses:
H1: Risk perceptions—(a) perceived severity, (b) perceived susceptibility, and (c) 
response efficacy—will be positively associated with risk information-seeking 
behavior.
H2: Risk information-seeking behavior will be positively associated with 
acceptance of e-government applications.
Unified Theory of Acceptance and Use of Technology
The unified theory of acceptance and use of technology (UTAUT) is an extension of 
the technology acceptance model (TAM), which has been widely used in studying 
people’s adoption behavior of accepting an innovation (Davis, 1989). Venkatesh, Morris, 
Davis, and Davis (2003) proposed UTAUT to improve the predictive capacity of TAM 
because this theoretical model had been criticized for neglecting to consider users’ 
individual characteristics, offering only general information on individuals’ perceptions of 
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innovations, and assuming that adoption of a new technology is a voluntary behavior 
(McMaster & Wastell, 2005). As a well-established theory, UTAUT has been applied to 
various contexts involving information and communication technologies, such as 
government open data (Zuiderwijk et al., 2015), mobile banking (Oliveira, Faria, Thomas, 
& Popovič, 2014), e-government services (Lallmahomed, Lallmahomed, & Lallmahomed, 
2017), health information technology (Kijsanayotin, Pannarunothai, & Speedie, 2009), and 
online tourism shopping (San Martín & Herrero, 2012). In the context of risk 
communication, UTAUT provides a useful theoretical model for understanding and 
explaining what factors lead people to adopt and use new communication tools.
In the framework of UTAUT, four factors are assumed to predict the adoption and 
use of new technologies: performance expectancy, effort expectancy, social influence, and 
facilitating conditions. Performance expectancy refers to “the degree to which an 
individual believes that using the system will help him or her to attain gains in job 
performance” (Venkatesh et al., 2003,
p. 447). It is similar to the concept of perceived usefulness in the TAM, and it 
reflects the idea that the degree to which people believe that an application will be 
useful for performing their job influences their acceptance of the application (Davis, 
1989). Prior research has shown that performance expectancy is the strongest predictor of 
adoption intention (Oliveira et al., 2014; San Martín & Herrero, 2012; Venkatesh et al., 
2003). In the context of risk communication, user benefits from an e-government 
application may involve more than obtaining risk information and updates in a timely 
manner. Depending on its available features, such a risk management application may 
allow users to report an emergency situation with a photo or video, monitor 
developments of emerging risks, request assistance, and provide feedback to the 
government (Jennings et al., 2017; Lindsay, 2010).
Another predictor of the adoption intentions of a technology is effort expectancy, 
which can be defined as the extent to which an individual perceives a technology to be 
easy to use and free of effort (Venkatesh et al., 2003). This factor mirrors the perceived 
ease of use in the TAM (Davis, 1989). Despite its importance and explanatory power in 
the original UTAUT model(Venkatesh et al., 2003), effort expectancy did not appear to 
have a significant relationship with behavioral intention in some prior research on online 
banking and payment services (Oliveira et al., 2014; Slade, Dwivedi, Piercy, & Williams, 
2015). However, the findings from many other empirical studies indicate that users’ 
perception that a new application is easy to use and maneuver with little training can 
prompt their willingness to adopt the application (Hung, Tang, Chang, & Ke, 2009; San 
Martín & Herrero, 2012; Zuiderwijk et al., 2015).
Social influence is defined as “the degree to which an individual perceives that 
important others believe he or she should use the new system” (Venkatesh et al., 2003, 
p. 451). In addition to performance expectancy and effort expectancy, social influence 
affects behavioral intentions to adopt and use a new technology (Venkatesh et al., 2003). 
This relates to the notion that an individual’s decision to adopt an innovation is 
influenced by the way his or her important others think of the innovation. People tend 
to comply with their normative belief that their peers and family members expect them 
to use or not use a new technological tool such as mobile banking (Eckhardt, Laumer, 
& Weitzel, 2009; Oliveira et al., 2014; Wang, Wu, & Wang, 2009). In other words, an 
individual’s adoption behavior can largely depend on the perception that his or her 
important others value the use of a new technology and make use of it. Due to this 
perceived social pressure, social influence may play an important role in determining 
whether someone accepts a new application in the context of risk communication.
Facilitating conditions are a direct determinant of user behavior of adopting a new 
technology. Venkatesh et al. (2003) defined this concept as “the degree to which an 
individual believes that an organizational and technical infrastructure exists to support use 
of the system” (p. 453). The effect of facilitating conditions on use intention has been 
inconsistent in prior research based on UTAUT (Lallmahomed et al., 2017; Rana, 
Williams, Dwivedi, & Williams, 2012; Zuiderwijk et al., 2015). In Zuiderwijk et al.’s 
(2015) study of open data technologies, facilitating conditions did not appear to 
significantly contribute to triggering behavioral intentions to use open governmental and 
public data. However, Lallmahomed et al. (2017) found facilitating conditions to be the 
most significant predictor of behavioral intention to use e- government services, 
suggesting that the government’s investment in improving information technology 
infrastructures with services and tools is an important basis for increasing adoption rates 
of e-government applications. Oliveira et al. (2014) also found that facilitating conditions 
had a direct, positive relationship with actual adoption of a mobile banking application. 
The fact that individuals’ access to Internet and mobile data services varies (Pew 
Research Center, 2017) suggests that their facilitating conditions for adopting new 
applications are at different levels, thereby resulting in varying degrees of application 
acceptance among citizens.
Perceived risk associated with the use of a new technology is an addition to 
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UTAUT (Slade et al., 2015). In the context of online social services, perceived risk 
refers to the perception of uncertainty and anxiety about performing a task or activity 
with a certain application due to unexpected negative outcomes (Chang, Shen, & Liu, 
2016). Shareef, Kumar, Kumar, and Dwivedi (2011) viewed perceived risk as consisting 
of perceived uncertainty and perceived security in their study of citizens’ adoption of 
e-government in Canada. They found that both perceptions of uncertainty and security 
affected adoption behavior indirectly through perceived trust toward the e-government 
website. Their findings suggest that perceptions of low risks of adopting an innovation 
lead to improved trust and subsequently result in the adoption of the innovation. Other 
prior studies have shown that higher levels of perceived risk lead to a reduction in 
behavioral intentions to adopt a technology (Ebrahim & Irani, 2005; Slade et al., 2015; 
Thakur & Srivastava, 2014).
Integration of Trust in Government and Social Media Competence Into UTAUT
When the government launches a new application for risk communication and begins 
to promote its public use, this risk management application will be a novel concept to 
citizens. It may not be easy for people to envision benefits and improvements in 
performing information- seeking tasks that can be gained through using the application. It 
is likely that trust in the service provider serves as a reference point for assessing the 
reliability and effectiveness of the application (Alsajjan & Dennis, 2010). Thus, 
understanding citizens’ trust in the government is of considerable importance to the 
development and implementation of an e-government application.
Trust in the government is formed over time based on an individual’s prior 
experience and confidence in the government’s capabilities and integrity (Park, Choi, 
Kim, & Rho, 2015). Lack of trust in the government poses a barrier to promoting the 
adoption and implementation of a government-initiated technology among citizens 
(Fakhoury & Aubert, 2015; Lallmahomed et al., 2017; Park et al., 2015). Higher levels 
of trust in the government, however, can elicit the perception that its services will bring 
benefits to citizens as promised (Gefen, Karahanna, & Straub, 2003). This favorable 
perception can lead to positive evaluations of an e-government application launched to 
meet citizens’ service expectations (e.g., improved perceptions of usefulness and ease of 
use). Moreover, increased trust improves the user’s perception of experience in using the 
application, which results in intention for continuous usage (Wu & Chen, 2005).
The prior research reviewed above suggests that an individual’s trust in the 
government as a credible source of risk information will influence how the person 
perceives the new application developed by the government for risk communication. 
Thus, the following hypothesis is proposed:
H3: Trust in the government as a risk information source will be positively 
associated with (a) performance expectancy and (b) effort expectancy toward 
e-government applications.
In this new era of technology, an individual’s adoption of an innovative 
communication tool is largely determined by his or her knowledge or ability to use the 
Internet and social media (Wirtz, Piehler, & Daiser, 2015). Individual competence 
regarding technology has been considered a key factor in research on acceptance of 
Internet-based applications, such as e-government services (Lallmahomed et al., 2017; 
Wirtz et al., 2015) and mobile payment applications (Slade et al., 2015). This study 
views social media competence as an important antecedent of using a new application 
that resembles social media features. Adopting the definition of Internet self-efficacy from 
Eastin and LaRose (2000), this study defines social media competence as the belief in 
one’s ability to perform tasks in social media required to produce given attainments.
High levels of confidence in one’s ability to use social media may positively 
influence perceived benefits of using a new application equipped with social media 
features and useful resources (e.g., usefulness and ease of use of the application) (Slade 
et al., 2015). Perceived benefits, in turn, may be positively related with willingness to 
accept the new application (Wirtz et al., 2015). This line of reasoning leads to the 
following hypotheses:
H4: Social media competence will be positively associated with (a) performance 
expectancy, (b) effort expectancy, and (c) perceptions of facilitating 
conditions for the use of e-government applications.
H5: Social media competence will be negatively associated with perceived risk of 
using e-government applications.
Based on the UTAUT model and relevant research reviewed above, it is plausible 
that positive perceptions about a new application launched by the government will lead 
to the formation of positive attitudes toward the application (Hung et al., 2009). The 
formation of a favorable attitude toward the government’s new application for risk 
communication can be expanded into actual adoption and use behavior (Hung et al., 
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2009; Oliveira et al., 2014; Shareef et al., 2011). Thus, the following hypotheses are 
posited:
H6: Individuals’ acceptance of e-government applications will be positively 
influenced by (a) performance expectancy, (b) effort expectancy, (c) social 
influence, and (d) facilitating conditions; and negatively influenced by (e) 
perceived risk of using the applications.
H7: Acceptance of e-government applications will mediate the influences from 
perceptions of the applications on (a) intentions to use them and (b) 
patronage intentions.
H8: Acceptance of e-government applications will mediate the influence of risk 




We conducted an online survey with a quota sample of 700 Korean citizens. A large 
research firm with a diverse pool of respondent panels across South Korea was hired to 
carry out data collection for the survey. Of the total sample, about half were male 
(50.7%, n = 355), and the mean age was 42 years (SD = 12.1). In terms of educational 
level, more than half of the respondents had a bachelor’s degree (51.6%) or higher 
(9.0%), 16.6% had an associate degree, 22.6% completed high school, and 0.3% 
completed middle-school education. The details regarding sample characteristics are 
reported in Table 1.













This survey is part of a larger project on the government’s use of information 
communication technology and citizens’ acceptance of e-government applications. 
Participants received an e-mail invitation to take a survey and completed it online at 
their convenience. Thequestionnaire consisted of demographic items, such as gender and 
age, and questions measuring the independent and dependent variables in this study. 
Participants were first asked about their trust in the government as an information source, 
social media competence, and risk-related perceptions and behavior. Then they read a 
short description about how the government was considering the development of 
e-government social media applications for the purpose of delivering up-to-date risk 
information and preparing its citizens with knowledge in the event of public health 
emergencies. Participants were then asked to complete the rest of the questionnaire based 
on what they feel and believe about the government’s social media applications described 
in the instructions.
MEASURES
Trust in government information. Trust in government information was operationally 
defined as belief in information and instructions provided by the government in a risk 
context. Participants were asked for their level of agreement with the following items on 
N %
Middle school graduate 2 0.3
High school graduate 158 22.6
Associate degree 116 16.6
Bachelor’s degree 361 51.6
Master’s or doctorate degree 63 9.0
Household monthly income
Less than $880 29 4.1
$880 – less than $1,760 79 11.3
$1,760 – less than $2,640 101 14.4
$2,640 – less than $3,520 113 16.1
$3,520 – less than $4,400 124 17.7
$4,400 – less than $5,280 85 12.1
$5,280 – less than $6,160 58 8.3
$6,160 – less than $7,040 46 6.6
$7,040 – less than $7,920 21 3.0
$7,920 – less than $8,800 13 1.9
$8,800 or more 31 4.4
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a 7-point scale (1 = strongly disagree, 7 = strongly agree): “I trust the government in 
providing me with reliable information for protecting my safety,” “I trust information 
acquired from the government because it is competent to help its citizens,” “I believe 
that information acquired from the government is usually honest,” “I depend on the 
government for the purpose of obtaining information I need,” and “I consider the 
government as a trustworthy source for providing health risk information” (M = 2.92, SD 
= .71,  = .90) (see Table 2). These items were adapted from previous trust scales 
(Chang et al., 2016; Hsu, Chang, & Yen, 2011).
Social media competence. The ability to use social media was measured using five 
7- point Likert-type items adopted from Wirtz et al.’s (2015) Internet competence scale. 
The items were “I feel confident when using social media and applications,” “I am 
comfortable when using social media and applications on my own,” “I am able to use 
social media and applications well on my own,” “I am able to use social media and 
applications even if there is nobody around to help me,” and “I feel confident and 
competent finding information by using search functions on social media” (M = 3.59, SD 
= .79,  = .94).
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Risk-related perceptions. Risk-related perceptions were measured in terms of perceived 
severity, perceived susceptibility, and response efficacy (see Table 3). Each of these 
variables served as the antecedent of risk information-seeking behaviors in the research 
model.
Perceived severity was measured by the following 7-point Likert-type items adopted 
from Kim et al. (2012): “Potential health risks, such as infectious diseases and particulate 
matter, are a serious problem” and “Such potential risks pose a threat to me” (M = 
3.92, SD = .64,  = .77). Perceived susceptibility was measured using two 7-point items 
from Kim et al. (2012): “My chances of being affected by potential health risks in my 
lifetime are high” and “I may encounter serious health risks in the future” (M = 3.85, 
SD = .68,  = .82).
The response efficacy scale was created based on Milne et al.’s (2002) measurement 
items: “If I follow prevention instructions, my chances of being exposed to health risks 
will be low” and “Following prevention instructions is a good way of reducing the 
possibility of facing health-related risks” (M = 3.73, SD = .62,  = .81). These items 
were measured on a 7-point Likert-type scale (1 = strongly disagree, 7 = strongly agree).
Risk information seeking. Participants were asked for their tendency to seek 
information about health-related risks with six 7-point Likert-type items adopted from 
(Griffin, Zheng, ter Huurne, Boerner, & Ortiz, 2008; ter Huurne, Griffin, & Gutteling, 
2009). Examples of the items are “When it comes to health-related risks, I’m likely to 
go out of my way to get more information” and “When a public health emergency 
occurs, I’m likely to seek information about the causes and prevention measures” (M = 
4.70, SD = .61,  = .83).
Performance expectancy. Before responding to questions that asked about participants’ 
expectations and intentions toward e-government applications, participants read a brief 
statement about government plans to develop new applications for risk communication. 
The first UTAUT- based variable was performance expectancy. Participants were asked 
for their level of agreement with each of the following three items on a 7-point 
Likert-type scale (Lallmahomed et al., 2017): “Using e-government applications will 
enable me to prepare for health-related risks quickly, ”“Using e-government applications 
will help me to find risk information quickly,” and “I would find e-government 
applications useful in seeking information about health-related risks” (M = 3.51, SD = 
.71,  = .89) (see Table 4).
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Table 4. Means, Standard Deviations, and Factor Loadings for UTAUT Variables
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I feel that using such applications may 
cause unexpected issues. 
3.26 
(.85) .724 
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Effort expectancy. Effort expectancy was operationally defined as the level of 
expectation regarding ease of use of new e-government applications for risk 
communication. It was measured by four 7-point Likert-type items adopted from 
Lallmahomed et al. (2017), including “Learning to use e-government applications would 
be easy for me” and “It would be easy for me to become skillful at using such 
applications” (M = 3.58, SD = .67,  = .83).
Social influence. Perceptions of social influence were assessed using three 7-point 
Likert-type scale items from Lallmahomed et al. (2017). The items are “People who 
influence me think that I should use e-government applications,” “People who are 
important to me think I should use e-government applications,” and “People whose 
opinions I value would prefer me to use e-government applications” (M = 3.15, SD = 
.77,  = .92).
Facilitating conditions. Participants were asked to rate on a 7-point scale their 
readiness to use new e-government applications. Two items from Lallmahomed et al.’s 
scale (2017) was used: “I have the necessary resources to use e-government applications” 
and “I have the necessary knowledge to use e-government applications” (M = 3.32, SD 
= .78,  = .89).
Perceived risk of using applications. Perceived risk was measured by five 7-point 
Likert-type scale items revised from prior research on mobile applications (Chang et al., 
2016; Slade et al., 2015). Examples of the items are “I do not feel secure registering 
my information with e-government applications,” “Overall, I think it is more or less 
unsafe to use e-government applications,” and “I feel that using such applications may 
cause unexpected issues” (M = 3.08, SD = .73,  = .89).
Acceptance of e-government applications. Participants were asked to indicate on a 7- 
point scale the extent to which they think using e-government applications is (a) a good 
thing, (b) reasonable, (c) smart, and (d) beneficial (M = 3.30, SD = .65,  = .92) (see 
Table 5).
Intentions to use. Participants’ use intentions for e-government applications were 
measured by four 7-point Likert-type items adapted from previous research on 
e-government services (Fakhoury & Aubert, 2015; Lallmahomed et al., 2017; Wirtz et al., 
2015). The items are “It is likely that I will use e-government applications in the 
future,” “I am willing to use e- government applications in the future,” “I expect to use 
e-government applications occasionally,” and “I intend to use e-government applications 
for keeping up to date with risk information” (M = 3.40, SD = .75,  = .93).
Patronage behavior. A revised version of Park et al.’s (2015) scale was used to 
measure intentions to recommend e-government applications to others and encourage 
others’ use of the applications. Participants were asked to indicate their level of 
agreement with each of the following items: “I am willing to highly recommend 
e-government applications to others,” “I intend to recommend e-government applications 
to others,” and “I intend to support others’ use of e-government applications” (M = 3.18, 
SD = .79, = .92). These items were measured on a 7- point scale (1 = strongly 
disagree, 7 = strongly agree).
Internal Consistency of Measures and Construction of Scale
The internal consistency of items for each variable appeared to be adequate, with an 
alpha of .77 to .94 (reported above for each respective measure). A series of factor 
analyses also confirmed the single dimensionality of the scale items used for each 
variable, as well as internal scale reliability. Across the scales, all factor loadings were 
greater than a loading criterion of .40, ranging from .715 to .934 (Harlow, 2005). The 
individual scores of the items for each variable were averaged to create scale composite 
scores.
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RESULTS
For hypothesis testing, a path analysis using structural equation modeling was 
performed with IBM SPSS Amos 23, which enables testing a model with multiple 
mediators and examining direct and indirect effects simultaneously (Kline, 2005).
The initial path analysis was run assuming both direct and indirect effects of social 
media competence on the UTAUT-based variables, including perceived risk. An 
examination of path coefficients, however, indicated that the influence of social media 
competence on perceived risk of using e-government applications was not statistically 
significant at an alpha level of .05. This path (depicted as a dotted line in Figure 1) 
was deleted from the initial model, and for the same reason, the paths from facilitating 
conditions to application acceptance and from risk information seeking to application 
acceptance were also deleted.
With the nonsignificant paths removed and some model modifications, such as adding 
covariance between errors of variables, the path model reached a good data-model fit: 
2(54, N = 700) = 189.34, p < .001; CFI = .968, SRMR = .076, RMSEA = .060. Hu 
and Bentler (1999) suggest that path and structural equation models can be considered 
valid when the value of the Comparative Fit Index (CFI) equals or exceeds .95, the 
value of the Standardized Root Mean Square Residual (SRMR) is less than or equal to 
.09, and the value of the Root Mean Square Error of Approximation (RMSEA) is less 
than or equal to .06. Models are acceptable and valid enough to analyze estimated 
effects when meeting at least two of these criteria.
Risk Perceptions, Risk Information Seeking, and Application Acceptance
The results of the path analysis confirmed that perceived severity (= .18, p < 
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.001) positively influenced the behavioral tendencies of seeking risk information. 
Individuals who perceived potential health risks as more serious and probable were more 
likely to actively seek information about those risks. Additionally, the more participants 
believed that following prevention instructions is an effective way of reducing their 
chances of encountering health-related risks, the more likely they were to seek risk 
information. These results supported H1a, H1b, and H1c.
Inconsistent with the expectation in H2, risk information seeking did not appear to 
positively influence acceptance of e-government applications for risk communication.
Figure 1. Path model for the adoption of the government’s application for risk preparation and 
response.
Model fit indices: 2(54, N = 700) = 189.338, p < .001; CFI = .968, SRMR = .076, 
RMSEA = .060. Standardized path coefficients are reported in this diagram. *p < .05, 
**p < .01, ***p < .001
Social Media Competence and Expectancy Toward Applications
The results indicated that social media competence was positively associated with 
performance expectancy (β = .23, p < .001), effort expectancy (β = .38, p < .001), and 
perceptions of facilitating conditions for using the e-government applications (β = .43, p 
< .001). Participants who reported higher levels of confidence in using social media were 
more likely to believe that the e-government applications would be useful and easy to 
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use. They also more positively evaluated the knowledge and resources they would need 
in using the applications.
Based on these results, H4a, H4b, and H4c were supported. However, social media 
competence did not appear to significantly influence perceptions of potential risks 
associated with using the e-government applications, thus refuting H5.
Expectancy Variables, Application Acceptance, and Behavioral Intentions
H6 examined whether acceptance of e-government applications would be influenced 
by(a) performance expectancy, (b) effort expectancy, (c) social influence, (d) facilitating 
conditions, and (e) perceived risk of using the applications. As expected, the first three 
antecedents— performance expectancy (β = .28, p < .001), effort expectancy (β = .11, p 
< .001), and social influence (β = .26, p < .001)—were positively associated with 
acceptance of the applications. Effort expectancy, in particular, had an indirect effect on 
application acceptance through social influence (β = .43, p < .001), as well as a direct 
influence. Regarding H6e, perceived risk of using the applications (β = -.05, p < .05) 
also appeared to be a significant factor, negatively influencing application acceptance. 
Perceptions of facilitating conditions, however, did not have a significant relationship with 
application acceptance. Therefore, H6a, H6b, H6c, and H6e were supported, but H6d was 
not supported.
The results showed that the influences of these significant expectancy variables— 
performance expectancy, effort expectancy, social influence, and perceived risk—on 
behavioral intentions were mediated by acceptance of the e-government applications. 
Application acceptance was positively associated with use intention (β = 1.00, p < .001) 
and patronage intention (β = .96, p < .001). These significant paths allowed the 
expectancy variables to influence the two types of behavioral intentions indirectly through 
acceptance of the applications (see Table 6 for all direct and indirect effects in the final 
path model). Thus, H7 was supported.
Table 6. Standardized Parameter Estimates for the Final Path Model
Path Direct Indirect Total
Trust in gov’t info  performance expectancy .445*** .445
Trust in gov’t info  effort expectancy .345*** .345
Trust in gov’t info  social influence .148 .148
Trust in gov’t info  application acceptance .216*** .203 .419
Trust in gov’t info  use intention .421 .421
Trust in gov’t info  patronage intention .402 .402
Social media competence  performance expectancy .226*** .226
Social media competence  effort expectancy .384*** .384
Social media competence  social influence .165 .165
Social media competence  facilitating conditions .429*** .429
Social media competence  application acceptance .150 .150
Social media competence  use intention .151 .151
Social media competence  patronage intention .144 .144
Perceived severity  information seeking .179*** .179
Perceived severity  use intention .017 .017
Perceived susceptibility  information seeking .134** .134
Perceived susceptibility  use intention .012 .012
Response efficacy  information seeking .199*** .199
Response efficacy  use intention .018 .018
Information seeking  use intention .093*** .093
Performance expectancy  application acceptance .282*** .282
Performance expectancy  use intention .283 .283
Performance expectancy  patronage intention .270 .270
Effort expectancy  social influence .428*** .428
Effort expectancy  application acceptance .114*** .111 .225
Effort expectancy  use intention .226 .226
Effort expectancy  patronage intention .216 .216
Social influence  application acceptance .260*** .260
Social influence  use intention .261 .261
Social influence  patronage intention .249 .249
Perceived risk  application acceptance -.054* -.054
Perceived risk  use intention -.054 -.054
Perceived risk  patronage intention -.051 -.051
Application acceptance  use intention 1.003*** 1.003
Application acceptance  patronage intention .958*** .958
* p < .05, ** p < .01, *** p < .001
Contrary to the expectation in H8, acceptance of the e-government 
applications did not serve as a significant mediator between risk information 
seeking behavior and behavioral intentions toward the applications. The 
relationship between risk information seeking and application acceptance was 
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not statistically significant. Without the indirect route through application 
acceptance, risk information seeking appeared to directly exert a positive 
influence on intentions to use the applications (= .09, p < .001). However, 
risk information seeking did not have any significant influence on patronage 
intentions.
DISCUSSION
This study aims to provide theoretical and practical insights into citizens’ adoption of 
an e-government application for risk communication. Expanding the UTAUT model with 
risk- related variables and other predisposing factors, this study illuminates under which 
conditions citizens will accept and use such an application. Overall, this study provides 
support for the applicability of UTAUT to the context of risk communication. Citizens’ 
acceptance of the e- government application for risk management appeared to be 
positively influenced by performance expectancy, effort expectancy, and social influence. 
Perceived risk of using the application was negatively associated with application 
acceptance. Subsequently, application acceptance exerted a positive influence on intention 
to use the application and recommend it to other people. These results suggest that the 
more benefits and the fewer risks people see in the new application, the more likely 
they are to use it and support others’ use of it.
Facilitating conditions, however, did not have a significant relationship with 
application acceptance, which is consistent with Zuiderwijk et al.’s (2015) finding. A 
possible reason for this nonsignificant result is that South Korea ranked first in terms of 
smartphone penetration, with 88% of the adult population owning a smartphone (Rainie 
& Perrin, 2017). Also, South Korea stands out as the world leader in Internet connection 
speed, and almost all adults in South Korea (92.4%) are Internet users (Internet World 
Stats, 2017). All of these statistics imply that Korean citizens do not significantly differ 
in access to resources necessary to use an e-government application.
A notable finding is that both social media competence and trust in the government 
as an information source served as primary antecedents for the adoption of the 
e-government application. Trust in the government appeared to generate positive 
perceptions of performance expectancy and effort expectancy. In other words, citizens 
with higher levels of trust in the government are more likely to expect that a new 
application developed by the government will save them time and effort in pursing their 
communication goals (e.g., obtaining risk information) and provide useful resources to 
meet their needs. Social media competence was also found to positively influence 
performance expectancy and effort expectancy, although it was not significantly associated 
with perceived risk of using the application. More competent users had greater 
expectations that the use of the application would be easy and effortless. This result 
suggests that improved competence with social media and new technologies prompts 
favorable perceptions of the benefits of using a new risk management application, which 
positively affected acceptance and usage of the application. From a practical perspective, 
to encourage greater adoption and usage among citizens, the government may need to 
consider investing in education on digital and technological skills through easy-to-follow 
training programs and demos. These efforts will reduce users’ efforts and struggles in 
navigating the new application and thus increase their continuation intention to use it 
(Zuiderwijk et al., 2015).
The findings of this study confirm that risk information seeking is also a decision 
factor for whether or not to adopt an e-government application for risk communication. 
Additionally, risk perceptions—perceived severity, perceived susceptibility, and response 
efficacy—appeared to positively influence risk information-seeking behavior. People tend 
to engage in active information acquisition when they think that an existing risk is a 
serious problem and that their likelihood of being affected is high (Sheeran et al., 2014). 
While public messages causing too much fear should be avoided, the government and its 
agencies should make citizens aware of an emerging risk and its potential impact, 
especially when it is an unknown or underestimated risk. It is also necessary to create 
awareness about available resources and instructions that citizens can use in preparing for 
and managing a potential risk. Focusing on the effectiveness of following the 
government’s guidelines should be part of this communication practice in order to 
enhance citizens’ response-efficacy perceptions.
This study has limitations inherent to the use of quota sampling and surveying 
people on a new application that is not yet available to the public. However, the current 
work contributes to theoretical and practical knowledge about innovation adoption in the 
context of risk communication. From a theoretical perspective, this study adds empirical 
evidence to the literature on adoption of information communication technology. It also 
advances the UTAUT model by integrating risk variables from the protection motivation 
theory and other primary antecedents. Practically, the findings of this study provide 
insights into the development of strategies and programs for greater usage of 
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e-government services, as well as investment decisions regarding information 
communication technologies.
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