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A systematic review of approaches to assessing cybersecurity awareness 1. Introduction Concern regarding cybersecurity breaches has led to the need to protect confidential information and storage media from compromise (Dlamini et al., 2009) . The protection methods used should be continually updated and enhanced in line with new technological developments to counter the increasingly sophisticated threats to cybersecurity originating from unforeseen sources and directions on the internet (Choo, 2011; Dlamini et al., 2009) . The nature of cyber threats today is more sophisticated and unprecedented in terms of scope, skill, frequency, capacity and capability to attack targets, and could also result in serious financial loss (Albrechtsen, 2007) .
The main factor contributing to changes in cyber threats is the increasing global population that uses the internet. As of June 2014, it has been reported that over three billion people worldwide are using the internet, with the most users apparently from the Asian region (ITU, 2014) . New applications seem to contribute to the internet usage surge. Applications like virtual broadcasting, information sharing, online banking, shopping as well as both interactive communication and socializing via the web (Leiner et al., 1997) invite many to join the internet community.
Internet communities differ and the most often reported users are youngsters or adolescents ranging from 12 to 19 years old. Youngsters are frequently categorized as the most active internet users, as they are surrounded by smart devices that enable them to connect to the internet (Atkinson et al., 2009) . This statement is supported by a study of more than 2,000 American households regarding the number of internet users by age, which revealed that since 2000 till 2012, youngster were the majority and most active internet users (Cole et al., 2013) . The study also showed that youngsters as compared to the elderly are more active with online shopping, spend more time on online media content and value social networking sites as a way to maintain relationships (Cole et al., 2013) . Thus, the wide use of internet applications can expose youngsters to a range of cyber threats. This is because cyber-criminals exploit technology to reach youngster and launch various means of online attacks (Atkinson et al., 2009) , including the risk of silent invasion of individual privacy that is specifically targeted at obtaining individuals' personal data for illegal means (Aimeur and Schonfeld, 2011; Loibl, 2005; Broadhurst and Chang, 2013) .
In coping with the cyber threat landscape that has shifted from the use of savvy hacking skills to sophisticated and well-planned strategies, cybersecurity awareness is deemed essential for internet users like youngsters as a counter-measure strategy to combat silent privacy invasion (Choo, 2011; Dlamini et al., 2009; Furnell et al., 2008) . It is also a right platform to instil the security culture in personal data protection. The message of cybersecurity awareness must be effective and should address all ages, encompassing both workplace and domestic environments. It is also important to ensure that the message of cybersecurity is well-conveyed and all relevant audiences receive adequate attention. Many researchers have called for urgent measures to introduce cybersecurity awareness, because it is one of the top requirements of the internet community today (Furnell, 2008; Rezgui and Marks, 2008; Shaw et al., 2009) . Cybersecurity awareness is briefly defined as a methodology to educate internet users to be sensitive to the various cyber threats and the vulnerability of computers and data to these threats (Siponen, 2000) . Shaw et al. (2009) also defined cybersecurity awareness as "the degree of users' understanding about the importance of information security, and their responsibilities to exercise sufficient levels of information control to protect the organization's data and networks". Based on the definitions above, it is understandable that cybersecurity awareness play two major roles: alerting internet users of cybersecurity issues and threats, and enhancing internet users' understanding of cyber threats so they can be fully committed to embracing security during internet use.
Cybersecurity awareness is not intended to scare or create apprehension among internet users but to prepare them to have a contingency plan against cyber-attacks. It is also an appropriate platform to disseminate information concerning new cybersecurity threats (Choo, 2011) . Users' knowledge of cybersecurity is important to cope with emerging internet technologies, changes in users' behaviour and the wide use of online Assessing cybersecurity awareness services such as banking, social networking and information economy -which promote the widespread practice of distance communication (Thomson and von Solms, 1998; Whitson, 2009) . It is important for the message being conveyed through a cybersecurity awareness programme to be clearly presented and easily understood, with focus on targeting a specific audience, to be accurate and concise, and to be interesting by providing real-life examples and by using the right delivery methods (May, 2008) . A cybersecurity awareness programme is an on-going initiative that requires continuous effort to remind and update internet users of cyber threats (Kruger and Kearney, 2006) . Generally, three major challenges concern the effectiveness of cybersecurity awareness programmes for youngsters. The first challenge is in determining the acceptance and understanding of the security concept and promoting a security culture (Kruger and Kearney, 2006; Rantos et al., 2012) . One of the factors contributing to this challenge is the behaviour of youngsters, whose overconfidence in the security of their personal computers and mobile devices can lead to reluctance to embrace security measures (Furnell, 2008) . In addition, the lackadaisical attitude towards security causes them to be the weakest link in the security chain (Gross and Rosson, 2007) as they are often ignorant and naive about security issues (Furnell and Thomson, 2009) .
The second challenge concerns the type of message conveyed in a cybersecurity awareness programme, which often portrays a "one-size-fits-all" approach, that is, the same security awareness message is published for different types or categories of internet users (Valentine and Labs, 2006) . To design an effective cybersecurity awareness programme for youngsters, it must be tailored to different target audiences due to variation in security knowledge, behaviour, mind-set towards online protection, technology used, source of internet access and level of acceptance. At the same time, the programme must be pertinent to the topics or issues being addressed (Choo, 2011; Johnson, 2006; May, 2008 ). This will help youngsters capture the right message and adopt suitable strategies to cope with specific cyber threats.
The third challenge concerns finding an effective way to educate youngsters on how to address specific threats, particularly identity theft (Loibl, 2005) , which is a silent invasion of individual privacy that results in personal information loss and harmful effects on the identity holder (Broadhurst and Chang, 2013) . Disseminating knowledge on personal data protection methods is important to minimize the risk of identity theft (Pannah, 2010) .
Considering the challenges in educating youngsters about cybersecurity, it is the aim of on-going research to conduct assessments to find the effectiveness of current cybersecurity awareness modules in conveying information pertaining to personal data protection among youngsters. However, to embark on such research it is necessary to identify the current approaches to determining the effectiveness of cybersecurity awareness. This entails reviewing previous literature relating to what kind of methodologies are used to assess users after attending cybersecurity awareness programmes, whether or not youngsters are considered as part of the target audiences for assessment, and whether personal data protection is considered part of the assessment. As such, this review is important to assist with providing justification of the current gaps in actual research. The input from these findings would also help learn the breadth of the research interest, justify the important points that have not received focus in previous studies, assisting to develop a new assessment strategy of a cybersecurity awareness programme. Furthermore, the input could contribute by validating the selected theoretical background underlying the actual research. Finally, this review provides recent evidence to researchers and interested audiences' regarding 608 K 44,4 the methodology used to measure cybersecurity awareness programmes, and thus helps to enhance knowledge and increase understanding. It is expected to attract wellrespected researchers' consideration in developing an effective way to conduct assessment strategies for cybersecurity awareness to assist with proposing better modules that reach the target audience.
This study consists of five sections. Section 1 provides an introduction to this review. Section 2 briefly states the review objective, while the following section discusses the methodology of the systematic literature review (SLR) used throughout the review process. Section 4 comprises a discussion based on the data extracted from the review exercise. Finally, Section 5 concludes this review.
Objective of the review
The review investigates information from key published sources on the methodologies applied to assess cybersecurity awareness programmes, target audiences and scope of assessment. Based on the literature search, there is an absence of a SLR type of papers published on the topic of approaches to assessing cybersecurity awareness. Thus, the objective of this paper is to capture, summarize, synthesize and critically comment on the methodologies employed to assess cybersecurity awareness, the target audiences and scope of assessment. The underlying objective of identifying the methodology used for the assessment of current cybersecurity awareness programmes is to determine whether prior assessments involved a systematic programme evaluation technique, whether or not youngsters were considered as part of the target audience and whether understanding and practice of personal data protection were part of the assessment scope. Identifying the information will justify actual work on developing an assessment strategy in order to find an effective cybersecurity awareness programme for youngsters.
Methodology
In identifying the required information from the journals selected, the review was conducted in accordance with the procedure for performing SLRs proposed by Kitchenham (2004) . The SLR consists of a step-by-step approach that allows the researcher to define their own search protocol. This method was adopted because it aids in capturing, summarizing, synthesizing and critically commenting on any particular topic reviewed. The steps involved in the SLR are as follows:
•
Step 1: define the research questions.
Step 2: determine the data sources and search process.
Step 3: inclusion and exclusion criteria.
Step 4: results of searching and data extraction.
Step 5: discussion.
Through the SLR procedure, we retrieved 24 articles related to cybersecurity awareness programme assessment. These articles were chosen from credible, highly cited, leading, peer-reviewed journals that are more likely to publish quality research papers (Levy and Ellis, 2006) . Articles were selected from credible and reliable online resources, such as Google Scholar, Science Direct, IEEE, Taylor & Francis, Emerald and Springer databases. Assessing cybersecurity awareness
Research questions
The review was conducted with the aim of finding answers to the following research questions:
RQ1. What are the current methodologies used for assessing users' cybersecurity awareness?
RQ2. Who is the target audience in the current assessment of cybersecurity awareness?
RQ3. What is the scope of the present cybersecurity awareness assessment?
Data sources and search process
The sources for this review include Google Scholar and other relevant online databases, such as Science Direct, IEEE, Taylor & Francis, Emerald and Springer databases. The keywords applied include: assessment of security awareness programme, evaluation of security awareness programme, security awareness programme, security awareness education, security awareness training. The terms awareness, training and education were selected because they are used interchangeably in the identified papers. Therefore, for a more accurate and precise search exercise, all terms were used. The search was limited to all articles published in English from 2005 to 2014. It was considered that this period would allow the retrieval of a sufficient number of studies on the topic and detecting the research trend for this topic.
Inclusion and exclusion search criteria
Only empirical studies on the assessment of cybersecurity or information security were considered. The search limits were set to retrieve only full-text, peer-reviewed journal articles written in English. Certain types of publications as well as certain sections in journals were excluded, like editorials, informal articles from a company/organization, book reviews, prefaces, article summaries, interviews, news, magazines, trade journals, reviews, correspondence, discussions, comments, letters to the editor, summaries of tutorials, meetings, workshops, panels and poster sessions.
The mentioned types of publications were excluded because we wanted to find only papers based on "lessons learned" in assessing cybersecurity awareness, most of which could be found under full-text and peer-reviewed journal articles. Journal articles are found to undergo review processes, which ensure that only established evidence is available. Journals as compared to other sources, report more matured research. The reason why only full-text studies were chosen is the availability of complete assessment processes compared with papers that are partially available or in abstract form only. Peer-reviewed papers were selected because they determine the credibility and reliability of studies. Table I provides a number of literature works dealing with the assessment of cybersecurity awareness approaches. The list of articles is provided as a general overview, and comprises two vertical divisions with the authors' names, years and study goals. The titles and abstracts of the retrieved articles were perused to determine content relevancy.
Search results
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Each article was further analysed, and data were collected and presented in the form of matrix analysis. This was done for each research question for easy understanding and identification of information. Matrix analysis tables are presented in Tables II-IV. 
Data extraction
Author and year Goals Kruger and Kearney (2006) To test the proposed prototype on assessing security awareness To propose a framework for evaluating ICT security awareness Chen et al. (2006) To change the behaviour and work practices of employees Drevin et al. (2007) To identify key areas of concern to address in the ICT security awareness programme, and the result of this assessment was used in security planning Furnell et al. (2007) To identify internet users' awareness of cyber threats and their understanding of the methods for protecting and safeguarding data and systems over the internet Albrechtsen (2007) To examine the level of employees' experiences with regard to their security role and management in the workplace Cone et al. (2007) To use game technology to build stimulation systems that may help users understand information assurance concepts Charoen et al. (2007) To change users' behaviour via action research Power (2007) To determine the level of security culture among employees Rezgui and Marks (2008) To explore the level of information security awareness Furnell et al. (2008) To provide a rich source of users' experiences and views regarding internet security and issues of online protection Kruger et al. (2010) Evaluate methodologies widely used in education Talib et al. (2010) To determine the role of learning in the work place and home on information practice in general Kritzinger and von Solms (2010) To increase awareness and enforce home users to abide by security practices while accessing online applications Hagen et al. (2010) To assess the changes in knowledge, learning and behaviour Bulgurcu et al. (2010) To assess the role of information security awareness and its relationship to human behavioural elements Labuschagne et al. (2011) Use of hypermedia, multimedia and hypertext to provide awareness and assess security awareness among the social networking community Rantos et al. (2012) To determine a methodology that can be adopted to evaluate security awareness programmes Furman et al. (2012) To identify the correct perception, myths and potential misperceptions about computer security Kim (2013) To identify the status of information security awareness for developing effective security awareness training in the future Mani et al. (2013) To identify cyber threats in the real estate industry, assess the security awareness level of real estate employees and the risk management standards adopted by the real estate industry Parsons et al. (2013) To assess the risks, threats, risky assets and consequences of security breaches. To gain deep understanding about the knowledge, attitude and behaviour related to security practices Caputo et al. (2014) To explore the effectiveness of the embedded training by examining the number of clicks from the spear phishing e-mail sent Slusky and Navid (2012) To assess the characteristics of security practices, level of awareness, counter-measure strategies as well as the compliance level of students 
Discussion
In this section, a detailed discussion is provided to answer the formulated research questions:
RQ1. What are the current methodologies employed for assessing users' cybersecurity awareness?
The assessment of cybersecurity awareness is not new, as several scholars have already proposed methodologies that are capable of identifying and assessing internet users' acceptance and understanding levels in relation to security. The identified methodologies for this review will be discussed in this section. As mentioned in the objective section, the underlying purpose of identifying a list of current methodologies utilized for assessing users on cybersecurity awareness is to determine whether a systematic programme evaluation technique has been applied in previous studies. Systematic programme evaluation refers to a technique that has been widely used in evaluating educational programmes (Rossi et al., 2004) , from which the assessment output could help improve the current state of a programme's content and objectives. Based on the data extracted in Section 5, it was further categorized through matrix analysis to encompass a list of studies on the horizontal lines and identified methodologies on the vertical lines (Table II) . There are ten distinctive assessment methodologies that can be further grouped into quantitative or qualitative approaches. The value-focused, survey-based questionnaire and vocabulary test is grouped under quantitative methodologies while observation, interviews, game tools, e-learning, focus groups, document reviews and responses to e-mail are considered qualitative methodologies. The general trends of assessment methods for cybersecurity awareness mainly concern survey-based questionnaires, which represent quantitative data. Two studies were found to have combinations of methodologies, including observation, survey questionnaires and interviews (Rezgui and Marks, 2008; Parsons et al., 2013) . The methodology trend encompasses manual assessment, for instance observation, survey questionnaires and document reviews, and technology-assisted assessment, such as game tools and e-learning. It was also found that two studies utilized methodologies borrowed from education, namely value-focused and vocabulary tests. Cybersecurity awareness assessment basically requires a combination of methodologies, because assessing humans cannot be based merely on the quantitative approach. Certain elements require the involvement of qualitative methodologies, such as evaluating human behaviour. The reflection of learning during cybersecurity awareness must be implied to change the internet user's behaviour. Changes in behaviour require observing human behaviour in reality. Thus, a mix of quantitative and qualitative methodologies shall be considered in designing an effective approach to assessing cybersecurity awareness. As the second discussion point on the methodologies applied in existing research, the trend shows a great amount of previous studies used survey questionnaires, which seem to be beneficial in getting immediate responses from users undergoing cybersecurity awareness. However, in designing an assessment strategy for evaluating youngsters, it is challenging to obtain valid input. This is because youngsters tend to offer responses that do not fully represent their thoughts, therefore necessitating additional methodologies to extract their feedback. It would be beneficial to have an assessment strategy that comprises quantitative and qualitative methodologies of gaining feedback. Thus, to ensure that feedback is valid and reliable, the weaknesses of each methodology would complement each other. This section is supported by Tsohou et al. (2008) , who conducted an analysis on finding assessment approaches to cybersecurity awareness, which include several studies identified in the matrix analysis. From their list of reviews, apparently no assessment has ever been conducted using the programme evaluation technique. This will add value to support our findings that no previous cybersecurity awareness assessment has used the programme evaluation technique to assess user awareness. Their study also revealed that the ultimate goal of a cybersecurity awareness programme is to change user behaviour and instil a security culture using only a few assessments aimed at enhancing the current cybersecurity awareness module.
Thus, in planning for an actual research, using Kirkpatrick's four-level learning model of evaluation is proposed. This is a model of systematic programme evaluation. The suggestion to use Kirkpatrick's four-level learning model is supported by Abawajy et al. (2008) and Karjalainen and Siponen (2011) who also recommended employing a systematic programme evaluation technique for assessing cybersecurity awareness. The assessment comprises evaluating the impact of a programme and human factors on four different levels, which are reaction, learning, behaviour and results. Kirkpatrick's model was chosen due to its suitability in assessing users or Assessing cybersecurity awareness participants who have attended a cybersecurity awareness programme. First, the nature of cybersecurity awareness is considered to be a social programme, because it is conducted to benefit the human condition. Thus, from the aspect of evaluating social programmes, it should be done systematically and consist of structured and standard elements to be evaluated. Kirkpatrick's model is a straightforward way of carrying out an evaluation, which can ensure the quality of the output that can be extended into enhancing the current state of cybersecurity awareness (Bates, 2004; Rossi et al., 2004) . Second, the development of Kirkpatrick's four-level learning was based on the evaluation theory, which was derived from the benefit of the programme theory and social science theory. The programme theory is founded on the basis of the logic connection between a programme's input and output, while the social science theory promotes the concept of human development, learning, changing behaviour, etc. (Mertens and Wilson, 2012) . This is an important aspect of information technology research, whereby a model is selected that is constructed on the basis of a theory which can later help the researcher contribute to knowledge and the theory. Third, Kirkpatrick's model is flexible as it has a combination of methodologies for assessment. This refers to a mixture of quantitative and qualitative methodologies, which can help simplify the complex process of understanding a programme's effectiveness (Bates, 2004) . For these reasons, in our on-going study we will attempt to fill the gaps in cybersecurity assessment research by adopting Kirkpatrick's four-level learning model to conduct assessments based on users' reactions, learning and behaviours, and investigate the effect of the programme and how it can be used as a comprehensive model for evaluating young internet users. The outcome of this assessment will serve to enhance the capability of the cybersecurity awareness programme module to provide cybersecurity education:
RQ2. Who is the target audience for current cybersecurity awareness assessment?
The target audience in this section refers to the community targeted for cybersecurity awareness assessment in previous studies. It is important to know which people were targeted in previous studies, which people were left out from the assessment and whether youngsters were part of the target audience. The requirement to identify youngsters as part of the target audience is due to the fact that this group of people is in a state of potentially exhibiting addictive behaviour towards online technology and internet applications (Johansson and Götestam, 2004) . Youngsters also appear to excessively use the internet, which leaves them surrounded by internet vulnerabilities including online fraud and identity theft (Sithira and Nguwi, 2014 ). An additional reason for having them as a focal group to be assessed is because in a study by Boyd (2007) , it was found that youngsters are perceived as "cool" among the school community if they are connected to social media, thus making them actively seek ways to get connected and gain many friends. However, in their state of building up a cognitive, social identity and development, they still have a lack of security awareness to protect themselves from internet vulnerabilities (Boyd, 2007; Livingstone et al., 2005) .
Youngsters, or millennials, are often categorized by age, ranging from 12 to 19 years old (Atkinson et al., 2009; Johansson and Götestam, 2004; Livingstone et al., 2005) . This category entails some of the most active internet users, who are very energetic in exploring internet resources and engaging in various activities with online media. The consistent finding of high internet literacy among youngsters as compared to the elderly in studies by Livingstone et al. (2005) and Tan et al. (2010) , is another element that 616 K 44,4 justifies the focus required towards youngsters for gaining appropriate security awareness. Their enthusiasm in exploring the internet often exposes them to risks of cyber threats, such as phishing and identity theft (Furnell, 2010) . The other reason for conducting assessments among youngsters is the lack of awareness of safety measures, security practices and reliability of internet applications used (Furnell, 2010; Livingstone et al., 2005) . In addition, youngsters have an oversharing attitude with online media, thus encouraging third parties or intruders to stalk or steal personal information.
The data extracted from the reviewed studies were examined using matrix analysis, which consists of a list of studies on the horizontal line and five vertical lines that categorize the target audience into organizations, home users, college/university students, novice internet users and social networking users (Table III) . From the matrix analysis, it was found that in most previous studies, the target audiences were mainly from organizations and less research focused on other categories. It was also found that little effort was made to analyse the target audiences based on age distribution, which differentiates people in terms of the age factor.
In relation to the underlying objective of this research, the question is to determine whether youngsters were considered for assessment as one type of people based on age. It appeared that none of the studies reviewed considered focusing on youngsters in the assessment. The justification of assessing youngsters as a separate group was discussed in an earlier part of this section; however, it is an important consideration to realize that if the assessment generally groups youngsters into an identified target audience, the assessment will result in more variations and less uniformity to generalize the feedback to represent youngsters.
Cybersecurity awareness programmes require proper segmentation of internet users, because they differ in levels of security awareness, acceptance and amount of help they need (Peltier, 2005) . The concept of awareness should be tailored to a specific audience and should not be a "one-size-fits-all" approach (Choo, 2011; May, 2008; Valentine and Labs, 2006) :
What is the scope of current cybersecurity awareness assessment?
The importance of including understanding of personal data protection as part of the assessment focus on users is due to the issue of identity theft that affects youngsters owing to characteristics discussed in the previous section. Identity theft is one of the fastest growing crimes in cyberspace (Aimeur and Schonfeld, 2011) , and it occurs thanks to the wide availability of personal information on the web, which attracts third parties to steal and use information for illegal purposes or to secure some benefits (Broadhurst and Chang, 2013; Wen Jie et al., 2006; Whitson, 2009 ). These fraudulent activities usually occur without the owner's knowledge or consent (Loibl, 2005) . According to Newman and Mcnally (2005) , the anatomy of identity theft encompasses three major stages: first, acquisition stage -normally performed by phishing through social engineering, spamming, "dumpster diving" and spyware activities; second, use stage -this occurs, for example, when the stolen identities are used for the instant withdrawal and transfer of money, account login and credit card swiping; and third, discovery stage -this occurs when the users become aware that their identity has been stolen. Innocent internet users become victims of other users trying to gain illegal access (Newman, 2006) .
Investigations on the increasing identity theft among youngsters reveal that youngsters have a lack of understanding and harbour a lenient attitude towards personal data protection when using the internet (Chen et al., 2006; Furnell et al., 2008) .
Assessing cybersecurity awareness
Avid young internet users become victims, because they are ill-equipped to address internet threats (Furnell, 2010) . This is corroborated by a clinical report on the impact of social media on children, adolescents and families by O'Keeffe and Clarke-Pearson (2011). They found that among children and adolescents, it is risky behaviour to have inappropriate habits of technology usage, an oversharing attitude and lack of privacy protection. Another factor that contributes to the risky behaviour that leads to identity theft geared towards youngsters is their perception. Studies have shown that when youngsters perceive a particular site or element in cyberspace as beneficial to them, they are willing to share information without any restriction (Youn, 2005) . To combat identity theft especially among youngsters, their understanding of the importance of personal data protection must be identified. Therefore, any studies on current cybersecurity awareness assessments must determine whether personal data protection is highlighted as an essential part of the assessment. To answer this research question, matrix analysis was performed as well. The matrix analysis consists of the same horizontal line showing a list of studies and eight identified scopes of assessment (Table IV) . The identified scopes are security in general, level of security awareness, knowledge, attitude, behaviour, information assurance, management and reporting. The trend seemed to focus on security in general, besides level of security awareness, knowledge and participants' attitude.
In the relationship between the issues of identity theft that can easily target youngsters and the trend of cybersecurity awareness assessment scope, there is a gap in justifying that less focus has been directed by previous researchers on incorporating personal data protection as part of the assessment aim. Therefore, in planning for the actual research, the assessment scope will be geared towards assessing the youngsters' understanding of personal data protection. This is foreseen as being important to identify whether current cybersecurity awareness in delivering the right message of how personal data protection can be well-received by participants.
Conclusion
In general, the assessment of cybersecurity awareness is not an entirely new topic in literature. It has been performed and discussed in various academic journals. However, the issue faced in identifying the effectiveness of cybersecurity awareness opens an opportunity for researchers to gain deep understanding of the methodologies, target audiences and scopes of assessment. Although good methodologies are used in assessing cybersecurity awareness, there is still a lack in flexibility with using multiple methodologies in one study. Categorizing users when assessing cybersecurity awareness is deemed essential to ensure the right cybersecurity message is delivered to the right audiences. Thus, in terms of youngsters, still not sufficient consideration is given to analysing them as one unit. As a scope of assessment, it is aimed to assist in combating identity theft, specifically on youngsters, because they are more exposed to this kind of cyber threat and will experience harmful effects not just to themselves but their families as well. This identified gap can be seen as an opportunity missed that may be good in planning for an effective way to assess youngsters in terms of their feedback and understanding of personal data protection. Therefore, there is a huge potential in this research area to leverage on a systematic programme evaluation technique that has benefited in evaluating educational programmes to be extended in the field of information technology. Actual research needs to take advantage of the identified gap in investigating this topic empirically, supported by selected theories and combining different methods applicable to the selected Kirkpatrick's four-level learning 618 K 44,4 evaluation technique. In addition, through proper research activities, actual research may propose relevant enhancement to current practices of conveying cybersecurity awareness programmes to youngsters, specifically on personal data protection. Finally, actual research is additionally targeted at minimizing the risk and number of cases of identity theft among youngsters.
