II. Discrete Wavelet Transform
Wavelet domain is identified as an important domain for watermarking technique .Wavelet contains small waves. Discrete Wavelet Transform is based on small waves of limited duration and varying frequency [5] . It is a frequency domain technique in which the host image is transformed into frequency domain and then its coefficients are modified in accordance with the transformed coefficients of the watermark. DWT provides both spatial and frequency description of the image [6] . It decompose an image in basically three spatial directions horizontal, vertical and diagonal in result separating the image into four different components namely LL, LH, HL and HH.
III. Singular Value Decomposition
Let A be a general real matrix of order m x n and its SVD is the factorization:
Where P and R are orthogonal (unitary) matrices and Q = diag ( , ..., ), where , i = 1 to r are the singular values of the matrix A with r = min (m, n) and it satisfies: ≥ ≥... ≥
The first r columns of P and R are the left and right singular vectors of A respectively. There are many advantages to use SVD in digital image processing. Firstly, the SVD transformation can be applied to an image processing is performed. Lastly singular values contain intrinsic algebraic properties of an image.
IV. Proposed System
The proposed scheme combines DWT-SVD watermarking and chaotic encryption method. Two watermark images are embedded in the LH and HL bands of the cover image after third level DWT decomposition. The embedding is done by modifying the singular values in LH and HL bands of the cover image with the singular values of the watermark images. Embedding is followed by chaotic encryption method to improve the security. Fig.1 shows the proposed system. Obtain the modified DWT coefficients
Apply inverse DWT using two sets of modified DWT coefficients and two sets of non modified DWT coefficients to obtain the watermarked image [11, 12] .
Encryption
The chaos-based encryption was first introduced in 1989 [8] . Chaotic system has many properties such as sensitive dependence on initial conditions and system parameters, pseudorandom property, non-periodicity and topological transitivity, etc. It motivated many researchers to work in this field. One of the simple chaos functions for cryptography applications is the logistic map. It is defined as: X n+1 = r X n (1-X n ) (7) Where X n takes values in the interval [0, 1] and r is in the range of 3.5 to 4. Fig. 2 shows the encryptiondecryption block diagram [10] . 
Where the initial value of key 3 is 0.3 f)
The set of Key 3 values are stored in c(i,j) g) Set the constants t=0.4,g0=0.2,g1=0.5,g2=0.3. h)
Substitute the value of a,b,c in the equation
Rounding the value of 'P' after multiplying with 255 using the equation, e=round(P*255).
j) Encrypted image 'E' is obtained using the equation
E=mod(tt* +(1-tt)*e,256).
Where is the watermarked image and tt=.001.
Decryption algorithm a)
Iterate the logistic map equation key 1 (8) Round the value of P after multiplying with 255 using the equation (12) j) Substitute the above rounded value in the following equation.
F=(1-tt)*e (14)
h) Where tt is a constant and its value is 0.001. k)
Decrypted image is obtained using the equation
Where 'E' is the encrypted image. 
Algorithm -Extracting the watermark

V. Simulation Results
The proposed algorithm is implemented using MATLAB. An 8-bit gray scale 'Lena' of size 512 x 512 is selected as host image. Two gray level images of size 128x128 are used as watermark images. Fig. 3 shows the host image and watermark images. Fig. 4 shows the watermarked image, encrypted image, decrypted image and extracted watermarks without noise attacks. It can be seen that the proposed method preserves the perceptual quality of the watermarked mage. Histogram is a graphical representation of the tonal distribution in a digital image. It gives the number of pixels for each tonal value. Figure 5 shows the histogram of the watermarked image, encrypted image and the decrypted image. From the figures it is understood that the proposed method perfectly decrypt the encrypted image.
(a) (b) (c) Fig.5: Histogram (a) watermarked image (b) encrypted image (c) decrypted image 
VI. Performance Analysis
To investigate the robustness of the algorithm, the encrypted image is subjected to various types of attacks such as salt and pepper noise, speckle noise and Gaussian blur attacks. Salt and pepper noise is also called impulse noise and it can be caused by sudden and sharp disturbances in the image signal. It appears as randomly occurring white and black pixels over the image. Salt and pepper noise attack is also essentially a high pass filter function. Gaussian blurring is a process that averages the value of pixels over an area using weighing coefficients derived from a Gaussian function. It is often used to reduce noise or to reduce pixilation in an image. Speckle noise is a granular noise that inherently presents in and degrades the quality of the active radar and Synthetic Aperture Radar (SAR) images. It causes difficulties for image interpolation in SAR images. The extracted watermarks after different noise attacks are shown in the Fig.6 . For comparing the similarities between the original and extracted watermarks, the correlation coefficient was employed. The normalized coefficient (NCC) gives a measure of the robustness of watermarking and its peak value is 1.
NCC= (19)
Where w and w' represents the original and extracted watermark respectively [9] . Table 1 shows the NCC values between extracted watermarks and original watermarks. Table 2 shows the NCC values between decrypted image and the encrypted image. It can be observed that the proposed method is robust to various attacks. 
VII. Conclusion
The proposed method combines the watermarking and encryption techniques to improve the security of the digital images. It utilizes the advantages of DWT, SVD in the watermarking technique and chaos in the encryption technique. In this method two watermark images are embedded in the HL and LH bands of the host image after three levels DWT decomposition of the host image using Haar wavelet by modifying the singular values of the host image with that of watermark images. The watermarked image is then encrypted and then sends to the receiver. In this the key generation is based on chaotic logistic maps. Proposed encryption method has wide key space and high key sensitivity. Performance analysis shows that it is able to recover the watermarks after Gaussian blur, Salt & pepper noise and speckle noise attacks.
