. At the left a shielded and at the right an unshielded version of a DVB-H receiver is depicted. 
improve the Quality-of-Service (QoS) performance of a linklayer implementation, advanced DVB-H link-layer concepts [5] [6] have been developed. Figure 1 shows a DVB-H receiver, operating on an antenna signal and basically delivering IP-datagrams, Service Information (SI) and Program Specific Information (PSI) as output data. Testing a link layer implementation embedded in a solution as depicted in Fig. 1 , requires a cumbersome verification process, including measurements and evaluations for various signal conditions. An incorrect link layer implementation may be unnoticed due to the presence of FEC, resulting in a performance loss, which consumes some of the errorcorrection strength, thereby lowering the correction performance.
Detection of an incorrect link layer implementation requires a test concept, in which each individual syntax element of the link layer protocol-stack is addressable and available in erroneous and non-erroneous conditions. Erroneous locations in the MPE-FEC table are caused by transmission errors, which corrupt symbols of individual or successive TS packets. Such errors result in an incorrect MPE or MPE-FEC section, erasing (partly) either the section header, the section payload, the section CRC, or a combination of these error locations, or they are limited to only the TS header, potentially leading to the loss of all TS payload.
As the location of the error strongly influences the receiver behavior, receiver verification requires a generator that enables defined error insertion at all levels and data locations of the protocol stack. In a straightforward design and validation test of a new silicon decoder implementation, one would typically realize a "golden" reference model of a full decoder, that serves as a comparison to the silicon decoder under test (Device Under Test), with respect to the various error recovery behaviors possible within the framework of the standard. However, the realization of such a reference model is a time consuming and expensive task. For this reason, we propose an alternative and much more efficient approach, where such a reference model is completely omitted for the validation and verification phase. Our solution consists of a generator capable of generating error-free data vectors and error-prone data vectors, where in the last case, the transmitted IP-based data and associated parity data are equipped with erasure-flag information that would be normally generated by a correctly operating decoder. On the basis of this erasure information, the output of the decoder is compared to the desired output data for that error pattern. For SI/PSI data, a similar procedure is deployed using a list of time-stamped sections, whereby the absence of a SI/PSI section is caused the imposed errors.
Efficient Validation/Verification of a Robust DVB-H Link Layer
This paper describes an elegant solution and implementation for the generation of error-free and errorprone DVB-H link-layer test sequences, the associated reference data set and the analysis of this reference data. Furthermore, a distinction is made between validation and verification. In the validation phase, the analysis is performed solely on the generated IP-based reference data set, enabling performance tests of various link-layer de-encapsulation concepts, and Reed-Solomon erasure decoding approaches. The concepts and approaches are performed prior to an actual DVB-H link-layer implementation, thereby avoiding the need for a full reference model. In the verification phase, the analysis is based on both generated IP and SI/PSI reference data and the output of an actual DVB-H silicon implementation. The analysis is based on low-cost arithmetic operations, simplifying a real-time implementation.
The paper is divided as follows. Section II introduces the DVB-H broadcast protocol and an efficient and robust DVB-H link layer. Section III briefly introduces the concept of validation and verification. Section IV elaborates on the system aspects of a DVB-H link layer stream generator and stream analyzer. Section V discusses the DVB-H stream generator and Section VI elaborates on the DVB-H analyzer. Section VII presents experimental results. Finally, conclusions are presented in Section VIII.
II. ROBUST AND EFFICIENT DVB-H LINK LAYER
The DVB-H link layer is an interface between the OSI Layer-1 (radio layer) operating in the physical domain and the OSI Layer-3 (network layer), see Fig. 2 . DVB-H unlike other DVB family members such as terrestrial (T), cable (C) or satellite (S), is an IP-based broadcasting standard and is like the existing DVB standard family equipped with signaling information carried in Program Specific Information (PSI) and Service Information (SI), which are both multiplexed into the transport stream. However, SI and PSI are not broadcasted in time-sliced fashion, as is the case with the IP-based DVB-H services. To improve the DVB-H receiver robustness, the DVB-H link layer is equipped with an additional FEC layer, called MPE-FEC, which is based on [255, 191, 65] ReedSolomon (RS) code with distance d that allows to correct up to e erasures, if the erroneous positions are known, or t unknown errors, or a combination of t and e according to the inequality .
(1) The DVB-H link layer consists of five main building blocks, dealing with MPEG-2 TS de-multiplexing, MPE-FEC decoding, IP filtering, queue management and link layer control. These five main building blocks are extended with additional robustness functionality [5] [6], resulting in an efficient and robust DVB-H link layer (see Fig. 3 ) with corresponding data processing flow, as depicted in Fig. 4 . DVB-H employs Multi Protocol Encapsulation (MPE) such that a single IP datagram is carried by one MPE section [1] [6] and one or more MPE-FEC sections [1] for optional FEC data. As a result, DVB-H requires only section filtering to be supported by the MPEG-2 de-multiplexer, as SI and PSI are by default carried in sections-based containers.
A DVB-H link layer can be implemented in various ways. Modern Software Defined Radio (SDR) implementations are a trade-off between cost and flexibility. Depending on this trade-off, the DVB-H link layer functional blocks may be implemented on a Digital Signal Processor (DSP), control processor, dedicated logic or a combination of them. Testing such SDR-based link layer is a cumbersome exercise and requires tests against various aspects, which encompass e.g. error-free signals, error-prone signals, single or multiple service reception, throughput related tests, range filtering either for SI/PSI sections, or for IP datagram filtering to mention a few.
III. DVB-H LINK LAYER VERIFICATION AND VALIDATION
This section introduces the definition of verification and validation, which have been defined by the IEEE Standard for Software Verification and Validation [7] , as used in this paper. A. Verification According to the IEEE standard [7] , verification is confirmation by examination and provisions of objective evidence that specified requirements have been fulfilled. Verification of a DVB-H link layer basically means testing against the deployed standards. However, a robust link layer, as depicted in Fig. 3 , is equipped with additional algorithms, requiring specific verification tests.
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B. Validation
According to the IEEE standard [7] , validation is confirmation by examination and provisions of objective evidence that the particular requirements for a specific intended use are fulfilled.
Validation of an efficient and robust DVB-H link layer, as depicted in Fig. 3 , reveals the actual performance of the FEC, which solely depends on inequality (1), which on its turn depends on the deployed erasure assignment and optionally deployed erasure conversion method, for a certain TS error rate.
Basically, validation requires a simulation model to test the various options enabled by inequality (1), which in practice means the development of a full-featured golden-reference DVB-H link layer model. Moreover, besides a goldenreference model of the DVB-H link layer, a DVB-H data generator is required to generate the test vectors, which are used to validate the DVB-H link layer golden-reference model. From the validation process, it becomes clear which algorithms contribute to the DVB-H link layer robustness. However, the cost in terms of engineering effort is considerable as the validation is done on the basis of a fullfeatured DVB-H link layer model.
Our proposal circumvents the need for a DVB-H link layer golden-reference model for validation purposes and still provides accurate performance figures.
The concept presented in this paper is based on the development of a DVB-H data generator and corresponding data analyzer. The data generator stores a duplicate of each generated MPE-FEC frame for future usage by the analyzer, whereby this duplicate data is equipped with erasure information, reflecting the status of that data in the final TS. The SI and PSI section reference set consists of correctly received time-stamped sections. The time stamps indicate the absolute location within the Transport Stream (TS) multiplex, enabling objective determination of the expected SI/PSI filter operation for time-sliced as well as continuous reception mode.
IV. SYSTEM ASPECTS OF A DVB-H LINK LAYER DATA GENERATOR AND DATA ANALYZER
This section deals with the system aspects of the DVB-H data generator and data analyzer, required to validate and verify an efficient and robust DVB-H link layer, as depicted in Fig. 3 .
A. System aspects for the data generator
The link layer functional blocks impose the following system requirements on the DVB-H TS data generator.  MPEG-2 demux. The generator must be able to generate error-free and error-prone TS packets, thereby exploring the syntax variations according to [3] [4].  MPE-FEC decoding. This block operates on the MPE-FEC frame, using erasure information derived by the IP de-encapsulation filter chain.  IP-filter. The data generator should be able to create IPv4 or IPv6 traffic, with uniform or non-uniform destination addresses and fixed or flexible IP datagram sizes.  Queue management. The data generator should be able to generate error-free or error-prone SI/PSI traffic with fixed or flexible section sizes for average signal conditions up to worst-case timing conditions. Furthermore, the data generator should be capable to stream parallel or consecutive IP-based services based on different MPE-FEC frame dimensions.  Link layer control. The data generator should be able to generate time-sliced and dispersed elementary streams, either with or without FEC.  Reference data. The data generator should deliver the reference data for the IP-based service data, including erasure information. For the SI/PSI data, the data generator should provide a set of time-stamped SI/PSI sections that have been correctly transmitted.  IP de-encapsulation method. The data generator should support different erasure assignment concepts, associated to different IP de-encapsulation methods.  TS error traces. The data generator should be able to generate error-prone transport streams on the basis of recorded error traces.
B. System aspects for the data analyzer
The functional blocks of the link layer impose the following system requirements on the DVB-H data analyzer.  Erasure information. The data analyzer should have the knowledge about erasure-location information and its usage by the FEC decoder (erasure conversion, strategies) to determine the FEC decoder result.  MPE-FEC frame. The data analyzer should incorporate the settings deployed (number of rows) about the transmitted MPE-FEC frame size in relation to the IP service.  IP-filter settings. The data analyzer should utilize the IP-filter settings deployed by the Device Under Test (DUT) to determine which IP datagrams are delivered by the DUT.  SI/PSI sections. The data analyzer should have access to all correctly transmitted SI/PSI sections, their time position, the SI/PSI filter settings and the DVB-H receiving mode (time-sliced or continuous).
V. DVB-H LINK LAYER STREAM DATA GENERATOR
Based on the previous data generator requirements from Section IV, we have designed a data generator, which is portrayed by Fig. 5 . The DVB-H data generator consists of two separate sub-generators, whereby the data generator at the left-hand side in Fig. 5 generates an IP-flow, which is encapsulated in a DVB-H elementary stream (note that this is not a Packetized Elementary Stream (PES)). The data generator at the right-hand side in Fig. 5 produces the SI and PSI signaling information, which are multiplexed together with one or more elementary streams into the final MPEG-2 TS. The solid straight arrows indicate the data flow of the encapsulation process, whereas the curved dashed lines indicate the error back-annotation. Based on the erasure information, the symbols in the MPE-FEC frame are equipped with a 2-bit erasure flag. For the SI and PSI data generator, the error back-annotation results in the presence or absence of a particular section in the time-stamped reference set. In the sequel, the functional blocks of the data generator are described, taking into account the individual processing steps and the possible operation mode of DVB-H link layer, as depicted in Fig. 4 .
A. IP flow generator
The IP flow generator produces IP traffic, which is either IPv4 or IPv6-based [9] [10] . The number of simultaneous IP flows is determined by the data processing flow as depicted in Fig. 4 , which supports up to 4 MPE-FEC frames and up to 8 possible IP-filters per MPE-FEC frame resulting in a total of 32 different IP flows.
B. MPE-FEC frame generation
The DVB-H standard supports 4 different MPE-FEC frame sizes, varying from 256, 512, 768 and 1,024 rows. The MPE-FEC frame generator should support all 4 formats, which can be broadcasted in consecutive order or in parallel manner. By splitting the 1,024 row-based MPE-FEC frame in smaller fragments, various broadcasting concepts can be arranged. Figure 6 (a-c) indicates three examples of parallel bursts of broadcasted services, which can all be simultaneously stored within the 1,024 row-based MPE-FEC frame. Moreover, the MPE-FEC frame data generator should support services with and without FEC. Furthermore, to adapt the error-correction strength, the MPE-FEC frame data generator can use puncturing and/or shortening of FEC parities to adjust the error-correction capability, which can vary per service burst. Summarizing, the data generator is capable of creating a large variety of data vectors for all possible receiving operations. 
C. MPE / MPE-FEC section generation
The MPE/MPE-FEC section generation involves the encapsulation of a single IP datagram or a single parity column into a corresponding section. A distinction is made between the error-free and error-prone situation. For the errorfree situation, this part of the syntax generator tests various link layer features, which may also influence the overall system behavior. It addresses the section header filtering, tests the proper handling of the Cyclic Redundancy Check (CRC) and the real_time_parameters [1] . Furthermore, for the situation that the received service is equipped with link layer FEC, early front-end shutdown is tested as the FEC data are not required because of the error-free reception condition.
The error-prone situation differs completely from the above. Errors inserted at this level may hamper the data processing flow from Fig. 4 , because vital information fields such as e.g. the section Table ID, the section_length field or the real_time_parameter fields [1] , required by the filters are corrupted. As the data generator concept is based on error back-annotation, knowledge should exist on the type of IP deencapsulation deployed at the DUT.
In this paper, we will consider two IP de-encapsulation schemes. The first scheme is based on basic de-encapsulation, which only stores correctly received MPE of MPE/FEC sections in the MPE-FEC frame [1] . The second deencapsulation scheme is an advanced de-encapsulation scheme, which stores, besides correctly received data, also incorrectly received data if the MPE-FEC storage location can be derived from previous and or future received information. This advanced de-encapsulation scheme uses 2-bit erasure information, distinguishing between correct, hard-erased and soft-erased reliability information.
D. TS packet generation
This part of the data generator maps the MPE, MPE-FEC, SI and PSI sections onto the payload part of successive TS packets. If the higher encapsulation layer inserts an error, the TS packet Transport Error Indicator (TEI) is set to unity. Although the higher encapsulation layer may have only changed a single byte, e.g. the MPE/MPE-FEC section encapsulation has changed the section Table_ID, the TS packet encapsulation layer introduces erasure expansion. Hereby, a single error is expanded up to maximal 184 errors. For the situation that the TS packet contains IP or FEC data, the MPE-FEC frame is updated concerning the reliability status via erasure back-annotation. For the situation that the TS packet contains SI or PSI data, the corresponding section is omitted from the reference set. The reader should note that the channel decoder FEC, which can correct up to 8 errors, will not operate on these errors, as they are already available prior to the calculation of the channel FEC parities. As a consequence, the channel decoder FEC will be transparent, which is essential for the test setup.
E. SI/PSI stream data generator
The SI/PSI data generator is either based on a data carousel containing actual SI/PSI signaling information, which corresponds to the generated TS or contains linear data for test purposes. The former situation is relevant when the middleware of a DVB-H receiver needs to be tested. The latter situation applies, when testing the DVB-H link layer filtering capabilities. Verification of the SI/PSI filtering capabilities is basically limited to section size, section throughput and section header filtering. Unlike the DVB-H service data, the SI/PSI information is not broadcasted with Time Division Multiplexing (TDM). As a result, the reference set contains all sections, which have been correctly broadcasted in sequential order. Each section is equipped with a time stamp that indicates the start time position, see Fig. 7 . With aid of this time stamp and the reception condition being either continuous reception or time-sliced reception, the SI/PSI data analyzer is capable of determining which SI/PSI sections are minimally to be received. More SI/PSI sections are received e.g. for the situation that the receiver misses the last real_time_parameter of a service burst, causing the receiver to rely on the max_burst_duration. This information is broadcasted in the Time Slice and FEC identifier descriptor, to switch-off the receiver in order to save energy between two service bursts.
F. TS error-trace
In order to validate and verify the DVB-H link layer, errorprone TSs are required. For this purpose, the proposed data generator has the ability to insert errors, which are derived from the actually received TS. The TS used to derive the error-trace is recorded and compared with the original broadcasted TS. The outcome of this comparison is an errortrace, which signals TS packets to be correct, TS packets to be present but defect, or TS packet loss. For the situation that the TS packet is present but defect, also the number of errors is calculated and stored, thereby enabling accurate erasure-back annotation for the situation that the erasure conversion has to be simulated during validation.
G. TS multiplexer
The TS multiplexer concatenates the TS packets provided by the service data generator, the SI/PSI data generator or inserted stuffing packets to fulfill the bit rate constraint if no TS packets are available from the higher encapsulation layers. Furthermore, the TS multiplexer can corrupt the TS multiplex on the basis of information provided by an error trace. Errors inserted in the TS multiplexer are back-annotated. As a result, the MPE-FEC frame reference set is equipped with 2-bit erasure flag information, or an SI/PSI section is omitted from the time-stamped SI/PSI reference set.
VI. DVB-H LINK LAYER DATA ANALYZER
In this section, we present the DVB-H link layer data analyzer, which operates on the reference data provided by the DVB-H data generator as discussed in Section V. The reference data sets consist of erasure back-annotated MPE-FEC frame-based data and the time-stamped SI/SPI section data.
A distinction is made between verification and validation. For DVB-H link layer validation, the data analyzer will operate on the erasure back-annotated reference sets prepared by the DVB-H data generator, see Fig. 8(c) . For DVB-H link layer verification, the data analyzer will operate on both erasure back-annotated reference data and the time-stamped SI/PSI section-based reference data, as well as on IP-based data and SI/PSI sections that are provided by the DVB-H link layer DUT, see Fig. 8(b) .
The validation discussed in this paper is restricted to benchmark the IP de-encapsulation method, which is responsible for assigning the 2-bit erasure information to the erroneously received IP-based data, for DVB-H system validation, see [8] .
A. DVB-H link layer validation
The objective of the DVB-H link layer FEC is to improve the robustness for various channel impairments. Full MPE-FEC frame reconstruction is possible, when inequality (1) is fulfilled for each row of the MPE-FEC frame. Since the DVB-H generator produces 2-bit erasure back-annotated MPE-FEC frame-based reference data, validation of IP de-encapsulation schemes is possible on the basis of this reference set and only requires counting the number of erasures on a per row basis. Figure 9 depicts an example of 2-bit erasure back-annotated MPE-FEC frame-based reference data. The MPE-FEC frame consists of an application data table storing the received IP datagrams and an RS-data table storing the FEC parities. The symbols of both tables are equipped with 2-bit erasure information, here indicated by the character H and S corresponding to hard-erased and soft-erased, see Fig. 9 .
Basically, the analyzer counts per MPE-FEC row the number of hard-and soft-erased symbols. For the situation that all MPE-FEC frame rows fulfill inequality (1), all data is corrected by the DVB-H link layer FEC. Otherwise, the MPE-FEC frame is not successfully corrected and only the correctly received and potentially corrected IP datagrams are forwarded to the network layer. As only the IP-based service data is additionally protected by the DVB-H link layer FEC, SI/PSI information is not involved in the validation process.
B. DVB-H link layer verification
The objective of verification is to confirm that the output of the DVB-H link layer corresponds to the expected output. Figure 8 (a-b) indicates the test setup. The analyzer operates on the output data of the DUT as well as on the IP-based and SI/PSI section-based reference data sets prepared by the data generator. For the IP-based reference set, the analyzer applies the same calculation as for validation. However, for the situation that the MPE-FEC decoder fails to correct all corrupted rows, the analyzer performs an additional step whereby the correctly received and potentially corrected IPdatagrams are located and used as reference data. On the full or recovered reference set, the analyzer applies the IP-filtering as applied by the DUT to further refine the expected IPdatagram set.
For the verification of the SI/PSI sections, the data analyzer uses the section filter settings as applied by the DUT. Furthermore, the receiver reception mode, which is either continuous or time-sliced, is deployed, as well as the timeslice period of the main service, which is received. Based on this information, the analyzer filters the time-stamped sectionbased reference set, resulting in the final section reference set.
VII. EXPERIMENTAL RESULTS
The DVB-H data generator and data analyzer are used to validate the concept of advanced IP de-encapsulation [6] and to validate and verify the IP recovery performance [5] . For the verification, the DVB-H receiver, as shown in Fig. 1 , has been used as the DUT.
A. DVB-H advanced IP de-encapsulation validation
The correction strength of the DVB-H link layer FEC is expressed by Equation (1) . From this inequality, it becomes clear that the probability of successful FEC correction increases when reducing the number of erased symbols. The objective of advanced IP de-encapsulation [6] is to maximize the utilization of received data, either received correctly or incorrectly. In this sub-section, advanced IP de-encapsulation is compared with the IP de-encapsulation method described in [1] , which signals complete sections as being erased, when an error has occurred during transmission. The simulations are based on error traces, captured from an actual receiver frontend for various CNR settings. Fig. 10 shows that advanced IP de-encapsulation has a positive contribution to the receiver performance, resulting in a CNR gain of 1dB for medium Doppler frequencies. Furthermore, Doppler reception is improved with 20 Hz, resulting in a similar reception condition as with 100 Hz Doppler in the conventional situation. The performance difference between the simulation and measurement is caused by a design optimization, whereby the handling of floating segments [6] is not supported by the actual implementation.
B. DVB-H IP recovery validation
The DVB-H link layer FEC can correct up to 64 erasures, all depending on the applied shortening and puncturing deployed for appropriate error handling. However, for the situation that the FEC fails to correct all erroneous rows of an MPE-FEC frame, all correctly received IP datagrams may be lost. IP-recovery is a concept that allows proper retrieval from a defect MPE-FEC frame of (a) the correctly received IP datagrams and (b) potentially FEC-corrected IP datagrams by the link layer FEC [5] . IP recovery has been validated using the generator/analyzer configuration, as depicted in Fig. 8(c) .
Our starting point forms a TS with an − on the average − constant error probability, whereby the payload of the corrupted TS packets is indicated with a hard erasure signal by the IP de-encapsulation process. This is the worst-case situation, as typically not all Bytes constructing a TS packet are defect [5] . Figure 11 indicates the simulated IP datagram recovery performance. The simulations indicate that the recovery performance for small-sized IP datagrams, which in practice will not be frequently deployed, is still substantial (more than 60% for 768-Byte-based IP datagrams) and declines with the increase in IP datagram size. The results depicted in Fig. 11 suggest that the gain of IP recovery is limited (rapid decline to 50%). However, the deployed erasure assignment is worstcase, since all TS data is flagged as hard-erased. In practice, even with more than 8 errors in the received TS packet, a significant part (80%) of the received TS payload will not be error-prone. As a result, with a more advanced erasure assignment strategy giving a correct decision on soft-and hard-erased labeling by the DVB-H link layer, the probability of successful MPE-FEC frame correction is optimized [5] , leading to a higher recovery score. Figure 1 shows an actual DVB-H receiver on the basis of a Multi-Chip Module (MCM). The MCM consists of a silicon tuner and baseband chip interconnected via a laminate, packaged in a Ball Grid Array (BGA). Figure 4 portrays the link layer block diagram as deployed in the MCM. Figure 12 depicts the IP datagram recovery performance for various TS packet error rates, as measured on the MCM. For each IP datagram size, an MPEG-2 TS stream has been generated containing 100 service bursts, which are broadcasted in time-sliced form, using a period of 3 seconds, resulting in a 5-minute test sequence. The service burst deploys an MPE-FEC frame size of 1,024 rows without shortening and puncturing. This means that the error protection and data capacity are fully utilized. The IP recovery depicted in Fig. 12 is obtained by comparing the actually received IP datagrams with the reference set generated by the DVB-H data generator described in Section V. This data is analyzed using the data analyzer described in Section VI. For the situation that all expected IP datagrams are received, the normalized recovery rate becomes unity, which means that an erroneous MPE-FEC frame can be successfully corrected by the link-layer FEC. In Fig. 12 , it is shown that for a TS-packet error rate exceeding 10 %, the MPE-FEC frame cannot be fully corrected by the FEC. Note that for TS-packet error rates beyond 10 %, it is still possible that the DVB-H link layer can fully correct the service burst. However, the number of fully corrected MPE-FEC frames after the link layer FEC declines with an increase in TS-packet error rate. This decline appears for all IP datagram sizes from 12 % error rate onwards.
C. DVB-H IP recovery verification
The results depicted in Fig. 12 deviate from the simulation results in the sense that the simulated results shown in Fig. 11 are slightly better the measured performance curves in Fig. 12 .
The primary reason for this is the difference between the deployed IP encapsulation techniques. The IP encapsulation deployed in the simulation is such that after the last MPE-or MPE-FEC section Byte, only stuffing Bytes are used to fill up the TS packet. The IP de-encapsulation deployed in the MCM implementation case allows the next MPE-section to start directly in the TS packet that contains the last Byte of the current MPE-or MPE-FEC section, provided that there is sufficient place. This case is more likely to occur in practice due to its higher efficiency. However, this leads to more corrupted data for defect received TS packets, as the TS packet holds the last part of the current section and start of a new section, which results in a CRC failure for the current section and the complete loss of the new section due to the loss of the section header. This results in a higher amount of erased symbols in the MPE-FEC frame, directly influencing the FEC correction capabilities.
Furthermore, at 10% TS-packet error rate, there is a slight performance dip in the measured performance curves from Fig. 12 . Such a dip is also observed in simulations when applying different error probabilities. This small performance drop is caused by the TS-packet error distribution where long bursts occur and the corresponding erasure assignment by the IP de-encapsulation process. If one of those parameters changes, the performance curves will change accordingly and may even lead to elimination of the performance dip.
VIII. CONCLUSIONS
We have presented an efficient DVB-H link layer data generator and data analyzer, which enable verification and validation of an actual DVB-H link layer implementation. The validation of advanced IP de-encapsulation schemes are based solely on the error-back annotated MPE-FEC frame-based reference sets, thereby avoiding the need for a DVB-H link layer golden reference model.
The data generator supports the generation of error-free and error-prone test signals, whereby errors can be inserted at specified locations in the protocol stack, covering also the extreme cases such as errors in headers or key parameters. This flexibility in data generation enables 100 % test coverage of the complete protocol stack, which supports the above conclusion on omitting the golden reference model.
The data analyzer is elegantly designed to derive the final reference set for testing and validation from the erasure backannotated MPE-FEC reference frame set and the time-stamped SI/PSI section reference set, using low-cost arithmetic operations. This clearly contributes to the test efficiency and simplicity.
Validation of advanced IP de-encapsulation schemes indicate that a performance gain of around 1 dB CNR is obtained, as well as a Doppler performance increase from 100 Hz to 120 Hz for similar CNR, compared to a basic IP deencapsulation method.
Validation and verification of IP-recovery indicates that depending on the error rate and IP datagram size, up to 60 % of the total received IP datagrams are successfully retrieved from a defect MPE-FEC frame. A significant part of this retrieval gain, is due to FEC-corrected IP datagrams. However, we have found by simulations that this additional recovery performance is sensitive to error rate variations and be reduced due to these variations.
