Abstract-To minimize the communication overhead with the help of optimal path selection in Wireless Sensor Network (WSN) routing protocols is the challenging issue. Hierarchical routing optimizes energy utilization by distributing the workload among different clusters. But many-to-one multi-hop hierarchical routing will result in the excessive expenditure of energy near the sink and leads to early energy exhaustion of the nodes. Due to this, the routing hole problem can be caused around the base station. Data routed along the hole boundary nodes will lead to premature exhaustion of energy. This will maximize the size of the hole in the network. Detection of holes saves the additional energy consumption around the hole and minimize the hole size. In this paper a novel energy efficient routing hole detection (EEHD) algorithm is presented, on the detection of routing hole, the periodic re-clustering is performed to avoid the long detour path. Extensive simulations are done in MATLAB, the results reveal that EEHD has better performance than other conventional routing hole detection techniques, such as BCP and BDCIS.
I. INTRODUCTION
Routing in sensor networks is an active research topic and the responsibility of routing protocol is to enable the sensor nodes to select routes among the source node and sink node [1] . Energy balancing is always the main goal in sensor networks. Some applications might be very harsh, and very unlikely to renew or recharge the batteries of nodes in the sensor network. Thus, in a sensor network is non-renewable battery provision is the most challenging issues. It is a dire need to develop energy-efficient routing strategies that minimize power requirements at the overall network. Because unbalanced energy consumption will lead to routing hole problems, which is one of the most challenging issues in the communication process. Routing hole acts as an obstacle to communication and also known as "communication voids" [2, 3] and results in network partitioned. Much research has been done for detection, avoidance, and mitigation of routing hole problems [4] [5] [6] [7] .
Many kinds of literature used the cluster based technique to achieve energy efficiency and energy balancing [8] [9] [10] but in multi-hop clustering, the cluster heads have to transmit its own data as well as forward the data of other CHs. Due to the dual load, the lifetime of CH becomes lesser than others and leads to routing hole problem. Data routed along the hole boundary nodes will lead to premature exhaustion of energy of hole boundary nodes. This will maximize the size of the hole in the network. Detection of holes saves the additional energy consumption around the hole and minimize the hole size. It assures longer network lifetime and efficient use of nodes. Routing hole detection is the only solution to avoid the long detour. The routing hole should be detected in advance before to start the data transportation phase, and the nodes placed on the boundary of the hole announced the hole information to its neighbor nodes. Hence the long detour path can be avoided.
A novel energy efficient routing hole detection (EEHD) algorithm is presented, which compare the energy of cluster head (CH) with a threshold value and advertises itself as a critical node if the energy is equal or lower than the threshold. And the critical node is known as the routing hole in a network. When the routing hole is detected the algorithm performs periodic re-clustering to avoid the long detour path. The causes of routing hole are presents and some of the strategies from research for routing hole detection, avoidance and mitigation are also discussed.
The rest of the paper is categorized as follows. The background and causes of routing hole problems have been presented in Section 2. A novel routing hole detection algorithm is illustrated in Section 3. Section 4 presents the performance discussion. At last, the conclusion is summarized in Section 5, followed by References.
II. ROUTING HOLE PROBLEM
In literature, existing routing protocols may lead to routing hole problem due to some inefficiency of routing technique. A routing hole consists of an area in the sensor network where a group of sensor nodes stop functioning or disconnected from the network and do not participate in the routing of the data [11] . The routing holes are caused by the failure of sensor nodes such as defect, battery exhaustion or external event damage.
A. Causes of Routing Hole Problem
The routing holes can be caused by a few reasons, which are the failure of sensor nodes in a random deployment, lack of coverage and inefficient routing protocol.
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As shown in Fig. 1 random deployment of nodes in wireless sensor networks, may lead to serious coverage overlapping among the nodes and due to critical nodes the network may suffer coverage hole problems. The presence of coverage-hole in the network area means that every point in the interested region is not being covered [12] . Coverage hole problem causes the network partitioned which leads to routing hole problem. In Fig. 2 the sensor node 2 is dying out, the area is now not covered by any sensor nodes and sensor node 1 cannot send its sense data to sensor node 3.
Routing holes also can be caused by energy unaware routing as shown in Fig. 3 . In multi-hop cluster based routing algorithm the sensor nodes send its sense data to CH, then CH will send the aggregated data to its neighboring CH and so on till the packets received by the sink. But routing hole may occur because the CH near to base station has a maximum workload or due to worst path selection routing technique [13] .
As regards the above-mentioned important challenge in WSNs, avoiding the routing hole problem is considered to be a crucial challenge for such networks and should definitely be taken into account. Many types of research have done on routing hole mitigation [14] [15] [16] [17] [18] [19] [20] [21] [22] [23] .
Routing hole detection is important because data routed along the hole boundary will lead to early exhaustion of energy at the boundary nodes. Early detection of holes avoids the additional energy consumption around the hole boundary and minimize the hole size. This pro-active early detection assures long network lifetime and nodes to be more energy efficient. Authors in [24] proposed a distributed solution to detect the holes and their boundaries (BDCIS) in WSN. In the first step, each node collects connectivity information and builds its one-hop neighbors graph. In the second step independent sets are established, and then connect the independent sets in order to choose the best path in the last step. The simulation shows that this algorithm achieves enhanced performance in terms of minimum energy depletion, accuracy, and less communication overhead. Each node needs to share the connectivity information to construct independent sets from one-hop neighbor's graph, which make the proposed solution inefficient in terms of energy consumption. Coverage Protocol (BCP) is presented by authors in [25] that preserves both border and area coverage. The proposed strategy supposes that every node in the network has four sides. Simulation results illustrate that BCP achieves a high coverage ratio by replacing the border nodes with transfer nodes, but it has the extra overhead to find out the transfer nodes and then replace it. The recognition of the four sides of every node is the main drawback of BCP. The BDCIS and BCP are assisted as a comparison in the proposed work because these are an energy efficient routing hole detection algorithm with some deficiencies as discussed above.
Unfortunately, the time or space complexity of these existing algorithms is higher. The routing hole detection is necessary to avoid the long detour path, which is caused by forwarding packets via the hole boundary node. Hence, there is a dire need to detect a routing hole with less time and space complexity. A novel energy efficient routing hole detection (EEHD) is proposed for balanced energy consumption and less computational overhead.
III. ENERGY EFFICIENT ROUTING HOLE DETECTION (EEHD) ALGORITHMS
In proposed work, the sensor nodes are considered to have limited energy and can sense their own residual energy and all the nodes of the sensor network are equipped with the same amount of energy level in the beginning. Base Station (BS) is without energy restriction, but far away from the area of sensor nodes. All sensor nodes are static and have the same capabilities, just a subset of deployed sensor nodes is designed as CHs. In this architecture, multi-hop clustering is applied to www.ijacsa.thesai.org communicate with the BS. Sensor nodes sense the environment at a fixed rate and always have data to send to the BS. The energy required for transmitting a message is the same for all nodes because the radio channel is symmetric. It is required that every sensor node, with a unique identification number (ID), can monitor its own battery power level. CH performs data aggregation and sends the compressed data to BS via multi-hop as shown in Fig. 4 .
The routing hole should be detected in advance before to start the data transportation phase, and the nodes placed on the boundary of the hole announced the hole information to its neighbor nodes. Hence the long detour path can be avoided.
Many detection techniques are presented in the literature which detects the boundary nodes to avoid the long detour path. But each has its weaknesses like computational overhead and maximum energy consumption. To avoid these drawbacks the proposed routing hole detection algorithm sets a threshold value for detecting the hole. CH mark itself as unavailable once its local energy fall behind a threshold. Then CH advertises itself as a critical node to its neighbor and re-clustering will take place. First, to start data transportation phase the routing hole is detected in advance, then the nodes located on the boundary of the hole advertises the hole information to its neighbor nodes. Hence the long detour route can be avoided for communication. The proposed routing hole detection algorithm detects the routing hole by the required energy threshold
. If the energy of CH is less than , identified itself as routing hole and re-clustering will be done by the neighbor nodes of the hole. In order to heal the routing hole problem, the periodic re-clustering is necessary across all nodes.
According to EEHD flowchart shown in Fig. 6 before to start the transportation of data, each CH will calculate and compare its energy with the threshold value. The CH will advertise itself as a routing hole if its energy is equal or less than to the threshold. 
A. An Example Scenario of EEHD
The routing hole detection algorithm can be better understood if we take the scenario for description. Let us take an example network of four CH's C1, C2, C3, and C4 as shown in Fig. 5 .
The energy levels and member sensor nodes of each CH are given in Table I below. The energy level of CH's after every transportation is also given in Table I . The threshold value is supposed to be 1. After each transportation of packet, the CH will compare its energy with the threshold value if it's equal to 1, the CH will advertise itself as a routing hole and trigger the re-clustering. As we observe in Table I that after 3rd iteration the cluster head C3 energy level is 1 which is equal to the threshold. Hence C3 will advertise itself as a routing hole. 251 | P a g e www.ijacsa.thesai.org 
IV. PERFORMANCE DISCUSSION
In this section, the performance of proposed EEHD is evaluated on the basis of computation overhead, hole detection time, energy consumption and detection rate of holes. The proposed algorithm is compared with other existing hole detection algorithms such as BCP [25] and BDCIS [24] . The proposed algorithm is evaluated by answering the following questions:
 Simulation Setup: To explore the performance of the proposed detection algorithm, we generate a sensor network comprising of randomly deployed nodes and carry out extensive simulations in MATLAB R2014b. Random data traffic was generated from the sensor nodes having a transmission range of 150 meters and the sink node was kept outside of the topology.
 Performance Metrics: For assessment of the performance of the proposed routing hole detection algorithm, a set of performance metrics is used such as detection time, energy consumption and computation overhead. For best performance, a strategy is needed that uses the sensor nodes energy in a uniform manner, with minimum detection time and less computation overhead.
The simulation results are compared with existing detection techniques on the above-mentioned performance metrics are shown in figures.
A. Hole Detection Time
The proposed routing hole detection algorithm is evaluated by hole detection time as compared to other existing hole detection strategies like BCP and BDCIS shown in Fig. 7 . The hole detection time of the proposed routing hole detection algorithm is minimum as compared to BCP and BDCIS. The hole detection time of BCP is less than BDCIS because the computation overhead BDCIS is more than BCP. However, in all three protocols, the hole detection time is increased with the increase in the number of holes.
For 10 holes, the detection time of a BCP and BDCIS is about 4200 and 3900 simulation seconds respectively, and for the proposed EEHD algorithm, it is about 3000 simulation seconds. There is a considerable decrease as compared to other detection strategies. The same decrease of time can be observed for 20 holes, i.e. 1000 simulation seconds. And for 30 holes the detection time of the proposed EEHD algorithm decreases about 1300 simulation seconds. www.ijacsa.thesai.org
B. Energy Consumption
In this section, the energy consumption of proposed routing hole detection is compared with other detection techniques such as BCP and BDCIS as shown in Fig. 8 . BCP has less energy consumption than BDCIS because every node receives only one message from its immediate neighbors to build its Localized Voronoi Polygons (LVP) and the minimum energy consumption is recorded for our proposed routing hole detection algorithm because it's don't need any computation like BDCIS or neighbor node information BCP.
For 10 holes, the energy consumption of a BCP and BDCIS is about 43 and 38 Joules while for the proposed EEHD algorithm, it is about 30 Joules. There is a considerable decrease in the energy consumption rate as compared to other detection strategies. The 10 Joules decrease in energy consumption can be noticed for 20 holes. As compared to BCP and BDCIS, for 30 holes the energy consumption rate of the proposed EEHD algorithm is decreased about 13 Joules.
C. Computation Overhead
The BCP has extra overhead to find out the transfer nodes and then replace with border nodes. Tow messages have to send by every node in BDCIS strategy, one for the neighbor node checking while the other contains the list of neighbor nodes. Hence, the computation overhead of BDCIS is more than BCP. It can be observed in Fig. 9 that our proposed EEHD algorithm has the lowest computation overhead because it just depends on one comparison of energy with the threshold. For 10 holes, the detection overhead of proposed EEHD algorithm is 10% and 15% less from BDCIS and BCP, respectively. There is a considerable decrease in overhead as compared to other detection strategies. As compared to BCP and BDCIS, for 30 holes the overhead of the proposed EEHD algorithm is decreases by about 13%.
V. CONCLUSION
An energy efficient routing hole detection algorithm is proposed in which the energy of each CH is compared with threshold if the energy level of CH is equal to the threshold, CH will advertise itself as routing hole and member nodes will call to the re-clustering algorithm. Prior to the detection of the holes, it is assumed that the construction of clusters has been performed.
Simulation results show enhancement of the proposed detection algorithm in the comparison of existing routing holes detection techniques, such as BDCIS and BCP. It is proven that the proposed EEHD algorithm able to detect holes with less time and computational complexity, thus consumed minimum energy.
