Libraries are vulnerable to a variety of disasters and security risks. Security and disaster management are keys to the protection of library materials from theft and disasters. Many disasters are difficult to predict or avoid except through taking preventive measures. In that regard, the best defence is a plan for effective response (Ngulube 2003b). Disaster planning is the major component of any disaster preparedness strategy because it prepares institutions to respond quickly to emergencies. Put differently, disaster planning provides details of preventative and preparatory measures that may reduce the impact of disasters and help an organization to continue carrying out its normal business activities with few disruptions.
Background and context
Libraries are vulnerable to a variety of disasters and security risks. Security and disaster management are keys to the protection of library materials from theft and disasters. Many disasters are difficult to predict or avoid except through taking preventive measures. In that regard, the best defence is a plan for effective response (Ngulube 2003b) . Disaster planning is the major component of any disaster preparedness strategy because it prepares institutions to respond quickly to emergencies. Put differently, disaster planning provides details of preventative and preparatory measures that may reduce the impact of disasters and help an organization to continue carrying out its normal business activities with few disruptions.
Although disaster preparedness in one of the key elements of a preservation strategy (Matthews and Feather 2003:xv; Morrow 2000:11) , it is often overlooked by librarians (Buchanan 2000:159) . In addition to large-scale emergencies, librarians should also be aware of the danger to their collections from theft and vandalism. Adequate protection from theft and vandalism is fundamental to safeguarding the valuable materials in libraries (Ngulube 2003b:63) .
While a number of studies on disaster management and security control have been conducted in the developed world, there is scant evidence of such research in sub Saharan Africa (SSA) in general and South Africa in particular. Morgan and Smith(1997) made a similar observation about ten years ago, and the situation has not really changed. The study by Alegbeleye (1993) does not fill that lacuna because it does not have an African perspective as claimed by its title. In fact, it is geographically limited to Nigeria and Kenya. However, available literature seems to suggest that SSA is gradually becoming concerned with matters related to disaster management and security control (Abareh 2001; Akussah and Fosu 2001; Alegbeleye 1993; Andiku 2005; Coates 1993; Fosu and Akussah 2002; Hlabangaan 2006; Ngulube 2003b; .
As was the case in Europe a few years back (see Wellheiser and Scott 2002:4) , the basic principles of disaster management and security control are gradually becoming understood in SSA, but their application is very limited. In that regard, the current study sought to establish the level of understanding and application of the principles of disaster management and security control by librarians working in the public libraries of KwaZulu-Natal (KZN), and identifying best practice. The study was guided by the following questions:
• What are the current disaster management and security control practices in public libraries in KZN?
• What strategies are being used to deal with disaster management and security needs in public libraries in KZN?
• How widespread and pervasive is the problem of theft in public libraries in KZN?
• How knowledgeable is the staff in disaster management and security control?
• What recommendations can be made for disaster management and security control in public libraries in KZN?
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Method and procedure
Using the survey design, this study assessed disaster preparedness and security control in public libraries in KZN. The survey method, with a self-completion questionnaire as the major tool for data collection was deemed to be appropriate as it was successfully used by Alao (2003) , Eden, Feather and Matthews (1994) , Fosu and Akussah (2002) and Ngulube (2003a) to assess preservation needs in libraries and archives. Burrows and Cooper (1992) also used the same data collection techniques in determining the extent of theft and mutilation of library books in the United Kingdom. The questionnaire used in the survey was adapted from Clements (1987) , Morrow (2000) and Ngulube (2003a) . The cross sectional survey was done between December 2005 and February 2006 using a sample of the target population comprising 164 public libraries. The sub-set to be studied was obtained by using tables for determining sample sizes for different sized universes at a 95% level of certainty and a margin of error of 5% (Payne and Payne 2004:203) . The sample frame was obtained from the database of the KwaZulu-Natal Provincial Public Library and Information Service. The four regions under which the libraries fell provided a basis for the strata. Proportional stratified random sampling was used in order to achieve greater representativeness in the sample of the population. The random numbers were generated using Microsoft Excel®. Table 1 gives the sizes of the population and sample, strata constituting the population and response rates per stratum.
After successfully pre-testing the questionnaire, it was dispatched to the selected sample with a covering letter explaining the importance of the study, that participation was voluntary and that the collected data was going to remain confidential and was only going to be used for the purpose of the study. The response rate was 16% after four weeks of posting the questionnaire with an enclosed addressed and stamped return envelope. A second questionnaire was sent to those libraries that had not replied by 26 January 2006. That increased the response rate to 30%. Follow-up telephone calls were made to encourage the participants to respond to the questionnaire. As a result, the response rate went up to 43.1% by the end of February 2006.
The survey data should be treated with some caution. The sample that was studied was quite small as a result of a low response rate of 43.1%. According to Babbie and Mouton (2001:261) the consensus in survey research was that a response rate of 50% was considered adequate for analysis, while 60% was good and 70% was considered very good. However, authorities are not agreed on what constitutes an adequate response rate. Shipman (1997:63) argued that, although Hite (1994) used a response rate of 4.5% in his study, the normal figure is between 20% and 30%. Previous researchers in the field of preservation achieved varying response rates. For instance, Mbaye (1995:41) had a response rate of 35.71% from 28 institutions. In 1986 Clements (1987) carried out an international study to assess the state of the world patrimony and got a response rate of 49%. Murray (2002:55) surveyed 17 institutions in South Africa and had a response rate of 64.71%.
Nonetheless, the researchers in the current study were given the confidence to analyse the results and present their findings despite a low response because it is becoming apparent that response rates in survey research are declining (Groves, Cialdini and Couper 1992) . According to Rogelberg and Luong (1998) , response rates for mailed questionnaires have dropped to 50% or less and they will continue to decline over the years. On the other hand, Payne and Payne (2004:222) pointed out that the typical response rate for self-completion surveys was 33%. The fact that the responses that we received resembled the original sample made us proceed with the analysis and to make some generalisations about the findings. Item nonresponse was not observed in the current study. The low response rate may either be attributed to the fact that librarians in public libraries of KZN did not attach a lot of importance to disaster management or they were not familiar with the issues that were presented in the questionnaire. Indeed, three respondents said that the questionnaire was more suitable to legal deposit libraries and archival institutions than public libraries, although they went on to complete the questionnaire in a very informative way.
Furthermore, the questionnaires were probably sent during the wrong time of the year, when librarians were planning to go on holiday or were preparing for the activities of the New Year. With hindsight from our experience, we agree with Leedy and Ormrod (2005:193 ) that researchers should not send out questionnaires during the 'peak holiday and vacation times, such as mid-December through early January'.
Results and discussions
The data presented in this study are not associated with any particular public library. To encourage full and frank participation, respondents were promised that their institutional data would not be individually identifiable. The results are presented and discussed in order to answer the research questions posed above. First the current situation relating to disaster management and security control in public libraries of KZN is discussed. Then we turn to disaster management strategies used by the public libraries, followed by the problem of theft in libraries. A presentation of the findings of the skills and knowledge of staff in relation to disaster management winds up this section. Lack of building maintenance is one of the causes of many library disasters that have been reported in the literature (Morgan and Smith 1997: 64) . For instance, blocked gutters may lead to roof leaks and flooding which may be detrimental to the safety of library materials. Thus, buildings should be inspected and maintained regularly in order to identify risks that may pose danger to people and library collections. Morgan and Smith (1997:66) discovered that 10 (83%) libraries in the Greater Cape Metropolitan Area carried out building maintenance inspections, albeit on an irregular basis. The current study discovered that 35 (70%) public libraries were subject to regular technical maintenance, which is highly commendable. Some of the libraries were not regularly maintaining their buildings because their buildings were still very new, and in some instances the libraries were not the sole tenants. As a result they had limited control over the buildings' maintenance programmes. However, it was pleasing to note that all the respondents were aware of the fact that buildings should be maintained regularly in order to guarantee the safety of library materials and people. All libraries had fire extinguishers and the number they had varied from two to six. The majority of the libraries had three fire extinguishers. Thirty five (70%) libraries reported that fire extinguishers were inspected annually and six (12%) libraries never inspected them. The remaining nine (18%) libraries inspected and maintained them on an ad hoc basis. Twenty (40%) libraries also revealed that staff had been trained in the use of fire extinguishers and knew how to operate them. On the other hand, 30 (60%) were not familiar with handling fire extinguishers. The same respondents did not know the most effective type of fire extinguishers to use to contain different types of fire. Training of staff in using fire equipment seems to be overlooked in many libraries. A study in Ghana revealed that 99% of the staff knew the location of the fire extinguisher and 67% did not know how to operate them (Andiku 2005:78) . Staff should be trained in the use of safety equipment such as fire extinguishers, as advised by Matthews and Eden (1996:33) . Fire extinguishers offer the first line of defense in the event of a fire. A small fire that the staff may possibly deal with can cause catastrophic damage if not contained at an early stage. Thus basic knowledge of the use of fire fighting equipment becomes very important in safeguarding people and documents. Equally, fire extinguishers should be regularly tested to ensure that they are operable in the event of a fire.
Librarians and fire fighters should work together so that they can draw up fire safety measures for library collections as well as determine the level of protection required by the library (Matthews 2003) . Co-operation with the local fire department was limited, as illustrated in Table 2 . Eight (16%) respondents said the fire department visited the library to carry out inspections. The fire department trained staff in fire prevention and fighting techniques in 12(24%) libraries. According to Holden (2004) the most important conclusion remains that without the co-operation and support of the fire service at all times, the chances of successfully salvaging collections from a burning building are minimal.
It is evident from Table 2 that resource sharing and collaboration among public libraries in KZN was very limited. Furthermore, all respondents reported that they did not collaborate with other cultural institutions such as art galleries, libraries and museums in order to get assistance in the event of a disaster. Sharing resources in the event of a disaster has proved very successful in Australia (Mansell 2003:37) .
Turning to the issues related to security, it was discovered that libraries had experienced theft and vandalism. Forty four (88%) libraries observed damage to their collections caused by vandalism. On the other hand, 36 (72%) libraries reported that theft was a major problem they had to deal with in their collection management strategies. The KwaZuluNatal Provincial Public Library and Information Service's Annual Report of 2002 corroborate the fact that theft was a huge problem. The evidence at hand shows that the problem was still persisting.
Some ways of reducing theft in libraries include: closed circuit television cameras (CCTV), intruder alarms, security staffing and security 'tagging' (for example, magnetic strips) (Pybus 1998:51) . Some of gadgets used to minimise theft rely on electric power to work efficiently. The study established that only 10 (20%) libraries had an alternative source of power such as a generator. That means that their library security systems may be rendered ineffective in the event of power cuts, thus exposing library materials to the ever-present danger of theft. Table 3 summarises some of the security measures that were used to safeguard library materials by the respondents. Such security measures can go a long way to reduce library thefts. Although these measures may not be as effective as chaining books to tables as suggested by Lincoln and Lincoln (1986:xi) , they have the possibility of reducing opportunities for theft. Only 12 (24%) libraries reported that they had security standards that informed their practices. Standards ensure that procedures and practices meet certain requirements and that they remain consistent over time.
Furthermore, nine (18%) libraries did not test their alarm systems regularly and 21 (42%) libraries were not aware of their security response policy. Only one library had one access point, 20 (46%) libraries had 2 access points, 15 (30%) had three, four (85%) had four access points and 3 reported having 6 to 8 access points, (which is unbelievable for the size of many public libraries in the province). All staff members kept keys to the library building in 8 (16%) libraries while the librarian or library assistant and caretaker kept the keys to 42 (84%) libraries. Failing to test alarm systems, absence of a clear emergency reaction policy, having numerous access points to the library and lack of limited access to the keys to the library building may seriously compromise the security of library materials.
Strategies used to deal with disaster management and security needs in public libraries
Prevention, preparedness, response and recovery are recognized as the major components of disaster management processes (Eden and Matthews 1996:6; Mansell 2005:4; Kahn 2003:25) . According to Ogden (1996) the foregoing four stages may be divided into three phases as follows:
• before the disaster (preventive or mitigation and preparedness): implementing measures to remove or reduce danger as well as being ready by having identified resources, materials, services and procedures in place to deal with problems when they occur; • during the disaster (response): knowing how to respond to minimise damage quickly and efficiently; and • after the disaster (recovery): knowing what to do to recover damaged material. The results in this section are reported in relation to the above outlined stages. Findings relating to library security are then presented and discussed thereafter.
Disaster planning
Like many countries worldwide, South Africa is concerned with disaster management in general. In that regard, the government passed the Disaster Management Act of 2002 (South Africa 2002). Responsibilities for disaster planning have been assigned to the three tiers of government: national, provincial and local. Although libraries should work hand in glove with local government in disaster management related issues, they should have their own context specific disaster preparedness plans. Table 4 shows that there was very limited liaison between librarians and the local authority's disaster management teams. Some librarians were not even aware of the existence of such a government structure in their locality. Librarians should work closely with the government structures concerned with disaster management so that their libraries may also benefit from the resources that the government makes available for dealing with disasters.
According to Fox (1998:xiv) disaster or emergency preparedness in the field of information management is 'a natural part of responsible custody'. Disaster planning has the possibility of facilitating efficient reaction and speedy recovery in the event of an emergency. Thus, the study also sought information on the existence of formal disaster preparedness plans and the kinds of disasters that the plans covered. The results of the study show that 14 (28%) public libraries in KZN had a written disaster preparedness and recovery plan and all staff members in those libraries were aware of the existence of the emergency preparedness plans. Although disaster plans existed in 14 libraries, one of them did not have a disaster planning team in place.
The low incidence of disaster plans in public libraries has been widely reported in the literature. A study by Eden, Feather and Matthews (1994) in the UK revealed that only 18.18% of the public libraries had a disaster control plan. A survey of disaster planning in libraries and archives in England, Wales and Northern Ireland showed that 6.6% of the institutions had disaster control plans in use (Feather 1991:69) . In Ghana, Fosu and Akussah (2002:10) discovered that 11.8% of the special libraries had disaster plans. A survey in South Africa discovered that very few university and public libraries had disaster plans (Coates 1993:11) . Research conducted by Hlabangaan (2006:58) revealed that selected special, academic and public libraries in Gaborone did not have operational disaster preparedness plans.
Although the literature and the results of this study showed that the level of existence of disaster or emergency plans in libraries is low, Morgan and Smith (1997:66 ) used a purposive sample to carry out a survey among 12 libraries in the Greater Cape Metropolitan Area and found that 42%(5) of the libraries had formal disaster plans. The figure appears to be high when reported in percentage terms, but in actual fact there were five libraries with disaster plans. Perhaps it would be useful to carry out a similar study using a relatively larger sample so that researchers may be able to determine the extent to which disaster preparedness in the Greater Cape Metropolitan Area does not reflect the general trend in South Africa and worldwide. The fact that a purposive sample was used may also partly explain the results of their study. Although some public libraries in KZN had individual disaster plans, perhaps there is a need for their plans to be linked to an overall national plan (we doubt if there is any). In fact, all the respondents indicated that they had not received any guidance on disaster management from an organisation at a national or provincial level. Commenting on some of the lessons learnt from the tsunami that hit parts of Asia and Sri Lanka in December 2004, Amarasiri (2005:313) underscored the need to have an 'effective national plan for libraries' in order to effectively deal with disasters. Similar concerns have been expressed in the United Kingdom (UK), Europe, United States and Australia (Feather and Eden 1997:1) .
Mitigation measures
Mitigation measures involve preparing personnel and documentary materials for all possible risks and hazards in order to reduce their likelihood of occurring, and to minimise the disruption of normal operations. Identifying potential risks may help to prevent disasters.
The findings revealed that some of the plans did not cover most of the risks that are likely to affect documentary materials (see Fig. 1 ). That means public libraries have not effectively assessed all the risks that may endanger their collections. The identification and assessment of risks help in prioritising the risks as well as reducing the vulnerability of libraries to disasters (Wellheiser and Scott 2002:35) .
Recording and reviewing incidents logs also minimises risks to library collections. Results in Table 2 show that only 18 (36%) libraries maintained incident logs. Incident logs are essential to collection management. They help the library to monitor problematic areas as well as serve as a feedback mechanism in relation to whatever action would have been taken to deal with a problem. However, Table 2 indicates that there were measures in place to minimise the effects of a disaster that may be caused by fire, although the number of formal disaster plans was limited. It is evident from Fig. 2 that some of the disaster plans did not cover flooding, despite the fact that water causes most of the disasters that destroy documentary materials.
Response measures
Disaster response is a vital factor of any plan because it has a bearing on the effects of the disaster on people and library collections. Response measures should prioritise the safety of people and salvaging damaged materials. First and foremost, the appropriate response to a disaster is to protect life and limb (Robertson 2005:278) . Table 5 indicates that 85.7% of the libraries' disaster plans dealt with the safety of people. However, many disaster plans tend to overlook that aspect in their obsession with protecting documents. Documentary materials should occupy the second position in disaster management priorities. The implementation of a disaster plan depends on the assignment of clear responsibilities and lines of authority (Matthews 2003:4) . All the 14 libraries with a written disaster plan had an established chain of command to deal with a disaster. Of the 14 libraries with disaster plans, 18 (36%) had a list of emergency telephone numbers posted in every office, nine (64.3%) did not have a detailed list of procedures to be followed in case of a disaster and six (42.9%) were not aware of their response policy in the event of a disaster (see Table 2 ). It is evident from the foregoing that their disaster plans did not adequately provide for efficient response to an emergency. Simulation exercises are key to equipping people with response techniques once the disaster plan has been formulated. Although testing the plan is more important than the plan itself, there is limited literature that offers guidance on how the tests should be conducted in real life situations (Page 1993:9) . However, simulation tests may possibly help the libraries to estimate their response rates and reactions to an emergency. They also test the effectiveness of emergency preparedness plans. One of the outcomes of simulation tests may be the review of the plan. The results show that 5 (10%) libraries carried out simulated disaster drills. The incidence of disaster drills is lower than the one of Fosu and Akussah (2002:10) who found that 23.55% of the libraries they surveyed conducted periodic disaster drills. Other ways of testing the plan include brainstorming sessions and workshops (Muir and Shenton 2002) .
Communicating the information on a disaster to employees, suppliers and patrons and the media and general public is part and parcel of response measures (Kahn 2003) . Many plans overlook this point during the planning stage (Kahn 2003) . That responsibility was not specifically assigned to anyone in all the 14 libraries with disaster plans.
Recovery measures
Recovery measures are concerned with salvage operations, counselling staff with physical and mental stress and resumption of normal business. Of the 14 libraries with disaster plans, four had a stock of emergency supplies, three had a list of salvage and recovery experts, and six had lists of supplies and equipment required to deal with a disaster. The questionnaire did not seek much information on recovery measures because recovery plans are usually utilised after the incident (Mansell 2003:25) . Another study may possibly be carried out to identify public libraries that have been affected by disasters in order to determine how they responded to the disasters.
However, the important thing about the disaster recovery stage is that it provides a feedback mechanism to the emergency plan. Staff members who would have been involved in disaster recovery share their experiences at this stage, and the information they provide helps the organisation to gauge the effectiveness of its disaster plan. It is in this regard that Line (2002) pointed out that disasters have positive consequences for libraries in that they force libraries to make a radical reappraisal of their disaster plans. Dealing with a disaster may also foster teambuilding and raise the profile of the library through positive publicity (Line 2002 ).
Library security and protection of documents
Studies from elsewhere demonstrated that theft and mutilation have negative implications for the management of libraries (Burrows and Cooper 1992; Jackson 1990; Lincoln and Lincoln 1986; McCree 2000) . Beside the cost implications for the management of the library, theft of library materials has a negative impact on the ability of the library to deliver efficient services. When materials are lost they have to be replaced. That poses a financial burden to public libraries, especially in situations where funding is limited. It also means that library users may go for months without having ready access to the information they need, thus undermining the library's ability to deliver services and justify its existence. Furthermore, replacing lost library materials that are published overseas becomes a nightmare for librarians in many African countries where foreign currency is scarce. Under such circumstances, theft prevention becomes a less costly option than replacing stolen or damaged items.
A number of studies have been conducted on the theft and the mutilation of materials in libraries (Abareh 2001; Ajegbmogun 2004; Alao 2003; Griffith 1978; Burnett 1990 ). These articles and others that are available in the literature tend to concentrate on academic and research libraries at the expense of the public library. The same observation was made by McCree (2000) when studying the levels of theft in public libraries in UK. Scholars from Nigeria dominate most of the literature on the subject in SSA and the focus has persistently been on academic libraries.
Many librarians have problems when it comes to determining the true extent of book loss in their libraries and the materials targeted by thieves (Burrows and Cooper 1992) . The current study revealed that 35 (70%) respondents did not know the number of books that might have been stolen in 2005. Forty percent of the respondents in a study by Lincoln and Lincoln (1986) could not provide an estimate of books that had been stolen the previous year. This figure is close to the 39% estimate of Burrows and Cooper (1992) . On the other hand, McCree (2000) found that 80% of the respondents could not estimate their losses for the previous year. The reason respondents failed to provide the figures pertaining to their losses is that some of them did not keep data of levels of stock theft in their libraries.
Inventory control or stocktaking helps librarians to monitor loss of library materials (Burrows and Cooper 1992) . Stock verification practices are not prevalent in many libraries (Burrows and Cooper 1992; McCree 2000; Retief 2005 ). Burrows and Cooper (1992) found that 28% of the libraries they studied never counted their books on an annual basis. Eighty percent of McCree's (2000) respondents did not check their stock regularly. Only 13 (26%) libraries carried out annual stocktaking of their library collections in the current study. It is surprising that two of the respondents were able to estimate the number of books their libraries had lost the previous year despite the fact that they did not conduct stock checking on an annual basis. Even the KwaZulu-Natal Provincial Public Library and Information Service did not conduct stock verification of its Reference Section on an annual basis. Its Annual Report of 2000 suggested that there was never any stocktaking since 1990 (KwaZulu-Natal Provincial Public Library Service 2000:5). For some reason, no stocktaking was reported in the subsequent annual reports up to 2004.
It is evident that practices at the highest level are not setting a good example for public libraries on the ground. Admittedly stocktaking may be time consuming and require a lot of resources, but the librarian has at his/her disposal other inventory checking strategies such as sampling and computer-assisted stock verification systems (Retief 2005:90) other than shelf-reading the entire collection, which may be tedious. However, one thing that is clear is that the management of theft in public libraries in KZN was limited by unsatisfactory count and inventory control practices.
It is evident from the annual reports of the KwaZulu-Natal Provincial Public Library and Information Service that it takes security of stock seriously. In 2002 it rolled out a programme to put magnetic strips in its entire collection and to install security systems in public libraries. Table 3 depicts a success story as far as the existence of security library systems was concerned. However, the same may not be said about magnetic strips as only 9(18%) libraries had magnetic strips in the entire library stock (see Fig. 2 ). The use of magnetic strips in the entire collection of the public libraries in KZN may curtail the loss of library books through theft.
Imposing penalties for users suspected of theft is one of the ways of deterring thieves from stealing library materials. Although 36 respondents reported that theft was a major problem, only eight (22.2%) of those respondents had charged library users for attempted theft. An offender was convicted and sentenced to community service in one instance. Charges against the accused were withdrawn under unclear circumstances in two other cases. Burrows and Cooper (1992) revealed that 70% of libraries in the UK imposed penalties for users apprehended for attempted theft. To wrap up this section, we are going to quote from 'the fourteenth-century abbot known as Umberto Eco' (1983:36) who underscored the central role that the librarian plays in giving access to knowledge and protecting its physical 'containers':
Only the librarian has, in addition to that knowledge, the right to move through the labyrinth of books, he alone knows where to find them, and where to replace them, he alone is responsible for their safekeeping.
Skilled and knowledgeable staff
The best disaster prevention comes from staff, especially, if they have skills and knowledge of disaster planning and preparedness and security control. To prevent unnecessary loss of materials, institutions need knowledgeable staff and written plans for dealing with emergency situations so that fewer disasters occur and damage is minimised. Trained and knowledgeable staff will ensure that (Kahn 2003; Mathews 2003 ):
• Awareness is raised on the need to protect documents from disasters and theft;
• Preventive steps to minimise damage are taken;
• Vulnerability analysis and risk assessment to evaluate the types of emergencies that might affect their institution and collections are conducted; • Security standards are maintained; • Disaster preparedness plans are developed; • Health and safety regulations are adhered to during salvage operations; • Staff have the necessary protective clothing during salvage operations; • Individuals traumatised by the disaster are counselled • Salvaging of collections is prioritised; and • The media is dealt with strategically during and after the disaster. In the context of disaster preparedness, education and training should target all members of staff and the disaster management team (Alegbeleye 1993:81) . The former should receive general information on disasters, and on response and evacuation procedures. On the other hand, the latter should receive advanced and specialised education and training on disaster planning, and response and salvage procedures. The findings indicated that staff had been instructed in emergency planning in 11 of the libraries with disaster plans. However, 32 (64%) libraries reported that they did not have staff with expertise in dealing with disaster planning and recovery. Thirty six (72%) libraries required basic training in disaster preparedness. A study by Hlabangaan (2006) revealed that none of the information centres in Gaborone had trained their staff on disaster preparedness. It is evident that the situation in KZN was probably better than it was in Gaborone at the time the current study was undertaken.
The KwaZulu-Natal Provincial Public Library and Information Service may not find it necessary to hire consultants to equip staff members who are not on the disaster preparedness team with basic skills in disaster management, as some expertise that may be utilised already exists in-house, albeit in a limited way. Using available internal expertise might go a long way to fostering resource sharing and collaboration among public libraries in KZN as well as building team spirit in the management of libraries in the province. However, consultants and other continuing education and training activities may possibly be needed in order to impart advanced and specialised skills and knowledge on the subject to the staff members on the disaster management team.
Conclusions and recommendations
Public libraries in KZN were not adequately prepared for protecting documents against disasters and theft. Furthermore, most of them did not have disaster plans, adequate procedures for disaster response and recovery, satisfactory theft management strategies and sufficient staff with disaster management knowledge and skills.
It is widely acknowledged that the protection of documents based on the principles of disaster preparedness and security control will not stop disasters and theft from occurring, but it may minimise the damage to and theft of documents and help libraries to conduct their normal operations with limited disruptions. In that regard, emergency preparedness plans are fundamental to the protection of library collections, and every library should have such a plan. It is recommended that the National Library of South Africa and LIASA should take an active role in promoting the formulation of context specific disaster management and security control frameworks as well as setting up a national preservation committee to coordinate the activities geared towards protecting the country's cultural heritage.
Librarians need not see drawing up disaster management plans and security guidelines as a daunting task. As Baird (2003) and advised, librarians should not reinvent the wheel when formulating emergency preparedness plans as there are examples of disaster plans found on the World Wide Web and print sources such as Kahn (2003) , Morgan and Smith (1997) , and SOLINET Preservation Program (2000) .
Security may be improved by having a secure building and the use of intrusion perimeter alarms, television surveillance equipment, and electronic 'bugs' or magnetic strips in library materials. Despite some of the security problems identified in the preceding texts, Table 3 shows that public libraries in KwaZulu-Natal have taken significant steps to improve the security of library materials in their custody. However, Shuman (1999:20) concedes that good security is very expensive in the light of the financial constraints that public libraries have to operate under. In that regard, there is a need for librarians to strike a balance between having good security and providing the public with the materials and services they require.
The KwaZulu-Natal Provincial Public Library and Information Service should be commended for constructing new library buildings, upgrading or refurbishing the existing structures, furnishing and equipping libraries, supplying all formats of library materials to public libraries, and providing training and professional support. However, the training that is given to libraries should also include disaster management and security control. Otherwise, all the strides that have been achieved thus far will come to naught. A beautiful library with a fully automated information retrieval system may not be able to fulfil its mandate if the materials it is supposed to provide cannot be found and made available to patrons as a result of being lost or damaged. The KwaZulu-Natal Provincial Public Library and Information Service may take its cue from the Massachusetts Board of Library Commissioners (2005) who have a Public Library Emergency Assistance Program that provides supplies, technical assistance, and freezing and drying capabilities to public libraries in the event of a disaster, and trains staff on disaster management.
It is apparent that the results reported in this study were obtained through the use of one data collection method. There is a need to use other data collection methods such as the observation technique and interviews to enhance the validity of the results. Self-completion questionnaires largely depend on how respondents can accurately and honestly report their practices in retrospect. The problem of reporting what is 'politically correct' and socially acceptable cannot be ruled out. Indeed, there were certain inconsistent answers that were given by respondents in certain instances. The observation technique may target the physical structure and layout of the buildings, the risks that the buildings may pose to documentary materials and people, the existence of fire suppression and monitoring systems and security controls, and the incidence of emergency preparedness plans and the pieces of information they contain.
On the other hand, interviews may be used to corroborate evidence collected by the above-mentioned data collection methods. Interviews may also be conducted with the manager of the KwaZulu-Natal Provincial Public Library and Information Service, the two deputy managers and regional librarians of the four library depots in KZN in order to determine the extent to which policy issues and senior management support affect the protection of library materials from disasters and theft.
Further research should be done to assess how the libraries that were once affected by major disasters responded and recovered. Given that the loss of library items may be caused by a variety of factors such as theft, non-return of items and inaccurate records, an investigation into the loss rate of books in public libraries and the nature of the losses may be a worthwhile exercise. For instance, the annual report of the KwaZulu-Natal Provincial Public Library Service (2000:5) attributed the loss of 2561 items over a period of ten years to incorrect records.
