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The goal of this presentation is to provide a tool based on 
VFLHQWL¿FDQGLQQRYDWLYH'UHFRQVWUXFWLRQXVHIXOIRUDQREMHFWLYH
comparison between features of the faces in the pre- and post-
operative period; in particular, the study focused on changes in the 
characteristics of the nose after surgery.
This presentation will impact the forensic science 
community by showing the usefulness of the reconstruction and 
analysis of 3D models pre- and post-surgery, allowing attendees 
to view, in an objective manner, changes of the nasal morphology.
7KLV VWXG\ ¿UVW REWDLQHG WKH FRQVHQW RI WKH SDUWLFLSDQWV
consisting of eight patients aged between 23 and 40 years old, 
who had chosen to undergo cosmetic surgery of the nose. 
7KUHH DFTXLVLWLRQV ZHUH PDGH E\ WKH FDPHUD  RQ WKH SUH
operative day, seven days, and 90 days after surgery.  The stereo 
photogrammetric system used consists of two 3D cameras with 
D UHVROXWLRQ RI WHQ PHJDSL[HOV D GXDO RSWLFDO ]RRP RI ; DQG
PD[LPXPSLFWXUH UHVROXWLRQRI[ 2Q WKH' LPDJHV
of the faces, landmarks were set to study the morphology of the 
nose (nasal, pronasal, subnasal, upper lip, left and right wing). 
Then the distances, indices, angles, volume, and the nasal area 
were calculated.  This study focused on the pre- and post-operative 
values at 90 days; post-operative values detected a short time after 
VXUJHU\ZHUHQRW XVHGEHFDXVHRI WKH LQÀXHQFHRI LQÀDPPDWLRQ
of the soft tissues.  Changes can be represented qualitatively 
by analyzing the color maps and quantitatively by numerical 
extrapolation of differences in measures, volume, and surface 
of the noses compared.  Statistical analysis has also allowed 
assessment of how the measurements of the nose varied after 
a rhinoplastic surgery.  This study showed that the width of the 
nose, the length of the nose bridge, and the height and the length 
of the nasal philtrum tend to vary little after rhinoplasty and thus 
can be taken into account for the possible recognition of a subject 
accused of a crime who undergoes cosmetic surgery of the nose. 
7KLVFRPSDULVRQFDQEHDQHIIHFWLYH WRRO LQPHGLFDOOHJDOFDVHV
the professional responsibility of the plastic surgeon allows one to 
assess qualitatively and quantitatively the differences of the nose, 
frequently the subject of the claim.  The comparison of 3D models 
pre- and post-surgery allows an objective view of the changes in 
nasal morphology.  These data represent an important proof that the 
consultants can present in court on the basis that this comparison 
is made between 3D models perfectly aligned with each other and 
overlapping.  The study also has an interesting application in the 
FRQWH[WRISHUVRQDO LGHQWL¿FDWLRQ LQIDFW WKHDQDO\VLVRIFKDQJHV
in the morphological characteristics of the face, determined by a 
UKLQRSODVW\VXUJHU\DOORZVRQHWRGH¿QHWKHGLIIHUHQFHEHWZHHQD
VXEMHFW¿OPHGEHIRUHSODVWLFVXUJHU\RIWKHQRVHDQGDVXVSHFWWKDW
has deliberately decided to fake his or her appearance.  The results 
of this study encourage an expansion of the search.
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After attending this presentation, attendees will understand 
the risk of image manipulation and the tools for forgery detection.
This presentation will impact the forensic science 
community by focusing on the importance of forensic tools in image 
authenticity.
The preliminary analysis of the genuineness of a photo is 
WKH¿UVWVWHSRIDQ\IRUHQVLFH[DPLQDWLRQWKDWLQYROYHVLPDJHVLQ
cases where there is not a certainty of its intrinsic authenticity.
'LJLWDOFDPHUDVKDYHODUJHO\UHSODFHG¿OPEDVHGGHYLFHV
8QWLO UHFHQWO\ LQ VRPH FRXQWULHV RQO\ LPDJHV PDGH IURP ¿OP
negatives were considered fully reliable in court.  There was 
widespread prejudicial thought regarding a digital image which, 
according to some people, could not ever be considered legal 
proof, because of its “inconsistent digital nature.” 
Great efforts have been made by the forensic science 
FRPPXQLW\ LQ WKLV¿HOGDQGQRZGLIIHUHQWDSSURDFKHVKDYHEHHQ
unveiled to discover and declare possible malicious frauds in order 
to establish whether an image is authentic or not or, at least, to 
assess a certain degree of probability of its “pureness.” 
In this day and age, it’s an easy practice to manipulate 
digital images by using powerful photo-editing tools.  In order to 
alter the original meaning of the image, copy-move forgery is the 
one of the most common ways of manipulating the contents.  With 
this technique, a portion of the image is copied and pasted once or 
times elsewhere into the same image to hide something or change 
the real meaning of it.
Whenever a digital image (or a printed image) will be 
presented as evidence in a court, criteria should be followed to 
analyze the document with a forensic approach to determine if it 
contains traces of manipulation.
Image forensics literature offers several examples of 
detectors for such manipulation.  Among them, the most recent 
and effective are those based on Zernike moments and those 
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based on Scale Invariant Feature Transform (SIFT).  In particular, 
the capability of SIFT to discover correspondences among similar 
visual contents allows the forensic analysis to detect even very 
accurate and realistic copy-move forgeries.
In some situations, however, instead of a digital document, 
only its analog version may be available.  It is interesting to ask 
whether it is possible to identify tampering from a printed picture 
rather than its digital counterpart.
Scanned documents or recaptured printed documents by 
a digital camera are widely used in a number of different scenarios, 
from medical imaging and law enforcement to banking and daily 
consumer use. 
In this presentation, the problem of identifying copy-move 
forgery from a printed picture is investigated.  The copy-move 
manipulation is detected by proving the presence of copy-move 
SDWFKHV LQ WKH VFDQQHG LPDJHE\XVLQJ WKH&RS\0RYH)RUJHU\
'HWHFWLRQ &0)' PHWKRG SUHYLRXV PHWKRGRORJ\ KDV EHHQ
adapted in a version tailored for printed image case (e.g., choice 
of the minimum number of matched keypoints, size of the input 
image, etc.).  
A real case of murder is presented where an image of 
a crime scene, submitted as printed documentary evidence, had 
EHHQ PRGL¿HG E\ WKH GHIHQVH DGYLVRUV WR UHMHFW WKH WKHRU\ RI
accusation given by the prosecutor.
The goal of this presentation is to experimentally 
investigate the requirement set under which reliable copy-move 
forgery detection is possible on printed images in such a way that 
WKHIRUJHU\WHVWLVWKHYHU\¿UVWVWHSRIDQDSSURSULDWHRSHUDWLRQDO
checklist manual.
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After attending this presentation, attendees will gain an 
understanding of some principles of multi-frame Super-Resolution 
(SR) image enhancement techniques; various SR algorithms 
have been proposed, quality of the resulting images are different 
depending on the algorithm, and the optimum algorithm depends 
on the type of processing images.
This presentation will impact the forensic science 
community by providing the experimental results showing the best 
SR algorithm varies depending on the nature of source images. 
(YHQLILPDJHTXDOLW\LVQRWLPSURYHGZLWKDVSHFL¿F65DOJRULWKP
there is a possibility of obtaining a better resulting image by using 
a different algorithm.  This knowledge will be useful for forensic 
image analysts who think that the multi-frame SR techniques are 
not functioning well for real-case images.
Videos or images that were recorded by surveillance or 
any other cameras can be objective evidence leading to criminal 
investigation.  However, in many cases, the recorded images 
FDQQRWEHHIIHFWLYHO\XWLOL]HGGXH WR LQVXI¿FLHQW VSDWLDO UHVROXWLRQ
of the image.  For such image degradation factor, multi-frame SR 
SURFHVVLQJLVKLJKO\HIIHFWLYHIRULPDJHTXDOLW\LPSURYHPHQWLWLV
possible to improve the spatial resolution of the image by integrating 
information from many images.  Various algorithms have been 
proposed for multi-frame SR, and their effectiveness has been 
shown in the literature.1,2  However, from the experiences of some 
professionals, it did not work well to most actual case videos even 
though clear results are shown in academic papers.
This study will present experimental results of the 
performance of various multi-frame SR algorithms using various 
image sequences including images taken by surveillance cameras. 
)RUWKHH[SHULPHQWVPRUHWKDQ¿YHUHJLVWUDWLRQDOJRULWKPV.HUHQ
/. )DUQHEDFN %UR[ 'HQVH /. 6LPSOH )ORZ HWF DQG ¿YH
UHFRQVWUXFWLRQ DOJRULWKPV ,QWHUSRODWLRQ 32&6 1& %79 0$3
were implemented; usually multi-frame SR processing is performed 
in two steps (registration and reconstruction).  These SR algorithms 
were written in C++ language and they were implemented using 
WKHFRPSXWHUYLVLRQ OLEUDU\2SHQ&9 )RU WKHFRPELQDWLRQRI
these algorithms and input image sequences, the resulting image 
quality was assessed.  The input image sequences included both 
computer-generated and camera-recorded image sequences.
The results show that some surveillance camera images 
FDQEH LPSURYHGZLWK WKH65 LPDJHSURFHVVLQJXQGHUDVSHFL¿F
condition so as to identify unknown characters.  However, in 
comparison with the images that were generated in a computer, 
image quality improvement was lower for the camera recorded 
images.  Furthermore, it was found by the experiment that the 
optimum algorithm was different from the source images.  The 
reason for this was assumed to be due to the difference of the 
image observation model that each algorithm hypothesized. 
Therefore, from the aspect of the actual image analyses on crime 
investigations, it is considered important to implement various SR 
algorithms and to select the optimum one according to the source 
video; because a wide variety of evidentiary materials are treated 
in the forensic activities.
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After attending this presentation, attendees will understand 
some basic principles and behaviors related to the persistence of 
computer random access memory.
This presentation will impact the forensic science 
community by providing a basic understanding of what forensics 
DUWLIDFWV FDQ EH IRXQG LQ 5DQGRP$FFHVV 0HPRU\ 5$0 GDWD
captures and what affects its persistence when a computer is shut 
GRZQSRZHULVUHPRYHGRURWKHUHYHQWVRFFXUWKDWFDQDIIHFW5$0
5$0 LV NQRZQ WR SRWHQWLDOO\ FRQWDLQ PDQ\ IRUHQVLF
artifacts related to investigations such as incident response, child 
