In the past years, the routing problems of wireless sensor network (WSN) have attracted great interest, and many routing protocols for WSN have being proposed. However, these routing protocols pay little attention to the transmission reliability. Therefore, this paper proposes a new multipath ring routing algorithm for WSNs. The proposed algorithm utilizes ring level to separate sensor nodes into several sections, which can improve the reliability of the data transmission. Using the multipath ring routing data delivery improves as an average of 27.58% to leach routing and 113.06% to directing routing.
Introduction
A wireless sensor network (WSN) which consists of light-weight, low-power, computationlimited small size sensor nodes monitor physical or environmental conditions, such as temperature, sound, and pressure, etc. WSN is a spatially distributed, densely deployed and self-organized network [2] , which is widely used in many domains, e.g. military situation awareness [3] , battlefield surveillance [4] , fire detectors, warning systems [5] , machine health monitoring and so on. One of the most important design and implementation rules of a typical sensor network is reliability. While a node sends a packet to the sink node, the node may lose the packet during the routing process due to environmental effects, interference between nodes, instable link or other reasons. Therefore, redesigning a robust routing algorithm to ensure correctness of data transmission is vital to the WSNs.
This paper proposes a new multipath ring routing algorithm for WSNs, which shows a better performance than others in transmission reliability. The rest of the paper is organized as follows. In section 2, we provide related works. Then, we discuss route establishment of the multipath ring routing in section 3. In section 4, we evaluate the proposed algorithm through simulations. Last, we conclude the paper and discuss future works in section 5.
Realted works
In the past years, the routing problems of WSN have attracted great interest, and many routing protocols for WSN have being proposed, e.g. cluster-based routing, multipath routing and energy aware routing, which have been widely utilized for various network purposes, such as improving data delivery reliability, providing fault-tolerant routing, congestion control, machine health monitoring, Quality of Service (QoS) support and so on [6] . The author of [7] proposed an energyefficient adaptive multipath routing technique which intends to make use of the residual energy and received signal strength to discover multiple paths to the sink node by reliable data transmission and low energy consumption. The authors in [8] proposed a self-optimized multipath routing protocol which utilizes the ant colony optimization that has shown excellent results in discovering routes for WSNs. In [9] , the author presents a dynamic multipath routing algorithm in which packets from different applications dynamically choose their own paths by estimating the power to be consumed for each path and the ability to pay.
As we know, multipath routing algorithm provides multiple paths to the destination, but the interference will increase with the paths. However, an interference-minimized multipath routing with congestion control in WSN for high-rate streaming was proposed in paper [10] . WSNs are often deployed for collecting information from unattended or hostile environment and paid little attention to security issues. In paper [11] , the authors explored the general security problems in WSN and analyzed possible security problems on gathering algorithms.
Multipath ring routing scheme
A. Multipath Construction Phase The basic idea of multipath construction phase is to organize the network into levels according to hop distance from the sink node to a sensor node i.e. by the end of this phase each node will get a ring level which indicates how many hops away from the sink node [1] [7] . In this phase, the sink node broadcasts a packet with its ring level 0. The nodes which received the packet will increase their ring number and rebroadcast the packet to their neighbors. In the end, all the nodes in WSN are separated into several levels.
The format of Multiple Route Topology setup packet is shown in Fig. 1 . The Source node ID is the ID of the node which broadcasts the setup packet. Destination node ID contains the node ID of the packet destination; the Sink node ID indicates the ID of the sink which is useful when a network is dealing with multiple sink nodes. The Packet type field is a flag to define packet type, which contains Multiple Route Topology setup packet and multipath ring routing data packet. The SeqNumber field provides a packet sequence, the Ring level is the number of hops from the sink node which is used to indicate nodes in different levels.
During multipath construction phase, the main work is ring level generation for all nodes. The sink node broadcasts the topology setup packet, which is used to explore the neighbor nodes that are receiving it first. We defined these nodes as level 1 node. Topology setup packet is used to identify nodes in different levels. When received a topology setup packet, a node considers itself in level n if the hop count is n. If a smaller ring level is received later, then the node's level updates according to the new ring level. Once the topology setup packet that send by the sink node arrived at a sensor node, the corresponding node computes the signal strength and decides whether to receive it or not. If the received signal strength is stronger than the receiver sensitivity, the packet is received and processed or otherwise drop it. After received the topology setup packet, we then have to make sure whether the current node's ring level is equal to -1or not. If current node's ring level is -1, one should make it to be the received ring level plus one, then the node is responsible to rebroadcast the topology setup packet with the current ring level to its neighbors. If current node's ring level is not -1, one should compare it with the received ring level. While the received ring level plus one is smaller than the current node's ring level, one should update the node's ring level and set it to be the received ring level plus one, otherwise drop it. The nodes which rebroadcast the topology setup packet are available to provide a path to the destination. Unlike many other power-aware routing algorithms, which focus on finding minimum energy cost paths [9] [10], this algorithm attempt to adopt all energy-sufficient paths instead.
Before the construction of the multipath ring routing network, the sensor nodes are deployed in a random fashion or in a pre-arranged way [7] . As shown in fig. 3 , initially the sink node marked "0" is with a ring level of "0" and all other nodes are with a ring level of "-1". While the sink node broadcast the topology setup packet which will be received by the nodes within its radio range. The nodes have received the packet will set their ring level to "1", same as these nodes which also rebroadcast the topology setup packet to their neighbors. This process will not stop until all the nodes get their own ring level.
The Fig. 4 shows the details of the construction of the multipath ring routing network. In the begin, the sink node 0 broadcast the topology setup packet, the nodes 1, 2, 3, 4, 5, 6 and 7 receive the packet and update their ring level to 1. Assume that these nodes have enough energy, and then they rebroadcast the topology setup packet with the new ring level "1" to all their neighbors, such as nodes 8, 9, 12 and so on. In the end all sensor nodes have got a new ring level which is the key issue for this routing protocol. After completing the ring level allocation among the sensor nodes, each node get a ring level which is stored in the node itself. From the Fig. 5 we can know which level is the node locates clearly, which is also showed in Tab. 1
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Instruments, Measurement, Electronics and Information Engineering In this routing algorithm, we do not need routing tables. As shown in Fig. 6 we know that the sink node is in the top of the tower and sensor nodes are in other levels. When we send a packet to the sink node, we just broadcast it and only the lower levels can receive and rebroadcast it until it arrive at the sink node. 
B. Data Ttransmission Phase
Now each sensor node has got its own ring level, then they can send data packets to the sink node. Due to the lack of address in wireless sensor network, we can not send a packet to the sink node directly but broadcast it with the node's ring level. If the nodes' ring level is lower than the received packet's ring level, then broadcast the packet with current node's ring level again, till the packet arrived at the sink node. The flow chart of data transmission is shown in fig. 7 . From it, we know that if a sensor node wants to send a data to the sink node, it should broadcast the data with its own Applied Mechanics and Materials Vols. 347-350 703 ring level. The neighbors around the node will receive the data and compare the received ring level with their own ring level, only the lower nodes can process the data. If the received node is the sink node then process the packet or otherwise rebroadcast the data and update the ring level. In Fig. 8, we show an example of how data transmit from the sensor nodes to the sink node. As fig. 8 shows, node 18 and node 24 both send a sensor data to the sink node. First of all, the two nodes broadcast their data with ring level 3, and then only the lower level nodes can receive and process the data which are nodes 12, 13, 15, 16. When these nodes receive the data they also broadcast it to their neighbors with ring level 2. Just like the last one, only these nodes in lower level will receive the data and process it. You may have known that, nodes 1, 4, 5, 6, 7 will receive the data and send it to the sink node with ring level 1. At last, the data arrived at the sink node and then send it to the application layer for further process. During the transmission we can see that, there are many paths to send a data to the sink node which robust the data transmission and decrease the error rate. As we know, the signal strength has a lot to do with the environment. When a node in a bad day, it may not receive the packet from the sink node, while in a sunny day it can receive the packet successfully. As the example shown in Fig. 9 , when the environment is bad enough, node 13 would not receive the topology setup packet from the sink node, then its ring level will be 2, while the environment get better node 13 may send a data to the sink node directly rather than the nodes within ring level 1.
Experiments and analysis
To evaluate the multipath ring routing protocol, we use the OMNet++ based simulator Castalia, which is a simulator for WSN, Body Area Networks (BAN) and generally networks of low-power embedded devices.
In our experiments, we simulate the multipath ring routing algorithm with 6 groups' different numbers of nodes and compare it with direct routing and leach routing. Direct routing is one of the flooding protocols which just rebroadcast the received packet simply, while the leach routing is a cluster based algorithm. The simulation results are showed in Fig. 10 and Fig. 11 . Figure 10 . Comparison between different Figure 11 . Average energy consumption routing algorithms
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Instruments, Measurement, Electronics and Information Engineering From Fig. 10 , we know that multipath ring routing has the lowest packet loss when compared with other two routing algorithms. The direct routing gets the highest packet loss due to the lack of routing algorithm to delivery data to the sink node. Using the multipath ring routing data delivery improves as an average of 27.58% to leach routing and 113.06% to directing routing.
In Fig. 11 we compute the energy consumption for these routing algorithms, from which we can get a conclusion that leach routing algorithm has the least energy consumption compare with other two routing algorithms and the direct routing has the highest energy consumption. That is due to many nodes send their packets to the cluster head in a cluster which save much energy in leach routing algorithm while the direct routing is just broadcasting the received packets.
Conclusion and futureworks
In this paper, we have proposed an advanced multipath routing algorithm for WSNs. Compared with the other two routing algorithms which are direct routing and leach routing for WSNs, our proposed algorithm can improve the reliability of data transmission obviously. However, there is another question about the energy consumption for our proposed algorithm. Much research work has demonstrated that the cluster based routing algorithms consumed less energy than the multipath routing algorithms. Therefore, we will make an extensive study about the energy consumption for the routing algorithms in the near future.
