Abstract-With the increasing demand for real time applications in the Wireless Senor Network (WSN), real time critical events anticipate an efficient quality-of-service (QoS) based routing for data delivery from the network infrastructure. Designing such QoS based routing protocol to meet the reliability and delay guarantee of critical events while preserving the energy efficiency is a challenging task. Considerable research has been focused on developing robust energy efficient QoS based routing protocols. In this paper, we present the state of the research by summarizing the work on QoS based routing protocols that has already been published and by highlighting the QoS issues that are being addressed. The performance comparison of QoS based routing protocols such as SAR, MMSPEED, MCMP, MCBR, and EQSR has also been analyzed using ns-2 for various parameters.
INTRODUCTION
In the recent years, the rapid technological advances in micro electro-mechanical systems, low power and highly integrated digital electronics, small scale energy supplies, tiny microprocessors, and low power radio technologies have created low power, low cost, and multifunctional wireless sensor devices. These devices can collect the data by sensing the ambient conditions in its vicinity and send the sensed data to the sink or base station along the pre-established routes through multiple wireless hops.
These sensor devices run on a small battery, a tiny microprocessor, a radio transceiver, and a set of transducers [1] . Generally these sensors are equipped with data processing and communication capabilities. The emergence of these low cost and small sized wireless sensor devices has motivated intensive research in the last decade that addresses the potential of collaboration among sensors in data gathering and processing, which led to the invention of Wireless Sensor Networks (WSNs).
With the increasing deployment of large sensor networks, we envision them to be multipurpose with sensor nodes that exploit their multiple sensing capabilities to serve a wide range of applications such as target tracking for the military [2] ; habitat monitoring in forests [3, 4] ; detecting moisture levels in agriculture; monitoring the statistics of the patient in health monitoring
THE TAXONOMY OF ROUTING PROTOCOLS
Many routing solutions that have been specifically designed for WSNs have been proposed [8, 9] . In these proposals, the unique properties of the WSNs have been taken into account. These routing techniques can be classified according to the protocol operation as negotiation based, query based, QoS based, and multi-path based, as depicted in Fig. 1 .
The negotiation based protocols have the objective to eliminate the redundant data by including high level data descriptors in the message exchange.
In query based protocols, the sink node initiates the communication by broadcasting a query for data over the network.
The multipath based protocols were initiated with objectives to provide reliability and to balance the traffic load in the network [10] [11] [12] . These protocols use multipaths in order to achieve better energy efficiency and network robustness in case of node failures. Multi-path routing protocols have been discussed in WSN literature for several years now [13] .
QoS based protocols allow sensor nodes to balance between the energy consumption and certain pre-determined QoS metrics, such as delay, energy, reliability, bandwidth, etc., before they deliver the data to the sink node.
QOS ROUTING CHALLENGES
However, a wireless sensor network is resource constrained [1] and poses many challenges while designing an efficient routing protocol for deadline-driven traffic. Due to the limited battery power of the sensor nodes, it is extremely important that the routing be energy efficient, in order to increase in the lifetime of the network.Besides limited energy, there are other factors that hinder the goal of transferring time-critical information reliably across the network. In this section, some of the factors of WSNs that challenge QoS provisioning will be further explained in detail below.
In addition to energy constraints, each sensor node has low processing capability, low memory power, and limited transmission energy. As a result, these constraints impose an essential requirement on any QoS support mechanisms in WSNs: simplicity. In most WSN applications, traffic mainly flows from a large number of sensor nodes to a small subset of sink nodes. QoS mechanisms should be designed for unbalanced QoS-constrained traffic.
WSNs are characterized by high redundancy in the sensor data. However, while the redundancy in the data does help loosen the reliability/robustness requirement of data delivery, it unnecessarily spends a great amount of precious energy. Data fusion or data aggregation is a solution to maintain robustness while decreasing redundancy in the data. However, this mechanism also introduces latency and complicates the QoS design in WSNs.
In sensor networks, nodes, as well as sink nodes, frequently change their position and due to the use of power management and energy efficient schemes a node state transition occurs, which leads to node failure, which makes QoS provisioning complex.
In order to increase the lifetime of a network, the energy load must be evenly distributed among all sensor nodes so that the energy in a single sensor node or a small set of sensor nodes will not be drained too quickly. QoS support should take this factor into account.
WSNs are designed to collect various types of data. For instance, a sensor network can be designed to simultaneously monitor the changes in temperature, pressure, or humidity at a location leading to a different set of QoS parameters defined for each of the sensed data. Therefore, provisioning QoS in case of heterogeneous traffic can become quite complex.
The content of the data or a high-level description reflects the criticality of the real physical phenomena and is thereby different criticality or priority with respect to the quality of the applications [14] . QoS mechanisms may be required to differentiate packet importance and to set up a As a result, QoS support for the network may have to take at least a few of the challenges described above into account when an application is specified.
QOS ROUTING PROTOCOLS
Recently, a few research projects have started to address the support of QoS requirements in WSNs. In this section, we present the state of the research by summarizing work that has already been published and by highlighting the QoS issues that are being addressed. Some QoS oriented routing proposals are surveyed in [15, 16] .
Multipath Routing Protocol
Initially, the Multipath based routing protocols proposed in [10] [11] [12] , tend to enhance the reliability through multiple paths. Rather than using a single path, multiple paths are established between the source-destination pair. This is done in order to support the quality of service. These protocols primarily focus on load balancing, fault tolerance, bandwidth aggregation, and reduced delay. However, even though multipath routing protocol provides these benefits, the main problem associated with multipath routing is route coupling. In [17] , the problem of route coupling has been studied and a measure for the coupling between two routes using a correlation factor has been proposed. An N-to-1 multipath discovery protocol is proposed in reference [18] , which finds different node-disjoint paths between a sink and a source node. These alternative routes are used to distribute traffic in order to improve the reliability and the security of the data transmission.
SAR Protocol
One of the routing protocols that were proposed early on, which provides some QoS, is the Sequential Assignment Routing (SAR) protocol [19] . The objective of the SAR algorithm is to make the network energy-efficient and fault tolerant. SAR uses multihop routing and maintains routing tables to record information about its neighbors. To create multiple paths from each node to the sink, multiple trees are constructed, rooted from one-hop neighbor of the sink. For path selection, SAR takes into account the energy resource, the QoS on each path, and the priority level of a packet. For each packet in a network, SAR calculates the weighted QoS metric, which is the product of the additive QoS metric and a weight coefficient that is associated with the priority level of that packet. The lower that the average weighted QoS metric is, the higher the QoS level will be. To handle failures within the network, a handshaking process is used, which enforces routing table consistency between the upstream and downstream neighbors on each path so that any local failure will automatically trigger a recomputation procedure locally. Simulation results show that SAR has better performance than the minimum metric algorithm. The main disadvantage of this protocol is the overhead that is involved in maintaining the tables and states at each node.
Energy-Aware QoS Routing Protocol
Energy-aware QoS routing protocol is a cluster based QoS aware routing protocol [20] that employs a queuing model to handle both real-time and non-real-time traffic. The protocol only considers the end-to-end delay. This protocol associates a cost function with each link and uses the K-least-cost path algorithm to find a set of the best candidate routes. Each of the routes is checked against the end-to-end constraints and the route that satisfies the constraints is chosen to send the data to the sink. Furthermore, the transmission delay is not considered in the estimation of the end-to-end delay, which sometimes results in selecting routes that do not meet the required end-to-end delay. However, the problem of bandwidth assignment is solved in [21] by assigning a different bandwidth ratio for each type of traffic for each node.
SPEED Protocol
SPEED [22] is designed to support soft real-time communication service by maintaining the desired delivery speed across the network so that the end-to-end delay is minimized. Each node keeps information only about its immediate neighbors and utilizes geographic location information to make localized routing decisions. Hence, the protocol is called "stateless," as it does not use routing tables, which result in minimal memory usage. Stateless Non-Deterministic Geographic Forwarding (SNGF) is the routing module responsible for choosing the next hop neighbor and it works with 4 other modules at the network layer to achieve the desired delivery speed across the sensor networks. The neighbor beacon exchange module provides the geographic location of the neighbors. The delay estimation module calculates the delay in each node, which helps the SNGF to select the node meeting speed requirements and also helps to determine the occurrence of congestion. If a node meeting desired speed requirement can't be found, the relay ratio of the node is checked. The relay ratio is provided by the Neighborhood Feedback Loop (NFL) module. The Relay Ratio determines whether the packet is to be dropped or relayed. It is calculated by looking at the miss ratios of the neighbors of the node (the nodes that could not provide the desired speed) and is fed into the SNGF module, where a drop or relay action is taken. If the relay ratio is less than a number between 0 and 1, which is randomly generated, the packet is dropped. The backpressure rerouting module is used to prevent voids i.e., when a node fails to find the next hop node or if congestion occurs , this module sends the message back to the source nodes so that they (they means nodes which are failed to find the next node) can take new routes. Simulation shows that SPEED performs better in terms of the end-to end delay ratio and the miss ratio. The major limitations of the SPEED protocol are that it does not employ any packet differentiation mechanism. It gives the same preference to both real time and non-real time packets. It is not scalable, as it maintains a desired speed for each packet and if the parameter is changed then protocol performance degrades.
MMSPEED Protocol
The MMSPEED (Multi-Path and Multi-SPEED Routing) protocol [23] is an extension of the SPEED protocol. It is designed to provide probabilistic QoS differentiation with respect to timeliness and reliability domains. For the timely delivery of packets, MMSPEED provides multiple delivery speed options for each incoming packet. Each incoming packet is placed into appropriate queues according to its speed class. The packets in the highest speed queue are served on the basis of the FCFS, followed by the next highest speed queue and so on. The prioritization of a packet is done with the MAC layer support. Service differentiation in a reliability domain is achieved by calculating the reaching probability of each packet and then by forwarding the packets through multiple paths whose progress speed is higher than the speed threshold. These decisions are made locally at each node without information about the global network state and end-to-end path setup. Thus, MMSPEED protocol is scalable and adaptable to large networks. The only limitation of the protocol is that the energy metric is not taken into consideration.
MCMP Protocol
A Multi Constrained QoS Multi-Path routing (MCMP) protocol [24] uses braided routes to deliver packets to the sink node according to certain QoS requirements that are expressed in terms of reliability and delay. The problem of end-to-end delay is formulated as an optimization problem, and then an algorithm based on linear integer programming is applied to solve the problem. The protocol objective is to utilize the multiple paths to augment network performance with moderate energy cost. However, the protocol always routes the information over the path that includes the minimum number of hops to satisfy the required QoS, which leads to more energy consumption in some cases.
MCBR Protocol
A Message-Initiated Constrained-Based Routing (MCBR) mechanism is proposed in [25] . MCBR is composed of explicit specifications of constraint-based destinations, route constraints and QoS requirements for messages, and a set of QoS aware meta-strategies. The separation of routing specifications and routing strategies makes it possible for exploring meta routing strategies. This allows for there to be quality-of-service (QoS) requirements in the application layer for individual messages. Through applying general-purpose Meta-routing strategies, a data message is routed from source to destination via a route that satisfies the QoS requirements for that data message. In other words, messages discover and learn their routes on their way to the destinations. MCBR is composed of the following two types of Meta-routing strategies: one is search based and the other is constrained-flooding. However, the extra control packets (because of flooding the network with control packets) are a significant overhead. Same authors have proposed QoS aware learning based routing to decrease the complexity of MCBR protocol and to enhance its performance [26] .
ECMP Protocol
The Energy Constrained Multi-Path routing (ECMP) protocol [27] extends the MCMP protocol by formulating the QoS routing problem as an energy optimization problem that is constrained by reliability, play-back delay, and geo-spatial path selection constraints. The ECMP protocol trades between the minimum number of hops and minimum energy by selecting the path that satisfies the QoS requirements and that minimizes energy consumption.
EQSR Protocol
One of the recently proposed QoS based routing protocols, specifically for wireless sensor networks, is an energy efficient and QoS aware multipath based routing (EQSR) [28] , which provides service differentiation by giving real-time traffic absolute preferential treatment over the non-real-time traffic. EQSR uses the multi-path paradigm together with a Forward Error Correction (FEC) technique to recover from node failures without invoking network-wide flooding for path-discovery. The EQSR protocol uses residual energy, available buffer size and the signal-to-noise ratio to predict the next hop through the paths construction phase. EQSR splits up the transmitted message into a number of segments of equal size, adds correction codes, and then simultaneously transmits it over multiple paths to increase the probability that an essential portion of the packet is received at the destination without incurring excessive delay. The EQSR protocol handles both real-time and non real-time traffic efficiently. It does so by employing a queuing model that provides service differentiation.
QuEst Protocol
The QoS-based energy-efficient sensor routing (QuESt) protocol [29] determines applicationspecific, near-optimal sensory-routes by optimizing multiple QoS parameters (end-to-end delay and bandwidth requirements) and energy consumption, based on the Multi-Objective Genetic Algorithm (MOGA). The QuESt protocol is capable of discovering a set of QoS based, near optimal routes even with imprecise network information.
PERFORMANCE EVALUATION
Simulations are performed to evaluate and compare the performance of the SAR, MMSPEED, MCMP, MCBR, and EQSR protocols. The simulation set up and parameters used are described in Section 5.1. The performance metrics used to compare their effectiveness are given in Section 5.2 and Section 5.3 compares their performance.
Simulation Setup
We set up an evaluation environment using ns-2 [30] . The simulation was performed using this environment in a 200m x 200m sensor field as depicted in Fig. 2 . 100 sensors were randomly deployed in this field and a sink node was placed at the center of the field (i.e., 100,100). Sensor nodes, which initiate the data transmission when an event occurs, are called source nodes and were placed at the border of the sensor field. The rest of the nodes, whose function is to All of the source nodes that initiated RT data traffic, stamp the required reliability. The parameters that were used in the simulation are given in Table 1 . Unless otherwise specified, these parameters are used in simulations. All of the simulation results are shown for various traffic densities. The desired values are measured for RT traffic by considering the reliability R=0.8, in each simulation run.
Performance Metrics
Using the above evaluation environment, the following performance metrics are measured: Reliability: this is the ratio of the total number of unique RT data packets received by the sink within the bounded time to the number of packets generated by the source nodes. The higher the value is, the better the efficiency of the protocol.
End-to-end delay: this is the time that elapses between the RT packets sent by the source until the sink receives it. When the source sensor node data are used to control a physical process, a guaranteed bound on the delay is necessary for effective control action, (e.g. traffic lights, fire detection, medical monitoring). The protocol may not be trusted without such a bound. Note that the lower the delay is, better is the performance protocol.
Energy efficiency: this is represented as the average amount of energy consumption for the successful transmission of initiated RT traffic flow. If the same amount of energy is dissipated by other protocol, then the protocol that has high reliability will perform better than the other protocol.
Control packet overhead: the number of control overhead packets, such as the RTS/CTS/ ACK, generated by each protocol during the whole simulation period is counted. Also, the energy consumed by those packets is computed to compare the communication overhead and energy expenditure incurred by the control packets. The lower the value is, the higher the protocol performance is.
Network Lifetime: this is defined as the length of time from network deployment to the first intermediate node drains out of its energy. 
Results and Discussion
The graphs in Fig. 3 depict the reliability achieved by each of the protocols. Note that the values of the y-axis represent the achieved reliability for various traffic density. The interesting result found in Fig. 3 is that EQSR achieves good reliability more than the required reliability, for R=0.8. This is because EQSR uses the residual energy, node available buffer size, and Signal-to-Noise Ratio (SNR) to predict the best next hop through the path construction phase. Based on the concept of service differentiation, the EQSR protocol employs a queuing model to handle both real-time and non-real-time traffic. In addition EQSR employs an error correction scheme, which contributes in increasing the delivery ratio in the case of path failures. It does so by reconstructing the original message using the generated XOR codes without the needing to initiate data retransmissions. Implementing a FEC technique in the routing algorithm enhances the delivery ratio of the protocol. It also minimizes the overall energy consumption, especially in the case of route failures. From Fig. 3 it is observed that other protocols achieve good reliability more than the required reliability in the initial part. However, as the traffic density increases these protocols fail in achieving the required reliability. This is because the protocols fail in mitigating the packet losses due to buffer overflow.
From Fig. 4 , it is clear that EQSR is successful in achieving good reliability within the deadline. This is because, EQSR employs a queuing model that is designed to handle real-time and non-real-time traffic through service differentiation by giving real-time traffic higher priority than non-real-time traffic. However, other protocols don't use the concept of service differentiation and all packets are treated uniformly. Thus, protocols fail in achieving required reliability within the deadline. tocol saves more energy than other protocols. This is because, the EQSR protocol easily recovers from path failures and is able to reconstruct the original messages through the use of the forward error correction algorithm. However, there is significant energy consumption in MCMP and MMSPEED. This is due to the fact that MCMP and MMSPEED continue to retransmit a packet on repeated failure, even if the receiving node gets blocked. Eventually, this causes unsuccessful retransmission and a greater utilization of energy. MCBR uses the flooding-based strategies, which leads to message collision in the network, which in turn leads to a large amount of energy consumption. Meanwhile SAR enforces routing table consistency among the upstream and down stream nodes and leads to a greater consumption of energy. Every routing algorithm in a wireless environment has its overhead for exchanging control packets like a ROUTE REQ/REPLY message during the selection of the next router and HELLO packets or BEACON messages for updating the router table etc. These messages do not carry any useful information rather they are required for making optimal routing decisions. Even though these control packets are very small in size, energy consumption is increased with the increased number of such packets in the network. These packets also incur packet overhead due to packet duplication. Hence, reducing all these additional packets is an important metric for an energy constrained sensor network. Fig. 6 compares the control packet overhead of different protocol. The control packet overhead in EQSR is less than other algorithms. This is because for every fixed interval, all of the nodes in MMSPEED and MCMP periodically broadcast location update packets and NINFO packets. MCBR uses flooding based strategy to route the data. This incurs additional packet overhead. For SAR overhead is involved in maintaining tables and states at each node. Unlike these protocols, instead of periodically flooding a KEEPALIVE message to keep multiple paths alive, the nodes in the EQSR algorithm append an update cost function metric to the data message. The update cost function metric includes residual energy, remaining buffer size, and link quality. This will reduce control packet overhead, which in turn saves energy. Fig. 7 demonstrates that EQSR is energy efficient and increases network lifetime as compared to other protocols. This is due to the use of power-controlled transmission and the reduced number of retransmissions. Furthermore, EQSR distributes the traffic load over spatially distributed nodes. In contrast, MMSPEED suffers from reduced network lifetime as compared to MCMP, since it has higher overheads due to control packets and duplicate packets. On the other hand, network lifetime in MCBR is better achieved, as compared to MMSPEED and MCMP. This is because MCBR uses the controlled flooding strategy to flood the request packet. SAR handles 
CONCLUSION
In this paper, we presented an overview of the requirements for QoS based routing protocols and factors that are a challenge in implementing these protocols in a WSN Each routing protocol is discussed along with their solution to meet QoS requirements. Through simulation, the performance of the SAR, MMSPEED, MCMP, MCBR, and EQSR protocols are evaluated and analyzed with respect to different combinations of network and traffic control parameters. Their advantages and disadvantages are discussed and compared. We have also highlighted the reliability, delay, and energy efficiency performances of these protocols. 
