Abstract-This letter presents new results obtained with a novel MAC scheme designed to be reliable and maximize the throughput of a single-hop network. Contrarily to the IEEE 802.11 MAC scheme, all nodes adopt a common optimal contention window size for unicast and broadcast transmissions, which is based on a common view of the channel. In this way, the conditional collision probability is independent of the type of traffic (broadcast or unicast). Simulation results for different amounts of broadcast/unicast traffic indicate that our approach significantly outperforms IEEE 802.11, exhibiting broadcast aggregate throughput gains up to 40%. Moreover, the simulation results indicate that the probability of successful transmitting a broadcast frame can be also improved up to 50% and, as the number of nodes increase, broadcast frames can obtain approximately the same reliability and throughput achieved by IEEE 802.11 unicast frames.
Towards Reliable Broadcast in ad hoc Networks I. INTRODUCTION C URRENT applications and services for distributed wireless networks heavily rely on advertisements, which are transmitted using broadcast frames [1] . In the current MAC (Medium Access Control) schemes, namely in IEEE 802.11 [2] , broadcast co-exists with unicast frames. The unicast traffic is used for point-to-point communications and since retransmissions are allowed, it is highly reliable. The broadcast traffic is used for point-to-multipoint communications and because the destination nodes are unknown, the frames are not acknowledged nor retransmitted, and the transmission scheme is generally unreliable. The reliability concept used in this work is directly expressed by the probability of a successful frame transmission given that one or more transmission attempts have occurred.
Although broadcast traffic is very important for ad hoc networks, the most used broadcast MAC schemes for decentralized networks are not reliable, as is observed in [3] for 1-hop IEEE 802.11 networks. Several improvements have been proposed to overcome the low reliability of IEEE 802.11's broadcast transmission scheme, such as the ones presented in [4] [5] [6] [7] [8] . For all these schemes the decisions made during the protocol's operation are based on the information contained in Manuscript received September 24, 2011. The associate editor coordinating the review of this letter and approving it for publication was C. Assi.
The authors are with the CTS, UNINOVA, Dep. [4] selects one neighbor from that table, which will receive a RTS (Request-To-Send) indicating the subsequent broadcast frame transmission. The nodes that erroneously do not receive the broadcast frame will see higher frame sequences transmitted by the same transmitter. When this occurs they force the failed broadcast frame retransmission by sending a CTS (Clear-To-Send) message with the required sequence number. [5] avoids the collision of CTS frames by transmitting them at different times. [6] solves the same problem by using a leader node that centralizes the CTS transmission. [7] divides the DIFS (Distributed Inter-Frame Space) time in several slots that are used as contention slots to send ACKs to confirm the broadcast frame reception. [8] considers the use of dual tones. [9] proposes BPBT (Broadcast Protocol with Busy Tone), which employs the use of a busy tone to solve a relaxed solution of the excessive retransmission problem. Note that although the schemes proposed in [4] [5] [6] [7] [8] [9] effectively improve the broadcast reliability, they underperform in terms of throughput, due to the increase of control traffic associated to broadcast transmissions (RTS, CTS or ACKs frames) and the retransmissions of broadcast frames. Recently, other MAC schemes were proposed to improve the reliability of the Layer 2 for specific features of the physical layer, such as the use of network coding [10] , and/or new paradigms at the network layer, such as cooperation [11] . This letter presents an extension of the MAC scheme proposed in our work [12] for single-hop decentralized wireless networks. While our previous work describes the design of the MAC scheme and compares its performance with other protocols, it only considers unicast frame transmissions and does not characterizes the reliability of the protocol. In this work we summarize the features developed to support both unicast and broadcast traffic and we analyze the reliability of the protocol, by considering the existence of both reliable and unreliable frame transmission schemes (unicast and broadcast transmission schemes, respectively). We evaluate the reliability of the scheme through several simulation results for different quantities of broadcast/unicast traffic. The results show that our approach significantly outperforms IEEE 802.11 in terms of reliability and throughput.
II. NOVEL MAC PROTOCOL This section briefly introduces the MAC scheme proposed in [12] and explains the rationale behind it. Finally, we enumerate the new features considered in this work in order to support both unicast and broadcast traffic.
A. Brief overview of [12] Contrarily to IEEE 802.11, which adopts several contention stages regulated by the exponential backoff mechanism, the 1089-7798/12$31.00 c 2012 IEEE protocol described in [12] only adopts a single backoff stage. Considering a single backoff stage, the stationary medium access probability for a node that always has a packet to transmit (saturated node), τ , is defined as τ = 2/(W + 1) [3] , where W denotes the contention window size. The solution described in [12] aims at maximizing the throughput by properly selecting the individual contention window W . As explained, the throughput achieved by the protocol is defined as
where 
The MAC scheme regulates the contention window W in order to maximize S. By imposing the condition ∂S ∂τ = 0, we can find the optimal access probability τ that solves the equation,
Equation (3) shows that the optimal throughput S can be achieved by imposing to each node the access probability τ , which mainly depends on the number of competing nodes n (assuming that T c and T i are constants). The main novelty introduced in [12] is the use of the individual access probability τ and channel occupancy p i to estimate the number of nodes. Knowing the number of neighbors, a node can resolve (3), in order to find the optimal τ to use in the next contention period.
The rationale behind the proposed protocol is that by only observing the channel occupancy a node can estimate the number of competing nodes. This is only possible because the same contention window regulation scheme is adopted by all nodes, and the information to regulate it is sampled from the channel, which is shared by all nodes (note that this work is proposed for single-hop networks). The number of estimated nodes is then used to regulate the contention window. Thus, contrarily to IEEE 802.11, where the contention window depends on the success of the previous transmission, the contention window value in [12] is approximately the same among all nodes, since the nodes use the same information about the channel occupancy to estimate the number of nodes. This means that if a node stops or starts transmitting, the channel occupancy will also change accordingly. Consequently, all transmitting nodes will detect small deviations from the stationary point of operation and these deviations are then used to regulate the medium access probability to be applied in the next contention period.
B. Support of unicast and broadcast traffic
Once again we highlight that the protocol in [12] only supports unicast traffic. The first motivation to extend it to broadcast traffic is due to the possibility of applying the optimal contention window to both unicast and broadcast, which maximizes the throughput. Moreover, since the contention window regulation does not use information about the previous transmission attempt, unicast and broadcast frames can be transmitted interchangeably. In other words, this means that the contention regulation scheme can be extended to support both unicast and broadcast frames, assuring that the contention window used in broadcast transmissions is optimal and equal to the window used for broadcast frames (when the same channel conditions are observed). In terms of reliability, this is also advantageous because both types of frames can obtain the same probability of collision per transmission attempt. Note that this is not the case in IEEE 802.11, where the contention window applied to broadcast frames can be too short when compared to unicast frames, resulting in a higher rate of collisions for broadcast frames.
To accommodate broadcast frames in our approach, the contention scheme proposed in [12] was extended with the following functionalities:
• The broadcast frames are accepted from the upper layer;
• The broadcast frames are transmitted adopting the optimal access probability determined as in [12] ; • The broadcast frames are transmitted without being acknowledged; • Contrarily to the unicast frames' retransmission allowance, by default the broadcast frames are only transmitted once (they are not retransmitted); • In [12] the unicast frames are acknowledged and the successful transmission time T U s = T DAT A +T SIF S +T ACK (equivalent to T s in (2)) includes the duration of the frame transmission T DAT A , the duration of the acknowledgement frame T ACK and the time interval between the data frame and the ACK frame, T SIF S . Since the broadcast frames are not acknowledged, its transmission duration was set to T B s = T U s in order to consider equal durations for unicast and broadcast transmissions. By adopting the same successful transmission duration to unicast and broadcast frames, (2) can be applied for both type of frames because
Note that broadcast traffic can be easily integrated in the MAC scheme in [12] because it was purposely designed to regulate the contention window independently of the previous transmission attempt. By doing so, the same optimal contention regulation can be applied to both types of frames, since we garantee that T s = T 
III. RELIABILITY -PERFORMANCE ANALYSIS
This section compares the performance of the extended version of the protocol presented in [12] with IEEE 802.11. The IEEE 802.11 basic access mode is adopted. We consider n saturated nodes that generate broadcast frames with the probability p b (unicast frames are generated with probability 1 − p b ). The MAC performance is characterized for p b = {0, 0.1, 0.25, 0.5, 1}. IEEE 802.11 and our approach allow unicast frame retransmissions, up to a maximum of 6 retries. Broadcast frames are not retransmitted in both protocols. For broadcast and unicast frames we use the same contention window regulation described in [12] and the same transmission rate (11Mbps). IEEE 802.11 uses a fixed contention window (W = 32) for broadcast frames and the exponential backoff scheme for the transmission of unicast frames (CW min = 32, CW max = 1024). The simulations were performed with simulator ns-2 [13] , and the remaining parameters used in the simulations follow the ones described in [12] 1 . Figure 1 compares the normalized throughput for different number of nodes and different amounts of broadcast traffic. The results show that our approach performs better than the IEEE 802.11 protocol independently of the number of nodes and p b . We observe that IEEE 802.11 throughput clearly depends on the number of nodes, because IEEE 802.11 does not considers the number of nodes in the contention window regulation. We can also observe that, for a small number of nodes, higher p b values lead to a higher throughput. This advantage is partially due to the suppression of the acknowledge transmission, which decreases the control overhead (which includes ACK frames and the timings needed to transmit it). However, when the number of nodes increases, the increase of p b origins more collisions because the contention window (W = 32) is not well adapted to the number of nodes. Consequently, IEEE 802.11's throughput decreases.
Regarding the throughput obtained by our approach, we depart from the theoretical bound for unicast and broadcast capacity of a single-hop network, which is shown to be O(1) [14] . Note however that this capacity bound is only achieved for a perfectly scheduled MAC. Because the access control considered in our work is done in a distributed way (without a central coordinator), there exist short periods when no nodes access the medium, meaning that the throughput achieved is always smaller than 1. Moreover, we can observe that the throughput decreases as more unicast traffic is generated, because the unicast frames can be retransmitted. Other important 1 The source code of the protocol described in [12] is available at http://tele1.dee.fct.unl.pt/downloads/miop_MAC.tar.gz. point in [14] is that the capacity bound does not depends on the number of nodes. This is observed in our approach and is mainly due to the optimal policy that regulates the contention window. When an heuristic is used, as is the case for IEEE 802.11, the throughput decreases with the number of nodes, and the constant capacity described in [14] is not observed. Figure 2 (a) illustrates the successful transmission probability obtained with IEEE 802.11. When only unicast traffic (p b = 0) is considered, IEEE 802.11 is generally classified as reliable, because it allows consecutive frame retransmissions with larger contention window sizes. However, as p b increases the probability of collision also increases, turning IEEE 802.11 less reliable. This is because the contention window used for broadcast transmissions (W = 32) is not adapted to the number of nodes, leading to situations where the frames experience frequent collisions. explained by the fact that broadcast frames are not retransmitted and, if the transmission fails, the frame is simply dropped. However, it should be noted that the obtained value is always higher than 85%, while for IEEE 802.11 the probability starts with same value but it sharply decreases to approximately 30% as the number of nodes increases. As more unicast frames are generated (p b closer to 0), the reliability of our approach increases because unicast frames are acknowledged and can be retransmitted.
These results show that the throughput and the reliability achieved by our approach clearly outperforms IEEE 802.11. Moreover, they are almost independent of the number of nodes, namely when we consider more than 20 nodes. In future investigations we plan to increase the broadcast transmission reliability (specifically the scenario where p b = 1) to the same reliability level exhibited by IEEE 802.11 unicast transmissions (the scenario where p b = 0). To demonstrate that this is possible we present the results obtained with a simple solution that establishes a baseline: all broadcast frames were blindly transmitted twice, meaning that the second transmission always occurs even when the first one succeeds. While this is not a good choice, because the first frame can be successfully received and a portion of the available bandwidth is wasted in the second attempt, we do not claim it as a solution. We adopted it just to demonstrate that even with this rough behavior, it achieves the desired result.
Tables I and II present the transmission success probability and the throughput obtained with our approach when the broadcast frames are transmitted twice. The last row in both tables present the values obtained for unicast frames transmitted with IEEE 802.11 MAC scheme. In terms of reliability, and observing the last two rows in Table I , we can observe that the broadcast frames transmitted with our approach (p b = 1) exhibits approximately the same reliability as unicast IEEE 802.11 frames (IEEE 802.11 p b = 0). Moreover, observing the last two rows in Table II , we can see that even repeating the transmission of broadcast frames, the throughput obtained with our approach degrades, but it approaches IEEE 802.11 throughput obtained when only unicast frames are transmitted (IEEE 802.11 p b = 0). In this way, we show that by transmitting the broadcast frames twice (which can be easily improved adopting the same techniques presented in [4] or [5] ), the MAC performance in terms of reliability and throughput is close to the case when only unicast frames are transmitted by IEEE 802.11.
IV. CONCLUSIONS
In this paper, we analyzed the reliability performance of an extended version of the scheme proposed in [12] . The main novelty introduced by this scheme is its simplicity and the use of the individual access probability and the probability of idle slot to estimate the number of competing nodes. Through simulation results, we show that our scheme clearly outperforms the well-established IEEE 802.11 protocol. Moreover, the level of reliability and throughput obtained when broadcast frames are transmitted twice approximate the levels achieved with IEEE 802.11, when only unicast frames are transmitted. These results are particularly important, since the improvement in terms of reliability of the broadcast transmissions will positively impact the performance and the design of the upper layers.
