INTRODUCTION
Wireless technology is fast replacing wired technology in almost all the fields, because it is less costly and also because it is more efficient as compared to wired networks [1] . The ZigBee specification is used in wireless communication [2] . ZigBee networks have the following requirements and features: low power consumption, low cost, low packet throughput, lots of network nodes, low request on quality of service, security control, and high reliability [3] . ZigBee is used to provide an efficient wireless communication standard for Home Area Networking (HAN) devices [4] , [5] . Figure 1 throws light on the overall uses of ZigBee. It shows that ZigBee can be used in various applications such as HVAC controls, Lighting Controls, Home Monitoring Services, Home Automation, Home Area Network, and Utility Networks. ZigBee supports star, peer-to-peer i.e. mesh, and tree topologies [6] . In star topology, there are several nodes and a central coordinator [7] . Coordinator is the main part of star topology, as communication between nodes takes place through the coordinator [8] . Nodes can communicate directly in peer-to-peer topology, without the need of coordinator. In tree topology, network consists of a central coordinator node along with routers and other nodes [9] . In this study, network Simulator-2 (ns-2) is used for carrying out ZigBee simulations for different topologies having different traffic setups. Trace analysis is carried out for determining QoS parameters.
II. ZIGBEE IN HOME AUTOMATION AND NETWORKING
Home Automation and Networking is a component of Smart Grid [10] , which deals with Home Area Network (HAN) and Home Automation (HA). Figure 2 shows the HAN architecture. It shows that HAN consists of Lighting Controls, In-Home Display, Smart Appliances, and HVAC System. There is bidirectional communication between gas, electric, and water meters and HAN. There also exists bidirectional communication between Utility Advanced Metering Infrastructure (AMI) Network and the meters. ZigBee's primary role in the smart grid is to power HAN for residential and commercial purposes [11] . Its main purpose is energy management and energy optimization [12] . In the residential segment there are devices like thermostats, water meters, gas meters, electricity meters, electric vehicle chargers, smoke detectors, security products and other related devices which are connected to each other and communicate with the outside world with the help of ZigBee [13] . With the use of HAN, consumers can have control over their energy usage and can plan the consumption of electricity accordingly, when there is no peak period and cost of energy is low [14] . ZigBee is widely used in HA. The HA systems not only provide interoperability between the various devices but also help in providing an interactive interface for the people to control and adjust their operations [15] . ZigBee will monitor the accurate usage of electricity, gas and water and thereby help in energy conservation and optimization of these resources. It reduces energy expenses and provides security of connection.
III. ZIGBEE ROUTING SIMULATIONS USING NETWORK SIMULATOR
ZigBee simulations using Network Simulator-2.34 i.e. ns-2.34 will be seen. Simulations on AODV ZigBee routing protocol are performed. In total there are nine nodes. The simulation period is 180 seconds. X and Y coordinates of topography are 60 m. Simulations for star topology will be discussed first.
A. AODV simulations for star topology having FTP traffic
For star topology there is a Personal Area Network (PAN) coordinator which controls the other nodes. In the simulations HAN environment is taken into consideration. Components of the HAN are Security and Alarm, Remote Control, Door Control, Environmental Monitoring i.e. Environmental Monit, Meter, Temperature, Motion Detector, and Lighting. The following screenshots throw more light on the simulations. Figure 3 shows that all nodes are synchronized with the coordinator and communication takes place between node 0 and node 3. Figure 4 shows that synchronization of all the nodes with the coordinator has taken place and node 0 communicates with node 4. 
B. AODV simulations for star topology having CBR traffic

D. AODV simulations for peer-to-peer topology having FTP traffic
In peer-to-peer topology, the network setup has some changes. There is no coordinator and the nodes can communicate directly. Figure 6 shows FTP Traffic between two nodes in peer-to-peer topology. From all the above simulations it is seen that ZigBee protocol works smoothly on multiple topologies.
IV. TRACE ANALYSIS
Trace analysis helps in determining factors like end-to-end packet delay i.e. delay and jitter which are key components in determining the quality of service (QoS). For meeting the standards of the expected quality of service, delay and jitter should be as low as possible. Jitter is defined as deviation in amplitude or width of the pulses in a signal. Jitter can be thought of as shaky pulses. Delay and jitter are calculated in various scenarios and the observations are discussed.
A. Case 1:Drop Tail Queue
In the first case, simulations are carried out taking Drop Tail queue type under consideration. Then delay and jitter are calculated for CBR Traffic, FTP Traffic and Poisson Traffic, which are the types of traffic under consideration. Delay and jitter for CBR traffic will be discussed first.
• End-to-end Packet Delay for CBR Traffic Figure 9 . Delay for CBR Traffic Figure 9 shows end-to-end Packet delay i.e. delay for CBR traffic where Drop Tail queue is considered. It is seen on the whole that, delay for CBR traffic is around 0.15 seconds. • End-to-end Packet Delay for FTP Traffic Figure 11 . Delay for FTP Traffic Figure 11 shows delay for FTP traffic. On the whole delay for FTP traffic is around 0.14 seconds. Figure 12 shows jitter in FTP traffic. On the whole value of jitter is around 0 and it is seen from the diagram that the value of jitter exponentially increases as the time increases.
• Jitter in CBR Traffic
• Jitter in FTP Traffic
• End-to-end Packet Delay for Poisson Traffic Figure 13 . Delay for Poisson Traffic Figure 13 shows Delay for Poisson traffic. On the whole delay for Poisson traffic is around 0.154 seconds. Delay decreases exponentially as the time increases i.e. delay decreases as number of packets goes on increasing. 
• Jitter in Poisson Traffic
B. Case 2: Stochastic Fair Queue
In the second case queue type is changed to Stochastic Fair Queue (SFQ). In a similar way delay and jitter are calculated for CBR traffic, FTP traffic, and Poisson traffic by taking SFQ under consideration.
• End-to-end Packet Delay for CBR Traffic Figure 15 . Delay for CBR Traffic Figure 15 shows delay for CBR traffic. On the whole, delay is around 0.16 seconds. As seen from the figure, delay seems to be decreasing as time increases and more packets start flowing.
• Jitter in CBR Traffic Jitter in CBR traffic (SFQ) is seen in Figure 16 . On the whole, Jitter is around 0.
• End-to-end Packet Delay for FTP Traffic Figure 17 shows delay for FTP traffic. Overall delay is around 0.14 seconds. Figure 18 shows jitter in FTP traffic. On the whole jitter is around 0.002. It is seen that the jitter increases as the time increases.
• Jitter in FTP Traffic
• End-to-end Packet Delay for Poisson Traffic 
C. Case 3:Random Early Detection
In the third case, the queue type is changed to Random Early Detection (RED). In a similar way delay and jitter are calculated for different types of traffic and results are evaluated.
• End-to-end Packet Delay for CBR Traffic •Jitter in CBR Traffic Jitter in CBR traffic (RED) is shown in figure 22 . On the whole jitter is 0.
• End-to-end Packet Delay for FTP Traffic • End-to-end Packet Delay for Poisson Traffic 
• Jitter in FTP Traffic
D. Results Summary
The following tables summarize the results:
• For Drop Tail Queue Power saving mechanisms should be implemented to increase the lifetime of nodes as they are powered on at all times, which can limit the lifetime of ZigBee networks.
