The increasing number of cyberattacks that occur today indicates that Indonesia is an easy target for crime actors in the cyber world. Cyberattacks are selected because they are far more effective than conventional attacks -the military, and the actors are also invisible. Not to mention, the capacity of cyber handling, both infrastructure, funds, and human resources in Indonesia is inversely proportional compared to the number of cyberattacks in the last decade. Intelligence strategies, primarily counter-intelligence, is the answer to deter and detect the attacks, while the government fixing the regulations and policies of national cyber threats.
Some of these facts also show that
Indonesia is an easy target for cybercriminal world. The intelligence approach seems to be the primary choice in warding off cyberattacks that have progressed phenomenally over the past decade. The use of counter-intelligence strategy is one of the necessary efforts to prevent and detect early on any potential cyber threats.
3 "Ancaman siber di Indonesia Kian Mengkhawatirkan", http://www.cnnindonesia.com, 8 September 2016, accessed on 5 June 2017. Therefore, in this paper, we will discuss three issues related to governance of cyber threats, namely, first, the increasing trend of cyber threats in recent times; Second, the type of cyberthreat facing Indonesia; And third, the counter-intelligence analysis looks at the development of national cyber threats.
Trend of Increasing Cyber Threats in the

Past One Decade
According to Smith, the threat of cyber has been the source of various threats that not only attack the state / government, but also 
Third Category
This cyber threat is aimed at events intended to destroying (including modifying and fabricating) data or information stored in the media of 
Defensive Mode
Blocks opposing access and gather information about opponents
Passive Defense
Block Opposing Access to Information
Active Defense
Investigate opponent's action using surveillance, feed, double agent, spy, or electronic tapping
Offensive Mode
Aim to manipulate, control, and thwart opponent's action
Passive Offence
Allowing the opponent see false information (seeing something that is not there, or something false, camouflage)
Active Offence
Directly sends false information through secretive actions 
Analysis of Cyber Counter Intelligence in
Engaging National Cyber Threat
From the description of the greatly assist the government to collect all forms of important and confidential information, and is expected to assist the defense and intelligence apparatus in counter-espionage in cyber world.
Active Offense Counter Intelligence High Intensity
This strategy is done with the attacking system even though the enemy (object)
is not yet known because of the very high threat intensity. requires the addition of 12 air radar. 26 Where the addition of radar is certainly followed by the addition of the number of personnel and training. Radar is the equipment that is the physical infrastructure required by ADIZ which is no longer only partial in the form of small circle of archipelago (Java, Sumatera, Kalimantan, etc.) but has a large circle including air space from Sabang to Merauke.
Passive Defense Counter Intelligence High Intensity
This strategy is the same as the previous one (No. 7), namely emphasis on the construction of physical facilities and human resources and maintenance. But what distinguishes it is this strategy is addressed to the types of threats with low intensity. In the past decade, there are still many countries that have not yet thought about building an information storage database in the cloud, where the US is the only country that has thought about it. They think the data is safer stored in the cloud with the help of satellite technology than it is stored on hardware which is prone to be stolen, especially for their military and intelligence purposes.
Conclusion
The increasing trend of cyber threat has increased very rapidly, where the criminals can be done by anyone. Meanwhile, Indonesia is categorized as the most vulnerable country and the tenderest target in the Asian environment. Penetration of cyber threats so powerful has occurred, whether it is data theft or the destruction of government and private information systems. The cyber threat becomes an option for the criminals because it is not costly, does not require a lot of personnel, is not visible, and they are able to control it from a great distance, even across countries and continents. Therefore, the government, in this case the security-intelligence apparatus needs to carry out the appropriate counter-intelligence operations strategy in dealing with the growing cyber threat.
Counter-intelligence strategy becomes one of the main options because it is confidential and able to narrow the space of cyber threat from various lines.
Intelligence measures and strategies are at the forefront of cyberattacks that are predicted to increase in the future.
