The peer-to-peer network may be affected by attacks like bootstrapping, identity enforcement, free riding, and anonymity. The requirements for secure network are secure node-ID assignment, secure routing table maintenance and secure message forwarding. In our project, we focus on providing secure node-IDs.
INTRODUCTION Session Initiation Protocol (SIP)
Each solution suggested has its advantages and limitations.
The rest of this article is organized as follows. We give a short introduction to SIP, present an overview on the evolution of peer-topeer networks, and then explain distributed hash tables. We compare the different proposals that have been published for P2P-SIP. The challenges for securing these approaches are investigated.
Possible solutions for securing P2P-SIP are discussed. Further, we make some explicit suggestions on how to improve the security of P2P-SIP. We conclude with a summary and remarks on future work. Registrar server-UAs register their location with a registrar server, which places that information into a location database. A registrar server responds to location requests from other servers.
THE SESSION INITIATION PROTOCOL
Location server-This server maintains the location database for registered UAs. 
SIP Messages

CANCEL-This message ends a call that
has not yet been fully established. 
OPTIONS-This
VOICE OVER IP (VoIP)
PROPOSALS FOR P2P-SIP
Instead of servers, a distributed hash table can be used for registering and locating a user-id 
SECURITY CHALLENGES FOR P2P -SIP
The main motivation for peer-to-peer Due to the highly dynamic nature of an overlay, the node responsible for a key and the routing path vary over time and may therefore not be relied on for spam filtering.
SECURING P2P-SIP
Suggestions on how to generally improve the security of P2P-SIP are:
Solely the IP address (without port) shall be used for node-ID generation.
Iterative routing using SIP redirect messages shall be used. First, this reduces the risk of denial-of-service attacks in which attackers put heavy load on the overlay by inserting fake requests. Second, it enables nodes to check that they get closer to the desired key at every routing hop.
For user agents with a need for anonymity, we advise the use of a pseudonymity service instead of recursive routing to detect man-in-the-middle attacks. 
IMPLEMENTATION
The 
