Abstract-Internet of Things enabled Intra-Vehicular Network (IVN) refers to the network where large number of sensors are connected with each other for sharing the vehicle's status information in order to develop a smart vehicular system. The number of sensor nodes in the vehicle has increased significantly due to the increasing vehicular applications. The phenomenon of congestion poses a problem in the IVN where the traffic load and number of sensors are increased. This problem can be resolved by mitigating the limitation of the existing Media Access Control (MAC) protocols. In this paper, we address this issue and proposed a MAC strategy for solving this problem in this network. Furthermore, we discuss the design of IVN scenario and the performance is evaluated in terms of end-to-end delay. The simulation results reveal the effectiveness of our proposal.
I. INTRODUCTION
The Internet of Things (IoT) paradigm denotes the pervasive and ubiquitous interconnection of large number of devices that can be uniquely identified, localized, and communicated [1] . The concept of IoT can be implemented as either internet centric or object centric. The former aims at provisioning services within the internet, where data are contributed by the objects. On the other hand, the latter aims at purveying services via network of smart objects [2] , such as intravehicular networks where numbers of sensor communicate with each other.
Motor vehicles have continued to develop, since they were invented in the second industrial revolution. With the rapid development of information and communication technologies, equipping automobiles with wireless communication capabilities is expected to be the next frontier for automotive revolution [3] . The exponential increase in the number and sophistication of electronic systems in vehicles as they are replacing those that are purely mechanical or hydraulic arise the need for more sensors to monitor various quantities inside them [4] . Recently, wireless sensor networks (WSNs) have been considered for intra-vehicle wireless communications of sensors, switches and actuators [5] .
WSNs have the potential to reduce cost, weight and maintenance of in-vehicle communications over wires in a scalable As the number of sensors used in modern cars keeps increasing, the cost and weight associated with their integration also increase. If the wires can be replaced with a suitable wireless technology, sensors can communicate with the control unit (microprocessor) in a wireless fashion. It is anticipated that such a solution could lead to significant benefits in reducing cost, providing an open sensor network architecture that will be scalable as the number of sensors keep increasing, and reducing the weight of the car, which will enhance fuel efficiency [6] .
IoT Enabled Intra-Vehicular Network (IVN) refers the network where large number of sensors are connected each other for sharing the car status information in order to develop a smart car system, as depicted in Fig 1. The phenomenon of congestion plays an important role in the IVN while the traffic load and number of sensor are increased. This congestion problem arise due to the limitation of existing Media Access Control (MAC) protocols. In this paper, we address this issue and proposed a MAC strategy for mitigating this problem in this networks. Furthermore, we discuss the design of IVN scenario and the performance is evaluated in terms of end-toend delay. The simulation results confirms the effectiveness of our proposal.
The rest of the paper is organized as follows. In Section II, we discuss the related work, while in Section III we present the proposed MAC Strategy. In Section IV, we describe about the scenario design of IVN and in Section V, we exhibit the performance evaluation of the network. Finally, in Section VI, we conclude the paper.
II. RELATED WORKS
Many techniques have been deployed to support and manage transportation. A huge number of research studies and results have been published in the last few years. Most of them are related with autonomous system for the vehicles. However few works have published to mitigate congestion problem in intra-vehicle wireless sensor network. In [8] and [9] , the authors have improved power control and adaptive beaconing techniques to reduce the channel congestion and packet losses. But they do not propose any MAC strategy for reducing channel congestion. In [10] , the author has addressed the link reliability in intra-vehicle wireless sensor network. In [11] , the authors propose an estimation of link reliability technique in wireless networks. In [12] , the authors address the optical wireless channel viability in intra-vehicle communication. On the other hand, in [13] the authors mention channels level of reliability and power measurement in intra-vehicle wireless communication. In [14] , the authors present a robust broadcast plan for safe and secure service of the vehicular networks. In [15] , the authors introduce a platform that find shortest path to avoid traffic congestion. They have also used vehicular ad-hoc network techniques based on a dynamic navigation protocol to find the shortest path toward the destination. In [16] , the researchers investigated the impact of various packet loss rates on the string stability of cooperative adaptive cruise control. In [17] , Varaiya proposed main issues pertaining to a highly automated Intelligent Vehicle and Highway System (IVHS) and design an IVHS control system.
Unlike the aforementioned papers, in this paper we address the congestion issue in IoT enabled IVNs and design a Mac strategy to mitigate the congestion problem in this network.
III. PROPOSED MAC STRATEGY
In this section, the proposed MAC strategy will be discussed, which is the enhancement of the IEEE 802.15.4 MAC protocol. In this protocol, nodes communicate with each other according to a slotted CSMA/CA protocol based on a superframe structure. Each superframe consists of an active period and an inactive period. The active period consists of a beacon period, a contention access period (CAP), and a contention-free period (CFP). During the inactive period, the coordinator and the nodes shall not interact with each other and may enter a low-power mode. Since the proposed protocol is the enhancement of IEEE 802.15.4 MAC protocol, therefore, there are some similarities in the both versions. Here, we only highlight the difference that mainly lies in the slotted CSMA/CA protocol. For detail information about the IEEE 802.15.4 MAC protocol, we refer the paper [19] to the reader. In the proposed protocol, the CSMA/CA consists of several steps, as shown in Fig 2. • Initialization: It sets the relevant parameters such as a backoff exponent (BE) and the number of backoff stages (NB), while a node has a new data frame to transmit. This BE and NB are set according to the previous history of the sensor referred to as Saved BE (SBE) and Saved NB (SNB), respectively. During the first data transmission the value of the BE and NB are set to macMinBE (default value =3) and 0, respectively, as similar to the traditional IEEE 802.15.4 MAC protocol.
Since IoT enabled IVN is congested due to high traffic load, the traditional set up for BE and NB will be wasting CAP. Therefore, we prefer to set BE and NB according to the previous history of the sensor for utilizing the CAP.
• Decrementing Backoff counter: Before a station attempts to send a frame, it uniformly selects a backoff counter value from a window [0, 2 BE−1 ]. The backoff counter value is decremented by one for each time slot, regardless of the channel state, i.e., the channel is busy or idle. This is the main difference with IEEE 802.11 MAC protocol, where backoff counter value is only decremented while the channel is idle, otherwise it is frozen.
• Deferred Superframe: Whenever the backoff counter value is zero, the node performs carrier sensing that requires two Clear Channel Assessments (CCAs) at the physical (PHY) layer before a transmission. If the current CAP does not have enough slot to do sensing then wait for the next superframe, otherwise, performs channel sensing.
• Channel Sensing: If the channel is not assessed to be idle at the two consecutive CCAs, then it increases the values of BE and NB by one and delays the transmission for a random number of time slots that are uniformly chosen from [0, 2 BE−1 ], where BE ≤ aMaxBE.
• Access Failure: The above procedure is continued until the successful transmission; however, if the NB value is greater than macMaxCSMABackoffs, then the CSMA/CA algorithm shall be terminated with a channel access failure. If either a channel access failure occurs or a frame transmission failure occurs due to a collision, the node retries the aforementioned procedure for retransmissions up to aMaxFrameRetries times.
• Successful Transmission : If the channel is assessed to be idle at the two consecutive CCAs, then it transmits the data frame and set the SNB = max[NB-1,0] and SBE = BE. This values will be used for further communication.
IV. DESIGN OF IOT ENABLED IVNS
The main design of the IoT enabled IVNs including two parts: link design between BS and SN, and network scenario design. The link design presents the suitability of the communication parameters for single link in IVNs, such as transmit 
A. Link Design between BS and SN
In this sub-section, we study the analysis of single link between BS and SN, since the design of a IVN can not be separated from the study on the link between the different sensor nodes distributed in the vehicle. In order to do that, we have carried out a simulation through a discrete event simulation software, OPNET, with the relative packages for the ZigBee module. A pair of transmitter (i.e., SN) and receiver (i.e., BS) communicates each other within a vehicle. The BS collects the packets that are transmitting periodically by the SN. The BS and the SN are placed at a distance d. The Transmit Power set: {-10, -15, -20, -25} dBm, which is suitable for ZigBee. The Carrier frequency is 2.4 GHz (ISM band). There are two channels 1 (a, b), which are for NLOS paths with Rayleigh fading. The path loss exponent γ for channel 1(a) 3 and for channel 1(b) is 4. The values of shadowing deviation σ[dB] is 8. The suitability of the considered parameters has been discussed elaborately in our previous work [9] . Based on the previous work, the BS should be placed in the center of the vehicle specially for the less transmission power and we have considered the scenario, where fading = Rayleigh, γ = 3, σ = 8 dB, P t = −15 dBm, distance between BS and SN < 4m). 
B. Network Scenario Design
There is only on BS that is placed in the center of the vehicle and several number of SNs are placed around it [9] . There are two different SNs: one is Green (G) and other is Yellow (Y), whose transmission period is 120 ms and 60 ms, respectively. We consider two different cases according to traffic load in the networks. In the first case, 100% Green, and in second case, 30% Green and 70% Yellow SNs will be from the total sensor nodes. The more number of Yellow SNs means the more traffic in the network because of its less transmission period. The communication parameters of the networks are presented in Table I .
V. SIMULATION RESULTS
In this section, we analyse the performance of the network in terms of end-to-end delay by varying of traffic load. Due to the increasing of traffic load, the intra-vehicle network becomes congested. The effect of congestion on the network is investigated and mitigated through the proposed MAC strategy.
In order to assess the performance, we have carried out a series of simulations through a discrete event simulation software, OPNET, with the relative packages for the ZigBee module.
In Fig 3, we report the CDF of the end-to-end delay versus the number of nodes for analyzing the performance in the first case. From the figure, we notice that as the number of SN increases in IVNs, the CDF shift to the right. The cause of this performance is due to the collisions among the packets, which increases with the increasing number of SN in the network. In fact, after the collision SN waits for a certain period of time (Back-off + sensing period) and then if the channel is free, it retransmits the packet that already caused collision previously. The new re-transmissions can be subjected to other collision. The repetition of the procedures is explained under the CSMA-CA protocol. It is easy to understand at this point that the increasing number of collisions results the increasing end-to-end delay experienced by the packets. However, in the proposed strategy, the probability of the collisions among the packets are low, since the node is used its previous value of the parameters, where the transmission was successfully done. As a result the proposed MAC outperforms the traditional one.
In addition, the increasing number of SN, in particular when it increases the number of Yellow SN, the IVN is subjected to the phenomenon of congestion. In fact, increasing the traffic up to a certain point where the network is no longer able to handle the traffic then it enters into congestion. As a result a number of transmitted packets (including retransmitted packets) by SN never reaches its destination. Higher the degree of congestion of the network, the greater will be the number of packets that never arrives at the destination. From the Fig 4 (a) , we notice that the results are "distorted" due to congestion of the network (i.e., high loaded scenarios perform better than low loaded scenarios). The phenomenon of congestion decreases the endto-end delay that causes the distortion of the results, since in OPNET the end-to-end delay is calculated on the basis of packets that reach to their destination.
When a node has a new data frame to transmit, it sets relevant parameters such as a backoff exponent (BE) and the number of backoff stages (NB). This BE and NB are set according to the previous history of the sensor referred to as Saved BE (SBE) and Saved NB (SNB), respectively, in the proposed approach. However, in traditional IEEE 802.15.4 MAC protocol the value of the BE and NB are set to macMinBE (default value =3) and 0, respectively. Since IoT enabled IVN is crowded, the traditional initialization will be wasting of CAP. Therefore, we prefer to set BE and NB according to the previous history of the sensor for utilizing the CAP. As a consequence, in Fig 4 (b) , we notice that the phenomena of congestion and distorted results are mitigated by exploiting the proposed MAC approach. We will also investigate the performance by introducing the concept of cognitive radio in intra-vehicle wireless sensor networks [20] - [26] that will be the future direction of this work. 
