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Abstract: Recent advances in smart cities applications enforce security threads such as node replication attacks. Such attack is take place
when the attacker plants a replicated network node within the network. Vehicular Ad hoc networks are connecting sensors that have limited
resources and required the response time to be as low as possible. In this type networks, traditional detection algorithms of node replication
attacks are not efficient. In this paper, we propose an initial idea to apply a newly adapted statistical methodology that can detect node
replication attacks with high performance as compared to state-of-the-art techniques. We provide a sufficient description of this
methodology and a road-map for testing and experiment its performance.
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1 Introduction
Modern technologies are deeply dependent on cordless
communication, that is mostly based on wireless sensors [12,
13, 14, 25]. Sensors are edge computing devices, which has
limited resources (memory, power, computation) and
dedicated to achieving a specific task. Recent advances in
vehicular ad hoc networks suggest the application of V2X in
which vehicles can communicate on roads in two forms:
Vehicles-to-Vehicles and Vehicles-to-Infrastructure. Such
communication paradigm is prone to different security
attacks, since wireless signals are sent and received in an
open medium [19, 20, 27].
In the literature, wireless communication attacks are
classified into two different kinds: internal and external
attacks [1, 2]. Internal attacks are compromised by the
internal network nodes that used to discover secured
encrypted information, report false alarms (such as
accidents), breach routing attacks, and many others. On the
other hand, the external attacks are compromising attacks
from sources that are not belonging to the network itself;
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such as deploying fake nodes with power resources [15, 17,
18, 21, 26, 30].
One of the most destructive attacks that V2X technology
suffers is the node replication attack. It is the situation in
which the adversary node replicates original ones with
features that make it almost the same. The supplicated node,
then, acts as part of the network itself. The network
controller, then, cannot distinguish it from other trusted
nodes. Therefore, it can manipulate the neighbouring nodes
by sending fake information [22, 23, 28, 31, and 32].
The replicated node has the power to imitate the identifier of
the original node with the network; appearing as an original
node. Such attack is used to distribute false information,
changing the communicated data, making warm-whole
attack, and removing selected packets [16, 24, 29].
Existing techniques for preventing such attacks are too
expensive in terms of the need for computation power,
memory, and perfect synchronization. All these resources
are hard to be available in V2X environments. Therefore,
there is a need to develop new techniques that benefit from
the Vehicle-to-Infrastructure paradigm to prevent such
attacks.
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The security of the Wireless Sensor Network is thought to be
endangered by replication. On node-replication attack, an
attacker attempts to capture sensor nodes by obtaining the
credentials of real sensor nodes. Once captured, the attacker
creates a clone or replica of the original node in the same
network in order to make it appear that the injected clone is
identical to the genuine node. Replicas are difficult to spot
since they seem to be legitimate network nodes. An attacker
may target numerous sensor nodes by capturing the whole
cluster or cluster head and creating a clone or duplicate of
the entire cluster [34, 35].
This paper introduces previous work on attacking this
problem; highlighting a methodology that initiate an idea
that could be useful in this domain. The probabilistic spatial
technique that is proposed in this paper is useful and easy to
implement, but requires extensive empirical experiments to
be proved.
This paper is organized as follows: the first section
introduces the problem and its applicable domain. Section 2
illustrates the related work in the literature with a
comparison with our proposed methodology. Section three
describes the methodology and the proposed protocol.

2 Literature Review
Node-replication attacks in wireless sensor networks have
been classified, in the literature, according to algorithms’
localization and the nature of the objects within a W0053N.
However, centralized algorithms designed to communicate
with a central unit that keeps tracking objects within the
network and, thus, responsible for detecting replication
attacks. On the other hand, many algorithms have been
designed to distribute the detection task over some nodes
within the network (sometimes called witnesses).
Centralized techniques such as random key pre-distribution
algorithm [3, 33], SET [4], and Fast-Detection [5] provide
high performance methodologies to detect node-replication
attack. The random key pre-distribution relies on the central
station that assigns a key to every node joined the network.
The central station conducts a protocol to track nodes and
their behavior. Unfortunately, such technique guarantees
tracking keys; not nodes. Choi et al. proposed SET; an
efficient method that depends on applying set-operations that
allows central station to detect replication using simple settheory operation such as intersection.
To handle mobility, in which nodes often change their
location, Ho et al. proposed a fast detection algorithm that
relies on sequential probability ratio test. During the
configuration, a maximum speed is defined. Once the speed
of two consecutive claims exceeds the maximum configured
speed, the node is considered replicated.
Recently, modern WSNs (such as vehicular ad hoc networks
VANETs) are ad hoc where no predefined information
© 2022 NSP
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(state) is kept about nodes. Distributed algorithms to detect
node-replication attacks received noticeable concerns from
specialists. For this reason, many distributed algorithms have
been proposed to handle these attacks.
Real-time detection [6] has been proposed to provide a semidistributed algorithm. The idea behind this technique is to
verify the fingerprint of nodes by the central station
(Centralized) and the neighboring nodes (distributed).
Broadcasting nodes within cordless networks has been
discussed in [7]. This approach based on broadcasting the
IDs of nodes within the network to every neighboring node.
Furthermore, the broadcaster must declare its location as
well. Once a node receives such information, it must apply a
comparison with the other nodes’ list of neighbors. If there
exists collusion among IDs in at least two nodes with
different locations, the corresponding one is revoked. Such
solution seems to be perfect, but in our environment, it
requires high communication and may overload the network
as the limited computation power is a critical issue.
Parono et al. [8] have suggested a distribution detection
protocol that is able to detect node replication attack in a
wireless environment. The proposed Randomized and lineSelected Multicast protocol is relying on the assumption that
the geographic coordination (location) of every node in the
wireless network is well known by every node in the
network. Moreover, it assumes that the signature (public
key) of each node is known as well. Such solution is
functioning well; especially when base-units in these
networks are treated as trusted entities. The core
disadvantage of this solution is the ability of the adversary to
attack the trusted unit itself (base-unit).
Defending the node replication attacks has been suggested
by Dutertre et al. [9] using par-wise key establishment
protocol. The researchers argued that such methodology
provides a defending wall to replication attacks; to some
degree. It assumes that the deployment of nodes is done
based on time; there is a maximum number of nodes that can
be deployed in a certain time. Such approach classifies
deployment of nodes as a set of generations. For each
generation, a master key is defined to distinguish nodes of
the same generation. Once a node is joined a specific
generation, it should remove this key so that replicated node
cannot recognize it.
Finally, another interested approach is proposed by Liu et al.
[11]. It is based on the distribution of location-aware key.
Such protocol is distinguishing among the types of node. It
defines a service node that is elected to be a server of trusted
keys. Incoming nodes must communicate with the service
node to declare their location and keys. Once a node declares
its location that is a replacement of another existing node, the
service node detects the replica and prevent it from joining
the network.
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While the last two solutions require high computational
power, they proved their performance in terms of detecting
replication attacks. Thus, spatial-based solutions are much
powerful than traditional ones. Therefore, there is a need to
upgrade these solutions with algorithms and techniques that
are required low computational power and resources.

3 Methodologies
This section illustrates our proposed methodology. At initial
stage, the proposed technique initiates a list of metainformation about nodes that are connected to each central
base station. Then, a description of the detection protocol is
described that could be adapted at execution time. The steps
for the proposed approach is implemented n pipeline
structure.

3.1 Initialization
Once a node enters the range of a given central-station (for
example, a road), it generates and assign a key to the vehicle.
The key is computed according to the symmetric variant
method described in [10] as follows:
,

𝑃(𝑥, 𝑦) = ( (𝑎*+ × 𝑥 * 𝑦 + ) 𝑚𝑜𝑑 𝑄
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To differentiate among different groups, a period is clearly
defined among consecutive generations. This mechanism
allows central-station to retrieve exact nodes for each group
during initialization phase. For a group of nodes that is
belong to the same temporal set of nodes 𝑇* that request a
key, the service node should make sure that the new node is
an original one by comparing the current time, time of
deployment, and the period time.
Suppose that a given node (n) tries to connect with some
neighboring node by sending “Hello” message. The receiver
would response according to the generation level of sending
node. If the sending node is newly deployed or its key-time
is still valid (Not Expired), the verification will be failed
implying that the sending node is already deployed.
Otherwise, if the sending node succeeded the verification,
the receiver will compute the key using equation (2) and send
it back to the sender node.

4 Experiment and Results
In this section, two experiments are discussed to show the
efficiency of the proposed protocol, the first highlights a
comparison in terms of communication and memory
complexity. The second experiment highlight the detection
rate as compared to state-of-the-art techniques.

*,+-.

Where 𝐺𝑃𝑆* is the position of a node, 𝑡* is the polynomial
degree, 𝐺* is the group membership ID, and 𝑃𝑟* is the
permission-level. Furthermore, 1 ≤ 𝑎*+ ≤ 𝑄 − 1. For new
incoming vehicle to join, the central-station retrieves all
nodes 𝑢 ∈ 𝐺* and computes the identity as follows:
𝑓* (𝑦) = 𝑃(𝑥 = 𝑖, 𝑦) = 𝑓(𝐻(𝑖|𝐾𝑒𝑦* ), 𝑦)

4.1 Communication Cost
Suppose that existing network consists of (𝑛) nodes, in
which the degree of neighbors is indicated as (𝐷) and the
diameter of the network communication is depicted as (𝑠).
Table 1 shows a comparison among state-of-the-art
techniques.

,

= ( 𝑎𝑖𝑗 × [𝐻(𝑖|𝐾𝑒𝑦* )]* 𝑦 + 𝑚𝑜𝑑 (𝑄)
*,+-.

To clerify these formulas, suppose we have a group of (t)
nodes that requested keys. The node with the largest identity
in a given group is chosen. The group leader, then, send this
value to the other (t-1). The central-station computes the
keys using P(x, y) function. For new incoming node, it has
to pick a key from some neighboring node and compute the
key using (fi(y)).

Table 1: Comparison among different techniques.
Protocol
EDD
SDC
Randomized
Multicast
SET
RED

Communication
Complexity
𝑂(𝑛)
𝑂(𝑛) + 𝑂(𝑠)
𝑂(𝑛M )

Memory
Complexity
𝑂(𝑛)
NAP
𝑂N√𝑛P

𝑂(𝑛)
𝑂N√𝑛P

𝑂(𝐷)
𝑂(𝐷)

3.2 Protocol Description
For new incoming node to know their previous ancestors
(old nodes’ keys), it must seek for the highest deployed
generations. Initially, the central station keeps states for
previous generated keys. For the first generation, the central
station sets the parameter (t=0). Such parameter would be
useful for timely synchronization in case of some
applications.

The proposed protocol in this paper achieves 𝑂(𝑛)
communication complexity and 𝑂(𝑠) memory complexity.
Therefore, the performance of the proposed protocol is
acceptable as compared to existing ones.

4.2 Detection Rate
As shown in Figure 1, the detection rate of the proposed
technique (PPP) achieved higher performance at different
network load.
© 2022 NSP
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detection of node replication attacks in wireless sensor
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replication attacks in sensor networks. In Security and
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Fig.1: Detection Rate.
At high network load, PPP outperformed all techniques
except the randomized multicast protocol. While at average
network load, there was a competition between SDC and
PPP.

5 Conclusions
This paper introduces a node replication detection technique
based on a statistical model. The paper showed the
methodology to implement the proposed protocol with high
performance in terms of computation, communication, and
memory complexity. Furthermore, the proposed protocol
achieved above average detection rate as compared to stateof-the-art techniques.
Conflict of interest: The authors declare that there is no
conflict regarding the publication of this paper.

References
[1] D. G. Padmavathi, and M. Shanmugapriya, A survey of attacks,
security mechanisms and challenges in wireless sensor
networks. arXiv preprint arXiv:0909.0576, (2009).
[2] T. G. Lupu, I. Rudas, M. Demiralp, and N. Mastorakis, Main
types of attacks in wireless sensor networks. In WSEAS
international conference, In Proceedings of recent advances
in computer engineering (No. 9). WSEAS, (2009,
September).
[3] H. Chan, A. Perrig, & D. Song, Random key predistribution
schemes for sensor networks. In Security and Privacy, 2003.
Proceedings. 2003 Symposium on (pp. 197-213). IEEE,
(2003, May).
[4] H. Choi, S. Zhu, and T. F. La Porta, SET: Detecting node clones
in sensor networks. In Security and Privacy in
Communications Networks and the Workshops, 2007.
SecureComm 2007. Third International Conference on (pp.
341-350). IEEE, (2007, September).
[5] J. W. Ho, M. Wright, and S. K. Das, Fast detection of mobile
replica node attacks in wireless sensor networks using
sequential hypothesis testing. IEEE transactions on mobile
© 2022 NSP
Natural Sciences Publishing Cor.

[9] B. Dutertre, S. Cheung, and J. Levy, Lightweight key
management in wireless sensor networks by leveraging initial
trust. Technical Report SRI-SDL-04-02, SRI International,
pp. 1-18, (2004).
[10] C. Blundo, A. De Santis, A. Herzberg, S. Kutten, U. Vaccaro,
and M. Yung, Perfectly-secure key distribution for dynamic
conferences. In Annual international cryptology conference
(pp. 471-486), Springer, Berlin, Heidelberg, (1992, August).
[11] M. Li, Y. Xiong, W. Huang, X. Zhou, and X. Wu, A Rangeassisted Detection Protocol against Replication Attacks in
WSNs. In Proceedings of the 2nd International Conference on
Computer Science and Electronics Engineering. Atlantis
Press, (2013, March).
[12] M. Rawashdeh, M. G. A. Zamil, M. S. Hossain, S. Samarah,
S. U. Amin, and G. Muhammad, Reliable service delivery in
Tele-health care systems. Journal of Network and Computer
Applications., 115, 86-93, (2018).
[13] R. M. Zuhairy, and M. G. Al Zamil, Energy-efficient load
balancing in wireless sensor network: An application of
multinomial regression analysis. International Journal of
Distributed Sensor Networks., 14(3), 1550147718764641,
(2018).
[14] M. G. Al Zamil, M. Rawashdeh, S. Samarah, M. S. Hossain,
A. Alnusair, and S. M. M. Rahman, An Annotation Technique
for In-Home Smart Monitoring Environments. IEEE Access.,
6, 1471-1479, (2018).
[15] M. Rawashdeh, M. G. Al Zamil, S. Samarah, M. S. Hossain,
and G. Muhammad, A knowledge-driven approach for
activity recognition in smart homes based on activity
profiling. Future Generation Computer Systems, (2017).
[16] M. G. Al Zamil, S. M. Samarah, M. Rawashdeh, and M. A.
Hossain, An ODT-based abstraction for mining closed
sequential temporal patterns in IoT-cloud smart homes.
Cluster Computing., 20(2), 1815-1829, (2017).
[17] M. G. A. Zamil, A verifiable framework for smart sensory
systems. International Journal of Embedded Systems., 9(5),
413-425, (2017).
[18] S. Samarah, M. G. Al Zamil, A. F. Al-Eroud, M. Rawashdeh,
M. F. Alhamid, and A. Alamri, An Efficient Activity
Recognition Framework: Toward Privacy-Sensitive Health
Data Sensing. IEEE Access., 5, 3848-3859, (2017).

Inf. Sci. Lett. 11, No. 3, 863-867 (2022) / http://www.naturalspublishing.com/Journals.asp

867

[19] M. G. A. Zamil, and S. Samarah, Dynamic event classification
for intrusion and false alarm detection in vehicular ad hoc
networks. International Journal of Information and
Communication Technology, 8(2-3), 140-164, (2016).

[33] K. Ren, K. Zeng, and W. Lou, A new approach for random key
pre‐distribution
in
large‐scale
wireless
sensor
networks. wireless
communications
and
mobile
computing., 6(3), 307-318, (2006).

[20] M. G. A. Zamil, and S. Samarah, Dynamic rough-based
clustering for vehicular ad-hoc networks. International
Journal of Information and Decision Sciences., 7(3), 265-285,
(2015).

[34] A. K. Mishra, and A. K. Turuk, A comparative analysis of node
replica
detection
schemes
in
wireless
sensor
networks. Journal
of
Network
and
Computer
Applications., 61, 21-32, (2016).

[21] M. G. A. Zamil, Verifying smart sensory systems on cloud
computing frameworks. Procedia Computer Science., 52,
1126-1132, (2015).

[35] S. Game, and C. Raut, Protocols for detection of node
replication attack on wireless sensor network. IOSR Journal
of Computer Engineering., 16(1), 1-11, (2014).

[22] M. Gh Al Zamil, and S. Samarah, Application of design for
verification to smart sensory systems. In Qatar Foundation
Annual Research Conference, No. 1, p. ITPP0366, (2014,
November).
[23] S. Samarah, M. Al Zamil, and A. Saifan, Model checking based
classification technique for wireless sensor networks. New
Review of Information Networking, 17(2), 93-107, (2012).
[24] M. A. Zamil, S. Samarah, A. Saifan, and I. A. Smadi,
Dispersion–based prediction framework for estimating
missing values in wireless sensor networks. International
Journal of Sensor Networks., 12(3), 149-159, (2012).
[25] M. G. Al Zamil, and A. Betin Can, A model based on multifeatures to enhance healthcare and medical document
retrieval. Informatics for Health and Social Care., 36(2), 100115, (2011).
[26] J. Alsakran, A. Rodan, N. Alhindawi, and H. Faris,
Visualization analysis of feed forward neural network input
contribution. Scientific research and essays., 9(14), 645-651,
(2014).
[27] A. Shawabkeh, H. Faris, I. Aljarah, B. Abu-Salih, D.
Alboaneen,
& N. Alhindawi, An Evolutionary-based
Random Weight Networks with Taguchi Method for Arabic
Web Pages Classification. Arabian Journal for Science and
Engineering., 46(4), 3955-3980, (2021).
[28] S. Alzu'bi, O. Badarneh, B. Hawashin, M. Al-Ayyoub, N.
Alhindawi, and Y. Jararweh, Multi-label emotion
classification for arabic tweets. In 2019 Sixth International
Conference on Social Networks Analysis, Management and
Security (SNAMS) ,pp. 499-504, IEEE, (2019, October).
[29] N. Alhindawi, J. Alsakran, A. Rodan, and H. Faris, A survey
of concepts location enhancement for program
comprehension and maintenance. Journal of Software
Engineering and Applications, (2014).
[30] R. Malkawi, A. Saifan, N. Alhendawi, and A. BaniIsmaeel,
Data mining tools evaluation based on their quality
attributes. International Journal of Advanced Science and
Technology, 29(3), 13867-13890, (2020).
[31] S. Anitha, P. Jayanthi, and V. Chandrasekaran, An intelligent
based healthcare security monitoring schemes for detection
of node replication attack in wireless sensor
networks. Measurement, 167, 108272, (2021).
[32] B. Zhu, V. G. K. Addada, S. Setia, S. Jajodia, and S. Roy,
Efficient distributed detection of node replication attacks in
sensor networks. In Twenty-Third Annual Computer
Security Applications Conference (ACSAC 2007), pp. 257267, IEEE, (2007, December).
© 2022 NSP
Natural Sciences Publishing Cor.

