Introduction {#Sec1}
============

Supply chain resilience {#Sec2}
-----------------------

Supply chain disruptions arise from a "combination of an unintended and unexpected triggering event that occurs somewhere in the upstream supply chain (the supply network), the inbound logistics network, or the purchasing (sourcing) environment, and a consequential situation, which presents a serious threat to the normal course of business operations of the focal firm" (Bode and MacDonald [@CR12]). Disruptions, whether natural or human-caused, are an inherent part of the global context of all supply chains---regardless of the niche market in which those supply chains operate or the critical nature of the goods and services they provide. Studied disruptions have traditionally included localized events, such as the 2019 wildfires in Australia (Edwards [@CR38]) or the 9.0 magnitude earthquake which hit Japan in March 2011, causing the Fukushima Daiichi Nuclear Power Plant explosion (National Geographic [@CR101]; World Nuclear Association [@CR150]). The earthquake not only caused damage in Japan, but the effects of the rolling blackouts traveled through global supply chains, necessitating the temporary closure of a General Motors truck plant in Louisiana, for example, due to a lack of Japanese-made parts (Lohr [@CR84]). The COVID-19 pandemic is a disruption of an entirely unprecedented magnitude, which is testing the resilience of global supply chains. The ability for a supply chain's operators to effectively plan, enabling a means for the supply chain to absorb, recover from, and adapt to disruptions of various lengths, impacts, and probabilities, is essential to ensuring the supply chain's function and success. Measuring such abilities provides insights into strengths and deficits and can help focus future planning efforts.

A resilient supply chain is able to recover from the negative impacts of unknown disruptions and adapt to uncertain future events. While a number of definitions of resilience exist within the literature, the National Academy of Sciences (NAS) definition takes the most holistic, comprehensive approach to defining resilience and how it can be quantifiably modeled. According to NAS, resilience is "the ability to prepare and plan for, absorb, recover from, and more successfully adapt to adverse events" (National Research Council 2012). For a supply chain, resilience measures the ability to prepare for and provide essential functions during a disruption, and then to recover from and adapt post-disruption into a form that is better suited to the new "present." Although sustainability, robustness, risk mitigation, leanness, and other supply chain management practices are important for business success, supply chain resilience is unique in its focus on recovery following a disruptive event.

Innovation in supply chain management generates positive risk management capabilities and ultimately a competitive advantage (Kwak et al. [@CR73]). In an ever-evolving global market, supply chain managers have found advantages through supply chain integration, collaboration, and sustainability, often with a focus on creating a "lean" (i.e., efficient) supply chain. However, these innovations may not all support supply chain resilience. For instance, the move towards lean supply chains reduces storage costs by increasing dependency on other components of the supply chain and further compounds disruption propagation (Otto et al. [@CR105]). Resilience may also be built from redundancy and/or adaptive capacity within supply chains, jeopardizing engineering efficiency (Dalziell and McManus et al. [@CR27]; Ganin et al. [@CR43]). Trade-offs are a natural element of any network but must be factored into decision-making appropriately. A resilience-based supply chain model emphasizes such trade-offs and provides a holistic, comprehensive approach to supply chain decision-making. Because no supply chain is completely independent throughout all nodes and consequently disruptions, such decisions must be contextualized by both a business' singular supply chain and its larger network interactions through resilience analytics. Therefore, this review uniquely addresses the gap in the literature of modeling supply chain network dependence on other networks (e.g., transportation, command and control), which is underscored by the cascading failures caused by the COVID-19 pandemic and inability of supply chains to plan, absorb, recover, and adapt.

Traditionally, a supply chain's vulnerability is the highest when both impact and likelihood of disruption is high (Sheffi and Rice [@CR136]), but in an increasingly complex network of supply chains and changing global demands and probabilities of disruption, how does a disruption of one supply chain affect the network as a whole? How can one supply chain remain resilient in the face of cascading failure of other supply chains, especially as many supply chains are optimized for efficiency and not resilience?

Supply chain and systemic threats in the context of pandemics {#Sec3}
-------------------------------------------------------------

Although many disruptions require resilience in only a single supply chain, pandemics and other systemic threats disrupt an entire supply network, including multiple supply and value chains in a short period of time. Epidemics and pandemics strain not only medical supply chains that must ramp up capacity, but also test the resilience of the global supply network. As supply chains specific to the medical field fighting the epidemic(s) may need to ramp up production, other supply chains that are generally optimized for efficiency and not resilience face disruptions of a global magnitude. Existing supply chain literature on epidemics and pandemics focuses on the medical supply chain itself, with little literature focused on the systemic threat of global supply chains throughout a large-scale disease outbreak.

Some of the existing literature on supply chain resilience categorize infectious disease within the same category as natural disasters, grouping together such disruptions as Hurricanes Katrina and Rita on the US Gulf Coast in 2005, the 2003 SARS virus, mad cows disease, the 2001 anthrax attacks and the 2009 swine flu (Bhattacharya et al. [@CR11]). Bhattacharya et.al. does proceed to differentiate these natural disruptions by load types, which are important distinctions for modeling network resilience and ultimately set apart epidemic supply chain stressors: "(i) natural calamities (point load); (ii) infectious diseases (distributed load); (iii) economic recession, inflation in currency (distributed load); (iv) market fluctuations (distributed load); (v) psychological panic among customers (impact load)" (Bhattacharya et al. [@CR11]). Although not discussing epidemics or pandemics specifically, four of the five disruptions are clearly related to epidemic disruptions. This breakdown of pandemics into smaller disruption sectors shows the myriad of disruption impacts possible and inherent in pandemics, necessitating the need for resilience analytics across broad sectors and networks.

Sheffi ([@CR135]) specifically discusses flu pandemics as supply chain risks, differentiating between other disruptions in that the very nature of an epidemic threatens not only human life, but the foundation of the global supply network---the free movement of people and goods. Sheffi continues to demarcate a distinct difference between a localized disruption (natural disaster, industrial accident, terrorist strike, etc.) and a global crisis such as a pandemic, which simultaneously impacts multiple countries and multiple industries; the fear of contagion results in unanticipated market trends, such as price spikes and hoarding, while demand in other industries is reduced (Sheffi [@CR135]). Along the same lines, Ivanov ([@CR57]) more specifically characterizes the risk imposed by epidemics on supply chains by three components: "(i) long-term disruption existence and its unpredictable scaling, (ii) simultaneous disruption propagation in the SC (i.e., the ripple effect) and epidemic outbreak propagation in the population (i.e., pandemic propagation), and (iii) simultaneous disruptions in supply, demand, and logistics infrastructure." Epidemics and pandemics are unique disruptions in that they are both an internal and external systemic threat to almost all supply chains. As suppliers, transportation, and the command and control network, for example, have all been disrupted in the course of an epidemic, robust resilience analytics are essential in order to avoid catastrophic failure.

This interconnection can be exemplified by the fact that one supply chain's product might be another supply chain's strategy to absorb a disruption and prevent further network disruption. For example, in the 2003 SARS epidemic, in the face of most airlines cutting flights to and from Southeast Asia, DHL International Ltd. continued serving their clients and achieved several months of record business because their employees were given personal protective equipment (Sheffi and Rice [@CR136]). However, by restricting travel to many areas during a pandemic or simultaneous epidemic, DHL's supply chain may not have been as resilient and personal protective equipment not as readily available from other supply chains.

In the case of the COVID-19 pandemic, viable treatment options are dependent on: (1) the efficacy of the drug itself and (2) the ability of the supply chain to withstand demand. For example, ribavirin is promoted by some epidemiologists for its in vitro capabilities against the virus, but also for its existing inventory and reliable supply chain (Khalili et al. [@CR66]). Other direct medical supply chains such as Personal Protective Equipment (PPE) have also been strained and may be considered failed as demand is not met (WHO [@CR149]). In the U.S., prior to the COVID-19 pandemic, it was noted that the PPE supply chain would be unable to meet demand should a public health emergency arise (Patel et al. [@CR112]). Patel et al. analyze the medical supply chain during both the 2009 H1N1 and 2014 Ebola epidemic responses, finding that the private and public sectors must work in tandem to ensure agility in supply chains and that demand is met during national disasters (2017). As forewarned, the COVID-19 pandemic is experiencing dramatic PPE shortages worldwide. A case study from the Republic of Ireland indicates that in the face of inadequate PPE supply chains, the healthcare industry is forced to rely upon contingency plans ranging from bespoke production to resorting to re-use of medical equipment (Rowan and Laffey [@CR127]). As this supply chain fails, other supply chains are also directly and indirectly affected.

Government oversight is one viable option for ensuring that essential supply chains do not fail during threats such as pandemics. This option utilizes a similar system to the financial stress test imposed on U.S. and E.U. banks after the financial crisis of 2008 (Simchi-Levi and Simchi-Levi [@CR137]). A simple resilience test should be enforced to ensure that critical supplies are available during and immediately after disruptive events, quantifying "time to survive (TSS)" and "time to recover (TRR)," verifying that practices are in place to ensure that TSS is greater than TRR (Simchi-Levi and Simchi-Levi [@CR137]). Overarching regulation could ensure that one supply chain failure does not necessarily cause a cascading failure across fragile supply chain networks, as during the COVID-19 pandemic. Should supply chain regulation be enforced, enforcement agencies must consider insights gained from the literature on resilience analytics and global supply chains. These "intertwined supply networks (ISN)" (Ivanov and Dolgui [@CR59]) must be modeled with all their network interactions to accurately portray epidemic outbreaks. Therefore, we provide a literature review spanning the current state of resilience analytics in supply chain modeling.

Scope of this review {#Sec4}
--------------------

This paper updates our previous literature review (Mersky et al. [@CR94]), which focused on supply chain resilience literature published from 2007 to 2017, by surveying the burgeoning collection of literature on supply chain resilience from 2017 to 2019. Combining the data resulted in an increase of relevant papers from 47 in Mersky et al. to 141, as this study found 94 new, unique papers, showing significant momentum in the field. In addition, the increased body of papers and additional two years allows analyses of emerging trends in the literature while the previous review, as well as other reviews in the field, operate within smaller or dated literature databases.

Similarly to Mersky et al. (2019), this paper analyzes how each publication defines and addresses resilience while also assessing how disruptions are modeled, and whether explicit resilience metrics are leveraged. In addition, we have added analyses of geographical distribution of data used in source papers, as well as analyses of trends in publication scope and focus.

Current state of supply chain resilience literature review publications {#Sec5}
-----------------------------------------------------------------------

The explosion in supply chain resilience literature resulted in multiple literature reviews published from 2017 to 2019. Table [1](#Tab1){ref-type="table"} provides a summary of the 23 literature reviews published during these years and if/how each one addresses the six categories examined in our review (see SI section for 12 literature reviews published between 2007 and 2016).Table 1Summary of reviewed supply chain resilience literature reviewsPaperUses NAS definition of resilience, or equivalentAddresses SC modeling/simulationAddresses SC dependency on other networksAddresses metrics for resilienceAddresses disruption modellingIncludes geographic analysisBogataj and Bogataj ([@CR13])NoYesYesNoNoNoGligor et al. ([@CR47])Yes (P&H 2009)NoNoNoNoNoHosseini et al. ([@CR52], [@CR53])Yes/No go through resilience definition, but then make a new concept called \"resilience capacity\"YesYesYesYesYes (contributing authors/organizations)Namany et al. ([@CR99])NoYesYesNoNoNoOliveira et al. ([@CR103])Yes, list a lot of author definitions, including P&H, only barely say \"plan\"YesYesNoNoYes (first author/organization)Panetto et al. ([@CR107])NoYesYesNoYesNoBak ([@CR5])NoYesNoNoNoYes (countries studied and authors/organizations)Behzadi et al. ([@CR10])NoYesYesYesYesNoCiccullo et al. ([@CR24])NoYesNoNoNoNoDeprá et al. ([@CR31])NoNoNoNoNoNoDolgui ([@CR33])NoYesNoNoYesNoIvanov ([@CR55])NoYesYes (C2 only)NoYesNoPinho de Lima et al. ([@CR106])Yes (use P&H and others collectively)NoNoNoNoYes (regions studied and authors/organizations)Ribeiro and Barbosa-Povoa ([@CR125])Yes (readiness, response, recovery, growth)YesYes (C2 only)YesYesYes (corresponding author/organization)Stone and Rahimifard ([@CR139])YesYes (very minorly)NoYesNoNoAli et al. ([@CR2])YesNoNoNoYesNoDatta ([@CR28])YesYesNoNoYesNoFassam and Dani ([@CR39])NoNoNoNoNoNoGraça and Camarinha-Matos ([@CR50])No (absorb and recover only)YesYes (C2 only)YesNoNoIvanov ([@CR54])NoYesNoYesYesNoLinnenluecke ([@CR81])NoNoNoNoNoNoRajagopal et al. ([@CR117])NoYesYes (C2 only)NoYesNoSmart et al. ([@CR138])NoNoNoNoNoYes (first author/organization)

The number of literature reviews analyzed in this paper nearly double compared to the analysis of papers published between 2007 and 2016. This increased number of publications in the field reflects the growing interest in, as well as complexity of, supply chain resilience. Nevertheless, none of these reviews is similar in scope to what is presented here. Two of the literature reviews touched on each of the categories analyzed in this paper (Hosseini et al. [@CR52], [@CR53]; Ribeiro and Barbosa-Povoa [@CR125]). Both Hosseini and Ribeiro discuss emerging supply chain resilience modeling trends---from 2002 to 2017, and from 2003 to 2013, respectively. Ribeiro calls for further development of holistic modeling approaches, while Hosseini narrows in on an Operations Research approach with a recommendation on the development of a multi-objective two-stage stochastic model to build resilience capacity.

While seven of the literature reviews examined an aspect of geography in relation to supply chain resilience literature, the majority focused on the country of origin of the authors, rather than the source of data/supply chain. Approximately one-third of the literature reviews focused on a unique aspect of supply chain resilience, some as specific as criminality in food supply chains (Fassam and Dani [@CR39]), bioenergy production (Deprá et al. [@CR31]), counterfeit medicines (Pinho de Lima et al. [@CR106]), or the water, energy, food nexus (Namany et al. [@CR99]); the other two thirds of the literature reviews focused on supply chain resilience more generally (Ali et al. [@CR2]; Datta [@CR28]; Ivanov [@CR54]).

Methods {#Sec6}
=======

This publication follows the bibliometric methods of our previous review conducted for 2007--2017 (Mersky et al. [@CR94]) reprinted in the Supplemental Information (SI) section. This review is done for 2017--2019 (publications for the year 2017 were not fully accounted for in Mersky et al ([@CR94]) since only 5 papers from 2017 were included, whereas the current count for 2017 is 42. The 94 articles identified in this review provide the foundation for the results below and are compared with the 47 articles reviewed in Mersky et al. and published between 2007 and 2016, allowing for 12 years of the supply chain resilience field of research to be analyzed, likely from its very beginning.

Review process and inclusion criteria {#Sec7}
-------------------------------------

The bibliometric review began by using the Web of Science (WOS) "All Databases" search tool. The search was conducted the first week of January 2020 to accurately capture publications in the field for 2017 and 2018; the number of papers reviewed for 2019 may be underestimated.

The Web of Science "All Databases" search indicates continued growth in the number of articles published in the field of supply chain resilience. Since 2007, the share of publications discussing resilience within the supply chain literature has increased from 0.1% in 2007 to 3% in 2019 (Fig. [1](#Fig1){ref-type="fig"}a). Although these publications have not been individually vetted for relevance to "resilience" and "supply chain" they have been tagged with these keywords in the Web of Science database. The upward trend according to the keywords shows an expansion of the two fields, regardless of if the publications are correctly using the two topics. (See SI Table [1](#Tab1){ref-type="table"} for raw data.)Fig. 1Share of supply chain publications discussing resilience (**a**) and share of resilience publications discussing supply chains (**b**) from WOS April 30, 2020 topic searches. Data for 2019 may be incomplete

Next, to ensure the articles were significant for the field, all the English language publications found under the Topic Search = ("supply chain" AND "resilien\*") were filtered using the citation requirements listed in Table [2](#Tab2){ref-type="table"}.Table 2Citation requirements to ensure only significant articles included for review resulted inYear of publicationNumber of citations requiredOriginal WOSPublications with citation minimum201922205320184233872017516580Total--618220

Figure [2](#Fig2){ref-type="fig"} illustrates the search process of this literature review. Of the 618 publications from the WOS search, 220 publications met citation requirements. These articles were screened for relevance, yielding 89 articles. All the articles that were not duplicates, literature reviews, books, or introductions that met the citation requirements and were available to the authors through traditional search engines, were reviewed for relevance. This insured that only publications that specifically address supply chain resilience in a rigorous manner were analyzed. For example, many papers tagged as "resilient" actually analyze risk or sustainability.Fig. 2Search Process in Web of Science (WOS)

In addition, of the 220 publications, 23 were identified as literature reviews, and 35 were unavailable through standard search engines. All 23 literature reviews were subjected to a "Forward Backward" search to ensure that any papers offering significant contributions in the field but not coded for "supply chain" AND "resilien\*" in the original WOS search were not missed. Of the over 3,000 publications in this step, 318 met citation requirements, with many found to be duplicates, unavailable, or literature reviews. Overall, the "Forward Backward" search yielded an additional five papers found to be relevant to this review. The additional papers identified through the "Forward Backward" search were subjected to the same citation criteria. The complete search process for 2017--2019 produced a total of 94 relevant articles.

Coding scheme and classification process {#Sec8}
----------------------------------------

Next, all relevant articles were subjected to the coding scheme developed in Mersky et al. 2020 (see SI for details) with the addition of "proxy" to the "resilience metric" expression and a "geo-economic" category to the "disruption representation" expression:Resilience CharacteristicsDo the authors use all phases of the National Academies of Science resilience definition?Do the authors develop/model a supply chain resilience metric or resilience proxy?Supply Chain ModelWhat type of graphical representation do the authors attribute to the supply chain modeled?Transportation ModelWhat type of graphical representation do the authors attribute to the transportation network? Do the authors account for disruption within the transportation network and its impact on the supply chain?Decision ControlHow do the authors model supply chain decisions?Disruption RepresentationHow do the authors test for supply chain resilience?What type of data do the authors use in the model? (Quantitative or qualitative)Is the data used country-specific? If so, is it a domestic or international supply chain model? Is the data from a developed or emerging economy?

Additional information about the coding scheme can be found in the *Coding Scheme* section of the SI document.

Results and discussion {#Sec9}
======================

Overall increase in the number of resilience and supply chain publications {#Sec10}
--------------------------------------------------------------------------

Our study found that publications relevant to the supply chain resilience field are increasing in the literature (Fig. [3](#Fig3){ref-type="fig"}). The decline in 2019 may be explained by stringent citation requirements as a similar effect was observed in our previous review (we identified five relevant papers for 2017 in January 2018 while actual number assessed in 2020 is 42).Fig. 3Reviewed Articles by Year (2019 may be underrepresented due to requirements of two citations per paper and incomplete paper representation given January 2020 search time)

Article classification {#Sec11}
----------------------

Table [3](#Tab3){ref-type="table"} summarizes the coding classifications given to the 94 2017--2019 reviewed publications as well as for the 47 papers reviewed in Mersky et al. ([@CR94]) published in 2007--2016. The five characteristics address: (1) the scope of resilience representation in the supply chain considered, (2) the network structure of the supply chain used, (3) consideration of transportation as a separate network to the supply chain network, (4) consideration of the information network, specifically its use for supply chain control, and (5) representation of the disruption in supply chain modeling considered in the study. Although some publications did not specifically define each component, or even graphically build the supply chain under investigation, it was possible to discern how these components were analyzed and modeled. Table [3](#Tab3){ref-type="table"} summarizes each classification that was considered to be an important aspect of modeling supply chain resilience; defining and developing each component of the supply chain's network is vital for achieving progress in the field. Corresponding characteristics and trends are discussed in the following sections.Table 3Number of articles reviewed addressing each category2017--20192007--2016Resilience characteristicsPlanUses NAS phase of resilience65*41*AbsorbUses NAS phase of resilience67*44*RecoverUses NAS phase of resilience72*31*AdaptUses NAS phase of resilience54*17*Resilience Metric or "Proxy"Numeric measure of resilience, separate from network characteristic^a^45*31*Supply chain model representationLinearUnidirectional and no path options10*10*BranchingUnidirectional with path options29*15*GraphMulti-directional with path options38*17*Other^b^Different enough to not classify as the others17*5*Transportation model representationNoneDisruptions only within SC nodes50*18*Same as SCSC links can be disrupted10*12*Independent LinksIndependent network for each SC link28*10*GraphCan be adjusted dynamically---SC nodes placed on a single transportation network5*5*OtherDifferent enough to not classify as the others2*2*Command and control representationNone/Pre-determinedDecisions on production and movement will not change20*4*If--then/HeuristicDiscrete, deterministic and simple rules for decision at each SC node; explicit guidance for managerial implications presented18*5*Agent BasedProbabilistic and/or complex made by multiple independent actors13*5*OptimizationOptimization algorithm employed to ensure \"best\" decisions made38*31*OtherDifferent enough to not classify as the others6*2*Disruption representationCase StudyReal world circumstances used to model disturbances44*15*Set ListPre-determined list of disturbances generated10*26*Monte CarloDisturbances randomly generated11*7*TargetedAdversarial algorithm used to generate disturbances5*1*None/OtherDifferent enough to not classify as the others25*4*^a^In the 2017--2019 review, "proxy" was added as a way to differentiate between the numeric measure of supply chain resilience and other factors being used to measure supply chain resilience (e.g., disruption cost, product depreciation, time to receive a good, etc.). Of the 45 publications shown to contain a metric, 24 are considered proxy^b^In the 2017--2019 review, "other" encompasses supply chain models that focus more on resilience of the network within external contexts, as opposed to strict definitions and traditional graphic models of supply chains. Of the 17 publications considered other, 9 are considered to model supply chain resilience in relation to other networks, rather than within itself

We find that the lack of consensus on definitions and resilience metrics has evolved into a trend of using "proxies" rather than explicit metrics for measuring supply chain resilience. We find that although some authors claim the models they develop measure supply chain resilience, the outputs of the models present indirect measurements of resilience, that must then be further correlated to supply chain resilience. These proxies provide important measurements and components of both resilience and supply chain performance, but the model does not provide an integrated quantification of supply chain resilience. Additional themes also emerged during this analysis, such as an overwhelming emphasis on individual supply chain nodes, qualitative frameworks for resilience strategies, and geographical diversity of supply chain resilience literature in both developing and emerging economies. Consistently missing is the integration of a comprehensive approach to network resilience throughout all nodes of the supply chain and levels of the supply chain network which includes definitions, models, metrics, and disruption analysis.

Trends in supply chain resilience quantification {#Sec12}
------------------------------------------------

### Integration of components of resilience in general {#Sec13}

While much of the recent literature discusses resilience in terms similar to the four resilience characteristics defined by NAS (*plan, absorb, recover, adapt*), a number of authors focus on individual elements and do not offer a comprehensive understanding of supply chain resilience in their models and metrics. In order to advance resilience analytics, and to accurately model the resilience of supply chains, especially to systemic disruptions, a comprehensive definition of resilience must be used across the literature. Figure [4](#Fig4){ref-type="fig"}a and b analyze the occurrence of the four characteristics of resilience as defined by NAS---*plan, absorb, recover, adapt*. Figure [4](#Fig4){ref-type="fig"}a shows the occurrence rate of each characteristic of supply chain resilience in the supply chain resilience publications. If each publication consistently defined and modeled resilience, each of the four bars would be at 100%. Figure [4](#Fig4){ref-type="fig"}b expresses the number of supply chain resilience characteristics referenced per publication reviewed (0 to 4).Fig. 4**a** Percentage of reviewed publications within each category compared across three time periods (blue = 2007--2016 normalized by 47 (Mersky et al [@CR94]), red = 2017--2019 normalized by 94, and orange = 2007--2019 normalized by 141). **b** Percentage of reviewed publications that reverence all 4 characteristics, 3, 2, 1, or 0 characteristics defined by NAS (blue = 2007--2016 normalized by 47 (Mersky et al [@CR94]), red = 2017--2019 normalized by 94, and orange = 2007--2019 normalized by 141)

As is evident in Fig. [4](#Fig4){ref-type="fig"}b, more than half of the papers reviewed neglected to include all four characteristics of resilience within the definition or understanding of the concept of supply chain resilience put forth versus about 30% just two years prior. One example is Kristianto (2017), who defined the goal of a resilient global manufacturing supply chain to be simply reaching a stable condition following internal or external changes affecting system performance. Although it can be inferred that this definition encompasses the *absorb* and *recover* characteristics of resilience, little is known about the new "normal" state of the supply chain that emerges following the disruptive event. Another trend related to the definition of resilience is the frequency of use of the term *adapt*, but not in the way it is defined by NAS. While NAS uses *adapt* to indicate how well a supply chain prepares to handle future disturbances following recovery, some of the literature examined used *adapt* interchangeably with, or as a combination of, *absorb* and *recover*, but not in the sense that the supply chain was adapting to a new, future state. Per Fig. [4](#Fig4){ref-type="fig"}a, *adapt*, as defined by NAS, was the least often occurring resilience characteristic within the publications examined.

Furthermore, we found a lack of agreement on the provided definitions of supply chain resilience. Most papers cite unique and sometimes mutually contradictory definitions from different authors and disciplines, seemingly as a way to offer a more comprehensive view of supply chain resilience or as a means for supporting the specific topic of their research. This reflects a general confusion in the literature in defining resilience and other properties characterizing systems affected by threats such as reliability, agility, safety, security, and sustainability, among others (Galaitsi et al. [@CR42]). Of the authors that do offer an explicit definition of supply chain resilience, many revert to the definition provided by Ponomarov and Holcomb ([@CR114]) of supply chain resilience as the "adaptive capability of the supply chain to prepare for unexpected events, respond to disruptions, and recover from them by maintaining continuity of operations at the desired level of connectedness and control over structure and function\" (Gabler et al. [@CR41]; Khemiri et al. [@CR68]; Yang et al. [@CR151]; Valipour Parkouhi and Safaei Ghadikolaei [@CR144]). A number of other authors frame their research around the *proactive* and *reactive* components and strategies of resilience (Cheng and Lu [@CR21]; Dehghani et al. [@CR29]; Zhalechian et al. [@CR157]). While these *proactive* and *reactive* capabilities and strategies could be interpreted as addressing all four resilience characteristics defined by NAS (*plan, absorb, recover, adapt*), this conclusion would be drawn only by making a number of inferences and assumptions not explicitly stated by the authors.

Another distinct trend is the inconsistent use of terminology and acronyms. Without specifically classifying supply chain resilience, but addressing themes relevant to the field, the terms Supply Chain Risk System or "SCRS" (Zeng and Yen [@CR156]), Sustainable Supply Chain Management or "SSCM" (Sauer and Seuring [@CR132]), Supply Chain Risk Management or "SCRM" (Kirilaz 2017; Revilla and Saenz [@CR123]), and Supply Chain Network Design or "SCND" (Rezapour 2017) have been used. "Supply chain resilience" has been converted to the following acronyms: "SCR" (Liu 2018 A; Pourhejazy et al. [@CR115]), "SCRE" (Chowdhury and Quaddus [@CR22]), and "SCRES" (Sahu et al. [@CR131]), in addition to Supply Chain Reliability and Resilience or "SCRR" (Chen et al. [@CR20]). This indicates a lack of consensus among researchers as to how to properly classify this field of study and inhibits research because common terminology is not available for comparison and dialogue.

### Supply chain model structure {#Sec14}

A supply chain model represents the physical nodes of a supply chain and how they relate to one another, indicating how both raw materials and information flow. Without the explicit use of network representation terminology, the disruption analyzed is difficult to apply to other supply chains or to use to build the field of resilience analytics. Few of the publications examined explicitly use supply chain representation terminology terms such as "linear," "branching," or "graph" (see details in SI). Therefore, the coding is based on interpretation of the supply chains described and modeled within the publications. The most prevalent supply chain modeled was *graph* (38 publications), followed closely by *branching* (29 publications), while *linear* was the least common supply chain model (10 publications) (see Fig. [5](#Fig5){ref-type="fig"}). Notably, 13 out of the 94 publications reviewed did not define a specific supply chain model, but rather expanded on the relationship between the supply chain and the network with which it interacts. These papers were coded as "other" for supply chain model. While these authors did not specifically describe the internal supply chain network design, they did quantitatively model disruptions and quantify the impacts of those disruptions to measure network resilience (Bode and MacDonald [@CR12]; Liu 2018). Many other papers discussed a supply chain but focused on qualitative evaluation, primarily identifying themes and best practices (Dubey et al. [@CR36]; Chen et al. [@CR20]).Fig. 5Percentage of reviewed publications within each category compared across three time periods (blue = 2007--2016 normalized by 47 (Mersky et al [@CR94]), red = 2017--2019 normalized by 94, and orange = 2007--2019 normalized by 141)

It is not surprising that *linear* models are the least common supply chain network representation because these are the most fragile and unrealistic supply chains. For example, if a disruption happens at one node, all of the remaining nodes are completely cut off from their supply. Rerouting is only possible when path options exist, but because *linear* models offer no path options, a disruption anywhere along the supply chain will halt production and negatively impact performance until the node recovers or a new supply chain is formed. Although linear models may accurately represent some supply chains, they simplify global network interactions that must be accurately modeled to quantify resilience.

Some articles specify the supply chain modeled as "green," "lean," or "sustainable," but make no direct mention of its network representation (Mohammed et al. [@CR97]; Ruiz-Benetiz et al. [@CR128]; Lotfi and Saghiri [@CR86]; Sauer and Seuring [@CR132]). Without a direct correlation to specific supply chain network models, it is not only challenging to use results from one study for another supply chain, but also to quantitatively model supply chain resilience in the first place. All supply chains are different, so a graphical representation allows for cohesive supply chain resilience metrics to be developed. With graphical representations, when supply chain managers seek guidance for increasing the resilience of their supply chains, they are able to draw connections with supply chain networks with similar designs, representation, and challenges.

### Integration of transportation in supply chain modeling {#Sec15}

Understanding how materials move physically between nodes in a supply chain network is essential for maintaining operations during and after disruptions. This is especially true during a pandemic, when physical contact between humans and materials alike exacerbates the risk of spreading disease. Assessing and planning for optimal efficiency and resilience in the transportation network during a pandemic is a critical step in maintaining a resilient supply chain and a healthy workforce (Ganin et al. [@CR43]). Disruptions can affect connections/links such as supply routes, ports, and transportation services as unexpectedly and devastatingly as they affect individual nodes. These disruptions between nodes are challenging to predict and mitigate due to the multitude of services being conducted simultaneously in various parts of the world, and the physical nature of the transportation network moving goods from one location to another. Without modeling and accounting for the supply chain's dependency on other networks, advanced resilience analytics cannot be achieved. Of the publications that did address the transportation model in relation to the supply chain model, the majority were *independent links* (27 publications), followed by transportation models coded as *same as supply chain* (10 publications). For the papers analyzing supply chains with *independent link* transportation networks, the network is often evaluated in terms of cost (Ramezankhani et al. [@CR121]; Valipour Parkouhi and Safaei Ghadikolaei [@CR144]; Kurniawan et al. [@CR72]), time/distance for travel between nodes (Otto et al. [@CR105]; Ni 2018), or as a component of supplier selection (Valipour Parkouhi et al. [@CR145]).

Additionally, despite the importance of the transportation model within the supply chain network, the majority of publications failed to analyze the transportation network independent of the supply chain itself---over half (50 out of 94 publications) do not address the transportation model upon which the supply chain relied (see Fig. [6](#Fig6){ref-type="fig"}). Notably, Khemiri et al. ([@CR68]) choose not to model the transportation network, explicitly stating that this is due to its complexity. Similar in result, Namdar et al. ([@CR100]) assume a completely reliable transportation network in their model but recommend incorporating resilience in transportation and inventory management. A number of other papers discuss some elements of transportation, but do not model disruptions along the transportation network or consider transportation independently (Lee [@CR75]; Gaustad et al. [@CR45]; Diabat et al. [@CR32]). Supplies and products move between supply chain nodes, directly relying on outside networks, which are themselves prone to disruptions. Therefore, a supply chain cannot achieve resilience without managers integrating the transportation network into the supply chain resilience model. The lack of transportation models within the literature underscores the need for resilience analytics of the supply network in general, and especially under disruptions. Quantifying resilience to systemic threats, such as the COVID-19 pandemic, is particularly important as not only a single supply chain is affected, but a network of supply chains relying on transportation networks.Fig. 6Percentage of reviewed publications within each category compared across three time periods (blue = 2007--2016 normalized by 47 (Mersky et al [@CR94]), red = 2017--2019 normalized by 94, and orange = 2007---2019 normalized by 141)

### Representation of information networks and command and control structures {#Sec16}

While many aspects of the supply chain are now managed according to advancements in technology, a central decision maker remains essential for supply chain function, and ultimately responsible for the application of resilience analytics to the supply chain. As Fig. [7](#Fig7){ref-type="fig"} depicts, 20 of the 2017--2019 papers either ignored the command and control (C2) network completely or assumed that decisions about the supply chain movements would not change (Gabler et al. [@CR41]; Fattahi et al. [@CR40]). *Optimization* (38 publications) is the most widely used form of C2 representation among the publications examined. *Optimization* is a more robust decision control framework for its ability to combine multiple objectives into network design. However, completely removing the human decision-making element can also create risk. Sahu et al. ([@CR131]) address this by combining an *optimization* model with managerial oversight. In this model, the *optimization model* solves for the weakest performing area of the supply chain and the manager has to adapt and implement the changes.Fig. 7Percentage of reviewed publications within each category compared across three time periods (blue = 2007--2016 normalized by 47 (Mersky et al [@CR94]), red = 2017--2019 normalized by 94, and orange = 2007--2019 normalized by 141)

The *if--then/heuristic* model is the next most frequently used C2 representation (17 publications), and it correlates strongly with publications that put forth specific managerial implications (Kamalahmadi and Parast [@CR64]; Kwak et al. [@CR73]; Li, R. et al. [@CR77]). *Agent Based* C2 networks appear 13 times in this review. Rajesh ([@CR119]) examines *agent-based* decision control through four supply chain managerial processes: supplier relations management, customer relations management, internal supply chain management, and managing external environments. In general, the disproportionate emphasis on optimization models evident in the 2007--2016 papers has somewhat diminished in relation to the other C2 models compared to the 2017--2019 papers.

One emerging trend identified from the 2017 to 2019 publications is the move towards more "intelligent" processes, machine learning, the use of big data, digital twins, and other elements of the "fourth industrial revolution" or "Industry 4.0." Cavalcante et al. ([@CR18]) combine machine learning and simulation to create digital supply chain twins. Machine learning was coded as *other* in this review to reflect its significant difference from traditional quantitative optimization techniques used in other publications.

### Modeling disruptions {#Sec17}

The reviewed literature primarily focuses either on low-probability but high-impact or high-probability but low-impact disruption scenarios. For example, some publications specifically differentiate between operational risks and disruption risks such as natural disasters, terrorism, and political instability (Namdar et al. [@CR100]; Ramezankhani et al. [@CR121]; Sabouhi et al. [@CR130]). Disruptions in the context of climate change in terms of both slow onsets such as sea level rise and rapid disasters such as severe storms are common themes (Beheshtian et al. [@CR7], 2018; Dubey et al. [@CR36]; Lim-Camacho et al. [@CR79]; Otto et al. [@CR105]). Beyond physical disruptions, Kwak et al. ([@CR73]) analyze exchange rate risk as a disruption (2018) and Mancheri et al. ([@CR89]) study the impact of Chinese policies relating to rare earth elements on supply chain resilience. None of the publications meeting the inclusion criteria for this review specifically model pandemics and subsequent supply chain network resilience.

On the other hand, some publications do not provide context for the cause of the disruption, but rather focus on the effects of a disruption. Ghavamifar et al. ([@CR46]) analyze the effects of partial and complete disruptions at distribution centers, as well as disruptions taking place between the distribution centers and manufacturing plants, and between distribution centers and resellers along the transportation route. Hosseini et al. ([@CR52], [@CR53] model the probability of a disruption and provide decision-makers with strategies for how and when to use both proactive and reactive strategies in supplier selection and order allocation.

Although many authors discuss different types of disruptions within their introduction and/or background sections, the methods for modeling disruptions remain narrow. The top three disruption representations used are case studies (43 publications), Monte Carlo-generated disruptions (11 publications), and set lists (10 publications) (see SI for classification details). Targeted is the least used form of disruption representation (5 publications). Twenty-one of the publications reviewed do not model a disruption (see Fig. [8](#Fig8){ref-type="fig"}). Although case studies are one tool for understanding supply chain resilience models and metrics, they are inherently limited to the disruption scenario presented within the publication. A resilient supply chain must be able to respond to uncertain and unpredictable events, but a case study does not allow for uncertainty to enter the disruption scenario, or for the lessons learned to be applied to a wider variety of locations and/or industries. For example, Maheshwari et al. ([@CR88]) base their analysis on the impact of floods on the biofuel supply chain for a region of 13 colonies in southern Illinois. This analysis provides useful insight for this region but may not be easily transferable to other regions or economies.Fig. 8Percentage of reviewed publications within each category compared across three time periods (blue = 2007--2016 normalized by 47 (Mersky et al. [@CR94]), red = 2017--2019 normalized by 94, and orange = 2007--2019 normalized by 141)

Many publications also are limited to specific supplier resilience and supplier selection (Kırılmaz & Erol [@CR69]; Shishodia et al. [@CR134]; Wang et al. [@CR148]; Yoon et al. [@CR153]; Valipour Parkouhi and Safaei Ghadikolaei [@CR144]; Cavalcante et al. [@CR18]), and do not necessarily show the disrupted node\'s effects when propagated throughout the entire supply chain being modeled or on the resilience of the entire network. Supplier selection is important because suppliers, too, rely on their own supply chains---resilient or not---affecting items such as supply, price, timing, and ultimately the resilience of the supply chains relying on them. Neglecting supplier selection as a variable in these models does not offer a holistic approach toward repercussions within the larger supply network. However, when publications do account for vendors, the authors limit the scope of the supply chain or complexity of disruption, such as material scarcity (Gaustad et al. [@CR45]; Bottani et al. [@CR15]). Gao et al. ([@CR44]) acknowledge that disruption scenarios with a higher degree of unknowns must limit the supply chain modeled in order to model the supply chain resilience. As a result, Gao et al. ([@CR44]) use Monte Carlo to simulate random vendor disruption but assume independence of each vendor node.

The narrow focus on supply chains analysis within the framework of case studies produces sometimes contradictory conclusions about supply chain resilience. Conz et al. ([@CR26]) analyze global and historical trends in the Italian wine industry and find that decreased connectedness increases resilience in the small- and medium-sized markets. On the other hand, Ivanov ([@CR56]) finds that isolated optimization of the production and distribution networks decreases supply chain resilience in a non-perishable product manufacturer supply chain with quality problems. Supply chain resilience models and metrics cannot yet be generalized across varying networks and disruptions. Sufficient interacting factors must be identified and consistently considered to render the models more reliable.

Measuring and modeling supply chain resilience {#Sec18}
----------------------------------------------

Of the 94 papers found to be relevant for this analysis, 52% neglect to propose a method for measuring supply chain resilience or focus primarily on qualitative analysis, identifying trends and best practices across a variety of industries. Only 22% of the papers reviewed provide an explicitly defined measurement for supply chain resilience, while 26% of the papers reviewed measure resilience proxies. In Mersky et al. ([@CR94]) supply chain metrics were found in 70% of papers. Although publications currently defined as *proxy* were previously coded as *yes* (Mersky et al. [@CR94])*,* the combined results (*yes* and *proxy*) of this new review show comparable results to the 2007--2016 review.

This paper defines a resilience proxy as a metric identified in a model that does not quantify supply chain resilience directly, but is a component or characteristic of supply chain resilience and is quantitatively leveraged by the authors to compare the effects of certain resilience techniques or tools on the networks. Some of the proxies identified within the literature include: preservation of market share (Rajesh [@CR119]), performance after disruption using backlog as a metric (Li, H. et al. [@CR76]), product depreciation (Behzadi et al. 2017), readiness (Bode and MacDonald [@CR12]), expected disruption cost (Maheshwari et al. [@CR88]; Zhalechian et al. [@CR157]), total direct losses (Otto et al. [@CR105]), customer retention, i.e., cost of lost customers (Ni et al. [@CR102]), delivery delay and fractional quantity loss (Paul et al. [@CR111]), percentage of suppliers who lost capacity under disruption (Sabouhi et al. [@CR130]), recovery rate (Zeng and Yen [@CR156]), expected cost, and carbon emissions (Yavari and Zaker [@CR152]; Zavitsas et al. [@CR155]; Zahiri et al. [@CR154]).

Of the publications reviewed for this current paper that were coded *yes* for resilience metric, each had a specific model for quantifying resilience. Many of the publications integrated some of the resilience proxies as stated above into a more complex model for measuring resilience, which is the reason they were coded *yes* for the resilience metric. Chen et al. ([@CR20]) presented a framework for evaluating the impact of different risk-mitigation strategies, utilizing a metric for a supply chain's "resilience score." This framework begins with node-level resilience and further propagates the method into the rest of the supply chain via buyer--supplier relationships. Node-level resilience is defined as having three supply chain design elements: reliability, pre-disruption mitigation capabilities (PEDC), and post-disruption mitigation capabilities (PODC) (Chen et al. [@CR20]). Although the analysis begins with a node-level analysis, it progresses to show the importance of integrating a comprehensive approach to resilience throughout all nodes of the supply chain and levels of the supply chain network.

Many authors use multiple objectives in order to assert a comprehensive metric for supply chain resilience. Lim-Camacho et al. ([@CR79]) successfully quantify the impacts of climate shocks within random nodes in six different Australian global resource supply chains (including fisheries, agriculture, and mining), by utilizing the "Supply Chain Index" (SCI) originally put forth by Plagányi et al. (2014) to assert that: supply chain resilience = 1 − SCI. In this model, higher values reflect improved resilience, as the scores range from 0 (only possible in a linear supply chain) and 1 (maximum resilience) and assert that climate resilience performance = resilience × continuity (Lim-Camacho et al. [@CR79]). Out of all the publications reviewed, this paper offers one of the more straightforward, yet also flexible, metrics for measuring resilience, allowing for the addition of other factors into the calculation of the metric.

Data sources and types and linkages with AI {#Sec19}
-------------------------------------------

Most of the publications reviewed include both qualitative and quantitative elements, with 12 publications focused solely on qualitative analysis, generally entailing best practices collected across a wide survey audience or lessons learned from specific events or in niche markets. Examples of specific, niche supply chain resilience research include: Taiwanese manufacturing (Chen et al. [@CR20]), Iranian glass (Jabbarzadeh et al. [@CR61]; Fattahi et al. [@CR40]), and blood supply chain during a humanitarian crisis (Diabat et al. [@CR32]). Papadopoulos et al. ([@CR108]) focuses on the lessons learned following the 2015 earthquake in Nepal, with an emphasis on the role of big data. Data were collected from Twitter, various news outlets, Facebook, WordPress, and Instagram, as well as a survey of 205 supply chain managers. The authors conclude that big data (i.e., unstructured data) can be used to test supply chain resilience and that swift trust, public--private partnerships, and quality information sharing are linked to resilience in supply chain networks (Papadopoulos et al. [@CR108]). The wide range of data sources and types is indicative of a lack of consensus as to what data inputs are necessary for modeling supply chain resilience across different networks.

As supply chains become more varied and complex and progress into Industry 4.0, different modeling and managerial techniques are becoming available. For example, biologically-inspired algorithms such as the Ant Colony Optimization, Cuckoo Search, and Particle Swarm Optimization have been reviewed (Byrne et al. 2018), and are likely to represent supply chain disruption as the literature progresses. This is compounded by an emphasis on placing the supply chain into the complex environment in which it exists and the move from "supply chain" to "supply network" as signified by the increasing ability to track, anticipate, and analyze increasing amounts of data (Otto et al. [@CR105]). Figure [9](#Fig9){ref-type="fig"} shows the increasing number of supply chain network publications discussing resilience over time.Fig. 9Share of Supply Network Publications Discussing Resilience from WOS April 30, 2020 topic searches. Data for 2019 may be incomplete

Geo-economic analysis {#Sec20}
---------------------

This literature review further analyzes the geographic differentiation among the publications reviewed that were published between 2017 and 2019. Supply chains, industry types, and disruption threat levels are subject to the location from which they originate and with which they operate. Certain countries or regions are hubs for certain industries, political threats, or climatic threats, and could affect the supply chain resilience models, especially during pandemics. For example, Tukamuhabwa et al. ([@CR142]) utilizes a single case study on 20 manufacturing firms in Uganda to identify critical challenges to supply chain resilience in developing, or emerging, economies. Some of these challenges include counterfeiting, dishonest employees, and corruption (Tukamuhabwa et al. [@CR142]). To differentiate between possible geographic specificities, each of the 94 publications was categorized in terms of its geographic location (country/region), type of economy (developed or emerging), industry, sub-industry, and supply chain scope (domestic or international). Table SI3 includes each of these categories, in addition to the type of data (quantitative, qualitative, or both) and whether or not the publication presents a metric, or proxy metric, for resilience.

Of the 94 publications reviewed, 58 identify specific geographic locations for the supply chains analyzed, coded based either on where the data were collected, or on the location of the case study used for disruption representation. The breakdown between developed and emerging economies was relatively balanced, with 30 publications focusing on developed economies, 27 publications focusing on emerging economies, and 1 publication combining developed and emerging economies. For the purposes of this review, an economy is considered "emerging" if it does not appear on the United Nations list of developed economies (United Nations [@CR143]). The most frequently examined country was the United States (10 publications), followed by Iran (9 publications), India (5 publications), and China (6 publications). The remainder of the publications with specific countries/regions of focus address supply chains based in Australia, Japan, Bangladesh, Nepal, Vietnam, South Korea, and a mix of European countries, primarily England, France, and Italy. The only supply chain examined quantitatively in Africa was in South Africa and the only supply chains examined quantitatively in Central and South America were in Mexico and Brazil. Figure [10](#Fig10){ref-type="fig"} shows the data origination from publications that reference specific locations, with the colored dots representing the type of industry used for data collection or disruption modeling. Table [4](#Tab4){ref-type="table"} provides an overview of the primary industries analyzed in the reviewed publications and examples of sub-industries within each of the primary industries.Fig. 10Geo-economic representation of supply chain resilience papers by industryTable 4Examples of sub-industries examined within each primary industry\# of PublicationsPrimary industrySub-industries23ManufacturingChemicals, electronics, electric & combustion vehicles, glass, wood and paper, mining equipment, aerospace, telecommunications10Food & AgricultureCitrus, kiwifruits, fisheries, dairy, tomato sauce, wine, spirit drinks, parmesan cheese, meat, rice7EnergyLiquified petroleum gas, transportation energy, motor fuel, biofuel, crude oil4LogisticsPort and maritime management, port-hinterland container transport, shipping, indigenous land, third party2Health CarePharmaceuticals, blood2UtilitiesSolar PV, gas, water, electric2Metals & MiningRare earth metals, tantalum1Disaster ReliefN/A1TextilesApparel6MultipleN/A (papers examined more than one of the industries discussed above)

Conclusions {#Sec21}
===========

As the world becomes increasingly interconnected, supply chains grow in complexity. This global context provides a wealth of new opportunities for supply chain optimization and diversification, but also exposes supply chain networks to disruptions of increased complexity, uncertainty, and magnitude. Resilience is emerging as an important area within supply chain literature, but systematic studies on how it is defined and modeled are still rare. Our literature review shows the scale of growth in the field: this review augments a prior literature review of 47 papers published between 2007 and 2016 by adding 94 new papers published between 2017 and 2019. Such a significant growth in numbers does not change the challenges identified in our last review (Mersky et al. [@CR94]). Still, this review has identified emerging issues and trends related to the use of AI and machine learning applications in the supply chain context, as well as a gap in the research capable of resilience analytics of systemic threats, such as the COVID-19 pandemic. Pandemics present a unique threat to supply chains as they are unpredictable, the impacts may be delayed, and the spread may be limitless with waves that can continue for months and even years.

We found a significant variability and diversity in supply chain resilience applications; the field would benefit significantly from a unifying modeling methodology and terminology. Consensus on definitions, metrics, and models for resilient supply chains does not exist, and a comprehensive, systems-based view is necessary for furthering the field of supply chain resilience. Current literature tends to focus on highly specific supply chain designs and niche markets and fails to consider the supply chain within the broader context of other networks, such as transportation and command and control (C2) networks. A movement towards common definitions, metrics, and models should be prioritized in order to create tangible tools for decision-makers.

Different supply chain applications may require different models and quantification approaches. For instance, a network representation may be extremely complex, as inputs and outputs may be linked in different ways, rely on different supply chains, and balance trade-offs and quantify risks with different weights. Moreover, interconnectedness of supply chains of individual products or serviced constituted supply chains may also be important to model and understand, as is seen with the case of personal protective equipment during the COVID-19 pandemic. A tiered approach proposed for resilience (Linkov et al. 2018) in which problem complexity dictates the increasing complexity of the modeling approach is recommended for supply chain resilience.

The systematic nature of our review has allowed us to identify main trends in the field. Since 2007, a better understanding of resilience complexity in modeling is evident---over 50% of all publications in 2017--2019 discuss all four components of resilience (plan, absorb, recover and adapt) while only 30% of the papers used all four components in the two years prior to this (i.e., 2015--2016). The modeling approaches also reflect a better understanding of resilience as a property of complex interconnected systems, as more papers use a graph representation of supply chain networks and utilize network science and other advanced tools (e.g., AI and machine learning). The supply chain is increasingly considered as a part of a multi-domain system of systems which includes transportation, communication, and C2 networks. There is also a shift from risk-based approaches where a threat is modeled as a defined scenario, often with uncertainty treated through Monte Carlo simulation, toward more complex threat representation through scenario analyses in case studies and threat-agnostic approaches.

An increasing volume of literature is focused on social aspects surrounding supply chain resilience, including collaboration with non-traditional supply chain stakeholders, which plays a role in increasing resilience during pandemic outbreaks. Collaboration between businesses, the public, and government has been spurred by public attention to environmental, social, human health, and governance-related performance and provides a means to address potential disruptions and risks along supply chains. Some publications analyze collaboration among businesses and between businesses and NGOs (Namdar et al. [@CR100]; Revilla and Saenz [@CR123]; Zeng 2017). Candelo et al. ([@CR17]) found evidence from previous authors that collaboration between NGOs and businesses is critical for decreasing vulnerability and meeting economic, social, and environmental objectives, which increases supply chain resilience (2018). This trend is leading from supply chain to value chain resilience (see Linkov et al. [@CR80] for discussions).

The highlighted trends are underscored by the COVID-19 pandemic, which has demonstrated that the resilience of a single supply chain cannot be relied upon to prevent network failures and subsequent impact on the whole industry value chain. Advanced resilience analytics are necessary to ensure supply chain networks remain operational during global disruptions. Recent models of supply chain risk and recovery indicate that during the COVID-19 pandemic, the timing and sequence of bringing back online facilities at different echelons and nodes of the supply chain has the greatest impact on the supply chain performance (Ivanov [@CR57]). Similarly, Li, H. et al. ([@CR76]) show that information sharing between echelons improves supply chain resilience as disruptions in one supply chain are seen to propagate to others (2017). The idea of smart solutions and AI (Industry 4.0) is proposed to increase resilience. Although still unproven on a broader scale, Blockchain is proposed as a system for providing the visibility between supply chains tiers and echelons necessary to prevent supply chain network failure (Orcutt [@CR104]); it is already used by some Chinese Aid organizations to increase trust and transparency (Joseph [@CR63]). Several food and pharmaceutical supply chains have already implemented pilot studies on Blockchain to maintain agility and resilience during the COVID-19 pandemic (Gopie [@CR49]). Smart contracts through Blockchain platforms can offer both proactive and reactive supply chain management (Dolgui et al. [@CR34]). However, it is important to note that all these smart solutions may not necessarily add to system resilience (Marchese and Linkov [@CR92]).

Further, the nature of global supply chains during the COVID-19 pandemic has minimized the impact of the geographic sources of epidemics, with threats to supply chains coming from the scale of the ripple effect (Ivanov [@CR57]). Without a clear supply chain resilience model capable of tackling such a global threat, analysis of the COVID-19 pandemic will continue to be reactionary.

Pharmaceutical and medical supply chains have also failed during the COVID-19 pandemic in the wake of the implementation of lean global supply chains (Simchi-Levi and Simchi-Levi [@CR137]). Similarly, at least 94% of Fortune 1000 companies have reported supply chain disruptions as a result of the COVID-19 pandemic (Ivanov [@CR57]). As these companies recover, insights into the ripple effect and resilience analytics should be taken into account by managers to prevent such systemic failure during future disruptions. Understanding how the resilience of one supply chain relates to the resilience of another supply chain, and/or network such as transportation and C2, is essential for maintaining operations during systemic threats.

Based on our review, the following recommendations emerge to move the field of supply chain resilience analytics modeling forward:(Re)consideration of the definition of supply chain resilience across all supply chain models and sectors is necessary to make resilience management more efficient. We recommend adoption of the standard four-stage definition of resilience provided by NAS -- plan, absorb, recover, adapt;Consideration of different types of disruptions within supply chain resilience models -- especially assessing system recovery from unknown disruptions and systemic threats -- is necessary to expand the scope that supply chain resilience management is able to quantify;Consideration of the tiered approach to modeling, ranging from simple metrics to advanced network models, is necessary for understanding which quantification method to apply to the analytic need;Consideration of the supply chain within the broader context of other networks that constitute value generation (e.g., command and control, cyber, transportation) is necessary for quantification of global network interactions and more robust supply chain resilience models that accurately portray trade-offs between efficiency and resilience to avoid cascading failures.

These considerations would enable supply chain managers to more efficiently factor, quantify and respond to disruptions and appropriately understand trade-offs in their decision-making. Only by addressing these research gaps will the field move toward a more comprehensive understanding of supply chain resilience, enabled by specific definitions and metrics that allow supply chain managers to quantitatively evaluate resilience strategies based on the severity of the expected or current disruption. Although pandemics may be a unique threat, modeling supply chain resilience should not be solely focused on the recovery stage; rather, equal weight must be given to the earlier stages as well. Trade-offs between being lean, efficient, and resilient should be visualized through resilience analytics and explicit modeling of the underlying networks (Ganin et al. [@CR43]) and the value of resilience should be the guiding factor in deciding appropriate investments (Bostick et al. [@CR14]).
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