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ABSTRACT 
The security concern is the most important things about a networking environment and 
computer. To know how secure our computer and network, we must doing a study on 
how it can be work and defense it from any malicious attack. A virtual honeynet is a 
technology is designed to capture and give information from a bad guy. Many of the 
honeypot is designed with the open source operating system. Therefore, this project is 
made and running with Windows environment operating system that matching with the 
real network and operating system used at PSMB. We will be captured the unknown 
activities in the real network. This virtual honeynet will be set up in one single machine 
by using Honeywall as a tool to capture an unknown activity at the network. Then, we 
will be analyzing the data that we had captured. Here, we will be focusing only at PSMB 
network and only captured the port attacks. 
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