The construction of reliable and stable routes in a mobile ad hoc network is one of the primary research issues in equipping each device to continuously maintain the information required to properly route traffic. Mobility of nodes often leads to link failures and hence requires route reconstruction to resume the communication between the nodes. The stability factor of a route can reduce the number of times the route is changed or reconstructed. This paper presents a novel idea for discovering a stable set of routes using the metrics from multiple layers rather than depending on network layer along with a finite set of parameters to qualify a link or connecting to a node. The link stability factor and link received signal strength are considered as the main metrics to qualify the stability of a route, derived from the physical and data link layer based on bit or packet error rate, retrieved from the soft output decoder. The simulation results based on the analysis of the proposed algorithm prove to be more efficient in terms of discovering stable routes, reducing frequent reconstruction of routes and hence improving the overall performance of the network.
Introduction
The recent enhancements of wireless communication networks is the transmission of realtime information, including audio and video data which are categorized as delay sensitive communication. Hence the stability of the communication channel becomes a mandatory requirement for identifying a stable route in a multihop mobile ad hoc network. An ad hoc network is formed by communication of mobile terminals directly, without the intervention of a central unit where every node in the network performs the routing function to identify the route to the corresponding destination node to exchange data. The mobile node in an ad hoc network causes variation in the quality of wireless link signals because of the changes in the propagation path loss, shadowing effect, multipath fading and interference. All these results in the breakage of the link in a multihop route, leading to router failure resulting in the disruption of the communication, incurring delay until the connectivity is resumed. Therefore, stability of the route is a challenging issue in routing. As pointed by Bahador Amiri et al. (2011) , it contributes to the majority of the overall performance of the network. In mobile ad hoc networks, there may exist multiple paths to a destination from the source, selecting the best route in terms of reliability of the links, which was observed to be a crucial task for any routing protocol. This process of identifying available paths and selecting a reliable and stable path is the goal of any routing algorithm. To achieve the objective of identifying the available route and selecting a stable route becomes a mandatory requirement in an ad hoc environment with high mobility. In a high mobility network, the adaptive routing plays a major role to sustain the communication, as commented by Hadi Sargolzaey et al. (2012) . Hence, in this paper, we propose a routing scheme using multifactor metric to discover a stable route and an effective route maintenance phase to gracefully switch over to an alternate route, even before the connectivity gets disconnected due to the mobility of the nodes. 
(2012).
The above protocols use the number of hops required to reach the destination as the routing metric acquired from the network layer which doesn't include all the other features of mobile terminals operating in a high mobility environment proposed by Lorenzo Mucchi et al., (2012). The above routing protocols prefer routes with minimum delay, without focusing on the stability of the routes caused by the mobility of the nodes. When a highly stable and reliable route is discovered, then the number of link failures and reconstruction of routes can be reduced. To reduce the frequent link breakage, it is required to design an efficient routing scheme to discover a reliable and stable route. This paper proposes a technique based on the cross layer design to discover stable routes using metrics from multiple layers. The algorithm is not implemented from the scratch, rather it is analyzed as a modified version of the Dynamic Source Routing protocol.
Further sections of the paper is organized as Section 2 which discusses the literature on routing using cross layered architecture, Section 3 presents the details on the proposed cross layer metric to discover stable routes and Section 4 discusses the simulation results of the proposed algorithm compared with AOMDV and DSR, with Section 5 giving the concluding remarks.
Cross Layer Routing
Cross Layer design is mainly used to acquire the node's mobility information in order to enhance the performance of the reactive routing protocol, to switch over an alternate route when there is a warning of disruption of active route, to avoid loss of data packets when the link fails. A number of cross layer metrics are proposed by various researchers, which is discussed in this section. The principle of cross layer design is to make routing decisions based on multiple values obtained from different layers, instead of metric used only from the routing layer according to discussion by Mehajabeen Fatima et al. (2012) . Figure 1 illustrates the scheme of information exchange among the multiple layers in a network stack. iii)LPER-Link Packet Error Rate from data link layer.
iv) RSS-Received signal strength from the physical layer.
In literature, all the aforementioned metrics enhance the reliability of the route and hence the performance of the network, but with varying levels of efficiency.
LET is a position based metric obtained at the network layer, assuming a free space propagation and the motion parameters of two neighboring nodes. This metric requires every node in MANET to be equipped with Global Positioning System (GPS) to retrieve the necessary parameters. PLRT is computed by averaging the measured link life time, by running an unreliable base protocol and deriving the link failure rate to compute the link reliability, as given by the system reliability equation as:
Probability (link stability duration) = e −ρt , where ρ (Rho) is the inverse of the lifetime of the link.
LPER is a measure of link reliability computed from the number of damaged receiving packets obtained from the data link layer ruled as: higher the value of the packet error rate, lower the reliability of the link that is transferred to the network layer to make the routing decision to select the link to include in the route which is a cross layer approach. Awadhesh Kumar et al. (2011) proposed the (LLTp) predicted link lifetime metric by considering the node's remaining power. The link failure due to node's mobility has not been focused in their work.
Investigations by B. Ramachandra et al. (2008)
showed that the link RSS is acquired from the physical layer and transferred to the network layer. This implies that if the received signal strength of the link is below a threshold value, the link is rejected to route the data packet which is a cross layer approach. The RSS decreases as the node moves away from the transmission range, warning that the link associated could break the route and hence it is considered as one of the best metrics to select as an alternate route to sustain the data transmission.
Many protocols that utilize the information from multiple layers to make routing decisions have been proposed in literature like ABR -Associativity based routing and System Stability given a proposal of cross layer self routing design by modifying the AODV protocol by using cross layer metric. They contributed towards the route maintenance of AODV to reduce frequent link breaks by computing the Link Life Time metric which was proposed by Geetha Nair, et al., (2012). Link Life Time metric is measured from the relative mobility, speed of the nodes and power management of transmission power control algorithms. All the above algorithms compute the stability factor of the link from the SNR of the data packet.
Author Kambiz Homayounfar, (2009) presented CLMRA algorithm, a cross layer route selection based on radio link stability; using two path metrics i.e., link instability index and path instability index for selecting a route. This technique incurs higher route acquisition latency and also identifies the single best route to the destination, which are the drawbacks of the CLMRA algorithm.
Chao Gu et al., (2013)
proposed the duration of interference imposed by nodes as a cross layer metric to predict the link breakage frequency to discover the route. Their work involves setting up of threshold value to make routing decisions, which cannot be fixed as generalized value for all type of MANETs. The authors Hang Shen et al., (2008) proposed the cross layer based metric "sfd", signal fading degree computed from the energy values of the node focus on the link breakage due to energy drain and did not much consider mobility of the nodes as a contributing factor for route failures. From the above literature study it is evident that the node mobility induces varying links in terms of bandwidth and interference, which is a challenging aspect in MANET routing. This article presents a cross layer routing metric for route discovery and maintenance for MANETs.
System Design
The cross layer based reliable routing algorithm is designed using the metric from the physical layer, data link layer, and transferring it to the network layer to make the routing decisions. This algorithm involves the mobile node cooperatively to establish the route and introduces the radio link stability with extensive cross layer cooperation to establish reliable and stable routes. The present study is aimed at developing an algorithm by means of modifying the underlying principle of dynamic source routing protocol. As defined by Hang Shen et al., (2008), dynamic source routing is known for its benefits of routing in multiple paths, avoiding the overhead of new route discovery whenever the route in use breaks. The route discovery and route maintenance easily support unidirectional links and asymmetric routes. DSR is also compatible with inter-network routing consisting of different types of network. The only drawback of DSR could be reported as its performance is not par with other reactive routing protocols in a high mobility environment. Another reason for selecting DSR as base protocol is the considerable research being carried out on cross layer design protocol which is implemented with AODV, and limited work done with DSR. The cross layer-dynamic source routing (CL-DSR) has had two phases: Route Discovery and Route Maintenance. Figure 2 represents the architecture of the proposed algorithm. The cross layer metrics discussed in the literature focus on the link lifetime based on received channel coding is used in digital transmission system for error correcting. It provides reliable information that can be retrieved from the soft outputs of the channel decoder. Figure 3 represents the transfer of required data to compute the metric to establish the route. In this approach of cross layer design, along with link SNR, the fading effect and FEC role are also considered in finding stable routes. 
Route Discovery in CL-DSR
Route discovery consists of link metric computations to decide on the stability and quality of the link to prioritize the route. The components of the link metric are the link instability index contributed by the average bit error probability from the soft output decoder and path loss from the received signal strength.
Similar to DSR, the route discovery is initiated by the source only when it has to send data packets to the destination. The source node broadcasts a RREQ packet to its neighboring nodes. The receiving nodes of the RREQ packet will update the RREQ packet with its ID, next hop and link metric computed based on the CL-DSR rules. At the destination the node populates its RREP packet with both metric and unicasts to the source node.
The path instability index denoted by 'Ψ' indicates how instable the link is. Hence lower the value of Ψ better the path. The source node on receiving the RREP packet from multiple routes selects the route with lowest path instability index and initiates the data transmission. The other routes are stored in the path cache in the ascending order of the path instability index.
Computation of Link Metric
The individual link metric is computed from the soft outputs provided by the channel decoder. The soft outputs are retrieved for the previous processing like equalization, detection and decoding and hence the impact of SNR, interference and fading are also included.
The source node is termed as N s while the destination node is denoted as N d and the intermediate node is identified as N i . CL-DSR proposes the link metric as the link instability index denoted by 'ψ' as the cumulative value of the average bit error rate and their path loss is computed from received signal strength. The computation of average bit error rate is given by Justus Ch. 
where P b,m is the average bit error probability of link 'm' and P L is the path loss incurred when receiving the RREQ at the node 'i' from the source node. The following sections demonstrate the computation of the link instability index components.
A. Average Bit Error Probability
The bit error probability (BEP) of k th information bit is computed from the log likelihood ratio of a given bit as
Averaging the value of equation (1) the overall BEP of a K bit word is obtained, from which average BEP of the transmission of the link m is calculated as per equation (2).
B. Computation of Path Loss
When the source node emits the RREQ packet, it inserts its transmission power (P T ) and the receiving node computes the path loss (P L ) as the difference between the transmission power of the sender's node and its received signal strength (P R ) obtained from the physical layer.
Path Loss is computed as
From equations (2) and (3) the link instability index ψ is calculated as given in equation (4)
And henceforth the path instability index Ψ is computed as
where n is the number of intermediate nodes along the route
Route Maintenance in CL-DSR
This is the heart of any reactive routing protocol that reacts to the topology changes to maintain the connectivity among nodes. Route maintenance is the process of monitoring the route status and resuming the communication by selecting an alternate route from the path cache or reconstructing a new route. The link life time prediction scheme was earlier proposed by Edward Y. Hua et al. (2009) by using UKF prediction algorithm which has a drawback of periodic measurements involving resources. In this approach the route maintenance proposes a preemptive scheme of DSR, such that when the danger of link breakage is sensed in the current route, CL-DSR switches to the alternate route from the route cache, even before the connectivity is disrupted. According to CL-DSR, route maintenance also uses the cross layer metric to predict the link breakage and when there is a danger of link breakage it provides a graceful switch over of transmission from active route to the next best route as an alternate route from the route cache, even before the route gets disconnected. This method of preempting from the active route to alternate route the end to end delay due to link breakage is much reduced. The route, including the broken link is removed once the RERR message reaches the source node, as well as the other nodes using the link and hence reducing the presence of stale routes in the route cache, as proposed in our previous work. S.
Menaka, et al., (2013).
The link breakage is predicted from the mobility, speed of the node.
Prediction of Link Breakages
The mobility, speed of the node is computed by calculating the difference in distance between the nodes within a time interval ∂ and comparing it with transmission range (R), to predict when the node moves away from the transmission range and thereby deriving the velocity of the mobility of the node. The distance between the nodes is computed as the ratio of transmitted power and received power, as given in equation (5) . The received signal strength is obtained from the received MAC frames. Then the difference in the distance value in the time interval (t, t + ∂t) is computed and compared with the transmission range R to predict the link breakage. Figure 4 illustrates the node's mobility in the network
where 'd' is the distance between the nodes, P t and P r are the transmitted and received power, respectively and shifts its transmission via nodes 'E & F' from its path cache, to transmit the data packets in its buffer. After switching to the route via 'E' & 'F', node 'A' informs the source of link breakage of (A-B) with the RERR message based on which route is removed from the route cache.
This methodology of route maintenance can warn the nodes of danger of link breakage, either due to the mobility or due to the drain of battery power. 
Simulation
Simulation of the proposed routing scheme is implemented and evaluated in NS3. The algorithm is studied with 100 nodes in an area of 1500 square meters with the bandwidth of 2MHz shared media in a two ray propagation model. Random way point mobility model is used for the mobility pattern in a constant bit rate traffic of generating 4 packets per second of 512 bytes size. A simulation is run for 1000 seconds with a constant pause time of 4 seconds. The performance evaluation is analyzed comparing the proposed technique with AOMDV and DSR which are multipath routing algorithms using the following parameters i) Link failure frequency measured for varying speeds of the mobility of the nodes ii) Routing overhead measured from the number of control packets exchanged iii)End to end delay Link failure frequency: The mobility, speed of the nodes varies between 0-25 meters per second and as the node moves away from the transmission range, the link breaks, resulting in route failure. The number of such link breakages characterizes the stability of the route.
Routing overhead: When there is a link breakage, the route is disconnected and an alternate route is selected, involving exchange of routing control messages known as routing overhead that is computed in terms of data bits.
End to end delay: the ratio between time difference between every CBR packet sent and received and the total time difference over the total number of CBR packets received. It refers to the time taken for a packet to be transmitted across a network from source to destination and is given as:
where
A snapshot of the simulation run is given in Figure 7 . The following section discusses the results obtained from the simulation.
Results and Discussion
The results of the simulation of the proposed algorithm compared with AOMDV and DSR are shown in Figures 8 to 10 . Results exhibited a considerable improvement in the performance of the proposed algorithm compared to the traditional AOMDV and DSR.
It can also be noted in Figure 8 that the average link failure frequency derived from the number of routes used for the simulation period. The more routes are used, the more link failures occur. From the graphical representation given in Figure 8 it is evident that CL-DSR outperforms the other two protocols in terms of stability of the routes selected initially. Since the route is more stable in CL-DSR, the number of routes used is 16% and 28% lesser than DSR and AOMDV respectively, indicating that the link failure frequency is considerably less.
Frequent changes in the routes incur the exchange of control data which adds to the routing overhead. Figure 9 shows that 30% of routing overhead is reduced in case of CL-DSR, as the need for reconstruction of routes is minimized because of selecting a stable route instead of a short route, based on the number of hops.
From Figure 10 it is understood that the most essential requirement of communication, the end to end delay, is very much reduced as a result of the impact of the above two factors. CL-DSR incurs 30-35% lesser delay than the other two protocols. Higher stability of routes and lesser end to end delay in the case of CL-DSR outperform DSR & AOMDV routing protocols
The above results are much more evident to prove the proposed metrics and methodology to discover a more stable and reliable route which improves the performance of the routing protocol.
Conclusions and Future Work
It can be concluded from the study that a cross layer, multi metric routing scheme for mobile ad hoc networks appeared more suitable for the high mobility environment. This approach helps to discover routes using cross layer design and multiple metrics to qualify the routes. This guarantees stable, reliable routes and an efficient route repair in case of link breakage due to the mobility of the nodes. The proposed technique of discovering stable routes by the source on demand exhibits a considerable improvement on the performance factors with reduced route traffic, route failure frequency and end to end delay as compared to other commonly used source routing protocols such as AOMDV and DSR. This methodology of route discovery may incur delay to initiate the communication, but does not degrade the overall performance of the routing protocol and hence the network performance. This initial delay is due to metric computations involved in route discovery and, at the same time, it identifies a stable and reliable route. In this work the pause time is considered constant, and hence further study is motivated to test the same methodology with the varying pause time and its impact on the network performance.
