ABSTRACT-This study investigates the use of Through Life Capability Management perspective for refinement of the Conceptual Framework for Assessing and Measuring System Maturity, System Readiness and Capability Readiness using Architecture Frameworks. Metrics and measurement frameworks have no meaning if they are not used to make decisions. The importance of decision making at the architectural level is therefore discussed which is particularly pertinent for System Maturity.
I. INTRODUCTION
ODAY'S SYSTEMS are inherently complex due to a number of reasons, such as software and systems integration between subsystems, systems of systems and networked systems of systems. This level of complexity introduces a number of challenges both during the system development programme and the overall lifecycle. This level of complexity also increases the risk in system development and system integration and implementation which is often reflected in delays in system development and/or system failure, including systems showing undeterministic behaviour once released into the real world even though they were considered to be "ready" for use [1] .
During the development of a system, assessing the "maturity" of the system definition towards a successful outcome is important, as is the assessment of the "readiness" of a system to undertake roles within the real world context. Therefore, we need to be able to assess and measure, with confidence, a System's Maturity and Readiness within a development programme and overall lifecycle [1] , [2] , [3] , [4] .
The aim of the study presented in [1] was to develop a theoretical Framework for assessing and measuring System Maturity, System Readiness and Capability Readiness based on the research already undertaken by the authors [2] , [3] , [4] . However, in [1] , although the author did provide a conceptual Framework they were unable to define a possible method for assessment and measurement which was beyond the scope of the study. Therefore, this study is a continuation of [1] with the aim of refining the Framework by providing a potential method for the assessment and measurement of System Maturity, System Readiness and Capability Readiness from a Through Life Capability Management (TLCM) perspective using Architecture Frameworks. This paper is structured as follows. The first section provides background information regarding the conceptual Framework presented in [1] . The second section outlines the methodology used for this study followed by the main sections of the paper. Finally, the conclusions are drawn and the next stages of the research are provided in terms of recommendations for further research.
II. BACKGROUND
In [2] , the authors introduced a new set of System Maturity Levels and a conceptual model for System Readiness and Capability Readiness, which were used as a basis for the conceptual Framework presented in [1] along with the findings from the case studies presented in the paper [2] . The author also summarised the key characteristics of System Maturity, System Readiness and Capability Readiness as depicted in Table 1 [1].
The conceptual Framework for the assessment and measurement of System Maturity is presented in Figure 1 . The left hand-side of the conceptual Framework focuses on the Design and Development (System Maturity Levels 0 to 3, inclusive) for the system or product being engineered and the right hand-side concentrates on achieving verification (System Maturity Levels 4 to 6, inclusive), i.e. System Maturity [1] . The purpose of the conceptual Framework is to determine where you are in the System Development Lifecycle which determines the degree of System Maturity for the system or product currently being developed. The left hand-side of the System Development Lifecycle is less 'mature' than the right hand-side. Obviously, the further you are in the System Development Lifecycle, moving from the left to the right hand-side, the closer you are towards achieving a physical system or product and therefore achieving System Maturity [1] . The process for the assessment and measurement of System Maturity is depicted in Figure 2 . The main aim of this process is to verify the System Requirements of a system or product being engineered in order to achieve System Maturity. The process should be used by system engineers and project managers to help monitor and communicate the progress of a system engineering project by assessing and measuring its System Maturity, feeding into the project planning and to enable the Systems Design Authority (SDA) and Systems IPT Lead to identify and address risks and mitigating actions in a consistent manner with confidence [1] . The conceptual Framework for the assessment and measurement of System Readiness is illustrated in Figure 3 . System Readiness is concerned with the extrinsic aspects of the produced-engineered system with respect to how the system is expected to behave in a particular context subject to certain enablers and barriers in place [1] .
An assessment is made for each operational context for the produced-engineered system taking into account the enablers and barriers currently in existence for that context. The degree of System Readiness is then determined and assessed as either achieving: 'No System Readiness' (NSR); 'Initial System Readiness' (ISR); or 'Full System Readiness' (FSR) and conceptually, the state of readiness can be thought of as being equal to either: '0'; '1'; or '2', respectively [1] . Detailed definitions of these terms are provided in [2] . The author has It is important to note that you first need to perform a System Maturity assessment and actually achieve System Maturity, i.e. the physical system must physically exist and be developed based on best practice procedures and standards in place and be fully mature and tested as mentioned in [2] and before a System Readiness assessment can take place. The main aim of this process is to validate the User Requirements for a system being engineered in order to achieve System Readiness [1] . The conceptual Framework for the assessment and measurement of Capability Readiness is illustrated in Figure 5 . Capability Readiness is concerned with the extrinsic aspects of the system with respect to how the system is expected to behave in a 'total-wider' system for a particular context subject to certain DLoD and enablers and barriers in place, rather than just focusing on the produced-engineered system for a particular context which is System Readiness. An assessment is made for each operational context for the system in question taking into account the DLoD and the enablers and barriers currently in existence for that context. An assessment for Capability Readiness will always take into account the DLoD in order to identify and mitigate risks across the DLoD. The degree of Capability Readiness is then determined and assessed as either achieving: 'No Capability Readiness' (NCR); 'Initial Capability Readiness' (ICR); or 'Full Capability Readiness' (FCR) and conceptually, the state of operational capability readiness can be thought of as being equal to either: '0'; '1'; or '2', respectively [1] . Detailed definitions of these terms are provided in [2] . The author has provided three examples illustrating the three states of operational capability readiness in Figure 5 [1]. The process for the assessment and measurement of Capability Readiness is depicted in Figure 6 . It is important to note that you first need to perform a System Readiness assessment and actually achieve System Readiness, i.e. the physical system must physically exist and be "ready" for use for a particular context, i.e. the 'Fitness for Purpose' question. Capability Readiness extends this notion of readiness and asks the question: Is the system ready for use as a part of a 'totalwider' system? The main aim of this process is to validate the Capability Requirements for a system operating in a 'totalwider' system in order to achieve Capability Readiness.
III. METHODOLOGY
The following four questions were specifically devised in relation to Figure 7 and subsequently used for the extensive TLCM literature review which followed in order to provide answers to the questions: 
IV. WHY IS THE OPERATIONAL CAPABILITY PERSPECTIVE IMPORTANT IN SYSTEMS ENGINEERING?
In [4] , the authors explained why there needs to be an assessment of the operational capability of the system. This section will extend that argument from the results of the literature review. In [4] , the authors stated that the concept of Readiness, i.e. System Readiness may be further expanded and related to Capability, i.e. Capability Readiness to assess when a system is 'Fit-for-Purpose' for a particular operational capability context [4] , [3] . According to [5] , the desired capability can only be achieved if the activities within all eight Defence Lines of Development (DLoD) are at an appropriately matched level of readiness or maturity. The DLoD are concerned with operational readiness, i.e. development to a level appropriate for deployment (e.g. training refers to the training of military personnel such that the appropriate people are trained to an appropriate level of preparedness for deployment). This emphasis on capability also requires greater care with how the constituents of the System of Systems (SoS) which interact to realise operational capability are integrated and their collective performance (or emergent properties) is predicted [6] . In order to provide reliable and sustainable military capability, fast paced changes must be conducted without halting the operation of a capability [7] . It is important to note the importance of capability in architecture frameworks, for example, the MoDAF architectural framework has incorporated the concept of capability as one of its core features [8] .
With respect to Framework development, according to [8] , the concept of a Scenario has long been utilized in military procurement as a means of evaluating capability in an operational context. This requires an evaluation method that not only allows a verification of resource implementations against specifications, but also provides a validation of the abstract system being 'fit for use'.
One evaluation methodology examines the use of Measures of Effectiveness (MoE) and Measures of Performance (MoP) as a basis for evaluation. This evaluation is performed utilizing scenarios, rather than attempting to evaluate specific architectures directly. Scenarios are often expressed in the form of Use Cases [8] . According to [8] , NATO defines a scenario as a description of the area, the environment, means, objectives, and events related to a conflict or a crisis during a specified time frame suited for satisfactory study objectives and the problem. A scenario allows evaluation of a particular capability to be guided towards situations that are likely to occur in operation. The purpose of scenarios is to ensure that the analysis is informed. The implication of this is that whilst a scenario can guide the evaluation process an evaluation may not necessarily cover all possible uses of a capability. Therefore, it is essential that scenarios are well constructed and thought-out so they cover all relevant conditions that a capability is likely to encounter. In [1] , the author has already suggested the use of scenarios for the assessment and measurement of Capability Readiness, but these findings will now aid in the planning and construction of the scenarios in the form of heuristics.
V. WHAT IS THE RELEVANCE OF THE THROUGH LIFE CAPABILITY MANAGEMENT (TLCM) PERSPECTIVE?
The official UK MoD definition of TLCM is: an approach to the acquisition and in-service management of military capability in which every aspect of new and existing military capability is planned and managed coherently across all Defence Lines of Development (DLoD) from cradle to grave [5] . Capabilities must be designed to co-evolve with their environment and the evolution must be supported over a very long time. Decision making needs to take a long-term perspective [5] .
TLCM and the realisation of Networked Enabled Capability (NEC) cannot be considered independently, in fact, they are intrinsically linked [5] . NEC is a concept of system architecture [9] . NEC is designed to provide information superiority and reduced decision times leading to faster responses [10] . In describing NEC, the UK Ministry of Defence (MoD) Joint Service Publication (JSP) 777 [2005b] states: Networked Enabled Capability offers decisive advantage through the timely provision and exploitation of information and intelligence to enable effective decision making and agile actions [11] . NEC is described as a complex socio-technical capability that should be considered holistically across all DLoD [11] . In the early system definition phases of a project, strategic vision and user needs must be captured and accurately translated into requirements, establishing the operational context for system development [11] .
This notion of capturing requirements for the operational context has already been defined in the Framework as Capability Requirements [1] . According to [12] , the network enabled architecture will need to integrate systems of systems in a flexible manner, identifying the assets that provide the functionality and characteristics of the task. For NEC, large-scale system and integration of systems of systems need to cope with fast paced changes and operate in unknown and dynamic environments. The challenge for architectures in NEC is to express known characteristics alongside unknown or variable attributes, using monitoring to evaluate an architecture through its lifetime in unknown and variable situations [12] . In the future NEC battlefield, the SOA architecture enables the integration of resources in a known and visible way. Measurement of the properties of individual resources can be combined to assess the functional and non-functional properties of the integrated system of systems. Using service descriptions to represent the functional responsibilities of the resource, then the behaviour of the architecture can be assessed using the integration of services. The service descriptions include functional description and the Quality of Service (QoS) attributes, such as availability, accessibility, integrity, reliability, security, maintainability and resilience to name a few of the characteristics. These QoS attributes are important measures that need to be monitored in use, but also need to be known for mission planning and acquisition [12] .
Capability Based Planning has gained momentum in recent years as a way for organizations to make resource decisions from a "top-down" perspective. Recent use of Process Sequence Model (PSM) diagrams highlights greater use of architectures in decision making [13] . By focusing on capability, and by taking a through-life perspective, customers can better assess how they can meet their operational needs, and can better understand and balance acquisition and operational/support costs. It is recognised that the decisionmaking necessary to plan and realise integrated capabilities will require greater collaboration than previously [6] .
With respect to Framework development, QoS attributes should be introduced to the Framework as a way of using these attributes to assess and measure the non-functional aspects of a system which tend not to receive the same level of treatment as functional requirements, but are just as important.
Quality attributes can be defined and decomposed so that they can be measured and prepared for assessment. The information obtained for quality attributes can then be input into a Multi-Criteria Decision Making (MCDM) technique to provide assessment results [15] . A good system is one which meets the needs of its users. To do this it must fulfil nonfunctional requirements such as being useable, reliable, flexible, affordable and available [15] . The authors have already implied this in their previous research [3] but should now be formally considered for the Framework. For Software-Intensive Systems, the ISO/IEC Software Engineering Product Quality Standard Model could be used to derive the QoS attributes for the internal and external quality aspects of a system. The authors have provided a simple example to illustrate the potential use of QoS attributes using ARM (Availability, Reliability and Maintainability) as depicted in Figure 8 . System Maturity is associated with maintainability and reliability. This is based on the premise that you first need to maintain a system before it can be made reliable and once you have a reliable system only then can it be made available for operational use and this is associated with System Readiness. Once a system is available for use, it needs to be sustainable over the course of time and this is associated with Capability Readiness.
Therefore, sustainability is a function of maintainability, reliability and availability in its simplest form. In previous research [3] the authors have already discussed the relationship between Capability and Product-Service Systems (PSS) and the need for the assessment of Capability Readiness for PSS. They suggested that this assessment is essential to determine whether or not the elements of capability for PSS are in place and maintained for the successful delivery of a sustainable PSS [1] , [3] . According to [14] , good systems engineering (particularly in pursuit of sustainability) can help design out unnecessary complexity, but in general, a flexible, precise, agile, and long-range capability, will be a complex one. As we face a more diverse range of threats we will need to ensure that our capability is flexible, adaptable and capable of upgrade. We now expect our platforms to endure in-service for long periods, supported by both regular and operationspecific upgrades. At the same time, technology, particularly in electronics, continues to evolve rapidly. This may imply that the most significant opportunities for upgrading capability will be identified and resolved at a) the systems of systems, or b) the partial systems and sub-systems level, rather than being driven by fundamental modifications to a platform architecture. The innovation and ability to exploit technology development and improve other aspects of military capability may increasingly reside at these lower, partial system and subsystem, levels [14] .
VI. WHAT IS THE OBJECTIVE FOR AN ASSESSMENT AND MEASUREMENT OF OPERATIONAL CAPABILITY?
A critical factor, which will determine whether the planning is successful, is how to measure a military capability. If wrong measures are adopted, no matter how robust the process is, the end result will still be disastrous. However, measuring capability is very difficult and our current knowledge in this area is dreadfully limited [5] .
The ultimate goal (in assessment) is the ability to quantitatively evaluate and tradeoff multiple quality attributes to arrive at a better overall system [15] . Systems engineering capability is central to understanding whether the system will operate as you want it to, when delivered, and as it evolves through life; it may not always be possible to tell this simply by independent testing. This applies both for initial purchase and for support and upgrades. Having reliable access to this capability within the UK, particularly for Urgent Operational Requirements (UOR), is generally a high priority. We need technology which will enhance enabling processes to the delivery of capability and enhance decision making [14] . According to [5] , when evaluating options, the high uncertainty of the external environment means that flexibility and adaptability must enter this decision process with a higher weighting than has traditionally been the case. A further change to the basis for decision-making concerns the balance of efficiency and agility. Solutions with greater opportunity to adapt in an agile fashion will likely provide the more cost-effective approach over the long-term. Systems that cannot readily adapt to a changing environment do not survive. There is a clear need for the development of appropriate metrics for TLCM.
With respect to Framework development, once the QoS attributes have been derived or determined they should be placed in priority order depending on the requirements, context and system of use.
VII. WHAT ARE THE ISSUES IN DETERMINING THE DEGREE OF CAPABILITY READINESS FOR SYSTEMS AND NETWORKED SYSTEMS OF SYSTEMS?
According to [16] , metrics and measurement frameworks have no meaning if they are not used to make decisions. The practical reality is that managers have to make decisions with imperfect information. A metric can be considered any observation that can reduce the uncertainty of the practical environment. Three themes for decision makers: (1) Tying decisions to the right problem; (2) Metrics are a system of measurement through which the merits of an entity can be assessed and measures may contribute to a metric as a set of quantitative values within the system [17] .
With respect to Framework development, it may be prudent to incorporate Hubbard (2007) five questions as pre-requisites for Framework assessment. In order to cover the complete view of a system the Zachman (1987) framework could also be adopted for the Framework. Zachman's framework for information systems architecture is usually depicted with a matrix of 6 rows and 5 columns. The columns, labelled Data/What, Function/How, Network/Where, People/Who, Time/When and Motivation/Why, can be understood as architecture concerns with respect to the enterprise of interest in IEEE 1471 terms. The rows, labelled Planner, Owner, Designer, Builder, Programmer, and User, can be understood as stakeholders. Each row is called a stakeholder view or role perspective by Zachman and is intended to be a complete view of the system (as is also required in IEEE 1471). Each cell of the matrix depicts a perspective, or way of viewing the subject [18] . From sound operational architecture, the engineer can begin to design solution systems and analyze them to verify that their performance is sufficiently robust [19] .
VIII. CONCLUSIONS
This study has proposed a number of key recommendations to the conceptual Framework presented in [1] . This includes planning and construction of the scenarios in the form of heuristics; the use of Quality of Service (QoS) attributes to assess and measure the non-functional aspects of a system; to incorporate Hubbard (2007) five questions as pre-requisites for Framework assessment; and in order to cover the complete view of a system the Zachman (1987) framework could also be adopted for the Framework.
FURTHER RESEARCH
Further research is required to further develop the Framework from a Product-Service Systems (PSS) perspective using Architecture Frameworks. This is part of the on-going research. The next and final stage of the research is to 'industrialise' the Framework for practitioner use to make it 'fit-for-purpose' through industry workshops in order to refine the Framework, as appropriate, for wider use and applicability and for validation of the Framework.
