Abstract-The ever-growing proliferation of wireless devices and concurrent deployments of bandwidth intensive applications has been having a significant impact on user experience in high-density wireless areas. IEEE 802.11ac is a recently ratified Wireless Local Area Network (WLAN) standard that promises to improve wireless user experience by delivering gigabit speed to end-user applications. 802.11ac utilizes new technologies such as Channel Bonding, Beamforming, and Multi-User Multiple-Input MultipleOutput (MU-MIMO) to improve wireless performance. This article reviews recent technological advances made in the field of WLANs and then focuses on the recent IEEE 802.11ac standard. We present actual data rates attained by currently available 802.11ac hardware, and we also discuss foreseen technical challenges that still need to be addressed to enable efficient and seamless gigabit wireless networking.
INTRODUCTION
The history of Wireless Local Area Network (WLAN) technology dates back to the year 1997 [9] , when the first 802.11 standard was ratified by the Institute of Electrical and Electronics Engineers (IEEE). Since then, WLAN technologies have been continuously evolving, resulting in improvement of transmission rates, coverage areas, security, Quality of Service (QoS), and mobility. At the same time, WLAN usage and applications have undergone remarkable changes. Recent years have also witnessed an exponential growth in the use of mobile devices and a continuous demand from consumers for faster and more robust wireless connectivity. Figure 1 illustrates the growth in the number of wireless devices, increase in wireless data usage and the rising number of households adopting wireless-only services over the last few years [15] . The recently ratified 802.11ac standard promises to deliver gigabit rates to wireless clients. IEEE 802.11ac, also known as Gigabit Wi-Fi and 5G Wi-Fi, is built upon 802.11n and takes advantage of technological advances in communication systems, coding techniques, signal processing, and processing power. 802.11ac offers significant enhancements in data transmission rates, reliability, and Quality of Service (QoS). In this article we review the 802.11ac standard with respect to its new technological features, consumer demands, benefits, and technical performance challenges. [15] The rest of this paper is organized as follows. In Section 2, we present the evolution of WLAN focusing on the various wireless standards that have been developed to enhance wireless speeds. Section 3 presents some of the main drivers behind the demand for faster and more reliable wireless connections. In Section 4, we describe the modifications made to the Physical (PHY) and Medium Access Control (MAC) layers of the 802.11 protocol stack in order to provide support for gigabit transmission rates. In Section 5, we discuss technical challenges that still need to be addressed to deliver gigabit wireless throughput to end-users. Finally, in Section 6, we present our concluding comments.
II. EVOLUTION OF WLAN STANDARDS
The original IEEE 802.11 standard defines two underlying layers for WLANs: the Physical (PHY) and the Medium Access Control (MAC). The PHY layer is responsible for modulating and transmitting data. The MAC layer is in charge of controlling transmissions among WLAN clients within a single coverage area known as a Basic Service Set (BSS). The PHY layer of the original 802.11 version standardized three transmission techniques: Infrared (IR), Frequency Hopping Spread Spectrum (FHSS), and Direct Sequence Spread Spectrum (DSSS). Frequency hopping is the process of transmitting on a given frequency for a short interval and switching to another frequency according to a pre-defined frequency-hopping pattern known to both, transmitter and receiver. DSSS systems spread transmissions across a relatively wide band by artificially increasing the used bandwidth. A DSSS transmitter converts an incoming data stream into a symbol stream where each symbol represents a group of 1, 2, or more bits. DSSS transmitter modulates or multiplies each symbol with a pseudorandom sequence, which is called a "chip" sequence. The multiplication operation in a DSSS transmitter artificially increases the used bandwidth based on the length of the chip sequence. This modulation technique is called Quadrature Phase Shift Keying (QPSK). IEEE defines the use of an 11-chip Barker sequence that is actually a sequence of 11 "-1" and "+1" values. The spread signal can undergo as many as 11 phase changes per symbol period where a nonspreaded QPSK signal would undergo a maximum of one phase change per symbol period. The receiver correlates the received signal with the 11-chip sequence to obtain the originally sent data [3] . The Barker modulation technique provides data rates of 1 or 2 Mbps [5] . The rapid proliferation of wireless devices at homes and work places has given rise to huge demands for higher wireless speeds and wider coverage areas. The ever-increasing need for mobile connectivity and high throughput requirements of present-day wireless devices and applications drive the need for deploying wireless technology with significant enhancements in terms of speed, reliability and Quality of Service (QoS). IEEE 802.11ac has been developed to meet the requirements of new mobile devices such as smartphones, tablets, laptops, and smart TVs. 802.11ac has also been established to fulfill the demands of bandwidth-intensive and latency-sensitive applications. Figure 2 illustrates a typical scenario of how the 802.11ac technology can be employed in homes. The main drivers behind the demand for gigabit wireless speeds can be summarized as follows:
Increased Usage of Video Streaming Applications: the use of video applications has increased exponentially in the last decade. Many video streaming applications are being run by wireless users. Typical video usage includes gaming applications, digital home entertainment, videos for patient care, instructional videos in education, video presentations in corporate environments, etc. Demand for the ever-increasing, bandwidth-intensive applications has given rise to the need for gigabit wireless speeds.
High-density WLANs: the rise in the usage of all kinds of wireless devices such as smartphones and tablets has resulted in increased traffic in wireless networks. The heavy wireless traffic plays a major role in driving the demand for gigabit speed technology. Furthermore, with the latest trend of corporations to switch from having employees to bring single computing device to BYOD (Bring Your Own Device) paradigm, networks are experiencing increased load due to each person connecting multiple gadgets to the network. In order to provide high WLAN capacity, corporations are looking forward to the deployment of gigabit WLANs.
Popular Use of Latency-Sensitive Applications: various such as Voice over IP (VoIP), audio and video streaming, real-time videoconferencing, etc. require stringent low network latencies. With newer wireless technology that can offer higher bandwidths, these latency-sensitive applications can run more efficiently and provide enhanced user experience. Hence, there is a demand for improved transmission techniques that can support increasing network loads and reduced transmission delays.
Increased Usage of WLAN-enabled devices in Education: the heavy usage of WLANs at schools and university campuses is yet another driving force behind the deployment of gigabit wireless technologies. With the advent of mobile devices, students now carry multiple WLAN enabled devices laptops, tablets, smartphones on campus and frequently run bandwidth-intensive applications such as streaming videos, making audio/video calls, or playing live or pre-recorded lecture materials and videos. The high consumption of network bandwidth calls for implementing high-speed wireless access technologies that can deliver higher network throughput in the future.
Use of WLAN-enabled devices in Healthcare: many healthcare applications heavily depend on reliable and high-speed wireless connectivity include cardiac and radiology imaging, telemedicine, health scanners, etc. Running these healthcare applications efficiently requires high network capacity, sustained performance, and ubiquitous wireless coverage. The availability of gigabit wireless speeds will allow medical applications to stream multimedia content smoothly to physician's wireless devices. Doctors, nurses and caregivers want to use gigabit wireless technology more often because it improves efficiency and provides faster access to healthcare services.
IV. TECHNIQUES FOR ENHANCING WIRELESS SPEEDS
IN IEEE 802.11AC In this section, we describe briefly the advances and improvements made to IEEE 802.11ac PHY and MAC Layers so that gigabit wireless speed can be achieved.
A. PHY Layer Enhancements
The PHY layer changes implemented in IEEE 802.11ac are closely aligned with 802.11n, with further improvements. The following are the main enhancements in the PHY layer of 802.11ac [13] [10] is an enhancement of the MIMO technology that allows simultaneous downlink transmission of separate streams to different clients in the same channel. MU-MIMO can only be used when the access point transmits to the client devices (downlink). This feature cannot be used when client devices transmit to the access point (uplink). Downlink MU-MIMO improves throughput when transmitting to multiple single-stream clients (e.g., smartphones) or multiple multi-stream clients (e.g., PCs). Simultaneous downlink transmission in MU-MIMO is illustrated in Figure 3 . Beamforming: 802.11ac specifies a standard implementation procedure for the beamforming technology. Beamforming is expected to improve bandwidth utilization and increase the range of the wireless network. Conventional 802.11 access points used antennas that were omnidirectional. Omnidirectional antennas keep the radio channel busy in all directions. Beamforming focuses energy toward a client, as shown in Figure 4 . The colored path shows the area where beamforming focus increases power, and thereby contributes to the improvements in the signal-to-noise ratio and data rate. 
B. MAC Layer Enhancements
The original MAC layer of WLANs was designed to only support one-on-one communication. Later and in order to enable a WLAN Access Point (AP) to transmit simultaneously to multiple WLAN clients, certain modifications have been implemented at the MAC layer. Some of these main changes include the implementation of Transmit Opportunity (TXOP) Sharing and Enhanced Aggregation.
1) TXOP Sharing
The MAC protocol employs a mandatory contentionbased channel access function called Distributed Coordination Function (DCF), which is based on the Carrier Sense Multiple Access (CSMA) mechanism. Mobile stations deliver MAC Service Data Units (MSDUs) after detecting that there is no other transmission on the same wireless medium.
The Enhanced Distributed Channel Access Method (EDCA) is an IEEE 802.11 MAC access method in which a station with high priority traffic has a lower waiting time (for transmission) than a station with lowpriority traffic. EDCA provides contention-free access to the channel for a period called a transmit opportunity (TXOP) [1] . A TXOP is a bounded time interval during which a station can send as many frames as possible (as long as the duration of the transmissions does not extend beyond the maximum duration of the TXOP). If a frame is too large to be transmitted in a single TXOP, it is fragmented into smaller frames.
In the case of the legacy TXOP, only frames belonging to the same Access Category (AC) are transmitted and multiple frames belonging to different ACs cannot be simultaneously transmitted. Access Categories (ACs) are four QoS classifications (voice, video, best effort and background) made by Wireless Multimedia Extensions (WME) [4] .
TXOP sharing, also referred to as the Multi-User Transmit Opportunity (MU-TXOP) mechanism, extends the legacy 802.11 TXOP concept to support Down-Link (DL) MU-MIMO. TXOP Sharing defines two types of Access Categories (primary and secondary), and two types of destinations (primary and secondary). A Primary AC is the AC that wins the TXOP for channel access after both external and internal competitions. There is only one primary AC at any time. A Secondary AC is an AC that does not win a TXOP but wants to share the TXOP obtained by the primary AC for simultaneous transmissions. There could be multiple secondary ACs at any time. Primary destinations are those targeted by the frames belonging to the primary AC. There could be one or more Primary destinations at any time. Secondary destinations are those targeted by the frames belonging to secondary ACs. There could be one or more Secondary destinations at any time.
For each AC, an enhanced version of the DCF, called Enhanced Distributed Channel Access function (EDCAF), contends for TXOPs using a set of EDCA parameters. Once an EDCAF wins a TXOP it becomes the owner of the TXOP. Its corresponding AC becomes the Primary AC, and its corresponding destination(s) become Primary destination(s). The Primary AC can share the TXOP with other ACs that did not win the medium access -the TXOP becomes the MU-TXOP. These other ACs become Secondary ACs and their corresponding destinations become Secondary destinations. The AP then groups the Secondary destinations together with the Primary destination(s) for simultaneous transmission (e.g. using GroupID). When the primary AC allows secondary ACs to share the TXOP for simultaneous transmissions, it results in Multi-User TXOP (MU-TXOP). Figure 5 shows an example of MU-TXOP Sharing [7] . Here AC_VI is the primary AC and has 2 MSDU frames ready for transmission. The first MSDU is destined for STA-1 and the second MSDU is destined for STA-3. Since, STA-1 and STA-3 are destinations for a MSDU belonging to the primary AC, STA-1 and STA-3 become the Primary destinations. AC_VO and AC_BE are secondary ACs and STA-2 is the Secondary destination. Higher priority traffic (AC_VI) is transmitted earlier than lower priority traffic (AC_VO, AC_BE).
2) Enhanced Aggregation
Two forms of aggregation were included in IEEE 802.11n. These include the Aggregation MAC Service Data Unit (A-MSDU) (shown in Figure 6(a) ) and the Aggregation MAC Protocol Data Unit (A-MPDU) (shown in Figure 6(b) ).
As shown in Figure 6 , several MSDUs with the same destination address are concatenated to form an A-MSDU. The A-MSDU is encapsulated within a MPDU. Several MPDUs are aggregated to form an A-MPDU. For each MSDU sub-frame in an A-MSDU frame, the MSDU subframe includes the Sub-frame Header, the MSDU data payload and the Padding field. The Sub-frame Header includes three fields: the Destination Address (DA), the Source Address (SA) and Length that indicates the MSDU data payload. A-MSDU aggregation can only be done for packets with the same SA and DA. A single A-MSDU contains multiple MSDU sub-frames. A single A-MSDU frame is transmitted after adding the Physical Header, the MAC header and the FCS field. The principle of A-MPDU is to send multiple MPDU sub-frames with a unique PHY header so as to reduce the overhead of the PHY header. For each A-MPDU, every MPDU subframe includes an MPDU frame, the MPDU delimiter and the padding bytes. Multiple MPDU sub-frames are concatenated into one larger A-MPDU frame. All the MPDU sub-frames within an A-MPDU should be addressed to the same receiver, but the MPDU sub-frame could have a different source address. The new characteristics of the 802.11ac are significant and constitute a major advancement in the development of WLAN technologies. However, the theoretically calculated data rate of 1.3 Gbps at the physical layer has not been practically achieved thus far by the end-user. Several vendors have tested their 802.11ac products and identified factors that can vary the performance of 802.11ac. Tests conducted by an Aruba Networks [11] showed that when the wireless network was loaded with 120 clients, an 802.11ac equipped MacBook Air laptop achieved a throughput of 400 Mbps. Similarly, results of tests conducted by Cisco [13] using the 802.11ac access point are shown in table 2. It can be observed that a Samsung Galaxy S4 smart phone (with one spatial stream) client yielded a throughput of about 218 Mbps while a wireless bridge (with three spatial streams) yielded a throughput of about 722 Mbps. The observed throughputs show that increase in throughput can be achieved in devices supporting more than one spatial stream. The tests also reveal that although the throughput obtained using 802.11ac is definitely better than that obtained via 802.11n, however the measured throughput using 802.11ac has currently not achieved the theoretical gigabit rates of greater than or equal to 1Gbps.
The maximum achievable data rates for 802.11ac are dependent on the following factors:
1 Limitations of client devices: to achieve the maximum speed, all three spatial streams should be utilized. However a large percentage of client devices are smart phones and they support only a single spatial stream. Most 802.11ac access points being deployed currently support up to three spatial streams. The 802.11ac enabled client devices support several spatial streams (simultaneously). For example, the Apple's MacBook Air laptops support two streams whereas the Samsung Galaxy S4 can only support one spatial stream.
Issues in deploying 80 MHz and 160 MHz channel bonding: WLAN bandwidth can be increased by bonding multiple channels together. 802.11ac allows the creation of 20, 40, 80, or 160 MHz wide channels. The 160 MHz channel can also be a combination of two non-contiguous 80 MHz channels (80+80). From a Radio Frequency (RF) planning perspective, there are a few obstacles to using these wider channels. For example, a wider channel is more susceptible to RF interference from neighboring wireless networks. Although channel bonding increases bandwidth, wider channels are more susceptible to signal interference that may lead to reduced range and poorer signal quality.
Complexities involved in utilizing 256-QAM Modulation: to enable higher data rates, 802.11ac has introduced a novel and efficient modulation technique. In contrast to the conventional 64-QAM modulation, 256-QAM enhances efficiency by approximately 33%. 256-QAM modulation increases modulation complexity by another order of magnitude, representing 8 bits with each constellation point. However, 256-QAM modulation can only be used in scenarios that have high Signal-to-Noise (SNR) ratios, or in very favorable channel conditions (low interference) such devices operating close by in a home. Furthermore, in order to support 256-QAM, the transmitter and receiver need to be designed such that transmit and receive Error Vector Magnitude (EVM) is able to support the higher constellation. Therefore, RF design of a system supporting 256-QAM remains a significant challenge [12] . With currently available products, 256-QAM works only within a very short range (10-20m) . Hence, the data rate gains proposed by 802.11ac depend on the deployment scenario.
Beamforming and Low Density Parity Check (LDPC): these features in 802.11ac can be used when the client device is in close range with the 802.11ac access point. When the client device moves farther away from the access point, the 802.11ac radios switch to narrower channels and lower modulations.
In addition to the aforementioned technical limitations that still need to be overcome to achieve high 802.11ac throughput, there are also challenges related to security, capacity planning and deployment, and interoperability. For security, Galois/Counter Mode Protocol (GCMP) is the recommended encryption protocol to be used for 802.11ac. GCMP gives much higher performance than its widely adopted predecessor Counter Mode with CBC-MAC Protocol CCMP that is used in 802.11n. The challenge with GCMP is still computational overhead as the data rate approaches the gigabit rates. This leads to additional cost in chipset design to accommodate for newer generation of crypto accelerator processors to speed up the internal encryption algorithm of GCMP. More importantly, GCMP protocol is not backward compatible with existing GCMP protocol, and that poses a major deployment and migration challenge that needs to be addressed.
Capacity planning and deployment are also major challenges to ensure the seamless adoption of 802.11ac. The wired core network capacity has to be adequate enough to meet the new multi-gigabit Wi-Fi clients connected to 802.11ac APs. Proper capacity planning for the core links, switches, and routers should be at least upgraded to 10 Gbps. Above all, legacy network middleboxes of firewalls, web servers, and intrusion detection should also be upgraded to meet the enormous expected increase of incoming and outgoing gigabit traffic to end users; otherwise, user experience will be relatively poor as these network middleboxes will not keep up with the multi-gigabit network demand. In addition, gradual deployment and migration are more practical than a full 802.11ac rollout to ensure smooth and seamless transition.
Finally, interoperability in terms of performance and management features of the different 802.11ac vendor chipset and product offerings can be a big challenge. This may have as much impact on the overall system performance as 802.11ac itself. So, it is advisable to perform thorough and comprehensive interoperability testing among different vendor products and solutions prior to making such products and chipsets available on the market.
VI. CONCLUSION
In this paper, we have presented recent technological advancement and developments that have enhanced wireless speeds and led to the deployment of various WLAN standards. We have highlighted the primary drivers that have created the need for gigabit wireless speeds. Early evaluations of the latest 802.11ac products (Wave 1) have demonstrated that IEEE 802.11ac provides better throughput than its predecessor (802.11n). However, it has been observed that several new features (beamforming, support for spatial streams, channel bonding, advanced modulation) designed for 802.11ac with the intent of maximizing throughout beyond 1 Gbps are currently not being utilized to their full capability. Therefore, delivering gigabit user throughout to IEEE 802.11ac users currently remains a challenge. Despite the present limitations, the 802.11ac standard shows significant potential to achieve gigabit user throughput in the right environmental conditions and with the deployment of mobile devices that support higher number of spatial streams.
