GUEST EDITORIAL

Insurance audits: Physicians on the menu
As costs in the healthcare system continue to rise, guess where both private carriers and the government are looking for more money? Buried within the contracts that we all sign with government payers such as Medicare and Medicaid, as well as private payers such as Aetna, Cigna, and the Blue Cross Blue Shield plans are provisions allowing for audits. Th ese provisions allow the carrier to review our patient records and documentation. While the audit may at times be only a minor inconvenience, oft en it can become time-consuming and disruptive, and even threaten the fi nancial viability of the practice.
It appears that audits are becoming more frequent and more aggressive as physicians, particularly those in small practices, are seen as easy targets. In addition, Recovery Audit Contractors, or RACs, have been appointed by Centers for Medicare & Medicaid Services (CMS) to search for improper payments to physicians and clinics.
Audits may be triggered by a number of factors. For example, a senior citizen, constantly warned by CMS to be on the lookout for healthcare fraud, could have a laryngoscopy performed in the offi ce and then complain to CMS that he never underwent the "surgical procedure" listed on his explanation of benefi ts. Complaints also may be fi led by former employees or competitors. More commonly, the carrier discovers a problem in its own payment policies, such as an incorrect payment for multiple or bilateral procedures, or takes issue with a pattern of coding or billing. Th ese patterns may be what they view as a skewed distribution of higher-level Evaluation and Management (E&M) codes, improper use of modifi ers, or alleged unbundling of services they believe should be included in another code.
Th e physician or the practice usually will receive a written notice that the carrier wishes to review one or a series of records. Th ey may request a meeting or insist on a particular date and time. Every one of these requests should be reviewed carefully and taken seriously.
Th e least worrisome is an audit related to a private carrier payment issue. For example, a local carrier had a soft ware glitch that caused it to pay bilateral claims incorrectly. Th e carrier then sent us a list of claims it wished to review. Looking at the dates of service, we determined that a number of the claims fell outside the look-back period allowed by our contract. Th erefore, the company was not entitled to seek return of payment of its supposed error on those claims.
It is important to regularly compare Explanation of Benefi ts statements with billing claims to verify that you are being paid correctly. In the case of underpayments, you should promptly claim the underpaid amount. In the case of overpayments, you need to track the excess and notify the carrier. It is unwise to keep quiet and hope the company won't realize the error (it will). Th e longer it goes and the more claims are incorrectly paid, the more the carrier will legitimately be able to reclaim. In the case of Medicare and Medicaid, knowingly keeping overpayments may result in fraud charges. At the very least, you will need to return the overpayments, and you likely will be charged penalties and interest.
When the issue is use of a modifi er or whether multiple procedures or a single bundled code is more appropriate, oft en a respectful conversation with the medical director using documentation and evidencesuch as CPT Assistant, Correct Coding Initiative rules, and specialty society policy advisories-will be successful. Frequently it is a matter of educating the medical director, who may not have expertise in that particular area.
Th e amount of money claimed by the carrier can increase astronomically under a strategy known as extrapolation. Th e carrier will review a specifi c number of charts and allege a percentage or dollar amount of error in those charts. Th e carrier then will extrapolate those results, multiplying this percentage or dollar amount by the total billings or number of times the service was rendered for the number of years allowed by the contract. In this way, what starts out as a relatively modest issue with a small number of charts can end up as a demand for tens or even hundreds of thousands of dollars.
So how bad can it get? I will illustrate with two examples from our area. In one case, a private carrier questioned the billing of an in-offi ce service. During the audit, the carrier also looked at E&M billing, which was not part of the original scope. Th ey multiplied the alleged overbilling percentage on the E&M by the practice's entire billings for several years, resulting in a demand for payment of $300,000. Th is was later negotiated down with the help of an experienced attorney.
In another well-publicized case, 40 FBI agents descended on the practice of a group of cardiovascular surgeons accused of improperly billing Medicare for assistant surgeon fees. Th ey interviewed 75 people over two days, padlocked the practice, and seized the records. Th e surgeons reportedly ultimately settled for between $1 and 2 million.
So what can we do in our practices to help guard against and minimize the damage from such audits?
1. Become familiar with proper coding procedures. Even if you outsource your billing, you as the physician are ultimately responsible. Larger practices may be able to hire a Certifi ed Professional Coder to advise them. Coding training is available in courses sponsored by the Academy, as well as many reputable consultants. Coding help and advice are also available on specifi c practice management issues from the Academy.
2. Avoid behaviors likely to trigger audits. Th ese would include a disproportionate level of higher E&M codes or other deviations from normal usage patterns. Using a code that is not meant for a procedure instead of an unlisted code (common with new techniques or technologies for which a CPT code hasn't been determined) is another red fl ag. Along these lines, be cautious regarding advice on coding from device manufacturers without confi rming it with other sources that are likely to be objective.
3. Record offi ce notes and procedure and operative reports thoroughly and legibly. Th e better documentation you can present to the auditor regarding what you did and why, the less room there will be to interpret unfavorably. Be sure to bill appropriately, as well. No matter how many boxes or bullets you check off , you probably can't bill a level 5 visit for ear wax.
4. Many experts recommend obtaining an internal audit of your coding practices. It has been suggested that your attorney should retain the auditor and that the report be delivered to him or her, to protect the confi dentiality of the results.
5. Familiarize yourself with the terms of contracts with respect to audits. Items to specifi cally review would include: (a) whether you can be audited, (b) what is the look-back period permitted, and (c) is the review done on site and from actual records or copies?
6. Carefully review all communications from private or government carriers regarding audits. Determine, if possible, the target and scope of inquiry. In the case of a private carrier, contractual terms and class action settlements may impose limits on the review. 7. Negotiate as limited a review as possible and insist that the review be done on site and chaperoned by a staff member. Try to agree up front on exactly what charts and portions of charts are under review. For example, if the auditor is looking at a surgical procedure issue, he or she needs the operative report but should not be looking at the E&M notes that do not pertain to the surgery.
8. Develop relationships with the local medical directors and try to become a resource for them. Medical directors oft en have considerable leeway on issues under their jurisdiction. If they know you as a credible and conscientious physician who tries to do the right thing and maintains respectful dialog backed up with data, they are much less likely to see you as a target. 9. Consider retaining legal counsel on anything other than a small issue. A coding and billing dispute with a private carrier, while it can lead to a large audit claim, remains a contractual issue. A coding and billing dispute with a government carrier, on the other hand, may lead to an allegation of "healthcare fraud" and dealings with the Attorney General's offi ce and/or the Justice Department.
A number of fi rms have extensive experience with these issues. While their services and advice can be expensive, they may save the practice many times their fee.
Unfortunately, most experts feel that audits of physician practices are only likely to increase. While you cannot avoid every audit, you may be able to avoid many with conscientious coding, billing, and documentation, and you may be better prepared to defend yourself and limit their scope and consequences. 
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