The artificial noise (AN) aided multi-beam directional modulation (DM) technology is capable of wireless physical layer secure (PLS) transmissions for multiple desired receivers in free space. The application of AN, however, makes it less power-efficient for such a DM system. To address this problem, the weighted fractional Fourier transform (WFRFT) technology is employed in this paper to achieve power-efficient multi-beam DM transmissions. Specifically, a power-efficient multi-beam WFRFT-DM scheme with cooperative receivers and a power-efficient multi-beam WFRFT-DM scheme with independent receivers are proposed based on frequency diverse array (FDA), respectively. The bit error rate (BER), secrecy rate, and robustness of the proposed multi-beam WFRFT-DM schemes are analyzed. Simulations demonstrate that 1) the proposed multi-beam WFRFT-DM schemes are more power-efficient than the conventional multi-beam AN-DM scheme; 2) the transmission security can also be guaranteed even if the eavesdroppers are located close to or the same as the desired receivers; and 3) the proposed multi-beam WFRFT-DM schemes are capable of independent transmissions for different desired receivers with different modulations.
I. INTRODUCTION
A S A promising wireless physical layer secure (PLS) transmission strategy, the directional modulation (DM) technology has developed rapidly over decades. The DM technology can produce a standard symbol constellation for the desired receiver along a specific direction in free space, while simultaneously distorting the received signal of the eavesdropper [1] .
Generally, there are two main methods for DM synthesis, i.e., the optimization method at the radio frequency (RF) frontend [2] - [10] and the artificial noise (AN) aided method in the baseband [11] - [14] . For each method, the synthesis for DM transmission can be achieved using phased array (PA) or frequency diverse array (FDA). The difference between these two kinds of arrays is that the PA-based DM schemes can only achieve angle-dependent wireless PLS transmissions while the FDA-based DM schemes can realize wireless PLS transmissions in both angle and range dimensions.
Specifically, the optimization approach of DM technology at the RF frontend was first proposed in [2] , [3] , where a group of phase shifters were optimized to produce the standard baseband symbols along a given direction. A bit error rate (BER) driven DM synthesis method was presented in [4] that the standard constellation mappings in in-phase and quadrature (IQ) space can be exactly achieved along a specific direction. A switched antenna array [5] , a dual-beam antenna array excited by the IQ baseband signals [6] , and a sparse linear antenna array [7] were proposed, respectively, to perform wireless DM transmissions at the RF frontend. In addition to the PA-based DM schemes, the optimization method at the RF frontend was also applied into the FDA to achieve both angle-range dependent DM transmissions [8] - [10] .
The optimization algorithm at the RF frontend, however, is usually pretty complicated, which leads to the emerging of the AN-based synthesis method in the baseband. An orthogonal AN-based approach was proposed in [11] to perform DM synthesis in the baseband. The authors in [12] further put forward a robust DM synthesis method with the aid of AN. The AN-based synthesis method was also combined with the FDA to implement both angle-range dependent wireless PLS transmissions [13] [14] in the baseband. Another AN-aided DM based on FDA was proposed in [15] , which addressed the PLS problem for close-located proximal legitimate user and eavesdroppers.
Apart from the above-mentioned single-beam DM schemes with only one desired direction/receiver [2] - [15] , the multibeam DM synthesis approaches with multiple desired directions/receivers were also investigated intensively including the lin-of-sight (LoS) models [16] - [24] and multi-path models [25] - [27] . Specifically, the orthogonal AN-based synthesis method was proposed in [16] , which is capable of concurrently projecting independent data streams into different specified spatial directions while simultaneously distorting signal constellations in all other directions. The authors in [17] further put forward the zero-forcing (ZF) based approach for multi-beam DM synthesis with the aid of AN. The AN was also employed in [18] and [19] to realize multibeam DM transmissions using precoding and iterative convex optimization, respectively. The work in [20] , [21] presented a robust synthesis method using optimization algorithms for multi-beam DM transmissions with imperfect estimations of directions. In addition to multi-direction DM transmissions, point-to-multipoint DM transmissions were studied in [22] - [24] using FDA. The retrodirective phased array was studied in [25] to realize AN-aided secure DM transmission in multi-path environments. The multi-path nature of the wireless channel was also exploited in [26] , [27] to provide locationspecific secure communication to legitimate users.
Nearly all of these multi-beam DM synthesis approaches in LoS channels, however, require AN in the transmitting signals. The inserted AN inevitably consumes a proportion of the transmitting power and consequently lowers the power efficiency of the multi-beam DM systems. This paper aims to address the problem of low power efficiency of the AN-based multi-beam DM systems in LoS channels by applying the weighted fractional Fourier transform (WFRFT) technology into multi-beam DM synthesis.
The WFRFT technology, as a special variation of Fourier transform [28] , has been widely used for wireless PLS transmissions [29] - [41] . Specifically, a WFRFT-aided cooperative overlay system was proposed in [29] to guarantee wireless PLS transmission. The WFRFT technology was combined with parallel combinatory spreading technology for secret communications in [30] , where the transmission data was divided into two groups to generate pseudonoise sequence and encrypt the information data, respectively. In [31] , [32] , the WFRFT was amalgamated with polarization modulation for secure dual-polarized satellite communications. The authors in [33] , [34] modeled the WFRFT-based wireless PLS cooperation transmission problem as a coalitional game with non-transferable utility. The WFRFT technology with multiple parameters [35] , [36] was applied into secure spatial modulation system in [37] . Moreover, the WFRFT technology was also applied into hybrid carrier system in [38] - [41] for wireless PLS transmissions.
To the best of our knowledge, no work regarding the amalgamation of WFRFT and DM technologies has been investigated in the present literature for the purpose of improving the power efficiency of the AN-based multi-beam DM systems. Overall, the main contributions of our work are as follows:
1) The WFRFTT technology is applied into DM systems to enhance the power efficiency of multi-beam DM systems for the first time, which outperforms the conventional multi-beam AN-DM scheme. 2) Two power-efficient multi-beam WFRFT-DM schemes with cooperative/independent receivers are proposed, respectively. For each scheme, the architectures of the transmitter and the legitimate desired receivers are elaborately designed, respectively. 3) The BER, secrecy rate, and robustness of the proposed multi-beam WFRFT-DM schemes are deduced and verified with simulations. The comparisons among different multi-beam DM schemes are also provided. Some practical issues for the proposed multi-beam WFRFT-DM schemes are presented as well. The rest of this paper is organized as follows. The principle of WFRFT is briefly introduced in Section II. Section III and Section IV illustrate the principles of the proposed power-efficient multi-beam WFRFT-DM schemes with cooperative and independent receivers, respectively. Section V deduces the BER, secrecy rate, and robustness of the proposed WFRFT-DM schemes; and further compares different multibeam DM schemes. Finally, Section VI makes a conclusion for this paper and points out the future work.
Notations: Operators (·) * , (·) T , (·) H , (·) −1 , and (·) † represent the complex conjugation, transpose, Hermitian transpose, inverse, and Moore-Penrose inverse operations of a matrix, respectively. Operators D(·) and F (·) stand for the normalized discrete Fourier transform (DFT) and the weighted fractional Fourier transform (WFRFT) of a sequence, respectively. The sets of integer, real, and complex numbers are denoted by Z, R, and C, respectively. The notations E(·), tr(·), max{·}, and | · | refer to the expectation of a random variable, the trace of a matrix, the maximum value of a set of real numbers, and the modulus of a complex number, respectively. I K indicates the identity matrix with size K × K, while CN (0, σ 2 ) refers to the complex Gaussian distribution with zero mean and variance σ 2 .
II. WEIGHTED FRACTIONAL FOURIER TRANSFORM
The weighted fractional Fourier transform is one kind of variations of Fourier transform. Particularly, the 4-order WFRFT is the weighted sum of the 1 to 4 times of normalized discrete Fourier transform (DFT) of a sequence [28] , which has been widely used for wireless PLS transmissions.
The normalized DFT of an arbitrary J-length complex sequence, s = [s 0 s 1 · · · s J−1 ] T ∈ C J×1 , is denoted by
s J−1 ] T in this paper. The pair of normalized DFT and inverse DFT can be calculated by ⎧ ⎪ ⎪ ⎨ Using the normalized DFT in (1), the 4-order WFRFT can be defined as
where α ∈ R is a real WFRFT parameter; 
s )
; ω i (i = 0, 1, 2, 3) are the weight coefficients. For multi-parameter 4-order WFRFT, the i-th coefficient ω i is defined as (2) and (3), the generalized multi-parameter 4-order WFRFT of a sequence is determined by nine independent parameters, i.e., α, M V = [m 0 m 1 m 2 m 3 ] T , and N V = [n 0 n 1 n 2 n 3 ] T . These multiple independent parameters provide an opportunity to apply the 4-order WFRFT into wireless PLS communications [35] [37] . Particularly, if we set M V = N V = [0 0 0 0] T , the weight coefficients will evolve into the single-parameter case [28] , i.e.,
Before elaborating the principles of the proposed WFRFTaided power-efficient multi-beam DM schemes, we summarize the properties of the 4-order WFRFT as follows [28] [34]:
• Boundary property:
• Periodical property:
The parameter α of the 4-order WFRFT has a periodicity of 4, i.e.,
• Additive property:
where α, β ∈ R are real numbers. For simplicity, we express F α [F β (s)] as F α F β (s) in the following analysis. 1) Linear Property:
where s, u ∈ C J×1 are two complex sequences, and c ∈ C is a complex number. From (5) and (7) , the original sequence s can be recovered using the inverse WFRFT by simply substituting the WFRFT parameter α with −α, i.e., s = F −α F α (s).
III. POWER-EFFICIENT MULTI-BEAM WFRFT-DM SCHEME WITH COOPERATIVE RECEIVERS
In this section, we consider a scenario where the legitimate transmitter (Alice) is trying to transmit confidential information to the K legitimate receivers (Bobs) located at different places in free space, as shown in Fig. 1 . These Bobs are assumed to be able to cooperate with each other by sharing their received signals, so that they can implement the inverse WFRFT with the same parameters together in order to obtain their own recovered signals. Moreover, we assume there exist V passive eavesdroppers (Eves).
A. Fundamentals of Symmetrical Multi-Carrier FDA
The array architecture of the transmitter is shown in Fig. 2 , which employs a (2N + 1)-element symmetrical multi-carrier FDA with each antenna element emitting L carriers [42] . The frequency increment between the central frequency f 0 and the l-th carrier (l = 0, 1, · · · , L − 1) of the n-th antenna element (n = −N, · · · , 0, · · · , N) is designed as Δf n,l = Δf ln [(|n| + 1) p (l + 1)]
where Δf is a constant frequency increment, and p is an extra parameter to control the frequency increments. The frequency increments should satisfy the following constraint,
Therefore, the radiated frequency for the l-th carrier of the n-th antenna element is f n,l = f 0 + Δf n,l (11) In order to deduce the steering vector of the FDA, we consider that each element of the transmitter transmits sinusoidal signals with L carriers. The signal transmitted by the the n-th element at time t can be expressed as
Let r and θ represent the range and azimuth angle with respect to the central antenna element, respectively. For an arbitrary receiver located at (r, θ), the overall observed signal in the far field can be written as
where c denotes light speed and r n refers to the path length from the n-th element to the observation point. With the far field approximation, r n can be expressed as
where d represents the spacing between adjacent antenna elements, which is set as the half of central wavelength in this paper. Taking (14) into (13) yields (15) , shown at the bottom of this page. Moreover, the constraint in (10) implies that (15b) can be further approximated as
In (16) , the terms inside the summation sign are decided by the geometry and the frequency-offset scheme of the system, therefore sub-steering vector caused by the L carriers of the n-th antenna element can be written as (17) , shown at the bottom of this page, [42] [43] , which is an L × 1 vector.
As a result, the overall normalized steering vector of the symmetrical multi-carrier FDA can be calculated by
which is a (2N + 1)L×1 vector.
B. The Architecture of Alice With Cooperative Receivers
The pre-transmitting baseband symbol s k for the k-th Bob (k = 1, 2, · · · , K) is valued from the alphabet Ω k with size
T , can be produced by combining the pre-transmitting baseband symbols for the K Bobs. Then, the WFRFT with the parameter α A is operated to the symbol vector s, which yields
where
s), and s = D(
... s ). According to the boundary and additive properties of WFRFT in (5) and (7), the symbol vector s can be calculated by
Before transmitting, the symbol vector u should be processed with a precoding matrix to match the 2N + 1 antenna elements. We assume that the spatial locations of the K cooperative Bobs are prior known for Alice, the combined set of which can be expressed as
, k = 1, 2, · · · , K, is the spatial position of the k-th Bob. Then the steering vectors of these Bobs can compose a steering matrix, i.e.,
Let P denote the Moore-Penrose inversion of H H (Υ B , Θ B ), that is,
which is normalized to the conjugation of the steering matrix, i.e., Then the normalized precoding matrixP at the transmitter can be designed as [17] 
where ε 1/tr(PP H ) is a power normalization factor. After precoding, the radiating signal x = [x −N · · · x 0 · · · x N ] T for the 2N + 1 antenna elements can be obtained by
whereP s and P s εP s refer to the signal power before and after precoding, respectively.
C. The Architecture of Bob With Cooperative Receivers
The architecture of Bob for the proposed WFRFT-DM scheme with cooperative receivers is shown in Fig. 3 . The normalized LoS channel in free space is considered throughout this paper. After passing through the LoS channel, the received signal of the k-th Bob is obtained by
is the complex additive white Gaussian noise (AWGN) with zero mean and variance σ 2 ξ B . Since the K Bobs are able to cooperate with each other, we can express their received signals as a vector, i.e.,
We assume the WFRFT parameter of Alice is perfectly shared with Bobs for convenience. For these Bobs, their received signals are operated by the inverse WFRFT with the shared parameter, i.e.,
Therefore, the received signals after inverse WFRFT can be expressed as
Substituting (19), (23) and (28) into (29c), the received signals after inverse WFRFT can be further simplified as
T is the noise vector after inverse WFRFT. Since the WFRFT operation does not change the distribution characteristics of AWGN [28] , ξ B ∼ CN (0 K×1 , σ 2 ξ B I K ) also holds. Therefore, the received signal for the k-th Bob can be written as
which is simply the summation of the useful signal and AWGN. From (31) , the k-th Bob can easily recover the confidential information transmitted from Alice.
D. Eves' Received Signals With Cooperative Receivers
But for the v-th Eve located at
, the received signal can be calculated by (32) 
. In a worse case where the V Eves are able to cooperate with each other, the received signal vector for the V Eves can be written as
It is observed from (32) and (33) that the received signals of Eves are composed by three components. The first is the distorted signal, the second is the equivalent AN caused by WFRFT, and the third is the AWGN. Although there is no actual AN inserted in the transmitting signals, the application of WFRFT can produce equivalent AN for Eves, which means the proposed multi-beam WFRFT-DM scheme is more powerefficient than the conventional AN-DM scheme.
Owing to that the passive Eves are ignorant of the WFRFT parameters shared between Alice and Bobs, they cannot recover the confidential information. Moreover, even if the Eves' locations are close to or the same as Bobs', the transmission security can be also guaranteed owing to the inherent security of WFRFT, which also outperforms the conventional multi-beam AN-DM scheme. For simplicity, we call the transmission security with close or the same locations of Eves and Bobs as neighbor security in the following analysis.
IV. POWER-EFFICIENT MULTI-BEAM WFRFT-DM SCHEME WITH INDEPENDENT RECEIVERS
In this section, we consider another multi-beam DM scenario where the Alice is trying to transmit confidential information to the K independent Bobs located at different places in free space, as shown in Fig. 4 . As assumed in Section III, there are also V passive Eves.
A. The Architecture of Alice With Independent Receivers
As shown in Fig. 5 , the Alice in the independent case employs the same symmetrical multi-carrier FDA architecture as Section III. The baseband processing of Alice, however, has to be redesigned because the K Bobs are unable to share information with each other.
In the independent case, the WFRFT is operated separately on the data path for each Bob. For the k-th data path (k = 1, 2, · · · , K), a transmission period includes Q k baseband symbol periods, and Q k is also the sequence length of WFRFT for the k-th Bob.
For the k-th data path, the Q k -length pre-transmitting symbol vector can be expressed as
Here, Ω k is the alphabet of baseband symbols for the k-th Bob with size |Ω k | = M k . Then the Q k -length pre-transmitting symbol vector s k is sent to the WFRFT transformer with the parameter α A k , which yields
..
. ω i,k (i = 0, 1, 2, 3) are the weight coefficients for the k-th data path, which can be calculated by replacing α with α A k in (3). In order to facilitate analysis, we let
and
whereȗ
vector, of which the entries are the symbols after WFRFT in the successive transmission periods for the k-th Bob. Next, a transmitting matrix U with size Q × K can be obtained by combining the K symbol vectors {u k }, i.e.,
where z q = [u 1,q u 2,q · · · u K,q ] T (q = 1, 2, · · · , Q) is the transpose of the q-th row vector of U. Then z q is utilized to generate the transmitting data for the 2N +1 antenna elements during the q-th baseband symbol period after precoding. It is worth noting that owing to the different lengths of WFRFT sequences for different Bobs, the symbols in (38) may include the symbols in one or multiple transmission periods for different Bobs.
Since the spatial locations of the K independent Bobs are assumed to be prior known for Alice, the precoding matrix is designed the same as (24) in the cooperative case. After precoding, the radiating data for the 2N + 1 antenna elements during the q-th symbol period can be produced by
B. The Architecture of Bob With Independent Receivers
To match the architecture of Alice, the architecture of the k-th Bob in the independent case is redesigned in Fig. 6 .
After passing the LoS channel in free space, the received signal of the k-th Bob during the q k -th symbol period can be written as
is the complex AWGN with zero mean and variance σ 2 ξ B . According to the normalization property in (23), the received signal in (40) can be further simplified as
where I k is the k-th row of the identity matrix I K .
After receiving all of the transmitted signals during the Q k symbol periods for the k-th Bob, the received signal vector can be formed as
which yields
is the AWGN after WFRFT, which has the same distribution characteristics as ξ B k [28] . Therefore, the received signal of the k-th Bob during the q k -th symbol period is
From (45), the k-th Bob can easily recover the q k -th confidential information transmitted from Alice.
C. Eves' Received Signals With Independent Receivers
For the v-th Eve (v = 1, 2, · · · , V ) located at (R E v , θ E v ), its received signal during the q-th symbol period can be expressed as
where ξ E v,q ∼ CN (0, σ 2 ξ E ) is the complex AWGN with zero mean and variance σ 2 ξ E . Noting that the Eves cannot recover the confidential information from (46) , because the steering vectors of Eves are not normalized with P and they are also ignorant of the length of symbol sequence for WFRFT.
Here, we consider the scenario where the Eves are ignorant of the WFRFT parameters shared between Alice and Bobs but they can obtain the length of symbol sequence for WFRFT. After receiving all the signals during the Q symbol periods, the v-th Eve can combine the received signals in (46) as a vector, i.e.,
T is the AWGN vector.
Letting
then the received signal vector in (47) 
It is worth noting that the first part of (49c) is the mixed signal containing all the K Bobs' signals. Specifically, if the v-th Eve is meant to eavesdrop the k-th (k = 1, 2, · · · , K) Bob's information, the received signal in (49) can be further reorganized as
Furthermore, when the v-th Eve is trying to eavesdrop the k-th Bob's information, the received signal during the q-th symbol period can be expressed as
From (50) and (51), it is noting that the received signal of the v-th Eve when eavesdropping the k-th Bob's information is composed by four components. The first is the k-th Bob's distorted signal, the second is the equivalent mixed noise from other Bobs' signals, the third is the equivalent AN caused by WFRFT, and the last is the AWGN.
Analogous to the proposed multi-beam WFRFT-DM scheme with cooperative receivers, there is also no actual AN inserted in the transmitting signals for the proposed multi-beam WFRFT-DM scheme with independent receivers. Despite no actual AN inserted, the equivalent AN can be effectively produced for Eves by means of the application of WFRFT. Additionally, due to the existence of the equivalent mixed noise the equivalent AN, the transmission security (neighbor security) can also be guaranteed with close or identical locations of Eves and Bobs.
V. PERFORMANCE ANALYSIS BER, secrecy rate, and robustness are three important metrics to measure the performance of DM systems [4] [44] . In this section, we will analyze the BER, secrecy rate, and robustness of the proposed power-efficient multibeam WFRFT-DM schemes. The comparisons among different multi-beam DM transmission schemes are also provided. Moreover, some practical issues to implement the proposed multi-beam WFRFT-DM schemes are discussed as well.
A. BER
Without loss of generality, we assume σ 2 ξ B = σ 2 ξ E = σ 2 ξ in this paper. Since the baseband symbols are normalized, the signal-to-noise ratio (SNR) γ can be expressed as
By contrast, the SNR of the conventional multi-beam AN-DM scheme can be written as
where β 1 (0 < β 1 < 1) is the power splitting factor for the useful signal. It can be observed from (31) and (45) that the received signals of Bobs are simply the sum of useful signals and AWGN. Therefore, if we take the modulation mode of M -PSK into consideration, the average SNR per bit γ b can be calculated by
where E s is the average normalized energy per symbol, which is set as the normalized value in this paper, i.e., E s = E(|s k | 2 ) = 1. Using (54), the BER of the proposed multi-beam WFRFT-DM schemes can be calculated by [45] BER
is the tail distribution function of the standard normal distribution.
B. Secrecy Rate 1) Cooperative WFRFT-DM Scheme:
According to (31) , the signal to interference-plus-noise ratio (SINR) of the k-th Bob in the cooperative case can be expressed as
Using (56), the achievable rate of the link from Alice to the k-th Bob in the cooperative case can be calculated by [14] Γ B,Co
According to (32) , the SINR of the v-th Eve in the cooperative case can be calculated by
By means of (58), we can obtain the achievable rate of the link from Alice to the v-th Eve in the cooperative case as
Therefore, the secrecy rate of the proposed multi-beam WFRFT-DM scheme with cooperative receivers can be defined as [14] Γ Co
where [·] + = max{0, ·}.
2) Independent WFRFT-DM Scheme: Similarly, according to (45) , the SINR of the k-th Bob in the independent case can be calculated by
The achievable rate of the link from Alice to the k-th Bob in the independent case is given as
According to (50) and (51), the SINR of the v-th Eve when eavesdropping the k-th Bob's information in the independent case can be calculated by
Moreover, the achievable rate of the link from Alice to the v-th Eve to when eavesdropping the k-th Bob's information in the independent case can be expressed as
Therefore, the secrecy rate of the proposed multi-beam WFRFT-DM scheme with independent receivers can be defined as [14] Γ In s = max 
C. Robustness
In this section, we will investigate the robustness of the proposed WFRFT-DM schemes including the impacts of imperfect estimation of Bobs' locations and mismatched WFRFT parameters.
1) Imperfect Estimation of Bobs' Locations: In the proposed multi-beam WFRFT-DM schemes, the locations of Bobs are assumed to be prior known for Alice. Practically, the locations of Bobs can be obtained by jointly using direction of arrival (DOA) estimation algorithm such as [46] and range estimation algorithm such as [47] .
We assume the estimated location of the k-th Bob is
where ΔR k and Δθ k are the estimated range and angle errors, respectively.
Noting that the estimation errors only impose impact on the precoding matrix P, while the architectures of Alice and Bobs remain unchanged. In this case, the precoding matrix with estimation errors should be updated to 
From (67), the normalization characteristic in (23) will be affected when there are estimation errors. Simulations will be provided in Section VI to demonstrate that the security of the proposed multi-beam WFRFT-DM schemes can also hold as long as the estimation errors of Bobs' locations are in an acceptable range. In practice, some robust DM synthesis methods [12] [20] [21] could be employed to fight against the imperfect estimations of Bobs' locations.
2) Mismatched WFRFT Parameters: For the proposed multi-beam WFRFT-DM schemes, Alice and Bobs have to share the WFRFT parameters, which may actually disagree owing to the imperfect key establishing link. Here we assume the practical WFRFT parameter of Bob is
where Δα refers to the mismatch parameter between Alice and Bob, which, according to (28) , equals zero in the ideal case. Simulations will be provided in the following section to investigate the impact of mismatched WFRFT parameter on the proposed WFRFT-DM schemes. Table I fully compares different multi-beam DM schemes in different aspects. Two types of multi-beam DM schemes can be generalized in terms of different channel models. The first is in LoS channels, including the conventional AN-based schemes and the proposed power-efficient non-AN schemes.
D. Comparisons for Different Multi-Beam DM Schemes
The second is in multi-path channels, which uses the multipath nature of channels to create a multi-user interference environment. From Table I , we can generalize the advantages of our proposed WFRFT-DM schemes as follows:
1) Since no AN is inserted in the transmitting signal, the proposed multi-beam WFRFT-DM schemes are more power-efficient than the conventional multi-beam AN-DM scheme. Moreover, only the precoding matrix is required for the proposed schemes, while both precoding and orthogonal matrices are required for the conventional AN-based scheme.
2) The range-angle dependence is naturally inherited from FDA for the proposed multi-beam WFRFT-DM schemes. Although the schemes in [26] and [27] can achieve location-specific multi-beam DM transmissions over multi-path channels, they will not work in the normalized LoS channel in free space without the assistance of multi-path nature. Especially, the locationspecific coordinated multi-point (CoMP) transmission scheme in [27] requires joint processing of multiple base stations. By contrast, to achieve such range-angle dependence, only one transmitter is required in our paper. 3) More importantly, benefited from the inherent security of the WFRFT, the transmission security of the proposed WFRFT-DM schemes can also hold even if Eves' locations are close to or the same as Bobs', which outperform all of other multi-beam DM schemes. As for the difference between the proposed two multibeam WFRFT-DM schemes, on the one hand, the cooperation among Bobs is necessary for the cooperative scheme but with only once WFRFT operation; on the other hand, the independent scheme requires more WFRFT operations but with no cooperation required. Therefore, the compromise between the cooperation and the WFRFT operation should be considered when choosing these two different schemes to perform multi-beam DM transmissions.
E. Discussions
1) Impact of WFRFT Parameters' Leakage: In this paper, the WFRFT parameters are presumed to be securely shared between Alice and Bobs. In practice, secure key links from Alice to Bobs should be established before DM transmissions, which can be achieved using advanced encryption algorithms, as shown in Fig. 7 . Therefore, the security of our proposed power-efficient multi-beam WFRFT-DM schemes is two-fold: the first is the encryption security of WFRFT parameters, and the second is the essential physical layer security of DM transmission. The WFRFT transform actually acts as a supplement for the physical layer security of DM transmission, which overcomes the low-power-efficiency drawback of the conventional AN-DM schemes. To illustrate the advantage of the proposed WFRFT-DM schemes, here we consider the worst case where the WFRFT parameters and the sequence lengths are entirely leaked to Eves, and these Eves are able to cooperate with each other.
Taking the proposed WFRFT-DM scheme with independent receivers as an example, Eves will try to operate inverse WFRFT to their received signals with these WFRFT parameters. After inverse WFRFT operation, the received signal of the v-th Eve (v = 1, 2, · · · , V ) in (49c) can be modified as
where α E v denotes the WFRFT parameter of the v-th Eve. Without loss of generality, we further suppose the v-th Eve is meant to eavesdrop the k-th Bob's information, which means
Then the signal in (70) can be further written as
Observing (72d), there are two cases to discuss:
1) The first is that the v-th Eve's location is the same as the k-th Bob's, which, as a matter of fact, is highly unlikely in practice. In this case,
, v,k = 1 and v,k = 0 (k = k), which can be obtained from (23) and (48) . Just as the conventional AN-DM schemes, the transmission security will fail in this case. However, it is worth noting that the WFRFT parameters are assumed to be fixed values for convenience, but are actually compatible to the dynamic updating strategies of WFRFT parameters like [35] [37] . Therefore, it is still possible to achieve transmission security via dynamic updating WFRFT parameters when the v-th Eve's location is the same as the k-th Bob's. By contrast, the transmission security of the conventional AN-DM schemes will definitely fail when the v-th Eve's location is the same as the k-th Bob's.
2) The second is a much more practical case where the v-th
Eve's location is away from the k-th Bob's, which was assumed in nearly all of the previous DM-related literature [1] - [27] . In this case,
, the received signal of the v-th Eve in (72d) is distorted by the coefficient v,k and interfered by other users' signals. Therefore, even though Eves acquire the knowledge of WFRFT parameters and the sequence lengths, they cannot recover the confidential information as long as Eves' locations are not the same as Bobs'. Overall, considering the improved power efficiency and the above-discussed cases, our proposed WFRFT-DM schemes still outperform the conventional AN-DM schemes even with leakage of WFRFT parameters.
2) Implementing Complexity: The proposed multi-beam WFRFT-DM schemes can improve the power efficiency by avoiding the artificial noise. Nevertheless, some additional WFRFT operations have to be performed, even though they do not require calculating the orthogonal matrix, which is necessary for the AN-based method. As for the calculation of WFRFT, from (1), the WFRFT is based on fundamental DFT, which can be calculated digitally using fast Fourier transform algorithm [48] . On the other hand, since the inverse WFRFT can be easily achieved by substituting the WFRFT parameter α with −α, the architectures of calculating WFRFT are the same for both Alice and Bobs, which can also reduce the implementing complexity to some extent.
VI. SIMULATION RESULTS
In this section, we will simulate the BER, secrecy rate, and robustness of the proposed multi-beam WFRFT-DM schemes. The detailed simulation parameters are listed in Table II. A. BER Fig. 8(a) shows the BER performances of Bobs and Eves versus SNR (dB) without leakage of WFRFT parameters, where the baseband modulation modes of Bob 1, Bob 2, and Bob 3 are set as BPSK, QPSK, and 8PSK, respectively. The power splitting factor of the AN-DM scheme is set as β 1 = 0.9. Several observations can be generalized from Fig. 8(a) : 1) In order to achieve the same BER level (e.g., when BER = 10 −3 ), the SNR required for the proposed WFRFT-DM schemes is approximately 1 dB less than that of the conventional AN-DM scheme; 2) The BER of Eve 1 is as good as that of Bob 1 for the conventional AN-DM scheme, which is unable to tackle the neighbor eavesdropper; by contrast, the proposed schemes are capable of preventing the neighbor eavesdropper; 3) Different baseband modulations can be applied into different Bobs, which means the proposed schemes are also capable of independent transmissions. Fig. 8(b) describes the BER comparisons without/with WFRFT parameters' leakage. For clarity, only the BER curves of Bob 2 and Eve 2 are depicted. On the one hand, even if the WFRFT parameters are leaked to Eves, the BER of Bob is still as good as the case without leakage. On the other hand, when the WFRFT parameters are leaked to Eve, the BER of Eve is only slightly better than the case without leakage but not better enough to threat the secure transmission between Alice and Bob. Therefore, the transmission security can be also guaranteed in the worst case, which verifies the analysis in Section V.E. Fig. 9 (a) and (b) illustrate the BER performances versus angle and range for the proposed WFRFT-DM schemes and the conventional AN-DM scheme, respectively. In this case, the baseband modulations of three Bobs are set as QPSK, the SNR is γ = 10 dB, and the power splitting factor of the AN-DM scheme is set as β 1 = 0.9.
From Fig. 9 , on the one hand, the BER lobes of the proposed schemes are much more slim than that of the conventional AN-DM scheme in both angle and range dimensions. This phenomenon illustrates that the security of the proposed schemes can also hold even if the Eves are located very close to Bobs, while the security of the conventional AN-DM scheme is weakened with the neighbor eavesdropper. On the other hand, the BER performances of Bobs of the proposed schemes are better than that of the conventional AN-DM scheme, which is because the inserted AN consumes a part of the total transmitting power for the AN-based scheme. Fig. 10(a) illustrates the achievable rate of Bob versus SNR (dB) for the proposed multi-beam WFRFT-DM schemes and the conventional AN-DM scheme. As expected, the achievable rates of Bob for the proposed multi-beam WFRFT-DM schemes are much higher than that of the conventional AN-DM scheme, especially when the power splitting factor β 1 of the AN-DM scheme is smaller. Fig. 10 (b) depicts the total transmitting power required for the proposed schemes and the conventional AN-DM scheme in order to achieve a given rate for Bob with fixed AWGN variance. It is observed that the total transmitting power required for the proposed scheme is much smaller than that of the conventional AN-DM scheme, especially with smaller power splitting factor. It is demonstrated by Fig. 10(a) and Fig. 10(b) that the proposed multi-beam WFRFT-DM schemes are much more power-efficient than the traditional multi-beam AN-DM scheme.
B. Secrecy Rate
Moreover, Fig. 10(c) shows the secrecy rate versus SNR (dB) for the proposed multi-beam WFRFT-DM schemes and the conventional AN-based scheme. Whatever value the splitting factor β 1 takes, the secrecy rates of the proposed schemes are much higher than that of the conventional AN-DM scheme with a fixed normalized total transmitting power. Given the specific locations of Bobs and Eves in Table II , the secrecy rates decrease with larger number of Eves. Additionally, the secrecy rate of the conventional AN-DM scheme with both Eve 1 and Eve 2 maintains zero whatever the SNR takes, which means no positive secrecy rate will be achieved for the conventional AN-DM scheme when one of the Eves is located at the same place as one of the Bobs. By contrast, the secrecy rates of the proposed schemes are always positive wherever the Eves are located. Fig. 10(d) presents the secrecy rate performance when Eves outnumber Bobs. In our simulation, the V = 9 locations of Eves are randomly generated, which are (259 km, 107 • ), (221 km, −106 • ), (298 km, −138 • ), (157 km, 41 • ), (159 km, −69 • ), (182 km, −34 • ), (247 km, 8 • ), (229 km, 1 • ), and (188 km, 10 • ), respectively. This illustrates that the secrecy rates of the proposed WFRFT-DM schemes are higher than that of the conventional AN-DM scheme. More importantly, along with increasing number of Eves (from V = 3 to V = 9 in the simulations), both the secrecy rates of the AN-DM and WFRFT-DM schemes decline, but the secrecy rates of the proposed WFRFT-DM schemes decrease much slower than the conventional AN-DM scheme, which also verifies the advantage of the proposed schemes.
In order to investigate the impacts on the secrecy rate when the Eve's location varies, we assume there is only one Eve who may locate anywhere in free space. The secrecy rates versus Eve's location for the proposed WFRFT-DM schemes and the conventional AN-DM scheme are shown in Fig. 11(a) and (b), respectively, where γ = 10 dB and β 1 = 0.9. From Fig. 11(a) , it is observed that a high secrecy rate can be always achieved for the proposed WFRFT-DM schemes wherever the Eve is located. By contrast, the secrecy rate of the AN-DM scheme becomes much lower when the Eve's location is close to any one of Bobs' as shown in Fig. 11(b) . Especially, the secrecy rate of the AN-DM scheme will decrease to zero when the Eve's location is the same as any one of Bobs'.
C. Robustness
The BER performances versus SNR (dB) with imperfect estimation of Bobs' locations, mismatched WFRFT parameter Δα (M V = N V = [0 0 0 0] T ), and mismatched WFRFT parameter Δα (M V , N V = [0 0 0 0] T ) are depicted in Fig. 12(a) -(c), respectively. For clarity, only the BER curves of Bob 2 with QPSK modulation are presented, from which the same conclusions can also hold for Bob 1 and Bob 3.
It can be seen from Fig. 12(a) that given a fixed BER performance (e.g., BER = 10 −3 ), there is only about 0.5 dB loss of SNR when the estimated angle error is Δθ = 2 • and the estimated range error is ΔR = 0 compared with the ideal case with no errors. On the other hand, when the estimated angle error is Δθ = 0 and the estimated range error is ΔR = 1 km, there is only about 0.5 dB loss of SNR to achieve a given BER performance (e.g., BER = 10 −3 ) compared with the ideal case with no errors. When there are both angle and range errors, such as (ΔR, Δθ) = (1 km, 2 • ), only 1 dB loss of SNR occurs compared with the ideal case. Therefore, as long as the estimated angle and range errors are less than (ΔR, Δθ) = (1 km, 2 • ), at most 1 dB additional SNR is required to achieve the same BER as the ideal case.
From Fig. 12(b) and Fig. 12(c) , two observations can be obtained. First, as expected, the BER performance of the proposed WFRFT-DM schemes will worsen along with larger mismatched WFRFT parameter Δα. Second, in order to achieve a given BER performance (eg., BER = 10 −3 ), there is only 0.5 dB SNR loss with Δα = 0.05 when the singleparameter WFRFT is adopted (M V = N V = [0 0 0 0] T ); by contrast, almost 1 dB SNR loss will occur even with smaller Δα = 4 × 10 −4 when the multi-parameter WFRFT is adopted (M V , N V = [0 0 0 0] T ). This means that the proposed DM scheme with single-parameter WFRFT is less sensitive, more robust than using multi-parameter WFRFT. Therefore, as long as the key link from Alice to Bobs can be securely guaranteed, the single-parameter WFRFT is a better choice than multi-parameter WFRFT to improve the robustness of the multi-beam DM system.
VII. CONCLUSION
With the assistance of the WFRFT technology, two powerefficient multi-beam WFRFT-DM schemes with cooperative/independent receivers were proposed, respectively. The BER, secrecy rate, and robustness were analyzed and simulated, which verified the advantages of power efficiency and neighbor security for the proposed multi-beam WFRFT-DM schemes over the conventional multi-beam AN-DM scheme. One future work is to investigate the capability of the proposed FDA-based multi-beam WFRFT-DM schemes over multi-path fading channels.
