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Abstract
In a decentralised knowledge representation system
such as the Web of Data, it is common and indeed
desirable for different knowledge graphs to overlap.
Whenever multiple names are used to denote the
same thing, owl:sameAs statements are needed
in order to link the data and foster reuse. Whilst the
deductive value of such identity statements can be
extremely useful in enhancing various knowledge-
based systems, incorrect use of identity can have
wide-ranging effects in a global knowledge space
like the Web of Data. With several works already
proven that identity in the Web is broken, this sur-
vey investigates the current state of this “sameAs
problem”. An open discussion highlights the main
weaknesses suffered by solutions in the literature,
and draws open challenges to be faced in the future.
1 Introduction
In the era where the field of Artificial Intelligence (AI) is
strongly dominated byMachine Learning, it is sometimes for-
gotten that the past decade has also seen a major breakthrough
in Knowledge Representation (KR). Through the combina-
tion of web-technologies and a judicious choice of formal
expressivity (description logics which correspond to a decid-
able 2-variable fragment of first order logic), it has become
possible to construct and reason over knowledge graphs of
sizes that were not imaginable only few years ago. Nowa-
days, knowledge graphs of hundreds of millions of statements
are routinely deployed by researchers from various fields
(e.g. computer science, medicine, humanities), and compa-
nies worldwide (e.g. Google, Bing, Facebook). Since these
knowledge graphs are mostly developed independently of one
another, it is important that different organisations adhere to
common principles and standards for encoding and publish-
ing their knowledge. The most adopted set of principles were
laid out by Tim Berners-Lee in 2010, and are known as the
Linked Open Data (LOD) principles1. The idea is by provid-
ing simple best practices for creating structured data, publish-
ers can also enrich, access, and benefit from a larger decen-
tralised knowledge graph, known as the Web of Data.
1https://www.w3.org/DesignIssues/LinkedData.html
In such a large and distributed knowledge graph, it is
common practice for the same real-world entity to be de-
scribed in different knowledge graphs. In the absence of a
central naming authority in the Web of Data, it is unavoid-
able for this same real-world entity to be denoted by dif-
ferent names (IRIs, literals, blank nodes). Hence, essen-
tial to the coherence of these large and geographically dis-
tributed knowledge graphs, publishers are encouraged to link
their data. Such interlinking is typically established by as-
serting that two names denote the same real-world entity.
For this purpose, the Web Ontology Language (OWL) intro-
duced in 2004 the owl:sameAs predicate2. For instance,
〈dbr : Barack Obama, owl:sameAs, wdt : Q76〉 states
that both names from the DBpedia and Wikidata knowledge
graphs refer to the same entity. With its strict logical seman-
tics, this statement indicates that every property asserted to
one name will also be inferred to the other. Hence, allowing
both names to be used interchangeably in all contexts.
While such inferences can be extremely useful in enhanc-
ing a number of knowledge-based systems (e.g. providing
more coverage and context for search engines, virtual assis-
tants and recommendation systems), incorrect use of identity
can have wide-ranging effects in a global knowledge space
like the Web of Data. In fact, a number of studies over the
years have already shown that identity is misused, estimating
the number of existing erroneous owl:sameAs in the Web
of Data to be between 2.8% [Hogan et al., 2012] and 20%
[Halpin et al., 2010]. In addition, by exploiting the semantics
of owl:sameAs and computing the transitive closure of
over half a billion statements, [Raad et al., 2018] showed
the effects of such identity misuse in practice. Specifically,
it shows that whilst in some cases identity misuse results
in the false equivalence of semantically close entities (e.g.
Barack Obama and the Obama administration), other cases
have resulted in the false equivalence of over 177K names
referring to a number of different countries, cities and
people. With such findings leaving many uncertainties over
the quality and usability of the Web of Data in its current
state, a proper approach towards the handling of identity
links is required in order to make the Web of Data succeed as
an integrated knowledge space.
2https://www.w3.org/TR/owl-ref#sameAs
This survey provides the first overview of existing ap-
proaches to this widely recognised identity problem in the
Web of Data, known as the “sameAs problem” [Halpin et
al., 2010]. It describes these different solutions, discusses
their strengths and limitations, and formulates open chal-
lenges. This survey does not cover related but distinct re-
search topics such as entity resolution [Ferrara et al., 2013;
Nentwig et al., 2017] and ontology alignment [Euzenat and
Shvaiko, 2013], that focus on techniques and frameworks for
establishing owl:sameAs links. In addition, this survey
does not address the historically significant distinction be-
tween locating an electronic document with a URL and de-
noting an RDF resource with an IRI, known as the problem
of ‘Sense and Reference’ [Halpin, 2010]. The rest of this pa-
per is structured as follows. Section 2 gives an overview of
the various aspects of the identity problem. Section 3 presents
existing alternative identity relations to owl:sameAs. Sec-
tion 4 gives an overview on proposed strategies and services
for managing identity in the Web. Section 5 covers existing
approaches for the detection of erroneous identity links, and
Section 6 concludes and formulates open challenges.
2 Identity Overview
Identity is an old and thorny topic. Classically speaking, enti-
ties that are identical are considered to share the same proper-
ties. WithN denoting the set of all names, andΨ the set of all
properties, this ‘Indiscernibility of Identicals’ (1) is attributed
to Leibniz and its converse, the ‘Identity of Indiscernibles’ (2)
states that entities that share the same properties are identical.
That identity is reflexive, symmetrical and transitive also fol-
lows from Leibniz’s Law.
a = b→ (∀ψ∈Ψ)(ψ(a) = ψ(b)) (1)
(∀ψ∈Ψ)(ψ(a) = ψ(b))→ a = b (2)
This identity relation induces a partitioning of N into a
collection of non-empty and mutually disjoint equivalence
classes Nk ⊆ N . From the premises ψ(a), and a, b ∈ Nk,
it follows that ψ(b) is also the case. In fact, this deduc-
tion is central to the Web of Data as it allows complemen-
tary descriptions of the same resource to be maintained lo-
cally, yet interchanged globally, merely by interlinking the
names that are used in those respective descriptions. How-
ever, there are also problems with it, and – consequently –
criticisms have been levelled against it. These problems are
not new, neither specific to the Web of Data, as they are
present in all KR systems [Grant and Subrahmanian, 1995;
Nguyen, 2007]. However, the problems are specifically press-
ing in the Web of Data due to its unprecedented size, the het-
erogeneity of its content and users, and the absence of a cen-
tral naming authority. This section briefly presents some of
the well-known issues with this notion of identity.
2.1 Philosophical Problems
From a philosophical point of view, we present the two ma-
jor issues with this notion of identity. Firstly, identity over
time poses problems, since a ship3 may still be considered
3Reference to the ship of Theseus or Theseus’s paradox
the same ship, even though some, or even all, of its origi-
nal components (i.e. properties) have been replaced by new
ones [Lewis, 1986]. In addition, identity is context-dependent
[Geach, 1967], allowing two medicines, having the same
chemical structure, to be considered the same in a medical
context, but to be considered different in other contexts (e.g.
because they are produced by different companies). These
issues in the classical identity definition have led to various
philosophical theories, such as the distinction between acci-
dental properties (traits that could be taken away from an ob-
ject without making it a different thing), and essential prop-
erties (core elements needed for a thing to be the thing that it
is) [Kripke, 1972].
2.2 Practical Problems
Given that this problematic notion of identity is also standard-
ised as part of theWeb Ontology Language, it is normal to en-
counter these issues in Web applications. In fact, and due to
the Open World Assumption and the continuous increase of
Ψ, identity statements in the Web of Data are even more con-
troversial. Firstly, unless two things are explicitly said to be
different (e.g. using owl:differentFrom), the absence
of an identity statement between them does not mean that
they are not identical. Compared to the 558M owl:sameAs
present in a 2015’s crawl of the Web of Data [Ferna´ndez et
al., 2017], this type of statements is barely present in the
Web of Data, with only 3.6K owl:differentFrom state-
ments existing at that time in the same dataset. In addition,
most owl:sameAs links are generated by heuristic entity
resolution techniques, that employ practical strategies which
are not guaranteed to be accurate. For instance, the precision
of such tools ranged between 67% and 86% in the 2017 and
2018 Ontology Alignment Evaluation Initiative (OAEI)4. Fi-
nally, studies have shown that modellers have different opin-
ions about whether two objects are the same or not. For in-
stance in [Halpin et al., 2010], three KR experts were asked to
judge 250 owl:sameAs links collected from the Web. The
evaluation shows high disagreements, with one judge con-
firming the correctness of only 73 owl:sameAs statements,
whilst the two other experts judging up to 132 and 181 links
as true. While in some cases this may be due to differences
in modelling competence, there is also the problem that two
modellers may consider different parts of the same knowl-
edge graph within different contexts.
3 Alternative Identity Links
Given these presented problems in owl:sameAs, a num-
ber of vocabularies and approaches have proposed alternative
identity relations. This section presents the most deployed
alternatives and gives an overview of their usage in Table 1.
3.1 Weak-Identity and Similarity Predicates
SKOS predicates. Introduced as lighter alternatives
for owl:sameAs with skos:closeMatch indicating
that “two concepts are sufficiently similar that they
can be used interchangeably in some applications”, and
4http://oaei.ontologymatching.org/2018/results/conference/
index.html
Table 1: Overview of the usage of alternative identity links, based
on a 2015 crawl of the Web of Data, and Wikidata for wdt:P2888.
Property Unique Triples Unique Names
owl:sameAs 558,943,116 179,739,567
skos:exactMatch 566,137 1,087,866
umbel:isLike 461,054 478,474
skos:closeMatch 371,011 647,230
wdt:P2888 356,648 696,535
skos:exactMatch indicating “a high degree of confi-
dence that the concepts can be used interchangeably across
a wide range of applications”.
wdt:P2888. In Wikidata the exact match predicate (P2888),
declared as equivalent to skos:exactMatch, is deployed
for linking concepts.
umbel:isLike. This symmetrical relation was introduced by
the UMBEL vocabulary to “assert an associative link between
similar individuals who may or may not be identical, but are
believed to be so”.
Similarity Ontology. [Halpin et al., 2010] introduced
eight new predicates hierarchically represented with exist-
ing RDFS, OWL and SKOS predicates. Each predicate
in this ontology is also characterised by reflexivity, transi-
tivity and symmetry. The most specific predicate in this
ontology is owl:sameAs, and the most general ones are
so:claimsRelated and so:claimsSimilar.
3.2 Contextual Identity
The standardised semantics of owl:sameAs can be thought
of as instigating an implicit context that is characterised by all
(possible) properties to have the same values for the linked
names. Weaker types of identity can be expressed by con-
sidering a subset of properties with respect to which two re-
sources can be considered the same. At the moment, the way
of encoding contexts on the Web is largely ad hoc, as con-
texts are often embedded in application programs, or implied
by community agreement. The issue of deploying contexts in
KR systems has been extensively studied in AI [Guha, 1991].
In the Web of Data, explicit representation of context has
been a topic of discussion since its early days [Bouquet et
al., 2003], where the variety and volume of the web poses a
new set of challenges than the ones encountered in previous
AI systems. This section presents approaches focusing on the
specific issue of representing contextual identity in the Web.
In [Beek et al., 2016], a context Π is defined as a subset of
all properties Ψ which are necessary and sufficient to deter-
mine indiscernibility and hence identity:
a =Π b→ (∀pi∈Π)(pi(a) = pi(b)) (3)
(∀pi∈Π)(pi(a) = pi(b))→ a =Π b (4)
Looking back to the example in Section 2.1, two medicines
with the same chemical structure, but produced by different
companies, are identical in the context where the property pii
specifying the medicine’s commercial supplier is discarded
(i.e. pii 6∈ Π). In [Raad et al., 2017], this notion of con-
textual identity is encoded in RDF, and the definition of a
context is extended to a sub-graph of the domain ontology
called a global context. Specifically, a global context G is
composed of a subset of classes CG and properties PG of an
ontology O, and a set of axioms which are limited to con-
straints on property domains and ranges. These axioms al-
low the parameterization of the identity criteria with respect
to each class of the ontology. For instance, allowing to ex-
press that two medicines are considered identical if they have
the same quantity of elements of type c1, whilst disregarding
the quantity of its other elements. The identity relation be-
tween two class instances in a global context is based on the
notion of graph isomorphism of their descriptions, where an
approach is proposed for automatically detecting these global
contexts.
With both these approaches unclear about the treatment of
properties p that do not belong to the identity context (i.e.
p /∈ Π or p /∈ PG), a richer definition of context was proposed
by [Idrissou et al., 2017]. It defines a context by two sets of
properties, Γ for indiscernibility and Λ for propagation:
a =(Γ,Λ) b→ (∀γ∈Γ)(γ(a) = γ(b)) (5)
(∀γ∈Γ)(γ(a) = γ(b))→ a =(Γ,Λ) b (6)
a =(Γ,Λ) b→ (∀λ∈Λ)(λ(a) = λ(b)) (7)
Principles (5) and (6) refers to the same notion of contextual
identity defined in [Beek et al., 2016], whilst (7) defines the
notion of contextualised propagation. Note that unlike Γ, in-
discernibility in Λ does not determine identity. For instance,
in a scientific context, two medicines sharing the same chemi-
cal structure γ1 is enough to consider them identical, and infer
that they share the same purpose λ1. However, two medicines
with the same λ1 do not necessarily share the same γ1. This
approach extends a previous approach by [Batchelor et al.,
2014], mainly in the way of parametrizing the propagation
context Λ, and the way these contextual identity links are en-
coded in RDF (on the triples level instead of the graphs level).
4 Identity Management Services
Instead of proposing alternative identity relations for limit-
ing the misuse of owl:sameAs, other approaches have pro-
posed services for managing identity in the Web of Data.
These services share the common goal of helping users or ap-
plications to identify names referring to the same real world
entity, and distinguish between similar labels referring to dif-
ferent real world entities. For instance, in order to avoid using
a name referring to the river of Niger, while intending in us-
ing one referring to the country of Niger, one could benefit
from such services for re-using an existing universal identi-
fier that unambiguously refers to a specific real-world entity
(e.g. river of Niger). Such type of services have a more cen-
tralised vision for identity management in the Web of Data,
in which each real-world entity is referenced by a single cen-
tralised name. On the other hand, one can make use of other
types of services that provide centralised access to identity
statements that are published in a decentralised way. Such
identity observatories allow Web consumers to make an in-
formed decision regarding the quality of identity statements
they encounter. Such services can also play an important role
in enabling large scale identity analysis in the Web [Beek et
al., 2018], implementing and optimising linked data queries
in the presence of co-reference [Schlegel et al., 2014], and de-
tecting erroneous identity statements [de Melo, 2013]. This
section gives an overview of existing identity services.
4.1 Centralised Identity Management
In the early days of the Web, it was originally conceived
that resource identifiers would fall into two classes: locators
(URLs) to identify resources by their locations, and names
(URNs) for assigning location-independent, globally unique,
and persistent identifiers [Mealling and Daniel, 1999]. With
URNs, each identifier has a defined namespace that is regis-
tered with the Internet Assigned Numbers Authority (IANA).
For instance, urn:isbn:0451450523 is a URN that identifies
the book “The Last Unicorn”, using the ISBN registered
namespace. Because of the lack of a well-defined resolu-
tion mechanism, and the organisational hurdle of requiring
registration with IANA, URNs are hardly used (total of 47K
URNs in a 2015 crawl of the Web of Data, with only 73
registered5 URN namespaces with IANA at the time of writ-
ing). Since 2005, the use of the terms URNs and URLs has
been deprecated in favour of the terms URI which encom-
passes both, and IRI that extends the URI character set. A
more recent centrally managed naming service was proposed
by [Bouquet et al., 2007]. This public entity name service
named Okkam6, intends to establish a global digital space for
publishing and managing information about entities, with the
idea of encouraging people to reuse existing names instead of
creating new ones. Every entity is uniquely identified with
an unambiguous universal name known as an OKKAM ID,
and is matched to a set of existing names (e.g. DBpedia and
Wikidata names). In addition, for each OKKAM entity, a set
of attributes are collected and stored in the service for the
purpose of finding and distinguishing entities from another.
However, this public service7 is no longer maintained, with
no information on the number of existing entities and links.
4.2 Identity Observatories
In recent years, identity observatories have gained more pop-
ularity. These web services, compared in Table 2, allow
users to find for a given name, the list of names that be-
long to the same equivalence class. Whilst in recent services,
these equivalence classes are based solely on the transitive
closure of owl:sameAs statements, the Consistent Refer-
ence Service 8 [Glaser et al., 2009] incorporates a mix of
identity and similarity relationships (such as owl:sameAs,
umbel:isLike, and the SKOS predicates), harvested from
multiple RDF dumps and SPARQL endpoints. On the other
hand, the LODsyndesis9 co-reference service is based on the
transitive closure of solely owl:sameAs statements har-
vested from existing data dumps (e.g. datahub.io, sub-
sets of DBpedia and Wikidata). Finally, the recent co-
reference service10 introduced by [Beek et al., 2018] provides
5https://iana.org/assignments/urn-namespaces
6as a variation of Occam’s razor
7hosted at http://okkam.org
8hosted at http://sameas.org
9hosted at http://www.ics.forth.gr/isl/LODsyndesis
10hosted at http://sameas.cc
Table 2: Overview of Existing Identity Observatories
sameas.org LODsyndesis sameas.cc
# Names 203,953,936 65,315,931 179,739,567
# Statements 346,425,685 44,028,829 558,943,116
# owl:sameAs Unknown 44,028,829 558,943,116
# Partitions 62,591,808 24,076,816 48,999,148
# Eq. Classes Unknown 24,076,816 48,999,148
the largest collection of owl:sameAswith their equivalence
closure collected from a 2015 crawl of the Web of Data.
5 Erroneous Identity Links Detection
Finally, an important aspect of limiting the “sameAs prob-
lem” is the detection of incorrectly asserted identity links. In
order to detect such incorrect links, various kinds of informa-
tion may be exploited: RDF triples related to the linked re-
sources, domain knowledge that is described in the ontology
or that is obtained from experts, or different network met-
rics. This section presents existing approaches, classified into
three – possibly overlapping – categories. Table 3 provides
an overview of these approaches.
5.1 Inconsistency-based Detection Approaches
This category of approaches hypothesises that owl:sameAs
assertions leading to logical inconsistencies must be wrong.
Conflicting owl:sameAs and owl:differentFrom
In [CudreMauroux et al., 2009], these logical inconsis-
tencies are restricted to conflicting owl:sameAs and
owl:differentFrom statements. These conflicts are de-
tected based on a graph-based constraint satisfaction problem
that exploits the symmetry and transitivity of owl:sameAs
statements. These detected conflicts are resolved based on
the iteratively refined trustworthiness of the sources declar-
ing the statements (i.e. hypothesises that links published by
trusted sources are more likely to be correct). The approach
shows high accuracy (75 to 90%), with the evaluation only
conducted on synthetic data involving 24K links.
Ontology Axioms Violation
In [Hogan et al., 2012], logical inconsistencies are detected
after transitive closure, by exploiting ten OWL 2 RL/RDF
rules expressing the semantics of axioms such as different-
From, AsymmetricProperty. When entities causing inconsis-
tencies are detected, they are separated into different seed
equivalence classes, then the remaining entities are assigned
into one of these seed classes based on their minimum dis-
tance in the equivalence class. The approach manages to
detect inconsistencies in 280 out of the 2.8M equivalence
classes that resulted from the closure 3.7M owl:sameAs.
The approach shows high precision (85%) and lower recall
(40%). These results also show that consistency does not im-
ply correctness, with 60% of the pairs manually evaluated
as being different still belong in the same – now consistent
– equivalence class. In [Papaleo et al., 2014], the authors
exploit class disjointness, (inverse) functional properties and
locally complete properties11 for detecting inconsistencies.
11multi-valued properties where its information is complete when
it is present (e.g., the authors of a certain publication).
Table 3: Overview of erroneous identity links detection approaches, stating their type, requirements, the dataset on which the experiments
were conducted, and the reported results. Transparency indicates whether the dataset (D), the tool (T), and the results (R) were made available.
Approach Type of Approach Requirements Evaluated Data Results Transparency
[CudreMauroux et al., 2009] Inconsistency-based
- Source Trustworthiness
- Presence of owl:differentFrom
Synthetic graph of
8K entities and 24K links
75% to 90% accuracy -
[Hogan et al., 2012] Inconsistency-based Ontology Axioms
3.77M owl:sameAs from a
2010 crawl of 3.9M Web documents
85% precision, 40% recall (only
280 inconsistent classes out of 2.8M)
-
[Papaleo et al., 2014]
Inconsistency-based
and Content-based
- Ontology Axioms
- Ontology Mappings
344 owl:sameAs produced by
3 different linking tools (OAEI 2010)
37% to 88% precision, 75% to 100%
recall (depending on the dataset)
D
[de Melo, 2013] Inconsistency-based UNA
BTC2011: 3.4M owl:sameAs and
sameAs.org: 22.4M owl:sameAs
no precision or
recall evaluation
D
[Valdestilhas et al., 2017] Inconsistency-based UNA LinkLion: 19.2M owl:sameAs
no precision or
recall evaluation
D, T, R
[Paulheim, 2014]
Content-based
(outlier detection)
-
Peel-DBpedia: 2K owl:sameAs
DBTropes-DBpedia: 4.2K owl:sameAs
- 58% to 80% AUC
- 50% F1-measure
D, T
[Cuzzola et al., 2015]
Content-based
(natural language analysis)
Textual Description
for each resource
sameas.org: 411 owl:sameAs
(from 7K collected ones before cleansing)
93% precision
75% recall
-
[Gue´ret et al., 2012]
Network Metrics
(local network)
- SILK framework: 100 owl:sameAs
49% precision
68% recall
D, T, R
[Raad et al., 2018]
Network Metrics
(identity network)
-
558.9M owl:sameAs from a
2015 crawl of the Web of Data
93% recall, 40% to 73% precision
(depending on the eq. class size)
D, T, R
Firstly the approach builds a contextual graph of a specified
depth describing the two involved resources in an identity
link, then applies a Unit-resolution inference rule until satu-
ration for detecting inconsistencies within these graphs. The
approach was evaluated on three datasets with a total of 344
owl:sameAs, showing low precision in two (37% and 42%)
and an 88% precision in the third, with a recall between 75%
and 100%.
Unique Name Assumption Violation
In [de Melo, 2013] and [Valdestilhas et al., 2017], inconsis-
tencies are detected by presuming that knowledge graphs pre-
serve the Unique Name Assumption (UNA), and that viola-
tions of the UNA are indicative of erroneous identity links.
The UNA indicates that two names in the same knowledge
graph, do not refer to the same real-world entity. Experiments
show that both approaches are scalable (tested on 26M and
19M owl:sameAs respectively). However, the precision,
recall and accuracy of both approaches have not been evalu-
ated. Interestingly, [de Melo, 2013] claims that most of the
UNA violations stem from incorrect identity links, not from
inadvertent duplicates. Whilst in the analysis of a sample of
100 errors, the authors of [Valdestilhas et al., 2017] show that
90% of the errors stem from duplications within the dataset,
instead of referring to two different real world entities.
5.2 Content-based Approaches
This category of approaches exploits the descriptions associ-
ated to each name for evaluating the correctness of an identity
link. In [Paulheim, 2014], the author hypothesises that cor-
rect identity links follow certain patterns, with ones violating
those patterns being probably erroneous. The approach rep-
resents each identity link as a feature vector, and tests six dif-
ferent methods for detecting outliers (e.g. one-class support
vector machines). The evaluation conducted on two different
datasets (2K and 4K owl:sameAs each), shows a maximum
F1-measure of 54%, that varies between each dataset. Finally,
the authors in [Cuzzola et al., 2015] used DBpedia categories
for calculating a similarity score of the textual descriptions
associated to (claimed) identical pairs. The approach was
tested on 411 owl:sameAs links, with the evaluation sug-
gesting a precision between 86% and 93%, and a recall be-
tween 75% and 79%.
5.3 Network-based Approaches
Finally, a last category of approaches used network metrics
for evaluating the quality of owl:sameAs links. Whilst in
[Raad et al., 2018] the exploited (identity) network solely
contains owl:sameAs statements, in [Gue´ret et al., 2012]
the (local) network considers all properties and names re-
lated to the two names linked by an owl:sameAs. Specifi-
cally, this approach aims at measuring the impact that a given
owl:sameAs has on this local network, using three classic
network metrics (clustering coefficient, betweenness central-
ity, and degree) and two Linked Data-specific ones (descrip-
tion richness and owl:sameAs chains). For instance in the
latter, it hypothesises that a correct owl:sameAs will con-
tribute in closing an open owl:sameAs chain. The evalua-
tion was conducted on a set of 100 links, and shows a 49%
precision, and 68% recall. In [Raad et al., 2018], the approach
hypothesises that the more densely a group of names is inter-
linked, the higher the likelihood of those names to be identi-
cal. The approach firstly partitions the identity network into
different connected components and then detects the commu-
nity structure in each of these components. Finally, it assigns
an error degree to each owl:sameAs based on the density
of the community(ies) in which the two interlinked names
belong and the reciprocity of the link. The evaluation was
conducted on the sameas.cc dataset, and shows a precision
between 40% and 73% and a recall of 93%.
6 Conclusion & Discussion
This survey has presented the first overview in the ongoing
process of limiting the excessive and incorrect use of identity
links in the Web of Data. We now present the current situa-
tion, and set out directions for future work.
Existing identity links lack semantics. In Section 3.1, sev-
eral alternative identity predicates were presented. A big
downside of these alternatives is their lack of formal seman-
tics. For instance, in skos:exactMatch whether a degree
of confidence is high (enough) is subjective, and the meaning
of this relation even changes over time, because information
is always evolving over time. Also, some proposed alternative
properties do not denote equivalence relations, which means
that they are of limited use in reasoning and linking. Another
downside of these approaches is that they require data pub-
lishers to change their modelling practice. A lot of momen-
tum is needed in order to create new knowledge graphs, or to
change existing ones in order to make use of these alternative
properties. As a result, most of these proposals lack uptake
and are only used in a handful of datasets (see Table 1).
Contextual identity requires further investigation. In Sec-
tion 3.2, different proposals for context-dependent semantics
of identity were presented. These approaches have the bene-
fit that they do not require existing modelling practices to be
changed since the same property (i.e., owl:sameAs) can be
used. An exception to this are approaches that require con-
texts to be modelled by hand. However, contextual semantics
has not yet been widely implemented in Linked Data tools,
e.g., reasoners, linked data browsers, and faces potential im-
pediments for uptake. In fact, the exact impact of contextual
identity on entailment has not been sufficiently investigated.
Finally, the use of identity assertions for the purpose of inter-
linking may be somewhat hampered by contextual semantics
approaches. With the traditional semantics of owl:sameAs,
linked descriptions can always be shared, but with contextual
semantics such descriptions can only be shared if they are as-
serted in compatible contexts.
Centralised naming authorities will be of limited use. Cen-
tralised naming authorities, presented in Section 4.1, play an
important role in facilitating the understanding and re-use of
names. However, although they might see limited uptake
within some dedicated domains, centralised identity manage-
ment becomes more difficult and error prone when operat-
ing at a larger scale. In addition, the idea of having to go
through an authority in order to use a new name somewhat
goes against the philosophy of the ad hoc nature of the Web,
where “anybody is able to say anything about anything”.
Identity Observatories must be used more broadly. Even
though several identity observatories exist (Section 4.2), they
are not commonly used in Web applications today. This is
probably due to the following limitations which these services
suffer from, in their current status and architecture.
- Semantic Interpretability. The ‘equivalence classes’ in
sameas.org are the result of the transitive closure of a mix of
identity relations with different semantics. Since this service
does not keep the original predicates, the semantics of the
closure that is calculated is unclear (e.g. can not be used by a
DL reasoner for inferring new facts).
- Coverage. With the number of statements in LODsynde-
sis being an order of magnitude smaller than other observato-
ries, this service may see limited use in certain applications.
- Up-to-date support. With sameas.cc being based on a
2015 crawl of the Web, such service may see limited uptake
in applications which require more recent information.
We believe that such services will see uptake over time,
since they make it possible to use some of the benefits of
linking to other knowledge graphs, while at the same time
giving the client some control as to which knowledge graphs
to link to (and which ones not to link to).
Hybrid error detection approaches are required. Finally,
it has now been broadly acknowledged that erroneous
identity statements are present in the Web of Data, and that
additional effort is needed in order to detect them. In Section
5, we have seen that there are several promising approaches
for the (semi-) automatic detection of erroneous identity
links. However, all existing approaches have made some
trade-off, either having less precision, having less recall, or
being less scalable. Specifically, experiments in [Hogan et
al., 2012] showed that the Web of Data lack from ontological
axioms and assertions that are strong enough for deriving in-
consistencies. Hence, suggesting that axiom violation-based
approaches will mainly have a lower recall. Experiments
based on the UNA violation have showed contradicting
results, leaving many uncertainties on the effectiveness of the
UNA assumption for the task of detecting erroneous links.
Existing content-based approaches have showed promising
results, but still requires further investigation in terms of their
scalability, and whether sufficient textual descriptions in the
Web of Data are indeed available. Finally, network-based
approaches have also showed promising results in terms of
recall and scalability, but existing experiments showed lower
precision.
Future research should focus on combining some of these
existing approaches in novel ways, potentially combining
some of the strengths of these various approaches into one
(hybrid) approach. Such an approach should be feasible over
the whole Web, where scalability is not the only challenge,
but also where certain assumptions on the constant chang-
ing data can not be presumed. For instance, in the Web not
all names have textual descriptions, many knowledge graphs
do not include vocabulary mappings, or lack semantically
rich assertions for deriving inconsistencies. In addition, fu-
ture research should focus on providing more transparency
for allowing other approaches to compare, and hopefully im-
prove, their results. Table 3 shows that only three approaches
provide fully reproducible results. Finally, compared to the
amount of research invested in entity linking [Shen et al.,
2015] and ontology matching [Ferrara et al., 2013], this area
is clearly lacking uptake. While in some cases this may be
due to various technical challenges (e.g. resulted from the
absence of a manually annotated benchmark designed for this
task), there is also the aspect that the number and actual ef-
fects of these erroneous statements in practice were still un-
known, until recently [Raad et al., 2018].
With this overview of the current state of the “sameAs
problem”, we hope that this survey can lead to the emergence
of more efficient approaches and systems for representing
contextual identity and investigating its impact at scale, ac-
cessing explicit and implicit identity assertions in the Web,
and detecting the erroneous ones.
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