Abstract-This paper studies the performance of an energy efficient ID-based wake-up solution for Internet of Things (IoT) devices over cellular networks. When the IoT device has no data to transmit, it turns its main circuitry off and switches to sleep mode. The transition back to the active mode is only achieved upon receiving a radio frequency (RF) wake-up signal from the device's serving base station (BS) containing the device's ID. The device experiences a successful wake-up event when it receives enough power to activate an added wake-up module that decodes the received wake-up signal and triggers the main circuitry if the ID of the device is detected. Using tools from stochastic geometry, we define a new composite success wake-up probability metric that takes into consideration the joint effect of sufficient power reception for wake-up and sufficient signal to interference and noise ratio (SINR) for ID detection. The obtained results demonstrate the superiority of the proposed ID-based solution in maintaining efficient performance and low power consumption.
I. INTRODUCTION
The Internet of Things (IoT) is expected to entail a massive number of sensors, smart physical objects, and devices that require wireless connectivity [1] . However, unlike humanoperated cellular devices that can be easily charged, IoT devices are often deployed in locations that can be remote and not easily reachable and are usually powered by batteries with restricted size and capacity. This increases the interest in power-efficient communication of IoT, both from system design [2] , [3] , and hardware perspectives [4] .
RF wake-up is one of the key solutions for ultra-low power consumption [5] . The device enters a deep sleep mode to save power whenever it is not performing a useful task and only leaves the sleep mode when it receives an external RF wake-up signal. A new module must be added to capture the wake-up signal and initiate an interrupt trigger to activate the main circuit of the device. An ID detector can be also added for selective wake-up and the solution in that case is "ID-based". If the ID detector is not present, the wakeup solution is "broadcast-based", and all the devices within the range of the transmitted signal wake-up upon detecting enough power which results in many unnecessary wake-ups. The on-demand characteristic of RF wake-up solutions makes them more suitable for the infrequent transmissions of most IoT applications than periodic-based solutions which introduce long delays and are highly power inefficient.
In this work, we present an analytical framework that uses tools from stochastic geometry to evaluate the performance of RF wake-up strategies for IoT devices over cellular networks. Stochastic geometry has been widely applied for the systemlevel analysis of cellular networks [6] , [7] , particularly to characterize the performance of energy harvesting communications [8] - [10] and wireless powered communications [11] - [14] . For instance, using tools from stochastic geometry, the authors in [8] evaluate the probability of uplink transmission defined as the event of harvesting enough energy to transmit. In [13] , the authors use stochastic geometry to study outage and average energy harvested in wireless powered communications.
Unlike the previous works, we study the performance of an IoT cellular network, where the devices, which are equipped with a wake-up module and an ID detector, are initially in the sleep state. Upon reception of a wake-up signal with sufficient amount of power containing the ID of the device, the device switches to the active mode. We propose and evaluate a new composite success wake-up probability metric, where a device encounters a successful wake-up if the received power is sufficient to activate the wake-up module and the ID detector, and the received SINR is sufficient for correct ID detection. Since the same BSs and channels are used for power transfer and ID transmission, there is an inherent correlation in the wake-up and the ID detection events and the joint consideration requires careful analysis, which can be considered the main contribution of this work. Our results clearly prove the superiority of the ID-based solution in providing high energy savings and good success wake-up probability.
II. SYSTEM MODEL AND ASSUMPTIONS
The network model consists of BSs arranged according to a homogeneous Poisson point process (PPP) Φ = {x i , i = 1, 2, ...} ∈ R 2 with density λ in the Euclidean plane. The devices are distributed in R 2 according to an independent PPP Φ u = {y i , i = 1, 2, ...} with density λ u . We assume that all BSs are transmitting with the same power P t in the downlink (DL). Channels are assumed to be symmetric where the power of a signal transmitted by a BS is subject to the standard power loss propagation model with rate r −α where α > 2 is the pathloss exponent and r is the propagation distance.
In the analysis, we consider the following assumptions: (i) each device connects to its nearest BS, (ii) fading gains across all channels are independent, (iii) all channels are exposed to Rayleigh fading. This means that the channel power gain h x follows an exponential distribution with unit mean, i.e., 978-1-5386-3920-7/17/$31.00 ©2017 IEEE h x exp(1) and the DL received power at a device located at y = (y 1 , y 2 ) from a BS at
where . is the Euclidean norm. Without loss of generality, we focus our analysis on a device placed at the origin.
The total received power P r at the device of interest can be expressed as
where a ≤ 1 represents the efficiency of the RF-DC conversion. For the DL, The SINR of a device at the origin can be expressed as
where x 1 is the location of the nearest (serving) BS, I denote the interference field and σ 2 models thermal noise power.
III. WAKE-UP PROBABILITIES ANALYSIS A. ID-based Success Wake-up Probability
As shown in Fig. 1 , successful wake-up requires a minimum amount of power to be received at the device in order to activate the circuitry of the wake-up module and the ID detector. Once activated, the ID detector extracts the ID from the wake-up signal and compare it with the ID of the device. In case matched, it sends an interrupt trigger to switch the main circuit to the active mode and initiate operation. Thus, two conditions are required for successful wake-up:
• P r ≥ T : The probability that the received power level P r must exceed a power threshold denoted as T to activate the added wake-up module and the ID detector.
• SINR ≥ β: The received SINR needs to be greater than a modulation-and-coding specific target SINR β to correctly decode the ID from the received wake-up signal. Therefore, the ID-based success wake-up probability denoted as P ID is the joint probability of these two events and can be defined as
Along with the joint treatment, the complexity of the analysis is evident from the additional two facts: (i) the total power received P r is a power-law shot noise whose probability density function (PDF) cannot be derived in general, and (ii) the fading gains are the same for the received power P r and the DL SINR. To make matters worse, the two events both depend on the point process Φ modeling the BSs. Thus, the two events that compose the joint wake-up probability are dependent and joint analysis is required. To reduce the complexity of the analysis, we start by conditioning on the PPP of the BSs locations Φ. Consequently, the only remaining dependency is the fading gains and the joint wake-up probability can be expressed as
To simplify the analysis, we utilize the dominant BS-based approach used in [15] to approximate the total interference I by the interference from the second nearest BS (strongest interferer) and the average of the interference from the rest of the BSs (conditioned on the locations of the nearest two BSs located at distances r 1 = x 1 and r 2 = x 2 from the device at the origin) as follows:
where
The value of ψ(r 2 ) can be derived as follows:
where (a) comes from the assumption that all h x are independent exponentially distributed variables with unit mean, and (b) is a direct application of Campbell's theorem for sum over PPP [16] . After some mathematical derivations, the ID-based success wake-up probability can be expressed as in Theorem 1. Theorem 1 (ID-based success wake-up probability). In an IoT cellular network, assuming that the BSs constitute a PPP with density λ and each BS is transmitting with power P t , the ID-based success wake-up probability of a generic IoT device with received power threshold T , and DL SINR threshold β can be derived as
, and f R1,R2 (r 1 , r 2 ) = (2πλ) 2 r 1 r 2 e −λπr 2 2 .
Corollary 1. The ID-based success wake-up probability for the case of α = 4 can be expressed as
Proof: See Appendix A.
B. Broadcast-based Success Wake-up Probability
In a broadcast-based wake-up solution, an IoT device wakes-up successfully when it receives a power P r greater then T when the serving BS is transmitting the wake-up signal without any constraint on the DL SINR. The probability of having P r ≥ T is denoted as the broadcast-based success wake-up probability and is given by the following Lemma.
Lemma 1 (Broadcast-based success wake-up probability). The success wake-up probability of an IoT device applying the broadcast-based wake-up solution with power threshold T can be derived as
Proof: See Appendix B.
C. False Wake-up Probability
An IoT device implementing the broadcast-based solution wakes-up whenever the received power level exceed T no matter a wake-up signal is designated to it or not. Hence, the broadcast-based solution is vulnerable to frequent false wake-ups. The ID-based solution overcomes this problem by matching the ID of the wake-up signal to the device's ID. Hence, the false wake-up event only activates the wake-up module and the ID detector, which will prevent the unnecessary power of activating the main device's circuitry. The probability of false wake-up is the probability that the received power at the desired device exceeds the threshold T given that the serving BS is not sending a wake-up signal. This is exactly the probability that the received interference exceeds T at the device of interest which can be expressed as in Lemma 2.
Lemma 2 (False wake-up probability). The false wake-up probability of a generic IoT device with power threshold T can be expressed as
2 is the distribution of the distance to the second nearest BS from the device of interest.
Proof: See Appendix C.
IV. ENERGY CONSUMPTION ANALYSIS
In this section, we evaluate the energy savings of the IDbased wake-up solution compared to broadcast and periodicbased solutions. A device employing the periodic-based technique is internally programmed to wake-up at specific intervals and does not require the integration of an extra wake-up module. In order to quantify the consumed energy, we consider a time-slotted system with slot duration ∆t. The time slot is partitioned into two sub-slots: active sub-slot (T ON ) and sleep sub-slot (T sleep ). The percentage of time in which the device is active is denoted as D ON . The added wake-up module and ID detector will add extra power consumption to the device in both active and sleep modes. The overall power consumptions of the periodic-based, broadcast-based and ID-based solutions are presented in Table I for the success wake-up, false wake-up and sleep modes.
In order to have a successful wake-up, ID-based and broadcast-based solutions require the reception of a wake-up signal during the active sub-slot T ON . However, because of statistical channel effects and decoding errors, the device may fail to wake-up during T ON . As presented in Section III, an ID-based wake-up device has a probability P ID to wake-up successfully. Similarly, a broadcast-based wake-up device has a success wake-up probability P bro less than 1. In addition, the device may experience false wake-up events with probability P false when sufficient amount of power is received during T sleep . Therefore, the total energy consumptions E per , E bro and E ID of periodic-based, broadcast-based and ID-based solutions during the slot duration ∆t can be respectively estimated as
where P ID , P bro and P false are given in (7), (9) and (10) respectively.
V. NUMERICAL RESULTS AND DISCUSSIONS
In this section, we compare our analytical results to simulation results for all the derived performance metrics. The scenario under consideration is composed of a set of BSs and a set of devices distributed following two independent PPPs over the network. Unless otherwise stated, the transmit power of BSs is assumed to be P t = 53 dBm while the thermal noise is −50 dBm and the wake-up threshold T is −20 dBm. We consider different values for the SINR threshold β, the pathloss exponent α, and the RF-DC conversion factor a.
The effect of varying the spatial density of BSs on the IDbased and the broadcast-based success wake-up probabilities is illustrated in Fig. 2 . It is easy to see that increasing λ increases these probabilities because it reduces the distance r 1 between the device and its serving BS, which increases the received power, making it easier to satisfy the wake-up threshold condition. This happens up to some point after which deploying more BSs does not affect the overall performance where P ID and P bro become almost constant. This behavior can be explained as follows: at high density, the interference power level satisfies the wake-up condition P(P r ≥ T ) literally. Furthermore, the SINR coverage probability is independent of λ and the total success wake-up probability approaches a constant level for both ID-based and broadcast-based solutions. As shown in Fig. 2 the success wake-up probability derived in Theorem 1 provides a remarkably tight approximation of the true success wake-up probability obtained from simulations.
The result for the broadcast-based success wake-up probability presented in Lemma 1 is further validated in Fig. 3 for different values of the RF-DC efficiency conversion factor a. Fig. 4 illustrates the effect of increasing the pathloss exponent α on the false wake-up probability. This figure validates our analytical model for the false wake-up probability through the good match between the analytical results and those obtained from Monte-Carlo simulations for different values of α. We note that the false wake-up probability experiences high levels for some network parameters. This is due to the correlation between success and false probabilities. In a broadcast-based wake-up scenario, the high false wake-up rate causes high power consumption levels because the device is not able to differentiate between false and true wake-up events and the main circuit is activated at every received power level that exceeds the wake-up threshold T . However, in an IDbased scenario, the added ID detector can prevent such false wake-up events by checking the ID included in the received signal, and only interrupting the device in case of matched IDs, therefore preventing unnecessary power loss. Fig. 5 presents the energy consumption results of the IDbased wake-up solution compared to broadcast and periodicbased solutions based on the analysis in Section IV. The active time percentage D ON is fixed to 33% for the periodic solution, and it has several values (33%, 16.6% and 0.83%) for the broadcast and ID-based solutions corresponding to different IoT use-cases. Fig. 5 shows that broadcast and ID-based solutions can achieve significant energy savings over periodicbased solutions. The energy reduction becomes higher for IoT use-cases with lower active time percentages. This comes at the cost of less reliability since these solutions have a probability less than one to have successful wake-up. However, given the foreseen sporadic traffic patterns in IoT, and because of their on-demand characteristic, these solutions can save significant delays compared to the periodic case, which has to wait the next on period to wake-up. On the other hand, the broadcast-based solution achieves higher success wakeup probability than the ID-based solution (Fig. 2) . However, the false wake-up problem is significant in broadcast solutions and the overall power consumption is much more higher than ID-based solutions. In addition, when the wake-up involves uplink transmissions, broadcast solutions result in high intracell interference which can degrade the performance.
VI. CONCLUSION In this work, we studied the performance of an ID-based RF wake-up solution for IoT over cellular. To wake-up successfully, a device must receive a wake-up signal with sufficient amount of power, and must correctly decode the ID it contains. We defined a new composite performance metric that considers both the effect of receiving sufficient power to wake-up and achieving sufficient SINR for ID detection. Since the same set of BSs and the same channels are considered for power transfer and ID transmission, the analysis of the proposed metric required precise joint handling, which can be considered the main contribution of this work. A key design outcome is that, with proper network parameters tuning, the ID-based solution can maintain good performance while reducing significantly the energy consumption compared to the broadcast solution, highly affected with false wake-ups. Many future extensions can be applied to this work. For instance, we can study the performance of a joint uplink/downlink scenario, in which the device transmits uplink data after wake-up. Another extension is to assume that the BS resends the wake-up signal in case of failure, which will add further complexity to the analysis.
APPENDIX

A. Proof of Theorem 1
Recalling the necessary conditions for successful wake-up given by (3), the conditioned probability can be derived as follows:
where F = .
Step (a) follows from the approximation presented in (6).
Step (b) is obtained by conditioning over the fading gain h x2 of the second nearest BS.
We denote by P hx 2 ID the conditioned probability over h x2 . P hx 2 ID can be derived as
where A(r 1 , r 2 ) = r . Averaging over h x2 , the conditioned success wake-up probability can be expressed as
where 
Note that Z 2 ≥ Z 1 . Thus, we can define three regions for the distance to the second nearest BS r 2 . The conditioned success wake-up probability can be finally expressed as 17) Integrating over r 1 and r 2 using the regions defined in (17) and the joint distribution f R1,R2 (r 1 , r 2 ) defined in [17] leads to the final result in Theorem 1.
B. Proof of Lemma 1
To derive the broadcast-based success wake-up probability, we must first obtain the broadcast-based probability conditioned on the PPP of BSs Φ which reduces to the complementary cumulative density function (CCDF) of P r conditioned on r 1 and r 2 and can be expressed as P cond bro = P(P r ≥ T |r 1 , r 2 ) (a) = P aP t h x1 r 
C. Proof of Lemma 2
To derive the false wake-up probability denoted P false , we must obtain the false probability conditioned on the distance r 2 to the second nearest BS. The conditional probability is exactly the CCDF of the interference field I when no signal is transmitted from its BS and can be expressed as 
where step (a) follows from the approximation introduced in (6).
Step (b) follows from the exponential distribution of h x2 with unit mean. Noting that [F] + = 0 and P false = 1 when r 2 ≤ Z 1 and integrating over r 2 with f R2 (r 2 ) = 2(πλ) [17] (second nearest distance distribution), the result in Lemma 2 follows.
