We propose an enhancement for the well-known greedy perimeter stateless routing (GPSR) protocol for vehicular ad hoc networks (VANETs), which exploits information about link reliability when one-hop vehicles are chosen for forwarding a data packet. In the proposed modified routing scheme, a tagged vehicle will select its one-hop forwarding vehicle based on reliability of the corresponding communication link. We define link reliability as the probability that a direct link among a pair of neighbour vehicles will remain alive for a finite time interval. We present a model for computing link reliability and use this model for the design of reliability based GPSR. The proposed protocol ensures that links with reliability factor greater than a given threshold alone are selected, when constructing a route from source to destination. The modified routing scheme shows significant improvement over the conventional GPSR protocol in terms of packet delivery ratio and throughput. We provide simulation results to justify the claim.
Introduction
Vehicular ad hoc networks (VANETs) are poised to be an integral part of intelligent transportation system (ITS) initiatives all over the world. Such intervehicle communication networks support two distinct communication scenarios: vehicle-to-vehicle (V2V) and vehicle-to-infrastructure (V2I) communications [1] [2] [3] [4] . The IEEE 802.11p is an approved amendment to the IEEE 802.11 standard for enabling vehicular communications [5] . It specifies the PHY and MAC protocols for wireless access in vehicular environment (WAVE), while higher layer protocols are based on IEEE 1609 standards [3, 5] .
Ensuring reliable routing is a challenging task in VANETs since vehicles move with very high velocities that result in dynamic network topology. The routes that are established between a source-destination pair may cease to be invalid when at least one communication link along the route fails. The link lifetime is the time duration for which two vehicles are within the communication range of each other. In other words, it is the time period that starts when two vehicles move to the communication range of each other and that ends when they move out of their range (i.e., signal-tonoise ratio perceived by the receiver vehicle becomes less than the minimum required). When a link on a routing path fails, network connectivity properties change rapidly. This results in temporary disruption of information flow and leads to initiation of yet another route discovery process. Route rediscovery is expensive in terms of required signaling and computation overheads. Hence, during route discovery phase, it is very important and desirable for the routing algorithm to choose optimal route connecting source and destination, consisting of the most reliable links in the network [6] .
Greedy perimeter stateless routing (GPSR) [7] is a geographic routing protocol that relies on positions (coordinates) of the nodes and destination address of the packet to make forwarding decisions in multihop wireless networks. In GPSR protocol, greedy forwarding is employed to forward packets. Always, a node that is closer to destination is selected as the forwarding node. When greedy forwarding fails, GPSR algorithm will employ perimeter forwarding. Recently many variations of the conventional GPSR protocol have been proposed for VANETs [8] [9] [10] . Studies of GPSR conducted in 2 International Journal of Vehicular Technology [11] suggest that it suffers from many disadvantages especially in VANETs. Due to rapidly changing network topology, a source vehicle may not receive updated position information from its neighbours periodically. Hence, it may make wrong forwarding decisions resulting in failure of greedy forwarding. Perimeter mode forwarding can be used when greedy forwarding fails; however, it leads to sharp increase in delay owing to the higher number of hops required to reach destination.
In this paper, we propose a reliability based GPSR protocol (GPSR-R) for VANETs on highways. In the proposed routing protocol, a tagged vehicle will select its one-hop forwarding vehicle based on reliability of the corresponding communication link. To facilitate this, we use a metric known as link reliability which is defined as the probability that a link will be alive for a finite time duration. The selection of forwarding nodes is executed based on this metric. Thus the proposed protocol ensures that links with reliability factor greater than a given threshold alone are selected when constructing a route from source to destination. Simulation results show that the modified scheme shows improvement over the conventional GPSR protocol. The major contributions of this paper are as follows.
(i) We propose a new analytical model for describing link reliability and derive an analytical expression for computing link reliability. The analysis takes into account free flow uncongested traffic scenario and assumes the vehicle speed to have uniform probability density function.
(ii) We modify the conventional GPSR protocol and design a reliability based GPSR algorithm. We perform detailed evaluation of the modified routing algorithm. Further we compare the performance of GPSR-R against conventional GPSR protocol and three representative reliable VANET routing protocols that exist in the literature and establish that GPSR-R provides more improvement in packet delivery ratio and network throughput.
The rest of this paper is organized as follows. Section 2 describes the related work. Section 3 describes the mathematical model for link reliability. Section 4 describes the reliability based GPSR protocol. The evaluation of the modified routing algorithm is presented in Section 5. The paper is concluded in Section 6.
Related Work
Several papers have addressed the design of reliable routing algorithm for mobile ad hoc networks (MANETs) [12] [13] [14] [15] . Such designs are not applicable to VANETs because of distinct mobility and topology characteristics of these networks. Recently, several papers have appeared that deal with reliable routing in VANETs [16] [17] [18] [19] [20] [21] [22] [23] [24] [25] [26] [27] . In [16] In [20] , the same authors propose a movement prediction based routing (MOPR) in which each vehicle estimates the link stability, a measure of link lifetime, for each neighbouring vehicle before selecting the next hop for data forwarding. Authors of abovementioned papers compute link lifetime by assuming both the intervehicle distance and the velocity to be deterministic quantities. However, as is widely known, both of these quantities are random variables. Sofra and Leung [21] propose an estimation method for link quality in terms of link residual lifetime. The same authors in [22] demonstrate that the estimation method proposed in [21] Notice that the link reliability model employed in [24, 25] does not consider the stochastic nature of the intervehicle distance. Further, several studies have reported that topology based routing schemes such as AODV perform badly in VANETs, as compared to geographic routing protocols [6] . In [27] , Eiza and Ni propose a routing algorithm that exploits the evolving characteristics of VANETs on highway. Naumov and Gross in [28] propose connectivity aware routing (CAR) in VANETs, which adapts to current network conditions to find a route with sufficient connectivity, so as to maximize the chance of successful packet delivery. In [29] Different from aforementioned category of link stabilitybased routing protocols where the principal objective is to find a reliable packet delivery route between the source and the destination nodes for improving the packet delivery ratio, trajectory-based routing [33] [34] [35] [36] relies on the construction of a predefined trajectory between the source and the destination nodes based on the knowledge of the network topology. The source nodes are required to encode a geographical trajectory into the packet header and each intermediate node uses geographical greedy forwarding strategy along the trajectory. However, encoding and storing of trajectory information can limit the protocol scalability, because, for a longer path, the required header size would be very large.
Knowledge of link lifetime and reliability is essential for the design of link reliability based routing protocols. Recently, there have been certain attempts to analyse the link duration and link reliability in VANETs [37] [38] [39] [40] [41] [42] . In [37] , Sun et al. propose an analytical model for the PDF of link lifetime by assuming equidistant nodes and vehicle speed as Gaussian. However, it may be noted that the intervehicle distance is, in general, a random variable. Yan and Olariu [38] investigate the PDF of the link lifetime in a VANET assuming (i) the PDF of intervehicle headway distance to be log-normal and (ii) the vehicle speed to be deterministic. Rudack et al. [39] present an analytical framework for single-hop link duration in VANETs. Wang [40] presents a simulation study of link duration, route lifetime, and route repair frequency in VANETs. Abboud and Zhuang [41] present a probabilistic analysis of communication link in VANETs for three distinct ranges of vehicle density. In [42] , Shelly and Babu present an analysis of link duration in VANETs for the free flow traffic state.
One of the major disadvantages of the GPSR protocol is that while the sender routes the packet to the node closest to the destination node the selected forwarding node can be at the edge of the sender's communication range which can lead to packet loss [43] . In VANETs, the abovementioned problem can be quite severe due to the dynamic characteristics of the network topology. Hence, for a VANET scenario, the conventional GPSR protocol should be modified to ensure that link reliability is also considered when the next hop forwarding vehicle is chosen. In this paper, we, first of all, present an accurate model for link duration and link reliability in VANETs by considering stochastic characteristics of the intervehicle distance and the vehicle speed. Contrary to the link stability model used in [20, 23, 32] for the selection of one-hop neighbour, the basic approach followed in our paper is that a vehicle initially finds a continuous time period ( ) in which a currently available link to one of its neighbours will be available from a time . The vehicle then finds the probability that the link would be actually available for the duration ( , + ). In our proposed GPSR enhancement protocol, the neighbor vehicle that satisfies the link reliability criterion alone would be eligible for selection as a forwarding node. Accordingly, the proposed reliability based GPSR protocol ensures that most reliable nodes are chosen for forwarding and for building a route from source to destination. We implement the protocol using NS2 and our extensive simulation results show that the proposed protocol outperforms the conventional GPSR protocol.
Analytical Model for Link Reliability in VANETs
We now describe a model for link reliability in VANETs.
System Model.
For the analysis of link reliability, we consider the free flow traffic state and assume vehicle arrival process to be Poisson [44] [45] [46] . Accordingly, the intervehicle distances are i.i.d exponential with parameter [44, 45] . In the uncongested free flow traffic state, vehicles move independently of each other in the network. Further, the probability distribution of vehicle speed can be approximated to be uniform [46] [47] [48] . Let be the random variable representing the vehicle speed. Assume to be uniform in the interval (V min , V max ). The PDF of is then given by
Now the cumulative distribution function (CDF) of intervehicle distance is given by
is the expectation operator and represents the arrival rate. When the vehicle speed follows uniform PDF, the average vehicle density is computed as follows:
Probability Distribution of Link Duration.
Here, we determine the probability distribution of link duration in VANETs. Consider the one-dimensional VANET forming a single-lane highway shown in Figure 1 , where all the vehicles move in the same direction. All the vehicles on the highway have the same mean velocities, but they are permitted to move with variable instantaneous velocities. We assume a fixed transmission range ( meters) and a fixed transmission power for all the vehicles. Consider two vehicles and moving in the network as shown in Figure 1 . Even though they have the same speed statistics, their instantaneous velocities are different. Let , , and , respectively, be the random variables that represent the velocities of vehicle , vehicle and the relative velocity between the given pair of vehicles in the network. Since = − , the dynamic range of is limited to (−V , +V ) where V = V max − V min . Further, the PDF of , (V ), can be determined by using the principle of random variable transformation and is given by the proof given in Appendix A: Let be the link duration, that is, the time duration for which communication link between vehicles and is active. Now is computed as follows:
Here is a random variable that represents the active distance over which vehicles and communicate. As described in Section 3.1, since the intervehicle distances are i.i.d and exponential with parameter = [1/ ], the PDF of is given by
Assuming that and are independent, the CDF of , ( ), can be written as follows:
Using the principle of random variable transformation, ( ) can be determined as follows (proof given in Appendix B):
where the terms 1 ( ) and 2 ( ) are given as follows:
Here , ( , V ) is the joint PDF of and . The PDF of , ( ), is obtained by differentiating (7a) with respect to and is given by
Here the two terms 1 ( ) and 2 ( ) that define ( ) are computed as follows (details given in Appendix B):
)) .
(8c)
The average link lifetime is then computed as follows:
Notice that [ ] should be determined by numerical integration procedure.
An Analytical Model for Link Reliability.
In this section, we use the expression for link duration PDF obtained in the previous section to determine the link reliability. We follow the probabilistic link reliability model of [27] in which the link reliability for a link at time is defined as follows:
where is the duration for which the given link should be available for communication. Given the link duration PDF ( ), the link reliability is determined as follows (for detailed analytical expressions, refer to Appendix C):
The link reliability defined above is a measure of stability of the link and hence a vehicle can use this as a metric for choosing its forwarding node. The most reliable forwarding node, which satisfies the reliability requirements, should be selected by the source node. In the next section we discuss the design of a reliable routing protocol based on this criterion. Notice that computation of link reliability probability according to (11) involves a vehicle to find a continuous International Journal of Vehicular Technology 5 time interval ( -the duration vehicle will be connected to its neighbor from a reference time) by assuming that both vehicles associated with the link maintain their current velocity unchanged during . The vehicle then finds the probability that the link will really last till + . It may be noted that the quantity in (10) can be defined as the duration for which the communication link between a given pair of vehicles and is continuously available. To find , we make the following assumptions. (i) During , the vehicles associated with the link do not change their velocities and (ii) the highway width is negligible compared to vehicle's communication range. Now is computed as follows. If ≥ , that is, when vehicle approaches vehicle from behind, the is calculated as = ( + )/ and if ≥ , that is, when vehicle moves forward in front of vehicle , the is calculated as = ( − )/ as shown in Figure 1 . Here is the Euclidean distance between the two nodes and is computed as
Further we assume that all the vehicles possess the GPS facility to identify their location and velocity. Each node will receive the velocity and position information of its neighbour nodes from the modified beacon structure, which will be explained in Section 4.2. Once these values are obtained, the value of can be computed, and the link reliability can be computed by (11).
Reliability Based GPSR Protocol: GPSR-R
In this section, first of all, we provide a brief overview of the conventional GPSR protocol and then describe the proposed reliability based GPSR protocol (GPSR-R).
GPSR: An Overview.
Geographic based greedy forwarding is one of the most promising routing approaches for VANETs [6] . GPSR [7] is a geographic routing protocol that relies on the location coordinates of the nodes and the destination address of the packet to find the next hop forwarding node. In GPSR, a packet is marked by its originator with the corresponding destination address. Assuming that location coordinates are known, the nodes choose to forward the packet to the one-hop neighbour located closer to the destination. This is continued until the destination is reached. If such greedy forwarding is not possible, GPSR employs perimeter forwarding. The protocol assumes that all the nodes that participate in the data transfer process possess the GPS facility to identify their location coordinate. Nodes periodically exchange beacon messages among themselves that contain their ID (address) and the location coordinates. In the context of one-dimensional VANETs, Figure 2 shows the greedy forwarding method while the perimeter forwarding strategy is shown in Figure 3 .
However, in VANETs, GPSR suffers from neighbour wireless link break problem [43] . Because of dynamic network topology, a source vehicle may fail to receive updated position information from its neighbours which are located at the edge of its communication range. Consequently, when the source vehicle uses greedy forwarding, there is a high probability that the selected one-hop forwarding vehicle may have gone out of its range, even though this vehicle is still listed in the source vehicle's list of neighbours. Such wrong forwarding decisions lead to packet loss [43] . Hence, reliable one-hop neighbour nodes should be selected for greedy forwarding.
Design of Reliability Based GPSR-R Protocol. As in GPSR,
we assume that all the vehicles that participate in the data transfer process possess the GPS facility to identify their location coordinates. The vehicles periodically transmit beacon messages to all the one-hop neighbours. In the proposed protocol, we modify the GPSR beacon frame by adding the following additional fields: (i) speed that contains the current velocity of the vehicle that generates the beacon; (ii) direction that contains the direction of movement of the vehicle that generates the beacon. The modified beacon structure is shown in Figure 4 . On receiving the beacons from the neighbours, a tagged vehicle will be able to know the position of its neighbours as well as the velocity and direction with which these vehicles move. By using all these quantities and by using the results presented in Section 3, the tagged vehicle computes the reliability of the communication link that is formed with each of its neighbour nodes. The vehicle then forms the neighbour list by including all one-hop neighbours, their ID's, and the corresponding link reliability probability values. The tagged vehicle also sets the beacon timer for all the vehicles in the neighbour list. Since the tagged vehicle receives the beacon message from its one-hop neighbours periodically, the neighbour list and the link reliability values also get updated periodically. At any point of time, if the tagged vehicle does not receive beacon message from a vehicle that is already included in the neighbour list, it assumes that this neighbour has gone out of its communication range and subsequently removes it from the list of neighbours. Whenever new vehicles enter the transmission range of the tagged vehicle, the neighbour list gets updated with the corresponding link reliability. Figure 5 shows how forwarding will happen in the proposed reliability based GPSR protocol. Assume that the source vehicle has a data packet. In GPSR, the greedy forwarding algorithm will select vehicle as the forwarding node. However, there is a high probability that vehicle would leave the transmission range of the source vehicle even before it gets the data packet, which leads to packet loss. In the proposed scheme, a forwarding node is selected based on the reliability of the corresponding communication link. Given a set of vehicles that satisfies a requirement on link reliability, the vehicle that is closer to the destination acts as the forwarding vehicle. Figure 6 shows the flowchart for the proposed reliability based GPSR. Upon receiving a data packet for forwarding, the tagged vehicle checks whether the received data packet is in greedy or in perimeter mode. If the packet is in greedy mode, the tagged vehicle searches its neighbour table to identify the set of vehicles that satisfies the link reliability criterion. A vehicle belonging to this set that is geographically closer to the packet's destination is selected as the forwarding node. When the set of neighbours that satisfies the link reliability criterion is empty, the tagged vehicle marks the packet to perimeter mode. For the performance evaluation of the proposed protocol, we keep the reliability threshold to be equal to 0.6. When the reliability threshold is too high, only limited number of vehicles will be available for forwarding, which increases the chances for the packet to enter perimeter forwarding mode. This will result in an increase of delay. Keeping very low values for the reliability threshold cannot significantly improve the protocol performance as compared to the conventional GPSR.
Simulation Results
In this section we present the results of our investigation. We evaluate the performance of proposed routing protocol and compare it with that of conventional GPSR protocol. We use the Network Simulator 2.33 (NS2.33) to conduct simulation experiments. Our simulation has two components: a mobility simulator and a wireless network simulator, which are connected by trace files that specify the vehicle mobility during simulation. A realistic vehicular mobility scenario is generated by using MOVE (mobility model generator for vehicular networks) [49] which is built on top of SUMO (Simulation of Urban Mobility) [50] , which is an open source microtraffic simulation package. We construct a simulation area that uses a 10 km long highway with vehicles moving in the same direction. As described in Section 3, in the free flow traffic state, the vehicle speed and the traffic flow are independent and hence there are no significant interactions between the individual vehicles. Each vehicle is assigned a random velocity chosen from a uniform distribution. In general, we select the vehicle velocity to be uniform over 36 kmph, 108 kmph with average value 72 kmph. The mobility trace file from MOVE contains information about realistic vehicle movements (such as their location, speed, and direction), which can be fed into discrete event simulators for network simulation. We record the trace files corresponding to vehicle mobility from SUMO, convert these files to NS2-compatible files using MOVE, and use them for network simulation using NS2.33. Each node in the network simulation represents one vehicle of the mobility simulations, moving according to the represented vehicles movement history in the trace file. IEEE 802.11 distributed coordination function is used as the MAC protocol. All the NS2 related settings are given in Table 1 . For each simulation experiment, we perform ten runs to obtain the average results.
We assume that all the vehicles possess the GPS facility to identify their own location. As mentioned before, a tagged vehicle identifies the position of its neighbours through the exchange of one-hop beacon packets. In order to avoid synchronization of neighbour beacons, the beacons are transmitted in a time interval that is uniformly distributed over 0.5 , 1.5 , where is the average interbeacon transmission time [7] . When a vehicle receives beacons from its neighbours, it sets the beacon timer for each of its neighbours so that the neighbour gets removed from the list when the corresponding beacon timer expires. In our experiment, we set the beacon timer to be equal to 4.5 [7] . If is too small, then the neighbour table will be accurate but the congestion in the network will be high. If is too large, then the accuracy of the neighbour positions in the table will decrease. The correct value of depends on the mobility of the nodes and their communication range. We consider the data traffic to be CBR that is attached to each source vehicle to generate packets of fixed size. We further assume UDP as the transport layer protocol for the simulation studies. A total of 10 source-destination pairs are identified in the simulation which generates packets of size 512 bytes for every 0.25 seconds (we consider the case of variable packet size as well). Total time duration for the simulation is set as 200 seconds. The source vehicle will start generating the data packet after the first 10 seconds of the simulation time and stops generating the data packet at 150 seconds. For each simulation experiment, the sender/receiver node pairs are randomly selected. We consider the following performance metrics for the evaluation of the protocols.
Packet Delivery Ratio (PDR).
This quantity is the average ratio of number of successfully received data packets at the destination vehicle to the number of packets generated by the source.
Average End-to-End (E2E) Delay. This is the time interval between receiving and sending time for a packet for a source to destination pair averaged over all such pairs. Here the data packets that are successfully delivered to destinations are only considered for the calculation.
Average Throughput. This quantity represents the average amount of data bits successfully delivered at the destination vehicle for a given source-destination pair average over all such pairs in the network.
We investigate the impact of average velocity on PDR for the proposed reliability based GPSR as well as for the conventional GPSR. In this case, we consider a total of 10 source-destination pairs which generate packets of size 512 bytes every 0.25 seconds. We set the vehicle's communication range to the default value equal to 250 meters. As shown in Figure 7 , the average PDR reduces when the average velocity of the vehicles in the network increases. This reduction is due to the fact that the network topology gets changed frequently when the average velocity increases. In GPSR-R protocol, a forwarding vehicle is chosen if and only if the reliability of the communication link with the source vehicle exceeds the minimum required. This reduces the probability of link breakages, resulting in improved packet delivery ratio. Figure 8 shows the impact of average velocity on average end-to-end delay for the GPSR as well as for the proposed GPSR-R protocol. As average velocity increases, the network becomes more dynamic in nature and chances of occurrence of link breakages increase. This increases the end-to-end delay for both protocols. Further, the proposed GPSR-R protocol shows higher average end-to-end delay than the GPSR protocol. The GPSR protocol selects the next hop vehicle by greedy forwarding in which a neighbour vehicle closest to the destination is selected as the next hop. However, in GPSR-R protocol, vehicles with reliability factor greater than the threshold form the set of next hop forwarding vehicles. Accordingly, the next hop forwarding vehicle selected need not be the one-hop vehicle closest to the destination. This results in higher number of hops to reach the destination and hence longer end-to-end delay. As shown in Figure 9 , the average throughput of the network gets reduced when average velocity increases. As mentioned before, when the average velocity increases, the network topology gets changed frequently. This decreases the throughput.
We now investigate the impact of packet size on the performance of the two routing algorithms in VANETs. We vary the packet size from 512 bytes to 3072 bytes and keep the mean velocity of vehicles to be equal to 72 kmph. The PDR is plotted against packet size in Figure 10 while Figure 11 shows the variation of throughput. As packet size increases, there is a reduction in both the PDR and the throughput when GPSR protocol is employed. Notice that larger packets may be fragmented. If a fragmented data packet is lost during a link failure, then the whole data packet is lost. Accordingly, under GPSR, both the PDR and the throughput decrease when large size packets are employed. However, PDR and throughput performance of our proposed reliability based GPSR (GPSR-R) are not significantly affected by varying packet size. This is because, in GPSR-R, one-hop forwarding vehicles are chosen based on reliability of the corresponding communication link. Hence the probability of link breakage is very less. Further, it can be observed that, in general, reliability based GPSR algorithm shows improvement in terms of PDR and throughput over the conventional GPSR. In Figure 12 , the average end-to-end delay is plotted against the packet size. As explained earlier, the end-to-end delay for the reliable routing protocol GPSR-R is higher as compared to the conventional GPSR since, in GPSR-R, the next hop forwarding vehicle need not be the one closest to the destination. When the packet size exceeds limit, it gets fragmented into smaller size packets. If there is a link failure when a fragment is transmitted it affects the delivery of the fragmented packet. Accordingly, the delivery of the original packet also gets affected. Hence, in conventional GPSR, end-to-end delay increases as the packet size exceeds the fragmentation threshold. In the case of GPSR-R, since the forwarding nodes are selected based on link reliability criterion, the link breakage probability is less and hence there is high probability that all the fragments of a larger packet will be successfully delivered. Accordingly, the International Journal of Vehicular Technology delay performance of GPSR-R is not affected significantly by varying packet size.
Next, we find the impact of varying the communication range of vehicles on the performance of the protocol. Figures  13 and 14 , respectively, show the effect of range on PDR and throughput. As shown in Figures 13 and 14 , both PDR and throughput increase when the communication range is increased. This happens because, with larger values of communication range and for a given value of vehicle density, there is a high probability for more numbers of vehicles in the neighbourhood of a tagged vehicle. Further, the PDR of reliability based GPSR is higher than that of the conventional GPSR owing to the fact that, in the former case, we consider link reliability as a metric for the selection of forwarding node. As shown in Figure 15 , the average end-to-end delay decreases as the range is increased. In the case of conventional GPSR protocol, with larger values of communication range for tagged vehicle, there is a high probability for more numbers of vehicles to be available in the neighbourhood. Consequently, greedy forwarding is always possible and thus vehicles do not have to use perimeter forwarding which improves the delay performance. This is true in the case of GPSR-R as well. However, the selected forwarding node need not be the one close to the destination. This may result in an increase in the number of hops and hence longer end-to-end delay for GPSR-R protocol.
In Figure 16 , we plot the PDR by varying the beacon interval time ( ). Here, we keep the average velocity as 72 kmph and select the packet size as 512 bytes. As we increase , the accuracy of the neighbour table decreases; that is, the positions of the neighbour nodes become more obsolete; this increases the chances of link failures. Accordingly, the PDR decreases when the beacon interval is increased. However, for the proposed reliability based GPSR-R protocol, the rate of decrease of PDR has been observed to be less as compared to that of the conventional GPSR protocol because, in GPSR-R protocol, vehicles with reliability factor greater than the threshold form the set of next hop forwarding vehicles.
In Figures 17-19 , we compare the performance of our proposed protocol GPSR-R with that of conventional GPSR [7] , GPSR-L [23] , AODV-R [24] , and MOPR-GPSR [20] . Figure 17 shows the comparison results for the packet delivery ratio of the network for all the abovementioned protocols. We select two distinct values for the average vehicle speed: 72 kmph and 90 kmph. The simulation results show that our proposed routing scheme GPSR-R has the highest packet delivery ratio. At the same time, AODV-R gives the lowest packet delivery ratio compared to all other protocols under consideration, since topology based routing protocols such as AODV that require the exchange of several route requests and route reply messages are not suitable for high mobility applications. Figure 18 shows the comparison results for the network throughput when the abovementioned protocols are employed. Compared to all the protocols, the throughput of GPSR-R is higher. In the case of AODV-R the data transmission is jammed by the transmission of RREQ and RREP, which will decrease the average amount of data bits successfully delivered at the destination vehicle. Figure 19 the network. AODV-R protocol suffers the highest delay compared to other protocols under consideration owing to the exchange of RREQ and RREP route request packets. Further, the results show that the end-to-end delay is least for conventional GPSR protocol, since the packet is forwarded in a greedy forwarding manner in which a neighbour vehicle closest to the destination is selected as the next hop. Perimeter based forwarding will be followed if and only if greedy forwarding fails. The average end-to-end delay for GPSR-R, GPSR-L, and MOPR-GPSR will be slightly higher as compared to that of conventional GPSR since these GPSR enhancements do not follow greedy forwarding; instead they rely on stability of the links for the selection of forwarding vehicle. Accordingly, the next hop forwarding vehicle selected need not be the one-hop vehicle closest to the destination. This can result in higher number of hops to reach the destination and hence longer end-to-end delay. Hence, it can be concluded that even though the GPSR-L and MOPR-GPSR protocols show better results than AODV-R, the proposed routing protocol, GPSR-R, achieves the best performance in terms of network packet delivery ratio and throughput. Figure 20 shows the PDR for the proposed GPSR-R protocol for various values of vehicle density. The PDR increases as the vehicle density is increased. The figure also shows the impact of selection of reliability threshold on PDR. When the vehicle density is comparatively smaller, keeping larger threshold reduces the PDR. This happens because of the nonavailability of potential forwarding nodes that meet the reliability criterion. When the vehicle density is increased, selection of larger threshold for the link reliability improves the PDR since links with higher reliability are chosen for forwarding the data. Figure 21 shows that end-to-end delay decreases as the vehicle density is increased since more vehicles will be available as forwarding nodes and probability of packet entering perimeter forwarding is less. In this case, keeping larger values for reliability threshold would increase the delay since the next hop vehicle selected as forwarding node need not be the one closest to the destination.
Conclusion
Designing reliable routing protocols for VANETs is quite a challenging task owing to the higher velocity of vehicles and mobility constraints on their movement in the network. In this paper, we have described a modification for the wellknown GPSR protocol, exploiting information about link reliability during selection of one-hop forwarding vehicles. In the proposed modified routing scheme, the vehicle that is closer to destination that satisfies the link reliability criterion will be selected as forwarding vehicle. We have also presented a probabilistic analysis of communication link reliability for one-dimensional VANETs and this model was used for the evaluation of the modified routing scheme. The proposed routing method ensures that most reliable nodes are chosen for forwarding and for building a route from source to destination. Through extensive simulation results, we have showed that the proposed protocol shows performance improvement over conventional GPSR protocol in terms of packet delivery ratio. Further, under the proposed scheme, the link failure rate is significantly reduced; however the delay slightly increases as compared to the conventional GPSR.
Appendices

A. Derivation of (3)
Since = − , the dynamic range of is limited to (−V , V ). The CDF (V ) can be determined as follows:
Using the principle of random variable transformation [51] , (V ) can be determined as follows:
The PDF of , (V ), is obtained by differentiating (A.2) with respect to V and is given by Case 1 ( ≤ /V ). Since and are independent random variables, ( ) can be determined by substituting (3) and (5) into (B.2) and is given by the following expression represented as 
C. Analytical Expression of (11)
Analytical expression for link reliability probability given by (11) can be obtained by using (8a), (8b), and (8c). Substituting (8a), (8b), and (8c) into (11) Notice that the link reliability at time for a given prediction interval depends only on certain deterministic parameters, which makes it easy for the vehicles to compute this parameter online.
