in all law enforcement and investigative activities, the safety of officers and members of the public are the highest priority. If an immediate threat to the officer's life or safety makes BWC activation dangerous, then the officer shall activate the BWC at the first reasonable opportunity to do so. Once activated, the officer shall not deactivate the BWC until the encounter has fully concluded and/or the officer leaves the scene (see Section 2.8, BWC Deactivation). Officers shall record all contact with civilians in the following occurrences unless the decision to stop recording is made pursuant to Section 2.6 and 2.7: 1. Vehicle Stops; 2. Investigative person stops: consensual, or articulable reasonable suspicion stops pursuant to Rule 323 (FIOE Report), or stops supported by probable cause; 3. All dispatched calls for service involving contact with civilians; 4. Initial responses by patrol officers, including on-site detentions, investigations pursuant to an arrest, arrests, and initial suspect interviews on-scene; 5. Transport of prisoners; 6. Pat frisks and searches of persons incident to arrest (if not already activated); 7. Incidents of Emergency Driving; 8. Incidents of Pursuit Driving; 9. When an officer reasonably believes a crowd control incident may result in unlawful activity; 10. Any contact that becomes adversarial, including a Use of Force incident, when the officer has not already activated the BWC; or 11. Any other civilian contact or official duty that the officer reasonably believes should be recorded to enhance policing transparency, increase public trust and police-community relations, or preserve factual representations of officer-civilian interactions, provided that recording is consistent with Sections 2.3, 2.4, 2.5, 2.6, 2.7, 4.1 and 4.2 of this policy.
If an officer fails to activate the BWC, fails to record the entire contact, or interrupts the recording, the officer shall document in the incident report that a recording failure occurred. If an officer fails to activate the BWC, fails to record the entire contact, or interrupts the recording, and does not create an incident report, the officer shall submit BWC Special Notification Form to his/her Duty Supervisor to document that a recording failure occurred by the end of the shift or as soon as practical. The Duty Supervisor shall submit the officer's Form through his/her chain of command to his/her Bureau Chief. If an officer deactivates a BWC in response to a civilian request, the officer shall also indicate the request in an incident report. If an officer deactivates a BWC in response to a civilian request and does not create an incident report, the officer shall fill out a BWC Special Notification Form and submit it to his or her Duty Supervisor indicating that a civilian requested the officer turn the BWC off by the end of the shift or as soon as practical. The Duty Supervisor shall submit the officer's Form to his/her District or Unit Commanding Officer. The District or Unit Commander or his/her designee shall provide a copy of the form to his/her Bureau Chief.
Sec. 2.7 Recording of Victims / Witnesses: If an officer's BWC would capture a visual or audio recording of a victim or witness who is giving his/her first account of a crime, the officer may record the encounter but should weigh the BWC Discretionary Recording Considerations specified in Section 2.4 in determining whether to activate or discontinue audio and/or video recording. If the officer decides to activate and/or continue audio and/or video recording, the officer shall make the notification specified in Section 2.5. If the victim is in any way unsure of the need for the recording or is uncomfortable with the thought of being recorded, the officer shall inform the civilian that the civilian may request to have the BWC turned off. If the camera is already activated, the officer should record the request to turn the BWC off and the officer's response, if possible.
Sec. 2.8 BWC Deactivation:
To the extent possible, prior to deactivating a BWC, the officer shall state the reason for doing so. Generally, once the officer activates the BWC, the officer will continue recording until the event has concluded. Below are some non-exhaustive examples of when deactivation may be permissible:
1. The officer has concluded the interaction; 2. All persons stopped have been released or left the scene or an arrestee has arrived at the district station for booking. If a transporting officer has a BWC, that officer shall continue recording until the transporting officer arrives inside the station at the booking desk; 3. The event is sensitive, the officer has weighed the BWC Discretionary Recording Considerations specified in Section 2.4, and has decided to deactivate the BWC; 4. The incident has concluded prior to the arrival of the officer; 5. A supervisor orders the officer to turn the camera off.
Sec. 3 CAMERA DEPLOYMENT:
Sec. 3.1 Officer Responsibility: BWC equipment is the responsibility of every officer issued the equipment. Officers must use the equipment with reasonable care to ensure proper functioning. Officers shall inform their Duty Supervisors as soon as possible of equipment malfunctions or loss of a BWC so that the Duty Supervisors can procure a replacement unit.
Police officers shall use only BWCs issued by this Department. The BWC equipment and all data, images, video recordings, audio recordings, and metadata captured, recorded, or otherwise produced by the equipment is the sole property of the Boston Police Department and shall not be released without the authorization of the Commissioner or his/her designee.
1. At the beginning of each shift, the officer will: a. Ensure that the issued equipment has a fully charged battery and is functioning properly; and b. Ensure that the BWC does not contain data from a prior shift; and c. Notify a Duty Supervisor whenever there is a malfunction or damage to the BWC. 
Sec.4. RECORDING RESTRICTIONS:
Sec. 4.1 Improper Recording: Officers shall not use BWCs to record in violation of this Policy or any rule or procedure of the Boston Police Department, including:
1. During breaks, lunch periods, or time periods when an officer is not responding to a call, or when not in service; 2. Any personal conversation of or between other department employees without the recorded employee's knowledge; 3. Non-work related personal activity, especially in places where a reasonable expectation of privacy exists, such as locker rooms, dressing rooms, or restrooms; 4. Investigative briefings; 5. Encounters with undercover officers or confidential informants; or 6. Departmental meetings, workgroups, in-service training, or assignments of an operational or administrative nature.
Using BWCs for training purposes is not a violation of this restriction.
If an officer inadvertently records as listed above, the officer shall follow the request to redact/delete procedures described in Section 3.3.
Sec. 4.2 Improper Use of BWC Footage: 1. Involved in an incident, for the purposes of completing an investigation and preparing official reports. To help ensure accuracy and consistency, officers should review the BWC recording prior to preparing reports; 2. Preparing for court. Officers should advise the prosecuting attorney that they reviewed the BWC recording; and 3. Providing a statement pursuant to an internal investigation or other critical incidents.
If an officer requests access to footage be made available for a time frame longer than the retention schedule allows, a request to extend retention schedule via the BWC Special Notification Form must be sent to the Video Evidence Unit. The footage will be available according to Schedule II in Section 9.2.
If an officer needs a physical copy of their footage, a request shall be made via the online BWC Special Notification Form and sent to the Video Evidence Unit. Physical copies of the video shall be subject to M.G.L. Ch. 66, Sec. 10 and in accordance with all applicable state laws and regulations.
Sec. 6.2 Officer Access to Footage Following an Officer Involved Death, Officer Involved Shooting, or Other Use of Deadly Force (Rule 205 and/or Rule 303 Investigations): Following an officer involved death, officer involved shooting or other use of deadly force, officers and supervisors at the scene shall not view any video before the Homicide Unit or Firearm Discharge Investigation Team ("FDIT") views the footage and uploads it into the system.
The on-scene incident commander shall be permitted to view BWC video and relay necessary information if exigent circumstances exist and it is necessary to view the video to (1) identify suspect information or (2) gather pertinent information that is necessary to protect life or safety prior to Homicide Unit or FDIT arrival. At a time determined by the supervisor in charge of the investigation, officers who: (1) were involved in the incident, (2) discharged their weapon, and/or (3) witnessed the incident may view their own video before giving a statement. At the officer's request, the officer's attorney may be present when the officer views the video.
BWC video footage is a tool that may aid officers in providing an accurate and complete account of the incident. BWC footage should not replace an officer's memories of the incident and the officer should base his/her statement on his/her memories, not solely on the video. The Patrol Supervisor, as soon as circumstances allow, shall collect all BWC equipment, including department-issued mobile devices, which belong to the officers who: (1) were involved in the incident, (2) discharged their weapon, and/or (3) witnessed during the time of the officer involved death, officer involved shooting or other use of deadly force, and store the equipment in a secure compartment of his/her vehicle until the Homicide Unit or FDIT personnel arrives on scene. Once on scene, the Homicide Unit or FDIT personnel shall secure any remaining BWC equipment from involved officers and witness officers, as well as equipment already secured by the Patrol Supervisors, at the earliest opportunity. The Homicide Unit or FDIT personnel will transport the cameras to the involved officer's assigned district or the Homicide Unit for upload into the system. The BWC equipment will be returned to the officer as soon as possible following the event.
Once uploaded, the Video Evidence Unit shall restrict video access from all users except for the Homicide Unit and/or FDIT investigators assigned to the case. Sec. 6.4 Officer Access to Footage: Officers who need to review video or audio footage from another officer shall make a request via the online Special Notification Form to the Video Evidence Unit describing why they need to review the footage.
The Commander of the Video Evidence Unit shall approve or deny the request. With approval, the Video Evidence Unit will provide access to the video and audio footage to the requesting officer. If providing another officer's video or audio, the Video Evidence Unit shall notify the District or Unit Commander of the officer whose BWC footage is requested that the BWC footage is being shared. Sec. 6.5 Supervisor Access to Footage: Any supervisor within the recording officer's chain of command, and any Bureau Chief, may review the footage consistent with Section 4.2. A supervisor outside of the chain of command shall only be allowed to review footage with the permission of the Video Evidence Unit Commander.
Sec. 6.6 Audit and Review Access to Footage: Audit and Review shall conduct periodic checks to ensure Department personnel are using BWCs according to Department policy.
Sec. 7 SUPERIOR DETECTIVE AND DETECTIVE RESPONSIBILITIES:
Superior detectives must ensure that detectives adhere to the duties and responsibilities as follows in this Section:
Detectives will not use the BWC system or evidence.com until they have successfully completed the required training.
The Department will give detectives access to all BWC footage related to their assigned cases and detectives shall review all footage that relates to their assigned case.
When assigned a case for investigation, the assigned detectives will: If these offices receive other external requests for BWC footage, they shall request necessary and responsive footage from the Video Evidence Unit via the online BWC Special Notification Form.
The Video Evidence Unit shall maintain a log of the request, and assist the requesting office to collect and process the requested footage. The Video Evidence Unit shall provide the requested footage to the requesting office, and complete redactions if required by the requesting office. The requesting office will be responsible for the review, approval, and release of footage to the appropriate person(s) as consistent with applicable law and agreements.
Sec. 8.4 Officer Notification: In cases where the officer has not received a subpoena or request for BWC footage directly, the Video Evidence Unit will inform officers when their videos and/or BWC information are released, unless prohibited by legal or investigative restrictions.
Sec. 8.5 Detective Notification: When releasing BWC footage to the public that has been designated as part of an investigation via the BWC Platform, the assigned detective shall be notified, unless prohibited by legal or investigative restrictions.
Sec. 9 RETENTION:
Sec. 9.1 Camera Storage: BWC recordings and data are kept in a cloud-based storage platform managed by Video Evidence Unit.
Sec. 9.2 Video Footage Retention: The Department will retain BWC footage based on categorization, but may retain the footage longer on a case-by-case basis as determined by the Police Commissioner or his/her designee. The footage retention schedule for cloud-based footage access is as follows: 
