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Abstract A large number of performance optimization algorithms for mul-
timedia communications, including rate-distortion optimized schemes, rely on
knowing the decoder behavior in case of data loss, i.e., the decoder-side error
concealment technique. However, for the specific case of video coding, stan-
dards do not specify it, thus different decoders may — and typically do — use
different concealment techniques. This work investigates the impact of assum-
ing, in the transmission optimization phase, a concealment algorithm different
from the one that is actually used by the decoder, in order to determine which
are the best assumptions to use at the transmitter. Firstly, we investigate
the typical performance provided by ten concealment techniques belonging to
three widely used algorithmic families (spatial, temporal and mixed). Then, we
assess the impact that an incorrect concealment assumption causes, in terms
of both packet transmission policy changes and video quality degradation,
using a simple rate-distortion transmission optimization technique that tar-
gets a generic two QoS-level network. Simulation results over several standard
video sequences show that the performance impact of incorrectly assuming the
decoder-side concealment technique may be significant but it is limited if the
two techniques belong to the same algorithmic family. Moreover, the impact
on performance caused by incorrect assumptions is strongly mitigated if the
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decoder employs a high-performance concealment algorithm. Finally, the im-
pact on the performance of several parameters such as the encoding pattern,
the packet loss statistics (uniform and burst losses) and the amount of high-
priority traffic is evaluated, showing that the conclusions can be confidently
applied to actual multimedia communication scenarios.
Keywords H.264 · Concealment mismatch · Concealment assumption ·
Distortion estimation
1 Introduction
Multimedia communications account for a consistent — and growing — share
of the Internet traffic. Unlike traditional Internet applications such as file trans-
fer, web browsing and emails, multimedia applications can tolerate a limited
amount of data loss, i.e., the imperfectly received content can still be per-
ceptually acceptable or even, in the best case, perceptually indistinguishable
from the original. In case of data loss, concealment techniques are generally
applied at the decoder to mask the effect of the missing data. Numerous ef-
ficient techniques have been proposed for different types of media, including
video [8].
However, the intrinsic unreliability of many network technologies, includ-
ing IP networks, has been motivating many researchers to investigate meth-
ods to improve the communication robustness for decades. Several approaches
have been proposed to deal with the lack of network level Quality of Service
(QoS) guarantees; two possible examples among many: data retransmissions
and forward error correction. Since network and processing resources are usu-
ally limited, such techniques must be optimized in order not to waste resources.
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In the specific case of multimedia, a popular and very effective approach has
been based on assigning to each compressed data segment, e.g., a packet, a
protection level which is proportional to its perceptual importance. This is the
principle underlying the Unequal Error Protection (UEP) techniques [17]. The
perceptual importance is usually estimated by measuring the distortion caused
by the loss of a given media segment. That value can then be used to estimate
the resulting expected quality perceived by the user in case of loss [18,12,3].
Unfortunately, estimating the impact of losses implies simulating the be-
havior of the decoder in case of missing data, which is often difficult for a
number of reasons. For instance, simulating the behavior may be computa-
tionally heavy depending on the number of transmission outcome possibilities
that must be considered. Moreover, for certain multimedia compression stan-
dards (as it is generally the case for video) the decoder error concealment
algorithm in case of losses or errors is not normative: each designer of decod-
ing software may autonomously decide how to deal with damaged compressed
streams. Finally, the scenario may present complexities. For instance, multi-
casting data to many different decoders running at the same time do not allow
to easily simulate the decoder behavior since, even if known, concealment al-
gorithms may be too numerous. In this scenario the best choice would be to
use an assumption, in the transmission optimization algorithm, that in general
provides the best average performance.
The knowledge of the concealment technique used by the decoder is also
fundamental for all multimedia communications systems that optimize the
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performance within a rate distortion framework adapted to the case of video
communication [5,13]. In such framework it is necessary to compute the ex-
pected distortion at the decoder given a certain transmission policy, which
indeed requires the knowledge of the concealment technique used by the de-
coder. Alternatively, one could consider all lost data as well as the data depen-
dent on them as to be concealed with a very basic technique, thus effectively
computing an upper bound on the expected distortion at the decoder during
the optimization phase, as done in older works [6]; this approach, although
interesting, yields suboptimal results. However, nearly all the works in the
scientific literature assume that the technique is known, and they act conse-
quently while developing the optimized transmission system [24,4,18,1,12,13,
5].
Very few works, instead, have addressed the issue of investigating how
the performance of the communication system is affected when the previous
assumption does not hold. In this case it may happen that, during the trans-
mission optimization phase, a concealment technique that differs from the one
actually used at the decoder is assumed. In the context of studying the impact
of mismatch of many parameters used by the transmitter and the decoder, the
work in [7] briefly investigated the effect of using one concealment technique
slightly different from the one assumed at the transmitter, showing that in
the conditions of their experimental setup the performance difference can be
significant, up to 1 dB Peak Signal-to-Noise Ratio (PSNR). The work in [19]
briefly discussed the impact of using a decoder concealment technique different
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from the one assumed during the optimization phase concluding that if the
actual technique implemented at the decoder performs better than the one
assumed by the transmission optimization algorithm the final performance is
not negatively affected. However, both studies are limited to considering only
one concealment technique.
More recent works analyzed the concealment issues also for recent stan-
dards such as H.264/AVC, as done in [23] for the case of packet losses or for
the case of bit errors as in [21,10]. However, their analysis is limited since
they do not consider the transmission optimization part, therefore the impact
that a wrong assumption about the concealment technique may have on the
optimization process remains unclear.
In this paper we attempt an extensive investigation of the impact of as-
suming, during the transmission optimization phase, a concealment algorithm
different from the one that is actually used by the decoder. Ten concealment
algorithms, belonging to three widespread algorithmic families (spatial, tem-
poral and mixed), are considered. The first part of the work focuses on the
absolute performance of the concealment algorithms under investigation for a
set of standard video sequences. Then, the impact that incorrect concealment
assumptions cause on the transmission performance is extensively assessed by
investigating both the packet transmission policy variations and the perceptual
performance degradation. To do so, we use a simple transmission optimization
technique that targets a generic two QoS-level network. Some preliminary re-
sults presented in [9] on a non rate-distortion optimized transmission showed
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the impact of incorrect concealment assumptions for low-resolution video se-
quences. This work focuses on much more realistic conditions by employing
a rate-distortion optimized transmission system. Moreover, we thoroughly in-
vestigate the dependency of the performance on several important parameters
for practical implementations, such as the packet loss rate, the amount of high
priority traffic, the video encoding pattern and the packet loss statistics in
terms of average burst length of packet losses. Also, higher image resolutions
compared to [9] are used to investigate a more realistic setting. The results of
this work could be used, for instance, to improve the planning and optimiza-
tion of video communication systems before actual transmissions take place
providing an indication of the most suitable assumptions to use.
The paper is organized as follows. In Section 2 we describe the concealment
algorithms used in this work, their properties and their relative performance.
Section 3 highlights the importance of the assumption about the concealment
algorithm employed at the receiver to correctly estimate the expected distor-
tion, and presents a rate-distortion transmission optimization framework for a
two-class DiffServ network. Extensive simulation results are presented in Sec-
tion 4, addressing both the pure concealment performance of each algorithm
and the effect, in terms of end-to-end performance, of incorrect assumptions
about the concealment algorithm during the optimization phase. The impact
of several encoding and communication parameters on the performance is also
assessed. Conclusions are drawn in Section 5.
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2 Video Concealment Techniques
2.1 Overview
For video communications a large number of error concealment algorithms
have been proposed, and the number is constantly growing (see, e.g., [8,16,25,
20,11,26,27] for a review.)
However, a considerable amount of the video concealment algorithms pro-
posed in recent years can be grouped in three families, according to the con-
cealment principle used to generate the data to replace the missing or cor-
rupted macroblocks. Spatial concealment algorithms interpolate the missing
information using data belonging to the same video frame, for instance using
surrounding macroblocks that have already been decoded. They achieve good
performance when there are highly correlated areas within the same frame.
Temporal concealment algorithms rely on the data present in previously de-
coded frames to build an estimate of the missing areas in the current frame.
Missing areas can be derived from the pixels in the same position in refer-
ence frames, or motion compensation can be applied in order to preserve the
motion continuity among different frames. Mixed approaches combine spatial
and temporal techniques. One of the most popular approaches uses spatial
concealment on the I-frame and temporal concealment on P- and B-frames to
exploit the generally higher performance of temporal concealment techniques
while avoiding concealment dependencies between consecutive group of pic-
tures (GOP).
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Fig. 1 Macroblocks used to estimate the value of a missing macroblock for the sp4 con-
cealment technique.
2.2 Considered Techniques
For the purpose of this work, we implemented several concealment techniques
that are based on well-known concealment principles (again, see, e.g., [8])
and that we consider — as a whole — representative of a large number of
implementations in actual video communication systems.
– Spatial (intra-frame) algorithms:
sp1: each lost macroblock (MB) is replaced by the MB immediately above
it; if the loss occurs on MBs of the first row, the concealment data is a
16×16 zero-matrix;
sp2: similarly to sp1, a missing MB is replaced by the MB immediately on its
left; in case the lost MB is on the first column, then a 16×16 zero-matrix
is used;
sp3: for each missing MB, each 4×4 block within that MB is filled with the
average of the colors in the three left, upper-left and upper 4×4 blocks;
sp4: for each missing MB, the average color of the three upper-left mac-
roblocks is used to fill it, as shown in Figure 1.
– Temporal (inter-frame) algorithms:
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Fig. 2 Concealment algorithm te1: reference frames used in case of loss for a typical GOP
pattern.
I  B  B  P  B  B  P  B  B  P  B  B  I
Fig. 3 Concealment algorithms te2 and te3: reference frames used in case of loss for a
typical GOP pattern.
te1: missing MBs are replaced by the ones in the same position in the ref-
erence frame (frame copy);
te2: for each missing MB a motion vector (MV) is estimated by averaging
the MVs of the three left, upper-left and upper MBs, and then used
to select a 16×16 area in the reference frame that replaces the missing
MB;
te3: for each missing MB the motion vector of the same MB in the reference
frame is used. In case the reference is an I-frame, the MV is set to zero.
Then the MV is used to select a 16×16 area in the reference frame that
replaces the missing MB.
– Mixed algorithms:
mix1: use sp3 on I-frames and te1 on remaining frames;
mix2: use sp3 on I-frames and te2 on remaining frames;
mix3: use sp3 on I-frames and te3 on remaining frames.
Note that when the concealment technique uses reference frames, they are
defined as follows. For the case of te1, I- and P-frames use the previous I- or P-
frame in display order as reference; B-frames always refer to the immediately
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preceding frame in display order, as shown in Figure 2. For the case of te2
and te3, all frames use the most recent I- or P-frame in display order, as
shown in Figure 3. Moreover, when a packet loss occurs, several MBs may
need concealment. In this case note that many of the above techniques that
compute data by interpolating surrounding macroblock information may use,
as a starting point, values just computed by the concealment algorithm in a
previous step.
2.3 Performance of the Concealment Algorithms
In order to preliminary investigate the performance of the ten concealment
techniques previously described, for each one of them the loss of each packet
has been simulated, the resulting MSE on the affected frame computed, and
then values have been averaged over all the packets which constitute the video
sequence. To isolate the effect of the concealment algorithm from the distortion
due to compression, first we decode the video sequence without errors, creating
an error-free version of the decoded sequence, then we compute the MSE with
respect to this reference in all transmission experiments.
Each CIF video sequence has been encoded using the H.264/AVC en-
coder [14,15] imposing a maximum packet size equal to 1000 bytes. The GOP
frame pattern is IBBPBBPBBPBB, thus each GOP is composed of 12 frames.
The quantization parameter has been fixed to 28 for I- and P-frames, and to 30
for B-frames, achieving a nearly constant quality at the expense of a variable
bitrate over time.
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Table 1 Average MSE caused by the loss of a packet assuming the concealment techniques
shown in the table.
Concealment
algorithm
Average MSE
foreman tempete mobile paris news
sp1 1294.8 213.2 217.0 549.3 749.8
sp2 2138.2 310.2 474.4 854.2 1083.8
sp3 1254.0 186.6 159.9 504.2 711.2
sp4 1251.9 183.6 159.8 497.5 696.5
te1 120.7 36.4 79.7 34.0 46.6
te2 91.0 24.5 61.3 27.4 35.3
te3 95.4 27.2 64.6 28.0 37.1
mix1 207.1 62.2 75.7 90.0 142.5
mix2 189.1 54.8 63.8 86.1 135.1
mix3 191.3 56.7 67.1 86.1 136.2
Table 1 shows the average per-packet MSE of the sequences foreman, tem-
pete, mobile, paris and news. To evaluate the distortion contribution of each
single packet, the MSE is computed considering losses in isolation, i.e., for the
results in this table, the video sequence is assumed to be correctly received
up to the point of the lost packet. Values show that the MSE of the spatial
concealment algorithms are about one order of magnitude higher than the one
achieved by the other two families, while temporal and mixed approaches show
comparable values. Values provided by algorithms belonging to the same fam-
ily are close to each other. Given a concealment algorithm, distortion values
vary across the sequences, as expected, since each sequence has its peculiar
characteristics in terms of content and motion. Note that the results shown
here cannot be directly compared with [9] since the frame size is different as
well as the packet size, which in this work has been limited to make simulation
conditions more realistic.
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3 Rate-Distortion Optimization
3.1 Sample Scenario
Let us consider, as an example, a communication scenario where video is mul-
ticast to many receivers using video decoders produced by different manufac-
turers. Each decoder usually implements its own error concealment scheme
to deal with packet losses. Although formulations of the rate-distortion opti-
mization problem are quite common in the literature, in the above described
multicast scenario it is impossible to select one specific receiver-side conceal-
ment algorithm to optimize the transmission simply because there are many
of them. Moreover, the concealment algorithms might be not even known at
system design time.
The aim of this work is to study the performance that can be achieved
when various assumptions are made at the transmitter about the concealment
technique used at the receiver. A practical case is, for instance, that of a
live video transmitter, which needs to run the rate-distortion optimization
framework in real time to adapt to the characteristics of the input signal and
must rely on some assumptions about the decoder concealment technique.
3.2 Optimization Framework
If the behavior of the decoder in case of errors is known, it is possible to
use a well established rate distortion optimization framework such as [6] in
order to dynamically adapt the transmission policy depending on, e.g., the
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characteristics of the video signal. The rate distortion optimization framework
formulates the optimization problem as
min
{Π}
D(Π)
s.t. : system constraints
where Π is the transmission policy, D is the expected distortion at the re-
ceiver as a function of the transmission policy Π , and the system constraints
are any constraints imposed by the application and system architecture, e.g.,
maximum channel rate constraints.
Finding the exact solution of the previous minimization problem by enu-
merating all possible values of D(Π) is generally not possible due to the high
number of transmission policies involved as well as to the difficulty in comput-
ing the distortion for each one of the policies. Moreover, as already pointed
out, computing the distortion implies knowing the concealment technique used
at the decoder. Since the technique is often not known in practice, this work
aims at investigating and quantifying the impact of an incorrect assumption
about the concealment technique used at the decoder, to understand if it is
possible to minimize the impact on the performance of the communication.
In order to provide quantitative results, we focus on a simple transmission
optimization problem, that is, a video communication over a two-level QoS
network, such as, for instance, a Differentiated Services (DiffServ) network [2]
that provides a loss free and delay bounded service, that we name premium in
the following, as well as a free best effort service.
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A DiffServ network handles packets by forwarding them using different
priorities. Packet differentiation is achieved by marking packets, e.g., using the
type of service (TOS) field of the IP protocol, so that they can be recognized by
routers and treated differently. Thus, the system effectively provides different
priorities to each packet (e.g., faster forwarding, lower packet loss probability)
depending on the value used for marking.
For the case of two-level QoS network, we can restate the optimization
problem as
min
{Π}
D(Π)
s.t. : R(Π) < Rmax
implying that there is a maximum rate (or, equivalently, cost) constraint on
the data to be transmitted using the premium service. Each possible policy Π
is an assignment, for each packet, to either the premium or best effort service.
The previous problem can be recasted as an unconstrained minimization
of the Lagrangian cost
min
{Π}
J = D(Π) + λR(Π).
Assuming that the expected distortion associated with a certain transmission
policy Π can be computed as the sum of the individual contributions of each
packet that can potentially be lost, as done in many works [4,18], J can be
written as
∑
i d(pii) + λr(pii), thus making explicit the contribution of each
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packet i in terms of the expected distortion d and rate r due to the use of a
given policy pii for that packet (i.e., using the premium service or not).
The minimization can be easily carried out by means of the bisection al-
gorithm [22]. The algorithm finds, by means of a successive approximation
procedure, the λ value that optimally solves the minimization problem. At
each iteration, a λ value is determined, and that λ value is used to perform
minimization for each packet independently, thus determining if the packet is
to be transmitted using the premium service or not. This procedure is possi-
ble since the contribution of each packet to the J value is independent of the
outcome of the minimization for the others. More details about the algorithm
can be found in [22].
However, the entire process relies on the possibility of computing the dis-
tortion values for each packet, which clearly depends on the concealment used
at the receiver. Therefore, an incorrect concealment assumption might signifi-
cantly change the policy that solves the optimization problem, i.e., the packet
assignment to one of the two classes.
To investigate this issue, Table 2 shows the percentage of packets that,
given an incorrect assumption on the concealment, would be sent using a
different service. To avoid reporting too many data, we do not report com-
parisons among every couple of concealment techniques but we only compare
concealment families among them. They are indicated as sp, te and mix for
the spatial, temporal and mixed concealment families, respectively. All the
combinations have been tested and the mean value is shown in the table. Note
16 Enrico Masala et al.
Table 2 Percentage of packets that would change service if an incorrect assumption about
the concealment technique at the decoder is made. The Rmax constraint is set to assign
20% of the packets to the premium service.
Sequence Encoder Decoder family
name family sp te mix
foreman
sp 10.5 24.7 26.0
te 24.7 7.2 17.3
mix 26.0 17.3 7.0
tempete
sp 10.9 26.1 29.8
te 26.1 8.4 22.1
mix 29.7 22.1 7.7
mobile
sp 14.0 19.7 19.6
te 19.7 7.4 14.0
mix 19.6 14.0 6.8
paris
sp 7.3 29.4 35.6
te 29.4 7.0 34.9
mix 35.6 34.9 3.4
news
sp 4.7 16.9 32.8
te 16.9 6.5 30.5
mix 32.8 30.5 2.4
that the table is symmetrical because, given two different assumptions at the
transmitter, the number of packets assigned to a different class (from premium
to best effort and vice versa) is the same while the direction of the change is
the opposite.
The number of packets that would be assigned to a different service if an
incorrect concealment technique is assumed ranges from 2.4% (news sequence)
up to 14.0% (mobile sequence) in case the concealment technique belongs
to the same family of the one actually used at the receiver (values on the
diagonal of each sequence). The average value is about 7.4%. However, in
the case of different families (values not on the diagonal of each sequence), the
average increases to 25.3%, and values range from 14.0% up to 35.6%, showing
that different assumptions on the concealment algorithms used at the decoder
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significantly affect the policy used to transmit the data. Similar results have
been obtained varying the Rmax constraint.
4 Simulation results
The percentage of packets that would be assigned to a different QoS class
due to different assumptions about the concealment algorithm at the decoder
suggests that the quality of the communication may be strongly affected. How-
ever, those values do not allow precisely quantifying the impact on the quality
of the videocommunication, therefore transmission simulations are needed.
Coding parameters have already been described in Section 2.3. For each se-
quence, the distortion that would be caused by the loss of each packet has been
computed using all the considered concealment algorithms. A video transmis-
sion has been simulated over a two-level QoS network in which the premium
class receives a loss-free service whereas the best effort class is subject to uni-
form random packet losses.
The results have been obtained by using the premium service for an amount
of packets corresponding to about 20% of the total channel bandwidth, but
similar results have been obtained using different values as detailed in Sec-
tion 4.5. Several transmission simulations have been performed, assuming all
the various concealment techniques at the sender, thus computing, each time, a
different transmission policy. For each one of these cases, the transmission has
been decoded several times, each time using one of the considered concealment
techniques. Therefore, 100 combinations of assumed and actual concealment
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techniques have been considered for each sequence. Each transmission and de-
coding experiment has been repeated 40 times in order to achieve statistically
significant results.
4.1 Correct Concealment Assumption
This section investigates the case when the transmitter uses, for optimization
purposes, the same concealment algorithm that has been used at the decoder.
This is the ideal condition in which every system would like to operate. Thus,
the performance depends only on the ability of the considered concealment al-
gorithm to recover packet losses and it can be considered as an upper bound for
the concealment mismatch case. As usual in the multimedia research commu-
nity we evaluate the results for a video sequence using the PSNR averaged over
all frames. The PSNR (in dB) of a frame is computed by means of the formula
10 log10
2552
MSE
where MSE is the mean squared error between the frame under
test and the reference one and 255 is the maximum value of the luminance of
a pixel.
The PSNR values have been plotted in Figure 4 for the four considered se-
quences. As it could be expected from Table 1, spatial concealment algorithms
provide the lowest performance, sp2 being the worst one, whereas sp3 and sp4
are the best ones among them. Algorithms based on the mixed approach yield
PSNR gains with respect to the spatial approach, up to 5 dB PSNR at 20%
Packet Loss Rate (PLR). However, the best performance is usually obtained
using algorithms based on temporal concealment techniques, especially with
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Fig. 4 PSNR performance as a function of the PLR when the concealment algorithm is the
same assumed in the transmission optimization phase (ideal condition.)
sequences such as mobile and paris. In the latter case, gains are up to 5 dB.
This is probably due to the particular video content in which many fine details
are present in the static background of the picture. In such conditions, spatial
concealment techniques provide poor performance since they are generally able
to effectively recover only the low frequency components in the video content.
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4.2 Incorrect Concealment Assumption
This section investigates the case in which the transmission policy is optimized
while assuming a concealment algorithm different from the one that is actually
used at the decoder. In these conditions, the final PSNR performance is the
combination of two effects. First, packets are assigned to QoS classes in a sub-
optimal way, thus the expected performance is not maximized. Second, the
ability of the concealment algorithm itself to recover lost data influences the
performance.
Figure 5 shows the PSNR performance as a function of the PLR for the
mobile and paris sequences when various concealment assumptions are made
at the transmitter. For the mobile sequence, in case a spatial or mixed con-
cealment technique such as sp3 or mix2 are used at the decoder, making the
correct assumption at the encoder is important in order to achieve a good
performance. When a temporal concealment technique (e.g., te2) is employed
at the decoder, the assumptions at the encoder have a smaller impact on the
final PSNR performance. Similar results are achieved with the paris sequence.
For this sequence, when a temporal concealment technique is used at the de-
coder it is important to use a similar assumption at the encoder, otherwise
the performance degrades significantly especially at high PLR.
Table 3 summarizes, for the case of 10% PLR, the PSNR performance
when each one of the considered concealment techniques is assumed at the
transmitter. To reduce the amount of data, results are shown only for the best
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Fig. 5 PSNR performance as a function of the PLR for the mobile (left) and paris (right)
sequences when various concealment assumptions are made at the transmitter and three
different concealment algorithms are used at the decoder.
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Table 3 PSNR performance at 10% PLR.
PSNR (dB)
Sequence Encoder Concealment at decoder
assumption sp3 te2 mix2
foreman
sp1 26.05 29.12 27.77
sp2 26.11 29.75 27.99
sp3 26.05 29.12 27.77
sp4 26.05 29.12 27.77
te1 25.42 30.30 27.88
te2 25.19 30.35 27.79
te3 25.34 30.34 27.90
mix1 26.23 29.99 29.30
mix2 26.03 30.08 29.63
mix3 25.98 29.99 29.55
tempete
sp1 23.93 27.90 25.86
sp2 24.35 28.51 26.41
sp3 23.85 27.85 25.80
sp4 23.88 27.87 25.81
te1 23.75 28.96 26.13
te2 23.55 29.05 26.06
te3 23.43 28.96 25.96
mix1 24.34 28.91 27.73
mix2 24.00 28.85 28.20
mix3 23.98 28.84 28.11
mobile
sp1 21.88 24.21 23.61
sp2 21.20 23.93 23.01
sp3 21.82 24.04 23.46
sp4 21.77 24.05 23.44
te1 21.52 24.61 23.45
te2 21.44 24.68 23.45
te3 21.56 24.60 23.51
mix1 21.97 24.42 24.12
mix2 22.01 24.62 24.53
mix3 21.98 24.55 24.42
paris
sp1 23.71 31.03 25.16
sp2 23.70 31.16 25.10
sp3 23.70 31.02 25.15
sp4 23.70 31.00 25.19
te1 23.09 32.18 25.27
te2 22.91 32.20 25.25
te3 22.91 32.21 25.27
mix1 23.44 30.77 27.77
mix2 23.27 30.69 27.83
mix3 23.25 30.69 27.81
news
sp1 27.35 34.53 28.73
sp2 27.19 34.50 28.52
sp3 27.38 34.54 28.81
sp4 27.34 34.53 28.79
te1 27.11 35.00 28.86
te2 26.91 35.00 28.85
te3 27.01 34.95 28.93
mix1 27.27 34.05 30.82
mix2 27.14 33.97 30.86
mix3 27.10 33.94 30.83
performing concealment techniques at the decoder for each considered family
(spatial, temporal or mixed).
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Results show that the best performance is nearly always achieved using
a temporal algorithm at the decoder. Moreover, assuming a temporal or, as
a second choice, a mixed concealment technique at transmission optimization
time yields the best performance.
The table also includes the results for the news sequence, which has not
been shown in the previous graphs due to lack of space. The sequence is charac-
terized by some very static content (background) and limited motion (the two
speakers and a small virtual screen in the middle). However, the performance
trend for the news sequence is similar to that of the tempete sequence, since
the latter is characterized by a static scene but with a slow camera zoom-out.
4.3 The Usual Assumption for Optimization
This section investigates the performance for the case in which the best tem-
poral concealment technique is assumed in the optimization phase, as it is
done by the majority of the works in literature which, however, rarely analyze
the impact of this choice on the performance. This assumption can represent a
very common scenario in which the video is broadcast to many receivers thus
the transmission policy cannot be tailored to each one of them.
Figure 6 shows that the best performance is achieved when a temporal
concealment technique is employed at the decoder, as expected, even though
for many sequences the mix2 algorithm assumption may be a valid alternative
since it provides performance similar to that of temporal algorithms.
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Fig. 6 PSNR performance as a function of the PLR when the te2 algorithm is assumed in
the transmission optimization phase.
Using concealment algorithms belonging to the temporal family both dur-
ing the transmission phase and at the decoder significantly outperforms other
combinations, ranging from 1 dB up to 5 dB PSNR in the case of the paris
sequence at 20% PLR.
In the following we study how the performance achieved by assuming a
temporal concealment algorithm in the transmission optimization phase is
affected by several parameters, i.e., different encoding patterns, amount of
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Fig. 7 PSNR performance as a function of the PLR for the IBPBP... encoding scheme when
the te2 algorithm is assumed in the transmission optimization phase.
premium bandwidth and channel statistics, in terms of average burst length
of packet losses.
4.4 Influence of Encoding Parameters
First, the GOP structure has been changed by varying the number of B
frames between two consecutive P or I frames as well as using an IPPP...
coding structure with no B frames. Results are presented in Figure 7 for an
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IBPBPBPBPBPB GOP coding structure. Performance is slightly worse than
the previous case presented in Figure 6. This can be attributed to the fact that
in the previous case the IBBPBBP... coding structure with a higher number
of B frames probably helps to reduce the amount of error propagation since B
frames do not propagate errors to other frames. This is further confirmed by
the performance, show in Figure 8, for the case of the IPPP... coding struc-
ture, with eleven P frames between two I frames. In this case there is a clear
difference between the various concealment families, since each frame is used
to form the prediction of the next frame in the GOP, therefore it is more
important to have reliable estimates at the encoder side than in the previous
cases.
4.5 Influence of the Bandwidth Constraint
This section investigates the impact on performance of the value of the band-
width constraint on the premium traffic. Four different Rmax values, corre-
sponding to the case of 10%, 20%, 30% and 40% of packets sent as premium
traffic, have been tested, and results are shown in Figure 9. Clearly as the
Rmax value increases performance improves. However, it is important to note
that the performance of the various concealment techniques remains consistent
across the whole range of considered values. Note also that values ranging from
30% to 40% are a good representation of a DiffServ network which achieves
the QoS guarantees for the premium class by means of strongly limiting the
amount of premium traffic allowed in the network.
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Fig. 8 PSNR performance as a function of the PLR for the IPPP... encoding scheme when
the te2 algorithm is assumed in the transmission optimization phase.
4.6 Influence of Channel Statistics
In actual scenarios losses often happen in bursts. Therefore, we modeled the
best effort service as a bursty packet loss channel using the Gilbert-Elliott
model, imposing different values of average burst length. The results are shown
in Figure 10. Note that the packet loss rate remains constant while the aver-
age burst length increases. However, the relative performance of the various
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Fig. 9 PSNR performance as a function of the bandwidth constraint on the premium traffic
for the mobile, tempete and paris sequences (from left to right) when the te2 algorithm is
assumed in the transmission optimization phase (10% PLR).
concealment techniques is consistent also when the average burst length is
varied, thus showing that the conclusions can be confidently applied to actual
communication scenarios.
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Fig. 10 PSNR performance as a function of the average burst length when the te2 algorithm
is assumed in the transmission optimization phase (10% PLR).
5 Conclusion
This work investigated the impact of assuming a concealment algorithm differ-
ent from the one that is actually used by the decoder and the consequences on
the performance of a rate-distortion optimized video communication. We con-
sidered ten concealment techniques, representing a wide variety of algorithms
present in literature, equally subdivided into three widely used concealment
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families: spatial, temporal and mixed concealment algorithms. We showed that
concealment techniques present a substantially similar performance if they
belong to the same family, whereas large differences can be seen otherwise.
Then, this work investigated the effect of an incorrect assumption, during
the transmission optimization phase, about the concealment technique em-
ployed at the decoder. Rate-distortion optimized transmission simulations of
H.264/AVC compressed video sequences over a two-class differentiated services
network have been performed testing all concealment combinations. In our test
scenario we found that transmission policy variations are limited if the con-
sidered algorithms belong to the same family (on average, policy changes for
7.4% of the packets) while they are much more pronounced otherwise (25.3%).
Moreover, the performance strongly depends on the family to which the con-
cealment techniques belong, rather than the algorithms themselves assumed at
the transmitter and actually employed at the decoder. If the assumed conceal-
ment algorithm at the transmitter and receiver side belong to the same family
the negative impact is limited. The best performance is of course achieved
when the assumption matches the actual algorithm used at the decoder, how-
ever the performance decrease caused by a generic incorrect assumption in the
transmission optimization phase is strongly mitigated by employing a high-
performance concealment algorithm at the decoder. The common case of the
temporal concealment assumption usually maximizes the performance, with
gaps up to 5 dB for particular sequences, compared to the other concealment
techniques. To further extend the applicability of the conclusions to actual
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scenarios, extensive simulations tested the communication performance with
different coding and transmission parameters, e.g., packet loss rate and average
burst length, amount of high-priority traffic and video encoding pattern. The
consistency of the results across the various settings show that the conclusions
can be confidently applied to actual communication scenarios.
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