Abstract-Low Power Wide Area Network (LPWAN) is imperative for the expansion and development of IoT networks and their connectivity infrastructure. This far-reaching connectivity of low power devices that are placed virtually anywhere is evolving a new things-based business model. This things-based business model has certain requirements such as long range, extended battery life and very low end point cost. LPWAN technologies have successfully addressed these IoT requirements and are receiving wider acceptance in the IoT industry. In most LPWAN technologies, two main alternative communication techniques, Ultra Narrow Band (UNB) and Spread Spectrum (SS) are used at the physical layer. However, the greatest dilemma is the selection of the most suitable technique from UNB and SS for LPWAN. This paper addresses this selection dilemma of UNB and SS by examining some of the most critical factors responsible for the performance of LP-WAN technologies such as interference, capacity, link budget and coexistence. Furthermore, it evaluates the most popular UNB-based LPWAN technologies Sigfox and Telensa, and SSbased LPWAN technologies LoRa and RPMA investigating their strengths and limitations for IoT applications.
I. INTRODUCTION
Low Power Wide Area Network (LPWAN) covers a range of technologies that are used to connect low power devices such as sensors and controllers in Internet of Things (IoT) and Machine-To-Machine (M2M) communications. IoT and M2M communications require a wireless sensor network with certain requirements such as long range, extended battery life and very low end point cost [1] . LPWAN technologies have successfully fulfilled all these requirements of IoT and M2M communications. Therefore, they are getting wider acceptance in the IoT industry. Machina Research has predicted about 1.4 billion LPWAN connections by 2022 [2] , thus LPWAN will be exceeding 2G, 3G and 4G connections and becoming the leading technology for the IoT and M2M connectivity [3] .
In most LPWAN technologies, two main alternative communication techniques, Ultra Narrow Band (UNB) and Spread Spectrum (SS) are used at the physical layer. UNB technique is used to transmit a signal with a very small bandwidth and mostly suited for the small uplink traffic [4] . This old UNB technique has been revived for IoT and M2M communications again due to the advancement in signal processing technology. In UNB, a signal is modulated using abrupt phase shift modulation [5] . Subsequently, it is processed through a UNB filter to filter all sidebands and harmonics for keeping a single sideband [6] . SS technique is one of the oldest communication technique used in military applications for secure communications by spreading the original signal over a large frequency band. SS technique uses additional bandwidth than the actual signal, though it preserves the same signal power [7] . It has no noticeable peak in the spectrum, which resembles with noise, and therefore, it is difficult to jam or intercept [8] , [9] .
Both UNB and SS fulfil the requirements of the long range coverage with long battery life for industrial IoT systems. However, UNB and SS are quite different techniques including the most obvious difference of the use of ultra narrow band and wideband respectively. Both have their own strengths and limitations for the IoT/M2M connectivity. This paper addresses this selection dilemma of UNB and SS by examining some of the most critical factors responsible for the performance of LPWAN technologies such as interference, capacity, link budget and coexistence. Furthermore, it evaluates the most popular UNB-based LPWAN technologies Sigfox and Telensa, and SS-based LPWAN technologies LoRa and RPMA investigating their strengths and limitations for IoT applications.
The rest of the paper is organised as follows: Section II elucidates about LPWAN, its suitability for IoT and M2M, characteristics and classification; Section III elucidates about Ultra Narrow Band and Spread Spectrum techniques; Section IV performs the evaluation of UNB and SS for LPWAN technologies based on the interference, capacity, link budget and coexistence; Section V expounds the comparative analysis of UNB-based LPWAN technologies Sigfox and Telensa, and SS-based LPWAN technologies LoRa and RPMA; Section VI concludes the paper and suggests the future work.
II. LOW POWER WIDE AREA NETWORK (LPWAN)

A. What is LPWAN?
The term Low Power Wide Area Network (LPWAN) is formed from conjoining two phrases Low Power (consumption of low power) and Wide Area Network (long range of communication), describing its two intrinsic characteristics small power budget (i.e., longer battery life) and extended range of transmission. Today, several wireless communication technologies are available to design a wireless network, however, the majority are not entirely suitable for IoT and M2M communications with regards to data rate, range of communication and power consumption (battery life). As shown in Fig. 1 , some wireless communication technologies provide a higher data rate, long range with higher power requirement (e.g., cellular LTE, WiMax); some communication technologies provide a lower data rate, short range with lower power requirement (e.g., Bluetooth/BLE); or some communication technologies provide a higher data rate, short range with higher power requirement (e.g., WiFi). Whereas most IoT and M2M solutions require a wireless sensor network providing a lower data rate, long range with lower power requirement (longer battery life) [10] , [11] , which is not completely satisfied by the existing wireless communication technologies as explained earlier. LPWAN technologies are designed to fulfil these requirements, and therefore, they are well-suited for IoT and M2M communications that send small amounts of data over a long range, while maintaining long battery life. Additionally, many LPWAN technologies perform well in obstructed environments such as in cities and rugged outdoor environments.
C. Characteristics of LPWAN
The main characteristics of LPWAN technologies required to successfully support commercial deployment of IoT and M2M systems are:
• Long range of communication 
D. Classification of LPWAN
In IoT and M2M communications, the choice of a LP-WAN technology is dependent on the specific application area and its specific requirements such as data rate, range, energy budget, frequency band, bidirectionality, network cost, scalability and security. While there are many LP-WAN technologies, they can be broadly classified into two categories: licensed LPWAN technologies (e.g., NBIoT, LTE-M-IoT, EC-GSM-IoT and 5G IoT) and licence exempt or unlicensed LPWAN technologies (e.g., Sigfox, Telensa, LoRa and RPMA). The majority of these LP-WAN technologies use two main alternative approaches to support the physical layer communications Ultra Narrow Band (UNB) and Spread Spectrum (SS). In addition to choosing the licensed and unlicensed LPWAN, it is crucial to understand the advantages and disadvantages of UNB and SS in selecting which meets the requirements for a specific IoT/M2M application. These points are discussed in the rest of the paper.
III. ULTRA NARROW BAND (UNB) AND SPREAD SPECTRUM (SS) TECHNIQUES
A. Ultra Narrow Band (UNB)
Ultra Narrow Band employs an ultra-narrow spectrum channel (<1KHz) to establish an ultra-long distance link between transmitter and receiver. It offers superb link budget due to the concentration of power in a narrow frequency band and low in-band receive noise (narrow receive filters remove most of the noise) [4] , [12] . Consequently, it allows the long range coverage with long battery life (lower transmit power), which makes it a most suitable LPWAN technique for industrial IoT systems. Additionally, its ultra-high power spectral density (PSD) creates endurance against interference and jamming, which enables friendly coexistence of UNB on shared frequency bands [4] , [13] . Many traditional modulation approaches require allowance for upper and lower sidebands throughout the carrier frequency. UNB modulation is a modified approach for data transmission without much relying on its sidebands [14] . 
B. Spread Spectrum (SS)
Spread Spectrum is an alternative technique to UNB for industrial IoT systems, which employs wideband (noise-like signals) to transmit the data and spread the data signal over a bandwidth which is much larger than the bandwidth of an actual data signal. Unlike in narrowband, where data is transmitted through a single RF band; whereas in SS, data is transmitted by changing its carrier frequencies alternatively or the pattern of data continuously. SS transmitters operate at the same transmit power level to narrowband transmitters. This is because of SS signals are wide, therefore, they can transmit at a lower spectral power density (W/Hz) in comparison to narrowband transmitters. This is one of the biggest advantage of SS and its popularity for low power IoT devices. Also, SS signals are difficult to detect, intercept, demodulate and jam. SS technique can be classified into several categories such as DSSS, FHSS and CSS.
IV. EVALUATION OF UNB AND SS IN LPWAN TECHNOLOGIES FOR IOT SYSTEMS
A. Interference UNB technology employs narrow RF channels and neighbouring sub-carriers can be orthogonal, which avoids interference between sub-carriers and distributes the power among the sub-carriers to compensate the fading environment of each carrier. UNB for LPWAN applications mainly employs one sub-carrier for the uplink from each endpoint and the base station can process multiple uplink sub-carriers, which is very similar to a wideband system that uses multiple sub-carriers. The utilisation of multiple narrowband sub-carriers decreases the number of end-points sharing access to a given channel to lessen the chance of interference with other narrowband users. The noise level encountered by a one narrowband in UNB is also minimal as shown in Fig. 4 . Consequently, the receiver does not need processing gain via frequency de-spreading for decoding [14] . Nonetheless, in UNB, small frequency changes over time may become comparatively significant with respect to the signal bandwidth. These drifts in frequency cause several negative impacts such as difficult to detect and demodulate the signal and increasing the likelihood of collision between messages.
SS is a wideband technology (nonetheless the reverse is not true) and offers several benefits including resistance to interference and jamming. Most interference (narrowband or wideband) and jamming signals are rejected because they do not have the SS key used in the de-spreading process at receiver [15] . All SS have a threshold/tolerance limit to interference and communication stops beyond this limit. This threshold limit is determined by SS processing gain that is the ratio of the RF bandwidth to the information bandwidth [16] . Despite all these benefits, SS can be saturated swiftly and may have further interference issues such as self-noise in dense environments. The reason of self-noise is that each device/user is a source of interference for other devices/users. Additionally, it is essential that the receiver obtains the equal power from each transmitter and if it receives extra power from any device/user, this means that a device/user is causing further interference to other devices/users. The power control guarantees that they are received with the equal power P RX at the receiver to avoid interference [17] , [18] .
Summary: In a nutshell, in LPWAN, the range is decided based on the data rate. Thus, the lower data rate delivers longer range owing to the increased sensitivity for the receiver. However, it is a trade-off between range and the transmission time because lower data rate will take longer transmission time for packets, which will increase the possibility of interference/collisions with other LPWAN networks [13] . Generally, UNB offers lower data rate than SS, therefore this slow data rate and frequency drifting issue of UNB may increase the possibility of interference in UNBbased LPWAN. Otherwise, the possibility of interference in SS is higher than UNB (see Fig. 5 ) because of the use of wideband and implementation loss cannot completely offset by the processing gain (the decrease in signal-to-noise ratio is offset by the processing gain) [19] . In LPWAN technologies, coverage determines the range/area for the effective transmission of data, while capacity empowers us to perform various operations using that link. Capacity is an exploitable throughput (the actual amount of data) over on link after subtracting MAC data and all the other overheads including security, interference and all real-world expenses. However, a data rate is a PHY layer metric, which signifies the overall data but not the actual throughput experienced by user. Capacity is also different for an uplink and downlink. The capacity of standard Additive White Gaussian Noise (AWGN) channel for UNB and SS techniques can be evaluated based on the Shannon channel capacity. Here, it is defined in the form of overall bit rate for all users per unit of available bandwidth. The Shannon channel capacity formula for the maximum theoretical data rate C (bps) for bandwidth B (Hz) and received power P RX (W) for a single user is:
Where N 0 is the noise density (W/Hz), and BN 0 is the noise power (W) in the channel bandwidth. The capacity of UNB can be calculated based on pure FDMA system, where the overall bandwidth can be divided among k users with a received power P RX and a bandwidth of B/k. Thus, the system capacity available to k users is:
Similarly, the capacity of SS can be calculated for k users based on an assumption of the same SNR requirement (i.e. perfect power control in the uplink) for each user:
Based on the above formula, system capacity will increase in the UNB technique if the channel is partitioned into further smaller frequency segments assuming that no constraint is on the power flux density that can be utilised. Thus, UNB technique may have higher channels than SS in the same bandwidth, which is also shown in Fig. 6 . However, UNB needs complex signal processing and extra synchronization at receiver. In the SS technique, the optimised use of the spectrum is relatively difficult because of the addition of the redundant data in the coding to offset the higher noise floor [13] . Moreover, an increasing number of users sharing the channel will cause extra noise to other users and eventually, this self-noise situation will limit the overall network capacity. Additionally, working with lower fade margins is one of the main advantage in SS, but in LPWAN, it is not even helpful. In low-level of bi-directional communications, the superior power control is a challenging task. Theoretically, the superior power control in multi-user detection SS will permit the same capacity as UNB but at the cost of greater complexity.
Summary: In a nutshell, in LPWAN, it is difficult to achieve the optimised condition in SS network, which can provide the same capacity as the UNB network. Additionally, an extra data is added in the SS coding to offset the higher noise floor, which reduces the capacity of SS [13] . Therefore, UNB technique can support greater capacity as compared to SS technique with comparatively less complex system. Theoretically, in an isolated environment, a UNB network may have nearly five times the uplink capacity of a SS network [20] . However, the actual capacity of UNB may be considerably lower than the theoretical capacity due to functional restrictions of base station receivers [21] .
C. Link Budget
A link budget can be considered as a single metric to compare any two wireless technologies. A higher link budget signifies the better coverage for that particular wireless technology. The link budget includes all the parameters that will decide the strength of an arriving signal at the receiver. It is an accounting of all the possible gains and losses in any transmission system (between the transmitter and the receiver). This includes transmitter power, antennas gain, path loss, propagation loss, cable loss, modulation choices, receiver sensitivity and other system dependent gains and losses. LPWAN is a constrained network, therefore, the link budget is the most crucial factor to design optimised and customised IoT system to deliver the desired functionalities successfully without being over designed at extra cost. Most Received Power (dBm) = Transmitted Power (dBm)
The above Equation 4 can be described in detail with corresponding parameters as given in Equation 5:
Finally, the link budget yields System Operating Margin (SOM) as shown in Equation 6:
System Operating M argin = P RX − S RX (6) Where:
• L T X = Transmit feeder and associated losses (e.g., feeder, connectors, etc.) (dB) • L F S = Free space loss or path loss (dB) • L M = Miscellaneous signal propagation losses (e.g., fading margin, polarization mismatch, medium losses etc.) (dB) • L RX = Receiver feeder and associated losses (e.g., feeder, connectors, etc.) (dB) • S RX = Receiver sensitivity (dBm) In general, the standard downlink and uplink link budgets computed in Table I would apply for the both UNB-based and SS-based LPWAN system; however, the way they provide this reasonable link budget is different. UNB-based LP-WAN technologies provide a high link budget by encoding the signal in an UNB (by compressing each carrier signal in around 100Hz). Having used UNB, these modulation techniques share the overall spectrum very efficiently among multiple links and increase the number of supported enddevices per unit bandwidth. SS-based LPWAN technologies which use 125kHz bandwidth (allowing 2 channels to be used in the 250kHz relatively high power European subband) would have processing gains approximately 24dB (downlink) or 28dB (uplink). Summary: In a nutshell, in LPWAN, managing such high path losses with limited transmit power is a difficult task, but attainable with a limited data rate. Normally, the uplink and downlink budgets are asymmetric for the long-range transmissions due to the regulatory restrictions and limited effective radiated power (ERP) [22] , [23] . Both UNB and SS techniques can achieve a reasonable and similar link budget assuming the same parameter values and environment is provided as given in Table I .
D. Coexistence
The coexistence of several networks in LPWAN is quite common and, therefore, their coordination is crucial for uninterrupted communications. This coexistence may be of two UNBs, two SSs or a UNB and SS. The coexistence of any two networks causes two major problems mutual interference and mainly uplink blocking of both networks, which share the channel. In LPWAN, the equitable coexistence of two networks is possible only in a very low capacity deployment when very few simultaneous users are active in the interfering system.
In UNB-based LPWAN, the coexistence of two networks causes fewer problems and can amicably share an available spectrum/capacity. The interference between the systems can be reduced by using extra channels in both systems. However, this will require that base stations process extra channels but without any adverse impact on the system performance. The deployment of two uncoordinated UNB is also possible if the dimensioning process considers and resolves the possibility of interference. In SS-based LPWAN, the coexistence of two networks causes more problems than UNB networks in sharing an available spectrum/capacity. They are called bad neighbours and mitigation of the interference impact is relatively difficult.
Summary: In a nutshell, the coexistence of two networks in LPWAN causes more interference problems in the uplink than in the downlink in both techniques. The successful coexistence of two UNB networks requires frequency reassignment and dimensioning. Similarly, the successful coexistence of two SS networks requires synchronisation. The analysis of the coexistence conditions of UNB and SS networks in LPWAN and their impacts and mitigations are shown in Table II .
V. UNB AND SS BASED LPWAN TECHNOLOGIES FOR IOT SYSTEMS AND THEIR COMPARATIVE ANALYSIS
This section briefly describes the two most popular UNBbased LPWAN technologies Sigfox and Telensa, and two SS-based LPWAN technologies LoRa and RPMA to provide their strengths and limitations for IoT applications. Table III illustrates the comparative analysis of all these four LPWAN technologies Sigfox, Telensa, LoRa and RPMA. Sigfox: Sigfox is a UNB-based LPWAN technology which is developed by French company Sigfox. It uses unlicensed spectrum for IoT connectivity and transmits only small amount of data. Sigfox is effectual for uplink communications from endpoints to base stations, however, it is not very effectual for downlink communications from base stations to endpoints. Sigfox is presently available in more than 25 countries worldwide.
Telensa: Telensa is another UNB-based LPWAN technology which is developed by Telensa. It uses unlicensed spectrum for IoT connectivity and transmits only small amount of data. Telensa PLANet is the most popular Central Management System (CMS) for smart streetlights used in many countries. Telensa is presently available in more than 30 countries worldwide.
LoRa: LoRa is a SS-based LPWAN technology which is developed by Semtech. Semtech builds LoRa Technology into chipsets, which are then used to build IoT products. LoRa facilitates enterprises and individuals to roll out their own IoT infrastructure using unlicensed spectrum. LoRa Alliance is an open, non-profit association, which is responsible to develop LoRa technology based protocol specification called LoRaWAN. LoRa Alliance is working in more than 100 countries.
RPMA: Random Phase Multiple Access (RPMA) is a SS-based LPWAN technology which is developed by Ingenu. It uses unlicensed ISM (Industrial, Scientific and Medical) band and offers secure communications using AES 128-bit encryption. Ingenu and u-blox are working together to deliver RPMA for IoT applications, where u-blox is making modules supporting RPMA technology. RPMA is available in more than 25 countries worldwide. Table III shows the comparative analysis of the four LPWAN technologies Sigfox, Telensa, LoRa and RPMA. Nonetheless, this comparative analysis can be extended to cover different layers of security provided by various LPWAN technologies for IoT/M2M applications, cloud and container based software infrastructures for prompt deployment of LPWAN technologies [24] , [25] , [26] , [27] , [28] . Different LPWAN technologies offer different levels of security such as key provisioning, message confidentiality, identity protection, device or subscriber authentication, and network authentication depending on the requirements of IoT/M2M applications [29] , [30] , [31] , [32] .
VI. CONCLUSION This paper addressed the selection dilemma of UNB and SS by examining some of the most crucial factors that are responsible for the performance of Low Power Wide Area Network (LPWAN) technologies such as interference, capacity, link budget and coexistence. Both have interference immunity but require proper implementation to achieve that immunity. The evaluation of capacity showed that UNB offers slightly better capacity than SS due to the requirement of redundant data added in the SS coding. The link budget analysis showed that both can achieve reasonable and similar link budget depending on their perfect deployment. Finally, coexistence analysis showed that UNB is slightly more friendly than SS signals. Thus, UNB may deliver moderately better performance in terms of capacity and The probability of collision increases if both UNBs are using the same frequency channels, but no interference if both UNBs are using different channels.
All active UNBs cause interference, however, the processing gain decreases the impact of interference on any one link.
All active SSs cause interference, however, the processing gain decreases the impact of interference on any one link.
All active SSs cause interference, however, the processing gain decreases the impact of interference on any one link. The probability of collision increases if both UNBs are using the same frequency channels, but no interference if both UNBs are using different channels.
All active SSs cause interference, however, the processing gain decreases the impact of interference on any one link. It is easy to mitigate by using a default retransmission policy or dimensioning of channels. It can also be mitigated by increasing number of channels or base stations.
It is difficult to mitigate the impact of interference caused by multiple UNBs in downlink, however, it is less severe than uplink.
It can be mitigated by splitting users into near and far groups on different frequency channels; however, it may not be possible for dynamic end-points.
It is difficult to mitigate impact of interference caused by multiple UNBs in uplink. However, it can be mitigated by coordinating the two colocated base stations using power control. coexistence based on its flawless implementation. However, this is difficult to achieve in practice; additionally SS may offer better security, speed and accuracy features, which are not considered in this evaluation. Therefore, it requires further in-depth evaluation by considering some additional criteria.
