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13.–15. mail 2013 Dublinis toimunud „eHealth 
Week 2013“ on Euroopa suurim e-tervise 
ja sellega seotud meditsiinitehnoloogiate 
arendamisele pühendatud konverents, kus 
2300 meditsiini, tehnoloogia ja poliitika 
valdkonna esindajat said vahetada koge-
musi tervishoiu uusimate tehnoloogiliste 
lahenduste üle. Seekordse konverentsi üheks 
peateemaks kujunes paradigma muutumine 
seoses avarduva juurdepääsuga patsiendi 
terviseandmetele (1). 
Seni arendasid riigid e-tervise süsteeme 
valdavalt viisil, kus patsiendi terviseand-
metele pääsesid ligi vaid riik ja tervishoiu-
teenuse osutajad ning vähemal määral 
patsiendid, kuid nüüd on näiteks Põhja-
maades hakatud kogutud terviseandmeid 
süsteemi kasutaja vaates senisest veelgi 
enam avama patsientidele ning arendaja 
vaates ka erasektorist pärit infotehnoloogia-
arendajatele. Kui varem keskenduti põhili-
selt suurte elektrooniliste andmekogude 
(Electronic Health Record, EHR) loomisele, 
siis nüüd on päevakorral just personaalsete 
terviselugude (Personal Health Record, PHR) 
arendamine. Personaalsete terviselugude või 
patsiendiportaalide eesmärgiks on koguda 
kokku üksikute tervishoiuteenuse osutajate 
valduses olev info ning tagada sellele turva-
line patsientide juurdepääs. 
Mõtteviisi muutuse peamiseks põhjuseks 
on asjaolu, et senised terviseinfosüsteemid 
ei olnud patsiendikesksed ega kaasanud 
patsienti oma terviseinfoga tegelema ning 
seeläbi oma tervise eest hoolt kandma. 
Kindlasti on üheks ajendiks ka infotehno-
loogia tarbijaturu surve ja suurenev vajadus 
seda korrastada. Praegu on 97 000 erinevat 
üleilmset tervisevaldkonna mobiiliraken-
dust, kuhu inimesed on vabatahtlikult valmis 
sisestama vägagi privaatset infot ning mille 
kasutust ei ole võimalik rakenduste laia 
leviku tõttu ühe riigi põhiselt reguleerida (2). 
Kuna tegemist on kiiresti kasvava turuseg-
mendiga, siis on USA Toidu- ja Ravimiamet 
asunud terviseteemaliste mobiilirakenduste 
turvalisust ja tõhusust hindama (3). 
Põhjamaade kogemus personaalse 
terviseloo süsteemide arendamisel
Soomes käivitati avalik-õigusliku investee-
rimisfondi Sitra juhtimisel koostööprojekt 
Taltioni eesmärgiga luua Soome erinevaid 
tervishoiuteenuste pakkujaid ühendav tsent-
raalne patsiendiplatvorm, mis keskendub 
eelkõige personaalsele ennetustööle ning 
krooniliste haigustega patsientide nõusta-
misele. Taltioni osanikeks on ligi 50 erinevat 
organisatsiooni nii avalikust, mittetulun-
duslikust kui ka erasektorist, samuti kuulub 
omanike hulka neli ülikooli (sh Tallinna 
Tehnikaülikool). Taltioni süsteemi saab iga 
soomlane luua omale konto, mille vahendusel 
ta pääseb ligi erinevate teenusepakkujate 
käest kogutud isiklikele terviseandmetele. 
Samuti tagab see juurdepääsu e-tervise 
rakendustele ja nendega seotud teenustele. 
Platvormi eesmärgiks on olla ka standardeid 
loovaks väravaks erinevate teenusepakkujate 
vahel, et tagada patsiendi terviseandmete 
vajalik kaitse ja koondada erinevad nõus-
olekud infole juurdepääsuks. Patsiendiplat-
vorm on avatud ka erasektori arendajatele 
(sh välismaistele), kes saavad selle kaudu 
pakkuda patsientidele oma teenuseid. Kõik 
plaanitavad rakendused läbivad hindamise, 
kus selgitatakse nende vastavus andmekaitse 
ja kvaliteedinõuetele. Hindamine loob aluse, 
et ka e-teenuseid võiks rahastada Soome 
haigekassa (Kansaneläkelaitos, KELA).
Rootsis plaanitakse 2014. aastaks juuru-
tada veebipõhine personaalne tervisekonto 
igale kodanikule. See on osa suuremast riik-
likust e-teenuste strateegiast, mille eesmär-
giks on avatuse kaudu suurendada kodanike 
kaasatust riigi toimimisse. Tervisekontode 
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loomine on riiklik projekt, mida teostab sealne 
sotsiaal- ja terviseministeerium. Tervisekonto 
võimaldab patsiendil samas kohas vaadata 
oma terviseandmeid ning annab võimaluse 
määrata oma andmete kasutusõigusi (nt on 
soovi korral lähedastele võimalik anda juur-
depääs oma andmetele). Sealt saab patsient 
lisaks oma tervisekaardile infot ravimite, vakt-
sineerimiste, krooniliste haiguste, raseduse 
ja muude teemade kohta. Sarnaselt Soome 
süsteemiga toimib personaalne tervisekonto 
standardiseeriva ja auditeeriva väravana 
kolmanda osapoole (sh erasektori) loodud 
rakenduste levitamisel, tagades patsiendi 
terviseandmete piisava kaitstuse.
Norras muudeti eelmisel aastal riiklik 
patsiendiportaal helsenorge.no avatuks 
erinevatele teenusepakkujatele. Norra 
patsiendiplatvormi eesmärgiks on ravialuste 
aktiivsem kaasamine, peale selle toimimine 
kvaliteediväravana erinevate kodu- ja välis-
maiste rakenduste hindamisel. Sarnaselt 
Soome ja Rootsi lahendusega on platvorm 
avatud ka erasektori arendajatele. 
Personaalne juurdepääs 
terviseandmetele Eestis
Eestis on praegu kaks riiklikku süsteemi, 
mille vahendusel patsiendid saavad turva-
liselt oma terviseandmeid vaadata: Eesti 
E-tervise sihtasutuse hallatav patsiendi-
portaal ja Riigi Infosüsteemi Ameti halla-
tava riigiportaali eesti.ee tervise alajaotus. 
Patsiendiportaalis saab isik vaadata oma 
terviseandmeid ehk raviarstide koostatud 
ja digilukku saadetud meditsiinidokumente. 
Portaal on seni suhteliselt tagasihoidliku 
kasutusega: keskmiselt külastab seda 1000 
inimest kuus (T. Mahlakõiv, isiklik kirja-
vahetus, 2013). Aktiivsemalt kasutatakse 
riigiportaali eesti.ee terviseosa, kus patsient 
saab tellida Euroopa ravikindlustuskaarti, 
vaadata oma haigekassas olevaid andmeid 
(isikuandmed, töövõimetushüvitised, ravi-
kindlustuse ja perearsti info, ravimihü-
v itised) ning teha muid infopäringuid. 
Keskmiselt avatakse eesti.ee terviseosas 
100 000 lehekülge kuus (A. Seppel, isiklik 
kirjavahetus, 2013). Võrdluseks võib tuua ka 
Eesti külastatuima terviseportaali kliinik.ee 
andmed, mida külastab kuus keskmiselt 
136 000 inimest, kes avavad kuus keskmiselt 
490 000 lehekülge (4). 
Kui Eesti valiks Skandinaaviaga sarnase 
mudeli, siis üheks võimaluseks oleks riikliku 
personaalse terviseloo loomine ja patsien-
diga seotud terviseandmete viimine ühtsele 
alusele, olgu selleks siis E-tervise patsiendi-
portaali või eesti.ee terviseosa edasiarendus. 
E-tervise sihtasutus ei välista patsiendipor-
taali avamist erasektori arendajatele, aga 
selle eeltingimusteks on lahenduste piisav 
kvaliteet ja isikuandmete kaitse. Viimaseks 
oleks vaja muuta kehtivat andmekaitse reeg-
listikku, samuti nõuaks kvaliteedi tagamine 
lisarahastust või alternatiivseid fi nantseeri-
misskeeme, mis tagaks kvaliteedikontrolli 
sõltumatuse rahastajatest ning arendajatest 
(T. Mahlakõiv, isiklik kirjavahetus, 2013). 
Mitteisikustatud andmete avamine 
tervishoius eri osapooltele on osa suuremast 
trendist. Käesoleva aasta 9. mail kirjutas 
USA president Barack Obama alla nn open 
data direktiivile, mis olulisel määral avab 
riiklikult kogutud andmekogude avalikku 
kasutamist (kokkuleppe üheks osaks on 
ka tervishoius kogutud avalike andmeko-
gude kasutamist reguleeriv „Health Data 
Initiative“) (5). Ka Eestis on selles suunas 
esimesed sammud astutud, sest eelmise 
aasta lõpus jõustus avaliku teabe seaduse 
muutmise seadus, mis täpsustab teabele juur-
depääsu tingimusi ja välistab ainuõiguslike 
kokkulepete sõlmimise teabevaldaja poolt 
(6). Kindlasti vajab rõhutamist, et kirjel-
datud uuendused ei too kaasa delikaatsete 
isikuandmete avalikustamist, vaid eelkõige 
võimaldavad nad teabe kasutamist mitteisi-
kustatud ja masinloetaval kujul. Vaatamata 
piisavale õiguslikule reguleeritusele on siiski 
juba esinenud juhtumeid, kus mitteisikus-
tatud andmed on kokku viidud konkreetse 
isikuga (7).
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