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Resumen 
 
 
Con el avance tecnológico en las comunicaciones, se debe garantizar la 
seguridad en las transacciones comerciales por vía electrónica. Cada vez se ha 
generado el rompimiento de claves en los sistemas criptográficos, originando 
la creación de nuevas técnicas de protección de datos como: la compartición 
de secretos y los algoritmos criptográficos basados en la teoría del caos. 
Por esta razón, en esta tesis se presenta una técnica para la compartición de 
secretos, basado en algoritmos gen éticos el cual recibe como entrada un 
secreto de longitud variable, que es evaluado con la función de aptitud dando 
como resultado la mejor partición para ese secreto. 
Luego procedemos a encriptar cada partición por medio de un algoritmo 
criptográfico caótico simétrico basado en Lorenz, posteriormente el emisor 
puede enviar cada secreto cifrado por un medio de comunicación hacia el 
receptor, quien procede a descifrar y juntar todas las particiones del secreto 
para conocer el secreto original. 
 
 
 
 
 
 
 
 
 
 Abstract 
 
 
Due to the technological advance in communications, the security in 
commercial transactions through electronic means must be guaranteed. Since 
the breaking of codes in the cryptographic systems has been happening, it has 
originated the creation of new data protection techniques such as: the secret 
sharing and the cryptographic algorithms based in the chaos theory. 
For this reason, in this thesis a secret-sharing technique is shown based in 
genetic algorithms which receives as input a variable-length secret which is 
assessed with the attitude function giving as output the best partition for that 
secret. 
Then we proceed to encrypt each partition with a chaotic symmetric 
cryptographic algorithm based on Lorenz, then the emitter can send each 
secret encoded through communication to the receiver who then proceeds to 
decode it and put the partitions of the secret together to find out the original 
secret. 
