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Abstrak
Seiring dengan perkembangan jaman, kebutuhan manusia terhadap informasi dan komunikasi
kian bertambah. Kondisi tersebut harus ditunjang dengan adanya peningkatan kualitas
infrastruktur jaringan eksisting. MPLS VPN hadir sebagai salah satu solusi bagi provider untuk
dapat meningkatkan kualitas infrastruktur jaringan melalui teknologi pelabelan, yang mana
teknologi ini akan mempercepat proses forwarding pada core network. Selain mempercepat
proses forwarding, dengan MPLS VPN ini, dapat diimplementasikan virtual private network, yang
mana teknologi tersebut mulai banyak diminati oleh pelanggan. Dengan adanya berbagai
peningkatan tersebut, provider diharapkan mampu memenuhi kebutuhan pelanggan yang
semakin beragam. Selain memperhatikan sisi improvement pada jaringan, haruslah juga terdapat
monitoring terhadap jaringan, yang mana biasanya sering terdapat berbagai macam masalah di
lapangan, salah satunya adalah terputusnya jalur penghubung antara provider dan customer.
VRRP selaku protokol redundan merupakan salah satu solusi yang patut dicoba untuk menjaga
tingkat availability jaringan tetap baik.
Pada tugas akhir ini dilakukan 3 skenario. Skenario 1 dilakukan pengujian QoS VoIP pada
jaringan VPN GRE Tunnel, MPLS VPN, MPLS VPN MBM, MPLS VPN LSM. Lalu pada skenario 2
dilakukan pengujian QoS VoIP pada jaringan MPLS VPN MBM ketika terjadi Link Failure. Pada
Skenario 3 dilakukan pembuktian bahwa VRRP dapat diimplementasikan sebagai protokol Load
Sharing.
Dari hasil pengukuran dan analisis, pada skenario 1 dapat disimpulkan bahwa jaringan MPLS
VPN memiliki performansi yang paling baik dibandingkan dengan model jaringan yang lainnya
karena pada MPLS VPN terdapat proses pelabelan pada core network sehingga mempercepat
proses forwarding di jaringan. Untuk performansi terburuk dimiliki oleh jaringan MPLS VPN
Master-Backup Mode (MBM) karena pada jaringan ini trafik jaringan semakin padat akibat dari
paket advertisement dari VRRP. Pada skenario 2 (Link Failure), dapat dibuktikan bahwa VRRP
mampu menjaga kualitas VoIP dengan terpenuhinya standar QoS meskipun terjadi gagal link.
Pada skenario 3 juga didapatkan bahwa VRRP merupakan solusi redundan yang efisien karena
terbukti bisa berfungsi sebagai protokol Load Sharing.
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Abstract
Human need for information are increasingly growing. The world of telecommunications and
informatics continues to present new things in order to improve the quality of service. Multi
Protocol Label Switching (MPLS) is present as one of the solutions in terms of improving the
quality of network especially in the core network. With MPLS, we can simplify and optimize the
process of selecting a path/route to the core network. Therefore, the interaction within the
network can be established quickly. But there are another factors that must be considered,
namely security. The security factor can be met by adding a feature to the MPLS service, namely
MPLS Virtual Private Network (MPLS VPN). With this feature, we can connect two or more private
remote networks through the core network that already configured MPLS. Therefore we can do
the communication between client faster and more secure than using a regular IP network.
In this final project done 3 scenarios. Scenario 1 testing VoIP QoS on GRE Tunnel VPN, MPLS
VPN, MPLS VPN MBM, MPLS VPN NGOs. Then in the second scenario testing VoIP QoS on MPLS
VPN network MBM when the Link Failure. In Scenario 3 done proving that it can be implemented
as a protocol VRRP Load Sharing.
From the measurement and analysis, scenario 1 can be concluded that the MPLS VPN network
has the best performance compared to other network models because there are processes in
MPLS VPN network core labeling thus speeding up the process of forwarding on the network. For
the worst performance of MPLS VPN network is owned by Master-Backup Mode (MBM) for
network traffic on the network is getting congested due of VRRP advertisement packets. In
scenario 2 (Link Failure), it can be proved that VRRP is able to maintain the quality standards of
VoIP with QoS despite the failed link. In scenario 3 also found that redundant VRRP is an efficient
solution because it proved to function as load sharing protocol.
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1.1 LATAR BELAKANG 
 
  Seiring dengan perkembangan jaman, kebutuhan manusia terhadap 
informasi dan komunikasi kian bertambah. Kondisi tersebut harus 
ditunjang dengan adanya peningkatan kualitas infrastruktur jaringan 
eksisting. MPLS VPN hadir sebagai salah satu solusi bagi provider untuk 
dapat meningkatkan kualitas infrastruktur jaringan melalui teknologi 
pelabelan, yang mana teknologi ini akan mempercepat proses forwarding 
pada core network. Selain mempercepat proses forwarding, dengan MPLS 
VPN ini, dapat diimplementasikan virtual private network, yang mana 
teknologi tersebut mulai banyak diminati oleh pelanggan. Dengan adanya 
berbagai peningkatan tersebut, provider diharapkan mampu memenuhi 
kebutuhan pelanggan yang semakin beragam.  
  Selain memperhatikan sisi improvement pada jaringan, haruslah 
juga terdapat monitoring terhadap jaringan, yang mana biasanya sering 
terdapat berbagai macam masalah di lapangan, salah satunya adalah 
terputusnya jalur penghubung antara provider dan customer. VRRP selaku 
protokol redundan merupakan salah satu solusi yang patut dicoba untuk 
menjaga tingkat availability jaringan tetap baik.  
  Dalam sidang tugas akhir ini, akan diimplementasikan VRRP pada 
jaringan MPLS VPN Layer 3. Dengan adanya protokol VRRP ini 
diharapkan dapat tetap menjaga tingkat availability jaringan MPLS VPN 
untuk dilewatkan layanan VoIP. 
 
1.2 RUMUSAN MASALAH 
 Permasalahan yang dijadikan obyek penelitian dan pengembangan 
tugas akhir ini adalah : 
1. Bagaimana membuat konfigurasi jaringan MPLS VPN, 
2. Bagaimana membuat konfigurasi virtual router group, 
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3. Bagaimana membangun jaringan VoIP, 
4. Bagaimana menganalisa pengaruh performansi jaringan ketika router 
master dimatikan dan kinerja jaringan diambilalih oleh router backup, 
5. Bagaimana perbandingan nilai lima parameter ketika diimplementasikan 




Tujuan penelitian tugas akhir ini adalah : 
1. Membuat konfigurasi jaringan MPLS VPN, 
2. Mengimplementasikan VRRP pada jaringan MPLS VPN, 
3. Membangun jaringan VoIP, 
4. Menganalisa performansi jaringan ketika router master dimatikan dan 
router backup mengambil alih tugas perutean, 
5. Membandingkan lima parameter yakni delay, jitter, throughput, 
packetloss, dan downtime ketika diimplementasikan VRRP dan MPLS 
VPN. 
 
1.4 BATASAN MASALAH 
 
Batasan masalah dalam penelitian dan pengembangan tugas akhir 
ini adalah : 
1. Membangun jaringan MPLS VPN menggunakan Virtualisasi Mikrotik PC 
router, 
2. Komunikasi yang dilakukan adalah komunikasi suara end to end dengan 
menggunakan software client eyebeam dan server trixbox, serta SIP           
( Session Initiation Protocol ) sebagai protokol pensinyalannya, 
3. MPLS VPN yang dikonfigurasikan adalah MPLS VPN Layer 3, 
4. Router master dihentikan proses kerjanya dengan mencabut RJ-45 dari 
interface router master, 
5. Performansi yang akan diukur adalah parameter-parameter Quality of 
Service, yaitu : downtime, delay, packetloss, jitter, dan throughput, 
6. Sisi keamanan jaringan tidak diperhitungkan, 
7. Implementasi dilakukan pada isolated network, 
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8. Hanya membahas pada jaringan IPv4 dikarenakan Mikrotik PC Router 
tidak mendukung fitur MPLS VPN IPv6, 
9. Hanya membahas gagal link. 
 
1.5 METODE PENELITIAN 
 
Metode yang akan digunakan untuk menyelesaikan tugas besar ini adalah :  
1. Studi literatur 
Studi  literatur  ini  dimaksudkan  untuk  mempelajari  konsep  dan   teori-
teori  yang dapat mendukung proses perancangan sistem 
2. Perancangan dan implementasi 
Meliputi aplikasi dari konsep dan teori  yang  telah  diperoleh. Melakukan 
pengujian terhadap hasil perancangan yang telah dikerjakan. 
3. Pengujian dan analisis implementasi 
a. Membandingkan QoS VoIP jaringan VPN, jaringan MPLS VPN, 
VRRP Master-backup Mode dan VRRP Load Sharing Mode, 
b. Membandingkan QoS dan downtime jaringan MPLS VPN biasa dan 
MPLS VPN menggunakan VRRP Master-backup Mode, 
c. Pembuktian loadsharing pada MPLS VPN VRRP Load sharing mode 
 
1.6 SISTEMATIKA PENULISAN 
 
Penulisan tugas akhir ini akan dibagi ke dalam beberapa bagian 
sebagai berikut :   
 
1. BAB I PENDAHULUAN 
Berisi tentang latar belakang, maksud, tujuan pembuatan tugas akhir, 
pembatasan masalah, metodologi penulisan, serta sistematika yang 
digunakan dalam penulisan laporan tugas akhir. 
 
2. BAB II DASAR TEORI 
Berisi tentang penjelasan teoritis dalam berbagai aspek yang akan 
mendukung ke arah analisis tugas akhir yang dibuat. 
 
3. BAB III PERANCANGAN DAN IMPLEMENTASI 
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Berisi penjelasan mulai dari proses desain hingga konfigurasi untuk 
implementasi sistem, serta skenario yang digunakan untuk melakukan 
pengujian. 
4. BAB IV PENGUJIAN DAN ANALISIS 
Berisi analisis dari implementasi sistem sesuai skenario yang telah 
ditetapkan. 
5. BAB V KESIMPULAN DAN SARAN 
Berisi kesimpulan yang diperoleh dari serangkaian kegiatan terutama pada 
bagian pengujian dan analisis. Selain itu juga memuat saran-saran 
pengembangan lebih lanjut yang mungkin dilakukan. 
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KESIMPULAN DAN SARAN 
 
5.1 Kesimpulan 
• Pada Skenario 1 dapat disimpulkan bahwa jaringan MPLS VPN memiliki 
performansi yang paling baik dibandingkan dengan model jaringan yang lainnya 
karena pada MPLS VPN terdapat proses pelabelan pada core network sehingga 
mempercepat proses forwarding di jaringan. Untuk performansi terburuk dimiliki 
oleh jaringan MPLS VPN Master-Backup Mode (MBM) karena pada jaringan ini 
trafik jaringan semakin padat akibat dari paket advertisement dari VRRP. 
• Pada Skenario 2 dapat disimpulkan bahwa model jaringan MPLS VPN MBM akan 
teruji fungsinya ketika pada jaringan terjadi Link Failure. 
• Pada Skenario 3 dapat disimpulkan bahwa VRRP dapat diimplementasikan sebagai 
protokol Load Sharing. 
• Jaringan MPLS VPN memiliki performansi yang lebih baik dibandingkan dengan 
VPN tanpa MPLS. 
• Beban trafik (Overhead) yang terjadi karena implementasi VRRP pada MPLS VPN 
tidak berpengaruh banyak terhadap QoS VoIP karena perbedaannya pun hanya 
dalam millisecond. 
• VRRP akan teruji fungsinya jika pada jaringan terjadi Link Failure, hal ini terlihat 
pada hasil pengujian skenario 2 yaitu packet loss dan downtime. Ketika 
diimplementasikannya VRRP, maka otomatis jaringan akan memiliki tingkat 
availability dan reliability yang lebih baik dibandingkan jika tidak ada VRRP.   
• VRRP mampu memenuhi standar QoS VoIP meskipun terjadi gagal Link (Delay 
<28ms , Jitter <11ms, dan Packet Loss <12%)  
• VRRP merupakan solusi redundansi yang efisien karena VRRP juga bisa berfungsi 
sebagai Load Sharing Protocol.  
 
5.2 Saran 
• Implementasi VRRP pada jaringan MPLS VPN Layer 2 
• Implementasi HSRP,GLBP pada jaringan MPLS VPN 
• Implementasi VRRPv3 pada jaringan MPLS VPN IPv6 
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