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This research addresses the use of Google Cloud services with Firebase through the 
use of wired and wireless networks in the field of investigation of kidnappings of the 
Dirincri. 
 
The present thesis describes the reality of one of our most important institutions of 
our security, which is the area of kidnappings of the Dirincri which is a systematic, 
technical and specialized institution charged with investigating, denouncing and 
combating organized crime And other transcendental facts, has a great problem of 
information leakage which causes the obtained evidence to be accessible to personnel 
outside the division, which causes several cases to be closed due to lack of evidence 
or because they have already been intentionally eliminated, Peruvian state, innocent 
people involved in criminal acts and the personnel of the kidnapping division. 
 
 
The procedure is carried out by Third Party Technicians (Investigators), who receive 
the complaints to begin the investigation process; Which starts by analyzing the 
places taking different types of evidence (photos, videos, audios, tracks or 
information of what happened). Currently the DIRINCRI kidnapping department 
sends the data of each investigation by means of courier and social networks 
(Facebook, WahatsApp, Hotmail, Gmail, etc.), being these means very vulnerable to 
safeguard confidential information. For them we have applied for our analysis a 
methodology called Thinking which we applied to be able to determine the problem 
in a more dynamic way and which resulted in us not having a modern and reliable 
means to send and access information in time Real and that is lodged in the cloud to 
be able to download it at any time and on the condition that it is the most confidential 
and to avoid the use of other public systems already mentioned previously. The 
proposed solution consists of synchronizing the Dirincri Research Systems with 
Smartphone, which will allow us to use the networks (Internet), Google Cloud 
Firebase Services, Network Protocols and App (Android) With these tools we will 
realize and exploit the current resources that today India is part of our daily lives; 
These tools will allow to capture and send the information of the investigations and 
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save them in a repository to which only members of the division of abductions with 
their respective credentials can accede. For them we will use the service of Google 
Cloud which has a platform called Firebase which is a database and one of the most 
used in the market and with the confidentiality that is required for information on the 
subject of security and efficiency in Synchronization we will use the personnel 
records. What we are looking for is to exploit communications networks with the 
help of platforms such as Cloud services and App development that are allowing us 
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En esta investigación se aborda la utilización de los servicios de Google Cloud con Firebase 
mediante el uso de redes alámbricas e inalámbricas en el ámbito de la investigación de 
secuestros de la Dirincri. 
 
La presente tesis, describe la realidad de como una de nuestras instituciones más importantes de 
nuestra seguridad, que es el área de secuestros de la Dirincri que es una institución de carácter 
sistemático y especializada en investigar, luchar contra el crimen organizado entre otros hechos 
trascendentales, tiene un gran problema de fuga de información lo que origina que la evidencia 
obtenida sea accesible al personal ajeno a la división lo que origina que varios casos sean 
cerrados por falta de pruebas o porque estas ya fueron eliminadas intencionalmente 
perjudicando al estado peruano, personas inocentes e implicadas en hechos delictivos y al 
personal de la división de secuestros. 
 
El procedimiento lo realizan Técnicos de Tercera (Investigadores), que reciben las denuncias 
para empezar el proceso de investigación; el cual inicia en analizar los lugares tomando 
distintos tipos de pruebas (Fotos, videos, audios, huellas o información de lo ocurrido). 
Actualmente el departamento de secuestros de la DIRINCRI envía los datos de cada 
investigación por medio de correo (Courier) y las redes sociales (Facebook, WahatsApp, 
Hotmail, Gmail, etc), siendo estos medios muy vulnerables para resguardar información 
confidencial.  
 
Para ellos hemos aplicado para nuestro análisis una metodología Design Thinking la cual 
aplicamos para poder determinar el problema de una forma más dinámica y el cual nos dio 
como resultado el no tener un medio moderno y sobretodo confiable que permita enviar y 
acceder a la información en tiempo real y que se aloje en la nube para poder descargarlo en 
cualquier momento y con la condición de que sea lo más confidencial y evitar el uso de otros 
sistemas públicos ya mencionados anteriormente. 
 
La solución propuesta consiste Sincronizar los Sistemas de Investigación de la Dirincri con 
Recursos Móviles (Smartphone), el cual nos va permitir usar las redes (Internet), Servicios de 
Firebase de Google Cloud (Nube), Protocolos de red y App (Android), con estas herramientas  
vamos a realizar y explotar los recursos actuales que hoy india es parte de nuestra vidas diarias; 
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estas herramientas van permitir capturar y enviar la información de las investigaciones y 
guárdalos en un repositorio al que solo puedan acceder miembros de la división de secuestros 
con sus respectivas credenciales. Para ellos utilizaremos el servicio de Google Cloud la cual 
tiene una plataforma que se llama Firebase que es una base de datos y una de las más utilizadas 
en el mercado y con la confidencialidad que se requiere para la información por el tema de 
seguridad y eficiencia en sincronía usaremos los registros del personal.  
 
Lo que buscamos es explotar las redes de comunicaciones con ayuda de plataformas como los 
servicios de Cloud y el desarrollo de App que están permitiendo explotar nuestras redes de 
























1.1 Descripción de la Realidad Problemática 
El proyecto tiene el reflejo de la situación actual de la unidad de secuestros de la 
Dirincri, como sabemos no tienen las facilidades que debería tener como cualquier otra 
entidades del estado, para reducir y agilizar sus procesos de investigación las pocas 
herramientas que tienen son limitadas y sin acceso al mismo ya que si están en 
situaciones complicadas o lugares despejados a sus centro de labores no pueden trabajar 
con la exactitud que deberían tener ellos; nos manifestaron su malestar de no poder 
utilizar herramientas modernas y sobretodo aprovechar las comunicaciones 
(Inalámbricas y Alámbricas); que hoy en día son muy explotadas para diferentes 
medios. Se analizó el problema y vemos que la unidad tiene la capacidad querer 
mejorar y ayudar a nuestra sociedad, para ellos se propuso sincronizar sus herramientas 
que utlizan en su centro de labores (PC). Para ellos vamos aprovechar los medios que 
estén a nuestro alcance sin necesidad de generar un gran costo excesivo y más aún 
explotar las redes de comunicaciones que són parte de nuestra vida y con ayuda de un 
aplicativo vamos a sincronizar las herramientas de investigación y más aun aplicando 
unos recursos que ya están implementados como los protocolos de red, redes (Internet) 
y Servicios de Cloud (Nube); provechando los mismos para brindar soluciones 
tecnológicas que darán facilidades para sus gestiones diarias a los agentes de 
investigación de la unidad de secuestros de la Dirincri.  
 
1.2 Formulación del Problema 
1.2.1 Principal 
En la presente tesis, describe la realidad de la unidad de secuestros de la Dirincri en la 
cual iniciamos como punto inicial la inseguridad de información que día a día está 
tratándose de buscar posibles soluciones que puedan ayudar y mejorar. Para ello 
buscamos fuentes y herramientas que sean útiles para poder ayudar a contribuir a la 
prevención de la inseguridad. Es donde nosotros como nueva generación de nuevas 
ideas proponemos Sincronizar los Sistemas de Investigación de la Dirincri con 
Recursos Móviles (Smartphone), para ellos tenemos como principal plataforma las 
redes de comunicaciones, protocolos de red y servicios de cloud que nos van aportar 
robustez en él envió de información mediante un apoyo de una herramienta sistemática 




en la cual solo buscamos facilitar y agilizar las investigaciones, que sean parte de la 
coexistencia para nuevas aplicaciones en las redes futuras. 
1.2.2 Secundario 
 
Actualmente, la Dirincri no cuenta con herramientas propias y seguras de confianza, 
recurriendo a herramientas de uso libre y que no tienen la seguridad ni el respaldo 
necesario para confidencializar información, que después puede ser divulgada y/o 
interrumpiendo las investigaciones y llegando al punto de poner en dificultades a la 
misma institución y sus responsables. 
Figura  1 Los casos de menores desapericidos se triplican en los últimos años 



































Figura  2  Radiografia de la Seguridad en Lima 





Las razones por la que un ciudadano no denuncia un delito es: 
 El temor de represalias del agresor. 
 La falta de apoyo de la Policía y el Sistema Judicial. 
 Los malos resultados sistema carcelario. 
Carlos Basombrío Iglesias reveló que estamos pasando de una de cada tres personas que 
ha sido víctimas de un delito al año, a una de cada cuatro. Entre agosto del 2016 y abril 
del 2017, la victimización ha bajado 2.9 puntos porcentuales a nivel nacional urbano. 
Cada punto porcentual equivale aproximadamente a 220,000 personas, con lo cual 
650,000 personas menos señalan haber sido víctimas de un delito el último año. 
“Ningún consuelo es cierto para los casi 6 millones de personas que continúan 
señalando que han sido víctimas de un delito; pero es un dato útil en política pública, 
donde lo que se necesita es reducir tendencias negativas e incrementar tendencias 
positivas”, recalcó. 
 
1.3 Objetivos de la Investigación 
1.3.1 Objetivos Generales 
El proyecto tiene como objetivo optimizar y priorizar tiempos de los procesos de los 
agentes de investigación de la unidad de secuestros de la Dirincri digitalizando la 
información en la Nube utilizando un aplicativo como medio de transporte que facilitara 
él envió de información (Fotos, videos, Documentos); que trabaje dentro de las redes y 
que nos permita la Sincronización de los Sistemas de Investigación de la Dirincri con 
Recursos Móviles (Smartphone).  
 
1.3.2 Objetivos Específicos 
 
 La información será utilizada en escenarios reales con equipos y software que 
sean capaces de interactuar en tiempo real con el servicio de la Nube Google 
Cloud. El cual nos va permitir conectarnos desde cualquier punto (Oficinas). 
 Usaremos los protocolos de red ya implementados en los enlaces que tendremos 
con la Nube (Google Cloud), estos servicios ya cuentan con niveles de 
seguridad y respaldo confiables. Lo que nos va permitir acceder a la 




1.4 Justificación de la Investigación 
1.4.1 Tecnológica 
 
Al Sincronizar los Sistemas de Investigación de la unidad de secuestros de la Dirincri 
con Recursos Móviles (Smartphone), esta será de uso privado y exclusivo del área de 
secuestros quienes utilizaran esta herramienta como medio de comunicación. 
Utilizaremos como medio a los principales operadoras en el Perú quienes ya tienen 
implementado la vía de comucaciones tales como Claro, Movistar, Entel, Bitel y las 
redes wifi. 
 Claro  
- 2G: GSM, GPRS, EDGE en la frecuencia 1900Mhz.   
- 3G: UMTS, WCDMA, HSDPA, HSPA+ en la frecuencia 700Mhz. 
- 4G: 1900 Mhz banda 2, 700 Mhz banda 28 y 2600 Mhz banda 7. 
 Movistar  
- 2G: GSM, GPRS, EDGE en las frecuencias 1700Mhz y 2100Mhz. 
- 3G: UMTS, WCDMA, HSDPA, HSPA+ en la frecuencia 700Mhz. 
- 4G: 1700/2100 Mhz banda 4 o AWS y 700 Mhz banda 28. 
 Entel  
- 2G: GSM, GPRS, EDGE en las frecuencias 1700Mhz y 2100Mhz. 
- 3G: UMTS, WCDMA, HSDPA, HSPA+ en la frecuencia 700Mhz. 
- 4G: 1700/2100 Mhz banda 4 o AWS y 700 Mhz banda 28. 
 Bitel   
- 3G: UMTS, WCDMA, HSDPA, HSPA+ en la frecuencia 900Mhz. 
- 3G: UMTS, WCDMA, HSDPA, HSPA+ en la frecuencia 1900Mhz. 
- 4G: 900 Mhz banda 8 
 
Las cuatro operadoras trabajan con las mismas frecuencias 700Mhz y 1900Mhz para 
conectarse a internet ya sea en 2G, 3G Y 4G con un plan de datos en dispositivos 
móviles. 
 
1.4.2 Económica  
Para la ejecución de este proyecto se tuvo como inspiración y fuente nuestra sociedad y 




La Dirección de Investigación Criminal PNP - DIRINCRI, en especial la división 
DIVINSEC (División de Investigación de Secuestros); quienes se orientan en la 
búsqueda de información que respalde sus investigaciones de sospechosos o 
involucrados en las distintas modalidades secuestro y violación sexual. 
 
Son entidades que tiene muchos recursos ya implementados, pero no los utilizan al 
100% de su totalidad ya que solo se conforman con lo que tienen y no buscan las vías ni 
formas de cómo darle un valor agregado. 
 
El proyecto tiene el apoyo y viabilidad económica del coronel a cargo del área de 
secuestros ya que el 100% de su costo será aportado por sus equipos de trabajo por ser 
una necesidad y sobretodo un gran aporte a sus investigaciones reduciendo tiempos de 
traslado de información el resultado de este proyecto brindará mejores decisiones, 
siendo efectivo y rentable por su reducido costo, que ofrecera grandes posibilidades de 
creceimiento, según las necesidades que requiera a futuro. 
 
1.4.3 Sociedad 
Sincronizar los Sistemas de Investigación de la Dirincri con Recursos Móviles 
(Smartphone), brindaran fácil acceso a la información, beneficiando a las personas que 
están implicadas en delitos que fueron acusadas por error y/o que estén en proceso. Los 
agentes de la unidad Dirincri muy aparte de capturar también se encargan de justificar si 
es culpable o inocente y para ellos hoy en día ayudar sin herramientas es muy 
complicado tardando demasiado en justificar estos casos, para ellos estamos 
proponiendo agilizar estos casos mediante las redes de comunicaciones y utilizando una 
herramienta capaz de enviar esta documentación en tiempo real para ellos utilizaremos 
servicios de Cloud sin impedimentos; sin tener una gran infraestructura tecnológica 
implementada en la Dirincri la información pueda viajar con la seguridad y respaldo 
que sea utilizada para bien común de nuestra sociedad, utilizando recursos móviles para 









Sincronizando los Sistemas de Investigación de la Dirincri con Recursos Móviles 
(Smartphone), para un mejor control de la seguridad de la información utilizando los 
recursos que nos permita explotar eficientemente nuestras redes de comunicaciones 
que los operadores de servicios móviles y las redes wifi, mediante el uso de 
herramientas tales como los servicios de Google Cloud (Firebase) y un App 
(Android). 
 
1.4.5 Hipótesis Generales 
 
En cuanto se realice la Sincronización de los Sistemas de Investigación de la Dirincri 
con Recursos Móviles (Smartphone), reducirá los tiempos en respuestas y ejecución 
de los atestados (Informes de los casos de investigación) para ello utilizaremos 
servicios de Google Cloud medianate las redes de comunicaciones de los operadores 
de servicios móviles y redes wifi utilizando tecnologías (4G, Wifi y Cloud). 
 
1.4.6 Hipótesis Específicos 
 
En cuanto se realice la Sincronización, dentro de la red (3G, 4G, Wifi y Cloud), se 




























La inseguridad en las comunicaciones hoy en día es muy común tanto que ni las propias 
autoridades del estado están libres de acontecimientos que desbordan información la 
cual es de uso confidencial y es robada por medios los cuales son las redes sociales tales 
como el correo electrónico, Hotmail, Gmail, faceboock, WhatsApp y otros medios los 
cuales son  vulnerables a robo de información esta nos da como resultado que nuestra 
autoridades tales como la Dinincri tenga que sortear las vías para enviar su información 
de los atestados o sustentos que son de uso confidencial para resolver los casos que 
tienen en su día a día. El Estado garantiza la vida, libertad y el patrimonio ciudadano. 
 
2.1.1 Mensajería en Perú 
 
En Perú, El Sábado 11 de julio del 2015 a las 09:47, El Comercio a través de su 
WhatsApp (+51 947-031-286) varios usuarios advierten sobre un correo que está siendo 
enviado masivamente a muchos clientes de un banco local Banco de Crédito del Perú y 
que estaría destinado a robarles información personal. 
 
Los ciudadanos compartieron por WhatsApp los correos que llegan, enviados por la 
misma dirección de correo electrónico del banco y que se presentan hasta en cuatro 
modalidades. Solicitando una actualización de datos, informando sobre una 
manipulación de su cuenta, señalando una actualización de la tecnología de su banco y 
para indicarles que la cuenta se ha bloqueado. 
 
Indican que han bloqueado la cuenta y colocan una dirección electrónica que te 
direcciona a otra ventana para ingresar tus datos. Casualmente el correo es direccionado 
desde el mismo mail del banco, pero la otra pagina web posee una dirección diferente, 
señalaron vía WhatsApp. Como se observa en las fotos que compartió una ciudadana 
por WhatsApp, tratando de un phishing. Haciendose pasar por un correo electrónico 
oficial engañando a los clientes del banco. 
 
Algunos de ellos lograron detectarlo a tiempo y advirtieron al BCP, el cual les señaló 




Hola, agradecemos tu comunicación y te comunicamos que estamos al tanto de la 
circulación de estos correos malisiosos. Tomaremos acciones. Por el momento, el BCP 
nunca envía mails con enlaces donde te pida ingresar datos personales, ni claves. 
Puedes escribirnos a prevencion@bcp.com.pe. Muchas gracias. 
 
Más tarde otros usuarios informaron que existen otras modalidades de estafa sobre el 
BCP en las que, a través de mensajes de texto, solicitan que te comuniques con un 
número en el que te piden que brindes tu número de tarjeta y otros datos personales. 
 
2.1.2 Mensajería en Brasil 
 
El vicepresidente de Facebook el Argentino Diego Dzoran, fue arrestado en Sao Paulo 
(Brazil) por la unidad de Narcóticos de la Policía Federal. Por incumplimiento de una 
orden judicial emitida por el tribunal penal del lagarto (SE) Marcel Maia Montalbán.  
 
David Tangerino (abogado) representa WhatsApp, que es dueño de Facebook, dijo 
conjurar la prisión de Dzoran debió al hecho de que la red social no proporciona el 
contenido de mensajes intercambiados a través de la App de mensajería. Indicando que 
el juez hizo caso omiso de los argumentos legales y técnicos suponiendo que Facebook 
está trabajando intencionadamente con los crímenes al no permitir el acceso al 
contenido de las conversaciones. 
 
Facebook molesto critico esta decisión de la medida extrema de la policía local debido a 
un caso relacionado con WhatsApp, que funciona por separado de Facebook. El 16 de 
diciembre del 2015. La juez Sandra Regina Nostre Marques ordenó la suspensión de 
WhatsApp durante dos días. 
 
Esta investigación se inicio por un hombre detenido por la Policía Civil de Sao Paulo en 
2013, acusado de robo y tráfico en noviembre de 2015.  
El 17 de diciembre del 2015; El juez Xavier de Souza, de la Sala Penal de la Corte el 11 
de Paulista de Justicia decidio el bloqueo de la aplicación de mensajería WhatsApp.  
 
Un comunicado de la Corte Sergipe indica que el juez lagarto sólo ordenó la detención 




incrementandoce la multa a $ 1 millón. La empresa Facebook no acato la orden 
Judicial. El fracaso de esta medida judicial impuso la detención del vicepresidente de 
Latinoamérica de Facebook para evitar que la investigación policial. Según indica el 
artículo 2 del párrafo 1 de la Ley de Organizaciones Criminales Ley 12.850 / 2013. 
 
2.1.3 Mensajería Rusia 
 
EL fundador y presidente de información de seguridad en Hold Security), descubrió 
272,3 millones de cuentas robadas. Entre esta considerable cantidad de cuentas se 
incluyen una cantidad de usuarios de Mail.ru (el servicio de e-mail más famoso de 
Rusia) y un porcentaje menor de usuarios de Google, Yahoo y Microsoft. Holden 
comentó en Reuters que estas cuentas eran ofrecidas por un hacker a criminales rusos y 
agregó que fueron 40 millones las cuentas sustraídas de Yahoo, 33 millones las de 
Hotmail y 24 millones las de Gmail. 
Para protegerte de este tipo de hackers es importante que cambies las contraseñas con 
frecuencia y realices copias de seguridad de la información que consideres importante. 
 
2.2 Bases Teóricas 
 
El propósito de este capítulo es brindar una solución coordinada y eficiente que permita 
abordar el problema. "Integrando el problema dentro de un ámbiente donde los 
conocimientos previos relativos al mismo y ordenándolos de modo que resulten útil a 
nuestro proyecto". 
 
2.2.1 Formatos   Multimedia 
Aquí encontrará la lista completa de los formatos compatibles para equipos móviles y 
Pc. 
 
 Tipos de Formatos de Audio:  
 
- Formato MP3: Técnicamente conocido (ISO MPEG Audio Layer 3). Este 
nombre pertenece a los MPEG y pertenece al esquema de audio 3. Su técnica de 




Una de sus técnicas es eliminar las pequeñas porciones de los archivos de 
música que apenas son audibles por personas. También elimina los sonidos 
fuertes, esta técnica es perceptual noise shaping. Lo habitual es que los archivos 
MP3 se configuren en 44 khz en estéreo y a 64 y 128 kbps.  





             Tabla  1  Tipos de Digitalización 
            Fuente: Universidad de Sevilla – España “Descripción de la técnica de compresión MP3 para audio” 
 
- Formato AAC: Tecnicamente conocido como Advanced Audio Coding - 
Codificación de Audio Avanzad, La compresión es mayor que el MPEG-1, 
sin mayores pérdidas de calidad. Es un codec usado con el nuevo estándar de 
compresión MPEG-4; Este formato de audio se usa en iPod y en alguno de 
sistemas de radio digital este se perfila como el sucesor del mp3. 
AAC tiene una extensión (.mp4) para MPEG-4, m4a para MPEG-4 Audio 
y .m4p para MPEG-4 protegido, siendo más pequeños que el MP3.  
 
- Formato AMR-NB: Este Formato es también conocido como 3GP es para 
almacenar información multimedia (audio y video) para cualquier tipo de 
teléfonos móviles. Este formato fue creado por 3rd Generation Partnership 
Project “3GPP”. 3GP guarda video en formato MPEG-4 ó H.263. El audio 
se guarda en formato AMR-NB o AAC-LC. Estas especificaciones están 




 Frecuencia de muestreo 8 kHz/13-bit, se filtró para 200-3.400 Hz.  
 El códec AMR utiliza ocho códecs de fuente con tasas de bits de 12,2, 




 Genera longitud de trama de 95, 103, 118, 134, 148, 159, 204, o 244 
muestras para tasas de bits AMR FR 4,75, 5,15, 5,90, 6,70, 7,40, 7,95, 
10,2, o 12,2 kbit/s, respectivamente. AMR HR longitudes de trama son 
diferentes.  
 Retardo algorítmico es de 20 ms por marco. Para tasas de bits de 12,2, no 
hay un "algoritmo" look-ahead demora. Para otros tipos, retraso de 
preanálisis es de 5 ms. Tenga en cuenta que hay 5 ms "maniquí" look-
ahead demora, para permitir el cambio  con el resto de las tasas de 
frame-wise modo transparente.  
 AMR es un codificador de voz híbrido, como tal, transmite ambos 
parámetros de voz y una señal de forma de onda. 
 Codificación predictiva lineal se utiliza para sintetizar el habla de una 
forma de onda residual. Los parámetros LPC se codifican como pares 
espectrales de línea. 
 La forma de onda residual se codifica utilizando código algebraico 
Excited Linear Prediction.  
 La complejidad del algoritmo tiene una potencia de 5, utilizando una 
escala relativa que es 1 G.711 y G.729a es 15.  
 Pruebas PSQM en condiciones ideales rendimientos promedio Opinión 
Decenas de 4,14 para AMR, en comparación con 4,45 para G.711. 
 Pruebas PSQM bajo rendimiento de la red de tensión media de opinión 
Decenas de  3,79 para AMR, en comparación con 4,13 para G.711. 
 
- Formato WB: Ultrawideband, se usado para tecnologías de radio que 
utilizan un ancho de banda de más (500 MHz) o el 25% de la frecuencia 




 Diseñado para trabajar en entornos Wireless Personal Área Network 
“WPAN”. 
 Para dispositivos multimedia cámaras de fotos o vídeo, reproductores 




 Permitir conectividad Wireless Universal Serial Bus “WUSB” de gran 
velocidad para como escáners, impresoras y dispositivos de 
almacenamiento externo. 
 
- Formato OGG: Forma parte del proyecto Ogg y fue llamado Ogg Vorbis o 
tan sólo OGG tiene una codificación con una velocidad variable en bits.  
 
Canales 
Clasifica si el archivo de salida será mono o estéreo (un canal o dos canales 





Tabla  2  Detalles Técnicos del Formato OGG 
Fuente: es.kioskea.ne “Introducción al formato Ogg Vorbis” 
 
- Formato FLAC: Conocido como Free Lossless Audio Codec, es un códec 
de compresión de audio, lo que significa que la diferencia entre AAC, MP3 
y OGG no existe pérdida de información.  
 
Tasa de Comprensión: 
 No tiene un ratio exacto WAV->FLAC, pues va depender de la 
información que el archivo WAV registre. 
 
 El convertidor oficial FLAC nos da 8 tipos de nivel de compresión 
siendo 0 el más rápido, pero con menos compresión, y 8 el más lento, 









Tabla  3  Equivalencias WAV FLAC 
Fuente: hydrogenaud.io “Equivalencias WAV FLAC” 
 
- Formato AC-3: Es un codec que contiene 6 canales de sonido, 5 canales de  
de 20 Hz para los altavoces de rango normal y un canal de salida para los 
sonidos de baja frecuencia conocida como Low Frequency Effect o 




Durante la codificación se pasa por varias etapas este proceso se va 






























Tabla  4  Dispositivos móviles compatibles con formatos de  audio y video 
Fuente: Aimersoft, ,http://www.aimersoft.es/video-format/audio-video-format-for-android.html 
 
 



















Tabla  5  Formatos de  Video Compatibles para Equipos Móviles y Pc 
Fuente: Gobierno de España Ministerio de Educación “Formatos de archivos de   vídeo  
(Apple, Microsoft, Adobé)”. 
 
- Formato MPEG-4: Moving Picture Experts Group. Las principales 
características del estándar es el flujo de medios audiovisuales, distribución en 
CD, transmisión bidireccional por videófono y emisión de televisión. El formato 
MPEG-4 tiene características (MPEG-1/MPEG-2), así como distintos estándares 
relacionados, tales como Virtual Reality Modeling Language (VRML), diseñado 




Figura  3 El esquema de codificación e imagen y video de MPEG-4 
Fuente: “Instituto de Ingeniería Electrónica” Montevideo - Uruguay 
 
- Formato H.264:  La mision del proyecto de este formato fue la de crear un 
estándar capaz de brindar una calidad de imagen con tasas notablemente 
inferiores a los estándares previos como MPEG-2, H.263 o MPEG-4 parte 2, 
además de no incrementar la complejidad de su diseño. 
 
Codificación: 
El H.264 es un estándar de codificación para aplicaciones móviles; las 
reproducciónes de vídeo de los dispositivos tiene como factor también las 
condiciones de la red y la velocidad de descarga. Se recomienda crear una 
variante con menos de 130 kbps para garantizar una reproducción confiable a 
través de las redes de móviles y la mayoría de los usuarios. 
 
Las grabaciones tienen en cuenta el ancho de banda de audio y el máximo de 2 
































Tabla  6 Características de H.264 
Fuente: duiops.net 
 
- Formato DivX: Es un codec que fue creado por un grupo de hackers pero se 
basa en el formato estándar de Microsoft (MPEG-4) de uso gratuito. Despues 
salio una mejor versión (DivX 5) con nuevas funciones de compresión, pero a 
diferencia de la anterior esta no es gratuita.  
 
- Formato VC-1: Es un nuevo formato de códec estándar SMPTE 421M. Tiene 
una codificación de secuencias ITU-T y MPEG el cual tiene herramientas de 





















Low 96 kbit/s 176 x 144 / 15 (QCIF)
240 x 176 / 30
352 x 288 / 15 (CIF)
Low 2 Mbit/s 320 x 240 / 24 (QVGA)
720 x 480 / 30 (480p)
720 x 576 / 25 (576p)
High 20 Mbit/s 1920 x 1080 / 30 (1080i)
L0 2 Mbit/s 352 x 288 / 30 (CIF)
720 x 480 / 30 (NTSC-SD)
720 x 576 / 25 (PAL-SD)
720 x 480 / 60 (480p)
1280 x 720 / 30 (720p)
1920 x 1080 / 24 (1080p)
1920 x 1080 / 30 (1080i)
1280 x 720 / 60 (720p)
1920 x 1080 / 60 (1080p)








Main Medium 10 Mbit/s
Tamaño Relación de aspecto Tasa de bits mínima recomendada Duración máxima aproximada
640x480 4:03
Para los vídeos con poco movimiento, como los bustos parlantes, es suficiente con 900 kbps, 
lo que ofrece muy buenos resultados. Para obtener una alta calidad global, independientemente 
del nivel de movimiento, utilice, por lo menos 2.672 kbps. Esto también es válido para los 
archivos de origen de 720 x 480, ya que son como los de 640 x 480, pero tienen una relación 
de aspecto de píxeles diferente.
Una tasa de bits de vídeo de 2.672 kbps 
permite una duración de un poco más de 
una hora y media.
640x360 16:09
Para los vídeos con poco movimiento, como los bustos parlantes, es suficiente con 900 kbps, 
lo que ofrece muy buenos resultados. Para obtener una alta calidad global, independientemente 
del nivel de movimiento, utilice, por lo menos 2.672 kbps. Esto también es válido para los 
archivos de origen de 720 x 480, ya que son como los de 640 x 480, pero tienen una relación 
de aspecto de píxeles diferente.
Casi dos horas.
1024 x 768 4:03
Para los vídeos con poco movimiento, como los bustos parlantes, es suficiente con 900 kbps, 
lo que ofrece muy buenos resultados. Para obtener una alta calidad global, independientemente 
del nivel de movimiento, utilice, por lo menos 2.672 kbps. Esto también es válido para los 
archivos de origen de 720 x 480, ya que son como los de 640 x 480, pero tienen una relación 
de aspecto de píxeles diferente.
Un poco más de 50 minutos de vídeo.
1280x720 16:09
Para los vídeos con poco movimiento, como los bustos parlantes, es suficiente con 900 kbps, 
lo que ofrece muy buenos resultados. Para obtener una alta calidad global, independientemente 
del nivel de movimiento, utilice, por lo menos 2.672 kbps. Esto también es válido para los 
archivos de origen de 720 x 480, ya que son como los de 640 x 480, pero tienen una relación 
de aspecto de píxeles diferente.
Entre 40 y 45 minutos de vídeo.
1.920 x 1.080
Vídeo de origen estirado 
de 16:9
Para los vídeos con poco movimiento, como los bustos parlantes, es suficiente con 900 kbps, 
lo que ofrece muy buenos resultados. Para obtener una alta calidad global, independientemente 
del nivel de movimiento, utilice, por lo menos 2.672 kbps. Esto también es válido para los 
archivos de origen de 720 x 480, ya que son como los de 640 x 480, pero tienen una relación 
de aspecto de píxeles diferente.
Aproximadamente una hora y 20 minutos a 




- Formato VP8: Es un código diseñado por google y último de los códec de 










Tabla  8  Codificación de la secuencia de VP8 
Fuente: aprendiendo2veces.blogspot.com 
 
 Archivo de Imagen 
 
- Formato JPGE.- Destaca por un nivel de compresión que ofrece y que se basa 
en la disminución de calidad JPEG, aprovechando características de la visión 
humana para ofrecer un mejor formato de imágenes que pesan menos. Son 
sensibles al brillo que al color y olvidando las zonas con mayores variaciones. 
 





Figura  4 TDC  unidimensional para f(x) se define: 






Figura  5  TDC La Inversa de se define como: 
Fuente: grupo.us.es Universidad de Sevilla – España “La transformada discreta del coseno” 
 











- Formato PNG. -  Portable Network Graphics, tiene un nivel de compresión que 
casi no presenta pérdidas, ya que se utiliza un filtrado especial predictivo de las 
características y tono de cada pixel que integra la imagen 
 
2.2.2 Sincronización de Red 
 
La conectividad tiene distintas formas y vías de comunicación que van a permitir 




2G.- Globalización digital: Este modelo implementa sistemas digitales en la 
conexión de radio bases para la red de telefónia, la transmisión era forma 
analógica la cual tiene una velocidad de 3.1Mbps. Tiene una gran capacidad, 
calidad de transmisión de voz. Admitiendo una transferencia de informamación 




 CDMA (Acceso Múltiple por División de Código) 
 EDGE (Enhanced Data Rates for GSM Evolution)  
 EGPRS (Protocolo de Túnel de GPRS) 
 HSCSD (High Speed Switched Data) 
 GSM (Global System for Mobile Communications) 
 TDMA (Acceso Múltiple por División de Tiempo) 
 
- 3G.- Alta transmisión: Dentro de la telefonía movil (celular) se logro mejorar 
la tecnología 2G, con nuevos cambios y versiones tales como la tecnología 2.5G 
y 2.75G las cuales desaparecieron con los nuevos avances de la 3G, la cual tiene 
una mejor conmutación de paquetes en la transmisión de información. Llegando 






 EVDO (Divide los Datos a Transmitir en Paquetes Individuales y cada 
Paquete es Enviado de Forma Independiente) 
 HSDPA (High-Speed Downlink Packet Access) 
 HSUPA (High-Speed Uplink Packet Access) 
 UMTS (Universal Mobile Telecommunications System) 
 WCDMA (Acceso Múltiple por División de Código de Banda Ancha) 
 
- HSPA (Evolved HSPA): Es una nueva tecnología de comunicación para 
equipos moviles en la versión 7 de 3GPP y para nuevas versiones. La tecnología 
HSPA+ tiene una arquitectura tipo IP para redes que estén conectadas a un 
backhaul IP conectada al enrutador ISP. Estae tipo de tecnología nos permite 
ahorrar energía (Batería), teniendo mayor velocidad de acceso. Con esto 
debemos de mensionar que la tecnología (HSPA+) no es LTE ya que esta utiliza  
una interfaz diferente. 
 
- 4G: Es una nueva tecnologia con mejores características de conexión via 




 LTE (Long Term Evolution) 
 UMB (Ultramobile de banda ancha) 
 WiBro (Tecnología de Banda Ancha Móvil) 
 WiMAX (Worldwide Interoperability for Microwave Access) 
 
- WI-FI a/b/g/n: Este tipo de tecnología tiene dos niveles inferiores de la 
arquitectura OSI el físico y enlace las cuales son de las redes inalámbricas. 
Esplicando cómo utilizar un canal físico parea enviar y recibir información 
mediante los protocolos utilizados en el procesamiento. 
 
 Protocolos: 
- 802.11ª:  Sola para redes inalámbricas que utilicen la banda de 5GHz, 





- 802.11b y 802.11g: Solo para redes que utilicen una velocidad de 
11Mbps.  
 
- 802.11n: Solo para redes que llegen a velocidades de 600Mbps.  
 
 Ancho de Banda 
 
- Red Inalámbrica:  Son redes que permiten transmitir a una velocidad de 
2.4 GHz, es de uso común para cualquier tipo de equipo movil y algunas 
redes de este tipo son gratis. Una desventaja es que solo alcanzan un área 
mimitada, la cual dependerá de la posición y el tipo de potencia del 
transmisor; el cual puede generan un gran consumo de energía de la batería 
del movil.  
 
Las WiFi con 5 GHz traspasan peor los objetos sólidos en comparación con 
las otras, algo a considerar según la distribución de nuestro hogar y el número 
de paredes a atravesar. 
 
El hecho de que no sea la frecuencia más extendida también puede llevar 
a incompatibilidades hasta que la frecuencia de 5 GHz se asiente en el 
mercado, lo que deriva en otro inconveniente al menos a corto plazo. 
 
     Tipos de Redes WI-FI: 
  Públicas: Se transmiten libremente en los aeropuertos, trenes, 
bibliotecas y otros sitios públicos. 
 
  Privadas: Son de uso exclusivo para área o lugares restringidos por 

















Figura  6  Móviles Conectados a UNA red inalámbrica. 
Fuente: kioskea.net 
 
 Red Alámbrica:  Este tipo de redes son las más usadas y comunes. 
Utilizan un cable el cual conecta los equipos y otros dispositivos que 













Tabla  9  Tecnologías Ethernet 




























Figura  7  Diseño de Red Alámbrica 
Fuente: technet.microsoft.com “Planeación de Small Business Services” 
 
Tipo de Conexión 
 
 Plan de Datos Contratado: Es un tipo de conección a internet 
limitados por el tipo de plan que cada usuario pueda solventar y tenga 
acceso a navegar por la Web y enviar y recibir e-mails. Entre las empresas 



















 Precios del Plan de Datos Contratado: Es una tarifa mediante el 
cual los operadores brindan un servicio de acceso a internet a usuarios con 
equipos multimedia. Cada usuario tiene la libre disponibilidad de elegir su 








































2.2.3 Software  
 
El software nos va permitir diseñar y/o elegir el tipo de lenguaje a escoger y que cumpla 
con las necesidades para el funcionamiento de nuestra sincronización  
 
- Lenguaje de Programación 
 
Es el proceso de creación de un algoritmo que permita ayudarnos a sincronizar 
nuestra idea con las redes de comunicaciones, a través de los siguientes pasos: 
 
- El desarrollo  
- Codificación  
- Compilación  
- Prueba 
- Desarrollo de la documentación. 
 
Tipos de Lenguaje:  
 
- Java J2ME: Es un lenguaje de entorno flexible y sólido para aplicaciones 
móviles e integrados: TDT, reproductores (Blu-ray), módulos M2M, impresoras 


















- Android: Es un lenguaje para diseñar y programar diversas aplicaciones en 
Java. Las cuales accedan a las disitintas funciones del teléfono movil como 











Figura  12  Applications en Android 
Fuente: xatakandroid. 
 
- Base de Datos 
Es el contenedor de consultas y diversas funciones que nos va permitir alamacenar 
gran cantidad de información de los equipos moviles y de datos personales de los 
usuarios o empresas. 
 
Características: 
- Mínima redundancia 
- Múltiples usuarios. 
- Integridad de datos. 
- Consultas optimizadas. 
- Seguridad 
- Respaldo  
 
Ventajas: 
- Consistencia dentro de la base de datos 
- Compartición dentro de la base de datos 




- Integridad dentro de la base datos. 
- Seguridad 
- Accesibilidad  
- Productividad 
- Concurrencia 







Tipos de Campos: 
- Numérico: “sin decimales” y “decimales”. 





            
Tipos de Base de Datos: 
- Firebase: Se trata de una plataforma móvil creada por Google, cuya principal 
función es desarrollar y facilitar la creación de apps de elevada calidad de una 
forma rápida, con el fin de que se pueda aumentar la base de usuarios y ganar 
más dinero. La plataforma está subida en la nube y está disponible para 
diferentes plataformas como iOS, Android y web. Contiene diversas funciones 
para que cualquier desarrollador pueda combinar y adaptar la plataforma a 




- Desarrollo: Firebase permite la creación de mejores apps, minimizando el 
tiempo de optimización y desarrollo, mediante diferentes funciones, entre las 
que destacan la detección de errores y de testeo, que supone poder dar un salto 
de calidad a la app. Poder almacenar todo en la nube, testear la app o poder 





- Analitica: Tener un control máximo del rendimiento de la app mediante 
métricas analíticas, todo desde un único panel y de forma gratuita, es una de las 
ventajas que ofrece Firebase respecto a la analítica web. Los datos analíticos 
que facilita Firebase, facilita la toma de decisiones basadas y fundamentadas en 
datos reales. 
 
- Poder de crecimiento: Permite gestionar de manera fácil todos los usuarios de 
las aplicaciones, con el añadido de que se pueden captar nuevos usuarios, 
mediante invitaciones o notificaciones. 
 
- Monetización: Mediante AdMob, Firebase permite que puedas ganar dinero. 
 
- Rapidez: Implementar Firebase puede ser fácil y rápido, gracias a su API que es 
muy intuitiva, sostenida en un solo SDK. 
 




- SQLite: Es una base que permite almacenar información dentro de 
dispositivos empotrados es (eficaz, potente y rápida) y para equipos con menor 
capacidad (PDA ó teléfono celular). Esta base implementa el estándar SQL92 
facilitando el uso en cualquier ambiente de desarrollo.  
 
- Cloud (Firebase de Google): Firebase es un back-end de Google de 
servicios en nube, como base de datos en tiempo real que proporciona una 
API que permite a los desarrolladores almacenar y sincronizar los datos a 
través de múltiples clientes. 
 
2.3 Marco Legislativo 
 
Dentro del marco legal dentro de las telecomunicaciones las políticas implementadas en 
el Perú a partir de 1991. Esta norma fue decretada en el Legislativo Nº 1277, se aprobó 
dentro del Decreto Legislativo sancionar las comunicaciones malintencionadas a 
nuestras centrales de emergencias, con la finalidad de reducir la incidencia 




del Perú, Cuerpo General de Bomberos Voluntarios del Perú, Ministerio de la Mujer y 
Poblaciones Vulnerables ó otras entidades administradas por el Estado; mejorando la 
disponibilidad de los servicios de atención, obteniendo resultados positivos en beneficio 
de nuestra ciudadanía, la Primera Disposición del Decreto Legislativo Nº 1277 dispone 
que el Ministerio de Transportes y Comunicaciones elabore el Reglamento de la Ley en 
un plazo de noventa días hábiles; Con la conformidad de las facultades normativas en el 
numeral 8 del artículo 118 de la Constitución Política del Perú, la Ley Nº 29370 - Ley 
de Organización y Funciones del Ministerio de Transportes y Comunicaciones, el Texto 
Único Ordenado de la Ley de Telecomunicaciones, aprobado en el Decreto Supremo Nº 
013-93-TCC y el Texto Único Ordenado del Reglamento General de Ley de 
Telecomunicaciones aprobado en el Decreto Supremo Nº 020-2007-MTC.  
 
El Artículo 34.5. Determina que las frecuencias a utilizar dentro de la operación de la 
Red de Comunicaciones LTE (Comunicación de voz, Datos y Video), que brindan sus 
servicios a las entidades del Estado que administran Central Única de Emergencias. 
 
Artículo 36.8.  Determina que las llamadas originadas dentro de sus redes puedan 
comunicarse a los números de emergencias del Estado, conforme a los plazos de 
determinados en el proceso de migración de los números al sistema de comunicaciones. 
 
El MTC (Ministerio de Transportes y Telecomunicaciones de Perú), publicó la 
reglamentación de ley que prevé al operador virtual móvil (MVNO) para los servicios 
de telecomunicaciones móviles. 
 
La normativa implemento las medidas para dinamizar y expandir el mercado de 
servicios móviles públicos, con la finalidad de fortalecer la competencia del sector. 
 
Entre sus principales puntos, se incorpora la neutralidad de red como obligación para 
ambos tipos de operadores, según informa Telesemana. En el caso de los MVNOs, se 
establece, entre otras cuestiones, que el operador móvil ‘no puede tener vinculación con 
el MVNO que accede a su red’. Sí se permite la vinculación con otros que operen en 





La calidad de servicio también será tenida en cuenta por la reglamentación, que obliga a 
los operadores de red a ofrecer a los usuarios de los MVNO ‘el mismo estándar de 
calidad de servicio que el que brinda a sus clientes’.  
 
Con esto, se espera que nuevos operadores se empiecen a lanzar en el mercado peruano, 
donde el gobierno ya manifestó interés en empresas como Virgin Mobile y Móvil 
Falabella. 
 
Renovación de la concesión de Telefónica del Perú S.A.A.  
 La cobertura Móvil es de 409 capitales de Distrito y 1918 centros poblados con más de 
400 habitantes. Incluyendo 70 TAMBOS. 
 La red de Transporte de Micro ondas (Rioja-Moyobamba-Yurimaguas-Iquitos), incluye 
559 Acceso a Internet Social y en 259 Localidades. 
 La tarifa Social para Beneficiarios de Programas Sociales y Funcionarios Públicos en 
áreas rurales. 
 El acceso a Internet sin costo a Entidades Beneficiarias dentro de la Provincia. 11,000 
Accesos a Internet, de los cuales 8,100 corresponden a provincias donde ya existe fibra 
óptica y 2,900 provincias que no cuentan con fibra óptica, esta será instalada por 
Telefónica o por el operador de la Red Dorsal Nacional de Fibra Óptica. 
 El acceso a Internet Satelital sin costo en 661 Distritos con Mayor Pobreza, 35 Distritos 
de Provincias Fronterizas, 70 Capitales Provinciales Aisladas y 396 TAMBOS. 
 La capacitación en Telecomunicaciones para Profesionales del Sector (Público, Fuerzas 
Armadas, OSIPTEL, MTC, docentes de Universidades Públicas). 
 Instalación de Circuitos de transmisión de video para Seguridad Ciudadana, en 327 
Distritos. 
 
Subasta de (4G) LTE:  Entel Perú y Telefónica Móviles, Servicio de internet móvil 
 Adjudicación año 2013 
 Prestar el servicio en más de 224 distritos y 10 centros poblados. 
 Precio Base: US$ 63,4 millones. 
 Ofertas económicas: NEXTEL (US$ 105´511,176.00) y TM (US$ 152´229,000.00). 
 Concesión 20 años  
 Inversión en 20 años desde 2013 al 2033: $ 885 millones*  




 TM inició el 02/01/2014. Avance (Provincias de Piura, Arequipa, Trujillo y Chiclayo). 
 NEXTEL inició el 24/09/2014, Avance (Distrito de San Borja) 
 Nextel del Perú S.A. El 25 de setiembre modificó su razón social a ENTEL PERÚ S.A. 
 
Subasta de 900 MHZ: VIETTEL Perú - Servicio Móvil (PCS) 
 Adjudicación año 2012 
 Oferta económica: US$ 2´000,000.00 
 Concesión 20 años a partir de la fecha de cierre (29/09/32) 
 Plazo inicio de operaciones el 11/04/15 
 Internet gratuito por diez años, a partir del 01/08/2014 en 718 instituciones públicas. 
Avance (59 municipalidades, 144 centros educativos y 34 centros de salud). 
 Inversión a 20 años (2012 al 2032): $ 240 millones (*)  





















3.1 Diseño Metodológico 
3.1.1 Tipo de investigación 
 
El Proyecto es un trabajo de investigación descriptiva. 
 
3.1.2   Recopilar Información 
3.1.2.1 Identificar Tecnologías Actuales 
 
En este proceso, trabajaremos con las de diferentes vías y/o fuentes relacionadas alas 
redes de comunicaciones como principal objetivo para el desarrollo de nuestro 
proyecto; para ello vamos aprovechar las infraestruturas ya implementadas de los 
Operadores de servicios móviles y la redes Wifi, esto nos va permitir explotar aun más 
estos recursos a favor de la Dirincri quienes van a utilizar esta via para poder enviar 
información relevante de los casos de investigación.  
Consideremos que actualmente por contrato los proveedor de internet tiene que brindar 
el 40% del servicio contratado lo que nos da como ejemplo si tenemos 10 megas solo 
tendremos reales 4 megas. 
 
Para ello indentificamos los tipos de tecnologías móviles que actualmente tenemos 
implementadas (3G y 4G) y las redes Wifi para ellos se podrá obtener la información 
requerida en los siguientes aspectos: 
 Redes Inalámbricas Wifi: 
Son tipo de redes de libre alcance doméstica y empresarial. El cual se tiene 5 
tipos de redes Wifi: 
- 802.11 a: Solo se tiene algunos routers Wi-Fi o adaptadores de red  
- 802.11 n: Tienen la tecnología MIMO. Conectando simultáneamente varias antenas. 
Multiplicando su cobertura y capacidad. 
- 802.11 g: La zona de expación y velocidad es la mitad que la del 802.11n.  
- 802.11 b: La zona de expación es parecida al 802.11g con mejor aguante a 
interferencias y consume menos energía. 
- 802.11 a: Tiene un mayor costo para uso personal siendo más empresarial. 




- Redes Móviles 3G: Son tecnologías de datos de alta velocidad para equpos moviles. 
Esta tecnología permite mejor uso fluido de Internet (envío de correo, consulta de 
páginas web). 
- Redes Móviles HSPA+: Tiene una mejor velocidad en descarga y subida, también 
suele denominarse 3G++ ó 3.8G. 
- Redes Móviles 4G: Actualmente es la red mas usada y tenemos soporte y fluidez 
con la cual es muy usada para distintitos tipos de necesidades (Tecnologicas, 
Seguridad, Salud y más). 
   
3.1.2.2 Identificar Aplicaciones (Tipo de Lenguaje y BD)     
En este proceso identificaremos los tipos de lenguaje y base de datos a través del cual 
desarrollaremos nuestro aplicativo que será nuestra plataforma para sincronizar y 
capturar información requerida para la unidad de secuestros de la Dirincri. 
 Tipo de Lenguaje de Desarrollo: 
Despues de Identificar varios tipos de herramienta de desarrollo de los cuales inclinamos 
nuestra necesidad a un software de licencia Libre y sobretodo que se una plataforma 
commercial tal como: 
 
- Software Android:  
Es un sistema basado solo en plataformas móviles asi como (IOS, Symbian y 
Blackberry). La diferencia es que este sistema se basa en Linux, un núcleo de 
sistema operativo libre y multiplataforma. 
 Tipo de Lenguaje Base de Datos: 
Despues de Identificar varios tipos de contenedores base de datos analizamos la 
situación y por un tema de infraestructura y sobretodo de costo. Nuestro análisis 
nos llevó a utilizar una plataforma tal como los Servicios de Google Cloud quien 
nos facilita una herramienta tal como Firebase este es un repositorio de 
información en tiempo real y sobretodo que es compatible con Android y es 
muy comercial para distintas necesidades. 
 




Es una plataforma de desarrollo móvil en la nube de Google. Está disponible 
para diferentes plataformas (Android, iOS, web).   
 
Acuerdo de Servicio SLA % 99.999 de disponibilidad durante los 12 meses del 
año cosiderando que 0.001% es decir solo tiene permitido que se caiga el 
servicio durante todo el año, pero por temas de conexión y el tipo de 
programación hoy en dia es casi nula que se pierda información puesto que 
Firebase y nuestro App; nos permite cortar el servicio y nuevamente restablecer 
y re procesar el envio sin perder la información. 
 
Respaldo y seguridad el servicio cuenta con respaldos en tiempo real discos en 
reflejo (Espejo). 
 
El costo que vamos a considerar es de $23.00 los cuales será costeados por los 
mismos agentes de investigación. 
                            
3.1.2.3 Identificar los Protocolos    
 
En este proceso trabajaremos con los protocolos de la IEEE los cuales son parte 
indispensable de todas las formas de acceso de ala red, la que usaremos para nuestra 
sincronización para ellos requerimos dedemos tener presente: 
 
- IEEE 802.11: Este tipo de protocolo esta dentro de la arquitectura del modelo OSI 
(capa física y enlace de datos), dentro las normas de la red WLAN (área local inalámbrica). 
  
-  IEEE 802.3:   Este tipo de protocolo estandariza redes basadas en ethernet, incluyendo 
las especificaciones del medio físico subyacente.  
 
3.1.2.4 Identificar Costos 
 
En este proceso identificaremos los tipos y costos de los siguientes proveedores: 




- Moviestar: Tienen planes desde S/. 110.00 con un plan de datos de 1Ghz hasta 
S/.200.00, teniendo un plan de datos de 5Gbz. 
- Claro: Tienen planes desde S/. 59.00 con un plan de datos de 1Ghz hasta S/.289.00, 
teniendo un plan de datos de Ilimitado. 
- Entel: Tienen planes desde S/. 74.00 con un plan de datos de 1Ghz hasta S/.145.00, 
teniendo un plan de datos de 5Gbz. 
- Bitel: Tienen planes desde S/. 29.00 con un plan de datos de 2Ghz hasta S/.99.00, 
teniendo un plan de datos de Ilimitado. 
 Costos por Redes Wifi: 
Para el caso de utilizar las redes Wifi estas no tendrán un costo adicional al proyecto 
puesto que este es Libre y sobretodo en las comisarias donde pueden conectarse y/o 
otro punto de referencia al cual tengan los permisos para usarlo. 
  Costos por Sincronizar Información en la Nube: 
El costo de utilizar la plataforma de Google Cloud este tiene 3 tipos de tarifas las 
cuales son las siguientes: 
- Spark: Limites Generosos para aficionados su Costo USD 0/mes 
- Flame: Precios para Apps en crecimiento (expansión) tiene un Costo USD 25/mes 
- Blaze: Para los Apps a gran escala su Costo es por Uso 





Figura  13 Precios por Servicios Google Cloud 
Fuente: Firebase, https://firebase.google.com/pricing/?hl=es-419 
 
3.1.3 Análisis 
3.1.3.1 Tipos de Accesos a la Nube  





- Red Wifi: Para ello utilizamos equipos moviles conectados a una red Wifi para realizar 
las capturas y envíos de información con 5 usuarios en simultaneo. Obteniendo despues de 
varias pruebas los resultados que requerimos para el Proyecto. 
 
- Plan de Datos del Operador: Para ello utilizamos equipos moviles conectados a una 
red de cualquier operador que brinde servicios y realizar las capturas y envios de 
información con 5 usuarios en simultaneo. Obteniendo despues de varias pruebas los 
resultados que requerimos para el Proyecto. 
 
3.1.3.2 Cantidad de Usuarios Conectados a la Nube 
En este proceso identificaremos la capacidad de usuarios conectados en tipo real, para 
ello utilizamos 5 Equipos y realizamos las pruebas de envió y captura de información 
teniendo un buen rendimiento y sobretodo las respuestas son en tiempo real: 
 
- Usuarios Conectados en Red Wifi: Para ello utilizamos equipos móviles para realizar 
las capturas y envios de información con 5 usuarios en simultaneo. Ver Anexo 17 Pruebas 
de Conexión con los Servicios de Google Cloud  
 
- Usuarios Conectados en Red Cableada: Para ello utilizamos una Pc para realizar las 
pruebas de descarga manual y ordenarlas por usuario y caso de Investigación el cual se 
colocada a un compartido que los demás agentes de investigación puedan utilizarlas 
realizar sus atestados y/o informes. Ver Anexo 17 Pruebas de Conexión con los Servicios 
de Google Cloud.      
3.1.3.3 Conectividad con Plan de Datos en la Nube  
 
En este proceso trabajaremos con los proveedores u operadores que brinden servicios de 
datos para Smartphone: 
- Usuarios Conectados con Claro: Para ello utilizamos equipos moviles con Chip Claro 
y realizamos las pruebas de envió y captura de información a la nube.  Ver: 
- Anexo 10 Cobertura Red Móvil Operador Moviestar  
- Anexo  1: Pruebas de Conexión   





- Usuarios Conectados con Moviestar: Para ello utilizamos equipos moviles con Chip 
Moviestar y realizamos las pruebas de envió y captura de información a la nube. Ver:  
- Anexo 10 (Cobertura Red Móvil Operador Moviestar)  
- Anexo  2  (Pruebas de Conexión)   
- Anexo 15 (Pruebas de Conexión con el App) 
 
- Usuarios Conectados con Entel: Para ello utilizamos equipos moviles con Chip Entel 
y realizamos las pruebas de envió y captura de información a la nube. Ver: 
- Anexo 10 Cobertura Red Móvil Operador Moviestar  
- Anexo  3: Pruebas de Conexión   
- Anexo 15 Pruebas de Conexión con el App 
 
- Usuarios Conectados con Bitel: Para ello Utilizamos equipos móviles con Chip Bitel y 
realizamos las pruebas de envió y captura de información a la nube. Ver: 
- Anexo 10 Cobertura Red Móvil Operador Moviestar  
- Anexo  4: Pruebas de Conexión   
- Anexo 15 Pruebas de Conexión con el App 
 
3.1.3.4 Compatibilidad de Equipos 
 
En este proceso trabajaremos con equipos compatibles que estén operando y/o que 
tengan la capacidad de poder cumplir con los mínimos requisitos para sincronizar la 
información con la nube, para ellos usaremos los siguintes: 
 
- Smartphone: El modelo o marca es indiferente para nuestro propósito lo que realmente 
necesitamos en primer lugar es definir si el agente tiene los equipos y para ellos los 
evaluamos la situación y nos dio como resultado que más de uno tiene un equipo de alta 
agama (Android v5), lo que significa que podemos seguir avanzando con el Proyecto. 
 
- Tablet: Este tipo de equipo no es requerido por la baja calidad en audio y video ya que 
los que son de alta gama tiene un mayor costo y nadie tiene uno. 
 
- PC: Este tipo de equipos que vamos a utilizar es con requisitos mínimos tal como una 
(i3 de primera Generación, Tarjeta de Red alámbrica o inalámbrica, 1 tera de HDD), este 








3.1.3.5 Compatibilidad del Sistema Operativo  
 
En este proceso trabajaremos con plataformas que sean fácil acceso y sobretodo 
compatible para Smartphone y Pc tales como: 
 
- Smartphone:  
 
- Android version 5.0 Lollipop (Piruleta) 
- Android version 6.0 Marshmallow (Malvavisco) 
- Android version 7.0 Nougat (Turrón) 
- Pc: 
- Windows 7 
- Windows 8 
- Windows 10 
 
3.1.3.6 Selección del Tipo de Lenguaje a programar    
 
En este proceso trabajaremos con Android utilizaremos la V5 Marshmallow 
(Malvavisco), es un lenguaje compatible y sobretodo de licencia libre basado en el 
Linux (kernel V2.6). Android está diseñado para plataformas y aplicaciones en 
teléfonos móviles inteligentes, Tablet y Pc. 
 
3.1.3.7 Selección de Base de datos a implementar   
 
En este proceso trabajaremos servicios Google Cloud Storage (Firebase), es un lenguaje 
compatible que está diseñado para plataformas y aplicaciones en teléfonos móviles 
inteligentes, Tablet y Pc. El cual permite conectar a una red local y a través de internet. 
Para la conexión del BD usaremos el SDK Firebase Storage el cual nos va permitir 
subir y bajar archivos a los clientes. Si la interacción de la red no es buena el usuario 
puede intentar la operación nuevamente justo donde se quedo, lo que permite ahorrar 
energía, tiempo y ancho de banda a los usuarios. 








3.1.4.1 Diseñar la Estructura de Acceso a las Redes de Comunicación 
En este proceso trabajaremos con redes que permitan el acceso por las siguientes vías:   















Figura  14 Red Cableada 
Fuente: http://ykzp.blogspot.pe 
 















Figura  15 Red Cableada 
Fuente: http://www.redeswifi.info 
 













Figura  16  El marco regulatorio 
Fuente: https://www.gsma.com/latinamerica/es/comparticion-de-infraestructura-en-america-latina 
 
3.1.4.2 Determinar Cantidad de Usuarios y Equipos Conectados 
 
- Establecer la comunicación Smartphone: Se realizaron varias pruebas con 5 usuarios 
para él envió y captura de información a la nube las cuales nos dieron buenos resultados 
resaltando que esta dependerá de la calidad del servicio de red que se tenga al realizar el 
proceso. 
 
- Establecer la comunicación PC: Se realizó las pruebas de descarga de la información que 
fue alojada en la Nube por los mismos agentes de Investigación para él envió y captura de 
información a la nube las cuales nos dieron buenos resultados claro que esta dependerá de 
la calidad del servicio de red que se tenga al realizar el proceso. 
 
3.1.4.3 Diseñar la Estructura de Base de Datos       
 
Para el modelado la base de datos utilizaremos la estructura de los servicios de Firebase de 
Google Cloud. Firebase Storage almacenara la información una cubeta de Google Cloud 
Storage, lo que significa que podrán acceder a través de Firebase y de las API de Google Cloud. 
 




modo que podrán utilizar Firebase Storage con los lenguajes preferidos en el servidor. Para 
tener un mejor control podrán usar las API XML y JSON de Google Cloud Storage. 
 
Firebase Storage se integra con Firebase Authentication para identificar a los usuarios  
proporcionando un lenguaje de seguridad que permite acceder a controles individuales o grupos 
de archivos, de modo que los archivos sean públicos o privados. 
 
3.1.4.4 Generar el Algoritmo   
 
En esta fase diseñaremos el algoritmo y la secuencia para ser expresada en diagrama de flujo o 
simplemente en bloques que permitan mostrar los pasos a seguir de una forma más sencilla. 
Según La ley TRLPI de Propiedad Intelectual, la cual indica las instrucciones destinadas a ser 
usadas directa o indirectamente, para utilizar una función y obtener un resultado determinado. 
 
3.1.5 Implementar 
3.1.5.1 Configurar los Servicios de Firebase de Google Cloud 
 
Utilizáramos los servicios de Firebase de Google Cloud los cuales necesitan de las siguientes 
configuraciones: 
 
- Requisitos Previos para los Equipos Móviles: 
- Un dispositivo con Android 4.4.2 ó posterior  
- Android Studio 1.5 ó posterior. 
- Un proyecto de Android Studio y su nombre de paquete. 
- Instala el Firebase SDK. 
- Agrega tu app a tu proyecto de Firebase en el Firebase console. 
 
- Agrega Firebase Storage a tu app 








- Configuración de Firebase Storage 
 
- El primer paso al acceder a tu cubeta de almacenamiento es crear una instancia de 
Firebase Storage: 
 
FirebaseStorage storage = FirebaseStorage.getInstance(); 
 
- Configuración de los Equipos  
   










Figura  17  Configuración del Wifi 
Fuente: Propia 











Figura  18  Configuración Plan de Datos 
Fuente: Propia 
 
- Configuraremos la instalación del App 













Figura  19  Insertar App 
Fuente: Propia 
 











Figura  20  Intalación del App 
Fuente: Propia 





























Figura  22  Iniciamos Sesion 
Fuente: Propia 
 
- Configuraremos los accesos al servicio de Firebase de Google Cloud 
Para abrir Firebase Assistant en Android Studio, haz lo siguiente: 
- Haz clic en Herramientas > Firebase para abrir la ventana de Assistant. 
- Haz clic para expandir una de las funciones que se muestran (por ejemplo, 
Analytics), y haz clic en el vínculo del instructivo proporcionado (por 
ejemplo, Registrar un evento de Analytics). 
- Haz clic en el botón para conectarte a Firebase y agregar el código necesario a 
tu app. 
- Eso es todo. Puedes avanzar a los pasos siguientes. 
Cómo agregar Firebase de forma manual: 
 
Si prefieres no usar Firebase Assistant, puedes agregar Firebase a tu app con 
Firebase console. Para agregar Firebase a tu app, necesitarás un proyecto y un 
archivo de configuración de Firebase para tu app. 
 
3.1.5.2   Instalar y configurar complementos para el Aplicativo          
 
Instalamos los componentes previos a la instalación como los plugins, java y otros que 
sean necesarios para iniciar la instalación según la versión del equipo a instalar si son 
versiones de Android 5 en adelante no se tendrá complicaciones.   




3.1.5.3    Ejecutar el Aplicativo    
     
Ya instalado el App y configurado perfectamente con el equipo móvil, empezamos a 
realizar las pruebas para cada una de las ventanas de captura de imágenes, videos y 
audios. Los cuales tienen comunicación con la Nube o Servicios de Google Cloud con 
una de sus herramientas de repositorio tal como Firebase. 
Nota: Resaltar que este App tiene la facultad de ser compatible con versiones de 
Android futuras (Nuevas Versiones), la cual no seria necesario de actulizar la misma 
y/o modificarla para que este sea compatible; esta cuenta con componetes estandades 
que son compatibles con versiones nuevas las cuales utilizan lógicas que son 
actulizadas por el mismo sistema Android más no por el App.  Esta no estará colgada en 
ningún Repositorio de Descargas ya que es un App de circulo cerrado uso exclusivo de 































Las pruebas serán realizadas en tiempo de producción para ver la estabilidad de los 
servicios de Firebase de Google Cloud y el App. Que se conectados deben unificarse 









Figura  24 Conexión de Smartphone a Nube y descarga en la PC 
Fuente: Mobile Tech Today 
La Dirincri es un lugar obviamente muy concurrido por diferentes motivos, los operadores 
tienen buena cobertura ahi. 
 
El día elegido fue un lunes al mediodía y busque en el interior un buen lugar donde 
cómodamente inicie las pruebas que a continuación les muestro: 
 
Pero antes solo para recordar las bandas 4G que cada uno de ellos utiliza son: 
 
- Movistar 4G en la banda AWS 1700/2100 (B4) y la banda 700 (B28) 
- Claro 4G en la banda 1900 (B2) y la banda 700 (B28) (la 2600 (B7) para OLO) 
- Entel 4G en la banda AWS 1700/2100 (B4) y la banda 700 (B28) 
- Bitel 4G en la banda 900 (B8) 
 
Tres requisitos importantes para esta prueba fueron: 
 
- Tener equipo compatible con las redes 4G 
- Tener chip 4G del Operador 
- Estar en Zona de Cobertura 
 
Tenemos varias aplicaciones usadas para la medición de velocidad una de ellas es: 
 
- App TeVeo de Osiptel 
- App Open Signal 














Figura  25 App SpeedTest 
Fuente: https://www.pelfusion.com/3g-4g-wifi-maps-speedtest-2-58-download-apk-app-for-android/ 
 
3.1.6.1 Realizar conectividad en Wifi    
 
Para analizar la conectividad de nuestra sincronización de información con redes Wifi 
debemos de tener en cuenta lo siguiente: 
- Utilizar redes de confianza (Redes de las mismas Comisarias); aunque el lugar no 
tiene mayor importancia puesto q la información que se envié no podrá ser descargada 
por ninguna Otra persona y por los niveles de seguridad que el servicio tiene.  
- Usar dispositivos que emitan señal (Access Point) 

































Figura  26 App SpeedTest 
Fuente: Open Signal (App) 
 
3.1.6.2 Realizar conectividad en plan de datos (Operador)    
 
-   Pruebas para el tráfico de Video    
-   Pruebas para el tráfico de Imágenes   


































Figura  27 App SpeedTest 
Fuente: Investigaciones (App) Rendimiento de uso de Datos por mes 
 
 
3.1.6.3 Resultados de Prueba de envío y recepción de con Firebase de Google Cloud  
 
- Pruebas de comunicación: Se realizó distintas pruebas de comunicación con 
distintos puntos de acceso a internet. 
 
- Pruebas de rendimiento: Al subir los archivos, hemos realizado envíos a la nube sin 




- Pruebas de recuperación: Se realizó pruebas de envíos al subir los archivos con 
distintos puntos de acceso a internet, por ejemplo: Utilizamos el plan de datos para 
subir una imagen y en medio de la carga cancelamos el acceso y cuando volvimos a 
habilitarlo este reanudo la carga desde el proceso en el que se quedó demostrando que 
la comunicación con la nube nos está facilitando y agilizando procesos evitando que 
realicemos nuevamente la carga.  
 
- Pruebas de volumen y Carga: Se realizó las pruebas de carga de los archivos ala 
nube con más de 3 equipos móviles y la velocidad de recepción con la nube fue 
óptima sin pérdida de tiempos. 
                                                        
3.1.6.4 Todas las Pruebas Realizadas 
 
- Si las pruebas son exitosas esta pasar al Punto 3.7 Resultados. 
- Si las pruebas son erradas esta pasar al Punto 3.1.5 Implementar. 
 
3.1.7 Resultados  
3.1.7.1 Rendimiento de la Red en Wifi   
 
Dentro de los resultados de las redes (Wifi), identificamos que entre más congestionada 
este la red esta va a retrasar él envió de la información, pero no limitara que este se 
envie ya que el algoritmo que tiene dentro de la programción acelera el % de 












Figura  28 Test de las Redes Wifi 




3.1.7.2 Rendimiento de la Red en Plan de Datos (Operador)     
 
Dentro de los resultados de las redes de Operadores móviles para este caso utilizamos la 
de Claro ya que todo el personal tiene este servicio en común, identificamos la cantidad 
de torres celulares que se tiene alrededor de las zonas más afectadas para los casos de 
investigación tal como el Cono Norte de Lima, dentro de nuestro análisis identificamos 
picos de carga entre las 10:00 am hasta las 11:00 am y en la tarde de 6.30pm hasta las 
8:00pm teniendo lentitud al enviar la información pero no es un problema ya que no 
puede afectar en gran magnitud; cosideremos que los servicios de Firebase de Google 
Cloud nos permite enviar la información pero esta tiene como parámetro de 
contingencia que si se corta la señal o servicio esta se queda en el % de envio y se 










Figura  29 Test de las Redes Wifi 
Fuente: Propia con ayuda de App SpeedTest 
 
3.1.7.3 Capacidad de envió de información (Videos, Imágenes, Audio)                
                                     
- Archivos (Videos, Imágenes, Audio), enviados: Se realizó las pruebas de envíos en zonas 
céntricas San Isidro, Centro Hístorico, San Martin de Porres, Los Olivos y Av. España 
(Dirirncri) teniendo 1 minuto de promedio como tiempo de demora en procesar más de 3 
megas teneiendo 0% de pérdida de conectividad utilizando los distintos tipos de acceso a 
internet logrando comunicar el App con la Nube (Firebase). 
- Archivos (Videos, Imágenes, Audio), descartados: Para poder demostrar la perdida de 
archivos, se forzó la cancelación de la señal con los equipos para que los envíos no salgan, 




archivo, al habilitar la señal este nuevamente reproceso lo que ya había enviado esto nos da 
una mejor calidad del servicio del App y la nube (Firebase). 
 
3.1.7.4 Calidad del Servicio de la Red      
 
- Paquetes Perdidos: Estamos satisfechos ya que no podemos decir que tuvimos paquetes 
perdidos por envió ya que estos se restablecían al reconectarse al internet ya se cual sea el 
tipo de acceso. 
 
- Paquetes Enviados: Témenos el 100% de los paquetes que se envió llegaron a la nube 
(Firebase). 
 
3.1.7.5 Cumplió con las Expectativas   
      
Los agentes de investigación de la unidad de secuestros de la Dirincri nos dieron el respaldo 
para que este proyecto se encame de la mejor manera ya que este proyecto nos va dar un mejor 
orden y control de la información ya que podrán eliminar los tiempos muertos que tenían al 
documentar, viajar, ordenar su información, etc. Estamos agradecidos con nuestro aporte y 
sobretodo que estemos ayudando a nuestra seguridad que es lo más importante y que puedan 
estar al mismo nivel o superar a otras autoridades locales y porque no decirlo internacionales. 
 
3.1.7.6 Identificar Procesos o Atributos a Mejorar    
   
- Corregir las condiciones fuera de control: Por el momento no hemos tenido condiciones 
fuera de control, pero si consideramos que si necesitan mejoras (Agregar más 
herramientas); estas podrán ser de libre solicitud de los agentes de investigación. Para 
temas de actualización por versión de sistema esta no sera considerada ya que este App es 
compatible con versiones de Android v4.4 a las más actulizada. 
 
- Comprender si nuestro producto es competitivo en el mercado: Nuestro proyecto tiene 
competencia como el WhatsApp la cual es una vía que utilizaban para enviar su 
información la cual no solo llega a cualquiera y como sabemos es muy vulnerable la 
misma, a comparación con la nuestra tenemos un mejor control de información la cual 
estará administrada por un encargado que custodiara la información que sea enviada a la 
nube (Resaltar que la confidencialidad de la nueve está al 100% ya que esta tendrá un 




3.1.7.7 Realizar Encuesta y Comentarios a los Usuarios Finales    
 
Realizamos la encuesta en la página web de Survey Monkey 
Preguntas: 
- ¿El App cumplió con sus expectativas? 
- ¿El Servicios de Firebase de Google Cloud cumplió con sus expectativas? 
- ¿Los archivos fueron recepcionados completos? 
- ¿El tiempo de envió de los archivos fue el promedio? 
- ¿Qué tipos de archivos quisieran que se envíen también? 
 
3.1.7.8 Documentación 
- Documentar informe Administrativo    
- Costos y Presupuestos. 
 
-    Manual de Técnico     
Este manual tiene los siguientes puntos:  
- Introducción 
- Descripción y Guia de Instalación 
- Requerimientos 
- Instalación 
- Uso de al apliacción 
- Envio de Datos que no fueron considerados  
- Consideraciones finales 
- Solución de Problemas. 
- Manual de Usuario 
  Este manual tiene los siguintes puntos:  
- Instalación 
- Uso de Aplicación 
- Saber si los Archivos fueron Enviados 
- Almacenamiento de Archivos 
- Uso de Wifi o Datos 
- Otras Funciones 
- Soporte Técnico 





Mostraremos el desarrollo de los procesos del cumplimiento de los Objetivos que 







Figura  30 Cumplimiento de los objetivos 



























Figura  31 Tareas a realizar durante el proceso del proyecto 




















La presente tesis analizamos él envió de información (fotos, videos y audio) y el tipo de 
herramientas que utilizan los agentes de investigación de la Dirincri, en base a esto 
planteamos nuestra hipótesis en la que desarrollamos nuestra investigación. 
 
De acuerdo con los resultados del análisis de investigación podemos mencionar que los 
agentes utilizaban vías alternas y sobretodo libres (Gmail, Hotmail, y Redes sociales) 
con la inseguridad que su información no llegue o sea extraída por otras personas ajenas 
a su división ocasionando problemas para poder sustentar y/o resolver sus casos de 
investigación. 
 
Una herramienta que aplicamos fue Desing Thinking la cual nos permitió estar cerca a 
de los investigadores y poder conocer su forma de trabajo y las herramientas que 
utilizan para poder solucionar sus problemas, pero a pesar que trabajan en bien de 
nuestra sociedad no cuentan con herramientas propias que puedan facilitarles su dia y 
sobretodo darles la tranquilidad que su informacion este custodiada. 
 
Después de varias reuniones definimos una solución a su inseguridad de información la 
cual es aplicar una herramienta que sea útil, sencilla y sobretodo que les de la seguridad 
de poder tener seguro su trabajo, para ello diseñamos un sistema que nos permita enviar 
y nos liste nuestra información (fotos, videos y audio); la cual utilizaremos una 
herramienta que sea comercial y de uso masivo como lo es Android  y una plataforma 
que nos ayude a trabajar en tiempo real y que  se aloje en la nube para ello utilizáremos 
servicios de Google Cloud mediante Firebase donde contendrá la información; y que 
pueda utilizar vías de conexión como redes de proveedores de internet (Claro, 
Moviestar, Bitel y Entel) y Wifi las cuales son infraestructuras completas y sobretodo 
extensas en varias zonas de la ciuidad permitiendo un mejor uso de la herramienta y 









4.2 Trabajos Futuros 
 
La presente tesis desarrollada se ha definido una solución que permite enviar 
información de las investigaciones en tiempo real utilizando un servicio de Google 
Cloud utilizando Firebase, debido a que el problema principal era la inseguridad de 
enviar información por plataformas diversas (Redes Sociales). 
 
Para futuro tenemos el propósito de poder explotar aún más esta herramienta y poder 
ser usada como una vía de comunicación (Enviar mensajes), extenderlo aún más en 
otras unidades de la Dirincri y que les permitan facilitar información sin el temor de ser 
filtrados por otras vías y para ellos tenemos el apoyo de las autoridades competentes del 






El proyecto se desarrolló con el obetivos de brindar a los agentes de investigación de  la 
Dirincri una novedosa e innovadora alternativa para realizar sus tareas diarias; que va 
permitir facilitar que la información de las investigaciones que se realicen tengan una 
mejor custodia en la nube y facilitar él envió de información en tiempo real mediante 
los servicios de Google Cloud utilizando una aplicativo que se conecte a la base de 
datos de Firebase sin necesidad de utilizar otras vías vulnerables. Esta herramienta nos 
va reducir tiempos y optimizarlos para poder emitir más informes y sobretodo tener un 
mejor análisis y obtener mejores resultados. 
 
Realizamos un análisis y requerimientos mínimos para (Hardware y Software), para la 
implementar la Sincronización de los Sistemas de Investigación de la Dirincri con 
Recursos Móviles (Smartphone), para ellos utilizamos la infraestructura de los 
operadores de internet y los servicios de Google Cloud y para facilitar el envío de la 
información equipos móviles y un aplicativos diseñado en Android. 
 
Para ello fue necesario distintas pruebas para asegurar la Sincronización de los Sistemas 
de Investigación de la Dirincri con Recursos Móviles (Smartphone), y que 
verdaderamente, cumpla con el objetivo para el cual fue planteado.  
 
Este es la primera herramienta dentro de la Dirincri y será el principal modelo para 
poder aplicar a en nuevas unidades, pero con distintos requerimientos que sean de 
ayuda y agilizar sus tareas diarias y sobretodo tener la seguridad que su información 















El proyecto estará custodiado y sobretodo será confidencial de las personas que lo 
utilicen y si hubiera una persona que quiera utilizar para filtrar información no podrá ya 
que para ello el administrador será quien se encargue de verificar los ingresos de 
información y el único que podrá sacar la misma ya que por un tema de  seguridad este 
proyecto solo tiene el objetivo de utilizar la nube para uso exclusivo de almacenar más 
no podrán descargar la información de la nube, esta privilegio lo tiene solo el 
administrador o encargado de la plataforma de Firebase. 
 
Se recomienda a futuro que este proyecto pueda migrara a una plataforma para uso de 
iPhone el cual no es de gran magnitud, pero si sería bueno ya que altos rangos de la 
Dirincri tienen esto equipos, pero en un 5%, el cual nos da como Ingenieros de Sistema 
un reto más que debemos cumplir y sobretodo no cerrarnos en una sola plataforma ya 
que el mercado es tan grande que hoy india están saliendo más y debemos estar alertas 
y sobretodo actualizados para enfrentar estos retos. 
 
Se recomienda NO publicar el aplicativo en Play Store, ya que la información que se 
maneja es muy confidencial y no de uso compartido con otros usuarios esta es de 
círculo cerrado y uso privilegiado de los agentes de investigación de la unidad de 












GLOSARIO DE TERMINOS 
 
WCDMA: Acceso múltiple por división de código de banda ancha. 
 
HSDPA: High Speed Downlink Packet Access. 
 
Mhz: Un megahercio (MHz) equivale a 106 hercios (1 millón).  
 
LTE: Evolución a largo plazo. 
 
 CCTV: Circuito cerrado de televisión. 
 
MP3: Formato de compresión de audio digital. 
 
AAC: Codificación de Audio Avanzada.  
 
AMR: Multi-tasa adaptativo 
 
UWB: Banda ultra ancha. 
 
IEEE: El Instituto de Ingeniería Eléctrica y Electrónica. 
 
OGG: Puede multiplexar flujos independientes de audio, vídeo y texto. 
 
FLAC: Códec de audio sin pérdida.   
 
AC-3: Su nombre comercial es Dolby Digital. 
 
MPEG-4: Grupo de expertos en imágenes en movimiento.  
 





DivX: Es un estándar con gran rendiemiento de video. 
 
VC: Es  códec de vídeo estándar. 
  
WMV7: Windows Media Video. 
 
JPGE: Joint Photographic Experts Group. 
 
PNG: Graficos de red portátiles. 
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Anexo  7 : Flujo de Trabajo del área de Secuestros de la Dirincri (Antes de la implantación) 

















Anexo  8: Diseño de las Ventanas del APP 
      

































Anexo  9: Costos y Presupuestos 
 





Setiembre Octubre Noviembre Diciembre Total
Efectivo inicial 0 Rp0 Rp0 Rp0
Ingresos de efectivo (ganancias):
Total de ingresos de efectivo Rp0 Rp0 Rp0 Rp0 Rp0
Saldo disponible de efectivo Rp0 Rp0 Rp0 Rp0 Rp0
Egresos de efectivo (gastos):
Publicidad 0 0 0 0 0
Entregas 0 0 0 0 0
Seguro de salud 0 0 0 0 0
Seguros 0 0 0 0 0
Interés 0 0 0 0 0
Compras de inventario 0 0 0 0 0
Varios 0 0 0 0 0
Oficina 0 0 0 0 0
Sueldos y salarios 0 0 0 0 0
Impuestos sobre salarios 0 0 0 0 0
Honorarios profesionales 0 0 0 0 0
Alquiler o arrendamiento 0 0 0 0 0
Suscripciones y membresías 0 0 0 0 0
Insumos 0 0 0 0 0
Impuestos y licencias 0 0 0 0 0
Servicios públicos y teléfono 100 100 100 100 Rp400




   Subtotal Rp100 Rp183 Rp183 Rp183 Rp648
Otros egresos de efectivo:
Compras de capital 0 0 0 0 0
Capital principal de préstamos 0 0 0 0 0
Retiros de los accionistas 0 0 0 0 0
Otros: 0 0 0 0
0
Rp0 Rp0 Rp0 Rp0 Rp0
   Total de egresos de efectivo Rp100 Rp183 Rp183 Rp183 Rp648
(Rp100) (Rp183) (Rp183) (Rp183) (Rp648)
Presupuesto Del Proyecto
   Subtotal
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Anexo  13: Cobertura Red Móvil por Provincia 
























































































Anexo  18: Pruebas de Conexión  
Actualmente el Perú cuenta con cuatro operadores a nivel nacional y con tecnología 
4G esto en el mes de agosto pasado, realizamos una prueba de velocidad y verificar que 
la sincronización este al 100% ejecutada en producción. Para ello utilizamos 
herramientas de medición tal como Open Signal. 
Para ello se tiene que cumplir con Tres requisitos importante para esta prueba fueron: 
 Tener equipo compatible con las redes 4G 
 Tener chip 4G del Operador 







De los cuatro operadores utilizamos el Claro, siendo el más usado por los Agentes de 
Investigación siendo Plan Postpago. La señal el Primer dia nos dio muy buena 
recepción de 4G (siendo las 9.00 am y 4pm) dia lunes el mismo dia la recepción de 
señal fue de 3G y variando a 4G (siendo las 6.30pm a 8pm). la barra de señal nos 
indica que estamos en buena zona de cobertura. 
La metodología utilizada fue sencilla y efectiva dando un análisis de la situación en las 






Test de Velocidad Operadores Móviles: 












Test de Velocidad Redes Wifi: 




Anexo  19: Pruebas de Conexión con el App 
 







Anexo  20: Servicios de Google Cloud  
 






























   Detalle de Video: 
 





3- Storage: Donde se va almacenar nuestra información de la Sincronización: 
 






























Anexo  21: Pruebas de Conexión con los Servicios de Google Cloud  
 







2- Versión de la Aplicación: 
 

















5- Via de Conexión con servicios de Google Cloud: Efectiva  
 
 
6- Eventos: 
 
7- Audiencia: 
 
8- Cohortes: 
 
