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Protocolo: Los protocolos de enrutamiento administran la actividad de 
enrutamiento en un sistema. Los enrutadores intercambiar información de 
enrutamiento con otros hosts para mantener las rutas conocidas a las redes 
remotas.  
CISCO: Cisco Systems es una empresa global con sede en San José,1 California, 
Estados Unidos, principalmente dedicada a la fabricación, venta, mantenimiento y 
consultoría de equipos de telecomunicaciones. 
Loopback: La interfaz loopback es una interfaz lógica interna del router. Esta no se 
asigna a un puerto físico y, por lo tanto, nunca se puede conectar a otro 
dispositivo. Se la considera una interfaz de software que se coloca 
automáticamente en estado UP (activo), siempre que el router esté en 
funcionamiento. 
Direccion ip: Es un número que identifica de manera lógica y jerárquica a una 
interfaz de un dispositivo (habitualmente una computadora) dentro de una red que 
utilice el protocolo IP (Internet Protocol), que corresponde al nivel de red o nivel 3 
del modelo de referencia OSI 
GNS3: GNS3 es un simulador gráfico de red lanzado en 2008, que te permite 
diseñar topologías de red complejas y poner en marcha simulaciones sobre ellos, 
permitiendo la combinación de dispositivos tanto reales como virtuales. 
Routing: Es el fundamento del Routing es la capacidad de mover paquetes a 
travéz de las redes. 
Swicthing: hace referencia a un dispositivo que toma una decisión según dos 
criterios:puerto de entrada, dirección de destino. La decisión sobre cómo un switch 
reenvía el tráfico se toma en relación con el flujo de ese tráfico. 
CCNP: nCisco Certified Network Professional ( CCNP ) es una persona en la 








Durante el desarrollo de este trabajo estamos poniendo en práctica diferentes 
configuraciones de enrutamiento CISCO se han venido aprendiendo durante lo 
transcurrido del curso.  
Mediante el seguimiento de la guía e instrucciones que contiene la guía del curso 
CCNP generaremos la conmutación de diferentes equipos. Estaremos realizando 
configuraciones de enrutamiento, todo esto lo hacemos bajo el programa de 
simulación GNS-3 y Packet Tracer, el cual permite realizar estos ejercicios de 





During the development of this work we are putting into practice different CISCO 
routing configurations that have been learned during the course of the course. 
By following the guide and instructions contained in the CCNP course guide, we 
will generate the switching of different equipment. We will be conducting routing 
configurations, we do all of this under the GNS-3 simulation program and Packet 








En la ingeniería de telecomunicaciones se manejan en una gran parte montaje y 
configuraciones de equipos cisco es por ello que se hace de la mayor relevancia 
tener el conocimiento del lenguaje propio que este maneja. En el trabajo que se 
presenta a continuación se busca mostrar la evidencia práctica de lo aprendido 
durante el curso CISCO CCNP mediante el desarrollo de dos escenarios 
diferentes, 
El primer escenario se desarrolló con programa GNS3 debido a que presenta 
mayor cantidad de comando disponibles durante la simulación, en el desarrollo d 
esta primer actividad nos enfocaremos a protocolos de enrutamiento en routers, 
más concretamente protocolos EIGR Y OSPF. 
El primer segundo se desarrolló con programa Packet Tracer que si bien tiene 
mayor facilidad para compartir los resultados, aunque menor cantidad de comando 
aceptados durante la simulación , en el desarrollo de esta segunda  actividad nos 
enfocaremos a protocolos de enrutamiento en equipos switch, más concretamente 


















ESCENARIO 1 GNS-3 (ESQUEMA) 
 
Agregamos router y realizamos conexiones seriales según el esquema 
suministrado 












Para todas las configuraciones primeramente debemos ingresa a modo 
privilegiado, en este paso estableceremos ancho de banda solicitado y 
configuramos las IP designadas para cada interfaz 
 
Host R1  ‘Ingresar a modo pivelegiado 
conf term ‘ ingresar a modo configuración  
no ip domain-lookup ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous‘ sincroniza la depuración de resultados 
exec-timeout 0 0 
interface serial 0/0 ‘ Ingresando a interfaz que se configurarà 
ip address 150.20.155.1 255.255.255.0 ‘configurar ip asignadda  
clock rate 6400 Configurando reloj de interfaz 




conf term ‘ Se ingresa a modo privelegiado 
no ip domain-lookup  ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous ‘ sincroniza la depuración de resultados 
exec-timeout 0 0 
interface serial 0/0 ‘ Ingresando a interfaz que se configurarà 
ip address 150.20.155.2 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 Configurando reloj de interfaz 




no ip domain-lookup ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous ‘ sincroniza la depuración de resultados 





interface serial 0/1 ‘ Ingresando a interfaz que se configurarà 
ip address 150.20.20.1 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 ‘Configurando reloj de interfaz 






R3#conf term ingresando en modo configuracion 
no ip domain-lookup ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous 
exec-timeout 0 0 
interface serial 0/0 ‘ Ingresando a interfaz que se configurarà 
ip address 150.20.20.2 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 ‘Configurando reloj de interfaz 
bandwidth 64 ‘ Estableciendo  ancho de banda 
no shutdown 
 
R3#conf term ‘ Ingresando en modo configuracion 
no ip domain-lookup ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous ‘ sincroniza la depuración de resultados 
exec-timeout 0 0 
interface serial 0/1 ‘ Ingresando a interfaz que se configurarà 
ip address 80.50.42.1 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 ‘Configurando reloj de interfaz 





R4#conf term ingresando en modo privelegiado  
no ip domain-lookup ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous ‘ sincroniza la depuración de resultados 
exec-timeout 0 0 
interface serial 0/0 ‘ Ingresando a interfaz que se configurarà 
ip address 80.50.42.2 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 ‘Configurando reloj de interfaz 






R4#conf term ‘ Ingreasando en modo configuracion 
no ip domain-lookup ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous ‘ sincroniza la depuración de resultados 
exec-timeout 0 0 
interface serial 0/1 ‘ Ingresando a interfaz que se configurarà 
ip address 80.50.30.1 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 ‘Configurando reloj de interfaz 
bandwidth 64  ‘ Estableciendo  ancho de banda 
no shutdown 
Host:R5 
conf term ingresando en modo configuracion 
no ip domain-lookup ‘ ‘Comando recomendado para practicas, evitar que interprete 
nombres como comando 
line con 0 
logging synchronous ‘ sincroniza la depuración de resultados 
exec-timeout 0 0 
interface serial 0/0 ‘ Ingresando a interfaz que se configurarà 
ip address 80.50.30.2 255.255.255.0 ‘configurar ip asignadda 
clock rate 6400 ‘Configurando reloj de interfaz 
bandwidth 64 ‘ Estableciendo ancho de banda 
no shutdown 
FIGURA 1. Configuraciones basicas 






CONFIGURACIONES OSPF E IGRP 
En este paso ingresamos a las configuraciones OSPF e IGRP y configuramos la 
red dirección de la red.  Con los comandos que veremos a continuación 
ingresamos a OSPF O EIGR, posteriormente le damos un nombre y colocamos 
area 
 
HOST 1: R1 
 
router ospf 1 ‘ Ingresar a configuración OSPF 
router-id 1.1.1.1 
network 150.20.15.1 0.0.0.255 area 150 ‘Configurando área  
 
HOST 2: R2 
 
router ospf 150 ‘ Ingresar a configuración OSPF 
router-id 2.2.2.2 
network 150.20.15.2 0.0.0.255 area 150 ‘ configurando red con área 150 
network 150.20.20.1 0.0.0.255 area 150 ‘ configurando red con área 150 
 
 
HOST 3: R3 
 
router ospf 150 ‘‘ Ingresar a configuración OSPF 
router-id 3.3.3.3 
network 150.20.20.2 0.0.0.255 area 150 ‘ configurando red con área 150 
router eigrp 51 ‘ Ingresar a configuración EIGRP 
eigrp router-id 4.4.4.4 
network 80.50.42.1 0.0.0.255 ‘Configurando red 
 
HOST 4: R4 
 
router eigrp 51 ‘ Ingresar a configuración EIGRP 
eigrp router-id 4.4.4.4 
network 80.50.42.2 0.0.0.255 ‘ configurando red  
network 80.50.30.1 0.0.0.255 ‘ configurando red  
 
HOST 5: R5 
router eigrp 51 
eigrp router-id 5.5.5.5 








Figura 2. Evidencia OSPF   
Fuente: Autor  









Figura 4. Prueba Ping1 
 
Fuente: Autor 

























Fuente: Autor  
Figura 7. revisión configuración básica R2 
Fuente: Autor 















Figura 10. Revisión configuración básica R5 
Fuente: Autor 
CONFIGURAR LOOPBACK R1 
 
Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 150 
de OSPF.  
Ingresamos la interfaz con interface Loopback x y con ip addres agregamos la ip 
asignada en la guía. 
 
 
LOOBACK 1: 20.1.101.1 
LOOBACK 2: 20.1.102.1 
LOOBACK 3: 20.1.103.1 
LOOBACK 4: 20.1.104.1 
 
R1(config)#int Lo1 Se ingresa a la interfaz Loopback 1 
R1(config-if)#ip address 20.1.101.1 255.255.252.0 Se configura la dirección IP 
asignada para 
interfaz Lo1 
R1(config-if)#no sh Se activa la interfaz Lo1 
R1(config)#int Lo2 Se ingresa a la interfaz Loopback 2 
R1(config-if)#ip address 20.1.102.1 255.255.252.0 Se configura la dirección IP 
asignada para 
interfaz Lo2 
R1(config-if)#no sh Se activa la interfaz Lo2 
R1(config)#int Lo3 Se ingresa a la interfaz Loopback 3 
R1(config-if)#ip address 20.1.103.1.252.0 Se configura la dirección IP asignada 
para 
interfaz Lo3 
R1(config-if)#no sh Se activa la interfaz Lo3 





R1(config-if)#ip address 20.1.104.1 255.255.252.0 Se configura la dirección IP 
asignada para 
interfaz Lo4 
R1(config-if)#no sh Se activa la interfaz Lo4 
R1(config-if)#exit Se sale de la configuración de la interfaz Lo4 
R1(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del 
router R1 
R1(config-router)#network 20.1.101.1 255.255.252.0 area 150 Se configura la red 
R1(config-router)#network 20.1.102.1 255.255.252.0 area 150 Se configura la red 
R1(config-router)#network 20.1.103.1 255.255.252.0 area 150 Se configura la red 
R1(config-router)#network 20.1.104.1 255.255.252.0 area 150 Se configura la red 
 
















































CONFIGURAR LOOPBACK R5 
 
Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 180.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 51. Al igual que el paso anterioror con estos comando 
ingresamos a cada interface loopback y con ip add agregamos la ip . 
 
LOOBACK 5: 180.5.105.1 
LOOBACK 6: 180.5.116.1 
LOOBACK 7: 180.5.127.1 
LOOBACK 8: 180.5.138.1 
 
int Lo5 Se ingresa a la interfaz Loopback  
ip address 180.5.105.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz  
no sh Se activa la interfaz Lo 
int Lo6 Se ingresa a la interfaz Loopback  
ip address 180.5.116.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz  
no sh Se activa la interfaz Lo 
int Lo7 Se ingresa a la interfaz Loopback  
ip address 180.5.127.1 255.255.252.0 Se configura la dirección IP asignada 
parainterfaz  
no sh Se activa la interfaz Lo 
int Lo8 Se ingresa a la interfaz Loopback  
ip address 180.5.138.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz  
no sh Se activa la interfaz Lo 
exit Se sale de la configuración de la interfaz Loopback  
 
router ospf 1 Se ingresa a la configuración del protocolo OSPF 
network 180.5.105.1 255.255.252.0 area 150 Se configura la red 
network 180.5.105.1 255.255.252.0 area 150 Se configura la red 
network 180.5.105.1 255.255.252.0 area 150 Se configura la red 
network 180.5.105.1 255.255.252.0 area 5 Se configura la red 














Figura 13. Configuración loopback R5 2 





















CONFIGURACION DE COSTOS 
 
Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 80000 
y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 
20,000 microsegundos de retardo. 




conf t Se ingresa al modo de configuración 
router ospf 1 Se ingresa a la configuración del protocolo OSPF 1  
redistribute eigrp 150 metric 80000 subnets Se realiza la redistrubución derutas 
EIGRP 
exit Salida de la configuración OSPF 
router eigrp 150 Se ingresa a la configuración del protocolo EIGRP  
redistribute ospf 1 metric 1544 20000 255 1 1500 Se realiza la redistrubución de 
rutas OSPF 




































ESCENARIO 2 GNS-3 (ESQUEMA) 
 




















































Figura 17. Apagado de interfaz 
Fuente: Autor 







ASIGNAR A CADA ROUTER NOMBRE 
 
ALS1: 
En ‘ Ingresar mod privilegia 
Config ter ingresa en modo configuracion 
Hostname ALS1  Colocar nombre 
 
ALS2: 
En ‘ Ingresar mod privilegia 
Config ter ingresa en modo configuracion 
Hostname   ALS2 Colocar nombre 
 
DLS1: 
En ‘ Ingresar mod privilegia 
Config ter ingresa en modo configuracion 
Hostname   DSL1 Colocar nombre 
 
DLS2: 
En ‘ Ingresar mod privilegia 
Config ter ingresa en modo configuracion 
Hostname DSL2   Colocar nombre 
 







CONEXIÓN DSL DSL2 
 
La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 utilizará 
10.20.20.2/30.  
 
En este paso utilizaremos los comando interface range fa0  y  channel-group que 
nos permiten ingresar a varias intefaz en simulateneo y configura el canal 
respectivamente,  adicional configuramos las ip solicitadas. 




DSL1(config)#interface port-channel 12 Ingresamos al canal 
DSL1(config-if)#no switchport 
DSL1(config-if)#ip address 10.20.20.1 255.255.255.252 coniguramos ip asignada  
DSL1(config-if)#exit salimos del canal 
DSL1(config)#interface range g2/1-2 ingresamos a intefaz 
DSL1(config-if-range)#no switchport 
DSL1(config-if-range)#channel-group 12 mode active activamos canal 
DSL1(config-if-range)#channel-protocol lacp configuramos LACP 
DSL1(config-if-range)#no sh activamos configuraciones 
 
DSL1(config-if)#exit 
DSL1(config)#interface port-channel 12 Ingresamos al canal 
DSL1(config-if)#no switchport 
DSL1(config-if)#ip address 10.20.20.2 255.255.255.252 coniguramos ip asignada  
DSL1(config-if)#exit salimos del canal 
DSL1(config)#interface range g2/1-2 ingresamos a intefaz 
DSL1(config-if-range)#no switchport 
DSL1(config-if-range)#channel-group 12 mode active activamos canal 
DSL1(config-if-range)#channel-protocol lacp configuramos LACP 






















DLS1(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
DLS1(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
DLS1(config-if-range)#switchport mode trunk Activa troncal 
DLS1(config-if-range)#channel-protocol lacp activamos protocolo lacp solicitado 




DLS2(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
DLS2(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
DLS2(config-if-range)#switchport mode trunk Activa troncal 
DLS2(config-if-range)#channel-protocol lacp activamos protocolo lacp solicitado 









ALS1(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
ALS1(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
ALS1(config-if-range)#switchport mode trunk Activa troncal 
ALS1(config-if-range)#channel-protocol lacp activamos protocolo lacp solicitado 
ALS1(config-if-range)#channel-group 2 mode active activamos canal 2 solicitado 
ALS1(config-if-range)#no shutdown 
 
ALS2(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
ALS2(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
ALS2(config-if-range)#switchport mode trunk Activa troncal 
ALS2(config-if-range)#channel-protocol lacp activamos protocolo lacp solicitado 
ALS2(config-if-range)#channel-group 2 mode active activamos canal 2 solicitado 
ALS2(config-if-range)#no shutdown 
 




















Figura 23. Port-channels LACP ALS1 
Fuente: Autor  
 
LOS PORT-CHANNELS EN LAS INTERFACES F0/9 Y FA0/10 UTILIZARÁ 
PAGP.  
 
DLS1(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
DLS1(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
DLS1(config-if-range)#switchport mode trunk Activa troncal 
DLS1(config-if-range)# channel-protocol pagpactivamos protocolo pagp solicitado 








DLS2(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
DLS2(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
DLS2(config-if-range)#switchport mode trunk Activa troncal 
DLS2(config-if-range)# channel-protocol pagpactivamos protocolo pagp solicitado 





ALS1(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
ALS1(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
ALS1(config-if-range)#switchport mode trunk Activa troncal 
ALS1(config-if-range)# channel-protocol pagpactivamos protocolo pagp solicitado 
ALS1(config-if-range)#channel-group 2 mode active activamos canal 2 solicitado 
ALS1(config-if-range)#no shutdown 
 
ALS2(config)#int ran g0/1-2 Ingresamos a rango de interfaz 
ALS2(config-if-range)#switchport trunk encapsulation dot1q Activa troncal dot1q 
ALS2(config-if-range)#switchport mode trunk Activa troncal 
ALS2(config-if-range)# channel-protocol pagpactivamos protocolo pagp solicitado 
ALS2(config-if-range)#channel-group 2 mode active activamos canal 2 solicitado 
ALS2(config-if-range)#no shutdown 
 













Figura 24. Port-channels PAgP DSL2 
Fuente: Autor 
 
















Figura 26. Port-channels PAgP ALS2 
Fuente: Autor 
 
PUERTOS TRONCALES EN VLAN 500 
 
Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN nativa.  
El comando principal acá será “switchport trunk native vlan” que asigan como nativa. 
DSL1(config)#int range g0/1-2, g1/1-2, g2/1-2 
DSL1(config-if-range)#switchport trunk native vlan 500 
DLS1(config)#interface Po1 
DLS1(config-if)#switchport trunk native vlan 500 
DLS1(config-if)#exit 
DLS1(config)#interface Po4 
DLS1(config-if)#switchport trunk native vlan 500 
DLS1(config-if)#exit 
 
DLS2(config)#int  range g0/1-2, g1/1-2, g2/1-2 
DLS2(config-if-range)#switchport trunk native vlan 500 
DLS2(config)#interface Po2 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#exit 
DLS2(config-if)#interface Po3 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#exit 
 
ALS1(config)#int range g0/1-2, g1/1-2 
ALS1(config-if-range)#switchport trunk native vlan 500 
ALS1(config-if)#interface Po1 







ALS1(config-if)#switchport trunk native vlan 500 
 
ALS2(config)#int range g0/1-2, g1/1-2 
ALS2(config-if-range)#switchport trunk native vlan 500 
ALS2(config)#interface Po2 
ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#interface Po4 
ALS2(config-if)#switchport trunk native vlan 500 
 
 















Figura 29. VLAN 500 ALS1 
Fuente: Autor 
 





















CONFIGURAR DLS1, ALS1, Y ALS2 VTP VERSIÓN 3 
 




DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp pass ccnp321 
 
DLS2#conf term 
DLS2(config)#vtp domain CISCO 
DLS2(config)#vtp pass ccnp321 
 
ALS1#conf term 
ALS1(config)#vtp domain CISCO 
ALS1(config)#vtp pass ccnp321 
 
ALS2#conf term 
ALS2(config)#vtp domain CISCO 
ALS2(config)#vtp pass ccnp321 
 
 
CONFIGURAR DLS1 COMO SERVIDOR PRINCIPAL PARA LAS VLAN. 
 
DLS1(config)#vtp ver 3 Se configura la versión 3 de vtp 
DLS1(config)#vtp mode server mst se establece DLS1 como servidor principal 
DLS1(config)#vtp primary mst se establece DLS1 como servidor principal 
 
CONFIGURAR ALS1 Y ALS2 COMO CLIENTES VTP. 
 
ALS1: 
ALS1(config)#spanning-tree mode mst Configurar spanning-tree 
ALS1(config)#vtp ver 3 Configurando versión 3 de vtp 
ALS1(config)#vtp mode client mst Configurando ALS1 como cliente 
 
ALS2: 
ALS2(config)#spanning-tree mode mst Configurar spanning-tree 
ALS2(config)#vtp ver 3 Configurando versión 3 de vtp 






Figura 30. VTP dominio, contraseña, servidor o cliente 
Fuente: Autor 






CONFIGURAR EN EL SERVIDOR PRINCIPAL LAS SIGUIENTES VLAN 
 
Número de VLAN Nombre de VLAN  Número de VLAN   Nombre de VLAN 
500 NATIVA 420 PROVEEDOR 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
Tabla 1. Nombre VLAN’S 
 
vlan 500 Se ingresa a la vlan  
name NATIVA Se asigna el nombre de la interfaz 
vlan 15 Se ingresa a la vlan  
name ADMON Se asigna el nombre de la interfaz 
vlan 240 Se ingresa a la vlan  
name CLIENTES Se asigna el nombre de la interfaz 
vlan 111 Se ingresa a la vlan  
name MULTIMEDIA Se asigna el nombre de la interfaz 
vlan 420 Se ingresa a la vlan  
name PROVEEDOR Se asigna el nombre de la interfaz 
vlan 100 Se ingresa a la vlan  
name SEGUROS Se asigna el nombre de la interfaz 
vlan 105 Se ingresa a la vlan  
name VENTAS Se asigna el nombre de la interfaz 
vlan 355 Se ingresa a la vlan  
name PERSONAL Se asigna el nombre de la interfaz 
 








EN DLS1, SUSPENDER LA VLAN 420 
 
vlan 420 'Se ingresa a la vlan  
state suspend 'Se suspende la vlan 
 
Figura 34. Suspender la VLAN 420 
Fuente: Autor 
Configurar DLS2 en modo VTP transparente 
Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y configurar en 
DLS2 las mismas VLAN que en DLS1  
 








EN DSL2 SUSPENDER VLAN 420 Y CREAR VLAN 567 CON EL NOMBRE DE 
PRODUCCION 
 
En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red.  
Con la línea private-vlan hacemos privada la VLAN. 
 
DSL2(config)#vlan 420 Ingresar a vlan 
DSL2(config-vlan)#state suspe  
DSL2(config-vlan)#state suspend suspender vlan seleccionada  
DSL2(config-vlan)#vlan 567 ingresar a vlan 
DSL2(config-vlan)#name PRODUCCION Configurar VLAN 
DSL2(config-vlan)#private v 
DSL2(config-vlan)#private vla 
DSL2(config-vlan)#priv        
DSL2(config-vlan)#private-vlan is 






















DLS1 COMO SPANNING TREE ROOT 
 
Configurar DLS1 como Spanning tree root para las VLANs 1, 12, 420, 600, 1050, 
1112 y 3550 y como raíz secundaria para las VLAN 100 y 240.  
 
Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como una 
raíz secundaria para las VLAN 15, 420, 600, 1050, 11112 y 3550.  
DSL1 
spanning-tree vlan 1,12,420,600,1050,111,355 root primary Se configuran las 
vlancomo raíz primaria 
spanning-tree vlan 100,240 root secondary Se configuran las vlan como raíz 
secundaria 
DSL2 
spanning-tree vlan 100,240 root primary ' vlan como raíz primaria 















Figura 38. Vlan’s spanning tree root DSL1 
Fuente: Autor 
 
















CONFIGURAR TODOS LOS PUERTOS COMO TRONCALES 
 
Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de estos puertos.  
En este paso nuestro comando principal será “swi tru encap dot1q” para activar 
troncal 
 
DLS1(config)#int ran g0/1-2, g1/1-2, g2/1-2 Se ingresa al rango de interface 
DLS1(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
DLS1(config-if)#swi tru native vlan 500 
DLS1(config-if)#swi mode tru 
 
DLS1(config)#int port-channel 1 Se ingresa al port-channel 1 
DLS1(config-if)#swi tru allowed vlan 500,15,240,112,420,100,1050,3550  Se 
permite a las vlan 
asignadas a circular en el puerto seleccionado 
DLS1(config-if)#exit Se sale del port-channel 1 
 
DLS1(config)#int port-channel 4 Se ingresa al port-channel 4 
DLS1(config-if)#swi tru allowed vlan 500,15,240,112,420,100,1050,3550 Permisos 
a las vlan asignadas a circular en el puerto seleccionado 
 
 
DLS2(config)#int ran g0/1-2, g1/1-2, g2/1-2 Se ingresa al rango de interface 
DLS2(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
DLS2(config-if)#swi tru native vlan 500 
DLS2(config-if)#swi mode tru 
DLS2(config)#int port-channel 2 Se ingresa al port-channel 2 
DLS2(config-if)#swi tru allowed vlan 500,15,240,112,420,100,1050,3550 Permisos 
a las vlan asignadas a circular en el puerto seleccionado  
DLS2(config-if)#exit Se sale del port-channel 2 
 
DLS2(config)#int port-channel 3 Se ingresa al port-channel 3 
DLS2(config-if)#swi tru allowed vlan 500,15,240,112,420,100,1050,3550 Permisos 
a las vlan asignadas a circular en el puerto seleccionado  
DLS2(config-if)#exit Se sale del port-channel 3 
 
 
ALS1(config)#int ran g0/1-2, g1/1-2 





ALS1(config-if)#swi tru native vlan 500 
ALS1(config-if)#swi mode tru 
 
ALS2(config)#int ran g0/1-2, g1/1-2 
ALS2(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
ALS2(config-if)#swi tru native vlan 500 
ALS2(config-if)#swi mode tru 
ALS2(config-if)#exit Se sale del rango de interfaces f0/7-12 
 
 Figura 40. Puertos troncales DSL1 
 Fuente: Autor 



















INTERFACES COMO PUERTOS DE ACCESO 
 
Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera:  







Tabla 2.  Puertos de acceso 
 
DLS1(config)#int g0/0 
DLS1(config-if)#swi access v 3550 
DLS1(config-if)#no sh  
DLS1(config-if)#exit  
DLS1(config)#int g1/0  
DLS1(config-if)#swi access v 1112  
DLS1(config-if)#no sh  
 
DLS2(config)#int g0/0 
DLS2(config-if)#swi access v 15 
DLS2(config-if)#swi access v 1050 
DLS2(config-if)#no sh  
DLS2(config-if)#exit  
DLS2(config)#int g1/0 Se ingresa a la interface g1/0 
DLS2(config-if)#swi access v 1112  
DLS2(config-if)#no sh  
DLS2(config-if)#exit  
DLS2(config)#int g1/3 
DLS2(config-if-range)#swi access v 567  
DLS2(config-if)#no sh 
DLS2(config-if)#exit   
DLS2(config)#int g2/0 










ALS1(config-if)#swi access v 100 
ALS1(config-if)#swi access v 1050 
ALS1(config-if)#no sh  
ALS1(config-if)#exit 
ALS1(config)#int g1/0  





ALS2(config-if)#swi access v 240 
ALS2(config-if)#no sh  
ALS2(config-if)#exit  
ALS2(config)#int g1/0  
ALS2(config-if)#swi access v 1112  
ALS2(config-if)#no sh 
 
Figura 43. Puertos acceso DSL1 
Fuente: Autor 
Figura 44. Puertos acceso DSL2 






Figura 45. Puertos acceso ALS1 
Fuente: Autor 







VERIFICAR LA EXISTENCIA DE LAS VLAN CORRECTAS 
 
Verificar la existencia de las VLAN correctas en todos los switches y la asignación 
de puertos troncales y de acceso. 











Figura 48. Verificar VLAN en ALS1 y ALS2 









Verificar que el EtherChannel entre DLS1 y ALS1 está configurado correctamente 
Como se menciono anteriormente utilizaremos “show int port-channel” 
 













VERIFICAR SPANNING TREE 
 
Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
Se utiliza el comando Spanning tree 
Figura 50. Verificar Spanning tree 
Fuente:Autor 
PINGS 
Figura 51. Pings 
























Con el desarrollo de ambos laboratorios se logró mostrar las competencias 
aprendidas paulatinamente en CISCO en general y durante el curso CCNP. Para 
el primer escenario fue necesario conocimiento en enrutamiento y configuración 
de protocolos OSPF E IGRP, aprendiendo así de manera practica como las 
configuraciones de estos en general cambio en las tablas de enrutamiento. 
 
Durante el desarrollo del segundo escenario nos centramos en configuraciones 
para switch, donde igualmente se mostró las habilidades aprendidas y adicional a 
los protocolos EIGRP y OSPF ya mencionados se utilizó VTP, LACP Y PAGP. 
Igualmente se realizaron configuraciones a las interfaces para que estas funcionen 
como troncales por diferentes VLAN’S   
 
Es importante destacar la configuración de vlan’s durante el laboratorio ya que 
están son habitualmente utilizadas en la vida real por lo que el aprendizaje y 
compresión de las mismas que se obtuvo durante este curso representa un gran 
aporte a la vida laboral, en el laboratorio se logró configurar diferente VLAN’S 
comprendiendo así su uso para configuraciones troncales y bajar costos. 
 
Al elaborar los ejercicios propuesto con el programa Packet Tracer se encontró 
que los equipo disponible presentar falencias debido a su IOS lo cual no permite 
diferentes comandos, afectando así la configuraciones VTP3, por lo que fue 
necesario manejaro en su versión 2; Igualmente y a pesar  de las dificultades se 
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