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Streszczenie: Niepewność i ryzyko – to zjawiska towarzyszące permanentnie działalności do-
wolnego podmiotu ukierunkowanej na osiąganie założonych celów. Są one odzwierciedleniem 
wpływu rozmaitych zagrożeń na tę działalność i dotyczą możliwości poniesienia straty. Ze 
względu na niebywałą dynamikę czynników, od których zależy efektywność działania podmiotu, 
we współczesnym świecie wzrasta zainteresowanie teoriami działania w warunkach zagrożeń, 
wskazującymi sposoby ograniczania niepewności i redukowania ryzyka. W szczególności doty-
czy to zagrożeń nadzwyczajnych. W zależności od środowiska działania podmiotów są to teorie: 
niezawodności, dotyczące funkcjonowania urządzeń technicznych; ciągłości działania, odno-
szące się do wszelkiego rodzaju organizacji, w tym i biznesowych oraz zarządzania kryzysowe-
go, mające odniesienie do działania systemów społecznych wraz z ich infrastrukturą. W artykule 
prezentowane są problemy dotyczące zarządzania przedsiębiorstwem w perspektywie zmienia-
jących się koncepcji i standardów zarządzania ryzykiem, w szczególności – standardu ISO 
31000. Jest to swoisty przegląd koncepcji, metodyk i norm zarządzania ryzykiem w ujęciu ewo-
lucyjnym. 
 
Abstract: An uncertainty and a risk are adjuncts permanently of activity of the any entity orien-
ted for achieving established purposes. They are reflecting the influence of various threats on 
this activity and possibilities concern making a loss. On account of unprecedented dynamics of 
factors on which the effectiveness of action of the subject depends, in contemporary world an 
interest in theories of acting in conditions of threats, indicating ways of limiting is growing of the 
uncertainty and reducing the risk. In particular it is regarding extraordinary threats. Depending 
on the environment action of subjects is theories: reliabilities, concerning functioning of technical 
devices; continuities of action, referring for the organization of all kinds, in it and business and of 
critical management, having relating social systems to action along and them with infrastructure. 
In the article problems concerning the business administration in the perspective of changing 
concepts and standards of managing the risk, in particular are being presented - of ISO 31000 
standard. It is specific inspection of the concept, methodologies and norms of managing the risk 
in the gradual take. 
 
 
Wstęp 
 
Na gospodarkę światową, ale także na poszczególne gospodarki naro-
dowe coraz wyraźniej wpływają takie procesy cywilizacyjne, jak: postępująca 
globalizacja, informacjonizm i usieciowienie. Rewolucyjny rozwój i coraz peł-
niejsze wykorzystanie zaawansowanych technologii na bazie postępu w mi-
kroelektronice i telekomunikacji nieuchronnie zmieniają paradygmat techno-
ekonomiczny: następuje przejście od techniki opartej na tanich wkładach 
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energii do techniki opartej na tanich wkładach informacji1. Równocześnie 
pogłębiają się zmiany demograficzne i klimatyczne, coraz wyraźniej odciska-
jące swe piętno na gospodarkce. 
Zdaniem G.W. Kołodki współzależności światowego rynku są szczegól-
nie widoczne w przypadku zespalających się rynków finansowych. Ich 
wpierw liberalizacja i deregulacja, a potem integracja poprzez szerokie sto-
sowanie wymienialności narodowych walut i rewolucję informatyczną pocią-
ga za sobą reakcje łańcuchowe. Oszczędzanie, pożyczanie i inwestowanie 
dzieje się w coraz większej mierze w systemie powiązań globalnych2. 
Drastycznie zmniejszyły się możliwości kontroli przez państwa narodo-
we polityki monetarnej, swoboda kształtowania budżetu, organizacji produk-
cji i handlu, ściąganie podatków od firm (poszukiwanie tzw. rajów podatko-
wych lub transfer podatków do innych państw), a co za tym idzie – 
możliwości zapewnienia zobowiązań w zakresie świadczeń społecznych3. 
Dokonuje się transformacja pracy i zatrudnienia. Pogłębia się dyspro-
porcja pomiędzy światem kapitału (ma charakter globalny) i światem pracy 
(ma charakter lokalny).  
 Równolegle do powyższych zjawisk społecznych i gospodarczych mają 
miejsce ogromne co do skali przetasowania na mapie gospodarczej świata 
w postaci wschodzących gospodarek. W szczególności gospodarka chińska 
pretenduje do zajęcia przodującej pozycji.  
Powyższe zmiany powodują nieprzewidywalne skutki we wszystkich 
obszarach funkcjonowania gospodarki i całego społeczeństwa. Świat wkro-
czył w okres wysokiej turbulencji procesów decydujących o cyklach wzro-
stowych i spadkowych, zakłócających równowagę w obszarach produkcji, 
dystrybucji towarów i usług, a także finansowania inwestycji. Pojawiają się 
napięcia w sferze finansowania zadań publicznych, zwłaszcza opieki spo-
łecznej, rent  i emerytur. 
Jak przewiduje większość autorów prac z zakresu zarządzania, w naj-
bliższej przyszłości przedsiębiorstwa będą zmuszone funkcjonować w świe-
cie narastającej niestabilności otoczenia i typowe przedsiębiorstwa z XX 
wieku prawdopodobnie staną się reliktem przeszłości4.  
W warunkach turbulencji otoczenia gospodarczego istotnie zmieniają 
się parametry charakteryzujące czynniki determinujące możliwości osiągania 
sukcesów gospodarczych. Różnicę pomiędzy zwyczajnymi cyklami gospo-
darczymi i gospodarką w warunkach turbulencji przedstawia tabela 1.  
Jednym z przejawów nierównowagi w globalnych procesach gospodar-
czych było załamanie na światowych rynkach finansowych, jakie nastąpiło  
w 2008 r. Spowodowało ono dekoniunkturę i recesję gospodarczą, z którą 
poszczególne państwa walczą do dziś. Według G.W. Kołodki, globalny kry-
zys gospodarczy przeniknął do Polski pięcioma kanałami. Oto one: 
 przenoszenie się recesji od naszych partnerów handlowych, 
                                                     
1 M. Castels, Społeczeństwo sieci, PWN, Warszawa 2007, s. 78-79. 
2 G.W. Kołodko Wędrujący świat, Wyd. Prószyński i S-ka, Warszawa 2010, s. 108-109. 
3 M. Castels, Siła tożsamości, Wyd. Prószyński i S-ka, Warszawa 2008, s. 289. 
4 J. Kotter, Jak przeprowadzić transformacje firmy, Wyd. Helion S.A., Warszawa 2009, s. 191. 
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 globalne przepływy finansowe i transfery kapitału, 
 kryzys walutowy, 
 migracja 
 oczekiwania5. 
 
Tabela 1. Normalność kontra nowa normalność w gospodarce  
Table 1. Normalcy versus the new normalcy in the economy  
  
Element Norma dotychczasowa Nowa normalność 
Cykle gospodarcze Przewidywalne Brak 
Wzrost i zwyżki Określone (średnio co 7 lat) Nieregularne,  nieprzewidywalne 
Spadki i recesji Określone (średnio co 10 miesięcy) Nieregularne 
Potencjalny wpływ na 
wyniki przedsiębiorstwa 
Niski 
 
Wysoki 
 
Ogólna charakterystyka 
sposobu inwestowania 
Ekspansywne,  
wielokierunkowe 
 
Ostrożne,  
ukierunkowane 
 
Tolerancja ryzyka  
rynkowego 
Akceptowane 
 
Unikanie 
 
Postawa konsumencka Pewność siebie  
Niepewność 
 
Preferencje konsumenckie Stabilne, ewoluujące Pełne lęku i walki  o bezpieczeństwo 
 
Źródło: P. Kotler, J.A. Castione, Chaos. Zarządzanie i marketing w erze turbulencji,  
Wyd. MTBiznes, Warszawa 2009, s. 31. 
Source: P. Kotler, J.A. Castione, Chaos. Zarządzanie i marketing w erze turbulencji,  
Wyd. MTBiznes, Warszawa 2009, p. 31. 
 
Drastycznie zmieniły się warunki działalności przedsiębiorstw. Firmy 
muszą realizować odpowiednie strategie działania w warunkach ryzyka  
i niepewności, przypominające współczesne strategie wojskowe: budować 
systemy wczesnego ostrzegania, tworzyć scenariusze zarządzania na nie-
przewidziane sytuacje kryzysowe oraz programy szybkiego reagowania,  
a także powinny wzmacniać wewnętrzne mechanizmy przywracania równo-
wagi. W tej sytuacji wciąż powracają pytania dotyczące teorii przedsiębior-
stwa, ich istoty i celów  w kontekście zdolności do długotrwałego rozwoju,  
a także ich roli gospodarce narodowej6. 
Zdaniem Kevina W. Knighta wszystkie organizacje, niezależnie od tego 
czy są małe lub wielkie, stykają się z wewnętrznymi i zewnętrznymi czynni-
kami, które stwarzają niepewność, mogą osiągać swoje cele. Efektem tej 
niepewności jest ryzyko i ono przynależne jest wszystkim rodzajom działal-
ności7.  
                                                     
5 G.W. Kołodko, Świat na wyciągnięcie myśli, Wyd. Prószyński i S-ka, Warszawa 2010,  
s. 97-100. 
6 Zob. A. Noga, Teorie przedsiębiorstw, PWE, Warszawa 2009. 
7 Przewodniczący Grupy Roboczej ISO, która opracowała standard zarządzania ryzykiem-ISO 
31000. 
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Obecnie zmienność i złożoność otoczenia, a zatem niepewność i ryzy-
ko – determinują procesy decyzyjne. Z tychże powodów zagadnienie zarzą-
dzania ryzykiem, czyli kontrola czynników tworzących kontekst podejmowa-
nych decyzji w przedsiębiorstwie, zawierających z reguły elementy 
niepewności i ryzyka, staje się dla menedżerów i udziałowców swoistym na-
kazem. 
W sytuacji recesji w gospodarce narodowej przedsiębiorstwa stają  
w obliczu trudnych decyzji, którym towarzyszą często błędy w zarządzaniu. 
Do nich należą m.in.: 
 decyzje o alokacji środków stojące w sprzeczności z polityką i kultu-
rą firmy, 
 cięcie wszystkich kosztów jak leci zamiast podejmowania ukierun-
kowanych  i wymiernych działań, 
 szybkie posunięcia, które chronią płynność gotówkowa lecz narażają 
na ryzyko udziałowców, 
 redukcja wydatków na marketing, promocję marki i rozwój nowych 
produktów, 
 w czasach kryzysowych oszczędzanie na szkoleniach dla pracowników, 
 poświęcanie zbyt małej uwagi dostawcom i dystrybutorom.8 
Lista błędnych decyzji i działań w przedsiębiorstwach w sytuacji kryzy-
sowej jest zwykle jeszcze dłuższa. Według badań Business Week do nich 
należą: 
 zwalnianie utalentowanych osób, 
 oszczędzanie na technologii, 
 redukowanie ryzyka, 
 zaprzestanie rozwoju produktu, 
 pozwolenie, aby rada nadzorcza zastąpiła dyrektora nastawionego na 
osiąganie wzrostu dyrektorem skoncentrowanym na cięciu kosztów, 
 zamykanie się przed globalizacją, 
 pozwolenie, aby najważniejszą strategią dyrektora nie była innowacja, 
 zmienianie oceny wyników, 
 pozwalanie, aby struktura hierarchiczna przeszkadzała swobodnej 
współpracy, 
 obwarowywanie się za murami fortecy.9 
Nie wszystkie przedsiębiorstwa dysponują adekwatnymi do powyżej 
wskazanych zmian strategiami, modelami biznesowymi i koncepcjami za-
rządzania. W efekcie wiele z nich przeżywa sytuację kryzysową lub znajdują 
się w jej szczególnej fazie – kryzysie, która jest wyrazem braku zewnętrznej 
lub/i wewnętrznej równowagi funkcjonalnej. 
W przeszłości podstawowym sposobem zabezpieczenia przedsiębior-
stwa przed ryzykiem było wykupienie ubezpieczenia. Jednakże tendencje 
wzrostowe w żądaniach odszkodowań wymuszały odpowiedni wzrost kosz-
                                                     
8 P. Kotler, J.A. Castione, Chaos. Zarządzanie i marketing w erze turbulencji,  Wyd. MTBiznes,  
Warszawa 2009, s. 31. 
9 Tamże, s. 70. 
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tów polis ubezpieczeniowych. Przedsiębiorstwa były zmuszone do poszuki-
wania innych strategii radzenia sobie z ryzykiem: unikanie ryzyka i jego re-
dukowanie. 
Zasadniczym sposobem unikania ryzyka w przedsiębiorstwie było nie-
podejmowanie działalności obarczonej wysoką odpowiedzialnością za ryzy-
kowne jej skutki: perspektywa wysokich odszkodowań w wyniku przegranych 
procesów sądowych. 
Jednakże w większości ryzyka nie dało się uniknąć. Były to sytuacje 
pożarów, kradzieży czy wypadków przy pracy. Oznaczało to dla przedsię-
biorstw konieczność stosowania metod jego ograniczania. 
Redukowaniu ryzyka w przedsiębiorstwach sprzyjały specjalne progra-
my bezpieczeństwa, ukierunkowane na zapobieganie stratom. Dotyczyły 
one: edukacji przeciwpożarowej i zdrowotnej pracowników, budowania i au-
dytów  systemów BHP, monitoringu mienia i zapobiegania kradzieżom. 
W latach 70. XX w. rozwinęły się nowe formy ryzyka: finansowe i ryn-
kowe, co skutkowało większym zainteresowaniem się przedsiębiorstw za-
rządzaniem ryzykiem. 
W przypadku niektórych form ryzyka polskie firmy cechują się niskim 
poziomem przygotowania na zagrożenia. Potwierdzają to badania firmy Aon 
Polska Sp. z o.o. przy udziale firmy Pentor prowadzone na przełomie 
2008/2009 r., opublikowane w raporcie. W ocenie jego autorów Komplekso-
we zarządzanie ryzykiem jest jednym z kluczowych elementów wzrostu efek-
tywności biznesowej organizacji. 94% dużych korporacji na świecie posiada 
stworzoną i wdrożoną politykę w tym zakresie. W Polsce odsetek ten jest kil-
kakrotnie mniejszy. Oznacza to, że w naszym kraju konieczna jest intensyw-
na edukacja biznesu na ten temat.10 
W badaniach wzięło udział 106 firm funkcjonujących w różnych sekto-
rach gospodarki. 87% respondentów stanowiły firmy prywatne, natomiast 
13% było notowane na giełdzie papierów wartościowych. W przeważającej 
większości na pytania odpowiadali członkowie zarządu odpowiedzialni za fi-
nanse i dyrektorzy finansowi – 34%, główni księgowi – 34% oraz risk mana-
gerowie – 11%. W wykorzystywanym jako odniesienie, równolegle przepro-
wadzonym globalnym badaniu wzięło udział 551 firm z 40 krajów. 11 
W Raporcie przedstawiono 47 głównych form ryzyka mających nega-
tywny wpływ na prowadzenie działalności biznesowej. W świetle badań  
największe zagrożenie dla funkcjonowania firm stanowi, zarówno dla re-
spondentów polskich, jak i zagranicznych, wpływ globalnego kryzysu gospo-
darczego. Zaskakująco wysoka zbieżność polskich odpowiedzi z globalną 
edycją badania jest potwierdzeniem światowego zasięgu dekoniunktury go-
spodarczej (tabela 2). 
 
 
 
                                                     
10Jak polskie firmy zarządzają ryzykiem? http://prnews.pl/analizy/jak-polskie-firmy-zarzadzaja-
ryzykiem-41465.html. 
11 Tamże. 
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Tabela 2.  Kluczowe rodzaje ryzyka wskazanych w polskiej i globalnej edycji 
badania – 10 przypadków 
Table 2.  Crucial kinds of the risk of the cases indicated in the Polish and 
global edition of the – 10 examination 
 
Nr Ranking ryzyka w Polsce Globalny ranking ryzyka 
 1 Spowolnienie gospodarcze Spowolnienie gospodarcze 
 2 Wahania kursów walut Zmiany w otoczeniu  prawnym/regulacyjnym 
 3 Wahania cen surowców Przerwa w działalności 
 4 Zmiany w otoczeniu  prawny/regulacyjnym Wzrastająca konkurencja 
 5 Wzrost konkurencji Wahania cen surowców 
 6 Kontrahenci - należności handlowe Utrata reputacji 
 7 Przepływy pieniężne/ryzyko płynności Przepływy pieniężne/ryzyko płynności 
 8 Utrata danych Zakłócenia/przerwy w łańcuchu dostaw 
 9 Zakłócenia/przerwy w łańcuchu dostaw Odpowiedzialność cywilna/roszczenia 
10 Utrata reputacji Niepowodzenie w utrzymaniu lub  przyciąganiu utalentowanych pracowników 
   
Źródło: Raport Zarządzanie ryzykiem i ubezpieczeniami w firmach Polsce i globalnej edycji  
badania, AON Polska, Warszawa 2009. 
Source: Raport Zarządzanie ryzykiem i ubezpieczeniami w firmach Polsce i globalnej edycji ba-
dania, AON Polska, Warszawa 2009. 
 
Co szczególnie ważne, Raport ujawnia również zagrożenia charaktery-
styczne wyłącznie dla polskich przedsiębiorstw. Jest nim np. ryzyko związa-
ne z brakiem lub opóźnieniami w regulowaniu zobowiązań przez kontrahen-
tów oraz z wahaniami kursów walutowych. 
W świetle powyższego w dalszej części artykułu zajmiemy się koncep-
cjami zarządzania ryzykiem i ich implementacją na gruncie przedsiębiorstwa. 
 
Koncepcje zarządzania ryzykiem 
 
Przedstawię tu kilka koncepcji zarządzania ryzykiem, które w najwięk-
szym stopniu były i są przedmiotem szerokiej refleksji teoretycznej i mają 
zastosowanie w praktyce funkcjonowania przedsiębiorstw. 
  
1. Zarządzanie ryzykiem w przedsiębiorstwie  
 – Enterprise Risk Management – ERM 
Jest najbardziej kompletnym i holistycznym podejściem do systemowe-
go zarządzania ryzykiem. Nie jest koncepcją w pełni jednoznaczną, bowiem 
w różnych opracowaniach przyjmuje nieco odmienne, czasami dość znacz-
nie różniące się formy i treści. Jej istotą jest organizowany proces planowa-
nia, organizowania, przewodzenia i kontroli działalności organizacji w celu 
pomniejszenia efektu wpływu ryzyka na wyniki organizacji.  
Koncepcja ERM obejmuje zespół metod i technik identyfikacji, opisu, 
pomiaru, analizy i oceny ryzyka oraz przyjętych mechanizmów działania 
(strategia, reagowanie i monitoring), ukierunkowanych na realizację celów 
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przedsiębiorstwa w kontekście tworzenia i ochrony wartości dla jego intere-
sariuszy. 
Według Enterprise Risk Management – Integrated Framework – zarzą-
dzanie ryzykiem w przedsiębiorstwie jest procesem powodowanym przez 
kierownictwo przedsiębiorstwa, zaprojektowanym i stosowanym w ustawie-
niu strategii w celu identyfikowania potencjalnych wydarzeń, które mogą 
wpłynąć na zarządzanie nim w aspekcie ryzyka osiągania jego celów.  
W świetle powyższej definicji jest ono procesem: 
 trwałym i płynnym, 
 spowodowanym przez ludzi i realizowanym na każdym poziomie  
organizacji, 
 wykorzystywanym w budowaniu jego strategii,  
 wykorzystywanym przez nie na każdym poziomie: całości i części,  
 zaprojektowanym, aby zidentyfikować potencjalne wydarzenia,  
mające wpływ na zarządzanie w aspekcie ryzyka,   
 zdolnym dostarczyć rozsądne wytyczne do zarządzania nim, 
 włączonym do osiągnięcia celów12.  
Zarządzanie ryzykiem w przedsiębiorstwie, holistyczne zarządzanie  
ryzykiem i strategiczne zarządzanie ryzykiem są synonimami13. 
 
2. Planowanie ciągłości działania – Business Continuity Planning – BCP 
 Jest to koncepcja proaktywnego planowania mająca na celu zapewnie-
nie ciągłości wytwarzania i dostarczania w niezakłócony sposób produktów  
i usług na wypadek wystąpienia katastrof naturalnych i awarii technicznych. 
Plan ciągłości działania przedsiębiorstwa powinien zawierać: analizę ryzyka, 
analizę procesów biznesowych, identyfikację kluczowych procesów, budo-
wanie planów ciągłości działania, wdrożenie planów, testowanie i program 
szkoleń. 
  
3.  Zarządzanie ciągłością działania – Business Continuity Management 
– BCM  
 Jest to holistyczna koncepcja zarządzania, zmierzająca do określenia 
potencjalnego wpływu zakłóceń na organizację i stworzenia warunków do 
budowania odporności na nie oraz zdolności do skutecznej ochrony intere-
sów właścicieli, reputacji i marki organizacji, a także dotychczasowej jej war-
tości14. W wielu punktach wykazuje zbieżność z założeniami koncepcji ERM. 
Obejmuje, oprócz wielu koncepcji znanych z zarządzania ryzykiem, także 
elementy Business Impact Analysis (BIA) i Crisis Managementu (CM).  
Przez niektórych autorów BCM traktowane jest jako koncepcja szersza 
od ERM, inni reprezentują pogląd odwrotny.  
 
 
 
                                                     
12 http://www.coso.org/documents/COSO_ERM_ExecutiveSummary.pdf. 
13 http://searchcio.techtarget.com/definition/enterprise-risk-management. 
14 Definicja za The Business Institute. 
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4.  Zarządzanie niepewnością – Uncertainty Management – UM 
To koncepcja zarządzania polegająca na zastosowaniu metod i technik 
w celu zmniejszenia strat przedsiębiorstwa w warunkach braku informacji 
potrzebnych do podejmowania decyzji, braku możliwości przewidywania 
skutków podejmowanych decyzji i wreszcie – niemożności oszacowania 
skutków zdarzeń zachodzących w otoczeniu. 
 
5. Odtworzenie działania po katastrofie – Disaster Recovery  
 Jest to koncepcja zarządzania obejmująca polityki oraz procedury  
i związane z nimi procesy, mające na cele zapewnienie przetrwania organi-
zacji po wystąpieniu katastrofy naturalnej (np. powódź, trzęsienie ziemi), 
awarii technicznej (np. pożar, awarie sieci energetycznej lub telefonicznej),  
w następstwie których zniszczeniu ulega całość lub istotna część zasobów  
o znaczeniu krytycznym dla jej podstawowej działalności biznesowej.  
W szczególności wystąpienie katastrofy naturalnej bądź awarii technicznej 
może być skutkiem ataku terrorystycznego. 
Zwykle planowanie Disaster Recovery jest częścią większego procesu 
planowania ciągłości działania – BCP. W węższym znaczeniu – Disaster 
Recowery odnosi się do odtworzenia infrastruktury teleinformatycznej. 
 
6. Analiza Business Impact Analysis – BIA  
Jest to cząstkowa koncepcja zarządzania, będąca istotną częścią skła-
dową planowania ciągłości działania organizacji. Jest przeglądem tego, co 
trzeba zrobić, aby nie zrujnować posiadanej reputacji i nie ponieść strat fi-
nansowych.  
Proces analizy obejmuje: przegląd planowania, przegląd tworzenia, 
przegląd dystrybucji, analizę wyników i prezentację wniosków.  
Skutkiem analizy jest sprawozdanie, które opisuje potencjalne ryzyka 
dla organizacji. Określa ono ilościowo znaczenie komponentów biznesu  
i sugeruje odpowiedni przydział zasobów, niezbędnych dla zapewnienia im 
ochrony przed zagrożeniami. Możliwe niepowodzenia organizacji mogą zo-
stać ocenione pod względem ich wpływów na bezpieczeństwo, finanse, 
marketing   i zapewnienie jakości15. 
 
7.  Zarządzanie Ryzykiem Łańcucha Dostawy  
– Supply Chain Risk Management – SCRM  
Jest to koncepcja zarządzania, która usiłuje zidentyfikować potencjalne za-
kłócenia dla nieprzerwanej produkcji i tym samym ujawnić ryzyko handlowe.16  
Proces zarządzania ryzykiem łańcucha dostawy polega na identyfikacji  
i sterowaniu realizowanych w nim procesów wewnętrznych związanych  
z przepływem towarów/usług i informacji poprzez zintegrowane działania 
przedsiębiorstw tworzących łańcuch dostaw. 
 
                                                     
15 Business Impact Analysis, http://www.cpaccarolinas.org/docs/Symposium06/moisoff-
BIAlessons.pdf. 
16 The Institute of Risk Management. 
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Standardy zarządzania ryzykiem 
 
Standardy (w tym standardy międzynarodowe) – to opublikowane do-
kumenty, które zawierają specyfikacje i wzory postępowania (podręczniki, 
wytyczne) w celu zapewnienia bezpieczeństwa produktów, usług i systemów 
zarządzania, jeżeli będą one konsekwentnie wykonywane zgodnie z nimi. 
Definiują one za pomocą określonego języka – systemu pojęć podstawo-
wych – jakość i kryteria bezpieczeństwa osiągania planowanych celów orga-
nizacji. 
W krajach tradycji anglosaskiej normy i standardy są rodzajem miękkiej 
regulacji. Najwcześniej, bo już w 1995 r. wdrożono je w Australii i Nowej Ze-
landii. 
Poniżej przedstawię ewolucję procesu budowania międzynarodowego 
standardu zarządzania ryzykiem ISO 31 000:2009 Zarządzanie ryzykiem. 
Zasady i wytyczne (rys. 1). 
 
 
 
Rys. 1. System zarządzania ryzykiem 
Fig. 1. Risk management system 
 
Źródło: http://www.noweco.com/risk/riske12.htm. 
Source: http://www.noweco.com/risk/riske12.htm. 
 
Pojawienie się międzynarodowego standardu zarządzania ryzykiem 
ISO 31000 było efektem ewolucyjnego procesu poszukiwania najlepszych 
rozwiązań dotyczących ograniczania niepewności i redukcji ryzyka w dzia-
łalności przedsiębiorstw. Punkt wyjściowy na tej drodze stanowiły tzw. dobre 
praktyki oraz wprowadzane w życie procedury zwiększenia przejrzystości  
w raportowaniu udziałowcom wyników finansowych. Z kolei zaczęły pojawiać 
się normy i standardy dotyczące działalności sektorowej, zwłaszcza banko-
wej. Dalszym krokiem w standaryzacji zarządzania ryzykiem było stanowie-
nie norm i standardów narodowych, a potem ponadnarodowych (np. UE). 
Uwieńczeniem tych starań było pojawienie się w 2009 r. standardu między-
narodowego ISO. 
18 R. Wróblewski 
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Zarządzania ryzykiem wg dokumentów COSO (1992, 2004) 
  
W 1992 r. amerykańska organizacja zajmująca się tworzeniem dobrych 
praktyk oraz edukacją w zakresie przejrzystości organizacji COSO – The 
Committee of Sponsoring Organizations of the Treadway Commissions wy-
dała dokument (COSO I) pt.: Kontrola wewnętrzna – zintegrowana struktura 
ramowa (Internal Control – Integrated Framework) – rys. 2. 
 
 
Rys. 2. Schemat Ramowej Kontroli Wewnętrznej COSO 
Fig. 2. Outline of the Frame Internal COSO Control 
 
Źródło: A. Bressac, Ramowa koncepcja ryzyka COSO: Czy jest odniesieniem dla kontroli  
wewnętrznej;www.mf.gov.pl/_files_/koordynacja_kontroli_finansowej_i_audytu_wewnetrzne- 
go/komunikaty/bressac_presentation.pdf. 
Source: A. Bressac, Ramowa koncepcja ryzyka COSO: Czy jest odniesieniem dla kontroli  
wewnętrznej;www.mf.gov.pl/_files_/koordynacja_kontroli_finansowej_i_audytu_wewnetrzne- 
go/komunikaty/bressac_presentation.pdf. 
 
Treść dokumentu została wprowadzona do strategii, zasad i przepisów 
zarządzania ryzykiem w tysiącach przedsiębiorstw. 
Struktura ramowa obejmuje pięć elementów procesu kontroli wewnętrz-
nej: monitoring, informację  i komunikację, kontrolę działalności, ocenę ryzy-
ka i kontrolę środowiska w kontekście operacji, sprawozdawczości finanso-
wej i zgodności z obowiązującymi normami prawnymi. 
Jednakże skandale finansowe, jakie miały miejsce w dużych firmach, 
skutkujące ogromnymi stratami, wywołały potrzebę opracowania nowych za-
sad nadzoru korporacyjnego i zarządzania ryzyka według zaostrzonych 
przepisów prawa.  
Wychodząc naprzeciw tym potrzebom w 2004 r. COSO opublikowała 
dokument pod nazwą COSO II - zintegrowaną strukturę ramową zarządza-
nia ryzykiem korporacyjnym (rys. 3).  
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Należy podkreślić, że do czasu ukazania się standardu ISO 31000 był 
to zapewne w Polsce najpopularniejszy model zarządzania ryzykiem. Stan-
dard został wydany w języku polskim w 2007 r., a współautorem tłumaczenia 
był PBSG17. 
Zarządzanie ryzykiem korporacyjnym – zintegrowana struktura ramowa 
jest opisem procesu składającego się z ośmiu współzależnych elementów: 
środowisko zewnętrzne, wyznaczanie celów, identyfikacja zdarzeń, ocena 
ryzyka, odpowiedź na ryzyko, mechanizmy kontrolne, informacja i komuni-
kacja, monitoring, ujmowanych przez pryzmat czterech kategorii: strategia, 
operacje, sprawozdawczość i zgodność (z prawem). 
 
 
Rys. 3. Schemat COSO II 
Fig. 3. COSO scheme II 
 
Źródło: A. Bressac, Ramowa …, op. cit. 
Source: A. Bressac, Ramowa …, op. cit. 
 
Wychodząc od kontroli wewnętrznej, standard zarządzania ryzykiem 
korporacyjnym kładzie nacisk na budowanie przez zarząd firmy strategii i ce-
lów, aby zapewnić optymalną równowagę pomiędzy wzrostem i założonymi 
zyskami a ryzykiem oraz skutecznym i efektywnym wykorzystaniem zaso-
bów.18 
W świetle tej koncepcji zarządzanie ryzykiem korporacyjnym obejmuje 
osiem powiązanych elementów (rys. 3):  
 środowisko zewnętrzne – obejmuje charakter organizacji i stanowi 
podstawę postrzegania i reagowania na ryzyko przez pracowników, 
filozofię zarządzania ryzykiem i dopuszczalny poziom ryzyka, uczci-
wość i wartości etyczne oraz środowisko pracy, 
                                                     
17 www.pbsg.pl. 
18 Zarządzanie ryzykiem korporacyjnym - zintegrowana struktura ramowa; www. coso.org 
/documents/ COSO_ ERM_ ExecutiveSummary_Polish.pdf. 
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 wyznaczanie celów – cele są ustalane przez kierownictwo przed 
identyfikacja zdarzeń, które warunkują poziom ich osiągania. Kie-
rownictwo posiada procedury ustalania celów, zgodnie z misją i wi-
zja oraz poziomowi dopuszczalnego ryzyka, 
 identyfikacja zdarzeń – muszą być zidentyfikowane wszystkie poten-
cjalne zdarzenia zewnętrzne i wewnętrzne, z podziałem na ryzyka  
i szanse. Te ostatnie są uwzględniane w strategii firmy i w procesie 
ustalania celów, 
 ocena ryzyka – analiza i ocena prawdopodobieństwa wystąpienia 
ryzyka jest podstawą decyzji o sposobie zarządzania ryzykiem. Ry-
zyko oceniane jest jako ryzyko wewnętrzne i nieodłączne, 
 odpowiedź na wystąpienie ryzyka – kierownictwo wybiera rodzaj 
rekcji: unikanie, akceptacja, ograniczanie lub dzieleniem się ryzy-
kiem. Opracowuje zestaw działań w celu powiązania ryzyka z do-
puszczalnym jego poziomem, 
 mechanizmy kontrolne – polityki i procedury ustalone i realizowane 
w celu efektywnej realizacji reakcji na ryzyko, 
 informacja i komunikowanie – odpowiednie informacje są zbierane  
i przechowywane w formie i ramach czasowych umożliwiających 
pracownikom wykonywanie swoich obowiązków. Skuteczna komuni-
kacja – werykalna i horyzontalna.  
 monitorowanie – proces zarządzania ryzykiem korporacyjnym musi 
być monitorowany i w razie konieczności – modyfikowany. Stałe 
monitorowanie realizowane jest przez kierownictwo, niezależne oce-
ny lub oba te czynniki.19 
Koncepcja COSO II nakłada szczególne obowiązki za jej wdrażanie na 
poszczególne struktury zarządzania (tabela 3). 
 
Tabela 3. Role i obowiązki 
Table 3. Roles and duties 
 
Kto odpowiada Obszary ról i odpowiedzialności 
Rada Nadzorcza nadzorowanie kierownictwa przy planowaniu  i realizacji ERM 
Zarząd opracowanie projektu ram zarządzania ryzykiem  w przedsiębiorstwie 
Urzędnicy pracują razem z kierownikami przy tworzeniu i utrzymywaniu  skutecznego zarządzania ryzykiem 
Adytorzy wewnętrzni   wnoszą wkład w bieżącą skuteczność zarządzania ryzykiem  w przedsiębiorstwie 
 
Źródło: Ibidem. 
Source: Ibidem. 
 
                                                     
19 Tamże, s. 8-9. 
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Standard COSO II nie zastępuje COSO I. Ta ostatnia koncepcja stano-
wi niezależne ramy dla kontroli wewnętrznej w przedsiębiorstwie20. W prze-
ciwieństwie do COSO I systematyzuje proces zintegrowanego zarządzania 
ryzykiem. 
 
Prince2 
PRINCE2 (Projects in a Controlled Environment) – metodyka projekto-
wania  w sterowanym środowisku. Opublikowano ją w 1996 r. jako ogólną 
metodę zarządzania projektami w zarządzaniu biznesowym. Cechuje ją pro-
cesowe podejście do zarządzania projektem. Opracowana i stosowana  
w Wielkiej Brytanii, obecnie rozpowszechniana na całym świecie.  
Metodyka ta wyróżnia osiem procesów ogólnych, które z kolei rozpada-
ją się na podprocesy: strategiczne zarządzanie projektem, planowanie, 
przygotowanie założeń projektu/ uruchamianie projektu, inicjowanie projektu, 
sterowanie etapem, zarządzanie wytwarzaniem produktów, zarządzanie za-
kresem etapu, zamykanie projektu.  
Metodologia ryzyka stosowana w PRINCE2 jest rejestrem ryzyka. Opie-
ra się na trzech zasadach: tolerancji ryzyka, odpowiedzialności za ryzyko  
i własności ryzyka21. 
Ponadto metodyka PRINCE 2 obejmuje osiem komponentów w zarzą-
dzaniu projektem: 
 uzasadnienie biznesowe – określa mierzalne cele uzasadniające 
wykorzystanie zasobów w realizacji projektu. Jest aktualizowane 
przez cały cykl życia projektu, 
 organizacja – określa strukturę organizacyjną, definiuje rolę  
i odpowiedzialność osób i instytucji zarządzających i realizujących 
projekt, 
 plany – wyróżnia się trzy hierarchiczne plany: plan projektu, plan 
etapu, plan pracy zespołu oraz plan naprawczy, 
 elementy sterowania – mają zapewnić realizację projektu zgodnie  
z uzasadnieniem biznesowym. Dotyczą one: inicjowania projektu, 
raportów o ważnych wydarzeniach, raportów o istotnych odchyle-
niach, ocen nadzwyczajnych, oceny końcowej etapu, zamknięcia 
projektu i tolerancji, 
 zarządzanie ryzykiem – utrzymywanie ryzyka w akceptowalnych 
granicach kontekście efektywności, racjonalności i kosztów, 
 jakość w środowisku projektu – wytworzenie produktu zgodnie  
z wymaganiami klienta: TQM, funkcje zapewnienia jakości, plano-
wanie jakości, kontrola jakości, 
 zarządzanie konfiguracją – zarządzanie produktami projektu: plano-
wanie, identyfikacja, kontrola, charakterystyka statusu, weryfikacja, 
 sterowanie zmianami – dotyczy procesu prowadzania zmian: wnioski 
o zmianę, odstępstwo, sugestie, zapytania, zagadnienia ogólne. 
                                                     
20 A. Bressac, Ramowa …, dz. cyt. 
21 Risk Management Software and PRINCE2; http://www.noweco.com/risk/riske17.htm. 
22 R. Wróblewski 
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KonTraG - niemiecka ustawa o kontroli i przejrzystości w przedsiębiorstwie. 
Obowiązuje od 1998 roku i dotyczy spółek akcyjnych. Nakłada na zarządy 
spółek wdrażanie systemu nadzoru i obowiązek umieszczania w sprawoz-
daniach finansowych informacji o ryzykach związanych z przyszłą działalno-
ścią firmy. Ustawa nałożyła na biegłego rewidenta obowiązek wskazania 
nieprawidłowości w wykonywaniu czynności wymagających profesjonalnej 
staranności. Audytor bada zakresy odpowiedzialności w organach i kierow-
nictwie spółki, co ma zasadniczy wpływ na potencjalne roszczenia oraz traf-
ność oceny przyszłego ryzyka zawartego w sprawozdaniu. Te ostatnie za-
wierają część prognostyczną i raport o ryzyku.  
Ustawa wprowadziła do praktyki wiele norm ostrożnościowych, wymu-
szających od firm identyfikacji ryzyka i ich podział na zagrażające istnieniu 
firmy i drobne.22 Koncepcja ustawy oparta jest na podejściu procesowym do 
zarządzania ryzykiem (rys. 4). 
 
 
   
Rys. 4. Podejście procesowe do zarządzania ryzykiem 
Fig. 4. Process approach at the risk management 
 
Źródło: Risk Management Software and KonTraG; www.noweco.com/risk/riske18.htm. 
Source: Risk Management Software and KonTraG; www.noweco.com/risk/riske18.htm. 
 
Basel II (Nowa Umowa Kapitałowa) – opublikowany przez Bazylejski Komi-
tet Nadzoru Bankowego zbiór najlepszych praktyk rynkowych w zakresie za-
rządzania ryzykiem finansowym (kredytowym, rynkowym i operacyjnym)  
w sektorze bankowym oraz utrzymywania bezpiecznego poziomu kapitałów 
przez banki. 
Standard definiuje następujące zdarzenia generujące ryzyko:  
 oszustwa wewnętrzne – sprzeniewierzenie aktywów, uchylanie się 
od płacenia podatków; 
                                                     
22 Zarządzanie ryzykiem jako wymóg corporate governance; www.kfp.org.pl. 
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 oszustwa zewnętrzne – kradzież informacji, szkoda ze strony osób 
trzecich, fałszerstwo; 
 zatrudnienie oraz bezpieczeństwo w miejscu pracy – dyskryminacja 
pracowników, odszkodowania, BHP; 
 klienci, produkty i praktyki biznesowe-manipulacja rynku; 
 zakłócenie działalności gospodarczej i błędy systemów – narzędzia 
wywołujące zakłócenia, awarie oprogramowania, awarie sprzętu; 
 wykonywanie transakcji, dostawa i zarządzanie procesami operacyj-
nymi – wprowadzanie błędów, błędy księgowe, zaniedbania skutku-
jące utratą aktywów klienta. 
Zapisy Basel II zostały przekształcone w prawo obowiązujące we 
wszystkich państwach Unii Europejskiej, zwane Capital Requirements Direc-
tive (CRD). Do polskiego porządku prawnego Nową Umowę Kapitałową / dy-
rektywy CRD transponują Uchwały Komisji Nadzoru Finansowego z dnia  
17 grudnia 2008 roku 23. 
 
Sarbanes - Oxley Act Amerykańska ustawa (uchwalona w 2002 r.) doty-
cząca nadzoru właścicielskiego, zmierzająca do rewizji sprawozdawczości 
finansowej w celu zwiększenia jej dokładności i rzetelności, wprowadzona po 
serii skandali finansowych (m.in. w firmie ENRON). Obowiązuje wszystkie 
firmy: duże i małe. Zaostrza standardy co do wewnętrznej kontroli i nakłada 
na dyrektorów pełną odpowiedzialność za prawdziwość sprawozdań finan-
sowych. W szczególności ustawa zwiększa wymagania co do kontroli jakości 
i usług audytorskich, wprowadzając wymóg niezależnego audytora oraz 
wprowadza sankcje (finansowe i karne) dla władz spółek w przypadku wy-
krycia nieprawidłowości w sprawozdaniach finansowych. 
Nazwa ustawy pochodzi od nazwisk jej głównych autorów: senatora  
P. Sarbanesa i przedstawiciela Izby Reprezentantów M. Oxley’a24. 
 
Standard zarządzania ryzykiem – AIRMIC and FERMA (2003) 
Standard ten jest wynikiem prac zespołu przedstawicieli brytyjskich or-
ganizacji branżowych: Instytutu Zarządzania Ryzykiem (The Institute of Risk 
Management - IRM), Stowarzyszenia Menedżerów Ubezpieczeniowych i Za-
rządzających Ryzykiem (The Association Insurance and Risk Managers  
- AIRMIC) oraz Krajowego Forum na rzecz Zarządzania Ryzykiem w Sekto-
rze Publicznym - ALARM (ALARM The National Forum for Risk Manage-
ment In the Public Sektor).25 
Proces zarządzania ryzykiem jest schematycznie przedstawiony na rys. 5. 
Standard opisuje proces kontroli ryzyka w odniesieniu do celów strate-
gicznych przedsiębiorstwa, sześć faz zarządczych powiązanych formalnym 
audytem, umożliwiającym wprowadzanie zmian (rys. 5). 
                                                     
23 Zarządzanie ryzykiem/Bazylea II; http://it-portal.pl/baza-wiedzy/slownik-kategorii-it/283-
zarzadzanie-ryzykiem-bazylea-ii.html. 
24 The Sarbanes-Oxley Act ; www.soxlaw.com. 
25 FERMA. Standard Zarządzania Ryzykiem;  www.polrisk.pl/index.php/pl/Zarzadzanie-
ryzykiem/Standardy. 
24 R. Wróblewski 
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W identyfikacji ryzyka standard proponuje podejście metodyczne, co 
ma gwarantować uwzględnienie wszelkich istotnych obszarów działalności 
organizacji i związanych z nimi ryzykiem. Wymaga też określania niepewno-
ści w każdym obszarze działalności. Do typowych obszarów działalności, 
których dotyczą decyzje należą: kwestie strategiczne, operacyjne, finansowe 
zarządzania wiedzą i zgodność z przepisami. Do technik identyfikacji ryzyka 
zalecanych przez standard należą: burza mózgów, kwestionariusze, analizy 
biznesowe, porównania z wzorcowymi rozwiązaniami w danej branży, anali-
zy scenariuszy ,warsztaty w zakresie oceny ryzyka, badanie wypadków, au-
dyt i kontrole, analiza niebezpieczeństw i operatywności (HAZOP)26. 
 
 
Rys. 5. Proces zarządzania ryzykiem - Zalecenie ISO/IEC nr 73 
Fig. 5. Process of the risk management - ISO/IEC No. 73 recommending 
 
Źródło: Standard zarządzania ryzykiem - 2003;  
www.polrisk.pl/index.php/pl/Zarzadzanie-ryzykiem/Standardy. 
Source: Standard zarządzania ryzykiem - 2003;  
www.polrisk.pl/index.php/pl/Zarzadzanie-ryzykiem/Standardy. 
 
W opisie ryzyka standard zaleca stosowanie tabeli, w której zawarte są 
następujące charakterystyki ryzyka i działania służące jego zmniejszeniu: 
nazwa ryzyka, zakres ryzyka, charakter ryzyka, grupy nacisku, opis ilościowy 
ryzyk, tolerancja w zakresie ryzyka (poziom akceptowanego ryzyka), działa-
                                                     
26 Tamże (dodatek). 
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nia względem ryzyka i mechanizmy kontroli, możliwości poprawy sytuacji, 
opracowanie strategii i planów krótkookresowych27. 
W pomiarze ryzyka standard zaleca – podobnie jak w opisie ryzyka – 
stosowanie tabeli opisującej skutki, obejmującej zarówno szanse i zagroże-
nia, jak i tabeli prawdopodobieństwa wystąpienia (zagrożeń) – ich opis  
i wskaźniki. 
Do analizy ryzyka standard proponuje przykładowe metody i techniki, 
oddzielnie dla każdej kategorii ryzyka: ryzyko pozytywne, ryzyko negatywne  
i obydwa jego aspekty28. 
 
The Australian and the New Zealand standard on risk management- 
AS/NZS 4360:2004 
Australia i Nowa Zelandia opublikowały łączny standard zarządzania 
ryzyka  (AS/NZS/ 4360:1999)29.  
Zgodnie ze standardem ryzyko jest złożone z dwóch elementów: praw-
dopodobieństwa wystąpienia zdarzenia i wielkości konsekwencji, jakie to 
zdarzenie wywołuje. 
Standard definiuje zarządzanie ryzykiem jako kulturę, procesy i struktu-
ry, które są ukierunkowane na efektywne zarządzanie potencjalnymi możli-
wościami i przeciwnymi efektami. Natomiast proces zarządzania ryzykiem 
jest zdefiniowany jako systematyczne stosowanie polityk zarządzania, po-
stępowań i praktyk do zadań zakładania kontekstu, identyfikowania, analizy, 
oceny, traktowania ryzyka, monitoringu i komunikowania.  
Podejście do procesu zarządzania ryzykiem w świetle standardu przed-
stawia rys. 630. 
 
 
 
Rys. 6. Proces zarządzania ryzykiem w świetle standardu AS/NZS 4360:2004 
Fig. 6. Process of the risk management in the light of the AS/NZS 4360 standard: 2004 
 
Źródło:http://www.ucop.edu/riskmgt/erm/documents/asnzs4360_2004_tut_notes.pdf. 
Source: http://www.ucop.edu/riskmgt/erm/documents/asnzs4360_2004_tut_notes.pdf. 
                                                     
27 Tamże s. 7. 
28 Tamże (dodatek). 
29 Risk Management Background, http://archive.ermanz.govt.nz/about/riskmgm-bckground.html. 
30 http://www.ucop.edu/riskmgt/erm/documents/asnzs4360_2004_tut_notes.pdf. 
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Zarządzanie ryzykiem zostało opisane jako wszystkie rzeczy, które mu-
szą być zrobione, aby zarządzać w warunkach niepewnej przyszłości. Tak 
pojęte zarządzanie ryzykiem jest polem profesjonalnej wiedzy specjalistycz-
nej, która  znajduje zastosowanie w wielu obszarach ludzkiej działalności: 
inżynierii, biznesie i finansów, zarządzania środowiskiem, ochrony zdrowia, 
zarządzania w sytuacjach kryzysowych, zarządzania ciągłością biznesu, za-
rządzania w sporcie i rekreacji itd. 
 
Standard zarządzania ryzykiem – ISO 31000(2009) 
Międzynarodowy Komitet Normalizacyjny (International Organization for 
Standarization) w dniu 13.11.2009 roku opublikował standard ISO 
31000:2009 Zarządzanie ryzykiem. Zasady i wytyczne. 
Norma ta dotyczy zasad wdrażania i utrzymywania procesu zarządza-
nia ryzykiem w każdej organizacji.  
ISO 31000 definiuje zbiór wytycznych. Są tylko sugestiami, a zatem 
mają charakter dobrowolnych zaleceń. Nie są żądaniami lub kontraktowymi 
obowiązkami dla menedżerów.  
Treść normy przedstawiona jest w następujących sekcjach: 
1. Zasady zarządzania ryzykiem. 
2. Struktura zarządzania ryzykiem. 
3. Proces zarządzania ryzykiem. 
ISO 31000 jest międzynarodowym standardem zarządzania ryzykiem. 
Może być stosowany przez dowolną organizację, niezależnie od jej wielko-
ści: społeczeństwo, prywatne organizacje, różne grupy, stowarzyszenia, re-
alizujące rozmaite przedsięwzięcia.  
Standard – jak zaznaczają jego twórcy – nie jest przeznaczony tylko dla 
jakiegoś sektora lub przemysłu, czy określonego typu ryzyka.  
ISO 31000 może być wykorzystany do osiągania wszystkich typów ce-
lów, na wszystkich poziomach i obszarach funkcjonowania organizacji. 
Standard zatem może być stosowany w zarządzaniu na poziomie strate-
gicznym lub operacyjnym i dotyczyć decyzji odnoszących się do wszystkich 
typów działalności. Może pomóc zarządzać procesami, działaniami, funk-
cjami, projektami, programami, produktami, usługami i wartościami. 
Sposób, w jaki standard ISO 31000 zostanie wykorzystany zależy me-
nedżera, od potrzeb danej organizacji, od tego, co ona robi i jak działa. 
Standard przeznaczony jest dla: 
• zwiększania prawdopodobieństwa osiągania celów organizacji, 
• zwiększenia identyfikacji szans i zagrożeń, 
• zwiększenia efektywności zarządzania, 
• poprawy jakości kontroli, 
• stworzenia ugruntowanej poznawczo podstawy do podjęcia decyzji  
i planowania, 
• efektywnego podziału i i wykorzystania zasobów w celu zmniejsze-
nia ryzyka, 
• minimalizacji strat, 
• polepszenia organizacyjnego uczenia się, 
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• polepszenia organizacyjnej stabilności, 
• podwyższenia stanu bezpieczeństwa i higieny pracy, a także ochro-
ny środowiska, 
• podwyższenia poziomu zaufania udziałowców dla kierownictwa  
organizacji, 
• doskonalenia rachunkowości finansowej31. 
Na potrzeby standardu opracowano słownik podstawowych terminów.  
I tak: 
Ryzyko – to efekt niepewności w osiąganiu celów. Efekt ten jest pozy-
tywnym lub negatywnym odchyleniem od oczekiwanego celu32. 
Cele mogą mieć różne aspekty (taki jak: finansowy, bezpieczeństwo  
i higiena pracy, ochrona środowiskowa) i mogą być stosowane na innych 
poziomach (takich jak: strategiczny, organizacja – jako całość, projekt, pro-
dukt, proces). Ryzyko jest często charakteryzowane przez odniesienie do 
potencjalnego wydarzenia i jego konsekwencji lub połączenia z tych czynni-
ków. Ryzyko jest często wyrażone pod względem połączenia konsekwencji 
wydarzenia (zawierającego zmiany w okolicznościach) i łącznym prawdopo-
dobieństwem wystąpienia zdarzenia. 
Niepewność – stan wynikający (nawet częściowo) z braku informacji, 
związany ze zrozumieniem lub znajomością wydarzeń, ich konsekwencji lub 
prawdopodobieństwa ich wystąpienia. W kontekście zarządzania ryzykiem, 
niepewność istnieje, gdy kiedykolwiek wiedza decydenta lub jego zrozumie-
nie wydarzenia, konsekwencji lub prawdopodobieństwa jego wystąpienia jest 
nieodpowiednia lub niekompletna. Można zatem zmniejszyć niepewność 
przez uzyskanie lepszej informacji  i ulepszanie wiedzy i rozumienia. 
Struktura zarządzania ryzykiem – zestaw komponentów, które stano-
wią założenia i organizacyjne przygotowanie projektowania, wprowadzając 
monitoring, przegląd i nieustannie ulepszanie procesów zarządzania ryzy-
kiem w całej organizacji. 
Proces zarządzania ryzykiem – systematyczne stosowanie polityk za-
rządzania, postępowań i praktyk w zakresie komunikacji i konsultacji, zakła-
dających kontekst działalności, identyfikowanie, analizę, ocenianie, trakto-
wanie, monitoring i przegląd ryzyka. 
Traktowanie ryzyka – proces rozwijania się, wybierania i wprowadza-
nia środków (instrumentów) w celu modyfikowania ryzyka. Opisuje ono 
część zarządzania ryzykiem, w której decyzje dotyczą opcji: unikania ryzyka, 
redukcji ryzyka, transferu ryzyka lub jego akceptacji. Traktowanie ryzyka 
również może być rozumiane jako kontrola ryzyka. 33 
Schemat procesu zarządzania ryzykiem przedstawiono na rys. 7. 
Standard ISO 31000 istotnie różni się standardu AS/NZS 4360 tym, że: 
                                                     
31 Źródło: http://www.klubok.net./article2360.html. 
32 Risk Management. Developing & Implementing a Risk Management Framework. Guide. 
March 2010; http://www.vmia.vic.gov.au/~/media/Content-Documents/Risk-
Management/Guides-and-Publications/Risk-Management-Guidelines/guide-developing-risk-
framework.ashx, s. 9. 
33  http://www.rmia.org.au/Standarts/IndustryStandarts/tabid/85/Default.aspx  
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1.  Ryzyko teraz jest zdefiniowane pod względem efektu niepewności  
w osiąganiu celów, podczas gdy poprzedni standard skupiał się na 
ryzyku jako istnieniu szansy, że wystąpi zdarzanie i będzie mieć ono 
wpływ na cele; 
2.  Nowy standard podświetla zbiór zasad, którymi organizacje muszą 
się kierować, aby zarządzanie ryzykiem było efektywne. Zgodnie  
z nimi zarządzanie ryzykiem powinno: 
 tworzyć i ochronić wartość organizacji, 
 być integralną częścią wszystkich procesów, 
 być częścią decyzji, 
 zostać wykorzystane, aby zająć się niepewnością, 
 zbudowane, systematyczne i na czasie, 
 być oparte na najlepszej informacji, 
 być dostosowane do środowiska organizacji 
 zająć się człowiekiem i czynnikami kulturowymi, 
 być przezroczyste, i relewantne, 
 być dynamiczne, dające odpowiedzi na problemy i iteracyjne, 
 ułatwić bezustanną poprawę efektywności organizacji34. 
 
 
 
Rys. 7. Schemat procesu zarządzania ryzykiem 
Fig. 7. Outline of the process of the risk management 
 
Źródło: www.rmia.org.au/Standarts/IndustryStandarts/tabid/85/Default.aspx. 
Source: www.rmia.org.au/Standarts/IndustryStandarts/tabid/85/Default.aspx. 
 
Organizacja powinna zmierzać do ustanowienia i ciągłej poprawy struk-
tury zarządzania ryzykiem. Struktura zapewnia, że informacja o ryzyku wy-
                                                     
34 www.praxiom.com/iso-31000-intro.htm. 
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wiedziona z procesu zarządzania ryzykiem jest właściwa i powinna być pod-
stawą decyzji i ustalenia odpowiedzialności na wszystkich poziomach zarzą-
dzania organizacją. 
    Bez silnego pełnomocnictwa i zaangażowania, struktura zarządzania 
ryzykiem nie będzie utrzymana. Projektowanie struktury  powinno uwzględ-
niać: 
 zrozumienie działalności organizacji i jej kontekstu;  
 założoną politykę zarządzania ryzykiem;  
 zdefiniowaną odpowiedzialność,  
 integrację procesów organizacyjnych, 
 przygotowanie odpowiednich zasobów, by utrzymać strukturę;  
 przyjęte mechanizmy wewnętrznej i zewnętrznej komunikacji.35 
Elementy struktury zarządzania ryzykiem przedstawiono na rys. 8. 
 
 
 
 
Rys. 8. Struktura zarządzania ryzykiem 
Fig. 8. Structure of the risk management 
 
Źródło: www.praxiom.com /iso-31000-intro.htm. 
Source: www.praxiom.com /iso-31000-intro.htm. 
 
Nowy standard dostarcza kierownictwu kilka możliwości w zakresie 
ulepszonego zarządzania ryzykiem. Są to: 
 bezustanna poprawa: przez ustawienie celów występu, przeciw 
które organizacja lub jego kierownik są zmierzone;  
 pełna odpowiedzialność za realizację zadań: wyznaczone osoby 
w pełni akceptują odpowiedzialność, są właściwie wykwalifikowane  
i mają odpowiednie zasoby do sprawdzania układów sterowania, 
monitorowania ryzyka, ulepszania układów sterowania i skutecznego 
porozumiewania się o ryzyku;  
 zarządzanie ryzykiem jest podstawą każdej decyzji: usprawnie-
nie procesu podejmowania decyzji, planowania i określania prioryte-
                                                     
35 http://www.safetyrisk.com.au/2010/05/03/new-risk-management-standard-asnzs-iso-31000. 
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tów dzięki uzyskaniu kompleksowej wiedzy na temat działalności  
organizacji, stopnia niepewności oraz szans i zagrożeń; 
 bezustanna komunikacja: kontakt z wewnętrznymi i zewnętrznymi 
udziałowcami zawierającymi częste zgłaszanie występu zarządzania 
ryzyka;  
 pełna integracja ze strukturą zarządzania organizacją: struktura 
zarządzania organizacją powinna zostać oparta na zarządzaniu  
ryzykiem36. 
 
Uwagi końcowe  
 
Zarządzanie ryzykiem w przedsiębiorstwie staje się koniecznością  
i musi być poodejmowane w celu kontrolowania i minimalizowania zagrożeń 
dla osiągnięcia trwałej wydajności, rentowności i powodzenia operacji. 
Niepewność i ryzyko ograniczają swobodę decyzyjną i trafność wybo-
rów, stają się zatem źródłem strat przedsiębiorstwie. Redukowanie tych 
czynników ma na celu kompleksowe minimalizowanie zakresu ich wpływu na 
proces decyzyjny. Służą temu określone metody redukowania niepewności  
i ograniczania ryzyka. Istnieje wiele takich metod i technik. Wiele takich me-
tod wskazują  standardy zarządzania ryzykiem. Są one także opisane  
w licznych pracach  z zakresu zarządzania37.  
Obecnie przedsiębiorstwa dysponują wieloma standardami, opracowa-
nymi przez międzynarodowe zespoły specjalistów z zakresu zarządzania ry-
zykiem. Jednakże same standardy i oparte na nich koncepcje zarządzania 
nie ochronią firm przed stratami, jeśli nie będą one posiadały rzetelnych sys-
temów kontroli zarządczej i kontroli państwa w zakresie przestrzegania pra-
wa gospodarczego. 
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