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Abstrakt 
V této práci je popsán návrh a realizace informačního systému skautského oddílu, který pro správu 
fotografií využívá aplikačně programové rozhraní. Systém uživatelům poskytuje zejména ucelenou 
správu komponent, příspěvků, akcí a fotografií. Jsou představeny vybrané služby pro správu alb 
a fotografií, které ve své specifikaci nabízejí využití jejich API. Vybranými službami jsou Picasa Web 
Albums, SkyDrive a Rajče.net. Návrh aplikace zahrnuje celkovou architekturu systému a návrh 
databáze. Práce dále obsahuje implementaci systému s využitím API zvolené služby a technologiemi 
PHP, MySQL či JavaScript.  
Abstract 
In this thesis is described design and realization of information system of scout troop which uses 
application programming interface for management of photos. The system provides users complete 
management of components, contributions, events and photos. There are presented selected services 
for the management of albums and photos which offer to use their API in their specification. Picasa 
Web Albums, SkyDrive and Rajče.net are these services. Design of application comprises the whole 
architecture of system and design of database. The thesis also contains an implementation of system 
with use API of chosen service and with technologies PHP, MySQL or JavaScript.  
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 1 Úvod 
Forma skautingu se v průběhu jeho existence, která se datuje na více než jedno století, měnila. Jeho 
základní myšlenky a odhodlání ovšem zůstávají stejné. V dnešní informační a technické době vzrůstá 
potřeba tyto myšlenky šířit a uchovávat i v jiné než slovní podobě. Téměř všechna odvětví lidské 
činnosti se propojují do jedné velké databanky, která se nazývá Internet. Skauting, který klade důraz 
na plnění povinností k sobě, rodině i k celému společenství lidí a přírodě, nezůstává pozadu a nachází 
své místo v informačním světě. Pro účely snadného sdílení myšlenek skautingu je vhodná webová 
aplikace, k níž má v dnešní době přístup i široká veřejnost.  
Aby webová aplikace splnila své účely, je potřeba ji vytvářet s cíleným zaměřením 
na koncového uživatele. V této práci je webovou aplikací informační systém, ve kterém je kladen 
důraz na dodržení pravidel softwarového inženýrství. Zejména je dán důraz na počáteční analýzu, 
specifikaci požadavků a vytvoření podrobného návrhu celého systému. V dalším kroku bude 
uskutečněna implementace a testování, které vyhodnotí využití informačního systému v každodenní 
praxi. 
Tato práce vznikla na podnět 98. skautského oddílu v Ostravě, pro který je informační systém 
určen. Při vytváření informačního systému byly respektovány požadavky tohoto skautského oddílu.  
Obsah je rozdělen do 6 kapitol. Nejprve je popsán současný stav webové stránky 
98. skautského oddílu. Tato část je zaměřena na její nejvýraznější problémy. Jsou nastíněny základní 
požadavky, které jsou kladeny na výsledný systém. V kapitole 3 je představeno aplikační programové 
rozhraní služeb: Picasa Web Albums, SkyDrive a Rajče.net. Následující kapitola 4 se zabývá 
analýzou a návrhem celého systému. Obsahem kapitoly 5 je popis technologií, průběh implementace 
a testování systému. 
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 2 Informační skautské systémy 
V České republice existuje svaz skautů a skautek, který se nazývá Junák. SkautIS1 je projekt Junáka, 
který reprezentuje databázový a informační systém pro administrativu Junáka, jako je např. správa dat 
o členech a oddílech Junáka. S tímto systémem pracují primárně vedoucí jednotek (středisek 
a oddílů). Úroveň používání se mezi jednotkami liší, někteří používají skautIS pro ukládání všech dat 
o svých členech (tj. oddílový adresář dostupný vůdci oddílu kdykoli a kdekoli), jiní zadávají jen 
informace vyžadované pro registraci člena a jinak skautIS nevyužívají.  
2.1 Stav webové prezentace před realizací 
Práce navazuje na dříve vytvořené webové stránky2, jejichž realizace je datována od roku 2007. Jejich 
administrativa se nachází v podobě, která není adekvátní pro další dlouhodobější využívání.  
Správa webových stránek, která zahrnuje vytváření, editaci a odstraňování informací, 
je tvořena postupem vyžadující úpravu informací především na úrovni zdrojového HTML kódu. 
Nesmíme pominout fakt, že takovýto přístup je velice neefektivní a vyžaduje spoustu času ze strany 
editora. Tento proces navíc vyžaduje od administrátora znalost zdrojového kódu a jeho schopnost se 
v něm orientovat. Kromě HTML kódu je i velmi elementárně použit PHP kód, který například 
umožňuje efektivněji spravovat globální navigaci. Vzhledem k situaci, kdy má k této editaci přístup 
větší skupina lidí, existuje pravděpodobná možnost zanesení mnoha chyb do kódu či struktury 
souborů a adresářů. Další velký problém současné webové prezentace souvisí s přístupem více lidí 
k FTP serveru. Při tomto přístupu není například možné zjistit, který uživatel provedl změnu vedoucí 
k chybě. Dále hrozí kompromitace hesla nejen ze strany některého z uživatelů, ale také ze strany FTP 
serveru. Nelze totiž zjistit, zdali se k FTP serveru neoprávněně nehlásí cizí osoba. Stránky využívají 
hostingu serveru webzdarma.cz. Z důvodu obav napadení FTP účtu omezuje poskytovatel připojení 
k FTP serveru. Pokud dojde k přihlášení ke stejnému účtu z více IP adres v krátkém časovém 
okamžiku (30 minut)3, je uživatelova IP adresa zablokována. Po zablokování nemá uživatel z této IP 
adresy přístup k FTP serveru a musí požádat o odblokování IP adresy. 
Na webových stránkách jsou dostupné nejen kategorie s aktuálními informacemi pro jednotlivé 
družiny skautů, ale také obecné informace o oddílu. Nachází se zde i odkaz na fotogalerii, která 
je zprostředkována pomocí služby Rajče.net. Pomocí této služby je možné provádět správu alb 





                                                     
 přihlašovacích údajů. Tato skutečnost znamená především problémy spojené s distribucí 
přihlašovacích údajů. 
2.2 Specifikace požadavků 
Náplní práce je především dodání informačního systému s jeho jednoduchou správou a nezbytná 
úprava vizuální a grafické podoby webové stránky. Důraz je kladen na analýzu, návrh systému za 
použití příslušných metodik a implementaci. Dále je potřeba zajistit testovaní systému s uplatněním 
nastudovaných znalostí. Základní požadavky na systém, které jsou definovány 98. skautským 
oddílem v Ostravě, jsou nastíněny v následujících odstavcích. 
Prvním z nich je rozdělení práv uživatelů systému do jedenácti základních skupin. Těmito 
skupinami jsou světlušky, vlčata, skautky, skauti, rangers, roveři, rádci, vedoucí, rodiče, pomocné síly 
a administrátor. Světlušky představují dívky a vlčata chlapce, kteří mají přibližně 6 až 11 let. Skupina 
skautek se skládá z dívek a skupina skautů z chlapců od 11 do 15 let. Rangers jsou dívky a roveři 
chlapci přibližně od 15 do 26 let. Rádci představují jednotlivé rangers případně rovery, kteří pomáhají 
vedoucím. Do skupiny pomocné síly se řadí externí uživatelé, kteří například vypomáhají 
s oddílovými akcemi. Vedoucí má právo vést jednu či více skupin. Ve vedení jedné skupiny může být 
více vedoucích. Stejná práva platí i pro rádce. V systému se musí počítat i s možností přidat novou 
skupinu (družinu). Pravomoc přidání nové skupiny a její možnosti v systému má administrátor. 
Navazujícím požadavkem je rušení skupin. Administrátorovi je k dispozici možnost rušení nejen nově 
vytvořené skupiny, ale také skupiny původní (např. světlušky).   
Administrátor má možnost vytvářet podstránky velkých táborových akcí a lokální kalendář 
událostí. Tomuto kalendáři je možné nastavit omezení zobrazování akcí, které se pojí pouze 
ke konkrétní skupině. Akce, které se týkají dané skupiny, nejsou jen zobrazeny v kalendáři, ale také 
v sekci s událostmi této skupiny, kde jsou vypsané důležité  informace o akci, jako např. datum, název 
akce a zodpovědní vedoucí. V systému je také veden globální kalendář událostí, který je zobrazen 
v pravé části layoutu každé stránky a informuje o všech akcích oddílu. 
Administrátor i vedoucí mohou libovolně upravovat příslušnou podstránku. Do těchto možností 
spadá úprava aktualit, družinových stránek atd. Vedoucí má k dispozici stránku s kontakty na děti 
i rodiče. Rádcové (rangers, roveři) mají přístup pouze ke kontaktům členů skupiny, ke kterým jsou 
přiřazeni. Vedoucí a rádci mohou přidávat bodování družin. Dále mají možnost přidávat 
či odstraňovat fotografie, které mohou být zveřejněny na stránkách každé družiny, hlavní stránce 
nebo v sekci fotogalerie. Také existuje možnost přidávat fotografie k plánovaným i uskutečněným 
akcím, které jsou zobrazitelné přímo u konkrétní akce. Po kliknutí na tyto fotografie je uživatel 
odkázán do oddílového alba. Vedoucí a rádci mohou také nahrávat a stahovat rozpracované plány 
schůzek a akcí nebo soubory se zápisy z oddílových rad. O informacích, které budou zveřejňovány 
neregistrovaným návštěvníkům webových stránek, mohou rozhodovat administrátoři nebo vedoucí. 
 4 
 Kromě základních požadavků na správu skupin je nezbytné vytvoření fotogalerie. Ta bude 
využívat jedno z nastudovaných API. 
Další požadavky na funkčnost systému budou doplňovány a rozebírány v dalších kapitolách. 
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 3 API webových galerií 
V této kapitole se seznámíme se třemi službami pro správu alb a fotografií, které disponují 
aplikačním programovým rozhraním. Název aplikačně programové rozhraní vychází z anglického 
spojení Application Programming Interface, které je často označováno zkratkou API. Nejprve si 
definujeme pojmy související s API, při nichž budeme vycházet z [1], [2], [3], [5] a [7]. Obsahem 
dalších podkapitol bude stručný popis a srovnání API pro správu fotografií Picasa Web Albums, 
SkyDrive a Rajče.net. 
3.1 Aplikační programové rozhraní 
Aplikační programové rozhraní obecně zahrnuje kolekci protokolů, rutin, nástrojů a knihoven 
využívaných pro tvorbu softwarových aplikací. Za pomoci API může programátor použít již 
naimplementovanou funkci, metodu, třídu či jiný datový prvek, který je v interakci s operačním 
systémem, a vhodně jej zakomponovat do řešení svého problému namísto psaní kódu od úplného 
začátku. Můžeme tedy říci, že API poskytuje úroveň abstrakce mezi aplikací a jádrem OS. Obvykle 
nám i sděluje, jakým způsobem datové struktury API volat.  
API je v kontextu vývoje webových stránek reprezentováno webovým API. To je úzce spjato 
s termínem Webová služba, která představuje způsob komunikace mezi dvěma stroji prostřednictvím 
WWW (World Wide Web). Webová služba zprostředkovává rozšíření dynamičnosti a funkcionality 
webové stránky na základě správy programového kódu. Taktéž umožňuje přijímání nebo zasílaní 
zpráv. Volání či komunikaci s ostatními stroji zajišťuje protokol SOAP4 ve spojení s příkazy 
například: GET nebo POST, které jsou součástí protokolu HTTP5.  Požadavky na konkrétní zprávy 
HTTP zasílá klient (např. webový prohlížeč) a odpovídá na ně server HTTP (např. Apache). Existují 
dva typy zpráv. Prvním typem je požadavek klienta (Request) a druhým je odpověď od serveru 
(Response). Komunikaci zahajuje klient, který vytvoří příkaz GET či POST a zašle jej na server. Ten 
odpoví zasláním požadovaných informací zpět klientovi nebo provedením příslušných změn na 
serveru. Příkaz GET připojuje všechna data k URL. Tato data jsou zobrazena v adresním řádku 
prohlížeče a mohou být zpětně vysledována například podle historie navštívených stránek 
v prohlížeči. V případě použití příkazu POST nejsou data zobrazená v adresním řádku a nemohou být 
vysledována podle historie prohlížených stránek. Příkaz GET omezuje délku URL na straně klienta 
4   SOAP (Simple Object Access Protocol)  je termín pro označení protokolu sloužící pro výměnu zpráv, které 
jsou založeny na značkovacím jazyku XML, ale také popisuje formát zasílaných zpráv. [4] 
5  HTTP (HyperText Transfer Protocol) je nejrozšířenější a nejpoužívanější protokol využívaný pro přenos dat 
mezi klientem a serverem, který využívá při své práci URL adresy. 
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 na 255 znaků. Tato délka platí pro starší verze prohlížečů, ty novější mohou podporovat více znaků. 
Nicméně určitý limit existuje vždy. Naopak data zasílána příkazem POST limit nemají. Omezení dat 
je možné až na straně serveru. 
Webová API mohou být rozdělena podle formátu přenášených dat. Mezi tyto formáty patří 
například JSON (JavaScript Object Notation) [6] a XML (eXtensible Markup Language) [7]. Oba 
tyto formáty jsou nazývané otevřenými, protože jejich specifikace je volně dostupná a dále šiřitelná 
na Internetu. XML i JSON jsou nezávislé na počítačové platformě. U formátu JSON mohou být 
přenášenými daty různé datové struktury (konstrukce polí, objektů, čísel či řetězců). Při transformaci 
takovýchto dat do formátu JSON je vždy jejím výstupem textový řetězec. XML je značkovací jazyk 
(markup language), jehož specifikace je dostupná na webu konsorcia W3C, které XML vyvinulo 
a standardizovalo. Všechny XML dokumenty jsou tvořeny právě jedním kořenovým elementem. 
Element, který je neprázdný, musí být ohraničen počáteční a ukončovací značkou. Může docházet 
k zanořování elementů, avšak nesmí nastat jejich překrytí. Srovnání struktury dat u formátů JSON 
a XML je zobrazeno v ukázkách kódů 3.1 a 3.2. 
{  
"firstname" : "Petr",   
"lastname" : "Vaněk"  
}   





Kód 3.2: Ukázka zápisu dat – formát XML 
Při popisu konkrétních API, v následujících podkapitolách 3.2, 3.3 a 3.4, budeme uvažovat 
formát XML u Picasa Web Albums a Rajče.net a formátu JSON u služby SkyDrive. 
3.2 Picasa Web Albums 
První službou poskytující API pro správu alb a fotografií, na kterou se podíváme podrobněji, je Picasa 
Web Albums. Vývojářům je k dispozici API verze 1.0 a aktuální verze 2.0. V této práci se zaměříme 
na popis novější verze 2.0 [8]. 
Služba Picasa Web Albums je produktem společnosti Google. Pokud chceme prostřednictvím 
API získávat neveřejná data, jako je např. soukromé album či fotografie, musíme provést autorizaci. 
Na výběr máme tyto druhy autorizace: AuthSub, ClientLogin, OAuth 1.0 či OAuth 2.0. V současné 
době je doporučováno využívat pouze autorizaci OAuth 2.0. Jejím výsledkem je autorizační token, 
který použijeme pro získání neveřejných dat a informací.  
OAuth patří mezi otevřené standardy pro autorizaci a autentizaci. Poskytuje způsob přístupu 
k datům uložených na serveru se souhlasem majitele. Je tedy možné data zpřístupnit nejen jejich 
 7 
 právoplatnému majiteli, ale bezpečně je také sdílet s třetí stranou bez nutnosti distribuce 
uživatelského jména a hesla. Konkrétnější užití OAuth 2.0 u Picasa Web Albums je následující. 
Uživatel si zaregistruje svou novou aplikaci a poté získá mimo jiné Client ID, Client secret (textový 
řetězec pro podepsání žádosti) a Redirect URIs. Tyto hodnoty se využijí k zaslání žádosti o udělení 
přístupu k naší aplikaci a získání tokenu, který použijeme při získávání neveřejných dat. 
Každý požadavek, který budeme odesílat pomocí API, by měl obsahovat v HTTP hlavičce 
číslo verze API. Pokud budeme vyžadovat přístup k neveřejným datům, je v hlavičce potřeba uvést 
i získaný autorizační token. Požadavky se zasílají nejčastěji jako příkazy POST a GET. Příkaz POST 
je využíván například pro vytvoření nového alba a příkaz GET pro výpis seznamu fotografií. Dalšími 
využívanými příkazy jsou PUT, PATCH a DELETE. Příkazy PUT i PATCH může uživatel například 
změnit vlastnosti vybraného alba. Příkaz PATCH na rozdíl od PUT nabízí možnost provedení změny 
pouze vybrané části vlastností alba. Příkaz DELETE je možné využít kupříkladu pro smazání alba. 
Pro komunikaci mezi aplikací a serverem je používán formát XML. 
API Picasa Web Albums nabízí kompletní správu alb, fotografií, videí, štítků a komentářů. 
Mezi operace, které se dají s alby provádět, patří: vytvoření nového nebo odstranění stávajícího alba, 
výpis seznamu alb či úprava vlastností požadovaného alba. Ukázka zasílaného požadavku od klienta 
na server s daty v příslušném formátu je znázorněna v kódu 3.3. Tento kód reprezentuje operaci 
vytvoření nového alba za pomoci služby Picasa Web Albums. V kódu 3.3 můžeme vidět příkaz 
POST, který pro zadaného uživatele vytvoří nové veřejné album IT výstava 2013. Místem 
pořízení je označeno ČR, Brno s datem 14.1.2013. 
POST https://picasaweb.google.com/data/feed/api/user/petr.vanek05@gmail.com     
GData-Version: 2.0 




    xmlns:media='http://search.yahoo.com/mrss/' 
    xmlns:gphoto='http://schemas.google.com/photos/2007'> 
  <title type='text'>IT výstava 2013</title> 
  <summary type='text'>Pár fotografií z IT výstavy.</summary> 
  <gphoto:location>ČR, Brno</gphoto:location> 
  <gphoto:access>public</gphoto:access> 
  <gphoto:timestamp>1356408000000</gphoto:timestamp> 
  <media:group> 
    <media:keywords>it vystava, 2013</media:keywords> 
  </media:group> 
  <category scheme='http://schemas.google.com/g/2005#kind' 
    term='http://schemas.google.com/photos/2007#album'></category> 
</entry> 
Kód 3.3: Vytvoření nového alba službou API Picasa Web Albums 
Podobně jako u alb jsou i u fotografií k dispozici základní akce, které je možné s fotografiemi 
provádět. Těmito akcemi jsou: přidání nové fotografie, odstranění fotografie či výpis seznamu 
fotografií daného alba. Fotografie mohou být v různých formátech (např. png, jpeg). Výpisy můžeme 
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 rozdělit do tří skupin. První skupinou je výpis fotografií, které se nacházejí v našem vlastním albu. 
Druhou skupinou je získání seznamu fotografií, které byly nedávno nahrány. Poslední skupinou jsou 
fotografie, které se nacházejí ve veřejných albech jiných uživatelů. Další možnou operací, kterou 
můžeme provést, je aktualizace fotografií. K této operaci patří aktualizace samotné fotografie neboli 
jejich binárních dat či aktualizace metadat dané fotografie. Pomocí API jsme také schopni nahrávat 
videa v různých formátech (např. avi, mp4, 3gpp). 
Dalšími operacemi, které může programátor využít, jsou práce se štítky (tagy) a komentáři. 
Akce se štítky jsou podobné jako u fotografií či alb. K dispozici máme operace pro získání seznamu 
štítků, které uživatel používá, dále přidání nového štítku k fotografii nebo odstranění štítku. Existuje 
také možnost vyhledávání fotografií pomocí zadaného štítku. U komentářů je situace obdobná. Je 
možné využít operace pro výpis seznamu všech komentářů či komentářů u vybrané fotografie. Dále 
lze také přidávat nebo odstraňovat komentáře u zvolených fotografií.  
3.3 SkyDrive 
Dalším prostředkem pro sdílení fotoalb na internetu je služba SkyDrive [9]. Vytvořila ho společnost 
Microsoft, která se stará i o jeho správu a distribuci API. 
 Pro přístup uživatele k neveřejným datům (např. data jiného uživatele) využívá autorizační 
token, který zaručí ověření práv uživatele pro přístup k požadovaným datům a informacím. Tento 
token uživatel získá díky autorizaci pomocí protokolu OAuth 2.0. Token se zasílá v hlavičce 
příslušného příkazu.   
 Požadavky na konkrétní data se u SkyDrive zasílají příkazem GET, který je využit například 
pro načtení dané fotografie. Dále je využíván příkaz POST. Pomocí tohoto příkazu je možné 
kupříkladu vytvořit nový štítek. Dalšími použitými příkazy jsou PUT (např. aktualizace vlastností 
fotografie) a DELETE (např. odstranění štítku). 
Výběr příkazu záleží na typu požadavku, který budeme zasílat. SkyDrive při zasílaní 
i přijímání dat ze serveru pracuje s textovým formátem JSON, který je popsán v kapitole 3.1. 
API služby SkyDrive nabízí možnost prezentace a správy fotografií (obrázků) různých 
formátů (jpeg, png apod.) a videí. SkyDrive také podporuje práci s dalšími souborovými formáty 
např. pdf, doc a další. Rovněž využívá pro členění souborů do skupin složky. Speciální typ složky je 
album. Pro přístup k těmto druhům složek a souborů (fotografiím a videím), které jsou v nich 
uloženy, musíme využít mírně odlišných příkazů API (požadavek zasílaný na server má rozdílnou 
cestu v URL) než k ostatním souborům a složkám. U SkyDrive se dají do alb ukládat kromě fotografií 
a videí navíc také zvukové formáty (mp3 apod.). 
Pro práci s alby poskytuje SkyDrive operace pro vytváření a odstranění alba, dále pak načtení 
či úpravu informací o požadovaném albu. Na kódu 3.4 je představeno vytvoření alba službou API 
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 SkyDrive. Požadavek obsahuje pouze jediný povinný parametr, kterým je název vytvářeného alba. 
Další volitelné parametry, které je možné u vytváření alba využít, jsou uvedeny v [9]. 
POST https://apis.live.net/v5.0/me/albums HTTP/1.1 




    "name": "IT výstava 2013" 
} 
Kód 3.4: Vytvoření nového alba službou API SkyDrive 
Akce, které je možné provádět s fotografiemi, videi a audio záznamy, jsou nahrávání, aktualizování či 
mazání . Další akcí je možnost čtení samotných dat ze serveru. Můžeme načíst jejich vlastnosti nebo 
jejich obsah. Existuje také možnost využití štítků u jednotlivých souborů. Opět se jedná o operace: 
vytvoření, odstranění a čtení daného štítku. Dále je možné využít operace pro vytváření, čtení 
a mazaní komentářů. 
3.4 Rajče.net 
Poslední službou, kterou si uvedeme pro správu a prezentaci alb a fotografií na Internetu, je Rajče.net. 
I u této služby může uživatel využít příslušné aplikační programové rozhraní [10]. 
Komunikace probíhá prostřednictvím protokolu HTTP. Požadavky se zasílají pouze příkazem 
POST v položce jménem data. U služby Rajče.net je pro odesílání žádosti serveru i pro přijetí 
odpovědi od něj použitý formát XML. 
Rajče.net využívá pro přístup ke všem datům (veřejným i neveřejným) autorizační token. Tento 
token získá uživatel v odpovědi od serveru po provedení operace přihlášení. Většina dalších akcí, 
které je možné provádět prostřednictvím API, vrací taktéž přístupový token. Ten nahrazuje token 
původní. Žadatel musí při operaci přihlášení uvést svůj přihlašovací e-mail a heslo ve tvaru hash, 
který získá použitím kryptografické hashovací funkce MD5. Dalším parametrem je identifikátor 
uživatelova programu. Tento identifikátor slouží k aktualizaci klientské aplikace za předpokladu 
zajištění aktualizace přes API Rajče.net. Identifikátor programu získá uživatel zaregistrováním 
u správce služeb API Rajče.net. Pokud uživatel nebude využívat aktualizaci aplikace, může být 
identifikátorem libovolně zvolený textový řetězec, u kterého bude velká pravděpodobnost unikátnosti. 
Posledním povinným parametrem je verze klienta. 
API Rajče.net disponuje operacemi pro práci s alby a fotografiemi. Alba je možné vytvářet, 
mazat či získat seznam všech svých alb nebo alb cizího uživatele. V API lze dále nalézt akce pro 
přidávání a odstraňování fotografií ze svých alb a výpis jejich seznamu. Příklad požadavku 
na vytvoření nového alba je zobrazen v kódu 3.5. Požadavek obsahuje povinný parametr název alba, 
autorizační token a číselný příznak, který značí viditelnost alba (1 značí viditelné album). 
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          <command>createAlbum</command> 
          <parameters> 
               <token>159309&amp;f2a4281b61&amp;api_rajce_bp</token> 
               <albumName>IT výstava 2013</albumName> 
               <albumVisible>1</albumVisible> 
         </parameters> 
</request> 
Kód 3.5: Vytvoření nového alba službou API Rajče.net 
Dalšími dostupnými operacemi jsou nahrávání videí. Programátor má také možnost využít 
akce pro vyhledávání konkrétních uživatelů nebo alb podle zadaných kritérií.  
Mezi obecnější operace patří získání informací o seznamu všech možných kategorií, 
do kterých může uživatel zařadit svá alba, případně získání seznamu nejlepších alb v dané kategorii. 
Pokud uživatel zapomene své heslo, může využít akci pro jeho obnovu. Má také možnost získat 
všechny informace o svém uživatelském účtu. 
3.5 Srovnání API 
Všechna API služeb, která byla postupně představena v kapitolách 3.2, 3.3 a 3.4, využívají 
při přístupu k neveřejným albům autorizační tokeny, které jsou zasílány v hlavičkách příkazů. Picasa 
Web Albums a SkyDrive využívají k autorizaci a získání autorizačního tokenu protokol OAuth 2.0. 
Oproti tomu u služby Rajče.net získává uživatel autorizační token v odpovědi od serveru po 
provedení operace přihlášení. 
Pro zasílání požadavků z klienta na server používají všechny představené API příkaz POST. 
Picasa Web Albums i SkyDrive využívají mimo jiné i příkazů GET, DELETE a PUT. Picasa Web 
Albums nabízí navíc možnost užití příkazu PATCH. Jejich použití se váže na typ požadavku, který 
chce uživatel provést. 
SkyDrive komunikuje prostřednictvím JSON, naopak zbylé dvě služby přenášejí data 
ve formátu XML. 
Všechny API představených služeb obsahují možnost provádět základní operace s alby. Mezi 
tyto operace, které mohou být s alby prováděny, patří: vytvoření nového nebo odstranění stávajícího 
alba, výpis seznamu alb či úprava vlastností (informací) požadovaného alba. Výjimku tvoří API 
služby Rajče.net, které nedisponuje žádnou akcí pro editaci alba (změna názvu alba či jeho popisu). 
U všech uvedených API existují klasické akce pro práci s fotografiemi. Těmito akcemi jsou: 
přidání nové fotografie, odstranění fotografie či výpis seznamu fotografií daného alba. Operací, 
kterou může provést uživatel pouze u služeb Picasa Web Albums a SkyDrive, je aktualizace 
fotografie. 
 11 
 Popisované služby podporují nejen manipulaci s obrázkovými formáty (jpeg, png apod.), ale 
také nahrávání souborů videí v různých formátech (např. avi, mp4). U SkyDrive se dají navíc do alb 
ukládat kromě fotografií a videí také zvukové formáty (mp3 apod.), případně další souborové formáty 
(pdf, doc apod.). 
Picasa Web Albums i SkyDrive disponují operacemi se štítky (tagy). K dispozici jsou operace 
pro získání seznamu štítků, které uživatel používá, dále přidání nového štítku k fotografii nebo 
odstranění štítku. U služby Picasa Web Albums navíc existuje také možnost vyhledávání fotografií 
podle zadaného štítku. U služby Rajče.net operace se štítky neexistují. Je zde však možné rozdělit 
alba do kategorií, které štítky do jisté míry nahrazují. 
Uživatel má možnost u Picasa Web Albums a SkyDrive využít akce spojené s komentáři. 
Může využít akce buď pro výpis seznamu všech komentářů, nebo jen komentářů u vybrané 
fotografie. Dále lze také přidávat či odstraňovat komentáře u zvolených fotografií. 
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 4 Návrh systému 
V této kapitole je popsán návrh aplikace, který vychází ze specifikace požadavků od 98. skautského 
oddílu. Budeme se zabývat vytvořením modelů systému a navržením databáze. Při tvorbě kapitol 4.2 
a 4.3 bylo čerpáno z [11] a [12], kapitola 4.4 vychází z [13] a [14]. 
Pokud má vývojář při vytváření struktury systému k dispozici moderní metodiky softwarového 
inženýrství, měl by je vhodným způsobem použít. U návrhu informačního systému se konkrétněji 
jedná o model případu užití a entitně-vztahový model. Model případu užití zaznamenává vnější 
pohled na systém, který modelujeme. Entitně-vztahový model slouží pro abstraktní a konceptuální 
popis dat. 
4.1 Architektura systému 
Architektura informačního systému představuje celkovou koncepci aplikace zahrnující budoucí 
podobu vytvářeného systému (komponenty, vazby apod.). Pro vytvoření struktury aplikace byla 
v práci použita třívrstvá architektura, která je složena z datové, aplikační a prezentační vrstvy [16].  
Datová vrstva (backend) zahrnuje databázový systém aplikace a množinu operací (ukládání, 
modifikaci dat apod.). Úkolem druhé vrstvy (aplikační), která je označována termínem middleware, 
je provádění transformací dat (např. bezpečnost aplikace). Prezentační vrstva (fronted) poskytuje 
vizuální prezentaci výsledků a komunikaci s uživatelem.  
4.2 Model případů užití 
Model případů užití je jednou z forem softwarového inženýrství pro získávání a dokumentování 
požadavků. Tento model obsahuje čtyři komponenty. První komponentou jsou účastníci (aktéři), kteří 
představují stanovené role osobám či předmětům využívající modelovaný systém. Akce, které mohou 
aktéři se systémem provádět, se nazývají případy užití. Další komponentou jsou relace, které 
reprezentují vztahy mezi aktéry a případy užití. Poslední komponentu tvoří hranice systému. Ty jsou 
chápány jako ohraničení, která jsou zobrazená okolo případů užití. 
Model případů užití je reprezentován diagramem případů užití. Tento diagram je uveden 
na obrázku 4.1. V něm jsou konkrétně ukázány uživatelské role (účastníci) a vztahy mezi nimi. Mezi 
jednotlivými účastníky je použit vztah generalizace/specializace, který označuje specializované 
případy určitého obecného případu. Jednotlivé zobrazené případy užití (případy, které jsou 
ohraničeny pouze jednou elipsou) v sobě zahrnují další navazující případy užití připojené relacemi 
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 extend. Tato relace rozšiřuje případ užití X (např. Správa fotografií) o dodatečnou funkcionalitu 
případu užití Y (např. Přiřazení fotografií). Účastníci tohoto modelu jsou: 
•   Běžný uživatel – představuje nepřihlášeného aktéra systému, jenž má možnost číst veřejný 
obsah systému (v diagramu případ užití Prohlížení veřejného obsahu). 
•   Člen – může prohlížet veřejný obsah systému (případ užití Prohlížení veřejného obsahu) 
a také může po přihlášení prohlížet interní části, ke kterým má přístupová práva. 
V diagramu je tato situace zahrnuta pod případ užití Prohlížení interního obsahu, který by 
mohl být dále členěn na Prohlížení aktualit, Prohlížení akcí apod. Dalším zobrazeným 
případem užití je Čtení vlastních informací. Do něj patří například: čtení kontaktů, 
získaných bodů, organizačních informací nebo budoucích plánů. Člen zde pro jednoduchost 
představuje zobecněný pojem pro další účastníky (např. skautky či rangers). 
•   Rodič – rozšiřuje možnosti člena, ke kterým přidává čtení kontaktních informací (pro 
ověření správnosti), jež jsou zařazeny do případu užití Čtení informací o členech. Tomuto 
účastníkovi jsou zpřístupněny pouze informace týkající se jeho vlastního dítěte.  
•   Rádce – může obdobně jako rodič číst informace o členech, za které zodpovídá. Dále se 
k němu váží akce, které jsou zařazeny v Hodnocení družin a také ve Správě fotografií. Tato 
správa zahrnuje možnost editovat oddílovou fotogalerii, která využívá aplikačně 
programového rozhraní. Rádci mohou využít možnosti přikládat fotografie k plánovaným 
i proběhlým akcím nebo také přidávat fotografie na hlavní stránku družiny. K těmto 
případům užití je přidána možnost Správy soukromé diskuse a Správy textového obsahu, 
který může být dále segmentován na Úpravy aktualit či Úpravy družinové stránky. Dalším 
případem užití je Správa kalendáře akcí zahrnující kompletní operace pro plánované akce 
všech družin oddílu. 
•   Vedoucí – disponuje možnostmi rádce, které doplňuje pravomocí Spravovat autorizaci 
uživatelů. Má možnost Přidání nového uživatele, Odebrání uživatele apod.  
•   Administrátor – podobně jako vedoucí může provádět akci Správa autorizace uživatelů. 
Oprávnění má hierarchickou podobu - nového administrátora může přidat pouze 
administrátor, nového vedoucího může přidat vedoucí i administrátor a oba mohou přidávat 
členy ostatních skupin. Kromě této funkce má administrátor možnost přidání podstránek 
nových družin a velkých akcí, které jsou zabaleny do případu užití Správa komponent. 




Obrázek 4.1: Diagram případů užití 
4.3 Entitně-vztahový model 
Entitně-vztahový model, který bývá v literatuře označován anglickým termínem entity-relationship 
model (ER model), je základním modelem reprezentujícím požadavky na data uložená v databázi. 
Z tohoto modelu vychází návrh tabulek relační databáze. ER model pracuje se dvěma základními 
prvky – entitami a vztahy. Takový model je nejčastěji prezentován v podobě ER diagramu. Tento 
diagram představuje graf, ve kterém dílčí uzly reprezentují entitní množiny. Vztahy mezi uzly 
odpovídají jednotlivým hranám. Diagram obsahuje atributy, které jsou zahrnuty uvnitř entitních 
množin. 
Na obrázku 4.2 je znázorněn ER diagram, ve kterém jsou zobrazeny vztahy mezi entitními 
množinami obsahující také náležité kardinality. Kandidátní klíč, který současně představuje primární 
klíč (atribut id), je obsažen ve všech entitních množinách. Ve vyobrazeném diagramu nejsou 
zaneseny v jednotlivých entitních množinách cizí klíče. Diagram, který je uveden na obrázku 4.2, 
obsahuje tyto následující entitní množiny: 
• Uživatel – je entitní množina, která představuje přihlášeného uživatele k informačnímu 
systému. Tvoří ji povinné atributy: heslo, jméno, pohlaví, datum narození, ulice, město, PSČ, 
telefon, aktivita uživatele; a nepovinný atribut - adresa webových stránek. Atribut aktivita je 
využit pro odlišení bývalých členů oddílu (systému). Dále obsahuje dvojici kandidátních 
klíčů, kterou je přezdívka a e-mail.  
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 • Skupina – představuje seznam skupin (např. rádce, administrátor, rangers). Může 
se vyskytovat i více skupin téhož typu (např. dvě skupiny světlušek). Skupina má tři povinné 
atributy: název, popis a viditelnost. 
• Oprávnění – zahrnuje seznam oprávnění, kterého mohou nabývat uživatelé nebo také 
skupiny. U oprávnění jsou vedeny atributy: název, stupeň a popis. Přihlášený uživatel může 
nabývat více uživatelských rolí. 
• Komponenta – představuje jednotlivé části navigace, které mohou být přidány u každé 
skupiny. Jsou sledovány povinné atributy: název, typ, pořadí komponenty v navigaci, 
viditelnost a veřejnost komponenty. V případě aktivity atributu viditelnost je komponenta 
zobrazena pro všechny uživatele, v opačném případě je viditelná pouze pro správce systému 
v editační sekci. Aktivita atributu veřejnost umožňuje zobrazení vybraných komponent 
i nepřihlášeným uživatelům, na rozdíl od její pasivity, při které je komponenta zobrazena 
pouze přihlášeným uživatelům. 
• Příspěvek – reprezentuje primárně textový obsah vkládaný administrátorem či vedoucím. 
Jednotlivé příspěvky obsahují název, obsah, druh, datum vytvoření, pořadí při výpisu, 
viditelnost a veřejnost příspěvku. Princip viditelnosti a veřejnosti příspěvku je obdobný jako 
u komponenty. 
• Akce – identifikuje plánované, probíhající či proběhlé akce. Entitní množina akce obsahuje 
atributy: název, typ, popis a datum uskutečnění akce. 
• Fotografie – je seznam dostupných fotografií, které mohou být také přidávány k akcím. 
Fotografie má následující atributy: název, identifikátor alba, do kterého fotografie patří 
a webovou adresu originální fotografie. 
• Hodnocení – určuje bodový stav uživatelů, kteří jsou zařazeni v různých družinách. Obsahuje 
povinný atribut rok, který do jisté míry plní funkci názvu hodnocení. Dalšími povinnými 
atributy jsou měsíc, den hodnocení a získané body. 
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Obrázek 4.2: Entitně-vztahový diagram systému 
4.4 Databáze 
Databáze představuje uspořádanou množinu záznamů a souborů, která uchovává perzistentní data 
z reálného světa. V této práci je konkrétně použita relační databáze. Základní strukturu relační 
databáze tvoří tabulka. Každá tabulka obsahuje atributy a záznamy. Atributy reprezentují sloupce 
a záznamy jednotlivé řádky tabulky. U databází existují pojmy báze dat (DB) a DataBase 
Management System (DBMS), který je často do češtiny překládán jako systém řízení báze dat 
(SŘBD). Tuto bázi dat zahrnují samotná data, která jsou v databázi uložena. SŘBD se stará o fyzické 
uložení a správu dat. V práci je využit systém řízení báze dat – MySQL. 
 MySQL je k dispozici pod dvěma licencemi (bezplatnou licencí GPL a komerční placenou 
licencí). Komunikace s databází MySQL probíhá prostřednictvím dotazovacího jazyka SQL 
(Structured Query Language). SQL představuje standard pro formulování databázových dotazů. 
MySQL je jazyk, který rozšiřuje tento standard. Mezi nedostatky MySQL patřila absence pohledů, 
uložených procedur a triggerů. Všechny tyto nedostatky již byly odstraněny. Problém, který však 
stále přetrvává, je příliš jednoduché zálohování dat.  
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  Při tvorbě nové tabulky v MySQL musíme uvést i její typ (MyISAM či InnoDB). MyISAM je 
stabilní a snadně spravovatelný typ tabulek. Novější typ tabulek InnoDB disponuje obdobnými 
vlastnostmi jako typ MyISAM. K těmto vlastnostem přidává možnosti spouštění databázových 
operací jako transakcí a zachování referenční integrity, která zahrnuje pravidla cizího klíče. 
Nevýhoda typu tabulek InnoDB spočívá v jejich stabilitě a nemožnosti vytvoření fulltextového 
indexu. V práci je zvolen typ tabulek MyISAM. Tento typ tabulek je vzhledem k zaměření 
informačního systému dostačující.  
Každý sloupec, který je vytvořen v tabulce databáze MySQL, musí obsahovat nějaký datový 
typ. MySQL podporuje různé datové typy. Mezi číselné datové typy sloupců (atributů), které byly při 
návrhu databáze použity, patří především int a mediumint. Int byl použit například pro sloupce ID, 
které jednoznačně identifikují každý záznam v tabulce. Pro obdobu logického datového typu boolean 
(pravda/nepravda) byl použit typ tinyint. Tento datový typ byl zaveden zejména ve sloupcích, které 
informovaly o viditelnosti vytvořených komponent nebo skupin. Dalšími datovými typy jsou 
například timestamp, date či year, které byly použity pro kalendářní data a časy. Pro práci s krátkými 
řetězci znaků byly užity datové typy char a varchar. Příkladem nasazení typu char je například 
sloupec informující o pohlaví přihlášeného uživatele. Datový typ varchar je použit např. pro uložení 
hesel uživatelů. Pro delší řetězce byl nasazen datový typ text.  
Hesla jsou ukládána v podobě otisku původního hesla, který se nazývá hash [15]. Pro získání 
hash existují kryptografické hashovací funkce. Ty převádí vždy stejný textový řetězec na totožný 
hash s konstantní délkou. Z takto vytvořeného hash se nedá původní řetězec zjistit v rozumném 
časovém intervalu. Problémem může být kolize hesel. To je situace, kdy dva či více uživatelů zadají 
stejné heslo. Pokud takto učiní, bude výsledný hash taktéž identický. V případě zjištění této situace 
některým z uživatelů, kteří mají stejné heslo, se může takovýto uživatel přihlásit na účty ostatních 
uživatelů se stejným heslem. Aby kolize hesel nenastala, byl k heslu přidán tzv. salt (sůl). Náhodně 
generovaný salt (opět se jedná o textový řetězec) pro každého uživatele je v databázi uložen 
v samostatném sloupci tabulky uživatelé, aby bylo možné provést opětovné ověření uživatele. 
Kryptografickou hashovací funkcí byla zvolena SHA-512. 
 Pro vylepšení výkonu a rychlosti prováděných akcí nad tabulkami (vyhledávání, třídění) byly 
zavedeny indexy (datové struktury). V praxi představuje index další soubor popřípadě další oblast 
souboru v databázi. Obsahem tohoto souboru jsou setříděné odkazy na jednotlivé záznamy v tabulce. 
Byly aplikovány čtyři typy indexů. Prvním typem je běžný (ordinální) index. Úlohou běžného indexu 
je pouze zrychlení přístupu k uloženým záznamům, které mohou mít stejné hodnoty. Na vytvořené 
sloupce, u kterých musí ukládané hodnoty splňovat podmínku jednoznačnosti, byl využit unikátní 
index (sloupec s přezdívkou či e-mailem uživatele). Všechny tabulky obsahují primární klíč, který se 
nastavuje pro jednoznačnou identifikaci každého záznamu v databázi. Pro taková pole musí existovat 
primární index, který se odlišuje od unikátního indexu vlastností NOT NULL (vždy musí být 
obsažena hodnota). Posledním typem indexu je index fulltextový, který vytvoří na každém dlouhém 
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 textu seznam slov, čímž výrazně sníží obtížnost a časové intervaly fulltextového vyhledávání. Tento 
typ indexu byl užit např. u textových obsahů novinek. 
 Na obrázku 4.3 je zobrazena struktura navržené tabulky uchovávající údaje o uživatelích, 
kteří mají právo číst popřípadě spravovat vnitřní části informačního systému. Tabulka obsahuje 
sloupce s datovými typy a maximálními délkami. Jsou přítomny také tři typy indexů. Sloupec 
id (identifikační číslo uživatele) využívá primární index. Na sloupce prezdivka a email byly 
aplikovány unikátní indexy. Běžný index užívá pouze sloupec prijmeni. Téměř všechny sloupce musí 
obsahovat nenulovou hodnotu. Výjimkou je informace o vlastní URL daného uživatele, která nemusí 
být zadána. 
 
Obrázek 4.3: Příklad tabulky uživatelé, která byla vytvořena při návrhu databáze 
 19 
 5 Implementace 
V této kapitole jsou nejprve představeny technologie, které byly využity při implementaci aplikace. 
Poté je popsána grafická podoba systému a rozdělení struktury uživatelského rozhraní. Následuje 
popis dvou stěžejních modulů, do kterých byla implementace rozčleněna. První modul se zabývá 
popisem práce na celkové správě fotogalerie. Druhý modul je obecnější a popisuje vytvoření vnitřní 
správy systému zahrnující možnosti pro přidávání, editaci a odebírání uživatelů, komponent, 
příspěvků, skupin uživatelů, bodování a akcí. V poslední částí této kapitoly je popsán průběh 
a výsledek testování systému. 
5.1 Použité technologie a nástroje 
Systém byl vyvíjen pro neziskovou organizaci. Z tohoto důvodu byly při implementaci nasazeny 
technologie, které jsou k dispozici s bezplatnou licencí. Mezi hlavní použité technologie patří PHP, 
MYSQL, HTML, CSS a JavaScript. 
HTML (HyperText Markup Language) je značkovací jazyk využívaný pro tvorbu 
hypertextových dokumentů. HTML dokumenty definují pouze strukturu a jejich obsah. HTML je 
aplikací obecného značkovacího jazyka SGML (Standard Generalized Markup Language). O správu 
standardu jazyka HTML se stará mezinárodní konsorcium W3C. [17] 
CSS (Cascading Style Sheets) je jazyk, který definuje vzhled dokumentu a je nezávislý 
na jeho obsahu. Tyto dokumenty mohou být zapsány v jazycích HTML, XHTML či XML. Návrh 
i správa CSS je v kompetenci standardizační organizace W3C. 
PHP (původně Personal Home Page, nyní nejčastěji rekurzivně Hypertext Preprocesor) je 
skriptovací programovací jazyk, který je primárně určený pro správu dynamických internetových 
stránek. PHP představuje technologii, která běží na straně serveru. Na server je zaslán požadavek 
na změnu dat či provedení výpočtu. Tyto požadavky jsou na serveru zpracovány a uživateli je zpět 
zaslána interpretovaná odpověď nejčastěji ve formě HTML, XHTML nebo XML. Na hostinzích je 
jazyk PHP v současné době užíván především v kombinaci s webovým serverem Apache 
a databázovým systémem MySQL. Kromě základních knihoven a funkcí pro práci s databází, řetězci 
či poli byly využity funkce z knihovny libcurl. Tato knihovna slouží pro připojení a komunikaci se 
servery, které pracují s různými typy protokolů. Libcurl umožňuje načtení dat z externích URL. 
V současné době podporuje například protokoly HTTP, HTTPS, LDAP či FTP. 
Dále bylo využito standardní rozhraní DOM (Document Object Model) konsorcia W3C pro 
práci s dokumenty XML. DOM představuje prostředek, kterým se XML dokument mapuje 
na stromovou hierarchii objektů v paměti. 
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 JavaScript patří mezi multiplatformní objektově orientované skriptovací jazyky. Nejčastěji je 
využíván jako interpretovaný programovací jazyk pro webové stránky. JavaScript se řadí mezi 
klientské skripty. Z tohoto důvodu je program zaslán se stránkou na klienta (prohlížeč) a až zde je 
vykonáván. Klientská verze JavaScriptu je obvyklou součástí většiny současných webových 
prohlížečů. 
Další použitou technologií je AJAX (Asynchronous JavaScript and XML), který představuje 
kolekci technologií pro vývoj interaktivních webových aplikací. Zásadním přínosem AJAXu je 
možnost změny obsahu webových stránek bez potřeby jejich znovunačtení při každé operaci. 
Dále byla nasazena knihovna jQuery. Jedná se o JavaScriptový framework, který je 
orientovaný na práci s HTML. Mezi jeho hlavní výhody patří snazší přístup a manipulace s elementy.    
Při implementaci byly také využity externě dodané pomocné PHP třídy a javascriptové řešení.  
Prvním z nich je šablonovací třída TemplatePower6, která umožňuje získání přehledného kódu 
oddělením PHP od HTML kódu. Dále je využita třída PHPmailer7, která slouží pro efektivní zasílání 
e-mailových zpráv. Při přidávání komentářů ve fóru či v diskusi u akcí oddílu je prováděno ověřování 
uživatele z důvodu odlišení skutečného uživatele od robotů. K tomuto ověřování je využita třída 
reCAPTCHA8. Editor NicEdit9 byl do systému integrován pro snadnou editaci textových příspěvků 
bez nutnosti znát syntaxi jazyka HTML. 
 Aplikace byla vytvářena ve vývojovém prostředí NetBeans IDE 7.2.1 pod OS Microsoft 
Windows 7. Systém byl před nasazením na vybraný webhosting vyvíjen na webovém serveru Apache 
2.4.3 s verzí PHP 5.4.7 a databázovém serveru 5.5.27. Pro efektivní tvorbu a správu databáze byl 
využit PHPMyAdmin 3.5.2.2. K vytvoření či úpravě grafických segmentů byla využita aplikace 
GIMP 2. 
5.2 Grafické uživatelské rozhraní 
Grafické uživatelské rozhraní splňuje požadavky na jednoduchost, přehlednost a ergonomičnost. 
Struktura zobrazených textových i grafických informací směřuje od obecného ke konkrétnímu 
obsahu. Grafický vzhled a struktura dokumentů je optimalizována pro nejpoužívanější typy 
prohlížečů.10  
Styl navrženého layoutu (vizuální organizace stránky) má jednoduchou strukturu s využitím 








                                                     
 rozdělen do dvou sloupců (levý a pravý). Hlavními barvami layoutu byly zvoleny šedá 
(hexadecimální zápis - #5e5e5e) a oranžová (#c66b00), které byly prostřednictvím grafického 
programu GIMP převedeny do textury s tkaninovým vzorem. Základní design stránek nacházejících 
se ve vnitřní (viditelné pro přihlášené uživatele) i vnější (viditelné pro běžné uživatele) části aplikace 
je jednotný.  
5.3 Modul fotogalerie 
Prvním ze dvou hlavních modulů systému je modul fotogalerie. Ten zahrnuje celkovou správu 
fotografií a alb oddílu prostřednictvím API vybrané služby z kapitoly 3. Při vývoji modulu fotogalerie 
bylo zvoleno API Picasa Web Albums, které disponuje všemi potřebnými operacemi kladenými 
na výsledný systém.  
5.3.1 Využití API Rajče.net 
Zpočátku vývoje systému bylo zvažováno využití API Rajče.net. Hlavním důvodem byl již vytvořený 
a dlouhodobě využívaný účet a také přidané fotografie oddílu na tomto serveru. Provedením analýzy 
však byly zjištěny významné nedostatky tohoto API, které zamezovaly další možnou práci s API 
služby Rajče.net. Mezi zásadní nedostatky patří absence operací pro úpravu informací o albu (změna 
názvu, popisu alba apod.). Tyto nedostatky byly konzultovány s vývojáři API Rajče.net. Ti sice mají 
v dlouhodobém plánu tvorbu kompletního a systematicky navrženého API, ale v krátkodobém 
časovém horizontu bohužel neplánují chybějící operace implementovat. Z tohoto důvodu bylo 
od využití API Rajče.net upuštěno a pro implementaci fotogalerie bylo využito zmíněné API Picasa 
Web Albums.  
Před zahájením implementace chyběla ve specifikaci API služby Rajče.net také další 
významná operace a to odstranění vybrané fotografie z alba. I přes uvedenou reakci vývojářů API 
byla krátce po dokončení implementace systému tato operace doplněna. 
5.3.2 Využití API Picasa Web Albums 
Aby bylo možné využívat API Picasa Web Albums musel být nejprve založen nový Google účet. 
Systém provádí operace s fotografiemi a alby, které má v kompetenci pouze přihlášený uživatel 
k danému Google účtu, na němž se data nachází. Z tohoto důvodu bylo nutné vytvořit bezpečnou 
cestu, kterou libovolný uživatel povolí přístup ke svým datům aplikaci informačního systému bez 
nutnosti distribuce svých přihlašovacích údajů ostatním uživatelům.  
Pro autentizaci a autorizaci uživatele byl využit protokol OAuth 2.0. Byla provedena 
registrace (vytvoření) nové API aplikace na serveru Google. Postup a nutné parametry, které se 
musely při registraci nastavit, jsou blíže specifikovány v příloze práce. Výsledkem registrace nové 
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 API aplikace byly především položky Client ID, Client secret a Redirect URIs. Tyto informace jsou 
použity pro povolení přístupu k datům uživatele. Uživateli, od kterého mají být čerpána data pro 
fotogalerii oddílu, je nabídnut formulář pro potvrzení či zamítnutí propojení informačního systému 
oddílu a jeho účtu. Takovým uživatelem je primárně administrátor informačního systému, který má 
ovšem možnost odkaz na formulář bezpečně distribuovat i jinému uživateli. Odkaz má předem 
připravený tvar, který bylo nutné specifikovat. Důležité je uvedení tzv. scope. Scope udává druh 
informací (popřípadě aplikace), které budou prostřednictvím API získávány a ke kterým musí dát 
uživatel souhlas. Pro informační systém oddílu byla nastavena scope základních informací o uživateli 
(zejména pro získání ID uživatele) a přístup ke službě Picasa Web Albums. Dále bylo nutné uvést 
Client ID aplikace a Redirect URIs nutné pro přesměrování (po potvrzení či nepotvrzení žádosti 
o přístupu k aplikaci) na stránky informačního systému, který žádá o přístup. Poslední proměnnou 
v URL žádosti je typ přístupu. Pro vytvářený systém byl použit typ offline, který umožňuje přístup 
k datům uživatele i v době, kdy není přihlášený ke svému účtu. Výsledkem úspěšného potvrzení 
formuláře byl autorizační kód.  
Nyní bylo nutné získat refresh token, který slouží pro první získání a pozdější obnovu 
autorizačního tokenu při jeho expiraci. Žádost o refresh token je zaslána prostřednictvím knihovny 
libcurl příkazem POST. Kromě Client ID, Client secret, Redirect URIs, získaného autorizačního 
kódu, musí být uveden také Grant Type, jehož přítomnost určuje typ žádosti. Po získání refresh 
tokenu je do databáze uložen samotný refresh token a informace o existenci spárovaného účtu 
s informačním systémem. V této fázi již mají uživatelé možnost prohlížet veřejné fotografie a alba 
spárovaného účtu.  
V případě, kdy chce uživatel spravovat alba a fotografie (typicky administrátor, vedoucí či 
rádce), musí disponovat autorizačním tokenem, který je připojován ke konkrétním žádostem 
zasílaných na server. Aby již přihlášený uživatel nebyl nucen zdlouhavě přecházet na jinou 
zabezpečenou stránku a až zde mít možnost správy fotogalerie, byl tento postup nahrazen 
automatickým procesem, který nevyžaduje žádný jeho zásah. Při přihlašování uživatele je pro něj 
získán autorizační token, který je udržován po dobu přihlášení uživatele v proměnné session. Takový 
token je následně využíván při zobrazování či provádění operací s neveřejnými daty. Pole žádosti 
o autorizační token je obdobné jako žádost o refresh token s výjimkou změny typu (Gran Type) 
a autorizačního kódu za refresh token, který je již uložen v databázi. Získaný autorizační token má 
omezenou dobu použitelnosti, která je defaultně nastavena na 3600 sekund. V systému je tato hodnota 
průběžně kontrolována a dojde-li k vypršení platnosti takového autorizačního tokenu, je automaticky 
zaslána nová žádost o autorizační token a provedeno jeho nové nastavení i s aktualizací doby 
platnosti. V případě nutnosti zrušení nebo změny účtu pro čerpání fotografií a alb pro informační 
systém může tento krok provést opět pouze administrátor systému v hlavní sekci fotogalerie. 
Všichni uživatelé systému disponují právy pro výpis veřejných alb, fotografií a dodatečných 
informací, kterými jsou například datum pořízení alba nebo popis fotografie. Uživatelé, kteří mají 
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 přidělen jeden z typů oprávnění administrátora, vedoucího nebo rádce, mají k dispozici navíc akce 
pro přidávání, editaci, odstraňování alb či fotografií. 
Všechny žádosti o data jsou zasílána pomocí knihovny libcurl. Jednotlivé žádosti se liší 
typem příkazu, URL, na kterou má být žádost směrována, a zda jsou spolu s žádostí navíc zasílána 
také data, která jsou typicky ve formátu XML. Výjimku tvoří žádost o přidání nové fotografie, při níž 
jsou na server zasílána binární obrazová data namísto XML dat. Server při všech typech žádostí vždy 
vrací data ve formátu XML.  
Pro všechny žádosti musí být specifikována verze API, která je uvedena v hlavičce žádosti. 
Všechny žádosti o veřejná data (získání seznamu veřejných alb a fotografií) jsou zasílány příkazy 
GET, které nevyžadují použití autorizačního tokenu. Ostatní žádosti musí ve své hlavičce navíc 
obsahovat autorizační token. V případě vytváření nových alb je využit příkaz POST. Stejný příkaz je 
také užit při přidávání nových fotografií do vybraného alba. Zde existuje kromě odlišného formátu 
zasílaných dat také možnost specifikovat tzv. slug, který udává název fotografie (souboru). Pro 
modifikaci informací o albu a fotografii je možné využít příkaz PUT. Ten ovšem přepíše celý 
vybraný záznam. Jsou přepsány například všechny informace o albu. Pro efektivnější využití API byl 
pro modifikaci informací využit příkaz PATCH, který umožňuje provést částečnou aktualizaci 
požadovaného záznamu. Při použití PATCH je nutné v hlavičce uvést také položku If-Match sloužící 
pro ujištění, zda modifikovaný záznam nebyl změněn jiným klientem. Pro identifikaci záznamů se 
používá hodnota atributu ETag, který je možné získat při dotazu na záznam, který má být 
modifikován. Pro vytvářený systém není potřeba kontrolu provádět a ETag je v hlavičce nahrazen 
hvězdičkou, která značí provedení editace záznamu bez ohledu na to, zda jej někdo jiný již 
modifikoval. Posledním využitým příkazem je příkaz DELETE. Tento příkaz je použit pro odstranění 
libovolného alba či fotografie a jeho hlavička je totožná s hlavičkou příkazu PATCH. 
Pro všechny žádosti je ze serveru vždy vrácena odpověď, která mimo jiné obsahuje stavový 
kód. Ten nám poskytuje informaci o tom, zda proces žádosti proběhl v pořádku či nikoliv a popřípadě 
nás informuje o důvodu neúspěchu. Systém kontroluje všechny stavové kódy a v případě výskytu 
chyby o takové situaci informuje uživatele. Jak již bylo zmíněno, téměř všechny odpovědi na žádosti 
zasílané na server (výjimku tvoří žádosti pro odstranění alba či fotografie) obsahují také data, která 
jsou ve formátu XML. Taková data jsou zpracována za pomoci využití rozhraní DOM. Z XML 
odpovědí jsou extrahovány všechny potřebné informace. Příklad fragmentu XML dat (byly 
zanedbány některé elementy a atributy), která jsou zaslána v odpovědi žádosti na získání alba, je 
zobrazen v kódu 5.1. V tomto kódu je např. uveden název alba, který je obsahem elementu title, 
v elementu published lze nalézt datum vytvoření alba. Dále pak kupříkladu identifikátor alba, 
který je obsahem elementu gphoto:id, počet fotografií alba v elementu gphoto:numphotos 




 <?xml version='1.0' encoding='UTF-8'?> 
<entry gd:etag='&quot;Wyp7ImA9&quot;'> 
  <published>2013-05-01T22:00:00.000Z</published> 
  <title>Les</title> 
  <summary>Fotografie našeho lesa.</summary> 
  <rights>public</rights> 
  <gphoto:id>5873373055098378129</gphoto:id> 
  <gphoto:numphotos>2</gphoto:numphotos> 
</entry> 
Kód 5.1: Fragment XML dat zaslaných v odpovědi na žádost na získání alba 
Při standardních žádostech o konkrétní fotografii server odpovídá URL fotografie, která 
slouží pro běžné prohlížení uživatelem a několika URL fotografií (v různých rozměrech), které jsou 
využity jako miniatury. Ukázka fragmentu XML dat, která jsou vrácena v odpovědi na žádost 
o získání fotografií, je uveden v kódu 5.2. V tomto kódu jsou uvedeny URL miniatur fotografií, které 
jsou vráceny v elementu media:thumbnail v atributu url. URL fotografie pro běžné zobrazení 
v elementu media:content taktéž v atributu url. Dále jsou například uvedeny originální 
rozměry fotografie v elementech gphoto:width a gphoto:height. 
<?xml version='1.0' encoding='UTF-8'?> 
<entry gd:etag='&quot;YD4qeyI.&quot;'> 
  <gphoto:id>5876455605315397522</gphoto:id> 
  <gphoto:width>1500</gphoto:width> 
  <gphoto:height>2000</gphoto:height> 
  <media:group> 
    <media:content url='https://lh5.googleusercontent.com/- 
      doDi5asx7Lo/UY1dPP0tZ5I/AAAAAAAAA0w/OW0UlM60Az0/nas_les.jpg' 
      height='512' width='384' type='image/jpeg'  
    <media:thumbnail url='https://lh5.googleusercontent.com/-doDi 
      5asx7Lo/UY1dPP0tZ5I/AAAAAAAAA0w/OW0UlM60Az0/s72/nas_les.jpg' 
      height='72' width='54'/> 
    <media:thumbnail url='https://lh5.googleusercontent.com/-doDi 
      5asx7Lo/UY1dPP0tZ5I/AAAAAAAAA0w/OW0UlM60Az0/s144/nas_les.jpg' 
      height='144' width='108'/> 
  </media:group> 
</entry> 
Kód 5.2: Fragment XML dat zaslaných v odpovědi na žádost na získání fotografie z vybraného alba 
V případě, kdy jsou originální rozměry fotografie například 1500 x 2000 pixelů, provede 
server automatické zmenšení rozměrů, které jsou přijatelné pro běžné prohlížení fotografií. V tomto 
konkrétním případě server vrátí v elementu media:content a atributu url odkaz na fotografii 
o rozměrech 384 x 512 pixelů. Takový rozměr je pro klasické prohlížení uživatelem dostačující. 
Uživatel ovšem nemá možnost stáhnout fotografii v originálních rozměrech. Z tohoto důvodu byl 
u každé fotografie přidán i odkaz na její maximálně dostupnou velikost. Taková velikost je nastavena 
pomocí parametru imgmax na maximálně možnou velikost, kterou API dovoluje (1600 pixelů 
s dopočítáním druhého rozměru tak, aby byl zachován poměr stran). Pro předchozí uváděnou 
fotografii jsou maximálně možné získatelné rozměry 1200 x 1600 pixelů. Větší rozměr fotografie 
není možný pomocí API získat. 
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 5.4 Modul správy systému 
Druhý ze dvou hlavních modulů je orientován na celkovou správu organizace systému. Modul je 
možné rozdělit do dalších menších celků, které popisují jednotlivé funkce systému. Všechny klíčové 
celky budou představeny v následujících podkapitolách. Oprávnění spravovat všechny části systému 
má pouze administrátor. Možnosti správy systému, které mají uživatelé s nižším oprávněním (např. 
vedoucí či rodič) se odvíjí od návrhu systému. Konkrétněji od modelu případu užití, který je 
představen v kapitole 4.2. 
5.4.1 Správa uživatelů a skupin 
Prvním celkem je možnost správy uživatelů. V systému musí vždy existovat minimálně jeden uživatel 
(administrátor), který přidává ostatní uživatele. Přihlašovací údaje může uživatel získat pouze při 
registraci jiným uživatelem (administrátorem, vedoucím), tudíž nemá možnost provést registraci 
z jeho iniciativy. Pro uživatele je po vyplnění formuláře s údaji o novém uživateli vygenerované nové 
heslo. Toto heslo je i s přezdívkou a dalšími nutnými základními informacemi zasláno na uživatelův 
e-mail. Všechny informace o uživateli mohou být modifikovány.  
Pokud nemá mít uživatel přístup do systému, lze toho docílit dvěma vytvořenými způsoby. 
Prvním z nich je definitivní odstranění uživatele ze systému i jeho vazby na případné skupiny. 
Druhou možností je nastavení takového uživatele jako neaktivního. Při tomto výběru bude uživatel 
veden v systému jako bývalý člen bez možnosti se korektně přihlásit. Výhoda nastavení neaktivity 
uživatele spočívá v možnosti jeho opětovného zaktivování uživatele bez nutnosti nového zadávání 
údajů. Pro takového uživatele nebyla odstraněna historie působení v systému. 
Další ucelenou částí modulu správy systému je správa skupin. Skupiny slouží pro rozřazení 
uživatelů. Příslušnost ke skupině ovlivňuje zobrazení určitých komponent a příspěvků uživateli. 
Skupinu je možné přidat, editovat či odstranit. V systému existují neměnné skupiny, které není možné 
odstranit ani editovat. Takovou skupinou jsou například Administrátoři. Tento přístup byl zvolen pro 
zachování logiky systému. 
5.4.2 Správa komponent a příspěvků 
Pro správu položek v navigaci je k dispozici sekce správy komponent. Uživatel má možnost přidávat 
dvě úrovně navigace. Přitom vždy po vytvoření nové komponenty je přidána automaticky i nová 
komponenta pro editaci právě vytvořené komponenty. V systému je vedena i třetí úroveň navigace 
sloužící výhradně pro komponenty umožňující editaci nadřazené komponenty. Každá přidaná 
komponenta je v rukou správce, který ji může jakkoliv změnit. Výjimku tvoří stálé komponenty, jež 
nemůže žádný uživatel změnit nebo odstranit. Stálé komponenty jsou použity například pro sekci 
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 vedoucích, rádců nebo fotogalerie. Důvodem užití stálých komponent je opět zachování logiky 
systému (administrátor musí mít k dispozici vždy komponentu umožňující přidaní uživatele atd.).  
Komponenty souvisí s příspěvky, které reprezentují obsah každé komponenty. Správa 
příspěvků je možná přes editační komponentu vztahující se k vybrané komponentě. Uživatel má 
k dispozici širokou škálu typů příspěvků. U všech příspěvků je možné nastavit příznaky viditelnosti 
a veřejnosti, které rozhodují o zveřejnění pro aktuálně přihlášeného uživatele. Pokud není nastaven 
příznak veřejnosti, nebudou příspěvky zobrazeny nepřihlášeným uživatelům. Jestliže není zvolen 
příznak viditelnosti, bude příspěvek zobrazen pouze správcům v editační části. Takové chování je 
možné využít u příspěvků, které nejsou zcela kompletní a nemají být ještě zveřejněny. Příznak 
veřejnosti ovlivňuje i zobrazování příspěvku pro přihlášené uživatele. Příspěvky jsou primárně 
zobrazeny všem uživatelům na všech komponentách, ke kterým mají přístupová práva. Výjimku tvoří 
komponenty, které zobrazují informace pro jednotlivé družiny. Na takových pak mají právo 
zobrazovat veřejné příspěvky pouze členové konkrétní družiny (skupiny), popřípadě vedoucí této 
skupiny či administrátoři. Zmíněný mechanismus umožňuje zobrazení určitého příspěvku výhradně 
cílové skupině bez nutnosti zakládání nové soukromé komponenty.  
Základním typem příspěvku je libovolně formátovaný text s možností přidání odkazů či 
obrázků. Dále byly vytvořeny možnosti pro přidání novinky, souboru, tabulky, osoby, fotografie, 
kalendáře akcí a bodování. Jednotlivé novinky jsou seskupovány do jednoho bloku. Obsahem každé 
komponenty je proto vždy nejvíce jeden blok novinek. Takový přístup byl zvolen pro lepší 
přehlednost informací v obsahu komponenty. Uživatel může přidat tabulku, která bude mít 
maximálně 30 řádků a 6 sloupců. Především omezení sloupců bylo zavedeno z důvodu neporušení 
struktury stránky. I přes omezení je taková velikost pro tento informační systém plně dostačující. Ze 
strany 98. skautského oddílu byla důležitým požadavkem možnost libovolně propojit fotografie 
z fotogalerie na kterékoliv komponenty. Uživatel má k dispozici volbu fotografie v různých 
velikostech, v jakých se fotografie bude zobrazovat v obsahu komponenty. Dále je možné přidat 
kalendář akcí, kterému lze nastavit možnost filtrování těchto akcí. Uživatel může také přidat 
příspěvek, který bude mít formu bodování. K dispozici je roční nebo měsíční bodování uživatelů. 
5.4.3 Správa akcí, bodování a diskuse 
V systému byla také zavedena správa všech akcí oddílu. Kromě běžných operací (přidávaní, 
odstraňování apod.) je možné k vybraným akcím přidávat fotografie ze sekce fotogalerie. Přihlášení 
uživatelé mohou také využít diskusi pod každou akcí oddílu. 
Správa bodování uživatelů umožňuje zakládat nová roční bodování s možností ke každému 
měsíci a uživateli přidávat detailní hodnocení. 
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 Pro účely soukromé diskuse administrátorů, vedoucích a rádců bylo vytvořeno jednoduché 
diskusní fórum. Uživatel může vytvořit nové téma či přidávat nové komentáře k již vytvořeným 
tématům. 
5.5 Testování 
Význam testování aplikace spočívá zejména ve zjištění, zda informační systém zcela vyhovuje 
zadaným požadavkům a k odhalení chyb systému. Testování aplikace bylo rozděleno do tří fází. První 
fáze probíhala již při vývoji systému. Postupně byly ověřovány dílčí segmenty, byla kontrolována 
jejich správná návaznost na ostatní úseky a bylo zjišťováno chování systému podle očekávaných 
předpokladů. Druhou fází bylo testování před jeho nasazením na zvolený webhosting. V této fázi byla 
aplikace prověřována z hlediska její celkové funkčnosti s využitím fiktivních dat. Tyto fáze testování 
probíhaly výhradně na lokálním počítači, jehož parametry jsou uvedeny v kapitole 5.1. Poslední fáze 
testování zahrnovala nasazení aplikace na vybraný webhosting a testy s fiktivními i plnohodnotnými 
daty. Pro tuto fázi testovacího provozu informačního systému byl využit neplacený webhosting 
Endora.cz. 
Testování aplikace proběhlo na vybraných prohlížečích s ohledem na cílenou skupinu 
uživatelů systému. Ten byl úspěšně testován na prohlížečích Microsoft Internet Explorer 8.0 a 9.0 
a Opera 12.15 na platformě Microsoft Windows. Dále na prohlížečích Mozilla Firefox 20.0.1 
a Google Chrome 26.0 pod OS Microsoft Windows i Linux.  
Aplikace byla také v rámci testování předána 98. skautskému oddílu pro proces zpětné vazby. 
Systém byl přijat s kladným ohlasem. Uživatelé byli spokojeni s naimplementovanými 
funkcionalitami, které systém nabízí (např. přidávání, editace různých příspěvků). Uživatelům často 
scházela možnost sledovat všechny proběhlé změny v systému (log změn). Některé připomínky, které 
uživatelé k systému měli, byly opraveny ještě před odevzdáním práce (např. možnost zobrazení/skrytí 
akcí oddílu) s možností doopravení případných dalších připomínek, které se mohou v průběhu užívání 
vyskytnout.  
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 6 Závěr 
Cílem této práce byl návrh a implementace informačního systému skautského oddílu s využitím 
webové galerie. Vznikl informační systém, který byl přizpůsoben požadavkům a potřebám 
98. skautskému oddílu. Při vytváření byl kladen důraz na přehledné a jednoduché uživatelské 
rozhraní. Výsledný systém umožňuje dynamicky spravovat jeho podobu i obsah. Do této správy patří 
především ucelené možnosti administrativy uživatelů, komponent či akcí. Významná pozornost byla 
věnována možnostem správy textového obsahu, která vznikala s cílem mít možnost přidat jakýkoliv 
požadavek uživatele. Dále byla nastudována tři aplikačně programová rozhraní služeb nabízejících 
možnosti správy alb a fotografií. Těmito službami jsou Picasa Web Albums, SkyDrive a Rajče.net. 
API uvedených služeb byla rozebrána a srovnána s ohledem na jejich výhody a nevýhody. Následně 
bylo vybráno jedno API z výše zmíněných služeb a využito při tvorbě modulu fotogalerie. Po 
důkladné analýze a srovnání možností bylo upřednostněno a využito API služby Picasa Web Albums. 
Přístup k fotografiím a albům za využití tohoto API umožňuje systematicky a efektivně uchovávat 
a zobrazovat vybraná data. Při řešení otázky bezpečného sdílení fotografií a alb, které může probíhat 
propojením libovolného Google účtu a informačního systému, byl využit protokol OAuth 2.0. Tento 
protokol poskytuje bezpečnou autentizaci a autorizaci bez nutnosti sdílení přihlašovacích údajů 
s ostatními uživateli. 
Při implementaci aplikace byly využity především technologie PHP, MySQL a JavaScript. Při 
tvorbě informačního systému byl použit iterativní model vývoje. Postupně byly přidávány nové 
krátké celky, které byly průběžně testovány se zbytkem aplikace. Takový přístup vedl k lepší kontrole 
a plánování systému. 
Mezi možná vylepšení, která by se v systému dala realizovat, patří například využití dalších 
možností poskytující API služby Picasa Web Albums. Z těchto možností to může být kupříkladu akce 
pro přidávání a přehrávání videa v různých formátech prostřednictvím informačního systému. Dále by 
mohla být využita práce se štítky, která by vedla ke zkvalitnění organizace fotografií. Díky tomuto 
by bylo možné vytvořit efektivní vyhledávání podle zadaného štítku. Dalším vylepšením by mohlo 
být přidání nových druhů příspěvků ve správě komponent, které by odpovídaly typu informačního 
systému a potřebám 98. skautského oddílu. Po vzoru již vytvořených možností přidávání příspěvků 
by mohly být vytvořeny komplexní postupy pro přidání příspěvků. Takový příspěvek by mohla 
představovat například plně editovatelná anketa, popřípadě statistické nástroje znázorňující data 
ve formě různých druhů grafů. 
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 Příloha A  
Pro ukázku grafického rozhraní systému jsou přiloženy dva screenshoty. Na obrázku A.1 je 
zobrazeno záhlaví, navigace, kalendář událostí a obsah editační komponenty. Ten dále zahrnuje 
příspěvky, které se váží k dané komponentě (zde ke komponentě Světlušky) a nabídku dalších 
možných akcí uživatele. Na obrázku A.2 je představen základní obsah komponenty Fotogalerie. Je 
zobrazeno menu s možnými operacemi a několik testovacích alb. Pro prezentovaná alba jsou využity 
fotografie 98. skautského oddílu. 
 
 
Obrázek A.1: Screenshot navigace a obsah vybrané editační komponenty 
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Obrázek A.2: Screenshot ukázky výpisu alb s možnými akcemi ve fotogalerii 
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 Příloha B 
Základ instalace informačního systému spočívá v přenosu přiložených zdrojových kódů a podpůrných 
souborů do kořenového adresáře serveru na vybraný webhosting, popřípadě do příslušného adresáře 
v počítači (v případě využití localhostu). Optimální nainstalované verze PHP a MySQL na zvoleném 
webhostingu by měl být PHP 5.4 nebo vyšší a MySQL 5.1 nebo vyšší.  V případě zvolení 
webhostingu s nainstalovanými nižšími verzemi může dojít k neočekávaným chybovým stavům. 
Pro správnou činnost systému musí být změněny některé údaje ve zdrojovém souboru 
system.php. Nejprve je nutné změnit přihlašovací údaje pro připojení k databázi. Údaje se nastavují 
ve funkci pripojeni_k_db().  
Dále musí být změněny informace pro možnost oprávněného přístupu a propojení systému 
s některým Google účtem, ze kterého budou čerpány fotografie a alba pro fotogalerii. Je nutné změnit 
Client ID ve funkci oauth2_client_id(), Client secret ve funkci oauth2_client_secret() 
a Redirect URIs ve funkci oauth2_redirect_uri(). Všechny tyto položky jsou získány 
po zaregistrování nové aplikace v administraci Google. Nejprve si vytvořte nový Google účet nebo 
využijte již vytvořený. Poté přejděte na adresu https://code.google.com/apis/console/. Zde zvolte 
možnost vytvořit nový API projekt. V levém navigačním panelu vyberte položku API Access. 
Klikněte na možnost vytvoření nového OAuth 2.0 client ID. Do formuláře zadejte libovolný název 
Vaší aplikace, URI pro přesměrování a vyberte typ aplikace (webová aplikace). URI pro 
přesměrování musí mít vždy tvar <protokol>://<jméno hostitele>/oauth2/. Výsledný tvar například 
pro hostitele localhost je http://localhost/oauth2/. Následně je spolu s Client ID a Redirect URIs 
vytvořeno i Client secret. Postup registrace a podoba formulářů se mohou v průběhu času změnit.  
Poslední nutnou úpravou v souboru system.php je změna údajů pro aplikaci reCAPTCHA. 
Musí se změnit údaj veřejného a soukromého klíče ve funkcích recaptcha_ziskat_verejny_klic() 
a recaptcha_ziskat_soukromy_klic(). Takové údaje je možné vygenerovat po zadání Vaší 
domény na adrese https://www.google.com/recaptcha/admin/create. 
 Pro vyzkoušení je systém dostupný na adrese http://test-oddil98ostrava.8u.cz. Stejná podoba 
systému byla předána pro testování 98. skautskému oddílu, která je dostupná na adrese 
http://oddil98ostrava.8u.cz/. Prezentované komponenty i obsah (příspěvky) jsou pouze ukázkové. 
Všechny komponenty a příspěvky je možné odstranit a přidat nové. To způsobuje vytvoření webové 
stránky podle představ uživatele (typicky administrátora). Výjimku tvoří stále komponenty 
(Administrátoři, Rádci apod.), které nemohou být odstraněny pro zachování logiky systému. 
Hodnotný obsah byl například přidán na komponentu Světlušky či Skautky, které zároveň prezentují 
jednoúrovňové menu. Víceúrovňové menu i s obsahem příspěvků je ukázané na komponentě Oddíl. 
Pro prohlížení je možné použít některý z ověřených prohlížečů, které byly uvedeny v kapitole 5.5. 
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  V následujících odstavcích budou popsány některé možné akce v systému z pohledu 
administrátora. Přihlašovací údaje lze nalézt v tabulce obsahu komponenty Domů. Tato tabulka je 
vytvořena jako příspěvek a může být tedy v budoucnu odstraněna.  
Po úspěšném přihlášení má před sebou uživatel komponenty sloužící pro prezentaci informací 
v rámci jednotlivých družin (např. Světlušky) či celého oddílu (např. Tábor). U takových komponent 
je možné spravovat jednotlivé příspěvky po kliknutí na příslušnou komponentu určenou pro editaci 
v navigaci či pro urychlení práce na editační tlačítko v záhlaví každé stránky, kterou má právo 
uživatel editovat. Pokud chcete vytvořit nový příspěvek, klikněte na příslušné políčko v pravém rohu 
obsahu stránky. Do formuláře zadejte srozumitelný název příspěvku, příznak viditelnosti, příznak 
veřejnosti a typ příspěvku. Název slouží pouze pro přehlednější orientaci správců systému mezi 
příspěvky. Každý vybraný typ příspěvku má při pokračování svoji specifickou podobu zadávání, 
jejichž popis lze nalézt pod příslušným formulářem nebo v nápovědě u konkrétní položky. Pokud 
vyberete typ příspěvku text, bude Vám zobrazen formulář, který nabízí libovolné formátování textu, 
přidávání obrázku či odkazů. Po úspěšném uložení bude příspěvek zařazen na konec všech příspěvku 
u příslušné komponenty. Pořadí lze změnit prohozením s některým jiným příspěvkem ve výpisu 
na editační komponentě. Na tomto místě existuje také možnost pro editaci základních údajů 
o příspěvku (název, veřejnost), samotného obsahu příspěvku či možnost odstranění.  
Komponenta Uživatelé nabízí kompletní správu všech uživatelů v systému. Uživatele je 
možné přidat, editovat či odstranit. Při přidávání uživatele jsou důležité mimo jiné zvolené oprávnění 
a skupina. Tyto volby ovlivňují přístup a seznam zobrazených komponent. Oprávnění volte vždy 
nejvyšší možné. Například uživatel, který má být vedoucím a zároveň administrátorem, musí 
disponovat oprávněním administrátora.  
Dále například komponenta Body slouží pro správu bodování všech uživatelů v systému. 
Formát bodování byl přejat z již vytvořeného formátu 98. skautského oddílu v Ostravě. Pro založení 
nového bodování je nezbytné zadat bodová maxima a minima pro jednotlivé měsíce, která následně 
informují, zda uživatel splnil kladené požadavky na konkrétní měsíc. Rovněž musí být vybráni 
uživatelé, pro které má být bodování vedeno. Po založení bodování je možné přejít na fází přidělování 
bodů. Po zvolení uživatele a měsíce, pro který chcete bodování přidat či editovat, je zobrazen 
formulář, na kterém jsou systematicky rozmístěny všechny potřebné možnosti. Bodování je rozděleno 
podle roků, měsíců a časových úseků v měsíci, což vytváří ucelený přehled o bodování každého 
uživatele. Pro nové bodování v konkrétním měsíci je nutné vytvořit nový časový úsek. Po jeho 
vytvoření je možné tento úsek editovat. Editace úseku zahrnuje postupné přidávání bodů podle 
legendy bodování.  
Celá správa fotografií probíhá pomocí komponenty Fotogalerie. Při prvním přístupu bude 
nutné vybrat účet, ze kterého mají být fotografie a alba čerpána. Po kliknutí na příslušnou položku 
v menu (Změnit účet Google) u komponenty Fotogalerie a následné kliknutí na položku pro začátek 
procesu povolení sdílení dat, je nutné potvrdit žádost. Nyní po přechodu na komponentu Fotogalerie 
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 budou již načtena všechna alba a fotografie, které byly nalezeny na spárovaném Google účtu. 
Přidávání alb a fotografií je možné přes příslušné formuláře.  
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