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В сборнике представлены доклады ученых, специалистов, представителей 
ггосударственных органов и практических работников в области обеспечения 
информационной безопасности Союзного государства по широкому спектру научных 
напрвлений. 
Адресуется исследователям, практическим работникам и широкому кругу читателей. 














КОМПЛЕКСНАЯ ЗАЩИТА ИНФОРМАЦИИ  31 
Задача оптимального помехоустойчивого приема заключается в восстановлении 
полезной информации на основании оптимальных алгоритмов (оптимальных приемни-
ков), оптимальных систем. Оптимальная фильтрация реализует прием измерительного 
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В докладе анализируется нынешняя ситуация с образовательными (ФГОС) [1-7] 
и профессиональными стандартами (ПС) [8-12], а именно:  
I. Образовательные стандарты 
1. 10.03.01 Информационная безопасность (уровень бакалавриата). 
2. 10.04.01 Информационная безопасность (уровень магистратуры). 
3. 10.05.01 Компьютерная безопасность (уровень специалитет). 
4. 10.05.02 Информационная безопасность телекоммуникационных систем (уро-
вень специалитет). 
5. 10.05.03 Информационная безопасность автоматизированных систем (уровень 
специалитет). 
6. 10.05.04 Информационно-аналитические системы безопасности (уровень спе-
циалитет). 
7. 10.05.05 Безопасность информационных технологий в правоохранительной 
сфере (уровень специалитет). 
II. Профессиональные 
1. Специалист по безопасности компьютерных систем и сетей. 
2. Специалист по защите информации в телекоммуникационных системах и сетях. 
3. Специалист по защите информации в автоматизированных системах. 
4. Специалист по автоматизации информационно-аналитической деятельности 
в сфере безопасности. 
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Отмечается, что гармонизация – это согласование ПС и ФГОС по следующим 
основным параметрам: 
1. Терминология; 
2. Сроки действия;  
3. Соотношение фундаментальности и практикоориентированности;  
4. Оценка квалификаций. 
По каждому из этих параметров дается сравнительная оценка ФГОС и ПС.  
В частности, отмечается несогласованность терминологии образовательных и профес-
сиональных стандартов. 
Нет также согласованности по срокам действия стандартов. 




1. ФГОС ВО по направлению подготовки 10.03.01 Информационная безопасность (уро-
вень бакалавриата). 
2. ФГОС ВО по направлению подготовки 10.04.01 Информационная безопасность (уро-
вень магистратуры). 
3. ФГОС ВО по специальности 10.05.01 Компьютерная безопасность (уровень специа-
литет). 
4. ФГОС ВО по специальности 10.05.02 Информационная безопасность телекоммуни-
кационных систем (уровень специалитет). 
5. ФГОС ВО по специальности 10.05.03 Информационная безопасность автоматизиро-
ванных систем (уровень специалитет). 
6. ФГОС ВО по специальности 10.05.04 Информационно-аналитические системы безо-
пасности (уровень специалитет). 
7. ФГОС ВО по специальности 10.05.05 Безопасность информационных технологий 
в правоохранительной сфере (уровень специалитет). 
8. Специалист по безопасности компьютерных систем и сетей. 
9. Специалист по защите информации в телекоммуникационных системах и сетях. 
10. Специалист по защите информации в автоматизированных системах. 
11. Специалист по автоматизации информационно-аналитической деятельности в сфере 
безопасности. 
12. Специалист по технической защите информации. 
 
 
ОСНОВНЫЕ НАПРАВЛЕНИЯ ПО СОВЕРШЕНСТВОВАНИЮ 
СИСТЕМЫ ЗАЩИТЫ ИНФОРМАЦИОННЫХ РЕСУРСОВ  
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В целях обеспечения защиты общих информационных ресурсов Республики  
Беларусь и Российской Федерации осуществляется реализация программ Союзного  
государства. 
В 2015 году завершено выполнение третьей программы «Совершенствование 
системы защиты общих информационных ресурсов Беларуси и России на основе высо-
ких технологий». 
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