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Abstract. Some providers propose the charge for the data traffic, where the 
subscribers pay an extra tax when the quota limit for downloading and 
uploading is exceeded. In this research an experimental tool, called WebLimit, 
has been developed for the control of data traffic, based on proxy application, 
which block the access to Internet when the users exceed the quota limit. This 
work suggests the control and usage of the Internet by the experimental proxy 
application. 
Resumo. Alguns provedores de acesso à Internet estão propondo aos 
assinantes a cobrança sobre tráfego de dados, que consiste numa cota limite 
de download e upload, na qual os usuários que ultrapassarem tal limite 
deverão pagar cada megabyte adicional. Nesta pesquisa foi desenvolvida uma 
aplicação experimental baseada em proxy, chamada WebLimit, que realiza a 
contagem dos bytes transmitidos e não permite que a cota seja ultrapassada, 
já que possibilita o bloqueio de acesso à Internet. Dessa forma, esse trabalho 
põe em evidência a cobrança sobre tráfego de dados e sugere o controle do 
uso de banda em uma rede de computadores por meio de uma aplicação proxy 
experimental. 
1. Introdução 
Entre os dispositivos que invadiram o espaço dos computadores de mesa e os servidores 
estão: Personal Digital Assistants (PDAs), TVs, computadores portáteis, telefones 
celulares, automóveis, equipamentos de sensoriamento ambiental, eletrodomésticos e 
aparelhos de segurança como câmeras digitais [Kurose e Ross 2005].  
Ainda com a popularidade da Internet e o aumento da oferta de tipos de serviços, 
os usuários tiveram a sua disposição conexões de alta velocidade. Freqüentemente são 
discutidas maneiras de otimizar a utilização dos serviços, suas formas de cobrança e 
também o desenvolvimento de novas tecnologias para suportar a demanda para os 
próximos anos.  
As companhias de telefonia e provedores de acesso à Internet, possuem a 
mensalidade, como forma de cobrança mais usual, no entanto, a cobrança por tempo de 
uso e por tráfego de dados também são alternativas que estão em discussão.  
Há divergência no mercado, pois enquanto algumas companhias telefônicas 
descartam a possibilidade deste tipo de cobrança, outras têm a cobrança por tráfego 
descrita em seus contratos de prestação de serviços, mas que ainda não foram colocadas 
em prática, provavelmente pela falta de infra-estrutura de controle deste tipo de serviço.  
No ambiente Linux há uma grande quantidade de softwares livres e gratuitos 
como o Squid e o Hierarchical Token Bucket (HTB) que dispõem da função de controle 
de tráfego de dados, o que não ocorre na plataforma Microsoft Windows, que possui 
ferramentas proprietárias e de elevado custo, que podem inviabilizar o planejamento 
financeiro de uma empresa.   
Esta pesquisa visa a implementação de uma aplicação baseada em proxy que 
controla o uso de banda em uma rede de computadores, já que permite o administrador 
do sistema definir uma cota limite para a transmissão de dados. 
2. Proxies 
As aplicações proxies têm a função de intermediar a comunicação entre um host cliente 
e um servidor, centralizando conexões e permitindo o compartilhamento do acesso à 
Internet dentro de uma rede local com recursos de FTP, HTTP e outros.   
Proxies são capazes de monitorar, filtrar e bloquear qualquer tipo de informação 
antes de enviá-los ao destino.   
Também podem aumentar a velocidade das requisições e respostas, utilizando a 
técnica de caching. Portanto, pode-se dizer que o proxy deixa os servidores mais 
próximos dos clientes e reduz o congestionamento na Internet, pois menos bytes são 
transferidos entre o proxy com caching e o servidor de origem. Dentre diversas funções 
de proxies está o anonimato, onde os servidores de origem conhecem o endereço IP do 
proxy, mas não sabem os endereços IP das máquinas que compõem a rede onde está 
instalado o proxy.   
Além disso, o proxy realiza a conversão de mensagens de diferentes protocolos, 
por exemplo, um cliente da Web envia um pedido a um servidor FTP, o pedido em URL 
vem como HTTP e precisa ser convertido para se comunicar com o servidor FTP. 
Assim como um gateway, o proxy faz a configuração de conexão, autorização, envio da 
seqüência de comandos e fechamento de conexão.   
Proxies são muito comuns e muito úteis onde os custos de comunicação para 
acesso à Internet são altos, restringindo uma parte razoável da comunicação e seus 
custos [Krishnamurthy e Rexford 2001]. 
3. WebLimit 
Na aplicação experimental desenvolvida foi chamada de WebLimit, foram inseridas 
algumas funções de proxies, que propõe o Controle do Uso de Banda em Redes de 
Computadores, baseado em aplicação proxy que fornece o acesso à Internet em uma 
rede local.  
Na figura 1 é descrito o método de medição aplicado durante o acesso dos 
computadores clientes ao servidor proxy, onde é realizada a interceptação da conexão e 
nesse momento obtida a quantidade de bytes transmitidos. Logo depois, é armazenado 
no banco de dados os valores referentes a utilização da rede por usuário, tendo o 
endereço IP como chave de identificação. 
 Figura 1. Interceptando a conexão  
Dentre os componentes do Delphi está o componente HTTPProxy, que é 
identificado pela porta 8081 e realiza a troca informações com a rede externa através de 
uma outra porta aleatória.  
O MappedPort, que é um componente que faz mapeamento de portas, constrói 
uma ponte para redirecionar o tráfego da porta 8081 para a porta 8080. Neste momento 
entra em ação o componente Intercept, que intercepta a conexão e obtém o valor dos 
bytes transmitidos. Após ser feita a medição desses bytes, os valores são armazenados 
em um banco de dados MySQL.  
Na figura 2 é demonstrada a interface principal da aplicação, onde permite o 
administrador do sistema bloquear e a visualizar o tráfego de dados de cada computador 
da rede local em tempo real. Na mesma interface possui o botão “configurações”, que 
dá acesso a interface de configuração dos usuários.  
Figura 2. Interface Principal 
 Por meio da barra de menus é possível acessar o ambiente de configuração de 
usuários e acessar a ajuda que auxilia o administrador a interagir com o WebLimit.  
O usuário cliente acessa a Internet por meio de browser, configurado para 
conectar no endereço IP e porta 8080 do servidor proxy.   
Devido a limitação dos componentes utilizados, a aplicação desenvolvida 
oferece ao browser somente recursos provenientes do protocolo HTTP. Sendo assim, o 
usuário dispõe de navegação em páginas Web, bem como, download e upload utilizando 
HTTP.  
Nos testes realizados foram utilizados três computadores, sendo um servidor e 
dois clientes. Um computador cliente e o servidor, tinham o sistema operacional 
Microsoft Windows XP instalados, já no outro cliente, o Microsoft Windows 98. O meio 
de acesso à Internet utilizado foi ADSL com link de 600 Kbps da Brasiltelecom.  
4. Conclusão 
A pesquisa realizada abordou a cobrança sobre tráfego de dados que alguns provedores 
de acesso à Internet estão propondo, onde o assinante deverá pagar uma taxa adicional 
por megabyte transmitido caso ultrapasse uma cota mensal. Alguns provedores já 
possuem a descrição dessa forma de cobrança em seus contratos de prestação de 
serviços, porém ainda não colocaram em prática, provavelmente pela falta de infra-
estrutura para realização deste tipo de controle.  
O WebLimit foi a aplicação desenvolvida neste trabalho e se destaca por possuir 
código-fonte aberto para plataforma Windows, além de possibilitar a obtenção de bytes 
transmitidos durante as conexões, o que permite o controle do uso de banda em uma 
rede de computadores.  
No desenvolvimento da aplicação, foi necessário pesquisar uma função que 
retornasse os bytes transmitidos de cada computador da rede. Inicialmente pensou-se em 
obter os dados por meio da placa-de-rede, mas a complexidade e a carência de 
documentação referente a programação com APIs, obrigaram a mudança para métodos 
mais flexíveis como a programação com componentes Indy no Delphi.  
Durante os testes realizados pôde-se observar que administrar o uso de banda 
muitas vezes diminui os gastos com Internet, já que a aplicação impede que os usuários 
ultrapassem a cota limite de tráfego de dados. 
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