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Ⅰ．はじめに
　企業の技術情報の漏洩事件が後を絶たない（1）。特に，元従業員が退職後に営
業秘密である技術情報を海外の競業他社へ流出させる事件の多発は，我が国の
技術立国としての地位を脅かす深刻な問題である。
　2012年4月，新日鐵住金（2）が，提携関係にある韓国の鉄鋼大手ポスコ（3）に対
して，新日鐵住金が保有する製造技術を不正に取得・使用したとして，不正競
争防止法に基づく民事訴訟を東京地裁に提起した事件もその一つである。いま
や，企業にとって海外への技術情報の漏洩は，企業だけでなく我が国の知的財
産戦略に関わる重大な問題である。
　我が国では，2002年の知的財産戦略大綱（4）の下，これらの問題に対し，不正
競争防止法の改正（5）や，経済産業省の営業秘密管理指針（6），技術流出防止指針（7）
の公表などにより，企業の秘密管理及び営業秘密の不正取得・使用に対して一
連の対応及び企業に対する啓蒙活動を行ってきたが，多くの企業が，これらを
有効に活用し，適切な知的財産マネージメントを構築し実践しているとは言い
難い。
　特に，問題をより深刻化しているのが，企業における人的管理の脆弱さであ
る。いくら技術的なシステム・セキュリティを強化しようとも，技術者の引抜
きやリストラ，早期退職のように人的な流動化が進む中，従業員または元従業
員が，企業内の秘密情報を不正に取得して他社に売却したり，新たに競合会社
を設立してその営業秘密を不正に使用することはまれではない。また，派遣社
員などの非正規雇用の増大も人的流動化に拍車をかけ，秘密情報の不正取得・
漏洩対策は，企業にとって重大な問題となっている。新日鐵住金対ポスコ訴訟
も，新日鐵住金の元従業員による営業秘密，特に技術情報の漏洩であるとされ，
企業の営業秘密に対する人的管理の難しさを物語っていると言えよう。
　本稿では，不正競争防止法で保護される営業秘密，特に秘密管理性の問題に
焦点をあて，企業にとっての技術情報の秘密管理体制，特に人的管理はどうあ
るべきか，米国の統一営業秘密法及び連邦経済スパイ法との比較も交えなが
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ら，技術情報の漏洩対策について検討を加えたい。
Ⅱ．新日鐵住金対ポスコ訴訟の概要
　本論に入る前に，技術情報の漏洩事件の近時の一例として，2012年4月に訴
訟が提起された新日鐵住金対ポスコ訴訟について概観しておきたい（8）。
　2012年4月19日，新日鐵住金は，提携関係（9）にある韓国の鉄鋼大手ポスコ
（韓国慶尚北道浦項市）及び日本法人ポスコジャパン（東京都中央区）並びに
技術流出に関与したとされる新日鐵住金の元従業員に対して，新日鐵住金が保
有する製造技術を不正に取得・使用したことを理由に，不正競争防止法に基づ
く民事訴訟を東京地裁に提起した。この訴訟は，本稿執筆中も係争中である。
　ポスコに不正に取得・使用されたという技術は，変電所や電柱にある変圧器
に使用される方向性電磁鋼板の製造技術であり，通常の鋼板と異なり，結晶体
を一定の方向にそろえて結晶化させることで磁化しやすい特性を持たせるもの
である。このため，電気が流れる際の電力損失（電力ロス）が極めて少なくな
り，変圧器の効率向上のため変圧器の鉄心として広く使用されているほか，発
電機やモーターなどの鉄心にも使用されている（10）。
　新日鐵住金は，この技術を，1950年代に米鉄鋼大手アームコからライセン
スの供与を受け，その後，製造技術の精度を上げ，大量生産の方法を考案し実
現した。当該技術は，方向性電磁鋼板の製造方法に関する新日鐵住金の独自技
術であり，この製造技術を確立するために，新日鐵住金は約12年かかったと
される。この技術を不正取得・使用することにより，ポスコは約1年半という
短い期間で，方向性電磁鋼板の製造を立ち上げ，遅くとも2003年から2004年
頃には製造を開始したとする。
　方向性電磁鋼板の全世界生産量は年間約100万トンであり，このうち新日鐵
住金は，1990年代から当該製品を市場に投入し，現在の世界の約3割のシェア
を握る最大手である。新日鐵住金は，この技術を5社にライセンス供与してい
る。方向性電磁鋼板は利益率の高い製品であり，本来ならば，新日鐵住金とラ
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イセンス5社で世界のシェアすべてを占めるはずのところ，ポスコへの技術流
出により，ポスコ及びポスコが技術を流出させたとする中国の宝山鉄鋼が，世
界の約3割程度のシェアを獲得したとする。このため，新日鐵住金は，なぜポ
スコに同じものが作れるのかという疑念が常にあったという。
　新日鐵住金は， 1980 ～ 90年代に旧新日鐵を退社後，新たに会社を設立して
ポスコと技術供与契約を結んだとされる元技術者（すでに死亡）や，ポスコ出
資の韓国の浦項大学に客員教授として招かれ，ポスコとの共同研究を行った元
従業員ら4人を，当該技術を漏洩したとして特定することができた。
　この結果，新日鐵住金はポスコに対し，不正競争防止法に基づく986億円の損
害賠償と方向性電磁鋼板の製造及び販売の差止めを求め東京地裁に提訴した（11）。
また，新日鐵住金は米国でも，2012年4月24日，ポスコ及びポスコの米国現
地法人に対し，米国特許侵害を理由に損害賠償と差止請求訴訟を提起した。
　これに対し，ポスコは「当該技術はポスコの独自技術である」と反論すると
ともに，2012年7月，新日鐵住金に対する営業秘密侵害を理由とする損害賠償
債務は存在しないこと，及び新日鐵住金のポスコに対する営業秘密侵害行為の
禁止又は予防に関わる請求権は存在しないこと，の確認を求める債務不存在確
認訴訟を韓国大邱地方法院に提起した。
　今回の新日鐵住金の提訴は，2007年に起きた韓国の産業スパイ事件で，ポ
スコが方向性電磁鋼板の技術を中国の宝山鉄鋼に不正に売却したとして，ポス
コの元従業員が告訴されたことが発端である。その裁判の過程で，ポスコの元
従業員が流出させたのはポスコの技術ではなく，新日鐵住金から入手したもの
と証言したことから，新日鐵住金のポスコに対する不正取得の疑念が確信に変
わったことによる。
　新日鐵住金は，ポスコに対して警告を行ったが，望ましい対応が得ることが
できず，その後2011年末に，我が国の裁判所から証拠保全命令が出され，新
日鐵住金の元技術者から証拠書類を差し押さえることができたため訴訟に踏み
切った。
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　ポスコは自社の独自技術と反論し続けていたが，2013年7月の非公開の手続
きで，ポスコは元従業員らから技術情報を受け取ったことがあることを認めた
という。また，ポスコに情報を漏らしたとする元従業員は，漏洩の関与を認め
ていないものの，死亡した元技術者がポスコに協力していたことは，元従業員
の新日鐵在職中から，ほとんどの技術者が知っていたとする書面を提出し，当
該技術情報を，秘密のものとして扱ってきたことはないと主張している（12）。
　これらの真偽及び事実認定は，裁判の判決を待たなければならないが，ポス
コが，当該技術情報について，秘密のものとして扱ってきたことはないと主張
していることから，当該技術情報の秘密管理性の有無が主な争点の一つになる
と思われる。
Ⅲ．秘密管理性の検討
　秘密管理という成果開発のインセンティブを法的に担保するためには，開発
者が相応の努力を払って秘密管理をしている場合に，この秘密管理体制を突破
しようという行為を禁止する必要がある（13）。企業には，秘密として管理すべ
き種々の企業内の秘密情報があるが，その中でも，不正競争防止法上の保護を
受けるには，「営業秘密」に該当することが必要である。
　不正競争防止法は，営業秘密を「秘密として管理されている生産方法，販売
方法その他の事業活動に有用な技術上又は営業上の情報であって，公然と知ら
れていないもの」として定義しており（14），不正利用行為に対して保護を受け
る営業秘密の要件は，秘密として管理されている（①秘密管理性）事業活動に
有用な技術上，営業上の情報であって（②有用性），公然と知られていないこ
と（③非公知性）である（15）。これら3要件をすべて満たしていなければ不正競
争防止法上，保護の対象にはならない。
　中でも訴訟上問題となるのが①の「秘密管理性」の要件であり，営業秘密に
関する訴訟では秘密管理性の有無が主たる争点になることが多い。すなわち，
企業が営業秘密たる情報をどのように管理しているかが問われ，管理方法・体
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制が杜撰であれば当該要件を満たしていないとされる。この背景には，営業秘
密として管理されていない情報は，もはや営業秘密として法的保護を与える必
要はないという基本的な考え方がある。このため，営業秘密を保有する者に
とって，どのような管理をすればよいのか，またその管理の程度はどのレベル
なのかが重要な問題となる（16）。
　秘密管理性について，学会における通説は，「秘密として管理されている」
ためには，①営業秘密に関して，その保有者が主観的に秘密を有しているとい
う意思を持っていること（秘密保持の意思），及び②客観的に秘密として管理
されていると認められる状態にあるにあること（客観的な秘密管理性），の二
つの要件が必要であるとされる。
　また，②の「客観的な秘密管理性」は，客観的に営業秘密であるという認識
可能性（客観的認識可能性），すなわち情報の利用者が「これは営業秘密であ
る」と認識できるような管理体制（17），及び営業秘密に対する「アクセス制限」，
すなわち当該情報にアクセスするには制限がかけられており，誰でもが勝手に
アクセスできないような管理体制，が必要である。
　経済産業省の営業秘密管理指針では，これらを整理して，秘密管理性が認め
られるには，その情報を客観的に秘密として管理していると認識できる状態に
あることが必要であるとし，具体的には，①情報にアクセスできる者を特定す
ること，②情報にアクセスした者が，それを秘密であると認識できること，の
二つが要件となるとしている（18）。
　実際の裁判では，これら二つの要件のうち，どちらに重きを置くかで判断が
分かれる。すなわち，①情報を利用する者の客観的認識可能性を基準にする見
解（相対説）と，②アクセス制限を含む情報の管理体制に一定レベルの基準を
要求する見解（客観説），の二つのアプローチがあり（19），①の基準を採れば，
多少秘密管理に問題があっても，情報を利用する者（不正取得者）が当該情報
を客観的に秘密情報として認識している状況にあれば，秘密管理性の要件を満
たす可能性が高くなる。
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　一方，②の基準を採れば，営業秘密に対するアクセス制限を含む管理体制が
どのようなものであるかが主に問われ，その管理の程度によって判断が分かれ
る。これは，営業秘密を法的に保護するためには，保有者はそれ相応の管理を
しなければならないという考え方に重きを置くもので，その結果，営業秘密を
不正に取得した者が，いかに当該情報を営業秘密であることを認識していよう
とも，保有者の情報の管理が杜撰であれば，法的保護に値しないとして秘密管
理性が否定されることになる（20）。
Ⅳ．裁判所の秘密管理性の基準
　過去の裁判例を紐解いてみると，上述した①と②の二つのアプローチを基準
として，情報を利用する者の客観的認識可能性を重視し，事案ごとに総合的・
合理的・相対的に判断する方法（相対説）と，アクセス制限を含む情報の管理
体制に一定レベルの基準を要求する見解に基づき，厳格な営業秘密の管理がな
されているかどうかにより判断する方法（客観説）に大別することができる。
　当然のことながら，前者のアプローチを採った場合，秘密管理性は認めやす
くなり，原告（保有者）に有利になる傾向がある。一方，後者の場合は，保有
者の秘密情報の管理の方法・体制が厳しく問われるので，情報管理に一部でも
瑕疵があった場合，秘密管理性が否認される可能性が高くなり，被告（不正取
得者）が有利になる傾向がある。ただし，裁判例によっては，どのアプローチ
を採っているかはっきりしないケースも多い。
　以下，裁判所における判断の変遷を年代とともに追ってみたい。
１．2003年頃まで
　人口歯事件（21）までは，情報を利用する者の認識可能性を重視し，事案ごと
に総合的・合理的・相対的に判断するアプローチ（相対説）が主に採られて
いたようである。たとえば，男性用かつら事件（22）では，顧客名簿の収納に施
錠がなかったにもかかわらず，秘密管理性が肯定された。また，開成教育セミ
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ナー事件（23）では，講師の退職時に生徒の住所，連絡先の欄がある生徒一覧表
を記した教務手帳の返還を求めていなかったにもかかわらず，秘密管理性が
肯定された。さらに，ハンドハンズ事件中間判決（24）および同終局判決（25）では，
秘密表示がなく，情報の一時持ち出しが認められていたにもかかわらず，秘密
管理性が肯定された。この他にも，フッ素樹脂シートの溶接技術事件（26），セ
ラミックコンデンサー事件（27）など，このアプローチを採り，事案ごとに総合
的・合理的・相対的に判断した裁判例が続いた。
　これらに共通するのは，内部者であった情報の利用者が，当該情報が秘密と
して管理されていることを認識していることである。保有者の情報の管理が多
少杜撰であったとしても，不正取得者の秘密情報の認識度が高ければ，裁判所
は秘密管理性を肯定していた傾向がある（28）。
２．2003年頃から2007年頃まで
　ところが，2001年の人口歯事件判決以降，保有者の厳格な営業秘密の管理
を要求する裁判例（客観説）が増えてくる。人口歯事件では，人口歯の原型に
ついて，保管場所が担当者の任意に委ねられ，収納する入れ物にも「部外秘」
の表示がなく，外部の専門家に預ける際にも秘密保持契約が締結されていない
ことから客観的に認識し得る秘密管理がなされていないとして，秘密管理性が
否定された。この事案は，人口歯の原型管理について，ほとんど管理されてい
なかったという極端な例であるが，この傾向を強めたのがノックスエンタテイ
メント事件（29）である。
　この裁判例は，顧客リストに「社外秘」及び「持出厳禁」とのラベルが貼付
されたキャビネットの引出しに保管されていたが，キャビネットが営業時間中
に施錠されておらず，データも全従業員が閲覧可能なパソコンにパスワードの
設定もなく保存されており，プリントアウトした紙媒体も元従業員に配布さ
れ，保管も各人に委ねられていたとして秘密管理性が否定された。
　この事案で特筆すべき点は，対象が総勢4名の小規模な会社であり，この規
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模の会社に高度な情報の管理を要求すれば，企業活動を過度に硬直化させてし
まうおそれがあるにもかかわらず，裁判所はこれを考慮に入れた判決を下さな
かったことである。
　その後，特に秘密表示がないものについて秘密管理性を否定する裁判例が続
いた。例えば，メディカルサイエンス事件（30），ペットサロン事件（31），高周波
電源装置事件（32），データファイル事件（33）など，2007年頃までこの傾向が続く。
　このように裁判所のアプローチの仕方が変わった理由の一つには，営業秘密
の不正取得の事案が多発し，その原因が，企業の秘密管理があまりにも杜撰で
あり，これが営業秘密の不正取得事件を助長しているという当時の事情があ
げられる。もう一つは，2003年の不正競争防止法の改正にあると考えられる。
2003年の改正では「営業秘密侵害罪」が不正競争防止法に導入され，営業秘
密侵害行為のうち，特に違法性の高い行為類型に限定して刑事罰の対象とされ
た。不正取得者に刑事罰を与えるには秘密管理性の厳格な認定を行うべきとす
る裁判所の認識があったのかもしれない。すなわち，営業秘密の取得者に刑事
罰を科すだけの管理がなされていることを求めたため，民事裁判でも秘密管理
性を厳格にとらえたのではなかろうか（34）。
３．2007年頃以降
　2007年以降になると，相対説に基づくアプローチが再度採用される傾向が
見られる。水門開閉装置事件（35）では，無施錠の棚に保管されて誰でも閲覧・
コピーでき，電子データの扱いも特段のアクセス権者の制限がなかったにもか
かわらず，裁判所は，秘密とする旨を社内的に認識させる措置をしていたとし
て秘密管理性を肯定した。産業用ロボット事件（36）では，電子データのパスワー
ドの管理が不徹底で，かつ紙媒体に社外秘の表示もなく，施錠された場所に保
管されておらず，廃棄などの管理がなされていなかったにもかかわらず，不正
取得された情報そのものが重要であることが明らかであるとして秘密管理性を
肯定した。
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　さらにイープランニング事件（37）では，サーバーにアクセスするための IDと
パスワードを書いた紙を机に入れていたり，ログインした状態で離席すること
があっても，アクセスできる従業員を制限していることには変わりはないとし
て秘密管理性を肯定した。近時の事案としては，不正取得者の認識可能性に加
え，当該秘密情報が稀有なものであり希少価値があることを重視して秘密管理
性を認めた裁判例もある（38）。
　このように，2007年以降，客観説に基づくアプローチを修正し，相対説に
基づくアプローチを採る裁判所が増えたような傾向がある。これらにほぼ共通
して言えることは，不正取得者の客観的認識可能性に加え，秘密情報の性質，
会社の規模，外部からの不正取得防止の対策の程度，情報管理のコストや必要
性などを重視していることである。
　また，厳格な管理体制を企業に要求するあまり，不正取得者が営業秘密であ
ることを認識していたにもかかわらず企業が救済されず，その結果，不正取得・
使用を助長する危惧が裁判所にあったのではないだろうか。このような背景か
ら，一律な厳格管理の基準を緩和させ，柔軟な判断をするようになったのでは
ないかと推察される（39）。
　以上のように，裁判所は秘密管理性に関する判断の傾向は見られるものの，
明確な判断基準は存在しない。特に，2003年頃から2007年頃までの裁判所の
判決の傾向は，事業者の秘密管理体制を厳格にとらえ過ぎるあまり，不正取得
者にとって有利な結論が導かれたことは否めない。諸外国においても，事業者
の秘密管理体制にこのような厳格さを求めるものはほとんど見られない（40）。
　近時の相対説に基づく判断は当然の帰結であり，新日鐵住金対ポスコ訴訟に
おいても，相対説に基づくアプローチが採られるのではないかと推察される。
しかし，ポスコとの間の技術的交流は，ポスコ設立時から行われており，当該
技術情報の漏洩がいつ頃から行われたのかにもよるが，漏洩が断続的かつ継続
的に長期間行われており，初期の営業秘密管理体制が不十分で秘密管理性がな
いと判断される可能性があり，新日鐵住金に不利になることも予想される。
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Ⅴ．営業秘密と個人の知識・創作との関係
　新日鐵住金対ポスコ訴訟では，元従業員が当該技術情報を不正取得しポスコ
に漏洩したとするが，不正取得した情報が文書であったり，CDやUSBメモリ
のような電子媒体に記憶された有体物を不正取得したような場合は，これらを
証拠として不正取得の立証が行われることになると思われるが，元従業員が在
職中に創作したような無形の技術情報はどうであろうか。また，元従業員の記
憶の中にある知識やノウハウを競業他社に開示することも考えられる。特に，
競業他社に再就職したような場合，個人の記憶の中にある知識やノウハウを自
由に使うことは当然と考えられるし，再就職先である雇用主は，それを目的に
優秀な技術者を雇用しようとすることも否めない。かかる元従業員の記憶の中
の知識やノウハウは，営業秘密に該当するものなのであろうか。
　営業秘密の管理主体は，事業者であることが前提である（41）。このため，か
かる情報の創作者が誰であるかを問わず，事業者が当該技術情報を秘密として
管理している場合には，営業秘密に該当する（42）。
　たとえば，当該情報が事業によって秘密として管理されていれば，元従業員
が記憶している知識やノウハウを外部に持ち出した場合も，営業秘密として取
り扱わなければならない。また，元従業員が創作したものであっても，その情
報を事業者が営業秘密として管理しているならば，その不正な使用行為又は開
示行為は処罰や差止めの対象となり得る。技能・設計に関して元従業員が体得
したノウハウやコツも同じである。一方，事業者がかかる情報を営業秘密とし
て管理していない場合には，元従業員の記憶の中にある情報は営業秘密として
の属性はない（43）。
　このように，従業員又は元従業員の頭の中の知識やノウハウの秘密管理性
は，事業者が秘密情報として管理しているか否かが判断の基準となる。このた
め，新日鐵住金対ポスコ訴訟における不正取得・使用されたとする当該技術情
報の営業秘密該当性の有無の判断は，新日鐵住金の秘密管理体制の程度の度合
いが，極めて重要な判断材料となると思われる。
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Ⅵ．営業秘密の人的管理体制
　営業秘密の管理に当たっては，「物理的管理」，「技術的管理」，「人的管理」
等の具体的な管理方法により，営業秘密をその他の情報と区分し，権限に基づ
きアクセスを許された者が，それを秘密であると認識して取り扱うために必要
な措置を講じるとともに，権限のない者にアクセスされないような措置を講じ
ることが必要である。また，具体的な管理方法による管理を適切に機能させる
ために「組織的管理」を行うことが重要である（44）。
　新日鐵住金対ポスコ訴訟においては，技術情報の漏洩が元従業員により行わ
れたとすることから，「物理的管理」，「技術的管理」，「組織的管理」が如何に
行われていたかという点と共に，元従業員に対して如何に「人的管理」を行っ
てきたかを問題とされる可能性がある。「物理的管理」，「技術的管理」，「組織
的管理」の詳細は，営業秘密管理指針に譲るとして，ここでは「人的管理」体
制（45）について検討することにしよう。
１．従業員及び退職者等と締結する秘密保持契約
　退職者であっても就業中に得た情報が営業秘密に該当するときには，不正競
争防止法上，それを不正開示してはならない義務が課せられている（46）。また，
退職者には，就業中得た勤務先の重要情報については，信義則上の秘密保持義
務が課せられており（47），必ずしも退職時に合意がなくても，悪質な不正開示
事案は，不法行為ともなり得る。しかし，従業員の退職時には，できるだけ秘
密保持誓約書に署名を求める努力が必要である（48）。
　秘密保持誓約書は2部用意し，一方を事業者側が保管するとともに，退職者
にも謄本を保管させるようにすべきである。多くの不正開示は，退職者の営業
秘密であるとの認識の欠落から起きるものなので，秘密保持誓約書を保持させ
ることで，営業秘密の不正開示が許されないことを認識させることが必要であ
る。なお，秘密保持誓約書を取るだけでなく，秘密保持誓約書の意味を退職者
に理解させる日頃の教育・研修も必要である（49）。
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　また，秘密保持誓約書には，秘密保持の対象となる具体的な営業秘密情報を
記載することが必要である。特に，重要な技術情報に関与したと思われる退職
者については，秘密保持誓約書の別紙として，過去に従事してきた技術開発等
の具体的な技術情報（50）を詳細にリストアップして，秘密保持誓約書に添付す
ることが望ましい。そのためには，日頃，業務日誌や報告書，従事した開発プ
ロジェクトの記録の保持が必要である。特に，技術者及び関連する技術情報並
びにプロジェクトごとに，それらの情報をデータベース化し，営業秘密として
扱う技術情報が特定できるような管理体制を構築し実施する必要があるであろ
う。ただし，そのデータベースの管理は厳格なものでなければならないことは
言うまでもない。
２．退職者の競業避止義務
　退職者に競業避止義務を課すことは，秘密保持誓約書よりも効果があると思
われるが，かかる義務は，従業員の職業選択の自由の制限になり得ることから，
限定的にしか有効にならない（51）。競業避止義務を有効とするためには，競業
避止の期間，地域，職種等が合理的に限定されており，競業避止義務を課すこ
とに対する対価が必要である（52）。
　しかし，実際には，競業避止義務を退職者に課すことは現実的ではないであ
ろう。現実問題として，多くの技術者の再就職先のほとんどは競業他社であり，
特に専門的な技能を有する技術者は，同じ業界でしか自分の技術力を活かせな
いとう特性を持つことを考慮すべきである。もし仮に，退職者に無制限の競業
避止義務を課した場合，退職者は，再就職という点で多大な不利益を被る可能
性がある。事業者の一方的なリストラや，早期退職制度を強要するような会社
都合による従業員の望まない退職であれば，なおさら競業避止義務を退職者に
課すことは，退職者の再雇用の機会を大幅に減じることになりかねない。この
ように，退職者に競業避止義務を課すことは，職業選択の自由の制限の観点か
ら限定的に行われるべきであり，また慎重に対応すべきである。
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３．退職金規程
　優秀な技術者であればあるほど，事業者は競業他社からの引抜きに注意すべ
きである。他社から提示された高額な報酬に魅力を感じる者も多いだろうが，
多くの技術者は，自分の技術力が高く評価され，その技術力をもって製品の開
発などができるという自己実現に魅力を感じている。
　このような技術者を社内に留まらせておくために，退職金規程で，一定の競
業避止義務を課し，その違反があった場合に退職金を減額するというペナル
ティーを科すことも考えられる。たとえば，かかる義務違反があった場合に
は，退職金を自己都合退職の際の退職金を2分の１にするというような規定で
ある。
　このような退職金規程は，直ちに無効とされるものではないとした最高裁
判例がある（53）。この裁判では，退職金規程に，同業他社へ再就職したときは，
自己都合退職の2分の1の乗率に基づいて退職金が計算されるという趣旨の規
定があったが，従業員が，入社の際，競業避止義務を認める誓約書を提出し，
退職金受領時にも，退職金の半額を返還する旨の誓約をしていたところ，退職
後の同業他社への再就職をある程度の期間制限することをもって，直ちに従業
員の自由を不当に束縛するものではないとした。ただし，まったくの無制限の
競業避止義務を課すことは無効であるとした判例もある（54）。
　なお，退職金規程の改訂に関して，このような競業避止義務に関する退職金
の減額についての変更は，従業員の不利益となるため注意が必要であり，従業
員に対して合理的な理由を説明しなければならない。
４．就業規則・労働契約法
　上述の退職金規程を変更することができないからと言って，個々の従業員と
の労働契約において，このような競業避止義務違反の場合の退職金の支給条件
を定めることは基本的に許されない（55）。なぜなら，労働契約法に「就業規則
で定める基準に達しない労働条件を定める労働契約は，その部分については，
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無効とする。」と規定されており，労働条件は，就業規則の条件を下回らない
ことが求められているからである（56）。
　ただし，特殊な技術を有する技術者を雇用する場合，賃金その他の労働条件
を他の従業員よりも厚遇する代わりに，一定の競業避止義務の負担，退職金不
支給条件を課すなどの工夫により，労働条件が直ちに就業規則以下とならない
ようにすることは可能である（57）。しかし，若干の賃金の厚遇の代わりに，無
条件の競業避止義務の負担や退職金不支給などの多大なペナルティーを科す場
合には，無効とされる可能性が高い。
　なお，就業規則に秘密保持の規定を設ける場合には，労働関連法規に反しな
いよう注意する必要がある。例えば，就業規則に，営業秘密を不正に取得又は
使用若しくは開示した従業員に対する制裁規定を新たに制定し，又はその内容
を変更する場合には，労働基準法の規定に従い，使用者は，労働組合又は労働
者の過半数を代表する者の意見を聴き，その変更を労働基準監督署に届ける必
要がある（58）。また，作成された就業規則が法的規範としての性質を有するも
のとして，拘束力を生じさせるためには，事業場の従業員に対して周知されて
いることも必要である（59）。
　いずれにせよ，個別に労働契約の条件を課すことは，合理的な基準とともに
明確な説明が求められることになりかねないので，慎重に取り扱うべきであ
る。
５．刑事訴訟手続き
　2003年，不正競争防止法に，特に違法性が高いと認められる侵害行為につ
いて刑事罰（営業秘密侵害罪）が導入された。その後，2005年には，退職者
処罰規定が導入され，2006年には，法定刑の引き上げが行われた。さらに，
2009年には，営業秘密侵害罪の対象範囲の拡大が行われた（60）。このように，
不正競争防止法に営業秘密侵害罪が導入され，徐々にその強化がなされている
が，これらの規定は，技術情報の漏洩に対して大きな抑止力になっていると思
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われる。
　退職者の営業秘密の不正取得・使用に関しては，2006年の改正で，営業秘
密の開示を受けた役員や従業員が，開示の申込みや請託を受け，不正競争の目
的をもって退職後に開示する行為を刑事罰の対象とした（61）。現職の役員及び
従業員については，事業者との委任契約又は雇用契約において，一般的に課せ
られた秘密を保持すべき義務を課せられていることから，営業秘密を不正に使
用又は開示する行為を刑事罰の対象としているが（62），一方で，元役員及び元
従業員については，営業秘密を保持する義務の有無は一義的に明確ではないた
め，原則として刑事罰の対象としていない。しかし，在職中に営業秘密の不正
開示の申込みや，不正使用行為又は不正開示行為の請託の受託等の準備行為がな
された上，その後，営業秘密の不正使用又は不正開示が行われた場合には，在職
中の段階で負っている守秘義務に違反しているため，当罰性が認められる（63）。
　営業秘密の不正取得行為は，人の意識に深く関わる問題であり，いくら厳重
な管理体制を構築しようとも，故意に営業秘密を不正取得しようとすることを
防止することはできない。不正取得しようとする者は「この会社の管理は甘い
から盗んでも見つからないだろう」という意識があるからこそ不正取得しよう
とするのであり，不正取得した場合に刑事責任を追及されることまでは想定し
ていないことが多い。
　したがって，就業規則や営業秘密管理規程で不正取得に対する厳しい懲戒処
分（解雇，退職金不支給など）を明記したうえで，企業は営業秘密を不正取得
した者に対し，刑事告訴する可能性があることを明言することも効果があるの
ではないだろうか（64）。
　また，2011年には，営業秘密の内容を保護するための刑事訴訟法手続の整
備が行われた（65）。これにより，仮に企業の営業秘密が侵害され，刑事告訴を
行った場合でも，刑事訴訟手続きにおいて，営業秘密の内容が適切に保護され
るようになった。このため，事業者が不正取得者を刑事訴追した場合でも，事
業者の秘密情報が公にされる心配はなくなったといえる。事業者が，不正取得
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者に対して刑事訴追をする可能性があることを明言することにより，安易な営
業秘密の不正取得は減るのではないかと思われる（66）。
６．教育・研修
　人的管理で最も効果があるのが，営業秘密に対する教育・研修であろう。ア
クセス権者に対し，自身が扱う営業秘密の価値及び秘密を保持することの重要
性について，正しく認識するように教育することが重要である。また，営業秘
密管理について組織的な体制を整備し，具体的な管理方法を社内ルールとして
指定している場合には，アクセス権者であるか否かを問わず，これらについて
も十分に認識するように，教育・研修を実施することが望ましい（67）。
　実際に，裁判所は，教育・研修の実施について，これらを実施していること
が，秘密管理性を判断する際に肯定的な要素となることを判示しているものが
ある（68）。たとえば，新規採用社員に対して，営業秘密情報について，営業活
動以外への使用の禁止を指導徹底していた事例 （69） や，就業規則において，従
業員に対し会社の業務上の秘密を他に漏らさないことを義務付け，新入社員
の入社時にもその旨指導するなどしていた事例（70），さらには，従業員に対し，
毎朝の朝礼において，随時，新聞等に掲載された営業秘密に関する事件を紹介
するなどの教育を行っていた事例（71）などがある（72）。
　社内教育に関しては，従業員等に対し，これらの教育・研修の参加を義務付
けること，関連文書等の配布，社内セミナー等の実施はもちろんだが，画一的・
形式的な教育だけでなく，部署や職務ごとのワークショップやディスカッショ
ンも効果が大きい。人に，あることを認識させるには，自分の口で言わせたり
書かせたりするアウトプットが必要である。さらに，ビジネス倫理・行動規範
規程を整備し，具体的な事例を紹介することも効果があると思われる。
　これらの実施には時間と労力が必要だが，いったん営業秘密が漏洩してから
では遅いことを思えば，これらの教育・研修は企業にとって必要不可欠の対策
であろう。
303
－152 （     ）－
７．雇用に関する問題
　長引く不況の中，企業の業績悪化により，リストラ，早期退職等により職を
失う者が増えている。その中には，自分を解雇した元の会社に恨みを抱く者も
少なくない。そうした者が，少なからず営業秘密の漏洩に関与することも否定
できない。また，海外の競業他社からすれば，これらの優れた技術者を自社に
採用する絶好の機会となる。職を失った技術者にとってみれば，競業他社から
の再就職の誘いは，自分の技術力を高く評価してくれた証であると思うものも
無理はない。我が国の製造業の過去を振り返れば，このような形式・態様で，
我が国の優れた技術が，これらの技術者と共に海外に流出してしまい，最終的
には，我が国の国際競争力を失わせている原因の一つになっているのではない
だろうか。
　長引く不況の中，技術者の流出に対する有効な防止策はないが，企業のトッ
プは，「技術は人である」ということを再認識し，安易なリストラや解雇を止
めるべきであろう。いくら優れた技術が社内にあっても，それを活用する優秀
な技術者がいなければ，技術を発展させることはできず，また技術革新なども
ありえない。優れた技術者であればあるほど，厚遇し働きやすい職場環境を整
備することが望まれる。
　なお，欧米の会社では，従業員の退職が決まった段階で，営業秘密の不正取
得を防止するため，直ちに従業員に退社命令を出し，荷物等の整理や社外への
運搬を行う際に警備員が立ち会い，営業秘密の不正な持出しを防止する方法を
採ることがある。この方法がどこまで有効であるか不明であるが，従業員が営
業秘密を不正取得するおそれの高い場合には，事業者は，このような厳格な手
段をとることも考えられる。
Ⅶ．米国の営業秘密に関する法令
　営業秘密に関する米国の法令としては，1979年に作成された統一営業秘密
法（Uniform Trade Secret Act）（73）と，1996年に制定された連邦経済スパイ
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法（Economic Espionage Act of 1996）（74）がある。統一営業秘密法はモデル法
であり，これを基に各州は独自の州法（75）を作成している。このほかにも，法
令ではないが，コモン・ローの集大成である1993年に策定された第三次不正
競争リステイトメント（Restatement of the Law Third, Unfair Competition 
1993）があり，各州はこれも参考にしている（76）。
　統一営業秘密法は，1979年に，州統一法委員会全国会議（77）が作成したもの
で，モデル法としてカリフォルニア州など46州が採択している。同法は，民
事上の営業秘密について規定しており，営業秘密の要件として，①非公知性，
②独立した経済的価値，③秘密性保持のために当該状況の下で合理的な努力の
対象となっている，という3要件を規定している（78）。
　一方，連邦経済スパイ法（79）は，デジタル化の進展とともに物理的な侵害行
為を伴わない形での営業秘密の窃取が容易になったことを背景に，行為者が外
国政府等を利することを知って営業秘密を窃取したり，正当な権限なく複製を
作成，あるいは媒体を持出したりする行為等や，これ以外の図利加害目的でな
された窃取等の行為が刑事罰として規定されている（80）。
　営業秘密の要件に関しては，統一営業秘密法とほぼ同じであり，①秘密性維
持のための合理的措置，②独立した経済的価値，③非公知性，の３要件が必要
とされる。但し，統一営業秘密法では，営業秘密の非公知性について，「その
開示及び使用によって経済的利益を得ることができる第三者」に知られていな
いことが要求されているが，連邦経済スパイ法は，一般公衆に知られておらず，
また容易にアクセスできないものであれば足りるとし，営業秘密管理性の要件
を若干緩めている（81）。
　連邦経済スパイ法1831条（82）は，外国政府機関が関係するスパイ行為につい
て規定しており，外国政府，外国の関連団体，又は外国の代理人を利すること
を目的とし，又はこれを知って，一定の禁止行為によって営業秘密を窃取等す
ることを禁じている。法定刑は，50万ドル以下の罰金もしくは15年以下の懲
役又はその併科である。さらに，両罰規定として，団体に1000万ドル以下の
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罰金を科している。なお，罰金額については，不正取得者の得た利益，又は被
害者の被った損失額の2倍以下の額のいずれかを選択可能としている。
　一方，同法1832条（83）は，個人又は企業を利するための営業秘密の窃取等を
禁じている。すなわち，営業秘密の保有者以外の者の経済的利益のために窃取
等する目的，又は保有者に損害を与えることを目的とし，又はこれを知って，
一定の禁止行為によって営業秘密を窃取等することを禁じている。法定刑は，
25万ドル以下の罰金もしくは10年以下の懲役又はその併科である。さらに，
両罰規定として，団体に500万ドル以下の罰金を科している。その他，連邦経
済スパイ法は，没収（84），秘密保護（85），民事手続きの仮処分（86），合衆国外の行
為への適用（87）を規定している。
　このように，米国は，連邦法と州法により営業秘密に関して規定しており，
連邦法が刑事法，州法が民事法の役割を担っている。特に，連邦経済スパイ法
は，外国政府等を利する行為について規制しており（88），特定秘密保護法案が
現在検討されているものの，我が国には，現在のところ，これに該当する法令
はない（89）。
　同法の特色は，その適用範囲が極めて広いことから，営業秘密不正取得・使
用に関して，その規制が強力であることである。たとえば，不正行為が実際に
外国政府に利益をもたらしたかどうか，あるいはその意図があったかどうかは
問われず，不正取得者が，その行為によって，外国政府等が利益を得る可能性
があることを知ってさえすれば同法が適用される。また，秘密の対象も広く，
同法1839条（90）では，形式や種類を問わず，金融，科学，技術，経済又は工学
に関するあらゆる情報と定義している。
　このように，米国は，経済情報保護政策の下，厳密な法理論による規制より
も，実際に米国内で行われている経済スパイ活動を防止するため，実効性のあ
る立法措置を採っていると言える。この背景には，米国における中国系米国人
による産業スパイ事件が後を絶たないためである（91）。但し，同法は，取締り
当局の裁量を大きく認めているため，捜査による個人のプライバシーの侵害等
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のおそれが多分に残る。
　現在，産業スパイ行為については，我が国には同様な法律がないため，不正
競争防止法，個人情報保護法，不正アクセス禁止法などの法律を使うことにな
るが，特に，海外からの技術情報の不正取得に関しては，十分な法的対応がで
きているとは言い難い。世界レベルで経済スパイが増加している中，このまま
我が国の技術情報の流出が続けば，我が国の国際競争力を取り戻すことは不可
能に近くなるであろう。これを考えれば，連邦経済スパイ法1832条などを参
考に，不正競争防止法のさらなる強化，又は統一的な産業スパイ法などを考え
てもよいのでないだろうか。
Ⅷ．結びにかえて
　従業員又は元従業員等の営業秘密不正取得行為は，いくら法的な規制を強化
しようとも根絶することは難しい。逆に，国際競争が激化すればするほど，営
業秘密不正取得行為は多発することが予想される。
　いったん不正取得・流出した営業秘密は，法的保護の対象となるとしても，
法によって受けることのできる救済には限りがあり，不正取得・流出によって
被った損害は測りきれず，十分な回復は望めない。すなわち，法的救済は，あ
くまで事後解決の一方法でしかなく，法的保護による救済をあてにすることは
禁物である。特に，海外からの不正取得の場合には，たとえ我が国の裁判所で
勝訴判決を得たとしても，海外の事業者に対する執行は，法の執行の面で問題
が残る。
　このような状況下においては，企業は，営業秘密不正取得行為に対して自衛
するしかなく，社内の営業秘密管理体制の強化が急務である。特に，「人的管
理」については，従業員等に対する教育・研修を行うことはもちろん，就業規
則や退職時の秘密保持契約等を見直す必要がある。その一方で，企業は，安易
なリストラや整理解雇をやめるとともに，非正規雇用を正規雇用に変えたり，
定年の延長などを考えるべきであろう。なぜなら，これらの施策は，直接的に
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営業秘密不正取得行為を防止するだけでなく，従業員等の愛社精神や忠誠心を
維持し，間接的に営業秘密不正取得行為を予防することにつながるからであ
る。
　企業は，リストラ等による一時的な利益の確保よりも，技術流出が企業の将
来にとって，どのような影響を与えるかを真剣に考えることも必要ではないだ
ろうか。企業には，これらを客観的に判断できる経営合理性が求められる。カ
ネは失っても，すぐに取り返すことが可能だが，重要な技術情報の流出によっ
て失った損害と将来の逸失利益，さらに企業の将来のビジネスの原動力となる
従業員等の愛社精神・忠誠心は，いったん失うと，そう簡単には取り戻せない
ことも企業は肝に銘ずべきであろう。
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（79）同法は連邦捜査局（FBI）や産業界の強い要望で成立したもので，それまで民事法（州法）
でしか対応できなかった秘密の不正取得に刑事罰を導入した。
（80）連邦経済スパイ法1831条及び1832条。
（81）クイン・エマニュエル・アークハート・サリバン外国法事務弁護士事務所「米国の
最も重要な資産を保護する経済スパイ法」（2001），http://www.quinnjapan.com/news/
articles/100701_03.html （2013年9月7日アクセス）
（82）18 U.S.C.§1831
（83）Id at §1832
（84）Id at §1834
（85）Id at §1835
（86）Id at §1836
（87）Id at §1837
（88）Id at §1831
（89）我が国でもこれに類似したスパイ防止法案「国家機密に係るスパイ行為等の防止に関す
る法律案」が議論されていた時があったが，同法の適用により，一般国民の人権が侵害さ
れた際の救済措置が不十分であるために廃案に追い込まれた。その後，再度検討がなされ，
2013年秋に，特定秘密保護法案が国会に提出される予定である。
（90）18 U.S.C.§1839
（91）例えば，2010年，中国出身の元技術者が，同社が手掛けるスペースシャトルの開発に関
する技術資料を30年に亘り中国に不正に漏洩したとして連邦経済スパイ法違反の罪に問わ
れ有罪となった事件がある。
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