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КОНЦЕПТУАЛЬНІ ПРОБЛЕМИ ІНФОРМАТИЗАЦІЇ 
ОСВІТИ І НАУКИ 
Комзюк А. Т.,  
д-р юрид. наук, професор, 
Луганський О. М.,   
Харківський національний університет  
внутрішніх справ  
ШЛЯХИ ЗАПРОВАДЖЕННЯ ІНФОРМАЦІЙНО-
КОМУНІКАЦІЙНИХ ТЕХНОЛОГІЙ У НАУКОВО-
ДОСЛІДНУ ДІЯЛЬНІСТЬ ВИЩИХ НАВЧАЛЬНИХ 
ЗАКЛАДІВ МВС УКРАЇНИ 
Проблематика запровадження сучасних інформаційно-
комунікаційних технологій у відомчу науку є недостатньо дослі-
дженою. Для більшості вчених таке запровадження на практиці 
обмежується використанням офісних комп’ютерних програм (під-
готовка, друк та зберігання документів), а також пошукових і ко-
мунікативних можливостей Інтернет (пошук корисних WWW-
сторінок, листування засобами електронної пошти тощо).  
У порівнянні з аналогічним за призначенням інструментарієм 
науковця недалекого минулого (друкарські машинки, паперові біб-
ліотечні каталоги, листування засобами паперових поштових відп-
равлень) сучасні можливості технологій є дійсно вражаючими. 
Втім, підсвідомо відчувається, що всі ці удосконалення мають не-
значне відношення до безпосередньо творчого процесу, до інтелек-
туальної діяльності дослідника. Тому не дивно, що зазвичай ро-
биться висновок, що нові технології не привносять в науковий 
процес радикальних покращень, створюючи лише певні елементи 
технологічного комфорту. З іншого боку, за аналогією з іншими 
«проривними» напрямами запровадження сучасних інформаційно-
комунікаційних технологій (інформатизація освіти, організаційного 
управління, бібліотечного сервісу тощо) можна передбачити наяв-
ність прихованих нерозкритих можливостей та перспектив інфор-
матизації саме науки. 
Експоненційне нарощування обсягу наукових знань у світі при-
звело до того, що за свідченням експертів за останні 70 років наука 
випрацювала 90% всіх знань людства.  При цьому подібне зростан-
ня супроводжується прискореними темпами. Якщо до 1500 року у 
світі видавалося приблизно 1000 книг на рік, то вже в середині 60-х 
років 20-го століття світове виробництво книжкової продукції дося-
гло 1000 книг на день. За свідченнями експертів обсяг наукової 
продукції у 2015 році буде зростати удвічі кожні 3 місяця. До цього 
слід також врахувати швидке оновлення наукових знань та їх 
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швидке старіння. В середньому по різних галузях науки наукові 
знання оновлюються кожні 5 років на 50%. Безперечно опрацювати 
увесь масив отриманих знань колишніми технічними засобами стає 
вже неможливим. У зв’язку із цим, з однієї сторони, суттєво зросла 
питома вага незатребуваної наукової інформації, з іншої – має місце 
дублювання у отриманні нових знань. Таким чином, уведення як у 
сам науковий процес наукового дослідження, так і в збереження, 
переробку та розповсюдження його результатів інформаційної тех-
ніки та інформаційно-комунікативних технологій є, в першу чергу, 
інструментом вирішення протиріччя між отриманим обсягом науко-
вого знання і можливістю його ефективного використання. 
Наука – це колективна діяльність, вона неможлива без постій-
ного обміну інформацією між вченими. Інформаційно-
комунікаційні технології змінили форми комунікації вчених. Поява 
безпаперової технології, електронних документів сприяє заміні 
особистого спілкування між людьми на електронну пам’ять та 
комп’ютерні віддалені on-line та off-linе комунікації.  
Сучасні наукові дослідження здебільшого реалізуються у формі 
наукових проектів. Це пояснюється тим, що в умовах зростання 
динаміки змін вимог до наукових результатів  необхідно чітко ви-
діляти результати науково-дослідної роботи, що досягнуті до пев-
ного моменту часу, аналізувати , якими силами та з якими затра-
тами ці результати були досягнуті. Під проектом зазвичай розумі-
ється обмежена в часі цілеспрямована діяльність відокремленої 
проектної групи з встановленими вимогами до якості результатів, 
можливими рамками обсягів витрат і ресурсів, а також специфіч-
ною організацією. Науковий проект може бути визначений як об-
межений у часі цілеспрямований процес створення, теоретичної 
систематизації та використання нового наукового знання з вста-
новленими вимогами до якості результатів і витрат ресурсів, а та-
кож специфічною організацією. Проектний колективний характер 
сучасних наукових досліджень вимагає ґрунтовного дослідження 
проблематики управління науковими дослідженнями та розробка-
ми. Ще на початку ХХ століття П. Фрімен сформулював гіпотезу 
про доцільність розгляду процесу виконання наукових досліджень 
та розробок з точки зору процесу управління, яка пізніше була ре-
алізована для створення моделі процесу наукових досліджень та 
розробок в мережах GERT (Graphical Evaluation and Review 
Technique). У якості характерних станів мережі використовувались 
визначення задачі у відповідності до заданої потреби, визначення 
варіантів (гіпотез) вирішення, оцінка і вибір найкращого варіанту, 
розбудова моделі для визначення результату рішення задачі, впро-
вадження отриманого результату. У сучасному розумінні компоне-
нтами управління науково-дослідною діяльністю вважаються пла-
нування, організація, програмно-цільовий підхід, мотивація, зво-
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ротній зв’язок (аналіз, моніторинг, контроль), координація, комуні-
кація, впровадження, формування заходів впливу тощо. 
Важливим у контексті проблематики, що розглядається, є ура-
хування змін характеру наукової діяльності. Поряд з дисциплінар-
ними дослідженнями набули широкого розповсюдження міждис-
циплінарні та проблемно-орієнтовані форми дослідницької діяль-
ності, комплексні науково-дослідні програми, в яких беруть участь 
фахівці різних областей науки. При цьому інформатика не лише є 
каталізатором процесів взаємодії наук, але і сама виступає як са-
мостійна галузь наукового знання, у взаємодії з іншими науками 
породжує нові області наукового знання – інформаційну психоло-
гію, інформаційну економіку, соціальну інформатику тощо.  
Отже впровадження інформаційно-комунікаційних технологій 
у наукові дослідження є проявом об’єктивної потреби як виконан-
ня наукою тих складних завдань, що ставить перед нею життя, так 
і внутрішніми потребами самої науки. 
Вертаючись до проблеми визначення оптимальних шляхів за-
провадження інформаційно-комунікаційних технологій у відомчу 
науку, візьмемо також до уваги відомі фахівцям з менеджменту ре-
зультати спостережень за типовою виробничою діяльністю. Згідно 
цих даних виконавець витрачає на безпосереднє виконання основ-
ної профільної виробничої операції лише 5% – 20% свого робочого 
часу. Залишок 80% – 95% робочого часу він витрачає на підготовку 
до виконання виробничої операції. У контексті проблемної спрямо-
ваності даної роботи стає зрозумілим, що резерви запровадження 
інновацій у науці слід шукати не стільки у напрямі підсилення без-
посередньо інтелектуально-творчих потенцій науковця, а здебільшо-
го на шляхах вдосконалення операцій забезпечення такої діяльності, 
що на цей час є недостатньо дослідженою проблемою. 
Таким чином, вбачається актуальним визначити резерви та 
обмеження запровадження сучасних інформаційно-комуні-
каційних технологій у науково-дослідну діяльність вищих навчаль-
них закладів МВС України, запропонувати шляхи інформатизації 
відомчої науки.  
Скористаємося  загальними механізмами структурного проек-
тування інформатизації сучасної організації, що розкриті в роботі 
[1]. Згідно цих положень інформатизація може мати різноманітні 
прояви в залежності від об’єкту інформатизації (діяльність, на яку 
спрямовано вплив технологій), суб’єкту інформатизації (особа, фу-
нкціональна роль, група осіб, підрозділ, організація або корпора-
ція, для потреб яких запроваджуються інформаційно-
комунікативні технології), класу інформаційно-комунікаційних те-
хнологій, що запроваджуються, а також рівня зрілості та готовнос-
ті суб’єкта інформатизації до інновацій. 
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Готовність до інновацій доречно розглядати як на особистісно-
му рівні, так і на груповому (підрозділу, організації або корпорації 
організацій). Групові орієнтири рівня готовності до інформатизації 
можуть бути визначені шляхом віднесення групи до одного з кла-
сів: 1) група, що не зорієнтована на технології (відсутність 
комп’ютерної мережі, постійного доступу до Інтернет, спеціалізо-
ваних програм автоматизації бізнес-процесів тощо); 2) група, що 
зорієнтована на технології; 3) група, що зорієнтована на клієнта. 
Зрозуміло, що організація, яка використовує інформаційно-
комунікаційні технології з урахуванням індивідуалізованих потреб 
кожного окремого працівника/клієнта, є зразком для наслідуван-
ня. Градація організацій за рівнями готовності до інформатизації 
припускає неможливість «перестрибування через сходинку», має на 
увазі необхідність еволюційного шляху перетворень всієї організа-
ції. Границі ступенів зрілості організацій розмиті.  
Узагальнення накопиченого досвіду інформатизації дозволяє 
запропонувати певну схему класифікації сучасних інформаційно-
комунікаційних технологій. Будемо розрізняти 3 основних класи 
інформаційно-комунікаційних технологій: 1) технології управління 
комунікаціями та потоками інформації; 2) технології управління 
знаннями та обробкою інформації; 3) технології управління опера-
ціями та процесами.  
У контексті даного дослідження об’єктом інформатизації маємо 
вважати науково-дослідну та проектно-конструкторську діяль-
ність, на яку спрямовується вплив сучасних інформаційно-
комунікаційних технологій. Це цілком зрозуміло. Втім, для кращого 
розуміння доречно розрізняти безпосередню роботу дослідника, 
науковця, аналітика, проектувальника або конструктора, що має 
своїм результатом створення інтелектуального продукту, та, з ін-
шого боку, діяльність з управління науково-дослідною та проектно-
конструкторською роботою, що має забезпечити організацію про-
цесу та створення умов для досягнення відповідного результату. 
Управлінську діяльність у загальному розумінні прийнято поділяти 
на декілька спеціалізованих напрямів, а саме: стратегічне, тактич-
не та оперативне планування; організаційне проектування; управ-
ління персоналом; управління фінансово-економічною діяльністю; 
управління маркетингом; управління якістю. Так чи інакше, у зна-
чному або несуттєвому обсязі, але  ці компоненти в структурі 
діяльності з управління наукою присутні. Кожна з них «має право» 
на підсилення засобами сучасних технологій.  
Таким чином, змістовні контури інформатизації наукової дія-
льності доречно шукати у 3-вимірному просторі «об’єкт – суб’єкт – 
клас технологій». В таблицях 1-3 наведені заходи, завдання та тех-
нології, які мають знайти своє місце у практиці запровадження 
інновацій у відомчих ВНЗ. 
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Таблиця 1. Інформатизація індивідуальної творчої діяльності 
 
Управління  
комунікаціями 
Управління обро-
бкою інформації 
Управління опе-
раціями та про-
цесами 
Д 
о 
с 
л 
і 
д 
н 
и 
к 
Підтримка on-
line та off-line 
комунікацій, 
оперування по-
токами інформа-
ції, засоби ство-
рення та функці-
онування соціа-
льних мереж 
Доступ до ЕБ, БД 
та БЗ фахової ін-
формації, пошукові 
сервіси Інтернет, 
засоби обробки та 
розповсюдження 
електронної інфор-
мації 
Інтернет сервіси, 
офісні програми,  
спеціалізовані 
програмні пакети 
обробки даних та 
моделювання 
процесів 
Група 
колег 
Спеціалізовані 
наукові та про-
фесійні комуні-
кації  (віртуальні 
колективи, кон-
ференції, нови-
ни, поштові роз-
силання) 
Інформаційно-
бібліотечний супро-
від проектів та під-
вищення фахової 
кваліфікації, підт-
римка «живих» жу-
рналів та відкритих 
енциклопедій фа-
хових знань та ре-
зультатів дос-
ліджень 
Спеціалізовані 
системи групової 
взаємодії, автома-
тизація  сценаріїв 
науково-дослідної 
діяльності, засоби 
професійного на-
вчання та само-
навчання 
 
Таблиця 2. Інформатизація організованої колективної  
наукової діяльності 
 
Управління кому-
нікаціями 
Управління  
обробкою  
інформації 
Управління  
операціями  
та процесами 
Проектна 
група 
Підвищення ефек-
тивності інформа-
ційного обміну (ви-
робничі віртуальні 
наради, оголошен-
ня, поштові розси-
лання), ведення БД 
контактної інфор-
мації за проектом 
Засоби доступу 
та групового 
супроводження 
електронних 
бібліотек, БД та 
БЗ фахової ін-
формації за 
проектом, ви-
користання БД 
системи управ-
ління проектом, 
створення та 
підтримка ре-
позитарію пла-
ново-звітної 
документації за 
Запровадження 
систем управ-
ління проекта-
ми та потоками 
науково-
дослідних ро-
біт, облік ре-
зультатів нау-
кових дослі-
джень 
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проектом 
Інтегрована  
наукова   
організація 
Заохочення міжди-
сциплінарних нау-
кових зв'язків (ін-
терактивні й кому-
нікативні сервіси 
Інтранет-серверу), 
ведення БД конта-
ктної інформації 
організації 
Управління 
знаннями та 
інтелектуальною 
власністю, під-
тримка інтегро-
ваних ЕБ, БД та 
БЗ фахової ін-
формації, БД 
відомостей що-
до науковців, 
проектів, про-
грам, напрямів, 
колективів, ди-
сертаційних 
досліджень, 
планово-звітної 
документації 
організації 
Ре-інженірінг 
функціонально-
ієрархічної мо-
делі управління 
в процесну, 
запровадження 
ERP-технологій 
управління на-
уково-
дослідною дія-
льністю 
 
Таблиця 3. Інформатизація розширеної наукової корпорації 
 
Управління 
комунікаціями 
Управління  
обробкою 
 інформації 
Управління  
операціями  
та процесами 
Розширена 
наукова 
корпорація 
Захищений 
зв’язок із зов-
нішніми парт-
нерами і спо-
живачами нау-
кових результа-
тів, засоби 
створення та 
підтримки за-
хищеної корпо-
ративної мере-
жі соціальної та 
фахово-
виробничої вза-
ємодії та парт-
нерства 
Інтегровані ста-
ндартизовані 
середовища 
управління 
знаннями, інте-
лектуальною 
власністю та 
зведеними гіб-
ридними елект-
ронними ресур-
сами, інформа-
ційно-
бібліотечний су-
провід корпора-
тивних проектів, 
створення та 
підтримка захи-
щених «живих» 
журналів та від-
критих енцикло-
педій  фахових 
Підтримка інно-
вацій у виробни-
чих ланцюжках, 
генерації нових 
ідей і сценаріїв, 
що поліпшують 
науково-дослідну 
роботу, запрова-
дження CRM-
систем та техно-
логій 
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знань та резуль-
татів досліджень 
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Деталізація змісту кожного із напрямів інформатизації науко-
вої діяльності у вищому навчальному закладі, що перелічені у таб-
лицях, є, на наш погляд, досить зрозумілою. Втім, з іншого боку, 
прямування за окремими напрямами потребує достатньо трива-
лої роз’яснювальної та підготовчої роботи і є дещо передчасним. 
Тому розглянемо лише деякі найбільш актуальні проблемні пи-
тання та пріоритетні напрями. 
Класифікація суб’єктів інформатизації науково-дослідної діяль-
ності, яку подано вище, буде неповною, якщо до безпосереднього 
дослідника і організатора наукового процесу не додати споживачів 
результатів науково-дослідних та проектно-конструкторських ро-
біт, яких, в свою чергу, доречно поділяти на приватних та держав-
них. У широкому розумінні наука «працює» також на загальні пот-
реби пізнавального процесу та прогресу людства. Втім, щоб уник-
нути аналогії з відомим висловом з радянських часів щодо науки 
як засобу задоволення власного потягу до знання за державний 
рахунок, таку ідеалістичну спрямованість відомчої науки для пода-
льшого розгляду будемо вважати недоречною. 
Західна прикладна наука базується на прямій зацікавленості 
суб’єктів комерційної діяльності – замовників значної частини нау-
ково-дослідних і проектно-конструкторських розробок в одержанні 
реальних переваг у ринковій економіці. Тому проблема впрова-
дження наукових результатів, за виключенням природних ризиків 
отримання негативних результатів досліджень, там не стоїть. Тра-
диції функціонування вітчизняної науки мають інші внутрішні ме-
ханізми мотивації, які до реальних потреб у використанні резуль-
татів наукових досліджень мають значно менше відношення. 
Спроби «завантажити» здобувачів наукових ступенів обов’язковими 
впровадженнями наукових результатів у практичну діяльність на-
віть за напрямами технічних наук, де вимагається визначення кі-
лькісних показників економічного ефекту, змінити ситуацію не в 
змозі. Як і будь-який інший захід інноваційного характеру, впро-
вадження результатів наукових досліджень неможливо звести до 
процедури механічного передавання отриманого результату для 
використання у практиці. Воно має виражатися у тривалій проце-
дурі діяльності, що містить позиціонування новацій у системі тра-
диційної діяльності, адаптацію до умов використання, планування 
та організаційне проектування процесу впровадження, 
роз’яснювальну роботу, навчання персоналу, управління змінами, 
коригування у ході використання, масове закріплення інновації у 
практичній діяльності, стимулювання персоналу тощо. В іншому 
спрощеному варіанті новації не прищеплюються.  
В органах внутрішніх справ України ще не створено ефективну 
діючу систему запровадження інновацій та стимулювання іннова-
ційної діяльності. Внутрішні мотиви прищеплення нових технологій 
суттєво залежать від проявів інноваційного і стратегічного мислен-
ня керівного апарату практичних підрозділів, які у нинішній скла-
дній політичній і оперативній ситуації трапляються досить рідко.  
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Інша річ,  що дистанція між наукою і практикою є неприпус-
тимою і мають бути знайдені ефективні підходи та механізми її 
скорочення. Одне із важливих завдань, що має бути виконане – 
позбутися перешкод на шляху кожної розробки і кожного науково-
го результату до кожного потенціального споживача. Для цього має 
бути створене єдине інформаційне середовище, яке повинно за-
безпечити виконання наступних завдань: 1) створення розгорнуто-
го переліку проблем, що потребують вирішення; 2) акумулювання 
та розповсюдження всього корисного, що може бути впроваджене 
у практику; 3) запровадження експериментальних впроваджуваль-
них майданчиків; 4) підтримка ефективних комунікацій та соціа-
льних сервісів; 5) експертиза проектів, наукових результатів і про-
позицій; 6) адаптація наукових результатів до умов і вимог їх прак-
тичного використання та їх (результатів) інтерпретація тощо. 
До заходів першочергового характеру доречно було б віднести 
створення та експлуатацію інформаційної системи обліку науко-
вих результатів та завдань.  
Цілями створення такої системи є: 
 підвищення ефективності управління науковою діяльністю; 
 забезпечення кращої поінформованості працівників ВНЗ 
щодо організації та результатів наукової діяльності; 
 забезпечення контролю та результативності наукових дослід-
жень; 
 автоматизація рутинних облікових, пошукових, звітних, ро-
зрахункових операцій щодо наукової діяльності; 
 сприяння розповсюдженню та впровадженню результатів 
наукової діяльності;  
 запровадження корпоративного використання системи у 
середовищі вищих навчальних закладів МВС України та практи-
чних підрозділах міліції. 
Система має бути спроектована як єдина корпоративна сис-
тема МВС України, що має обслуговувати потреби підтримки 
оновлень бази даних та пошуку необхідної інформації користува-
чами усіх підрозділів ОВС України у межах прав та повноважень, 
що надані підсистемою управління доступом. 
Система має забезпечити підтримку ведення бази даних на-
ступних інформаційних об’єктів: 1) персоналій вчених; 2) пріори-
тетних наукових напрямів та завдань; 3) дисертаційних дослі-
джень; 4) наукових проектів; 5) наукових колективів та шкіл; 6) 
наукових результатів та відомостей щодо їх впровадження; 7) ко-
ментарів, пропозицій, ідей, аналітичних, методичних, та статис-
тичних матеріалів; 8) відомчих наукових збірників праць та жур-
налів; 9) відомчих наукових семінарів та конференцій; 10) плано-
во-звітної документації щодо наукової діяльності.  
Система має функціонувати в розподільчій клієнт-серверній 3-
рівневій архітектурі. Клієнтські місця, орієнтовані на роботу у веб-
браузері, мають забезпечувати наступні функції: 1) інформаційне 
наповнення та супроводження баз даних; 2) пошукові сервіси у 
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базах даних; 3) вибірки даних та формування звітів; 4) формуван-
ня структури інформаційних об’єктів (рівень адміністратора БД).  
Облік наукової діяльності системою передбачається здійсню-
вати як у розрізі накопичених наукових результатів, так і поточ-
ної діяльності за останній плановий період. Підтримка плануван-
ня робіт реалізується через означення атрибутів кожного пункту 
плану, у тому числі виконавців, результатів та термінів виконан-
ня роботи, що дозволяє запровадити автоматизовані процедури 
інтеграції планів на різних рівнях ієрархії підрозділів ОВС та кон-
тролю за фактами, термінами і результатами виконання заплано-
ваних робіт. Поряд з персоніфікованою плановою інформацією в 
системі мають зберігатися відповідні звітні дані, які, в свою чер-
гу, можуть представлятися результатами наукової роботи або ві-
домостями про виконану роботу. Важливим компонентом обліку 
результатів наукової діяльності є відомості щодо впровадження 
наукової продукції. В системі передбачається зберігати інформа-
цію як про використання наукової продукції (місяць та рік уве-
дення наукової продукції у дослідну апробацію та практичне вико-
ристання, обсяги розповсюдження, оцінки отриманого ефекту від 
запровадження, відомості про стадії використання), так і відомості 
щодо можливостей розповсюдження та вдосконалення наукової 
продукції (необхідні умови для впровадження, вимоги та необхідні 
умови для вдосконалення, загальна оцінка потенціалу практичного 
запровадження тощо). Накопичування та організація доступу до 
цієї інформації дозволить провести об’єктивну та повну інвентари-
зацію досягнутих результатів наукової роботи у підрозділах ОВС, 
прийняти зважені рішення щодо оцінки та проектування організа-
ційних заходів з їх втілення у практику, а також донесення відомо-
стей про здобуті результати до усіх потенційних користувачів. 
В системі має бути забезпечено підтримку зберігання повно-
текстового архіву наявної наукової продукції. Повнотекстові ін-
формаційні ресурси системи мають супроводжуватись прикріп-
ленням метаопису (у тому числі для значної частини опублікова-
них результатів – бібліографічного опису або його спрощеного 
аналогу), а також метатексту (у спрощеному варіанті – анотації). 
В системі мають бути забезпечені зручний пошук та навігація по 
вузлах класифікаційних схем. У якості базових класифікаційних 
схем мають бути залучені наступні класифікатори: 1) наукових 
досліджень ВАК України (наукові спеціальності, напрями дослі-
джень паспортів наукових спеціальностей), 2) пріоритетних дос-
ліджень МВС України, 3) пріоритетних досліджень окремих ВНЗ 
МВС України, 4) Універсальний десятковий класифікатор (UDK).  
Розробка системи ведеться науково-технічним інформаційно-
комп’ютерним центром ХНУВС. 
ЛІТЕРАТУРА: 
1. Орлов П. І., Луганський О. М. Інформаційні системи та технології в 
управлінні, освіті, бібліотечній справі. Науково-практичний посібник. – 
Донецьк: Альфа-Прес, 2004. – 219 с. 
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Золотарьова І. О., 
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НАПРЯМИ ФОРМУВАННЯ ВЗАЄМОВИГІДНОГО 
СПІВРОБІТНИЦТВА МІЖ ІТ – ІНДУСТРІЄЮ  
ТА УНІВЕРСИТЕТОМ. ДОСВІД КАФЕДРИ 
ІНФОРМАЦІЙНИХ СИСТЕМ ХАРКІВСЬКОГО 
НАЦІОНАЛЬНОГО ЕКОНОМІЧНОГО УНІВЕРСИТЕТУ 
Як відомо, у світовому рейтингу виробників програмного за-
безпечення Україна займає 15 місце. У нашій країні налічується 
близько 1 тис. компаній, які розробляють програмне забезпечення 
(ПЗ). У цій сфері зайнято близько 25-30 тис. українських фахівців.  
За словами президента Альянсу компаній-розроблювачів про-
грамного забезпечення Віктора Мазнюка, «річна доля України у 
світовому аутсорсингу становить порядку $600 млн». Виконавчий 
директор асоціації ІТ України Олексій Коженкин прогнозує, що 
темпи зростання ринку ПЗ становитимуть 17% у рік. Таким чи-
ном, у найближчі 5 років у галузі ІТ буде створено більше 30 тис. 
нових робочих місць, говорить фахівець. 
Така тенденція та швидка зміна технологій вимагає підготов-
ки фахівців нового рівня, що неможливо без участі у цьому про-
цесі всіх зацікавлених сторін. Також система підготовки не буде 
якісною, якщо всі складові трикутнику Студент – Викладач – ІТ-
фірма не будуть чітко бачити можливість задоволення  своїх біз-
несових інтересів. 
З точки зору студента – це отримання сучасної освіти, яка 
надасть йому можливість успішно конкурувати на ринку праці та 
отримати гідну заробітну платню. Складовими такої освіти є ро-
зуміння вимог, які висуває бізнес, знання технологій та напрям-
ків професійної діяльності підприємств, робота в реальних проек-
тах під час проходження стажування, отримання під час навчан-
ня додаткових знань шляхом участі у фахових семінарах та тре-
нінгах, а можливо і сертифікатів. Це активізує студента, робить 
його навчання свідомим та відповідальним. 
ІТ-бізнес зацікавлений в тому, щоб отримати достатньо ква-
ліфікованого спеціаліста, який швидко зможе влитися в процес 
розробки, менше витрачати часу та коштів на підвищення його 
кваліфікації. Тому ми спостерігаємо, що все більша кількість фірм 
шукає шляхи співробітництва з університетами. 
Університети також приділяють значну увагу якості підготовки 
студентів, основним критерієм якої є можливість працевлашту-
вання випускників за фахом. На такі спеціальності збільшується 
конкурс, приходять навчатися найбільш мотивовані випускники.   
Якісна підготовка неможлива без посилення взаємодії вузів з 
ІТ- бізнесом, саме через нього університети зможуть  одержувати 
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важливий зворотний зв'язок про потреби галузі, використовувати 
досвід в удосконалюванні освітнього процесу. Сучасна освіта по-
винна бути спрямована на підготовку фахівця, спроможного від-
повідати за своє професійне майбутнє, здатного утвердити себе в 
умовах конкуренції на ринку праці. Тому основною метою роботи 
кафедри  стало надання професійної освіти і налагодження про-
цесу навчання для підготовки компетентних фахівців, які воло-
діють адекватними уміннями і навичками для задоволення пот-
реб інформаційної економіки.  
Цього неможна досягти, якщо форми та методи підготовки 
фахівців не в змозі забезпечити випереджувальний характер 
професійної освіти. 
Сьогодні діяльність педагога потребує розвитку різних форм 
співробітництва, як внутрішніх, так і зовнішніх. Внутрішнє спів-
робітництво – це, насамперед, впровадження різноманітних су-
часних освітніх технологій, а зовнішнє співробітництво – це по-
шук додаткових форм партнерських відносин (з фірмами, підп-
риємствами, іншими соціальними партнерами).  
У 2005 році була прийнята стратегія розвитку кафедри, сфо-
рмульована місія кафедри стати лідером  в модернізації націона-
льної системи ІТ-освіти з орієнтацією наукових та освітніх пріо-
ритетів на новітніші технології в галузі Electronic Design 
Automation, розширення науково-технічних контактів зі світови-
ми лідерами комп’ютерної інженерії.  Кафедра стала академічним 
членом асоціації ІТ-України та «Співтовариства директорів з ін-
формаційних технологій України», заключила договори про спів-
працю в галузях науково-технічної, учбової та виробничої діяль-
ності з корпораціями «Майкрософт Україна», IBM, ТОВ «Валідіо 
Україна», «СофтПро», «Парус-Україна», АТ «Стелла Сістемз», ТОВ 
«Колонтитул», ТОВ «ТІМЛОГ Україна». 
На кафедрі постійно працюють семінари та тренінги для ви-
кладачів, які проводять провідні фахівці таких компаній як 
«Стелла Сістемз», «Валідіо», «СофтПро», «1С-Теллур» та ін.,  інструк-
тори Microsoft IT-Аcademy. 
Значна увага була приділена підвищенню кваліфікації викла-
дачів. На сьогоднішній день кафедра має високий науковий і пе-
дагогічний потенціал у сферах програмування, управління проек-
тами, програмної інженерії, управління базами даних і знань Серед 
викладачів кафедри є сертифіковані фахівці в області архітектури 
ПК, архітектури ОС, адміністрування Windows2003 Server, мереж-
ної безпеки (Brainbench), Java-Технологій, розробки Windows-
додатків за допомогою С# (Майкрософт), продуктів 1С і Парус. У 
березні 2008 року 17 викладачів отримали сертифікати з «Microsoft 
Solutions Framework, Team Foundation System». Робота викладачів 
відзначена численними грамотами та нагородами місцевих органів 
влади, Міністерства освіти України та Президента України. 
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Як зазначив Олександр Орєхов, директор департаменту стра-
тегічних технологій «Майкрософт Україна», кафедра інформацій-
них систем Харківського національного економічного університе-
ту є однією з тих, що найбільш динамічно розвиваються в Україні. 
Підготовка кваліфікованого фахівця в галузі інформаційних 
управляючих систем і технологій неможлива без розширення ви-
вчення парку програмних продуктів, які позиціюються на украї-
нському ринку як системи ERP, CRM, WorkFlow, управління про-
ектами. Формування навчальних програм,  лекцій, слайдів, тестів, 
лабораторних робіт  для дисциплін, які викладаються на кафедрі, 
базується на рекомендаціях Computer Engineering Curricula євро-
пейських та американських університетів; матеріалах, розміще-
них на сайтах провідних університетів та фірм та узгоджується у 
тісній творчій співпраці з провідними фахівцями найбільш прес-
тижних комп’ютерних фірм та вендорів програмного забезпечен-
ня в Україні. 
Кафедра інформаційних систем має угоди про впровадження 
програмного забезпечення в навчальний процес: 
з фірмою «СофтПро» (система класу ERP –  «Универсал 5»); 
з ТОВ «Імпакт» (система класу ERP – АКЦЕНТ»); 
з ТОВ «Группа компаний «Современные технологи управле-
ния» (система бізнес-моделювання – «Business Studio»); 
 з ТОВ «СКАНА» (система класу ERP – комплекс ПЗ 
«1С:Предприятие 7.7»); 
з ТОВ «1С-ТЕЛЛУР» (система класу ERP – «1С:Предприятие 8.0 
Управление производственным предприятием для Украины»); 
з  АТ «Комарх» (система класу ERP – CDN XL); 
зі спільним підприємством «Парус-Україна» (система класу 
ERP – «Парус – Підприємство»; система класу CRM – «Парус – Ме-
неджмент і Маркетинг»; інформаційно-пошукова система – «Па-
рус – Консультант»). 
Серед перспективних напрямків співробітництва слід відзна-
чити необхідність профорієнтації з молодших курсів, в чому ак-
тивну участь повинні приймати представники бізнесу. Майбутні 
випускники повинні чітко розуміти яку роботу мають виконувати 
і за яких умов.  
В якості завдань до лабораторних робіт, курсових проектів, 
починаючи з молодших курсів, слід використовувати найбільш 
типові задачі, розробляти CASE-ситуації, залучати провідних фа-
хівців бізнесу до комісій з захисту всіх видів завдань.  
Стажування студентів на фірмах необхідно проводити за суміс-
ними планами з випускаючою кафедрою при залученні викладачів.   
Отже на цей час є розуміння необхідності взаємодії ІТ-освіти 
та бізнесу, у кожного університету накопичений досвід, який те-
пер треба перекласти в системну площину та підвищити взаємо-
вигідну складову співпраці всіх зацікавлених сторін. 
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Полховский А. М., 
Харьковский национальный университет  
внутренних дел 
РЕАЛИЗАЦИЯ ТРЕБОВАНИЙ БОЛОНСКОГО 
ПРОЦЕССА В ИНФОРМАЦИОННОЙ СИСТЕМЕ  
«ОФИС МЕТОДИСТА» 
На сегодняшний день Болонский процесс является одним из 
основных механизмов инновационного обновления высшего об-
разования в европейских государствах и Украине. Вступление 
Украины в «болонский клуб» требует широкого практического 
применения моделей осуществления преобразований в области 
инноваций на базе информационных технологий. Перед приня-
тием Болонской декларации в 1998 году состоялась Парижская 
всемирная конференция по инициативе Секретариата ЮНЕСКО. 
В выступлениях  председателя исполнительного совета ЮНЕСКО 
П. Патаки, Генерального директора ЮНЕСКО Ф. Майора указы-
валось, что только всевозрастное непрерывное образование спо-
собно адаптировать человека к современным реалиям. В ходе 
работы комиссий, комитетов, «круглых столов» были обсуждены 
основные принципы и подходы к разработке политики реализа-
ции требований Болонского процесса в высшей школе, в том чис-
ле и применение новейших информационных технологий в обра-
зовании. Все это закреплено в таких международно-правовых 
документах, как Лиссабонской конвенции, Всемирной хартии 
университетов, Сорбонской декларации, Болонской декларации и 
сопутствующих ей документах.  Коррелирующими целями Болон-
ского процесса с его основными направлениями являются: 
1) внедрение технологии виртуальной мобильности как части 
академической мобильности в высших учебных заведениях; 
2) формирование информационно-телекоммуникационной сис-
темы, координирующей и поддерживающей развитие новых тех-
нологий реализации требований Болонского процесса в организа-
ции учебного процесса;  
3) развитие системы электронного мониторинга подключения 
вузов к Болонскому процессу на основе современных информа-
ционных технологий. 
На рынке программных продуктов существует достаточное 
количество информационных систем, в которых реализуются 
требования Болонского процесса. Одним из таких программных 
продуктов является система «Офис методиста».   
Программный продукт «Офис методиста» – это система ком-
плексного подхода к учету данных о студентах (курсантах) и их 
успеваемости.  
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В системе «Офис методиста» реализованы следующие функ-
циональные возможности:  
 ведение штатной структуры; 
 ведение архива выпусков; 
 учет личных данных студентов (курсантов); 
 учет родственников; 
 учет успеваемости; 
 разграничение прав доступа для пользователей системы; 
 мониторинг изменения данных; 
 формирование «гибких» отчетных документов; 
 учет учебных планов; 
 формирование настраиваемых выборок необходимой ин-
формации из БД; 
 импорт данных в программный комплекс <АС Диплом>, ко-
торый используется для печати пластиковых дипломов; 
 печать вкладыша в диплом; 
 гибкая система проверки успеваемости студентов. 
Ниже проиллюстрированы основные этапы реализации учета 
успеваемости студентов (см. рис.  1). 
 
Рис. 1. Форма поддержки операций с учебными планами 
При описании рабочего учебного плана диалоговые поля за-
полняются следующей информацией (см. рис. 2): 
 название рабочего учебного плана; 
 количество лет обучения в годах и месяцах; 
 количество семестров; 
 специальности; 
 использование в рабочем учебном плане 100- балльной сис-
темы оценивания по ECTS (Европейская система перезачета кре-
дитов). 
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Рис. 2. Окно для описания рабочего учебного плана 
Для использования в системе «Офис методиста» 100-балльной 
шкалы оценивания по ECTS, необходимо в диалоговом окне 
(Рис. 2) отметить «За системою ECTS». Только после этого все от-
четные формы системы «Офис методиста» будут формироваться с 
учетом данного признака. 
При описании дисциплины рабочего учебного плана предлагает-
ся заполнить диалоговые поля следующей информацией (см. рис. 3): 
 название дисциплины (вводится путем выбора из справоч-
ника); 
 с какого семестра изучается дисциплина; 
 по какой семестр изучается дисциплина; 
 порядковый номер в цикле; 
 цикл учебного плана (вводится путем выбора из справочника); 
 количество модулей дисциплины;  
 расчет итоговой оценки. 
 
Рис.  3. Описание дисциплины 
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Значение количества модулей в дисциплине для оценивания 
по системе ECTS оказывает влияние на подсчет итоговой оценки 
студента.  
Для расчета итоговой оценки выбирается один из алгоритмов 
подсчета итоговой оценки. В системе «Офис методиста» преду-
смотрена возможность ведения расчетов по трем алгоритмам 
подсчета итоговой оценки в зависимости от удельного веса оце-
нок по модулям в итоговой оценке, а именно на основании:  
1. равнозначных модулей;  
2. сложных модулей; 
3. суммарных модулей. 
При равнозначных модулях итоговая оценка ИО рассчитыва-
ется как среднеарифметическое всех модулей в дисциплине: 
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где  N – количество модулей. 
iO  – оценка за модуль. 
  
В ситуации сложных модулей рассчитывается количество 
кредитов в каждом модуле, а итоговая оценка выводится по 
формуле: 
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где  N – количество модулей; 
  iO  – оценка за модуль; 
 iK  – количество кредитов в модуле. 
 
Принято считать, что 1 кредит соответствует 54 аудиторным 
часам изучения дисциплины.  Количество часов в кредите явля-
ется настраиваемой величиной.  
Суммарные модули используются только в случае, когда ни 
первый, ни второй способ оценивания не может полностью отобра-
зить  особенности расчета итоговой оценки для учебной дисципли-
ны. В данном случае на каждый модуль выделяется определенный 
процент суммарной оценки по  дисциплине. В этом случае итого-
вая оценка выводится как арифметическая сумма баллов:  
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где  N – количество модулей; 
  iO  – оценка за модуль. 
Для формирования контроля по дисциплине, входящей в 
учебный план, необходимо в диалоговом окне заполнить опреде-
ленные поля (см. рис.  4): 
 название вида контроля; 
 вид оценивания (вводится путем выбора из справочника); 
 семестр, в котором будет осуществлен контроль; 
 количество часов в данном семестре; 
 модуль, в котором будет осуществлен контроль;  
 максимальный балл, который можно установить при 100-
балльном оценивании; 
 отметка о включении контроля в Приложение к диплому. 
 
Рис. 4. Описание контроля по дисциплине 
Чтобы в дальнейшем была возможность вводить в отчетных 
документах количество баллов студента (курсанта) в 100-балльной 
шкале  (см. рис.  7), при выборе вида оценивания необходимо 
указать 100-балльное оценивание по системе ECTS  (см. рис. 5).  
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Рис. 5. Виды оценок 
В справочнике видов оценок используются три вида оценок: 
 четырехбальное оценивание («5», «4», «3», «2»); 
 двухбалльное оценивание («зачтено», «не зачтено»); 
 ECTS (100-балльное) оценивание. 
Успешность студента по определенному модулю или по всей 
дисциплине определяется по шкале ECTS или по национальной 
шкале оценивания. Для перевода 100-балльной системы оценива-
ния в национальную шкалу оценок и обратно предусмотрен спра-
вочник шкал оценивания ECTS (см. рис. 6). 
 
Рис.  6. Шкала ECTS 
При формировании шкалы ECTS указывается: 
 начальный балл по 100- балльной шкале; 
 конечный балл по 100- балльной шкале; 
 оценка по национальной шкале оценок; 
 оценка по шкале ECTS. 
При вводе балла (оценки) по дисциплине указывается (см. рис. 7): 
 полученный балл (попытка ввод значения вне допустимого 
диапазона блокируется системой); 
 дата получения оценки; 
 примечание. 
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Рис. 7. Ввод оценки 
Для просмотра успеваемости по дисциплинам необходимо вы-
брать закладку «Успеваемость->Успеваемость по предметам» (Рис.  8). 
 
Рис. 8. Успеваемость по дисциплине 
Информацию о состоянии учебных достижений студента 
(курсанта) при изучении определенной дисциплины определят 
рейтинг по учебной дисциплине. Для просмотра рейтинга по 
учебной дисциплине необходимо открыть закладку «Успевае-
мостьРейтинг» (Рис.  9): 
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Рис. 9. Оценка рейтинга 
Отчет по рейтинговым оценкам студента (курсанта) может быть 
импортирован в электронную таблицу Microsoft Excel (см. рис. 10). 
 
Рис. 10. Рейтинг по учебной дисциплине  
в отчете Microsoft Excel 
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Процьких Т. О. 
Харківський національний університет  
внутрішніх справ 
БІБЛІОТЕКИ ВНЗ МВС УКРАЇНИ:  
ЄДНІСТЬ ПІДХОДІВ ДО ЗАБЕЗПЕЧЕННЯ 
НАВЧАЛЬНОГО ПРОЦЕСУ 
Ніколи ще проблема якості вищої освіти в Україні не мала та-
кого важливого ідеологічного, соціального та економічного зна-
чення, як нині. Висунення проблеми якості на перший план зумо-
влено об’єктивними чинниками: без структурного реформування 
національної системи вищої освіти, що передбачає впровадження 
в навчальний процес новітніх інформаційних технологій та на-
ближення його до рівня європейських стандартів, входження 
України в світовий освітній простір неможливе. 
Процеси інформатизації вищої школи, зумовлюють якісні змі-
ни характеру і принципів діяльності бібліотек ВНЗ, у тому числі 
бібліотек вищих навчальних закладів МВС України. 
Підґрунтям для інноваційного розвитку відомчих вузівських бі-
бліотек стали декілька основоположних документів державного та 
відомчого рівня: Указ Президента України від 20 жовтня 2005 року 
№ 1497/2005 «Про першочергові завдання щодо впровадження 
новітніх інформаційних технологій», Державна програма «Інформа-
ційні та комунікаційні технології в освіті і науці на 2006-2010 рр.», 
затверджена кабінетом міністрів України у грудні 2005 року, Про-
грама реформування системи освіти МВС України та підвищення 
якості підготовки фахівців для органів внутрішніх справ, затвер-
джена Наказом МВС України від 28 жовтня 2007 року № 411. 
При відповідній державній підтримці з одного боку, та ініціа-
тиві безпосередньо вищих навчальних закладів з другого, повинна 
бути забезпечена подальша інформатизація бібліотек ВНЗ, перет-
ворення їх у сучасні інформаційні центри, що спроможні сприяти 
вихованню високоосвічених фахівців правоохоронної галузі. 
Сьогодні рівень інформатизації у системі віщої школи поки 
ще не призвів до тих досягнень, які взагалі можливі при наявно-
му досвіді вузівських бібліотек, у т.ч. – мережі МВС. Переважна їх 
більшість знаходиться на етапі комп’ютеризації, намагаючись 
задіяти її можливості у роботі з бібліотечним фондом та у задово-
ленні інформаційних запитів користувачів. 
Такий стан пояснюється недостатнім фінансуванням вказа-
них державних та відомчих програм, які передбачають витрати 
на комп’ютерну техніку, ліцензовані програмні продукти для за-
безпечення інноваційного навчального процесу. 
Інформатизація вищих навчальних закладів здійснюється різ-
ними шляхами і має різний рівень досягнень. Істотні наявні, в 
основному, завдяки ініціативам керівників вузів, бібліотек, 
комп’ютерних підрозділів. Це дало змогу деяким вузівським бібліо-
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текам подолавши процес комп’ютеризації наблизитися до інфор-
матизації та перетворитися в сучасні інформаційні центри, що 
спроможні супроводжувати навчальний процес відповідно до ви-
мог сьогодення. Саме вони володіють: 
- розвинутими документними фондами для забезпечення на-
вчальних дисциплін, 
- відповідним програмним забезпеченням, 
-  відповідною кількістю автоматизованих робочих місць для 
бібліотечних фахівців та користувачів бібліотек, 
- сформованими електронними каталогами,  
- електронними бібліотеками, що насичені навчальними ви-
даннями, 
- вільним доступом до Інтернет-ресурсів, тощо. 
Це бібліотеки Луганського державного університету внутріш-
ніх справ,  Дніпропетровського державного університету внутрі-
шніх справ, Донецького юридичного інституту МВС України, Ки-
ївського національного  університету внутрішніх справ та безпо-
середньо провідна, в мережі ВНЗ МВС України, бібліотека Хар-
ківського національного університету внутрішніх справ 
Суттєві зміни в напрямку інноваційного розвитку бібліотеки 
ХНУВС розпочалися з впровадження університетської інформа-
ційно-бібліотечної системи UNILIB, яка забезпечує автоматизацію 
всього технологічного циклу бібліотеки. Протягом понад 5 років 
систему UNILIB опановують і відокремлені (позаміські) бібліотеки  
мережі ХНУВС. 
За цей період бібліотекою значно збагачено як її інформацій-
ний потенціал, так і накопичено значний професійний досвід ор-
ганізації позаудиторної підготовки курсантів, студентів с залу-
ченням новітніх інформаційних технологій (UNILIB). 
Сьогодні електронний каталог бібліотеки налічує понад 160 
тис. бібліографічних описів. Інформаційні ресурси бібліотеки зна-
чно доповнюються Інтернет та Інтранет ресурсами. 
В інформаційно-сервісні послуги активно задіяна повнотекс-
това законодавча база «Ліга-Закон», доступ до якої надається у 
кожному читальному залі бібліотеки. 
До інформаційних ресурсів бібліотеки увійшли проблемно-
орієнтовані повнотекстові бази (обсягом понад 5 тис. електронних 
ресурсів): «Центр знань з електронної комерції», «Поліція зарубіж-
них країн», «Центр знань з прав людини», «Гібридна бібліотека пі-
дтримки діяльності правоохоронних органів України», «Матеріали 
міжнародної науково-практичної конференції з питань боротьби з 
відмиванням грошей», які забезпечують користувачів інформаці-
єю в проблемно-практичному контексті.  
Останнім часом активізовано залучення  до бібліотечних фондів 
інформаційних ресурсів на електронних носіях. Їх налічується по-
над 100 назв навчальних видань на CD-дисках. Подальше вивчення 
попиту на них вплине на політику бібліотеки з розвитку її фондів. 
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Інформування університетської спільноти про актуальні мате-
ріали, що надійшли до бібліотеки активно здійснюється й через 
систему електронного документообігу університету «Соломон». За 
рік це складає понад 70 повідомлень підготовлених бібліотекою. 
З закінченням розробки WEB-сторінки, бібліотекою започат-
ковано нову форму інформаційно-масової роботи. А саме – здійс-
нено спробу віртуальної презентації нових надходжень до бібліо-
теки та тематичних переглядів літератури. Що представляється 
актуальним в умовах розгалуженої структури університету (місь-
кі, позаміські навчальні бази, бюджетна, позабюджетна, денна та 
заочна форми навчання) 
З березня 2007 року, бібліотекою зроблено крок до принципо-
во нового етапу інформатизації, розпочато активне формування 
електронної бібліотеки, обсяг якої сьогодні складає 561 назву. Ос-
нову її першої частини складають навчально-методичні матеріали 
з провідних навчальних дисциплін. Для реалізації другої частини 
електронної бібліотеки «Підручники, навчальні посібники» розроб-
лено відповідний пакет документів на рівні юридичного відділу. 
Технічна база бібліотеки сьогодні представлена 29 одиницями 
комп’ютерної та іншої оргтехніки (поточним часом відбувається їх 
майже повне оновлення). 
Але сьогодні, в умовах кардинального реформування освітян-
ської діяльності, значного збільшення обсягів інформації та зрос-
тання потреб користувачів бібліотек в доступі до неї, жодна 
окремо взята вузівська бібліотека не може повноцінно функціо-
нувати, спираючись тільки на свої інформаційні бази та докумен-
тні фонди. Тому перед бібліотеками ВНЗ МВС України стоїть 
стратегічне завдання – інтеграція інформаційних ресурсів у  ві-
домчий освітній простір. 
Для реалізації окресленого завдання необхідне, перш за все,  
перетворення відомчих бібліотек у потужні інформаційно-
бібліотечні комплекси. Це, у свою чергу, потребує узгодження су-
місних дій в мережі бібліотек ВНЗ МВС, а саме: 
- підвищення професійної культури бібліотечних фахівців та 
їх відповідності сучасному рівню вимог в інформаційній сфері; 
- вдосконалення оргштатної структури бібліотек, у т.ч. – залу-
чення фахівців для супроводження новітніх технологій, введення 
посад інженерів, системних адміністраторів); 
- зміцнення інформаційних ресурсів (перш за все – визначен-
ня оптимальних обсягів  поповнення бібліотечного фонду, спів-
відношення у ньому книжкових та електронних видань; операти-
вне залучення до процесів формування фондів модулю «книгоза-
безпеченість» інформаційно- бібліотечних програм, як базового в 
бібліотечній справі); 
- управління обслуговуванням користувачів та необхідність 
посилення зворотного зв’язку з ними в умовах трансформації біб-
ліотечних послуг: проведення анкетувань, бліцопитувань з приво-
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ду впроваджених інновацій та  оцінки будь-яких напрямків дія-
льності бібліотеки; 
-  виховання інформаційної культури студентства, для набут-
тя ними навичок самостійної роботи: пошуку інформації, крити-
чного осмислення та її використання. 
- посилення впливу бібліотеки на виховання інтелектуального 
та морального потенціалу студентства (впровадження сучасних за 
змістом та формами, привабливих для користувачів інформацій-
но-масових заходів) 
- в решті-решт – тісна співпраця бібліотек з навчально-
методичними та комп’ютерними структурами  вузів з приводу 
змін у навчальних планах, книгозабезпеченості навчальних дис-
циплін, супроводження  інформаційно-бібліотечної програми та ін. 
Вирішення перелічених першочергових завдань в бібліотеках 
відомчої мережі дозволить перейти безпосередньо до опанування 
завдань нового рівня для створення інтегрованого інформаційно-
освітнього простору ВНЗ МВС, а саме:  
- координація комплектування бібліотечних фондів за раху-
нок усунення дублювання, яка сприятиме заощадженню держав-
них коштів на їх поповнення; 
- розподіл передплати на періодичні видання та їх аналітичне 
опрацювання, що також виключає дублювання, скорочує фінан-
сові та  трудові  витрати; 
- корпоративне ведення зведеного каталогу; 
- надання вільного доступу до каталогів бібліотек всім учасни-
кам корпорації з можливістю електронного замовлення документів; 
- колективне створення та використання повнотекстових баз 
даних; 
- обмін адресно-довідковими даними, тощо. 
В якості першого кроку до інтеграції, бібліотека ХНУВС про-
понує відомчим бібліотекам прийняти участь у першому сумісно-
му корпоративному проекті зі створення зведеного каталогу 
періодичних видань. Реалізація цього проекту потребує поси-
лення комп’ютерного парку бібліотек, налагодження мережі Інте-
рнет та узгодження сумісних дій між бібліотеками. 
 Всі ці питання, вже сьогодні можливо вирішити маючи праг-
нення та наполегливість бібліотек до інноваційного розвитку. 
Досвід бібліотеки ХНУВС з опанування програми UNILIB та 
комп’ютерного центру університету зі створення програмного за-
безпечення, наявність підготовлених ним цільових проектів інфо-
рматизації вищих навчальних закладів МВС України, можуть за-
безпечити створення єдиного відомчого освітньо-інформаційного 
простору та суттєво вплинути на покращення якості інформацій-
ного забезпечення навчального процесу відомчої мережі ВНЗ.  
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Лановий О. Ф.,  
канд. техн. наук, доцент, 
Струков В. М.,  
канд. техн. наук, доцент, 
Харківський національний університет  
внутрішніх справ 
ДО ПИТАННЯ КОМП’ЮТЕРНОЇ ПІДГОТОВКИ 
ФАХІВЦІВ ОВС УКРАЇНИ 
Генеральною тенденцією розвитку розвинених держав світо-
вої спільноти є все більш глибоке проникнення сучасних інфор-
маційних технологій в особисте і суспільне життя людини. Ця те-
нденція не обминає також і державні органи охорони правопо-
рядку і, зокрема, органи внутрішніх справ. 
На поточний момент беззаперечним є необхідність комп’ютер-
ної підготовки фахівців різних служб ОВС для ефективного вико-
нання функціональних обов’язків.  
Актуальність такого компоненту у підготовці фахівців для 
ОВС України витікає з наступних чинників. 
Розіб’ємо всю сукупність фахівців ОВС на дві групи – 1) роз-
робники елементів інформаційних комп’ютерних технологій (ІКТ), 
2) користувачі ІКТ.   
Для фахівців першої категорії постійне заняття комп’ютерною 
підготовкою є елементом їх функціональних обов’язків.  
Користувачами ІКТ будемо називати наступних осіб: 
1.  Фахівці, які безпосередньо не пов’язані з обслуговуван-
ням ІКТ:  
1.1. особи рядового і молодшого начальницького складу; 
1.2. особи середнього и старшого начальницького складу; 
1.3. особи керівного складу і апарату МВС України. 
2.  Обслуговуючий персонал ІКТ. 
Особи рядового і молодшого начальницького складу повинні 
володіти комп’ютерною технікою для успішного розв’язання  опе-
ративно-службових задач в межах своїх функціональних 
обов’язків. До таких задач можна віднести наступні: 
- реєстрація повідомлень і заяв про злочини і правопорушен-
ня та їх систематизація; 
- оперативне отримання необхідної інформації в ході вияв-
лення і розслідування злочинів за допомогою інформаційно-
пошукових систем (ІПС) як спеціального, так і загального призна-
чення; 
- аналіз криміногенного стану в регіоні; 
- автоматизоване формування службової документації (дові-
док, протоколів, звітів та ін.). 
Прикладом ІПС спеціального призначення є такі відомі систе-
ми, як АРМОР, автоматизована система Дакто-2000. Прикладом 
ІПС загального призначення є система «ЛІГА-Закон». 
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Особам середнього і старшого начальницького складу воло-
діння комп’ютерною технікою необхідно для підвищення ефекти-
вності оперативного и стратегічного планування и прийняття об-
грунтованих управлінських рішень за допомогою автоматизова-
них систем загального призначення, інформаційно-консультацій-
них систем, експертних систем, систем підтримки прийняття рі-
шень, автоматизованих систем управління. 
Для реалізації вище перелічених завдань необхідний мініма-
льний перелік знань, навичок і уявлень на рівні користувача 
ПЕОМ, які набуваються, наприклад, в процесі вивчення такої 
дисципліни, як «Основи інформатики та обчислювальної техніки», 
яка викладається курсантам вузів системи МВС на першому або 
другому курсах. 
Але результати тестування випускників вузів системи МВС та 
відгуки керівників практичних підрозділів свідчать про невисо-
кий рівень володіння ІКТ. На наш погляд проблема полягає в то-
му, що будь-яке практичне вміння людини (в тому числі, і воло-
діння ІКТ) формується і закріплюється систематично, а не од-
норазово. Проведемо просту аналогію. Якщо курсанта навчити 
добре стріляти з пістолета на першому курсі і в подальшому на 2-
4 курсах не давати йому в руки зброї, то, зрозуміло, що наприкі-
нці навчання він геть забуде, з якого боку брати пістолет. Тобто, 
закріплення отриманих навичок повинно здійснюватися регуляр-
но, систематично і цілеспрямовано на протязі всього навчання. 
Стосовно рівня володіння комп’ютерною технікою, ця теза може 
бути сформульована  наступним чином. Навички володіння 
комп’ютерною технікою, отримані на першому курсі, повинні бу-
ти підтримані і зафіксовані в інших дисциплінах на наступних 
курсах в межах використання комп’ютерів при написанні рефе-
ратів, курсових та дипломних робіт, під час самостійної роботи 
(робота з гіпертекстовими підручниками та іншими методичними 
матеріалами в електронній формі). 
 
Базилевич В. В., 
Харківський національний університет  
внутрішніх справ 
ДО ПИТАННЯ ВИКОРИСТАННЯ МОЖЛИВОСТЕЙ 
ІНФОРМАЦІЙНИХ ТЕХНОЛОГІЙ У ОРГАНІЗАЦІЇ 
САМОСТІЙНОЇ РОБОТИ КУРСАНТІВ 
Значні та швидкі зміни у законодавстві як нашої країни, так і 
країн світовою спільноти, обумовлені процесами глобалізації, вима-
гають значних змін у структурі та  організації процесу підготовки, 
перепідготовки та підвищення кваліфікації працівників внутріш-
ніх справ. Це не може не вплинути на збільшення навчального на-
вантаження як на науково-педагогічний склад, так і на курсантів, 
студентів. У результаті часу, який запланований на самостійне ви-
вчення тієї чи іншої теми, курсанту(студенту) катастрофічно не 
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вистачає. До того ж у курсанта ще є службова підготовка, спеціа-
льні дисципліни, ПГД (парко-господарський день), наряди та чер-
гування. У той ж самий час загальний обсяг навчального наванта-
ження у курсантів і студентів нічим не відрізняється. Тобто ми ма-
ємо вирішувати проблему, яка, на перший погляд, взагалі не має 
вирішення. С однієї сторони, необхідно збільшити обсяг навчально-
го часу, з іншої – ми не можемо цього зробити, в зв'язку з тим, що 
це увійде у протиріччя з існуючими нормативними документами 
МОН та МВС України, а також Законом про вищу освіту.   
Виходом з цієї ситуації є інтенсифікація навчального процесу 
засобами сучасних інформаційно-комунікаційних технологій. 
Можна довго сперечатися щодо організації самостійної роботи у 
процесі підготовки фахівця для роботи у будь-якій галузі знань. 
Але те, що наочність та відображення інформації у динаміці по-
зитивно впливає на якість самостійної роботи курсанта (студента) 
та збільшує цікавість до неї, не підлягає сумніву. 
Взагалі у використанні інформаційних технологій у навчаль-
ному процесі можна виділити два основних підходи. Перший  – 
це просте накопичення інформаційних сервісів, пов'язаних між 
собою тільки освітянською тематикою. Такий підхід виправдову-
ється на початку розвитку інфраструктури інформаційних серві-
сів. Таким чином, можна відібрати ті сервіси, які будуть користу-
ватися найбільшим попитом та скорегувати їх наповнення. 
Другий – це інтегрування у єдину інформаційно-освітянську 
структуру як вже існуючих інформаційних сервісів, так і нових, 
що запроваджуються. В ній користувач може отримати необхідну 
інформацію з будь-яких джерел, не виходячи з цієї інформаційно-
освітянської структури. При цьому йому зовсім не обов'язково 
знати, з яких саме джерел надходить інформація на його запит. 
У Харківському національному університеті внутрішніх справ 
наразі відбувається саме накопичення інформаційних сервісів, 
але вже робляться кроки щодо інтегрування їх у єдину  інформа-
ційно-освітянську структуру. У якості системи, за допомогою якої 
планується здійснювати інтегрування, обрано систему управління 
навчанням  (LMS) Moodle, яка позитивно зарекомендувала себе у 
багатьох ВНЗ країн світової спільноти. У нашому ВНЗ вона вже 
декілька років використовується у якості системи тестування 
знань курсантів та студентів та депозитарію для збереження ін-
формації освітянської спрямованості.  
Наразі до неї інтегровано інтерфейс для пошуку у електрон-
ному каталозі загальної бібліотеки ХНУВС з відображенням наяв-
ності у поточний час вільної літератури, що запитується користу-
вачем, мультитека (система для збереження та надання доступу 
до мультимедійних ресурсів). В останній використовується окре-
мий сервер аплікацій, який надає можливість транслювати у ло-
кальну мережу як псевдо-статичні мультимедійні файли (flash), 
так і потік мультимедійної інформації (так званий flash video). 
Крім зазначеного, ця технологія надає можливість знизити наван-
таження на локальну мережу у зв'язку зі зменшенням обсягу ін-
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формації, що передається. Також у випадку трансформації пре-
зентацій, діафільмів, схем та т.і. у формат flash можна надати 
доступ до них з будь-якого комп'ютера локальної мережі. Ця тех-
нологія не залежить від програмного середовища (операційної 
системи, що встановлена на персональному комп'ютері користу-
вача). Для перегляду цих файлів може бути використаний будь-
який браузер (Інтернет-переглядач) з встановленим flash-plugin 
програвачем. Використання цієї технології полегшує вирішення 
проблеми авторського права, оскільки декодувати файли з фор-
мату flash у інші формати практично неможливо. Для забезпе-
чення перегляду статичного flash використовуються можливості 
вищевказаного серверу аплікацій, для перегляду flash video – про-
гравач, аналогічний  за своїми можливостями тому, що викорис-
товується у загальновідомому сервісі Google – «YouTube». Вказа-
ний програвач дозволяє переглядати іконки (маленькі зображен-
ня відеофрагментів), назви та невеличкі пояснення. Таким чи-
ном, з'явилася можливість  формування тематичних добірок віде-
офрагментів, які за допомогою гіперпосилань можна додавати у 
систему управління навчанням  (LMS) Moodle до існуючих навча-
льних ресурсів та до тих навчальних курсів, що створюються. На-
ступний крок у розвитку цього сервісу – це створення інтерфейсу 
для забезпечення можливості  формування тематичних добірок, 
створення іконок,  назв та невеличких пояснень. 
За допомогою аналогічної технології заплановано створення 
словника англійської мови, де кожне слово словника засобами  
системи управління навчанням  (LMS) Moodle буде пов'язано з 
навчальними матеріалами де це слово використовується. Головне, 
що відрізняє такий словник від багатьох інших, – це те, що він є 
аудіословником. Тобто слова промовляють носії англійської мови.  
Таким чином, особа, що навчається, має змогу не тільки вивчити, 
як перекладається те чи інше слово, але і почути, яким чином йо-
го потрібно вірно вимовляти. На нашу думку, враховуючі праг-
нення нашої країни до СОТ, наближення чемпіонату світу з фут-
болу, такий сервіс обов'язково буде користуватися попитом. 
Для розширення кругозору співробітників ХНУВС та для ви-
користання курсантами (студентами) цього сервісу у самостійній 
роботі було встановлено тестову версію локальної електронної ен-
циклопедії Wikipedia. На поточний час завантажено дамп (відзер-
калення) бази даних справжньої версії  Wikipedia з інформацією 
на державній та російській мовах. Планується також завантажи-
ти відповідні бази на всіх іноземних мовах, що вивчаються у 
ХНУВС (англійська, німецька, французька). Після закінчення 
строку тестування планується інтегрувати інформацію локальної 
версії  Wikipedia (яка фактично є великим тлумачним словником) 
у систему управління навчанням (LMS) Moodle, що дозволить зв'я-
зати навчальні тексти (та слова з аудіословника) з поясненням 
відповідних понять (або варіантами пояснень) у Wikipedia.  Кори-
стувачі локальної мережі  ХНУВС, які будуть використовувати у 
повсякденній роботі програмний пакет OpenOffice, за допомогою 
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спеціального модуля зможуть користуватися цим сервісом без 
необхідності підключення до мережі Internet. 
Для оптимізації та подальшого розвитку зворотного зв'язку 
між курсантами (студентами) та керівництвом, науково-
педагогічним складом у ХНУВС було розгорнуто роботу загально-
університетського форуму. На нашу думку, це дозволить активі-
зувати соціальну позицію науково-педагогічного складу та курса-
нтів (студентів). Це, у свою чергу, має призвести до зміни ролі 
курсантів (студентів) з пасивного споживача знань на роль акти-
вного їх шукача. Саме тоді якість навчання буде значно більше 
турбувати курсантів (слухачів), що сприятиме підвищенню вимог 
до якості викладання дисциплін та організації навчального про-
цесу в цілому. 
Передбачається розвиток не лише навчальних сервісів. Пла-
нується ввести у дію шаховий сервер, засобами якого кожний 
користувач матиме можливість не тільки порівнятися силами з 
двома комп'ютерними роботами, але й зіграти з іншою особою, 
сервіс аналогічний «YouTube», де кожний бажаючий може заван-
тажити відео-файли та фотографії, що зроблені мобільною техні-
кою, сервіс мережевого радіо та мережевого навчального телеба-
чення. За певних умов буде створений сервіс для збереження 
особистих файлів та розгорнута система локального мобільного 
зв'язку з використанням технології Wi-Fi. На базі цих сервісів 
можна будувати вже будь-які інші сервіси: від розсилання персо-
ніфікованих розкладів занять до надсилання повідомлень щодо 
заборгованості бібліотеці та інше. 
Подальший розвиток сервісів планується поєднати з розгалу-
женням соціальної мережі у ХНУВС. Вважаємо слушним запро-
понувати участь у цьому проекті іншим ВНЗ МВС України і, та-
ким чином, створити розвинену соціальну мережу ВНЗ МВС 
України. Але останнє залежить не тільки від нашого бажання  та 
бажання керівників інших ВНЗ МВС України, але і від уваги до 
цього проекту збоку Департаменту освіти та науки МВС України. 
 
Шкиль А. С.,  
канд. техн. наук, доцент, 
Цимбалюк Е. С.,  
Гаркуша Е. В.,  
Зинченко Ю. Е. 
Харьковский национальный университет радиоэлектроники 
ИНТЕРПРЕТАЦИЯ РЕЗУЛЬТАТОВ КОМПЬЮТЕРНОГО 
ТЕСТИРОВАНИЯ ЗНАНИЙ  
В СИСТЕМЕ OPENTEST2 
В Харьковском национальном университете радиоэлектрони-
ки разработана система компьютерного тестирования знаний 
OpenTEST2, при создании которой использовались web-ориенти-
рованный язык серверных сценариев PHP, а также языки HTML, 
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XML и JavaScript. Для хранения всей информации была исполь-
зова база данных под управлением СУБД MySQL. В качестве сер-
вера выступает связка Apache2+PHP5+Mysql5, а клиентами явля-
ются любые интернет-браузеры. Процесс тестирования в системе 
OpenTEST2 состоит из следующих этапов: создание теста, создание 
групп тестируемых, установка параметров тестирования, проведе-
ние тестирования и его мониторинг, получение результатов и ста-
тистики. Каждый этап реализуется отдельным модулем системы с 
проверкой авторизации и прав доступа. В системе OpenTEST2 ре-
ализуется частично адаптированный алгоритм проведения контро-
ля знаний со случайной выборкой тестовых заданий (вопросов) из 
структурированной четырехуровневой тестовой базы данных и 
групповой концепцией управления пользователями.  
Тестирование в системе OpenTEST2 осуществляется путем ор-
ганизации сеанса тестирования, который характеризуется вре-
менем, отводимым на тестирование и длиной (количеством тесто-
вых заданий N). Система OpenTEST2 поддерживает все основные 
типы тестовых заданий закрытой и открытой форм (выбор одно-
го правильного ответа, выбор нескольких правильных ответов, 
установление соответствия и короткий ответ при свободном вво-
де) с произвольным назначением веса отдельных вопросов.  
При интерпретации результатов тестирования преподавателя, 
проводившего тест, как правило, интересуют такие три группы 
параметров : 
1) параметры сеанса тестирования; 
2) оценка в выбранной шкале оценивания и параметры рас-
пределения тестируемых по шкале оценок: 
3) статистическая обработка результатов тестирования. 
Первичная оценка тестируемого B  определяется как про-
цент (доля) правильных ответов на задания сеанса тестирования. 
Каждому заданию (вопросу) ставится в соответствие максималь-
ный балл за правильный ответ 
max
iB  и фактически набранный 
балл за ответ iB .  
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При компьютерном тестировании знаний с использованием 
закрытых форм тестовых заданий одним из факторов, влияющих 
на точность оценивания, является возможность угадывания пра-
вильного ответа, что приводит к необоснованному завышению 
тестовых баллов, полученных в результате тестирования. Если за 
правильный ответ на i–е тестовое задание назначается один балл, 
то частота (вероятность) случайного получения правильного отве-
та рассчитывается :  
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где Рi –частота (вероятность) угадывания i-го тестового зада-
ния, ri –количество правильных вариантов ответов в i-ом  зада-
нии,  mi – общее количество вариантов ответов i-го задания. iA - 
альтернативность i-го тестового задания. 
Если в сеансе тестирования используются задания равной 
альтернативности, то существует формула корректировки резуль-
тата с учетом вероятности угадывания : 
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где êB  – скорректированный балл, 

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R
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1
– набранный 
балл за сеанс. 
В системе OpenTEST2 для реализации методики шкалирования 
оценок (с учетом предположения о нормальном распределении резуль-
татов тестирований по шкале оценивания) в базу данных заложена 
таблица значений z – оценок для 99 верхних границ диапазонов 100-
балльной шкалы оценивания в порядке возрастания от 1 до 99 . 
Для отнесения «первичной» оценки к соответствующему диа-
пазону D–балльной шкалы оценивания выполняются следующие 
преобразования. 
1. Выполняется стандартизация «первичной» оценки с уче-
том доверительного интервала распределения в 95% : 



53.1
MB
z ii , 
где M  и  , – среднее арифметическое значение и среднек-
вадратическое отклонение  результата iB . Если значения M  и 
  неизвестны или не вычислены, то они принимаются 
%50M  ,  %7,16  . 
2. По таблице значений сотых долей iz  в базе данных 
OpenTEST2 находится процентное значение оценки в линейной 
шкале  . 
3. Оценка в соответствующей линейной шкале оценивания 
будет определяться номером диапазона, который вычисляется 
как ближайшее наибольшее целое от i, т.е.   
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В системе OpenTEST2 приближенное линейное (квантильное) 
шкалирование оценок может выполнятся в непосредственно пос-
ле прохождения сеанса тестирования при получении экранной 
формы просмотра результатов, а точное  – при анализе статисти-
ки по тесту в целом.  
Для просмотра результатов тестирования в системе 
OpenTEST2 имеется специальный модуль «Результаты тестирова-
ния», который позволяет непосредственно после сеанса тестиро-
вания получить экранную форму просмотра результатов и ведо-
мость результатов тестирований. В экранной форме просмотра 
результатов (рис 1) ключевыми параметрами являются время тес-
тирования, имя теста и название группы, а также выбранная 
балльность шкалы оценивания. 
В форме для просмотра указывается список учащихся груп-
пы, время начала сеанса тестирования, длительность сеанса тес-
тирования в минутах, имя преподавателя, проводившего тести-
рование, число вопросов в сеансе тестирования, балл, набранный 
в ходе сеанса тестирования (количество правильных ответов), 
процент правильных ответов, скорректированный процент пра-
вильных ответов с учетом вероятности угадывания и оценка в 
выбранной шкале оценивания.  
Модуль «Статистика» формирует недихотомическую упорядо-
ченную матрицу результатов тестирования и экспортирует ее в 
MS Exсel (рис. 2).  
Статистическая обработка матрицы результатов тестирова-
ния с использованием табличного процессора Excel имеет ряд 
преимуществ : 
1) возможность обработки статистики без связи с сервером; 
2) реализация сложных процедур обработки статистических 
данных с использованием макросов Excel на языке MS Visual 
Basic (рис. 3); 
3) возможность создания индивидуальных процедур обработки; 
4) подключение внешних программ обработки статистики. 
Специальные макросы Excel на языке MS Visual Basic позво-
ляют получать следующую статистическую информацию : 
 для тестового задания (трудность, корреляция с результата-
ми по тесту, точечно–бисериальный коэффициент валидности, 
образ тестового задания); 
 для тестируемого (внутригрупповой процентильный рей-
тинг, индивидуальный профиль тестируемого и отчет о прохож-
дении сеанса); 
 для теста в целом (средний набранный балл, средняя труд-
ность тестовых заданий, стандартное отклонение, средний коэф-
фициент дифференцирующей способности по 25%–м выборкам и 
коэффициент надежности α –Кронбаха, рассчитанный по полной 
формуле). 
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Рис. 1. Экранная форма просмотра результатов  
в системе OpenTEST2 
 
Рис. 2. Матрица результатов тестирования  
в формате Excel 
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Рис. 3. Расчет показателей распределения тестируемых в 
файле Excel 
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Інформатизація вищих навчальних закладів 
Луганський О. М.,  
Харківський національний університет  
внутрішніх справ 
ІНФОРМАТИЗАЦІЯ НАВЧАЛЬНОГО ПРОЦЕСУ  
У ВІДОМЧИХ ВИЩИХ НАВЧАЛЬНИХ ЗАКЛАДАХ 
Сучасні проекти інформатизації освіти у розвинених країнах 
базуються на загальному розумінні факту, що використання ін-
формаційних технологій призводить до досягнення якісно нових 
освітніх результатів, вибору нової навчальної технології, що орієн-
тована не на репродукцію знань, а на творче  їх усвідомлення і 
колективне навчання. Слід визнати, що в Україні поки що не 
склалося такого загального масового розуміння необхідності інно-
вацій в освіті.  
Будь-яка інноваційна діяльність – це діяльність, що націлена 
на вирішення комплексної проблеми, яку породжено зіткненням 
склавшихся традиційних та виникаючих новітніх норм практики, 
або невідповідністю традиційних норм новим соціальним очіку-
ванням. Інноваційна діяльність призводить до суттєвих змін у 
порівнянні з існуючою практикою.  
Про які зміни можна вести мову у контексті інновацій у на-
вчанні? Зрозуміло, що найбільш бажані зміни у освітній діяльності 
доречно пов’язувати зі змінами у якості навчання. У програмному 
документі Юнеско  «Реформи та розвиток вищої освіти» якість осві-
ти висунуто на роль «загального знаменника» реформ вищої освіти. 
Саме забезпечення якості освіти в умовах доступності освітніх пос-
луг  і швидкоплинної ситуації на ринку праці та освіти визнається 
ключовою проблемою сучасного етапу розвитку освіти у світі. Чи є 
підстави стверджувати, що якість «інформатизованої» освіти 
обов’язково буде вища за якість традиційної освіти? Ні. Таких пря-
мих доказів немає. І головне, чому це має місце – це складність оці-
нки якості освіти. Є, навіть, така непоодинока думка, що пройде 
ще не один десяток років, поки ми отримаємо прості, прозорі, інте-
гровані, зручні для використання критерії оцінки якості освіти. Ек-
сперти та дослідники вищої освіти вважають, що сьогодні забезпе-
ченню необхідного рівня освіти можна лише сприяти шляхом ство-
рення для цього необхідних умов, які наведені на мал.1.  
Щодо запровадження інновацій слід також додатково заува-
жити, що є певна етапність цього процесу (див. рис. 2). У США 
пройшло більше 10 років після початку масових масштабних ін-
вестицій, поки стали відчутними позитивні зміни. Тобто переваги 
інформатизації матеріалізуються і становляться відчутними не 
зразу – це інструмент стратегічної дії. 
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Рис. 2. Модель життєвого циклу нових інформаційних технологій 
Отже, підсумовуючи, зазначимо, що стан інформатизації ві-
домчої освіти найбільш корелює з рівнем інформаційної культури 
та технократичного мислення керівництва, а у підгрунтті самої 
відомчої освіти не має внутрішніх змістовних передумов для за-
провадження інновацій. На цьому можна б було ставити крапку у 
розгляді цього питання. Але цього не дозволяє зробити розуміння 
якісне ресурсне забезпечення ВНЗ 
наявність автономної структури, що забезпечує якість 
освіти 
Умови забезпечення необхідної якості вищої освіти 
 
підготовка абітурієнтів, вимірювана на основі результа-
тів довузівського навчання та результатів вступних іспитів 
високий професійний рівень професорсько-
викладацького складу 
використання освітніх технологій, що раціонально 
поєднують традиційні класичні методики викладання з 
еволюційними 
наукові дослідження у ВНЗ, їх вплив на якість освіти  
Рис. 1. Умови забезпечення якості вищої освіти 
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того, що всі ми живемо у глобальному світі, де інноваційні процеси 
відбуваються поза нашою волею і свідомістю. Інформаційні та ко-
мунікаційні технології, навіть, якщо ВНЗ взагалі не будуть на них 
витрачати ані копійки, будуть потрапляти до нас іншими шляхами. 
Викладачі будуть працювати на власних комп’ютерах, курсанти 
збудують у гуртожитках власні комп’ютерні мережі. Не дамо якіс-
ного Інтернету – люди підключаться до нього самостійно за власні 
кошти, як це вже і робиться. Неефективно, епізодично, в неусвідо-
мленому вигляді інформатизація буде присутня у відомчих ВНЗ у 
будь-якому разі. Як зробити ці процеси більш ефективними, більш 
усвідомленими потенційними користувачами нових технологій?  
Насамперед, має бути досягнута загальна обізнаність викла-
дацького корпусу та керівництва ВНЗ. Переважна більшість най-
більш авторитетних керівників ВНЗ, професорів та доцентів в 
студентські роки або взагалі не вивчали інформатику та обчис-
лювальну техніку, або вивчали дуже давно. Фахівці вважають, що 
інформація у сфері ІКТ повністю оновлюється кожні 3-5 років. 
Бути завжди на рівні сучасних досягнень і мати енциклопедичні 
знання з більшості розділів теорії і практики сучасних ІКТ – май-
же нездійсненне завдання навіть для професійних інформатиків. 
Невипадково в Україні не розроблено жодної якісної концепції 
інформатизації, у тому числі й інформатизації освіти.   
Розмаїтість інформаційних систем і технологій, що можуть ви-
користовуватись у ВНЗ, різноплановість застосувань і різношер-
стість цільової аудиторії можна упорядкувати шляхом висування 
системностворюючих напрямів.   
Такими напрями можуть бути: 
- об’єкти інформатизації; 
- класи використовуваних інформаційних систем і технологій; 
- сфери інтересів використання; 
- ступені зрілості організації. 
У якості об’єктів інформатизації у ВНЗ слід розглядати основ-
ну (навчальну та наукову), а також забезпечувальну діяльність 
(управлінську, господарчу, юридичну, діяльність з інформатизації 
тощо). До класів інформаційних систем і технологій можна відне-
сти технології та системи управління комунікаціями, управління 
обробкою інформації та управління процесами. У якості суб’єктів 
інформатизації ми відрізняємо особистість, функціональну роль, 
автоматизовану робочу групу,  інтегровану організації та розши-
рену організацію. Саме на перетині варіантів суб’єктів та об’єктів 
інформатизації, класів технологій і систем слід вбачати широку 
розмаїть проявів інформатизації. Ця варіативність має бути ада-
птована також до рівню зрілості вищого навчального закладу. На 
нинішньому рівні розвитку відомчі навчальні заклади знаходять-
ся, на нашу думку, на найнищому рівні – у переліку організацій, 
що не зорієнтовані на технології.  
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Іншим ресурсом для запровадження нових інформаційно-
комунікаційних технологій (ІКТ) є розуміння спектру можливих 
використань ІКТ та систем безпосередньо у навчанні. За таксо-
номією SeSDL (2000, Шотландія) всі освітні інформаційні техноло-
гії та питання, що виникають у процесі їх впровадження, поділя-
ють на наступні класи: 
- комп’ютерні комунікації; 
- віртуальні навчальні середовища; 
- засоби автоматизації колективної роботи; 
- навчаючі системи; 
- комп’ютерне тестування; 
- комп’ютерне моделювання; 
- імітаційне комп’ютерне моделювання процесів; 
- комп’ютерні мережі в навчання; 
- Інтернет; 
- мультімедійні засоби навчання; 
- засоби людино-машинної взаємодії; 
- засоби управління доступом до ресурсів та сервісів; 
- вбудовані засоби навчання; 
- правові та етичні проблеми; 
- стандарти навчальних технологій; 
- пакети навчальних програм. 
Інформація на відміну від інших продуктів діяльності харак-
теризується тим, що її споживання  не призводить до її руйну-
вання. Комп'ютерне відтворення копії інформаційного продукту 
істотно дешевше будь-якого масового виробництва копії будь-
якого іншого товару. Сучасні можливості подання  інформації 
забезпечують якісний і адекватний вплив на всі органи сприй-
няття, а засоби віддаленої доставки інформації забезпечують усе-
проникливість і зручний доступ до інформації. Перелічимо ряд 
переваг, що привносять інформаційні комп'ютерні технології в 
процес навчання: 
• велика гнучкість у виборі місця й часу навчання; 
• можливість оновлення навчальних та тренувальних матеріалів; 
• можливість студентам (а не викладачам) керувати вибором 
навчального матеріалу, комбінуючи курси різних навчальних зак-
ладів;  
• здатність стежити за виконанням інструкцій студентам, за-
пам’ятовувати його відповіді, фіксувати доступ до навчальних 
матеріалів; 
• можливість моделювання аналізу середовища і ситуації вза-
ємодії зі студентом; 
• забезпечення оn-lіne зв'язку між учнем і віддаленим учителем; 
• привабливість для сприйняття студентом мультімедійного 
подання інформації; 
• можливість організації контролю за порядком і темпом по-
дачі матеріалу, навчальною активністю учня; 
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• забезпечення ефекту симуляції складних процесів без ризи-
ку і з надзвичайно низькими витратами; 
• можливість настроювання сервісу навчання й тренінгу на 
осіб з різним рівнем здібностей; 
• можливість ефективної доставки широкого діапазону пот-
рібного тренувального матеріалу; 
• доступ до розподілених баз інформаційних ресурсів, навча-
льних та контролюючих матеріалів; 
• можливість ефективного поширення накопиченого досвіду; 
• можливість доступу до величезного за діапазоном і глиби-
ною репозитарію змістовної навчальної інформації;  
• пристосованість для реалізації моделі безперервної освіти; 
• свобода у пошуку й добору матеріалу, співзвучного власним 
цілям та  задачам навчання; 
• забезпечення більшого контролю з боку студента за проце-
сом навчання; 
• надання умов для створення середовища конкуренції на-
вчальних курсів як  передумови якості; 
• забезпечення ефекту групового співробітництва, створення 
живильного дискусійного середовища й ефективної спеціалізації 
учасників віртуальних робочих груп; 
• симуляція технологічного середовища  надання освітніх пос-
луг, створення віртуальних навчальних закладів. 
Аналізуючи надбання відомчих ВНЗ у застосуванні потенціалу 
сучасних інформаційно-комунікаційних технологій, слід визнати 
наявність суттєвих недоліків. 
Слід зазначити, що комп’ютерне забезпечення ВНЗ МВС 
України, особливо в частині використання безпосередньо в на-
вчальному процесі та для організації самостійної роботи курсан-
тів, не відповідає вимогам МОН України і загалом відстає за ана-
логічними показниками від провідних цивільних ВНЗ. 
В окремих відомчих навчальних закладах системи автомати-
зації процесів повноцінно використовуються лише у бухгалтерії, а 
інші процеси, виконання яких може бути покладено на 
комп’ютерні системи, підтримуються вручну. Має місце дублю-
вання даних у різних системах, значний обсяг рутинної роботи 
виконується без застосування комп’ютерних засобів.  
Висновки та пропозиції 
Підсумовуючи, зазначимо, що загалом рівень інформатизації 
безпосередньо навчального процесу, використання в методичній 
роботі сучасних інформаційних технологій у відомчих ВНЗ є поки 
що недостатнім. Вживаються додаткові заходи з підсилення пар-
ку комп’ютерної техніки, розбудови комп’ютерних мереж у гур-
тожитках ВНЗ, надання курсантам та студентам сервісу доступу 
до ресурсів Інтернет та Інтранет. Мають бути вирішені питання 
щодо накопичення на внутрішніх серверах ВНЗ всієї наявної на-
вчально-методичної літератури в електронному вигляді. Мають 
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бути реалізовані інтерактивні та комунікативні сервіси на внут-
рішньому серверах ВНЗ із залученням широкої курсантської та 
студентської спільноти. Має бути вирішене питання запрова-
дження електронного документообігу. Мають бути зроблені прак-
тичні кроки у напрямі легалізації використання програмного за-
безпечення. Має бути реалізовано декілька спільних міжвузівських 
цільових проектів інформатизації на засадах самофінансування. 
 
Шевчук Р. М., 
Київський національний університет внутрішніх справ 
ХАРАКТЕРИСТИКА ТА ОСОБЛИВОСТІ 
ВПРОВАДЖЕННЯ ЗАСОБІВ ІНФОРМАТИЗАЦІЇ 
НАВЧАЛЬНОГО ПРОЦЕСУ В ОСВІТНЮ ДІЯЛЬНІСТЬ 
ВИЩИХ НАВЧАЛЬНИХ ЗАКЛАДІВ МВС УКРАЇНИ 
Створення та впровадження в навчальний процес різномані-
тних інформаційних технологій та систем, що здатні підвищити 
педагогічний ефект освітньо-виховної діяльності є сенсом інфор-
матизації навчального процесу в будь-якому навчальному закладі, 
зокрема, й у вищих навчальних закладах МВС України (далі внз 
МВС України). Засоби ж, впровадження яких у освітньо-виховну 
діяльність підвищує її ефективність як певного виду інформацій-
ної діяльності, можна називати засобами інформатизації навча-
льного процесу (далі ЗІНП), а сам процес їх набуття та впрова-
дження – інформатизацією.  
Зазначене вище свідчить про суттєве значення дослідження 
властивостей ЗІНП та способів їх впровадження в навчально-
виховну діяльність для плідного здійснення інформатизації на-
вчальний процесу будь-якої ланки системи освіти. 
В той же час, потрібно визнати, що навіть законодавче ви-
значення засобів інформатизації, сформульоване в ст. 1 Закону 
України «Про Національну програму інформатизації» [1], має пев-
ні вади. Відповідно до змісту вказаної статті: «засоби інформати-
зації – це електронні обчислювальні машини, програмне, матема-
тичне, лінгвістичне та інше забезпечення, інформаційні системи 
або їх окремі елементи, інформаційні мережі і мережі зв’язку, що 
використовуються для реалізації інформаційних технологій». 
Не потрібно окремого дослідження щоб побачити недоскона-
лість законодавчої дефініції засобів інформатизації, у якій визна-
чення дається через закінчений перелік об’єктів, що входять до 
обсягу відповідного поняття. Так, наприклад, очевидно, що «елек-
тронні обчислювальні машини, програмне, математичне, лінгвіс-
тичне та інше забезпечення» є, як правило, складовою частиною 
автоматизованих інформаційних систем, які у вказаній дефініції 
виділяються як окремий елемент змісту досліджуваного поняття. 
Разом з тим, потрібно зауважити, що коли дослідження окре-
мих різновидів інформаційних технологій та систем, що викорис-
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товуються в освітній діяльності та підходи до їх впровадження у 
вказану діяльність були висвітлені в літературі [2], [3], [4], [5], [6], 
[7], [8], то цілеспрямованого узагальнюючого дослідження комплек-
су засобів інформатизації навчального процесу не було здійснено. 
Так, зокрема викликає науковий інтерес видовий склад сукупності 
засобів інформатизації навчального процесу, особливості впрова-
дження вказаних засобів у навчально-виховну діяльність внз МВС 
України, так само, як і з’ясування вимог, яким мають відповідати 
засоби інформатизації навчального процесу у внз МВС України. 
Вивчення зазначених питань сприятиме формуванню чітких 
уявлень у суб’єктів, що здійснюють інформатизацію навчального 
процесу у внз МВС України щодо цілей, завдань, способів та осо-
бливостей здійснення процесу інформатизації. Зокрема, потрібно 
зазначити, що засоби інформатизації навчального процесу у по-
єднанні із способами їх впровадження в освітню діяльність є 
об’єктами правовідносин у сфері інформатизації внз МВС Украї-
ни, властивості яких суттєво впливають на самі правовідносини, і 
мають враховуватись у процесі формування нормативно-право-
вої основи інформатизації вказаної сфери. 
Насамперед потрібно визначитись із змістом поняття «засоби 
інформатизації навчального процесу», для цього вбачається доці-
льним здійснити певний аналіз комплексу вказаних засобів. 
Так до складу сукупності ЗІНП входять, в першу чергу, елект-
ронно-обчислювальна техніка та технічні засоби візуалізації інфо-
рмації, а також будь-які інші технічні пристрої, що входять до 
складу інформаційних технологій та систем – технічні ЗІНП. 
Досліджувана сукупність ЗІНП включає також до свого складу 
всі програмні продукти різноманітного призначення, що викори-
стовуються в освітній діяльності в комплексі з технічними ЗІНП, 
та різноманітні види електронних документів та електронних ін-
формаційних ресурсів – електронно-програмні ЗІНП. 
Окремо слід виділити як технічні, так і програмні засоби, що 
утворюють телекомунікаційні технології та системи (зокрема, локаль-
ні та глобальні комп’ютерні мережі) –телекомунікаційні ЗІНП. 
Разом з тим, враховуючи особливості сфери освіти потрібно 
виділити, ще й такі види ЗІНП як – інструктивні та методичні. 
Інструктивні ЗІНП створюються з метою доцільного використан-
ня та кваліфікованої експлуатації технічних, електронно-
програмних та телекомунікаційних ЗІНП у освітній діяльності 
учасників навчального процесу. Призначення ж методичних ЗІНП 
спрямоване, перш за все, на досягнення максимального педагогі-
чного ефекту застосування інформаційно-телекомунікаційних 
технологій у навчальному процесі. 
Не можна не враховувати в контексті інформатизації навча-
льного процесу у внз МВС України засобів захисту інформації, але 
вони, як правило, є різновидом першого виду засобів інформати-
зації, або складаються з перерахованих вище видів. 
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Таким чином, весь комплекс ЗІНП, за комбінованим критері-
єм природи втілення та організаційного призначення можна ди-
ференціювати на такі види: 
– технічні; 
– електронно-програмні; 
– телекомунікаційні; 
– інструктивні; 
– методичні. 
Здійснена класифікація ЗІНП дозволяє зробити певні узагаль-
нення щодо змісту поняття «засоби інформатизації». Зокрема, слід 
зазначити, що різнорідність природи вказаних засобів утруднює 
визначення вказаного поняття через найближчий рід та видові 
відмінності. На нашу думку, все ж таки можливе вичерпне пере-
рахування об’єктів, що входять до множини засобів інформати-
зації, за допомогою найбільш загальних понять сфери інформати-
зації, які за рахунок масштабності свого обсягу можуть охопити 
весь спектр засобів інформатизації. Так можна припустити, що 
засобами інформатизації виступають: електронні інформа-
ційні ресурси, інформаційні та телекомунікаційні технології і 
системи, технології і системи захисту інформації, а також певні 
їх елементи та комбінації. 
У той же час, засоби інформатизації навчального процесу – 
це електронні інформаційні ресурси, інформаційні та телекому-
нікаційні технології і системи, технології і системи захисту ін-
формації, а також певні їх елементи та комбінації, що викорис-
товуються в навчально-виховній діяльності як джерело знань, 
засіб формування умінь і навичок, або у інший спосіб забезпечу-
ють організацію та здійснення навчального процесу. 
Наступним завданням виступає з’ясування сутності впливу 
специфіки діяльності органів внутрішніх справ на інформатиза-
цію навчального процесу у внз МВС України, і, зокрема, на особ-
ливості створення та впровадження ЗІНП як визначальної скла-
дової інформатизації навчального процесу. 
Безумовно, професійна діяльність у правоохоронній сфері, зо-
крема діяльність фахівців органів внутрішніх справ, має свою 
специфіку, яка накладає відбиток на засоби і способи інформати-
зації навчального процесу в вищих навчальних закладах МВС 
України. 
Насамперед, необхідно зазначити, що специфічний характер 
діяльності органів внутрішніх справ, зумовлений властивими їм 
функціями і завданнями, визначає специфічний зміст освіти 
майбутніх працівників органів внутрішніх справ, який має впро-
ваджуватись, у тому числі, і через засоби інформатизації навча-
льного процесу, зокрема, через педагогічні програмні засоби, еле-
ктронні навчальні видання і т.п. Це означає, що створення та 
впровадження таких засобів має якнайповніше враховувати за-
значену специфіку, що в свою чергу стає можливим, лише за 
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умови тісної співпраці розробників ЗІНП з практичними та кері-
вними підрозділами органів внутрішніх справ (така співпраця не 
буде зайвою при створенні будь-яких навчальних засобів, що реа-
лізують галузеву складову змісту навчання). 
Таким чином, потрібно констатувати, що специфіка діяльнос-
ті органів внутрішніх справ відбивається на змісті освіти у внз 
МВС України, що виражається у відповідних формах, методах та 
засобах навчання, в тому числі, і у складі та властивостях елект-
ронно-програмних, телекомунікаційних та інших видів ЗІНП. На-
приклад, вказана специфіка електронно-програмних ЗІНП, ви-
ражається у певних програмно-технічних та педагогічних функ-
ціях педагогічних програмних засобів, які забезпечують форму-
вання та закріплення специфічних для працівників органів внут-
рішніх справ професійних умінь та навичок. 
Тому, саме процесам створення та впровадження таких спе-
цифічних ЗІНП притаманні особливості, які відрізняють суспільні 
відносини в сфері інформатизації навчального процесу у внз МВС 
України, від відносин у сфері інформатизації навчального проце-
су у будь-яких інших внз. Полягають вказані особливості у спе-
цифічному складі, кваліфікації, способі організації діяльності 
суб’єктів вказаних відносин, реальним сенсом яких виступає роз-
робка, виготовлення та впровадження в освітню діяльність спе-
цифічних ЗІНП. 
Зокрема, згадана вище специфіка проявляється через необ-
хідність урахування у педагогічних функціях ЗІНП передового 
досвіду практичних працівників органів внутрішніх справ та ви-
мог нормативно-правових та методично-роз’яснювальних актів 
МВС України. 
Іншою особливістю інформатизації навчального процесу у внз 
МВС України виступає необхідність організації та здійснення за-
ходів щодо захисту інформації з обмеженим доступом, яка прису-
тня у змісті навчання. 
Ще однією особливістю виступає вирішальна роль професій-
них умінь і навичок у змісті освіти, яка надається у внз МВС 
України, що зумовлює відповідний добір засобів навчання. Це 
пояснюється прикладним (не академічним), спрямованим пере-
важним чином на отримання умінь і навичок професійної діяль-
ності, характером освіти, що надається у внз МВС України. Такий 
добір має місце і стосовно ЗІНП, які мають сприяти формуванню 
та закріпленню відповідних професійних умінь і навичок. 
Але дві останні особливості стосується організації та здійснення 
навчального процесу в переважній більшості відомчих правоохо-
ронних і військових закладів освіти, а не лише внз МВС України. 
Разом з тим, впровадження не будь-яких ЗІНП здатне зумови-
ти суспільно корисний ефект, більше того, з огляду на певні влас-
тивості вказаних засобів є ймовірність спричинення їх викорис-
танням шкоди учасникам навчального процесу та іншим 
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суб’єктам суспільних відносин у сфері інформатизації освітньої 
діяльності, яка, зокрема, може бути заподіяна як технічними фа-
кторами, так і непродуманим педагогічним впливом. 
Такий стан речей пояснюється тим, що для плідної діяльності 
щодо інформатизації навчального процесу у внз МВС України 
потрібне дотримання певних вимог та правил такої діяльності, 
які, в першу чергу, мають забезпечувати належний рівень безпе-
ки, ефективності та правомірності використання засобів інфор-
матизації у навчальному процесі. Вказані вимоги та правила міс-
тяться у приписах законодавчих та підзаконних актів, що покли-
кані регулювати суспільні відносини: 1) щодо технічного регулю-
вання та санітарно-епідемічного благополуччя; 2) щодо забезпе-
чення належного педагогічного рівня засобів інформатизації на-
вчального процесу; 3) щодо захисту інформації та права інтелек-
туальної власності. 
У такому разі, можна стверджувати, що: 1) безпека викорис-
тання ЗІНП, 2) належний педагогічний рівень ЗІНП, 3) правомір-
ність використання ЗІНП, виступають чинниками, які значною 
мірою впливають на ефективність інформатизації навчального 
процесу у вищих навчальних закладах МВС України. 
Водночас, на кожний із вказаних чинників може чинитися 
регулюючий вплив через систему зазначених вище юридично за-
кріплених вимог та правил, формування та дотримання яких за-
безпечуються спеціально уповноваженими органами у відповід-
них сферах, та реалізується у таких групах правовідносин:  
1) правовідносинах щодо технічного регулювання та санітар-
но-епідемічного благополуччя в сфері інформатизації навчального 
процесу; 
2) правовідносинах щодо забезпечення належного педагогіч-
ного рівня засобів інформатизації навчального процесу; 
3) правовідносинах пов’язаних із захистом інформації та пра-
ва інтелектуальної власності на засоби інформатизації навчально-
го процесу. 
Таким чином, масив нормативно-правових актів, що містить 
норми, які регулюють вказані групи суспільних відносин потребує 
подальшого дослідження з метою усунення або вдосконалення 
норм, що гальмують процес інформатизації внз МВС України, а 
також виявлення, розробки та ефективної реалізації норм, що 
сприяють процесу інформатизації вказаної сфери. 
Висновки: 
– з метою з’ясування сутності засобів інформатизації навчаль-
ного процесу та удосконалення правової регламентації їх впрова-
дження в освітню діяльність розроблено класифікацію засобів 
інформатизації навчального процесу, яка виділяє такі види вка-
заних засобів: 1) технічні; 2) електронно-програмні; 3) телекому-
нікаційні; 4) інструктивні; 5) методичні; 
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– засоби інформатизації навчального процесу – це електронні 
інформаційні ресурси, інформаційні та телекомунікаційні техно-
логії і системи, технології і системи захисту інформації, а також 
певні їх елементи та комбінації, що використовуються в освітній 
діяльності як джерело знань, засіб формування умінь і навичок, 
або у інший спосіб забезпечують організацію та здійснення на-
вчального процесу; 
– специфічний характер діяльності органів внутрішніх справ, 
зумовлений властивими їм функціями і завданнями, визначає 
специфічний зміст освіти майбутніх працівників вказаних дер-
жавних органів, який має впроваджуватись, у тому числі, і через 
засоби інформатизації навчального процесу, що зумовлює специ-
фіку процесів розробки, створення та впровадження ЗІНП, яка 
відрізняє суспільні відносини в сфері інформатизації навчального 
процесу у внз МВС України, від відносин у сфері інформатизації 
навчального процесу у будь-яких інших внз; 
– для плідного впровадження засобів інформатизації навчаль-
ного процесу в освітню діяльність вищих навчальних закладів 
МВС України потрібне урахування таких чинників як: 1) безпека 
використання засобів інформатизації навчального процесу, 
2) належний педагогічний рівень засобів інформатизації навчаль-
ного процесу, 3) правомірність використання засобів інформати-
зації навчального процесу, які можуть регулюватися через право-
вий вплив на діяльність учасників навчального процесу та 
суб’єктів, що здійснюють інформатизацію; 
– необхідне дослідження приписів законодавства та підзакон-
них актів щодо виявлення та розробки норм, застосування яких 
зможе забезпечити: а) зменшення або усунення шкідливого впли-
ву факторів, що виникають у процесі використання технічних та 
телекомунікаційних засобів інформатизації навчального процесу; 
б) дотримання належного педагогічного рівня електронно-
програмних та інших видів засобів інформатизації навчального 
процесу; в) захист інформації та дотримання і захист прав інтелек-
туальної власності на засоби інформатизації навчального процесу. 
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ИНТЕРАКТИВНАЯ ОБОЛОЧКА  
ИНФОРМАЦИОННОГО ПАКЕТА  
ВЫСШЕГО УЧЕБНОГО ЗАВЕДЕНИЯ 
Социально-экономические и политические изменения в сов-
ременном украинском обществе охватывают все сферы жизнеде-
ятельности, включая и высшее образование. Украина четко опре-
делила ориентир на вхождение в образовательное и научное про-
странство Европы, осуществляет модернизацию образовательной 
деятельности в контексте европейских требований. Одной из 
предпосылок вхождения Украины в единую Европейскую зону 
высшего образования является реализация системой высшего 
образования Украины идей Болонского процесса. 
Определяющими критериями образования в рамках Болонс-
кого процесса являются: качество подготовки специалистов, ук-
репление доверия между субъектами образования, соответствие 
европейскому рынку труда, мобильность, совместимость квали-
фикации на этапе подготовки в высшем учебном заведении и 
после его окончания, усиление конкурентоспособности Европейс-
кой системы образования. 
Основным заданием высших учебных заведений МВД Украи-
ны в контексте реформирования отечественной системы высшего 
образования является внедрение предусмотренной Болонской 
декларацией системы академических кредитов, аналогичной 
ECTS (наиболее распространенной в европейских университетах 
системе взаимного зачисления (трансфера) и накопления креди-
тов). Важным моментом внедрения этой системы является воз-
можность учета не только учебной нагрузки, но и других дости-
жений курсанта, студента (слушателя). 
Информационными источниками для проведения работ по 
созданию интерактивной оболочки информационного пакета 
явились приказ МОН от 20.10.2004 № 812 «Об особенностях вне-
дрения кредитно-модульной системы организации учебного про-
цесса»,  информационный пакет специальности «оборудование 
нефтяных и газовых промыслов» направления подготовки «инже-
нерная механика» кафедры нефтегазового оборудования механи-
ческого факультета Ивано-Франковского национального техниче-
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ского университета нефти и газа, а также приказ Министерства 
внутренних дел Украины № 69 от 14.02.2008 г., «Об утверждении 
Положения об организации учебного процесса в высших учебных 
заведениях МВД Украины». 
В соответствии с приказом МОН от 20.10.2004 № 812 «Об 
особенностях внедрения кредитно-модульной системы организа-
ции учебного процесса» высшие учебные заведения, которые ис-
пользуют ECTS, выпускают информационные пакеты по каждому 
направлению (специальности) как справочники для курсантов, 
студентов (слушателей), преподавательского состава и потенциаль-
ных партнеров высшего учебного заведения. Назначение инфор-
мационных пакетов заключается в том, чтобы способствовать про-
зрачности образовательно-профессиональной программы, способс-
твовать ориентированию курсантов, студентов (слушателей) на 
выбор соответствующих программ подготовки специалистов и 
планированию последующей учебы, в том числе в других ВУЗах. 
Информационные пакеты высших учебных заведений МВД 
Украины являются справочниками для комплектующих подразде-
лений ОВД, абитуриентов, курсантов, студентов (слушателей) и 
научно педагогических работников, других заинтересованных лиц. 
В информационный пакет высшего учебного заведения входят: 
· правила приема в высшее учебное заведение; 
· полное название и адрес, контактная информация; 
· сжатая история и общая характеристика высшего учебного 
заведения; 
· контактная информация относительно координатора ECTS 
от высшего учебного заведения; 
· характеристика графика учебного процесса (академичес-
кий календарь); 
· информация об условиях проживания, медицинском стра-
ховании и обслуживании; 
· внеучебная деятельность и досуг. 
Информационный пакет института (факультета) содержит 
общее описание учебного подразделения (его структуры), включая 
кафедры, научно-педагогический состав, основные направления 
научно-исследовательской работы, перечень и характеристику 
программ обучения; методики и технологии преподавания, фор-
мы и условия проведения контрольных мероприятий, описание 
системы оценивания и регистрации успеваемости курсанта, сту-
дента (слушателя); форм государственной аттестации; контакт-
ную информацию относительно координатора ECTS от факульте-
та (института). 
ECTS-информационный пакет также вмещает описание обра-
зовательно-профессиональных программ подготовки и их струк-
турно-логическую схему, а также описание кредитных модулей 
(дисциплин) каждой программы с указанием их объемов. Требо-
вания к содержанию и структуре информационного пакета инс-
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титута (факультета) представлены в приложении к приказу МОН 
от 20.10.2004 № 812. 
Информационные пакеты представляются  на украинском и 
английском языках и размещаются в Интернет на сайте высшего 
учебного заведения. Информационные пакеты должны система-
тически (ежегодно) обновляться. 
С целью выполнения последнего требования и была создана 
интерактивная оболочка информационного пакета высшего уче-
бного заведения. 
В результате изучения требований к информационному паке-
ту, возникло видение интерактивной оболочки информационного 
пакета, как набора следующих блоков: 
· блок просмотра информационного пакета; 
· блок наполнения содержанием; 
· блок администрирования интерактивной оболочки; 
· образец заполнения информационного пакета. 
Блок просмотра информационного пакета выполнен в виде 
древовидно оформленного структурированного содержания, сос-
тоящего из гиперссылок, по которым пользователь переходит не-
посредственно к просмотру выбранного пункта, с которого поль-
зователь, также по ссылке, может вернуться к просмотру содер-
жания. Кроме того, в рамках этого блока пользователь может 
осуществлять переход к просмотру содержимого на другом языке. 
Блок наполнения содержанием также выполнен в виде древо-
видно оформленного структурированного содержания, в котором 
каждому пункту соответствуют возможности создания дочернего 
пункта, предыдущего и следующего пунктов своего уровня, реда-
ктирования и удаления, в случае отсутствия дочерних пунктов. В 
англоязычной части блока доступно только редактирование пунк-
тов: создание и удаление осуществляется из украино-язычной 
части блока. 
Блок администрирования интерактивной оболочки позволяет 
создавать, редактировать и удалять пользователей, в том числе, рас-
пределять для них права доступа. Англо-язычная и украино-язычная 
части оболочки администрируются независимо друг от друга. 
Образец заполнения информационного пакета предоставлен 
пользователям с учётом того, что информационный пакет и кре-
дитно-модульная система в целом – новое явление в высшем об-
разовании Украины и служит для предотвращения и/или умень-
шения количества структурных ошибок, допускаемых при запол-
нении информационного пакета. 
Интерактивная оболочка информационного пакета высшего 
учебного заведения представляет собой набор скриптов, напи-
санных с использованием языка программирования web-
приложений PHP 5.2.5. На заглавной странице пользователю пре-
доставляется древовидное содержание информационного пакета 
высшего учебного заведения, перемещаясь по ссылкам которого, 
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пользователь попадает в соответствующие разделы информаци-
онного пакета. Каждому разделу, в свою очередь, соответствует 
ссылка, по которой пользователь может вернуться назад к содер-
жанию (настраивается для каждого пункта при заполнении паке-
та). Также на заглавной странице имеются ссылки на английскую 
и украинскую части пакета, доступ к редактированию (для заре-
гистрированных пользователей) и образец заполнения информа-
ционного пакета. 
При попытке перехода к редактированию, пользователю пред-
лагается пройти идентификацию, после успешного прохождения 
которой, он попадает на страницу редактирования той части ин-
формационного пакета (английской или украинской, соответст-
венно), с которой был осуществлён переход к редактированию. 
На странице редактирования предстаёт уже знакомое пользо-
вателю древовидное содержание информационного пакета ВУЗа, 
каждому пункту которого соответствуют ссылки на: создание до-
чернего пункта; создание предыдущего/последующего пунктов 
своего уровня; редактирование и удаление (в случае отсутствия у 
него дочерних элементов) пункта. Там же расположены ссылки на 
выход из редактирования и переход к администрированию поль-
зователей (для администратора). 
В случае создания пункта пользователю предоставляется фо-
рма, состоящая из полей: «название категории» (отображается в 
содержании), «сделать ссылку» (в содержании на пункт и после 
пункта на возврат к содержанию), «описание категории» (собст-
венно, текст пункта), снабженный RTE-редактором «Spaw2». Так-
же пользователю доступно предупреждение о недопустимости 
символов кириллицы в именах загружаемых на сервер файлов 
(ограничение языка PHP). 
В случае редактирования пользователь видит вышеописанную 
форму, заполненную в соответствии с предыдущим редактирова-
нием. 
В случае удаления у пользователя запрашивается подтверж-
дение на удаление выбранного пункта, при получении которого 
действие завершается. В противном случае изменения отклоняю-
тся. Создание и удаление пунктов доступны только из украинской 
части оболочки (из английской доступно только редактирование). 
При попадании на страницу администрирования пользовате-
лей администратору предлагается создать, отредактировать или 
удалить пользователя. 
В случае создания пользователя, открывается форма с поля-
ми: «Имя (ник) пользователя», «Ф.И.О. пользователя», «Пароль» и 
«Подтверждение пароля». Все поля, кроме «Ф.И.О. пользователя» 
обязательны для заполнения. Также снова предлагается вышео-
писанное содержание, каждому пункту которого соответствует 
«флажок», отметка которого указывает на разрешение работы 
данному пользователю. 
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В случае редактирования пользователя открывается вышео-
писанная форма, в которой, однако, первым пунктом является 
выпадающий список всех пользователей для выбора конкретного 
объекта редактирования. На последующем этапе открывается 
содержание, которому предшествует список пунктов, уже досту-
пных для редактирования выбранным пользователем. 
Форма удаления состоит из единственного поля выбора поль-
зователя для предстоящего удаления. 
После завершения любого из вышеописанных действий пред-
лагается возврат к заглавной странице либо к странице редакти-
рования. Администрирование пользователей англо- и украино-
язычной частей интерактивной оболочки информационного па-
кета высшего учебного заведения осуществляется раздельно. 
 
Шерман М. І., 
Херсонський  юридичний інститут ХНУВС 
КОМП’ЮТЕРНИЙ ТЕСТ ЯК ЗАСІБ  
ПІДСУМКОВОГО ОЦІНЮВАННЯ ЗНАНЬ СТУДЕНТІВ  
З ДИСЦИПЛІНИ «ТРУДОВЕ ПРАВО» 
Актуальність дослідження. Входження незалежної україн-
ської держави у світовий освітній простір вимагає забезпечення 
прозорості, об’єктивності і неупередженості у процесі оцінювання 
знань осіб, які проходять професійну підготовку у відомчих на-
вчальних закладах МВС України. У цьому зв’язку, орієнтуючись 
на концептуальні засади Болонського процесу, особливе місце 
приділяється розробці і впровадженню методичного забезпечення 
проведення проміжних і підсумкових контролів рівня засвоєння 
навчального матеріалу, та засобів масової діагностики знань сту-
дентів і курсантів. Разом з тим, відомчі навчальні заклади на сьо-
годні не в повній мірі впровадили основні елементи кредитно-
модульної системи, в ряді випадків залишилося проблематичним 
створення засобів тестового контролю знань, вимагає доопрацю-
вання методика проведення тестування, зокрема, комп’ютерного.  
На сьогоднішній день загальновизнаною об’єктивною формою 
контролю знань є комп’ютерне тестування [1; 4; 5], яке здатне 
забезпечити масову експрес-діагностику знань, її неупередже-
ність, достовірність, об’єктивність і прозорість.  
Разом з тим, процес впровадження системи комп’ютерного 
тестування у  процес професійної підготовки майбутніх правоз-
навців, створення достатньо валідних тестів багатогранний і тру-
домісткий, його результат залежить від спільних зусиль виклада-
чів-предметників та фахівців у галузі інформаційно-
комунікаційних технологій, які безпосередньо створюють педаго-
гічні програмні засоби, в тому числі і комп’ютерні тести, на основі 
сформульованих викладачами та фахівцями навчально-
методичного відділу технічних завдань.  
Висвітлення аспектів, пов'язаних із використанням су-
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часних ІКТ у навчальному процесі загальноосвітніх та вищих 
навчальних закладів започатковано і розвинуто у наукових пра-
цях Н. В. Апатової, В. Ю. Бикова, А. Ф. Верланя, В. М. Глушкова, 
Р. С. Гуревича, Ю. О. Дорошенка, А. П. Єршова, M. I. Жалдака, 
В. В. Лапінського, В. М. Мадзігона, К. А. Метешкіна, Н. В. Морзе, 
П. І. Образцова, П. І. Орлова, Є. С. Полат, Ю. С. Рамського, 
І. В. Роберт, О. В. Співаковського.  
Дидактичні аспекти та психологічні особливості застосування 
інформаційних технологій навчання знайшли відображення в 
працях В. П. Беспалька, В. Ф. Бондаровської, B. C. Ледньова, 
О. М. Леонтьєва, Ю. І. Машбиця, Н. Ф. Тализіної, O. K. Тихомирова. 
Психологічні аспекти навчальної діяльності научуваних та дидак-
тичних закономірностей формування в них умінь і навичок здій-
снювали Ю. К. Бабанський, В. В. Давидов, Г. С. Костюк, 
І. Я. Лернер. Специфіка професійної підготовки співробітників 
ОВС, особливості теоретичних та методичних підходів до навчан-
ня майбутніх правоохоронців використанню можливостей ІКТ 
досліджувалися у працях Г.М. Бірюкова (використання баз даних 
та комп’ютерних мереж в практичній правоохоронній діяльності), 
зокрема питання використання інформаційних технологій в дія-
льності ОВС та навчальному процесі розробляли М. Я. Швець, 
П. І. Орлов, К. І. Беляков, В. В. Голубєв, В. Г. Хахановський. 
Разом з тим, слід зазначити, що в психолого-педагогічній та 
науково-методичній літературі нині не сформовано однознач-
ної точки зору щодо методики створення, технології розро-
бки та порядку використання тестових завдань з правових 
дисциплін. 
Таким чином, висвітлення проблем розробки і впровадження 
сучасних засобів діагностики знань, якими є комп’ютерні тести, є 
актуальним і своєчасним, а розробка, впровадження і викорис-
тання тестових завдань для проміжного і підсумкового контролю 
знань з юридичних дисциплін є необхідним компонентом повно-
масштабного впровадження кредитно-модульної системи у на-
вчальний процес відомчих навчальних закладів МВС України.  
У цьому зв’язку доцільно розглянути організацію проведення 
підсумкового контролю знань (іспит) з дисципліни «Трудове пра-
во» у формі комп’ютерного тестування, яка передбачена навчаль-
ним планом підготовки спеціалістів за спеціальністю «Правознав-
ство» – 7.060.101, господарсько-правової спеціалізації (студенти), 
які навчаються у Херсонському юридичному інституті Харківсь-
кого національного університету внутрішніх справ.  
Предметом нашого дослідження є удосконалення процесу 
підсумкового оцінювання рівня засвоєння навчального матеріалу 
студентами четвертого курсу денної форми навчання шляхом ро-
зробки, впровадження і використання комп’ютерного тесту з ди-
сципліни «Трудове право», та аналізу одержаних результатів шля-
хом обчислення інтегральних показників успішності – коефіцієнта 
якості і середнього балу.  
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Студентам було запропоновано 7 рівносильних варіантів тес-
тових завдань, в кожному з яких містилося по 50 запитань. Запи-
тання були представлені у відкритій формі та у формі складених 
відповідей. Тривалість тестування – 60 хвилин, критерії оціню-
вання були визначені на підставі нормативних документів щодо 
організації оцінювання за умови впровадження кредитно-
модульної системи. Програмним засобом здійснення тестування 
була тестова програма «Екзаменатор», створена і впроваджена 
співробітниками ХЮІ ХНУВС [5; 6]. Змістова частина екзамена-
ційного комп’ютерного тесту з дисципліни «Трудове право» була 
підготовлена викладачами кафедри цивільного права та процесу 
ХЮІ ХНУВС, технічна підтримка, організація та проведення тес-
тування здійснювалося викладачами кафедри оперативно-
розшукової діяльності і спеціальної техніки за участі викладачів 
кафедри цивільного права та процесу.  
У процесі тестування фіксувалася одержана оцінка, рейтин-
говий бал, кількість повних правильних відповідей, частково пра-
вильних відповідей, неправильних відповідей, час виконання те-
сту. Зведені дані результатів тестування студентів 46 та 47 груп 
наведені у табл. 1: 
Таблиця 1 
Зведені відомості результатів підсумкового тестування  
студентів 4-го курсу з дисципліни «Трудове право» 
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Бондар 3 43 21 10 19 50 3 
Константінов 4 22 43 3 4 88 4 
Рощенко 6 33 28 4 18 59 3 
Чабан 1 37 24 13 13 57 3 
Мельниченко 5 31 41 4 5 85 4 
Газаров 2 55 13 19 18 39 2 
Слєпченко 3 21 47 2 1 96 5 
Карабач 3 47 30 8 12 65 3 
Галюк 5 51 30 6 14 64 3 
Новікова 6 54 27 6 17 68 4 
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Лук'янчикова Л. 4 32 37 5 8 77 4 
Лук'янчикова О. 1 33 27 0 23 54 3 
Гулін 2 53 24 7 19 53 3 
Лубяний 5 24 25 4 21 51 3 
Попова 5 36 27 6 17 58 3 
Вуйцик 3 41 30 8 12 65 3 
Шатило 4 35 30 8 12 65 3 
Вільгельм 1 35 30 6 14 64 3 
Волошанська 3 28 31 8 11 67 3 
Мамедов 1 45 13 9 28 32 2 
Бєлозерова 4 29 36 3 11 74 4 
Циганова 4 46 14 10 28 33 2 
Радченко 5 42 30 6 14 64 3 
Горбачев 3 37 38 4 8 79 4 
Зайцева 2 48 38 3 9 78 4 
Горовий 7 44 27 0 23 54 3 
Галкін 5 60 31 4 15 65 3 
Чорнозуб 7 47 32 6 12 68 3 
Богданченко 3 45 19 20 11 52 3 
Севастьянова 2 38 23 10 17 53 3 
Парицька 3 55 27 0 23 54 3 
Гусєва 6 25 39 3 8 80 5 
Кривий 5 37 38 4 8 79 4 
На підставі наведених у табл. 1 даних, нами були обчислені 
коефіцієнт якості та середній бал успішності по курсу в цілому. 
Вони відповідно склали 30,3% та 3,27. Порівняння з 
аналогічними показниками, обчисленими на підставі оцінок, 
одержаних протягом семестру, демонструє певне зниження як 
коефіцієнту якості, так і середнього балу.  У цьому зв’язку є 
доцільним продовжити дослідження результатів розробки, впро-
вадження і використання комп’ютерних тестів в якості засобу 
підсумкового контролю знань з юридичних дисциплін, для чого 
необхідно здійснити низку заходів:  
- підвищити якість та об’єктивність контролю за результата-
ми навчальної діяльності студентів з використанням традиційних 
форм (усне і письмове опитування, підготовка реферативних по-
відомлень, виконання контрольних робіт тощо); 
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- систематично проводити міні-тести з юридичних дисцип-
лін, поступово формуючи готовність викладача і студента до тес-
тового методу оцінювання знань; 
- підвищити ефективність та якість самостійної роботи сту-
дентів з дисципліни шляхом дійсно самостійного опрацювання 
теоретичного матеріалу та закріплення його завдяки розв’язанню 
індивідуально підібраних задач (завдань)  на персональному 
комп’ютері; 
- виконати розрахунок коефіцієнтів кореляції між поточною 
та підсумковою успішністю студентів, з’ясувати причини зни-
ження середнього балу і коефіцієнта якості; 
- більш чітко структурувати матеріал у тестових завданнях, 
повністю виключити питання, які допускають неоднозначне тлу-
мачення. 
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Шорохов О. В. 
Херсонський юридичний інститут ХНУВС 
АВТОМАТИЗАЦІЯ ПЛАНУВАННЯ ТА ОБЛІКУ 
НАВЧАЛЬНОГО НАВАНТАЖЕННЯ 
Розрахунок навчального навантаження та його розподіл між 
викладачами кафедри є трудомістким процесом, який потребує 
участі як працівників навчально-методичного відділу, так і керів-
ників кафедр. 
Тому всі навчальні заклади стикаються з необхідністю авто-
матизувати ці процеси, для того щоб: 
- спростити перевірку розподілу навчального навантаження 
між викладачами та звітів про його виконання; 
- виключити помилки у підрахунках; 
- досягти полегшення праці персоналу інституту, зайнятого в 
організації навчального процесу. 
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Відомі декілька комерційних програмних комплексів, які при-
значені для автоматизації цієї діяльності. Насамперед, слід зазна-
чити українські програмні комплекси «Алма Матер» [1] (розробник – 
фірма «Директ Ай Ти») та «Деканат» [2] («Політек-Софт»), а також 
російську розробку «ДекАрт» [3] («Голд Стар»). 
Однак використання комерційних продуктів, окрім необхід-
ності фінансових затрат, мають значні вади: 
1. Неможливість без залучення зовнішніх розробників про-
грамного забезпечення внесення доробок, направлених на адап-
тацію до потреб конкретного навчального закладу, а також ство-
рення потрібних форм звітності. 
2. Неможливість інтеграції з іншими інформаційними систе-
мами, які добре себе зарекомендували та вже тривалий час вико-
ристовуються в діяльності навчального закладу. 
Практично всі навчальні заклади – як відомчі, так і цивільні, – 
в разі наявності можливості приходять до необхідності створюва-
ти власні рішення у галузі автоматизації планування навчального 
процесу. Наприклад, у Львівському державному університеті вну-
трішніх справ розроблений та використовується програмний па-
кет «Деканат» [4], признаний, у тому числі, для розрахунку та об-
ліку навчального навантаження науково-педагогічного складу. 
Розробку комплексної інформаційної системи автоматизації на-
вчального закладу розпочав Харківський національний універси-
тет внутрішніх справ. Але ці та інші програмні засоби або перебу-
вають в стадії доробки, або взагалі їх надання у широке користу-
вання не передбачається. 
Тому на замовлення навчально-методичного відділу Херсонсь-
кого юридичного інституту ХНУВС у 2007 році було розроблено та 
впроваджено власну інформаційну систему «Навантаження». 
Окрім технічного завдання, сформованого в результаті взає-
модії та консультацій з працівниками навчально-методичного 
відділу, до створюваної інформаційної системи були сформульо-
вані наступні додаткові технічні вимоги. 
1. Аутентифікація користувача системи повинна здійснюва-
тися як користувача домену локальної мережі інституту. Протя-
гом останніх років в інституті не розробляється власне програмне 
забезпечення і, в разі наявності вибору, не впроваджується про-
грамне забезпечення сторонніх виробників, яке не підтримує 
концепцію використання єдиного масиву користувачів та груп 
користувачів, який зберігається в Active Directory. Такий підхід 
значно полегшує управління інформаційною інфраструктурою 
інституту і, водночас, є більш зручним та зрозумілим для корис-
тувачів, яким не доводиться запам’ятовувати різні логіни та па-
ролі для кожної інформаційної системи та мережевої служби і 
вводити їх перед початком користування кожним програмним 
засобом. Користувач локальної мережі повинен мати лише один 
пароль, причому вводити його лише один раз – при вході в сеанс 
операційної системи. 
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2. Використання в якості клієнта веб-браузера. Ця вимога за-
безпечує цілу низку переваг: а) простоту в обслуговуванні, оскіль-
ки немає необхідності встановлювати та настроювати на кожно-
му робочому місці клієнтську частину програми та оновлювати 
клієнтські місця при виході в світ нової версії; б) можливість ви-
користовувати малопотужні клієнтські комп’ютери; в) можливість 
використання не тільки в локальній мережі, а й через Інтернет, у 
тому числі за наявності «перешкод» у вигляді проксі-серверів та 
брандмауерів; г) оптимізувати завантаження локальної мережі, 
оскільки в цьому випадку між сервером та клієнтом передаються 
лише запити та дані для відображення. 
3. Можливість використання на сервері терміналів одночасно 
значною кількістю користувачів. Ця вимога є суттєвою для 
Херсонського юридичного інституту, оскільки у поточному році 
планується перевести всі застарілі комп’ютери, не спроможні ви-
користовувати Windows XP, в термінальний режим функціону-
вання, фактично завершивши використання в домені інституту 
застарілих операційних систем. 
4. Можливість інтеграції з інформаційними системами, які 
вже тривалий час використовуються в діяльності навчального 
закладу, насамперед – з АІС «Аналіз успішності». 
Створена інформаційна система реалізує три основні режими 
роботи: 
- складання навчально-методичним відділом на підставі на-
вчальних планів спеціальності семестрових планів навчального 
навантаження для кожної кафедри (далі – План НМВ);  
- створення семестрових планів навчального навантаження 
науково-педагогічного складу кафедри (далі – План кафедри) 
шляхом розподілу навантаження, заданого у Плані НМВ, між ви-
кладачами кафедри;  
- підготовка звітів про виконання навчального навантаження 
науково-педагогічним складом кафедри (далі – Звіт кафедри).  
Інформаційна система «Навантаження» реалізована за трьох-
рівневою схемою: СУБД; веб-додаток, створений за технологією 
ASP.NET 2.0; веб-браузер в якості надтонкого клієнту. 
В якості СУБД використовується MS SQL Server 2005 (допус-
кається використання версії Express); в якості веб-серверу – MS 
Internet Information Server 5.0 або пізнішої версії. На веб-сервері 
додатково повинні бути встановлені .NET Framework 2.0. та MS 
Excel 2003 (для створення придатних до друку документів за 
встановленими формами).  
На клієнтських комп’ютерах необхідні лише MS Internet 
Explorer версії 5.0 або пізнішої (або аналогічний за можливостями 
інший веб-браузер) та MS Excel 2000 або пізнішої версії – для пе-
регляду та друку планів і звітів. 
В системі реалізовано розмежування доступу. Аутентифікація 
особи, яка намагається отримати доступ до АІС «Навантаження», 
здійснюється прозоро – як користувача домену локальної мережі 
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інституту. Особи, яким надано право працювати з АІС «Наванта-
ження», поділені на дві категорії: 
- Користувачі системи. До цієї категорії належать праців-
ники кафедр, яким надано право створювати та редагувати Пла-
ни кафедри та Звіти кафедри в межах свого підрозділу. 
- Адміністратори системи. Ця категорія поєднує працівни-
ків навчально-методичного відділу інституту, які: а) проводять 
підготовчу роботу із формування Планів НМВ; б) координують 
діяльність кафедр із складання Планів кафедр та Звітів кафедр; 
в) складають переліки користувачів системи.  
Обсяг даних, з яким працюють користувачі АІС «Наванта-
ження», складається з: 
- Переліку викладачів кафедри (складається та оновлюється 
адміністраторами системи).  
- Плану НМВ для кафедри (План НМВ користувачі системи 
також отримують в готовому вигляді).  
- Планів кафедри, які користувачі системи формують шляхом 
розподілу навантаження, зазначеного у Плані НМВ, між виклада-
чами кафедри.  
- Щомісячних Звітів кафедри, які відображають хід вико-
нання плану.  
На всіх етапах роботи – при складанні Планів кафедри та 
Звітів кафедри – користувач АІС «Навантаження» може контро-
лювати результати своєї діяльності:  
- при складанні Плану кафедри та Звіту кафедри постійно 
підраховується та відображається у нижньому рядку таблиці різ-
ниця між поточним підсумком та Планом НМВ;  
- користувачам системи доступні 5 таблиць, в яких надають-
ся розбіжності між Планом НМВ, Планом кафедри та Звіта-
ми кафедри в різних розрізах;  
- у вигляді трьох окремих таблиць надається сумарне наван-
таження викладачів кафедри (планове та фактичне).  
Адміністратори системи можуть заблокувати для користувачів 
АІС «Навантаження» можливість редагування окремо будь-якого 
Плану кафедри або Звіту кафедри. Ця можливість використову-
ються після підписання цих документів керівником кафедри та їх 
затвердження навчально-методичним відділом. 
Окрім складання та підтримання в актуальному стані перелі-
ків навчальних дисциплін, особового складу кафедр та користу-
вачів системи, адміністратори АІС «Навантаження», виконують 
виключно важливу функцію. Спираючись на Навчальний та Ро-
бочі плани спеціальності, вони формують для кожної кафедри 
План НМВ – семестровий план навчального навантаження по по-
токам та предметам. 
Складання Плану НМВ також автоматизоване, що зменшує 
ймовірність помилок. Більша частина даних навчального плану не 
вводиться у числовому вигляді, а вираховується автоматично за 
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введеними раніше даними на підставі нормативів, встановлених 
МОН України [5]. 
В такий спосіб вдалося запобігти надлишковості даних, які 
зберігаються в системі, та помилок при створенні Плану НМВ. 
Співробітник навчально-методичного відділу лише вводить кі-
лькість лекційних, семінарських та практичних годин за навчаль-
ним планом та просто зазначає наявність інших видів навчально-
го навантаження. Обсяг годин в Плані НМВ розраховується авто-
матично з урахуванням кількості груп та студентів (курсантів) на 
кожному потоці. 
На основі введених даних АІС «Навантаження» автоматично 
складає за встановленим зразком плани та звіти в форматі 
Microsoft Excel та дозволяє зареєстрованим користувачам систе-
ми отримувати, роздруковувати та зберігати ці файли. 
Наступним етапом роботи вбачається інтеграція АІС «Наван-
таження» із АІС «Аналіз успішності». Інтеграцію планується здійс-
нити на базі саме АІС «Навантаження», як більш сучасної за тех-
нологією створення. Інтеграція має на меті виключити повторне 
введення працівниками навчально-методичного відділу інституту 
довідників (переліків), які є загальними для обох систем. 
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ВПРОВАДЖЕННЯ ІНФОРМАЦІЙНИХ ТЕХНОЛОГІЙ  
В НАВЧАЛЬНИЙ ПРОЦЕС  
ЗА ЗАОЧНОЮ ФОРМОЮ НАВЧАННЯ 
На сучасному етапі розвитку вищої освіти в світі підсилюють-
ся тенденції до створення інтернаціональних освітніх структур 
різного призначення і видів. Відбувається процес інтернаціоналі-
зації освіти не тільки за змістом, але і в залежності від методик 
навчання й організаційних форм. Освіта стає інструментом взає-
мопроникнення не тільки знань і технологій, але і капіталу, ін-
струментом боротьби за ринок тощо. При цьому методи навчан-
ня, які засновані на сучасних технологічних досягненнях, володі-
ючи високим ступенем охоплення і дії, будуть відігравати основну 
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роль. В даний час у світі накопичений значний досвід організації 
навчального процесу з використанням телекомунікаційних сис-
тем. Істотне місце займають системи, що використовують 
комп’ютерні мережі, системи безпосереднього телевізійного ві-
щання, системи дистанційного навчання з використанням сучас-
них телекомунікаційних технологій тощо. 
Впровадження інформаційних технологій в навчальний про-
цес вищих навчальних закладів зумовлений багатьма норматив-
но-правовими актами. Національна програма інформатизації до 
компетенції органів державної влади відносить функцію інфор-
матизацію науки, освіти [1]. До завдань національної програми 
інформатизації на 2006 – 2008 роки відносяться створення сис-
теми електронних інформаційних ресурсів для навчальних закла-
дів; запровадження дистанційного навчання в системі професій-
но-технічної освіти; використання програмних засобів навчально-
го призначення [2]. Основними завданнями наукової і науково-
технічної діяльності у ВНЗ МВС України є створення, розвиток та 
впровадження сучасних інформаційних технологій та комплексів, 
спрямованих на підвищення якості навчання, рівня підготовки 
фахівців для органів внутрішніх справ, розповсюдження передо-
вих інформаційних технологій та результатів наукових дослі-
джень ВНЗ на практичні підрозділи МВС. Відповідно до Концеп-
ції реформування системи освіти МВС України та підвищення 
якості підготовки фахівців для органів внутрішніх справ затвер-
дженої наказом МВС України від 28 жовтня 2007 року № 411 її 
завданням є максимальне впровадження в навчальний процес 
позитивного зарубіжного досвіду підготовки фахівців, новітні тех-
нології навчання [3]. 
Організація навчального процесу за заочною формою навчан-
ня здійснюється вищими навчальними закладами МВС України 
відповідно до державних стандартів освіти з урахуванням перед-
бачених чинним законодавством України пільг для осіб, які поєд-
нують роботу з навчанням. Проте, сучасний процес заочного нав-
чання дозволяє нам виділити деякі проблемні моменти в його 
організації: 
 заочна форма навчання побудована на безпосередньому 
контакті слухача з викладачем впродовж всіх етапів підготовки: 
проведення лекцій, практичних і лабораторних робіт, консульта-
цій, приймання заліків, іспитів тощо, але тільки на протязі прове-
дення навчально-екзаменаційних сесій, тому при здійсненні на-
вчального процесу за заочною формою навчання спостерігається 
нерівномірність взаємодії викладача за слухачами. Внаслідок цьо-
го виникає перевантаження викладачів у період проведення на-
вчально-екзаменаційних сесій. 
 відповідно до чинного законодавства України при організа-
ції 2 навчально-екзаменаційних сесій у навчальному році, їх три-
валість обмежується 15-ти календарними днями на першому і 
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другому курсах та 20-ти календарними днями на третьому і на-
ступних курсах (при тривалості навчального процесу для здобуття 
ОКР «бакалавр» загальна тривалість «очних» заходів складає 180 
календарних днів (6 місяців));1 
 слухачі заочної форми навчання ВНЗ системи МВС України 
є практичними працівниками ОВС, на яких покладено велику 
кількість службових обов’язків, в тому числі виконання яких здій-
снюється у позаробочий час. Тому природно, що в них часто не-
має можливості працювати з навчальним матеріалом в необхід-
ному для його вивчення об’ємі;  
 при організації навчально процесу за заочною формою на-
вчання «за традиційною технологією» дуже мало часу відводиться 
на спілкування між викладачем та слухачем. Лекції та семінарсь-
кі заняття на навчально-екзаменаційних сесіях не вирішують цієї 
проблеми; 
 в період між навчально-екзаменаційними сесіями викладачі 
не контролюють процес роботи слухачів над навчальним матеріалом; 
 як правило, істотний контингент слухачів не має змоги 
опрацювати навчальний матеріал в бібліотеках; 
 відповідно до п. 1.2.9. Положення про організацію навчаль-
ного процесу у вищих навчальних закладах МВС України навчаль-
ний час слухача визначається кількістю облікових одиниць часу, 
відведених для здійснення програми підготовки на даному освіт-
ньому або кваліфікаційному рівні. Навчальний день – складова ча-
стина навчального часу слухача тривалістю не більше 9 академіч-
них годин. На практиці ж, інколи, зустрічається випадки плану-
вання 5 пар на день (10 академічних годин), що зумовлено обме-
женим терміном проведення навчально-екзаменаційних сесій [4].  
Впровадження інформаційних технологій в навчальний про-
цес за заочною формою навчання дозволить по-перше, оптимізу-
вати процес заочного навчання, по-друге, створити належні умо-
ви для його подальшого розвитку. 
Процес впровадження можна здійснювати у таких напрямках: 
1. Організаційно-управлінський напрямок.  Він повинен 
починатися зі створення відповідної нормативної бази щодо 
впровадження інформаційних технологій в навчальний процес за 
заочною формою навчання. Наступним кроком є створення ін-
формаційних порталів підрозділів, які здійснюють підготовку фа-
хівців за заочною формою навчання. Інформаційних портал може 
містити наступну інформацію: 
 загальна інформація про підрозділ та його особовий склад; 
 нормативно-правова база діяльності інституту; 
 умови прийому на навчання та програми вступних іспитів; 
                                                   
1 Відповідно до навчальних планів 2007 року навчально-наукового інституту заочно-
го та дистанційного навчання працівників ОВС (ОКР „бакалавр”, термін навчання 
5 років, галузь знань: 6.0304 Право; напрям підготовки: 6.030402 Правознавство) 
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 розклад навчально-екзаменаційних сесій поточного навча-
льного року; 
 розпорядження керівництва навчального закладу та керів-
ництва відповідного підрозділу щодо організації навчального 
процесу за заочною формою навчання; 
 розклади занять; 
 «Консультації»; 
 «Зворотній зв’язок»; 
 «F.A.Q» тощо. 
В цьому напрямку також доцільно запровадити функціонуван-
ня постійних курсів підготовки, перепідготовки науково-
педагогічних, адміністративних та технічних кадрів ВНЗ з питання 
застосування інформаційних технологій в навчальному процесі. 
2. Фінансово-ресурсний напрямок. Він може містити насту-
пні компоненти: 
 створення відповідного програмного забезпечення навчаль-
ного процесу за заочною формою навчання. У 2007/2008 навча-
льному році в навчальний процес навчально-наукового інституту 
заочного та дистанційного навчання працівників ОВС впрова-
джено програму «Офіс-методиста». Проте вона все ще потребує 
доопрацювання з урахуванням специфіки заочного навчання; 
 постійне оновлення та розвиток інформаційно-
телекомунікаційної мережі ВНЗ (в тому числі й відповідних під-
розділів, які здійснюють підготовку фахівців за заочною формою 
навчання); 
 забезпечення навчального процесу необхідною персональ-
ною технікою. 
3. Навчальний напрямок. Його сутність полягає у безпосере-
дньому застосування інформаційних технологій в навчальному 
процесі. До складових цього напрямку можна віднести: 
 створення електронної бібліотеки ХНУВС із можливістю досту-
пу до текстів підручників з комп’ютерних класів ННІЗДНП ОВС2; 
 створення комп’ютерних класів для слухачів заочної форми 
навчання. Вони можуть використовуватися як навчальні лабора-
торії, персоніфіковані робочі місця для слухачів для доступу до 
ресурсів бібліотеки ВНЗ, організації тестування тощо; 
 використання можливостей Internet та e-mail дасть можли-
вість проводити інтерактивні консультації зі слухачами; 
 створення кафедрами та іншими підрозділами ВНЗ елект-
ронних курсів з методичними матеріалами за відповідними на-
вчальними дисциплінами за кейс технологією (навчально-
методичні матеріали об’єднуються в портфель (кейс) у відповіднос-
ті до навчальної програми) із подальшим копіюванням на носії 
інформації та забезпеченням ними кожного слухача; 
                                                   
2 Тексти підручників мають бути адаптовані „тільки для читання” без можливості 
здійснення копіювання. 
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 інформаційні технологій можуть застосовуватися при вико-
нанні слухачами письмових робіт. Вони виконуються слухачами у 
міжсесійний період та можуть надсилатися до викладача за допо-
могою електронної пошти. Після проходження змісту відповідної 
письмової роботи з викладачем, робота надсилається на реєстрацію 
до відповідного підрозділу у письмовому та електронному вигляді.  
Підсумовуючи вищезазначений матеріал, маємо зазначити, 
що використання інформаційних технологій може внести в діяль-
ність навчального закладу та заочне навчання в цілому наступні 
позитивні моменти:  
 підвищити якість освітніх послуг, які надаються у ВНЗ МВС 
України шляхом залучення до впровадження інформаційних тех-
нологій висококваліфікованих викладачів, фахівців-практиків з 
різних галузей, у тому числі спеціалістів у сфері інформаційних та 
телекомунікаційних технологій; 
 розширити можливості співробітників ОВС в одержанні 
якісної освіти; 
 створити для особового складу ОВС умови щодо підвищення їх 
професійної підготовки, перепідготовки та підвищення кваліфікації; 
 підвищити конкурентоспроможність вітчизняних навчаль-
них закладів системи МВС України на українському та світовому 
ринку освітніх послуг за рахунок істотного підвищення рівня ква-
ліфікації педагогічних та науково-педагогічних кадрів, підви-
щення рівня комп’ютерного, програмного та телекомунікаційного 
оснащення навчальних закладів, створення, накопичення і пос-
тійного удосконалення освітніх ресурсів; 
 істотно збільшити частку роботи викладача в загальному 
часі навчання при роботі зі слухачами заочної форми навчання 
без організації додаткової аудиторної роботи;  
 рівномірно розподілити подачу матеріалу і контроль знань у 
межах навчального часу без безпосереднього контакту викладача 
зі слухачами;  
 усунути залежність між графіком роботи викладача і мож-
ливістю контакту з ним слухачів; 
 швидку доставку навчальних матеріалів в електронному виді;  
 можливість здійснювати контроль за процесом опанування 
слухачами навчальних матеріалів у міжсесійний період.  
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ПРОБЛЕМИ ІНФОРМАТИЗАЦІЇ СПЕЦІАЛЬНИХ 
ДИСЦИПЛІН У ВИЩИХ НАВЧАЛЬНИХ ЗАКЛАДАХ 
МВС УКРАЇНИ 
Постановка проблеми. Загальні тенденції в розвитку кримі-
нальної ситуації в Україні свідчать, що інформаційні технології 
все частіше стають засобами скоєння злочинів, а власне інфор-
мація перетворюється на об’єкт злочину. Ці тенденції потребують 
прийняття адекватних дій з боку МВС України, включення засо-
бів інформаційної техніки та інформаційних технологій до арсе-
налу засобів, прийомів і дій, що використовуються для боротьби 
зі злочинністю. В свою чергу ці технічні засоби і тактико-технічні 
прийоми повинні стати об’єктом вивчення в курсах спеціальних 
дисциплін (спеціальна техніка ОВС, оперативно-розшукова діяль-
ність, криміналістика, захист державних секретів та інших), що 
викладаються в вищих навчальних закладах МВС України. Цей 
зв’язок є визначальним в розумінні значення і проблематики ін-
форматизації спеціальних дисциплін в вищих навчальних закла-
дах МВС України. 
Можливі підходи до розв’язання проблеми. Інформатиза-
ція спеціальних дисциплін є комплексною проблемою, вирішення 
якої можливе шляхом виділення і розв’язання окремих більш кон-
кретних проблем, які мають конкретні параметри контролю. До 
таких проблем можна віднести: 
- оновлення засобів матеріально-технічного забезпечення на-
вчального процесу новими зразками техніки і інформаційними 
технологіями; 
- оновлення кадрового потенціалу спеціальних кафедр та 
взаємопроникнення інформаційних технологій та спеціальних 
знань в суміжні дисципліни, що викладаються; 
- впровадження нових методик і прийомів навчання, 
комп’ютеризація навчального процесу; 
- тісний зв’язок з провідними науково-технічними розробка-
ми в сфері інформаційних технологій і спеціальної техніки. 
Вирішення цих проблем можливе лише спільними зусиллями 
Міністерства внутрішніх справ, відповідних вищих навчальних 
закладів, спеціальних кафедр і безпосередньо викладачів, доцен-
тів і професорів. Якщо три останні проблеми можливо вирішити 
організаційними заходами, цілеспрямованою роботою навчальних 
закладів і працівників кафедр, вирішення першої і, частково, 
четвертої проблеми, потребує відповідного нормативного і фінан-
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сового забезпечення з боку Міністерства внутрішніх справ. Конк-
ретні підходи та шляхи вирішення сформульованих проблем на 
наш погляд можуть бути такими. 
На прикладі Харківського національного університету внут-
рішніх справ можна проаналізувати стан матеріально-технічного 
забезпечення дисципліни «Спеціальна техніка ОВС та її застосу-
вання», яка викладається кафедрою інформаційної безпеки. 
Для вивчення дисципліни і забезпечення високого рівня 
засвоєних практичних навиків роботи з спеціальною техні-
кою випускниками Університету внутрішніх справ, необ-
хідно забезпечити, перш за все, достатню наявність сучас-
ної техніки на кафедрі інформаційної безпеки. 
На сьогодні кафедра вже більше десяти років не одержувала 
сучасних засобів зв’язку ОВС, складових частин технічних засобів 
охорони об’єктів та систем контролю доступу до них, засобів маг-
нітного звукозапису, спеціальних хімічних речовин, техніки для 
фотографування і відеозапису, пошукової техніки і сучасних при-
ладів нічного бачення, засобів технічного захисту інформації об-
меженого доступу, а також технічних засобів чергових частин 
ОВС. На кафедрі практично відсутні спеціальні хімічні речовини, 
немає діючих металошукачів, крім портативних типу Гамма, не 
представлені сучасні засоби всіх перерахованих видів техніки, які 
вже широко використовуються в ОВС. Кафедра також має гостру 
необхідність у впроваджені в навчальний процес технічних засо-
бів захисту інформації з обмеженим доступом. 
Така незадовільна ситуація виникла тому, що Міністерство 
внутрішніх справ відійшло від практики пріоритетного і першо-
чергового забезпечення спеціальною технікою матеріально-
технічної бази навчального процесу в підпорядкованих навчаль-
них закладах. 
На наш погляд, для виправлення ситуації необхідно щоб Міні-
стерство перші зразки спеціальної техніки, яка впроваджується в 
ОВС, направляло на відповідні кафедри підпорядкованих навча-
льних закладів. Другий можливий шлях – це виділення цільових 
коштів для закупівлі таких технічних засобів,  які дозволені для 
використання в ОВС. Для організаційно-нормативного забезпе-
чення пропонуємо підготувати і ввести в дію наказ про норми 
належності та використання засобів спеціальної техніки в навча-
льних закладах МВС України для забезпечення вивчення таких 
дисциплін як: «Спеціальна техніка ОВС та її застосування», «Опе-
ративна розшукова діяльність», «Криміналістика» та інших. При 
цьому важливо нормувати в цьому наказі використання витрат-
них матеріалів і засобів в навчальному процесі для відповідних 
видів, груп і підгруп технічних засобів. 
Інформаційні технології – це сплав передових досягнень різ-
них сфер науки і техніки, тому при інформатизації спеціальних 
дисциплін необхідні зусилля багатьох спеціалістів з різних облас-
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тей науки і техніки. Як підхід до консолідації таких зусиль можна 
запропонувати об’єднання на одній кафедрі викладання тради-
ційних спеціальних дисциплін та запроваджуваних нових інфор-
маційних дисциплін. Так, наприклад, в Харківському національ-
ному університеті внутрішніх справ на кафедрі інформаційної 
безпеки одночасно викладаються дисципліна «Спеціальна техніка 
ОВС та її застосування» і такі дисципліни як «Технічні методи та 
засоби захисту інформації», «Спецкурс з інформаційної безпеки», 
«Теорія інформації», «Захист інформації в мережах і банках да-
них», «Основи обробки та передачі інформації» і ряд інших. Як 
показує досвід нашої роботи така співдружність дисциплін на 
одній кафедрі веде до взаємопроникнення знань, методів і техно-
логій, веде до інформатизації традиційних дисциплін, як «Спеціа-
льна техніка ОВС та її застосування», «Системи і засоби зв’язку». 
Аналогічний симбіоз традиційних і сучасних дисциплін можливий 
і на кафедрах «Оперативна-розшукова діяльність», «Криміналісти-
ка» та інших, що дасть позитивні результати на шляху інформа-
тизації традиційних спеціальних дисциплін та вирішення другої 
та третьої сформульованих вище проблем. 
Для вирішення третьої проблеми дуже важлива заміна тради-
ційного наукового інструментарію засобами сучасних інформа-
ційно-комунікаційних технологій. Ця заміна можлива лише при 
залученні висококваліфікованих спеціалістів та значних фінансо-
вих ресурсів, що в наш час в основному і стримує розв’язання 
сформульованої проблеми інформатизації спеціальних дисциплін. 
Складність розв’язання четвертої проблеми обумовлюється, в 
основному,  неможливістю в сьогоднішніх умовах вести на кафед-
рах наукову і винахідницьку роботу в сфері спеціальної техніки 
органів внутрішніх справ. Така робота повинна бути основою фо-
рмування практичних і творчих навиків у курсантів та дієвим ме-
тодом підвищення кваліфікації викладацького складу кафедр. Не-
задовільна ситуація виникла як внаслідок особливості тематики, 
так і внаслідок відсутності цільового фінансування з боку Міністер-
ства внутрішніх справ. Вирішення цієї проблеми нам бачиться в 
впровадженні нових принципів фінансування вузівської науки з 
одночасним піднесенням рівня ефективності використання науко-
вого потенціалу кафедр. Для цього, а також для забезпечення ви-
сокого рівня створюваної спеціальної техніки в рамках МВС Украї-
ни необхідно активізувати науково-дослідну і дослідно-
конструкторську роботу на кафедрах технічного циклу в вищих 
навчальних закладах МВС України шляхом оголошення відкритих 
конкурсів з вирішення тієї чи іншої науково-технічної проблеми з 
обов’язковим доведенням умов конкурсу до всіх технічних кафедр. 
Без наявності такого простого і відкритого організаційного 
механізму створення і впровадження нових засобів спеціальної 
техніки неможливе оновлення технічних засобів спеціальної тех-
ніки ОВС з участю вітчизняних фахівців, підприємств і організа-
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цій. На сьогодні вони залишаються поза цим процесом. Так, на-
приклад, в Харківському національному університеті внутрішніх 
справ, вже кілька років назад розроблені і запатентовані такі ак-
туальні технічні засоби, як електрофізичні пристрої безпечної 
примусової зупинки автомототранспорту [3,4], універсальні елек-
трошокові пристрої контактної та дистанційної дії [5], які до цьо-
го часу не впроваджені в практику. Після неодноразових звер-
тань до МВС України та до НДІ «Спецтехніка», ми впевнились, що 
в Міністерстві відсутня програма і дієвий механізм оновлення 
спеціальної техніки ОВС. В той же час названі розробки є актуа-
льними і високоефективними, мають світову новизну і поки що є 
конкурентноздатними на світовому ринку. Зволікання з їхнім 
впровадженням приведе до відставання України в цій сфері і в 
кінцевому варіанті, до значних валютних витрат при закупівлі 
аналогічних засобів за кордоном. 
Висновки: Проблема інформатизації спеціальних дисциплін 
при викладанні в вищих навчальних закладах є нагальною і ком-
плексною. Вирішення цієї проблеми потребує консолідації зусиль 
всіх суб’єктів освітницької діяльності в системі МВС України, 
більш високого рівня науково-технічного та фінансового забезпе-
чення кафедр спеціальних дисциплін. 
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Шапко С. В., 
Харківський національний університет  
внутрішніх справ 
ІНФОРМАЦІЙНИЙ ПОРТАЛ  
КАФЕДРИ ІНФОРМАТИКИ ХНУВС 
В численних нормативних актах України звертається увага на 
інформатизацію всіх сторін діяльності держави. Не винятком є і 
правоохоронна діяльність, де на зміну численим прикладним про-
грамам – приходить браузер. Одним із підрозділів Міністерства 
внутрішніх справ є підвідомчі навчальні заклади, а в навчальних 
закладах основним підрозділом є кафедра, оскільки саме кафедра 
організовує і виконує навчальну, методичну та наукову роботу. 
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Тому інформатизації навчального закладу потрібно розпочинати з 
інформатизації кафедри. 
Викладання дисциплін інформаційного циклу не можливе без 
певних програмно-апаратних засобів. 
Сучасні комп'ютерні системи забезпечують:  
 швидкий, безпечний, авторизований доступ; 
 приймання, передавання та зберігання інформаційних 
ресурсів;  
 ідентифікацію та верифікацію користувача інформаційних 
комп’ютерних систем. 
Інформаційними ресурсами кафедри є фонди навчального та 
методичного забезпечення для самостійної роботи курсантів та 
студентів усіх форм навчання, а також наукові доробки співробі-
тників кафедри. Ці ресурси розміщуються на інформаційних пор-
талах мережі навчального закладу. 
Хочю звернути Вашу увагу на структуру, функціональне на-
повнення та інші особливості інформаційного порталу, розробле-
ного для кафедри інформатики ХНУВС. Цей портал функціонує 
за електронною адресою http://ki.univd і забезпечує користува-
чам доступ до навчального та методичного матеріалу кафедри, 
надає інформаційну підтримку на форумі, забезпечує електронне 
листування, стрічку тематичних новин, розробляється online-
ециклопедія з історії інформатики, тощо. 
Інформаційні ресурси надаються за такою структурою: 
 інститути, 
 дисципліни,  
 показати весь матеріал,  
 виконати пошук,  
 прочитати тези  
 новин,  
 оголошень, 
 наукових статей співробітників кафедри,  
 проведення заліків та іспитів у вигляді тестування. 
Розроблена та впроваджена на кафедрі інформатики система тес-
тування працює у інтерактивному режимі, а це дає можливість про-
водити науковий аналіз сенсомоторної поведінки користувача. 
Поновлення інформаційних ресурсів проходить, як в автома-
тичному режимі так і вручну, за допомогою «системи управління 
порталом». При цьому використовується редактор типу What You 
See Is What You Get (що бачиш, те й одержиш). Цей редактор ін-
тегрований із мовами програмування, які використовуються в 
серверних технологіях. Створенні подібними редакторами доку-
менти можуть містити корпоративний зміст та потребують авто-
матизації управління, як єдиного комплексу роботи з паперовими 
та електронними документами: 
 опрацювання в режимі реального часу або автономно; 
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 використання файла одночасно декількома користувачами 
за допомогою інтуїтивно зрозумілих робочих інструментів; 
 приєднання медіафайлів; 
 перевірку дійсності електронного підпису документу; 
 можливість передачі електронних документів мережею без 
звернення до пошти чи факсу; 
 слідкування за етапами редагування документів. 
Тому створенням такого функціонального продукту, завдан-
ням якого є формалізація та опис проходження окремих типів 
документів, сприяє вдосконаленню та єдиного контролю за про-
цесом документообігу (рис.  1). 
 
 
Рис. 1. 
Крім цього в рамках інформаційного порталу кафедри інфор-
матики функціонує модуль, який дозволяє проводити контроль за 
навантаженням аудиторного фонду, зокрема комп'ютерного кла-
су, в режимі реального часу. Завданням цього модуля є: опрацю-
вання інформації (рис. 2); повідомлення про зміни в розкладі; по-
відомлення про помилки, «накладки»; резервування часу; зручне 
одержання інформації. 
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Рис. 2. 
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СУЧАСНІ ІНФОРМАЦІЙНО-БІБЛІОТЕЧНІ 
ТЕХНОЛОГІЇ 
Николаенко Н. Н., 
Украинская инженерно-педагогическая академия 
ВНЕДРЕНИЕ КОМПЬЮТЕРНЫХ ТЕХНОЛОГИЙ  
В РАБОТУ БИБЛИОТЕКИ КАК СОСТАВНАЯ ЧАСТЬ 
ФОРМИРОВАНИЯ ИНФОРМАЦИОННОЙ СРЕДЫ  
И ИНФОРМАЦИОННОЙ КУЛЬТУРЫ ЛИЧНОСТИ 
Одной из важнейших особенностей развития современного 
общества является стремительный рост потока информации, в 
котором ориентироваться с каждым днем становится все труд-
нее. Возникает парадоксальная ситуация, когда создание нового 
информационного продукта является более выгодным и удобным, 
чем поиск существующих аналогов. Интересная информация 
представлена в одном из отчетов компании «ArthurAndersen». По 
их оценкам, объем знаний, которым в настоящее время обладает 
человечество, удваивается каждые пять лет. Предполагается, что 
к 2020 году знания будут удваиваться каждые 72 дня. Таким об-
разом, ожидается лавинообразный рост информации. 
В связи с этим по-новому встает вопрос о приобретении необ-
ходимых знаний, умений и навыков для работы с возрастающи-
ми потоками информации или, другими словами, о формирова-
нии информационной культуры. 
Мировое сообщество придает большое значение формирова-
нию информационной культуры. ЮНЕСКО практически первой в 
мире в конце 20 века объявила о создании информационного об-
щества и предложила программу «Информация для всех». Эта 
программа фактически определила стратегию движения к ин-
формационному обществу как к первому этапу общества знаний, 
указав пять основных направлений деятельности. Одно из на-
правлений названо: «Информационная технология на службе об-
разованию, науке и культуре», в обеспечении которого активно 
участвуют библиотеки и образовательные учреждения. Именно 
они создают информационную среду и формируют информаци-
онную культуру. 
Международная федерация библиотечных ассоциаций и уч-
реждений (ИФЛА) представляет практические рекомендации для 
библиотечных работников по содействию повышению уровня 
грамотности (компьютерной, информационной) в современном 
обществе. 
Что же означает и  предполагает информационная культура? 
Логически информационную культуру можно определить как 
культуру работы с информацией. 
 74
В толковом словаре Ожегова С.И. дается два определения 
культуры: 
1. Культура как высокий уровень чего-либо, высокоразвитое 
умение (например, культура производства, культура голоса, куль-
тура речи). 
2. Культура – это совокупность производительных, общест-
венных и духовных достижений людей  
Информация в толковом словаре Ожегова С.И. определяется 
как сведения об окружающем мире и протекающих в нем 
процессах, воспринимаемых человеком или специальными 
устройствами. 
Многогранность понятий «культура» и «информация» обу-
славливает основные трудности в определении понятия «инфор-
мационной культуры». 
Информационную культуру трактуют как: 
- умение найти необходимую человеку информацию в лю-
бом виде, независимо от ее месторасположения, с использовани-
ем современных технических средств; 
- совокупность знаний, умений и навыков соответственно 
формировать потребности в информации, совершать поиск необ-
ходимой информации в традиционном и автоматизированном 
режиме во всей совокупности информационных ресурсов, уме-
ний выбирать, оценивать и создавать качественно новую инфор-
мацию; 
- совокупность знаний об основных методах представления 
знаний вместе с умением применять их на практике для решения 
и постановки содержательных задач…. Это культура общения со 
знаниями, данными, информацией.  
По определению Богдановой Т.Л., автора учебного пособия 
«Определение уровня  информационной культуры», взаимодейст-
вие человека с информацией происходит на уровне общества и 
на уровне личности, информационная культура является самос-
тоятельным феноменом, ее можно рассматривать как методоло-
гический аппарат познания. 
Каждое направление не вызывает само по себе сомнения, но 
имеет локальный характер, не способный решить проблему в це-
лом.  
Для нас, библиотечных работников, ближе всего трактовка 
понятия информационной культуры как совокупности зна-
ний, умений и навыков работы с информацией с использо-
ванием современных информационных технологий. 
Как показывает анализ профессиональной литературы, эффе-
ктивность формирования информационной культуры в значите-
льной степени зависит от уровня информационной образователь-
ной среды, в основе которой лежат новые информационные и 
коммуникационные технологии. 
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Применительно к вузам информационная среда создается 
профессиональной деятельностью преподавателей, с одной сто-
роны, и использованием библиотеками новых информационных 
технологий, с другой стороны. 
По свидетельству специалистов, информационно-коммуника-
ционные технологии определили новые критерии образователь-
ной деятельности, в частности изменение роли педагога, выпол-
няющего функции помощника, консультанта, навигатора в новых 
информационных условиях, осуществляющего свою педагогичес-
кую деятельность не по принципу «Учить знаниями», а «Учить 
учиться и развиваться, выбирать свой образовательный маршрут». 
Поэтому важно осознание педагогическими кадрами значи-
мости информационных знаний, умений эффективного поиска и 
обработки информации, использования информационных техно-
логий в реальной педагогической практике. 
Чтобы ресурс по обучению информационным навыкам был 
действительно эффективным, он должен быть встроен в четыре 
элемента: 
- в курс, изучаемый студентами для получения квалификации, 
- в систему библиотечных услуг, поддерживающих студентов 
в обучении, 
- в широкий набор методов обучения, рассматриваемых уче-
бным заведением в качестве ключевых для усвоения курса или 
программы, 
- в техническую инфраструктуру, которая является механиз-
мом преподавания и обучения. 
Очень важно научить студентов, чтобы они оценили полез-
ность навыков работы с информационными ресурсами и понима-
ли эту необходимость. 
Каким образом вузовские библиотеки в целом, и библиотека 
УИПА в частности, участвуют в создании информационной среды 
и в формировании информационной культуры? 
Следует отметить, что вузовскими библиотеками в этом направ-
лении накоплен достаточно большой опыт, который освещен в мно-
гочисленных публикациях нашей профессиональной литературы. 
Информационная 
культура личнос-
ти 
Информационная культура 
Информационная культура как 
облать культуры, особый 
Информационная культура как 
методологический аппарат 
Информационная 
культура общества 
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Более подробно я остановлюсь на опыте работы библиотеки 
Украинской инженерно-педагогической академии. 
И так, выше было сказано, что эффективность формирования 
информационной культуры  в значительной степени зависит от 
уровня информационной среды. 
Информационная среда в нашей академии складывается из 
следующих составляющих: 
1. профессиональная деятельность преподавателей ка-
федр по двум направлениям: 
- научно-исследовательские работы, связанные с изучением 
информационной культуры студентов; 
- практическое применение основ компьютерной грамотности 
и понимание закономерностей информационных процессов, пере-
дача навыков, знаний и умений преподавателей в изложении того 
или иного материала при изучении дисциплины, использование 
информационных ресурсов в профессиональной деятельности.  
2. деятельность библиотеки по: 
- внедрению новых информационных технологий , 
- партнерство (сотрудничество) библиотеки и кафедр по соз-
данию информационной среды, 
- формированию информационной культуры. 
Рассмотрим первое направление работы библиотеки. 
2.1 Внедрение новых информационных технологий. 
С 1998 года библиотека работает в программе Liber – Media. К 
настоящему времени ЭК насчитывает 35 тыс. записей. В струк-
туре ЭК созданы БД: 
- «Книгообеспеченность» 
- «Труды ученых и сотрудников УИПА» 
- аналитические проблемно-ориентированные БД: 
- Проблемы образования 
- Экономика. Экономические науки 
- Социально-политические науки 
- Законодательство. 
Создан собственный полнотекстовой информационный ре-
сурс, который размещен в локальной сети академии. Это БД: 
- Учебно-методические издания кафедр (524 назв.) 
- «Болонская декларация: перспективы развития высшей 
школы Украины» (122 назв.). 
Формируется фонд на электронных носителях (подписка РЖ 
на CD, диссертации, отчеты о научно-исследовательских и конс-
трукторских разработках). 
Организована электронная доставка документов на кафедры 
(охвачено 20 кафедр, отправляется информация о содержании 57 
названий журналов), также ректорат и все кафедры получают инфо-
рмацию о новых поступлениях в библиотеку по электронной почте.  
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С сентября 2006 года осваивается новое программное обеспе-
чение «ИРБИС – 32» с Веб-модулем и возможностью доступа поль-
зователя к электронным ресурсам. Освоены модули: «Комлекта-
тор», «Каталогизатор», «Книгообеспеченность», «Администра-
тор».Редактируется сконвертируемая БД. Опробован Веб-модуль.  
Разработан сайт библиотеки. 
Получен доступ к украинской полнотекстовой законодатель-
ной базе «ЛИГА-ЭЛИТ» (сетевой вариант 4 рабочих места), к пол-
нотекстовому иностранному ресурсу – проекта «INTAS». 
Проделанная работа позволила библиотеке повысить качество 
информационных ресурсов, расширить спектр предоставляемых 
библиотекой сервисов, повысить оперативность и качество об-
служивания пользователей, обеспечить доступ к ресурсам библио-
теки через Интернет. 
Дальнейшее внедрение информационных технологий в значи-
тельной степени будет зависить от технического и кадрового обес-
печения. 
В настоящее время библиотека имеет: 
- програмное обеспечение ИРБИС 
- 16 компьютеров 
- 4 матричных и 2 лазерных принтера 
- 2 планшетных сканера 
Штат библиотеки – 43 чел. ( кол. чит.по ЕРУ – 12973, книго-
выдача – 728тыс.) 
Достаточно перспективным в формировании информацион-
ной среды и информационной культуры нам представляется сот-
рудничество библиотеки с кафедрами, в процессе которого пред-
полагается оценка преподавателями информационных ресурсов 
библиотеки, обновление и переосмысление методов предоставле-
ния информационных услуг и методов формирования информа-
ционной культуры. 
На данном этапе разработан Совместный проект библиоте-
ки и кафедры Информационных компьютерных технологий – 
«Информационные ресурсы: создание, использование, доступ». 
В рамках проекта предполагается: 
  – локальный анализ информационных потребностей пользо-
вателей; 
  – семинар «Открытый доступ к научно – образовательным 
информационным ресурсам»; 
  – дни кафедр в библиотеке (знакомство с информационными 
ресурсами); 
  –  конкурс среди студентов по созданию дизайна сайта биб-
лиотеки (утверждены проект сайта, положение о конкурсе). 
Формирование информационной культуры библиотекой 
осуществляется в двух направлениях: 
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- в процессе предоставления пользователям информацион-
ных ресурсов, 
- в процессе обучение студентов информационной культуре. 
Обучение студентов основам информационных знаний осущес-
твляется библиотекой с 1967г., и как в большинстве библиотек, оно 
прошло эволюционный путь – от обучения навыкам работы с ин-
формацией к формированию информационной культуры. 
В 2003г. библиотекой разработано и утверждено научно-
методическим советом академии методическое пособие по «Осно-
вам информационной культуры». В 2007 оно будет переработано 
с учетом нового программного обеспечения ИРБИС. 
К сожалению, из-за перегруженности учебных программ, за-
нятия проводятся со студентами 1 курса в курсе «Введение в 
специальность» по 2-х часовой программе, что по результативнос-
ти далеко от настоящей эффективности. Думается, что эта про-
блема остро стоит для большинства библиотек и ее решение воз-
можно на уровне Министерства образования и науки. Есть серье-
зные проблемы в кадровом обеспечении – при малочисленном 
штате библиотеки обеспечить это направление в полном объеме 
тоже проблематично. 
Немаловажное значение в формировании информационной 
культуры имеет не только кадровое, но и техническое обеспече-
ние библиотеки, а также наличие Internet, Intranet технологий. 
Мы понимаем, что нами сделаны первые шаги по созданию 
информационной среды и формированию информационной 
культуры.  
С учетом стремительного развития информационных техноло-
гий в перспективе предстоит большая работа по их внедрению. 
Это будет способствовать повышению уровня работы библиотеки 
в целом и повышению качества предлагаемых услуг, будет содей-
ствовать учебно-педагогической и научной деятельности вуза, что 
особенно важно в условиях перехода высшего образования на 
европейские стандарты.  
ЛИТЕРАТУРА: 
1. Богданова Т. Л. Определение уровня информационной культуры: 
Учеб. пособие для студ. техн. и инжен.- пед. спец.– Краматорск, 2006. – 
51 с. 2. Еременко Т. В. Формирование информационной культуры совре-
менного университетского сообщества: опыт проектного развития // На-
уч. и техн. библиотеки. – 2005. – № 4. – С. 68–75. 3. Нефедова О. Н. Обу-
чение пользователей в вузовской библиотеке // Науч. и техн. библиотеки. – 
2006. – № 7. – С. 58–63. 4. Привалова Н. С. Информационная компетент-
ность преподавания в вузе в условиях обновления образования // Науч.  
и техн. библиотеки. – 2005. – № 6. – С. 25–30. 5. Шрайберг Я. Л. Библиоте-
ки и университеты в электронно-информационной среде: первые шаги на 
пути от информационного общества к обществу знаний: Ежегодный до-
клад Конференции «Крым», 2005. – Судак; Москва, 2005. – 18 с. 
6. Электронное обучение: Рекомендации руководителям библиотечных и 
информационных служб / Под ред. М. Миллинг. – М., 2006. – 200 с. 
 79
Бабичева О. Г., 
Харьковский национальный университет им. Каразина 
НОВЫЕ ТЕХНОЛОГИИ В ОБСЛУЖИВАНИИ 
ЧИТАТЕЛЕЙ: ОПЫТ РАБОТЫ ЦЕНТРАЛЬНОЙ 
НАУЧНОЙ БИБЛИОТЕКИ ХАРЬКОВСКОГО 
НАЦИОНАЛЬНОГО УНИВЕРСИТЕТА  
ИМ. В. Н. КАРАЗИНА 
Компьютерные технологии – новая веха в истории обслужи-
вания читателей. От того, на сколько профессионально мы – биб-
лиотекари сможем их внедрять и использовать, зависит результат 
их применения. Опыт работы Центральной научной библиотеки 
Харьковского национального университета им. В. Н. Каразина. 
 Центральной научной библиотеке  Харьковского националь-
ного университета им. В. Н. Каразина более 200 лет. Это одна из 
старейших и крупнейших библиотек в Украине. 
Сохраняя вековые традиции: культуру обслуживания, уникаль-
ные фонды, статус научной – библиотека идет в ногу со временем, 
преуспевая в своем развитии, и занимает активную позицию в 
жизни вуза и общества. ЦНБ сегодня – это фонд 3 300 000 докуме-
нтов, 11 читальных залов, 5 абонементов, два специализированных 
зала каталогов (традиционный и электронный), Центр Интернет-
технологий, 86 компютеров, два из них сервера. Ежегодно библио-
тека обслуживает 50 тысяч читателей, которым выдает более 
1 миллиона документов, посещения в год составляют 500 тысяч.  
Одним из основных направлений деятельности ЦНБ всегда 
являлось обслуживание читателей. За многие годы существования 
библиотеки применялись различные методы и формы обслужива-
ния, которые соответствовали периодам развития общества, пот-
ребностям и запросам читателей. В эру компьютерных техноло-
гий, когда стремительно развивается  наука и мысль, библиотеки 
не вправе оставаться в стороне. Автоматизация открыла новую 
веху в истории развития библиотеки: качественно повлияла на об-
служивание, расширила возможности, помогла усовершенствовать 
многие библиотечные процессы, облегчила труд библиотекарей. 
В 1998 году абонемент научной литературы (сейчас абонемент 
научной и художественной литературы) стал первым из пунктов 
обслуживания, который внедрил автоматизацию с помощью 
французской системы программного обеспечения Liber. В насто-
ящее время в библиотеке создана единая электронная база чита-
телей, содержащая все необходимые о них сведения. С 1997 года 
все читатели получают пластиковую  штрих-кодовую карточку, 
которая является основанием для обслуживания на всех пунктах 
и филиалах ЦНБ.  На смену традиционному бумажному читатель-
скому формуляру пришел единый для всех обслуживающих под-
разделений электронный читательский формуляр. В нем отраже-
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на вся информация о текущих выдачах, включая сроки возврата 
документов и контроль за их соблюдением. Таким образом, еди-
ная база читателей избавила от необходимости ведения регист-
рационных картотек в каждом читальном зале, абонементе, а 
единый формуляр позволил также  контролировать сроки возвра-
та на всех пунктах обслуживания и предупреждать негативные 
ситуации, связанные с задержкой возврата литературы.  
Используя современные технологии, процесс выдачи, продле-
ния, сдачи документов приобрел иную форму: литература закре-
пляется или списывается в формуляре с помощью сканера, путем 
считывания штрих-кода. Это на много сократило время обслужи-
вания и качественно повлияло на точность и четкость  работы. 
Штрих-кодовая этикетка, которой обрабатываются все докумен-
ты, соответствует  только одному конкретному экземпляру, что не 
допускает ошибок и неточностей. Появились совсем новые воз-
можности в обслуживании: впервые стал возможен возврат лите-
ратуры без непосредственной помощи библиотекаря. Для этого на 
абонементе предусмотрен «ящик для возврата литературы». Вся 
возвращенная литература обязательно списывается сотрудника-
ми в автоматизированном режиме, причем, система сама по 
штрих-коду документа определяет, кому он был выдан и снимает 
его с читательского формуляра. Этой услугой активно пользуются 
читатели, что является показателем не только ее удобства, но и по-
казателем доверия библиотекарям и автоматизированной системе.  
Сейчас на абонементе научной и художественной литературы 
обслуживаются студенты всех курсов, аспиранты, преподаватели, 
научные сотрудники, сотрудники университета, городские чита-
тели. Ежедневно четыре сотрудника абонемента  обслуживают  
500 читателей. Книговыдача в день достигает 800 и более экзем-
пляров документов. Читатели имеют возможность получать на 
абонементе не только книги, но и периодические издания, магни-
тные носители информации. Количество документов, выдавае-
мых на дом студентам, – 30 экземпляров, преподаватели могут 
получать столько литературы, сколько им необходимо для работы. 
Мы идем по пути максимального открытия доступа читателей к 
фондам. Уже  сейчас фонды всех читальных залов, и учебных 
абонементов открыты для читателей. 
Цель автоматизации не только автоматизированная выдача, но 
и создание комплекса услуг, с помощью которых возможен быст-
рый поиск необходимой информации, определение местонахожде-
ния источников  в библиотеке и заказ необходимых документов. В 
2004 году ЦНБ первая в Украине внедрила электронный заказ. В 
любое время суток, в любом месте, где есть выход в Интернет, а 
соответственно и доступ к электронному каталогу библиотеки, с 
помощью индивидуального пароля наши читатели имеют возмож-
ность оформить заказ. Такое нововведение сразу получило оценку 
и одобрение со стороны читателей  и самих сотрудников. Преиму-
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ществами для читателей являются: постоянная доступность, удобс-
тво в использовании, максимум информации об имеющихся доку-
ментах и их местонахождении в библиотеке, скорость поиска и 
оформления заказа, гарантия получения заказанных документов. 
Электронный заказ исключает возможность получения отказа или 
отсылки, ведь  принимается он только на те документы, которые в 
данный момент доступны для выдачи, что также облегчает работу 
сотрудников книгохранилища,  выполняющих заказ. Очень важно, 
что на этапе оформления читателем заказа система проводит кон-
троль сроков возврата  документов, числящихся в его формуляре. 
Если имеется задолженность перед библиотекой, заказ не может 
быть оформлен до полного расчета. Это обязывает читателей са-
мим постоянно контролировать сроки  возврата документов.  
Особую важность имеет электронный заказ для читателей,  
место работы и учебы которых территориально отдалены от або-
немента – филиалы университета, а также для студентов заочных 
отделений факультетов, для которых частое посещение библиоте-
ки не всегда представляется возможным. 
Читатели также имеют доступ через сайт библиотеки к своему 
электронному формуляру: могут посмотреть, что за ними  числит-
ся и до какого времени. В 2006 году на сайте ЦНБ начал работать 
«Библиотечный форум», где читатели могут задать вопросы биб-
лиотекарю, внести свои предложения по работе библиотеки. 
Нельзя не сказать об особой категории  читателей – льготной. 
Читатели–инвалиды требуют к себе особого внимания. Для этой 
категории наряду с основными услугами в ЦНБ существует услуга 
подбора литературы по теме и заказ по телефону. 
Вся деятельность библиотеки направлена на  то, чтобы чита-
тель в ней чувствовал себя комфортно, получал необходимую ему 
информацию, должное внимание сотрудников, чувствовал мора-
льное удовлетворение от каждого посещения. Для этого созданы 
все условия: прекрасные отремонтированные помещения, новая 
мебель и оборудование создают уют и комфорт не только читате-
лям, но и библиотекарям. Ведь от того насколько удобны и ком-
фортны условия работы, зависит ее качество. 
Внедрение компьютерных технологий открыло новую страни-
цу в развитии библиотеки, но сами по себе они являются только 
инструментом в руках библиотекарей. От того, как профессиона-
льно они  будут использоваться, зависит результат их примене-
ния. В связи с этим нельзя не отметить большую, слаженную ра-
боту, проводимую коллективом библиотеки во главе с ее руковод-
ством. Только их профессионализм, единомыслие, слаженность в 
действиях позволили успешно внедрить новые технологии и дос-
тичь высокого уровня обслуживания читателей. Но никогда нель-
зя останавливаться на достигнутом. Впереди еще большая рабо-
та: новые идеи, их воплощение, поиск новых путей развития, но-
вые ступени и новые достижения. 
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Манохіна М. І., 
Харківський національний університет 
внутрішніх справ 
РОЛЬ ВУЗІВСЬКОЇ БІБЛІОТЕКИ У ФОРМУВАННІ 
ІНФОРМАЦІЙНОЇ КУЛЬТУРИ СТУДЕНТСТВА 
Болонська та інші міжнародні угоди формують нові підходи і 
нові критерії якості освіти, створюють нові форми, стандарти і 
вимоги в навчанні. Отже,  проблема якості вищої освіти є сьогод-
ні однією з актуальних для всіх ВНЗ. 
Тому, і головним завданням вузівських бібліотек є повноцінне 
використання нових інформаційних технологій, ресурсів, надання 
користувачам широкого доступу до інформаційних продуктів, 
сприяння впровадженню інтерактивних методів навчання. Особли-
во це важливо в умовах зростання обсягів самостійної роботи, яка 
потребує підвищеного рівня інформаційної культури студентства.  
Розвиток електронного інформаційного середовища зумовлює 
необхідність наявності особливих навичок роботи в ньому як фа-
хівців бібліотеки так і її користувачів. Тому підвищення 
комп’ютерної грамотності як складової  інформаційної культури є 
інструментом  одержання, сприйняття, аналізу і використання 
отриманої інформації. 
Як свідчить досвід, оснащення бібліотек сучасною технікою і 
наявність у пам’яті комп’ютерів значних інформаційних ресурсів 
ще не означає, що вони будуть знайдені і використані. Для цього 
потрібна відповідна підготовка користувачів, яка передбачає ці-
леспрямовану підготовку користувачів для самостійного задово-
лення їх потреб, включаючи використання:  
- повнотекстових баз даних бібліотек; 
- обмін інформацією через електронну пошту; 
- ресурсів Інтернет. 
 Практика показує, що користувачі бібліотек часто виявля-
ються безпорадними при вирішенні типових інформаційних за-
вдань: не орієнтуються у структурі бібліотечних каталогів і карто-
тек, не знають їхніх специфічних особливостей при пошуку інфо-
рмації; не можуть грамотно сформулювати запит і намітити най-
раціональніший шлях пошуку; не можуть відібрати з масиву ін-
формації  потрібну; зіставити, проаналізувати, грамотно оформи-
ти результати. Під час самостійної, позааудиторної діяльності не 
використовуються основні фахові часописи, видання галузевих 
інформаційних центрів, дослідницьких установ, студентство не 
звертається до бібліографічних посібників, галузевих енциклопе-
дій, довідників, термінологічних словників, недостатньо викорис-
товують  електронні інформаційні ресурси. 
Вивчення бібліотекою ХНУВ бібліографічної частини курсових 
і реферативних робіт студентства, навчальних і методичних ви-
дань кафедр свідчить про недостатній інформаційно-бібліогра-
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фічний рівень, що негативно впливає на якість навчального про-
цесу і   потребує відповідної уваги з боку  бібліотеки. 
   Найбільше у даній ситуації непокоїть те, що  користувачі не 
усвідомлюють своєї некомпетентності, не розуміють, що знання з 
інформаційної культури  – запорука успішного навчання, фахової 
діяльності, самоосвіти протягом усього життя.  
Не зважаючи на те, що у Листі МОН України від 23.03.2007 р. 
N 1/9-175 рекомендовано включити до навчальних планів підго-
товки фахівців дисципліну «Інформаційна культура студента», 
поки, на жаль, не створена струнка система виховання інформа-
ційної культури у ВНЗ.  
Бібліотекою ХНУВС було здійснено декілька спроб впрова-
дження курсу «Інформаційна культура»  на допомогу студентам в 
процесі їх самостійної навчальної діяльності.  Він розпочався з 
курсу лекцій для першокурсників,  потім його було започатковано 
і для магістрів. Сьогодні – це  спеціальний мультимедійний елект-
ронний навчальний курс з основ інформаційної грамотності для 
усіх категорій користувачів бібліотеки ХНУВС. 
 До розробленого курсу увійшли: теоретична частина з конс-
пектом лекцій (яка дозволяє користувачу багаторазово звертатися 
до теоретичного матеріалу в процесі його засвоєння) та практич-
ний матеріал для перевірки контролю знань у вигляді питань, за-
вдань та контрольних тестів. Тестові питання для самоперевірки 
дозволяють визначити, наскільки засвоєно той чи інший матері-
ал. Цю програму курсу бібліотечні фахівці самі мають змогу  до-
повнювати та корегувати як у теоретичній частині  матеріалу, 
так і  контрольній.  Звичайно, даний курс буде удосконалюватися 
згідно з інноваційними змінами в навчальному процесі.  
Враховуючи те, що перед всіма бібліотеками навчальних за-
кладів стоїть проблема підвищення інформаційної обізнаності 
студентства, очевидна доцільність розробки та запровадження 
дисципліни «Інформаційна культура студента» в мережі вищих 
закладів освіти МВС України для сприяння підготовки високок-
валіфікованих фахівців. 
 
Накрапленная О. И., 
 Харьковский национальный университет 
внутренних дел 
ЭЛЕКТРОННАЯ БИБЛИОТЕКА  
КАК ВАЖНОЕ ЗВЕНО В ИНФОРМАЦИОННОМ  
ОБЕСПЕЧЕНИИ ПРОЦЕССА ОБУЧЕНИЯ 
В современном информационном обществе, его развитии 
значительная роль отводится библиотекам. Особенное место сре-
ди них занимают вузовские библиотеки призванные обеспечить 
качественный уровень современного образования и будущих спе-
циалистов. Оно не может ограничиваться только функциями пре-
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доставления читателям единиц хранения из своих фондов. Биб-
лиотека должна быть проводником новых технологий, предостав-
ляя максимально полную информационную поддержку всем кате-
гориям читателей и, тем самым, обеспечивая повышение качест-
ва образования в университете.  
Библиотека Харьковского университета внутренних дел, яв-
ляясь ключевым звеном в информационном обеспечении учебно-
го процесса, большое внимание уделяет современным формам 
накопления и представления информации. Процесс накопления 
электронных ресурсов, как приобретаемых у сторонних органи-
заций, так и продуцируемых внутри университета, требует соз-
дания системы, обеспечивающей хранение, обновление, поиск и 
извлечение требуемого электронного ресурса, а также управление 
доступом к этим ресурсам. Таким образом, создание электронной 
библиотеки стало неотъемлемой функцией традиционной универ-
ситетской библиотеки. 
Создание Электронного каталога в библиотеке ХНУВД началось 
с 1999 года. На сегодня он составляет около 160 тыс. записей. 
Как специалистами в области документоведения, так и библи-
отекарями-практиками достигнуто понимание того, что элект-
ронный документ имеет равные права на включение в библиоте-
чные фонды с документом на традиционных носителях, аудиови-
зуальными материалами и микроносителями и т.д.  
Учитывая тот факт, что библиографическое описание докумен-
та является основным компонентом справочно-поискового аппа-
рата библиотечных и поисковых систем, библиотекой ХНУВД раз-
работана технология формирования ресурсов ЭБ на основе тради-
ционной технологии обработки входного документального потока. 
С 2007 года библиотека ХНУВД активно приступила к фор-
мированию электронной библиотеки, которая представляет собой 
полнотекстовую электронную базу данных. Она имеет все стан-
дартные элементы описания, которые участвуют в  поиске по 
всем основным признакам: автору, редактору, составителю, из-
даний под заглавием и т.п. Электронный документ проходит путь 
традиционной библиотечной обработки – комплектование, ката-
логизацию, систематизацию, аналитическую обработку, разме-
щен в определенном месте в фонде электронной библиотеки и 
доступен читателям/пользователям.  
Описание источников электронной библиотеки выполняется в 
формате RUSMARC в соответствии с ГОСТАМи (ГОСТ 7.1-2003 
«Библиографическая запись. Библиографическое описание. Об-
щие требования и правила составления»; ДСТУ ГОСТ 7.1:2006 
«Система стандартів з інформації, бібліотечної та видавничої 
справи. Бібліографічний запис. Бібліографічний опис. Загальні 
вимоги та правила складання», который  вступил в силу с 1 июля 
2007 г. и ГОСТ 7.82-2001 «Библиографическая запись. Библиог-
рафическое описание электронных ресурсов»). 
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Классификация изданий в электронной библиотеке ведется по 
таблицам ББК для областных библиотек (1980). 
Найденные издания могут быть просмотрены на экране, ско-
пированы на внешний носитель информации (дискету, CD-диск), 
распечатаны на принтере. Особенностью размещения изданий в 
электронном виде, является возможность выбирать из них только 
актуальную информацию и не копировать все издания целиком. 
Наличие компьютерной сети позволяет работать с электрон-
ной библиотекой с любого компьютера в Университете. 
Основой для формирования ЭБ, её первой частью, явились 
методические материалы, изданные в университете.  
Методические издания, разрабатываются кафедрами сразу в 
электронном виде (как правило, с помощью текстового процессо-
ра Microsoft Word), что позволяет без дополнительной обработки 
сразу помещать их в электронную библиотеку. Кроме этого, в би-
блиотеку могут помещаться издания, взятые из сети Интернет, 
содержащие наиболее актуальную информацию по направлениям 
учебной деятельности Университета.  
Полные тексты содержащихся в ЭБ электронных документов, 
являющихся электронными аналогами печатных изданий, пред-
ставлены в формате PDF, DOC, TXT. При формировании библиог-
рафической записи на объект ЭБ и заполнения полей в формате 
RUSMARC в поле 856 указывается электронный адрес данного 
файла. Таким образом, осуществляется связь объекта ЭБ и его 
метаописания.  
Все электронные документы, предназначенные для размеще-
ния в ЭБ, отражаются в электронном каталоге университета и в 
каталоге электронных ресурсов. Такое дублирование обусловлено 
следующими причинами:  
- во-первых, пользователь/читатель, начиная поиск необхо-
димого издания, находящегося в фонде библиотеки, прежде все-
го, обратится к электронному каталогу, при этом в результате по-
иска он получит перечень изданий, в том числе и электронных,  
- во-вторых, большинство объектов ЭБ являются электронны-
ми копиями существующих традиционных документов. Читатель 
вправе сам выбрать форму, в которой он хотел бы получить инте-
ресующее его издание. Для поиска только тех изданий, которые 
присутствуют в электронном виде, существует каталог электрон-
ных ресурсов библиотеки.  
В ЭБ реализован поиск  как по конкретному полю в библиог-
рафической записи, так и по их комбинации с использованием 
логических операторов, например, по автору, названию и году 
издания. Возможен поиск по любому полю из множества полей 
формата RUSMARC. Тематический поиск возможен с использова-
нием предметных рубрик, а также неконтролируемых предмет-
ных терминов (ключевых слов). 
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Формирование электронной библиотеки университета способ-
ствует решению следующих основных задач:  
 расширенный доступ к информационным ресурсам;  
 обеспечение учебного процесса, научной деятельности нео-
бходимыми информационными источниками;  
 сохранение научного наследия ученых университета. 
Перевод литературы в электронный формат позволяет легко 
вести обмен этой литературой с другими учебными заведениями; 
пересылать литературу по электронной почте. Это является эф-
фективным в системе заочной и дистанционной форме обучения, 
которая в ХНУВС достаточно разветвленная, где объем обучаю-
щихся составляет 40% от общего количества обучающихся в уни-
верситете, и электронная библиотека обеспечит доступ к необхо-
димой информации каждому желающему. 
 
Світлакова О. В., 
Харківський національний університет 
внутрішніх справ 
ПРОБЛЕМИ ФОРМУВАННЯ ІНФОРМАЦІЙНО-
БІБЛІОТЕЧНИХ РЕСУРСІВ ВУЗУ 
Прагнення вищої школи України до європейських освітніх 
стандартів неможливе без  інноваційних підходів до організації 
навчального процесу.  
Виконуючи функції інформаційних центрів по забезпеченню 
навчального процесу та наукової діяльності, вузівські бібліотеки 
не можуть залишатись осторонь інноваційних процесів, що відбу-
ваються в навчальних закладах, які сьогодні є осередками, де 
розвиваються перспективні технології майбутнього. 
Сучасна бібліотечна мережа ХНУВС – це розвинений інфор-
маційно-бібліотечний комплекс з Головною бібліотекою, її 3-ма 
міськими філіями та 3-ма бібліотеками відокремлених структур-
них підрозділів в м.м. Сміла, Євпаторія, Маріуполь. 
 Кардинальні зміни, що відбулися останнім часом в навчаль-
них структурах Університету – реорганізація кафедр, кількість 
яких сьогодні становить – 47, перерозподіл дисциплін, які сяга-
ють понад 500, зміни в навчальних планах та програмах, вимага-
ли від бібліотеки удосконалення її діяльності шляхом нарощуван-
ня інформаційного потенціалу, задіяння нових інформаційних 
технологій, для супроводження навчального процесу.   
Зазначені зміни вплинули перш за все на основний напрямок 
роботи бібліотеки – формування її бібліотечних фондів. 
Одночасно з реформуванням змісту навчальної діяльності, 
відділом комплектування бібліотеки було поновлено аналітичну 
базу «Книгозабезпеченість навчальних дисциплін», приведено її у 
відповідність з новими навчальними планами, проаналізовано 
забезпеченість навчальних дисциплін.  Залучення всіх кафедр 
університету до цієї роботи, узгоджена взаємодія з підрозділами 
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університету, навчально-методичним центром і кафедрами для 
бібліотеки були надзвичайно важливими. 
Після  вивчення та уточнення нових навчальних планів бюдже-
тної та контрактної форм навчання за всіма спеціальностями та 
спеціалізаціями,  аналізу співвідношення бібліотечних фондів до 
користувачів бібліотеки, було виявлено дисципліни, які недостатньо  
ресурсно забезпечені, як навчально-методичними матеріалами так і 
підручниками та навчальними посібниками. В результаті, складе-
ний план комплектування навчальних фондів бібліотеки передбачав 
формування й електронних ресурсів, можливості яких значно роз-
ширюють межі його використання в навчальному процесі. 
Вплинули на процес комплектування бібліотечних фондів й 
вимоги ректорату до науковців університету щодо підготовки не-
обхідних навчальних видань замість їх закупівлі. В умовах здійс-
нення бібліотекою централізованого комплектування не тільки 
харківських бібліотек, а й 3-х відокремлених (позаміських) струк-
тур ХНУВС, даний факт має позитивно відобразитися як на кни-
гозабезпеченості навчальних дисциплін, так і на роботі бібліотеки. 
В контексті цих вимог, бібліотекою було надано пропозиції до 
видавничого плану університету щодо підготовки кафедрами на-
вчальних видань з незабезпечених дисциплін на головній навча-
льній базі та відокремлених структурах. Поточним часом кафед-
рами готуються навчальні посібники з 19 дисциплін. Надходжен-
ня цих видань до бібліотеки дозволить забезпечити вказані дис-
ципліни на 100 відсотків.  
Значно активізоване кафедрами оновлення методичних мате-
ріалів з провідних дисциплін призвело до поповнення бібліотечно-
го фонду 140 назвами методичних матеріалів. Серед них компле-
ксні видання з «Історії держави та права України», «Юридичної 
деонтології», «Криміналістики» «Кримінального процесу», «Адмініс-
тративного права» та ін., які представлені в фонді бібліотеки як 
на паперових носіях, так і в електронній формі.   
Саме необхідність значного збільшення обсягів тиражів навча-
льно-методичних видань зумовила створення університетської еле-
ктронної бібліотеки. Сьогодні її обсяг, складає 561 назву. З них 
«навчально-методичних» матеріалів – 189 назв, які включають в 
себе оновлений навчально-методичний комплекс матеріалів з про-
відних юридичних дисциплін, психології, соціології, філософії та ін. 
Формування електронної бібліотеки, її І-ї частини «Навчально-
методичні видання», які є основою опанування навчальних дис-
циплін та забезпечення самопідготовки студентства дозволило 
стовідсотково забезпечити користувачів бібліотеки внутрівузівсь-
кими навчально-методичними виданнями, до того ж, вирішило 
проблему забезпечення студентів заочної форми навчання. 
У найближчих перспективах розвитку електронної бібліотеки – 
формування її ІІ-ї частини «Підручники, навчальні посібники, на-
укові видання». Це підготовлені відповідними кафедрами навча-
льні посібники «Банківське право», «Адміністративна відповідаль-
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ність», «Адміністративне право»,  які згідно до видавничого плану 
надійдуть у бібліотеку.  
Прагнення бібліотеки до підвищення рівня книгозабезпеченості 
провідних дисциплін, спонукало, також, до комплектування її фон-
дів локальними інформаційними ресурсами – підручниками та на-
вчальними посібниками на СД-дисках. Електронна бібліотека по-
повнилася 112 назвами навчальних повнотекстових видань по пра-
ву, психології, економіці, політології на CD-дисках, що забезпечують 
зручний засіб одержання інформації широкому колу користувачів.  
Електронні підручники – як література нового покоління, що 
поєднує в собі  переваги традиційних підручників і можливості 
комп’ютерних технологій, в умовах глобального зростання інфор-
мації, в змозі  забезпечити мобільний доступ до неї користувачів 
розгалуженої структури університету. Тому без застосування но-
вітніх інформаційних технологій бібліотечне забезпечення навча-
льного процесу стає неповноцінним. 
Крім платних джерел поповнення бібліотечних фондів, як  па-
перовими так і  електронними носіями інформації, бібліотека ак-
тивно використовує й безоплатні. Надходження навчальної та 
наукової літератури через книгообмін з провідних ВНЗ МВС та 
МОН України щорічно складають близько 700 примірників ви-
дань. Окрім 12 бібліотек відомчих вузів, серед партнерів бібліоте-
ки ХНУВС – Національна бібліотека України імені В.І. Вернадсь-
кого, Парламентська бібліотека України, Інститут держави і права 
імені В.М. Корецького НАН України, Волинський та Чернівецький 
університети, Львівська «Політехніка», тощо. Видання вказаних 
закладів значно збагачують перелік назв у фонді бібліотеки. Цін-
ність їх – в малотиражності та недоступності до них в інший спосіб. 
Позитивна тенденція в поповненні фондів бібліотеки ХНУВС 
спостерігається за останні декілька років, що  пов’язано з підви-
щенням рівня фінансування бібліотечних фондів. Щорічно обсяг 
фонду навчальних видань зростає на 60%, наукових – на 30% . 
Показник оновлення бібліотечного фонду є стабільним і складає – 
9,1% (при нормі не менше 8% в співвідношенні кількості нових 
надходжень до загального обсягу фонду).  Рекомендовані держав-
ні нормативи  – 10-15%  позабюджетних коштів на комплекту-
вання бібліотечних фондів (Лист МОН України №1/ МОН України 
№1/2007 р.) університетська бібліотека розглядає як найближчу 
перспективу свого розвитку. 
Стабільне поповнення бібліотечних фондів останнім часом, до-
зволяє прогнозувати бібліотеці доведення обсягів та інформативнос-
ті її фондів до сучасних вимог забезпечення навчального процесу. 
Але перспективу свого розвитку бібліотека вбачає не тільки в 
інтенсивному та стабільному розвитку особистих інформаційних 
ресурсів, а й в створенні єдиного відомчого інформаційного прос-
тору мережі вищих закладів освіти МВС, що значно посилить мо-
жливості бібліотек у забезпеченні якості підготовки високоосвіче-
них фахівців правоохоронної діяльності. 
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Сопалева С. Н., 
Музика О. А., 
Харьковский национальный университет 
внутренних дел 
ЭЛЕКТРОННАЯ БИБЛИОТЕКА  
КАК НОВЫЙ ИНФОРМАЦИОННЫЙ РЕСУРС ВУЗА 
Одной из основных функций вузовской библиотеки является 
информационное обеспечение учебных дисциплин необходимой 
литературой, методическими материалами, другими информацион-
ными ресурсами. Возрастающие объемы информации с одной сто-
роны и количество учебных дисциплин с другой, не позволяют биб-
лиотеке обеспечить в полном объеме учебные дисциплины и запро-
сы обучающихся традиционными информационными ресурсами. 
Решить эту задачу можно лишь с помощью современных эле-
ктронных каталогов и электронных библиотек (digital libraries) – 
систем, реализующих унифицированный подход к производству, 
хранению и организации разнообразной информации для обеспе-
чения оперативного доступа к ней.  
Предоставление библиотекой качественно новых информаци-
онных услуг базируется как на постоянном изучении запросов её 
пользователей, так и возможностях новых информационных тех-
нологий, их задействовании в библиотечной и образовательной 
сфере. Решение данных задач стало для  библиотеки ХНУВД 
стратегией ее дальнейшего развития.  
Имея достаточно разветвленную структуру, включающую не-
сколько харьковских и иногородних учебных баз, госбюджетную 
и контрактную, дневную и заочную формы обучения, Харьковс-
кий национальный университет внутренних дел, решает проблему 
качества образования, обеспечения доступности образовательных 
ресурсов для территориально отдаленных баз университета, вов-
лекая в этот процесс все структурные подразделения, среди кото-
рых первоочередная роль отводится библиотеке. 
Наряду с электронным каталогом библиотеки, ведущим свое 
начало с 1999 года,  важным элементом информационной инфрас-
труктуры университета, который призван повлиять на качество 
обеспечения образовательного процесса является электронная биб-
лиотека (ЭБ), создание которой было начато в ХНУВС с 2007 года.  
Определив для себя приоритеты в формировании электрон-
ных ресурсов, библиотека первостепенными выделила издания 
авторов университета – пласт информации, который как ника-
кой, востребован в рамках учебного процесса, а также может 
быть интересен сторонним пользователям.  
Созданию ЭБ предшествовала разработка документов, регла-
ментирующих участников, порядок, структуру формирования 
электронной библиотеки, закрепленных приказом ректора 
ХНУВД. Первый этап создания ЭБ предполагал аккумуляцию в 
библиотеке электронных версий методических материалов, под-
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готовленных кафедрами и, рекомендованных к изданию Методи-
ческим Советом университета, поскольку, именно они являются 
первичным звеном в освоении любой учебной дисциплины. 
Сегодня фонд электронной библиотеки ХНУВД включает 523 
ресурса. Его основу составляют методические материалы и акту-
альные статьи из периодических изданий. Следующий этап раз-
вития ЭБ предполагает пополнение электронных ресурсов учеб-
ными материалами авторов ХНУВС. 
Поступающие в библиотеку учебно-методические материалы 
будут формироваться в комплекты для конкретных специальнос-
тей и по конкретным дисциплинам, для изучения в течение учеб-
ного семестра (учебного года). 
Такая коллекция будет способствовать решению проблемы 
книгообеспеченности учебных дисциплин университета. И что не 
маловажно, способствовать сокращению финансовых и трудовых 
затрат вуза и библиотеки в связи с возникающей возможностью 
сокращения и перераспределения имеющихся информационно-
библиотечных ресурсов между отдаленными учебными базами 
университета.  
Не менее значимой частью электронной библиотеки, кроме 
полнотекстовых учебно-методических материалов, являются ре-
сурсы медиатеки. Первым этапом создания медиатеки было фор-
мирование электронного массива учебных изданий на CD для 
обеспечения ведущих дисциплин. Основу коллекции составили 
диски, содержащие учебную литературу по праву, экономике, пси-
хологии, справочную, энциклопедическую информацию, а также 
обучающие программы по иностранным языкам и работе на ком-
пьютере. Список компакт-дисков систематизирован в соответст-
вии с Библиотечно-библиографической классификацией (ББК). 
Не менее важной функцией библиотеки, наряду с информа-
ционной, является воспитательная. Внедрение современных по 
содержанию и формам, привлекательных для пользователей ме-
роприятий также требуют инновационных подходов к данному 
направлению деятельности. Так, одной из новых форм информа-
ционно-массовой работы библиотеки стала её виртуализация. Ви-
ртуальные выставки (новых поступлений литературы и тематиче-
ских), позволяют оперативно ознакомиться с новыми поступле-
ниями литературы.  
В условиях наращивания информационных ресурсов, актуа-
льным для библиотеки является усиление компьютерного парка 
для обеспечения доступа пользователей к внутренним ресурсам 
библиотеки и сети Интернет. Сегодня для организации самостоя-
тельной работы курсантов (студентов, слушателей) библиотека 
располагает 17 автоматизированными рабочими местами. Поми-
мо поиска информации им предоставляется возможность рабо-
тать в текстовых редакторах, с компакт-дисками, обращаться к 
полнотекстовым документам и работать с ними в удаленном ре-
жиме, войдя на web-сайт библиотеки ХНУВД.  
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Рудич Т. О., 
Харківський національний університет  
внутрішніх справ 
ВІРТУАЛІЗАЦІЯ ЯК ОДНА З ІННОВАЦІЙНИХ  
ФОРМ ІНФОРМАЦІЙНО-МАСОВОЇ  
ДІЯЛЬНОСТІ БІБЛІОТЕКИ 
Віртуальний означає такий, що реально не існує або сприй-
мається інакше, ніж реалізований. Наприклад, поняття «віртуа-
льна реальність» означає світ, створений комп’ютерними засо-
бами. Він реально не існує, однак комп’ютер може впливати на 
зорові, слухові та інші органи чуття людини, викликаючи у нього 
ілюзію поринання у цей світ. Крім того, людина може впливати 
на події, які відбуваються у цьому світі, що посилює відчуття 
реальності.  
Большая энциклопедия в 62 томах. Т. 9. – М.: Терра, 2006 . – 
С. 269. 
Бібліотеки належать до соціальних систем, функціонування 
яких характеризується значною динамічністю і залежністю від 
зовнішніх факторів. В умовах інформаційного простору, що шви-
дко змінюється, фахівці вишукують шляхи  подальшого розвитку 
бібліотечної сфери, орієнтуючись на запити і потреби сучасних 
споживачів інформації. Сьогодення сучасної бібліотеки – це гар-
монійне поєднання традиційних і  електронних ресурсів.  Засто-
сування електронних технологій спостерігається в усіх сферах 
інформаційно-бібліотечної та бібліографічної діяльності. До порів-
няно недавнього часу пріоритетним напрямком застосування 
комп’ютерних технологій в бібліотеках залишалися процеси, по-
в'язані з формуванням  і поповненням інформаційних масивів. 
Проте в результаті задіяння Інтернету в задоволенні запитів ко-
ристувачів акцент змістився в бік бібліотечно-інформаційного 
обслуговування: завдяки чому бібліотеки одержали можливість 
виконувати складні запити в тому числі й віддалених користува-
чів. Звичними стали такі поняття, як «електронна пошта» і «елек-
тронна доставка», «віртуальна довідкова служба» і «віртуальна 
книжкова виставка». 
Отже, віртуальний бібліотечний сервіс є сучасною формою бі-
бліотечної діяльності, який активно розвивається і передбачає 
забезпечення дистанційного доступу користувачів комп’ютерної 
мережі до  змісту документів за допомогою сучасних інформацій-
но-комунікаційних технологій.  
Враховуючи особливості розгалуженої структури ХНУВС 
(шість навчально-наукових інститутів, два міжміських юридич-
них інститути, філія і п’ять НКП), заочної і денної форм навчання 
державного і госпрозрахункового замовлення за дев’ятьма спеці-
альностями, бібліотека прагне до наближення інформаційних ре-
сурсів що забезпечують навчальний процес та інформаційних 
послуг до своїх користувачів.  
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Саме в контексті наближення інформаційних ресурсів до 
споживачів інформації, урізноманітнення форм інформаційно-
масової діяльності, бібліотекою ХНУВС було започатковано вірту-
альний перегляд літератури, як нових надходжень та і темати-
чних. Створення цієї інновації здійснювалося паралельно з про-
веденням традиційної її форми.  
Дари бібліотеці – явище звичайне, та все ж ми розглядаємо 
його як подію і намагаємось з вдячністю якнайширше демон-
струвати в  бібліотеці, на сторінках університетської газети «Слу-
жимо закону». Адже крім того, що у такий спосіб бібліотека по-
повнює, оновлює свої фонди, дещо корегує книгозабезпечення 
навчальних дисциплін, вона вбачає тут моральний аспект – прик-
лад для наслідування.  
Останнім часом бібліотека отримала в дар майже 2000 прим. 
книг, значна частина з яких енциклопедичні за змістом, унікальні 
за своїм оформленням. Приурочивши до Всесвітнього дня книги і 
авторського права (23 квітня), бібліотека протягом двох тижнів 
презентувала видання, що надійшли як дари від університетської 
спільноти. Особливий резонанс перегляд дарів викликав у курса-
нтів. Вони приходили по декілька разів, радили своїм однокурс-
никам, уточнювали в якому читальному залі можна буде продов-
жити ознайомлення. Оскільки не всі мали змогу відвідати перег-
ляд, вирішено було його інформативні функції перекласти на вір-
туальний аналог.  
Спочатку було відібрано, згруповано матеріал, розроблено 
структуру його подання  згідно рекомендацій до організації тра-
диційного перегляду. А саме, вміщено: 
 передмову (щодо мети організації даного перегляду); 
 відомості про тих, хто здійснив дар; 
 бібліографічний опис окремих видань; 
 анотації, які включають коротку характеристику книги, ро-
зкривають її зміст, форму викладення матеріалу, читацьке приз-
начення); 
 післямову 
Відділом інформаційно-технологічного забезпечення бібліоте-
ки відскановано самі книги, зверстано матеріал у форматі WEB-
сторінки. 
Тож до вашої уваги віртуальний перегляд дарів бібліотеці 
ХНУВС. Переконані, ці книги варті такої презентації. 
Бібліотека 
з вдячністю презентує 
дари університетської спільноти 
В нашому університеті стало доброю традицією дарувати біб-
ліотеці книги. Лише за період 2007-2008 рр. завдяки дарам уні-
верситетської спільноти фонд бібліотеки поповнився майже на 
2000 прим. Серед них унікальні енциклопедичні та оригінальні 
тематичні видання, альбоми творів образотворчого мистецтва, 
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авторські примірники праць вчених ХНУВС, які суттєво поліп-
шують діапазон інформаційних ресурсів бібліотеки. 
Мета даного віртуального перегляду презентувати деякі з цих 
видань, а також висловити особливу вдячність тим, хто шанує 
книгу і бібліотеку, переймається проблемами навчання та вихо-
вання студентства. Це перший ректор університету О. М. Бандур-
ка, ректор ХНУВС Г. О. Пономаренко, проректор з наукової робо-
ти А. Т. Комзюк, представники професорсько-викладацького 
складу: А. Ф. Волобуєв, О. П. Гетьманець, В. А. Греченко, 
Є. О. Железов, Л. О. Зайцев; О. В. Землянська, В. А. Кройтор, Є. 
О. Мічурін, А. М. Нелюба, О. В. Носова, К. Я. Петрова, М. В. Сал-
тевський, В. О. Серьогін, Т. Л. Сироїд, О. В. Соболєв, О. В. Тягло, 
М. Г. Щербаковський, та ін.  
 
Розпочнуть перегляд книги з найчисельнішого дару –        
дару О. М. Бандурки  (близько 300 прим.): 
Права, за якими судиться малоросійський народ 1743 р. / 
Відп. ред. та авт. передм. Ю. С. Шемшученко; Упоряд. та авт. 
нарису К. А. Вислобоков; Ін-т держави і права ім. В. М. Корецько-
го НАН України. – К., 1997. – 550 с. – (Пам'ятки політико-правової 
культури України) 
Дане видання є другою з 1879 р. публікацією визначної 
пам’ятки українського права – «Права, за якими судиться малоро-
сійський народ»  1743 р. Пам’ятка стосується складного періоду 
боротьби Гетьманщини за автономію, можливість жити за своїми 
правами і вольностями. У книзі подано також наукову розвідку 
про історію створення «Прав», їх структуру і зміст. Видання здій-
снене з урахуванням новітніх архівних знахідок і на основі уза-
гальнення теоретичних досліджень «Прав» як в Україні, так і поза 
її межами. 
--------------------------- 
Преступления века: Попул. энцикл.: Пер. с англ./ Авт.-сост.: 
А. Холл.-Минск: ИнтерДайджест: Сюрприз, 1995. – 408 с.: ил.-
(Энциклопедия мировых сенсаций XX века; Т.1) 
Ця книга – перший том серійного видання, яке являє собою 
унікальну колекцію сенсаційних подій, на які було так багате на-
ше неспокійне ХХ століття. 
Зміст тому складають матеріали і фотознімки, більшість з 
яких в свій час були опубліковані на сторінках зарубіжної преси. 
Серед розділів – «Палачи и жертвы», «Женщины-злодейки», «Воен-
ные преступления». Серед персонажів – Йосиф Сталін, Адольф 
Гітлер, Саддам Хусейн, Карл та Ільза Кох, Бонні і Клайд та інші. 
--------------------------- 
История войн: Иллюстрированный атлас воен. истории с 
древнейших времен до XXI в./ Пер. с англ. А. Гелогаева, А. Ма-
рыняка.-М.: АСТ: Астрель, 2004.-256 с. 
Книга надає свого роду єдину можливість побачити повну ка-
ртину історії війн з древніх часів до кінця ХХ століття, поєднуючи 
розкішні за виконанням та змістом кольорові карти, схеми, ілюс-
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трації. Тут і військова справа Єгипту і хрестові походи, монголь-
ські набіги і піратські завоювання, війни з участю Олександра 
Македонського і воєнне мистецтво Наполеона, російсько-
японська війна і Берлінська операція 1945 року. Тематичними є 
окремі розділи: «Мировая экономика и война», «Кризисы и кон-
фронтации», «Стратегическое равновесие», «Войны будущего». 
Видання доповнює покажчик   
--------------------------- 
Войтович В. М. 
Українська міфологія: [Довідник].-К.: Либідь, 2002. – 664 с.: іл. 
Автор – літератор, художник, викладач з Рівненщини. 
Книга є спробою осмислення надзвичайно багатого та яскра-
вого світу української дохристиянської міфології – народних уяв-
лень, звичаїв та обрядів, вірувань і повір’їв тощо. Це своєрідний 
погляд на духовну культуру предків, їхній світогляд, світосприй-
няття та ментальність. 
Текст супроводжується авторськими ілюстраціями, відомос-
тями про визначних етнографів минулого та ґрунтовною бібліог-
рафією. 
--------------------------- 
Дербишайр Дж. Денис 
Политические системы мира: В 2 т.: Пер. с англ./ Д. Д. Дер-
бишайр, Я. Дербишайр.-М.: РИПОЛ КЛАССИК, 2004. 
Дане видання представляє собою унікальне за змістом і пов-
нотою дослідження політичних систем всіх країн, що існують в 
сучасному світі. В ньому подана докладна інформація про держа-
вний устрій, політичні партії і політичну історію кожної з 192 
держав планети; дана характеристика  всім колоніальним, залеж-
ним і напівсуверенним державам, що збереглися  на руїнах ко-
лись могутніх імперій; приведений великий довідковий матеріал з 
міжнародних глобальних і регіональних організацій.  
--------------------------- 
Краснов А. А. 
Автомобили мира.- М.: Аванта+, 2004. – 184 с.: ил.- (Самые 
красивые и знаменитые) 
Книга присвячена незвичайно красивим і надзвичайно різ-
номанітним екіпажам, що заполонили наші міста і дороги. В ній 
привідкриваються сторінки автомобільної історії – від найперших 
паровиків до вражаючих своєю довершеністю технічних шедев-
рів останніх років. Розповідається про сміливі концептуальні та 
дизайнерські рішення, роботи відомих кузовщиків і конструкто-
рів, популярні позадорожники, найпрестижніші екіпажі всіх ча-
сів і воїстину народниі авто, про спортивні і представницькі ав-
томобілі. Деякі оригінальні екіпажі, виконані в єдиному екземп-
лярі за індивідуальним замовленням, можна побачити лише в 
приватних колекціях, музеях і в цій книзі. 
--------------------------- 
Библия в гравюрах Гюстава Доре с библейскими текстами по 
синодальному переводу.- М.: Рос. Библейское Об-во, 2002. – 468 с. 
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Видані Російським Біблійним Товариством уривки Біблії ілюс-
трують чудові гравюри Г. Дюре. Видання оформлене в шкіряну 
палітурку, розраховане на широке коло читачів. 
--------------------------- 
Святе Євангеліє. – [Б.м.]: Чернівецька обл. друкарня,1994. – 
[500] с.-Зміст: Святе Євангеліє від Матфея; Святе Євангеліє від 
Марка; Святе Євангеліє від Луки; Святе Євангеліє від Івана. 
Євангеліє – апракос (для використання під час щоденних бо-
гослужінь) видане за благословення Святійшого Патріарха Київ-
ської і всієї Руси-України Володимира (Романюка). 
 
Основу колекції, дарованої доктором юридичних наук, 
професором, начальником кафедри історії державності 
України та українознавства В. А. Греченком складають 
альбоми з українського та зарубіжного образотворчого  
мистецтва: 
Вег Янош 
Немецкая станковая живопись XVI века: [Альбом] / 
Я. Вег.-Будапешт: Корвина, 1984. – 36 с.: ил. 
Лебедев Андрей Константинович 
Владимир Серов: [Альбом]/ А. К. Лебедев.-М.: Искусство, 
1984. – 152 с. 
Музей Прадо. Мадрид: Альбом/ Сост. и авт. текста К. М. Ма-
лицкая.-М.: Изобраз. искусство, 1971. – 160 с. 
Дніпропетровський художній музей: Альбом/ Упоряд.: 
Л. В. Богданова; Авт. вступ. ст. В. А. Демидова.-К.: Мистецтво, 
1987. – 152 с. 
Львівська картинна галерея: Альбом/ Авт. вступ. ст. та упо-
ряд.: О. Ріпко, В. Овсійчук.-К.: Мистецтво, 1982. – 27 с. 
Константин Алексеевич Коровин (1861–1939): Станковое 
творчество/ Авт. текста и сост.: М. Ф. Киселев.-М.: Искусство, 
1971. – 22 с. 
Авторські примірники представлені монографією: 
Греченко Володимир Анатолійович 
Апогей сталінського тоталітаризму в Україні (30-ті роки 
ХХ ст.): Монографія/ В. А. Греченко.-Х.: ТОРСІНГ ПЛЮС, 2007. – 
352 с. 
Монографія є продовженням попередньої роботи автора 
«Україна в добу «раннього» тоталітаризму», виданої у 2001 році. У 
новій роботі автор, враховуючи досягнення своїх попередників та 
нові тенденції в історичній науці, зосередив свою увагу лише на 
деяких основних аспектах історії України 30-х рр. ХХ ст. або на-
магався в певній мірі з нової точки зору висвітлити ті питання, 
які вже були предметом досліджень українських істориків. 
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Внесок доктора юридичних наук, професора кафедри 
криміналістики, судової медицини та психіатрії 
А. Ф. Волобуєва: 
Запорожская область: Иллюстрированная энцикл.: [В 2 т.] / 
Гл. ред.: А. Лазутин. – 2-е изд. – Запорожье: Дикое Поле, 2005 
Т.1: Природа. История. Архитектура. – 340 с. 
Т.2: Культура. Экономика. – 176 с. 
Мистецька скарбниця Харкова: [З колекції Харк. худож. му-
зею] / Дуденко С. І. (кер. проекту); Авт. вступ. ст. В. В. Мизгіна. – 
Х.: Астрон+, 2004. – 256 с. 
У подарунковому виданні представлено твори з колекції Хар-
ківського художнього музею майстрів образотворчого мистецтва, 
чиє життя, навчання та діяльність протягом XVIII-XX ст. були 
пов’язані з Харковом. Це І. Рєпін, О. Дейнека, І. Айвазовський, 
М. Башкирцева, М. Беркос, С. Васильківський та ін.  
--------------------------- 
 
Бібліотека також вдячна тим науково-педагогічним 
працівникам університету, які передають в дарунок ав-
торські примірники своїх праць. Такі акції  дозволяють 
утримувати фонд  інформативним, актуальним, суттєво 
впливають на книгозабезпечення навчального процесу: 
 
Пономаренко Ганна Олександрівна 
Управління у сфері забезпечення внутрішньої безпеки 
держави: адміністративно-правові засади: Монографія / 
Г. О. Пономаренко; Харк. нац. ун-т внутр. справ. – Х.: Вид. ФО-П 
Вапнярчук Н. М., 2007. – 446 с. 
Монографію присвячено аналізу адміністративно-правових 
засад управління у сфері забезпечення внутрішньої безпеки дер-
жави. З’ясовано загальнотеоретичні питання управління в цій 
сфері, його сутність, принципи, нормативні засади та систему, 
проблеми забезпечення законності. Центральне місце в моногра-
фії займає розгляд адміністративно-правових засад управління 
окремими напрямками забезпечення внутрішньої безпеки держа-
ви – управління забезпеченням національної безпеки України від 
внутрішніх загроз, управління внутрішніми справами, управління 
у сфері охорони та захисту державного кордону, управління за-
безпеченням пожежної безпеки.  
--------------------------- 
Комзюк Анатолій Трохимович 
Адміністративний процес України: Навч. посібник/ 
А. Т. Комзюк, В. М. Бевзенко, Р. С. Мельник; Харк. нац. ун-т 
внутр. справ.-К.: Прецедент, 2007. – 542 с. – Рекомендовано МОН 
України. 
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У посібнику на основі аналізу чинного національного законо-
давства та здобутків процесуально-правової науки розкривають-
ся основні поняття, зміст, особливості та правове регулювання 
адміністративного процесу. Проаналізовано закономірності ста-
новлення та розвитку вітчизняного інституту адміністративної 
юстиції, сутність та систему правових інститутів адміністратив-
ного права. Розкрито зміст стадій адміністративного процесу, їх 
особливості та суб’єктивний склад кожної з них. 
--------------------------- 
Сыроед Татьяна Леонидовна 
Международное уголовно-процессуальное право: Докуме-
нты и комментарии/ Т. Л. Сыроед.-Х.: ПРОМЕТЕЙ-ПРЕС, 2007. – 
588 с. 
Мета посібника ознайомити читача з найбільш повним зводом 
установчих нормативно-правових актів, які визначають діяльність 
Міжнародного трибуналу для переслідування осіб, відповідальних 
за серйозні порушення міжнародного гуманітарного права, здійс-
нені на території бувшої Югославії, Міжнародного трибуналу по 
Руанді, Спеціального суду по Сьєрра-Леоне, Спеціального трибуна-
лу по Лівану, Міжнародного кримінального суду, а також докумен-
тів, що регламентують здійснення судочинства і визначають пра-
вові положення учасників кримінально-процесуальних відносин. 
--------------------------- 
Цивільне право України: Курс лекцій: У 6 т./ Р. Б. Шиш-
ка, В. А. Кройтор, Є. О. Мічурін та ін.; За ред. Р. Б. Шишки, 
В. А. Кройтора. – Вид. 2-ге, виправ. та доп.-Х.: Еспада, 2008 
Т. 1. – 2008. – 680 с. – Рекомендовано МОН України 
Курс лекцій розроблено відповідно до програми «Цивільне 
право України» з урахуванням чинного, у тому числі новітнього 
законодавства, досвіду регулювання цих відносин в інших краї-
нах, існуючих основних теоретичних конструкцій. У ньому вмі-
щені авторські конструкції низки інститутів цивільного права, 
бачення розв’язання вузьких місць правозастосування. 
--------------------------- 
Добіг кінця віртуальний перегляд. Звичайно, це лише невели-
ка частина літератури, подарованої бібліотеці ХНУВС  останнім 
часом. Сподіваємось на нові дари, за якими нові читацькі відк-
риття.        
Такі нові форми інформаційно-масової роботи як віртуальний 
перегляд літератури, презентація видань вчених університету 
практикуватимуться бібліотекою і в подальшому.  
 
Тож, даруйте бібліотеці книги ! 
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ІНФОРМАТИЗАЦІЯ ОВС  
ТА ЗАХИСТ ІНФОРМАЦІЇ 
Єрохін А. Л., 
д-р техн. наук, професор, 
Харківський національний університет  
внутрішніх справ 
ПРО МОТИВАЦІЮ ІНФОРМАТИЗАЦІЇ  
ТА ЦИФРОВІЗАЦІЇ ОВС 
Наприкінці двадцятого сторіччя сталося переосмислення ролі 
інформації в усіх сферах людської діяльності. Якщо раніше на 
перший план ставилися успіхи в промислових технологіях, то те-
пер першочергова увага приділяється інформаційним технологі-
ям. Про важливість новітніх інформаційних технологій (ІТ) та ін-
формаційно-комунікаційних технологій (ІКТ) в Україні та завдан-
ня щодо їх впровадження йдеться в низьці останніх нормативних 
документів Президента України [1], Уряду [2,3], Верховної ради 
[4], Міністерств та відомств. За останні роки в Україні навіть 
створено спеціальне відомство – Державний департамент з пи-
тань інформатизації [4].  
Якщо швидкий розвиток індустріальних технологій тривав 
майже все двадцяте сторіччя, то розвиток інформаційних техно-
логій сягнув за одне останнє десятиріччя глобальних розмірів. 
Обсяг ринку інформаційних систем кожні п’ять років подвоюєть-
ся. Темпи розвитку світового ринку інформаційних технологій і 
систем перевищує дванадцять відсотків на рік [5]. Що стосується 
України, то є дані, які підтверджують, що тільки інформаційні 
технології та системи створюють близько десяти мільйонів робо-
чих місць та забезпечують значне збільшення внутрішнього наці-
онального продукту [5]. 
Спеціалістами з World Economic Forum [6] під час проведення 
досліджень здатності країн до стійкого зростання та конкуренто-
спроможності декілька років тому було введене поняття «цифро-
вий розрив». Це поняття характеризує технологічний розрив між 
країнами так званого першого ешелону (США, Європейський Со-
юз, Японія) та усіма іншими. Оскільки в сьому світі центральною 
темою є становлення цифрового (інформаційного) суспільства, то 
цей розрив і був названий цифровим. Для ідентифікації глибини 
розриву використовуються наступні фактори: 
1) рівень використання населенням ІКТ у повсякденному жит-
ті та професійні діяльності; 
2) показники інноваційної діяльності; 
3) активність в сфері трансферу технологій; 
4) інфраструктурне забезпечення процесів інформатизації.  
Таким чином, під цифровізацією слід розуміти перехід на ци-
фрові методи й технології усіх сфер життя суспільства, починаю-
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чи від електронного урядування та закінчуючи електронною ко-
мерцією та цифровим побутом. Як свого часу бурхливий розвиток 
фізики відкрив нові знання, що привело до появи великої кілько-
сті машин і механізмів та розпочало еру індустріалізації, так і сьо-
годні сучасні телекомунікаційні мережі та комп'ютерні технології 
призводять до тотальної цифровізації інформації та інтелектуаль-
ної обробки й аналізу великих масивів даних, що безперечно, сві-
дчить про початок ери інформаційного суспільства в Україні. У 
відповідному Указі Президента України [1] безпосередньо вказу-
ється: «Установити, що розвиток в Україні інформаційного суспі-
льства та  впровадження  новітніх інформаційних технологій в 
усіх сферах суспільного життя,  діяльності органів державної вла-
ди та органів місцевого самоврядування  є  одним  із  пріоритет-
них напрямів державної політики». Вплив інформаційних техно-
логій відбувається майже у всіх сферах діяльності суспільства, 
сформована відповідна нормативно-правова база. Основними 
нормативними актами у цій сфері є: Закони України «Про інфор-
мацію», «Про Національну програму інформатизації», «Про елект-
ронний цифровий підпис», «Про електронні документи та елект-
ронний документообіг», «Про захист інформації в інформаційно-
телекомунікаційних системах», Указ Президента України «Про 
першочергові завдання щодо впровадження новітніх інформа-
ційних технологій» тощо.  
Сучасний ринок праці в Україні і в цілому світі активно пере-
будовується. Як відомо, в Україні існує «перевиробництво» еконо-
містів та юристів, але збільшується попит та фахівців в галузі ІТ. 
На це неодноразово в засобах масової інформації наголошував 
міністр освіти і науки України та представники різних соціологіч-
них служб.  
В Україні є висококваліфіковані кадри в галузі інформаційно-
комунікаційних технологій. За даними Держкомстату, зростає, 
але залишається ще досить незначною кількість спеціалістів, під-
готовлених вищими навчальними закладами в галузі інформацій-
них технологій – 2,83 відсотка від загальної кількості випускників 
вузів (комп‘ютерні науки – 1,5 відсотка; комп‘ютеризовані систе-
ми, автоматика управління – 0,38; комп‘ютерна інженерія – 
0,95 відсотка). При цьому варто зазначити, що українські ІТ-
професіонали займають четверте місце в світі (за рейтингом 
2002 р.), а вітчизняні університети щорічно випускають понад 
50 тисяч дипломованих ІТ-спеціалістів і математиків. [5]. 
Не стоїть осторонь цих процесів і Харківський національний 
університет внутрішніх справ, який здійснює підготовку фахівців 
за двома ІТ напрямами: «комп’ютерні науки» та  «інформаційна 
безпека». Випускники вказаних напрямів підготовки можуть 
вважатися інтелектуальною елітою ОВС. В той же час затрати 
навчальних закладів на підготовку ІТ-фахівців значно вищі, ніж 
на підготовку спеціалістів гуманітарних професій.  
Крім того, ІТ-фахівець (як і, наприклад, спортсмен-
професіонал) постійно повинен підтримувати необхідний для сво-
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єї професійної здатності науково-технологічний рівень, тобто до-
кладати значних інтелектуальних зусиль та витрачати практично 
весь позаробочий час та значні власні кошти для підвищення 
своєї кваліфікації. Це робить професію спеціаліста з ІТ однією з 
найбільш інтелектуальних, тому й очевидно, що оплата такої пра-
ці в усьому світі є найвищою.  
Незалежна компанія «Робота Інтернешнл» [7], яка є власником 
відомого порталу www.rabota.ua, оприлюднила дані відносно 
найбільш затребуваних професій в Україні та пропонованого рів-
ня оплати праці у 2007 р. (табл. 1). 
Таблиця 1  
Найбільш затребувані професії в Україні у 2007 р. 
 
Посада 
 
Кількість 
вакансій 
Середня заро-
бітна плата у 
грудні 2007 р. 
(у доларах 
США) 
Менеджери з продаж 38580 800 
Робочі 26464 400 
Економісти, фінансисти 25785 750 
Системні адміністратори 17887 900 
Бухгалтери, аудитори 15247 600 
Розробники програмного 
забезпечення 
11754 1250 
Такі рейтинги свідчать про суспільну важливість та елітар-
ність професії фахівця в галузі ІТ. Тому існує проблема не тільки 
власне підготовки фахівців-інтелектуалів в галузі ІТ для ОВС, а й 
забезпечення їх відповідним рівнем заробітної плати, яка має бу-
ти не нижчою, ніж у цивільних, комерційних структурах. 
Про важливість впровадження новітніх інформаційних техно-
логій в повсякденну діяльність ОВС говорять уже багато років. 
Проте на практиці справа просувається досить повільно. Недо-
статній рівень інформатизації та відповідно цифровізації органів 
внутрішніх справ поступово призводить до хронічного відставан-
ня ОВС від загальносуспільних процесів. 
Проблеми у впровадженні ІКТ та низький рівень цифровізації 
ОВС пов’язані з наступними групами факторами. 
1. Суб’єктивні фактори: 
- низький рівень осмислення сутності і можливих наслідків 
впровадження в життя нових інформаційних технологій серед 
працівників ОВС; 
- недостатній рівень розуміння управлінцями вищих ланок, 
які приймають рішення, невідкладності завдань комп’ютеризації 
та інформатизації ОВС. 
2. Об’єктивні: 
- слабка підготовка абітурієнтів, які вступають на спеціаль-
ності юридичного профілю, в сфері точних наук; 
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- слабка вмотивованість до поглибленого вивчення дисциплін 
інформаційного напрямку внаслідок хибної думки абітурієнтів та  
курсантів молодших курсів в тому, що точні науки їм не знадоб-
ляться в майбутній професії правоохоронця. 
Розглянемо основні напрями підвищення мотивації до інфор-
матизації та  цифровізації ОВС: 
1. Організаційно-управлінські заходи. Корекція управлінських 
пріоритетів в сторону підвищення важливості ІТ та ІКТ. 
2. Навчально-методичні. Поглиблена підготовка усіх курсантів 
та слухачів в сфері інформаційних технологій, яка розвиваючи 
алгоритмічне мислення у курсантів, надає їм уміння поглибленого 
осмислення дисциплін за майбутнім фахом. 
3. Наукова підтримка. Розробка та впровадження в навчаль-
ний процес і практику ОВС наступних сучасних технологій: оптич-
не розпізнавання символів (друкованого тексту), прискорене вве-
дення тексту, розпізнавання рукописного тексту, розпізнавання 
мовлення, розпізнавання обличчя, розпізнавання відбитків, су-
часні біометричні методи ідентифікації особи, комп’ютерний збір 
та оброблення інформації, оцінка оперативної обстановки в діяль-
ності органів внутрішніх справ з використанням ІТ, методи ІТ-
прогнозування в управлінні органами внутрішніх справ, плануван-
ня й вироблення управлінських рішень з використанням ІТ тощо. 
Для реалізації вказаних напрямків першочерговими заходами є:  
- розроблення та широке впровадження автоматизованих 
інформаційних систем в ОВС, розробка переліку (реєстру) інфор-
маційних систем, які є необхідними з точку зору автоматизації 
процесів обробки інформації в ОВС та підлягають розробці та 
супроводженню; 
- розвиток та масове використання телекомунікаційних ме-
реж, які забезпечують можливість віддаленого доступу до елект-
ронних банків даних службової інформації; 
- суттєве збільшення кількості практичних занять у вищих 
навчальних закладах системи МВС з інформаційних технологій; 
- включення до системи професійної та службової підготовки 
ОВС дисциплін інформаційного напрямку. 
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ОРГАНІЗАЦІЙНО-ТЕХНІЧНІ АСПЕКТИ  
СИСТЕМИ ЗАХИСТУ ІНФОРМАЦІЇ  
В БАНКІВСЬКІЙ ГАЛУЗІ УКРАЇНІ 
Розвиток інформаційних технологій зумовлює прогрес в усіх 
сферах людського життя. Нинішнє покоління людства стає свід-
ком поступового переходу від індустріального суспільства до пост-
індустріального, однією з концепцій якого є, так зване, інформа-
ційне суспільство. Збільшення ролі інформації в житті світової 
спільноти звичайно призводить до підвищення вимог щодо її за-
хисту. Особливого значення захист інформації набуває в такій 
чутливій царині як банківська сфера. І це не є випадковим. Адже 
стан банківської сфери впливає не тільки на економічну безпеку 
держави, але й безпосереднім чином – на повсякденне життя пе-
ресічних громадян. 
Дослідження вимог щодо організації системи захисту інфор-
мації в банківській галузі України показало, що на даний момент 
в цій царині існує велика кількість різнорідних нормативно-
правових документів, які потребують системного упорядкування 
та доповнення з точки зору відомих підходів до організації захис-
ту інформації. 
Аналіз наявних у відкритому доступі нормативних документів 
[1-24], які тим чи іншим чином регламентують захист інформації 
в банківській галузі України, дозволив систематизувати їх з точки 
зору загальних підходів до організації захисту інформації. Така 
систематизація вибудовується шляхом формулювання нижче на-
ведених питань, відповіді на яки дають наявні нормативні доку-
менти [1-24]. 
 Яка інформація відповідно до законодавства є об'єктом за-
хисту? [1, 14, 15] 
 Який орган визначає політику захисту інформації в банків-
ській системі України? [2] 
 Яка інформація в банківській системі становить державну 
таємницю? [16] 
 Яка інформація належить до банківської таємниці? [3] 
 Яка юридична відповідальність передбачена за порушення 
банківської таємниці? [8, 9, 10] 
 Які вимоги Національного банку України щодо захисту бан-
ківської таємниці? [20] 
 Як законодавчо визначено поняття електронних докумен-
тів і передбачено їх обіг в інформаційно-телекомунікаційних сис-
темах? [6, 11] 
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 Який правовий статус електронного цифрового підпису і ві-
дносин, що виникають при його використанні? [7, 12, 17] 
 Як законодавством визначені правила захисту інформації в 
інформаційно-телекомунікаційних системах? [4] 
 Які вимоги захисту електронних банківських документів 
для банків-учасників системи електронних платежів Національ-
ного банку України? [5, 18, 19, 21, 22, 24] 
 Чи потрібно ліцензування діяльності у сфері криптографі-
чного захисту інформації в банківській системі України? [23] 
Проведений аналіз у контексті організаційно-технічних аспе-
ктів системи захисту інформації в банківській галузі України до-
зволив сформулювати наступні завдання щодо вдосконалення 
організації захисту банківської інформації. 
1. Необхідно розробити типове положення про службу захисту 
інформації в автоматизованій системі банка, яке уточнює поло-
ження НД ТЗІ 1.4-001-2000. «Типове положення про службу захи-
сту інформації в автоматизованій системі» з урахуванням специ-
фіки діяльності банків. 
2. Доцільно розробити нормативно-методичні документи, що 
визначають основний перелік інформаційних загроз для банків-
ської інформації (модель загроз) та методики оцінки вразливостей 
і ризиків для системи автоматизації банків. 
3. Для отримання відповідних формальних гарантій захисту 
інформації системи обробки електронних банківських документів 
(платіжні системи) потребують сертифікації, наприклад, щодо 
відповідності міжнародному стандарту ISO/IEC 15408 «Загальні 
критерії оцінки безпеки інформаційних технологій». 
4. З існуючих нормативних документів не ясна легітимність 
цифрових підписів електронних банківських документів, тобто 
яким є статус центра сертифікації ключів Департаменту інфор-
матизації НБ України, і входить він чи ні в схему взаємодії су-
б'єктів правових відносин у сфері послуг електронного цифрового 
підпису. Очевидно, що такий центр повинен бути в цій системі 
(принаймні для взаємодії з державними банками). 
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КЛАСИФІКАЦІЯ ЗАГРОЗ ДАНИМ КОМП’ЮТЕРНОЇ 
ІНФОРМАЦІЙНОЇ СИСТЕМИ 
Основною задачею забезпечення безпеки інформації (ЗБІ) є 
належне оцінювання інформаційних загроз. Під загрозою інфор-
маційної системи (ІС) будемо розуміти потенційну можливість рі-
зної природи порушити інформаційну безпеку, а спробу реалізації 
загрози називатимемо атакою. Для будь-якої ІС має 
розв’язуватись задача забезпечення безпеки інформації (ЗБІ), що 
можливо за допомогою функціонування системи ЗБІ (СЗБІ). СЗБІ 
за допомогою набору методів, способів та засобів повинна забез-
печити максимально можливу протидію загрозам ІС або повністю 
унеможливити їх дію на ІС та безпосередньо СЗБІ [1-3]. 
Загальна класифікація загроз ІС дасть можливість застосувати 
системний підхід протидії загрозам ІС. Тому поставлено задачу про-
ведення досліджень загроз ІС та аналіза їх класифікації, що дасть 
можливість запропонувати загальну класифікацію загроз ІС [4]. 
З метою більш детального вивчення та дослідження загроз ІС 
та безпосередньо СЗБІ запропоновано загальну модель процесу 
ЗБІ ІС (рис. 1), на якій показано зв’язок СЗБІ та ІС, а також про-
цес протидії атакам, спрямованим як на ІС, так і на СЗБІ. При 
цьому наголошується на важливості протидії загрозам СЗБІ, в 
результаті дії яких можливе унеможливлення виконання своїх 
функції СЗБІ та, відповідно, руйнування безпеки інформації ІС. 
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Рис.  1. Модель процесу забезпечення безпеки інформації  
ІС та СЗБІ 
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Стандартом ISO/IEC 15408 «Критерії оцінки безпеки інфор-
маційних технологій» класифікацію загроз пропонується проводи-
ти  за наступними критеріями (рис.  2): І) Інформаційна безпека, 
проти якої направлені загрози; ІІ) Компоненти ІС, на які спрямо-
вані загрози; ІІІ) Спосіб впливу; IV) Розміщення джерела загроз. 
При цьому основним з наведених критеріїв визначено критерій І. 
Решта розглядаються як його часткові випадки [5].  
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Рис.  2. Критерії класифікації загроз ІС 
Досліджені класифікації при спробі опису за їх допомогою за-
гроз ІС показали, що у багатьох випадках реальні загрози або не 
відповідали ознакам класифікації, або задовільняли одночасно 
декільком ознакам. Зокрема, наприклад, відносно природи вини-
кнення загроз ІС (DSECCT – 2 класи); відносно ваги загрози ІС – 
ймовірності атаки ІС та СЗБІ – (4 класи): І – малоймовірні, ІІ – 
ймовірні, ІІІ – надймовірні, IV – критичні з відповідними ймовір-
ностями появи [1]: 
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iP – загальна ймовірність загроз i -го класу. 
При цьому, загрози розподіляються за відповідними класами 
експертно та конкретно для заданої ІС. Множини загроз не можуть 
перетинатись. Для її розв’язку задачі класифікації загроз ІС та 
СЗБІ проведені дослідження й детальний аналіз можливих загроз 
ІС і СЗБІ. Виходячи з запропонованої моделі процесу ЗБІ ІС і СЗБІ 
(рисунок 1) та критеріїв класифікації (рисунок 2), пропонується 
раціональним підходом до розв’язку задачі обрати класифікацію, 
проведену відносно джерела їх виникнення: І) апаратні; ІІ) програ-
мні; ІІІ) природні (фізико-хімічні); IV) людські. Проведені дослі-
дження запропонованої класифікації. Їх результати дають підстави 
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стверджувати, що IV клас загроз має односторонній функціональ-
ний зв’язок з класами І-ІІІ (рис.  3). Тобто, класи І-ІІІ можуть існува-
ти для заданої ІС як самостійно, так і породжуватись класом IV [1]. 
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Рис.  3. Класифікація загроз ІС та СЗБІ 
Як показано в [4], результатом успішної дії загрози або сукупно-
сті загроз на ІС є величина завданого збитку ІС, яка визначається в 
абсолютних одиницях. Виходячи з цього та враховуючи досліджен-
ня [5], найвагомішим з точки зору величини завданого збитку ІС є 
клас IV – людські загрози –, на який припадає 65% загального збит-
ку ІС. Проте, за неофіційними даними МВС України, збиток від да-
ного класу загроз на сьогоднішній день вже сягає 90%, що поясню-
ється все більш досконалим та надійним апаратно-програмним за-
безпеченням. Але для доведення цього факту необхідні додаткові 
дослідження, тому за основу приймемо дослідження [5]. 
Однією з причин найбільшої ваги четвертого класу загроз 
(майже у 1,9 рази більший, ніж класи І-ІІІ разом взяті) є, зокрема, 
його породжуючий зв’язок з класами І-ІІІ (рис.  8). Оскільки пер-
винним породжувачем загроз класу І-ІІІ може бути саме клас IV, 
людські загрози спричиняють найбільшого збитку ІС [1].  
Природні загрози можуть завдати до 13%, а на апаратно-
програмні припадає до 22% збитку. Зроблено припущення, що 
апаратні та програмні загрози мають однакову вагу – по 11% за-
гального збитку ІС (рис.  4) [5].  
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Рис.  4. Класифікація загроз ІС та СЗБІ 
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Запропонована класифікація в певній мірі може виступати в 
ролі уніфікованої класифікації загроз комп’ютерної ІС. Вона є 
більш простою з точки зору практичного застосування. 
У доповіді наводяться детальні результати проведених дослі-
джень загроз ІС та їх класифікації, недоліки і переваги класифіка-
ційного поділу загроз ІС, аналізу запропонованої класифікації, її 
властивостей та особливостей, практичного застосування. Досить 
часто програмні та апаратні загрози ІС об’єднують в один клас. В 
доповіді обґрунтовано невірність такого підходу, визначено на-
прями подальшого дослідження загроз інформації комп’ютерної ІС, 
класифікаційного поділу та його практичного застосуваня. 
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ОРГАНІЗАЦІЙНІ МЕХАНІЗМИ РОЗВИТКУ СИСТЕМ 
ЕЛЕКТРОННОГО ДОКУМЕНТООБІГУ 
Світовий досвід впровадження електронного правління до-
зволяє виділити три етапи: інформаційний, інтерактивний, інтег-
рований. Розвиток електронного правління в Україні перебуває в 
стадії переходу від першого інформаційного етапу до другого – 
інтерактивному етапу. Проте, уже зараз простий користувач Ін-
тернету може порушити питання перед органом влади через еле-
ктронну приймальню, розплатитися за комунальні послуги, зро-
бити необхідну покупку в Інтернет – магазині, заповнити й відп-
равити податкову декларацію в податкову інспекцію або пред-
ставити звітні документи в пенсійний фонд. 
Ефективність роботи органів державного управління визнача-
ється трьома факторами: ефективністю взаємодії з громадянами та 
підприємствами, ефективністю внутрішньої роботи кожної устано-
ви й ефективністю взаємодії органів державної влади між собою. 
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Очевидно, успішне подолання зазначених факторів у системі елект-
ронного правління можливе на основі електронного документообігу 
з використанням засобів електронного цифрового підпису (ЕЦП). 
Сьогодні цілий ряд країн, таких як США, Англія, Швеція, 
Франція, Канада, Німеччина, Австралія перейшли на безпаперову 
технологію обміну документами через Інтернет. Здійснюється пе-
рехід до електронного документообігу й в Україні (подання в ор-
гани влади бухгалтерської й податкової звітності через Інтернет). 
Однак в Україні цей перехід не носить повсюдний характер. Ос-
новна проблема лежить в організаційній площині, тому що на сьо-
годнішній день в Україні створені законодавчі й технічні переду-
мови для впровадження систем електронного документообігу.  
У зв'язку із цим метою досліджень, що проводяться, є вироб-
лення організаційних механізмів впровадження систем обміну 
конфіденційною інформацією в Україні. Одним з розповсюдже-
них у світі засобів захисту конфіденційної інформації є електрон-
ний цифровий підпис (ЕЦП), що за допомогою спеціального про-
грамного забезпечення підтверджує вірогідність інформації до-
кумента, його реквізитів і факту підписання конкретною особою. 
Використання ЕЦП дозволяє: 
— удосконалити й зробити більш дешевою процедуру підго-
товки, доставки, обліку й зберігання документів, гарантувати ві-
рогідність інформації; 
— значно скоротити час руху документів, прискорити й по-
легшити процес візування одного документа декількома особами; 
— використовувати ті самі засоби ЕЦП при обміні інформа-
цією з усіма міністерствами, відомствами, адміністраціями на 
території України; 
— побудувати корпоративну систему обміну електронними 
документами; 
— забезпечити цілісність – гарантію того, що інформація за-
раз існує в її вихідному виді, тобто при її зберіганні або передачі 
не було проведено несанкціонованих змін; 
— мінімізувати ризик фінансових витрат за рахунок забез-
печення конфіденційності інформаційного обміну документами 
(при використанні функції шифровки). 
Сьогодні впроваджується Програма електронного документо-
обігу з використанням ЕЦП у державних установах і органах 
державної влади, що істотно розширює можливості застосування 
ЕЦП і розвиток електронного документообігу в Україні.  
Однієї з типових помилок, що робляться при реалізації цієї Про-
грами, є недостатнє пророблення організаційних питань, що в 
свою чергу приводить до неефективної роботи системи. Дуже час-
то керівництво вважає питання організації документообігу несут-
тєвими, що не заслуговують особливої уваги, але в остаточному 
підсумку саме ці «дріб'язки» стають вирішальними в справі підви-
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щення ефективності електронного правління. Недостатня зацікав-
леність керівництва в проекті може привести до того, що впрова-
дження може затягтися на дуже тривалий час. Для залучення «ад-
міністративного ресурсу» підтримки системи електронного докуме-
нтообігу (СЕД) необхідно продемонструвати всі переваги, які надає 
нова система, і навчати керівництво практичній роботі з нею. 
Організаційний аспект – розробка й затвердження концепції 
розвитку документаційного забезпечення підприємства, плану 
впровадження СЕД, вибір керівника проекту й формування ро-
бочої групи заслуговує найпильнішої уваги. Уникнути організа-
ційних труднощів допоможе чітке визначення кінцевих цілей 
проекту. Найбільш типові завдання СЕД формулюються в такий 
спосіб: скоротити непродуктивні витрати робочого часу співробі-
тників, підвищити ефективність документообігу, автоматизувати 
й упорядкувати всі етапи підготовки документів.  
Після того, як цілі задані, не менш серйозну увагу варто при-
ділити формуванню робочої групи проекту. Успіх багато в чому 
залежить від того, наскільки тісно співробітничають фахівці слу-
жби виконавців і підрозділу-замовника. Необхідно чітко розподі-
лити обов'язки й сфери відповідальності між співробітниками 
всіх відділів, притягнутих до впровадження. 
Проблеми: 
1. Недостатній рівень активності держорганів по впрова-
дженню електронного документообігу з використанням ЕЦП. Від-
значається низький рівень взаємодії державного сектора із заці-
кавленими приватними організаціями, наприклад, з акредитова-
ними центрами сертифікації ключів для ефективного викорис-
тання наявних ресурсів у цій області. 
2. Низький рівень інформаційної підготовки державних служ-
бовців.  
Рекомендації: 
1. Для повномасштабного використання ЕЦП в Україні необ-
хідна активізація створення систем обміну електронними даними 
державних органів із суб'єктами господарювання й фізичними 
особами. Це завдання є пріоритетним для державних органів, 
діяльність яких пов'язана з більшими обсягами документообігу в 
рамках надання державних послуг. 
2. Представляється необхідним уже зараз приступити 
до перебудови системи перепідготовки й підвищення кваліфікації 
державних службовців в області інформаційних технологій.  
3. Активізувати міжвідомчу координацію зусиль по впрова-
дженню систем юридично значимого електронного документообі-
гу державних органів при наданні державних послуг. 
4. Вжити заходів з подолання психологічного бар'єра особами, 
що не досить вільно володіють обчислювальною технікою. Для 
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цього рекомендується поступовий перехід до системи електронно-
го документообігу.  
5. При відсутності формалізації ведення справ в організації 
рекомендується впроваджувати пілотні проекти. 
Через розрізненість відомчих підходів у створенні структур 
ЕЦП доцільно заснувати асоціацію електронного цифрового під-
пису в Україні із залученням всіх зацікавлених сторін як органі-
заційного механізму популяризації й ефективного впровадження 
ЕЦП у всіх сферах суспільного й економічного життя країни. 
У цьому зв'язку необхідне спільне пророблення наступних питань: 
 створення й розгортання інфраструктури електронного ци-
фрового підпису й інфраструктури відкритих ключів в цілому в 
Україні; 
 створення й впровадження систем електронного цифрового 
підпису в інформаційних системах корпоративних замовників, 
суб'єктів господарської діяльності й фізичних осіб, забезпечення 
інформаційної взаємодії систем і засобів, які використовують елек-
тронний цифровий підпис і шифрування інформації між собою; 
 здійснення співробітництва в галузі пророблення наукових і 
науково-практичних питань розробки, створення, впровадження й 
забезпечення безпеки функціонування захищених інформаційних 
технологій, систем і засобів криптографічного захисту інформації; 
 створення механізмів інвестування розвитку сучасних ін-
формаційних технологій, надання інформаційної, консультатив-
ної, методичної й практичної допомоги в питаннях, які мають 
відношення до ЕЦП; 
 взаємодія в нагромадженні необхідної інформації, форму-
ванні матеріально-технічної, науково-методичної й нормативної 
бази даних, що не містить інформації з обмеженим доступом згі-
дно із чинним законодавством, а також проведення наукових 
досліджень; 
 організація й здійснення співробітництва щодо інфраструк-
тур ЕЦП на міжнародному рівні. 
Реалізація даних рекомендацій дозволить оптимізувати про-
цес переходу до системи електронного документообігу й підвищи-
ти ефективність її функціонування в умовах вступу України в ЄС. 
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ДО ПИТАННЯ ВИКОРИСТАННЯ МУЛЬТИАГЕНТНИХ 
СИСТЕМ В ДИСТАНЦІЙНОМУ НАВЧАННІ 
ПРАЦІВНИКІВ ОРГАНІВ ВНУТРІШНІХ СПРАВ 
У третім тисячоріччі, із розвитком демократії, до органів вну-
трішніх справ в Україні будуть пред'являтися більш жорсткі ви-
моги. Її структура повинна бути більш конкурентно здатною й 
ефективною з однієї сторони й одночасно демонструвати високий 
професіоналізм і строгу відповідність чинному законодавству. 
З погляду на майбутнє ОВС рівень керівництва, його гумані-
тарний зміст і широке використання комп'ютерних засобів зв'яз-
ку повинні стати визначальними у XXI столітті. Це змушує заду-
матися про необхідність удосконалення програм навчання курса-
нтів та студентів з метою адаптувати функції ОВС в суспільстві 
до змін у ньому. 
Дистанційна освіта – це можливість вчитися в індивідуально-
му режимі, незалежно від місця і часу. У всьому світі спостеріга-
ється зростання числа студентів, що навчаються по технологіям 
дистанційної освіти, росте і число вузів, що використовують їх в 
учбовому процесі; створюється велике число міжнародних освітніх 
структур. Сучасна освіта – це симбіоз змісту і технологій навчання. 
Інтернетом є майже ідеальний технічний засіб для дистанцій-
ного навчання/освіти. З його допомогою можна доставити до 
осіб, що навчаються  будь-який дидактичний матеріал і навіть 
провести контрольну роботу. Тому розумно реалізувати через ін-
тернет повний процес навчання – від зарахування на курс на-
вчання, до видачі диплома. 
Натурні експерименти і лабораторні досліди, при дистанцій-
ному навчанні, як правило, неможливі. Тому особливо актуальне 
використання моделюючих учбово-дослідницьких систем, що імі-
тують на ЕОМ вивчаємий процес або явище.  
Імітація на ЕОМ дозволяє спостерігати динаміку об'єкту ви-
вчення в тому темпі, який характерний для людського сприйнят-
тя. Засоби візуалізації дозволяють створювати наочні образи об'є-
ктів і явищ, які самі по собі не є наочними. Розігрування за допо-
могою ЕОМ різних варіантів і порівняння результатів вибору 
створюють поле для самостійних виводів і розвитку інтуїції. Всі ці 
риси імітаційної системи створюють освітнє середовище, що ін-
тенсифікує активність слухачів [1].  
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Використання таких систем дистанційної освіти дозволяє під-
вищити якість підготовки фахівців за рахунок наочності навчання.  
Для організації навчання необхідно мати наступні структури:  
 ·підтримка проектування учбового матеріалу;  
 ·доставка учбового матеріалу;  
 ·підтримка довідкових матеріалів;  
 ·консультації;  
 ·контроль знань;  
  організація спілкування слухачів (колективні форми навчання).  
Дуже важливо забезпечити інтерактивну взаємодію між вчи-
телем і учнем, для чого можливе використання різних технологій. 
При виборі програмного забезпечення для створення сайтів, 
орієнтованих на використання у відкритій освіті, розробники 
стикаються з багатьма спірними питаннями. Наприклад, можна 
всі дії перекласти на сервер, що приведе до зменшення швидкос-
ті передачі WWW-документа, але зробить його незалежним від 
клієнтської сторони, а можна частину програмного кода передати 
на виконання клієнтській стороні, що зробить сторінку залежною 
від програми  клієнта. Оскільки не всі браузери підтримують тех-
нології, що використовуються при розробці www-документа (такі 
як Java, Java Script, VBScript, Perl, PHP і так далі), то частина 
студентів, що використовує такі браузери, не зможе проглянути 
сторінки в повному обсязі, і тому необхідно, або перекладати всю 
роботу на сервер, або обов'язково враховувати всі особливості по-
пулярних програм перегляду Web сторінок. У зв'язку з обмеженістю 
ресурсів студента на поточному етапі необхідно використовувати 
другий варіант з метою забезпечення можливості доступу як мож-
на більшого числа відвідувачів незалежно від клієнтської частини. 
Для вирішення проблем  перспективним є використання інте-
лектуальних агентів [2],  які є одним з розвиваючих напрямків 
штучного  інтелекту [3].  Інтелектуальний агент є серверною про-
грамою для організації, управління, аналізу, ведення облікових 
записів користувачів і надання відповідній інформації по ним 
плюс оболонку для навігації і представлення знань [4]. Агент може 
перебудовувати і доповнювати своє ядро в процесі роботи. У 
ньому також повинні бути закладені правила його поведінки для 
всіх можливих ситуацій і механізм міжагентної взаємодії.  
Інтелектуальні агенти можна підрозділити на дві основні кате-
горії: статичні і динамічні. Перша категорія не змінює своєї пове-
дінки в тимчасовому аспекті, тобто аналіз ситуації відбувається 
на основі тільки поточних даних. У такій системі якщо студент 
двічі проходить тести і відповідає невірно на одні і ті ж питання, 
то отримає одні і ті ж бали в загальному підрахунку результатів. 
Дана система не дуже ефективна, оскільки вона не враховує змі-
ни в знаннях з часом – повторення невдало пройденої теми або 
тестів і ступеня вашої підготовленості з даної тематики. Напри-
клад – вперше студент повністю провалив тестування по якійсь 
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темі, а з другого ж разу здав тест – у фінальних результатах не 
буде враховано, що тест здали з другої спроби і які проблеми були 
в даній темі, що може спричинити непідготовленість до наступно-
го матеріалу. До того ж в таких системах зазвичай зберігається 
тільки остання інформація по поведінці слухача, що також не на-
дає повноти картини успішності студента. Другий же тип систем – 
динамічні в часі – проводить аналіз поточного стану слухача за 
повною статистикою його попередньої поведінки. У них зберіга-
ється кожен крок від реєстрації до закінчення його освітнього 
процесу. У фіналі йому видається інтегральна оцінка його успіхів 
з урахуванням всіх помилок, повторних проходжень тем та тесту-
вання. У даній ситуації цікавим питанням для дослідження є ін-
теграція всіх результатів по одному параметру – ступені впливу 
невдач на загальну оцінку. При цьому в таких системах необхідно 
вводити досить складну систему тестування, яка змінюватиме 
питання залежно від спроби здачі. Це необхідно, тому що при 
проходженні кілька разів одних і тих же тестів не можна отрима-
ти адекватної оцінки знань. Існує декілька методик складання 
інтелектуальних тестів [5]:  
 Випадковим чином – при цьому питання вибираються з бази 
випадковим чином, але так, щоб ті, які ви вже проходили, вам не 
попалися удруге. При цьому не враховується ваше невдале прохо-
дження визначених тем при попередньому тестуванні – тобто є 
вірогідність того, що ви можете пройти тести без повної підготовки 
за всім матеріалом. В даному випадку очевидна необхідність зни-
ження позитивних балів при повторних тестуваннях. Ця методика 
є найбільш простої по реалізації системи тестування, але вимагає 
ускладненої системи видачі результату і аналізу моделі студента.  
 Посилена методика – питання по темах, на які ви не відпо-
віли при попередньому тестуванні, ускладнюються від спроби до 
спроби. В даному випадку ускладнюється методика побудови тес-
тів, але при оцінці фінальних знань можна покластися на остан-
ній результат із-за ускладнення невиконаних завдань. Ця методи-
ка примушує студента серйозніше відноситися до своїх невдач і 
звертати більшу увагу на важкі моменти. Таким чином поліпшу-
ється загальна успішність студента.  
 Полегшена методика – питання по темах, на які ви не від-
повіли при попередньому тестуванні, полегшуються від спроби до 
спроби. Дана система розрахована просто на оцінку знань студе-
нта в певній області і може використовуватися на початку на-
вчання для подальшого порівняння з результатами проходження 
всього курсу і ефективного успіху студента. Дана система вхідно-
го тестування необхідна для оцінки придбаних знань, а не абст-
рактно знань в області. Також вона використовується для визна-
чення методики і порядку викладання даному слухачеві. Деяким 
з них буде необхідна додаткова підготовка, а деякі можуть не 
проходити визначених тем, а тільки здати тести.  
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Після введення цих понять можна зупинитися на основних 
концепціях в реалізації інтелектуального агента, що дозволяють:  
 реалізувати індивідуальний підхід до кожного слухача;  
 дати активну модель навчання в сукупності з постійним 
контролем знань;  
 реалізувати будь-які методики навчання і тестування, не 
міняючи навантаження на викладача.  
З появою агентних технологій стає зрозуміло якісне поліп-
шення процесу навчання в системі дистанційної освіти. Повністю 
змінилися ролі студента і викладача. Агент бере на себе основне 
навантаження по освітньому процесу. Він відстежує кожну дію 
слухача і зберігає його в своїй базі даних. У функції агента вхо-
дить також аналіз даних студента. Для кожного студента необхід-
ний індивідуальний підхід. Система ухвалення рішень повинна 
зберігати наслідки кожної виданої ради і, аналізуючи їх, складати 
план дій на основі отриманих результатів.  
Після проходження всіх етапів агент пропонує точні рекомен-
дації до подальших дій. На основі тестування повинні бути вка-
зані слабкі місця та  методики їх виправлення. Функцією викла-
дача є стеження за студентом по його обліковому запису і допо-
мога йому в тих випадках, коли система не може її надати, тесту-
вання по індивідуальному плану, коли відповідь не може бути 
проаналізована програмою. Прикладом такої ситуації може бути 
написання твору або викладу. Агент є направляючою «особою» в 
діях слухача, його головним помічником і порадником.  
З появою інтерактивних засобів спілкування в дистанційній 
освіті почався новий web–орієнтований етап розвитку. З його 
приходом значно змінилися ролі викладача і слухача. Викладач 
став не в змозі самостійно вести великі групи студентів, яких 
отримавши можливість спілкування і активності, повністю їх ви-
користовували. З'явилася необхідність в програмних продуктах, 
що беруть частину навантаження викладача на себе, – інтелекту-
альних агентах. З їх допомогою реалізується тестування, допомога 
і багато інших функцій. 
Вищезазначені мультиагентні системи якісно поліпшать про-
ведення дистанційного освітнього процесу. Описані методики 
тестування дозволять адекватно оцінити знання і ефективність 
освітнього курсу, що допоможе при подальших розробках. Вико-
ристання таких систем максимально полегшить навантаження 
викладача. Особливо ефективне їх використання для об'ємних 
курсів, з великою кількістю слухачів.  
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внутрішніх справ 
АВТОМАТИЗАЦІЯ ДОСУДОВОГО ВПРОВАДЖЕННЯ  
ПО КРИМІНАЛЬНІЙ СПРАВІ ТА ЗВІТНОСТІ  
В СЛІДЧИХ ПІДРОЗДІЛАХ ОВС УКРАЇНИ 
У результаті проведення науково-практичних досліджень з 
метою аналізу бізнес-процесів діяльності слідчих підрозділів ОВС 
України, а також аналізу інформаційних систем, використовува-
них в ОВС України, була виявлена потреба в розробці інформа-
ційної системи, що супроводжувала б діяльність слідчого при роз-
слідуванні ним кримінальної справи, починаючи зі стадії пору-
шення кримінальної справи, і закінчуючи стадією передачі кри-
мінальної справи до суду. Процес досудового впровадження по 
кримінальній справі цілком і строго регламентований чинним 
законодавством України: кримінально-процесуальним кодексом 
України, відомчими наказами та інструкціями МВС України. Дія-
льність слідчих у процесі розслідування кримінальної справи об-
межена законодавчими рамками, що регламентують виконання 
процесуальні дій зі строгим дотриманням слідчими процесуальної 
форми їх реалізації. Характер і склад процесуальних дій, викону-
ваних при розслідуванні кримінальних справ, схожий для всіх 
кримінальних справ і має явну властивість повторюваності. Та-
кож, строго регламентований і документообіг для кримінальної 
справи в карному процесі. У практичній діяльності, як правило, 
слідчими використовується файлова система операційної системи 
і зразки тих процесуальних документів, з якими вони найчастіше 
стикаються. Як правило, слідчі не ведуть електронний архів розс-
лідуваних ними кримінальних справ. 
На сьогоднішній день у слідчих підрозділах ОВС України не-
має інформаційних систем, що підтримують діяльність слідчого. 
Не ведуться науково-практичні проекти з розробці  інформацій-
них систем документообігу та діловодства для слідчих підрозділів 
МВС України. Наявні ж інформаційні системи документообігу і 
діловодства на ринку інформаційних технологій носять універса-
льний характер, не мають архіву шаблонів документів, необхід-
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них у впровадженні по кримінальній справі, що змусило б слід-
чих, як користувачів таких систем документообігу і діловодства, 
формувати власний архів процесуальних документів. Також, у 
таких системах відсутні функції, що були б актуальні саме для 
супроводу процесу впровадження по кримінальній справі. 
Як висновок дослідження діяльності слідчих підрозділів ОВС 
України, було прийняте рішення ініціювати проект розробки ін-
формаційної системи, що супроводжує процес досудового впро-
вадження по кримінальній справі («АРМ слідчого»). Основне приз-
начення системи «АРМ слідчого» – автоматизація процесу підгото-
вки процесуальних документів, що супроводжують процес розслі-
дування кримінальної справи. У системі підтримується ведення 
архіву всіх кримінальних справ, що були в провадженні. З метою 
забезпечення зручності роботи з кримінальними справами, пе-
редбачені різні способи їх групування і візуалізації: по стану, ква-
ліфікації, періодам розслідування. Система містить у собі повний 
набір усіх процесуальних документів і прикладів їх складання, що 
можуть знадобитися в провадженні по кримінальній справі. З 
попередньо сформованої користувачем інформації система забез-
печує автоматичне заповнення цілого ряду обов'язкових реквізи-
тів процесуальних документів. В основу концепції інформаційної 
системи «АРМ слідчого» був покладений ряд практичних аспектів 
діяльності слідчого, що розкриті нижче. 
Основним аспектом виробництва по кримінальній справі є 
структура і характер діяльності слідчого і заслуговує на першочер-
гову увагу. По-перше, структура процесуальних дій, що може здій-
снювати слідчий, однакова від справи до справи у різних ОВС у 
межах всієї України. Це обумовлено строгою відповідністю діяльно-
сті слідчого вимогам діючого кримінально-процесуального законо-
давства України. По-друге, процес досудового впровадження по 
кримінальній справі має строгу етапність, котрий і сам є частиною 
життєвого циклу кримінальної справи. Процес розслідування кри-
мінальної справи має строгу послідовність виконання слідчим про-
цесуальних дій. Кожна дія слідчого має своє місце в загальній 
структурі всієї діяльності. Існують як першочергові процесуальні 
дії, так і дії, що завершують процес досудового впровадження по 
кримінальній справі. Але велика частина дій знаходиться на про-
міжку між початком і закінченням досудового впровадження по 
кримінальній справі, між якими є залежності. Тому в системі «АРМ 
слідчого» реалізований підхід розбивки всієї діяльності слідчого на 
окремі блоки робіт, що побудовані з урахуванням причинно-
наслідкових залежностей між ними, а також розбивки великих 
блоків робіт на більш дрібні зі збереженням структури їх входжен-
ня. Дана можливість системи названа деревом класифікації робіт. 
У системі передбачений режим редагування дерева класифікації 
робіт. Слідчому надається можливість створювати нові вузли дере-
ва робіт, редагувати і видаляти існуючі, ґрунтуючись на власному 
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досвіді й індивідуальному баченні особливостей кримінального 
процесу, а також специфікою тих кримінальних справ, що пере-
важно розслідуються даним слідчим. Дерево класифікації робіт, 
запропоноване нами, як розроблювачами системи, засновано на 
вивченій навчальної та наукової літератури, а також з обліком 
діючого кримінально-процесуального законодавства. 
Дана інформаційна система відноситься до класу інформа-
ційних систем документообігу і діловодства, тому основною фун-
кцією системи «АРМ слідчого» на сьогоднішній день є можливість 
роботи з документами. Процесуальним документам приділяється 
особливе значення. Не дивлячись на те, що на Україні немає за-
конодавчо затвердженого реєстру кримінально-процесуальних 
документів, у якому б був даний їхній перелік, а також шаблони 
їхнього складання, карно-процесуальне законодавство регламен-
тує наявність у кримінальному процесі визначених видів проце-
суальних документів, наприклад, постанови та протоколи, а також 
загальні вимоги до їх складання. Крім загальних вимог до процесу-
альних документів, кримінально-процесуальне законодавство рег-
ламентує також і вимоги до складання деяких окремих процесуа-
льних документів, наприклад, постанови про порушення криміна-
льної справи, постанови про залучення в якості обвинуваченого, 
протоколу допиту обвинуваченого, обвинувального висновку та 
додатків до нього і ін. Велика ж частина шаблонів, що використо-
вуються в слідчих підрозділах ОВС України для складання проце-
суальних документів, регламентується рекомендаціями Головного 
слідчого управління МВС України, або сформовані в результаті ба-
гаторічного практичного досвіду працівниками слідчих підрозділів. 
Система надає користувачеві всіх можливих процесуальних 
документів для ведення кримінальної справи у виді їхніх шаблонів 
і прикладів заповнених документів. Також, система надає можли-
вість використовувати шаблони процесуальних документів, приз-
начені для роздрукування і заповнення вручну без застосування 
системи. Робота з процесуальними документами полягає в автома-
тичній генерації заповнених шаблонів та збереження складених 
процесуальних документів для подальшої роботи з ними на основі 
класифікації дерева робіт кримінальних справ в архіві документів. 
Забезпечуються пошук процесуальних документів в архіві докуме-
нтів. Пошук здійснюється по різних властивостях документів, на-
приклад, таким як: дата створення документа, дата останньої ре-
дакції документа, тип документа (постанова, протокол, вимога та 
ін.), найменування шаблона документа, автор документа (слідчий), 
фігуранти (підозрюваний, обвинувачений, потерпілий, свідок та 
інші), що згадувалися в документі, номер кримінальної справи та ін. 
За основу шаблонів процесуальних документів були узяті шаб-
лони, запропоновані в якості рекомендованих Головним слідчим 
управлінням МВС України, і доповнені шаблонами, узятими в 
практичних підрозділах, а також зі спеціальної літератури. Усього 
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представлено для використання в системі 270 шаблонів процесу-
альних документів. Однією з особливостей системи, що бере на 
себе значну частину рутинної роботи слідчого, є автоматична ге-
нерація процесуальних документів на основі наявних шаблонів із 
заповненням цілого ряду реквізитів документа, до яких відно-
сяться реквізити слідчого, дата, населений пункт, опис фігуран-
тів, що згадуються в документі та інша інформація. Після ство-
рення процесуальних документів система забезпечує їхнє наступ-
не збереження в архіві документів, упорядкованому по криміна-
льних справах і структурі дерева робіт, що спрощує і збільшує 
швидкість пошуку вже створеного документа. Користувач може 
додавати новий шаблон документа, видаляти існуючий, редагу-
вати метаописи шаблонів та їх структуру. З метою зручності 
швидкого перебування необхідного шаблона документа всі шаб-
лони процесуальних документів Груповані усіх шаблонів процесу-
альних документів на основі розробленого дерева класифікації 
робіт життєвого циклові розслідування кримінальної справи на-
дає зручності та прискорює доступ до документу. 
Кожна розслідувана кримінальна справа, не залежно від того, 
до якої групи злочинів вона належить, якому виду злочинів і яка 
слідча ситуація склалася в цій кримінальній справі, має обов'яз-
ковий набір процесуальних документів, що повинні бути присут-
німи у будь-якій кримінальній справі, незалежно від групи, виду і 
слідчої ситуації. До таких процесуальних документів можна від-
нести, наприклад, постанову про порушення кримінальної спра-
ви, постанову про пред'явлення обвинувачення, допит обвинува-
чуваного, обвинувальний висновок, вимогу про перевірку суди-
мостей і ін. Поряд із процесуальними документами, що обов'язко-
во присутні не залежно від особливостей кримінальної справи, 
присутні також і процесуальні документи, що обумовлені особли-
востями конкретної кримінальної справи. 
У системі реалізований механізм класифікації злочинів. Кла-
сифікація злочинів здійснюється по групах злочинів, видам зло-
чинів, що входять у ці групи, а також проектування слідчих ситу-
ацій для окремих видів злочинів. Зручніше за усе використовува-
ти класифікацію злочинів, запропоновану в криміналістиці, в ос-
нові якої лежить методика розслідування окремих видів злочинів. 
Види злочинів, що мають схожу родову криміналістичну характе-
ристику, поєднуються по групах злочинів. У свою чергу, кожен 
вид злочинів має свої характерні слідчі ситуації. У залежності від 
слідчої ситуації слідчий виконує певний набір першочергових і 
наступних слідчих дій. 
Для прикладу, можна розглянути такий розповсюджений вид 
злочинів із групи злочинів проти суспільної безпеки, як порушення 
правил безпеки руху й експлуатації транспортних засобів. Можливі 
слідчі ситуації для даного виду злочинів: аварія (зіткнення транс-
портних засобів, їхнє перекидання, падіння, пожежа на транспор-
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тному засобі), наїзд, випадання пасажира з транспортного засобу, 
одержання їм травми при вході і виході з транспортного засобу на 
ходу та ін. Слідча ситуація може доповнюватися наступними об-
ставинами: водій зник з місця злочину разом із транспортним за-
собом, водій зник з місця злочину без транспортного засобу. 
При розслідуванні кримінальної справи, що відноситься до 
цього виду злочинів, з огляду на сформовану слідчу ситуацію, слі-
дчим можуть бути виконані наступні процесуальні дії: огляд місця 
ДТП, направлення водія в медичну установу для встановлення, чи 
не уживав він спиртні напої, допит водія, допит потерпілих, роз-
шук транспортного засобу, затримка і допит його водія, перевір-
ка й уточнення показань на місці, пред'явлення для упізнання, 
проведення, при необхідності, слідчого експерименту, очна став-
ка, набір яких для різних слідчих ситуацій буде розрізнюватися. 
Проведення такої слідчої дії як експертиза є обов'язковою проце-
суальною дією. Можуть бути призначені наступні експертизи: су-
дово-автотехнічна, транспортно-трасологічна, судово-медична, 
судово-біологічна, судово-матеріалознавча, а також комплексні 
експертизи: судово-медична і судово-автотехнічна (у випадку наї-
зду), судово-автотехнічна і судово-трасологічна (при зіткненні). 
Знову ж, у залежності від сформованої слідчої ситуації набір екс-
пертиз буде різним. Усі перераховані вище процесуальні дії слід-
чого вимагають створення відповідних процесуальних докумен-
тів, а з урахуванням обов'язковості або настійної рекомендовано-
сті виконання ряду процесуальних дій, потрібна також і наяв-
ність процесуальних документів у кримінальній справі, що підт-
верджують виконання тих або інших дій. 
Механізм, що реалізує класифікацію злочинів, підтримує на-
строювання особливостей розслідування кримінальної справи ви-
значеного виду з урахуванням сформованої слідчої ситуації. Для 
окремо узятої слідчої ситуації, крім обов'язкових процесуальних 
дій, проектуються також і ті процесуальні дії, що обов'язкові саме 
для даної слідчої ситуації, і їх можна вважати умовно обов'язкови-
ми. При цьому, кожен слідчий має можливість самостійно проекту-
вати дані опції за своїм розсудом, з урахуванням особливостей 
проведення їм розслідування як процесуально незалежної особи. 
Особливе значення приділяється суб'єктам кримінального про-
цесу. Структура суб'єктів карного процесу строго регламентована 
кримінально-процесуальним законодавством. Система веде облік 
усіх суб'єктів кримінального процесу: державні органи і посадові 
особи, які ведуть процес (слідчі, начальники слідчих відділів, проку-
рори, судді та інші), особи, які захищають свої або представлювані 
інтереси в кримінальному процесі (підозрювані, обвинувачені, по-
терпілі, захисники, цивільні позивачі та інші), представники гро-
мадськості, уповноважені для участі в судновому розгляді справи 
(громадські обвинувачі, громадські захисники та інші), особи, які 
відіграють допоміжну роль у процесі (свідки, спеціалісти, експерти, 
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перекладачі, заставодавці та інші). Система забезпечує створення 
нових суб'єктів по кримінальній справі, заповнення реквізитів їхніх 
описів, можливість подальшого редагування та видалення. 
Особливої уваги заслуговує звітність у слідчих підрозділах 
ОВС України. У системі реалізована функція автоматичної гене-
рації звітів (стандартні звіти на підставі наказів і інструкцій, на-
приклад, звіт про рух кримінальних справ, додаткові звіти, на-
приклад, звіт про припинені справи). Система забезпечує автома-
тичну генерацію, як індивідуальних звітів слідчих, так і генера-
цію звітів по всьому слідчому підрозділу за умови експлуатації 
системи за технологією клієнт-сервер, що вимагає наявність ком-
п'ютерної мережі . 
Цілий ряд додаткових можливостей системи істотно збільшить 
продуктивність і якість роботи слідчих. До таких можливостей мо-
жна віднести автоматичне складання опису кримінальної справи 
по наявним у базі даних документам. Система забезпечує інфор-
маційну підтримку процедури передачі кримінальної справи від 
одного слідчого до іншого. При виконанні цієї операції система ви-
вантажує повний опис кримінальної справи, список фігурантів і 
всі процесуальні документи, що були створені попереднім слідчим. 
Ведення архіву всіх кримінальних справ, що були в провадженні; 
групування кримінальних справ по кваліфікаціях, періодах прова-
дження, станах (у поточному впровадженні, припинені, закриті, 
передані прокуророві, передані до суду, з винесеними вироками). 
Система має ряд технічних особливостей. До них можна від-
нести, у першу чергу, таку особливість, як здійснення експлуата-
ції інформаційної системи в двох режимах: як локально з лазер-
ного носія (при відсутності комп’ютерної мережі), так і версія, 
реалізована за клієнт-серверною технологією при наявності ком-
п'ютерної мережі. Реалізована можливість криптографування да-
них кримінальної справи (суб'єктів, службових осіб, що беруть 
участь в кримінальному процесі в справі). Забезпечена робота в 
багатокористувальницькому режимі, можливість безпосереднього 
ведення на одному комп'ютері баз даних і документальних архівів 
декількох слідчих. Забезпечується сервіс захисту від несанкціоно-
ваного копіювання оптичного носія. 
Додатковою спеціальною можливістю системи, реалізованої у 
вигляді окремого модуля, є функція контролю за строками (нагаду-
вання). Система забезпечує моніторинг процесуальних строків, а 
також індивідуально створених нагадувань, і повідомляє користу-
вача про спливаючі строки за такий період до їхнього закінчення, 
якого досить для прийняття рішення по спливаючому строку. До 
процесуальних строків, які відслідковуються системою, відносяться: 
1. строк прийняття рішення за заявою (повідомленню) (3-10-
30 днів); 
2. строки попереднього слідства (загальний та подовження ро-
зслідування, додаткового розслідування, після поновлення прова-
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дження після призупинення провадження по кримінальній спра-
ві); 
3. строки затримання; 
4. строки тримання під вартою (арешту), контроль непереви-
щення максимально припустимого строку тримання під вартою 
особи; 
5. строк пред'явлення обвинувачення. 
Однією з важливих функцій системи є автоматизована підго-
товка статистичних карток та автоматичне створення звітів про 
роботу слідчих підрозділів. Метою цього блоку функцій системи є 
надання слідчим інструментарію створення статистичних карток з 
використанням інформації, яка була сформована в системі «АРМ 
слідчого», та деякої специфічної інформації, яка вводиться додат-
ково і не є необхідною для функціонування інших блоків системи. 
Остання інформація вводиться слідчим один раз та може викорис-
товуватись багаторазово у подальшому, якщо йому знадобиться 
переробити статистичні картки, що доволі часто трапляється.  
Слід зауважити, що можливості автоматизованого формування 
статистичних карток не тільки позбавляє слідчого та працівників 
інформаційно-технічних підрозділів від дублювання введення од-
накових даних, від можливих технічних помилок, які можуть мати 
місце, а також суттєво скорочує час на підготовку звітів та статис-
тичної інформації. Формування статистичних карток слідчим в 
електронному (а не тільки паперовому!) вигляді є стратегічно важ-
ливим. Наявність первинних статистичних даних в електронному 
вигляді на рівні «кінцевого слідчого» створює потенційну можли-
вість автоматичної агрегації статистичних даних  та їх автоматич-
ної обробки на будь-якому більш високому рівні ієрархії ОВС.  
Фахівцями науково-технічного інформаційно-комп’ютерного 
центру ХНУВС розроблено систему NET MANAGER, яка створюва-
лася під потреби управління корпоративною взаємодією бібліотек 
по каналах передачі даних. Система NET MANAGER за умов від-
повідного доопрацювання та створення комплексної системи за-
хисту інформації може бути використана для реалізації на її ос-
нові сучасної інформаційної технології автоматичного збору ста-
тистичних та звітних даних з гарантованим рівнем достовірності. 
Головною відмінністю такої технології у порівнянні з існуючою у 
підрозділах ОВС технологією формування звітів та статистичних 
даних є виключення в ланцюгах передачі та обробки даних «люд-
ського» фактору, базування статистичної та звітної інформації, 
що накопичується на будь-якому вузлі ієрархії ОВС, на первин-
них даних кожного практичного працівника ОВС в місцях їх 
створення. Запровадження такої технології можливе за умов ав-
томатизації роботи «кінцевого» працівника ОВС, реалізації та ре-
єстрації його діяльності в спеціалізованих інформаційних систе-
мах та автоматизованих робочих місцях. На підставі статистич-
них карт, які формуються слідчим в системі «АРМ слідчого» на 
основі даних реальних зареєстрованих кримінальних справ, мо-
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жуть бути автоматично побудовані індивідуальні звіти слідчого, 
слідчого відділу райвідділу, слідчого управління обласного управ-
ління міліції, головного слідчого управління МВС України.   
Важливою можливістю системи «АРМ слідчого» є створення 
зведених звітів стосовно роботи слідчого підрозділу щодо руху 
кримінальних справ, наприклад, кримінальних справ, які були 
порушені за звітний період, щодо справ, які були передані в про-
куратуру та суд за звітний період, закритих справ і справ, що 
передані за підслідністю, та інших. Основним джерелом форму-
вання звітів є статистичні картки, тобто звіти формуються ви-
ключно на основі інформації, що є в статистичних картках кри-
мінальних справ. Система надає можливість отримання відкритої 
та доступної певним посадовим особам детальної інформації про 
рух та стадії розслідування кримінальних справ,  інформацію про 
вироки судів, багато іншої інформації, яка знаходиться в інфор-
маційному контексті даних з статистичних карток. 
Висновки і перспективи подальшої розробки і дослі-
дження. Від впровадження системи очікується скорочення часу 
на підготовку, пошук процесуальних документів по розслідуваних 
кримінальних справах, створення індивідуальних звітів та звітів 
по слідчому підрозділу. Можливість оперативного звернення до 
архіву кримінальних справ, який зберігається в електронному 
архіві користувача. Підвищення якості підготовки процесуальних 
документів. Групування шаблонів та складених процесуальних 
документів на підставі класифікації дерева робіт значно підви-
щить зручність роботи слідчого з кримінальною справою. Розроб-
лені групи, види злочинів, слідчі ситуації та інструменти їх проек-
тування значно підвищать ефективність роботи. Облік посадових 
осіб, органів, фігурантів та інших учасників процесу додадуть 
зручності роботи с кримінальною справою. Дослідження по дано-
му науково-практичному напрямку є перспективними, ґрунтую-
чись на підставі необхідності розробки та впровадження у діяль-
ність слідчих підрозділів інформаційної системи підтримки діяль-
ності слідчого та слідчого підрозділу. 
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MOBALAS – УНІВЕРСАЛЬНЕ РІШЕННЯ  
ДЛЯ ВИРІШЕННЯ ЗАВДАНЬ АВТОМАТИЗАЦІЇ 
ПРАВООХОРОННОЇ ДІЯЛЬНОСТІ 
Mobile Alert Assistant (MOBALAS) – помічник мобільних повідом-
лень – це програмний продукт, головна функція якого полягає у то-
му, щоб у масштабі реального часу передавати інформацію у будь-
якому вигляді (текст, звук, зображення, відео) з мобільного при-
строю, що працює під управлінням Windows Mobile до серверної ча-
стини, що працює під управлінням ОС Windows. Мобільний пристрій 
має крім стандартних телекомунікаційних функцій (GSM, GPRS) та 
стандартних мультимедійних функцій (фотокамера, мікрофон та 
можливість записувати відео), ще і функції географічного позицію-
вання (GPS). Загальна схема роботи  системи показана на рис.  1. 
 
Рис.  1. Загальна схема роботи системи 
Мобільний пристрій здійснює зв'язок з серверною частиною за 
допомогою Інтернет. Дані оброблюються на серверній частині та 
занотовуються у СУБД – MS SQL 2008. Мобільний пристрій також 
може опитувати усі доступні пристрої навколо себе, які мають WiFi 
інтерфейс. Якщо Інтернет тимчасово недоступний, то мобільне за-
стосування збереже отриману інформацію у мобільному пристрої 
та здійснить спробу зв’язку з доступним іншим пристроєм.  
Після обробки інформації на серверній частині вона може бу-
ти представлена у різних форматах операторові. За допомогою 
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сучасних технологій (AJAX, SilverLight, Virtual Earth) оператор 
може у реальному масштабі часу бачити де, коли і що трапилося у 
відповідній зоні уваги. При цьому інформацію буде показано та-
кож і на географічній карті вказаного району. Приклад показу 
інформації для оператора показано на рис. 2. 
Оператор може обробити отриману інформацію і відповідно 
до цього інформувати спеціальні служби (наприклад, медичну, 
пожежну, міліцію та інші). Оператор може це зробити відіславши 
як електронне повідомлення (file, e-mail, rss), так і надіславши 
звукове повідомлення (Voice IP), яке може бути записано раніше і 
мати виключно специфічне значення. Крім цього, інформація 
також може бути опублікована у вигляді окремої сторінки, до якої 
отримають доступ тільки ті користувачі, що пройшли певну  
реєстрацію у системі.  
    
Рис. 2. Інформація для оператора системи 
Можливості даної системи можуть бути використані при вирі-
шенні наступних задач автоматизації правоохоронної діяльності:  
 126
- організація та контроль  безпеки при патрулюванні;  
- автоматичне протоколювання місця злочину; 
- аналіз ситуації та прийняття рішення з сумісної організації 
проведення операцій; 
- оперативне сповіщення усіх зацікавлених служб та громадян 
про те, що трапилося; 
- статистична обробка та аналіз даних за багатьма параметрами. 
Якщо патруль буде використовувати систему  Mobalas, то у 
кожний момент часу оператор на карті може спостерігати за дія-
ми патруля та надавати йому оперативні вказівки. А учасники 
патруля в свою чергу на власних мобільних пристроях можуть 
спостерігати де саме вони знаходяться и де знаходиться кожен з 
учасників патруля (орієнтовна точність 3 м). Приклад такого зо-
браження наведено на рисунку 3. 
Якщо під час патрулювання виникло якесь порушення, що 
потребує складання протоколу, то це можна автоматизувати шля-
хом роботи системи, а саме при фотографуванні та натисканні 
кнопки «відправити» на сервер системи миттєво надійде інфор-
мація про те, коли, де і що саме трапилося. Оператор, отримавши 
таку інформацію може співставити  її з базою аналогічних пору-
шень і у вигляді зворотнього повідомлення відправити до патру-
люючи. Таким самим чином можна передавати будь яку інфор-
мацію (звуки пострілів, відео дорожнього порушення та інше). 
Якщо поруч з патрулем здійснюється якась операція і ті хто її 
здійснюють користуються такою ж системою, то по перше опера-
тор може це побачити на власній карті, а по друге мобільний 
пристрій однієї групи може напряму спілкуватися з мобільним 
пристроєм іншої групи через WiFi. Цілком зрозуміло, що якщо по-
рушення спричинило шкоду і усунення цієї шкоди потребує залу-
чення інших служб, то це може зробити саме оператор проаналі-
зувавши отриману інформацію та передавши необхідну інфор-
мацію за призначенням. 
 
Рис. 3. Місце знаходження патруля 
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Постійне отримання інформації у такому вигляді дозволяє 
правоохоронним органам більш системно аналізувати причини 
появи порушень, а також оперувати будь-якою інформацією у 
тому числі мультимедійною та інформацією з геопозиціонування.  
Таким чином програмний проект Mobalas може бути викори-
станий для вирішення певних завдань автоматизації правоохо-
ронної діяльності з використанням сучасних інформаційно – ко-
мунікаційних технологій. Mobalas можна використати як самос-
тійний та завершений проект, а можна інтегрувати його до будь-
якої системи обробки та аналізу даних. Можливий розвиток сис-
теми у напрямку підключення додаткових бездротових зовнішніх 
датчиків для більш детального аналізу того, що трапилося (напри-
клад акустичний датчик для визначення напрямку пострілу, ана-
лізатор повітря для визначення наявності шкодливих складових у 
повітрі та інше). Усе це дасть змогу більш оперативно реагувати 
на різні види злочину для звичайних патрульних та інших пра-
цівників правоохоронних органів. 
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ОДИН З ПІДХОДІВ АВТОМАТИЗАЦІЇ КОНТРОЛЮ 
ЗНАНЬ НА БАЗІ МЕРЕЖІ INTERNET 
Контроль і оцінка знань займають в учбовому процесі дуже 
важливе місце. Вони виконують одночасно функцію перевірки 
засвоєння і практичного застосування студентами і учнями 
отриманих під час учбового процесу знань, а також функцію 
стимулювання, морального заохочення за рахунок участі в своє-
рідному інтелектуальному змаганні. На теперішній час існують 
два типи систем контролю знань [1]: 
1. орієнтовані на проходження студентами тестів у письмовій 
формі з подальшою перевіркою особисто викладачем (як варіант – 
сканування результатів тестування з метою їх подальшої автома-
тизованої перевірки); 
2. системи комп'ютерного тестування з відповідним напов-
ненням тестовими матеріалами. 
Системи першого типу сформувалися разом з іншими елемен-
тами системи освіти історично і на сьогоднішній день не витри-
мують ніякої критики, оскільки мають безліч недоліків: неможли-
вість автоматичної обробки результатів тестування, велика кіль-
кість рутинної роботи, яка лягає на викладача при такій органі-
зації тестування, дуже мала швидкість обробки результатів і го-
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ловний недолік – необ'єктивність оцінок тестування, їх умовний 
приблизний характер. У сьогоднішніх умовах стрімкого зростання 
інформаційних технологій неавтоматизовані системи тестування 
знань (які, до речі, залишаються найбільш поширеними) вигля-
дають архаїчно. Тому дуже актуальним завданням є автоматиза-
ція процесу контролю знань, розробка комп'ютерних систем тес-
тування. Переваги автоматизованих систем тестування очевидні, 
вони дозволяють [2]: 
- звільнити викладача від рутинної роботи при проведенні 
іспитів і проміжній оцінці знань в традиційному учбовому проце-
сі, а при навчанні з використанням дистанційних технологій 
стають основним засобом контролю; 
- автоматизувати обробку результатів, що дозволить полег-
шити та підвищити якість аналізу проходження учбового процесу 
за наслідками тестування; 
- забезпечують об'єктивність контролю знань; 
- використовувати в тестах мультимедійні можливості ком-
п'ютерів; 
- підвищують оперативність тестування; 
- надають можливість централізованого аналізу якості підго-
товки великого числа питань, що тестуються по широкому кругу 
(це дозволяє визначити розділи, які представляють найбільшу 
складність у вивченні, і коректувати процес навчання залежно 
від результатів тестуванню); 
- зменшують витрати на організацію і проведення тестування; 
Можливості мережі Інтернет, які дозволяють знайти і надати 
будь-яку необхідну інформацію не виходячи з будинку або універ-
ситетської аудиторії, роблять її одним з найбільш ефективних ін-
струментів навчання. Тому створення моделей систем тестування 
на базі інфраструктури Інтернет є перспективним і актуальним 
науковим завданням. До того ж сучасна міжнародна інтеграція 
учбового процесу, територіальний розподіл учбових закладів, різ-
норідність апаратного і програмного забезпечення і одночасне то-
тальне розповсюдження Інтернет роблять будь-які локальні моделі 
реалізації систем автоматичного тестування нежиттєздатним. 
На теперішній час існує безліч систем тестування на базі ін-
фраструктури Інтернет, які в тій чи іншій мірі задовольняють за-
гальним вимогам до WEB-сервисів. Але жодна з цих систем не 
може претендувати на універсальність. Ці системи або орієнтова-
ні на вирішення локальних завдань щодо контролю знань учнів 
конкретного учбового закладу, організації, або призначені лише 
для «зовнішнього» використання (під час організації міжвузівсь-
ких, або міжклубних інтелектуальних змагань). Наукова новизна 
роботи полягає в розробці такої моделі організації WEB-сервісу 
тестування знань на базі інфраструктури Інтернет, яка забезпечу-
вала б можливість використання її як для службового тестування в 
рамках конкретної організації (університету, підприємства), так і 
для проведення відкритих міжвузівських студентських вікторин. 
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Перш за все система тестування винна справно і ефективно 
працювати за призначенням, виконувати покладені на неї функ-
ції. Тому перед формуванням моделі WEB-сервісу тестування тре-
ба чітко обкреслити набір функцій і вимог до нього. Нижче при-
ведений перелік найважливіших функцій, характеристик і вимог 
до систем тестування [3]: 
- найважливіша функція – забезпечення ефективного тесту-
вання знань; 
- універсальність з погляду використання для внутрішнього і 
відкритого тестування; 
- гнучка, точна і здібна до адаптації оцінка результатів тес-
тування; 
- інтелектуальний аналіз тестів з метою оцінки якості, прида-
тності окремих питань і виявлення некоректних питань; 
- відсутність твердої прив'язки до будь-якого предмету, обла-
сті знань; 
- легкість створення і модифікації тестів; 
- збір, збереження і уявлення в зручній формі різноманітної 
статистичної інформації щодо процесу тестування; 
- можливість одночасного тестування необмеженої кількості 
користувачів; 
- відсутність жорсткої прив'язки до конкретного апаратного і 
програмного забезпечення; 
- висока безпека, захищеність і стабільність; 
- необмежена кількість тестів,  питань і варіантів відповідей 
на них; 
- зручний і ефективний імпорт і експорт тестів; 
- контроль часу тестування і збереження інформації щодо 
перерваного сеансу тестування; 
- підтримка безпечного і універсального механізму управлін-
ня користувачами з розподілом прав доступу; 
- можливість використання в тестах графічного і звукового 
матеріалу, малюнків, анімації, відео роликів; 
На окремих найважливіших функціях треба зупинитися 
окремо. Так ефективне тестування знань складається з багатьох 
складових. Це завдання належить до наочної області педагогіки. 
Для її вирішення треба провести аналіз існуючих типів тестів і 
виявити їх придатність і ефективність застосування в системах 
тестування на базі інфраструктури Інтернет.  
Функціональні вимоги до WEB-сервісу тестування на базі ін-
фраструктури Інтернет настільки широкі і різнотипні, що немає 
сенсу закладати їх всіх в один модуль. Найбільш раціональною є 
багатомодульна побудова, у складі якої можна виділити наступні 
компоненти: 
1. Підсистема тестування; 
2. Підсистема створення, підготовки і редагування тестів; 
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3. Підсистема статистичних даних щодо успішності прохо-
дження випробувань; 
4. Підсистема управління користувачами; 
5. База даних питань і пов'язаної з ними статистичної інфор-
мації; 
6. База даних користувачів. 
В основі більшості існуючих WEB-сервісів як клієнт-серверних 
систем лежить мова HTML. Системи, що базуються на цій мові, 
потенційно мають наступні переваги: 
- відсутність залежності від операційної системи; 
- відсутність необхідності в інсталяції та налаштуванні        
клієнтської частини; 
- відсутність проблем з передачею даних в мережі Інтернет. 
Але використання HTML в «чистому» вигляді без додаткових 
інструментів має наступні недоліки: 
- статичність, відсутність динаміки при роботі з користувачем; 
- мова HTML орієнтована на представлення даних, а не на їх 
створення, що дуже ускладнює редагування вже створених да-
них. Це є проблемою багатьох систем, заснованих на WEB – інте-
рфейсі без застосування додаткових інструментів; 
- дуже обмежені можливості щодо використання анімації, 
звуку, відео, різноманітних складних об'єктів (формула та ін.). 
Тому для створення повноцінного WEB-сервісу тестування 
знань на базі інфраструктури Інтернет необхідно окрім мови 
HTML використовувати додаткові інструментальні засоби. Серед 
таких засобів необхідно назвати перш за все Java Script, 
Macromedia Flash для підвищення рівня мультімедійності, та ін.  
Наявність в системі бази даних питань і бази даних користу-
вачів диктує необхідність вибирання засобів створення і роботи з 
цими базами. Для цього існують наступні альтернативні варіанти: 
- зберігання в двовимірних файлах 
- використання спеціалізованих реляційних баз даних 
Використання даних в файлах є дуже простим, але малоефек-
тивним засобом із-за наявність великої кількості проблем, пов'я-
заних з їх використанням: складність роботи з файлами великого 
розміру, складність пошуку (особливо за шаблоном), проблеми 
мережевого доступу, складність запису даних в середину файлу, 
відсутність засобів забезпечення різних рівнів доступу до даних. 
Всі ці проблеми вирішуються при використанні систем керування 
реляційними базами даних (СКРБД). На сьогоднішній день існує 
декілька конкуруючих СКРБД: MYSQL, POSTGRESQL, Microsoft 
SQL Server, Oracle та ін.  
Підсистеми тестування, створення тестів, статистичних да-
них, управління користувачами повинні бути доступні через 
WEB-інтерфейс і одночасно забезпечувати високий рівень інте-
рактивності. Це створює передумови для використання серверної 
мови створення сценаріїв. Найбільш поширені мови цього типу: 
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PHP, Microsoft Active Server Pages, Java Server Pages. PHP має без-
ліч переваг в порівнянні з цими продуктами, серед яких: висока 
продуктивність в порівнянні з конкурентами, можливість інтег-
рації з базами даних, зокрема з MYSQL, безліч вбудованих бібліо-
тек, безкоштовність, транспортабельна, можливість доступу до 
початкового коду продукту з метою вивантаження і внесення не-
обхідних змін. Тому PHP є найбільш раціональним інструментом 
для побудови WEB-сервісів тестування знань на базі інфраструк-
тури Інтернет. 
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ЩОДО ОСОБЛИВОСТЕЙ ВИКОРИСТАННЯ  
В УКРАЇНІ СПЕЦІАЛЬНИХ ТЕХНІЧНИХ ЗАСОБІВ  
ДЛЯ ЗНЯТТЯ ІНФОРМАЦІЇ З КАНАЛІВ ЗВ'ЯЗКУ, 
ІНШИХ ЗАСОБІВ НЕГЛАСНОГО ОТРИМАННЯ 
ІНФОРМАЦІЇ 
Під час реалізації прав, передбачених ст. 8 Закону України 
«Про оперативно-розшукову діяльність» [1] та ст. 7 Закону Укра-
їни «Про контррозвідувальну діяльність» [2] окремі суб’єкти опе-
ративно-розшукової та контррозвідувальної діяльності стика-
ються з необхідністю застосування спеціальних технічних засо-
бів для зняття інформації з каналів зв'язку та інших засобів не-
гласного отримання інформації (СТЗ). Для використання вказа-
них засобів існує специфічна процедура, оскільки СТЗ відно-
сяться до категорії майна, що не може перебувати у власності 
громадян, громадських об'єднань, міжнародних організацій та 
юридичних осіб інших держав на території України [3]. 
Відповідно до п. 1.2 Ліцензійних умов провадження господар-
ської діяльності з розроблення, виготовлення спеціальних техніч-
них засобів для зняття інформації з каналів зв'язку, інших засобів 
негласного отримання інформації, торгівлі спеціальними техніч-
ними засобами для зняття інформації з каналів зв'язку, іншими 
засобами негласного отримання інформації, затверджені наказом 
Державного комітету України з питань регуляторної політики та 
підприємництва і Служби безпеки України № 92/669 від 
10.10.2006 р. [4], СТЗ визначаються як технічні засоби, устат-
кування, апаратура, прилади, пристрої, препарати та інші виро-
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би, спеціально розроблені, виготовлені, пристосовані для негласного 
отримання інформації, або технічні засоби, запрограмовані з цією 
метою з використанням спеціального програмного забезпечення. 
До таких засобів належать: 
 спеціальні технічні засоби для негласного отримання та ре-
єстрації аудіоінформації; 
 спеціальні технічні засоби негласного візуального спостере-
ження і фото-, теле- та відеодокументування; 
 спеціальні технічні засоби для негласного отримання, реєст-
рації інформації з телекомунікаційних мереж; 
 спеціальні технічні засоби негласного контролю поштових 
повідомлень і відправлень; 
 спеціальні технічні засоби негласного обстеження предметів 
і документів; 
 спеціальні технічні засоби негласного проникнення у при-
міщення, транспортні засоби, інші об'єкти, а також негласного 
обстеження приміщень транспортних засобів та інших об’єктів; 
 спеціальні технічні засоби негласного контролю за перемі-
щенням транспортних засобів та інших об'єктів; 
 спеціальні технічні засоби негласного отримання (зміни, 
знищення) інформації з технічних засобів її зберігання, обробки 
та передачі. 
Ознаками належності виробів до СТЗ, спільними для усіх груп є: 
 мініатюрне виконання виробу в цілому або відокремленого 
модулю (наприклад, модулю датчика); 
 конструктивне виконання виробів у вигляді безкорпусних 
мініатюрних модулів; 
 використання при проектуванні радіоелектронних виробів 
схемотехнічних або конструкторських рішень, що направлені на 
протидію пошуковим радіоелектронним засобам. 
Ознакою належності виробів до СТЗ також є їх конструктивне 
виконання у закамуфльованому вигляді або у вигляді, яке перед-
бачає їх камуфлювання. 
Застосування СТЗ в більшості випадків пов’язане з частко-
вим обмеженням прав людини. Відповідно до пунктів 7, 9 ч. 1, ч. 
2 ст. 8 Закону України «Про оперативно-розшукову діяльність», п. 
6 ч. 2 ст. 7 Закону України «Про контррозвідувальну діяльність», 
ст. 15 Закону України «Про організаційно-правові основи бороть-
би з організованою злочинністю» за вмотивованим рішенням 
суду можуть бути застосовані такі обмеження конституційних 
прав і свобод людини і громадянина, передбачених статтями 30, 
31, 32 Конституції України [5] (інтрузивні заходи): 
 негласне проникнення до житла чи до іншого володіння 
особи; 
 зняття інформації з каналів зв’язку; 
 контроль за листуванням, телефонними розмовами, телег-
рафною та іншою кореспонденцією; 
 застосування інших технічних засобів одержання інформації. 
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Обмеження вказаних конституційних прав і свобод людини і 
громадянина під час проведення оперативно-розшукової діяльно-
сті, дізнання та досудового слідства допускається лише за вмоти-
вованим рішенням суду (крім випадку, передбаченого ч. 3 ст. 30 
Конституції України) і носять винятковий та тимчасовий харак-
тер. До порушення кримінальної справи вони застосовуються з 
метою запобігання тяжкого чи особливо тяжкого злочину, якщо 
іншим способом одержати інформацію неможливо. Надання до-
зволу на проведення оперативно-розшукових заходів після пору-
шення кримінальної справи не залежить від тяжкості злочину. 
Для інтрузивних заходів в Україні передбачено особливий по-
рядок отримання дозволу на їх здійснення та використання добу-
тої в результаті проведення таких заходів інформації [6]. 
Важливе значення щодо провадження зазначених заходів має 
також Указ Президента № 1556/2005 «Про додержання прав лю-
дини під час проведення оперативно-технічних заходів» від 
07.11.2005 [7], відомчі нормативно-правові акти. 
Крім того, в березні 2008 р. Пленум Верховного Суду України 
дав роз’яснення щодо застосування судами України законодавства 
при дачі дозволів на тимчасове обмеження окремих конституцій-
них прав громадян під час здійснення оперативно-розшукової дія-
льності, дізнання і досудового слідства» [8]. Зокрема, враховуючи 
необхідне забезпечення додержання конституційних прав грома-
дян та з метою правильного й однакового застосування судами 
відповідного законодавства, яке регулює, зокрема, порядок надан-
ня дозволу на контроль за телефонними розмовами, Пленум 
роз’яснив, що під контролем за телефонними розмовами слід 
розуміти не тільки прослуховування і фіксування, але й оде-
ржання інформації про телефонні розмови, які відбулися що-
до абонентів розмов, їх часу та тривалості. Таким чином, сво-
єю Постановою Пленум не тільки упорядкував отримання дозволів 
на проведення інтрузивних заходів, але й надав роз’яснення з де-
яких спірних питань, які виникали під час правозастосування. 
Досліджуючи особливості використання СТЗ в Україні, можна 
стверджувати, що останніми роками намітилася позитивна тен-
денція регулювання загальних питань їх застосування у відкри-
тих нормативно-правових актах. Це безперечно сприятиме пок-
ращенню відкритості та прозорості діяльності правоохоронних 
органів, надавши можливість суспільству здійснювати більш ефе-
ктивний демократичний контроль за діяльністю оперативних 
підрозділів, що, в свою чергу, сприятиме їхній ефективній діяль-
ності та виконанню покладених на них функцій. 
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ДО ПИТАННЯ СТВОРЕННЯ WEB-ОРІЄНТОВАНОЇ 
СИСТЕМИ ДИСТАНЦІЙНОГО НАВЧАННЯ 
ПРАЦІВНИКІВ ОРГАНІВ ВНУТРІШНІХ СПРАВ 
Однією з важливіших проблем функціонування системи пра-
воохоронних органів України є підвищення ефективності системи 
підготовки кадрів та підвищення кваліфікації персоналу. Перспе-
ктивним шляхом розв’язання цієї проблеми є використання сис-
теми дистанційного навчання (ДН). 
Систематичні дослідження в області комп'ютерної підтримки 
професійної освіти мають більш ніж 30-річну історію. За цей пе-
ріод в учбових закладах США, Франції, Японії, Росії, України і ни-
зки інших країн було розроблено велику кількість комп'ютерних 
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систем учбового призначення, орієнтованих на різні типи ЕОМ.  
Основними споживачами систем цього класу є освітні установи, а 
також великі промислові підприємства, військові і цивільні орга-
нізації, які ведуть самостійну підготовку і перепідготовку кадрів. 
У методологічному плані розробка і використання комп'ютер-
них засобів підтримки дистанційного навчання із самого початку 
розвивалися по двома напрямами, слабо зв'язаними між собою.  
Перший напрям спирається в своїй основі на ідею програмо-
ваного навчання. У його рамках розробляються і експлуатуються 
автоматизовані учбові системи (АУС) з різних учбових дисциплін. 
Ядром АУС є так звані авторські системи, які дозволяють викла-
дачеві-розробникові вводити свій учбовий матеріал в базу даних і 
програмувати за допомогою спеціальних мов алгоритми його ви-
вчення. Характерними представниками АУС, побудованих на ал-
горитмах програмованого навчання, тривалий час були: за кор-
доном – система PLATO [1].  
Другий напрям комп'ютерної підтримки професійної підгото-
вки – це окремі програми, пакети програм, елементи автоматизо-
ваних систем, призначені для автоматизації трудомістких розра-
хунків, оптимізації, дослідження властивостей об'єктів і процесів 
на математичних моделях і так далі Застосування таких програ-
мних систем в професійній підготовці традиційно носить більш 
масовий характер, ніж використання АУС, як в наший країні, так 
і за кордоном, але, через свою роз'єднаність в змістовному плані і 
відсутності єдиної дидактичної платформи, менш відомо, систе-
матизовано і узагальнено в науково-методичній літературі [2].  
«Персональна революція» 80-х рр. принесла в сферу навчання 
не тільки нові технічні, але і дидактичні можливості. Вони засно-
вані перш за все на доступності ПЕВМ, простоті діалогового спіл-
кування, високій виразності комп'ютерної графіки.  
Комп'ютер, обладнаний технічними засобами мультимедіа, до-
зволяє використовувати дидактичні можливості відео- та аудіоі-
нформації. За допомогою систем гіпертексту можна створювати 
перехресні посилання в текстових масивах, що полегшує пошук 
потрібної інформації за ключовими словами.  
Розвиток інформаційних телекомунікаційних мереж дає но-
вий імпульс розвитку систем дистанційного навчання, забезпечує 
доступ до гігантських об'ємів інформації, яка зберігається в тери-
торіально віддалених місцях. Нові апаратні і програмні засоби 
дозволяють створювати «інформаційні технології» (процеси нако-
пичення, обробки, уявлення і використання інформації за допо-
могою електронних засобів).  
Дотримуючись цієї термінології, можна визначити інформа-
ційні технології навчання (ІТН) як сукупність електронних засобів 
і способів їх функціонування, використовуваних для реалізації 
учбової діяльності. До складу електронних засобів входять апара-
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тні, програмні і інформаційні компоненти, способи застосування 
яких визначаються в методичному забезпеченні ІТН.  
Як приклади досить розвинених інтегрованих засобів розроб-
ки і доставки дистанційних курсів можна привести наступні: 
Authorware Attain, DiscoverWare, Blackboard CourseInfo, 
EventWare, TopClass, The Learning Manager, Lotus LearningSpace, 
ToolBook II Assistant, адоніс. 
Web-технологія  комп'ютеризованого  навчання  призначена для: 
- зниження трудомісткості і підвищення ефективності проце-
сів навчання і підвищення кваліфікації фахівців; 
- підвищення об'єктивності і достовірності процесів контролю 
знань слухачів на основі використання програмно-інформаційних 
засобів автоматизованого тестування; 
- розробки, редагування  і використання в учбовому процесі 
друкарських і електронних навчальних посібників, збірок за-
вдань, баз даних тестових питань і відповідей. 
Широке використання у складі технології комп'ютеризованого 
навчання систем розвинених Web-сервісів дозволяє: 
- забезпечити зручний дистанційний доступ всіх груп корис-
тувачів (викладачів, слухачів, адміністраторів і тому подібне) до 
учбової, навчально-методичної і тестової інформації за допомогою 
створення системи активних динамічних Web-порталів; 
- автоматизувати процеси групового або індивідуального тес-
тування знань на різних етапах навчання в режимі дистанційно-
го або локального доступу до сервера Web-додатків; 
- істотним чином понизити вимоги до потужності клієнтських 
робочих станцій, оскільки Web-сервіси орієнтовані на технологію 
«тонкого» клієнта; 
- значною мірою вирішити проблему придбання ліцензійного 
програмного забезпечення за рахунок використання вільно по-
ширюваного програмного забезпечення. 
До складу корпоративної ІТН повинні входити такі базові фу-
нкціональні підсистеми (ФПС): 
- підсистема визначення рівня і оцінювання знань користувачів; 
- підсистема пошуку інформації; 
- підсистема інтерактивної  взаємодії користувачів системи. 
Підсистема визначення рівня і оцінювання знань користува-
чів призначена для забезпечення викладача інформацією про рі-
вень базової підготовки слухачів на початковому етапі навчання, 
подальшого контролю засвоєння знань в ході навчання і підсум-
кового контролю якості оволодіння курсу. 
Підсистема пошуку інформації призначена для надання інфо-
рмаційної підтримки користувачам системи у разі потреби, ви-
значення переліку документів, які містяться в базі даних, і по се-
нсу відповідають потребам користувача. 
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Підсистема інтерактивної взаємодії користувачів системи 
призначена для обміну неструктурованою інформацією, яка може 
включати варіанти суб'єктивної оцінки отриманої інформації, 
питання, пропозиції і тому подібне 
Створюваний комплекс підтримки повинен бути націлений на 
формування в перспективі  автоматизованої  системи, яка вклю-
чає наступні основні функції: 
1) Web-лекції, які на відміну від традиційних аудиторних, ви-
ключають живе спілкування з викладачем. Проте вони мають і 
ряд переваг. Для запису лекцій використовуються аудіо і відеока-
сети, CD-ROM – диски і тому подібне Використання новітніх ін-
формаційних технологій (гіпертексту, мультимедія, Гіс-технологій, 
віртуальна реальність і ін.) робить лекції виразними і наочними. 
Для створення лекцій можна використовувати всі можливості 
кінематографа: режисуру, сценарій, артистів і тому подібне Такі 
лекції можна слухати у будь-який час і на будь-якій відстані. Крім 
того, не потрібно конспектувати матеріал; 
2) Web-семінари  є активною формою учбових занять. Web-
семінари  проводяться за допомогою відеоконференцій. Вони до-
зволяють увійти до дискусії в будь-яку мить її розвитку, поверну-
тися на декілька кроків назад, прочитавши попередні вислови. 
Викладач може оцінити засвоєння матеріалу за мірою активності 
учасника дискусії. Збільшується кількість взаємодій слухачів між 
собою, а сам викладач виступає в ролі рівноправного партнера; 
3) Web-консультації  є однією з форм керівництва роботою 
навчання і надання ним допомозі в самостійному вивченні дис-
ципліни. У Web-консультаціях  найчастіше використовується IP-
телефон і електронна пошта, рідше – телеконференції. Консульта-
ції допомагають педагогові оцінити особисті якості слухача: інте-
лект, увага, пам'ять, уява і мислення; 
4) Web – лабораторні роботи   призначені для практичного за-
своєння матеріалу і не вимагають, як в традиційній освітній системі, 
спеціального устаткування, макетів, імітаторів, тренажерів і т. д. 
Можливості дистанційної освіти надалі можуть істотним чи-
ном спростити завдання проведення лабораторного практикуму 
за рахунок використання мультимедіа-технологій, Гіс-технологій, 
імітаційного моделювання і так далі Віртуальна реальність дозво-
лить продемонструвати студентам явища, які в звичайних умовах 
показати дуже складно  або взагалі неможливо; 
5) Web-контроль знань – це перевірка результатів теоретично-
го і практичного засвоєння учбового матеріалу. У Web-контролі 
знань цілком себе виправдав і заслужив визнання тестовий конт-
роль. Тест, як правило, містить великий перелік питань по дисци-
пліні, на кожен з яких пропонується декілька варіантів відпові-
дей. Слухач повинен вибрати серед цих варіантів правильну від-
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повідь. Тести добре пристосовані для самоконтролю і дуже кори-
сні для індивідуальних занять. 
Враховуючи сукупність вимог до функціонального, програм-
но-технічного, організаційного забезпечення і захисту інформації, 
в основу створення Концепції повинні бути покладені наступні 
базові вимоги. 
Системність (інтегрованість). При створенні, функціонуванні, 
розвитку ІТН повинні бути встановлені і збережені зв'язку між 
компонентами комплексу, які забезпечують його цілісність. 
Розвиток (відвертість). ІТН повинна створюватися з ураху-
ванням можливості поповнення і відновлення функцій шляхом 
доопрацювання програмних засобів, настроювання наявних за-
собів, додавання нових компонентів без порушення функціону-
вання. Еволюційність розвитку комплексу передбачає поступо-
вість його створення, яке позначається в наявності ряду етапів 
розробки і впровадження комплексу, обумовлених неминучістю 
загального функціонування в перебігу певного проміжку часу 
компонентів комплексу, що діють і знов створених. 
Стандартизація (уніфікація). У корпоративній ІТН повинні 
використовуватися уніфіковані технічний і програмний засоби: 
робочі станції, загальносистемне і мережеве програмне забезпе-
чення, СУБД і інтерфейси. Уніфікація на рівні технічних засобів 
повинна забезпечуватися шляхом використання сучасних висо-
коефективних ПЕВМ і телекомунікаційного устаткування, вико-
ристанням уніфікованих функціонально закінчених елементів в 
модульному виконанні. Стандартизація і уніфікація програмних 
продуктів, що розробляються, забезпечується використанням 
єдиної системи програмної документації (ЕСПД). 
Ефективність. Впровадження сучасної Web-технології ком-
п'ютеризованого навчання і методичних матеріалів дозволить 
отримати загальний економічний ефект за рахунок зниження 
трудомісткості процесів навчання і контролю знань груп слухачів. 
Основні рішення по створенню програмно – інформаційного 
комплексу виконуються з використанням ліцензійного або вільно 
доступного програмного забезпечення. 
Пріоритетний першочерговий напрям розвитку корпоратив-
ної ІТН – це розробка підсистеми автоматизованого тестування 
знань користувачів  
Виходячи з пріоритетності напрямів розвитку ІТН можна ви-
значити наступну черговість створення підсистем: 
- підсистема тестування  знань користувачів 
- підсистема інтерактивної  взаємодії користувачів системи; 
- підсистема Web-пошуку інформації. 
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СИСТЕМНИЙ АНАЛІЗ СУЧАСНОГО СТАНУ ЗАСОБІВ 
ЕЛЕКТРОЗВ’ЯЗКУ ТА ДЕЯКІ ПРОБЛЕМНІ ПИТАННЯ 
ЩОДО ІНФОРМАТИЗАЦІЇ ОВС УКРАЇНИ 
Мета роботи: проведення системного аналізу сучасних засо-
бів електрозв’язку з об’єктивною критикою та зазначенням пере-
ваг використання певних видів зв’язку, постановкою глобальних 
цілей та перспективних завдань щодо оновлення технічної бази 
ОВС у подальшому, визначення пріоритетних напрямків розвит-
ку системи електрозв’язку ОВС. 
Введення. Існуючі системи електрозв’язку ОВС є застарілими 
та не відповідають сучасним вимогам до професійних систем 
зв’язку, а саме: якості, швидкості, пропускної спроможності пе-
редачі інформації та забезпечення на належному рівні її ціліснос-
ті, доступності та конфіденційності. 
Огляд стану електрозв’язку ОВС України. На теперішній 
час кількість введених в дію у МВС, ГУМВС та УМВС України, 
переважно аналогових, АТС складає більше 200 одиниць, які під-
ключені до системи нумерації мережі зв’язку загального користу-
вання. Актуальним проблемним питанням залишається аналого-
вий формат передачі та обробки відомостей апаратурою зв’язку, 
а також необхідно відзначити, що АТС, які використовуються 
органами та підрозділами МВС України, не об’єднані в єдину ві-
домчу автоматичну мережу зв’язку, що, безумовно, негативно 
впливає на оперативність управління в ОВС та швидкість пере-
дачі службової інформації.  
Існуюча мережа відомчого телефонного зв’язку, побудована 
на застарілому аналоговому обладнанні і аналогових каналах 
зв’язку, є недосконалою; вважається нами такою, що не забезпе-
чує вимог сьогодення. Вона на 96 % побудована на базі напівав-
томатичного аналогового комутаційного обладнання, установле-
ного багато років тому, з використанням аналогових міжміських 
каналів зв’язку [1]. У реконструкцію цієї мережі багато років не 
вкладалися кошти. У зв’язку з цим працівники органів внутріш-
ніх справ для міжміського зв’язку в основному користуються те-
лефонною мережею загального користування. Для забезпечення 
ОВС якісним відомчим зв’язком необхідно реконструювати всі 
чинні в МВС телекомунікаційні мережі та об’єднати їх.  
У більшості УМВС України в областях встановлені квазіелект-
ронні АТС «Квант» (аналогового типу), що свідчить про неможли-
вість створення не тільки сучасної, але й просто автоматичної 
мережі відомчого зв’язку. Відомо, що в користуванні ОВС знахо-
диться більше 35 тисяч телефонів мережі зв’язку загального кори-
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стування, витрати за користування якими коштує Міністерству 
понад 5,3 млн. гривень [2]; зменшення цих витрат при збільшенні 
функціональності проводового зв’язку можливе лише за вжиття 
загальновідомчого комплексу раціональних об’єктивних заходів – 
створення єдиної відомчої телефонної мережі. 
Технічне забезпечення підрозділів (чергові частини ОВС), що 
систематично використовують оперативний телефонний 
зв’язок складається з аналогових пультів, комутаторів, каналоут-
ворюючого обладнання, які також, в основному, виробили свій 
ресурс та підлягають списанню.  
Цифрові комунікаційні системи («Hicom-300», «Definity», 
«Hicom-150E», «COM-200» та інші) вже впроваджені і активно 
працюють в центральному апараті МВС України, УМВС України в 
Луганській та Кіровоградській областях, ГУМВС України в м. Ки-
єві та деяких інших підрозділах ОВС України [2]. 
Документальний електрозв’язок складається з телеграфно-
го відомчого зв’язку, телеграфного зв’язку мережі загального ко-
ристування, факсимільного зв’язку та електронної пошти. Безпе-
рспективність розвитку телеграфного зв’язку в ОВС підтверджу-
ється не тільки сучасними тенденціями відмови від його викорис-
тання розвиненими країнами (на початку 2008 року Японія вза-
галі відмовилася від використання телеграфного зв’язку в першу 
чергу з причини його нерентабельності та неактуальності при сьо-
годнішньому розвитку та розповсюдженню більш економічних та 
сучасних засобів зв’язку та засобів передачі електронних даних), 
але й деякими іншими: 
- більш ніж 60% парку телеграфних апаратів, що використо-
вуються ОВС, електромеханічні, відпрацювали термін експлуата-
ції та потребують заміни; 
- значні витрати Міністерства на функціонування телеграф-
ного зв’язку не виправдовуються, вважаються недоцільними в 
умовах розповсюдження та набуття все більшої актуальності ін-
ших засобів передачі електронних даних. 
Факсимільний зв’язок в ОВС забезпечується по телефонній 
мережі загального користування, при цьому значна кількість апа-
ратів факсимільного зв’язку не належить до третьої групи склад-
ності. Так,  факсимільні апарати, що використовуються в ОВС не 
дозволяють забезпечити якісну передачу повідомлень у мережі з 
цифровою передачею сигналу. Суттєвим недоліком, що обмежує 
використання факсимільних апаратів при здійсненні документа-
льного електрозв’язку в ОВС є неможливість відправлення так 
званих «циркулярних» повідомлень, тобто передачі інформації 
одразу кільком абонентам. 
Електронна пошта активно використовується в ОВС, але в 
існуючому варіанті має ряд суттєвих недоліків: 
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- невисока швидкість передачі інформації; 
- проблемність роботи в режимі прямого доступу до баз да-
них і передачі термінової інформації; 
- експоненціальне зростання витрат за користування мере-
жею зв’язку загального користування при великих об’ємах пере-
дачі інформації. 
Радіозв’язок є основним видом зв’язку з пересувними 
об’єктами, а в деяких випадках (при ускладненні оператив-
них обставин та при ліквідації наслідків стихійного лиха) 
єдиним видом, що забезпечує керування органами та під-
розділами внутрішніх справ [3]. 
Для організації радіозв’язку в ОВС використовуються засоби 
зв’язку, що працюють у короткохвильовому (КХ) та ультракорот-
кохвильовому (УКХ) діапазонах.   
КХ радіозв’язок ОВС в основному призначений для організації 
радіозв’язку у разі загрози чи виникнення надзвичайних обста-
вин у мирний час. У повсякденній діяльності цей вид радіозв’язку 
застосовується у підрозділах внутрішніх військ МВС України та 
для зв’язку між обласними управліннями внутрішніх справ та Мі-
ністерством. КХ радіозв’язок ОВС має певні недоліки, головним з 
яких є залежність його якості від часу доби, пори роки, сонячної 
активності та електромагнітних перешкод штучного та природно-
го походження. 
На відміну від КХ зв’язку, зв’язок в УКХ діапазоні не має вище 
вказаних недоліків, тому більш активно використовується у по-
всякденній діяльності ОВС. УКХ радіозв’язок в свою чергу розпо-
діляється на аналоговий диспетчерський радіозв’язок, аналоговий 
або цифровий транкінговий зв’язок, стільниковий та пейджинго-
вий зв’язок.  
Для організації диспетчерського радіозв’язку УКХ діапазо-
ну в ОВС використовуються: 
- радіоретранслятори; 
- стаціонарні радіостанції; 
- автомобільні радіостанції; 
- носимі радіостанції; 
- потайносимі радіостанції. 
Але, незалежно від типу обладнання, існує значна проблема 
подальшого ефективного використання засобів зв’язку. В умовах 
сучасної інформатизації суспільства вимоги до організації профе-
сійного радіозв’язку, технічних засобів та способів передачі інфо-
рмації значно змінилися. 
По-перше, більш актуальним проблемним питанням стає ефе-
ктивне використання існуючого частотного ресурсу, а саме, на 
теперішній час фіксований канал зв’язку більшу частину доби не 
задіяний для передачі інформації.  
По-друге, диспетчерський радіозв’язок не дозволяє од-
ночасно передавати мовні повідомлення та дані, що суттєво 
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зменшує його функціональність та інформаційне забезпе-
чення ОВС, наприклад, було б непогано одночасно передава-
ти статистичне, динамічне та акустичне відображення міс-
ця події.  
По-третє, існуючий диспетчерський  радіозв’язок не надає 
можливості отримання доступу до масивів інформації, банків да-
них та необхідної документації, пов’язаної з профілактичною, 
оперативно-розшуковою та слідчою діяльністю. 
По-четверте, використовується аналоговий диспетчерський 
зв’язок, що принципово не дозволяє забезпечити ефективний за-
хист інформації, яка передається, від несанкціонованого прослу-
ховування та заважання радіообміну шляхом втручання. Фактич-
но, на теперішній час системи радіозв’язку не забезпечують на 
належному рівні доступність, цілісність та конфіденційність ра-
діозв’язку. 
По-п’яте, немає можливості забезпечити підключення, набір 
телефонного номеру, комутацію та безпосередньо обмін мовною 
інформацією з користувачами відомчої телефонної мережі і теле-
фонної мережі загального користування. 
Поряд з системами диспетчерського радіозв’язку ОВС вико-
ристовують аналогові системи транкінгового зв’язку, які базують-
ся на застарілих стандартах та протоколах обміну даних, що не 
забезпечують сучасного рівня обслуговування абонентів та захис-
ту інформації, яка передається. Але транкінгові мережі мають 
ряд суттєвих переваг над неавтоматизованими системами диспе-
тчерського зв’язку:  
- наявність автоматичного пошуку (роумінгу) радіоабонентів; 
- можливість динамічного перегрупування розмовних груп 
радіокореспондентів; 
- автоматична реєстрація/дереєстрація радіоабонентів у сис-
темі; 
- можливість здійснення єдиної нумерації радіокореспонден-
тів по всій території України; 
- можливість виходу радіокореспондентів на телефонну ме-
режу – як відомчу, так і загального користування; 
- раціональне використання радіочастотного ресурсу МВС 
України; 
- певний захист від несанкціонованого втручання в радіоканал; 
- можливість захисту від прослуховування. 
Крім того, цифрові транкінгові системи дозволяють забезпе-
чити необхідний у сучасних умовах високий рівень захисту інфо-
рмації, який включає в себе шифрування мовного сигналу і да-
них, сигналізацію і визначення особи користувачів. В цих систе-
мах підтримується напівдуплексний режим для ефективного гру-
пового зв’язку та дуплексний режим для індивідуальних викликів 
телефонного типу, а також багато сервісних функцій. Цифрові 
системи транкінгового зв’язку на сьогоднішній день є найбільш 
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перспективними і найближчим часом займуть домінуюче місце 
серед систем радіозв’язку. 
Широкому застосуванню стільникового радіотелефонного 
зв’язку заважає те, що в цьому виді зв’язку не можлива передача 
голосових повідомлень для безпосереднього керування групами ко-
респондентів (нарядами ОВС), та досить висока оплата переговорів.  
У сучасних пейджингових системах передача оповіщення здій-
снюється у цифровому вигляді, що унеможливлює (без спеціального 
обладнання) перехоплення та розшифрування переданої інформа-
ції. Слід відзначити, що через відсутність цільового фінансування 
пейджинговий зв’язок як системний вид професійного зв’язку вза-
галі не розвивається та практично не використовується в ОВС. 
Але, на нашу думку, пейджинговий зв’язок (особливо двосторонній 
пейджинговий зв’язок) залишається перспективним при викорис-
танні його в якості  централізованого пошукового зв’язку. 
Супутниковий зв’язок організується за допомогою штучних 
супутників зв’язку та наземних станцій керування. МВС України 
власних систем супутникового зв’язку, а так само абонентських 
станцій, підключених до систем супутникового зв’язку, не має. 
Слід зазначити, що лише при виникненні надзвичайних обставин 
використання супутникового зв’язку по всій території України 
буде необхідним, доцільним та актуальним. 
Висновки: можна підвести наступні стратегічні напрямки 
удосконалення і подальшого розвитку систем зв’язку ОВС: 
1. Створення загальної відомчої цифрової мережі для всіх си-
стем і видів електрозв’язку з підтримкою функцій передачі даних 
стандартів ISDN або FRAME RELAY для забезпечення інтеграції 
локальних систем електрозв’язку, здійснення максимально опера-
тивного доступу працівників міліції до масивів інформаційних 
банків даних і документації, пов’язаних із профілактичною, опе-
ративно-розшуковою і слідчою діяльністю. 
2. Для підвищення якості та швидкості передачі факсимільних 
повідомлень необхідно використовувати професійні факсимільні 
апарати четвертої категорії складності, які повинні підключатись 
до цифрових абонентських інтерфейсів цифрової мережі зв’язку. 
3. Створення, впровадження і поступова заміна застарілих 
аналогових систем радіозв’язку МВС України системами профе-
сійного цифрового диспетчерського, транкингового та пошуково-
го (пейджингового) радіозв’язку. 
4. Впровадження на базі сучасних засобів обчислювальної тех-
ніки системи відомчого швидкісного електронного документообігу. 
5. Подальший розвиток внутрішніх видів зв’язку відповідно 
до сучасних умов роботи ОВС, інформатизацією і 
комп’ютеризацією сучасного суспільства. 
6. При впровадженні нових сучасних систем електрозв’язку 
необхідно надати пріоритет кращим вітчизняним виробникам 
телекомунікаційної техніки, які можуть створювати реальну кон-
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куренцію з іноземними виробниками подібної техніки щодо якіс-
них показників інформаційної та державної безпеки. 
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АВТОМАТИЗОВАНА ІНФОРМАЦІЙНА СИСТЕМА  
«ЧЕРГОВА ЧАСТИНА» 
Інформаційно-аналітична робота є невід’ємною компонен-
тою діяльності чергових частин, що безпосередньо пов’язана з 
оперативним управлінням силами і засобами правоохоронних 
органів. Вона включає пошук, збирання, систематизацію, уза-
гальнення, аналіз, оцінку і видачу поточної інформації, необхід-
ної для забезпечення безпосереднього управління.  
Безпосередньо «виконавськими» напрямками роботи черго-
вої частини є: створення і забезпечення функціонування систе-
ми інформаційних зв’язків чергової частини, а також систем 
збирання і накопичення необхідних даних, документальне, тех-
нічне, кадрове, правове і нормативне забезпечення інформацій-
но-аналітичної роботи, її удосконалення, здійснення контролю і 
розробка критеріїв /1/. Порядок функціонування розглянутих 
систем регламентується відповідними наказами: 
1. Наказ № 500 від 26 листопада 1991 року «Про затвер-
дження і введення в дію інструкції «Про порядок прийому, ре-
єстрації, обліку і розгляду в органах, підрозділах та установах 
внутрішніх справ України заяв, повідомлень та іншої інформації 
про злочини і пригоди» 
2. Наказ № 325 від 1 червня 1992 року «Про порядок збору, 
опрацювання та подання оперативної інформації» 
3. Наказ № 485 від 18 серпня 1992 року «Про заходи щодо 
подальшого вдосконалення діяльності чергової служби». 
Цей напрямок роботи є достатньо розробленим і якщо і пот-
ребує вдосконалення, то воно стосується матеріально-технічного 
забезпечення підрозділів.  
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Другим напрямком («управлінським») роботи чергової части-
ни є оперативне управління на основі збирання, опрацювання, 
оцінки інформації про оперативну обстановку. Метою цього ви-
ду інформаційно-аналітичної роботи є:  
забезпечення процесу оперативного управління силами і за-
собами правоохоронного органу, які беруть участь в охороні 
громадського порядку і боротьбі із злочинністю; 
інформаційне забезпечення управлінських рішень керівника 
підрозділу, штабу про розміщення сил і засобів на добу; 
розкриття злочинів по «гарячих слідах»; 
розшук злочинців, які переховуються; 
підготовка і надання інформації службам і підрозділам дано-
го правоохоронного органу, підрозділам, установам системи 
МВС, які дислокуються на обслуговуваній території, а також ві-
дповідним органам влади. 
Сучасна автоматизована інформаційна система «Чергова ча-
стина» повинна мати в своєму складі підсистему підтримки 
прийняття рішень оперативного чергового. Сучасні інформацій-
ні системи підтримки прийняття рішень є розвитком та удоско-
наленням управлінських інформаційних систем та систем 
управління базами даних, вони максимально пристосовані к 
рішенню задач повсякденної управлінської діяльності. Теорія 
побудови  інформаційних систем підтримки прийняття рішень 
(ІСППР) базується на теорії баз даних, теорії штучного інтелекту, 
методах імітаційного моделювання та інтерактивних 
комп’ютерних систем. 
Наука управління  стверджує, що схема процесу прийняття 
рішення не залежить від галузі, у якій це рішення приймається. 
Сучасні дослідження та практичне втілення таких систем зосе-
реджені в напрямку вирішення економічних, технологічних, 
правових, соціальних та ін. задач./2,3/ Задачі управління, що 
вирішуються органами  внутрішніх справ, за своїми формаль-
ними ознаками можна віднести до слабоструктурованих  бага-
токритеріальних задач, що дає можливість використання існую-
чих математичних моделей і методів.  
Метою даного дослідження є створення проекту автоматизо-
ваної інформаційної системи (АІС) «Чергова частина», що містить 
наступні компоненти: аналіз первинної інформації, механізм 
підтримки прийняття рішень, схему взаємодії підсистем АІС 
«Чергова частина».  
Оперативний черговий оперативної частини органа внутріш-
ніх справ по своїм функціональним обов'язкам приймає рішення 
по охороні громадського порядку й боротьбі зі злочинністю на 
території, що обслуговується відділом ОВС. Відомо, що для винят-
кових подій, коли досвіду повсякденної роботи оперативного чер-
гового недостатньо, в ОВС  розроблені спеціальні плани. Але,  жо-
ден  план не може передбачати всього розмаїття життєвих ситуа-
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цій. Крім того, ці плани вводяться як реакція на повністю іден-
тифіковану ситуацію. Завдання розпізнавання ситуації повніс-
тю лягає на особу, що приймає рішення.  Запропонована АІС 
реалізує  загальний механізм прийняття рішень із урахуванням 
досвіду та інших особистих рис людини, що приймає рішення.  
АІС вирішує наступні задачі: 
автоматизовану підтримку аналізу та класифікації інформа-
ції, що надходить до чергової частини, доповнення її відомостя-
ми з баз даних, які пов'язаними із згаданими особами, об'єктами 
й предметами; 
відображення  всієї інформації в найбільш доступному вигляді; 
формування первісного списку альтернатив поводження, побу-
дова моделі ситуації, віднесення її до одного з відомих класів; 
оптимізацію рішення, яке пов'язане з переміщенням і роз-
міщенням задіяних сил і засобів. 
Інформаційна підсистема підтримки прийняття рішень  на-
дає допомогу: 
при аналізі й оцінці ситуації, що склалась та обмеженнях, що 
накладаються зовнішнім середовищем; 
при формуванні списку альтернатив (можливих рішень); 
при оцінці можливих альтернатив, виходячи з переваг і об-
межень, що накладаються зовнішнім середовищем; 
при аналізі наслідків прийнятих рішень; 
у виборі кращого з погляду особи, що приймає рішення, ва-
ріанта дій.  
Допомогти черговому розібратися в ситуації може програма, яка: 
по номеру абонента, що дзвонить, визначає його адресу й 
кримінальну характеристику;  
по особах, про які йдеться у повідомленні, також визначає їх 
соціальний (адреса місця проживання, місце роботи) і криміна-
льний портрети, їх власність (автомобілі, квартири, гаражі); 
по предметах, що згадують у повідомленні, (автомобілі, анти-
кваріат й ін.) – їх реєстраційні й кримінальні (якщо є) параметри; 
демонструє оперативному черговому місце знаходження 
стаціонарних міліцейських постів та нарядів, екіпажів ДПС. 
Для виконання таких функції, інформаційна система по-
винна інтегрувати бази даних, накопичені в ОВД по особах, ре-
чам, автотранспорту, паспортам, адресам, з базами даних ін-
ших державних органів: телефонної служби 09, бюро технічної 
інвентаризації, податкової служби.  
Наприклад, використання програми для розпізнавання мови 
дозволило б по ключових словах виділити характерні фрагменти 
інформації, яка надходить й далі отримати всю інформаційну 
картину автоматично.   
Підсистема вироблення альтернатив й оптимізації, що пра-
цює на основі розробленої математичної моделі, після обробки 
первинної інформації пропонує набір можливих сценаріїв пово-
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дження. При цьому розроблена модель є відкритою, тобто дозво-
ляє додавати до неї нові варіанти дій.  
Підсистема прогнозу розвитку ситуації моделює розвиток 
оперативної обстановки в часі. Ця інформація використається 
для вироблення правильних рішень згаданою вище підсистемою  
вироблення альтернатив і для демонстрації такого розвитку Під-
системою відображення по запиту чергового. 
Підсистема відображення базується на програмному продук-
ті, що забезпечує роботу з електронною картою контрольованої 
території (геоінформаційна  система).  
Модель ситуації являє собою збережену в пам'яті структуро-
вану інформацію про всі обставини події, що відбувається, аль-
тернативні сценарії і прийняті остаточні рішення. Це, фактич-
но, база знань, яка накопичує  моделі можливих ситуацій із 
трьох джерел:   
- формалізовані і адаптовані спеціальні плани,  
- моделі реальних подій, що відбулись,  
- теоретичні моделі ситуацій, запропоновані фахівцями або 
вироблені під час тренувань особового складу оперативно-
чергових служб.  
Моделі ситуацій можуть коректуватися й доповнюватися, у 
такий спосіб забезпечується гнучкість системи, її сприйнятли-
вість до зміни  умов служби та діючого законодавства.  
Втілення такої або подібних систем в практику роботи чер-
гових частин ОВС потребує відповідного навчання або в системі 
підвищення кваліфікації, або під час планових практичних та 
теоретичних занять з особовим складом.   Таке навчання з одно-
го боку повинно підвищити рівень досвідченості особового скла-
ду в питаннях новітніх інформаційних технологій, а з іншого – 
повинно відігравати роль психологічного тренінгу для співробіт-
ників, привчають їх до роботи із системою в будь-яких ситуаціях. 
Запропонована АІС не суперечить Концепції розвитку інфо-
рмаційного забезпечення ОВС України. Вона є подальшим роз-
витком  процесу автоматизації роботи з оперативною довідко-
вою картотекою, базами даних адрес, осіб, нерухомості, геогра-
фічних об'єктах, комунікаціях, які логічно вкладаються в запро-
поновану систему. 
Розробка й впровадження такого інструмента дає оператив-
ному черговому  можливість створення достатнього інформацій-
ного портрета події, що відбувається і допоможе правильно оці-
нити ситуацію в найбільш відповідальний момент надходження 
первинної інформації.  
Друга перевага полягає в накопиченні і фіксації досвіду ух-
валених рішень у тих або інших ситуаціях. Створення  моделей 
описаними вище способами дозволить використати досвід «по-
передніх поколінь» і напрацьованих в спокійній обстановці мо-
делей поводження.  
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Третій позитивний момент – психологічна адаптація до при-
йняття рішень будь-якої складності.   
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МЕТОДИ АВТЕНТИФІКАЦІЇ КОРИСТУВАЧА  
В WEB-ДОДАТКАХ 
Актуальним завданням є забезпечення роботи належного ко-
ристувача з веб-додатками, що вимагають його автентифікації. 
Підміна користувача можлива як на етапі автентифікації, так 
і під час сеансу взаємодії користувача з веб-додатком. Традиційні 
засоби гарантування істинності користувача за допомогою логіна 
і пароля не є досить надійними. Також відсутні засоби виявлення 
підміни користувача під час сеансу роботи веб-додатком. Таким 
чином, рішення задачі виявлення підміни користувача, вимагає 
вдосконалювання способів захисту на всіх етапах взаємодії. 
У роботі пропонується: 1. Проводити авторизацію поліпшеним 
алгоритмом з оцінкою довіри; 2. У процесі роботи враховувати 
поводження користувача; 3. Використовувати перші два методи 
в такий спосіб: перший працює на етапі початку сеансу або озна-
ках недовіри користувачеві. Він автентифікує користувальниць-
кого агента. Другий працює під час сесії та здійснює верифікацію 
користувача за даними його взаємодії з веб-додатком. 
На етапі авторизації користувач надає P1 – множину ознак 
про себе (логін, пароль, адреса, браузер, час роботи, запитувана 
ресурс), для нього проводиться вибірка P2 з історії коли й звідки 
й із чим він працював. На підставі цих двох множин спочатку 
виконується алгоритм автентифікації користувача і його агента, 
потім формується оцінка довіри. Якщо дані історії P2 незначні, не 
відповідають поточній множині P1, то застосовуються методики 
перевірки: людина це або комп'ютер; якщо людина – те чи знає 
він секретні дані для облікового запису; немає чи спроб несанкці-
онованих дій; потрібно чи включати систему HoneyPot. 
У результаті одержуємо дані про надання доступу користувачеві 
(його програмі) і рівню довіри цьому агентові в поточному сеансі. 
Для виявлення підміни користувача під час сеансу роботи 
пропонується проводити аналіз поведінкової активності користу-
вача, що працює з веб-додатком. Найбільш перспективним пред-
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ставляється метод моніторингової верифікації. Метод моніторин-
гової верифікації включає: 
1. Формування сенсомоторного портрета користувача – викону-
ється на етапі навчання системи. Сенсомоторний портрет включає 
набір параметрів, що характеризують поведінку користувача під 
час взаємодії з веб-додатком. До ціх параметрів належать данні 
про швидкість переміщення миши, відстань, що пройшла миша, ії 
прискорення на окремих ділянках інтерфейсу додатка. 
2. Синтез сенсомоторного портрета користувача – на етапі ро-
боти користувача із системою. Сенсомоторний портрет на цьому 
етапі будується на основі даних, що збираються в реальному ма-
сштабі часу під час сеансу роботи користувача. 
Програмний модуль у моніторинговому режимі, порівнює ета-
лонний та сенсомоторний портрет користувача, що сгенерован, і 
приймає рішення про його автентичність. 
Таким чином, пропонований комплексний підхід забезпечує 
рішення завдання надійної автентифікації та верифікації корис-
тувача веб-додатків. Вказані методи використовуються у системі 
тестування знань для запобігання проходження тестових завдань 
неналежними особами та для гарантування проходження тесту-
вання належною особою під час всього сеансу тестування. 
 
Громико І. О.,  
канд. техн. наук, доцент, 
Харківський національний університет  
внутрішніх справ,  
Громико О. І., 
Харківська облдержадміністрація 
НЕБЕЗПЕКА ІНФОРМАЦІЙНОГО ЗВАЛИЩА  
НА РОБОЧОМУ МІСЦІ СЛУЖБОВЦЯ 
Вступ 
Одним з показників рівня інформатизації державних закладів є 
забезпечення комп’ютерною технікою, засобами мультимедіа та при-
дбання і розробка високоефективного програмного забезпечення. 
Зрозуміло, що держава витрачає в цьому напрямі величезні 
кошти, намагаючись досягнути рівня інформатизації європейсь-
ких державних установ. Але, поки що можна зіткнутися з ситуа-
цією, коли на один персональний комп'ютер ми маємо від декіль-
ка одиниць до десятків користувачів [1].  
Постанова проблеми 
Другим предметом гордості керівників з'явилася можливість 
роботи їх підлеглих в локальних мережах та в мережі Інтернет.  
Дійсно, реалізація лозунгу «Розділяй та володарюй» і шори, 
яки чіпляла на жителів комуністична пропаганда, були зірвані 
отриманням незалежності Україною і її вибором демократичного 
шляху розвитку. Не в силах черговий раз закрити очі і вуста мі-
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льйонам жителів, з кінця 80-х – початку 90-х років корумпованим 
керівництвом силових структур СРСР було реалізовано тактику 
«Чим гірше, тим й краще». Тому у інформаційному просторі було 
дозволено майже все. 
При цьому, крім мовчазного дозволу на реалізацію алгоритму 
Дж. Ф. Даллесу в країнах СНД і, зокрема, в Україні, в засоби ма-
сової інформації, включаючи Інтернет, уприснули дані, які при 
ретельному вивченні можна кваліфікувати як «інформація з об-
меженим доступом – ІзОД». Як приклад, можна навести книгу 
автора Р. Роніна Своя розвідка. Достатньо почути хоч один відгук 
фахівців на ці «доступні всім матеріали», щоб задатися питанням: 
«Кому була потрібна публікація таких матеріалів і навіщо» [2, 3]. 
З одного боку, для того, щоб вірно відповісти на це запитан-
ня, потрібно влізти у шкіру тих, хто десятками років був зайнятій 
пошуками ворогів народу, хто завжди отримав гроші на прокорм 
своєї родини за рахунок нелюдських знущань і тортур над міль-
йонами українських патріотів, вибиваючи з них визнання в шпи-
гунстві і пособництві іноземним розвідкам.  
З другого боку, якщо ми поставимо себе на місце державного 
службовця, студента або фахівця ВУЗу інформаційної спрямова-
ності, то побачимо, що останні розшукують сучасну інформацію 
щодо захисту від інформаційних загроз, зустрічаючись та «інфі-
куя» (в переносному змісті) цією інформацію свої робочі 
комп’ютери. При цьому, багато фахівців, вже маючи авторські 
конспекти з дисциплін, за день-два до викладання матеріалу ро-
зшукують сучасні приклади своїх теорій, переглядаючи нові над-
ходження книжкових базарів та різні сторінки Інтернету. Якщо 
знайдений матеріал містить хоч маленьку перлину нових знань, 
то надалі він може бути розвинутий у наукових працях [4].  
Цілком зрозуміло, що наявність в Інтернеті і засобах масової 
інформації шматків ІзОД створює можливість на довгі роки уперед 
для того, щоб і у будь-який час «Чє» компрометувати величезний 
шар творчої інтелігенції України. Бо не кожен користувач персона-
льного комп’ютеру надає отриманим ззовні файлам необхідні вхід-
ні реквізити і тим самим він потенційно компрометує себе перед 
державою, становлячись порушником режиму розповсюдження 
ІзОД, якщо не може пояснити «відкіля з’явилася  та, чи інша інфо-
рмація в персональному комп’ютері на його робочому місці».  
Формулювання мети досліджень 
Метою дослідження був пошук авторами виходу з даної, на 
перший погляд складної ситуації, та розробка відповідних реко-
мендації користувачам персональних комп’ютерів.  
Основна частина 
Якщо провести експеримент з імітацією перевірки вмісту 
будь-якого персонального комп'ютера державного службовця, то 
можна зіткнутися з ситуацією, коли користувач на питання «звід-
ки ІзОД у вашому комп'ютері?» відповість: « Я не знав, що це ІзОД 
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і вона не моя; не відомо звідки; інформація була в комп'ютері до 
мене, я таке робоче місце прийняв; та й т. ін.  
Сотні варіантов відповідей, але , як підсумок, –  якщо не буде 
знайдено джерело ІзОД, –  відповідачі за це правопорушення є: 
користувач, його начальник (і т.д. по всьому ланцюгу).  
Вихід з цієї ситуації такий. 
Достатньо надати розпорядження, або наказ в установах, уч-
бових закладах (й ін.) наступного змісту.  
Приклад проекту розпорядження або наказу. 
Враховуючи, що метою держави є входження до Європейсь-
кого Союзу;  
Забезпечуючи належний баланс між визначеними у «Конститу-
ції України» (1996 р.) та законах «Про інформацію» (1992 р.), «Про 
державну таємницю» (1994 р.), «Про міліцію» (1990 р.) вимогами 
про необхідність захисту особи та суспільства від неправдивої ін-
формації, захисту права власності на інформацію, упорядкування 
документообігу та захисту інформаційного суверенітету України; 
Поважаючи основні права людини, як це передбачено «Консти-
туцією України» (1996 р.) та «Загальною Декларацією Прав Людини» 
(1948 р.), «Конвенцією Ради Європи про захист прав людини і осно-
вних свобод» (1950 р.), «Міжнародною Хартією ООН про громадські 
і політичні права» (1966 р.) і іншими відповідними міжнародними 
угодами з прав людини, які підтверджують право кожного безпе-
решкодно дотримуватись поглядів, а також право на свободу слова, 
включаючи свободу шукати, збирати, отримувати, зберігати, вико-
ристовувати та поширювати і розповсюджувати інформацію й ідеї 
будь-якими засобами і незалежно від державних кордонів;  
НАКАЗУЮ: 
1. Всім користувачам (особовому складу та ін.) в місячний те-
рмін привести реквізити документів у відповідність з вимогами 
Інструкції.  
2. При наявності носіїв інформації невідомого походження 
(старі неробочі дискети, бланки, та ін.) здати їх робітникам РСП з 
письмовим поясненням місця попереднього знаходження носія. 
3. Робітникам РСП сумісно з працівниками підрозділів ТЗІ ви-
вчити носії інформації невідомого походження, та прийняти рі-
шення щодо їх подальшого застосування (знищення, архів, або ін.). 
4. Відповідальними за наявність реквізитів, є особи, що збері-
гали документи, які містять відкриту інформацію, у комп’ютерах, 
шафах, сейфах, полках та ін. 
5. Зберігання носіїв відкритої інформації без реквізитів і 
пояснень щодо джерела походження не припустимо і надає 
право робітникам контролюючих органів вважати автором 
інформації саме користувача.  
6. Відповідальність за виконання НАКАЗУ покладаю на керів-
ництво РСП та підрозділів ТЗІ.  
Проект інструкції  
щодо надання та збереження реквізитів документів  
які містять відкриту інформацію 
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Визначення термінів: 
Документ, як матеріальна форма одержаної, збереженої, ви-
користаної і поширеної інформації шляхом фіксації її на папері, 
магнітній, кіно-, відео-, фотоплівці або на іншому носієві, пови-
нен мати реквізити 
Реквізити це дані, тобто інформація, яка подана у формі, 
придатній для встановлення джерела, терміну отримання доку-
менту, його цілісності, та ін. 
Обов'язковими реквізитами є:  
а) джерело інформації – документи та інші носії інформації, 
що зберігають інформацію, а також повідомлення засобів масової 
інформації, публічні виступи; 
б) дата, і, якщо відомо, час отримання, розробки або збере-
ження документа в електронному та іншому вигляді; 
в) позначка про цілісність документа, якщо він піддавався 
змінам – «витяг», «зі змінами та доповненнями», та ін. 
Під час отримання, розробки або збереження документа в 
електронному та іншому вигляді потрібно: 
I. При копіюванні файлу у комп’ютер з дискети, диску, 
флеш або іншого носія, що містить відкриту інформацію: 
1) Перевірити носій на відсутність шкідливих програм та вірусів.  
Використовувати для роботи носій, що інфікований, або міс-
тить шкідливу програму категорично заборонено.  
2) Відкрити файл та переконатися в необхідності його копію-
вання, тобто відповідності його змісту і цілісності тим задачам, 
що вирішуються. 
3)  Копіювати файл. 
4) Внести будь-яким способом обов’язкові реквізити до доку-
менту. Наприклад: 
А) В середовищі Microsoft Office World  з допомогою опції 
«Файл» – «Свойства» (рос.); 
Б) В середовищі Total Commander 6.51 безпосередньо з вікна, 
опцією «Свойства» (рос.); 
В) Безпосередньо з вікна «Мій комп’ютер» опцією»Свойства» (рос.); 
Г) Безпосередньо в текст документа та ін. 
5) При неможливості внесення та збереження реквізитів до-
кументу в електронному вигляді необхідно мати їх на паперовому 
носії та берегти, доки ця інформація знаходиться у комп’ютері.  
II. При зберіганні документа на паперовому носії: 
1) Ознайомитися зі змістом документу та переконатися в не-
обхідності його копіювання, тобто відповідності його змісту і цілі-
сності тим задачам, що вирішуються. 
2) Копіювати документ.  
3) Нанести обов’язкові реквізити на документ (нижче тексту, 
чи на зворотному боці) або на паперовий носій та берегти його 
доки документ не буде знищений. 
III. При зберіганні документа на фотоплівці, дискетах,  
у вигляді  окремих журнальних або книжкових аркушів  
або на інших носіях: 
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1) Ознайомитися зі змістом документу та переконатися в не-
обхідності його копіювання, тобто відповідності його змісту і цілі-
сності тим задачам, що вирішуються. 
2) Нанести обов’язкові реквізити на документ (нижче тексту, 
чи на зворотному боці) або на паперовий носій та берегти його 
доки документ не буде знищений. 
При відсутності обов’язкових реквізитів, користувачі та інші 
відповідальні особи повинні знати джерело інформації, дату 
отримання, та стан цілісності документу. 
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Харківський національний університет  
внутрішніх справ  
РЕЖИМНА КОМУНІКАБЕЛЬНІСТЬ ЛЮДИНИ,  
ЯК НОСІЯ ІНФОРМАЦІЇ 
Вступ 
Актуальність проблеми забезпечення захисту інформаційних 
ресурсів в сучасних умовах очевидна. Сучасні інформаційні тех-
нології пронизують практично всі сфери діяльності людини: біз-
нес, освіта, державне управління, інформаційні послуги тощо. 
Тому інформаційна безпека виступає як невіддільною частиною 
політичної, економічної, оборонної та іншої складових частин на-
ціональної безпеці України. 
Постанова проблеми 
Необхідно відмітити, що за останні роки намітилася тенденція 
відказу від необхідності захисту тільки секретної інформації і пе-
рехід к усвідомленню необхідності захисту  любого інформаційно-
го ресурсу, цінного для його власника. 
Інформація вважається захищеною, якщо при її перемі-
щенні дотримується режимна адекватність комунікабель-
них носіїв інформації [2]. 
При цьому, як носій інформації може виступати поле або ре-
човина. В деяких випадках як носій інформації може розглядати-
ся людина. Невід’ємним елементом захисту інформації з обмеже-
ним доступом є наявність доступу обґрунтованої необхідності, 
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достатній гарантійній відсутності перехоплення  та режимна ко-
мунікабельність. Режимна адекватність носіїв інформації це від-
повідність режимів доступу носіїв інформації (джерела і одержу-
вача) при їх взаємодії. Приклад режимної неадекватності: ознайо-
млення зі змістом секретного документа без права на доступ до 
секретної інформації. Приклад режимної адекватності: особиста 
розмова двох людей, охочих передати і відповідно одержати інфо-
рмацію з обмеженим доступом, що є власністю одного з них. Кому-
нікабельні носії інформації це носії інформації, здібні до взаємодії. 
Приклад некомунікабельності носіїв: через сенсор – органи зору 
(очі) людина не здатна сприйняти мовну (акустичну) інформацію. 
Відомо що досвід та здібності людини є стійкими психічними 
утвореннями їх розвиток та вдосконалення вимогає значних зу-
силь, витрат часу, тому якісні та кількісні зміни тут відбуваються 
повільно Практика показує, що при відборі кандидатів на службу 
частіше враховується тільки сам факт бажання працювати в сис-
темі. Цього недостатньо. Необхідно вивчати внутрішні механізми, 
які мотивують людину до такого вибору.  
Існуюча методика психологічного обстеження має виключно 
клінічну спрямованість і переслідує , насамперед, виявлення осіб з 
психічними відхиленнями та патологією. Виявлення здібностей, 
особистих властивостей і схильностей у кандидатів щодо можливо-
сті довіри йому інформації з обмеженим доступом не проводяться. 
На практиці є багато  випадків коли ті чи інші схильності лю-
дини (хвастощі, надмірне владолюбство, заздрість, пиятство) 
приводили до втрати, або розголошенню ІзОД.   
Забезпечення людської режимної комунікабельності потребує 
додаткових досліджень, професійного діагностування та консуль-
тування. При проведенні перевірки на працездатність кандидатів 
з інформацією з обмеженим доступом ввести жорсткий стандарт 
даних, необхідних для накопичення і використання в профорієн-
таційній роботі. Він може розроблятися як деякий аналог медич-
ним професійним протипоказанням. 
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РЕКОМЕНДАЦІЇ  
науково-практичної конференції  
«Інформатизація вищих навчальних закладів 
МВС України» 
м. Харків 15–16 травня 2008 р. 
Пріоритетність переходу до нової стратегії розвитку суспільс-
тва на основі знань та високоефективних технологій, що визна-
чена на державному рівні в Україні, вимагає відповідних ефек-
тивних дій закладів освіти і науки, які є головними виробниками 
та споживачами цих знань та технологій.  
Відповідно до Указу Президента України від 20 жовтня 2005 
року №1497/2005 «Про першочергові завдання щодо впрова-
дження новітніх інформаційних технологій», Державної програми 
«Інформаційні та комунікаційні технології в освіті і науці» на 
2006-2010 роки, затвердженої постановою Кабінету Міністрів 
України від 7 грудня 2005 року №1153, вищими навчальними 
закладами МВС України вживаються щодо впровадження інно-
ваційних педагогічних та інформаційно-комунікаційних техноло-
гій у навчальний процес, підвищення загальної комп’ютерної 
грамотності перемінного складу і викладачів, для чого у навчаль-
них закладах використовується 2803 комп’ютера, що розміщені у 
83 комп’ютерних класах, при цьому 1548 з них мають підключен-
ня до всесвітньої мережі «Інтернет». Проте, значна кількість 
комп’ютерної техніки придбана у 1999-2004 роках. 
Під час навчального процесу курсанти відомчих навчальних 
закладів опановують значну кількість програм загального корис-
тування, інформаційно-пошукові системи «Ліга-Закон», «Норма-
тивні акти України», а також суто професійні навчальні програми 
з елементами моделювання процесів та ситуацій.  
У бібліотеках навчальних закладів використовуються системи 
автоматизації бібліотечних процесів, накопичені значні обсяги 
електронних навчально-довідкових ресурсів, створені електронні 
каталоги бібліотек, ведеться автоматизований облік обслугову-
вання читачів. 
Створені корпоративні комп’ютерні мережі, до складу яких 
включені адміністративні та навчальні корпуси, кафедри, бібліо-
теки. Заслуговує на увагу досвід Луганського ДУВС та Харківсь-
кого НУВС щодо підключення гуртожитків курсантів до корпора-
тивної загальноуніверситетської локальної комп’ютерної мережі з 
наданням можливості виходу до всесвітньої мережі Інтернет та 
навчально-довідкових ресурсів Інтранет серверу.  
Втім, окремі досягнення відомчих ВНЗ за напрямом інформа-
тизації захмарюються вже хронічними недоліками, які відміча-
ють учасники конференції: 
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 комп’ютерне забезпечення ВНЗ МВС України, особливо в 
частині використання безпосередньо в навчальному процесі та 
для організації самостійної роботи курсантів, за кількісними ха-
рактеристиками не відповідає вимогам МОН України і загалом 
суттєво відстає за аналогічними показниками від провідних циві-
льних вищих навчальних закладів; 
 егалізації потребує майже все програмне забезпечення, що 
використовується у ВНЗ МВС України; 
 окремі керівники галузевих ВНЗ не вбачають інформатиза-
цію основним інструментом стратегічного розвитку і фінансують 
заходи з інформатизації фактично за залишковим принципом; 
 не створені умови для залучення та утримання кадрів високо-
кваліфікованих фахівців з ІКТ, має місце висока плинність кадрів; 
 автоматизована, як за правило, незначна частка процесів у 
ВНЗ, має місце дублювання даних у різних системах, значний 
обсяг рутинної роботи виконується без застосування 
комп’ютерних засобів; 
 недостатньо використовуються можливості впровадження 
ІКТ безпосередньо в навчальний процес; 
 не започатковані проекти кооперування ВНЗ у напрямах 
інформатизації;  
 не використовуються наявні можливості забезпечення дос-
тупу вчених, професорсько-викладацького складу ВНЗ до елект-
ронних джерел наукової інформації; 
 впровадження розробок ВНЗ у практичних підрозділах ОВС 
потребує суттєвого вдосконалення; 
 потребує ґрунтовного опрацювання проблема захисту відк-
ритої інформації ВНЗ МВС України; 
 майже не розвивається дистанційна форма надання освіт-
ніх послуг. 
Враховуючи завдання Державної програми «Інформаційні та 
комунікаційні технології в освіті і науці» на 2006-2010 роки, а 
також недоліки в процесах галузевої вузівської інформатизації, 
учасники конференції також вважають за доцільне: 
1. З метою належного ресурсного забезпечення інформатизації 
вищим навчальним закладам розробити та забезпечити безумовне 
виконання цільових програм підтримки інформатизації з внесен-
ням до кошторису ВНЗ відповідних статей цільових витрат. 
2. Робочій групі МВС з реалізації завдань Державної програми 
«Інформаційні та комунікаційні технології в освіті і науці» на 
2006-2010 роки підготувати, провести обговорення серед фахів-
ців ВНЗ та надати на розгляд керівництва МВС техніко-
економічні обгрунтування та запити на цільове фінансування 
окремих проектів корпоративної взаємодії відомчих вищих на-
вчальних закладів МВС України за напрямом інформатизації.   
 157
3.  Відновити (у ВНЗ, де цього не робилося – організувати) фу-
нкціонування курсів комп’ютерної підготовки для науково-
педагогічних працівників з метою вивчення елементів дистанцій-
ного навчання та порядку розробки електронних курсів навчаль-
них дисциплін. 
4. Робочій групі звернутися до ДРП з пропозицію щодо вне-
сення змін до наказу про професійну підготовку працівників 
ОВС, додавши до нього знання та уміння користування 
комп’ютерною технікою, інформаційними системами загального 
призначення та Інтернет. 
5.  ВНЗ передбачити обов’язкове укладання ліцензійних дого-
ворів між кожним автором-працівником та ВНЗ з метою закріп-
лення чіткого розподілу інтелектуальної власності на створювані 
об’єкти. 
6. Запровадити діяльність комп’ютерних центрів у бібліотеках 
відомчих навчальних закладів. 
7. Вжити заходів щодо якісного комп’ютерного забезпечення 
впровадження кредитно-модульної системи, використання елект-
ронних підручників у навчальному процесі. 
8. Забезпечити доступ перемінного складу до комп’ютерної тех-
ніки під час проведення самостійної підготовки та у вільний час. 
9. Вважати за необхідне приоритетне фінансування технічно-
го оснащення та програмного забезпечення бібліотек ВНЗ МВС 
України для подальшого включення їх інформаційних ресурсів до 
відомчої корпоративної мережі. 
10. Вважати приоритетним напрямком розвитку інформати-
зації бібліотек ВНЗ МВС України – автоматизацію бібліотечних 
процесів та запровадження корпоративних проектів взаємодії у 
рамках створення відомчої освітньої мережі. 
11. Бібліотеці ХНУВС, як провідній в мережі ВНЗ МВС Украї-
ни, запровадити щорічне проведення науково-практичних семі-
нарів для бібліотечних фахівців відомчої мережі для узгодження 
сумісних дій в напрямку інформатизації. 
12. Розпочати реалізацію першого корпоративного проекту зі 
створення зведеного каталогу періодичних видань бібліотек ВНЗ 
МВС України. 
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