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Uporaba socialnih omrežij v delovnih razmerjih in varstvo zasebnosti delavcev in delavk 
Socialna omrežja niso razširjena le v zasebni sferi posameznikov, temveč so vpeta tudi v 
profesionalno življenje. Poleg fizičnih oseb jih uporabljajo tudi pravne. Večinoma v trženjske 
namene, vendar se uporaba socialnih omrežij pri zaposlovanju povečuje. Cilj diplomskega 
dela je umestitev uporabe socialnih omrežij v vse faze delovnega razmerja, hkrati pa raziskati 
pozitivne in negativne posledice, ki jih uporaba prinese. V fazi sklenitve jih lahko delodajalec 
uporabi pri iskanju ustreznega kadra za zaposlitev ali pa za preverjanje potencialnega 
kandidata za zaposlitev. V času trajanja delovnega razmerja lahko socialna omrežja služijo 
kot interni kanal komuniciranja, lahko pa prinašajo negativni vidik zasebne uporabe med 
delovnim časom, posledično pa se delodajalec na to odzove s povečanjem nadzora na 
delovnem mestu. V skrajnih primerih pa lahko uporaba socialnih omrežij pripelje tudi do 
prenehanja delovnega razmerja, predvsem v primerih neprimernih objav zaposlenih in 
posledično škode, ki jo naredijo delodajalcu. V vseh fazah delovnega razmerja uporaba 
socialnih omrežij odpira tudi vprašanje kršenja zasebnosti potencialnega ali že zaposlenega 
delavca. Različne zakonodaje se med seboj precej razlikujejo, zato primerjam dva 
nasprotujoča si pristopa glede nadzora na delovnem mestu, in sicer v EU in ZDA. Glavna 
razlika med njima je, da je delavec v EU zaščiten bolj kot delodajalec, v ZDA pa je 
delodajalec zaščiten bolj kot delavec.  
Ključne besede: zaposlovanje, delovno razmerje, zasebnost, socialna omrežja, nadzor. 
Use of Social Networks in Employment Relationships and Employees’ Privacy 
Protection 
Social networks are not spread only in individual’s personal sphere, but are also a part of 
one’s professional life. They can be used by natural and legal persons. They are mainly used 
for marketing purposes, but the use of social networks in employment process is increasing. 
The objective of the graduation thesis is to place social networks in all phases of employment 
relationship, while also researching positive and negative consequences the use of networks 
causes. In the phase of contract conclusion, employer uses social networks in looking for a 
proper personnel or checking potential candidate. In the period of employment relationship, 
social networks can represent an internal communication channel, but they can also bring up 
negative aspect of personal use during working hours and consequently leading to increased 
level of control by the employer. In severe cases, use of social networks can lead to 
termination of employment relationship. This mainly happens in cases of inappropriate posts 
by employees and consequently the damage that such posts cause to employer. In all phases 
of employment relationship, use of social networks also opens the question of violation of 
privacy of the potential or hired employee. Various legislations significantly differ among 
themselves. Therefore, I compare two opposite approaches regarding control in the 
workplace, namely in the EU and the USA. The main difference among them is the fact that 
worker in the EU is protected more than employer and vice versa in the USA where employer 
is protected more than worker.  




1 UVOD ................................................................................................................................. 7 
1.1 Namen in cilj ................................................................................................................. 7 
1.2 Hipoteze ........................................................................................................................ 8 
1.3 Metodologija ................................................................................................................. 8 
2 ZAPOSLOVANJE .............................................................................................................. 9 
2.1 Opredelitev pojma ......................................................................................................... 9 
2.2 Proces zaposlovanja ...................................................................................................... 9 
2.3 Pridobivanje kadrov .................................................................................................... 10 
3 DELOVNO RAZMERJE .................................................................................................. 12 
3.1 Faze sklenitve delovnega razmerja ............................................................................. 12 
3.1.1 Prijava in objava delovnega mesta ....................................................................... 12 
3.1.2 Postopek izbiranja ................................................................................................ 14 
3.1.3 Obveznosti z izbranim kandidatom, sklenitev pogodbe o zaposlitvi in 
vključitev v socialna zavarovanja ......................................................................... 15 
4 SOCIALNA OMREŽJA V ORGANIZACIJI .................................................................. 17 
4.1 Socialna omrežja ......................................................................................................... 17 
4.2 Uporaba socialnih omrežij v organizaciji ................................................................... 17 
5 UPORABA SOCIALNIH OMREŽIJ PRI ZAPOSLOVANJU NOVIH DELAVCEV ... 19 
5.1 Iskanje kadra na socialnih omrežjih ............................................................................ 19 
5.2 Prijava in objava prostega delovnega mesta na Facebooku in LinkedInu .................. 20 
5.3 Obdelava osebnih podatkov ........................................................................................ 21 
5.4 Preverjanje profilov .................................................................................................... 22 
6 UPORABA SOCIALNIH OMREŽIJ V DELOVNEM RAZMERJU .............................. 26 
6.1 Organizacijska komunikacija ...................................................................................... 26 
6.2 Pravni vidik organizacijske komunikacije .................................................................. 26 
6.3 Socialna omrežja kot orodje za interno komunikacijo ................................................ 27 
6.4 Nadzor na delovnem mestu v EU in Sloveniji ............................................................ 28 
6.4.1 Pravni vidik nadzora na delovnem mestu ............................................................. 30 
6.4.2 Uporaba delodajalčevih sredstev .......................................................................... 31 
6.4.3 Nadzor nad elektronsko pošto .............................................................................. 32 
6.4.4 Nadzor nad uporabo interneta .............................................................................. 32 
6.5 Nadzor na delovnem mestu v ZDA ............................................................................ 33 
5 
6.5.1 Nadzor nad elektronsko komunikacijo ................................................................. 34 
6.5.2 Nadzor nad uporabo interneta .............................................................................. 36 
6.6 Zasebna uporaba zasebnih spletnih računov ............................................................... 36 
7 SOCIALNA OMREŽJA V FAZI PRENEHANJA DELOVNEGA RAZMERJA ........... 38 
7.1 Blatenje delodajalca na socialnih omrežjih................................................................. 38 
7.2 Razkritje zaupnih informacij na socialnih omrežjih ................................................... 40 
7.3 Pravilnik o ustreznem vedenju na socialnih omrežjih ................................................ 41 
8 SKLEP ............................................................................................................................... 45 






EAT Employment Appeal Tribunal   Delovno sodišče 
ECPA Electronic Communications Privacy Act Zvezni zakon o zasebnosti pri 
elektronskem komuniciranju  
GDPR General Data Protection Regulation  Splošna uredba EU o varstvu 
podatkov 
KZ-1 Kazenski zakonik 
NRLA National Labour Relatios Act   Akt o nacionalnem delovnem 
združenju 
ZDR-1 Zakon o delovnih razmerjih 
ZUTD-E Zakon o upravljanju trga dela 






Razvoj digitalnih tehnologij in spleta je popolnoma spremenil dinamiko sodobnega življenja. 
Internet je spremenil tako zasebno in poklicno življenje posameznikov kot delovanje 
poslovnih subjektov na vsakodnevni ravni. Z njim smo posamezniki dobili nov vir znanja, 
informacij, nov način komunikacije, podjetja pa možnost predstavljanja preko lastnih spletnih 
strani in hkrati oglaševanja. Velik del našega življenja so zavzela tudi socialna omrežja. 
Skupina povezanih ljudi na socialnem omrežju med sabo javno deli veliko število informacij, 
ki lahko bistveno vplivajo na položaj posameznika. Velikokrat se ne zavedamo, da podatke, ki 
jih delimo na socialnih omrežjih, lahko izkoristijo v različne namene. Podatke lahko drugi 
uporabniki zlorabijo ali pa jih pridobivajo zgolj v informativne namene. Za poslovne ali 
fizične osebe socialna omrežja v modernem času predstavljajo nujno zlo. Lahka in časovno 
neomejena dostopnost do socialnih omrežij je povzročila njihovo vpetost v vse vidike našega 
življenja. Njihova uporaba je prisotna tudi v delovnih razmerjih, in sicer tako v fazi njihovega 
sklepanja, trajanja kot prenehanja. 
1.1 Namen in cilj 
Cilj dela je raziskati vpetost socialnih omrežij v različne faze delovnega razmerja, posredno 
pa tudi grožnjo, ki jo socialna omrežja predstavljajo za kandidatovo oziroma delavčevo 
zasebnost. Raziskala bom uporabo socialnih omrežij v vseh treh fazah delovnega razmerja: v 
fazi sklenitve, trajanja in prenehanja delovnega razmerja. Sklenitev delovnega razmerja 
predstavlja za organizacijo zelo pomemben proces. Cilj zaposlovanja je ustrezna izbira 
sodelavca, hkrati pa je pomembno, da je celoten postopek stroškovno učinkovit in uspešen. 
Iskanje kadra na socialnih omrežjih lahko prinese številne prednosti in tudi nevarnosti. 
Številni delodajalci se odločajo za preverjanje dejavnosti na socialnih omrežjih potencialnega 
kandidata in si s tem razširijo obseg informacij o morebitnem novem sodelavcu. Po vseh 
opravljenih obveznostih z novim zaposlenim sledi faza trajanja delovnega razmerja. Socialna 
omrežja se uporabljajo zlasti za komuniciranje, saj delodajalec lahko socialna omrežja uvede 
kot kanale za interno komuniciranje v delovnem času ter obveščanje delavcev izven 
delovnega časa. Težava lahko nastane, ko zasebna uporaba postane moteča in moti 
koncentracijo in produktivnost zaposlenih. V tem primeru lahko delodajalec poostri nadzor na 
delovnem mestu. Na tej točki bom skušala prikazati primerjavo med evropskim in ameriškim 
razumevanjem nadzora na delovnem mestu. Slednji je skoraj popolnoma v korist delodajalcu, 
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medtem ko je v Evropi zaščiten predvsem delavec. Tretja faza je prenehanje pogodbenega 
odnosa med strankama. Raziskala bom, ali je razlog za prenehanje lahko tudi uporaba 
socialnih omrežij v zasebne namene na delovnem mestu ter kako lahko delodajalec ukrepa 
proti zaposlenemu v primeru javnega neprimernega vedenja, ki lahko organizaciji škoduje.  
1.2 Hipoteze  
Skozi raziskavo želim v diplomskem delu preveriti naslednje hipoteze. 
H1: Spletna podoba potencialnega kandidata za zaposlitev je za delodajalca lahko pomembna 
in celo odločilna pri odločitvi o zaposlitvi. Preverjanje profilov je vedno bolj razširjena praksa 
delodajalcev, pri tem pa zasebnost kandidatov ni kršena, če je njihova objava vidna širši 
javnosti in ne samo krogu prijateljev.  
H2: Delodajalec lahko na delovnem mestu izvaja nadzor nad elektronskimi napravami v 
njegovi lasti. Da bi zaščitil interese organizacije in dosegel uresničitev njenih ciljev, ima 
pravico do vpogleda v elektronsko komunikacijo in zgodovino brskalnika zaposlenega.  
H3: Prenehanje delovnega razmerja je lahko posledica uporabe socialnega omrežja tudi izven 
delovnega časa, če zaposleni na svojem profilu blati delodajalca ali izdaja interne informacije 
podjetja.  
1.3 Metodologija 
Diplomsko delo temelji na teoretičnem raziskovanju, pri čemer je uporabljena metoda analize 
primarnih in sekundarnih virov ter primerjalnopravna metoda. Tema diplomskega dela sega 
na več področij, med sabo se prepletajo pravo, komunikologija in kadrovski menedžment. 
Poudarek v teoretičnem delu je predvsem na sociološki in pravni ustreznosti interne ali 
eksterne organizacijske uporabe socialnih omrežij v vseh fazah delovnega razmerja. Zaradi 
širine teme je raziskovanje omejeno na obstoječo slovensko zakonodajo in primere iz prakse.  
9 
2 ZAPOSLOVANJE 
2.1 Opredelitev pojma  
V okviru upravljanja s človeškimi viri se izvajajo različne kadrovske dejavnosti, ki 
pripomorejo k uspešnosti organizacije. Z njimi zagotavljamo ustrezen razvoj in uporabo 
človeških zmožnosti v skladu z zastavljenimi cilji organizacije (Svetlik in Zupan, 2009, str. 
21). "Zaposlovanje je proces pridobivanja, usposabljanja, ocenjevanja in usklajevanja 
zaposlenih ter vključevanja v delovne odnose, zdravje in varnost zaposlenih." (Dessler, 2003, 
str. 2). Podjetje, v katerem se pojavi potreba po novem kadru, ima pri procesu zaposlovanja tri 
glavne namene, in sicer povečanje števila potencialnih kandidatov na stroškovno učinkovit 
način, spoznavanje demografske strukture zaposlenih in s tem lažje izpolnjevanje pravnih in 
socialnih obveznosti ter povečanje uspešnosti selekcijskega procesa. Uspešnost organizacije 
je v veliki meri odvisna od uspešnosti in učinkovitosti zaposlenih v organizaciji, zato je pri 
zaposlovanju bistveno kakovostno delo kadrovske službe oz. odgovornih oseb za 
zaposlovanje v podjetju. "Odgovorni v podjetju, ki so zadolženi za zaposlovanje, imajo veliko 
odgovornost. Na potrebe po spremembah morajo reagirati hitro in z manj narediti več. Proces 
zaposlovanja je zelo pomemben proces, saj je od tega, koga organizacija zaposli, odvisen njen 
obstanek na trgu in njena uspešnost." (Chambers, 2001, str. 4).  
2.2 Proces zaposlovanja  
Proces zaposlovanja se začne s kadrovskim načrtovanjem. To pomeni zapolnjevanje prostih 
delovnih mest v organizaciji, za predvidevanje potrebnega kadra za prihodnost ter odločanje o 
zaposlitvi potencialnega kandidata (Dessler, 2003, str. 90). Zaposlovanje načrtujemo glede na 
kadrovske potrebe organizacije, ki so odvisne od predvidene fluktuacije, trenutnih kompetenc 
in uspešnosti zaposlenih, sprememb v organizaciji ter finančnih zmožnosti. Zaposlovanje in 
kasneje selekcija veljata za ključne faze pri formiranju pričakovanj. Prosta delovna mesta in 
ugodne ponudbe za delo privlačijo iskalce zaposlitve, ki izbirajo med ponudbami za delo in 
organizacijami ravno tako kot delodajalci izbirajo svoje zaposlene (Bratton in Gold, 2007, str. 
240). Na podlagi delodajalčevih zahtev za opravljanje dela na določenem delovnem mestu 
poteka dvosmerna komunikacija med potencialnim kandidatom za zaposlitev in delodajalcem. 
Pri tem pa morajo delodajalci videti privlačnost in lojalnost potencialnih kandidatov za 
zaposlitev kot pomembna dejavnika vključitve v delovno razmerje, ki temelji na 
medsebojnem in recipročnem razumevanju pričakovanj. Delodajalec mora predvideti, kako se 
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bo potencialni kandidat za zaposlitev obnašal in kaj bo prispeval k uspehu organizacije 
(Bratton in Gold, 2007, str. 240).  
Celoten proces je uspešen, če se pri tem držimo določenih načel, tako splošnih, ki veljajo za 
vsako organizacijo, kot specifičnih, ki jih oblikuje posamezno podjetje (Dessler, 2003, str. 
10).  
2.3 Pridobivanje kadrov 
Poleg kadrovskih potreb pa je treba analizirati ponudbo primernih že zaposlenih delavcev in 
ponudbo primernih potencialnih delavcev izven organizacije (Dessler, 2003, str. 90). Obstaja 
več različnih praks zaposlovanja, ki se razlikujejo od organizacije do organizacije in so 
odvisne od zastavljene strategije in filozofije, ki jo ima določeno podjetje do upravljanja s 
človeškimi viri (Bratton in Gold, 2007, str. 240). 
 Zaposlovanje je lahko ekstenzivno ali intenzivno, interno ali eksterno. Pri ekstenzivnem 
zaposlovanju kadra gre za dejavnost, pri kateri zaposlujemo kader glede na potrebe 
organizacije in je pomembno samo, da se zaposli zadostno število. Intenzivno zaposlovanje pa 
temelji na kakovosti. Torej, pomembno je, da se zaposluje kader, ki je za prosto delovno 
mesto primeren in ustrezen. Na drugi strani pa lahko kader pridobivamo iz internih ali 
eksternih virov (Svetlik in Zupan, 2009, str. 288). Pridobivanje delavcev iz notranjih virov je 
usmerjeno v organizacijo. To pomeni, da delavca, ki bi zasedel prosto delovno mesto, iščejo 
znotraj samega podjetja. Ključno je, da odgovorni za izbiranje in zaposlovanje prepozna 
ustreznega zaposlenega, ki bi lahko zasedel prosto delovno mesto. Izbiranje med kandidati 
znotraj organizacije je primerno in najbolj izvedljivo v srednjih in večjih organizacijah, kjer je 
veliko zaposlenih (Chambers, 2001, str. 62).  
Če v organizaciji ni dovolj primernih in usposobljenih kandidatov, ki bi lahko zasedli prosto 
delovno mesto, je treba primerne kandidate poiskati zunaj organizacije, torej eksterno 
(Dessler, 2003, str. 96). Pomembna je izbira prave metode zaposlovanja in iskanja kadrov, na 
kar vplivajo tudi ekonomske razmere na trgu (prav tam). Med najstarejše in še vedno pogosto 
uporabljene metode eksternega pridobivanja virov zagotovo spada metoda neformalnega 
pridobivanja (poizvedovanje pri prijateljih, znancih, profesionalnih kolegih, nagovarjanje 
delavcev, da o prostem delovnem mestu obvestijo znance) (Svetlik in Zupan, 2009, str. 289). 
Eden od virov pridobivanja kadra so tudi priporočila zaposlenih. Podjetje lahko ponudi 
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dodatno stimulacijo zaposlenemu, ki v podjetje pripelje potencialnega delavca (Dessler, 2003, 
str. 111).  
Pogosta oblika eksternega pridobivanja kadrov je samoiniciativno javljanje kandidatov. To je 
sprejemanje prošenj potencialnih kandidatov, ki iščejo zaposlitev in se zanimajo za 
organizacijo ter morebitno prosto delovno mesto. Po navadi delodajalci te prošnje zberejo in 
jih vpišejo v sistem. Ob pojavu potrebe po novem kadru pa jih obvestijo (Svetlik in Zupan, 
2009, str. 290).  
Ko govorimo o zunanjem pridobivanju kadra, so eden pomembnih virov lahko tudi agencije 
za zaposlovanje. Na eni strani poznamo javne agencije za zaposlovanje, ki so vodene na 
zvezni, državni ali lokalni ravni (Dessler, 2003, str. 103). Te imajo najobsežnejše podatke o 
iskalcih zaposlitve, ki jih nenehno dopolnjujejo in jih zagotavljajo za celotno državo, 
potencialni kandidati za zaposlitev pa so dostopni takoj. Svoje storitve ponujajo brezplačno. 
Zavod za zaposlovanje Republike Slovenije opravlja naštete naloge in zagotavlja vse podatke 
o iskalcih zaposlitve. Delodajalci se nanje obrnejo zaradi potrebe po delavcih, zavod pa 
primerne kandidate napoti k delodajalcu. Na drugi strani pa se vse bolj uveljavljajo zasebne 
agencije, ki ponujajo podobne storitve. Te so manjše kot javne službe, delajo z manjšim 
številom iskalcev zaposlitve in imajo posledično tudi manj podatkov (Svetlik in Zupan, 2009, 
str. 292). Razlika med javnimi in zasebnimi agencijami za zaposlovanje je v tem, da zasebne 
agencije svoje usluge delodajalcem zaračunajo. Višino stroškov ter plačnika stroškov navadno 
določajo razmere na trgu (Dessler, 2003, str. 103).  
Ena učinkovitih in razširjenih metod za zaposlovanje in iskanje potencialnega kadra so tudi 
oglasi v javnih medijih, kot so časopisi, revije, radio in televizija. Oglaševanje prostega 
delovnega mesta v javnih medijih doseže veliko število kandidatov. Vse bolj pa se je 
oglaševanje razširilo tudi na socialnih omrežjih. Uporaba interneta se je močno razširila: na 
eni strani ga uporabljajo podjetja za svoje oglaševanje in predstavljanje širši javnosti, po drugi 
strani pa je ogromno fizičnih oseb, ki internet uporabljajo v prostem času, v zasebne namene. 
Ustvarile so se številne spletne platforme, ki delodajalcem ponujajo mesto, kjer lahko 
oglašujejo prosto delovno mesto. Vedno bolj pa se širi tudi zaposlovanje preko socialnih 
omrežij, kot so Facebook, LinkedIn, Twitter. "Zaposlovanje preko interneta omogoča 
delodajalcu, da kar se da enostavno in stroškovno prijazno zaposli delavca, hkrati pa tak način 
zaposlovanja omogoča, da objava delovnega mesta doseže ogromno število ljudi." (Svetlik in 
Zupan, 2009, str. 294–295).  
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3 DELOVNO RAZMERJE 
Z uspešnim izborom kandidata in zaposlitvijo se začne delovno razmerje. Delovno razmerje 
ureja Zakon o delovnih razmerjih (ZDR-1)1. Uporablja se za urejanje delovnih razmerij med 
delodajalci, ki imajo sedež ali prebivališče v Republiki Sloveniji, in njihovimi zaposlenimi. 
To pomeni začetek odnosa med dvema strankama, torej med delodajalcem in delavcem, v 
katerem delavec prostovoljno, nepretrgoma opravlja določena dela za delodajalca pod 
njegovim nadzorom in po njegovih navodilih v zameno za plačilo (Zakon o delovnih 
razmerjih – ZDR-1, 2013, 4. člen). Zakon ureja tudi delovna razmerja med tujimi delodajalci 
in delavci, ki so pogodbo o zaposlitvi sklenili v Republiki Sloveniji, in pa tudi med 
delodajalci, ki so svoje delavce napotili na delo v Slovenijo (prav tam, 3. člen). "Cilj zakona 
so vključevanje delavcev v delovni proces, zagotavljanje usklajenega poteka delovnega 
procesa ter preprečevanje brezposelnosti, pri čemer se upošteva pravica delavcev do svobode 
dela, dostojanstva pri delu in varuje interese delavcev v delovnem razmerju." (prav tam, 1. 
člen).  
3.1 Faze sklenitve delovnega razmerja 
Z uspešnim izborom kandidata in zaposlitvijo se začne delovno razmerje. To delimo na tri 
faze, in sicer na sklenitev delovnega razmerja, trajanje in prenehanje delovnega razmerja. 
Sklenitev delovnega razmerja je proces, ki poteka po določenih fazah, korakih. 
3.1.1 Prijava in objava delovnega mesta 
Po zakonu o delovnih razmerjih je za delodajalca, ki išče nove sodelavce, javna objava 
prostega delovnega mesta obvezna. Za javno objavo se šteje objava delovnega mesta na 
zavodu za zaposlovanje, objava na spletnih straneh podjetja ali pa objava v javno dostopnih 
poslovnih prostorih delodajalca (prav tam, 25. člen). Oglas za prosto delovno mesto mora 
vsebovati informacije o pogojih za opravljanje dela in določiti rok za prijavo na delovno 
mesto. Ta ne sme biti krajši od treh dni, veljati pa začne dan po objavi (prav tam).  
 
1 Zakon o delovnih razmerjih (ZDR-1). (2013). Sprejet v Državnem zboru Republike Slovenije, v veljavi od 5. 
marca. 
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Zakon o urejanju trga dela2 določa, da je objava vsakega prostega delovnega mesta na zavodu 
za zaposlovanje obvezna za podjetja, ki poslujejo v javnem sektorju, ter za gospodarska 
podjetja, ki so v večinski lasti države (Zakon o urejanju trga dela – ZUTD-E, 2019, 7. člen). 
Zakon o delovnih razmerjih pa določa tudi izjeme, ko delodajalcu prostega delovnega mesta 
ni treba objaviti. Med te izjeme spadajo sklenitev nove pogodbe o zaposlitvi zaradi 
spremenjenih okoliščin med delavcem in delodajalcem, v primeru obveznosti, ki so povezane 
s štipendiranjem, zaposlitev invalidne osebe v skladu z zakonom, v primeru zaposlitve za 
določen čas, ki pa ne traja več kot tri mesece, ali pa v primeru nadomeščanja odsotnega 
delavca, če se sklene pogodba o zaposlitvi za nedoločen čas z delavcem, ki je v podjetju 
opravljal pripravništvo oziroma je bil predhodno zaposlen za določen čas, v primeru 
zaposlitve zaradi dela v prilagoditvenem obdobju, če se pogodba o zaposlitvi spremeni iz 
zaposlitve s krajšim delovnim časom v zaposlitev s polnim delovnim časom, v primeru 
zaposlitve družbenikov v pravni osebi ali družinskih članov delodajalca kot fizične osebe ali 
pa v primerih, ko podjetje zaposluje voljene ali imenovane funkcionarje, ki so vezani na 
mandat poslovodnih oseb, prokuristov in vodilnih delavcev (Zakon o delovnih razmerjih – 
ZDR-1, 2013, 26. člen).  
Pri zaposlovanju je ključno, da prosto delovno mesto primerno oglašujemo. Najprej je treba 
izbrati primeren medij za oglaševanje. Tega izberemo glede na potreben in iskani kader. 
Ključno je, da prosto delovno mesto oglašujemo tam, kjer bo učinek oglasa največji (Dessler, 
2003, str. 101). To pomeni, da moramo oglas oziroma objavo skrbno oblikovati ter z njo 
pritegniti in vzbuditi zanimanje potencialnega kandidata za zaposlitev (prav tam). Pri 
oblikovanju oglasa mora biti delodajalec previden, saj zakon določa, da mora biti objava 
oglasa o prostem delovnem mestu spolno nevtralna. Oglas ne sme opisovati dela z ženskim ali 
moškim spolom, niti ne sme nakazovati preferenc delodajalca glede spola. To je dovoljeno 
samo v primeru delovnega mesta, za katerega je spol odločilnega pomena (Zakon o delovnih 
razmerjih – ZDR-1, 2013, 27. člen).  
Z objavo oziroma oglasom moramo vzbuditi pozornost in ustvariti interes za zaposlitev. 
Konec koncev je treba potencialnega kandidata z objavo prepričati, da v podjetje pošlje 
življenjepis.  
 
2 Zakon o urejanju trga dela (ZUTD-E). (2019). Sprejet v Državnem zboru Republike Slovenije, v veljavi od 27. 
oktobra. 
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3.1.2 Postopek izbiranja 
Javni objavi prostega delovnega mesta sledi postopek izbiranja oziroma postopek selekcije. 
Selekcija je postopek, ki je v današnjih časih za organizacijo izjemno pomemben. Konkurenca 
med podjetji na trgu je vedno večja, zato je delo zaposlenih ključno za uspeh in doseganje 
ciljev, s tem pa ustvarjanje konkurenčne prednosti (Gatewood in Feild, 2001, str. 3). Je proces 
zbiranja podatkov o potencialnih kandidatih za zaposlitev z namenom ugotavljanja ustreznosti 
in usposobljenosti posameznika za določeno delovno mesto (prav tam, str. 4). Začne se z 
zbiranjem prošenj za delo s strani zainteresiranih kandidatov in s tem ustvarjanja bazena 
kandidatov (Searle, 2003, str. 75). "Bazen kandidatov, ki se ustvari, lahko precej upočasni in 
oteži proces selekcije. Če ta ni primeren, če je celotna izbira kandidatov neprimerna, je lahko 
celoten postopek neuspešen." (Gatewood in Feild, 2001, str. 9). Prvi stik s kandidatom se 
zgodi ob prejemu življenjepisa. Dokaj hitro je možno oceniti vsebino ter ustreznost prošnje za 
delo. Glede na prve informacije, ki jih prejmemo, lahko naredimo zaključke o izkušnjah, 
sposobnostih in na njihovi podlagi tudi o napredku kandidata (Dessler, 2003, str. 119).  
Pomembno je, da delodajalec vsako prošnjo skrbno prebere, saj v nasprotnem primeru lahko 
pride do diskriminacije (prav tam, str. 120). Po prvem izboru in izločitvi neprimernih 
kandidatov pa po navadi tiste, ki po življenjepisu ustrezajo delovnemu mestu, povabijo na 
razgovor (prav tam, str. 127).  
Delodajalec lahko v postopku zaposlitve kandidata zahteva le predložitev dokazil, s katerimi 
dokazuje sposobnost in ustreznost za delovno mesto (Zakon o delovnih razmerjih – ZDR-1, 
2013, 28. člen). Te mora na zahtevo kandidata po zaključku procesa vrniti (prav tam, 30. 
člen).  
Tisti, ki zaposluje, se mora zavedati, da ko sprašuje o delovni preteklosti in izkušnjah 
kandidata, hkrati sprašuje o preteklih delodajalcih kot o priporočilu (Dessler, 2003, str. 122). 
Potencialni zaposleni ni dolžan odgovarjati in podajati informacije o svojem zasebnem, 
družinskem življenju. Delodajalec, ki postavlja pogoje in vprašanja glede materinstva oziroma 
starševstva, ravna v nasprotju z zakonom (Zakon o delovnih razmerjih – ZDR-1, 2013, 28. 
člen). Če se med razgovorom pojavijo neprimerna vprašanja, kandidat ni dolžan odgovoriti 
nanje, saj neposredno niso v zvezi z delovnim razmerjem (prav tam, 30. člen). V selekcijskem 
postopku ima delodajalec pravico preveriti kandidatova znanja in sposobnosti za naloge, ki se 
opravljajo na delovnem mestu, na katero se je prijavil. Kandidat lahko med postopkom 
izbiranja pričakuje napotitev na zdravniški pregled. Delodajalec ima pravico, da preveri 
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kandidatovo zdravstveno stanje, vendar le v primeru, da preverja zmožnosti, ki so povezane z 
opravljanjem delovnih nalog (prav tam, 28. člen). Na drugi strani pa je kandidatova dolžnost, 
da delodajalcu predloži vsa dokazila za zmožnost opravljanja dela in ga informira o vseh 
njemu znanih okoliščinah, ki bi ga lahko omejevale oziroma ovirale pri opravljanju delovnih 
nalog (prav tam, 29. člen). Podajanje lažnih ali napačnih podatkov v življenjepisu in na 
razgovoru je lahko razlog za zavrnitev (Dessler, 2003, str. 122).  
Selekcijski postopek se navadno zaključi z izbiro in zaposlitvijo enega od kandidatov, ni pa 
nujno. Lahko se zgodi, da nihče od prijavljenih kandidatov ne ustreza merilom za zaposlitev. 
V tem primeru delodajalec ni dolžan zaposliti nikogar, saj ima v skladu z zakonskimi 
določbami pravico do proste odločitve, s katerim kandidatom bo sklenil pogodbo o zaposlitvi 
(Zakon o delovnih razmerjih – ZDR-1, 2013, 24. člen). Neizbrane kandidate je delodajalec 
dolžan obvestiti najkasneje v osmih dneh po zaključku postopka. Lahko jih obvesti tudi po 
elektronskem naslovu, bistveno pa je, da je obvestilo pisno (prav tam, 30. člen).  
3.1.3 Obveznosti z izbranim kandidatom, sklenitev pogodbe o zaposlitvi in vključitev v 
socialna zavarovanja  
Selekcijski postopek se načeloma konča z izbiro primernega oziroma ustreznega kandidata za 
zaposlitev. Pred začetkom dela pa ima delodajalec z izbranim kandidatom še nekaj 
obveznosti.  
Delodajalec lahko kandidata pošlje na preventivni zdravstveni pregled, s katerim preverja 
zmožnost za opravljanje dela. Preventivni zdravstveni pregled je zakonsko obvezen za tiste, ki 
se zaposlujejo prvič, in za delavce, ki so bili brez zaposlitve več kot eno leto (Pravilnik o 
preventivnih zdravstvenih pregledih3, 2002, 5. člen). Naslednji korak je seznanitev delavca z 
delom oziroma vrsto dela, pogoji za delo ter pravicami in obveznostmi obeh strani, tako 
delavca kot delodajalca. Zaposlovalec mora to storiti pred sklenitvijo pogodbe o zaposlitvi, ne 
glede na to, kakšne vrste je, ali gre za zaposlitev za določen ali nedoločen čas (Zakon o 
delovnih razmerjih – ZDR-1, 2013, 28. člen). Delodajalec je po ZDR-1 dolžan delavcu 
zagotavljati delo ter plačilo zanj, poskrbeti mora za zdravje in varnost pri delu ter varovati 
podatke in spoštovati njegovo zasebnost (prav tam, 43.–46. člen).  
 
3 Pravilnik o preventivnih zdravstvenih pregledih (2002). Sprejet v Državnem zboru Republike Slovenije, v 
veljavi od 17. oktobra. 
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Pred dejansko sklenitvijo pogodbe o zaposlitvi mora delodajalec izbranemu kandidatu za 
zaposlitev dati predlog pogodbe. Ta se delavcu izroči v pregled tri dni pred uradno sklenitvijo. 
Pogodba mora biti sklenjena v pisni obliki (Zakon o delovnih razmerjih – ZDR-1, 2013, 17. 
člen). Novi zaposleni začne z delom skladno z datumom, ki je določen na pogodbi. Če ta ni 
določen, je začetek delovnega razmerja določen z datumom sklenitve pogodbe o zaposlitvi. 
Pravice in obveznosti, ki izhajajo iz delovnega razmerja in jih določa pogodba o zaposlitvi, 
začnejo za obe stranki teči z datumom nastopa dela. Mednje se šteje tudi vključitev v socialna 
zavarovanja, kar je zadnji korak v procesu zaposlitve. Zaposlovalec mora novega zaposlenega 
prijaviti v obvezna socialna zavarovanja, torej v pokojninsko, invalidsko, zdravstveno, 
zavarovanje za starševsko varstvo ter zavarovanje za primer brezposelnosti na dan začetka 
dela, ki je določen v pogodbi o zaposlitvi. Kopijo potrdila o vključitvi v invalidsko, 
pokojninsko in zdravstveno zavarovanje za primer brezposelnosti mora delodajalec izročiti 
delavcu najkasneje 15 dni po začetku dela (prav tam, 11. člen).  
Portal e-VEM4 omogoča, da se lahko obrazci oddajo tudi po spletu, v elektronski obliki 
(Pravilnik o obrazcih prijav podatkov o pokojninskem in invalidskem ter zdravstvenem 
zavarovanju, zavarovanju za starševsko varstvo in zavarovanje za primer brezposelnosti5, 
2019, 2. člen).  
 
4 e-VEM, Državni portal za poslovne subjekte in samostojne podjetnike. 
5 Pravilnik o obrazcih prijav podatkov o pokojninskem in invalidskem ter zdravstvenem zavarovanju, 
zavarovanju za starševsko varstvo in zavarovanje za primer brezposelnosti. (2019). Sprejet v Državnem zboru 
Republike Slovenije, v veljavi od 14. septembra. 
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4 SOCIALNA OMREŽJA V ORGANIZACIJI  
4.1 Socialna omrežja 
Z razvojem interneta so se močno razvili socialni mediji. Razvoj socialnih medijev je 
omogočil Web 2.0. Termin, ki se je razvil konec 20. stoletja, je poleg statičnih vsebin 
omogočil še interakcijo in sodelovanje med ljudmi. "Socialni mediji so definirani kot skupina 
aplikacij, temelječih na Web 2.0, ki hkrati omogočajo tako ustvarjanje kot deljenje vsebin." 
(Broughton, Foley, Ledermaier in Cox, 2013, str. 1). Med omenjene aplikacije spadajo tudi 
socialna omrežja. To so spletne platforme, ki uporabnikom omogočajo ustvarjanje javnih 
oziroma zasebnih profilov znotraj povezanih sistemov, deljenje informacij z izbranimi ljudmi 
in vpogled v sezname povezav ljudi, s katerimi je uporabnik povezan (prav tam).  
Socialna omrežja se danes ne uporabljajo zgolj v zasebne namene, temveč so postala tudi 
orodje delodajalcev. Poleg zasebnih uporabnikov so svoje mesto na socialnih omrežjih našle 
tudi pravne osebe, torej podjetja. Ti profili se uporabljajo iz različnih razlogov, največkrat 
trženjskih. Vse bolj pa se širi tudi zaposlovanje preko družbenih omrežij, kot sta na primer 
Facebook ali LinkedIn (Dessler, 2015, str. 165). 
4.2 Uporaba socialnih omrežij v organizaciji 
Raziskava Eurostata kaže, da je leta 2019 v EU 53 % podjetij uporabljalo vsaj eno socialno 
omrežje. Večina teh podjetij je uporabo usmerilo v trženjske namene, medtem ko se je 
uporaba v namen zaposlovanja od leta 2013 do leta 2019 povečala iz 9 na 28 %. Tudi uporaba 
socialnih omrežij za interno komunikacijo se je povečala v letu 2019 v primerjavi z letom 
2013, in sicer za 5 %. 14 % podjetij uporablja socialna omrežja za komunikacijo med svojimi 
zaposlenimi (Eurostat, 2020).  
Podjetja največkrat uporabijo družbena omrežja za gradnjo spletne podobe, trženje, za 
pridobivanje mnenj in izkušenj strank glede njihovih izdelkov in storitev. To je navedlo več 
kot polovico podjetij, vključenih v raziskavo, ki delujejo v EU. Podatki kažejo, da uporaba 
družbenih omrežij v trženjske namene ni odvisna od velikosti organizacije. Med manjšimi 
podjetji je socialna omrežja uporabljalo 85 % organizacij, medtem ko jih je med večjimi 
uporabljalo 87 %. Ne samo, da so podjetja sprejela razširjenost in vzpon socialnih omrežij, 
vključila so jih v svoje delovanje, interno komunikacijo in komunikacijo s strankami (prav 
tam).  
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Med najbolj razširjena socialna omrežja se uvrščajo štiri kategorije: družbena omrežja (npr. 
Facebook, LinkedIn, Xing), organizacijski ali mikroblogi (npr. Twitter, Present.ly), omrežja, 
namenjena deljenju večpredstavnih vsebin (YouTube, Flickr, SlideShare), in ne nazadnje tudi 
platforme, namenjene deljenju informacij in znanja (npr. Wikipedia). Leta 2019 je v EU vsaj 
eno od socialnih omrežij uporabljalo kar 53 % podjetij (prav tam).  
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5 UPORABA SOCIALNIH OMREŽIJ PRI ZAPOSLOVANJU NOVIH DELAVCEV  
5.1 Iskanje kadra na socialnih omrežjih 
S pojavom socialnih omrežij se vedno bolj uveljavljajo nove oblike iskanja ustreznih 
kandidatov za zapolnitev prostega delovnega mesta (Davidson, Maraist in Bing, 2011, str. 
153). Tradicionalne oblike zaposlovanja so lahko časovno bolj zamudne, hkrati pa podjetju 
predstavljajo večji strošek.  
"Zaposlovanje preko socialnih omrežij predstavlja stroškovno učinkovit način iskanja in 
izbiranja kandidatov, poleg tega je njihov odziv na oglas hitrejši, prav tako pa tudi obdelava 
podatkov s strani zaposlovalca." (Dessler, 2015, str. 165). Z oglasom za prosto delovno mesto 
na socialnem omrežju lahko delodajalec doseže večje število potencialnih delavcev, celo več, 
z oglasom lahko cilja le določeno skupino ljudi, na primer po starosti, geografskem področju 
itd. Uporaba ciljanih oglasov lahko poveča tudi kakovost prijav (Broughton in drugi, 2013, 
str. 19). Tovrsten način zaposlovanja je za delodajalca pozitiven, dokler socialno omrežje 
uporablja za oglaševanje, predstavljanje, širjenje svojih ciljev, idej in kulture in za 
zaposlovanje uporablja tudi kakšen drug kanal, preko katerega išče potencialne zaposlene 
(Davidson in drugi, 2011, str. 157). Po drugi strani se lahko pri zaposlovanju preko socialnih 
omrežij pokažejo tudi negativni vidiki tako za kandidate kot za delodajalce. Pri oglaševanju 
delovnega mesta na socialnem omrežju lahko pride do diskriminacije. Ob predpostavki, da 
starejši ljudje in manjšine ne uporabljajo interneta v taki meri kot drugi, se lahko zgodi, da jih 
oglas ne doseže in so posledično izključeni kot potencialni kandidati za zaposlitev. Druga 
težava, s katero se lahko zaposlovalec spopada, je prevelik obseg bazena kandidatov. Zaradi 
množične uporabe interneta in s tem socialnih omrežij je doseg oglasa precej velik, zato se 
lahko zaposlovalec spopada s prevelikim obsegom bazena kandidatov. Ugotovitve raziskav 
kažejo, da oglaševanje prostega delovnega mesta na socialnem omrežju prinese veliko 
ustreznih in primernih kandidatov, po drugi strani pa tudi veliko takih, ki za delo niso 
primerni (prav tam, str. 154). Hkrati se pojavi vprašanje, kakšen vpliv ima velik obseg 
dostopnosti podatkov na proces odločanja pri zaposlovanju, glede na to, da naj bi zagotavljali 
enakost in raznolikost (Broughton in drugi, 2013, str. 5). “Na splošno pa delodajalci 
poudarjajo dva glavna razloga za izbiro tovrstnega zaposlovanja, in sicer preprostost uporabe 
socialnih omrežij in dostop do večjega števila kandidatov” (prav tam, str. 20–21).  
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Obstaja precej različnih socialnih omrežij, preko katerih se podjetje lahko oglašuje in 
predstavlja, hkrati pa išče potencialne zaposlene. Najbolj znana sta LinkedIn ter Facebook. 
LinkedIn je poslovno socialno omrežje, katerega glavni namen je poslovno mreženje. 
Uporabniki preko svojega profila ohranjajo in ustvarjajo poslovne stike ter povezave 
(Broughton in drugi, 2013, str. 6). Facebook velja za popolnoma socialno omrežje, na katerem 
uporabniki ustvarijo profil zgolj v osebne namene za ohranjanje starih in navezovanje novih 
stikov z različnimi ljudmi. Posamezniki se lahko vključijo v različne skupine, v katerih se 
združujejo ljudje s podobnimi interesi in mnenji. Facebook omogoča komunikacijo z drugimi 
uporabniki tako zasebno kot javno. Ljudje, ki imajo na Facebooku profil, lahko s svojimi 
prijatelji, s katerimi so povezani, objavljajo, delijo slike in komentirajo različne objave (prav 
tam). 
5.2 Prijava in objava prostega delovnega mesta na Facebooku in LinkedInu 
Prvotni namen vzpostavitve socialnih omrežij je bilo povezovanje posameznikov ter 
navezovanje stikov. Vedno bolj pa se socialna omrežja uveljavljajo kot orodje za 
zaposlovanje. “Obstaja več vrst socialnih omrežij, nekatera služijo navezovanju osebnih 
stikov, deljenju informacij iz zasebnega življenja, spet druga pa so oblikovana kot digitalni 
življenjepis, ki je namenjen deljenju in navezovanju poslovnih stikov.” (Gomez, 2019, str. 1). 
Delodajalci prosta delovna mesta oglašujejo na najbolj popularnih socialnih omrežjih ne glede 
na njihov zasebni ali profesionalni način uporabe. 
LinkedIn je eno od poslovnih socialnih omrežij, preko katerega so na profilu posameznika 
dostopne informacije o njegovem poslovnem, profesionalnem življenju, o njegovih preteklih 
in sedanjih izkušnjah, priporočilih, izobrazbi, stikih in povezavah. Na profilu so deljene 
informacije, ki so za delodajalca ključne, ko išče potencialne kandidate za zaposlitev (prav 
tam, str. 1–2).  
Facebook velja za enega najbolj popularnih socialnih omrežij, namenjenih za zasebno 
uporabo. Popularnost Facebooka je privabila različna podjetja, ki z oglasi predstavljajo sebe 
ter hkrati ponujajo svoje storitve in izdelke. Razširilo pa se je tudi oglaševanje prostih 
delovnih mest. Oglaševanje prostega delovnega mesta na socialnih omrežjih omogoča objavo 
prostega mesta in deljenje oglasa brezplačno. Socialna omrežja so oblikovana za deljenje 
informacij, zato bo objava dosegla večje število ljudi. S posebnimi paketi oglaševanja tako 
Facebook kot LinkedIn ponujata različne možnosti. Ena teh je tudi, da je oglaševanje 
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namenjeno točno določeni skupini ljudi, kar pomeni, da objavo vidijo ljudje, ki ustrezajo 
merilom oglasa, ki jih je postavil oglaševalec, na primer starost. S plačljivim oglaševanjem 
lahko naročnik spremlja število klikov in ogledov oglasa. Iskanje novih sodelavcev na 
socialnih omrežjih lahko pritegne tudi pasivne iskalce zaposlitev, saj manj aktivno iščejo novo 
zaposlitev na platformah, ki so namenjene zgolj oglaševanju delovnih mest. Socialna omrežja 
podjetjem omogočajo, da si zgradijo pozitivno in privlačno spletno podobo. Z različnimi 
vizualnimi vsebinami lahko predstavijo kulturo, vrednote podjetja in tako pritegnejo iskalce 
zaposlitve (Pavlou, b. d.b). Oglas na socialnem omrežju mora biti primerne dolžine. Večina 
ljudi danes uporablja Facebook na pametnem telefonu. Uporabniki po navadi vsebine 
socialnih omrežij pregledujejo hitro, zato je pomembno, da oglas v prvih štirih besedah 
pritegne posameznika. Tudi vizualna podoba je pomembna. Izbira slike za oglas je lahko 
odločilna, saj lahko iskalca tako pritegne, da se na oglas odzove (Pavlou, b. d.a).  
5.3 Obdelava osebnih podatkov 
Zaradi povečanja nadzora nad posamezniki in izrabe osebnih podatkov so na evropski ravni 
sprejeli Splošno uredbo o varstvu podatkov (Uredba (EU) 2016/679 Evropskega parlamenta 
in Sveta o varstvu posameznikov pri obdelavi osebnih podatkov in prostem pretoku takih 
podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov) – 
GDPR, 2016)6, ki opredeljuje pravni okvir EU glede obdelave in varovanja osebnih podatkov 
in velja v celotni EU. Za kršitev GDPR-a so določene visoke kazni za organizacije, do 20 
milijonov evrov ali 4 % celotnega dobička. Upoštevanje zasebnosti in pravilne obdelave 
podatkov ne velja le za podatke o strankah, ampak tudi o zaposlenih v podjetju (prav tam, 83. 
člen). 
Ta zakon ne velja za fizične osebe, ki obdelujejo podatke na zasebni ravni (Zakon o varstvu 
osebnih podatkov – ZVOP-1, 2007, 7. člen). Obdelava osebnih podatkov je dovoljena le v 
primeru, da obdelavo določa in dovoljuje zakon, ter v primeru, da ima obdelovalec osebno 
dovoljenje posameznika (prav tam, 8. člen). GDPR in Zakon o varstvu osebnih podatkov7, ki 
velja v Sloveniji, osebni podatek opredeljujeta enako, kot "katerikoli podatek, ki se nanaša na 
 
6 Uredba EU 2016/679 Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih podatkov 
in prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov) – 
GDPR. (2016). Sprejeta v Evropskem parlamentu, v veljavi od 25. maja. 
7 Zakon o varstvu osebnih podatkov (ZVOP-1). (2007). Sprejet v Državnem zboru Republike Slovenije, v veljavi 
od 27. septembra. 
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posameznika, ne glede na obliko, v kateri je izražen". Obdelava osebnih podatkov je 
dovoljena le za namen, za katerega so bili podatki zbrani (prav tam, 16. člen).  
5.4 Preverjanje profilov 
Pri zagotavljanju zasebnosti zaposlenih se največkrat pojavi vprašanje, ali je dovoljeno 
preveriti profil potencialnega kandidata za zaposlitev na socialnem omrežju? Da, če je 
preverjanje profila povezano z delovnim mestom in poslovnimi nameni, da, če so na profilu 
objavljeni podatki o kandidatu, ki prispevajo k lažji selekciji najbolj ustreznega kandidata. 
Poleg teh dveh pogojev pa mora iskalec kadra o tem obvestiti kandidata za zaposlitev 
("Factsheets: privacy and monitoring at work under the GDPR", b. d.). To podpira tudi 29. 
člen GDPR-a, ki pravi: “Obdelovalec in katerakoli oseba, ki ukrepa pod vodstvom 
upravljavca ali obdelovalca in ima dostop do osebnih podatkov, teh podatkov ne sme obdelati 
brez navodil upravljavca, razen če to od njega zahteva pravo Unije ali pravo države članice.” 
(Uredba (EU) 2016/679 Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi 
osebnih podatkov in prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES 
(Splošna uredba o varstvu podatkov) – GDPR, 2016, 29. člen).  
Preverjanje profilov potencialnih kandidatov za zaposlitev je danes postala razširjena praksa 
delodajalcev. Raziskava YouGov je pokazala, da kandidata na socialnih omrežjih preveri kar 
80 % delodajalcev. Z uveljavitvijo GDPR-a morajo delodajalci postati bolj pozorni in 
previdni, da s tem ne kršijo zakona. Kandidata ne morejo več zavrniti na podlagi njegove 
dejavnosti in objav na socialnih omrežjih. Omenjena raziskava je pokazala, da je eden od 
petih delodajalcev v preteklosti že zavrnil kandidata na podlagi profila na socialnem omrežju. 
GDPR je oblikovan s ciljem po večji zaščiti osebnih podatkov, zato mora delodajalec, preden 
preveri profil, o tem obvestiti kandidata in pridobiti dovoljenje, da to stori. Delodajalec lahko 
pri zaposlitvi ali zavrnitvi kandidata upošteva samo relevantne informacije za zaposlitev, ki 
jih najde na profilu ("The effect of GDPR on social media checking", 2018). Socialna 
omrežja, kot sta Facebook ali Twitter, načeloma niso primerna za preverjanje kandidata, saj 
so namenjena osebni uporabi. Na LinkedInu pa delodajalec že lahko najde informacije, ki so 
pomembne in ključne za zaposlitev (prav tam). EU zavzema stališče, da čeprav je profil 
kandidata javen, to še ne pomeni, da je zakonito uporabiti informacije, ki so objavljene ("Is it 
fair to use social media in screening?", 2017).  
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Dilema, ki se pojavlja pri tem, je, ali je preverjanje profilov potencialnih kandidatov za 
zaposlitev sploh vdor v zasebnost, glede na to, da je profil javno dostopen? Informacije na 
internetu so načeloma javno dostopne. Torej lahko delodajalec pri zaposlovanju uporabi vse 
informacije, ki jih na internetu o kandidatu prosto najde, celo na njegovem socialnem 
omrežju. Delodajalec tako ne posega v zasebnost potencialnega kandidata za zaposlitev, če 
ima ta odprti profil, torej, da kandidat nima urejenih nastavitev zasebnosti, ki bi širšemu krogu 
ljudi zunaj seznama njegovih prijateljev onemogočale dostopnost njegovih objav, fotografij 
ter drugih osebnih podatkov. Vdor v zasebnost bi pomenil, če bi delodajalec ustvaril nov, 
izmišljen profil, preko katerega bi skušal dostopati v krog prijateljev potencialnega kandidata 
in s tem do njegovih zasebnih informacij na profilu socialnega omrežja (Grimšič Borko, 
2015). 
Ameriški pristop do zaposlovanja je popolnoma drugačen od evropskega. Obstajajo podjetja, 
ki jih delodajalec lahko najame za pomoč pri zaposlovanju. Ta kandidata preverijo in o njem 
zberejo kar se da veliko podatkov. Vlada tem podjetjem izda dovoljenje za opravljanje 
tovrstne storitve, da bi delodajalci prejeli le pravilne in točne podatke (Ebnet, 2012, str. 307–
308). Nacionalno združenje podjetij, ki profesionalno opravljajo preverjanje profilov za druga 
podjetja, je že poročalo o primerih, ko se je od njih zahtevalo, da preverijo ozadje kandidatov 
na socialnih omrežjih. Nekatere zvezne države so prakso spoznavale za legalno, spet druge so 
jo zavračale. Tovrstno preverjanje ne podaja popolnega in pravega vtisa o kandidatu ("Is it 
fair to use social media in screening?", 2017).  
Raziskava Career Builder8 kaže, da v ZDA kar 70 % delodajalcev preverja socialna omrežja 
potencialnih kandidatov za zaposlitev, 43 % pa preverja delavce, ki so že zaposleni v podjetju. 
Nekateri menijo, da je treba preveriti profil, da lahko ocenijo ustreznost kandidata za podjetje. 
Profil socialnega omrežja delodajalcu daje dodatne informacije, ki jih v življenjepisu ni 
(Driver, 2020). Veljalo naj bi mnenje, da naj bi profil na socialnem omrežju o kandidatu dal 
bolj iskreno sliko kot kandidat sam na razgovoru, na katerem se lahko pretvarja in prilagaja 
situaciji (Davidson in drugi, 2011, str. 156).  
Čeprav so objave kandidatov v recimo alkoholiziranem stanju praviloma objavljene v prostem 
času in nimajo povezave z delom, jih lahko delodajalci obravnavajo kot posledico 
pomanjkanja zmožnosti presojanja in pravih odločitev, saj bi lahko objavo omejil le na svoje 
prijatelje, torej bi bila ta zasebna in ne javno dostopna (Stacey, 2017). Profesionalen profil na 
 
8 Career Builder je globalno podjetje usmerjeno na iskanje in zaposlovanje kadra za delodajalce. 
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LinkedInu je pomemben, da z njim pritegnemo potencialnega delodajalca, z osebnim profilom 
na Facebooku pa do določene mere razkrijemo svoj značaj ("Adeccova globalna raziskava o 
zaposlovanju na družbenih omrežjih", 2014).  
Vedenje ljudi na socialnih omrežjih se lahko od vedenja v resničnem življenju precej 
razlikuje, zato delodajalec iz podatkov, ki jih pridobi s profila, ne more vedeti, kakšen bo 
človek kot delavec (Slovensky in Ross, 2012, str. 60). Ravno zaradi tega socialna omrežja 
povečujejo nepravičnost, saj naj bi se delodajalci odločali na podlagi usposobljenosti 
kandidatov in ne na podlagi obnašanja v zasebnem življenju. Uporaba socialnih omrežij in 
objava vsebin naj bi bila del zasebnega življenja, ta pa naj ne bi vplival negativno ali 
pozitivno na zaposlovanje posameznika (prav tam, str. 62).  
Organizacije ne iščejo informacij le na socialnih omrežjih, 69 % jih uporablja tudi Google, 
Yahoo in Bing. 54 % delodajalcev je že zavrnilo kandidata na podlagi vsebine, ki so jo našli 
pri preverjanju kandidata po spletnih brskalnikih. Najpogostejši razlogi za to so bile 
neprimerne objave, fotografije, posnetki ali informacije, objave o uporabi drog in alkohola, 
diskriminatorni komentarji, ki so se nanašali na raso, spol in vero itd. (Salm, 2017). Ni pa 
vedno nujno, da najdene informacije slabo vplivajo na zaposlovanje. Če so objavljene 
premišljeno in z namenom, lahko kažejo pozitivne lastnosti kandidata. 44 % delodajalcev je 
kandidata zaposlilo prav iz tega razloga, saj so pri preverjanju na spletu našli vsebino, ki je 
pozitivno vplivala nanje. Najpogostejši razlogi, ki so vplivali na zaposlitev, so usklajenost 
med kandidatovim ozadjem in profesionalnimi izkušnjami, dobre komunikacijske 
sposobnosti, profesionalni videz in vedenje. Čeprav lahko iskalcu zaposlitve neprimeren 
profil na socialnem omrežju škodi zaradi vsebine, pa 54 % delodajalcev priznava, da 
kandidatov, ki jih na spletu ne morejo najti, ne bi zaposlili (prav tam).  
“Preverjanje profilov nudi takojšnje informacije, torej je poizvedovanje hitro in stroškovno 
učinkovito. Socialni profili vsebujejo mnoge osebne podatke, ime in priimek, osebne 
fotografije, videoposnetke, starost, kraj bivanja, skozi katere si delodajalec lahko ustvari širše 
mnenje o kandidatu, o njegovem karakterju.” (Slovensky in Ross, 2012, str. 57).  
Socialna omrežja so zagotovo v središču razprav glede zasebnosti, saj so že po naravi 
nadzorna (Choon, 2018, str. 342). Že s samo uporabo interneta smo nadzorovani in je na neki 
način že poseženo v našo zasebnost (prav tam, str. 340). 
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Preverjanje profilov na socialnih omrežjih sicer ni točno določeno nezakonito, dokler gre za 
dostopanje informacij, ki so javno dostopne. Lahko pa njihovo uporabo spremljajo pravne 
posledice. Če kandidat ugotovi, da je bil njegov profil preverjen in hkrati ni bil zaposlen, se 
lahko sklicuje na diskriminacijo, čeprav informacije, ki jih je delodajalec našel na njegovem 
socialnem omrežju, niso vplivale na odločitev o zaposlitvi (Stacey, 2017). Kljub porastu 
preverjanja profilov s strani delodajalcev in njegovega vpliva na zaposlitev kandidata se še 
vedno opaža trend deljenja velikega števila osebnih podatkov na socialnih omrežjih (Choon, 
2018, str. 340).  
Pri preverjanju profilov je bolj vprašanje etičnosti preverjanja profilov, kjer pa enotnega 
odgovora ni, saj so nameni uporabe socialnih omrežij različni. Ne glede na to, da delodajalec 
do podatkov javno dostopa, je to vsebina, ki se praviloma ustvarja izven delovnega časa, torej 
v prostem času. Pri javno dostopnih informacijah je treba biti pazljiv, saj ni nujno, da so 
določene objave iz preteklosti, ki niso najbolj pozitivne, še vedno relevantne za kandidata. 
Spet drugi menijo, da je preverjanje kandidata nujno obvezno, ker se s tem delodajalec izogne 
zaposlitvi neustreznega kandidata. Konec koncev pa zaposleni vplivajo na ugled podjetja, zato 
je vsaj osnovno, minimalno preverjanje kandidata nujno (Slovensky in Ross, 2012, str. 58). 
Ko govorimo o profilih na družbenih omrežjih, morata obe strani, tako iskalec zaposlitve kot 
delodajalec, paziti na določene stvari, da ne bi prišlo do negativnih posledic. Posamezniki z 
ustvarjenimi profili se morajo zavedati deljenja osebnih podatkov in možnosti nastavitev 
zasebnosti, delodajalci pa paziti na uporabo javno dostopnih podatkov. 
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6 UPORABA SOCIALNIH OMREŽIJ V DELOVNEM RAZMERJU 
6.1 Organizacijska komunikacija 
V tem delu se bom osredotočila na dva vidika komunikacije, in sicer na komunikacijo, ki 
poteka na socialnem omrežju v delovnem času s strani delodajalca, ter na uporabo socialnih 
omrežij v zasebne namene in s tem povezanim nadzorom delavca. “Dvosmerna komunikacija 
je temelj vsake organizacije. Osnovna definicija komunikacije v organizaciji je prenos 
neverbalnih ali verbalnih sporočil, ki se oblikujejo v mislih zaposlenih.” (Peck Richmond in 
McCroskey, 2009, str. 20). Neverbalna sporočila definirajo stik z očmi, kretnje, izrazi na 
obrazu, ton glasu. Med verbalna sporočila pa štejemo jezik z različnimi izrazi, za katere je 
razumevanje nujno, da komunikacija ni otežena. Na splošno ločimo tri cilje organizacijske 
komunikacije, in sicer doseganje razumevanja, medosebni odnosi ter skladnost med 
zaposlenimi. Na drugi strani pa je za samo organizacijo in uspešnost bolj pomembna interna 
komunikacija, ki poteka med zaposlenimi v organizaciji (prav tam).  
6.2 Pravni vidik organizacijske komunikacije 
Dobra in uspešna vertikalna komunikacija je ključ za zadovoljstvo in uspešnost zaposlenih 
(Brezovar, 2013, str. 12). Obveznost obveščanja in določeno obvezno komunikacijo med 
delodajalcem in zaposlenim na nekaterih področjih ureja ZDR-1. Večina obveznosti glede 
načina komunikacije je naslovljena na delodajalca. Pred sklenitvijo pogodbe o zaposlitvi je 
dolžan obvestiti delavca o vseh pogojih, pravicah in obveznostih, ki mu jih nalaga pogodba o 
zaposlitvi (Zakon o delovnih razmerjih – ZDR-1, 2013, 28. člen). Delodajalec je dolžan 
delavcu dajati zadolžitve in navodila za opravljanje dela, delavec pa je ta dolžan upoštevati, 
če so v skladu z njegovo pogodbo (prav tam, 34. člen). Največji del obvezne komunikacije je 
interna komunikacija in vključuje sodelovanje med delodajalcem in delavci oziroma sindikati. 
Delodajalci morajo o določenih vprašanjih in spremembah obveščati sindikate oziroma 
predstavnike delavcev. Če delodajalec o spremembah splošnih aktov, zaposlitvi delavca za 
določen čas ali napotitvi delavca na delo in delovnih razmerah uporabnika, h kateremu ga 
napoti, ne obvesti delavskih predstavnikov in strokovne službe, je lahko kaznovan (Brezovar, 
2013, str. 14). Na drugi strani pa je delavec dolžan delodajalca obvestiti o spremembah v 
delovnem okolju, ki bi lahko kakor koli vplivale na naravo dela in izpolnjevanje pogodbenih 
obveznosti. Po zakonu o varnosti in zdravju pri delu ga je dolžan obvestiti tudi o morebitnih 
nevarnostih, ki jih zasledi v delovnem okolju in bi lahko vplivale na zdravje, življenje ali 
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nastanek materialne škode. Delodajalec mora delavcem zagotavljati varno okolje, v katerem 
lahko izpolnjujejo pogodbene obveznosti. Seznaniti jih mora z vsemi potencialnimi 
nevarnostmi, hkrati pa tudi z varnostnimi ukrepi. O varnem in zdravem delu je dolžan 
obveščati pisno (Brezovar, 2013, str. 16). 
6.3 Socialna omrežja kot orodje za interno komunikacijo 
Zaposleni v podjetju na vseh ravneh komunicirajo po različnih kanalih. Tip izbranega kanala 
je odvisen od vrste komunikacije, njene formalnosti, ravni komuniciranja ter pravil 
komuniciranja v organizaciji. Navadno je oseben stik, torej komunikacija iz oči v oči 
najučinkovitejša in najkakovostnejša, vendar ni vedno mogoča. Z napredkom tehnologije se je 
bolj kot osebna uveljavila elektronska komunikacija. Sem spadajo: klici, konferenčni klici, 
internet, intranet, e-pošta, sestanki, oglasne deske ("Communication Channels", b. d.). 
Porast zavedanja potrebe po nenehni motivaciji in spodbudi, deljenju znanja in izobraževanju 
je znatno povečal uporabo socialnih medijev. Kot kanal za komuniciranje še vedno niso v 
popolnosti uveljavljeni, so pa pozitivne lastnosti očitne. Mednje lahko štejemo interno 
deljenje informacij in izkušenj, odprtost, hitrost komunikacije, medsebojno sodelovanje, hitri 
odzivi. Vedno bolj se tudi socialna omrežja implementirajo v podjetja in poslovno življenje 
(Verghese, 2012, str. 132–133). 
Poleg že omenjenih aktivnosti, ki jih podjetje lahko izvaja preko socialnih omrežij, pa lahko 
poteka tudi interna komunikacija. Eno najbolj znanih omrežij je gotovo Facebook. Ta 
omogoča vzpostavitev intraneta, hkrati pa tudi profila Facebook kot skupine. Facebook 
Workplace je platforma, vzpostavljena za podjetja, ki potrebujejo intranet za komunikacijo in 
deljenje internih vsebin. Na voljo je brezplačna različica, ki ponuja predvsem komunikacijske 
možnosti, torej prenos videa v živo, konferenčne klice, možnosti pogovora z zaposlenimi. 
Prav tako pa omogoča še neomejen prostor za shranjevanje datotek, slik in videov, ustvarjanje 
skupin, izvajanje projektov in varno sodelovanje z drugimi podjetji. Facebook ponuja še 
plačljivo platformo, ki odpira tudi druge funkcije. Za tri dolarje na mesec lahko podjetje poleg 
vseh možnosti, ki jih ima v brezplačnem paketu uporablja še administrativno funkcijo, orodje 
za lažje nadzorovanje IT-oddelka in možnost uporabe njihovih aplikacij, ki lajšajo delo 
uporabniku. Facebook intranet obljublja lažjo dvosmerno komunikacijo v celotnem podjetju, 
ne glede na velikost in panogo. Cilj platforme je razvijanje organizacijske kulture in 
28 
osredotočanje na zaposlene in ne na tehnologijo. Spodbuja odprtost organizacije in večjo 
vpetost zaposlenih v dogajanje znotraj podjetja (Workplace from Facebook, b.d).  
Facebook omogoča tudi ustvarjanje profila kot skupine, ki je namenjena le določenim ljudem. 
Profil skupine je lahko javen ali zaseben. Če je javen, to po navadi pomeni, da je to skupina 
ljudi, ki si deli podobne interese. Zaseben profil skupine, v katero se ne more vključiti vsak, 
pa je lahko med drugim vzpostavljen s strani podjetij, za komunikacijo med zaposlenimi. 
Oblikovanje in uporaba skupine sta brezplačna. Pri uporabi Facebooka za interno 
komunikacijo so s strani delodajalcev vedno prisotne dileme o primernosti omrežja. Na eni 
strani je delodajalec oziroma menedžer, ki ga skrbi, da bi uporaba Facebooka motila njegovo 
produktivnost pri delu. Na drugi strani pa je delavec, ki profil Facebook uporablja v zasebne 
namene v prostem času. Ta je največkrat poln njegovih osebnih podatkov, ki jih ne želi deliti 
z vsemi, še najmanj pa z delodajalcem ("Facebook pages", b. d.).  
Kljub dilemi pa lahko navedemo nekaj pozitivnih strani uporabe. Kot sem že omenila, je 
kreiranje in uporaba Facebook skupine hitro in preprosto, hkrati pa brezplačno. Vsekakor je 
prednost množične uporabe Facebooka, kar pomeni, da zaposleni praviloma nimajo težav z 
dostopom do skupine, v katero so vključeni, niti z uporabo. Poleg tega pa omenjeno socialno 
omrežje uporabnika oziroma člana določene skupine z obvestilom obvešča o vsaki objavi in 
novosti, ki je vidna na profilu skupine. Primeren je tudi za objavljanje vizualnih vsebin, tako 
slik kot videov. Najpomembnejše pa je, da omogoča hitro komunikacijo in hiter odziv članov 
skupine. Teoretično lahko vsi naenkrat vidijo objavo in se nanjo takoj odzovejo (Lewis, b. d.).  
Menim, da je tako Facebook skupina kot njihova oblika intraneta primerna za manjša, 
mikropodjetja, v katerih zaposleni opravljajo izmensko delo, na primer v gostinskih lokalih, 
kjer niso vsi zaposleni naenkrat na delovnem mestu. Obveščanje glede razporeditve dela in 
urnika je lažje, uporaba je preprosta in odzivi so bolj pregledni. Kot vsak drugi kanal za 
komuniciranje tudi ta ni primeren za vsako vrsto organizacije. Kako bo potekala interna 
komunikacija, je odvisno od več dejavnikov, ki vplivajo na organizacijo. Bistveno pa je, da je 
komunikacija v podjetju učinkovita, saj je ena ključnih dejavnikov, ki vplivajo na uspešnost 
podjetja kot celote.  
6.4 Nadzor na delovnem mestu v EU in Sloveniji 
Ne samo, da je zasebnost lahko kršena bodočemu delavcu, temveč je lahko tudi trenutnemu 
zaposlenemu v podjetju, in sicer z nadzorom na delovnem mestu. Nadzor na delovnem mestu 
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spremlja navzkrižje interesov obeh strank, tako delodajalca kot delojemalca. Na eni strani 
zaposleni uporablja opremo in sredstva, ki so v lasti delodajalca, zato naj bi ta imel pravico do 
nadzora. Na drugi strani pa ima zaposleni, ne glede na to, da je na delovnem mestu, pravico 
do zasebnosti. Torej, kaj pravi zakon? Ta se od države do države razlikuje. Manjše razlike so 
vidne med državami EU, večje pa so razlike, če primerjamo zakonodajo glede varstva 
zasebnosti na delovnem mestu z ZDA.  
EU pri nadzoru na delovnem mestu poudarja človekove pravice in pravico do zasebnosti, 
čeprav je delavec na delovnem mestu. Slovenija pri zaščiti komunikacijske zasebnosti ne 
zaostaja, še več, pri zaščiti zaposlenega oziroma njegove zasebnosti gre še dlje. Slovenska 
ustava, ki državljanom daje temeljne človekove pravice, zahteva, da mora za določeno 
obdobje, v katerem človekova zasebnost ne bo tajna, dati dovoljenje sodišče. Torej vsak vdor 
v zasebnost posameznika mora biti zakonsko podprt. Evropski pristop, ki velja tudi v 
Sloveniji, več kot očitno postavlja zaposlenega na prvo mesto in ga skuša zaščititi (Kovačič, 
2010).  
S tehnologijo je tudi vdor v zasebnost postal agresivnejši. Da bi pri tem zaščitili uporabnike, 
lahko podjetja pri vzpostavljanju potrebne tehnologije za delovanje organizacije sodelujejo s 
predstavniki delavcev. “V EU v splošnem prevladujeta dva legalna načina usklajevanja 
tehnologije s pravico do zasebnosti zaposlenih. V nekaterih članicah imajo predstavniki 
zaposlenih odločilno vlogo pri vzpostavitvi in prilagoditvi tehnologije zaposlenim, spet v 
drugih pa morajo biti predstavniki delavcev zgolj obveščeni o tem, vendar nimajo odločilne 
vloge.” ("Technology at the workplace – a European overview of employment law issues in a 
modern working environment", 2017). Nemčija, Nizozemska in Francija so ene od držav, kjer 
imajo predstavniki delavcev odločilno vlogo. Delodajalec se mora glede uvedbe nove, bolj 
nadzorne tehnologije posvetovati s predstavniki. Sporazum mora reševati legalne namene 
zbiranja podatkov (prav tam). 
Izvajanje nadzora mora potekati v skladu s pravili delodajalca in soglasjem delavca. V 
soglasju, ki ga delavec podpiše, mora biti točno seznanjen s pravili in načinom nadzora 
elektronske komunikacije. Praviloma bi zaposleni moral imeti tudi možnost zavrnitve nadzora 
brez negativnih posledic ("Zlata pravila zasebnosti na delovnem mestu", b. d.). 
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6.4.1 Pravni vidik nadzora na delovnem mestu 
Tehnološki razvoj je pravnim subjektom omogočil lažji dostop do osebnih podatkov, hkrati pa 
hitrejšo obdelavo. Posamezniki z dostopnostjo do spleta in njegovo uporabo zavedno ali 
nezavedno delijo osebne podatke, do katerih lahko vsakdo dostopa le z nekaj kliki. Varovanje 
posameznikove zasebnosti je tako postalo zahtevnejše.  
Delovno razmerje ni samo izpolnjevanje dolžnosti in pravic, ki veljajo med delodajalcem in 
delavcem, pomemben vidik je tudi obdelava osebnih podatkov. Zaradi lažjega dostopa do 
podatkov je varstvo zasebnosti postalo izziv. Za nekatera področja delovnega razmerja 
obdelava podatkov še ni opredeljena, kot je uporaba interneta, elektronske pošte, telefona … 
“Meja pristojnosti do nadzora na delovnem mestu in pravic delavca do zasebnosti na 
delovnem mestu v Sloveniji izrecno (še) ne ureja noben zakon.” (Varstvo osebnih podatkov v 
delovnih razmerjih, 2019, str. 5).  
Delodajalec na eni strani poskuša zaščititi interese podjetja, izkoristiti sredstva, ki jih ima v 
lasti čim bolje, da bi se na trgu uveljavil in uspel, za kar pa potrebuje delavca, ki bo delovni 
čas izkoristil maksimalno v korist podjetja. Pri tem se moramo zavedati, da ima delavec, 
čeprav je na delovnem mestu, pravico do zasebnosti (prav tam). 
“Posameznike, na katere se nanašajo osebni podatki, bi bilo treba o obdelavi osebnih 
podatkov v zvezi z njimi obvestiti v trenutku zbiranja podatkov od posameznika, na katerega 
se nanašajo osebni podatki, ali, kadar se osebni podatki pridobijo iz drugega vira, v ustreznem 
roku, odvisno od okoliščin primera.” (Uredba (EU) 2016/679 Evropskega parlamenta in Sveta 
o varstvu posameznikov pri obdelavi osebnih podatkov in prostem pretoku takih podatkov ter 
o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov) – GDPR, 2016, 61. 
člen).  
Informacijski pooblaščenec našteva izhodišča glede nadzora nad delovnimi sredstvi. Prvo 
izhodišče opisuje usklajevanje dveh pravic, in sicer pravico delodajalca, ki je lastnik sredstev, 
ter pravico delavca do zasebnosti. “Pravici nista absolutni, potrebno ju je usklajevati in v 
konkretni situaciji poiskati primerno in čim manj invazivno rešitev glede na dane okoliščine.” 
(Varstvo osebnih podatkov v delovnih razmerjih, 2019, str. 21). To pomeni, da ima 
delodajalec kot lastnik sredstev pravico do nadzora pri uporabi. Bistveno je, da delodajalec o 
vseh možnih oblikah nadzora vnaprej obvesti zaposlene v internih aktih podjetja. Pravila 
morajo biti jasna in točno definirana. Tako lahko delavec v določenih situacijah pričakuje 
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nadzor in ravna skladno s postavljenimi pravili. Nepoznavanje zakonodaje in neurejenost 
internih pravil pripelje do številnih kršitev zasebnosti kot na primer: 
− nadzor nad uporabo interneta in elektronske pošte, 
− zbiranje podatkov o zdravju zaposlenih, 
− neustrezen nadzor bolniške odsotnosti, 
− nadzor telefonskih klicev in videonadzor na delovnem mestu, ki ni utemeljen in zaposleni 
o tem niso obveščeni, 
− neustrezno varovanje osebnih podatkov in preprečevanje pravice do vpogleda v lastne 
osebne podatke zaposlenim. 
Da do takih neprijetnosti in kršitev zasebnosti ne bi prišlo, je določanje pravil nujno. 
Določena morajo biti pisno (Zlata pravila zasebnosti na delovnem mestu, b. d.). 
Kljub vzpostavljenim internim aktom pa to ne pomeni, da je vsaka vrsta nadzora primerna in 
upravičena. Smiselno je, da delodajalci pred vzpostavljenimi omejitvami uporabe tehnologije, 
kot so omejitev uporabe interneta na službenem računalniku, nadzor nad elektronsko pošto, 
skušajo zadevo rešiti na drugačen način. Vprašanje je, ali bodo s podobnimi omejitvami 
spodbudili delavce k bolj učinkovitemu in celovitemu opravljanju svojega dela (Varstvo 
osebnih podatkov v delovnih razmerjih, 2019, str. 21).  
6.4.2 Uporaba delodajalčevih sredstev 
Tehnologija v lasti delodajalca naj bi se uporabljala le v poslovne namene. Pa vendar je v času 
osemurnega delovnika pričakovati, da bo zaposleni delodajalčeva sredstva uporabil za zasebni 
namen, s sporočilom preko socialnega omrežja, klicem najbližjih. Delodajalec se tega 
načeloma zaveda in v sprejemljivem obsegu to dopušča, saj s tem ohrani tudi zadovoljstvo 
delavca. Vprašanje se pojavi, do katere meje to dopuščati? Vzpostavljeni pravilniki glede 
zasebne komunikacije so v praksi prej izjema kot pravilo. Ravno zato je določanje meril, po 
katerih zaposleni preseže mejo dovoljenega, oteženo, še bolj pa kdaj ter v kakšni obliki so 
sankcije upravičene. Uporaba organizacijske tehnologije v zasebne namene je najbolj nevarna 
v primerih, ko delodajalec zaposlenim ne postavi pravil in tovrstno komunikacijo tolerira. 
“Najučinkovitejša rešitev je seznanitev zaposlenih s pravili uporabe komunikacijskih sredstev 
med delovnim časom in ta pravila tudi ubesediti v fizični obliki. Le tako ima delodajalec 
pravno podlago za sankcioniranje kršitelja.” ("Technology at the workplace – a European 
overview of employment law issues in a modern working environment", 2017).  
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6.4.3 Nadzor nad elektronsko pošto 
Pravica do zasebnosti delavca na delovnem mestu velja tudi pri uporabi elektronske pošte. 
Tako kot so pisma, ki pridejo po navadni pošti na naslov delodajalca, naslovljena na delavca, 
lahko zasebne narave, je lahko tudi vsebina elektronske pošte. Ne glede na vzpostavljene 
interne akte se mora delodajalec zavedati, da je vpogled v vsebino elektronskega sporočila, 
razen v primeru odredbe sodišča, nezakonit. Dopusten je le vpogled v prometne podatke 
elektronske pošte, kar pomeni dostop do elektronskih naslovov, kamor je delavec sporočila 
poslal in jih prejel, do datuma in ure prejetja teh ter zadeve in drugih tehničnih podatkov 
(Varstvo osebnih podatkov v delovnih razmerjih, 2019, str. 22). V primeru, da delodajalec 
ugotovi, da delavec elektronske pošte ne uporablja skladno z navodili, lahko uporabo omeji. 
“Delodajalec lahko omeji uporabo službenega elektronskega naslova, če bi se iz drugih 
razlogov (ne z vpogledom v zasebno pošto, pač pa na podlagi odzivov tretjih oseb na 
sporočila zaposlenega, počasno delovanje omrežja zaradi pošiljanja slikovnih ali zvočnih 
datotek, povečano število virusov...) izkazalo, da ga ne uporablja v skladu s politiko 
delodajalca glede uporabe službenih sredstev.” (prav tam). V večini evropskih držav se 
omejitve nanašajo na nadzor elektronske pošte delavca in spletne prometne podatke. Nadzor 
lahko delodajalec izvaja le ob obveznem upoštevanju individualne svobode. Delodajalec 
lahko do poslovnega dopisovanja dostopa brez posebnega dovoljenja oziroma prisotnosti 
zaposlenega. V primeru dopisovanja zasebne narave mora zaposleni biti prisoten še pred 
odprtjem pošte ("Technology at the workplace – a European overview of employment law 
issues in a modern working environment", 2017).  
6.4.4 Nadzor nad uporabo interneta 
Nadzor na delovnem mestu lahko pomeni tudi nadzor uporabe interneta in s tem socialnih 
omrežij na delovnem mestu. Dandanes so socialna omrežja postala tako množična, da skoraj 
ni posameznika, ki ne bi uporabljal vsaj ene družbene platforme v svojem prostem času. 
Prvotni namen družbenih omrežij, če govorimo o omrežju, podobnem Facebooku, je 
načeloma zasebna uporaba posameznika za ohranjanje in navezovanje novih stikov.  
Zakaj omejitev uporabe? Vedno več zaposlenih med delovnim časom pregleduje socialna 
omrežja. Delodajalci, ki nimajo nadzora nad uporabo teh, se po navadi ne zavedajo posledic. 
Malomarnost in brezbrižnost zaposlenih lahko pri svojih dejanjih na socialnih omrežjih le v 
nekaj minutah škoduje podjetju, v katerem so zaposleni. Podjetju prav tako lahko škodijo 
žaljivi in neprimerni komentarji, s katerimi se posamezniki javno izpostavljajo. Vse to lahko 
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vodi tako daleč, da posameznik ali celo podjetje začne izgubljati sledilce na socialnih 
omrežjih (Jesenko, 2014).  
Največja skrb delodajalcev pri uporabi socialnih omrežij med delovnim časom je zmanjšanje 
produktivnosti. Torej, da bi pregledovanje, na primer profila Facebook, tako zmotila 
delavčevo zbranost, da bi se njegova produktivnost občutno zmanjšala. Spletna iskanja 
delavca, ki so vidna v zgodovini brskalnika, veljajo za osebne podatke delavca, zato 
delodajalec nima pravice do vpogleda in nadzora. Vpogled delodajalca bi lahko razkril osebne 
podatke delavca in bi s tem lahko bila kršena pravica do njegove zasebnosti. Tako kot je 
vpogled v vsebino elektronske pošte mogoč le ob dovoljenju sodišča, je tudi vpogled v 
zgodovino internetnega iskanja možen le po odredbi sodišča. Če delodajalec želi delavcu 
omejiti internetno iskanje, lahko prepreči dostop do nekaterih spletnih strani, za katere določi, 
da za opravljanje dela niso ključne, temveč so lahko moteči dejavnik. Najpogostejše spletne 
strani, ki jih delodajalci omejijo na delovnem mestu, so socialna omrežja, kot so Facebook, 
Instagram, YouTube … (Varstvo osebnih podatkov v delovnih razmerjih, 2019, str. 28).  
Evropsko sodišče za človekove pravice je predlagalo dejavnike, ki jih je treba upoštevati pri 
presojanju o kršitvi delodajalčeve ali delavčeve pravice. Ti naj bi pokazali, v čigavo pravico 
je bilo v določeni situaciji poseženo, delodajalčevo lastninsko ali delavčevo pravico do 
zasebnosti na delovnem mestu. Preveriti je treba, ali je bil zaposleni o morebitnem nadzoru 
obveščen, kar je pogoj, da lahko sodišče delodajalčevo ravnanje obravnava kot zakonito. 
Treba je ugotoviti, v kakšnem obsegu se izvaja nadzor, ali se pregledujejo le prometni podatki 
elektronske komunikacije ali tudi sama vsebina. Delodajalec mora imeti tehten in upravičen 
razlog za spremljanje delavčeve komunikacije na delovnem mestu. Pretehtati je treba, ali bi 
delodajalec lahko določene postopke, s katerimi je ugotavljal, ali delavec sredstva podjetja 
uporablja v ustrezne namene, izvedel z manj invazivnimi metodami (prav tam, str. 21). Nujno 
je ugotoviti, s kakšnim razlogom in kakšen je bil namen nadzora ter ali je bila delavčeva 
zasebnost vnaprej do neke mere zaščitena. V skladu z navedenimi dejavniki naj bi sodišče 
ugotavljalo, do katere mere je delodajalec posegal v zasebnost delavca in do katere mere je 
delavec škodil delodajalcu z neustrezno uporabo opreme (Rot, 2018). 
6.5 Nadzor na delovnem mestu v ZDA 
ZDA se z vidikom zasebnosti spopadajo na popolnoma nasproten način kot EU. Slabe 
izkušnje z delavci so povzročile nezaupanje delodajalcev, hkrati pa še večjo željo po 
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zavarovanju poslovnih informacij in skrivnosti, zato se nadzor na delovnem mestu vedno bolj 
širi in postaja sprejemljiva praksa delodajalcev. Ni nenavadno, da delodajalec ob 
zaposlovanju delavcu lahko predloži izjavo, v kateri se s podpisom strinja z omenjenim 
nadzorom. V tem primeru ne velja skoraj nikakršna omejitev pri nadzorovanju. Delodajalec 
ima dovoljenje za izvajanje vseh vrst nadzora, od telefonskih klicev do elektronske pošte. 
Pristop glede nadzora, ki velja v ZDA, je veliko bolj naklonjen delodajalcem in nadzor z 
določenimi omejitvami podpira (Kovačič, 2010) 
6.5.1 Nadzor nad elektronsko komunikacijo 
Delodajalec ima dovoljenje za izvajanje vseh vrst nadzora, od telefonskih klicev do 
elektronske pošte, celotnega delovnega prostora in procesa. Glede na to, da je delodajalec 
lastnik delovnih sredstev, lahko nadzoruje delavčev računalnik in delovni prostor 
("Workplace privacy and employee monitoring", 2019). Programska oprema, s katero 
delodajalec nadzoruje delavca, omogoča nadzor brez vednosti zaposlenega. Kljub temu 
nekateri delodajalci o nadzoru obvestijo zaposlene. Zvezni zakon o zasebnosti pri 
elektronskem komuniciranju (ECPA) pravi, da ima delodajalec vso pravico do nadzora in 
spremljanja dejavnosti zaposlenega, če je računalnik v njegovi lasti ("Social networking & 
computer privacy", b. d.). Kljub temu pa je pod določenimi pogoji delavčeva zasebnost na 
delovnem mestu zaščitena z ameriško ustavo ter s strani sindikatov in združenj delavcev (prav 
tam). 
V ZDA velja akt, ki prepoveduje sočasen nadzor elektronskih komunikacij, kar pomeni, da je 
prepovedano le prestrezanje elektronske komunikacije. To pomeni, da pregled arhiva e-pošte 
lahko poteka, kar pa za delodajalce oziroma lastnike elektronske opreme ni kaznivo. V 
nasprotju s telefonskim klicem elektronska pošta ne more biti le delno nadzirana, zato je njen 
nadzor lažje upravičiti. Delodajalec je lastnik e-naslova in programa, ki je v podjetju 
namenjen za komunikacijo med zaposlenimi. To torej pomeni, da delodajalec lahko nadzira 
promet sporočil, ki poteka med zaposlenimi. Tovrsten nadzor mora delavec pričakovati, saj 
sistem, s katerim komunicira v podjetju, ni zaseben. Nekateri delodajalci s šifriranjem 
sporočil zagotovijo, da vsebino teh vidijo le pošiljatelji in prejemniki. S tem zaščitijo delavca 
pred vdorom v vsebino s strani sodelavcev, hkrati pa imajo vpogled v sporočilo tudi sami 
(prav tam).  
“Vsebina sporočil, ki so poslana s službenega računalnika, so lahko osnova za prekinitev 
delovnega razmerja. V primeru, da se sporočila izmenjujejo med dvema sodelavcema o 
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delovnih pogojih in razmerah na delovnem mestu, sta zaposlena še nekoliko zaščitena, če 
sporočila dosežejo ljudi izven organizacije, pa se sodišče večkrat odloči v prid delodajalca.” 
(prav tam).  
Nadzor je dovoljen tudi pri telefonskih klicih, vendar le v primeru, da je klic poslovne narave. 
Na ta način delodajalec preverja kakovost dela delavca, ki komunicira s strankami in 
poslovnimi partnerji. V zvezni državi Kalifornija zakon zahteva, da klicatelja pred začetkom 
pogovora obvestijo o tem, da se klic snema. Razlika je pri klicih zasebne narave. Če 
delodajalec, ki nadzoruje klice, ugotovi, da je klic zasebne narave, mora ta nadzor takoj 
prekiniti. Delavca lahko sankcionira le v primeru, ko je bil ta vnaprej obveščen o nadzoru in 
snemanju klicev (prav tam). 
Trgovsko podjetje Walmart je patentiralo sistem, ki omogoča popoln nadzor nad delavcem. 
Vsi klici, ki se opravljajo s strani zaposlenih, se snemajo, namestili so celo senzorje zvoka, 
kar pomeni, da spremljajo vsak šum, posebne zvoke, kot so piski optičnih čitalnikov, šumenje 
vrečk, tudi pogovore med zaposlenimi in strankami. Razlog za tovrstno zbiranje podatkov je 
zmanjšanje stroškov, izboljšanje storitev zaposlenih in zmanjševanje posredovanja vodij v 
primeru nesporazumov (Delgado, 2018). Nadzor opravičujejo s tem, da bo posneti zvok 
analiziran računalniško, ta pa ne bo preverjal posnetih besed. Dejstvo, ki ostaja neznano, je, 
kako bo Walmart te podatke zares uporabljal, saj še ni jasno, ali bo sistem dejansko 
implementiran (prav tam). 
Glede nadzora so mnenja deljena. Logično je, da bi delavci zase radi čim večjo zaščito in čim 
manj omejitev na delovnem mestu. Po drugi strani pa je pričakovati, da bodo delodajalci 
zagovarjali možnost večjega nadzora nad zaposlenimi. Menim, da sta ameriški in evropski 
pristop precej veliki skrajnosti. Menim, da bi pri izvajanju nadzora na delovnem mestu morali 
najti neko srednjo pot, ki bi bila ugodna za obe strani. V strogi teoriji dobiš občutek, da lahko 
po ameriškem pristopu delodajalec na delovnem mestu skoraj neomejeno nadzoruje 
zaposlenega. Evropski pristop, ki zagovarja pravice delavca in njegovo zasebnost, pa na vsak 
način ščiti delavca, čeprav ni nujno, da je nadzor nad njim nepotreben. Teorija je nekaj 
drugega kot praksa, in to na obeh straneh, tako na strani delodajalca kot delojemalca. Ne 
čutijo vsi delodajalci potrebe po nadzoru svojih zaposlenih, hkrati pa niso vsi delavci pošteni 
do delodajalca, številni opremo in sredstva podjetja izkoriščajo v osebne namene.  
36 
6.5.2 Nadzor nad uporabo interneta 
Delodajalec pričakuje od delavca na delovnem mestu polno produktivnost, kar pomeni, da 
uporaba spleta med delovnim časom v zasebne namene moti njegovo delo. Zaposleni je lahko 
odpuščen zaradi neustrezne uporabe interneta na službenem računalniku. Med neustrezno 
uporabo interneta spada tudi obiskovanje socialnih omrežij in objave na profilu. Če 
delodajalec na profilu najde vsebine, ki so neprimerne in bi lahko škodile njegovemu ugledu 
in ugledu podjetja, lahko ta prekine pogodbo o zaposlitvi. Kljub temu obstajajo omejitve. 
Predvsem je pomembno, da je objava, ki bi potencialno lahko škodovala delodajalcu, 
objavljena za širšo javnost, to pomeni, da uporabnik objave ni objavil le za krog svojih 
prijateljev, s katerim je povezan. Prav tako pa mora to pomeniti, da delodajalec objave ni 
videl, ker bi zaposlenemu poslal lažne prošnje za prijateljstvo. Sodišče je določilo, da objave 
na Facebooku, če so te med nastavitvami urejene kot zasebne, veljajo za zasebne informacije 
in ne kot informacije javnega značaja ("Social networking & computer privacy", b. d.). 
6.6 Zasebna uporaba zasebnih spletnih računov 
Uporaba socialnih omrežij se je tako razširila, da bi lahko rekli, da ogroža delovni čas. 
Dostopnost teh preko mobilnih in na splošno vseh elektronskih napravah je uporabo še 
olajšala. Praktično so nam na voljo na vsakem koraku in v vsakem trenutku. Teorije, ki so jih 
razvili raziskovalci, se med seboj razlikujejo. Nekateri pravijo, da je uporaba socialnih 
omrežij na delovnem mestu odvisna od starosti zaposlenih. Torej, pri mlajši generaciji 
zaposlenih je uporaba pogostejša in obratno. Lahko bi rekli, da so socialna omrežja za mlajše 
generacije bolj naravna. Starejša generacija pa ni nujno dosledna pri uporabi. Uporaba med 
mladimi je zelo razširjena, medtem ko je pri starejših odvisna od odprtosti do spoznavanja in 
sprejemanja novih stvari (Holland, Cooper in Hecker, 2016, str. 2622).  
Eden od dejavnikov, ki lahko vpliva na uporabo socialnih omrežij, je zagotovo tudi 
zadovoljstvo na delovnem mestu. Zadovoljstvo na delu in pri delu bo zaposleni praviloma 
pokazal z aktivno vključenostjo v delovni proces in ne z opravljanjem osebnih stvari med 
delovnim časom. Nezadovoljstvo pa prinese brezbrižnost delavcev, s katero lahko delodajalcu 
tudi škodijo.  
Uporaba socialnih omrežij v zasebnem času ni stvar delodajalca, zato nima pravice do 
nadzora. A delavec mora pri aktivnostih na socialnih omrežjih upoštevati, da so te v skladu z 
interesi delodajalca, kar pomeni, da mu ni dovoljeno na kakršen koli način škodovati. 
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Informacije o poslovanju in poslovne skrivnosti morajo ostati znotraj podjetja, prav tako je 
prepovedano obrekovanje sodelavcev in nadrejenih. Uporabniki se velikokrat ne zavedajo, 
koliko osebnih podatkov o sebi delijo na socialnih omrežjih. Občutek zasebnosti je na 
socialnih omrežjih še vedno velik, čeprav velikokrat ni tako. Profili uporabnikov so pogosto 
odprti vsaj deloma in tako vidni vsem, ki imajo na določenem socialnem omrežju ustvarjen 
profil. Deljenje slik in posnetkov iz sinočnje zabave, praznovanja in očitne alkoholiziranosti, 
deljenja zakonskega stanu in celo zajtrka je postalo precej pogosta praksa deljenja osebnih 
podatkov. Uporabniki se večinoma ne zavedajo, da so v primeru ohlapnih nastavitev 
zasebnosti njihove objave vidne vsem. V tem primeru krog ljudi, s katerimi delijo objave, ni 
več majhen. Socialna omrežja so zaradi tega za delodajalce nevarna. Zaposleni, ki s svojo 
službo niso zadovoljni, lahko na socialnih omrežjih s komentiranjem in deljenjem svojih misli 
povzročijo podjetju škodo ("Social media in the world of employment law", b. d.). Vprašanje, 
ki se v tem primeru pojavi, je, ali se škodljiva aktivnost na socialnem omrežju, ki je bila 
objavljena v prostem času uporabnika, obravnava kot javna objava? Vse je odvisno od 
nastavitev zasebnosti v profilu uporabnika ("Technology at the workplace – a European 
overview of employment law issues in a modern working environment", 2017).  
V ZDA velja, da ima delodajalec ob povzročitvi škode podjetju z neprimerno objavo o 
podjetju ali delodajalcu vso pravico zaposlenega disciplinirati. Če je bila objava deljena 
javno, je bila namenjena večji skupini ljudi, s ciljem, da jo bo prebralo čim več uporabnikov 
socialnega omrežja. V tem primeru se zaposleni ob ugovoru na disciplinski ukrep težko 
sklicuje na zasebnost ("Social media in the world of employment law", b. d.).  
38 
7 SOCIALNA OMREŽJA V FAZI PRENEHANJA DELOVNEGA RAZMERJA  
Tako kot je treba opredeliti pravila za komunikacijo in uporabo elektronskih komunikacijskih 
sredstev med delovnim časom, je hkrati priporočljivo opredeliti tudi pravila, ki določajo 
uporabo socialnih medijev izven delovnega časa na osebnih elektronskih napravah. Večina 
podjetij ima na vsaj enem socialnem omrežju oblikovan profil. Največkrat z namenom večje 
prepoznavnosti oziroma z namenom trženja. Da bi bila prepoznavnost največja, so s strani 
zaposlenih dobrodošle pozitivne objave, komentarji in misli, povezane z delom (Mangan, 
2017, str. 207).  
Seznanitev zaposlenih z vsemi politikami in pravili, ki veljajo v podjetju, je obvezna. Zahteva 
se lahko celo podpis izjave o seznanitvi. Pri postavljanju pravil pa je treba predvideti vsa 
možna neprimerna in nesprejemljiva dejanja, do katerih lahko pride pri uporabi in aktivnosti 
na socialnih omrežjih in zanje določiti posledice, ki jih bodo spremljale (Jesenko, 2014).  
7.1 Blatenje delodajalca na socialnih omrežjih 
Na neki točki lahko zaposleni svoje nezadovoljstvo začnejo širiti in javno izpostavljati na 
socialnih omrežjih (Holland in drugi, 2016, str. 2262). Tako kot se dilema o zasebnosti 
pojavlja pri preverjanju profilov na družbenih omrežjih, se ta pojavi tudi pri objavah 
uporabnikov. Pri objavah, napisanih v delovnem času, verjetno ni dileme, te so neprimerne in 
možne posledice ne bi bile nič nenavadnega s strani delodajalca. Kaj pa, če je objava, v kateri 
zaposlenih izraža negativno mnenje glede delovnega okolja in delodajalca, napisana v 
prostem času izven delovnega? 
Kazenski zakonik9 (KZ-1, 2008) vsebuje poglavje o kaznivih dejanjih zoper čast in dobro 
ime. Opredeljuje posledice za dejanja, kot so razžalitev, obrekovanje, žaljiva obdolžitev in 
opravljanje. Razžalitev ni posebej definirana, člen opisuje le posledice. Kazen za razžalitev je 
denarna ali pa zaporna do treh mesecev, razen če gre za razžalitev v medijih, torej na 
televiziji, radiu ali spletu, v tem primeru je kazen denarna in do šest mesecev zapora. 
Konstruktivna, resna kritika, ki očitno izraža le drugačno mnenje, se ne šteje kot razžalitev 
(prav tam, 158. člen).  
 
9 Kazenski zakonik (KZ-1). (2008). Sprejet v Državnem zboru Republike Slovenije, v veljavi od 4. junija. 
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Obrekovanje je v kazenskem zakoniku opredeljeno kot širjenje neresničnih informacij, ki bi 
lahko škodile dobremu imenu osebe. Kaznuje se z denarno kaznijo in zaporom do šest 
mesecev, razen če gre za obrekovanje v sredstvih javnega obveščanja, torej s tiskom, na 
televiziji, radiu ali pa spletu. V tem primeru je kazen denarna in zaporna do enega leta (prav 
tam, 159. člen). Naslednje dejanje, ki lahko škodi dobremu imenu in časti osebe, je žaljiva 
obdolžitev. Je dejanje, pri katerem nekdo o nekom trdi in širi informacije, ki bi lahko 
škodovale dobremu imenu in časti osebe. Prav tako kot pri razžalitvi in obrekovanju je tudi 
pri žaljivi obdolžitvi določena denarna in zaporna kazen do treh mesecev. Če gre za žaljivo 
obdolžitev v javnih sredstvih obveščanja, je zaporna kazen podvojena (prav tam, 160. člen). 
Širjenje osebnih oziroma družinskih informacij, ki lahko škodujejo dobremu imenu in časti, je 
definirano kot obrekovanje. Za opravljanje je določena denarna kazen in pa zapor do treh 
mesecev. Če gre za opravljanje v javnih sredstvih obveščanja, je zaporna kazen do šest 
mesecev (prav tam, 161. člen).  
Glede na omenjene določbe lahko zaključimo, da je kazen strožja, če gre za škodovanje 
osebam v sredstvih javnega obveščanja, kjer neresnične informacije dosežejo večje število 
ljudi. Med ta sredstva spadajo tudi socialna omrežja.  
Neprimerne objave in škodljivo obnašanje na socialnih omrežjih je kljub zaščiti delavca lahko 
sankcionirano tudi v EU. Delodajalec v Veliki Britaniji je delavca odpustil zaradi neprimernih 
in žaljivih komentarjev na Twitterju. Delavec je bil zaposlen na delovnem mestu nadzornika, 
na katerem je preverjal nepravilnosti pri delovanju in morebitnih prevarah v verigi trgovin, ki 
prodajajo videoigrice. Skozi svoj profil je sledil nekaterim trgovinam, ki jih je preverjal. Eden 
od zaposlenih je opazil žaljive komentarje na njegovem profilu Twitterja. Delodajalec je 
omenjenega zaposlenega odpustil zaradi kršitev. Čeprav se zaposleni ni predstavljal kot 
delavec v tem podjetju, je jasno, da se je zavedal svojih javnih objav in hkrati možnosti, da jih 
vidijo vsi njegovi sledilci, ki so bili prav tako zaposleni v istem podjetju. Zaposleni se je na 
sankcijo s strani delodajalca pritožil. Delovno sodišče se je strinjalo, da je bila odpustitev 
nepravična. Na drugi strani je EAT10 podal drugačno mnenje, saj so sodniku delovnega 
sodišča očitali, da ni upošteval dejstva, da je imel zaposleni javno odprti profil na Twitterju. 
Po drugi strani pa ima vsak posameznik pravico do svobodnega izražanja (Collins, Ornstein in 
Plummer, 2016). Primer nakazuje na specifičnost vsake situacije posebej, kar pomeni, da 
težko določimo univerzalna pravila za sankcioniranje. Na eni strani je treba varovati pravico 
 
10 EAT je delovno sodišče. 
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do svobodnega izražanja, po drugi strani pa se je delavec po Zakonu o delovnih razmerjih 
dolžan vzdržati vseh dejanj, ki bi lahko materialno, moralno ali poslovno škodovala 
delodajalcu (Zakon o delovnih razmerjih – ZDR-1, 2013, 37. člen).  
Če je to objava, ki opisuje delovno mesto ali razmere na delovnem mestu, ni nujno, da je to 
zadosten razlog za prekinitev delovnega razmerja. Na primer delavec je na socialnem omrežju 
zapisal objavo, v kateri je s kletvicami opisal delodajalca. Objavo je videlo nekaj sodelavcev, 
s katerimi je na socialnem omrežju povezan. Delodajalec je z njim nepravično prekinil 
delovno razmerje, saj so pristojni organi ugotovili, da so se podobne objave že objavljale s 
strani drugih zaposlenih. Te so bile napisane na podoben način, ki ga je očitno delodajalec 
toleriral, zato ne more disciplinirati le enega zaposlenega (Staff, 2017). Čeprav je objava na 
prvi pogled škodljiva za delodajalca, strokovnjaki svetujejo, da takoj ne uporabljajo skrajnih 
ukrepov. Prvi korak je, da se prepričajo, da je objava tudi po zakonu o delovnem razmerju 
sporna.  
7.2 Razkritje zaupnih informacij na socialnih omrežjih 
Poleg kaznivih dejanj zoper čast in dobro ime se lahko zgodi, da se v objavah zaposlenih, ki 
se navezujejo na delodajalca ali delovno okolje, pojavijo zaupne informacije. Zato je poleg 
zmanjšanja produktivnosti zaposlenih na delovnem mestu zaradi uporabe socialnih omrežij 
izdaja poslovne skrivnosti drugi največji strah delodajalcev. Zakon o delovnih razmerjih 
določa člen o varovanju poslovne skrivnosti. Ta pravi, da delavec informacij, ki jih 
delodajalec označi za skrivnost, ne sme izkoriščati v osebne namene ali pa jih izdajati 
nepooblaščenim tretjim osebam. Tudi izdaja podatkov, ki bi lahko škodila delodajalcu, se 
šteje za poslovno skrivnost (Zakon o delovnih razmerjih – ZDR-1, 2013, 38. člen). Nevarnost 
obstaja predvsem v primerih medsebojnega komuniciranja med zaposlenimi, kjer se poslovna 
skrivnost lahko izda nevede. Druga nevarnost pa je vdor v profil socialnega omrežja. Dejstvo, 
da vdori v različna omrežja in baze podatkov niso tako redki, kar pomeni, da vdor v profil 
socialnega omrežja in dostop do zasebnih sporočil posameznika ni več tako nenavadno in 
presenetljivo (Franca, 2012).  
Ameriški delodajalec ima v primeru, ko gre za objavo zaposlenega, ki opisuje delovno mesto 
ali razmere na delovnem mestu, zadosten razlog za prekinitev delovnega razmerja. Če je 
delavec z objavo skušal izboljšati delovne pogoje, ga lahko akt o nacionalnem delovnem 
združenju zaščiti (NRLA). V drugih primerih pa je tovrstna prekinitev delovnega razmerja 
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dopustna in zakonita. To velja za primer, ko sta v ameriškem podjetju dva zaposlena na 
Facebooku objavljala neprimerne, žaljive in škodljive komentarje o delodajalcu in drugih 
zaposlenih. Šla sta celo tako daleč, da sta ljudi na omenjenem socialnem omrežju nagovarjala 
k temu, da ne koristijo storitev podjetja, v katerem sta zaposlena. Delodajalec je zaposlena 
pričakovano odpustil, na kar sta se pritožila. Pritožbeni organ je ugotovil, da v tem primeru 
zaposlena nista mogla pričakovati visoke stopnje zasebnosti, glede na to, v kako velikem 
krogu ljudi sta delila objavo. Ugotovili so, da je v objavah res šlo za žaljive in škodljive 
komentarje, ki so vplivali na ugled delodajalca. Organ je sklenil, da sta bila zaposlena 
upravičeno odpuščena ("Social media in the world of employment law", b. d.).  
Drugi primer se je zgodil v bolnišnici, ko je bil zaposleni discipliniran zaradi objave 
neprimerne vsebine. Po samomoru, ki ga je storil bolnik, je bilo zaposlenemu naročeno, da 
počisti kraj samomora. Med svojim delom je zaposleni slikal mesto, kjer se je samomor 
zgodil, in fotografiji objavil na svojem profilu Facebooka. Čeprav je fotografiji dan po objavi 
izbrisal, ga je delodajalec odpustil zaradi kršenja kodeksa ravnanja in zaupnosti do bolnikov, 
informacijske zaupnosti do podjetja in zaposlenih.  
Povprečno se zaposleni manj zavedajo posledic, ki lahko nastanejo ob neprimernih objavah na 
socialnih omrežjih, ker oblikovane profile dojemajo kot zasebne, vsebina pa je dosegljiva le v 
krogu prijateljev, s katerimi so povezani.  
Opisani primeri kažejo, da ni pomembno, ali so objave, ki so ali bi lahko potencialno škodile 
delodajalcu, napisane in objavljene v delovnem ali prostem času. Če zadevajo delodajalca ali 
delovno okolje, so lahko sporne (prav tam). Da bi delodajalec preprečil tovrstna dejanja, mora 
zaposlene seznaniti s sprejemljivo in nesprejemljivo uporabo socialnih omrežij. To doseže z 
uvedbo pravilnika, ki določa uporabo socialnih omrežij. Če pride do kršenja uvedenih pravil, 
pa se mora pravno posvetovati, ali je upravičen zaposlenega disciplinsko kaznovati in v 
kakšni meri (prav tam).  
7.3 Pravilnik o ustreznem vedenju na socialnih omrežjih  
Če se na tej točki osredotočimo le na omejitev uporabe socialnih medijev, ki ravno tako spada 
na področje urejanja komunikacije v podjetju, je pri vzpostavljanju internih pravil glede 
uporabe teh pomemben pogled, ki ga ima delodajalec. Nekatera podjetja so do socialnih 
omrežij bolj odprta in so za njihovo delovanje pomembna, druga z njimi nimajo stikov, zato 
jih bolj zavračajo. Mnenje, ki glede uporabe socialnih omrežij prevladuje na strani 
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delodajalcev, je, da so socialna omrežja primerna kot poslovno orodje za obveščanje širše 
javnosti (Mangan, 2017, str. 206). Kakšna in kako stroga pravila glede uporabe bo oblikoval 
delodajalec, je odvisno od tega, ali se socialna omrežja uporabljajo kot orodje že pri samem 
delu in v kakšen namen. Pomemben je tudi delodajalčev pogled na njihovo zasebno uporabo, 
ali uporabo spodbuja ali zavrača. Dejavnost delavca na socialnih omrežjih lahko delodajalec 
prepozna v več situacijah. Pri uporabi elektronskih komunikacij v lasti delodajalca, pri 
aktivnosti na socialnih omrežjih na elektronski napravi v lasti zaposlenega, med katera 
spadajo neprimerni komentarji, ni nujno, da v zvezi z delovnim mestom in delodajalcem in pri 
drugih objavah, ki delavca lahko prikazujejo v slabi luči (prav tam).  
Zaradi različnih načinov uporabe socialnih omrežij mora delodajalec v internem aktu 
opredeliti namen uporabe socialnega omrežja. Določiti mora pravila za uporabo socialnega 
omrežja kot poslovnega orodja, kadrovskega orodja, komunikacijskega orodja oziroma 
odvisno, v kakšen namen se uporablja (Jesenko, 2014).  
Izvajanje disciplinskih ukrepov za izdajo poslovne skrivnosti je lažje, saj je nujnost skrivnosti 
opredeljena v zakonu, medtem ko pravila obnašanja v objavah in komentarjih niso 
opredeljena, temveč so stvar vsakega posameznega podjetja. Primerno in neprimerno 
obnašanje na socialnih omrežjih mora organizacija opredeliti v internem aktu komuniciranja. 
Nekatera podjetja se prisotnosti socialnih omrežij kot nevarnosti za morebitno škodovanje 
bolj zavedajo kot druga. Malo manj pa se nekatera zavedajo nevarnosti, ki jih prinašajo. Večja 
podjetja se zavedajo, da več zaposlenih prinese v organizacijo raznovrstnost značajev in ne 
nujno pripadnost vseh. Poskušajo jim dati smernice in postaviti pravila glede obnašanja na 
socialnih omrežjih. Z vzpostavitvijo etičnega kodeksa odločitev o objavljanju na socialnih 
omrežjih prepuščajo odločitvi posameznika, si pa želijo, da bi zaposleni postali ambasadorji 
podjetja. S tem skušajo doseči odgovorno uporabo teh s strani zaposlenih in zaščititi svoj 
ugled in dobro ime (Raičevič, 2018).  
Interni akt, ki velja v določenem podjetju, naj bi vseboval tudi ukrepe oziroma sankcije za 
kršitev pravil. Poleg tega, da je poslovna skrivnost opredeljena že v zakonu o delovnih 
razmerjih, je lahko opredeljena tudi v internem dogovoru. Izdaja poslovne skrivnosti za 
delovno razmerje lahko pomeni redno odpoved delavcu. Za odpoved delodajalec navede 
krivdni razlog, kar pomeni, da je delavec v času delovnega razmerja kršil pogodbene ali druge 
obveznosti, h katerim se je zavezal ob sklenitvi pogodbe o zaposlitvi (Zakon o delovnih 
razmerjih – ZDR-1, 2013, 89. člen). Če kršitev, ki je bila storjena s strani delavca, ni tako 
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huda in se ne ponavlja, mu delodajalec lahko izreče disciplinski ukrep. Ta je lahko izražen le 
v obliki opomina, razen če kolektivna pogodba, sklenjena na ravni dejavnosti, že vnaprej 
predvideva določene sankcije, kot sta denarna kazen ali odvzem bonitet (prav tam, 172. člen).  
Primer, pri katerem je delodajalec ugotovil, da zaposleni preko socialnega omrežja krši 
interna pravila, s katerimi je bil vnaprej seznanjen, zagotovo velja za primer upravičenega 
odpuščanja. Po objavah na profilu zaposlenega so ugotovili, da je delavec v času, ko je bil v 
stalni pripravljenosti, bil alkoholiziran, čeprav so pravila to jasno prepovedovala. Interna 
pravila so prepovedovala tudi kakršno koli komentiranje, objavljanje, s katerimi bi lahko 
škodili ugledu delodajalca. Zaradi očitnih kršitev je bil delavec odpuščen. Ne glede na potrebo 
po usklajevanju delavskih in delodajalčevih pravic je sodišče ugotovilo, da so bile objave 
nedvomno kršenje pravil in je bila prekinitev delovnega razmerja upravičena in zakonita. Ti 
primeri kažejo, da uporabniki socialnih omrežij nimajo popolne svobode pri izražanju. Še več, 
če s tem škodijo nekomu drugemu, so posledice legalne. V kakšni meri se ukrepi izvedejo in 
ali so ti skladni z zakonodajo, pa je odvisno od vsake situacije posebej (Collins in drugi, 
2016). 
Vzpostavitev pravilnikov o uporabi socialnih omrežij je zagotovo ključna preventiva 
podobnih primerov. To pomeni, da je pravila treba nadzorovati in posodabljati, predvsem pa 
jih predstaviti vsem zaposlenim. Zavedati se je treba, da je vsako podjetje drugačno, 
predvsem pa njegovo delovanje, zato ni univerzalnega pravilnika o uporabi socialnih omrežij. 
Stvar organizacije je, kako bo uredila in oblikovala pravila (Staff, 2017). 
V ZDA je oblikovanje internih aktov glede obnašanja in uporabe socialnih omrežij bolj 
urejeno in pogostejše kot v Sloveniji. Pravilniki, vzpostavljeni v podjetju, določajo omejitve o 
vedenju in naravi objav, ki zadevajo delodajalca. V nekaterih zveznih državah velja, da 
delavec ne sme biti discipliniran na podlagi objav, ki so nastale v njegovem prostem času, 
razen če te očitno ne naredijo škode delodajalcu. Na splošno pa velja, da imajo objave na 
socialnih omrežjih potencial, da povzročijo škodo delodajalcu. Dejstvo je, da je oblikovanje 
enotnih pravil za delodajalce o upravičenosti ali neupravičenosti sankcij delavca težko, saj sta 
situacija in okoliščine vsakega primera različne in specifične. Kar nekaj zveznih držav 
(Florida, Hawaii, Massachusetts, New York, Minnesota) se bori za sprejetje zakonodaje, ki bo 
zaščitila delavca s prepovedjo delodajalcu po zahtevi delavčevega gesla in uporabniškega 
imena za socialno omrežje ("Workplace privacy and employee monitoring", 2019).  
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Ne glede na pravila in vzpostavljene interne akte mislim, da je uporaba socialnih omrežij na 
delovnem mestu odvisna predvsem od narave vsakega zaposlenega in njegovega zadovoljstva 
pri delu. Zadovoljstvo pri delu bo zaposleni praviloma vrnil z delom in ne z opravljanjem 
osebnih stvari med delovnim časom. Nezadovoljstvo pa prinese brezbrižnost delavcev. Ne 
moremo trditi, da je to glavni dejavnik, vendar mislim, da je veliko odvisno od delovne klime. 
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8 SKLEP 
Tehnologija prinaša številne pozitivne in negativne vidike uporabe. Načeloma jo ljudje na 
vsakdanji ravni sprejemamo odprtih rok, brez tehtnega premisleka o morebitnih vplivih in 
posledicah. To velja tudi za socialna omrežja, katerih uporaba je največkrat nepremišljena. 
Kaj se zgodi, ko nepremišljena uporaba vpliva na našo profesionalno sfero življenja, torej 
službo? To sem želela preveriti s prvo zastavljeno hipotezo: "Spletna podoba potencialnega 
kandidata za zaposlitev je za delodajalca lahko pomembna in celo odločilna pri odločitvi o 
zaposlitvi. Preverjanje profilov je vedno bolj razširjena praksa delodajalcev, pri tem pa 
zasebnost kandidatov ni kršena, če je njihova objava vidna širši javnosti in ne samo krogu 
prijateljev." Vedno več delodajalcev želi pred zaposlitvijo novega delavca vsaj približno 
dobiti občutek o potencialnem zaposlenem. Najlažji in najhitrejši način je preverjanje 
kandidatovega profila na socialnem omrežju. Kar se tiče ameriškega pristopa je jasno, da 
lahko delodajalec preveri potencialnega zaposlenega preko profila socialnega omrežja. 
Informacije, ki jih s tem pridobi, pa lahko zakonito uporabi pri presoji izbire novega 
zaposlenega. EU pa je z uvedbo GDPR-a še dodatno zaščitila delavca. Na delodajalčevo 
odločitev o zaposlitvi ne smejo vplivati informacije o kandidatu, ki niso v povezavi z 
zaposlitvijo. Delodajalec sme po zakonu obdelovati le podatke, ki so relevantni za zaposlitev 
delavca. Kljub temu je težko dokazati in ugotoviti, da so najdene informacije o kandidatu 
vplivale na delodajalčevo odločitev o zaposlitvi ali zavrnitvi. Dokler delodajalec zbira 
podatke, ki so javno dostopni vsem uporabnikom spleta, ne moremo govoriti o vdoru v 
zasebnost potencialnega kandidata za zaposlitev oziroma o nezakonitem ravnanju. Bolj gre za 
vidik etičnosti preverjanja kandidata. Na podlagi tega lahko na tej točki prvo hipotezo 
potrdim. 
Znan rek pravi, da družba je družba, služba pa služba, kar pomeni, da naj bi zasebne stvari 
pustili doma in se na delovnem mestu osredotočili le na službene. Pa vendar ni tako. Vse večji 
nadzor nad posamezniki z vseh strani pomeni tudi vedno večje možnosti za vdor v zasebnost. 
Tukaj sem preverjala drugo hipotezo: "Delodajalec lahko na delovnem mestu izvaja nadzor 
nad elektronskimi napravami v njegovi lasti. Z namenom, da bi zaščitil interese organizacije 
in dosegel uresničitev njenih ciljev, ima pravico do vpogleda v elektronsko komunikacijo in 
zgodovino brskalnika zaposlenega." Evropski sistem nadzora delavca na delovnem mestu 
skoraj v celoti ščiti delavca. Načeloma velja, da je delavec na delovnem mestu upravičen do 
določene mere zasebnosti. Delodajalec mora poseben nadzor nad delavcem upravičiti s 
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tehtnim razlogom. Elektronskih naprav in s tem elektronske komunikacije delavca na 
službenih napravah ne sme nadzorovati. Vpogled v službeni elektronski naslov mora biti 
dovoljen s strani sodišča, prav tako pa nima pravice do vpogleda v zgodovino brskalnika. 
Delodajalec lahko svojim zaposlenim onemogoči le dostop do določenih spletnih strani, ki se 
mu ne zdijo primerne za uporabo med službenim časom. Na podlagi študija veljavne 
zakonodaje moram svojo drugo hipotezo na tej točki zavrniti.  
Nevarnost socialnih omrežij predstavlja tudi morebitno izražanje nezadovoljstva zaposlenih v 
objavah na svojem profilu. Na podlagi tega sem si zastavila tretjo hipotezo: "Prenehanje 
delovnega razmerja je lahko posledica uporabe socialnega omrežja tudi izven delovnega časa, 
če zaposleni na svojem profilu blati delodajalca ali izdaja interne informacije podjetja." 
Razžalitev, obrekovanje in žaljiva obdolžitev so v kazenskem zakoniku opredeljeni kot 
dejanja zoper časti in dobrega imena. Zanje je predvidena tako zaporna kot denarna kazen, 
sploh, če gre za primer kaznivega dejanja v sredstvih javnega obveščanja, ko informacije 
dosežejo veliko število ljudi. Kaznivo dejanje je tudi izdaja poslovne skrivnosti (Kazenski 
zakonik – KZ-1, 2008, 236. člen). Raznašanje neresničnih ali zaupnih informacij o 
delodajalcu lahko predstavlja tudi kršitev delovnih obveznosti po Zakonu o delovnih 
razmerjih, kar je lahko razlog za redno ali izredno odpoved delovnega razmerja. Tretjo 
hipotezo torej lahko na podlagi tega potrdimo. Delavec mora upoštevati interna pravila 
delodajalca in delovati v skladu z njimi. Na noben način ne sme ravnati na način, pri katerem 
bi lahko škodil delodajalcu. To velja tudi za blatenje delodajalca na socialnih omrežjih.  
Najbolj očitna ugotovitev pri pisanju diplomskega dela je, da je v Sloveniji in na splošno v 
EU v delovnem razmerju zaščiten predvsem delavec in njegova zasebnost, medtem ko v ZDA 
zakoni v večjem delu varujejo delodajalca. Zakonodaja uporabe tehnologije na delovnem 
mestu še ne pokriva z vseh vidikov, tudi socialnih omrežij ne. Delodajalec se pri neustrezni 
uporabi elektronskih sredstev in socialnih omrežij lahko pred morebitno škodo delavca zaščiti 
z vzpostavitvijo internega pravilnika. Zaradi neurejenosti zakonodaje na tem področju se 
tovrstni primeri na sodišču obravnavajo dolgotrajno. Delodajalec, ki bremeni delavca zaradi 
kršitev, ki vključujejo uporabo socialnih omrežij, mora na sodišču predstaviti res temeljito 
zbrane in konkretne dokaze. Ob pomanjkanju teh je večkrat sojeno v korist delavca, saj ga 
zakonodaja ščiti v večji meri kot delodajalca. 
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