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Diplomska naloga opisuje prednosti in tveganja, ki se pojavljajo pri poslovanju s 
kriptovalutami. Nekateri kriptovalute predstavljajo kot nekaj pozitivnega, kot novo 
poslovno priložnost, drugi kot nekaj negativnega, kar odpira nove možnosti za pranje 
denarja, utajo davkov in kriminal, kot priložnost za ustvarjanje dobička in kot nevarnost ob 
špekulativnih napovedih za nenaden padec vrednosti kriptovalut. Tako so znani mnogi 
primeri, ko so vlagatelji čez noč obogateli s kriptovalutami, in tudi primeri, ko so se ob 
nenadnem padcu vrednosti kriptovalut močno zadolžili in bankrotirali. Zneski, o katerih 
govorimo v primeru kriptovalut, nikakor niso zanemarljivi. Namen naloge je predstaviti, 
kako dobro v Sloveniji poznamo kriptovalute, na kakšen način jih uporabljamo, ali sploh 
zaupamo v tak način poslovanja, v čem vidimo prednost in slabost kriptovalut ter 
navsezadnje uveljavitev kriptovalut kot novega plačilnega sredstva. Uporabljeni sta bili 
deskriptivna in anketna metodologija raziskovanja. Rezultati ankete so bili tudi analizirani s 
statističnimi orodji. Anketiranci menijo, da bi lahko kriptovalute v prihodnosti nadomestile 
klasično poslovanje. Anketiranci tudi opažajo vpliv regulacij na poslovanje s kriptovalutami, 
a se jim to ne zdi slaba stvar in menijo, da bi ustrezna regulacija lahko zmanjšala stopnjo 
finančnih zločinov in korupcij. Anketiranci so prepričani, da jim digitalno poslovanje 
zagotavlja varnost in anonimnost. Večinoma menijo, da kriptovalute lahko zamenjajo 
tradicionalne valute, in v njih vidijo potencial za finančne naložbe. Pri kriptovalutah cenijo 
anonimnost, varnost in njihovo uporabnost, saj so vse tri kategorije dosegle dobre 
rezultate. Anketiranci ne vidijo prevelikega tveganja v poslovanju s kriptovalutami. 





BENEFITS AND RISKS IN BUSINESS WITH CRYPTOCURRENCIES 
The diploma thesis describes the advantages and risks of cryptocurrency trading. Some 
present cryptocurrencies as something positive, as a new business opportunity, others as 
something negative that opens up new opportunities for money laundering, tax evasion 
and crime, as an opportunity to make a profit, and as a threat to speculative predictions of 
a sudden drop in cryptocurrencies. Thus, there are many cases when investors became rich 
overnight with the help of cryptocurrencies, as well as cases when they suddenly became 
heavily indebted and bankrupt when the value of cryptocurrencies suddenly fell. The 
amounts we are talking about in the case of cryptocurrencies are by no means negligible. 
The reason for writing the work is to show how well we know cryptocurrencies in Slovenia, 
how we use them or even trust them in such a way of doing business, which advantages 
and disadvantages of cryptocurrencies we could see, and ultimately the adoption of 
cryptocurrencies as a new payment method. Descriptive and survey research methodology 
were used. The results were also processed with statistical tools. The result showed that 
respondeds agree that in the future cryptocurrencies could replace traditional financial 
operations. Respondents are also noticing the effect regulations have on dealing with 
cryptocurrencies, but they don't see regulation as a bad thing. Quite opposite, as they see 
its of potential with reducing levels of financial crimes and corruption. Respondends also 
think that digital way of dealing with finances gives them anonimity and security. They 
believe that in the future cryptocurrencies could replace traditional currencies that we 
know today. They see them also as viable investing option. They value the anonimity, 
security and usefulness of cryptocurrencies, beause all three categories got good results in 
the survey. The respondends also don't view cryptocurrencies as risky.  
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Nekateri kriptovalute predstavljajo kot nekaj pozitivnega, kot novo poslovno priložnost, 
drugi kot nekaj negativnega, kar odpira nove možnosti za pranje denarja, utajo davkov in 
kriminal, kot priložnost za ustvarjanje dobička in kot nevarnost ob špekulativnih napovedih 
za nenaden padec vrednosti kriptovalut. Tako so znani mnogi primeri, ko so vlagatelji čez 
noč obogateli s kriptovalutami, in tudi primeri, ko so se ob nenadnem padcu vrednosti 
kriptovalut močno zadolžili in bankrotirali. Zneski, o katerih govorimo v primeru kriptovalut, 
nikakor niso zanemarljivi. Spodbudno je, da se je vrednost kriptovalute bitcoin milijonkrat 
povečala, in tako vlagatelji, ki so pred sedmimi leti vložili 100 USD, danes lahko pričakujejo 
izplačilo v vrednosti 85.000.000 USD. Pojavljajo se ugibanja, da bodo v samo nekaj letih 
kriptovalute povsem nadomestile papirnate valute. 
Da bi lažje razumeli, kaj kriptovalute pomenijo za gospodarstvo, moramo najprej razumeti, 
kaj sploh so kriptovalute. Gre za idejo o novi obliki denarja, ki jo je leta 1998 razvil Satoši 
Nakamoto in za katero je značilno, da ni vmesnih  posrednikov kot v primeru fiat valut. 
Protokoli kriptovalut zagotavljajo transparentnost, kar pomeni, da lahko vsak razvijalec 
kjerkoli na svetu pregleda celotno kodo, jo uporablja in trguje z njo. Predstavlja aplikacijo 
za plačevanje in sprejemanje plačil, pri čemer se uporablja javna knjiga nakazil, ki zagotavlja 
transparentnost poslovanja imetnikov kriptovalute. Vsak udeleženec omrežja lahko na 
svojem računalniku preveri, ali so nakazila veljavna. Druga možnost za poslovanje s 
kriptovalutami je rudarjenje, ki pomeni procesiranje nakazil z zmogljivo strojno opremo. 
Tradicionalni finančni sistemi, kot je npr. bančni sistem, so izjemno togi in rigidni, zlasti kar 
se tiče financiranja še neuveljavljenih, zagonskih podjetij. Sistem kriptovalut nudi priložnost 
za uspeh tudi takšnim projektom. Prednost primarne izdaje žetonov je predvsem 
enostavnost postopka pridobivanja finančnih sredstev, vlagateljem pa pri tem ni treba 
izpolnjevati določenih normativov, ki so zahtevani pri konvencionalnem poslovanju. Na 
spletnih straneh, ki so namenjene poslovanju s kriptovalutami, lahko tako posamezniki kot 
podjetniške ekipe predstavijo svojo podjetniško idejo. Gre za postopek izvedbe primarne 
izdaje žetonov, ki pomeni nov način financiranja projektov zagonskih podjetij. 
Razvoj kriptovalut za mnoge trgovce in rudarje s kriptovalutami pomeni številne prednosti 
in priložnosti, kar je tudi razlog za tako množično uporabo kriptovalut; med njimi sta še lažji 
dostop do finančnih virov in precejšnja možnost za rast vrednosti imetnikovih kriptovalut. 
Po drugi strani kriptovalute predvsem zaradi svoje volatilnosti pomenijo precejšnjo past za 
udeležene subjekte v poslovanju s kriptovalutami. Namen diplomskega dela je analizirati 
prednosti in tveganja poslovanja s kriptovalutami. Ciljev diplomskega dela je več. Eden od 
njih je preveriti, kako se kriptovalute uveljavljajo kot zelo močno plačilno sredstvo. Živimo 
v obdobju digitalne dobe in hitrega tehnološkega razvoja, zato je cilj diplomskega dela tudi 
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raziskati, kako celoten sistem funkcionira in kdo ga upravlja, na čem temeljijo kriptovalute, 
kakšne prednosti imajo pred običajnimi valutami ter kako se z njimi plačuje in trguje.  
Z anonimnim anketnim vprašalnikom je cilj ugotoviti zaupanje ljudi v digitalno plačilno 
sredstvo ter s kakšnimi pomisleki in problemi se uporabniki srečujejo pri tem načinu 
poslovanja. Prav tako smo preverjali, ali starostna in izobrazbena struktura anketirancev 
vplivata na uporabo kriptovalut. 
V diplomskem delu smo preverjali štiri hipoteze: 
Hipoteza 1: Kriptovalute bi lahko v prihodnosti nadomestile klasično poslovanje.  
Hipoteza 2: Zakonodajne ovire in finančne korupcije lahko močno vplivajo na poslovanje s 
kriptovalutami. 
Hipoteza 3: Digitalno poslovanje nam zagotavlja varnost in anonimnost. 
Hipoteza 4: Starost uporabnika vpliva na obseg poslovanja s kriptovalutami.  
Prvo hipotezo lahko preverimo z odgovorom na vprašanje, ali anketiranci menijo, da bi se 
kriptovalute v svetu lahko uveljavile kot novo plačilno sredstvo in čez čas prevladale nad 
standardnimi valutami. Preverili smo delež anketirancev, ki na to vprašanje odgovarjajo 
pritrdilno, kar nam je dalo odgovor glede veljavnosti hipoteze. Drugo hipotezo smo preverili 
z odgovori na vprašanje o mnenju anketirancev o tem, v kolikšni meri je na kriptosvet 
vplivala zakonodajna regulacija. Tretjo hipotezo smo preverili z odgovori na vprašanje, ali 
so kriptovalute po mnenju anketirancev varne in anonimne, četrta hipoteza pa je bila 
preverjena z linearno regresijo. Regresijska analiza preverja, kakšen je vpliv ene ali več 
spremenljivk na spremenljivko – v našem primeru, kako starost anketiranca vpliva na 
trajanje njegovega poslovanja s kriptovalutami. 
Kot metodologija dela je bila uporabljena predvsem deskriptivna metoda z zbiranjem in 
analiziranjem tuje in domače literature, ki je v celoti povezana z digitalnimi valutami, ter 
pregledom tujih člankov in internetnih virov, ki so povezani s sistemi, na katerih te valute 
delujejo. Z analizo literature smo predstavili digitalne valute in preučili, ali imajo res 
potencial, da v prihodnosti postanejo novo plačilno sredstvo po vsem svetu. Izdelal i smo 
tudi anonimni anketni vprašalnik, s katerim smo ugotavljali uporabo kriptovalut za 
vsakdanje plačevanje ter kako dobro je poznavanje le-teh in zanimanje zanje v Sloveniji. 
Struktura diplomskega dela je naslednja. V prvem poglavju predstavljamo temeljne pojme, 
ki se nanašajo na proučevano problematiko, kot so: tehnologija veriženja blokov, 
kriptovalute, elektronska denarnica, trgovanje in rudarjenje. V nadaljevanju predstavljamo 
vrste kriptovalut, podrobneje kriptovaluto bitcoin in žeton, ki izvira iz nje – bitcoin cash, ter 
t. i. alternativni kovanec ethereum z istoimenskimi žetoni. Ti dve kriptovaluti veljata za 
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najbolj razširjeni med vsemi subjekti poslovanja s kriptovalutami in torej postavljata 
smernice za razvoj drugih kriptovalut. V četrtem poglavju nadaljujemo s predstavitvijo 
pravne ureditve in regulacije kriptovalut kot osnove za zmanjšanje slabosti in v izogib 
pastem poslovanja s kriptovalutami. V petem poglavju predstavljamo pasti in slabosti 
poslovanja s kriptovalutami – pranje denarja in možnosti utaje davkov. V šestem poglavju 
je predstavljena naša raziskava in vsi rezultati raziskave. To je empirični del diplomskega 
dela, kjer smo anketirance spraševali po njihovih demografskih podatkih, različnih mnenjih 
in praksah, povezanih s kriptovalutami.  
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2 OPREDELITEV TEMELJNIH POJMOV 
Najpogostejši obliki plačevanja na internetu sta plačevanje s kreditnimi karticami in 
plačevanje s Paypalom1. Kljub številnim prednostim tako kreditnih kartic kot tudi plačilnega 
procesorja Paypal obstajajo številne slabosti, ki se kažejo predvsem v možnostih zlorab teh 
plačilnih sistemov. Kriptovalute so tako odgovor na slabosti uveljavljenih plačilnih sistemov, 
kot so kreditne kartice in procesor Paypal (Turudić idr., 2017, str. 200). Druga prednost in 
priložnost za razvoj kriptovalut je otežen dostop do bančnih posojil, zlasti za družine, 
prodajalce, male podjetnike in obrtnike2 v času finančne krize (Barone & Masciandaro, 
2019, str. 233–254). Kriptovalute so namreč alternativni vir financiranja omenjenih in tudi 
vseh ostalih subjektov, ki trgujejo s kriptovalutami in jih rudarijo. 
Da bi lahko razumeli razsežnosti kriptovalut in si oblikovali svoje mnenje o poslovanju z 
njimi, je treba najprej poznati osnovne pojme, povezane s kriptovalutami. Zato v tem 
poglavju razlagamo pomen pojmov, kot so kriptovalute, elektronska denarnica, trgovanje 
in rudarjenje kriptovalut. 
2.1 TEHNOLOGIJA VERIŽENJA BLOKOV 
Tehnologijo veriženja blokov (angl. blockchain) mnogi enačijo z eno največjih tehnoloških 
inovacij (NLB, 2019). Sestavljajo jo računalniki, ki so med seboj povezani preko interneta v 
t. i. vozlišča. Vsako vozlišče je administrator bloka in tvori decentralizirano vozlišče. Vsak 
računalnik, povezan v to omrežje, lahko proizvaja kriptovaluto, kot je npr. bitcoin. Obstaja 
že 1600 vrst kriptovalut, ki jih lahko zamenjamo za plačilno sredstvo – žetone. Poleg že 
obstoječih se razvijajo tudi nove kriptovalute (Blockgeeks, 2019). 
Tehnologijo veriženja blokov ali blockchain lahko uporabljamo na najrazličnejših področjih, 
kot so: javna uprava, množično financiranje, blagovna menjava, pogodbena razmerja, 
napovedovanje trendov rasti gospodarstva, varovanje intelektualne lastnine, upravljanje 
osebnih podatkov, kupovanje in prodaja delnic in drugo poslovanje, kjer je varnost 
                                         
1 Paypal.com je plačilni procesor, namenjen hitremu, varnemu in anonimnemu poslovanju. Omogoča 
predvsem t. i. dvojno varnost – za uporabo denarnih sredstev mora imetnik kreditne kartice poznati tako 
PIN-kodo kreditne kartice kot tudi uporabniško ime in varnostno geslo procesorja Paypal.com (PayPal 
Slovenija, 2019). 
2 Vlagatelj v postopek izvedbe primarne izdaje žetonov (žetoni, ki so na voljo širši javnosti) je lahko kdorkoli, 
ne glede na njegovo premoženje, znanje in druge lastnosti. Pri tem se je treba zavedati, da so investitorji v 
kriptovalute precej bolj izpostavljeni kot investitorji v delnice. Vrednosti kriptovalut tako zelo nihajo, da lahko 




podatkov ključnega pomena (Blockgeeks, 2019). Poslovanje s kriptovalutami lahko poteka 
med dvema osebama – eno pravno in eno fizično – ali med dvema pravnima osebama. Kljub 
nekaterim prednostim kriptovalut se le-te še ne uporabljajo v javnem sektorju različnih 
držav. Premik v to smer pomenijo različni registri, ki jih uvrščamo med varnostne standarde 
(Turudić idr., 2017, str. 200). Medtem ko Turudić idr. (2017, str. 191–210) ugotavljajo, da 
se kriptovalute v poslovanju sicer pogosto omenja, toda le redkokatero podjetje jih 
resnično uporablja pri svojem poslovanju, Tredinnick (2019, str. 39–44) ugotavlja, da se 
kriptovalute vse pogosteje uveljavljajo v poslovnih transakcijah (Turudić idr., 2017, str. 
208). To odstopanje v ugotovitvah omenjenih avtorjev pojasnjuje dejstvo, da so se 
kriptovalute leta 2017 začele uporabljati ne le v tehnološki industriji, pač pa tudi v splošnem 
gospodarstvu (Blockonomi, 2018). 
Mala in srednje velika podjetja so pomemben segment sektorja nefinančnih podjetij. 
Večina podjetij, ki ne posluje v finančnem sektorju, so mala in srednje velika podjetja. Ta 
predstavljajo kar 67 % celotne zaposlenosti v tem sektorju. Svetovna finančna kriza je 
malim in srednje velikim podjetjem otežila dostop do posojil. Kreditna kakovost se je v 
Evropi poslabšala bolj kot v Združenih državah Amerike in na Japonskem. Čeprav je v EU 
povprečna stopnja slabih posojil počasi upadala (konec leta 2016 je znašala 5,1  %, kar je 
bila manjša vrednost od ustrezne 5,7 % in 6,5 % za leti 2015 in 2014), je ostala višja kot v 
drugih razvitih gospodarstvih. Čeprav so bili pogoji za posojila na splošno lažji, so se nova 
posojila manj pogosto dodeljevala bolj tveganim posojilojemalcem. Zdi se, da se olajšani 
monetarni pogoji niso izognili pojavom kreditiranja, zlasti med malimi in srednje velikimi 
podjetji, ki na splošno vključujejo tiste posameznike, ki so najbolj izpostavljeni oderuškim 
tveganjem, kot so družine, prodajalci, mali podjetniki in obrtniki (Barone & Masciandaro, 
2019, str. 233–254). 
Osnova tehnologije veriženja blokov so neprodorni algoritmi z zapisom vseh podatkov o 
določeni transakciji, kot je npr. prenos zneska ali izvršljiva pogodba (NLB, 2019). 
Tehnologija veriženja blokov torej zabeleži vse, kar je vredno. V verigah blokov se vsaka 
transakcija samodejno kontrolira vsakih nekaj minut. Vsaka skupina teh transakcij se 
imenuje blok. Iz tega izhajata dve pomembni lastnosti: podatki o preglednosti so vgrajeni v 
omrežje kot celoto in po definiciji je blok javen. Ne more biti poškodovan, če pa bi 
poškodovali katerokoli enoto informacij v verigi, bi bilo treba uničiti celotno verigo 
podatkov, kar bi pomenilo ogromno porabo energije vseh računalnikov, vključenih v sistem 
(Blockgeeks, 2018). 
Swan (2015, str. VIII) poudarja pomen tehnologije veriženja blokov ne le z ekonomskega 
vidika, pač pa tudi s političnega, družbenega, človekoljubnega in znanstvenega vidika. Na 
primer, za preprečevanje represivnih političnih režimov se lahko tehnologija veriženja 
blokov uporabi za centralizirane funkcije v oblaku, katerih administracijo so pred tem vodile 
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odvisne organizacije. To je očitno koristno za organizacije, kot je WikiLeaks (kjer so 
nacionalne vlade preprečile obdelavo kreditnih kartic, sprejemanje donacij v občutljivi 
situaciji Edwarda Snowdena), pa tudi za organizacije, ki so po obsegu posamične in 
nevtralne v političnih pogledih. Poleg teh razmer, v katerih mora javni interes presegati 
vladne strukture moči, se lahko z novim poslovnim modelom – tehnologijo veriženja 
blokov – tudi drugi industrijski sektorji in razredi osvobodijo preobremenjenih regulativnih 
in licenčnih shem v skladu s hierarhičnimi strukturami moči in pritiskom močnih posebnih 
interesnih skupin na vlade. Tehnologija veriženja blokov lahko služi kot repozitorij javnih 
zapisov za celotno družbo, vključno z registrom vseh dokumentov, dogodkov, identitet in 
sredstev. V tem sistemu bi lahko vsa lastnina postala intelektualna lastnina, to je pojem 
kodiranja vsakega sredstva z blokirno enoto z edinstvenim identifikatorjem, tako da je 
mogoče sredstvo slediti, nadzorovati in kupiti ali prodati v sistemu tehnologi je verige 
blokov. 
Kot primer lahko navedemo zaščito intelektualne lastnine. Nastajajoča industrija digitalne 
umetnosti ponuja storitve za zasebno registracijo natančne vsebine digitalnega sredstva 
(katerekoli datoteke, slike, zdravstvene kartoteke, programske opreme …) na verigo blokov. 
Blokovna linija lahko nadomesti ali dopolni vse obstoječe sisteme upravljanja intelektualne 
lastnine. Tehnologija veriženja blokov deluje tako, da se standardni algoritem izvaja v 
katerikoli datoteki, ki jo stisne v kratko kodo s 64 znaki, kar imenujemo hash, in je unikatno 
sestavljena, torej ima vsak posamezen dokument drug, unikaten zapis. Ne glede na to, kako 
velika je datoteka, jo stisnemo v varno kodo s 64 znaki, ki je ni mogoče pretvoriti nazaj. 
Hash se nato vključi v blokovno transakcijo, ki dodaja datumski žig kot dokaz tega 
digitalnega sredstva, ki obstaja v tem trenutku. Vsak hash se lahko ponovno izračuna iz 
osnovne datoteke, ki je zasebno shranjena na računalniku lastnika, ne pa na verigi blokov, 
kar pomeni, da se prvotna vsebina ni spremenila (Swan, 2015, str. 8). 
2.2 KRIPTOVALUTE 
Mediji pogosto poročajo o kriptovalutah, včasih kot o priložnosti za različne vlagatelje 
zaradi visokih donosov, včasih kot o pasti zaradi njihove volatilnosti. Da lahko ugotovimo, 
ali gre v določenem primeru za priložnost ali past, je treba razjasniti osnovni pojem 
kriptovalute. Gre za malo manj kot trideset let star pojem in ob samem začetku razvoja 
kriptovalut si je le malokdo lahko zamislil, da bi lahko bile tako resna tema med ekonomisti, 
kot so danes (Turudić, Milić & Študina, 2017, str. 192–193). Trendi kažejo, da bodo 
kriptovalute pomembno vplivale na bančništvo, finance in denarne sisteme (Nabilou & 
Prüm, 2019, str. 29–63). Kriptovaluta je digitalno plačilno sredstvo in postaja enakovredno 
bankovcem in kovancem, ki so že tradicionalno v obtoku, ali kot jo opredeljuje slovenska 
zakonodaja: »… digitalni zapis vrednosti, izdan s strani fizične ali pravne osebe, ki ni 
centralna banka ali javna institucija, uporabljen kot sredstvo za menjavo, ki se lahko 
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elektronsko prenese, hrani ali izmenjuje in ki ni nujno vezan na tradicionalne (fiat) valute 
ter lahko predstavlja neposredno plačilno sredstvo med subjekti, ki jo sprejmejo« (Zakon o 
preprečevanju pranja denarja in financiranja terorizma (ZPPDFT-1), Uradni list RS, št. 68/16, 
3. člen). 
V skladu s to definicijo je treba ločiti med kriptovalutami in elektronskim denarjem. 
Elektronski ali e-denar je vedno v odnosu s fiat denarjem, katerega osnovne lastnosti so 
ohranjanje vrednosti, sredstvo izmenjave in obračunska enota. Po mnenju Evropske 
centralne banke pa kriptovalute niso valute, temveč špekulativna sredstva, kar je osnova  
za pojmovanje kriptovalut tudi pri Banki Slovenije (Banka Slovenije, 2018). 
Glavna razlika med elektronskim denarjem in denarjem v fiat valuti je, da je elektronski 
denar digitalna predstavitev fiat denarja, shranjenega na elektronskem čipu, medtem ko 
kriptovalute niso vezane na nobeno valuto (Nabilou & Prüm, 2019, str. 29–63). Delujejo z 
eno izmed najbolj znanih kriptografskih shem v obliki dvojnih ključev, zasebnega in javnega 
ključa. To zagotavlja možnost identifikacije notranje transakcije in njenih akterjev ter 
zaščito pred zunanjimi vplivi3. Ne glede na to, ali gre za poslovanje med pravnima osebama 
ali med fizično in pravno osebo, vsaka stranka pridobi par ključev. Stranki se dogovorita, v 
kateri kriptovaluti bosta poslovali, znesek kriptovalute pa se prenese na transakcijski račun 
pri banki. Po opravljeni transakciji obe stranki dobita potrdilo o zaključku transakcije 
(Turudić idr., 2017, str. 192–200). 
Čeprav mnogi trdijo, da imajo kriptovalute vlogo devize, pa slovenska zakonodaja to izrecno 
zavrača. Od posameznega primera je tudi odvisno, ali gre za kriptovaluto kot vrednostni 
papir ali ne, kar presojamo z vidika funkcionalnosti in vsebine posameznega žetona. V 
primeru, da lahko posamezni žeton opredelimo kot vrednostni papir, je jasno, da je treba 
upoštevati pravila, ki veljajo za izdajo vrednostnih papirjev. Pri tem je treba upoštevati tudi 
pravila, ki veljajo za prvo javno ponudbo vrednostnih papirjev. Običajno kriptožetoni niso 
izdani v pisni obliki, kar pa je osnova za to, da jih lahko uvrščamo med vrednostne papirje 
(Obligacijski zakonik (OZ), Uradni list RS, št. 97/07, 64/16, 20/18, 212. člen). Kriptovalut ne 
izdajo kolektivne naložbene družbe, zato niso investicijski kuponi vzajemnih skladov, in prav 
                                         
3 Infrastruktura javnih ključev (PKI) je ključna komponenta informacijske infrastrukture, ki ima močan vpliv 
preko kibernetske varnosti na celoten sistem medsebojno povezanih neodvisnih kritičnih infrastruktur, zlasti 
v kontekstu hitre rasti interneta stvari, kjer se tradicionalni kritični infrastrukturni sistemi preobrazijo v 
pametne spletne fizične sisteme. PKI je mehanizem zaupanja, ki podpira identifikacijo identitete, digitalno 
certificiranje, varno komunikacijo in pooblastilo za določene dejavnosti. Raziskave so pokazale, da glavni 
dokumenti s specifikacijami ne opredeljujejo natančno, kaj pomeni zaupanje v PKI, in da obstajajo implicitne 
predpostavke zaupanja v realni praksi PKI-jev. Nekatere predpostavke morda niso vedno resnične. Te 
implicitne predpostavke zaupanja lahko povzročijo, da imajo različne stranke, zlasti v zaupnih primerih, 




tako niso instrumenti denarnega trga, saj se z njimi ne trguje na denarnem trgu (Zakon o 
deviznem poslovanju (ZDP-2), Uradni list RS, št. 16/08, 85/09, 109/12, 4. člen). 
V osnovi lahko kriptovalute delimo na kriptožetone in kriptokovance. Izraz kriptokovanec 
se na splošno nanaša na katerokoli kriptovaluto, ki ima svojo samostojno blokovno verigo. 
Izraz kriptožeton se lahko nanaša na katerokoli kriptovaluto, ki je zgrajena na obstoječem 
bloku. Odločitev, katero vrsto kriptovalute je bolje ustvariti, je odvisna od posameznega 
primera. Seveda je kodiranje novega bloka lažje z razpoložljivostjo odprte kode. Kljub temu 
pa oblikovanje novega bloka za prekinitev tehničnih omejitev drugih obstoječih blokov ne 
zahteva veliko časa in truda. Mnogi projekti veriženja blokov izdajo žetone med začetno 
ponudbo kovancev (angl. initial coin offering, krajše ICO) z namenom, da bodo v prihodnosti 
ustvarili lastne bloke. Postopek zbiranja denarja med ICO ne zahteva novega projekta, ki bi 
že imel obstoječi samostojni blok. Za zagonska podjetja je lažje zbirati sredstva in 
distribuirati žetone prek obstoječega bloka. To zmanjšuje morebitna tehnična vprašanja in 
poenostavlja celoten investicijski proces ICO (Rhodes, 2018). 
2.3 ELEKTRONSKA DENARNICA 
Elektronska denarnica je eden od instrumentov, ki omogočajo plačevanje s kriptovalutami. 
Zasnovana je kot pametna kartica. Polog na elektronsko denarnico se bremeni ob vsakem 
nakupu, ne glede na to, pri kateri banki ima imetnik elektronske denarnice odprt račun. 
Elektronska denarnica ima veliko prednosti: varuje transakcije, omogoča mikro plačila, je 
enostavna za uporabo, univerzalna (saj nima povezave z bančnim računom med plačilnim 
postopkom) in ima več aplikacij. Uporablja se lahko za dnevna priložnostna plačila (POS) in 
druge aplikacije, kot je pametna kartica, kot tudi za internetna plačila. Možnosti za uporabo 
elektronske denarnice je veliko, posebej kar se tiče kombinacij elektronskih denarnic z 
drugimi dokumenti in plačilnimi sredstvi, npr. prometne vozovnice z elektronsko denarnico, 
telefonske kartice z elektronsko denarnico (Sahut, 2006). 
Ključni pomen elektronskih denarnic je, da lahko uporabnik z njimi dostopa do svojega 
zasebnega ključa. Povezava zasebnega ključa uporabnika in javnega ključa omogoča prenos 
kriptovalut. Poleg tega lahko uporabnik z elektronsko denarnico pošilja, prejema in hrani 
kriptovalute. Vse elektronske denarnice delimo na hladne ali vroče. Ali je denarnica hladna 
ali vroča, je odvisno od tega, ali je v danem trenutku povezana na internet. Če je povezana, 
gre za vročo denarnico. Če ni povezana, gre za hladno denarnico. Priporočljivo je, da i ma 
uporabnik obe vrsti denarnic – hladne denarnice naj bi bile namenjene varčevanju, vroče 
denarnice pa za redno uporabo (Kriptovalute, 2018a). 
Elektronske denarnice, kot so Apple Pay, Samsung Pay in Google Pay, so digitalne plačilne 
platforme, ki kupcem omogočajo varno shranjevanje podatkov o kreditnih karticah v oblaku 
in dokončanje nakupov z aplikacijo na pametnem telefonu, pametni uri ali tabličnem 
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računalniku. Elektronske denarnice so za uporabnike brezplačne in za prodajalce, ki 
sprejemajo plačila z elektronskimi denarnicami, niso zaračunane dodatne pristojbine za 
obdelavo. Plačilne storitve zaračunavajo enako pristojbino za plačilo z elektronskimi 
denarnicami, kot veljajo za standardne kreditne in debetne kartice, kot je provizija v višini 
2,75 %. Prodajalci sprejemajo plačila z elektronskimi denarnicami s posebnim čitalnikom 
elektronskih denarnic. Med prevzemom stranka preprosto aktivira svojo plačilno aplikacijo, 
nato pa svojo mobilno napravo prestavi na čitalnik elektronskih denarnic. Čitalnik zajame 
in prenaša plačilne podatke, transakcija pa je odobrena ali zavrnjena v nekaj sekundah 
(Fabregas, 2018). Pri tem se je treba zavedati, da uporabniki kriptovalut ne morejo kupovati 
in prodajati s kriptovalutami na vseh prodajnih mestih. Izjemnega pomena je varnost 
elektronskih denarnic (Frankenfield, 2018). 
Načeloma velja, da kadarkoli imetnik elektronske kartice oddaja podatke prek mobilnega 
ali brezžičnega omrežja, sprejema tveganje, da se bodo podatki prestregli. Vendar pa varne 
elektronske denarnice zagotavljajo uporabo številnih varnostnih ukrepov, kot so šifriranje 
podatkov, zaščita z geslom in popolna sledljivost vseh informacij. Zaradi potrebnega časa, 
stroškov računanja in potrpljenja za dešifriranje sodobnih šifrirnih algoritmov je dešifriranje 
brez ključa skoraj nemogoče. To ne pomeni, da šifriranje ni ranljivo, vendar je verjetnost za 
vdor v sistem minimalna. Uporabniki lahko v svojem računu za elektronsko denarnico 
uporabijo dodatno zaščito z geslom. Združevanje tega z naprednimi metodami šifriranja 
dodatno ščiti informacije potrošnikov pred zlorabami podatkov. V nasprotju s kreditnimi 
karticami bo varna storitev elektronske denarnice pomagala prikriti bančne in zasebne 
informacije potrošnikov. Elektronske denarnice imajo dostop le do sredstev, ki jih potrošnik 
da na voljo. To pomeni, da pri opravljanju transakcije ne dostopajo do širših bančnih 
informacij potrošnikov, da bi izvedle plačilo, in ne beležijo metapodatkov, ki bi jih lahko 
zajela tretja oseba. Delujejo kot posredniki, saj preprečujejo tretjim osebam dostop do 
informacij, ki se lahko uporabijo za goljufijo ali krajo identitete. Zanesljiva elektronska 
denarnica omogoča potrošniku popolno sledljivost vseh njegovih transakcij. V nasprotju z 
gotovinskimi transakcijami se vsaka transakcija elektronskega poslovanja zabeleži in 
časovno žigosa; uporabnik si jo lahko ogleda kadarkoli in kjerkoli, ne da bi moral opraviti 
obremenjujočo prijavo na bančni račun in pregledovati celoten račun. Elektronske 
denarnice so še vedno v začetni fazi razvoja in sprejemanja. Velik del njihovega uspeha bo 
odvisen od tega, ali lahko veliki igralci, kot sta Google in Apple, vključijo varne elektronske 
denarnice v svoje najbolj priljubljene izdelke (Alliedwallet, 2019). 
Čeprav so elektronske denarnice v osnovi zasnovane za nakupe pri manjših, bližnjih 
trgovcih, kot so trgovci s hitro prehrano in prodajalci časopisov, so v uporabi predvsem pri 
nakupih na prodajnih avtomatih s pijačo, sladkarijami, fotografijami in vozovnicami za 
prevoz ter pri ostalih večjih prodajalcih. Raziskave so pokazale, da so glavni razlogi za 
nepriljubljenost uporabe elektronske denarnice pri manjših trgovcih visoki transakcijski 
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stroški, pomanjkanje varnosti in anonimnost. Poleg tega imajo trgovci stroške namestitve 
strojne opreme in stroške transakcije vsakič, ko se sistem uporablja. Banke trenutno 
zaračunavajo od 0,3 % do 0,9 % za vsako transakcijo. Imetniki kartic plačajo letno 
pristojbino od 7 do 12 EUR, medtem ko je ta sistem v večini evropskih držav brezplačen 
(npr. Avstrija, Nizozemska, Norveška, Španija, Švica) (Sahut, 2006). Da bi bile banke med 
seboj konkurenčnejše, so nekatere banke, kot sta npr. francoski BNP Paribas in Credit 
Lyonnais, v svojo ponudbo vključile bančne kartice, povezane s kriptovalutami (v omenjenih 
bankah je ta kriptovaluta monero). Nekatere banke so šle še korak dlje, saj to storitev 
ponujajo brezplačno. V Veliki Britaniji je takih imetnikov kar 300.000. Depozitom iz 
elektronskih denarnic se lahko v tem primeru pripisujejo obresti (Alliedwallet, 2019). 
Elektronska denarnica prikazuje stanje na računu kriptovalut in zadnje transakcije. 
Uporabniki lahko pošiljajo prošnje drugim uporabnikom za  določene vsote kriptovalut, ki 
jih lahko shranjujejo v elektronskih denarnicah. Po poslani prošnji za kriptovaluto se 
generira unikaten naslov, ki je poslan uporabniku, ki nakaže kriptovaluto, prošnja za 
kriptovaluto pa je lahko tudi konvertirana v QR-kodo. Unikaten naslov je generiran 
vsakokrat, ko je poslana prošnja za kriptovaluto. Postopek prejemanja in nakazovanja 
kriptovalut je podoben postopku z že uveljavljenimi plačilnimi sredstvi, kot je npr. Paypal. 
Uporabniki lahko zamenjajo kriptovalute, npr. bitcoin za ethereum in obratno, z 
upoštevanjem provizije, ki je odvisna od časa, v katerem uporabnik izpolni transakcijo. 
Nakazilo druge kriptovalute ni izpolnjeno takoj, ker je potreben določen čas za transakcijo. 
Uporabniki lahko kupujejo ali prodajajo kriptovalute preko vmesnikov. Da uporabnik lahko 
opravi nakup, mora izvesti bančno nakazilo ali uporabiti kreditno ali debetno kartico  
(Frankfield, 2018). 
2.4 TRGOVANJE 
Trgovanje samo po sebi pomeni nabavo in prodajo. Na področju kriptovalut gre torej za 
nabavo in prodajo kriptovalut. Posameznik se lahko odloča med kupovanjem deležev ali 
trgovanjem s tržno ceno. V primeru trgovanja s tržno ceno kriptovalut špekulira o ceni, 
vendar pri tem ni zavezan h kupovanju kriptovalut. V primeru, da se odloči za nabavo 
kriptovalute, mora kriptovaluto oz. najpogosteje njen delež plačati v enkratnem znesku. 
Prednosti trgovanja s tržno ceno kriptovalut so predvsem nižje davčne stopnje, kot so 
davčne stopnje v primeru direktnega nakupa in prodaje kriptovalut, vendar pa je uporabnik 
izpostavljen velikemu tveganju, predvsem v primeru, ko izbere napačno strategijo za 
trgovanje s tržno ceno kriptovalut (Steemit, 2016). 
Postopek trgovanja s tržno ceno kriptovalut poteka tako (Walker, 2018, str. 24): 
 Da lahko posameznik kupi kriptovaluto, mora ustvariti račun in shraniti kriptovaluto 
v elektronsko denarnico. 
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 Uporabnik ustvari elektronsko denarnico, do katere mora zaradi možnosti zlorabe 
in kraje elektronske denarnice dostopati samo on. V primeru, da želi zgolj trgovati s 
kriptovaluto, potrebuje račun, s katerim se poveže z brokerjem. Broker je s tem 
zadolžen, da trguje s kriptovaluto v imenu takega posameznika. To je hitrejši in 
enostavnejši način za začetek trgovanja s kriptovalutami. 
 Za trgovanje gre, ko uporabnik začne nakupovanje kriptovalute. Kriptovaluta je s 
tem shranjena v vroči elektronski denarnici in je pripravljena za uporabo. Odločiti 
se je treba, s katerimi kriptovalutami trgovati, saj v realnosti ni mogoče trgovati z 
vsemi 1500 in več kriptovalutami hkrati. Uporabnik mora biti dobro seznanjen z 
gibanjem cen kriptovalut v določenem času, zato se mora odločiti, s katerimi 
kriptovalutami želi trgovati. 
 Tu nastopi del trgovanja, kjer se srečata ponudba in povpraševanje. Ponudnik v 
knjigi naročil objavi, po kakšni ceni proda svoj del kriptovalute, in čaka na ustreznega 
kupca. Prodaja se lahko vsak kriptokovanec posebej ali vsi kriptokovanci hkrati. 
Izbrati je treba ustrezno strategijo trgovanja. Uporabnik mora razumeti gibanje trga 
in biti dobro seznanjen z njim. Cena kriptovalut je odvisna od več dejavnikov, kot so 
pravna regulativa, poročanje medijev o kriptovalutah, izjave znanih oseb ali 
državnikov. 
 Uporabnik se mora odločiti glede posameznih podrobnosti strategije,  kot je npr. 
točka izhoda, tj. kdaj bo izstopil iz trga. Določiti mora, katera je najvišja in katera 
najnižja vrednost kriptovalute, pri kateri preneha s trgovanjem. Priporočljivo je, da 
uporabnik pred začetkom trgovanja preizkusi svoje znanje z demo računom. Pri tem 
se je treba zavedati velikih nihanj cen kriptovalut. Da bi se izognili šokom zaradi 
prevelikih nihanj na trgu kriptovalut, so se izoblikovali različni modeli, ki 
napovedujejo nihanja, vendar pa ne moremo z gotovostjo trditi, da so ti modeli 
povsem nezmotljivi. 
2.5 RUDARJENJE 
Rudarjenje bi lahko opredelili kot način odkrivanja denarja. Gre za metodo, s katero se 
potrjujejo in procesirajo transakcije v verigi blokov. Posamezniki, ki potrjujejo in procesirajo 
transakcije, se imenujejo rudarji, za svoje delo pa so nagrajeni z deležem od pristojbine (Gil, 
2019). Kriptovalute se ne tiskajo tako kot klasičen denar, temveč se odkrivajo. Računalniki 
po vsem svetu rudarijo za kovanci in tekmujejo med seboj. Rudarjenje poteka tako, da si 
posamezniki med seboj preko platforme za kriptovalute ves čas pošiljajo kriptovalute, pri 
čemer je ključnega pomena, da se vodijo evidence plačil. Kriptovalute vse transakcije 
(nakupe in prodajo kriptovalut) zberejo v en sam blok, rudarji oz. računalniki, ki iščejo 
kriptovalute in z njimi povezane transakcije, pa posle potrdijo in zapišejo v glavno knjigo. 
Na dan se povprečno procesira 600.000 transakcij. Ko se ustvari nov blok transakcij, rudarji 
vzamejo podatke iz bloka in jih z matematično formulo spremenijo v krajši zapis. Gre za 
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enostavno ustvarjeno zaporedje, ki ga ni mogoče dekodirati, kar jamči za varnost podatkov. 
Vsi rudarji tekmujejo med seboj, da ustvarijo verigo blokov, za katero dobijo nagrado v 
obliki kriptovalut. Rudarji ne smejo kakorkoli spreminjati podatkov o transakcijah v bloku, 
temveč morajo spreminjati svoje podatke, da lahko ustvarijo novo verigo (Kriptovalute, 
2018b). 
Pri odločanju za rudarjenje moramo upoštevati tako prednosti kot slabosti. Prednost 
rudarjenja je, da omogoča dodaten zaslužek. Več rudarjev kot je, stabilnejša je kriptovaluta 
in hitrejši je postopek rudarjenja. Po drugi strani pa je slabost rudarjenja, da je za to 
potrebnega veliko časa, denarja4 in sredstev. Za rudarjenje posameznik potrebuje (Gil, 
2019): 
 elektronsko denarnico, 
 poseben programski paket, kot je npr. AMD, 
 članstvo, ki dovoljuje rudarjenje, 
 članstvo za izmenjavo kriptovalut za konvencionalen denar in obratno, 
 zmogljivo internetno povezavo, z zmogljivostjo najmanj 2 Mb/s, 
 klimatiziran prostor, 
 zmogljiv osebni namizni računalnik (prenosni računalnik  in igralna konzola nista 
dovolj zmogljiva za rudarjenje), 
 konstantno željo in zagnanost za učenje in branje, saj se tehnologija nenehno 
spreminja. Najuspešnejši rudarji porabijo več ur na dan za ugotavljanje, katera 
strategija rudarjenja je za njih najprimernejša. 
Rezultat rudarjenja je nov kriptokovanec in zanesljivost ter varnost plačilnega omrežja.  
  
                                         
4 Fizična oseba v Sloveniji mora v roku enega tedna od izplačila vložiti namero akontacije od dohodnine od 




3 VRSTE KRIPTOVALUT 
Začetki uporabe kriptovalut so bili skromni in so temeljili na poznavanju računalništva, 
kriptografije in podatkovnih struktur v osemdesetih letih prejšnjega stoletja. V omrežju 
računalnikov z enakovrednimi računalniki je bilo pomembno preverjanje veljavnosti 
podatkov, kot je to pomembno tudi danes (Lafaille, 2018). 
Danes obstaja več kot 3000 kriptovalut, ki jih lahko razvrstimo v eno od naslednjih kategorij: 
alternativni kovanci (angl. altcoins), žetoni in bitcoin. Bitcoin (BTC) je bil prva kriptovaluta 
in ostaja vodilna svetovna kriptovaluta po tržni vrednosti. Bitcoin je svetovni sistem 
enakovrednih elektronskih plačil, ki strankam omogoča neposredno poslovanje, ne da bi 
pri tem potrebovali posrednika, kot je banka. Pogosto velja za digitalno alternativo tako fiat 
valutam kot zlatu, saj ga je mogoče porabiti in varčevati kot tradicionalni denar, hkrati pa 
je tudi omejen vir in s tem dober hranilec vrednosti, tako kot zlato (Capital.com, 2019). 
Izdaja kriptovalute bitcoin in njegove odprte kode leta 2008 je utrla pot ustvarjanju na 
tisoče drugih kriptovalut. Te nove kovance so poimenovali alternativni kovanci ali altcoini, 
saj so alternativa kriptovaluti bitcoin. Medtem ko se nekatere uporabljajo za podobne 
namene kot bitcoin, druge vrste kriptovalut, kot so altcoini, omogočajo tudi veliko drugih 
načinov uporabe. Na primer, ethereum (ETH) s prvo programirljivo verigo blokov na svetu 
razvijalcem omogoča razvoj in uporabo decentraliziranih aplikacij in pametnih pogodb. 
Litecoin (LTC) je enakovredna valuta in globalno plačilno omrežje, podobno kot bitcoin. 
Razvijalec kriptovalute litecoin, Charlie Lee, pravi, da je bil njegov namen razviti 
kriptovaluto, ki bi odpravljala pomanjkljivosti bitcoina in ga s tem dopolnila (Capital.com, 
2019). Altcoine običajno razvijejo rudarji, ki programirajo mehanizme za izdajo 
kriptokovancev, pogosto z rudarjenjem. Kriptovalute, modelirane po zgledu bitcoina, se 
skupaj imenujejo altcoini in se pogosto predstavljajo kot spremenjene ali izboljšane 
različice bitcoina (Reiff, 2020). 
Tako kot bitcoin lahko tudi vsi altcoini delujejo neodvisno v lastnih omrežjih z uporabo 
tehnologije razpršene evidence (angl. distributed ledger technology, DLT). Najbolj znana in 
najpogosteje uporabljena vrsta DLT-ja je tehnologija verige blokov, ki jo je uvedel Satoši 
Nakamoto z bitcoinom. Medtem ko vsi kovanci uporabljajo DLT, so različice osnovne kode 
vsakega protokola tisto, kar daje altcoinom lastne edinstvene atribute. Po podatkih 
CoinMarketCap obstaja vsaj 856 altcoinov, med prvimi petimi altcoini po tržni vrednosti pa 
so ethereum, ripple (XRP), bitcoin cash (BCH), litecoin in EOS.IO (EOS) (Frankfield, 2020). 
Za razliko od bitcoinov in altcoinov kriptožetoni ne morejo delovati neodvisno in so odvisni 
od omrežja druge kriptovalute. To pomeni, da nimajo lastnega osnovnega DLT-ja ali verige 
blokov, ampak so nameščeni na podlagi obstoječe verige blokov. Po podatkih 
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CoinMarketCap obstaja vsaj 1496 žetonov, ki so nameščeni na platformi verige blokov 24 
kriptovalut. Platforma Ethereum se najpogosteje uporablja za razvoj žetonov, kot so Basic 
Attention Token (BAT), Chainlink (LINK), Huobi token (HT), USD Coin (USDC) in na stotine 
drugih. Žetone je veliko lažje ustvariti, saj ni treba sestaviti oz. ustvariti verige blokov od 
začetka. Uporabljajo se lahko kot vsako plačilno sredstvo, za menjavo za  zaloge blaga, fiat 
valut, drugih kriptovalut, premoženje idr. (Bitdegree, 2020). 
Poleg omenjenih se v literaturi pogosto omenja tudi privatne kovance, stabilne kovance, 
menjalne žetone in digitalne valute centralne banke. Privatni kovanci (angl. privacy coins) 
so kriptovalute, ki se osredotočajo na zagotavljanje zasebnih transakcij, kot so monero, 
zcash in dash. Stabilni kovanci (angl. stablecoins) so kriptovalute, vezane na vrednostno 
stabilnejša sredstva, kot so fiat valute, ki omogočajo zmanjšanje nestanovitnost cen. Takšni 
primeri so tether, dai, USD coin in paxos. Menjalni žetoni so kriptovalute, ki se ustvarjajo 
pri izmenjavi kriptokovancev in kriptožetonov, ki se uporabljajo predvsem na lastni 
trgovalni platformi in storitvah. Najpomembnejši primeri so Binance Coin, Huobi Token in 
KuCoin. Digitalne valute centralne banke (CBDC) so kriptovalute, ki jih ustvari ali podpre 
centralna banka. Narodna banka Kitajske (PBoC) trenutno razvija svoj digitalni juan in 
pričakovati je, da bo večina držav v prihodnosti digitalizirala svoje nacionalne valute  
(Capital.com, 2019). 
3.1 KRIPTOVALUTA BITCOIN 
Bitcoin je prva kriptovaluta, s katero se je tudi začelo poslovanje s kriptovalutami. Pomeni 
torej začetek razvoja kriptovalut in še danes je kljub velikemu številu novih kriptovalut na 
prvem mestu po pogostosti uporabe. Kot je predstavljeno v nadaljevanju, gre za eno od 
treh vrst kriptovalut poleg altcoinov in kriptožetonov. Zanimivo je, da je revolucija 
kriptovalute bitcoin privedla do razvoja kriptožetona bitcoin cash. V nadaljevanju torej 
predstavljamo pomen bitcoina, vključno z opredelitvijo kriptožetona bitcoin cash, in njegov 
razvoj. 
3.1.1 Opredelitev kriptovalute bitcoin 
Bitcoin je omrežje, katerega osnovno načelo je transparentnost, kar omogočajo žigi in 
načelo soglasja. To pomeni, da se morajo glede vseh odločitev odločati vsi, ne glede na 
obliko poslovanja in namena uporabe bitcoina. Kriptovaluta bitcoin tako pomeni nov način 
plačilnega sredstva – digitalnega denarja (Bitcoin, 2019). 
Bitcoin je prva kriptovaluta in določa standarde za vse ostale kriptovalute, ki so bile 
ustvarjene kasneje. Od svojega nastanka je imel dosledno največjo vrednost in je najbolj 
javno obravnavana kriptovaluta. Zasnovan je kot popolnoma decentraliziran finančni 
sistem, kar pomeni, da omogoča uporabnikom transakcije brez posrednikov. Da bi dosegel 
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ta cilj, je Satoši Nakamoto izumil verigo blokov in opredelil osrednje načelo, po katerem bi 
tak sistem deloval (Coinmama, 2019). Tako se lahko z bitcoinom plačuje brez posrednikov 
tako na spletu kot tudi v fizičnih trgovinah. Pogostejša oblika plačevanja je sicer plačevanje 
z mobilnim telefonom (Bitcoin, 2019). 
3.1.2 Začetki kriptovalute bitcoin 
Mesec po propadu podjetja Lehman Brothers septembra 2008 je Satoši Nakamoto kot 
odziv na gospodarsko krizo izdal bitcoin (Schwanke, 2017, str. 1–8). Dne 18. avgusta 2008 
je bila registrirana domena Bitcoin.org (katere avtor ni znan) kot predhodnik kriptovalute 
bitcoin, 31. oktobra 2008 pa je bila izdana prva bela knjiga na skupno devetih straneh 
(Jenkinson, 2018). 
Za začetek bitcoina bi lahko določili datum 3. september 2009, ko je Satoši Nakamoto 
zasnoval varno verigo blokov (Sedgwick, 2018). Cilj verige blokov je beleženje zgodovine 
izmenjave podatkov z uporabo omrežja s časovnimi žigi, preverjanje vsake zamenjave in 
samostojno upravljanje brez posrednikov. To je postalo temeljna zasnova kriptovalute 
bitcoin in na tem temeljijo današnje kriptovalute (Global Legal Research Directorate Staff, 
2018). Tretjega januarja 2009 je Nakamoto uspešno ustvaril blok Genesis, začetni verižni 
blok bitcoina. Blok Genesis je bil zakodiran v bitcoin programsko opremo in 50 enot 
kriptovalute bitcoin. Prvega bitcoin kovanca ni bilo mogoče porabiti zaradi načina, kako je 
bila koda napisana. Natančni razlogi za to niso znani. Povprečni čas za ustvarjanje novih 
blokov je deset minut, vendar je zaradi žigosanja blokov potreboval šest dni, preden je bil 
naslednji blok dodan v bitcoin verigo blokov. Obstajajo številne špekulativne teorije, zakaj 
je testiranje omrežja trajalo tako dolgo, med drugim pa predstavljajo tudi simbolični pomen 
šestih dni. Prva transakcija bitcoina je potekala 12. januarja 2009 med Nakamotom in 
pokojnim Halom Finneyjem, enim prvih podpornikov kriptovalute bitcoin. Nakamoto je 
poslal Finneyju 10 enot bitcoina v testiranje, računalniški strokovnjak pa je začel z 
rudarjenjem blokov. Deset mesecev kasneje, 5. oktobra 2009, je New Liberty Standard 
določil prvi tečaj bitcoina glede na dolar. Takrat je 1 USD znašal 2300,03 enote bitcoina. 
Prva transakcija bitcoina za fizično blago je potekala 22. maja 2010, ko je za 10.000 enot 
bitcoina najstnik Jeremy Sturdivant kupil dve pici. Danes je enota bitcoina vredna bistveno 
več. Zgodba o prvi transakciji se pogosto uporablja kot referenčna točka za dvig vrednosti 
kriptovalute (Jenkinson, 2018). 
Potem ko je Satoši Nakamoto pred desetletjem objavil svojo belo knjigo, nato pa še nekaj 
mesecev kasneje naredil prvo verigo blokov, je bilo treba še veliko narediti. Ni bilo 
elektronskih denarnic, nobenih rudarjev blokov in nobene izmenjave – pravzaprav ni bilo 
niti menjalnega tečaja. Prav tako ni bilo simbola, ki bi predstavljal valuto bitcoin. Prvi poskus 
logotipa je zasnoval sam Nakamoto za prvega kupca bitcoina: zlatnik, ki je vseboval črki BC. 
Do začetka leta 2010, približno takrat, ko se je začela oblikovati majhna skupnost, se je 
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začelo pogovarjati o njegovi zamenjavi, skupaj z znakom Unicode. Kasneje se je simbol za 
bitcoin večkrat spremenil, saj je bilo podanih več predlogov tako uporabnikov kot tudi 
rudarjev kriptovalute. Rezultati ankete, ki je bila izvedena leta 2011, so pokazali, da 
uporabniki foruma pretežno glasujejo za ฿, nekoliko manj priljubljeni znaki so bili β, Ƃ in Ƀ. 
Šele leta kasneje, junija 2017, je bitcoin končno pridobil svoj simbol Unicode, ki je postal ₿. 
Nesporno je, da je do 22. novembra 2009, ko je Satoši Nakamoto pozdravil člane novega 
foruma Bitcoin, ki ga je gostil na bitcointalk.org, njegova ideja dobila pomembno podporo 
pristašev, ki so pomagali pri razvoju ideje. V resnici bitcoin, tako kot vsa seizmična gibanja, 
ni bil predviden za tak način uporabe, kot ga poznamo danes. Brez vztrajnosti najzgodnejših 
podpornikov bitcoin morda nikoli ne bi zaživel. Njegovo ohranitev in današnjo robustnost 
lahko pripišemo moči Nakamotove ideje skupaj s prizadevanji podpornikov, ki so delali 
pozno v noč, da bi popravili kritične nepravilnosti in okrepili bitcoin, dokler mreža, ki je 
nastala, ni bila dovolj močna za uporabo kriptovalute bitcoin, kot jo poznamo danes 
(Sedgwick, 2018). 
Devetega februarja 2011 je bitcoin dosegel pariteto z ameriškim dolarjem v razmerju 1  : 1. 
To je bil začetek burnega obdobja za bitcoin. V samo štirih mesecih je zrasel z 1 USD na 
31,91 USD. Štiri dni kasneje, 12. junija 2011, je vrednost bitcoina padla na 10,25 USD, kar 
je bil prvi večji padec valute, ki ga je doživela bitcoin skupnost. Po razmeroma tihih šestih 
mesecih se je cena te kriptovalute spet znižala, za kar je bila razlog novica, da je podjetje 
Paxum prenehalo sprejemati bitcoin kot plačilno sredstvo. To obdobje označuje prvi pravi 
primer, kjer je bitcoin doživel visoko volatilnost. 28. novembra 2012 je prišlo do prve 
prepolovitve nagrad bitcoina, ko se je nagrada za bloke zmanjšala s 50 na 25 enot bitcoina, 
potem ko je bil izkopan blok 210.000. Enajstega decembra 2014 je podjetje Microsoft 
začelo sprejemati plačila z bitcoini, kar je pomemben mejnik za odobritev kriptovalute s 
strani globalnih korporacij. Šest let po tem, ko je Satoši Nakamoto izdal belo knjigo bitcoina, 
se je kriptovaluta pojavila na naslovnici The Economist (31. oktobra 2015). Ob pozitivnih 
dogodkih za kriptovaluto je vrednost bitcoina dve leti relativno stabilno rasla vse do 9. julija 
2016, ko je bila druga prepolovitev rudarskih nagrad, pri čemer se je vrednost enote 
bitcoina znižala na 12,5 za vsak blok. Drugega januarja 2017 je vrednost bitcoina prerasla 
vrednost 1000 USD in je rasla vse do primera dvojčkov Winklevoss, ki sta uspešno tožila 
Marka Zuckerberga za krajo intelektualne lastnine ob ustanovitvi podjetja Facebook. Brata 
sta vložila zahtevo ob kotiranju kriptovalute bitcoin na borzi, kar je zavrnila komisija za 
vrednostne papirje na ameriški borzi (Halaburda & Gandal, 2018, str. 1–32). 
Bitcoin deluje podobno kot ostale kriptovalute, o čemer govori drugo poglavje. Kar je 
posebnost, je bitcoin cash kot naslednik bitcoina. Bitcoin cash je nastal kot posledica 
različnih stališč v bitcoin skupnosti o tem, kako razširiti omrežje. Ker je vse več ljudi začelo 
uporabljati bitcoin, je omrežje čedalje težje sledilo obsegu transakcij. Posledica tega je bila, 
da so mnogi uporabniki te kriptovalute čakali, včasih tudi dneve, preden so videli, kako 
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potekajo transakcije. O tem, kako rešiti ta problem, se je veliko razpravljalo. To je pripeljalo 
do razdelitve na dve skupini z nasprotujočimi si stališči: na tiste, ki so naklonjeni povečanju 
velikosti blokov, in tiste, ki so naklonjeni prestrukturiranju, v katerem so bili podatki 
shranjeni v obstoječih blokih. Največja razlika med bitcoinom in bitcoin cashem je povezana 
z velikostjo blokov v verigi blokov. Z večanjem velikosti blokov od 1 MB do 8 MB bitcoin 
cash omogoča obdelavo več transakcij v enem bloku. Glavni cilj bitcoin casha je hitrejša 
obdelava večjih transakcij in nižje pristojbine. Druga pomembna razlika med obema 
valutama je, da se stopnja težavnosti pri rudarjenju bitcoin casha razlikuje glede na to, 
koliko rudarjev je dejavnih v omrežju. Mnogi rudarji bitcoina so začeli uporabljati bitcoin 
cash, ker jim omogoča, da ustvarjajo večji dobiček hitreje kot z rudarjenjem bitcoina. 
Nekateri imetniki bitcoina, ki so kupili to kriptovaluto pred razcepom 1. avgusta 2018 in 
svojega premoženja bitcoinov niso prodajali na borzi, so svoje imetje, pridobljeno z 
bitcoinom, torej prenesli na bitcoin cash. Gre za iste zasebne ključe, povezane z bitcoin 
denarnico, ki se lahko uporabijo za dostop do enakih deležev v bitcoin cashu. Ostali lahko 
kupijo bitcoin cash tako kot ostale kriptovalute (Finder, 2019). 
Bitcoin cash je zasnovan tako, da morajo njegovi uporabniki vsakih šest mesecev razveljaviti 
verigo blokov in sprejeti nadgradnjo programske opreme s spremembami, ki jih določijo 
razvijalci odprtokodne programske opreme. Če razvijalci in rudarji dosežejo soglasje o tem, 
kaj naj bi bile nadgradnje, glavna veriga ostane nedotaknjena in preprosto sprejme 
posodobitev programske opreme, ki je znana kot t. i. mehka vilica (Ouimet, 2018). 
3.2 KRIPTOVALUTA ETHEREUM 
Ethereum (ETH) je poleg litecoina, dasha in monera odraz nezadovoljstva s kriptovaluto 
bitcoin. Nastal je iz želje po monetizaciji kriptovalute. Ethereum je decentralizirana 
platforma, ki izvaja pametne pogodbe: aplikacije, ki delujejo tako natančno, kot so 
programirane. Glavni cilj te kriptovalute je preprečitev možnosti izpada, cenzure ali goljufij. 
Najprej je bil dostopen samo izbranim posameznikom z zasebnim ključem. Zdaj ga bolj 
uporabljajo tisti, ki se ukvarjajo s kriptovalutami, kot spletno knjigo za transakcije. Vendar 
pa so podatki o transakcijah še vedno zasebni, ker so kriptovalute v digitalnem formatu, ki 
uporablja tehnike šifriranja (Schwanke, 2017, str. 1–8). Podobno je tudi revolucija 
ethereuma privedla do razvoja istoimenskega kriptožetona, kar opisujemo v nadaljevanju. 
V nadaljevanju torej predstavljamo opredelitev kriptovalute in kriptožetona ethereum ter 
njun razvoj. 
3.2.1 Opredelitev kriptovalute ethereum 
Ethereum se uporablja v različne namene, med drugim tudi za distribucijo električne 
energije in za primer avtorskih pravic. Osnovna ideja je v vseh primerih enaka. Gre za 
izločitev posrednikov, kot so založniške hiše, dobavitelji električne energije, skratka večja 
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podjetja. Tako so npr. potrošniki električne energije lahko hkrati proizvajalci; mikromrežni 
sistem omogoča uporabnikom, da proizvajajo električno energijo, jo prodajajo na zahtevo 
in kupujejo od drugih uporabnikov. Za razliko od konvencionalnega centraliziranega 
trgovanja z električno energijo je ta nastajajoči sistem namenjen zagotavljanju 
decentraliziranega, preglednega in varnega trgovanja z električno energijo (Myung & Lee, 
2018, str. 4904–4914). 
Pametne pogodbe za trgovanje s kriptovaluto ethereum se še vedno razvijajo, sama koda 
pa je lahko napačna in lahko pomeni resno ranljivost sistema. Zato je zelo pomembno 
razviti varno in nezmotljivo kodo za pametne pogodbe. Resnosti negotovih pametnih 
pogodb je pokazal npr. napad na DAO (decentralizirano avtonomno organizacijo), ki se je 
zgodil leta 2016, pri čemer je prišlo do zlorabe sistema zaradi njegovega posodabljanja, ki 
je v okviru pametne pogodbe omogočila krajo 3,6 milijona etrov (kar je takrat znašalo 70 
milijonov USD). Najbolj znane ranljivosti ethereuma lahko povzamemo v naslednjih točkah 
(Nizamuddin, Hasan, Salah & Iqubal, 2019, str. 3849–3866): 
 Večkratno klicanje iste funkcije, tako da ni mogoče izvesti nobene druge funkcije.  
 Rudarji lahko spremenijo časovni žig bloka in pristranskost rezultatov izvedbe v 
njihovo korist. 
 Globina ranljivosti klica: Zunanji klici funkcij so lahko kadarkoli neuspešni, ker 
presegajo največjo količino 1024 klicev. 
 Napoved naročila transakcij: Ta ranljivost sistema lahko spremeni ceno med 
obdelavo transakcije, ker je nekdo drug (lastnik pogodbe, rudar ali drug uporabnik) 
poslal transakcijo, ki spremeni ceno, preden je transakcija končana. Hkrati se lahko 
zgodita dve transakciji. Ta napaka je odkrita v približno 15,8  % vseh pogodb v verigah 
blokov. 
Trg kriptovalut je v letu 2019 doživel krizo, saj je 10. decembra 2018 prišlo do velikega 
razvrednotenja kovancev. Kriza je vplivala tudi na ethereum, ki je bil do takrat druga 
največja kriptovaluta. S splošnim razvrednotenjem kriptovalut je ethereum zdrsnil na tretje 
mesto, zaradi česar je postal ripple (XRP) drugi največji kovanec. Osmega januarja 2018 je 
bil ethereum ocenjen na 134,27 USD s tržno zgornjo mejo 14 milijard USD. Ethereum je 
zabeležil 24-urni obseg trgovanja v višini 2,9 milijarde USD, 10. januarja 2018 pa se je 
njegova vrednost zmanjšala za več kot 11 %. Medtem je XRP ponovno pridobil drugo mesto 
s tržno zgornjo mejo 14,2 milijarde USD in vrednost 0,3485 USD (Shukla, 2019). 
3.2.2 Začetki kriptovalute ethereum 
Potem ko je Satoši Nakamoto leta 2008 izumil verigo blokov bitcoin, so mnogi razvijalci 
blokov, njihovi uporabniki in strokovnjaki, ki preučujejo verige blokov, ugotavljali, da 
slednje omogočajo ne le finančne transakcije, pač pa tudi izvajanje drugih aktivnosti in 
 
19 
projektov. Med njimi je bil tudi kanadski najstnik Vitalik Buterin, soustanovitelj revije 
Bitcoin magazin. Pri svojem delu je opozoril na pomemben problem že uveljavljenih verig 
blokov. Za vsak novi projekt je bilo treba ustvariti novo verigo blokov, s čimer so bili 
povezani visoki stroški programske in strojne opreme ter stroški elektrike (Blockgeeks, 
2020). 
Po nezadovoljivih poskusih uporabe mastercoina, danes znanega kot tether (tj. priljubljen 
kovanec, vezan na USD), je Buterin hitro ugotovil, da na bitcoin vezano programiranje ne 
zadostuje za to, da bi omogočilo razvoj aplikacij v verigi blokov. Iskal je boljše pogoje za 
razvoj aplikacij, predvsem verigo blokov z več kot sedem bitcoin transakcijami na sekundo. 
Buterin je želel tudi preprost in široko uporabljen programski jezik. Kode aplikacij v verigi 
blokov, kot sta bitcoin in ethereum, so v decentraliziranem omrežju, medtem ko običajne 
aplikacije delujejo na centraliziranih strežnikih, ki jih je mogoče manipulirati ali cenzurirati 
(Bitwala, 2019). Tako je Buterin konec leta 2013 objavil belo knjigo za ethereum, v kateri je 
predstavil več različnih konceptov, ki so v veliki večini podobni konceptom kriptovalute 
bitcoin, in pomanjkljivosti bitcoina kot utemeljitev za ethereum (Blockgeeks, 2020). 
Glavna težava pri bitcoinu je bila pomanjkanje splošnega programskega jezika, ki bi 
uporabnikom omogočil ustvarjanje novih aplikacij na že obstoječi verigi blokov. Poleg tega 
je uporaba te kriptovalute precej bolj zahtevna z vidika potrebnih znanj. Poleg same valute 
ethereum so razvijalci programske opreme razvili tudi t.i. Ethereumov navidezni računalnik 
– EVM, na osnovi katerega je Gavin Wood kasneje, sredi leta 2014, razvil Rumeno knjigo. V 
njej je opisal tehnično specifikacijo EVM in njegov način delovanja. EVM se uporablja za 
različne odprtokodne aplikacije v različnih jezikih, med katerimi je najbolj poznan Go 
language client, poznan tudi pod imenom Geth. Druga najbolj poznana aplikacija, razvita z 
EVM, je bila razvita v jeziku Rust in se imenuje Parity Client. Vsak, ki uporablja Parity Client, 
je povezan v vozlišče Ethereum. Danes je takšnih vozlišč več kot 25.000 (Blockgeeks, 2020). 
Leta 2014 so Buterin in soustanovitelji ethereuma sprožili množično kampanjo za prvo 
prodajo kovancev ether-žeton, da bi s tem razširili svojo vizijo in zbrali več kot 18 milijonov 
dolarjev. Prva ICO-prodaja ethereuma, imenovana Frontier, se je začela leta 2015. Od 
takrat je platforma hitro rasla in danes z njo razvija na stotine razvijalcev aplikacij. Ethereum 
se sooča s podobnimi težavami skalabilnosti kot bitcoin. Leta 2016 je anonimni heker 
ukradel 50 milijonov USD, kar je sprožilo vprašanja o varnosti platforme. To je povzročilo 
razkol znotraj skupnosti kovanca in bilo povod za razvoj dveh med seboj ločenih verig 
blokov: ethereum (ETH) in ethereum classic (ETC). Infrastruktura ethereuma se je v zadnjih 
letih izboljševala, na področju varnostni. Ker je manj monopolistična od bitcoina, je bolj 
odprta za reforme, ki bi na koncu lahko pomenile boljšo rešitev za varnost kot kriptovaluta 
bitcoin (Marr, 2018). 
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4 PRAVNA UREDITEV IN REGULACIJA KRIPTOVALUT 
Nujnost pravne ureditve in regulacije kriptovalut ponazarjajo podatki o kaznivih dejanjih in 
razvitosti zlonamerne programske opreme. Število zlonamernih programov je sorazmerno 
s povpraševanjem po bitcoinu kot eni najpogosteje uporabljenih kriptovalut. Več kot je 
transakcij, več je tudi razvitih zlonamernih programov za krajo kriptovalut. Za zaščito pred 
takšnimi zlorabami so bile razvite elektronske denarnice, o katerih smo pisali v prejšnjem 
poglavju. Toda nekatera zlonamerna programska oprema gre še naprej. Za krajo kovancev 
uporabnikov, ki so šifrirali svoje zasebne ključe z gesli, so bili razviti zlonamerni programi, 
ki so namenjeni prisluškovanju pri tipkanju uporabnikov. Druga vrsta tovrstnih programov 
so programi, katerih cilj je zlonamerno programsko opremo zamenjati z drugačnim nizom, 
pri tem pa pošiljati valuto v denarnico operaterja zlonamerne programske opreme. Za 
zaščito pred tovrstnimi zlorabami se priporoča uporaba dveh elektronskih denarnic, kjer so 
potrebni ključi za porabo večine kovancev uporabnika shranjeni na ločenem računalniku, ki 
ni povezan z internetom (Greenberg, 2014). 
Po drugi strani je v sistemu poslovanja s kriptovalutami težko identificirati kazniva dejanja. 
K temu pomembno prispeva anonimnost uporabnikov kriptovalut5. Mnenja o zagotavljanju 
anonimnosti so neenotna tudi med samimi uporabniki in investitorji v kriptovalute. Tako 
obstaja prepričanje, da bi morali biti vsi rudarji anonimni, ker anonimnost vladam otežuje 
nadzor nad poslovanjem s kriptovalutami. Po drugi strani pa so nekateri prepričani, da bi 
morala javnost vedeti več o rudarjih, saj bi to povečalo zaupanje v sistem, kar bi pomenilo 
prednost za trgovanje s kriptovalutami (Chuo, 2018). 
Odgovori različnih držav na opisano problematiko so različni. Medtem ko nekatere države 
v svojih zakonodajah preprosto blokirajo kakršnokoli uporabo kriptovalut, so druge sprejele 
manj stroge pravne ukrepe. Pravni okvir podpira nov razvoj dogodkov, nekatere države pa 
celo zagotavljajo davčne olajšave za tiste, ki uporabljajo kriptovalute (Morris, 2019). 
Države, kot sta npr. Argentina in Rusija, močno omejujejo uporabo kriptovalut, predvsem 
bitcoina, ki je med uporabniki najbolj razširjen. Na Tajskem je dovoljeno poslovati le 
                                         
5 Podjetje Mastercard je vložilo patent za metodo anonimizacije transakcij na bloku v skladu z vlogo, ki jo je 
9. decembra 2018 izdal Ameriški urad za patente in blagovne znamke (USPTO). V vlogi je navedeno, da se 
lahko eden ali več posredniških naslovov za prikrivanje vira in cilja sredstev v transakciji z majhnimi verigami 
blokov uporabi za povečanje anonimnosti subjektov, povezanih z naslovi bloka. Predlagana tehnična rešitev 
bi pomenila serijo zahtevkov za anonimizacijo, namenjenih anonimizaciji transakcij, ne samo uporabniku za 
vsako posamezno denarnico. To bi povzročilo, da uporabnik prikaže samo prenos sredstev in prejemanje 
sredstev z majhnega števila naslovov, ki so vključeni tudi v bistveno večji obseg transakcij z različnimi drugimi 
uporabniki, zaradi česar so podatki neškodljivi. Mastercard tako meni, da bi z analizo denarnice pridobili malo 
ali nič informacij o uporabniku elektronske denarnice (Huillet, 2018). 
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menjalnicam za bitcoin, ki imajo licenco. Različni pravni sistemi si prizadevajo za sprejem 
pravil, navodil in smernic za poslovanje s kriptovalutami, tako za podjetja kot tudi 
posameznike. Pojavljajo se torej različni poskusi reguliranja poslovanja s kriptovalutami, ki 
pa niso splošno sprejeti. Uporabo kriptovalut je sicer mogoče pravno regulirati, vendar še 
niso poznani sistemi njihove pravne regulacije. Striktna pravna regulativa bi lahko močno 
omejila uporabo kriptovalut, pri čemer ni znano, koliko trenutnih uporabnikov kriptovalut 
bi jih v tem primeru prenehalo uporabljati. Domneva se, da bi večja pravna regulativa na 
področju poslovanja s kriptovalutami pomenila, da bi podjetja in posamezniki preselili svoje 
poslovanje v druge države, kjer ne bi bilo tako stroge pravne regulative (Bitcoin, 2019). 
Tako so npr. na Kitajskem, kjer velja eden najstrožjih pravnih sistemov na tem področju, od 
15. februarja 2019 vsi, ki poslujejo s kriptovalutami, zavezani v roku 20 dni registrirati 
imena, domene in naslove strežnikov na Kitajski upravi za kibernetski prostor. Zagonska 
podjetja, ki poslujejo z verižnimi bloki, morajo državnim organom omogočiti dostop do 
shranjenih podatkov in uvedbo registrskih postopkov, ki bi od uporabnikov zahtevali 
osebno izkaznico ali mobilne številke. Poleg tega morajo nadzorovati informacije o vsebini 
in cenzuri, ki so prepovedane po sedanji kitajski zakonodaji. Če podjetje ne ravna v skladu 
s predpisi, mu grozi denarna kazen od 20.000 do 30.000 juanov (tj. od 2900 do 4400 USD). 
V primeru serijskih kaznivih dejanj lahko podjetje doleti kazenska preiskava (Berman, 
2019). 
V Švici, ki je eden najrazvitejših finančnih trgov, kriptovalute imetnikom ne zagotavljajo 
stvarne pravice. Po drugi strani pa so lahko sredstva, ki se prenesejo v plačilni sistem in 
služijo le za prihodnji nakup sredstev ali storitev, oproščena davka, če najvišja odškodnina 
na stranko ne preseže 3000 švicarskih frankov (CHF)  oz. približno 2000–3000 USD. Če 
skupni znesek depozitov, ki jih je sprejel ponudnik finančnih storitev, ne presega 1 milijona 
CHF oz. približno 1 milijona USD, se obresti ne plačajo. Švicarska vlada meni, da sedanji 
regulativni okvir zagotavlja dobro poslovanje s kriptovalutami, vendar pa Zvezni svet 
predlaga novo kategorijo dovoljenj za infrastrukturo finančnega trga na področju pametnih 
pogodb zaradi dejstva, da se tradicionalno ločene dejavnosti, kot sta trgovanje in poravnava 
ali skladiščenje, običajno kombinirajo na bloku. Da bi to dosegli, predlaga odstopanje od 
načela tehnološko nevtralne ureditve in uvedbo dodatne posebne regulativne kategorije 
(Frick, 2019, str. 1–14). 
V državah članicah EU mora izdajatelj pripraviti prospekt, preden se vrednostni papirji lahko 
ponudijo javnosti na primarnem trgu ali se z njimi trguje na reguliranem sekundarnem trgu, 
ki ga je po uradni odobritvi treba objaviti. Prospekt naj bi vseboval informacije, potrebne 
za premišljeno odločitev o naložbi, ki je predstavljena na natančen in pregleden način. 
Njegova glavna naloga je izravnati asimetrijo informacij med izdajateljem in vlagatelji. 
Čeprav sta oblika in vsebina takšnega prospekta urejeni na ravni EU, lahko države članice 
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EU v določeni meri same oblikujejo svoja pravila o odgovornosti v zvezi z napačnimi 
interpretacijami določil (Hacker & Thomale, 2018, str. 646–696). Pri tem Evropski organ za 
vrednostne papirje in trg opozarja na dejstvo, da sprejeti zaščitni ukrepi za zaščito 
vlagateljev niso zadostni in da vlagatelji ne razlikujejo zlahka med različnimi vrstami 
kriptovalut (Frick, 2019, str. 1–14). 
Splošno izboljšanje storitev, povezanih s kapitalskimi trgi, je eno od obsežnih področij, ki jih 
zajema nova direktiva EU o trgih finančnih instrumentov (MiFID II). Vpliva na številne vidike 
mednarodnih organizacij ICO, pa naj gre za distribucijo žetonov javnosti prek strokovnih 
investicijskih agentov ali za zagotavljanje posebnih platform, ki se uporabljajo za namen 
trgovanja za uvedbo ICO. Treba je opozoriti, da je osnovna usmeritev direktive MiFID II 
vzpostavitev celovitega regulativnega režima, ki ureja izvrševanje transakcij s finančnimi 
instrumenti, ne glede na uporabljene metode trgovanja. Režim MiFID  II se uporablja za 
finančne instrumente, tj. kategorija, ki zajema, pa tudi presega pojem prenosljivih 
vrednostnih papirjev. Vendar pa ima le malo vpliva na pravno strukturo in izvrševanje 
mednarodnih organizacij ICO (Yeoh, 2019, str. 110–123). 
Da bi zagotovila celovitost trga in s tem zmanjšala notranjo trgovino in druge oblike tržne 
manipulacije, je EU uvedla uredbo o zlorabi trga (MAR). Ta vsebuje določene prepovedi, 
povezane s tržno manipulacijo. Poleg tega so subjekti dolžni ad  hoc razkriti notranje 
informacije, da bi na podlagi teh informacij proaktivno preprečili trgovanje na podlagi 
asimetrije informacij. Takoj, ko se ICO uporabijo za organizacijo množičnega financiranja ali 
druge naložbene prakse, je treba upoštevati splošno naložbeno pravo. Na primer, če bi bilo 
treba subjekt, ustanovljen prek ICO, opredeliti kot podjetje za kolektivne naložbe v 
prenosljive vrednostne papirje, bi moralo najprej izpolnjevati Direktivo o kolektivnih 
naložbenih podjemih za vlaganja v prenosljive vrednostne papirje (direktiva o KNPVP). Če 
se poslovni subjekt ne opredeli kot kolektivni naložbeni podjem za vlaganja v prenosljive 
vrednostne papirje, se lahko, ne glede na njeno pravno strukturo, tak subjekt v skladu z 
Direktivo o upraviteljih alternativnih investicijskih skladov (direktiva o AIMF) opredeli kot 
alternativni investicijski sklad. Ta nenehni poskus razširitve ureditve, da bi dosegli vse bolj 
spreminjajoče se oblike naložb in špekulacijskih praks ter nadzorovali nevarnosti, ki jih 
povzročajo vlagatelji, še dodatno poudarja Evropski zakon o čezmejnem trgovanju z 
izvedenimi finančnimi instrumenti (EMIR). Nazadnje je treba upoštevati direktive proti 
pranju denarja. Četrta direktiva o boju proti pranju denarja se med drugim nanaša na 
KNPVP in investicijske družbe, ki trgujejo z vrednostnimi papirji, ter določa poznavanje 
svojih strank in vodenje evidenc. Peta direktiva posebej obravnava posrednike kriptovalut 
(ponudnike denarnic in menjalce kriptovalut) (Hacker & Thomale, 2018, str. 646–696). 
Evropski bančni organ (EBA) je pozval k sprejemu pravil za poslovanje s kriptovalutami. EBA 
ugotavlja, da bi različna zakonodaja, ki bi urejala poslovanje s kriptovalutami v evropskih 
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državah, lahko vodila do izkoriščanja vlagateljev in potrošnikov, saj ti ne bi bili v vseh 
državah EU enako pravno zaščiteni, hkrati pa ne bi bili vzpostavljeni enaki konkurenčni 
pogoji. Do poziva EBA je prišlo zaradi pomislekov delovne skupine za finančno ukrepanje 
(FATF) zaradi neučinkovitih poskusov na področju poslovanja s kriptovalutami in njihovega 
izkoriščanja za pranje denarja. Poleg tega FATF od držav članic EU zahteva, naj pospešijo 
nadzor nad ponudniki storitev, vključno s storitvami denarnice, izmenjavami in projekti ICO. 
Pri tem je treba upoštevati tudi vpliv rudarjenja na okolje in s tem porabo elektrike. Ukrepi 
EBA bi privedli do stabilnejšega pravnega okvira za kriptografska podjetja in potrošnike. 
Globalno soglasje o kriptovaluti bitcoin bi lahko povečalo zaupanje med tveganimi 
kapitalisti in drugimi institucionalnimi vlagatelji, ki niso bili pripravljeni investirati zaradi 
prevelikega tveganja, povezanega s kriptovalutami (Young, 2019). 
Varovanje subjektov, ki poslujejo s kriptovalutami, predstavlja tudi t. i. bela knjiga oz. 
ponudbeni dokument (angl. white paper), ki je javnosti dostopen dokument in velja za vse 
subjekte, ki poslujejo s kriptovalutami, ne glede na njihovo državljanstvo. V beli knjigi 
subjekt predstavi problem, ki ga rešuje, in rešitev za ta problem, poleg tega pa je zapisana 
maksimalna višina sredstev, ki jih je subjekt pripravljen sprejeti, in minimalna višina 
sredstev, ki jih potrebuje za uspešno izvedbo primarne izdaje žetonov (angl. hard cap in soft 
cap). V beli knjigi je jasno določen tudi lastnik intelektualnih pravic nad glavnim delom 
premoženja družbe (blagovna znamka, domena, platforma, algoritmi, izvorna koda 
spletnega mesta in programska oprema). Če se družba tako odloči, so lahko vplačniki, 
investitorji ali razvijalci platforme (so)lastniki intelektualnih pravic družbe. V primeru, da 
družba ne prenese svojih intelektualnih pravic na omenjene deležnike, se izda poseben 
pravni akt – Izjava o odpovedi intelektualnim pravicam – kot samostojni pravni akt ali kot 
sestavni del druge pravne podlage, običajno pogodbe (Bizant idr., 2018, str. 77). Subjekt 
sicer k temu ni zavezan, vendar pa s tem izkaže, da ne gre za špekulativen projekt  (Bizant 
idr., 2018, str. 53–54). 
Poleg bele knjige pravno varnost vplačnikom in vlagateljem zagotavljajo pogoji poslovanja, 
ki so za razliko od bele knjige pravno zavezujoči in so osnova za sklepanje pogodb družb z 
vplačniki. Cilj pogojev poslovanja, ki jih izda družba, je odprava asimetrije informacij, do 
katere lahko pride med družbo in vplačniki, in so pripravljeni vnaprej. Tako vplačniki in 
vlagatelji svojih dejanj ne morejo upravičevati s tem, da niso seznanjeni z določenimi 
informacijami, če so le-te predstavljene v pogojih poslovanja (Zakon o varstvu potrošnikov 




5 POSLEDICE IN UČINKI KRIPTOVALUT NA GOSPODARSTVO 
Vrednost kriptovalut se je precej oddaljila od rekordnih vrednosti, ko je bil  bitcoin vreden 
20.000 USD in več. Tako se je vrednost te kriptovalute decembra 2018 gibala med 6000 in 
7000 USD. Leto 2018 je bilo težko leto za kriptovalute in kriptorudarje. Nekatera od 
največjih večmilijardnih podjetij v Aziji so zabeležila izgube v obsegu več sto milijonov 
dolarjev (Young, 2019). To je povezano tudi s hekerskim vdorom v manjšo borzo kriptovalut 
iz Južne Koreje in premalo učinkovitimi varnostnimi ukrepi na področju poslovanja s 
kriptovalutami. Poleg tega so k povprečno manjši vrednosti kriptovalut leta 2018 v 
primerjavi z letom 2017 prispevali tudi konsolidacija in prilagoditev cen kriptovalut, ukrepi 
različnih vlad in s tem povezani pomisleki vlagateljev v kriptovalute. Ob analizi nihanj 
vrednosti kriptovalut je treba upoštevati, da so še vedno v zgodnji fazi razvoja. To kaže tudi 
dejstvo, da se vrednosti kriptovalut še vedno relativno enako gibljejo, ne glede na razlike 
med posameznimi projekti ICO (Cryptoworld, 2019). 
5.1 PREPREČEVANJE PRANJA DENARJA 
Kriptovalute, kot je bitcoin, se pogosto uporabljajo v različnih kibernetskih kaznivih 
dejanjih. Uporabljajo se v primerih kibernetskega kriminala, ki jih omogočajo računalniki in 
internet (kot je vdor v računalniške sisteme in zlonamerna programska oprema), in primerih 
kibernetskega kriminala, ko računalniki in internet pomagajo pri storitvi teh kaznivih dejanj 
(kot je trgovina z drogami na spletnih forumih) (van Wegberg, Oerlemans & van Deventer, 
2018, str. 419–435). 
Transakcije s kriptovalutami so zasnovane tako, da lahko uporabniki delujejo v relativni 
anonimnosti (Irwin & Turner, 2018, str. 297–313). Anonimnost poslovanja s kriptovalutami 
in odsotnost centralnega organa, ki bi upravljal z njimi, ponujata priložnosti za pranje 
denarja. Pri tem posojilodajalec za namene pranja denarja pogosto uporablja kreditni trg 
in je bistveno brezbrižen do ravni obrestne mere (Barone & Masciandaro, 2019, str. 233–
254). Kriptovaluto bitcoin se pogosto obravnava kot prednostno valuto pri pranju denarja 
(van Wegberg idr., 2018, str. 419–435). Kriptovalute, kot je bitcoin, so povezane s 
preprodajo drog na spletu, pranjem denarja in financiranjem terorizma. Nezakoniti 
uporabniki bitcoina se nagibajo k pogostejšemu poslovanju z manjšimi transakcijami. Te 
značilnosti so skladne z njihovo uporabo te kriptovalute kot plačilnega sistema in ne za 
naložbe ali špekulacije (Foley, Karlsen & Putniņš, 2019, str. 1798–1853). 
Kriptovalute so povezane s spletno kriminalno dejavnostjo tudi na platformah za trgovanje 
s kriptovalutami, kot sta Alphabay in Valhalla. Te platforme med drugim omogočajo 
financiranje orodij za vdor v računalniške sisteme, zlonamerne programske opreme, kraje 
osebnih podatkov (predvsem podatkov o kreditnih karticah) in pomenijo nevarnost za 
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zlorabo uporabniških imen ter gesel (Irwin & Turner, 2018, str. 297–313). Ocenjuje se, da 
je četrtina vseh uporabnikov oz. polovica vseh transakcij v najpogosteje uporabljeni 
kriptovaluti bitcoin povezana z nelegalnimi dejanji, kar pomeni 27 milijonov uporabnikov in 
76 milijonov dolarjev na leto (Foley idr., 2019, str. 1798–1853). Ocene kažejo tudi, da se 
približno 67 milijard USD sredstev za nezakonite dejavnosti  opere s poslovanjem z 
bitcoinom, kar je na letni ravni približno 46 % vseh nezakonitih poslov s kriptovalutami in 
je blizu obsega ameriških in evropskih trgov s preprodajo droge (Barone & Masciandaro, 
2019, str. 233–254). 
Delež aktivnosti, povezanih z nezakonito trgovino s kriptovalutami, se zmanjšuje z 
naraščajočim javnim interesom za varno poslovanje s kriptovalutami, z večjo tržno 
vrednostjo kriptovalut in večjo intenzivnostjo iskanja poslovnih priložnosti za poslovanje v 
kriptovalutah, z razvojem vedno bolj zaščitenih alternativnih kriptovalut pred možnostjo 
zlorabe in manj operativnega črnega trga s kriptovalutami (Foley idr., 2019, str. 1798–
1853). Ne glede na vsa prizadevanja za varnejše poslovanje s kriptovalutami je bilo v prvi 
polovici leta 2018 z izmenjavami kriptovalut za fiat valute ukradenih več kot 760 milijonov 
USD v kriptovalutah, tj. kar trikrat več kot leta 2017 (Organized crime and corruption 
reporting project, 2018). Ker se povpraševanje po kriptovalutah povečuje, strankam 
omogočajo, da se pri pranju denarja skrivajo za trajno zasebnostjo in anonimnostjo. Pri 
kaznivih dejanjih, povezanih s kriptovalutami, se pojavljajo izzivi za omejevanje višine 
sredstev pri izvrševanju čezmejnih transakcij zaradi uporabe tehnologije utaje za prikrivanje 
identitete uporabnikov in neskladnih predpisov (Kethineni & Cao, 2019, str. 1–20). 
Iz leta 2017 je znan primer WannaCry, ki se je zelo hitro razširil po vsem svetu. WannaCry, 
imenovan »največji izbruh v zgodovini«, je v nekaj urah prizadel več kot 300.000 
računalnikov v 150 državah. Okužil je vse datoteke v sistemih, zaradi česar žrtve napada 
niso mogle razpolagati s podatki, dokler ni bilo izplačanih najmanj 300 USD v kriptovaluti 
bitcoin. V samo treh mesecih je bilo skupno izvedenih 335 plačil v skupni vrednosti 
144.010,54 USD, ki so bila nakazana na račune zgolj treh bitcoin denarnic. V juniju 2017 je 
bil izveden velik svetovni napad, znan kot Petya ali Not Petya. Šlo je za uničujočo 
zlonamerno programsko opremo, ki je bila zasnovana za nepovratno brisanje vsebine 
računalnika. Petya se je začela v Evropi, zelo hitro se je razširila v ZDA in nato začela vplivati 
na sisteme v Avstraliji. Tudi v tem primeru so odgovorni za napad zahtevali 300 USD v 
kriptovaluti bitcoin. Leta 2016 je ameriški pravosodni oddelek poročal, da so se leta 2015 v 
povprečju povečali napadi na strojno opremo, ki so znašali 4000 USD na dan (Irwin & 
Turner, 2018, str. 297–313). 
Znan je tudi primer, ko je kriptovaluta bitcoin pridobila pozornost ameriških in 
mednarodnih oblasti zaradi svoje priljubljenosti med trgovci na dark webu, kjer se prodaja 
tako orožje kot tudi prepovedane droge. Na primer, zloglasni trgovec Silk Road je sprejemal 
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kot plačilno sredstvo le kriptovaluto bitcoin, da bi zagotovil anonimnost svojih strank. 
Trgovino so po uradnem postopku v ZDA zaprli. Takšni in podobni primeri so poznani po 
celem svetu, tudi v Sloveniji in EU. Tako je npr. EBA svetoval evropskim bankam, da ne 
trgujejo s kriptovalutami, dokler se ne uvede regulativni režim. Leta 2016 si je Evropski 
parlament zadal kot delovno nalogo, da ustanovi delovno skupino za spremljanje 
kriptovalut z namenom boja proti pranju denarja in terorizmu. Evropska komisija je nadalje 
predlagala, da bi bile izmenjave kriptovalut za fiat valute in digitalne denarnice predmet 
ureditve, da se prepreči utaja davkov. Leta 2017 so se kriptovalute začele uporabljati ne le 
v tehnološki industriji, pač pa tudi v splošnem gospodarstvu. Zato je nujna pravna ureditev 
kriptovalut in s tem preprečitev pranja denarja s kriptovalutami (Norry, 2018). 
Poglejmo še, katere so pomanjkljivosti in slabosti poslovanja s kriptovalutami. Iz opisanih 
primerov pranja denarja lahko ugotovimo, da je pranje denarja s kriptovalutami precej 
razširjena problematika, tako za posameznike in podjetja kot tudi za vlade različnih držav. 
Potrebno je precej hitro in učinkovito ukrepanje, ki zadeva celotno poslovanje s 
kriptovalutami. Eden od predlogov je, da bi vlade sprejemale zakone, ki bi dovoljevali tajna 
daljinska spletna iskanja digitalnih naprav. To bi lahko pomagalo odkriti elektronske 
denarnice, ki se uporabljajo za financiranje terorizma. Druga možnost bi bila prepoved 
poslovanja s kriptovalutami (Teichmann, 2018, str. 513–519). 
5.2 KRIPTOVALUTE IN DAVKI 
Kriptovalute so spremenile način izvajanja transakcij in ustvarjanja prihodkov, zato je 
obdavčitev virtualne valute neizogibna. Edino vprašanje, ki se tu poraja, je, kako obdavčiti 
poslovanje s kriptovalutami (Elliot, 2017, str. 1–16). Tveganja skladnosti dejanskih 
prihodkov in dobičkov, ki so obdavčeni, so trenutno višja kot v transakcijah s tradicionalnimi 
valutami. Novejše raziskave na tem področju poudarjajo potencial uporabe kriptovalut, 
zlasti bitcoina, za davčne utaje. Dnevno se danes ustvari 14.000 transakcij na sekundo 
(Akins, Chapman & Gordon, 2014, str. 24–56). 
Različne države to problematiko različno obravnavajo. Problemi, s katerimi se spoprijemajo 
države na področju obdavčenja kriptovalut, so naslednji (Bizant idr., 2018, str. 136–139): 
 Različne stopnje obdavčitve, na podlagi katerih se davčni zavezanci odločajo, v 
kateri državi bodo prijavili svojo dejavnost, sedež podjetja, stalni naslov fizične 
osebe. Rešitev za ta problem bi bilo enotno obdavčenje v vseh državah sveta, česar 
pa, realno gledano, ni mogoče pričakovati. 
 Problematično je načelo pravičnosti davkov v primeru kriptovalut, saj se davčna 
osnova določa glede na tržno vrednost kriptovalute v času, ko subjekt prejme 
sredstva na transakcijski račun. V primeru, da davčni zavezanec plača davčno 
obveznost npr. ob koncu leta, se vrednost kriptovalute lahko tako zmanjša, da niti 
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ne dosega vrednosti, ki jo je fizična ali pravna oseba dolžna plačati na račun finančne 
uprave. Vrednost kriptovalut namreč precej bolj niha kot vrednost fiat valut. 
 Problem je tudi to, da je interpretacija norm, ki zadevajo področje poslovanja s 
kriptovalutami, preširoko zastavljena, da dopušča pravne praznine, pravni akti pa 
niso dovolj jasni in predvidljivi; osebe, ki poslujejo s kriptovalutami, so tako odvisne 
od vsakokratne interpretacije davčnega organa. 
 Zahteva po visoki stopnji znanja tudi davčnih preiskovalcev, saj v nasprotnem 
primeru osebe, ki poslujejo s kriptovalutami, lahko zamolčijo določene podatke v 
zvezi z opravljenimi posli ali pa le-te priredijo. 
 
Eno od številnih vprašanj, ki se pojavljajo pri omogočanju naložb v kriptovalute in njihovi 
uporabi, je vprašanje obdavčitve. V zvezi s tem se pojavlja izziv, kako razvrstiti kriptovalute 
in posebne dejavnosti, ki jih vključujejo v različne stopnje obdavčitve (Global Legal Research 
Directorate Staff, 2018). 
Kanada ima morda najbolj usklajen in razvit sistem regulacije. Ta sistem obdavčitve si 
prizadeva zmanjšati tveganja, ki so najpogosteje povezana s kriptovalutami: pranje denarja 
in financiranje terorizma. Kanadska centralna banka je izrazila pripravljenost za priznanje 
kriptovalute kot virtualne valute, vendar trenutno priznava kriptovaluto bolj kot investicijo 
(Farell, 2015, str. 12–14). Kanadska davčna zakonodaja velja tudi za transakcije z digitalno 
valuto, vključno s tistimi, ki so opravljene s kriptovalutami, za digitalne valute pa velja zakon 
o davku od dohodka. Kanadska agencija za prihodke (CRA) je kriptovalute označila kot blago 
in ne kot državno valuto, zato se uporaba kriptovalute za plačilo blaga ali storitev obravnava 
kot menjalna transakcija. Po podatkih finančne agencije, ki obravnava potrošnike (angl. 
Financial consumer agency), mora biti blago, kupljeno z digitalno valuto, vključeno v 
poročilo prihodkov prodajalcev. Poročati morajo torej tudi o vseh dobičkih ali izgubah od 
prodaje ali nakupa digitalnih valut. Prijavljeni zneski za obdavčitev morajo biti predstavljeni 
v kanadskih dolarjih (Global Legal Research Directorate Staff, 2018). 
V Združenih državah Amerike so bitcoin borze in večina rudarjev dolžni zbirati informacije 
o morebitnih sumljivih transakcijah in o njih poročati zvezni vladi.  Prodaja, izmenjava in 
uporaba kriptovalut v realnem gospodarstvu lahko v ZDA povzročijo davčno obveznost  
(Lasky, 2018, str. 19–31). Urad za notranje prihodke ZDA (angl. Internal revenue services, 
IRS) digitalne valute uvršča med premoženje, zavezano k obdavčitvi. Obveznost digitalne 
valute je odvisna od letne amortizacije ali apreciacije vrednosti v skladu z IRS. Kljub temu 
da so kriptovalute podlaga za obdavčitev, jih ameriška vlada ne šteje za zakonit denar. Tako 
obstajajo davčne olajšave, ki temeljijo na konverzijah fiat valut. ZDA imajo eno 
najmočnejših davčnih politik za kriptovalute. Tisti v ZDA, ki imajo kriptovalute, morajo 
plačati davke na digitalna sredstva, ki so v poslovnem letu povečala vrednost. Plačati 
morajo tudi davek na kriptovalute, ki so jih prejeli s trgovinskimi dejavnostmi ali 
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rudarstvom, če so blago ali storitve, za katere so prejeli plačilo v obliki kriptovalut, 
obdavčljivi. Za plačilo davkov morajo imetniki kriptovalut v ZDA ob nakupu določiti pošteno 
tržno vrednost svojih kovancev na podlagi objavljenih menjalnih tečajev. Imetniki 
kriptovalut so odgovorni za izvedbo ustreznih izračunov vrednosti svoje kriptovalute, 
vključno z vrednostjo apreciacije in amortizacije (Mainifex, 2019). 
EU je izdala pravne akte na področju poslovanja s kriptovalutami, predvsem na področju 
pranja denarja. Nekoliko manj enotna je pri obdavčitvi dohodkov iz naslova trgovanja in 
rudarjenja s kriptovalutami. Kljub temu lahko rečemo, da obstaja tendenca, da se davek na 
dodano vrednost obračunava pri trgovanju s kriptovalutami, medtem ko se pri rudarjenju 
ne obračunava. Tako npr. avstrijsko ministrstvo za finance (Bundesministerium der 
Finanzen, BMF) kriptovalut ne šteje za zakonito plačilno sredstvo ali finančne instrumente. 
Namesto tega jih uvršča med drugo (nematerialno) blago. V Avstriji se kriptovalute 
obravnavajo kot druga plačilna sredstva za namene dohodnine. Po mnenju ministrstva je 
rudarjenje na splošno komercialna dejavnost in se zato obravnava kot katerakoli druga 
proizvodnja blaga. Enako velja za delovanje spletnih trgovskih platform in bankomatov s 
kriptovalutami. Transakcije za menjavo tradicionalne valute za kriptovalute in obratno so 
oproščene plačila davka na dodano vrednost. Bitcoin ali druge kriptovalute, ki se 
uporabljajo kot plačilno sredstvo za storitve ali blago, se obravnavajo enako kot 
tradicionalna plačilna sredstva. Rudarjenje je oproščeno plačila davka na dodano vrednost, 
ker prejemnika ni mogoče prepoznati (Global Legal Research Directorate Staff, 2018). 
Nemčija apelira na vlagatelje v kriptovalute tako, da ne obračunava davka na dobiček iz 
naslova poslovanja s kriptovalutami. To pomeni, da vlagateljem ni treba plačevati davkov 
na svoje deleže, tudi če vrednost kriptovalut naraste (Mainifex, 2019). Nemčija je 
transakcije s kriptovalutami oprostila plačila davka na dodano vrednost za kriptovalute, ki 
so v lasti več kot eno leto. Podjetja pa morajo še vedno plačevati davek na dobiček, ki izvira 
iz kriptovalut, iz naslova davka od dohodkov pravnih oseb. To velja za državljane EU, torej 
tudi za tiste, ki imajo v Nemčiji prijavljeno stalno prebivališče vsaj pol leta , oz. če je Nemčija 
država pogodbenica, v kateri ima oseba center življenjskih (osebnih in ekonomskih) 
interesov (Huang, 2019). Ta davčna olajšava se uporablja, če kapitalski dobički za trgovanje 
ne presegajo 600 EUR letno (Mainifex, 2019). 
Italija je leta 2016 izdala resolucijo, ki jo je izdala agencija za prihodke (Agenzia delle 
Entrate), v kateri je obravnavala vidike davčne obravnave kriptovalut. Iz omenjene 
resolucije izhaja, da se davek na dodano vrednost ne uporablja za transakcije, v katerih se 
kriptovalute zamenjajo za tradicionalne valute ali obratno. Poleg tega resolucija določa, da 
za namene davka od dobička pravnih oseb (Imposta sul Reddito sulle Società, IRES) in 
italijanskega regionalnega davka na proizvodnjo (Imposta Regionale sulle Attività 
Produttive, IRAP) dobički in izgube iz takšnih transakcij pomenijo dohodek podjetja ali 
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izgube, ki so predmet obdavčitve. Resolucija vsebuje posebne zahteve za registracijo 
kibernetskih valutnih operacij, vključno z imeni, zneski, datumi in drugimi informacijami o 
transakcijah. Operacije s kriptovalutami, ki jih izvajajo posamezniki imetniki kriptovalut v 
komercialne ali korporativne namene, v skladu z resolucijo ne pomenijo obdavčljivega 
dohodka (Global Legal Research Directorate Staff, 2018). 
Fizične osebe, ki trgujejo s kriptovalutami ali jih rudarijo, so na Portugalskem oproščene 
plačevanja davka na dodano vrednost in dohodnino, medtem ko morajo podjetja plačati 
davek na kakršenkoli dobiček iz poslovanja s kriptovalutami. Navodila o tem so bila 
objavljena šele leta 2018. To velja za vse portugalske rezidente, vključno s tistimi, ki na 
Portugalskem bivajo vsaj 183 dni, so državljani EU in imajo potrdilo, da bivajo na 
Portugalskem več kot tri mesece. Vsi ostali državljani morajo imeti pravi vizum in nato 
začeti postopek za stalno prebivanje (Huang, 2019; Mainifex, 2019). 
Japonska je vodilna na področju davčne obravnave kriptovalut. Na Japonskem je zakonito 
dnevno plačevanje s kriptovalutami, digitalne valute pa se obravnava kot blago, vključno z 
davki od dohodkov pravnih oseb, kapitalskih dobičkov in davka  od dohodka. Država si 
prizadeva za poenostavitev postopka vložitve davkov za kriptovalute, vendar je še vedno 
okorna in je še veliko prostora za izboljšave. Težava je, da so davki na premoženje in dobiček 
po opravljenih konverzijah. Konec lanskega leta je Japonska napovedala tudi razvoj sistema 
sledenja, ki bo Nacionalni davčni agenciji posredoval informacije od transakcijskih 
posrednikov, vključno s trgovinskimi portali altcoin in borzami digitalnih valut. To pomeni, 
da tisti, ki ustvarjajo dobiček iz kriptovalut, ne bodo mogli utajiti dohodkov iz poslovanja s 
kriptovalutami (Mainfinex, 2019). Na Japonskem se pripravlja zakonodaja, po kateri bo 
obdavčen dobiček iz trgovanja s kriptovalutami, nakupi s kriptovalutami in prihodki iz 
transakcij. Banke in podjetja z vrednostnimi papirji ne bodo smeli trgovati s kriptovalutami 
(Lansky, 2018, str. 19–31). 
V Švici in v večini držav članic EU se kriptovalute ne obravnavajo kot dobrine in so oproščene 
davka (Lansky, 2018, str. 19–31). Švica je znana po kriptovalutam prijazni politiki in tam 
imajo sedež podjetja, ki razvijajo kriptovalute, kot so Crypto Valley, Fundacija Ethereum in 
tudi organizacija Libra. Dohodek iz rudarjenja se prijavlja kot dohodek iz samozaposlitve in 
se obdavči z dohodnino. Podjetja, ki trgujejo s kriptovalutami, so obdavčena iz naslova 
dobička, odvisno od tega, ali so zaposleni v podjetju kvalificirani za poklicnega trgovca s 
kriptovalutami ali ne. Zaposleni so zavezani k prijavi dobička iz poslovanja s kriptovalutami 
ob oddaji dohodnine. V primeru, da nekdo vlaga in trguje za svoj posamezni račun, se 
dobički v kriptovaluti obravnavajo kot kapitalski dobički, oproščeni davka.  Davčne stopnje 
se razlikujejo med različnimi kantoni. Švicarski davčni rezidenti so tisti, ki imajo prijavljeno 
stalno prebivališče v Švici ali bivajo v Švici vsaj 30 dni, medtem ko iščejo delo, ali vsaj 90 dni 
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zapored, ne da bi iskali delo. Za državljane EU in države, ki niso članice EU, obstajajo različne 
kategorije dovoljenja za prebivanje in zahteve (Huang, 2019). 
Po slovenski zakonodaji je vsakršen dohodek fizične osebe v kriptovaluti enak dohodku v 
fiat valuti. Pri tem je začetna vrednost žetonov določena v beli knjigi, kasneje pa se prosto 
oblikuje na trgu. Davčna osnova po Zakonu o dohodnini (ZDoh-2) je vrednost kriptovalute, 
preračunana v evre, v trenutku, ko je bil dohodek sprejet. Tako je obračunana tudi 
akontacija dohodnine po stopnji 25 %. Pri tem ne gre v davčno olajšavo oprema, ki jo davčni 
zavezanec plača za namen izvajanja rudarjenja, kot so računalniki, električna energija, 
izobraževanja in drugi s tem povezani stroški. V primeru, da davčni zavezanec posoja svojo 
opremo za rudarjenje drugim osebam, gre za davek iz naslova oddajanja premoženja v 
najem. V primeru, da podjetje zaposlenim in zunanjim sodelavcem podari žetone oz. jih 
zaposleni in zunanji sodelavci brezplačno pridobijo, se to šteje v dohodnino. Pri tem se od 
zneska vrednosti kriptovalut odštejejo prispevki za socialno varnost in normirani stroški – 
stroški za malico, prevoz in nočitev v višini 10  %. Po slovenski zakonodaji rudarjenje 
kriptovalut ni zavezano k plačevanju davka na dodano vrednost, ker pri tem ni določenih 
strank, ampak se nove kriptovalute ustvarjajo zgolj preko računalniškega sistema. 
Plačevanja davka na dodano vrednost je v določenih primerih oproščeno tudi potrjevanje 
transakcij, ki je del izplačila provizije za opravljeno delo rudarjev. Takšen primer je potrditev 
transakcije tudi brez provizije. Če bi bila provizija obvezna za potrjevanje transakcij, bi šlo 
za obveznost plačila davka na dodano vrednost (Ministrstvo za finance, Finančna uprava 
Republike Slovenije, 2018, str. 3–20). 
Ugotavljamo, da je davčna regulacija v različnih državah različno urejena. Menimo, da to 
omogoča različnim subjektom pri poslovanju s kriptovalutami možnost utaje davkov in več 
možnosti za pranje denarja. Kot je poudaril tudi danski minister za finance, Wopke 
Hoekstra, bi bilo nujno potrebno poenotiti regulativo na področju kriptovalut vsaj na ravni 
EU (Global Legal Research Directorate Staff, 2018). Menimo, da bi bilo treba na tem 
področju sprejeti mednarodne akte, saj gre za poslovanje preko medmrežja, kar pomeni, 
da se lahko transakcije opravijo kadarkoli in kjerkoli. Wopke Hoekstra je pri tem poudaril 
tudi, da davčna regulativa ne sme biti prestroga, saj v tem primeru obstaja nevarnost, da 
ne bi izkoristili številnih prednosti kriptovalut (Global Legal Research Directorate Staff, 
2018).   
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6 RAZISKOVALNI DEL 
V raziskovalnem delu diplomskega dela smo se odločili za metodo anketiranja. Takšen način 
raziskovanja nam je omogočil hiter dostop do zadostne količine podatkov in različnih 
informacij širše populacije na področju kriptovalut. 
Anketni vprašalnik smo razdelili na tri sklope. Prvi sklop vsebuje demografske značilnosti, 
tj. spol, starost, izobrazba in status. Drugi sklop sestoji iz preprostih vprašanj s kratkimi 
odgovori, tretji sklop pa vsebuje kompleksnejša vprašanja o kriptovalutah. 
Na spletni strani 1ka (www.1ka.si) smo izdelali anketni vprašalnik in anketirance povabili k 
sodelovanju prek spletnih forumov, kot sta Bitcoinslo in Slotech. Uporabili smo skupine 
družbenih omrežij Blockchain Slovenija, Slovenska blockchain skupnost in Kriptomining 
Slovenija. Odgovore smo zbirali tudi pri slovenskem telekomunikacijskem operaterju 
Telemach in največji slovenski banki NLB. Anketni vprašalnik smo izvajali v obdobju od 
5.3.2019 do 3.9.2019. 
6.1 CILJI IN HIPOTEZE 
Povečana uporaba tako bitcoina kot tudi ostalih kriptovalut lahko znatno vpliva na 
ekonomijo gospodarstva. Vprašanje časa je, kdaj lahko kriptovalute dosežejo tako zelo 
veliko zaupanje in enostavno uporabo, da bi začele resno ogrožati obstoječe papirnate 
valute. Zato je namen diplomskega dela preveriti, kako se kriptovalute uveljavljajo kot zelo 
močno plačilno sredstvo. Izziv je raziskati, kako celoten sistem funkcionira in kdo ga 
upravlja, kako delujejo kriptovalute, kakšne prednosti imajo pred običajnimi valutami ter 
kako se z njimi plačuje in trguje. Namen dela pa je tudi pregled možnih pasti, problemov in 
nevarnosti, s katerimi se lahko srečamo ob uporabi kriptovalut. 
Z anketiranjem je cilj ugotoviti, kolikšno je zaupanje ljudi v digitalno plačilno sredstvo ter s 
kakšnimi pomisleki in problemi se uporabniki srečujejo pri tem načinu poslovanja. Prav tako 
smo preverili, ali starostna in izobrazbena struktura anketirancev vplivata na uporabo 
kriptovalut. 
Cilj raziskave je torej preveriti, v kolikšni meri ljudje zaupajo v digitalno plačilno sredstvo, s  
kakšnimi pomisleki in problemi se srečujejo pri tem načinu poslovanja ter kako izobrazbena 
in starostna struktura vplivata na uporabo kriptovalut. Zanimalo nas je, kdaj so anketiranci 
prvič slišali za kriptovalute in kakšen je bil prvi stik z njimi. Zanimalo nas je mnenje o 
regulaciji kriptovalut in katera valuta oz. kovanec se jim zdi trenutno najbolj varen, zanesljiv 




Anonimni anketni vprašalnik, ki smo ga oblikovali, vsebuje 15 vprašanj. Oblikovali smo ga 
tako, da smo lahko iz analize anketnega vprašalnika pridobili odgovore za potrditev 
zastavljenih hipotez. Pri oblikovanju smo upoštevali, da vprašanja ne bi bila pretežka za 
anketirance.  
 Spol? 
 V katero starostno skupino spadate? 
 Katero stopnjo izobrazbe ste dosegli? 
 Kakšen je vaš trenutni status? 
 Kje ste prvič slišali za svet kriptovalut? 
 Koliko časa že poslujete s kriptovalutami? 
 Kolikšno stopnjo tveganja vam predstavlja poslovanje s kriptovalutami?  
 Ali se vam zdi hranjenje denarja v digitalni obliki varno? 
 Vprašanje o karakteristikah kriptovalut. 
 Ali menite, da bi se lahko z uporabo kriptovalut znižala stopnja finančnih zločinov in 
korupcij? 
 V kolikšni meri je na kriptovalute po vašem mnenju vplivala zakonodajna regulacija? 
 Ali vam je pri poslovanju s kriptovalutami vedno bila zagotovljena anonimnost in 
varnost? 
 Ali menite, da se kriptovalute lahko v svetu uveljavijo kot novo plačilno sredstvo in 
čez čas prevladajo nad standardnimi valutami? 
 Ali menite, da so kriptovalute dolgoročna finančna naložba?  
 Katera kriptovaluta se vam v tem trenutku zdi najbolj zanesljiva, stabilna, 
dobičkonosna in varna za uporabo? 
Hipoteze, ki smo jih preverili z vprašalnikom, so: 
 Hipoteza 1: Kriptovalute bi lahko v prihodnosti nadomestile klasično poslovanje.  
 Hipoteza 2: Zakonodajne ovire in finančne korupcije lahko močno vplivajo na 
poslovanje s kriptovalutami. 
 Hipoteza 3: Digitalno poslovanje nam zagotavlja varnost in anonimnost. 
 Hipoteza 4: Starost uporabnika vpliva na obseg poslovanja s kriptovalutami. 
6.2 DEMOGRAFSKE ZNAČILNOSTI ANKETIRANCEV 
V tem podpoglavju so predstavljene demografske značilnosti anketirancev: spol, njihova 
starost, njihova stopnja izobrazbe in njihov status – ali se še šolajo ali pa so zaposleni. 
Prvo vprašanje je anketirance spraševalo o njihovem spolu. Iz tabele 1 je razvidno, da je v 
anketi sodelovalo 62 oseb, kar predstavlja celotni vzorec anketirancev. Spolna struktura 
vprašanih je v razmerju 90 % moških in 10 % žensk, kar pomeni, da je v anketi sodelovalo 
56 moških in 6 žensk. 
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Tabela 1: Spol 
 Spol Odgovori Število odgovorov Odstotek 
  1 (Moški) 56 90 % 
  2 (Ženski) 6 10 % 
Veljavni Skupaj 62 100 % 
Vir: lasten 
Za lažjo vizualno predstavo smo s tortnim grafikonom ponazorili odstotek moških in žensk, 
ki so sodelovali v anketi, tj. 10 % žensk in 90 % moških. Tako je na grafikonu 1 jasno 
prikazano, da je bil večinski delež anketirancev moškega spola. 
Grafikon 1: Spol 
 
Vir: lasten 
V nadaljevanju je vprašalnik od anketirancev zahteval, da izberejo ustrezno starostno 
skupino. Najštevilnejša starostna skupina je bila skupina dve od 21 do 40 let , ki je zajemala 
kar 48 anketirancev. Skupina ena, ki vključuje starostno obdobje do 20 let, je zajemala štiri 
anketirance. V tretji starostni skupini od 41 do 60 let je sodelovalo 10 anketirancev. V četrto 
starostno skupino se ni uvrstil nihče od anketirancev, kar pomeni, da osebe nad 61 let niso 
sodelovale v anketi. Rezultati so tudi prikazani v tabeli 2 in grafikonu 2. 
Tabela 2: Starost 
Starost Odgovori Število odgovorov Odstotek 
 1 (do 20 let) 4 6 % 
 2 (21–40 let) 48 77 % 
 3 (41–60 let) 10 16 % 
 4 (61 let ali več) 0 0 % 








Z grafikonom 2 smo prikazali delež vseh starostnih skupin. V skupino ena so se razvrstili 
štirje anketiranci, kar je 7 % odgovorov. Največ anketirancev se je razvrstilo v drugo 
starostno skupino od 21 do 40 let, kar je 77 % odgovorov. V tretjo skupino od 41 do 60 let 
se je razvrstilo 10 anketirancev, kar je 16 % vseh odgovorov. 
Grafikon 2: Starostne skupine 
 
Vir: lasten 
Eno izmed vprašanj je anketirance pozivalo, naj se opredelijo glede njihove stopnje 
izobrazbe. Podatke o izobrazbi anketirancev smo zbirali v treh stopnjah. V prvo stopnjo so 
se razvrstili anketiranci, ki imajo nižjo izobrazbo od srednje šole. V drugo stopnjo spadajo 
anketiranci, ki so pridobili srednješolsko izobrazbo, v tretjo stopnjo pa anketiranci z 
visokošolsko izobrazbo, ki vključuje višješolski, visokošolski, univerzitetni, magistrski in 
doktorski študij. 
Tabela 3: Stopnja izobrazbe 
Izobrazba Odgovori Število odgovorov Odstotek 
  1 (Manj kot srednja 
šola.) 
3 5 % 
  2 (Srednja šola.) 26 42 % 
  3 (Visokošolska 
izobrazba.) 
32 52 % 
Veljavni Skupaj 61 98 % 
Vir: lasten 
V raziskavi so sodelovale tri osebe, ki imajo nižjo stopnjo izobrazbe kot srednjo šolo, 26 
anketiranih oseb pa ima zaključeno srednjo šolo. Visokošolsko izobrazbo je doseglo 32 






1 (do 20 let) 2 (21 - 40 let) 3 (41 - 60 let) 4 (61 let ali več )
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Grafikon 3: Stopnja izobrazbe 
 
Vir: lasten 
Med anketiranimi so bili najštevilnejši tisti, ki so dosegli visokošolsko izobrazbo, njihov 
delež je znašal 52 %. Anketiranci, ki so dosegli srednješolsko izobrazbo, so podali 42 % 
odgovorov. Tistih, ki so svojo izobrazbo opredelili kot nižjo od srednje šole, je bilo 5 %. 
Po spolu, starosti in stopnji izobrazbe anketirancev je sledilo vprašanje o njihovem statusu. 
Anketiranci so imeli na voljo odgovore, da se šolajo, so aktivni, neaktivni ali brezposelni. 
Tabela 4: Status 
Status Kakšen je vaš trenutni status? 
  Odgovori Število odgovorov Odstotek 
  1 (Šolajoči) 9 15 % 
  2 (Aktivni) 51 82 % 
  3 (Neaktivni) 2 3 % 
  4 (Brezposelni) 0 0 % 
  Skupaj 62 100 % 
Vir: lasten 
Največ anketirancev je bilo aktivnih, in sicer 51. Šolajočih je v raziskavi sodelovalo 9. Na 











Grafikon 4: Status anketirancev 
 
Vir: lasten 
Anketiranci, ki so se razvrstili v drugo skupino statusa (aktivni), predstavljajo 82 % vseh 
odgovorov v anketi. V prvo skupino statusa (šolajoči) se je razvrstilo 15 % anketirancev, 
medtem ko je tretja skupina (neaktivni) obsegala 3 % odgovorov. Brezposelni v anketi niso 
sodelovali. 
6.3 PRVI SKLOP VPRAŠANJ O KRIPTOVALUTAH 
Vprašanja, ki se nanašajo na kriptovalute, so razdeljena na dva sklopa. Prvo vprašanje 
prvega sklopa je anketirance spraševalo o tem, kje so prvič slišali za kriptovalute. Rezultati 
so prikazani v tabeli 5. 
Tabela 5: Prvi stik s kriptovalutami 
1. Kje ste prvič slišali za svet 
kriptovalut? 
 
  Podvprašanja Enote 
    Število odgovorov Odstotek 
1 Na spletu 40 64 % 
2 Pri sorodniku/znancu/prijatelju 14 23 % 
3 Po radiju 2 3 % 
4 V izobraževalnih ustanovah 3 5 % 
5 Na seminarju 1 2 % 
6 Drugo: 2 3 % 







1 (Šolajoči) 2 (Aktivni) 3 (Neaktivni) 4 (Brezposelni)
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Največ anketirancev je odgovorilo, da so za kriptovalute prvič slišali na spletu, teh je bilo 
40. Anketirancev, ki so za kriptovalute izvedeli pri sorodniku, znancu ali prijatelju, je bilo 14. 
Po radiju sta za to prvič slišali dve osebi, v izobraževalnih ustanovah so za kriptovalute 
slišale tri osebe, medtem ko je na seminarju za to izvedela ena oseba. Dva anketiranca sta 
se opredelila, da sta za kriptovalute slišala iz drugih virov. 
Grafikon 5: Prvi stik s kriptovalutami 
 
Vir: lasten 
Kot je razvidno iz grafikona 5, je največji delež anketirancev za kriptovalute prvič slišal na 
spletu, in sicer 64 %. Pri sorodniku, znancu ali prijatelju je za kriptovalute prvič slišalo 23 % 
anketirancev. Anketirancev, ki so za kriptovalute prvič slišali po radiju, je bilo 3 %. Za 
izobraževalne ustanove se je odločilo 5 % anketirancev, 2 % anketirancev sta za kriptovalute 
slišala na seminarju, ostali 3 % anketirancev pa so za kriptovalute slišali iz drugih virov. 
Tabela 6: Poslovanje s kriptovalutami 
2. Koliko časa že poslujete s kriptovalutami?  
  Podvprašanja Enote 
    Število odgovorov Odstotek 
1  0–3 leta 46 74 % 
2 3–6 let 10 16 % 
3 6 let ali več 5 8 % 
  SKUPAJ 61 100 % 
Vir: lasten 
Pri vprašanju, koliko časa že poslujejo s kriptovalutami, so anketiranci izbirali med tremi 
različnimi skupinami. V prvo skupino, ki je opredelila, da poslujejo s kriptovalutami od 0 do 






Prvi stik s kriptovalutami
Na spletu Pri sorodniku/znancu/prijatelju




poslujejo s kriptovalutami od 3 do 6 let, se je razvrstilo 10 oseb. Tretja skupina je zajemala 
osebe, ki poslujejo s kriptovalutami več kot 6 let, takih je bilo 5. 
Grafikon 6: Poslovanje s kriptovalutami 
 
Vir: lasten 
Pri prej omenjenem vprašanju je prva skupina, tj. od 0 do 3 leta, zajemala večino 
odgovorov, in sicer 76 %. Druga skupina, ki predstavlja obdobje poslovanja od 3 do 6 let, je 
obsegala 16 % odgovorov. Zadnja, tretja skupina, v katero so se razvrstili anketiranci, ki 
poslujejo s kriptovalutami že več kot 6 let, pa je zajemala 8 % vseh odgovorov. 
Tabela 7: Stopnja tveganja 
3. Kolikšno stopnjo tveganja vam predstavlja poslovanje s kriptovalutami? 
 Podvprašanja Enote 
   Število odgovorov Odstotek 
1 Zelo nizko 1 2 % 
2 Nizko 15 26 % 
3 Srednjo 25 44 % 
4 Visoko 12 21 % 
5 Zelo visoko 9 16 % 
 SKUPAJ 62 100 % 
Vir: lasten 
Pri tretjem vprašanju iz tega sklopa smo anketirance spraševali o tem, kolikšno stopnjo 
tveganja jim pomeni poslovanje s kriptovalutami. Izbirali so med petimi različnimi odgovori. 
Prvi odgovor je ponujal možnost zelo nizkega tveganja poslovanja, za katerega se je odločila 
ena sama oseba. Za drugi odgovor, ki je pomenil nizko stopnjo tveganja poslovanja, se je 
odločilo 15 vprašanih. Največ anketirancev se je odločilo za tretji odgovor, ki je pomenil 





 0-3 leta 3-6 let 6 let ali več
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stopnjo tveganja pri poslovanju je označeval četrti odgovor, za katerega se je odločilo 12 
anketirancev. Zadnji odgovor je pomenil visoko stopnjo tveganja pri poslovanju, zanj se je 
odločilo 9 anketirancev. 
Grafikon 7: Stopnja tveganja 
 
Vir: lasten 
Zelo nizko stopnjo tveganja pri poslovanju s kriptovalutami sta opredelila 2 % vseh 
odgovorov na to vprašanje. Za nizko stopnjo tveganja se je opredelilo 26 % anketirancev. 
Za srednjo stopnjo tveganja se je opredelil največji delež anketirancev, in sicer 44 %. Visoka 
stopnja tveganja pri poslovanju s kriptovalutami je zajemala 21 % vseh odgovorov. Za zelo 
visoko stopnjo tveganja pa se je odločilo 16 % anketirancev. 
Tabela 8: Hranjenje denarja 
4. Ali se vam zdi hranjenje denarja v digitalni obliki varno? 
  Podvprašanja Enote 
    Število 
dogovorov 
Odstotek 
1 Sploh ne, denarja ne hranim v digitalni obliki. 6 10 % 
2 Ideja se zdi zelo zanimiva, vendar bolj zaupam klasični obliki 
hranjenja denarja. 
19 30 % 
3 Da, digitalno hranjenje denarja se mi zdi zelo dobra in varna 
rešitev.  
37 60 % 







Stopnja tveganja pri poslovanju s 
kriptovalutami
Zelo nizko Nizko Srednjo Visoko Zelo visoko
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Hranjenje denarja v digitalni obliki je danes zelo pogost pojav ne samo pri kriptovalutah, 
temveč lahko hranimo denar v digitalni obliki tudi pri bankah in različnih spletnih 
platformah, borzah ipd. Anketiranci so pri tem vprašanju odgovarjali s tremi različnimi 
odgovori. Največ vprašanih se je opredelilo za tretji odgovor, tj. da se jim zdi hranjenje 
denarja v digitalni obliki zelo dobra in varna rešitev, takih je bilo 38. Da se jim zdi ideja zelo 
zanimiva, vendar bolj zaupajo klasični obliki hranjenja denarja, je odgovorilo 20 
anketirancev. Za prvi odgovor, ki je izražal nezaupanje digitalnemu hranjenju denarja, pa se 
je opredelilo 7 vprašanih. 
Grafikon 8: Hranjenje denarja 
 
Vir: lasten 
Anketiranci, ki denarja ne hranijo v digitalni obliki in se jim zdi to ne zdi varno, so podali 
11 % vseh odgovorov, medtem ko 32 % anketiranih meni, da je ideja zelo zanimiva, vendar 
bolj zaupajo klasični obliki denarja. Največ anketirancev pa meni, da je digitalno hranjenje 
denarja zelo dobra in varna rešitev, takih je 61 %. 
6.4 DRUGI SKLOP VPRAŠANJ O KRIPTOVALUTAH 
V tem sklopu vprašanj smo najprej pozvali anketirance, naj se opredelijo do karakteristik 
kriptovalut. Vprašanje je zajemalo tri podvprašanja oz. sklope in štiri možne odgovore za 
vsako podvprašanje. Podvprašanja so se nanašala na anonimnost kriptovalut, njihovo 





Hranjenje denarja v digitalni obliki 
Sploh ne, denarja ne hranim v digitalni obliki.
Ideja se zdi zelo zanimiva, vendar bolj zaupam klasični obliki hranjenja denarja.
Da, digitalno hranjenje denarja se mi zdi zelo dobra in varna rešitev.
 
41 
Tabela 9: Karakteristike kriptovalut 
5. Karakteristike kriptovalut.      
 Podvprašanja Odgovori 
  Nizka Srednja Visoka Najvišja Skupaj 
1 Anonimnost 
kriptovalut 
5 28 10 18 61 
8 % 46 % 16 % 30 % 100 % 
2 Varnost kriptovalut 4 16 28 13 61 
7 % 26 % 46 % 21 % 100 % 
3 Uporabnost 
kriptovalut 
13 21 15 10 59 
22 % 36 % 25 % 17 % 100 % 
Vir: lasten 
Prvo podvprašanje je bilo namenjeno anonimnosti kriptovalut. Pet anketirancev meni, da 
je anonimnost kriptovalut nizka, 28 jih meni, da je srednja, 10 anketirancev jo opredeljuje 
kot visoko in 18 anketirancev meni, da je anonimnost najvišja možna.  
Drugo podvprašanje se je nanašalo na varnost kriptovalut. Štirje anketiranci menijo, da je 
varnost kriptovalut na zelo nizki ravni. Za srednjo, vendar ne tako visoko varnost se je 
odločilo 16 anketirancev. Da je stopnja varnosti kriptovalut visoka, meni 28 vprašanih, 13 
vprašanih pa meni, da je varnost kriptovalut na zelo visoki ravni. 
Tretje podvprašanje se je nanašalo na uporabnost kriptovalut. Za majhno uporabnost se je 
odločilo 13 vprašanih, medtem ko jih 21 meni, da je uporabnost srednje dobra. Za veliko 
uporabnost kriptovalut se je opredelilo 15 anketirancev, 10 pa jih meni, da je stopnja 
uporabnosti na najvišji ravni. 
Tabela 10: Finančni zločini in korupcija 
6. Ali menite, da bi se lahko z uporabo kriptovalut znižala stopnja finančnih 
zločinov in korupcij? 
 Podvprašanja Enote 
  Število odgovorov Odstotek 
1 Ne.  19 31 % 
2 Da, vendar bi se morale v 
poslovanje vključiti tudi 
večje vladne in nevladne 
organizacije. 
25 40 % 
3 Da, zagotovo. 21 34 % 




Na vprašanje, ali se jim zdi, da bi se lahko z uporabo kriptovalut znižala stopnja finančnih 
zločinov in korupcij, so lahko anketiranci odgovarjali s tremi različnimi odgovori. Nikalno je 
odgovorilo 19 anketirancev. Odgovor, da bi se stopnja lahko znižala, vendar bi se morale v 
poslovanje vključiti večje vladne, nevladne in mednarodne organizacije , je izbralo 25 
anketirancev, 21 vprašanih pa meni, da bi se z uporabo kriptovalut zagotovo zmanjšala 
stopnja korupcij in finančnih zločinov. 
Grafikon 9: Finančni zločini in korupcija 
 
Vir: lasten 
Prvi odgovor, da poslovanje s kriptovalutami ne bi zmanjšalo stopnje finančnih zločinov in 
korupcij, je obsegal 31 % vseh odgovorov. Drugi odgovor, ki pravi, da bi poslovanje vplivalo 
na zmanjšanje finančnih zločinov ob predpostavki, da so v poslovanje vključene različne 
vladne in nevladne organizacije, je izbralo 40 % anketirancev. Za tretji odgovor, da bi 
poslovanje s kriptovalutami zagotovo znižalo stopnjo finančnih zločinov in korupcij, pa se 
je odločilo 34 % vseh vprašanih. 
Tabela 11: Zakonodajni vpliv na kriptovalute 
7. V kolikšni meri je na kriptosvet po vašem mnenju vplivala zakonodajna 
regulacija? 
  Podvprašanja Enote 
    Število odgovorov Odstotek 
1 V nikakršni. 11 18 % 
2 Vpliv regulacije se je 
poznal, vendar poslovanje 
s tem ni bilo preveč 
omejeno. 
41 66 % 
3 V veliki. 11 18 % 





Stopnja finančnih zločinov in korupcij
Ne





Leta 2015 so vladne institucije začele posegati na trg kriptovalut z različnimi regulatornimi 
instrumenti, zato smo anketirance spraševali, v kolikšni meri je na trg kriptovalut po 
njihovem mnenju vplivala in še vpliva zakonodajna regulacija. Enajst jih je odgovorilo, da 
zakonodaja nikakor ni vplivala na trg kriptovalut, 41 pa, da se je vpliv regulacije poznal, 
vendar poslovanje s tem ni bilo omejeno. Da je zakonodajna regulacija imela in še ima velik 
vpliv na kriptovalute, pa meni 11 anketiranih. 
Grafikon 10: Zakonodajni vpliv na kriptovalute 
 
Vir: lasten 
Za odgovor, da zakonodajna regulacija ne vpliva na trg kriptovalut, se je odločilo 18 % vseh 
vprašanih, medtem ko 66 % vseh anketirancev meni, da se je vpliv regulacije poznal, vendar 
poslovanje s tem ni bilo preveč omejeno. Da je zakonodaja pustila velik vpliv na 
kriptovalute, pa meni 18 % anketirancev. 
Tabela 12: Anonimnost in varnost kriptovalut 
8. Ali vam je pri poslovanju s kriptovalutami vedno bila zagotovljena 
anonimnost in varnost?  
  Podvprašanja Enote 
    Število odgovorov Odstotek 
1 1 (Anonimnost in varnost 
nista bili zagotovljeni.) 
14 23 % 
2 2 (Anonimnost je bila 
zagotovljena, vendar ni 
bilo varnosti.) 
1 2 % 
3 3 (Zagotovljena je bila 
zgolj varnost.) 
21 35 % 
4 4 (Zagotovljeni sta bili tako 
varnost kot anonimnost.) 
26 43 % 











Anonimnost in varnost sta v kriptosvetu zelo pomembna dejavnika za uporabnike 
kriptovalut, saj do neke mere vplivata na to, ali bo oseba še poslovala s kriptovalutami oz. 
bo v primeru, da dejavnika nista zagotovljena, najverjetneje prenehala poslovati z njimi. 
Anketiranci so pri tem vprašanju odgovarjali s štirimi različnimi odgovori. Za odgovor, da 
varnost in anonimnost nista bili zagotovljeni, se je odločilo 14 anketirancev. Za drugi 
odgovor, ki je ponujal možnost, da je bila anketirancem pri poslovanju zagotovljena zgolj 
anonimnost, vendar ni bilo varnosti, se je odločil samo eden izmed vseh vprašanih. Tretji 
odgovor je vprašanim ponujal možnost, da jim je bila pri poslovanju s kriptovalutami 
zagotovljena zgolj varnost, za to možnost se je odločilo 21 vprašanih. Zadnji odgovor je 
ponujal možnost, da sta bili anketirancem pri poslovanju s kriptovalutami zagotovljeni tako 
varnost kot anonimnost, izbralo pa ga je največ, 26 vprašanih. 
Grafikon 11: Anonimnost in varnost kriptovalut 
 
Vir: lasten 
S tortnim diagramom smo prikazali deleže posameznih odgovorov. Za prvi odgovor se je 
odločilo 23 % vseh anketirancev. Drugi odgovor je obsegal 2 % vseh odgovorov. Za tretji 






Anonimnost in varnost pri poslovanju
1 (anonimnost in varnost nista bili zagotovljeni).
2 (anonimnost je bila zagotovljenja, vendar ni bilo
varnosti).
3 (zagotovljenja je bila zgolj varnost).
4 (zagotovljeni sta bili tako varnost, kot anonimnost).
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Tabela 13: Kriptovalute kot novo plačilno sredstvo 
9. Ali menite, da se kriptovalute lahko v svetu uveljavijo kot novo plačilno 
sredstvo in čez čas prevladajo nad standardnimi valutami? 
  Podvprašanja Enote 
    Število odgovorov Odstotek 
1 Ne, nikakor, saj je 
nemogoče ceno prilagoditi 
vsem svetovnim 
standardom in vsem 
svetovnim trgom, ki so zelo 
neenakomerno razviti. 
4 6 % 
2 Mogoče, vendar bi na to 
področje morale poseči tudi 
svetovne institucije in 
monetarne politike, da bi 
zadeva delovala po vsem 
svetu. 
20 32 % 
3 Da, vsekakor lahko čez čas 
vidimo kriptovalute kot 
novo plačilno sredstvo.  
38 61 % 
4 Drugo: 4 6 % 
  SKUPAJ 66 100 % 
Vir: lasten 
Pri naslednjem vprašanju nas je zanimalo, ali se lahko kriptovalute uveljavijo kot novo 
plačilno sredstvo in čez čas prevladajo nad standardnimi valutami. Anketiranci so 
odgovarjali s tremi podanimi odgovori, imeli pa so tudi možnost svojega odgovora. Prvi 
odgovor, ki pravi, da kriptovalute nikakor ne morejo postati novo plačilno sredstvo in ne 
morejo prevladati nad standardnimi valutami, so izbrali trije anketiranci. Za drugi odgovor, 
da se kriptovalute lahko uveljavijo kot novo plačilno sredstvo, vendar bi morale na trg 
poseči različne svetovne institucije in monetarne politike, da bi bila zagotovljena enakost 
na različnih svetovnih trgih, se je opredelilo 20 anketirancev. Za tretji odgovor, da lahko 
zagotovo čez čas vidimo kriptovalute kot novo plačilno sredstvo, pa se je odločilo 38 
anketirancev. 
Pod možnost drugo so se razvrstili štirje anketiranci, ki so navedli, da bi se to lahko zgodilo, 
ko bodo valute relativno stabilne in bo več možnosti za praktično uporabo (nakup pri večjih 
trgovcih in verigah) ter ko bodo kriptovalute nova oblika imetja, ki bo bolj uporabna in 




Grafikon 12: Kriptovalute kot novo plačilno sredstvo 
 
Vir: lasten 
Odgovor številka ena je obsegal 6 % vseh odgovorov. Za odgovor številka dve se je odločilo 
32 % vseh anketirancev. Največ vprašanih se je odločilo za tretji odgovor, ki je obsegal 61 % 






Uveljavitev krtiptovalut kot novega plačilnega sredstva
Ne nikakor, saj je nemogoče ceno prilagoditi vsem svetovnim standardom in vsem svetovnim
trgom, ki so zelo neenakomerno razviti.
Mogoče, vendar bi na to področje mogle posečti tudi svetovne institucije in monetarne
politike, da bi zadeva delovala po vsem svetu.




Tabela 14: Kriptovalute kot finančna naložba 
10 Ali menite, da so kriptovalute dolgoročna finančna naložba? 
  Odgovori Število odgovorov Odstotek 
1 1 (Ne, nikakor, ker 
imajo cene na trgu 
preveliko nihanje.) 
11 18 % 
2 2 (Da, vsekakor menim, 
da so kriptovalute 
dobra finančna 
naložba.) 
47 76 % 
3 3 (Drugo:) 2 3 % 
Veljavni Skupaj 60 97 % 
Vir: lasten 
Na vprašanje, ali menijo, da so kriptovalute dolgoročna finančna naložba, je odgovorilo 60 
anketirancev. Za prvi odgovor, da kriptovalute niso dolgoročna finančna naložba, ker cene 
na trgu preveč nihajo, se je odločilo 11 vprašanih. Za drugi odgovor, da so kriptovalute 
dobra dolgoročna finančna naložba, se je odločilo 47 anketirancev. Dva anketiranca sta 
podala svoje mnenje pod možnostjo drugo, in sicer jima kriptovalute pomenijo 
srednjeročno finančno naložbo in nikakor ne dolgoročno. Prvi odgovor je izbralo 18 % vseh 
vprašanih. Največji delež je obsegal drugi odgovor (76 %), 3 % vprašanih pa so pri tem 




Tabela 15: Razvrstitev glavnih kriptovalut 
11 Katera kriptovaluta se vam v tem trenutku zdi najbolj zanesljiva, stabilna, dobičkonosna in 
varna za uporabo? Razvrstite od 1 (največ) do  10 (najmanj). 
 Podvprašanja Odgovori  
    1 2 3 4 5 6 7 8 9 10 Skupaj 
1 Bitcoin (BTC) 40 6 1 2 0 0 0 0 0 5 54 
74 % 11 % 2 % 4 % 0 % 0 % 0 % 0 % 0 % 9 % 100 % 
2 Ethereum 
(ETH) 
6 27 8 5 1 1 1 0 3 0 52 
12 % 52 % 15 % 10 % 2 % 2 % 2 % 0 % 6 % 0 % 100 % 
3 Ripple (XRP) 3 3 10 7 3 2 4 5 4 7 48 
6 % 6 % 21 % 15 % 6 % 4 % 8 % 10 % 8 % 15 % 100 % 
4 Bitcoin cash 
(BCH) 
3 2 6 5 5 7 4 4 7 6 49 
6 % 4 % 12 % 10 % 10 % 14 % 8 % 8 % 14 % 12 % 100 % 
5 Litecoin (LTC) 1 9 10 9 6 3 5 4 0 1 48 
2 % 19 % 21 % 19 % 13 % 6 % 10 % 8 % 0 % 2 % 100 % 
6 Stellar (XLM) 0 0 2 7 5 6 8 4 12 3 47 
0 % 0 % 4 % 15 % 11 % 13 % 17 % 9 % 26 % 6 % 100 % 
7 IOTA 0 0 1 1 6 9 9 8 6 7 47 
0 % 0 % 2 % 2 % 13 % 19 % 19 % 17 % 13 % 15 % 100 % 
8 NEO 0 0 6 8 8 5 6 7 5 3 48 
0 % 0 % 13 % 17 % 17 % 10 % 13 % 15 % 10 % 6 % 100 % 
9 Ethereum 
classic (ETC) 
0 4 1 2 8 8 4 8 6 6 47 
0 % 9 % 2 % 4 % 17 % 17 % 9 % 17 % 13 % 13 % 100 % 
10 EOS 1 1 5 3 5 6 6 7 4 9 47 
2 % 2 % 11 % 6 % 11 % 13 % 13 % 15 % 9 % 19 % 100 % 
Vir: lasten 
Z zadnjim vprašanjem smo od anketirancev želeli izvedeti, katera kriptovaluta se jim v tem 
trenutku zdi najbolj zanesljiva, stabilna, dobičkonosna in varna za uporabo. Izbirali so lahko 
med desetimi različnimi valutami in jih razporedili po lestvici od 1 do 10, pri čemer je 
številka 1 pomenila najbolj varno in stabilno valuto, številka 10 pa najmanj zanesljivo in 
stabilno. V tem trenutku 40 anketirancev meni, da je bitcoin najbolj varna, zanesljiva 
stabilna in dobičkonosna valuta. Šest anketirancev meni, da je najboljša izbira za njih 
ethereum. Za ripple so se odločili trije anketiranci, prav tako so trije izbrali bitcoin cash. 




Grafikon 13: Razvrstitev glavnih kriptovalut 
 
Vir: lasten 
Iz grafikona 13 je razvidno, da največ anketirancev zaupa bitcoinu, saj njegov delež obsega 
74 %. Ethereumu zaupa 12 % vseh anketirancev. Za ripple in bitcoin cash se je odločilo po 
6 % anketirancev, EOS-u in litecoinu pa zaupata po 2 % vprašanih. Ostale kriptovalute 
anketirancem niso pomenile najvišje varnosti in zanesljivosti. 
Omejitev izvedene ankete je bila pristranskost analiziranega vzorca. V našem anketnem 
vzorcu je bila velika večina anketirancev moških (90 %) in oseb, ki spadajo v starostno 
skupino od 21 do 41 let (77 %). Deleži dosežene izobrazbe anketirancev so bili dokaj 
enakomerno razporejeni, saj jih je približno enak delež končalo srednjo šolo in višjo šolo. 
Ta pristranskost utegne vplivati na rezultate raziskave, saj po nekaterih študijah značilnosti 
oseb, kot so spol, starost in izobrazba, vplivajo na njihovo naklonjenost sprejemanju 
finančnih odločitev tvegane narave (Blake, Cannon & Wright, 2019, str. 1). Način 
pridobivanja anketirancev (preko specializiranih forumov) je zagotovil, da so bili seznanjeni 
z obravnavano temo, vendar vzorec ne predstavlja popolnoma realno stanje splošne 
populacije. 
Glede na pridobljene rezultate lahko vidimo, da sta kar dobri dve tretjini anketirancev za 
kriptovalute prvič slišali na spletu in petina anketirancev pri sorodnikih oz. znancih ali pa 
prijateljih. Skoraj tri četrtine anketirancev poslujejo s kriptovalutami v obdobju, ki je krajše 
od treh let. V obdobju od tri in do šest let posluje z njimi 16 % anketirancev, 8 % pa jih 
posluje z njimi dlje kot šest let. Večina anketirancev (44 %) meni, da jim poslovanje s 
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nizko stopnjo tveganja (26 %), še manj pa visoko. Da gre za zelo visoko tveganje, jih meni 
16 %, najmanj pa jih meni, da gre za nizko stopnjo tveganja, in sicer le 2 % anketirancev. 
Največji del anketirancev označuje anonimnost kriptovalut kot srednjo (46 %), njihovo 
varnost kot visoko (46 %) in uporabnost kot srednjo (36 %). Prevladuje mnenje, da bi se z 
uporabo kriptovalut znižala stopnja finančnih zločinov in korupcij, vendar bi se morale v 
poslovanje vključiti tudi večje vladne in nevladne organizacije. Ta odgovor je izbralo 40 % 
anketirancev. Kar 34 % se jih strinja, da bi se ta stopnja znižala tudi brez vmešavanja vladnih 
in nevladnih organizacij, s trditvijo pa se sploh ne strinja 31 % anketirancev. Na vprašanje o 
tem, ali je zakonodajna regulacija vplivala na kriptosvet, večina anketirancev (kar dve 
tretjini) odgovarja, da se je vpliv regulacije poznal, vendar poslovanje s tem ni bilo preveč 
omejeno. Večina anketirancev meni, da jim je pri poslovanju s kriptovalutami vedno 
zagotovljena anonimnost in varnost. Večina anketirancev tudi meni, da bi lahko 
kriptovalute čez čas zamenjale klasične oblike finančnega poslovanja. Več kot tri četrtine 





6.5  STAROST ANKETIRANCEV IN ODNOS DO TRGOVANJA S 
KRIPTOVALUTAMI  
Eden izmed zastavljenih ciljev diplomskega dela je bil preveriti, ali starost anketiranca vpliva 
na obseg poslovanja s kriptovalutami. Izračunali smo linearno regresijo spremenljivk 
starosti in trajanja poslovanja s kriptovalutami. Rezultati so prikazani v tabeli 16. 
 






 B Standardna 
napaka 
   
      
Konstanta 0,813 0,374  2,172 0,034 
V katero starostno skupino 
spadate? 
0,236 0,174 0,172 1,352 0,181 
Vir: lasten 
Iz tabele 16 lahko razberemo, da znaša stopnja značilnosti 0,181, kar je več kot 0,005, zaradi 
česar glede na naš vzorec ne moremo sklepati o statistični značilnosti in trdimo, da starost 
ne vpliva na obseg poslovanja s kriptovalutami. Pri tem pa velja zopet opozoriti, da gre za 
pristranski vzorec. Čisto vsem sodelujočim v naši anketi so kriptovalute blizu in zato ne 
odražajo stanja splošne populacije, ki morda v večjem primeru ne posluje z njimi. Hkrati pa 
starost ni edini dejavnik, ki vpliva na trgovanje, temveč so bolj merodajni drugi, ki niso 
vključeni v regresijo. V morebitni prihodnji raziskavi bi se lahko kazal vpliv izobrazbe ali pa 





Trg kriptovalut je dokaj nov način poslovanja z digitalnimi kovanci. Prva kriptovaluta bitcoin 
se je pojavila proti koncu leta 2008, za njen nastanek pa naj bi bil odgovoren Satoši 
Nakamoto. Večina meni, da so se kriptovalute razvile kot stranski produkt digitalnega 
denarja. Glede na to, da je bila večina centraliziranih digitalnih denarnih sistemov 
neuspešna, so začeli razvijati digitalni sistem brez osrednjega akterja, kar je pripomoglo k 
začetku kriptovalut. 
Namen tega diplomskega dela je bil analizirati prednosti in tveganja poslovanja s 
kriptovalutami in preveriti, kako se kriptovalute uveljavljajo kot zelo močno plačilno 
sredstvo. Namen je bil tudi raziskati, kako celoten sistem funkcionira in kdo ga upravlja, na 
čem temeljijo kriptovalute, kakšne prednosti imajo pred običajnimi valutami ter kako se z 
njimi plačuje in trguje. Raziskovana je bila stopnja zaupanja ljudi v digitalno plačilno 
sredstvo ter s kakšnimi pomisleki in problemi se uporabniki srečujejo pri tem načinu 
poslovanja. Eden izmed ciljev je bil preveriti, ali starostna in izobrazbena struktura 
anketirancev vplivata na uporabo kriptovalut. Zadan cilj je bil tudi preveriti štiri na začetku 
dela zastavljene hipoteze. 
Prva hipoteza trdi, da bi kriptovalute v prihodnosti lahko nadomestile klasično poslovanje. 
V zadnjih letih se o kriptovalutah zelo veliko govori. Veliko ljudi razpravlja o tem, ali se nam 
čez leta obetajo novi načini plačila. Obstajajo različna stališča, tako med strokovnjaki za 
kriptovalute kot tudi uporabniki kriptovalut. Nekateri menijo, da se kriptovalute nikoli ne 
bodo uveljavile kot novo plačilno sredstvo, po drugi strani pa je dosti zagovornikov, ki 
menijo, da bodo kriptovalute v naslednjih letih postale novo plačilno sredstvo. Zanimalo 
nas je, kaj o tem mislijo uporabniki kriptovalut v Sloveniji, zato smo se odločili v anketnem 
vprašalniku zastaviti vprašanje o zaupanju slovenskih uporabnikov v digitalne valute kot 
novo plačilno sredstvo. Odgovore na vprašanje smo analizirali in ugotovili, da 63 % ljudi, ki 
so sodelovali v naši anketi, meni, da bi čez čas digitalne valute lahko postale novo plačilno 
sredstvo. Upoštevati moramo, da smo vprašalnik namenili ciljnim skupinam, ki že imajo vsaj 
osnovno znanje o kriptovalutah, zato menimo, da bi odgovori lahko bili drugačni, če bi 
anketo izvajali tudi med ljudmi, ki še nikoli niso uporabljali kriptovalut. Upoštevajoč, da smo 
anketo morali izvajati med ljudmi, ki imajo vsaj osnovno znanje o kriptovalutah, lahko 
sklepamo, da se je večina odločila, da v prihodnosti lahko pričakujemo digitalne valute kot 
novo plačilno sredstvo. Prvo hipotezo lahko glede na naš vzorec torej potrdimo. 
Druga hipoteza trdi, da zakonodajne ovire in finančne korupcije lahko močno vplivajo na 
poslovanje s kriptovalutami. Hipotezo lahko potrdimo, saj se anketiranci večinoma 
strinjajo, da se je vpliv regulacije poznal, hkrati pa poslovanje s tem ni bilo preveč omejeno. 
Ta odgovor je izbralo 66 % anketirancev. Ostali anketiranci so v enaki meri izbrali odgovor, 
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da ne vplivajo v nikakršni meri, in odgovor, da vplivajo v veliki meri. Oba odgovora je izbralo 
po 18 % anketirancev. 
Zanimiv vidik je naklonjenost anketirancev državni oz. zakonodajni regulaciji na področju 
kriptovalut. Z uporabo kriptovalut so nastale tudi določene prevare in finančni zločini, saj 
se vedno, z vsakim poslovanjem srečamo z osebami, ki si želijo na nedovoljen način 
pridobiti tuja finančna sredstva. Hkrati z razvojem poslovanja s kriptovalutami se je 
povečalo tudi število finančnih zločinov in prevar. Anketirance smo spraševali, kaj menijo o 
tem, da se z uporabo kriptovalut lahko zmanjša spekter finančnih zločinov in korupcij. 
Mnenja so bila zopet zelo deljena. Največji odstotek anketirancev meni, da bi poslovanje s 
kriptovalutami lahko zmanjšalo stopnjo finančnih zločinov in korupcij, vendar bi se v 
poslovanje morale vključiti različne vladne in nevladne organizacije; teh je 40 %. Da 
kriptovalute ne bi in ne bodo zmanjšale stopnje finančnih zločinov in korupcij, meni 31 % 
anketirancev. Da bodo kriptovalute zmanjšale stopnjo finančnih zločinov in korupcij, je bilo 
prepričanih 34 % anketirancev. Iz tega lahko sklepamo, da anketiranci niso bili enotni glede 
znižanja stopnje finančnih zločinov in korupcij. 
Tretja hipoteza trdi, da nam digitalno poslovanje zagotavlja varnost in anonimnost. Z 
namenom preveriti, ali so kriptovalute res anonimne in varne, smo anketirance vprašali po 
njihovem mnenju o varnosti in anonimnosti. Mnenja anketirancev so bila deljena. Največ 
(43 %) se jih je sicer odločilo, da so kriptovalute varne in anonimne, 35 % anketirancev pa 
meni, da so kriptovalute zgolj varne in ne anonimne. Skoraj ena četrtina anketirancev meni, 
da kriptovalute niso niti varne niti anonimne, kar obsega 23 % vseh vprašanih. Iz analize 
odgovorov lahko sklepamo, da se večina vprašanih strinja s tem, da so kriptovalute varne 
in anonimne, vendar ne smemo zanemariti velikega odstotka anketirancev, ki menijo, da 
kriptovalute niso niti varne niti anonimne za uporabo, zato lahko to hipotezo le delno 
potrdimo. 
Varnost in anonimnost sta pri poslovanju s kriptovalutami zelo pomembna dejavnika. Glede 
na to, da uporaba kriptovalut v zadnjih letih narašča, se pojavljajo vprašanja, ali je 
poslovanje s kriptovalutami res varno, anonimno in zanesljivo. Veliko strokovnjakov meni, 
da so kriptovalute anonimne in varne za uporabo, po drugi strani pa smo bili deležni 
različnih prevar, vdorov in odtujenih finančnih sredstev. Pogosto so hekerji odtujili res 
ogromne količine kovancev. Najnovejši primer hekerskega napada na eno izmed največjih 
menjalnic Binance se je zgodil maja 2019, ko so hekerji odtujili 7000 bitcoinov, kar je na 
trgu pomenilo okoli 40 milijonov USD. 
S četrto hipotezo smo preverjali, ali starost uporabnika vpliva na obseg poslovanja s 
kriptovalutami. To smo preverjali z regresijsko analizo. Glede na pridobljen rezultat ne 
moremo sklepati o statistični značilnosti in trdimo, da starost ne vpliva na obseg poslovanja 
s kriptovalutami. Hipotezo lahko torej ovržemo. Zopet pa se lahko osredotočimo na 
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omejitve raziskave, kajti naša raziskava je vključevala osebe, ki so jim kriptovalute blizu. Bolj 
splošna raziskava, ki bi vključevala laike na tem področju, bi nas lahko vodila do drugačnih 
rezultatov. 
Naša raziskava je lahko odlična odskočna deska za bolj razširjeno raziskavo, ki bi številnejšo 
populacijo v prvem delu vprašali po tem, ali poznajo kriptovalute in ali poslujejo z njimi. V 
primeru, da ne, bi jih lahko vprašali po njihovem interesu za poznavanje kriptovalut in, ali 
bi se v prihodnosti za tako vrsto poslovanja odločili. Za poznavalce pa bi se upoštevali še 
drugi del ankete, ki bi lahko bil podoben našemu. Raziskava je pokazala, da več kot polovica 
vprašanih meni, da bi kriptovalute lahko nadomestile klasično poslovanje, tukaj treba 
poudariti, da je potrebno tak način poslovanja bolj približati uporabniku in omogočiti 
dostopnost večjem številu populacije. To bi lahko uredili preko določenih finančnih 
inštitucij (banke, menjalnice, hranilnice,…). Na tak način bi veliko večji del populacije 
približali poslovanju s kriptovalutami. Globalno bi bilo potrebno uvesti tudi enotne 
regulatorje za poslovanje s kritovalutami, ter izkušnjo bolje približati uporabniku. Za 
varnost je veliko že bilo storjenega na tem področju (zmanjšanje števila menjalnic, ukinitev 
določenih menjalnic, kjer so bile zelo očitne prevare,…) . Vendar je pri takem načinu 
poslovanja še vedno veliko vprašanje varnosti. Uvesti bi bilo potrebno zaupanja vredne 
ponudnike, kjer bi kovance lahko varno hranili, da bi se uspešno obvarovali pred hekerskimi 
napaki, in odvzemu kovancev. Zaupanja vredni ponudniki, bi morali večkrat izvajati razna 
izobraževanja in seminarje za uporabnike kriptovalut, kako se z njimi posluje in kako se 
varno obnaša po spletu. Po zakonu o preprečevanju pranja denarja in financiranja 
terorizma (ZPPDFT-1) bodo morali regulatorji pozorno spremljati namen transakcij, ki se 
izvajajo. Potrebno bi bilo zmanjšati število kovancev, ter poskrbeti za manj nihanj in 
špekulacij s ceno. Uvesti bi bilo potrebno tudi več cenovno stabilnih kovancev. 
Kriptovalute imajo vsekakor svetlo prihodnost in velik potencial, da dosežejo stabilnost na 
trgu in se uveljavijo kot močno plačilno sredstvo, vendar bodo za  to potrebne zelo obsežne 
regulacije na trgu digitalnih valut, razmejiti bo treba vsakdanje poslovanje in dolgoročno 
poslovanje. Veliko bo treba storiti tudi glede varnosti in drastično zmanjšati finančne 
zločine, prevare in hekerske vdore v menjalnice, kjer se trguje s kriptovalutami. Treba bo 
spremeniti način menjave iz ene valute v drugo, saj je to trenutno preveč kompleksen 
proces za osnovnega uporabnika, ki se prvič sreča s kriptovalutami. Glede na trenutne 
razmere po celem svetu, ki se bori proti epidemiji covida-19, je cene posameznih kovancev 
zelo težko napovedati. Tako gospodarski trg kot kriptotrg je v letih 2020 in 2021 zelo 






LITERATURA IN VIRI 
LITERATURA 
Akins, B., Chapman, J. L. & Gordon, J. M. (2014). A Whole New World: Income Tax 
Considerations of the Bitcoin Economy. Pittsburgh tax review, 12(1), 24–56.  
Barone, R. & Masciandaro, D. (2019). Cryptocurrency or usury? Crime and alternative 
money laundering techniques. European Journal of Law and Economics, 47(2), 233–
254. 
Berman, A. (10. 1. 2019). China Introduces New Anti-Anonymity Regulations for Blockchain-
Related Companies. Pridobljeno s https://cointelegraph.com/news/china-
introduces-new-anti-anonymity-regulations-for-blockchain-related-companies 
Bizant, E., Černe, I., Dukič, U., Hrovat, J., Jan, K., Reya, V., Simčič, M. & Vrhovec, J. (2018). 
Problematika pomanjkanja pravne regulacije pri poslovanju in izdaji kriptovalut.  
Ljubljana: Pravna fakulteta univerze v Ljubljani, Ekonomska fakulteta, Javni 
štipendijski, razvojni, invalidski in preživninski sklad Republike Slovenije, Evropski 
socialni sklad, Ministrstvo za izobraževanje, znanost in šport, Lemur legal.  
Blake, D. P., Cannon, E. S., & Wright, D. (1.10. 2019). Quantifying Loss Aversion: Evidence 
from a UK Population Survey. Pridobljeno s http://www.pensions-institute.org/wp-
content/uploads/wp1912.pdf 
Chuo, M. (29. 11. 2018). Chatter Report: Buy Walls, Miner Anonymity and Bitcoin vs. the 
State. Pridobljeno s https://news.bitcoin.com/chatter-report-buy-walls-miner-
anonymity-and-bitcoin-vs-the-state/ 
Elliot, A. (2017). Collection of Cryptocurrency Customer-Information: Tax Enforcement 
Mechanism or Invasion of Privacy? Duke law & technology review, 16(1), 1–16.  
Fabregas, K. (20. 11. 2018). How to Accept eWallet Payments in 5 Easy Steps. Pridobljeno s 
https://fitsmallbusiness.com/how-to-accept-ewallet-payments/ 
Farell, R. (2015). An Analysis of the Cryptocurrency Industry. Pennsylvania: University of 
Pennsylvania.  
Foley, S., Karlsen, J., R. & Putniņš, T., J. (2019). Sex, Drugs, and Bitcoin: How Much Illegal 
Activity Is Financed through Cryptocurrencies? The Review of Financial Studies, 
32(5), 1798–1853. 




Frankfield, J. (2. 2. 2020). Altcoin. Pridobljeno s 
https://www.investopedia.com/terms/a/altcoin.asp 
Frick, T. A. (8. 5. 2019). Virtual and cryptocurrencies—regulatory and anti-money 
laundering approaches in the European Union and in Switzerland. Pridobljeno s 
doi.org/10.1007/s12027-019-00561-1 
Gil, P. (12. 2. 2019). A Beginner's Guide to Cryptocoin Mining. Pridobljeno s 
https://www.lifewire.com/cryptocoin-mining-for-beginners-2483064 
Greenberg, A. (26. 2. 2014). Nearly 150 Breeds Of Bitcoin-Stealing Malware In The Wild, 
Researchers Say. Pridobljeno s 
https://www.forbes.com/sites/andygreenberg/2014/02/26/nearly-150-breeds-of-
bitcoin-stealing-malware-in-the-wild-researchers-say/#7391a7a133d7 
Hacker, P. & Thomale, C. (2018). Crypto-Securities Regulation: ICOs, Token Sales and 
Cryptocurrencies under EU Financial Law. European Company and financial law 
review, 15(4), 646–696. 
Halaburda, H. & Gandal, N. (2018). Competition in the Cryptocurrency Market. NET 
Institute, 14(17), 1–32. 
Huillet, M. (7. 12. 2018). Mastercard Files Patent for Increasing Anonymity of Blockchain 
Transactions. Pridobljeno s https://cointelegraph.com/news/mastercard-files-
patent-for-increasing-anonymity-of-blockchain-transactions 
Irwin, A. S. M. & Turner, A. B. (2018). Illicit Bitcoin transactions: challenges in getting to the 
who, what, when and where. Journal of Money Laundering Control, 21(3), 297–313. 
Jenkinson, G. (31. 10. 2018). A Brief History of Bitcoin: 10 Years of Highs and Lows. 
Pridobljeno s https://cointelegraph.com/news/a-brief-history-of-bitcoin-10-years-
of-highs-and-lows 
Kethineni, S., & Cao, Y. (2019). The rise in popularity of cryptocurrency and associated 
criminal activity. International Criminal Justice Review, 30(3), 325–344. 
Ketteler, J. (2018). Cryptocurrency: Good investment or financial disaster? Medical 
Economics, 95(18), 31–33.  
Lafaille, C. (18. 2. 2018). What Is Blockchain Technology? A Beginner’s Guide. Pridobljeno s 
https://www.investinblockchain.com/what-is-blockchain-technology/ 
Lansky, J. (2018). Possible State Approaches to Cryptocurrencies . Journal of Systems 
Integration, 9(1), 19–31. 
Li, P., Li, J., Huang, Z., Li, T., Gao, C. Z., Yiu, S. M. & Chen, K. (2017). Multi -key privacy-
preserving deep learning in cloud computing. Future generation computer systems, 
74(3), 76–85.  
 
57 
Lončar, A. (16. 12. 2018). Kriptovalute – nov svetovni denar? Pridobljeno s 
http://jumal.si/kriptovalute-nov-svetovni-denar/ 
Marr, B. (2. 2. 2018). Blockchain: a very short history of Ethereum everyone should read. 
Pridobljeno s https://www.forbes.com/sites/bernardmarr/2018/02/02/blockchain-
a-very-short-history-of-ethereum-everyone-should-read/#790af6511e89 
Morris, A. (1. 1. 2019). Bitcoin Obituaries Keep Rising But Why Is Bitcoin Still Not Dead? 
Pridobljeno s https://u.today/bitcoin-obituaries-keep-rising-but-why-is-bitcoin-
still-not-dead 
Myung, S., & Lee, J. H. (2020). Ethereum smart contract-based automated power trading 
algorithm in a microgrid environment. The Journal of Supercomputing, 76(7), 4904–
4914. 
Nabilou, H., & Prüm, A. (2019). Ignorance, debt, and cryptocurrencies: The old and the new 
in the law and economics of concurrent currencies. Journal of Financial 
Regulation, 5(1), 29–63. 
Nizamuddin, N., Hasan, H., Salah, K. & Iqubal, R. (2019). Blockchain-Based Framework for 
Protecting Author Royalty of Digital Assets. Arabian Journal for Science and 
Engineering, 44(4), 3849–3866.  
Norry, A. (2. 7. 2018). Bitcoin and Money Laundering: Complete Guide to Worldwide 
Regulations. Pridobljeno s https://blockonomi.com/bitcoin-money-laundering/ 
Ouimet, S. (15. 12. 2018). One Month Later, Which Crypto Is Winning the Bitcoin Cash Split? 
Pridobljeno s https://www.coindesk.com/one-month-later-still-no-favorite-
among-the-new-bitcoin-cash-forks 
Reiff, N. (8. 1. 2020). The 10 Most Important Cryptocurrencies Other Than Bitcoin. 
Pridobljeno s https://www.investopedia.com/tech/most-important-
cryptocurrencies-other-than-bitcoin/ 
Rhodes, D. (10. 8. 2018). Crypto Coin vs. Token: Understanding the Difference. Pridobljeno 
s https://coincentral.com/crypto-coin-vs-token-cryptocurrency/ 
Sahut, J. M. (2006). Electronic wallets in danger. Pridobljeno s 
http://www.icommercecentral.com/open-access/electronic-wallets-in-danger-1-
5.php?aid=38570 
Schwanke, A. (23. 3. 2017). Bridging the digital gap: How tax fits into cryptocurrencies and 





Sedgwick, K. (31. 10. 2018). Bitcoin History Part 1: In the Beginning. Pridobljeno s 
https://news.bitcoin.com/bitcoin-history-part-1-in-the-beginning/ 
Shukla, N. (10. 1. 2019). XRP overtakes Ethereum [ETH] in the bearish market; regains 
second position. Pridobljeno s https://ambcrypto.com/xrp-overtakes-ethereum-
eth-in-the-bear-market-regains-second-position/ 
Swan, M. (2015). Blockchain. Cambridge: O’Reiley Media.  
Teichmann, F. M. J. (2018). Financing terrorism through cryptocurrencies – a danger for 
Europe? Journal of Money Laundering Control, 21(4), 513–519.  
Tredinnick, L. (2019). Cryptocurrencies and the blockchain. Business Information Review, 
36(1), 39–44.  
Turudić, D. A., Milić, J. & Štulina, K. (2017). Korištenje kriptovaluta u međunarodnom 
poslovanju. Zbornik sveučilišta Libertas, 1–2(1–2), 191–210.  
Van Wegberg, R., Oerlemans, J. J. & van Deventer, O. (2018). Bitcoin money laundering: 
mixed results? Journal of Financial Crime, 25(2), 419–435.  
Walker, D. (2018). Returns to Buying Winners and Selling Losers: A Look at Cryptocurrencies.  
Los Angeles: Claremont colleges.  
Yeoh, P. (2019). MiFID II key concerns. Journal of Financial Regulation and Compliance, 
27(1), 110–123.  




Alliedwallet. (2019). Why secure e-wallets are gaining a competitive edge. Pridobljeno s 
https://www.alliedwallet.com/blog/blog-posts/secure-e-wallets-gaining-
competitive-edge/ 
Banka Slovenije. (18. 1. 2018). Pogosta vprašanja in odgovori o virtualnih valutah. 
Pridobljeno s https://www.bsi.si/mediji/1180/pogosta-vprasanja-in-odgovori-o-
virtualnih-valutah 
Bitcoin. (3. 3. 2019). Pogosto zastavljena vprašanja. Pridobljeno s 
https://bitcoin.org/sl/vprasanja-in-odgovori#kaj-je-bitcoin 




Bitwala GmbH (4. 12. 2019). A short history of Ethereum – Origins of the »World's 
computer«. Pridobljeno s https://www.bitwala.com/the-story-of-ethereum-what-
is-ethereum/  
Blockgeeks. (17. 4. 2019). Understand Blockchain Business Models: Complete Guide. 
Pridobljeno s https://blockgeeks.com/guides/understand-blockchain-business-
models/ 
Blockgeeks. (7. 2. 2018). The history of Ethereum. Pridobljeno s 
https://www.youtube.com/watch?v=UQDQ27YluZI 
Blockonomi. (2. 7. 2018). Bitcoin and Money Laundering: Complete Guide to Worldwide 
Regulations. Pridobljeno s https://blockonomi.com/bitcoin-money-laundering/ 
Capital.com (1. 1. 2019). Types of cryptocurrencies: explaining the major types of cryptos. 
Pridobljeno s https://capital.com/types-of-cryptocurrencies  
Coinmama. (4. 5. 2019). What is bitcoin? Pridobljeno s 
https://www.coinmama.com/guide/what-is-bitcoin 
Cryptoworld. (14. 2. 2019). Razkrivamo mnenja strokovnjakov o trenutnem dogajanju na 
trgu kriptovalut. Pridobljeno s https://cryptoworld.si/razkrivamo-mnenja-
strokovnjakov-o-trenutnem-dogajanju-na-trgu-kriptovalut/ 
Ethereum. (17. 3. 2019). Beginners. Pridobljeno s https://www.ethereum.org/beginners/ 
Finder. (17. 2. 2019). What is Bitcoin Cash? A step-by-step guide to BCH. Pridobljeno s 
https://www.finder.com/bitcoin-cash 
Kriptovalute. (29. 12. 2018a). Kriptodenarnice. Pridobljeno s 
https://kriptovalute.si/kriptodenarnice/ 
Kriptovalute. (29. 12. 2018b). Rudarjenje. Pridobljeno s https://kriptovalute.si/bitcoin-
mining/ 
Ministrstvo za finance, Finančna uprava Republike Slovenije. (2018). Davčna obravnava 
poslovanja z virtualnimi valutami po ZDoh-2, ZDDPO-2, ZDDV-1 in ZDFS. Podrobnejši 
opis. Ljubljana: Ministrstvo za finance.  
NLB. (7. 4. 2019). Miha Markič: Želje strank je treba razumeti. Pridobljeno s 
https://www.nlb.si/miha-markic 
Organized crime and corruption reporting project. (9. 7. 2018). Report: Cryptocurrencies 
Drive a New Money Laundering Era. Pridobljeno s 
https://www.occrp.org/en/daily/8293-report-cryptocurrencies-drive-a-new-
money-laundering-era 
PayPal Slovenija. (23. 4. 2019). PayPal Slovenija – varno plačevanje in sprejem plačil. 
Pridobljeno s http://pay-pal-slovenija.blogspot.com/ 
 
60 
Steemit. (18. 12. 2016). So, You Want to Trade Crypto? The Rookie's Guide to Buying, 





Obligacijski zakonik (OZ). Uradni list RS, št. 97/07, 64/16, 20/18.  
Zakon o deviznem poslovanju (ZDP-2). Uradni list RS, št. 16/08, 85/09, 109/12. 
Zakon o preprečevanju pranja denarja in financiranja terorizma (ZPPDFT-1). Uradni list RS, 
št. 68/16. 
Zakon o varstvu potrošnikov (ZVPot). Uradni list RS, št. 114/06, 126/07, 86/09, 78/11, 
38/14, 19/15, 55/17, 31/18. 
