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ABSTRAK 
 
Informasi  merupakan salah satu faktor pendukung keberhasilan bisnis dari suatu organisasi 
atau perusahaan. Namun, ada beberapa jenis informasi yang bersifat rahasia dan hanya boleh diakses 
oleh orang-orang yang berhak atas informasi tersebut. Sehingga kerahasiaan dari informasi tersebut 
dapat dijaga. Oleh karena itu, dibutuhkan sebuah teknologi yang dapat memungkinkan para karyawan 
dapat mengakses informasi yang bersifat rahasia dan hanya bisa diakses pada jaringan Intranet  
perusahaan. Selain dapat diakses melalui jaringan publik, kecepatan tranfer akan informasi tersebut 
harus diperhatikan. VPN merupakan salah satu solusi untuk mengatasi permasalahan tersebut.  
Tugas akhir ini akan membandingkan kinerja dari protokol SSTP, OpenVPN dan IPSec . 
Dimulai dari studi pustaka, analisis lalu melakukan pengujian kinerja dari jaringan VPN dengan 
menggunakan metode autentikasi digital certificate dan parameter yaitu throughput. Sehingga kita 
dapat mengetahui perbandingan kinerja dari protokol VPN SSTP, OpenVPN dan IPSec.  
Hasil yang akan didapatkan dari Tugas Akhir ini adalah sebuah perbandingan kinerja dari 
protokol VPN SSTP,OpenVPN dan IPSec berdasarkan throughput. Sehingga dapat diketahui protokol 
mana yang memiliki kinerja paling baik berdasarkan throughput dan dapat digunakan untuk kebutuhan 
impelentasi dari VPN. 
 
Kata Kunci : VPN, SSTP, OpenVPN,IPSec ,Throughput. 
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ABSTRACT 
 
Information is one of the factors supporting the business success of an organization or 
company. However, there are some types of information that is confidential and can only be accessed 
by authorized people. So that the confidentiality of such information can be kept. Therefore, we need a 
technology that can enable employees to access secret information and only be accessed on the 
corporate Intranet . Besides accessible via a public network, the speed of information transfer must be 
considered. VPN is a solution to solve these problems. 
This final assignment would compare the performance of the protocol SSTP, OpenVPN and 
IPSec. Starting from the literature, analysis and testing the performance of the network VPN using 
digital certificate authentication method and parameters throughput. So that we can compare the 
performance of the VPN protocols SSTP, OpenVPN and IPSec. 
The results of this final assigment  is a comparison of the performance VPN protocols  SSTP, 
OpenVPN and IPSec based on throughput. So that can know the protocol which has the best 
performance based on throughput and can be used for the needs of VPN implementation. 
 
Keywords: VPN, SSTP, OpenVPN, IPSec, Throughput. 
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DAFTAR SIMBOL 
Simbol Nama Simbol Keterangan 
 
Perangkat Smartphone Mengambarkan perangkat smartphone 
sebagai VPN client 
 
BTS / Tower Mengambarkan sebuah pemancar sinyal  
 
Switch Mengambarkan sebuah perangkat 
jaringan yaitu switch 
 
Server Mengambarkan sebuah perangkat 
jaringan yaitu server 
Internet
 
Awan Mengambarkan sebuah jaringan Internet 
 
Pipa Mengambarkan sebuah vpn tunneling 
 
 
Arah Panah Mengambarkan alur komunikasi 
 
Petir Mengambarkan sebuah media transmisi 
gelombang radio 
 
Garis lurus Mengambarkan sebuah media transmisi 
kabel 
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DAFTAR ISTILAH 
No Istilah Keterangan 
1. Routing Pengalamatan secara langsung menuju alamat tujuan tanpa melalui host lain. 
2. Online Keadaan komputer yang terkoneksi. 
3. Digital certificate  Digunakan untuk mengidentifikasi secara unik suatu entitas selama transmisi. 
4. Client Komputer dalam jaringan yang menggunakan sumber daya yang disediakan oleh server atau 
pemakaian layanan. 
5. Server Suatu sistem komputer yang menyediakan jenis layanan tertentu untuk client dalam suatu jaringan 
komputer. 
6. Ip Deretan angka biner antara 32 bit sampai 128 bit yang dipakai sebagai alamat identifikasi untuk tiap 
komputer host dalam jaringan Internet. 
7. Transport Komponen utama untuk mencapai misi tersebut.  
8. Link Referensi yang akan dituju. 
9. Software   Perangkat lunak. 
10. Hardware   perangkat keras. 
11. Spoofing Teknik yang digunakan untuk memperoleh akses yang tidak sah ke suatu komputer atau informasi. 
12. Network Jaringan dari system komunikasi data. 
13. Resource Sumber daya yang diperlukan. 
14. Remote Fasilitas yang disediakan untuk dapat berbagi file dan bisa menjalankan komputer satu dari 
komputer lain dengan syarat terhubung dengan jaringan. 
15. Mobile benda yang berteknologi tinggi dan dapat bergerak tanpa menggunakan kabel. 
16. Dial-up Teknologi informasi untuk akses Internet dengan menggunakan jaringan telepon tetap atau telepon 
bergerak. 
17. Import Pemindahan file. 
18. Connect Menghubungkan kejaringan internet atau lokal.  
19. Public Secara umum atau diketahui oleh semua orang.  
20. Private Secara lokal atau diketahui oleh orang itu sendiri.  
21. Properties Suatu tampilan yang terdapat menu-menu pada suatu aplikasi. 
22. General Suatu tampilan yang tedapat format pada suatu aplikasi.  
 
 
 
