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1. Inleiding. 
 
De essentie van het begrip politiegegevens zit hem in het feit dat de politie een 
bijzondere plaats inneemt in onze samenleving. Zo verwerkt de politie en andere 
rechtshandhavingsdiensten jaarlijks duizenden gegevens van burgers wat varieert van 
eenvoudige zaken zoals bemoeienissen met voorvallen zoals huiselijk geweld, 
burenruzies en aangiftes van geringe feiten tot onderzoeken van (zware) misdrijven en 
onderzoeken naar criminele en terroristische organisaties. Deze informatie raakt vaak de 
persoonlijke levenssfeer van betrokkenen. Bovendien bevatten politieregistraties dikwijls 
gegevens die niet vrijwillig door betrokkenen zijn geleverd.  
Aan het uitwisselen en koppelen van verzamelingen politiegegevens door bijvoorbeeld 
verschillende opsporingsinstanties of partners waarmee de politie samenwerkt kunnen 
gevaren kleven voor de persoonlijke levenssfeer. De verwerking van politiegegevens, 
bijvoorbeeld het opmaken van een mutatie, een proces-verbaal van aangifte of een 
proces-verbaal van bevindingen uit een opsporingsonderzoek, wordt daarom geregeld in 
de Wet politiegegevens (Wpg).  
Het uitgangspunt van de Wpg is onder andere meer bescherming tegen inbreuken op de 
persoonlijke levenssfeer.1 Politiegegevens zijn persoonsgegevens zoals gedefinieerd in 
de Wet bescherming persoonsgegevens (Wbp), die in het kader van de dagelijkse 
politietaak worden verwerkt. De Wpg is hiermee de lex specialis van de Wbp, 
De Wpg bevat een nauwkeurige regeling voor het opnemen van politiegegevens, de 
verstrekking daarvan aan derden en kennisneming van die gegevens door de betrokkene 
zelf. Ook het toezicht op de naleving van de bepalingen van de Wpg is in de Wpg 
geregeld, alsmede de verplichting om periodiek een audit te laten uitvoeren.2 
 
Echter niet volledige processen-verbaal of politiemutaties vallen onder het begrip 
politiegegevens. Indien men namelijk op grond van de Wet openbaarheid van bestuur 
(Wob) om bijvoorbeeld een proces-verbaal verzoekt dan moet er in dit document worden 
onderzocht wat politiegegevens zijn die onder het regime van de Wpg vallen en wat 
overige gegevens zijn die onder het regime van de Wob vallen.  
Dit is de oorzaak van een reeks van uitspraken van de Afdeling bestuursrechtspraak van 
de Raad van State (ABRvS) betreffende inzagerecht van politiegegevens.3 
Volgens de Afdeling zijn politiegegevens, zoals dit uit de definitie van de Wpg volgt, 
uitsluitend van toepassing op de informatie betreffende een geïdentificeerde of 
identificeerbare natuurlijke persoon die in het kader van de uitoefening van de politietaak 
worden verwerkt. De wetsgeschiedenis biedt volgens de Afdeling geen grond om aan 
																																																								
1 Kamerstukken II 2006/06, 30 327, nr. 3, p. 3. 
2 Paragraaf 5, artikel 32 t/m 36 Wet politiegegevens. 
3 Overkleeft-Verburg 2012, ABRvS 5 september 2012, LJN BX6514. 
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deze bepalingen een andere betekenis toe te kennen dan die uit de tekst van de regeling 
voortvloeit. Dat betekent dat de Wpg uitsluitend betrekking heeft op politiegegevens als 
informatie als zodanig en niet op documenten waarin ze zijn vervat. Op basis hiervan 
moet de politie ten aanzien van documenten, zoals processen-verbaal en politiemutaties, 
voor zover die geen politiegegevens zijn, alsnog toepassing geven aan de Wob.4 
 
Het uitgangspunt van de Wob is dat in principe informatie neergelegd in documenten 
over een bestuurlijke aangelegenheid en die berust bij bestuursorganen voor een ieder 
openbaar is. Elke burger kan op grond van de Wob bij bestuursorganen informatie 
opvragen over bestuurlijke aangelegenheden. Dus ook bij de politie. Hij hoeft daarvoor 
geen belang te stellen. De Wob is gebaseerd op artikel 110 van de Grondwet en geeft 
uitdrukking aan het feit dat de overheid ter uitvoering van haar taak, met het oog op een 
goede en democratische bestuursvoering, de openbaarheid van documenten 
bewerkstelligt.   
 
Door het op grond van de Wob verzoeken van documenten waarin ook politiegegevens 
zijn verwerkt maar die niet volledig bestaan uit politiegegevens, zoals processen-verbaal, 
mutaties, journaals van demonstraties en dergelijke, moet de politie dus elke keer 
beoordelen of ze te maken heeft met politiegegevens waarop de Wpg van toepassing is 
of dat het regime van de Wob van toepassing is. Voor beide regimes is een verschillend 
verstrekkingenregime van toepassing. Bij het toepassen van de Wob moet er met het oog 
op een goede en democratische bestuursvoering, een afweging plaatsvinden tussen het 
algemene publieke belang van de openbaarheid en het in een uitzonderingsgrond 
geformuleerde belang en op grond van de Wpg is juist privacy het uitgangspunt. Dit is 
een uitermate lastige constructie die de politie als een dilemma ervaart. Duidelijke 
wetgeving zou dan ook wenselijk zijn.  
Omdat sommige gegevens niet altijd direct tot een persoon te herleiden zijn maar wellicht 
wel indirect is het niet altijd helder wanneer er sprake is van een politiegegeven. 
Bovendien kunnen met behulp van vooruitgaande technologische ontwikkelingen, 
personen later alsnog geïdentificeerd worden. Hierdoor kan niet alleen de privacy van 
personen worden ondermijnd maar kan tevens gevoelige politie-informatie worden 
verstrekt. Het is van belang dat onze fundamentele rechten en vrijheden van personen 
wordt beschermd èn dat de openbare veiligheid op een hoog niveau kan worden 
garandeert.  
 
 
																																																								
4ABRvS 5 december 2012, LJN BY5104, m.nt. Overkleeft-Verburg, overweging onder punt 4.  
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Vanwege de huidige restrictieve uitleg van het begrip politiegegeven kwam ik op het idee 
om het begrip politiegegevens aan de onlangs in werking getreden Europese Richtlijn 
(EU) 2016/680 te toetsen. De Richtlijn (EU) 2016/680 is tot stand gekomen omdat, met 
het oog op de snelle technologische ontwikkeling, deze meer bescherming biedt aan de 
persoonlijke levenssfeer en dat de openbare veiligheid op een hoog niveau kan worden 
garandeerd. Vanwege de verschillende verstrekkingenregimes is de bescherming van de 
persoonlijke levenssfeer op dit moment afhankelijk van huidige uiteg van het begrip 
politiegegevens.  
 
Wellicht is de reikwijdte van het begrip politiegegevens in de richtlijn (EU) 2016/680 gelet 
op de bevordering van bescherming van persoonlijke levenssfeer en de openbare 
veiligheid ruimer bedoeld dan tot nu toe in het Nederlandse nationaal recht. Het gevolg 
kan zijn dat de huidige wetgeving met betrekking tot de Wob en de Wpg op elkaar 
afgestemd dient te worden. 
Dit heeft mij er toe gebracht om onderzoek te doen naar de volgende vraag:  
 
“Zal de Richtlijn (EU) 2016/680 de reikwijdte van het begrip politiegegevens zodanig 
wijzigen dat daardoor het al dan niet vrijgeven van politiedocumenten op grond van één 
regime gebaseerd kan worden?” 
 
Om een antwoord op deze onderzoeksvraag te kunnen geven worden de volgende 
vragen aan de orde gesteld. 
 
 Op welke manier en waarom is de Wpg tot stand gekomen? 
In dit hoofdstuk wordt ingegaan op eerdere Europese regelgevingen met betrekking tot 
de bescherming van de persoonlijke levenssfeer en welke nationale regelgevingen 
daarop volgden. Daarnaast wordt beschreven waarom men voor politie en justitie een 
ander regime nodig achtte.   
 
 Wat is de betekenis van het begrip politiegegeven volgens de Wpg? 
In dit hoofdstuk zal het begrip politiegegeven worden toegelicht. Daarnaast worden de 
meest relevante Wpg bepalingen die in relatie staan met de bescherming van 
persoonsgegevens en de rechten van betrokkenen worden benoemd. 
 
 Wat is de verhouding tussen de Wpg en de Wob? 
In dit hoofdstuk wordt de Wob toegelicht alsmede de verhouding tussen de Wob en de 
Wpg die door de huidige jurisprudentie met betrekking tot het begrip politiegegevens is 
bepaald. Ten slotte volgt er de uitleg vanuit de praktijk. 
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 Wat wordt onder het begrip persoonsgegevens in de Richtlijn (EU) 2016/680 
verstaan? 
In dit hoofdstuk wordt het doel de Richtlijn (EU) 2016/680 beschreven, wat de verschillen 
zijn met de Wpg, en wat volgens de Richtlijn (EU) 2016/680 onder het begrip 
persoonsgegevens moet worden verstaan.  
 
Het onderzoek wordt tenslotte afgesloten met een conclusie en een advies.  
 
De Wpg is van toepassing op de politie maar ook op andere organisaties die 
opsporingsonderzoeken verrichten, zoals de bijzondere opsporingsdiensten (FIOD, 
directie Opsporing van de Inspectie SZW, NVWA-IOD, I&M-IOD), de rijksrecherche en de 
Koninklijke Marechaussee. Ik beperk mij in dit onderzoek alleen tot de politie. 
 
Het onderzoek vond plaats aan de hand van literatuur- en documenten onderzoek, 
waarbij jurisprudentie en de relevante nationale en Europese parlementaire geschiedenis 
werd betrokken. Er is niet veel literatuur voor dit onderwerp aanwezig. Waarschijnlijk 
omdat deze problematiek maar door een kleine groep juristen wordt onderkent. 
 
De Wet open overheid (Woo) als opvolger van de Wob die inmiddels door de Tweede 
Kamer is aanvaard en nu voor ligt in de Eerste Kamer, wordt omdat deze ook niet van 
invloed zal zijn op de onderzochte problematiek, niet in deze scriptie betrokken.5  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
																																																								
5 Kamerstukken II 2016/17, 33 328, nr. 37, p. 1. 
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2. Op welke manier en waarom is de Wet politiegegevens tot stand 
gekomen? 
 
De wettelijke regels voor bescherming van persoonsgegevens zijn gecodificeerd in de 
Wet bescherming persoonsgegevens (Wbp) en de Wet politiegegevens (Wpg).  De Wbp 
is er ten behoeve van de algemene bescherming van persoonsgegevens en de Wpg als 
lex specialis ten behoeve van persoonsgegevens die door politie en justitie worden 
verwerkt. Ook in Europa zijn er met betrekking tot gegevensbescherming diverse 
regelgevingen tot stand gekomen.  
In dit hoofdstuk wordt ingegaan op de totstandkoming van Europese regelgevingen met 
betrekking tot de bescherming van de persoonlijke levenssfeer en welke nationale 
regelgevingen daarop volgden. Daarnaast wordt beschreven waarom men voor politie en 
justitie een ander regime nodig achtte.  Voor de volledigheid is in paragraaf 2.5 een 
schema van de opeenvolgende regelgevingen opgenomen. 
 
 
2.1. De Wet persoonsregistraties / Wet bescherming persoonsgegevens. 
De basis van de bescherming van de persoonlijke levenssfeer in Europa werd in 1950 in 
artikel 8 van het Europees Verdrag tot bescherming van de rechten van de mens en de 
fundamentele vrijheden (EVRM) geformuleerd. Hierin is in lid 1 bepaald dat een ieder het 
recht heeft op eerbiediging van zijn privéleven, zijn familie- en gezinsleven, zijn woning 
en zijn correspondentie. 
 
Om in het daarop volgende technologische en digitale tijdperk de privacy van de burgers 
binnen de EU beter te kunnen beschermen, trad in 1981 het verdrag tot bescherming van 
personen met betrekking tot de geautomatiseerde verwerking van persoonsgegevens in 
werking.6 Ook wel bekend als het Dataprotectieverdrag. Volgens artikel 1 van dit verdrag 
doelt men vooral op het recht op de persoonlijke levenssfeer met betrekking tot de 
geautomatiseerde verwerking van hem betreffende persoonsgegevens 
(“gegevensbescherming”). Dit verdrag werd door Nederland op 24 augustus 1993 
geratificeerd en trad in Nederland op 1 december 1993 in werking. 
 
In Nederland werd in 1983 in artikel 10 lid 2 van de Grondwet de bescherming van de 
persoonlijke levenssfeer in verband met het vastleggen en verstrekken van 
persoonsgegevens gecodificeerd. Ter uitvoering van het Dataprotectieverdrag uit 1981 
en artikel 10 lid 2 van de Grondwet kwam in 1989 de Wet op de persoonsregistraties 
(Wpr) tot stand. De Wpr was niet van toepassing op politieregisters omdat men voor dit 
																																																								
6 Dataprotectieverdrag, Straatsburg 28 januari 1981. 
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deelgebied een andere wettelijke regeling nodig achtte.7 In paragraaf 2.3 wordt dit verder 
toegelicht. 
 
 
2.2. Europese privacywetgeving. 
Inmiddels ontstonden er op Europees niveau verschillen in de toepasselijke nationale 
wettelijke regimes voor gegevensbescherming van de lidstaten waardoor er behoefte 
kwam aan harmonisatie daarvan. Na het Dataprotectieverdrag uit 1981, werd de 
harmonisatie van gegevensbescherming in 1995 door middel van de Privacyrichtlijn 
95/46/EG doorgevoerd.8  
Deze Privacyrichtlijn 95/46/EG bevatte algemene regels in verband met de 
rechtmatigheid van de verwerking van persoonsgegevens, regels met betrekking tot de 
rechten van de betrokkenen en zorgde voor nationale onafhankelijke toezichthoudende 
autoriteiten. 
De Wet bescherming persoonsgegevens (Wbp) die in 2001 de Wpr verving is voor een 
groot deel gebaseerd op deze richtlijn.  
 
 
2.2.1. Europese privacywetgeving met betrekking tot politie en justitie. 
Door onder meer de internationale strijd tegen het terrorisme werd binnen de EU het 
recht op privacy ingeperkt. Daardoor ontstond er binnen de EU tevens de noodzaak om 
de persoonlijke levenssfeer van de burger te beschermen bij het gebruik van 
persoonsgegevens door politie en justitie.9 
In het verdrag van Lissabon (2007) werd de bevoegdheid opgenomen om binnen het 
toepassingsgebied van het recht van de Europese Unie voorschriften te stellen met 
betrekking tot de bescherming van persoonsgegevens. Aan dit verdrag is een verklaring 
(21) gehecht waarin de conferentie erkent dat, vanwege de specifieke aard van die 
gebieden, op het gebied van de justitiële samenwerking in strafzaken en op het gebied 
van politiële samenwerking, speciale voorschriften inzake de bescherming van 
persoonsgegevens nodig zouden kunnen zijn.10 
In het verlengde hiervan trad in 2008 het Kaderbesluit 2008/977/JBZ 11  inzake de 
bescherming van persoonsgegevens bij politiële en justitiële samenwerking in strafzaken 
in werking.12 
Dit Kaderbesluit heeft in 2011 tot een aantal wijzigingen van de Wet politiegegevens 
(Wpg) en de Wet justitiële en strafvorderlijke gegevens (Wjsg) geresulteerd.13 
																																																								
7 Kamerstukken II 1981/82, 17 207, nr. 3, p. 3. 
8 Richtlijn 95/46/EG (PbEG 1995, L 281). 
9 Van der Jagt 2012, p. 118. 
10 Verdrag van Lissabon (PbEG 2007, C306/257). 
11 Kaderbesluit 2008/977/JBZ (PbEG 2008, L350/60), p.1. 
12 Van der Jagt 2012, p. 120. 
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2.3. Wet politieregisters (Wpolr). 
Zoals eerder vermeld was de Wpr niet van toepassing op politieregisters omdat men voor 
dit deelgebied een andere wettelijke regeling nodig achtte. Omdat ook voor 
politieregisters gaandeweg automatiseringsplannen werden ontwikkeld, gecombineerd 
met de omstandigheid dat deze registers uiterst gevoelige gegevens bevatten deed het 
de vraag rijzen of deze niet door een wettelijke regeling beschermd diende te worden.14  
Daarmee kwam de Wet politieregisters (Wpolr) tot stand. De gegevens die bij de politie 
berusten, zouden in veel opzichten niet vergelijkbaar zijn met die welke elders over 
personen worden opgeslagen. Het gaat in de regel vaak om gegevens die de betreffende 
persoon niet vrijwillig heeft geleverd of die in het geheel niet van de betreffende persoon 
afkomstig zijn en vaak zijn het gevoelige gegevens zoals strafrechtelijke gegevens. Met 
name op het punt van verstrekkingen beoogde men met de Wpolr voor deze gegevens 
uit de registers aparte regels te stellen15.  
 
Op 21 juni 1990 trad de Wpolr in werking waarmee een apart regime voor de registratie 
van politiegegevens ten behoeve van de uitvoering van de politietaak16 werd gecreëerd. 
De doorslaggevende argumenten17 die toen pleiten voor een afzonderlijke wet waren dat:  
- De gegevens over personen die bij de politie berusten, in veel opzichten niet 
vergelijkbaar zijn met die welke elders over personen worden opgeslagen. Deze 
gegevens zijn niet vrijwillig geleverd of zijn in het geheel niet van de betreffende 
persoon afkomstig; 
- De politie in de verhouding tussen de overheid en burger een bijzondere plaats 
inneemt. Daar waar deze verhouding problematisch wordt, speelt de politie vaak 
een rol waardoor er extra nadruk op het belang van een goede bescherming van 
de persoonlijke levenssfeer met betrekking tot de door de politie beheerde 
persoonsregistraties komt te liggen; 
- Van de politie kan worden verwacht dat zij velerlei bedreigingen afwendt. Met het 
oog op de handhaving van de rechtsorde, veroorzaakt door ordeverstoringen of 
criminaliteit dient de politie te kunnen beschikken over toereikende middelen, ook 
op het gebied van de verwerking en communicatie van persoonsgegevens; 
- Andere instanties moeten kunnen beschikken over gegevens uit de politieregisters. 
Ten einde toch de persoonlijke levenssfeer te kunnen beschermen is het nodig dat 
er bij of krachtens de wet nauwkeurig het verstrekkingenregime wordt vastgelegd; 
																																																																																																																																																																		
13 Kamerstukken II 2010/11, 32 554, nr. 3, p.1. 
14 Kamerstukken II 1985/86, 19 589, nr. 3, p. 1 en 2. 
15 Kamerstukken II 1985/86, 19 589, nr. 3, p. 2. 
16 Art. 28 Politiewet 1957: “De politie heeft tot taak in ondergeschiktheid aan het bevoegd gezag en in overeenstemming 
met de geldende rechtsregels te zorgen voor de daadwerkelijke handhaving van de rechtsorde en het verlenen van hulp 
aan hen die deze behoeven”, Thans art. 3 Politiewet 2012. 
17 Kamerstukken II 1985/86, 19 589, nr. 3, p. 3. 
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- Het recht van de belanghebbende op kennisneming van hem betreffende 
gegevens moet zijn toegespitst op de inhoud van het politieregister”. 
 
In artikel 1 onder c van de Wpolr werd het begrip politieregister gedefinieerd, namelijk:  
een samenhangende verzameling van op verschillende personen betrekking hebbende 
persoonsgegevens:  
 die langs geautomatiseerde weg wordt ingevoerd of met het oog op een 
doeltreffende raadpleging van die gegevens systematisch is aangelegd, en  
 die is aangelegd ten dienste van de uitvoering van de politietaak. 
 
Dit begrip politieregister in de Wpolr was beperkt tot geautomatiseerde 
gegevensbestanden en systematisch aangelegde handmatige bestanden, vooral 
gestructureerde dossierverzamelingen. Het haakte toen aan bij de toenmalige 
informatiestructuur van de politie.18 Zo bleek uit artikel 12 Wpolr en de verklaring inzake 
model tijdelijk register cameratoezicht19 dat het volgens artikel 151c, zevende lid van de 
Gemeentewet vastleggen van beelden met vaste camera’s op openbare plaatsten tevens 
werd aangemerkt als tijdelijk register in de zin van de Wpolr.20 Zie in dit verband ook wat 
mobiele camera’s betreft het reglement videohelmcamerasysteem beredenen Korps 
landelijke politiediensten21.  
 
Voor het begrip persoonsgegevens in de Wpolr werd dezelfde definitie gebruikt als in de 
Wbp, namelijk; elk gegeven betreffende een geïdentificeerde of identificeerbare 
natuurlijke persoon. Met deze definiëringen werd er in de Wpolr onderscheid gemaakt 
tussen het begrip politieregister en persoonsgegevens.   
 
 
2.4. Wet politiegegevens (Wpg). 
De Wpolr werd op 1 januari 2008 vervangen door de Wet politiegegevens (Wpg). 
Aanleiding voor deze herziening was dat de informatie- en communicatie technologie en 
het gebruik daarvan bij de politie inmiddels veel verder gevorderd waren, er gewerkt werd 
aan de totstandkoming van een landelijke informatiehuishouding voor de gehele 
Nederlandse politie en de handmatige politiebestanden zeldzaam zouden worden. Met 
deze technologische ontwikkelingen kon de politie het werk meer systematisch 
aanpakken. Ook de mogelijkheden tot het leggen van verbanden tussen de gegevens 
namen sterk toe.22 
																																																								
18 Overkleeft-Verburg 2007, p.4. 
19 Verklaring van overeenstemming inzake model tijdelijk register cameratoezicht, Stcrt. 2006, 140. 
20 Overkleeft-Verburg 2007, p.4. 
21 Reglement Videohelmcamerasysteem beredenen Korps landelijke politiediensten, stcrt. 2004, 219. 
22 Kamerstukken II  2005/06, 30327, nr. 3, p. 1. 
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In de Wpg treft men het begrip politieregister niet meer aan. In plaats daarvan worden op 
voorhand doelen omschreven, waarvoor binnen de politie gegevens mogen worden 
verwerkt.23 In plaats van politieregister kent de Wpg het aan de Wbp ontleende begrip 
‘bestand’. Met deze wijziging bleek ook dat het gesloten verstrekkingenregime van de 
Wpolr in de Wpg werd vervangen door het gedifferentieerde verstrekkingenregime. Dit 
verstrekkingenregime kenmerkt zich door incidentele en rechtstreekse verstrekkingen 
met als criteria als ‘zwaarwegend algemeen belang’ en ‘in overeenstemming met het 
bevoegd gezag’.   
 
 
2.5. Samenvatting. 
De Raad van Europa bracht in 1950 met artikel 8 EVRM de eerste internationale 
regelgeving met betrekking tot de persoonlijke levenssfeer tot stand. Deze sloot nog niet 
aan op de latere technologische en digitale ontwikkelingen. Daarin kwam verandering 
met het Dataprotectieverdrag uit 1981 en nadien met de Privacyrichtlijn 95/46/EG. In het 
verlengde van artikel 10 lid 2 van de Grondwet en het Dataprotectieverdrag trad in 1989 
in Nederland de Wpr in werking die in 2001 werd vervangen door de Wbp. Zowel binnen 
de EU als nationaal achtte men voor het gebruik van persoonsgegevens door politie en 
justitie altijd een apart regime noodzakelijk. In Nederland trad in 1990 de voorganger van 
de Wpg, de Wpolr in werking en in de EU in 2008 het Kaderbesluit 2008/977/JBZ welke 
was beperkt tot de uitwisseling van politiegegevens tussen de lidstaten.  
	
In de Wpolr kende men het begrip politieregister. Dit register bestond voornamelijk uit 
gestructureerde dossierverzamelingen. Zo werd de vastlegging van beelden met vaste 
camera’s op openbare plaatsten aangemerkt als (tijdelijk) register in de zin van de Wpolr. 
De Wpolr had een gesloten verstrekkingenregime.  
 
In de opvolger van de Wpolr, de Wpg werd het begrip politieregister verlaten. Daarvoor 
kwam in de plaats het aan de Wbp ontleende begrip ‘bestand’ en werden op voorhand 
doelen omschreven waarvoor politiegegevens mogen worden verzameld. 
 
 
 
 
 
 
 
 
																																																								
23 Kamerstukken II  2005/06, 30327, nr. 3, p. 3. 
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2.6. Overzicht regelgevingen. 
 
1950 1981 1983 1989 1990 1995 2001 2008 
Art. 8 
EVRM 
Dataprotectie
verdrag 
Art. 10 
Grondwet 
Wpr Wpolr Privacyrichtlijn 
95/46/EG Wbp 
Kaderbesluit+ 
Wpg 
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3. Wat is de betekenis van het begrip politiegegeven volgens de Wet 
politiegegevens? 
 
In dit hoofdstuk zal het begrip politiegegeven voornamelijk via de Wbp worden toegelicht 
omdat de definitie van het begrip politiegegeven is ontleend aan de definitie van 
persoonsgegeven in de Wbp. Daarnaast worden de meest relevante Wpg bepalingen die 
in relatie staan met de bescherming van persoonsgegevens en de rechten van 
betrokkenen benoemd. Tot slot is er in paragraaf 2.10 een schema opgenomen om de 
verschillen in definities en toepassingen in de (voormalige) nationale regelgevingen 
inzichtelijk te maken. 
 
 
3.1. Het begrip politiegegeven. 
Nieuw in de Wpg werd het begrip politiegegeven. Uit artikel 1 aanhef onder a van de Wpg 
staat de definitie van een politiegegeven beschreven namelijk:  
“Elk persoonsgegeven dat in het kader van de uitoefening van de politietaak24 wordt 
verwerkt”. 
Voor de definitie van het begrip persoonsgegeven in de Wpg werd aangesloten bij die 
van artikel 1, onderdeel a van de Wbp waarin deze is gedefinieerd als: 
“Elk gegeven betreffende een geïdentificeerde of identificeerbare natuurlijke persoon”. 
 
Het verschil is dus dat de Wpg van toepassing op de verwerking van persoonsgegevens 
die in het kader van de uitvoering van de politietaak 25  zijn verkregen en daarmee 
politiegegevens zijn.  
 
 
3.2. Het begrip persoonsgegeven uit de Wbp. 
In de Wbp werd voor het begrip persoonsgegeven aangesloten bij die van het begrip 
“personal data” in het Kaderbesluit 2008/977/JBZ. In dit besluit werd gesproken over “any 
information relating to an identified of identifiable natural person”. Voor het begrip 
“informatie” wordt in de Wbp de term “gegeven” gebruikt.26 Men doelde hierbij op dat alle 
gegevens die informatie kunnen verschaffen over een identificeerbare natuurlijke persoon 
als persoonsgegevens moeten worden beschouwd. Het is hierbij relevant of de gegevens 
informatie over een persoon bevatten.  
																																																								
24 Art. 3 Politiewet 2012 : De politie heeft tot taak in ondergeschiktheid aan het bevoegd gezag en in overeenstemming 
met de geldende rechtsregels te zorgen voor de daadwerkelijke handhaving van de rechtsorde en het verlenen van hulp 
aan hen die deze behoeven”.  
25 Artikel 3 Politiewet 2012. 
26 Kamerstukken II 1997/98, 25 829, nr. 3, p. 45. 
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Bij de nadere beoordeling of de gegevens als persoonsgegevens moeten worden 
aangemerkt kan tevens de context van de gegevens van belang zijn. De gegevens 
zouden bijvoorbeeld bepalend kunnen zijn voor de wijze waarop de betrokken persoon in 
het maatschappelijk verkeer wordt beoordeeld of behandeld.27 Gegevens die herleidbaar 
zijn naar een bepaalde persoon door bijvoorbeeld gegevens van een product of een 
proces, telefoonnummers, huisnummer en postcodes of een aangifte van een diefstal van 
een voertuig waarbij hij slachtoffer was, kunnen daardoor als een persoonsgegeven 
worden aangemerkt.  
 
Uit de wetsgeschiedenis bij de totstandkoming van de voorloper van de Wbp, de Wpr, 
blijkt dat aan de term persoonsgegevens ook een ruime betekenis werd toegekend. Het 
zou niet alleen moeten gaan om gegevens die een persoon identificeren, zoals naam, 
adres, geboortedatum en dergelijke, of gegevens die direct in combinatie daarmee 
voorkomen, maar om alle gegevens die met een bepaalde persoon in verband kunnen 
worden gebracht.28 Er was toen sprake van persoonsgegevens indien de gegevens op 
individuele personen herleidbaar waren. Dus ook wanneer bijvoorbeeld informatie werd 
vermeld omtrent personen die bijvoorbeeld slechts met een nummer waren aangeduid en 
indien mogelijk met behulp van die nummers tot een bepaalde persoon zijn te 
herleiden.29 
De herleidbaarheid kon ook voortvloeien uit de vastgelegde informatie zelf indien door 
het specifiek karakter van de gegevens, incidenteel of via systematische vergelijking kon 
worden achterhaald op wie die gegevens betrekking hadden. Zou het echter een 
onevenredige hoeveelheid tijd, geld en mankracht hebben gekost om de identiteit van de 
geregistreerde personen te kunnen achterhalen, dan zou er voor de toepassing van de 
toen geldende Wpr van moeten worden uitgegaan dat de gegevens geen 
persoonsgegevens waren.30  
 
 
3.2.1. De identificeerbaarheid van een persoon. 
De identificeerbaarheid van een persoon is bepalend voor de vraag of sprake is van een 
persoonsgegeven. Volgens de Wbp en daarmee ook de Wpg is een persoon 
identificeerbaar indien zijn identiteit redelijkerwijs, zonder onevenredige inspanning 
vastgesteld kan worden.31 Hierbij spelen de aard van de gegevens om de identificatie tot 
stand te brengen een rol.32 Bij de aard van de gegevens worden gegevens bedoeld die 
alleen of in combinatie met andere gegevens zo kenmerkend zijn voor een bepaald 
																																																								
27 Kamerstukken II 1997/98, 25 829, nr. 3, p. 46. 
28 Kamerstukken II 1981/82, 17 207, nr. 3, p. 54. 
29 Kamerstukken II 1981/82, 17 207, nr. 3, p. 47. 
30 Kamerstukken II 1981/82, 17 207, nr. 3, p. 47. 
31Kamerstukken II 1997/98, 25 829, nr. 3, p. 47. 
32 Kamerstukken II 1997/98, 25 829, nr. 3, p. 47. 
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persoon dat deze aan de hand daarvan direct of indirect kan worden geïdentificeerd. 
Direct identificeerbare gegevens zijn bijvoorbeeld naam, adres, geboortedatum die in 
combinatie met elkaar uniek en daarmee kenmerkend zijn voor een bepaalde persoon.  
 
Bij indirect identificeerbare gegevens gaat het om gegevens die via nadere stappen en/of 
door combinatie met andere gegevens in verband kunnen worden gebracht met een 
bepaald persoon. Denk hierbij aan bijvoorbeeld de specifieke elementen die kenmerkend 
zijn voor zijn of haar fysieke, fysiologische, psychische, economische, culturele of sociale 
identiteit. Ook de gegevens zoals het sociaalfiscaal nummer of unieke biometrische 
gegevens zoals stem, vingerafdruk of DNA-profiel valt onder de identificeerbaarheid van 
een persoon. Pas als zonder bijzondere inspanning door vergelijking en/of koppeling aan 
gegevens uit een andere bron, een herkenning is uitgesloten kan er niet meer van 
persoonsgegevens worden gesproken.33 
 
 
3.3. Verwerking van politiegegevens. 
De Wpg is gericht op de bescherming van privacy en is er enerzijds ter bescherming van 
de burger tegen ongerechtvaardigde inbreuken op zijn persoonlijke levenssfeer en is er 
anderzijds ter bescherming van het belang van de rechtshandhaving door met name de 
mogelijkheden tot opslag, gebruik en verstrekking van persoonsgegevens door de 
politie.34 
 
Een van de uitgangspunten van de Wpg is dan ook dat politiegegevens rechtmatig 
worden verkregen en dat ze slechts worden verwerkt voor zover dit noodzakelijk is voor 
de bij of krachtens deze wet geformuleerde doeleinden.35  Volgens artikel 8 tot en met 13 
van de Wpg zijn dat:  
- voor een goede uitvoering van de dagelijkse politietaak dat wil zeggen in verband 
met de handhavingstaak, de basispolitiezorg en de eenvoudige 
opsporingsonderzoeken (artikel 8 lid 1 Wpg); 
- dat zij gericht kunnen worden verwerkt ten behoeve van een onderzoek met het 
oog op de handhaving van de rechtsorde in een bepaald geval, dat wil zeggen een 
rechercheonderzoek, een verkennend onderzoek en bij de inzet van bijzondere 
opsporingsmethoden (artikel 9 lid 1 Wpg); 
- dat zij gericht kunnen worden verwerkt met het oog op het verkrijgen van inzicht in 
de betrokkenheid van personen bij bepaalde ernstige strafbare feiten of plegen van 
bepaalde categorieën van misdrijven die ernstige bedreigingen voor de rechtsorde 
																																																								
33 Kamerstukken II 1997/98, 25 829, nr. 3, p. 48. 
34 Kamerstukken II 2005/06, 30 327, nr. 3, p. 1. 
35 Artikel 3 lid 1 Wpg. 
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of van de openbare orde opleveren, bijvoorbeeld criminele inlichtingen (TCI) 
informatie (artikel 10 Wpg); 
- om met andere politiegegevens te kunnen vergelijken teneinde vast te stellen of 
verbanden bestaan (artikel 11 Wpg); 
- voor de controle en het beheer van informanten (artikel 12 Wpg); 
- voor de ondersteunende taken (artikel 11 en 13 Wpg)36. 
 
In artikel 1 aanhef onder c Wpg staat beschreven wat onder de verwerking van 
politiegegevens wordt verstaan. Daaronder valt in ieder geval het verzamelen, 
vastleggen, ordenen, bewaren, bijwerken, wijzigen, opvragen, raadplegen, gebruiken, 
vergelijken, verstrekken door middel van doorzending, verspreiding of enige andere vorm 
van terbeschikkingstelling, samenbrengen, met elkaar in verband brengen, alsmede het 
afschermen, uitwissen of vernietigen van politiegegevens. 
 
 
3.4. Verstrekken van politiegegevens. 
Naast het feit dat het op grond van de Wpg mogelijk is om langs geautomatiseerde weg 
de rechtmatig verkregen informatie te vergelijken of een combinatie te maken om te 
kijken of er verbanden bestaan, is er ook de mogelijkheid om politiegegevens aan 
anderen te verstrekken. De Wpg kent daartoe een zogenaamd gedifferentieerd 
verstrekkingenstelsel37 en is opgebouwd uit:  
– Een gesloten verstrekkingenregime waarin een limitatieve opsomming bestaat. In het 
Besluit politiegegevens (Bpg) wordt aangegeven aan welke instanties of 
bestuursorganen bepaalde politiegegevens verstrekt mogen worden (art. 18 Wpg); 
– Verstrekking aan derden incidenteel. Het moet dan wel gaan om bijzondere gevallen 
en voor zover verstrekking noodzakelijk is met het oog op een zwaarwegend 
algemeen belang en in overeenstemming met het bevoegd gezag (art. 19 Wpg); 
– Verstrekking aan derden structureel voor samenwerkingsverbanden, bijvoorbeeld met 
een gemeente of woningbouwvereniging. Ook dit kan alleen als er een zwaarwegend 
algemeen belang is en indien de vertrekking noodzakelijk is voor het doel waartoe het 
samenwerkingsverband is opgericht (art. 20 Wpg); 
– De rechtstreekse verstrekking aan bijvoorbeeld leden van het Openbaar Ministerie, de 
Algemene Inlichtingen- en Veiligheidsdiensten en Europese en internationale 
politieorganisaties en gerechtelijke instanties (art. 23 Wpg); 
– De verstrekking voor wetenschappelijk onderzoek en statistiek onder voorwaarde dat 
de resultaten geen persoonsgegevens mogen bevatten (art. 22 Wpg).  
 
																																																								
36 Kamerstukken II 2005/06, 30 327, nr. 3, p. 38 t/m 51. 
37 Kamerstukken II 2005/06, 30 327, nr. 3, p. 15. 
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3.5. Kennisnemen van politiegegevens. 
De Wpg kent in artikel 25 het kennisnemen van politiegegevens door de persoon over 
wie politiegegevens zijn verwerkt. Dit recht houdt verband met artikel 8 EVRM waarin de 
basis voor de wettelijke bescherming van de privacy in Europa werd vastgelegd. 
Een ieder kan de verantwoordelijke vragen hem mee te delen of er over hem 
politiegegevens worden verwerkt en zo ja welke gegevens dit dan zijn. De 
verantwoordelijke is in dit geval de korpschef van de nationale politie. Een voorwaarde is 
dat het verzoek schriftelijk moet worden ingediend (art. 25 lid 1 Wpg) alsmede dat de 
identiteit van de verzoeker deugdelijk wordt vastgesteld (art. 26 lid 1 Wpg). Op welke 
manier kennis kan worden genomen is niet bepaald. Meestal krijgt de betrokkene een 
afschrift van de van zijn verwerkte politiegegevens.  
 
 
3.6. Uitzonderingsgronden van verstrekken van politiegegevens. 
Het recht tot kennisneming is geen absoluut recht en kan worden beperkt als dit 
noodzakelijk is in het belang van onder andere de bestrijding van strafbare feiten.38 
Indien een betrokkene op de hoogte zou raken van bepaalde politiegegevens zou de 
opsporing kunnen worden gefrustreerd omdat men dan bijvoorbeeld inzage zou krijgen 
van bepaalde bijzondere opsporingsbevoegdheden. In artikel 27 Wpg zijn daarvoor een 
drietal weigeringsgronden opgenomen namelijk: a) De goede uitvoering van de 
politietaak, b) De bescherming van de rechten van de betrokkene of van de rechten en 
vrijheden van derden en c) De veiligheid van de staat. Onder de goede uitvoering van de 
politietaak omvat in ieder geval het voorkomen, opsporen en vervolgen van strafbare 
feiten maar heeft ook betrekking op de handhaving van de openbare orde en de 
hulpverlening.39 
 
 
3.7. Samenvatting. 
In de Wpg werd met het begrip politiegegevens aangesloten bij het begrip 
persoonsgegevens in de Wbp, namelijk “Elk gegeven betreffende een geïdentificeerde of 
identificeerbare natuurlijke persoon”. Aan de term politiegegevens werd een ruime 
betekenis toegekend. Het zou niet alleen moeten gaan om gegevens die een persoon 
identificeren, zoals naam, adres, geboortedatum en dergelijke, of gegevens die direct in 
combinatie daarmee voorkomen, maar om alle gegevens die met een bepaalde persoon 
in verband kunnen worden gebracht en informatie kunnen verschaffen over een 
identificeerbare natuurlijke persoon. Een persoon is identificeerbaar indien zijn identiteit 
redelijkerwijs, zonder onevenredige inspanning vastgesteld kan worden. 
																																																								
38 Kamerstukken II 2005/06, 30 327, nr. 3, p. 83. 
39 Kamerstukken II 2005/06, 30 327, nr. 3, p. 85. 
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Het belang van politiegegevens in de rechtshandhaving is met name de mogelijkheden 
tot opslag, gebruik en verdere verwerking van politiegegevens. Een van de 
uitgangspunten van de Wpg is dan ook dat politiegegevens rechtmatig worden verkregen 
en dat ze slechts worden verwerkt voor zover dit noodzakelijk is voor de bij of krachtens 
de Wpg geformuleerde doeleinden, bijvoorbeeld ten behoeve van de dagelijkse 
politietaak (art. 8 Wpg) of ten behoeve van de opsporing (art. 9 Wpg). 
 
Het gesloten verstrekkingenregime van de Wpolr  werd vervangen door het in de Wpg 
gedifferentieerde verstrekkingenregime. Dit verstrekkingenregime kenmerkt zich door de 
limitatieve opsomming van instanties waaraan verstrekt mag worden. Voor incidentele en 
structurele verstrekking kan dit alleen onder de voorwaarden van zwaar wegend 
algemeen belang en met toestemming van het bevoegde gezag. 
De betrokkene zelf kan altijd een verzoek om van zijn persoonsgegevens kennis te 
nemen indienen. Dit recht kan indien noodzakelijk worden beperkt. 
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3.8. Schema van verschillen en overeenkomsten tussen de nationale regimes. 
 
 
Wet  Veranderingen 
 
Wpr 
(1989) 
 
Persoonsregistratie: een verzameling van gegevens over meer dan één persoon. 
Persoonsgegeven: ieder gegeven dat informatie kan verschaffen omtrent een bepaalde 
persoon.  
 
 
Wpolr 
(1990) 
 
 
Een apart regime voor politieregisters.  
Politieregister: een samenhangende verzameling van op verschillende personen 
betrekking hebbende persoonsgegevens: 
- Die langs geautomatiseerde weg wordt gevoerd of met het oog op een doeltreffende   
  raadpleging van die gegevens systematisch is aangelegd, en 
- Die is aangelegd ten dienste van de uitvoering van de politietaak. 
 
persoonsgegeven: elk gegeven betreffende een geïdentificeerde of identificeerbare 
natuurlijke persoon; 
Het kende een gesloten verstrekkingenregime. 
 
Wbp 
(2001) 
 
Hierin werd aangesloten bij het begrip “personal data” in het Dataprotectieverdrag 
(1981), nl “any information relating to an identified of identifiable individual”.  
 
Persoonsgegeven: elk gegeven betreffende een geïdentificeerde of identificeerbare 
natuurlijke persoon; Hierbij kan ook de context van de gegevens van belang zijn. 
 
Bestand: elk gestructureerd geheel van persoonsgegevens, ongeacht of dit geheel van 
gegevens gecentraliseerd is of verspreid is op een functioneel of geografisch bepaalde 
wijze, dat volgens bepaalde criteria toegankelijk is en betrekking heeft op verschillende 
personen  
 
 
Wpg 
(2008) 
Nieuwe begrip politiegegeven nl; elk persoonsgegeven dat in het kader van de 
uitoefening van de politietaak wordt verwerkt.  
Persoonsgegeven en bestand: zie Wbp.  
Het verstrekkingenregime werd vervangen door het gedifferentieerde 
verstrekkingenregime.  
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4. Wat is de verhouding tussen de Wet openbaarheid van bestuur en 
de Wet politiegegevens? 
 
De gegevens verwerking en verstrekking bij de politie is naast de Wpg ook nog 
onderworpen aan de Wet openbaarheid van bestuur (Wob) en de Wbp.  
Het regime van de Wbp geldt voor de verwerking van persoonsgegevens ten behoeve 
van de interne bedrijfsvoering van de politie, zoals de salarisadministratie of de 
personeelsdossiers van de medewerkers. Om die reden zal ik de Wbp in dit hoofdstuk 
verder niet bespreken.  
De Wpg is van toepassing op persoonsgegevens die in het kader van de dagelijkse 
politietaak (artikel 3 Politiewet 2012) worden verwerkt. 40 De Wpg is een privacywetgeving 
en bevat een nauwkeurige regeling met betrekking tot inzage en verstrekking van 
politiegegevens.  
De Wob daarentegen is een wetgeving tot verplichting van openbaarmaking van 
documenten die bij een bestuursorgaan berusten. Dus ook voor documenten die bij de 
politie berusten en die politiegegevens kunnen bevatten. Een ieder kan een verzoek op 
grond van de Wob doen en hoeft daar geen belang bij te stellen. 
Voor de politie betekent dit momenteel dat wanneer er op grond van de Wob om 
informatie wordt verzocht er per document een afweging moet worden gemaakt of de 
gegevens onder het regime van de Wpg vallen of dat deze onder het regime van de Wob 
vallen. Dit alles heeft te maken met de restrictieve uitleg van het begrip politiegegevens 
door de Afdeling bestuursrechtspraak van de Raad van State. 
 
In dit hoofdstuk zal ik eerst de Wob toelichten, waaronder wanneer men een verzoek tot 
openbaarmaking van documenten kan doen en op welke gronden volgens de Wob een 
verzoek van documenten geweigerd kan worden. Daarna wordt ingegaan op hoe de Wob 
zich thans verhoudt tot de Wpg. Tenslotte volgt er een uitleg vanuit de praktijk. 
 
 
4.1. De Wet openbaarheid van bestuur (Wob). 
Op 31 oktober 1978 werd de Wob geïntroduceerd. Daarmee gaf de Wob inhoud aan 
artikel 110 van de Grondwet waarin werd gesteld dat het de taak is van de overheid tot 
het betrachten van openbaring van de uitvoering van haar taak omdat openheid en 
openbaarheid van belang zijn voor de bevordering van een goede en democratische 
bestuursvoering.41 
 
																																																								
40 Kamerstukken II 2005/06, 30 327, nr. 3, p. 30. 
41 Kamerstukken II, 1985/86, 19 589, nr. 3, p. 23. 
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Bovengenoemde wordt in artikel 2 en artikel 3 van de Wob verwoord. Overheidsorganen 
zijn verplicht bij de uitvoering van zijn taak aan een ieder informatie te verstrekken 
overeenkomstig de Wob. Informatie neergelegd in documenten over een bestuurlijke 
aangelegenheid en die berust bij bestuursorganen moet openbaar zijn. 
De volgende afbakening is daarbij van belang:  
 de informatie moet zijn neergelegd in documenten en 
 het moet een bestuurlijke aangelegenheid betreffen. 
 
Soms moet de informatie zonder verdere belangenafweging worden geweigerd, namelijk 
bij de beperking van artikel 11 van de Wob of een van de absolute uitzonderingsgronden 
waarop artikel 10 lid 1 van de Wob van toepassing is. Soms kan de informatie op grond 
van de relatieve uitzonderingsgronden van artikel 10 lid 2 van de Wob met een 
belangenafweging worden geweigerd. De uitzonderingsgronden zullen in paragraaf 4.3 
verder worden toegelicht. 
 
 
4.2. Informatie op verzoek. 
Artikel 3 van de Wob geeft aan wie en op welke manier de informatie kan worden 
verkregen.  
Volgens het eerste lid van dit artikel kan een ieder een verzoek om informatie neergelegd 
in documenten over een bestuurlijke aangelegenheid richten tot een bestuursorgaan, of 
een onder verantwoordelijkheid van een bestuursorgaan werkzame instelling, dienst of 
bedrijf. 
Het begrip documenten is daarbij breder dan enkel informatie op papier. Ook ander 
materiaal valt onder dit begrip zoals bijvoorbeeld foto’s en films, gegevensdragers, email, 
een computeruitdraai van geautomatiseerde gegevensbestanden, geluidsopnames en 
cd-roms.42 
 
Het tweede lid schrijft voor dat de verzoeker bij zijn verzoek de bestuurlijke 
aangelegenheid of het daarop betrekking hebbend document, waarover hij informatie 
wenst te ontvangen bij zijn verzoek vermeldt. Dat betekent dat indien er een verzoek om 
informatie over een bestuurlijke aangelegenheid wordt gedaan, deze moet worden 
aangemerkt als een verzoek op grond van de Wob. Bij het verzoek hoeft dus niet 
uitdrukkelijk te worden vermeld dat het een Wob verzoek is.  Belangrijk is dat het om een 
bestuurlijke aangelegenheid gaat.  
In het algemeen is het vragen naar een document voldoende als het aangeven van de 
bestuurlijke aangelegenheid. Als het verhaal onduidelijk is dan mag van de verzoeker 
																																																								
42 Overkleeft-Verburg 2007. 
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worden verlangd dat hij aangeeft in welk kader hij de informatie wenst. Het verzoek mag 
geen eindeloze variatie aan onderwerpen inhouden. 
 
In het derde lid is vastgelegd dat de verzoeker geen specifiek belang hoeft aan te voeren. 
Dat de verzoeker geen specifiek belang hoeft aan te voeren volgt uit het beginsel van 
‘gelijke aanspraak op informatie’. Is een document voor de ene burger openbaar, dan is 
het dat ook voor de andere burger. Het komt de burger in gelijke mate toe.  
In het vijfde lid is bepaald dat bij de te verrichten belangenafweging het algemene of 
publieke belang bij openbaarmaking van de gevraagde informatie wordt betrokken en de 
in de relatieve uitzonderingsgronden te beschermen belangen, maar niet het specifieke 
belang van de verzoeker.43 
 
 
4.3. De uitzonderingsgronden. 
In artikel 3 vijfde lid van de Wob staat dat een verzoek om informatie wordt ingewilligd 
met inachtneming van de artikelen 10 en 11. In artikel 11 gaat het om weigering van 
informatie met betrekking tot een verzoek van informatie uit documenten van intern 
beraad over daarin opgenomen persoonlijke beleidsopvattingen. In het kader van dit  
onderzoek naar een verzoek om documenten waarin ook politiegegevens zijn vervat is 
alleen artikel 10 onder lid 1 en 2 van belang waarin de absolute en relatieve 
uitzonderingsgronden zijn gecodificeerd.  
 
 
4.3.1. De absolute uitzonderingsgronden. 
In artikel 10 lid 1 zijn vier absolute uitzonderingsgronden opgenomen. Zo moet de 
informatie zonder verdere belangenafweging worden geweigerd bij gevaar voor de 
eenheid van de Kroon (a), bij schade voor de veiligheid van de Staat (b), bij vertrouwelijk 
meegedeelde bedrijfs- en fabricagegegevens (c) en bij bepaalde gevoelige 
persoonsgegevens (…), tenzij de verstrekking daarvan kennelijk geen inbreuk op de 
persoonlijke levenssfeer maakt. 
Het belang van de informatieverschaffing hoeft in geval van een absolute 
uitzonderingsgrond niet te worden afgewogen tegen het belang van het niet verschaffen 
van de informatie. Dit wil niet zeggen dat in het kader van een procedure aan de rechter 
geen oordeel kan worden gevraagd of het bestuursorgaan zich terecht op deze 
uitzonderingsgrond beroept. De rechter kan namelijk op grond van artikel  8:29 lid 1 
Algemene wet bestuursrecht (Awb) kennisneming van de gegevens krijgen.  
 
																																																								
43 ABRvS 25 april 2000, JB 2000/142 (Voetbalvandalen). 
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4.3.2. De relatieve uitzonderingsgronden. 
In artikel 10 lid 2 zijn de relatieve uitzonderingsgronden weergegeven. In de gevallen 
waarin één of meer van de relatieve uitzonderingsgronden aanwezig zijn, staat de 
bescherming van het betrokken belang voorop. In tegenstelling tot de absolute 
weigeringsgronden zal er telkens een belangenafweging moeten plaatsvinden tussen het 
algemene, publieke belang van de openbaarheid en het in de uitzonderingsgrond 
geformuleerde bijzondere belang. Zeer veel jurisprudentie gaat dan ook over de relatieve 
uitzonderingsgronden. Relatieve uitzonderingsgronden zijn bijvoorbeeld de opsporing en 
vervolging van strafbare feiten (artikel 10 lid 2 ond c Wob), de inspectie, controle en 
toezicht door bestuursorganen (artikel 10 lid 2 ond d Wob) en de eerbiediging van de 
persoonlijke levenssfeer (artikel 10 lid 2 ond e Wob). 
 
 
4.4. Informatie uit eigen beweging. 
De Wob kent in artikel 8 ook de verschaffing van informatie uit eigen beweging die wordt 
betiteld als de actieve openbaarmaking. Dit betekent dat de overheid uit zichzelf aan 
belanghebbende of belangstellende burgers informatie verschaft. Een vorm van actieve 
openbaarmaking is bijvoorbeeld de publicatie van gegevens met betrekking tot een 
bestuurlijke aangelegenheid op internet. In het kader van dit onderzoek zal ik deze vorm 
van informatieverstrekking verder niet behandelen. 
 
 
4.5. De Wpg als lex specialis. 
De Wob gaat ten behoeve van een goede en democratische bestuursvoering uit van een 
algemeen belang van openbaarheid van informatie, tenzij er een uitzonderingsgrond van 
toepassing is. De Wpg is vanwege de gevoeligheid van de gegevens die over personen 
worden vastgelegd en de manier waarop dat plaatsvindt, een privacywetgeving met het 
karakter van een gesloten verstrekkingenregime.  
Vanwege dit verstrekkingenregime van de Wpg, heeft de Afdeling in haar uitspraak van 5 
december 2012 overwogen dat de Wpg moet worden aangemerkt als een aan de Wob 
derogerende lex specialis. 44 De afdeling stelt dat: “Voor zover gegevens als 
politiegegevens in de zin van de Wpg moeten worden aangemerkt er geen plaats is voor 
toepassing van de Wob op verzoek van verstrekking ervan “. De Wob geldt dus niet als 
de Wpg van toepassing is.  
Het begrip politiegegeven speelt hierin een cruciale rol, namelijk of de verzochte 
informatie op grond van de Wpg dan wel op grond van de Wob verstrekt dient te worden.  
 
																																																								
44 ABRvS 5 december 2012, LJN BY5104 (m.nt. G. Overkleeft-Verburg). 
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4.6. De jurisprudentie met betrekking tot het begrip politiegegeven. 
Op 21 februari 2007, ten tijde van de toen nog geldende Wpolr werd door de Afdeling45 
overwogen dat de Wpolr uitsluitend van toepassing is op het begrip persoonsgegeven, 
als bedoeld in artikel 1, aanhef en onder a van de Wbp namelijk: “Elk gegeven 
betreffende een geïdentificeerde of identificeerbare natuurlijke persoon”.  
De Afdeling oordeelde dat:  “De wetsgeschiedenis geen grond biedt aan deze bepalingen 
een andere betekenis toe te kennen dan uit hun tekst voortvloeit. Het 
verstrekkingenregime van de Wpolr heeft derhalve betrekking op persoonsgegevens in 
vorenbedoelde zin en –anders dan de Wob- niet op de documenten waarin ze zijn 
vervat”.46  
In deze zaak had een verzoeker om openbaarmaking verzocht van alle documenten die 
betrekking hadden op de gebeurtenissen rond de Constant Rebecz Kazerne te 
Eindhoven en de gebeurtenissen die ertoe hebben geleid dat het gekraakte terrein in de 
dagen erna werd verlaten. De documenten waarom werd verzocht bestonden niet alleen 
uit politiegegevens maar ook uit andere gegevens die daarmee onder het regime van de 
Wob vielen.  
Dat betekent dat als er op grond van de Wob om documenten wordt verzocht waarin 
tevens politiegegevens zijn vervat, er per document moet worden onderzocht wat 
politiegegevens zijn en welke gegevens onder het regime van de Wob vallen en 
openbaar moeten worden gemaakt.  
Bij de totstandkoming van de Wpg werd bij de verstrekkingsystematiek van de Wbp 
aangesloten en werd de afbakening van de Wpg ten opzichte van de Wob niet aan de 
orde gesteld. Het gevolg was dat rechtspraak met betrekking tot het begrip 
politiegegevens bij de inwerkingtreding van de Wpg werd gehandhaafd.47 
 
 
4.7. De verhouding tussen de Wob en de Wpg. 
Indien een verzoek tot inzage van politiegegevens op grond van artikel 25 van de Wpg 
wordt gedaan dan kan de politie overwegen dat de gegevens in het belang van de goede 
uitvoering van de politietaak en de bescherming van de rechten van betrokkene of van de 
rechten van vrijheden van derden, zoals geformuleerd in artikel 27 Wpg, niet verstrekt 
dienen te worden. Er hoeft er in het geheel geen belangenafweging plaats te vinden.48  
Daarnaast bevat de Wpg een uitputtende regeling voor de verstrekking van de 
politiegegevens aan derden. Indien een van de weigeringsgronden zich voordoet, moet 
de gevraagde kennisneming van de informatie door de politie worden geweigerd.49 
																																																								
45 ABRvS  21 februari 2007,  LJN AZ9026.  
46 ABRvS  21 februari 2007,  LJN AZ9026 en Overkleeft-Verburg 2012, ABRvS 5 september 2012, LJN BX6514, p.3. 
47 ABRvS 19 mei 2010, LJN BM4969 en ABRvS 29 september 2010, LJN BN8578. 
48 ECLI:NL:RVS:2015:224, ECLI:NL:RBOBR:2016:746, ECLI:NL:RBGEL:2015:8156 
49 ECLI:NL:RBOBR:2016:746 
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Indien de Wob van toepassing is dan zal er telkens een belangenafweging moeten 
plaatsvinden tussen het algemene, publieke belang van de openbaarheid en het in de 
uitzonderingsgrond geformuleerde bijzondere belang.  
 
Als de politie een Wob-verzoek of een recht op kennisneming op grond van de Wpg 
afwijst en er vervolgens een beroep wordt gedaan op één of meerdere onderdelen van 
deze artikelen dan zal dat steeds zorgvuldig moet worden gemotiveerd waarom een 
betreffende uitzonderingsgrond of beperking van toepassing is. In de praktijk levert dit 
voor de politie de nodige hoofdbrekens op.50 Ook is niet altijd duidelijk wat onder een 
politiegegeven moet worden verstaan, omdat elk gegeven in ons huidige tijdperk met 
vergaande technologische ontwikkelingen tot een identificatie van een persoon zou 
kunnen leiden.  
 
Het zou juridisch duidelijk moeten zijn welke gegevens en/of documenten onder de Wpg 
vallen zonder dat er steeds een afweging moet worden gemaakt of de Wpg of de Wob 
van toepassing is.  
De politie heeft vanwege haar activiteiten te maken met een bijzondere privacywetgeving. 
De gegevens die de politie verwerkt hebben te maken met de persoonlijke levenssfeer 
van burgers. Deze gegevens dienen beschermd te zijn tegen het ongelimiteerd opvragen 
of inzien door derden. Privacybescherming en openbaarheid zijn botsende 
rechtsbelangen. Er moet een balans zijn tussen beide belangen. De wetgever zou 
eigenlijk die balans moeten aanbrengen.  
Wellicht omdat bij de totstandkoming van de Wpg de Wob nauwelijks van toepassing was 
op de gegevensverwerkingen bij de politie, werd bij de verstrekkingsystematiek van de 
Wbp aangesloten en werd de afbakening van de Wpg ten opzichte van de Wob niet aan 
de orde gesteld.51 
 
 
4.8. De praktijk. 
Iedereen kan een verzoek om informatie neergelegd in documenten over een bestuurlijke 
aangelegenheid richten tot een bestuursorgaan dus ook tot de politie. Onder het begrip 
documenten worden ook video- en foto materiaal en andere databases verstaan. 
In het kader van een verzoek zowel op grond van de Wpg als op de Wob heeft de 
Afdeling overwogen dat vanwege het gesloten karakter van het verstrekkingenregime van 
de Wpg deze wordt aangemerkt als een aan de Wob derogerende lex specialis. Verder 
heeft de Afdeling bepaald dat: “Voor het begrip politiegegevens de wetsgeschiedenis 
																																																								
50 Van den Boogaart 2014, p. 70. 
51 Van den Boogaart 2014, p. 71. 
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geen grond biedt aan deze bepalingen een andere betekenis toe te kennen dan uit hun 
tekst voortvloeit”.52  
Het verstrekkingenregime van de Wpg heeft betrekking op elk gegeven betreffende een 
geïdentificeerde of identificeerbare natuurlijke persoon en niet op de documenten waarin 
ze zijn vervat.  
 
Met een informatie verzoek dat gebaseerd is op grond van artikel 3 van de Wob en op 
artikel 25 van de Wpg of alleen op grond van artikel 3 van de Wob kan om processen-
verbaal, mutaties, draaiboeken, foto en videobeelden van politie inzetten worden 
verzocht. De consequenties daarvan zijn bijvoorbeeld dat beeldmateriaal van 
demonstraties van de politiehelikopter, videowagen of fotomateriaal verstrekt dienen te 
worden waarbij de demonstranten niet herkenbaar in beeld mogen zijn en dat processen-
verbaal en mutaties geanonimiseerd dienen te worden verstrekt. 53  Politiegegevens 
kunnen zonder belangenafweging worden geweigerd.  
Wob gegevens kunnen alleen met een afweging van belangen tussen de relatieve 
uitzonderingsgronden en het belang van openbaarheid worden geweigerd en 
geanonimiseerd. Maar het is nog maar de vraag wat onder anonimiseren moet worden 
verstaan nu de technologische ontwikkelingen een enorme vaart nemen. Niet 
onvoorstelbaar is dat verschillende bestanden of gegevens die niet zijn geanonimiseerd 
met elkaar gecombineerd worden waardoor er toch een identificatie naar een bepaald 
persoon wordt bewerkstelligd. Zo zijn er al diverse software programma’s via internet 
beschikbaar waarmee gezichten en plaatsen herkend kunnen worden en denk aan het 
gebruik van Big Data. Van veel personen is al heel veel op open bronnen op internet te 
vinden, bijvoorbeeld op Facebook, Twitter en Instagram. De bestanden die door de politie 
zijn vastgelegd en die via een Wob-verzoek worden verstrekt kunnen derhalve 
gemakkelijk met deze open bronnen, met elkaar en wellicht met meerdere op grond van 
de Wob verzochte bestanden vergeleken worden. De technologische ontwikkelingen zijn 
is inmiddels veel verder gevorderd dan dat men tijdens het in werking treden van de Wpg 
had kunnen vermoeden.  
 
Deze afweging van verstrekkingen tussen het regime van de Wpg en de Wob is niet 
alleen heel erg lastig, maar levert ook veel werk op en geeft risico’s op procedures.54 
Bovendien is de kans groot dat door deze lastige constructie gegevens worden verstrekt 
die toch naar een persoon te herleiden zijn en/of dat er gevoelige politie informatie wordt 
verstrekt. Ook met “fishing expeditions” door bijvoorbeeld activisten of terroristen kan 
																																																								
52 ABRvS  21 februari 2007,  LJN AZ9026 en Overkleeft-Verburg 2012, ABRvS 5 september 2012, LJN BX6514, p.3. 
53 Overkleeft-Verburg JB 2013-124. 
54 Overkleeft-Verburg 2007, p.1. 
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omdat de wettelijke weigeringsgronden voor politie informatie op grond van de Wob 
onvoldoende zijn, het belang van geheimhouding worden ondermijnd.55 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
																																																								
55 Overkleeft-Verburg 2007, p.1. 
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5. Wat wordt onder het begrip persoonsgegevens in de Richtlijn (EU) 
2016/680 verstaan? 
 
Snelle technologische ontwikkelingen hebben in de loop van de jaren nieuwe uitdagingen 
gebracht voor de bescherming van persoonsgegevens, in het bijzonder de toegang en de 
ontwikkeling van het internet. Persoonlijke informatie wordt in toenemende mate 
publiekelijk beschikbaar en wereldwijd gemaakt door individuen. De omvang van het 
delen van informatie wordt vergroot, zowel over geografische als over virtuele grenzen.  
Persoonsgegevens kunnen door de digitalisering gemakkelijk worden gedeeld, 
vergeleken en gecombineerd. Door deze technologie kunnen zowel particulieren als de 
overheid bij het uitvoeren van hun activiteiten meer dan ooit gebruik maken van 
persoonsgegevens. 56  Ook de toename van het gebruik van bijzondere controle- en 
opsporingsbevoegdheden, het gebruik van veiligheidscamera’s in het publieke domein, 
gezichtsherkenning, uitwisseling van persoonsgegevens tussen private en publieke 
actoren vraagt om heldere uniforme regels.57  
Het Europees Parlement drong in het programma van Stockholm58
 
dan ook aan op een 
verdere integrale regeling voor de bescherming van persoonsgegevens in de EU59 . 
Reden genoeg om nieuwe Europese regelgeving(en) te ontwikkelen.  
In dit hoofdstuk wordt het doel van de Richtlijn (EU) 2016/680 onderzocht, wat de 
verschillen zijn met de Wpg, wat onder het begrip persoonsgegeven moet worden 
verstaan en worden de meest relevante Richtlijn (EU) 2016/680 bepalingen die in relatie 
staan met de bescherming van persoonsgegevens en de rechten van betrokkenen 
benoemd. 
 
 
5.1. De Verordening en de Richtlijn (EU) 2016/680 gegevensbescherming. 
Het Europees Parlement deed als gevolg van het programma van Stockholm, twee 
nieuwe voorstellen ter zake van de bescherming van personen bij de verwerking van hun 
persoonsgegevens. Deze voorstellen betroffen: 
 een voorstel voor een verordening betreffende de bescherming van natuurlijke 
personen in verband met de verwerking van persoonsgegevens en betreffende het 
vrije verkeer van die gegevens (Algemene Verordening Gegevensbescherming) 60  
																																																								
56 COM (2012)10 Commissiedocument nr. 10 van 2012, voorstel van de richtlijn, p. 17. 
57 COM 2010/ 171- actieplan ter uitvoering van het programma van Stockholm. 
58 In het Actieplan ter uitvoering van het programma van Stockholm werd voor de periode van 2010 tot 2014 vastgelegd 
dat de wetgeving inzake gegevensbescherming moest worden verbeterd door de vaststelling van een nieuw 
allesomvattend rechtskader en dat de gegevensbescherming zal worden gewaarborgd op alle EU-beleidsterreinen 
alsook op het gebied van rechtshandhaving, criminaliteitspreventie en internationale betrekkingen. COM 2010/ 171- 
Actieplan ter uitvoering van het programma van Stockholm. 
59 COD 2012/0010 Note from General Secretariat of the Council Delegations van 10 december 2015, nr. 13523/15, p. 1. 
60 COM (2012)11 final. 
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 een voorstel voor een richtlijn betreffende de bescherming van natuurlijke personen 
in verband met de verwerking van persoonsgegevens door bevoegde autoriteiten 
met het oog op de voorkoming, het onderzoek, de opsporing en de vervolging van 
strafbare feiten of de tenuitvoerlegging van straffen, en betreffende het vrije verkeer 
van die gegevens.61 
 
Vanwege de specifieke aard van de politiële en justitiële samenwerking in strafzaken 
werd in een Verklaring 2162 erkend dat op het gebied van justitiële samenwerking in 
strafzaken en op het gebied van politiële samenwerking specifieke voorschriften inzake 
de bescherming van persoonsgegevens en het vrije verkeer van die gegevens op basis 
van artikel 16 VWEU nodig kunnen blijken.63 In plaats van een verordening werd voor 
politie en justitie een richtlijn ontworpen omdat de lidstaten in het kader van 
strafrechtelijke opsporing en vervolging een zekere mate van ruimte bij de uitvoering van 
de taken moeten hebben. 64  Deze is van belang omdat in er de EU geen 
gemeenschappelijke regels op het terrein van strafvordering zijn en er grote onderlinge 
verschillen tussen de lidstaten bestaan in de wetgeving met betrekking tot de organisatie 
en bevoegdheid van de politie.65 De Europese Commissie achtte een richtlijn daarbij het 
beste instrument om op het EU-niveau van bescherming van persoonsgegevens bij 
politie en justitie tot harmonisatie te brengen en tegelijkertijd de lidstaten de nodige 
flexibiliteit te geven bij de tenuitvoerlegging op nationaal niveau.  
 
In tegenstelling tot de Richtlijn (EU) 2016/680 heeft de verordening te maken met de 
algemene regels van gegevensbescherming. Dat wil zeggen dat indien politie of justitie 
persoonsgegevens verwerken voor doeleinden die buiten het toepassingsgebied van de 
Richtlijn (EU) 2016/680 liggen, de verordening van toepassing is. De Verordening 
Algemene regels van Gegevensbescherming is de opvolger van de huidige Wbp. 
Met betrekking tot vorenstaande verhouding tussen de Verordening Algemene regels van 
Gegevensbescherming en de Richtlijn (EU) 2016/680 heeft Nederland zich bij de 
totstandkoming van de Richtlijn(EU) 2016/680 zijn zorgen geuit, omdat bij het eerste 
voorstel van de Richtlijn (EU) 2016/680 het erop neer kwam, wat de politie betreft, de 
doeleinden beperkt bleven tot de strafrechtelijke handhaving van de rechtsorde. 
Nederland wilde daarentegen dat, net zoals dat nu in de Wpg van toepassing is, alle 
taken van de politie onder het regime van de Richtlijn (EU) 2016/680 zouden vallen. 
Daaronder begrepen de handhaving van de openbare orde, de hulpverleningstaken en 
de taken ten behoeve van justitie zoals het toezicht op de Wet wapens en munitie, de 
																																																								
61 COM (2012)10, Commissiedocument nr. 10 van 2012, voorstel van de richtlijn. 
62 Verdrag van Lissabon (PbEG 2007, C306/257) 
63 Kamerstukken I 2011/12, 22 112 FH, p. 3. 
64 Kamerstukken II 2011/12, 33 169, nr. A Brief van 2 maart 2012. 
65 Kamerstukken II 2011,12, 33 169, nr. A Brief van 27 april 2012. 
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Vreemdelingenwet 2000 en de particuliere beveiligingsbedrijven. Deze taken houden 
namelijk nauw verband met het opsporen en voorkomen van strafbare feiten. Een 
bijkomend probleem was dat indien de handhaving van de openbare orde, de 
hulpverleningstaken en de taken ten behoeve van justitie niet tot de doeleinden van de 
Richtlijn (EU) 2016/680 zouden behoren, de politie zou worden geconfronteerd met 
verschillende regimes voor de verwerking van persoonsgegevens, wat de 
uitvoerbaarheid en efficiency niet ten goede zou komen.66 
Met de nodige steun heeft Nederland kunnen bewerkstelligen dat alle taken van de politie 
onder het regime van de Richtlijn (EU) 2016/680 vallen.67  
 
De doeleinden in het toepassingsgebied van de Richtlijn (EU) 2016/680 werden daarop 
veranderd door te specificeren dat de richtlijn ook de bescherming tegen en de 
voorkoming van gevaren voor de openbare veiligheid zou omvatten.68  
Tot tevredenheid van Nederland behoren onder het regime van de Richtlijn (EU) 
2016/680 nu dus ook politieactiviteiten waarbij vooraf niet bekend is of een voorval al dan 
niet een strafbaar feit is, met inbegrip van de uitoefening van gezag door het nemen van 
dwangmaatregelen, zoals politieactiviteiten tijdens demonstraties, belangrijke 
sportevenementen en rellen.69  
 
De gegevens voor de verwerking van persoonsgegeven door politie en justitie zijn 
daarmee volledig in een aparte richtlijn opgenomen. Onverkort bevat de Richtlijn (EU) 
2016/680 regels vastgesteld betreffende: 
“de bescherming van natuurlijke personen in verband met de verwerking van 
persoonsgegevens door bevoegde autoriteiten met het oog op de voorkoming, het 
onderzoek, de opsporing en de vervolging van strafbare feiten of de tenuitvoerlegging 
van straffen, met inbegrip van de bescherming tegen en de voorkoming van gevaren voor 
de openbare veiligheid”. 70 
 
 
5.2. Verschillen met de Wpg. 
De Richtlijn (EU) 2016/680 kent verschillende rechten en plichten die de Wpg op het 
gebied van de gegevensbescherming voor opsporing en vervolging tot nu toe niet kent. 
Waaronder het algemene recht op informatie voor de betrokkene, de verplichting tot het 
melden van datalekken, de regeling voor de verstrekking van persoonsgegevens aan 
																																																								
66 Kamerstukken I 2012/13, 33 169, L. 
67 Kamerstukken II 2013/14, 33 169, nr. ek-R, p. 2. 
68 COD 2012/0010 Draft statement of the council’s reasons, 18 maart 2016, nr. 5418/16, p. 8 dit standpunt van de Raad 
in eerste lezing werd aanvaard en kon vanwege de doelstellingen van het voorstel van de Commissie op de steun van 
de Commissie rekenen. 
69 COD(2012)0010 Commissiedocument nr. 10 van 2012, nota van het voorzitterschap aan het Comité van permanente 
vertegenwoordigers/ de Raad, 28 januari 2016, nr. 5463/16, overweging onder (11). 
70 Art. 1 Richtlijn (EU) 2016/680. 
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derde landen, de verplichting tot het aanwijzen van een functionaris 
gegevensbescherming en regels met betrekking tot de positie en taken van de 
toezichthoudende autoriteiten.71 
 
Verder behoort tot het werkterrein van de in de Richtlijn (EU) 2016/680 genoemde 
activiteiten nu ook de handhaving van recht en openbare orde aan een, zo nodig andere 
rechtshandhavingsautoriteit.  
De bevoegde autoriteiten betreffen daardoor niet alleen overheidsinstanties zoals de 
gerechtelijke autoriteiten, de politie of andere rechtshandhavingsautoriteiten, maar ook 
ieder ander orgaan dat of iedere andere entiteit die krachtens het nationale recht is 
gemachtigd om openbaar gezag en openbare bevoegdheden uit te oefenen ten behoeve 
van de doelen van de Richtlijn (EU) 2016/680.  
Voor onze nationale wetgeving betekent dat het regime van de Richtlijn (EU) 2016/680 is 
uitgebreid naar de opsporing van strafbare feiten door de buitengewone- en bijzondere 
opsporingsambtenaren, ook die in dienst zijn van particuliere organisaties en organen 
met toezichthoudende taken, en Regionale Informatie en Expertise Centra (RIEC) en 
dergelijke.  
 
 
5.3. Doel van de Richtlijn (EU) 2016/680. 
Op 5 mei 2016 trad de Richtlijn (EU) 2016/680 gegevensbescherming politionele en 
justitiële samenwerking in werking. De doelstelling van deze richtlijn is: “Het beschermen 
van de fundamentele rechten en vrijheden van natuurlijke personen, in het bijzonder hun 
recht op de bescherming van persoonsgegevens, en het waarborgen van het vrije 
verkeer van persoonsgegevens tussen de bevoegde autoriteiten in de Unie”.72 
 
Het eerdere Kaderbesluit 2008/977/JB, is hierbij komen te vervallen. Het 
toepassingsgebied van dit Kaderbesluit was beperkt tot de verwerking van 
persoonsgegevens die werden verstrekt of beschikbaar gesteld tussen de lidstaten. De 
Richtlijn (EU) 2016/680 moet over 2 jaar, uiterlijk op 6 mei 2018 in de Wpg zijn 
geïmplementeerd.73 
 
 
 
 
																																																								
71 Kamerstukken II 2012/13, 33 169, nr. A, Brief aan Tweede Kamer van 27 april 2012 bij 33169 ek-A. 
72 COM (2012)10 Commissiedocument nr. 10 van 2012, voorstel van de richtlijn, p. 27. 
73 Artikel 63 lid 1 Richtlijn (EU) 2016/ 680 
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In artikel 1 van de Richtlijn (EU) 2016/680 staat dat deze voorschriften bevat betreffende 
de verwerking van persoonsgegevens.  
“Hierin is het tweeledige doel vastgesteld namelijk: 
1. De bescherming van de fundamentele rechten en vrijheden van natuurlijke personen 
en in het bijzonder hun recht op de bescherming van persoonsgegevens terwijl een 
hoog niveau van de openbare veiligheid wordt gegarandeerd; 
2. De facilitering van de uitwisseling van persoonsgegevens door de bevoegde 
autoriteiten in de Unie”.74  
 
Daarmee is de Richtlijn (EU) 2016/680 van invloed op zowel op de nationale wetgeving in 
de lidstaten als op de uitwisseling tussen de lidstaten. 
 
In artikel 3 zijn de definities uit de Richtlijn (EU) 2016/680 omschreven. Een aantal 
definities is overgenomen uit de Privacyrichtlijn 95/46/EG en het Kaderbesluit 
2008/977/JBZ en een aantal andere is gewijzigd, aangevuld of nieuw ingevoerd.75  
 
 
5.4. Het begrip persoonsgegevens in de Richtlijn (EU) 2016/680. 
In artikel 3 aanhef onder 1 van de Richtlijn (EU) 2016/680 is de definitie van 
persoonsgegevens opgenomen, namelijk:  
 “Alle informatie over een geïdentificeerde of identificeerbare natuurlijke persoon (“de 
betrokkene”); als identificeerbaar wordt beschouwd een natuurlijke persoon die direct of 
indirect kan worden geïdentificeerd, met name aan de hand van een identificatiemiddel 
zoals een naam, een identificatienummer, locatiegegevens, een online identificatiemiddel 
of van een of meer elementen die kenmerkend zijn voor de fysieke, fysiologische, 
genetische, psychische, economische, culturele of sociale identiteit van die natuurlijke 
persoon”. 
 
Het begrip ‘persoonsgegevens’ is een belangrijk onderwerp geweest bij de 
totstandkoming van de Richtlijn (EU) 2016/680. Uit het werkdocument van het voorstel 
van de Richtlijn (EU) 2016/680 blijkt dat, omdat de definitie van ‘persoonsgegevens’ uit 
de Privacyrichtlijn 95/46/EG grote flexibiliteit bood, men het een voordeel vond om deze 
definitie in de Richtlijn (EU) 2016/680 over te nemen.  
 
Na de totstandkoming van de Privacyrichtlijn 95/46/EG bleek deze ruime en flexibele 
definitie namelijk toepasbaar op toekomstige ontwikkelingen op het gebied van de 
bescherming van persoonsgegevens.  Echter tussen de lidstaten leidde dit wel tot enige 
																																																								
74 Kamerstukken II 2011/12, 33 169, nr. A bijlage achtergrond van het voorstel, p. 7. 
75	Kamerstukken II 2011/12, 33 169, nr. A bijlage achtergrond van het voorstel, p. 7. 
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diversiteit in de praktische toepassing daarvan. Die diversiteit gold met name voor IP-
adressen, unieke RFID-nummers, digitale foto's, geografische / locatiegegevens en 
telefoonnummers gekoppeld aan personen.76		
Zo bleek dat de lidstaten Oostenrijk, Duitsland, Griekenland, Ierland, Luxemburg, 
Nederland, Portugal en het Verenigd Koninkrijk deze als herkenbaar te kwalificeren en 
dus als persoonsgegevens te beschouwen als deze in relatie staan met personen die 
middelen hebben voor het opnieuw vaststellen van de gegevens.  
In andere lidstaten, bijvoorbeeld Denemarken, Finland, Frankrijk, Italië, Spanje, Zweden, 
gold dat alle gegevens die gekoppeld konden worden aan een individu moesten worden 
beschouwd als persoonsgegevens, zelfs als de gegevens worden verwerkt door iemand 
die geen middelen heeft voor een dergelijke her-identificatie.77 
De zin “(…)met name aan de hand van een identificatiemiddel” uit de definitie van 
persoonsgegevens uit de Privacyrichtlijn 95/46/EG, is in de Richtlijn (EU) 2016/680 
aangevuld met de woorden “(…)zoals een naam, een identificatienummer, 
locatiegegevens, een online identificatiemiddel” (…).  
 
 
5.4.1. Advies werkgroep-29. 
Op grond van artikel 29 van de Privacyrichtlijn 95/46/EG werd de Artikel 29-werkgroep 
opgericht. Deze werkgroep bestaat uit de nationale privacy toezichthouders van de 
lidstaten, de European Data Protection Supervisor (EDPS) en een vertegenwoordiger 
van de Commissie.78 Door samenwerking tussen de Europese toezichthouders streeft de 
werkgroep naar het bevorderen van een uniforme toepassing van de principes uit de 
Privacyrichtlijn 95/46/EG in alle lidstaten. De werkgroep heeft een onafhankelijk en 
raadgevend karakter.79 
 
In 2007 bracht de Artikel 29-werkgroep een advies 80  uit over het begrip 
persoonsgegevens. Dit advies is in dit onderzoek van belang omdat zoals uit de vorige 
paragraaf blijkt, het begrip ‘persoonsgegevens’ uit de Privacyrichtlijn 95/46/EG met een 
paar aanvullende woorden in de Richtlijn (EU) 2016/680 werd overgenomen. 
In dit advies oordeelde de Artikel 29-werkgroep dat artikel 1 van de Privacyrichtlijn 95/46/ 
EG waarin het doel van de regels -de bescherming van de fundamentele rechten en het 
recht op de persoonlijke levenssfeer- een belangrijk punt is waarmee rekening moet 
worden gehouden bij de interpretatie en toepassing van de regels die in de 
																																																								
76 SEC (2012)/ 72 final, p. 14. 
77 SEC (2012)/ 72 final, p. 102/103. 
78 Artikel 29 lid 2 Privacyrichtlijn 95/46/EG. 
79 Artikel 29 lid 1 Privacyrichtlijn 95/46/EG. 
80 Advies 4/2007 van de werkgroep 29 over het begrip persoonsgegevens. 
	 37
Privacyrichtlijn 95/46/EG zijn vervat. 81  Dat gold dus ook voor de definitie van 
persoonsgegevens. 
Zij stelde dat, omdat de definitie van persoonsgegevens de nodige flexibiliteit heeft, het 
mogelijk is daar in de omstandigheden van een bepaald geval, een passend juridisch 
antwoord op te kunnen geven.82 De werkgroep vond het beter de interpretatie van de 
definitie van persoonsgegeven niet onnodig te beperken, maar in het oog te houden dat 
er aanzienlijke ruimte is voor een flexibele toepassing van de definitie van 
persoonsgegevens.  
 
De Artikel 29-werkgroep maakte verder in haar advies voor de definitie van 
persoonsgegevens uit de Privacyrichtlijn 95/46/EG onderscheid tussen de vier elementen 
die deze definitie kent namelijk: “Iedere informatie” – “betreffende” – “geïdentificeerd” of 
“identificeerbaar”  en “natuurlijke persoon”.83   
 
De Artikel 29-werkgroep stelde dat: “De gegevens iemand ‘betreffen” wanneer zij 
verwijzen naar de identiteit, de kenmerken of het gedrag van een persoon of als 
dergelijke informatie wordt gebruikt om de wijze waarop die persoon wordt behandeld of 
beoordeeld, te beïnvloeden.84 
Volgens deze gedachtegang zou om te kunnen speken van gegevens ‘betreffende 
iemand’ sprake moeten zijn van een van de drie volgende elementen85:  
- Inhoud; 
- Doel; 
- resultaat. 
 
“Van ‘inhoud’ is sprake wanneer er informatie over een persoon wordt gegeven ongeacht 
het doel dat de voor de verwerking verantwoordelijke of een derde daarmee beoogt en 
ongeacht de gevolgen van die informatie voor de betrokkene”.86	 
“Ook het element ‘Doel’ kan ervoor zorgen dat informatie een bepaalde persoon betreft. 
‘Doel’ kan bestaan wanneer er, rekening houdende met alle omstandigheden van het 
precieze geval, gegevens worden gebruikt of waarschijnlijk zullen worden gebruikt met 
het doel een persoon te beoordelen, op een bepaalde wijze te behandelen of de status of 
het gedrag van die persoon te beïnvloeden”.87  
																																																								
81 Advies 4/2007, p.4. 
82 Advies 4/2007, p.4. 
83 Advies 4/2007, p.4. 
84 Advies 4/2007, p.10. 
85 Advies 4/2007, p.10 t/m 12. 
86 Advies 4/2007, p.11. 
87 Advies 4/2007, p.11 
	 38
“Het element ‘resultaat’ ziet op gegevens die geacht worden iemand te betreffen indien 
het gebruik ervan, rekening houdende met alle omstandigheden van het geval, naar 
verwachting gevolgen zal hebben voor iemands rechten of belangen”.88  
 
Ook bij de totstandkoming van de Richtlijn (EU) 2016/680 heeft de Artikel 29-werkgroep 
naar aanleiding van de binnen de EU-lidstaten uiteenlopende benaderingen, aan de 
Europese Commissie een advies uitgebracht om het begrip ‘persoonsgegevens’ te 
verduidelijken. 89  Met name rond de kwestie van objecten en items gekoppeld aan 
particulieren, zoals IP-adressen, unieke RFID-nummers, digitale foto's, locatiegegevens 
en telefoonnummers.  
 
De werkgroep heeft op basis van het eerdere advies uit de Privacyrichtlijn 95/46/EG 
geconcludeerd dat IP-adressen moeten worden beschouwd als persoonsgegevens. 
Vooral in die gevallen waarin ze werden verwerkt met het oog op het identificeren van de 
gebruikers van de computer.90 
De werkgroep komt tot dit advies omdat ‘iedere informatie betreffende’ uit de definitie van 
persoonsgegevens, bij een IP-adres sprake is van het element ‘doel’. Het verwerken met 
het oog op het identificeren van de gebruikers van de computer kan worden 
geclassificeerd als het doel een persoon te beoordelen, op een bepaalde wijze te 
behandelen of de status of het gedrag van die persoon te beïnvloeden.91 
Daarbij moet rekening worden gehouden met alle middelen die waarschijnlijk 
redelijkerwijs worden gebruikt, hetzij door de controller of door enige andere persoon om 
genoemde persoon te identificeren.92 
Deze overweging werd overgenomen en als een essentieel middel voor de interpretatie 
van het begrip persoonsgegeven in de Richtlijn (EU) 2016/680 beschouwd.93 
 
 
 
 
 
 
 
 
																																																								
88 Advies 4/2007, p.11 
89 SEC (2012)/ 72 final, p. 10. 
90 SEC (2012)/ 72 final, p. 104. 
91 SEC (2012)/ 72 final, p. 104 
92 SEC (2012)/ 72 final, p. 104 en in Richtlijn (EU) 2016/680 overweging 21. 
93 SEC (2012)/ 72 final, p. 104 en in Richtlijn (EU) 2016/680 overweging 21. 
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5.4.2. Prejudiciële vragen met betrekking tot het begrip persoonsgegevens in het kader 
van de Vreemdelingenwet 2000. 
Naar aanleiding van de prejudiciële vragen over het begrip persoonsgegevens door de 
rechtbank Middelburg en door de Afdeling heeft het Hof van Justitie van de Europese 
Unie (Hof) op 17 juli 2014 een beslissing genomen.94 Achtergrond van beide zaken was 
dat een asielzoeker op grond van artikel 35 van de Wbp95 inzage wilde in de juridische 
analyse -een minuut genoemd- die wordt gebruikt bij de voorbereiding op de uiteindelijke 
beslissing in zijn asielprocedure. De minister van Immigratie, Integratie en Asiel 
beschouwde de minuut niet als persoonsgegevens in de zin van de Privacyrichtlijn 95/46/ 
EG waardoor de betrokkene geen recht op inzage had. Gezien de onduidelijkheid 
omtrent de uitleg van het begrip persoonsgegevens in de Privacyrichtlijn 95/46/EG stelde 
de Afdeling en de rechtbank Middelburg het Hof de vraag of de in de minuut opgenomen 
juridische analyse als een persoonsgegeven in de zin van de Privacyrichtlijn 95/46/EG 
moest worden beschouwd. 
 
Het Hof kwam daarbij tot de conclusie dat in dit geval het begrip persoonsgegevens moet 
worden uitgelegd als: ”De gegevens over de aanvrager van een verblijfstitel die in de 
minuut zijn weergegeven, in voorkomend geval die welke in de juridische analyse in die 
minuut zijn weergegeven, persoonsgegevens zijn in de zin van deze bepaling, maar dat 
die analyse als zodanig niet aldus kan worden gekwalificeerd”.96 
Het Hof overwoog daarbij dat: “Het privacy recht niet zo ver strekt dat het ook een recht 
geeft juridische analyses te laten verbeteren of de verwerking daarvan te laten staken”.97 
 
Gebruiken we het eerder genoemde advies van de Artikel 29-werkgroep bij dit arrest om 
te kunnen beoordelen of de minuut persoonsgegevens zijn dan kunnen we concluderen 
dat de minuut, ‘iedere informatie betreffen’ waarbij er sprake is van het element ‘doel’. 
Van doelgegevens is volgens het advies van de Artikel 29-werkgroep immers sprake 
wanneer er rekening houdende met alle omstandigheden van het precieze geval, 
gegevens worden gebruikt of waarschijnlijk zullen worden gebruikt met het doel een 
persoon te beoordelen, op een bepaalde wijze te behandelen of de status of het gedrag 
van die persoon te beïnvloeden.98 De minuut is er om een persoon te beoordelen, op een 
bepaalde wijze te behandelen en de status van die persoon te beïnvloeden en wordt 
gebruikt bij de voorbereiding op de uiteindelijke beslissing in een asielprocedure.  
 
																																																								
94 Rb. Middelburg 15 maart 2012, LJN BV8942 en ABRvS 1 augustus 2012, LJN BX3309. 
95 Art. 35 Wbp: De betrokkene heeft het recht zich vrijelijk en met redelijke tussenpozen tot de verantwoordelijke te 
wenden met het verzoek hem mede te delen of hem betreffende persoonsgegevens worden verwerkt. 
96 HvJ EU 17 juli 2014, nr. C-141/12 en C-372/12, r.o. 48. 
97 HvJ EU 17 juli 2014, nr. C-141/12 en C-372/12, r.o. 45. 
98 Advies 4/2007, p.11. 
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Met de onderverdeling van persoonsgegevens in het element ‘doel’ was het Hof dus 
terughoudend. Hoewel de verdediging van de betrokkene in de asielprocedure vond dat 
alle informatie die bepalend is voor de beoordeling van de aanvraag voor een verblijfstitel 
moet worden aangemerkt als een persoonsgegeven, oordeelde het Hof dat de minuut 
niet alleen persoonsgegevens bevatte maar ook ander gegevens die door de 
betrokkenen op grond van artikel 35 van de Wbp niet ingezien mochten worden.99 Maken 
we de vergelijking met processen-verbaal en mutaties van de politie dan kunnen deze, 
zoals ook eerder door de Afdeling100 is overwogen, ook bestaan uit zowel politiegegevens 
en andere gegevens. Omdat de tekst van de definitie van persoonsgegevens de nodige 
flexibiliteit heeft, is het volgens het advies van de Artikel 29-werkgroep mogelijk om daar 
in de omstandigheden van een bepaald geval, een passend juridisch antwoord op te 
kunnen geven. 101  In tegenstelling tot de Wpg was de onderverdeling in 
persoonsgegevens en andere gegevens voor de inzage in de minuut grond van artikel 35 
van de Wbp, wellicht daar een passend antwoord op.  
 
 
5.5. Anonieme gegevens. 
Een ander belangrijk item van afwijkende interpretatie tussen de lidstaten heeft 
betrekking op de omstandigheden waaronder de betrokkene kan worden aangemerkt als  
identificeerbaar te zijn, bijvoorbeeld als gegevens anoniem zijn gemaakt, zodat de 
gegevens niet langer kunnen worden gerelateerd aan het individu, of zijn 
‘gepseudonimiseerd’ waarbij gegevens alleen worden gekoppeld aan het individu als 
men daarvoor een ‘sleutel’ voor de decodering nodig heeft.  
 
De Artikel 29-werkgroep vond in haar advies uit 2007 dat een natuurlijke persoon als 
geïdentificeerd kon worden beschouwd als hij of zij binnen een groep personen kan 
worden onderscheiden van alle andere leden van de groep.102 Overeenkomstig is een 
natuurlijke persoon ook identificeerbaar als die persoon weliswaar nog niet is 
geïdentificeerd, maar wel geïdentificeerd kan worden. Er moet daarbij rekening worden 
gehouden met de stand van de technologie ten tijde van de verwerking van de 
persoonsgegevens en de mogelijkheden voor ontwikkeling gedurende de periode 
waarvoor de gegevens worden verwerkt.103 Dat betekent dat je met de huidige Wpg 
rekening moeten houden met de ontwikkeling van de technologie in vijf jaar tijd omdat 
volgens de Wpg de verwerkte gegevens uiterlijk na vijf jaar moeten worden verwijderd 
(art. 8 lid 6 Wpg). 
																																																								
99 HvJ EU 17 juli 2014, nr. C-141/12 en C-372/12, r.o. 35, 39 en 40. 
100 ABRvS 19 mei 2010, LJN BM4969 en ABRvS 29 september 2010, LJN BN8578. 
101Advies 4/2007, p.4.  
102 Advies 4/2007, p.13. 
103 Advies 4/2007, p.16. 
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De Europese Commissie bracht bij het ontwerp van de Richtlijn (EU) 2016/680 het 
voorstel in dat de beginselen van de bescherming moesten gelden voor elk gegeven 
betreffende een geïdentificeerde of identificeerbare natuurlijke persoon. Om te bepalen of 
een natuurlijke persoon identificeerbaar is, moet rekening worden gehouden met alle 
middelen die waarschijnlijk redelijkerwijs worden gebruikt, hetzij door de controller of door 
een andere persoon om de persoon te identificeren. Pas als de gegevens op zodanige 
wijze zijn geanonimiseerd dat de betrokkene niet meer identificeerbaar is, zijn de 
principes van gegevensbescherming niet van toepassing.104  
Het Europees Parlement oordeelde in zijn eerste lezing dat de Richtlijn (EU) 2016/680  
niet van toepassing mag zijn op anonieme gegevens .105 Onder anonieme gegevens 
worden hierbij alle gegevens verstaan die niet aan een natuurlijk persoon, direct of 
indirect kunnen worden toegerekend, alleen of in combinatie met de bijbehorende 
gegevens. 
 
In dit verband werd ook in de overweging van de Richtlijn (EU) 2016/680 bepaald dat de 
beginselen van de bescherming niet van toepassing zijn op de gegevens die op een 
zodanige wijze zijn geanonimiseerd dat de betrokkene niet meer identificeerbaar is. De 
beoordeling of de data mogelijk tot her-identificatie zal leiden wordt afhankelijk geacht 
van de omstandigheden, de beschikbare middelen en de technologische ontwikkeling.106 
 
Uiteindelijk werd vastgesteld dat de beginselen van gegevensbescherming voor alle 
informatie betreffende een geïdentificeerde of identificeerbare natuurlijke persoon moet 
gelden, zoals dit ook in de definitie van persoonsgegevens in de Richtlijn (EU) 2016/680 
is verwoord. Met uitzondering van anonieme gegevens, dat wil zeggen gegevens die 
geen betrekking hebben op een geïdentificeerde of identificeerbare natuurlijke persoon of 
op gegevens die zodanig geanonimiseerd zijn dat de persoon op wie die gegevens 
betrekking hebben, niet langer identificeerbaar is. Om te bepalen of een natuurlijke 
persoon direct of indirect identificeerbaar is, dienen alle middelen in aanmerking te 
worden genomen waarvan redelijkerwijs te verwachten valt dat zij door de 
verwerkingsverantwoordelijke of door iedere andere persoon zullen worden gebruikt om 
de natuurlijke persoon direct of indirect te identificeren.  
 
 
 
 
 
																																																								
104 COM (2012)10, p.19. 
105 COD 2012/0010 Voorstel richtlijn van het Europees Parlement en de Raad eerste lezing. 
106 SEC (2012)/ 72 final, p.104. 
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5.6. Verwerking van persoonsgegevens. 
Het Europees Parlement vond het van belang dat de Richtlijn (EU) 2016/680 ook van 
toepassing zou zijn op het verwerken van politiegegevens. De politie legt politiegegevens 
vast, bewaart ze, er kunnen locatiegegevens met betrekking tot personen worden 
bijgevoegd en politiegegevens kunnen worden vergeleken en worden geanalyseerd voor 
bijvoorbeeld toezicht of het creëren van profielen.107 
De Commissie achtte een regeling voor de verwerking noodzakelijk omdat daarmee 
tevens een goed inzicht kan worden verkregen in de ontwikkeling van strafrechtelijke 
fenomenen en trends, om informatie te verzamelen over de georganiseerde criminele 
netwerken en om verbanden tussen de verschillende geconstateerde overtredingen te 
kunnen maken.108 
 
Om persoonsgegevens te kunnen verwerken worden deze in een bestand opgenomen. 
Net zoals in het Kaderbesluit 95/46 EG, de Wbp en de Wpg is de Richtlijn (EU) 2016/680 
volgens artikel 2 lid 2 van toepassing op de geheel of gedeeltelijk geautomatiseerde, 
alsmede op de niet- geautomatiseerde verwerking van persoonsgegevens die in een 
bestand zijn opgenomen of die bestemd zijn om daarin te worden opgenomen.  
 
In artikel 3 aanhef onder 6 van de Richtlijn (EU) 2016/680 is het begrip ‘bestand’ 
gedefinieerd, namelijk: “Elk gestructureerd geheel van persoonsgegevens die volgens 
bepaalde criteria toegankelijk zijn, ongeacht of dit geheel gecentraliseerd is dan wel 
gedecentraliseerd is of verspreid op een functioneel of geografisch bepaalde wijze”.  
Deze definities zijn in onze nationale wetgeving nagenoeg hetzelfde. In de Wbp en de 
Wpg zijn ze als volgt gedefinieerd: “Elk gestructureerd geheel van politiegegevens, 
ongeacht of dit geheel van gegevens gecentraliseerd of verspreid is op een functioneel of 
geografisch bepaalde wijze, dat volgens bepaalde criteria toegankelijk is en betrekking 
heeft op verschillende personen”.109 
 
 
5.7. Doorgifte naar andere landen. 
In tegenstelling tot de Algemene Verordening Gegevensbescherming waarin eerst 
toestemming van de betrokkene is vereist, is dat volgens de regels in de Richtlijn (EU) 
2016/680 niet noodzakelijk. Omdat de rechtshandhavingsautoriteiten in de lidstaten 
steeds vaker en sneller gegevens moeten kunnen verwerken en uitwisselen met het oog 
op de voorkoming en bestrijding van grensoverschrijdende criminaliteit en terrorisme, 
																																																								
107 COD 2012/0010 Voorstel richtlijn van het Europees Parlement en de Raad eerste lezing. 
108 COD 2012/0010, Note from General Secretariat of the Council Delegations van 10 december 2015, nr. 13523/15 
109 Artikel 1 aanhef onder p Wpg en artikel 1 aanhef onder c Wbp. 
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kunnen zij volgens de Richtlijn(EU) 2016/680  zonder de toestemming van de betrokkene 
worden verwerkt, ongeacht of de gegevens ook aan andere landen worden verstrekt. 
 
Het vrije verkeer van gegevens tussen bevoegde autoriteiten binnen de Unie en de 
doorgifte naar derde landen en internationale organisaties moest gemakkelijker waarbij 
een hoge mate van bescherming van persoonsgegevens zou worden gegarandeerd.110 
Met deze Richtlijn (EU) 2016/680 voor gegevensbescherming wordt de samenwerking 
tussen de autoriteiten vergemakkelijkt en biedt het zekerheid voor een gelijk 
beschermingsniveau bij de doorgifte en uitwisseling van persoonsgegevens tussen de 
lidstaten.111  
In hoofdstuk V (artikel 35 t/m 40) van de Richtlijn (EU) 2016/680 treft men regels aan die 
speciaal zijn gewijd aan de doorgifte van persoonsgegevens naar derde landen of 
internationale organisaties. Zo bepaalt bijvoorbeeld artikel 33 dat doorgifte naar derde 
landen slechts mag plaatsvinden indien dit noodzakelijk is met het oog op de voorkoming, 
het onderzoek, de opsporing of de vervolging van strafbare feiten en de tenuitvoerlegging 
van straffen.  
 
 
5.8. Toegang tot persoonsgegevens. 
Alle  rechten van de betrokkene zijn in hoofdstuk III van de Richtlijn (EU) 2016/680 
opgenomen.  
De Commissie achtte het noodzakelijk dat een ieder het recht heeft op toegang tot zijn 
gegevens die zijn verzameld om daarmee op de hoogte te zijn en te kunnen controleren 
op de rechtmatigheid van de verwerking.112 Dit recht moest tevens eenvoudig uit te 
oefenen zijn. Ook in derde landen moet het betrokkenen worden toegestaan om een 
kopie van hun persoonlijke gegevens die worden verwerkt te verkrijgen. Bovendien werd 
het recht om een klacht in te dienen in de eerste lezing van het Europees Parlement 
toegevoegd.113  
 
 
Ook de Europese toezichthouder voor gegevensbescheming (EDPS) achtte het in haar 
advies114 noodzakelijk dat er voor betrokkenen krachtige rechten op toegang zouden 
bestaan. De organisaties moeten veel transparanter zijn over hoe zij persoonsgegevens 
verwerken. 
																																																								
110 Kamerstukken II 2011/12, 33 169, nr. A bijlage achtergrond van het voorstel, p. 7. 
111 Kamerstukken II 2015/16, 33 169, nr. AC. 
112 COM (2012)10 Commissiedocument nr. 10 van 2012, voorstel van de richtlijn. 
113 COD 2012/0010 Voorstel richtlijn van het Europees Parlement en de Raad eerste lezing. 
114 EDPS-advies van 2 februari 2016 (PbEU 2016, C 67/05). 
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In een eerder advies wilde de EDPS 115  een nieuwe bepaling aan de Richtlijn (EU) 
2016/680 toevoegen die zou inhouden dat de voor de verwerking verantwoordelijke 
verplicht is om elke ontvanger aan wie de gegevens bekend zijn gemaakt, in kennis te 
stellen van elke rectificatie, verwijdering of wijziging van de gegevens, al dan niet 
uitgevoerd overeenkomstig artikel 15 of artikel 16 (recht van rectificatie en het wissen van 
gegevens), tenzij dit onmogelijk blijkt of onevenredig veel moeite kost.  
Naar het oordeel van het kabinet zou dit leiden tot belemmering van de 
gegevensverwerking ten behoeve van de opsporing en vervolging vanwege het feit dat 
de politietaak zich bij uitstek strekt tot de verwerking van gegevens waarvan de juistheid 
niet vaststaat.116  
Het recht op rectificatie of wissing van persoonsgegevens en verwerkingsbeperking is in 
artikel 16 van de Richtlijn (EU) 2016/680 voorzien. Volgens artikel 13 lid 1 van de Richtlijn 
(EU) 2016/680 is de organisatie verplicht de betrokkene informatie ter beschikking te 
stellen van het feit dat zij dit recht kunnen uitoefenen. Dat kan dus met algemene 
informatie op internet zijn. Men is niet genoodzaakt de betrokkene daarvan actief in 
kennis te stellen. 
 
 
5.9. Samenvatting. 
De Richtlijn (EU) 2016/680 werd samen met de Algemene Verordening 
Gegevensbescherming door de Commissie ingebracht. De Europese wetgever wilde 
vanwege de specifieke taak van de rechtshandhavingsautoriteiten een aparte en flexibele 
regelgeving.  
Het Kaderbesluit 2008/977/JBZ kwam met de komst van de Richtlijn (EU) 2016/680 te 
vervallen. De Richtlijn (EU) 2016/680 is van invloed op zowel de nationale wetgeving in 
de lidstaten als op de uitwisseling tussen de lidstaten. Ook de verwerking, doorgifte en 
toegang tot persoonsgegevens zoals we dat al kennen in de Wpg, zijn in de Richtlijn (EU) 
2016/680 opgenomen. 
Het begrip persoonsgegeven was bij de totstandkoming van de Richtlijn (EU) 2016/680 
vooral vanwege de technologische ontwikkelingen een punt van aandacht.  
 
In 2012 werd er met betrekking tot het begrip persoonsgegevens een prejudiciële vraag 
aan het Hof gesteld. Het betrof de vraag of een minuut - juridische analyse- op grond van 
de artikel 35 Wbp mocht worden ingezien. Het Hof oordeelde dat de minuut 
persoonsgegevens kunnen inhouden, maar dat die analyse als zodanig niet als 
persoonsgegevens moeten worden gekwalificeerd.117 Het is echter de enige prejudiciële 
																																																								
115 EDPS-advies van 7 maart 2012 (PbEU 2012, C 192/05). 
116 Kamerstukken II 2011/12, 22 112, nr. 1371, p. 10. 
117 HvJ EU 17 juli 2014, nr. C-141/12 en C-372/12. 
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beslissing van het Hof over het begrip persoonsgegevens waarbij het er in de motivatie 
van de uitspraak erop neer kwam dat de betrokkene geen inzage in de minuut zou 
krijgen. Gezien de omstandigheden van het geval namelijk de inzage in een minuut op 
grond van artikel 35 van de Wbp, was dit wellicht een betere uitkomst. 
Als het Hof de gehele minuut als persoonsgegevens had beschouwd, wat volgens het 
advies van Artikel 29-werkgroep goed verdedigd zou kunnen worden, dan was deze 
uitspraak ook gunstig geweest voor de beoordeling van verstrekkingen van documenten 
waarin politiegegevens zijn vervat op grond van de Wob. Die documenten zouden dan in 
het geheel onder de Wpg vallen. Omdat de Wpg derogeert aan de Wob kunnen 
dergelijke documenten op grond van de Wpg geweigerd worden. Er zal alleen een Wpg 
beoordeling aan ten grondslag hoeven liggen. Omdat de Wpg een privacywetging is biedt 
deze betere bescherming dan de wettelijke weigeringsgronden voor politie-informatie op 
grond van de Wob. 
 
In de Richtlijn (EU) 2016/680 werd vastgesteld dat het begrip persoonsgegevens de 
gegevens betreffen van een geïdentificeerde of identificeerbare natuurlijke persoon, met 
uitzondering van anonieme gegevens. Om te bepalen of een natuurlijke persoon 
identificeerbaar is, dienen daarbij alle middelen in aanmerking te worden genomen 
waarvan redelijkerwijs te verwachten valt dat zij door de verwerkingsverantwoordelijke of 
door iedere andere persoon zullen worden gebruikt om de natuurlijke persoon direct of 
indirect te identificeren.  De term ‘redelijkheid te verwachten’ is gezien de snelle 
technologische ontwikkelingen nauwelijks in te schatten. 
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6.  Conclusie. 
 
6.1. Apart regime voor politiegegevens. 
Artikel 8 EVRM, het Dataprotectieverdrag uit 1981 gelden en de Privacyrichtlijn 95/46/EG 
en het Kaderbesluit 2008/977/JBZ golden voor het recht op bescherming van de 
persoonlijke levenssfeer in Europa en Nederland. In Nederland kwam de Wpr tot stand 
die werd vervangen door de Wbp. Voor politie en justitie was dat de Wpolr en als 
vervanger Wpg.  
Vanwege de bijzondere taakstelling van politie en justitie achtte men het zowel binnen de 
EU als nationaal voor het gebruik van persoonsgegevens door politie en justitie altijd een 
apart regime noodzakelijk.  
 
In de Wpolr kende men het begrip politieregister. Dit register bestond voornamelijk uit 
gestructureerde dossierverzamelingen. In de de Wpg werd het begrip politieregister 
verlaten en kwam daarvoor in de plaats het aan de Wbp ontleende begrip ‘bestand’ en 
werden op voorhand doelen omschreven waarvoor politiegegevens mogen worden 
verzameld. 
 
 
6.2. De Wet politiegegevens. 
In de Wpg werd met het begrip politiegegeven aangesloten bij het begrip 
persoonsgegeven in de Wbp. Er werd aan de term politiegegeven een ruime betekenis 
toegekend. Het zou moeten gaan om alle gegevens die met een bepaalde persoon in 
verband kunnen worden gebracht en informatie kunnen verschaffen over een 
identificeerbare natuurlijke persoon. Een persoon is identificeerbaar indien zijn identiteit 
redelijkerwijs, zonder onevenredige inspanning vastgesteld kan worden. 
Het belang van politiegegevens in de rechtshandhaving is met name de mogelijkheden 
tot opslag, gebruik en verdere verwerking van politiegegevens.  
De Wpg kent een gedifferentieerde verstrekkingenregime en kenmerkt zich door de 
limitatieve opsomming van instanties waaraan verstrekt mag worden. Voor incidentele en 
structurele verstrekking kan dit alleen onder de voorwaarden van zwaar wegend 
algemeen belang en met toestemming van het bevoegde gezag. Een betrokkene zelf kan 
altijd een verzoek om van zijn persoonsgegevens kennis te nemen indienen. Dit recht 
kan indien noodzakelijk worden beperkt. 
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6.3. De Wet openbaarheid van bestuur. 
Iedereen kan op grond van artikel 3 van de Wob een verzoek om informatie neergelegd 
in documenten over een bestuurlijke aangelegenheid richten tot een bestuursorgaan. Dus 
ook tot de politie. Onder het begrip documenten worden ook processen-verbaal, politie 
mutaties, video- en foto materiaal en andere databases verstaan. 
 
 
6.4. De verhouding tussen de Wpg en de Wob. 
De Wpg is als een lex-specialis voor de Wob. Het regime van de Wpg in verhouding tot 
de Wob wordt begrensd door het begrip politiegegeven omdat uit de jurisprudentie van 
de Afdeling volgt dat: “Voor het begrip politiegegevens de wetsgeschiedenis geen grond 
biedt aan deze bepalingen een andere betekenis toe te kennen dan uit hun tekst 
voortvloeit”. 118 
Dit heeft tot gevolg dat het verstrekkingenregime van de Wpg betrekking heeft op “elk 
gegeven betreffende een geïdentificeerde of identificeerbare natuurlijke persoon” en niet 
op de documenten waarin ze zijn vervat.119 
De voormalige Wpolr derogeerde aan de Wob, net zoals de huidige Wpg dat doet met als 
gevolg dat persoonsgegevens die volgens de Wpolr in een  politieregister werden 
opgenomen waren uitgesloten van de Wob. Bij de intrede van de Wpg werd het begrip 
politieregister verlaten. De begrippen politiegegeven en bestand kwamen daarvoor in de 
plaats. Voor de uitleg van deze begrippen werd aangesloten bij de Wbp. 
 
 
6.5. Lastige constructie in de praktijk. 
Het verstrekken van politiegegevens kan indien de politie dat noodzakelijk acht worden 
geweigerd.  
Het op grond van de Wob verstrekken van documenten kan alleen worden geweigerd op 
basis van een afweging tussen het belang van de openbaarheid met het oog op een 
goede en democratische bestuursvoering en de wettelijke uitzonderingsgronden daarop.  
Deze afweging van verstrekkingen tussen het regime van de Wpg en de Wob is niet 
alleen heel erg lastig, maar levert ook veel werk op en geeft risico’s op procedures.120 
Bovendien is de kans groot dat door deze lastige constructie gegevens worden verstrekt 
die toch naar een persoon te herleiden zijn en/of dat er gevoelige politie-informatie wordt 
verstrekt. Via “fishing expeditions” door bijvoorbeeld activisten of terroristen kan omdat de 
																																																								
118 ABRvS  21 februari 2007,  LJN AZ9026 en Overkleeft-Verburg 2012, ABRvS 5 september 2012, LJN BX6514, p.3. 
119 ABRvS  21 februari 2007,  LJN AZ9026 en Overkleeft-Verburg 2012, ABRvS 5 september 2012, LJN BX6514, p.3. 
120 Overkleeft-Verburg 2007, p.1. 
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wettelijke weigeringsgronden voor politie-informatie op grond van de Wob onvoldoende 
zijn, het belang van geheimhouding worden ondermijnd.121 
 
 
6.6. Prejudiciële vraag. 
Het begrip persoonsgegeven was bij de totstandkoming van de Richtlijn (EU) 2016/680 
vooral vanwege de technologische ontwikkelingen een punt van aandacht.  Met de in 
2012 gestelde prejudiciële vraag met betrekking tot het begrip persoonsgegevens 
vastgelegd in een minuut, overwoog het Hof dat de minuut persoonsgegevens kan 
bevatten, maar dat de analyse als zodanig niet als persoonsgegevens moeten worden 
beschouwd.122 Het is echter de enige prejudiciële beslissing van het Hof over het begrip 
persoonsgegevens en gezien de omstandigheden van het geval namelijk de inzage in 
een minuut op grond van artikel 35 van de Wbp, wellicht een betere uitkomst. 
Als het Hof de analyse van de definitie van persoonsgegevens in het advies van de 
Artikel 29-werkgroep volledig had toegepast dan had het tot de conclusie kunnen komen 
dat de gehele minuut als persoonsgegevens kon worden beschouwd.  
 
 
6.7. Het advies van de Artikel 29-werkgroep met betrekking tot de definitie van 
persoonsgegevens. 
De politie verzamelt, koppelt en vergelijkt politiegegevens om daarmee in de meeste 
gevallen uiteindelijk een persoon te kunnen identificeren en/of te kunnen beoordelen. Op 
deze wijze kan worden onderzocht wat zijn of haar rol in een bepaald incident is, kunnen 
er analyses worden gemaakt van toekomstige bedreigingen of schendingen van de 
openbare orde of dat er een strafbaar feit op handen is. Zowel in het strafrecht als bij de 
handhaving van openbare orde gaat het over menselijke gedragingen. Het resultaat van 
verweken van politiegegevens is geënt op de identificatie van personen zodat zij daar 
later -wel of niet- voor verantwoordelijk kunnen worden gehouden. 
 
In het advies oordeelde de Artikel 29-werkgroep dat bij de in de definitie van 
persoonsgegevens bevattende bestanddeel ‘betreffende’, sprake moest zijn van de 
elementen ‘inhoud’ of ‘doel’ of ‘resultaat’. 
Indien het begrip politiegegevens met deze drie elementen uit het advies van de Artikel 
29-werkgroep en de redenen waarom de politie gegevens verzameld wordt 
geanalyseerd, dan zijn alle drie de elementen aanwezig.  
																																																								
121 Overkleeft-Verburg 2007, p.1. 
122 HvJ EU 17 juli 2014, nr. C-141/12 en C-372/12. 
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Ten eerste is het element ‘inhoud’ aanwezig omdat politiegegevens gegevens zijn over 
een bepaald persoon.  
Ten tweede heeft de verwerking van politiegegevens als ‘doel’ de gegevens te gebruiken 
om een persoon te beoordelen, op een bepaalde wijze te behandelen of de status of het 
gedrag van die persoon te beïnvloeden. Denk maar aan het feit of de persoon als 
verdachte van een strafbaar feit kan worden aangemerkt, wat zijn of haar rol bij een 
incident is geweest, of dat hij of zij in aanmerking komt voor een wapenverlof of een 
jachtakte. Daarmee is ook het element ‘doel’ vaak vertegenwoordigd. 
Tenslotte is ook het derde element ‘resultaat’ vaak aanwezig want deze gegevens 
kunnen naar verwachting gevolgen hebben voor iemands rechten of belangen.  
Als dit advies op de documenten die politiegegevens bevatten zal worden toegepast dan 
kan worden vastgesteld dat een van de drie elementen altijd aanwezig zal zijn waardoor 
deze documenten in het geheel als politiegegevens kunnen worden beschouwd. 
 
 
6.8. Persoonsgegevens volgens de Richtlijn (EU) 2016/680. 
Het begrip persoonsgegevens was bij de ontwikkeling van de Richtlijn (EU) 2016/680 
vooral vanwege de technologische ontwikkelingen een punt van aandacht. 
Volgens artikel 3 aanhef onder 1 van de Richtlijn (EU) 2016/680 wordt onder 
persoonsgegevens verstaan: “Alle informatie over een geïdentificeerde of identificeerbare 
natuurlijke persoon (“de betrokkene”); als identificeerbaar wordt beschouwd een 
natuurlijke persoon die direct of indirect kan worden geïdentificeerd, met name aan de 
hand van een identificatiemiddel zoals een naam, een identificatienummer, 
locatiegegevens, een online identificatiemiddel of van een of meer elementen die 
kenmerkend zijn voor de fysieke, fysiologische, genetische, psychische, economische, 
culturele of sociale identiteit van die natuurlijke persoon”. 
 
Om te bepalen of een natuurlijke persoon identificeerbaar is dienen daarbij alle middelen 
in aanmerking te worden genomen waarvan redelijkerwijs te verwachten valt dat zij zullen 
worden gebruikt om de natuurlijke persoon direct of indirect te identificeren, rekening 
houdend met de toekomstige middelen. In de Richtlijn (EU) 2016/680  is het begrip 
persoonsgegevens specifieker geformuleerd dan in de Wpg. Zo zijn in de definitie van 
persoonsgegevens in de Richtlijn(EU) 2016/680 tevens middelen en factoren opgenomen 
waarmee een persoon kan worden geïdentificeerd. 
Met ‘rekening houdend met alle middelen waarvan redelijkerwijs te verwachten valt’ en 
de specifiekere formulering is de reikwijdte van het begrip persoonsgegevens uit de 
Richtlijn (EU) 2016/680, in vergelijking met de definitie van politiegegeven in de Wpg, 
aanzienlijk ruimer geworden. In de Wpg werd geen rekening gehouden met alle middelen 
waarvan redelijkerwijs te verwachten valt dat zij zullen worden gebruikt om de natuurlijke 
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persoon direct of indirect te identificeren, rekening houdend met de toekomstige 
middelen. De term ‘redelijkheid te verwachten’ is gezien de snelle technologische 
ontwikkelingen nauwelijks in te schatten. 
Gegevens die in een politiedocument staan zijn wellicht in de toekomst met behulp van 
technologische middelen uiteindelijk toch tot een persoon te herleiden. Dit kan leiden tot 
een gebrekkige bescherming van persoonsgegevens. 
Documenten waarin politiegegevens zijn vervat kunnen gezien de niet te voorspellen 
technologische ontwikkelingen in zijn geheel onder het verstrekkingenregime van de Wpg 
vallen waardoor de privacy van betrokkenen kan worden gewaarborgd. Bovendien wordt 
er dan zo min mogelijk politie-informatie verstrekt wat ten goede komt aan garantie van 
veiligheid.  
 
 
6.7. Conclusie. 
Technologische ontwikkelingen nemen een enorme vaart. De digitalisering is inmiddels 
veel verder gevorderd dan in het licht van de toen in werking getreden Wpolr  en Wpg. 
Voor de toekomst zijn de technologische mogelijkheden moeilijk te voorspellen. Niet 
onvoorstelbaar is dat verschillende bestanden nu of in de toekomst met elkaar 
vergeleken kunnen worden waardoor een persoon toch identificeerbaar wordt. 
Dit kan tot gevolg hebben dat, indien op grond van de Wob documenten worden verstrekt 
waarin politiegegevens -en dus persoonsgegevens die al dan niet deels zijn 
geanonimiseerd- zijn vervat, men met deze gegevens toch op een of andere manier tot 
een (her-) identificatie van een (ander) persoon of groep personen komt. 
 
Het doel van de Richtlijn (EU) 2016/680 is om de gegevensbescherming op het hoogste 
niveau in de EU te waarborgen en dat de openbare veiligheid op het hoogste niveau kan 
worden gegarandeerd. Ook de rechten van betrokkenen zelf zijn in de Richtlijn (EU) 
2016/680 sterk gewaarborgd. Zij worden op hetzelfde niveau als de Algemene 
Verordening Gegevensbescherming geïnformeerd en hebben zij, behalve daar waar 
opsporingsbelang prioriteit heeft, dezelfde rechten. 
 
Met het advies van de Artikel 29-werkgroep en de analyse van het begrip 
persoonsgegevens in de Richtlijn (EU) 2016/680 kom ik tot de slotsom dat 
politiegegevens en de documenten waarin zij zijn vervat bij de implementatie van de 
Richtlijn (EU) 2016/680  in de Wpg onder het de definitie van het begrip politiegegevens 
zouden moeten vallen. 
Bovendien is het in deze tijd noodzakelijk dat onze openbare veiligheid wordt 
gewaarborgd. Met het verstrekken van documenten waarin politiegegevens zijn verwerkt 
bestaat de mogelijkheid dat er gevoelige politie-informatie wordt verstrekt, zoals politie 
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tactische inzetmogelijkheden en bijzondere opsporingsbevoegdheden. Zoals de Richtlijn 
(EU) 2016/680 beoogt is het niet alleen van belang dat onze fundamentele rechten en 
vrijheden van personen worden beschermd maar dat ook de openbare veiligheid op een 
hoog niveau kan worden garandeert. 
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7. Advies. 
 
De Wob ziet op de openbaarheid van documenten die bij een bestuursorgaan berusten. 
Volgens de Wob is overheidsinformatie van groot belang voor de democratische 
rechtsstaat. Een ieder moet de overheid kunnen controleren. 
Het toezicht op de naleving van de bepalingen van de Wpg is in de Wpg geregeld, 
alsmede de verplichting om periodiek een audit te laten uitvoeren.123 Bovendien staat de 
politie in het geval van de handhaving van de openbare orde onder leiding van de 
burgemeester en ten behoeve van de strafrechtelijke handhaving is er de controle van de 
officier van justitie en de rechtelijke macht. 
 
De Europese wetgever heeft naast de Algemene Verordening Gegevensbescherming 
voor  rechtshandhavingsautoriteiten een richtlijn in het leven geroepen omdat een richtlijn 
in het kader van strafrechtelijke opsporing en vervolging het beste instrument leek. 
Met de flexibiliteit van een richtlijn is het mogelijk om in de Wpg een definitie op te nemen 
van ‘andere gegevens’ dan politiegegevens en een bepaling waarin het recht op 
kennisneming van die andere gegevens in een aantal gevallen kan worden beperkt. Zo 
kan een verzoek in zijn geheel worden getoetst aan de Wpg en is het helder welke 
belangen een rol spelen bij de toepassing van de uitzonderingsgronden. Dit biedt 
duidelijkheid en men is verzekerd van privacy en veiligheid. 
 
Volgens artikel 2 Wob kan in de Wpg een bepaling worden opgenomen waarmee de Wpg 
van de Wob wordt uitgesloten. De zinsnede ‘onverminderd het elders bij wet bepaalde’ uit 
artikel 2 Wob betekent dat een wet in formele zin, zoals de Wpg, van de Wob kan worden 
uitgesloten. Voorbeelden van wetten die bepalingen hebben opgenomen om het 
verstrekken van overheidsinformatie op grond van de Wob uit te kunnen sluiten is de Wet 
op de inlichtingen- en veiligheidsdiensten 2002, het Wetboek van strafvordering en de 
Wet milieubeheer.  
 
Een stapje verder kan zijn om alle gegevens die in het kader van de politietaak zijn 
verwerkt, onder het regime van de Wpg te scharen door bijvoorbeeld in artikel 10 van de 
Wob een absolute weigeringsgrond op te nemen waarin de verstrekking op grond van de 
Wob achterwege blijft bij een verzoek om verstrekking van gegevens die in het kader van 
de politietaak zijn verwerkt.  
 
 
 
																																																								
123 Paragraaf 5, artikel 32 t/m 36 Wet politiegegevens. 
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