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В Республике Беларусь проведен ряд мероприятий по стимулированию инвестиционной актив-
ности населения: 
 создана система гарантирования банковских вкладов; 
 разработаны новые специализированные банковские продукты; 
 Национальным банком Республики Беларусь  проводятся мероприятия по повышению фи-
нансовой грамотности населения, что способствует развитию сберегательного бизнеса; 
 учитываются интересы существующих и потенциальных вкладчиков. 
В целях совершенствования работы банков по привлечению сбережений населения можно 
предложить следующие действия: 
 разработка и внедрение новых видов вкладов для физических лиц (вклад на выгодный 
срок, мультивалютный вклад и т.п.); 
 разработка новых инновационных услуг во вкладах (3D-secure для платежей в интернете, 
использование идентификации личности через смартфон с помощью Touch-ID); 
 увеличение количества открытых пенсионных счетов; 
 использование рекламы; 
 бонусы постоянным вкладчикам и клиентам; 
 постоянное проведение маркетинговых исследований (анкетирование, личное общение с 
клиентами и др.). 
Проведение данных мероприятий приведет к дальнейшему увеличению сбережений населения, 
изменению их структуры и позволит устранить трудности в сбалансировании ресурсов кредитных 
организаций по стоимости и срокам, и, в конечном счете, решить многие задачи по инвестирова-
нию экономики и создать механизм, при котором денежные средства, привлеченные банками, бу-
дут работать в интересах государства. 
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Наблюдаемое в последние годы быстрое развитие научно-технического прогресса в области 
компьютерных и телекоммуникационных систем ставит перед банковскими (небанковскими) ор-
ганизациями новые задачи в области развития информационных технологий, обеспечения их 
надежности и безопасности. Это обусловлено, в первую очередь, стремлением кредитных органи-
заций удовлетворить потребности клиентов, возникающие с развитием их бизнеса, в особенности, 
переходящего национальные границы и требующего осуществления широкого спектра операций с 
использованием инновационных систем. Проведение операций с использованием компьютерных 
технологий позволяет банковскими (небанковскими) организациям создавать наиболее благопри-
ятные условия для привлечения новых клиентов и поддерживать конкурентные преимущества для 
















Возникающий при этом операционный риск - это одна из новых проблем, с которой столкну-
лась банковская система не только Белоруссии, но и развитых стран. В условиях современных фи-
нансовых рынков управление операционным риском становится важным элементом надежности 
[1, с.39].  
Таким образом, операционные риски являются одними из приоритетных рисков в бизнесе, а 
управление ими – необходимым условием успешного функционирования банковских (небанков-
ских) организаций.  
Сложность природы операционных рисков требует системного подхода к управлению ими, ко-
торое должно осуществляться на всех уровнях менеджмента, во всех структурных подразделени-
ях, так же должно быть максимально автоматизировано, т.е. система операционного риск-
менеджмента должна быть интегрирована в систему корпоративного управления банка (небанков-
ской) организации [2, с.114].  
В настоящее время разработка автоматизированных систем оценки и мониторинга операцион-
ного риска находится в начальной стадии, что не даёт возможности органам надзора утвердить 
положения, обязывающие соблюдать конкретные методики оценки или количественные ограни-
чения уровня риска. Отечественные банковские (небанковские) организации только начинают 
применять инструменты автоматизации регулирования данного риска, позволяющие строить про-
цесс управления операционным риском в зависимости от принятой в кредитной организации стра-
тегии [3, с.20].  
Операционная деятельность организации на всем протяжении ее осуществления сопряжена с 
многочисленными рисками, уровень которых возрастает с расширением объема и диверсификаци-
ей этой деятельности, со стремлением менеджеров увеличить сумму операционной прибыли.  
Риски, сопровождающие эту деятельность, формируют обширный портфель рисков, который 
определяется общим понятием – "операционные риски". Эти риски составляют наиболее значи-
мую часть совокупных хозяйственных рисков [4, с.192].  
Информационные и телекоммуникационные риски можно разделить на две категории:  
1) риски, вызванные утечкой информации и использованием ее конкурентами или 
сотрудниками в целях, которые могут повредить бизнесу (информационные риски);  
2) риски технических сбоев работы каналов передачи информации (телекоммуникационные 
риски), которые могут привести к убыткам.  
Первым этапом управления операционным риском в банке является выявление (идентифика-
ция) риска. Данная процедура способствует своевременному обнаружению потенциально уязви-
мых к воздействию операционного риска участков деятельности банковской (небанковской) орга-
низации участков деятельности банка и предусматривает организацию работы по следующим 
направлениям:  
1) классификация источников операционного риска, а также разработка детальной 
классификации операционных инцидентов;  
2) определение направлений деятельности (бизнес-линий) и классификация по ним 
деятельности банковской (небанковской) организации;  
3) определение критериев отнесения того или иного инцидента к конкретному классу 
операционных инцидентов, в том числе к нескольким классам, а также направлениям 
деятельности (бизнес-линиям) в соответствующей доле;  
4) составление карты (процессной модели) бизнес-процессов банковской (небанковской) 
организации и описание каждого входящего в нее бизнес-процесса.  
На втором этапе управления операционным риском проводится его оценка, которая представ-
ляет собой анализ информации о вероятности наступления операционных инцидентов и потерь от 
операционных инцидентов. На основе использования различных методов данной оценки прово-
дится количественное измерение операционного риска, присущего деятельности банковской (не-
банковской) организации. Банковская (небанковская) организация может самостоятельно разраба-
тывать методы оценки риска или использовать следующие методы, наиболее часто применяемые в 
международной банковской практике:  
1) статистические; 
2) балльно-весовые;  
3) моделирование (сценарный анализ).  
Важной составляющей эффективной системы управления операционными рисками (третьим 
этапом управления операционным риском) является мониторинг операционного риска, предостав-
















процедурах управления операционным риском. Мониторинг заключается в проведении в постоян-
ном режиме на всех уровнях организационной структуры банковской (небанковской) организации 
работы по сбору и анализу информации о потерях от операционных инцидентов, возникающих в 
деятельности банковской (небанковской) организации, что достигается путем создания и ведения 
внутренней базы данных банковской (небанковской) организации об операционных инцидентах.  
В процессе формирования такой базы данных целесообразно организовать работу по восста-
новлению информации об инцидентах и потерях, возникших прошлые периоды деятельности, до 
начала осуществления сбора данных о потерях от операционных инцидентов. Необходимым усло-
вием эффективности проводимого мониторинга является определение (расследование) причин 
каждого операционного инцидента, возникшего в деятельности организации. Однако работа в 
данном направлении не должна становиться причиной излишнего документооборота и неэффек-
тивной организации процессов деятельности банка.  
Банковской (небанковской) организации необходимо уделять особое внимание анализу не-
больших потерь в результате инцидентов, возникающих с высокой частотой, а также крупных по-
терь в результате инцидентов, происходящих с низкой частотой [5, с.7].  
Результаты, получаемые в процессе управления операционным риском, являются основой ре-
гулярного информирования органов управления банковской (небанковской) организации. Для 
этих целей банк разрабатывает систему внутренней отчетности по операционному риску, соответ-
ствующую требованиям содержательности, информативности, удобства восприятия и своевремен-
ности представления данных. В управленческой отчетности по операционному риску следует от-
ражать подробную информацию о последних существенных операционных инцидентах и потерях 
банковской (небанковской) организации, а также существенных внешних событиях, повлиявших 
на деятельность банковской (небанковской) организации, которые привели к увеличению расхо-
дов и (или) уровня риска банковской (небанковской) организации. В отчетности необходимо от-
ражать сведения о любом возможном влиянии операционного риска на капитал банковской (не-
банковской) организации.  
Таким образом исследование инновационных технологий в управлении операционным риском 
позволяет определить методологические подходы к идентификации и контролю за операционным 
риском, найти основные направления регулирования операционного риска, провести анализ мето-
дов и инструментов управления операционного риска применительно к деятельности кредитной-
финансовой организации, а так же позволит разработать методику и алгоритм создания программ-
ного продукта по автоматизации процессов управления операционным риском, предназначенные 
для разработчика. 
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Динамичное развитие кредитования физических лиц в нашей стране, обусловленное относи-
тельной стабильностью экономического положения, ростом благосостояния населения, активиза-
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