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1 INNLEDNING 
1.1 Presentasjon av tema og problemstilling 
Oppgavens tema er nye etterforskningsmetoder relatert til bekjempelse av organisert 
kriminalitet. Med nye etterforskningsmetoder menes her metoder som etter sin art også 
må anses å være ekstraordinære eller utradisjonelle. 
 
Hva er etterforskning? Og hva vil det si at etterforskningsmetoder er ekstraordinære 
(eller utradisjonelle)? Hva kjennetegner organisert kriminalitet? Hvilke trekk ved 
organisert kriminalitet berettiger bruk av såkalte ekstraordinære metoder under 
etterforskningen? Og hvilke alvorlige betenkeligheter er forbundet med det å ta i bruk 
slike metoder? Dette er spørsmål jeg skal se nærmere på innledningsvis i oppgaven.  
 
Bruk av ekstraordinære metoder under etterforskning reiser sentrale spørsmål hva angår 
to ofte motstridende hensyn. Målet for politiets etterforskning er å oppklare en straffbar 
handling. På den annen side har man hensynet til rettssikkerhet og personvern for den 
som er gjenstand for etterforskning; hensyn som skal være av grunnleggende betydning 
ved all etterforskning.  
 
Det ble ved lov nr. 82/1999 nedfelt nye bestemmelser i straffeprosessloven, som 
lovregulerer adgangen til politiets bruk av enkelte nærmere angitte ekstraordinære 
etterforskningsmetoder. Disse bestemmelsene vedrører skjult fjernsynsovervåking og 
teknisk sporing (kap. 15a), kommunikasjonskontroll (kap. 16a), annen avlytting av 
samtaler ved tekniske midler (kap. 16b) og utsatt underretning ved ransaking, beslag og 
utleveringspålegg (kap. 15 og 16).  
 
Lovendringene om nye etterforskningsmetoder må imidlertid ses i en større 
sammenheng; det er ett av flere tiltak for å begrense den alvorlige kriminaliteten som til 
dels skjer i form av organisert kriminalitet, og som medfører betydelige økonomiske og  
samfunnsmessige konsekvenser. 
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Jeg har valgt ”Etterforskningsmetoder for bekjempelse av organisert kriminalitet” som 
tittel på oppgaven. Det må imidlertid presiseres at når det gjelder de nye bestemmelsene 
i straffeprosessloven nedfelt ved lov nr. 82/1999, er det i realiteten bare delvis snakk om 
egentlig nye etterforskningsmetoder. Enkelte bestemmelser representerer bare en 
lovfesting av tidligere gjeldende rett, eventuelt kombinert med en utvidelse av 
anvendelsesområdet for metoden.  
 
Det er foretatt en betydelig utvidelse i adgangen til teknisk sporing og kommunikasjons-
kontroll, samt at det er innført adgang til utsatt underretning ved ransaking, beslag og 
utleveringspålegg. Når det gjelder legalitetskontroll er det innført en ordning med 
oppnevning av forsvarer for den som utsettes for etterforskning etter nærmere angitte 
bestemmelser. Videre vil jeg kort se nærmere på debatten rundt romavlytting. 
 
Vilkårene i de ulike bestemmelsene vil jeg komme tilbake til nedenfor, men jeg vil her 
nevne at strafferammen benyttes som et sentralt vilkår i alle bestemmelsene. Hva er 
begrunnelsen, og hvilke bemerkninger kan knyttes til dette? Videre vil jeg vise at  
kontrollordninger og plassering av beslutningskompetanse har sammenheng med hvor 
inngripende den enkelte metode anses, og knytte bemerkninger til dette. 
 
Jeg vil se nærmere på de bestemmelsene som bare representerer en lovfesting av 
tidligere gjeldende rett, herunder begrunnelsen for lovfestingen, men kjerneområdet i 
oppgaven vil likevel være de etterforskningsmetodene og problemstillingene som i 
realiteten er nye. 
 
Det er metoder for bekjempelse av organisert kriminalitet i Norge som blir behandlet i 
oppgaven. Jeg vil imidlertid på enkelte områder sammenligne med andre lands 
rettsregler, hovedsakelig europeisk rett, og da særlig de øvrige nordiske land. Dette 
fordi organisert kriminalitet, som det vil fremgå av oppgaven, ofte har et internasjonalt 
aspekt. Det må likevel presiseres at de enkelte lands regulering av etterforsknings- 
metoder er vanskelige å sammenligne. Lovgivningen er generelt sett fragmentarisk, og 
de enkelte rettsregler må ses i sammenheng med annen lovgivning og ulovfestet rett. 
Ikke minst vil forskjeller i de enkelte lands rettssystemer, herunder organisering og 
kompetansefordeling mellom politi, påtalemyndighet og domstoler kunne ha stor 
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betydning. Samarbeid av politi på tvers av landegrensene er i mange tilfeller nødvendig 
for å kunne bekjempe organisert kriminalitet. Jeg avgrenser imidlertid mot å se nærmere 
på det internasjonale samarbeidet som pågår, samt de endringer som har funnet sted i 
den siste tiden, når det gjelder organisering av politiet i Norge med sikte på å stå bedre 
rustet i kampen mot organisert kriminalitet.  
 
1.2 Rettskilder oppgaven bygger på  
Det finnes ingen uttømmende samlet lovregulering av de metoder politiet kan benytte 
under etterforskning, men en del sentrale regler finner vi nedfelt i fjerde og femte del i 
lov om rettergangsmåten i straffesaker (Straffeprosessloven) av 1981 nr. 25, heretter 
kalt strpl.  
 
Oppgaven vil i hovedsak belyse de etterforskningsmetodene som ble tilføyd ved  
lov nr. 82/1999. Disse bestemmelsene er tatt inn i strpl. kapittel 15, 15a, 16, 16a og 16b. 
 
Utover selve lovteksten, vil forarbeidene til disse lovendringene være sentrale kilder for 
oppgaven. Det såkalte metodeutvalget ble nedsatt i 1994, og hadde som mandat å se på 
organisering og bruk av kriminaletterretning, samt etterforskningsmetoder for 
bekjempelse av kriminalitet. Utvalgets sistnevnte arbeid resulterte i NOU 1997:15. De 
forslag som her fremkom, ble for en stor del videreført i odelstingsproposisjonen ”Om 
lov om endringer i straffeprosessloven og straffeloven m.v. (etterforskningsmetoder 
m.v.”, Ot.prp.nr.64 (1998-1999)). 
 
Mer utfyllende bestemmelser er gitt i påtaleinstruksen, særlig dens annen del. Politiets 
etterforskningsmetoder vil også være regulert i en rekke andre bestemmelser,  bl.a. i 
politiloven, annen særlovgivning og i rundskriv og bestemmelser fra overordnet 
påtalemyndighet osv. 
 
Når det gjelder folkerettslige begrensninger ved bruk av etterforskningsmetoder, 
herunder hensynet til personvern og rettssikkerhet, er de sentrale rettskildene  
Den Europeiske Menneskerettighetskonvensjon av 4. november 1950 (EMK), og  
FNs konvensjon om Sivile og Politiske rettigheter av 16. desember 1966 (SP).  
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Ved Lov om styrking av menneskerettighetenes stilling i norsk rett 
(menneskerettsloven) av 21. mai 1999 nr. 30 ble det vedtatt at bl.a. de ovennevnte  
konvensjonene skal gjelde som norsk lov i den utstrekning de er bindende for Norge.1 
Bestemmelsene i EMK og SP skal jf. lovens § 3 ved motstrid gå foran bestemmelser i 
annen lovgivning. Her kan også vises til strpl. § 4 som slår fast at lovens regler gjelder 
med de begrensinger som er anerkjent i folkeretten eller følger av overenskomst med 
fremmed stat. 
 
For øvrig vil det bli hentet argumenter fra ulike artikler og annen juridisk litteratur. 
Disse kildene har imidlertid, som ellers innen jussen begrenset vekt.2 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                                 
1 Det samsvarer med innholdet i kjennelsen inntatt i Rt. 1994 s. 610 
2 Eckhoff, 1997, s. 265 
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2 SENTRALE BEGREPER 
Oppgaven vil gjøre bruk av en del begreper som trenger en nærmere avklaring. Noen  
sentrale vil jeg behandle her. Øvrige begreper vil jeg redegjøre for som en innledning  
hva angår den enkelte etterforskningsmetode. 
 
2.1 Organisert kriminalitet 
Kriminalitet kan forklares som en overtredelse av en straffebestemmelse. 
Metodeutvalget beskriver kriminalitetsutvikingen i NOU 1997:15, kapittel 3, og  
utvalget konkluderer her med at det har vært en betydelig økning i den registrerte 
kriminaliteten. Narkotikakriminalitet er fortsatt hovedproblemet i det norske 
kriminalitetsbildet og en rekke andre typer kriminalitet har sitt utspring herfra, f.eks. 
volds- og vinningskriminalitet og hvitvasking av penger. Etter Departementets mening 
kan det imidlertid ikke være avgjørende hvor stor økningen i kriminaliteten har vært. 
Vel så viktig er det at kriminaliteten har endret karakter.3  
Organisert kriminalitet er et begrep som først har dukket opp i de senere år, og det må 
understrekes at begrepet ikke har noen rettslig betydning i dag. Metodeutvalget anser en 
klar definisjon av begrepet hverken hensiktsmessig eller nødvendig, og har i stedet valgt 
å trekke frem noen elementer som kjennetegner organisert kriminalitet: 
 
”I kriminelle grupperinger i Norge finner man organisasjoner med en fast struktur og med en 
hard indre justis, hvor organisasjonen beskyttes med voldsutøvelse og trusler både innad og utad, 
samt at kriminaliteten forøves av flere i forening. Videre er det tale om alvorlig kriminalitet som 
gir betydelig økonomisk utbytte, som f.eks. innførsel og omsetning av narkotika, flere former for 
vinningskriminalitet og ulovlig innførsel og omsetning av sprit.”4   
 
At begrepet vanskelig lar seg definere gjenspeiles også i at hverken Metodeutvalget 
eller Departementet gikk inn for å lovfeste et tilleggsvilkår om ”organisert kriminalitet”. 
Det ble bl.a. vist til at det på tidspunktet for vurderingen av å benytte de nye 
etterforskningsmetodene, ikke alltid vil være klart hvorvidt det faktisk dreier seg om 
                                                 
3 Ot.prp.nr.64 (1998-1999), pkt. 6.1 
4 NOU 1997:15, pkt. 3.1.3.1 
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organisert kriminalitet. Et slikt vilkår vil da kunne hindre bruk av metoder som i ettertid 
kan vise seg at ville vært rettmessig. Men Departementet fremhever likevel: 
 
”Hvorvidt det dreier seg om organisert kriminalitet eller ikke, vil imidlertid kunne være et 
sentralt moment ved vurderingen av om inngrepet er av vesentlig betydning for å oppklare saken 
og om det er forholdsmessig.”5 6 
 
Enkelte europeiske land, f.eks. Belgia, har en egen straffebestemmelse som 
kriminaliserer det å være medlem av en kriminell organisasjon. Dette kan nok fra politi 
og påtalemyndighetens ståsted være fordelaktig i bekjempelsen av organisert 
kriminalitet – og ble også vurdert av Metodeutvalget. For Norges vedkommende ble det 
likevel ikke innført noen slik straffebestemmelse.  
 
Videre fremheves at det knytter seg spesielle problemer til det å etterforske saker som 
gjelder organisert internasjonal kriminalitet. For de kriminelle er nasjonale grenser 
ingen hindring. De hindringer som landegrenser utgjør for politiet, kan de kriminelle 
utnytte strategisk for derved å unngå straffeforfølgning. Her vil jeg imidlertid nevne  
samarbeidet som pågår internasjonalt via Europol.7  
 
Den senere tids utvikling når det gjelder de kriminelles metodebruk og 
handlingsmønster kan oppsummeres slik:8 
- Organisert kriminalitet her i landet er i større grad enn tidligere avhengig av den 
internasjonale utvikling, også når det gjelder de kriminelles metoder. 
- De kriminelle utnytter i stor grad den teknologiske utviking innen kommunikasjon 
og datateknologi – noe som vanskeliggjør politiets arbeid. 
- Vold/trusler benyttes i økende grad i den interne disiplin og utad overfor vitner for å 
hindre eller vanskeliggjøre politiets arbeid. 
- Politiets og andre myndigheters arbeidsmetoder og strategier i 
kriminalitetsbekjempelsen overvåkes nøye av de kriminelle. 
                                                 
5 Ot.prp.nr.64 (1998-1999), pkt. 8.3.1.4 
6 Se nærmere om kravet til forholdsmessighet under punktet om etterforskning. 
7 For mer om dette, se Ot.prp.nr.64 (1998-1999), pkt. 20 
8 NOU 1997:15, pkt. 3.2.6 
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Når det gjelder det siste punktet kan her nevnes at det fra organiserte kriminelles side 
foretas kontraspaning. Med dette forstås en systematisk innsamling av informasjon om 
politiets arbeidsmetoder for å motarbeide politiets etterforskning. Særlig når det gjelder   
spritsmugling og narkotikaforbrytelser foreligger det opplysninger om at politiet skal ha 
blitt avlyttet. Dette illustrerer klart alvoret av organisert kriminalitet, også her til lands. 
 
Som ellers i samfunnet gjør også de kriminelle i stadig større grad bruk av internett.  
Dette gjelder særlig for organisert kriminalitet. Internett benyttes til kommunikasjon 
mellom kriminelle (f.eks. pedofile). Videre brukes det som et fora for spredning av 
ulovlig materiale (f.eks. barnepornografi eller kriminalitet i forbindelse med kredittkort 
og telefonkort). Men internett skaper også nye måter å begå straffbare handlinger på 
(f.eks. bedragerier, hvor personer blir lurt til å foreta investeringer). 
 
2.2 Etterforskning 
Etterforskning er det første trinnet i straffesaker. Bakgrunnen for politiets start av 
etterforskning, vil vanligvis være en anmeldelse. I henhold til strpl. § 224 kan 
etterforskning foretas: 
 
”…når det som følge av anmeldelse eller andre omstendigheter er rimelig grunn til å undersøke 
om det foreligger straffbart forhold som forfølges av det offentlige”. 
 
Selve begrepet ”etterforskning” er relativt og må forstås forskjellig i ulike sammen-
henger. Det er vanlig å skille mellom rettslig og utenrettslig etterforskning. Utenrettslig 
etterforskning er undersøkelser som politi og påtalemyndighet foretar uten å søke 
rettens bistand. Hva som er rettslig etterforskning gir ingen avgrensningsproblemer. 
 
Politiets etterforskning må skje innenfor de rammer som gjeldende rett til enhver tid 
oppstiller. Strpl. kapittel 18 inneholder regler om hva politiet kan foreta seg på dette 
stadiet. Noen spesifikk definisjon av begrepet gir loven imidlertid ikke. Grensene for 
lovlig etterforskning presiseres ytterligere gjennom interne instrukser for politiet, av  
internasjonale menneskerettsforpliktelser (jf. menneskerettsloven) og av rettspraksis, 
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herunder i hovedsak norsk rettspraksis og praksis fra den Europeiske 
Menneskerettighetsdomstol (EMD). 
 
Begrepet etterforskning relaterer seg til den innsamling av informasjon politiet foretar i 
forbindelse med oppklaring av et lovbrudd. Formålet med etterforskningen fremgår av 
strpl. § 226, og er for det første å skaffe ”nødvendige opplysninger” for å avgjøre 
spørsmålet om tiltale. For det andre å forberede rettens behandling av spørsmålet om 
straffeskyld og eventuelt spørsmålet om fastsettelse av reaksjon. For det tredje å 
fullbyrde straff og andre reaksjoner. Dette kan også beskrives som: 
 
”…ikke en mer eller mindre tilfeldig innsamling av fakta, men en formålsstyrt virksomhet. Målet 
for denne faktainnsamlingen er en vurdering av om en straffebestemmelse er overtrådt, og om 
gjerningsmannen oppfyller de tre øvrige vilkår for straffbarhet…”9  
Etterforskning er med andre ord en formålsstyrt prosess hvor politiet er gitt stor adgang 
til skjønn i forhold til hva de kan gjøre,10 og det gjøres følgelig bruk av ulike 
etterforskningsmetoder vurdert ut ifra hva som er mest hensiktsmessig i det konkrete 
tilfellet.  
 
Metoder er virkemidlene politiet har til rådighet for å løse oppgavene de har under 
etterforskningen. Eksempler på metoder er avhør av vitner og mistenkte, tekniske 
undersøkelser på åsted, granskning av reelle bevismidler, oppfølging av tips fra 
publikum, observasjoner som politiets tjenestemenn gjør, spaning, infiltrasjon, bruk av 
kilder, kontrollerte leveranser og provokasjon. 
 
Etterforskningsmetodene kan også bestå i tvangsmidler. Dette innebærer inngrep i den 
frihet den enkelte borger ellers har11, og er ofte tiltak som vanligvis ellers er forbudt. 
Etter legalitetsprinsippet krever slike inngrep derfor særlig hjemmel i lov. 
Etterforskningsmetoder som er tvangsmidler er regulert i strpl. fjerde del; pågripelse, 
fengsling, ransaking, beslag, utleveringspålegg, skjult fjernsynsovervåking, teknisk 
sporing, kommunikasjonskontroll og annen avlytting av samtaler med tekniske midler. 
                                                 
9 Rieber-Mohn, Nytt i Strafferetten nr. 2/1996, s. 30 
10 Se mer om dette i Auglend, Mæland og Røsandhaug, 1998, s. 487 og Hatlem, 1999, s. 9 
11 Hov, 1999, s. 48 
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Det må dog presiseres at det ikke er mulig å gi en uttømmende oversikt over alle 
etterforskningsmetoder som politiet benytter når de innhenter informasjon.  
 
Ovennevnte metoder kan også benyttes i mer forebyggende og observerende 
overvåkning og etterretning, herunder om det foreligger straffbar aktivitet. Dette kalles 
kriminaletterretning, og kan defineres som: 
 
”…en målrettet innhenting, systematisering og analyse av opplysninger rettet mot saksområder, 
organisasjoner eller personer med sikte på å skaffe kunnskap om straffbare handlinger.”12 
 
Ved visse former for kriminalitet vil det sjelden foreligge en anmeldelse. Dette gjelder 
bl.a. narkotikaforbrytelser og hvitvasking av penger. Her vil behovet for 
kriminaletterretning være særlig fremtredende fordi det kan føre til en konkret mistanke, 
og dermed danne grunnlag for etterforskning. Etterforskning foretas under ledelse av 
påtalemyndigheten, mens kriminaletterretning skjer etter ordre fra Justis- og 
Politidepartementet. Det er meget strenge vilkår for rettmessig bruk av de nye 
etterforskningsmetodene i strpl. kapittel 15-16b, og det blir derfor viktig å markere 
grensen mellom kriminaletterretning og etterforskning. Jeg avgrenser imidlertid mot å 
gå nærmere inn på begrepet kriminaletterretning. 
 
For all etterforskning, både den rettslige og utenrettslige, gjelder et objektivitetskrav; 
etterforskningen ”bør være absolutt upartisk”13 Dette er også uttrykkelig sagt i loven  
(jf. § 226, 3. ledd), og innebærer at etterforskningen like mye bør ta sikte på å få frem 
det som kan tale til fordel for en mistenkt, som det som kan styrke mistanken mot 
vedkommende.14 
 
Hva angår bruk av tvangsmidler under etterforskningen, gjelder det videre også et 
prinsipp om forholdsmessighet, også kalt proporsjonalitetsprinsippet, jf strpl. § 170a.15 
                                                 
12 Auglend, Mæland og Røsandhaug, 1998, s. 513 
13 Andenæs bind I, 1994, s. 255 
14 Andre utslag av prinsippet finner vi i Grl. § 96, 2. pkt, EMK art. 6 nr. 2, Påtaleinstruksen §§ 8-6, 8-7 og 
8-8 
15 Bestemmelsen ble tilføyd ved lov nr. 82/1999 
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Prinsippet er generelt og gjelder for alle tvangsmidler etter strpl. fjerde del, enten de 
etter sin art behøver hjemmel i lov eller ikke.  
 
”Utvalget peker på at inngripende metoder bare kan benyttes der mindre inngripende metoder 
forgjeves er forsøkt eller anses som åpenbart utilstrekkelige. Det alminnelige 
forholdsmessighetskrav kan også etter en konkret vurdering innebære at man avstår fra å benytte 
metoden selv hvor andre metoder ikke er tilstrekkelige.”16 
 
Prinsippet kan altså sies å ha to sider. Det forutsettes for det første at der hvor det finnes 
alternative midler, må det ikke brukes sterkere midler før mindre inngripende forgjeves 
er forsøkt, eller må anses som åpenbart utilstrekkelige eller uhensiktsmessige. For det 
andre oppstiller prinsippet et absolutt krav om at det ikke må være et misforhold 
mellom den ulempe og skade det forvolder hos den det rammer, og inngrepets 
betydning, sakens alvor og karakter.  
 
Det skal følgelig alltid foretas en helhetlig vurdering av om lovens vilkår foreligger, og 
om det er tilstrekkelig grunn for retten til å ta begjæringen til følge (eller eventuelt for 
påtalemyndigheten til selv å treffe beslutning der slik kompetanse foreligger), selv om 
det ikke utgjør et uforholdsmessig inngrep å bruke et tvangsmiddel. 
 
Selv om en metode ikke er uttrykkelig forbudt, kan den være ulovlig fordi den strider  
mot legalitetsprinsippet. Dette prinsippet går ut på at visse tiltak på grunn av sitt innhold 
krever hjemmel i lov. Det er ikke bare rettslige disposisjoner som forbud og påbud som 
krever hjemmel, men også faktiske handlinger kan ha et preg av inngrep som medfører 
at de trenger hjemmel i lov. En del av politiets etterforskningsmetoder vil innebære et 
slikt inngrep i borgernes private sfære at det er åpenbart at legalitetsprinsippet setter 
grenser. Dette får klart anvendelse for de nye metodene denne oppgaven omhandler. 
 
                                                 
16 NOU 1997:15, pkt. 2.3. Se også Andenæs bind II, 1994, s. 143: ”Om lovens forutsetninger for 
anvendelse av et tvangsmiddel foreligger, er det ikke dermed sagt at det bør brukes.” 
  
 11 
 
2.3 Ekstraordinære eller utradisjonelle etterforskningsmetoder 
Begrepet ”ekstraordinære etterforskningsmetoder” (eller ”utradisjonelle 
etterforskningsmetoder”) er ikke brukt i noen lovtekst, og har ikke noe entydig innhold. 
Begrepet kan gjenspeile at metoden er ny eller at den er mer inngripende enn andre 
metoder.17 Noen presis avklaring av begrepet gis hverken i forarbeidene eller 
litteraturen. Her forklares heller begrepet, ved på generelt grunnlag å beskrive hva som 
kjennetegner en ekstraordinær, eller utradisjonell etterforskningsmetode – samt gi en 
oppregning av hvilke metoder som etter dette faller inn under begrepet.  
 
Provokasjon, infiltrasjon, teknisk sporing, telefonkontroll og romavlytting betegnes ofte 
som ekstraordinære etterforskningsmetoder. En fellesnevner for disse metodene er at de 
foretas i det skjulte og uten at den mistenkte vet det. 
 
Teknisk sporing er et eksempel på at en etterforskningsmetode er ekstraordinær i 
betydningen ny – politiet har kunnet ta i bruk metoden fordi teknikken har utviklet seg. 
Tilsvarende gjelder anvendelsesområdet for telefonavlytting. Metoden har vært i bruk i 
mange år, men kan nå brukes på flere områder. En etterforskningsmetode kan videre 
kjennetegnes ved at politiet benytter en ekstraordinær fremgangsmåte18, dvs en 
fremgangsmåte politiet til daglig ikke bruker. Eksempler her er infiltrasjon og 
provokasjon. For det tredje kan etterforskningsmetoder være ”ekstraordinære i sin grad 
av inngrep”19, slik at de gjør inngrep i rettssikkerheten eller i den personlige integritet. 
Eksempel her er kommunikasjonskontroll. Hvor inngripende denne metoden er  
avhenger av hvordan kontrollen arter seg i det konkrete tilfellet, herunder særlig om det 
gjelder avlytting av samtaler. 
 
Samfunnsendringer, teknologisk utvikling og endringer i kriminalitetssituasjonen gir 
politiet nye utfordringer og nye muligheter. Lovgiver har akseptert at endringene i 
kriminalitetssituasjonen også har måttet medføre endringer i politiets metodebruk.  
                                                 
17 Andre betegnelser er at metodene er moderne, ukonvensjonelle eller hemmelige (Auglend, Mæland og 
Røsandhaug, 1998, s. 535). 
18 Auglend, Mæland og Røsandhaug, 1998, s. 535 
19 NOU 1997:15, pkt. 4.1.5 
  
 12 
 
I forbindelse med bekjempelsen av organisert kriminalitet, særlig narkotikasaker, er det 
blitt et aktuelt spørsmål hvor langt politiet kan gå i å bruke såkalte utradisjonelle 
etterforskningsmetoder. Dette vil hele tiden bli en interesseavveining av inngrepets art 
og styrke, dets forventede effektivitet og arten av de lovbrudd det er tale om å 
bekjempe. Denne avveiningen må foretas på to plan. Dels vil den være aktuell i de 
konkrete tilfelle hvor det er tale om å gjennomføre iverksettingen av et lovhjemlet 
tvangsmiddel, men dels vil den samme type interesseavveininger også måtte foretas ved 
vurderingen av om bestemte typer tvangsmidler overhodet skal kunne aksepteres. Den 
siste type vurdering fikk særlig betydning for vurderingen av å tillate romavlytting. 
 
Som det fremgår av innledningen vil jeg i denne oppgaven kun behandle de 
ekstraordinære metodene skjult fjernsynsovervåking, kommunikasjonskontroll, teknisk 
sporing, og annen avlytting av samtaler ved tekniske midler. I tillegg vil jeg kort se på 
debatten og problemstillinger rundt romavlytting. En nærmere avklaring av disse 
begrepene vil jeg ta innledningsvis ved behandlingen av den enkelte metode. 
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3 MOTSTRIDENDE HENSYN 
Metodeutvalget fremhever at politiets metodebruk må stå i forhold til trusselbildet. Man 
skal ikke går lenger i metodebruk enn hva som er nødvendig for å kunne oppklare    
begåtte forbrytelser. Det vil med andre ord alltid være to hensyn som står mot 
hverandre, og som ikke fullt ut vil være forenlige: 
 
”Om metodene lar seg forsvare, vil bero på en interesseavveining mellom samfunnets behov for 
å bekjempe kriminalitet på den ene siden, og hensynene til personvern og rettssikkerhet på den 
andre siden. Det vil ha betydning hvor alvorlig kriminalitet det er snakk om å bekjempe, hvor 
effektiv en etterforskningsmetode er og hvor inngripende metoden er. Videre vil det ha 
betydning hvem som krenkes: lovbryteren eller tredjepersoner.”20 
 
Når det gjelder kriminalitetsutviklingen fastslår forarbeidene at det til tross for økt 
satsing på politi og påtalemyndighet, statistisk sett har vært en betydelig økning i flere 
alvorlige kriminalitetstyper. Hva sier så dette om behovet for nye etterforsknings- 
metoder? Her understrekes det at foruten den statistiske økningen, er det også 
avgjørende ”om kriminaliteten har endret karakter på et vis som har betydning for 
muligheten til å oppklare forbrytelser innenfor dagens regelverk.”21  
 
Ved utvalgets vurdering av gjeldende metoder har fire spørsmål stått sentralt: 
• Den faktiske kriminalitetsutvikling vurdert opp mot tilgjengelige metoder 
• En beskrivelse av gjeldende rett 
• Den alminnelige samfunnsutvikling 
• Den teknologiske utvikling  
Samfunnsutviklingen har medført økt mobilitet, lettere kommunikasjon, nedbygging av 
kontroll ved landegrensene, samt ikke minst internasjonalisering. Enkelte former for 
alvorlig kriminalitet er pr definisjon internasjonal, f.eks. narkotikatrafikken. Dette har  
ført til at internasjonalt politisamarbeid og hensynet til rettsenhet22 må tillegges 
betydelig vekt. Særlig har det betydning at reglene i Norge ikke avviker vesentlig fra de 
                                                 
20 Ot.prp.nr.64 (1998-1999), pkt. 7.1 
21 NOU 1997:15, pkt. 2.1 
22 Med hensynet til ”rettsenhet” menes at det kan utgjøre en fordel i seg selv at Norge, f.eks. når det 
gjelder etterforskning av organisert kriminalitet, har et regelverk som er sammenlignbart med andre land. 
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andre nordiske land. For det første vil det generelt sett være slik at forskjellige regler for 
hvilke etterforskningsmetoder som er tillatt vil vanskeliggjøre selve koordineringen og 
gjennomføringen av etterforskningen. Et annet og større problem er at kriminelle 
organisasjoner som opererer over landegrenser, må forutsettes å være kjent med de 
begrensninger som gjelder for myndighetenes etterforskning i ulike land og vil legge sin 
virksomhet dit sjansene for avsløring er minst. 
 
Når det gjelder den teknologiske utvikling, har denne medført nye muligheter som kan, 
og blir benyttet av kriminelle. Men også politiets etterforskningsmetoder bærer preg av 
den samme utvikling. Nye muligheter for politiet reiser imidlertid betydelige 
rettssikkerhetsspørsmål: 
 
”Behovet for nye etterforskningsmetoder må veies opp mot de krav som hensynet til 
rettssikkerheten stiller. Heller ikke rettssikkerhet er noe klart definert begrep. Med rettssikkerhet 
tenkes det særlig på at enkeltindividet skal være beskyttet mot overgrep og vilkårlighet fra 
myndighetenes side, samtidig som vedkommende skal ha mulighet til å forutberegne sin 
rettsstilling og forsvare sine rettslige interesser.”23   
 
Legalitetsprinsippet er en viktig del av rettssikkerheten, og står sentralt i 
straffeprosessen. Prinsippet skal både sikre forutberegnelighet og motvirke overgrep og 
vilkårlighet. Prinsippet trekker opp grensene for tiltak: 
 
”Politi og påtalemyndighet kan som hovedregel ikke sette i verk inngripende tiltak uten hjemmel 
i lov – ut over det som følger av den alminnelige handlefrihet. Og selv om et etterforskningsskritt 
ligger innenfor rammen av handlefriheten, kan hensynene bak legalitetsprinsippet tilsi at 
metoden lovreguleres hvis den kan komme i konflikt med personvernhensyn.”24 
 
Legalitetsprinsippet stiller krav med hensyn til vilkårenes utforming, herunder klarhet 
og presisjon. Politi og påtalemyndighet har selv ansvaret for at etterforskning som 
iverksettes har nødvendig lovhjemmel, men ved mer inngripende metoder vil 
kontrollmekanismer sikre mot fullmaktsoverskridelser.  
 
                                                 
23 Ot.prp.nr.64 (1998-1999) pkt. 7.3 
24 Ot.prp.nr.64 (1998-1999), pkt. 7.3 
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Rettssikkerhetsspørsmål har med andre ord relevans på flere måter. Metodens grad av 
inngrep må ha betydning for de materielle krav som stilles, herunder kravet til alvoret 
av det straffbare forhold som etterforskes, og kravet til mistankens styrke. Foruten det 
alminnelige forholdsmessighetsprinsippet søkes rettssikkerheten også ivaretatt ved 
særlige kompetansebestemmelser og kontrollordninger. Dette kommer jeg tilbake til 
under egne hovedpunkter senere i oppgaven.  
 
Et annet begrep som står sentralt når det gjelder motstridende hensyn, er ”personvern”: 
 
”Hensynet til personvern er et grunnleggende ulovfestet prinsipp i norsk rett. Det er vanskelig å 
gi noen eksakt definisjon av personvernbegrepet. Personvernet beskytter et knippe av ideelle, 
ikke-økonomiske interesser. En sentral side ved personvernet er at den enkelte borger har rett til 
privatliv, til kommunikasjon og til personlig integritet. Hensynet til den personlige integritet 
tilsier blant annet at den enkelte skal ha kontroll over opplysninger om seg selv, særlig 
personlige opplysninger, og til å være i fred for andre. Det nærmere innhold i personvernet og 
dets vekt i forhold til motstridende hensyn er historisk, kulturelt og ideologisk betinget. Hvilke 
inngrep som tillates i den personlige sfære, kan med andre ord variere fra ett samfunn til et annet 
og fra en tid til en annen.”25 26  
 
Personvernet er ikke sikret ved noen alminnelig bestemmelse, men enkelte straffebud 
setter straff for ulike krenkelser av personvernet.27  
 
Flere menneskerettighetskonvensjoner har regler som er av betydning for hvilke 
etterforskningsmetoder politiet kan bruke.28 Mest sentrale er som nevnt ovenfor Den 
europeiske menneskerettighetskonvensjon av 4. november 1950 (EMK), og FN-
konvensjonen om sivile og politiske rettigheter av 16. desember 1966 (SP).29   
                                                 
25 Ot.prp.nr.64 (1998-1999), s. 36. Se også artikkelen Personvern i narkotikasaker og i saker om rikets 
sikkerhet, av høyesterettsadvokat Ole Jakob Bae, Lov og rett 1993: ”Med personvern tenker jeg grovt sagt 
på det vern av den personlige livssfære som vi i vestlige rettsstater ut fra tradisjon og rett, lovfestet og 
ulovfestet, anser at vi skal ha mot inngrep eller innsyn.”  
26 For mer om hva som menes med personvern se NOU 1997:19, Et bedre personvern s. 21-27 
27 Jf. strl. §§ 246, 247, 390, 390a, og §§ 144,145, 1. ledd, 145a, 390b. Se også Personvernregisterloven. 
28 Jf strpl § 4, som etter teori og praksis lenge har vært ansett også å omfatte 
menneskerettighetskonvensjoner. 
29 Disse konvensjonene gjelder som tidligere nevnt nå som norsk lov. 
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Når det gjelder ekstraordinære etterforskningsmetoder er særlig to artikler i EMK av 
betydning; artikkel 6 (retten til rettferdig rettergang) og artikkel 8 (retten til respekt for 
privatliv og familieliv).30  
 
EMK artikkel 8 er en alminnelig regel om personvern, og det er klart at de fleste 
ekstraordinære etterforskningsmetoder i større eller mindre grad gjør inngrep i 
individets rettigheter etter denne bestemmelsen. I forhold til slike metoder er det særlig 
retten til respekt for privatliv og retten til respekt for korrespondanse som er relevante. 
 
Retten til privatliv beskytter mot direkte inntrenging i private hjem, men går lenger enn 
dette, fordi den også beskytter mot innsamling av informasjon, fotografering og 
hemmelig overvåking. Det er da først og fremst overvåking av private områder som 
omfattes av bestemmelsen. Når det gjelder retten til korrespondanse omfatter artikkel 8 
både skriftlige og muntlige meddelelser. EMD har i en rekke avgjørelser vurdert 
hvorvidt telefonavlytting er i strid med denne bestemmelsen. Men istedenfor å ta særlig 
stilling til holdbarheten av konkrete, materielle avgjørelser om slik avlytting, har 
domstolen lagt stor vekt på om formelle krav til hjemmel og prosessuelle garantier er 
oppfylt. Jeg vil senere i oppgaven komme litt tilbake til dette i forbindelse med 
kommunikasjonskontroll. For øvrig må understrekes at retten til privatliv mv. ikke er 
underlagt et absolutt vern mot inngrep. Artikkel 8 nr. 2 gir hjemmel for at offentlige 
myndigheter kan gripe inn i denne retten når det ”er nødvendig i et demokratisk 
samfunn av hensyn til den nasjonale sikkerhet” eller ”for å forebygge uorden eller 
kriminalitet”. Sett i sammenheng gir artikkel 8 nr. 1 og nr. 2 uttrykk for en 
interesseavveining. Ved vurderingen av hvorvidt de nye etterforskningsmetodene i 
straffeprosessloven kan være i strid med EMK artikkel 8, er det derfor den samlede 
effekten av konkrete tiltak under etterforskningen som må være avgjørende. 
Enkelte av endringene i straffeprosessloven er av betydelig inngripende grad. Disse 
metodene er imidlertid velkjente fra utlandet, og metodene begrunnes i alvorlig 
kriminalitet. Ved hjemmel i formell lov anså derfor metodeutvalget at personvern- og 
rettssikkerhetshensyn er tilstrekkelig ivaretatt gjennom domstolskontroll, med 
kontradiktorisk saksbehandling, slik at endringene ikke strider mot EMK artikkel 8. 
                                                 
30 Jf. SP artikkel 17; rett til beskyttelse av privatliv og korrespondanse. 
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Etterforskningsmetoder kan krenke personvernet på ulike måter. Når en persons 
bevegelser og gjøremål overvåkes og registreres, vil krenkelsen avhenge av i hvilken 
grad en normalt kan regne med i bli iakttatt eller registrert. Krenkelsen vil i de fleste 
tilfeller være langt større dersom observasjonen finner sted i privat hjem eller andre 
ikke-offentlige steder, enn på offentlige steder. 
 
Jeg har tidligere slått fast at den teknologiske utviklingen også har gitt fordeler for politi 
og påtalemyndighet. Dette har imidlertid medført en utvikling hvor innsamling og 
registrering av opplysninger i stadig større grad er egnet til å krenke personvernet. 
 
”Jo mer integritetskrenkende en etterforskningsmetode er, desto sterkere grunner skal det til for 
at metoden skal innføres. Hvilke krenkelser av personvernet som skal aksepteres, vil dermed 
bero på hvor alvorlig kriminalitet det er snakk om. 
 … 
Metodens effektivitet står også sentralt. Jo større betydning metoden kan få for etterforskningen, 
desto større grunn kan det være for å tillate den. 
… 
Videre vil det ha betydning hvem som blir utsatt for krenkelsen. Det krav en person i 
utgangspunktet har på ikke å bli utsatt for ulike former for registrering, gjør seg ikke i like stor 
grad gjeldende for en lovbryter som for en uskyldig person. Den som bryter loven, har satt seg 
selv utenfor det alminnelige kravet på vern om sitt privatliv som ligger i personvernet. Hvor 
store krenkelser en lovovertreder må finne seg i som følge av sitt lovbrudd, vil avhenge av dets 
alvor.”31 
  
Det må likevel understrekes at det vil være snakk om en mistenkt, dvs. at det under 
etterforskningen foreløpig er mer eller mindre usikkert om vedkommende faktisk er en 
lovovertreder. Dette får den konsekvens at det må stilles krav til mistankens styrke. 
 
Myndighetene har imidlertid også plikt til å ta hensyn til ofrene for kriminalitet. Når det 
gjelder organisert kriminalitet er det i en del tilfeller ikke en konkret fornærmet. Dette 
gjelder f.eks. smugling og narkotikalovbrudd, hvor det er staten som anses som den 
fornærmede. En type organisert kriminalitet hvor man derimot har en konkret 
fornærmet er f.eks. grove ran. Dette er en type lovbrudd som ikke bare skaper 
                                                 
31 Ot.prp.nr.64 (1998-1999), pkt. 7.2 
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økonomisk tap, men som også kan få store ikke-økonomiske følger i form av psykiske 
skadevirkninger. Økt bekjempelse av kriminalitet vil innebære at enkeltindividers 
friheter og rettigheter beskyttes mot krenkelser fra andre medlemmer i samfunnet, 
hvilket vil si en styrking av deres personvern. Her ser vi med andre ord nok et utslag av 
den interesseavveining som alltid er sentral innen straffeprosessen. 
 
Forarbeidene til de nye lovendringene peker på at man i Norge er mer opptatt av 
personvern enn tidligere. Men innholdet og styrken av personvernet er likevel relativt 
ved at vernet og styrken av det kan variere, avhengig av tid og sted. Når det gjelder 
rettssikkerheten, er det antakelig grunnlag for å hevde at innholdet og styrken av vernet 
er mer absolutt. Utfordringen blir derfor, å finne alternative måter å ivareta 
rettssikkerheten på som lar seg forene med en effektiv etterforskning. 
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4 NYE ETTERFORSKNINGSMETODER – NOEN FELLESSPØRSMÅL 
4.1 Strafferamme som vilkår  
De nye, ekstraordinære etterforskningsmetodene oppgaven omhandler innebærer alle et 
betydelig inngrep i personvern. Legalitetsprinsippet medfører derfor, som nevnt 
ovenfor, at det må oppstilles særlige vilkår for berettiget bruk av slike etterforsknings-
metoder. Senere i oppgaven vil jeg gå nærmere inn på vilkårene i sin helhet når det 
gjelder den enkelte metode. Her vil jeg imidlertid knytte generelle bemerkninger til det 
faktum at strafferammen har fått en helt sentral betydning.  
 
Det er to måter henvisningen til strafferammen kan forekomme på. For det første kan 
strpl. henvise direkte til en bestemmelse i strl., eller annen lov som setter straff for 
handlinger.32 Den andre måten vil være at strpl. ikke spesifikt nevner hvilke straffbare 
handlinger som gjør bruk av metoden rettmessig, men derimot kun oppstiller krav til én 
bestemt strafferamme, dvs antall måneder eller år.33 34  
 
For metoder som innebærer betydelige inngrep i personvern ser vi gjennomgående at de 
to alternativene brukes i kombinasjon, dvs. at det både vises til nærmere angitte straffe-
bestemmelser, samt at det er en generell henvisning til én strafferamme hva andre 
lovbrudd angår.35  
 
Når det gjelder de straffebestemmelser som er nærmere angitt for de enkelte metoder, 
dreier det seg i hovedsak om narkotikalovbrudd og etterforskning av saker som vedrører 
rikets sikkerhet. Bekjempelse av narkotikarelatert kriminalitet er en av hoved- 
begrunnelsene bak behovet for de nye metodene. Og når det gjelder rikets sikkerhet: 
 
”Utvalget vil peke på at etterforskning av saker som vedrører rikets sikkerhet, skiller seg fra 
etterforskning av annen kriminalitet, og at dette kan begrunne forskjeller i reglenes innhold. Det 
                                                 
32 Se f.eks. strpl. 200a, 1. ledd, hvor det vises til strl. kapittel 8 eller 9, § 162, og § 317 jfr § 162 
33 Se f.eks strpl. § 202a, 1. ledd og § 202b, 1. ledd 
34 Gjentakelses- og sammenstøtstilfeller kommer ikke i betraktning. Se f.eks. strpl.§ 200a, 1. ledd, 2. 
punktum., § 202b, 1. ledd, 2. punktum, § 208a, 1. ledd, 2. punktum, § 216a, 1. ledd, 2. punktum 
35 Se f.eks. strpl. § 202c, 1. ledd 
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kan her også vises til at de fleste – om ikke alle – andre land har særregler for denne type 
saker.”36  
 
Etter å ha studert forarbeidene, og de bemerkninger som er knyttet til bruk av 
strafferamme som kriterium, kan det sammenfatningsvis konkluderes med at grad av 
personverninngrep som tillates, er vurdert i forhold til hvor alvorlig kriminalitet som er 
gjenstand for etterforskning. 
 
Metodeutvalget anså med andre ord strafferammen for å være et hensiktsmessig 
kriterium for vurderingen av når bruk av ekstraordinære metoder skal være rettmessig. 
Dette ble begrunnet med at det enkelte straffebuds strafferamme er nøye vurdert og er et 
utslag av lovgivers vurdering av straffverdigheten på dette felt sammenlignet med 
andre, og dermed egnet som et skille. Departementet er derimot enig med Straffelov- 
kommisjonen i at dette ikke alltid er tilfellet: 
 
”Strafferammene reflekterer ikke alltid hvor grovt lovbruddet anses for å være – hverken isolert 
sett eller sammenlignet med andre lovbrudd. Andre hensyn – for eksempel prosessuelle – kan ha 
spilt inn, eller holdningen til straffbarheten kan ha endret seg over tid.”37  
 
Som en kritikk mot å bruke strafferammen som vilkår, vil jeg trekke frem 
spritsmugling. Dette er en typisk form for organisert kriminalitet som skaper store 
illegale inntekter og medfører betydelige samfunnsmessige skadevirkninger.38 
Strafferammen for slik smugling er etter alkoholloven § 10-1, 1. ledd fengsel inntil 6 
måneder, eller fengsel inntil 2 år dersom overtredelsen er særlig grov, jf. 2. ledd. Ved 
visse overtredelser som gjelder et meget betydelig kvantum kan fengsel inntil 6 år 
anvendes, jf. 3. ledd.  Kommunikasjonskontroll kunne helt klart vært en meget effektiv 
metode under etterforskning av slike saker. Men grunnet vilkåret til strafferamme kan 
kommunikasjonsavlytting jf. strpl. § 216a ikke benyttes i slike saker, og annen kontroll 
av kommunikasjonsanlegg jf. strpl. § 216b kan bare benyttes ved visse overtredelser 
som gjelder et meget betydelig kvantum jf. alkoholloven § 10-1, 3. ledd.  
                                                 
36 NOU 1997:15, pkt. 6.2.2.1 
37 Ot.prp.nr.64 (1998-1999), pkt. 8.3.1.4 
38 Her kan nevnes de mange sakene med metanolforgiftning som har funnet sted den siste tiden. 
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Praksis viser at det ofte er de samme kriminelle som står bak spritsmugling som 
narkotikakriminalitet, og når det også er de samme hensyn som taler for en mest mulig 
effektiv etterforskning og oppklaring av slike saker, er det betenkelig at det oppstilles 
markerte forskjeller i de metoder som tillates brukt. 
 
Videre kan det spørres hvorvidt strafferammen i tilstrekkelig grad alltid reflekterer 
hvilket behov det faktisk er for å benytte metoden, eller i hvilken grad inngrepet på 
andre måter er proporsjonalt.39 Departementet fremhever imidlertid: 
 
”Strafferammen brukes som avgrensningskriterium ved de øvrige tvangsmidlene i dag, og har 
prosessuell betydning også på en rekke andre områder, for eksempel for adgangen til å anke.”40 
 
Og igjen ser vi henvisningen til ”alvorlig kriminalitet”: 
 
”Strafferammen gjenspeiler oftere hvor alvorlig lovbruddet er når maksimumsstraffen er høy. Jo 
høyere strafferammebegrensningen er, jo mindre betenkelig er det etter departementets syn å 
bruke denne avgrensningsmåten.”41 
 
Å knytte grensen til strafferammen, har vært et bevisst valg. Departementet har hatt 
visse betenkeligheter, men konkluderer med at strafferammen bør brukes som kriterium. 
Dette begrunnes i klare lovtekniske fordeler (herunder at dette er i samsvar med de 
øvrige regler om bruk av tvangsmidler i norsk rett), internasjonalt politisamarbeid og 
hensynet til rettsenhet, samt ikke minst det at strafferammen som hovedregel 
sammenfaller med lovbruddets alvorlige karakter. 
 
4.2 Plassering av beslutningskompetansen 
Vanligvis er det politiet som beslutter og gjennomfører etterforskningen. Men enkelte 
etterforskningsskritt må som hovedregel besluttes av retten. Uten å gå i detalj vil jeg 
belyse generelle trekk ved plassering av beslutningskompetansen, dvs hvem som har 
                                                 
39 Her kommer dog det alminnelige forholdsmessighetsprinsippet til anvendelse. 
40 Ot.prp.nr.64 (1998-1999), pkt. 8.3.1.4 
41 Ot.prp.nr.64 (1998-1999), pkt. 8.3.1.4 
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kompetanse til å gi tillatelse til å anvende metodene. Deretter vil jeg se nærmere på 
behovet og bakgrunnen for de unntak loven oppstiller. Men først hovedreglene: 
 
- Skjult fjernsynsovervåking (§ 202a): retten 
- Teknisk sporing (202b): påtalemyndigheten, og (§ 202c): retten  
- Kommunikasjonskontroll (§§ 216a og 216b): retten 
- Annen avlytting (§ 216l): påtalemyndigheten 
- Utsatt underretning ved ransaking (200a), beslag (§ 208a) og utleveringspålegg    
  (210a): retten 
 
Når det gjelder de ovennevnte metodene i straffeprosessloven fremgår det av  
forarbeidene at plassering av beslutningskompetansen klart er ment å skulle utgjøre en 
vesentlig del av kontrollen med hvordan, og i hvilken grad metodene benyttes. 
 
Verdt å merke seg er at i de tilfeller beslutningskompetansen er plassert hos politiet, 
herunder reglene om hastekompetanse (se nedenfor), tilligger kompetansen 
politimesteren.42 Vi ser med andre ord at beslutningskompetansen når det gjelder de nye 
metodene løftes opp internt i politiet, og utgjør dermed et unntak fra hovedregelen om at 
kompetansen tilligger den enkelte politijurist.  
 
Det er altså nedfelt særskilte kompetansebestemmelser, dels ved at kompetansen er lagt 
til retten, dels ved at kompetansen internt i politiet avviker fra det ordinære. Den 
primære bakgrunnen for dette er hensynet til rettssikkerheten for den som er gjenstand 
for tvangsmidler som ledd i etterforskning. Det fremgår gjennomgående av forarbeidene 
at plassering av kompetanse er avgjort på grunnlag av en vurdering av hvor stort 
inngrep det er tale om. I dette ligger bl.a. at man ønsker å forhindre at politiet tar i bruk 
ekstraordinære metoder i saker hvor man kunne nådd frem med alminnelige og mindre 
inngripende midler. Her kommer følgelig kompetanseregler inn som en garanti mot slik 
utglidning. Se for eksempel: 
 
                                                 
42 Se  strpl. §§ 200a 6. ledd, 202b 2. ledd, 202c 3. ledd, 208a 5. ledd, 216d 2. ledd som alle viser til  
§ 216d, 2. ledd 
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”For de mer inngripende metoder tilsier dette at kompetanse til iverksetting legges til retten.”43 
 ... 
”Påtalemyndigheten har tradisjonelt selv besluttet bruk av peileutstyr. Etter departementets syn 
er en slik ordning i utgangspunktet både forsvarlig og praktisk. Innføres det en adgang til å feste 
peileutstyr til klær eller håndbagasje, tilsier derimot rettssikkerhetshensyn at samtykke fra retten 
må innhentes. Det samme gjelder hvis det er nødvendig å begå innbrudd for å feste 
peileutstyr.”44  
 
På den ene siden blir alle slike saker avgjort på høyeste nivå, av en og samme person, 
noe som nok kan medføre en mer uniform vurdering. Dette bør i utgangspunktet bedre 
rettssikkerheten til den mistenkte. Det blir imidlertid en mer omstendelig prosess, og det 
kan kanskje stilles spørsmålstegn ved hvor god kjennskap politimesteren faktisk får til 
den enkelte sak, sammenlignet med den politijurist som ellers behandler saken. 
Fra hovedreglene slik de fremgår ovenfor, er det for flere av metodene hjemlet en såkalt 
”hastekompetanse” for påtalemyndigheten når bestemte vilkår er oppfylt. Forarbeidene 
drøfter slike unntak, og viser til motstridende hensyn. Utgangspunktet er et reelt behov  
og at unntaksregler er nødvendige for etterforskningen. Se for eksempel: 
 
” Forslaget begrunnes med at bevis kan forspilles når rettens kjennelse ikke kan innhentes på det 
tidspunkt behovet oppstår. Moderne kommunikasjonsformer fører trolig til en økning i de saker 
hvor tidsaspektet er avgjørende for om bevis kan sikres.” 45 
 ... 
”Behovet for å foreta en ransaking det ikke bør underrettes om, kan oppstå plutselig uten at det 
er tid til å avvente rettens beslutning.” 46  
 ... 
”… vil utvalget foreslå at påtalemyndigheten bemyndiges til å treffe beslutning under slike 
forhold hvor det er fare for at formålet med undersøkelsen forspilles, hvis man må avvente 
domstolsbehandling.” 47 
 
                                                 
43 NOU 1997:15, pkt. 2.3 
44 Ot.prp.nr.64 (1998-1999), pkt. 14.4.3 
45 Ot.prp.nr.64 (1998-1999), pkt. 12.2 
46 NOU 1997:15, pkt. 2.13 
47 NOU 1997:15, pkt. 2.16 
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Påtalemyndigheten som i slike tilfeller får utvidede fullmakter, utøver her et skjønn som 
foruten hensynet til etterforskningen, også skal være basert på hensynet til rettssikkerhet 
og personvern. Etterfølgende domstolskontroll vil begrense faren for at ordningen 
misbrukes, og dermed også virke positivt inn på allmennhetens tillit. Men hva med 
eventuelle tilfeller der hastekompetansen blir brukt uten at det var berettiget? 
 
”I saker hvor påtalemyndigheten bruker sin hastekompetanse, vil ikke retten – når den får saken 
til etterfølgende kontroll – kunne forhindre inngrepet. Det har allerede skjedd. Etter 
departementets mening bør påtalemyndigheten derfor bare ha hastekompetanse i saker hvor det 
er strengt nødvendig. Dette varierer fra etterforskningsmetode til etterforskningsmetode.”48 
 
Hastekompetanse er altså en unntaksregel, hvor det alltid skal finne sted en  
etterfølgende domstolskontroll. Men hvilket tidsaspekt gjelder? For hemmelig ransaking 
foreslår metodeutvalget at ”beslutningen skal etter forslaget snarest mulig forelegges 
retten for etterfølgende kontroll og for avgjørelse av om utsatt underretning fortsatt kan 
finne sted.”49 Med dette menes så snart det er praktisk mulig, hvilket i regelen vil si 
neste virkedag. Dersom dette etterleves ser Metodeutvalget ingen betenkeligheter. 
De samme hensyn og vurderinger vil gjelde for de øvrige metodene.  
 
Etter Lund-kommisjonens rapport ble det stilt spørsmål ved hvor reell  
domstolskontrollen var når det gjaldt politiets begjæringer om telefonkontroll. Det ble 
bl.a. vist til manglende kontradiksjon. Dette vil jeg komme tilbake til nedenfor. 
 
4.3 Legalitetskontroll – oppnevning av forsvarer 
All etterforskning reiser rettssikkerhetsspørsmål. Rettssikkerheten søkes ivaretatt på 
flere måter, bl.a. ved kompetansebestemmelser og kontrollordninger. Ved lov nr. 
82/1999 ble det lovfestet en ordning med oppnevning av forsvarer når retten behandler 
begjæringer om bruk av ”hemmelige” tvangsmidler som den mistenkte ikke varsles om, 
og hvor vedkommende dermed ikke selv kan gjøre nytte av sine kontradiktoriske 
rettigheter. Etter lovendringen gjelder dette skjult fjernsynsovervåkning og teknisk 
                                                 
48 Ot.prp.nr.64 (1998-1999), pkt. 8.6 
49 NOU 1997:15, pkt. 6.5.6  
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sporing, kommunikasjonskontroll, og utsatt underretning ved ransaking, beslag og 
utleveringspålegg.50 51 Ordningen er ny, og jeg vil derfor bruke litt tid på dette. 
 
Før lovendringen trådte i kraft besto kontrollen med politiets bruk av visse tvangsmidler 
foruten kontrollen fra overordnet påtalemyndighet og domstolene, av Kontrollorganet 
for Politiets overvåkingstjeneste, Forsvarets etterretningstjeneste og Forsvarets 
sikkerhetstjeneste (EOS-utvalget), og Kontrollutvalget for narkotikasaker. Jeg avgrenser 
mot å gå nærmere inn på disse kontrollordningene, og vil her kun se nærmere på den 
legalitetskontrollen som skjer gjennom den nye ordningen med forsvarer. 
 
Departementet har også tidligere52 vurdert spørsmålet om å innføre en ordning med 
forsvarer for den mistenkte, men foreslo på det tidspunktet ingen slik ordning fordi 
høringsinstansene gikk kraftig imot det.53 Det ble vist til at dette ville medføre praktiske 
problemer og øke faren for at uvedkommende ble kjent med at telefonkontroll var 
begjært. Videre ble det lagt vekt på at en ordning med forsvarer ikke ville bedre 
rettssikkerheten vesentlig fordi denne ikke kunne sette seg i forbindelse med den 
mistenkte. Dermed ville det være begrenset hva forsvareren kunne bidra med. I tillegg 
ble det anført at kontroll ville skje gjennom Det særskilte kontrollutvalget. 
 
Bakgrunnen for at den nye ordningen med forsvarer nå er innført, er bl.a. fremleggelsen 
av Lund-kommisjonens rapport, avgitt til Stortingets presidentskap 28. mars 1996. 
Rapporten førte til en samfunnsdebatt vedrørende politiets bruk av telefonkontroll, og 
det fremkom alvorlig bekymring, bl.a. fra dommer- og advokathold for hvorvidt 
domstolene faktisk fungerte som den rettssikkerhetsgaranti de skulle være. Fra 
dommerhold ble det blant annet vist til at ”det faktum at det ikke var oppnevnt noen 
forsvarer til å kontradiktere påtalemyndighetens saksfremstilling, økte faren for at saken 
                                                 
50 Jf. strpl. § 100a, som viser til strpl.§§ 200a, 202c, 208a, 210a, 210c, 216a og 216b 
51 Forsvarer oppnevnes ikke i saker der det benyttes annen avlytting av samtaler ved tekniske midler 
(romavlytting), jf. strpl. § 216l. Dette fordi kompetansen her tilligger påtalemyndigheten. Metoden er  
imidlertid underlagt kontroll fra et særskilt kontrollutvalg.  
52 Ved innføringen av kapittel 16a i straffeprosessloven; tillatelse til telefonkontroll i narkotikasaker. 
53 Se høringsbrev av 20.12.1996 og Ot.prp.nr.40 (1991-1992), s. 20-22 
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ikke ble bredt nok belyst og at dommerens avgjørelse ikke ble tilstrekkelig objektiv.”54 
Rapporten bidro med andre ord til å sette fokus på hvilke følger det kan få dersom 
legalitetskontrollen ikke er god nok.   
 
Departementet ønsket en ytterligere rettssikkerhetsgaranti og vurderte to alternativer; å 
innføre en kjæremålsadgang for kontrollutvalget i alle kommunikasjonskontrollsaker, 
eller en ordning med oppnevning av forsvarer. Spørsmålet var hvilken ordning som ville 
være mest betryggende og hensiktsmessig.  
 
En kjæremålsadgang for kontrollutvalget, ville i realiteten til dels innebære en 
etterfølgende kontroll. Dette ville lett kunne få vesentlig betydning når det gjelder å 
garantere rettssikkerheten. Kontrollutvalget påpekte videre i sin høringsuttalelse visse 
praktiske problemer; det ville bl.a. bli vanskelig for det samlede utvalg å ta standpunkt 
til kjennelsene innen rimelig tid. 
 
En oppnevnt forsvarer vil derimot kunne påvirke utfallet fra starten av.  
Når forhørsretten får inn en begjæring om bruk av tvangsmidler etter de ovennevnte 
bestemmelser skal retten jf. strpl. § 100a straks oppnevne offentlig forsvarer for den 
mistenkte. Han eller hun skal ha tilgang til politiets materiale (alt som vedrører saken), 
varsles om alle rettsmøter og skal ha rett til å uttale seg forut for rettens avgjørelse. 
Departementet viste til at en tilsvarende ordning i Danmark har styrket tilliten blant 
allmennheten til at bruken av de ulike integritetskrenkende tvangsmidlene ikke 
misbrukes. På denne bakgrunn, samt at ordningen også var i samsvar med det svenske 
forslaget, gikk departementet inn for ordningen med oppnevning av forsvarer som nå er 
nedfelt i strpl. § 100a. 
 
Hvordan er så ordningen med oppnevning av forsvarer ment å skulle fungere?  
En slik oppnevnt forsvarer vil ha en tosidig oppgave. Den ene er å sørge for 
kontradiksjon ved å stille kritiske spørsmål og belyse saken fra andre innfallsvinkler 
forut for dommerens avgjørelser. Det andre er at forsvareren skal være en 
rettssikkerhetsgaranti for at loven blir etterlevd. 
                                                 
54 NOU 1997:15, pkt. 6.2.10 
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Det viktigste argumentet for å innføre en slik ordning var at man ville få et 
topartsforhold, som er det normale ved rettergang. Og et viktig utslag av ordningen med 
oppnevning av forsvarer er at det blir praktisk mulig å påkjære rettens avgjørelser. Men 
ordningen vil ikke helt kunne kompensere for den mistenktes manglende muligheter til 
å ta til motmæle. Spørsmålet blir derfor i hvilken grad det faktisk blir et reelt 
topartsforhold. Den mistenkte vil ikke kunne varsles, og det er dermed begrenset hva 
advokaten kan bidra med.  
 
”Burde det ikke vært oppnevnt en advokat for siktede/mistenkte som kunne overvåke at sakene 
fikk en skikkelig, både reell og formell behandling fra dommerens side? Det er klart at vi som 
advokater kan komme i en vanskelig situasjon dersom vi skal opptre på vegne av en person som 
vi ikke har anledning til å ta kontakt eller konferere med.   
… 
Vi må kanskje derfor slippe tanken på den ordinære forsvarer-rollen, og heller snakke om 
advokaten som en slags offentlig observatør, hvis oppgave må være å følge den sak, ivareta det 
kontradiktoriske prinsipp best mulig og se til at dommeren utøver forsvarlig skjønn og 
saksbehandling.”55   
 
Metodeutvalgets hovedpoeng var  at ”den oppnevnte forsvarer ikke primært er tilstede 
for å ivareta den siktedes sak, men derimot representerer allmennheten og påse at det tas 
tilstrekkelig hensyn til personvernet i den avveining som i den konkrete sak skal skje 
mellom hensynet til den enkeltes integritet, og fellesskapets behov for oppklaring og 
avverging av alvorlig kriminalitet.”56  
 
Selv om forsvareren ikke vil kunne opptre som en forsvarer i tradisjonell forstand, skal  
vedkommende ivareta den mistenktes interesser. Forsvarerens rolle vil være todelt. 
Primært skal vedkommende sørge for at faktum blir grundigere og mer allsidig belyst. 
Men når forsvareren ikke kan sette seg i kontakt med ”klienten” (den mistenkte), blir 
vedkommende prisgitt den informasjonen som mottas fra politiets side. Man kan derfor 
stille spørsmålstegn ved hvor effektivt og reelt forsvaret/kontrollen blir, med dertil 
tenkelige konsekvenser for den mistenktes rettssikkerhet.  
                                                 
55 Advokatbladet nr. 6/1996, Advokatforeningens formann Bjørg Ven. Uttalelsen kom på bakgrunn av 
Lund-rapporten 
56 NOU 1997:15, pkt. 6.2.10 
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Videre skal forsvareren kontrollere at vilkårene for bruk av slike tvangsmidler er 
oppfylt. Herunder de juridiske vilkår, samt vurdere hvorvidt kravet til 
forholdsmessighet er oppfylt.  
 
Den faktaopplysende delen av forsvarer-rollen vil i praksis ha begrenset virkning som 
del av legalitetskontrollen. Den viktigste fordelen med forsvarerordningen må derfor 
sies å være vurderingen av og kontrollen med de juridiske vilkår, samt den alltid 
sentrale forholdsmessighetsvurderingen.  
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5 SKJULT FJERNSYNSOVERVÅKING 
Med fjernsynsovervåking menes etter strpl. § 202a jf. personopplysningsloven § 36  
”vedvarende eller regelmessig gjentatt personovervåking ved hjelp av fjernbetjent eller 
automatisk virkende fjernsynskamera fotografiapparat eller lignende apparat.” 
 
Skjult overvåking er jf. personopplysningsloven § 48 som hovedregel ulovlig og 
dermed straffbart. På visse grunnlag, herunder som ledd i politiets etterforskning av 
straffbare forhold, er dette likevel berettiget når nærmere vilkår er oppfylt. Det rettslige 
grunnlaget er nedfelt i strpl. § 202a. Bestemmelsen ble tilføyd ved lov 15. mars 1991  
nr. 5 og er siden ikke endret, med unntak for en ny henvisning til personopplysnings-
loven av 2000 nr. 31. Politiets bruk av skjult fjernsynsovervåking er dermed ingen ny 
metode. Derimot må dette sies å være en ekstraordinær metode vurdert ut ifra frem-
gangsmåte og grad av inngrep, og jeg vil derfor likevel kort se nærmere på metoden. 
 
Bakgrunnen for det strenge regelverket på dette området er å beskytte den enkelte mot 
at personvernet blir krenket gjennom behandling av personopplysninger. Slike 
opplysninger skal behandles i samsvar med grunnleggende personvernhensyn, herunder 
behovet for personlig integritet, privatlivets fred og tilstrekkelig kvalitet på 
personopplysninger.57 58 Ved fjernsynsovervåking på offentlig sted eller sted hvor en 
begrenset krets av personer ferdes jevnlig, skal det derfor ved skilting eller på annen 
måte gjøres tydelig oppmerksom på at stedet blir overvåket og hvem som er 
behandlingsansvarlig.59  
 
Når politiet iverksetter skjult fjernsynsovervåking stilles det ut ifra ovennevnte hensyn, 
vilkår om at overvåkingen må ”være av vesentlig betydning for etterforskningen.” 
Bestemmelsen viser ikke til § 170a, men det må antas at denne generelle regelen om 
forholdsmessighet også får anvendelse ved skjult fjernsynsovervåking.  
 
                                                 
57 Jf. Personopplysningsloven § 1, 2. ledd 
58 Jf. det jeg tidligere har skrevet om personvern. 
59 Personopplysningsloven § 40 
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Når det gjelder hvilket tidsrom tillatelsen gis for, må dette ikke ”være lengre enn strengt 
nødvendig og høyst 4 uker.” Det er ikke lovregulert noen adgang for retten til å forlenge 
tillatelsen. Dette avviker fra f.eks. teknisk sporing, som klart må anses som en vesentlig 
mer inngripende metode. Men på den annen side foretas skjult fjernsynsovervåking på 
offentlig sted, slik at ikke bare den mistenkte, men også et større antall uskyldige 
personer vil bli observert og eventuelt registrert uten noe legitimt grunnlag.  
 
At strafferammen er satt relativt lavt (høyere straff enn fengsel i 6 måneder), har bl.a. 
sammenheng med at det er snakk om skjult overvåking på offentlig sted, jf. det jeg 
tidligere har sagt om rett til grad av personvern på slike steder versus ikke-offentlige 
steder, f.eks. privat bolig. 
 
Kompetanse til å treffe beslutning om skjult fjernsynsovervåking tilligger retten, og det 
er her ikke hjemlet noen adgang til hastekompetanse for politiet. 
 
Når det gjelder hvorvidt det ved skjult fjernsynsovervåking skal oppnevnes offentlig 
forsvarer etter § 100a, må dette besvares benektende. Strpl. § 100a, 1. ledd nevner 
uttrykkelig hvilke bestemmelser ordningen gjelder for, og § 202a er ikke nevnt.60 Hvor 
rimelig er så dette, tatt i betraktning at skjult fjernsynsovervåking må betraktes som en 
forholdsvis inngripende etterforskningsmetode? Her vil jeg trekke frem to momenter. 
For det første er det i saker hvor skjult fjernsynsovervåking benyttes ofte ikke en 
konkret mistenkt. Dette får betydning for spørsmålet om forsvarer, jf. det jeg tidligere 
har sagt om hensynet bak ordningen. For det andre foretas fjernsynsovervåkingen på 
offentlig sted, og slik overvåking er heller ikke forbeholdt politiet. 
                                                 
60 At § 202a i fotnotene viser til § 100a må derfor bero på en feil.  
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6 TEKNISK SPORING 
Teknisk sporing vil si at politiet plasserer elektronisk peileutstyr på et objekt slik at de 
til enhver tid kan lokalisere og følge det objektet senderen er plassert på.61 Peileutstyr 
som benyttes ved teknisk sporing overfører ikke lyd eller bilde. Metodeutvalget 
beskriver den nærmere bruken slik: 
 
”Teknisk sporing innebærer at det festes en elektronisk signalsender til det objektet man ønsker å 
kontrollere. Signalene registreres hos en mottaker som bl.a viser hvor lang avstand det er til 
senderen og om senderen beveger seg.” 
 
Det rettslige grunnlaget for politiets adgang til å benytte teknisk sporing under 
etterforsking, er nå nedfelt i strpl. kap. 15a, §§ 202b og 202c. Disse bestemmelsene ble 
vedtatt ved lov 3. desember 1999 nr. 82.62 
 
Rent teknisk foreslo metodeutvalget én bestemmelse for teknisk sporing. Departementet 
foreslo to, noe som også ble vedtatt. Dette er hensiktsmessig fordi de to bestemmelsene 
regulerer adgang til teknisk sporing på ulike vilkår, og vil følgelig gi en for allmenn-
heten mer oversiktlig fremstilling av regelverket. Det er arten av det objektet som 
peileutstyret plasseres på som er styrende for hvilken bestemmelse som kan anvendes.  
 
Strpl. § 202b regulerer adgangen til teknisk sporing ”når noen med skjellig grunn 
mistenkes for en handling eller forsøk på handling som etter loven kan medføre straff av 
fengsel i 5 år eller mer”. Strpl. § 202c regulerer adgangen til teknisk sporing ”Når noen 
med skjellig grunn mistenkes for en handling eller forsøk på handling som etter loven 
kan medføre straff av fengsel i 10 år eller mer, eller som kan rammes av lov om kontroll 
med eksport av strategiske varer, tjenester og teknologi m.v. § 5”. Når det gjelder 
strafferammen, følger det direkte av lovteksten at forhøyelse av maksimumsstraffen ved 
gjentakelse eller sammenstøt av forbrytelser ikke kommer i betraktning, jfr. 1. ledd,  
2. punkt. § 196 gjelder tilsvarende. 
 
                                                 
61 Det følger dermed direkte av loven at det må avgrenses mot den sporing politiet kan foreta av 
elektronisk utstyr den mistenkte selv besitter, som f.eks. ved peiling av GSM-telefoner. 
62 I kraft 1. januar 2000 
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Etter Strpl. § 202b kan det objektet peileutstyret festes på, være ”kjøretøy, gods eller 
andre gjenstander”, jf. 1. ledd, 1. punkt. 
 
Mens § 202b bare setter krav til strafferammen, er det i § 202c oppstilt to tilleggsvilkår; 
”det må antas at teknisk sporing vil være av vesentlig betydning for å oppklare saken” 
og ”at oppklaring ellers i vesentlig grad vil bli vanskeliggjort”. Dersom begge disse 
vilkårene er oppfylt, utvides politiets adgang til å plassere teknisk peileutstyr 
betraktelig, hva objektet for plasseringen angår. Det følger av bokstav a og b, at teknisk 
peileutstyr kan plasseres i klær, gjenstander, veske eller annen håndbagasje som den 
mistenkte bærer på, eller med seg. I tillegg gis det, jf. bokstav c, adgang for politiet til å 
foreta innbrudd for å plassere teknisk peileutstyr. Vilkår er da, utover de ovenfor nevnte, 
at ”det er strengt nødvendig å foreta innbrudd for å plassere peileutstyret”. Når vilkårene 
i § 202c er oppfylt, kan innbrudd begås for å plassere teknisk peileutstyr på objekt som 
følger av både §§ 202b og 202c. 
 
Kompetansen jf. §202b tilligger påtalemyndigheten, ved politimesteren (eller 
visepolitimesteren). Kompetanse til å gi tillatelse til teknisk sporing etter § 202c 
tilligger retten, og avgjørelsen fattes ved kjennelse. Innad i politiet er det politimesteren 
som har kompetanse til å be retten om å gi politiet slik tillatelse. Det er imidlertid 
hjemmel for såkalt hastekompetanse, jf. det jeg har skrevet tidligere. 
 
For hvilket tidsrom peilingen kan foretas, følger det av § 202b ikke noen begrensning. 
Dette innebærer at politiet foretar en konkret forholdsmessighetsvurdering jf. § 170a..  
Teknisk sporing med hjemmel i § 202c er en adskillig mer inngripende metode, hvilket 
jf. 4. ledd begrunner at ”Rettens tillatelse skal gis for et bestemt tidsrom, som ikke 
må være lenger enn strengt nødvendig. Tillatelsen må ikke gis for mer enn 4 uker om 
gangen.” Her ser vi følgelig at det stilles enda strengere vilkår enn de som følger av  
§ 170a. Videre henvises det også til § 216f, 2.ledd. 
 
Norsk politi begynte å vurdere innføring av bruk av teknisk sporing under 
etterforskning i 1984. Spørsmål om i hvilken grad dette krever hjemmel i lov i henhold 
til legalitetsprinsippet og EMK artikkel 8 nr. 2 jf. nr. 1, ble vurdert av riksadvokaten og 
Justisdepartementet i 1985.  
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Inntil lovendringen av 1999 nr. 82 trådte i kraft var politiets adgang til å benytte teknisk 
sporing som ledd i etterforsking, regulert av en ikke offentliggjort instruks fra 
riksadvokaten av 30. januar 1990. Bruken var da undergitt begrensninger som gjorde at 
metoden ikke ble ansett å kreve hjemmel i lov. Begrensningen bestod i at det ikke var 
lov å feste peileutstyr på person eller håndbagasje, noe som anses så inngripende at 
lovhjemmel vil være nødvendig. Rammer for retningslinjene fulgte foruten instruksen 
fra riksadvokaten, av EMK, legalitetsprinsippet og rettspraksis. 
 
Metodeutvalget fikk i oppgave å vurdere hvorvidt metoden teknisk sporing burde 
lovreguleres, og eventuelt om anvendelsesområdet for metoden også burde utvides. 
Deres anbefaling kom på bakgrunn av en sammenfatning av ulike hensyn. 
 
Teknisk sporing ved hjelp av peilesendere som utplasseres av politiet har vist seg som et 
nyttig etterforskningsmiddel, særlig i spaningssammenheng, og kan i en del tilfeller 
være eneste mulighet for etterforskning. Metoden øker sikkerheten til involvert 
politipersonell, de det spanes på og allmennheten, fordi spaningen ikke behøver skje så 
tett på. Tett skygging som gjerne er alternativet til teknisk sporing, er en meget 
ressurskrevende og farefull form for etterforskning. Her kan man vise til den utvikling 
det synes å ha vært i forhold til skytevåpen blant kriminelle i Norge de siste årene. 
 
Videre vil jeg kort trekke frem hensynet til rettsenhet, som tidligere nevnt ofte er av 
betydning når det gjelder etterforskningsmetoder for bekjempelse av organisert 
kriminalitet. Teknisk sporing benyttes både i Sverige, Danmark og Finland.  
 
Når politiet først tok i bruk metoden ble den som nevnt regulert av en ikke offentliggjort 
instruks fra riksadvokaten. Det ble ansett ønskelig at bruken av etterforskningsmessige 
hensyn i størst mulig grad ble holdt skjult for allmennheten. Metoden er i dag godt kjent 
blant allmennheten og ihvertfall i de kriminelle miljøer, hvilket gir dette argumentet 
redusert vekt. Utvalget gikk imidlertid heller ikke i 1997 inn for noen detaljert 
lovregulering. Bakgrunnen var fortsatt hensynet til etterforskningen, samt at man lett 
mister fleksibilitet i forhold til å endre på regelverket dersom teknologisk utvikling eller 
endringer i kriminalitetstrusselen tilsier dette.  
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Teknisk sporing er helt klart en inngripende etterforskningsmetode. Hvor inngripende  
vil i hovedsak bero på en avveining av peileutstyrets plassering, og peilingens intensitet 
og varighet. For øvrig vil også vilkårene, og de krav som stilles til kompetanse og 
kontroll ha betydning. Her kan nevnes at teknisk sporing etter § 202c faller inn under 
ordningen med oppnevning av offentlig forsvarer jf. § 100a, 1. ledd. 
 
Sendere som benyttes ved teknisk sporing er små og kan f.eks. festes til en bil, båt eller 
kolli under transport, med liten sjanse for at senderen blir oppdaget. Teknisk sett kan en 
sender også festes på en persons håndbagasje eller i hans klær. Dersom peileutstyr f.eks. 
plasseres i klær, er dette noe som skiftes jevnlig, slik at det ikke vil medføre en 
kontinuerlig overvåking av særlig varighet. Utvalget konkluderte med at det ikke bør 
være noen grense for hvor peileutstyr kan plasseres, med unntak av forbud mot 
plassering på person, noe som ville reise svært vanskelige spørsmål. 
 
For lovregulering taler klart at dette øker borgernes tilgang til regelsettet. Argumentet 
har betydelig vekt bl.a. pga. at utviklingen har medført at peileutstyret stadig er blitt mer 
effektivt, herunder mindre og lettere å skjule, og at ”peileobjektet” kan følges på lengre 
avstander - en utvikling som også må antas å fortsette. 
 
Når det gjelder anbringelse av utstyret er det en forutsetning at dette gjøres på en måte 
som ikke er i strid med gjeldende lovgivning; unntak fra lov må ha hjemmel i lov. 
Det er nå jf. strpl. § 202c, 1.ledd, bokstav c nedfelt en adgang til å foreta innbrudd for å 
plassere teknisk peileutstyr. (En slik fremgangsmåte har dermed klare likhetstrekk med 
såkalt hemmelig ransaking.) Det følger av 5. ledd at ”Rettens avgjørelse treffes uten at 
den mistenkte eller den som avgjørelsen ellers rammer, gis adgang til å uttale seg, og 
kjennelsen blir ikke meddelt dem.” Dette strider mot hovedregelen for tvangsmidler 
etter strpl., men underretning ville forspille effekten av bruken av denne 
etterforskningsmetoden. Teknisk sporing må følgelig betraktes som en form for 
hemmelig etterforskning som ikke bør meddeles mistenkte før dette kan skje uten skade 
for etterforskningen. Her fastslår for øvrig 5. ledd at mistenkte når peilingen er avsluttet 
skal underrettes om kjennelsen og resultatet. Kun i saker om overtredelse av strl. 
kapittel 8 eller 9 kan underretning utsettes ytterligere eller eventuelt unnlates helt. 
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Videre har lovreguleringen også ført med seg en viss utvidelse av anvendelsesområdet 
for metoden, og da slik at det ble antatt å kreve hjemmel i lov. Det er derfor 
hensiktsmessig at man i forhold til de nærmere materielle vilkår og kompetanse-  
bestemmelser skiller metoden i to hovedgrupperinger. For det første foreligger det en 
videreføring av tidligere retningslinjer; det gis fortsatt ikke tillatelse til å feste 
sporingsutstyr på person. For det andre har det funnet sted en utvidelse i forhold til 
tidligere ordning; plassering kan nå finne sted i klær og bagasje, samt ved innbrudd osv. 
 
Utvidelsen av metodens anvendelsesområde innebærer klare inngrep i den mistenktes 
private sfære. Opplysninger om en persons lokalisering gjennom teknisk sporing må  
likevel i de fleste tilfeller sies å være av mindre sensitiv karakter enn de detalj-
opplysninger som kan fremkomme gjennom kameraovervåking og teknisk avlytting. 
Det må likevel understrekes at det ikke nødvendigvis er så enkelt å sammenligne grad 
av inngrep ved de ulike metoder, fordi dette vil avhenge av omfang og intensitet av 
bruken. Bruk av en metode som i utgangspunktet anses mindre inngripende, kan dermed 
i enkelte tilfeller bli langt mer inngripende enn hva som vanligvis er tilfelle. 
 
Videre vil det i normaltilfellene av teknisk sporing dreie seg om relativt kortvarige 
operasjoner. For øvrig er det uansett liten grunn til å tro at metoden vil bli misbrukt, 
dvs. benyttet hvor andre og mindre inngripende metoder kunne vært benyttet. Dette 
fordi det praktisk sett ligger en reell begrensing i det faktum at denne metoden er en 
meget ressurskrevende form for etterforskning.  
 
Strpl. § 202b oppstiller ikke noen begrensninger for lengden av det tidsrom sporingen 
kan foregå. Det alminnelige forholdsmessighetsprinsipp får da anvendelse. For den mer 
inngripende § 202c fremgår tidsbegrensningen av 4. ledd, jf. § 216f, 2. ledd. 
For øvrig må det bemerkes at de regler som er nedfelt for det tidsrom peilingen kan 
foregå, gjelder tiden når utstyret faktisk benyttes til teknisk sporing. Det kan i mange 
tilfeller ta tid før det blir praktisk mulig for politiet å fysisk fjerne utstyret. 
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7 KOMMUNIKASJONSKONTROLL 
7.1 Innledning 
Et kjennetegn ved organisert kriminalitet er at det skaper et betydelig behov for 
kommunikasjon mellom kriminelle enkeltindivider og grupper.  
 
”Med kommunikasjon menes i denne forbindelse overføring av informasjon fra en sender til en 
mottager. Det er således ikke kommunikasjon når det tas utskrift av et datalagret dokument, selv 
om dokumentet da overføres fra datamaskinen til skriveren. Tilsvarende gjelder ved annen 
overføring mellom datamaskin og periferienheter, for eksempel ved sikkerhetskopiering til et 
eksternt lagringsmedium.”63  
 
Slik kommunikasjon kan foregå bl.a. pr. telefax, e-mail, og ikke minst på telefon, 
herunder både fast- og mobiltelefon. Med kommunikasjonsanlegg menes derfor 
telefoner, datamaskiner eller andre anlegg for telekommunikasjon eller datakommunika-
sjon, jfr. strpl. § 216a, 4. ledd. Videre omfattes også signaler til og fra personsøker som 
den mistenkte benytter (Ot.prp.nr.40 for 1991-1992, s. 38). Politiets muligheter for å 
oppklare organisert kriminalitet vil i mange tilfeller avhenge av at det gis tilgang til de 
ulike medier for kommunikasjon. Videre er det ofte først da det vil la seg gjøre å 
identifisere og lokalisere bakmennene, og dermed kunne avverge fremtidig kriminalitet. 
 
Jeg har tidligere nevnt at narkotikaforbrytelser nesten aldri anmeldes. Dette har 
sammenheng med at ofrene (narkotikamisbrukerne) har felles interesse med importører 
og selgere i å få stoffet fem. I tillegg foregår narkotikakriminalitet ofte i skjulte og 
profesjonelle miljøer. Narkotikakriminalitet var derfor det første området, bortsett fra 
forbrytelser mot rikets sikkerhet, hvor norsk politi stod overfor alvorlig kriminalitet som 
ikke lot seg avdekke ved hjelp av tradisjonelle etterforskningsmetoder. Det var i 
erkjennelsen av dette at man innførte midlertidig lov om telefonkontroll i narkotikasaker 
i 1976 (lov av 17. desember 1976 nr. 99).64 Loven ble gjort tidsbegrenset ut 1978, fordi 
                                                 
63 Ot.prp.nr.64 (1998-1999), s. 173 
 
64 Tidligere gav lov av 24. juni 1915 om kontroll med post- og telegrafforsendelse og med 
telefonsamtaler, adgang til å anvende telefon og postkontroll i saker som gjaldt rikets sikkerhet. 
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man ønsket en vurdering av behovet for og effektiviteten av metoden, samt hvorvidt 
regelverket ellers fungerte tilfredsstillende. Deretter ble loven forlenget en rekke ganger 
før den ble gjort permanent ved lovendring av 5. juni 1992 nr. 5265 Straffeprosessloven 
fikk da et nytt kapittel 16a; telefonkontroll i narkotikasaker. Bestemmelsene her er 
senere endret ved lover 13. mai 1994 nr. 11 og 3. desember 1999 nr. 82.66  
 
Kontroll av kommunikasjon som ledd i etterforskning er følgelig ikke nytt, men de 
senere lovendringer har medført en betydelig utvidelse i anvendelsesområdet for 
metoden. Frem til 1999 ga strpl. kapittel 16a bare hjemmel for telefonkontroll i 
narkotikasaker. Etter lovendringen i 1999 har kapittelet fått et betydelig utvidet 
anvendelsesområde, samt at det nå omhandler kommunikasjonskontroll, hvilket vil si 
både avlytting og annen kontroll av kommunikasjonsanlegg. Med sistnevnte menes å 
registrere hvilke telefoner som er satt i forbindelse med hverandre, kunne kreve ulike 
opplysninger om bruk, mulighet for å bryte kommunikasjon osv. Bestemmelsene ble 
videre utvidet til ikke å bare gjelde telefonsamtaler, men også f.eks. kommunikasjon 
ved hjelp av datamaskiner o.l., som nevnt ovenfor. 
 
Øvrige rettskilder som regulerer politiets bruk av denne etterforskningsmetoden er  
forskrift om kommunikasjonskontroll (kommunikasjonskontrollforskriften) JD 1995-
03-31 281, med senere endringer. I tillegg kommer rettspraksis (norsk og EMD), og 
internasjonale konvensjoner, hvor jeg først og fremst vil se på hvilke problemstillinger 
som reises i forhold til EMK.  
 
Vilkårene for kommunikasjonskontroll etter strpl. kapittel 16a, finner vi i §§ 216a, 216b 
og 216c. § 216a regulerer adgangen til kommunikasjonsavlytting, mens § 216b 
omhandler adgangen til annen kontroll av kommunikasjonsanlegg. I tillegg til de vilkår 
som fremgår av henholdsvis § 216a og § 216b, følger det av § 216c, 1. ledd at 
kommunikasjonskontroll bare skal kunne foretas dersom det ”vil være av vesentlig 
                                                 
65 I kraft 1. juni 1992, unntatt § 216j som trådte i kraft 21. april 1995. 
66 I kraft 15. oktober 2000.  
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betydning for å oppklare saken, og at oppklaring ellers i vesentlig grad vil bli 
vanskeliggjort.” Begge disse vilkår må følgelig være oppfylt. 
 
7.2 Kommunikasjonsavlytting 
Kommunikasjonsavlytting kan bestå i å avlytte samtaler eller annen kommunikasjon til 
og fra bestemte kommunikasjonsanlegg som den mistenkte besitter eller kan antas å 
ville bruke. Det må her foretas en avgrensning nedad; avlytting av interne hustelefoner 
eller callinganlegg er romavlytting, og ikke kommunikasjonskontroll. 
 
Avlytting er jf. strl. § 145a som hovedregel straffbart. Dette gjelder også for politiet, 
men med to begrensinger. Forbudet retter seg bare mot samtaler som man selv ikke 
deltar i. Det er følgelig ikke straffbart for den som selv deltar i samtalen å bruke sender 
eller opptaker, selv om dette holdes hemmelig for de andre. For det annet omhandler  
§ 145a bare avlytting ved hjelp av ”teknisk innretning”. Dette vil si mikrofoner og 
sendere som anbringes der samtalen finner sted, eller retningsmikrofoner og annet som 
kan benyttes på avstand. Antakeligvis er også alminnelig opptaksutstyr som video-
kameraer omfattet dersom man gjennom opptaket er i stand til å oppfatte mer enn det 
man ville ha hørt med det blotte øre. Her må det presiseres at strl. § 145a kun retter seg 
mot hemmelig opptak. Åpenlys bruk av kamera og/eller mikrofon på offentlig sted er 
ikke ulovlig etter denne bestemmelsen. 
 
Politiet kan etter strpl. § 216a, 1. ledd foreta lovlig kommunikasjonsavlytting når noen 
med skjellig grunn mistenkes for en handling eller forsøk på en handling som etter 
loven kan medføre straff av fengsel i 10 år eller mer, eller som rammes av straffeloven 
kapittel 8 eller 9, av § 162 eller § 317, jf § 162 eller av lov om kontroll med eksport av 
strategiske varer, tjenester og teknologi m.v. § 5. Videre følger det av 2. ledd at 
forhøyelse av maksimumsstraffen ved gjentakelse eller sammenstøt av forbrytelser ikke 
kommer i betraktning. 
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7.3 Annen kontroll av kommunikasjonsanlegg  
Trafikkdata (opplysninger om hvilke telefoner som er satt i forbindelse med hverandre) 
er pga. utviklingen innen kommunikasjonsteknologien blitt stadig viktigere i 
etterforskning av alvorlig kriminalitet. Innhenting av trafikkdata jf. strpl. § 216b er et 
betydelig inngrep, men likevel langt mindre enn kontroll med kommunikasjonens 
innhold (avlytting), og bør derfor kunne skje i større utstrekning. Dette fikk betydning  
for det generelle kravet til strafferamme, som er satt til straff av fengsel i 5 år eller mer. 
I tillegg er enkelte straffebud uavhengig av strafferamme nevnt særskilt i 1. ledd 
bokstav b; forbrytelser mot statens selvstendighet og sikkerhet, narkotikalovbrudd og 
befatning med barnepornografi. 
 
Dersom vilkår jf. 1. ledd, bokstav a eller b er oppfylt, kan politiet foreta 
kommunikasjonskontroll som går ut på å innstille eller avbryte overføring av samtaler 
eller annen kommunikasjon til og fra bestemte kommunikasjonsanlegg som den 
mistenkte besitter eller kan antas å ville bruke. Vider gir bestemmelsen politiet adgang 
til å stenge slike anlegg, samt at eier eller tilbyder av slike anlegg plikter å gi politiet 
opplysninger om hvilke kommunikasjonsanlegg som i et bestemt tidsrom skal settes 
eller har vært satt i forbindelse med slike anlegg, og andre data knyttet til 
kommunikasjon. 
 
Når det gjelder § 216b, 2. ledd, bokstav c (”har vært satt i forbindelse”) må det for øvrig 
rettes oppmerksomhet til § 210, som gjelder utleveringspålegg av historiske data. Vi har 
her et tilfelle av dobbel hjemmel som til dels overlapper hverandre. Er det da meningen 
at politiet ikke skal benytte § 210 ved tilfeller som også faller inn under anvendelses-
området for § 216b, slik at sistnevnte bestemmelse må sies å være styrende? Dette har 
Høyesterett avgjort i Rt. 1998 s. 309, hvor det fremgår at de vanlige regler om beslag 
kan brukes ved siden av bestemmelsen straffeprosessloven §216 b. 
 
7.4 Generelt om kommunikasjonskontroll 
”Den enkeltes rett til privatliv og til å kunne meddele seg til andre uten innsyn fra 
utenforstående anses som en fundamental menneskerett i en rettsstat”, heter det i et 
høringsnotat fra Justisdepartementet i 1991 (Ot.prp.nr.40 for 1991-1992, s. 10). 
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Metodeutvalget ble satt til å vurdere en eventuell utvidelse av den tidligere adgangen til 
telefonkontroll. Dette medførte som alltid ved ekstraordinære etterforskningsmetoder, 
en avveining hvor samfunnets interesser står mot de integritetsinngrep et slikt 
etterforskningsmiddel representerer. Respekten for den personlige integritet er også 
kommet til uttrykk ved nye straffebestemmelser mot ulovlig telefonavlytting  
(strl. § 145a) og fjernsynsovervåking (personopplysningsloven § 48 jf. kapittel 7). 
Kommunikasjonskontroll er etter sin karakter et særlig inngripende 
etterforskningsmiddel, og av den grunn må det forbeholdes alvorlige tilfeller av 
kriminalitet som ikke lar seg oppklare ved mindre inngripende metoder. 
 
Når det gjelder internasjonale menneskerettighetskonvensjoner, er det særlig relevant å 
vurdere kommunikasjonskontroll i forhold til selvinkrimineringsforbudet etter EMK 
artikkel 6 nr. 1, som omhandler kravene til ”fair trial”.67 Problemstillingen reises ved at 
den mistenkte ved uttalelser til andre inkriminerer seg selv, uten kjennskap til at hva han 
sier blir avlyttet, eller på andre måter kontrollert av andre. Det er imidlertid helt klart at 
bestemmelsene i strpl. ikke strider mot selvinkrimineringsvernet etter EMK.   
 
Kommunikasjonsavlytting benyttes bl.a. i Danmark, Sverige, Finland, Storbritannia, 
Frankrike og Nederland. Den tidligere ordningen her i landet hvor bruk av denne 
metoden under etterforskning var begrenset til narkotikasaker synes å være særegent for 
Norge. For metodeutvalget var hensynet til rettsenhet selvsagt sentralt, jf. det som er 
sagt tidligere i oppgaven. Men det var også viktig å vurdere hvorvidt metoden burde 
utvides til andre typer alvorlig kriminalitet. Det er som jeg tidligere har vært inne på 
f.eks. lite som skiller organisert spritsmugling fra narkotikasmugling. De argumenter 
som i sin tid satte narkotikakriminalitet i en særstilling, er i dag relevante også ved 
andre former for kriminalitet. Kommunikasjonsavlytting vil utvilsomt være egnet til å 
avdekke andre alvorlige saker enn narkotikasaker. I Sverige og Danmark relaterer 25% 
av slike kontroller (overvåkingssaker unntatt) seg til annet enn narkotikakriminalitet.68 
Andre typer lovbrudd metoden kan være effektiv ved etterforskningen av, er f.eks. drap 
og seksuelle overgrep mot barn. Hensynet til person- og rettsvern blir også tilsvarende. 
                                                 
67 EMK gjelder som norsk lov, jf. menneskerettsloven § 2. 
68 NOU 1997:15, pkt 6.2.1 
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Politiet regner kommunikasjonsavlytting som et uunnværlig hjelpemiddel i 
narkotikasaker. Bruk av metoden i slike saker har vært relativt stabilt. Sett hen til 
økningen av registrert narkotikakriminalitet, herunder beslaglagt mengde stoff, skulle 
man forventet en markert økning av bruken av kommunikasjonskontroll som 
etterforskningsmetode. Dette har ikke skjedd, og her må særlig trekkes frem de 
problemer som har vært når det gjelder avlytting av GSM-systemet, samt at den store 
økningen i narkotikabeslag har medført at politiet bare i begrenset grad har hatt 
ressurser til å drive frem egne analysesaker; kommunikasjonskontroll er som nevnt 
meget ressurskrevende.    
 
Behovet for kontroll varierer fra noen minutter og opp til flere måneder i alvorlige og 
kompliserte saker. Det følger av § 216c, 1. ledd at kommunikasjonskontroll bare skal 
kunne foretas dersom det ”vil være av vesentlig betydning for å oppklare saken, og at 
oppklaring ellers i vesentlig grad vil bli vanskeliggjort.” Begge disse vilkår må følgelig 
være oppfylt. Tillatelse til å foreta kommunikasjonskontroll gis for et bestemt tidsrom, 
som ikke må være lenger enn strengt nødvendig, jfr. § 216f, 1. ledd. Bestemmelsen er 
med andre ord en spesifisering av det alminnelige forholdsmessighetsprinsippet.  
Hovedregelen er at tillatelsen ikke gis for mer enn 4 uker om gangen. Dersom 
mistanken gjelder overtredelse av straffeloven kapittel 8 eller 9, er grensen imidlertid 
satt ved inntil 8 uker om gangen ”dersom etterforskningens art eller andre særlige 
omstendigheter tilsier at fornyet prøving etter 4 uker vil være uten betydning.” Dette 
begrunnes med det særpreg og alvor som kjennetegner slike saker. Generelt gjelder at 
dersom bruk av metoden over tid ikke gir resultater, kan den neppe sies å være egnet. 
Vilkårene er da ikke lenger tilstede, og bruk av metoden må følgelig opphøre, jf. § 216f, 
2. ledd. 
 
Når det gjelder hvilke telefoner som kan bli gjenstand for telefonkontroll, var dette 
tidligere begrenset til telefoner mistenkte kunne antas å ville ringe fra. En slik 
begrensning er ikke vanlig i andre land, og ved siden av hensynet til etterforskningens 
effektivitet, var hensynet til rettsenhet et viktig moment da dette ble forandret ved lov 
nr. 82/1999, slik at kontroll nå kan foretas også av telefoner mistenkte kan antas å ringe 
til. Telefonkontroll vil etter denne lovendringen i enda større grad kunne ramme 
uskyldige tredjepersoner som har samtaler med mistenkte eller på annet vis benytter en 
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kontrollert telefon. Dette er noe av bakgrunnen for at det i § 216c, 2. ledd er nedfelt 
utfyllende regler for de tilfeller der det kommunikasjonsanlegg den mistenkte antas å 
ville bruke er tilgjengelig for et større antall personer, eller ”tilhører advokat, lege, prest 
eller andre som erfaringsmessig fører samtaler av svært fortrolig art”. I slike tilfeller 
stilles det krav om ”særlige grunner” for å kunne gi tillatelse til kommunikasjons-
kontroll.  
 
Kompetansen etter §§ 216a og 216b tilligger som hovedregel retten, og avgjørelse fattes 
ved kjennelse, jfr. 1. ledd. Etter § 216e bringes saken ”inn for forhørsretten på det sted 
hvor det mest praktisk kan skje.” I likhet med flere andre av de nye bestemmelsene i 
strpl., er det imidlertid også for kommunikasjonskontroll hjemlet en hastekompetanse 
for påtalemyndigheten, for de tilfeller hvor det ikke er tid til å avvente rettens 
avgjørelse, (se § 216 d). Vilkåret er her at det ”ved opphold er stor fare for at 
etterforskningen vil lide”. Ordre fra påtalemyndigheten ved politimesteren eller 
visepolitimesteren, trer i slike tilfeller istedenfor kjennelse av retten. Når det gjelder 
hastekompetansen, skal påtalemyndighetens beslutning etter § 216d, 1. ledd ”snarest 
mulig, og senest innen 24 timer etter at kontrollen ble påbegynt, forelegges retten for 
godkjennelse.” For mer om kompetanse viser jeg til det som er sagt ovenfor. 
 
Avgjørelse om kommunikasjonskontroll etter kapittel 16a fattes jf. § 216e ”uten at den 
mistenkte eller den som avgjørelsen ellers rammer, gis adgang til å uttale seg, og 
kjennelsen blir ikke meddelt dem.” Kommunikasjonskontroll er en type hemmelig 
etterforskning, og den mistenktes viten ville selvsagt gjøre metoden ubrukelig. Etter 
lovfestingen av ordningen med oppnevning av forsvarer i saker om kommunikasjons-
kontroll, jf. strpl. § 100a, er innholdet i § 216e for øvrig blitt mindre problemfylt. 
 
Når det gjelder underretning, viser jeg videre til § 216j, som regulerer adgangen til 
kunnskap om kommunikasjonskontroll, etter at slik kontroll er avsluttet. ”Enhver skal  
på begjæring gis underretning om hvorvidt han eller hun har vært undergitt 
kommunikasjonskontroll etter dette kapitlet.”, se 1. ledd. (Det gjelder imidlertid et 
unntak for saker om overtredelse av strl. kapittel 8 eller 9). Underretning kan bare gis 
om kommunikasjonskontroll som er besluttet etter at denne bestemmelsen trådte i kraft, 
og underretning kan jf. 2. ledd tidligst gis ett år etter at kontrollen er avsluttet. 
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Kommunikasjonskontroll er en svært inngripende etterforskingsmetode, noe som setter 
store krav til kontroll med bruken av metoden. Kontrollen foretas på ulike nivåer; av 
politi og påtalemyndighet hvor disse selv fatter beslutning, og av retten hvor avgjørelsen 
fattes ved kjennelse eller i de tilfeller hvor retten kontrollerer påtalemyndighetens 
såkalte hastekompetanse (§ 216d). I tillegg er det et eget kontrollutvalg, som jf. § 216h 
har som oppgave å ”føre kontroll med politiets og påtalemyndighetens behandling av 
saker etter dette kapittel.” Eksistensen av kontrollutvalget er noe helt særegent for disse 
sakene, og er et unntak fra regelen om at domstolene er kontroll-funksjon for 
påtalemyndigheten. Utvalgets arbeid utgjør dermed et klart inngrep i 
påtalemyndighetens uavhengighet. Opprettelsen av utvalget illustrerer at lovgiver tok 
dette alvorlig, og vurderte metoden som veldig problematisk.  
 
Nærmere om denne kontrollen fremgår av § 216d, 3. og 4. ledd. Sentralt er at politi og 
påtalemyndighet plikter å gi utvalget etterspurt informasjon. Videre kan både tjeneste-
menn og andre som bistår ved kommunikasjonskontroll innkalles til avhør, samt at 
forklaringsplikten til disse gjelder uten hensyn til taushetsplikt.  
 
Hva skjer så med den tilsynelatende unyttige informasjon som innhentes via 
kommunikasjonskontroll? Strpl. § 216g regulerer forholdet til den informasjon som er 
innhentet via kommunikasjonskontroll, men som er uten betydning for forebyggelsen 
eller etterforskingen av straffbare forhold, eller gjelder vitneforklaringer som retten kan 
avvise etter reglene i §§ 117-120 og 122. Slike opptak eller notater skal påtale-
myndigheten på eget initiativ sørge for at blir tilintetgjort snarest mulig. Denne 
bestemmelsen reiser i praksis visse problemer, fordi det i en del tilfeller kan ta tid før 
politiet får forståelse for hvilke opplysninger som er verdifulle for etterforskningen, 
eller eventuelt for forebyggelsen av andre straffbare forhold. Dersom opptak eller 
notater er tilintetgjort kan dette selvsagt få alvorlige følger for forebygging eller   
oppklaring av straffbare forhold. En annen følge av at slik informasjon slettes, er at 
påtalemyndigheten dermed settes i en posisjon hvor man fra mistenkes side kan møtes 
med en påstand om at man har slettet informasjon som er fordelaktig for siktede; en 
påstand som det da vil være umulig å ta til motmæle mot. 
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Regler om taushetsplikt finner vi i § 216i. Hovedregelen innebærer at ”Alle skal bevare 
taushet om det er begjært eller besluttet kommunikasjonskontroll i en sak, og om 
opplysninger som fremkommer ved kontrollen.” Dette gjelder også andre opplysninger 
som er av betydning for etterforskingen, og som tjenestemennene blir kjent med i 
forbindelse med kontrollen eller saken. Under 3. punkt bokstav a-e listes det imidlertid 
opp unntak fra hovedregelen, dvs tilfeller hvor taushetsplikten likevel ikke gjelder. 
Unntakene gjelder situasjoner hvor opplysningene benyttes i etterforsking, som bevis, 
forebyggelse av at noen uskyldig blir straffet, for å avverge en straffbar handling, eller 
for å medvirke til kontrollutvalgets arbeid. Avslutningsvis må nevnes regelen i siste 
ledd om taushetsplikt for alle hva angår opplysninger som fremkommer ved 
kommunikasjonskontroll om noens private forhold. Dette fremgår imidlertid også av 
strpl. § 61a og Politiloven § 24. 
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8 ANNEN AVLYTTING AV SAMTALER VED TEKNISKE MIDLER 
Med ”annen avlytting” forstås avlytting som ikke er telefonavlytting. Dette var tidligere 
ikke lovregulert, og ble først gjenstand for lovregulering da strpl. kapittel 16b ble tilføyd 
ved lov 3. desember 1999 nr. 82.69 Denne lovfestingen var i realiteten kun en 
kodifisering av domspraksis, (se Rt. 1994 s. 1262).  
 
For at politiet lovlig skal kunne benytte avlytting etter § 216l, er det etter 1. ledd et 
vilkår at ”noen med skjellig grunn mistenkes for en handling eller forsøk på en handling 
som etter loven kan medføre frihetsstraff”. § 216a, 2. ledd gjelder tilsvarende.  
 
Kompetansen til å fatte slikt vedtak tilligger påtalemyndigheten, og det er et vilkår at 
politiet enten selv deltar i samtalen eller har fått samtykke fra en av samtalepartene. 
(Dette er for øvrig en videreføring av vilkårene slik de var tidligere). Dersom disse 
vilkårene er oppfylt, kan ”politiet ved teknisk innretning avlytte eller gjøre opptak av 
telefonsamtale eller annen samtale med den mistenkte”. 
 
Når det gjelder hvilket tidsrom slik avlytting kan foretas, er dette ikke regulert i 
bestemmelsen. Det alminnelige forholdsmessighetsprinsippet jf. strpl. § 170a vil da få 
anvendelse for hvorvidt, og for hvor lenge dette tvangsmidlet kan anvendes uten at det 
anses som et uforholdsmessig inngrep ovenfor den mistenkte. 
 
Annen avlytting er en type hemmelig etterforskning, hvor den mistenkte ikke mottar 
underretning om bruk av tvangsmidlet. Dette reiser som tidligere nevnt alltid ulike 
problemstillinger, bl.a. relatert til kontroll med metoden. Og ettersom det er 
påtalemyndigheten som har kompetanse etter § 216l, kommer bestemmelsen ikke inn 
under ordningen om oppnevning av offentlig forsvarer for mistenkte, jf. § 100a. 
Det må imidlertid her understrekes at metoden nok ikke er så oppsiktsvekkende  
(i betydningen ekstraordinær), tatt i betraktning at slik avlytting ved tekniske midler er 
noe alle kan gjøre. Fremgangsmåten er med andre ord ikke forbeholdt politiet.  
 
                                                 
69 I kraft 15. oktober 2000 
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Når det gjelder strpl. kapittel 16b gikk metodeutvalget enstemmig inn for å tillate 
romavlytting for en prøveperiode.70 Drøftingene var imidlertid preget av det faktum at 
hemmelig avlytting av samtaler innebærer et markert inngrep mot de som deltar i 
samtalen. Dette gjelder særlig samtaler som finner sted i lukkede rom. Innføring av 
dette etterforskningsmidlet ville innebære en vesentlig utvidelse av politiets fullmakter 
som er betenkelig, bl.a. i forhold til legalitetskontrollen, jf. det som er sagt ovenfor. 
Romavlytting innebærer helt klart et markert inngrep overfor den som utsettes for et 
slikt tvangsmiddel under etterforskning. Det første spørsmålet som måtte vurderes var 
derfor om romavlytting er for inngripende til at metoden overhodet kunne aksepteres, 
eller om den måtte avvises på prinsipielt grunnlag. 
 
”Romavlytting er et tvangsmiddel som i utgangspunktet vekker særlig sterke motforestillinger. 
Slik hemmelig avlytting er mer omfattende, og innebærer dermed større risiko for uakseptable 
integritetskrenkelser enn f.eks. hemmelig telefonavlytting. Den almene oppfatning i vårt land er 
at man bare benytter inngripende tvangsmidler i unntakstilfeller. Innføringen av et nytt, og mer 
inngripende tvangsmiddel innebærer at man flytter grenser. Dette kan medføre at synet på hva 
som er akseptable inegritetskrenkelser, blir forskjøvet i individets disfavør.”71  
 
Det er klart at romavlytting som etterforskningsmiddel må regnes som vesentlig mer 
inngripende enn kommunikasjonskontroll. Dersom et slikt inngrep overfor 
enkeltmennesker skal godtas, må det jf. det som er sagt tidligere i oppgaven om 
interesseavveining, begrunnes i at samfunnets interesse og behov for å bekjempe visse 
typer lovbrudd er vesentlig sterkere enn den enkeltes interesse i å verne den private 
sfære, og at metoden vil medføre oppklaring av alvorlig kriminalitet som ellers ville 
forbli uoppklart. Og med bakgrunn i vurderinger av kriminalitetssituasjonen finnes det 
ifølge metodeutvalget kriminalitet hvor romavlytting faktisk vil være eneste praktiske 
mulige etterforskningsmiddel som kan forventes å medføre oppklaring. 
Kommunikasjonskontroll er dermed, i følge metodeutvalget i enkelte saker ikke et 
tilstrekkelig etterforskningsmiddel. 
 
                                                 
70 Det såkalte Fostervollutvalget gikk i en utredning i 1990 inn for at det åpnes for romavlytting som 
etterforskningsmetode. Se vedlegg 2 til St.meld.nr.30 (1992-1993) Om overvåkingstjenesten. 
71 NOU 1993:3, s. 50 
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”Utvalget finner at det i dagens Norge er kriminalitet som er alvorlig nok til å kunne begrunne 
bruk av romavlytting… 
 … 
Etter en samlet vurdering er utvalget av den oppfatning at det er påkrevd å åpne for å anvende 
annen teknisk avlytting ved etterforskning av enkelte typer alvorlig kriminalitet.”72  
… 
”Ettersom annen avlytting må regnes som det mest inngripende etterforskningsmiddel som stilles 
til politiets disposisjon, må det forbeholdes den mest alvorlige kriminalitet. Utvalget vil foreslå at 
det åpnes for å anvende annen avlytting som et etterforskningsmiddel ved forbrytelser som kan 
medføre straff av fengsel i 10 år eller mer. Slik strafferamme er forbeholdt de mest alvorlige 
forbrytelser…”73   
 
I forlengelsen av dette vises det også til hensynet til rettsenhet. Romavlytting aksepteres 
bl.a. i Danmark, Finland, Tyskland, Storbritannia og Østerrike.74 Og det kan jo tenkes  
særlige problemer dersom det blir allment kjent at norsk politi ikke får de samme 
muligheter til å bekjempe kriminalitet som det politi i våre naboland har til rådighet. 
 
Departementet vurderte i proposisjonen om det bør åpnes for bruk av romavlytting 
under etterforskningen, for å kunne avverge nye alvorlige forbrytelser. Departementet 
fremmet imidlertid ikke forslag om å tillate dette tvangsmidlet, og metoden ble heller 
ikke vedtatt.75 Når forslaget ble sendt på høring, var synet blant høringsinstansene delt. 
Her kan nevnes at Datatilsynet fant metoden betenkelig på prinsipielt grunnlag, mens 
Den Norske Advokatforening viste til hensynet til personvern, og heller ikke kunne se 
noe dokumentert behov. Instanser som gikk inn for romavlytting var bl.a. Overvåkings-
sentralen, Forsvarets overkommando, og representanter for politi og påtalemyndighet. 
Jeg savner imidlertid en redegjørelse for synet til andre høringsinstanser, særlig tatt i 
betraktning at heller ikke Departementet gikk inn for å vedta ordningen. 
 
                                                 
72 NOU 1997:15, pkt. 6.4.2 
73 NOU 1997:15, pkt. 6.4.3.1 
74 Sverige utredet bruk av metoden på tidspunktet for avgivelsen av metodeutvalgets innstilling 
75 Jeg ser derfor nærmere på metoden mer prinsipielt, og går ikke inn på vilkårene slik de fremgår av 
Ot.prp.nr.64 (1998-1999), pkt. 11.3. 
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Romavlytting er en svært inngripende etterforskningsmetode som innebærer et vesentlig 
og omfattende inngrep i privatlivets fred. Likevel synes det ikke som om Den 
europeiske menneskerettighetsdomstolen har uttalt seg om bruken av denne metoden. 
Når det gjelder vernet etter EMK artikkel 8 forutsettes det da at de samme betraktninger 
gjør seg gjeldende som hva angår telefonavlytting. Det vil si at metoden ikke er i strid 
med denne bestemmelsen dersom kravene til lovhjemmel, proporsjonalitet og andre 
rettssikkerhetsgarantier er oppfylt.76 Men tatt i betraktning at romavlytting i 
utgangspunktet vil være den mest inngripende metoden, antar Departementet at det 
stilles strengere krav enn til telefonavlytting. Når det gjelder behovet for metoden, anses 
dette større i dag enn da metoden tidligere har vært vurdert. Dette skyldes hovedsakelig 
at kriminaliteten har endret karakter, ved at det har skjedd en økning i forekomsten av 
lukkede miljøer som står bak meget alvorlig kriminalitet. Betenkelighetene ved å 
innføre metoden var likevel så store at heller ikke Stortinget gikk inn for å vedta 
romavlytting som ledd i utvidelsen av politiets ekstraordinære etterforskningsmetoder. 
 
 
 
 
 
 
 
 
 
 
                                                 
76 Se Ot.prp.nr.64 (1998-1999), pkt. 11.2.6 
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9 UTSATT ELLER UNNLATT UNDERRETNING VED RANSAKING, 
BESLAG OG UTLEVERINGSPÅLEGG 
9.1 Innledning 
Ransaking, beslag og utleveringspålegg er alle tvangsmidler under etterforskning. 
Gjennom ransaking må den mistenkte tåle inngrep i privatlivets fred, gjennom beslag  
må det tåles inngrep i eiendomsretten, og ved utleveringspålegg må det tåles inngrep i 
eiendomsretten eller på annen måte i privatlivets sfære. Hovedregelen i norsk 
straffeprosess er at den som utsettes for tvangsmidler som ledd i etterforsking har krav 
på underretning, og dette før den faktisk finner sted. Dette følger av de enkelte 
bestemmelser som hjemler tvangsmidler og begrunnes med hensynet til en rettferdig 
rettergang, herunder kontradiksjon. Se f.eks. for ransaking, jf. strpl. § 200: 
 
”Før ransaking settes i verk, skal beslutningen leses opp eller forevises.”  
 
Tidligere var det ikke anledning til å utsette underretning av hensyn til etterforskningen, 
med unntak av beslag i postsaker jf. tidligere strpl. § 211.77 Men i forbindelse med de 
nye reglene om etterforskingsmetoder som ble tilføyd ved lov nr. 82/1999, ble det 
hjemlet en adgang for politi og påtalemyndighet til utsatt underretning ved ransaking, 
beslag og utleveringspålegg. Disse nye bestemmelsene finner vi i strpl. kapittel 15 om 
ransaking og kapittel 16 om beslag og utleveringspålegg. 
 
Ransaking, beslag og utleveringspålegg utløser som nevnt en underretningsplikt til 
mistenkte. Oppklaring vil imidlertid i enkelte saker være avhengig av at den mistenke 
ikke er kjent med at han er under etterforskning. Dette gjelder særlig for straffbare 
forhold som ennå ikke er avsluttet. 
 
                                                 
77 Her kan imidlertid nevnes at det i Treholt-saken ble gjennomført ransaking uten at siktede fikk 
underretning om ransakingen og resultatet, dvs. såkalt hemmelig ransaking. Påtalemyndighetens grunnlag 
var her at fremgangsmåten måtte anses lovlig ut fra et nødrettslig synspunkt. Se Rt. 1992 s. 698. 
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Hvor inngripende manglende underretning vil være, varierer etter det tvangsmiddel som 
anvendes og hvor lenge underretningen utsettes. Avveiningen av om hensynet til sakens 
oppklaring kan tilsi utsatt underretning, må bero på en forholdsmessighetsvurdering. 
 
Når det gjelder tidsaspektet, gjelder det generelt for disse tre tvangsmidlene at  
underretning må gis så snart dette kan skje uten at etterforskningen blir skadelidende. 
Det stilles her krav om at politiet må pålegges å ha en så rask fremdrift i etterforskn-
ingen at denne perioden blir kortest mulig. (Utvalget anslår perioden til som hovedregel 
ikke å skulle overstige to måneder). Og utvalget fant ikke grunn til å foreslå at det gis 
adgang til at det aldri skal underrettes, dog med unntak for etterforskning av saker etter 
strl. kapittel 8 og 9, hvor etterforskningen pga. sakenes særpreg kan gå over flere år. 
 
For alle tre tvangsmidlene tilligger kompetansen retten, og det oppnevnes offentlig 
forsvarer for mistenkte jf. strpl. § 100a, 1. ledd. 
 
I saker som gjennom internasjonalt politisamarbeid etterforskes samtidig i flere land, og 
hvor en bekjentgjørelse av ransaking, beslag eller utleveringspålegg i et land kan 
ødelegge muligheten for å sikre bevis i de øvrige, er det viktig å unngå at mistenkte får 
vite at han er under etterforskning, og kan forspille bevis. Hensynet til rettsenhet har 
dermed en helt sentral betydning, og her kan nevnes at det i Sverige er lovhjemmel for å 
utsette underretning. I Danmark er det ikke lovhjemmel, men retten kan her gi slik 
tillatelse på samme vilkår som for romavlytting. 
 
9.2 Utsatt underretning ved ransaking 
Rent språklig betyr ransaking ”en særlig grundig gjennomgang av et eller annet, med 
det for øye å finne noe.”78 Etter straffeprosessloven foretas ransaking i etterforsknings-
øyemed, hvilket vil si enten for å foreta en pågripelse, for å foreta et beslag eller for å 
finne bevis. Ransaking kan foretas innendørs, utendørs eller mot person, og enten 
overfor den mistenkte eller overfor andre. 
 
                                                 
78 Hov, 1999, s. 64 
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Bestemmelsene om ransaking finner vi som nevnt i strpl. kapittel 15. Aktuelt for denne 
oppgaven er § 200a, som ble tilføyd ved lov nr. 82/1999. Generelt om vilkårene for 
ransaking, se §§ 192-195. Av § 197 fremgår det at ransaking bare kan finne sted med 
samtykke fra vedkommende, eller etter rettens beslutning. Politi og påtalemyndighet 
kan altså ikke selv fatte slik avgjørelse. Dette begrunnes med at ransaking anses for å 
være et svært inngripende tvangsmiddel, og at domstolsbehandling derfor anses 
påkrevet. Se likevel regelen om hastekompetanse jf. § 197, 2. ledd, som i praksis 
antakeligvis benyttes i større utstrekning enn det var ment, tatt i betraktning at dette er 
en unntaksregel.  
 
Etter § 200a, 1. ledd er det et vilkår at ”noen med skjellig grunn mistenkes for en 
handling eller forsøk på en handling som etter loven kan medføre straff av fengsel i 10 
år eller mer, eller som rammes av straffeloven kapittel 8 eller 9, eller av § 162 eller  
§ 317, jf § 162”. Det stilles med andre ord her, som ellers når det gjelder de nye reglene 
om etterforskingsmetoder, klare vilkår om en bestemt strafferamme eller overtredelse av 
bestemte straffebud.  
 
Videre er det jf. 2. ledd et vilkår at tillatelse til utsatt underretning ved ransaking ”bare 
gis dersom det må antas at det vil være av vesentlig betydning for å oppklare saken, og 
at oppklaring ellers i vesentlig grad vil bli vanskeliggjort.”    
 
Dersom det er strengt nødvendig kan underretning også i ettertid, dvs etter at 
ransakingen er gjennomført, besluttes utsatt. Dette må i såfall være ansett ”strengt 
nødvendig for etterforskingen i saken”, se 3. ledd. Slik utsetting kan besluttes for inntil 
8 uker om gangen, eller inntil 6 måneder eller helt unnlates i saker vedrørende  
strl. kapittel 8 og 9. § 216f 2. ledd gjelder tilsvarende.      
 
Når tidsfristen for utsatt underretning er utløpt og ikke forlenget, skal den mistenkte 
underrettes om kjennelsen og om ransakingen.”, se 4. ledd. Man faller med andre ord 
tilbake på hovedregelen om underretning når vilkårene for utsatt eller unnlatt 
underretning ikke lenger er tilstede.  
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Ransaking innebærer et betydelig inngrep i den private sfære. Ifølge utvalget er det  
rimelig å sammenligne med telefonkontroll. Dette reiser rettssikkerhets- og 
personvernspørsmål, men utvalget fant imidlertid ikke at disse motforestillingene kunne 
anses som så tungtveiende at det burde være utelukket å kunne foreta ransaking uten å 
gi underretning om dette umiddelbart.79  
 
9.3 Utsatt underretning ved beslag 
Beslag kan etter strpl. § 203 tas i ting som kan tjene som bevis. En kan også beslaglegge 
ting som en har pålagt besitteren å utlevere etter strpl. § 210. Videre kan en ta beslag i 
ting som antas å kunne inndras (f.eks. hjemmebrent eller produksjonsutstyr). Ting kan 
omfatte penger, fordringer, dokumenter, herunder opplysninger som er lagret 
elektronisk, m.v.80  
 
Reglene om beslag finner vi i strpl. kapittel 16. Aktuelt for oppgaven her er særlig  
§§ 208a og  210-210c. § 210 ble endret ved lov nr. 82/1999, mens de øvrige 
bestemmelsene ble tilføyd ved denne lovendringen.81 
 
Hovedregelen om underretning fremgår av § 208; underretning skal finne sted. Av den 
nye bestemmelsen § 208a er det hjemlet adgang til utsatt underretning om beslag, for en 
stor grad tilsvarende reglene for ransaking. Vilkåret til strafferamme er satt til ”høyere 
straff enn fengsel i 6 måneder”, og forhøyelse pga. gjentakelse eller sammenstøt 
kommer ikke i betraktning. At beslag anses som et mindre inngripende tiltak enn 
ransaking viser seg med andre ord ved at de materielle vilkår er mindre strenge. Videre 
må det være ”strengt nødvendig for etterforskningen i saken at underretning ikke gis.” 
Av 3. ledd ser vi, som for ransaking, at hovedregelen om underretning gjelder når 
vilkårene for utsatt underretning ikke lenger er tilstede. 
 
                                                 
79 NOU 1997:15, pkt. 6.5.1 
80 Unntak følger av § 204 
81 Tidligere fulgte det for øvrig en viss ulovfestet adgang til å utsette underretning om beslag, av 
ordningen med kontrollerte leveranser. Dette var å anse som en utradisjonell etterforskningsmetode, 
regulert gjennom riksadvokatens retningslinjer, men i praksis også akseptert av domstolene. 
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Beslag vil ofte være en følge av ransaking. Hvor inngripende et beslag må anses å være 
kan derfor variere etter hva som er tatt i beslag, hvilken tilknytning den som ikke 
underrettes har til det beslaglagte, eller også på hvilken måte politiet har fått befatning 
med det beslaglagte. Det har derfor ikke vært ansett nødvendig å henvise til noen 
bestemt strafferamme for dette tvangsmidlet, men tilstrekkelig at det stilles krav om at 
inngrepet er nødvendig ut ifra hensynet til sakens oppklaring, samt at det foretas en 
alminnelig forholdsmessighetsvurdering.  
 
Kompetanse til å beslutte ufrivillig beslag av ting, følger av §§ 205-206. Når det gjelder 
utsatt underretning om beslag ligger kompetansen i utgangspunktet hos retten, jfr.  
§ 208a, 1. ledd, 1. pkt. Se likevel siste ledd om hastekompetanse for påtalemyndigheten.  
 
Reglene om for hvilket tidsrom underretning om beslag kan utsettes, fremkommer av  
2. ledd. I saker vedrørende strl. kap 8 eller 9 bestemmer påtalemyndigheten hvor lenge 
underretningen skal utsettes, eventuelt om underretning helt skal unnlates. I andre saker 
kan retten beslutte utsatt underretning for inntil 8 uker om gangen. 
 
Taushetsplikt, for besitteren eller andre, er regulert i 4. ledd. 
 
9.4 Utsatt underretning ved utleveringspålegg 
Reglene om utleveringspålegg finner vi i strpl. kapittel 16. Aktuelt for denne oppgaven 
er §§ 210-210c, hvorav § 210 ble endret ved lov nr. 82/1999, mens de øvrige ble tilføyd 
ved denne lovendringen. Når det gjelder pålegg om utlevering, skilles det mellom 
utlevering nå, og pålegg som gjelder utlevering som kan aktualisere seg i fremtiden. 
 Jeg vil likevel behandle bestemmelsene samlet. 
 
Gjenstand for pålegg om utlevering er ”Ting som antas å ha betydning som bevis”, se  
§ 210, 1. ledd. Gjelder pålegget en eventuell utlevering i fremtiden, er vilkårene langt 
strengere. Det oppstilles da et tilleggsvilkår om at det med ”skjellig grunn mistenkes for 
en handling eller forsøk på en handling som etter loven kan medføre straff av fengsel i 5 
år eller mer”. 
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Det ligger i utleverinsinstituttets natur at man må underrette besitteren om utleverings-
pålegget. Utleveringspålegg kan derfor aldri rettes mot mistenkte. Mistenkte vil 
imidlertid ofte rammes av utleveringspålegget og derved ha krav på underretning. 
 
Når det gjelder utsatt underretning om utleveringspålegg, jfr. § 210a, betinger dette en 
handling med en viss strafferamme; ”fengsel i mer enn 6 måneder”, samt at ”det er 
strengt nødvendig for etterforskningen i saken at underretning ikke gis.” For øvrig 
fremgår det av 2. ledd at § 208a gjelder tilsvarende. For utsatt underretning ved 
fremtidig utleveringspålegg, jfr. § 210c, er vilkårene strengere; her slik at det i tillegg til 
vilkåret om strafferamme på 5 år (se henvisningen til § 210b), må være ”strengt 
nødvendig for etterforskingen i saken at underretning ikke gis”, se 1. ledd. 
 
De materielle vilkår for utlevering er dermed i utgangspunktet de samme som for 
beslag, men med den viktige reservasjon at utlevering bygger på vitneplikt. Utleverings-
pålegg forutsetter følgelig at besitteren har vitneplikt i saken. Ingen har plikt til å 
forklare seg for politiet, (se strpl. § 108 flg.) Dette er bakgrunnen for at det er retten som 
har kompetanse til å beslutte utleveringspålegg, samt beslutning om utsatt 
utleveringspålegg. Påtalemyndigheten har imidlertid hastekompetanse, jfr. 2. ledd, dog 
slik at deres beslutning snarest mulig skal forelegges retten for godkjennelse.82  
§ 197, 3. ledd gjelder tilsvarende. 
Når det gjelder hastekompetansen viser utvalget til at det er en rekke andre tvangstiltak 
som må regnes som mer inngripende enn utleveringspålegg, hvor påtalemyndigheten er 
gitt kompetanse til å fatte beslutning, dersom etterforskningen vil bli skadelidende som 
følge av å avvente domstolsbehandling. Utlveringspålegg er også mer skånsomt enn 
ransaking for et vitne. Men det understrekes at det er viktig at etterfølgende domstols-
kontroll finner sted snarest mulig. 
 
                                                 
82 Når det gjelder hvorfor det ikke er hastekompetanse for utsatt underretning etter §§ 210a og 210b,  
forklares dette med at det ut ifra tvangsmidlets karakter neppe er særlig praktisk med utsatt underretning i 
disse tilfellene.     
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Det var tidligere ikke hjemmel for utleveringspålegg fremover i tid; dette var med andre 
ord nytt ved lovendringen av 1999. Behovet er for øvrig ikke vanskelig å påpeke. For å 
illustrere dette kan man ta et eksempel, hvor det er praktiske vanskeligheter forbundet 
med å pågripe en kjent gjerningsmann. Ved pålegg fremover i tid om utlevering av 
opplysninger om bruk av mobiltelefon, betalingskort, en persons flyreiser o.l. kan det i 
mange tilfelle la seg gjøre å lokalisere vedkommende, for så å gå til pågripelse. I saker 
om økonomisk kriminalitet kan en eller flere bestemte bankkonti overvåkes over tid, 
hvilket kan avgjøre om foreligger straffbare forhold. Dette er særdeles nyttig i saker om 
bedragerier og hvitvasking av penger. Det er derfor klart at det kan ha stor 
etterforskningsmessig verdi, og i en del tilfeller også være nødvendig å kunne følge en 
sak ved løpende innhenting av informasjon uten at det mistenkte får kjennskap til dette. 
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10 OPPSUMMERING OG AVSLUTTENDE BEMERKNINGER  
Tema for denne oppgaven har vært ekstraordinære eller utradisjonelle etterforsknings-
metoder for bekjempelse av organisert kriminalitet, og jeg har særlig sett nærmere på 
endringer i straffeprosessloven, ved lov nr. 82/1999.  
 
Det har de siste år vært en endring i kriminalitetsbildet. Den registrerte kriminaliteten 
har økt betydelig, men kanskje vel så viktig er det at kriminaliteten har endret karakter. 
Dette har skapt et behov for nye og utradisjonelle etterforskningsmetoder.  
 
Jeg har sett nærmere på metodene skjult fjernsynsovervåking, teknisk sporing, 
kommunikasjonskontroll og annen avlytting ved tekniske midler. For teknisk sporing  
har det funnet sted en lovfesting, og en betydelig utvidelse av anvendelsesområdet.                            
Peileutstyret kan nå plasseres i klær og håndbagasje, samt ved innbrudd. Når det gjelder 
kommunikasjonskontroll (avlytting og annen kontroll av kommunikasjonsanlegg) var 
dette tidligere begrenset til lovbrudd forbundet med narkotika eller statens sikkerhet og 
selvstendighet. Metoden kan nå benyttes ved flere typer straffebud, hvilket særlig 
gjelder for annen kontroll av kommunikasjonsmidler. Endringene vedrørende skjult 
fjernsynsovervåking og annen avlytting av samtaler ved tekniske midler var mindre. 
Ved sistnevnte metode så jeg dog litt nærmere på vurderingene rundt romavlytting, da 
det nok er en viss sannsynlighet for at metoden kan bli vedtatt på et senere tidspunkt. 
 
Videre ble det hjemlet en adgang til utsatt (og i enkelte tilfeller unnlatt) underretning 
ved ransaking, beslag, utleveringspålegg og utleveringspålegg fremover i tid.  
 
All etterforskning reiser rettssikkerhetsspørsmål. Å innføre mer inngripende 
tvangsmidler innebærer at man flytter grenser, og det blir derfor nødvendig å vurdere 
metodene i forhold til rettssikkerhet og personvern; hensyn vil ofte stå i klar motsetning 
til fellesskapets behov for oppklaring og avverging av alvorlig kriminalitet. For å bedre 
mistenktes rettsstilling er det hjemlet en ordning med oppnevning av offentlig forsvarer. 
 
Lovendringene i straffeprosessloven er ikke i strid med internasjonale menneske-
rettighetskonvensjoner, men dette blir en viktig vurdering dersom utviklingen fortsetter 
i retning nye og enda mer inngripende etterforskningsmetoder.  
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