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【論文要旨】
2018年 6 月，アメリカ合衆国連邦最高裁判例である Carpenter v. United states 事件判決におい
て，携帯電話位置情報を無令状で取得することの適法性について判断が下された。当該判決によれ
ば，無令状での携帯電話位置情報収集は，携帯電話利用者である被告人のプライバシーの合理的期
待に反するものであり，許容されないとされたのである。それまでのアメリカ合衆国における下級
審判例では，主に第三者法理及び携帯電話位置情報と事業記録との類似性を理由として，無令状で
の位置情報取得が認められてきたことに対して，当該判決は大きな方向転換を示した点に価値があ
る。本稿は，このようなアメリカの判例の動きを鑑み，携帯電話位置情報の取得の適法性につい
て，我が国での解釈論に一定の示唆を得ようとするものである。特に，我が国では総務省による電
気通信事業における個人情報ガイドラインに基づき，通信事業者に令状を提示することで携帯電話
位置情報を収集することができるとされているが，果たしてこのような処置が正当なものであるか
について，その理論的検討をアメリカの判例，学説との比較を通じて行う。
【キーワード】 Carpenter 事件判決，合衆国憲法修正第 4 条，プライバシーの合理的期待，携帯電
話位置情報，監視型捜査
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1 Carpenter v. United States, 138 S.Ct 2206 (2018).
2 最高裁大法廷判決平成29年 3 月15日刑集71巻 3 号13頁。
3 この点について，最高裁調査官解説では「本判決が GPS 端末の個人の所有物への取付けに着目して強制処
分性を認めたからといって，およそそのような取付行為がなければ強制処分性が認められないということを
判示したものでないことは当然である」としている（伊藤雅人・石田寿一「時の判例」ジュリスト1507号
（2017年）116頁，111頁）。したがって，GPS 端末の取付の有無にかかわらず，問題とされる捜査手法の権
利侵害等を基準としてその適法性が検討されるべきである。
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5. おわりに
. はじめに
2018年 6 月，アメリカ合衆国連邦最高裁判決である Carpenter v. United States 事件判決（以下，
Carpenter 事件判決)1 において，携帯電話位置情報を無令状で取得し，それにより被疑者の動静を
監視する捜査の適法性について判断が下された。当該判決によると，携帯電話の位置情報（Car-
penter 事件判決では Cell-Site Location information, CSLI と呼称されている）を被疑者に告知なく
取得し，それによって動静を監視し続けることは，合衆国憲法修正第 4 条に反し，不合理な捜索
に当たるため許容されないとされた。対して，我が国では2017年 3 月の最高裁大法廷判決2 におい
て，GPS 端末を車両に取り付け，それによって被疑者の動静を監視する捜査手法は違法であると
の判断が下されたものの，携帯電話の位置情報の取得のような GPS 端末の取付け等の接触・侵入
を何ら伴わない捜査についてその射程が及ぶかについては明示的でない3。しかし現在，捜査機関
による携帯電話の位置情報の取得については「電気通信事業における個人情報保護に関するガイド
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4 電気通信事業における個人情報保護に関するガイドライン第35条第 4 項は「電気通信事業者は，捜査機関か
らの要請により位置情報の取得を求められた場合においては，裁判官の発付した令状に従うときに限り，当
該位置情報を取得することできる」と規定している。当該規定について総務省は「位置情報は，個々の通信
に関係する場合は通信の構成要素であるから通信の秘密として保護されると解される。また，位置情報が個
々の通信に関係せず通信の秘密に該当しない場合であっても，ある人がどこに所在するかということはプラ
イバシーの中でも特に保護の必要性が高く，通信とも密接に関係する事項であることから，捜査機関からの
要請により位置情報の取得を求められた場合については，裁判官の発付した令状に従うときに限り，位置情
報を取得することができる」との解説を付している。総務省『電気通信事業における個人情報保護に関する
ガイドライン（平成29年総務省告示第152号。最終改正平成29年総務省告示第297号）の解説』（平成29年 4
月18日公開）115頁〈http://www.soumu.go.jp/main_content/000532672.pdf〉。
また，位置情報取得の本人通知について，以前はガイドライン26条 4 項に「当該位置情報が取得されてい
ることを利用者が知ることができるときであって」との文言が付されており，位置情報の取得には利用者へ
の通知が必要とされていたが，平成27年 6 月の改正により当該文言が削除された。捜査の利便性を考慮して
のものであると思われるが，果たしてこのような改正が正当性を有するかは疑問である。
5 この携帯電話位置情報取得の現状については，高木浩光「GPS 捜査の技術的発展と最高裁判決の射程」指宿
信編著『GPS 捜査とプライバシー保護―位置情報取得捜査に対する規制を考える―』70頁，8086頁（現代
人文社，2018年）を参照した。
6 海野敦史「通信の秘密との関係における携帯電話の位置情報の法的取扱いのあり方―米国法上の事業記録論
を手がかりとして―」情報通信学会誌第33巻 4 号54頁（2016年）。なお，本論文では，位置情報を基本的に
通信の秘密として捉えているが，総務省の見解によれば，個々の通信に関係のない，通信の秘密に該当しな
いと解する場合（おそらく GPS によって取得される位置情報）であっても，ある人がどこに所在するかと
いうことはプライバシーの中でも特に保護の必要性が高いものであるとの見解が示されている（総務省「電
気通信事業における個人情報保護に関するガイドライン（平成16年総務省告示第695号。最終改正平成27年
総務省告示第216号）の解説」4748頁）。したがって，捜査手続において開示の要求がされる情報は，必ず
しも通信の秘密によって保障される性質のものではなく，より高度の保障が要求されるプライバシーに属す
るものと考えられる。
ライン」（以下，総務省ガイドライン）に基づき，令状によって通信事業各社に対して捜査対象者
の位置情報開示を求めることができ，かつ捜査対象者には位置情報の開示請求がなされたことにつ
いて通知する義務はないとされている4。このような携帯電話の位置情報の取得には，現在二つの
方法がある。まず，携帯電話が接続している基地局を特定し，通信事業者が設置した基地局のいず
れかに接続して通信をすることで，携帯電話の位置を把握する方法である。このようにして得られ
た携帯電話の位置情報は，総務省ガイドラインによって通信の秘密として保護されるものとされて
いる。もうひとつが，携帯電話に内蔵されている GPS に接続して，その位置情報を割出す方法で
ある。両者の違いは利用する技術に由来し，それによって精度に差がある。前者が数百メートルか
らときに数キロの誤差があるのに対し，後者の場合には最大で数メートルの誤差に収まる。両者は
技術的な相違があるにも関わらず，携帯電話の位置情報として一括りにし，検証令状によって取得
しうるものと解されている5。これは，携帯電話の位置情報が，その性質において高度のプライバ
シーに関する情報を含み得るが，他方で，携帯電話端末を用いた個々の通信を円滑に実施するため
に，本来ならば電気通信事業者が任意に取扱うことが可能な「事業記録」としての性質も有する，
いわば二律背反的な性質を有する情報であるからこのような対処がなされているのであろう6。し
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7 前掲注(2)15頁。
8 携帯電話位置情報の取得について必要とされる令状を検証令状と解する見解として，池田弥生「携帯電話の
位置探索のための令状請求」判タ1097号28頁（2002年），大野正博「携帯電話による位置認識システムの活
用とプライヴァシー」朝日法学論集第39号77頁，117頁（2009年）など。
9 我が国では，これまで携帯電話位置情報の追跡について正面から扱った判例はまだ出されていない（但し，
大阪地裁平成27年 6 月 5 日決定は，GPS 捜査の法的性質を論ずるに当たって「携帯電話の基地局に係る将
来の位置情報を取得する場合には，検証許可状（いわゆる位置探索令状）によるとの実務的運用が定着して
いること」と，傍論として言及している）。しかし，犯罪捜査においてはすでに利用がなされていることは
明らかである。その一例として，座間 9 人連続殺人事件が挙げられる。当該事件において，捜査機関は当時
行方不明となっていた被害者らの所在地を確認するために，携帯電話から発せられる電波によって位置情報
を取得し，被害者らの足取りを追っていた（毎日新聞「神奈川・座間の 9 遺体9 人全員不明届 事件，警
察捜索及ばず 携帯電話の位置情報追跡に限界」2017年11月 9 日付朝刊29頁）。現在までに，我が国では被
かし，果たしてこのような措置が妥当であるといえるだろうか。確かに携帯電話位置情報について
守秘義務を有する電気通信事業者に対して令状を呈示し，それによって位置情報を取得するという
方法は一定の正当性を有するように思われる。しかし，その情報は本来，携帯電話利用者に帰属す
べきものであろう。従って，特に犯罪捜査の必要性から逐次的にその動静を監視するために携帯電
話位置情報を捜査機関が取得するような場合には，電気通信事業者ではなく携帯電話利用者本人を
対象とした令状を取得すべきではないかと思われる。また，そのような場合，取得すべき令状は果
たして検証令状でよいか。2017年 3 月の最高裁大法廷判決では，GPS 端末を取り付けて被疑者の
動向を逐次的に監視することが可能となるような捜査手法は，検証と同様の性質を有するが，それ
では捉えきれない性質を有することも否定できないとしている7。端末の取付を必要とする GPS 捜
査についてこのように解されているところ，端末の取付を必要としないことからより容易に，かつ
詳細に監視型捜査を行うことができる携帯電話位置情報の追尾の場合には，検証令状でこれを行え
るとしたのでは，令状の性質について齟齬が生じるのではないだろうか8。さらに，GPS 端末の取
付は基本的に車両に対してなされることから，公道上の動静についての把握が可能となるが，携帯
電話の場合は基本的に普段から身につけているものである。特に，より精度の高い携帯電話内蔵の
GPS 機能を利用した場合，公道上のみならず家屋内の，しかも利用者のごく近くにある携帯電話
の位置情報を取得することが可能となるのであるから，侵害の程度は GPS 端末の取付の場合と比
してより大なるものといえるのではないだろうか。このことから，携帯電話位置情報の取得による
逐次的な監視型捜査はその性質において強制処分であり，しかも検証令状によっても許容すること
のできない性質を有するものとして位置付けるべきではないかと考えられる。
本稿は，このような問題意識に基づいて，まず，アメリカにおける Carpenter 事件判決以前の学
説，下級審諸判例における携帯電話位置情報に対する理解を確認する。その上で，連邦最高裁の解
釈を整理・確認し，携帯電話位置情報の取得による監視型捜査の適法性及び法的性質について検討
をする。そして，そこから我が国における問題を考えるにあたり，一定の示唆を得ようとするもの
である9。
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疑者に対する位置情報の取得について争点となった事例はないが，今後争われる余地は大いにあるものと思
われる。
なお，本稿で検討するような被疑者の所有物に端末等の取付を伴わない，非接着型・被侵入型の監視捜査
の適法性については，アメリカ合衆国連邦最高裁判例である Riley 事件判決（Riley v. California, 134 S. Ct.
2473 (2014).）をもとに別稿において検討している。本稿は，第三者法理の射程や我が国での最高裁大法廷
判決における判旨の検討をもとに，その議論の拡充をはかるものでもある。拙稿「捜査機関による侵入を伴
わない捜査に対する法的規制のあり方―アメリカにおける GPS を用いた捜査に関する議論を参考に―」明
治大学大学院法学研究論集第46号111頁（2017年）。
10 全体の考察の参考として，Christian Bennardo, The Fourth Amendment, CSLI Tracking, and the Mosaic
Theory, 85 Fordham L. Rev. 2385, 2396 (2017).
11 18 U.S.C. § 2703 (c) (1) (B).
12 Historical Cell Site Data Case, 724 F.3d 600, 606 (5th Cir. 2013).
13 United States v. Graham, 824 F.3d 421, 426 (4th Cir. 2016), rev'd en banc, 824 F.3d 421.
14 Katz v. United States, 389 U.S. 347(1967).
15「プライバシーの合理的期待（reasonable expectation of privacy）」法理とは，Katz 事件判決における
Harlan 判事による同意意見を基に形成された法理である。Harlan 判事は，Katz 事件判決において問題とさ
れた電話ボックスの盗聴を論ずるにあたり，電話ボックスもまた住居と同様にプライバシーに関する合理的
期待が保障される領域であるとして，当該盗聴を合衆国憲法修正第 4 条違反としたのである。このプライバ
. アメリカにおける携帯電話位置情報取得に関する議論10
Carpenter 事件判決が下される以前，携帯電話位置情報を無令状で取得し，被疑者の動静を監視
する捜査手法について，アメリカの下級審判例と学説は全く異なる見解を取っていた。その中心と
なるのが，第三者法理の適用及び携帯電話位置情報の事業記録性である。以下では，その対立軸に
ついて見ていく。
 下級審における解釈
アメリカでは，電子通信プライバシー法（Electronic Communications Privacy Act of 1986） 第
2 編に規定されている，通称，通信記録保管法（Stored Communication Act）の2703条に基づ
き，政府は，電子通信役務（electronic communication service）の提供者，又は遠隔情報処理役務
（remote computing service）の提供者に対し，一定の場合に，裁判所の命令により当該役務の加
入者又は利用者に関する，内容を除いた通信記録その他の情報の開示を義務付けることができ
る11。この場合の裁判所の命令を得るには，捜査機関は「具体的かつ明確に示すことのできる事実
（``speciˆc and articulable facts''）」を提示しなければならないが，これは令状請求に要求される
「相当な理由（``probable cause''）」よりも緩やかな基準であるとされている12。したがって，政府
が携帯電話位置情報を取得しようとする場合には，通信記録保管法2703条に基づき，裁判所命
令を得て事業者に対して開示を求めるのが通常である13。このような実務に対し，携帯電話利用者
である被告人は，携帯電話位置情報について Katz 事件判決14 において示された「プライバシーの
合理的期待（reasonable expectation of privacy)｣15 が及ぶとし，証拠排除をするよう裁判所に求め
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シーの合理的期待は「個人がプライバシーについて事実上の（主観的な）期待を有していること」（主観的
期待）と「そのような期待が社会にとって『合理的』であると認識されている」（客観的期待）ことをその
要素とする。Id, at 516.
このプライバシーの合理的期待という法理は，その形成以降多くの合衆国最高裁判例において援用されて
きたが，学説からは基準の曖昧さへの批判や主観的期待の有名無実化の指摘などがなされている。
16 See supra note 13 at 425.
17 United States v. Graham, 824 F.3d 421; United States v. Carpenter, 819 F.3d 880, 888 (6th Cir. 2016); Unit-
ed States v. Davis, 785 F.3d 498 (11th Cir. 2015); Historical Cell Site Data Case, 724 F.3d at 600 (5th Cir.
2013); In re Elec. Commc'n Serv. to Disclose, 620 F.3d at 312, 319.
See also, supra note 10 at 2397.
18 第三者法理とは，政府による情報収集において，情報を保有している主体が自ら対象となっている情報を第
三者に移転したと言える場合，当該情報に対するプライバシーは失われるとするものである。See e.g., Orin
S. Kerr, The case for Third-Party Doctrine, 107 Mich. L. Rev. 561, 563564 (2009).
この第三者法理については，その射程や適用範囲について問題があることを以前別項において指摘してい
る。この点について，拙稿「プライバシー侵害を伴う捜査の許容される限界―『第三者法理』の検討を通じ
て―」明治大学大学院法学研究論集第47号37頁（2017年）を参照されたい。
19 Graham, supra note 13 at 342343.
20 Id at 342.
ることとなるが16，他方で，政府はそれに対してそのような期待は及ばないとして反論をするので
ある。
このような携帯電話位置情報についてプライバシーの合理的期待が及ぶか否かという争点に対
し，これまでの下級審判例はどのように答えてきたか。携帯電話位置情報の取得の適法性について
争われた事例のうち，巡回裁判所によって扱われたものとして 5 例挙げられるが17，そのうちの 4
判決において携帯電話位置情報についてはプライバシーの合理的期待は及ばないとしたのである。
このような結論を導くにあたって，各裁判所は次の 2 点について検討をしている点に共通点が認
められる。すなわち，第三者法理（third-party doctrine)18 の適用及び事業記録（business records）
との類似性である。以下では，これら下級審判例がどのような論理に依拠してその結論を提示した
のかについて，第三者法理及び事業記録性に対する判旨を概観していく。
◯1 第三者法理に対する下級審判例の見解
先にも述べたように，本項目で扱う 5 判例全てが第三者法理について論じており，うち 4 判例
が第三者法理によって携帯電話位置情報に対するプライバシーの合理的期待は及ばないとの結論を
示している。
まず，Graham v. United States 事件判決（以下，Graham 事件判決）では，捜査機関は通信記録
保管法第2703条により，裁判所の命令に基づいて被告人の携帯電話位置情報を221日間に渡って
収集し，その動静を追うために利用した19。第 1 審において被告人は，このようにして得られた携
帯電話位置情報にはプライバシーの合理的期待が及ぶものであり，無令状で収集されたこのような
情報は合衆国憲法修正第 4 条に反し許容されないとして，証拠の排除を申し立てた20。これに対し
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21 Id at 342343.
22 Id at 343.
23 Graham, 824 F.3d at 424.
24 Id, at 427.
25 Id, at 438.
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28 Id, at 888.
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て第 1 審は被告人の主張を退け証拠として採用したことから，被告人側が第 4 巡回裁判所に上訴
したのが本判例である21。これについて第 4 巡回裁判所は，当初 3 人の裁判官からなる合議体で審
理をした際には，無令状での携帯電話位置情報取得は合衆国憲法修正第 4 条に反し許容されない
との判断を示したが22，のちに裁判官全員出席による審理がなされ，携帯電話位置情報にプライバ
シーの合理的期待は及ばないとの判断が下された23。このように判示するにあたって，第 4 巡回裁
判所は第三者法理に依拠しつつ次のように述べている。すなわち，被告人は携帯電話を利用するに
当たって，第三者である通信事業者に自らの位置を開示していることから，プライバシーの合理的
期待は及ばないとしたのである24。これにより，第 4 巡回裁判所は，裁判所による命令のみで捜査
機関が携帯電話の位置情報を収集することは合衆国憲法修正第 4 条に反せず，したがって無令状
でこれを行いうるとの結論を示したのである25。
このような考え方は，本稿でのちに扱う Carpenter 事件判決の下級審判例において支持された。
Carpenter 下級審判決においては，Graham事件判決と同様に，捜査機関は通信記録保管法第2703
条により，裁判所の命令に基づき，被告人の携帯電話位置情報を100日以上に渡って収集，その
動向を監視した26。本判決における第 6 巡回裁判所は，次の 2 点から被告人は自ら携帯電話位置情
報を携帯電話会社に対して開示しているとの判断を下した。すなわち，携帯電話利用者は携帯電話
の通信強度を示すアイコンを確認し，基地局との通信について認識していること27，およびプロバ
イダのネットワークの外で携帯電話を利用する場合，データローミングについて料金を支払うこと
に同意していること28 がその理由である。携帯電話利用者は，通信事業者との間で通信がなされて
いることを認識している以上，その位置情報について自ら開示しているといえ，したがってプライ
バシーの合理的期待は及ばないとの判断がなされると結論づけたのである29。
携帯電話位置情報に対するプライバシーの合理的期待は及ばないと解するその他の 2 判例にお
いても，同様の事例のもと，同様の主旨の判断が下されている。ここにおいて諸判例が重視してい
るのは，基地局と携帯電話との間で通信がなされていることを携帯電話利用者が認識しているとい
う事実である。このような事実を認識してなお，携帯電話を利用しているのであるから，携帯電話
利用者は自らその位置情報を通信事業者に対して開示しており，従ってプライバシーの合理的期待
は及ばないため，令状によらず裁判所の命令のみによって捜査機関は位置情報を収集できると結論
づけるのである。
―  ―
30 620 F.3d 304, at 305.
31 Id at 308.
32 Id at 317.
33 Id at 312.
34 Id at 310.
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このように第三者法理によって，無令状での携帯電話位置情報収取を基礎付ける諸判例と異なる
見解を取るのが，In re Elec. Commc'n Serv. to Disclose 判決である。本判決においては，マジス
トレイト裁判官が，捜査機関による携帯電話位置情報開示のための裁判所命令を発する要求を拒ん
だことに端を発している30。当該マジストレイト裁判官は，携帯電話を通信記録保管法によって規
制されていない「追跡端末（tracking device）」であると解し，したがってその位置情報を取得す
るには，相当な理由に基づく令状が要求されるとの見解を示している31。この決定に対し，政府は
第 3 巡回裁判所に上訴をした。上訴審において，第三者法理に基づき携帯電話利用者は携帯電話
位置情報についてプライバシーの合理的期待を有していないとの政府の主張について，第 3 巡回
裁判所はこれを退けている。この点について，携帯電話利用者は，通信事業者が位置情報を収集し
ていることについて認識していない場合があり，したがって，「自覚的に（voluntarily）」プロバイ
ダと位置情報を共有しているとは言えないとの見解を第 3 巡回裁判所は示した32。このように述べ
ながらも，第 3 巡回裁判所は，プライバシーの期待が携帯電話位置情報にも及ぶかについてはこ
れを否定し33，代わりに，通信記録保管法の文言に着目をして，令状の必要性を基礎付けた。ま
ず，第 3 巡回裁判所は，マジストレイト裁判官による，携帯電話は追跡端末であるがゆえに通信
記録保管法によって規制されていないとの見解を退けている34。携帯電話の位置情報は，あくまで
有線通信に由来するものであるから，依然として通信記録保管法の対象となり，従って，基本的に
は裁判所の命令のみによって位置情報の取得を行いうるというのがその理由である35。他方で，事
例によっては，「明確かつ具体化しうる事実」の要件をより厳格なものと解し，マジストレイト裁
判官が相当な理由に基づく令状によって位置情報の取得を行うよう求める選択肢が許容されている
との見解を示し，当該判決におけるマジストレイト裁判官の判断をある程度是認できるものとして
いる36。
以上のことから，これまでの下級審裁判所の大勢は，第三者法理に基づき無令状で位置情報を取
得することができるものと解しているといえよう。
◯2 携帯電話位置情報の性質―事業記録との類似性―
上記◯1 では，プライバシーの合理的期待との関係から，携帯電話位置情報に対する第三者法理の
適用が論じられていたが，他方で，このような位置情報の性質について，Miller 事件判決37 や
Smith 事件判決38 におけるような「事業記録」との類似性を論じる判例もある。先に挙げた Car-
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37 United States v. Miller, 425 U.S. 435 (1976）。本件は，密造酒製造について起訴された被告人が，捜査当局
が文書提出命令に基づいて銀行から入手した銀行取引記録の証拠排除を申立てたものである。被告人は，銀
行において保管されている自身の銀行取引に関する情報にはプライバシーの合理的期待が及ぶと主張した。
これについて連邦最高裁は，口座情報は正当な業務のために必要とされる情報であり，「口座保有者は，本
人の情報を第三者に開示することにより，当該情報が第三者から政府に提供されるリスクを受け入れた」と
したうえで，銀行の顧客が職務上の通常の方法で銀行員に「自発的に知らせる」財務情報には，プライバシー
の正当な期待は及ばないと判示した。
38 Smith v. Maryland, 442 U.S. 735 (1979）。本件において，警察はペンレジスターと呼ばれる電話番号記録装
置を電話会社に取り付けるよう要請し，被告人が実際に被害者宅に電話をかけたかどうかを確認するという
捜査がなされた。そして，ペンレジスターを使用し被告人の電話記録を得ることは，電話番号及び通話記録
は被告人のプライバシーに属するものであるために許されず，例えそれが電話会社によって正当な業務のた
めに記録されたものであったとしても，証拠として用いることは合衆国憲法修正第 4 条に反した証拠収集が
なされているために許されない，として争われたものである。
39 819 F.3d 880, 887.
40 Id at 886.
41 Id at 887.
42 Ibid.
penter 下級審判決がその一例である。当該判決において第 6 巡回裁判所は，携帯電話位置情報に
は，何らの事実的内容が含まれていないとの見解をまず示している39。すなわち，携帯電話位置情
報は，地点 A から地点 B での通信を行うに必要な情報を示すに過ぎない，と解しているのであ
る40。その上で，携帯電話位置情報は，通信事業者が正当な目的のために創出し，維持される種類
の情報であることから，Miller 及び Smith 両事件判決におけるような業務上の情報との類似性が
認められるとの見解を示したのである41。したがって，合衆国憲法修正第 4 条は，通信における私
的な内容を含む情報についてはこれを保障するが，企業によって創出された業務上の情報について
は保障が及ばないとの考えが同様に妥当するとの結論を示したのである42。
以上，Carpenter 事件判決以前の下級審においては，第三者法理の適用及び業務上の記録との類
似性という 2 点から，携帯電話の位置情報にはプライバシーの合理的期待が及ばず，通信記録保
管法に則って裁判官の命令のみによってこれを収集することができるものとの見解が広く認められ
ていたのである。
 下級審判例への批判
前項で概観したように，下級審判例は基本的に，携帯電話位置情報について無令状で収集しうる
としている。他方で，このような考え方には当然に批判がなされている。以下では，下級審による
判断に対する学説における議論状況について概観していく。
◯1 携帯電話位置情報とプライバシーの合理的期待
そもそも，携帯電話位置情報にはプライバシーの合理的期待は及ばないのか。この点がまず問わ
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43 See, e.g., R. Craig Curtis et al., Using Technology the Founders Never Dreamed Of: Phones as Tracking
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れている。これについては，プライバシーの合理的期待は及ぶとの考え方が示されている43。すな
わち，携帯電話利用者は，位置情報についてプライバシーの主観的期待と客観的期待を有し得ると
解されているのである44。
まず，主観的期待については，携帯電話位置情報が，人の公的及び私的な空間における動向に関
する膨大な量の情報を明らかにし得ることが理由として挙げられている。このような性質を有する
情報について，捜査機関が令状なく収集することは，まさにプライバシーの主観的期待を侵害する
ものであると考えられるのである45。
次に，客観的期待についてはどうか。この点について，人々は，自身の行動が携帯電話を通じて
監視されることについて通常は予期していないものであることから46，客観的期待についても同様
に有しているものと解されている。また，携帯電話は現在人々の生活にとって重要な要素となって
いることから，これに合衆国憲法修正第 4 条による保障が及ばないと解したのであっては，人々
が自身の情報について抱く期待を大きく軽視することになるため，妥当ではないと考えられてい
る47。
このように，そもそも携帯電話の位置情報にはプライバシーの合理的期待，すなわち主観的期待
及び客観的期待が及ぶものと解され得る。
◯2 第三者法理の適用
下級審諸判決においては，基本的に第三者法理に依拠して無令状での携帯電話位置情報の収集の
適法性を基礎付けているが，そもそもこのようなアプローチは正当性を有するものであるか。この
点について批判がなされている。すなわち，第三者法理は携帯電話の位置情報には適用されず，プ
ライバシーの合理的期待を失わせるものではないという批判がそれである48。そもそも，携帯電話
利用者は，自らの位置情報を「自発的に」通信事業者に伝えてはいない49。本来，基地局への位置
情報の記録は自動的に行われているのであって，自ら主体的に記録したり，あるいは通信事業者に
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伝えるようなことはしていない50。携帯電話利用者が自発的に行うのは，携帯電話の購入程度のも
のであって，携帯電話位置情報は自動的に収集される副産物に過ぎないと解されるのである51。ま
た，携帯電話の位置情報についてそもそもその知識を欠いている利用者がいることが指摘されてい
る52。通信事業者が携帯電話の利用契約書に位置情報に関する規定を記載していても，利用者は契
約時にその規定を正確に確認していないという，利用者側の一般的な行動という側面からの指摘も
なされている53。さらに，基地局との通信について認識していても，地図アプリケーションをはじ
めとする様々なアプリケーションを利用するにあたって，基地局との通信が必要とされる場面が非
常に多いため，位置情報の記録を避けがたいという，携帯電話端末利用それ自体における特性から
の指摘もなされている54。
以上の点から，携帯電話の利用を実証的に観察した場合，基地局への位置情報記録は決して利用
者自らが行うものではない以上，第三者法理の適用もまた否定されるのである。
◯3 携帯電話位置情報の事業記録との類似性
Carpenter 下級審判決において示された，携帯電話位置情報が通信事業者による通常の業務にお
いて保存される事業記録であるとの見解についても，批判が加えられている。その根拠は Miller
事件判決との対比において明らかとされる。まず，Miller 事件判決において問題とされた通帳記録
と異なり，携帯電話位置情報は，利用者がどこへ行きそこでどの程度の時間を過ごしたのかといっ
た，行動や活動を詳細に記録し得るものであることが挙げられている55。すなわち，通帳記録は通
常，被疑者の出入金に関する情報等が記録されるにすぎないが，携帯電話位置情報は，被疑者の動
静について逐次的に把握することが可能となる点に大きな差異が認められると解されているのであ
る。また，通帳記録とは異なり，携帯電話位置情報について利用者は，それが蓄積され，事業者に
よって把握されていることについて認識をしていない。したがって，合衆国憲法修正第4条におけ
る諸権利の放棄をしてはいない，という点にも差異があるとされている56。これらの点から，携帯
電話位置情報は，他の事業記録とは異なり，Miller 事件判決による枠組みによっては正当化し得な
いとの批判がなされているのである。
極めて概括的にではあるが，携帯電話位置情報に対するアメリカの学説は上述のような見解を示
している。基本的には，プライバシーの合理的期待，第三者法理の適用，事業記録との類似性とい
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57 Carpenter 事件判決においては，Roberts 判事が法廷意見を執筆し，これに Ginsburg, Breyer, Sotomayor,
Kagan 判事が加わる。本判決に反対するのは，Kennedy, Thomas, Alito Gorsuch 判事であり，それぞれ反対
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う，下級審判例の判旨において中心を占める議論について，より詳細に検討した場合には以上のよ
うな理論的困難が生じることが明らかとされている。したがって，下級審はこれまで携帯電話位置
情報の開示について緩やかな要件で認めてきたが，これについては強い批判が加えられているので
ある。
このように，下級審判例に対する批判が見られていた中で，合衆国連邦最高裁は Carpenter 事件
判決において，携帯電話の位置情報を捜査機関が無令状で収集することの適法性について判断を下
したのである。先にその結論をごく簡単に述べると，連邦最高裁は 5 対 4 の僅差ではあるもの
の，先の批判と同様の立場をとり，これまでの下級審に対して否定的な見解を示したのである。以
下ではまず，Carpenter 事件判決の事案の概要について確認し，続いてその判旨について検討をし
ていく。
. Carpenter v. United States 事件判決の意義57
 事案の概要
2011年，デトロイトの電気店及び携帯電話会社への強盗の容疑で 4 人の男性が逮捕された。4 人
のうちの一人が以前の犯罪についても証言をし，15人の共犯者の名を挙げるとともに，そのうち
の数人について携帯電話番号を FBI の捜査官に伝えた。その他の共犯者についての番号を入手す
るため，FBI 捜査官は携帯電話の通話記録をたどった58。
これらの情報に基づき，上訴人である Carpenter 及びその他数人の被疑者の携帯電話記録を得る
ため，検察官は通信記録保管法に基づく裁判所命令を請求した。マジストレイト裁判官はその請求
に基づき，Carpenter が契約している通信会社 2 社に対する携帯電話位置情報の開示を求める命令
を発した。これによって捜査機関が得られた位置情報は，12,898箇所に及び，日に平均して101箇
所の位置情報が取得されたこととなる59。
Carpenter は，強盗に対する 6 つの訴因及び銃火器の所持に対する 6 つの訴因ついて起訴され
た。公判に先立って，Carpenter は通信会社によって提供された携帯電話位置情報の証拠排除を申
し立てた。捜査機関による記録の押収は，相当な理由によって支持された令状によらずに携帯電話
位置情報を取得したために，合衆国憲法修正第 4 条に反していると Carpenter は主張した。第 1
審は Carpenter による証拠排除の申し立てを退けた60。
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63 Id at 22132216.
64 United States v. Jones 565 U.S., at430 (2012).
65 Carpenter, supra note 1 at 2217.
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公判では，Carpenter の共犯者 7 人が，彼を実行行為の首謀者であるとした。また，FBI 捜査官
は携帯電話位置情報に関する専門家証人に証言を求め，捜査によって得られた位置情報から Car-
penter は犯行のあった時刻にその周囲にいたことを証明した。このような証拠により，Carpenter
には禁錮100年の刑が下された61。
これに対し Carpenter は上訴したが，第 6 巡回上訴裁判所は，先にも見たように，携帯電話利用
者は自発的に位置情報を通信事業者に開示していることから，もはや本件携帯電話位置情報に対す
るプライバシーの合理的期待は認められず，また，通信事業者は位置情報を「通信を確立させる手
段」として利用していることから，その性質において事業記録とされるため，本件における位置情
報には合衆国憲法修正第 4 条の保証は及ばないと判示したのである62。
連邦最高裁はサーシオレイライを受理し，携帯電話位置情報の無令状での取得について判断を下
したのが，本判決となる。
 本判決の意義
本判決においては，その冒頭部分で合衆国憲法修正第 4 条の歴史的沿革や重要な諸判例を引用
することで，その意義についてまず述べるとともに，第三者法理の意義についても触れている63。
その上で連邦最高裁は，携帯電話位置情報の特殊な性質ゆえに，合衆国憲法修正第 4 条によって
保障されるべき情報であり，第三者法理の適用もなされず，したがって令状が要求されるとの結論
を示している。
以下では，携帯電話位置情報とプライバシーの合理的期待との関係，第三者法理の適用に対する
連邦最高裁の見解を確認していく。
◯1 携帯電話位置情報とプライバシーの合理的期待に対する連邦最高裁の見解
まず前提として，GPS 端末の取付によって被疑者を監視した事例である Jones 事件判決64 を引
き合いに出し，本件によってすでに行動における動静にもプライバシーの合理的期待が及ぶこと，
また社会は捜査機関が相当長期にわたって秘密裏に監視をし，行動の記録をつけるようなことはな
いとの期待を有していることを確認している65。その上で，携帯電話位置情報に捜査機関がアクセ
スすることを認めたのであっては，プライバシーの合理的期待に反することになるとの見解を示し
ている66。これには，携帯電話位置情報を取得することで，本件では127日間にも渡ってその行動
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71 Smith, 442 U.S., at 742.
72 Miller, 425 U.S., at 442
73 Carpenter, supra note 1 at 2220
が監視されており，それによって装着型の GPS 捜査と同様に，被疑者の信教や政治的思想といっ
たものまで明らかにしうることをまず理由として挙げている67。また同時に，実行の容易性や安価
であることも特徴として挙げている。
他方で，GPS 捜査と大きく異なる点として，まず携帯電話利用者は大抵 5 フィート以内に携帯
電話を置いていることから，車両の場合と異なり，より詳細かつ長時間にわたる位置情報を取得し
うるとしている68。したがって，プライバシーに関する問題は，車両に GPS 端末を取り付ける場
合よりもより大きなものとなりうることが指摘されている。さらに，アメリカの通信事業者は 5
年に渡って携帯電話位置情報を保存しうるため，過去に遡って動向を把握することが可能となるの
である。現在のアメリカの携帯電話契約数は 4 億台近くに上る。それらの位置情報を過去に遡っ
て把握することができるとあっては，もはや GPS 端末の取付とは比べ物にならないほどの問題が
生じることとなる69。
このように，携帯電話位置情報は GPS との類似性もあるが，利用者が普段から携行することで
より詳細かつ長時間にわたる監視が可能となること，さらに過去に遡ってその動向を把握すること
ができるという点から，プライバシー侵害の度合いは GPS 捜査のそれよりも大きなものとなり，
合衆国憲法修正第 4 条によって保障されるべきであると解されるのである。
◯2 第三者法理に対する連邦最高裁の見解
まず，第三者法理との関係において指摘されるのが，ある者が他者と情報を共有することによっ
て，プライバシーの期待は減少するが，決してなくなるわけではないというものである70。したが
って，第三者法理の形成において重要とされる Smith 事件判決及び Miller 事件判決においては，
情報の共有のみに依拠しているのでなく，プライバシーの合理的期待が及ぶかについて，対象とな
る書類や記録の性質も考慮しているとするのである。この点，Smith 事件判決におけるペンレジス
ター71や Miller 事件判決における銀行取引記録72 というものは，純粋に業務上の目的として用いら
れるものであって，プライバシーに関する情報を詳らかにするものではないため，その開示も無令
状で許容されるのである。対して，携帯電話位置情報については，通信事業者との情報の共有を認
めたとしても，利用者のプライバシーに関する情報を多く含むために，これを無令状で取得するこ
とは許容されないのである73。
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ただし，第三者法理の適用について，従来の判例を変更する意図はなく，その射程は限定的なものである
ことが明示されている。すなわち，依然として Smith 事件判決や Miller 事件判決による第三者法理は，事
業記録に適用しうるものであり，また性質の異なる監視カメラについては本判決の射程は及ばない。私見で
は，監視カメラについては近年の設置数の増大を鑑みて，詳細な検討が要求されるものと思われる。
75 なお，本判決には Kennedy 判事による反対意見（Thomas 判事及び Alito 判事が同調）及び Gorsuch 判事に
よる反対意見が付されている。前者は，携帯電話位置情報は政府が収集し得る事業記録と異なるものではな
く，また携帯電話利用者は，位置情報について利用等はできないことからプライバシーの合理的期待を有し
ないとして，法廷意見に反対をしている。また，本判決の特に第三者法理に対する射程は狭いとはいえ，そ
の適用を否定することは捜査機関に対し過度の制約を科すことに繋がり得るとしている。後者は，そもそも
プライバシーの合理的期待法理に依拠することは，その結果の予見が困難であることから基準としては機能
していないことを指摘し，代わって伝統的なアプローチである財産権に依拠したアプローチを提唱している。
76 高木，前掲注(15) 82頁。
また，情報の自発的な開示という要件についても携帯電話位置情報には当てはまらないと解され
る。携帯電話は，その機能によって位置情報を記録し続け，利用者の側からは何らの操作も必要と
されない。さらに，携帯電話は発着信やメールの送受信，SNS の更新といった通信を通じて位置
情報が記録されていくのであるから，もはや生活においてなくてはならない携帯電話の利用を避け
ることはできず，必然的に利用者も認識しないうちに位置情報が蓄積されていく。したがって，利
用者が自発的な開示をしているとは決して解し得ないのである74。
これら◯1 ，◯2 の点から，携帯電話位置情報には合衆国憲法修正第 4 条による保障が及び，した
がって，その取得には相当な理由に基づく令状が必要とされるのである75。
次項では，これまでに得られた Carpenter 事件判決の意義及び学説などを参考に，我が国におい
て捜査手続き上，携帯電話の位置情報取得することの法的性質について検討をしていく。
. 我が国への示唆
Carpenter 事件判決及びアメリカの学説において携帯電話位置情報は，その性質から合衆国憲法
修正第 4 条によって保障されるべきであるとの見解が示されている。翻って，我が国ではどのよ
うに考えられるだろうか。本項目では，若干ではあるが，これまで示してきたアメリカにおける判
例・学説を参考に，我が国の問題点について検討をしていく。
 携帯電話位置情報の技術的側面
冒頭に述べたように，携帯電話の位置情報と呼べるものには 2 種類ある。すなわち，通信事業
者が設置した基地局との通信から位置情報を割り出すものと，携帯電話に内蔵された GPS 機能に
アクセスしてその位置情報を割り出すものである。後者の GPS 機能へのアクセスは，実際には携
帯電話の機種によって可能なものとそうでないものとがある。具体的には，apple 社製の iPhone
の GPS 機能には，捜査機関が遠隔操作等によってアクセスすることを不可能にする技術が用いら
れている76。他方で，日本の通信事業者が自社ブランドとして販売している携帯電話には，GPS 機
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77 同上。
78 Carpenter 事件判決において，携帯電話位置情報を基地局から取得する場合約50メートル四方の精度で得ら
れるとの指摘がなされていることから，都市部か否かといった環境に左右される面が多分にあると言える。
79 Carpenter 事件判決では，携帯電話位置情報の取得による被疑者の動静の監視は，合衆国憲法修正第 4 条に
おける ``search'' にあたると判断されている。search については一般的に「捜索」の訳語が当てられること
から，その対比において我が国でも GPS 端末や携帯電話位置情報を用いた被疑者の動静監視の法的性質を
捜索として捉える見解もある（GPS 端末の取付を伴う GPS 捜査について，アメリカ法における議論を前提
に「捜索」として位置づけつつ議論を展開するものとして，大久保正人「新しい捜査方法の適否について」
桃山法学第25号25頁，43頁以下）。しかし，我が国において捜索は，差押えと一体としてなされるものであ
り，一定の場所や物，人の身体といった空間的領域に対する，差押えの対象物の発見を目的とした探索行為
であると解されている（宇藤崇＝松田岳士＝堀江慎司『刑事訴訟法〈第 2 版〉』（有斐閣，2018年）など）。
能へのアクセスが可能となる機能が組み込まれている。これは「日本版 E911」によって実装され
たものであることが指摘されているが77，これによって，通信事業者の側から SMS を送信するこ
とで GPS 機能を遠隔起動し，その位置情報を発信させることが可能となっている。これは，基地
局から得られる位置情報よりも詳細な情報である GPS による位置情報を，任意に得られることを
可能にするものであり，アメリカにおける位置情報の取得よりも問題は大きいものであると考えら
れる。
このように，携帯電話に関する技術的側面に目を向けてみると，我が国はアメリカにおけるより
もさらに大きな問題を抱えているのである。
 携帯電話位置情報の取得の法的性質
基地局との通信に基づく携帯電話の位置情報は，GPS と比べた場合その精度は常に高いものと
は言えない78。しかし，それでもなお基地局との通信が可能な場合，継続的，網羅的に位置情報を
取得することできる点ではアメリカにおける議論が我が国にも当てはまろう。また我が国では，か
なり詳細な位置情報を得ることができる GPS 機能を，通信事業者の側から遠隔起動させることが
可能となっており，これを捜査機関が利用することもまた可能であると考えられる。したがって，
平成29年 3 月大法廷判決におけるような，私的領域への侵入を伴うものと考えられるのではない
か。さらに，車両の動向を監視する装着型の GPS 捜査と異なり，携帯電話は利用者が常に身につ
けているものであるから，継続的・網羅的監視可能性は，装着型のそれよりもより大きなプライバ
シー侵害がなされるものであると考えられる。
これらの点から，携帯電話の位置情報を取得して行う捜査は，強制処分に分類されるべきもので
あり，しかも車両取付型の GPS 捜査以上の侵害を伴い得ること，及び GPS 端末の取付を必要と
しないことからより容易にかつ長期的に網羅的な情報収拾を行いうることから，平成29年最高裁
判決の判断枠組みを前提とした場合，検証では汲み尽くせない性質を有するものであると思われ
る79。したがって，現在の総務省ガイドラインに基づいて行うことは許されず，刑事訴訟法上の立
法が必要である。
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他方で検証は，一定の場所，物，人の身体につき，その存在や形状，状態，性質等を五官の作用によって認
識する行為，すなわち対象に関する情報取得を目的とした行為と定義されている。このような理解を前提と
した場合，被疑者の日常的な行動を監視し情報を取得することを目的とした捜査は，捜索ではなく検証とし
ての性質を帯びるものであろう。
. おわりに
本稿では携帯電話の位置情報を捜査機関が取得する場合について，アメリカにおける議論を参照
して考えることで，その本来的性質がいかなるものであるかを検討してきた。携帯電話に関する近
年の発展は目まぐるしいものがあり，ますます我々の生活において必須のものとなっているが，他
方で捜査機関がこれを利用する場合について，どこまで許容することができるか，誰が不利益を被
るのか，といった緻密な検討が必要であると思われる。
また，本判決の反対意見においてプライバシーの合理的期待法理に対する基準としての曖昧さと
いう批判は，これまで学説においても批判がなされているところである。この点，被疑者の権利・
利益を侵害しているか否かをチェックするアプローチとしてより十分に機能するよう，また我が国
における新たなアプローチとして機能するよう，明確な基準を立てることが要求されよう。この点
について，今後明らかとしていきたい。
なお，本稿では立法の必要性を示すにとどまっており，立法の方向性等について十分な検討がで
きなかった。この点についても，今後の課題としたい。
