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Desde hace más de cien años, las redes de conmutación de circuitos han dominado el 
panorama de las comunicaciones para el servicio de voz y, en los últimos 50 años, han 
sido utilizadas como soporte para la transmisión de datos. 
En los últimos años, la creciente utilización de redes de conmutación de paquetes y el 
desarrollo de tecnologías para integrar voz, datos y video en un solo medio, han dirigido 
los esfuerzos hacia el desarrollo de aplicaciones y servicios soportados por el IP Internet 
Profocol/Protocolo de Internet que, dotado de calidad de servicio para aplicaciones en 
tiempo real, ha permitido el proceso de integración de redes, anteriormente separadas, 
dando lugar a lo que se conoce como NGN Next Generación Networks / Redes de 
Próxima Generación. 
En el siguiente trabajo colaborativo identificaremos el propósito de una red IP dentro de 
una arquitectura NGN, identificando y comprendiendo las funciones (IMS), requisitos y 
entidades de la arquitectura (NGN); además definiremos las ventajas sobre tecnologías 
de transporte como lo es la arquitectura MPLS sus componentes funcionales, protocolos 
y que cálida de servicio (QoS) que nos soporta el MPLS. 
Mediante la simulación en GNS3 implementaremos el protocolo MPLS a la red diseñada en 
la fase 2 la cual se trata de diseñar una red que nos brinde la comunicación eficaz entre 








Identifica el propósito de una red IP dentro de una arquitectura NGN para el soporte de 
servicios convergentes. 
Comprende las funciones, entidades y requisitos a nivel funcional de una arquitectura NGN 
utilizada en la interconexión de redes, respondiendo a los estándares definidos. 
Implementar servicios multimedia para un escenario de NGN a nivel de simulación y 




















1. Elabore un mapa mental que incluya el resumen de los elementos básicos de la 
arquitectura MPLS: componentes funcionales, protocolos, ventajas sobre otras 
tecnologías de transporte, etc. 
2. Mediante una tabla identifique las funciones de Calidad de Servicio (QoS) que soporta 
MPLS. 
3. Elabore un mapa mental con el resumen de los elementos funcionales de IMS; incluir 
funciones y entidades de control principales, gateways, registros o bases de datos de 
abonados locales y visitantes, protocolos para interacción con la capa de servicios. 
 
Actividad individual Juan David Usma 
 
1. Elabore un mapa mental que incluya el resumen de los elementos básicos de la 
arquitectura MPLS: componentes funcionales, protocolos, ventajas sobre otras 









Ilustración 1Mapa Mental  Resumen Arquitectura MPLS 
 
Fuente: Juan David Usma 
 






2. Mediante una tabla identifique las funciones de Calidad de Servicios (QoS) que soporta 
MPLS. 
 
Tabla 1 Funciones De Calidad De Servicios (Qos) 
Calidad de Servicio (QoS) que soporta MPLS 
Funciones  
 Conmutación de circuitos. 
 Reconoce los diferentes flujos de tráfico provenientes de diferentes aplicaciones. 
 Ancho de banda: Define la capacidad de transferir información de extremo a extremo. 
 Retardo (Delay): Define el retardo que existe en las comunicaciones entre los extremos. 
 Variación de retardo (jitter): Este parámetro indica el diferente valor de retardo que 
pueden presentar los paquetes de una comunicación.  
 Perdida (Loss): Este parámetro se refiere a la pérdida de paquetes de una 
comunicación. 
 Label: Identificador de longitud fija que se usa para asociar una FEC (ver a continuación 
su definición) al paquete que ingresa en una red MPLS. LDP (Label Distribution Protocol) 
y Targeted LDP. 
RSVP-TE (Resource Reservation Protocol-Traffic Engineering). 
 Label Edge Router (LER): Son los routers límite de la red MPLS con las siguientes 
misiones; Ingress: 
Clasifica los paquetes IP entrantes en una FEC. 
Genera la cabecera MPLS y asigna etiquetas; Egress: Quita la cabecera y etiqueta MPLS 
al paquete. 
 
 Forwarding Equivalence Class (FEC): 
Un FEC es un conjunto de paquetes de capa 3 que se envían todos ellos por el mismo 
camino (LSP) y con el mismo tratamiento en su envío. 
El envío de un FEC implica: Determinar el FEC del paquete. 
 
Fuente: Juan David Usma 
 
3. Elabore un mapa mental con el resumen de los elementos funcionales de IMS; incluir 
funciones y entidades de control principales, gateways, registros o bases de datos de 





Ilustración 2 Mapa Mental Elementos Funcionales IMS 
 
Fuente: Juan Davis Usma 
 








Actividad individual Víctor Raúl Guzmán 
 
1. Elabore un mapa mental que incluya el resumen de los elementos básicos de la 
arquitectura MPLS: componentes funcionales, protocolos, ventajas sobre otras 


















Fuente: Víctor Raúl Guzmán 
 





2. Mediante una tabla identifique las funciones de Calidad de Servicios (QoS) que 
soporta MPLS.  
 
 
Tabla 2 Qos que soporta MPLS 
Funciones de Calidad de Servicio (QoS) que 
soporta MPLS 
 Características 
Classification y Marking (Clasificación y 
marcado) 
 
“La clasificación previa de QoS permite hacer 
coincidir y clasificar el contenido del encabezado 
de IP original de los paquetes que pasan por 
encapsulamiento, tunelización o cifrado. Esta 
función no describe el proceso de copiar el valor 
original del byte del tipo de servicio (ToS) desde el 
encabezado del paquete original al encabezado de 
túnel.” Tomado de (CISCO, 2009) 
“La característica del Marcado basado en clases 
permite que usted fije o que marque la capa 2, la 
capa 3 o la encabezado del Multiprotocol Label 
Switching (MPLS) de sus paquetes.” Tomado de 
(CISCO, 2009) 
 
Básicamente con esta función o mecanismo de 
QoS, los paquetes son clasificados en función del 
contenido inmerso en su encabezado, posterior a 
esto, se marca el mensaje al cambiar algunos bits 
de su encabezado, en determinados campos. 
Congestion Management: Queueing y 






Figura 2. Gestión de colas Tomada de 
(eclassvirtual) 
En una red de datos, todos los dispositivos activos 
de esta red aplican el concepto de colas. Estos 
dispositivos reciben un mensaje, luego analizan y 
toman una decisión de reenvió y finalmente envían 
este mensaje, pero en muchas ocasiones la interfaz 
de salida se encuentra ocupada, es por esta razón 
que los dispositivos mantienen estos mensajes en 
cola, a la espera que la interfaz de salida se 
encuentre disponible. 
El sistema de colas, puede utilizar una sola cola de 
salida (FIFO), el primer paquete en entrar, será el 
primero en salir, pero esto no es una regla general, 
toda vez que muchos dispositivos pueden a utilizar 




 necesario implementar la función de clasificador, 
con el fin de ubicar cada paquete en su respectiva 
cola. Del mismo modo, se hace necesario la 
implementación de un programador (Scheduler), 
para que este tome la decisión de que mensaje 
enviar una vez la interfaz se encuentre disponible.   
Priority [PQ] (Prioridad) La prioridad que se debe dar a los paquetes en una 
adecuada gestión de colas o de congestión, puede 
diferenciarse a través de su protocolo, interfaz del 
router, tamaño del paquete, o su dirección de 
origen y destino. Además de esto, los paquetes que 
por alguna razón no se logren clasificar, serán 
entregados a la cola de prioridad normal. 
Shaping and Policing (Moldear y Vigilar) 
 
Estas dos funciones son utilizadas para limitar el 
tráfico de la red. Frecuentemente son empleadas 
sobre el borde WAN. Ambas herramientas, tanto 
shaping como policing, vigilan la tasa de bits de 
aquellos mensajes combinados que se transmiten a 
través de los dispositivos de red 
 
Policing: “Esta herramienta descarta paquetes 
mientras mira la tasa de tráfico versus la tasa 
policing configurada para un momento dado.” 
Tomado de (eclassvirtual) 
 
Shaping: “Es una técnica de QoS que podemos 
usar para aplicar tasas de bits más bajas que las que 
la interfaz física es capaz de hacer.” Tomado de 
(eclassvirtual) 
 
“Cuando usamos shaping almacenamos el tráfico a 
una cierta tasa de bits, en cambio policing 
eliminará el tráfico cuando exceda una cierta tasa 
de bits.” Tomado de (eclassvirtual) 
Congestion Avoidance (Prevención de 
Congestión) 
Herramienta de QoS que pretende reducir la 
pérdida de paquetes de manera preventiva, 
descartando diversos paquetes que son utilizados 
en conexiones TCP. En términos generales esta 









  Figura 3. Modelo general Funciones principales de QoS en MPLS. Tomada de (eclassvirtual) 
Fuente: Víctor Raúl Guzmán 
 
Elabore un mapa mental con el resumen de los elementos funcionales de IMS; incluir 
funciones y entidades de control principales, gateways, registros o bases de datos de 
















Fuente: Víctor Raúl Guzmán 




Actividad individual Sebastian Vélez Zapata 
 
Elabore un mapa mental que incluya el resumen de los elementos básicos de la arquitectura 
MPLS: componentes funcionales, protocolos, ventajas sobre otras tecnologías de 
transporte, etc. 
Link del mapa mental 
https://www.goconqr.com/es-ES/p/20038769-MPLS-mind_maps  
Mediante una tabla identifique las funciones de Calidad de Servicios (QoS) que soporta 
MPLS. 
Tabla 3 Calidad de Servicios (QoS) que Soporta MPLS 
Calidad de Servicio (QoS) que soporta MPLS. 
Classification y Marking (Clasificación y 
marcado) 
 
Congestion y managemant (Gestión y 
congestión)  
A través de la gestión de colas y gestión de 
agendamiento.  
Priority (PQ) (Asignación de prioridades  
Conmutación de Circuitos Es un tipo de conexión que realizan los 
diferentes nodos de una red para lograr un 
camino apropiado para conectar dos 
usuarios de una red, implica tres fases: el 
establecimiento del circuito, la 
transferencia de datos y la desconexión del 
circuito. Una vez que el camino entre el 
origen y el destino queda fijado, queda 
reservado un ancho de banda fijo hasta que 
la comunicación se termine. 
Conmutación de paquetes Método de agrupar los datos transmitidos a 
través de una red digital en paquetes que se 
componen de un encabezado y una carga 
útil. 
Perdida de paquetes (loss packet) A lo largo de este proceso, es posible que 
se pierda uno o varios paquetes en la 
transferencia y que no puedan llegar a la 
dirección de destino. a medida que la 
tecnología de hoy en día ha progresado, 




ahora capaces de manejar datos 
descartados a través de otro método que 
implica reducir la velocidad de 
transferencia, o mediante el reenvío 
automático de los paquetes de datos 
perdidos. 
Retardo (Delay) La mayoría de las aplicaciones asíncronas 
también conocidas como aplicaciones en 
tiempo real emplean un amortiguador para 
suavizar la variación del retardo 
encontrado en el camino de origen a 
destino 
Jitter (variabilidad del retardo) Una variación en la sincronización real, es 
uno de los parámetros críticos en los 
canales de comunicación de datos. 
Ancho de banda (througput) Consumo de ancho de banda, es, la tasa 
media de transferencia de datos exitosa a 
través de una vía de comunicación. 
Fuente: Sebastian Vélez 
 
Elabore un mapa mental con el resumen de los elementos funcionales de IMS; incluir 
funciones y entidades de control principales, gateways, registros o bases de datos de 
abonados locales y visitantes, protocolos para interacción con la capa de servicios. 













1) El grupo implementa el protocolo MPLS sobre la red diseñada en la Fase 2, el cual 
debe ser funcional y permitir transportar un servicio de red entre ciudades. 
 
2) Habilitar el servicio VPN entre las ciudades. 
 
Red diseñada en el programa GNS3 
 
Ilustración 5 Red Diseñada en GNS3 
 









Para implementar MPLS debemos realizar los siguientes pasos: 
 Configurar un protocolo IGP (OSPF). 
 Habilitar IP CEF. 
 Habilitar el protocolo LDP para el intercambio de etiquetas utilizando el comando 
mpls label pro ldp. 
 Utilizar una interface Loopback como router-id para LDP. 
 Utilizar la Loopback como identificador del router mediante el comando mpls ldp 
router-id lo0. 
 Habiltar MPLS en cada interface del router mediante el comando mpls ip. 
 
En las siguientes imágenes se ilustran las configuraciones realizadas, cabe resaltar que estas 
configuraciones se deben realizar en cada uno de los routers del core MPLS. 
Configuración del protocolo IGP (OSPF). 
 
Ilustración 6 Configuración OSPF en el Router 1 
 





Ilustración 7 Tabla de Enrutamiento del Router 1 
 
Fuente: Sebastian Vélez Zapata 
 
 
Ilustración 8 Interfaces Del Router 1 Corriendo 
 





Ilustración 9 Vecinos Del Router 1 
 
Fuente: Sebastian Vélez Zapata 
Habilitación de ip cef y el protocolo LDP 
Ilustración 10 Habilitación IP Cef 
 





Ilustración 11 Habilitación Protocolo  LDP 
 
Fuente: Sebastian Vélez Zapata 
 
Loopback como router-id para LDP y habilitación de MPLS en cada interface del 
router 
 
Ilustración 12 Loopback 0 y Habiltación de MPLS 
 
Fuente: Sebastian Vélez Zapata 
 
Con los siguientes comandos vamos a realizar la verificación de mpls: 
R# show ip cef Permite ver la tabla de forwarding 




R# show mpls ldp Discovery Permite obtener información de LDP local y de los vecinos 
R# show mpls ldp neighbor Permite ver las adyacencias LDP y conocer su estado 
R# show mpls ldp bindings Permite ver la tabla LIB 
R# show mpls forwarding-table Permite ver la tabla LFIBA continuación, se muestran los 
pantallazos de cada uno de los comandos: 
 
Ilustración 13 Información LDP Local y de Los Vecinos 
 






Ilustración 14 Interfaces Que Usan MPLS 
 
Fuente: Sebastian Vélez Zapata 
 
 
Ilustración 15 tabla de forwarding 
 





Ilustración 16 Adyacencias LDP y su Estado 
 
Fuente: Sebastian Vélez Zapata 
Ilustración 17 Tabla LIB 
 





Ilustración 18 Tabla LFIB 
 
Fuente: Sebastian Vélez Zapata 
 
Paso 2 habilitación del servicio VPN entre las ciudades. 
 
Inicialmente debemos crear las políticas, configurar las fases y un mapa en el cual se van a 
setear los parámetros que se van a compartir al momento de subir la vpn. 
Configuramos una autenticación, en este caso llaves compartidas, implementamos un 
algoritmo de encriptación (3des), damos confidencialidad a los datos con el comando 





Ilustración 19 Creación de Las Políticas 
 
Fuente: Sebastian Vélez Zapata 
 
Debemos encriptar los datos para enviarlos a través de la red 
Ilustración 20 Encriptación de Los Datos 
 
Fuente: Sebastian Vélez Zapata 
Debemos configurar las llaves pre compartidas 
Ilustración 21 Configuración de las Llaves Pre Compartidas 
 




Debemos configurar el crypto map. 
Ilustración 22 Configuración Del Crypto Map 
 
Fuente: Sebastian Vélez Zapata 
Por ultimo entramos a la interface y ubicamos el  crypto map 
 
 
Ilustración 23 Ubicación Del Crypto Map en la Interface 
 
Fuente: Sebastian Vélez Zapata 
Nota: Cabe resaltar que las configuraciones realizadas anteriormente se deben hacer en 





En las siguientes imágenes podemos observar que ya tenemos comunicación entre las 
ciudades 
 
Ilustración 24 Ping de Bogotá a Barranquilla 
 
Fuente: Sebastian Vélez Zapata 
 
 
Ilustración 25 Ping de Barranquilla a Bogotá 
 





Ilustración 26 Comprobación de la VPN 
 














Comprendimos el funcionamiento, la forma en que se configura e implementa el protocolo 
MPLS en un router a través de la practica con el ejercicio realizado en el simulador 
Gns3 y la importancia de este protocolo ya que nos permite dar un manejo al tráfico y 
asignar prioridades de acuerdo a la importancia de la información que estamos 
recibiendo en nuestra red. 
Entendimos el concepto de las Qos y la importancia que tienen hoy día en las redes, ya que 
permiten hacer un manejo del ancho de banda según sean las necesidades o 
requerimientos como por ejemplo mayor ancho de banda para datos o mayor ancho de 
banda para voz. 
Se obtuvo conocimiento de elementos funcionales de IMS, como lo son las entidades de 
control principales, gateways, registros, y protocolos para la interacción con las capas de 
servicios. 
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