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Komunikacijska zasebnost delavca na delovnem mestu 
Narava sodobnih delovnih razmerij od delavcev zahteva uporabo modernih informacijskih 
sredstev in neživljenjsko je pričakovati, da delavci teh sredstev ne bi občasno uporabili tudi za 
zasebne namene. Pri tem pogosto pride do kolizije interesov, in sicer na eni strani legitimnega 
interesa delodajalca do nadzora delavca, ki izhaja tako iz narave delovnega razmerja kot iz 
njegove lastninske pravice nad službenimi sredstvi, ter na drugi strani pravice delavca do 
zasebnosti na delovnem mestu. Za razrešitev te dileme je treba v vsakem posameznem primeru 
izvesti tehtanje interesov. V magistrskem diplomskem delu so obravnavani pravna pravila, 
načela, sodna praksa in drugi dejavniki, ki morajo biti upoštevani pri takšnem tehtanju. Zaradi 
odsotnosti splošnega pravnega akta, ki bi celovito urejal področje komunikacijske zasebnosti 
delavcev, si moramo pri presoji upravičenosti nadzora na delovnem mestu pomagati predvsem 
z relevantnimi določbami različnih splošnih pravnih aktov, na primer  s 37. členom Ustave 
Republike Slovenije in 8. členom Evropske konvencije o človekovih pravicah. Ključno vlogo 
pri razvoju komunikacijske zasebnosti na delovnem mestu pa ima Evropsko sodišče za 
človekove pravice (ESČP), ki postavlja nove, višje standarde varstva. Skladno s sodno prakso 
ESČP je treba pri morebitnem nadzoru zaposlenih upoštevati tako koncept razumnega 
pričakovanja zasebnosti kot tudi vse kriterije, navedene v sodbi Bărbulescu proti Romuniji. 
Delo se dotakne tudi informacijske zasebnosti, saj delodajalec s posegom v komunikacijo 
delavca neizogibno pridobi tudi nekatere njegove osebne podatke. Sklepni del magistrskega 
diplomskega dela je namenjen predstavitvi relevantnih mnenj Informacijskega pooblaščenca 
in iskanju odgovorov na nekatera aktualna vprašanja. 
 
Ključne besede: delovno pravo, nadzor delavcev, zasebnost na delovnem mestu, konflikt 











Employee's communication privacy in the workplace 
The nature of modern employment relationships requires workers to use modern information 
technology and it is unreasonable to expect that workers would not occasionally use this 
technology for private purposes. However, the legal problem arising is that different legitimate 
interests collide, namely, the employer's interest to monitor employee deriving from the nature 
of employment relationship as well as from his/her property rights on one hand, and the 
employee's right to privacy in the workplace on the other hand. In order to resolve this dilemma, 
a fair balance between competing interests must be struck in each case. The master thesis 
examines legal rules, principles, case law and other factors that must be considered when 
seeking a fair balance. Due to the absence of a general legislation that would comprehensively 
regulate the area of communication privacy in the workplace, in assessing the justification of 
employee monitoring, we must take into account the relevant provisions of general legal 
instruments, for example, Article 37 of the Constitution of the Republic of Slovenia and Article 
8 of the European Convention on Human Rights. Moreover, the ECtHR plays a crucial role in 
the development of communication privacy in the workplace by setting new, higher standards 
of protection. In line with ECtHR case law, the reasonable expectation of privacy test as well 
as all the factors set out in the case of Bărbulescu v. Romania should be taken into account 
when monitoring the employees. By interfering with the employee's communications, the 
employer inevitably obtains some of his/her personal information; therefore, the thesis also 
addresses information privacy. The final part of the thesis is intended to present relevant 
opinions of the Information Commissioner and to find answers to some topical questions. 
 
Key words: labour law, employee monitoring, privacy in the workplace, conflict of legitimate 





1 UVOD ........................................................................................................................................... 1 
2 OSNOVNO O ZASEBNOSTI ...................................................................................................... 3 
2.1 Zgodovinski razvoj pravice do zasebnosti ............................................................................. 3 
2.2 Posamezni vidiki zasebnosti na delovnem mestu .................................................................. 4 
2.2.1 Osnovno o komunikacijski zasebnosti ............................................................................... 4 
2.2.2 Osnovno o informacijski zasebnosti................................................................................... 5 
2.2.3 Povezava med komunikacijsko in informacijsko zasebnostjo ............................................. 6 
2.2.4 Drugi vidiki zasebnosti na delovnem mestu ....................................................................... 6 
3 NADZOR NA DELOVNEM MESTU .......................................................................................... 7 
3.1 Razlogi za nadzor ................................................................................................................... 7 
3.2 Oblike nadzora na delovnem mestu ...................................................................................... 9 
3.2.1 Nadzor nad uporabo interneta ............................................................................................ 9 
3.2.2 Nadzor nad uporabo elektronske pošte............................................................................. 10 
3.2.3 Nadzor nad uporabo telefona ........................................................................................... 12 
3.3 Najpogostejše kršitve zasebnosti delavcev kot posledica (neupravičenega) nadzora na 
delovnem mestu ......................................................................................................................... 12 
4 KOMUNIKACIJSKA ZASEBNOST NA DELOVNEM MESTU NA EVROPSKI RAVNI ... 13 
4.1 Pravni akti na evropski ravni .............................................................................................. 13 
4.1.1 Komunikacijska zasebnost v Evropski konvenciji o človekovih pravicah ......................... 14 
4.1.2 Direktiva 95/46/ES in temeljna načela zbiranja ter obdelave osebnih podatkov ................ 15 
4.1.3 Direktiva 2002/58/ES o zasebnosti in elektronskih komunikacijah ................................... 19 
4.1.4 Zakonitost zbiranja in obdelave osebnih podatkov po Splošni uredbi ............................... 20 
4.2 Razvoj komunikacijske zasebnosti v Evropi skozi sodno prakso ....................................... 24 
4.2.1 Primer Malone proti Združenemu kraljestvu .................................................................... 24 
4.2.2 Primer Halford proti Združenemu kraljestvu .................................................................... 25 
4.2.3 Primer Kopp proti Švici ................................................................................................... 27 
4.2.4 Primer Copland proti Združenemu kraljestvu................................................................... 27 
4.2.5 Primer Bărbulescu proti Romuniji ................................................................................... 28 
5 KOMUNIKACIJSKA ZASEBNOST NA DELOVNEM MESTU V SLOVENIJI ................... 32 
5.1 Komunikacijska zasebnost na delovnem mestu na ustavni ravni....................................... 33 
5.2. Komunikacijska zasebnost na delovnem mestu na zakonski ravni ................................... 35 
5.2.1 Komunikacijska zasebnost v Zakonu o delovnih razmerjih .............................................. 35 
5.2.2 Možnosti nadzora komunikacijske zasebnosti po Zakonu o elektronskih komunikacijah .. 36 
5.2.3 Pravno varstvo komunikacijske zasebnosti v Obligacijskem zakoniku ............................. 37 
5.2.4 Komunikacijska zasebnost v Kazenskem zakoniku .......................................................... 37 
5.3 Mnenja in smernice Informacijskega pooblaščenca ........................................................... 38 
5.3.1 Informacijski pooblaščenec o nadzoru elektronske pošte.................................................. 38 
 
 
5.3.2 Informacijski pooblaščenec o nadzoru uporabe interneta.................................................. 39 
5.3.3 Informacijski pooblaščenec o nadzoru računalnika .......................................................... 39 
5.3.3 Informacijski pooblaščenec o nadzoru telefona ................................................................ 40 
6 AKTUALNA VPRAŠANJA IN IZZIVI ZA PRIHODNOST.................................................... 41 
6.1 Dopustnost nadzora delavca v primeru dela od doma ........................................................ 41 
6.2 Položaj delavca kot šibkejše stranke ................................................................................... 42 
7 ZAKLJUČEK ............................................................................................................................. 44 
8 VIRI IN LITERATURA............................................................................................................. 46 
8.1 Monografije.......................................................................................................................... 46 
8.2 Strokovni in znanstveni članki ............................................................................................ 46 
8.3 Zakonodaja .......................................................................................................................... 49 
8.3.1 Zakonodaja Evropske unije ............................................................................................. 49 
8.3.2 Zakonodaja Slovenije ...................................................................................................... 49 
8.4 Sodna praksa........................................................................................................................ 49 
8.4.1 Sodna praksa ESČP ......................................................................................................... 49 
8.4.2 Sodna praksa Sodišča EU ................................................................................................ 50 
8.4.3 Sodna praksa slovenskih sodišč ....................................................................................... 50 
8.4.4 Sodna praksa tujih sodišč ................................................................................................ 50 
8.5 Odločbe in mnenja Informacijskega pooblaščenca ............................................................. 50 
8.6 Spletni viri ............................................................................................................................ 51 





Tehnološki razcvet je na področje delovnega prava prinesel številne nove oblike dela, načine 
za delo in komuniciranje. Delavcem uporaba elektronskih naprav omogoča enostavnejše in 
hitrejše opravljanje delovnih nalog, hkrati pa jim nudi nove možnosti za nedelo oziroma 
neproduktivno izrabo delovnega časa.1 Vendar pa si je povsem življenjsko predstavljati 
delavca, ki po kosilu na službenem računalniku preveri dnevne novice na spletnih straneh in 
pogleda, ali je morda dobil kakšno sporočilo v zasebni predal elektronske pošte.2 Prav tako ni 
nič neobičajnega, če zaposleni s službenega telefona pokliče obrtnega mojstra, ki ga potrebuje, 
ker je v teku prenova stanovanja. Po drugi strani je nova tehnologija prinesla tudi številne nove 
možnosti nadzora delavcev, ki jih delodajalci spretno izkoriščajo.3  
 
Pri tem ostaja odprta dilema, kakšno stopnjo zasebnosti lahko delavci na delovnem mestu sploh 
pričakujejo in kdaj bo poseg v komuniciranje zaposlenega hkrati tudi poseg v njegove ustavno 
varovane pravice. Vprašanje je zelo občutljivo, saj gre za več nasprotujočih si interesov. Na 
eni strani imamo delodajalca, močnejšo stranko, ki je lastnik produkcijskih sredstev in ima 
vsekakor (omejeno) pravico, da nadzira, ali delavec uporablja opremo skladno z namenom, s 
katerim mu je bila dana v uporabo. Ima tudi legitimen interes, da preprečuje, odkriva in 
preganja disciplinske prekrške delavcev, predvsem zlorabo opreme v zasebne in druge sporne 
namene. Na drugi strani pa imamo delavca, šibkejšo stranko, ki ima prav tako legitimen interes, 
da na delovnem mestu pričakuje določeno stopnjo zasebnosti. Interesoma obeh strank 
delovnega razmerja se pogosto pridružijo še interesi tretjih oseb, to je zunanjih oseb, ki so v 
interakciji z osebo na delovnem mestu.4 
 
V magistrskem diplomskem delu najprej predstavim zgodovinski razvoj pravice do zasebnosti 
in posamezne vidike zasebnosti na delovnem mestu. Za nadaljevanje dela je ključna predvsem 
opredelitev komunikacijske in informacijske zasebnosti. Drugi del je namenjen delodajalčevim 
razlogom za nadzor svojih zaposlenih in oblikam nadzora na delovnem mestu, konča pa se s 
predstavitvijo najpogostejših kršitev zasebnosti delavcev, ki so posledica prekomernega 
nadzora delodajalcev.  
                                                   
1 A. Tomšič, Tehnološki vidiki nadzora in zasebnosti na delovnem mestu, v: Zasebnost delavcev in 
interesi delodajalcev – kje so meje? (2008), str. 53 
2 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
3 R. Allen QC, R. Crasnow, A. Beale, Employment Law and Human Rights (2007), str. 159 
4 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 549 
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Magistrsko diplomsko delo nadaljujem s tretjim, temeljnim delom, kjer je predstavljena 
komunikacijska zasebnost na evropski ravni. Poglavje je temeljno zaradi treh elementov, in 
sicer: prvič, zaradi Direktive Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 
(v nadaljevanju: Direktiva 95/46/ES), ki je botrovala k sprejemu Zakona o varstvu osebnih 
podatkov (v nadaljevanju: ZVOP-1),5 drugič, zaradi Uredbe (EU) 2016/679 Evropskega 
parlamenta in Sveta z dne 27. aprila 2016 (v nadaljevanju: Splošna uredba), ki je v Sloveniji 
neposredno uporabljiva, in tretjič, zaradi obsežne sodne prakse Evropskega sodišča za 
človekove pravice (v nadaljevanju: ESČP), ki ima ključno vlogo v razvoju komunikacijske 
zasebnosti. 
 
V četrtem delu nato na kratko predstavim komunikacijsko (in informacijsko) zasebnost delavca 
na delovnem mestu v slovenski zakonodaji, s poudarkom na ustavni ureditvi in primerih, s 
katerimi se v praksi srečuje Informacijski pooblaščenec (v nadaljevanju: Pooblaščenec). 
Zadnji del magistrskega diplomskega dela je namenjen aktualnim vprašanjem in nekaterim 
izzivom, s katerimi se trenutno srečuje delovno pravo v povezavi s komunikacijsko 
zasebnostjo. 
  
                                                   
5 Zakon o varstvu osebnih podatkov (Uradni list RS, št. 94/07 – uradno prečiščeno besedilo) 
3 
 
2 OSNOVNO O ZASEBNOSTI 
Osnovna ideja o zasebnosti je stara toliko let kot človeštvo samo, vendar pa zasebnost ni bila 
vselej pravno varovana pravica. Prav tako se pojem zasebnosti različno interpretira glede na 
obdobje in družbo, v kateri se nahajamo, ter posameznike, ki si lahko včasih vsak po svoje 
interpretirajo zasebnost.  
 
2.1 Zgodovinski razvoj pravice do zasebnosti 
V povezavi s pravom se pojem zasebnosti prvič pojavi v Hammurabijevem zakoniku kot 
določba, ki je prepovedovala neupravičen vdor v tuj prostor. Podobno prepoved je kasneje 
poznalo tudi rimsko pravo.6 Ideja o zasebnosti je v tistem času temeljila predvsem na 
razlikovanju med »javnim« in »zasebnim«.7 Posledično je bila zasebnost zelo omejena v 
družbah, kjer so dajali velik poudarek državi oziroma »javnemu« (npr. v Antični Grčiji, večji 
del srednjega veka), pravi razvoj zasebnosti pa se je dejansko začel šele s pojavom 
urbanizacije.8 
 
Sodobni koncept pravice do zasebnosti se prvič pojavi proti koncu 19. stoletja. Podobno kot 
danes sta tudi takrat na razvoj pravice do zasebnosti močno vplivala tehnologija in napredek 
družbe. V tistem času se je namreč začel velik porast tabloidnih časopisov, ki je sovpadal z 
nastankom tako imenovanega fotonovinarstva, ki ga pred tem niso poznali.9 Samuel Warren in 
Louis Brandeis sta bila prva, ki sta se zavedala groženj, ki so jo pravici do zasebnosti 
predstavljale nove tehnologije in dogajanje v družbi. Leta 1890 sta v enem izmed največkrat 
citiranih člankov z naslovom Pravica do zasebnosti koncept zasebnosti opredelila kot pravico, 
da se »posameznika pusti pri miru«.10  
 
Sodobna teorija o pravici do zasebnosti, ki že omenja tudi komunikacijsko zasebnost, se je 
oblikovala v Splošni deklaraciji o človekovih pravicah iz leta 1948,11 natančneje v 12. členu, 
ki med drugim zapoveduje, da se nihče ne sme samovoljno vmešavati v zasebno življenje ali 
                                                   
6 D. J. Solove, Nothing to Hide: The False Tradeoff between Privacy and Security (2011), str. 4 
7 M. R. Konvitz, Privacy and the Law: A Philosophical Prelude, v: Law and Contemporary Problems 
(1966), str. 274 
8 A. Lukács, What is Privacy? The History and the Definition of the Privacy, v: Tavaszi Szél (2016) str. 
257 
9 S. D. Warren, L. D. Brandeis, The Right to Privacy (1890), str. 195–196 
10 K. Mišič, Zgodovina pravice do varstva osebnih podatkov, v: Zasebnost delavcev in interesi 
delodajalcev – kje so meje? (2008), str. 12 
11 Ibidem, str. 12 
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dopisovanje drugega, niti ne sme žaliti njegove časti in dobrega imena.12 Kasneje so pravico 
do zasebnosti normativno uredili tudi na regionalnih področjih, na primer Svet Evrope je leta 
1950 sprejel Evropsko konvencijo o varstvu človekovih pravic (v nadaljevanju: EKČP),13 ki 
tako imenovano pravico do spoštovanja zasebnega in družinskega življenja  ureja v 8. členu. 
Omenjeni člen je še posebej pomemben, saj ESČP tudi v 21. stoletju v povezavi z varstvom 
pravice do zasebnosti pogosto presoja prav kršitev 8. člena EKČP.14  
 
2.2. Posamezni vidiki zasebnosti na delovnem mestu 
»Delovno razmerje je razmerje med delavcem in delodajalcem, v katerem se delavec 
prostovoljno vključi v organiziran delovni proces delodajalca in v njem za plačilo, osebno in 
nepretrgano opravlja delo po navodilih in pod nadzorom delodajalca.«15 Iz navedenega izhaja, 
da lahko delovno mesto definiramo kot dejanski ali virtualni prostor, kjer delavec za 
delodajalca za plačilo osebno in nepretrgoma opravlja delo. Nadalje je opredelilni element 
delovnega razmerja tudi opravljanje dela »po navodilih in pod nadzorom delodajalca«. 
Posledično je narava delovnega razmerja takšna, da že sama po sebi upravičuje delodajalca, da 
lahko nadzira delavčevo komunikacijsko in informacijsko zasebnost, četudi sam ni lastnik 
sredstev (npr. računalnika), s katerimi delavec opravlja delo. V večini primerov pa je oprema, 
s katero delavec opravlja delo, v lasti delodajalca, kar dodatno legitimira delodajalčev nadzor 
nad zaposlenimi.16 Problem nastane, ko delodajalec (ne)hote poseže v zasebnost delavca in 
tretjih oseb, ki so z delavcem v interakciji. V povezavi s komunikacijo na delovnem mestu sta 
relevantni predvsem komunikacijska in informacijska zasebnost. 
 
2.2.1 Osnovno o komunikacijski zasebnosti 
Pravica do komunikacijske zasebnosti v osnovi pomeni varstvo posameznikovega interesa, da 
se država ali nepovabljeni tretji ne seznanijo z vsebino sporočila, ki ga posameznik posreduje 
prek kateregakoli sredstva, ki omogoča izmenjavo oziroma posredovanje informacij (na 
daljavo). Nadalje ta pravica posamezniku zagotavlja, da se lahko svobodno odloči, komu, v 
                                                   
12 12. člen Splošne deklaracije o človekovih pravicah (1948) 
13 K. Mišič, Zgodovina pravice do varstva osebnih podatkov, v: Zasebnost delavcev in interesi 
delodajalcev – kje so meje? (2008), str. 12–13 
14 Primeroma navajam sodbi Halford proti Združenemu kraljestvu in Copland proti Združenemu 
kraljestvu. 
15 4. člen Zakona o delovnih razmerjih (Uradni list RS, št. 21/13, 78/13 – popr., 47/15 – ZZSDT, 33/16 
– PZ-F, 52/16, 15/17 – odl. US, 22/19 – ZPosS in 81/19) (v nadaljevanju: ZDR-1) 
16 O. Hazel, Email and Internet Monitoring in the Workplace: Information Privacy and Contracting-
Out, v: Industrial Law Journal, Vol. 31 (2002) 
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kakšnem obsegu, na kakšen način in pod kakšnimi pogoji bo posredoval sporočilo.17 Namen 
komunikacijske zasebnosti je torej svobodna in nemotena komunikacija, ki ni nadzorovana ali 
usmerjena.18 
 
Nedvomno je treba pravico do komunikacijske zasebnosti razlagati široko. To pomeni, da 
predmet varstva komunikacijske zasebnosti nista zgolj svoboda komuniciranja in vsebina 
posredovanega sporočila, temveč celoten sklop tako imenovanih prometnih in lokacijskih 
podatkov, povezanih s sporočilom. Omenjeni podatki se nanašajo predvsem na  to, na kakšen 
način je komunikacije potekala, kdo in s kom jo je vzpostavil, iz katerega kraja je bila 
vzpostavljena ipd.19  
 
2.2.2 Osnovno o informacijski zasebnosti 
S komunikacijsko zasebnostjo se tesno povezuje informacijska zasebnost, ki je prav tako ena 
izmed dimenzij zasebnosti. Vsaka informacija, ki jo delodajalec pridobi s posegom v 
komunikacijsko zasebnost delavca, je namreč informacija o posamezniku in s tem njegov 
osebni podatek.20  
 
V Sloveniji je informacijska zasebnost na ustavni ravni varovana v 38. členu Ustave Republike 
Slovenije (v nadaljevanju: Ustava RS), ki v prvem odstavku prepoveduje uporabo osebnih 
podatkov v nasprotju z namenom njihovega zbiranja, v drugem odstavku določa, da lahko zgolj 
zakon21 določi zbiranje, obdelovanje, namen uporabe in varstvo tajnosti osebnih podatkov, v 
tretjem odstavku pa daje posamezniku pravico, da se seznani z zbranimi osebnimi podatki, ki 
se nanašajo nanj, in pravico do sodnega varstva ob njihovi morebitni zlorabi.22 Pravica do 
informacijske zasebnosti ni absolutna in neomejena. Posledično mora posameznik v primeru 
prevladujočega splošnega interesa in ob izpolnjevanju ustavno določenih pogojev sprejeti 
omejitve informacijske zasebnosti in posege vanjo. Poleg izpolnjevanja pogojev iz 38. člena 
                                                   
17 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 522 
18 S. Bien Karlovšek, Kaj je zasebnost, v: Zasebnost delavcev in interesi delodajalcev – kje so meje? 
(2008), str. 23 
19 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 522–
523 
20 S. Bien Karlovšek, Kaj je zasebnost, v: Zasebnost delavcev in interesi delodajalcev – kje so meje? 
(2008), str. 24; osebni podatek je namreč katerikoli podatek, ki se nanaša na določeno ali določljivo 
osebo, ne glede na obliko, v kateri je izražen. 
21 Poudariti velja, da je mišljen izključno zakon, ne pa tudi kakršenkoli podzakonski predpis. Za več 
glej: N. Pirc Musar (ur.), Zakon o varstvu osebnih podatkov s komentarjem (2006), str. 89  
22 38. člen Ustave RS 
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Ustave RS je skladno z ustavnosodno prakso poseg dopusten le, če je v skladu z načelom 
sorazmernosti.23 To pomeni, da »se smejo obdelovati le tisti osebni podatki, ki so primerni in 
nujno potrebni za uresničitev zakonsko opredeljenega namena«.24 
 
Na zakonski ravni ureja pravico do informacijske zasebnosti ZVOP-1. 
 
2.2.3 Povezava med komunikacijsko in informacijsko zasebnostjo 
Kot že omenjeno, sta informacijska in komunikacijska zasebnost med seboj tesno povezani, 
saj je informacija o delavcu, pridobljena s posegom v njegovo komunikacijsko zasebnost, 
hkrati tudi osebni podatek delavca, to je poseg v delavčevo informacijsko zasebnost. 
 
Na tem mestu je treba dodati, da določene kategorije podatkov, na primer prometni podatki, 
uživajo v Sloveniji dvojno varstvo, saj so varovani tako z določbami, ki varujejo 
komunikacijsko zasebnost (37. člen Ustave RS), kot tudi z določbami, ki se nanašajo na 
informacijsko zasebnost (38. člen Ustave RS). Nasprotno pa sama vsebina komunikacije, ki je 
posredovana s komunikacijskim sredstvom, primarno ni varovana kot informacijska, ampak 
kot komunikacijska zasebnost.25 
 
2.2.4 Drugi vidiki zasebnosti na delovnem mestu 
Preostali vidiki zasebnosti, ki jih delavec lahko pričakuje na delovnem mestu, so zasebnost 
človeškega telesa, zasebnost človeške osebnosti in prostorska zasebnost.26 Ker omenjeni vidiki 
zasebnosti presegajo materijo tega magistrskega diplomskega dela, bodo na tem mestu zgolj 
na kratko opisani. 
 
Zasebnost človeškega telesa varuje delavca pred neposrednimi posegi v njegovo fizično telo, 
kar se nanaša predvsem na področje, povezano z genetskimi in drugimi preiskavami telesnih 
tekočin ali tkiv.27 Delavčeve misli, način izražanja, stališča, nazore, opredelitve ipd. varuje 
zasebnost človeške osebnosti. Poleg vseh že omenjenih vidikov zasebnosti lahko delavec na 
                                                   
23 Odločba USRS U-I-92/01 z dne 28. 4. 2002, 27. točka  
24 N. Pirc Musar (ur.), Zakon o varstvu osebnih podatkov s komentarjem (2006), str. 89 
25 S. Bien Karlovšek, Kaj je zasebnost, v: Zasebnost delavcev in interesi delodajalcev – kje so meje? 
(2008), str. 25 
26 S. B. Karlovšek, Kaj je zasebnost, v: Zasebnost delavcev in interesi delodajalcev – kje so meje? 
(2008), str. 20 
27 F. Šprah, Kje so meje zasebnosti na delovnem mestu, v: Zbornik 6. študentske konference Fakultete 
za management Koper (2009), str. 887 
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delovnem mestu pričakuje tudi prostorsko zasebnost, ki sicer primarno ščiti posameznika v 
njegovem domu oziroma v vseh tistih prostorih, v katerih pričakuje zasebnost, kar vsekakor 
zajema tudi delovno mesto. 
 
3 NADZOR NA DELOVNEM MESTU 
Omenili smo že, da ima delodajalec legitimno pravico, da delavca v omejenem obsegu nadzira 
na delovnem mestu, vprašanje pa je, s kakšnim namenom delodajalec nadzira svoje zaposlene. 
Ga zanima zgolj to, ali delavec opravlja svoje naloge, ali ima za nadzor tudi druge motive? V 
vsakem primeru (elektronski) nadzor zaposlenih ogroža njihovo zasebnost, predvsem zaradi 
verjetnosti, da bo delodajalec pridobil zasebne podatke o zaposlenih – bodisi neposredno, ker 
je to namen nadzora, bodisi posredno kot rezultat nadzora v druge namene.28  
 
Na tem mestu je treba opozoriti, da pretiran nadzor na delovnem mestu dokazano negativno 
vpliva na psiho nadziranega in je lahko povod za razvoj različnih, s stresom povezanih bolezni. 
Mednarodna organizacija dela je na primer posebej opozorila, da pretirano spremljanje in 
nadzor kot tehniki upravljanja resno vplivata na delovne pogoje in zdravje delavcev.29 
 
V nadaljevanju bodo predstavljeni glavni razlogi, zaradi katerih se delodajalci odločijo 
nadzirati svoje zaposlene, oblike nadzora in najpogostejše kršitve delavčeve zasebnosti, ki so 
posledica (neupravičenega) nadzora na delovnem mestu. 
 
3.1 Razlogi za nadzor 
Prvi razlog, zaradi katerega se delodajalci odločajo za elektronski nadzor komunikacijskih 
naprav svojih zaposlenih, je neproduktivnost delavcev. Delodajalce namreč pogosto skrbi, da 
delavci med delovnim časom z njihovo elektronsko opremo brskajo po spletnih mestih, ki niso 
povezana z delovnim mestom (»cyberfloating«), oziroma da uporabljajo delodajalčev 
informacijski sistem za namene, ki se ne nanašajo na organizacijski proces, na primer igrajo 
računalniške igre (»junk computing«).30 Zaradi tega svojih nalog ne opravijo v roku, so slab 
zgled sodelavcem in ustvarijo ozračje, ki ne daje motivacije za delo, posledično pa vse 
                                                   
28 J. Craig, Privacy and Employment Law (1999), str. 19 
29 International Labour Office, Monitoring and Surveillance in the Workplace, v: Conditions of Work 
Digest, Vol 12, Part I (1993), str. 11 
30 V. K. G. Lim, The IT Way of Loafing on the Job: Cyberloafing, Neutralizing and Organizational 
Justice, v: Journal of Organizational Behavior, Vol. 23, Issue 5 (2002), str. 675–677  
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omenjeno na dolgi rok škoduje delodajalcu.31 Za omenjeni razlog je značilno, da delodajalec 
načeloma ne želi vpogleda v delavčevo zasebnost, ampak ga zanima predvsem, ali delavec 
vestno in skrbno opravlja svoje naloge.32 
 
Drugi razlog se nanaša na varovanje poslovnih skrivnosti podjetij in drugih zaupnih podatkov, 
s katerimi razpolagajo podjetja. Danes podjetja po elektronski pošti pošiljajo ogromne količine 
zaupnih podatkov, ki bi lahko, če bi prišli v roke napačnih ljudi, resno ogrozili obstoj podjetij 
ali celo obstoj njihovih poslovnih partnerjev. Zaradi tega praktično vsi delodajalci želijo 
zagotoviti, da zaposleni ne bi namerno ali nenamerno razkrili občutljivih podatkov oziroma da 
ne bi do njih dostopale nepooblaščene osebe.33 
 
Tretji razlog se nanaša na morebitno odgovornost, ki bi lahko doletela delodajalca zaradi 
kršitev pravic intelektualne lastnine s strani delavcev.34 Povsem mogoča je situacija, v kateri 
delavec na delovnem mestu z opremo delodajalca nezakonito prenaša glasbo, filme in podobno 
vsebino ter s tem krši pravice intelektualne lastnine tretjih oseb.35 
 
Drugi, manj pomembni razlogi za nadzor elektronskih naprav delavcev se nanašajo predvsem 
na preprečevanje obiskovanja neprimernih spletnih strani, zmanjševanje možnosti, da 
zaposleni na delodajalčevo elektronsko napravo prenese računalniški virus, in podobno.36 
Omeniti velja še nadzor nad telefonskimi klici delavcev, ki je običajno posledica visokega 
mesečnega računa za službeni telefon zaposlenega (prekomerna uporaba telefona).37  
 
Včasih pa delodajalec sploh nima posebnega razloga za nadzor delavcev, vendar vseeno posega 
v zasebnost delavcev, in to zgolj zaradi želje po nadzoru in nadvladi, kar je povsem nedopustno. 
                                                   
31 Argumentirali bi lahko tudi nasprotno stališče, in sicer da lahko ima občasna zasebna uporaba 
interneta in elektronske pošte na delovnem mestu sproščujoč učinek na delavca in tako pozitivno vpliva 
na njegovo produktivnost. Za več glej: M. K. Riedy, J. H. Wen, Electronic Surveillance of Internet 
Access in the American Workplace: Implications for Management, v: Information & Communications 
Technology Law Journal, Vol. 19, Issue 1 (2010), str. 90 
32 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 
Pravna praksa, št. 1 (2015) 
33 L. Determann, R. Sprague, Intrusive Monitoring: Employee Privacy Expectations are Reasonable in 
Europe, Destroyed in the United States, v: Berkeley Technology Law Journal, Vol. 26 (2011), str. 983 
34 Ibidem, str. 982 
35 Ibidem, str. 984 
36 O. Hazel, Email and Internet Monitoring in the Workplace: Information Privacy and Contracting-
Out, v: Industrial Law Journal, Vol. 31 (2002) 
37 Informacijski pooblaščenec RS, Zlata pravila zasebnosti na delovnem mestu 
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Pomembno je, da takšnih ravnanj ne dopuščamo, saj lahko to hitro postane običajno in 
družbeno sprejeto.38 
 
3.2 Oblike nadzora na delovnem mestu 
Oblike nadzora na delovnem mestu lahko v osnovi razdelimo v štiri glavne kategorije, in sicer: 
nadzor nad uporabo telekomunikacijske opreme, nad katero ima lastninsko pravico 
delodajalec, videonadzor delovnih prostorov, pregled in preiskava delovnega mesta in 
delavčevih osebnih stvari, ki se nahajajo na delovnem mestu (npr. preiskava omaric, predalov 
ipd.), ter uporaba detektivov in varnostnih agencij za nadzor delavca zunaj delovnega mesta 
(npr. pri preverjanju delavčevega bolniškega staleža).39  
 
V nadaljevanju bodo predstavljene zgolj najpogostejše oblike nadzora, ki se nanašajo na 
uporabo delodajalčeve telekomunikacijske opreme, torej na nadzor delavčeve komunikacijske 
zasebnosti. Med vsemi oblikami nadzora prevladujeta nadzorovanje uporabe interneta in 
nadzorovanje elektronske pošte. Za slednjo obliko nadzora se, sodeč po izsledkih raziskave, 
odloča malo manj kot 53 odstotkov podjetij, medtem ko uporabo interneta pri zaposlenih 
nadzoruje kar 66 odstotkov anketiranih podjetij.40  
 
Na tem mestu opozarjam, da so opisane oblike nadzora zgolj možnosti, s katerimi lahko 
razpolaga delodajalec glede na današnjo tehnologijo, nikakor pa to ne pomeni, da so vse 
opisane oblike nadzora legalne oziroma legitimne. 
 
3.2.1 Nadzor nad uporabo interneta 
Danes so delodajalcem na voljo številne sofisticirane metode, ki jim omogočajo vpogled v 
spletne strani, ki jih obiskujejo delavci. Zelo problematično je, da lahko delodajalci takšen 
nadzor izvajajo, ne da bi se delavci sploh zavedali, da so pod nadzorom svojih nadrejenih,41 
računalniške programe, ki omogočajo nadzor, pa je mogoče naročiti kar prek spleta.42 
 
                                                   
38 N. Pirc Musar, Komunikacijska zasebnost – garant za svobodno družbo, v: Pravna praksa, št. 28-29 
(2011), str. 3 
39 J. Podlipnik, Zasebnost in varovanje osebnih podatkov na delovnem mestu, v: Odvetnik, št. 35 (2007), 
str. 36 
40 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 
Pravna praksa, št. 1 (2015) 
41 K. Conlon, Privacy in the Workplace, Chicago-Kent Law Review, Vol. 72 (1996), str. 293–294 
42 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
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Najbolj invazivna je programska oprema za oddaljen dostop, ki delodajalcu omogoča, da na 
skrivaj in v »realnem času« (to je v trenutku, ko delavec aktivno uporablja računalnik) spremlja 
računalniški zaslon svojega zaposlenega. To pomeni, da lahko delodajalec nepretrgoma 
spremlja vse, kar delavec počne na svojem službenem računalniku, nadzor pa ni omejen zgolj 
na posamezen računalnik oziroma zaslon.43  
 
Nekoliko manj invazivna je programska oprema, ki ne omogoča spremljanja računalniškega 
zaslona v realnem času, vseeno pa v naključnih intervalih zajema računalniški zaslon delavca. 
Iz skupaj zloženih posnetkov zaslona lahko delodajalec pridobi dokumentacijo o večini 
računalniške aktivnosti delavca.44 Nadalje obstajajo računalniški programi, ki spremljajo 
aktivnost zaposlenega na spletu na način, da beležijo naslove spletnih strani, ki jih je zaposleni 
obiskal, koliko klikov je naredil na posamezni spletni strani, katere datoteke je prenesel na 
računalnik ipd.45 Delodajalci pa si pri nadzoru delavcev ne pomagajo zgolj s tehnologijo, 
ampak je v praksi zelo priljubljeno tudi pridobivanje podatkov od ponudnikov spletnih storitev. 
Tako pridobljeni podatki se nanašajo predvsem na naslove spletnih strani, do katerih je 
dostopal delavec.46 
 
Poleg klasičnih načinov nadzora uporabe interneta zaposlenih obstaja tudi popolnoma 
dopusten način »nadzora«, in sicer blokiranje dostopa do posameznih spletnih strani. Za ta 
način »nadzora« je značilno, da je povsem legitimen, saj je utemeljen na delodajalčevi 
lastninski pravici sredstev, ki mu posledično omogoča, da sam določi, do katerih spletnih strani 
bodo lahko dostopali zaposleni.47 
 
3.2.2 Nadzor nad uporabo elektronske pošte  
V zvezi z elektronsko pošto je najprej treba opozoriti, da je elektronsko sporočilo varovano na 
več ravneh. Poleg vsebine elektronskega sporočila so varovani tudi prometni podatki, povezani 
                                                   
43 C. E. Frayer, Employce Pay and Internet Monitoring: Balancing Workers' Rights and Digniy with 
Legitimate Management Interests, v: The Business Lawyer, The Business Lawyer, Vol. 57, No. 2 
(2002), str. 858–859 
44 G. Lasprogata, N. J. King, S. Pillay, Regulation of Electronic Employee Regulation: Identifying 
Fundamental Principles of Employee Privacy through a Comparative Study of Data Privacy Legislation 
in the European Union, United States and Canada, v: Stanford Technology Law Review, Vol. 4 (2004) 
45 Ibidem. 
46 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 




s sporočilom, varovan pa je lahko tudi elektronski naslov, ki se šteje za osebni podatek, vendar 
le, če posameznika določi, ali je ta določljiv.48 To razlikovanje je v povezavi z nadzorom 
elektronske pošte pomembno zato, ker v nekaterih primerih delodajalci nadzorujejo zgolj 
prometne podatke, medtem ko lahko v drugih primerih prihaja tudi do nadzora vsebine 
elektronskega sporočila.  
 
Elektronska pošta se lahko, enako kot uporaba interneta, nadzoruje prek programov, ki 
omogočajo spremljanje računalniškega zaslona zaposlenega v realnem času, pri čemer lahko 
delodajalec spremlja tako prometne podatke kot tudi vsebino sporočila.49 Posebej je treba 
izpostaviti, da takšen nadzor ne predstavlja le nevarnosti za komunikacijsko zasebnost delavca, 
temveč ogroža tudi zasebnost tretje osebe, ki komunicira z delavcem.  
 
Pri delodajalcih so zelo priljubljeni tudi računalniški programi, ki samodejno shranjujejo vso 
odhodno pošto delavcev na poseben strežnik, do katerega zaposleni nimajo dostopa.50 Če se 
delodajalci odločijo za to možnost nadzora, je vsekakor priporočljivo razmisliti o omejeni 
obliki nadzora, in sicer da se določi, katera elektronska sporočila naj bodo prestrežena. To se 
v praksi naredi tako, da se določijo ključne besede elektronskih naslovov prejemnikov,51 in če 
pošlje delavec elektronsko sporočilo na naslov, ki vsebuje določeno ključno besedo, je 
prestreženo zgolj to elektronsko sporočilo, ne pa tudi ostala elektronska sporočila, ki jih 
delavec sicer pošilja. Na takšen način se omeji možnost vdora v komunikacijsko zasebnost 
delavca, predvsem v primerih, kjer delavec upravičeno pričakuje zasebnost (npr. pri 
komunikaciji s svojim partnerjem). 
 
Tudi pri nadzoru nad uporabo elektronske pošte je mogoče, podobno kot pri uporabi interneta, 
zgolj onemogočiti pošiljanje elektronske pošte na posamezne elektronske naslove.52 Z vidika 
                                                   
48 Odločba Informacijskega pooblaščenca RS, št. 0712-68/2006/2 z dne 20. 7. 2006 
49 G. Lasprogata, N. J. King, S. Pillay, Regulation of Electronic Employee Regulation: Identifying 
Fundamental Principles of Employee Privacy through a Comparative Study of Data Privacy Legislation 
in the European Union, United States and Canada, v: Stanford Technology Law Review, Vol. 4 (2004) 
50 L. Determann, R. Sprague, Intrusive Monitoring: Employee Privacy Expectations are Reasonable in 
Europe, Destroyed in the United States, v: Berkeley Technology Law Journal, Vol. 26 (2011), str. 982 
51 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 
Pravna praksa, št. 1 (2015) 
52 M. Van Gestel, Forwarding Confidential Information on the Internet, v: On-line Rights for Employees 
in the Information Society, Kluwer Law International, Haag (2002), str. 23 
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delavčeve komunikacijske zasebnosti je takšna oblika »nadzora« zelo varna, saj delodajalec  
(neposredno) ne poseže v omenjeno pravico. 
 
3.2.3 Nadzor nad uporabo telefona 
Najpogosteje se nadzor nad uporabo telefona izvaja posredno, s pregledovanjem prometnih 
podatkov, ki jih delodajalci pridobijo od telekomunikacijskih operaterjev v obliki tako 
imenovanega razčlenjenega računa.53 Druge oblike nadzora uporabe telefona se nanašajo 
predvsem na snemanje klicev zaposlenega, nameščanje programov, ki omogočajo štetje klicev 
in sporočil, beleženje dolžine vsakega posameznega klica, odzivnost uporabnika telefona ipd.54 
 
3.3 Najpogostejše kršitve zasebnosti delavcev kot posledica (neupravičenega) nadzora na 
delovnem mestu 
Informacijski pooblaščenec ugotavlja, da se kršitve zasebnosti v delovnih razmerjih največkrat 
nanašajo na vpogled v elektronsko pošto zaposlenih in na nadzor nad uporabo interneta.55 
Kršitev nastane s tem, ko delodajalec pridobi prometne podatke, ki se nanašajo na elektronsko 
pošto delavca, saj posledično pridobi informacije o osebah, s katerimi zaposleni komunicira, 
že zgolj naslovi sporočil pa razkrijejo tudi nekaj vsebine komunikacije. Naslovi spletnih strani, 
ki jih je obiskal zaposleni in niso povezane z delom, razkrijejo še precej več, saj se za njimi 
skrivajo marsikatere podrobnosti o delavčevih interesih in življenju zunaj dela. Največjo 
kršitev pa predstavlja vpogled v zasebna elektronska sporočila, saj delodajalec s tem nedvomno 
pridobi vpogled tako v delavčevo zasebnost kot v zasebnost tretjih oseb.56 
 
V povezavi s komunikacijsko zasebnostjo Informacijski pooblaščenec izpostavlja tudi 
neutemeljeno sledenje z mobilnimi telefoni (sedma najpogostejša kršitev) in neutemeljen 
nadzor nad telefonskimi klici zaposlenih (osma najpogostejša kršitev).57 Med kršitvami, ki se 
sicer neposredno ne nanašajo na komunikacijsko zasebnost delavcev, velja izpostaviti še 
pridobivanje zdravstvenih podatkov zaposlenih (druga najpogostejša kršitev) in problematiko 
videonadzora delovnih prostorov (četrta najpogostejša kršitev).58 
                                                   
53 Ta oblika nadzora je povsem legalna, če je narejena v skladu z določbami ZEKom-1. 
54 C. L. Hebert, Methods and Extent of Employer Use of Electronic Monitoring and Surveillance, v: 
Employee Privacy Law, Vol. 8A- 1 (2002) 
55 Informacijski pooblaščenec RS, Zlata pravila zasebnosti na delovnem mestu  
56 O. Hazel, Email and Internet Monitoring in the Workplace: Information Privacy and Contracting-
Out, v: Industrial Law Journal, Vol. 31 (2002) 




4 KOMUNIKACIJSKA ZASEBNOST NA DELOVNEM MESTU NA EVROPSKI 
RAVNI 
Svet Evrope in Evropska unija (v nadaljevanju: EU) sta vselej postavljala nove standarde 
varstva osebnih podatkov, vključno s podatki, ki se zbirajo in obdelujejo v zvezi z zaposlenimi. 
Evropski pristop v osnovi temelji na predpostavki, da je zasebnost človekova pravica in da je 
varstvo osebnih podatkov bistveno sredstvo za zaščito te pravice, učinkovito varstvo podatkov 
pa dosežemo s skladnim in izvršljivim zakonskim režimom.59 
 
4.1 Pravni akti na evropski ravni 
Razvoj komunikacijske zasebnosti na evropski ravni se je začel s sprejetjem EKČP, ki jo je 
leta 1950 sprejel Svet Evrope, takrat sestavljen iz dvanajstih evropskih držav.60 
 
V EU na splošni ravni ureja varstvo osebnih podatkov 16. člen PDEU, ki v prvem odstavku 
določa, da ima vsakdo pravico do varstva osebnih podatkov, ki se nanašajo nanj. V 
nadaljevanju člena je navedeno, da sta Evropski parlament in Svet EU tista, ki določata pravila 
o varstvu fizičnih oseb pri obdelavi osebnih podatkov in pravila o prostem pretoku osebnih 
podatkov.61 
 
Z ustanovitvijo enotnega notranjega trga v EU leta 1992 se je občutno povečal čezmejni prenos 
osebnih podatkov, zato je nastala potreba po harmonizaciji razpršenih evropskih nacionalnih 
zakonov o varstvu podatkov in oblikovanju enotne visoke ravni varstva. S tem namenom se je 
EU odločila za regulacijo omenjenega področja in leta 1995 sprejela Direktivo 95/46/ES.62 
 
Direktiva 95/46/ES se je izkazala za nezadostno, saj ni preprečila razdrobljenosti varstva 
osebnih podatkov v EU, pravne negotovosti ali mnenja javnosti, da še vedno obstajajo 
precejšnja tveganja za varstvo osebnih podatkov posameznikov, zlasti glede spletne dejavnosti. 
Takšne različne ravni varstva, ki so izhajale iz različnega izvajanja in uporabe Direktive 
                                                   
59 G. Pearce, N. Platten, Orchestrating Transatlantic Approaches to Personal Data Protection: A 
European Perspective, v: Fordham International Law Journal, Vol. 22 (1999), str. 2024–2025 
60 R. Allen QC, R. Crasnow, A. Beale, Employment Law and Human Rights (2007), str. 17 
61 2. odstavek 16. člena Pogodbe o delovanju Evropske unije 
62 R. Blanpain, S. Bisom-Rapp, W. R. Corbett, H. K. Josephs, M. J. Zimmer, The Global Workplace, 
International and Comparative Employment Law (2007), str. 325 
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95/46/ES,63 ter hiter tehnološki napredek in globalizacija so bili glavni razlogi, ki so botrovali 
sprejemu Splošne uredbe. 
 
4.1.1 Komunikacijska zasebnost v Evropski konvenciji o človekovih pravicah  
Kot že omenjeno, se je v Evropi razvoj komunikacijske zasebnosti (na delovnem mestu) začel 
s sprejetjem EKČP, ki v 8. členu vsakomur zagotavlja pravico do spoštovanja njegovega 
zasebnega in družinskega življenja, doma in dopisovanja.64  
 
Na prvi pogled se morda zdi, da ne obstaja povezava med 8. členom EKČP in delovnim 
mestom, saj delovno mesto v členu ni izrecno omenjeno. To dilemo je leta 1993 razrešilo 
ESČP, ki je v sodbi Niemietz proti Nemčiji izpostavilo, da preiskava odvetniških pisarn krši 
pravico do spoštovanja zasebnega življenja iz 8. člena EKČP. Sodišče se je v tej sodbi 
opredelilo tudi do besedne zveze dom65 in pojasnilo, da ima širši pomen kot zgolj domovanje, 
kjer živimo.66 Stališče, da predmetni člen varuje zasebnost tudi v pisarni oziroma na delovnem 
mestu, je ESČP kasneje potrdilo tudi v sodbi Halford proti Združenemu kraljestvu. 
 
Pravica do spoštovanja zasebnega in družinskega življenja ni absolutna pravica, saj  jo je 
mogoče omejiti ob upoštevanju zahtev iz drugega odstavka 8. člena EKČP.67 Iz omenjenih 
zahtev izhaja, da je poseg v predmetno pravico dopusten ob upoštevanju primernih okoliščin 
in če je skladen s pravom ter je pod nadzorom sodišča. Se je pa v preteklosti že izkazalo, da na 
področju delovnega prava omenjene zahteve iz drugega odstavka niso vselej upoštevane.68 V 
zadevi Jones proti University of Warwick je obramba predložila dokaz, ki je bil pridobljen s 
prikritim snemanjem na domu tožnice. Šlo je torej za dokaz, ki je nedvomno kršil prvi odstavek 
8. člena EKČP, poleg tega pa niso bili izpolnjeni niti pogoji iz drugega odstavka, ki bi sicer 
morali biti izpolnjeni, da bi bila kršitev upravičena. Posledično dokaza sodišče ne bi smelo 
sprejeti.69 Ker pa obstajajo procesna pravila, ki sodišču omogočajo diskrecijo pri presoji 
                                                   
63 9. recital Splošne uredbe 
64 Pravica do spoštovanja zasebnega in družinskega življenja 
65 1. odstavek 8. člena EKČP: »Vsakdo ima pravico do spoštovanja svojega zasebnega in družinskega 
življenja, svojega doma in dopisovanja.« 
66 10. odstavek Sodbe ESČP v zadevi Niemietz proti Nemčiji z dne 16. 12. 1992 
67 2. odstavek 8. člena EKČP: »Javna oblast se ne sme vmešavati v izvrševanje te pravice, razen, če je 
to določeno z zakonom in nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali 
ekonomske blaginje države, zato, da se prepreči nered ali kaznivo dejanje, da se zavaruje zdravje ali 
morala, ali da se zavarujejo pravice in svoboščine drugih ljudi.« 
68 R. Allen QC, R. Crasnow, A. Beale, Employment Law and Human Rights (2007), str. 162–163 
69 Ibidem, str. 165 
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dokazov, je sodišče uporabilo svojo diskrecijsko pravico in sprejelo dokaz, saj je menilo, da bi 
bilo neprimerno, če bi izločili dokaz, ki je ustrezen in dopusten v širšem pomenu besede ter 
potreben za pravično razsojo primera.70 Primer jasno kaže, da evropska sodišča pod določenimi 
pogoji dopuščajo tudi dokaze, ki so bili pridobljeni s kršitvijo 8. člena EKČP. S tem stališčem 
se strinja tudi slovensko Višje sodišče, ki je v eni izmed svojih odločitev zapisalo, da bi v 
primeru izkazanih posebej utemeljenih okoliščin lahko sprejeli dokaz, ki je bil pridobljen s 
posegom v pravico iz 37. člena Ustave RS.71 
 
Iz številnih sodb ESČP izhaja, da ima država pozitivno obveznost zagotoviti spoštovanje 
posameznikovega zasebnega in družinskega življenja.72 Takšna pozitivna obveznost lahko od 
države zahteva sprejetje ukrepov za zagotavljanje spoštovanja pravice iz 8. člena EKČP tudi 
na področju odnosov med posamezniki.73 V primeru komunikacijske zasebnosti na delovnem 
mestu bi to pomenilo, da mora država zagotoviti ustrezno zakonodajo, ki bo delavce ščitila 
pred neupravičenimi posegi delodajalcev. Če bi vseeno prišlo do neupravičenega posega v 
zasebnost delavca, pa mora država poskrbeti za učinkovit (sodni) sistem, ki bo takšno ravnanje 
delodajalcev ustrezno sankcioniral oziroma poskrbel, da delavci zaradi takšnega ravnanja 
delodajalcev ne bi utrpeli negativnih posledic. 
 
4.1.2 Direktiva 95/46/ES ter temeljna načela zbiranja in obdelave osebnih podatkov 
V času pred sprejetjem Direktive 95/46/ES so imele države članice varstvo posameznikov pri 
obdelavi osebnih podatkov urejeno na različnih ravneh, kar je predstavljajo oviro pri izvajanju 
številnih gospodarskih dejavnosti na ravni Skupnosti, izkrivljalo konkurenco in oviralo organe 
pri opravljanju njihovih obveznosti na podlagi zakonodaje Skupnosti.74 Z namenom 
zmanjševanja razlike v ravni varstva osebnih podatkov je bila leta 1995 sprejeta Direktiva 
95/46/ES. 
 
Skozi čas se je izkazalo, da je postala Direktiva 95/46/ES nezadostna, saj ni zmanjšala različnih 
ravni varstva osebnih podatkov. Zaradi tega je bila predmetna direktiva razveljavljena z dnem 
začetka učinkovanja nove Splošne uredbe, to je z dnem 25. 5. 2018.75  Zaradi zelo pomembne 
                                                   
70 R. Allen QC, R. Crasnow, A. Beale, Employment Law and Human Rights (2007), str. 166 
71 Sklep VSL IV CP 2082/2016 z dne 24. 8. 2016 
72 Primeroma navajam sodbo ESČP v zadevi Marckx proti Belgiji z dne 13. 6. 1979, 31. odstavek. 
73 Sodba ESČP v zadevi X and Y proti Nizozemski z dne 26. 3. 1985 
74 7. recital Direktive 95/46/ES 
75 1. odstavek 94. člena Splošne uredbe 
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vloge v razvoju prava zasebnosti, ki jo je imela Direktiva 95/46/ES v EU, in zaradi dejstva, da 
cilji in načela Direktive 95/46/ES še vedno veljajo,76 bodo v nadaljevanju predstavljeni nekateri 
največji dosežki predmetne direktive. 
 
Glavna namena Direktive 95/46/ES sta bila dva, in sicer zagotoviti varstvo posameznikove 
pravice do zasebnosti pri obdelavi osebnih podatkov77 ter zagotoviti prost pretok osebnih 
podatkov med državami članicami.78 Po drugi strani pa je Direktiva 95/46/ES ovirala prost 
prenos podatkov v države zunaj EU. To je bila posledica določil, ki so od držav nečlanic 
zahtevala, da te zagotovijo ustrezno zaščito osebnih podatkov, pridobljenih od podjetji, ki 
poslujejo v EU.79 
 
Direktiva je vzpostavila široko definicijo izraza osebni podatek, ki zajema katero koli 
informacijo, ki se nanaša na določeno ali določljivo fizično osebo. Določljiva oseba je tista, ki 
se lahko neposredno ali posredno (npr. s sklicevanjem na enega ali več dejavnikov, ki so 
značilni za njeno identiteto) identificira.80 Čeprav se direktiva neposredno ne nanaša na 
delovno pravo, nedvomno velja za vsakega delodajalca, ki deluje v EU, saj delodajalci dnevno 
obdelujejo podatke svojih zaposlenih. Tudi delodajalci s sedežem zunaj EU so odgovorni za 
ravnanje v skladu z zakoni o varstvu osebnih podatkov držav članic EU, če v državah EU 
zbirajo in obdelujejo katere koli osebne podatke.81  
 
Na podlagi 29. člena Direktive 95/46/ES je bila ustanovljena Delovna skupina za varstvo 
posameznikov (v nadaljevanju: »Delovna skupina 29«). Naloge te skupine so bile vezane 
predvsem na svetovanje in dajanje strokovnih mnenja ter priporočil Evropski komisiji o 
zadevah, pomembnih za izvajanje in izvrševanje direktive.82 Slovenijo je v Delovni skupini 29 
zastopal Pooblaščenec.83 
 
                                                   
76 9. recital Splošne uredbe 
77 1. odstavek 1. člena Direktive 95/46/ES 
78 2. odstavek 1. člena Direktive 95/46/ES 
79 R. Blanpain, S. Bisom-Rapp, W. R. Corbett, H. K. Josephs, M. J. Zimmer, The Global Workplace, 
International and Comparative Employment Law (2007), str. 325 
80 a. točka 2. člena Direktive 95/46/ES 
81 R. Blanpain, S. Bisom-Rapp, W. R. Corbett, H. K. Josephs, M. J. Zimmer, The Global Workplace, 
International and Comparative Employment Law (2007), str. 326 
82 Ibidem, str. 326 
83 J. Rupnik, Mnenja in priporočila delovne skupine 29 – Article 29 Data Protection Working Party, v: 
Zasebnost delavcev in interesi delodajalcev – kje so meje? (2008), str. 135 
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V povezavi s (komunikacijsko) zasebnostjo na delovnem mestu je pomembno predvsem 
Mnenje 8/2001 o obdelavi osebnih podatkov v okviru zaposlitve, ki ga je leta 2001 izdala 
Delovna skupina 29 z namenom pomagati delodajalcem razumeti zahteve in obveznosti, ki se 
nanašajo na podatke o njihovih zaposlenih.84 
 
V mnenju iz leta 2001 je Delovna skupina 29 opredelila sedem temeljnih načel, ki jih mora 
delodajalec upoštevati pri zbiranju (nadzoru)85 in obdelavi osebnih podatkov svojih zaposlenih, 
da je obdelava podatkov dopustna: 
1. namenskost: podatki, pridobljeni z nadzorom, se lahko obdelujejo samo za točno določen, 
izrecen in zakonit namen ter jih delodajalec nadalje ne sme obdelovati na način, ki ni združljiv 
s tem namenom.86 
2. transparentnost: delavec mora biti seznanjen najmanj s tem, katere podatek o njem zbira 
delodajalec in za katere namene jih zbira. Nadalje se šteje, da je nadzor transparenten, če je 
predhodno zagotovljena odobritev delavca, na katerega se nanašajo osebni podatki, če ima ta 
oseba pravico dostopa do svojih osebnih podatkov in če delodajalec obvešča državne nadzorne 
organe, kot je to določeno v nacionalni zakonodaji.87 
3. zakonitost: zbiranje (nadzor) in obdelava delavčevih osebnih podatkov morata biti zakonita, 
kar pomeni, da morata biti v mejah načela sorazmernosti in v skladu z merili iz 7. člena 
Direktive 95/46/ES.88 Za tako imenovane občutljive osebne podatke pa morajo biti izpolnjena 
strožja merila iz 8. člena Direktive 95/46/ES.89 
4. sorazmernost: ukrep nadzora mora biti ustrezen, primeren in ne pretiran glede na namen, za 
katerega se zbirajo oziroma obdelujejo osebni podatki. V praksi to pomeni, da mora biti nadzor 
prilagojen posameznemu namenu, ki ga ima delodajalec, in torej ni dovoljeno nenehno 
                                                   
84 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 
Pravna praksa, št. 1 (2015) 
85 Mnenje 8/2001 se sicer izrecno nanaša samo na obdelavo osebnih podatkov, vendar je Delovna 
skupina 29 zgolj leto kasneje izdala Delovni dokument o nadzoru elektronskih komunikacij na 
delovnem mestu, ki za nadzor elektronskih komunikacij vzpostavlja enaka načela kot Mnenje 8/2001 
za obdelavo osebnih podatkov. Edina bistvena razlika je, da je načelo seznanjenosti in poučenosti 
upravljavcev osebnih podatkov zamenjano z načelom nujnosti. 
86 J. Rupnik, Mnenja in priporočila delovne skupine 29 – Article 29 Data Protection Working Party, v: 
Zasebnost delavcev in interesi delodajalcev – kje so meje? (2008), str. 137 
87 Ibidem. 
88 7. člen Direktive 95/46/ES je vsebinsko zelo podoben 6. členu Splošne uredbe, ki bo predstavljen v 
nadaljevanju pod točko 4.1.4, zato na tem mestu ni posebej opisan. 
89 J. Rupnik, Mnenja in priporočila delovne skupine 29 – Article 29 Data Protection Working Party, v: 
Zasebnost delavcev in interesi delodajalcev – kje so meje? (2008), str. 141 
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nadzorovati uporabe interneta ali elektronske pošte zaposlenega.90 Če je le mogoče, naj se 
nadzor elektronske pošte omeji zgolj na prometne podatke, ne pa tudi na vsebino 
komunikacije.91 
5. natančnost (v povezavi s hrambo podatkov): evidenca, ki jo delodajalec vodi o osebnih 
podatkih svojih zaposlenih, mora biti natančna in po potrebi posodobljena na način, da so vsi 
podatki ažurni in pravilni. Zbrani podatki se ne smejo hraniti dlje časa, kot je to potrebno za 
dosego namena, zaradi katerega se obdelujejo.92 V zvezi s hrambo elektronske pošte na 
strežnikih delodajalcev je malo verjetno, da bi delodajalec lahko upravičil obdobje hrambe, ki 
bi bilo daljše od treh mesecev.93 
6. varnost: ob zbiranju (nadzoru) in obdelavi osebnih podatkov zaposlenih mora delodajalec 
izvajati ustrezne tehnične in organizacijske ukrepe z namenom, da zagotovi zadostno varstvo 
teh podatkov. V primeru nepooblaščenega razkritja ali dostopa je treba zagotoviti posebne 
mehanizme, ki dodatno zavarujejo podatke oziroma zagotovijo, da pri tem ne bi prišlo do 
njihovega razkritja.94 Pomembno vlogo pri vzdrževanju varnosti ima sistemski administrator, 
ki lahko neovirano dostopa do osebnih podatkov, ki so predmet obdelave v informacijskem 
sistemu delodajalca. Takšno osebo mora nujno zavezovati poklicna molčečnost glede 
informacij, do katerih ima dostop.95 
7. seznanjenost in poučenost upravljavcev osebnih podatkov: osebje, odgovorno za obdelavo 
osebnih podatkov delavcev, mora biti seznanjeno z aktualnimi pravili s področja varstva 
osebnih podatkov in se v ta namen nenehno ustrezno usposabljati. Neustrezno usposobljeni 
upravljavci osebnih podatkov bi lahko resno ogrozili pravico delavca do zasebnosti (na 
delovnem mestu).96 
 
                                                   
90 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 
Pravna praksa, št. 1 (2015) 
91 J. Rupnik, Mnenja in priporočila delovne skupine 29 – Article 29 Data Protection Working Party, v: 
Zasebnost delavcev in interesi delodajalcev – kje so meje? (2008), str. 142 
92 R. Blanpain, S. Bisom-Rapp, W. R. Corbett, H. K. Josephs, M. J. Zimmer, The Global Workplace, 
International and Comparative Employment Law (2007), str. 327 
93 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, v: 
Pravna praksa, št. 1 (2015) 
94 Blanpain, S. Bisom-Rapp, W. R. Corbett, H. K. Josephs, M. J. Zimmer, The Global Workplace, 
International and Comparative Employment Law (2007), str. 327 
95 J. Rupnik, Mnenja in priporočila delovne skupine 29 – Article 29 Data Protection Working Party, v: 




4.1.3 Direktiva 2002/58/ES o zasebnosti in elektronskih komunikacijah 
Direktiva 2002/58/ES o zasebnosti in elektronskih komunikacijah (v nadaljevanju: Direktiva 
2002/58/ES) je bila sprejeta leta 2002 z namenom dopolnitve prej opisane Direktive 
95/46/ES,97 njen glavni cilj pa je zagotovitev enakovredne ravni pravice do zasebnosti v zvezi 
z obdelavo osebnih podatkov na področju elektronskih komunikacij in zagotovitev prostega 
pretoka teh podatkov ter elektronske komunikacijske opreme in storitev v EU.98 Za razliko od 
Direktive 95/46/ES Direktiva 2002/58/ES zajema tudi pravne osebe. 
 
Direktiva 2002/58/ES se nanaša na ponudnike javno razpoložljivih elektronskih 
komunikacijskih storitev, v povezavi s komunikacijsko zasebnostjo pa je pomembna predvsem 
v delu, kjer govori o prometnih podatkih99 in razčlenjenih obračunih.100 V naš pravni sistem je 
bila implementirana z Zakonom o elektronskih komunikacijah (v nadaljevanju: ZEKom-1),101 
ki bo predstavljen v nadaljevanju pod točko 5.2.2.  
 
S poudarkom na Direktivi 2002/58/ES je Delovna skupina 29 leta 2002 izdala Delovni 
dokument o nadzoru elektronskih komunikacij na delovnem mestu, ki je bil prvi dokument, ki 
je podajal konkretne smernice glede dopustnega nadzorovanja elektronskih komunikacij 
delavcev in je hkrati dopolnjeval Mnenje 8/2001. Načela, ki morajo biti upoštevana, da je 
nadzor dopusten, so opisana že zgoraj pod opisom Direktive 95/46/ES. Edina bistvena 
sprememba glede na Mnenje 8/2001 je načelo nujnosti, ki je navedeno namesto tako 
imenovanega načela seznanjenosti in poučenosti upravljavca osebnih podatkov. Nujnost 
nadzora pomeni, da delodajalec svojega cilja ne more doseči z drugim, blažjim ukrepom.102 V 
praksi to načelo od delodajalca zahteva, da pred uvedbo nadzora elektronskih komunikacijskih 
sredstev prouči, ali ne bi bilo primerneje uporabiti tradicionalnih metod nadzora, ki manj 
posegajo v zasebnost delavca. Poleg tega morajo za nadzor elektronskih komunikacij 
zaposlenih obstajati izjemne okoliščine,103 na primer, če delodajalec želi pridobiti potrdilo ali 
                                                   
97 12. recital Direktive 2002/58/ES 
98 1. odstavek 1. člena Direktive 2002/58/ES 
99 6. člen Direktive 2002/58/ES 
100 7. člen Direktive 2002/58/ES 
101 Zakon o elektronskih komunikacijah (Uradni list RS, št. 109/12, 110/13, 40/14 – ZIN-B, 54/14 – 
odl. US, 81/15 in 40/17) 
102 L. Zupančič, Meja dopustnega nadzora uporabe interneta in elektronske pošte na delovnem mestu, 
v: Pravna praksa, št. 1 (2015) 
103 J. Rupnik, Mnenja in priporočila delovne skupine 29 – Article 29 Data Protection Working Party, v: 
Zasebnost delavcev in interesi delodajalcev – kje so meje? (2008), str. 141 
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dokaz za določeno ravnanje delavca, ki je resno ogrozilo ali bi lahko ogrozilo delovanje 
podjetja. 
 
4.1.4 Zakonitost zbiranja in obdelave osebnih podatkov po Splošni uredbi  
Kot že omenjeno, se je Direktiva 95/46/ES izkazala za nezadostno, saj ni v zadostni meri 
prispevala k enakovredni ravni varstva podatkov v državah članicah in posledično niso bile 
odstranjene ovire za prost pretok osebnih podatkov v državah članicah EU. Neuspeh Direktive 
95/46/ES je bil posledica tako večje zapletenosti varstva podatkov v sodobni informacijski 
družbi kot tudi velike diskrecijske pravice, ki so jo imele države članice pri izvajanju določb 
omenjene direktive.104 Dne 24. 5. 2016 je bila po večletnih intenzivnih pogajanjih sprejeta 
Splošna uredba,105 ki določa pravila o varstvu posameznikov pri obdelavi njihovih osebnih 
podatkov in pravila o prostem pretoku osebnih podatkov.106 Splošna uredba je neposredno 
uporabljiva, zato dodatna implementacija ni potrebna.107 
 
Definicija osebnega podatka v Splošni uredbi je široko zastavljena in se praktično ne razlikuje 
od definicije iz Direktive 95/46/ES. V 5. členu Splošne uredbe so navedena načela, ki se morajo 
upoštevati pri zbiranju in obdelovanju podatkov108 ter so, kljub drugačnemu poimenovanju, 
vsebinsko zelo podobna načelom iz Direktive 95/46/ES. 
 
Eno izmed načel, ki jih mora delodajalec upoštevati pri obdelavi osebnih podatkov svojih 
zaposlenih, je načelo zakonitosti.109 Kdaj je to načelo izpolnjeno, torej kdaj sta zbiranje in 
obdelava podatkov delavca zakonita, nam pove 6. člen Splošne uredbe. Skladno s tem členom 
mora biti za zakonito obdelavo izpolnjen vsaj eden izmed naslednjih pogojev: 
 
1. Delodajalec je pridobil nedvoumno soglasje delavca za obdelavo njegovih podatkov.110 
Soglasje je v Splošni uredbi definirano kot vsaka izjava volje posameznika, ki je bila dana 
prostovoljno ter je izrecna (torej dana za točno določen namen), informirana (torej temelji na 
                                                   
104 E. Ales, M. Bell, O. Deinert, S. Robin-Oliver, International and European Labour Law (2018), str. 
959 
105 Ibidem, str. 960 
106 1. odstavek 1. člena Splošne uredbe 
107 Regulations, Directives and other acts, dostopno na: https://europa.eu/european-union/eu-law/legal-
acts_en  
108 Ta načela so: zakonitost, pravičnost, preglednost, omejitev namena, najmanjši obseg podatkov, 
točnost, omejitev shranjevanja, celovitost in zaupnost. 
109 a) točka 1. odstavka 5. člena Splošne uredbe 
110 a) točka 1. odstavka 6. člena Splošne uredbe 
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celovitem pojasnilu o posledicah dejstva, da se je delavec v določeni meri odrekel zasebnosti) 
in nedvoumna (torej dana pisno ali z jasnim pritrdilnim dejanjem).111 Privolitev delavca, dana 
v pisni obliki, ki se nanaša tudi na druge zadeve, mora biti predložena na način, ki se jasno 
razlikuje od drugih zadev.112 Dokazno breme o obstoju privolitve delavca glede obdelave 
njegovih podatkov je vselej na delodajalcu.113 
 
2. Obdelava podatkov je potrebna za izvajanje ali pripravo pogodbe o zaposlitvi z delavcem, 
na katerega se nanašajo osebni podatki.114 Praktično enako določbo je vsebovala že Direktiva 
95/46/ES, zato si pri njeni razlagi lahko pomagamo z mnenji Delovne skupine 29,115 ki je 
pojasnila, da je treba omenjeno določbo interpretirati ozko, in ne zajema situacij, v katerih 
obdelava podatkov resnično ni potrebna za izvajanje pogodbe.116 Delodajalčev nadzor nad 
uporabo interneta, elektronske pošte ali telefona bo v večini primerov zelo verjetno pomenil 
obdelavo podatkov, ki ni nujno potrebna za izvajanje pogodbe o zaposlitvi, čeprav je to lahko 
v nekaterih primerih odvisno od narave zaposlitve.117 
 
3. Obdelava podatkov je potrebna za izpolnitev zakonske obveznosti, ki velja za delodajalca.118 
Takšna zakonska obveznost mora biti postavljena bodisi s strani EU bodisi s strani države 
članice, katere pravo zavezuje delodajalca. Poleg tega mora biti zakonska obveznost jasna, 
natančna in predvidljiva za osebe, na katere se nanaša, ter v skladu z aktualno sodno prakso 
Sodišča EU in ESČP.119 V praksi so takšne zakonske obveznosti nekaj povsem običajnega, saj 
države članice pogostjo sprejemajo zakonodajo, ki od delodajalcev zahteva, da oblastem 
posredujejo določene podatke o svojih zaposlenih (npr. za potrebe pobiranja davkov, plačila  
socialnih prispevkov ipd.). 
 
4. Obdelava podatkov je potrebna za zaščito življenjskih interesov posameznika (delavca), na 
katerega se nanašajo podatki.120 Določba pride v poštev zgolj v zelo redkih in omejenih 
                                                   
111 11. odstavek 4. člena Splošne uredbe 
112 2. odstavek 7. člena Splošne uredbe 
113 1. odstavek 7. člena Splošne uredbe 
114 b) točka 1. odstavka 6. člena Splošne uredbe 
115 E. Ales, M. Bell, O. Deinert, S. Robin-Oliver, International and European Labour Law (2018), str. 
968 
116 Working Party Opinion 06/2014 on the Notion of Legitimate Interests of the Data Controller under 
Article 7 of Directive 95/46/ES, 844/14/EN/WP 217, str. 16 
117 Ibidem, str. 17 
118 c) točka 1. odstavka 6. člena Splošne uredbe 
119 41. recital Splošne uredbe 
120 d) točka 1. odstavka 6. člena Splošne uredbe 
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situacijah. Za takšne situacije se štejejo zlasti primeri, ko je obdelava podatkov potrebna v 
humanitarne namene (npr. spremljanje in obvladovanje epidemije) ali zaradi izrednih 
humanitarnih razmer, ki so posledica naravnih nesreč in nesreč, ki jih je povzročil človek.121 
 
5. Obdelava je potrebna za izvajanje naloge, ki se opravlja v javnem interesu ali pri izvajanju 
javne oblasti, dodeljene obdelovalcu (delodajalcu).122 Obdelava podatkov na podlagi te 
določbe je mogoča samo v primeru, da ima takšna obdelava podlago v pravu EU ali pravu 
države članice EU.123 Okoliščine, v katerih je ta določba uporabljiva na področju delovnega 
prava, so zelo omejene.124 
 
6. Obdelava podatkov je potrebna zaradi legitimnega interesa, ki ga zasleduje upravljavec ali 
tretja oseba.125 Ta določba se lahko uporabi zgolj v primeru, ko ne prevladujejo interesi ali 
temeljne pravice in svoboščine posameznika, na katerega se nanašajo osebni podatki, pri tem 
pa se morajo upoštevati razumna pričakovanja takšnega posameznika, glede na njegovo 
razmerje do upravljavca. Za obstoj zakonitega interesa mora sicer obstajati ustrezno razmerje 
med posameznikom in upravljavcem, na primer, kadar posameznik dela za upravljavca.126 V 
delovnem razmerju bi lahko delodajalec zahteval obdelovanje podatkov po tej določbi 
predvsem zaradi potrebe po učinkovitem poslovanju, zaradi njegove obveznosti varovanja 
zdravja in varnosti osebja, zaradi zagotavljanja delovnega okolja, kjer ni diskriminacije, 
nadlegovanja ipd.127 V vsakem primeru je treba za ugotovitev zakonitega interesa narediti tudi 
skrbno oceno, ali lahko delavec, na katerega se nanašajo osebni podatki, v času zbiranja teh 
podatkov razumno pričakuje, da se bodo ti obdelali v zadevni namen.128 
 
Obdelava podatkov je zakonita zgolj v primeru, če je izpolnjen vsaj eden izmed zgoraj opisanih 
pogojev iz 6. člena Splošne uredbe. Državam članicam ni dovoljeno, da bi dodajale nova 
                                                   
121 46. recital Splošne uredbe 
122 e) točka 1. odstavka 6. člena Splošne uredbe 
123 45. recital Splošne uredbe 
124 E. Ales, M. Bell, O. Deinert, S. Robin-Oliver, International and European Labour Law (2018), str. 
969 
125 f) točka 1. odstavka 6. člena Splošne uredbe 
126 47. recital Splošne uredbe 
127 E. Ales, M. Bell, O. Deinert, S. Robin-Oliver, International and European Labour Law (2018), str. 
969 
128 47. recital Splošne uredbe 
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načela, ki bi se nanašala na zakonitost obdelave podatkov, niti jim ni dovoljeno da bi določale 
dodatne zahteve, ki bi spreminjale uporabo pogojev iz 6. člena Splošne uredbe.129  
 
Splošna uredba je pomembna tudi z vidika poenotenja pravic posameznika v zvezi z obdelavo 
njegovih osebnih podatkov.130 Delodajalec mora najprej vselej poskrbeti, da zaposleni dobi 
informacije o njegovih pravicah, povezanih z obdelavo podatkov, v jedrnati, pregledni, 
razumljivi in lahko dostopni obliki ter jasnem in preprostem jeziku.131 Nadalje ima delavec 
pravico dobiti od delodajalca potrditev, ali se v zvezi z njim obdelujejo osebni podatki, in če 
se, ima tudi pravico dostopa do teh podatkov.132 V primeru, da so delavčevi podatki napačni, 
jih mora delodajalec na zahtevo delavca popraviti.133 Poleg tega ima delavec pravico do izbrisa 
(pozabe) njegovih osebnih podatkov, če ne obstaja več upravičen razlog za nadaljnjo 
obdelavo.134 Dodatno varstvo delavčevih osebnih podatkov zagotavljajo tudi pravice v 
povezavi z avtomatiziranim sprejemanjem škodljivih odločitev in profiliranjem. Te pravice so 
dodatna varovalka proti tveganju nastanka škodljive odločitve, ki bi bila sprejeta 
avtomatizirano, torej brez posega delodajalca.135 
 
V Splošni uredbi uživajo posebno varstvo tako imenovani občutljivi podatki, ki so po svoji 
naravi posebej občutljivi z vidika temeljnih pravic in svoboščin.136 Ti podatki razkrivajo 
posameznikovo rasno ali etično poreklo, politično mnenje, versko ali filozofsko prepričanje, 
članstvo v sindikatu, zdravstveno stanje, spolno življenje ali spolno usmerjenost. Njihova 
obdelava je prepovedana,137 določene izjeme, ki se sicer morajo razlagati restriktivno, pa 
dopušča drugi odstavek 9. člena Splošne uredbe. 
 
                                                   
129 Sodba Sodišča EU v združenih zadevah C-468/10 in C-469/10, Asociación Nacional de 
Establecimientos Financieros de Crédito (ASNEF) in Federación de Comercio Electrónico y Marketing 
Directo (FECEMD), z dne 24.11.2011, odstavek 31-32; sodba se sicer nanaša na 7. člen Direktive 
95/46, ki je bil predhodnik 6. člena Uredbe 2016/679, vendar jo lahko zaradi podobnosti členov 
impliciramo tudi na aktualno stanje. 
130 B. Jamšek, GDPR: Uredba o varstvu podatkov, dostopno na: https://mladipodjetnik.si/novice-in-
dogodki/novice/gdpr-uredba-o-varstvu-podatkov (20.3.2020) 
131 Pravica do informiranosti, 12. člen Splošne uredbe 
132 Pravica dostopa, 15. člen Splošne uredbe 
133 Pravica do popravka, 16. člen Splošne uredbe 
134 Pravica do izbrisa, 17. člen Splošne uredbe 
135 B. Jamšek, GDPR: Uredba o varstvu podatkov, dostopno na: https://mladipodjetnik.si/novice-in-
dogodki/novice/gdpr-uredba-o-varstvu-podatkov (20.3.2020) 
136 51. recital Splošne uredbe 
137 1. odstavek 9. člena Splošne uredbe 
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Splošna uredba se v celoti uporablja v vseh državah članicah, kljub temu pa državam dopušča 
nekaj manevrskega prostora na področju obdelave podatkov v okviru zaposlitve.138 Skladno z 
88. členom Splošne uredbe lahko države članice »v zakonu ali kolektivnih pogodbah določijo 
podrobnejša pravila za zagotovitev varstva pravic in svoboščin v zvezi z obdelavo osebnih 
podatkov zaposlenih«.139 Vendar morajo pri tem paziti, da ostanejo v mejah pogojev iz 6. člena 
Splošne uredbe in v skladu s ciljem ohranjanja ravnovesja med prostim pretokom osebnih 
podatkov in varstvom zasebnega življenja.140 
 
Z namenom doslednega izvajanja Splošne uredbe se ustanovi poseben Odbor kot neodvisni 
organ EU.141 Odbor ima zaradi doseganja svojih ciljev status pravne osebe. Sestavljajo ga vodje 
nadzornih organov držav članic (Slovenijo zastopa Pooblaščenec) in Evropski nadzornik za 
varstvo podatkov, zastopa pa ga njegov predsednik.142 Odbor je nadomestil Delovno skupino 
29, ustanovljeno z Direktivo 95/46/ES.143 
 
4.2 Razvoj komunikacijske zasebnosti v Evropi skozi sodno prakso 
Komunikacijska zasebnost na delovnem mestu se v Evropi zaradi odsotnosti pravnih aktov, ki 
bi urejali to področje, razvija predvsem skozi odločitve ESČP, ki je v številnih sodbah presojalo 
kršitev 8. člena EKČP. Poleg ESČP so v razvoju varstva pravice do komunikacijske zasebnosti 
na delovnem mestu pomembno vlogo odigrala tudi nekatera sodišča držav članic EU, pri čemer 
velja izpostaviti zlasti francosko Kasacijsko sodišče.144 
 
4.2.1 Primer Malone proti Združenemu kraljestvu 
James Malone, trgovec s starinami, je bil leta 1977 v Združenem kraljestvu sprva obtožen 
kaznivega dejanja nepoštenega trgovanja z ukradenim blagom, kasneje pa oproščen. Med 
postopkom je bilo ugotovljeno, da je policija prisluškovala Malonovim telefonskim 
pogovorom, zato je Malone leta 1978 sprožil civilni postopek proti policijskemu pooblaščencu. 
Namen postopka je bil doseči odločitev, da je bilo vsakršno prisluškovanje njegovim 
                                                   
138 155. recital Splošne uredbe 
139 88. člen Splošne uredbe 
140 Sodba Sodišča EU v združenih zadevah C-468/10 in C-469/10, Asociación Nacional de 
Establecimientos Financieros de Crédito (ASNEF) in Federación de Comercio Electrónico y Marketing 
Directo (FECEMD), z dne 24. 11. 2011, odstavki 33–39 
141 139. recital Splošne uredbe 
142 68. člen Splošne uredbe 
143 139. recital Splošne uredbe 
144 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
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telefonskim pogovorom nezakonito, četudi je policija imela izdano odredbo državnega 
sekretarja za notranje zadeve.145 
 
Ker je bila njegova tožba v Združenem kraljestvu zavrnjena, je Malone na Komisijo naslovil 
vlogo, v kateri se je pritožil zaradi prisluškovanja njegovim telefonskim pogovorom. Zatrjeval 
je, da sta mu bili kršeni pravici iz 8. in 13. člena EKČP, saj je policija med postopkom 
preiskovala njegova pisma in pisma njegovih domačih, pridobivala prometne podatke 
njegovega telefona in neposredno prisluškovala njegovim telefonskim pogovorom.146 
 
ESČP je ugotovilo, da je tako prisluškovanje kot prepustitev prometnih podatkov policiji 
pomenilo kršitev 8. člena EKČP, saj niso bili izpolnjeni pogoji iz 2. odstavka 8. člena EKČP.147 
Čeprav se primer ne nanaša na delovno razmerje, je zelo pomemben zaradi razvoja 
komunikacijske zasebnosti kot take. ESČP je namreč v tem primeru prvič razširilo obseg 
varstva komunikacijske zasebnosti iz 8. člena EKČP tudi na dejstva in okoliščine, povezane s 
komunikacijo, to je na prometne podatke. Pred to sodbo je obstajalo prepričanje, da 8. člen 
EKČP varuje zgolj vsebino sporočila.148 
 
4.2.2 Primer Halford proti Združenemu kraljestvu 
Alison Halford je bila leta 1983 imenovana za pomočnico policije v Merseysidu. V naslednjih 
letih se je večkrat prijavila za delovno mesto namestnika poveljnika policije. Predpogoj za 
napredovanje je bilo soglasje urada za notranje zadeve, ki pa ga urad zaradi priporočila 
poveljnika policije v Merseysidu ni želel izdati. Ker so se odklonitve izdaje soglasja 
nadaljevale, je leta 1990 gospa Halford proti poveljniku policije in uradu za notranje zadeve 
začela postopek pred delovnim sodiščem, zatrjujoč, da je bila spolno diskriminirana.149 
 
Gospa Halford je imela službeno pisarno in dva telefona, ki sta bila sicer del notranje mreže 
policije v Merseysidu, vendar je bil eden izmed telefonov namenjen za zasebno uporabo. Prav 
tako ji glede uporabe telefonov niso bile naložene nikakršne prepovedi, niti ji niso dali nobenih 
posebnih navodil. Po uvedbi postopka pred delovnim sodiščem je celo dobila zagotovilo 
                                                   
145 Sodba ESČP v zadevi Malone proti Združenemu kraljestvu z dne 2. 8. 1984, točke 12–18 
146 Ibidem, točke 59–61 
147 Ibidem, točka 89 
148 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 553 
149 Sodba ESČP v zadevi Halford proti Združenemu kraljestvu z dne 25. 6. 1997, točke 9–11 
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poveljnika, »da ji je dovoljeno sodelovati v postopku tudi med opravljanjem uradnih dolžnosti, 
kar je vključevalo tudi uporabo telefona«.150 
 
V tožbi je gospa Halford zatrjevala, da je policija prestregala klice, opravljene z njenega 
domačega in službenih telefonov, z namenom pridobivanja informacij, ki bi jih lahko proti njej 
uporabili v postopku glede diskriminacije.151 Nadalje je gospa Halford 22. 4. 1992 na Komisijo 
naslovila pritožbo, v kateri je navedla, da ji je bila s tem, ko je policija izvajala nadzor nad klici 
iz njene pisarne, kršena pravica do zasebnega življenja in dopisovanja iz 8. člena EKČP.152  
 
ESČP je v sodbi poudarilo, da klici iz pisarne in od doma nedvomno spadajo pod prvi odstavek 
8. člena EKČP. Na samo odločitev sodišča je imelo velik vpliv dejstvo, da ni bilo nikakršnih 
dokazov, ki bi kazali na to, da je bila gospa Halford kot uporabnica telekomunikacijskega 
sistema policijske postaje opozorjena, da bodo klici iz sistema podvrženi nadzoru. Posledično 
je bilo sodišče mnenja, da je gospa razumno pričakovala zasebnost. Na to so vplivali še nekateri 
drugi dejavniki, in sicer uporaba lastne pisarne, v kateri sta bila dva telefona, od katerih je bil 
eden namenjen zgolj zasebni uporabi.153 Na drugi strani pa je gospa Halford uspela dokazati, 
da obstaja razumna verjetnost, da so ji prisluškovali, in sicer z osrednjim ciljem zbrati gradivo 
proti njeni obrambi v postopku zaradi diskriminacije,154 merila iz 2. odstavka 8. člena EKČP 
pa niso bila izpolnjena.155 
 
Zadevni primer je za razvoj komunikacijske zasebnosti na delovnem mestu pomemben z dveh 
vidikov. Prvič, ESČP je v sodbi jasno zapisalo, da ima posameznik pravico do zasebnosti tudi 
na delovnem mestu in pri uporabi službenih komunikacijskih naprav, in drugič, sodišče je v 
predmetni zadevi prvič vzpostavilo koncept razumnega pričakovanja zasebnosti.156 
 
                                                   
150 Sodba ESČP v zadevi Halford proti Združenemu kraljestvu z dne 25. 6. 1997, točka 16 
151 Ibidem, 17. točka obrazložitve 
152 Ibidem, 38. točka obrazložitve 
153 Ibidem, 44. in 45. točka obrazložitve 
154 Ibidem, 48. točka obrazložitve 
155 Ibidem, 51. točka obrazložitve 
156 Koncept razumnega pričakovanja zasebnosti je sicer prvo vzpostavilo Vrhovno sodišče ZDA. Za 




4.2.3 Primer Kopp proti Švici 
Hans W. Kopp je bil švicarski odvetnik in podpredsednik uprave družbe, ki je bila leta 1988 
vpletena v pranje denarja. Njegova žena Elizabeta Kopp je bila v tistem času članica Zveznega 
sveta in ministrica Zveznega ministrstva za pravosodje in policijo. Njegovo ženo je nato leta 
1989 doletel sum razkritja zaupnih podatkov, pridobljenih prek uradnega položaja. Ker je bil 
njen mož osumljen še drugih kaznivih dejanj, je bila prisiljena odstopiti.157 
 
Švicarski zvezni tožilec je novembra 1989 sprožil preiskavo za identifikacijo osebe ali oseb, 
zaposlenih na Zveznem ministrstvu za pravosodje in policijo, ki so razkrile uradne tajnosti, del 
te preiskave pa je bil tudi nadzor telefonskih linij zakoncev. Gospod Kopp je bil pri tem 
nadzorovan kot tretja stranka in ne kot osumljenec. O tem, da so bile njegove zasebne in 
službene telefonske linije nadzorovane, je bil gospod Kopp obveščen šele marca 1990.158 
 
Gospod Kopp je pred ESČP zatrjeval, da je prisluškovanje njegovim klicem predstavljalo 
kršitev pravice iz 8. člena EKČP.159 Sodišče je v sodbi ponovno poudarilo, da so telefonski 
klici poslovne narave v poslovni prostor oziroma iz njega zajeti s pojmom zasebnega življenja 
in dopisovanja, v pomenu prvega odstavka 8. člena EKČP.160 Nadalje je sodišče izpostavilo, 
da že samo prisluškovanje predstavlja kršitev pravice do zasebnosti, pri tem pa ni pomembno, 
ali se izsledki prisluškovanja kasneje uporabijo.161 Prav tako niso bili izpolnjeni pogoji iz 
drugega odstavka 8. člena EKČP, saj švicarska zakonodaja ni vsebovala dovolj jasnih in 
natančnih pravil, na podlagi katerih bi lahko bilo takšno prisluškovanje dovoljeno.162 
 
4.2.4 Primer Copland proti Združenemu kraljestvu 
Gospa Copland je bila zaposlena na enem izmed britanskih kolidžev, kjer je imela na voljo 
službeni telefon in računalnik, ki ga je med drugim uporabljala tudi za brskanje po spletu in 
pošiljanje zasebnih elektronskih sporočil. Delodajalca je zanimalo, ali zaposlena prekomerno 
uporablja službena sredstva v zasebne namene, zato je odredil nadzor uporabe njenega telefona, 
interneta in elektronske pošte. Nadzor uporabe telefona je obsegal analizo njenih telefonskih 
računov (prometnih podatkov) z namenom razkritja klicanih telefonskih številk, datumov in 
                                                   
157 Sodba ESČP v zadevi Kopp proti Švici z dne 25. 3. 1998, točke 6–11 
158 Ibidem, točke obrazložitve 15–27 
159 Ibidem, 44. točka obrazložitve 
160 Ibidem, 55. točka obrazložitve 
161 Ibidem, 53. točka obrazložitve 
162 Ibidem, 72. in 75. točka obrazložitve 
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časa klicev, njihovega trajanja in stroškov, ki so pri tem nastali. Pri nadzoru nad uporabo 
elektronske pošte je prav tako šlo za analizo prometnih podatkov, ki je obsegala pregled 
elektronskih naslovov, kamor so bila poslana sporočila, ter datumov in časa pošiljanja 
elektronskih sporočil. Uporabo interneta je delodajalec nadzoroval prek analize obiskanih 
spletnih strani, iz katere je bilo moč ugotoviti datum, čas in trajanje obiskov. V času, ko se je 
izvajal nadzor, delodajalec ni imel vzpostavljenih nobenih internih pravil glede nadzora 
uporabe telefona, elektronske pošte ali interneta.163 
 
ESČP je v sodbi ocenilo, da nadzor telefonskih klicev iz delovnega mesta v zasebne namene, 
četudi je opravljen z namenom omejevanja stroškov, krši pravico do zasebnega življenja in 
dopisovanja iz 1. odstavka 8. člena EKČP.164 Prav tako je ESČP izpostavilo, da pravica do 
zasebnosti ščiti tudi informacije glede elektronskih sporočil, ki jih delavec pošlje, medtem ko 
je na delovnem mestu, in informacije, pridobljene z nadzorom uporabe interneta.165 Eden 
izmed ključnih dejavnikov sodbe je bil, da delavka ni bila vnaprej opozorjena, kdaj in v kakšnih 
primerih jo lahko delodajalec nadzira.166 
 
ESČP je torej odločno zavzelo stališče, da kršitev pravice delavca do komunikacijske 
zasebnosti pomeni »vsako ravnjanje delodajalca, ki ima za posledico seznanitev z vsebino 
komunikacije ali nadzor komunikacije (ne glede na njeno obliko in uporabljeno službeno 
sredstvo) delavca na delovnem mestu v nasprotju s pričakovanji delavca  ali v nasprotju s 
postavljenimi pravili ravnanja na delovnem mestu«.167  
 
4.2.5 Primer Bărbulescu proti Romuniji 
Gospod Bărbulescu, romunski državljan in inženir, zaposlen v prodaji, je moral na zahtevo 
delodajalca namestiti aplikacijo za izmenjavo sporočil Yahoo Messenger in si ustvariti službeni 
račun, ki ga je nato uporabljal za komuniciranje s strankami.168 Leta 2006 je Bărbulescov 
delodajalec sprejel interni pravilnik o prepovedi uporabe lastnine podjetja v zasebne namene. 
                                                   
163 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
164 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 552 
165 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
166 Informacijski pooblaščenec, Povzetek sodbe Copland proti Združenemu kraljestvu z dne 3. 4.2007, 
dostopen na: https://www.ip-rs.si/varstvo-osebnih-podatkov/iskalnik-po-odlocbah-in-mnenjih/sodbe-
mednarodnih-sodisc/povzetki-sodb/  
167 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 553 




3. julija 2007 je delodajalec svojim zaposlenim poslal še okrožnico o nadzoru na delovnem 
mestu. Nekaj dni kasneje (točen datum ni znan) je gospod Bărbulescu podpisal izjavo, da se je 
seznanil z vsebino okrožnice.169  
 
Med 5. in 13. julijem je bil račun Yahoo Messenger gospoda Bărbulesca predmet nadzora v 
»realnem času«. Delodajalec je ugotovil, da je bila Bărbulescova uporaba interneta v zasebne 
namene bistveno višja od uporabe interneta njegovih kolegov, zato ga je v zvezi s tem prosil 
za pojasnilo. Ker je gospod Bărbulescu še vedno zanikal uporabo interneta v zasebne namene, 
ga je delodajalec seznanil s 45 strani dolgim prepisom sporočil iz aplikacije Yahoo Messenger, 
med katerimi so bila tudi sporočila, ki jih je delavec pošiljal bratu in svoji zaročenki. Temu je 
sledila odpoved delovnega razmerja z obrazložitvijo, da je gospod Bărbulescu kršil interni 
pravilnik o prepovedi uporabe lastnine podjetja v zasebne namene.170 
 
Gospod Bărbulescu je nato izpodbijal zakonitost odpovedi pogodbe o zaposlitvi pred 
romunskim delovnim sodiščem, sklicujoč se na to, da je bil nadzor njegove komunikacije 
nezakonit. Delodajalec je namreč pregledoval komunikacijo zasebne narave, gospod 
Bărbulescu je bil edini, ki je imel geslo do računa Yahoo Messenger, in ker ni vnaprej dobil 
obvestila, da delodajalec prebira njegova sporočila, je razumno pričakoval zasebnost.171 
Delovnega sodišča gospod Bărbulescu ni prepričal, saj je dalo prav njegovemu nekdanjemu 
delodajalcu. Kasneje se je pritožil na pritožbeno sodišče, ki je prav tako zgolj potrdilo 
prvostopenjsko sodbo.172 
 
Ker ni bil uspešen po nacionalni sodni poti, se je leta 2008 obrnil na ESČP, kjer je zatrjeval, 
da mu je bila kršena pravica do zasebnosti iz 8. člena EKČP.173 ESČP je v svoji sodbi z dne 
12. 1. 2016 presojalo zgolj, ali je Romunija v sodnih postopkih pred delovnimi sodišči ravnala 
v okviru svojih pozitivnih obveznosti po 8. členu EKČP, in ugotovilo, da predmetna določba 
ni bila kršena. Pri tem pa neposredno ni presojalo dejanj nekdanjega delodajalca, ampak »zgolj 
                                                   
169 Š. Kunej, Delodajalci, vaš veliki brat vas gleda, v: Pravna praksa, št. 36-37 (2017), str. 39–40 
170 J. Atkinson, Workplace Monitoring and the Right to Private Life at Work, v: The Modern Law 
Review (2018), str. 689 
171 Odvetniška pisarna Jadek & Pensa, Zasebnost na delovnem mestu – Delodajalci, pozor pri nadzoru 
elektronskih komunikacij delavca!, dostopno na: https://www.jadek-pensa.si/zasebnost-na-delovnem-
mestu-delodajalci-pozor-pri-nadzoru-elektronskih-komunikacij-delavca/ 
172 Š. Kunej, Delodajalci, vaš veliki brat vas gleda, v: Pravna praksa, št. 36-37 (2017), str. 39–40 
173 Ibidem, str. 39–40 
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prakso romunskih sodišč v luči obveznosti države (Romunije) po EKČP«.174 Na pretirano 
pasivnost ESČP je v delno odklonilnem ločenem mnenju opozoril tudi sodnik de Albuquerque, 
ki je poudaril, da bi sodišče moralo zavzeti bolj jasno in poglobljeno stališče, zlasti do vprašanja 
predvidljivosti delodajalčevega nadzora in njegove sorazmernosti. Izpostavil je, da varstvo 
pravic iz EKČP ne dopušča nižje stopnje varstva zgolj zato, ker je komunikacija potekala na 
delovnem mestu, z delodajalčevimi sredstvi in v okviru delovnih obveznosti.175 
 
Po treh zavrnilnih sodbah je primer leta 2016 končno prišel pred Veliki senat ESČP. Do izdaje 
sodbe Velikega senata dne 5. 9. 2017 je bilo na podlagi dotedanje prakse ESČP za upravičenost 
posega v pravico do zasebnosti delavca s strani delodajalca pomembno predvsem, ali je 
delodajalec imel za takšen nadzor legitimen interes in ali je delavca o tem vnaprej opozoril in 
mu pojasnil, za kakšne namene in v katerih primerih se takšen nadzor vrši.176 Predmetna sodba 
pa to sodno prakso nadgrajuje in izboljšuje v korist delavca ter sploh prvič  omenja nekatera 
dejstva, ki do takrat očitno niso bila tako samoumevna. Tako Veliki senat v sodbi med drugim 
izpostavi, da delovno razmerje temelji na določeni ravni zaupanja, ki ga (pretiran) nadzor 
spodkopava, da se del našega, z 8. členom EKČP varovanega zasebnega življenja odvija na 
delovnem mestu, in najpomembneje, da delodajalec ne more z internimi pravili in obvestili o 
nadzoru popolnoma izključiti zasebnega življenja delavca iz delovnega okolja.177 
 
Veliki senat je poudaril, da je pri nadzoru komunikacijske zasebnosti delavca na delovnem 
mestu nujno treba ravnati skladno z načelom sorazmernosti in upoštevati procesna jamstva z 
namenom, da se prepreči arbitrarnost delodajalca.178 Nato je Veliki senat vzpostavil pet meril, 
ki morajo biti upoštevana pri tehtanju med legitimnimi interesi delodajalca in pravico delavca 
do (komunikacijske) zasebnosti.  
                                                   
174 M. Prelesnik, Zaposleni v Sloveniji tudi po nedavni sodbi ESČP nimajo nič manj pravic do 
zasebnosti na delovnem mestu, v: Pravna praksa, št. 3-4 (2016), str. 3 
175 T. Kraigher-Mišič, Konec zasebnosti na delovnem mestu?, v: Pravna praksa št. 3-4 (2016), str. 34–
35 
176 Odvetniška pisarna Jadek & Pensa, Zasebnost na delovnem mestu – Delodajalci, pozor pri nadzoru 
elektronskih komunikacij delavca!, dostopno na: https://www.jadek-pensa.si/zasebnost-na-delovnem-
mestu-delodajalci-pozor-pri-nadzoru-elektronskih-komunikacij-delavca/ 
177 Š. Kunej, Delodajalci, vaš veliki brat vas gleda, v: Pravna praksa, št. 36-37 (2017), str. 39–40 
178 Odvetniška pisarna Jadek & Pensa, Zasebnost na delovnem mestu – Delodajalci, pozor pri nadzoru 




Merila, ki jih mora delodajalec upoštevati pri pripravi internih aktov in nadzoru svojih 
zaposlenih so:  
1. Obstoj jasnega in vnaprej danega obvestila delavcu, da bo delodajalec spremljal oziroma 
nadzoroval njegovo korespondenco oziroma komunikacijo ter kdaj bo s tem začel. 
2. Obseg nadzora in s tem povezana stopnja invazivnosti v delavčevo pravico do zasebnosti. 
Pri tem je Veliki senat opozoril na razliko med nadzorom (komunikacijskih) prometnih 
podatkov in nadzorom oziroma dostopom do same vsebine komunikacije. V posameznem 
primeru mora biti vselej jasno, za katero »obliko« nadzora gre. Pomembno je tudi, ali se 
pregledujejo vse komunikacije ali le del, pa tudi, kdo vse ima dostop do njih.  
3. Delodajalec mora predstaviti legitimne razloge za nadzor prometnih podatkov in ločeno 
razloge za nadzor vsebine. Nadzor vsebine zaradi svoje invazivnosti zahteva bolj relevantne in 
utemeljene razloge. 
4. Ali bi lahko delodajalec vzpostavil nadzor z manj invazivnimi metodami in ukrepi kot z 
neposrednim dostopom do vsebine komunikacij. To je skladno z zahtevo, da mora biti obdelava 
podatkov skladna, potrebna in ne prekomerna. 
5. Presoja posledic nadzora za delavca. Zlasti je treba ugotoviti, ali se rezultate nadzora po 
vsebini sploh lahko uporabi za dosego cilja nadzora, kot je bil predhodno opredeljen.179 
 
Dodatno je Veliki senat opozoril še na potrebnost obstoja ustreznih varovalk pred tem, da bi 
delodajalec videl vsebino komunikacije. Izjema so primeri, ko je bil delavec o nadzoru 
predhodno ustrezno obveščen. Upoštevanje vseh v prejšnjem odstavku navedenih meril in 
presoja konkretnega posega v komunikacijsko zasebnost delavca naj bi omogočala ustrezno 
oceno, ali je ukrep nadzora v konkretnem primeru zakonit.180 Posebej opozarjam, da morajo 
tudi v Sloveniji delodajalci pri pripravi svojih internih aktov in pravilnikov upoštevati vsa 
opisana merila. 
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V konkretnem primeru je ESČP določilo, da je bila kršena delavčeva pravica iz 8. odstavka 
EKČP, ker nacionalna sodišča niso napravila zadostne analize, ali so bila izpolnjena prej 
opisana merila za dopustnost posega delodajalca v zasebnost gospoda Bărbulesca. Nacionalna 
sodišča so ravnala preveč formalistično in niso ocenila konkretnega posega v delavčevo 
pravico do zasebnosti.181 
 
5 KOMUNIKACIJSKA ZASEBNOST NA DELOVNEM MESTU V SLOVENIJI 
V Sloveniji pravica do komunikacijske zasebnosti uživa zelo široko varstvo, saj je varovana na 
več ravneh. Na ustavni ravni jo neposredno varuje 37. člen Ustave RS, posredno pa vsaj še 38. 
člen.182 Slovenska sodna praksa na področju komunikacijske zasebnosti ni tako zelo razvita 
kot evropska, vendar zaradi tega posamezniki na ozemlju Republike Slovenije ne uživajo nižje 
ravni varstva pravice, saj je Slovenija kot članica Sveta Evrope zavezana k spoštovanju sodb 
ESČP. 
 
Slovenija je kot članica EU v celoti podvržena pravnemu redu EU, zato je slovenska 
zakonodaja na področju komunikacijske in informacijske zasebnosti v pretežni meri zgolj 
odsev evropske. Tako na primer temeljni zakon na področju varstva osebnih podatkov, ZVOP-
1, predstavlja zgolj implementacijo Direktive 95/46/ES. Ker je leta 2018 začela veljati Splošna 
uredba, ki je neposredno uporabljiva v vseh državah članicah EU, je ZVOP-1 še dodatno 
izgubil na pomenu. Že kar nekaj časa je sicer v pripravi predlog ZVOP-2, ki bi vseboval kar 
nekaj dopolnjevalnih in povezovalnih določil v zvezi s Splošno uredbo, vendar pa do danes še 
ni bil sprejet.183 Zaradi navedenih razlogov ZVOP-1 v nadaljevanju ne bo posebej predstavljen. 
 
Poleg ZVOP-1 so na zakonodajni ravni v povezavi s komunikacijsko in informacijsko 
zasebnostjo na delovnem mestu relevantni še Zakon o delovnih razmerjih, Zakon o evidencah 
na področju dela in socialne varnosti, Zakon o elektronskih komunikacijah, Obligacijski 
zakonik in Kazenski zakonik. Dodatno pomembno vplivajo na razvoj komunikacijske 
zasebnosti tudi odločbe in mnenja Pooblaščenca. 
 
                                                   
181 Ibidem. 
182 Komunikacijska (37. člen URS) in informacijska (38. člen URS) zasebnost se med sabo vselej zelo 
prepletata. 
183 Zakon o varstvu osebnih podatkov (drugi krog strokovnega in medresorskega usklajevanja, 14. 8. 
2019), str. 4 
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Zaradi velike razdrobljenosti zakonodaje na tem področju bi bilo v bližnji prihodnosti zelo 
smiselno sprejeti zakon, ki bi celovito uredil varstvo (komunikacijske) zasebnosti na delovnem 
mestu. Na to od samega začetka opozarja tudi Pooblaščenec, ki je že leta 2009 pripravil osnutek 
Zakona o komunikacijski zasebnosti na delovnem mestu, katerega namen bi bil določiti načela 
in pogoje za dopustnost posegov v informacijsko in komunikacijsko zasebnost, vendar pa  
zaradi pasivnosti zakonodajalca na tem področju zakon do danes še ni bil sprejet.184 
 
5.1 Komunikacijska zasebnost na delovnem mestu na ustavni ravni 
Temeljna ustavna določba, ki varuje pravico do komunikacijske zasebnosti na delovnem 
mestu, je 37. člen Ustave RS. Ta določba v 1. odstavku določa, da je vsakomur zagotovljena 
tajnost pisem in drugih občil.185 Določbo je treba razlagati široko, kar pomeni, da ne varuje 
zgolj svobodnega komuniciranja in vsebine posredovanega sporočila, ampak tudi vse s 
komunikacijo povezane prometne podatke.186 Glede na aktualno sodno prakso slovenskih 
sodišč v povezavi s sodbo ESČP Benedikt proti Sloveniji187 spada pod varstvo 37. člena Ustave 
RS tudi dinamični IP-naslov oziroma podatki o njegovem uporabniku.188 Dinamični IP nam 
sicer lahko razkrije informacije o spletnih straneh, ki jih je obiskoval določen posameznik.  
 
Nadalje 2. odstavek 37. člena Ustave RS določa, da se za vsak poseg v komunikacijsko 
zasebnost zahteva predhodna sodna odredba, hkrati pa je poseg dopusten samo, če je to nujno 
potrebno zaradi kazenskega postopka ali varnosti države, ne pa tudi zaradi kakšnega drugega, 
sicer povsem legitimnega cilja.189 V tem smislu Ustava RS primerjalnopravno zagotavlja eno 
izmed najvišjih ravni varstva komunikacijske zasebnosti.190 Dodatno je treba opozoriti, da se 
                                                   
184 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
185 Nekoliko arhaična pojma »pisma« in »druga občila« je treba razlagati v najširšem pomenu besede, 
kar pomeni, da predmetni člen varuje tudi različne druge načine in sredstva sporazumevanja, prenašanja 
podatkov in komuniciranja prek informacijskih sistemov (npr. Facebook, če ne gre za javno objavo). 
Za več glej: G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), 
str. 530 
186 Varstvo se razteza tako na samo komunikacijo v realnem času kot tudi na shranjene podatke o 
pretekli komunikaciji (npr. klici telefonskih številk, njihov čas in trajanje). Za več glej: Sodba I Up 
606/2008 z dne 21. 1. 2010 
187 Sodba ESČP v zadevi Benedikt proti Sloveniji z dne 24. 4. 2018 
188 Sklep VSM II Kp 50396/2011 z dne 9. 10. 2018 
189 Prav tako je pomembno, da je poseg v pravico vnaprej abstraktno določen v zakonu in časovno 
omejen. Za več glej: S. Bien Karlovšek, Kaj je zasebnost, v: Zasebnost delavcev in interesi delodajalcev 
– kje so meje? (2008), str. 23–24 
190 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 530 
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»komunikacijska zasebnost ne sme navezovati na lastninski koncept zasebnosti, saj 
upravičenja, ki izvirajo iz lastninske pravice, ne morejo biti temelj za poseg v zasebnost«.191  
 
Po drugi strani je besedilo Ustave RS nekoliko omejujoče, saj govori zgolj o »tajnosti pisem in 
drugih občil«, medtem ko večina mednarodnih in tujih ustavnih dokumentov govori o 
»spoštovanju dopisovanja«, »svobodi komuniciranja« ipd. Ustava RS torej prepoveduje zgolj 
nadzor komunikacije, ne omenja pa pozitivne pravice do svobode komuniciranja. Razlika je 
pomembna predvsem v primeru, ko se posameznik nahaja v okolju, kjer je podrejen določenim 
institucionalnim omejitvam (npr. na delovnem mestu). Vendar je zaradi sodne prakse ESČP 
vsekakor treba to določbo razlagati v smislu »svobode komuniciranja«, zato tudi niso dopustne 
nesorazmerne omejitve in pravila v zvezi s komuniciranjem s tretjimi osebami.192  
 
Zaradi narave in obsega varstva komunikacijske zasebnosti iz 37. člena Ustave RS je 
delodajalčev poseg vanjo mogoč zgolj ob izpolnjevanju (zakonskih) pogojev po predhodni 
sodni odredbi, in če je to potrebno zaradi kazenskega postopka ali varnosti države. V vseh 
ostalih primerih bo delodajalčev poseg dopusten zgolj v primerih, ko delavec ne bo utemeljeno 
pričakoval zasebnosti pri svoji komunikaciji.193 Ključen bo torej test utemeljenega oziroma 
razumnega pričakovanja zasebnosti, ki ga je prvo uporabilo Vrhovno sodišče ZDA, kasneje pa 
se sintagma pojavi tudi v primeru Halford proti Združenemu kraljestvu.194 Izrecno je omenjeni 
test prevzelo tudi Ustavno sodišče RS.195 Skladno s tem testom je treba tehtati dva elementa, 
in sicer pričakovanje zasebnosti in upravičenost pričakovanja. Ustava namreč ščiti 
posameznika, ki pri komuniciranju upravičeno pričakuje svojo zasebnost, to pričakovanje pa 
mora biti utemeljeno in ne zgolj subjektivno. Utemeljenost pričakovanja zasebnosti se bo 
praviloma preverjalo po testu povprečnega uporabnika določene komunikacijske storitve.196 
Delavčevo pričakovanje zasebnosti bo delodajalec lahko »znižal« z ustreznimi internimi akti 
in pravilniki ter ustrezno seznanitvijo delavca.197 Določila internih aktov morajo nujno biti 
                                                   
191 S. Bien Karlovšek, Kaj je zasebnost, v: Zasebnost delavcev in interesi delodajalcev – kje so meje? 
(2008), str. 24 
192 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 528–
529 
193 Ibidem, str. 552 
194 Ibidem, str. 537 
195 Odločba USRS U-I-158/95 z dne 2. 4. 1998 
196 G. Klemenčič, L. Šturm (ur.), Komentar Ustave Republike Slovenije, Dopolnitev A (2011), str. 537–
538 
197 Ibidem, str. 552 
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skladna z veljavno zakonodajo in ustavnimi določili.198 Skladno z aktualno sodno prakso ESČP 
pa test razumnega pričakovanja zasebnosti ne zadostuje več. Sedaj je pri presoji upravičenosti 
posega delodajalca v komunikacijsko zasebnost delavca (in pri pripravi internih aktov) dodatno 
treba upoštevati tudi vsa merila, ki jih je sodišče vzpostavilo v zadevi Bărbulescu proti 
Romuniji, predstavljeni pod točko 4.2.5. 
 
5.2 Komunikacijska zasebnost na delovnem mestu na zakonski ravni 
V nadaljevanju bodo na kratko predstavljeni najrelevantnejši zakoni s področja varovanja 
komunikacijske zasebnosti delavca. 
 
5.2.1 Komunikacijska zasebnost v Zakonu o delovnih razmerjih 
Zakon o delovnih razmerjih (v nadaljevanju: ZDR-1) kot temeljni zakon na področju delovnega 
prava v Sloveniji delodajalcu zapoveduje, da upošteva in ščiti delavčevo zasebnost,199 kar 
seveda zajema tudi spoštovanje njegove komunikacijske zasebnosti. 
 
Glede obdelave osebnih podatkov je ZDR-1 lex specialis v razmerju do ZVOP-1, ki je sicer 
krovni zakon na področju informacijske zasebnosti. Medtem ko ZVOP-1 pri obdelavi osebnih 
podatkov dopušča obdelavo na podlagi osebne privolitve posameznika,200 pa to pravilo ne velja 
v delovnopravnih razmerjih, kjer je zakonodajalec zaradi izrazite neenakosti moči strank 
področje obdelave osebnih podatkov vseh delavcev uredil strožje in niti v zasebnem sektorju 
ne dopušča avtonomije strank.201 V delovnopravnih razmerjih je torej pri obdelovanju osebnih 
podatkov treba upoštevati 48. člen ZDR-1, ki v 1. odstavku določa, da se lahko osebni podatki 
zbirajo, obdelujejo, uporabljajo in posredujejo tretjim osebam samo, če je to z zakonom 
določeno ali če je to potrebno zaradi uresničevanja pravic in obveznosti iz delovnega razmerja 
oziroma v zvezi z delovnim razmerjem. Iz tega izhaja, da obdelavo nekaterih osebnih podatkov 
izrecno dopušča zakon sam (npr. zakon določa, da mora biti v pogodbi o zaposlitvi podatek o 
delavčevem prebivališču),202 v drugih primerih pa mora delodajalec izkazati, da je osebni 
                                                   
198 Hkrati mora delodajalec upoštevati tudi vsa določila Splošne uredbe o varstvu podatkov. Za več glej: 
A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
199 46. člen ZDR-1 
200 Pogoje za obdelavo osebnih podatkov v javnem sektorju ureja 9. člen ZVOP-1, medtem ko za zasebni 
sektor načeloma velja 10. člen ZVOP-1. 
201 A. Jerše, Klasična obdelava osebnih podatkov o delavcih s strani delodajalca, v: Zasebnost delavcev 
in interesi delodajalcev – kje so meje? (2008), str. 30 
202 N. Belopavlovič, B. Kresal, K. Kresal Šoltes, D. Senčur Peček (vse ur.), Zakon o delovnih razmerjih 
s komentarjem (2016), str. 269 
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podatek, ki ga zahteva od delavca, potreben zaradi uresničevanja pravic in obveznosti iz 
delovnega razmerja ali da je v zvezi z delovnim razmerjem. Ob tem mora delodajalec vselej  
upoštevati načelo sorazmernosti in dejstvo, da je delavec v delovnem razmerju šibkejša 
stranka.203  
 
Če za obdelavo osebnih podatkov ne obstaja izrecno zakonsko pooblastilo in če delodajalec ne 
izkaže, da je posamezen osebni podatek delavca potreben zaradi uresničevanja pravic in 
obveznosti iz delovnega razmerja (ali v zvezi z delovnim razmerjem), tega osebnega podatka 
od delavca ne sme zahtevati. V primeru, da bi takšen osebni podatek delodajalec vseeno želel 
pridobiti in obdelovati, bo za to potreboval (pisno) privolitev delavca, na katerega se osebni 
podatek nanaša.204 Delavec lahko takšno soglasje vselej odkloni in zaradi tega ne sme trpeti 
nikakršnih (negativnih) posledic. Soglasje delavca za obdelavo njegovih podatkov mora biti 
izrecno, kar v posledici pomeni, da morebitna splošna klavzula v pogodbi o zaposlitvi ne 
zadošča.205 
 
ZDR-1 v določbah 28., 29. in 30. člena206 zagotavlja varstvo zasebnosti tudi bodočim delavcem 
oziroma kandidatom za delovno mesto. Po prenehanju delovnega razmerja pa delavce »varuje« 
78. člen ZDR-1, ki delodajalcu nalaga, da delavcu (na njegovo zahtevo) vrne dokumente in mu 
izda potrdilo o vrsti dela, ki ga je opravljal. 
 
5.2.2 Možnosti nadzora komunikacijske zasebnosti po Zakonu o elektronskih 
komunikacijah 
Na podlagi Direktive 2002/58/ES je bil v Sloveniji sprejet Zakon o elektronskih 
komunikacijah, ki je pomemben predvsem z vidika varovanja delavčevih prometnih podatkov. 
                                                   
203 Ibidem, str. 270. Poleg ZDR-1 je zakonska podlaga za obdelavo osebnih podatkov delavca tudi 
Zakon o evidencah na področju dela in socialne varnosti (Uradni list RS, št. 40/06), ki je prav tako lex 
specialis v razmerju do ZVOP-1 in določa, da morajo delodajalci med drugim voditi tudi evidenco o 
zaposlenih delavcih, za vodenje te pa smejo obdelovati določene osebne podatke zaposlenih delavcev 
(npr. datum rojstva, naslov stalnega prebivališča ipd.). Za več glej: N. Belopavlovič, B. Kresal, K. 
Kresal Šoltes, D. Senčur Peček (vse ur.), Zakon o delovnih razmerjih s komentarjem (2016), str. 269 
204 Na tem mestu velja dodati, da bo opisana situacija možna samo v zasebnem sektorju. Za več glej: A. 
Jerše, Klasična obdelava osebnih podatkov o delavcih s strani delodajalca, v: Zasebnost delavcev in 
interesi delodajalcev – kje so meje? (2008), str. 30–31 
205 N. Belopavlovič, B. Kresal, K. Kresal Šoltes, D. Senčur Peček (vse ur.), Zakon o delovnih razmerjih 
s komentarjem (2016), str. 271 
206 Predmetni členi se nanašajo na pravice in obveznosti (neizbranega) kandidata oziroma delodajalca 
(npr. obveznost delodajalca, da kandidata na razgovoru ne vpraša o njegovem zakonskem stanu), vendar 
pa neposredno ne varujejo komunikacijske zasebnosti. 
37 
 
Delodajalec kot plačnik računov za uporabo telefona zaposlenih vsak mesec prejme osnovno 
stopnjo razčlenitve računa, ki razkriva število in trajanje klicev ter število in ceno obračunskih 
enot.207 Če to delodajalcu ni dovolj, lahko za obdobje zadnjih treh mesecev naroči tako 
imenovani zakriti razčlenjen račun, na katerem so prikazani tudi posamezni klici, vendar so 
zadnje tri številke vseh kličočih in klicanih številk prekrite zaradi varovanja zasebnosti tretjih 
oseb. Dodatno, če potrebuje več informacij, lahko delodajalec od operaterja zahteva tako 
imenovani nezakriti razčlenjen račun, na katerem so klicane številke v celoti razkrite. 
Takšnemu zahtevku bo moral delodajalec priložiti dokument, iz katerega je razvidno, kateremu 
uporabniku pripada številka, za katero se zahteva nezakriti razčlenjen račun, in uporabnikovo 
soglasje za izdajanje takšnega računa. Ratio delavčevega soglasja je, da gre dejansko za 
njegovo pravico, da dokaže utemeljenost prekoračitve porabe (z vidika stroškov), in ne za 
dejanski nadzor delodajalca.208 
 
5.2.3 Pravno varstvo komunikacijske zasebnosti v Obligacijskem zakoniku 
Delavec, ki mu je bila kršena pravica do komunikacijske zasebnosti (npr. delodajalec je brez 
njegove privolitve bral vsebino njegovih elektronskih sporočil), lahko pred pristojnim 
sodiščem proti delodajalcu sproži tožbo za prenehanje kršitve osebnostnih pravic iz 134. člena 
Obligacijskega zakonika.209 Vprašanje pa je, koliko je ta določba dejansko uporabljiva v praksi, 
saj ni verjetno pričakovati, da bo delavec ohranil zaposlitev tudi po vložitvi tožbe.  
 
5.2.4 Komunikacijska zasebnost v Kazenskem zakoniku 
Delodajalec, ki bi se z uporabo tehničnih sredstev neupravičeno seznanil s sporočilom, ki se 
prenaša po telefonu ali s kakšnim drugim elektronskim komunikacijskim sredstvom (npr. 
elektronsko sporočilo), bi lahko bil skladno z 2. točko drugega odstavka 139. člena Kazenskega 
zakonika210 obsojen na denarno ali zaporno kazen do enega leta. Pregon bi se v tem primeru 
začel zgolj na predlog (nekdanjega) zaposlenega.211 
 
                                                   
207 1. odstavek 139. člena ZEKom-1 v povezavi s 121. členom ZEKom-1 
208 Smernice informacijskega pooblaščenca, Varstvo osebnih podatkov v delovnih razmerjih (2019), 
str. 27 
209 Obligacijski zakonik (Uradni list RS, št. 97/07 – uradno prečiščeno besedilo, 64/16 – odl. US in 
20/18 – OROZ631) 
210 Kazenski zakonik (Uradni list RS, št. 50/12 – uradno prečiščeno besedilo, 6/16 – popr., 54/15, 38/16, 
27/17 in 23/20) 
211 6. odstavek 139. člena Kazenskega zakonika 
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5.3 Mnenja in smernice Informacijskega pooblaščenca 
Slovenija se je s sprejetjem ZVOP-1 zavezala, da bo najkasneje do 1. 1. 2006 začel delovati 
državni nadzorni organ za varstvo osebnih podatkov. V ta namen je 31. 12. 2005 v veljavo 
vstopil Zakon o informacijskem pooblaščencu,212 ki je bil podlaga za združitev Inšpektorata za 
varstvo osebnih podatkov in Pooblaščenca za dostop do informacij javnega značaja v en 
samostojen in neodvisen nadzorni organ. Pooblaščenec, kot ga poznamo danes, je nato začel 
delovati z dnem 1. 1. 2006.213 Mnenja in stališča Pooblaščenca so sicer neobvezna,214 vendar 
igrajo pomembno vlogo v razvoju komunikacijske zasebnosti na delovnem mestu in jih je 
vsekakor priporočljivo v celoti upoštevati. 
 
5.3.1 Informacijski pooblaščenec o nadzoru elektronske pošte 
Eno izmed najpogostejših vprašanj, ki jih prejme Pooblaščenec, je, ali sme delodajalec 
nadzirati in vpogledati v elektronsko pošto zaposlenih. V zvezi s tem Pooblaščenec pojasnjuje, 
da delavci tudi na delovnem mestu pričakujejo določeno stopnjo zasebnosti in zaupnosti, 
delodajalec pa načeloma nima pravne podlage niti za vpogled v vsebino elektronskega 
sporočila niti za vpogled v prometne podatke. Na tem mestu je treba opozoriti, da vsebina 
elektronskega sporočila spada v del zasebnosti, ki ga Pooblaščenec ne more nadzorovati.215 
Glede samih prometnih podatkov pa Pooblaščenec pojasnjuje, da lahko delodajalec z 
vnaprejšnjim pisnim obvestilom določi primere, v katerih sme vpogledati v takšne podatke. 
Seveda morajo biti razlogi izjemni in taksativno našteti. Delodajalcem predlaga, da to določijo 
v notranjem aktu, ki bo zaposlenim vselej dostopen.216  
 
Delodajalca je zanimalo tudi, ali je smiselno ločevati med zasebno in poslovno elektronsko 
pošto na način, da bi sprejeli poseben pravilnik, v katerem bi bilo določeno, da morajo 
zaposleni v poseben predal arhivirati vso poslovno pošto, delodajalec pa lahko do te pošte 
vedno dostopa. Pooblaščencu se zdi takšen postopek smotrn, saj je s stališča delodajalca 
                                                   
212 Zakon o Informacijskem pooblaščencu (Uradni list RS, št. 113/05 in 51/07 – ZUstS-A) 
213 Zgodovina informacijskega pooblaščenca, dostopno na https://www.ip-rs.si/o-
pooblascencu/zgodovina/ 
214 7. točka prvega odstavka 49. člena ZVOP-1 
215 Vsebina elektronskega sporočila je varovana s 37. členom Ustave RS, 134. členom Obligacijskega 
zakonika in 139. členom Kazenskega zakonika, ZVOP-1 pa varuje zgolj osebne podatke, torej v tem 
primeru prometne podatke.  
216 Informacijski pooblaščenec, Mnenje št. 0712-1/2014/2889 z dne 8. 9. 2014 
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povsem legitimen in zakonit ter ne posega v delavčevo pravico do komunikacijske ali 
informacijske zasebnosti.217 
 
Pogosto je Pooblaščencu zastavljeno tudi vprašanje, kaj naj se zgodi z elektronskim naslovom 
zaposlenega po prenehanju delovnega razmerja. Pooblaščenec odgovarja, da mora delavec 
imeti možnost, da iz službenega predala elektronske pošte bodisi izbriše dokumente in 
sporočila bodisi jih shrani na zunanji podatkovni medij. Dodatno naj delavec obvesti stike, da 
na tem elektronskem naslovu ne bo več dostopen. Nato mora delodajalec deaktivirati 
elektronski predal zaposlenega in njegov elektronski naslov izbrisati iz svoje spletne strani, saj 
pravna podlaga ne obstaja več (48. člen ZDR-1).218 
 
5.3.2 Informacijski pooblaščenec o nadzoru uporabe interneta 
V zvezi z uporabo interneta na delovnem mestu Pooblaščenec opozarja, da so podatki o 
obiskanih spletnih straneh osebni podatki delavca, saj lahko izražajo njegove interese, počutja 
in druga stanja. Vpogled v te podatke bi bil, tako kot pri vpogledu v elektronski predal, 
dopusten le v izjemnih primerih in zgolj pod pogoji, določenimi v internem aktu delodajalca,  
ki mora biti ustavno in zakonsko ustrezen. Delodajalec pa lahko zaposlenim omejuje uporabo 
interneta na način, da blokira dostop do spletnih strani, ki jih delavec ne potrebuje nujno za 
opravljanje svojega dela. Kljub temu Pooblaščenec priporoča, da naj delodajalci razmislijo o 
smiselnosti uvedbe takšnega ukrepa.219 
 
5.3.3 Informacijski pooblaščenec o nadzoru računalnika 
Delodajalec je Pooblaščenca zaprosil za mnenje, kaj narediti v primeru, ko utemeljeno sumi, 
da zaposleni v službenem času opravlja delo za nekoga drugega, kar je sicer izrecno 
prepovedano z določili pogodbe o zaposlitvi. Pooblaščenec mu je svetoval, da za pregled 
službenega računalnika pridobi odredbo sodišča, saj bo sicer potencialno izpostavljen 
odškodninski ali kazenski odgovornosti.220 V nekem drugem primeru je delodajalec 
zaposlenemu zasegel in zapečatil službeni računalnik zaradi suma storitve kaznivega dejanja, 
delavec pa je zahteval računalnik nazaj z utemeljitvijo, da se na njem nahajajo njegovi osebni 
                                                   
217 Informacijski pooblaščenec, Mnenje št. 0712-1/2015/1580 z dne 5. 6. 2015 
218 Informacijski pooblaščenec, Mnenje št. 0712-1/2017/1707 z dne 12. 9. 2017 
219 Smernice informacijskega pooblaščenca, Varstvo osebnih podatkov v delovnih razmerjih (2019), 
str. 28 
220 Informacijski pooblaščenec, Mnenje št. 0712-1/2015/1621 z dne 10. 6. 2015 
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podatki. Pooblaščenec delodajalcu odgovarja, da v primeru zavrnitve delavčeve zahteve ne bo 
kršil določbe ZVOP-1, paziti pa mora, da računalnik ostane zapečaten.221 
 
Delodajalec je pripravljal interna pravila o rabi službenih računalnikov in želel v pravilnik 
vključiti tudi določbo, na podlagi katere bi delodajalec vodil evidenco uporabniških imen in 
gesel svojih zaposlenih v tako imenovani izvorni obliki. To evidenco bi nato v zapečateni 
pisemski ovojnici hranil v ognjevarni omari, kjer bi bila na voljo za primere, če bi bilo kaj 
narobe in bi bilo treba dostopati do vsebin na uporabniških računalnikih. Hramba gesel v 
izvorni obliki bi po mnenju Pooblaščenca predstavljala kršitev določb ZVOP-1 o sorazmernosti 
in namenskosti obdelave oziroma varovanja osebnih podatkov. Takšna hramba bi bila sporna 
tudi z vidika mednarodnih in domačih standardov informacijske varnosti.222  
 
V zvezi s programsko opremo za oddaljen dostop do računalnika Pooblaščenec pojasnjuje, da 
je njena uporaba dovoljena v primerih, ko ni mogoče oziroma ni smotrno nuditi neposredne 
tehnične pomoči posameznim uporabnikom. Nikakor pa ni dovoljeno, da bi se takšna oprema 
namestila na računalnike zaposlenih z namenom nadzora.223 
 
Pogosti so tudi primeri, ko je delavec na bolniškem staležu ali na dopustu, delodajalec pa ga 
zaprosi za geslo oziroma dostop do njegovega službenega računalnika zaradi nekega 
dokumenta ali programa, ki se nahaja na njegovem računalniku. V takšnem primeru je treba 
najprej ugotoviti, ali so te vsebine nujne in bistvene za nemoten delovni proces. Nato je treba 
presoditi, ali obstajajo kakšni drugi načini, na podlagi katerih bi delodajalec lahko prišel do 
želenih vsebin. V nobenem primeru delodajalec tega ne sem narediti samovoljno. Priporočljivo 
je, da to stori po vnaprej predvidenem postopku, oziroma če ne gre drugače, na podlagi sodne 
odredbe.224 
 
5.3.3 Informacijski pooblaščenec o nadzoru telefona 
Glede nadzora telefona delavca oziroma prometnih podatkov velja ureditev, kot je bila opisana 
pod točko 5.2.2. V zvezi s tem Pooblaščenec delodajalcem dodatno priporoča, da v internem 
                                                   
221 Informacijski pooblaščenec, Mnenje št. 0712-1/2016/2305 z dne 16. 11. 2016 
222 Informacijski pooblaščenec, Mnenje št. 0712-1/2015/2458 z dne 1. 10. 2015 
223 Smernice informacijskega pooblaščenca, Varstvo osebnih podatkov v delovnih razmerjih (2019), 
str. 24 
224 Informacijski pooblaščenec, Mnenje št. 0712-1/2018/951 z dne 19. 4. 2018 
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aktu določijo limit, do katerega bo stroške kril delodajalec, stroške nad limitom pa bo kril 
delavec, če ne dokaže, da so prekoračeni stroški nastali zaradi službene uporabe telefona.225 
 
V praksi se pogosto zastavlja tudi vprašanje, kaj storiti s službeno telefonsko število 
zaposlenega po koncu delovnega razmerja. Stališče Pooblaščenca je, da telefonska številka 
ostane delodajalcu, če sta se stranki delovnega razmerja o tem predhodno dogovorili. V 
odsotnosti takšnega dogovora pripada telefonska številka delavcu kot šibkejši stranki.226 
 
6 AKTUALNA VPRAŠANJA IN IZZIVI ZA PRIHODNOST 
V prvi polovici leta 2020 je izbruh koronavirusa v svetu dosegel razsežnost pandemije. 
Pandemija je med drugim dodobra pretresla delniške trge, države so začele uvajati obvezne 
karantene, največje spremembe pa so se začele dogajati prav na področju delovnega prava. Če 
je do izbruha pandemije veljalo, da je delo od doma bolj izjema kot pravilo, so po izbruhu 
praktično vsi delodajalci (v panogah, kjer je to mogoče) začeli odrejati delo od doma.227 Se 
dopustnost nadzora delavca v primeru, da ta opravlja delo od doma, razlikuje od nadzora na 
delovnem mestu? Poleg tega so zelo aktualna tudi vprašanja, ki so povezana s položajem 
delavca kot šibkejše stranke v delovnem razmerju.  
 
6.1 Dopustnost nadzora delavca v primeru dela od doma 
Eden izmed opredelilnih elementov delovnega razmerja je osebna podrejenost delavca 
(subordinacija), ki se navadno kaže v delu po navodilih in pod nadzorom delodajalca.228 V 
primeru dela od doma se glede na to, da delodajalec delavca fizično ne more nadzirati, 
postavljata vprašanji, ali interes delodajalca po nadzoru (s pomočjo tehničnih sredstev) v tem 
primeru vendarle pretehta nad delavčevo pravico do zasebnosti in ali sploh še gre za delovno 
razmerje, če delodajalec nima možnosti nadzora.  
 
Delavec, ki dela od doma, ima v skladu s 1. odstavkom 69. člena ZDR-1 enake pravice, kot če 
bi delal v prostorih delodajalca, zato delodajalčeva pravica do nadzora tudi v tem primeru ne 
                                                   
225 Smernice Informacijskega pooblaščenca, Varstvo osebnih podatkov v delovnih razmerjih (2019), 
str. 27 
226 Ibidem. 
227 B. Kupec, Tako sta se življenje in delo čez noč preselili v digitalni svet, v: Finance manager (2020), 
dostopno na: https://manager.finance.si/8960199/Tako-sta-se-zivljenje-in-delo-cez-noc-preselili-v-
digitalni-svet  




pretehta oziroma pretehta zgolj ob upoštevanju vseh v prejšnjih poglavjih opisanih pravil. 
Vsekakor gre tudi v primeru odsotnosti neposrednega nadzora nad delavcem za delovno 
razmerje, saj so izpolnjeni številni drugi kriteriji subordinacije, in sicer: četudi delavec dela od 
doma, je še vedno vezan na navodila delodajalca, ki pa morajo biti enostranska, obvezna in se 
morajo neposredno nanašati na samo opravljanje dela; delodajalec še vedno nadzira 
izpolnjevanje pogodbenih obveznosti delavca na način, da pregleda rezultat njegovega dela; če 
delavec ne izpolni svojih zadolžitev, je še vedno disciplinsko odgovoren; obveznost osebnega 
dela ostaja, čeprav bi v nekaterih primerih lahko delo namesto delavca opravil tudi kdo drug; 
poslovni riziko za uspeh še vedno nosi delodajalec.229 
 
6.2 Položaj delavca kot šibkejše stranke 
Delodajalec je kot lastnik produkcijskih sredstev v izrazito močnejšem položaju, je tisti, ki piše 
pravila igre oziroma v kontekstu komunikacijske zasebnosti je tisti, ki oblikuje interne akte. Pa 
vendar, ali lahko delodajalci notranje pravilnike poljubno oblikujejo? Kakšno težo sploh ima 
privolitev delavca kot šibkejše stranke? Bo delavec res zavrnil izdajo soglasja, ko bo 
delodajalec želel pregledati njegov službeni računalnik oziroma ali je verjetno, da bo zavrnil 
podpis pogodbe o zaposlitvi, ki bo vsebovala tudi generalno določilo, da lahko delodajalec 
dostopa do predala njegove službene elektronske pošte in jo prebira?  
 
V praksi se nedvomno dogaja, da želijo delodajalci s sprejemom internih aktov in pravilnikov 
ter z ustrezno seznanitvijo delavcev »znižati« njihovo pričakovano zasebnost, saj jim to 
posledično omogoča (občasne) posege v delavčevo komunikacijsko zasebnost. Vendar pa pri 
tem nimajo neomejenih »pooblastil«. Določila internih aktov bodo nujno morala biti skladna z 
veljavno zakonodajo, ustavnimi določili in Splošno uredbo, kar pomeni, da mora delodajalec 
paziti, da z njimi ne krši pravic delavca do komunikacijske in informacijske zasebnosti.230 Prav 
tako niso dopustne nesorazmerne omejitve v zvezi s komuniciranjem s tretjimi osebami, saj 
imajo delavci skladno s sodno prakso ESČP tudi na delovnem mestu pozitivno pravico do 
svobode komuniciranja.231 
 
                                                   
229 L. Tičar, Nove oblike dela: kdo in v kakšnem obsegu naj uživa delovnopravno varstvo (2012), str. 
27–31 
230 A. Tomšič, Varstvo delavčeve informacijske zasebnosti, v: Delavci in Delodajalci, št. 2-3 (2016) 
231 Sodba ESČP v zadevi Barbulescu proti Romuniji z dne 5. 9. 2017 
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Seveda v praksi ni verjetno, da bo delavec zavrnil izdajo soglasja za pregled njegovega 
službenega računalnika, bo pa njegova privolitev morala biti izrecna, nedvoumna in 
informirana. Slednje pomeni, da bo temeljila na celovitem pojasnilu o posledicah dejstva, da 
se je delavec v določeni meri odrekel zasebnosti.232 Posledično delavec ne bo imel več 
pričakovanja zasebnosti in zato bo lahko takšen pregled popolnoma legitimen.  
 
Prav tako ni verjetno, da bi delavec zavrnil podpis pogodbe o zaposlitvi, ki bi vsebovala 
generalno pooblastilo, da lahko delodajalec dostopa do njegovega službenega predala 
elektronske pošte in jo prebira. Vendar pa je takšno generalno pooblastilo sporno tako z vidika 
varstva osebnih podatkov (ZVOP-1) kot tudi z vidika širše pravice do zasebnosti in zato v 
praksi ne bo uporabljivo. Predmetno določilo bi lahko pomenilo zgolj seznanitev zaposlenega 
z možnostjo pregleda elektronske pošte v primerih, določenih v internem aktu. Primeri, ko bi 
bilo to dopustno, so zelo redki in izjemni. Tudi v teh primerih je treba razlikovati med 
pregledom vsebine elektronskega sporočila in prometnih podatkov, ter vpogled dopustiti le do 
ravni prometnih podatkov. Vsebino elektronskega sporočila delavca pa lahko delodajalec 
pregleda le izjemoma na podlagi vsakokratne izrecne privolitve zaposlenega (za posamezno 
sporočilo) ali na podlagi sodne odredbe.233 
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V delovnem razmerju pogosto pride do kolizije dveh pravic, in sicer lastninske pravice 
delodajalca in pravice delavca do (komunikacijske) zasebnosti. Delodajalec kot nadrejena 
oseba namreč upravičeno pričakuje, da bo delavec uporabljal službena sredstva skladno z 
namenom, za katerega so mu bila dana v uporabo, delavec pa pričakuje, da bo delodajalec tudi 
na delovnem mestu spoštoval njegovo (komunikacijsko) zasebnost. Ker nobena od obeh pravic 
ni absolutna, je v vsakem konkretnem primeru treba izvesti tehtanje in poiskati okoliščinam 
primerno rešitev. Dodatno je treba opozoriti, da je delavec v delovnem razmerju dolžan 
opravljati delo »po navodilih in pod nadzorom delodajalca«.234 Posledično narava delovnega 
razmerja že sama po sebi daje delodajalcu upravičenje, da nadzira delavca, četudi sam slučajno 
ni lastnik sredstev, s katerimi delavec opravlja delo. Pri tem je seveda vselej treba upoštevati 
vse standarde, ki veljajo za nadzor na delovnem mestu. 
 
Narava sodobnega delovnega razmerja od delodajalca zahteva vse več in vse bolj natančne 
podatke o delavcu. Razvoj mednarodnih in domačih pravnih aktov, ki se nanašajo na 
informacijsko zasebnost delavca, gre zato predvsem v smeri omejevanja delodajalca do mere, 
da lahko ta zbira in obdeluje zgolj tiste podatke o delavcu, ki so neposredno potrebni zaradi 
uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z delovnim razmerjem.235 
V Sloveniji je na tem področju trenutno aktualna predvsem Splošna uredba, ZVOP-1 pa bi bilo 
nujno treba uskladiti z omenjeno uredbo. Za razliko od informacijske zasebnosti 
komunikacijska zasebnost delavca na delovnem mestu v Sloveniji ni celovito urejena, ampak 
so v povezavi z njo relevantne zgolj posamezne določbe različnih pravnih aktov, na primer 8. 
člen EKČP, 37. člen Ustave RS in 46. člen ZDR-1. Zaradi odsotnosti pravnega akta, ki bi 
celovito urejal to področje, se komunikacijska zasebnost na delovnem mestu razvija predvsem 
skozi sodno prakso ESČP. 
 
Načeloma je v Sloveniji poseg v pravico delavca do komunikacijske zasebnosti s strani 
delodajalca zakonit zgolj v dveh primerih. Skladno z Ustavo RS je poseg dopusten, če je 
delodajalec predhodno pridobil sodno odredbo. V vseh ostalih primerih, torej ko delodajalec 
ne razpolaga s sodno odredbo, pa je poseg dopusten zgolj, če delavec v trenutku nadzora 
razumno ne pričakuje zasebnosti. Na koncept razumnega pričakovanja zasebnosti je ESČP 
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prvič opozorilo v zadevi Halford proti Združenemu kraljestvu, kjer je obsodilo ravnanje 
delodajalca, ki je nadzoroval komunikacijo delavca v nasprotju z njegovimi pričakovanji in v 
nasprotju s postavljenimi pravili ravnanja na delovnem mestu. Omenjeni koncept je izrecno 
potrdilo tudi Ustavno sodišče RS. 
 
Zaradi koncepta razumnega pričakovanja zasebnosti so delodajalci začeli z internimi pravili in 
obvestili »zniževati« pričakovanja delavcev z namenom izključitve zasebnega življenja 
delavcev iz delovnega okolja. V zadevi Bărbulescu proti Romuniji je ESČP zato nadgradilo 
koncept razumnega pričakovanja zasebnosti. Veliki senat je v omenjeni sodbi poudaril, da je 
pri nadzoru komunikacijske zasebnosti na delovnem mestu treba ravnati skladno z načelom 
sorazmernosti in upoštevati procesna jamstva, da se prepreči arbitrarnost delodajalca (pri 
oblikovanju internih aktov). V ta namen je vzpostavil pet meril, ki morajo biti vselej 
upoštevana pri tehtanju med pravicama delodajalca in delavca. 
 
Danes morajo biti delodajalci zelo previdni pri nadzoru komunikacij svojih zaposlenih, saj 
sama prepoved, da delavec ne sme uporabljati službene opreme za zasebne namene, pa čeprav 
takšna prepoved izhaja iz internega akta delodajalca, sama po sebi ne predstavlja zadostne 
podlage za spremljanje in pregledovanje komunikacije. Za zakonitost posega je nujno 
potrebno, da interni akt delodajalca, ki ureja komunikacijsko zasebnost na delovnem mestu, 
upošteva vsa merila iz sodbe Bărbulescu proti Romuniji. Predvsem morajo biti v takšnem aktu 
natančno opredeljene okoliščine, v katerih je uporaba službene opreme dopustna tudi v zasebne 
namene. Če ta merila ne bi bila spoštovana in bi kljub temu prišlo do posega v pravico delavca 
do zasebnosti, bi bilo takšno ravnanje delodajalca nezakonito, kar bi predstavljalo pravno 
podlago za odškodninsko ali celo kazensko odgovornost delodajalca. 
 
Menim, da je varstvo komunikacijske zasebnosti na delovnem mestu v Sloveniji zaradi 
kombinacije 37. člena Ustave RS, sodne prakse ESČP in mnenj Pooblaščenca na zavidljivo 
visoki ravni. Bi pa kljub temu bilo zelo smiselno upoštevati priporočila Pooblaščenca, ki že 
leta opozarja na potrebo po celoviti ureditvi predmetnega področja v enem samem zakonu. 
Sprejem takšnega zakona bi zelo pripomogel k pravni varnosti obeh strank delovnega razmerja, 
saj ne gre spregledati, da je trenutna ureditev zelo kompleksna tudi z vidika delodajalcev, ki 
večinoma niso pravni strokovnjaki, hkrati pa praviloma nosijo posledice neustreznega 
informiranja svojih zaposlenih. 
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