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ОСОБЛИВОСТІ ДОПИТУ СВІДКІВ ПІД ЧАС РОЗСЛІДУВАННЯ 
НЕЗАКОННОГО РОЗПОВСЮДЖЕННЯ МЕДІЙНОГО КОНТЕНТУ 
В МЕРЕЖАХ ПРОВАЙДЕРІВ ПРОГРАМНОЇ ПОСЛУГИ  
ТА ІНТЕРНЕТ-ПРОВАЙДЕРІВ МЕРЕЖІ ІНТЕРНЕТ 
 
Сучасний медіапростір характеризується стрімким розвитком, поя-
вою нових способів поширення інформації, необмеженим доступом до 
останньої, що, в свою чергу, не могло не позначитись на сфері регулю-
вання цього простору. Технологічний прогрес, що відбувається сьогодні 
має чимало позитиву, проте, нажаль, Інтернет та інший віртуальний прос-
тір став ще одним способом вчинення різноманітних злочинів. Саме неза-
конне розповсюдження медійного контенту є способом вчинення злочи-
нів, що посягають на різні об’єкти, які знаходяться під кримінально-
правовою охороною. Найпоширенішими видами порушень в мережі Інтер-
нет є: незаконне відтворення і копіювання музичних, художніх, літератур-
них творів чи комп’ютерних програм без попереднього надання на це зго-
ди автором чи правовласником, тобто порушення авторських та суміжних 
прав (ст. 176 КК України), а також несанкціоноване втручання в роботу 
електронно-обчислювальних машин (комп’ютерів), автоматизованих сис-
тем, комп’ютерних мереж чи мереж електрозв’язку, що призвело до спо-
творення процесу обробки інформації та до порушення встановленого по-
рядку її маршрутизації та незаконне відтворення, розповсюдження про-
грам мовлення (ст. 361 КК України). Особливості розслідування яких, 
в частині тактики слідчих (розшукових) дій, потребують вдосконалення. 
Серед вітчизняних дослідників, котрі досліджували проблематику кі-
берзлочинності, можна відзначити таких фахівців як П. Біленчук, Д. Ду-
бов, С. Кавун, В. Носов, О. Манжай та інші. 
Під медіаконтентом розуміють різного роду фото-, відеозображення, 
тексти, написи, малюнки, програми тощо, що має містити незаконну інфо-
рмацію, прямі заклики до визначених законом як протиправних дій, або ж 







Ухвалюючи рішення про допит конкретної особи як свідка, слідчий 
повинен заздалегідь прогнозувати, яку інформацію (насамперед технічно-
го характеру) він може одержати від допитуваного. Зважаючи на це, не-
обхідно ретельно підготувати комплекс питань, які слід задавати свідку 
під час допиту. Так, під час розслідування незаконного розповсюдження 
медійного контенту в мережах провайдерів програмної послуги та інтер-
нет-провайдерів мережі Інтернет, свідками можуть бути: 
1) особи, які отримували або яким відомий факт незаконного розпо-
всюдженням медійного контенту в мережах провайдерів програмної пос-
луги та Інтернет-провайдерів мережі Інтернет; 
2) оператори мереж; програмісти; співробітник, що відповідає за 
інформаційну безпеку, чи адміністратори мережі; співробітники, що зай-
маються технічним обслуговуванням мережі; керівники теле-, радіоцент-
ру та інші; 
3) особи, які отримували незаконний медіаконтент; 
4) особи, які брали участь у проведенні перевірок чи процесуаль-
них дій (наприклад, проводили документування факту незаконного роз-
повсюдження медійного контенту, залучалися до проведення процесуа-
льних дій). 
Під час допиту свідків перелік питань, що з’ясовуються, буде ва-
ріюватися залежно від конкретної особи, її посади та способу вчинення 
злочину. 
Свідкам, які могли знати про обставини незаконного розповсюдження 
медійного контенту, можуть бути поставлені наступні питання: чи було їм 
відомо про незаконне розповсюдження медійного контенту і яку роль вони 
виконували при цьому, якими були їхні обов’язки і чи робили якісь заходи 
для припинення такої діяльності; хто був їхнім керівником, чиї вказівки во-
ни виконували; яким чином будувалася діяльність їх підприємства, яка його 
структура, технічне оснащення, хто і які обов'язки виконував; звідки над-
ходив медійний контент; кому, куди і в яких обсягах, яким чином розпо-
всюджувався медійний контент; проводились чи на їхньому «підприємстві» 
перевірки контролюючих органів і який їхній результат; вівся чи на «підп-
риємстві» бухгалтерський облік, в тому числі і неофіційний, і де знаходить-
ся документація; яким чином розподілялися доходи «підприємства», хто 







Також у цієї категорії свідків додатково з’ясовується: що конкретно 
йому відомо з приводу події, яка відбулася; чи часто трапляються подібні 
випадки в цій установі (підприємстві, організації, фірмі, компанії); де під 
час здійснення зазначених випадків знаходився свідок; який саме медіа-
контент розповсюджувався; чи мав він доступ до нього, якщо так, то як 
часто; чи відома йому особа підозрюваного, та в який він із ним відноси-
нах перебуває; чи здогадується він, яку має мету підозрюваний; чи міг 
підозрюваний для вчинення злочину використовувати своє службове ста-
новище; чи відомі особи, що мають доступ до інформації (скопійованої, 
знищеної, блокованої, модифікованої) підозрюваним; чи відомі особи, 
здатні надати безпосередню допомогу підозрюваному і в акті незаконного 
розповсюдження медійного контенту в мережах провайдерів програмної 
послуги та Інтернет-провайдерів мережі Інтернет, і в реалізації подаль-
ших планів, а також обізнані про діяльність підозрюваного; кому можуть 
бути вигідні дії підозрюваного; який характер змін інформації, що виник-
ли після дій підозрюваного; хто конкретно постраждав від дій підозрюва-
ного; хто є власником (чи законним користувачем) інформації (скопійова-
ної, знищеної, блокованої, модифікованої) підозрюваним; чи можливе 
вчинення подібних дій внаслідок необережного поводження людини або 
випадково; чи здогадується він як підозрюваний міг використовувати ін-
формацію, отриману ним у результаті неправомірного доступу до неї; чи 
розповідав підозрюваний, скільки разів і за яких обставин він учиняв по-
дібні дії; чи відомо, де можуть зберігатися зроблені підозрюваним копії 
інформації тощо. 
У процесі допитів свідків другої класифікаційної групи, з’ясовується: 
перелік використовуваного програмного забезпечення в установі, щодо 
якої було вчинено злочин, його класифікація (ліцензійне чи власного ви-
робництва); паролі захисту програм, окремих пристроїв комп’ютера, час-
тота їхніх змін; технічні характеристики комп’ютерної мережі (у разі її ная-
вності), хто є адміністратором мережі; порядок придбання та супроводу 
програмного забезпечення; існування ідентифікаційних програм, наяв-
ність у робочих програмах спеціальних файлів протоколів, що реєструють 
входження у комп’ютер користувачів, який їхній зміст тощо. 
Свідкам, що отримували незаконний медійний контент, можна допи-







медійного контенту; чи повідомляв розповсюджувач про те що контент 
є незаконно розповсюдженим та яким чином здійснювалося його розпов-
сюдження; скільки часу відбувалася діяльність з розповсюдження медій-
ного контенту; хто є керівником організації, що займалася розповсюджен-
ням медійного контенту; чи відомі їм факти перевірки діяльності організа-
ції, що займалася розповсюдженням медійного контенту і яким був їхній 
результат. 
Підсумовуючи викладене слід відзначити, що особливості проведен-
ня слідчих (розшукових) дій під час досудового розслідування незаконно-
го розповсюдження медійного контенту в мережах провайдерів програм-
ної послуги та інтернет-провайдерів мережі Інтернет є важливим елемен-
том методики розслідування цього виду кримінального правопорушення, 
а дослідження та вдосконалення тактики проведення допиту свідків є не-
від’ємною її частиною. 
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