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概 要  
 
本稿は、将来仮想通貨を活用した決済が日本をはじめ世界において広がる可能性を念頭に、仮想通貨
による決済ファイナリティをどのように判断するべきかを考察し、合わせて今後議論の深まりが期待さ
れる問題点を提示するものである。本稿作成の背景は、全国銀行協会が発表している「ブロックチェー
ン技術の活用可能性と課題に関する検討会報告書」（2017 年 3 月）にある。この報告書ではファイナリ
ティ問題に対する解決へのアプローチとして法定通貨による資金決済をベースに今後の議論の深まりが
期待されるとの趣旨の記述がある。はたして仮想通貨決済のファイナリティ問題は上記検討会報告書の
通り法定通貨による資金決済をベースに考察することができるのであろうか。本稿はこの疑問点をスタ
ートに、検討を進めたものである。 
ファイナリティ問題を考察するにあたり、まず仮想通貨がどのように成り立っているのか、ブロック
チェーン技術の概要とともに代表的な仮想通貨であるビットコインの仕組みについて整理する。その上
で仮想通貨が法定通貨対比どのような相違点を有しているかを明らかにする。特に日本における改正資
金決済法および MTGOX 破産による判例を踏まえ、現状の仮想通貨の法的な位置づけについて整理を行う。
また、日本国外での仮想通貨にかかる対応状況を踏まえ、特にファイナリティ問題との関わりについて
推察する。 
次に、法定通貨における資金決済ファイナリティ問題について日本の解釈および仮想通貨によるファ
イナリティ問題への応用の余地について検討を加える。また、仮想通貨が電子的なデータであることを
踏まえ、電子マネーにおける決済ファイナリティ問題についても同様に仮想通貨への応用の余地がある
かについても検討を加える。 
上記を踏まえ、仮想通貨決済におけるファイナリティは、既存の法定通貨および電子マネーによる決
済ファイナリティでの議論をそのまま応用することが難しいことを明らかにし、仮想通貨決済を利用す
る当時者間の「合意」を基準に判断する必要性を述べる。さらに、当事者間のファイナリティにかかる
「合意」を推定することが難しい仮想通貨特有の問題について、具体的なケースを示し、将来に向けた
検討課題を明らかにする。 
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１. はじめに ～本稿の目的および構成～ 
本稿の目的は、仮想通貨を活用した決済ファイナリティについて、現預金といった
法定通貨による決済ファイナリティの考え方が応用できるかを検討し、今後議論が深
められることの期待される課題を示すことにある。 
仮想通貨による決済ファイナリティ問題を考察しようとした背景は、2017 年 3 月 16
日に策定された全国銀行協会による「ブロックチェーン技術の活用可能性と課題に関
する検討会報告書」の記述にある。ここでは、仮想通貨決済のファイナリティが今後
議論の深められるべきブロックチェーン活用上の課題とされている。その上で、考察
のスタートは既存法定通貨による決済ファイナリティの考え方を応用すべきとの趣旨
の記述がみられる (1)。仮想通貨は現預金を始めとした法定通貨とは異なり、現物を受
け払いすることができない。また、決済プロセスにおいて中央銀行や民間金融機関、
さらには金融機関同士の決済を円滑に実施するためのシステムを介することはない。
同じように「通貨」と表現され決済機能を有すると推察されるものの、法定通貨と仮
想通貨を同じ「通貨」として扱うことには疑問の余地があるだろう。ファイナリティ
の問題を検討するにあたり、法定通貨による資金決済ファイナリティの考え方を応用
できるのか、あるいは仮想通貨決済については独自の観点からファイナリティを検討
すべきなのか、この答えを導くことが今後の仮想通貨による取引の安全性を高める上
での出発点になるのではないかと考える。 
ファイナリティは、日本も含め諸外国においても法的に定められておらず、一般的
に「決済が無条件かつ取消不能となり、最終的に完了した状態」と解されている。「最
終的に完了した状態」とは、当事者間の債権債務関係が決済によって清算された状態、
第三者へ決済の完了性を主張しうる状態等、その解釈については意見が分かれる。本
稿ではファイナリティを、「受領対象を排他的に支配する状態」と定義した上で仮想
通貨決済における論点を整理することとする。 
これまで、国内外を問わず、資金決済は法定通貨（含む預金通貨）を前提としてき
た。法定通貨が決済される過程では、銀行を始めとした金融機関や決済システムが介
在する。ファイナリティ問題を検討するにあたり、これまでは金融機関や決済システ
ムに焦点が当てられ、いかなる要件が満たされればファイナリティを迎えたと判断で
きるかが議論されてきたように伺われる。しかし、上記の通り仮想通貨による決済で
は、基本的に金融機関や決済システムは介在しない。仮想通貨の決済ファイナリティ
問題は、決済に関係する当事者の意向をどのように判断すれば決済の安全性を確保で
きるのか、といったアプローチで検討されるべきではないかと考える。 
ところで、仮想通貨が決済手段として注目される背景には、「既存法定通貨による
決済対比、決済完了までの時間を短縮し、決済にかかる取引コストを削減できること」
といったメリットにあると伺われる。法定通貨決済のように資金決済完了までに銀行
や決済システムが介在しないため、決済完了に要する時間を短縮できると推察される。
また、銀行や決済システムを利用するためのコストが不要となることから、取引コス
トを削減できると期待される。 
                                                   
(1) 全国銀行協会「ブロックチェーン技術の活用可能性と課題に関する検討会報告書」
（2017 年 3 月）20 頁 
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このようなメリットは、仮想通貨がブロックチェーン技術を活用していることに由
来する。ブロックチェーンとは、ある複数の取引（トランザクション）が一つのブロ
ックにまとめられ、そのブロックがあたかもチェーンのように繋がった一連の取引集
合体である。ブロック間の結びつきは、あるブロックが一つ前のブロックを参照する
ことで形成される。具体的には、あるブロックが一つ前のブロック指し示すハッシュ
値を含み、そのハッシュ値がある一定の条件を満たしているとネットワーク内におい
て承認されるとブロック間が結びつく仕組みである。さらに、ブロックを形成する各
取引は、電子署名によって正当性が確保されている。仮に過去のブロック内取引が書
換えられた場合、その取引が含まれるブロックのハッシュ値が変わることとなる。そ
のため、結びついているその後のブロックのハッシュ値もすべて変わることとなる。
過去の取引が書換られたことがハッシュ値の変化により判明することから、チェーン
の長さが長くなればなるほどブロックを形成する取引を事後的に変更することが難し
くなる仕組みである。 
このブロックチェーン技術を基礎とした仮想通貨決済には、これまでの法定通貨を
前提とした資金決済とは異なる以下の問題点が挙げられる。 
 
①仮想通貨の法的な位置づけが不明確であること。 
②ブロックチェーンの承認方法によって取引の安全性に差異が生じること 
③承認されたブロックチェーンが事後的に取消される可能性があること 
 
①について、現預金は、法的な位置づけが明確であり、所有権の対象となっている。
しかし、仮想通貨は、ネットワーク上の電子的な記録であり有体物ではない。有体物
ではないことから、法的に所有権の対象とは言えず、第三者に対して「仮想通貨の占
有をもって所有権を主張する」といったことができない。しかし、ビットコインを始
めとした仮想通貨は、例えば法定通貨である円との交換性を有する財産的な価値を持
つことは周知の事実である。 
②について、ブロックチェーンがネットワークにおいて承認されると述べたものの、
具体的に誰が承認するのかが問題となる。すなわち、法定通貨同様に中央銀行や国家
といった中央管理機関による承認であるのか、あるいは中央管理機関によらない承認
であるのか。中央管理機関によらない承認とは、例えば競争的マイニング、すなわち
ネットワークに参加する者がインセンティブを目的に競争を行うことで取引を承認す
るという仕組みが挙げられる。前者はプライベート型ブロックチェーン、後者はパブ
リック型ブロックチェーンと称される。プライベート型ブロックチェーンは、その中
央管理者が過去に遡って取引内容に変更を加え、以後のブロックチェーンを再構築で
きる可能性が指摘されている。この場合、現在の法定通貨による資金決済と同様に、
取引の安全性を担保するための仕組みを導入する必要性があるといえよう。一方、パ
ブリック型ブロックチェーンは中央管理者が存在せずネットワークの参加者が同じ台
帳を共有することから、プライベート型ブロックチェーン対比改竄が困難とされてい
る。 
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③について、ブロックチェーンが結びつきを止められた場合、事後的にブロックの
承認が取消され、そのブロックに含まれる各取引の正当性がなくなる可能性が指摘さ
れている。各取引が電子署名によって取引の正当性が確認されたとしても、その取引
はブロックチェーンに組み込まれることによって、はじめて非改竄性が担保される。
しかし、例えばブロックチェーンの分岐、すなわちフォークがなされた場合、一方の
ブロックチェーンの正当性が失われる可能性がある。フォークがなされた場合、いっ
たん決済が完了したはずの取引が事後的に取消される可能性も想定される。 
本稿では、まず第 2 章で、ブロックチェーン技術について整理した上で、代表的な
仮想通貨であるビットコインの仕組みについて解説する。第 3 章では、これまでの既
存法定通貨による資金決済において議論されてきたファイナリティ問題の論点を整理
する。第 4 章では、電子的なデータの活用という共通点を有する電子マネーのファイ
ナリティ問題について論点を整理し、仮想通貨でのファイナリティ問題への解決に応
用できるかを考察する。第 5 章では、第 4 章までの論点を踏まえ、改めて仮想通貨決
済におけるファイナリティ問題を整理するとともに、今後議論の待たれる課題を提示
したいと考える。 
 
 
２. ブロックチェーン技術を活用した仮想通貨による決済  
2.1  ブロックチェーンの仕組み   
ブロックチェーンとは、ビットコインを始めとした仮想通貨の中核となる「取引デ
ータ」技術のことを指す。一般的に「取引履歴を暗号技術によって過去から１本の鎖
のようにつなげ、ある取引について改竄を行うためには、それより新しい取引につい
て全て改竄していく必要がある仕組みとすることで、正確な取引履歴を維持しようと
する技術」(2)とされている。ここでは、斎藤賢爾氏の「ビットコイン、その目的と設計
の乖離」を参考にブロックチェーン、および 2.2 に記載するビットコインの仕組みにつ
いて整理する。  
取引履歴は一般的に「トランザクション」と呼び、複数のトランザクションをまと
めたものを「ブロック」と称する。この「ブロック」が連なるように保存された状態
がブロックチェーンである。  
ブロックをチェーンのようにつなげる技術は、「暗号学的ハッシュ関数」（以下、
ハッシュ関数）の活用である。このハッシュ関数を活用することで、トランザクショ
ンの内容を一定の文字数の不規則な文字列（ハッシュ値）に生成することができる。
ハッシュ値は「ダイジェスト」とも呼ばれ、大きなデータを数百ビット程度に圧縮し
たものである。  
ハッシュ値の特徴は、以下の三点が挙げられる。第一に、同一のトランザクション
であればハッシュ関数によって必ず同一のハッシュ値を求めることができる。一方、
少しでもトランザクションの内容が異なると全く異なるハッシュ値が生成される。第
二に、生成されたハッシュ値からは元のトランザクションの内容を読み取ることがで
                                                   
(2) 金融審議会決済業務等の高度化に関するワーキング・グループ報告（2015 年 12 月
22 日）5 頁、脚注 7。 
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きない。すなわち、「不可逆性」を有している。第三に、ハッシュ値は、ブロックが
追加されチェーンが伸びたとしても一定サイズのデータに維持される。そのためデー
タベースのファイルサイズの増大を防ぐことができる。   
なお、このハッシュ値は、後述する仮想通貨取引におけるデジタル署名にも活用さ
れている。デジタル署名は、秘密鍵で暗号化したデータが、ペアとなる公開鍵でしか
解読（復号）できない関係を利用する。具体的には、デジタル署名を行う者が、署名
したい元データをハッシュ関数によってハッシュ値に変換する。そのハッシュ値を自
らの秘密鍵で暗号化する（署名の作成）。この署名と元データと公開鍵とを相手に送
付する。受け手は、まず元データをハッシュ関数によってハッシュ値に変換する。次
に公開鍵で受領した署名（暗号）を解読（複合）し、暗号化される前のハッシュ値を
導く。もし秘密鍵と公開鍵がペアとなっていれば、解読した署名のハッシュ値は受け
手が元データを変換することで導いたハッシュ値と同一になるはずである。秘密鍵は
署名した者しか知らない鍵であることから、上記の通りハッシュ値が同一であること
をもって、元データは署名送信者からの送付であることを確認できる仕組みである。  
 
（図表 1：デジタル署名の仕組み）  
署名送信者 署名受領者
元データ 元データ
ハッシュ値
ハッシュ値
暗号化データ 暗号化データ
秘密鍵
公開鍵 公開鍵
　　　　ハッシュ関数ハッシュ関数　　　　
同一の値となれば
署名の確認
ハッシュ値
暗号化
暗号解読
インターネット
 
（出所：斎藤賢爾氏の「ビットコイン、その目的と設計の乖離」を参考に筆者作成） 
 
新たなブロックに収められるデータは、①ハッシュ関数で生成されたトランザクシ
ョンのハッシュ値、②直前のブロックデータのハッシュ値、③「Nonce 値」を含む。
このうち、③の「Nonce 値」は、新たなブロックのハッシュ値について予めネットワ
ーク内で合意されている「ターゲット」を満たすハッシュ値を生成するための値であ
る。「ターゲット」を満たす「Nonce 値」が算出されるとブロックチェーンを構成す
る新たなブロックの候補としてネットワークに送信される。ネットワークの参加者は
受領したハッシュ値が合意に即した値であるかを検証し、正しければ既存のブロック
チェーンの末尾として「承認」する仕組みである。この一連の「承認」作業が繰り返
されることでブロックがチェーンのように結びつく形となる。  
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（図表 2：ブロックチェーンの基本的な仕組み）  
 
（出典：全国銀行協会「ブロックチェーン技術の活用可能性と課題に関する検討会
報告書」（2017 年 3 月）10 頁）  
 
多くのネットワーク参加者が適切な「Nonce 値」を計算する場合、理論的には複数
のネットワーク参加者が合意に即した値を計算し送信する事態やシステムトラブル等
によってネットワークの一部に届かないという事態が発生する。その場合、チェーン
が分岐する（フォーク）事態も想定される。しばらくは分岐の状況が継続する可能性
があるものの、最も困難な確率で作られているチェーン、すなわちより長いチェーン
が正となる。正とならなかったチェーンに含まれる取引は改めて新たなブロックに取
り込まれることで分岐が収束するとされている。慣習的には、承認回数が 6 回で取引
の承認が安定したとされている。  
もし、悪意の第三者が承認済の取引を改竄した場合、改竄した取引が含まれるブロ
ックのハッシュ値が変更となり、それ以後のブロックのハッシュ値も全て変化する。
改竄を正当化するためには、「ターゲット」に即したハッシュ値を導くため Nonce 値
を再計算する必要がある。しかし、ブロックチェーンの末尾まで再計算する必要があ
るため、その計算量は膨大なものとなり、事実上改竄が不可能とされている。ブロッ
クチェーンは、チェーンの結びつきが伸びれば伸びるほど改竄が困難になる。  
 
（図表 3：フォークの概念図）  
ブロック ブロック ブロック ブロック ブロック
ブロック ブロック ×フォーク
 
（筆者作成）  
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2.2  仮想通貨（ビットコイン）の仕組み 
 仮想通貨として代表的なビットコインは、2008 年に、「Bitcoin: A Peer-to-Peer 
Electronic Cash System」というサトシ・ナカモト名義の論文が公表され、その中で
発明された仮想通貨の一つである。ただし、その発明は新たな技術ではなくこれまで
の既存技術（ブロックチェーン技術、ハッシュ関数等）を組み合わせた結果である。
逆に使い古された技術の寄せ集めであることから技術的な信頼性が高いとも言われて
いる。 
 ビットコインのシステムは、インターネット上に分散した仮想ネットワークである。
このネットワークの参加者はビットコインの取引データを検証・承認することに協力
しており、取引を承認することでビットコインを獲得している。この処理を「マイニ
ング」と称し、マイニングを行うソフトウェアが「マイナー（採掘者）」と称される。
取引データはブロックチェーンを構成し、その記録はネットワーク上でいわば台帳に
ように共有されている。 
 ビットコインの取引は、公開鍵暗号が活用されている。ビットコインの取引参加者
は、公開鍵と秘密鍵のペアを使用する。ビットコインの送り手は、保有している未使
用トランザクションアウトプット（以下、UTXO : Unspent Transaction output）(3)と
送付先の公開鍵に対してデジタル署名し、自らの公開鍵と合わせて取引データとして
ネットワークへ送付する。「マイナー」は、取引データ内の公開鍵で署名を検証し、
その公開鍵から得られるハッシュ値がコインの正当な所有者であることを示す。正確
には送り手がそのコインの直前の取引先の宛先であることを確認する。 
検証の終了した取引はその他の取引とともにマイナーが新しいブロックに追加し、
既存のブロックに結びつけられる。その際、ネットワークで合意された「ターゲット」
を満たすハッシュ値を得るため、マイナーが「Nonce 値」を総当たりで探す作業が始ま
る。なお、ビットコインでは、ブロックをつなぐための「Nonce 値」を計算することに
インセンティブを与える仕組みとなっている。最初に「Nonce 値」を計算し既存のブロ
ックチェーンの末尾に追加できたマイナーには新たなビットコインが発行される。こ
の作業が「Proof of work」（以下、PoW）と言われている。 
この PoW にかかる時間は、「Nonce 値」を総当たりで試す計算能力次第である。「タ
ーゲット」が難しくなれば、時間を要することとなるが、ビットコインのネットワー
クでは新たなブロックが作成されるまでの時間が 10分程度になるようネットワーク全
体で調整されている。調整は 2016 個のブロックが生成される毎に実施される。 
ビットコインの発行は有限であり、2009 年以降 4 年に一度、発行されるビットコイ
ン量が半減する。2140 年頃には約 2100 万の発行上限を迎える予定である。なお、ビッ
トコインの価値は、発行上限が設定されていることで保持されているとの側面もある。 
上記の通り、ビットコインの保有は、法定通貨とは異なり、ネットワーク上に記録
されたデータである。ビットコインの保有者は、秘密鍵により指定するビットコイン
アドレスへ送付できることによって、そのビットコインの保有を主張できる。すなわ
ち、ネットワーク内で共有される台帳は、上記 UTXO の集まりであり、ビットコインア
                                                   
(3) アンドレアス M アントノプロス・鳩貝淳一郎編（2018）『ビットコインとブロックチェー
ン』NTT出版 23頁 
  
 9 
ドレスに紐づいた UTXO について、その保有を主張するためには、UTXO を指定アドレス
へ送付できることが必要になると言えよう。 
 この点で、仮想通貨は既存法定通貨とは根本的に異なる。法定通貨は、ある時点で
その保有を主張できる対象物である。例えば、貨幣はその現物を所有していること、
預金通貨では預入先の銀行等の管理下にある自らの預金口座に残高があることをもっ
て排他的な所有権を主張することができる。しかし、UTXO はネットワーク内で共有さ
れた台帳においてビットコインアドレスと紐づいた電子的データにすぎず、現物とし
ての存在や銀行を始めとした管理機関に保護されたアドレスに紐づいたものではない。
貨幣や預金通貨は静的状況下において所有を主張できることに対して、ビットコイン
をはじめとした仮想通貨は、送付するという動的状況下において事後的にその保有を
主張できる。ビットコインに対する財産的な価値が存在することは間違いないものの、
静的状況下においてその排他的な保有を主張することは難しい対象と言えるだろう。 
 この動的状況下でのみ事後的にビットコインの保有を主張できるという点は、以降
の決済ファイナリティ問題を考察する上で極めて重要な論点となる。 
 
（図表 4：ビットコイン送金の概念図） 
ハッシュ
関数
Ａ秘密鍵
暗号化
ハッシュ
関数
Ｂ秘密鍵
暗号化
取引当事者（Ａ） 取引当事者（Ｂ） 取引当事者（Ｃ）
ビットコイン送金 ビットコイン送金ビットコイン送金
ＵＴＸＯ
・前持ち主の公開鍵
・前持ち主の署名
・前持ち主のビットコイン受領記録
Ｂの公開鍵ハッシュ値
・Ａの公開鍵ハッシュ値
＝ 前の持ち主がＡに送付した記録
Ｃの公開鍵ハッシュ値
ＵＴＸＯ
・Ａの前持ち主の公開鍵
・Ａの前持ち主の署名
・Ａの前持ち主のビットコイン受領記録
・Ｂの公開鍵ハッシュ値
＝ ＡがＢに送付した記録
・Ａの公開鍵ハッシュ値
＝ 前の持ち主がＡに送付した記録
ＵＴＸＯ
・Ａの前持ち主の公開鍵
・Ａの前持ち主の署名
・Ａの前持ち主のビットコイン受領記録
・Ｂの公開鍵ハッシュ値
＝ ＡがＢに送付した記録
・Ａの公開鍵ハッシュ値
＝ 前の持ち主がＡに送付した記録
・Ｃの公開鍵ハッシュ値
＝ ＢがＣに送付した記録
ハッシュ値
暗号
ハッシュ値
暗号化
マイナーによる
Ａの取引検証・承認
マイナーによる
Ｂの取引検証・承認
Ａ およびＢがビッ ト コインを保有してい
たことは検証・ 承認されているが、 Ｃが
ビッ ト コインを保有していることは検
証・ 承認されていない。
 
（出典：筆者作成）  
 
2.3  日本における仮想通貨の法的位置づけ  
 仮想通貨の保有について、2.2 において述べた特性を踏まえ、次は現在の日本におけ
る仮想通貨の法的位置づけについて、片岡義広弁護士の論稿を参考に整理することと
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する(4)。日本における仮想通貨は、2017 年 6 月 11 日に施行された「改正資金決済法」
において以下の通り規定されている。 
 
■仮想通貨の定義（改正資金決済法 2 条 5 項） 
 （1）物品を購入し、若しくは借り受け、又は役務の提供を受ける場合に、これらの
代価の弁済のために不特定の者に対して使用することができ、かつ、不特定の
者を相手方として購入及び売却を行うことができる財産的価値（電子機器その
他の物に電子的方法により記録されているものに限り、本邦通貨及び外国通貨
並びに通貨建資産を除く。次号において同じ。）であって、電子情報処理組織
を用いて移転することができるもの 
 （2）不特定の者を相手方として前号に掲げるものと相互に交換を行うことができる
財産的価値であって、電子情報処理組織を用いて移転することができるもの 
 
 上記、改正資金決済法 2 条 5 項 1 号に定める仮想通貨（以下、1 号仮想通貨）は、次
の要件を満たすことを定めていると解される。 
 
①不特定多数の相手方とするものであること 
 ②通貨と同様の機能を有すること 
   ア）支払い手段となること 
   イ）法貨との交換性（売買可能性が）があること 
 ③電子記録であること 
 ④コンピューターで移転可能であること 
 ⑤財産的価値であること 
 
 ①の不特定性は、使用する相手方が特定されていないことを指し、誰に対しても使
用でき得るものであり、使用にあたっては一方的に使用を認められることを指してい
ると解される。したがって、電子マネーのように発行者と契約関係にある加盟店での
のみ使用できるものは、特定の関係があるため、仮想通貨には該当しないと解される。 
 ②の通貨と同様の機能を有するとは、対価を支払う原因取引がありその取引の決済
手段となりうること、および本邦通貨や外国通貨と交換できることを要件としている。
したがって、原因取引のない金銭の貸借や送金のみに使用される場合には要件を満た
すとは言えず、購入および売却の対価として本邦通貨や外国通貨と交換できなければ
仮想通貨の要件を満たさないことを指し示している、と解することができる。 
 ③の電子的記録であることと④のコンピューターで移転可能であることは、不可分
の関係にあり、電子的記録でなければコンピューターで移転はできず、コンピュータ
ーで移転できるものは電子的記録である。すなわち、仮想通貨は移転可能な電子的記
録であることを明示したものと解される。 
                                                   
(4) 片岡義広（2016）「第 3回 仮想通貨の規制法と法的課題（上）」商事法務 1076 号および
「第 4回 仮想通貨の規制法と法的課題（下）」商事法務 1077 号  
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 ⑤の財産的価値を有するとは、仮想通貨の存在に対する特殊性を明示したものであ
る。仮想通貨は、あくまでも電子的な記録にすぎず、民法の 5 つの法概念（物、人、
金銭、物権、債権）には当てはまらない。すなわち、3 次元空間に存在する有体物では
なく、紙片や金属片でもないため「物」や「金銭」と位置付けることはできない。ま
た、「物」や「金銭」ではないことから、「物権」や「債権」を構成することはでき
ないと解される。事実として財産的価値を有することから「財産」であることに疑問
の余地はないと解される。 
 
 改正資金決済法 2 条 5 項で定義された仮想通貨は、世界で初めて法的に定義された
とされている。しかし、ここで定義されたとする仮想通貨は、既存法定通貨との比較
において電子的データである仮想通貨の特殊性や利用方法から帰納法的に説明したに
すぎず、仮想通貨の本質を定義したものではない。そのため、仮想通貨の保有にかか
る係争問題解決や決済のファイナリティを考察するにあたり、この定義を演繹的に活
用することは困難であると言わざるを得ない。 
 
2.4  MTGOX 破産にかかる仮想通貨の引渡し請求 
改正資金決済法施行前において、仮想通貨の法的な位置付けが争点となった判例と
して、MTGOX 破産にかかる仮想通貨引渡し請求事案における東京地裁判決（2015 年 8
月 5 日）が挙げられる(5)。本事案では、ビットコイン取引所である破産会社（株式会
社 MTGOX）を利用していた原告が、自ら所有していたと主張する仮想通貨について、被
告である破産会社によって占有されていた仮想通貨の引渡しが求められたものである。 
東京地裁の判決では、原告の所有権に基づく請求を棄却している。その理由として
は、仮想通貨は空間の一部を占めるものという有体性がないことから、民法に定める
「物」の要件を満たさず、所有権を主張する根拠がないとしている。また、所有権の
対象ではない仮想通貨ではありながらも排他的支配性が認められるかとの論点につい
ては、ブロックチェーン上に記録されているアドレスと関係する仮想通貨の全取引を
差引計算された結果算出される数量であることから、「当該ビットコインアドレスに、
有高に相当するビットコイン自体を表象する電磁的記録は存在しない。」とし、ビッ
トコインの排他的支配性を認めない判決を下している。 
 さらに、仮想通貨の売買取引を行う場合の利用者の権利および保護について、次の
ように解釈している。 
第一に、仮想通貨に所有権は認められないものの、取引所に対して仮想通貨の返還
を求めることができるかという点である。この問題について、仮想通貨取引の実態を
鑑みるに、仮想通貨交換業者は、顧客の指図で実施した仮想通貨の売買が成立した場
合に速やかにかつ確実に決済するという目的のため、顧客からあらかじめビットコイ
ンの預託を受けることが一般的である。この場合、預託されたビットコインは取引所
に帰属していると解釈でき、顧客は取引所に対してビットコインの返還を求める債権
のみを有すると解することができる。この解釈は、仮想通貨は所有権の認められる存
                                                   
(5) 金融・商事判例 No.1539（2018年 4月 15 日号）8頁-15 頁参考 
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在ではないものの、財産的価値の有するものを利用者が交換業者に預託しているとい
う当事者間の合意を背景に返還請求を認めることができると解釈したものと解される。
また、当事者間の合意を法的に認めるということは、合意に違反する行為があった場
合、違反によって被害を受けた当事者が法的な保護の対象になり得る、という解釈に
基づき、「債務不履行を理由に契約の解除や損害賠償請求を行うことが可能」と結論
づけている。損害賠償請求については、当事者の合意、すなわち契約に基づき仮想通
貨の引渡しを求めたものの拒否された場合、民事執行手続きにより仮想通貨に対する
強制執行が認められる。しかし、有体性のない仮想通貨を差押さえるといった強制手
段は技術的に容易ではなく、結果的に「仮想通貨の価値相当分の損害賠償を求めるこ
ととなる可能性が高い」としている。 
第二に、不正アクセスによって仮想通貨が保有者の許可なく他者へ送付された場合
に仮想通貨を受領した者から返還を求めることができるかという点である。この場合、
仮想通貨には財産的価値が認められ本邦通貨や外国通貨への交換が可能であることか
ら、不正アクセスによって仮想通貨が移転され当該仮想通貨を受領した者は仮想通貨
による利益を受領したと言える。したがって、不正アクセス等により仮想通貨を奪っ
たものに対しては、不法行為に基づく損害賠償を請求することが可能であり、不正送
付された仮想通貨を受領した者に対しては、不当利得返還請求（民法 703 条・704 条）
が可能と解される。不法行為に保護対象は「権利」に限定されるわけではなく、「法
律上保護される利益」が含まれるためと解されるからであろう。 
冒頭で述べた通り、本判決は「改正資金決済法」が制定される以前の判決であり、
「改正資金決済法」における仮想通貨の定義を基礎づけた判例と言えよう。ただし、
上記「改正資金決済法」で定義された仮想通貨の要件は、上記の判例を基に機能的側
面に着目したものである。仮想通貨の発生・流通・帰属といった各段階における司法
上の取り扱いを規定したものではなく、日本において仮想通貨を活用した取引につい
ては、すなわち保有者が私法上いかなる権利を有するかは、解釈に委ねざるを得ない
状況である。また、仮想通貨は、特にパブリック型のブロックチェーンの場合、分散
型台帳によってネットワークに参加者全員で管理され、国境を越えて取引される対象
となっている。したがって、一国の法律により仮想通貨の法的な位置づけを定義した
としても、法規範として十分に機能し得るかは疑問である。 
 
2.5  諸外国の仮想通貨への対応状況 
 では、日本以外の諸外国において、仮想通貨はどのように規制を受けているのか。
また諸外国において仮想通貨を決済に利用することに対する安全性やファイナリティ
問題について議論がなされているのか。ここでは、仮想通貨による決済ファイナリテ
ィ問題を考察する上で、日本以外の諸外国の仮想通貨への対応状況について概観する。
以下は、金融庁金融研究センターDP2017-7 を参考にまとめたものである。 
 
（1） 中国 
一時期世界最大の取引量を誇っていた中国は、現在取引禁止の方向にある。
2013年 12月 3日に中国における金融機関等が仮想通貨を取り扱うことは禁止さ
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れ、民間業者については段階的に規制を強化し、全面禁止する方向に向かって
いる。ビットコインの使用を禁止する理由は、2017 年 9 月 13 日に NIFA（National 
Internet Finance Association of China）による声明(6)によると、①仮想通貨
には明確な価値の基準がなく、投機的な相場となっていること、②仮想通貨が
マネロンや違法な資金調達等に使用される事例が増えていること、③取引プラ
ットフォームに技術的なリスクがあり、ハッキング事例が多発していること、
を挙げている。 
 中国では、仮想通貨の活用が中国国内から海外への財産移転の手段として活
用されたことが問題視されたと考える。2008 年のリーマンショックを受けた世
界的な金融危機を克服するため、中国は 4 兆元の経済対策を講じた。中国経済
は政府主導による資金供給を受け回復したものの、一方で株価および不動産価
格が急騰する結果となった。一部の中国国民は、株式投資および不動産投資に
よって莫大な利益を手にすることとなったが、その利益を安全に保有するため
には海外へ資金を移す必要があった。しかし、中国では厳密な実需原則に基づ
き、運用や資産の移転を目的とした海外送金は禁止されている。仮想通貨は、
送金手段として活用されたが、その目的の実態は海外への資金移動手段であっ
たといえよう。中国当局は、上記 NIFA の声明で①～③の理由を元にビットコイ
ンの使用を禁止したものの、真の目的は違法な海外への資金流出を食い止める
ことにあったものと推察される。したがって、中国において、仮想通貨決済に
かかるファイナリティは特段問題とはなっていないと言えるだろう。 
 
（2） アメリカ合衆国 
ビットコイン流通の発祥地とされているアメリカ合衆国（以下、米国）では、
初期段階において犯罪との関係性やマネロン対策に規制当局の主眼が置かれる
状況であった。しかし、現在においても仮想通貨取引に対する包括的な規制は
行っておらず、当局からの注意喚起に留まっている。 
2014 年 3 月 11 日に FINRA（Financial Industry Regulatory Authority）は、
①ビットコインのような仮想通貨は法定通貨ではなく、誰もビットコイン等を
受け入れない場合、価値がなくなる、②ビットコインの売買を行う取引所がハ
ッキングの被害に遭う恐れがあり、ハッキングされた場合、金銭を失うことに
なる、③ビットコインの取引自体が詐欺や窃盗の恐れがあり、もし詐欺師がビ
ットコインの取引所としての役割を担っていた場合、盗むためにお金を送金す
るように誘い込む可能性がある、④預金が一定程度保護される銀行等と違いデ
ジタルウォレットは全く保護されない、⑤ビットコインの支払いは不可逆的な
ため、購入の払い戻しはできるが、ビットコインの払い戻しをしてくれるかは
お店の意向によりけりとなる、⑥ビットコインの匿名性から、薬物取引、マネ
ロン島の違法行為にビットコインが使われてきたことから、その悪用が消費者
                                                   
(6) http://www.nifa.org.cn/nifaen/2955875/2955895/2967736/index.html 
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や投資家に対して取引所の閉鎖や取引の制限という形で直撃するかもしれない、
と警告している(7)。 
また、同年 5 月 7 日には、SEC がビットコインを使用する場合の注意喚起を実
施している(8)。①資金の追跡が難しいこと、②SEC が海外の情報を得られない恐
れがあること、③中央管理者がいないことからビットコイン交換所や利用者の
情報を信頼せざるを得ないこと、④ビットコインは銀行のような第三者が保管
していない恐れがあることから、詐欺や盗難に遭った場合に取り戻せない恐れ
があると指摘している。また、ビットコインの保有については、①ビットコイ
ンのデジタルウォレットやビットコインの取引所は銀行口座や証券口座のよう
な保証がないこと、②ボラティリティが高いこと、③ビットコインは法定通貨
ではないことため、連邦政府・州政府・外国政府がビットコインの使用や交換
を禁止する恐れがあること、④ビットコインの取引は詐欺・技術的欠陥・ハッ
キング等で停止する恐れがあるとともに、ハッキングにより盗まれる恐れがあ
ること、⑤最近の発明であるため未完成であること、を挙げている。 
この時点までの米国での仮想通貨への対応は、取引に対して規制を加えると
いうよりも、消費者保護の観点からの注意喚起に留まっていると推察される。 
2014 年以降仮想通貨がどのような性質を持つかについて当局からの見解が示
されるようになっている。2014 年 3 月 25 日に IRS（Internal Revenue Service）
は、ビットコインは通貨ではなく資産であると通知している(9)。2015 年 9 月 17
日に CFTC（Commodity Futures Trading Commission）は、ビットコインのよう
な仮想通貨は Commodity に含まれるとする見解を示し(10)、2017 年 12 月 13 日に
は当時のイエレン FRB 議長が「現時点でビットコインが決済システムとして果
たす役割は非常に小さい、ビットコインは、価値を蓄えるには安定的な資源で
はなく、法定通貨でもない。ビットコインは非常に投機的な資産である。」と
FRB の見解を示している(11)。 
                                                   
(7) FINRA, Bitcoin: More than a Bit Risky (March 11 2014), 
http://www.finra.org/investors/alerts/bitcoin-more-bit-risky 
(8) SEC, INVESTOR ALERT: BITCOIN AND OTHER VIRTUAL CURRENCY-RELATED INVESTMENTS 
(May 07 2014), 
https://www.sec.gov/oiea/investor-alerts-bulletins/investoralertsia_bitcoin.
html 
(9) IRS, Virtual Currency Guidance Virtual Currency : Is Treated as Property for 
U.S. Federal Tax Purposes; General Rules for Property Transactions Apply (March 
25 2014), https://www.irs.gov/newsroom/irs-virtual-currency-guidance 
(10) CFTC, ORDER INSTITUTING PROCEEDINGS PURSUANT TO SECTIONS 6(c) AND 6(d) OF THE 
COMMODITY EXCHANGE ACT, MAKING FINDINGS AND IMPOSING REMEDIAL SANCTIONS 
(September 17 2015), 
http://www.cftc.gov/idc/groups/public/@lrenforcementactions/documents/legalp
leading/enfcoinfliprorder09172015.p df 
(11)  FRB, Transcript of Chair Yellen’s Press Conference December 13, 2017 
(December 13 2017), 
https://www.federalreserve.gov/mediacenter/files/FOMCpresconf20171213.pdf 
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2018 年 1 月 19 日に SEC 行政措置局局長と CFTC 行政措置局局長の連名で「市
場参加者がデジタル商品の提供を装って行う詐欺行為については、それが仮想
通貨、コイン、トークン等のいかなる商品であろうと、表面的な形態に囚われ
ることなく、そうした営業行為の核心を探求し、連邦証券法・商品取引法に対
する違反行為が認定されれば、その責任を追及する。」との共同声明を発表し
ている(12)。また、2018 年 2 月 6 日の上院公聴会において SEC 委員長と CFTC 委
員長が証言し、その中で①仮想通貨や仮想通貨を支える分散型台帳技術には資
本市場や金融サービス業をより変革するポテンシャルがある、②現時点では、
法規制が追い付いていないため、投資家にとって不実表示、市場操作、詐欺等
に基づき生じるリスクが非常に高い状態にある、③連邦規制当局として、SEC
や CFTC は投資家や市場参加者のために、イノベーション、市場の誠実性、信頼
を育む規制環境を整えていかなければならない、④週ごとに送金業務事業者に
ライセンスを与えるというアプローチでは、投資家保護の観点において、州ご
とに大きな隔たりが生じているという欠点が顕在化している、⑤連邦の枠組み
が合理化されれば市場の誠実性が効果的かつ効率的員もたらされるだろう、⑥
仮想通貨取引プラットフォームに対する連邦規制の強化が必要あるいは適切で
あるかについて、SEC と CFTC は議会、連邦当局や収当局と探求することに前向
きである、⑦ICO は証券と見なして証券取引法の監督下で厳格に規制されるべき、
と指摘している(13)。 
米国では、税務当局から仮想通貨は課税対象であることが指摘されるととも
に、その仮想通貨自体の将来性に期待しつつ投資家保護の観点から連邦全体レ
ベルで規制する方向性が示されていると考える。あくまでも総論的な方向性の
みであり、投資家保護の観点から取引の安全性を図る決済ファイナリティに関
する各論にまで踏み込む段階にはないことが伺われる。 
 
（3） 韓国 
2017 年まで韓国において仮想通貨取引にかかる規制は存在しなかった。しか
し、2017 年 7 月 3 日に民主党議員が電子金融取引法の改正等を提案した。その
中では、①仮想通貨の価値への国家による無保証、②仮想通貨と現行通貨との
無交換性、③仮想通貨バブル崩壊から経済に混乱を招く可能性、といった問題
                                                   
(12)  SEC Co-Enforcement Directors Stephanie Avakian and Steven Peikin and CFTC 
Enforcement Director James McDonald, Joint Statement by SEC and CFTC Enforcement 
Directors Regarding Virtual Currency Enforcement Actions (January 19 2018), 
https://www.sec.gov/news/public-statement/joint-statement-sec-and-cftc-enfor
cement-directors 
(13) SEC, Chairman’s Testimony on Virtual Currencies: The Roles of the SEC and 
CFTC (February 06 2018), 
https://www.sec.gov/news/testimony/testimony-virtual-currencies-oversight-ro
le-us-securities-and-exchange-commis sion CFTC, Written Testimony of Chairman 
J. Christopher Giancarlo before the Senate Banking Committee (February 06 2018), 
http://www.cftc.gov/PressRoom/PressReleases/opagiancarlo37 
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に対処する必要性が指摘された(14)。2017 年 8 月には金融電子取引法の改正案が
提出され、仮想通貨取引業者を法律の適用範囲内に入れることを目的に、主に
仮想通貨業者の形式要件が定められた(15)。さらに、同年 9 月 3 日には、FSC
（Financial Supervisory Commission）が、KTFC（Korea Fair Trade Commission）
と NTS（National Tax Service）とで仮想通貨に関する規制について会合を行っ
たと発表した。その会合において、仮想通貨に対する金融当局の規制方針は、
①本人確認手続きの強化、②疑わしい取引に対する銀行の報告体制の強化、③
仮想通貨を用いた海外送金サービス業者のモニタリングの厳格化、③主要各国
の反マネロン法強化に合わせて Act On Reporting and Use of Certain Financial 
Transaction Information を改正するというものであった(16)。その後も、仮想
通貨市場の投機的な過熱や仮想通貨を使った犯罪防止への対応が重ねられたが、
現時点において韓国では、マネーロンダリング（以下、マネロン）対策や本人
確認の問題に対処することにより、仮想取引自体を許容している。一方で、規
制当局からは仮想通貨取引を禁止するとの発言が何度も報じられており。最終
的に韓国が仮想通貨の取引を許容するのか禁止するのか、不明な状況にある。 
韓国における仮想通貨規制の論点は、主にマネロン問題であり決済ファイナ
リティといったポイントが議論されている様子が伺われない。 
 
（4） EU 諸国 
ビットコインが流通し始めた当初、EU 諸国ではビットコインに対して比較的
容認する立場であった。2014 年 9 月 14 に発表されたイングランド銀行のレポー
トでは、仮想通貨には決済通貨システムと新しい通貨の形として 2 種類のイノ
ベーションを秘めているとの肯定的な記載がみられた(17)。また 2015 年 10 月 15
日に英国財務省が公表した組織犯罪に利用されうる資金移動手段のリスクアセ
スメント分析では、仮想通貨がマネロンに使用されるリスクは低いとされてい
た(18)。 
                                                   
(14) Son Ji-hyoung, Bills move to give bitcoin legal grounds (July 03 2017) The 
Korea Herald, http://www.koreaherald.com/view.php?ud=20170703000867 
(15) Michael Herh, Bitcoin Regulation Act: Virtual Currency Business Authorization 
System to Be Established in Korea (August 02 2017) Business Korea, 
http://www.businesskorea.co.kr/english/news/money/18843-bitcoin-regulation-a
ct-virtual-currency-business-authorization-system-be 
(16) Yoon Yung Sil, Regulating Bitcoin Trading: Financial Authorities to Strengthen 
Regulations on Digital Currency Trading (September 05 2017) Business Korea, 
http://www.businesskorea.co.kr/english/news/money/19180-regulating-bitcoin-t
rading-financial-authorities-strengthe n-regulations-digital 
(17) Robleh Ali = John Barrdear = Roger Clews = James Southgate , The economics 
of digital currencies (September 14 2014) , 
https://www.bankofengland.co.uk/-/media/boe/files/digital-currencies/the-eco
nomics-of-digital-currencies.pdf 
(18) GOV.UK , UK national risk assessment of money laundering and terrorist 
financing (October 2015) ,  
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しかし、2017 年代からビットコインの価格が乱高下し始めるに至り警戒が強
まってきた。2017 年 5 月にはドイツのブンデスバンクの高官が「市中銀行マネ
ーは市中銀行に請求できるが、仮想通貨には何の裏付けもない。ビットコイン
は実際に本名も知られていない者に作り出され、誰も知らないコミュニティに
よってそのルールが決められている」と指摘している (19)。2017 年 12 月 4 日に
はフランスの金融市場監督庁とプルーデンス規制・破綻処理庁が共同でビット
コインの投資に対して警告を発している (20)。このように EU 各国からの警告を受
け、2018 年 1 月 18 日には、フランスのルメール経済・財務相がドイツのアルト
マイヤー財務相代行とパリで共同記者会見を行い、2018 年 3月に開催される G20
財務相・中央銀行総裁会議において仮想通貨の国際的な規制を呼びかける方針
を発表している(21)。 
このように、EU 諸国では仮想通貨に対する規制が強化される方向性が示され
ているものの、仮想通貨の流通が一国内にとどまらずクロスボーダーで取引さ
れることを背景に国際的な協調規制の必要性が唱えられている。一方、決済に
かかる安全性について議論されている様子は伺われない。 
 
（5） シンガポール 
2014 年 3 月 13 日、MAS（Monetary Authority of Singapore）はマネロンやテ
ロリストの資金調達リスクに対応するため仮想通貨に対して規制をかける予定
であるとの声明を発表している(22)。その声明の中では、「仮想通貨は証券でも
法定通貨でもないことから、特に規制を設けていない。仮想通貨交換所に対す
る MAS の規制はマネロンとテロリストの資金調達のリスクに特化したものであ
り、MAS の規制は仮想通貨交換所の安全性や健全性だけでなく、仮想通貨取引の
適正な機能に及ぶものではない。仮想通貨の投資者は SFA（Security and Futures 
Act）や FAA（Financial Advisers Act）の保護も受けない。」と述べている。
すなわち、仮想通貨自体への規制ではなく、その使われる目的を注視する姿勢
                                                                                                                                                               
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/46
8210/UK_NRA_October_2015_fina l_web.pdf 
(19)  Deutsche Bundesbank, Weidmann : cashless forms of payment increasingly 
popular (19 May 2017) , 
https://www.bundesbank.de/Redaktion/EN/Topics/2017/2017_05_19_payments_sympo
sium.html?searchArchive=0& 
submit=Search&searchIssued=0&templateQueryString=bitcoin 
(20) AMF, Buying Bitcoin: the AMF and the ACPR issue a warning to savers (December 
04 2017), 
https://www.amf-france.org/en_US/Actualites/Communiques-de-presse/AMF/annee-
2017?docId=workspace%3A%2F%2FSpacesStore%2Fc2dfeaab-35c0-4fdf-9a1b-d4601eff2
097 
(21) 日本経済新聞 2018 年 1 月 19 日夕刊 3 面 
(22) MAS , Media Release , MAS to Regulate Virtual Currency Intermediaries for Money 
Laundering and Terrorist Financing Risks (March 13 2014) , 
http://www.mas.gov.sg/~/media/Internal%20banner/News_and_Publications.ashx 
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が示されたものと解される。その後も、MAS は仮想通貨の投資家に対する警告を
続けているものの、引き続きマネロンとテロ資金対策を除き現時点においても
仮想通貨自体への規制は特に課さない方針であり、比較的寛容な姿勢を示して
いる。仮想通貨の利用は投資者の自己責任であるとの立場であり、現状におい
て決済の安全性にかかる議論がなされている様子は伺われない。 
 
上記の通り、日本以外の諸外国において、仮想通貨が決済の一手段となる可能性は
認識しているものの、仮想通貨自体の利用方法や国家としての対応状況に焦点が集ま
っている。結果、仮想通貨による決済の安全性や法的な位置づけに踏み込んだ議論は
現状なされていないと推察される。仮想通貨による技術革新（イノベーション）への
貢献に期待しつつ、その利用による国際的な問題（マネロン）や社会的問題（投資者
保護）へ対処するため仮想通貨取引に制限を加えるとともに仮想通貨取扱業者への規
制を強化するといった方向性が伺われるのみである。 
 
 
3．資金決済におけるファイナリティ問題 
3.1  仮想通貨決済のファイナリティ問題へのアプローチ   
仮想通貨にかかる決済ファイナリティ問題は、これまで述べた通り日本はもとより
諸外国においても未だ十分に議論されていないものと推察される。一方、仮想通貨が
既存法定通貨による資金決済と同様の決済効果が期待されることは間違いないであろ
う。全国銀行協会の「ブロックチェーン技術の活用可能性と課題に関する検討会報告
書」では、ファイナリティ問題へのアプローチについて現預金取引の考え方を踏まえ
て整理されているが(23)、果たして法定通貨による資金決済を前提に議論できるのであ
ろうか。ここでは、既存法定通貨による資金決済にかかる考え方を元に、仮想通貨決
済への応用が可能であるかを検討整理することとする。  
 
3.2  法定通貨による資金決済と仮想通貨による決済  
資金決済は、中島真志教授の「決済システムのすべて」から概要をまとめると以下
のように分類定義されている。  
---------------------------------------------------------------------------- 
一般的に「資金決済」とは、「資金の受渡しを行うことにより債権・債務関係を解
消すること」と定義されている。受渡しの対象となる「資金」には、現金と預金があ
る。現金は個人や企業などの間で、銀行券（紙幣）や貨幣（硬貨）を直接受払いする
こととなる。一方預金は、大きく二つの決済方法があり、①資金の受け手と払い手が
同一の銀行内に預金口座を保有しており銀行内部で受払いが実施される場合、②資金
の受け手と払い手が異なる銀行に預金口座を保有しており、異なる銀行間で外部決済
システムを経由させることで受払いが実施される場合とがある。  
---------------------------------------------------------------------------- 
                                                   
(23) 全国銀行協会（2017 年 3 月）「ブロックチェーン技術の活用可能性と課題に関す
る検討会報告書」20 頁 
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仮想通貨決済においても、決済の背景には「債権・債務の解消」が存在するため、
仮想通貨決済も同様に「債権・債務を解消すること」と定義することが可能であろう。 
 決済方法については、受渡しの対象は仮想通貨であることから、有体物であり所有
権の対象となる法定通貨ではない。したがって、直接受払いすることは不可能である。 
 預金の場合、上記の通り同一銀行内の預金口座間での移動（振替）や異なる銀行間
での外部決済システムを経由させる移動（振込）といった区分けがあるが、仮想通貨
の場合、このような区分けは適当でない。そもそも仮想通貨は UTXO であり、ネットワ
ークで共有されているブロックチェーン台帳を構成する要素である。受渡し対象と受
渡し手段と区分けすることはできないと言えるだろう。 
 したがって、仮想通貨決済は「債権・債務を解消すること」と定義することはでき
るものの、その受渡対象や手段についての分類は当てはまらないと言えるだろう。 
 
3.3  法定通貨による資金決済リスクと仮想通貨による決済リスク 
 法定通貨による決済リスクは、中島真志教授の「決済システムのすべて」から概要
をまとめると以下のように定義づけられている。 
---------------------------------------------------------------------------- 
「決済リスク」とは、「何らかの理由により金融機関間の決済が実行されないため
に損失を被るリスク」のことである。したがって、「決済リスク」は相手から資金が
入金されたことが確認された時点で、最終的に消滅する。 
---------------------------------------------------------------------------- 
 
これまで述べた通り、仮想通貨は静的状況下で保有を主張することはできない。受
領した UTXOを自らの秘密鍵で他のアドレスへ移動させることができて初めて保有を主
張することができる。したがって、仮想通貨による決済リスクとは、「UTXO を自らの
秘密鍵で他のアドレスへ移動させることができないために損失を被るリスク」と定義
することができるだろう。 
仮想通貨による決済リスクの消滅は、仮想通貨の受領を確認した時点ではなく、UTXO
を他のアドレスへ移動させることができた時点である。法定通貨の場合は、中島教授
の定義にある通り、受領によって「決済リスク」の消滅し、その後新たな資金移動が
発生する。したがって、仮想通貨の「決済リスク」は「損失を被るリスク」という点
では同様であるものの、「決済リスク」が消滅するタイミングは、法定通貨の「決済
のリスク」対比時間を要することが伺われる。 
ここで問題となるのが仮想通貨を資産として保有する場合である。仮想通貨には財
産的価値があるため、日本円といった法定通貨との交換が可能である。この交換レー
トは仮想通貨の需給によって変動している。仮想通貨の保有者はそのレート変動によ
る差益を享受することを目的にウォレットに保有するといった状況がある。この場合、
ウォレットにある UTXOを排他的に資産として保有していると主張できる根拠はどこに
あるのか。また、この仮想通貨を資産の一つとして保有する状態で「決済リスク」は
消滅していると言えるのであろうか。他のアドレスへ移動させることができない限り、
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排他的に支配していたとは主張できない仮想通貨の特殊性を鑑みるに、ウォレットに
UTXO があるという事態は保有している蓋然性が高いといえるだけであるだろう。これ
は、そもそも仮想通貨に所有権が認められないこととも整合的であり、仮想通貨の資
産保有は、「決済リスク」を保有した状況が続いていると解することができるだろう。 
ところで、仮想通貨の取引は、ブロックチェーンの承認によってその取引の安全性
が担保されているとの側面もある。したがって、「決済リスク」について、「取引が
承認されないことに起因するリスク」と考えることもできる。仮に一度ブロックに取
引が取り込まれ承認されれば、必ず自らの秘密鍵で他のアドレスへ送付できると担保
されるのであれば、ブロックチェーンの承認を「決済リスク」の消滅やファイナリテ
ィの要件とすることもできるだろう。しかし、ブロックチェーンは、例えば承認され
たとしても知らないところで取引以前にフォークが発生しており、受領者が保有して
いると考えていた UTXOを他のアドレスへ送付できなくなるといった事態が想定される。 
また、仮想通貨の小口決済における円滑な取引を導くためブロックチェーンの承認
までの時間短縮を図る目的で「マイクロペイメント」が活用されるケースがある。「マ
イクロペイメント」とは、ブロックチェーンの外で決済処理を行い、ブロックチェー
ン上においてある一定量の決済処理を纏めてコンファームするというオフ・チェーン
技術である。この「マイクロペイメント」が活用される場合、個別の取引はブロック
チェーンにおいて承認されてはいない。したがって、決済リスクという観点では、UTXO
が受領者の口座に移動するものの、ブロックチェーン上において一定取引が纏めて承
認されるまでの時間的リスクが存在するように見受けられる。しかし、この「マイク
ロペイメント」では、ブロックチェーン上でのコンファームが完了していなくても、
UTXO の受領者が自らの秘密鍵によりその UTXO を別の口座へ移動させることができる。
ブロックチェーンにおける承認は UTXO の保有にかかる十分条件にはなりうるものの、
必要条件にはなりえないと言えるだろう。 
このように、仮想通貨における「決済リスク」は、法定通貨による「決済リスク」
と同様に「損失を被るリスク」と解することができる。しかし、UTXO を移動させるこ
とができて初めて「決済リスク」が消滅すると解することができることから、仮想通
貨を保有している蓋然性の高い状況下では「決済リスク」が存在しており、法定通貨
対比「決済リスク」の消滅には時間を要すると言えるだろう。 
 
3.4  法定通貨決済と仮想通貨決済におけるファイナリティ  
 仮想通貨決済のファイナリティ問題における論点を明らかにする上で、上記同様、
既存法定通貨による資金決済ファイナリティではどのような概念および意味合いが挙
げられているのかを纏め、その論点を基礎に仮想通貨決済におけるファイナリティ問
題を考察することとする。 
 以下では、嶋拓哉教授（元北海道大学法学研究科）による『資金決済におけるファ
イナリティ概念について』を参考に整理する。 
---------------------------------------------------------------------------- 
 日本においてファイナリティは「決済完了性」、「支払完了性」、「受領者完了性」
および「債務完了性」といった概念で用いられている。また「決済完了性」が意味す
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るところは、①当事者完了性、②第三者完了性、③資金決済完了性、④支払い指図の
撤回不能性、といった異なる意味合いを有すると考えられている。 
---------------------------------------------------------------------------- 
 
 本稿においてファイナリティは、冒頭で記載した通り「受領対象を排他的に支配す
る状態」と定義している。これは、仮想通貨が有体物ではなく、その決済プロセスに
おいて払い手の UTXO が受け手に移動し、その後受け手が自らの秘密鍵で UTXO を移動
させることができて初めてその保有を事後的に主張できることに念頭に置いたもので
ある。この定義は、上記日本における法定通貨決済のファイナリティ概念との整合性
において、すべての概念を内包したものである。すなわち、決済および支払いが完了
しなければ、定義の状態にはなりえない。また定義の状態に至るには、受け手の受領
が完了しているとともに、払い手の債務が完了していなければならない。ただし、フ
ァイナリティを付与する時間的な順位は、上記定義が最劣後することは間違いないだ
ろう。すなわち、有体物である既存法定通貨の決済は受け手の受領が完了しなければ
排他性を主張できないためである。 
 したがって、仮想通貨決済のファイナリティは、法定通貨決済のファイナリティと
の比較においては、時間的に劣後する可能性が高いものの、「決済完了性」の概念を
有していることは間違いないであろう。 
 
次に、この「決済完了性」における①から④に関する意味合いについて、嶋教授は
以下のように述べている。 
---------------------------------------------------------------------------- 
「決済完了性」は、上記の通り複数の意味合いを有する概念であるが、実務上明確に
区別されているわけではない。しかし、ファイナリティにかかる立法が準備されてい
ない日本においては、特に①当事者完了性と②第三者完了性を区別して考察するべき
である。②第三者完了性が完備される前提としては①当事者完了性が完備されている
といえようが、逆に①当事者完了性が完備しても②第三者完了性が完備されていると
は必ずしも言えない。日本法における倒産法では、遡及的に取引が取消されるリスク
が存在することから明らかであろう。 
---------------------------------------------------------------------------- 
 
資金決済が取消される事態は、当初の債権・債務関係あるいは資金決済指図に瑕疵
があった場合である。しかし、一度資金決済が実施され受け手が資金を受領した状況
であれば、その資金決済がなされた事実を取消すことはできない。資金決済の背景と
なる債権・債務関係や資金指図の瑕疵は、資金決済とは独立して別途解決されるべき
問題である。 
たしかに、倒産法に加え法律行為の取消（民法 121 条）、時効（民法 144 条）およ
び遺産分割（民法 909 条）といった限定的な法律では遡及効が認められている。しか
し、これらの法律はあくまでも例外規定であり原則的に遡及効は認められず、この例
外規定をもって当事者完了性と第三者完了性とを区別する意味合いがどの程度あるの
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だろうか。私見ではあるものの、むしろ取引の安全性を重視する観点からは、法定通
貨であっても仮想通貨であっても当事者完了性は原則的に第三者完了性を有すると解
するほうが、現実的ではないかと考える。 
 なお、仮想通貨における決済完了性は、一般的にブロックチェーンにおいて承認さ
れることで決済が完了すると解することもできる。しかし、現実の仮想通貨における
受け払いは、必ずしも承認を要件とするわけではない。上記 3.3 で述べた通り、ブロ
ックチェーンにおける承認は、承認される前までの全てのトランザクションの改竄を
防ぐとの位置づけであり、仮想通貨取引のファイナリティとは区別するべきであるだ
ろう。 
 
 資金決済ファイナリティにかかる「支払完了性」および「受領者完了性」について、
嶋教授は次のように述べている。 
---------------------------------------------------------------------------- 
「支払完了性」および「受領者完了性」が意味するところは、受益者である顧客に対
して一度資金を解放し支払を行った限りは、受信銀行はもはや顧客に対する当該支払
を取消たり撤回することが認められないという趣旨である。 
---------------------------------------------------------------------------- 
 
 もちろん、この「支払完了性」および「受領者完了性」は、有体物である既存法定
通貨の受け払いを前提としている。既存法定通貨である限り、対象物の支払い行為と
受領行為とは区別されてしかるべきものである。したがって、上記の分類に異存はな
い。しかし、仮想通貨による支払と受領とは不可分の関係にある。すなわち、払い手
が秘密鍵によって UTXO を移動させることは、同時に受領者のアドレスに UTXO が移る
ことと同義である。この支払と受領には時間的な差異は発生しない。したがって、払
い手が仮想通貨を受け手に移動させることができる、すなわち払い手の秘密鍵で UTXO
を移動させることができた時点において、その取引を取消すことはできない。フォー
クによって、形成されたブロックチェーンが継続しない場合、フォークした時点に遡
ってブロックチェーンの台帳が書き換えられるわけではなく、UTXO の受領者が自らの
秘密鍵によって受領していると認識している UTXO を移動させることができない、すな
わち排他的に保有を主張することができなくなるだけである。受領者が排他的に UTXO
を保有していることは、受領者が自らの秘密鍵によって他のアドレスへ UTXO を移動さ
せることができて初めて主張できるだけである。 
 したがって、仮想通貨決済ファイナリティにおいて「支払完了性」と「受領者完了
性」を分類することはできず、この意味合いからのファイナリティの概念を考察する
ことはできないと言えるだろう。 
 
 最後に、「債務完了性」について、嶋教授は以下のように述べている。 
---------------------------------------------------------------------------- 
 「債務完了性」は、欧州連合（以下、EU）が制定したファイナリティ指令との関係
で議論されている。同司令の趣旨は、決済システムに入力された振替指図を保護し、
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それが適正に決済されることを通じて、当該決済システムを「システミックリスク」
から遮断・保護することにある。ただし、保護の対象は、資金決済自体であり、資金
決済の背景にある当事者間の契約内容および債権債務の法的有効性を保護しているわ
けではない。あくまで、「システミックリスク」を回避するため、資金決済は有効と
され、契約内容や債権債務に疑義が生じた場合は司法判断等に基づき事後的に決済の
取消しがなされることを想定している。 
---------------------------------------------------------------------------- 
 
 既存法定通貨の送金において、システムは既存法定通貨を媒介する仕組みである。
決済システムの不具合に関わらず取引の有効性を担保するため、送金取引の背景にあ
る債権・債務関係の解消をファイナリティの意味合いとして分類したものと解するこ
とができる。一方、仮想通貨取引において、システミックリスクの可能性は否定でき
ない。しかし、仮想通貨取引が払い手から受け手への UTXO の移動であり、受け手は自
らの秘密鍵で UTXOを移動させることができて初めて排他的に保有を主張できることを
鑑みるに、システミックリスクが発生し払い手から受け手へ UTXO を移動させることが
できない場合、受け手は自らの秘密鍵で UTXO を移動させることができないため、仮想
通貨による「債務完了性」主張することはできないと言えよう。また、嶋教授が述べ
ている通り、ファイナリティによって取引の背景にある債権債務の法的有効性が保護
されるわけではなく、債権債務に疑義が生じた場合は別途司法判断に基づき事後的に
解決されると解することができよう 
 したがって、仮想通貨決済のファイナリティにおいてシステミックリスクを念頭に
置いた「債務完了性」の意味合いを区別することはできないと言えるだろう。 
 
このように、仮想通貨決済のファイナリティ問題を考察するにあたり、既存法定通
貨によるファイナリティ問題へのアプローチは、「決済完了性」という意味合いのみ
応用が可能であり、それ以外の概念については活用することが難しい分類であると考
える。 
 
4．電子マネー決済におけるファイナリティ  
4.1  電子マネーと仮想通貨 
 現代においては、現金決済や預金決済に加え、電子マネーによる決済が広く活用さ
れている。電子マネーと仮想通貨にはいくつかの共通点がある一方、根本的な相違点
がある。代表的な共通点としては、第一にいずれも電子的なデータであり有体物では
ないこと、第二に支払い決済手段として活用されること、第三に取引の安全性を確保
するために暗号技術が活用されていること、が挙げられる。一方、根本的な相違点と
しては、電子マネーには必ず発行者が存在することである。仮想通貨は、必ずしも発
行者を特定できるとは限らない。プライベート型の場合、主に発行者が存在すると言
えるケースが多いかもしれないが、パブリック型の場合はビットコインのように発行
者を特定することはできない。したがって、発行者を拠り所とした電子マネー決済の
法的問題やファイナリティの判断を仮想通貨に置き換えて一義的に検討することは困
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難といえるだろう。しかしながら、共通する特徴を有していることに間違いはなく、
仮想通貨決済のファイナリティを考察するための一つの視点にはなるだろう。  
 
4.2  電子マネーの法的性格 
現在電子マネーの法的性格として、岩原教授は以下のように整理されている。  
第一に、電子マネーを発行者（発行銀行）に対する金銭債権と見る見方、第二に、
電子マネーを振込指図と見る見方、第三に電子マネーの使用により、発行会社が譲渡
人の譲受人に対する金銭債務の引き受けを行うという法律構成、第四に電子マネーを
有価証券と見る見方、第五に電子マネーを金券と見る見方である (24)。  
 
4.3  電子マネーの成立 
 電子マネーの成立について、アメリカでは対価となる現金と交換されたときに電子マ
ネーが成立すると考えられている。日本でも、電子マネーの発行は、金銭を対価とし
て排他的管理・支配可能なマネー情報を移転する売買契約と捉えた上で、預金引落と
引換えに、相当額のマネー情報が移転されると解する説がある (25)。しかし、現金や金
銭と交換された時点が必ずしも明確ではないこと、電子マネーの発行者が対価を得な
かった場合、すなわち偽造や複製電子マネーにも法的効力が認める立場が存在するこ
とを鑑みるに、上記の電子マネー成立時点には疑問の余地がある。これらの疑問を踏
まえ、岩原教授は、「排他的管理・支配可能なマネー情報が生み出される時点 (26)」で
デジタル貨幣としての電子マネーが成立すると考えるべきとしている。  
 なお、偽造および複製電子マネーについて、日本ではアメリカ同様に「利用者に過
失もしくは帰責の事由がない限り、もしくは重大な過失がない限り、偽造については
発行者がリスクを負担すべきである」としている (27)。電子マネーは個々のマネーを特
定あるいは区別するための手段がないため、真正な電子マネーと同一の効力が与えら
れるとの考え方である。  
 
4.4  電子マネーの移動 
電子マネー自体は暗号化された情報であるため、所有者から受取人に対して移動す
る際、どの時点で譲渡の効力が発生するかが問題となる。アメリカでの考え方は、第
一に発信主義を採るもので、所有者が受取人へ電子マネーの情報発信の手続きを取っ
た時点とするもの、第二は到達主義を採るもので、受取人が電子マネーを受け取った
時点とするものである (28)。ドイツでの考え方は、電子マネーの譲渡は電子マネーの売
買と考え、電子マネーの譲受人の権限取得は、電子マネーのデータを譲り受けて電子
的に当該データを処分可能になった時点で「占有」という物理的支配を取得したもの
                                                   
(24) 岩原伸作『電子決済と法』有斐閣 2003 年 458 頁－460 頁 
(25) 同書 466 頁 
(26) 同書 467 頁 
(27) 同書 469 頁 
(28) 同書 471 頁 
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とみなす、としている (29)。すなわち、ドイツでは到達主義を採るものと解釈できる。
岩原教授によると、電子マネーは「金券あるいは有価証券的に法律構成する説に適合
的」としている。  
 
4.5  電子マネーによる弁済の効力の発生（ファイナリティ） 
 電子マネーの交付によっていつその効力が発生するのかは、電子マネーが法定通貨
に裏付けられていることから問題となりうる。すなわち、電子マネーの発行者が倒産
等によって電子マネーの受領者が換金できない場合、支払いが完了したと言えるか否
かという問題である。これは、法定通貨による資金決済ファイナリティにおいて検討
した支払完了性の問題である。 
 この論点について、アメリカでは別段の契約がない限り電子マネーが使用された時
点で弁済の効力が発生するとされている (30)。小切手の場合、取立銀行に小切手の取立
委任を行うと、その時点で受取人は取立銀行から仮入金を受ける。しかし、小切手が
不渡りとなった場合、受取人は取立て銀行より仮入金を取消される。これは、小切手
が使用者（振出人）からの銀行に対する支払い指図であることに由来する。一方、電
子マネーは、上記小切手とは異なり、電子マネー発行者による要求払いの債務証券に
よる支払約束とされている。したがって、受取人が換金できない事態となった場合、
受取人は電子マネーの発行者に対して換金を請求するだけであり、電子マネーを利用
した支払人に対して改めて支払いを求めることはできないと解されている。このよう
に電子マネーを小切手のような支払い指図と解さない背景の一つとしては、電子マネ
ーの使用過程で誰から誰へ移転されたのかという支払いの連鎖を辿る実効的な方法が
ないからとされている(31)。 
 日本における学説もアメリカと同様に、電子マネーを支払人が移転させた時点で原
因債務弁済の効力が発生し、受取人が電子マネーの発行者から換金された時点でない
とする説が有力である。岩原教授も、「電子マネーは現金に近い利用のされかたが予
想され、交付時点で確定的な支払いとしての効力が認められるのでなければ、安心し
て利用できないと考えられるから(32)」としている。 
 
4.6  仮想通貨と電子マネーとの比較 
 電子マネーによる決済は、仮想通貨同様に電子的データである点で類似している。し
かし、上記で述べた通り電子マネーは発行体が存在することが前提となっており、決
済ファイナリティの問題では常に電子マネーの発行体と決済当事者という少なくとも
三者間での決済関係を検討する必要がある。 
仮想通貨では、仮想通貨の発行者が特定される場合（プライベート型の場合）、上
記電子マネーでの議論が一部応用できるだろう。システムトラブルによる決済遅延や
ハッキングによる不正な利用において、支払人および受取人に重大な過失によらない
                                                   
(29) 岩原伸作『電子決済と法』有斐閣 2003 年 471 頁－472 頁 
(30) 同書 490 頁 
(31) 同書 491 頁 
(32) 同書 492 頁－493 頁 
  
 26 
場合、仮想通貨を電子マネーのように流通させている管理者が決済のファイナリティ
に責任を負うという考え方は、電子マネー決済にかかる考え方と整合的であるといえ
るだろう。 
しかし、発行者が特定できない仮想通貨（パブリック型の場合）の決済ファイナリ
ティについては、当事者以外の第三者に対してその責任を追及することは難しい。ブ
ロックチェーンはネットワーク上において多数の参加者が台帳を共有しているものの、
通貨発行責任を負っているわけではない。通貨発行責任を負っていない参加者に対し
て責任を追及することはできないことは自明である。したがって、ビットコインをは
じめとしたパブリック型の仮想通貨の場合、決済当事者以外に決済のファイナリティ
にかかる責任を追及することはできないと言える。 
 
5．仮想通貨決済におけるファイナリティ問題  
5.1  ブロックチェーン特有の仮想通貨決済のファイナリティ 
 これまで法定通貨（含む電子マネー）決済におけるファイナリティとの比較において、
仮想通貨決済のファイナリティについて考察を進めてきた。その過程で、仮想通貨が
法定通貨とは異なる存在であり、送金における決済プロセスにも大きな違いがあるこ
とを明らかにした。また、ファイナリティ問題へのアプローチについて、既存の資金
決済ファイナリティの概念や電子マネーにおけるファイナリティの考え方をそのまま
活用することは困難であることを明らかにした。これらを踏まえ、仮想通貨のファイ
ナリティ、すなわち仮想通貨を「排他的に保有している状態」をどのように判断する
べきか、改めて考えてみたい。 
 仮想通貨は、これまで述べた通り、ネットワーク上で共有された台帳における UTXO
であり、その保有は保有者が自らの秘密鍵によって、別のアドレスへ移動させること
ができることをもって初めて排他的に保有していると主張できるものである。したが
って、別のアドレスへ移動させる前段階で、対外的に仮想通貨を保有していると主張
できる根拠はない。ビットコインを始めとした仮想通貨は、法定通貨に交換すること
が可能であり、その交換レートは常に変動している。この交換レートは、仮想通貨を
保有していると認識している当事者間の需給動向に応じて変動している。しかし、実
際の交換は、自らの秘密鍵によって仮想通貨の売り手から買い手のアドレスへ UTXO を
移動させることができて初めて成立するものである。また、交換レートの変動により
法定通貨建てでの含み損益が発生するものの、あくまでも仮想通貨を法定通貨に交換
しない限り、第三者に含み損益の存在自体を主張することもできない。 
 このように、仮想通貨の保有は、UTXO の移動によって主張できるものであり、移動
以前において対外的に保有を主張できるものではない。そのため、仮想通貨決済のフ
ァイナリティは、UTXO を移動させることができたときにはじめて、「決済完了」を迎
えたと主張できるものである。 
 
5.2  「合意アプローチ」に基づくファイナリティの判断 
3.2 の述べた通り、法定通貨による資金決済も仮想通貨決済も、「債権・債務の解消」
が目的であることに変わりはなかった。すなわち、法定通貨であっても仮想通貨であ
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っても、決済の背景となる当事者間の合意や契約関係を完了させる手段として使われ
ることに変わりはない。法定通貨であるか仮想通貨であるかの区別は、この決済手段
という位置づけにおいて相違はないと考えることができるだろう。  
ファイナリティの判断を行う時点については、表面的に決済が完了していることが
前提となる。したがって、法定通貨による資金決済がファイナリティを迎えたか否か
を判断することと同様に、仮想通貨においても表面的な仮想通貨の受払いが完了して
いることをどのように判断するのかが論点となるだろう。  
仮想通貨を送付する場合、当事者の一方が別の当時者へ指定する仮想通貨を送付す
ることを電子的に指図することとなる。この指図時点では、法定通貨による資金決済
と同様に一方的に送金の指図を行ったにすぎず、相手先が仮想通貨を受領したとは言
えない以上、決済が完了したとは言えない。したがって、少なくとも決済が完了した
と当事者が主張できる必要要件は、①当事者の一方がネットワークへ仮想通貨を送付
する指図を行ったこと、かつ②受領者が仮想通貨を受け取ったと認識できることを満
たす必要がある。その両者が送付の指図と受領を認識できる時点とは、取引がブロッ
クチェーンにおいて承認された時点と解することができるだろう。仮想通貨の利用者
は、その仮想通貨がパブリック型であれプライベート型であれ、取引データがブロッ
クに収められ承認され、次のブロックに引き継がれるという一連の流れに取引の安全
性が担保されていると共通に理解していることから明らかであろう。  
しかし、ブロックチェーンでは、フォークによって複数のブロックが並立する事態
が想定される。このケースは、①いずれかのブロックチェーンがいずれかの時点から
つながらなくなる場合、すなわち取引が承認されない事態となる場合、②フォークが
発生したのちいずれのブロックチェーンも繋がり続ける、すなわちいずれのブロック
チェーンも正当なチェーンとして永続的につながり続ける場合がある。  
このようなフォークを念頭におくと、これまでも述べた通り、ブロックチェーンの
承認がファイナリティの要件と考えることは難しいだろう。法定通貨による資金決済
ファイナリティの問題では、ファイナリティが当事者間での取引完了性を意味するの
か、あるいは第三者へ主張するための取引完了性を意味するのか、といった論点に分
けて考える必要性が唱えられていた。本源的には、法定通貨を活用した場合も仮想通
貨を活用した場合も当事者間で送付が完了したとの合意がある限りブロックチェーン
の承認を待たずしてファイナリティを迎えたと判断することができる。ただし、第三
者に対してファイナリティを主張するにあたっては、ブロックの承認を必要要件とす
ることはできるだろう。  
結局、仮想通貨のファイナリティの判断は、ブロックチェーン技術との兼ね合いで
判断する必要があるものの、結局当事者間の合意を如何に判断するかということが論
点になるのではないかと考える。  
仮想通貨について「合意アプローチ」を主張する、末廣裕亮弁護士（以下、末廣氏）
は、「仮想通貨の私法上の取り扱いについて」において、ビットコインの保有につい
て以下の通り述べている。 
---------------------------------------------------------------------------- 
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ビットコインの場合、所定のプロトコルに基づき、そのデータはブロックチェーン
という技術を用いてネットワーク上に記録・保持され、分散型台帳という形でネット
ワーク参加者全員により管理される。換言すれば、ビットコインの保有を可能として
いるのは、取引参加者全員が「合意」し、前提としている仕組み（またはプロトコル）
であり、そのような合意が一種のソフトローとなってシステム全体を支えているとい
えよう。したがって、ビットコインやこれに類似する仮想通貨の取引ルールは、この
ような「合意」に根拠を求めるべきである」 
---------------------------------------------------------------------------- 
 
 末廣氏は、この「合意アプローチ」について、仮想通貨の法的性質を一義的に説明
することが困難であると指摘している。そもそも日本以外の各国では、仮想通貨に対
する規制が仮想通貨を利用する目的（マネロン等）を規制する方向にあるだけであり、
仮想通貨を法的に定義づけて規制する方向にはない。むしろ、「合意アプロ―チ」と
いう法的には一義的に定めることの難しい存在であると認めることをスタートに、仮
想通貨のファイナリティを判断することが現実的な解決方法を導くのではないかと考
える。  
 
5.3 仮想通貨決済におけるファイナリティ問題の限界と課題   
上記の通り、仮想通貨決済のファイナリティは一義的には存在せず、当事者間の合
意に基づき個別に判断および解決せざるを得ないものと考える。しかし、その当事者
間の合意の推定が困難な事態が存在する。以下では今後どのように解決をはかるべき
かが課題となる事象について二つのケースを提示したい。 
 第一のケースは、当事者の債権債務を解消するにあたり仮想通貨による決済で合意
したものの、実際に決済がなされる時点までにブロックチェーンがフォークし複数の
仮想通貨が併存する事態となった場合である。この場合、いかなる仮想通貨での決済
が当事者の合意に即した決済となりうるか、というものである。例えば、Ａコインで
の決済を予定していたものの、決済までの間にブロックチェーンがフォークしＡコイ
ンとＢコインに分離したような場合、はたしてどちらの仮想通貨で決済することが当
事者間の合意に即したものと言えるのか。フォークのタイミングで仮想通貨の呼称が
変更となり、複数の仮想通貨が併存するような事態では、当事者の合意をどのように
判断するのか議論の分かれるところだろう。想定される判断としては、以下を挙げる
ことができる。 
 
① いずれの仮想通貨決済も有効 
② 当事者の合意した当時に遡り事後的に決済仮想通貨を再指定 
 
①の考え方は、いずれの仮想通貨も当事者が合意した時点でのブロックチェーンの
延長線上にあり、呼称が変更となったとしても払い手が自らの「秘密鍵」で UTXO を受
け手のアドレスへ送付できるかぎりいずれの仮想通貨での決済も可能でありファイナ
リティを迎えることができるとする考え方である。 
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②の考え方は、当事者の合意はあくまでも合意当時に決済時点で存在すると想定し
ていた仮想通貨決済であり、改めて決済通貨を指定し直さない限り、当事者間での合
意に即した決済とは認められないとする考え方である。 
私見としては、②のように改めて決済する仮想通貨を指定し直すべきであると考え
る。その理由は、電子マネーの決済ファイナリティと同様、仮想通貨の受領者が処分
可能になった時点で排他的に保有していると主張できるためである。 
 
（図表 5：第一のケースの概念図） 
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（筆者作成） 
 
第二のケースは、仮想通貨の払い手と受け手との合意がなされる前に、すでにフォ
ークが発生していた場合である。フォークが発生しても、決済時に合意による仮想通
貨での支払と受取が可能であれば特段の問題はない。しかし、フォークが実施された
ことで決済時において流通していると想定していた仮想通貨の取引が停止された場合、
当該仮想通貨決済が不可能となる。例えば、Ａコインで決済するつもりであったが、
当事者の合意以前にＡコインの取引は停止されており、フォークしたＢコインが取引
されているといった場合である。この場合、新たな仮想通貨（Ｂコイン）での決済に
よって決済ファイナリティを迎えると言えるかという問題である。私見として、この
ケースでは、両当事者が当該仮想通貨（Ａコイン）での決済が不可能であることを認
識していないわけであり、合意時点において決済手段が確定していたと考えることは
難しい。改めてフォークによって取引されている新たな仮想通貨（Ｂコイン）で決済
するか否かを当事者の合意時点に遡って協議する必要があると考える。 
しかしながら、上記の二つのケースにおける学説および判例等は存在しない。今後
議論の深められるべき問題と考える。 
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（図表 6：第二のケースの概念図） 
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（筆者作成） 
 
 
6．結論 
これまでの検討の結果、仮想通貨決済にかかるファイナリティは一義的に説明する
ことはできないものと考える。たしかに、預金を含む法定通貨決済でのファイナリテ
ィや電子マネーにおけるファイナリティの考え方は、仮想通貨決済ファイナリティを
判断する上での判断材料を部分的に提供している。しかし、有体物ではなく物権を基
礎としたアプローチにはそぐわない点、法定通貨との換金を前提としているわけでは
ない点、特にパブリック型ブロックチェーンを背景とした仮想通貨では管理者が存在
せずファイナリティを補完する機関がない点、さらに決済を介在するシステムも存在
しない点を鑑みるに、法定通貨による資金決済や電子マネーによる決済における既存
の法的なアプローチからファイナリティの判断を行うことは困難であると言わざるを
えないだろう。結局仮想通貨での決済を了承した当事者間の「合意」を基に決済の完
了性を個別に判断せざるを得ないものと考える。  
しかし、個別での判断による場合、5.3 で述べた通り仮想通貨の送金者および受領者
のいずれも合意時点において取引の安全性を確保できない状況が想定される。当事者
の「合意」を元に、ファイナリティを考えるというアプローチが仮想通貨決済におい
て妥当であると考えるものの、「合意」する当事者の責めに帰さない事態によって当
初の「合意」通りに決済のできない事態への対処方法については、今後議論が深めら
れる必要があると考える。 
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