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POVZETEK 
Magistrsko delo predstavlja pomen in pozitivne učinke, ki jih ima ISO 31000. Izpostavlja 
predvsem, kaj je njegova dodana vrednost, glede na to, da nekateri avtorji opozarjajo na 
njegovo površnost. Obenem predstavlja pomen, ki ga ima obvladovanje tveganj za 
organizacije, s poudarkom na konkretnem primeru iz prakse. Glavni namen dela je bil podati 
ukrepe in izboljšave, ki bodo obravnavani organizaciji v pomoč pri nadaljnjem obvladovanju 
tveganj. V ta namen je bil predlagan in predstavljen način za vzpostavitev registra tveganj 
kot eden izmed možnih ukrepov.  
 
Delo temelji na metodi teoretično-empiričnega raziskovanja. Uporabljena je bila metoda 
kompilacije, dedukcije in komparacije. Za ugotovitev obstoječega stanja so bili uporabljeni 
viri iz internih evidenc, kar je omogočalo pregled izpadov za obdobje preteklih petih let in 
aktivno vključevanje v obravnavani poslovni proces, kar je pripomoglo k raziskavi 
frekventnosti izpadov. 
 
Preučitev literature kot tudi obravnava primera iz prakse kažeta na pomembnost 
obvladovanja tveganj. Ugotovljeno je bilo, da je proces obvladovanja tveganj ključnega 
pomena, v kolikor želi organizacija obdržati svoj ugled in mesto na trgu, praktični primer pa 
služi kot dober zgled organizacijam s slovenskega prostora pa tudi širše.  
 
Magistrsko delo bo v pomoč organizacijam, ki obvladovanju tveganj doslej še niso 
namenjale pozornosti oz. si ga prizadevajo izboljšati. Nudi pregled domače in tuje literature, 
sooča različne poglede avtorjev, izpostavlja mednarodni standard, ki predstavlja načela in 
smernice za obvladovanje tveganj, ter vse navedeno podkrepi s primerom iz prakse. 
Priporoča se nadgraditev predstavljenega registra tveganj kot enega izmed ukrepov, s 
pomočjo katerega bi obravnavana organizacija lahko v prihodnje uspešneje obvladovala 
tveganja.  
 
Ključne besede: tveganje, obvladovanje tveganja, ISO standardi, SIST ISO 31000, 
poprodajne storitve, register tveganj. 
vi 
SUMMARY 
RISK MANAGEMENT IN THE AREA OF AFTER SALES SERVICES IN 
SELECTED ORGANIZATION 
 
The master's thesis presents the meaning and positive effects of ISO 31000. Despite the 
fact that some authors specify it's weaknesses, the thesis focuses on the standard's added 
value. At the same time it presents the importance of risk management in companies, with 
actual example given. The main objective of the thesis is to propose measures and 
improvements which the organization in question needs to address further process of risk 
management. In order to achieve this, the foundation of risk registry is proposed as one of 
the possible measures.  
 
The thesis is based on theoretical-empirical method of exploration. Methods of compilation, 
deduction and comparison were used. All the sources available in internal records were 
used to determine the existing condition of it. This allowed us to review losses of the last 
five years and to actively engage in the business process. Consequently, this helped us to 
explore frequency of losses. 
 
The examination of literature, as well as the discussion of the actual case indicates the 
importance of risk management. The process of risk management is the key element of 
retaining the company's reputation and market position. The practical case will therefore 
serve as an example for Slovenian and foreign organizations. 
 
The master's thesis will help those organizations that haven't paid much attention to risk 
management so far or are trying to improve on this subject. The thesis offers a review of 
related domestic and foreign literature, faces views of different authors and exposes 
international standard which represents principles and guidelines of risk management. 
Upgrade of the introduced risk register, which serves as one of the main measures to handle 
risks more successfully, is also recommended.  
 
Keywords: risk, risk management, ISO standards, SIST ISO 31000, after-sales service, 
risk register 
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1 UVOD 
Tveganjem se ne gre izogniti, z njimi se srečujemo vsakodnevno, tako v zasebnem življenju 
kakor tudi v poslovnem svetu, zato ne gre zanemariti pomembnosti njihove obravnave. 
Obvladovanje tveganj je bilo sprva podvrženo kvalitativnim metodam kot dejavnost v okviru 
planiranja projektov. Za stalno skrb za zavedanje tveganj, njihovo obravnavo in pripravo 
akcijskih načrtov so se naprej zavedali v kemijski tehnologiji. Loxley (2010) je v svojem delu 
leta 2010 zapisal: »medtem, ko vse publikacije kličejo k merjenju tveganj, večina med njimi 
ne pokaže kako.« A pomembna za to področje je bila zlasti izdaja ISO standarda 31000, ki 
vsebuje načela in smernice, kako tveganja uspešno obvladovati. 
 
Drljača in Bešker (2010) pojasnjujeta, da obstajajo številni primeri organizacij, ki so se 
srečevale s težkimi poslovnimi situacijami ravno zaradi nekontroliranih tveganj pri 
poslovanju, obenem pa poudarjata nujnost vzpostavitve sistema obvladovanja tveganj. 
Drljača (2011) navaja, da ni podjetniške aktivnosti brez tveganja in da so številne 
organizacije ravno zaradi zanemarjanja obvladovanja tveganj utrpele velike finančne 
izgube. Kot navajajo Grace idr. (2015, str. 289), predhodne študije kažejo, da obvladovanje 
tveganj v organizacijah pozitivno vpliva na doseganje uspešnosti. Tudi Novićević (2014, str. 
1510) pojasnjuje, da se je obvladovanje tveganj uveljavilo kot nujnost, v kolikor želi 
organizacija preživeti in obstati na trgu, dosegati rast in razviti dinamične pogoje 
poslovanja. Baker (2011, str. 36) navaja, da ni mogoče navesti niti dveh organizacij, ki bi 
imele pristop k obvladovanju tveganj enak, saj mora biti praksa obvladovanja tveganj 
prilagojena organizaciji. Goebelbecker in Albrecht (2016, str. 109) pa pojasnjujeta, da 
morajo organizacije spoznati, katera tveganja prežijo na aktivnosti in procese, ki se v njih 
odvijajo. Izjemno pomembno je, da prepoznajo in namenjajo pozornost tveganjem, katerim 
so najpogosteje izpostavljeni, in v ta namen opredelijo najšibkejše ter kritične točke. 
 
Pomembnost obvladovanja tveganj pa ne poudarja samo tuja, temveč tudi domača 
literatura. Vezjakova (2008b, str. 9) pojasnjuje, da je organizacija uspešna le takrat, kadar 
zna tveganja zaznati ter se nanje pravočasno in pa ustrezno odzvati. Obvladovanje tveganj 
je nujno potrebno v organizacijah, ki si prizadevajo uspešno dolgoročno poslovati. Kot 
poudarjata Srdič in Šelih (2011, str. 199), imajo tveganja in njihove posledice potencial, da 
ogrozijo doseganje ciljev v organizaciji. Berk, Peterlin in Ribarič (2005, str. 49) navajajo, da 
pomenu obvladovanja tveganj dajejo dodatno težo globalizacija, povečevanje pomena 
ustvarjanja vrednosti za delničarje in navsezadnje tudi katastrofalne posledice, ki jih za 
seboj potegnejo propadi velikih organizacij. Vse to namreč kaže na potrebo po integriranem, 
sistematičnem in navsezadnje po celovitem obvladovanju tveganj (2005, str. 37).  
 
Ker poslujemo v obdobju, ki ga vsakodnevno pestijo spremembe, zlasti tehnološke, poleg 
tega pa je tudi tržišče močno prepleteno s svetovno konkurenco na vseh področjih, je torej 
ključnega pomena proučevati in obravnavati različne dejavnike, ki lahko poslovanje 
izboljšajo oz. ogrozijo. Zavedati se je treba, da so tveganja sestavni del poslovanja in da ne 
pomenijo nujno izgube, temveč lahko imajo tudi koristne učinke, zato se jih ne smemo bati, 
2 
ampak se »pametno« spopasti z njimi. V kolikor si želimo poslovati uspešno, pa naj si gre 
za organizacijo, ki deluje v zasebnem ali javnem sektorju, je ključno predvideti tveganja, ki 
lahko »vržejo slabo luč« na organizacijo, posledično ogrozijo ugled, poslovanje in 
navsezadnje obstoj organizacije. Ravno zato se venomer poudarja pomembnost preučiti in 
ugotoviti, katera tveganja prežijo na sam poslovni proces − vse od začetka do zaključka 
procesa. Pomembno je, da za odkrita tveganja pripravimo ustrezne ukrepe, v primeru da 
pride do njihove realizacije, kar bo zagotovo omililo negativne posledice, ki jih ta nosijo s 
seboj. Ključno je, da smo v primeru uresničitve teh tveganj vedno pripravljeni in imamo 
rezervni načrt, ki nam omogoča, da učinke le-teh omilimo, obdržimo svojo konkurenčnost 
in navsezadnje tudi mesto na tržišču.  
 
Izbrana organizacija sodi med vodilne proizvajalce izdelkov za dom, a njenega naziva zaradi 
zagotovitve tajnosti podatkov v magistrskem delu ne izpostavljam. Magistrsko delo je 
osredotočeno na poprodajne storitve, ki so v okviru izbrane organizacije umeščene na 
področje organizacijske enote Servis. Kakovost poprodajnih storitev je kupcu pri odločanju 
za nakup izdelka namreč ključnega pomena in zagotovo jo gre opredeliti kot konkurenčno 
prednost. In ravno na omenjene storitve vsakodnevno prežijo najrazličnejša tveganja, ki jih 
je za nadaljnje poslovanje, ohranitev ugleda, konkurenčnosti in mesta na tržišču zagotovo 
potrebno obvladovati ter v ta namen vsakodnevno izvajati aktivnosti. Podrobneje sem 
obravnavala tveganja, ki prežijo na poslovni proces, ki sega vse od prejetja naročila s strani 
kupca do odpreme in vročitve naročenih rezervnih delov kupcu. 
 
Zastavila sem si sledeče hipoteze: 
 
H1: Na poti k doseganju uspehov je obvladovanje tveganj nujnost in ne le prosta izbira. 
 
H2: Obravnavana organizacija se zaveda pomembnosti obvladovanja tveganj, je proaktivna 
in izvaja aktivnosti, s katerimi jih poskuša uspešno obvladovati. 
 
H3: Vpeljava ISO standarda 31000 omogoča organizacijam celovito obvladovanje tveganj, 
ohranjanje konkurenčnih prednosti in nenazadnje obstoj na tržišču. 
 
H4: Tuje organizacije namenjajo obvladovanju tveganj več pozornosti kot slovenske. 
 
S prvo hipotezo sem želela poudariti pomembnost obvladovanja tveganj, saj je nemalokrat 
zanemarjena. Hipotezo sem ovrednotila na osnovi rezultatov in podatkov, s katerimi so 
postregle dosedanje raziskave z omenjenega področja. Ker je domače literature in raziskav 
relativno malo, sem si pri ovrednotenju prve hipoteze pomagala s tujimi viri. K ovrednotenju 
omenjene hipoteze pa mi je bila v pomoč tudi analiza konkretnega poslovnega procesa, ki 
je pokazala, ali so aktivnosti in doslej izvedeni ukrepi za obvladovanje tveganj postregli s 
koristmi. Z drugo hipotezo sem želela preveriti, ali se v obravnavani organizaciji sploh 
zavedajo, kako pomembno je obvladovati tveganja, saj ima lahko to zanje številne pozitivne 
kakor tudi negativne učinke. Da sem jo lahko ovrednotila, sem morala preveriti, ali je 
proaktivna in izvaja številne aktivnosti, s katerimi želi tveganja uspešno obvladovati in 
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minimizirati njihove posledice, v kolikor se realizirajo. Pri tej hipotezi so mi bile v pomoč 
praktične izkušnje in možnost preučevanja obvladovanja tveganj na praktičnem primeru. S 
tretjo hipotezo sem želela preveriti, ali je vpeljava ISO standarda 31000 v organizacijo 
dovolj, kadar želimo tveganja uspešno obvladovati, in ali le-ta predstavlja temelje za 
gradnjo celovitega pristopa k obvladovanju tveganj. S četrto hipotezo pa sem si prizadevala 
preveriti, ali obstajajo razlike med obvladovanjem tveganj v slovenskih organizacijah v 
odnosu na organizacije, ki delujejo v tujini. 
 
Namen magistrskega dela je bil preučiti in predstaviti ISO standard 31000. Jedro dela tvori 
standard SIST ISO 31000, ki ima sicer status slovenskega standarda, a je enakovreden 
mednarodnemu statusu ISO 31000. Izpostaviti sem si prizadevala njegov pomen in 
pozitivne učinke, ter predstaviti kaj je njegova dodana vrednost. Vsekakor ne moremo mimo 
dejstva, da je ta standard ključen, kadar je govora o obvladovanju tveganj, zato je v samem 
delu velik poudarek ravno na njegovi obravnavi in uporabnosti na konkretnem primeru iz 
prakse. Obenem pa je namen dela ne le obravnava omenjenega standarda, temveč tudi 
seznanitev z obstoječo literaturo, ki pokriva področje obvladovanja tveganj. Literature, ki bi 
obravnavala omenjeno področje, je na slovenskem prostoru relativno malo, zato sem si še 
toliko bolj prizadevala magistrsko delo preučiti in podkrepiti s tujo literaturo in tamkajšnjimi 
raziskavami. 
 
V nadaljevanju sem to želela aplicirati na konkreten poslovni proces, s katerim se srečujem 
vsakodnevno, s čimer sem zagotovila aplikativno naravnanost naloge. Osredotočila sem se 
na področje poprodajnih storitev in skušala predvideti, katera tveganja so tista, ki 
vsakodnevno »prežijo« na poslovni proces, ki se odvija v izbrani organizaciji, ter podati 
ukrepe v primeru njihove realizacije na način, kot ga predvideva ISO standard 31000. 
Pripravila sem pregled posameznih izpadov za obdobje preteklih petih let, podatke pa sem 
pridobila iz internih evidenc organizacije. 
 
Cilj magistrskega dela je bil vzpostavitev postopkov in podatkov za vodenje tveganj v 
opazovanem procesu po zgledu ISO standarda 31000. V ta namen sem si prizadevala 
preučiti in ugotoviti, katera tveganja so tista, ki ogrožajo konkreten poslovni proces v 
obravnavani organizaciji − od prve pa vse do zadnje aktivnosti, ki ga tvorijo. Poleg tega 
sem želela preveriti, kakšen pristop so imeli v omenjeni organizaciji doslej, ali so spremljali 
in vodili evidenco oz. frekventnost posameznih tveganj ter kako so v preteklosti postopali v 
primerih realizacije tveganj. Prizadevala sem si analizirati podatke iz dnevnikov negativnih 
dogodkov iz preteklih obdobij in podala ukrepe, zasnovane na ISO standardu 31000, ki 
bodo imeli pozitivne učinke za organizacijo. 
 
S pomočjo obravnave ISO standarda 31000 sem želela predstaviti, na kakšen način morajo 
organizacije pristopiti k obvladovanju tveganj, v kolikor doslej niso oz. so, vendar ne v 
tolikšni meri, da bi to pripomoglo k doseganju želene uspešnosti in zastavljenih ciljev. 
Prizadevala sem si potrditi, da tveganja ne pomenijo vedno samo škodo oz. izgubo, temveč 
lahko imajo za organizacijo tudi koristi, zato se jim ne smejo izogibati, ampak izkoristiti 
priložnosti, ki jih ta nosijo s seboj. 
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Magistrsko delo temelji na metodi teoretično-empiričnega raziskovanja. Sprva sem 
magistrsko delo teoretično podkrepila tako, da sem povzela podatke iz različnih virov in jih 
podkrepila s tujimi raziskavami. Povzela sem stališča in ugotovitve drugih avtorjev in stroke. 
Zato je bila v tem primeru uporabljena metoda kompilacije. Uporabljena je bila tudi metoda 
dedukcije, s katero sem razčlenila kompleksnejše dele na enostavnejše in pri tem 
obravnavala vsakega posamezno. Vse pridobljene podatke s teoretičnega vidika sem nato 
primerjala s praktičnim primerom. Le-ta je zajemal obravnavo tveganj na konkretnem 
poslovnem procesu, zato je bila v tem primeru uporabljena še metoda komparacije. Za 
ugotovitev obstoječega stanja sem se posluževala internih evidenc organizacije, kar mi je 
omogočilo pregled izpadov za obdobje preteklih petih let. Aktivno sem se vključevala tudi v 
sam poslovni proces, ki se odvija na področju poprodajnih storitev, in vodila dnevnik slabih 
dogodkov, s pomočjo katerega sem raziskala, kako pogosto pride do izpadov in kateri so 
med najbolj pogostimi. Tako sem strokovno literaturo in zlasti ISO standard 31000 povezala 
s pridobljenim znanjem tekom študija in praktičnimi izkušnjami. 
 
Delo je sestavljeno iz osmih poglavij. V drugem poglavju so predstavljeni pojmi, katerih 
opredelitev je ključnega pomena za nadaljnje razumevanje naloge. Pravzaprav gre za 
opredelitev pojmov na splošno. Tretje poglavje je osredotočeno na obravnavo obvladovanja 
tveganj v organizaciji, in sicer omogoča pregled pomena, ki ga je nosilo obvladovanje skozi 
zgodovino v odnosu na pomen, kot ga ima danes. Omenjeno poglavje jasno opredeli, kdaj 
je obvladovanje tveganj sploh smiselno in kakšne posledice lahko doletijo organizacijo v 
primeru, če se ga ne poslužuje. Jasno razmeji tudi naloge, vloge in odgovornosti 
posameznikov ter pojasnjuje pomembnost, ki jo imajo notranje kontrole. Predmet 
obravnave četrtega poglavja so ISO standardi. Predstavi njihov razvoj, nudi opredelitev in 
pomen le-teh, nato pa se v nadaljevanju posveti obravnavi SIST ISO 31000. V petem 
poglavju je predstavljeno področje poprodajnih storitev in tudi poslovni proces, ki je 
predmet obravnave. Sledi šesto poglavje, ki predstavlja uporabo smernic in načel SIST ISO 
31000 na konkretnem primeru. Omogoča pregled slabih dogodkov, daje podatek o 
frekventnosti izpadov in nudi informacije, s kakšnimi izpadi so se srečevali doslej, kakšne 
so bile njihove posledice in kako so v teh situacijah ukrepali. Proti koncu pa nudi tudi pregled 
ukrepov in nadaljnjih izboljšav po zgledu SIST ISO 31000. Sedmo poglavje je namenjeno 
preveritvi hipotez in prispevka, ki ga ima ta naloga za stroko. Z osmim poglavjem pa so 
povzete vse ugotovitve. 
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2 OPREDELITEV KLJUČNIH POJMOV 
Pojmi, kot so organizacija, poslovni proces in tveganje, so ključnega pomena za nadaljnje 
razumevanje magistrskega dela. Sicer gre za pojme, s katerimi se srečujemo vsakodnevno, 
a njihov pomen in definicije pozna le malokdo. V nadaljevanju podajam opredelitve teh 
pojmov skozi dela in stališča različnih avtorjev, s poudarkom na opredelitvi pojma tveganje. 
2.1 ORGANIZACIJA  
S pojmom organizacija se srečujemo vsakodnevno, na prav vsakem koraku. Sam pojem 
organizacija je mogoče opredeliti na več različnih načinov. Eden izmed teh je, da nam pojem 
organizacija prestavlja subjekt, na primer podjetje, državna ustanova, institucija, zavod in 
podobno, kot je to v primeru tega magistrskega dela. Druga izmed možnosti je ta, da si pod 
pojmom organizacija predstavljamo strukturo, ki sestoji iz niza elementov, ki so sestavljeni 
na točno določen način kot tudi medsebojno povezani v točno določene odnose. In tretja 
izmed možnosti je ta, da obravnavani pojem opredelimo kot proces, ki predstavlja 
usklajeno, povezano in smiselno delovanje določene organizacijske strukture, ki ima 
natančno definirane cilje, pri čemer njeno učinkovitost in uspešnost spremljamo in merimo 
(Muha in Muha, 2011, str. 4). 
2.2 POSLOVNI PROCES 
Poslovni proces1 sestoji iz povezanih nalog, ki imajo za končni rezultat storitev oz. proizvod 
za stranko. Obenem ga gre opredeliti tudi kot zbir aktivnosti in nalog, katerih izpolnitev 
pripomore k doseganju organizacijskih ciljev (Appian, 2016). Tudi Scheller in Hruby (2016, 
str. 5) opredelita poslovni proces kot zbir povezanih, strukturiranih aktivnosti, ki imajo za 
rezultat določeno storitev/izdelek, ki je namenjen določeni stranki. Petrova (2013, str. 411) 
opredeli poslovni proces kot niz zaporednih korakov, ki se opravijo s točno določenim 
namenom. Izhajajoč iz te splošne definicije, se lahko poslovni proces opredeli kot veriga 
logično povezanih aktivnosti, ki ima za organizacijo velik pomen, saj omogoča ustvarjanje 
vrednosti ter doseganje zastavljenih ciljev organizacije. Vezjakova (2008a, str. 67) navaja, 
da je pomembno, da je poslovni proces, ki poteka vse od povpraševanja kupca po proizvodu 
pa vse do njegove dobave in navsezadnje plačila, čim krajši in tudi stroškovno učinkovit. 
Celoten poslovni proces mora biti pregleden z jasno določenimi postopki, delovnimi procesi, 
aktivnostmi, notranjimi kontrolami in natančno opredeljenimi odgovornostmi ter 
pristojnostmi. Morebitne pomanjkljivosti, napake in podobno pa se morajo preprečevati in 
reševati sproti.  
                                        
1 Angl. business process. 
6 
2.3 TVEGANJE 
Slovenski inštitut za standardizacijo v SIST ISO 31000 opredeli tveganje kot vpliv2 
negotovosti na doseganje ciljev (Slovenski inštitut za standardizacijo, 2011, str. 10). 
 
Tudi v literaturi najdemo številne definicije tveganja. Jereb (2014, str. 16) navaja, da se 
ljudje še nikoli do zdaj nismo v tolikšni meri ukvarjali z obravnavo tveganj. Ta so namreč 
predmet obravnave številnih knjig, člankov, komentarjev, pogovorov in podobno. Tudi sam 
pojasnjuje, da obstaja veliko različnih dojemanj tega pojma. Barjaktarovićeva (2013, str. 3) 
opredeli tveganje kot situacijo v prihodnosti, za katero obstaja več alternativnih rešitev z 
določeno stopnjo verjetnosti3 realizacije oz. da obstaja v dani situaciji negotovost, kakšen 
bo izid te situacije in verjetnosti, da bo ta izid negativen (izpostavljenost izgubi). Obenem 
navaja, da imajo kljub različnim in številnim definicijam tveganja vse skupne elemente, ki 
sta: negotovost glede izida in izguba kot ena izmed možnosti izida. Avtorica v prispevku za 
razliko od nekaterih drugih avtorjev, ki vidijo v tveganju tudi priložnost, še opredeli tveganje 
kot nezaželeno in neprijetno. Drljača in Bešker (2010) opredelita tveganje kot rezultat 
interakcije intenzivnosti nevarnosti, izpostavljenosti, odpornosti, verjetnosti in nastanka 
ogroženosti skupaj s posledicami4, pa tudi kot možnost, da se zgodi nekaj, kar bo imelo 
vpliv na naše cilje poslovanja. Koncept tveganja sestoji iz treh elementov; iz percepcije, ali 
se lahko nek škodni dogodek res zgodi, verjetnost, da se bo realiziral in posledice škodnega 
dogodka, ki bi se lahko pripetil. Tveganje je torej rezultat sinergije interakcij teh treh 
elementov. Poenostavljeno, najpogostejša definicija tveganja jemlje v obzir možnost 
izgube, nastanek škode ali nastopa nezaželenega dogodka. Glede na to, da mnoge situacije 
kot tudi ekonomski obstoj vključujejo tudi obstoj tveganj, je potrebna splošna definicija 
tveganja. Za vse situacije je pomemben izključno končni izid, pri čemer se smatra, da 
tveganje vključuje dve nepogrešljivi komponenti; izpostavljenost in negotovost. Zato lahko 
definiramo tveganje kot izpostavljenost predpostavki, ki vključuje negotovost. Tudi Baker 
in Filbeck (2015, str. 47) v prispevku podobno kot drugi avtorji opredelita tveganje kot 
nevarnost, da se nezaželeni dogodki realizirajo oz. da se odvijejo v nezaželeno smer. 
Poudarjata, da je povsem jasno, da imajo lahko nepričakovani dogodki tudi nevarne 
posledice za organizacijo in njene deležnike5. 
                                        
2 SIST ISO 31000 opredeli vpliv kot odstopanje od pričakovanega, bodisi negativno in/ali pozitivno 
(Slovenski inštitut za standardizacijo, 2011, str. 10). 
3 SIST ISO 31000 opredeli izraz verjetnost kot možnost, da se bo nekaj zgodilo (Slovenski inštitut za 
standardizacijo, 2011, str. 15). 
4 SIST ISO 31000 opredeli posledico kot izid dogodka, ki ima vpliv na cilje. Ta je lahko 
gotova/negotova in ima lahko pozitivne/negativne vplive na cilje (Slovenski inštitut za 
standardizacijo, 2011, str. 14). 
5 SIST ISO 31000 opredeli izraz deležnik kot osebo oz. organizacijo, katera ima lahko vpliv na neko 
odločitev/aktivnost, ali na katero odločitev/aktivnost vpliva ali pa ji daje samo občutek, da ima vpliv 
nanjo. Za deležnika navaja, da je lahko nosilec odločanja (Slovenski inštitut za standardizacijo, 2011, 
str. 13). 
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Engemann in Henderson (2012, str. 34) v svojem prispevku razčlenita tveganje na 
posamezne dele, kar prikažeta s pomočjo verige. Tveganje opredelita kot prehod med členi 
verige dogodkov. Slika 1 prikazuje, da ta veriga sestoji iz štirih členov.  
 
Slika 1: Veriga dogodkov tveganja 
     
 
Vir: Prirejeno po Engemann in Henderson (2012, str. 34) 
 
Grožnja oz. nevarnost je vir morebitnega negativnega vpliva. Kriza oz. krizni dogodek je 
lahko morebitna realizacija grožnje; avtorja ločita med manjšo in veliko krizo, za sledečo je 
značilno, da lahko resno ogrozi poslovanje. Če to pojasnim še s pomočjo primera, ki ga v 
svoji knjigi predstavita avtorja, bi lahko to verigo opredelili na sledeči način – grožnja je 
požar, kadar le-ta zajame objekt, govorimo o krizi. Požar lahko povzroči motnje naprav za 
dalj časa, zato v tem primeru govorimo o prekinitvi. Vse to lahko vodi do vpliva, tj. do 
materialne škode in izgube sredstev (Engemann in Henderson, 2012, str. 34). 
 
Zlasti pa bi želela izpostaviti sledečo definicijo tveganja, ki jo v svojem prispevku navedejo 
Graham, Rothstein in Kaye (2006, str. 4); tveganje gre primerjati s sladkorjem in soljo pri 
zaužitju hrane – preveč ali premalo obojega je lahko nezdravo. O uravnoteženi in dobri 
prehrani govorimo šele z doseženim ravnotežjem vnosa sladkorja in soli.  
 
Tako kot večina avtorjev obravnavanih prispevkov tudi Hampton (2009, str. 4-5) v svojem 
prispevku navaja, da poznamo različne definicije pojma tveganje. V večini primerov ima 
pojem tveganje tri pomene:  
‒ možnost izgube ali poškodbe, 
‒ možnost negativnega vpliva, 
‒ verjetnost nastopa neželenega dogodka. 
 
A ne le tuji, tudi domači avtorji pri razlagi pojma pravzaprav govorijo o pomanjkanju 
informacij o objektivnih razmerah oz. o obstoju informacij, vendar dvoumnih, kar povzroči, 
da se pri odločanju pojavi tveganje. Tveganje gre torej opredeliti kot možnost izgube pri 
sprejetju določene odločitve. Srdič in Šelih (2011, str. 200) v svojem prispevku predstavita 
še nekaj različic teh definicij:  
‒ izpostavljenost denarni izgubi, fizični škodi ali preložitvi kot posledici določenih 
ukrepov, 
‒ možnost nedoseganja glavnega cilja, 
‒ dogodek, ki lahko prepreči realizacijo in podobno. 
 
Vezjakova (2008d, str. 11) navaja, da so tveganja pravzaprav nekaj, s čimer se srečujemo 
tako v zasebnem kot tudi v poslovnem življenju. To, da bi bili uspešni, je odvisno od več 
grožnja kriza prekinitev vpliv
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dejavnikov; ustrezno moramo predvidevati, zaznavati in se odzivati na tveganja, kar 
vsekakor ne pomeni, da se s tem izognemo nečemu, kar nam škodi, temveč da izvlečemo, 
kar nam lahko koristi, saj kot navaja avtorica prispevka, je lahko prav neizkoriščanje 
priložnosti pomembno tveganje. In ravno to v svojem prispevku vseskozi poudarjata tudi 
Srdič in Šelih (2011, str. 205). Splošna javnost v veliki večini primerov namreč pojem 
tveganje povezuje izključno z nezaželenimi in neugodnimi posledicami, vendar avtorja 
poudarjata, da se med stroko vse bolj uveljavlja mnenje, da ima nastop tveganja ne le 
negativne, ampak tudi pozitivne posledice. Tudi Leavitt in Driscoll (2011, str. 10) navajata, 
da je potrebno tveganje obravnavati ne le kot nekaj, kar moramo obvladovati, ampak to 
uporabiti kot potencialno priložnost.  
 
In ne le pri definicijah tveganja, temveč tudi pri vrstah tveganj najdemo v teoriji in praksi 
številne razvrstitve. V osnovi jih večina deli na zunanja in notranja tveganja. Eden izmed 
teh, ki se odločajo za tovrstno delitev, je denimo Drljača (2011). Ta v nadaljevanju zunanja 
tveganja deli na globalna in nacionalna (oz. regionalna), notranja pa na finančna in 
operativna. Nadalje pa jih deli tudi na realna in priložnostna (oportunitetna). Realna 
tveganja poslovanja se relativno hitro lahko zazna in prepozna kot realno oz. stvarno izgubo. 
Pri priložnostnem tveganju pa sam rezultat ni skladen s pričakovanji, gre za tveganje, ki ga 
je za razliko od realnega izjemno težko prepoznati. Pravzaprav gre za fenomen pretvarjanja 
netvegane situacije v tvegano, ugotovi pa se šele z nastopom škodnega dogodka. Osnovna 
delitev v nadaljevanju deli tveganja na špekulativna in hazardna. Špekulativna tveganja 
imajo to možnost, da se rezultat realizira v dve možni smeri. Ena izmed teh je, da se ustvari 
dobrobit, po drugi strani pa je mogoče ustvariti ravno obratno, tj. škodo, izgubo. V to rubriko 
uvršča denimo stave, kartanje in podobno. V teh primerih obstaja določena verjetnost, da 
se ustvari dobiček oz. izguba. Za hazardno tveganje kot posledico odločitve pa je značilno, 
da ne zajema verjetnost dobička, ampak izključno verjetnost nastanka škode oz. izgube. V 
to rubriko pa avtor uvršča požar, odtujitev stvari in podobno. Tudi Vezjakova (2008d, str. 
12) v svojem prispevku uporablja razdelitev tveganj v dve osnovni skupini; svojstvena 
(inherentna) in preostala (rezidualna) tveganja. V prvo skupino uvršča tista tveganja, ki 
obstajajo v organizacijah še preden se z njimi sploh ukvarjamo, v drugo skupino pa umešča 
tveganja, ki ostanejo po ukrepih za njihovo ublažitev.  
 
Kot že zgoraj omenjeno, poznamo ogromno različnih razdelitev, pri čemer vsak izmed 
avtorjev zagovarja svojo. Velikokrat pa se vprašamo, katera skupina tveganj je najbolj 
pomembna. Drljača in Bešker (2010) v svojem prispevku predstavljata raziskavo, ki se je 
nanašala na 153 organizacij, ki kotirajo na frankfurtski borzi. Anketiranci so klasificirali 
tveganja po pomembnosti. Na osnovi rezultatov so tveganja razvrstili po sledečem vrstnem 
redu: 
‒ industrijska tveganja oz. tveganja za izgubo konkurenčnosti (povprečna ocena: 
3,97), 
‒ finančna tveganja (povprečna ocena: 3,43), 
‒ operativna tveganja (povprečna ocena: 3,30), 
‒ splošna tveganja iz okolja (povprečna ocena 2,98). 
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Peterlin (2000, str. 199) je leta 2000 objavil prispevek, ki obravnava finančna tveganja. 
Avtor prispevka meni, da so finančna tveganja bistvenejša, saj je njihov vpliv neposredno 
vezan in se odraža v plačilni sposobnosti organizacije, od katere je navsezadnje odvisen 
tudi sam obstoj. Prispevek še posebej podrobno obravnava likvidnostno, valutno in obrestno 
tveganje, za katere je avtor prispevka mnenja, da jih mora organizacija, v kolikor se želi 
pred njimi zavarovati in jih obvladovati, najprej dobro spoznati. A po navedbah Drljača in 
Bešker (2010) so rezultati raziskave pokazali, da je najpomembnejše tveganje tisto, ki nima 
dovolj razvitih instrumentov zaščite.  
 
Tudi Berk, Peterlin in Ribarič (2005, str. 101) v svojem delu razdelijo tveganja v štiri skupine: 
strateško tveganje, projektno tveganje, tveganje delovanja in finančno tveganje. Vendar je 
treba poudariti, da ne glede na to, kateri razdelitvi se odločimo slediti, je pomembno, da za 
vsako vrsto tveganja določimo ukrepe, ki bodo pripomogli k primernemu prevzemanju 
tveganja kot tudi zadovoljevanju interesnih skupin organizacije. Kadar organizacija 
opredeljuje ukrepe, mora vsekakor upoštevati mnenja lastnikov in drugih interesnih skupin. 
Na tej točki je potrebna uskladitev o tem, katera tveganja in v kolikšnem obsegu naj 
organizacija prevzame nase in katerim se naj izogne oz. jih omili. Jasno pa je, da se 
organizacije na različna tveganja tudi različno odzivajo.  
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3 OBVLADOVANJE TVEGANJ V ORGANIZACIJAH 
Slovenski inštitut za standardizacijo v SIST ISO 31000 opredeli pojem obvladovanje 
tveganja kot zbir usklajenih aktivnosti, katerih namen je usmerjanje in nadzorovanje 
organizacije v zvezi s tveganjem (Slovenski inštitut za standardizacijo, 2011, str. 10). 
 
Redkokdo bi ugovarjal dejstvu, da je življenje tvegano. Dejansko je za večino ljudi ravno 
element tveganja tisto, kar naredi življenje zanimivejše. Dejstvo pa je, da je nenadzorovano 
tveganje nevarno, saj lahko privede do nepričakovanih posledic. Ravno to je tudi avtorja 
prispevka vodilo do spoznanja, da je obvladovanje tveganj bistvenega pomena, ne glede 
na to, ali gre za posel, projekt ali pa vsakdanje življenje (Hillson in Simon, 2012, str. 3). 
Obvladovanju tveganj se zato posveča čedalje več pozornosti, pravzaprav bi lahko rekli, da 
je le-to postalo pomembno gonilo za uspešno poslovanje organizacije, kar je nenazadnje 
potrdila tudi kriza, ki nas je pestila v preteklih letih. Ta je zagotovo vodila k povečanju 
zavesti, kako pomembno je tveganja obvladovati (AIRMIC, 2010, str. 2). Kot ugotavljamo, 
je torej poslovno okolje v današnjem času precej zapleteno in prepleteno z medsebojnimi 
odvisnostmi, ki terjajo celovit pristop obvladovanja tveganj. Pri vsaki poslovni aktivnosti se 
tvorijo tveganja, ta pa prinašajo organizaciji določene izpostavljenosti. Pri obvladovanju le-
teh pa lahko gre za omejevanje negativnih potencialnih posledic in po drugi strani za 
zmožnost optimalnega koriščenja priložnosti. Vse to daje organizaciji konkurenčne 
sposobnosti, ki so glede na razmere, ki vladajo na tržišču, nujno potrebne (Berk, Peterlin in 
Ribarič, 2005, str. 58). Obvladovanje tveganj ima tako pomembno vlogo, zlasti v bančništvu, 
zavarovalništvu in na ostalih področjih, ki so tesno povezani s financami. Avtorji prispevka 
navajajo, da gospodarskega razvoja ne gre načrtovati, če v obzir ne vzamemo vseh 
negotovosti, ki lahko vplivajo nanj. Izhajajoč iz tega, je ocena tveganja ena izmed izjemno 
pomembnih aktivnosti, ki jo lahko izvedemo v ta namen (Baker in Filbeck, 2015, str. 47). 
 
Ugotavljamo, da se tveganjem ne da izogniti, saj podjetniške aktivnosti brez njih ni, seveda 
pa je ključnega pomena, da smo nanje vnaprej pripravljeni. Tveganje je treba razumeti kot 
realnost in storiti vse, da se vzpostavi faza obvladovanja tveganj. Številni primeri iz sveta 
so pokazatelj, da je nastanek velikih finančnih izgub mogoče pripisati neobstoju 
obvladovanja tveganj v organizaciji. Treba se je zavedati, da je obvladovanje tveganj 
nujnost in mora biti del upravljanja organizacije v celoti. Tveganja je potrebno jemati zelo 
resno, z namenom predvideti, kakšno škodo lahko prinesejo organizaciji. Obvladovanje 
tveganj znatno pripomore k doseganju uspehov, torej izboljšanju poslovne uspešnosti, ki 
bo temeljila na načelih kvalitete, razvoja, socialne odgovornosti ter poslovne etike (Drljača, 
2011). 
 
Segal (2011, str. 3) opredeli obvladovanje tveganj v organizaciji kot proces, ki omogoča 
organizaciji opredelitev, merjenje, obvladovanje in razkritje vseh ključnih tveganj, z 
namenom povečati vrednost za deležnike. Sprčić Miloševa (2014, str. 2) kot glavni cilj 
obvladovanja tveganj v organizaciji opredeli povečanje verjetnosti, da se bodo strateški cilji 
realizirali in da bo posledično vrednost za deležnike ohranjena in okrepljena. Pullan, Randle 
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in Murray-Webster (2011, str. 1, 7−8) jasno navajajo, da uspeh organizacije temelji na 
sprejemanju dobrih odločitev v še tako tveganih in pomembnih situacijah. Večina izmed 
organizacij ima proces obvladovanja tveganj že vzpostavljen, ponekod so za vzpostavitev 
metod, postopkov, orodij in usposabljanja porabili pravo malo bogastvo, vendar to samo 
po sebi še ne pomeni veliko – dejstvo je, da je obvladovanje tveganj v praksi izjemno težko.  
 
Vezjakova (2008b, str. 9) ga opredeli kot sklop opravil, tj. aktivnosti, ki so v organizaciji 
nujno potrebne, v kolikor si ta želi uspešno poslovati. Vsak zaposleni, na vseh ravneh pa jih 
mora izvajati. Pravzaprav gre po navedbah Vezjakove (2008d, str. 14) obvladovanje tveganj 
opredeliti kot nenehen proces, ki poteka na vseh ravneh organizacije, saj je izveden s strani 
vseh zaposlenih in se uporablja pri določanju strategije. Za ta proces je značilno, da se 
uporablja v celotni organizaciji, na vsaki ravni, v čisto vsaki enoti. Omogoča opredelitev 
možnih dogodkov, ki bodo ob realizaciji vplivali na organizacijo kot tudi na zaposlene.  
 
Metzger (2015, str. 20) navaja, da se pojem obvladovanje tveganj pogosto uporablja tudi 
kot sinonim za preprečevanje tveganj. Vendar vsakdo, ki se sooča z njimi, dobro ve, da 
manjše tveganje velikokrat pomeni tudi manjši donos. Po Bakerju (2011, str. 35-36) se 
ravno zato obvladovanje tveganj pogosto zdi zelo zapletena in abstraktna praksa. Le-to bi 
moralo biti sestavni del vsakega delovnega mesta − že v zasebnem življenju ne bi mogli 
funkcionirati, v kolikor ne bi tveganja obvladovali. Tudi Drljača (2011) opredeli obvladovanje 
tveganj kot sestavino celotnega sistema upravljanja organizacije, ki skupaj z ostalimi tvori 
skladno interakcijo, ta pa je upravljanje organizacije. Obvladovanje tveganj gre definirati 
kot celovit proces pokritosti, merjenja in nadziranja relevantnih ter potencialnih tveganj. Že 
iz racionalne človeške narave izhaja, da se mora s tveganji nekaj narediti, jih obvladovati. 
Barjaktarovićeva (2013, str. 37) opredeli obvladovanje tveganj v širšem smislu, in sicer kot 
umetnost sprejemanja odločitev v nepredvidljivem okolju. To pravzaprav pomeni 
optimizacijo stroškov obvladovanja tveganj na način, pri katerem nihče ne bo oškodovan. 
Obvladovanje tveganj sestoji iz poslovne filozofije, kulture in klime organizacije, kakor tudi 
iz neke poslovne funkcije finančne institucije. Tudi avtorica skozi prispevek poudarja, da je 
obvladovanje tveganj dinamičen proces, je neprekinjen in stalno se razvijajoči.  
 
Po navedbah Vezjakove (2008d, str. 14) obvladovanje tveganj glede na vsebino COSO 
(Committee of Sponsoring Organizations) zajema sledeče: 
‒ določitev stopnje sprejemljivosti tveganj in strategije (določi se odnos do tveganj, 
strateške izbire, postavijo se cilji in razvijejo mehanizmi za obvladovanje le-teh); 
‒ odločitve glede odzivov na tveganja (lahko so različni – izogibanje, zmanjševanje, 
porazdelitev in sprejetje); 
‒ zmanjševanje možnosti presenečenj in izgub pri delovanju (večja sposobnost 
opredelitve možnih dogodkov/odzivov, zmanjšanje možnosti presenečenja in 
posledično stroškov/izgube); 
‒ opredelitev in obvladovanje mnogovrstnih tveganj ter tveganj, ki se pojavljajo v 
organizaciji (povezuje odzive na mnogovrstna tveganja in hkrati skuša olajšati odziv 
na medsebojne vplive); 
‒ izkoriščanje priložnosti (možnost vodstva, da jih proaktivno uresničuje); 
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‒ izboljševanje kapitala (informacije o tveganjih omogočajo vodstvu uspešno 
ocenjevanje kapitalskih potreb; povečuje večjo razpršenost kapitala). 
 
Pri obvladovanju tveganj se pravzaprav poskuša zasledovati temeljni namen, ta pa je 
ustvarjanje vrednosti za posamezne interesne skupine v organizaciji, ne glede na to, ali gre 
za profitne, neprofitne organizacije ali za državne organe. Poslovanje katerekoli organizacije 
nosi s seboj tudi dejavnik negotovosti, ki obenem pomeni tako tveganje kot tudi priložnost 
organizacij, da zmanjšajo ali povečajo uspešnost (Berk, Peterlin in Ribarič, 2005, str. 50). 
Baxter idr. (2013, str. 1265) navajajo, da je eden izmed ključnih ciljev obvladovanja tveganj 
pomagati organizacijam, da se izognejo katastrofalnim izgubam, izboljšajo donosnost in 
svojo tržno vrednost.  
3.1 TVEGANJA V ORGANIZACIJAH 
Tveganja so del našega vsakdana. Tam, kjer obstaja človeška aktivnost, ki je vezana na 
gibanje, proizvode, tehnologijo, stroje, objekte ali investiranje, je prisotno tveganje 
(Barjaktarović, 2013, str. 3). Četudi imamo organizacijo, za katero se zdi, da ji čisto nič ne 
more do živega, saj med tekmeci dominira z zavidanja vrednim ugledom in velja za 
nepremagljivo na trgu, tudi nanjo prežijo nevarnosti, ki jih zagotovo ne gre zanemariti. 
Tveganja pomenijo določeno verjetnost, da se te nevarnosti uresničijo. Njihova uresničitev 
pa bi lahko povzročila motnje v različnih segmentih poslovnega procesa (Berk, Peterlin in 
Ribarič, 2005, str. 13).  
 
Tveganje v organizaciji je vsako nezaželeno zmanjšanje gospodarskih koristi organizacije, 
sicer pa bi tveganje lahko opisali kot neprijeten odmik od načrtovanih ciljev organizacije. 
Dejansko gre za posledico negotovosti ocen razvoja dogodkov v prihodnosti kakor tudi 
nepopolnosti informacij, ki jih vodilni uporabljajo za sprejemanje pomembnih poslovnih 
odločitev. Po drugi strani pa lahko tveganja v organizaciji opredelimo kot nujnost. Kot nujna 
sestavina informacij, ki so podlaga za sprejemanje poslovnih odločitev, so lastna 
poslovnemu okolju in so del poslovnih procesov. Zaradi tega imajo organizacije v veliki meri 
razvite mehanizme, ki jim služijo za obvladovanje tveganj, nekatere temu posvečajo več, 
druge manj pozornosti. Med seboj se razlikujejo zlasti po celovitosti in doslednosti pristopa 
(Berk, Peterlin in Ribarič, 2005, str. 9). Tveganje ne predstavlja zgolj ranljivosti, da bi 
poslabšali poslovanje, ampak je tudi pripravljenost, da se poslovanje izboljša. Ključnega 
pomena je, da se organizacija vpraša, katera tveganja prežijo nanjo. Če ne prepoznava 
dejavnikov neuspeha, se nanje ne more ustrezno odzvati (Vezjak, 2008d, str. 11). Zelo 
pomembno je komuniciranje, saj najboljše prakse kažejo, da je treba o tveganju nenehno 
odprto komunicirati, saj so organizacije, ki temu namenjajo veliko pozornosti praviloma 
uspešnejše od organizacij, ki tovrstno komunikacijo zatirajo. Pozabiti pa ne gre tudi na 
razpršitev tveganja, ker organizacije z razpršitvijo tveganj zanesljivejše dosegajo poslovne 
cilje (Berk, Peterlin in Ribarič, 2005, str. 55). 
 
Tveganje je moč opredeliti in uporabiti v različnih zvezah. Lahko govorimo o tveganju kot 
priložnosti, nevarnosti, grožnji ali pa kot o porazdelitvi negotovosti. V večini primerov 
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organizacije opredeljujejo pojem tveganja kot nevarnost oz. grožnjo, s čimer imajo v mislih 
negativne vplive mogočih dogodkov. Med takšne dogodke uvrščajo zlorabe, kraje, finančne 
izgube, izgubo ugleda organizacije, nesreče pri delu, tožbe in podobno. Zato tudi cilj 
obvladovanja tveganj ni nič drugega kot zmanjšati verjetnost nastopa nezaželenega 
dogodka, ki bi posledično prinesel visoke stroške, ali v skrajni meri ogrozil delovanje in 
obstoj organizacije. Kot že omenjeno, so tveganja lahko tudi priložnosti, in sicer v smislu, 
da večje kot je tveganje, bolj je lahko stvar donosna, v nasprotnem primeru pa je lahko 
izguba tudi večja. Tveganje gre razumeti tudi kot porazdelitev negotovih bodočih rezultatov, 
saj jih delijo v dve skupini: čista in špekulativna tveganja. V prvo skupino uvrščajo tveganja, 
pri katerih je več možnosti za nastanek izgube in bistveno manj možnosti za nastanek 
koristi. V drugo skupino pa tista, pri katerih obstaja možnost nastanka izgube ali koristi 
(Berk, Peterlin in Ribarič, 2005, str. 27−28). Tveganja dajejo odprtost za nove možnosti, 
pogosto tudi osupljivo velike, saj le izpostavljenost velikim potencialnim izgubam botruje 
velikim dosežkom. V ljudeh je pogosto zakoreninjeno prepričanje, da je tveganje slaba 
stvar, ki jo je potrebno odpraviti. Vendar temu ni vedno tako, kajti tveganje resda pomeni 
nevarnost, a ga lahko razumemo tudi kot priložnost. Ravno zaradi tega je potrebno omejiti 
doseg negativnih dogodkov in povečati morebitne koristi pozitivnih dogodkov (Berk, Peterlin 
in Ribarič, 2005, str. 58).  
 
Tveganje v organizacijah je v literaturi največkrat definirano v ožjem in širšem smislu. Pri 
poslovni ekonomiji se tveganje v ožjem pomenu besede razume kot nevarnost izgube oz. 
škode. V širšem smislu pa tveganje opisuje možnost drugačnega izida od tistega, ki je bil 
pričakovan − lahko je boljši ali slabši. Tveganje se še posebej previdno ocenjuje in 
predvideva v situacijah, ki so pomembne za organizacijo in ki lahko usmerjajo tok njenega 
poslovanja ter se nanašajo na kvaliteto odvijanja tamkajšnjih poslovnih procesov, še 
posebej, kadar se (Drljača, 2011): 
‒ pokažejo nove tvegane situacije, 
‒ spremeni stopnja znanega tveganja, 
‒ nastopi novo razumevanje tvegane situacije. 
 
Vsaka organizacija je izpostavljena tveganju, med seboj pa se razlikujejo le po 
izpostavljenosti posameznim dejavnikom, in sicer glede na nagnjenost k tveganju ter glede 
na doslej dosežene izide (Berk, Peterlin in Ribarič, 2005, str. 27). Pri pojavu tveganja imamo 
več možnosti, lahko ga (Berk, Peterlin in Ribarič, 2005, str. 101−102): 
‒ prevalimo (nakup zavarovalne police, z instrumentom zavarovanja itd.); 
‒ ublažimo (naložba v varovalne namene, ustrezne kontrole itd.); 
‒ sprejmemo (samozavarovanje, ustvarjanje rezervacij itd.); 
‒ izogibamo (neizvajanje aktivnosti, zamenjava aktivnosti z manj tvegano itd.). 
 
Ugotavljamo, da se tveganjem ne gre izogniti, saj so del poslovanja, v čemer so si vsi avtorji 
enotni – potrebno jih je obvladovati. Obstajajo številni primeri organizacij, ki so se ujele v 
zapletene razmere poslovanja, a se še vedno ne zavedajo, da so jih v te razmere popeljala 
nekontrolirana tveganja, ki se pojavljajo pri poslovanju. Zato se venomer pojavlja nuja za 
vsako izmed organizacij, da obvladujejo (Drljača in Bešker, 2010): 
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‒ tveganja upravljanja (strateška), 
‒ operativna tveganja (tveganja pri procesih in projektih), 
‒ IT tveganja (IT servisi), 
‒ tehnična in tehnološka tveganja, 
‒ kemijska in biološka tveganja, 
‒ tveganja naravnih sil. 
 
V kolikor želimo govoriti o celostnem obvladovanju tveganj, je ključno, da smo jih sposobni 
tudi pravilno prepoznati. V praksi se velikokrat pojavlja, da tveganja, s katerimi se trenutno 
ukvarjamo, niso najbolj pereča, ali pa je njihov izvor celo zakrit. Smiselno jih je kakovostno 
razlikovati, četudi smo odločeni o njihovi prioritetni razvrstitvi. Govorimo torej o zapletenosti 
tveganj kot celote, ki jo je potrebno razdeliti na smiselne in obvladljive dele. Uporaba 
sistemskega pristopa nam omogoča ugotovitev zapletenih medsebojnih povezav delov, ki 
jih sami nimajo, vendar nastanejo kot posledica medsebojnega povezovanja, vpliva, 
soodvisnosti in podobno. Kasneje pa sprejmemo odločitev, katere dele te zapletene celote 
bomo reševali oz. katere aktivnosti bomo v ta namen sprožili (Cvahte idr., 2011, str. 212). 
3.2 POMEN OBVLADOVANJA TVEGANJ 
Labbi (2005, str. 2) v svoji knjigi navaja primer, s pomočjo katerega bo najbolj nazorno 
prikazan pomen obvladovanja tveganj. Leta 2000, meseca marca, je strela udarila v 
proizvodni objekt, v lasti organizacije Philips Electronics. Udar strele je zanetil požar, ki je 
trajal približno 10 minut, a so morali zaradi tega ustaviti proizvodnjo v tem obratu za nekaj 
tednov. Gre za obrat, ki je nosil pomembno vlogo pri proizvodnji mobilnih telefonov Nokia 
in Ericsson. Nastale motnje so grozile, da bo treba zaustaviti proizvodnjo mobilnih telefonov 
za obe omenjeni organizaciji. V Nokii so nemudoma ukrepali in rešitvi nastale situacije 
namenili vso svojo pozornost, z namenom obvladati situacijo. V ta namen so se poslužili 
programa, ki so ga pripravili za namene kriznih situacij. Da bi rešili nastalo zmedo, so se v 
naslednjih dveh tednih posluževali alternativnih možnosti, kar je privedlo do minimalnih 
motenj v proizvodnji. V primeru organizacije Ericsson pa temu ni bilo tako, saj je reagiral 
bistveno počasneje od Nokie. Načrt za ukrepanje v kriznih situacijah je organizacija sicer 
imela, a informacije o dogodku so do vodstva prodrle počasi, odzvali so se bistveno 
prepozno, saj je Nokia v tem času prevzela že vse alternativne vire. Učinki za Ericsson so 
bili alarmantni, poročali so o več kot 400 milijonih dolarjev izgube, pa tudi cena delnice je 
padla za 14 %. Nokia je na ta račun povišala vrednost le-teh za 3 %. Kljub temu avtor 
navaja, da ne gre za osamljen primer.  
3.2.1 POMEN OBVLADOVANJA TVEGANJ SKOZI ZGODOVINO 
Berk, Peterlin in Ribarič (2005, str. 103) navajajo, da sta koncept in logika delitve 
izpostavljenosti tveganju pravzaprav zelo stara in segata globoko v preteklost, kar je tudi 
razlog, da to logiko najdemo v številnih pregovorih. Avtorji izpostavijo sledeča:  
‒ »Nikoli ne stavi na enega konja.« 
‒ »Nikoli ne nosi vseh jajc v eni košari.« 
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Obvladovanje tveganj je prisotno že od pradavnine. Gre za aktivnost ocenjevanja nevarnosti 
in oblikovanja ukrepov za omilitev potencialnih posledic. Že davno so se namreč civilizacije 
zoperstavljale vdorom vsiljivih plemen, poplavam, sušam itd. Medtem ko so se v poslovnem 
svetu začeli tveganj zavedati relativno pozno. Kot navajajo avtorji, lahko prispevke, ki 
obravnavajo omenjeno področje, zasledimo šele po drugi svetovni vojni (Berk, Peterlin in 
Ribarič, 2005, str. 17).  
 
Pred več kot 150 leti je Ralph Walfo Emerson vzpostavil ključni koncept učinkovitega 
obvladovanja tveganj in ga opredelil takole: »Znanje je protistrup za strah.« Izhajajoč iz 
tega gesla, avtor prispevka pojasnjuje, da je poznavanje tveganja ključ do zmanjšanja 
strahu pred njim kot tudi njegovih posledic (Carpenter, 2014, str. 20). Zavedanje, kako 
pomembno je obvladovati tveganja v organizacijah, ima relativno kratko zgodovino, ki sega 
v leto 1921. Avtorica kot začetno delo opredeli Risk, Uncertainity and Profit, ki je nastalo s 
strani Franka H. Knighta. Nadaljnji razvoj obvladovanja tveganj se je pričel razvijati šele z 
ekonomskimi krizami, ki so pestile svet, z deregulacijami pri finančnem poslovanju oz. z 
globalizacijo finančnega tržišča (Barjaktarović, 2013, str. III). V preteklosti so bila stališča 
o pomembnosti obvladovanja tveganj precej deljena. Nekateri so zagovarjali pomembnost 
obravnave, drugi pa so trdili ravno nasprotno. V drugo kategorijo bi lahko uvrstili Franca 
Modiglianija in Mertona Millerja, saj sta leta 1958 objavila model, ki je zagovarjal 
nesmiselnost obvladovanja tveganj. Vendar Berk, Peterlin in Ribarič (2005, str. 16) 
navajajo, da ni upoštevanje tveganja nič novega. Gre za sestavino sodobnega vodenja. 
 
V 70., 80. in 90. letih prejšnjega stoletja se je zgodil preboj pri obvladovanju tveganj, 
povzročile pa so ga inovacije na finančnih trgih. Obvladovanje finančnega tveganja veliko 
organizacij enači s celovitim obvladovanjem tveganj, kar pa je presplošen oz. površen 
pogled na obravnavanje tveganj v organizaciji. Poleg omenjenega sodijo v celotno domeno 
obvladovanja tveganj tudi druga tveganja, saj je sodobna funkcija obvladovanja postala v 
zadnjem času zelo razvejena in prepletena, zlasti pa sega v vse pore organizacije in je del 
čisto vsake poslovne odločitve (Berk, Peterlin in Ribarič, 2005, str. 18). Po navedbah Bartona 
in MacArthurja (2015, str. 117) segajo začetki obvladovanja tveganj v organizacijah v pozna 
devetdeseta. Organizacije so iskale nove načine za zagotavljanje bolj učinkovitega in 
proaktivnega obvladovanja tveganj, s katerimi se srečujejo pri poslovanju. Organizacije so 
poskušale izložiti tradicionalne pristope obvladovanja tveganj in jih nadomestiti z enotnim, 
celostnim pristopom. 
 
Berk, Peterlin in Ribarič (2005, str. 17) podajajo jasno sliko situacije, ki je vladala nekaj 
desetletij nazaj. Tveganja so zmeraj obstajala, vendar se jim iz leta v leto posveča vse več 
pozornosti. Vedno bolj so razčlenjena in razkrita. Tudi strategije ukrepanja, v primeru da se 
tveganja realizirajo, so jasneje zasnovane in podrobneje kvalificirane ter podprte z 
analitičnimi orodji.  
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3.2.2 POMEN OBVLADOVANJA TVEGANJ V SODOBNEM SVETU 
Koncept tveganja je bil vedno vpet v človeška življenja. Edina izmed pomembnih razlik je 
ta, da smo v sodobnem svetu prišli do spoznanja, kako pomembno je tveganja obvladovati 
(Roggi, 2015, str. XI). Obvladovanje tveganj je vseskozi imelo zelo pomembno vlogo. V 
današnjem svetu ni čisto nič drugače, razen to, da je vloga obvladovanja tveganj dodatno 
podkrepljena z regulatorji in da se od organizacij zahteva obravnava tveganj ter njihovo 
obvladovanje, sploh, če želijo obdržati svoje mesto na tržišču (Baker in Filbeck, 2015, str. 
47). 
 
Poslovne spremembe so vedno bolj prisotne, tehnologija vse bolj kritična, terorizem vse 
bolj prisoten tudi na globalni ravni, stranke pa so vse bolj zapletene in dobro obveščene 
(Graham, Rothstein in Kaye, 2006, str. 5). Skozi obdobje uspešne globalizacije, medsebojne 
interakcije organizacij, strategij, trgov, deregulacije in pospešene liberalizacije je postajala 
slika vse bolj jasna – obvladovanje tveganj je nujnost sodobnega poslovanja (Berk, Peterlin 
in Ribarič, 2005, str. 29). Svetovna gospodarska kriza je namreč razkrila slabe prakse 
obvladovanja tveganj pri mnogih organizacijah in ne le tistih v finančni industriji (Baker, 
2011, str. 36). In ravno gospodarska kriza je tista, ki je pustila znaten pečat. Zlasti v letu 
2008 so pričele številne banke spreminjati svoje poslovne modele, prav tako tudi druge 
organizacije, ki so pričele izvajati sisteme za boljše obvladovanje tveganj (Metzger, 2015, 
str. 20).  
 
Tudi Slovenija se je v zadnjem obdobju soočala z gospodarsko krizo in vse bolj pogostimi 
naravnimi katastrofami. Zato je učinkovito obvladovanje tveganj v današnjem času postalo 
ključno za učinkovito in uspešno poslovanje čisto vsake organizacije. Avtorji prispevka trdijo, 
da je obvladovanje tveganj mogoče šele takrat, kadar so vsa možna tveganja identificirana 
in ustrezno definirana. V ta namen so razvili model, ki tveganja dokaj celostno identificira 
in nudi podroben opis (Cvahte idr., 2011, str. 212). Ekonomske krize, ki so nas pestile v 
zadnjem obdobju, so imele za posledico katastrofalne izgube za udeležence na finančnem 
trgu. Pravzaprav pa je to tudi eden od razlogov za celovit pristop k reševanju problema 
obvladovanja tveganj (Barjaktarović, 2013, str. 3). Finančni trgi so v zadnjih desetletjih 
postali izjemno dinamični in kompleksni. Brez posebnega nadzora pa so lahko tvegani in 
precej nevarni. V preteklosti smo bili namreč priča, da je lahko površno in slabo opravljeno 
delo s strani posameznika ali skupine glavni povzročitelj za dogodke, ki terjajo velike 
finančne izgube. Harej (2009, str. 42) navaja, da na osnovi zadnjih študij in izkušenj iz 
prakse operativno tveganje predstavlja velik delež celotnega poslovnega tveganja in je 
večinoma prepredeno še z drugimi tveganji. In ravno pomanjkanje nadzora nad tveganji je 
največkrat razlog, ki organizacijo izpostavi bistveno bolj, kot ji to dovoljuje poslovna politika.  
 
Jasno je, da so razmere, ki vladajo na svetovnih trgih, pripeljale do tega, da je obvladovanje 
tveganj sestavni del poslovnega odločanja. Vse bolj se poudarja potreba po celovitem 
pristopu, ki zajema obvladovanje tveganj na vseh ravneh organizacije. Tveganja je potrebno 
nadzorovati, saj to igra ključno vlogo pri ohranjanju neprekinjenosti poslovnih procesov in 
obenem zagotavlja stabilnost poslovanja ter omogoča organizacijam, da še naprej 
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konkurirajo na trgu. Dandanes je obvladovanje tveganj glavna sestavina vseh podjetniških 
funkcij kot tudi procesov (Berk, Peterlin in Ribarič, 2005, str. 48−49). V preteklosti se je 
obvladovanje tveganj organizacijsko uporabljalo v ločenih oddelkih, danes pa temu ni več 
tako, saj organizacije stremijo k vzpostavitvi dodatne poslovne funkcije, kjer je dejavnost 
obvladovanja tveganj v domeni celotne organizacije, pri čemer tudi posamezniki prevzemajo 
določene zadolžitve (Berk, Peterlin in Ribarič, 2005, str. 60). 
 
Zlasti v poslovnem svetu obstoji izredno visoka stopnja spremenljivosti, saj zadev, ki so 
danes samoumevne pred desetletjem še nismo poznali. V kolikor se ne bomo zavedali 
priložnosti, ki se bodo ponujale v naslednjih desetletjih, bomo izgubili bitko s tistimi, ki to 
znajo in zmorejo. Zato je pomembno, da se na to ustrezno pripravimo (Vezjak, 2008d, str. 
11). Uspešno načrtovanje in premišljeno vlaganje imata namreč pomembno vlogo za 
učinkovito obvladovanje tveganj v tem hitro se spreminjajočem in nepredvidljivem okolju 
(Carpenter, 2014, str. 17). 
 
Organizacije se torej srečujejo in spopadajo z najrazličnejšimi situacijami, pesti jih 
zapletenost poslovanja, močna konkurenca na svetovnem trgu, negotovost, neprestane 
tehnološke spremembe, priložnosti in obenem težave, ki jih prinašajo podnebne 
spremembe. Vsakodnevno se pri svojem poslovanju soočajo s najrazličnejšimi tveganji. 
Venomer se jim pojavlja vprašanje: Kaj, če ne bomo uspeli doseči zastavljenih ciljev? 
Avtorica prispevka pojasnjuje, da so uspešne organizacije tiste, ki znajo tveganja 
pravočasno zaznati ter se nanje ustrezno odzvati (Vezjak, 2008b, str. 9). Živimo v času, ko 
želijo kupci dobiti čim več za čim nižjo ceno. Zaradi vse večje in bolj prisotne konkurence 
na svetovnem trgu kot tudi zaradi lažjega dostopa do proizvodov iz celega sveta imajo kupci 
vse večjo možnost izbire. Za dolgoročen in uspešen razvoj organizacije je izjemnega 
pomena, da upravlja svoje poslovne procese in da obvladuje tveganja, ki se pojavljajo pri 
njihovem delovanju (Vezjak, 2008a, str. 70). 
 
Berk, Peterlin in Ribarič navajajo (2005, str. 19), da je v slovenskih organizacijah funkcija 
obvladovanja tveganj primerjalno manj uveljavljena kot drugod v organizacijah, ki so 
locirana v gospodarsko razvitejših državah. Avtorji navajajo, da se v slovenskih 
organizacijah temu namenja nedopustno malo pozornosti, vendar so mnenja, da se bo 
funkcija obvladovanja tveganj v organizacijah čedalje bolj uveljavljala, saj so prepričanja, 
da jih bo k temu silila konkurenca in globlja ozaveščenost vlagateljev, ki bodo terjali od 
organizacij več informacij o obvladovanju tveganj.  
 
Če se torej vprašamo, zakaj je obvladovanje tveganj pravzaprav pomembno, nam ponudita 
odgovor Merna in Al-thani (2008, str. 2): 
‒ omogoča pravočasno identifikacijo ključnih poslovnih tveganj; 
‒ nudi obravnavo verjetnosti realizacije tveganja in obenem omogoča pregled nad 
finančnim vplivom, ki ga bo morebitna realizacija imela za nadaljnje poslovanje; 
‒ omogoča določitev prioritetnih nalog, ki so namenjeni kontroli, vzpostavitvi in jasni 
komunikaciji o ciljih. 
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Berk, Peterlin in Ribarič (2005, str. 63-64) kot prednosti uvedbe sistema obvladovanja 
tveganja navajajo sledeče:  
‒ koordiniran pristop, ki ob povečani stopnji pristojnosti srednjega menedžmenta 
povečuje verjetnost, da bodo zastavljeni cilji tudi doseženi ter poleg tega krepi 
upravljavski nadzor; 
‒ poveča preglednost poslovanja, ki ga dosežemo s prepoznavo tveganja, izboljšano 
komunikacijo med vodstvom in zaposlenimi ter drugimi interesnimi skupinami 
družbe; 
‒ vpliva na lažje razumevanje poslovnih odločitev, kot tudi z njimi povezanih tveganj 
na tržno vrednost; 
‒ organizaciji omogoča zgodnji vstop na nova poslovna področja in obenem zmanjšuje 
energijo in čas; 
‒ povečuje verjetnost uspešne izvedbe pobud prenove in sprememb poslovanja; 
‒ omogoča osredotočenost na ustrezno izvedbo t. i. »pravih« stvari. 
 
Obvladovanje tveganj nudi nove možnosti drznim, saj jim omogoča, da ob upoštevanju 
zakonitosti z zavestnim prevzemanjem tveganja izkoriščajo poslovne priložnosti (Berk, 
Peterlin in Ribarič, 2005, str. 10). Obenem pa predstavljajo primere najboljših praks, ki 
najbolje prikažejo kaj pravzaprav prinaša obvladovanje tveganja. Prav ti primeri prinašajo 
skupne zaključke, med katere sodijo zavedanja dejstva, da brez tveganja ni donosa. Avtorji 
navajajo, da donosi pripadajo tistim, ki prevzemajo tveganja. Poleg tega omogoča 
obvladovanje tveganj tudi zagotavljanje preglednosti, saj je potrebno tveganja v celoti 
razumeti. Prav tako omogoča iskanje izkušenj ter zadevanja o področjih, ki so neznana 
(Berk, Peterlin in Ribarič, 2005, str. 55). 
3.2.3 POSLEDICE  
Stališče avtorjev je jasno – organizacije se lahko s podrobnim poznavanjem svojega 
poslovanja in poslovnega okolja pred različnimi situacijami oz. nevarnostmi, ki nanje prežijo, 
ubranijo s pravilnim pristopom k obvladovanju tveganj ter se na ta način izognejo 
posledicam propada. V kolikor organizacija ni sposobna samostojno obvladovati tveganja, 
lahko to privede do nastopa neljubih dogodkov, kot so tekoča nesposobnost poravnavanja 
obveznosti, nesolventnost, kar v skrajni meri vodi v propad organizacije (Berk, Peterlin in 
Ribarič, 2005, str. 13−14). To jih lahko privede do slabše uspešnosti in navsezadnje tudi 
do propada. V času gospodarske krize, ki nas je pestila v preteklem obdobju, smo bili priča 
odmevnim izgubam organizacij in celo propadom, ki so nastala kot posledica pomanjkljivih 
notranjih kontrol, ki so temelj obvladovanja tveganj (Vezjak, 2008d, str. 11). 
 
Kot navajajo avtorji, so številne ugledne in uveljavljene družbe propadle zaradi 
neuspešnega prepoznavanja in obvladovanja na novo nastalih tveganj. Razlogi so različni, 
nekateri izmed teh so se v obdobjih ugodnega gibanja deviznih tečajev nevede izpostavljali 
finančnim tveganjem, ki so jih popeljala v rdeče številke zaradi nepričakovanega gibanja 
tečajev. Spet druge organizacije so se srečevale s podobnimi težavami zaradi neuspešnega 
obvladovanja potrebnih strateških tveganj, ki bi jim omogočila obdržati konkurenčni položaj 
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na trgu. Organizacije so zaradi hitrega tehnološkega razvoja, odpiranja trgov in vse večje 
konkurence dejansko prisiljene k prevzemanju dodatnih tveganj. Ta izvirajo zlasti iz 
negotovosti v poslovnem okolju organizacij kot tudi tehnoloških omejitev ter človeških 
dejavnikov v organizacijah (Berk, Peterlin in Ribarič, 2005, str. 9). 
 
Organizacije, ki se lotijo obvladovanja tveganj s polovičarskim ali površnim pristopom 
pogosto zapravljajo dragocene vire organizacije. Pomembno je izpostaviti, da se je 
obvladovanju tveganj treba posvetiti v celoti, sistematično in predano (Berk, Peterlin in 
Ribarič, 2005, str. 106). V kolikor se pomembnosti obvladovanja tveganj ne posvečamo v 
zadostni meri, se lahko to pogosto zrcali v znatni poslovni izgubi, zaradi katere se lahko 
zaustavi celo proizvodni proces. Izvor problemov je lahko različen, vse od težav z dobavitelji, 
slabe kakovosti, umika proizvodov s trga, zgrešenih naložb, izgub, cen surovin in podobno. 
Vsak izmed navedenih dogodkov pa nastane kot posledica drugačne vrste tveganja (Berk, 
Peterlin in Ribarič, 2005, str. 14). Posledice in škoda, ki lahko nastopijo zaradi tveganega 
dogodka, se lahko odražajo tudi drugje in ne le izključno na finančnih sredstvih. Posledice 
teh dogodkov lahko vodijo do izgube dragocenih stvari, ki so nujne za preživetje 
organizacije, kamor prištevamo vrednost blagovne znamke, zaupanje deležnikov in drugo 
(Graham, Rothstein in Kaye, 2006, str. V). 
 
Brez tveganja ni podjetniške aktivnosti, zato je potrebno tvegati, ampak načrtovano. 
Tveganje moramo razumeti kot realnosti in narediti vse, kar bi privedlo do učinkovitega 
obvladovanja tveganj, kar je v prvi vrsti v interesu lastnika kapitala. Številni primeri iz sveta 
so namreč dober pokazatelj, da so finančne izgube posledica neustreznega obvladovanja 
tveganj (Drljača in Bešker, 2010). 
3.2.4 SMISELNOST OBVLADOVANJA TVEGANJ 
Obvladovanje tveganj nosi s seboj tudi stroške in ne le koristi, zato je za organizacije 
smiselno samo takšno obvladovanje tveganj, ki omogoča, da so neto koristi od obvladovanja 
pozitivne, kar omogoča organizaciji, da povečuje vrednost organizacije kot celote. Pri 
obvladovanju le-teh pa ne nastopajo samo spremenljivi stroški, temveč tudi stalni stroški, 
ki nastanejo kot posledica izvajanja funkcije obvladovanja tveganja (Berk, Peterlin in 
Ribarič, 2005, str. 56). Kontrolne aktivnosti so torej upravičene takrat, kadar njihove koristi 
ne presegajo stroškov, ki jih povzročajo, kar je tudi razlog, da se kontrole ne vzpostavljajo 
za nepomembna tveganja. V ta namen avtorica prispevka poudarja, da se morajo 
organizacije izogibati čezmernim kontrolam, ki lahko privedejo do nasprotnega učinka od 
želenega. Čezmerne kontrole privedejo ne le do višjih stroškov, temveč tudi do 
nezadovoljstva zaposlenih (Vezjak, 2008c, str. 10).  
 
Berk, Peterlin in Ribarič (2005, str. 63) v svojem prispevku nudijo odgovor na vprašanje, 
kdaj je uvedba sistema obvladovanja tveganja razumljivo smiselna. To je takrat, kadar so 
stroški uvedbe takšnega sistema nižji od koristi obvladovanja tveganja. V fazi uvajanja se 
je zato potrebno držati naslednjih načel:  
‒ cilje uvajanja sistema obvladovanja tveganj moramo razvrstiti po pomembnosti; 
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‒ osredotočiti se moramo na bistvena tveganja in z njimi povezanim nadzorom; 
‒ posameznikom moramo dodeliti odgovornost za obvladovanje tveganja; 
‒ upravi moramo posredovati kratka in jasna poročila. 
 
Pomanjkanje ukrepov za obvladovanje tveganj zagotovo vodi k bistveno manj uspešnemu 
poslovanju, kot bi lahko bilo sicer, obenem pa tudi čezmerno obvladovanje tveganj ni 
»zdravo« za organizacije. Zakaj? Prinaša lahko namreč bistveno več stroškov kot koristi, 
kar ponovno pripelje organizacije do manj uspešnega poslovanja. Ključna je torej »prava 
mera«. Organizacija mora zato, kot že večkrat poudarjeno, upoštevati stroške v primerjavi 
z možnimi koristmi, učinke možnih odzivov na verjetnost tveganja ter njegov vpliv, kateri 
od možnih odzivov je v obsegu sprejetih odmikov ter možne priložnosti za doseganje 
zastavljenih ciljev (Vezjak, 2008d, str. 15). 
3.3 VZPOSTAVITEV SISTEMA OBVLADOVANJA TVEGANJ 
Sistem obvladovanja tveganj je proces, v katerem organizacije metodološko namenjajo 
pozornost tveganjem, ki so povezana z njihovimi aktivnostmi. V ta namen namenjajo 
pozornost posameznim aktivnostim kot tudi aktivnostim na ravni celotne organizacije 
(Ekonomski fakultet u Subotici, 2009). 
3.3.1 PRILAGODITEV ORGANIZACIJI 
Organizacije so izpostavljene tveganjem na različnih področjih. Poleg tega pa se vsaka 
organizacija razlikuje, kar je tudi tehten razlog, da je potrebno za vsako izmed teh izdelati 
drugačen načrt oz. kakor bi temu rekla stroka – strategijo obvladovanja tveganja. Ta je 
zaradi specifičnih odnosov, trgov, stilov vodenja, organizacijskih struktur za vsako 
organizacijo drugačna. Seveda pa ne gre zanemariti stroška, ki ga povzroči izdelava takšne 
strategije. To namreč terja veliko sredstev, ki pa se, v kolikor je sistem pregleden, zagotovo 
povrnejo (Berk, Peterlin in Ribarič, 2005, str. 59).  
 
Na to opozarja tudi Baker (2011, str. 36), ki navaja, da niti dve organizaciji ne moreta 
izvajati obvladovanja tveganj na enak način, kar je tudi eno izmed osnovnih načel 
obvladovanja tveganj, saj mora imeti vsaka organizacija lasten pristop. Obvladovanje mora 
biti »skrojeno« in prilagojeno glede na organizacijo.  
 
Enotnega modela, ki bi ustrezal različnim organizacijam, ni. Bistveno je, da v vsaki 
organizaciji uredimo in prilagodimo obvladovanje tveganj njenim potrebam, organizacijski 
kulturi, načinu vodenja in delovanja ter okoliščinam poslovanja (Vezjak, 2008d, str. 15). 
3.3.2 MOŽNOSTI ZA VZPOSTAVITEV 
Organizacija ima pri izbiri, na kakšen način bo vzpostavila sistem obvladovanja tveganj, več 
možnosti; ena izmed teh je najem svetovalca za razvoj primernega sistema obvladovanja 
tveganj ali notranje izobraževanje pod nadzorom osebe, ki se specializira za to področje in 
ima obenem avtoriteto nad sodelavci. Večina avtorjev zavzema stališče, da organizacije, ki 
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izberejo možnost najema zunanjega strokovnjaka, hitreje vzpostavijo sistem obvladovanja 
tveganj, četudi se to sprva zdi dražje in težje opravičljivo. Seveda je pri tem ključna izbira 
strokovnjaka. Ta mora dodobra poznati trg, raven konkurence, strateške pozicije drugih 
konkurentov v organizaciji, hkrati pa mora biti neodvisen, kar mu omogoča, da lahko izzove 
zaposlene, saj je delo svetovalcev pogosto sprejeto z odporom (Berk, Peterlin in Ribarič, 
2005, str. 59, 60). Način, na katerega se organizacije lotevajo obvladovanja tveganj, je 
lahko zelo različen. Najpomembnejše pa je, da poteka na način, ki je stroškovno učinkovit 
(Vezjak, 2008d, str. 11). 
 
Metzger (2015, str. 20) v svojem prispevku obravnava raziskavo, ki je omogočila 
predstavitev najboljših praks, med katerimi gre omeniti naslednje: 
‒ poiščite pravo ravnovesje med tveganji in nagrajevanjem; 
‒ osredotočite se na odločitve in ne na proces; 
‒ naredite obrambo za svoje zaposlene in jih zaščitite. 
 
V omenjeni raziskavi so si organizacije z namenom usposabljanja »pravih ljudi« prizadevale 
ugotoviti, katera delovna mesta in kateri oddelki se soočajo z največ in najbolj tveganimi 
situacijami. S tem so poskušali zagotoviti, da se bodo ljudje, ki imajo pri svojem delu 
opravka s tveganji, znali odločati v tveganih situacijah. Z namenom usmerjati obvladovanje 
tveganj v pravo smer je bila večina organizacij primorana spremeniti svojo organizacijsko 
strukturo (Metzger, 2015, str. 21). 
 
Vezjakova (2008d, str. 15-16) predstavlja tudi najpogostejše vzroke/pomanjkljivosti, ki se 
pojavljajo v praksi, kadar organizacije skušajo vzpostaviti ureditev obvladovanja tveganj. Ti 
pa so: 
‒ vodstvo ni zainteresirano za sodelovanje; 
‒ cilji so nejasni; 
‒ zaposleni niso seznanjeni z opravili in s tem, kakšen je njihov namen; 
‒ vodenje projektov ni ustrezno; 
‒ organizacija se osredotoča na nevarnosti in ne na priložnosti; 
‒ preveč podrobno popisovanje tveganj; 
‒ organizacija se osredotoča na tveganja posameznih področij, ne upošteva pa 
povezav in tveganj za celotno organizacijo; 
‒ vložki za obvladovanje tveganj presegajo koristi; 
‒ osredotočanje organizacij na tradicionalna tveganja (finančna, tržna). 
 
Temelj za prepoznavo in ovrednotenje tveganja, kot tudi za ustrezno ukrepanje, so jasno 
opredeljeni cilji poslovanja, saj omogočajo vodstvu, da dejavnike tveganja prepoznajo in se 
izognejo neizpolnitvi zastavljenih ciljev. Da bi nek cilj označili za dobro opredeljen, mora biti 
razumljiv in merljiv. Pomembno pa je, da vsi zaposleni poznajo cilje poslovanja in način 
merjenja izpolnjevanja zastavljenih ciljev. Kot že omenjeno, je prvi korak k obvladovanju 
tveganja opredelitev ciljev. Ti se med seboj razlikujejo po pomembnosti in nujnosti, ki jo 
imajo za organizacijo (Berk, Peterlin in Ribarič, 2005, str. 66). Da bi dosegli cilje, je 
potrebnega veliko časa, ravno tako pa je za dosego le-teh potrebno izoblikovati poslovno 
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kulturo, ki vsebuje tri gesla: radovednost, vzročnost in pooblaščanje. Največja prednost, ki 
jo lahko dosežejo zaposleni, je prepričanje, ki jih vodi, da pri vsakdanjem delu o tveganjih 
razmišljajo avtomatično. Ko enkrat vzpostavimo takšno stanje, se ljudje tveganj več ne 
bojijo oz. so pripravljeni prevzemati čedalje več tveganj, saj so se naučili, kako jih 
obvladovati (Berk, Peterlin in Ribarič, 2005, str. 59). Eden izmed ključnih dejavnikov za 
učinkovito obvladovanje tveganj v organizacijah je organizacijska kultura. Lahko imamo 
dobro zastavljen sistem obvladovanja tveganj, ki pa je lahko zaradi neustrezne 
organizacijske kulture precej neučinkovit (Barton in MacArthur, 2015, str. 118). 
 
De Pooter (2013, str. 57−61) skozi svoj prispevek opredeli 10 načinov, ki lahko pripomorejo 
k izboljšanju obvladovanja tveganj:  
‒ ukvarjati se le s ključnimi vprašanji (Razprave za obvladovanje tveganj se običajno 
ne razvijajo okoli ključnih vprašanj, denimo: Kako lahko upravičimo oz. ustrežemo 
pričakovanjem interesnih skupin. Pogosto pozabljamo, da so kupci ključni deležniki, 
zato se pričakuje, da bodo organizacije ustvarjale in ohranjale dodane vrednosti za 
njih.); 
‒ ustvariti pravo organizacijsko kulturo (Prvi odziv vodje, kadar se pripeti napaka, je 
velikokrat napačen, saj iščejo krivce, namesto da se učijo iz lastnih napak. 
Pomembno je, da imamo organizacijsko kulturo, ki jasno opredeli, kaj se pričakuje 
od menedžerjev in zaposlenih, kakšno je sprejemljivo vedenje in podobno.); 
‒ jasno opredeliti odgovornosti in pravila (Potrebno jih je jasno in nedvoumno 
določiti.) 
‒ uporabiti primeren sistem nagrajevanja (Z ustreznimi politikami lahko vplivamo na 
vedenje ljudi in ga usmerjamo v želeno smer.); 
‒ osredotočiti se na poslovne cilje (Osnovni namen obvladovanja tveganj je, da 
pripomoremo k uresničitvi zastavljenih ciljev. Vodstvo je tisto, ki mora te cilje 
nenehno poudarjati.); 
‒ poznavati omejitve in ocene tveganja (Na to imajo velik vpliv številni dejavniki, kot 
so osebne preference, znanje, izkušnje, značaj vključenih in podobno.); 
‒ postavitev menedžerjev v položaj »voznika« (Od projektnih menedžerjev se 
pričakuje, da bodo posamezna tveganja vključili v svoj projektni plan. Analize 
tveganj bi morale zagotavljati bolj uravnovešen pogled na prihodnost in priložnosti.); 
‒ medsebojna komunikacija (Višje vodstvo mora zagotoviti obveščanje zaposlenih, kar 
jim omogoča jasno razumevanje dejanskega stanja, poleg tega mora vodstvo 
pripravljati celovita poročila, ki jasno nakazujejo na doseganje poslovnih ciljev. 
Neprekinjeno morajo spremljati nepravilnosti in negativne trende ter pravočasno 
razviti močne zmožnosti poslovne inteligence, ki bodo v prihodnje usmerjene k 
zmanjševanju negotovosti pri sprejemanju poslovnih odločitev.); 
‒ izvršljivost postavljenih pravil (V organizacijah so pravila, zapisana s strani 
strokovnjakov, zato so ta velikokrat nejasna in nerazumljiva zaposlenim. Pomembno 
je, da se omogočijo jasna in razumljiva pravila, ki se bodo izvajala v praksi in bodo 
razumljiva vsem zaposlenim. Poleg tega pa je nujno opredeliti tudi posledice v 
primeru kršitve zastavljenih pravil.); 
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‒ vzpostavitev notranje revizije (Notranji revizorji morajo dokazati, da razumejo, da 
bodo tveganja, ki so dobro obvladovana, izboljšala konkurenčne prednosti 
organizacije. Zato bi morale te z veseljem sprejemati izziv aktivnega upravljanja z 
informacijami, kako si pridobiti in ohraniti spoštovanje, ugled in finančno podporo 
ključnih deležnikov.) 
3.3.3 NALOGE, VLOGE IN ODGOVORNOSTI  
Vsak izmed zaposlenih pride na delovno mesto z drugačnimi izkušnjami, predznanjem, 
potrebami in prioritetami. Vse to pa botruje drugačni prepoznavi, ovrednotenju tveganja in 
navsezadnje tudi načinu ukrepanja, ki bi ga izbral. Organizacija to reši na način, da vzpostavi 
sistem obvladovanja tveganja, ki daje vsem zaposlenim enotna izhodišča za razumevanje 
tveganja kljub njihovi drugačnosti. Ključno je, da vsak izmed zaposlenih pozna pristojnosti 
in odgovornosti, ki jih ima (Berk, Peterlin in Ribarič, 2005, str. 83). V organizaciji se lahko 
pojavi dogodek, kjer zaposleni strokovno opravljajo svoje funkcije, kar privede do 
spremenjenih okoliščin. Strokovnjaki se lahko v trenutku sprevržejo v gasilce požarov, 
grobarje … Ni rečeno, da se bodo ljudje, ki svoje delo zelo dobro opravljajo, razumno in 
odločno odzvali na te spremenjene, zaostrene razmere v poslovnem okolju (Berk, Peterlin 
in Ribarič, 2005, str. 58). Primeri iz prakse so pokazali, da lahko že en posameznik zamaje 
organizacijo, v kolikor neustrezno deluje. Tudi na ranljivost organizacije največkrat 
opozarjajo ravno zaposleni, ki so seveda dolžni tudi ustrezno ukrepati (Vezjak, 2008d, str. 
17). 
 
Tveganja in njihove posledice imajo potencial, da ogrozijo doseganje zastavljenih ciljev. 
Ljudje v večini primerov dojemamo tveganja kot neizogiben element, še posebej, kadar je 
govora o projektih. Nastop nezaželenih dogodkov lahko omili sistematičen pristop k 
obvladovanju tveganj. Pomembno je, da se pozornost nameni prepoznavanju, 
razčlenjevanju, ocenjevanju tveganj in izdelavi ustrezne strategije obvladovanja tveganj 
(Srdič in Šelih, 2011, str. 199-200). Da bi lahko govorili o uspešnem procesu obvladovanja 
tveganja mora biti nepretrgan in stalen, kot je že zgoraj denimo poudarila Barjaktarović. Ta 
proces mora biti sestavljen iz številnih ukrepov, ki postanejo del poslovnih aktivnosti 
organizacije. Pri tem ne gre zanemariti izbranega stila vodenja, ki ima vpliv na postavitev 
in pozneje tudi na izvajanje strategije v organizaciji, obravnavane kot nadgradnja obstoječih 
poslovnih procesov (Berk, Peterlin in Ribarič, 2005, str. 81).  
 
Po navedbah Cvahte idr. (2011, str. 215) je obvladovanje tveganj osnovna disciplina pri 
vodenju organizacij. Gre za disciplino, ki povečuje odpornost organizacije na prekinitve 
poslovanja. Vodstvo ima na voljo različne odzive na tveganja, ki pretijo njihovi organizaciji:  
‒ se ne loti dejavnosti, ki jih s seboj nosi določeno tveganje in se tako tveganjem 
izogne; 
‒ tveganja prenese (denimo na zavarovalnico); 
‒ tveganja sprejme, v kolikor ne presegajo sprejemljive ravni; 
‒ tveganja obvladuje. 
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Pri obravnavanju tveganj ne gre le za sprejetje politik, obrazcev, analiz, pravilnikov, temeljiti 
mora tudi na aktivnem sodelovanju zaposlenih. Ključ do uspešnosti je vključitev vseh 
zaposlenih, vzpostavitev zdrave poslovne kulture in ozračja, zato je ključna lastnost 
strategije obvladovanja tveganj, da se nanaša na človeški dejavnik. Vrednote zaposlenih in 
njihovi medsebojni odnosi, kakor tudi način njihovega delovanja, tvorijo kulturo 
organizacije. Ta določa, kaj se dejansko zgodi in katera pravila so tista, ki jih bodo zaposleni 
upoštevali in spoštovali oz. prikrojili ali prezrli (Berk, Peterlin in Ribarič, 2005, str. 81). Zato 
je treba poudariti pomen moralne integritete in etičnih vrednot vodstva. Gre za pomembni 
sestavini kulture organizacije, ki pripomoreta k doseganju zastavljenih ciljev poslovanja in 
k uspešnemu obvladovanju tveganja. Etični standardi organizacije morajo zastopati in 
upoštevati interese vseh interesnih skupin organizacije (lastniki, zaposleni, stranke, 
dobavitelji). Organizacija mora etične vrednote posredovati svojim zaposlenim in jih 
približati s pomočjo ponazoritev (Berk, Peterlin in Ribarič, 2005, str. 82). 
 
Organizacije se najpogosteje odločajo za zaposlovanje menedžerjev tveganja, katerih 
naloga je, da povezujejo in nadzirajo celoten sistem prepoznavanja, analiziranja in 
obvladovanja tveganja. Odgovornost za učinkovito obvladovanje pa je na plečih številnih 
posameznikov, ki morajo na tem področju aktivno sodelovati in tako prispevati svoj delček 
k celotnemu uspehu. Skupni cilj je zgraditi kulturo razmišljanja in obvladovanja tveganja, ki 
pripomore k sprejemanju boljših poslovnih odločitev na vseh ravneh (Berk, Peterlin in 
Ribarič, 2005, str. 62). Dejstvo je, da so tveganja prisotna v vseh poslovnih procesih in da 
obstoji odgovornost posameznikov. Za obvladovanje procesov so predvsem odgovorni 
menedžerji (Drljača in Bešker, 2010). Menedžer je tisti, ki mora znati vzpostaviti jezik 
komuniciranja, ki omogoča medsebojno sporazumevanje o stopnji želenega prevzemanja 
tveganja, hkrati pa ne gre zanemariti pomembnosti izobraževanja zaposlenih o konceptih 
in enotnem tolmačenju (Berk, Peterlin in Ribarič, 2005, str. 42). Po navedbah Svedinove 
(2015, str. 107) mora menedžer za uspešno obvladovanje tveganja najprej razumeti ljudi, 
njihove vrednote in pomen. Vprašati se mora, kakšne so njihove idealne predstave o 
varnosti in katerih tveganj se najbolj bojijo. Različnost mnenj bo tako pripomogla k dodelitvi 
prioritet tveganjem.  
 
Poznamo tri temeljne zahteve, da bi bilo delovanje menedžerja tveganja uspešno (Berk, 
Peterlin in Ribarič, 2005, str. 62): 
‒ zelo dobro mora poznati poslovne procese organizacije, kar mu omogoča, da se 
osredotoči na bistvene dejavnike tveganja; 
‒ uravnoteženost poslovnih aktivnosti (ravnotežje med koristmi in njihovimi stroški), 
kamor uvrščamo stopnjo zavestnega prevzemanja tveganja; 
‒ usklajenost sprejemanja odločitev na vseh ravneh, in sicer v skladu z izbranimi 
usmeritvami. 
 
Od menedžerja se torej pričakujejo predlogi o ravnotežju med kratkoročnimi in dolgoročnimi 
cilji, med velikostjo prodaje in dobičkom ter med zadovoljstvom kupcev in velikostjo 
prodaje. V kolikor bo menedžer ta ravnotežja dobro opredelil, bo posledično manj možnosti, 
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da bi si posamezna interesna skupina organizacije oblikovala prikrite usmeritve, ki bi jih 
potem naskrivaj uresničevala brez vedenja vodstva (Berk, Peterlin in Ribarič, 2005, str. 62). 
 
Zanimiva je raziskava, ki je bila izvedena na vzorcu 79 menedžerjev velikih hrvaških podjetij. 
Rezultati so pokazali, da je večina hrvaških menedžerjev (59 %) nagnjena k tveganjem, 
nekaj (41 %) pa je tudi takšnih, ki niso naklonjeni tveganjem, kar je tudi ena izmed 
karakteristik neurejenega tržišča. V raziskavi so avtorji ugotovili, da so moški (75 %) bolj 
nagnjeni k tveganjem kot ženske (25 %). Poleg tega pa rezultati kažejo, da nagnjenost 
tveganja upada skupaj s starostjo menedžerja. Menedžerji v finančnem sektorju so bistveno 
manj nagnjeni k tveganjem (Drljača in Bešker, 2010). 
 
Da bi organizacija uspešno obvladovala tveganja, ki pretijo nanjo, so ji lahko v pomoč tudi 
interesne skupine zunaj nje. Zunanji revizorji lahko pripomorejo k odkrivanju potencialne 
izpostavljenosti in nevarnosti, medtem ko zakonodajalec in regulatorji preventivno 
vgrajujejo določene varnostne mehanizme, ki jim omogočajo nadzor. Na nepravočasnost 
dobav, plačil in nove tehnologije nas lahko opozarjajo kupci, dobavitelji in poslovni partnerji 
(Berk, Peterlin in Ribarič, 2005, str. 63). 
 
Sistem obvladovanja tveganja se mora odvijati pod budnim očesom uprave organizacije, ki 
mora biti dovolj motivirana in zavzeta sledenju sprejeti strategiji. Nadzor nad izvajanjem 
sistema obvladovanja tveganj morajo imeti posamezniki, ki imajo avtoriteto v organizaciji. 
Prav tako pa morajo biti vzpostavljeni tudi mehanizmi, ki omogočajo motiviranje zaposlenih 
na vseh ravneh organizacije. Znotraj organizacije mora potekati komunikacija v obliki rednih 
sestankov, ki omogočajo, da vodja vsake poslovne funkcije poroča o tveganjih in njihovem 
obvladovanju. Organizacija bi naj na izvedbeni ravni vzpostavila skrbnike posameznih 
tveganj; tukaj gre za linijske vodje, ki vplivajo na izvajanje poslovnega procesa, saj 
neposredno določajo o načinih in izvajanju poslov (Berk, Peterlin in Ribarič, 2005, str. 61). 
 
Obvladovanje tveganj zahteva sodelovanje različnih organov organizacije kot tudi 
zaposlenih − vse od nadzornega sveta, vodstva, notranje revizije, finančne funkcije in 
ostalih. Nadzorni svet ima nalogo nadzirati uspešnost in učinkovitost sistema obvladovanja 
tveganja, imeti mora odprto komunikacijo z notranjo in zunanjo revizijo ter pravnimi 
svetovalci. Redno bi moral pregledovati nadzorna poročila linijskih vodij, preverjati, ali ima 
zadostne in ažurne informacije o tveganjih, spodbujati razprave o tveganjih in zahtevati 
ustrezna zagotovila o delovanju sistema. Prav tako pa bi moral preverjati strategijo in način 
upravljanja organizacije, ki mu omogočata pravočasen odziv na spremembe v okolju, ter 
pridobivati zadostna zagotovila o vplivu tveganja na uspešnost poslovanja (Berk, Peterlin in 
Ribarič, 2005, str. 70−73). Vodstvo je odgovorno za doseganje ciljev svoje enote, zato je 
njegova naloga, da izvajajo poslovne aktivnosti, prepoznavajo in vrednotijo tveganja ter 
sprejemajo ukrepe za njihovo obvladovanje. Vodje organizacijskih enot prilagajajo in 
razvijajo tehnike za prepoznavanje in vrednotenje tveganja skladno s potrebami enote. 
Njihova naloga je, da svojim nadrejenim poročajo o izpostavljenosti tveganjem in ukrepih 
za njihovo obvladovanje (Berk, Peterlin in Ribarič, 2005, str. 74). Pri zagotavljanju enotnosti 
poročanja in koordinacije med organizacijskimi enotami v organizaciji ima pomembno vlogo 
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odbor za obvladovanje tveganja. Lahko pa organizacija to nalogo zaupa menedžerju 
tveganja, katerega naloga je sodelovanje z drugimi vodji, s ciljem vzpostaviti učinkovito 
obvladovanje tveganj na področjih odgovornosti (Berk, Peterlin in Ribarič, 2005, str. 74). 
Pomembno vlogo ima finančni direktor, ki se dotika vseh organizacijskih enot organizacije. 
Ta namreč sodeluje pri opredelitvi ciljev, izbiri strategij, analizi tveganja in odloča o ukrepih 
obvladovanja ter o nadzoru izvajanja ukrepov (Berk, Peterlin in Ribarič, 2005, str. 75). Tudi 
služba notranje revizije igra pomembno vlogo pri obvladovanju tveganj. Ena izmed njenih 
nalog je komunikacija z zunanjimi revizorji, njena temeljna naloga pa je zagotovo spremeniti 
poslovanje organizacije na boljše. V spekter njenih nalog je umeščeno revidiranje procesa 
obvladovanja tveganja v organizaciji, ki zajema vse od ocene zanesljivosti finančnih poročil 
o poslovanju, pregleda uspešnosti in učinkovitosti samega poslovanja do stopnje varovanja 
premoženja organizacije, ocene izpolnjevanja zakonskih predpisov, pogodbenih obveznosti 
(Berk, Peterlin in Ribarič, 2005, str. 76−77). 
 
Izjemno pomembno je, da se za vsako izmed tveganj določi odgovornega nosilca. Na dolgi 
rok je v organizacijo najbolje vnesti obvladovanje tveganj kot način poslovanja organizacije, 
pri čemer se največ pozornosti polaga ravno prepoznavanju, merjenju in obvladovanju 
tveganja na vseh ravneh organizacije. Pri tem ne smemo pozabiti na pomembnost 
komunikacije in informiranja o tveganjih, ki prežijo na organizacijo, ter na načine za njihovo 
obvladovanje (Berk, Peterlin in Ribarič, 2005, str. 37). 
3.3.4 POMEMBNOST NOTRANJIH KONTROL 
Notranje kontrole so usmeritve in postopki, ki jih vzpostavi organizacija z namenom uspešno 
obvladovati tveganja. Te usmeritve in postopki se izvajajo na vseh ravneh. Model, ki so ga 
razvili avtorji prispevka, ponuja orodje, ki ga je mogoče aplicirati na vsako organizacijo, kjer 
so pripravljeni na sodelovanje notranjih in zunanjih strokovnjakov. Končni rezultat je 
katalog, ki lahko služi organizaciji kot trajna referenca, saj omogoča ugotavljanje uspešnosti 
obvladovanja tveganj. Vsekakor pa je potrebno omenjeni katalog posodabljati. Katalog služi 
kot izjemen pripomoček, kadar se odločamo, kako tveganja obvladovati. Avtorji skozi 
prispevek poudarjajo pomembnost obvladovanja tveganj in sporočajo vsem organizacijam, 
ki temu področju še ne namenjajo dovolj pozornosti, naj s tovrstnimi aktivnostmi čimprej 
začnejo (Cvahte idr., 2011, str. 216). 
 
Ob uspešnem obvladovanju tveganj je potrebno izpostaviti velik pomen notranje kontrole. 
Te namreč zmanjšujejo tveganje, da organizacije ne bi dosegle zastavljenih ciljev. Na 
tveganja, ki pretijo organizaciji, se lahko vodstvo odzove na različne načine. Lahko se jim 
izogne. Eden izmed načinov je tudi ta, da jih vodstvo sprejme, saj ne presegajo ravni, nad 
katero si jih brez občutne škode za poslovanje ne morejo privoščiti. V večini primerov pa 
obvladujejo nevarnosti v sprejemljivih mejah in tako dopuščajo, da se ta izkažejo za 
priložnosti. Če torej povzamemo, se med odzivi na tveganja oz. ukrepi za njihovo 
obvladovanje med najpomembnejše uvršča ravno notranja kontrola. Predvsem je 
pomembno, da notranje kontrole delujejo učinkovito, uspešno in zanesljivo. Koristi, ki jih 
imajo pri doseganju zastavljenih strateških ciljev organizacije pa morajo presegati stroške, 
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ki jih povzročajo. Pomembno je, da so zanesljive, kar pomeni, da morajo vedno delovati na 
enak, predvideni način in neodvisno od sodelujočih posameznikov oz. predmetov obravnave 
(Vezjak, 2008c, str. 7). 
 
Vezjakova (2008c, str. 7) jasno poudarja, da je za ustrezno delovanje notranjih kontrol 
bistvenega pomena, kakšen odnos imata do njih uprava oz. najvišje vodstvo in nadzorni 
svet. Pri tem je pomembno njuno delovanje in vedenje. V prispevku avtorica pojasnjuje, 
kateri so elementi, ki tvorijo kontrolno okolje: 
‒ etične vrednote, ki jih zagovarja organizacija oz. najvišje vodstvo; 
‒ način razmišljanja in delovanja najvišjega vodstva; 
‒ organizacijski ustroj, ki omogoča pretok informacij; 
‒ jasno opredeljena in dodeljena pooblastila, pristojnosti ter odgovornosti; 
‒ usmeritve in praksa ravnanja z zaposlenimi ter njihova usposobljenost. 
 
V prispevku se kot primer najboljšega nadzora navaja »pravi človek na pravem mestu«. Iz 
tega sledi, da je odnos vodstva do zaposlenih zelo pomemben. Vodstvo mora zaznavati 
potrebne sposobnosti in jih spremljati, nadgrajevati ter nagrajevati. V kolikor govorimo o 
ustreznem kontrolnem okolju, potem v njem vlada obojestransko zaupanje – delovno okolje 
je pozitivno, spodbuja se inovativnost, samostojnost, strokovnjaki zasedajo ključne položaje 
(Vezjak, 2008c, str. 7−8). 
 
Vezjakova (2008c, str. 8) v prispevku predstavlja tudi dokument o okviru notranjih kontrol 
iz leta 1992, ki še vedno velja za enega temeljnih tovrstnih okvirjev v svetu. Gre za t. i. 
»Internal Control – Integrated Framework«. Ta dokument obravnava pet temeljnih sestavin 
notranje kontrole, ki so:  
‒ kontrolno okolje (vpliva na kontrolno zavest zaposlenih); 
‒ ocena tveganj (sestoji iz prepoznavanja tveganj, proučevanja njihove pomembnosti 
in oblikovanja temeljev za način ravnanja z njimi); 
‒ kontrolne aktivnosti (zagotavljajo, da se smernice vodstva in dejanja v zvezi z 
obvladovanjem tveganj izpeljejo, kar omogoča doseganje ciljev organizacije); 
‒ informacije in komunikacija (poročanje v primerni obliki, v dogovorjenih rokih, 
komunikacija mora potekati v vseh smereh, zaposleni pa morajo razumeti svojo 
vlogo); 
‒ monitoring (treba je spremljati, ali so notranje kontrole učinkovite, ustrezne, 
uspešne in pravilno delujoče). 
 
Za organizacije, ki si prizadevajo imeti dobre kontrolne sisteme, so ključnega pomena 
sposobni ljudje. Zelo priporočljivo je, da so notranje kontrole zapisane in da so o njih 
udeleženci obveščeni. Zapis kontrol namreč vodi v manjše število nesporazumov. Avtorica 
v prispevku navaja različne kontrolne aktivnosti, pri čemer je treba jasno določiti (Vezjak, 
2008c, str. 9): 
‒ pooblastila posameznikov, 
‒ kdaj in kaj je treba verificirati, 
‒ kdo lahko postopke/dogodke odobri, 
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‒ kaj mora biti usklajeno (prometi, posamezna stanja) pred izvedbo postopkov, 
‒ razmejitve dolžnosti, 
‒ postopke za varovanje sredstev (opreme, podatki in informacije), 
‒ preglede delovanja (neposredni in posredni nadzor, poročila o delovanju). 
 
Vezjakova (2008c, str. 10) navaja, da o uspešnih kontrolah govorimo, kadar: 
‒ pravočasno preprečijo možne ali dejanske odmike od zastavljenega; 
‒ opozorijo na možne ali dejanske odmike od zastavljenega; 
‒ dajejo sprejemljivo zagotovilo, da bodo zastavljeni cilji doseženi strokovno 
učinkovito. 
 
Naloga organizacije je, da poskrbi za pravo kontrolno okolje, kar lahko ustvari s svojim 
odnosom, načinom vodenja in razmišljanja. Prav tako mora biti etična in poštena ter imeti 
sposobne zaposlene. Le zaupanja vredni zaposleni z znanjem in s sposobnostmi so sposobni 
izvesti učinkovite in uspešne kontrole. Bistveno je, da ljudje razumejo, zakaj je pomembna 
kontrola, zato je velik poudarek na samokontroli. Organizacija mora v ta namen izvajati 
izobraževanja in druge aktivnosti, ki pripomorejo k ozaveščanju slehernega zaposlenega o 
pomembnosti in pomenu notranjih kontrol. Prevečkrat se dogaja, da so organizacije 
mnenja, da bodo z izdajo notranjega akta vzpostavile dobro delujoče kontrole. Ključno je, 
da se zaposlene seznani, kaj jim organizacija omogoča, da jih razume in dojame njihove 
koristi. Kljub notranjim kontrolam pa ni absolutnega zagotovila, da ne bo prišlo do 
pomanjkljivosti oz. napak. Poudariti je treba, da notranje kontrole vzpostavljajo ljudje, ki so 
zmotljivi. Vzpostavljen in delujoč notranji kontrolni sistem daje le zagotovilo, da bodo 
zastavljeni cilji organizacije doseženi. Prepričanje avtorice prispevka je, da je 
najpomembnejša notranja kontrola »pravi človek na pravem mestu« in hkrati tudi največje 
tveganje za organizacijo, če tega ne zagotovi (Vezjak, 2008c, str. 10−12). 
 
Vodstvo je tisto, ki ima v svojih rokah doseganje zastavljenih ciljev, saj ima številne 
pristojnosti in posledično možnosti, da ukrepa skladno s trenutnimi nagnjenji in lastnimi 
interesi. Zaradi tega lahko nastanejo napake, in sicer pri zaznavanju ter človeških odločitvah 
glede določenih poslovnih dogodkov. Kljub postavitvi notranjih kontrol določenih procesov 
se lahko iznajdljivi posamezniki brez vednosti vodstva organizacije le-tem izmuznejo in jih 
kršijo (npr. z medsebojnim dogovarjanjem) (Berk, Peterlin in Ribarič, 2005, str. 56). 
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4 VKLJUČENOST OBVLADOVANJA TVEGANJ V ISO 
STANDARDIH 
Mednarodna organizacija za standardizacijo, v nadaljevanju ISO, je svetovna zveza 
nacionalnih organov, ki sestoji iz članov ISO. Standardi, ki so sicer mednarodnega pomena, 
so načeloma pripravljeni s strani tehničnih odborov ISO, kjer ima lahko vsak član, ki ima 
željo sodelovati na določenem področju in za katerega je bil ustanovljen tehnični odbor, 
pravico, da je v omenjenem odboru tudi zastopan. Prioritetna naloga teh odborov je 
priprava standardov, ki so mednarodnega značaja. Za objavo standarda je treba pridobiti 
vsaj 75 % glasov članov, ki so prisotni na samem glasovanju6. Standard ISO 31000, ki je 
tudi predmet obravnave, je pripravila delovna skupina za obvladovanje tveganja pri 
Tehničnem upravnem odboru ISO (Slovenski inštitut za standardizacijo, 2011, str. 5). 
4.1 RAZVOJ ISO 31000 
Potreba za obvladovanjem tveganj je globalnega pomena, zato zahteva globalne rešitve. 
Ravno s tem namenom so pristopili k izgradnji mednarodne norme, katere naloga je 
standardizirati način postopanja na globalnem nivoju. Kot rezultat se pojavljajo številne 
norme za obvladovanje tveganj. Ena izmed teh je denimo ISO 31000:2009 (Drljača in 
Bešker, 2010). 
 
Mednarodna organizacija za standardizacijo, s sedežem v Ženevi, se je odločila vzpostaviti 
mednarodni standard, ki bo služil kot temelj za vzpostavitev obvladovanja tveganj. Za 
rešitev problemov, ki se pojavljajo pri obvladovanju tveganj, se je omenjena organizacija 
leta 2009 odločila objaviti nov standard ISO 31000. Gre za standard, ki določa načela in 
splošne smernice za obvladovanje tveganj. Ta standard lahko uporabijo čisto vse 
organizacije ne glede na naravo njihovega dela, omogoča pa obvladovanje vseh vrst tveganj 
(Baker, 2011, str. 36). 
 
Pot od priprave do objave standarda je bila vse prej kot lahka. Terjala je štiri leta 
uskladitvenih postopkov, prešla je skozi pripravo sedmih verzij osnutkov, vključevala je 
doprinos več kot sto strokovnjakov s področja obvladovanja tveganj s celotnega sveta 
(Purdy, 2010, str. 881). 
4.2 OPREDELITEV IN POMEN ISO 31000 
Mednarodna norma ISO 31000 je globalnega karakterja in velja za mednarodno normo za 
obvladovanje tveganj. V pomoč je zlasti organizacijam, ki predhodno obvladovanju tveganj 
niso namenjale pozornosti, kot tudi tistim, ki so svoje strategije prilagodile obvladovanju 
tveganj, vendar jim to zaenkrat še ni omogočilo doseganja želene učinkovitosti. Pri pisanju 
                                        
6 Zanimivo je, da je 25 držav glasovalo »za«, le Italija je bila edina država, ki je glasovala »proti« 
objavi standarda (Purdy, 2010, str. 886). 
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te norme je v bil v obzir vzet širok razpon interesov različnih organizacij. Ta standard ne 
nudi samo informacij o tem, da morajo biti poslovni procesi prilagojeni obvladovanju 
tveganj, ampak vsebuje tudi priporočila, kako morajo biti poslovni procesi implementirani 
skozi uporabo in implementacijo aspekta obvladovanja tveganj (Drljača, 2011). 
Obvladovanje tveganj sestoji iz strukturnih elementov, kjer ima vsak izmed teh nalogo 
omogočiti učinkovito obvladovanje tveganj. To bi naj zajemalo planiranje, delovanje, 
kontrolo in izboljšanje (Drljača in Bešker, 2010). 
 
V kolikor organizacije obvladovanju tveganj posvečajo pozornost in se hkrati poslužujejo 
načel in smernic, ki jih nudi standard ISO 31000, jim to omogoča (Slovenski inštitut za 
standardizacijo, 2011, str. 7): 
‒ večjo verjetnost, da bodo dosegli zastavljene cilje, 
‒ izboljšanje učinkovitosti in delovne uspešnosti, 
‒ izboljšanje organizacijskega učenja in prilagodljivost, 
‒ zavedanje potrebe po identifikaciji in obravnavi tveganja na ravni celotne 
organizacije, 
‒ izboljšanje identifikacije groženj in priložnosti, 
‒ izpolnjevanje ustrezne pravne in regulativne zahteve ter mednarodne normative, 
‒ izboljšanje upravljanja, 
‒ izboljšanje obveznega in prostovoljnega poročanja, 
‒ izboljšanje zaupanje deležnikov, 
‒ izboljšanje zdravja, varnosti in varstva okolja, 
‒ spodbujanje k proaktivnemu vodenju … 
 
Lundqvistova navaja (2014, str. 395), da so v ISO 31000 zajete najboljše prakse COSO in 
PMI (Project Management Institute) avstralskih in novozelandskih standardov in drugih 
standardov, ki so globalnega karakterja. Po navedbah revije Professional Safety (2015, str. 
18) je ISO standard 31000 eden izmed petih najbolje prodajanih ISO standardov. 
4.3 SIST ISO 31000 
Obravnavani standard SIST ISO 31000 ima status slovenskega standarda. Gre za status, ki 
je povsem enakovreden mednarodnemu standardu ISO 31000 in zagotavlja načela ter 
splošne smernice za obvladovanje tveganja (Slovenski inštitut za standardizacijo, 2011, str. 
2, 10). 
 
ISO 31000 je uporaben za vsa podjetja, zasebna in javna, pa tudi za družbena podjetja, 
združenja in za vse posameznike ali skupine. Iz tega sledi, da obravnavani standard ni 
specifičen in omejen izključno na neko industrijo oz. določeni sektor. Uporaben je za celotno 
življenjsko obdobje organizacije in za vse vrste tveganj (Slovenski inštitut za standardizacijo, 
2011, str. 10). 
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Leitch (2010, str. 888) navaja, da ima tudi v slovenski verziji ta standard pet poglavij in 
dodatek. Ta so sledeča: 
‒ področje uporabe, 
‒ izrazi in definicije, 
‒ načela, 
‒ okvir, 
‒ proces, 
‒ dodatek A (informativni): Lastnosti okrepljenega obvladovanja tveganja. 
 
Gspan (2015, str. 49) navaja, da je nepogrešljiva sestavina vsake vede, stroke in discipline 
pripadajoče strokovno izrazje. V prispevku, katerega je tudi avtor, opozarja na standard 
SIST ISO 31000:2011 in poudarja posebno vrednost, ki jo imajo izrazi, ki jih zajema poglavje 
2: »Izrazi in definicije«7. Poleg izrazov je mogoče zaslediti tudi kratka vsebinska pojasnila, 
ki pojasnjujejo vsebino izraza in obenem splošna načela ter smernice za obvladovanje 
tveganj. Standard bralcu sistematično, pregledno in izčrpno predstavi splošna načela in 
smernice za obvladovanje tveganj, saj so vsebine podrobno opisane in razčlenjene.  
 
Leitch (2010, str. 888) je precej kritičen do terminologije, ki jo ta standard uporablja. Navaja 
namreč, da je jasna, previdno izbrana terminologija osnova za dober standard. Po njegovih 
navedbah »bode v oči« zlasti 2. poglavje: »Izrazi in definicije«. Ugotavlja, da je izraz večkrat 
opredeljen z besedami, katerih pomen je še manj jasen kot sam izraz. Zato standard ne 
ponuja dodatnih pojasnil, ki bi bila bralcu v pomoč. Izraz »okvir za obvladovanje tveganj« 
je opredeljen kot skupek elementov, opredelitev izraza »vzpostavljanje konteksta« vključuje 
parametre, pri izrazu »vir tveganja« je omenjen lastni potencial za povzročanje tveganja. 
Avtor prispevka opozarja še na en problem pri terminologiji, in sicer je ta izogibanje uporabi 
matematičnih izrazov, kar na primer počne pri razlagi pojma »verjetnost«.  
 
Na terminologijo opozarjajo tako tuji kot tudi domači avtorji. Eden izmed teh je Gspan. Ta 
skozi svoj prispevek predstavlja pomisleke, ki pa jih ima v zvezi z navedbami standarda 
SIST ISO 31000:2011. Na primer »dogodek«, ki je v standardu opredeljen nevtralno in se 
ga uporablja kot nekaj, kar se pač zgodi oz. se je, se bo dogodilo. Pri tem standard ne 
določa, ali je dogodek dober ali slab, zaželen ali nezaželen, sprejet pozitivno ali negativno, 
koristen ali pa škodljiv. Res pa je, da se nagiba k negativnemu dogodku s sledečim 
pojasnilom, da se lahko dogodek označi kot incident ali nesreča, prav tako se lahko dogodek 
                                        
7 Omenjeno poglavje nudi definicije sledečih izrazov: tveganje, obvladovanje tveganja, okvir za 
obvladovanje tveganja, politika obvladovanja tveganja, odnos do tveganja, načrt obvladovanja 
tveganja, skrbnik tveganja, proces obvladovanja tveganja, vzpostavljanje konteksta, zunanji 
kontekst, notranji kontekst, komuniciranje in posvetovanje, deležnik, ocena tveganja, identifikacija 
tveganja, vir tveganja, dogodek, posledica, verjetnost, profil tveganja, analiza tveganja, merila 
tveganja, raven tveganja, ovrednotenje tveganja, obravnavanje tveganja, ukrep za obvladovanje 
tveganja, preostalo tveganje, spremljanje in pregled (Slovenski inštitut za standardizacijo, 2011, str. 
10−17). Definicije nekaterih od navedenih izrazov so opredeljene tudi v magistrskem delu. 
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brez posledic imenuje skoraj nesreča, incident, skoraj zadetek oz. resno opozorilo. 
Standard, ki posebej omeni »skoraj nesrečo«, »skoraj zadetek« in »skoraj opozorilo«, kar 
gre v stroki razumeti kot pozitivni razplet dogodka, saj pravočasno opozori na nevarnost, ki 
preti, pa v tem primeru ostane brez posledice. Avtor pojasnjuje, da se pomislek pojavi ravno 
pri uporabi izraza »nesreča«, saj je ta izraz za stroko neprimeren, ker vsebuje pojma 
»dogodek«, ki je objektivno dokazljiv, in »sreča«, kjer gre za subjektivno oceno dogodka. 
Zato morajo biti v eksaktnih situacijah, kamor zagotovo uvrščamo zdravje in varnost pri 
delu, pojmi opredeljeni jasno, enopomensko, brez dvoumnih pomenov in interpretacij. To 
pa izraz »sreča« zagotovo ni, kar avtor prispevka jasno pojasni – emocionalno doživljanje 
določenega dogodka je subjektivna ocena opazovalca oz. deležnika, zato lahko nekdo drug 
isti dogodek razume oz. dojame kot srečo, spet drugi pa kot nesrečo (Gspan, 2015, str. 52). 
 
Za lažjo predstavo avtor prispevka postreže s pojasnilom na hipotetičnem primeru. Na 
primer, da imamo staro neprimerno delavnico, ki v lastniku ne budi zadovoljstva, saj bi 
potreboval in si tudi želi nove. Obstoječa delavnica pa je dobro zavarovana pri zavarovalnici. 
Pride do požara in ta v celoti pogori. Za zavarovalnico je takšen dogodek slab in gre za 
»nesrečo«, medtem ko je na drugi strani za lastnika delavnice ta dogodek »sreča«, saj mu 
bo izplačana lepa vsota denarja zaradi dobro zavarovane delavnice. S tem pa bo lahko prišel 
do nove delavnice (Gspan, 2015, str. 52). 
 
Avtor pojasnjuje, da lahko pojem »nesreča« zavaja, ker si ga lahko posameznik zaradi 
svojega ravnanja razlaga z neko neodvisno, višjo silo. To kaže naslednji primer: posameznik 
lahko domneva, da je bil ob denar in pri tem pridobil še vozniške točke, ker je imel smolo, 
ko je v nepravem trenutku naletel na policijsko kontrolo in ne zato, ker bi vozil prehitro ali 
ne bi upošteval prometnih predpisov. Podobno je tudi v organizacijah, kjer lahko smatrajo, 
da so imeli smolo, ker je prišel inšpektor ob nepravem času, torej ravno takrat, ko ni bilo 
vse tako, kot bi moralo biti (Gspan, 2015, str. 52). 
 
V obravnavanem standardu mora organizacija, ki si prizadeva tveganja uspešno 
obvladovati, ravnati v skladu z načeli, ki jih ta določa. Načela jasno določajo, da 
obvladovanje tveganj (Slovenski inštitut za standardizacijo, 2011, str. 17−19): 
‒ ustvarja in varuje vrednost, 
‒ je sestavni del vseh organizacijskih procesov, 
‒ je del odločanja, 
‒ izrecno obravnava negotovost, 
‒ je sistematično, strukturirano in pravočasno, 
‒ temelji na najboljših razpoložljivih informacijah, 
‒ je prilagojeno, 
‒ upošteva človeške in kulturne dejavnike, 
‒ je pregledno in vključujoče, 
‒ je dinamično, prilagodljivo in odzivno na spremembe, 
‒ omogoča nenehno izboljševanje organizacije. 
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Z ozirom na kratko razlago zgoraj navedenih načel, ki jih obravnavani standard navaja, je 
bistveno naslednje; izjemno pomembno je dejstvo, da obvladovanje tveganja dokazljivo 
prispeva k doseganju zastavljenih ciljev in obenem omogoča izboljšanje delovanja. V 
standardu je zapisano, da obvladovanje tveganj ni samostojna aktivnost, zato ne sme biti 
ločena od glavnih aktivnosti in procesov organizacije, temveč mora biti del vseh procesov, 
ki se odvijajo v organizaciji. Prav tako je obvladovanje tveganj v veliko pomoč nosilcem 
odločanja, ker jim omogoča, da se odločajo na podlagi informacij, prednostno razvrščajo 
ukrepe in razlikujejo med alternativnimi ukrepi. Negotovost je tista, ki jo obvladovanje 
tveganj zelo upošteva in se zaveda, da se ji mora posvečati in jo obravnavati z veliko mero 
pozornosti. Če je pristop k obvladovanju sistematičen, strukturiran in pravočasen, zagotovo 
pripomore k učinkovitosti in rezultatom, ki so dosledni, primerljivi in zanesljivi. Obvladovanje 
tveganj priznava zmogljivosti, dojemanje, namere ljudi zunaj organizacije in v njej. Gre za 
ljudi, ki lahko pripomorejo ali pa ovirajo dosego zastavljenih ciljev. Obvladovanje je ustrezno 
in se vseskozi posodablja, če se ustrezno in pravočasno vključujejo deležniki. Obvladovanje 
tveganja ves čas zaznava spremembe in se nanje tudi odziva (Slovenski inštitut za 
standardizacijo, 2011, str. 17−19). 
 
V kolikor želimo v organizacijo uvesti obvladovanje tveganj in si pri tem prizadevati za 
njegovo uspešnost, je ključnega pomena, da imamo močno in trajno zavezanost vodstva 
organizacije, katerega naloge so (Slovenski inštitut za standardizacijo, 2011, str. 21): 
‒ določitev in podpiranje politike obvladovanja tveganja; 
‒ zagotovitev usklajenosti kulture organizacije in politike obvladovanja; 
‒ opredelitev kazalnikov obvladovanja tveganja in njihova usklajenost s kazalniki 
delovanja organizacije; 
‒ uskladitev ciljev obvladovanja tveganja s cilji, strategijami organizacije; 
‒ zagotovitev zakonodajne in regulativne usklajenosti; 
‒ določitev kdo je komu in zakaj mu je odgovoren na ustreznih ravneh; 
‒ zagotovitev, da se obvladovanju tveganj zagotovijo potrebna sredstva; 
‒ sporočanje deležnikom o koristih, ki jih prinaša obvladovanje tveganj; 
‒ zagotovitev ustreznosti okvirja za obvladovanje tveganja tudi v prihodnje. 
 
Odgovornost, pooblastila in ustrezno kompetentnost za obvladovanje tveganj mora 
zagotavljati organizacija. To lahko zagotovi: z identificiranjem skrbnikov tveganja, ki so 
odgovorni in imajo pooblastila za obvladovanje tveganj, identificiranjem konkretnih oseb, 
ki so odgovorne za razvoj, izvajanje, vzdrževanje okvira za obvladovanje tveganj, 
identificiranjem drugih odgovornosti osebja na vseh organizacijskih ravneh, 
vzpostavljanjem merjenja delovanja in poročanja ter zagotavljanjem ustreznih stopenj 
priznavanja. Ključnega pomena je, da je obvladovanje tveganja vgrajeno v prav vse pore 
organizacije. Zajema vse procese in prakse organizacije. Zato bo le tako proces 
obvladovanja stekel uspešno in učinkovito. V standardu SIST ISO 31000 je poudarjeno, naj 
proces obvladovanja tveganj postane del organizacijskih procesov in naj ne bo od njih ločen 
(Slovenski inštitut za standardizacijo, 2011, str. 23). 
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Seveda je obvladovanje tveganj brez ustreznih in potrebnih virov nemogoče. Zatorej mora 
organizacija za učinkovito in uspešno obvladovanje zagotoviti naslednje (Slovenski inštitut 
za standardizacijo, 2011, str. 24): 
‒ ljudi, znanje, spretnosti, izkušnje, kompetentnost, 
‒ vire, ki so potrebni za posamezno stopnjo procesa obvladovanja tveganj, 
‒ procese, metode, orodja, 
‒ dokumentirane procese, postopke, 
‒ informacijske sisteme, sisteme za upravljanje znanja, 
‒ programe usposabljanja. 
 
Kadar želi organizacija izvesti svoj okvir za obvladovanje tveganja, je ključnega pomena, da 
si vnaprej določi časovni razpored in strategijo izvajanja okvira. Uporabiti mora politiko in 
proces obvladovanja pri organizacijskih procesih, ravnati skladno s pravnimi ter 
regulativnimi zahtevami, organizirati informacijske sestanke in usposabljanja. Ves čas mora 
potekati komunikacija z deležniki in posvetovanje za namene ohranjanja ustreznosti okvira 
za obvladovanje tveganj (Slovenski inštitut za standardizacijo, 2011, str. 25). 
 
Standard, ki je predmet obravnave, nudi odgovor na vprašanje, kako se prepričati, da 
organizacija uspešno obvladuje tveganja. Organizacija ima po navedbah standarda več 
možnosti; meri uspešnost s pomočjo kazalnikov in njihovo ustreznost periodično primerja, 
periodično meri napredek glede na načrt in odstopanje od njega, periodično primerja 
ustreznost okvira, načrta in politike glede na zunanji/notranji kontekst, vseskozi poroča o 
tveganju, napredku, sledenju politiki obvladovanja tveganja ter redno pregleduje uspešnost 
okvira za obvladovanje tveganja (Slovenski inštitut za standardizacijo, 2011, str. 26). 
 
Obravnavani standard jasno poudari, da naj bo proces obvladovanja tveganja sestavni del 
vodenja, vgrajen v kulturo in prakso ter prilagojen poslovnim procesom organizacije. Ta 
proces zajema (Slovenski inštitut za standardizacijo, 2011, str. 26−37): 
‒ komuniciranje in posvetovanje, 
‒ vzpostavljanje konteksta, 
‒ ocenjevanje tveganja, 
‒ obravnavanje tveganja, 
‒ spremljanje in pregled, 
‒ zapisovanje procesa obvladovanja tveganja. 
 
Glede na razlago že zapisanih komponent procesa, mora komuniciranje in posvetovanje z 
deležniki potekati v vseh fazah procesa obvladovanja tveganja. Da bi organizacija 
vzpostavila kontekst, mora jasno določiti cilje, zunanje in notranje parametre ter obseg in 
merila tveganja za preostali proces. Kadar je govora o ocenjevanju tveganja, ki ga standard 
opredeli kot celovit proces identificiranja, analize in ovrednotenja tveganja, je pomembno, 
da se najprej identificirajo viri tveganja, področja vpliva, dogodki, vzroki in možne posledice. 
V naslednji fazi, tj. analizi tveganja, gre za razvijanje in razumevanje tveganja, oskrbo z 
vhodnimi podatki za ovrednotenje tveganja, katerega namen je pomagati pri odločanju 
katera tveganja je potrebno prednostno obravnavati. Pri obravnavanju tveganj, ki jih 
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standard označi za cikličen proces, gre za izbiro ene oz. več možnosti za spreminjanje 
tveganj in njihovo izvajanje. Spremljanje in pregled morata vključevati redno preverjanje in 
stalni nadzor, biti morata načrtovan del procesa obvladovanja tveganja. V tej fazi procesa 
se mora zagotavljati, da so ukrepi za obvladovanje tveganja uspešni in učinkoviti. Pridobivati 
je treba dodatne informacije za izboljšanje ocenjevanja tveganja v prihodnje, prav tako pa 
je treba analizirati in se učiti iz dogodkov, trendov, sprememb, ne/uspehov (Slovenski 
inštitut za standardizacijo, 2011, str. 27−37). 
 
Obravnavani standard vsebuje tudi t. i. Dodatek A, ki predstavlja lastnosti okrepljenega 
obvladovanja tveganja in je organizacijam v dodatno pomoč. Organizacija, ki jih upošteva 
in deluje skladno z njimi, ima za rezultat tekoče, pravilno in celovito razumevanje vseh 
tveganj. Najpomembnejše pa je, da so vsa tveganja znotraj njenih meril tveganj (Slovenski 
inštitut za standardizacijo, 2011, str. 38). 
 
Omenjeni dodatek opisuje lastnosti, kot so (Slovenski inštitut za standardizacijo, 2011, str. 
38−40): 
‒ nenehno izboljševanje (zajema določevanje ciljev delovanja organizacije, merjenje, 
pregled, poznejšo spremembo procesov, sistemov, virov, zmogljivosti in znanja); 
‒ popolna odgovornost za tveganja (vključuje celovito, natančno določeno 
odgovornost za tveganja; točno določeni posamezniki v celoti sprejemajo 
odgovornost); 
‒ uporaba obvladovanja tveganja pri vsakem odločanju (ne glede na raven 
pomembnosti je treba tveganja upoštevati in jih obvladovati do ustrezne stopnje); 
‒ stalna komunikacija (poteka z zunanjimi in notranjimi deležniki, zajema tudi 
poročanje o obvladovanju tveganj, potekati mora v obliki dvosmernega procesa); 
‒ popolna vključenost v strukturo upravljanja organizacije (gre za osrednjo aktivnost 
procesov pri vodenju organizacije in je bistvenega pomena za doseganje 
zastavljenih ciljev). 
 
Leitch (2010, str. 891−892) je v svojem prispevku podrobno analiziral ISO 31000. Avtor 
navaja, da je analiza pokazala številne slabosti in pomanjkljivosti8 omenjenega standarda. 
A vseeno zapiše, da obstaja tudi nekaj stvari, ki so pozitivne. A kljub temu, po navedbah 
avtorja, standard ISO 31000 razočara. 
 
                                        
8 Standard je nejasen, v kolikor mu sledimo, vodi do nelogičnih odločitev, skoraj nemogoče ga je 
zasledovati, ni matematično podkovan in le malo temelji na verjetnosti, podatkih ter modelih (Leitch, 
2010, str. 892) 
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5 PREDSTAVITEV OBRAVNAVANEGA POSLOVNEGA PROCESA 
V nadaljevanju predstavljam področje poprodajnih storitev in konkretno obravnavani 
poslovni proces. Ta opredelitev in predstavitev je ključnega pomena za nadaljnje 
razumevanje naloge, kjer bodo podrobneje predstavljena tveganja, ki se lahko skozi 
poslovni proces pripetijo in za katere bodo podani ukrepi ter izboljšave po načelih in 
smernicah, ki jih zajema ISO 31000. Ta je bil namreč jasno predstavljen v prejšnjem, tj. 
četrtem poglavju magistrskega dela, ki tvori jedro dela, saj iz njegove preučitve izhajajo 
nadaljnje izboljšave in ugotovitve. Izpostaviti je treba, da obravnavana organizacija 
omenjenega standarda še ni uvedla, zato sem si skozi izvedeno raziskavo prizadevala 
ugotoviti, kakšna bi bila njegova dodana vrednost za obravnavano organizacijo in 
tamkajšnje poslovne procese, ki jih predstavljam v nadaljevanju. 
5.1 PREDSTAVITEV PODROČJA POPRODAJNIH STORITEV 
Poprodajne storitve imajo zelo pomembno vlogo, saj so v okviru obravnavne organizacije 
umeščene na področje Servisa9. V obravnavani organizaciji ugotavljajo, da je kakovost 
poprodajnih storitev ključnega pomena, kadar se kupec odloča za nakup izdelka. 
Kakovostna poprodajna storitev pa je zagotovo pomembna konkurenčna prednost, ki je v 
turbulentnih tržnih razmerah ne gre zanemariti.  
 
Obravnavana organizacija skrbi in izvaja številne aktivnosti, da do realizacije tveganj ne 
pride oz. da se posledice čim bolj omilijo, s čimer se poglabljajo odnosi med prodajalcem in 
kupcem aparata. Vsekakor se bo takšen kupec pri naslednjem nakupu aparata odločil za 
istega proizvajalca, ker je imel v preteklosti pozitivne izkušnje. V tem primeru govorimo o 
dolgoročni zvestobi kupca, ki je za organizacijo dragocenega pomena.  
 
Obravnavana organizacija za kakovostno poprodajno storitev skrbi s številnimi aktivnostmi; 
od samega planiranja zaloge do izvedbe servisnega posega na terenu. V sklop poprodajnih 
aktivnosti bi lahko umestili sledeče: 
‒ vsakodnevno komunikacijo s kupci in z dobavitelji, 
‒ zagotavljanje razpoložljivosti rezervnih delov, 
‒ zagotavljanje oskrbe z rezervnimi deli, 
‒ urejanje dokumentacije in servisnih katalogov, 
‒ servisno mrežo itd. 
 
Organigram organizacije je prikazan na sliki 2.
                                        
9 angl. After-sales department 
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Slika 2: Organigram organizacijske enote Servis 
 
 
Vir: Intranet obravnavane organizacije (2017)
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V Pravilniku obravnavane organizacije je navedeno, da sestoji delovno področje 
organizacijske enote Servis iz naslednjih aktivnosti (Pravilnik GPR-OS-006, 2017): 
‒ pripravljanje strokovnih izhodišč, in sicer za namene oblikovanja politike servisiranja, 
vključujoč politiko cen, 
‒ usmerjanje sprejete politike, spremljanje realizacije ciljev in stroškov ter ostalih 
kazalnikov s področja servisiranja, 
‒ organiziranje, vodenje in nadziranje izvajanja dejavnosti servisiranja, 
‒ načrtovanje informacijskega sistema delovnega področja in obenem vključevanje le-
tega v informacijski sistem organizacije kot celote, 
‒ razvijanje in uporaba sodobnih sistemov komuniciranja (s strankami, kupci …), 
‒ planiranje in spremljanje kazalcev Servisa (ekonomskih in drugih), 
‒ odnosi s strankami, 
‒ nadzor kakovosti delovanja servisnega sistema. 
 
Obravnavana organizacija skladno s strategijo razvoja, ki jo ima, in skladno z dolgoročnimi 
cilji, ki si jih je zastavila, ter z mednarodnimi obligacijskimi razmerji, direktivami, nacionalno 
zakonodajo zagotavlja vsem svojim uporabnikom servisiranje svojih izdelkov v času njihove 
uporabe. V obravnavani organizaciji temeljijo na principu, da je zadovoljen uporabnik tekom 
uporabe izdelka eden izmed temeljnih strateških ciljev in njihovo osnovno poslanstvo. 
Organizacija v ta namen izvaja številne aktivnosti in si prizadeva zagotoviti kakovostno in 
hitro servisiranje po primerni ceni. Ves čas pa so njihove aktivnosti usmerjene v sistematično 
spremljanje kakovosti izdelkov, ki so v uporabi, in v kakovost storitev po prodajnih trgih ter 
v stalno nadgrajevanje s pomočjo izsledkov (Intranet obravnavane organizacije, 2017). 
5.2 PREDSTAVITEV POSLOVNEGA PROCESA 
Poslovni proces poenostavljeno poteka vse od prejetja naročila s strani kupca do odpreme 
in vročitve naročenih rezervnih delov kupcu. Odvisno od načina, kako se ta poslovni proces 
odvija, se ločijo tri različice procesa, ki so predstavljene v nadaljevanju.  
5.2.1 KLASIČNI NAČIN 
Na naslov komercialista, ki je zadolžen za določena področja oz. točno določene kupce, 
najprej prispe naročilo po elektronski poti. S pomočjo strežnika SharePoint potuje naročilo 
od komercialista do osebe, ki skrbi izključno za vnos naročil. Oseba, ki nudi operativno 
podporo, poskrbi, da je naročilo vneseno v program10. Izpostaviti pa je treba, da vnos 
naročil zaenkrat poteka ročno11. Z vnosom naročila v program se kreira prodajni nalog. Ko 
je ta kreiran, pripravi operativni delavec potrditev naročila, ki vsebuje Excelov dokument, v 
katerem so navedene šifre, nazivi, cene in pričakovani datum dostave, ter ga posreduje na 
naslov komercialista. Komercialist nato potrditev posreduje do kupca. Kupec ima od prejetja 
potrditve naročila dva delovna dneva, da preveri in poda morebitne pripombe/spremembe. 
                                        
10 V obravnavani organizaciji uporabljajo program SAP. 
11 Trenutno že potekajo aktivnosti, usmerjene v vnos naročil kupca, direktno preko spletne aplikacije. 
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V kolikor tega v predvidenem času ne stori, se smatra, da se s potrditvijo strinja, zato lahko 
komercialist preide na naslednji korak.  
 
V naslednji fazi komercialist, seveda skladno z dogovorom, ki ga ima s kupcem, kreira 
dobavnico. V trenutku kreiranja dobavnice lahko program zajame le rezervne dele, ki so v 
tistem času na zalogi. S tem, ko je dobavnica kreirana, je hkrati s pomočjo programa 
obveščeno tudi skladišče, ki mora želene rezervne dele zapakirati. Za embaliranje imajo v 
skladišču na voljo dva delovna dneva. Po prejetju morebitnih urgenc s strani kupcev je 
lahko pošiljka zapakirana še isti dan. V skladišču dvakrat dnevno zberejo kreirane 
dobavnice, in sicer okoli 10.00 zjutraj in nato še okoli 14.00 popoldne.  
 
Ko so rezervni deli (v nadaljevanju RD) s kreirane dobavnice zapakirani, se kreira pakirna 
lista, ki je vidna v programu. Gre za dokument, ki poleg šifer, nazivov in količin vsebuje tudi 
podatke o pripravljeni pošiljki, torej dimenzije, neto in bruto težo, volumetrično težo itd. 
Glede na pariteto, ki je dogovorjena v komercialnih pogojih, se nato ta pošiljka odpremi na 
ustrezen način.  
 
Opisani postopek bo prikazan na dveh primerih. V kolikor imamo dogovorjeno pariteto EXW 
(Ex Works), kupcu posredujemo pakirno listo, iz katere so razvidni vsi pakirni podatki, na 
osnovi katerih nato sam organizira prevoz. Obveščeni prevoznik po navodilih kupca v 
skladišču obravnavane organizacije pobere pripravljeno pošiljko. Za drugi primer pa imamo 
kupca z dogovorjeno pariteto CIP (Carriage and Insurance Paid to). V takšnem primeru je 
naša dolžnost, da zanj organiziramo prevoz na dogovorjeni način. V večini primerov je 
dogovorjeno, da kupcu ponudimo različne transportne ponudbe, sam pa nato izbere želeno 
in nam to sporoči. Komercialist v primeru takšnega dogovora posreduje pakirne podatke 
naprej do logističnega oddelka, katerega naloga je priskrbeti najvarnejšo, najhitrejšo in 
najugodnejšo ponudbo za prevoz pošiljke do kupca. Ko kupec potrdi transportno ponudbo, 
mu naročene rezervne dele odpremijo in mu po elektronski poti (če ni zahtevano drugače) 
izdajo fakturo. Z izdajo omenjenega dokumenta se praviloma ta poslovni proces zaključi. 
Vizualni potek poslovnega procesa prikazuje slika 3. 
 
Slika 3: Prikaz klasičnega poslovnega procesa 
 
Vir: Interno navodilo obravnavane organizacije (2017) 
 
Obstajajo pa tudi primeri, ko kupec po prejetju pošiljke ugotovi višek, manko, poškodbe 
naročenih delov, prejetje napačnih in nedelujočih rezervnih delov ter podobno. V teh 
primerih kupec na naslov komercialista, ki mu je tudi izdal fakturo, pošlje reklamacijo. V 
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obravnavni organizaciji obravnavajo le reklamacije, ki so izpolnjene na enotnem obrazcu za 
reklamacije, pripravljenem s strani obravnavane organizacije.  
 
Gre za obrazec, ki potuje skozi tri faze. V prvi fazi ga izpolni kupec, kjer navede podatke, 
kot so denimo številka fakture, datum prejetja pošiljke, pakirno listo, razlog reklamacije, 
priloži tudi slike, zlasti v primerih, ko reklamira poškodovane dele, navede šifro rezervnega 
dela itd. Kadar komercialist prejme vse potrebno, posreduje reklamacijo naprej do 
operativnega delavca, ki poskrbi za ureditev (oštevilčenje, vpis v evidenco itd.) in 
posredovanje reklamacije do oddelka, ki skrbi za reševanje tovrstnih reklamacij. V drugi fazi 
ta oseba preveri upravičenost reklamacije in izpolni drugi del obrazca. S tem, ko je 
reklamacija rešena, se posreduje signal komercialistu, ki ukrepa naprej, seveda na način, ki 
je bližje kupcu. Lahko mu posreduje nove rezervne dele brezplačno, ali pa mu izda dobropis.  
5.2.2 MIKRODISTRIBUCIJA 
Mikrodistribucija je eden izmed načinov, na katerega se lahko odvija obravnavani poslovni 
proces. Od klasičnega, ki je predstavljen v prejšnjem podpoglavju, ima ta značilnost, da je 
naročilo vneseno v sistem s strani kupca, zato v obravnavani organizaciji z vnosom naročila 
v sistem nimajo opravka. Pogoj za to je seveda ta, da kupec uporablja isti program, v tem 
primeru SAP (Programska oprema za posel). Trenutno so v proces mikrodistribucije 
vključeni le PPE-ji12 (prodajno-poslovna enota).  
 
Ko je naročilo s strani kupca shranjeno, je nemudoma vidno tudi v sistemu obravnavane 
organizacije. Na strani kupca pa imajo tudi vpogled, ali je rezervni del na zalogi oz. 
predvidene datume, kdaj bo rezervni del na zalogi.  
 
V te naloge s strani obravnavne organizacije ima vstop le komercialist, ki ima avtorizacijo, 
a v sistemu ne more spremeniti ničesar. V kolikor je treba šifre in količine dodati/izbrisati, 
morajo to urediti ne le v obravnavani organizaciji, temveč tudi na kupčevi strani. Kupec 
obravnavane organizacije, ki je vključen v mikrodistribucijo, zbere naročila s strani svojih 
kupcev in jih vpiše v sistem.  
 
Z obravnavano organizacijo kupec sklene še pogodbo, v kateri se dogovori, kolikšen bo 
popust, ob katerih dnevih bodo odpreme, do kdaj se morajo oddati naročila, da bodo 
naročeni rezervni deli prejeti s prvo naslednjo odpremo itd. Mikrodistribucija ima za kupca 
veliko prednost, saj na kupčevi strani skladiščne kapacitete niso potrebne. Odpreme 
potekajo večkrat tedensko (v večini primerov je to dvakrat) direktno na naslov njihovega 
kupca oz. direktno do serviserja. Obenem pa lahko ta prednost pomeni tudi slabost, saj si 
na kupčevi strani ne morejo ustvarjati zalog. V kolikor rezervni deli v obravnavani 
                                        
12 V obravnavani organizaciji se proces mikrodistribucije uporablja za naslednje države: Slovenija, 
Hrvaška, Italija, Avstrija, Češka, Slovaška in Francija. 
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organizaciji niso na zalogi, lahko nastopijo težave, kot je na primer zamenjava aparata, ki 
je v garanciji. 
 
Odpreme potekajo preko točno določenega prevoznika, ki je opredeljen v sklenjeni pogodbi, 
kar omogoča skladišču, da proces embaliranja poteka nemoteno, saj so vnaprej natančno 
seznanjeni, katere dimenzije so za prevoznika sprejemljive. Poudariti je treba, da se 
mikrodistribucija razlikuje še po tem, da ima večje število manjših paketkov. Dogovorjena 
pariteta je v teh primerih EXW. 
 
Da bo zadeva jasnejša, predstavljam primer kupca iz Avstrije, kjer je bil dogovor sledeč: 
‒ odpreme naročenih rezervnih delov potekajo v sredo in petek; 
‒ vsa naročila, ki bodo oddana v sistem do torka (natančneje do 14.00), bodo 
odpremljena z odpremo v sredo (ob 14.00); 
‒ vsa naročila, ki bodo oddana v sistem do petka (natančneje do 9.00), bodo 
odpremljena z odpremo v petek (ob 12.00). 
 
Na samem začetku poslovnega procesa je torej v sistemu obravnavane organizacije vidno 
kupčevo naročilo. Za vse naročene rezervne dele, ki jih ima obravnavana organizacija na 
zalogi, komercialist ob dogovorjenih dnevih in urah kreira dobavnice (teh je več, saj gredo 
rezervni deli na več različnih naslovov). V zgornjem primeru je to v torek ob 14.00 in v 
petek ob 9.00, v vmesnem času pa se naročila kopičijo.  
 
Ko so dobavnice kreirane, dobijo v skladišču signal, da gre za dobavnice mikrodistribucije. 
Te morajo biti zapakirane do točno določene ure in odpremljene na točno določen način − 
v zgornjem primeru je to v sredo do 14.00 in v petek do 12.00 preko pogodbenega 
prevoznika.  
 
Ko so rezervni deli s kreiranih dobavnic zapakirani, so v sistemu vidne pakirne liste, s čimer 
je komercialist seznanjen, da so rezervni deli pripravljeni za odpremo. Ta nato s pomočjo 
spletne aplikacije kreira nalog za odpremo, kjer na seznamu izbere številke dobavnic, ki jih 
je kreiral, ter način odpreme. Ko seznam shrani, je ta takoj viden v skladišču, kamor ob 
točno dogovorjeni uri pripelje tudi pogodbeni prevoznik. Pripravljene pošiljke so tako 
odpremljene še isti dan. Komercialistu preostane še zadnje dejanje tega procesa – kreiranje 
faktur. Sistem omogoča masovno kreiranje faktur, kjer komercialist označi vse odpremljene 
dobavnice, jih shrani, zatem pa kreirane fakture avtomatsko »odletijo« na naslov kupca. 
5.2.3 MEDPODJETNI PROCES 
Podobno kot mikrodistribucija ima tudi medpodjetni proces13 svoje prednosti in 
pomanjkljivosti. Preko spletnega kataloga se na kupčevi strani vnašajo naročila s strani 
manjših kupcev, ta pa nato vsa naročila združi in z enim večjim naročilom, ki je pravzaprav 
                                        
13 Izraz predstavlja prodajo med podjetji. 
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zbir več manjših, naroči želene rezervne dele v obravnavani organizaciji. Tudi v tem primeru 
poteka vnos naročila na kupčevi strani. A razlika je v tem, da se kupec lahko odloča, na 
kakšen način želi, da so pošiljke odpremljene − letalsko/cestno/ladijsko. Na osnovi tega 
tudi prilagodi pariteto, vnese lahko želeni datum prejetja rezervnih delov in podobno. 
Seveda je tudi tukaj pogoj povezava SAP-to-SAP. 
 
Odpreme v tem primeru ne potekajo ob točno določenih dnevih, ampak po potrebi oz. 
dogovoru. Razlika je tudi ta, da ima kupec skladiščne kapacitete, ki mu omogočajo, da si 
ustvari zalogo glede na svoje potrebe. Komercialist ima v obravnavani organizaciji možnost 
vstopa v naročilo. Katerokoli spremembo naredi v naročilu, je ta vidna na obeh straneh; 
torej tako pri kupcu kot v obravnavani organizaciji. 
 
Preostali del procesa se odvija podobno, kot sem opredelila pri klasičnem načinu. Torej, ko 
so dobavnice spakirane, se kreirajo pakirne liste. Kupca se obvesti, da je pošiljka zanj 
pripravljena, na kar se mu odvisno od paritete in želenega načina odpreme (letalsko, cestno 
ali ladijsko) ponudijo različne transportne ponudbe – kupec nato izbere želeno in sporoči 
svojo izbiro. Ko kupec potrdi transportno ponudbo, se mu naročeni rezervni deli odpremijo, 
po elektronski poti pa se mu izda faktura. Z izdajo omenjenega dokumenta pa se praviloma 
medpodjetni proces zaključi. 
5.3 PREDSTAVITEV SKLADIŠČA 
Skladišče ima pri obravnavanem poslovnem procesu zelo pomembno vlogo. Od njega je 
namreč odvisno, ali bo kupec dobil rezervne dele pravočasno, zlasti v primerih 
mikrodistribucije, ali so rezervni deli zapakirani po standardnih merilih, da kasneje ne bi 
prišlo do transportnih poškodb, ali so rezervni deli na paletnem mestu ustrezno sortirani, 
da kupcu ne bi odpremili napačnih.  
 
Skladišče skrbi za rezervni del vse od prihoda rezervnega dela v organizacijo s strani 
dobavitelja pa vse do odpreme rezervnega dela h kupcu. Kadar prejme obravnavana 
organizacija rezervni del s strani dobavitelja, ga v skladišču naprej kakovostno in količinsko 
pregleda, kar je tudi osnova, da se lahko nadaljnji proces učinkovito in uspešno nadaljuje. 
Odprema neustreznega rezervnega dela »v roke« kupcu bi lahko imela velike posledice.  
Ko je ugotovljeno, da je rezervni del kakovostno ustrezen, se ga opremi (s šifro, nazivom, 
črtno kodo). Rezervni del se nato sortira in vloži na ustrezno paletno mesto. Kadar v 
skladišču prejmejo navodilo, da je treba določen rezervni del pripraviti na odpremo, ga 
naprej zapakirajo (v kolikor še ni), seveda v skladu s tehnološkim postopkom, ki določa, 
katera embalaža je za posamezni rezervni del ustrezna, koliko rezervnih delov je lahko v 
eni embalaži in podobno. V nekaterih primerih se zapakirani rezervni deli dobijo že s strani 
dobaviteljev, a v tem primeru je potrebno navesti, da so le-ti zapakirani po vnaprejšnjih 
navodilih obravnavane organizacije.  
 
V večini primerov so rezervni deli zapakirani v individualno embalažo (večinoma je to 
kartonska). Določeni kupci pa imajo tudi druge zahteve, kot je na primer, da se zapakiran 
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rezervni del poleg osnovne nalepke dodatno opremi z nalepko s podatki o kupčevi šifri, ki 
omogoča kupcu hitrejšo prepoznavo rezervnega dela. 
 
Kot že zgoraj zapisano, ima organizacijska enota Servis svoje skladišče, ki deluje po 
skladiščni logiki WHM (Warehouse management), v katerem se nahajata dve fizični lokaciji 
skladišča – visoko regalno WMS (Warehouse Management System) skladišče, kot ga 
prikazuje slika 4, in delno ročno WMS skladišče, ki se nahaja izven lokacije regalnega 
skladišča.  
 
Slika 4: Skica visoko regalnega skladišča 
 
 
Vir: Interno navodilo obravnavane organizacije (2017) 
 
Skladišče meri v višino 7 metrov in v dolžino 100 metrov. Velikost paletnih mest se spreminja 
skladno s potrebami, vendar jih trenutno v obravnavani organizaciji beležijo več kot 80.000. 
V skladišču trenutno deluje osem regalnih viličarjev, ki pokrivajo 12 prog. V visoko regalnem 
skladišču je definirano WMS skladišče, kjer so ravno tako definirane proge. To omogoča, 
da poteka nabiranje rezervnih delov s pomočjo regalnih viličarjev oz. t. i. demagov (Interno 
navodilo obravnavane organizacije, 2017). 
 
Drugo, tj. delno ročno WMS skladišče, so pravzaprav skladiščne lokacije, ki so definirane 
kot proge. Posebnost omenjenega skladišča je ta, da so te proge fizično ločene od visoko 
regalnega skladišča. To je tudi razlog, da so lokacijsko dostopne izključno z ročnim 
manipuliranjem. Pravzaprav gre za lokacije, ki so razpršene znotraj skladišča Servisa 
(zgoraj, spodaj na podestih, Rotomat14 itd.) (Interno navodilo obravnavane organizacije, 
2017). 
 
 
                                        
14 Visoko skladišče z ročnim upravljanjem za manjše kose rezervnih delov.  
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V obravnavani organizaciji imajo več skladiščnih lokacij (Interno navodilo obravnavane 
organizacije, 2017): 
‒ 8030 (rezervni deli na tej lokaciji so namenjeni prodaji), 
‒ 8040 (rezervni deli na tej lokaciji čakajo na prevzem materiala), 
‒ 8050 (reklamacije in preostale posebnosti), 
‒ 8060 (vzorci rezervnih delov), 
‒ 8070 (režijski material), 
‒ 8090 (rezervni deli na življenjski dobi). 
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6 UPORABA SMERNIC IN NAČEL STANDARDA ISO 31000 NA 
KONKRETNEM PRIMERU 
Vintar piše, da je v praksi realiziranje zastavljenih aktivnosti skoraj vedno nekoliko drugačno 
od zastavljenih planov (Vintar 2007, str. 7). Torej se v praksi pojavljajo izredni dogodki, ki 
jih ni mogoče vedno reševati po zgledu teoretičnih primerov. Namen raziskave je prikazati 
tveganja, ki jih je še mogoče enotno obravnavati in obvladovati in tista, ki jih ni mogoče. V 
takšnih primerih je organizacija prepuščena sama sebi in mora preučiti možnosti, ki jih ima 
na voljo, in ugotoviti, katera možnost je zanjo v danem trenutku najbolj ugodna.  
6.1 SPLOŠNO O NAČINU PRISTOPA K OBVLADOVANJU TVEGANJ NA 
RAVNI CELOTNE ORGANIZACIJE 
Na obravnavano organizacijo vsakodnevno prežijo tveganja in priložnosti, ki lahko 
potencialno bodisi negativno bodisi pozitivno vplivajo na finančni položaj in poslovni izid na 
zaposlene, kontinuiteto poslovanja, ugled obravnavane organizacije, blagovne znamke kot 
tudi na doseganje zastavljenih ciljev in uresničevanje opredeljene strategije (Letno poročilo 
obravnavane organizacije, 2013).  
 
V okviru obravnavane organizacije deluje t. i. Svet za upravljanje s tveganji, kar zagotovo 
kaže na pozitiven pristop k obvladovanju tveganj. V okviru omenjenega Sveta vseskozi 
analizirajo in proučujejo tveganja, ki jim je organizacija izpostavljena, ter v ta namen 
izvajajo ukrepe za obvladovanje na sprejemljive ravni. V preteklih letih, zlasti pa v letu 2013, 
so bili zaradi makroekonomske situacije, ki ni bila najbolj ugodna, osredotočeni na 
obvladovanje finančnih tveganj (kreditna, valutna in likvidnostna tveganja), obenem pa so 
pozornost namenjali tudi preostalim tveganjem. Za področje obvladovanja tveganj je bilo 
za organizacijo zlasti pomembno leto 2014, s katerim so proces obvladovanja tveganj tudi 
prenovili. To jim je omogočilo, da lahko sledijo konceptu popolne integracije obvladovanja 
tveganj v poslovne procese na vseh ravneh poslovanja (Letno poročilo obravnavane 
organizacije, 2013).  
 
Organizacija sledi svoji opredelitvi ključnih tveganj in jih kategorizira v tri osnovne skupine 
(Letno poročilo obravnavane organizacije, 2013): 
‒ poslovna tveganja,  
‒ finančna tveganja,  
‒ tveganja delovanja.  
 
V nadaljevanju podajam kratko predstavitev zgoraj navedenih skupin tveganj, kot jih 
razdelijo v obravnavani organizaciji. 
6.1.1 POSLOVNA TVEGANJA 
Poslovna tveganja zajemajo vsa tveganja, ki se nanašajo na sposobnost organizacije 
zagotavljanja kratkoročnega in dolgoročnega ustvarjanja poslovnih prihodkov kot tudi na 
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obvladovanje poslovnih procesov in ohranjanje vrednosti sredstev. Le-ta razdelijo v 
naslednje kategorije (Letno poročilo obravnavane organizacije, 2013). 
 
Zunanja tveganja, kot so nihanje BDP (bruto domači proizvod), stopnja inflacije, menjalni 
tečaji, obrestne mere, stopnja brezposelnosti, stroški transporta in cene goriva, fiskalna in 
monetarna politika države, sprememba finančnega stanja ter kupne moči potrošnikov itd., 
imajo velik vpliv na poslovanje organizacije. Rezultati le-te so namreč močno odvisni od 
makroekonomskega stanja na posameznih trgih, kjer deluje organizacija, kakor tudi od 
makroekonomskega položaja EU (Evropska Unija) in globalnega gospodarstva. Vodstvo 
obravnavane organizacije ocenjuje, da je izpostavljenost zunanjim tveganjem na 
posameznih trgih zelo visoka (Letno poročilo obravnavane organizacije, 2013). 
 
Prodajna tveganja se nanašajo zlasti na konkurenčnost pri prodaji izdelkov in storitev na 
trgu. Vpliv nanje imajo: ustrezna izbira blagovnih znamk za proizvode in storitve, cenovni 
mehanizmi in konkurenčnost na področju funkcionalnosti ter dizajna proizvodov, pogajalska 
moč industrijskih kupcev in trgovskih verig, poteze konkurentov in kakovost poprodajnih 
storitev, kar bom podrobneje predstavila v podpoglavju 6.2. Vodstvo obravnavane 
organizacije ocenjuje, da je izpostavljenost prodajnim tveganjem zelo visoka (Letno poročilo 
obravnavane organizacije, 2013). 
 
Nabavna tveganja so ena izmed kategorij, ki jim je organizacija zaradi panoge, v kateri 
deluje, še posebej izpostavljena. Zlasti zaradi nestanovitnosti cen surovin in nihanja 
menjalnega tečaja ameriškega dolarja. K zaostritvi razmer so prispevale tudi dolžniške krize 
v državah EU, nestabilni finančni trgi in strah, da bi se recesija ponovila. V ta namen pa 
organizacija uporablja instrumente, s katerimi poskuša zmanjšati svojo izpostavljenost 
volatilnosti surovinskih trgov (sklepanje terminskih poslov, spremljanje trendov, izvajanje 
ustreznih tržnih analiz, sledenje politiki dveh ali več alternativnih dobaviteljev itd.). Vodstvo 
obravnavane organizacije ocenjuje, da je izpostavljenost nabavnim tveganjem visoka (Letno 
poročilo obravnavane organizacije, 2013). 
 
Produktna tveganja izhajajo iz napak in nepravilnega delovanja aparatov na trgu. Ta vrsta 
tveganj se nanaša na zahtevke končnih uporabnikov, ki lahko v skrajnem primeru vodijo do 
masovne odpovedi in odpoklica proizvodov s trga. Obravnavana organizacija vseskozi 
izboljšuje proizvajalne prakse in upošteva ustrezne protokole testiranja proizvodov. Vodstvo 
obravnavane organizacije ocenjuje, da je izpostavljenost produktnim tveganjem visoka 
(Letno poročilo obravnavane organizacije, 2013). 
 
Razvojna tveganja so povezana z doseganjem načrtovane ekonomike naložb, uspešnim 
aktiviranjem investicij v razvoj novih generacij izdelkov kot tudi z uspešnim uvajanjem novih 
tehnologij. Zaradi makroekonomskih dejavnikov, na katere obravnavana organizacija nima 
vpliva, ni gotovo, da bo ta ekonomika naložb dejansko dosežena. To vrsto tveganj 
obravnavana organizacija zmanjšuje z natančno pripravo poslovnih načrtov in s 
sistematičnim in aktivnim projektnim pristopom. Kljub številnim aktivnostim, ki jih izvajajo 
z namenom zmanjšati izpostavljenost tovrstnim tveganjem, vodstvo organizacije ocenjuje, 
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da je zaradi številnih novih projektov in nepredvidljivih sprememb v poslovnem okolju 
izpostavljenost tovrstnim tveganjem povišana (Letno poročilo obravnavane organizacije, 
2013). 
 
Kadrovska tveganja imajo lahko znaten vpliv na uspeh organizacije. Ravno zato si 
obravnavana organizacija prizadeva privabiti in obdržati usposobljene in izkušene 
zaposlene. V ta namen jih ves čas motivira in namenja pozornost ustreznemu ter 
pravočasnemu informiranju zaposlenih s področja plač, zdravega delovnega okolja, drugih 
pogojev in pravic, ki jih imajo. Ravno tako pa obravnavana organizacija v skrbi za 
zagotavljanje ustreznih kadrov nadaljuje s politiko štipendiranja, šolanja ob delu, 
motiviranja zaposlenih z možnostjo variabilnega nagrajevanja in podobno. Vodstvo 
ocenjuje, da je izpostavljenost tovrstnim tveganjem zaradi vseh aktivnosti, ki jih izvajajo v 
ta namen, zmerna (Letno poročilo obravnavane organizacije, 2013). 
 
Tveganja izgube premoženja se nanašajo na nepredvidljive dogodke (požar, poplava, potres 
in druge naravne nesreče ter dogodki). Gre za dogodke, ki lahko poleg izgube premoženja 
povzročijo tudi začasno prekinitev poslovanja. Obravnavana organizacija jih znižuje z 
ustreznimi procesi in varnostnimi mehanizmi ter tehnično varovalno opremo. Požarna 
tveganja tako omejujejo z rednim ocenjevanjem požarne ogroženosti, povečan je tudi 
nadzor nad izvajanjem požarnovarnostnih ukrepov in dodatno usposabljanje zaposlenih. 
Vodstvo obravnavane organizacije ocenjuje, da je izpostavljenost tveganjem izgube 
premoženja majhna (Letno poročilo obravnavane organizacije, 2013). 
6.1.2 FINANČNA TVEGANJA 
V obravnavani organizaciji izvajajo ukrepe za zmanjševanje izpostavljenosti posameznim 
vrstam finančnih tveganj na osnovi presoje učinkov na denarne tokove. Ves čas pa za 
varovanje pred finančnimi tveganji izvajajo ustrezne aktivnosti varovanja, in sicer na 
poslovnem, naložbenem ter na finančnem področju (Letno poročilo obravnavane 
organizacije, 2013). 
 
Kreditna tveganja pravzaprav zajemajo vsa tveganja, da se zaradi neporavnave pogodbenih 
obveznosti poslovnih partnerjev, tj. kupcev, zmanjšajo gospodarske koristi obravnavane 
organizacije. V ta namen je obravnavana organizacija, zlasti zaradi zaostrene 
makroekonomske situacije, redno spremljala stanje terjatev do kupcev in poostrila pogoje 
odobravanja prodaje na odprt račun. Vodstvo obravnavane organizacije ocenjuje, da je 
izpostavljenost tovrstnim tveganjem visoka (Letno poročilo obravnavane organizacije, 
2013). 
 
Valutna tveganja so ena izmed vrst tveganj, ki jim je obravnavana organizacija, zlasti zaradi 
svoje geografske razvejanosti delovanja, še posebej izpostavljena. Sprememba tečaja 
posamezne valute lahko namreč zmanjša gospodarsko korist organizacije. V ta namen se 
stalno preverjajo makroekonomski trendi, dejavniki in okolje, ki vplivajo oz. bi lahko vplivali 
na spremembo posameznega valutnega razmerja. Vodstvo obravnavane organizacije 
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ocenjuje, da je izpostavljenost valutnim tveganjem visoka (Letno poročilo obravnavane 
organizacije, 2013). 
 
Obrestna tveganja so vrsta tveganj, s katerimi se obravnavana organizacija sooča pri 
financiranju tekočega poslovanja, zato tudi redno in tekoče spremlja finančne trge, kar ji 
zagotavlja pravočasno ukrepanje v primeru makroekonomskih sprememb. S strani vodstva 
obravnavane organizacije se ocenjuje, da je izpostavljenost obrestnim tveganjem zmerna 
(Letno poročilo obravnavane organizacije, 2013). 
 
Likvidnostna tveganja so tveganja, ki so povezana s primanjkljajem razpoložljivih finančnih 
virov in navsezadnje z nesposobnostjo obravnavane organizacije, da v dogovorjenih rokih 
poravna obveznosti, ki jih ima. V obravnavani organizaciji jih obvladujejo z različnimi 
metodami, kot so sistematičen pristop k planiranju denarnih tokov, alternativni viri 
financiranja, delovanje centraliziranega sistema upravljanja z denarnimi sredstvi itd. 
Vodstvo pa kljub vsem izvedenim ukrepom ocenjuje, da je izpostavljenost likvidnostnim 
tveganjem povišana (Letno poročilo obravnavane organizacije, 2013). 
6.1.3 TVEGANJA DELOVANJA 
Gre za tveganja, ki se v osnovi nanašajo na zmanjšanje gospodarskih koristi obravnavane 
organizacije. Izvirajo iz neustreznega načrtovanja, izvajanja in nadziranja poslovnih 
procesov ter aktivnosti. V obravnavani organizaciji jih delijo na več skupin tveganj, ki jih 
predstavljam v nadaljevanju. 
 
Za proizvodna tveganja je v obravnavani organizaciji posebno dobro poskrbljeno. Proizvodni 
procesi so sicer močno odvisni od določenih kritičnih strojev in opreme, a kljub temu, da so 
ti sodobni in zelo dobro vzdrževani, ni zagotovila, da ne more priti do okvare stroja, opreme 
in podobno. Vodstvo organizacije ocenjuje, da je zaradi tega izpostavljenost povišana 
(Letno poročilo obravnavane organizacije, 2013). 
 
Tveganja informacijskega sistema so pomembna tveganja, ki so pravzaprav vezana na 
zagotavljanje razpoložljivosti in odzivnosti storitev informacijskega sistema. Tovrstna 
tveganja organizacija obvladuje z različnimi ukrepi, nekatera so na primer ustrezno 
usposabljanje sodelavcev, redno vzdrževanje programske, strojne opreme in 
komunikacijskih ter omrežnih povezav, izvajanje sprememb v arhitekturi strežniških 
sistemov itd. Zaradi številnih aktivnosti, usmerjenih v obvladovanje tovrstnih tveganj, 
vodstvo organizacije ocenjuje, da je izpostavljenost zmerna (Letno poročilo obravnavane 
organizacije, 2013). 
 
Organizacijska tveganja se nanašajo na neizpolnjevanje pravil in predpisov organizacije. V 
organizaciji so mnenja, da imajo glavno vlogo predvsem direktorji in vodje, ki morajo 
spodbujati ustrezno izpeljavo postopkov, zagotavljati skladnost pooblastil ter odgovornosti 
posameznih zaposlenih. Omenjena tveganja obravnavana organizacija obvladuje s 
poudarkom na celovitem procesnem pristopu, kar je verjetno tudi razlog, da vodstvo 
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organizacije ocenjuje izpostavljenost organizacijskim tveganjem kot majhno (Letno poročilo 
obravnavane organizacije, 2013). 
 
Logistična tveganja pa so tesno povezana s spremembami stroškov transportnih storitev in 
z zagotavljanjem učinkovite logistične podpore tako prodajnemu kot tudi nabavnemu 
procesu obravnavane organizacije. V primeru pomorskega transporta sta najpomembnejša 
dejavnika, ki imata vpliv na ceno, povpraševanje in ponudba, medtem ko je v primeru 
cestnega transporta to zagotovo cena nafte in povišanje cestnin. V obravnavani organizaciji 
pa navajajo, da k dodatni nestabilnosti trga prispeva pomanjkanje kamionov na trgu. V 
obravnavani organizaciji tovrstna tveganja obvladujejo s širšim naborom ponudnikov 
logističnih storitev, zato tudi ocenjujejo, da je izpostavljenost zmerna (Letno poročilo 
obravnavane organizacije, 2013). 
 
Davčna tveganja se vežejo na pravilno razlago davčne zakonodaje, kar ima za posledico 
pravilno in pravočasno obračunavanje kot tudi plačevanje dajatev. Ukrep, ki ga imajo za 
obvladovanje davčnih tveganj v obravnavani organizaciji, je dosledno spoštovanje določil 
davčne zakonodaje. Vodstvo obravnavane organizacije ocenjuje, da je izpostavljenost 
tovrstnim tveganjem velika, a verjetnost nastanka nizka (Letno poročilo obravnavane 
organizacije, 2013). 
 
Okoljska tveganja ravno tako sodijo med tveganja delovanja. V obravnavani organizaciji 
imajo vsa potrebna okoljevarstvena dovoljenja, redno izvajajo tudi obdobne meritve glede 
varovanja okolja, zdravja, varnosti, vključno s spremljanjem skladiščenja nevarnih snovi, 
spremljanjem odplak, emisij v zrak in hrupa v okolje itd. Poslovanje organizacije je skladno 
z vsemi trenutno veljavnimi okoljskimi, zdravstvenimi in varnostnimi predpisi, vključujoč 
požarno varnost. Vodstvo organizacije ocenjuje, da je izpostavljenost okoljskim tveganjem 
zmerna (Letno poročilo obravnavane organizacije, 2013). 
 
Politična tveganja lahko negativno vplivajo na prodajo in dobičkonosnost obravnavane 
organizacije. Zaradi geografske razpršenosti prodaje in političnih dogajanj v nekaterih 
državah (zlasti izven EU) jim je obravnavana organizacija izpostavljena. Na trgih, kjer je 
prisotna povišana stopnja političnega tveganja, izvaja obravnavana organizacija aktivnejši 
nadzor nad poslovanjem družb in na osnovi tega prilagaja poslovne aktivnosti. Zaradi 
omenjenih političnih dogajanj po svetu ocenjujejo, da je izpostavljenost obravnavane 
organizacije povišana (Letno poročilo obravnavane organizacije, 2013).  
  
Za razvrstitev tveganj, kot jih poznajo v obravnavani organizaciji, pa so ravno tako pripravili 
oceno pogostosti oz. verjetnosti udejanjanja posameznega tveganja, ki ga prikazuje slika 
5. V organizaciji so namreč mnenja, da je ocena posameznega tveganja osnova za izvedbo 
posameznih ukrepov in aktivnosti z namenom obvladovati tveganja do sprejemljive ravni. 
V nadaljevanju predstavljam pregled tveganj, kot ga je pripravila obravnavana organizacija. 
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Slika 5: Pregled tveganj, verjetnosti in velikosti škode 
SKUPINA TVEGANJ VERJETNOST VELIKOST ŠKODE 
zelo nizka nizka srednja visoka majhna zmerna velika zelo velika 
POSLOVNA TVEGANJA 
Zunanja tveganja         
Prodajna tveganja         
Nabavna tveganja         
Produktna tveganja         
Razvojna tveganja         
Kadrovska tveganja         
Tveganja izgube premoženja         
FINANČNA TVEGANJA 
Kreditna tveganja         
Valutna tveganja         
Obrestna tveganja         
Tveganja plačilne nesposobnosti         
TVEGANJA DELOVANJA 
Proizvodna tveganja         
Tveganja inf. sistema         
Organizacijska tveganja         
Logistična tveganja         
Davčna tveganja         
Okoljska tveganja         
 
Vir: Letno poročilo obravnavane organizacije (2013)
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6.2 OBVLADOVANJE TVEGANJ NA PODROČJU POPRODAJNIH STORITEV 
Na področju poprodajnih storitev, ki sodijo pod okrilje službe Servis, so že pristopili k 
enotnemu obravnavanju tveganj in njihovih posledic. Pred tem je vsak prodajni komercialist 
vodil svojo evidenco, fizično, na papirju. Posledično ni bilo sledljivosti, podatki so bili 
razdrobljeni v več tabel, ki medsebojno niso bile povezane. V tistem času so letno beležili 
približno 300 izpadov s strani kupcev, ob obsegu, kot ga poznajo danes, pa ta način 
obvladovanja tveganj zagotovo ne bi bil primeren.  
 
V ta namen so v obravnavani organizaciji izvedli številne aktivnosti: 
‒ spisali so formalna navodila; 
‒ poenotili so obrazec za prijavo izpadov; 
‒ zmanjšali so število vnosnih polj (odstranili odvečna); 
‒ pripravili obrazce v elektronski obliki, ki ga izpolni kupec (v različnih programih in 
jezikih); 
‒ poenotili so tabele, ki jim po novem nudijo pregled nad celotno situacijo; 
‒ poenotili so številčenje izpadov (pred tem je vsak prodajni komercialist številčil po 
svojem zaporedju); 
‒ uredili so spremljanje večjih izpadov in sprotno izvajali potrebne ukrepe ob pojavu 
anomalij itd. 
 
Dokler niso bila spisana formalna navodila, so se izpadi reševali na različne načine, velik 
problem pa je bil pri opredelitvi odgovornosti, kar tudi teorija opredeli kot največjo oviro za 
uspešno obvladovanje tveganj. Ravno zato so prišli v organizaciji do ugotovitev, da je 
potrebno takoj (Interni viri obravnavane organizacije, 2014): 
‒ definirati postopek reševanja izpadov (na vhodu rezervnih delov v Servis in s trga v 
Servisu); 
‒ točno določiti in opredeliti odgovornosti;  
‒ omogočiti pregled nad korektivnimi ukrepi; 
‒ izvajati analize prijavljenih izpadov. 
 
Cilj je torej zagotoviti hiter, strokoven in dokumentiran odziv. V ta namen so v celoten 
proces reševanja vključene vse službe Servisa (Tehnična podpora servisnih storitev, 
Nabava, Oskrba, Skladišče) (Interni viri obravnavane organizacije, 2014).  
6.2.1 TVEGANJA OB PREJETJU POŠILJKE S STRANI DOBAVITELJEV 
Za nadaljnje razumevanje želim naprej na kratko predstaviti vrste težav, s katerimi se 
srečujejo v obravnavani organizaciji ob prejetju pošiljke s strani dobavitelja, saj so le-te 
ključne za nadaljnje razumevanje procesa. V kolikor ni kvalitetnega vhoda, težko govorimo 
o kvalitetnem izhodu. Sama naloga pa ima, kot že omenjeno, poudarek na tveganjih in 
njihovih posledicah za kupce. 
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Vsekakor je eno izmed večjih tveganj, da obravnavana organizacija ne prejme rezervnih 
delov v predvidenem, tj. dogovorjenem, času oz. da s strani dobavitelja sploh niso več 
dobavljivi. Govora je o organizaciji, ki ima dobavitelje s celega sveta. Ravno zato gre omeniti 
primer dobavitelja s Kitajske, ki ima planiran čas dostave 180 dni. Zaradi takšnih in podobnih 
primerov imajo v obravnavani organizaciji zaposlena dva planerja, ki skrbita izključno za to, 
da je blago pravočasno splanirano15. Naloga nabavnega komercialista pa je ta, da blago 
pravočasno naroči in poskrbi za čimprejšnjo izdobavo naročila. 
 
Gre za ukrep, ki so ga v preteklem letu sprejeli v obravnavani organizaciji. Pred tem je bilo 
to delo nabavnega komercialista, ki je skrbel za nabavo rezervnega dela vse od začetka, tj. 
od planiranja do prihoda RD v organizacijo. Z izvedeno reorganizacijo oddelka »Oskrba z 
RD – Planiranje in Nabava« so tudi rezultati boljši, kar pomeni, da kupec pravočasno oz. v 
dogovorjenem roku prejme naročene rezervne dele, posledično je manj nezadovoljstva na 
strani kupcev kot tudi zamenjav aparatov, ki v končni fazi predstavljajo največji strošek za 
obravnavano organizacijo. 
 
Pri vhodu rezervnih delov v Servis lahko pride do težav, kot so manko, višek, tehnološka 
neustreznost, poškodovani RD in podobno. V organizaciji jih razdelijo v tri skupine, kot 
prikazuje slika 6 (Interni viri obravnavane organizacije, 2014).  
 
Slika 6: Tveganja pri vhodu rezervnih delov v Servis 
 
 
Vir: Interni viri obravnavane organizacije (2014) 
 
V primeru, da pride do navedenih izpadov, se le-ti rešujejo na sledeče načine (Interni viri 
obravnavane organizacije, 2014): 
‒ dobavitelj pošlje nove komponente brezplačno, 
‒ dobavitelj pošlje finančni dobropis, 
‒ dobavitelj ne prizna reklamacije, 
                                        
15 Planerja planirata na osnovi gibanja, za delo uporabljata Slim4. 
TVEGANJA OB VHODU RD V 
SERVIS
KOLIČINSKI IZPADI (neskladje)
KAKOVOSTNI IZPADI 
(tehnološko neustrezen material)
NAKNADNI IZPADI (slaba 
kakovost, ugotovljena pozneje)
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‒ v primeru kakovostnih/naknadnih izpadov se lahko material po dogovoru z 
dobaviteljem vrne. 
 
Kot že omenjeno, dobavitelj z izdajo dobropisa ali z novimi komponentami, ki jih ponovno 
pošlje brezplačno, ne reši težave na kratek rok. Tako je v primeru dobavitelja s Kitajske, ki 
ima PČD (planiran čas dostave) 180 dni, zato je treba počakati na ponovno dobavo. Seveda 
obstajajo primeri, ki lahko ta čas zmanjšajo, kot je na primer letalska odprema namesto 
kontejnerske, a vseeno znese to v najboljšem primeru približno 40 dni. Zaradi izjemno 
dolgih PČD-jev pride večinoma do zaostankov do kupcev in v kolikor jih v obravnavani 
organizaciji ne rešijo v dogovorjenem času, lahko to ponovno privede do zamenjav 
aparatov. Zato je ključnega pomena, da je organizacija na realizacijo tovrstnih tveganj 
pripravljena in vsakodnevno izvaja aktivnosti, da do teh tveganj ne pride.  
6.2.2 TVEGANJA OB PREJETJU POŠILJKE NA STRANI KUPCA 
Na obravnavani poslovni proces ves čas prežijo nevarnosti, ker vsakodnevno obstaja 
možnost, da se bodo tveganja realizirala. Da bi jih v obravnavani organizaciji uspešno 
obvladovali, so pripravili spisek najbolj pogostih, torej tistih, ki jih obravnavajo po enotnem 
sistemu, s pomočjo enotnega obrazca za prijavo izpadov. Na seznam najpogostejših tveganj 
organizacija uvršča naslednja:  
‒ višek/manko, 
‒ prejetje napačnih/nedelujočih RD,  
‒ poškodovani RD. 
 
Kot že omenjeno, so v obravnavani organizaciji pripravili poseben enoten obrazec za prijavo 
izpada16 s strani kupcev, z namenom, da pridobijo vse informacije na enem mestu in da 
lahko reševanje steče čimprej ter enotno za vse. Na obrazcu morajo biti s strani dobavitelja 
izpolnjena naslednja polja: 
‒ številka fakture, 
‒ številka pakirne liste, 
‒ številka kartona, 
‒ slika žiga (ime in priimek komisionarja na paketu), 
‒ šifra reklamiranega rezervnega dela, 
‒ v kolikor kupec navaja poškodbe RD, se zahtevajo tudi slike poškodovanih RD in 
transportne embalaže. 
 
V kolikor kateri izmed podatkov na omenjenem obrazcu manjka, je naloga oddelka 
»Prodaja«, da jih priskrbi. Postopek reševanja začne teči od trenutka, ko obravnavana 
organizacija pridobi vse potrebne podatke. S tem, ko je organizacija pridobila vse potrebne 
podatke, sledi obravnava s strani odgovorne osebe za reševanje tovrstnih zadev. Ta oseba 
je v obravnavani organizaciji locirana v skladišču, saj ima tako lažji dostop do vseh 
                                        
16 V slovenskem, hrvaškem in angleškem jeziku. 
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podatkov, ki so potrebni za razrešitev in ugotovitev dejanskega stanja (v primeru 
viška/manka lahko to preveri direktno na paletnem mestu, v primeru napačnega rezervnega 
dela lahko ravno tako preveri, če je prišlo do napake na paletnem mestu in če so rezervni 
deli napačno odloženi itd.)17. Po potrebi odgovorna oseba v reševanje vključi tudi TPSS 
(Tehnična podpora servisnih storitev). Odgovorna oseba posreduje prodajnemu 
komercialistu ugotovitve oz. odgovor v roku treh delovnih dni od prejetja.  
 
Potek reševanja je nazorno prikazan tudi s pomočjo primera na sliki 7, kjer kupec ob prejetju 
ugotovi manko. 
 
Slika 7: Potek reševanja ob ugotovitvi manka 
 
 
Vir: Interni viri obravnavane organizacije (2014) 
 
V trenutku, ko s trga v obravnavni organizaciji pridobijo podatek, da je prišlo do realizacije 
slabih, nezaželenih dogodkov, se trudijo reagirati in jih odpraviti v čim krajšem roku. V ta 
namen je obravnavana organizacija za najpogostejša tveganja pripravila in opredelila 
možnosti, ki jih ima prodajni komercialist na voljo, da odpravi posledice v čim krajšem času, 
kar je za kupca ključno. V obravnavni organizaciji stremijo k temu, da do teh tveganj ne bi 
prihajalo oz. da bi jih rešili takoj, ko se zgodijo, saj so posledice za kupca tako bistveno 
manjše. Posledice pa lahko omilimo tudi, če bi prodajni komercialist v trenutku realizacije 
                                        
17 Pomembna informacija je, da ima organizacija svojo bazo podatkov in slik rezervnih delov. Vedno, 
kadar prejmejo prvo dobavo rezervnega dela, se vanjo vnesejo podatki, kot so teža, dimenzije itd., 
ter priloži slika, ki jo naredijo na licu mesta. 
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reagiral in urgiral za čimprejšnjo rešitev, ki je za stranko v danem trenutku najugodnejša. 
V ta namen imajo v obravnavani organizaciji na voljo različne načine, ki jih predstavljam v 
tabeli 1. Poudariti velja, da se prodajni komercialist odloči za tisto rešitev, ki je za kupca v 
dani situaciji najprimernejša in kjer bodo posledice zanj najmanj neugodne. 
 
Tabela 1: Tipi izpadov in načini za njihovo rešitev 
Tip izpada Možnosti za rešitev 
Višek/manko ‒ izdaja bremepisa (v primeru viška) 
‒ izdaja dobropisa (v primeru manka) 
‒ brezplačna odprema 
Napačen 
rezervni del 
‒ izdaja dobropisa 
‒ brezplačna odprema 
‒ ponudba kupcu za odkup napačnih komponent (prešifracija) 
Poškodovan 
rezervni del18 
‒ izdaja dobropisa 
‒ brezplačna odprema 
Novo 
neizpravno19 
‒ izdaja dobropisa 
‒ brezplačna odprema 
 
Vir: Interni viri obravnavane organizacije (2014) 
 
Pomembno je, da se ne ostaja samo pri načinih reševanja, ko se tveganja realizirajo, temveč 
da se ugotovi, na kakšen način oz. kateri ukrepi in aktivnosti se morajo izvajati, da do teh 
sploh ne pride. V ta namen se v obravnavani organizaciji ves čas izvajajo korektivne 
aktivnosti, ki se izvajajo s strani vseh služb Servisa. Te so predstavljene v tabeli 2.  
                                        
18 Odvisno od paritete. Poleg tega pa ima obravnavana organizacija v primeru izpolnitve pogojev za 
zavarovanje pošiljke tudi možnost odškodninskega zahtevka na zavarovalnico. 
19 Obravnavana organizacija v ta namen izvede vrnitev komponent/odpis na strani kupca, če je to s 
stroškovnega vidika opravičljivo. 
  56 
Tabela 2: Korektivne aktivnosti 
Služba Servisa Korektivne aktivnosti 
Prodaja Ugotovi stanje na trgu in poda informacijo, kolikšno količino 
potrebuje trg. 
Oskrba Glede na stanje zaloge v skladišču je naloga nabavnega 
komercialista, da poda rešitev (celotna/delna zaloga v skladišču 
se popravi/vrne dobavitelju/odpiše. 
TPSS V kolikor je težava tehnične narave, poda tehnik rešitev zanjo, 
uredi tudi TPK (Tehnični postopek kontrole). 
Skladišče Odgovorna oseba za rešitve glede na navodila izvede korektivni 
ukrep. 
 
Vir: Interni viri obravnavane organizacije (2014) 
6.3 PREGLED SLABIH DOGODKOV IN FREKVENTNOST IZPADOV V 
PRETEKLIH LETIH 
Slabi dogodki, zlasti pogostejši, kamor se uvrščata količinska neustreznost (višek, manko) 
in kakovostna neustreznost (nedelujoči RD, naknadno ugotovljena slaba kakovost RD), se 
v obravnavani organizaciji ves čas spremljajo in evidentirajo s pomočjo baze slabih 
dogodkov oz. izpadov, v katero je vpisana prav vsaka prejeta prijava izpada s strani kupcev.  
Prejeta prijava izpada se najprej oštevilči in prejme zaporedno številko, v bazo pa se poleg 
zaporedne številke navedejo podatki, kot so področje20, datum prejema prijave, naziv in 
šifra prejemnika, šifra in naziv RD, količina reklamiranega, vrednost, opis napake, vrsta 
poslovnega procesa (mikrodistribucija/ostalo). Ko je nastala situacija s strani odgovorne 
osebe rešena, se zabeleži, ali je bila kupcu prijava priznana, kakšna je vrednost priznane 
prijave, ali je bil zahtevek poslan na zavarovalnico in ali ga je ta priznala, št. dokumentov 
(faktura in pakirna lista), povezava na mapo s podatki (enoten obrazec, slike in drugo), 
datum zaključka do kupca, podatki o povzročitelju itd. 
 
V nadaljevanju je predstavljen pregled slabih dogodkov, tj. izpadov za petletno obdobje21, 
ki zajema naslednje podatke: 
‒ število odpremljenih rezervnih delov,  
‒ število izpadov in pregled vzrokov zanje, 
‒ število prejemnikov, tj. kupcev,  
‒ število zapakiranih kartonov. 
 
                                        
20 Vsak prodajni komercialist ima svoje področje, ki je oštevilčeno. Ko je reklamacija rešena, prejme 
komercialist na svoj elektronski naslov obvestilo, na osnovi katerega lahko nato reši reklamacijo do 
kupca. 
21 V obravnavo je zajeto obdobje zadnjih petih let, tj. 2012−2016. 
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Omejila sem se na podatke, ki so potrebni za ocenitev dejanske situacije. Pisati samo o 
številu izpadov zagotovo ni dovolj, da bi dobili »jasno sliko« oz. ocenili dejansko situacijo. 
Sprva želim predstaviti število izpadov po letih, v izbranem obdobju. Kot je razvidno iz tabele 
3, se v obravnavani organizaciji beleži naraščajoči trend − v prvih opazovanih letih je ta 
trend počasi naraščal, nato pa po letu 2014 nenadno in strmo narasel. V letu 2012 je bilo 
zabeleženih 395 izpadov. Če pa pogledamo podatke za nekaj let pozneje in vzamemo v 
obravnavo leto 2016, je številka poskočila na 1025, kar je za približno 260 % več.  
 
Tabela 3: Število izpadov v petletnem obdobju 
Leto Število izpadov 
2012 395 
2013 552 
2014 589 
2015 1008 
2016 1025 
 
Vir: Pripravljeno na osnovi podatkov, pridobljenih iz internih evidenc (2017) 
 
Številke iz zgornje tabele nazornejše prikazuje grafikon 1. Vidno je, kako je krivulja iz leta 
2014 nenadno poskočila in svoj trend še dodatno nadgradila v letu 2016. 
 
Grafikon 1: Prikaz izpadov v petletnem obdobju 
 
 
Vir: Pripravljeno na osnovi podatkov, pridobljenih iz internih evidenc (2017) 
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S pomočjo analize bom skušala predstaviti, zakaj v organizaciji beležijo naraščajoči trend 
izpadov. V kolikor bi bilo govora izključno o številu izpadov, bi se to v tej fazi zdel grozljiv 
in zaskrbljujoč podatek, saj se je število izpadov alarmantno povišalo. Zato sem v ta namen 
vpeljala še druge podatke, ki so ključni za pridobitev jasnega vpogleda, zakaj je temu tako. 
 
Da bi organizacija sploh lahko vpeljala ukrepe in aktivnosti za rešitev in odpravo realizacije 
tveganj, je najprej ključno ugotoviti, na katerih področjih je treba ukrepati. Zato število 
izpadov ne bo dovolj, ampak je treba ugotoviti, do katerih izpadov prihaja, kateri so najbolj 
pogosti, kako jih odpraviti in podobno. 
 
Do izpadov pride iz različnih razlogov, zato je zagotovo presplošno govoriti le o njihovem 
številu. Prejšnja tabela je nudila pregled izpadov po letih, v nadaljevanju pa s tabelo 4 
podajam razčlenitev vseh zabeleženih izpadov glede na vzrok. 
 
Tabela 4: Pregled vzrokov za izpad v petletnem obdobju 
Vzrok 2012 2013 2014 2015 2016 
Nepravilna šifra 37 104 111 187 207 
Višek/Manko 172 272 262 303 216 
Poškodba  186 176 216 518 602 
Skupaj 395 552 589 1008 1025 
 
Vir: Pripravljeno na osnovi podatkov, pridobljenih iz internih evidenc (2017) 
 
Iz tabele 4 je razvidno, da je bila najmanjkrat krivec za izpad nepravilna šifra, kar bi 
pomenilo, da kupec dobi v roke rezervni del, ki ga pravzaprav ni naročil in ga ne potrebuje, 
kar kaže na ustrezno razvrščene rezervne dele na paletnih mestih. Drugo mesto pa si delita 
količinska neustreznost (višek/manko), ki je bila pogostejša v prvih opazovanih letih, in 
poškodba rezervnega dela, ki je prevladala pozneje. Poškodbe so tiste, ki so v zadnjih letih 
postale glavni krivec za beleženje izpadov. Do teh praviloma pride med transportom, glavni 
krivec pa je velikokrat neustrezna embalaža ali nepravilno rokovanje z blagom tekom 
transporta. V določenih primerih obravnavana organizacija prejme od dobavitelja že 
zapakirane rezervne dele, zato ni 100 % kontrole na prevzemu, kar je lahko posledično tudi 
krivo za navedene izpade.  
 
Vizualno predstavitev prikazuje spodnji grafikon 2, ki grafično prikazuje glavne krivce, ki 
povzročajo izpade. 
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Četudi se sprva zdi, da je število slabih dogodkov precejšnje, se s pomočjo podatka o številu 
odpremljenih rezervnih delov izkaže, da temu ni tako. Iz tabele 5 je mogoče razbrati, da je 
slabih dogodkov v primerjavi s celotno količino, ki se jo odpremi na letni ravni, zanemarljivo 
malo.  
 
Ker je govora o organizaciji, ki vseskozi stremi k izboljšanju svojih poslovnih rezultatov, ne 
gre zanemariti dejstva, da se področju obvladovanja tveganj vsakodnevno namenja veliko 
pozornosti. Zaradi tega izvajajo številne ukrepe. Le eden v množici ukrepov je takšen, da 
ob povratnih informacijah s trga zamenjujejo embalažo, če se ugotovi, da prihajajo rezervni 
deli do kupcev poškodovani, seveda pa se najprej preveri, ali je to s stroškovnega vidika 
sprejemljivo.  
 
V zvezi z embalažo je naveden podatek o številu kartonov, ki se zapakirajo v skladišču na 
letni ravni, ki ga prikazuje tabela 6. V letu 2012, ko se beleži najmanj izpadov v 
obravnavanem obdobju, je bilo odpremljenih 78.376 kartonov, leto kasneje je ta številka 
narasla na 86.108 kartonov, v letu 2014 na 93.358, v letu 2015 pa je bil opazen največji 
preskok, in sicer na 137.950 kartonov, kar je za 44.592 več kot leto prej.  
 
Tabela 6: Število zapakiranih kartonov v petletnem obdobju 
Leto Število kartonov 
2012 78.376 
2013 86.108 
2014 93.358 
2015 137.950 
2016 100.036 
 
Vir: Pripravljeno na osnovi podatkov, pridobljenih iz internih evidenc (2017) 
 
Ugotovljeno je torej, da se je število izpadov povečevalo, da je bilo v zadnjih letih 
zabeleženih največ transportnih poškodb, da je iz leta v leto število odpremljenih rezervnih 
delov naraščalo, zgornja tabela pa pripomore tudi k pridobitvi podatka, koliko kartonov je 
zapustilo obravnavano organizacijo. Število teh je strmo naraščalo, zlasti na prehodu iz leta 
2014 v leto 2015. 
 
A ne le število kartonov, tudi število prejemnikov se je povečevalo. Pomemben je tudi 
podatek o številu prejemnikov, ki ga prikazuje tabela 7. Razvidno je, da je iz leta v leto 
zabeleženih vse več prejemnikov. Rezervni deli so bili tako iz leta v leto odpremljeni na vse 
več naslovov. Od leta 2012, ko so v obravnavni organizaciji zabeležili 36.737 prejemnikov, 
se je v zadnjem letu opazovanega obdobja to število povečalo za 8.111 prejemnikov. 
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Tabela 7: Število prejemnikov v petletnem obdobju 
Leto Število prejemnikov 
2012 36.737 
2013 36.929 
2014 32.451 
2015 41.726 
2016 44.848 
 
Vir: Pripravljeno na osnovi podatkov, pridobljenih iz internih evidenc (2017) 
 
Pregled slabih dogodkov oz. izpadov v preteklih letih gre dopolniti z zelo pomembnim 
podatkom, ki ga označujem kot glavnega krivca za porast števila izpadov, števila 
transportnih poškodb, števila kartonov in tudi števila prejemnikov. In to je mikrodistribucija. 
Na prehodu iz leta 2014 v leto 2015 so v obravnavani organizaciji za določene kupce prešli 
na proces mikrodistribucije, ki je bil tudi predstavljen v enem izmed preteklih poglavij. 
Strnem lahko, da je do izpadov, zlasti poškodb in količinske neustreznosti, prišlo zaradi tega, 
ker so morali v organizaciji, da bi ujeli dogovorjeni rok, rezervne dele čimprej pripraviti za 
odpremo. To bi pomenilo, da so bili rezervni deli prešteti na hitro, zapakirani v manjše 
kartone, kot bi bili sicer, kar kaže na porast transportnih poškodb. Predvidevam namreč, da 
prevozniki z večjimi kartoni rokujejo bolj previdno kot z majhnimi. Tudi število kartonov je 
na ta račun naraslo, saj so bili ti odpremljeni direktno na naslove fizičnih oseb, serviserjev 
in drugih. 
6.4 PRIMERI IZPADOV, NJIHOVIH POSLEDIC IN NAČINA UKREPANJA V 
OBRAVNAVANI ORGANIZACIJI 
Prejšnje podpoglavje je nudilo pregled in analizo pogostejših izpadov, s katerimi se v 
obravnavani organizaciji srečujejo dnevno. Seveda pa ne gre vedno vse po načrtu, zato se 
lahko pripetijo izredni dogodki, ki jih je treba rešiti takoj, da bi bile posledice najmanjše za 
obe strani, za kupca in za obravnavano organizacijo. V nadaljevanju so predstavljeni primeri 
nekaterih izrednih situacij, ki so terjali takojšen odziv in ukrepanje. 
6.4.1 PRIMER 1: ZAMENJAVA POŠILJK 
V organizaciji sta prodajna komercialista, ki pokrivata vsak svoje področje in na željo kupca 
naročene rezervne dele pošljeta v proces pakiranja. Ko dobita podatek, da so želeni rezervni 
deli zapakirani in pripravljeni na odpremo, se pozanimata o predvideni kontejnerski odpremi 
(zahteva kupca, da se RD odpremijo ladijsko). Pravzaprav gre za redno odpremo in 
dolaganje h gospodinjskim aparatom. Da so bili v obravnavani organizaciji pravočasni, so 
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se z namenom, da bi nalaganje steklo hitreje, dogovorili za naklad v skladišču Servisa22, 
preden so naložili v kontejner še gospodinjske aparate. Gre za kupca A, ki je lociran v 
Ameriki, in o kupcu B, ki je lociran v Avstraliji. Pomemben podatek je, da imata kupca zelo 
podoben naziv podjetja, kar je bilo ključno, da je do težave sploh prišlo.  
 
Ob prihodu voznika po pripravljeno pošiljko rezervnih delov v skladišče se je preverilo, za 
katerega kupca je to namenjeno. A zaradi majhne razlike v nazivu podjetja so pošiljki naložili 
napačno. Torej pošiljko za kupca A, ki je bila namenjena v Ameriko, so naložili na kontejner, 
ki je bil namenjen v Avstralijo in obratno.  
 
V obravnavani organizaciji vse do prihoda pošiljke h kupcu A napake niso opazili. Ladijska 
odprema do kupca A traja približno 30 dni, do kupca B pa približno 45 dni. Ravno zato so 
to napako najprej odkrili pri kupcu A, v Ameriki. Dejstvo je, da kupca nista naročila istih 
rezervnih delov, zato je bila pošiljka za njiju povsem neuporabna.  
 
V obravnavani organizaciji so nemudoma pristopili k reševanju nastale situacije. Ugotavljali 
so, kako bi lahko najhitreje speljali postopek zamenjave pošiljk, dejstvo pa je, da so morali 
najprej narediti uvoz v Ameriki in Avstraliji, ter šele nato zopet izvoz. Poleg tega pa bi morali 
počakati na prihod pošiljke v Avstralijo. Vse to zna biti precej zamudno, saj je šlo za pošiljko, 
ki sta jo obe strani nujno potrebovali.  
 
V ta namen so v organizaciji sprejeli ukrep, ki je posledice na strani kupca zagotovo omilil. 
Kupcu A in kupcu B so ponudili možnost naročila vseh nujnih rezervnih delov, ki so se 
nahajali v pošiljki, ki sta jo pričakovala. Sledil je urgentni vnos naročila in embaliranja, nato 
pa so na stroške obravnavane organizacije pošiljko letalsko odpremili, ki je bila pri kupcu A 
in B v nekaj dneh. 
 
Posledice za kupca so bile v tem primeru majhne, a za organizacijo precej opaznejše. Ker 
so bili stroški zelo visoki in so bili v obravnavani organizaciji mnenja, da si podobnih situacij 
ne smejo več privoščiti, so uvedli nov ukrep, ki zagotavlja, da se pošiljka naloži na prevozno 
sredstvo in prepelje na kupčev naslov. Gre za številko transporta, ki jo mora najaviti 
prevoznik ob prihodu po pošiljko.  
6.4.2 PRIMER 2: VGRADNJA KRMILNIH ENOT S SKRITO NAPAKO  
V Ameriko, Kanado in Mehiko je obravnavana organizacija prodala aparate, ki so ob uporabi 
proizvajali moteč zvok. Ta napaka sicer ni bila funkcionalnega pomena, le zvok aparata je 
bil v času delovanja za kupca zelo moteč. Ob prihodu serviserja in preverjanju aparata pa 
ni javljalo oz. kazalo na nobeno okvaro23, zato niso vedeli, kaj jo povzroča.  
                                        
22 Načeloma se naklad izvaja v logističnem centru. 
23 Zanimivo je, da so to napako poimenovali kar »ghost error«.  
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Ob temeljiti analizi se je izkazalo, da je prišlo do napake na krmilnih enotah, ki so bile 
vgrajene v prodane aparate, ni pa bilo možnosti njihovega servisiranja, saj je bila okvara 
prevelika. Serviserji so videli rešitev le v vgradnji nove krmilne enote. Izpostaviti je treba 
podatek, da so to aparati, ki v maloprodaji stanejo okoli 3.000−5.000 EUR, zato si 
obravnavana organizacija takšnih okvar na tako dragih aparatih ni smela privoščiti. 
Prizadetih je bilo nekaj modelov aparatov, ker so bile v te aparate vgrajene kar štiri različne 
vrste krmilnih enot. 
 
Dodatna ovira v celotni situaciji pa je bila ta, da prodani aparati niso bili locirani le v 
centralnem skladišču, temveč so bili distribuirani po celotni Ameriki. V obravnavani 
organizaciji so od kupca zahtevali in prejeli seznam vseh aparatov, ki jih je imel kupec pri 
sebi in pri distributerjih. Gre za zunanje distributerje, ki so bili razporejeni po Ameriki, Kanadi 
in Mehiki. Na vsakem izmed aparatov, za katere so ugotovili, da ima omenjeno okvaro, je 
bilo treba izvesti menjavo: 
‒ leče, 
‒ dekorativne plošče, 
‒ programske nalepke, 
‒ krmilne enote. 
 
V obravnavani organizaciji so morali na vsako izmed teh lokacij poslati točno število 
posameznih delov, da so lahko nato naredili zamenjavo. Pri distributerjih je bilo teh delov 
približno 2900. Ker je z vidika organizacije predstavljal prevelik strošek odhod zaposlenih 
obravnavane organizacije na vse dislocirane enote, se je obravnavana organizacija 
dogovorila, da te rezervne dele zamenjajo na kupčevi strani, v zameno pa obravnavana 
organizacija poravna stroške servisnih posegov.  
 
Zaloga v centralnem skladišču je bila približno 4800 aparatov. Po analizi s strani 
obravnavane organizacije se je izkazala za najbolj optimalno rešitev, da kupcu pošljejo svoje 
proizvodne delavce, ki imajo s sestavljanjem krmilnih enot in aparatov dolgoletne izkušnje. 
A poseben izziv v celotni situaciji je bil ta, da so morali uskladiti prihod delavcev v centralno 
skladišče in prihod pošiljke s potrebnimi rezervnimi deli, saj bi se lahko na poti do 
centralnega skladišča pripetil kakšen zaplet. Lahko bi na primer morali na uvozno carinjenje 
čakati dlje časa, kot so predvidevali, a bi na pobudo organizacije in urgence do prevoznika, 
ki bi uredil prednostno carinjenje, pošiljka pravočasno prispela na svoj cilj.  
 
Po drugi strani pa je bila težava tudi v tem, da je »pravih« krmilnih enot primanjkovalo, saj 
je šlo za serijsko napako in so težave z aparati javljali tudi na drugih trgih. S strani 
dobavitelja ni bilo mogoče tako hitro dobiti krmilne enote. Zato so se v obravnavani 
organizaciji odločili, da bo optimalnejše sprotno dobavljanje manjših količin krmilnih enot 
od dobavitelja, in sicer z letalsko odpremo. Pozneje se je izkazalo, da je prišlo do napake 
na elektroniki, šlo pa naj bi za proizvajalčevo napako. Skupaj so stroški materiala, dela in 
pošiljanja znesli približno 300.000 EUR. Možen ukrep, da v prihodnje ne bi prišlo do napak, 
je zagotovo 100 % testiranje prejetih delov na prevzemu, še preden se vgradijo v aparate. 
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6.4.3 PRIMER 3: ZAPRTJE SKLADIŠČA 
Obravnavana organizacija je proti koncu preteklega leta prejela informacijo, ki je bila dokaj 
nenadna. V enem izmed PPE-jev so se odločili zapreti tamkajšnje skladišče. Za obravnavano 
organizacijo je to pomenilo, da bo odslej potekala distribucija z njene strani, na strani PPE-
ja pa bo le pisarna, ki bo skrbela za preostale izterjave in bila v pomoč obravnavani 
organizaciji pri novih poslih. 
 
V obravnavani organizaciji so morali pripraviti in prenesti celotno poslovanje, zaloge, urediti 
vse šifre itd., da je lahko poslovanje steklo naprej. To namreč za seboj potegne obilico dela, 
ki mora biti takoj opravljeno, saj se na strani kupcev pojavljajo potrebe po rezervnih delih. 
Povrh vsega je bil nabavni komercialist, zadolžen za omenjeno področje, zaradi bolniškega 
staleža dalj časa odsoten, kar je situaciji dodalo še dodatno breme. A na hitro reakcijo 
obravnavane organizacije so takoj poskrbeli za nadomestilo in v oddelek pripeljali osebo, ki 
je zadevo prevzela. Obravnavana organizacija je zahtevala spisek kupcev, ki so kupovali 
aparate, katerih rezervne dele bi morala po novem zagotavljati sama, in jim predlagala, da 
od PPE-ja odkupijo količine, ki jim bodo koristile, da si naredijo zalogo za čas, dokler v 
obravnavani organizaciji ne poskrbijo za ureditev vseh potrebnih zadev.  
 
Od PPE-ja, ki se je odločil za zaprtje, so v obravnavani organizaciji prevzeli distribucijo 
rezervnih delov za deset aparatov, pri čemer se je težava pojavila pri dveh. Zanju 
obravnavana organizacija rezervnih delov ni zagotavljala, saj ju ni prodajala na svoje tržišče. 
Preden so v obravnavani organizaciji uredili in odprli vse šifre v svojem sistemu, izvedli prvo 
naročilo in dobavili rezervne dele, so se odločili za najustreznejšo potezo, in sicer: ustvariti 
si zalogo za prva naročila kar z odkupom rezervnih delov od PPE-ja. Od kupcev so pridobili 
podatke o rezervnih delih, ki bi jih najprej potrebovali in jih zato tudi najprej naročili ter 
urgirali pri dobavitelju. Pozneje so poskrbeli še za zalogo preostalih rezervnih delov, ki 
vstopajo v omenjene aparate. 
6.5 UKREPI IN IZBOLJŠAVE  
Skozi zgornjo predstavitev pristopa k obvladovanju tveganj v obravnavani organizaciji sem 
prišla do zaključka, da na tem področju v obravnavani organizaciji vsakodnevno izvajajo 
aktivnosti in ukrepe, da do realizacije tovrstnih tveganj ne bi prišlo oz. da jih spravijo na 
sprejemljivo raven. Tudi SIST ISO 31000 (Slovenski inštitut za standardizacijo, 2011, str. 
21) predlaga, da v primeru, da je organizacija že pred vpeljavo omenjenega standarda 
sprejela formalen proces obvladovanja tveganja, izvede kritičen pregled in ocenitev skladno 
z mednarodnim standardom, z namenom ugotoviti ustreznost in uspešnost procesa. 
 
V obravnavani organizaciji sicer nimajo vpeljanega standarda ISO 31000, kar me je vseskozi 
vodilo do tega, da ugotovim, kaj je dodana vrednost oz. tisto, kar bi lahko omenjeni 
standard doprinesel organizaciji na tem področju. S proučitvijo omenjenega standarda sem 
prišla do ugotovitve, da bi bilo na področju poprodajnih storitev smiselno vzpostaviti register 
tveganj, ki ga za potrebe področja poprodajnih storitev še niso razvili. Le-ta upošteva 
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smernice in načela omejenega standarda (identificira tveganje, opredeli posledice, natančno 
določi odgovorno osebo, ovrednoti tveganje, nudi pregled ukrepov za obvladovanje 
tveganja, obravnavani organizaciji pa omogoča spremljanje in pregled tveganj). 
 
Omenjeni register bi torej zajemal pregled vseh doslej zaznanih tveganj, ukrepe za njihovo 
obvladovanje, odgovorne osebe in podobno. Preden se konkretno osredotočim na predlog 
registra, želim smiselnost le-tega podkrepiti še s teorijo. Sestavljen katalog tveganj 
predstavlja organizaciji referenco za nadaljnje obvladovanje tveganj (Cvahte idr., 2011, str. 
214). Seznam vseh tveganj je mogoče najti v registru tveganj, pri čemer je pomembno, da 
se ga sproti posodablja in dopolnjuje. Posamezno tveganje je v omenjenem registru 
opredeljeno s stopnjo verjetnosti pojavitve, resnostjo vplivov na poslovanje podjetja, z 
začetnimi ukrepi za ublažitev tveganja, če pride do njegove realizacije, in s poznejšimi 
rezultati (Srdič in Šelih, 2011, str. 205). Tveganja je namreč treba planirati, identificirati, 
analizirati in se nanje ustrezno odzvati. Pomembno je, da je pripravljen seznam možnih 
tveganj, ki ga, kot že omenjeno, imenujemo tudi register tveganj, saj omogoča, da se 
realizirana tveganja takoj identificirajo in se skladno s tem uspešno obvladujejo (Srdič in 
Šelih, 2011, str. 201).  
 
Kot je navedeno v dokumentu Ministrstva za finance iz leta 2008, je register tveganj 
pravzaprav proces in ne dokument, predstavlja pregled najpomembnejših tveganj in 
obenem tudi ukrepe za njihovo obvladovanje. Tudi v magistrskem delu bom sledila 
ocenjevanju tveganj na način, kot ga predstavi omenjeni dokument, ki je prikazan s sliko 
8. 
 
Slika 8: Ocenjevanje tveganj 
 
 
Vir: Ministrstvo za finance (2008) 
 
Da lahko sploh razumemo, kaj nam povedo številke in izrazi iz zgornje razpredelnice, nam 
omenjeni dokument poda tudi razlago ocen, ki jo predstavljam s tabelo 8. 
Zelo velika 
(4) 4 8 12 16
Velika (3) 3 6 9 12
Srednja (2) 2 4 6 8
Majhna (1) 1 2 3 4
Majhne (1) Srednje (2) Velike (3) Zelo velike (4)
Ve
rje
tn
os
t
Posledice
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Tabela 8: Razlaga ocene tveganja 
Verjetnost Posledice 
Majhna: redko (izjemni primeri). Majhne: majhna finančna škoda, izvajanje ni 
ogroženo, ni sodnih posledic, ugled ni ogrožen. 
Srednja: možno (tveganje se lahko uresniči 
srednjeročno). 
Srednje: zmerna finančna škoda, treba je 
reorganizirati aktivnosti, kratkoročno 
zmanjšanje ugleda. 
Velika: verjetno (tveganje se lahko uresniči 
večkrat gledano srednjeročno). 
Velike: pomembna finančna škoda, potreba po 
spremembi načrtov, sprememba organizacije, 
dolgoročna izguba ugleda.. 
Zelo velika: skoraj gotovo (tveganje se bo 
kratkoročno zelo verjetno uresničilo in tudi 
večkrat). 
Zelo velike: izjemna finančna škoda, poslanstvo 
in temeljne aktivnosti so ogrožene, grožnja 
sodnih postopkov, izguba zaupanja. 
 
Vir: Ministrstvo za finance (2008) 
 
V dokumentu Ministrstva za finance je mogoče najti tudi izsek iz registra tveganj, ki so ga 
pripravili za potrebe ministrstva in ga prikazuje slika 9. Po zgledu izseka bom tudi sama 
pripravila primer registra tveganj, in sicer za področje poprodajnih storitev. 
 
Slika 9: Izsek iz registra tveganj 
 
 
Vir: Ministrstvo za finance (2008) 
 
Register tveganj tako predstavlja pregled »na enem mestu« in omogoča tistemu, ki se z 
njim sooča, da se seznani s posledicami in načinom, kako v dani situaciji ukrepati in tveganje 
spraviti na sprejemljivo raven.  
 
Na osnovi predstavljenega zgleda v nadaljevanju predstavljam primer, kako bi naj izgledal 
register tveganj na področju poprodajnih storitev. Pripravila sem pregled že predstavljenih 
tveganj, zanje podala ukrepe, odgovorne osebe in izvedla oceno tveganja (brez 
obvladovanja in z obvladovanjem). Primer registra za področje poprodajnih storitev tako 
zajema naslednje rubrike: 
‒ tveganje, 
Datum zadnjega pregleda:
Odgovorna oseba:
Zap. 
št. Tveganje
Vrsta 
tveganja
Opis tveganja (vključno 
s posledicami)
Verjetnost 
(1- 4)
Posledica 
(1 - 4)
Skupaj Ukrepanje Odgovorna oseba
Verjetnost 
(1- 4)
Posledica 
(1 - 4)
Skupaj 
 
Pomanjkljiva 
notranja 
komunikacija
 
Informacija ne pride 
pravočasno in do 
odgovornih oseb.  
Potrebne aktivnosti 
se ne izvedejo.
4 4 16
Okrepitev notranje 
komunikacije, vzpostavitev 
mreže pretoka informacij, 
zagotoviti redne sestanke.
Generalni 
sekretar
1 3 3
Ocena obvladovanega 
tveganja
Organizacijska enota:
Predstojnik:
Ocena tveganja brez 
obvladovanja
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‒ opis tveganja (vključno s posledicami), 
‒ oceno verjetnosti in posledic brez obvladovanja, 
‒ ukrepanje, 
‒ odgovorno osebo, 
‒ oceno verjetnosti in posledic obvladovanega tveganja. 
 
Ker je izdelava registra tveganj izjemno zahtevno in odgovorno opravilo, predlagam, da se 
v obravnavani organizaciji njegova izdelava zaupa usposobljenim posameznikom, tj. 
strokovnjakom iz različnih področij, ter se izvede v obliki projekta. Smiselno bi ga bilo 
opredeliti po področjih, rubrikah, kot jih predstavlja podpoglavje 6.1, in vsekakor določiti 
skrbnika registra, ki bo skrbel za stalno posodabljanje in posledično ohranjanje njegove 
uporabnosti. Primer registra je prikazan s sliko 10. 
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Slika 10: Primer registra tveganj za področje poprodajnih storitev 
  Ocena tveganja brez 
obvladovanja 
  Ocena obvladovanja tveganj 
Tveganje Opis tveganja (vključno s 
posledicami) 
Verjetnost 
(1-4) 
Posledica 
(1-4) 
Skupaj Ukrepanje Odgovorna 
oseba 
Verjetnost 
(1-4) 
Posledica 
(1-4) 
Skupaj 
Prejetje 
količinsko 
neustrezne 
pošiljke 
Kupec ob prejetju pošiljke 
ugotovi višek/manko. 
Posledice nastopijo v primeru 
manka, ko kupec naročeni RD 
potrebuje, a ga nima na 
zalogi. 
4 3 12 Večkratno štetje, 
skeniranje črtnih kod, 
preverjanje skladnosti 
teže zapakirane 
pošiljke. 
Komisionar 2 1 2 
Prejetje 
nedelujočega 
RD 
Kupec ob vgradnji RD ugotovi, 
da le-ta ne deluje. Posledično 
ne more opraviti zamenjave 
oz. servisnega posega. 
4 4 16 100 % kontrola na 
prevzemu RD, 
embaliranje RD 
izključno v Servisu. 
Kontrolor  1 2 2 
Prejetje 
poškodovanega 
RD 
Kupec prejme poškodovan 
RD. Posledično RD ni primeren 
za nadaljnjo prodajo oz. 
servisni poseg.  
4 3 12 Preveritev ustreznosti 
embalaže, v primeru 
pogostih poškodb 
zamenjava prevoznika. 
Razvijalec 
embalaže 
2 2 4 
Prejetje 
napačne 
pošiljke 
Kupec prejme RD, ki jih ni 
naročil in jih morda celo ne 
potrebuje, a potrebe po 
naročenih RD ostajajo. 
4 4 16 Prevozniku je treba 
sporočiti številko 
transporta, ki jo najavi 
ob prevzemu pošiljke. 
Izdajatelj 
blaga 
1 3 3 
 
Vir: lasten
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7 PREVERITEV HIPOTEZ IN PRISPEVEK K STROKI 
V nadaljevanju predstavljam hipoteze magistrskega dela in njihovo preveritev na osnovi 
preučene literature, tujih in domačih raziskav ter preučitve in analize konkretnega primera 
iz prakse kot tudi prispevek k stroki, ki ga ima magistrsko delo. 
7.1 PREVERITEV HIPOTEZ 
V delu sem preverjala naslednje hipoteze: 
 
H1: Na poti k doseganju uspehov je obvladovanje tveganj nujnost in ne le prosta 
izbira. 
 
Hipotezo 1, ki navaja, da je obvladovanje tveganj na poti k doseganju nujnost in ne le 
prosta izbira, v celoti potrjujem. To dokazuje vsa preučena literatura domačih in tujih 
avtorjev, prav tako tudi različne raziskave, kot sta primera organizacije Nokia in Ericsson, 
kjer je prišlo do nepredvidljivega dogodka, tj. udar strele v proizvodni objekt. Ta je namreč 
zanetila požar, zato so morali ustaviti proizvodnjo v prizadetem obratu. V organizaciji Nokia 
so takoj ukrepali in se poslužili programa, ki so ga pripravili za primere izrednih situacij in 
tako uporabili alternativne možnosti, kar je vodilo do minimalnih motenj v proizvodnji. 
Ericsson pa omenjenega programa ni imel, na krizno situacijo posledično ni bil pripravljen, 
kar je tudi glavni razlog, da so se na izpad odzvali prepozno in utrpeli alarmantno izgubo in 
padec delnice. Nokia pa je na račun svoje pripravljenosti in vzpostavitve sistema 
obvladovanja tveganj povišala vrednost delnic. Omenjeni primer je dober pokazatelj, kaj se 
lahko pripeti organizaciji, ki obvladovanju tveganj ne posveča dovolj pozornosti. 
 
A kljub temu hipoteze ne bi mogla potrditi brez konkretnega primera iz prakse, ki pa je le-
to še dodatno podkrepil in potrdil. Na treh primerih izrednih situacij je bilo mogoče skozi 
magistrsko delo spremljati, kako pomembno je obvladovanje tveganj, saj to omogoča 
organizacijam, da realizirano tveganje ne ogrozi nadaljnjega poslovanja. Mišljen je primer 
zamenjave pošiljk, kjer so zaradi majhne razlike v nazivu kupcev pošiljko za kupca A, ki je 
bila namenjena v Ameriko, naložili na kontejner, namenjen kupcu B, v Avstralijo in obratno. 
V ta namen so v obravnavani organizaciji kupcema A in B ponudili naročilo vseh nujnih 
rezervnih delov, ki so se nahajali v pričakovani pošiljki. Urgentno so jih nato pripravili in na 
lastne stroške letalsko odpremili. Da se v prihodnje podobne situacije ne bi pripetile, so 
uvedli dodaten ukrep, kjer gre za številko transporta, ki jo mora v bodoče najaviti prevoznik, 
kar omogoča, da do ponovne zamenjave ne pride. Drugi primer predstavlja vgradnjo 
krmilnih enot s skrito napako, ki je pri delovanju naprave proizvajala moteč zvok. Napako 
so odpravili z menjavo leče, dekorativne plošče, programske nalepke in krmilne enote. V 
nasprotnem primeru bi lahko prišlo do zamenjav kupljenih aparatov, kar bi za obravnavano 
organizacijo predstavljalo bistveno višji strošek. Kot možen ukrep, da v bodoče do podobnih 
situacij ne bi prišlo, so v obravnavani organizaciji opredelili 100 % testiranje prejetih delov 
na prevzemu. Tretji primer pa se je nanašal na zaprtje skladišča, za kar so morali v 
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obravnavani organizaciji pripraviti in prenesti celotno poslovanje, prenesti zaloge, urediti 
šifre itd. Poleg tega pa so se soočali še z bolniško odsotnostjo. V izogib hujšim posledicam 
so takoj pristopili k reševanju nastale situacije. Od PPE-ja, ki se je odločil za zaprtje, so 
zahtevali spisek kupcev, ki so kupovali aparate, katerih rezervne dele bi morala po novem 
zagotavljati sama in jim predlagala, da odkupijo od PPE-ja količino rezervnih delov, ki jim 
bo koristila, da si naredijo zalogo za vmesni čas, dokler ne uspe sama urediti vse potrebno. 
Poleg tega pa so si od kupcev pridobili podatke o rezervnih delih, ki bi jih najprej potrebovali 
in jih zato tudi najprej naročili ter urgirali pri dobavitelju. Pozneje so poskrbeli še za zalogo 
preostalih rezervnih delov, ki vstopajo v omenjene aparate, in se na ta način izognili 
morebitnim zapletom. 
 
Menim, da organizacije ne morejo dolgoročno uspešno poslovati, če se ne zavedajo 
pomembnosti obvladovanja tveganj, ker v ta namen vsakodnevno izvajajo ukrepe in 
aktivnosti, ki pripomorejo k temu, da se tveganja ne realizirajo oz. da lahko takoj ukrepajo 
v primeru njihove realizacije ter spravijo posledice na sprejemljivo raven. 
 
H2: Obravnavana organizacija se zaveda pomembnosti obvladovanja tveganj, je 
proaktivna in izvaja aktivnosti, s katerimi jih poskuša uspešno obvladovati. 
 
Hipotezo 2, ki opredeli obravnavano organizacijo kot proaktivno in zavedajočo se 
pomembnosti, ki jo ima obvladovanje tveganj na osnovi izvedene analize in aktivnega 
vključevanja v poslovni proces, potrjujem. Analiza konkretnega primera iz prakse je 
pokazala, da organizacija, ki je bila predmet obravnave, ves čas spremlja in vodi evidenco 
izpadov, na osnovi tega pripravlja ukrepe, s katerimi želi tudi v prihodnje tveganja uspešno 
obvladovati.  
 
Obravnavana organizacija je na področju poprodajnih storitev, ki sem jih obravnavala tekom 
dela, že pristopila k enotnemu obravnavanju tveganj, kar kaže na velik napredek na tem 
področju, saj so v preteklosti vodili evidenco fizično, na papirju. Podatki so bili razdrobljeni 
v več tabel, ki medsebojno niso bile povezane, tudi sledljivosti posledično ni bilo. V 
obravnavani organizaciji so v ta namen izvedli številne aktivnosti, ki jim omogočajo, da so 
v današnjem času kos izpadom in nepredvidljivim dogodkom. Spisali so formalna navodila, 
poenotili obrazec za prijavo izpadov in ga prevedli v več jezikov, poenotili so tabele in jih 
medsebojno povezali, kar zagotavlja sledljivost, poenotili so tudi številčenje izpadov, kar jim 
daje jasno sliko situacije (v preteklosti je namreč vsak prodajni komercialist številčil izpade 
po svojem zaporedju) itd. Dokler te aktivnosti niso bile izvedene, so se izpadi reševali na 
različne načine, težave pa so se pojavljale tudi pri opredelitvi odgovornosti. Zato so v 
obravnavani organizaciji jasno definirali postopek reševanja izpadov, točno določili in 
opredelili odgovornosti, omogočili pregled nad korektivnimi ukrepi in zagotovili stalno 
izvajanje analiz prijavljenih izpadov. Z gotovostjo lahko potrdim, da je obravnavana 
organizacija proaktivna in skrbi, da zaradi stalnih meritev do realizacije tveganj ne pride 
tako pogosto, kot bi sicer.  
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H3: Vpeljava ISO standarda 31000 omogoča organizacijam celovito 
obvladovanje tveganj, ohranjanje konkurenčnih prednosti in nenazadnje obstoj 
na tržišču. 
 
Hipotezo 3, ki navaja, da je vpeljava standarda ISO 31000 tista, ki omogoča organizacijam 
celovito obvladovanje tveganj, ohranjanje konkurenčnih prednosti in tudi sam obstoj na 
tržišču, delno potrjujem. Res je, da omenjeni standard nudi načela in smernice, kako 
tveganja uspešno obvladovati, a to v praksi zagotovo ni dovolj. Obravnavana organizacija, 
za katero sem s pomočjo raziskave ugotovila, da ima nizek delež izpadov, omenjenega 
standarda ni vpeljala, a kljub temu uspešno obvladuje tveganja in ohranja konkurenčnost 
na trgu. Glede na število odpremljenih rezervnih delov beležijo v obravnavani organizaciji 
zanemarljivo malo izpadov, ti so v preteklem letu predstavljali 0,043 % izmed vseh 
odpremljenih rezervnih delov, kar kaže na dejstvo, da so organizacije sposobne tveganja 
uspešno obvladovati tudi brez uvedbe omenjenega standarda. 
 
Poleg tega se je skozi obravnavo teorije izkazalo, da mnogi avtorji kažejo na površnost 
standarda. Leitch ga namreč označi kot nejasnega in opredeli, da v kolikor mu sledimo, vodi 
do nelogičnih odločitev, ni matematično podkovan, ne temelji na verjetnosti, podatkih in 
modelih. Prav tako bi morala biti terminologija, ki jo uporablja standard, izbrana bolj 
previdno. Standard bralcu ne ponuja dodatnih pojasnil, ki bi mu bile v pomoč. Po navedbah 
Gspana nekatere razlage standarda zavajajo. Vse to kaže, da standarda zagotovo ne gre 
jemati kot edino in ključno sredstvo za obvladovanje tveganj, temveč le kot dodatek v smeri 
izboljšanja obvladovanja. 
 
H4: Tuje organizacije namenjajo obvladovanju tveganj več pozornosti kot 
slovenske. 
 
Hipotezo 4, ki pravi, da tuje organizacije namenjajo obvladovanju tveganj več pozornosti 
kot slovenske, zavračam, in sicer na osnovi praktičnih izkušenj, tj. vsakodnevnega stika z 
dobavitelji, ki prijavi izpadov (višek, manko, nedelujoč rezervni del, napačen rezervni del in 
podobno) namenjajo v večini primerov manj pozornosti kot obravnavana organizacija. 
Mišljeni so dobavitelji, ki prihajajo iz držav izven EU. Kar zadeva evropske države, je situacija 
podobna obravnavani organizaciji. Torej obravnavani organizaciji (ki je v tem primeru 
kupec) v primeru poškodbe dela ponudijo dobropis, pošljejo nove rezervne dele brezplačno 
in podobno. 
 
Preveritev hipoteze lahko dodatno podkrepimo tudi s primerom, ki sem ga predstavila v 
magistrskem delu, in sicer s primerom zaprtja skladišča. Izkazalo se je, da PPE, s sedežem 
v Ameriki, ki se je odločil za zaprtje skladišča, ni mislil na posledice, ki jih bodo utrpeli kupci 
v primeru, da se obravnavana organizacija ne bo sposobna dovolj hitro prilagoditi in 
vzpostaviti sistema, ki bi kupcem omogočal nadaljnje neprekinjeno poslovanje. Glede na to, 
da gre za PPE obravnavane organizacije, bi morali pred tako nenadnim zaprtjem misliti na 
dobrobit obravnavane organizacije, saj bi ji to lahko pustilo znatne posledice pri poslovanju, 
če na tovrstna tveganja ne bi bila dobro pripravljena. 
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7.2 PRISPEVEK K STROKI 
Magistrsko delo izkazuje pomembnost posvečanja pozornosti tveganjem, kar je 
podkrepljeno tako z domačo in s tujo teorijo, dosedanjimi raziskavami, mednarodnim 
standardom kot tudi s praktičnim primerom, ki daje vsemu še dodaten pomen ter zagotavlja 
aplikativno naravnanost naloge. Organizacija, katere tveganja sem obravnavala tekom 
empiričnega dela naloge, sodi med vodilna slovenska podjetja in področju obvladovanja 
tveganj vsakodnevno namenja veliko pozornosti, zato menim, da služi kot dober zgled 
ostalim organizacijam s slovenskega prostora pa tudi širše, kar se je skozi raziskavo potrdilo. 
Poleg tega nudi magistrsko delo še dodatne izboljšave in ukrepe za spremljanje 
nepredvidljivih dogodkov v prihodnje. Ravno zato bo to delo v pomoč organizacijam, ki si 
prizadevajo vzpostaviti sistem obvladovanja tveganj oz. nadgraditi že obstoječega. Delo 
prinaša prispevek na področju obvladovanja tveganj (angl. Risk Management) in bo v 
pomoč zlasti organizacijam, ki delujejo v zasebnem sektorju.  
 
Vsekakor sem mnenja, da organizacija ne more uspešno poslovati, če uspešno ne obvladuje 
tveganj. Temelji za slednje pa so vsebovani v ISO standardu 31000, ki je tvoril jedro naloge 
in na podlagi katerega so bili podani ukrepi ter izboljšave. Raziskovala sem pristope in 
ukrepe, ki se jih poslužujejo v obravnavani organizaciji na področju poprodajnih storitev, in 
jih nato predstavila v magistrskem delu. Skozi nalogo sem predstavila frekventnost 
posameznih izpadov, ki sem jo pridobila iz dnevnika slabih dogodkov, in pripravila primer 
registra tveganja, ki zajema komponente, ki izhajajo iz ISO 31000, s pomočjo katerega bo 
lahko organizacija v prihodnje spremljala nepredvidljive dogodke, če ga bo nadgrajevala in 
dopolnjevala, kar je tudi moj prispevek k raziskovanju. 
 
Menim, da ima magistrsko delo dodano vrednost zlasti za obravnavano organizacijo, kateri 
priporočam nagraditev predstavljenega registra tveganj, s pomočjo katerega bo lahko v 
prihodnje uspešneje obvladovala tveganja. V pomoč pa bo tudi organizacijam, ki si 
prizadevajo vzpostaviti pristop k obvladovanju tveganj oz. ga nadgraditi in izboljšati. 
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8 ZAKLJUČEK 
Tveganja so sestavni del našega življenja in nas spremljajo prav na vsakem koraku, v 
zasebnem življenju in na poslovnem področju. Zato je ključnega pomena, da se zavedamo, 
kako pomembno jih je obvladovati, na kar kaže tako slovenska kot tudi tuja literatura ter 
številne raziskave. Poslovanje v turbulentnih razmerah je vse prej kot enostavno, zato je 
obstoj organizacij vsakodnevno ogrožen. Na trgu se vedno pojavljajo novi konkurenti, ki 
skušajo obstoječe organizacije izriniti s tržišča. Vprašanje je, kako dolgo bi uspele 
organizacije uspešno poslovati in zadržati svoje mesto na trgu, če se ne bi posluževale 
sredstev za obvladovanje tveganj in v ta namen vsakodnevno izvajale aktivnosti. A tveganja 
ne gre vedno jemati kot nekaj negativnega. V kolikor smo uspešni pri njihovem 
obvladovanju, jih je mogoče, seveda ob pravočasnem ukrepanju, spremeniti v priložnosti in 
si na ta način še dodatno izboljšati svoj položaj ter poslovanje. Po navedbah nekaterih 
avtorjev je bila prav izdaja ISO standarda 31000 zelo pomembna za to področje, saj 
organizacijam nudi smernice in načela, kako tveganja uspešno obvladovati, a obenem je 
mogoče zaslediti tudi kritike standarda. Leitch in Gspan opozarjata na njegovo površnost, 
zlasti pri terminologiji, za katero menita, da je osnova za dober standard. Leitch kljub temu, 
da izpostavi nekatere pozitivne plati standarda, poda svojo ugotovitev, da standard 
razočara. 
 
Glavni namen magistrskega dela je bil preučiti in predstaviti uporabnost omenjenega 
standarda na konkretnem primeru iz prakse ter tako zagotoviti aplikativno naravnanost 
naloge. Prizadevala sem si podati ukrepe in izboljšave, ki bodo obravnavani organizaciji v 
pomoč pri nadaljnjem obvladovanju tveganj. V ta namen je bil predlagan in predstavljen 
način za vzpostavitev registra tveganj kot eden izmed možnih ukrepov, s pomočjo katerega 
bi lahko organizacija v prihodnje spremljala nepredvidljive dogodke.  
 
Empirični del magistrskega dela sega na področje poprodajnih storitev. V obravnavani 
organizaciji ugotavljajo, da je ravno kakovost omenjenih storitev ključna, kadar se kupci 
odločajo za nakup izdelka, in predstavlja pomembno konkurenčno prednost. Ugotovljeno je 
bilo, da v obravnavani organizaciji na tem področju beležijo naraščajoči trend izpadov, v 
prvih opazovanih letih je ta trend počasi naraščal, nato pa po letu 2014 nenadno in strmo 
narasel. V letu 2012 je bilo zabeleženih 395 izpadov, v letu 2016 pa je ta številka zrasla na 
1025, kar je za približno 260 % več. Problem za izpade so v zadnjih letih postale poškodbe. 
Do teh praviloma pride tekom transporta, glavni krivec pa je velikokrat neustrezna embalaža 
ali nepravilno rokovanje z blagom med transportom. V kolikor bi bilo govora izključno o 
številu izpadov, ki jih beležimo v letu 2016, tj. 1025, bi situacijo označili za alarmantno. 
Podatek iz istega leta, ko je bilo odpremljenih 2.378.519 rezervnih delov, prikazuje, da gre 
statistično gledano za zanemarljivo število izpadov, saj delež izpadov predstavlja 0,043 %. 
V primerjavi s celotno količino, ki se jo odpremi na letni ravni, je to pravzaprav zanemarljivo 
malo. Magistrsko delo ravno tako predstavi izredne situacije kot so zamenjava pošiljk, 
odkritje skrite napake in zaprtje skladišča. Nazorno prikazuje, kako se je obravnavana 
organizacija nanje odzvala in katere ukrepe je sprejela, da bi to preprečila v prihodnje. Vse 
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to me je vodilo do zaključka, da v obravnavani organizaciji vsakodnevno izvajajo številne 
aktivnosti in ukrepe, da do realizacije tveganj ne bi prišlo oz. da jih spravijo na sprejemljivo 
raven. Obravnavana organizacija nima vpeljanega standarda ISO 31000, kar je še dodatno 
vzpodbudilo moje zanimanje, da ugotovim, kaj bi lahko omenjeni standard doprinesel 
organizaciji, kljub temu da nekateri avtorji opozarjajo na njegovo površnost. S proučitvijo 
omenjenega standarda sem prišla do ugotovitve, da bi bilo na področju poprodajnih storitev 
smiselno vzpostaviti register tveganj, ki ga za potrebe področja poprodajnih storitev še niso 
razvili. Register upošteva smernice in načela omejenega standarda. Magistrsko delo 
vseskozi izkazuje pomembnost posvečanja pozornosti tveganjem. Preučitev domače in tuje 
literature kot tudi obravnava primera iz prakse kažejo na pomembnost obvladovanja 
tveganj, kar je tudi glavna ugotovitev magistrskega dela.  
 
Pri magistrskem delu sem se soočala z omejitvami in s težavami proučevanja. Sprva se je 
pojavila težava pri iskanju literature slovenskih avtorjev, ki je je na obravnavanem področju 
relativno malo, zato sem se za potrebe magistrskega dela večinoma posluževala literature 
tujih avtorjev. Omejitev so predstavljali podatki, ki so se nanašali na obravnavano 
organizacijo in tamkajšnje beleženje izpadov, saj organizacija le-teh ne želi razkriti v celoti, 
ker veljajo za poslovno skrivnost. To je tudi razlog, da se v celotnem magistrskem delu 
naziv organizacije ne navaja in izpostavlja, saj bi to lahko privedlo do izdaje podatkov, za 
katere si organizacija prizadeva zagotoviti tajnost. Obenem pa je bilo treba za pridobitev 
internih podatkov pridobivati soglasja odgovornih oseb za posamezna področja. Zato sem 
se aktivneje vključevala v obravnavani poslovni proces in poskušala ugotoviti, katere 
nevarnosti pretijo nanj, in podati ukrepe, za katere menim, da lahko obravnavani 
organizaciji koristijo v prihodnje. 
 
Ugotavljam, da bo magistrsko delo v pomoč organizacijam, ki želijo sistem obvladovanja 
tveganj vzpostaviti oz. mu nameniti več pozornosti ter ga izboljšati. Nudi namreč pregled 
domače in tuje literature, sooča različne poglede avtorjev, izpostavlja mednarodni standard, 
ki predstavlja načela in smernice za obvladovanje tveganj, in vse navedeno še dodatno 
podkrepi s primerom iz prakse, ki organizacijam služi kot primer dobre prakse. Predvsem 
pa ima dodano vrednost za obravnavano organizacijo, kateri se priporoča nadgraditev 
predstavljenega registra tveganj kot enega izmed ukrepov, s pomočjo katerega bi lahko 
obravnavana organizacija v prihodnje uspešneje obvladovala tveganja. Izdelava registra 
tveganj je namreč zelo zahtevno in odgovorno opravilo, zato predlagam, da se v 
obravnavani organizaciji njegova izdelava zaupa usposobljenim posameznikom, tj. 
strokovnjakom iz različnih področij, ter se izvede v obliki projekta. 
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