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Las aplicaciones emergentes en el área de redes de sensores inalámbricos 
comprenden una amplia variedad de escenarios que involucran típica-
mente un número significativo de nodos desplegados en un área amplia. 
Para garantizar una correcta comunicación entre los nodos de la red con 
la estación base, los mensajes se propagan por nodos intermedios, de 
forma que se establece una ruta con múltiples enlaces. En general, los 
nodos de una red de sensores se caracterizan por sus recursos limitados, 
en consecuencia, es fundamental el uso de protocolos que garanticen 
no solo la comunicación sino también que permitan ahorrar la mayor 
cantidad de energía mientras proporcionan escalabilidad.
Diferentes protocolos de enrutamiento han sido propuestos para redes 
inalámbricas de sensores, sin embargo, los algoritmos de enrutamiento de 
tipo reactivo han mostrado ser energéticamente más eficientes, lo que los 
hace adecuados para las redes de sensores inalámbricos. En este trabajo 
se evalúa el desempeño del protocolo de tipo reactivo (ad-hoc on demand 
distance vector) bajo la plataforma de simulación OMNeT++ probando di-
versos escenarios. El protocolo AODV ha sido elegido por la superioridad 
en el rendimiento, demostrada frente a otros protocolos reactivos repor-
tados en la literatura. El protocolo ha sido evaluado bajo las siguientes 
métricas: tasa de entrega de paquetes, retardo promedio, sobrecarga de 
enrutamiento y consumo de energía. Los resultados obtenidos muestran 
que AODV reduce su desempeño conforme el número de nodos aumen-
ta, en consecuencia, su usabilidad restringe la escalabilidad de la red, 
adicionalmente, los resultados demuestran que la distribución espacial 
de los nodos influye en el desempeño del protocolo. Para nuestro trabajo 
concreto, la distribución uniforme es la que muestra mejores resultados.
Palabras clave: protocolos de enrutamiento, AODV, redes de sensores 
inalámbricas, ZigBee. 
Abstract 
Emerging applications in the area of wireless sensor networks that include 
a wide variety of scenarios typically involve a significant number of nodes 
deployed in a wide area. To ensure proper communication between the 
network nodes to the base station, the messages are propagated by inter-
mediate nodes, so a route with multiple links is established. In general, 
sensor nodes are characterized by limited resources; therefore it is essential 
to use protocols that ensure not only communication but also that save 
the most energy while providing scalability. Different routing protocols 
have been proposed for WSNs, but the reactive routing algorithms have 
shown be more energy efficient, which makes them suitable for wireless 
sensor networks. In this paper the performance of the reactive type 
protocol (Ad -Hoc On Demand Distance Vector) is evaluated under the 
simulation platform OMNeT++ through different scenarios . The AODV 
protocol has been chosen by the performance superiority comparing with 
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other reactive protocols reported in the literature. The protocol has been 
evaluated under the following metrics: packet delivery rate, average end-
to-end delay, routing overhead and energy consumption. The results show 
that AODV reduces their performance when the number of nodes increases, 
consequently it restricts the network scalability, further results show that 
the spatial distribution of the nodes affect on the performance of the pro-
tocol, specific in our work, the uniform distribution shows better results.
Keywords: routing protocols, AODV, wireless sensor networks, ZigBee.
1. INTRODUCCIÓN
Las redes de sensores inalámbricos son sistemas constituidos por un con-
junto de nodos sensores que se comunican entre sí para realizar de forma 
cooperativa el monitoreo de señales físicas. En general, los nodos de una 
red de sensores se caracterizan por la limitación en recursos de potencia, 
memoria y procesamiento [1], en consecuencia, es fundamental el uso 
de protocolos que garanticen la comunicación entre los nodos de la red, 
optimicen el desempeño y permitan ahorrar la mayor cantidad de energía 
mientras proporcionan escalabilidad.
El rendimiento de las redes de sensores inalámbricos está estrechamente 
relacionado con el del protocolo de enrutamiento, debido a que las rutas 
pueden variar dinámicamente en el tiempo [2]. Las aproximaciones tra-
dicionales no tienen en cuenta la restricción de energía impuesta por los 
nodos de estas redes, de modo que pueden llegar a consumir una cantidad 
significativa de energía debido al intercambio intensivo de mensajes. Dife-
rentes protocolos de enrutamiento para redes de sensores inalámbricos han 
sido propuestos en la literatura [3], [4], [5]. Los protocolos de enrutamiento 
pueden ser clasificados de acuerdo con un gran número de características, 
tales como el procedimiento de establecimiento de ruta, la técnica de en-
rutamiento, el funcionamiento del protocolo, entre otros. De acuerdo con 
el procedimiento de establecimiento de ruta, están disponibles tres clases 
de protocolos: 1) los protocolos de tipo proactivo, que establecen las rutas 
antes de que haya una demanda real de tráfico, son adecuados para el 
tráfico en tiempo real, ya que presentan baja latencia, sin embargo, des-
perdician ancho de banda debido a las actualizaciones periódicas y no son 
energéticamente eficientes [6]; 2) los protocolos reactivos, que configuran 
las rutas bajo demanda, resultan ser buenos para redes de poco tráfico, 
ahorran energía y ancho de banda durante períodos de inactividad, lo que 
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los hace adecuados para las redes inalámbricas de sensores, sin embargo, 
el nodo fuente experimenta un retardo considerable antes de poder enviar 
paquetes de datos, debido a la latencia de descubrimiento de la ruta [6]; 3) 
los protocolos híbridos, que combinan lo mejor de ambas aproximaciones.
Entre los protocolos de enrutamiento reactivos para redes de sensores 
inalámbricos tenemos DSR (Dynamic Source Routing) [6], AODV (Ad-Hoc on 
Demand Distance Vector) [7], DYMO (Dynamic MANET On-demand) [8]. El ren-
dimiento del protocolo depende del escenario, en general, algunos autores 
coinciden en afirmar que AODV presentan mejor rendimiento frente a DSR 
y DYMO bajo escenarios de alta movilidad [6], aumento en la densidad de 
la red y cargas de poco tráfico [9], [10].
En este artículo se pretende evaluar el desempeño del estándar IEEE802.15.4 
bajo el protocolo de enrutamiento reactivo AODV para diferentes escenarios 
usando la plataforma de simulación OMNET++ [11], [12]. El resto del artí-
culo está organizado de la siguiente forma: en la sección 2 se presentan los 
conceptos generales sobre las redes de sensores inalámbricas y las caracterís-
ticas principales de los estándares Zigbee e IEEE802.15.4, además se detallan 
los principales protocolos de enrutamiento usados en una red de sensores 
inalámbricos. En la sección 3 se describen la metodología y la plataforma 
de software usada en la fase experimental. En la sección 4 se presentan los 
resultados. Finalmente, en la sección 5 se exponen las conclusiones.
2. MARCO TEÓRICO
ZIGBEE / IEEE 802.15.4
ZigBee es un estándar que define un grupo de protocolos de comunicación 
de baja velocidad de transferencia de datos y de corto alcance de redes 
inalámbricas [13]. Está basado en dispositivos inalámbricos que operan en 
bandas de frecuencia de 868 MHz, 915 MHz y 2.4 GHz. La banda 2.4 GHz 
tiene la máxima velocidad de transferencia de datos (250 Kbps) y el mayor 
número de canales (16).
El estándar ZigBee adoptó IEEE 802.15.4 como capa física y como protocolo 
de control de acceso al medio [14]. Por lo tanto, un dispositivo compatible 
con ZigBee es compatible con el estándar IEEE 802.15.4.
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En una red IEEE802.15.4 hay dos tipos de dispositivos: FFD (Full-Function 
Devices), capaz de desempeñar todas las tareas descritas en el estándar y de 
aceptar cualquier función en la red, y RFD (Reduced-Function Devices), con 
capacidades limitadas. A su vez, un dispositivo FFD puede tomar tres roles 
diferentes: coordinador, coordinador de una red de área personal (Personal 
Area Network [PAN]), y dispositivo (RFD). Una red IEEE802.15.4, indepen-
dientemente de su topología, es siempre creada por un coordinador PAN.
La red debe ser una de las dos topologías especificadas en IEEE 802.15.4, 
estrella o peer-to-peer [15]. En la topología estrella, cada dispositivo en la 
red puede comunicarse solamente con el coordinador PAN. En una topo-
logía peer-to-peer, cada dispositivo puede comunicarse directamente con 
cualquier otro dispositivo si estos son colocados lo suficientemente cerca 
para establecer un enlace exitoso de comunicación. 
Otra forma de red peer-to-peer que el estándar soporta es una topología árbol. 
En este caso, un coordinador PAN establece la red inicial. Los enrutadores 
forman las ramas y transmiten los mensajes. Los dispositivos finales actúan 
como hojas de árbol y no participan en el enrutamiento de mensajes. Los 
enrutadores pueden hacer crecer la red más allá de la red inicial establecida 
por el coordinador.
En las redes inalámbricas ZigBee, la capa física (Physical Layer [PHY]) es 
responsable de seleccionar la frecuencia del canal, activar el radio para la 
recepción y el envío de paquetes y de garantizar que el canal no esté siendo 
utilizado por cualquier otro dispositivo en otra red. La capa de control de 
acceso al medio (Medium Access Control [MAC]) provee la interfaz entre la 
capa física y la capa de red. 
Una red IEEE802.15.4 puede operar en modo con o sin beacon. Un beacon es 
un mensaje con un formato específico que es usado por el nodo coordinador 
para sincronizar los relojes de los nodos de la red conectados a él. La capa 
MAC es responsable de generar los beacons y sincronizar los dispositivos. 
Cuando se opera en modo beacon, se usa un protocolo de acceso múltiple 
por detección de portadora con prevención de colisiones simple (Carrier 
Sense Multiple Access with Collision Avoidance (CSMA-CA)) [16]. En CSMA-CA 
cada vez que un dispositivo quiere transmitir, este primero desempeña una 
evaluación de canal libre (Clear Channel Assessment [CCA]) para asegurar 
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que el canal no es usado por cualquier otro dispositivo. Después de realizar 
esta verificación y si el canal está libre, el dispositivo comienza a transmitir 
su información.
Hay dos métodos para acceder al canal: basado en contención o libre conten-
ción. En el acceso a canal basado en contención todos los dispositivos quieren 
transmitir usando el mecanismo CSMA-CA, y el primero que encuentra el 
canal libre empieza a transmitir. En el método de libre contención, el coor-
dinador PAN dedica un intervalo de tiempo específico para un dispositivo 
particular. Esto es llamado un intervalo de tiempo garantizado (Guaranteed 
Time Slot [GTS]). Para proporcionar un GTS, el coordinador PAN necesita 
garantizar que todos los dispositivos de la red están sincronizados. Un 
coordinador tiene la opción de transmitir señales beacon para sincronizar 
los dispositivos conectados a él. Esto es llamado una PAN con beacon habi-
litado (beacon-enabled PAN). La desventaja de usar beacons es que todos los 
dispositivos en la red deben despertar de forma regular, para escuchar el 
beacon, sincronizar sus relojes y volver a dormir. Esto significa que muchos 
de los dispositivos en la red pueden despertar solamente para la sincroni-
zación y no desempeñar otra tarea mientras están activos. Por lo tanto, la 
duración de la batería de un dispositivo en una red con beacon habilitado 
es normalmente menor que una red sin beacon.
Protocolos de enrutamiento reactivos para redes de sensores inalámbricos
Los protocolos de enrutamiento reactivo también se conocen como proto-
colos de enrutamiento por demanda, ya que no mantienen la información 
de la ruta en los nodos de la red si no hay comunicación. Un protocolo 
puede mostrar mejor rendimiento que otro, la selección de un protocolo 
de enrutamiento en particular dependerá del tipo de aplicación y el uso 
previsto de la red. A continuación se explican en detalle los tres protocolos 
de enrutamiento reactivo estudiados en este trabajo: DSR, AODV y DYMO.
• Dynamic Source Routing (DSR) 
Se fundamenta en el enrutamiento desde el origen, es decir, los paquetes de 
datos incluyen un encabezado de información acerca de los nodos exactos 
que deben atravesar, lo que implica que tienen la ruta exacta al nodo de 
destino. El protocolo consta de dos mecanismos principales: descubrimiento 
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de ruta y mantenimiento de ruta. En los procesos de descubrimiento de 
rutas se generan mensajes de solicitud (Route REQuest [RREQ]), respuesta 
(Route REPLy [RREP]) y error (Router ERRor [RERR]) [17].
Dado que es un protocolo reactivo, tiene la ventaja de generar un menor 
consumo de ancho de banda y de procesamiento computacional, ya que 
no envía paquetes a menos de que sea necesario. Además, trabaja bien en 
condiciones donde la movilidad es alta, detecta rápidamente cambios en la 
topología de la red adaptando las rutas a estos cambios. Permite el balanceo 
de cargas y es más robusto en la red, ya que permite tener rutas alternas 
para un mismo nodo destino. Puede forzar o evitar que un paquete pase 
por determinados nodos debido a que en su tabla de enrutamiento contiene 
las rutas completas con todos los nodos que la conforman [18]. Por otra 
parte, entre sus principales desventajas se cuentan problemas de retardos 
y de escalabilidad [19].
• Ad-Hoc on Demand Distance Vector (AODV) 
El protocolo AODV está basado en los protocolos DSR y DSDV [20]. Es un 
protocolo reactivo en el cual los nodos mantienen una tabla de enrutamien-
to para los destinos conocidos. La tabla está formada inicialmente por los 
nodos más cercanos, pero posteriormente puede ser ampliada cuando un 
nodo desea comunicarse con otro del cual no tiene la ruta requerida [21].
AODV es un protocolo que utiliza menos ancho de banda y de procesamiento 
computacional, ya que no envía paquetes a menos de que sea necesario. 
Trabaja bien en condiciones donde la movilidad es alta, incorpora meca-
nismos para evitar la formación de bucles y detecta rápidamente cambios 
en la topología de la red adaptando las rutas a estos cambios. Sin embargo, 
tiene como desventaja que ningún nodo tiene conocimiento total de la 
topología de la red, cada uno sólo tiene información de los nodos con los 
que necesita comunicarse [18], [20].
El protocolo AODV emplea un mecanismo de descubrimiento de rutas en 
modo broadcast, en el cual se intercambian mensajes de petición de ruta 
(RREQ, Route Request) y mensajes de respuesta de ruta (RREP, Route Reply) 
[21]. En esta operación de búsqueda de rutas se pueden distinguir dos fa-
ses: la formación del camino de vuelta, que establece todos los itinerarios 
posibles desde el origen hasta el destino, trazados por el recorrido de los 
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mensajes RREQ; y la formación del camino de ida, que determina la ruta 
que finalmente seguirán los paquetes desde el nodo origen hasta el nodo 
destino una vez finalizado el descubrimiento de caminos.
- Paso 1: Formación del camino de vuelta
El proceso de descubrimiento de rutas se inicia cuando un nodo origen 
necesita enviar paquetes a un nodo destino del cual no tiene ninguna 
ruta válida en su tabla de enrutamiento. Entonces el nodo origen genera 
un mensaje RREQ y los nodos vecinos lo reciben y lo reenvían sucesi-
vamente, hasta alcanzar el nodo destino. Los nodos llevan un registro 
de los mensajes RREQ recibidos para no reenviar la misma solicitud 
varias veces, ya que esto sobrecargaría la red [21].
- Paso 2: Formación del camino de ida
Cuando el nodo que recibe el paquete RREQ es el propio nodo destino 
o es un nodo intermedio que posee una ruta válida hacia el destino, 
se genera un mensaje de respuesta (RREP). Este mensaje se reenvía de 
vuelta al origen de forma unicast, siguiendo el camino inverso de su 
mensaje RREQ correspondiente. Para escoger una de las rutas posibles, 
se atiende al menor número de saltos.
Paso 3: Mantenimiento de la ruta
El protocolo AODV emplea los mensajes HELLO que se envían de forma 
periódica para que los nodos anuncien a sus vecinos su pertenencia a 
la red y, de esa manera, se pueda monitorizar el estado del enlace en 
una ruta activa. En el momento en el que un nodo advierte un fallo en 
un enlace, difunde por broadcast un mensaje de error de ruta (RERR, 
Route Error). Cuando el nodo origen recibe el mensaje, puede reiniciar 
el proceso de descubrimiento de ruta sólo si aún está interesado en 
dicha ruta hacia el destino.
• Dynamic MANET On-demand (DYMO) 
DYMO es un sucesor simplificado del protocolo AODV. El protocolo DYMO 
está especialmente diseñado para redes ad-hoc con movilidad variable y 
con diferentes patrones de tráfico. Entre sus ventajas está el tener un menor 
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consumo de ancho de banda y de procesamiento computacional, ya que no 
envía paquetes a menos de que sea necesario. En redes grandes tiene un 
mejor comportamiento en escenarios donde cada nodo sólo se comunica 
con una limitada porción de los demás [22], [23].
Como todos los protocolos reactivos, DYMO se compone de dos operacio-
nes: descubrimiento y mantenimiento de rutas. Las rutas se descubren bajo 
demanda cuando un nodo necesita enviar un paquete a un destino que no 
está en su tabla de enrutamiento. Un mensaje de petición de ruta (RREQ) 
es enviado a todos los nodos, los cuales al recibir la petición verifican si 
el destino se encuentra en su tabla de enrutamiento. Si el nodo destino se 
encuentra en la tabla, estos proceden a verificar si el enlace aún se encuentra 
activo. Una vez el nodo destino recibe el RREQ, lanza un mensaje de res-
puesta de ruta (RREP), que es enviado de forma unicast, salto a salto hacia 
el nodo origen con la información del número de saltos intermedios y su 
correspondiente ruta [22], [24].
A diferencia del protocolo AODV, el cual sólo genera entradas a la tabla 
de enrutamiento para el nodo de destino y el siguiente, en el protocolo 
DYMO, además de la información acerca de una ruta de destino solicitado, 
un nodo también recibe la información acerca de todos los nodos interme-
dios de un camino recién descubierto [25]. Como se muestra en la figura 1, 
en AODV, cuando el nodo A inicia un proceso de descubrimiento de ruta 
para el nodo D, sólo tiene conocimiento sobre las rutas al nodo B, su vecino 
del siguiente salto, y el nodo destino D, mientras que en DYMO (figura 2), 
el nodo A adicionalmente tiene conocimiento sobre la ruta al nodo C y B. 
Esta característica en DYMO se conoce como la acumulación de ruta [26].
En el protocolo DYMO sólo se mantiene la información de enrutamiento 
en relación con fuentes activas y los destinos, por lo tanto es aplicable a 
dispositivos de memoria limitados. Actualmente se está desarrollando una 
versión reducida para redes de sensores llamada DYMO-LOW, en la que el 
objetivo principal es reducir el consumo de energía [22], [24], [27].
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Figura 1. Funcionamiento del protocolo AODV.
Figura 2. Funcionamiento del protocolo DYMO.
3. METODOLOGÍA 
Tras el estudio realizado en la sección anterior, el protocolo AODV fue se-
leccionado para ser evaluado por simulación. Su elección se debe al hecho 
de que, de acuerdo a la literatura AODV, presenta mejor rendimiento bajo 
escenarios de alta movilidad, aumento en la densidad de la red y cargas de 
poco tráfico [6], [9], [10], lo que lo hace adecuado para las redes de sensores 
inalámbricos.
Para realizar la simulación se hace uso de OMNET++, un simulador libre 
para uso académico disponible para sistemas operativos como Windows, 
Linux, Mac, entre otros, y el cual puede obtenerse directamente de su pá-
gina Web [11]. Información relacionada con las características físicas de la 
computadora, el sistema operativo y el proceso de instalación pueden ser 
consultadas en [28]. OMNET++ es un simulador de eventos discretos, escrito 
en lenguaje de programación C++ y basado en componentes modulares, que 
cuenta con dos interfaces, gráfica y de programación. El fichero omnetpp.
ini permite configurar las características e inicializar los parámetros de la 
red que se desea simular y los ficheros .ned permiten diseñar los diferentes 
elementos.
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Para satisfacer los requerimientos de nuestro trabajo se ha usado adicio-
nalmente el framework Castalia [29], que es un simulador de redes de sen-
sores inalámbricos (WSN) y de redes de área corporal (BAN) que incluye 
un modelo de canal inalámbrico avanzado, modelos de radio, modelos de 
sincronización del reloj de nodo, modelos de consumo de energía, varios 
protocolos MAC, incluyendo IEEE 802.15.4 y protocolos de enrutamiento. 
En Castalia los nodos se conectan a través del módulo de canal inalámbrico 
y además están vinculados a través de los procesos físicos que controlan. 
Cada nodo es la composición de un módulo de comunicación, un gestor de 
sensor, un módulo de aplicación, un administrador de recursos y un gestor 
de movilidad. El módulo de comunicación consiste en tres capas: la radio 
(capa física), la capa MAC y la capa de enrutamiento, y proporciona capa-
cidades de comunicación al módulo de aplicación. El gestor de movilidad 
es responsable de la ubicación del sensor en el área. El gestor de recursos 
modela el uso de los recursos locales, tales como el consumo de energía, el 
uso de la memoria y los estados de CPU [30] .
El modelo de simulación de AODV [31] usado en este trabajo está basado 
en la implementación del protocolo realizada por el grupo de investigación 
(Gercom) y disponible para su descarga en [32]. La red ha sido evaluada 
bajo el estándar IEEE 802.15.4 para dos escenarios diferentes que incluyen 
condiciones estacionarias, diferentes distribuciones espaciales de los nodos 
y diferentes modelos de colisión. En el modelo de radio no se utilizará 
sombreado, por lo que la cobertura sólo dependerá de la distancia de los 
nodos. En la tabla 1 se muestran las características generales de simulación.
En castalia hay disponibles tres modelos de interferencias [33]: a) interferen-
cia = 0, es decir, no hay colisiones aunque varios nodos estén trasmitiendo 
al mismo tiempo, sin embargo, hay algo de aleatoriedad en el módulo de 
radio modelado como ruido térmico (probabilidad de recepción de paquetes 
se basa en SNR), por lo que los paquetes recibidos desde un nodo no son 
exactamente iguales en dos pruebas; b) interferencia = 1, modelo simple 
basado en el concepto de rango de interferencia, en el cual dos transmi-
siones parcialmente solapadas son ambas descartadas; c) interferencia = 2, 
modelo de interferencia aditiva, en el cual la relación de interferencia de 
la señal se calcula teniendo en cuenta todas las posibles interferencias de 
otros nodos de sensores. Para todos los escenarios, los efectos de sombrea-
do han sido inhabilitados y se utiliza la aplicación throughputTest, donde 
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todos los nodos envían paquetes a un nodo coordinador a una velocidad 
constante (configurable). 
Tabla 1. Parámetros de simulación
Topología Valor
Número de nodos 5,9,15
Topología Estrella
Distribución Circular, uniforme
Tiempo de simulación [s] 100 segundos
Área de simulación 140 m x 140 m
Modelo de capa física y MAC IEEE 802.15.4
Modelo de enrutamiento AODV
Modelo de radio CC2420
Tamaño de paquetes 105 bytes
Tasa de datos de paquetes 2 paquetes/seg
Potencia de transmisión [mW] -1 dBm / 55.18
Modelo de interferencia 0,1,2
MAC BO 6 (valor por defecto)
Mac SO 4 (valor por defecto)
Fuente: elaboración propia.
Los escenarios de simulación se describen en detalle a continuación.
• Escenario 1: Nodos estáticos-distribución circular
Red en topología estrella con 5, 9 y 15 nodos desplegados en un campo 
cuadrado en distribución circular alrededor del nodo coordinador, el 
cual se encuentra ubicado en el centro del campo. Las simulaciones se 
ejecutan para los tres modelos de interferencias (sin colisión, colisión 
simple y colisión aditiva). 
• Escenario 2: Nodos estáticos-distribución uniforme
Red en topología estrella con 5, 9 y 15 nodos desplegados en un campo 
cuadrado en distribución uniforme aleatoria y con el nodo coordinador 
ubicado en el centro. Las simulaciones se ejecutan para los tres modelos 
de interferencias (sin colisión, colisión simple y colisión aditiva). 
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El protocolo AODV fue evaluado bajo las siguientes métricas [34], [35]: 
• Tasa de entrega de paquetes (PDF: Packet Delivery Fraction) [%]: Número de 
paquetes de datos entregados con éxito al nodo destino (coordinador) 
dividido por el número de paquetes generados por el nodo fuente (otros 
nodos de la red).
• Retardo Promedio (Average End-to-End delay) [ms]: Cantidad de tiempo que 
tarda un paquete en viajar desde el nodo origen hasta el nodo destino. 
Esta métrica tiene en cuenta todos los posibles retardos causados por 
buffering, tiempo de retardo en cola, retransmisión de paquete en la capa 
MAC y tiempos de propagación y transmisión de los paquetes. 
• Sobrecarga de enrutamiento (Routing Overhead) [%]: Número total de paque-
tes enviados por la capa de enrutamiento, dividido número de paquetes 
enviados. Permite analizar el impacto de los mensajes de control en la 
red. Se analizarán el número total de mensajes de control enviados (RREP, 
RREQ, RERR) y el número total de mensajes de error.
• Consumo de energía [Joules]: Cantidad de energía consumida por la red, 
discriminada entre la energía del nodo coordinador y el resto de los 
nodos de la red.
4. RESULTADOS 
Castalia incluye muchos procesos aleatorios, tales como sombras en el canal 
inalámbrico, diferentes tiempos de arranque de los nodos, varias decisiones 
al azar en el MAC, en total hay once secuencias de números aleatorios que 
afectan a diferentes partes de la simulación [33]. Para tener una mayor 
precisión en los resultados, se han realizado diez repeticiones para cada 
escenario (cada repetición se ejecuta con un conjunto diferente de semillas 
al azar). Los resultados obtenidos son un promedio de las diez iteraciones 
realizadas para cada métrica evaluada.
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Resultados Tasa de entrega de paquetes (PDF)
Figura 3. Tasa de entrega de paquetes para redes de
5,9 y 15 nodos con distribución circular.
Figura 4. Tasa de entrega de paquetes para redes con
5,9 y 15 nodos con distribución uniforme.
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Desde las figuras 3 y 4 observamos cómo, independiente de la distribución 
de los nodos en el campo (circular o uniforme), AODV falla cuando la 
densidad de nodos aumenta; también, observamos que cuando conside-
ramos los modelos de interferencia (interferencia = 1,2), la tasa de entrega 
de paquetes experimenta una reducción adicional respecto a cuando no 
hay colisión sino solo ruido térmico (interferencia = 0). En consecuencia, 
una red con una gran cantidad de nodos en el mismo segmento tiene un 
dominio de colisiones mayor y generalmente más tráfico.
Por otra parte, para ambas distribuciones, la red con cinco nodos y quince 
nodos muestra respectivamente mayor y menor variabilidad de la métrica 
en relación con el modelo de interferencia, sin embargo, la distribución 
uniforme parece ofrecer en conjunto mejores resultados que los obtenidos 
para la distribución circular. 
Resultados retardo promedio
Figura 5. Retardo promedio vs número de nodos para escenarios 1 y 2.
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A partir de la figura 5 podemos observar cómo el retardo promedio en la 
recepción de los paquetes se incrementa cuando aumenta el número de los 
nodos en la red. Por otra parte, también vemos que la red de sensores en 
distribución circular presenta los valores de retardo más altos respecto a la 
distribución uniforme, en consecuencia, y a pesar del impacto claramente 
identificado de la densidad de la red, se podría sugerir que la distribución 
uniforme ofrece mayores ventajas independientemente del modelo de 
interferencia.
Resultados de sobrecarga de enrutamiento
Figura 6. Sobrecarga de enrutamiento vs número de nodos para escenarios 1 y 2.
A partir de los resultados mostrados en la figura 6 podemos realizar las 
siguientes observaciones: 1) el valor de sobrecarga de enrutamiento se 
incrementa como consecuencia de la mayor cantidad de paquetes de en-
rutamiento enviados cuando el número de nodos aumenta; 2) la red de 
quince nodos en distribución circular presenta los niveles de sobrecarga 
más altos para todos los casos de interferencia considerados; 3) las redes 
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de nueve y quince nodos en distribución uniforme muestran solo un leve 
incremento en el valor de la sobrecarga de enrutamiento respecto a la gran 
variabilidad que evidencian para la distribución circular.
Resultados de consumo de energía
Figura 7. Consumo de energía de toda la red con distribución circular.
Figura 8. Consumo de energía de toda la red con distribución uniforme.
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De los resultados mostrados en las figuras 7 y 8 se concluye que, inde-
pendientemente de la distribución de los nodos en el campo y del modelo 
de interferencia, el consumo de energía se incrementa conforme crece el 
número de nodos en la red. Así, la red con quince nodos sensores presenta 
los niveles más altos de consumo de energía. Sin embargo, es muy notable 
que para la distribución uniforme (figura 8) se observan niveles de consumo 
casi del doble que los obtenidos para la distribución circular. Por otra parte, 
también se puede ver el efecto adicional en el consumo introducido por el 
modelo de interferencia. Para todos los casos, el nodo coordinador presenta 
el mismo nivel de consumo (6,79 joules), para la red con distribución circu-
lar, el consumo promedio de los nodos es de aproximadamente 2,5 joules 
y para la red con distribución uniforme es de aproximadamente 5,5 joules.
CONCLUSIONES
La selección apropiada del protocolo de enrutamiento muestra una fuerte 
dependencia con el tipo de aplicación para la cual se desea implementar 
la red. La densidad y la distribución de los nodos de la red pueden contri-
buir a aumentar la complejidad de los problemas en redes inalámbricas de 
sensores. Esto significa que para algunas aplicaciones será mejor un tipo 
de protocolo de enrutamiento u otro llegando al extremo de que algunos 
algoritmos no son válidos según las aplicaciones. En este trabajo se evaluó 
el desempeño del protocolo AODV bajo cuatro métricas (tasa de entrega 
de paquetes, retardo promedio, consumo de energía, y sobrecarga de 
enrutamiento), la evaluación se realizó para una red en topología estrella, 
considerando diferentes densidades (5, 9 y 15 nodos), diferentes distribu-
ciones espaciales de los nodos (circular y uniforme) y diferentes modelos 
de interferencia (sin colisión, colisión simple, colisión aditiva). 
Con base en los resultados de simulación obtenidos se puede concluir que: 
1) independiente de la distribución, el protocolo AODV se sugiere para 
ser usado solo en redes pequeñas (número de nodos < 9 nodos), ya que 
todas las métricas empeoran conforme el número de nodos aumenta, esto 
es debido a que el flujo de mensajes crece considerablemente, por lo que la 
probabilidad de colisiones entre paquetes es más elevada; 2) independien-
temente de la densidad y del modelo de interferencia, AODV para la red en 
distribución uniforme muestra los mejores resultados aunque con un alto 
costo energético y, en consecuencia, con un tiempo de vida estimado de 
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la red reducido; 3) en general, consideramos que las variaciones de rendi-
miento se debieron principalmente a la distribución espacial de los nodos 
de la red en lugar de los mecanismos de protocolo. Como trabajo futuro se 
pretende realizar nuevas simulaciones considerando otras distribuciones 
y otros protocolos de enrutamiento.
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