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ИНФОРМАЦИОННО-УПРАВЛЯЮЩИЕ СИСТЕМЫ  
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В информационном обществе новизна авторской интерпретации данного вопроса раскрывается 
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центуации на базовых маркерах (критерии оценки) информации для поддержки принятия макси-
мально эффективного решения в условиях чрезвычайных ситуаций, имеющих непосредственное 
отношение к структурам адаптивного управления и культуре безопасности. Оригинальность 
авторской идей связана с требованиями к современной информации, необходимой для подготов-
ки, принятия, успешной реализации максимально эффективных управленческих решений, отра-
жающих динамику многомерной социальной реальности при ликвидации чрезвычайных ситуаций в 
контексте разновекторного информационного воздействия на человека в информационном обще-
стве. 
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Введение. Проблемы и перспективы, свя-
занные с информационно-управляющими 
системами, приобретают сегодня особенную 
актуальность вследствие происходящих со-
держательно-панорамных трансформаций в 
техногенной среде на этапе технобиологиче-
ского развития современной цивилизации.  
Обеспечение безопасности информацион-
ной составляющей современного материаль-
ного производства (социальной реальности) 
предполагает более эффективное адаптивное 
управление для реализации информационной 
государственной политики, подготовки спе-
циалистов в сфере информационных техно-
логий (защита информационных ресурсов, 
телекоммуникационных систем). Акцентуа-
ция на результатах авторского научного по-
иска и выявление маркеров (критериев) 
оценки информации для поддержки принятия 
управленческих решений в процессе их при-
менения в условиях чрезвычайных ситуациях 
непосредственно связана с алгоритмом авто-
матизированного структурно-логического 
моделирования сложных систем в сфере без-
опасности. Однако интерпретируя вопросы, 
связанные с информационно-управляющими 
системами в условиях чрезвычайных ситуа-
ций, необходимо уточнить, какое место за-
нимают они в структуре обеспечения без-
опасности личности, общества и государства 
и как это связано с теорией управления, а 
также с интенсивной разработкой, примене-
нием кибернетических и робототехнических 
систем  [1, с. 21].  
В процессе трансляции автором идеи 
адаптивного управления, специфики созда-
ния современных технических информаци-
онно-управляющих систем и выбора (изме-
нений) наиболее приемлемых технологиче-
ских условий для специалистов МЧС, при-
нимающих непосредственное участие в обес-
печении безопасности, важно учитывать тот 
факт, что происходящие «… в информацион-
ном обществе геополитические трансформа-
ции, глобальные изменения социальной ре-
альности, которые детерминируют разновек-
торные процессы обеспечения безопасности 
личности, также объективно связаны с уни-
версалиями культуры, нравственным импе-
ративом, определяющим аксиологический 
контекст человеческой экзистенции … » [2, с. 
48].  
В авторской интерпретации данной про-
блемы важно уточнить, что взаимосвязь вос-
приятия информации современной лично-
стью и уровнем культуры безопасности, ко-
торая представляет собой «константу без-
опасности», «качественную определенность» 
безопасной экзистенции личности, во многом 
детерминирующую происходящие в инфор-
мационном обществе процессы, характери-
зующие информационно-управляющие си-
стемы в условиях чрезвычайных ситуаций, 
рассматриваются автором во взаимодействии 
с вопросами управления [3].  
И, во-вторых, в контексте обозначенных 
тенденций важно учитывать тот факт, что в 
современной научно-технической, инженер-
ной среде наблюдается заинтересованность 
специалистов в использовании техногенных 
сред, в применении управленческих систем, 
что связано с внедрением компьютерных, 
сетевых технологий, инновационных мето-
дологий для «… решения проблем анализа и 
синтеза интеллектуальных процессов и си-
стем управления сложными объектами про-
извольной природы, обладающими свой-
ствами избирательности и операциональной 
замкнутости, а также способностью модели-
ровать среду и себя в ней (кибернетика 
наблюдения, включающего и самого наблю-
дателя)» [4, с. 9]. 
Новизна авторской идеи связана, прежде 
всего, с тем, что сегодня эксплуатируется 
большое количество различных систем по-
добного класса, но для более эффективного 
использования существующих механизмов 
международного и межгосударственного 
управления. 
В информационном обществе объективно 
возникает интерес, направленный на разра-
ботку рекомендаций по организации работы 
(в рамках адаптивного управления), позво-
ляющих расширить функциональные воз-
можности автоматизированных информаци-
онно-управляющих систем в условиях лик-
видации чрезвычайных ситуаций «… в ходе 
непрерывного усложнения технических си-
стем и стоящих перед ними задач самоорга-
низации постепенно превращается в безаль-
тернативный способ создания перспективных 
систем неограниченной сложности» [5, с.4]. 
Основная часть. Современная ситуация в 
мире, иллюстрирующая деструктивную ди-
намику военных конфликтов, происходящих 
ЧС, а также негативные последствия стихий-
ных бедствий, свидетельствует о необходи-
мости существующих линий коммуникации 
(национальных, коммерческих, многосто-
ронних, двусторонних информационных си-
стем), объединяющих международные, пра-
вительственные, неправительственные, ком-
мерческие организации, участвующие в реа-
гировании на чрезвычайные ситуации и в 
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обеспечении международной безопасности. 
В условиях чрезвычайных ситуаций в про-
цессе воздействия на противоречивую соци-
альную реальность, несомненно, определен-
ное место занимают автоматизированные 
информационно-управляющие системы, ко-
торые выполняют расчетные, информацион-
но-справочные функции, демонстрируя ре-
зультирующий эффект, обеспечивающий ре-
ализацию различных функциональных задач 
подобных систем по поддержке принятия 
управленческих решений в контексте адап-
тивных форм воздействия, что особенно ак-
туально для Республики Беларусь.  
В информационном обществе проблемы и 
перспективы развития интернета, телеком-
муникаций и «цифровой среды», как свиде-
тельствует международная практика, иници-
ирует информационные технологии, которые 
являются частью межгосударственной ин-
формационной системы (глобальная инфор-
мационная сеть по стихийным бедствиям 
ГИССБ или GD1N). Так, сегодня ни для кого 
не секрет, что ГИССБ создавалась как особая 
информационная система, связанная с ликви-
дацией стихийных бедствий (поддержка в 
принятии управленческих решений). Именно 
с этой целью осуществляется сбор специфи-
ческих данных, обобщающих информацию 
(сбор, анализ информации), что представляет 
собой интегрированную систему средств об-
работки разнонаправленных баз данных 
(экспертная географическая информационная 
система сбора данных по радиоактивности 
окружающей среды).  
Следовательно, в информационном обще-
стве для более эффективного стратегического 
планирования, например, в FEMA (Феде-
ральном агентстве США по управлению в 
условиях ЧС) используется система 
NEWMS (National Emergency Management 
System), представляющая собой интегриро-
ванную информационную систему, которая 
специально создана для сбора, распределения 
необходимой информации в чрезвычайной 
ситуации, что позволяет гражданским орга-
нам максимально эффективно взаимодей-
ствовать с различными службами националь-
ной безопасности. 
В данном контексте, акцентируя внимание 
на международном опыте использования ин-
формационно-управляющих систем в усло-
виях ЧС, необходимо особо подчеркнуть, что 
активно действуют ситуационные комплексы 
(ситуационные центры), которые создаются с 
целью всестороннего изучения информации 
при выработке оперативного решения стра-
тегических задач в условиях возникновения 
чрезвычайных ситуаций (Россия, Германия, 
США, Норвегия). Так, совместно с Центром 
исследования экстремальных ситуаций и Во-
енно-инженерным университетом Всерос-
сийский НИИ ГОЧС МЧС РФ активно созда-
ет специализированную геоинформационную 
систему «Экстремум», которая позволяет 
комплексно использовать картографические 
и атрибутивные базы данных для оператив-
ного прогнозирования ЧС (землетрясения, 
природные пожары, наводнения, техноген-
ные катастрофы). Геоинформационная си-
стема «Экстремум» предлагает математиче-
ские модели прогнозирования ЧС, что позво-
ляет комплексно анализировать гибридные 
риски, последствия чрезвычайных ситуаций,  
позволяющих более адекватно оценивать по-
следствия опасных факторов (пожарная, хи-
мическая, медицинская, инженерная обста-
новка), формируя долгосрочные, среднесроч-
ные, краткосрочные прогнозы возможных 
ЧС. И еще, например, Санкт-Петербургская 
компания «Транзас» обучает персонал и ко-
мандный состав МЧС, личный состав взаи-
модействующих служб в моделируемых ава-
рийных ситуациях (нефтяные разливы, ава-
рии на потенциально опасных объектах, опе-
рации поиска, спасения при морских, авиа-
ционных катастрофах). На основе блока 
АХОВ, разработанного ФЦ ВНИИ ГО ЧС, 
осуществляется эффективное прогнозирова-
ние чрезвычайных ситуаций (математическое 
моделирование траектории движения, испа-
рения, взаимодействия с берегом, потенци-
ально опасного воздействия разлива нефти, 
химического продукта на акваториях), а так-
же определяется степень угрозы токсичных 
субстанций в воздухе (в результате разлива 
химических веществ). Определяющим фак-
тором, в таком случае, способствующим ак-
туализации функциональных возможностей 
информационной системы, является активное 
использование данных моделей, которые ав-
томатически отслеживают все изменения (ба-
зы данных, предназначенные для поддержки 
принятия решений при ЧС, графическое 
отображение развернутых сил и средств 
МЧС).  
Актуализируя проблемы, связанные с бо-
лее эффективным реагированием на возник-
новение чрезвычайных ситуаций, необходи-
мо подчеркнуть, что успех применения авто-
матизированных систем управления, как пра-
вило, зависит от качества поступающей ин-
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формации о состоянии контролируемых про-
цессов (объектов), а также от эффективности 
использования командным составом инфор-
мационно-управляющих систем в условиях 
ЧС.  
Следовательно, информация представляет 
собой основополагающий ресурс для успеш-
ной реализации управленческих решений 
средствами МЧС Республики Беларусь при 
предупреждении чрезвычайных ситуаций, 
ликвидации их последствий, поэтому осо-
бенно важно акцентировать внимание на до-
стоверной информации, позволяющей мак-
симально адекватно рефлексировать, объек-
тивно отражая изменяющуюся реальность, 
быстро анализировать оперативную обста-
новку при принятии своевременных, эффек-
тивных управленческих решений на террито-
рии ЧС. 
Заключение. Представленный взгляд ав-
тора на существующие информационно-
управляющие системы для предупреждения 
и ликвидации последствий чрезвычайных 
ситуаций, в итоге, раскрывает проблемный 
характер многомерных процессов, происхо-
дящих в информационном обществе, касаю-
щихся информационно-семантического поля, 
информационных структур, современной ин-
дустрии переработки информации и культу-
ры безопасности [3], характеризуя эффектив-
ность деятельности современных информа-
ционных служб МЧС Республики Беларусь.  
Авторское оригинальное концептуальное 
построение, в определенной степени, отра-
жает объективированные установки, относя-
щиеся к процессу подготовки, принятия, 
успешной реализации управленческих реше-
ний, с учетом постоянно изменяющейся со-
циальной реальности в сложных условиях 
при ликвидации чрезвычайных ситуаций.  
Итак, необходимо разработать рекоменда-
ции по реализации более эффективного 
управления, что в перспективе позволит рас-
ширить функциональные возможности авто-
матизированных информационно-
управляющих систем в условиях ЧС, так как 
всем известно, что наблюдается «… тенден-
ция к тотальному охвату всепроникающими 
компьютерными технологиями контроля и 
управления всех сфер существования и жиз-
недеятельности человека при одновременном 
повышении независимости от человека самой 
искусственной технической среды» [6, с. 23]. 
Новизна научного аспекта данного вопроса 
раскрывается автором в процессе анализа 
существующих информационных систем 
(обмен информацией) с учетом акцентуации 
на базовых маркеров (критериев оценки) ин-
формации для поддержки принятия макси-
мально эффективного решения в условиях 
чрезвычайных ситуаций, имеющих непо-
средственное отношение к структурам адап-
тивного управления. 
Таким образом, на современном этапе 
важно учитывать тот факт, что определяю-
щими являются особенности программной 
реализации алгоритмизированных оценок 
показателей безопасности (интеллектуализа-
ция процессов управления, самоорганизация 
в кибернетике, робототехнике), характери-
зующие сложные процессы, происходящие в 
информационном обществе, при условии, что 
«… в робототехнике самоорганизация – это 
высшая форма адаптивного управления, за-
ключающаяся в управлении структурой си-
стем управления» [7, с. 4].  
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