Introduction
Since the Industrial Revolution, the history of mankind has been accelerated in terms of its multiple strengths, abilities, speed, and efficiency than ever before 1 . The first industrial revolution that occurred in England in 1774 led to a shift in the use of manpower and animals which were replaced by the mechanical technology. Then, the second industrial revolution occurring in the United States is characterized by the use of electric power. Furthermore, the third industrial revolution took place in 1969 in the United States marked by the use of power tools and Information Technology, until now it has reached the fourth Industrial Revolution. As for the difference between the third industrial revolution and the fourth industrial revolution is where the third industrial revolution the tools used are still working independently whereas in the fourth industrial revolution all the tools are connected through the internet system otherwise known as Cyber 2 .
Kenichi Ohmae argues that there are four major problems in the era of globalization: investment, industry, information technology and individual consumer which ultimately causes the boundaries of political maps and borders between countries to disappear, thus creating a new cross-country economic field gave birth to new forms of nearby communities, such as ASEAN 3 . Further Information technology has also triggered and spurred changes in the social life and social needs of the community, which previously conventional transactions to electronic transactions, is considered more effective and efficient 4 .
Aron Mefford argues that the use of information technology makes the existence of a paradigm shift in society in determining the identity of a legal act, ie from citizen to netizen 5 . The paradigm shift in the community can be seen in research conducted by Google in 2015. Google launches a study that one in three searches through Google is related to e-commerce and 66% of those searches are done via mobile. Furthermore, along with the rapid development of machine learning and artificial intelligence, today the world is experiencing a shift from the use of conventional e-commerce to the use of chatbots to provide information and answer every user's questions quickly and efficiently, conducted by eBay to close the gap between e-commerce and conventional trading.
The development of e-commerce can be the beginning of the application of a cyber notary mechanism in Indonesia 6 . In addition to maintaining the security of state secrets, the Government of Indonesia actually has a Public Key Infrastructure known as SiVion which has passed ISO 27001/ ISMS certification with international standards to support the application of cyber notary.
Public Key Infrastructure is a formal structure used to transfer information, funds and other sensitive materials electronically by using a pair of encrypted keys provided by and distributed through a trusted entity, the Certificate Authority (CA) and the Registration Authority (RA). The Certi fi cate Authority is an authorized entity to publish and verify an encrypted electronic certificate, while the Registration Authority is an entity that has the primary role and responsibility to validate the subject's identity in the framework of approval for the application of the certificate sent to the Electronic Certification Operator. With the development of National Public Key Infrastructure, it is expected to trigger the development of Cyber Notary in Indonesia and realize the independence of the nation in the field of Information Technology. Cyber notary here is not only judged based on the use of computerization and the internet in the administration of notary office but also more marked by the increasing function and role of the notary in an electronic transaction or even organizing its services electronically 7 .
With the benefit of transferring the conventional deed into the above electronic deed, it is necessary to enable Electronic Certification Authority (or also known as Certificate Authority) in electronic proofing 8 . Electronic Certification Organizer under the ITE Law is a legal entity that serves as a trustworthy party, who provides and audits the Electronic Certificate. Electronic Certification Organizer in Government Regulation Number 82 the Year 2012 on Electronic System and Transaction Implementation Article 60, has the authority to conduct inspection of prospective owners and/or holders of Electronic Certificates; issuance of Electronic Certificate; renewal of Electronic Certificate; blocking and revocation of Electronic Certificate; Electronic Certificate validation; and making a list of active and frozen Electronic Certificates. It is this Electronic Certification Operator who will become a "notary" 3 Achmad Ali. (2011) . Menguak Tabir Hukum, Ghalia Indonesia, Bogor, page 167. 4 Mahmutarom. (2006 
Problem Formulation
Based on the above description of the background, then the research problem can be formulated as follows: How are the changes in legislation related to Information Technology to facilitate the role of Electronic Certificate Organizer in organizing Cyber Notary?
Methodology
Type of research used is normative legal research. Research approach is statute approach, which is the approach using legislation and regulation and conceptual approach. Statute apprach is used organizational image lexspecialsi derogate legi generali principle. The nature of this research is descriptive to provide detail, systematic and holistic description and data on varied aspects related with the research.
Discussion
In facilitating the role of Notary as the Registration Authority of an existing Certification Authority, such as in an online fiduciary where Notary is only a party requesting a certificate to the Directorate General of Legal Administration of the Ministry of Justice and Human Rights People online. However, with the facilitated role of Notary as the Registration Authority, the author is of the opinion that a special arrangement is needed to clarify the Notary's role as the Registration Authority itself. Unlike the Notary's role as a Registration Authority, the Notary's role as a Sub-Certification Authority (SubCertification Authority) requires more requirements to be fulfilled by Notary because in addition to acting as a Certification Authority, a Notary is also required to can be an Electronic System Operator. With the role of Electronic Certification Authority then required some necessary changes, namely:
Registration of Electronic System Provider for Public Service for Individuals
Article 3 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction and System provides that: Electronic System Implementation shall be carried out by the Operator of Electronic System. The operation of Electronic Systems as referred to in paragraph (1) may be carried out for: public services; and non-public services.
Whereas in the consideration of the Law of Notary's Office explains that a notary is a certain position that runs a profession in legal services to the public, need to get protection and guarantee for the achievement of legal certainty. Therefore, it shall be stipulated concerning Registration of Electronic System Provider for Public Service for individuals.
The Ministerial Regulations Referred to in Article 7 Paragraph (2) Do not Exist
Article 7 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction and System provides that: Software used by the Electronic Systems Provider for public services shall registered with ministries conducting governmental affairs in the field of communications and informatics; ensure the safety and reliability of operations as appropriate; and in accordance with the provisions of legislation. (2) Further provisions regarding Software requirements as referred to in paragraph (1) shall be stipulated in a Ministerial Regulation. The ministerial regulation as meant in Article 7 Paragraph (2) does not exist.
A Special Arrangement Is Required Regarding the Role of Notary as A Trusted Third-Party Source Code Keeper
Article 9 of Government Regulation No. 82/2012 concerning the Implementation of Electronic Transaction and System provides that the Operator of Electronic Systems shall ensure the confidentiality of the Software source code used. The source code may be examined where necessary for the purpose of investigation.
Whereas in Article 66 Paragraph (1) of Notary Law states that:
For the purposes of the judicial process, the investigator, the public prosecutor, or the judge with the approval of the Regional Supervisory Board is authorized: taking photocopies of Deed and/ or letters attached to Minutes of Deed or Notary Protocol in the Notary's depository; and invokes Notary to be present in the examination relating to the deed which it has made or the Notary Protocol which is in the Notary's depository. Therefore, special arrangements concerning the role of Notary as a trusted third-party source code store or escrow source code and check mechanisms are necessary for the purposes of the investigation.
Obligations Related to Electronic Systems Organizer Management
Article 14 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction and System provides that:
The Operator of Electronic System shall have a policy of governance, operating procedures, and periodic audit mechanism of Electronic System. Therefore, there is a need for arrangements related to Electronic Systems Organizer Management so that a Notary can guarantee the availability of service level agreements; availability of information security agreement on Information Technology services used; and information security and internal communications facilities are held.
Regulation of Supervisory Agency and Sector Supervisor
Article 15 The Supervisory and Sector Control Institution may determine relevant information and in accordance with its objectives as referred to in paragraph (1).
Whereas in Article 67 of the Notary Law states that: Supervision over a Notary is performed by the Minister. In conducting the supervision as referred to in paragraph (1) the Minister shall establish the Supervisory Board. The Supervisory Board as referred to in paragraph (2) shall be 9 (nine) persons, consisting of: government as much as 3 (three) people; Notary organizations of 3 (three) persons; and experts/ academics as much as 3 (three) people. Therefore, a strict regulation of the Supervisory and Sector Controlling Institutions is required as a determinant of relevant information criteria in relation to data collection.
Provision of Choice in the Electronic System for the Owners of Personal Data on the Confidentiality or Privacy of the Personal Data
Article 15 Whereas in Article 48 of the Law of the Notary Office explains that: The contents of the deed may not be altered or supplemented, either in the form of writing of overlap, insertion, deletion or deletion and replacing it with another. Changes to the deed in the form of additions, replacements or deletions in the deed are only valid if such change is initialed or otherwise marked by the witnesses, and notaries. Therefore, it is necessary to harmonize the legislation.
Personal Data Acquired and Collected Indirectly
Article 15 Article 39 Paragraph (1) of the Notarial Deed Law explains that: The faculty must meet the following requirements: at least 18 (eighteen) years of age or married; and to do legal act. The word comes from the word facing which dictionary means side or front side. While the word facing is interpreted as coming to meet with; come see. So it is necessary to harmonize between legislation.
Liabilities Related to the Retention Period of Personal Data
Article 15 Therefore, legislation is required that specifically regulates the period of storage of personal data for Notary Public.
Liabilities Associated with the Owner of Personal Data who is no Longer a User
Article 15 
The Liability Associated with the Retention of Personal Data Has Exceeded the Time Limit so that Personal Data in Electronic Systems May be Written off
Article 15 If the Personal Data retention time has exceeded the time limit referred to in Article 15 paragraph (2), Personal Data in Electronic Systems may be written off unless such Personal Data will still be used or utilized in accordance with the original purpose of acquisition and collection. So, harmonization and clarity of Legislation concerning the time of storage of Personal Data has exceeded the time limit so that Personal Data in Electronic System can be abolished. Notary has a position of office covering all provinces from its domicile. UUJN does not regulate the exchange of Cross-border Private Data. Therefore, the authors argue that necessary harmonization between the provisions of the legislation.
Regulations on the Exchange of Personal Data Across Borders

The Obligation to Provide Personal Data Contained in Electronic Systems or Personal Data Generated by Electronic System for the Purpose of Law Enforcement Process
Article 15 (1) of Notary Law, it is mentioned that: For the sake of the judicial process, the investigator, the public prosecutor or the judge with the approval of the Regional Supervisory Council is authorized: taking photocopies of Minuta Deed and/ or letters attached to Minutes of Deed or Notary Protocol in the Notary's depository; and invokes a Notary to be present in the examination relating to the deed he has made or the Notary Protocol which is deposited in the Notary's depository. Therefore, harmonization is required between the provisions of the Law.
Destruction of Personal Data
The Obligation to Educate Electronic System Users
Article 24 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction and System provides that: (1) The Operator of Electronic System shall be obliged to educate the Electronic System User; (2) Education as referred to in paragraph (1) shall at least concern the rights, obligations and responsibilities of all parties concerned, and procedures for filing a complaint. Whereas in Article 15 Paragraph (2) letter e of the Notary Law shall be stipulated that the Notary is also authorized to provide legal counseling in relation to the making of the deed. Therefore, harmonization is required between the provisions of the Law.
Obligations of Electronic Systems Providers to Provide Facilities for Correcting
Article 26 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction and System provides that: The Operator of Electronic System shall provide features in accordance with the characteristics of the Electronic System it uses. The features referred to in paragraph (1) shall be at least in the form of facilities to: make corrections; cancel command; provide confirmation or confirmation; choose to continue or stop carrying out the next activity; view the information submitted in the form of contract offer or advertisement.
Article 48 of the Notary Law states that: The contents of the deed may not be altered or supplemented, either in the form of composition, insertion, deletion or deletion and replacing it with another. Changes to the deed in the form of additions, replacements or deletions in deeds are only valid if the change is initialed or otherwise marked by other witnesses, witnesses and notaries. Therefore, harmonization is required between the provisions of the Law.
The Obligations of the Operator of Electronic Systems Provide Information Contained in the Electronic System or Information Produced by the Electronic System Upon the Legitimate Request of the Investigator for Certain Offenses
Article 29 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction and System provides that:
For the purposes of the criminal justice process, the Electronic System Operator shall provide information contained in the Electronic System or information produced by the Electronic System at the request of the investigator for certain offenses in accordance with the authorities provided for by law.
Article 66 Paragraph (1) of the Notary Law states that:
For the purposes of the judicial process, the investigator, the public prosecutor, or the judge with the approval of the Regional Supervisory Board is authorized: taking photocopies of Minuta Deed and/ or letters attached to Minutes of Deed or Notary Protocol in the Notary's depository; and invokes Notary to be present in the examination relating to the deed which it has made or the Notary Protocol which is in the Notary's depository.
Harmonization between UU ITU and UUJN is required regarding the mechanism of provision of information contained in the Electronic System for the purposes of the judicial process.
Obligation to Have Certificate of Electronic System Eligibility
Article 30 of Government Regulation Number 82 Year 2012 Concerning the Implementation of Electronic Transaction System and Transaction stipulates that: The Operator of Electronic System for public service is required to hold Certificate of Electronic System Eligibility. Electronic System Certificate as referred to in paragraph (1) shall be obtained after going through the process of Certification of Electronic System Eligibility. The obligations referred to in paragraph (1) may be applied to all components or parts of Electronic Systems in accordance with the characteristics of protection needs and the strategic nature of the operation of Electronic Systems. The application of the provisions referred to in paragraph (1) and paragraph (2) shall be stipulated by the Minister after coordinating with the head of the relevant Sector and Sector Regulator.
Article 67 of Notary Law states that: Supervision over a Notary is performed by the Minister. In conducting the supervision as referred to in paragraph (1) the Minister shall establish the Supervisory Board. The Supervisory Board as referred to in paragraph (2) shall be 9 (nine) persons, consisting of: government as much as 3 (three) persons; Notary organizations of 3 (three) persons; and experts/ academics as much as 3 (three) people. Therefore, harmonization is required between the provisions of the Law.
Provisions Concerning the Procedures for Granting Certification of Electronic Certification Providers Do not Yet Exist
Article 61 (4) does not yet exist; special arrangement is required regarding the role of Notary as a trusted third-party source code store or escrow source code along with inspection mechanisms if necessary for the sake of an investigation; there is a need for arrangements relating to Electronic Systems Organizer Management so that the Notary can guarantee the availability of service level agreements, the availability of information security agreements on the Information Technology services used and the security of internal communications and information held; a strict regulation of the Supervisory and Sector Overseers is required as a determinant of relevant information criteria in relation to data collection; necessary harmonization of legislation relating to the Protection of Personal Data in Electronic Systems; necessary harmonization of legislation related to the obligation to educate to Electronic System Users; necessary harmonization of legislation relating to the obligation to perform providing features in accordance with the characteristics of Electronic Systems used; necessary harmonization of legislation related to the obligation to provide, educate, and train personnel in charge and responsible for securing and protecting facilities and infrastructure of Electronic System; necessary harmonization of legislation relating to the obligation to provide information contained in the Electronic System or information generated by the Electronic System for the benefit of the court; required harmonization of legislation related to the relevant Sector and Sector Regulator.
