Abstract
Introduction
Many watermarking algorithms have been proposed [1] [2] [3] . Most of them are produced for image or video. However, the number of audio watermarking algorithms is relatively few [1] [2] [3] . There are several reasons for the difficulty of developing audio watermarking algorithms. Most of all, comparing to other human sensory organs, such like eyes noses, the human ear is far more sensitive. Human ears are so sensitive that even a small amount of embedded noise can be detected, especially when the watermark is embedded to the signal whose power is weak.
It is found that audio watermarking is a good solution to address the problems, such as illegal usage of copyrighted audio. When the copyright violation has occurred, audio watermarking can be used as the evidence of copyright infringements and show the owner of the digital products. Audio watermark information is a technical and intentional noise. The information such as author, create date, usage methods and other information related to the copyright can be embedded to the original audio signal to identify the copyright of the digital products. Moreover, the watermark can possibly be employed to trace the usage of the digital products or to limit the number of copies exists by inserting the counter or some special trackers to the signals. In addition, using the author been embedded in the audio signal, rightful ownership problem can be addressed.
Digital watermarking is the technology that embeds the watermark information into the original signal and generates watermarked signal, and make sure that the watermarked signal does not impact normal usage of the signal. At least two important constraints, which should be satisfied in each audio watermarking algorithm, are: robustness and inaudibility. Inaudibility is the ability of the watermarked signal to keep audible distortion free after watermark information insertion. Robustness means that the watermarking algorithms own the capability to withdraw attempts such as modify or removal of embedded watermarks. In the other word, after various attacks such as compression, filtering, noise addition, the more the watermarking information still can be detected from the watermarked signal, the more robust the watermark algorithm is. However, these two constraints may seem to be contradictory. For example, keeping robustness to attacks in a good level will lead inaudibility of the watermarked signal to be at lower level. In addition to these issues, the other constraints such as security and complexity of the watermarking algorithm should also be taken into consideration.
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Recently, audio watermarking techniques have achieved notable progress, and several different kinds of algorithms for embedding watermarks into audio signal have been proposed [4] . Making full use of temporal masking phenomenon in human auditory systems, Cveji et al. [5] given a spread spectrum approach for audio watermarking. Swanson et al. [6] proposed a watermarking algorithm to embed watermark by directly modifying the audio samples. In the way of breaking each audio clip into smaller pieces and adding a perceptually shaped pseudorandom sequence, insertion of the watermark information can be accomplished. In order to embed more water mark information to the audio signal under the two constrain of inaudibility an robustness, Seok et al. [7] delivered an audio watermarking method by taking advantage of the human perceptual characteristics of the audio signal to adapts the embedding strength, so that more watermarking data can be inserted and more robustness will implemented. Girin et al. [8] introduced a audio signal watermarking which use the sinusoidal model and phases, amplitudes, and digital frequencies modulations of the partials. Nima et al. [9] proposed a multiplicative patchwork method for audio watermarking to stronger watermark insertion with less audibility. In this paper, a Key-Selective Patchwork Algorithm for audio watermarking is proposed. A review of the patchwork algorithm is introduced in next section. In section 3 and 4, the watermark embedding and extraction algorithms are described in details. Experimental results are discussed in section 5. Finally, conclusions are drawn in section 6.
Review of the patchwork Algorithm
Patchwork is proposed as a perfect watermarking algorithm for images [10] . Bender et al. delivered the main idea of patchwork. The significant steps in the patchwork embed algorithm are: (i) using a given key to choose two patches randomly, (ii) add a small constant value, d, to the sample values of one patch A and at same time subtract the same constant value from the sample values of another patch B. Mathematically speaking is as follow. The strength of constant value d will affect the inaudibility of the watermarking algorithm. In a similar way, there are two major procedures in the watermarking detect algorithm. (i)choose two patches by using the same key used in the embed procedure, (ii) calculate the difference of the sample values between the two patches. Then, compare the expected value of the differences of the sample means and the calculate difference to determine whether the watermark information had been inserted to the original host signal or not. Because the difference of two patches is used to detect the watermark information, it does not need the original signal in the retrieving procedure. In this way a blind watermarking algorithm can be achieved. Patchwork itself is a very good algorithm, because it use some important mathematics features to embed the watermark information. Note that 
Embedding the watermarks
The two major steps in the algorithm are: (i) using a selective-key, which make the difference between the two patches to be chosen is around zero, to generate two sets of pseudo-random numbers which will be used as indexes to choose two patches, A and B , whose size is n , in the frequency domain of audio signal and (ii) add the small constant value d to the each element of one patch, A , whose elements sum is greater. And subtract the same value from the each element of another patch, B , and step (ii) M times, M pairs of patches are obtained. And the 2M sets of pseudo-random numbers, which are used as indexes to choose the patches, will be the watermarking information in this proposed algorithm. By doing this, the original sample values had been slightly modified. According to the statistic features, the expected value of the differences of the sample values before embedding is zero. After embedding, the expected value becomes 2nd. The detect process starts from (1)using first two sets of pseudo-random numbers as index to choose two patches in the frequency domain of audio signal, (2) then calculate the difference of the two patches. If the difference is around threshold 2nd, then make the Counter increases one. Repeated step(1) and step(2) M times. Then compute the value of Extract Ratio(ER) = (M-Counter) / M which is used to decide whether the samples contain watermark information or not. If ER is greater than the decision threshold, then watermarking is embedded, else the watermarking is not embedded. The proposed algorithm in this paper inserts watermarks in the frequency domain. Even though the experiment of the proposed algorithm is based on the DWT domain, it can be applied to all frequency domains such as DFT and DCT and so forth. The proposed algorithm in this paper inserts watermarks in the frequency domain. Even though the experiment of the proposed algorithm is based on the DWT domain, it can be applied to all frequency domains such as DFT and DCT and so forth.
Embedding steps are summarized as follows. 
Detecting the watermarks

Experimental Results
To test the robustness of the proposed watermarking algorithm, many attacks were applied in this algorithm. All audio signals to be tested were 16bits signed stereo sampled at 44.1kHz. The type of audio samples been tested include Rock, Jazz, and Classical. The size of each patch was set as n = 1000. And the number of pairs of the patches used was set as M = 100.
In order to test the inaudibility of the algorithm, we attempt different values of d to embed the watermark to the audio signal. And the PSNR(Peak Signal Noise Ratio), which is used to verify the inaudibility of the watermarked signal, was calculated.
Through several rounds tests, we found that given the same d the PNSR value has nothing to do with which level of DWT is applied. The PSNR values are the function of d, and their relation is shown as follow. 2) High-pass filtering: The cut-off frequencies were 800Hz. The second order Butterworth filter was applied. The experimental results are presented in Table 6 and Figure 8 - Figure 10 The experimental results from Figure 3 are obvious that the larger the constant value used, the less PSNR values will get, which means that with decline of constant value used for embedding, the stronger inaudibility of the watermarked audio signal will achieved no matter which level of DWT is applied. We can also easily get the information from Table 2 and Table 5 that watermark is not affected by down-sampling, and requantization attacks in all three level of DWT, for the Extract Ratio after these two attacks are always one hundred percent. The higher energy the audio signal possesses, the greater imperceptibility tends to be achieved, even if the approximation coefficients are been modified. It is transparent that the relatively low frequency components contain more significant information about the digital signal, and the relatively low frequency components seem to be more stable than the higher one. So if the watermark information is embedded in the relatively lower frequency field, the watermarking algorithm will be considered as more robust one, for very little data loss occurs at lower frequency fields after various attacks. So in this proposed algorithm, the relatively low frequency components are exploited to embed the watermarking information. The experiment results in the Figure 4 show that the less level of DWT is applied, more robustness will be achieved when attacked by High-pass filtering, given the same embed constant value d. The figures from Figure 5 tell that the higher level of DWT is exploited, the more robustness will be offered when attacked by Low-pass filtering. From Figure 6 -8, it is evident that this proposed algorithm is robust against Mp3 compress attack. The higher compression rate used, the more robust will be achieved. From Figure 4 -8, the compare in these figures showed clearly that after the key-selective methods used the robustness against all kind of attacks had been better improved.
Conclusion
In this paper, a selective-key patchwork method for audio watermarking has been proposed. Many methods have been applied. First, in order to enhance the robustness against all kinds of attacks, a selective-key patchwork method was exploited. Second, to guarantee the inaudibility of the watermark, we calculate PSNR in this algorithm. Third, by embedding the watermark base on three different levels of Discrete Wavelet Transform, we found that it will be more robust if embed the watermark information base on higher level of DWT. Fourth, for the relatively lower frequency components are perceptually significant, these components are selected to embed the watermarking to get more robustness feature of digital watermarking. In addition, although the proposed method has been extensively tested on many different attacks such as filtering, resample and so on, more attacks such as time shifting, cropping with half left and so on should be tested and discussed in the future work.
