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Abstract 
In this paper, two separate methods for robust and invisible image watermarking are proposed in RGB color space. In the first 
method, gray scale of watermark is embedded on the blue color channel elements and in second method, the blue color channel 
elements of watermark are embedded on the blue color channel elements of host image. Then, Singular Value Decomposition 
(SVD) is employed on the blue channel of the host image to retrieve the singular values and the watermark is embedded in these 
singular values. The performances of the methods are assessed using Normalized Correlation (NC) and Peak-Signal-to-Noise-
Ratio (PSNR) measures. 
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1. Introduction 
 With the wide spread of transmission medium, digital data are distributed anywhere around the world and 
becomes vulnerable to unauthorized access. Therefore, an intellectual property deliberates more attention on digital 
data to protect them. Digital watermarking is a one of the hopeful methods to ensure the copyright of digital data. In 
digital watermarking, the watermark is an identification code that carries information about the copyright owner, 
inventor of the work, legal customer, etc.; In previous work 1, the cover image is decomposed into different 
frequency sub bands using wavelet decomposition and block based DCT is applied. And the singular values are 
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computed from the DC values of all blocks using the SVD algorithm to insert the watermark. The watermark is DCT 
Transformed and is embedded on the middle frequency sub band of blue channel of cover image after applied the 
block based DCT transformation 2. In 3, 4 the cover and watermark image is decomposed using SVD algorithm and 
the singular values of watermark is embedded on the singular values of host image. The watermark embedding and 
extraction are done by the matrix factorization of the singular vector decomposition 5. The authors 6 are identified 
the location to embed the watermark by comparing the energy value of the low frequency sub-band in the 
transformed blue channel component and green channel component. And the watermark is tuned by Arnold 
Transform before embedding the watermark. In 7, the authors converted the image from RGB to YIQ color space, 
then the logo of watermark is embedded on the high and middle {HL, LH, HH} frequency sub bands of the 
luminance component. The security of the scheme is also improved by transforming the luminance component of 
the color image using Arnold transformation. The Discrete Wavelet Transform is applied up to three level and 
horizontal band and is used to embed the watermark on the singular values of host image 8. The authors embedded a 
DCT transformed watermark coefficients on the DCT coefficients of DWT transformed middle frequency sub-band 
coefficients of the cover image 9. In this paper, blue channel components of the image are used for watermark 
embedding and extraction process. Because, the sensors in the human eye are called as cones which are responsible 
for color vision. The cones could be separated into three major sensing categories as red, green and blue. Nearly 
65% of the cones are sensitive to red color, 33% are sensitive to green color and just 2% are sensitive to blue color. 
2. Technical Background  
2.1. Singular Value Decomposition (SVD) 
SVD is a decomposition technique and it packages the greatest signal strength into as few of coefficients 10. The 
main features of SVD under the image processing aspects are as follows: 
 
• The quality of the image will not degrade a considerable measure, even if ignoring the small SV’s in the 
reconstruction of images. 
• The SVs have greater reliability, i.e. When a little infuriation is included in an image, SVs do not differ rapidly. 
 
An image of size yx *  can be decomposed as: TVSUI ** .  Where U and V are xx * and yy * sized 
orthogonal matrixes and Sis a yx* sized singular values of diagonal matrix.  
2.2. Arnold Scrambling 
Scrambling is a pre-treatment stage of watermarking and which makes the meaning full image as meaningless 
one. It is an essential issue to have the spatial correspondence decreased between the host image and the embedded 
watermark 11, 12. Even if the aggressor gets the embedded watermarking, the watermark cannot be extracted without 
knowledge about the scrambling algorithm. It makes security of the embedded watermark stronger and improves the 
robustness of the algorithm 13. The 2-dimensional Arnold scrambling transformation is defined as: 
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where ),( ji is a pixel coordinates of the original space: ',' ji  is the pixel coordinates after iterative computation 
scrambling; N is the size of an image. 
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3. Proposed methods 
In this article, two image watermarking methods are proposed in RGB color space and are detailed in the 
following sections. 
3.1. Method 1 
3.1.1. Watermark Embedding 
 
The cover image is divided into R, G, and B color channels. The blue channel elements of cover image are 
selected to embed the watermark and it is decomposed as U, S and V matrices using the Singular Value 
Decomposition. The pixels of the gray scale watermark image are dislocated by Arnold scrambling to enhance the 
watermark security and it is embedded on the singular values of cover image using the scaling factor. Then, the 
watermarked image is constructed using the newly generated blue channel elements and the remaining two 
unmodified color elements. 
3.1.2. Watermark Extraction 
 
Similarly, the watermarked image is divided as R, G, and B color channels. The color channel is selected which 
is chosen to embed the watermark, and is decomposed using the SVD. The embedded scrambled watermark is 
extracted using the scaling factor. Then, the inverse Arnold scrambling with the same number of iterations is applied 
to reorder the pixels to construct the watermark. 
3.2. Method 2 
3.2.1. Watermark Embedding 
 
The cover and watermark images are decomposed into R, G, and B color channels respectively. The blue 
component of the cover image is selected to embed the watermark and is decomposed as U, S and V matrices. The 
blue channel components of watermark image are disordered by Arnold scrambling to increase the watermark 
security embedded into the singular values of cover image using the scaling factor. Then, the watermarked image is 
constructed using the newly created blue color component and the remaining two unmodified color components. 
3.2.2. Watermark Extraction 
 
The watermarked image is divided as R, G, and B components separately. The blue color component is selected 
which is used in embedding process and is decomposed using the SVD. The scrambled coefficients of blue color 
components are gathered together using the scaling factor. Then, the inverse Arnold scrambling is applied to order 
the pixels back into its original position and the extracted watermark is constructed by combining the extracted blue 
component with the R and G component of original watermark. 
4. Experimental Results and Discussions 
The proposed methods are implemented using Mathworks MATLAB 12. The sample cover and watermark 
images whose resolution is taken as 256×256 pixels for both proposed methods. To increase the security of the 
watermark, the Arnold scrambling is applied for a single iteration. The metrics namely Peak-Signal-to-Noise-Ratio 
(PSNR in dB) and Normalized Correlation (NC) are used to measure the invisibleness and robustness of the 
proposed methods using the equations (2), (3) & (4). 
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The experimental results are carried out for the scaling factor 0.01, 0.05 and 0.1.  In order to test the robustness, 
the Gaussian noise, Motion Blur, salt & pepper noise, median filter and JPEG compression attacks are applied on 
watermarked image. The parameter setup for attacks applied to the watermark image is given in Table 1. 
 
Table 1. Parameter Setup 
Gaussian Noise Motion Blur Salt & Pepper Noise Median Filter size JPEG Compression 
0.01 variances 10 lens pixels and 20 degree angle 0.002 noise density 3 Quality factor 75% 
 
 
 
 
 
 
   
Fig.1. a) Bird Cover image b) Watermark image c) Watermarked bird image, d)  Extracted  Watermark (Proposed 
 Watermarking  Method 1) 
4.1. Method 1 
The gray scale of sample watermark image is embedded on the sample RGB color of cover image to generate 
the watermarked image and it is extracted later, which is shown in Fig.1. The invisibleness and robustness of this 
proposed method 1 are estimated using PSNR metric and is given in the Table 2. It seems that the invisibleness of 
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this method is high (48.3390) for a scaling factor of 0.01 but the robustness are found to be high (44.6505) for the 
scaling factor of 0.1. To ascertain the robustness of watermark, watermarked image is subject to various kinds of 
attacks and the quality of the image is measured using PSNR & NC after extracting it. Table 3 shows that robustness 
of the proposed method 1.  In order to validate the proposed method 1, the standard images namely Baboon, Lena, 
Aero plane, Sail Boat & Peppers are used as cover image and which is embedded with the watermark. The 
performances are computed using the PSNR by applying the attacks and the results are provided in the Table 4. It 
also shows that the proposed method 2 provides the best invisibleness and robustness for the various cover images 
and attacks. 
 
Table 2. Invisibleness and robustness (PSNR value) for 
Proposed Method 1 
Scaling factor 0.01 0.05 0.1 
Invisibleness 48.3390 34.3596 28.3390 
Robustness 35.8369 41.6464 44.6505 
 
Table 3.Robustness of proposed Method 1 under the various attacks 
Scaling factor 0.01 0.05 0.1 
Attacks PSNR NC PSNR NC PSNR NC 
Gaussian Noise 25.2392 0.9932 25.2480 0.9932 25.2505 0.9932 
Motion blur 35.1659 0.9578 35.6300 0.9787 36.4774 0.9978 
Salt & pepper 28.4978 0.8888 37.5560 0.9756 43.5849 0.9809 
Median filter 41.7062 0.9807 41.4164 0.9821 39.3241 0.9844 
JPEG comp 38.2794 0.9277 38.4019 0.9546 41.3565 0.9809 
 
 
Table 4. Performance of proposed Method 1 for various cover image(PSNR Value) 
Images Invisibleness 
Robustness 
No attack Gaussian noise Motion blur 
Salt & 
pepper 
Median 
filter 
JPEG 
comp 
Baboon 48.3390 34.1501 25.3025 33.8570 43.7362 41.8872 36.5665 
Lena 48.3369 36.0537 24.9583 38.3580 43.6801 35.9988 35.0820 
Aero plane 48.3193 36.3601 25.2635 37.6955 42.0921 36.5788 31.3501 
Sailboat 48.3348 35.8379 25.2796 36.5053 44.0604 40.7082 41.3702 
Peppers 48.3489 35.6299 25.2837 38.0708 40.0317 34.7767 42.8183 
Bird 48.3390 44.6505 25.2505 36.4774 43.5849 39.3241 41.3565 
4.2. Method 2 
The sample RGB color watermark image is embedded on the sample cover image of RGB color space to generate 
the watermarked image and it is extracted later, which is shown in the Fig. 2. The invisibleness and robustness of 
this proposed method 2 are estimated using PSNR metric and is given in the Table 5. It seems that the invisibleness 
of this method is high (48.8063) for a scaling factor of 0.01 but the robustness are found to be high (30.6296) for the 
scaling factor of 0.1. To ascertain the robustness of watermark, watermarked image is subject to various kinds of 
attacks and the quality of the image is measured using PSNR & NC after extracting it. Table 6 shows that robustness 
of the proposed method 1.  In order to validate the proposed method 1, the standard images namely Baboon, Lena, 
Aero plane, Sail Boat & Peppers are used as cover image and which is embedded with the watermark. The 
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performances are computed using the PSNR by applying the attacks and the results are provided in the Table 7.  It 
also shows that the proposed method 2 provides the best invisibleness and robustness for the various cover images 
and attacks. 
  
 
 
 
 
  
Fig. 2. a) Bird Cover image b) Watermark image c) Watermarked bird image, d) Extracted  Watermark (Proposed 
 Watermarking  Method 2) 
 
Table 5. Invisibleness and robustness (PSNR value) for 
proposed Method 2 
Scaling factor 0.01 0.05 0.1 
Invisibleness 48.8063 35.0429 29.1984 
Robustness 30.5289 30.6073 30.6296 
 
Table 6.Robustness of proposed Method 2 under the various attacks  
Scaling factor 0.01 0.05 0.1 
Attacks PSNR NC PSNR NC PSNR NC 
Gaussian noise 29.9277 0.9973 29.9362 0.9973 30.3797 0.9974 
Motion blur 48.2790 0.9503 48.7135 0.9621 42.8572 0.9747 
Salt & pepper 30.0961 0.9689 30.2379 0.9877 46.5169 0.9914 
Median filter 46.9498 0.9896 45.2853 0.9829 30.3797 0.9787 
JPEG comp 42.1344 0.9799 47.4183 0.9901 42.8572 0.9845 
 
Table7.  Performance of proposed Method 2 for various cover image (PSNR value) 
Images Invisibleness 
Robustness 
without 
attack 
Gaussian 
noise 
Motion 
blur 
Salt & 
pepper 
Median 
filter 
JPEG 
comp 
Baboon 48.7995 33.4893 29.8823 48.1245 30.0216 47.1117 48.1243 
Lena 48.7943 35.8610 29.8451 48.1554 30.0199 42.2915 32.6907 
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Aero plane 48.7810 34.9631 29.8651 48.1839 30.0879 42.1714 31.7107 
Sailboat 48.7967 35.4856 29.8884 48.1148 30.0394 45.6225 43.9722 
Peppers 48.9045 36.7853 29.9433 48.1480 30.1030 40.5779 32.7751 
Bird 48.8063 30.6296 30.3797 42.8572 46.5169 30.3797 42.8572 
 
 
 
Table 8.  Comparison of robustness using NC value 
Attacks 
DCT 
coefficient 
Method 
Proposed 
Method 1 
DWT-DCT 
Method 
Proposed 
Method 2 
Gaussian Noise 0.9938 0.9932 0.9998 0.9974 
Motion blur 0.9883 0.9978 0.9693 0.9747 
Salt & pepper 0.9985 0.9809 0.9985 0.9914 
Median filter 0.9768 0.9844 0.9701 0.9787 
JPEG compression 0.9030 0.9809 0.9813 0.9845 
 
 
4.3. Comparative Study  
 
On seeing the performances of the proposed methods with different scaling factors, it seems that the 
invisibleness is decreased with increasing the scaling factor and robustness is increased with an increasing scaling 
factor and which is graphically shown in the Fig. 3 & Fig. 4.  
 
In order to prove the robustness of the proposed image watermarking methods, the results are compared with 
the existing DCT-Coefficient 9 and DWT-DCT 2 methods. Table 8 provides the NC value to comparative study of 
robustness under attacks with the existing methods.  Fig. 5 graphically shows that the robustness of two proposed 
methods is nominally increased for the attack of motion blur, median filter and JPEG compression, when compared 
with the existing methods. And also, it shows that the proposed method 1 gives a good robustness for Motion Blur 
and Median Filtering attacks and the method 2 gives a good robustness for Gaussian noise, salt & pepper noise, 
JEPG compression attacks, when compared the two proposed methods .  
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5. Conclusion 
The two image watermarking methods are proposed and implemented successfully. The performance of the 
methods is computed using the metric PSNR and NC. The performances of the proposed methods are tested under 
the various kinds of attacks and various cover images. It shows that the invisibleness of the proposed methods is 
better for the scaling factor 0.01 and robustness is good for scaling factor 0.1. The comparative study was carried out 
the existing methods and the results are proving that the two proposed methods are provides good robustness than 
the existing methods. It also furnishes that the proposed method 1 gives a good robustness for Motion Blur and 
Median Filtering attacks and the method 2 gives a good robustness for Gaussian noise, salt & pepper noise, JEPG 
compression attacks, when compared the two proposed methods . 
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