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RESUMO 
 
Os microcomputadores atuais, em sua grande maioria, possuem um recurso Built-
In (Integrado) entre placa principal (Placa Mãe) e a placa de comunicação (Modem ou 
Rede) denominado Wake Up, em sua tradução “Acordar” onde, ao receber uma 
chamada pela rede ou uma chamada telefônica, a placa de Rede ou o Modem são 
capazes de ligar o computador e iniciar o serviço de comunicação.  
Neste trabalho é proposto um modelo para desenvolvimento de aplicações que 
utilizam esse recurso. O modelo contempla o funcionamento dos dispositivos de 
Hardware e Software necessários, sua instalação e configuração, bem como algumas 
implicações no que tange a segurança. Um exemplo de utilização do recurso foco da 
dissertação ilustra as principais características do modelo do recurso acima citado. 
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ABSTRACT 
 
Most of the present microcomputers have a Built In resource between the Mother Board 
and the Communication Card (Modem or LAN) named Wake Up, which means, when 
the Communication Card receives a calling it can be able to turn the computer on and 
start the Communication service. This paper proposes a model in order to develop 
applications to make use of this resources. The model has considered the performance 
of the Hardware and the Software devices, which are necessary, its installation an 
configuration, as well any implications concerning security. Finally, an example of 
utilization shows the main characteristics of the Resource Model Mentioned_above. 
 






Os avanços tecnológicos sempre crescentes na microeletrônica e nas 
comunicações, a necessidade do compartilhamento de recursos (hardware e software) e 
a tendência crescente de descentralização geográfica e funcional do uso de 
computadores ocasionaram o surgimento das Redes de Computadores. As Redes de 
Computadores são caracterizadas por um conjunto de computadores autômatos (cada 
processador tem poder de decisão) e interconectados (capazes de trocar informações) 
[TANEMBAUM, 1994]. 
A maioria das placas-mãe hoje em dia possui esses recursos. O computador pode 
ser configurado para entrar em um modo chamado “stand by”, onde ele é 
aparentemente desligado, mas a sua memória RAM continua sendo alimentada. Com 
isso, o sistema operacional e os programas continuam carregados. Ao ser "acordado" o 
microcomputador já estará com o sistema operacional carregado e com os programas 
que estavam abertos. O wake up é um recurso que permite ao microcomputador  
"acordar" caso alguma outra máquina o chame através da rede ou então através do 
modem. Isso permite, por exemplo, que o microcomputador esteja "desligado" 
esperando ligações de fax, caso o mesmo possua um programa que permita receber 
faxes. Assim, em vez de o micro ficar ligado consumindo energia elétrica, ele ficará 
"desligado", economizando energia. Percebe-se que, na verdade o micro não estará 
"desligado", mas sim em um estado de "hibernação" (stand by). [TORRES, 2001] 
Esse recurso permite que computadores sejam ligados e desligados remotamente 
através da linha telefônica ou da rede. Assim, pode-se ligar, acessar e desligar um 
computador que esteja localizado a quilômetros de distância do usuário. Para esse 
recurso funcionar, tanto a placa de comunicação quanto a placa-mãe devem suportá-lo e 
devemos ligar a placa de comunicação à placa-mãe através de um cabo com dois fios, 
em um conector apropriado na placa-mãe (marcado com "Wake Up" ou similar). Além 
disso, o modem deverá estar ligado à linha telefônica ou a rede e programado para 
receber chamadas.  
Um software deverá estar habilitado na máquina para permitir o acesso externo - 
como o Servidor Dial Up do Windows 98 -, de modo que se consiga acessar a máquina 
remotamente (obviamente esse acesso é feito através de um pedido de login e senha). 
[ATSERVIÇOS, 2002] 
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É praticamente impossível hoje em dia não pensar em redes quando o assunto é 
informática. Basta lembrar que grande parte das pessoas compra computadores hoje 
para ter acesso a maior das redes existentes – a Internet.  [TORRES, 2001] 
A comunicação, a interconexão entre os computadores através das Redes de 
Computadores, torna-se uma ferramenta de fundamental importância. 
Com a queda do custo de implementação de redes, é praticamente impossível 
pensar em um ambiente de trabalho em que os computadores existentes não estejam 
interligados, por menor que seja esse ambiente. Mesmo em pequenos escritórios com 
apenas dois micros a necessidade de uma rede torna-se evidente quando é necessário 
ficar levando disquetes para lá e para cá contendo arquivos de trabalho, ainda mais se 
esses arquivos forem grandes e não couberem em um só disquete, o que é cada vez mais 
comum. [TORRES, 2001] 
Além da facilidade de se trocar dados, existem ainda inúmeras outras vantagens, 
como o compartilhamento de recursos e serviços. 
Deve-se, porém tomar muito cuidado na escolha do profissional a executar este 
serviço. È necessário um profissional com boa formação, com cursos de certificação, 
pois, são as informações, os dados do usuário que serão disponibilizados, sendo 
necessário um bom Sistema Operacional de Rede para a administração dos 
compartilhamentos, um cuidado extra com a segurança das informações, bem como a 
correta configuração dos mesmos para se obter o total êxito, ou seja, pessoas e empresas 
visam à implementação de uma rede tendo em vista o aumento da produtividade do 
trabalho, basicamente por dois motivos: 
• Troca de dados (arquivos, informações, aplicativos, etc). 
• Acesso a recursos (Software e Hardware) Este é o objetivo principal 
deste trabalho. 
Na Internet, essa troca de informações armazenadas remotamente é levada ao 
extremo: são acessados dados que estão armazenados nos locais mais remotos e, na 
maioria das vezes, o local onde os dados estão fisicamente armazenados não tem a 






1.1.1 Objetivos Gerais 
 
O objetivo deste trabalho é apresentar uma explicação detalhada desse recurso, 
Wake up.  
 
1.1.2 Objetivos Específicos 
 
• Estudar os recursos de Hardware e Software 
• Apresentar um exemplo de uso desse recurso. 




Por tratar-se de uma dissertação de mestrado e de um assunto paupérrimo em 
referências bibliográficas, com pouquíssimos estudos concluídos, podem existir outros 
estudos que abordem temas aqui citados. 
Esta dissertação trata de um tema muito fechado com pouquíssimo referencial 
teórico conceitual, sendo utilizado em grande parte de estudos práticos. Para que se 
tenha um conhecimento mais amplo de tais tópicos será necessário um estudo mais 
aprofundado dos referidos tópicos. Todo tópico aqui abordado servirá de base para 
estudos futuros. 
O Software utilizado no exemplo de uso é um software proprietário, detalhado em 
um capítulo específico, baseado em plataformas também proprietárias, tornando assim, 
de valor muito elevado a utilização dos mesmos.  
A presente dissertação propõem então um estudo futuro no que tange o 
desenvolvimento de um software livre. 
A necessidade cada vez maior de ter acesso ao dados torna esse estudo de 
fundamental importância, pois o que aqui é proposto é o acesso, o compartilhamento, o 
uso do equipamento, mesmo que esteja distante fisicamente e “desligado”, isso tudo 
com segurança e velocidade satisfatórias. 
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2. SOFTWARE DE COMUNICAÇÃO 
 
Será neste capítulo abordado o software de comunicação a se utilizar para o 
compartilhamento de recursos de Hardware e Software entre os computadores 
conectados. Como explicado no Capítulo 1 deste trabalho, uma das relevâncias deste é 
justamente a questão do software utilizado, pois o mesmo é um Software proprietário 
baseado em plataformas também proprietárias, tornando assim de alto custo a utilização 
do recurso aqui estudado. Este trabalho serve de referencial teórico conceitual para 
estudos futuros, pois aqui se abre um espaço para a criação de um Software livre 
baseado em plataformas também livres. Será apresentado aqui um Software proprietário 
bastante completo, com muitos recursos e de ótima segurança. 
Foram pesquisados alguns Softwares livres como o VNC, a se utilizar em 
plataforma livre ou proprietária. Porém o referido, mesmo com a vantagem de ser um 
Software livre, é bastante limitado, com poucos recursos.  
Foi também estudada a plataforma (Sistema Operacional) FreeBSD e este também 
é compatível com o recurso, mas, por ser uma plataforma livre, necessita de altíssimo 
grau de instrução do mesmo, fazendo-se necessário um estudo detalhado do mesmo, 
pois não existe nada pronto. 
A relevância dos softwares citados, a falta de recursos, de documentação e de 
suporte tornaram decisiva a escolha do software apresentado. 
Considerando-se os pontos relevantes relacionados aos softwares anteriormente 
citados, optou-se então pela escolha do Symantec PcAnywhere. Ao serem analisadas 
situações como a de um funcionário que trabalha em sua casa e faz seus negócios por 
telefonia, um profissional de negócios que viaja com freqüência ou um profissional de 
informática que suporta computadores de outros usuários remotamente, é bem provável 
que precise acessar outro computador de um local remoto. Pode-se estar trabalhando 
com uma apresentação em casa e perceber que precisa de informações de um arquivo 
que está na unidade de disco do seu computador no escritório, ou talvez possa estar 
tentando ajudar um cliente de outra cidade com um problema de software e precisa 
saber o que está acontecendo pela tela do computador desse cliente.  
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Permite conectar-se remotamente a outro computador, abrir qualquer arquivo ou 
programa aos quais tenha permissão de acesso, e trabalhar como se estivesse sentado 
defronte do mesmo computador. 
Inclui um número de novos recursos e ferramentas do administrador, projetados 
para aumentar a segurança, otimizar o desempenho e facilitar o uso e a personalização 
do software. 
Por tudo isso e principalmente por suportar o recurso aqui estudado, oferecendo 
tudo o que é preciso de um software de comunicação Peer-to-peer, esse foi o software 
escolhido o Symantec PcAnywhere que nesse capítulo será afundo explicado. 
 
2.1 UTILIDADES DO SOFTWARE 
 
São apresentadas neste capítulo algumas vantagens na utilização do Software 
escolhido e estudado.  
 
• Resolução de problemas do computador. Os operadores de 
“helpdesk”, administradores de rede e outros profissionais de informática 
usam o pcAnywhere para conectar-se remotamente a outro computador e 
resolver os problemas. Permite a visualização da tela de outro 
computador, verificar e modificar as configurações, e reiniciar o 
computador — tudo isso de seu computador. 
• Suportando e mantendo servidores. Os administradores de rede podem 
usá-lo para se conectar a servidores dentro de suas organizações e 
executar a manutenção de rotina, avaliar o desempenho e resolver os 
problemas de rede.  
• Recuperando arquivos de computadores domésticos ou no escritório. 
É possível conectar-se ao computador em casa ou no escritório para obter 
rapidamente os arquivos que precisa. 
• Trabalhando de um local remoto. Permite a conexão a outro 
computador e a execução de tarefas como se estivesse à frente do mesmo. 
Pode-se visualizar e editar arquivos, acessar recursos de rede, executar 
programas e imprimir arquivos os quais tenha permissão.  
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2.2 COMO O SOFTWARE FUNCIONA 
 
Usa a tecnologia de controle remoto para permitir a conexão a outro computador 
ou a uma rede de área local (LAN, local area network) e trabalhar como se estivesse 
sentado na frente do mesmo computador. Para estabelecer uma conexão, os dois 
computadores devem estar executando o pcAnywhere. Um computador deve ser 
configurado como o Host, e o outro como o remoto. Um novo usuário, deverá saber a 
diferença entre um computador Host e remoto antes de começar. 
 
2.2.1 Noções básicas sobre os termos Host e remoto 
 
O relacionamento entre um computador Host e remoto é semelhante a um 
aparelho de televisão e um dispositivo de controle remoto. Usando o dispositivo de 
controle remoto, é possível ajustar o volume, mudar de canal, ligar ou desligar a 
televisão sem sair do sofá. Usando o pcAnywhere, um computador Host aguarda e 
aceita conexões do computador remoto e executa as funções solicitadas, da mesma 
forma em que o aparelho de televisão aceita os sinais de um dispositivo de controle 
remoto.  
Antes que os dois computadores se conectem um com o outro, um deles deve ser 
configurado como o Host e o outro como o remoto. O computador Host aguarda por 
conexões de um computador remoto e permite que seja controlado. Ao configurar um 
computador Host, controla-se quem pode se conectar ao seu computador e qual o nível 
de acesso que o usuário remoto deve ter. Por exemplo, é possível impedir que um 
usuário remoto reinicie seu computador.  
O computador remoto se conecta ao Host e especifica as ações que devem ser 
executadas. Embora o trabalho real seja executado no computador Host, qualquer coisa 
que aconteça na tela do Host será exibida na tela do computador remoto também. Esta 





2.2.2 Noções básicas sobre o controle remoto 
 
A tecnologia de controle remoto permite a conexão a um computador Host de seu 
local remoto e a utilização do Host como se o usuário estivesse sentado na frente dele. 
Caso esteja se conectando a um computador Host na rede, poderá acessar qualquer 
arquivo ao qual o Host tenha permissão de acesso.  
O controle remoto é mais rápido e eficiente que as outras formas de rede remota, 
principalmente se precisar usar um programa de software no computador Host. Quando 
executado um programa de software durante uma sessão de controle remoto, o 
processamento real é executado no computador Host. Apenas as informações de entrada 
e saída (por exemplo, teclado, mouse e informações da tela) são trocadas entre os 
computadores remoto e Host.  
Por exemplo, caso esteja usando um programa de planilha eletrônica para 
atualizar seu relatório de despesas mensais, os cálculos matemáticos serão executados 
no computador Host, e apenas os resultados dos cálculos serão enviados ao computador 
remoto. Pelo fato de apenas os dados mínimos precisarem ser transferidos entre os dois 
computadores, o controle remoto resulta em um melhor desempenho e minimiza o risco 
de perda de dados. 
 
2.2.2.1 A diferença entre o controle remoto e a rede remota 
 
A rede remota permite a conexão do usuário a uma rede discando por um servidor 
de rede, se estiver usando um modem e não puder se conectar a uma rede diretamente. É 
freqüentemente denominada como rede Dial-Up nos sistemas Windows 9x e Windows 
ME ou serviço de acesso remoto (RAS, remote access service) nos sistemas Windows 
NT e Windows 2000.  
Durante uma sessão de rede remota, o computador remoto trabalha como se 
estivesse diretamente conectado à rede. Será possível acessar apenas os arquivos e 
programas da rede em que o administrador de rede tiver concedido permissão de acesso 
ao usuário remoto. Ao executar um programa de software durante uma sessão de rede 
remota, o processamento ocorrerá no computador remoto.  
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Todas as informações e os dados solicitados pelo programa devem ser 
comunicados pela linha telefônica ao computador remoto. Mesmo com modems de alta 
velocidade, as linhas telefônicas são muito mais lentas que as conexões LAN diretas 




A atenção na segurança foi reforçada para ajudar os usuários a protegerem seus 
computadores do acesso não autorizado e para ajudar os administradores de rede e 
profissionais de segurança a identificarem e impedirem falhas na segurança, pois, no 
que tange a segurança, as plataformas ou sistemas operacionais são muito ineficientes. 
Novos métodos de autenticação para plataformas baseadas na Microsoft, Novell e 
Web. Os novos métodos de autenticação incluem: Serviços de diretório ativo (ADS, 
Active Directory Service), FTP, HTTP, HTTPS, LDAP (Lightweight Directory Access 
Protocol), Serviço do Novell Bindery e NDS (Novell Directory Service). 
A segurança do Host agora exige senhas para efetuar login no Host. O usuário 
Host deve escolher um método de autenticação e configurar contas de usuários remotos 
para usuários remotos ou grupos de usuários.  
A capacidade de rastrear arquivos e executáveis abertos durante uma sessão do 
Host, para segurança adicional.  
Os usuários do Windows NT e Windows 2000 também podem rastrear os eventos 
do registro do pcAnywhere no Visualizador de eventos.  
Remote Access Perimeter Scanner (RAPS). Esta nova ferramenta do 
administrador verifica se há Hosts sem segurança na rede da empresa e detecta a 
presença de vários produtos de acesso remoto conhecidos para identificar possíveis 
riscos de segurança.    
A capacidade de travar as configurações para impedir interferências nos arquivos, 
nos executáveis e nas configurações do registro.  
A capacidade de proteger a segurança da configuração, usando o gerenciamento 
de diretivas. O gerenciamento de diretivas permite que os administradores escolham 
quais itens de interface do usuário os usuários podem visualizar ou modificar. Esse 




Proporciona mais flexibilidade aos administradores para personalização do 
sistema de acordo com as necessidades do usuário. Os novos recursos de personalização 
incluem: 
• Packager. Com ele os administradores podem criar e disponibilizar 
conjuntos de instalações personalizados para aprimorar a segurança e o 
desempenho ou reduzir o espaço em disco necessário para instalar ou 
executar o pcAnywhere. Esse recurso está disponível apenas para o 
Windows NT e Windows 2000. 
• Ferramenta de instalação da Web. Permite que os administradores 
disponibilizem o pcAnywhere na Internet ou na intranet corporativa. 
• Pacotes de instalação pré-configurados. Os administradores podem 
instalar esses pacotes ou usá-los como modelos para criação de seus 
próprios pacotes de instalação personalizados. 
• Automação de vinculação e incorporação de objetos (OLE, Object 
linking and embedding). Permite que os administradores gravem 




A janela principal foi criada para facilitar a navegação e diferenciar entre os 
modos Host e remoto. Os aprimoramentos de desempenho incluem: 
• Assistente de otimização guia o usuário pelas etapas de otimização de 
uma conexão, destacando as opções disponíveis para aprimoramento do 
desempenho e informando aos usuários sobre os prós e contras entre o 
desempenho e a segurança. 
• Aprimoramentos do gerenciador de arquivos que facilitam a localização 
e seleção dos arquivos e pastas para transferência de arquivos.  
• O menu Ir permite a navegação rápida até as pastas e arquivos visitados 
recentemente.  
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• Os recursos de rotulação permitem selecionar arquivos e pastas 
rapidamente para transferência ou sincronização de arquivos. Pode usar 
os padrões de caracteres curingas para rotular arquivos e pastas. 
A capacidade dos usuários ISDN CAPI de selecionarem união de canais ao 
usarem o recurso de retorno de conexão do Host. Esta versão também trata de questões 
de desempenho envolvendo a união de canais CAPI. [SYMANTEC, 2001] 
Com toda a explicação apresentada neste capítulo, fica fácil entender o porque 
da escolha deste Software de Comunicação. Agora se tem base, referencial teórico 
conceitual para iniciar um estudo maior e mais detalhado sobre as plataformas livres 
para então desenvolver um Software tão bom quanto o aqui apresentado para que se 

























Um dos assuntos mais importantes em relação a redes locais é o referente a 
protocolos. São os protocolos que definem como a rede irá funcionar de verdade, pois 
são eles que definem como os dados enviados por programas serão transferidos pela 
rede. [COMMER] Portanto, para entendermos a fundo como as redes locais funcionam, 
devemos dominar com clareza esse assunto.  
Protocolo é a “linguagem” usada pelos dispositivos de uma rede de modo que eles 
consigam se entender, isto é, trocar informações entre si. Para que todos os dispositivos 
de uma rede consigam conversar entre si, todos eles deverão estar usando uma mesma 
linguagem, isto é, um mesmo protocolo.  
Uma rede pode usar diversos protocolos, como o TCP/IP, o NetBEUI e o 
IPX/SPX, entre outros, mas neste trabalho será dada ênfase ao protocolo TCP/IP, cujo  
funcionamento será explicado de maneira ampla. 
Embora cada um destes protocolos funcione de uma forma particular, eles tem 
algumas similaridades, que existem porque, na verdade, todos os protocolos têm um 
mesmo objetivo que é a transmissão de dados em uma rede. 
Para entender melhor como os protocolos funcionam, considerem-se as seguintes 
premissas: 
• A maioria das transmissões de dados em redes locais é do tipo half-
duplex; 
• Mesmo em redes que utilizam hubs, onde cada microcomputador é 
conectado à rede usando um cabo individual, esse componente na 
verdade funciona apenas como um repetidor, enviando para todas as 
máquinas da rede as informações que recebe, ao mesmo tempo. 
• Se uma transmissão está sendo feita entre dois dispositivos, nenhuma 
outra transmissão poderá ser feita ao mesmo tempo, mesmo que seja 
entre outros dois componentes diferentes que não estejam participando 
da transmissão em curso. 
• Se um arquivo grande precisar ser transmitido, os demais dispositivos da 
rede terão de esperar muito tempo para começarem a transmitir, pois o 
arquivo é grande e demora algum tempo para ser transmitido. 
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• Poderão ocorrer interferências de algum tipo no meio do caminho e o 
dado pode não chegar corretamente ao seu destino. 
Os protocolos são justamente uma solução para todos estes problemas. Primeiro, o 
protocolo pega os dados que devem ser transmitidos na rede dividindo-os em pequenos 
“pedaços” de tamanho fixo chamados pacotes ou quadros. Isto significa que um arquivo 
não é transmitido na rede de uma só vez. Dentro de cada pacote há uma informação de 
endereçamento que informa a origem e o destino do pacote. As placas de rede dos 
computadores possuem um endereço fixo, que é gravado em hardware. Dessa forma, o 
computador de destino sabe que o pacote atualmente transmitido é para ele, porque há o 
endereço de sua placa de rede no cabeçalho de destino do pacote e da mesma forma, os 
demais computadores sabem que aquele pacote não é para eles. [TORRES] 
O uso de pacotes de dados otimiza enormemente o uso da rede, já que, em vez de 
uma única transmissão de um dado grande, existirão várias transmissões de dados 
menores. Com isso, estatisticamente haverá uma maior probabilidade de um outro 
dispositivo que queira transmitir um dado encontrar espaço para iniciar uma nova 
transmissão. Dessa forma é possível que vários dispositivos se comuniquem “ao mesmo 
tempo” em uma rede. Fisicamente, essas transmissões não são efetuadas 
simultaneamente, mas intercalando os vários pacotes de dados. A velocidade de 
transmissão de dados em uma rede é altamente dependente do número de transmissões 
simultâneas efetuadas. 
Finalizando, a placa de rede, ao colocar um pacote de dados no cabo da rede, cria 
uma conta chamada checksum ou CRC (Cyclical Redudancy Check). Essa conta 
consiste em somar todos os bytes presentes no pacote de dados e enviar o resultado 
dentro do próprio pacote. [CYCLADES] A placa de rede do dispositivo receptor irá 
refazer esta conta e verificar se o resultado calculado corresponde ao valor enviado pelo 
dispositivo transmissor. Se os valores forem iguais, significa que o pacote chegou 
íntegro ao seu destino.  
Caso contrário, significa que houve algo de errado na transmissão (uma 
interferência no cabo, por exemplo) e os dados recebidos são diferentes dos 
originalmente enviados, ou seja, os dados chegaram corrompidos ao destino.  
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Neste caso, o dispositivo receptor pede ao transmissor uma retransmissão do 
pacote defeituoso. Essa é outra vantagem de se trabalhar com pequenos pacotes em vez 


















Figura 01 – Exemplo de um pacote de dados 
 
3.1 MODELO OSI 
 
Quando as redes de computadores surgiram, as soluções eram, em sua maioria, 
proprietárias, isto é, uma determinada tecnologia só era suportada por seu fabricante. 
Não havia a possibilidade de se misturar soluções de fabricantes diferentes.  
[BRISA & EMBRATEL] Dessa forma, um mesmo fabricante era responsável por 
construir praticamente tudo na rede. 
“Para facilitar a interconexão de sistemas de computadores, a ISO (International 
Standards Organization) desenvolveu um modelo de referência chamado OSI (Open 
Systems Interconnection), para que os fabricantes pudessem criar seus protocolos a 
partir desse modelo.” [BRISA & EMBRATEL] 
Interessante notar que a maioria dos protocolos existentes, principalmente o 
TCP/IP, que como dito anteriormente, será explicado de maneira mais ampla e 
completa, não segue esse modelo de referência ao pé da letra, só corresponde a partes 
do padrão OSI. Todavia, o estudo deste modelo é extremamente didático, pois através 
dele há como entender como deveria ser um “Protocolo ideal”, além de facilitar muito a 
comparação do funcionamento de protocolos criados por diferentes fabricantes. 











2 Link de Dados 
1 Física 
 
Figura 02 – Modelo OSI de protocolos 
 
Na transmissão de um dado, cada camada pega as informações passadas pela 
camada superior, acrescenta informações pelas quais ela seja responsável e passa os 
dados para a camada imediatamente inferior, como representado na figura 03. Esse 
processo é conhecido como encapsulamento. Na camada 4, Transporte, o dado enviado 
pelo aplicativo é dividido em pacotes. Na camada 2, Link de Dados, o pacote é dividido 
em quadros. Na recepção de um dado, o processo é inverso. 
 Um usuário que pede para o seu programa de correio eletrônico baixar seus e-
mails, na verdade está fazendo com que o programa inicie uma transmissão de dados 
com a camada 7 – Aplicação – do protocolo usado, pedindo para baixar os   
e-mails do servidor correspondente. Essa camada processa esse pedido, acrescenta 
informações de sua competência, e passa os dados para a camada imediatamente 
inferior, a camada 6 (Apresentação). Esse processo continua até a camada 1 (Física) 
enviar o quadro de dados para o cabeamento da rede, quando, então, atingirá o 
dispositivo receptor, que fará o processo inverso, até a sua aplicação – no nosso 
exemplo, um programa servidor de e-mail. 
 A comunicação estudada na figura 03 é a comunicação real, ou seja, como 
funciona a transmissão de um dado através de uma rede. Na prática, acabamos 
simplificando e falando que uma determinada camada do transmissor comunica-se 
diretamente com a mesma camada do dispositivo receptor.  Por exemplo, a camada 4, 
Transporte, do dispositivo transmissor comunica-se diretamente com a camada 4 do 
dispositivo receptor e simplesmente ignoramos as comunicações efetuadas pelas 
camadas inferiores existentes, e assim por diante.  
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Essa comunicação virtual, ilustrada na figura 04, é possível porque cada camada, 
durante a criação do pacote que será enviado através da rede, acrescentou seu próprio 
cabeçalho, como ilustrado na figura 03. 
 Aplicativo  Dados 
 
7 Aplicação  7 Dados
6  Apresentação  6 7 Dados
5 Sessão  5 6 7 Dados
4 Transporte  4 5 6 7 Dados
3 Rede  3 4 5 6 7 Dados
2 Link de Dados  2 3 4 5 6 7 Dados
1 Física 1 2 3 4 5 6 7 Dados
Meio Físico (Cabeamento de Rede) 
 
Figura 03– Funcionamento da comunicação entre as camadas OSI 
 
Por exemplo, na prática simplesmente falamos que um programa cliente de e-mail 
está requisitando dados de um programa servidor de e-mail, e não nos preocupamos 
muito como isto é feito. O mesmo ocorre na comunicação virtual do modelo OSI. 
Quando analisamos a comunicação de uma camada do transmissor com a mesma 
camada no receptor, normalmente não estamos nos preocupando (ou não precisamos 
saber) como está ocorrendo a comunicação nas camadas inferiores àquela estudada. 
A maioria dos protocolos, em especial o TCP/IP, também trabalha com o conceito 
de camadas, porém essas camadas não necessariamente possuem o mesmo nome e 
função das apresentadas no modelo OSI. [BRISA & EMBRATEL]  
Muitas vezes, para cada uma dessas camadas há um protocolo envolvido. Dessa 
forma, muitos protocolos são, na verdade, um conjunto de protocolos, cada um com seu 
papel específico em sua estrutura de camadas. 
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7 Aplicação  Aplicação 7 
6  Apresentação   Apresentação 6 
5 Sessão  Sessão 5 
4 Transporte  Transporte 4 
3 Rede  Rede 3 
2 Link de Dados  Link de Dados 2 
1 Física  Física 1 
Aplicação 
 
Figura 04 – Comunicação virtual do modelo OSI 
 
As camadas do modelo OSI podem ser divididas em três grupos: aplicação, 
transporte e rede, como conferimos na figura 05. As camadas de rede se preocupam com 
a transmissão e recepção dos dados através da rede e, portanto, são camadas de baixo 
nível. A camada de transporte é responsável por pegar os dados recebidos pela rede e 
repassá-los para as camadas de aplicação de uma forma compreensível, isto é, ele pega 
os pacotes de dados e transforma-os em dados quase prontos para serem usados pela 
aplicação. As camadas de aplicação, que são camadas de alto nível, colocam o dado 


















Pacotes e quadros, até então, eram usados como sinônimos, mas estes termos se 
referem a duas coisas distintas. Um quadro é um conjunto de dados enviado através da 
rede, de forma mais “bruta” ou, melhor dizendo, de mais baixo nível. Dentro de um 
quadro encontramos informações de endereçamento físico, como, por exemplo, o 
endereço real de uma placa de rede. Logo, um quadro está associado às camadas mais 
baixas (1 e 2) do modelo OSI. 
Um pacote de dados de refere a um conjunto de dados manipulados nas camadas 3 
e 4 do modelo OSI. No pacote há informações de endereçamento virtual. Por exemplo, a 
camada 4 cria um pacote de dados para ser enviado pela rede e a camada 2 divide esse 
pacote em vários quadros que serão efetivamente enviados através do cabo da rede. Um 
pacote, portanto, contém a informação proveniente de vários quadros. 
Para dar um exemplo real e elucidar de uma vez essa diferença, em uma rede 
usando o protocolo TCP/IP, a camada IP adiciona informações de endereçamento de um 
pacote (número de endereço IP da máquina destino), que é um endereçamento virtual. 
Já a camada de controle de acesso ao meio (MAC) – que corresponde a camada 2 do 
modelo OSI – transformará esse pacote em um ou mais quadros e esses quadros terão o 
endereço da placa de rede de destino (endereço real, físico) que corresponda ao número 
IP fornecido. [ALBUQUERQUE]. Este protocolo será explicado de maneira mais 
ampla, deixando assim essa idéia mais clara e lúcida. 
Serão explicadas agora, cada uma das camadas do modelo OSI e suas funções. 
Explicações definidas usando a transmissão de um dado do computador A para o 
computador B e o processo de recepção é o inverso do descrito. 
 
3.1.1 CAMADA 7 - APLICAÇÃO 
 
A camada de aplicação faz a interface entre o protocolo de comunicação e o 
aplicativo que pediu ou receberá a informação através da rede. Por exemplo, ao solicitar 
a recepção de e-mails através do aplicativo de e-mail, este entrará em contato com a 





3.1.2 CAMADA 6 – APRESENTAÇÃO 
 
A camada de Apresentação, também chamada camada de Tradução, converte o 
formato do dado recebido pela camada de Aplicação em um formato comum a ser usado 
na transmissão desse dado, ou seja, um formato entendido pelo protocolo usado. Pode 
ter outros usos, como compressão e criptografia. 
A compressão de dados pega os dados recebidos da camada 7 e os comprime e a 
camada 6 do dispositivo receptor fica responsável por descompactar esses dados. A 
transmissão dos dados torna-se mais rápida devido a existência de um número menor de 
dados a serem transmitidos, pois, os dados recebidos da camada 7 foram comprimidos e 
enviados a camada 5. 
Para aumentar a segurança, pode-se usar criptografia neste nível, sendo que os 
dados só serão decodificados na camada 6 do dispositivo receptor. 
 
3.1.3 CAMADA 5 - SESSÃO 
 
A camada de Sessão permite que duas aplicações em computadores diferentes 
estabeleçam uma sessão de comunicação. Nesta sessão, essas aplicações definem como 
será feita a transmissão de dados e colocam marcações nos dados que estão sendo 
transmitidos. Se por ventura a rede falhar, os computadores reiniciam a transmissão dos 
dados a partir da última marcação recebida pelo computador receptor. 
 
3.1.4 CAMADA 4 - TRANSPORTE 
 
A camada de Transporte é responsável por pegar os dados enviados pela camada 
de Sessão e dividi-los em pacotes que serão transmitidos pela rede, ou melhor dizendo, 
repassados para a camada de Rede. No receptor, a camada de Transporte é responsável 
por pegar os pacotes recebidos da camada de Rede e remontar o dado original para 
enviá-lo à camada de Sessão. Isso inclui controle de fluxo (colocar os pacotes recebido 
em ordem, caso eles tenham chego fora de ordem) e correção de erros, tipicamente 
enviando para o transmissor uma informação de recebimento (acknowledge), 
informando que o pacote foi recebido com sucesso. 
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A camada de Transporte separa as camadas de nível de aplicação (camadas 5 a 7) 
das camadas de nível físico (camadas de 1 a 3). As camadas de 1 a 3 estão preocupadas 
com a maneira com que os dados serão transmitidos pela rede. Já as camadas de 5 a 7 
estão preocupados com os dados contidos nos pacotes de dados, para serem enviados ou 
recebidos para a aplicação responsável pelos dados. A camada 4, Transporte, faz a 
ligação entre esses dois grupos. 
 
3.1.5 CAMADA 3 - REDE 
 
A camada de Rede é responsável pelo endereçamento dos pacotes, convertendo 
endereços lógicos em endereços físicos, de forma que os pacotes consigam chegar 
corretamente ao destino. Essa camada também determina a rota que os pacotes irão 
seguir para atingir o destino, baseada em fatores como condições de tráfego da rede e 
prioridades. 
Essa camada é usada quando a rede possui mais de um segmento e, com isso, há 
mais de um caminho para um pacote de dados trafegar da origem ao destino, o que 
explica o porquê dos pacotes ocasionalmente serem recebidos fora de ordem.  
 
3.1.6 CAMADA 2 – LINK DE DADOS 
 
A camada de Link de Dados (também chamada de camada de Enlace) pega os 
pacotes de dados recebidos da camada de Rede e os transforma em quadros que serão 
trafegados pela rede, adicionando informações como o endereçamento da placa de rede 
de origem, o endereçamento da placa de rede de destino, dados de controle, os dados em 
si e o CRC. A estrutura do pacote de dados criado por esta camada é a representada na 
figura 03. 
O quadro criado pela camada Link de Dados é enviado para a camada Física, que 
converte esse quadro em sinais elétricos para serem enviados através do cabo de rede. 
Quando o receptor recebe um quadro, a sua camada Link de Dados confere se o 
dado chegou íntegro, refazendo o CRC. Se os dados estão corretos, ele envia uma 
confirmação de recebimento (chamada de acknowledge ou ack).  
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Caso essa confirmação não seja recebida, a camada Link de Dados do transmissor 
reenvia o quadro, já que ele não chegou até o receptor ou então chegou com os dados 
corrompidos.   
 
3.1.7 CAMADA 1 – FÍSICA 
 
A camada Física pega os quadros enviados pela camada Link de Dados e os 
transforma em sinais compatíveis com o meio onde deverão ser transmitidos. Se o meio 
for elétrico, essa camada converte os 0s e 1s dos quadros em sinais elétricos a serem 
transmitidos pelo cabo. Se o meio for óptico (fibra óptica), essa camada converte os 0s e 
1s dos quadros em sinais luminosos e assim por diante, dependo do meio de 
transmissão. 
Essa camada especifica portanto, a maneira com que os 0s e 1s dos quadros 
serão enviados para a rede (ou recebidos da rede, no caso da recepção de dados). Ela 
não sabe o significado dos 0s e 1s que está recebendo ou transmitindo. No caso da 
recepção de um quadro, a camada Física converte os sinais do cabo em 0s e 1s e envia 
essas informações para a camada Link de Dados, que montará o quadro e verificará se 
ele foi recebido corretamente. 
O papel dessa camada é efetuado pela placa de rede dos dispositivos conectados 
em rede. A camada física não inclui o meio onde os dados circulam, somente são 
necessários os tipos de conectores e cabos de rede usados para transmissão e recepção 
para que os 0s e 1s sejam convertidos corretamente no tipo de sinal requerido, mas o 
cabo em si não é responsabilidade da camada. 
Existe ainda o padrão de protocolos IEEE 802 em suas versões IEEE 802.3 
(Ethernet) e IEEE 802.5 (Token Ring) com suas camadas Física, Controle de Acesso ao 
Meio (MAC) e Controle do Link Lógico (LLC). Mas estes não serão neste trabalho 
abordados. 
  
3.2 NDIS e ODI 
 
Criado pela Microsoft e pela 3Com, o NDIS (Network Driver Interface 
Specification) é um driver instalado no sistema operacional que permite que uma única 
placa de rede possa utilizar mais de um protocolo de rede ao mesmo tempo. 
[PERLMAN] 
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O driver NDIS possui duas partes. A primeira é chamada driver MAC NDIS, que 
é o driver da placa de rede (que deve ser escrito usando o padrão NDIS).  
A segunda parte é chamada vector. Essa camada é a responsável por permitir que 
uma mesma placa de rede possa usar mais de um protocolo, já que o driver da placa de 
rede (driver MAC NDIS) só permite uma única conexão. 
Quando um quadro é recebido pelo driver da placa de rede, ele o passa para a 
camada vector, que o envia para o primeiro protocolo, que poderá aceitar ou rejeitar o 
pacote. Caso o primeiro protocolo rejeite o quadro, a camada vector entrega o quadro ao 
segundo protocolo. Esse processo continua até que um dos protocolos instalados aceite 
o quadro ou então todos o tenham rejeitado. 
Outra finalidade da especificação NDIS é possibilitar a existência de mais de uma 
placa de rede em um mesmo micro. Muitas vezes esse procedimento é necessário para 
ligar um mesmo micro a dois segmentos de rede diferentes. [MICROSOFT] 
Em princípio, sem o NDIS, com duas placas de rede em um mesmo micro seriam 
necessárias duas pilhas de protocolos completas, uma para cada placa de rede (isto é, 
seguindo o modelo OSI seriam necessários protocolos completos com sete camadas 
para cada placa de rede instalada). Com o NDIS, uma única pilha de protocolos é 
compartilhada (isto é, as camadas 4, 5, 6 e 7 do modelo OSI) com todas as placas de 
rede instaladas, já que o que existir acima da camada vector poderá ser compartilhado 
por todas as placas de rede.  
O ODI (Open Datalink Interface) é um driver com o mesmo objetivo que o NDIS, 
criado pela Novell e pela Apple para os seus sistemas operacionais, mas com um 
funcionamento um pouco mais complexo e mais completo. A grande diferença entre o 
NDIS e o ODI é o uso da camada Controle de Link Lógico (LLC) que não é usada no 
NDIS. No NDIS há a camada vector, que possui funcionamento similar, porém funciona 
de maneira diferente. No modelo ODI essa camada é chamada Camada de Suporte ao 
Link (Link Support Layer). 
Neste modelo são adicionadas duas interfaces, uma chamada interface para 
Múltiplos Protocolos (MPI – Multi Protocol Interface), que faz a interface entre a 
Camada de Suporte ao Link e os drivers das placas de rede instaladas. Os drivers da 
placa de rede compatíveis com o padrão ODI são chamados MLID ou Multiple Link 
Interface Driver. [INTEL] 
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A principal diferença entre o NDIS e o ODI é que, como a camada de Controle do 
Link Lógico ou Camada de Suporte ao Link, como chamada no ODI,  possui um campo 
de endereçamento de protocolos, tanto o transmissor quanto o receptor sabem qual é o 
protocolo que está sendo usado no dado que foi encapsulado dentro do quadro. 
Com isso, ao receber um quadro, a interface de múltiplos protocolos (MPI) 
entrega diretamente os dados para o protocolo responsável. No NDIS, quando um 
quadro chega, a camada vector tenta encaminhar o quadro para cada um dos protocolos 
instalados, até um deles aceitar (ou todos rejeitarem), já que não há o campo do 
endereçamento. 
A existência da Interface para Múltiplos Links (MLI) permite a instalação de mais 
de uma placa de rede na máquina, tendo as vantagens que já foram explicadas no NDIS, 
isto é, as duas placas de rede podem compartilhar os protocolos existentes acima desta 
camada. 
O estudo aqui desenvolvido é de fundamental importância, pois é primeiramente 
necessário entender como as máquinas se comunicam, qual a linguagem que elas 
utilizam para que então possa dar início ao desenvolvimento do Software de 
comunicação livre. Em especial, a camada 5 do modelo OSI de “protocolo ideal”. 
Existem diversos protocolos, mesmo com todas as diferenças entre eles, mesmo com 


















O protocolo TCP/IP atualmente é o protocolo mais usado em redes locais. Isso se 
deve basicamente à popularização da Internet, a rede mundial de computadores, já que 
esse protocolo foi criado para ser usado na Internet. Mesmo os sistemas operacionais de 
redes, que no passado só utilizavam o seu protocolo proprietário (como o WindowsNT 
com seu protocolo NetBEUI e o Netware com o seu IPX/SPX), hoje suportam o 
protocolo TCP/IP. 
Uma das grandes vantagens do TCP/IP em relação a outros protocolos existentes é 
que ele é roteável, isto é, foi criado pensando em redes grandes e de longa distância, 
onde pode haver vários caminhos para o dado atingir o computador receptor. [COMER] 
Outro fato que tornou o TCP/IP popular é que ele possui arquitetura aberta e 
qualquer fabricante pode adotar a sua própria versão do TCP/IP em seu sistema 
operacional, sem a necessidade de direitos autorais a ninguém.  
[BRISA & EMBRATEL] 
Com isso, todos os fabricantes de sistemas operacionais acabaram adotando o 
TCP/IP, transformando-o em um protocolo universal, possibilitando que todos os 
sistemas operacionais possam comunicar-se entre si sem dificuldade, o que neste 
trabalho é de fundamental importância. 
A arquitetura do TCP/IP é mostrada na figura 06, onde é feita a correlação das 
camadas do TCP/IP com as camadas do modelo OSI.[BRISA & EMBRATEL] 
 
7 Aplicação  
6  Apresentação  
5 Sessão  
Aplicação 
4 Transporte  Transporte 
3 Rede  Internet 
2 Link de Dados  
1 Física  
Interface com a Rede 
            Modelo OSI                                  TCP/IP 
 
Figura 06 – Arquitetura do TCP/IP 
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O TCP/IP é, na realidade, um conjunto de protocolos. Os mais conhecidos dão 
justamente o nome desse conjunto: TCP (Transmission Control Protocol – Protocolo de 
Controle da Transmissão) e IP (Internet Protocol), que operam nas camadas Transporte 
e Internet, respectivamente. [COMER] Mas eles não são os únicos. Serão aqui 
explicados resumidamente os mais usuais na explicação sobre o funcionamento das 
camadas do protocolo TCP/IP. 
Todos os protocolos do TCP/IP são documentados nos RFCs (Request for 
Comments), que são documentos descritivos do protocolo TCP/IP e que estão 
disponíveis na Internet. [ALBUQUERQUE] 
 
4.1 CAMADA DE APLICAÇÃO 
 
Esta camada equivale às camadas 5, 6 e 7 do modelo OSI e faz a comunicação 
entre os aplicativos e o protocolo de transporte. Existem vários protocolos que operam 
na camada de aplicação. Os mais conhecidos são o http (HyperText Trasnfer Protocol), 
o FTP (file Trasnfer Protocol), o SNMP (Simple Network Management Protocol), o 
DNS (Domain Name System) e o Telnet. [ALBUQUERQUE] 
Quando solicitado, cada serviço corresponde a um protocolo específico. No caso 
de e-mails, este serviço é atendido pelo protocolo SMTP, que, ao ser feita uma 
solicitação de e-mail (envio ou recebimento) ao TCP/IP, este é atendido pelo SMTP. No 
caso do www, usado para visualização de páginas, o protocolo usado é o HTTP. 
Existem ainda inúmeros outros. 
A camada de Aplicação comunica-se com a camada de transporte através de uma 
porta. As portas são numeradas e as aplicações padrões usam sempre uma mesma porta. 
Por exemplo, o protocolo SMTP utiliza sempre a porta 25, o protocolo HTTP utiliza 
sempre a porta 80 e o FTP as portas 20 (para transmissão de dados) e 21 (para 
transmissão de informações de controle).  
O uso de um número de porta permite ao protocolo de transporte (tipicamente o 
TCP) saber qual é o tipo de conteúdo do pacote de dados e, no receptor, saber para qual 
protocolo de aplicação ele deverá entregar o pacote de dados já que existem inúmeros. 
[ALBUQUERQUE] 
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Portanto, ao receber um pacote destinado à porta 25, o protocolo TCP irá entregá-
lo ao protocolo que estiver conectado a esta porta, tipicamente o SMTP, que por sua vez 
entregará o dado à aplicação que o solicitou, o programa de e-mail. 
 
Programa de e-mail  Browser WWW Programa de FTP
 
SMTP  http FTP Camada de aplicação Porta 25----                          Porta 80----                  Porta 20---                             ----Porta 21 
 




Figura 07– Funcionamento da camada de Aplicação 
 
4.2 CAMADA DE TRANSPORTE 
 
A camada de transporte do TCP/IP é um equivalente direto da camada de 
transporte (camada 4) do modelo OSI. Esta camada é responsável por pegar os dados 
enviados pela camada de aplicação e transformá-los em pacotes, a serem repassados 
para a camada de Internet. [BRISA & EMBRATEL] 
No modelo TCP/IP a camada de transporte utiliza um esquema de multiplexação, 
onde é possível transmitir simultaneamente dados das mais diferentes aplicações. Na 
verdade, ocorre o conceito de intercalamento de pacotes; [COMER] vários programas 
poderão estar comunicando-se com a rede ao mesmo tempo, mas os pacotes gerados são 
enviados à rede de forma intercalada, não sendo preciso terminar um tipo de aplicação 
de rede para então começar outra.  
Isso é possível devido ao uso do conceito de portas, explicado anteriormente, já 
que dentro do pacote há a informação da porta de origem e de destino do dado. Ou seja, 
em uma mesma seqüência de pacotes recebidos pelo micro receptor, as informações 
podem não ser da mesma aplicação. Ao receber três pacotes, por exemplo, o primeiro 
pode ser de e-mail, o segundo de www e o terceiro de FTP. 
Nesta camada operam dois protocolos: o já citado TCP (transmission Control 
Protocol) e o UDP (User Datagram Protocol). Ao contrário do TCP, este segundo 
protocolo não verifica se o dado chegou ou não ao destino. [PERLMAN]  
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Por esse motivo, o protocolo mais usado na transmissão de dados é o TCP, 
enquanto o UDP é tipicamente usado na transmissão de informações de controle. 
Na recepção de dados, a camada de transporte pega os pacotes passados pela 
camada Internet e trata de colocá-los em ordem e verificar se todos chegaram 
corretamente. Em redes grandes, especialmente na Internet, os quadros enviados pelo 
transmissor podem seguir por diversos caminhos até chegar ao receptor. Assim, os 
quadros podem chegar com erros. 
Além disso, o protocolo IP, que é o mais conhecido da camada de Internet, não 
verifica se o pacote de dados enviado chegou ou não ao seu destino; é o protocolo de 
transporte (o TCP) que, ao remontar a ordem dos pacotes recebidos, verifica se está 
faltando algum, pedindo então, a retransmissão daqueles que não chegaram. 
 
4.3 CAMADA DE INTERNET 
 
A camada de Internet do modelo TCP/IP é equivalente à camada 3 (rede) do 
modelo OSI. [BRISA & EMBRATEL] Assim, todas as explicações dadas sobre essa 
camada são totalmente válidas para a Camada de Internet do TCP/IP. 
São vários os protocolos que podem operar nessa camada: IP (Internet Protocol), 
ICMP (Internet Control Message Protocol). ARP (Addres Resolution Protocol) e RARP 
(Reverse Addres Resolution Protocol). [COMER] 
Na transmissão de um dado de programa, o pacote de dados recebido da camada 
TCP é dividido em pacotes chamados datagramas.  
Os datagramas são enviados para a camada de interface com a rede, onde são 
transmitidos pelo cabeamento da rede através de quadros. Esta camada não verifica se 
os datagramas chegaram ao destino, [BRISA & EMBRATEL] isso é feito pelo TCP. 
Esta camada é responsável pelo roteamento de pacotes, isto é, adiciona ao datagrama 






4.4 CAMADA DE INTERFACE COM A REDE 
 
Esta camada equivale às camadas 1 e 2 do modelo OSI, é responsável por enviar o 
datagrama recebido pela camada de Internet em forma de um quadro através da rede. 
[BRISA & EMBRATEL] 




Camada de Aplicação 
(SMTP, HTTP, FTP, Telnet)  
 
Camada de Transporte 
(TCP ou UDP)  
 
Camada de Internet 
(IP, ICMP, ARP, RARP)  
 
Controle do Link Lógico (LLC) 
Controle do Acesso ao Meio (MAC)
Driver da Placa de Rede 
Placa de Rede 
 
Cabo da Rede 
Camada de interface com a rede 
Figura 08– Funcionamento do TCP/IP 
 
O esquema apresentado na figura 08 poderá ter mais uma camada no topo, 
camada de Interface com a Rede: NDIS ou ODI, já mencionados anteriormente, caso o 
sistema operacional use algum desse padrões. 
Como apresentado no início do capítulo, esse protocolo tem um destaque no 
estudo por ser o protocolo escolhido. Utilizando o TCP/IP podemos ter o acesso por 
vários meios, seja via telefone Dial Up, seja via rede, seja pela Internet, enfim, temos 
uma gama enorme de possibilidades. Como visto no capítulo 2, o Software de 
Comunicação utilizado opera com os protocolos proprietários NetBEUI da Microsoft e 
com o IPX/SPX da Novell. Além de proprietários, estes não são tão completos quanto 
ao TCP/IP, reforçando assim a escolha deste. 
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5. APLICAÇÃO E DISCUSSÃO 
 
5.1 WAKE UP ON RING (WOR) 
 
Esse recurso permite que computadores sejam ligados e desligados remotamente 
através da linha telefônica. Assim, o usuário pode ligar, acessar e desligar um 
computador que esteja localizado a quilômetros dele. Para esse recurso funcionar, tanto 
a placa de modem quanto a placa-mãe devem suportá-lo e devemos ligar o modem à 
placa-mãe através de um cabo com dois fios, em um conector apropriado na placa-mãe 
(marcado com "Wake Up On Ring" ou similar). Além disso, o modem deverá estar 
ligado à linha telefônica e programado para receber ligações. Um software deverá estar 
habilitado na máquina para permitir o acesso externo - como o Servidor Dial Up do 
Windows 98 ou como o Software de Comunicação aqui estudado, de modo que o 
usuário consiga acessar a máquina remotamente (obviamente esse acesso é feito através 
de um pedido de login e senha). [ATSERVIÇOS] 
Assim sendo, o primeiro passo é procurar por dispositivos que suportem esse 
recurso. Então deve-se observar se a placa mãe escolhida tem suporte para tal. Para 
saber, basta verificar em seu manual ou verificar fisicamente se possui um conector.  A 















Deve-se também verificar se a placa de comunicação FAX/Modem ou Placa de 
Rede suporta esse mesmo recurso, tendo essa o mesmo conector existente na placa mãe. 
No caso da comunicação ser via Modem o referido conector deve ser marcado como 
WOM Wake Up on Modem como ilustrado na Figura 09. Caso a comunicação seja via 
Rede o conector passa a ser descrito como WOL Wake Up on LAN.  
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Pode-se ainda utilizar uma placa mãe que já possui Built-in (integrado) a ela uma 
controladora de FAX/Modem, neste caso, a grande maioria destas possui o recurso. 
Uma vez disponível via hardware, basta agora procurar por um sistema 
operacional que suporte tal recurso bem como um software para comunicação. 
No exemplo aqui descrito, faz-se uso do sistema operacional Microsoft 
WindowsXP e do software para comunicação Symantec pcAnywhere, o qual é descrito 
no capítulo2. Porém, deve-se lembrar que estes são Softwares Proprietários, de custo 
elevado, podendo utilizar uma plataforma livre e desenvolver um Software livre para 
esta plataforma. As vantagens de operabilidade e de compatibilidade com todos os itens 
de Hardware forma fundamentais na escolha deste Sistema Operacional e deste 
Software de Comunicação. Poderiam-se utilizar Sistema Operacional e Software de 
Comunicação livres, porém sem os resultados desejados. 
Usaram-se então 2 microcomputadores para teste. O primeiro deles um 
microcomputador INTEL PentiumIII com placa mãe ASUS P3B-F  e placa de 
comunicação FAX/Modem IBM AT&T (os quais suportam o recurso) utilizado como 
Host que receberia a ligação. O segundo é um microcomputador INTEL PentiumIII com 
placa Mãe PCChips M756, a qual possui a controladora de comunicação integrada 
utilizado como o Controlador Remoto, o microcomputador que liga para o Host. 
O primeiro passo foi a configuração da BIOS da placa mãe do micro Host, 
habilitando e configurando o recurso Wake Up on Modem Ring via setup. Uma vez feito 
isso, foi necessário então configurar a plataforma e o Software de Comunicação. 
Para a troca de dados, foi então configurado o software pcAnywhere, para se ter 
um maior acesso, com uma maior segurança. 
Serão agora ilustrados mais especificamente os equipamentos e softwares 
utilizados. 
 
5.2 PLACA MÃE ASUS P3B-F 
 
Conforme descrito anteriormente, na escolha da placa mãe do microcomputador 
deve-se verificar se a mesma possui suporte ao recurso aqui estudado. Isso é feito, 
primeiramente conferindo seu manual, conforme apresentado nas figuras a seguir. 
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Figura 10 – Manual placa mãe ASUS [ASUS, 2000] 
 
Consultando o manual pode-se conferir que esta placa mãe tem suporte ao recurso 
(em destaque na figura 10). Mas as informações aqui contidas ainda não são suficientes, 
precisando conferir de maneira mais detalhada. Avançando a consulta do referido 
manual pode-se então constatar que é afirmativa a resposta, esta placa mãe suporta o 
recurso Wake up on ring e Wake on LAN, pois tem os conectores necessários, conforme 
destacado na figura 11. 
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Figura 11 – Manual placa mãe ASUS [ASUS, 2000] 
 
Agora que já se sabe que fisicamente esta placa mãe suporta o recurso, precisa-se 
saber então se sua BIOS (Basic Input Output Settings) permite a utilização do mesmo. 
Consultando a BIOS, na guia de gerenciamento de energia, pode-se então obter a 











Figura 12 – BIOS [PCCHIPS, 2000] 
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Pode-se conferir no mesmo manual, conforme figura 13, que traz inclusive uma 
breve descrição do recurso que todo o conjunto oferece suporte, restando agora apenas 
fazer uso dos mesmos, instalando e configurando-os. 
 
Figura 13 – Manual placa mãe ASUS [ASUS, 2000] 
 
5.3 PLACA MÃE PCCHIPS M756LMRT+ 
 
A configuração da segunda placa mãe representou uma tarefa mais simples, se 
comparada a anterior, primeiramente por esta ser apenas o micro controlador 
dispensando a utilização do recurso Wake Up e posteriormente por esta possuir suporte 
ao recurso aqui estudado, mas com uma vantagem, as placas controladoras de 
comunicação, FAX/Modem e Rede, já estão integradas (On Board), dispensando assim 
a preocupação em encontrar uma controladora de comunicação. Consultando o manual, 
pode-se ainda encontrar uma breve explicação do recurso e de como configura-lo, 
mesmo não sendo necessário seu uso, facilitando assim o trabalho. 




Figura 14 – Descrição placa mãe PCChips M756LMRT+ [PCCHIPS, 2000] 
 
Como visto na Figura 14, esta placa mãe também suporta o recurso aqui estudado, 
mas nos alerta de um detalhe, a alimentação da placa deve ser padrão ATX para que o 
computador possa permanecer em Stand By ou “dormindo”. Caso a alimentação seja por 
algum outro padrão, todo o recurso aqui estudado se torna nulo. Esse é um detalhe 





5.4 PLACA DE COMUNICAÇÃO IBM AT&T 
 
Esta é a placa controladora de comunicação FAX/Modem escolhida para ser 
utilizada no microcomputador Host do estudo aqui apresentado por ser compatível e por 
suportar o recurso. Seu padrão de barramento é ISA com velocidade de comunicação 
33.6Kilobits por segundo. Esta placa possui o conector Wake Up on Modem Ring e o 
cabo para então ligar à placa mãe. 
 
5.5 INSTALAÇÃO E CONFIGURAÇÃO 
 
Uma vez instalados os equipamentos, configura-se a BIOS do equipamento para 
que na opção Ring On Power On, conforme descrito na Figura 12, seja então habilitado 
o recurso. 
Uma vez configurada a BIOS, deve-se então instalar os drivers do dispositivo de 
comunicação FAX/Modem ou Rede no sistema operacional. No estudo aqui 
desenvolvido opto-se pelo FAX/Modem. O Sistema Operacional escolhido, Microsoft 
WindowsXP já possui os referidos drivers integrados a ele, dispensando assim a 
instalação via meios externos. O que contribui ainda mais para escolha deste Sistema 
Operacional, pois em uma plataforma livre, seria necessária a instalação via meios 
externos, como descrito. 
Uma vez concluído o processo de instalação dos dispositivos de Hardware, dá-se 
início então ao processo de instalação e configuração do Software de comunicação. 
Cabe salientar que o equipamento escolhido deve apresentar previamente a plataforma e 
o Sistema Operacional – com o software de comunicação escolhido – devidamente 
instalados e configurados. 
Como descrito anteriormente, o Software aqui utilizado foi o Symantec 
pcAnywhere. Este funciona nas plataformas Novell e Microsoft Windows, em todas as 
suas versões. Optamos pela plataforma Microsoft Windows, já previamente instalada e 




5.4.1 INSTALAÇÃO  E CONFIGURAÇÃO DO SOFTWARE 
 
Uma vez escolhido e devidamente adquirido o Software de Comunicação, o 
usuário passa então a usufruir de uma ferramenta muito útil, com muitos recursos e com 
muitas vantagens, como descrito neste subcapítulo. Como já dito, o Software escolhido 
foi o Symantec pcAnywhere. Dá-se então início ao processo de instalação de maneira 
muito rápida e simples, pois o CD de instalação é auto-executável, onde, ao inserir o CD 
no drive o mesmo já dá início ao processo de instalação na sua tela inicial, conforme 











Figura 15 – Tela inicial do Symantec pcAnywhere [SYMANTEC, 2001] 
 
Dentre as características do software quando da sua instalação, destaca-se a sua 
interface amigável, oferecendo ao usuário opções como, Instalação das ferramentas 
administrativas, visualização dos manuais, link para o Website do fabricante para o uso 
de Softwares Trail (Cópias de avaliação) e ainda uma ferramenta para visualização do 
conteúdo do CD e saída. 
O primeiro item, Install é aqui descrito e ilustrado na Figura 16.  
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Na tela Install o usuário tem as opções de instalação Professional que compreende 
a completude do produto, incluindo o Packager, descrito no capítulo 2.4, porém restrito 
a plataformas Servidor Microsoft Windows NT ou 2000 ou pela opção de instalação 
Individual, que como na Professional é o pacote completo, porém sem o recurso 
Packager. Está é a instalação indicada para Windows. 
São oferecidas também as opções Host Only e Remote Only correspondentes aos 
pacotes de instalação Remoto ou Host tão somente, sem que sejam instaladas as 
ferramentas adicionais do pacote completo. Se o usuário escolhe Remote Only este 
poderá apenas trabalhar como Remoto; o Mesmo aplica-se para o pacote Host Only. 
Existe ainda o pacote LAN Host, um pacote pequeno para instalação de Host 
restrito a rede local e a opção de pacote personalizado, onde o próprio usuário cria seu 




Na Figura 16 visualizamos que o sistema operacional nos oferece um “Assistente 
para novas conexões” o qual nos ajuda a criar uma conexão com a Internet, para outro 







Figura 16 – Tela Install. [SYMANTEC, 2001] 
 
No caso específico deste trabalho, optou-se pela instalação pcAnywhere for the 
Individual para o computador que atuará como Host pois é completa, não utilizando 
apenas o Packager, uma vez que não se está utilizando uma plataforma Servidor. 
 37
Ao clicar sobre o item pcAnywhere for the Individual dá-se então início ao 
processo de instalação.  
Ao iniciar a instalação, o Software apresenta um alerta, ilustrado na Figura 17, 
informando a substituição do MSGINA que controla o logon do Windows e 
conseqüentemente desativará alguns recurso da plataforma WindowsXP como a Troca 






Figura 17 – Tela de alerta do pcAnywhere [SYMANTEC, 2001] 
 
Como não difere em nada a utilização de tais recursos, opta-se então pela 
continuação do processo de instalação do Software. 
Em seguida já é apresentada a tela de boas vindas do assistente para instalação, 









Figura 18 – Tela de Boas vindas do assistente de instalação [SYMANTEC, 2001] 
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O assistente descrito na Figura 18 informa que irá instalar o Symantec 
pcAnywhere no computador. Para continuar é necessário clicar sobre o botão Next. 
Clicando sobre o botão, a tela seguinte, ilustrada na Figura 19, apresenta o 
contrato de licença de uso do Software. Essa é uma das principais relevâncias no uso 
deste Software, seu valor de mercado. É necessário ler o contrato e então dizer se aceita 
ou não os termos nele contidos para então instalar. Uma vez aceitando, o usuário está 
sujeito a responder na justiça pelo uso incorreto ou sem o pagamento das licenças ao 
fabricante. Para aceitar os termos do referido contrato, deve-se selecionar o item              
I accept the terms in the licence agreement, que traduzindo diz: “Eu aceito os termos do 
contrato de licença de uso”. Selecionado basta então clicar sobre o botão Next para a 














Figura 19 – Contrato de licença de uso do pcAnywhere [SYMANTEC, 2001] 
 
Na tela seguinte, ilustrada na Figura 20, o assistente solicita que usuário informe o 
seu nome e o nome da empresa compradores do Software. Digitando os respectivos 


















Figura 20 – Informações sobre o cliente [SYMANTEC, 2001] 
 
Dando seqüência ao processo de instalação, a tela seguinte, ilustrada na Figura 21, 
solicita ao usuário qual o tipo de instalação que o usuário deseja, se é típica ou 
customizada. Na instalação típica, recomendada para a grande maioria dos 
computadores, o Software é instalado com todos os componentes previamente 
escolhidos na segunda tela e instalado no diretório padrão. Na instalação customizada, o 
usuário pode alterar tão somente o diretório a ser instalado, pois as opções do Software 
já foram escolhidas na segunda tela, como dito anteriormente. Essa instalação requer 
14MB de espaço em disco. Por conveniência é escolhida a opção de instalação típica, 
como ilustra a Figura 21. 
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Figura 21 – Tipo de instalação [SYMANTEC, 2001] 
 
Concluídas as etapas, o assistente para instalação já está pronto então para instalar 
o programa. A tela que nos informa é ilustrada na Figura 22. Para iniciar a cópia dos 
arquivos basta clicar sobre o botão Install.  
 
Figura 22 – Tela de início da instalação [SYMANTEC, 2001] 
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Concluída a instalação, o assistente agora solicita o registro do produto para que 
se tenha aceso aos recursos que justificam o pagamento do valor da licença de uso. Os 













Figura 23 – Soluções de Suporte [SYMANTEC, 2001] 
 
Uma vez registrado, o fabricante já oferece uma atualização do produto pela 








Figura 24 – LiveUpdate [SYMANTEC, 2001] 
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Já instalado e atualizado o Software, o assistente então nos apresenta a tela de 
conclusão da instalação, como ilustra a Figura 25. 
 
Figura 25 – Conclusão da Instalação. [SYMANTEC, 2001] 
 
Concluída a instalação, o Software solicita a reinicialização do Sistema 
Operacional para que as alterações tenham efeito. Agora, com tudo pronto, deve-se 
então configurar o Software para trabalhar como Host. Para este processo então deve-se 
iniciar o Software. Em sua tela principal, ilustrada na Figura 26, ele imediatamente nos 
apresenta a configuração dos Hosts. O Software nos oferece por Default a conexão via 
Direct Connect (Conexão Direta via porta de comunicação serial), Modem (Conexão via 
telefone utilizando a porta serial da placa de comunicação e seu respectivo protocolo) e 
Network, Cable, DSL (Conexão via Rede, Internet a Cabo, DSL ou outro tipo de 
conexão utilizando a placa de Rede). Oferece ainda uma conexão personalizada pelo 
usuário, onde o próprio usuário determina qual o meio de comunicação e qual protocolo 







Figura 26 – Tela Incial do Symantec pcAnywhere [SYMANTEC, 2001] 
 
Como dito anteriormente, os estudos aqui realizados foram desenvolvidos 
utilizando a conexão via FAX/Modem com o recurso Wake Up on Modem Ring. Com 
isso o Host foi devidamente configurado para receber conexões via Modem. Apesar de 
existir a possibilidade de o usuário criar sua própria conexão, por conveniência optou-se  
por utilizar a recomendada pelo Software. A configuração da conexão contempla a 
edição de suas propriedades, onde o usuário fornece as informações necessárias. 
Mesmo já sendo oferecida pelo Software, é necessário configurar a conexão. Para 
isso, basta selecionar a conexão a ser configurada. Após selecionada deve-se editar suas 
propriedades. Este procedimento é realizado clicando com o botão direito do mouse 
sobre o ícone da conexão, pressionando as teclas Alt+Enter simultaneamente ou no meu 
File/Proprieties. Na tela de propriedades do Host, sua primeira tela, ilustrada na Figura 
27, é a das informações sobre a conexão onde o usuário informa ao software qual a 
porta de comunicações utilizada pela placa de comunicações (FAX/Modem) e qual o 
protocolo por ela utilizado. Em nosso exemplo, a porta de comunicações é COM2 e o 








Figura 27 – Propriedades da conexão Host. [SYMANTEC, 2001] 
 
Em ambos temos ainda seus detalhes, que seriam suas propriedades adicionais 
onde é possível determinar a velocidade de conexão da porta utilizada pelo 
FAX/Modem, a paridade (se existe), o controle de fluxo, como é inicializada e como é 
encerrada a conexão. Nesta última, uma das maiores vantagens deste Software, é o fato 
de permitir que a conexão seja iniciada pela indicação de uma chamada telefônica, 
fazendo assim uso do recurso aqui estudado, como ilustra a Figura 28. 




Figura 28 – Preferências do dispositivo de conexão [SYMANTEC, 2001] 
 
Para o protocolo utilizado, TCP/IP, não existem propriedades adicionais, pois o 
protocolo recebe automaticamente um endereço IP a cada conexão. Para que se tenham 
propriedades adicionais, é necessário que o Host tenha uma conexão estabelecida.  
Existe uma segunda guia de propriedades, Settings, ilustrada na Figura 29. Nela 
tem-se as opções de inicialização do Host, conexão do Modem, e algumas opções para 
os finais de conexão normais e anormais. Na inicialização do Host pode-se selecionar a 
inicialização automática ao Windows ser inicializado, descrita como Launch with 
Windows, pode-se também selecionar o bloqueio de uma estação Windows NT 
Workstation, descrita como Lock NT Workstation, pode-se ainda selecionar a execução 
minimizada no Tray do Windows. Descrito como Run minimized e a execução como um 
serviço adicional, descrito como Run as a service.  
Para a conexão do Modem, o Software oferece uma reconexão, após o tempo 
determinado pelo usuário em segundos, sem serviço. 
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Para o final de uma sessão ou conexão anormal, o Software oferece deixar o Host 
aguardando por outro usuário, cancelar o Host ou ainda aguardar um tempo, determindo 
pelo usuário em minutos, para que o mesmo usuário se reconecte. 
Todas essas configurações descritas, são ilustradas na Figura 29. 
 
Figura 29 – Configurações adicionais do Host [SYMANTEC, 2001] 
 
Na terceira guia, denominada Callers, que traduzindo significa “aquele que 
conecta” ou no Software aqui apresentado o remoto. Nessa guia iremos escolher, dentre 
os 10 serviços oferecidos, qual o método de autenticação de usuário que será utilizado. 
Como descrito no capítulo 2, este Software, oferece por Default sua própria 









Figura 30 – Configurações adicionais do Host [SYMANTEC, 2001] 
 
Escolhido o método de autenticação, no exemplo o escolhido foi o oferecido pelo 
Software como ilustrado na Figura 30, deve-se então cuidar de adicionar os usuários que 
poderão então acessar o Host e quais os privilégios que os mesmo terão.  
Para isso, basta clicar no ícone New Item (Novo usuário). Ao clicar é apresentada 
a tela de propriedades do novo Caller (Discador) ilustrada na Figura 31. Na primeira 
guia, são informados o nome de Login, sua senha e confirmação desta senha. Na 
segunda guia Callback o usuário pode então habilitar a função de reconectar em caso de 
perda da conexão, onde o Host liga para um número determinado pelo usuário caso 
aconteça uma desconexão anormal, como oferecido na tela Settings e explicado 
anteriormente.  
Na terceira guia, a mais importante, que é ilustrada na Figura 31, o usuário então 
configura os privilégios deste Caller onde pode-se selecionar entre um Superuser que 
tem permissão de controle total a máquina Host ou um Specify onde pode-se selecionar 
o que o usuário pode ou não fazer na máquina Host. Especifica-se ainda o tempo limite 
de conexão e algum comando específico a ser executado automaticamente ao usuário 
fazer logon.   
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Figura 31 – Privilégios do discador [SYMANTEC, 2001] 
 
Na quarta e última guia de configuração Callers, o Software oferece uma proteção 
extra para a configuração do usuário, uma senha adicional, diferente da senha de usuário 
para que só o administrador do Host possa alterar os privilégios dos usuários da lista. 
Na quarta guia de configuração das propriedades do Host, Security Options 
(Opções de Segurança), pode-se configurar algumas propriedades adicionais no que 
tange a segurança, muito bem desenvolvida, onde pode-se selecionar a opção de mostrar 
um texto de confirmação da conexão com um tempo limite, estabelecido pelo usuário 
em segundos, e pode-se ainda selecionar a desconexão após esse tempo limite. Pode-se 
também selecionar a opção de senhas maiúsculas ou minúsculas (Case Sensitive), o 
número de senhas inválidas (Limit login attempts per call), o tempo limite para 
conclusão do login (limit time to complete login). Pode-se selecionar também quem fica 
com o controle do teclado e do mouse durante a sessão ou conexão, se o controle é só 
do Host, se é só do remoto ou se é de ambos. Pode-se selecionar a desconexão em caso 
de inatividade e ainda selecionar a criptografia se usar.  
Na quinta guia o Software oferece a opção de conferência, onde o usuário pode 
estabelecer um endereço IP para conferência.  
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Oferece também a segurança específica para esta configuração, com uma senha de 
proteção para esta guia apenas, diferente das outras senhas utilizadas nas outras guias de 
configuração. 





















Figura 32 – Opções de segurança do Host. [SYMANTEC, 2001] 
 
 
O Software oferece ainda algumas ferramentas extras, como as opções de 
configuração do próprio Software, onde o usuário pode habilitar o serviço de gravação 
de todo o trabalho executado por um remoto no Host, pode selecionar o método de 
apresentação no vídeo, pode selecionar o nome do Host como padrão do Windows ou 
como um nome personalizado. Pode especificar modeos para operação remota, pode 
selecionar os endereços IP a serem pesquisados, pode configurar o serçi de transferência 
de arquivos, pode habilitar a gravação de arquivos LOG, serviço de impressão remota, 
serviço de criptografia, enfim, existem inúmeras opções para a personalização do 
Software, atendendo assim toda e qualquer necessidade no usuário. Mas tudo com isso 
com a relevância de ser proprietário e ter um custo elevado. 
Para o computador que será usado como remoto, a instalação segue os mesmos 
passos nesse capítulo descrito, mudando apenas o tipo de instalação, que ao invés de ser 
completa, passa a ser apenas remoto, um pacote muito menor. 
 50
Na versão remoto, o usuário escolherá o meio de comunicação a ser utilizado para 
o acesso, como no Host, criará sua nova conexão ou usura alguma das oferecidas como 
default pelo Software e configurará a mesma para acessar o Host  desejado. 
Tornam-se válidas para o serviço remoto todas as explicações do serviço Host, 
pois o remoto é muito mais simples. 
Seguindo os passos aqui descritos, o usuário está apto a trabalhar com o Software 
aqui apresentado e fazer uso do recurso tema dessa dissertação. 
Abre-se então aqui o espaço para estudos futuros, para o desenvolvimento de um 
Software tão bom quanto o aqui apresentado mas com a vantagem de se livre ou aberto, 




































Atendendo a proposta inicial deste trabalho, foi desenvolvido um estudo de 
aplicação que utiliza o recurso Wake Up.  Como apresentado na introdução deste, não 
existem bibliografias, não existem referenciais teóricos conceituais, dificultando muito 
o desenvolvimento destes estudos. Foram necessários meses de pesquisa e estudo em 
busca de conhecimento, consultando manuais de produtos, em sua grande maioria 
escritos em língua estrangeira, consultando materiais de cursos extra curriculares de 
certificação para que se atingisse o ápice no conhecimento deste recurso para conclusão 
destes estudos.  
Com todo o conhecimento adquirido, testaram-se o funcionamento, a 
implementação e a configuração dos dispositivos de Hardware e Software obtendo o 
êxito no uso recurso, podendo ligar e desligar um computador à distância, trabalhar com 
o mesmo, fazendo uso de todos os serviços, de todos os recursos disponíveis, tudo isso 
de qualquer lugar, trabalhando em seu micro como se estivesse a frente do mesmo, mas 
com um detalhe de fundamental importância, tudo isso é feito remotamente, não 
importando quanto distante se encontra.  
Um tema de fundamental importância nesse estudo foi a segurança. O Software 
estudado fornece ótima segurança em todos os níveis, desde a criptografia dos arquivos 
até a segurança nas configurações do Software. É de fundamental importância, pois uma 
das principais vantagens desse recurso é o acesso as informações de qualquer lugar, a 
qualquer hora, mesmo com o equipamento desligado e sem ninguém para ligá-lo. O 
acesso às informações, cada dia se torna mais importante, e essas informações são cada 
vez mais valiosas para seus proprietários. 
O estudo aqui apresentado serve de referencial teórico conceitual e serve também 
como uma espécie de manual que ilustra passo a passo cada um dos procedimentos. 
Com esse material em mãos, qualquer usuários, por mais leigo que seja, é capaz de 
colocar em funcionamento o recurso e o Software. 
Ao final, são propostos aqui estudos futuros. Desde o desenvolvimento de 







Asymmetric Digital Subscriber Line, Tecnologia de transmissão de dados em alta 
velocidade através de linha telefônica comum. No downstream (tráfego de dados na 
direção do usuário), a ADSL atinge de 1,5 a 9 megabits por segundo (Mbps). E no 
upstream, as taxas vão de 16 a 640 kilobits/segundo (Kbps). É necessário instalar 
modems ADSL nas duas pontas. 
 
BIOS  
Sigla de Basic Input/Output System (Sistema Básico de Entrada/Saída de Dados) 
também conhecida como o SETUP do computador. Programa carregado em um chip 
que fica na placa-mãe e gerencia a configuração básica do computador. O BIOS são 
rotinas que dão instruções para controle dos procedimentos de entrada e saída de dados 
entre um computador e periféricos e gerenciamento dos dispositivos padrão, como 
placas de som e vídeo e impressora. 
 
BIT  
Binary Digit, unidade básica de um computador. Representa a quantidade mínima 
de informação que se pode transmitir ou processar 
 
BYTE  




Sigla de Central Processing Unit (Unidade Central de Processamento). Trata-se 
do núcleo e componente principal de um computador, que tem a função de processar e 
controlar todas as operações executadas. Também chamada de processador. 
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CRIPTOGRAFIA É a técnica de codificar e decodificar uma mensagem ou 
mesmo um arquivo utilizando um código secreto. Com o propósito de segurança, das 
informações nela contidas, 
 
DADO  
Termo genérico, utilizado para designar números, letras ou outros caracteres 
existentes em um computador. 
 
DIAL-UP  
Programa usado para acessar outros computadores, através de um modem e de 
uma linha telefônica. Designação de um tipo de ligação ou de um ato de ligação à 
Internet, neste caso pelo estabelecimento de uma chamada Dial, para um computador, 
através de um modem. Método de acesso a uma rede ou computador remoto via rede 
telefônica, discando o número onde está a rede ou computador 
 
DIGITAL  
Representação de dados ou quantidades físicas na forma numérica. Em 
computadores esses dados são operados pelo sistema binário, um sistema de numeração 
em que os dígitos são representados apenas pelos números 0 e 1. 
 
DRIVER  
Programa que gerencia um dispositivo de entrada e/ou saída de um computador. 
Exemplos: driver de impressora, de placas de vídeo, de placas de som. 
 
E-MAIL  
(CORREIO ELETRÔNICO) Sistema que permite enviar e receber mensagens 
entre os computadores conectados a uma rede. Uma string que identifica um usuário, 
permitindo que este usuário possa receber mensagens de correio eletrônico da Internet. 
Um endereço de correio eletrônico costuma ser formado por um nome que identifica o 
usuário para o servidor de correio eletrônico, seguido de um sinal de arroba @, do nome 




Padrão mais popular de redes no qual os computadores são conectados por cabos. 
Foi desenvolvido pela Xerox. Arquitetura de redes local, baseado na norma IEEE 802.3, 
que define o método de disputa para redes. Utiliza uma topologia em estrela ou de 
barramento e se baseia na forma de acesso conhecida como CSMA/CD ( Carrier Sense 
Multiple Access with Collision Detection) para controlar o tráfego nas linhas de 
comunicação. Os nós da rede são ligados por cabos coaxiais, por cabos de fibra ótica ou 
por fios de pares trançados. 
 
FIREWALL  
Parede de Fogo. É a medida de segurança que pode ser implementada para limitar 
o acesso de terceiros a um determinada rede ligada à Internet. Os mecanismos de 
implementação são variados, percorrendo variados tipos de controle por software ou 




Sigla de File Transfer Protocol  (Protocolo de Transferência de Arquivos).  
Sistema utilizado para transferir arquivos de computadores da Internet para seus 
usuários e vice-versa. 
 
HARDWARE  
Constitui todas as partes físicas, elétricas e mecânicas de um computador: placas 
de vídeo, som, impressora, modem, placa-mãe e fonte de alimentação. Significa 
literalmente "partes pesadas".  
 
HIPERTEXTO  
Forma de apresentação da informação em que imagem, texto, som e outras mídias 
estão ligados, de modo que o usuário possa utilizá-los a qualquer momento e em 
qualquer ordem, bastando para isso clicar com o mouse sobre um de seus elementos, em 




Sigla de Hypertext Markup Language (Linguagem Marcada em Hipertexto). 




Concentrador. É um dispositivo que une linhas de comunicação em um local 
central, fornecendo uma conexão comum a todos os dispositivos da rede 
 
KBPS 
Kilobits por segundo. Medida de transferência de dados ou velocidade de rede. 
Equivale a 1000 bits por segundo 
 
LAN 
Sigla de Local Area Network (Rede de Área Local).Trata-se de um sistema de 
comunicação entre computadores instalados em um mesmo escritório ou edifício. 
Graças a esse tipo de rede é possível a várias pessoas compartilhar dos mesmos 
periféricos (de uma mesma impressora, por exemplo) e acessar as mesmas informações. 
Normalmente utilizada nas empresas para interligação local dos seus computadores. 
Existem várias tecnologias que permitem a realização de uma rede local, sendo as mais 
importantes, a Ethernet e o Token Ring 
 
LINK 
Elo ou Ligação. Conexão entre um elemento de um documento de hipertexto, 
como uma palavra, expressão, símbolo ou imagem, e outro elemento do documento, 
outro documento de hipertexto, um arquivo ou um script. O usuário ativa o vínculo 
dando um clique sobre o elemento vinculado, que é geralmente sublinhado ou 
apresentado em uma cor diferente do restante do documento para indicar que o 
elemento está vinculado. Os links são indicados em um documento de hipertexto através 
de tags de linguagens de marcação, como a SGML e a HTML. Em geral, essas tags não 




Identificação de um usuário em um computador. Acesso a um computador via 
rede para execução de comandos. Para todos os efeitos, o computador local que "loga" 
em um servidor ou host. 
 
MODEM 
Contração de Modulador-Demodulador. Conversor de sinais analógicos (linha 
telefônica) em sinais digitais (microcomputador) e vice-versa. Dispositivo de hardware 




Também chamada de motherboard. É a unidade que contém todos os elementos 
básicos para o funcionamento de um computador. Na placa-mãe estão a CPU, as placas 
de memória, de som, de vídeo, modem, etc. 
  
PLACA DE COMUNICAÇÃO 
Dispositivo de Hardware utilizado para comunicar o micro a outro micro ou a uma 
rede. Podem ser placa de FAX/Modem, placa de Rede, placas USB ou até mesmo pode-




Conjunto de dispositivos conectados entre si, através de cabos ou linhas 
telefônicas que partilham os mesmos recursos como impressoras ou unidades de disco. 
O mesmo que network. 
 
SOFTWARE 
Conjunto de instruções que, carregadas no computador, fazem com que este 
execute diversas tarefas. Os programas feitos para você trabalhar no computador, como 
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