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Tato práce popisuje mobilní systémy druhé, třetí a čtvrté generace se zaměřením na 
problematiku uživatelské roviny. Pro tuto rovinu jsou rozebrány klíčové výkonnostní 
indikátory. Dále je rozebrána analýza základních datových služeb a požadavků na jejich 
kvalitu. V práci také byly popsány zásobníky protokolů uživatelské roviny. 
KLÍČOVÁ SLOVA 




The thesis describes the 2G, 3G and 4G mobile systems  with a focus on the user plane. 
It decipt the problem of key performance indicators focusing on the characteristics of the 
user plane. It contains analysis of the basic data transmission services and requirements 
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V této práci se zkoumá uživatelská rovina mobilních sítí 3.9. a 4. generace, její vlastnosti, 
používané technologie a protokoly a také relevantní rozhraní subsystémů LTE, EPC 
a IMS. Je popsána problematika řízení zahlcení a prioritizace toků  v uživatelské rovině. 
Fungování mobilních celulárních sítí čtvrté generace se v dnešní době stalo 
hmatatelnou realitou. Standardy čtvrté generace - LTE Advanced (LTE-A) a Mobile 
WiMAX Release 2 (tak známý WirelessMAN-Advanced nebo IEEE 802.16m), které 
poskytují ještě větší rychlost přenosu dat (a tedy zlepšují kvalitu nabízených služeb pro 
uživatele) při současném snížení nákladů na provoz telekomunikačních zařízení. 
LTE (Long-Term Evolution) je technologie organizace sítí bezdrátové 
komunikace, která je založená na IP technologiích. Jejíž hlavním rozdílem od 
předchozích generací je vysoká rychlost přenosu dat. Standard LTE byl vyvinut 
a schválen mezinárodním partnerstvím 3GPP. Rychlost přenosu dat podle standardu 
3GPP LTE teoreticky dosahuje 326,4 Mbit/s od základnové stanice k uživatelskému 
terminálu a 172,8 Mbit/s v opačném směru. Rádius působení základnové stanice LTE je 
přibližně pět kilometrů, ale při dost vysoce vztyčené anténě ona může mít rádius působení 
až 30 km nebo dokonce až do 100 km. 
LTE nemůže být nazýván „následující fází rozvoje 3G“, je to zásadně odlišné 
řešení, přechod od systémů třídy CDMA (WCDMA) k systémům OFDMA, a také 
přechod od systémů s přepojováním kanálů k systémům paketového přenosu dat (e2e IP). 
Přechod k LTE vyžaduje využití nového kmitočtového spektra. Je to nutné pro zajištění 
širokého kanálu přenosu dat. Při uskutečnění hovoru nebo přenosu dat ze zóny pokrytí 
LTE můžou být přenášeny bez přerušení do sítí 3G (WCDMA), CDMA2000 nebo 
GSM/GPRS/EDGE. 
Hlavním úkolem vývojářů LTE byl prudký vzrůst rychlosti přenosu dat. Což se 
jim podařilo, čímž také snížilo náklady na přenos dat, rozšířilo nabídku mobilních služeb 
(a snížit jejích cenu), zvýšilo flexibilitu využití jíž existujících systémů. Zejména, LTE 
může pracovat v různých frekvenčních pásmech od 1,4 MHz do 20 MHz, a také s 
využitím různých technologií rozdělení: FDD (frekvenční) a TDD (časové). 
 LTE je lepší než jiné bezdrátové standardy, používá frekvenční spektrum, má 
zvýšenou kapacitu a menší hodnoty zpoždění (latence). Významné zvýšení rychlosti 
přenosu dat umožňuje použití v LTE sítích takových multimediálních a Web 2.0 služeb, 
jako jsou multiplayer on-line hry, sociální sítě, videokonference, monitorovací systémy, 
Saas-aplikace, atd. Také LTE-sítě podporují MBSFN (Multicast Broadcast Single 
Frequency Network) a to umožňuje zavádět plnohodnotnou mobilní televize jako 
protiváhu několika nepříjemnému DVB-H. 
 Aktuální nyní standard LTE Rel.12 umožňuje současný provoz až 200 aktivních 




1 ROZVOJ MOBILNÍCH SÍTÍ 
1.1 Mobilní síť první generace: analogový přenos hlasu 
Mobilní rádiové telefony se občas používaly v námořních a vojenských komunikací 
během prvních desetiletí 20. století. V roce 1946, v St. Louisu byl zařízen první systém 
automobilových telefonů. On měl jeden velký vysílač umístěný na střeše vysoké budovy, 
a jediný kanál příjmu a vysílání dat. Pro zahájení konverzaci, bylo nutné zmáčknout 
tlačítko, které zapínalo vysílač a vypínalo přijímač. Takové systémy existovaly 
v některých městech na konci 50. let. CB rádiové systémy používané v taxi a policejních 
autech často využívají stejnou technologii.[16] 
V roce 1960 vznikl vylepšený systém mobilní telefonie (IMTS, Improved Mobile 
Telephone System). On také používal výkonný (200 W) vysílač upevněný na vrcholu 
hory, ale měl už dva frekvenční kanály: jeden pro odesílání a druhý pro příjem dat. Proto 
nebylo již potřebné tlačítko mikrofonu. Díky k rozdělení příchozích a odchozích kanálů 
uživatelé mobilních telefonů nemohli slyšet cizí rozhovory (na rozdíl od CB systémů 
používaných v taxi). 
IMTS podporuje 23  kanálů v pásmu 150 až 450 MHz. [14]Vzhledem k malému 
počtu kanálů, uživatelé často museli dlouho čekat na uvolnění linky. Kromě toho, kvůli 
silnému výkonu vysílače sousední systémy měly být umístěny ve vzdálenosti několika 
set kilometrů od sebe, aby se zabránilo interferenci signálů. Z důvodu nízké kapacity se 
tento systém považuje za nepraktický. 
1.1.1 Pokročilá mobilní telefonie (AMPS) 
Vše se změnilo se vznikem systému pokročilé mobilní telefonie (AMPS, Advanced 
Mobile Phone System). Byl vynalezen společností Bell Labs a jako první založen v USA 
v roce 1982. Byl také používán v Anglii, kde se nazýval TACS, a v Japonsku - pod 
názvem MCS-L1. Nehledě na to, že se takový systém formálně přestal používat v roce 
2008, bude dobře jeho popsat pro pochopení kontextu systémů 2G a 3G, které ho zlepšily. 
 V každém mobilním telefonním systému geografické oblasti pokrytí jsou 
rozděleny na buňky. V AMPS velikost buněk je zpravidla 10 až 20 km, v digitálních 
systémech buňky jsou ještě menší. Každá buňka pracuje na svých frekvencích, které jsou 
odlišné od sousedních. Základní myšlenkou telefonního systému AMPS je rozdělení 
oblasti na relativně malé buňky a použití stejných frekvencí v různých (ale ne sousedních) 
buňkách poskytuje mnohem větší možnosti, na rozdíl od předchozích systémů. Zatímco 
se potřebuje v systému IMTS na území průměrem 100 km pro každý hovor vlastní 
frekvenci, AMTS systém by se mohl skládat ve stejné oblasti ze sta desetikilometrových 
buněk a podporovat 5 až 10 volání na stejné frekvenci ve velmi vzdálených od sebe 
buňkách. [16] Kromě toho, malá velikost buněk znamená menší potřebnou výkon 




Obr.  1.1: V sousedních buňkách se používají různé frekvence (vlevo), pro zvýšení počtu uživatelů 
se může použít buňky menší velikosti (vpravo) 
 Myšlenka opětovné použití frekvence je znázorněna na Obr. 1.1. Buňky mají tvar 
podobný kruhu, ale je snadněji reprezentovat je jako šestiúhelníky. Na pravém obrázku 
všechny buňky máji stejnou velikost a jsou sloučeny do skupiny, sedm buněk v každé. 
Každé písmeno odpovídá konkrétní sadě frekvencí. Mezi buňkami se stejnými 
frekvencemi je nárazník šířkou dvě buňky, ve kterém tyto frekvence nejsou použity. To 
zajišťuje dobré rozdělení signálů se stejnou frekvencí a nízkou hlučností. 
Hlavním úkolem je najít vhodné vyvýšenosti pro umístění antén bázových stanic. 
Pro vyřešení toho problému mnozí telekomunikační operátoři uzavřeli dohody s římsko-
katolickou církví, protože poslední vlastní velké množství vysokých budov v různých 
zemích.  
Jestli v určitém regionu vyrůstá počet uživatelů natolik, že se systém přeplní, to 
v tom případě se výkon vysílače zmenšuje a přeplněné buňky se rozdělují do menších 
buněk (Microcells), jak je znázorněno na Obr. 1.1. Telefonní společnosti někdy vytváří 
dočasné mikrobuňky pomocí přenosných antén během velkých sportovních akcí, 
koncertů a v dalších místech, kde je velký počet uživatelů mobilní síti soustředěn během 
několika hodin. 
V centru každé buňky je bázová stanice (BS), se kterou se spojují všechny 
telefony, které jsou v její oblasti provozu. BS se skládá z počítače a přijímače/vysílače 
připojeného k anténě. V malých systémech všechny BS jsou spojeny s jedním zařízením 
MTSO (Mobile Telephone Switching Office) nebo MSC (Mobile Switching Center). 
Velký systém může vyžadovat několik komutátorů, které jsou spojeny s komutátory 
druhé úrovně, atd. Komutátory mobilních telefonů jsou analogy koncových telefonních 
ústředen a spojují se s alespoň jedním koncovým komutátorem běžného telefonního 
systému. Komutátory mobilních telefonů komunikují s BS, mezi sebou a s veřejnou 
komutovanou telefonní sítí pomocí komutace paketů. 
V každém okamžiku se mobilní telefon logicky nachází v zóně provozu jedné 
buňky a je řízen BS této buňky. Pokud telefon fyzicky opustí buňku, její BS si všimne 
útlumu signálu a dotazuje všechny okolní stanice, jak dobře slyší signál tohoto telefonu. 
Poté, BS předává řízení daného mobilního telefonu buňce, která přijímá od něj nejsilnější 
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signál, a tím určuje buňku, do které se přesunul mobilní telefon. Hned potom telefon je 
informován o přechodu na vedení nové BS, a pokud se uskutečňuje v ten okamžik hovor, 
bude telefonu nabídnuto přepnutí na nový kanál (protože v sousedních buňkách stejné 
frekvenci kanály nejsou používány). Tento proces se nazývá handover a trvá přibližně 
300 ms. Přiřazení kanálu provádí komutátor mobilních telefonů, který je centrem 
systému. Bázové stanice jsou jen rádio opakovače. 
1.1.2 Kanály 
AMPS systém používá pro rozdělení kanálů multiplex s frekvenčním dělením (FDM). 
Ten používá 832 duplexních kanálu, z nichž se každý skládá z dvojice simplexních 
kanálů. Taková struktura se nazývá FDD (Frequency Division Duplex). 832 simplexních 
kanálů jsou umístěny v pásmu 824 až 849 MHz a další 832 simplexních kanálů příjmu 
v 869 až 894 MHz. Šířka každého kanálu je 30 kHz. [16] 
Všechny 832 kanálů mohou být rozděleny do čtyř kategorií.  
1. Rídicí kanály (od BS k mobilnímu telefonu) pro ovládání systému.  
2. Paging kanály (od BS k mobilnímu telefonu) pro odesílání zpráv uživatelům.  
3. Přístupové kanály (obousměrné) pro připojení a přiřazení kanálů.  
4. Datové kanály (obousměrný) pro přenos hlasu, faxu nebo dat. 
Pro řízení se rezervuje 21 kanálů. Vzhledem k tomu, že stejnou frekvenci nelze 
použít v sousedních buňkách, počet hlasových kanálů, které jsou k dispozici v rámci jedné 
buňky, je mnohem menší než 832 - obvykle kolem 45. 
1.1.3 Řízení volání 
Každý mobilní telefon v systému AMPS má 32-bitové pořádkové číslo a 10-místné 
telefonní číslo, která jsou uložena v ROM (Read-Only Memory) telefonu. Telefonní číslo 
obsahuje 3-místný kód oblasti, který zabírá 10 bitů, a 7-místné číslo účastníku, které 
zabírá 24 bitů. Při zapnutí telefon prohledá pre-naprogramovaný seznam 21 řídicích 
kanálů, ve kterém hledá nejsilnější signál. Pak telefon vysílá své 32-bitové pořadové číslo 
a 34-místné telefonní číslo. Stejně jako řídicí informace v systému AMPS, tento paket je 
odeslán v digitální formě několikrát, s využitím samoopravného kódování, ačkoli hlasové 
kanály jsou analogové. [14,16] 
 Když bázová stanice přijímá tento signál, vysílá zprávu komutátoru mobilního 
centra, které zachycuje nového uživatele a informuje „domácí“ komutátor účastníku 
o jeho nové poloze. Obvykle se mobilní telefon registruje každých 15 minut. 
 Pro volání z mobilního telefonu, majitel zapíná telefon, zadává volané číslo 
a mačká tlačítko CALL. Telefon odesílá volané telefonní číslo spolu se svými 
identifikátory přes přístupový kanál. Pokud dojde ke kolize, telefon zkusí pokus později. 
Když bázová stanice obdrží dotaz, uvědomuje o tom vypínač. Pokud volající je 
zákazníkem poskytovatele, který je vlastníkem tohoto komutátoru (nebo jednoho z jeho 
partnerů), tehdy komutátor hledá pro něho volný kanál. Pokud se takový kanál najde, to 
číslo kanálu se posílá zpět přes řídící kanál. Poté se mobilní telefon přepne automaticky 
na zvolený hlasový kanál a čeká, až volaný účastník odpoví. 
 Příchozí hovory se zpracovávají jinak. Nacházející se v standby režimu telefony 
neustále odposlouchává pagingový kanál, čeká adresované jim zprávy. Když přichází 
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volání na mobilní telefon, paket se odesílá na „domácí“ komutátor volaného, kterému by 
měla být známa aktuálního umístění účastníka. Tento paket se přeposílá na BS v jeho 
současné buňce, která posílá přes pagingový kanál zprávy typu: „Element 14, jste tady?“ 
Při tom, telefon, kterému volají, přes řídící kanál, odpoví: „Ano“. Bázová stanice ho 
informuje: „Element 14, máte volání na kanálu 3.“ Poté se mobilní telefon přepne na 
kanál 3 a začne pípat. 
1.2 Systémy druhé generace 
1.2.1 GSM 
Architektura GSM sítí 
GSM síť se skládá z několika funkčních objektů, jejichž funkce a rozhraní jsou 
znázorněny na Obr. 1.2. Tento obrázek ukazuje všechny komponenty, které jsou popsané 
v této kapitole. 
GSM síť má tří základní částí. Mobilní stanice (MS), které se pohybují 
s účastníkem. Bázový subsystém (BSS, Base Station Subsystem), který řídí rádiové 
spojení s mobilními stanicemi. Podsystém komutace (SSS, Switching Subsystem), jehož 
hlavní částí je ústředna mobilní síti (MSC, Mobile service Switching Centre), ona provádí 
komutaci mezi mobilními stanicemi a mezi uživatele mobilních nebo pevných sítí. MSC 
také řídí kontrolu spojenou s pohybem účastníka. MS a bázový subsystém komunikují 
přes rádio rozhraní Um. Bázový subsystém komunikuje s ústřednou mobilní sítě přes A-
rozhraní. [20,9] 
 
Obr.  1.2: Architektura sítě a rozhraní GSM 
ADC Administration Сеntеr   administrativní centrum 
AuC Authentication Center   autentizační centrum 
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BTS Base Transceiver Station   soustava bázových transceiverů 
BSC Base Station Controller   kontrolér bázových stanic 
BSS Base Station Systém    bázový subsystém 
EIR Equipment Identity Register   registr pro identitu zařízení 
HLR Home Location Register   domovský registr 
ISDN Integrated Services Digital Network  digitální síť integrovaných služeb 
MS Mobile Station    mobilní stanice 
MSC Mobile Switching Center   ústředna mobilní sítě 
NMC Network Management Center  centrum managementu sítě 
OMC Operation аnd Маintеnаnсе Сеntеr  provozní a servisní centrum 
PDN Public Data Network    veřejná datová síť 
PSTN Public Switched Telephone Network veřejná komutovaná telefonní síť 
SSS Switching Subsystem    komutační subsystém 
VLR Visitor Location Register   registr návštěvníků 
ТСЕ Transcoder Equipment   transkóder 
Mobilní stanice 
Mobilní stanice (MS) se skládá z mobilního terminálu a identifikační karty účastníka tzv. 
SIM kartou (Subscriber Identification Module) s integrovaným obvodem, který obsahuje 
mikroprocesor. SIM karta poskytuje přístup uživatele k placeným službám bez ohledu na 
využívaný terminál. Vložením SIM karty do jiného terminálu GSM, může uživatel volat 
a přijímat hovory z tohoto terminálu a získávat další služby. 
Mobilní terminál se jednoznačně identifikuje pomoci mezinárodního 
identifikačního kódu (identifikačního čísla) mobilního zařízení IMEI (Intemational 
Mobile Equipment Identity). SIM karta obsahuje jedinečný identifikátor mobilního 
účastníka IMSI (Intemational Moblle Subscriber Identity), který se používá k identifikaci 
účastníka, tajný kód pro autentizaci a další informace. SIM karta může být chráněna proti 
neoprávněnému použití heslem nebo identifikačním číslem. 
Používají se tři typy koncových zařízení mobilního terminálu: MT0 (Mobile 
Terminal O) - multifunkční mobilní terminál, která obsahuje datový terminál pro přenos 
a příjem dat a hlasu, MT1 (Mobile Terminal 1) - mobilní terminál s možností komunikace 
přes ISDN, MT2 (Mobile Terminal 2) - mobilní terminál s možností připojení terminálu 
pro komunikaci pomoci protokolů CCITT  sérií V nebo H. 
Koncové zařízení (TE, Terminal Equipment) se může skládat z jednoho nebo více 
typů zařízení, jako je telefonní sluchátko s číselnicí, zařízení pro přenos dat (DTE), telex, 
atd. 
Rozlišují se následující typy terminálů: TE1 (Terminal Equipment 1) - koncová 
zařízení, poskytující připojení k ISDN, TE2 (Terminal Equipment 2) - koncová zařízení, 
poskytující spojení s jakýmkoliv zařízením pomoci protokolů CCITT sérií V nebo X 
(připojení k ISDN neposkytuje). Terminál TE2 může být připojen jako doplnění k MT1 
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přes terminálový adaptér TA. 
Bázový subsystém 
Bázový subsystém se skládá ze dvou typů zařízení: soustavy bázových transceiverů (BTS 
- Base Transceiver Station) a kontrolérů bázových stanic (BSC-Base Station Controller). 
Oni komunikují přes standardizované rozhraní Abis (viz Obr. 1.2). 
 Na BTS se nachází transceiver, který pro jednu konkrétní buňku implementuje 
protokoly interakce rádiové linky s mobilním terminálem. Ve velkém městě je obvykle 
rozmístěno velké množství BTS. Proto základní požadavky na BTS jsou trvanlivost, 
spolehlivost, portabilnost a nízká cena.[10] 
Kontrolér bázových stanic řídí rádiové zdroje jedné nebo více BTS. On řídí výběr 
a vytvoření připojení přes rádiokanál skokem frekvence a handoverem, tak jak bude 
uvedeno níže. BSC se připojuje mezi BTS a ústřednou mobilní sítě (MSC). 
Síťový subsystém NSS 
Ústředna mobilní sítě MSC 
Centrální element síťového subsystému je ústředna mobilní sítě (MSC). Ona funguje jako 
normální komutační uzel veřejné komutované telefonní sítě (PSTN) nebo digitální sítě 
integrovaných služeb (ISDN). Kromě toho, ona poskytuje veškeré funkce mobilnímu 
účastníkovi, jako je registrace, autentifikace, aktualizace umístění,  handover a směrování 
hovorů při pohybu objektu. Tyto funkce se poskytují společně několika funkčními 
objekty, které dohromady tvoří komutační subsystém. MSC poskytuje připojení 
k pevným sítím, jako jsou například telefonní sítě PSTN nebo ISDN. Při přenosu signálů 
mezi funkčními objekty v komutačním subsystému síti se používá společný kanál 
signalizace SS7, který se také používá v ISDN a  ve veřejných sítích. 
Ústředna mobilní sítě obsluhuje skupinu buněk a umožňuje veškeré typy 
připojení, které potřebuje během provozu mobilní terminál. MSC je analogická ústředně 
ISDN a implementuje rozhraní mezi pevnými sítěmi (PSTN, PDN, ISDN, atd.) a mobilní 
komunikační sítí. Ona poskytuje směrování volání a funkce pro správu hovorů. Kromě 
vykonání funkcí ústředny ISDN, ústředně MSC se přidělují funkce komutace rádiových 
kanálů. Patří mezi ně předání, během kterého se dosahuje kontinuita spojení při pohybu 
mobilního terminálu mezi buňkami a přepojování pracovních kanálů v buňce při existenci 
poruch nebo interference. 
Každá MSC zajišťuje obsluhování mobilních účastníků umístěných v rámcích 
určité zeměpisné oblasti (např. Praha a okolí). MSC řídí procedurami navázání spojení 
a směrování. Pro PSTN MSC poskytuje funkce signalizace SS7, přepojování hovorů 
a podporuje další druhy rozhraní v souladu s požadavky konkrétního projektu. [16] 
MSC generuje data potřebné pro fakturaci za poskytované sítí služby, 
shromažďuje data o provedených rozhovorech a přenáší je do centra vyúčtování. MSC 
také generuje statistické data nezbytné pro kontrolu provozu a optimalizaci síti, podporuje 
bezpečnostní procedury používané pro řízení přístupu k rádiokanálům. 
MSC se nejen účastní v řízení volání, ale také řídí procedury registrace umístění 
a předávání řízení terminálem, kromě předávání řízení v bázovém subsystému (BSS). 
[20] Registrace umístění mobilních terminálů je nutná pro zajištění přenosu volání 
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pohybujícím účastníkům od účastníků PSTN nebo jiných mobilních účastníků. Procedura 
přesměrování volání umožňuje udržovat připojení a poskytovat vedení rozhovoru, když 
se mobilní terminál pohybuje z jedné buňky do jiné. Přesměrování hovorů v buňkách 
řízených jedním kontrolérem bázových stanic se uskutečňuje tímto BSC. Když se 
přesměrování volání provádí mezi dvěma sítěmi provozovanými různými BSC, to v tom 
případě prvotní řízení probíhá v MSC. V standardu GSM jsou také předvídány procedury 
pro přesměrování volání mezi sítěmi (kontroléry), které patří k různým MSC. MSC 
vykonává průběžný sledování mobilních terminálů pomocí domovského registru HLR 
(Ноте Location Register) a registr návštěvníků VLR (Visit Location Register). 
Domovský registr HLR 
Domovský registr HLR je síťový prvek, který obsahuje podrobné informace o každém 
uživateli. HLR je schopen spravovat informaci o stovky tisíc uživatelů. 
 V síti GSM přenos signálu je založen na protokolu je SS7 (Signalling System 
Number 7). Použití protokolu SS7 je doplněno protokolem MAP (Mobile Application 
Part) pro speciální mobilní signalizaci. Zejména protokol MAP se používá pro výměnu 
informací o uživateli a jeho umístění mezi HLR a dalšími síťovými prvky, jako je MSC. 
Pro každého uživatele HLR podporuje konverzi jedinečného identifikátoru 
mobilního účastníka IMSI (International Mobile Subscriber Identity) do účastnického 
čísla mobilního účastníka (MSISDN). Z bezpečnostních důvodů, IMSI se zřídka přenáší 
přes rádiové rozhraní a je známý pouze v rámci pevné sítě GSM. Jedinečný identifikátor 
mobilního účastníka IMSI je navržen v souladu s formátem [ITU-E.212]. Na rozdíl od 
IMSI, MSISDN identifikuje uživatele mimo své sítě GSM. MSISDN je navržen v souladu 
s formátem [ITU E.164] (např. +7 913 345 6782) . 
1.2.2 Základní principy sítě GSM 
Vnitřní rozhraní GSM 
Vnitřní síťová rozhraní GSM [9,16] jsou zobrazeny na Obr. 1.2 výše a uvedeny v Tab. 
1.1. 
Tab.  1.1: Typy vnitřních rozhraní GSM 














A-rozhraní. Rozhraní mezi MSC a BSS (Base Station Subsystem - BSC + BTS) 
zajišťuje přenos zpráv pro řízení BSS, přenos volaní (handoveru) a pro předání řízení 
terminálem při změně umístění. A-rozhraní integruje komunikační kanály a kanály 
signalizace. Kanály signalizace používají SS7. Úplná specifikace rozhraní je v souladu 
s řadou 08 doporučení ETSI / GSM. 
B-rozhraní. Rozhraní mezi MSC a VLR. Používá se, když MSC potřebuje určit 
polohu mobilního terminálu a ona se obrací na VLR. Pokud mobilní terminál iniciuje 
změnu umístění, to MSC informuje svůj VLR, který zapisuje všechny změny do svých 
registrů. Tato procedura nastane, když se MS přesouvá z jedné oblasti do druhé. Pokud 
účastník požádá o další služby nebo mění některé ze svých údajů, MSC informuje VLR, 
který registruje změny a pokud je to nutné sděluje je HLR. 
C-rozhraní. Toto rozhraní se používá pro komunikaci mezi MSC a HLR. MSC 
může poslat zprávu HLR k ukončení komunikační relace, aby účastníkovi byl rozhovor 
vyúčtován. Pokud pevná telefonní síť není schopna provést navázání spojení s mobilním 
terminálem, MSC může dotazovat HLR pro určení umístění účastníka a směrování volání 
MS. 
D-rozhraní. Rozhraní mezi HLR a VLR se používá k prohlubování výměny údajů 
o poloze mobilního terminálu, řízení procesu komunikace. Mezi hlavní služby 
poskytované mobilnímu uživateli, patří poskytování možnost odesílat nebo přijímat 
zprávy bez ohledu na umístění. Proto HLR musí doplňovat své údaje. VLR informuje 
HLR o poloze MS, řídí jí a mění informaci během aktualizaci umístění, odesílá veškeré 
nezbytné informace k zajištění obsluhování mobilního terminálu. 
E-rozhraní. Rozhraní mezi MSC zajišťuje interakci mezi různými MSC během 
handoveru  - „předání“ účastníka ze zóny do zóny při jeho pohybu během relaci bez jejího 
přerušení. 
Abis-rozhraní. Používá se pro komunikaci mezi BTS a BSC a je stanoveno 
doporučením ETSI / GSM pro procesy zahájení spojení a správu zařízení. Přenos se 
uskutečňuje digitálními toky s rychlostí 2,048 Mbit / s. Je možné použití fyzické rozhraní 
s rychlostí 64 kbit / s. 
O-rozhraní. Rozhraní je určeno pro komunikaci BSC s ОМС, používá se v sítích 
s paketovou komutací X.25 (na Obr. 1.2 není zobrazeno). 
M-rozhraní. Vnitřní rozhraní kontroléru bázových stanic umožňuje komunikaci 
mezi různými zařízeními BSC a transkóderem TCE. Používá metodu PCM s rychlostí 
2,048 Mbit / s a umožňuje uspořádat z čtyř kanálů 16 kbit/s jeden kanál s rychlostí 64 
kbit/s. 
Um-rádio rozhraní. Rozhraní mezi MS a BTS je stanoveno v 4. a 5. sériích 
Doporučení ETSI / GSM. 
X-rozhraní. Rozhraní mezi OMC různých sítí a komutační sítí, tzv. řídící rozhraní 
mezi OMC a síťovými prvky. Je stanoven doporučením 12.01 ETSI / GSM a je analogem 
rozhraní Q.3, které je definováno v modelu ISO / OSI. Je určeno pro komunikaci OMC 
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různých centrů provozu GSM. 
Komunikace síti s OMC mohou být poskytovány systémem signalizace SS7 nebo  
síťovým protokolem X.25. [18] 
1.2.3 Protokoly sítě GSM 
GSM protokoly jsou rozděleny na tři úrovně v závislosti na rozhraní, jak je znázorněno 
na Obr. 1.3. 
 
Obr.  1.3: Struktura protokolů GSM 
CM  Connection Management   Řízení relací 
MM  Mobility Management   Registrace pozic MS 
RRM  Radio Resources Management  Správa rádiových zdrojů 
LAPD  Link Access Protocol D   Protokol linkové vrstvy pro 
přenos účastnické signalizace v kanálu D (m-znamená vzdušné rozhraní) 
BTSM  Base Transceiver Station Management Řízení základnových stanic 
BSSAP BSS Application Part    Protokol SS7 pro komunikaci 
mezi MSC a BSS 
SCCP  Signaling Connection Control Part  Protokol síťové vrstvy v SS7 
MTP  Message Transfer Part   Protokol pro přenos síťové 
signalizace 
 
Úsek „mobilní terminál - bázová stanice“ používá následující vrstvy. [18] Vrstva 
1 je fyzická vrstva, která využívá strukturu kanálu přes „vzduch rozhraní“. Vrstva 2 je 
vrstva přenosu dat přes rozhraní Um, je modifikovanou verzí procedury LAPD, 
používané v ISDN, tzv. LAPDm. Vrstva 3 - protokol, který používá modifikovanou verzi  
LAPD, je rozdělen na následující tři následující podvrstvy. 
Řízení radiových zdrojů RRM (Radio Resource Management) řídí počáteční 




 Řízení mobility MM (Mobility Management) řídí aktualizaci polohy a procedury 
registrace a také ochranu zabezpečení a autentifikace. 
Řízení relací CM (Connection Management) uskutečňuje celkový proces řízení 
zahájení připojení a signalizace, řídí doplňkové služby a také SMS službu. 
Při interakci BTS s BSC se používá rozhraní Abis, které zajišťuje řízení 
základových stanic (BTSM - Base Transceiver Station Management). 
Signalizace mezi různými objekty v pevné části sítě (rozhraní A) použivá 
následující protokoly: vrstva 1 - MTP (Message Transfer Part); vrstva 2 - SCCP 
(Signaling Connection Control Part), který patří do signalizačního systému SS7. Vrstva 
3 používá popsané výše protokoly GSM - MM a CM. 
Subsystém třetí vrstvy BSSAP (BSS Application Part – aplikační část systému 
bázové stanice) je určen pro spojení kontroléru základnové stanice (BSS) s mobilní 
ústřednou (MSC). Specifikace IDA je velmi složitá a je popsána na více než 500 
stránkách, je to jeden z nejdelších dokumentů v doporučeních GSM [3]. 
Subsystém protokolů signalizace 
Pro přenos signalizačních zpráv mezi ústřednou mobilní sítě a soustavou bázových 
transceiverů se používá subsystémy MTP a SCCP, které jsou také použitý v SS7. Dále 
bude stručně popsán obsah subsystému SCCP. 
Síťový protokol SCCP (Signaling Connection Control Part) řídí logické spojení 
v SS7 pro přenos bloků signalizačních dat. On plní funkce třetí vrstvy (síťové vrstvy) 
protokolového zásobníku SS7. SCCP řídí přenos dat po síti SS7 při navázání spojení 
a údržbě. Tato kontrola není přímo spojena s konkrétním řečovým nebo datovým 
kanálem. [10] 
SCCP protokol poskytuje dvě třídy služeb: připojení-orientované a neorientované  
na připojení. 
V prvním případě se před zahájením výměny dat navazuje spojení. V tomto 
případě může být garantováno doručování zpráv v pořadí jejich přenosu. Pro služby 
orientované na připojení se liší trvalé a krátkodobé signální spojení. Při  tom krátkodobé 
připojení má tři fáze: navázání spojení, výměna dat a fáze uvolnění spojení. Při 
vykonávání služeb, které nejsou orientované na připojení, SCCP poskytuje přenos dat ve 
dvou režimech: s kontrolou pořadí doručení zpráv a bez kontroly. V posledním případě 
příjem dat není zaručena v pořadí jejich vysílání, protože ony jsou směrovány do 
signalizační sítě různě a mohou být opětovně dotazovány při výskytu rušení. 
Příklady typů zpráv pro systém orientované na připojení jsou následující:  
 Dotaz na spojení mezi dvěma uzly (CR);  
 Potvrzení spojení (SS) jako odpověď na zprávu CR;  
 Dotaz na přerušení spojení (RLSD);  
 Potvrzení přerušení spojení (RLSC) od jakéhokoliv z uzlů;  
 Potvrzení přerušení spojení (proces uvolnění  je dokončen);  
 Údaje pro transparentní přenos dat mezi dvěma uzly (DT);  




BSS Application Part BSSAP 
Jedna z uživatelských funkcí nabízí protokolu SCCP (Signaling Connection Control Part) 
se uskutečňuje aplikovanou častí soustavy bázových stanic ( BSSAP - Base Station 
System Application Part). Je určena pro interakce BSS a MSC (viz Obr. 1.3). V případě 
spojení typu „point-to-point“ BSSAP používá signalizační spojení s aktivní mobilní 
stanicí s jedním nebo více aktivovaných procesů pro přenos zprávy vrstvy 3. Navíc, pro 
aplikovaný protokol BSSAP se používá jeden signalizační kanál mezi BSS a MSC. Tento 
kanál může být použit několika procesy pro odesílání zpráv na vrstvě 3. V případě 
konference nebo broadcastového volání kromě signalizačního kanálu „hlavního 
účastníka“ mohou být použity několik dalších signálních kanálů. [10] 
 Aplikovaný subsystém BSSAP je rozdělen do dvou odlišných skupin: 
 Aplikovaná část pro přímý přenos (DTAP - Direct Station Application Part) se 
používá pro přenos tranzitních zpráv mezi MSC a MS. Informace vrstvy 3 v těchto 
zprávách není interpretována BSS; 
 Aplikovaná část správy soustavy bázových stanice (BSSMAP - Base Station 
Management System Application Part) podporuje jiné procedury třetí vrstvy, 
které se vztahují k řízení zdrojů, řízení handoveru v dané buňce a v rámci BSS. 
Popis protokolu BSSMAP je v doporučení ETSI GSM 08.08. 
Při použití BSSAP se používá procedury bez navázání spojení a orientované na 
připojení. Doporučení ETSI GSM 08.08 specifikuje pro každou proceduru vrstvy 3 
případy, kdy by mělo být požito spojení nebo potřebuje se provoz bez připojení. 
Procedury orientované na připojení se používají pro podporu procedur přímého přenosu 
tranzitních zpráv - DTAP. Distribuční funkce umístěná v BSSAP zajišťuje rozdělení mezi 
daty využívající jednu z těchto dvou částí. 
BSSMAP 
Tento systém interaguje s oběma částmi SCCP – orientovanými na připojení a 
neorientovanými na připojení. 
 Aplikovaný systém řízení základnové stanice podporuje všechny procedury mezi 
MSC a BSS, které vyžadují interpretaci a zpracování informace spojené s obsluhováním 
jednotlivých volání a řízení zdrojů. Některé z procedur BSSMAP se nakonec vyvolává 
zprávami řízení radiových zdrojů RRM (Radio Resource Management), které jsou 
definovány ve specifikacích ETSI . 
DTAP 
Subsystém DTAP (Direct Transfer Application Part) se používá pro přenos zpráv řízení 
spojení a řízení mobility mezi MS a MSC. Zprávy přímého přenosu se nezpracovávají v 
BSS, ale pouze převádí na odpovídající signály rádiového rozhraní a zpět.  
Signalizační protokoly třetí vrstvy 
Radio Resource Management 
Řízení rádiových zdrojů RRM dohlíží na navázání spojení po rádio a pevné síti mezi 
mobilní stanicí a MSC. Hlavní funkční komponenty této vrstvy jsou mobilní stanice, 
soustava bázových stanic a ústředna mobilní sítě. Vrstva RRM je určena k řízení rádio 
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relace [9, 16]. Relace je čas, během kterého mobilní stanice je v režimu spojení, řídě 
konfiguraci radiových kanálů včetně přidělení specializovaných kanálů. 
Relace se vždy inicializuje mobilní stanicí pomocí procedury přístupu nebo pro 
odchozí volání, nebo jako odpověď na broadcastové volání při příchozím hovoru. Výše 
uvedené procedury odchozího volání, broadcastového volání, jako je přidělení 
vyhrazeného kanálu pro signalizaci mobilní stanice, určení struktury broadcastového 
subkanálu, probíhá na vrstvě v RRM. Kromě toho, tato vrstva obsahuje procedury řízení 
výkonu, diskontinuálního přenosu a příjmu. 
Řízení mobility 
Vrstva řízení mobility MM odkazuje na vyšší vrstvu řízení rádiových zdrojů a vykonává 
funkce způsobené pohybem účastníka (změna polohy) a také funkce zabezpečení 
a autentifikace. Řízení při změně umístění obsahuje procedury, které umožňují systému 
„vědět“ aktuální polohu mobilních stanic pro směrování příchozích hovorů. 
Řízení spojení 
Vrstva řízení spojení CM zodpovídá za řízení volání, řízení doplňujících typů služeb a 
řízení služby krátkých textových zpráv. Každé z nich může být považováno za 
samostatnou podvrstvu v rámci vrstvy řízení spojení. Procedura řízení volání se téměř 
shoduje procedurami digitální sítě ISDN uvedené v doporučení Q.931, zatímco 
směrování k (od) mobilního přístroje je v GSM samozřejmě jedinečné. Mezi další funkce 
podvrstvy řízení volání patří: navázání spojení, výběr typu služby (včetně střídaní služeb 
během hovoru) a zrušení spojení. 
1.2.4 GPRS 
GPRS technologie používá stávající v GSM radiové rozhraní na bázi TDMA pro 
vysokorychlostní přenos dat a je první mezikrok při vytváření systémů třetí generace. 
 Systémy, které podporují GPRS, byly nazývány 2G +. Kromě rozšíření příležitostí 
rozhraní založených na SS7, v GPRS jsou definována nová rozhraní založená na IP, X.25 
a FR. Standardy byly definovány následující základní myšlenky a funkční GPRS.  
Metody komutace paketu se používají pro přenos uživatelských dat a 
signalizačních údajů. Díky použití metody tunelování se data transparentně přenáší mezi 
mobilními účastnickými zařízení a externími sítěmi PDN. Přímý přístup k externím 
datovým sítím snižuje dobu navázání spojení. [10] 
 Zvýšená efektivita rádiové rozhraní je zaručena použitím několika metod: 
 Poskytování kapacity na požadavek, při kterém fyzické kanály buňky mohou být 
přiřazena dynamicky pro použití v režimu komutace paketů a komutace kanálů. 
Rezervní zdroje mohou být použity pro přenos dat s komutací paketů. 
 Zvyšování rychlosti přenosu dat se uskutečňuje pomoci sloučení do svazku až 8 
časových kanálů na jeden cyklus TDMA a aplikace nových schémat kódování 
(CS).  Jsou definována čtyři kódovací schémata: CS-1 (9,05 kbit / s), CS-2 (13,4 
kbit / s), CS-3 (15,6 kbit / s), CS-4 (21,4 kbit / s). 
 Asymetrické přiřazení zdroje, pomoci čehož se zdroje ve směru k / od mobilní 





Pro uskutečnění přechodu stávající sítě GSM k GPRS byly definovány šest nových prvků: 
mobilní stanice GPRS, jednotka PCU, kanálová kódovací jednotka CCU, SGSN a GGSN 
uzly podpory GPRS. Referenční model GPRS je znázorněn na Obr. 1.4.  
 
Obr.  1.4: Referenční model GPRS 
Mobilní stanice GPRS existují tři různé typy: [10,16] 
Terminály třídy A poskytují přístup jak k tradičním službám GSM, tak i k službám 
GPRS současně. Tyto terminály souběžně vykonávají signalizaci a řízení pro GSM a pro 
GPRS. 
Terminály třídy B mohou zpracovávat signalizaci jak GSM tak i GPRS, ale 
v každém okamžiku se může přenášet pouze GSM nebo GPRS. Pokud uživatel obdrží 
telefonát s komutací kanálů při stahování dat z Internetu, přenos dat GPRS se přeruší. 
Jakmile se ukončí hovor, stahování dat pokračuje, protože logické spojení mezi mobilním 
terminálem a GPRS sítí zůstává. 
Terminály třídy C mohou zpracovávat jen volání GSM nebo volání GPRS. Pokud 
mobilní stanice obsluhuje hovor GSM, to ona není k dispozici pro provoz GPRS a naopak. 
Jednotka PCU (Packet Control Unit) je modernizace subsystému BSS a zodpovídá 
za funkci poskytování kapacity na požadavek. PCU rozhoduje, které rádiové zdroje 
budou dynamicky přidělovány pro použití v režimu komutace paketů a které v režimu 
komutace kanálů. Kontrolér bázových stanic BSC řídí rádiové zdroje určené pro použití 
v režimu komutace kanálů a PCU řídí rádiové zdroje pro provoz GPRS. Funkce PCU jsou 
řízení přístupu ke kanálům, jejích sloučení a také segmentace a rekonstrukce paketů. 
Jednotka PCU může být umístěn v blízkosti SGSN, v blízkosti nebo v rámci BSC nebo 
v umístění BTS. 
Kanálová kódovací jednotka CCU je také modernizace subsystému BSS a 
realizuje nové kódovací schémata, řízení výkonu a procedury řízení synchronizace. 
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Zpočátku, většina operátorů používala kodeky CS-1 a CS-2, protože to vyžaduje pouze 
softwarovou aktualizaci BTS, zatímco kodeky CS-3 a CS-4 vyžadují změnu BTS. [14] 
Obsluhující uzel SGSN (Serving GPRS Support Node) je nový síťový prvek, který 
je ve stejné hierarchické úrovni jako MSC / VLR a má rozhraní se subsystémem BSS, 
sousední SGSN a GGSN. Během procesu řízení přístupu k síti se SGSN účastní 
v procedurách autentizace a autorizace přístupu. Řízení mobility se realizuje na základě 
stejných principů jako v MSC / VLR. 
SGSN zodpovídá za komutaci příchozí datový provoz k subsystému BSS 
a odchozí k síťovým prvkům, které komunikují s externími sítěmi PDN. To znamená, že 
SGSN vykonává funkce obvyklého směrovače paketů. 
Uzel GGSN (Gateway GPRS Support Node) je nový síťový prvek sloužící pro 
komunikaci mezi externími sítěmi PDN a BSS GSM. GGSN je na stejné hierarchické 
úrovni jako v případě GMSC sítě GSM. Uzel GGSN je zodpovědný za směrování 
příchozích paketů dat, v moment, když přichází pakety, on posílá dotaz do HLR pro 
identifikaci uzlu SGSN, který v současné době obsluhuje volaného účastníka. 
Rozšíření funkcí HLR je nezbytně pro ukládání nových účastnických dat 
týkajících se služby GPRS. Rozšíření HLR je obvykle nová verze softwaru. Stejně jako 
v GSM, registr HLR se účastní v procedurách registrace, ověřování, autorizace, šifrování 
a řízení mobility. 
Rozhraní GPRS 
Pro podporu funkcí GPRS bylo definováno 9 nových rozhraní. Referenční model GPRS, 
který je znázorněn na Obr. 1.4 ukazuje základní prvky sítě GSM a GPRS a také rozhraní 
mezi nimi. 
Rozhraní Gi je referenční bod mezi vnějšími sítěmi PDN a sítí GSM / GPRS. 
Provozovatelé GPRS a PDN musí uvést do souladu přenosovou technologii na vrstvách 
1 a 2, která se používá k propojení svých sítí. Platnými standardy GPRS je definována 
interakce přes protokoly X.25 a IPv4. 
Rozhraní Gn slouží k přenosu datových paketů z externí sítě od GGSN do SGSN, 
v jehož zóně obsluhování se účastník v současné době nachází. Uživatelská data jsou 
přenášena transparentně mezi vnější sítě PDN a ústřednou GPRS. Za tímto účelem, na 
rozhraní Gn se používá speciální metody známé jako zapouzdřování a tunelování. 
Rozhraní Gb se používá pro propojení SGSN s BSS (PCU) a ovládání logické 
linky z mobilní stanice GPRS. Blok PCU dostává instrukce, kde je uvedena kvalita 
služby, která by měla být poskytnuta uživatelskému datovému paketu při přenosu přes 
rádiové rozhraní. 
Rozhraní Gp a Gd jsou volitelná a používají se mezi SGSN různých sítí a mezi 
SGSN a bránou SMS (SMS-GMSC/SMS-IWMSC). Kromě již zmíněných rozhraní, která 
se používají pro přenos uživatelských dat a signalizace, jsou definována čtyři pouze 
signalizační rozhraní Gr, Gc, Gs a Gf. 
Zásobník protokolů roviny přenosu dat 
Rovina přenosu dat slouží pro přeposílání uživatelské informace a řízení přeposílání: 




Jak je znázorněno na Obr. 1.5, horní vrstva uživatelských aplikací je umístěna nad 
protokolovým zásobníkem mobilní stanice. GPRS umožňuje logické spojení pro přenos 
paketu dat uživatelské aplikace. V doporučení GSM jsou zmíněny dva typy paketů: IP a 
X.25. 
 
Obr.  1.5: Transportní protokoly GPRS (převzato [10]) 
BSSGP: Base Station System GPRS Protocol   MAC: Medium Access Control  
FR:  Frame Relay     GTP:  GPRS Tunnelling Protocol  
IP:  Internet protocol     LLC:  Logical Link Control 
UDP:  User Datagram Protocol    RLC: Radio Link Control 
SNDCP: Sub Network Dependent Convergence Protocol TCP: Transmission Control Protocol 
Úkolem GPRS je, aby přijat paket uživatelských dat v jednom přístupovém bodu 
(uzlu GGSN) a doručit ho do jiného přístupového bodu (mobilní stanice GPRS). 
Prostřednictvím rozhraní Gi se paket uživatelských dat dodává z vnější sítě PDN 
do uzlu GGSN, který pro PDN je obyčejný směrovač, který je schopen pracovat s ní na 
protokolech IPv4 nebo X.25. 
Výměna paketů uživatelských dat, signalizace a řídicí informace na rozhraní Gn 
(Gp) mezi uzly GSN probíhá přes páteřní IP. V tomto rozhraní se používají následující 
protokoly: 
 Protokol tunelování GPRS (GPT) [GSM 09.60]. 
GTP protokol se používá pro tunelování (transparentní přenos) paketů různých 
typů mezi uzly GSN. Jako identifikátor každého účastníka v komutačním síťovém 
subsystému se používá IMSI a pro identifikaci aplikací uživatele se používá 
identifikátor přístupového bodu k síťovým službám NSAPI. Identifikátory IMSI 
a NSAPI vytváří identifikátor tunelu TID, který jednoznačně identifikuje jednotku 




 IP [RFC 791], UDP [RFC 768], TCP [RFC 793]. 
Úsek sítě GSM / GPRS mezi přístupovými body Gi a Um je jen jedním z úseků 
společného kanálu pro přenos uživatelského dat. Pokud se používá jako protokol 
přenosu dat v externí síti PDN IP protokol, to úsek mezi uzly GSN může být 
nespolehlivý a používat protokol UDP. Pokud se používá protokol uživatelských 
dat X.25, ve kterém spolehlivost přenosu dat je zaručena na každém úseků, to 
spolehlivost by měla být zaručena i na úseku mezi uzly GSN. V tomto případě by 
měl být použit protokol TCP. 
Většina nových protokolů jsou definovány pro rozhraní Gb. Toto rozhraní 
umožňuje multiplexování spojení několika uživatelů ve stejných fyzických zdrojích. Dvě 
horní vrstvy (protokoly SNDCP a LLC) se používá pro komunikaci na úsecích mezi 
SGSN a mobilní stanice GPRS, zatímco se nižší vrstvy používají mezi SGSN a BSS 
(PCU). 
 Závislý na podsíti protokol konvergence ( SNDCP ) [ GSM 04.65 ]. 
SNDCP vrstva se nachází nad vrstvou LLC v SGSN a mobilní stanici GPRS. Pro 
zvýšení efektivity využití kanálu vrstva SNDCP stlačuje informace záhlaví a 
uživatelská data. Pro splnění omezení na maximální délku rámce vrstvy LLC, 
vrstva SNDCP segmentuje velké pakety uživatelských dat a obnovuje je na 
přijímací straně. SNDCP vrstva může také multiplexovat několik malých paketů 
uživatelských dat do jednoho LLC rámce a demultiplexovat je na přijímací straně. 
 Ovládání logickým úsekem (LLC) [GSM 04,64]. 
LLC vrstva zodpovídá za podporu virtuálního spojení mezi mobilní stanicí GPRS 
a SGSN. LLC vrstva poskytuje podporu několika protokolů v jednom úseku, 
používá pro každý z nich jednotlivý identifikátor přístupového bodu k službě 
SAPI (uživatelská data, SMS nebo GMM / SM). 
 Protokol GPRS soustavy bázových stanic (BSSGP) [GSM 08.18]. 
BSSGP protokol přenáší informaci o kvalitě služeb na rádiovém úseku 
a směrování dat mezi vrstvami MAC / RLC bloku PCU a uzlem SGSN. BSSGP 
vrstva také vykonává funkcí přenosu pomocných dat mezi blokem PCU, který se 
nachází v BSS, a uzlem SGSN. 
 Síťová služba (NS) [GSM 08.16]. 
Vrstva NS zodpovídá za přenos a příjem paketů vrstvy BSSGP a je založena na 
retranslaci rámců FR. 
 L1bis [GSM 08.14]. 
Na fyzické vrstvě se mohou používat ITU G.703/G.704, X.21, ANSI T1.403 nebo 
V35. 
Na rozhraní Um se používá protokoly RLC a MAC [GSM 04.60]. RLC zodpovídá 
za segmentaci a desegmentaci paketů vrstvy LLC, MAC obsluhuje procedury spojené se 
společným řízením přenosových zdrojů. Fyzikální vlastnosti rádiového rozhraní GSM RF 
jsou specifikované v [GSM 05.50]. 
Některé aspekty rozhraní Abis [GSM 08.60], které spojuje BTS a BSC, jsou 
spojeny s podporou GPRS. Zejména když PCU  je vzdálen od BTS, z BSC do BTS se 
přenáší rámce s pevnou délkou 320 bitů (20 ms). V GSM ony jsou nazývány rámce 
TRAU; v síti GPRS - rámce PCU. PCU rámce obsahují jak uživatelská data, tak i řídící 
informace asociovanou s RLC / MAC. 
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Zapouzdření uživatelských dat, GTP-U protokol (3GPP TS 29.281) 
Protokol GTP (GPRS Tunneling Protocol) je protokol tunelování GPRS. GTP popisuje 
přenos dat mezi uzly GSN v páteřní síti GPRS. GTP je definován pro rozhraní Gn (tj. 
rozhraní mezi GSN uvnitř jedné PLMN) a pro rozhraní GP (tj. rozhraní mezi GSN 
v různých PLMN). GTP pakety se zapouzdřují UDP. 
GTP umožňuje tunelování pro přenos přes GPRS páteř mezi uzly GSN paketů 
různých protokolů. Z hlediska signalizace GTP definuje mechanismy řízení a kontroly, 
umožňující protokolu SGSN poskytovat MS přístup k síti GPRS. Signalizace se používá 
pro vytváření, modifikaci a odstranění tunelů. Z hlediska přenosu, GTP používá 
mechanismus tunelování pro přenos uživatelských datových paketů. Výběr trasy záleží 
na tom, potřebují-li přenášená tunelem data zvýšenou spolehlivost připojení nebo ne.  
GTP protokol je podporován pouze uzly SGSN (Serving GPRS Support Node) 
a bránami GGSN (GPRS Gateway Support Node). Jiné systémy nemusí vědět nic 
o fungování tohoto protokolu. Při připojení GPRS MS k uzlům SGSN práce s GTP 
protokolem není nutná. Předpokládá se, že při provozu sítě budou zahájeny četná 
připojení k uzlům SGSN a GGSN. Jeden uzel SGSN může poskytovat služby pro 
množství bran GGSN. Jedna brána GGSN může mít spojení s mnohými uzly SGSN pro 
rozdělování provozu dat mezi množstvím geograficky rozdělených mobilních stanic. 
 GTP-U se používá na dalších rozhraních:  
 Gn a Gp rozhraních GPRS;  
 Iu, Gn a Gp rozhraních systému UMTS;  
 S1-U, S2b-U, X2, S4, S5, S8, S12, M1 a Sn rozhraních EPS. 
GTP-U tunely se používají pro přenos zapouzdřených T-PDU (Transport Packet 
Data Unit) a signalizačních zpráv mezi dvěma danými koncovými body tunelu GTP-U. 
Identifikátor tunelového koncového bodu TEID, který je v záhlaví GTP, ukazuje, který 
tunel patří konkrétnímu T-PDU. Tímto způsobem, pakety jsou multiplexovány 
a demultiplexovány GTP-U mezi danými koncovými body. Hodnota TEID, která má být 
použita v TEID oblasti, musí být sdílena uživateli GTP-U entity prostřednictvím 
protokolu řídicí roviny, jako jsou GTPv1-C, GTPv2-C,  RANAP nebo S1-AP.  
Vnější GTPv1-U IP paket se nazývá IP paket, který nese GTPv1-U paket. Vnitřní 
IP paket v GTPv1-U paketu (T-PDU) je buď IP paket odeslaný do (nebo z) UE / MS 
v downlink (nebo uplink) směru přes jeden nebo více tunelů z (nebo do) vnější sítě 
identifikované APN. 




Obr.  1.6: Zásobník protokolů G-PDU 
UDP / IP je jediný transportní protokol definovaný pro přenos GTP zpráv GTPv1. 
Je zřejmě, že všechny jednotky využívající GTP musí také podporovat UDP,IPv4 a IPv6. 
GTP-U záhlaví je záhlaví variabilní délky,  jehož minimální délka je 8 bajtů. 
Existují 3 příznaky (flags), které se používají pro signalizaci přítomnosti dalších 
volitelných polí: příznaky PN, S a E. PN příznak se používá pro signalizaci přítomnosti 
čísel N-PDU. S příznak se používá pro signalizaci přítomnosti pole pořadového čísla 
GTP. E příznak se používá pro signalizaci přítomnosti pole rozšířeného záhlaví používané 
pro připojení budoucích rozšíření GTP záhlaví. Pokud jsou využity jeden nebo více 
příznaků, pole Sequence Number, N-PDU a Extension Header mají být přítomny. 
Odesilatel musí nastavit všechny nevyužité bity na nulu. Příjemce nemusí hodnotit 
nevyužívané pole. 
Pevné poličky záhlaví jsou: 
 Version field: Tato polička se používá pro určení verze GTP-U protokolu. Musí 
být nastavena na „1“. 
 Protocol Type (PT): Tento bit se používá jako diskriminátor protokolů mezi GTP 
(PT je 1) a GTP' (PT je 0). GTP' protokol je popsán v 3GPP TS 32.295. 
 Příznak E (Extension Header). 
 Příznak S(Sequence number). 
 Příznak PN (N-PDU Number). 
 Message Type: Tato polička ukazuje typ GTP-U zprávy. 
 Length: Tato polička ukazuje délku užitečného zatížení v oktetech, tj. zbytek 
paketu následující za povinou častí záhlaví (která je 8 prvních oktetů). Sequence 
Number, N-PDU Number nebo jakékoliv další rozšíření záhlaví budou součástí 
užitečného zatížení, tj. jsou zahrnuty v jeho délce.  
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 Tunnel Endpoint Identifier (TEID): Tato polička jednoznačně identifikuje 
tunelový koncový bod v přijímající GTP-U protokol entita. Strana přijímajícího 
konce GTP tunelu lokálně přiřadí hodnotu TEID, kterou vysílající strana má 
použít. TEID musí být použit přijímající entitou pro nalezení kontextu PDP, s 
výjimkou následujících případů: 
o Echo Request/Response a oznamovací zprávy podporovaného rozšíření 
záhlaví, v nichž identifikátor tunelového koncového bodu musí být 
nastaven na nuly. 
o Chybové zprávy, v nichž identifikátor tunelového koncového bodu musí 
být nastaven na nuly. 
 Při nastavení GTP-U tunelu, GTP-U entita nemusí nastavovat hodnotu TEID na 
nulu. Nicméně, pro zpětnou kompatibilitu, pokud entita GTP-U přijímá (přes 
příslušné zprávy řídící roviny) TEID klientu, který je nastaven na hodnotu 
„všechny nuly“, GTP-U entita musí akceptovat tuto hodnotu jako platnou a 
odeslat následné G -PDU s TEID poličkou v záhlaví nastavenou na hodnotu 
„všechny nuly“. 
Struktura GTP-U záhlaví je znázorněna na Obr.1.7. 
 
Obr.  1.7: Struktura GTP-U záhlaví 
1.3 Sítě třetí generace 
1.3.1 UMTS 
Architektura 
Architektura systému UMTS používá stejnou architekturu, která se používala ve všech 
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zásadních systémech druhé generace a již byla popsána v systémech GSM. 
 3G síť se zakládá na stejných komponentech jako výše uvedené mobilní sítě [12]. 
Jsou to: mobilní stanice, v UMTS se nazývá UE (User Equipment); bázová stanice Node 
B; kontrolér základních stanic (BSC) a ústředna mobilní sítě (MSC). 
V systému WCDMA se používá místo pojmu „kontrolér základních stanic“ termín 
„kontrolér rádiové sítě“ (RNC - Radio Network Controller). 
UE a sítí rádiového přístupu k UMTS (UTRAN - UMTS Terristrial Radio Access 
Network) působí v souladu s úplně novými protokoly, jejíchž struktura je založena na 
potřebách nové technologie rádiové spojení WCDMA. Naopak, struktura páteřní sítě CN 
(Core Network) [19,17] opakuje GSM. To přináší do systému s novou rádio technologií 
globální databázi ze známé a osvědčené technologie, což působí urychlení jeho uplatnění 
a umožňuje použití globálního roamingu. Ale v dlouhodobé perspektivě UMTS je 
zaměřen na vysokorychlostní sítě založené na bázi technologie ATM. 
  Podle svých funkcí síťové prvky jsou seskupeny do sítě UTRAN, která ovládá 
všechny funkce tykající se rádiového spojení, a do páteřní sítě CN, která poskytuje 
přepínání a směrování volání a kanály přenosu dat do externích sítí.  
Rádiovou přístupovou síť strukturně opakuje soustavu bázových stanic standardu 
GSM, ale je složena z jiných komponentů. Proto pro pokrytí oblasti touto sítí, mobilní 
operátoři musí znovu projektovat a uvádět do provozu rádiové přístupovou síť (paralelně 
s BSS). Její hlavní prvky jsou uvedeny na Obr. 1.8.  
 
Obr.  1.8: Architektura UTRAN (převzato [19]) 
Dalším způsobem seskupování komponentů sítě UMTS je její dělení na podsítě. 
Systém UMTS je modulární v tom smyslu, že může obsahovat několik síťových prvků 
stejného typu. Minimálním požadavkem pro to, aby síť  fungovala a realizovávala 
všechny své funkce, je přítomnost alespoň jednoho logického síťového prvku každého 
typu (nutno podotknout, že některé funkce, a tudíž některé síťové prvky jsou nepovinné). 
Možnost mít několik prvků stejného typu umožňuje dělit systém UMTS do podsítí 
fungujících buď samostatně, nebo společně s jinými podsítěmi, které si jsou totožné. Tato 
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síť UMTS se nazývá PLMN (Public Land Mobile Network). Typicky jedna PLMN [17] 
je provozována jedním operátorem a je spojena s jinými PLMN stehně jako s jinými typy 
sítí, např. ISDN, PSTN, Internet, atd. Obr. 1.9 ukazuje prvky PLMN a také jsou uvedena 
připojení k vnějším sítím (PSTN, ISDN, TCP / IP). 
Stručné informace o prvcích architektury rádiové přístupové sítě UTRAN jsou 
uvedeny níže. 
 
Obr.  1.9: Architektura sítě a rozhraní UMTS 
ADC Administration Center  AuC Authentication 
BTS Base Telephone Station  EIR Equipment Identification Register 
HLR Home Location Register  I-CS Interface Сhаnnеl Switching 
I-PS Interface Packet Switching  ISDN Integrated Service Digital Network 
Iu Interface UTRAN-CN  Iub Interface BTS- RNC 
Iur Interface RNC-RNC   MS Mobile Station 
MSC  Mobile Switching Center  NMC Network Management Center 
OMC Operation аnd Маintеnаnсе Center PSTN  Public Switched Telephone Network 
RNC Radio Network Controller  TCP/IP Internet Protocols 
UE User Equipment   UTRAN UMTS Terrestrial RAN 
Uu Iпterface UE-BTS   VLR Visit Location Register 
Uživatelská zařízení 
User Equipment (UE) se skládá ze dvou částí:  
 mobilní zařízení - rádioterminál, používá se pro rádiové spojení přes rozhraní Uu;  
 identifikační karta účastníka USIM (UMTS Subscriber Identification Module) je 
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čipová karta, která stejně jako SIM karta slouží identifikátorem účastníka, provádí 
algoritmy ověřování a šifrování, a poskytuje některé informace o službách, které 
může účastník využívat při práci s terminálem. 
Mobilní stanice má být navržena pro podporu všech druhů služeb sítě třetí 
generace, zejména, ona by měla poskytovat:  
 přenos řeči s přijatou sadou rychlostí stanovených pro tento systém;  
 služby video konference a aplikace video telefonie, založené jak na přepínání 
kanálů (ISDN), tak i používající přenos paketů (TCP / IP); 
 služby sítě Internet s rychlostí až 473,6 kbit / s při provozu v normálním režimu 
a s maximálně možnou rychlostí v režimu best effort; 
 vzdálený přístup k firemním LAN pro práci se souborovými servery, databázemi 
a dalšími aplikacemi;  
 e-mail aplikace.  
UTRAN se skládá ze dvou prvků: bázové stanice a kontroléru bázových stanic. 
Bázová stanice (v terminologii 3GPP - Node B) konvertuje tok dat mezi 
rozhraními Iub a Uu. Ona se také účastní řízení rádiových zdrojů. Bázová stanice musí 
zajišťovat propustnost bázových a řídicích kanálů pro údržbu uvedených služeb. 
Kontrolér bázových stanic (v terminologii 3GPP - Radio Network Controller - 
RNC) poskytuje rozhraní se stanicemi s přepojováním kanálů 1-CS  nebo paketovou 
komutací 1-PS. 
Každá z těchto stanic má tradiční architekturu, ale s přihlédnutím k novým 
službám a technologiím. Krátce popíšu architekturu RNC. Vzhledem k tomu, že ona 
závisí na umístění stanice v síti a spojení s ostatními stanicemi této nebo jiných systémů, 
architektura se může lišit. Proto uvedu konkrétní příklad. V tomto příkladu je uvedena 
typická struktura zařízení poskytující typickou sadu služeb [16]. Architektura je zaměřena 
na provoz ve vysokorychlostní síti ATM. Tento systém znázorňuje možnosti stanice třetí 
generace WCDMA 
Architektura RNC 
Jednotka RNC poskytuje následující funkce: 
 řízení rádiových zdrojů, zpracování přijatých signálů a měkký handover ; 
 kódování a dekódování signálů (pokud kodéry a dekodéry jsou nainstalovány v 
RNC); 
 příjem a přenos informace z mobilních stanic přes rozhraní Iub, které zajišťuje 
interakci s systémem ATM s rychlostí 1,5 / 2 Mbit / s [ 16 ] ; 
 přenos informace do ústředny mobilní sítě přes kanály ATM s rychlostí 155 
Mbit/s přes rozhraní Iub; 
 přenos nestrukturovaných dat (služba UDI); 
 časování a synchronizace. 
K jednomu RNC mohou být připojeny nejméně tři základnové stanice. Tak, každá 
z nich může používat až dva kanály Iub 1,5 / 2 Mbit / s. Transportní kapacita RNC je 
přibližně 160 mobilních stanic, které mohou vytvářet spojení navzájem mezi sebou nebo 
s pevnou komunikační sítí. Každé spojení se přepíná v MSC přes ATM přepínač. Později 
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ATM přepínače byly nahrazeny na softswitchem [11]. 
V síti UMTS v procesu měkkého handoveru s jedno UE mohou provozovat dvě 
jednotky RNC. Pak se nazývá jedna z nich (ukončující připojení) obsluhující (SRNC - 
Service RNC) a druhá - proudová (DRNC - Drift RNC). 
Ústředna mobilní sítě 
Ústředna mobilní sítě (MSC) systému UMTS obsahuje všechny typické prvky ústředny 
stejného typu pro systém GSM a plní stejnou funkci. MSC poskytuje: 
 připojení k pevným sítím (například PSTN a ISDN);  
 přenos signálů mezi funkčními bloky v subsystému sítě pomocí SS7;  
 obsluha mobilních účastníků nacházejících v rámci určité zeměpisné oblasti;  
 obsluha skupiny buněk a vše druhy spojení, která potřebuje během provozu 
mobilní stanice; MSC je analogický komutační ústředně ISDN a implementuje 
rozhraní mezi pevnými sítěmi (PSTN, internet, ISDN, atd.); 
 interakce s RNC přes rozhraní Iub a se sítěmi ISDN a místními sítěmi ATM přes 
rozhraní pevných sítí;  
 směrování hovorů a  funkce řízení volání, vykonávání procedur řízení, veškeré 
funkční možnosti mobilního účastníka, jako je registrace, ověření, aktualizace 
umístění, handover;  
 generování údajů potřebných pro fakturaci za jakékoliv komunikační služby 
poskytnuté sítí;  
 podpora bezpečnostních procedur používaných pro řízení přístupu k radiovým 
kanálům. 
Hlavní rozdíl MCS systému UMTS od stejného uzlu GSM systému je, že 
komutátor MSC musí být navržen pro vysoké rychlosti, proto se obvykle realizuje na bázi 
ATM přepínače.  
Podobně RNC, MSC systému UMTS je také navřen na základě bázové 
infrastruktury ATM a má stejnou pružnost jako RNC. Ve skutečnosti, některé funkce 
mohou být dokonce přerozděleny mezi RNC a MSC, která komunikuje s RNC přes Iub 
a se sítěmi ISDN a lokálními počítačovými sítěmi prostřednictvím rozhraní pevných sítí. 
Hlavním cílem MSC je navázání a přerušení připojení s mobilními stanicemi. 
Vzhledem k tomu, MSC může v jednom uzlu zpracovávat hlas, vysílat paketové data 
a data s přepojováním kanálů, je možné obsluhování multimediálních aplikací. MSC 
vykonává funkce: 
 adaptivní zpracování paketových dat a dat pro přenos po síti s přepojováním 
kanálů;  
 interakce se sítěmi ISDN;  
 interakce s místními počítačovými sítěmi ATM;  
 kódování / dekódování řeči v souladu s doporučením ITU-T G.729 (za 
předpokladu realizace kodeků v MSC);  
 potlačení echa;  
 IP směrování. 
Pro adaptivní zpracování účastnických dat pro přenos přes analogové hlasové sítě 
a také sítě s přepojováním kanálů a paketů se používá externí zařízení, jako je konvertor 
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ISDN a ATM směrovač. 
Pro účely přepojování paketů na mobilní sítě instalují následující typy 
komutátorů:  
 uzel SGSN (Serving GPRS Support Node), který funguje podobně jako 
MSC/VLR (řízení mobility, ověřování a šifrování), ale jsou používány pro 
služby s komutací paketů;  
 GGSN (Gate GPRS Support Node) uzel pro zajištění mezisíťové interakce 
(gateway) GPRS s jinými sítěmi s komutací paketů. 
Obecný model protokolů UMTS  
Obecný model protokolů UMTS je znázorněn na Obr. 1.10. On je postaven na principu 
modelu protokolů B-ISDN na základě interagujících úrovní a rovin.  
 
Obr.  1.10: Zjednodušená struktura zásobníku protokolů UMTS 
Toky informace procházející UTRAN jsou logicky rozděleny do dvou částí: 
 přístupová vrstva (access stratum, AS) je informace nezbytná pro interakci UE 
a UTRAN;  
 vrstva bez přístupu (non-access stratum, NAS) je informace přenášená mezi CN 
a UE přes UTRAN.  
Vrstva bez přístupu obsahuje protokoly horní (uživatelské) roviny, které se 
nezabývají problémy přístupu a jsou spojeny pouze se službami [12]. 
Obecná architektura protokolů rozhraní UTRAN  
Protokoly rozhraní UTRAN se skládá z 3 paralelních zásobníků protokolů: 
 Řídicí rovina (control plane), která doprovází signalizační informace, poskytující 
přenos uživatelských dat. 
26 
 
 Uživatelská rovina (user plane) je rovina, ve které se skutečně vykonává přenos  
uživatelských dat. 
Uživatelská rovina zahrnuje datové toky a nosiče dat pro datové toky. Datové toky 
jsou charakterizovány jedním nebo více rámcovými protokoly stanovenými pro 
dané rozhraní. Protokoly roviny uživatelů realizují služby nosiče rádiového 
přístupu, tj. přenáší uživatelské data v přístupové vrstvě. 
Nižší vrstva v uživatelské rovině - nosiče dat, jsou součástí uživatelské roviny 
transportní sítě. Rovina řízení transportní sítě ovládá datové nosiče přímo 
v uživatelské rovině transportní sítě v reálném čase. 
 Rovina řízení transportní sítě (TNCP). 
 
Obr.  1.11: Tři zásobníky protokolů spojující UE s CN přes UTRAN 
Transportní kanály v uživatelské rovině jsou dynamické. TNCP rovina umožňuje 
organizovávat a odstraňovat transportní kanály na určeném rozhraní UTRAN. 
Řízení mobility v režimu komutace kanálů a v režimu komutace paketů  
Komutace kanálů Komutace paketů 
Řízení mobility (MM) 
Registrace 
 Indikace odhlášení IMSI 




 Přerozdělení TMSI 
Řízení připojení 
 Služba CM 
 Přerušování 
 Informace / stav MM 
Řízení mobility GPRS (GMM) 
Připojení a odhlášení 
Přerozdělování P-TMSI 
Ověření a šifrování 
Dotaz na identifikaci / odpověď 
Aktualizaci směrovací zóny 
Stav / informace GMM 
Dotaz / Přijetí / Odmítnutí poskytování 
služby 




Řízení relace GPRS (SM) 
Aktivace kontextu protokolu paketových 
dat (PDP) 
Aktivace kontextu sekundárního PDP 
Modifikace dotazu kontextu PDP 
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 Zpracování / potvrzení volání 
 Připojení / potvrzení připojení 
 Stav vykonávání 
 Nastavení 
Informační fáze spojení 
 Modifikace 
 Uživatelská informace 
 Mazání spojení 
 Odpojení 
 Uvolnění / ukončení uvolnění 
kanálu 





 Řízení zatížení 
 Oznámení 
 Zpracování DTMF 
 Stav 
Deaktivování kontextu PDP 
Status SM 
 
UE podporuje službu krátkých textových zpráv (SMS) pro přenos příchozích 
a odchozích zpráv mobilní komunikace, jak je popsáno v 3GPP TS 23.040. Informace dle 
úrovní protokolů přístupové vrstvy je uvedena v popisu protokolů konkrétního rozhraní. 
 




Obr.  1.13: Uživatelská rovina UE - CS páteřní sítě 
Rozhraní UTRAN 
Pro UTRAN jsou definována čtyři rozhraní: dvě vnitřní (Iur a Iub) a dvě externí (Iu a Uu). 
Každé rozhraní přenáší uživatelská data a signalizační informaci. Protokoly na každém 
z rozhraní UTRAN mají stejnou strukturu, jak je uvedeno níže. 
 
Obr.  1.14: Obecná struktura rozhraní UTRAN 
29 
 
Každý zásobník protokolů je rozdělen na horní vrstvu (vrstva rádiové sítě) a dolní 
vrstvu (vrstvu transportní sítě). Horní vrstvy se používají pro aplikace a informaci, která 
přesahuje rámce konkrétního rozhraní, zatímco dolní vrstva garantuje a vykonává 
dopravu informace na konkrétním rozhraní. 
Rozhraní Iu 
Rozhraní Iu spojuje UTRAN s CN. Interface Iu rozhraní je rozděleno do třech 
funkčních typů. Iu rozhraní směrem k doméně CS se nazývá Iu-CS. Iu rozhraní směrem 
k doméně PS se nazývá Iu-PS. Poslední doména páteřní sítě je doména BC a rozhraní 
směrem k doméně BC je rozhraní Iu-BC. Iu-BC rozhraní není popsána v tomto 
dokumentu. UTRAN zodpovídá za veškeré aspekty radiového vysílání, včetně mobility 
UE v režimu připojení na úrovni buněk. 
 
Obr.  1.15: Rozhraní Iu připojuje UTRAN k CN 
Páteřní síť (CN) zodpovídá za aspekty týkající se obsluhování koncového 
uživatele, včetně sledování UE v nefungujícím režimu na úrovni určení umístění / 
směrování.  
Iu rozhraní podporuje obecnou sadu služeb, které UTRAN nabízí uzlům CN bez 
ohledu na jejich typ. 
Zásobník protokolů Iu-CS 
Zásobník protokolů řídící roviny Iu-CS se skládá z vrstvy nosiče signalizace, vrstvy 




Obr.  1.16: Zásobník protokolů  Iu-CS 
Jako nosič signalizace pro aplikační protokol radiové sítě (RANAP) se používá 
širokopásmový signalizační systém číslo 7. To znamená, že RANAP používá SCCP. 
Používají se obě procedury - s připojením a bez navazování spojení. Subsystém přenosu 
zpráv 3b (MTP3b) se používá v SCCP. Protokoly výměny dat (protokoly rozhraní) mezi 
protokoly ATM a SS7 jsou SSCF-NNI, SSCOP a AAL5. [16] 
Vrstva aplikačního protokolu radiové sítě (RANAP) 
Protokol RANAP zapouzdřuje a přenáší signalizační informace vyšší vrstvy, zpracovává 
signalizační informace mezi 3G-SGSN a UTRAN, řídí GTP spojení na rozhraní Iu.  
Protokol RANAP poskytuje specifické ovládání / signalizaci pro UTRAN, včetně: 
 Celkové řízení RAB, jako je nastavení, uvolnění a technický servis.  




 Paging dotazy UE  
 Informace o umístění UE  
 Zpracování chyb  
 Zpracování přetížení  
 Řízení spojení Iu 
Protokol RANAP je definován v 3G TS 25.413. 
Vrstva nosiče signalizace 
Úroveň nosiče signalizace se skládá z několika vrstev protokolů: 
 SCCP poskytuje služby bez navazování spojení a s připojením pro vyšší úrovně. 
SCCP je definován v doporučení ITU-T Q.716. 
 MTP3b poskytuje funkce, jako jsou směrování zpráv, řízení signalizace, 
vyvažování zátěže, přepínání mezi prvky. MTP3b je definován v doporučení ITU-
T Q.2210. 
 Specifická funkce koordinace služeb (SSCF-NNI). SSCF konvertuje požadavky 
vyšší vrstvy na požadavky SSCOP. SSCF-NNI je definován v doporučení ITU-T 
Q.2140. 
 Specifický protokol služeb s připojením (SSCOP) poskytuje mechanismy pro 
navázání a uvolnění spojů a spolehlivou výměnu informace mezi signalizačními 
prvky. SSCOP je definován v doporučení ITU-T Q.2210. 
 Adaptační vrstva ATM (AAL5) přizpůsobuje protokol vyšších vrstev 
k požadavkům nižší vrstev buněk ATM. AAL5 je definován v doporučení ITU-T 
I.363.5. 
SSCF, SSCOP a SSCOP spolu jsou známý jako vrstva adaptace signalizace ATM  
mezisíťové rozhraní (SAAL-NNI).  
Úrovně nosičů signalizace níže RANAP jsou definovány v 3G TS 25.412. 
Zásobník protokolů Iu-PS 
Zásobník protokolů Iu-PS je trochu odlišný od zásobníku protokolu Iu-CS. 
Provozovatel musí zvolit pro signalizaci mezi dvěma zásobníky: provozovatel může 
používat stejný zásobník jako pro Iu-CS nebo alternativní zásobník založený na IP přes 




Obr.  1.17: Zásobník protokolů Iu-PS 
Na Obr. 1.17 je ukázán vztah mezi zásobníky protokolů Iu-PS a zásobníky 
protokolů na dalších rozhraních UMTS. 
Protokol tunelování GPRS pro uživatelskou rovinu (GTP-U) 
Tento protokol tuneluje uživatelské data mezi UTRAN a 3G-SGSN a také mezi uzly 
podpory GPRS (GSN) v páteřní sítě. GTP musí zapouzdřovat všechny protokolové bloky 
dat PDP (PDU). GTP je definován v 3G TS 29.060. GTP-U je definován ve stejném 
doporučení jako vrstva protokolu GTP-C. Nicméně, pro aplikace řídící roviny (GTP-C) 
a uživatelské roviny (GTP-U) se používá různé zprávy definované v doporučení. 
UDP / IP jsou protokoly páteřní sítě používané pro směrování uživatelských dat a 




Iub rozhraní se používá CRNC (nebo DRNC) pro dotaz na nastavení, přidání nebo 
odstranění prvků rádiového spojení v NodeB. Také se DRNC používá pro řízení přístupu 
k rádiovým zdrojům a správu hardwarových zdrojů. 
Zásobník protokolů Iub 
Nosič signalizace používány aplikačním subsystému NodeB (NBAP) se skládá z SSCF-
UNI na SCCOP a AAL5. Všechny tři vrstvy nosiče signalizace se spolu nazývají vrstva 
adaptace signalizace ATM (SAAL). Na Obr.1.18 je ukázán vztah mezi zásobníky 
protokolů Iub a zásobníky protokolů na jiných rozhraních UMTS. 
 
Obr.  1.18: Zásobník protokolů Iub 
Vrstva protokolů aplikačního subsystému NodeB (NBAP) 
Protokol NBAP definovaný v 3G TS 25.433 se používá na rozhraní Iub. Tam on 
poskytuje informace pro signalizaci / řízení UTRAN, například:  
 zpracování a řízení měření vykonávané UE, 
 řízení prvků rádiového spojení, obecného kanálu a zdroje,  
 synchronizace, 
 zpracování chyb. 
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Protokoly vrstvy radiové sítě uživatelské roviny 
Vrstva radiové sítě uživatelské roviny na Iub rozhraní obsahuje množství protokolů. 
Struktura ukazuje způsob organizace informace na rádiovém rozhraní, tj. datové toky, 
které jsou přenášeny přes rozhraní Uu. Seznam těchto protokolů je uveden níže. 
 Protokol formování rámců obecného kanálu paketového přenosu (CPCH FP)  
 Protokol formování rámců sdíleného uplink kanálu (USCH FP)  
 Protokol formování rámců sdíleného downlink kanálu (DSCH FP)  
 Protokol formování rámců pagingového kanálu (PCH FP)  
 Protokol formování rámců kanálu přímého přístupu (FACH FP)  
 Protokol formování rámců kanálu s náhodným přístupem (RACH FP)  
 Protokol formování rámců vyhrazeného transportního kanálu (DCH FP) 
Rozhraní Iur 
Iur rozhraní se používá SRNC pro dotaz na nastavení, přidání nebo odstranění prvků 
radiového spojení v DRNC. Ono také podporuje synchronizaci a předání obsluhování. 
Pro minimalizaci ekvivalentní předání mezi BSC se používá rozhraní Iur pro povolení 
pružného předání obsluhování mezi RNC. To se provádí pro to, aby skrýt funkce rádiové 
sítě od CN, a zejména pro zabránění efektů střídavého přepínání (ping-pong), například, 
pro UE, často se pohybující mezi dvěma buňkami, v CN. 




Obr.  1.19: Zásobník protokolů Iur 
Subsystém vrstvy transportní sítě protokolů řídící roviny pro Iur je podoben pro 
subsystém Iu-PS. Provozovatel má na výběr ze dvou zásobníků. Vrstva radiové sítě v 
zásobníku protokolů Iur obsahuje protokol aplikačního subsystému rádiové sítě 
(RNSAP). 
Vrstva protokolů aplikačního subsystému rádiové sítě (RNSAP) 
Protokol RNSAP se používá na rozhraní Iur, kde on poskytuje signalizaci / řízení 
UTRAN, například:  
 Přerozdělení SRNC. 
 Přeprava informace NAS mezi UE a CN, podobně jako informace MM nebo 
broadcast vysílání. 
 Pagingové dotazy UE.  
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 Řízení zdrojů transportního kanálu (prvky rádiového spojení a fyzické linky).  
 Pružné předání obsluhování. 
RNSAP je definován v 3G TS 25.423. 
Rozhraní Uu 
 
Obr.  1.20: Architektura protokolů rádiového rozhraní (body přístupu k službám jsou označeny 
kružnicemi) 
Uu rozhraní je radiové rozhraní mezi UE a sítí UMTS. Na Obr. je uveden vztah mezi 
zásobníky protokolů Uu a zásobníky protokolů dalších rozhraní UMTS. 
Vrstva protokolů řízení radiových zdrojů 
RRC protokol definovaný v 3G TS 25.331 se používá mezi UTRAN (RNC) a UE. 
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Poskytuje následující funkce: 
 Broadcast přenos informace. 
 Řízení 
o RRC spojení mezi UE a UTRAN (navázání, uvolnění a technický 
servis), 
o radiových kanálů (navázání, uvolnění, rekonfigurace), 
o rádiových zdrojů RRC spojení (přiřazení, uvolnění, rekonfigurace). 
 Funkce mobility pro RRC spojení. 
 Správa požadované QoS. 
 Zpracování výkazů měření z UE. 
 Správa šifrování 
 Paging 
 Zajištění ochrany integrity RRC zpráv 
 Předstih synchronizace (timing advance) (duplex s časovým rozdělením 
(TDD)). 
Vrstva protokolů konvergence paketových dat (PDCP) 
Vrstva PDCP definovaná v 3G TS 25.323 se používá v uživatelské rovině mezi UTRAN 
(RNC) a UE. Poskytuje následující funkce:  
 Komprese  a dekomprese záhlaví v datových tokách IP (např. záhlaví TCP / 
IP a RTP / UDP / IP pro IPv4 a IPv6). 
 Přenos uživatelských dat mezi uživateli služby PDCP. 
Vrstva protokolu RLC 
RLC protokol se používá pro RLC spojení mezi UTRAN (RNC) a UE. Navazuje se jedno 
připojení pro každý radiový kanál (RB). RLC protokol poskytuje následující funkce: 
 Segmentace a desegmentace dlouhých PDU vyšší vrstvy. 
 Konkatenace krátkých PDU vyšší vrstvy. 
 Přenos uživatelských dat, včetně opravy chyb a řízení toku. 
 Opakované dodání PDU vyšší vrstvy. 
 Kontrola pořadových čísel.  
 Detekce a oprava chyb protokolů. 
 Šifrování. 
RLC protokol je definován v 3G TS 25.322. 
Vrstva protokolu MAC 
Protokol MAC se nachází přímo nad fyzickou vrstvou. Používá se mezi UTRAN (RNC) 
a UE. Poskytuje následující funkce: 
 Konverze dat mezi logickými a dopravními kanály.  
 Výběr vhodného transportního formátu pro každý dopravní kanál v závislosti na 
okamžitých hodnotách rychlosti přenosu zdroje. 
 Zpracování priority mezi datové toky jednotlivého UE a mezi několika UE.  
 Multiplexování / demultiplexování PDU vyšší vrstvy „do“ a „z“ reálných 
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transportních kanálů fyzické vrstvy. 
Protokol MAC je definován v 3G TS 25.321. 
1.4 Struktura a principy provozu sítí EPS 
Tato kapitola je věnována studiu základních principů výstavby EPS sítí a organizací 
v nich různých uživatelských služeb. Jelikož LTE sítě jsou další rozvoj sítí 2. a 3. 
generace, detailní posouzení struktury a účelu základních síťových uzlů (účastnické 
registrů, vypínače, regulátory, atd.) v navrhované práci není možné, pokud je to žádoucí, 
potřebné informace lze získat z rozsáhlé literatury o různých telekomunikačních sítích. 
     Při vývoji architektury LTE sítě byly brány v úvahu následující obecné zásady.[6] 
 Byly logické odděleny transportní (sub)sítě přenosu uživatelských dat a služební 
informace. 
 Síť rádiového přístupu a základní paketové sítě jsou zcela osvobozeny od 
dopravních funkcí. Schémata adresace, používané v těchto sítích, by neměla být 
spojena se schématy adresace, použitelná při realizaci transportních funkcí. 
Skutečnost, že některé funkce sítě rádiového přístupu nebo základní paketové sítě 
jsou fyzicky implementovány ve stejném zařízení jako některé transportní funkce, 
neznamená, že transportní funkce jsou součástí uvedených sítí. 
 Řízení mobility uživatele a/nebo uživatelských terminálů je zcela přiděleno k síti 
rádiového přístupu.  
 Funkční rozdělení síťových rozhraní sítě rádiového přístupu musí mít několik 
možností. 
 Rozhraní by měla být založena na logickém modelu bloku, řízeného tímto 
rozhraním. 
 Jeden fyzický prvek sítě může realizovatelné obsahovat několik logických bloků. 
1.4.1 Architektura sítě EPS  
LTE síťová architektura je navržena tak, aby zajistila podporu paketového provozu s tzv. 
„hladkou“ („seamless“, bezešvou) mobilitou, minimálním zpožděním doručení paketů 
a vysokou úrovní kvality služby. 
Mobilita, jako funkce sítě, se zajišťuje dvěma její druhy: diskrétní mobilitou 
(roaming) a kontinuální mobilitou (handover). Vzhledem k tomu, LTE sítě by měly 
podporovat roaming a handover se všemi existujícími sítěmi, pro LTE účastníky 
(terminály) by se měla zajišťovat všeobecné pokrytí služeb bezdrátového 
širokopásmového přístupu. 
Přenos paketů umožňuje veškeré služby, včetně přenosu digitalizovaného hlasu. 
Na rozdíl od většiny sítí předchozích generací, v nichž existuje dostatečně velká 
rozmanitá příroda a hierarchie síťových uzlů, architektura sítí LTE může být nazývána 
„plochou“, protože skoro veškeré síťové komunikace prochází mezi dvěma uzly: bázové 
stanice (Base Station, BS), ve specifikacích tzv. evolved NodeB (eNB), a mobility řídící 
subjekt (MME, Mobility Management Entity).[7] 
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RNC (Radio Network Controller), který hrál velmi významnou roli v sítích 
předchozích generací, byl odstraněn od kontroly řízení toku, a jeho tradiční funkce je 
komprese hlavičky, řízení rádiových zdrojů, šifrování, spolehlivé doručení paketů atd. 
byly sdělený přímo BS. 
    MME pracuje pouze se pomocnými informacemi - tzv. síťovou signalizací tak, že 
IP-pakety obsahující informace o uživateli (parametry kvality služby QoS) skrze ni 
neprochází. Výhoda takového samostatného bloku signalizace je v tom, že kapacitu 
kanálu je možně zvyšovat nezávisle, jak pro uživatelský provoz, tak i pro servisní 
informaci. Hlavní funkcí MME je řízení uživatelských terminálů (UE), které jsou ve stavu 
stand-by, včetně přesměrování a provedení výzvy, autorizace a autentizace, roamingu 
a  handoveru, zřízení služebních a uživatelských kanálů atd.   
      Ze všech bran samostatně jsou vyčleněny dvě: obsluhující brána (S-GW, Serving 
Gateway) a brána paketové sítě (P-GW, Packet Data Network Gateway). S-GW funguje 
jako řídicí jednotka lokální mobility, přijímá a přeposílá datové pakety, které patří do BS 
a obsluhovaný jí uživatelský terminál. Brána paketové sítě je rozhraní mezi BS a sadou 
jiných vnějších sítí a také provádí některé funkce IP-sítí, jako je přidělování adres, 
poskytování uživatelsky definovaných politik, směrování, filtrování paketů, atd. 
 Stejně jako ve většině sítí třetí generace, v základě principů budování LTE sítě je 
založeno rozdělení těchto dvou aspektů: fyzické realizace jednotlivých síťových bloků a 
formování funkčních vazeb mezi nimi. Při tom, úkol fyzické implementace se řeší na 
základě koncepce oblasti (domain) a funkční vztahy jsou uvažovány v rámcích vrstvy 
(stratum). 
 Primárním rozdělením na fyzické vrstvě je rozdělení síťové architektury na oblast 
uživatelského zařízení (UED, User Equipment Domain) a oblast síťové infrastruktury 
(ID, Infrastructure Domain). Ta zase, je rozdělena na rádiovou přístupovou podsít‘ (E-
UTRAN, Evolved Universal Terrestrial Radio Access Network) a bázovou (paketovou) 
podsít‘ (EPC, Evolved Packet Core). 
 Uživatelské zařízení je sada uživatelských terminálů s různými úrovněmi 
funkčnosti, používaných telefonními účastníky pro přístup k LTE-službám. Jako 
uživatelský terminál může figurovat jak skutečný („živý“) účastník, používající, 
například, služby hlasového provozu, tak i zařízení pro vysílání či příjem konkrétních 
síťových nebo uživatelských aplikací. 
 Obr. 1.21 ukazuje zobecněnou strukturu sítě LTE, ze které je patrné přítomnost 
dvou vrstev funkčních vztahů: vrstva radiového přístupu (AS, Access Stratum) a vnějšek 
vrstvy radiového přístupu (NAS, Non-Access Stratum). Znázorněné na Obr. 1.21 ovály s 




Obr.  1.21: Zobecněná struktura sítě LTE (převzato z [7]) 
Styk, mezi oblastí uživatelského zařízení (User Equipment, UE) a oblastí sítě 
rádiového přístupu eUTRAN, se nazývá Uu rozhraní, styk mezi oblastí sítě rádiového 
přístupu a oblastí základní sítě EPC - S1-rozhraní. Struktura a fungování různých 
protokolů, týkajících se rozhraní Uu a S1, jsou rozděleny na dvě takzvané roviny: 
uživatelskou rovinu (UP, User Plane) a řídicí rovinu (CP, Control Plane). 
Uživatelská rovina je sada protokolů popisující způsob přenosu uživatelských dat 
mezi jednotlivými jednotkami od UE, přes S-GW a P-GW, do IMS a externích sítí a zpět. 
Mechanismy řízení mobility pracují mimo přístupové vrstvy v páteřní síti (EMM, 
EPC Mobility Management). 
Subsystém IMS (IP Multimedia Subsystem) je popsán v specifikacích 3GPP TS 
22.228.[3] Je založen na určité sadě bázových funkčních bloků. Protokol SIP, který je 
hlavním protokolem řízení přenosu dat v IMS byl vyvinut pracovní skupinou IETF 
a přijat pro použití v IMS konsorciem 3GPP. 
Díky koncepci IMA (IMS Multi-Access), která není určená k interakci se 
subsystémem IMS, může účastnické zařízení přistupovat k páteřní síti a službám 
založeným na IMS. Operátoři mají možnost poskytovat IMS služby obrovskému počtu 
uživatelů terminálů GSM a ISDN. IMA koncepce hraje hlavní roli při koncentraci řízení 
služeb v IMS síti bez ohledu na typ přístupových sítí, a také při poskytování identické 
úrovně služeb (user experience) účastníkům IMS pomoci různých terminálů. [6,11] 
Subsystém IMS byl stanoven jako řešení pro opěrné telekomunikační sítě 
v dohledné době. Je schopen poskytovat různé typy komunikačních služeb, včetně 
telefonie, videotelefonie, výměny zpráv a chatu. Tyto služby budou poskytovány 
prostřednictvím rozmanitých přístupových sítí, jak drátových (na bázi technologie 
Ethernet, kabelových modemů a DSL), tak i bezdrátových (např. UMTS, HSPA a LTE). 
V IMS-síti jsou základními signalizačními protokoly SIP (Session Initiation 
Protocol) a SDP (Session Description Protocol), tudíž zařízení používající IMS služby by 
je měla podporovat. Přenos mediálních toků se provádí pomocí několika protokolů, 
včetně RTP (Real-time Transport Protocol) a MSRP (Message Session Relay Protocol). 




V uživatelské rovině jsou implementovány protokoly, které poskytují přenos 
uživatelských dat přes rádiový kanál. Do řídící roviny patří ty protokoly, které v různých 
aspektech poskytují spojení mezi UE a sítí. Také k této rovině patří protokoly, určené pro 
transparentní přenos zpráv, souvisejících s poskytováním různých služeb. 
Oblast sítě rádio přístupu je logicky rozdělena do dvou úrovní: úroveň rádiosítě 
(RNL, Radio Network Layer) a úrovně transportní sítě (TNL, Transport Network Layer). 
Interakce patřící do oblasti rádiové přístupové sítě BS se realizuje pomoci X2 - rozhraní 
(Obr. 1.22). Kromě toho, existuje tranzitní spojení mezi základnovými stanicemi 
a základovou sítí přes blok řízení mobility (S1 - MM - rozhraní) nebo obsluhovací uzel 




Obr.  1.22: Spojení funkčních uzlů rádiové přístupové sítě (převzato z [7]) 
 Rozebereme účely funkčních bloků rádiové přístupové sítě. [7] 
Na BS v LTE sítích je pověřeno vykonání následujících funkcí: 
 Radio Resource Management: distribuce rádiokanálů, dynamická distribuce 
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zdrojů v uplink a downlink směrech-tzv. scheduling, atd. 
 Komprese záhlaví IP - paketů , šifrování toku uživatelských dat. 
 Výběr bloku řízení mobility při připojení do sítě UE, pokud ten nemá 
informací o minulém připojení. 
 Směrování v uživatelské rovině paketů dat vůči obsluhující bráně. 
 Směrování a odesílání informace o volání a vysílání, získané od bloku řízení 
mobility. 
 Směrování a odesílání zpráv PWS (Public Warning System, systém 
poplašného upozornění), získané od bloku řízení mobility. 
 Měření a zpracování příslušných zpráv pro řízení mobility a směrování. 
Blok řízení mobility vykonává následující funkce: 
 Přenos chráněné informace o místech přístupu ke službám a zabezpečené 
řízení přístupovými body. 
 Přenos informace do páteřní sítě pro řízení mobility mezi různými rádiovými 
přístupovými sítěmi. 
 Řízení BS ve stavu očekávání (reachability), včetně přesměrování volání. 
 Sledování UE. 
 Výběr obsluhující brány a brány paketové sítě pro rádiové přístupové sítě 
různých standardů. 
 Výběr nového řídícího bloku mobility pří vyplnění handoveru. 
 Roaming. 
 Autentifikace. 
 Správa radiokanálu, včetně instalace vyhrazeného kanálu. 
 Podpora přenosu zpráv PWS. 
 Obsluhující uzel je zodpovědný za vyplnění následujících funkcí: 
 Výběr nulového bodu („kotva“) lokálního umístění (Local Mobility Anchor) 
při handoveru. 
 Buffering datových paketů ve směru downlink určených pro UE, nacházející 
v Stand-by režimu, a inicializace procedury dotazu na službu. 
 Zákonný odposlech uživatelské informace. 
 Směrování a přeposílání paketů dat. 
 Označení paketů transportní vrstvy. 
 Tarifikace účastníků. 
Brána paketové sítě poskytuje vyplnění následujících funkcí: 
 Filtrování a přeposílání uživatelských paketů. 
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 Zákonný odposlech uživatelské informace. 
 Přidělení IP adres UE. 
 Označení paketů transportní vrstvy ve směru Downlink. 
 Tarifikace služeb, jejich selekce. 
1.4.2 Zásobník protokolů, kanály a služby, realizované na různých 
úrovních 
Obr. 1.23 ukazuje zásobník protokolů, rozdělených do následujících podvrstev: 
 fyzická (PHY) vrstva; 
 Podvrstva kontroly řízení přístupu k MAC (Medium Access Control); 
 Podvrstva řízení rádiového kanálu RLC (Radio Link Control); 
 Podvrstva protokolu konvergence (fúze) paketových dat PDCP (Packet Data 
Konvergence Protocol). 
 Podvrstva řízení radiozdrojů RRC (Radio Resource Control); 
 Podvrstva protokolu, fungujícího mimo vrstvy přístupu (NAS-protokol).  
 
Obr.  1.23: Zásobník protokolů v uživatelské rovině (převzato z [7]) 
Na podvrstvách MAC a RLC v uživatelské rovině se plní stejné funkce jako 
v řídící rovině. Funkce podvrstvy RRC jsou omezeny pouze řídicí rovinou: vysílání 
systémové informace, volání, řízení radiokanálu, řízení připojení na této podvrstvě, řízení 
mobility, řízení a vypracování zpráv o měření parametrů UE. 
      Do řídící roviny je odnesen protokol výměny informace (protokol NAS), 
lokalizovaný mezi blokem řízení mobility a UE. Tento protokol je určen pro úkoly, které 
nesouvisejí s problémy rádiového přístupu: řízení průchozího kanálu přenosu dat, 
autentizace a ochrana uživatelských dat, atd. 
      V dolní fyzické vrstvě, označovanou také jako Vrstva 1 ( L1, Layer 1), se provádí 
služby přenosu dat do vyšších úrovní. Vykonávání těchto služeb je spojeno se zajištěním 
těchto funkcí [7]: 
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 Detekce chyb v přenosovém kanálu a indikace této události do vyšších úrovní. 
 Kódování a dekódování dat v rámcích transportního kanálu. 
 Hybridní požadavky na opakované vysílání paketů dat (HARQ, Hybrid 
Automatic Repeat Request). 
 Energetické vyrovnání fyzických kanálů pomoci váhových činitelů. 
 Modulace a demodulace fyzických kanálů. 
 Frekvenční a časová synchronizace. 
 Měření frekvenčních charakteristik a posílání zpráv do vyšších úrovní. 
 Vícecestné šíření pro zvýšení propustnosti radiokanálu (metoda MIMO, Multiple 
Input Multiple Output). 
 Formovaní diagramu paprsku (Beamforming). 
 Radiofrekvenční zpracování signálu. 
     Přístupové body k službám mezi fyzickou vrstvou a MAC-podvrstvou zajišťují 
transportní kanály a mezi MAC - podvrstvou a RLC - podvrstvou - logické kanály. 
     Na Obr. 1.24 je ukázána struktura linkové vrstvy, označované také jako L2(Layer 
2). Ve směrech uplink a downlink, rozdíl struktur, je v tom, že v downlink směru na MAC 
- podvrstvě probíhá řízení priority několika uživatelských terminálů, zatímco ve směru 
uplink probíhá řízení priority pouze jednoho uživatelského terminálu. MAC - podvrstva 
poskytuje vykonání následujících základních funkcí: 
 Multiplexing balíčků služeb (SDU, Service Data Unit), které patří do jednoho 
nebo více logických kanálů, do dopravních bloků transportních kanálů a vykonání 
opačných funkcí. 
 Sestavování výkazů. 
 Oprava chyb prostřednictvím dotazů na opakované vysílání. 
 Řízení priority logických kanálů. 
 Identifikace služeb multimediálního vysílání (MBMS, Multimedia Broadcast 
Multicast Service). 
 Výběr transportního formátu. 




Obr.  1.24: Struktura linkové vrstvy v downlink (a) a  uplink (b) směru (převzato z [7]) 
Přenos dat na RLC-podvrstvě může probíhat ve dvou režimech: s potvrzením 
(AM, Acknowledge Mode) nebo bez potvrzení (UM, Unacknowledge Mode). Režim bez 
potvrzení, při jeho možném využití v radiokanálu, dovoluje některou ztrátu datových 
paketů. V režimu s potvrzením, se používá mechanismus automatických požadavků na 
opakované vysílání ztracených paketů. 
     RLC - podvrstva vykonává následující funkce: 
 Přenos paketů do vyšších úrovní. 
 Oprava chyb prostřednictvím požadavku na opakované vysílání (pouze v režimu 
s potvrzením). 
 Zřetězení, segmentace a opětovné sbírání balíčků služeb. 
 Opakovaná segmentace datových paketů (pouze v režimu s potvrzením). 
 Změna pořadí datových paketů. 
 Fungování protokolu detekce chyb (pouze v režimu s potvrzením). 
 Odhazování poškozených paketů služeb. 
 Opakované zahájení spojení v RLC vrstvě. 
     Seznam funkce PDCP - podúrovně. 
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 Komprese a dekomprese záhlaví podle protokolu ROHC (Robust Header 
Compression). 
 Přenos uživatelských dat. 
 Konzistentní doručení datových paketů vyšších úrovní (režim s potvrzením). 
 Dvojitá detekce paketů služeb z nižších úrovní (režim s potvrzením). 
 Opakovaný přenos paketů služeb při handoveru (režim s potvrzením). 
 Šifrování a dešifrování. 
 Odhazování poškozených paketů služeb v uplinku. 
 Přenos řídící informace. 
Mezi hlavní služby a funkce RRC - podúrovně patří: 
 Vysílání systémových informací patřících k přístupové vrstvě.  
 Volání. 
 Zahájení, regulace a přerušení spojení na RRC - podúrovni mezi UE a sítí. 
 Funkce ochrany informace, včetně správy šifrovacích klíčů. 
 Instalace, konfigurace, nastavení a odstranění průchozího radiokanálu. 
 Funkce řízení mobility. 
 Potvrzení služeb multimediálního vysílání. 
 Správa QoS. 
 Hlášení měření parametrů, tykajících se UE. 
 Přímá komunikace mezi UE a síťovou oblastí mimo vrstvy přístupu. 
Nyní budou posouzeny sady protokolů, fungujících v různých síťových 
rozhraních. 
 
Obr.  1.25: Zásobník protokolů S1 v uživatelské rovině a řídící rovině 
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Na Obr. 1.25 a 1.26 jsou uvedeny zásobníky podobných protokolů S1 a X2. 
Rozhraní S1-U protokolu S1 v uživatelské rovině, definované mezi BS a S-GW, využívá 
GTP - U (GPRS Tunneling Protocol) tunelování paketů, poskytuje negarantované 
doručení uživatelských dat. Tento IP-protokol umožňuje navázat více tunelů mezi každou 
sadou koncových uzlů. 
      Jak již bylo uvedeno, v řídící rovině mezi BS a MME je definováno rozhraní  S1-
MM, využívající na transportní vrstvě SCTP protokol přenosu toku pomocné informace, 
který je podobný TCP protokolu. 
      V aplikační vrstvě se používají protokoly S1 - AP a X2 – APOD. 
 
Obr.  1.26: Zásobník protokolů S1 v uživatelské rovině a řídící rovině 
Většina uživatelských aplikací je popsána sadou ukazatelů kvality služby QoS. 
V každé paketové síti musí být založeny mechanizmy zajištující přenos paketovaných dat 
uživatelů s různou prioritou. 
 V sítích LTE (stejně jako v sítích UMTS) se uvádí pojem průchozího kanálu (end-
to-end bearer) mezi dvěma koncovými body. Buď mezi dvěma uživateli, nebo mezi 
uživatelským terminálem a jakýmkoli internetovým serverem. V souladu s tím vznikají 
pojmy části průchozího kanálu na různých úrovních a v různých uzlech sítě: rádiokanál 
(radio bearer), vnější kanál (external bearer), atd. Pojem kanálu nesoucího řadu parametrů 
QoS stanovených mezi UE a bránou paketové sítě (Obr. 1.27). V LTE specifikacích [5] 
se takový kanál nazývá EPS - kanál (EPS bearer, EPS - Evolved Packet System). Každý 
IP-tok, např. přenos hlasu prostřednictvím IP-protokolu (VoIP), je spojen s individuálním 
EPS-kanálem a podle toho je síť schopná nastavovat různým účastníkům různé priority. 
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Když IP-paket přichází zvenčí (vnější IP-sít‘, internet), je klasifikován obsluhujícím 
uzlem dle kvality služby na základě předem definovaných parametrů, zachycuje se do 
příslušného EPS-kanálu a poté se přenáší v rádiokanálu mezi BS a UE. Tudíž existuje 
vzájemně jednoznačná shoda mezi EPS-kanálem a rádiokanálem. 
 
Obr.  1.27: Architektura průchozího kanálu (převzato z [7]) 
Shrnutí vývoje mobilních protokolů 
Rozvoj mobilních protokolů zřejmě ukazuje, jak se měnily mobilní protokoly, jak se 
adaptovaly k vznikajícím požadavkům ze strany mobilních sítí, kvůli jejím měnicím 
architekturám, novým prvkům a rozhraním, novým přicházejícím technologiím. Nové 
technologie přinášely nové výkonnostní a rychlostní požadavky. Byl uskutečněn přechod 
od systémů s komutací kanálů k systémům s komutací paketů. Jenom jeden ten přechod 
přinesl do mobilních sítí úplně nové protokoly (TCP/IP/UDP) atd. 
1.4.3 Specifičnost IP adresace v mobilních sítích 
IPv6 unicast adresy lze rozdělit na dvě hlavní části: prefix podsítě a identifikátor rozhraní. 
Rozhraní, v tomto případě,  se používá pro připojení uzlu ke komunikačnímu L2 kanálu. 
Spojová vrstva v klasickém protokolovém zásobníku se nachází pod vrstvou IP. 
Nejběžnějším příkladem kabelového komunikačního spojení je Ethernet. V případě LTE, 
spojení je defaultní EPS-nosič mezi PGW a UE, virtuální L2 spojení se skládá z IP tunelů 




Obr.  1.28: Přístupová část Ethernet a EPS sítí 
 Jeden významný rozdíl mezi Ethernet a LTE sítěmi je znázorněn  na Obr.1.28. 
V LTE linková vrstva představuje point-to-point, kde dva uzly na lince jsou PGW a UE. 
 Část adresy IPv6 „identifikátor rozhraní“ musí být unikátní pro každé spojení. 
Část IPv6 unicast adresy „prefixu podsítě“ se může používat buď pro identifikaci adresy 
jako linková lokální adresa nebo jako globální unicast adresa. 
 
Obr.  1.29: Skladba IPv6 adresy 
IPv6 umožňuje uzlu automatickou konfiguraci podle IP adresy. Prefix podsítě je 
stejný pro všechny link-local adresy, FE80::/10, a je specifikován ve standardu RFC4291 
IETF. V síti Ethernet uzel může nastavovat svou vlastní link-local adresu v kombinaci 
link-local prefixu s identifikátorem rozhraní odvozené z jeho ethernetové adresy. Je 
možné použít link-local adresu pro komunikaci se všemi ostatními uzly na stejné lince. 
Vzhledem k tomu, že je možné, že další uzel na stejné lince, může mít stejný identifikátor 
rozhraní a tím i stejnou link-local IPv6 adresu, musí být provedena procedura, známá jako 
DAD (Duplicate Address Detection). V LTE sítě, DAD je nežádoucí komplikace a proto, 
aby se vyhnout nutnosti provádět tuto proceduru, link-local adresy jsou tvořeny pomocí 
identifikátoru rozhraní odeslanému PGW do UE. PGW zajistí, že je to unikátní adresa 
a v jakémkoli případě další jiný uzel na lince je samo PGW. Tak, link-local adresy v LTE 
nejsou příliš užitečné, ale je to nezbytné pro dosažení souladu s internetovými standardy. 
Důležitější IPv6 adresa pro LTE je globální unicast adresa. Ona má neomezený 
prostor a je podobná veřejné IPv4 adrese. Znovu jsou dvě části adresy, prefix podsítě, 
který je nyní globální unikátní prefix, a ID rozhraní. V příkladu ethernetové sítě jak je 
uvedeno výše, prefix podsítě může být požit čtyřmi počítači, z nichž každý bude muset 
vygenerovat ID rozhraní na lince / podsítě pro vytvoření 128bitové globálně unikátní 
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unicast adresy. V LTE, PDN GW přiděluje každému jednotlivému UE unikátní prefix 
podsítě. Identifikátor rozhraní, který je vždy 64 bitů, v LTE je tvořen UE. UE může použít 
stejný ID rozhraní, který PGW odeslána během procedury připojení, ale to není povinně. 
Ve skutečnosti pro ochranu osobních údajů může UE změnit ID rozhraní kdykoliv v 
průběhu relaci bez účasti sítě. UE tvoří 128bitovou unikátní unicast adresu pomoci 
globálního prefix podsítě a ID rozhraní. Vzhledem k tomu, že prefix podsítě je přidělen 
jen jednomu UE použití jakéhokoli ID rozhraní bude stačit pro zajištění celkové 
jedinečnosti celé 128bitové adresy. Kromě toho, není nutné, aby UE provádělo proceduru 
DAD. 
Níže na Obr. 1.30 je uvedena zjednodušená sekvence zpráv ukazující jak jsou dva 
typy IPv6 adres konfigurovány v UE. Link-local adresa je nakonfigurována během 
připojení (nebo  procedury PDN Connectivity Request). Globální unicast adresa je 
automaticky konfigurována pomocí ICMP zpráv mezi PGW a UE. 
 
Obr.  1.30: Konfigurace IPv6 adres v EPS 
Konfigurace IPv6 adresy v LTE zahrnuje generování link-local adresy a pak 
generování globální adresy pomoci bezestavové autokonfiguraci adres. Procedura 
detekce duplikátů adres pro ověření jedinečnosti těchto adres v LTE není nutná. 
1.4.4 Řízení mobility účastnických terminálů 
V LTE síti pro každé UE jsou identifikovány dva stavy vůči RRC-podvrstvě: připojení 
(RRC CONNECTED) a očekávání (RRC IDLE). Při provozu UE přechází (Obr. 1.31) ze 
stavu RRC-očekávání do stavu RRC-připojení, pokud je spojení úspěšně navázáno, poté 




Obr.  1.31: Změna stavů účastnického terminálu 
 Ve stavu RRC-očekávání, účastnický terminál má schopnost monitorovat kanál 
volání, dostávat informace o vysílání, provádět měření, která se vztahují k obsluhující 
buňce, a pokud je to nutné, provádět její změny. Kromě toho, v tomto stavu je možné 
nastavení určitého cyklu přerušovaného přenosu pro úsporu vyzářeného výkonu UE. V 
tomto stavu řízení mobility provádí UE.  
 Podle [7], ve stavu RRC-připojení může probíhat přenos individuální informace v 
obou směrech, která patří k určitému UE, a také vysílací (multicast) informace ve směru 
downlink, nastavení cyklu přerušovaného přenosu. PT monitoruje řídicí kanály spojené 
se společnými přenosovými kanály pro určení posloupnosti následování paketů dat. Pro 
tyto účely je poskytována zpětná vazba, která poskytuje informace o aktuální kvalitě 
kanálu, provádí se nezbytná měření, která se vztahují k obsluhující buňce a také se posílají 
do sítě zprávy o měření. Na rozdíl od RRC-očekávání ve stavu RRC-připojení se řízení 




Obr.  1.32: Aktivní handover 
 Nejdůležitějším rysem všech mobilních sítí [7], včetně sítí LTE, je podpora 
„bezešvé“ mobility účastníka vůči změnám různých bázových stanic BS, obsluhujících 
uzlů a sítí (tj. síťových bran). Požadavky na efektivitu mobility se ještě více zvyšují při 
použití takových citlivých na zpoždění jednotlivých paketů aplikací, jako je VoIP. Jak je 
známo, základem bezešvé mobility jsou různé procedury handoveru - předání aktivní (tj. 
v režimu relaci nebo připojení) účastníka při přechodu jim přes různé geografické oblastí. 
Je zřejmé, že se stává změna buněk (BS) pro typického uživatele mnohem častěji, než 
změna obsluhující brány a, tím spíše, hlavní sítě. Proto pro přípravu k provádění 
handoveru se využívá signalizace na X2 rozhraní, fungující mezi různými BS. 
 Efektivita provádění handoveru je jedním z nejdůležitějších ukazatelů kvality 
provozu sítí. Špatně regulované parametry handoveru (Time to Trigger (TTT), hysteresis 
(HYST), atd.) můžou vést k nadměrnému zatížení obslužných kanálů a dokonce ke 
ztrátám relací kvůli neúspěšným handoverům. Popisu algoritmů handoveru prováděných 
v různých sítích je věnováno velké množství specifikací (zejména se procedura 
handoveru uvádí v specifikaci TS 36,413). Dále, pro ilustraci, je popsán jednoduchý 
příklad LTE - handoveru při změně buňky v rámci stejné MME a S-GW.[3][7] 
 Na rozdíl, například, od sítě GSM, kde se analýza prostředí a výběr buňky – 
53 
 
kandidáta na handover uskutečňují BSC (Base Station Controller), v LTE sítích jsou 
takové činnosti svěřeny samému UE, i když, samozřejmě, konečné rozhodnutí 
o handoveru přijímá síť. Obr. 1.32 ukazuje příklad handoveru aktivního UE pohybujícího 
se z buňky BS1 do buňky BS2. 
 Při pohybu v uvedeném směru UE vysílá výkaz o měření obsluhující bázové 
stanici BS1, z něhož vyplývá, že kvalita přijímaného signálu od sousední bázové stanice 
BS2, je lepší než od BS1. BS1 připravující handover vysílá po rozhraní X2 cílové BS2 
žádost o handover HO REQUEST. Při tom, na konečné rozhodnutí o handoveru může 
mít vliv současná priorita účastníka, informace o které je přenášena po EPS-kanálu. 
Cílová BS2 konfiguruje potřebné zdroje v souladu s přijatou po EPS-kanálu 
informace QoS a rezervuje pro účastníka mobilní identifikátor C-RNTI (Cell Radio 
Network Temporary Identifier), a případně preambuli kanálu náhodného přístupu. 
Samozřejmě, že identifikátor C-RNTI je unikátní pro každý UE v rámci buňky. 
Jakmile je cílová BS2 odpovídá (stále) obsluhující BS1 o připravenosti provést 
handover HO RESPONSE, BS1 vydává příkaz UE HO COMMAND o změně rádio 
kanálu. Ten příkaz obsahuje veškeré potřebné parametry: nový dočasný identifikátor C-
RNTI (ten, který byl rezervován), preambule kanálu s náhodným přístupem a doba její 
existence, atd. 
Po obdržení příkazu na handover se UE synchronizuje v nové buňce a přistupuje 
k síti prostřednictvím kanálu RACH. Síť pak přiděluje UE potřebné zdroje a stanoví 
potřebnou dobu realizace. Přistupuje takovým způsobem k síti, UE posílá svojí nové 
obsluhující BS2 zprávu potvrzující provedení handoveru HO CONFIRM, BS2 upozorní 
MME: PATH SWITCH, a ten – S-GW zprávou USER PLANE UPDATE REQUEST, ve 
které je nyní označen jako PT obsluhovaný BS2. 
Poté obsluhující uzel přepne řízení UE na BS2, posílaje přes MME příslušné 
příkazy USER PLANE UPDATE RESPONSE a PATH SWITCH RESPONSE. Po 
obdržení příkazu PATH SWITCH RESPONSE BS2 informuje BS1 o úspěšném 
handoveru, posílá jí zprávu o osvobozujících zdrojích HO RELEASE RESOURSE, které 
do té doby byly vyhrazeny pro UE. Tímto je procedura handoveru dokončena. 
Během přípravy a realizace handoveru mezi bázovými stanicemi BS1 a BS2 
mohou být navázány tunely: jeden - pro přenos dat ve směru uplink, další - pro přenos 
dat směrem downlink. To se provádí pro to, aby zajistit přenos dlouhých paketů v případě 
přetečení vyrovnávací paměti. 
Jak již bylo uvedeno, při provádění procedury handoveru účastníkovi je přiřazen 
dočasný identifikátor C-RNTI. Podobné identifikátory se přiřazují účastníkovi, 
uživatelskému a síťovému zařízení také i v provedení různých jiných procedur 
souvisejících se sítí rádiového přístupu a páteřní sítí. 
Tak, v mechanismech regulace výkonu TPC (Transmit Power Control) po 
fyzickým uplink kanálech PUSCH a PUCH se používají příslušné identifikátory TPC- 
PUSCH a TPC- PUСCH. 
Pro globální identifikaci MME se používá identifikátor GUMMEI (Globally 
Unique MME Identity), který je sestaven z identifikátoru mobilní sítě pomoci přidání 
kódu skupiny bloků MME a kódu samého MME. 
Globální identifikace buněk sítí LTE se provádí pomocí mobilního globálního 
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identifikátoru ECGI (E-UTRAN Cell Global Identifier), který je vytvořen přidáním 
k lokálnímu síťovému identifikátoru (tj. používající v rámci jedné sítě) identifikátoru 
buňky CI (Cell Identity). Rovněž se uskutečňuje globální identifikace bázových stanic.[7]
 
Obr.  1.33: Zóna sledování 
Pro řízení mobility UE ve stavu očekávání, zavadí se pojem zóna sledování (TA, 
Tracking Area) jako plochy, která pokrývá zónu obsluhování několika bázových stanic 
(Obr. 1.33). S každou zónou sledování je spojen odpovídající identifikátor TAI (Tracking 
Area Identity). UE může být současně registrován v několika zónách sledování, což 
umožňuje úsporu energii v podmínkách vysoké mobility tím, že eliminuje potřebu stálé 
aktualizace umístění. 
1.4.5 Přenos uživatelských dat v downlink směru 
Jak je patrné z [6], ve směru downlink uživatelská data jsou přenášena v downlink 
fyzickém skupinovém kanálu PDSCH . BS odhaduje kvalitu kanálu mezi uživatelem a 
BS na základě indikátorů CQI, přenášených uživatelskými terminály a v souladu s 
výsledkem přiděluje uživatelům určité zdrojové bloky. Je zřejmé, že pokud uživatel 
potřebuje přenést data s větší rychlosti, to by se mu měl přidělit větší počet zdrojových 
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bloků. Stejně jako v případě uplink kanálu, pozice a parametry přidělených uživatelovi 
zdrojů se můžou měnit v průběhu času. Přerozdělování časově-frekvenčních zdrojů mezi 
uživateli je uvedeno na Obr. 1.34. 
 
Obr.  1.34: Přerozdělení časově-frekvenčních zdrojů mezi uživateli (převzato z [6]) 
Pomocné zprávy o tom, jaké zdrojové bloky jsou přiřazeny danému uživatelovi, 
se přenáší po fyzickému downlink řídícímu kanálu PDCCH. Data kanálu PDSCH mohou 
zaujímat tří až šest OFDMA-symbolů v slotu v závislosti na konfiguraci kanálu PDSCH 
a na používaném cyklickém prefixu (normální nebo prodloužený). V každém podrámce 
data kanálu PDCCH se mohou nacházet pouze v prvním slotu podrámce, tehdy druhý 
časový slot podrámce zahrnuje pouze data PDSCH. 
V příkladu [6], který je znázorněn na Obr. 1.34, v prvním slotu podrámce kanálu 
PDCCH jsou vyděleny tři OFDMA-symboly, ale obvykle data tohoto kanálu mohou 
zaujímat jeden až tři OFDMA-symboly. V režimu, ve kterém je systému přiděleno pásmo 
šířkou 1,4 MHz, v prvním slotu podrámce rádiosignálu kanálu PDCCH mohou být 




Obr.  1.35: Rozmístění  pomocných a uživatelských dat v rámci 
Spolu s daty kanálů PDSCH a PDCCH v signálu downlink kanálu je nutné 
rozmístění pilotních signálů a dat vysílacího kanálu PBCH. Pro efektivnější hodnocení 
převodní charakteristiky kanálu symboly pilotní sekvence jsou rovnoměrně rozloženy na 
časově-frekvenční zdroje podrámce, stejně jako na kmitočtovém pásmu, tak i v čase (na 
OFDMA-symboly). Příklad rozmístění pilotních symbolů na časově-frekvenční zdroje 




Obr.  1.36: Příklad distribuce časově-frekvenčních zdrojů podrámce (převzato z [6]) 
Jako schéma samoopravného kódování uživatelských dat se používá 
turbokódování s rychlostí 1/3, která se také používá v uplink kanálech. Maximální 
velikost bloku dat, který může být doručen na turbokodér, je 6144 bitů. Blokové schéma 
procedury kódování uživatelských dat je znázorněna na Obr. 1.36. Na rozdíl od schématu 
kódování uživatelských dat pro uplink kanál PDSCH v daném schématu chybí procedura 





Obr.  1.37: Blokové schéma kódování dat kanálu PDSCH 
Jak je znázorněno na Obr. 1.36, veškeré procedury sledující po konkatenaci 
kódových bloků mohou být provedeny současně pro více kódových bloků (dva nebo 
čtyři). To je nezbytné pro multi-anténní komunikační systémy (Multiple In Multiple Out, 
MIMO), které jsou postaveny na principu prostorového multiplexování. 
1.4.6 Přenos uživatelských dat v uplink směru 
Ve směru uplink se uživatelská data přenáší po fyzickému sdílenému kanálu PUSCH. 
Přenos signálu kanálu PUSCH se provádí rámci, každý rámec má délku 10 ms. Rozložení 
časově-frekvenčních zdrojů mezi účastníky se provádí zdrojovými bloky, každý z nich 
v kmitočtové oblasti zaujímá pásmo 180 kHz a v časové oblasti má délku 1 ms, což 
odpovídá jednomu rámci rádiosignálu. [6] Přidělené účastníkovi zdroje musí být 
nepřetržité v kmitočtové oblasti, v jakýkoli fixní moment času účastník může přenášet 
pouze jeden SC - FDMA - symbol. Obr. 1.38 ukazuje rozložení časově-frekvenčních 





Obr.  1.38: Rozdělování časově-frekvenčních zdrojů mezi účastníky (převzato z [6]) 
Tak, přenos dat UE není možný bez předběžného dotazu na přidělování zdrojů. 
Předběžné dotazy se provádějí po fyzickému kanálu s náhodným přístupem PRACH. 
Maximální rychlost přenosu dat směrem uplink závisí na několika parametrech. 
Mezi ně patří schéma modulace (QAM-4, QAM-16, QAM-64), počet vydělené ve 
frekvenční oblasti zdrojových bloků, počet pomocné informace, která musí být přenášena 
společně s uživatelskými daty a kódovací schéma. To znamená, že maximální přenosová 
rychlost může nabývat hodnot v rozsahu od 700 kbit / s až 86 Mbit / s.[6] 
Podle [6], před rozmístěním v kanálu PUSCH uživatelských dat se provádí 
následující procedury.  
Výpočet CRC. Kontrolní součet se vypočítá pro každý transportní blok a přidává 
se k němu pomoci jednoho z polynomů: 
gcrc24a (D) = [D24+ D23 + D18+ D17+ D14 + D11+ D10+ D7 + D6+ 
+ D5+ D4 + D3+ D+ 1]; 
gcrc24b (D) = [D24+ D23 + D6+ D5+ D + 1];                (1.1) 
gcrc16 (D) = [D16+ D12 + D5+ 1]; 
gcrc8 (D) = [D8+ D7 + D4+ D3+ D + 1]. 
Segmentace podle kódových bloků. Tato procedura se koná, pokud velikost 
transportního bloku překročí maximální velikost kódového bloku. Pak je transportní blok 
rozdělen na kódové bloky a ke každému kódovému bloku se přidává pole kontrolního 
součtu délkou 24 bitů. Maximální velikost kódového bloku je 6144 bitů. Pokud velikost 
transportního bloku je menší nebo rovna maximální velikosti kódového bloku, tato 
procedura se neprovádí. 
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Samoopravné kódování. V uplink a downlink sdílených kanálech (UL-PUSCH, 
DL-PDSCH) se používá turbokódování s rychlostí 1/3. 
Zarovnání rychlostí přenosu dat. Podstatou této procedury je opakování nebo 
odstranění některých bitů kódového bloku získaného v předchozím kroku a tím pádem 
sladit rychlost přenosu dat požadovanou transportním kanálem a rychlosti přenosu dat, 
kterou může poskytnout fyzický kanál. Jak bude ukázáno dále, v důsledku kanálového 
kódování se vytváří tři datové toky dk(0), dk(1) a dk(2). Na Obr. 1.39 bitové toky na začátku 
přichází do blokových prokladačů, pak se slučují v bloku bitového zásobníku, načež se 
provádí procedura opakování nebo prořídnutí. 
 
Obr.  1.39: Blokové schéma procedury zarovnání rychlostí 
Procedury vyrovnávání rychlostí se liší pro kanály využívající ultra-přesné 
samoopravné kódování a turbokódování.  
 Konkatenace kódových bloků. Tato procedura spočívá v postupném spojování 
kódových bloků, které prošly přes procedury vyrovnávání rychlostí přenosu dat a 
vytvoření jednotného datového toku. 
 Pro pomocná data, na rozdíl od uživatelských, se využívá pouze procedura 
kanálového kódování. Poté probíhá multiplexování uživatelských a pomocných dat, 




Obr.  1.40: Blokové schéma kódování dat kanálu PUSCH  
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2 KLÍČOVÉ VÝKONNOSTNÍ INDIKÁTORY 
V UŽIVATELSKÉ ROVINĚ 
Klíčové výkonnostní indikátory uživatelské roviny (KPI, Key Performance Indicators) se 
obvykle měří pro jednotlivou relaci. To může být jednotlivé vykonávání jakékoli služby 
inicializované uživatelem. Existují různé způsoby, jak uložit a zobrazit měření výkonnosti 
uživatelské roviny. Jaký postup bude zvolen, závisí na účelu měření.  
 Co se tyká samotného uživatele, s uživatelského pohledu nejsou důležité 
technické parametry spojení, kvalita rádiového signálů na lince  atd. Pro uživatele je 
nejdůležitější jeho vlastní spokojenost poskytnutými službami tzv. uživatelská 
spokojenost (User Experience). S tohoto pohledu v následující kapitole budou oceněny 
základní a nejvíc používané služby mobilních sítí. Bude také věnována pozornost 
způsobu jejích získávání z mobilních sítí tzv. Trigger Points. Pro každou popsanou službu 
budou vyjmenovány 3 nejcitlivější s uživatelského pohledu KPI.  Výborným 
dokumentem popisujícím a definujícím měření KPI uživatelské roviny je doporučení 
ETSI TS 102 250 - 2. 
 V této kapitole nebudou popsány takové služby jak: MMS (v současné době 
vysoce rychlostního internetu se skoro nepoužívá), pingování (ne používá se  na 
mobilních telefonech průměrnými uživateli),PoC (nepoužívá se). Naopak budou popsány 
následující služby, které možná v současné době nejsou tolik využity, ale s rozvojem 
mobilních sítí a UE, zlevněním využití těchto služeb brzo budou  vyžádány: video 
telefonie, streamování a mobilní broadcast. Ale před tím budou popsány procedury 
jednotlivých měření. 
Lepší způsob měření uživatelské spokojenosti s propustností je sbírat vzorky 
měření propustnosti při každém volání, které je aktivní v konkrétní buňce, a pak ukládat 
a počítat výsledky do binomického histogramu. Binomická distribuce vzorků měření 
propustnosti umožňuje dobré vyhodnocení účastnické propustnosti. Grafy propustnosti 
ve spojeních, která se používají především pro e-mail a web-browsing vykazují profil 
s vysokou nestálosti kvůli druhu provozu v této lince. Jako výsledek, distribuce vzorků v 
binomickém histogramu odráží spíše povahu provozu než spokojenost uživatele. Pokud 
propustnost je nižší při stahování prvků, například, webové stránky, to není obvykle 
rozpoznáno účastníkem jako problém s mobilním IP připojením, protože stejné problémy 
byly jíž jím zažity mnohokrát v pevných a WLAN sítích kvůli jiným příčinám. S toho 
pohledu, zdá se, že analýza propustnosti pomoci binomického histogramu není 
univerzální. Má smysl zhodnotit uživatelskou spokojenost s propustnou citlivostí pro 
služby v reálném a odloženém čase, jako je streamování videa nebo FTP, ale pro obecné 
měření uživatelské spokojenosti a kvality buňky to nefunguje. Další nevýhodou je, že 
tento druh měření propustnosti vyžaduje hodně hardwaru. Proto, nasazení měření buď 
vestavěné do síťových prvků, nebo pomocí externího měřicího zařízení je velmi nákladné 
a přínosy musí být pečlivě zváženy ve srovnání s náklady. 
Dalším způsobem, jak získat představu o uživatelské spokojenosti s propustností 
je měřit propustnost konkrétního připojení a ukládat maximální, minimální a průměrné 
výsledky tohoto měření do CDR (Call Detail Record). Tato metoda funguje velmi dobře 
v laboratoři, kde počet spojů a buněk, které mají být monitorovány je poměrně malý.  
Nejpodrobnější způsob prezentace měření propustnosti je výpočet sady měření, 
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které byly odebrány na vysoké vzorkovací frekvenci po celou dobu trvání probíhajícího 
spojení. Výsledky měření propustnosti jsou uloženy spolu s jejich časovými značkami 
v databázi, aby bylo možné je později prezentovat v podobě tabulky nebo grafu. Jak je 
znázorněno na Obr. 2.1, největší výhoda tohoto formátu prezentace může být dosažena 
v případě, že výsledky měření propustnosti jsou uvedeny graficky ve vztahu s dalším 
měřením, nebo s výskytem signalizačních událostí (na Obr. 2.1: handover), které 
ovlivňují rychlost přenosu dat. Ve skutečnosti graf znázorněný na tomto obrázku je 
založen na zaznamenávání 3G UTRAN Iub HSDPA (High-Speed Downlink Packet 
Access), ale procedury handoveru budou mít stejný vliv na propustnost v 4G E-UTRAN. 
Nakonec to záleží na konkrétním případu použití, jaký druh detailizace měření a 
jaký formát výkazu by měl nebo mohl být zvolen. A to, co zde bylo diskutováno o měření 
propustnosti platí i pro většinu ostatních výkonnostních měření uživatelské roviny. 
2.1 IP propustnost 
IP propustnost je definována jako objem dat IP rámců přenášených během definovaného 
časového období v upload či download směru. Existují různé verze a deriváty IP, takže 
sada protokolů by měla být podporována tímto měřením, zejména ty protokoly, které se 
dá najít v mobilních IP sítích: 
 IPv4 - Internet Protocol version 4 (32-bitové adresy). 
 IPv6 - Internet Protocol version 6 (128-bitové adresy). 
 PIP - The “P”-Internet Protocol. 
 IP/ST - IP in ST datagram mode. 
 TP/IX - The “Next” Internet Protocol. 
 TUBA - Transmission Control Protocol/User Datagram Protocol (TCP/UDP) 
over Connectionlessmode Network Protocol (CLNP). 
Pro měření propustnosti není velký rozdíl, který IP protokol se používá. Ale je 
důležité, aby rámce protokolu na IP vrstvě byly správně dekódovány. 
V E-UTRAN a EPC existuje několik různých bodů, kde propustnost uživatelské 
roviny IP může být měřena s různými výsledky i v rámci jednoho hovoru. Nejvíc ze 
všeho, má smysl měřit IP propustnost na rádiovém rozhraní, aby bylo možné vyhodnotit 
vliv na uživatelskou spokojenost nejlepším možným způsobem. Kromě toho, je možné a 
smysluplné měřit IP propustnost na GTP tunelů S1-U a S5 a na SGi rozhraních. Korelovat 
měření z SGi rozhraní pro určitého mobilního účastníka je poměrně obtížné, protože tam 
neexistuje žádný tunel spojený s účastníkem. 
Desítky TCP / UDP toků jsou vyměňovány mezi koncovými body IP připojení 
(terminálem a serverem). Na příklad, přibližně 30 různých IP toků jsou nezbytné pro 
stahování a prezentování kompletního obsahu typické tiskové web-stránky, jako 
www.seznam.cz. 
I když je snadné zjistit odesílatele a příjemce konkrétního IP paketu na základě 
zdrojové a cílové adresy v IP hlavičce, není snadné určit, která z těchto adres patří 
k účastníkovi. Tato znalost je nezbytná rozdělení na samostatné měření v uplink a 
downlink směru. Nejlepší způsob, jak roztřídit uplink a downlink rámce je sledovat 
přiřazení dočasných IP adres během procedury připojení nebo sledovat přiřazení 
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identifikátorů koncových bodů GTP tunelu v proceduře řízení tunelů GTP-C a S1AP a 
spojit tuto kontextovou informaci s měřením propustnosti.[4] 
 
Obr.  2.1: Graf měření propustnosti jednoho připojení v korelaci s výskytem handoveru (převzato 
z [4]) 
Objem IP dat lze snadno měřit pomocí délky pole IP hlavičky, která označuje 
velikost celkového IP rámce: hlavička plus data.  
Pokud celková velikost kumulativně spočítané délky záhlaví (objemu dat) pro 
konkrétní volaní a směr je uložen s detailizací v 1 sekundu, tato hodnota se automaticky 
odráží propustnost v kilobitech za sekundu (kbps). 
2.2 Propustnost aplikací 
Propustnost aplikací pro non-real-time služby je objem dat měřeny na sedmé aplikační 
vrstvě protokolu TCP/IP zásobníku protokolů uživatelské roviny, dělený časem. 
V podstatě postup měření je stejný, jak v případě IP propustnost a různé aplikace aplikační 
vrstvy lze rozlišit z hlediska počtu UDP nebo TCP portů. 
 Existují dva problémy při návrhu aplikace, která by měřila propustnost aplikací: 
zjištění správného množství objemu aplikačních dat a najít správné začáteční a koneční 
spouštěcí body pro měření. 
Pro pochopení problému určení správného množství dat na aplikační vrstvě je 
dobrým příkladem FTP rámec, který je znázorněn na Obr. 2.2. 
FTP rámec obsahuje pouze data a není tam pole délky, jen posun dat informačního 
pole. Tento posun dat indikuje první bit TCP rámce, kde se začíná pole dat TCP rámce. 
Vzhledem k tomu, že celý TCP rámec je násobek 32 bitů (4 bajty), je jasné, že 5 × 4 bajty 
= 20 bajtů. Tato částka musí být odečtena od celkové délky TCP rámce pro získání 
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velikosti datového pole. Teď problém je také to, že předchozí IP rámec, který nesl další 
TCP blok neobsahuje žádné informace o velikosti TCP dat, jen celkovou délku IP rámce 
včetně záhlaví. Často IP záhlaví má délku 20 bytů, ale nelze počítat s touto pevnou 
hodnotu, protože vzhledem k počtu možností, IP záhlaví může být velmi dlouhým. Kvůli 
tomu byly vyvinuty speciální algoritmy pro kompresi IP záhlaví. 
 
Obr.  2.2: FTP a TCP datový rámec (převzato z [4]) 
V případě UDP vypočet objemu FTP dat je trochu jednodušší, protože UDP 
záhlaví má pevnou velikost 8 bajtů, které mohou být odečteny z délky pole, které 
označuje velikost celého UDP rámce: tj. záhlaví a UDP obsah.  
Pro real-time služby objem dat RTP paketů je vhodná metrika pro určení 
propustnosti, ale protože ony nemají uvedenou délku v RTP záhlaví, velikost RTP bloků 
musí být stanovena pomoci menšího algoritmu, který je obvykle realizován v 
dekódovacích zdrojích. Jeden možný přístup je vzít délku pole z UDP hlavičky v případě, 
že UDP porty indikují, že RTP pakety jsou přepravovány a pro nalézání délky pole dat 
(UDP délka minus UDP velikost hlavičky) v zakončení (Trailer), který je dodáván spolu 
s obyčejným výstupem dekodéru. Při čtení této informace ze zakončení a sečtením 
velikosti RTP bloků po celém čase, je snadné vypočítat propustnost RTP. 
Jak již bylo uvedeno, IP připojení se skládají z několika TCP a UDP toků, které 
mohou téct následně nebo paralelně v závislosti na aplikaci. Také se na IP vrstvě mění 
adresy serverů dle obsahu zdrojů, například webové stránky. Tak, na IP vrstvě může být 
identifikováno množství toků, jak je uvedeno v tabulce v horní části Obr. 2.3, která také 
dává příklad objemu dat a průměrných výsledků měření propustnosti v tabulkové podobě, 
která umožňuje snadnou detekci nejaktivnějšího IP datového toku v tomto spojení.[4] 
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V případě protokolu TCP spouštěcí zprávy třikrátného handshake („syn“ - „syn-
ack“ - „ack“) se nepoužívá pro přenos všech dat aplikační vrstvy, i když obsahují číslo 
portu aplikace. Proto by měla být podmínkou spouštěcí měření propustnosti první zpráva 
aplikační vrstvy, například HTTP GET v případě stahování obsahu webové stránky a 
trriger point pro toto měření je zpráva HTTP 200OK. 
 
Obr.  2.3: UDP propustnost spojení mezi dvěma terminálními koncovými body, která byla měřena 
na S1-U rozhraní (převzato z [4]) 
 Je třeba zmínit o silném omezení při měření KPI na aplikační vrstvě. V případě 
IPsec, který se běžně používá pro mobilní VPN připojení, dekódování TCP / UDP rámců 
není možné vzhledem k šifrovacím algoritmům, které používá IPsec. V 3G sítích IPsec, 
tvoří 30 až 60% celkového objemu IP dat přenášených v mobilních sítích. Očekává se, že 
toto procento bude jen narůstat. 
2.3 TCP Startup KPIs  
Pro non-real-time služby, jako je přenos souborů, web-browsing a e-mail v specifikacích 
ETSI TS 102.250 sada KPI (poměr selhání při spuštění služby, doba spuštění služby, 
poměr selhání IP služby při spuštění a doba spuštění IP služby) je definována spolu 
s dalšími QoE KPI, jako je upload / download propustnost pro jednotlivé služby.[3] 
 Původně ETSI TS 102.250 byla definována pro měření QoS a QoE KPI se 
zkušebním testem zařízení. To vysvětluje, například různé definice času nastavení služby 
a času nastavení IP služby. Rozdíl je v tom, že čas nastavení služby odkazuje na spouštěcí 
bod, kdy byl odeslán první reálný aplikační rámec, zatímco nastavení IP služby spatřuje 
spouštěcí body pro spuštění a zastavení měření zpoždění v transportní vrstvě. Ve 
skutečnosti definice času nastavení služby má také rezervní variantu pro spouštěcí body 
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založené na TCP. Ony jsou definovány pro případ, když aktivační bod nemůže být 
poskytnut z aplikační vrstvy pomocí měřicího zařízení. Spouštěcí body nastavení služeb 
a nastavení IP služeb mohou být ve skutečnosti identické. 
Pro výpočet poměru selhání spuštění služby je poměrně snadné prostřednictvím 
stejných TCP spouštěcích bodů. Zde se každá TCP SYN zpráva počítá jako pokus o 
služby a první ACK zpráva TCP toku se počítá jako úspěšná událost. 
2.4 TCP Round-Trip Time 
Round Trip Time (RTT) je zpoždění mezi vysláním TCP paketu určeného v konkrétním 
TCP toku a potvrzením přijetí tohoto paketu ve stejném TCP toku, jak je znázorněno na 
Obr. 2.4. 
 
Obr.  2.4: Princip měření doby TCP cesty tam a zpět (převzato z [4]) 
Při provádění tohoto měření je třeba vzít v úvahu, že TCP má několik možnosti, 
jak pracovat se selektivními potvrzeními, což je definováno v RFC 2018. V tomto případě 
počet potvrzení ukazuje nejen jedno odesílání, ale sadu již odeslaných paketů. 
TCP RTT je silně ovlivněn kvalitou rádio a procedurami rádio rozhraní. Obr. 2.5 
ukazuje, jak HARQ opakované přenosy na E-DCH (Enhanced Dedicated Channel) 
spouští vrcholy RTT a jak regulace výkonu zvyšuje upload SIR (Signal-to-Interference 
Ratio), pro zabránění dalšímu zhoršování QoS uživatelské roviny. Jakmile se zvýšil po 
výskytu opakovaných přenosů HARQ, cílový upload SIR se bude zmenšovat rychlými 
malými kroky pro zajištění toho, aby rušení uploadu bylo udržováno na minimální úrovni. 
Ačkoli Obr. 2.5 ukazuje typické scénáře pro volání v 3.5G High-Speed Uplink Packet 
Access (HSUPA), stejné mechanismy regulace výkonu a stejný vztah mezi opakovaným 




Obr.  2.5: HARQ opakované přenosy způsobující TCP round-trip time vrcholy (převzato z [4]) 
2.5 Paketový jitter 
Paketový jitter je kolísání velikosti zpoždění paketů při průchodu sítí. Je to důležitý QoS 
parametr pro real-time služby využívající UDP přepravu kvůli jejich citlivosti k zpoždění. 
Pro non-real-time služby, jako je web-browsing nebo e-mail, jitter nemá vliv na QoS 
uživatelské roviny. 
Vliv jitteru se dá nejlépe pochopit v případě, že paketový VoIP tok je představen, 
jako konstantní datový tok z tisíce malých hlasových paketů, které mají být přijaty s 
vysokou spolehlivostí a kontinuity pro sestavování a přehrávání původního zvukového 
signálu plynule bez jakékoliv chyby, která by mohla být slyšena příjemcem. Nyní, pokud 
subjekt, který sestavuje a mění řeč z paketového toku, musí čekat déle na některé 
jednotlivé pakety (i když byly přijaty bez chyb), což způsobí zpoždění při sestavování / 
transformaci. V nejhorším případě to může být slyšeno jako mezery v audio signálu, který 
vychází z reproduktoru. Paketový jitter je jednoduché měření, které umožnuje odhad 
rizika výskytu těchto mezer v přijatém zvukovém signálu. 
Existují různé definice měření UDP jitteru. Nejpoužívanější analýza UDP jitteru 
je „volný“ UDP jitter, který je založen na časové známce příchodu následně přijatých 
UDP paketů v bodě měření. Pro výpočet UDP jitteru se používá rovnice (2.1). V této 
rovnici jednotlivé vzorky měření latence pro dva následně přijaté pakety stejného toku 







i=∞                                 
(2.1) 
 Koeficient 16, který se nachází ve jmenovateli rovnice (2.1) je vyhlazovací faktor 
navržený v RFC 1889, standardní specifikační dokument pro RTP.[3] 
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2.6 Packet Delay a Packet Loss v Hop-to-Hop Basis 
Když byly detekovány ztráta paketů nebo abnormální zpoždění paketů v určitém měřicím 
bodě, je třeba určit, který prvek nebo část sítě, způsobil takové problémy. Pro analýzu 
hlavní příčiny je třeba měřit ztráty paketů a zpoždění paketů na hop-to-hop basis, 
například mezi Uu a S1-U, S1-U a S5, atd. 
 
Obr.  2.6: Packet Delay a Packet Loss způsobené eNodeB (převzato z [4]) 
 Packet Delay v uplinku: Čas, který potřebuje eNB, pro předání paketu přijatého z 
Uu na rozhraní S1-U. 
 Packet Delay v downlinku: Čas, který potřebuje eNB, pro předání paketu přijatého 
z S1-U na rozhraní Uu. 
 Packet Loss: Celkový počet ztracených paketů a časové rozložení ztrát paketů na 
základě výsledků sledování na cestě volání. 
Packet Delay a Packet Loss pro přenos v downlinku z S1-U na Uu jsou uvedeny 
na grafu, výsledky měření zpoždění v uplinku se zobrazují pouze v tabulkovém formátu 
jako maximální / minimální / průměrná hodnoty. Grafy na Obr. 2.6 odpovídají UDP 
propustnosti znázorněné na Obr. 2.3. Srovnání obou grafu odhaluje ztráty paketů v eNB 
jako příčinu degradace propustnosti znázorněné na Obr. 2.3. 
2.7 KPI pro jednotlivé služby 
2.7.1 File Transfer (FTP) 
FTP {Download|Upload} Service Non-Accessibility [%] 
Poměr dostupnosti služby označuje pravděpodobnost, že účastník nemůže vytvořit PDP 
kontext a úspěšně přistoupit ke službám. Vypočítá se následovně: 
𝐹𝑇𝑃 𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑁𝑜𝑛 − 𝐴𝑐𝑐𝑒𝑠𝑠𝑖𝑏𝑖𝑙𝑖𝑡𝑦 [%]  
=  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑠𝑝ěš𝑛ý𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů, 𝑘𝑑𝑦 𝑏𝑦𝑙 𝑜𝑏𝑠𝑎ℎ 𝑜𝑑𝑒𝑠𝑙á𝑛 𝑛𝑒𝑏𝑜 𝑝ř𝑖𝑗𝑎𝑡




 Pro takové služby jako jsou FTP, HTTP a E-mail, v současné době jsou 
definovány dva hlavní názory na nejlepší způsob, jak odrážet uživatelskou spokojenost 
pro tyto služby: 
 Metoda A definuje spouštěcí body, které jsou tak nezávislé na využívané službě, 
jak je to možné, a proto představuje obecnější pohled (payload propustnost). 
 Metoda B definuje spouštěcí body na aplikační vrstvě, a proto představuje více 
orientované na služby pohled (propustnost transakce). 
Trigger Points jsou popsány v následující tabulce. Trigger poits jsou skoro stejné 
pro upload a download.  




s uživatelského pohledu 
Technický popis/protokol 
Pokus o přistup ke 
službě 
Začátek: Uživatel spouští 
přístup ke službě. 
Začátek: ATD příkaz. 
Úspěšný pokus Konec: Soubor se začne 
stahovat. 
Metoda A: Příjem (pro upload odeslání) 
prvního datového paketu. 
Metoda B: Příjem ACK pro aktivní režim 
připojení, odesílání ACK pro pasivní režim 
připojení na datový socket. 
Neúspěšný pokus Stop trigger point nebyl dosazen. 
FTP {Download|Upload} doba nastavení [s] 
Doba nastavení popisuje časový okamžik potřebný pro úspěšný přístup ke službě, od 
spuštění dial-up připojení k okamžiku, kdy je obsah odeslán nebo přijat. Vypočítá se 
následovně: 
𝐹𝑇𝑃 𝑆𝑒𝑡𝑢𝑝 𝑡𝑖𝑚𝑒 [𝑠] = (č𝑎𝑠 𝑧𝑎čá𝑡𝑘𝑢 ú𝑠𝑝ěš𝑛éℎ𝑜 𝑝ří𝑠𝑡𝑢𝑝𝑢) − (č𝑎𝑠 𝑧𝑎čá𝑡𝑘𝑢 ú𝑠𝑝ěš𝑛éℎ𝑜 𝑝ří𝑠𝑡𝑢𝑝𝑢) [𝑠] 
Trigger Points jsou popsány v následující tabulce. Trigger poits jsou skoro stejné 
pro upload a download.  




s uživatelského pohledu 
Technický popis/protokol 
Čas pokusu o 
přístup ke službě 
Začátek: Uživatel spouští 
přístup ke službě. 
Začátek: ATD příkaz. 
Čas úspěšného 
přístupu ke službě 
Konec: Soubor se začne 
stahovat. 
Metoda A: Příjem (pro upload odeslání) 
prvního datového paketu. 
Metoda B: Příjem ACK pro aktivní režim 
připojení, odesílání ACK pro pasivní režim 
připojení na datový socket. 
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FTP {Download|Upload} průměrná rychlost přenosu dat [kbit/s] 
Po úspěšném navázání datového spojení, tento parametr popisuje průměrnou přenosovou 
rychlost dat měřenou v celém čase připojení ke službě. Přenos dat musí být úspěšně 
ukončen. Předpokladem pro tento parametr je síťový a servisní přístup. Vypočítá se 
následovně: 
𝐹𝑇𝑃 𝑀𝑒𝑎𝑛 𝐷𝑎𝑡𝑎 𝑅𝑎𝑡𝑒[𝑘𝑏𝑖𝑡/𝑠]
=  
𝑂𝑏𝑗𝑒𝑚 𝑝ř𝑒𝑛𝑒𝑠𝑒𝑛ý𝑐ℎ 𝑢ž𝑖𝑣𝑎𝑡𝑒𝑙𝑠𝑘ý𝑐ℎ 𝑑𝑎𝑡 [𝑘𝑏𝑖𝑡]
((Č𝑎𝑠 ú𝑝𝑙𝑛éℎ𝑜 𝑝ř𝑒𝑛𝑜𝑠𝑢 𝑑𝑎𝑡 ) − (Č𝑎𝑠 ú𝑠𝑝ěš𝑛éℎ𝑜 𝑠𝑝𝑢š𝑡ě𝑛í 𝑝ř𝑒𝑛𝑜𝑠𝑢 𝑑𝑎𝑡))[𝑠]
 
Trigger Points jsou popsány v následující tabulce. Trigger poits jsou skoro stejné 
pro upload a download.  








Začátek: Soubor se začne 
stahovat/nahrávat. 
Metoda A: Příjem (pro upload odeslání) 
prvního datového paketu. 
Metoda B: Příjem ACK pro aktivní režim 
připojení, odesílání ACK pro pasivní režim 





souboru bylo úspěšně 
dokončeno. 
Download: Příjem posledního datového 
paketu. 
Upload: Příjem [FIN, ACK] pro poslední 
datový paket. 
2.7.2 Streamování videa 
Streaming Service Non-Accessibility [%] 
Tento parametr popisuje pravděpodobnost, že první datový paket toku nemůže být přijat 
UE podle žádosti uživatele. „Příjem paketu“ je ukončen po výskytu zprávy „Buffering“ 
na přehrávači na straně uživatele. První datový paket odkazuje na protokol RTP. Vypočítá 
se následovně: 
𝑆𝑡𝑟𝑒𝑎𝑚𝑖𝑛𝑔 𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑁𝑜𝑛 − 𝐴𝑐𝑐𝑒𝑠𝑠𝑖𝑏𝑖𝑙𝑖𝑡𝑦 [%] =  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑠𝑝ěš𝑛ý𝑐ℎ žá𝑑𝑜𝑠𝑡í 𝑜 𝑝𝑜𝑘𝑢𝑠
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů
× 100 
Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 
Pokus o přistup ke 
službě 
Začátek: Stream request. Začátek:  
 WAP 1.x, WAP 2.x: WSP 
Disconnect; 




Úspěšný pokus Konec: Soubor se začne 
stahovat. 
Příjem prvního datového paketu. 
Neúspěšný pokus Stop trigger point nebyl dosazen. 
Streaming Reproduction Cut-off Ratio [%] 
Tento parametr popisuje pravděpodobnost, že úspěšně začatá reprodukce datového toku, 
je ukončena jinou příčinou než úmyslným ukončením uživatelem. . Vypočítá se 
následovně: 
2.2.2𝑆𝑡𝑟𝑒𝑎𝑚𝑖𝑛𝑔 𝑅𝑒𝑝𝑟𝑜𝑑𝑢𝑐𝑡𝑖𝑜𝑛 𝐶𝑢𝑡 − 𝑜𝑓𝑓 𝑅𝑎𝑡𝑖𝑜  [%]
=  
𝑁𝑒ú𝑚𝑦𝑠𝑙𝑛ě 𝑢𝑘𝑜𝑛č𝑒𝑛í 𝑟𝑒𝑝𝑟𝑜𝑑𝑢𝑘𝑐𝑒 𝑑𝑎𝑡𝑜𝑣éℎ𝑜 𝑝𝑟𝑜𝑢𝑑𝑢
𝑉š𝑒𝑐ℎ𝑛𝑦 ú𝑠𝑝ěš𝑛ě 𝑠𝑝𝑢š𝑡ě𝑛é 𝑟𝑒𝑝𝑟𝑜𝑑𝑢𝑘𝑐𝑒
× 100 
Trigger Points jsou popsány v následující tabulce.  









Začátek: Start reprodukce 
toku. 
Začátek: Streamovací přehrávač signalizuje 




Konec: Uživatel zmačkl 
tlačítko „Stop“ nebo byl 
dosazen konec toku. 
Metoda RTSP Teardown byla poslána z UE 





Stop trigger point nebyl dosazen. 
Streaming Rebuffering Time [s] 
Parametr Rebuffering Time popisuje dobu mezi tím, kdy tok přechází do režimu 
rebuffering, a pokračováním potoka. Vypočítá se následovně: 
𝑆𝑡𝑟𝑒𝑎𝑚𝑖𝑛𝑔 𝑅𝑒𝑏𝑢𝑓𝑓𝑒𝑟𝑖𝑛𝑔 𝑇𝑖𝑚𝑒 [𝑠]
= (č𝑎𝑠 𝑝𝑜𝑘𝑟𝑎č𝑜𝑣á𝑛í 𝑡𝑜𝑘𝑢) − (č𝑎𝑠 𝑧𝑜𝑏𝑟𝑎𝑧𝑒𝑛í 𝑅𝑒𝑏𝑢𝑓𝑓𝑒𝑟𝑖𝑛𝑔𝑧𝑝𝑟á𝑣𝑦 ) [𝑠] 
Trigger Points jsou popsány v následující tabulce.  









Začátek: Zobrazuje se 
Rebuffering zpráva 
Začátek: Streaming přehrávač signalizuje 






Stop: Streaming přehrávač signalizuje 




Telephony Service Non-Accessibility [%] 
Nedostupnost telefonní služby označuje pravděpodobnost, že koncový uživatel nemůže 
získat přístup k mobilní telefonní službě na požádání, je-li zobrazen indikátor sítě na UE. 
Kvůli k problémům v síti, když strana B není obsazena, je možné, že strana A dostává 
signál, že strana B je obsazená nebo není dostupná. V tomto případě, i když žádná 
poplachová zpráva nebude odeslána, volání budou považována za selhání. Vypočítá se 
následovně: 




Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 




Začátek: L3 (RR): „CHANNEL 
REQUEST“ zpráva byla odeslána přes 
RACH 
Úspěšný pokus Konec: Na straně A je 
slyšet volací tón a strana B 
indikuje volání. 
Layer 3 (CC): Zpráva „ALERTING“ je 
předána: 
1. Od strany B do MSC (uplink) a 
2. od MSC do straně A (downlink) pro 
indikaci zvonění na straně B 
Neúspěšný pokus Stop trigger point nebyl dosazen. 
Telephony Setup Time [s] 
Čas nastavení popisuje čas mezi zasláním úplné adresační informace a přijetím 
upozornění o nastavení volání. Vypočítá se následovně: 
𝑇𝑒𝑙𝑒𝑝ℎ𝑜𝑛𝑦 𝑆𝑒𝑡𝑢𝑝 𝑇𝑖𝑚𝑒 [𝑠]
= (č𝑎𝑠 𝑧𝑎𝑙𝑜ž𝑒𝑛í 𝑝ř𝑖𝑝𝑜𝑗𝑒𝑛í) − (č𝑎𝑠, 𝑘𝑑𝑦 𝑢ž𝑖𝑣𝑎𝑡𝑒𝑙 𝑧𝑚𝑎č𝑘𝑙 𝑡𝑙𝑎čí𝑡𝑘𝑜 𝑆𝑒𝑛𝑑 𝑛𝑎 𝑈𝐸) [𝑠] 
Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 




Začátek: Layer 3 (RRC): První "RRC 
CONNECTION REQUEST" zpráva 
přenášená na logickém kanálu CCCH a 
mapovaná na dopravní kanál RACH byla 
odeslána. 
Čas, kdy je 
navázáno 
Konec: Na straně A je 
slyšet volací tón a strana B 





pokus o volání) 
indikuje volání. 3. Od strany B do MSC (uplink) a 
4. od MSC do straně A (downlink) pro 
indikaci zvonění na straně B 
Telephony Cut-off Call Ratio [%] 
Tento parametr označuje pravděpodobnost, že úspěšný pokus o hovor byl ukončen jinou, 
než úmyslnou příčinou z jakékoli strany. Vypočítá se následovně: 
𝑇𝑒𝑙𝑒𝑝ℎ𝑜𝑛𝑦 𝐶𝑢𝑡 − 𝑜𝑓𝑓 𝐶𝑎𝑙𝑙 𝑅𝑎𝑡𝑖𝑜   [%]
=  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑚𝑦𝑠𝑙𝑛ě 𝑢𝑘𝑜𝑛č𝑒𝑛ý𝑐ℎ 𝑡𝑒𝑙𝑒𝑓𝑜𝑛𝑛í𝑐ℎ ℎ𝑜𝑣𝑜𝑟ů
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ ú𝑠𝑝ěš𝑛ý𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů
× 100 
Trigger Points jsou popsány v následující tabulce.  
Tab.  2.9: Trigger points pro Telephony Cut-off Call Ratio 
Událost z abstraktní 
rovnice 
Trigger point 
s uživatelského pohledu 
Technický popis/protokol 
Úspěšný pokus o 
volání 
Začátek: Volací tón 
slyšeny stranou A 
přicházející ze strany B. 
Začátek: Layer3 (CC): zpráva „CONNECT“ 
přes logický kanál DCCH je předána z MSC 




Konec: Uvolnění spojení 
přímo A nebo B stranou. 
Stop: Layer3 (CC): Zpráva „Disconnect“ 
přes logický kanál DCCH je záměrně 
poslána z UE (zpráva je odeslána, když 
uživatel ukončí hovor). 
Neúmyslně 
ukončená volání 
Stop trigger point nebyl dosazen. 
2.7.4 Video telefonie 
Dostupnost sítě je měřena nezávisle na službě a nebudou dále popsány v této kapitole. 
Dostupnost sítě je předpokladem pro vykonání měření QoS. 
VT Service Non-Accessibility [%] 
Pravděpodobnost, že koncový uživatel nemůže přistoupit ke službě na základě své 
žádosti, zatímco síť je indikována na mobilním zařízení. Kvůli k problémům v síti, když 
strana B není obsazena, je možné, že strana A dostává signál, že strana B je obsazená 
nebo není dostupná. V tomto případě, i když žádná poplachová zpráva nebude odeslána, 
volání budou považována za selhání. Vypočítá se následovně: 
𝑉𝑇 𝑆𝑒𝑟𝑣𝑖𝑐𝑒 𝑁𝑜𝑛 − 𝐴𝑐𝑐𝑒𝑠𝑠𝑖𝑏𝑖𝑙𝑖𝑡𝑦[%] =  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑠𝑝ěš𝑛ý𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů 𝑜 𝑝ř𝑖𝑠𝑡𝑢𝑝 𝑘𝑒 𝑠𝑙𝑢ž𝑏ě
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů
× 100 
Trigger Points jsou popsány v následující tabulce.  












Začátek: L3 (RR): První "RRC 
CONNECTION REQUEST" zpráva 
přenášená na logickém kanálu CCCH a 
mapovaná na dopravní kanál RACH byla 
odeslána. 
Úspěšný pokus Konec: Na straně A je 
slyšet volací tón a strana B 
indikuje volání. 
Layer 3 (CC): Zpráva „ALERTING“ je 
předána: 
1. Od strany B do MSC (uplink) a 
2. od MSC do straně A (downlink) pro 
indikaci zvonění na straně B 
Neúspěšný pokus Stop trigger point nebyl dosazen. 
VT Audio/Video Setup Failure Ratio [%] 
Pravděpodobnost selhání audio / video nastavení po přístupu ke službě. Audio / video 
nastavení je úspěšné, pokud audio a video výstup funguje na obou stranách. Tento 
parametr hlásí poruchu, nebyl-li end-trigger dosažen na obou stranách.  Také on závisí na 
použitém mobilním telefonu a na implementovaném multimediálním protokolovém 
zásobníku (např. funkce rychlá odpověď). Vypočítá se následovně: 
𝑉𝑇 𝐴𝑢𝑑𝑖𝑜/𝑉𝑖𝑑𝑒𝑜 𝑆𝑒𝑡𝑢𝑝 𝐹𝑎𝑖𝑙𝑢𝑟𝑒 𝑅𝑎𝑡𝑖𝑜 [%] =  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑠𝑝ěš𝑛ý𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů 𝑜 𝑛𝑎𝑠𝑡𝑎𝑣𝑒𝑛í
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ 𝑎𝑘𝑐𝑒𝑝𝑡𝑜𝑣𝑎𝑛ý𝑐ℎ 𝑣𝑜𝑙á𝑛í
× 100 
Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 
Pokus o audio / 
video nastavení 
Začátek: Na straně A je 
slyšet volací tón a strana B 
indikuje volání. 
Začátek: Zpráva CONNECT je předána po 
logickému kanálu DCCH z MSC do UE na 
MO straně pro indikaci, že bylo navázáno 
spojení. 
Úspěšný pokus Konec: Začátek 
přehrávání audia a videa 
na obou stranách. 
Zahájení příjmu zvukových a obrazových 
dat na obou stranách. Všechny čtyři datové 
toky musí být doručeny na úspěšný pokus. 
Neúspěšný pokus Stop trigger point nebyl dosazen. 
VT Cut-off Call Ratio [%] 
Pravděpodobnost, že úspěšný přístup ke službě je ukončen příčinou jinou než úmyslné 
ukončení uživatelem (volajícím nebo volaným účastníkem). Tento parametr se nepočítá, 
pokud pokus o přístup ke VT službě byl úspěšný. VT volání je považováno za zahozené:  
 v případě, že přijeté volání se nezdaří po zvonění;  
 v případě, když nastavení audio / video selže; nebo  
 pokud audio, video nebo oba jsou ztraceny na jedné nebo na obou stranách během 
timeout přerušení a před koncem „předdefinovaného trvání volání“.  
„Předdefinované trvání volání“ je rozdíl mezi časem indikace přijetí volání na MO straně 
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a úmyslné uvolnění hovoru.  
Parametr VT Cut-off Call Ratio vypočítá se následovně: 
𝑉𝑇 𝐶𝑢𝑡 − 𝑜𝑓𝑓 𝐶𝑎𝑙𝑙 𝑅𝑎𝑡𝑖𝑜 [%] =  
𝑃𝑜č𝑒𝑡 𝑧𝑎ℎ𝑜𝑧𝑒𝑛ý𝑐ℎ 𝑣𝑜𝑙á𝑛í
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ ú𝑠𝑝ěš𝑛ý𝑐ℎ 𝑣𝑜𝑙á𝑛í
× 100 
Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 
Úspěšný pokus o 
přístup služeb 
Začátek: Na straně MO je 
slyšet volací tón a strana 
MT indikuje volání. 
Začátek: Je předána ALERTING zpráva po 
logickému kanálu DCCH:   
1. Ze UE na MT strany do MSC (uplink) a  
2. Ze MSC do UE na MO straně (downlink) 
pro indikaci, že MT strana zvoní. 
Úspěšná volání Konec: Žádná ztráta 
obrazu a / nebo zvuku bez 
jakéhokoli záměru ze 
strany MO nebo MT 
v čase delším než timeout 
přerušení v rámci daného 
předdefinovaného trvání 
volání. 
1. Pokud test systému může zachytit 
audio / video informace: 
Kontinuální příjem zvukových a 
obrazových dat na obou stranách 
bez přerušení déle než timeout 
přerušení až do úmyslného uvolnění 
volání. 
2. Pokud testovací systém nemůže 
zachytit audio / video informace:  
Následující informace nesmí být 
viditelny v signalizaci před 
úmyslným uvolněním hovoru, ale 
musí být viditelny po úmyslném 
uvolnění hovoru:  
• H.245 EndSession příkaz 
(endSessionCommand disconnect) 
nebo  
• Následující spouštěcí kombinace 
(všechny triggery na logickém 
kanále DCCH): [M1: 
DISCONNECT (uplink).] A [M2: 
DISCONNECT (downlink) nebo 
RELEASE (downlink)] 
Neúspěšná volání  Stop trigger point nebyl dosazen. 
2.7.5 Short Message Service (SMS)  
SMS Service Non-Accessibility [%] 
Nedostupnost SMS služby označuje pravděpodobnost, že koncový uživatel nemůže 
získat přístup k Short Message Service (SMS), pokud je požadována, když UE je připojen 
k síti. Vypočítá se následovně: 
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SMS Service Non − Accessibility [%] =  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑠𝑝ěš𝑛ý𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů 𝑜 𝑝ř𝑖𝑠𝑡𝑢𝑝
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů 
× 100 
Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 




Začátek: Layer 3 (MM): první „Access 
request“ je odeslána z UE.  
Úspěšný pokus Konec: Přijem ACK ze 
SMSC. 
Layer 3 (SMS): „Delivery report“ je přijat 
původním UE.  
AT: „OK“ je přijat původním TE. 
Neúspěšný pokus Stop trigger point nebyl dosazen. 
SMS Completion Failure Ratio [%] 
Tento parametr ukazuje poměr neúspěšně přijatých a odeslaných zpráv z jednoho UE do 
jiného UE, s výjimkou duplicitně přijatých a poškozených zpráv. Poškozená SMS je SMS 
s alespoň jedním chybným bitem v obsahu zprávy. Vypočítá se následovně: 
SMS Completion Failure Ratio [%] =  
𝑃𝑜č𝑒𝑡 𝑛𝑒ú𝑠𝑝ěš𝑛ě 𝑝ř𝑖𝑗𝑎𝑡ý𝑐ℎ 𝑆𝑀𝑆
𝑃𝑜č𝑒𝑡 𝑣š𝑒𝑐ℎ 𝑝𝑜𝑘𝑢𝑠ů 
× 100 
Trigger Points jsou popsány v následující tabulce.  




s uživatelského pohledu 
Technický popis/protokol 




Začátek: Layer 3 (MM): první „Access 
request“ je odeslána z UE.  
Úspěšně přijatá 
SMS 
Konec: SMS byla přijata 
UE na straně B. 
Layer 3 (SMS): „Message transfer“ je 
přijato koncovým UE.  




Stop trigger point nebyl dosazen. 
SMS End-to-End Delivery Time [s] 
SMS end-to-end dodací lhůta je doba mezi odesláním textové zprávy do sítě a přijetím 
této samé zprávy na jiném UE. Vypočítá se následovně: 
𝑆𝑀𝑆 𝐸𝑛𝑑 − 𝑡𝑜 − 𝐸𝑛𝑑 𝐷𝑒𝑙𝑖𝑣𝑒𝑟𝑦 𝑇𝑖𝑚𝑒 [𝑠] = (č𝑎𝑠 𝑑𝑜𝑑á𝑛í 𝑑𝑜 𝐵 ) − (č𝑎𝑠 𝑜𝑑𝑒𝑠𝑙á𝑛í 𝑧 𝐴) [𝑠] 
Trigger Points jsou popsány v následující tabulce.  
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s uživatelského pohledu 
Technický popis/protokol 
Čas odeslání z A Začátek: Zmačknuté 
tlačítko „Send“. 
Začátek: Layer 3 (MM): první „Access 
request“ je odeslána z UE.  
čas dodání do B Konec: SMS byla přijata 
UE na straně B. 
Layer 3 (SMS): „Message transfer“ je přijata 
koncovým UE.  


























3 DATOVÉ SLUŽBY V MOBILNÍCH SÍTÍCH 
3.1 Služby v GSM sítích 
Zpočátku vývojáři systému GSM usilovali o zajištění jeho kompatibility s digitálními 
ISDN sítěmi v časti služeb a přenosu řídicích signálů [10, 20]. Nicméně, omezení 
rádiového přenosu kvůli propustnosti a náklady nedovolovaly dosáhnout standardní pro 
ISDN rychlosti přenosu dat B-kanálu 64 kbit / s. 
 V souladu s definicí ITU-T, telekomunikační služby lze rozdělit na primární 
a doplňkové [16,10]. Základní služba podporovaná GSM je volání. Řeč je zakódována v 
digitální formě a je přenášena přes síť GSM jako digitální tok. Existují také záchranné 
služby, kde při vytáčení třech číslic, lze se spojit s nejbližším oddělením této služby. 
 GSM poskytuje následující doplňkové služby:  
 volání (je sloučena se službou signalizace: ochrana bytů, tísňové signály, atd.);  
 přenos krátkých zpráv;  
 přístup ke službám „Videotext“, „Teletext“;  
 služba „Telefax“ (skupina 3). 
Uživatelé GSM si mohou vyměňovat data s rychlostí vyšších než 9600 bit / s:  
 s uživateli sítě POTS (Plain Ordinary Telephone Service);  
 s digitální sítí integrovaných služeb (ISDN);  
 s PSPDN (Packet Switched Public Data Network);  
 s CSPDN (Circuit Switched Public Data Network). 
Standard GSM umožňuje přenos dat v následujících režimech: 
 Asynchronně v duplexním režimu při rychlostech 300, 600, 1200, 2400, 4800 
a 9600 bit / s prostřednictvím obecné telefonní sítě; 
 Současně v plně duplexním režimu při rychlostech 1200, 2400, 4800 a 9600 bit/s 
prostřednictvím CSPDN a ISDN; 
 Přístup pomoci adaptéru paketového asynchronního přenosu se standardní 
rychlostí 300-9600 bit / s přes síť PSPDN. 
Při přenosu dat s rychlostí 9,6 kbit / s se vždy používá full-rate kanál. V případě 
přenosu při rychlostech nižších než 9,6 kbit /s mohou být použity polorychlostí kanály. 
Při tom se využívá různé metody přístupu a protokoly, jako jsou X.25 nebo H.32 
[16]. Vzhledem k tomu, že GSM je digitální síť, mezi uživatelem a sítí GSM není nutný 
modem, i když audiomodem je požadován v GSM síti pro komunikaci s obecnou 
telefonní sítí. 
Unikátní vlastností GSM, která chybí ve starších analogových systémech, je Short 
Message Service (SMS). SMS je dvousměrná správa krátkých alfanumerických (až 160 
bajtů) zpráv. Zprávy se přenáší store-and-forward metodou. Při spojení mezi dvěma 
účastníci SMS zprávu je možné zaslat třetímu účastníkovi a obdržet potvrzení. Zprávy 
mohou být také uloženy na SIM kartě pro pozdější použití. 
Navíc, je standardizováno široké spektrum speciálních služeb (zařazení uživatelů 
do uzavřené skupiny, přesměrování hovoru, oznámení o tarifních nákladech, atd.). Patří 
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mezi ně několik možností přesměrování volání a zákaz příchozích nebo odchozích 
hovorů, například při roamingu v jiné zemi. Provádí se takové služby, jako je identifikace 
volajícího, režim „Call Waiting“, konferenční hovor. 
V těchto službách má speciální místo uzavřená skupina. Uzavřená uživatelská 
skupina (CUG - Closed User Group) je skupina uživatelů, která navazuje spojení a 
výměnu informací především ve svých vlastních rámcích. Je možné poskytování 
příchozích a odchozích hovorů mimo této skupiny. Při tom účastníkům při komunikaci v 
rámci této skupiny mají levnější volání. Příkladem takové skupiny je komunikace mezi 
členy rodiny. 
Další služba, přesměrování hovorů, směruje příchozí hovory do pevné sítě 
účastníka.  
V režimu „Call Waiting“ při obsazenosti účastníku příchozí hovor je přidržen 
v režimu čekání uvolnění předchozího hovoru. Účastník, kterému bylo adresováno 
volání,  obdrží upozorňující signál. Účastník má možnost: 
 dokončit předchozí hovor;  
 krátkým stisknutím „Send“ se přepojit na nový hovor;  
 po rozhovoru přes nové připojení se vrátit zpět k prvnímu hovoru a opakovat to 
několikrát. 
Všechny tyto volání patří do skupiny doplňkových služeb, které jsou realizovány 
v sítích ISDN a PSTN. 
3.2 Služby v GPRS sítích 
Hlavní věcí, kterou přináší GPRS, je to, že uživatel platí za objem přenesených dat, 
nikoliv za čas na lince, navíc je zde možnost kombinovat platby za objem a za čas. Pro 
koncového uživatele, jeho realizace měla za následek zvýšení rychlosti přenosu dat. 
GPRS lze chápat jako technologii, která umožňuje větší rychlost přenosu dat a bezdrátově 
přenáší informaci na základě využití IP. Technologie, které působí na úrovni aplikací, 
jako je například WAP (Wireless Application Protocol), spoléhají na GPRS jako na 
transportní mechanismus přenosu patřičných dat a informací. 
GPRS představil zcela nové služby, které dříve nebyly dostupné. V prvé řadě je 
mobilní přístup k zdrojům Internetu s odpovídající nárokům uživatele rychlostí, 
okamžitým spojením a s velmi výhodným tarifním systémem. Například při prohlížení 
pomocí GPRS webové stránky na internetu, můžeme obsah zkoumat tak dlouho, jak my 
to potřebujeme, protože se platí pouze za přijaté informace a nikoliv za čas strávený v síti 
Internet (nepřenášeje data, nezabíráme volné kanály sítě).  
GPRS technologie umožňuje rychle odesílat a přijímat velké množství dat, videa, 
audiosouborů standardu Mp-3 a další multimediální informace. 
Pro firemní uživatele GPRS systém může poskytovat bezpečný a snadný přístup 
zaměstnanců k podnikovým sítím, k e-mail a informačním serverům, k vzdáleným 
databázím. Zároveň je možné získat přístup k podnikovým sítím, i když se účastník 
nachází v síti jiného operátora, se kterým je pořádán GPRS roaming. [10] 
GPRS technologie může být použita v telemetrických systémech: zařízení může 
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být připojeno po celou dobu, aniž by zabíralo samostatný kanál. Taková služba se používá 
v ochranných službách, bankami pro připojení bankomatů a v jiných oblastech, včetně 
průmyslových. 
Účelem GPRS je poskytování technologická řešení, která lze použít v libovolné 
aplikaci. Mezi hlavní výhody sítí působících na standardu GPRS (vysoká rychlost 
přenosu dat, přidělení frekvenčních zdrojů podle potřeb, virtuální trvalé připojení, rychlé 
nastavení volání a možnost tarifikace jednotky objemu) jsou klíčem k úspěšné realizaci 
celého spektra služeb. Zde jsou některé z nich: 
 e-mail, 
 mobilní prodej, 
 lokální služby,  
 informační služby,  
 synchronizace. 
E-mail 
Standard GPRS poskytuje nejen vysokorychlostní přenos dat, ale také umožňuje trvalé 
virtuální spojení uživatelů se sítí, proto e-maily lze stahovat na pozadí. Vzhledem k tomu, 
že není nutné obnovovat připojení, ztrácí se zpoždění při navazování spojení. Volat a 
přijímat hovory je možné současně s přenosem dat. Bezdrátový přístup k e-mailu 
umožňuje přijímat a odesílat zprávy „okamžitě“ - prakticky kdekoli a kdykoli. 
Mobilní prodej 
Při zavádění GPRS lze rozšířit sortiment e-commerce aplikací. Vlastnosti trvalých 
virtuálních spojů poskytují téměř okamžité ověření a autorizaci transakcí a také přístup k 
informacím o bankovním účtu. Je možné použití zabezpečených metod finančních 
transakcí. 
Lokální služby 
Širší kmitočtové pásmo a vyšší rychlost přístupu poskytované standardem GPRS, 
mohou rozšířit spektrum služeb týkajících se geografického umístění uživatelského 
terminálu. Tyto služby byly novým mezníkem v obsluhování koncového uživatele. Patří 
k nim záchranné služby (určení přesného místa katastrofy), bezdrátový přístup k 
referenční informace (kde je nejbližší banka potřebná restaurace), a také řízení námořního 
provozu, ochrana a kontrola polohy. Mezi další službami patří služby spojené s určením 
polohy v prostoru a telematikou. Palubní automobilový počítač se může připojit k serveru 
a získat mapy, směr jízdy a informace o dopravní situaci.  
3.3 Služby v GERAN/UMTS 
Rostoucí potřeby nových služeb účastníků mobilních sítí přivedly k vývoji nových 
technologických řešení a zavádění nových prvků ve struktuře těchto sítí, což výrazně 
zvýšilo jejich kvalitu. 
 Při použití GPRS se připojení k síti uskutečňuje přes odpovídající přístupové body 
(AP - Access Point) prostřednictvím rozhraní mezi externími datovými sítěmi PDN a sítí 
GSM / GPRS. V sítích GSM v vysokorychlostním režimu přenosu dat s přepojováním 
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kanálů (HSCSD - High Speed Circuit Switched Data) přenášené IP pakety mají stejnou 
prioritu, bez ohledu na typ koncových uživatelů, služeb nebo používaných protokolů 
vyšších vrstev. 
 V sítích GPRS a UMTS v režimu komutace paketů se uskutečňuje rozdělení a 
klasifikace konečných uživatelů, uživatelských skupin v souladu s profily kvality služby 
QoS. 
 Pro  přenos IP paketů a aplikací vyšších vrstev mohou být využity všechny 
varianty rádiových přístupových sítí, které se objevily v průběhu evoluce GSM / UMTS 
sítí a umožňující organizovat spojení mezi účastníkem a IP serverem. Nicméně, rozdíl 
mezi nimi spočívá v různé rychlosti přenosu dat a schopnost podporovat různé profily 
kvality služby QoS. 
 Celková kvalita poskytovaných služeb QoS [14,17] se definuje kvalitou 
fungování aplikačních serverů a kvalitou dodání IP paketů mobilní sítí. Popsané níže 
aplikace se vyznačují různými druhy datového provozu, které mají různé požadavky na 
přenos v síti.  
Služby založené na technologii WAP 
Tradiční webové prohlížeče se zakládají na přenosu webových stránek ze serveru ke 
klientovi. Přenos stacionárních webových stránek je založen především na jazyku HTML. 
Účastník pomocí připojení TCP / IP, vytváří dotaz na server na zobrazení určité stránky. 
Server pak pošle HTTP kód webové stránky obnovující se ve webovém prohlížeči 
účastníka. 
 Zpočátku, WAP standard optimalizovaval službu přístupu k internetu pro 
bezdrátové sítě a displeje mobilních telefonů a také používal pro přenos dat obyčejné 
kanály GSM v režimu přepojování kanálů CS (Channel Switching). Tento standard 
definoval nový náhled stránek pro mobilní telefony na základě jazyka WML (Mark- up 
Language). Pro přenos stránek WML ze serveru k účastníkovi byl optimalizován 
protokolový zásobník rádiového rozhraní. Protokol WAP je definován mezi uživatelským 
terminálem a WAP bránou (WAP-GW). Nicméně, mezi WAP-GW a aplikačním 
serverem funguje protokol HTTP. V současné době existuje několik verzí protokolů 
WAP. 
 Kromě WAP protokolů pro různé typy služeb, mohou být použity a další 
kompatibilní s IP protokoly vyšší vrstvy: [19] 
 HTTP;  
 Protokol streamování dat v reálném čase RTSP (Real-Time Streaming Protocol), 
řídicí relace přenosu audia a videa; 
 RTP (Realtime Transfer Protocol), který zajišťuje přenos mediálních dat v 
reálném čase;  
 SMTP (Simple Mail Transfer Protocol);  
 SIP (Session Initiation Protocol), vykonává funkce signalizace pro multimediální 
konference a v konkrétním případě se používá v IP telefonii. 
Tyto protokoly jsou používány pro aplikace typu „klient-server“ stejně jako Web 




Ve specifikacích WAP 1.x se mezi prohlížečem účastníku a bránou WAP-GW 
používá protokolový zásobník UDP/IP. V prohlížeči mobilního účastníka se nastavuje IP 
adresa používané brány WAP-GW, a pak všechny dotazy na server jsou přenášeny v 
souladu s IP adresou brány. Navíc k IP adrese WAP brány, mobilnímu prohlížeči se 
poskytuje nebo telefonní číslo dial-up přístupového serveru pro sítě s komutací kanálů 
nebo přístupový bod k síti APN pro GPRS sítě s komutací paketů. 
Specifikace WAP 2.0 zahrnuje dvě důležitá doplnění. Za prvé, unifikace 
standardů WEB a WAP umožňující sladit HTML a WML tak, aby ke stejným stránkám 
bylo možné přistupovat z pevného a mobilního prohlížeče. Tento vývoj HTML a WML 
je známý jako XHTML. Za druhé, WAP 2.0 specifikace má možnost výběru zásobníku 
protokolu UDP/IP pro WAP nebo alternativního zásobníku TCP / IP protokolu HTTP 
rozšířeného jazyka XHTML. 
MMS (Multimedia Messaging Service) 
Pro přenos multimediálních zpráv se nepoužívají nové protokoly na základě IP. 
Technické specifikace pro MMS pouze definují formát přenášených zpráv (pro text, zvuk, 
obrázky). V důsledku toho, provoz generovaný MMS se přenáší podobně provozu 
protokolů WAP nebo XHTML. O doručení odeslaných zpráv MMS síť informuje UE 
v jedné nebo více SMS zprávami pomocí vztahu center MMS (MMSC) a SMS (SMSC). 
Tím se aktivuje PDP kontext a nastavuje se WAP nebo XHTML spojení mezi UE 
a MMSC.  
Pro poskytování přístupu k centru (centrům) MMS účastníci sítě pomocí služby 
MMS musí mít správně nastavené IP adresy WAP brán a přístupových bodů APN k síti 
GPRS. 
Služba přenosu audio/video toků dat 
Audio a video klipy mohou být odeslány do účastnického terminálu například při použití 
zpráv MMS. Nicméně klipy přenášené přes MMS, mohou být přehrávány pouze 
v okamžiku jejich úplného přenosu. Nevýhodou této metody je potřeba mít dost velký 
objem paměti mobilního terminálu srovnatelný s objemem přenášených audio a video 
klipů. 
Při použití streamování (streaming) audio nebo video dat, je vyžadována poměrně 
malá vyrovnávací paměť v uživatelském terminálu. Při tom audio a video data jsou 
následně nahrána do ní. Po zaplnění vyrovnávací paměti (obvykle několik sekund), 
soubor se začne přehrávat. Při přehrávání část vyrovnávací paměti se uvolňuje a znovu 
se doplňuje přenášenými daty. Omezením je, že by přenosová rychlost měla být větší 
nebo rovna rychlosti přehrávání. V tomto případě, audio nebo video přehrávání probíhá 
hladký (bez přerušení). 
Ve srovnání například s technologií MMS, streamovací technologie umožňuje 
přenášet delší klipy a / nebo poskytovat jejich lepší kvalitu zvuku nebo videa při stejné 
velikosti vyrovnávací paměti. Na druhou stranu, zvýšení kvality QoS u technologie 
streamování klade přísnější požadavky k rádiové síti ve srovnání s přenosem MMS. 
Streamovací technologie používá protokol RTSP. Tento protokol řídí relace 
streamování audia a videa, s použitím protokolového zásobníku TCP / IP. Po doručení 
příkazu „PLAY“ po protokolu RTSP, reálné datové toky jsou přenášeny pomocí 
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protokolu RTP a řízení kvality přenosu se provádí pomocí řídícího protokolu RTCP 
(Real-time Control Protocol) v reálném čase. V tomto případě oba také používají 
protokolový zásobník TCP / IP. 
IMS služba 
Technické specifikace 3GPP Rel'5 definují požadavky na páteřní síť CN pro použití 
aplikací IMS při zahájení multimediálních relací v případě peer-to-peer spojení mezi 
dvěma nebo více UE. Pro navázání spojení mezi UE a serverem subsystému IMS (IP 
Multimedia Subsystem) tyto relace využívají protokol SIP. Je třeba poznamenat, že se 
pro IMS aplikace předpokládá možnost vytváření relace pro přenos řeči a videa přes IP 
přímo od UE z UE, aniž by mezi nimi byl nějaký server. Protokoly používané mezi UE 
(HTTP nebo RTP a RTCP) se určují používanými IMS aplikacemi. 
3.4 Služby v 3.5G 
Přechodná generace 3.5G je prezentována standardem HSDPA. Koncipovaný protokol 
HSDPA výrobci infrastrukturního zařízení mobilní komunikace byl navržen pro zvýšení 
výkonu sítě díky efektivnějšímu využití rádiového kanálu, zejména snížení zpoždění při 
přenosu paketů. 
 HSDPA (High-Speed Downlink Packet Access - vysokorychlostní paketový 
přenos dat od bázové stanice do mobilního telefonu) je mobilní standard, považuje se 
odborníky za jeden z etap přechodu k technologiím čtvrté generace mobilních 
komunikací (4G). Maximální teoretická rychlost přenosu dat je 14,4 Mbit / s, praktická 
dosažitelná ve stávajících sítí - cca 3 Mbit / s. 
 Ve srovnání s UMTS, HSDPA síť může přenášet třikrát více dat a podporovat 
dvakrát více účastníků v jedné buňce. 
 Poprvé HSDPA byl popsán v páté verzi standardů 3GPP. Zakládá se na teorii, že 
při srovnatelné velikostí buněk použití přenosu s více kódování umožňuje dosáhnout 
špičkových rychlostí přenosu do 10 Mbit / s (teoretická maximální rychlost přenosu dat 
za těchto podmínek je 14,4 Mbit / s). [19] 
 HSDPA výrazně zlepšuje kvalitu multimediálních služeb poskytovaných 
účastníkovi (při vysoké rychlosti přenosu se stává zpoždění nehmatatelné a objem 
předávaných informací se zvyšuje). 
3.5  Datové služby v LTE sítích 
Vývoj nových síťových technologií, poskytujících stále větší počet různých služeb, nutí 
globální telekomunikační komunitu zaměřit se na problematiku kvality komunikačních 
služeb a systému jejich řízení jako na jeden z nejdůležitějších faktorů pro efektivní rozvoj 
konkurenčního trhu komunikačních služeb. 
Pojem kvality komunikační služby (QoS, Quality of Service) byl schválen 
Mezinárodní telekomunikační unií (International Telecommunication Union, ITU) 
v doporučení E. 800 [7] (bylo aplikováno ještě pro telefonní sítě všeobecného použití 
a digitální sítě integrovaných služeb) a je chápán jako kumulativní účinek servisních 
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parametrů, který určuje míru spokojenosti uživatelů s komunikačními službami. 
Systém řízení kvality je sada parametrů a mechanismů, které zajišťují soulad 
kvality služby s definovanými požadavky. Účelem zavedení takového systému je 
maximalizace spokojenosti uživatelů s poskytovanou službou pro zvyšování poptávky po 
této službě. 
Základem zajištění kvality služby je pojem PDP-kontextu (PDP, Packet Data 
Protocol), což je sada parametrů, popisujících aktuální stav uživatele nebo terminálu 
s ohledem na možné služby a způsobech jejich poskytování. Při spojení UE se základní 
paketovou sítí s cílem vytvoření logického spojení mezi UE a různými síťovými uzly pro 
přenos IP-paketu v přímém a zpětném směru probíhá tzv. aktivace PDP-kontextu. 
Původně, podle Rel'97 / 98, jeden terminál mohl mít jeden PDP-kontext pro jednu 
PDP-adresu. Poté, v průběhu vývoje konceptu mobilních sítí 3. generace, byl vyvinut 
nový koncept PDP-kontextu pro podporu nových požadavků, jmenovitě možnost použití 
několika PDP-kontextů (i s jejich QoS profily) pro jednu PDP-adresu. Přičemž první 
PDP-kontext, otevřený pro příslušnou PDP-adresu se nazývá primární kontext 
a následující PDP-kontexty, otevřené pro stejnou PDP-adresu, sekundární kontexty. 
Nicméně použití sekundárních PDP-kontextů vyžaduje, aby byly spojeny s přístupovým 
bodem sítě APN primárního PDP-kontextu. 
Základní myšlenkou vybudování struktury řízení je diferenciace kvality služby 
podle parametrů PDP-kontextu. Pak všechny uživatelské aplikace slučující využití 
jednoho PDP-kontextu mají stejný QoS profil. Několik proudů se stejnými 
charakteristikami vytváří souhrnný profil kvality služby. Pro diferenciální zpracování 
předávaných paketů v souladu s požadavky na QoS a pro jeden UE současně musí být 
aktivovány primární i sekundární kontexty. Příklad variant vytváření PDP-kontextů je 
znázorněn na Obr. 3.1. 
 
Obr.  3.1: Varianty organizace různých PDP-kontextů (převzato z [7]) 
Vývoj trhu uživatelských služeb je spojen především se zvýšením počtu služeb 
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poskytovaných v paketovém režimu. Navíc v mobilních sítích třetí a čtvrté generace není 
přenos služeb, včetně hlasové komunikace, založen na přepínání kanálů. Realizace 
paketového přenosu hlasu se zakládá na technologiích VoIP (Voice over IP) nebo PoC 
(push-to-talk over Cellular). 
Spolu s paketovým přenosem řeči existují následující základní služby: 
 Přenos souborů po internetu (např. web-browsing); 
 Doručování e-mailů; 
 Multimediální zprávy (MMS, Multimedia Messaging Service), včetně 
multimediálního vysílání; 
 Streamování videa (streaming); 
 Interaktivní hry v reálném čase. 
V následující části budou prozkoumány některé aspekty organizace výše 
uvedených paketových služeb v mobilních sítích.  
3.5.1 Web-browsing 
Přenos souborů je dominantní v pevných IP-sítích, v nichž se pro vyhledávání a doručení 
informace používá hypertextový protokol HTTP (Hyper-Text Transfer Protocol). 
Očekává se, že v blízké budoucnosti tato služba obsadí stejnou pozici v mobilních 
sítích.[7] 
Z formálního hlediska je přenos souborů jeden nebo několik postupných přístupů 
k různým internetovým stránkám, které obsahují obecné informace o struktuře stránky, 
text, adresu (URL, Universe Resource Location) samotné stránky a k ní patřící objekty: 
obrázky, tabulky, atd. Průměrný objem jedné webové stránky je podle průzkumu 
přibližně 150 kbit. 
Obr. 3.2 ukazuje posloupnost činnosti, prováděných v pevné síti při provádění 




Obr.  3.2: Procedura přenosu webové stránky 
 Aktivace PDP-kontextu, potřebná na začátku každé nové relace 
a poskytující komunikační parametry mezi UE a sítí. 
 Dotaz adresy služby prostřednictvím DNS-serveru (Domain Name 
Server), převádějící číselnou IP-adresu na doménové jméno. 
 Zahájení TCP-spojení (Transmission Control Protocol) v transportní 
vrstvě. V závislosti na verzi HTTP-protokolu a realizaci webového 
prohlížeče, může být nutné zahájení více TCP-spojení. 
 Požadavek serveru na první objekt (text) webové stránky. 
 Obdržení prvního objektu (text) webové stránky. 
 Požadavek serveru na další objekty webové stránky. 
 Obdržení dalších objektů (text) webové stránky. 
 Odstranění TCP-spojení. 
Popsaný postup, jak je uvedeno výše, demonstruje přenos souborů v pevné síti. 
Mobilní internet má určitou specifikaci spojenou s vnitřními omezenými (paměť, 
spotřeba energie baterie) a vnějšími prostředky mobilních zařízení (obrazovka, 
klávesnice). 
V současné době je nejvíce rozšířenou technologií přenosu souborů mezi 
mobilními uživateli technologie založená na WAP-protokolu (Wireless Application 
Protocol). Tato technologie je velmi podobná technologii WWW (World Wide Web) a je 
otevřená, aby výrobci bezdrátových zařízení mohli rozvíjet a realizovat různé 
mechanizmy síťových interakcí.[7] 
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Technologie WAP je popsána ve formě specifikací, které se týkají těchto oblastí: 
 Přehled technologií WAP; 
 Zásobník WAP-protokolů a software WAP-brán; 
 WAP-programovací jazyky; 
 Technologie WAP PUSH přenosu informace mobilním uživatelům 
v režimu časového zpoždění, který se v současné době aktivně rozvíjí. 
Hlavními WAP-objekty jsou microbrowsery, WAP-brány a WTA-aplikace 
(Wireless Telephone Application) pro mobilní telefonii. 
Mikroprohlížeč je obyčejný browser, který se používá v běžných internetových 
aplikacích, ale počítá s konstrukčním a hardwarovým omezením prostředků mobilních 
UE: výsledky se zobrazují na displejích malé velikosti a pro psaní programů se používají 
speciální jazyky. 
WAP-brána je přechodný uzel, který umožňuje konverzi protokolů přenosu dat 
mezi pevnými a mobilními sítěmi. Specifikem mobilního internetu je způsob, jak ukládat 
a přenášet WTA-aplikace v podobě balíčku karet (deck of cards) na WAP-jazyk, který je 
pak zobrazen mikroprohlížečem na displeji UE. Balíčky karet jsou nejprve uloženy na 
speciálních WAP-serverech či obecných internetových serverech a při dotazu uživatele 
se pomocí IP-protokolu přenáší do WAP-brány, která převádí WAP-protokol do IP-
protokolu. Dále se ve WAP-bráně zajišťuje přímá komunikace s uživateli prostřednictvím 
zpracování jejich dotazů. 
Při standardní WAP-interakci je UE připojeno k WAP-bráně a ta je spojena 
s externím serverem, jiné konfigurace jsou také možné. 
Obr. 3.3 ukazuje typický scénář účastnického připojení k externímu serveru 
prostřednictvím protokolu WAP 1.x, jehož zásobník obsahuje protokol WSP (Wireless 
Session Protocol) pro podporu bezdrátové komunikační relace, bezdrátový transportní 
protokol WTP (Wireless Transport Protocol), protokol WTLS (Wireless Transport Layer 
Security) pro zabezpečení transportní vrstvy a protokol WDP (Wireless Datagram 
Protocol) bezdrátového datagramového přenosu dat, fungující navrchu standardního 
síťového protokolu UDP (User Datagram Protocol). 
 
Obr.  3.3: Připojení mobilního účastníka k službě prostřednictvím WAP-protokolu 
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Procedura začíná aktivací PDP-kontextu v základní síti, po jejíž dokončení se 
prostřednictvím WSP-protokolu ustanoví relace mezi UE a WAP-bránou. Dále, na 
základě protokolu WTP uživatel požádá WAP- bránu o první část souboru (textu), poté 
HTML / WML server vrací požadovanou informaci pomocí IP-protokolu do WAP-brány. 
Nakonec se díky WTP protokolu souborový komponent objeví v UE. Podobné operace 
se provádí za účelem získaní souborových objektů: obrázků, tabulek atd. 
3.5.2 E-mail  
E-mail je jedna z nejběžnějších internetových služeb, které se provádí v odloženém 
režimu. Email se skládá ze záhlaví, které obsahuje pomocnou informaci o autorovi 
dopisu, příjemce, síťovou cestu, atd., a těla zprávy, obsahujícího obsah tohoto dopisu. 
Výhodou e-mailu je jednoduchost a nízké náklady na zasílání a také možnost 
posílání další non-textové informace (např. obrázky). Nevýhody jsou neurčitá doba 
doručení (a negarantované doručení), přístup třetích stran během přenosu, který je však 
částečně kompenzován pre-šifrováním. 
E-mail služba je univerzální v tom smyslu, že množství sítí založených na různých 
principech a různých operačních protokolech mají standardizované rozhraní (bránu) 
přístupu k e-mail. 
Tradiční IP-sítě využívají několik protokolů pro e-mail službu: SMTP (Simple 
Mail Transfer Protocol), který je pouze pro posílání zpráv, POP 2 (Post Office Protocol 
Version 2), který je pouze pro příjem zpráv, POP 3 (Post Office Protocol Version 3) a 
IMAP (Interactive Mail Access Protocol), které jsou pro odesílání i přijímání zpráv. 
Dále je krátce popsán mechanismus fungování protokolu SMTP, podobně pracují 
a další e-mailové protokoly. 
SMTP je navržen na základě následujícího modelu interakce: po žádosti uživatele, 
odesílající strana (sender-SMTP) stanoví obousměrný kanál s přijímající stranou 
(receiver-SMTP), přičemž příjemce může být jak konečný cílový host, tak i nějaký 
přechodný uzel. Dále, odesílatel generuje SMTP-příkazy a odesílá je příjemci, který 
posílá odpovědi o zpracování příkazů odesílateli. Nejjednodušší algoritmus fungování 
protokolu je znázorněn na Obr. 3.4: 
 
 
Obr.  3.4: Nejjednodušší algoritmus fungování e-mail protokolu SMTP 
 Po zahájení SMTP-spojení na některém z transportních protokolů odesílatel pošle 
příkaz MAIL identifikující atributy odesílatele (např. adresu). Pokud přijímač je 
schopen obdržet e-mail, odešle odpověď OK. 
 Odesílatel odešle příkaz RCPT, identifikující atributy odesílatele (např. adresu). 
Pokud přijímač je schopen obdržet e-mail, odpoví příkazem OK, pokud ne, pak - 
odmítnutím přijat poštu do uvedené schránky. Pokud odesílatel má více schránek, 
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do kterých se mají přenést zprávy, může přijímač odmítnout některé z nich, 
transakce spojení se nekončí. 
 Odesílatel odesílá data SMTP-přijímače. Pokud přijímač úspěšně přijal všechna 
data, odešle příkaz OK. 
Adresování účastníků se mírně liší od tradičních internetových adres, protože 
zpráva je určena konkrétní osobě, a nikoliv zařízení (jeden počítač může být přidělen 
několika uživatelům). Korespondenční adresa se skládá z uživatelského jména a adresy 
hostu (domény): 
   uživatelské jméno @ doména. 
V počáteční fázi vývoje e-mailu stačilo přenášet mezi uživateli pouze textové 
zprávy (sekvence ASCII-symbolů), ale s rostoucí popularitou této služby vyvstala nutnost 
rozšíření služby: automatické překódování zpráv napsaných v různých jazycích, vkládání 
a posílání obrazu, zvuku a další souborových objektů. Pro tyto účely byl vyvinut standard 
MIME (Multipurpose Internet Mail Extensions) víceúčelového rozšíření email pošty. 
3.5.3 Multimediální zprávy  
Multimediální zprávy mohou být pokládány za zlepšování služby krátkých textových 
zpráv (SMS, Short Message Service), kdy se spolu s textovou informací předává obraz a 
zvuk. Charakteristickými rysy této služby jsou omezený objem dat (na rozdíl od 
streamovaných služeb) a to, že se realizuje v reálném čase. 
Popisu služeb, které poskytují multimediální zprávy v sítích třetí a čtvrté generace, 
jsou věnovány specifikace TS 22.140 a TS 23.140. [3] 
 
Obr.  3.5: Blokové schéma LTE sítě s podporou multimediálních zpráv 
Obr. 3.5 ukazuje blokové schéma organizace různých sítí do zobecněné sítě 
s podporu služby multimediálních zpráv, pro kterou se zavádí několik základních pojmů. 
Prostředí multimediální služby (MMS-prostředí, MMSE, Multimedia Messaging 
Service Environment) je souhrn síťových prvků odpovědných za doručení 
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multimediálních zpráv řízených jedním uzlem. V případě roamingu je navštívená síť 
považována za součást MMS-prostředí, zatímco domácí uživatelé této sítě jsou 
považováni za součást jiného MMS-prostředí. 
MMS-server je určen pro uchovávání a správu příchozích a odchozích zpráv 
a jejich přeposílání mezi různými uzly, pak se tento uzel nazývá tranzitní MMS-server. 
MMS-server má také povinnost tarifikace multimediálních služeb a vyúčtování (CDR, 
Charging Data Record). 
Uživatelská databáze ukládá osobní údaje o předplatitelích multimediálních 
služeb. Uživatelský MMS-agent je softwarový produkt v UE a poskytuje možnost 
prohlížet, vytvářet a spravovat (přijímat, odesílat, mazat) multimediální zprávy. 
 
Obr.  3.6: Zobecněný zásobník MMS-protokolů 
 Interakce různých prvků MMS-prostředí obvykle probíhá na základě e-mailových 
protokolů. 
Obr. 3.6 ukazuje zobecněný zásobník protokolů, které se podílí na poskytování 
služby multimediálních zpráv. 
 Mezi UE (fakticky MMS-agentem) a MMS-serverem je definováno rozhraní 
MM1. Pokud je z nějakého důvodu potřebné další spojení mezi MMS-serverem 
a externími internetovými servery, pak se organizuje přes odpovídající rozhraní MM3. Je 
definováno také MM2 rozhraní (na Obr. 3.6 není znázorněno) spojující bázový a tranzitní 
MMS-server v případě, že jsou realizovány jako samostatné jednotky. Kromě toho, 
specifikace definuje sadu rozhraní (MM4 až MM11) určených k organizování 




Obr.  3.7: Proces doručování multimediální zprávy 
 Přiklad procesu doručení multimediální zprávy v nejjednodušším případě, když 
se dva účastnici nachází v jedné páteřní sítě je znázorněn na Obr. 3.7. [7] 
Předpokládá se, že odesílatel připravil pro odesílání multimediální zprávu 
a stisknul odpovídající tlačítko (SEND button pressed). 
Proces doručení zprávy začíná spouštěním dotazového příkazu M-
SEND.REQUEST na MMS-serveru, což vyvolá u odesílatele proceduru aktivace PDP-
kontextu a v případě úspěšné aktivace odesílatel obdrží potvrzení M-
SEND.CONFIRMATION o tom, že multimediální služba je zapsána do vyrovnávací 
paměti MMS-serveru. 
       Poté se spouští procedura oznámení příjemce o odesílání mu zprávy: posílá se mu 
příkaz M-NOTIFICATION.INDICATION, spouštěcí aktivace PDP-kontextu příjemce, 
a pokud bude úspěšná, příjemce odešle MMS-serveru potvrzovací zprávu M-
NOTIFYRESPONSE.INDICATION, pak spouští příkazem WSP GET.REQUEST 
mechanismus fungování transportního WSP-protokolu informuje při tom MMS-server 
o charakteristikách svého uživatelského agenta. 
 Poté probíhá odeslání multimediální zprávy příjemci, který je o této akci 
informován příkazem M-RETRIEVE.CONFIRMATION, pak následuje potvrzení 
o přečtení příkazem M-ACKNOWLEDGE.INDICATION, nakonec je tato zpráva 
odeslána na MMS-server, a pak odesílateli příkazem M-DELIVERY.INDICATION. 
Pro zrychlení dodání multimediálních služeb, je žádoucí, aby obě strany byly 
ve stavu trvalého logického spojení s bázovou sítí, maje aktivizované IP-adresy. Tento 
stav se nazývá stav neustálé připravenosti (always on). 
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3.5.4 Multimedia Broadcasting  
Výše uvedená MMS-služba realizuje dvoubodový (PTP, point-to-point) model 
organizace spoje na rozdíl od modelu PTM (point-to-multipoint) vysílání, když se datové 
pakety z jednoho zdroje současně přenáší několika uživatelům, spojeným do speciální 
vysílací skupiny. Vysílaní služeb je efektivní a opodstatněné, pokud se velká skupina 
uživatelů zajímá o obdržení identického obsahu služby, například při mobilním 
televizním vysílání, přičemž se efektivita vysílání zvyšuje nejen v bezdrátové 
infrastruktuře, ale také se dotýká i páteřní sítě. 
 Vysílací služby, včetně těch pro mobilní uživatele, mohou být zajištěné 
prostřednictvím nezávislých vysílacích sítí, jako je DVB-H (Digital Video Broadcast 
Handheld) nebo DMB (Digital Multimedia Broadcast), které působí (za přítomnosti 
specializovaných UE) společně s mobilními komunikačními sítěmi. 
 Poskytování vysílacích služeb se realizuje v příslušné zóně vysílání (BA, 
Broadcast Area), tj. časti oblasti pokrytí mobilní sítě, která se může shodovat s celou 
oblastí pokrytí. Zdrojem (poskytovatelem) vysílacích služeb může být jak sama mobilní 
síť, tak i nezávislý poskytovatel.   
 
Obr.  3.8: Zjednodušené blokové schéma organizace vysílacích služeb 
Architektura a zvláštnosti sítě LTE s možností poskytování vysílacích služeb jsou 
popsány ve specifikaci TS 23.246 a protokoly a formáty poskytování těchto služeb ve 
specifikaci TS 26.346.[3] 
Obr. 3.8 znázorňuje zjednodušené blokové schéma organizace vysílacích služeb. 
Komunikace mezi sítí a poskytovatelem služeb se uskutečňuje přes centrum vysílacích 
služeb ((e)BM-SC, Evolved Broadcast Multicast Service Center), ze kterého datové 
pakety přichází do brány multimediálního vysílání ((e)MBMS Gateway, MBMS-brána), 
a pak do BS, která se nachází v oblasti vysílání. Je zřejmé, že je nezbytná adaptace 
datových toků zaměřených do vysílacích služeb, jejich přivedením do souladu s možností 
radiosítě. Služby multimediálního vysílání se přenáší v downlink skupinovém řídicím 
kanálu MCCH (parametry fyzického kanálu, informace o přístupu, přítomnost této služby 
v sousedních buňkách, atd.). Přenosové kanály se starají o data uživatelské roviny. MTCH 
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(Multicast Traffic Channel), ve kterém se přenáší multicastové data a DTCH (Dedicated 
Traffic Channel), v němž se přenáší uživatelská data. 
Specifikace definují dva režimy poskytování multimediálních vysílacích služeb: 
běžné vysílání (broadcast mode) a multicastové vysílání (multicast mode). V obou 
režimech se provádí neorientovaný přenos multimediálních dat (text, zvuk, obraz, video), 
tj. bez ohledu na konkrétní uživatele, dle modelu PTM. Poskytuje efektivní využívání 
síťových rádiozdrojů, protože se data přenáší v obecných kanálech.[3] 
Rozdíl mezi těmito dvěma režimy vysílání je přítomnost nebo nepřítomnost 
požadavků kladených na uživatele při organizaci poskytování multimediálního obsahu. 
V režimu skupinového vysílání existuje možnost selektivního doručení služeb na 
jednotlivé buňky (není nutně sousední), patřící uspořádaně do odpovídající vysílací 
skupiny, na základě předplacení. Režim běžného vysílání nepředpokládá žádné určité 
požadavky spojené s předplacením nebo aktivaci služeb. 
Stejně, jako pro přenos obyčejných (nevysílajících) multimediálních zpráv, 
zdrojem multimediálních vysílacích služeb mohou být jak běžné externí internetové 
servery, tak i specializované servery patřící do struktury dané nebo sousedních sítí. Pro 
doručení vysílacího obsahu a potřebné pomocné informace uživatelům je organizována 
sada logických rozhraní. 
Dodávka multimediálních vysílacích služeb je založena na odpovídajícím 
MBMS-kontextu vytvořeném v UE, v obsluhující bráně a v centru vysílacích služeb. 
V  Tab. 3.1 je znázorněna sada nejdůležitějších parametrů a jejich popis pro uživatelskou 
část MBMS-kontextu. 
Tab. 3.1: Parametry uživatelské časti MBMS-kontextu 
Parametr Popis 
IP multicast address Multicastová IP-adresa, která identifikuje kanál služby, ve 
kterém budou spojeny UE 
APN Název přístupového bodu, na který ukazuje IP-adresa 
multicastového vysílání 
SGW adress IP-adresa obsluhující brány 
TMGI Dočasný identifikátor mobilní skupiny asociované s kanálem 
služby 
Linked NSAPI Identifikátor přístupového bodu PDP-kontextu 
IMSI Mezinárodní identifikátor mobilního účastníka 
TI Identifikátor transakce 
MBMS_NSAPI Identifikátor přístupového bodu k službě na síťové vrstvě 
Additional MBMS Trace 
Info 
Doplňující informace pro zahájení spojení 
Trace Reference Určuje záznam nebo soubor záznamů pro konkrétní připojení 
Trace Type Určuje typ spojení 




Pro výměnu informací mezi centrem vysílacích služeb a MBMS-bránou (Obr. 3.9) 
jsou definovány SGmb-rozhraní (výměna pomocnou informací) a SGI-mb-rozhraní 
(doručení uživatelské informace). Výměna pomocných informací mezi MME a MBMS-
bránou probíhá přes Sm-rozhraní, mezi MBMS-bránou a obsluhující bránou přes Sn-
rozhraní. 
 
Obr.  3.9: Architektura sítě LTE s možnosti multimediálního vysílání (převzato z [7]) 
V závislosti na využití a způsobu doručení služby multimediálního vysílání jsou 
služby rozděleny do čtyř typů.[7] 
 Streamované služby (streaming service) představují nepřetržitý tok dat, jsou 
základními službami multimediálního vysílání. 
 Služby pro stahování souborů. 
 Carousel služby, které jsou kombinací části streamovaných služeb (text a statické 
obrázky) a služeb pro stahování souborů. 
 Televizní služby sestávající ze synchronizovaných toků zvuku a obrazu. 
Použití vysílací služby v režimu vícesměrového vysílání je spojeno s postupným 
prováděním následujících procedur: 
 Předplacení služby; 
 Oznámení o existenci služby; 
 Připojení účastníka ke službě; 
 Začátek přenosu služby; 
 Oznámení účastníků o zahájení přenosu služeb; 
 Přenos dat patřících ke službě; 
 Odpojení od služby. 
V sítích LTE je charakteristickým rysem systémů mobilních komunikací 3. a 4. 
generace, přenos multimediálních dat v rámci jedné buňky (single-cell) nebo v rámci 
několika buněk (multi-cell). Při single-cell přenosu se data přenáší v transportním 
downlinkovém kanálu DL-SCH, na který se zobrazují logické kanály MTCH a MCCH, 
a sekvence datových paketů je určena bázovou stanicí. UE mohou být určeny vybrané 
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kanály ve směru uplink pro zpětnou vazbu ve formě obyčejných ARQ nebo hybridních 
HARQ požadavků na opakování, přičemž se přenos s HARQ provádí s použitím 
skupinového (spojeného s konkrétní službou) dočasného identifikátoru RNTI (Radio 
Network Temporary Identifier). 
Multi-cell přenos vybrané služby skupinového multimediálního vysílání se 
realizuje prostřednictvím současného přenosu identických rádiosignálů na areálu 
několika buněk. V tomto případě se logické kanály MTCH a MCCH zobrazují na 
transportní kanál MCH, tím je umožněn přenos informací typu PTM. Tento režim přenosu 
se nazývá jednofrekvenční skupinová vysílací síť MBSFN (Multicast Broadcast Single 
Frequency Network). 
3.5.5 Streamované video  
Při poskytování služeb streamovaného videa, jako části služby multimediálního vysílání, 
odpovídající server navazuje spojení s mobilním uživatelem, přenáší informace 
s rychlostí, která je nutná pro nepřerušované přehrávání videa v dekodéru. Tato rychlost 
se určuje různými faktory: algoritmy komprese videa, barevnou hloubkou (tj. počet 
reprodukovatelných barev), velikostí obrazovky UE, rozlišením, zpožděním, atd. Při 
tomto přenosu by měl být výsledek zobrazen na obrazovce se zpožděním menším než 1 s. 
 Pro zajištění přenosu streamovaného videa v sítích třetí a čtvrté generace IETF 
(Internet Engineering Task Force) vyvinula řadu odpovídajících protokolů: protokol 
streamingu videa v reálném čase RTSP (Real-Time Streaming Protocol), transportní 
protokol přenosu v reálném čase RTP (Real-Time Transport Protocol), protokol popisu 
relace SDP (Session Description Protocol). Interakce těchto protokolů pro organizaci 
služeb streamingu videa je představena ve specifikaci TS 26.234.[3] 
 Protokol RTSP je aplikací typu klient-server, který na transportní vrstvě používá 
protokol TCP. Ten slouží k řízení doručením datového toku v reálném čase, umožňuje 
uspořádat několik datových toků s určitými vlastnostmi. Pomocí protokolu RTSP se 
uskutečňuje přenos ovládacích příkazů (přehrávání, pauza, atd.), nikoliv videodat, které 
se přenáší pomocí protokolu RTP, fungujícího navrchu protokolu UDP. 
 Protokol SDP popisuje sadu parametrů různých datových toků, včetně rychlosti 
přenosu kódovaných dat a čísel portů používaných pro odpovídající toky, které mohou 
být identifikovány pomocí RTSP-adresy. 
 Obr. 3.10 ukazuje organizaci streamingu videa mezi UE a externím 
videoserverem. 
     Před začátkem přenosu služby je nutná aktivace primární PDP-kontextu, což je v 
případě, kdy účastník je ve stavu stálé pohotovosti (always on). Při aktivovaném 
primárním PDP-kontextu se vytváří relace výměny pomocnou informací mezi UE a 




Obr.  3.10: Organizace přenosu streamovaného videa 
Zpočátku se na server posílá dotaz DESCRIBE, což znamená, že server by měl 
poskytnout informace o požadované službě streamovaného videa (parametry kódování, 
čísla portů, atd.). Videoserver odpoví příkazem 200 OK, popisujícím službu ve formě 
SDP-zprávy. 
 Po obdržení odpovědi UE posílá na server příkaz SETUP, který obsahuje čísla 
portů, přes které bude realizován příjem datových toků. Server potvrzuje přijetí zasláním 
příkazu 200 OK uživateli. 
Poté se provádí procedura sekundární aktivace PDP-kontextu, během které se 
určuje řada parametrů kvality služby QoS, spojených s přenosem streamovaného videa. 
Definice a přenos QoS-parametrů mohou být realizovány pomocí RTCP (Real-time 
Transport Control Protocol). Také během procedury aktivace sekundárního PDP-
kontextu síť rezervuje fyzické zdroje, které budou použity pro přenos videotoku. Po 
dokončení procedury aktivace UE odešle serveru příkaz PLAY, poté server odešle 
potvrzení uživateli a může začít přenos videotoku s využitím protokolu RTP (Real-time 
Transport Protocol). 
 Nicméně, přehrávání videa v UE se nezačíná okamžitě. Pro kompenzaci rozptylu 
hodnot časových pozdržení je na aplikační vrstvě realizována video vyrovnávací paměť, 
po jejímž zahlcení začíná přehrávání videa. Pro dobrou kvalitu služby by se vyrovnávací 




3.6 Pevné sítě „poslední mile“ 
V této kapitole budou přivedeny charakteristiky pevných připojení sítí „poslední mile“. 
Last Mile je kanál spojující koncové (uživatelské) zařízení s přístupovým uzlem 
poskytovatele. Například, při poskytování služeb připojení k internetu poslední míle je 
úsek od portu přepínače poskytovatele na jeho uzlu do portu směrovače uživatele. Pro 
služby dial-up připojení poslední míle je úsek mezi modemem uživatele a modemem  
poskytovatele. V této práci budou popsány parametry základních pevných sítí. 
3.6.1 Dial - up připojení  
Telefonní linky byly původně navrženy pro přenos analogový signálu - hlasu, a proto ony 
nejsou vhodné pro přenos dat. Přenosová rychlost modemů postupně rostla od 300 bitů/s 
dosáhla 57,6 kbit / s, ale perspektivy pro další zvýšení rychlosti se neočekává vzhledem 
k tomu, že kapacita telefonních linek je téměř vyčerpána (pro jeden hlasový kanál v 
tradiční telefonii je vyhrazen kanál 64 kbit / s). Zpoždění v dial-up linkách může nabývat 
400 ms a více, a které dělá on-line hry a videokonference velmi obtížné nebo zcela 
nemožné. Dial-up připojení má šířku pásma 4 kHz. Nevýhodami takového typu připojení 
jsou: [13,14] 
 je třeba se dovolat na číslo poskytovatele (někdy to trvá velmi dlouho, až do jedné 
hodiny), 
 extrémně nízká rychlost připojení (teoretické maximum - 56 kbit / s, ve 
skutečnosti nedosažitelná, je velmi závislá  kvalitě telefonní linky a ústředny), 
 pravidelné přerušení spojení, 
 velmi vysoká cena při aktivním užívání. Platí se obvykle za minutu času 
stráveného v síti, bez ohledu na to, zda uživatel něco stahuje nebo má otevřenou 
jednu stranu,  
 telefonní linka v okamžiku připojení k síti je obsazena a není možné telefon 
používat. 
3.6.2 ISDN 
Hlavním rysem digitální sítě integrovaných služeb je vysokorychlostní přenos informací, 
vůči podobným parametrům analogové telefonie. Rychlost přenosu dat je 64 kbit / s při 
použití jednoho a 128 kbit / s dvou kanálů. Je třeba vzít v úvahu spolehlivost a flexibilitu 
ISDN. Flexibilita připojení ISDN spočívá v mnohem širším rozsahu typů přenášených 
zpráv. [13,14] Analogová telefonie je omezena přenosem řečových signálů. ISDN 
poskytuje uživatelům úplně jiný servis: kromě obvyklé výměny zvukové informací, 
uživatele jsou schopni sdílet digitální data, text a video. Tak důležitou zvláštností, která 
odlišuje ISDN od analogových sítí, je téměř okamžité nastavení spojení. Maximální 
zpoždění v ISDN síti nepřesahuje 30 ms pro každý komunikační uzel. 
3.6.3 DOCSIS 
Data Over Cable Service Interface Specifications (DOCSIS) je standard přenosu dat přes 
koaxiální (TV) kabel. Na základě standardů ITU J.112 a J.83 konsorcium CableLabs ve 




Tento standard poskytuje přenos dat k účastníkovi přes kabelovou televizní síť 
s maximální rychlostí 42 Mbit / s (s šířkou pásma 6 MHz a amplitudovou modulací 256 
QAM) a příjem dat od účastníka s rychlostí až 10,24 Mbit / s. Standard EuroDOCSIS 
upravuje určené pro Evropu frekvenční pásmo downlink a uplink kanálů, stanovuje práci 
s 8 MHz šířkou pásma. 
Standard DOCSIS 1.1 navíc stanoví speciální mechanismy, které zlepšují podporu 
pro IP telefonii, snižující zpoždění při přenosu řeči (např. mechanismy fragmentace 
a defragmentace velkých paketů, pořádání virtuálních kanálů a stanovení priorit). 
DOCSIS má přímou podporu IP protokolu s měnou délkou paketů. Zpoždění v sítích 
DOCSIS může nabývat 0,8 ms. [13,14] 
3.6.4 PON 
PON (Passive Optical Network - pasivní optické sítě) je technologie širokopásmového 
vícenásobného přístupu přes optické vlákno s použitím vlnového rozdělení vysílání / 
příjmu, umožňuje realizovat jednovláknovou topologii broadcast, bez použití aktivních 
síťových prvků v uzlech rozvětvení. Síť PON nemá mezilehlé aktivní zařízení, přenaší 
data od poskytovatele k uživateli a zpět v jednom vlákně. Aktivní zařízení v síti je pouze 
na straně poskytovatele a na straně účastníka.  
 Úspora vláken. Do 128 účastníků na jedno vlákno, délka sítě 60 km. 
 Efektivní využití šířky pásma optického vlákna. 
 Rychlost až 2,488 Gb / s v downstream a 1,244 Gb / s v upstream. 
 Stromová struktura přístupové sítě umožňuje novým zákazníkům 
nejekonomičtější připojení. 
 Možnost symetrického a asymetrického režimů přenosu. 
3.6.5 Ethernet 
Ethernet je rodina technologii paketového přenosu dat pro počítačové sítě. Standardy 
Ethernet definují kabeláž a elektrické signály na fyzické vrstvě, formát rámců a protokoly 
řízení přístupu linkové vrstvy modelu OSI. Ethernet je popsán standardy skupiny IEEE 
802.3. 
V závislosti na rychlosti přenosu dat a přenosovém médiu, existuje několik variant 
technologie. Bez ohledu na způsob přenosu zásobník síťového protokolu a programy 
fungují stejným způsobem téměř ve všech z následujících variant. Ethernet zahrnuje 
několik nejpoužívanějších variant realizace se základnovými rychlostmi 10 a 100 Mbit/s 







4 KVALITA SLUŽBY V SÍTÍCH LTE 
Koncepce systému QoS pro sítě UMTS třetí generace je definována ve specifikaci TS 
23.107 a používá se také pro sítě 4. generace.[3] 
Atributy systému kvality služby musí splňovat následující obecné požadavky. 
 Počet a hodnoty atributů musí být takové, aby uskutečnily víceúrovňovou gradaci 
uživatelů. 
 Použití mechanismu QoS by nemělo překážet politice efektivního využívání 
rádiozdrojů, nezávislému rozvoji páteřní sítě a sítě rádiového přístupu. 
 Všechny atributy a jejich kombinace by měly mít jednoznačně definované 
hodnoty. 
Z uvedených obecných požadavků na kvalitu služby ve specifikacích jsou 
zformulovány konkrétní technické nároky pro sadu parametrů QoS. 
 Mechanismy QoS působí v rámcích P2P (peer to peer) modelu komunikace 
v hranicích „uživatelský terminál - brána“, poskytuje vzájemně-jednoznačné 
zobrazení mezi síťovými službami a externími aplikacemi. 
 Řízení kvality služby je založeno na minimálním počtu parametrů QoS, 
podporujících efektivní využití rádiozdrojů a také asymetrické fungování 
průchozích kanálů. 
 Metody řízení QoS se realizují na základě postupných relací, tyká se to 
paketového přenosu dat, včetně multistreamingu, přičemž několik různých toků 
má stejnou adresu. 
 Síťové komplikace způsobené zavedením systému kvality služby, by měly být 
minimalizovány, stejně jako množství doplňující informace uložené a předávané 
v síti. 
 Uživatelské aplikace by měly být schopny indikovat hodnoty QoS při přenosu dat 
v různých síťových uzlech. 
 Systém kvality služby musí být dynamickým, umožňujícím měnit parametry QoS 
v průběhu aktivní relace. 
V následujícím schématu je zobrazena architektura systému kvality služby pro 
případ, kdy komunikace probíhá mezi koncovým zařízením (Terminal Equipment, TE) 
připojeným k uživatelskému terminálu a TE, které se nachází v externí paketové síti (Obr. 




Obr.  4.1: Architektura systému kvality služby (převzato z [7]) 
 Podobně jako u pojmu průchozího kanálu (Obr. 1.27) se zavádí pojem průchozí 
služby (end-to-end service), která je posloupností akcí mezi dvěma koncovými uživateli 
a částmi služeb vztahující se k určitým síťovým součástem: v lokálním kanálu „koncové 
zařízení - uživatelský terminál“ (Terminal Equipment - Mobile Terminal, Local Bearer 
Service) v kanálu sítě LTE (LTE Bearer Service), v externím kanálu (Externí Bearer 
Service). Tak vzniká víceúrovňová interakce při přenosu služby v různých síťových 
uzlech a na různých úrovních. 
 Přenos služby v síti LTE se považuje v souladu se síťovou architekturou, zvlášť 
v rádiové přístupové síti (Radio Access Bearer Service), která zajišťuje soukromý přenos 
uživatelských dat buď s předem zvolenou nebo defaultně definovanou úrovní kvality 
služby a v páteřní paketové síti (Core Network Bearer Service), která je také schopna 
podporovat různou kvalitu služby. 
 Dále jsou stručně popsány základní funkce sítě LTE, vztahující se k řízení kvality 
služby. V uživatelské rovině jsou tyto funkce zaměřeny na podporu uživatelského 
provozu dat a signalizace s určitými omezeními, nastavenými parametry QoS. 
     Mapovací funkce (MF, Mapping Function) poskytuje přidělení každého určeného 
paketu pro přenos dat odpovídajícími parametry QoS. 
 Funkce klasifikace (CF, Classification Function) je určena pro nařízení datovým 
paketům parametrů QoS stanovených pro určitý UE, v případě, že je v této síti pro toto 
UE stanoveno více obslužných kanálů přenosu služeb. 
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       Funkce pro správu zdrojů (RMF, Resource Manager Function) rozděluje dostupné 
zdroje mezi službami v souladu s parametry QoS. 
 Funkce sladění (čištění) provozu dat (TCF, Traffic Conditioner Function) 
zajišťuje koordinaci mezi tokem uživatelských dat a stanovenou úrovní kvality služby. 
Tyto datové pakety, které neodpovídají vystaveným parametrům QoS, budou zahozeny 
nebo označeny jako nevhodné pro následné zahození po kumulaci. 
      Obr. 4.2 ukazuje interakci funkcí QoS v uživatelské rovině. 
 
Obr.  4.2: Funkce řízení kvality služeb v uživatelské rovině (převzato z [7]) 
Funkce klasifikace realizovaná v UE a S-GW přiřazuje datové pakety přijaté 
z externího (nebo lokálního) kanálu do služby sítě LTE s odpovídajícími parametry QoS. 
Funkce pro správu zdrojů, pokud je to nutné, stanoví koordinaci uživatelského toku 
v uplink (v UE) a downlink (v S-GW) směrech s nastavenými parametry QoS. Poté, 
mapovací funkce poskytuje každému paketu speciální QoS-indikátor a odesílá ho přes 
síť, což vyžaduje alokaci odpovídajících zdrojů. Za to zodpovídá funkce řízení zdrojů 
implementovaná v každém síťovém uzlu. 
 Funkce řízení služby, která je lokalizována v UE, S-GW a páteřní síti stanoví nebo 
modifikuje službu pomoci translační funkce. Prostřednictvím s ní spojených možností 
funkce RMF zjišťuje, zda existují požadované zdroje pro danou službu a funkce řízení 
předplacení stanoví práva uživatele na tuto službu. 




 Běžící na pozadí. 
Hlavní rozdíl mezi těmito třídami je citlivost na zpoždění: nejcitlivější je hlasový 
provoz, nejméně citlivým provoz běžící na pozadí. Hlasová a streamovaná třídy jsou 
určeny pro použití v reálném čase. Interaktivní třidy a třídy běžící na pozadí se používají 
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pro tradiční internetové aplikace: internet-navigace, e-mail, vzdálená komunikace, atd. 
Interaktivní dopravní třída má vyšší prioritu než provoz běžící na pozadí třídy.  
  Nejčastěji používaným typem služeb hlasové třídy je telefonní hovor přičemž, 
v standardech první a druhé generace např. v tradičních sítích GSM, se přenos hlasu 
prováděl prostřednictvím přepínání kanálů, v moderních mobilních systémech se přenáší 
paketovým způsobem (VoIP , Voice over IP), stejně jako i součást videohovoru. V tomto 
případě je provoz symetrický (nebo téměř symetrický). Při provádění komunikace v 
reálném čase se kladou poměrně přísné požadavky na kvalitu řečového toku. Základními 
charakteristikami QoS v tomto případě jsou pevné, pokud je to možné, minimální časové 
zpoždění mezi jednotlivými hlasovými pakety v obecném řečovém toku, a také pevně 
stanovená struktura hlasových paketů. Subjektivní hodnocení vnímání řeči ukazují, že by 
průchozí zpoždění řeči neměla přesáhnout 400 ms. Jinak je rozhovor prakticky nemožný. 
 Schéma režimů vícerychlostního kódování je tzv. algebraická metoda kódování 
a lineární predikce (ACELP, Algebraic Code Excited Linear Prediction). Vícerychlostní 
kodek ACELP se označuje jako MR-ACELP. Každých 20 ms je řečový signál analyzován 
pro extrakci parametrů modelu CELP (koeficientů filtru s lineární predikcí, adaptivních 
a pevných komponent vektoru buzení a jejich koeficientů). Bity s parametry řeči 
přenášené kódujícím zařízením řeči jsou přerozděleny podle jejich subjektivní důležitosti 
před tím, než jsou přenášeny v síti. Přerozdělené bity jsou pak řazeny na základě jejich 
citlivosti k chybám a rozdělují se do tří tříd podle jejich důležitosti: A, B a C. Třída A je 
nejzranitelnější a v rádiovém rozhraní se používá nejvýkonnější kanálové kódování bitů 
pro třídu A. 
 Podobné požadavky na zpoždění informace má videotelefonní komunikace, kvůli 
použití komprese videoinformace jsou zde přísnější požadavky na relativní úroveň chyb 
než pro přenos řeči. V sítích UMTS je stanoveno, že se pro videotelefonii s přepínáním 
kanálů mají používat doporučení ITU H324M. V současné době existují dvě varianty, 
vhodné pro systémy videotelefonie s přepínáním kanálů: ITUI Rec. H.323 a IETF 
SIP.[4][6] 
 Příklady třídy streamovaných služeb charakterizovaných výraznější 
jednosměrovostí jsou sledování videa nebo poslech zvukové aplikace v reálném čase. 
Tyto služby se vyznačují pevným časovým zpožděním mezi jednotlivými toky 
zvukových nebo video dat, ale neexistují žádné požadavky na minimální časové 
zpoždění. Streamované technologie se stávají důležitější s rozvojem internetu, protože 
většina lidí nemají (zatím) přístup k dostatečně vysoké rychlosti stahování velkých 
multimediálních souborů. Při používání streamovaných služeb prohlížeče nebo 
integrované softwarové moduly mohou začít zobrazení dat před tím, než celý soubor je 
přenesen. 
 Pro úspěšnou realizaci streamované služby přijímací UE (přesněji, software 
a hardware v něm implementovaný) musí být schopen shromažďovat, zpracovávat a 
posílat data v podobě stabilního toku podle algoritmů realizovaných v aplikovaných 
programech. Takové streamované aplikace, jak již bylo řečeno, jsou velmi asymetrické, 
a proto jsou schopny odolávat delšímu zpoždění než symetrické dialogové systémy. To 
také znamená, že dovolují větší proměnné zpoždění tzv. jitter, který se snadno urovnává 
pomocí vyrovnávací paměti. 
 Služby interaktivní třídy jsou předurčeny pro vnímání jak člověkem, tak 
i neživými mechanismy a spojené se získáním dat ze vzdáleného zařízení. Příklady 
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takových služeb jsou internet-navigace, vyhledávání v databázi, služby přístupu a také 
různé mechanismy strojové interakce. Interaktivní třída je charakterizována existencí 
služeb typu „dotaz - odpověď“ a také transparentním přenosem obsahu datových paketů. 
Klíčovým parametrem je zde zpoždění spojené s potvrzením přijetí. 
 Příkladem interaktivní služby je počítačová on-line hra. Podle toho, jak aktivně se 
provádí přenos dat, může být hra přičtena do hlasové třídy na základě požadavků na 
maximální průchozí zpoždění. 
 Konečně, služby třídy běžící na pozadí jsou typické pro zajištění komunikace mezi 
různými mechanismy: e-mail, příjem zpráv o měření, auto-zaplnění databází, atd. 
Hlavním rysem těchto služeb je, že mají tendenci používat data s prakticky neomezenou 
dobou existence, tj. neočekává se, že data budou přijaty v určitém čase. Dalším rysem je, 
že není potřeba přenášet obsah paketů transparentním způsobem, tj. musí být přijaty bez 
chyb. 
 Existují síťové služby různých tříd, které je nutné doplňkově přiřazovat v systému 
kvality služby. Výčet parametrů QoS, dle kterých se provádí relativní gradace 
uživatelů.[4][6] 
 Třída provozu dat (hlasová, streamovaná, interaktivní, běžící na pozadí). 
 Maximální přenosová rychlost (kbit / s). Tento parametr definuje maximální počet 
bitů dodaných sítí LTE (nebo do sítě LTE) pro určité časové intervaly. 
 Garantovaná přenosová rychlost (kbit / s) určuje garantovaný počet bitů dodaných 
sítí pro zadané časové intervaly. 
 Pořadí dodání (Ano/Ne). Parametr ukazující, zda průchozí kanál zajištuje 
postupné doručení datových paketů nebo ne. Ve skutečnosti, tento parametr 
ukazuje rozdíl mezi protokolem přenosu dat a uživatelským PDP-protokolem. 
 Maximální velikost (v bajtech) datových paketů nesoucích obsah služby (SDU, 
Service Data Unit). Tento parametr je třeba odlišit od parametru MTU (Maximum 
Transfer Unit), který se používá v IP-protokolu. 
 Informace (v bitech) o formátu datových paketů nesoucích obsah služeb, nutná 
v rádiové přístupové síti pro zajištění fungování RLC-protokolu v transparentním 
režimu. 
 Relativní úroveň chybně přenesených datových paketů nesoucích obsah služby. 
Parametr se používá pro výběr správného schématu (modulace/kódování) přenosu 
dat v rádiové přístupové síti. 
 Zbytkový koeficient chyb, reflektující počet chybně přenesených bitů v dodaných 
datových paketů nesoucích obsah služby. Také se používá pro výběr vhodného 
schématu (modulace/kódování) přenosu dat v síti rádiopřístupu. 
 Možnost dodání zkreslených datových paketů nesoucích obsah služby (ano/ne). 
Parametr se používá při rozhodování o přeposílání poškozených datových paketů. 
 Zpoždění přenosu (ms) určuje přípustné odchylky hodnoty zpoždění v síti 
rádiopřístupu od celkového časového zpoždění v průchozím kanálu mezi 95% 
hodnot zpoždění dodaných datových paketů v průběhu existence celé služby. 
 Priorita v řízení provozu dat reflektuje relativní význam považovaného datového 
toku ve srovnání s jinými toky. Parametr se používá pro služby interaktivních tříd, 
což umožňuje vést plánování (dispatching) datového provozu. 
 Jmenování/odstranění priority. Používá se pro odhalení prioritních rozdílů mezi 
kanály přenosu služeb, pokud se uskutečňují operace na jmenování a odstranění 
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kanálů v podmínkách omezených zdrojů. 
 Statistický deskriptor zdroje (řečový/neznámý). Mluvená řeč má dobře známé 
statistické parametry. Proto pro informování o tom, že datové pakety mají řečovou 
přirozenost, tato skutečnost může být experimentálně (na základě výpočtu) 
objevena v různých bodech. 
 Indikátor pomocné informace (Ano/Ne), určený pouze pro služby interaktivní 
třídy, odhaluje povahu informací (pomocná nebo uživatelská) v přijatých 
paketech. Pokud je indikátor nastaven na „Ano“, pak UE musí nastavit na „1“ 
prioritu řízení provozu dat. Tento parametr je doplňující v systému kvality služby. 
Některé parametry QoS jsou vzájemně rozporuplné, například, zpoždění a úroveň 
chyb v přijatých paketech, tj. ve skutečnosti spolehlivost. Při přenosu hlasu by nemělo 
průchozí zpoždění přesahovat 150 ms pro přípustné ztráty datových paketů míň než 3%. 
Pro streamovaný provoz je přípustná ztráta datových paketů méně než 1% a pro 
interaktivní provoz je ztráta datových paketů nepřípustná. Jeho služby (stejně jako služby 
provozu běžícího na pozadí) se přenáší v režimu s potvrzením a potřeba opakovaného 
vysílání obdržených paketů s chybami nedovoluje změřit velikost zpoždění.   
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5 ŘÍZENÍ ZAHLCENÍ A PRIORITIZACE 
TOKŮ V UŽIVATELSKÉ ROVINĚ 
5.1 Řízení zahlcení 
Zahlcení je dnes hlavním problémem všech sítí. Není to kvůli rychlosti, ale kvůli omezení 
kapacity. To znamená, že výrobci vyvíjejí zařízení s vysokou rychlostí přenosu dat, které 
je podpořeno zdokonalením v technologii rádiového přístupu. Skutečný problém pro 
uživatelské aplikace dnes spočívá v RTT (Round Trip Time) nebo latenci. Ta se stále 
zvyšuje, protože objem vyměňovaných dat a signalizace roste a zahlcení se objevuje v E-
UTRAN a EPC . 
V kontextu M2M aplikací, problém spočívá jinde. Ve skutečnosti se aplikace 
vyznačují především velkým množstvím zařízení, která mezi sebou často nebo zřídka 
komunikují malými objemy dat. Tato zařízení pro danou aplikaci jsou rozmístěna na 
malém prostoru (automatizace domácnosti například). Tak si konkurují ve stejných 
uzlech sítě (eNodeB, MME, S-GW, P-GW, HSS). V důsledku toho se mnoho zařízení 
snaží připojit ve stejnou dobu (obvykle závislé na aplikaci). To se často stává v aplikacích 
M2M, což vede ke špičkám při signalizaci a přenosu dat. Z tohoto důvodu, pokud jde 
o architekturu sítě, zahlcení se může objevit v různých úrovních, jak je znázorněno na 
Obr. 5.1: 
 
Obr.  5.1: Problém zahlcení v sítích LTE (převzato z [1]) 
 Část rádiové sítě. Obyčejně zahlcení vzniká v uzlech eNodeB, kde je mnoho 
zařízení připojených ke stejnému eNodeB a tudíž používají stejné kanály, což 
vede ke kolizím. 
 EPC část: Objevuje se v různých uzlech sítě, a to především v MME 
zodpovídající za řízení připojování zařízení, na S-GW a P-GW (spousta zařízení 
budou odesílat a přijímat data přes stejnou bránu). To se může rovněž týkat HSS, 
protože každé připojení zařízení vyžaduje proceduru předplacení, což vede 
k přetížení, když spousta zařízení jsou zaregistrována do stejného HSS. Další 
problém je způsoben výpočetní zátěží při řízení virtuální připojení mezi UE a P-
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GW. Mnoho zařízení znamená spoustu virtuálních připojení využitých v malém 
časovém období, což vede k výpočetní zátěži pro jejich správu, hlavně v MME. 
Vzhledem k charakteru provozu dat a příčině zahlcení, můžeme rozlišovat 
především dvě třídy: zahlcení v uživatelské rovině a zahlcení v řídící rovině. Toto 
rozdělení je motivováno skutečností, že tyto roviny (uživatelské a řídící) jsou odděleny 
v EPC (Obr. 5.1). 
Uživatelská rovina řídí přetížení zdrojů mobilní sítě. Zejména v RAN, k zahlcení 
uživatelské roviny dochází častěji a stává vážným problémem pro provozovatele. 
Mechanismy komunikace potřebují, aby se snižoval výskyt zahlcení a zabraňoval se 
vznik zahlcení rychle a hladce. 3GPP studuje tento problém pod jménem UPCON (User 
Plane CONgestion management).[3] 
Aplikační a uživatelské služby s jejich různými QoS lze identifikovat a zkoumat 
s využitím samostatných virtuálních připojení. Nicméně v mnoha rozšířených sítích 
služby s různými požadavky na QoS často sdílejí stejná virtuální připojení, tj. defaultní 
virtuální připojení. V tomto případě síť rádiopřístupu nemá informace o rozdílech mezi 
těmito službami přenesenými přes toto sdílené virtuální připojení a posílá všechny IP 
pakety stejným způsobem v závislosti na přidělených QoS virtuálnímu připojení. Když 
se síť zahltí, RAN potřebuje rozhodnout o pozdržení nebo zahození IP paketů na základě 
QoS virtuálního připojení. Sdílená virtuální připojení zabraňují rádiopřístupové síti přijetí 
efektivních metodik k zabránění či zmírnění zahlcení pro jednotlivou aplikační či 
uživatelskou službu. Označení uživatelských datových paketů identifikátorem s jejich 
prioritou při přetížení (tzv. Flow Priority Identifier, FPI), je řešením, které definuje 
rádiopřístupovou síť s doplňující informací. PGW označuje datové pakety FPI 
identifikátorem na základě předplatného, typu aplikace, případně dalších kritérií. Podle 
těchto informací rádiopřístupová síť může formovat nebo zahodit datový provoz 
konkrétně pro tuto prioritu aplikační nebo uživatelskou službu.[1] 
Dalším způsobem, jak zmírnit zahlcení uzlu rádiopřístupové sítě je oznámení 
poškozených aplikací, které pak mohou nastavovat službu se zachováním QoS nejlépe, 
jak je to možné. Například, video aplikace mohou změnit svůj mediální kodek nebo 
používat kompresi videa. Další aplikace mohou spustit poskytování služeb na základě 
oznámení zatížení, např. pro doručení informace o stisknutí tlačítka v závislosti na stavu 
síťového provozu. 
5.2 Prioritizace toků 
Jak již bylo řečeno, v současné době uživatelé mohou spouštět velké množství různých 
aplikací na svých klientských zařízeních. Kromě toho, každá aplikace má své vlastní 
požadavky na kvalitu služby. Pro zajištění dodržování parametrů QoS pro množství 
aplikací se vytváří různé EPS toky. Všechny možné EPS toky lze rozdělit do dvou 
velkých skupin: toky s garantovanou minimální přenosovou rychlostí (Minimum 
Guaranteed Bit Rate, GBR) a toky s negarantovanou minimální přenosovou rychlostí 
(Non - GBR). Tyto dva typy toků jsou dále popsány podrobněji. 
 GBR toky. Toky tohoto typu mají stanovenou hodnotu minimální rychlosti 
přenosu, která se nastavuje v průběhu procedur vytváření toku nebo jeho opravy. 
Data mohou být přenášena s větší rychlostí, než je minimálně stanovená, 
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v případě, že jsou volné zdroje na rádiovém kanále. Také může být nastaveno 
omezení maximální rychlosti přenosu dat (Maximum Bit Rate, MBR). Toky 
tohoto typu se používají například při přenosu VoIP dat. 
 Non-GBR toky. Toky tohoto typu nezaručují žádnou minimální rychlost přenosu 
dat. Proto tyto toky jsou použity pro přenos dat při prohlížení webových stránek, 
a při přenosu souborů přes FTP. 
Na úseku mezi eNodeB a UE se poskytováním QoS parametrů zabývá eNodeB. 
Za tímto účelem se každému toku přiřazuje identifikátor QoS třídy (QoS Class Identifier, 
QCI). Každý QCI definuje hodnoty pro následující parametry QoS: priorita, přípustné 
zpoždění a přípustný počet ztracených paketů. Všechny možné hodnoty QCI a také 
hodnoty parametrů QoS, vztahující se k určitému QCI jsou definovány ve specifikaci TS 
23.203. Což by mělo poskytovat stejné zpracování toků stejného typu zařízení od různých 
výrobců. V následující Tab. 5.1 se uvádí určité množství QCI a jejich charakteristik. 
Hodnota přípustného zpoždění se určuje na úseku mezi P-GW a UE. 
Tab. 5.1: Standardní hodnoty QCI (TS 23.203) 








1 GBR 2 100 10-2 VoIP 
2 GBR 4 150 10-3 Videohovor 
3 GBR 5 300 10-6 Online hry 
4 GBR 3 50 10-3 Buffered Video Streaming 
5 Non-
GBR 
1 100 10-6 IMS signalizace 
6 Non-
GBR 
7 100 10-3 Buffered Video Streaming, TCP-
založené aplikace (www, e-mail, 
chat, ftp, p2p, atd.) 
7 Non-
GBR 
6 300 10-6 Interaktivní hry, streamování 
hlasu a videa 
8 Non-
GBR 
8 300 10-6 Buffered Video Streaming, TCP-
založené aplikace (www, e-mail, 
chat, ftp, p2p, atd.) 
9 Non-
GBR 
9 300 10-6 Buffered Video Streaming, - 
aplikace založené na TCP (www, 
e-mail, chat, ftp, p2p, atd.) 
 
Zpravidla se hodnoty priority a přípustné zpoždění určí podle toho, jak plánovač 
eNodeB bude zpracovávat datové pakety. Je-li hodnota přípustných ztrát rovna 10-6, bude 
použit přenos s potvrzením. 
Při přenosu dat v síti uživatelské toky musí projít skrz několik rozhraní (LTE-Uu, 
S1, S5/S8) předtím, než se dostanou do vnější sítě nebo UE. Na každém rozhraní EPS 
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toky se zobrazují na toky nižších úrovní, které mají své identifikátory. Každý uzel 
zajišťuje shodu identifikátorů toků na různých rozhraních (ke kterým se tento uzel patří). 
Na rozhraních S1 a S5/S8 se tok určuje identifikátorem GTP tunelu. Pakety, které patří k 
stejnému toku EPS, se vždy zpracovávají stejným způsobem. 
Klasifikace příchozích paketů, do určitých toků, probíhá pomocí TFT (Traffic Flow 
Template). Tyto šablony používají informaci z hlavičky IP paketu, např. zdrojové a cílové 




Technologie LTE je zaměřena na poskytování širokopásmového mobilního přístupu jako 
rozšířené služby, která je k dispozici uživatelům kdekoliv a kdykoliv, s optimální 
interakcí s existujícími sítěmi 2G/3G, včetně kontinuity provozu služeb při přechodu do 
sítí nové generace a zpět. 
Již při první prezentaci systému v Release - 8 pro ni byly nastaveny velmi vysoké 
parametry, a to: vysoká rychlost přenosu dat (až 300 Mbit /s) a schopnost plnit mnoho 
požadavků, odpovídající vyhlášeným požadavkům pro IMT - Advanced. A ve spojení 
s některými dalšími komponenty technologie dokonce překročit některé požadavky na 
IMT - Advanced. Tyto komponenty umožňují realizaci těchto nových funkcí: flexibilní 
seskupení nosných pro zachování šířky pásma 100 MHz, přičemž, jak pro sousedící tak 
i pro nehraničící spektra; pokročilé přenosové multi - anténní techniky, která podporuje 
až osm úrovní v downlink kanálu a až čtyři v uplink směru. Kromě doplňkových možností 
pro opakovaný přenos a příjem, aby se zvýšilo pokrytí a rychlost přenosu dat 
prostřednictvím snížení vznikající na hranicích mezi buňkami rušení. Jako další způsob 
zlepšení parametrů se zavadí rozvinutá koordinace rušení mezi buňkami ve formě 
koordinace vícebodového vysílání / příjmu. 
LTE podporuje šířku pásma od 1,25 MHz do 20 MHz a to oba duplexní režimy 
FDD a TDD pro provoz v párovém a nepárovém frekvenčním spektru. Dostupnost Time 
Duplex otevírá cestu na trh pro ty společnosti, které nemají spárovaných frekvence. Na 
druhou stranu, podpora frekvenčního duplexu je velmi vhodná pro tradiční mobilní 
operátory, protože oni mají od začátku spárované frekvence. Režim FDD je mnohem 
efektivnější při využívání frekvenčních zdrojů, než je režim TDD, protože nejsou 
k dispozici žádná servisní pole, doplňkové intervaly, atd. 
LTE infrastruktura je navržena takovým způsobem, aby maximálně zjednodušit 
její zavádění a exploataci díky pružnosti technologie, která může být implementována 
prakticky v každém frekvenčním pásmu. LTE-SAE architektura snižuje počet uzlů 
v systému, udržuje pružnou konfiguraci sítě a umožňuje realizovávat velké množství 
různých služeb. Sítě založené na LTE-SAE mohu snadno spolupůsobit s GSM, WCDMA 
/ HSPA, TD-SCDMA a CDMA. 
V práci byla popsána problematika uživatelské roviny v mobilních sítích 4G. Byly 
popsány architektura sítě LTE, základní protokoly používané na různých úrovních. Byla 
uvedena realizaci různých služeb v sítích 4G a požadavky na jejích kvalitu. Byly 
porovnány jednotlivé generace mobilních sítí. Byla nastudována a popsána problematika  
klíčových výkonnostních indikátorů uživatelské roviny. 
Další vývoj technologie LTE bude pokračovat v rámci práce na novém standardu 
3GPP Release 13 (LTE-Advanced). Dnes jsou formulovány základní požadavky, které 
musí splňovat systém LTE-Advanced. Ve skutečnosti, v jejich celku, této požadavky 




 Maximální rychlost přenosu dat v downlink rádiovém kanálu až 1 Gbit / s 
upstream - 500 Mb / s (průměrná propustnost na jednoho uživatele třikrát vyšší,  
než u LTE); 
 Šířka pásma je 70 MHz v downlinku, v uplinku - 40 MHz;  
 Spektrální účinnost v downlinkovém rádiovém kanálu je 30 bit/s/Hz v uplink 
směru - 15 bitů/s/Hz (což je třikrát vyšší než u LTE);  
 Plná kompatibilita a snadné interakce s LTE a dalšími systémy 3GPP. 
Pro řešení těchto úkolů se předpokládá použití: širší pásma rádiového kanálu (až 
100 MHz); v případě použití kmitočtového duplexu použití asymetrického rozdělení 
pásma mezi uplink a downlink rádiovými kanály; dokonalejší systémy kódování a opravy 
chyb; hybridní technologie OFDMA a SC-FDMA pro uplink; pokročilá řešení v oblasti 
anténních systémů (MIMO). 
 LTE technologie je vhodná nejen pro zařízení mobilní komunikace příští 
generace, ale také pro laptopy, ultraportabilní zařízení, tablety, videokamery, MBR a další 
zařízení, která potřebují mobilní širokopásmové připojení. Přes jejich neúplnost, 
specifikace LTE obsahují velké množství užitečné informace, která již teď poskytuje 
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