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El presente trabajo está orientado al sector financiero y tiene como objetivo principal la 
implementación de un sistema para la gestión de Endpoints. En este trabajo se resuelven 
problemas relacionado a la automatización de operaciones diarias que realizan los 
operadores de Microinformática de la empresa en estudio, así como la ejecución de 
reportes de inventario los cuales son parte de la operatividad diaria de los mismos. Todo 
ello consiste en implementar una solución en un tiempo determinado el cual se encargará 
de realizar estas operaciones de forma automatizada; para el control de software no 
permitido se optó por una lista negra de software los cuales no están permitidos dentro de 
la organización y a través de un algoritmo en la solución pasan a ser eliminados de los 
Endpoints y a su vez de la red de la organización. 
Para el inventario de software se optó por el despliegue del agente de la solución el cual 
analizará el hardware y software de los Endpoints y se integró con un repositorio en línea 
para que los reportes sean almacenados automáticamente. Para el desarrollo del trabajo 
se utilizó las metodologías: Investigación Aplicada y Gestión de Proyectos. Para la 
implementación de la solución se utilizará la base de datos Microsoft SQL así como el 
sistema operativo anfitrión de la solución Microsoft Windows Server 2016, así mismo 
contará con una WebService Apache Tomcat. 
En el Capítulo 1 encontramos la descripción de los problemas como la falta de control del 





Situaciones que afectan la operatividad y reducen la productividad de los usuarios de los 
equipos de cómputo  
En el Capítulo 2 se encuentran los antecedentes de lo avanzado en temas similares a lo 
acontecido en la entidad bancaria en estudio, se describe los medios tecnológicos 
empleados, así como conceptos que emergen como producto del avance en el proceso y 
que sirven como marco teórico del proyecto. 
En el Capítulo 3 observamos las actividades del planeamiento del proyecto y de la 
ejecución de las actividades previstas en el cronograma de actividades para producir los 
entregables que finalmente configuran la solución tecnológica propuesta. 
En el Capítulo 4 se encuentran los resultados en términos de obtención y cumplimiento de 
los objetivos específicos y del objetivo general, estos se evidencian con la exposición del 
último entregable en cada una de las fases en que se divide el proyecto. Complementando 
al cumplimiento de los objetivos en este capítulo se muestran los costos del proyecto en 
personal, tecnología y gastos menores, llegando a obtener el tiempo de recuperación de la 
inversión y los beneficios cualitativos.  
Como conclusiones se expone resumidamente lo que se hizo y se obtuvo, primordialmente 
la puesta en producción de la solución tecnológica ajustándose a lo requerido y dentro de 
los alcances establecidos en el proyecto, dejando oportunidad para escalar a una 
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La empresa MIBANCO fue fundada el 02 de marzo de 1998, iniciando sus operaciones en 
el distrito de surquillo. La ACP (Acción comunitaria del Perú), asociación sin fines de lucro 
que viene operando hace ya 40 años en la ciudad de Lima y provincias, fue la que aportó 
con su experiencia para que MIBANCO iniciara sus operaciones en los ámbitos pequeño y 
micro empresariales. 
Nace como entidad bancaria para cubrir necesidades financieras de Microempresas, 
proveindeolas de acceso directo al mercado financiero, conviertiendose en su momento en 
el Perú como entidad líder en la Banca comercial, dedicada exclusivamente a 
Microfinanzas. 
MIBANCO realiza sus operaciones a nivel nacional teniendo como sede central las oficinas 
HatumWasi ubicadas en Republica de Panama 4575 – Surquillo. 
 El objetivo principal de MIBANCO es ser referente bancario comprometido socialmente y 
dar oportunidades en amplios sectores empresariales marginados. El trabajo en el Banco 
de desarrolla con integridad y ética profesional, con información precisa, clara y 
transparente. Los recursos se gestionan eficientemente y se propende a mejorar 
continuamente los procesos y la productividad para alcanzar cada vez mejores niveles de 
competitividad y sostenibilidad en el mercado financiero. El fomento y promoción de ideas 





colaboradores y directivos; es lo que marca la diferencia con otros bancos al permitir la 
participaciñon activa de los clientes en la toma de decisiones. 
La visión de MIBANCO es ser refernte y llider en el mercado de la banca con un sentido 
social, en el cual las personas sientan orgullo de ser clientes y colaboradores de la entidad. 
Tiene como misión, porveer oportunidades de desarrollo y progreso así como acceso al 
sistema financiero, con compromiso social. 
Los principios y valores morales del comportamiento etico del personal de MIBANCO, en 
atención a las personas que participan en la actividad de intermediacion financiera son: La 
honestidad, compromiso, eficiencia, respeto, innovacion y calidad. 
MIBANCO tenía problemas con los dispositivos finales a los que llamaremos en el presente 
trabajo Endpoints, ya que el control del software que era instalado era ineficaz y muchas 
veces no habia detalle si la red de Endpoints tenian o no los programas correctos. 
Ademas, la empresa quiere automatizar el almacenamiento de sus reportes de inventario, 
hasta el momento manuales y dependen de un equipo de personas los cuales ejecutan 
tareas en distintos Endpoints para recopilar la información de los mismos. 
Esto ocasiona una carga considerable de trabajo sobre el área de Microinformatica, area 
encargada de la gobernanza de todo el parque informatico de MIBANCO incluido los 
Endpoints. 
Se dio como propuesta la implementación de una solución tecnológica, un sistema para 
gestionar los Endpoints el cual puede resolver dichos problemas y mejorar aspectos no 
considerados dentro de la gestion de los mismos como por ejemplo la generación de 
reporteria que permite tener un historico de cambios de los Endpoints a nivel de Hardware 


















1.1. DEFINICIÓN DEL PROBLEMA 
1.1.1 DESCRIPCIÓN DEL PROBLEMA 
0. Desde la invención del computador en el año 1938, las computadoras se han 
vuelto parte fundamental en nuestra vida no solo profesional sino en lo 
cotidiano. 
1. Actualmente las computadoras o dispositivos finales en el ámbito profesional – 
empresarial se han vuelto pieza clave de la productividad de cada uno de los 
trabajadores de esta y conforme la necesidad de adquisición de equipos finales 
como las computadoras va incrementando, el riesgo de infección por 
programas maliciosos y/o programas no permitidos se vuelve mucho mayor. 
Por lo tanto, la necesidad de poder gestionar y controlar los dispositivos en las 
organizaciones se vuelve una tarea increíblemente más compleja según el 
número de dispositivos vaya en aumento. Para esto las organizaciones se ven 
obligadas a adquirir servicios profesionales de gestión y control de dispositivos 
que puedan mitigar ciertos riesgos con una inversión en recursos humanos que 
estén al pendiente por el control de dispositivos. Lastimosamente, la capacidad 
humana en ciertos aspectos es limitada a una cantidad finita de dispositivos 





En consecuencia, es imperativo recurrir al uso de aplicaciones de software, así 
como a políticas de seguridad que hagan cumplir ciertas normas internas de la 
organización y los principios de la seguridad de la información: 
Confidencialidad, Integridad y disponibilidad. 
Hoy en día, para proteger a los dispositivos finales de software que pueda 
dañarlos y no estén permitidos en la organización, existen en el mercado 
herramientas que, permiten la gestión de dispositivos finales de manera 
intuitiva sin embargo no todas cumplen con la demanda actual. 
Es por ello, que el presente informe se plantea como solución, la 
implementación de un sistema de gestión de dispositivos finales para el control 
de software en el área de microinformática de la empresa Mibanco. 
Para un mejor entendimiento de los problemas y sus causas observamos en el 
Gráfico el Árbol de como problema central el “Control de software e inventario 
inadecuado en el área de Microinformática de una institución financiera. Ver 
Gráfico 1.  
Gráfico 1 






Adicionalmente en la Tabla observamos la relación Causa - Efecto obtenido 
del árbol de problemas. Ver Tabla 1. 
Tabla 1 
Relación Causa – Efecto 
PROBLEMA 
Control de software inadecuado en el área de Microinformática de una 
institución financiera 
CAUSA EFECTO 
Control de software no es óptimo Fuga de información 
Remediación no es eficaz Daño del sistema operativo 
Inexistente supervisión de las 
instalaciones de software 
Gasto de recursos 
Inexistencia de recolección de datos 
de Endpoints 
Gestión de Inventario Inadecuado 
 
1.1.2 FORMULACIÓN DEL PROBLEMA 
1.1.2.1 PROBLEMA GENERAL 
¿De qué manera la implementación de un sistema de gestión de Endpoints 
permite controlar el software e inventario en el área de microinformática de 
MIBANCO? 
1.1.2.2 PROBLEMAS ESPECÍFICOS 
 ¿De qué manera la instalación y configuración de las Oficinas 
remotas, permite controlar el software e inventario en el área de 
microinformática de MIBANCO? 
 ¿De qué manera el despliegue de los Agentes y configuración de 
informes de software, permite controlar el software e inventario en el 
área de microinformática de MIBANCO? 
 ¿De qué manera la configuración de herramientas y hacer ajustes 
finales, permite controlar el software e inventario en el área de 






1.2. DEFINICIÓN DE OBJETIVOS 
1.2.1.  OBJETIVO GENERAL 
0. Implementar un sistema de gestión de EndPoint para el control de software e 
inventario en el área de microinformática de MIBANCO. 
1.2.2. OBJETIVOS ESPECÍFICOS 
 Instalar y configurar las Oficinas remotas para el control de software e 
inventario en el área de microinformática de MIBANCO 
 Desplegar los Agentes y configurar informes de software para el control 
de software e inventario en el área de microinformática de MIBANCO 
 Configurar herramientas y hacer ajustes finales para el control de 
software e inventario en el área de microinformática de MIBANCO 
 
1.3. ALCANCE Y LIMITACIONES 
1.3.1.  ALCANCE 
0. El presente proyecto considera como eje principal el trabajo cotidiano de los 
analistas de microinformática para así verlo como sistema. Dicho trabajo se 
basa en la revisión de los equipos a nivel de Software y la recolección de 
datos de estos para así obtener las funcionalidades. 
1. Se tiene la expectativa de implementar módulos de que manejen la revisión 
de los Endpoints y que sean utilizados de tal manera que entreguen 
información detallada cuando el analista lo necesite. 
2. Se ha delimitado la implementación de los módulos: Configuraciones, 
Inventario, Informes y Herramientas. Ajustado siempre a las necesidades de 
MIBANCO y que brinde solución a los problemas mencionados anteriormente. 
A continuación, se lista los principales procesos de la solución. 
A. Configuraciones: 





b. Repositorio de Scripts 
B. Inventario: 
a. Software Prohibido 
b. Bloqueo de Ejecutables 
C. Informes 
a. Programador de Informes 
b. Informes Personalizados 
D. Herramientas 
a. Control Remoto 
b. Gestor del Sistema 
c. Apagado Remoto 
d. Encendido Remoto 
e. Anuncios 




En la presente investigación se identificó las siguientes limitaciones: 
 El proyecto de implementación está sujeto a cambios de cronograma, 
todo esto debido a los cambios en las finanzas de la organización o en 
los mercados internacionales. 
 En el aspecto de tiempo, la implementación de la herramienta de gestión 
de Endpoints solo se asegura para un 70% del parque informático actual 
ya que involucra mantener a los recursos de implementación mayor 





 En el aspecto costo, solo los módulos “Configuraciones”, “Inventario”, 
“Informes” y “Herramientas” están considerados ya que saldría del 
presupuesto definido. 
 En el aspecto tecnológico, se encuentra la limitación funcional del 
servidor controlador de dominio (Windows Server 2008 R2). 
 
1.4. JUSTIFICACIÓN 
El presente trabajo tiene como justificación el enfoque en el análisis del proceso 
de despliegue de software en un ambiente distribuido de la organización ya que 
debido al incremento de la demanda en las actividades del negocio el parque 
informático se ha visto incrementado además de ello, existe una necesidad no solo 
en esta organización sino en todas las organizaciones de poder contar con una 
herramienta que pueda gestionar todos los dispositivos finales y tener un 
inventario actualizado. 
Así, está investigación tendrá como repercusión la optimización de recursos para 
los procesos actualmente manuales y/o rudimentarios para el despliegue y control 
de software en la empresa. 
Actualmente MIBANCO realiza el control y despliegue de software a través de 
scripts de PowerShell lo cual involucra un esfuerzo operativo de un mes entre las 
funciones de instalación de software permitido y la remediación de software no 
permitido en la empresa. 
La propuesta es que MIBANCO, pueda automatizar está operativa a través de una 
herramienta, reduciendo el factor humano a solo las configuraciones mínimas para 
que se pueda realizar el trabajo operativo de manera automática, para lo cual se 
necesitaría implementar una solución, dicha estrategia daría como resultado la 





A continuación, se muestran los factores que justificación el desarrollo del 
proyecto. 
a) Crear valor para el cliente. – La solución de los problemas mencionados 
en el punto 1.2, entrega valor además de ello será percibida por el área de 
microinformática y a su vez aceptada al ser beneficiosa para la 
organización. 
b) Proceso de trabajo optimizado. – Los procesos manuales serán mejorados 
y optimizados con la implementación del sistema informático. 
c) Nuestro aliado principal el “Conocimiento”. – La empresa tendrá 
“Información” a largo plazo para así poder tomar decisiones más 
acertadas. 
d) Reducción de Costos. – Reducción en personal, reducción en corrección 




























   
2.1. ANTECEDENTES 
2.1.1. ANTECEDENTES NACIONALES 
a) INSTITUTO POLITÉCNICO NACIONAL, “MONITOREO DE LA RED 
APLICANDO EL PROTOCOLO SNMP EN LA EMPRESA SUPERAUTOS 
UNIVERSIDAD S.A. DE C.V” (Niconar, Carlos & Ibañez, María del Rosario, & 
Fonseca, Osvaldo & Lucas, Ulises, 2008), sobre el control de componentes 
que configuran una red manifiesta, “La empresa superautos S.A. de C.V. no 
cuenta en la actualidad con un sistema para monitorear los múltiples 
componentes que integran la red,  por tanto es imposible que lleve una buen 
control y eficiente administración. Estas limitaciones conducen a la empresa 
a no poder accionar con las acciones pertinentes y oportunas que le permitan 
actuar y responder a la presencia en la red de algún evento en cualquier 
dispositivo”. 
En cuanto a la búsqueda de una metodología que permita obtener la 







Como parte de la metodología al ser necesario el uso de herramientas, 
(Niconar, Carlos & Ibañez, María del Rosario, & Fonseca, Osvaldo & Lucas, 
Ulises, 2008) lograron  definir el protocolo de administración de redes simple 
o SNMP (Simple Network Management Protocol), como “la capa de aplicación 
que posibilita el intercambio de información entre dispositivos de la red”. A lo 
que agrega “Este protocolo es uno de los protocolos TCP/IP (Transmision 
Control Protocol/Internet Protocol) y, considerado el estándar predilecto por 
su utilización en redes empresariales, en perjuicio del protocolo CMIP 
(Common Management Information Protocol) de los protocolos OSI (Open 
Systems Interconnection), muy utilizado en las redes de las operadoras de 
empresas de Telecomunicaciones grandes. SNMP permite a los 
administradores: administrar el rendimiento, identificar y resolver problemas, 
así como planificar el crecimiento de la red.” 
En lo que concierne a los resultados obtenidos, (Niconar, Carlos & Ibañez, 
María del Rosario, & Fonseca, Osvaldo & Lucas, Ulises, 2008) concluye 
afirmando que  “el trabajo deja clara la importancia de la implementación del 
monitoreo en las redes de comunicaciones. A reconocer, que en la búsqueda 
de la mejora dentro de las comunicaciones es prioritaria la adaptación del 
monitoreo porque permita encontrar la herramienta necesaria para la 





ser tomados en cuenta cuando se realiza alguna revisión en la búsqueda de 
una solución a un problema determinado.” 
b) UNIVERSIDAD NACIONAL DEL ALTIPLANO, “IMPLEMENTACIÓN DE UN 
SISTEMA DE MONITOREO Y CONTROL DE RED, PARA UN CANAL DE 
TELEVISIÓN, BASADO EN HERRAMIENTAS OPEN SOURCE Y 
SOFTWARE LIBRE, LIMA-2017”, (Quispe, Jhon, 2018) al referirse a la 
problemática encontrada en su estudio, aduce sobre el canal de televisión 
“actualmente no puede monitorear los diferentes servicios y componentes que 
brinda su red, debido a que no cuentan con sistema para tal propósito, 
situación que dificulta llevar un control de la administración adecuado”,  
continua afirmando “Estas limitaciones imposibilitan tomar acciones para 
actuar oportunamente ante la presencia de eventos que se presenten en 
cualquier dispositivo o servicio de red.  Adicionalmente al no contar con el 
control de manera centralizada no se puede controlar la red de manera 
remota, provocando pérdida de  tiempo y por tanto recursos económicos..” 
Metodológicamente no existe una estrategia clara y precisa en el logro del 
objetivo del presente proyecto, (Quispe, Jhon, 2018) afirma sobre la 
metodología aplicada en su proyecto “fue una metodología todavía en estado 
de prototipo, empezando con el listado de los requisitos, se procede con la 
instalación y aplicando prueba y error según como se necesite y de acuerdo 
a lo que vaya ocurriendo en el tiempo”, siendo lo rescatable de este informe 
las herramientas técnicas que emplean y que sirvió para llegar a construir lo 
propuesto. (Quispe, Jhon, 2018) sobre NAGIOS Cayuqueo S. (2017), afirma 
ser “un sistema que permite monitorear equipos y de servicios de red, escrito 
en lenguaje C y publicado bajo la GNU (General Public License), este sistema 
es de una ejecución rápida debido a que el lenguaje empelado para su 





siempre se contará con actualizaciones disponibles, contando además con 
una comunidad de desarrolladores muy basta. Fue creado como apoyo a los 
administradores a mantener el control de lo que está ocurriendo en la red 
además de conocer los problemas que se presentan en la infraestructura que 
administran antes que los usuarios se enteren de lo ocurrido, evitando de esta 
manera alguna acción en contra del administrador, tomando la iniciativa y 
decidiendo en cada momento lo que queremos hacer y como lo vamos a 
hacer, debido a que este software nos permite obtener datos, interpretarlos y 
tomar decisiones en base a ello como: 
 Conservar y almacenar datos provenientes de la red para elaborar 
reportes y tendencias. 
 Analizar lo detectado durante el tráfico de la red. 
 Monitorear la red comparando los reportes del análisis. 
 Emitir reportes que sustenten y cubran las necesidades de 
actualización de la red. 
Sobre los resultados obtenidos en su proyecto (Quispe, Jhon, 2018) expone 
en su informe haber llegado satisfactoriamente a implementar el “sistema de 
monitoreo del Canal WILLAX Televisión del área de Soporte San Borja - 2017, 
contando con el monitoreo, prevención, seguimiento y solución a problemas 
identificados en el tráfico de la red, estado de los equipos y servicios de la 
red, incluso generando alarmas y notificaciones en caso se detecten errores”, 
continua afirmando que el sistema de monitoreo al utilizar la “herramienta 
NAGIOS y plugins en CENTOS logró aumentar positivamente el monitoreo de 
equipos y servicios críticos de la red en el área de Soporte del canal WILLAX 
Televisión Lima-2017.”. 
Finalmente, concluye la exposición de los logros obtenidos por haber 





contribuyó a mejorar “la toma de decisiones relacionadas a las acciones de 
control y monitoreo de la red al generar alertas permitiendo de esta manera 
planificar y solucionar incidencias en el área de redes y soporte.”.  
 
2.1.2. ANTECEDENTES INTERNACIONALES 
a) UNIVERSIDAD POLITECNICA SALESIANA , “PROTOTIPO DE SOFTWARE 
DE ADMINISTRACION REMOTA”, (Calderon, Andrea, 2020) expone el 
escenario donde elabora su estudio afirmando que su Tesis se enfoca “en el 
desarrollo de un prototipo R.A.T (Troyano de Administración Remota) de 
arquitectura Cliente-Servidor que controla un equipo independientemente del 
lugar donde se encuentre”, sobre el sistema operativo seleccionado afirman 
haber optado por “Windows debido que, según afirman al ser más atacado en 
comparación a Linux y Mac Os la  herramienta trabajará con las últimas 
versiones de actualización, donde se encuentran escenarios donde personas 
que utilizan mecanismos de seguridad como; Firewal, antivirus y otras que no 
lo hacen. La finalidad del despliegue en estos escenarios es demostrar que 
un R.A.T. puede convertirse en un enemigo muy riesgoso en la gestión de la 
seguridad de información de una empresa.”. 
Sobre el aspecto metodológico opta por “una metodología que permite el 
aseguramiento, confidencialidad e integridad de la información denominada 
SGSI, esta metodología se basa en la ISO 27001 que especifica los requisitos 
para gestionar la información, evaluando vulnerabilidades y aplicando 






Sobre la herramienta empleada (Calderon, Andrea, 2020) opta por  “R.A.T 
(Remote Administration Trojan)”, la define como  “una herramienta utilizada 
para para administrar remotamente un conjunto de computadoras. Los R.A.T. 
frecuentemente se utilizan para efectuar ataques a objetivos específicos 
logrando acceder remotamente a los equipos infectados como si  tuviera 
acceso físico al equipo atacado”, (Calderon, Andrea, 2020) sobre las partes 
continua diciendo que “consta de dos partes; el servidor y la víctima. En la 
computadora atacada se ejecuta un Payload (un payload tiene una dirección 
IP, un puerto y una contraseña, que deberán ser ubicadas en el servidor para 
lograr la comunicación) que debe ser generado con anterioridad por el 
servidor. Finalmente, el servidor tiene íntegramente la unidad de control con 
las funcionalidades del R.A.T. como, por ejemplo; administración de archivos, 
escritorio remoto, acceso al Shell del sistema, a la webcam, etc.”. 
(Calderon, Andrea, 2020) Sobre el  R.A.T. afirma que se “puede infiltrar en su 
computador empleando ingeniería social como; correo electrónico, anuncios 
falsos que sin querer se pudo haber autorizado, permitiendo que se inyecte 
en su sistema. Una vez insertado en su computador, un R.A.T. puede ser 
capaz de evadir los antivirus, editando para ello los registros del sistema como 





b) UNIVERSIDAD NACIONAL MAYOR DE SAN MARCOS, 
“IMPLEMENTACIÓN DE UN PROTOTIPO DE MONITOREO DE 
DISPOSITIVOS DE COMUNICACIÓN Y USUARIOS FINALES UTILIZANDO 
EL PROTOCOLO SNMP BASADA EN SOFTWARE LIBRE PARA UNA 
EMPRESA E-COMMERCE”, (Quispe, Jeniffer, 2019) al referirse a la 
necesidad de contar con un prototipo de monitoreo de dispositivos de usuarios 
finales y de comunicación, afirma que “Las redes de telecomunicaciones 
locales han logrado que cualquier tipo de información relacionada al estado 
de la red, aporte eficientemente al análisis del comportamiento en los 
dispositivos de comunicación y equipos finales de una red de datos, para el 
beneficio de los clientes permitiéndoles continuidad de los servicios que 
utilizan. Por tanto, surge la necesidad de contar con sistemas de monitoreo 
de la red en tiempo real, que permitan conocer el estado de los dispositivos 
de dicha red: los routers, switches, access point, los enlaces o nodos e incluso 
llegar a determinar si un usuario está o no activo.”. 
Sobre la metodología que condujo a la implementación del prototipo 
manifiesta que tiene “tres partes: recopilación de la documentación técnica 
para analizar los sistemas de monitoreo de redes de datos, identificación de 
una empresa que provea servicios por Internet basada en una arquitectura de 
monitoreo y la implementación de un prototipo de sistema de monitoreo 
propuesto.”. 
Sobre las herramientas empleadas al compás del desarrollo de la 
metodología referencian al “PROTOCOLO SNMP como el protocolo de la 
capa de aplicación del modelo TCP/IP para lograr el intercambio de 
información entre dispositivos de red; es un protocolo estándar para la red de 
computadoras. La función básica de SNMP es monitorear el rendimiento, 





Finalmente sobre los logros obtenidos concluye “La propuesta de prototipo de 
monitoreo opensource, cumple con las funciones que realiza un sistema de 
monitoreo licenciado. Resultando ser un prototipo  personalizable que permite 
monitorear equipos o dispositivos de comunicación y también usuarios finales 
de una sede sino que también posibilitar monitorear diferentes enlaces o 
sedes remotas de una determinada empresa, sedes remotas ubicadas dentro 
de un plano con las direcciones de cada una de las sedes remotas.”, y como 
un agregado sobre el prototipo, (Quispe, Jeniffer, 2019) manifiesta haber  
“permitido analizar diferentes dispositivos de comunicación y terminales de la 
red de datos de la empresa e-Commerce real, indicando si están activos o 
existe alguna anomalía durante su funcionamiento; quedando demostrado 
que la eficiencia de esta herramienta no licenciada es tan competente como 
una herramienta licenciada, siendo aún un prototipo de monitoreo y no ser 
todavía un sistema de monitoreo completo, en el que de manera estándar se 
encuentran instalados en los servidores que monitorearán.”. 
 
2.2. FUNDAMENTO TEORICO 
En el presente capitulo se implementará el sistema de gestión de Endpoints para 
el control de software e inventario, motivo por el cual se detallarán la definición 
de cada uno de ellos. 
2.2.1. GESTIÓN DE ENDPOINTS 
La gestión de los Endpoints actualmente involucra temas de seguridad y control 
los cuales no sería posible sin ayuda de las herramientas, estas herramientas 
se implementan y están sujetas a un mantenimiento. 
Managing endpoint security requires constant vigilance that is impossible to 
provide through traditional patch cycles, antimalware software, and hardware 





suites manage endpoint security inside and outside of the corporate firewall. 
UEM not only protects the device but it also protects the data stored on that 
device without depending on the user to manage security. UEM also guarantees 
uniform security, via policy, for all devices regardless of vendor, operating 
system, or form factor. (Hess, 2020)  
Cuando hablamos de Endpoints, hacemos referencia a todas las estaciones de 
trabajo en la empresa, incluidos los ordenadores portátiles. La integridad de los 
endpoints por otro lado es un enfoque que propone las soluciones que 
monitoreen terminales (dispositivos conectados a la red) para detectad 
software no permitido. Esta orientación se centra en dispositivos de usuario 
final, laptops, desktop y dispositivos móviles; y su objetivo es proporcionar 
visibilidad y supervisión de software que pueda dañar cada uno de los sistemas 
mencionados. 
2.2.2. INVENTARIO DE ENDPOINTS 
Según la RAE (2018), “se define como inventario a Asiento de los bienes y 
demás cosas pertenecientes a una persona o comunidad, hecho con orden y 
precisión”. 
Podemos definir que un Inventario de Endpoints es una lista ordenada o 
documento que integra los bienes informáticos de una persona o comunidad, 
información que podría ser hardware o software realizado con orden y 
precisión. 
2.2.3. CONTROL DE SOFTWARE 
El control de software en la actualidad se lleva a cabo a través de ciertos 
procesos los cuales no necesariamente son los más idóneos para la 
organización. Esto a medida que el parque informático va en aumento la 





Según lo que nos detalla (Gonzalez,2019) “Al probar Desktop Central, nos 
dimos cuenta de que es una gran solución para nosotros. Lográbamos 
desinstalar aplicaciones rápidamente y es una herramienta muy fácil de utilizar. 
Gracias a este producto mantenemos nuestros equipos actualizados y bajo 
control.”  
Por ello, conforme a la necesidad creciente es necesario automatizar ciertos 
controles y procesos los cuales se llevan a cabo en algunas organizaciones. 
2.2.4. PMBOK (PROJECT MANAGEMENT BODY OF KNOWLEDGE): 
La guía PMBOK es un marco de gestión de proyectos desarrollado por el 
Project Management Institute (o PMI), basado en las buenas prácticas 
relacionadas con la gestión, la administración y la dirección de proyectos, 
implementando para ello técnicas y herramientas dentro de un conjunto de 47 
procesos, distribuidos en 5 macroprocesos. 
PMBOK (Project Management Body of Knowledge), y su guía es, 
responsabilidad del Project Management Institute (PMI). Publicada en 2013 por 
la editorial del PMI, cuenta con el reconocimiento internacional por ser un 
estándar cuyo posicionamiento es cada vez mayor en el mundo. 
Es considerado como manual de buenas prácticas cuya aplicación 
generalizada se hacen universales y necesarias en el ámbito de la dirección y 
la gestión de proyectos, un ámbito que en el PMBOK se presenta como la 
convergencia de dos aspectos fundamentales:  
 macroprocesos, agrupando procesos y actividades de proyectos 
estandarizados.  
 áreas de conocimiento, como aspectos clave donde debe intervenir en cada 






La guía de PMBOK identifica 5 macroprocesos en los que se incluyen los 47 
procesos estándares divididos en cinco (05) fases: 
1. Inicio: compuesto por 2 procesos menores, cuyo fin es definir un nuevo 
proyecto o una nueva fase de ejecución del mismo, y obtener la autorización 
necesaria para llevarlo a cabo. 
2. Planificación: este macroproceso incluye 24 procesos destinados a la 
concreción y el establecimiento de objetivos, y al diseño de las estrategias 
más adecuadas para lograr su consecución. 
3. Ejecución: incluye 8 procesos implicados en el correcto desempeño, acorde 
a la estrategia adoptada, de las actividades definidas en el proyecto para la 
consecución de los fines establecidos. 
4. Control y monitorización: once procesos se inscriben en este macroproceso, 
todos ellos relacionados con la supervisión y la evaluación del desempeño 
del proyecto. 
 
5. Cierre: último macroproceso, formado por dos procesos menores, que cierra 
el proyecto en su totalidad o alguna fase del mismo refiriendo el grado de 
aceptación y la satisfacción con el resultado obtenido. 
Para terminar la lectura de la guía PMBOK se revisan los conceptos contenidos 
en su apéndice. Es la tercera parte del libro. 
El contenido de la guía del PMI es tan relevante que merece ser abordado de 
principio a fin, en su totalidad. Pese a que no conviene hacer excepciones, sí 
que es interesante planificar el estudio de esta obra. 
¿Qué es el enfoque del PMI? 
Como avanzábamos, en cada uno de estos macroprocesos intervienen 10 
aspectos clave o áreas de conocimiento, que en la guía PMBOK se enuncian y 





1) Integración: área directamente relacionada con la dirección de proyectos. 
Establece los criterios para la correcta gestión, administración y 
coordinación de los distintos procesos y actividades implicadas. 
2) Alcance: determina el alcance del proyecto, definiendo todos y cada uno 
de los procesos y las actividades que se hallan implicados. 
3) Tiempo: gestión del tiempo de ejecución de los procesos implicados en el 
proyecto, y monitorización de los mismos con el fin de cumplir los plazos 
establecidos. 
4) Costes: gestión de los costes del proyecto y control de los mismos para 
mantenerlos dentro de su presupuestación inicial. 
5) Calidad: determina responsabilidades en los resultados de las actividades 
y los procesos implicados en el proyecto y en sus fases, y establece las 
políticas de calidad a las que debe remitirse la evaluación de dichos 
resultados. Sobre esta área tan fundamental, es altamente recomendable 
la lectura de la guía Las 7 herramientas de calidad imprescindibles, 
disponible completamente gratis en nuestro apartado de recursos. 
6) Recursos humanos: gestión y dirección del/los equipos humanos 
implicados en el proyecto o en cada una de sus fases concretas. 
7) Comunicaciones: área responsable de la gestión y la administración de los 
mecanismos, las informaciones, las vías y las estrategias de comunicación 
entre las distintas estructuras y áreas internas del proyecto, así como de la 
elaboración de la información sobre el mismo orientada al exterior. 
8) Riesgos: atiende a la detección, gestión y solución de los riesgos 
implicados en cada uno de los procesos y fases de los mismos. 
9) Adquisiciones: área de gestión de procesos de compra de bienes, 






10) Stakeholders: se refiere a la gestión de los interesados o posibles 
inversores, a la correcta administración de las expectativas generadas con 
el proyecto y a la definición de las posibilidades de intervención en el 
mismo por parte de terceros. 
 
2.3. MARCO CONCEPTUAL 
2.3.1. DIRECTORIO ACTIVO 
El directorio activo es un servicio de directorio de red el cual se utiliza en casi 
todas las organizaciones ya que es escalable y trabaja de manera jerárquica, lo 
cual permite heredar todas las configuraciones y lineamientos que se envíen 
desde un servidor central llamado Controlador de Dominio. 
La   unidad   básica   de   la   administración   centralizada   y   la   seguridad   en 
WindowsNT Server es el dominio. Un dominio es un grupo de servidores que 
ejecutan WindowsNT Server y que, en cierto modo, funcionan como un único 
sistema. Todos los servidores con WindowsNT Server de un dominio utilizan el 
mismo conjunto de cuentas de usuario, por lo  que  sólo  es  necesario  escribir 
una vez la información de una cuenta de usuario para que todos los servidores 
del dominio reconozcan dicha cuenta. (Fundamentos de Directorio Activo, 2016, 
p. 26) 
Podríamos definir que el servicio de directorio activo es un sistema el cual trabaja 
a nivel de accesos únicos de usuario que solo pueden ser reconocidos dentro 
del mismo dominio. 
2.3.2. RED WAN 
Una red de área amplia, o WAN (Wide Area Network en inglés), es una red 
de computadoras que une varias redes locales, aunque sus miembros no 





organizaciones o empresas para su uso privado, otras son instaladas por los 
proveedores de Internet (ISP) para proveer conexión a sus clientes.  
Hoy en día, internet brinda conexiones de alta velocidad, de manera que un 
alto porcentaje de las redes WAN se basan en ese medio, reduciendo la 
necesidad de redes privadas WAN, mientras que las redes privadas virtuales 
que utilizan cifrado y otras técnicas para generar una red dedicada sobre 
comunicaciones en Internet, aumentan continuamente. (Fundamentos de 
Redes, 2012, p. 54) 
2.3.3. Lista Negra 
Para el caso de investigación planteado, se hará uso de la lista negra que se 
definirá con las áreas correspondientes, dicha lista negra lo integrará el 
software que no está permitido en la organización y puede ser causante de 
problemas de malware y rendimiento que puedan dañar los equipos. 
En informática, una lista negra, lista de denegación o lista de elementos 
bloqueados es un mecanismo de control de acceso básico que permite 
acceder y utilizar elementos como direcciones de email, usuarios, 
contraseñas, URLs, direcciones IP, nombres de dominio, hashes de archivos, 
etc) menos los indicados explícitamente en la lista. Los elementos indicados 
en la lista tendrán el acceso denegado. (Fundamentos de Seguridad de la 
Información, 2011, p. 75) 
En síntesis, de lo mencionado anteriormente la lista negra actúa como una 
base de datos de elementos los cuales son bloqueados a través de los 
métodos conocidos por la organización, dichos métodos pueden ser distintos 
y aplicar distintas tecnologías sin embargo todos ellos tienen la misma 
función, proteger de manera proactiva un posible ataque o vulneración de la 





2.4. MARCO METODOLÓGICO 
2.4.1. TIPO Y NIVEL DE INVESTIGACIÓN 
El proyecto en estudio se puede catalogar como una investigación de tipo 
cuantitativa por que se obtienen valores numéricos como resultado de los 
indicadores de cumplimiento con los objetivos específicos planteados. 
El nivel corresponde a una de Investigación Aplicada debido a que se aplican 
metodologías y herramientas que provee la Ingeniería a la obtención de una 
solución basada en la tecnología para resolver un problema concreto.  
2.4.2. METODOLOGÍA DEL PROYECTO 
La metodología del Proyecto se basa en un conjunto de actividades propias del 
caso en desarrollo debido a que no hay un estándar en el medio tecnológico.  
A continuación se exponen las actividades que componen  
 
ETAPA 1: INSTALAR Y CONFIGURAR SOM (SCOPE OF MANAGEMENT) 
1. Instalación en Desktop Center 
1.1. Instalación 
1.2. Configurar base de datos 
2.  Configurar SOM 
2.1. Agregar dominio 
2.2. Configurar Oficinas remotas 
2.3. Instalación de servidores distribuidos 
2.4. Añadir computadoras 
 
ETAPA 2: DESPLEGAR LOS AGENTES Y CONFIGURAR INFORMES DE 
SOFTWAR 
3. Despliegue de Agentes 





3.2.  Instalar Agentes 
4. Configuración de Informes de software 
4.1. Configurar repositorio local 
4.2. Agregar reportes personalizado 
4.3. Configurar periodicidad 
4.4. Pruebas post-configuración 
ETAPA 3: IDENTIFICACIÓN DE SOFTWARE PROHIBIDO, 
CONFIGURACIÓN DE LAS HERRAMIENTAS, CONFIGURACIONES 
GENERALES, AJUSTES FINALES Y CAPACITACIÓN DEL PERSONAL 
5. Identificación de Software prohibido 
5.1. Análisis de ejecutables 
5.2. 5.2. Configurar software prohibido 
6. Configuración de las herramientas 
7. Configuraciones generales 
8. Ajustes finales 

























3.1. CASO DE NEGOCIO 
La empresa donde se desarrolló esta solución tecnológica cuya denominación 
comercial es Mibanco, inicia operaciones el año de 1998 en la ciudad de Lima, 
tomando como apoyo la experiencia de Acción Comunitaria del Perú (ACP), una 
asociación civil sin fines de lucro que venía operando en el sector de la micro y 
pequeña empresa. En el 2006, el BID reconoce a Mibanco con el Premio a la 
Excelencia en Microfinanzas y en el 2008 gana el Effie de Plata por la campaña 
"Créditos Aprobados". Además de estos reconocimientos, Mibanco ganó una 
calificación Global de Desempeño Social otorgado por Planet Rating 4+ y en el 
2011 obtuvo el grado de inversión BBB con perspectiva estable otorgado por 
Standard & Poor's. 
A principios del 2014, Mibanco fue adquirido por Edyficar y es en ese momento 
que se produjo el gran proceso de fusión entre Financiera Edyficar y Mibanco 
para brindar lo bueno de estar juntos. 
 
3.1.1. VISIÓN 
Ser el socio más querido de clientes, colaboradores y comunidades, para 





extraordinario que entrega, siendo el principal promotor de evolución de las 
micro-finanzas de la región. 
 
3.1.2. MISIÓN 
Transformamos la vida de las personas, comprometidos con su inclusión 
financiera y progreso, aportando juntos al crecimiento del país. 
3.1.3. VALORES 
 Asesoramos 
 Conocemos profundamente a las personas, por eso les damos la mejor 
asesoría.  
 mejoramos 
 Innovamos para mejorar, siendo proactivos, adaptables y simples. 
 Jugamos Limpio 
 Somos un ejemplo de integridad, siempre. 
 Cuidamos 
Nos interesamos de corazón por las personas y, así, construimos 
confianza. 
 Cooperamos 
 Logramos resultados que perduran, colaborando unos con otros y 











3.1.4. ORGANIGRAMA ESTRUCTURAL 
Gráfico 2  
Organigrama estructural 
       
3.2. GESTIÓN DEL TIEMPO 
3.2.1. CRONOGRAMA DE ACTIVIDADES DEL PROYECTO 
Permite determinar el tiempo de duración de cada actividad, su fecha de inicio 
















Cronograma de actividades 
 
 
3.3. GESTIÓN DEL ALCANCE 
Para definir las actividades del proyecto y determinar su Alcance, se van 






INICIACIÓN 15 5/01/2020 20/01/2020
1. Elaboración de KickOff 2 5/01/2020 7/01/2020
2. Solicitar requerimientos mínimos del equipo 13 8/01/2020 20/01/2020
2.1 Preparar requerimientos 7 8/01/2020 15/01/2020
2.2 Envío de requerimientos 5 10/01/020 15/01/2020
2.3 Validación de requerimientos 4 12/01/2020 20/01/2020
PLANEAMIENTO 11 21/01/2020 31/01/2020
3. Especificación de actividades 3 21/01/2020 23/01/2020
4. Calendarización del proyecto 2 24/01/2020 25/01/2020
5. Evaluación de riesgos y determinación la calidad 3 25/01/2020 27/01/2020
6. Determinación del alcance y requerimientos 4 27/01/2020 31/01/2020
EJECUCIÓN 50 1/02/2020 21/03/2020
7. Instalar en Desktop Center 5 1/02/2020 5/02/2020
3.1 Instalación 3 1/02/2020 3/02/2020
3.2 Configurar Base de datos 3 3/02/2020 5/02/2020
8. Configurar SOM (Scope Of Management) 15 6/02/2020 20/02/2020
4.1 Agregar dominio 1 6/02/2020 6/02/2020
4.2 Configurar Oficinas remotas 8 6/02/2020 13/02/2020
4.3 Instalación de servidores distribuidos 8 10/02/2020 17/02/2020
4.4 Añadir computadoras 5 16/02/2020 20/02/2020
9. Despliegue de Agentes 10 21/02/2020 30/02/2020
5.1 Configurar agentes 8 21/02/2020 28/02/2020
5.2 Instalar agentes 8 23/02/2020 1/03/2020
10. Configuración de Informes de Software 8 2/03/2020 9/03/2020
6.1 Configurar repositorio local 2 2/03/2020 3/03/2020
6.2 Agregar reportes personalizados 4 4/03/2020 7/03/2020
6.3 Configurar periodicidad 2 7/03/2020 8/03/2020
6.4 Pruebas post-configuración 3 7/03/2020 9/03/2020
11. Identificación de Software Prohibido 5 10/03/2020 15/03/2020
7.1 Análisis de ejecutables 3 10/03/2020 13/03/2020
7.2 Configurar software prohibido 3 12/03/2020 15/03/2020
12. Configuración de las Herramientas 3 16/03/2020 18/03/2020
13. Configuraciones Generales 3 17/03/2020 19/03/2020
14. Ajustes Finales 3 18/03/2020 20/03/2020
15. Capacitación del personal 3 19/03/2020 21/03/2020
CIERRE 3 22/03/2020 23/03/2020
16. Presentación de entregables 2 22/03/2020 22/03/2020






conocido como el desglose del trabajo hasta llegar al detalle de tareas 
específicas que deben producir los entregables. 
Este proceso nos conduce a la elaboración de la EDT (Estructura del Desglose 
del Trabajo), que podemos observar en el Gráfico 4. 
 
3.4. GESTIÓN DEL RIESGOS 
Con el propósito de reducir el riesgo frente a la posibilidad que ocurran eventos 
previsibles que afecten el avance del proyecto, retardándose o elevándose los 
costos inicialmente previstos como inversión, se hace necesario evaluar los 
riesgos, que para el proyecto se observan en la Tabla Evaluación de Riesgos. 
Ver Tabla 2. 
 
Tabla 2 
Evaluación de riesgos 
RIESGO DESCRIPCIÓN DEL 
RIESGO 
IMPACTO OCURRENCIA CONTINGENCIA 
Calidad de la 
señal de 
Internet 
Debido a que hay 
sedes del Banco que 
no transmiten una 
buena señal de 
Internet 
Alto Alta La contratación 
de un operador 
adicional  
Fallas en los 
equipos de 
comunicaciones 
Debido a la ubicación 
del centro de datos 
que provisionalmente 
viene ocupando por 
una contingencia.  
Medio Baja Se está 
concluyendo la 
construcción del 





Debido a la pandemia 
del COVID 19 se ha 
creado un desorden 









oficinas a nivel 
nacional 
en las oficinas del 
Banco 
extraordinaria la 
















3.5. GESTIÓN DEL COMUNICACIONES 
Con el fin de gestionar correctamente el proyecto se diseñó un sistema de 
comunicaciones logrando mantener las coordinaciones de los integrantes de 
manera eficiente. Este sistema es de utilidad para el Jefe de proyecto que le 
permite tomar decisiones de seguimiento y control en el desarrollo de las 
actividades del proyecto. Ver Tabla 3. 
   
Tabla 3 
Matriz de Comunicaciones 

























































Revisión de los 
Avances del 
proyecto 
















Líder Técnico y 
Operador de 
Implementación  












3.6. DESARROLLO DE LAS ATIVIDADES DEL PROYECTO 
El proyecto se basó en una metodología concebida por la práctica profesional 
del equipo de trabajo de la empresa al haber participado entes en otros 
proyectos similares. 
El marco de gestión de proyecto se basó en la propuesta de PMBOK tal como 
a continuación describimos. 
INICIACION: 
1. Elaboración de KickOff 
Dentro del KickOff, se dio a conocer el plan de actividades y se presenta 
formalmente al equipo del proyecto, indicando los horarios de trabajo, vias 
de comunicación (telefonica, correo, presencial) que se considerarán dentro 
de la implementación. Asi mismo se presenta los requerimientos de 
aplicación y se establecen los acuerdos con fechas establecidas para la 
entrega de estos requerimientos. En el Gráfico   se encuentra el KickOff que 
dio inicio al proyecto, cuyo detalle lo encontramos en el Anexo  1. 
2. Definición de requerimientos de hardware y software 
Se envía formalmente los requerimientos de aplicación (Por correo) a todos 
los involucrados (Mibanco) solicitando los requisitos mínimos de: 
 Arquitectura WAN 
 La Solución tecnológica fue implementada según el mapa de 
arquitectura que observamos en el Gráfico     . 
 Servidor donde se instalará la aplicación. 
 Sistemas operativos Soportados por la aplicación. 
 Memoria RAM mínima para la aplicación 
 Espacio en Disco duro libre para la instalación. 






Ver detalles de KickOff en el Gráfico 5. 
Gráfico 5 







Se realizó la instalación del Desktop Central en un servidor con las siguientes 
características técnicas: Ver las características del servidor en la Tabla 4. 
 
Tabla 4 
Características de servidor  
Estaciones 
de Trabajo 
Procesador Memoria Disco Duro 
Sistema Operativo/ 









Windows 2012 R2 
en adelante/MSSQL 




Como nota final se solicita también los requerimientos de Servidor de Base de datos 
para la aplicación. 
 Servidor donde se instalará la base de datos 
 Sistemas operativos Soportados la base de datos 
  Memoria RAM mínima para el correcto funcionamiento de la base de datos. 
  Espacio en Disco duro libre para la base de datos. 
 Características de procesador para que la base de datos funcione 
correctamente. 
Ver las características del servidor en la Tabla 5    . 
Tabla 5 
Características de servidor  
Procesador Memoria Disco Duro 
Sistema Operativo/ 








Windows 2012 R2 
en 
adelante/MSSQL 









 Así mismo se envía las consideraciones a tomar en cuenta: 
  Exclusión de Antivirus a las rutas de instalación de la aplicación, así como 
rutas de instalación del Agente de Gestión. 
 
Gráfico 6 
Arquitectura WAN de Desktop Central 
 
3. Validación de Requerimientos: 
Se realiza la primera Visita Técnica para validar los requerimientos In situ. 
Si los requerimientos se cumplen, se puede automáticamente pasar a la fase de 








4. Desktop Central 
a. Instalación: Se procede a Solicitar los accesos in Situ al servidor donde 
estará alojada la aplicación. Detalles en donde se instaló se encuentran en 
el informe de implementación. 
b. Configurar Base de Datos: Se procede a validar el servidor de base de 
datos y se procede a validar si la aplicación realizó el aprovisionamiento de 
la base de datos en el servidor, posteriormente a ello se configura la base 
de datos para que los logs no ocupen mucho espacio en disco. 
Entregable: 
 Desktop Central instalado y configurado 
Se inicia configurando el equipo Servidor donde sera instalado el software 
Desktop Central con sus respectivas caracteristicas como son: Nombre de 
equipo, nombre completo del computador, Descripcion del computador y 
Dominio mostrados en el Gráfico 7, 
Seguido se muestra un resumen del Software Desktop Central en uso siendo 
mostrado en el Gráfico 8 
Desktop Central al encontrarse instalado en el computador, ya se encuentra 
en funcionamiento, evidenciando su instalación en la ruta: Disco C/Archivos 
de Programa (x86), y mostrando su ejecución de forma automática en los 
Servicios del Sistema mostrado en el Gráfico 9. 
Asi mismo se muestra el dominio ya configurado del Desktop Central como 









Configuración del equipo Servidor  
           
 
Gráfico 8 






















Así mismo, se configuró el servidor en donde se instaló el software Desktop 
Central con las siguientes características mostradas en la Tabla 7.  
 
Tabla 6 
Características del Servidor con Desktop Central. 
Sistema Operativo Windows Server 2016 Standard (Ingles) 
Nombre Asignado BMESRV928 
Carpeta de Instalación C:\ManageEngine\DesktopCentral_Server 
Dirección IP 10.2.30.23 
Puerto 8383 
Base de Datos MSSQL Server 
 
 Base de Datos configurada 
Se procede a configurar la Base de Datos de Desktop Central y mostrar su 
resultado de instalación en el Gráfico 11. 
Mostramos la Base de Datos con sus respectivas características en el 













Instalación y Configuración de la Base de Datos de Desktop Central 
        
 
Gráfico 12 





5. Configurar SOM (Scope Of Management) 
a. Agregar Dominio: Se conversa con las áreas correspondientes 
solicitando los accesos de lectura al dominio de MIBANCO para poder leer 
todos los objetos del AD. Ver Edición de detalles de Dominio de Desktop 





 Se agrega los siguientes Datos: 
 dominio: DOMIBCO.COM.PE 
 Usuario de Servicio: srvDesktopCentralPrd 
 Clave: ******* 
b. Configurar Oficinas Remotas: Se procede a Solicitar el detalle de las 
oficinas remotas con las que cuenta el banco, aquí entra a tallar el análisis 
de la infraestructura del banco, actualmente mibanco cuenta con 310 
Agencias entre las cuales se encuentran: 
 OA: Oficinas Adjuntas 
 OE: Oficinas Especiales 
 OI: Oficinas Informativas 
Se valido el número de las agencias y se solicitó los detalles de las subredes 
que tenian cada agencia. Se procede a configurar cada una de las 310 
Agencias en la configuración de la aplicación para que puedan funcionar 
como puntos de distribución. Ver el listado de oficinas remotas instaladas y 
configuradas en la Tabla 7, Tabla 8 y Gráfico 14.   
c. Instalación de Servidores Distribuidos: Posterior al provisionamiento de 
los detalles de las agencias, se procede a descargar los agentes de 
distribución correspondientes, dichos agentes se instalarán en cada 
FileServer que se encuentra alojado en la agencia y estos realizarán la 
labor de consolidar las configuraciones, información de inventario, 
aplicaciones y parches que se desplieguen a los equipos localmente en la 
agencia. Ver listado de Servidores Distribuidos en la Tabla 9. 
d. Añadir Computadoras: En esta actividad se realiza el listado a través de 
Desktopcentral de las computadoras a través del escaneo de dominio y 
solamente se valida que puedan ser registradas como objetos en la 







Detalles del Dominio de Desktop Central 
             
 
 Oficinas remotas configuradas 
A nivel nacional se configuraron 133 equipos ubicados en igual número de 
ciudades a lo largo del país. 
En la Tabla    observamos las Oficinas remotas donde se configuró el 
equipo conteniendo el agente Desktop Central y en el Anexo 1 la Lista 
completa. 
En la Tabla     observamos el ámbito de las IP en cada equipo y en el 


















































 Servidores Distribuidos configurados 
En la Tabla se muestran el Listado de Servidores distribuidos y en el Anexo 





Tabla 9  





 Computadoras añadidas al Desktop Central 
Con el nodo central en la ciudad de Lima en el Gráfico 15 y Gráfico 16  se 
observan la siguiente cantidad de equipos agregados al Desktop Central, así 
como también un gráfico mostrando el uso del software Desktop Central con 
algunos equipos en funcionamiento de color verde, y apagados de color rojo:  
Gráfico 15 





Vista de un ejemplo de equipos en funcionamiento 






6. Despliegue de Agentes 
a. Configurar Agente: Se realizan la parametrización de los agentes, 
establecimiento de puerto de comunicación, comportamiento del agente, 
restricciones de eliminación y Ubicación. Ver Gráfico 17, Gráfico 18, 
Gráfico 19 y Gráfico 20. 
b. Instalar Agentes: Posterior a la parametrización del agente, se realiza la 
instalación en unidades Organizativas de Laboratorio, con esto validamos 
que los agentes se instalen correctamente y se valida la correcta 
comunicación con el servidor central. Ver Tabla 10. 
 
Gráfico 17 













Agentes instalados. Ver lista en Anexo 5  
 
Gráfico 18 




















7. Configuración de Informes de Software 
a. Configurar Repositorio Local: La actividad describe la configuración del 
repositorio local de Informes de Software e Inventario. Para este caso se 
propuso una ruta remota ya que era mucho más fiable que este en un 
almacenamiento compartido para que la información pueda ser salvada en 
caso de catástrofe. Ver Gráfico 21, Tabla 11 y Tabla 12. 
b. Agregar Reporte Personalizados: Durante esta etapa se realizó las 
consultas sobre los reportes que necesitarían según la necesidad del 
cliente, para este caso se preparó las consultas de SQL correspondientes 
para proceder a agregarlos a la consola de administración de 
desktopcentral. Ver Gráfico 22, Gráfico 23 y Gráfico 24. 
c. Configurar periodicidad: Durante esta etapa se valida la periodicidad de los 
informes generados y su posterior formato de envío por correo. Ver Gráfico 
25 y Gráfico 26. 
d. Pruebas post-configuración: Se valida desde el paso A al B, se confirma 
que el repositorio local está correctamente configurado, los reportes 
personalizados brindan la data legible y el envío de los informes también 
se valida que cuentan con el formato correcto. 




















Repositorio de Software 
 







Tipo de Paquete .MSI 
Nombre de paquete Chrome v62 
Tipo de Licencia Sin fines comerciales 
Seleccionar tipo de Ruta Ruta de Red 




Nombre de archivo MST con la 
ruta de red 
- 




Tipo de Paquete MSI 
Nombre de paquete Hyland Unity Client 
Tipo de Licencia Comercial 




Nombre de archivo MSI con la ruta 
de red 
D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Hyland Unity Client 
Ruta raíz de MSI D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Hyland Unity Client 
Nombre de archivo MST con la 
ruta de red 
- 








Tipo de Paquete MSI 
Nombre de paquete Jabber 
Tipo de Licencia Comercial 
Seleccionar tipo de Ruta Ruta de Red 
Nombre de archivo MSI con la 
ruta de red 
D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Jabber 
Ruta raíz de MSI D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Jabber 
  
Tipo de Paquete exe 
Nombre de paquete Onbase Prerequisitos 2005 x86 
Tipo de Licencia No Comercial 
Seleccionar tipo de Ruta Ruta de Red 
Nombre de archivo EXE con la 
ruta de red 
D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Onbase Prerequisitos 2005 x86 
Ruta raíz de EXE D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Onbase Prerequisitos 2005 x86 
  
Tipo de Paquete exe 
Nombre de paquete Onbase Prerequisitos 2010 x64 
Tipo de Licencia No Comercial 
Seleccionar tipo de Ruta Ruta de Red 
Nombre de archivo EXE con la 
ruta de red 
D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Onbase Prerequisitos 2010 x64 
Ruta raíz de EXE D:\Repositorio\DCSWHttpRepository\1\s
wuploads\Onbase Prerequisitos 2010 x64 
  
Tipo de Paquete exe 
Nombre de paquete Onbase Prerequisitos 2013 x86 
Tipo de Licencia No Comercial 
Seleccionar tipo de Ruta Ruta de Red 
Nombre de archivo EXE con la 




Ruta raíz e EXE D:\Repo itorio\DCSWHttpRepository\1\s
wuploads\Onbase Prerequisitos 2013 x86 
  
Tipo de Paquete exe 
Nombre de paquete Onbase Prerequisitos 2015 x86 
Tipo de Licencia No Comercial 
Seleccionar tipo de Ruta Ruta de Red 
Nombre de archivo EXE con la 
ruta de red 
D:\Repositorio\DCSWHttpRepository\1\s




Ruta raíz de EXE D:\Repositorio\DCSWHttpRepository\1\s




 Reportes personalizados agregados al Desktop Central 
Gráfico 22 
Listado de Reportes y Consola SQL 




La consulta SQL para mostrar el reporte anterior es el siguiente código 
 
SELECT    resource.name AS "Computer name",   agentcontact.logged_on_users AS "Logged 
on users",   resource.domain_netbios_name AS "Domain", managedcomputerextn.location as 
"Location",   branchofficedetails.branch_office_name AS "Remote Office",   
computer.os_name AS "Operating System",   computer.service_pack AS "Service pack",    
(pmresourcepatchcount.total_ms_patches + pmresourcepatchcount.total_tp_patches) AS 
"Quantity of applicable system patches",    (pmresourcepatchcount.installed_ms_patches + 
pmresourcepatchcount.installed_tp_patches) AS "Quantity of installed system patches",    
(pmresourcepatchcount.missing_ms_patches + pmresourcepatchcount.missing_tp_patches) 
AS "Quantity of missed system patches",     ((pmresourcepatchcount.installed_ms_patches + 
pmresourcepatchcount.installed_tp_patches ) * 100*(pmresourcepatchcount.total_ms_patches 
+ pmresourcepatchcount.total_tp_patches)) AS "Installed Percentage",    
LONG_TO_DATE(patchclientscanstatus.last_scan_time, "Date of last scanning")   FROM 
resource INNER JOIN managedcomputer   ON managedcomputer.resource_id = 
resource.resource_id INNER JOIN agentcontact   ON agentcontact.resource_id = 
resource.resource_id INNER JOIN branchmemberresourcerel   ON 
branchmemberresourcerel.resource_id = resource.resource_id INNER JOIN 
branchofficedetails   ON branchofficedetails.branch_office_id = 




computer.resource_id = resource.resource_id INNER JOIN patchclientscanstatus   ON 
patchclientscanstatus.resource_id = resource.resource_id left join managedcomputerextn on 
managedcomputerextn.resource_id=resource.resource_id inner join pmresourcepatchcount 




Vista de Listado de Reportes  
 
Gráfico 24 









 Informes configurados y validados 
Gráfico 25 
Informe configurado  “Computadoras con o sin software específico” 
 
Gráfico 26 






8. Software Prohibido: 
a. Análisis de ejecutables: Se valida con el área de arquitectura quien es la 
encargada de definir el software estándar en la organización el listado de 
posibles aplicaciones a bloquear, posterior a ello, se realizan las pruebas 
pertinentes, se valida que la organización cuenta con aplicaciones las 
cuales no están permitidas. 
b. Configuración de software prohibido: Posterior al análisis del software, se 
procede a realizar la respectiva configuración de bloqueo así como la 
configuración de parámetros de desinstalación en caso de que la 
aplicación ya se encuentre instalada en la computadora. 
Entregables: 
 Ejecutables analizados 









 Software prohibido bloqueado 













a. Configuración de Control Remoto: Se realiza las aperturas de puertos 
correspondientes para la comunicación, para ello se coordina con el área 
de redes y comunicaciones para indicarle que puertos debe abrir para que 
el servidor central pueda atender las solicitudes de escritorio remoto. 
Posterior a ello, se configura el consumo que tendrá cada sesión de 
escritorio remoto así como la densidad de color lo cual es importante para 
mantener una comunicación rápida y fluida durante la sesión remota. Ver 
Tabla 13, Gráfico 27, Gráfico 28, Gráfico 29 y Gráfico 30. 
b. Gestor del sistema: En este módulo, se configura los filtros para la gestión 
de las herramientas de gestión, se configura los grupos personalizados de 
equipos para que los técnicos tengan posibilidad de acceder a las 
computadoras de manera más oportuna. Así mismo se valida el correcto 
acceso a las herramientas del sistema en los computadoras. Ver Gráfica 
31, Gráfico 32 y Gráfico 33. 
c. Apagado Remoto: En esta actividad se realiza las validaciones del 
apagado remoto en los equipos así como la programación del apagado, se 
valida que la comunicación sea la correcta a nivel local y de agencias para 
que se presente problemas a futuro. Ver Gráfico 34, Gráfico 35 y Gráfico 
36. 
d. Encendido Remoto: Se valida con el área de redes y comunicaciones la 
apertura de puertos y el permiso de la características de Wake On Lan a 




habilitación del wake on lan en las distintas maquinas, asi mismo el 
intervalo de tiempo para captar el estado de Wake On Lan y el puerto de 
comunicación lo cual se define como predeterminado(Puerto 7). Ver 
Gráfico 37 y Gráfico 38. 
e. Anuncios: Dentro de esta actividad se valida el despliegue de anuncios a 
los equipos  de manera de que sea posible no solo enviarlo a demanda 
sino programarlo para que indique un anuncio en el escritorio del usuario 
según se necesite. Ver Gráfico 39 y Gráfico 40. 
f. Herramientas del sistema: Aquí se define las posibles tareas que se 
realizarán periódicamente en las computadoras, las configuraciones 
actuales fueron, revisión de disco y reparación, desfragmentado y 
eliminación de elementos eliminados. 
 




Tipo de Visor ActiveX 
Habilitar bandeja de Inicio Rápido Si 
Deshabilitar Papel Tapiz Si 
Deshabilitar Tema de Aero Si 
Oscurecer el monitor del equipo cliente No 




Capturar la combinación Alfa Si 
Registrar la razón de la conexión remota Si 
Modo Solo Ver No 
Ocultar curso remoto Si 
Usar conexión segura Si 
Puerto de Pasarela 8443 
Puerto de Transferencia de Archivos 8031 
Ajuste de Sesión Inactiva Si 
Límite máximo de tiempo para que una 
sesión remota este inactiva 
60 Minutos 
Cuando se excede el tiempo de 
inactividad 
Desconectar la sesión 
remota 




Grabar Pantalla de Sesiones Deshabilitado 
CONFIRMACION DE USUARIO  
Requiere confirmación de Usuario Deshabilitado 
Mostrar confirmación en equipos 
bloqueados y sin sesión iniciada 
--- 














Configuración del Control Remoto tercera parte 
 
Gráfico 30 








 Filtros y grupos de equipos configurados, y validación de acceso a 
herramientas. 
Gráfico 31 










Configuración del Gestor del Sistema tercera parte 
 
 
 Apagado remoto configurado 
Gráfico 34 
















 Encendido remoto configurado 
Gráfico 37 










 Anuncios desplegados validados 
 
Gráfico 39 
Anuncios Desplegados primera parte 
 
Gráfico 40 






 Herramientas del sistema configuradas 
Las podemos observar en las imágenes 31,32,33. 
 
10. CONFIGURACIONES GENERALES 
a. Habilitar HTTPS: durante esta actividad se realiza la configuración de la 
web servicie para que pueda comunicarse a través de puerto seguro el 
cual fue definido como (8443), posterior a ello, se realizó las 
coordinaciones con el área de Servicios TI para gestionar la generación 
del certificado autoformado ya que la aplicación solo funcionaria dentro de 
la red del banco (dominio). Ver Gráfico 41, Gráfico 42 y Gráfico 43. 
b. Configurar servidor de correo: Esta actividad describe la configuración de 
los detalles de configuración de correo dentro de desktop central para que 
asi pueda enviar notificaciones, reportes y alertas. Ver Gráfico 44. 
c. Configurar alertas: en esta actividad se realiza la configuración de las 
alertas que necesita el cliente a nivel de computadoras, para ello 
planteamos una reunión para definir si era necesario configurar una gran 
cantidad de alertas o únicamente alertas puntuales pero que tengan alto 
impacto y sea importante para disminuir el tiempo de reacción de los 
técnicos. Ver Tabla 14, Gráfico 45, Gráfico 46, Gráfico 47 y Gráfica 48. 
d. Programar copia de respaldo: En esta actividad se realiza la configuración 
de la periodicidad de los respaldos de base de datos, se definió 
semanalmente y se guardaría en un repositorio en el servidor de base de 
datos. Ver Gráfico 49. 
e. Configurar grupos de estaciones: En esta actividad se realiza el 
agrupamiento de los computadores según distintos criterio, marca, modelo. 




para funcionar y para ello fue definido en una reunión. Ver Gráfica 50. 
Gráfica 51 y Gráfica 52. 
f. Administración de Usuarios: Para esta actividad de definió que área iban a 
tener acceso a la herramienta y a qué nivel, para ello se agendo una 
reunión donde se validó los requerimientos de permisos de cada uno de 
los usuarios de las distintas áreas y se procedió a fabricar los roles y su 
posterior asignación a los usuarios de dominio. 
 
Entregables: 
 Https habilitado 
Gráfico 41 
Https Habilitado primera parte 
 
Gráfico 42 






Https Habilitado tercera parte 
 
 
 Servidor de Correo configurado 
Gráfico 44 





 Alertas configuradas 
Tabla 14 
Alertas Configuradas 
HARDWARE   
Notificar cuando el hardware es: Añadido Remo
vido Dispositivos de Entrada y Salida   
Monitor   
Teclado   
Dispositivo de sonido   
Dispositivos punteros   
Impresoras   
Dispositivos de Almacenamiento   
Disco duro X X 
Unidad de CDROM   
Dispositivos Lógicos   
Partición lógica X X 
Disco lógico asignado X X 
Memorias   
Memoria física X X 
Controladoras   
Controladores de USB X X 
Controladores de vídeo   
Controladora IDE   
Controladora PCMCIA   
Red   
Adaptador de red X X 
Módem   
Puertos   
Puerto serie   
Puerto paralelo   
Otro Hardware   
Concentradores de USB X X 
BIOS   
Procesadores X X 
Placa madre X X 
Batería   
   
SOFTWARE  
Instalación: REQUIERE 
Se instala en Cualquier Software SI 
Se instala software comercial en el equipo NO 







Se desinstala cualquier software en el 
equipo 
NO 









El límit  d  uso de licencias es inferior al 
75% 
NO 
Software usado después del vencimiento 





Alertas Configuradas primera parte 
 
Gráfico 46 






Alertas Configuradas tercera parte 
 
Gráfico 48 






 Copia de respaldo programado 
 
Gráfico 49 
Programación de copia de respaldo 
 
 
 Grupo de estaciones configurados 
Gráfico 50 










Estaciones Configuradas tercera parte 
 
 
 Usuarios administradores 
En esta opción se crean los usuarios que accesan al sistema y sus 





usuario Nombre de función 
Tipo de 
autenticación Ambito 
65053001 MBCOSoloLectura domibco 
Todos los 
equipos 






74038001 MBCOSoloLectura domibco 
Todos los 
equipos 
77667001 Administrator domibco 
Todos los 
equipos 
80317001 MBCOSoloLectura domibco 
Todos los 
equipos 
admin Administrator Local 
Todos los 
equipos 
em41649396 MBCOSoloLectura domibco 
Todos los 
equipos 
em70996699 MBCOSoloLectura domibco 
Todos los 
equipos 





En la Tabla     se encuentran las Credenciales utilizadas para el 
despliegue de agentes, configuraciones, administración de 






















11. AJUSTES FINALES: 
Dentro de esta actividad se detalla el acompañamiento y marcado de pautas para 
la utilización de la herramienta, para ello se asigna a un especialista del banco el 
cual realizará labor operativa para que realice los trabajos de gestión con el 
acompañamiento respectivo en caso de alguna dura o consulta. 
12. CAPACITACION: 
Dentro de esta actividad se entregan los manuales correspondientes para la 
utilización de la herramienta, también se brinda la inducción correspondiente a los 
usuarios de las áreas involucradas, posterior a ello se firma un acta de 
capacitación donde se detalla la fecha, hora y los asistentes. 
CIERRE DEL PROYECTO: 
a. Firma del Acta de conformidad: El subgerente del área de microinformática 
procede a la firma del acta una vez su equipo de trabajo da conformidad de los 

























ANÁLISIS DE RESULTADOS 
 
4.1. ANÁLISIS DE RESULTADOS 
El objetivo general planteado en el Capítulo 1 se desagregó en tres (03) 
objetivos específicos, cada uno con un propósito específico y diferente en 
aporte al logro del presente trabajo. 
A continuación, se expone el logro de cada uno de los objetivos específicos 
donde se explica el resultado final para cada uno de ellos. 
4.1.1. OBJETIVO ESPECÍFICO 1 
Se lograron instalar y configurar las oficinas remotas ubicadas en más de 
290 oficinas de la entidad a nivel nacional, el tiempo empleado para alcanzar 
este primer objetivo fue de 20 días entre el 01/02/2020 y el   20/02/2020. 
En el Gráfico observamos un pantallazo de Desktop Central instalado en 
una de las oficinas. 
En el Anexo 2 se encuentra la Lista de las agencias de la entidad distribuidas 
en todo el país.  
4.1.2. OBJETIVO ESPECÍFICO 2 
Se desplegaron los agentes en cada una de las oficinas de la organización 




información de inventario y a su vez sea enviado al servidor principal. Los 
podemos observar entre las páginas 61 y 64.  
El tiempo empleado para alcanzar este segundo objetivo fue de 19 días 
entre el    21/02/2020 y el   09/03/2020. 
4.1.3. OBJETIVO ESPECÍFICO 3 
Se configuraron las herramientas y se hicieron los ajustes finales para 
alcanzar el control de software e inventario que podemos observar entre las 
páginas 72 y 80. El tiempo empleado en el logro de este objetivo fue de 20 
días entre el   02/03/2020 y el    21/03/2020. 
 
4.2.  ANALISIS COSTO/BENEFICIO 
En este acápite encontramos la inversión que se hace en el proyecto, se 
exponen los costos en personal técnico, tecnología y otros gastos menores a 
tomar en cuenta. 
 
4.2.1. COSTOS 
Como en todo proyecto los costos invertidos deben ser recuperados como 
beneficios cuantitativos o cualitativos, a continuamos se desarrollan los 
incurridos en el proyecto.  
4.2.1.1. PERSONAL TÉCNICO 
En los siguientes cuadros encontraremos lo invertido en personal 
técnico integrado por un Gestor de proyecto, Líder técnico y Operador 
de implementación. En el Cuadro   contabilizamos las horas/hombre por 

















GESTOR DE PROYECTO 4 5 4 2.5 200 
LIDER TECNICO 8 5 4 2.5 400 
OPERADOR DE IMPLEMENTACION 8 5 4 2.5 400 
 
En base a las Horas / Hombre establecidas para cada miembro del personal 
técnico, se calculó el costo total invertido en el recurso humano. 
Como observamos el costo invertido en cada uno de ellos difiere debido a las 
diferencias en el costo por hora y la cantidad de horas trabajadas. En el Cuadro   
observamos los costos parciales por persona y el costo total en personal. 
 
Tabla 18 
Costo total en Personal técnico 





GESTOR DE PROYECTOS 1 200 40 8,000.00 
LIDER TECNICO 1 400 35 14,000.00 
OPERADOR DE IMPLEMENTACION 1 400 25 10,000.00 
COSTO TOTAL: 32,000.00 
 
 
4.2.1.2. TECNOLOGÍA EMPLEADA 
La importancia de la tecnología en proyectos donde se plantean soluciones a 
problemas de índole tecnológica es primordial, de allí que su incorporación a 
este proyecto se hizo según los siguientes cálculos. En el Cuadro    se observa 
un costo 0, debido a que no fue necesario adquirir equipos debido a que se 
contaban con ellos en la instalación central de la entidad como en las sedes a 












SERVIDOR CENTRAL     0.00 
IMPRESORA MULTIPLE     0.00 
TABLETS     0.00 
COSTO TOTAL :     0.00 
 
 
Como se observa en el Cuadro    el costo en software se debe exclusivamente 











DESKTOP CENTER (LICENCIAS) 1 2400 2,400.00 
        
        
        














TECNOLOGÍA COSTO (S/.) 
HARDWARE   
SOFTWARE 2,400.00 





4.2.1.3. OTROS GASTOS 
En el Cuadro      visualizamos otros gastos menores como servicios básicos y 








4.2.1.4.  COSTOS TOTALES 
El costo total del proyecto fue de S/. 35,400.00. En el Cuadro    podemos  








         
32,000.00  
HARDWARE 
                        
-    
SOFTWARE 












4.3. RECUPERACIÓN DE LA INVERSIÓN 
El monto invertido en el proyecto equivalente a S/. 35,400.00 fue recuperado según 
el impacto del software implementado en mejoras en el proceso de trabajo a 




equipos ubicados remotamente, entre otros beneficios obtenidos después que la 














4.4. BENEFICIOS CUALITATIVOS 
 Incremento de la productividad y reducción de la carga de trabajo de los 
administradores de red. 
 Reducción del riesgo de pérdida o manipulación tendenciosa de los recursos 
compartidos desde las estaciones remotas. 
  Control de operaciones desde y hacia las estaciones desplegadas en 
diferentes lugares del país. 
 No se requiere capacitación formal para trabajar con el software, un 
conocimiento mínimo de administración de red es suficiente. 
 Reducción de las llamadas a la mesa de ayuda por estar conectados 







0 -35400 - 




3 -20,400 5,000 
4 -15,400 5,000 
5 -10,399 5,001 
6 -5,397 5,002 
7 -394 5,003 






Se logró instalar y configurar el software Desktop Central en las oficinas remotas de la 
entidad que permitió controlar el software e inventario de equipos de cómputo a nivel 
nacional, desplegando para ello agentes, configurando informes y herramientas 
propias de la solución tecnológica implementada. 
Se empleo una herramienta End Point muy liviana, portable y escalable que permite la 
integración a soluciones tecnológicas de seguridad de reconocidas marcas del 
mercado que la integran a sistemas de defensa perimetral local y remotamente. 
Se alcanzaron los logros previstos en los objetivos específicos como como la 
Instalación y configuración de las Oficinas remotas para el control de software e 
inventario, el Despliegue de los Agentes y configurar informes, y la Configuración de 
herramientas y hacer ajustes finales a la solución implementada. 
Se contribuyó a elevar los niveles de eficiencia y productividad de los usuarios de los 
equipos de cómputo debido a que el control de la seguridad de la información se ve 















GLOSARIO DE TÉRMINOS 
 
End Point (Punto final). - Son los lugares donde los atacantes ejecutan código y 
explotan vulnerabilidades, y donde hay activos para ser encriptados, exfiltrados o 
apalancados, representando de este modo puntos vulnerables para los 
ciberdelincuentes. 
Dispositivos remotos o locales. – Es todo recurso tecnológico que opera individual o 
como parte de una red de nodos computacionales que procesan o transmiten datos 
entre sí. 
Conexión remota. - Es la unión a distancia entre dos o más equipos, donde uno de 
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ANEXO 2: Oficinas Remotas Configuradas 
Nombre de la oficina remota Replication Policy 





SAN JUAN DE LURIGANCHO REPLICACION A 1MBps FS001 30Min 
MINI FIORI REPLICACION A 256KBps OICRUZDEMEDRA01 30Min 
TRUJILLO REPLICACION A 512KBps FS002 30Min 
JULIACA MATRIZ REPLICACION A 1MBps FS004 30Min 
SAN JUAN DE MIRAFLORES REPLICACION A 512KBps FS006 30Min 
HUARAZ PLAZA REPLICACION A 512KBps FS008 30Min 
AYACUCHO REPLICACION A 512KBps FS009 30Min 
CHIMBOTE MATRIZ REPLICACION A 1MBps FS011 30Min 
PUNO MATRIZ REPLICACION A 1MBps FS013 30Min 
PUENTE PIEDRA MATRIZ REPLICACION A 1MBps FS014 30Min 
CERES MATRIZ REPLICACION A 1MBps FS016 30Min 
CHULUCANAS MATRIZ REPLICACION A 1MBps FS017 30Min 
CELENDIN REPLICACION A 512KBps FS019 30Min 
CASMA REPLICACION A 512KBps FS020 30Min 
LA UNION REPLICACION A 1MBps FS025 30Min 
HUAYCAN REPLICACION A 512KBps FS028 30Min 
CHOCOPE REPLICACION A 512KBps FS040 30Min 
MORROPON REPLICACION A 512KBps FS043 30Min 
CUSCO MATRIZ REPLICACION A 1MBps FS046 30Min 
DESAGUADERO REPLICACION A 512KBps FS048 30Min 
BELLAVISTA REPLICACION A 512KBps FS057 30Min 
LAS MERCEDES REPLICACION A 512KBps FS058 30Min 
CHICLAYO MATRIZ REPLICACION A 1MBps FS060 30Min 
TACNA REPLICACION A 512KBps FS080 30Min 
HUANTA REPLICACION A 512KBps FS082 30Min 
NUEVA CAJAMARCA REPLICACION A 512KBps FS088 30Min 
PACHACUTEC BAJO REPLICACION A 256KBps FS089 30Min 
TOCACHE REPLICACION A 256KBps FS094 30Min 
JULI REPLICACION A 512KBps FS105 30Min 
CARHUAZ REPLICACION A 512KBps FS106 30Min 
HUANCAVELICA REPLICACION A 256KBps FS107 30Min 
AUCAYACU REPLICACION A 256KBps FS108 30Min 
AZANGARO REPLICACION A 512KBps FS110 30Min 
CONCEPCION REPLICACION A 512KBps FS111 30Min 
HUANCAYO REPLICACION A 512KBps FS113 30Min 




JICAMARCA REPLICACION A 512KBps FS119 30Min 
EL AGUSTINO MERCADO REPLICACION A 512KBps FS120 30Min 
CHEPEN REPLICACION A 512KBps FS124 30Min 
HUARI REPLICACION A 512KBps FS127 30Min 
VIRU REPLICACION A 512KBps FS128 30Min 
SECHURA REPLICACION A 512KBps FS129 30Min 
TUPAC AMARU DE VILLA REPLICACION A 512KBps FS130 30Min 
HUANCABAMBA REPLICACION A 512KBps FS135 30Min 
LAS LOMAS REPLICACION A 512KBps FS140 30Min 
JAEN MATRIZ REPLICACION A 1MBps FS142 30Min 
SULLANA MATRIZ REPLICACION A 1MBps FS149 30Min 
TUPAC AMARU MATRIZ REPLICACION A 1MBps FS152 30Min 
LA JOYA REPLICACION A 512KBps FS154 30Min 
TARAPOTO MATRIZ REPLICACION A 1MBps FS158 30Min 
HUANUCO MATRIZ REPLICACION A 512KBps FS162 30Min 
PACHACAMAC I ETAPA REPLICACION A 512KBps FS164 30Min 
HUANCANE REPLICACION A 512KBps FS166 30Min 
CHILCA SUR REPLICACION A 512KBps FS169 30Min 
PAUCARPATA REPLICACION A 512KBps FS172 30Min 
PACHACUTEC REPLICACION A 512KBps FS174 30Min 
INDEPENDENCIA REPLICACION A 512KBps FS175 30Min 
HUAMACHUCO REPLICACION A 1MBps FS177 30Min 
ICA MATRIZ REPLICACION A 512KBps FS178 30Min 
CHUPACA REPLICACION A 512KBps FS180 30Min 
CAJABAMBA REPLICACION A 512KBps FS182 30Min 
CARUMAS REPLICACION A 128KBps FS184 30Min 
RIMAC ALCAZAR REPLICACION A 1MBps FS189 30Min 
SAN LUIS REPLICACION A 512KBps FS190 30Min 
YUNGAY REPLICACION A 512KBps FS194 30Min 
HUARMEY REPLICACION A 512KBps FS197 30Min 
EL TAMBO CENTRO REPLICACION A 512KBps FS201 30Min 
COCACHACRA REPLICACION A 512KBps FS202 30Min 
CARAZ REPLICACION A 512KBps FS205 30Min 
SICUANI REPLICACION A 1MBps FS206 30Min 
BAMBAMARCA REPLICACION A 1MBps FS207 30Min 
ANCON REPLICACION A 512KBps FS210 30Min 
CAMANA REPLICACION A 512KBps FS211 30Min 
ALBARRACIN MUNICIPAL REPLICACION A 1MBps FS220 30Min 
ANTA REPLICACION A 512KBps FS221 30Min 




PAMPAS REPLICACION A 512KBps FS235 30Min 
AYABACA REPLICACION A 512KBps FS236 30Min 
APLAO REPLICACION A 512KBps FS237 30Min 
HUAMANGA REPLICACION A 512KBps FS238 30Min 
TABLADA DE LURIN REPLICACION A 512KBps FS239 30Min 
PUCALLPA REPLICACION A 1MBps FS241 30Min 
CUTERVO REPLICACION A 512KBps FS242 30Min 
LAYKAKOTA REPLICACION A 1MBps FS244 30Min 
SANTIAGO MATRIZ REPLICACION A 512KBps FS247 30Min 
CANCHAQUE REPLICACION A 256KBps FS251 30Min 
PAITA REPLICACION A 512KBps FS252 30Min 
ILAVE REPLICACION A 512KBps FS253 30Min 
YUNGUYO REPLICACION A 512KBps FS254 30Min 
CIUDAD NUEVA REPLICACION A 512KBps FS256 30Min 
RIO SECO REPLICACION A 1MBps FS257 30Min 
COMAS REPLICACION A 512KBps FS266 30Min 
ZARATE REPLICACION A 1MBps FS269 30Min 
VILLA MARIA DEL TRIUNFO REPLICACION A 1MBps FS270 30Min 
CERRO COLORADO REPLICACION A 512KBps FS281 30Min 
SANTA REPLICACION A 512KBps FS282 30Min 
IQUITOS MATRIZ REPLICACION A 512KBps FS283 30Min 
EL PEDREGAL MATRIZ REPLICACION A 1MBps FS284 30Min 
PRO REPLICACION A 512KBps FS296 30Min 
LAMBAYEQUE REPLICACION A 1MBps FS298 30Min 
OVALO MARIATEGUI REPLICACION A 512KBps FS299 30Min 
AREQUIPA CERCADO REPLICACION A 1MBps FS300 30Min 
ATAHUALPA REPLICACION A 1MBps FS302 30Min 
COMBAPATA REPLICACION A 512KBps FS306 30Min 
LOS ORGANOS REPLICACION A 512KBps FS317 30Min 
CERRO MOCHO REPLICACION A 512KBps FS318 30Min 
LA VICTORIA CHICLAYO REPLICACION A 1MBps FS319 30Min 
EL VALLE REPLICACION A 512KBps FS320 30Min 
PAMPAS INALAMBRICAS REPLICACION A 512KBps FS321 30Min 
TINGO MARIA REPLICACION A 512KBps FS322 30Min 
YAURI REPLICACION A 512KBps FS325 30Min 
ANDAHUAYLAS REPLICACION A 512KBps FS326 30Min 
SAN ANTONIO REPLICACION A 1MBps FS327 30Min 
LA HERMELINDA REPLICACION A 512KBps FS329 30Min 
VILLA LOS REYES REPLICACION A 512KBps FS334 30Min 




LURIN REPLICACION A 512KBps FS337 30Min 
EL MILAGRO REPLICACION A 512KBps FS343 30Min 
PAMPLONA REPLICACION A 512KBps FS344 30Min 
PISCO REPLICACION A 1MBps FS347 30Min 
MALA MATRIZ REPLICACION A 1MBps FS348 30Min 
PARCONA REPLICACION A 512KBps FS349 30Min 
SAN MIGUEL REPLICACION A 512KBps FS350 30Min 
NUEVO CHIMBOTE MATRIZ REPLICACION A 512KBps FS355 30Min 
OTUZCO REPLICACION A 512KBps FS357 30Min 
EL PORVENIR MATRIZ REPLICACION A 512KBps FS358 30Min 
VENTANILLA REPLICACION A 512KBps FS361 30Min 
TAMBO GRANDE REPLICACION A 1MBps FS363 30Min 
CAJAMARCA MATRIZ REPLICACION A 1MBps FS364 30Min 
CHOTA REPLICACION A 1MBps FS365 30Min 
MACUSANI REPLICACION A 512KBps FS367 30Min 
PEDRO VILCAPAZA REPLICACION A 512KBps FS373 30Min 
QUILLABAMBA REPLICACION A 512KBps FS380 30Min 
OLMOS REPLICACION A 512KBps FS381 30Min 
MORROPE REPLICACION A 256KBps FS384 30Min 
RAUL PORRAS REPLICACION A 1MBps FS387 30Min 
CAYMA REPLICACION A 512KBps FS399 30Min 
PICHANAQUI REPLICACION A 512KBps FS401 30Min 
CATACAOS REPLICACION A 512KBps FS402 30Min 
MOQUEGUA REPLICACION A 512KBps FS403 30Min 
MOCHUMI REPLICACION A 1MBps FS405 30Min 
CARAPONGO REPLICACION A 1MBps FS412 30Min 
OXAPAMPA REPLICACION A 128KBps FS420 30Min 
SAN JERONIMO REPLICACION A 512KBps FS421 30Min 
CONO SUR REPLICACION A 512KBps FS422 30Min 
COCHARCAS REPLICACION A 512KBps FS423 30Min 
TRES DE OCTUBRE REPLICACION A 512KBps FS425 30Min 
CAYALTI REPLICACION A 512KBps FS426 30Min 
TRES MARIAS REPLICACION A 512KBps FS427 30Min 
NUEVA ESPERANZA REPLICACION A 512KBps FS428 30Min 
PUYANGO REPLICACION A 512KBps FS429 30Min 
JUANJUI REPLICACION A 512KBps FS431 30Min 
SAN JUAN DE MIRAFLORES 
MATRIZ 
REPLICACION A 1MBps FS451 30Min 
RIMAC MATRIZ REPLICACION A 1MBps FS452 30Min 
FAUCETT REPLICACION A 512KBps FS454 30Min 




SANTA ANITA PLAZA REPLICACION A 1MBps FS457 30Min 
COMAS MATRIZ REPLICACION A 1MBps FS458 30Min 
CHORRILLOS MATRIZ REPLICACION A 1MBps FS459 30Min 
VILLA MARIA DEL TRIUNFO 
MATRIZ 
REPLICACION A 1MBps FS461 30Min 
LOS OLIVOS MATRIZ REPLICACION A 1MBps FS462 30Min 
CANTO GRANDE REPLICACION A 1MBps FS463 30Min 
VENTANILLA MATRIZ REPLICACION A 1MBps FS464 30Min 
CHOSICA REPLICACION A 1MBps FS465 30Min 
HUAYCAN MATRIZ REPLICACION A 1MBps FS466 30Min 
PUENTE PIEDRA REPLICACION A 1MBps FS467 30Min 
SAN MARTIN MATRIZ REPLICACION A 1MBps FS468 30Min 
SURQUILLO REPLICACION A 1MBps FS470 30Min 
GAMARRA REPLICACION A 1MBps FS471 30Min 
INDEPENDENCIA MATRIZ REPLICACION A 1MBps FS472 30Min 
CHINCHA REPLICACION A 512KBps FS473 30Min 
CHICLAYO CERCADO REPLICACION A 1MBps FS474 30Min 
HUANCAYO MATRIZ REPLICACION A 1MBps FS475 30Min 
CENTRO HISTORICO REPLICACION A 1MBps FS476 30Min 
PROCERES REPLICACION A 1MBps FS477 30Min 
PARDO REPLICACION A 1MBps SERVAG29 30Min 
TRUJILLO MATRIZ REPLICACION A 1MBps FS481 30Min 
LURIN MATRIZ REPLICACION A 1MBps FS482 30Min 
CARABAYLLO REPLICACION A 1MBps FS483 30Min 
CERES LOS ANGELES REPLICACION A 1MBps FS484 30Min 
CUSCO REPLICACION A 512KBps FS485 30Min 
AVELINO MATRIZ REPLICACION A 1MBps FS486 30Min 
HUARAZ REPLICACION A 512KBps FS487 30Min 
MAGDALENA REPLICACION A 512KBps FS488 30Min 
HUACHO REPLICACION A 1MBps FS490 30Min 
ICA REPLICACION A 512KBps FS494 30Min 
COVIDA REPLICACION A 1MBps FS496 30Min 
JULIACA REPLICACION A 1MBps FS498 30Min 
MOSHOQUEQUE MATRIZ REPLICACION A 1MBps FS499 30Min 
MEXICO REPLICACION A 1MBps FS501 30Min 
PUNO REPLICACION A 512KBps FS502 30Min 
PIURA MATRIZ REPLICACION A 1MBps FS503 30Min 
ANGELICA GAMARRA REPLICACION A 1MBps FS504 30Min 
PUCALLPA MATRIZ REPLICACION A 1MBps FS505 30Min 
PRO UNICACHI REPLICACION A 1MBps FS506 30Min 




IQUITOS REPLICACION A 1MBps FS508 30Min 
VALLE SHARON REPLICACION A 512KBps FS509 30Min 
JOSE GALVEZ MATRIZ REPLICACION A 1MBps FS510 30Min 
PACHACAMAC II ETAPA REPLICACION A 512KBps FS511 30Min 
SAN PEDRO REPLICACION A 512KBps FS512 30Min 
BARRANCA REPLICACION A 1MBps FS515 30Min 
TARMA REPLICACION A 512KBps FS516 30Min 
CHIMBOTE REPLICACION A 1MBps FS517 30Min 
PUERTO MALDONADO REPLICACION A 512KBps FS518 30Min 
EL PORVENIR REPLICACION A 512KBps FS519 30Min 
MARISCAL CACERES REPLICACION A 1MBps FS520 30Min 
TUMBES MATRIZ REPLICACION A 1MBps FS521 30Min 
PINTO REPLICACION A 512KBps FS522 30Min 
EL TAMBO REPLICACION A 512KBps FS523 30Min 
CUSCO SUR REPLICACION A 1MBps FS524 30Min 
JAEN REPLICACION A 1MBps FS525 30Min 
ILO MATRIZ REPLICACION A 512KBps FS526 30Min 
HUANUCO REPLICACION A 512KBps FS528 30Min 
HUARAL REPLICACION A 512KBps FS529 30Min 
SAN JUAN DE COLLIQUE REPLICACION A 1MBps FS530 30Min 
EL AGUSTINO REPLICACION A 512KBps FS531 30Min 
HUACHIPA MATRIZ REPLICACION A 1MBps FS532 30Min 
MUSA REPLICACION A 1MBps FS533 30Min 
CAYMA EJERCITO REPLICACION A 1MBps FS534 30Min 
MIRAFLORES REPLICACION A 1MBps FS535 30Min 
CASTILLA MATRIZ REPLICACION A 1MBps FS536 30Min 
CHILCA REPLICACION A 1MBps FS537 30Min 
LA MERCED MATRIZ REPLICACION A 1MBps FS538 30Min 
TUPAC AMARU REPLICACION A 1MBps FS540 30Min 
LA ESPERANZA MATRIZ REPLICACION A 1MBps FS541 30Min 
MOYOBAMBA MATRIZ REPLICACION A 512KBps FS542 30Min 
CUSCO CENTRO REPLICACION A 512KBps FS544 30Min 
EL DORADO REPLICACION A 1MBps FS545 30Min 
CIRCUNVALACION REPLICACION A 1MBps FS547 30Min 
GRAU REPLICACION A 1MBps FS552 30Min 
EL PEDREGAL REPLICACION A 512KBps FS553 30Min 
LA HERMELINDA MATRIZ REPLICACION A 512KBps FS554 30Min 
TALARA REPLICACION A 512KBps FS555 30Min 
SULLANA REPLICACION A 1MBps FS556 30Min 




CHEPEN MATRIZ REPLICACION A 512KBps FS558 30Min 
AYACUCHO MATRIZ REPLICACION A 1MBps FS560 30Min 
MAYORISTA VALLEJO REPLICACION A 1MBps FS561 30Min 
MINKA REPLICACION A 1MBps FS562 30Min 
PRIMAVERA REPLICACION A 512KBps FS571 30Min 
SANTA CLARA REPLICACION A 1MBps FS595 30Min 
SANTIAGO REPLICACION A 512KBps FS609 30Min 
MOLLENDO REPLICACION A 512KBps S610EXP04 30Min 
PIURA CENTRO REPLICACION A 1MBps FS611 30Min 
PINTO MATRIZ REPLICACION A 1MBps FS613 30Min 
HUARAZ MATRIZ REPLICACION A 1MBps FS614 30Min 
CHULUCANAS REPLICACION A 512KBps FS615 30Min 
PORONGOCHE REPLICACION A 512KBps FS617 30Min 
GAMARRA MATRIZ REPLICACION A 1MBps FS661 30Min 
CAJAMARCA REPLICACION A 512KBps FS665 30Min 
SIHUAS REPLICACION A 256KBps FS760 30Min 
ALTO TRUJILLO REPLICACION A 512KBps FS781 30Min 
NUEVO CHIMBOTE REPLICACION A 512KBps FS786 30Min 
UCHUMAYO REPLICACION A 512KBps FS799 30Min 
HUNTER REPLICACION A 512KBps FS800 30Min 
ISRAEL REPLICACION A 512KBps FS801 30Min 
BAGUA GRANDE REPLICACION A 512KBps FS803 30Min 
PACHACAMAC PUEBLO REPLICACION A 512KBps FS804 30Min 
PIURA GRAU REPLICACION A 512KBps FS809 30Min 
LA ESPERANZA CAPRICORNIO REPLICACION A 512KBps FS810 30Min 
SANTIAGO DE CHUCO REPLICACION A 256KBps FS811 30Min 
CANTO REY REPLICACION A 512KBps FS812 30Min 
ALTO SELVA ALEGRE REPLICACION A 256KBps FS813 30Min 
OVALO ZAPALLAL REPLICACION A 1MBps FS814 30Min 
YURA REPLICACION A 256KBps FS815 30Min 
CHACHAPOYAS REPLICACION A 512KBps FS820 30Min 
SURCO BOLICHERA REPLICACION A 512KBps FS828 30Min 
TANTAMAYO REPLICACION A 512KBps FS836 30Min 
CANTA CALLAO REPLICACION A 512KBps FS838 30Min 
CERCADO MATRIZ REPLICACION A 1MBps FS839 30Min 
SANTO TOMAS REPLICACION A 256KBps FS841 30Min 
BAYOVAR REPLICACION A 512KBps FS845 30Min 
SANTA LUZMILA REPLICACION A 512KBps FS850 30Min 
JAUJA REPLICACION A 512KBps FS854 30Min 




VILLA RICA REPLICACION A 512KBps FS873 30Min 
PANGOA REPLICACION A 256KBps FS880 30Min 
PANAO REPLICACION A 256KBps FS881 30Min 
PEDRO RUIZ GALLO REPLICACION A 256KBps FS882 30Min 
SAN IGNACIO REPLICACION A 256KBps FS883 30Min 
AG URUBAMBA REPLICACION A 256KBps FS884 30Min 
LA MATANZA REPLICACION A 256KBps OI-LA-MATANZA 30Min 
OI ILLIMO REPLICACION A 256KBps OI-ILLIMO01 30Min 
PIMENTEL REPLICACION A 512KBps S37EXP03 30Min 
JESUS MARIA SEDE HUB REPLICACION A 1MBps FSHUB 30Min 
CHORRILLOS LA CAMPINIA REPLICACION A 512KBps FS024 30Min 
CERRO COLORADO 2 REPLICACION A 512KBps FS114 30Min 
MANIAZO REPLICACION A 128KBps FS340 30Min 
SAENZ PENIA REPLICACION A 512KBps FS469 30Min 
CANIETE REPLICACION A 512KBps FS489 30Min 
FERRENIAFE REPLICACION A 512KBps FS816 30Min 
URCOS REPLICACION A 512KBps OI_URCOS 30Min 
PATAPO REPLICACION A 512KBps OI_PATAPO 30Min 
CHIQUIAN REPLICACION A 256KBps OI_CHIQUIAN 30Min 
CRUZ DE MEDANO REPLICACION A 256KBps OI_CRUZDEMEDANO 30Min 
MOTUPE REPLICACION A 512KBps OI_MOTUPE 30Min 
OI BAMBAMARCA REPLICACION A 512KBps OI_BAMBAMARCA01 30Min 
OI CELENDIN REPLICACION A 256KBps OI_CELENDIN 30Min 
OYOTUN REPLICACION A 128KBps OI_OYOTUN 30Min 
PAIMAS REPLICACION A 128KBps OI_PAIMAS01 30Min 
POMACANCHI REPLICACION A 256KBps OI_POMACANCHI 30Min 
POMALCA REPLICACION A 512KBps OI_POMALCA01 30Min 
PUEBLO NUEVO REPLICACION A 128KBps OI_PUEBLONUEVO 30Min 
RECUAY REPLICACION A 256KBps OI_RECUAY 30Min 
SAN GENARO REPLICACION A 512KBps OI_SANGENARO 30Min 
SAN MARCOS REPLICACION A 128KBps OI_SANMARCOS01 30Min 
SANTA CRUZ REPLICACION A 256KBps CRUZ 30Min 
ZORRITOS REPLICACION A 256KBps OI_ZORRITOS 30Min 








ANEXO 3: Ámbito de la IP 
Nombre de la oficina remota Dirección IP de subred Mascara de subred 
ABANCAY 10.254.118.0 255.255.255.0 
AG URUBAMBA 172.18.224.0 255.255.255.0 
ALBARRACIN MUNICIPAL 10.254.81.0 255.255.255.0 
ALTO SELVA ALEGRE 172.18.183.0 255.255.255.0 
ALTO TRUJILLO 172.18.179.0 255.255.255.0 
ANCON 10.254.133.0 255.255.255.0 
ANDAHUAYLAS 10.254.162.0 255.255.255.0 
ANGELICA GAMARRA 172.18.54.0 255.255.255.0 
ANTA 10.254.165.0 255.255.255.0 
APLAO 10.254.184.0 255.255.255.0 
AREQUIPA CERCADO 10.254.141.0 255.255.255.0 
ATAHUALPA 10.254.139.0 255.255.255.0 
AUCAYACU 172.18.20.0 255.255.255.0 
AVELINO MATRIZ 172.18.36.0 255.255.255.0 
AYABACA 10.254.112.0 255.255.255.0 
AYACUCHO 10.254.120.0 255.255.255.0 
AYACUCHO MATRIZ 172.18.111.0 255.255.255.0 
AZANGARO 172.18.41.0 255.255.255.0 
BAGUA CHICA 172.18.47.0 255.255.255.0 
BAGUA GRANDE 172.18.186.0 255.255.255.0 
BAMBAMARCA 10.254.57.0 255.255.255.0 
BARRANCA 172.18.65.0 255.255.255.0 
BAYOVAR 172.18.211.0 255.255.255.0 
BELLAVISTA 10.254.43.0 255.255.255.0 
CAJABAMBA 10.254.92.0 255.255.255.0 
CAJAMARCA 172.18.173.0 255.255.255.0 
CAJAMARCA MATRIZ 10.254.8.0 255.255.255.0 
CAMANA 10.254.117.0 255.255.255.0 
CANCHAQUE 172.18.200.0 255.255.255.0 
CANIETE 172.18.39.0 255.255.255.0 
CANTA CALLAO 172.18.213.0 255.255.255.0 
CANTO GRANDE 172.18.13.0 255.255.255.0 
CANTO REY 172.18.191.0 255.255.255.0 
CARABAYLLO 172.18.33.0 255.255.255.0 
CARABAYLLO PROGRESO 10.254.153.0 255.255.255.0 
CARAPONGO 172.18.184.0 255.255.255.0 
CARAZ 10.254.22.0 255.255.255.0 
CARHUAZ 10.254.58.0 255.255.255.0 
CARUMAS 172.18.198.0 255.255.255.0 
CASMA 10.254.64.0 255.255.255.0 




CATACAOS 10.254.176.0 255.255.255.0 
CAYALTI 10.254.189.0 255.255.255.0 
CAYMA 10.254.179.0 255.255.255.0 
CAYMA EJERCITO 172.18.84.0 255.255.255.0 
CELENDIN 10.254.174.0 255.255.255.0 
CENTRO HISTORICO 172.18.26.0 255.255.255.0 
CERCADO MATRIZ 172.18.10.0 255.255.255.0 
CERES LOS ANGELES 172.18.34.0 255.255.255.0 
CERES MATRIZ 10.254.42.0 255.255.255.0 
CERRO COLORADO 10.254.37.0 255.255.255.0 
CERRO COLORADO 2 172.18.42.0 255.255.255.0 
CERRO MOCHO 10.254.125.0 255.255.255.0 
CHACHAPOYAS 172.18.194.0 255.255.255.0 
CHEPEN 10.254.65.0 255.255.255.0 
CHEPEN MATRIZ 172.18.109.0 255.255.255.0 
CHICLAYO CERCADO 172.18.24.0 255.255.255.0 
CHICLAYO MATRIZ 10.254.45.0 255.255.255.0 
CHILCA 172.18.87.0 255.255.255.0 
CHILCA SUR 10.254.63.0 255.255.255.0 
CHIMBOTE 172.18.67.0 255.255.255.0 
CHIMBOTE MATRIZ 10.254.9.0 255.255.255.0 
CHINCHA 172.18.23.0 255.255.255.0 
CHIQUIAN 172.18.208.0 255.255.255.0 
CHOCOPE 10.254.35.0 255.255.255.0 
CHORRILLOS LA CAMPINIA 10.254.26.0 255.255.255.0 
CHORRILLOS MATRIZ 172.18.9.0 255.255.255.0 
CHOSICA 172.18.15.0 255.255.255.0 
CHOTA 10.254.113.0 255.255.255.0 
CHULUCANAS 172.18.166.0 255.255.255.0 
CHULUCANAS MATRIZ 10.254.18.0 255.255.255.0 
CHUPACA 10.254.142.0 255.255.255.0 
CIRCUNVALACION 172.18.98.0 255.255.255.0 
CIUDAD NUEVA 10.254.132.0 255.255.255.0 
COCACHACRA 10.254.102.0 255.255.255.0 
COCHARCAS 10.254.187.0 255.255.255.0 
COMAS 10.254.24.0 255.255.255.0 
COMAS MATRIZ 172.18.8.0 255.255.255.0 
COMBAPATA 172.18.180.0 255.255.255.0 
CONCEPCION 172.18.43.0 255.255.255.0 
CONO SUR 10.254.188.0 255.255.255.0 
COVIDA 172.18.46.0 255.255.255.0 
CRUZ DE MEDANO 172.18.30.0 255.255.255.0 
CUSCO 172.18.35.0 255.255.255.0 




CUSCO MATRIZ 10.254.36.0 255.255.255.0 
CUSCO SUR 172.18.74.0 255.255.255.0 
CUTERVO 10.254.127.0 255.255.255.0 
DESAGUADERO 10.254.41.0 255.255.255.0 
EL AGUSTINO 172.18.81.0 255.255.255.0 
EL AGUSTINO MERCADO 10.254.62.0 255.255.255.0 
EL DORADO 172.18.96.0 255.255.255.0 
EL MILAGRO 10.254.197.0 255.255.255.0 
EL PEDREGAL 172.18.104.0 255.255.255.0 
EL PEDREGAL MATRIZ 10.254.31.0 255.255.255.0 
EL PORVENIR 172.18.69.0 255.255.255.0 
EL PORVENIR MATRIZ 10.254.53.0 255.255.255.0 
EL TAMBO 172.18.73.0 255.255.255.0 
EL TAMBO CENTRO 10.254.115.0 255.255.255.0 
EL VALLE 10.254.149.0 255.255.255.0 
FAUCETT 172.18.4.0 255.255.255.0 
FERRENIAFE 172.18.193.0 255.255.255.0 
GAMARRA 172.18.21.0 255.255.255.0 
GAMARRA MATRIZ 172.18.222.0 255.255.255.0 
GRAU 172.18.103.0 255.255.255.0 
HUACHIPA MATRIZ 172.18.82.0 255.255.255.0 
HUACHO 172.18.40.0 255.255.255.0 
HUAMACHUCO 10.254.173.0 255.255.255.0 
HUAMANGA 10.254.17.0 255.255.255.0 
HUANCABAMBA 10.254.116.0 255.255.255.0 
HUANCANE 10.254.77.0 255.255.255.0 
HUANCAVELICA 172.18.232.0 255.255.255.0 
HUANCAYO 10.254.60.0 255.255.255.0 
HUANCAYO MATRIZ 172.18.25.0 255.255.255.0 
HUANDOY 172.18.57.0 255.255.255.0 
HUANTA 10.254.50.0 255.255.255.0 
HUANUCO 172.18.78.0 255.255.255.0 
HUANUCO MATRIZ 10.254.86.0 255.255.255.0 
HUARAL 172.18.79.0 255.255.255.0 
HUARAZ 172.18.37.0 255.255.255.0 
HUARAZ MATRIZ 172.18.165.0 255.255.255.0 
HUARAZ PLAZA 10.254.16.0 255.255.255.0 
HUARI 10.254.108.0 255.255.255.0 
HUARMEY 10.254.80.0 255.255.255.0 
HUAYCAN 10.254.54.0 255.255.255.0 
HUAYCAN MATRIZ 172.18.16.0 255.255.255.0 
HUNTER 172.18.176.0 255.255.255.0 
ICA 172.18.44.0 255.255.255.0 




ILAVE 10.254.75.0 255.255.255.0 
ILO MATRIZ 172.18.76.0 255.255.255.0 
INDEPENDENCIA 10.254.90.0 255.255.255.0 
INDEPENDENCIA MATRIZ 172.18.22.0 255.255.255.0 
IQUITOS 172.18.58.0 255.255.255.0 
IQUITOS MATRIZ 10.254.136.0 255.255.255.0 
ISRAEL 172.18.177.0 255.255.255.0 
JAEN 172.18.75.0 255.255.255.0 
JAEN MATRIZ 10.254.84.0 255.255.255.0 
JAUJA 172.18.217.0 255.255.255.0 
JESUS MARIA SEDE HUB 172.18.169.0 255.255.255.0 
JICAMARCA 10.254.73.0 255.255.255.0 
JOSE GALVEZ MATRIZ 172.18.60.0 255.255.255.0 
JUANJUI 10.254.88.0 255.255.255.0 
JULI 10.254.56.0 255.255.255.0 
JULIACA 172.18.48.0 255.255.255.0 
JULIACA MATRIZ 10.254.10.0 255.255.255.0 
LA ESPERANZA CAPRICORNIO 172.18.188.0 255.255.255.0 
LA ESPERANZA MATRIZ 172.18.92.0 255.255.255.0 
LA HERMELINDA 10.254.152.0 255.255.255.0 
LA HERMELINDA MATRIZ 172.18.105.0 255.255.255.0 
LA JOYA 10.254.107.0 255.255.255.0 
LA MATANZA 172.18.207.0 255.255.255.0 
LA MERCED MATRIZ 172.18.88.0 255.255.255.0 
LA UNION 10.254.27.0 255.255.255.0 
LA UNION DE HUANUCO 172.18.219.0 255.255.255.0 
LA VICTORIA CHICLAYO 10.254.148.0 255.255.255.0 
LAMBAYEQUE 10.254.137.0 255.255.255.0 
LAS LOMAS 10.254.21.0 255.255.255.0 
LAS MERCEDES 10.254.44.0 255.255.255.0 
LAYKAKOTA 10.254.11.0 255.255.255.0 
LOS OLIVOS MATRIZ 172.18.12.0 255.255.255.0 
LOS ORGANOS 10.254.124.0 255.255.255.0 
LURIN 10.254.19.0 255.255.255.0 
LURIN MATRIZ 172.18.32.0 255.255.255.0 
MACUSANI 172.18.216.0 255.255.255.0 
MAGDALENA 172.18.38.0 255.255.255.0 
MALA MATRIZ 10.254.161.0 255.255.255.0 
MANIAZO 172.18.215.0 255.255.255.0 
MARISCAL CACERES 172.18.70.0 255.255.255.0 
MAYORISTA VALLEJO 172.18.112.0 255.255.255.0 
MEXICO 172.18.51.0 255.255.255.0 
MINI FIORI 172.18.28.0 255.255.255.0 




MIRAFLORES 172.18.85.0 255.255.255.0 
MOCHUMI 10.254.196.0 255.255.255.0 
MOLLENDO 172.18.161.0 255.255.255.0 
MOQUEGUA 10.254.181.0 255.255.255.0 
MORROPE 172.18.178.0 255.255.255.0 
MORROPON 10.254.39.0 255.255.255.0 
MOSHOQUEQUE MATRIZ 172.18.49.0 255.255.255.0 
MOTUPE 10.254.109.0 255.255.255.0 
MOYOBAMBA MATRIZ 172.18.93.0 255.255.255.0 
MUSA 172.18.83.0 255.255.255.0 
NUEVA CAJAMARCA 172.18.230.0 255.255.255.0 
NUEVA ESPERANZA 10.254.190.0 255.255.255.0 
NUEVO CHIMBOTE 10.254.198.0 255.255.255.0 
NUEVO CHIMBOTE MATRIZ 10.254.34.0 255.255.255.0 
OI BAMBAMARCA 172.18.227.0 255.255.255.0 
OI CELENDIN 172.18.228.0 255.255.255.0 
OI ILLIMO 172.18.229.0 255.255.255.0 
OLMOS 10.254.110.0 255.255.255.0 
OTUZCO 10.254.156.0 255.255.255.0 
OVALO MARIATEGUI 10.254.140.0 255.255.255.0 
OVALO ZAPALLAL 172.18.192.0 255.255.255.0 
OXAPAMPA 172.18.174.0 255.255.255.0 
OYOTUN 172.18.205.0 255.255.255.0 
PACHACAMAC I ETAPA 10.254.67.0 255.255.255.0 
PACHACAMAC II ETAPA 172.18.61.0 255.255.255.0 
PACHACAMAC PUEBLO 172.18.175.0 255.255.255.0 
PACHACUTEC 10.254.157.0 255.255.255.0 
PACHACUTEC BAJO 172.18.231.0 255.255.255.0 
PAIMAS 172.18.199.0 255.255.255.0 
PAITA 10.254.134.0 255.255.255.0 
PAMPAS 10.254.119.0 255.255.255.0 
PAMPAS INALAMBRICAS 10.254.169.0 255.255.255.0 
PAMPLONA 10.254.158.0 255.255.255.0 
PANAO 172.18.221.0 255.255.255.0 
PANGOA 172.18.223.0 255.255.255.0 
PARCONA 10.254.164.0 255.255.255.0 
PARDO 172.18.29.0 255.255.255.0 
PATAPO 10.254.186.0 255.255.255.0 
PAUCARPATA 10.254.87.0 255.255.255.0 
PEDRO RUIZ GALLO 172.18.225.0 255.255.255.0 
PEDRO VILCAPAZA 10.254.163.0 255.255.255.0 
PICHANAQUI 172.18.181.0 255.255.255.0 
PIMENTEL 10.254.106.0 255.255.255.0 




PINTO MATRIZ 172.18.164.0 255.255.255.0 
PISCO 10.254.159.0 255.255.255.0 
PIURA CENTRO 172.18.162.0 255.255.255.0 
PIURA GRAU 172.18.187.0 255.255.255.0 
PIURA MATRIZ 172.18.53.0 255.255.255.0 
POMACANCHI 172.18.3.0 255.255.255.0 
POMALCA 10.254.111.0 255.255.255.0 
PORONGOCHE 172.18.168.0 255.255.255.0 
PRIMAVERA 172.18.122.0 255.255.255.0 
PRO 10.254.138.0 255.255.255.0 
PRO UNICACHI 172.18.56.0 255.255.255.0 
PROCERES 172.18.27.0 255.255.255.0 
PUCALLPA 10.254.145.0 255.255.255.0 
PUCALLPA MATRIZ 172.18.55.0 255.255.255.0 
PUEBLO NUEVO 172.18.206.0 255.255.255.0 
PUENTE PIEDRA 172.18.17.0 255.255.255.0 
PUENTE PIEDRA MATRIZ 10.254.14.0 255.255.255.0 
PUERTO MALDONADO 172.18.68.0 255.255.255.0 
PUNO 172.18.52.0 255.255.255.0 
PUNO MATRIZ 10.254.126.0 255.255.255.0 
PUYANGO 10.254.195.0 255.255.255.0 
QUILLABAMBA 10.254.166.0 255.255.255.0 
RAUL PORRAS 10.254.170.0 255.255.255.0 
RECUAY 10.254.122.0 255.255.255.0 
RIMAC ALCAZAR 10.254.100.0 255.255.255.0 
RIMAC MATRIZ 172.18.2.0 255.255.255.0 
RIO SECO 10.254.131.0 255.255.255.0 
SAENZ PENIA 172.18.19.0 255.255.255.0 
SAN ANTONIO 172.18.185.0 255.255.255.0 
SAN GENARO 10.254.91.0 255.255.255.0 
SAN IGNACIO 172.18.226.0 255.255.255.0 
SAN JACINTO 172.18.210.0 255.255.255.0 
SAN JERONIMO 10.254.183.0 255.255.255.0 
SAN JUAN DE COLLIQUE 172.18.80.0 255.255.255.0 
SAN JUAN DE LURIGANCHO 10.254.2.0 255.255.255.0 
SAN JUAN DE MIRAFLORES 10.254.4.0 255.255.255.0 
SAN JUAN DE MIRAFLORES MATRIZ 172.18.1.0 255.255.255.0 
SAN LUIS 10.254.99.0 255.255.255.0 
SAN MARCOS 172.18.203.0 255.255.255.0 
SAN MARTIN MATRIZ 172.18.18.0 255.255.255.0 
SAN MIGUEL 172.18.201.0 255.255.255.0 
SAN PEDRO 172.18.62.0 255.255.255.0 
SANTA 10.254.135.0 255.255.255.0 




SANTA CLARA 172.18.146.0 255.255.255.0 
SANTA CRUZ 172.18.204.0 255.255.255.0 
SANTA LUZMILA 172.18.218.0 255.255.255.0 
SANTIAGO 172.18.160.0 255.255.255.0 
SANTIAGO DE CHUCO 172.18.190.0 255.255.255.0 
SANTIAGO MATRIZ 10.254.129.0 255.255.255.0 
SANTO TOMAS 172.18.212.0 255.255.255.0 
SATIPO 172.18.108.0 255.255.255.0 
SECHURA 10.254.78.0 255.255.255.0 
SICUANI 10.254.38.0 255.255.255.0 
SIHUAS 172.18.197.0 255.255.255.0 
SULLANA 172.18.107.0 255.255.255.0 
SULLANA MATRIZ 10.254.151.0 255.255.255.0 
SURCO BOLICHERA 172.18.196.0 255.255.255.0 
SURQUILLO 172.19.3.0 255.255.255.0 
TABLADA DE LURIN 10.254.146.0 255.255.255.0 
TACNA 10.254.52.0 255.255.255.0 
TALARA 172.18.106.0 255.255.255.0 
TAMBO GRANDE 10.254.47.0 255.255.255.0 
TANTAMAYO 172.18.209.0 255.255.255.0 
TARAPOTO MATRIZ 10.254.79.0 255.255.255.0 
TARMA 172.18.66.0 255.255.255.0 
TINGO MARIA 10.254.160.0 255.255.255.0 
TOCACHE 172.18.6.0 255.255.255.0 
TRES DE OCTUBRE 10.254.191.0 255.255.255.0 
TRES MARIAS 10.254.194.0 255.255.255.0 
TRUJILLO 10.254.40.0 255.255.255.0 
TRUJILLO MATRIZ 172.18.31.0 255.255.255.0 
TUMBES MATRIZ 172.18.71.0 255.255.255.0 
TUPAC AMARU 172.18.90.0 255.255.255.0 
TUPAC AMARU DE VILLA 10.254.72.0 255.255.255.0 
TUPAC AMARU MATRIZ 10.254.55.0 255.255.255.0 
UCHUMAYO 10.254.199.0 255.255.255.0 
URCOS 10.254.167.0 255.255.255.0 
VALLE SHARON 172.18.59.0 255.255.255.0 
VENTANILLA 10.254.49.0 255.255.255.0 
VENTANILLA MATRIZ 172.18.14.0 255.255.255.0 
VILLA EL SALVADOR MATRIZ 172.18.5.0 255.255.255.0 
VILLA LOS REYES 10.254.154.0 255.255.255.0 
VILLA MARIA DEL TRIUNFO 10.254.29.0 255.255.255.0 
VILLA MARIA DEL TRIUNFO MATRIZ 172.18.11.0 255.255.255.0 
VILLA RICA 172.18.220.0 255.255.255.0 
VIRU 10.254.144.0 255.255.255.0 




YUNGAY 10.254.101.0 255.255.255.0 
YUNGUYO 10.254.25.0 255.255.255.0 
YURA 172.18.182.0 255.255.255.0 
ZARATE 10.254.130.0 255.255.255.0 


























ANEXO 4: Servidores Distribuidos 
REMOTE_OFFICE_NAME DS_NAME DS_IP DS_DNS_NAME DS_PORT DS_HTTPS_PORT REPLICATION_POLICY_NAME PROTOCOL 
JULIACA MATRIZ FS004 10.254.10.11 FS004.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SAN JUAN DE MIRAFLORES FS006 10.254.4.11 FS006.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUARAZ PLAZA FS008 10.254.16.11 FS008.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
AYACUCHO FS009 10.254.120.11 FS009.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHIMBOTE MATRIZ FS011 10.254.9.11 FS011.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
JESUS MARIA (SEDE HUB) FSHUB 172.18.169.11 FSHUB.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PUNO MATRIZ FS013 10.254.126.11 FS013.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PUENTE PIEDRA MATRIZ FS014 10.254.14.11 FS014.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CERES MATRIZ FS016 10.254.42.11 FS016.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CHULUCANAS MATRIZ FS017 10.254.18.11 FS017.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CELENDIN FS019 10.254.174.11 FS019.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CASMA FS020 10.254.64.11 FS020.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHORRILLOS LA CAMPIÑA FS024 10.254.26.11 FS024.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LA UNION FS025 10.254.27.11 FS025.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUAYCAN FS028 10.254.54.11 FS028.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHOCOPE FS040 10.254.35.11 FS040.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MORROPON FS043 10.254.39.11 FS043.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CUSCO MATRIZ FS046 10.254.36.11 FS046.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
DESAGUADERO FS048 10.254.41.11 FS048.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
BELLAVISTA FS057 10.254.43.11 FS057.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LAS MERCEDES FS058 10.254.44.11 FS058.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHICLAYO MATRIZ FS060 10.254.45.11 FS060.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
TACNA FS080 10.254.52.11 FS080.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUANTA FS082 10.254.50.11 FS082.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 




NUEVA CAJAMARCA FS088 172.18.230.11 FS088.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PACHACUTEC BAJO FS089 172.18.231.11 FS089.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
TOCACHE FS094 172.18.6.11 FS094.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
JULI FS105 10.254.56.11 FS105.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CARHUAZ FS106 10.254.58.11 FS106.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUANCAVELICA FS107 172.18.232.11 FS107.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
AUCAYACU FS108 172.18.20.11 FS108.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
AZANGARO FS110 172.18.41.11 FS110.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CONCEPCION FS111 172.18.43.11 FS111.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUANCAYO FS113 10.254.60.11 FS113.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CERRO COLORADO #2 FS114 172.18.42.11 FS114.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
BAGUA CHICA FS116 172.18.47.11 FS116.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
JICAMARCA FS119 10.254.73.11 FS119.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL AGUSTINO MERCADO FS120 10.254.62.11 FS120.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHEPEN FS124 10.254.65.11 FS124.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUARI FS127 10.254.108.11 FS127.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
VIRU FS128 10.254.144.11 FS128.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SECHURA FS129 10.254.78.11 FS129.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TUPAC AMARU DE VILLA FS130 10.254.72.11 FS130.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUANCABAMBA FS135 10.254.116.11 FS135.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LAS LOMAS FS140 10.254.21.11 FS140.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
JAEN MATRIZ FS142 10.254.84.11 FS142.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SULLANA MATRIZ FS149 10.254.151.11 FS149.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
TUPAC AMARU MATRIZ FS152 10.254.55.11 FS152.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
LA JOYA FS154 10.254.107.11 FS154.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TARAPOTO MATRIZ FS158 10.254.79.11 FS158.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUANUCO MATRIZ FS162 10.254.86.11 FS162.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 




HUANCANE FS166 10.254.77.11 FS166.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHILCA SUR FS169 10.254.63.11 FS169.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PAUCARPATA FS172 10.254.87.11 FS172.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PACHACUTEC FS174 10.254.157.11 FS174.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
INDEPENDENCIA FS175 10.254.90.11 FS175.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUAMACHUCO FS177 10.254.173.11 FS177.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ICA MATRIZ FS178 10.254.97.11 FS178.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHUPACA FS180 10.254.142.11 FS180.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CAJABAMBA FS182 10.254.92.11 FS182.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CARUMAS FS184 172.18.198.11 FS184.domibco.com.pe 8021 8384 REPLICACION A 128KBps https 
RIMAC ALCAZAR FS189 10.254.100.11 FS189.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SAN LUIS FS190 10.254.99.11 FS190.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
YUNGAY FS194 10.254.101.11 FS194.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUARMEY FS197 10.254.80.11 FS197.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL TAMBO CENTRO FS201 10.254.115.11 FS201.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
COCACHACRA FS202 10.254.102.11 FS202.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CARAZ FS205 10.254.22.11 FS205.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SICUANI FS206 10.254.38.11 FS206.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
BAMBAMARCA FS207 10.254.57.11 FS207.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ANCON FS210 10.254.133.11 FS210.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CAMANA FS211 10.254.117.11 FS211.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ALBARRACIN MUNICIPAL FS220 10.254.81.11 FS220.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ANTA FS221 10.254.165.11 FS221.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ABANCAY FS222 10.254.118.11 FS222.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PAMPAS FS235 10.254.119.11 FS235.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
AYABACA FS236 10.254.112.11 FS236.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
APLAO FS237 10.254.184.11 FS237.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 




TABLADA DE LURIN FS239 10.254.146.11 FS239.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PUCALLPA FS241 10.254.145.11 FS241.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CUTERVO FS242 10.254.127.11 FS242.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LAYKAKOTA FS244 10.254.11.11 FS244.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SANTIAGO MATRIZ FS247 10.254.129.11 FS247.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CANCHAQUE FS251 172.18.200.11 FS251.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
PAITA FS252 10.254.134.11 FS252.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ILAVE FS253 10.254.75.11 FS253.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
YUNGUYO FS254 10.254.25.11 FS254.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CIUDAD NUEVA FS256 10.254.132.11 FS256.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
RIO SECO FS257 10.254.131.11 FS257.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
COMAS FS266 10.254.24.11 FS266.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ZARATE FS269 10.254.130.11 FS269.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
VILLA MARIA DEL TRIUNFO FS270 10.254.29.11 FS270.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CERRO COLORADO FS281 10.254.37.11 FS281.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SANTA FS282 10.254.135.11 FS282.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
IQUITOS MATRIZ FS283 10.254.136.11 FS283.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL PEDREGAL MATRIZ FS284 10.254.31.11 FS284.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PRO FS296 10.254.138.11 FS296.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LAMBAYEQUE FS298 10.254.137.11 FS298.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
OVALO MARIATEGUI FS299 10.254.140.11 FS299.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
AREQUIPA CERCADO FS300 10.254.141.11 FS300.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ATAHUALPA FS302 10.254.139.11 FS302.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
COMBAPATA FS306 172.18.180.11 FS306.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LOS ORGANOS FS317 10.254.124.11 FS317.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CERRO MOCHO FS318 10.254.125.11 FS318.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LA VICTORIA CHICLAYO FS319 10.254.148.11 FS319.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 




PAMPAS INALAMBRICAS FS321 10.254.169.11 FS321.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TINGO MARIA FS322 10.254.160.11 FS322.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
YAURI FS325 10.254.155.11 FS325.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ANDAHUAYLAS FS326 10.254.162.11 FS326.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SAN ANTONIO FS327 172.18.185.11 FS327.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
LA HERMELINDA FS329 10.254.152.11 FS329.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
VILLA LOS REYES FS334 10.254.154.11 FS334.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CARABAYLLO PROGRESO FS336 10.254.153.11 FS336.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LURIN FS337 10.254.19.11 FS337.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MAÑAZO FS340 172.18.215.11 FS340.domibco.com.pe 8021 8384 REPLICACION A 128KBps https 
EL MILAGRO FS343 10.254.197.11 FS343.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PAMPLONA FS344 10.254.158.11 FS344.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PISCO FS347 10.254.159.11 FS347.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MALA MATRIZ FS348 10.254.161.11 FS348.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PARCONA FS349 10.254.164.11 FS349.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SAN MIGUEL FS350 172.18.201.11 FS350.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
NUEVO CHIMBOTE MATRIZ FS355 10.254.34.11 FS355.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
OTUZCO FS357 10.254.156.11 FS357.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL PORVENIR MATRIZ FS358 10.254.53.11 FS358.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
VENTANILLA FS361 10.254.49.11 FS361.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TAMBO GRANDE FS363 10.254.47.11 FS363.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CAJAMARCA MATRIZ FS364 10.254.8.11 FS364.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CHOTA FS365 10.254.113.11 FS365.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MACUSANI FS367 172.18.216.11 FS367.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PEDRO VILCAPAZA FS373 10.254.163.11 FS373.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
QUILLABAMBA FS380 10.254.166.11 FS380.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
OLMOS FS381 10.254.110.11 FS381.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 




RAUL PORRAS FS387 10.254.170.11 FS387.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CAYMA FS399 10.254.179.11 FS399.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PICHANAQUI FS401 172.18.181.11 FS401.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CATACAOS FS402 10.254.176.11 FS402.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MOQUEGUA FS403 10.254.181.11 FS403.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MOCHUMI FS405 10.254.196.11 FS405.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CARAPONGO FS412 172.18.184.11 FS412.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
OXAPAMPA FS420 172.18.174.11 FS420.domibco.com.pe 8021 8384 REPLICACION A 128KBps https 
SAN JERONIMO FS421 10.254.183.11 FS421.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CONO SUR FS422 10.254.188.11 FS422.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
COCHARCAS FS423 10.254.187.11 FS423.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TRES DE OCTUBRE FS425 10.254.191.11 FS425.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CAYALTI FS426 10.254.189.11 FS426.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TRES MARIAS FS427 10.254.194.11 FS427.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
NUEVA ESPERANZA FS428 10.254.190.11 FS428.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PUYANGO FS429 10.254.195.11 FS429.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
JUANJUI FS431 10.254.88.11 FS431.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SAN JUAN DE MIRAFLORES MATRIZ FS451 172.18.1.11 FS451.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
RIMAC MATRIZ FS452 172.18.2.11 FS452.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
FAUCETT FS454 172.18.4.11 FS454.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
VILLA EL SALVADOR MATRIZ FS455 172.18.5.11 FS455.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SANTA ANITA PLAZA FS457 172.18.7.11 FS457.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
COMAS MATRIZ FS458 172.18.8.11 FS458.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CHORRILLOS MATRIZ FS459 172.18.9.11 FS459.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
VILLA MARIA DEL TRIUNFO MATRIZ FS461 172.18.11.11 FS461.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
LOS OLIVOS MATRIZ FS462 172.18.12.11 FS462.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CANTO GRANDE FS463 172.18.13.11 FS463.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 




CHOSICA FS465 172.18.15.11 FS465.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUAYCAN MATRIZ FS466 172.18.16.11 FS466.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PUENTE PIEDRA FS467 172.18.17.11 FS467.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SAN MARTIN MATRIZ FS468 172.18.18.11 FS468.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SAENZ PEÑA FS469 172.18.19.11 FS469.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SURQUILLO FS470 172.19.243.15 FS470.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
GAMARRA FS471 172.18.21.11 FS471.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
INDEPENDENCIA MATRIZ FS472 172.18.22.11 FS472.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CHINCHA FS473 172.18.23.11 FS473.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHICLAYO CERCADO FS474 172.18.24.11 FS474.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUANCAYO MATRIZ FS475 172.18.25.11 FS475.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CENTRO HISTORICO FS476 172.18.26.11 FS476.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PROCERES FS477 172.18.27.11 FS477.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PARDO SERVAG29 172.18.29.10 SERVAG29.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
TRUJILLO MATRIZ FS481 172.18.31.11 FS481.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
LURIN MATRIZ FS482 172.18.32.11 FS482.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CARABAYLLO FS483 172.18.33.11 FS483.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CERES LOS ANGELES FS484 172.18.34.11 FS484.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CUSCO FS485 172.18.35.11 FS485.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
AVELINO MATRIZ FS486 172.18.36.11 FS486.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUARAZ FS487 172.18.37.11 FS487.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MAGDALENA FS488 172.18.38.11 FS488.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CAÑETE FS489 172.18.39.11 FS489.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUACHO FS490 172.18.40.11 FS490.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ICA FS494 172.18.44.11 FS494.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
COVIDA FS496 172.18.46.11 FS496.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
JULIACA FS498 172.18.48.11 FS498.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 




MEXICO FS501 172.18.51.11 FS501.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PUNO FS502 172.18.52.11 FS502.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PIURA MATRIZ FS503 172.18.53.11 FS503.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ANGELICA GAMARRA FS504 172.18.54.11 FS504.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PUCALLPA MATRIZ FS505 172.18.55.11 FS505.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PRO UNICACHI FS506 172.18.56.11 FS506.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUANDOY FS507 172.18.57.11 FS507.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
IQUITOS FS508 172.18.58.11 FS508.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
VALLE SHARON FS509 172.18.59.11 FS509.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
JOSE GALVEZ MATRIZ FS510 172.18.60.11 FS510.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PACHACAMAC II ETAPA FS511 172.18.61.11 FS511.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SAN PEDRO FS512 172.18.62.11 FS512.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
BARRANCA FS515 172.18.65.11 FS515.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
TARMA FS516 172.18.66.11 FS516.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHIMBOTE FS517 172.18.67.11 FS517.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PUERTO MALDONADO FS518 172.18.68.11 FS518.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL PORVENIR FS519 172.18.69.11 FS519.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MARISCAL CACERES FS520 172.18.70.11 FS520.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
TUMBES MATRIZ FS521 172.18.71.11 FS521.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PINTO FS522 172.18.72.11 FS522.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL TAMBO FS523 172.18.73.11 FS523.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CUSCO SUR FS524 172.18.74.11 FS524.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
JAEN FS525 172.18.75.11 FS525.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
ILO MATRIZ FS526 172.18.76.11 FS526.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUANUCO FS528 172.18.78.11 FS528.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUARAL FS529 172.18.79.11 FS529.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SAN JUAN DE COLLIQUE FS530 172.18.80.11 FS530.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 




HUACHIPA MATRIZ FS532 172.18.82.11 FS532.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MUSA FS533 172.18.83.11 FS533.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CAYMA EJERCITO FS534 172.18.84.11 FS534.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MIRAFLORES FS535 172.18.85.11 FS535.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CASTILLA MATRIZ FS536 172.18.86.11 FS536.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CHILCA FS537 172.18.87.11 FS537.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
LA MERCED MATRIZ FS538 172.18.88.11 FS538.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
TUPAC AMARU FS540 172.18.90.11 FS540.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
LA ESPERANZA MATRIZ FS541 172.18.92.11 FS541.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MOYOBAMBA MATRIZ FS542 172.18.93.11 FS542.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CUSCO CENTRO FS544 172.18.95.11 FS544.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
EL DORADO FS545 172.18.96.11 FS545.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CIRCUNVALACION FS547 172.18.98.11 FS547.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
GRAU FS552 172.18.103.11 FS552.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
EL PEDREGAL FS553 172.18.104.11 FS553.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LA HERMELINDA MATRIZ FS554 172.18.105.11 FS554.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TALARA FS555 172.18.106.11 FS555.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SULLANA FS556 172.18.107.11 FS556.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SATIPO FS557 172.18.108.11 FS557.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHEPEN MATRIZ FS558 172.18.109.11 FS558.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
AYACUCHO MATRIZ FS560 172.18.111.11 FS560.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MAYORISTA VALLEJO FS561 172.18.112.11 FS561.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
MINKA FS562 172.18.113.11 FS562.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
PRIMAVERA FS571 172.18.122.11 FS571.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SANTA CLARA FS595 172.18.146.11 FS595.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
SANTIAGO FS609 172.18.160.11 FS609.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
MOLLENDO S610EXP04 172.18.161.190 S610EXP04.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 




PINTO MATRIZ FS613 172.18.164.11 FS613.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
HUARAZ MATRIZ FS614 172.18.165.11 FS614.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CHULUCANAS FS615 172.18.166.11 FS615.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PORONGOCHE FS617 172.18.168.11 FS617.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
GAMARRA MATRIZ FS661 172.18.222.11 FS661.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
CAJAMARCA FS665 172.18.173.11 FS665.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SIHUAS FS760 172.18.197.11 FS760.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
ALTO TRUJILLO FS781 172.18.179.11 FS781.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
NUEVO CHIMBOTE FS786 10.254.198.11 FS786.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
UCHUMAYO FS799 10.254.199.11 FS799.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
HUNTER FS800 172.18.176.11 FS800.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ISRAEL FS801 172.18.177.11 FS801.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
BAGUA GRANDE FS803 172.18.186.11 FS803.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PACHACAMAC PUEBLO FS804 172.18.175.11 FS804.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PIURA GRAU FS809 172.18.187.11 FS809.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LA ESPERANZA CAPRICORNIO FS810 172.18.188.11 FS810.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SANTIAGO DE CHUCO FS811 172.18.190.11 FS811.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
CANTO REY FS812 172.18.191.11 FS812.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
ALTO SELVA ALEGRE FS813 172.18.183.11 FS813.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
OVALO ZAPALLAL FS814 172.18.192.11 FS814.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 
YURA FS815 172.18.182.11 FS815.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
FERREÑAFE FS816 172.18.193.11 FS816.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHACHAPOYAS FS820 172.18.194.11 FS820.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SURCO BOLICHERA FS828 172.18.196.11 FS828.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
TANTAMAYO FS836 172.18.209.11 FS836.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CANTA CALLAO FS838 172.18.213.11 FS838.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CERCADO MATRIZ FS839 172.18.10.11 FS839.domibco.com.pe 8021 8384 REPLICACION A 1MBps https 




BAYOVAR FS845 172.18.211.11 FS845.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SANTA LUZMILA FS850 172.18.218.11 FS850.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
JAUJA FS854 172.18.217.11 FS854.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
LA UNION DE HUANUCO FS864 172.18.219.11 FS864.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
VILLA RICA FS873 172.18.220.11 FS873.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PANGOA FS880 172.18.223.11 FS880.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
PANAO FS881 172.18.221.11 FS881.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
PEDRO RUIZ GALLO FS882 172.18.225.11 FS882.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
SAN IGNACIO FS883 172.18.226.11 FS883.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
AG URUBAMBA FS884 172.18.224.11 FS884.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
PATAPO OI_PATAPO 10.254.186.90 OI_PATAPO.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
CHIQUIAN OI_CHIQUIAN 172.18.208.90 OI_CHIQUIAN.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
CRUZ DE MEDANO OI_CRUZDEMEDANO 172.18.30.90 OI_CRUZDEMEDANO.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
LA MATANZA OI-LA-MATANZA 172.18.207.90 OI-LA-MATANZA.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
MOTUPE OI_MOTUPE 10.254.109.90 OI_MOTUPE.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
OI BAMBAMARCA OI_BAMBAMARCA01 172.18.227.90 OI_BAMBAMARCA01.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
OI CELENDIN OI_CELENDIN 172.18.228.90 OI_CELENDIN.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
OI ILLIMO OI-ILLIMO01 172.18.229.114 OI-ILLIMO01.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
OYOTUN OI_OYOTUN 172.18.205.90 OI_OYOTUN.domibco.com.pe 8021 8384 REPLICACION A 128KBps https 
PAIMAS OI_PAIMAS01 172.18.199.179 OI_PAIMAS01.domibco.com.pe 8021 8384 REPLICACION A 128KBps https 
PIMENTEL S37EXP03 10.254.106.90 S37EXP03.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
POMACANCHI OI_POMACANCHI 172.18.3.103 OI_POMACANCHI.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
POMALCA OI_POMALCA01 10.254.111.90 OI_POMALCA01.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
PUEBLO NUEVO OI_PUEBLONUEVO 172.18.206.90 OI_PUEBLONUEVO.domibco.com.pe 8021 8384 REPLICACION A 128KBps https 
RECUAY OI_RECUAY 10.254.122.90 OI_RECUAY.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 
SAN GENARO OI_SANGENARO 10.254.175.90 OI_SANGENARO.domibco.com.pe 8021 8384 REPLICACION A 512KBps https 
SAN JACINTO OI_SAN_JACINTO 172.18.210.90 OI_SAN_JACINTO.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 




SANTA CRUZ OI_SANTACRUZ 172.18.204.90 OI_SANTACRUZ.domibco.com.pe 8021 8384 REPLICACION A 256KBps https 



















ANEXO 5: Instalación de Agentes 
Nro. Nombre de la oficina remota *Nombre de equipo de DS 
1 SAN JUAN DE LURIGANCHO FS001 
2 MINI FIORI OICRUZDEMEDRA01 
3 TRUJILLO FS002 
4 JULIACA MATRIZ FS004 
5 SAN JUAN DE MIRAFLORES FS006 
6 HUARAZ PLAZA FS008 
7 AYACUCHO FS009 
8 CHIMBOTE MATRIZ FS011 
9 PUNO MATRIZ FS013 
10 PUENTE PIEDRA MATRIZ FS014 
11 CERES MATRIZ FS016 
12 CHULUCANAS MATRIZ FS017 
13 CELENDIN FS019 
14 CASMA FS020 
15 LA UNION FS025 
16 HUAYCAN FS028 
17 CHOCOPE FS040 
18 MORROPON FS043 
19 CUSCO MATRIZ FS046 
20 DESAGUADERO FS048 
21 BELLAVISTA FS057 
22 LAS MERCEDES FS058 
23 CHICLAYO MATRIZ FS060 
24 TACNA FS080 
25 HUANTA FS082 
26 NUEVA CAJAMARCA FS088 
27 PACHACUTEC BAJO FS089 
28 TOCACHE FS094 
29 JULI FS105 
30 CARHUAZ FS106 
31 HUANCAVELICA FS107 
32 AUCAYACU FS108 
33 AZANGARO FS110 
34 CONCEPCION FS111 
35 HUANCAYO FS113 
36 BAGUA CHICA FS116 
37 JICAMARCA FS119 
38 EL AGUSTINO MERCADO FS120 
39 CHEPEN FS124 
40 HUARI FS127 




42 SECHURA FS129 
43 TUPAC AMARU DE VILLA FS130 
44 HUANCABAMBA FS135 
45 LAS LOMAS FS140 
46 JAEN MATRIZ FS142 
47 SULLANA MATRIZ FS149 
48 TUPAC AMARU MATRIZ FS152 
49 LA JOYA FS154 
50 TARAPOTO MATRIZ FS158 
51 HUANUCO MATRIZ FS162 
52 PACHACAMAC I ETAPA FS164 
53 HUANCANE FS166 
54 CHILCA SUR FS169 
55 PAUCARPATA FS172 
56 PACHACUTEC FS174 
57 INDEPENDENCIA FS175 
58 HUAMACHUCO FS177 
59 ICA MATRIZ FS178 
60 CHUPACA FS180 
61 CAJABAMBA FS182 
62 CARUMAS FS184 
63 RIMAC ALCAZAR FS189 
64 SAN LUIS FS190 
65 YUNGAY FS194 
66 HUARMEY FS197 
67 EL TAMBO CENTRO FS201 
68 COCACHACRA FS202 
69 CARAZ FS205 
70 SICUANI FS206 
71 BAMBAMARCA FS207 
72 ANCON FS210 
73 CAMANA FS211 
74 ALBARRACIN MUNICIPAL FS220 
75 ANTA FS221 
76 ABANCAY FS222 
77 PAMPAS FS235 
78 AYABACA FS236 
79 APLAO FS237 
80 HUAMANGA FS238 
81 TABLADA DE LURIN FS239 
82 PUCALLPA FS241 
83 CUTERVO FS242 
84 LAYKAKOTA FS244 




86 CANCHAQUE FS251 
87 PAITA FS252 
88 ILAVE FS253 
89 YUNGUYO FS254 
90 CIUDAD NUEVA FS256 
91 RIO SECO FS257 
92 COMAS FS266 
93 ZARATE FS269 
94 VILLA MARIA DEL TRIUNFO FS270 
95 CERRO COLORADO FS281 
96 SANTA FS282 
97 IQUITOS MATRIZ FS283 
98 EL PEDREGAL MATRIZ FS284 
99 PRO FS296 
100 LAMBAYEQUE FS298 
101 OVALO MARIATEGUI FS299 
102 AREQUIPA CERCADO FS300 
103 ATAHUALPA FS302 
104 COMBAPATA FS306 
105 LOS ORGANOS FS317 
106 CERRO MOCHO FS318 
107 LA VICTORIA CHICLAYO FS319 
108 EL VALLE FS320 
109 PAMPAS INALAMBRICAS FS321 
110 TINGO MARIA FS322 
111 YAURI FS325 
112 ANDAHUAYLAS FS326 
113 SAN ANTONIO FS327 
114 LA HERMELINDA FS329 
115 VILLA LOS REYES FS334 
116 CARABAYLLO PROGRESO FS336 
117 LURIN FS337 
118 EL MILAGRO FS343 
119 PAMPLONA FS344 
120 PISCO FS347 
121 MALA MATRIZ FS348 
122 PARCONA FS349 
123 SAN MIGUEL FS350 
124 NUEVO CHIMBOTE MATRIZ FS355 
125 OTUZCO FS357 
126 EL PORVENIR MATRIZ FS358 
127 VENTANILLA FS361 
128 TAMBO GRANDE FS363 




130 CHOTA FS365 
131 MACUSANI FS367 
132 PEDRO VILCAPAZA FS373 
133 QUILLABAMBA FS380 
134 OLMOS FS381 
135 MORROPE FS384 
136 RAUL PORRAS FS387 
137 CAYMA FS399 
138 PICHANAQUI FS401 
139 CATACAOS FS402 
140 MOQUEGUA FS403 
141 MOCHUMI FS405 
142 CARAPONGO FS412 
143 OXAPAMPA FS420 
144 SAN JERONIMO FS421 
145 CONO SUR FS422 
146 COCHARCAS FS423 
147 TRES DE OCTUBRE FS425 
148 CAYALTI FS426 
149 TRES MARIAS FS427 
150 NUEVA ESPERANZA FS428 
151 PUYANGO FS429 
152 JUANJUI FS431 
153 SAN JUAN DE MIRAFLORES MATRIZ FS451 
154 RIMAC MATRIZ FS452 
155 FAUCETT FS454 
156 VILLA EL SALVADOR MATRIZ FS455 
157 SANTA ANITA PLAZA FS457 
158 COMAS MATRIZ FS458 
159 CHORRILLOS MATRIZ FS459 
160 VILLA MARIA DEL TRIUNFO MATRIZ FS461 
161 LOS OLIVOS MATRIZ FS462 
162 CANTO GRANDE FS463 
163 VENTANILLA MATRIZ FS464 
164 CHOSICA FS465 
165 HUAYCAN MATRIZ FS466 
166 PUENTE PIEDRA FS467 
167 SAN MARTIN MATRIZ FS468 
168 SURQUILLO FS470 
169 GAMARRA FS471 
170 INDEPENDENCIA MATRIZ FS472 
171 CHINCHA FS473 
172 CHICLAYO CERCADO FS474 




174 CENTRO HISTORICO FS476 
175 PROCERES FS477 
176 PARDO SERVAG29 
177 TRUJILLO MATRIZ FS481 
178 LURIN MATRIZ FS482 
179 CARABAYLLO FS483 
180 CERES LOS ANGELES FS484 
181 CUSCO FS485 
182 AVELINO MATRIZ FS486 
183 HUARAZ FS487 
184 MAGDALENA FS488 
185 HUACHO FS490 
186 ICA FS494 
187 COVIDA FS496 
188 JULIACA FS498 
189 MOSHOQUEQUE MATRIZ FS499 
190 MEXICO FS501 
191 PUNO FS502 
192 PIURA MATRIZ FS503 
193 ANGELICA GAMARRA FS504 
194 PUCALLPA MATRIZ FS505 
195 PRO UNICACHI FS506 
196 HUANDOY FS507 
197 IQUITOS FS508 
198 VALLE SHARON FS509 
199 JOSE GALVEZ MATRIZ FS510 
200 PACHACAMAC II ETAPA FS511 
201 SAN PEDRO FS512 
202 BARRANCA FS515 
203 TARMA FS516 
204 CHIMBOTE FS517 
205 PUERTO MALDONADO FS518 
206 EL PORVENIR FS519 
207 MARISCAL CACERES FS520 
208 TUMBES MATRIZ FS521 
209 PINTO FS522 
210 EL TAMBO FS523 
211 CUSCO SUR FS524 
212 JAEN FS525 
213 ILO MATRIZ FS526 
214 HUANUCO FS528 
215 HUARAL FS529 
216 SAN JUAN DE COLLIQUE FS530 




218 HUACHIPA MATRIZ FS532 
219 MUSA FS533 
220 CAYMA EJERCITO FS534 
221 MIRAFLORES FS535 
222 CASTILLA MATRIZ FS536 
223 CHILCA FS537 
224 LA MERCED MATRIZ FS538 
225 TUPAC AMARU FS540 
226 LA ESPERANZA MATRIZ FS541 
227 MOYOBAMBA MATRIZ FS542 
228 CUSCO CENTRO FS544 
229 EL DORADO FS545 
230 CIRCUNVALACION FS547 
231 GRAU FS552 
232 EL PEDREGAL FS553 
233 LA HERMELINDA MATRIZ FS554 
234 TALARA FS555 
235 SULLANA FS556 
236 SATIPO FS557 
237 CHEPEN MATRIZ FS558 
238 AYACUCHO MATRIZ FS560 
239 MAYORISTA VALLEJO FS561 
240 MINKA FS562 
241 PRIMAVERA FS571 
242 SANTA CLARA FS595 
243 SANTIAGO FS609 
244 MOLLENDO S610EXP04 
245 PIURA CENTRO FS611 
246 PINTO MATRIZ FS613 
247 HUARAZ MATRIZ FS614 
248 CHULUCANAS FS615 
249 PORONGOCHE FS617 
250 GAMARRA MATRIZ FS661 
251 CAJAMARCA FS665 
252 SIHUAS FS760 
253 ALTO TRUJILLO FS781 
254 NUEVO CHIMBOTE FS786 
255 UCHUMAYO FS799 
256 HUNTER FS800 
257 ISRAEL FS801 
258 BAGUA GRANDE FS803 
259 PACHACAMAC PUEBLO FS804 
260 PIURA GRAU FS809 




262 SANTIAGO DE CHUCO FS811 
263 CANTO REY FS812 
264 ALTO SELVA ALEGRE FS813 
265 OVALO ZAPALLAL FS814 
266 YURA FS815 
267 CHACHAPOYAS FS820 
268 SURCO BOLICHERA FS828 
269 TANTAMAYO FS836 
270 CANTA CALLAO FS838 
271 CERCADO MATRIZ FS839 
272 SANTO TOMAS FS841 
273 BAYOVAR FS845 
274 SANTA LUZMILA FS850 
275 JAUJA FS854 
276 LA UNION DE HUANUCO FS864 
277 VILLA RICA FS873 
278 PANGOA FS880 
279 PANAO FS881 
280 PEDRO RUIZ GALLO FS882 
281 SAN IGNACIO FS883 
282 AG URUBAMBA FS884 
283 LA MATANZA OI-LA-MATANZA 
284 OI ILLIMO OI-ILLIMO01 
285 PIMENTEL S37EXP03 
286 JESUS MARIA SEDE HUB FSHUB 
287 CHORRILLOS LA CAMPINIA FS024 
288 CERRO COLORADO 2 FS114 
289 MANIAZO FS340 
290 SAENZ PENIA FS469 
291 CANIETE FS489 
292 FERRENIAFE FS816 
293 URCOS OI_URCOS 
294 PATAPO OI_PATAPO 
295 CHIQUIAN OI_CHIQUIAN 
296 CRUZ DE MEDANO OI_CRUZDEMEDANO 
297 MOTUPE OI_MOTUPE 
298 OI BAMBAMARCA OI_BAMBAMARCA01 
299 OI CELENDIN OI_CELENDIN 
300 OYOTUN OI_OYOTUN 
301 PAIMAS OI_PAIMAS01 
302 POMACANCHI OI_POMACANCHI 
303 POMALCA OI_POMALCA01 
304 PUEBLO NUEVO OI_PUEBLONUEVO 




306 SAN GENARO OI_SANGENARO 
307 SAN MARCOS OI_SANMARCOS01 
308 SANTA CRUZ CRUZ 
309 ZORRITOS OI_ZORRITOS 




























ANEXO 6: Acta de Conformidad 
 
