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1 Introduzione  
La ricerca e lo sviluppo di sistemi di monitoraggio, sistemi indossabili in-
telligenti e applicazioni in grado di abilitare servizi personalizzabili, in 
particolare in ambito sanitario, si sono sviluppati sempre più negli ultimi anni a 
livello internazionale. La principale motivazione delle applicazioni in ambito 
sanitario è la necessità di rispondere positivamente alla sfida finalizzata a ridur-
re i costi della spesa sanitaria mantenendo al tempo stesso un elevato livello 
della qualità dei servizi; questi ultimi devono essere resi facilmente accessibili 
ovunque con costi di gestione base sempre più bassi e con qualità del servizio 
sempre migliore, garantendo comunque sia l’accesso a tutti, sia il libero merca-
to, e quindi senza  mai  privilegiare un costruttore piuttosto che un altro; in 
questa ottica assumono  sempre maggiore importanza i programmi di preven-
zione cura e benessere personalizzati e assume sempre maggiore importanza il 
ruolo della tecnologia nella definizione delle politiche di settore [1]. 
Attualmente il sistema sanitario è sotto pressione dovendo rispondere a sfi-
de che nascono da problematiche demografiche e socio-economiche. La 
popolazione sta invecchiando; la percentuale di persone con un’età superiore ai 
65 anni crescerà dall’attuale 17 % al 25 % nel 2030 e la lunghezza di vita me-
dia è stimata crescere, raggiungendo nel 2030 81,4 anni rispetto i 75 odierni 
[2]. Nel tempo stesso si ha anche un aumento del numero di persone con malat-
tie croniche e con qualche menomazione (vista, udito, problemi di destrezza, 
declino cognitivo). Proprio le malattie croniche rappresentano la più grande 
causa di morte precoce e disabilità; in particolare le malattie cardiovascolari 
sono la principale causa di morte in Europa e nei paesi industrializzati. I costi 
del servizio sanitario stanno aumentando da una media mondiale del 9 % del 
PIL nel 2005 all’ 11 % atteso nel 2015. La maggior parte degli stati europei 
spende tra il 30 e il 40 % di tutti i costi sanitari per la popolazione anziana e cu-
re a lungo termine. A tutte queste problematiche si aggiunge una barriera 
presente tra strutture mediche e medici specialistici che impedisce un efficiente 
scambio di informazioni. 
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Per risolvere queste problematiche, in molti stati il sistema sanitario è sog-
getto a riforme [3]; la vera sfida è fornire e controllare i servizi sanitari 
aumentandone l’efficienza e l’efficacia. Gli obiettivi sono controllare i costi ri-
ducendo i test e gli esami non necessari fornendo accesso a tutte le 
informazioni rilevanti del paziente promuovendo una integrazione nella raccol-
ta dei dati su diagnosi e trattamenti. L’approccio comune per aumentare la 
qualità dei servizi sanitari consiste nel tentativo di fornire il servizio sempre e 
ovunque e nello spostare la mentalità da “come curare il paziente” a “come te-
nere le persone sane prevenendo malattie”. Quindi, come già accennato, il 
focus si è spostato verso la prevenzione piuttosto che sulla cura, verso dimis-
sioni più veloci e ricoveri più economici favorendo la riabilitazione a casa del 
paziente. 
L’Information and Communication Technology (ICT) gioca un ruolo fon-
damentale in questo cambiamento. Nello specifico contribuisce a ridurre le 
distanze tra medico e paziente con servizi di telemonitoraggio; quest’ultimo è 
basato sull’integrazione di assistenza sanitaria, telecomunicazioni e tecnologie 
dell’informazione. Il telemonitoraggio abilita l’osservazione continua ed in 
tempo reale dello stato di salute di un paziente e offre l’opportunità di racco-
gliere e analizzare un elevato numero di dati riguardanti il paziente e la sua 
storia clinica. Inoltre l’ICT fornisce allo staff medico la possibilità di aumenta-
re la propria produttività rompendo la barriera della distanza con il paziente 
fornendo un supporto indispensabile in caso di emergenze (telesoccorso), au-
mentando la tempestività alle esigenze diagnostiche (telediagnosi) e 
terapeutiche (teleassistenza); permette di monitorare con continuità un paziente 
piuttosto che effettuare unicamente controlli in ambulatorio in seguito ad epi-
sodi acuti e permette di archiviare una collezione di dati sulla storia clinica del 
paziente. Tutto questo enfatizza il ruolo centrale del paziente; per questo in let-
teratura si parla di “person centric health system”. 
Diverse soluzioni di telemonitoraggio sono presenti sul mercato, ognuna 
delle quali soddisfa particolari requisiti (riguardanti sicurezza, privacy, usabili-
tà, robustezza, ..) ed è progettata ad hoc per realizzare determinate funzionalità. 
Analisi dello stato dell’arte dimostrano come tali sistemi siano efficienti nella 
riduzione dei costi della spesa sanitaria [4]. Nonostante ciò, una grande barriera 
ostacola ancora il percorso verso l’innovazione radicale nei sistemi sanitari fi-
nalizzata a ridurre ulteriormente i costi sanitari: la mancanza di interoperabilità 
nella rappresentazione della “conoscenza” sanitaria (“interoperability at infor-
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mation level”)  [5]. Portare l’interoperabilità nel servizio sanitario è una grande 
sfida che richiede innovazioni non solo nella tecnologia utilizzata nel sistema 
sanitario ma più in generale  nel controllo e nello stile di lavoro [6]. 
Scopo di questa tesi è proporre al sistema sanitario un approccio 
all’interoperabilità basato sull’impiego di tecnologie semantiche e su un mo-
dello di condivisione dei dati concepito nell’ambito di un programma di ricerca 
finanziata europeo, e quindi di dimostrarne l’utilizzo in un caso specifico anco-
ra non compiutamente esplorato, in cui vengono monitorate per essere esse in 
relazione informazioni originate da due ambiti diversi quello sanitario e quello 
ambientale: verranno dunque discusse l’architettura, il modello di rappresenta-
zione dei dati e i principi ispiratori di  una piattaforma interoperabile applicata 
al caso specifico del monitoraggio concorrente di parametri fisiologici ed am-
bientali. In letteratura sono infatti riconosciuti gli effetti negativi sul 
comportamento e sullo stato fisico di persone causati da fattori climatici quali 
caldo e umidità [7].  In questa sede viene fatta l’ipotesi che per poter compren-
dere e interpretare al meglio questi fenomeni, la conoscenza dei dati fisiologici 
e del contesto nel quale si trova il soggetto possa essere un fattore innovativo e 
utile per lo studio di correlazioni tra i parametri monitorati. Attualmente infatti 
gli studi di questi fenomeni, come l’onda di calore, richiedono molto tempo per 
essere investigati; spesso è molto difficile raccogliere dati e non sono conside-
rati molti fattori come lo stato generale di salute del paziente e modifiche ai 
suoi dati fisiologici durante il fenomeno. Questa tesi offre una risposta a questa 
ipotesi investigativa. Recentemente sono stati sviluppati sistemi di monitorag-
gio portabili in grado di acquisire parametri fisiologici; alla luce di queste 
ricerche il nostro studio si basa sulla realizzazione di un sistema in grado di ag-
giungere anche informazioni sul contesto (attività svolta dall’utente, luogo in 
cui si trova, informazioni sull’ambiente). Saranno mostrati due approcci. Il 
primo approccio è un approccio di tipo classico: è stato sviluppato un sistema 
“chiuso” in grado di soddisfare le funzionalità richieste. 
Il secondo approccio discusso ampiamente nella tesi è basato su un am-
biente intelligente creato a partire da una piattaforma per l’interoperabilità 
(Interoperability Platform) sviluppata nell’ambito di un progetto europeo della 
JU ARTEMIS denominato SOFIA a cui  l’autore ha partecipato.  
Parte del lavoro descritto in questa tesi è stato pubblicato in [80] [81] 
[82][83][84][85][86][87][88]. 
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2 La telemedicina: motivazioni e stato 
dell’arte 
2.1 Cenni storici 
 
In letteratura i primi riferimenti alla telemedicina risalgono agli anni set-
tanta [8] ma in realtà la telemedicina ha preso piede velocemente solo dagli 
anni novanta cioè solo quando i sevizi di comunicazione dati sono stati resi di-
sponibili in larga scala sulle linee telefoniche [9]. In [10] è presentato il 
concetto di telemedicina ed è illustrata la storia della telemedicina mettendo in 
evidenza differenti applicazioni realizzate. L'Unione europea, nel 1990, ha 
concordato una definizione per la telemedicina stabilendo che essa comprende: 
“Il controllo, il monitoraggio e la gestione dei pazienti, nonché la loro educa-
zione e quella del personale, attraverso l'uso di sistemi che consentano un 
tempestivo accesso alla consulenza di esperti e alle informazioni del paziente, 
indipendentemente da dove risiedano”. 
L’OMS (Organizzazione Mondiale della Sanità) adotta nel 1997 la seguen-
te definizione: “la telemedicina è l’erogazione di servizi sanitari, quando la 
distanza è un fattore critico, per cui è necessario usare, da parte degli opera-
tori, le tecnologie dell’informazione e delle telecomunicazioni al fine di 
scambiare informazioni utili alla diagnosi, al trattamento ed alla prevenzione 
delle malattie e per garantire un’informazione continua agli erogatori di pre-
stazioni sanitarie e supportare la ricerca e la valutazione della cura”. E' 
implicito in tale definizione il concetto per cui, quando si parla di telemedicina 
essa non deve essere confinata al singolo aspetto disciplinare introdotto, bensì a 
quell'insieme di applicazioni pratiche che oggi sono già in fase di implementa-
zione.  
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Da allora un ampio numero di sistemi è stato realizzato con lo scopo prin-
cipale di ridurre il tempo che il personale medico deve spendere per il paziente 
garantendo al contempo un alto livello di qualità. Inizialmente i sistemi di te-
lemedicina erano dedicati a specifiche applicazioni quali tele-cardiologia, tele-
radiologia, tele-dialisi,.. Con l’avvento di nuove piattaforme, rese possibili dal-
la presenza di Internet, incluse piattaforme mobili e con lo sviluppo di Location 
Based Service, la collezione di dati acquisiti da differenti sensori (indossabili, 
stazionari, posizionati in casa piuttosto che in altri ambienti) è diventata una 
realtà. Lo sviluppo si nuovi sensori e attuatori hanno aperto al strada a nuovi 
scenari in campo sanitario e nuove opportunità per i servizi di healthcare at-
tualmente investigate in progetti di ricerca.  
Il progetto OLDES Older people’s e-services at home [11] è un progetto 
europeo finalizzato a sviluppare e progettare una soluzione tecnologica per for-
nire tele-assistenza e tele-compagnia a persone anziane; il sistema sviluppato 
porta a casa dell’anziano una serie di strumenti medici per la raccolta di dati 
fisiologici (diversi in base al profilo dell’utente) e servizi per favorire la parte-
cipazione ad attività sociali e per fornire un accesso diretto di comunicazione 
verso altri utenti, personale medico e assistenti sociali. Un progetto simile è 
AILISA [12], un’iniziativa francese che promuove una piattaforma sperimenta-
le per valutare tecnologie di monitoraggio per persone anziane nelle loro case. 
Sempre per il monitoraggio di persone anziane è finalizzato il progetto Ubi-
Sense [13] che invece esplora un nuovo approccio di monitoraggio basato 
sull’osservazione dell’attività del paziente. Tutti questi progetti traggono van-
taggio dai progressi dell’ICT; questi sistemi come molti altri presenti sul 
mercato consentono di fornire assistenza a distanza e collezionare dati in modo 
automatico ma non forniscono un flusso di decisioni automatiche. 
Questa funzionalità è invece fornita in quelle che sono le più moderne so-
luzioni di telemedicina ovvero le “Health Smart Homes”; questi sistemi 
nascono con l’obiettivo di facilitare la vita degli anziani o disabili nelle loro ca-
se. Per Smart Home si intende un’abitazione che incorpora una rete di 
comunicazione che è in grado di connettere apparecchi elettronici e  servizi e 
permette di controllarli e monitorali da remoto [14]. In particolare le Health 
Smart Homes dovrebbero garantire una vita autonoma a quelle persone che al-
trimenti sarebbero collocate in istituti [15]. Queste soluzioni sono nate dalle 
ricerche nel campo degli ambienti intelligenti e cercano di adattare la tecnolo-
gia ai bisogni dell’utente basandosi su tre concetti principali: ubiquitous 
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computing, ubiquitous communication e intelligent user interface. I risultati e 
le principali ricerche in tale ambito possono essere trovate in [16], [17], [18] 
[19], [20], [21], [22].  
Una caratteristica comune e limitante di tutte le soluzioni sopra menzionate 
è che ogni implementazione è basata su propri protocolli proprietari, piattafor-
me, store di informazioni e modelli di rappresentazione dei dati. 
L’informazione prodotta da un sistema rimane all’interno del sistema stesso; la 
conseguenza ovvia è una frammentazione lungo il ciclo di assistenza sanitaria. 
Questa frammentazione è non solo causa di un aumento generale dei costi ma 
anche una barriera per quanto riguarda l’innovazione di servizi sanitari. 
Se i dati sullo stato di salute e dati ambientali raccolti da sistemi di monito-
raggio ambientale fossero interoperabili, sarebbe possibile combinarli e 
generare una nuova conoscenza in modo tale da poter realizzare applicazioni 
innovative a beneficio di differenti istituzioni e utenti. 
 
2.2 L’interoperabilità 
I sistemi interoperabili hanno un ruolo centrale in questa tesi. Qui saranno 
descritti i concetti di contesto, sistema interoperabile, ontologia e Smart Space. 
2.2.1 Contesto 
Un punto chiave di tutti i sistemi intelligenti è l’informazione sul contesto 
e come l’informazione è raccolta, scambiata e resa disponibile. Prima di illu-
strare la definizione di contesto nelle tecnologie dell’informazione, è utile 
partire dall’utilizzo del contesto nell’interazione umana. In accordo con Wino-
grad [23] che presenta il concetto di contesto nel linguaggio, usiamo 
continuamente il contesto nella conversazione di tutti i giorni. Considerando la 
frase “Per favore sposta quello”,  la frase ha un significato ma letteralmente 
viene chiesto di spostare “quello”; senza conoscere a cosa si riferisce la con-
versazione, un osservatore non è in grado di capire cosa deve essere spostato. 
Conoscendo che i due interlocutori stanno parlando di un tavolo la frase assu-
me il significato di “Per favore sposta il tavolo”. 
Il contesto in ambito delle tecnologie dell’informazione è presente da di-
versi anni variando dal log-in di un utente in un’applicazione al menu offerto 
dal right-click del mouse (menu contestuale). Molti autori hanno cercato di de-
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finire il contesto negli anni alcuni dei quali hanno incluso dettagli per specifi-
che applicazioni. Una delle prime definizioni è la definizione del contesto di 
Schilit [24] che definisce il contesto come “dove sei, con chi sei e quali sono le 
risorse nelle tue vicinanze”. 
Successivamente Chen e Kotz [25] hanno proposto la loro definizione: il 
contesto è un insieme di stati e configurazioni ambientali che insieme determi-
nano il comportamento dell’applicazione o nei quali si verifica un evento che è 
interessante per l’utente. 
Una più generale definizione appartiene a Dey e Abowd [26]. Il contesto è 
qualsiasi informazione che può essere usata per caratterizzare un’entità. 
Un’entità è una persona, un luogo o un oggetto che è considerato rilevante per 
l’interazione tra utente e applicazione, incluso l’utente e l’applicazione stessa. 
Questa definizione di contesto è ampiamente accettata nel campo e sarà la  
definizione guida per questa tesi. In questa definizione di contesto è presente 
un tema ricorrente; la disponibilità di informazioni extra riguardanti lo stato 
dell’utente quali per esempio la sua posizione, l’identità, l’attività, il tempo,.. 
Per avere queste informazioni disponibili all’interno di un sistema, un utente 
deve essere equipaggiato con un certo numero di sensori per minimizzare 
l’intervento dell’utente stesso. I sensori giocano un ruolo fondamentale nella 
conoscenza del contesto, come affermato da Dey e Abowd.  In questa tesi con-
sideriamo un sensore come un elemento in grado di effettuare con ripetibilità 
misure di qualche fenomeno fisico e rappresentare il dato in un formato digitale 
per poi essere elaborato da un elaboratore. Sensori possono essere posizionati 
ovunque nell’ambiente; possono essere sensori personali (propri del dispositivo 
dell’utente) o sparsi nell’ambiente. Ovviamente raccogliere dati da un sensore 
non è sufficiente per avere una ricostruzione della conoscenza del contesto; per 
produrre informazioni contestuali di più alto livello (per esempio risalire 
all’attività dell’utente) è necessario combinare i dati raccolti da più sensori con 
tecniche di sensor fusion e algoritmi di machine learning. 
Il contesto è utilizzato in differenti sistemi; alcuni di essi utilizzano le in-
formazioni contestuali per cambiare il proprio comportamento mentre altre si 
limitano a visualizzare il contesto corrente. In letteratura esistono diverse defi-
nizioni di context-awareness e revisioni possono essere trovate in [27] e in 
[28]. Dey e Abowd propongono la seguante definizione: un sistema è context-
aware se utilizza il contesto per fornire informazioni rilevanti e/o servizi 
all’utente, dove la rilevanza viene a dipendere dagli obiettivi dell’utente.  
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2.2.2 Sistema interoperabile 
La complessità nella progettazione di sistemi di tipo context-aware riguar-
da settori di ricerca che coinvolgono differenti domini. Infatti questi sistemi 
richiedono una conoscenza di elementi eterogenei che vanno dai sensori alle 
architetture hardware, dai sistemi di comunicazione ai modelli di rappresenta-
zione dei dati. Le ricerche correnti infatti si occupano di task specifici che 
includono sensori, middleware e lo sviluppo di applicazioni in grado di utiliz-
zare informazioni contestuali. Per realizzare un buon sistema context-aware la 
visione globale dell’architettura è il punto di partenza considerando le specifi-
che e i requisiti. Un aspetto chiave ma spesso ignorato è l’interoperabilità delle 
informazioni contestuali. Il tema dell’interoperabilità è stato investigato per 
anni; l’interoperabilità tra sistemi eterogenei e distribuiti in grado di raccogliere 
informazioni dallo spazio fisico è stata infatti investigata sempre più in seguito 
all’evidente realizzazione della visione di Weiser sul pervasive computing [29]. 
In [30] si possono trovare differenti definizioni ma l’IEEE ha definito 
l’interoperabilità come l’abilità di due o più sistemi  o componenti di scambiar-
si e utilizzare informazione [31]. 
Una più ampia definizione proposta da Brownsword [30] si avvicina me-
glio all’uso del concetto di interoperabilità trattata in questa tesi. Brownsword 
definisce l’interoperabilità come l’abilità di un insieme di entità in grado di 
comunicare di condividere specifiche informazioni e operare su queste infor-
mazioni in accordo con una determinata semantica. Questa definizione 
combacia con il nostro scopo dove le entità in grado di comunicare sono dispo-
sitivi elettronici e persone e non è specificato un determinato tipo di 
comunicazione. Un altro punto chiave di questa definizione che sarà fonda-
mentale in questa tesi è l’utilizzo di una semantica, cioè il significato 
dell’informazione.  
In questo lavoro basandoci su [32] sarà considerata una netta distinzione 
tra i seguenti livelli concettuali di interoperabilità: communication level, servi-
ce level, information level. 
 
• Information level : per information (o semantic) interoperability si 
intende la condivisa comprensione del significato 
dell’informazione; 
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• Service level : la service interoperability è l’abilità di più sistemi di 
condividere, scoprire e comporre servizi; 
• Communication level: la communication level è l’interoperabilità a 
livello OSI 1,2,3 e 4 [33] . 
 
Questa tesi si focalizzerà principalmente sul’interoperabilità semantica. Un 
ramo dell’intelligenza artificiale chiamato rappresentazione dell’informazione 
studia questa problematica da anni. Una parte dell’informazione chiamata onto-
logia è l’elemento più all’avanguardia dell’ultimo decennio in questo campo.    
 
2.2.3 Ontologia 
Il concetto di ontologia in informatica nasce dagli studi filosofici su ciò che 
esiste [34]. Questi studi includono la concettualizzazione delle relazioni tra i-
dee, eventi e entità. In informatica, in particolare nel campo dell’intelligenza 
artificiale, il concetto di ontologia è stato introdotto per avere un linguaggio 
formale per la descrizione dei concetti all’interno di un determinato dominio e 
una descrizione di come sono collegati fra loro. Gruber [35]  definisce 
un’ontologia come un esplicita descrizione di una concettualizzazione; per 
concettualizzazione Gruber intende una visione astratta e semplificata del 
mondo che si vuole rappresentare per determinati scopi. In questa tesi il con-
cetto di ontologia si riferisce ad un’esplicita definizione della conoscenza di 
una determinata area di interesse (dominio) che è rappresentata in maniera or-
ganizzata. Una dettagliata descrizione sulla storia dell’ontologia si può trovare 
in [36]. Le ontologie sono utilizzate da persone, database e applicazioni che 
necessitano di condividere la rappresentazione dell’informazione appartenente 
ad un determinato dominio [37]. Le ontologie sono un caposaldo 
dell’interoperabilità in quanto forniscono un modo per applicazioni eterogenee 
di condividere informazioni basate su una semantica stabilita. Senza 
un’ontologia o una concettualizzazione della conoscenza che viene rappresen-
tata non è possibile avere una vocabolario per la rappresentazione della 
conoscenza [38]. 
Per descrivere i concetti di un dominio un’ontologia utilizza i concetti di 
classe. Un esempio classico illustrato in [39] è la rappresentazione della classe 
vino. Questa classe rappresenta tutti i vini disponibili nell’ontologia. Le onto-
logie utilizzano il concetto di eredità e permettono la creazione di sottoclassi. 
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Un esempio di questo è l’aggiunta della sottoclasse rosso e a sua volta della 
sottoclasse Montefalco. Produzioni specifiche di Montefalco potrebbero essere 
istanze o individui della classe Montefalco. Le relazioni tra le classi sono rap-
presentate definendo le proprietà. Una proprietà potrebbe essere intensità che 
consente di connettere il concetto di un particolare istanza di vino rosso con 
un’intensità come per esempio deciso. 
L’information interoperability in questa tesi è basata pesantemente sulla 
rappresentazione della conoscenza condivisa che un’ontologia è in grado di 
fornire. 
 
 
2.2.4 Smart Space 
 
Prima di definire uno Smart Space (SS) è necessario definire uno Smart 
Environment. Cook [40] definisce uno Smart Environment un sistema in grado 
di acquisire e applicare conoscenza su un ambiente e capace di adattarsi ai pro-
pri abitanti in modo tale da migliorare la loro esperienza in quell’ambiente. In 
questa tesi lo Smart Space è una porzione fondamentale dello Smart Environ-
ment. Per SS intendiamo una rappresentazione digitale dell’informazione 
rappresentante il modo fisico e tale da offrire  un’estensione per la ricerca 
dell’informazione attraverso un Semantic Information Broker  (SIB). 
La SIB è un’entità (posta sull’information level) per la memorizzazione, la 
condivisione e la gestione dell’informazione dello SS. 
In questa tesi l’informazione è rappresentata nella SIB mediante un grafo 
che può essere scritto e/o letto; l’informazione del grafo è rappresentata me-
diante un’ontologia per fornire univocamente significato all’informazione. 
 
2.3 Struttura della tesi e contributi 
Nel capitolo 3 è presentato lo sviluppo ed il progetto di un sistema indos-
sabile realizzato per contestualizzare il segnale elettrocardiografico; si tratta di 
una soluzione classicA. Nel capitolo 4 sono invece descritte le tecnologie del 
web semantico che sono fondamentali per realizzare sistemi interoperabili; gli 
Spazi Intelligenti e la piattaforma di supporto utilizzata sono illustrati nel capi-
18 
 
tolo 5. Il capitolo 6 descrive una metodologia per realizzare un’ontologia e 
l’ontologia stessa usata nell’applicazione del capitolo 7; in quest’ultimo capito-
lo è descritto il prototipo di Smart Space per il monitoraggio concorrente di 
parametri fisiologici e ambientali. 
Infine nel capitolo 8 sono riportate le conclusioni contenti una serie di rac-
comandazioni per lo sviluppo di Spazi Intelligenti e gli sviluppi futuri. 
Progettisti di sistemi a basso livello considerano il loro sistema isolato, 
senza tenere conto di tutti i possibili usi dei dati che saranno generati. Se il 
progettista considerasse l’utilizzo in un sistema a più alto livello, sistemi inte-
roperabili potrebbero essere realizzati con minor sforzo e maggior velocità. 
I sistemi interoperabili offrono molti vantaggi; il principale di questi è 
l’abilita di condividere i dati tra differenti sistemi. La riusabilità dei dati per-
mette lo sviluppo spontaneo di applicazioni nella forma di mashups ovvero di 
applicazioni in grado di utilizzare parti di codice già esistente e fonderle per 
fornire nuove funzionalità all’utente finale. Al tempo stesso quando nuovi sen-
sori e sistemi sono aggiunti i servizi già esistenti sono in grado di continuare a 
funzionare correttamente e alcuni di essi di trarre beneficio dai nuovi dati senza 
dover modificare le applicazioni già esistenti. La flessibilità è una caratteristica 
fondamentale e coerente con la visione originale di Weiser dovendo un sistema 
interoperabile tenere conto di diversi tipi di integrazione. 
Nell’approccio per il design di un sistema interoperabile, il progettista può 
usare una separazione iniziale disaccoppiando hardware e software in modo in-
telligente. In questo modo software e hardware a basso livello possono essere 
progettati in modo rapido e in modo convenzionale e realizzando su di essi le 
applicazioni innovative.  
Una soluzione basata su SS astrae le complicazioni da parte degli sviluppa-
tori di dover definire uno dizionario standard per la condivisione 
dell’informazione. Questo semplifica l’integrazione di nuovi dispositivi di ori-
gine eterogenea durante l’evoluzione del sistema. 
L’obiettivo principale della tesi è quello di analizzare il progetto di un si-
stema interoperabile dando raccomandazioni per la realizzazione di una 
soluzione di tale tipo. 
Due differenti tipo di progettazione sono stati scelti per la discussione: il 
primo utilizza un sistema integrato, utilizzando sensori esistenti ai quali è stato 
aggiunto un’interfaccia per l’acquisizione del segnale ECG. Il secondo imple-
menta un sistema di monitoraggio basato sul concetto di SS. 
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3 Progetto e sviluppo di un sistema in-
dossabile per la contestualizzazione 
del segnale ECG 
 
In questo capitolo è illustrato il progetto e la realizzazione di un sistema in-
tegrato e portabile in grado di monitorare informazioni fisiologiche e il 
contesto dell’utente; in questo scenario per contesto intendiamo la situazione 
globale in cui si trova l’utente (dal tipo di attività che svolge, al luogo in cui si 
trova, alle informazioni sull’ambiente circostante). Nella fase di progettazione 
sono stati considerati differenti fattori dalla disponibilità hardware alla possibi-
lità di poter evolvere il prototipo. Lo schema a blocchi del sistema è illustrato 
in figura 1.  
 
 
Figura 1 Visione del sistema di monitoraggio 
 
Al livello più basso, sensori su dispositivi portabili raccolgono informazio-
ni; questi dati “grezzi” sono elaborati localmente ed aggregati per estrarre 
informazioni di più alto livello per poi essere consegnate in un formato stan-
dardizzato per le infrastrutture a più alto livello; qui si collocano le 
infrastrutture di context management consentendo di raccogliere dati anche da 
20 
 
altre fonti e di fornire gli stessi dati in modo standardizzato ad applicazioni e 
servizi.  
In particolare in questo capitolo viene descritto lo sviluppo del prototipo 
portabile per il monitoraggio rappresentato dal blocco “On-person platform” 
nella figura 1; l’obiettivo è quella di avere un device flessibile in grado di ac-
quisire segnali da vari sensori per poter raccogliere informazioni sullo stato di 
salute, sull’attività della persona e sull’ambiente in cui si trova il soggetto; un 
punto chiave è la capacità del device di poter subire upgrade aggiungendo o 
cambiando sensori. 
Considerando il tracciato ECG il segnale principe dei segnali biomedici,  ci 
siamo concentrati su questo dato e sulle informazioni del contesto. 
Analizzando le tecnologie attuali, lo stato dell’arte e le nostre necessità, 
abbiamo  deciso di utilizzare un nodo di una rete di sensori (Wireless Sensor 
Network) per implementare l’unità base portabile del nostro sistema. Il termine 
WSN indica una rete di sensori senza fili, composta da un certo numero di di-
spositivi distribuiti nello spazio per monitorare contemporaneamente 
condizioni fisiche o ambientali, come temperatura, luce, movimento. I nodi di 
queste reti, detti motes (abbreviazione di “remote”, in inglese) sono piccoli 
computer autonomi, alimentati a batteria e dotati di un certo numero di sensori 
e di un collegamento radio (o altri mezzi di comunicazione senza fili). Origina-
riamente nati per applicazioni militari, i sistemi WSN sono oggi impiegati per 
un crescente numero di applicazioni, come l’agricoltura, il monitoraggio di 
strutture e terremoti, controlli industriali, automazione domestica, applicazioni 
sanitarie.  
La scelta è motivata dalla flessibilità offerte dal singolo nodo, dalle ridotte 
dimensioni, dalle prestazioni offerte e dalla possibilità intrinseca di poter rea-
lizzare una Body Area Network. 
3.1 Architettura del sistema 
Il prototipo permetterà il monitoraggio di diverse grandezze acquisite da 
differenti sensori tramite iMote2 e trasmetterà i dati ad un dispositivo mobile 
attraverso Bluetooth. La scelta di utilizzare uno smartphone è motivata dal fatto 
che è un dispositivo personale che permette all’utente di accedere al servizio 
ovunque. Questo dispositivo mobile trasmette i dati raccolti usando la connes-
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sione al momento disponibile (o UMTS o 802.11) verso il repository di 
sto. 
 
Figura 2 Architettura del sistema 
3.2 Una piattaforma multi sensore: l’ iMote2 
Gli iMote2 sono stati sviluppati dai laboratori Intel e attualmente sono sul 
mercato grazie la Crossbow Technology. Sono nodi ad alte performance svi-
luppati per la ricerca in ambito di Wireless Sensor Network. Gli iMote2 sono i 
dispositivi più performanti tra quelli sviluppati nel campo delle WSN e risulta 
netta la differenza con altri tipi di motes. Normalmente infatti questi dispositivi 
sono basati su microprocessori a 8/16 bit con relativamente poco spazio dispo-
nibile per il codice; un confronto con altre piattaforme è presente in [41]. Gli 
iMote2 sono basati su un processore a 32 bit PXA271 ARM e un ChipCon. Più 
dettagli sulla piattaforma possono essere trovati in [42].  
Il dispositivo iMote2 presenta una struttura modulare essendo composto di 
diverse boards interconnesse attraverso connettori posti su entrambi i layers 
delle schede . Le schede fornite da Intel sono: 
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• processor board: include il microprocessore PXA271 che integra 
256KB di SRAM, 32 MB di FLASH e 32 MB di SDRAM, ed il 
modulo radio con relativa antenna; il processore integra alcuni set 
di I/O rendendo la piattaforma estremamente dinamica supportando 
diversi standard di comunicazioni (I2C, SPI, UART); 
• sensor board: questa scheda integra vari sensori tra cui sensore di 
luce (TAOS TSL2561 [43]), un sensore di temperatura e umidità 
(Sensirion SHT15 [44]), un ulteriore sensore di temperatura 
(Tmp175), un accelerometro 3d (ST Micro LIS3L02DQ [45]) ed 
infine un convertitore analogico digitale (Maxim MAX1363 4); 
• debug board: consente di installare il software nella memoria flash 
del microcontrollore e consente il debug attraverso l’interfaccia 
JTAG; 
• battery board: permette di alimentare il mote qualora non sia con-
nesso tramite USB al PC. 
 
La Imote2 sensor board, sviluppata dalla stessa Intel, fornisce diversi sen-
sori; infatti sono presenti sulla board un sensore di temperatura, umidità, luce, 
un accelerometro triassiale e un convertitore analogico digitale. La temperatura 
e l’umidità sono forniti dal Sensirion SHT15 ; la massima frequenza di cam-
pionamento del sensore è di 1 Hz e la risoluzione è di 12 bits per l’umidità 
relativa e di 14 bits per la temperatura. Il sensore di luce è il TAOS TSL2561; 
il sensore ha una risoluzione di 16 bit e la frequenza di campionamento è impo-
stabile dall’utente.  L’accelerometro triassiale è il ST Micro LISL02DQ; 
consente la lettura dei dati per i 3 assi con una risoluzione di 12 bit. L’ADC è il 
MAX1363 con una risoluzione a 12 bit. 
L’ iMote2 pertanto è un’ideale punto di partenza offrendo un dispositivo 
portabile dotato di sensori utili per la raccolta di informazione sull’attività e 
sull’ambiente e di una unità ad elevate prestazioni per implementare del local 
processing.  
Quindi abbiamo avuto l’esigenza di realizzare due ulteriori schede da “im-
pilare” nel sistema iMote2; una scheda per integrare la comunicazione con 
protocollo Bluetooth, standard consolidato in grado di permetterci di comuni-
care wireless con dispositivi portabili o PC, ed una scheda per l’acquisizione 
del segnale ECG.  
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3.2.1 Sistema operativo 
Il primo passo è stato analizzare la piattaforma iMote2 dal punto di vista 
software e hardware. Al momento dello sviluppo tre differenti sistemi operativi 
erano disponibili per la piattaforma fornendo diversi livelli di supporto, mostra-
ti in tabella. 
 
OS Supporto 
Hardware 
Astrazione 
Hardware 
Livello di docu-
mentazione 
TinyOS 1.x Eccellente Scarsa Scarso 
TinyOS 2.x Buona Buona Eccellente 
Linux Buona Eccellente Scarso 
 
 Diversi criteri sono stati presi in considerazione per la scelta del sistema 
operativo per sviluppare il nostro sistema. La quantità di supporto hardware di-
sponibile per ognuno dei diversi OS è un aspetto critico in quanto lo sviluppo 
di un nuovo driver richiede molto tempo. Quindi un altro aspetto era 
l’astrazione fornita dal sistema operativo cioè la facilità offerta per scrivere 
programmi avendo a disposizione i driver. Infine un altro aspetto critico è stato 
la valutazione della documentazione disponibile. La documentazione che spie-
ga il funzionamento di un sistema operativo dedicato ad una particolare 
piattaforma è fondamentale. Infatti le release disponibili per iMote non erano 
molto documentate e spesso erano presenti molte modifiche effettuate dagli 
sviluppatori. La nostra scelta è ricaduta sul sistema operativo più nuovo, Tin-
yOS2.x. 
Alcuni aspetti chiave da considerare quando si utilizzano WSN sono 
l’interazione con l’ambiente attraverso i sensori, la comunicazione e l’ alimen-
tazione senza fili e la limitatezza delle risorse disponibili. In genere, sebbene 
siano vincolati da queste limitazioni, i motes devono essere molto reattivi e 
partecipare all’esecuzione di complessi algoritmi ad esempio per 
l’aggregazione di dati e/o la  localizzazione. Questa combinazione di requisiti 
rende i tradizionali sistemi operativi inappropriati. Pertanto, sono stati realizza-
ti sistemi operativi specifici per nodi sensore, tra cui TinyOs che si prefigge di 
venire incontro a queste esigenze. TinyOS2 è un sistema operativo open-source 
sviluppato appositamente per le reti di sensori dall’Università di Berkley e il 
centro di ricerche Intel. Esso si differenzia in modo sostanziale dai sistemi ope-
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rativi general-purpose, integrandosi direttamente con le applicazioni sviluppa-
te; una tipica applicazione TinyOS based ha le dimensioni di una decina di KB, 
dei quali soltanto 400 byte competono al sistema operativo; è proprio alle di-
mensione esasperatamente ridotte che TinyOS deve il suo nome (“TinyOS is a 
tiny operating system”). Esso presenta le seguenti caratteristiche: architettura 
basata su componenti, modello di concorrenza basato su eventi e task, opera-
zioni ‘split-phase’.  
Scelto il sistema operativo è stato necessario configurare e capire la proce-
dura necessaria per sviluppare con la combinazione software/hardware. Il 
supporto è stato rilasciato da Intel. Il primo passo è consistito nel testare i sen-
sori; per fare ciò i dati grezzi dei sensori sono stati spediti direttamente su 
seriale per avere subito un feedback del corretto funzionamento nel terminale. 
Testati i sensori e presa confidenza con la piattaforma, il passo successivo è 
consistito nel risolvere il problema dell’ acquisizione del segnale ECG e della 
comunicazione. Infatti per permettere al sistema di poter essere utilizzato o-
vunque quest’ultimo deve poter comunicare con la rete ovunque. L’iMote2 non 
fornisce questo supporto per cui è stato utilizzato uno smatphone Windows 
Mobile come ponte. Per beneficiare dei servizi che fornisce uno smartphone, è 
stato necessario integrare una connessione Bluetooth alla piattaforma iMote2. 
Quindi abbiamo avuto l’esigenza di realizzare due ulteriori schede da “impila-
re” nel sistema; una scheda per permettere la comunicazione con protocollo 
Bluetooth ed una scheda per l’acquisizione del segnale ECG.  
 
 
3.3 Acquisizione del segnale ECG 
Per realizzare un prototipo portabile in grado di monitorare informazioni 
sul contesto e il segnale ECG quale principale parametro fisiologico, si è deci-
so di realizzare una scheda da impilare alla struttura modulare dei motes per 
l’acquisizione e l’elaborazione del segnale ECG. 
Il progetto della scheda ha richiesto alcune considerazioni; la complessità 
del sistema infatti è legata alla modalità di utilizzo (a riposo o in movimento), 
al numero di derivazioni (cioè al numero di segnali acquisiti contemporanea-
mente) e alla struttura software/hardware utilizzate per filtrare/elaborare il 
segnale. Il nostro requisito consiste nell’avere un sistema in grado di monitora-
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re il paziente durante le proprie attività giornaliere. Il progetto di un sistema di 
monitoraggio holter di questo tipo richiede una frequenza di campionamento di 
circa 500 Hz per applicazioni che analizzano la heart rate variability e la varia-
bilità dell’intervallo PR [46].  
La scheda da noi realizzata è composta da due stadi: un front-end analogi-
co per l’acquisizione del segnale ECG e una sezione digitale per il 
campionamento, la elaborazione e la comunicazione dei dati.  
3.3.1 Front-end analogico 
Lo schema a blocchi della sezione analogica è mostrato in figura 3.  
 
Figura 3 Schema a blocchi della sezione analogica della scheda ECG 
 
E’ stato scelto di realizzare un circuito di acquisizione ad una derivazione 
con tre elettrodi. Per ridurre gli effetti dovuti alle capacità parassite tra i cavi e 
la massa, la massa dei cavi è guidata dalla tensione di modo comune. Il primo 
stadio della catena di preamplificazione è un AC-coupled front-end [47] im-
plementato da una rete passiva che fornisce un elevato CMRR; questa 
configurazione è stata scelta per aumentare l’immunità ai disturbi dovuti a ef-
fetti capacitivi e per diminuire gli sbilanciamenti nello stato differenziale di 
ingresso. Quindi un filtro passivo passa basso ad alta frequenza di taglio è stato 
usato per abbattere le interferenze RF. Il segnale differenziale è quindi amplifi-
cato da un amplificatore da strumentazione caratterizzato da bassi consumi e da 
alti valori di CMRR; l’amplificatore usato è l’AD623 della Analog Devices. Il 
segnale è quindi filtrato da un filtro passivo passa alto con frequenza di taglio 
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di 0.5 Hz e amplificato in modo tale da poter sfruttare l’intero range del con-
vertitore A/D. A valle il segnale passa attraverso due filtri a capacità 
commutate del 5 ordine; i filtri utilizzati sono prodotti dalla Maxim. Un MAX 
7414 è stato configurato per realizzare un filtro notch per rimuovere i disturbi 
della frequenza della rete. Infine un MAX 7413 nella sua configurazione stan-
dard realizza un filtro passa basso di Bessel con frequenza di taglio a 40 Hz. La 
scelta dei filtri a capacità commutate è stata motivata dalla accuratezza fornita, 
dal fatto che richiedo pochi componenti esterni per essere implementati e dal 
comportamento noto del filtro nelle condizioni di lavoro utilizzate.  
 
3.3.2 Sezione digitale 
A seguito dello stadio di acquisizione analogico, un MSP430 si occupa di 
digitalizzare, filtrare ed elaborare il segnale ECG. Questo microcontrollore ca-
ratterizzato da bassi consumi e da un elevato numero di periferiche integrate è 
risultato ideale per questa applicazione. Infatti ha permesso di usufruire dell’ 
ADC a 12 bit integrato, del moltiplicatore hardware e della comunicazione 
UART per comunicare con il mote. L’MSP infatti è utilizzato per effettuare del 
local processing per estrarre l’Heart Rate. Il riconoscimento del complesso 
QRS in real time è stato realizzato utilizzando una variante del ben noto algo-
ritmo di Pan e Tompkins [48]. L’algoritmo usato sfrutta i passi standard 
dell’algoritmo di Pan e Tompkins e invece di utilizzare la soglia adattiva per il 
rilevamento del complesso, il nostro algoritmo usa una soglia simile a quella 
proposta in [49].  
Quindi per evidenziare il complesso QRS sono stati realizzati a livello di 
firmware 2 filtri FIR a 17 taps; un filtro passa banda con banda passante com-
presa tra 6 Hz e 30 Hz e un filtro passa alto con frequenza di taglio di 2 Hz. Il 
segnale filtrato è differenziato (tramite un FIR a 5 taps), elevato al quadrato e 
infine passato ad un integratore a media mobile di 150 ms. Come passo finale 
una soglia adattiva è applicata per il rilevamento del complesso QRS. La soglia 
è la composizione si due parametri indipendenti: uno basato sulla derivata del 
segnale e uno sul tempo previsto per il verificarsi del battito successivo. 
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3.4 Considerazioni 
Grazie alla struttura modulare, abbiamo potenzialmente ottenuto il sistema 
portabile (processor board, sensor board, ECG board, Bluetooth board, battery 
board). In figura 4 è mostrato il flusso dei dati dai sensori al modulo di trasmis-
sione Bluetooth evidenziando i canali di comunicazione tra le varie schede. 
 
 
Figura 4 Flusso dei dati nella piattaforma indossabile 
 
Il sistema operativo TinyOS è scritto nel linguaggio di programmazione 
nesC: un’estensione del linguaggio C studiata appositamente per applicazioni 
WSN e ottimizzato per scrivere codice strutturato basato sui componenti. Tra-
mite questo linguaggio si è realizzata un’applicazione in grado di acquisire i 
dati dei sensori della sensor board, di ricevere i dati dalla scheda ECG, di effet-
tuare del local processing (per ora limitato solamente al calcolo di indici 
ambientali e al calcolo di lux), di trasmettere i dati tramite Bluetooth. La sche-
da ECG può inviare i pacchetti con i dati elaborati (HR medio, singoli intervalli 
RR) e pacchetti con il segnale ECG grezzo. Il mote invia regolarmente con fre-
quenza di 1 Hz un pacchetto dati contenente informazioni riassuntive (HR 
medio, intervalli RR, accelerazioni sui 3 assi, temperatura, umidità, indice bio-
climatico di Thom [50], quantità di luce) ed eventualmente in continua il 
tracciato del segnale ECG; inoltre invia ogni minuto un ulteriore pacchetto 
contenente un timestamp prelevato dal real time clock del PXA271. 
I dati inviati dal prototipo sono riportati in tabella. 
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 Periodo (s) Valore Tipo di dato 
Heart Rate 1 16 bit Int Dato fisiologico 
Intervalli RR  1 Nd 16 bit Int Dato fisiologico 
Intensità di luce 1 16 bit Int Dato ambientale 
Temperatura 1 16 bit Int Dato ambientale 
Umidità 1 16 bit Int Dato ambientale 
Thom Index 1 16 bit Int Dato ambientale 
Dati accelerometro  1 3d 16 bit Int Dato fisiologico 
Timestamp 60 2d 16 bit Int Temporizzazione 
ECG segnale grez-
zo (opzionale) 
Trasmissione 
in continua 
16 bit Int a campio-
ne 
Dato fisiologico 
 
 
La ridondanza di filtri (analogici e digitali) nel prototipo della ECG board è 
stata conseguenza del fatto di voler effettuare stime di consumi e prestazioni 
per poter di conseguenza implementare la soluzione ottimale.  
Per quanto riguarda la gestione dei consumi il punto critico risulta essere la 
piattaforma iMote e la scheda per la trasmissione Bluetooth basata su il modulo 
di trasmissione Parani esd200. Volendo ridurre i consumi, sono state sfruttate 
le modalità a basso consumo dell’MSP430. L’MSP è normalmente configurato 
nello stato di Low Power Mode 3 (in cui consuma 0,5 mW) e commuta in Ac-
tive Mode ad ogni interrupt dell’ADC per effettuare l’elaborazione locale; 
campionando con una frequenza di 500 Hz il profiling ci ha mostrato che 
l’MSP è in LPM3 per l’80% del tempo, portando ad un consumo medio (parte 
analogica e digitale della scheda ECG) di 16 mW. 
In tabella i dettagli dei consumi del sistema. 
 
 
 Corrente (mA) Tensione (V) Potenza mW 
Analog ECG board 4,7 3 14,1 
MSP430 LPM3 0,16 3,3 0,53 
MSP430 Active 3 3,3 9,9 
iMote2 + SensorBoard 38 4,5 171 
Bluetooth Board 47 3,28 154,16 
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Un problema riscontrato è il posizionamento del sensore di luce; infatti nor-
malmente l’utilizzatore indossa il sistema posizionando il mote in cintura; in 
questo modo l’angolo di incidenza della luce ambientale sul sensore non è ab-
bastanza ampio da permettere di avere una misura accurata e consistente
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4 Le tecnologie per l’interoperabilità 
delle informazioni 
In questo capitolo saranno illustrati nel dettaglio i concetti di ontologia e di 
Smart Space necessari per comprendere il funzionamento di un sistema intero-
perabile.   
4.1 Ontologia 
Nell’ultimo decennio il W3C [51] ha introdotto novità per quanto riguarda 
le specifiche per il web semantico. L’obiettivo principale del web semantico è 
quello di rendere l’informazione leggibile dalla macchina, disponibile per la 
condivisione e il riutilizzo. Al centro della visione della W3C sono presenti le 
ontologie finalizzate a rendere l’informazione interoperabile per permettere alle 
macchine di condividere una comune base di informazioni. Le tecnologie uti-
lizzate dal W3C possono essere pensate come un sistema diviso in livelli come 
mostrato in figura 5. Il W3C ha adottato il Resource Description Framework 
(RDF) come modello di rappresentazione dei dati; su tale modello sono svilup-
pati RDF Schema (RDFS) e il Web Ontology Language (OWL). 
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Figura 5 W3C  Semantic Web Stack 
 
 
4.2 RDF e RDFS 
L’RDF è un linguaggio originariamente creato dal W3C come modello di 
rappresentazione di metadati [52]. Lo scopo originale del linguaggio era de-
scrive le risorse disponibili sul Web. Il suo utilizzo si è poi evoluto dalla 
descrizione delle risorse Web a metodi più generali per modellare concettual-
mente l’informazione. 
Il modello di dati presentato dall’RDF è basato sulla descrizione di risorse 
nella forma di espressioni basate su triple del tipo soggetto – predicato – ogget-
to. Il soggetto è una risorsa, il predicato (o proprietà) esprime una relazione tra 
il soggetto e l’oggetto. L’ RDF fornisce una metodologia robusta per esprimere 
la semantica dell’informazione identificando univocamente le risorse tramite 
Uniform Resourse Identifiers (URI). Un URI fornisce un identificatore unico 
per una risorsa. Un esempio di tripla : 
 
• Soggetto: http://www.mml. arces.unibo.it/fvergari#Person0001 
• Predicato: http://www.mml. arces.unibo.it/fvergari#HasName 
• Oggetto: “Fabio Vergari” 
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Quando differenti e separati sistemi iniziano ad utilizzare gli stessi URI per 
descrivere l’informazione, il significato semantico delle risorse è condiviso fra 
diverse applicazioni. Un insieme di triple RDF rappresenta un grafo come mo-
strato in figura 6. 
 
 
Figura 6 Esempio di grafo RDF 
  
I soggetti rappresentano i nodi di partenza, i predicati gli archi tra i nodi e 
gli oggetti i nodi di arrivo. Un sottografo RDF rappresenta un insieme di triple 
contenuto nel grafo. 
L’RDF può essere serializzato in diversi formati come l’ XML-RDF [53], 
Notation3 [54], Turtle [55]. 
IL W3C ha introdotto inoltre l’RDFS per permettere la creazione di voca-
bolari RDF [56]. L’RDFS definisce classi e proprietà utili per la descrizione di 
classi, proprietà e altre risorse. Questo consente di generare tassonomie permet-
tendo di creare relazioni di gerarchia tra le classi che saranno definite. Inoltre le 
proprietà vengono caratterizzate da dominio e range in modo tale da poter esse-
re applicate a solo determinati tipi di risorse. Poiché l’OWL nasce direttamente 
utilizzando i concetti dell’RDFS, alcune notazioni sono qui presentate; la sin-
tassi utilizzata è Notation3. NotationN3 utilizza le seguenti abbreviazioni. 
 
a <http://www.w3.org/1999/02/22-rdf-syntax-ns#type> 
= <http://www.w3.org/2002/07/owl#sameAs> 
 
Definizione di classe: per definire una classe viene utilizzata la proprietà 
rdfs:class .  
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@prefix default : <http://www.mml. arces.unibo.it/fvergari#> . 
@prefix rdfs : <http://www.w3.org/2000/01/rdf-scheman#> . 
@prefix rdf : <http ://www.w3.org/1999/02/22-rdf-syntax-ns\#> . 
default : Person 
a  rdfs : Class . 
 
 Person è così definita una classe RDFS 
 
Definizione di sottoclasse: per definire una sottoclasse viene utilizzata la 
proprietà rdfs:subClassOf . 
 
@prefix default : <http://www.mml. arces.unibo.it/fvergari#> . 
@prefix rdfs : <http://www.w3.org/2000/01/rdf-scheman#> . 
@prefix rdf : <http ://www.w3.org/1999/02/22-rdf-syntax-ns\#> . 
default : Person 
a  rdfs : Class . 
default : Female 
a  rdfs : Class ; 
 rdfs: subClassOf default: Person . 
 
In questo modo Female è sottoclasse di Person ereditando tutte le proprietà 
e restrizioni applicate a Person. 
 
Definizione di dominio e range di proprietà: L’RDFS permette di asse-
gnare alle proprietà restrizioni per le classi dei soggetti e oggetti. 
 
@prefix default : <http://www.mml. arces.unibo.it/fvergari#> . 
@prefix rdfs : <http://www.w3.org/2000/01/rdf-scheman#> . 
@prefix rdf : <http ://www.w3.org/1999/02/22-rdf-syntax-ns\#> . 
default : Person 
a  rdfs : Class . 
default : Human 
a  rdfs : Class ; 
default : HasSpecies 
 a  rdfs: ObjectProperty ; 
 rdfs: domain default: Person ; 
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 rdfs : range default : Human . 
 
In questo modo è definita la proprietà HasSpecies che ha dominio Person e 
range Human. 
4.3 OWL e RDF++ 
L’OWL è costruito sulle basi dell’RDF e dell’RDFS. E’ un linguaggio uti-
lizzato per descrivere il significato della terminologia utilizzata nell’ RDF e 
nell’RDFS. L’OWL fornisce un vocabolario per descrivere proprietà e classi, 
relazioni tra classi, cardinalità, uguaglianza, tipi di proprietà, caratteristiche 
delle proprietà [57]. 
A metà degli anni cinquanta furono inventate le reti semantiche da Richard 
Richens e definite come un semplice modello di riferimento per supportare la 
concettualizzazione [58]. Nel 1970 Minsky sviluppò Frames, una struttura dati 
per rappresentare situazioni stereotipate [59], consentendo la creazione in mo-
do più semplice di classi e istanze nel modello. Nella metà degli anni ottanta 
apparvero le logiche descrittive per rappresentare concetti, regole, individui e 
relazioni. Solo nel 2002 DAML + OIL fu sottomessa al W3C e utilizzata come 
punto di partenza per lo sviluppo dell’OWL. 
L’OWL è utilizzato per formalizzare un dominio definendo le classi e le 
proprietà tra queste, definire gli individui e le asserire proprietà tra essi, e effet-
tuare reasoning sulle classi e sugli individui al grado permesso dalla semantica 
fornita dal linguaggio OWL [60]. Un reasoner è una parte di codice in grado di 
dedurre conseguenze logiche dagli assiomi espressi nell’ontologia. 
L’OWL è divisa in tre sottolinguaggi, ognuno dei quali è un’estensione del 
predecessore: OWL Lite, OWL DL e OWL Full. 
 
• OWL Lite è il più semplice tra i linguaggi OWL offrendo vantaggi 
prestazionali; la cardinalità supportata permette solo i valori 0 o 1. 
• OWL DL o OWL Description Logics supporta il massimo 
dell’espressività fornendo buone prestazioni computazionali. Ha 
una forte corrispondenza con la Description Logics e fornisce re-
strizioni utilizzate per fornire supporto a reasoner. 
• OWL Full fornisce il massimo dell’espressività fornendo la libertà 
dell’RDF. Espressività e libertà incidono negativamente al supporto 
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per reasoner; non è garantito che siano calcolabili tutte le deduzioni 
possibili. 
 
Nell’ambito della tesi sarà utilizzato un piccolo sottoinsieme dell’OWL Li-
te, chiamato RDF++ [61]. I costrutti supportati dall’RDF++  oltre a quelli 
forniti dall’RDFS comprendono anche owl:sameAs e 
owl:InverseFunctionalProperty. 
 
Owl:sameAs è utilizzato per collegare individui separati e affermare che 
due URI hanno la stessa identità e quindi si riferiscono alla stessa risorsa.  
 
@prefix default : <http://www.mml. arces.unibo.it/fvergari/onto#> . 
@prefix rdfs : <http://www.w3.org/2000/01/rdf-schema#> . 
@prefix rdf : <http ://www.w3.org/1999/02/22-rdf-syntax-ns\#> . 
@prefix owl : <http ://www.w3.org/2002/07/owl#> . 
default : Fabio 
a  default : Person . 
default : Federico 
a default : Person ; 
= default : Fabio.  
 
Owl:InverseFunctionalProperty dichiara che l’oggetto di una  proprietà de-
termina univocamente il soggetto. Una proprietà P, che è inversamente 
funzionale, asserisce che l’oggetto O è l’oggetto di P solo per il soggetto S. 
 
@prefix default : <http://www.mml. arces.unibo.it/fvergari/onto#> . 
@prefix rdfs : <http://www.w3.org/2000/01/rdf-schema#> . 
@prefix rdf : <http ://www.w3.org/1999/02/22-rdf-syntax-ns\#> . 
@prefix owl : <http ://www.w3.org/2002/07/owl#> . 
default : Fabio 
a  default : Person . 
default : Luciano 
a default : Person ; 
default: biologicalFatetherOf 
  default: Fabio . 
default : biologicalFatherOf 
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 a owl:ObjectProprty , owl: InverseFunctionalProperty ; 
 rdfs : domain default:Person ; 
 rdfs: range default : Person . 
 
Questo esempio afferma che Luciano è il padre biologico di Fabio. Poiché 
la proprietà biologicalFatherOf è inversamente funzionale, Luciano può essere 
il solo padre biologico di Fabio. 
 
Una ragione per limitare l’espressività del linguaggio è che i reasoners 
OWL-DL possono essere molto costosi in termini di complessità e di tempi 
computazionali. L’RDF++ fornisce comunque la deductive closure sul grafo 
RDF++ richiedendo meno risorse computazionali. Con riferimento a Lassila 
[61], la deductive closure è un requisito base minimo per sistemi basati su RDF 
e l’RDF++ fornisce questa funzionalità con un’ impatto minimo sulle perfor-
mance.  
Un altro requisito per l’interoperabilità dei dati in sistemi basati su 
un’ontologia è che i sistemi condividano la stessa ontologia e lo stesso modo di 
utilizzarla. Per facilitare e aiutare comunità nella condivisione di informazioni 
e nella comprensione del significato semantico dell’informazione diverse onto-
logie sono state rilasciate. 
 
4.4 Ontologie esistenti 
Attualmente diverse ontologie possono essere trovate pubblicamente. Que-
ste possono essere divise inizialmente in due grosse categorie: ontologie 
generali e ontologie specifiche per domini applicativi. 
Le ontologie generali forniscono definizioni per termini general-purpose, e 
possono essere usate per costruire ontologie per domini specifici. Queste onto-
logie modellano concetti chiave che sono usati anche in specifici domini 
fornendo il punto di partenza per creare ontologie specifiche; utilizzando 
un’ontologia generale come punto di partenza per ontologie specifiche è possi-
bile standardizzare la rappresentazione delle informazioni tra domini 
applicativi differenti rendendo possibile la condivisione di concetti e raggiun-
gendo un certo livello di interoperabilità.  
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Due famose ontologie sono SUMO [62] e DOLCE [63]. La Suggested Up-
per Merged Ontology è candidata a diventare l’ontologia standard dell’IEEE. 
L’obiettivo è di contenere un vocabolario di 1000 – 2500 termini chiave per 
permettere di modellare domini specifici. Nel tempo l’ontologia SUMO com-
pleta conterrà varie ontologie specifiche per un totale di 70000 termini. L’ 
ontologia DOLCE Ontology for Linguistic and Cognitive Engineering non è 
invece candidata a essere un’ontologia universale, ma nasce come una fonda-
zione finalizzata alla raccolta delle entità ontologiche tipiche e nascoste nel 
linguaggio naturale e nel senso comune. 
Le ontologie specifiche focalizzano invece i loro concetti e strutture su de-
terminati domini applicativi. I campi di interesse sono molto vasti spaziando 
dal campo biomedico alle comunicazioni. L’ontologia più citata per quanto ri-
guarda il campo dei sensori è OntoSensor [64]. OntoSensor non fornisce 
specifici dettagli per sensori appartenenti ad un determinato dominio applicati-
vo ma invece fornisce una modellazione per la descrizione dei sensori e dei 
dati. OntoSensor è basata su SUMO e estende alcuni concetti per descrivere i 
sensori e i dati raccolti seguendo al tempo stesso gli standard SensorML [65] e 
ISO 19115 [66]. L’obiettivo di OntoSensor è dunque quello di creare un lin-
guaggio comune per la definizione, classificazione e descrizione di sensori. 
Un’altra ontologia nota per la descrizione di reti di sensori può essere trovata in 
[67], nata originariamente per descrivere dati di una rete di sensori. Anche que-
sta ontologia è un’estensione di SUMO e nello specifico si tratta di tre distinte 
ontologie: Sensor Data Ontology, la Sensor Hierarchy Ontology e la Extension 
Plug-ins Ontology. Le prime  due descrivono i sensori e i dati, mentre l’ultima 
permettere di estendere l’ontologia per specifici domini applicativi. 
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5 Spazi Intelligenti e piattaforme di 
supporto 
 
Gli Smart Spaces sono utilizzati per raccogliere dinamicamente dati locali 
che portano informazione sul mondo reale (come la temperatura di una stanza, 
le condizione fisiologiche di un individuo, il traffico di una strada) e mettono a 
disposizione tali dati per applicazione che possono beneficiarne. Uno SS è una 
parte di uno Smart Environment poiché è il componente centrale usato per 
condividere e memorizzare l’informazione che necessita di essere distribuita in 
un ambiente. Diversi progetti di ricerca su Smart Environment sono presenti in 
letteratura. Lo schema di Cook è mostrato in figura 7.  
 
Figura 7 Schema di Smart Environmnet (Cook) 
 
Alla base di uno SE è presente un ambiente “connesso” che permette ai di-
spositivi di comunicare facilmente. Sopra il livello di comunicazione, sensori e 
attuatori permettono al sistema di comprendere ciò che sta accadendo 
nell’ambiente per agire di conseguenza. Al centro di tutto si trovano dispositivi 
intelligenti, apparecchiature e, più importante di tutti, la persona che interagi-
sce e vive nell’ambiente.  
Come già citato diverse soluzioni sono già presenti e consento di costruire 
ambienti che rilevano l’utente mediante diverse tecnologie (video, audio,..) e 
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forniscono vari servizi; il problema principale è la mancanza di interoperabilità 
avendo ogni realizzazione un proprio protocollo e modello di database per la 
rappresentazione dei dati. 
 
5.1 Smart Space e Smart-M3 
Lo Smart Space è un’evoluzione dello stato dell’arte attuale per quanto ri-
guarda l’interoperabilità di informazione e tra sistemi differenti. 
Come accennato precedentemente, lo SS è un’entità per la condivisione 
dell’informazione per mezzo di una SIB. In questa tesi, la piattaforma utilizzata 
è Smart-M3 [68] [69] [70], sviluppata all’interno del progetto SOFIA [71]. 
Questa piattaforma è simile al concetto di Semantic Spaces presente in [72]. 
Smart-M3 è stato sviluppato all’interno del progetto europeo SOFIA per realiz-
zare una piattaforma innovativa capace di soddisfare 15 principi [73]. Tra 
questi i più rilevanti per questa discussione sono i seguenti: agnostics, notifica-
tion, evolvability, extesnsibility e legacy principles. 
L’ agnostic priciple afferma che la piattaforma deve essere agnostica ri-
spetto il caso d’uso, le applicazioni, l’ontologia usata per rappresentare 
l’informazione, i linguaggi di programmazione, i servizi e i livelli di comuni-
cazione usati per esporre lo SS. Il notification principle assicura che un client 
possa sottoscriversi per essere allertato al verificarsi di determinati eventi. 
L’evolvability principle assicura che la piattaforma provveda la capacità di po-
ter evolvere il sistema sostenendo una riconfigurazione dinamica quando 
cambiano le informazioni all’interno dello SS. Per esempio se nuovi sensori 
sono aggiunti allo SS, l’applicazione può beneficiarne senza il bisogno di mo-
dificare il codice esistente. L’extensibility principle assicura la possibilità di 
poter aggiungere estensioni sia a livello di informazione che di servizio alla 
piattaforma; appropriate ontologie e modelli di rappresentazione dei dati pos-
sono essere usate per esempio per aggiungere un controllo degli accessi e 
definire politiche di controllo e privacy; la sicurezza e la privacy che sono qua-
lità importanti in uno scenario di telemedicina possono essere introdotte come 
estensioni. Il legacy principle afferma che i dispositivi esistenti già in commer-
cio (legacy) possono scambiare informazione con lo SS attraverso moduli di 
interfacciamento chiamati legacy adapters. 
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Smart-M3 è costituito da due componenti principali: il Semantic Informa-
tion Broker e il Knowledge Processor.  
 
 
Figura 8 Architettura di Smart-M3 
 
Allo stato attuale uno Smart Space è costituito da una sola SIB ma la visio-
ne prevede di distribuire l’informazione su più SIB. La SIB è dunque un’entità 
digitale che memorizza e condivide le informazioni del mondo reale tenute co-
stantemente in aggiornamento; le informazioni contenute nella SIB 
rappresentano dunque una fotografia che rappresenta la situazione attuale 
dell’ambiente. L’informazione è memorizzata in grafi RDF e guidata da 
un’ontologia. La SIB offre inoltre un linguaggio di query che fornisce un sup-
porto di reasoning alle applicazioni. 
I KP sono componenti software che interagiscono con la SIB producendo 
e/o consumando informazione. I KP scambiano informazione con la SIB attra-
verso un protocollo XML chiamato SSAP (Smart Space Application Protocol) 
che definisce un semplice set di messaggi. 
 
• Join : è la prima operazione che deve essere eseguita da un KP e 
consiste nella registrazione all’interno dello SS; 
• Leave : è l’ultima operazione che viene eseguita dal KP e rappre-
senta il fatto che il KP non eseguirà più operazioni con la SIB; 
• Insert: consente al KP di inserire un sottografo; 
• Remove: consente al KP di rimuovere un sottografo;  
• Update: è un’operazione che consiste in una operazione atomica di  
remove e di insert; 
• Query: consente di prelevare informazioni dalla SIB utilizzando i 
linguaggi di query supportati; 
• Subscribe: consente di realizzare una query persistente e in sostan-
za il KP viene notificato dalla SIB tutte le volte che viene 
modificata l’informazione alla quale il KP si è sottoscritto; 
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• Unsubscribe: permette di chiudere la sottoscrizione. 
 
I messaggi SSAP possono essere utilizzati su differenti meccanismi di co-
municazione come il TCP/IP, Bluetooh o NoTA [32]. Le librerie che 
implementano le SSAP sono attualmente disponibili in Python, in Java, C#, 
C++/GlibC, C++/QT and ANSI C. Queste librerie consentono allo sviluppatore 
di astrarsi dalle interfacce della SIB per lavorare direttamente sulle informazio-
ni a livello di triple su cui operare.  
Oltre all’uso di queste librerie i KP possono essere realizzati anche utiliz-
zando l’Application Development Kit (ADK); lo scopo dell’ADK consiste 
proprio nel facilitare la scrittura di codice per realizzare KP; partendo da una o 
più ontologie, l’ADK genera del codice per la rappresentazione delle classi de-
finite nell’ontologia in modo tale da permettere allo sviluppatore di 
programmare con concetti più familiari piuttosto che utilizzare operazioni a 
basso livello come SSAP e informazioni in formato di triple RDF. 
La SIB supporta diversi linguaggi di query tra cui query basata su triple e 
Wilbur query; è inoltre possibile estendere le funzionalità della SIB aggiun-
gendo altri linguaggi di query.  
Le query basate su triple permettono di inserire wildcard in una qualsiasi 
posizione della tripla RDF. Per esempio una query del tipo <any, any, any> ri-
chiede tutte le triple disponibili nella SIB. Le risposte alle RDF query sono 
sempre un elenco di triple. 
Il Wilbur Query Language è invece più interessante poiché fonrniscono  
come funzionalità la deductive closure e permettono di realizzare query più 
complesse. Infatti il WQL supporta cinque tipi di query. 
 
• Values: consiste in un nodo di partenza e in un’espressione per il 
percorso; la risposta alla query è un elenco che contiene tutti nodi 
che sono raggiunti attraverso il percorso specificato a partire dal 
nodo di partenza;   
• Related: consiste in un nodo di partenza, un’espressione per il per-
corso e in un nodo finale. La risposta è un booleano che assume 
valore True se esiste il sottografo cercato; 
• Nodetypes: consiste in un nodo. La risposta della query è la gerar-
chia delle classi a cui appartiene il nodo; 
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• Istype: consiste in un nodo di partenza e un nodo per specificare un 
tipo. La risposta è un booleano che assume valore True se il nodo 
appartiene alla classe specificata nella query. 
• Issubtype: consiste in un nodo per il sottotipo e un per il supertipo. 
La risposta è un booleano che assume valore True se è verificata la 
condizione richiesta. 
 
I percorsi nelle espressioni delle Wilbur query consentono di navigare 
all’interno del grafo. La SIB permette inoltre allo sviluppatore di sottoscriversi 
a diverse parti del grafo e ricevere una notifica ogni volta che si verifica una 
modifica in tale sottografo. Questo grazie alle sottoscrizioni che permettono di 
realizzare delle query persistenti; infatti quando l’informazione di interesse è 
modificata il KP è notificato e nel messaggio di notifica è presente la parte di 
grafo rimossa e quella aggiunta. 
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6 Disegno dell’ ontologia  
L’interoperabiltà è considerata un requisito per realizzare innovativi siste-
mi informativi in qualsiasi dominio. Nell’ultimo decennio la ricerca in questo 
ambito ha mostrato come le ontologie siano un caposaldo per raggiungere inte-
roperabilità a livello di informazioni. In questo capitolo sarà descritto lo 
sviluppo dell’ontologia realizzata e usata nello Space Space descritto nel pros-
simo capitolo. Infatti l’utilizzo di un’ontologia è un punto fondamentale per 
garantire che l’informazione contenuta in uno Smart Space sia interoperabile. 
Lo sviluppo dell’ontologia è un lavoro parallelo allo sviluppo dello Smart 
Space. 
 
6.1 Metodologie per lo sviluppo di una ontologia. 
Il progetto di un’ontologia per uno Smart Space è un passo fondamentale 
per la comune comprensione della gerarchia dell’informazione tra vari agenti 
software e programmatori.  
Diverse metodologie per il design di ontologie sono presenti in letteratura 
[74], [75], [76], [77]. Un semplice approccio non focalizzato ad un determinato 
dominio ma generico è quello proposto da Noy [77]; questo approccio propone 
una serie di passaggi guida e sarà utilizzato nella discussione. 
 
Finalità dell’ontologia.  
Il punto di partenza consiste nell’analizzare per cosa sarà utilizzata 
l’ontologia. Dato un determinato dominio, bisogna analizzare il tipo di cono-
scenza che si vuole rappresentare. Nel caso di uno Smart Space è importante 
ricordare chi e cosa sono gli attori principali del sistema e quindi considerare 
quello che il sistema deve fare. 
Per esempio in uno scenario di tele-monitoraggio, gli attori sono i pazienti, 
i medici, i sensori e i dati e le relazioni tra essi. In base alle funzionalità che si 
vogliono raggiungere è possibile includere ulteriori concetti come per esempio 
quello degli allarmi. 
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Domande di competenza.  
Partire dallo scopo dell’ontologia permette di capire a quali domande il set 
di informazioni deve poter fornire una risposta all’interno dello scenario. Uti-
lizzando questo insieme di domande è possibile avere dei requisiti di partenza 
che l’ontologia dovrà soddisfare per essere completa; inoltre il set di domande 
facilita lo sviluppatore dell’ontologia nella creazione dei tipi di classi e delle 
loro relazioni.   
 
Analisi delle ontologie esistenti.  
L’utilizzo di un’ontologia già esistente è sempre un valore aggiunto. Infatti 
se un team di esperti ha già realizzato un’ontologia utile per la descrizione del-
lo stesso dominio, l’utilizzo della stessa ontologia aumenta l’interoperabiltà del 
sistema. Il linguaggio specifico con cui è creata l’ontologia non rappresenta ne-
cessariamente un problema in quanto gli editors di ontologie come Protege 
supportano differenti formati.  
 
Elenco dei termini importanti.  
Questo step consiste nel fare un elenco di tutti i termini e relazioni (frasi) 
che si vogliono rappresentare. Per ogni termine è utile definire le proprietà e 
cosa serve per descriverlo. 
 
Scelta del linguaggio e del tool per definire l’ontologia.  
Una scelta prudente è sempre quella di partire dal fatto di considerare che 
l’ontologia sarà utilizza in applicazioni future. Per mantenere interoperabilità è 
quindi consigliato l’utilizzo del linguaggio OWL. Scelto il linguaggio è impor-
tante anche il tool utilizzato per editarla. Nonostante sia possibile scrivere a 
mano un’ontologia, il tool semplifica la creazione dell’ontologia fornendo utili 
funzionalità come la visualizzazione e il supporto al reasoning. 
 
Definizione delle classi e delle gerarchia tra le classi.  
L’approccio per la definizione delle classi è simile a quello utilizzato nel 
progetto di sistemi. Può essere utilizzato un approccio di tipo top-down parten-
do dai concetti più generali per poi scendere negli elementi più specifici. 
Viceversa un approccio di tipo bottom-up parte dalle classi più specifiche e ri-
chiede di raggrupparle in concetti più generici. Una combinazione dei due 
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approcci è una valida procedura definendo passo dopo passo concetti specifici 
e generali. Questo step si basa pesantemente sull’elenco dei termini da rappre-
sentare e ha l’obiettivo di raggrupparli e categorizzarli. 
 
Definizione delle proprietà.  
Definite le classi, devono essere create le strutture per rappresentare i con-
cetti. Infatti le gerarchie tra classi non rispondono a tutte le domande 
precedentemente raccolte. Per poter soddisfare questo requisito è necessario in-
trodurre proprietà tra classi. Nel caso dell’OWL le proprietà collegano fra loro 
individui ma non direttamente le classi.  
 
Definizione di dominio e range delle proprietà. 
Una proprietà è una relazione tra due risorse. La relazione può avere delle 
restrizioni definendo un dominio ed un range. Questo limita l’utilizzo di una 
determinata proprietà solo a certe classi impedendo un errato utilizzo. Il con-
cetto di sottoclasse nella gerarchia delle classi è applicato anche al dominio ed 
al range. Per esempio se la proprietà identifiedby ha dominio objects e range id, 
allora tutti le sottoclassi di objects possono utilizzare la proprietà indentifiedby. 
Il dominio ed il range di una proprietà sono fondamentali per aiutare i non e-
sperti nell’utilizzare correttamente l’ontologia garantendo coerenza semantica. 
 
Creazione delle istanze.  
La creazione delle istanze, o individui, è un passo fondamentale per capire 
se con l’ontologia realizzata è possibile rappresentare tutti i concetti che si vo-
gliono descrivere. Questo step necessita delle proprietà e delle classi definite 
nei passi precedenti. Qui il designer deve tentare di mappare i concetti a livello 
più basso ovvero deve riempire l’ontologia con individui e relazioni usando i 
concetti precedentemente introdotti. Questo step è utile anche per creare una 
documentazione dell’ontologia in modo tale da spiegare come combinare op-
portunamente i concetti forniti dall’ontologia. 
 
Valutazione dell’ontologia.  
Questo è un passo non banale. A questo punto infatti entrano di nuovo in 
gioco le domande di competenza e la lista dei termini rappresentati; l’obiettivo 
di questo step è valutare se è possibile rispondere alle domande utilizzando 
l’informazione disponibile nell’ontologia. 
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Iterazione.  
Per sviluppare un’ontologia che si adatti il più possibile alla descrizione di 
un dominio è infatti richiesto un approccio iterativo. Data una bozza iniziale 
dell’ontologia e valutata, è importante ripetere i passi precedenti e correggere i 
problemi riscontrati. 
 
6.2 Progetto dell’ontologia per Smart Space   
 
Per realizzare l’ontologia del nostro Smart Space abbiamo utilizzato la me-
todologia sopra illustrata. La nostra ontologia non è finalizzata a rappresentare 
tutti i concetti di un determinato dominio; l’idea è invece creare un’ontologia 
base per lo sviluppo di un prototipo di Smart Space. Durante lo sviluppo 
dell’ontologia, è stato utilizzato un approccio iterativo: partendo da una analisi 
di tipo top-down abbiamo determinato i concetti astratti da rappresentare; 
quindi abbiamo iterato con una visione bottom-up del sistema per capire quali 
informazioni dovevano essere fornite. 
 
Scopo. Lo scopo della nostra ontologia è quello di descrivere lo stato cor-
rente dei dati sensoriali e le informazioni generiche che caratterizzano una 
applicazione Smart Space. Essendo un’ontologia da utilizzare per lo sviluppo 
di un prototipo di Smart Space, un obiettivo fondamentale è stato quello di ren-
derla facilmente estendibile in modo tale da poter integrare nuovi concetti 
senza modificare l’ontologia già esistente prevedendo quindi di aggiungere in 
sviluppi futuri nuovi tipi di sensori e funzionalità. Come punto di partenza, i 
concetti da rappresentare sono quelli che permettono la descrizione di dati am-
bientali (inclusi la temperatura, l’umidità), la localizzazione (sia di utenti che di 
dispositivi), parametri fisiologici e informazioni base sul profilo di utenti e di-
spositivi. Ogni dato nell’ontologia deve essere descritto da alcuni parametri tra 
cui il tipo di misurando (cioè il tipo di misura, come HeartRate, PostureAngle, 
RelativeHumidity), unità di misura e relazioni che lo legano all’entità che lo ha 
prodotto. Per quanto riguarda la localizzazione nel sistema è limitata alla gra-
nularità di una stanza. 
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Domande di competenza. Queste domande saranno utili per testare 
l’ontologia alla fine del suo ciclo di sviluppo.  
 
Quale è l’ HR di Person_01? 
Dove è Person_01? 
Chi è presente nella Room_01? 
Qual è la temperatura nella Room_01? 
Quali sono i dispositivi nella Room_01? 
Quali sono i dispositivi di Person_01? 
Qual è il profilo di Person_01? 
Quali sono temperatura e umidità nell’ambiente in cui si trova Person_01? 
Quale è il MACAddress di SensorPlatform_01? 
Quale è il protocollo del dispositivo con MACAddress_01? 
 
Da una prima analisi di queste domande è facile capire come sia necessaria 
una descrizione dei dispositivi e dei dati sensoriali ed una loro associazione 
all’utente e all’ambiente. 
 
Analisi delle ontologie esistenti. Come accennato la nostra ontologia non 
copre tutti i concetti di un determinato dominio essendo finalizzata a coprire i 
concetti per descrivere applicazioni Smart Space. Un punto di partenza è stato 
comunque OntoSensor usato come punto di partenza per definire il concetto di 
dato. 
 
Lista dei termini importanti.  L’elenco dei termini principali da rappre-
sentare è basata sulle finalità della nostra applicazione.  
 
Data 
Identification Data 
Sensor Data 
Safety Limit  
Event Type 
Device 
Sensor Platform 
Environment 
Event 
 50 
 
Measurand 
Person 
Unit of Measure 
 
Scelta del linguaggio e del tool per definire l’ontologia. Il linguaggio 
scelto per la nostra ontologia è l’ RDF++ serializzato in standard XML/RDF. 
Questa scelta è stata motivata dalla piattaforma utilizzata ovvero da Smart-M3 
che offre reasoning su RDF++. Il tool utilizzato per lo sviluppo e l’editing 
dell’ontologia è stato Protegè; il tool è risultato conveniente per effettuare mo-
difiche all’ontologia e per i plug-in che mette a disposizione che permettono di 
avere un visualizzazione grafica dell’ontologia. 
 
Definizione delle classi e della gerarchia fra classi. L’albero delle classi 
è mostrato in figura 9.  
 
Figura 9 Albero delle classi 
 
La classe Data è utilizzata per descrivere un generico dato prodotto da un 
dispositivo o sensore. Un’ istanza di Data può essere associato ad un utente o 
ad un ambiente e può essere anche prodotto in seguito ad un’elaborazione; un 
esempio può essere la temperatura media di un ambiente che è monitorato da 
più sensori di temperatura. SensorData è una sottoclasse di Data  utilizzata per 
rappresentare il dato grezzo ottenuto da un sensore. Per esempio una lettura del 
sensore di temperatura è un SensorData ed è descritto da un valore, da un time-
stamp ed è collegato a istanze di MeasurandType e UnitOfMesasure. 
UnitOfMeasure  contiene le istanze delle varie unità di misura usate nel siste-
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ma. La classe Measurand descrive i diversi tipi di misurandi. Sviluppando in 
questo modo il concetto di Data si ottiene una soluzione molto flessibile ed e-
stendibile: quando è aggiunto un nuovo sensore che misura una grandezza non 
ancora descritta basta aggiungere nuove istanze per caratterizzarla.  
 La classe IdentificationData è usata per descrivere l’identificatore neces-
sario per identificare una persona, un dispositivo o un generico oggetto; una 
istanza di IdentificationData può avere un valore e un tipo (per esempio RFID 
o MACAddress o SemaCode). La classe SafetyLimitOnParameter è usata per 
definire delle soglie come limiti di sicurezza per determinati tipi di dati. Per e-
sempio è possibile settare dei valori di massimo e minimo per determinati 
parametri come la temperatura in un ambiente o il peso per un paziente. La 
classe Device è usata per descrivere un dispositivo generico come un PC o uno 
smartphone; la sua sottoclasse SensorPlatform è stata invece introdotta per de-
scrivere una piattaforma di sensori come per esempio l’Mote2. 
La classe ProtocolType descrive i protocolli utilizzati da una  SensorPla-
tform. 
Environment descrive un ambiente. La classe Event ha due sottoclassi Arti-
ficialEvent e NaturalEvent; è usata per descrivere un evento come può essere 
per esempio un allarme creato quando un parametro eccede la soglia di sicu-
rezza. EventType specifica il tipo di evento. 
La classe Person descrive gli utenti (pazienti e medici). La classe Privacy 
Level è stata introdotta per settare livelli di privacy a parti dell’informazione.  
 
Definizione delle proprietà. 
Le proprietà sono mostrate in tabella.  
Proprietà Dominio Range 
ContainsEntity Environment  
HasData  Data 
HasEventType Event EventType 
HasIdentificationData  IdentificationData 
HasIdentificationType IdentificatioData IdentificationType 
HasMeasurand Data Measurand 
HasPrivacyLevel  PrivacyLevel 
HasSafetyLimitOnParameter  SafetyLimitOnParameter 
HasSensorData Device SensorData 
 52 
 
HasUnitOfMeasure Data UnitOfMeasure 
IsRelatedToPerson  Person 
IsRelatedToSensor  SensorPlatform 
IsWearing Person  
HasProtocol Device ProtocolType 
HasBTPin Device StringLiteral 
HasExpirationTime Data StringLiteral 
HasFriendlyName  StringLiteral 
HasMACAddress Device StringLiteral 
HasName Person StringLiteral 
HasText  StringLiteral 
HasTimeStamp Data StringLiteral 
HasValue Data StringLiteral 
 
 
La ContainsEntity è usata per collegare un Environment con una Person o 
un Device. Questo link viene creato per definire la posizione di una persona o 
di un dispositivo. 
HasData è usato per collegare una qualsiasi istanza che può avere un Data 
con il rispettivo Data. 
HasMeasurand collega un Data ad un Measurand; è utile per esempio per 
effettuare query quando si è interessati solo ai dati con un determinato signifi-
cato fisico. 
HasSensorData è usato in modo simile a HasData ma collega tra loro Sen-
sorPlatform a SensorData. 
HasUnitOfMeasure connette Data a UnitOfMeasure. 
HasEventType è usato per collegare una istanza di Event al rispettivo tipo. 
HasIdentificationData collega una generica istanza ad un IdentificationDa-
ta. 
HasIdentificationType connette un IdentificationData con Identification-
Type. 
HasSafetyLimitOnParameter collega o un Environment o una Person a una 
istanza di SafetyLimitOnParameter. 
IsWearing è usato per collegare una persona con un dispositivo o un senso-
re. 
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IsRelatedToPerson e IsRelatedToSensor è usato per collegare rispettiva-
mente a una Person o a un Sensor una qualsiasi istanza. 
HasProtocol collega un Device ad un ProtocolType. 
Le seguenti sono invece tutte le datatype property. 
HasBTPin associa il pin bluetooth al dispositivo. 
HasExpirationTime è usato per dare un tempo di validità ad un generico 
dato. 
HasFriendlyName associa una stringa ad una istanza in modo da facilitare 
la sua ricerca. 
HasName è usata per linkare una Person al suo nome. 
HasText è usato per aggiungere una descrizione testuale a una qualsiasi en-
tità. 
HasTimestamp associa un timestamp ad un Data 
HasValue associa un valore ad un Data. 
 
Definizione del dominio e del range delle proprietà. 
Il dominio ed il range delle proprietà sono mostrati in tabella e sono spie-
gati per ogni proprietà nella sezione precedente. 
 
Creazione delle istanze. 
In questo passo sono state create tutte le istanze. Per ogni istanza è stata u-
tilizzata la seguente notazione:  
ClassName_UUID dove ClassName è il nome della classe a cui appartiene 
l’istanza mentre UUID è in identificativo random (universally unique identi-
fier). Questo garantisce l’unicità di ogni URI nel sistema. 
 
Valutazione dell’ontologia. 
Guardando lo scopo dell’ontologia e le classi, le proprietà e le istanze che 
sono state create, l’ontologia permette di rappresentare tutte le informazioni ri-
levanti nella nostra applicazione ed risulta essere una buona base per la 
realizzazione del nostro prototipo di SS. L’ontologia permette di rispondere al-
le domande di competenza e di utilizzare i termini importanti. 
 
Iterazione. 
Questo processo richiede che l’ontologia sia usata nell’implementazione  
che sarà descritta nel capitolo successivo. 
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6.3 Conclusioni 
Lo sviluppo di un’ontologia è un procedimento qualitativo e non esiste una 
procedura unica per la sua realizzazione; non esiste dunque una soluzione uni-
ca e differenti soluzioni possono essere altrettanto valide. La metodologia di 
[77] aiuta lo sviluppatore suggerendo una linea guida tramite dei passi da se-
guire durante questo processo.  
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7 Progetto del prototipo di Smart Space 
per il monitoraggio concorrente di 
parametri fisiologici ed ambientali  
Lo scopo di un sistema Smart Space è quello di permettere l’integrazione 
di sistemi diversi e dati eterogenei in modo tale da favorire collaborazione e 
sviluppo di applicazioni innovative. La funzionalità dello SS di riflettere 
l’informazione del mondo reale in uno spazio digitale e la condivisione di que-
ste informazioni con differenti sistemi sono un passo innovativo nello sviluppo 
di sistemi interoperabili. Sono molti gli ambiti e gli scenari in cui i concetti de-
gli SS possono essere applicati, variando da una casa intelligente, a un 
monitoraggio medico, a tutte le situazioni in cui  una condivisioni di informa-
zioni porta a dei benefici. 
Il prototipo di SS descritto in questo capitolo è stato progettato per monito-
rare i parametri fisiologici di un utente e, in modo concorrente,  le condizioni 
ambientali in cui esso si trova.   
7.1 Progettazione di uno Smart Space 
La progettazione di un sistema SS è molto simile ai passi seguiti per il de-
sign di un sistema standard. Durante i vari steps è stato necessario effettuare 
particolari considerazioni qui elencate. 
 
1. Requisiti. Come per ogni sistema, il design incomincia capendo 
quello che il sistema deve fare. Inoltre in un sistema SS è fonda-
mentale considerare quale è il ruolo della condivisione 
dell’informazione. Ci si deve chiedere tre domande.  
 
a. Il sistema deve cooperare con sistemi già esistenti? In que-
sta situazione è necessario considerare se è possibile 
realizzare degli adattatori per rendere i dati forniti dal si-
stema già esistente disponibili nello SS. 
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b. Il sistema deve cooperare con altri SS? Se si è necessario 
capire se è riutilizzabile la stessa ontologia o se risulta più 
conveniente crearne una nuova. Se è necessario crearne una 
nuova e si vuole beneficiare dell’informazione dei due si-
stemi, è necessario mappare i concetti della precedente 
ontologia in quella nuova riuscendo a replicare in modo dif-
ferente le stesse informazioni. 
c. Che tipo di informazione è condivisa ed è una buona solu-
zione per i sistemi che utilizzeranno i dati accedere allo SS? 
Con requisiti di efficienza si può optare per soluzioni più 
performanti perdendo interoperabilità (per esempio usando 
database); trattando dati sensibili è inoltre necessario garan-
tire sicurezza e privacy.  
 
2. Specifiche. Oltre alle specifiche standard sul livello software e 
hardware, è qui che il designer inizia a considerare lo sviluppo 
dell’ontologia. Infatti l’ontologia è una parte fondamentale di uno 
SS ed è in base ad essa che viene determinato come disaccoppiare il 
sistema in diversi knowledge processor. Le specifiche dovrebbero 
inoltre suggerire il middleware da utilizzare così come i diversi 
standard di comunicazione da supportare. Inoltre se informazioni 
private saranno condivise nello SS devono essere inclusi metodi o 
estensioni atti a garantire protezione. 
 
3. Architettura. Il design dell’architettura richiede di disaccoppiare i 
diversi knowledge processor in base alle funzionalità considerando 
anche possibili sviluppi del sistema. Per esempio considerando 
l’uso di un sensore, l’elaborazione del dato grezzo piuttosto che es-
sere integrata localmente direttamente nel KP del sensore, può 
essere effettuata da un KP separato; quest’ultima soluzione favori-
sce il riutilizzo del dato grezzo per futuri algoritmi lasciando intatto 
il sistema. 
 
4. Implementazione. L’implementazione dei diversi KP e 
dell’hardware necessario per realizzare il sistema SS è il task finale. 
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Una volta ottenuta la visione globale del sistema con i suoi requisi-
ti, le specifiche e l’architettura, ogni KP può essere realizzato. 
 
 
Queste considerazioni sono le principali differenze tra lo sviluppo di un si-
stema standard ed un sistema SS; la linea guida generale è di rendere il sistema 
il più interoperabile, estensibile e aperto possibile. Condividendo tutti i dati 
prodotti dal sistema o da più sistemi in uno SS si crea il potenziale per creare 
applicazioni innovative. 
 
7.2 Prototipo di Smart Space 
In questo capitolo sarà discussa la realizzazione del nostro sistema SS che 
integra informazioni ottenute da differenti sensori commerciali e permette agli 
agenti software di beneficiare dell’interoperabilità offerta dal sistema. 
7.2.1 Motivazioni del prototipo 
Lo scenario proposto si basa su concetti presenti in CHIRON [78]. Con 
questo progetto è condiviso lo scenario e l’obiettivo di realizzare un sistema 
per il controllo della salute personalizzato; la realizzazione di questo obiettivo 
riguarda chiaramente più domini coinvolgendo più attori tra cui il paziente, i 
medici e la comunità scientifica. L’obiettivo di CHIRON è di progettare una 
architettura per realizzare effettivamente un sistema per il person-centric health 
management in grado di seguire il paziente in tutte le sue cure. La principale 
sfida è quindi integrare le informazioni più recenti del paziente con gli esami e 
i dati storici e trasformare questa informazione in un utile supporto per facilita-
re la presa di decisioni. Per realizzare questa visione diversi requisiti devono 
essere soddisfatti. Prima di tutto i dati devo essere raccolti da fonti eterogenee 
(sensori, archivi, database). Inoltre per essere resi comprensibili e disponibili in 
modo semplice devono essere rappresentati in modo uniforme in un una piatta-
forma per la condivisione dell’informazione. Memorizzati i dati, devono essere 
realizzati meccanismi per la lettura e l’analisi. In tutto questo processo è neces-
sario una rappresentazione dell’informazione per armonizzare il processo che 
va dal controllo del paziente al supporto offerto allo staff medico nella presa 
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delle decisioni. Nella architettura di CHIRON vengono definiti i tre seguenti 
layer: l’user plane, il medical plane, lo statistical plane. 
 
• Lo user plane riguarda le interazioni da e con il paziente (monito-
raggio e feedback locale). 
• Il medical plane riguarda le interazioni da e con i medici (valuta-
zione dei dati clinici, diagnosi, pianificazione e esecuzione di un 
trattamento, feedback al paziente) 
• Lo statistical plane riguarda le interazioni con i ricercatori medici 
(controllo e raccolta dati). 
 
L’intero ciclo di cura è basato sulla continua interazione e scambio di in-
formazioni tra questi tre piani. 
L’utilizzo di Smart-M3 e di uno SS system permettono di dare un evidente 
contributo alla creazione di un integrated care cycle fornendo il controllo di 
uno spazio di informazioni contenente dati ottenuti da sensori portabili e sta-
zionari, supportando strumenti di misura e attuatori diversi ed eterogenei, 
abilitando un profilo personale ed un approccio personalizzato nell’ambito 
dell’healthcare. 
 
7.2.2 Requisiti del prototipo 
Il nostro scenario consiste nel considerare alcuni utenti che vivono e si 
muovono liberamente in un ambiente monitorato da sensori ambientali. 
L’utente ha a disposizione alcuni dispositivi personali e tra questi anche dispo-
sitivi medici, alcuni di essi indossabili. L’utente si muove liberamente in 
questo smart environment e i suoi dati di salute  insieme ai dati del suo conte-
sto sono continuamente monitorati. 
Il primo requisito per realizzare uno SS di questo tipo è creare una descri-
zione di tutte le entità che giocheranno un ruolo significativo nel sistema. Per 
mappare ogni entità fisica nella rappresentazione digitale, ogni entità fisica de-
ve essere identificata univocamente. Quindi ogni entità deve essere descritta 
con l’appropriato modello in base l’ontologia. Questa descrizione è creata du-
rante l’inizializzazione del sistema e riguarda gli utenti (medici e pazienti), i 
loro profili, i dispositivi, gli ambienti e tutte le relazioni tra essi. Le relazioni 
tra queste entità possono essere aggiunte o cambiare dinamicamente; questa 
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funzionalità può essere realizzata manualmente o in modo automatico con si-
stemi di identificazione o localizzazione. Per esempio nello scenario proposto, 
l’associazione dello stesso set di strumenti a diversi pazienti può essere effet-
tuato manualmente tramite un software con GUI o in modo automatico 
utilizzando la tecnologia RFID. I dispositivi medici e un RFID reader sono po-
sizionati su un banco di misure; il paziente si registra semplicemente 
posizionando il suo RFID tag sull’RFID reader; quindi il sistema in automatico 
associa tutte le misure acquisite dai dispositivi di quel banco a quel paziente fi-
no a quando l’RFID viene rimosso. 
La architettura è basata su Smart-M3 e è descritta in figura 10. 
 
Figura 10 Visione generale del sistema SS 
 
 Nello User plane, dati provenenti da sensori eterogenei sono raccolti da un 
PC o uno smartphone e inviati alla SIB. I Sensors Adapters mostrati in figura 
10 sono legacy adapters; possono essere visti come traduttori guidati da 
un’ontologia consentendo lo scambio di informazione tra lo SS il mondo le-
gacy; per mondo legacy intendiamo dispositivi e sistemi commerciali già 
esistenti e presenti sul mercato. La SIB è il nucleo del sistema; memorizza e 
condivide non solo i dati prodotti dai sensori ma tutte le informazioni create 
durante il processo di inizializzazione. Questa implementazione è coerente con 
il concetto di Alter Ego proposto in CHIRON. Alter Ego è un’entità virtuale di-
namica che modella tutte le informazioni rilevanti legate allo stato di salute di 
un paziente includendo la sua storia, le abitudini, i suoi parametri fisiologici,.. 
Questa entità deve avere la capacità di evolversi adattandosi a vari domini e 
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condizioni di utilizzo. Una volta generato questo profilo virtuale è costante-
mente aggiornato attraverso le informazioni del sistema di monitoraggio; in 
ogni caso il medico può aggiungere informazioni in qualsiasi momento. Il pro-
filo include informazioni statiche, semi-statiche e dinamiche e su di esso 
potranno lavorare motori a regole per determinare la presenza di situazioni a-
nomale. 
Utilizzando i dati sensoriali collezionati e sfruttando la conoscenza delle 
relazioni tra le entità interessate, è possibile creare diversi tipi di servizi. Con 
riferimento alla figura saranno mostrati alcuni esempi. 
Gli aggregatori sono servizi generici che consumano l’informazione già 
presente nella SIB arricchendo questa informazione tramite regole di inferenza. 
La nuova informazione è quindi memorizzata nella SIB e condivisa in modo 
tale da poter essere riutilizzata da altri servizi e include per esempio indici e pa-
rametri. 
L’Automatic Alarm Generator è un servizio per la generazione automatica 
di uno stato di allarme nel profilo dell’utente; questo è generato quando un pa-
rametro del paziente esce dal range di sicurezza descritto nel suo profilo. 
Il servizio di History colleziona i dati rilevanti in modo da consentire una 
analisi successiva per scoprire o validare relazioni macroscopiche tra il profilo 
del paziente, la diagnosi e l’efficacia del trattamento medico. 
L’Alarm Dispatcher è un servizio che notifica la presenza di uno stato di 
allarme al medico attraverso dei mezzi di comunicazione standard cioè tramite 
SMS o e-mail. 
In riferimento al medical plane abbiamo considerato la seguente politica. 
Lo staff medico può visualizzare tutti i dati dei suoi pazienti attraverso diverse 
piattaforme (smartphone e PC) in tempo reale. I medici possono visualizzare 
questi dati e gli specialisti sono notificati in caso di allarme. I medici possono 
visualizzare e modificare il profilo del paziente e possono creare degli stati di 
allarme manualmente.  
Il sistema necessita di condividere informazione eterogenee da diversi si-
stemi/dispositivi commerciali. Lo scopo è creare un sistema che permetta allo 
staff medico di monitorare lo stato di salute di un paziente insieme ai parametri 
ambientali. Il sistema è finalizzato la monitoraggio fuori dalla struttura ospeda-
liera per persone soggette a malattie cardiovascolari. Il sistema dovrà 
monitorare parametri fisiologici; tra questi la frequenza cardiaca, la frequenza 
respiratoria, la temperatura della pelle, la pressione arteriosa , il peso, la satura-
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zione dell’ossigeno e l’attività del paziente. Questi dati prodotti da diversi di-
spositivi saranno raccolti da uno smartphone associato all’utente o da un PC. Il 
sistema di monitoraggio dovrà essere il meno invasivo possibile e soddisfare 
criteri di usabilità; l’interazione con i dispositivi dovrà essere il più semplice 
possibile. Il sistema fornirà inoltre informazioni sui dati ambientali; in partico-
lare sono monitorati temperatura, umidità, luce e la presenza di acqua sul 
pavimento. I sensori ambientali sono sparsi e fissati negli ambienti in cui 
l’utente si può muovere. L’informazione di localizzazione è fondamentale in 
questo sistema e la granularità è limitata al livello di stanza. La localizzazione 
può essere fornita da più sistemi di localizzazione in modo tale da aumentare la 
robustezza del sistema. Allo stesso modo diversi sistemi possono monitorare la 
situazione ambientale per aumentare la ridondanza di dati. I dati ambientali do-
vranno essere utilizzati per astrarre un indice di disagio bioclimatico da 
associare ad ogni ambiente. Degli allarmi basati su soglie saranno considerati 
per avvertire il personale medico della presenza di situazioni anomale. Il proto-
tipo non tiene conto di aspetti riguardanti sicurezza e privacy. 
 
7.2.3 Specifiche del prototipo 
 La soluzione utilizzerà Smart-M3 come supporto per realizzare uno SS. I 
dati saranno raccolti da diversi sensori. La nostra applicazione si applica ad 
uno scenario in cui alcuni utenti che muovono in un ambiente indoor diviso in 
due stanze. Ogni stanza è monitorata da sensori di una Wireless Sensor 
Network; in particolare è stata utilizzata una WSN con protocollo di comunica-
zione ZigBee e sviluppata da Eurotech [79]; la WSN è in grado di monitorare 
temperatura, umidità e l’eventuale presenza di acqua sul pavimento. Per dimo-
strare l’interoperabilità tra diversi produttori abbiamo aggiunto al sistema 
anche nodi iMote2  per avere ulteriori misure delle condizioni ambientali.  
Per monitorare i parametri fisiologici dell’utente si è scelto di utilizzare un 
set di dispositivi medici. Questi dispositivi sono gli stessi scelti in collabora-
zione con il personale medico all’interno del progetto OLDES per il 
monitoraggio remoto di pazienti con problemi cardiovascolari. 
I principali dati fisiologici sono acquisiti dallo Zephyr BioHarness; questo 
è dispositivo che ha sostituito il nostro prototipo indossabile. Lo Zephyr Bio-
Hrness è un dispositivo indossabile; consiste in una fascia con elettrodi tessili 
ed un dispositivo da abbottonare alla fascia; lo Zephyr BioHarness comunica 
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tramite Bluetooth, misura diverse grandezze e ha diverse modalità di funzio-
namento impostabili usando le API fornite dal produttore. Tramite questo 
dispostivi monitoriamo in tempo reale frequenza respiratoria, frequenza cardia-
ca, temperatura della pelle e due parametri per misurare l’attività: un indice di 
attività e l’angolo di postura del paziente. 
Oltre a questo dispositivo indossabile, il paziente è dotato anche dei se-
guenti dispositivi: 
• una bilancia pesapersone (A&D UC-321PBT); 
• un misuratore di pressione arteriosa (A&D UA-767PBT); 
• un pulsiossimetro (Nonin Onyx II9560). 
Tutti questi dispositivi comunicano tramite Bluetooth attraverso protocolli 
per lo scambio di messaggi proprietari.   
Il sistema di localizzazione è realizzato sfruttando la tecnologia RFID; è 
stato utilizzato un TagSense UHF RFID reader per ogni ambiente e un tag è as-
sociato ad ogni utente.  
I dati forniti dai sensori sono mostrati in tabella. L’ontologia utilizzata nel-
lo SS è quella descritta nel capitolo precedente. 
 
Sistema Measurand UnitàOfMeasure Placement 
BioHarness Heart Rate BPM Body 
BioHarness SkinTemperature °C Body 
BioHarness Posture °Angle Body 
BioHarness Activity VMU Body 
BioHarness Resp.Rate BPM Body 
A&D Scale Weight Kg Environment 
A&D sphygmoma-
nometer 
Systolic Pressure mmHg Environment 
A&D sphygmoma-
nometer 
Diastolic Pressu-
re 
mmHg Environment 
A&D sphygmoma-
nometer 
Mean Pressure mmHg Environment 
Nonin pulseoxime-
ter 
Oxygen Satura-
tion 
% Environment 
Eurotech WSN Temperature °C Environment 
Eurotech WSN Humidity % Environment 
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Eurotech WSN WaterOnFloor Boolean Environment 
iMote2 Temperature °C Environment 
iMote2 Humidity % Environment 
 
 
Per tutti i dispositivi commerciali è stato necessario realizzare dei legacy 
adapter. La funzione di questi adattatori consiste nell’interfacciarsi con il di-
spositivo applicando il corretto protocollo per lo scambio dei dati, effettuare un 
parsing dei dati, descriverli con l’ontologia e quindi pubblicarli nello SS.  
In questo SS solo interoperabilità a livello di informazione è stata utilizza-
ta. La comunicazione tra i KPs e la SIB avviene utilizzando il protocollo 
TCP/IP. 
Il dispositivo in cui girano i legacy adapters per i dispositivi biomedici de-
ve supportare anche la comunicazione Bluetooth per comunicare con essi. La 
mobilità dell’utente è garantita dal fatto che il suo dispositivo portabile sia do-
tato di connettività WiFi. 
7.2.4 Architettura del prototipo  
L’architettura dello SS è mostrata in figura 11. 
La architettura mostra come sia fondamentale il disaccoppiamento di pro-
duttori e consumatori di informazione. Inoltre è chiaro come una volta 
realizzata questa divisione tra KP, ogni KP può essere sviluppato in parallelo 
allo sviluppo di un’altra parte del sistema. 
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Figura 11 Architettura dello SS 
 
 
Initialization system KP.  
Questo KP non è presente nella figura. Lo scopo di questo KP è quello di 
inserire tutte le informazioni iniziali nello SS. In particolare registra tutte le en-
tità  che hanno un ruolo rilevante e le relazioni tra esse.  
 
Environmental Sensors iMote2 KP 
Questo KP è un legacy adapter che pubblica nello SS i dati ambientali mi-
surati dai sensori degli iMote2. Ogni mote ha un KP di questo tipo ed ogni 
mote in fase di inizializzazione è associato ad un ambiente; i dati monitorati 
cioè la temperatura, l’umidità e la quantità di luce rilevata vengono pubblicate 
e aggiornate nella SIB e tali misure sono associate all’ambiente in cui è presen-
te il mote. Questo KP gira su un PC con sistema operativo Ubuntu  ed è stato 
realizzato in Python.  
 
Environmental Sensors Eurotech WSN KP 
Il WSN Eurotech KP è un legacy adapter responsabile di pubblicare i dati 
della WSN Eurotech. Questo KP realizzato in java gira su un PC e coordina e 
controlla l’intera rete di sensori fungendo da coordinatore. Durante la fase di 
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inizializzazione ogni sensore è associato ad un ambiente ed il KP aggiorna op-
portunamente i dati sensoriali misurati; questi sono temperatura, umidità e la 
presenza di acqua sul pavimento.   
 
Physiological Sensors KP 
Il Physiological Sensor KP è un legacy adapter che si occupa di pubblicare 
nello SS le informazioni fisiologiche. Questo KP si occupa della comunicazio-
ne con tutti i dispositivi biomedici. 
Il KP è l’evoluzione intelligente di distinti KP, uno per strumento. Per sod-
disfare il requisito di usabilità e semplificare l’interazione dell’utente con il 
sistema, l’obiettivo è minimizzare il numero di operazioni che l’utente deve ef-
fettuare con il sistema. Il modo più semplice e il con minor numero di 
iterazioni da parte dell’utente per effettuare delle misure, consiste nella seguen-
te procedura: l’utente sceglie uno strumento di misura, lo accende ed effettua la 
misura; in automatico il sistema associa le misure dello strumento al paziente. 
Questa funzionalità è stata raggiunta sfruttando tutta la conoscenza condi-
visa nello SS. Le informazioni necessarie per realizzare questa funzionalità 
sono rappresentate dalla descrizione del dispositivo (indirizzo MAC, PIN, pro-
tocollo) e dalla relazione semantica che lega il dispositivo all’utente.  
Ogni utente infatti ha il proprio Physiological Sensor KP che gira sullo 
smartphone personale dotato di Bluetooth e WiFi o comunque connesso a 
internet (tramite UMTS). Il KP è stato scritto in Python e gira sia su PC con si-
stema operativo Ubuntu sia su N900 dotato di sistema operativo Maemo. Il KP 
comunica con tutti i dispositivi Bluetooth presenti nelle vicinanze e associati 
all’utente. Infatti il KP esegue le seguenti operazioni: quando lanciato il KP ef-
fettua delle query per memorizzare in una tabella interna tutte le informazioni 
sui dispositivi associati all’utente; tra queste informazioni il KP memorizza i 
numeri seriali dei dispositivi, il loro indirizzo MAC, il PIN necessario per 
l’accoppiamento Bluetooth e informazioni sul protocollo da usare per il dispo-
sitivo; inoltre viene creata una sottoscrizione che notifica il KP quando nuovi 
dispositivi medici sono associati all’utente o rimossi, in modo da avere la tabel-
la dei dispositivi associati all’utente sempre aggiornata. A run-time quando il 
KP scopre uno di questi dispositivi, quest’ultimo viene automaticamente rico-
nosciuto; viene effettuato il pairing, applicato il protocollo corretto e quindi 
effettuato il parsing dei dati i quali vengono pubblicati nella SIB e associati al 
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paziente. Nella figura 11 è mostrata parte del sottografo presente nella SIB e 
utilizzata dal KP per realizzare questa funzionalità. 
 
 
Figura 12 Sottografo utilizzato dal Physiological Sensors KP 
 
 
 
 
ThomIndex KP 
Questo KP è responsabile di calcolare l’indice termoigrometrico per ogni 
ambiente del sistema. E’ un KP aggregatore. Il KP si sottoscrive ai dati di tem-
peratura e umidità di una stanza ed effettua dei controlli sulle unità di misura; 
ad ogni notifica ricevuta da parte della SIB viene calcolato il nuovo indice di 
Thom ed effettuato un update. L’informazione è associata all’ambiente che 
contiene i sensori. Il KP calcola l’indice di Thom usando la temperatura e 
l’umidità media a partire dai dati forniti dai sensori. Ogni stanza ha un KP di 
questo tipo, realizzato per comodità in Python. 
 
Location KP 
Questo KP è un legacy adapter che si interfaccia all’RFID reader collocato 
all’ingresso di una stanza. Nel nostro scenario ogni reader è associato durante 
l’inizializzazione ad una stanza; quando una persona entra nella stanza e pone 
il suo RFID tag nelle vicinanze del reader il KP aggiorna la posizione 
dell’utente. Il KP aggiorna anche la posizione dei dispositivi indossati dalla 
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persona. Un Location KP è necessario per ogni ambiente e RFID reader. Il KP 
gira su un PC connesso allo SS. 
 
AlarmGenerator KP 
Questo KP effettua una query per cercare tutte le entità che hanno un Safe-
tyLimitOnParameter associato. Quindi scaricati i valori in una tabella il KP si 
sottoscrive ai dati di interesse. Quando il dato monitorato è fuori soglia, viene 
creata un’istanza di Alarm, pubblicata nella SIB e associata all’entità pertinen-
te. 
 
ManualAlarmGenerator 
Questo KP permette allo staff medico di creare manualmente delle istanze 
di Alarm in caso di situazioni anomale. 
 
 
Health Care Monitoring KP 
Questo KP consente allo staff medico di selezionare l’utente da monitorare 
tra quelli disponibili; quindi viene creata una sottoscrizione su tutti i dati rile-
vanti. Tutte le istanze di Data associate alla persona sono utilizzate, non 
solamente i dati quelli fisiologici. 
Il KP visualizza quando disponibili i valori istantanei di heart rate, tempe-
ratura della pelle, frequenza respiratoria, angolo di postura e un indice di 
attività; visualizza inoltre le ultime misure effettate da bilancia, sfigmomano-
metro e pulsiossimetro. Al tempo stesso è mostrata la posizione in cui si trova 
l’utente monitorato e le condizioni ambientali (temperatura, umidità, indice di 
Thom). Questo KP è scritto in Python e lo stesso software può essere utilizzato 
sia su un PC Ubuntu sia su smartphone Maemo Nokia N900. 
 
Alarm Dispatcher KP 
Questo KP si sottoscrive alle creazione di istanze di Alarm e quando è noti-
ficato invia una mail o un sms con le relative informazioni al medico. Sono 
stati realizzati due metodi alternativi per inviare SMS; il primo sfrutta un KP 
sullo smartphone Nokia N900 ed il secondo un KP che gira su un PC collegato 
ad un modulo Siemens HC25. 
 
History KP 
 68 
 
Il KP si sottoscrive alle variazioni dei parametri dell’utente effettuando uno 
storico dei dati monitorati; nella versione attuale i dati sono raccolti con il loro 
timestamp in un file. 
 
In figura 12 è mostrato uno screenshoot dell’ Health Care Monitoring; 
l’utente monitorato è Irene e lo smile verde indica che non sono presenti allar-
mi legati al paziente. Nella colonna di sinistra è indicata il nome della stanza in 
cui si trova l’utente (in questo caso cellar) e le informazioni ambientali. Sulla 
destra sono presenti le informazioni fisiologiche.  
Figura 13 Healthcare monitoring KP screenshoot 
 
In figura 13 sono mostrati i dati raccolti durante una sessione di monito-
raggio simulata in laboratorio durante la quale l’utente si spostava 
ripetutamente tra due stanze indossando lo Zephyr BioHarness. 
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Figura 14 Esempio di una sessione di monitoraggio 
7.3 Conclusioni 
 
In questo capitolo è stata presentata il design e la realizzazione di 
un’applicazione di monitoraggio concorrente di parametri fisiologici e 
ambientali basata su un sistema interoperabile. Il risultato è un prototipo 
SS che decisamente aumenta l’interoperabilità rispetto un sistema stan-
dard come quello mostrato nel capitolo 4. Questo è stato dimostrato 
integrando diversi KP, produttori, consumatori e aggregatori di informa-
zione condivisa. Tutti i KP dell’applicazione sono stati scritti lavorando a 
livello di SSAP e di triple; il problema è che usando erroneamente 
l’ontologia si può precludere il corretto funzionamento del sistema. Per 
questo è stato sviluppato all’interno del progetto SOFIA un Application 
Development Kit (ADK); questo tool è un generatore di librerie a partire 
dall’ontologia che ha lo scopo di facilitare il compito dello sviluppatore. 
Un altro tool molto utile in fase di realizzazione e attualmente in svilup-
po è un visualizzatore/editor grafico per facilitare l’esplorazione e 
l’aggiunta di informazioni nello SS. 
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8 Conclusioni 
L’esperienza maturata nel progetto basato su Smart Space di sistemi di 
monitoraggio di parametri ambientali e fisiologici ci consente di formulare una 
serie di raccomandazioni. Lo scopo di questa metodologie progettuale è aiutare 
il designer nel realizzare una sistema per condividere l’informazione in modo 
interoperabile tra dispositivi e applicazioni eterogenee. Attraverso il disaccop-
piamento di KP e la capacità da parte della SIB di condividere diverse 
ontologie, i sistemi basati su SS possono crescere integrando nuovi dispositivi 
e applicazioni. L’abilità di scambiare e condividere dati e informazioni è la ca-
ratteristica dello Smart Space che permette di realizzare applicazioni 
innovative. 
 
8.1 Raccomandazioni per lo sviluppo di un sistema inte-
roperabile 
Progettare un sistema interoperabile può essere un lavoro difficile da intra-
prendere senza una linea guida. Le seguenti raccomandazioni per la 
realizzazione di sistemi interoperabili basati su Smart Space saranno utili sia a 
sviluppatori che vogliono ottenere interoperabilità tra dispositivi e sistemi le-
gacy realizzando applicazioni e software innovativo, sia a progettisti che 
intendono realizzare sistemi in grado di produrre e consumare direttamente in-
formazioni interoperabili. 
 
Utilizzare l’RDF per descrivere i dati del sistema e seguire le racco-
mandazioni del W3C. 
Il Resource Description Framework (RDF) è stato introdotto dal W3C per 
lo scambio di informazioni sul il web semantico. Questo significa che milioni 
di sistemi condivideranno i dati in RDF. Inoltre molte comunità di sviluppatori 
offrono tools, sistemi di archiviazione e linguaggi di query che fanno dell’RDF 
un robusto framework per modellare lì informazione. L’RDF permette di rag-
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giungere interoperabilità delle informazioni anche in sistemi in cui 
l’informazione è estremamente dinamica come in telemedicina. 
  
Utilizzare ontologie descritte in OWL per dare una struttura e un si-
gnificato semantico all’informazione. 
L’ ontologia infatti consente di assegnare una struttura semantica 
all’informazione che è espressa in un grafo RDF verrebbe a mancare. Le onto-
logie svolgono un ruolo fondamentale in quanto assegnano un preciso 
significato ai dati rappresentati in RDF. Questo aspetto è vitale laddove sia 
condivisa l’informazione in quanto consente a diversi sistemi di lavorare con lo 
stesso vocabolario. L’OWL è lo standard riconosciuto e proposto da W3C e 
sono disponibili molti tools per modellare ontologie ed in grado di fornire 
strumenti di reasoning. Per lo stesso motivo e per incoraggiare interoperabilità 
tra sistemi, un elevato numero di ontologie è pubblicato liberamente sul web. 
 
Minimizzare il numero di comunicazioni eterogenee utilizzate nel si-
stema. 
Questo requisito viene dall’esigenza di avere interoperabilità a livello di 
comunicazione. Maggiore è il numero di tecnologie di comunicazione impiega-
te (ad es. WiFi,  Bluetooth, ZigBee, ..) maggiore è il tempo e l’effort richiesto 
per sviluppare il sistema. In ogni caso l’approccio basato su SS richiede uni-
camente di implementare la comunicazione tra dispositivi e SIB e no tra ogni 
coppia di dispositivi. 
 
Non trascurare la gestione delle eccezioni. 
Si ricordi che nell’approccio basato su SS la verifica della consistenza 
dell’informazione è lasciata all’applicazione. Ad esempio è necessario control-
lare la disponibilità dei dati nello SS. Non ci sono garanzie che l’informazione 
di cui necessita un KP sia presente nello SS proprio per la dinamicità del siste-
ma; il KP che utilizza l’informazione deve prevedere la possibilità che 
un’informazione non sia presente.  
 
I dispositivi e le applicazioni devono portare con se la parte di ontolo-
gia che utilizzeranno e condividerla nello SS. 
Infatti quando uno SS è inizializzato non contiene nessun tipo di informa-
zioni. Ci sono quindi due opzioni. La prima prevede di inserire tutta l’ontologia 
  
73 
 
come passo iniziale; ovvero un KP dedicato si occupa di inserire tutta 
l’ontologia nella SIB. La seconda opzione consiste nel far inserire ad ogni KP 
la parte di ontologia che utilizzerà. 
Nel prototipo discusso precedentemente abbiamo adottato la prima solu-
zione. 
 
Lo scambio di informazioni deve avvenire sempre attraverso la SIB. 
L’interoperabilità è assicurata condividendo e scambiando l’informazione 
attraverso lo SS e interpretata grazie all’ontologia e disaccoppiando produttori 
e consumatori. Una tripla RDF rappresenta una affermazione riguardo lo stato 
delle risorse come per esempio il valore corrente di un dato o la posizione in 
cui si trova una persona. Viceversa se il sistema necessita di ulteriori dati come 
per esempio file o collegamenti a database esterni la SIB risulta nuovamente 
idonea per essere integrata con questi sistemi. Infatti la SIB gestisce solamente 
informazione ma è possibile fare riferimento a informazioni esterne tramite 
URI. Questa caratteristica è molto potente per integrare al sistema repository e 
risorse esterne. 
 
Utilizzare le sottoscrizioni liberamente. 
L’approccio basato su SS consente di applicare un modello di notifica pu-
blish/subscribe. Le sottoscrizioni sono un potente meccanismo per notificare 
eventi le applicazioni interessate. L’utilizzo delle sottoscrizioni massimizza la 
reattività del KP mantenendo la sua informazione locale sempre aggiornata ri-
spetto la SIB. 
 
Le informazioni nello SS rappresentano una descrizione dello stato at-
tuale; conviene gestire i dati storici se necessari con KP ad hoc. 
Lo SS deve rappresentare lo stato corrente di un ambiente fisico essendone 
la rappresentazione digitale. KP dedicati possono sottoscriversi alle informa-
zioni rilevanti e gestirle nel modo più appropriato e in particolare possono 
costruire archivi storici. 
 
Le ontologie devono essere condivise e riutilizzate per massimizzare 
l’interoperabilità. 
L’uso di un’ontologia condivisa è fondamentale per mantenere 
l’informazione interoperabile. Per quanto sia possibile realizzare KP traduttori 
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di ontologie, la miglior pratica è utilizzare ontologie comuni per integrare si-
stemi diversi senza nessun costo aggiuntivo. 
 
Assumere che le informazioni prodotte saranno riutilizzate e quindi 
documentare l’ontologia per permettere a futuri sviluppatori di capire la 
semantica dei dati. 
L’ontologia deve essere documentata e completata da esempi che ne illu-
strino l’ utilizzo; questi riguarderanno la notazione usata per creare URI, il 
corretto utilizzo delle proprietà e esempi di istanze complete. 
 
Utilizzare un class ontology based library generator per astrarre il 
progettista dall’ontologia. 
Può essere interessante sviluppare una applicazione senza dover accedere 
all’ontologia. Questo può essere realizzato tramite un tool che genera classi a 
partire dal file OWL contenente l’ontologia. Questo tool fornisce allo sviluppa-
tore la possibilità di lavorare con classi standard senza dover lavorare a livello 
di SSAP, ontologie ed RDF. 
 
 
 
Queste considerazioni nascono dall’esperienza maturata durante il dottora-
to e durante l’attività di progetto discussa nei capitoli 3, 4, 5, 6 e 7.   
Il progetto descritto nel capitolo 3 è stato realizzato per monitorare il se-
gnale ECG e il contesto dell’utente per poter capire la correlazioni tra anomalie 
cardiache e condizioni ambientali. Per realizzare il sistema è stato necessario 
integrare fra loro un elevato numero di sensori per la ricostruzione del contesto. 
L’utilizzo della piattaforma Java “Mobicomp” come context repository ha dato 
la possibilità di memorizzare l’informazione e di garantirne l’ accesso; la man-
canza di un’ontologia ha portato a forti limitazioni. Senza ontologia qualsiasi 
tipo di informazione può essere condivisa ma il consumatore deve sapere auto-
nomamente come interpretare l’informazione. La decisione di realizzare un 
sistema integrato in grado di acquisire tute le informazioni era stata motivata 
dall’idea che fosse più semplice rispetto a integrare fra loro differenti sistemi. 
In realtà l’uso di uno Smart Space ha permesso di realizzare questa integrazio-
ne e ha concesso molti benefici.  
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Utilizzando il prototipo di ontologia discusso nel capitolo 5 e sfruttando 
Smart-M3 per creare uno SS, l’usabilità e i vantaggi di questo tipo di sistemi 
sono risultati ben evidenti. La possibilità di aggiungere sensori e integrare dif-
ferenti tipi di dati, la realizzazione di applicazioni per visualizzare informazioni 
e la creazione di aggregatori sono stati facilitati dall’utilizzo di una ontologia 
condivisa. Il prototipo presentato infatti è l’evoluzione di un primo sistema 
molto più semplice; man mano abbiamo aggiunto sensori e funzionalità, spesso 
traendo beneficio dal riutilizzo di codice, e senza dover modificare moduli già 
esistenti. I vantaggi offerti dal sistema sono stati evidenziati riutilizzando e e-
stendendo il prototipo di ontologia per realizzare uno scenario di manutenzione 
all’interno del progetto SOFIA. 
 
 
8.2 Sviluppi futuri 
 
Nella tesi è sono stato discusso la metodologia per lo sviluppo e la realiz-
zazione di uno SS per la realizzazione di un sistema di monitoraggio 
innovativo. E’ stato utilizzato il prototipo fornito da Nokia di Smart-M3 per 
mostrare le opportunità e le funzionalità offerte da una soluzione di questo tipo. 
Il sistema Smart-M3 sta diventando maturo e l’ Application Development Kit 
(ADK) faciliterà il lavoro di sviluppatori. Per questi motivi la piattaforma sarà 
integrata in un sistema più ampio cioè all’interno dell’architettura di CHIRON. 
Il progetto CHIRON ha accolto la piattaforma come nucleo per generare inte-
roperabilità tra fonti eterogenee; questo grazie alle funzionalità che uno SS 
offre sia per quanto riguarda la possibilità di offrire un modo semplice per rea-
lizzare un profilo personalizzato sia per il modo di fornire informazioni ad 
agenti esterni quali motori a regole. Con questa ipotesi l’architettura di 
CHIRON può essere rivista come mostrata in figura 15 utilizzando i concetti di 
SS.  
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Figura 15 Esempio di interazione tra user medical e statistical plane 
 
Uno Smart Space può essere creato per ogni livello di utenza (user / medi-
cal / statistical plane). Nel piano utente, una SIB locale supporta la 
memorizzazione del contesto corrente (profilo dell’utente e descrizio-
ne/configurazione dei dispositivi – Alter Ego). Gli abstraction layers allineano 
le informazioni dei dati grezzi con l’ontologia di riferimento usata dalla SIB. 
Un content manager system locale e referenziato nella SIB può collezionare i 
dati storici a breve termine. Il piano medico monitora i dati dell’utente e modi-
fica informazioni o sull’utente o sulla configurazione dei dispositivi; l’accesso 
può avvenire direttamente da KP o da web service. I dati storici utili al fine sta-
tistico sono memorizzati tramite specifici KP in CMS o DB esterni, sempre 
referenziati in SS esterni. In questa situazione essendo un middleware per la 
raccolta e condivisione di dati medici un’opportuna scelta è quella di utilizzare 
un’ontologia mappata a partire dai vocabolari e standard medici quali HL7. 
L’approccio utilizzato apre a nuovi scenari nella ricerca scientifica in tele-
medicina. Ad esempio si aprono percorsi verso la realizzazione di nuovi servizi 
e applicazioni che consentono da un lato di studiare la correlazione tra i para-
metri raccolti durante l’osservazione di determinati fenomeni, dall’altro di 
rilevare situazioni anomale attraverso l’implementazione di algoritmi predittivi 
dopo aver istruito il sistema con tecniche di learning.   
Si ritiene che il più interessante risultato del Dottorato sia proprio lo studio 
dei modelli di utilizzo delle piattaforme interoperabili e la proposta e successi-
va adozione di detto modello in un importante progetto di ricerca europeo sulla 
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telemedicina a cui partecipano importanti player del settore, tra cui FIMI 
PHILIPS, PHILIPS HEALTHCARE, ALMA IT SYSTEM, I+, 
SOUTHAMPTON UNIV. HOSPITAL, CARDIOCINETICS,  BARCO e 
ZORGGEMAK. 
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