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PĜedmČtem této diplomové práce je vymezení problematiky komunikace podnikatele a 
správce danČ. Jedná se o aktuální téma, které je neustále Ĝešeno pĜedevším v souvislosti se 
snahou o transformaci komunikace veĜejnosti obecnČ s orgány veĜejné moci do elektronické 
formy. Tyto zmČny probíhají také v návaznosti na neustálý rozvoj informaþních technologií. 
ZmČny v této oblasti pĜineslo nČkolik zákonných úprav, které jsou obsahem této práce, další 
zmČny jsou pak pĜedmČtem Ĝešení. 
Cílem této práce je zhodnocení pĜínosĤ a nedostatkĤ elektronické komunikace oproti 
ostatním zpĤsobĤm komunikace a urþení dalšího možného vývoje v oblasti komunikace, 
v návaznosti na znalosti získané pĜi vypracování tohoto tématu a aktuálnČ Ĝešenou 
problematiku v této oblasti. 
V úvodní kapitole bude vymezen právní rámec komunikace podnikatele a správce 
danČ. Tato kapitola bude výchozím bodem pro pochopení dalších kapitol. NejdĜíve budou 
v této práci vymezeny právní pĜedpisy, které upravují komunikaci podnikatele se správcem 
danČ, nebo se jí pĜímo týkají. Na právní pĜedpisy bude navázáno charakteristikou základních 
pojmĤ nezbytných pro úþely této práce, jako je napĜ. správce danČ, þi osoba zúþastnČná na 
správČ daní. V další þásti této kapitoly budou definovány zásady tak, jak je upravuje zákon þ. 
280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ, jelikož komunikace podnikatele a 
správce danČ vychází pĜedevším z tohoto právního pĜedpisu. Tyto zásady jsou povinni 
dodržovat jak podnikatelé, jako osoby zúþastnČné na správČ daní, tak správce danČ. 
V další kapitole budou definovány jednotlivé zpĤsoby a možnosti komunikace. Na 
úvod této kapitoly budou vymezeny základní zpĤsoby komunikace, tzv. doruþování a podání, 
což lze považovat za právnČ upravený základ pro definování dalších možností komunikace 
podnikatele a správce danČ. NáslednČ bude práce zamČĜena pĜedevším na elektronické formy 
komunikace, které jsou v souþasné dobČ mnohem více Ĝešenou problematikou, než jiné 
zpĤsoby. NejdĜíve bude pojednáno o historii elektronické komunikace, kde bude sumarizován 
vývoj tohoto zpĤsobu komunikace v ýeské republice. NáslednČ již budou definovány 
jednotlivé zpĤsoby této formy komunikace, jako je elektronický podpis, þi datová schránka, a 
to pĜedevším z pohledu právní úpravy. Datové schránky budou dále rozdČleny dle 
jednotlivých typĤ, Ĝešeny budou základní úkony s datovou schránkou spojené a také bude 
blíže popsána komunikace prostĜednictvím datových schránek. Obsahem podkapitoly datové 
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schránky bude také obecné zhodnocení jejich základních výhod a nevýhod. Analyzováno 
bude také využití datových schránek. Dále budou zmínČny daĖové informaþní schránky, 
daĖový portál pro elektronická podání a projekt Czech POINT, jako instituty související 
s komunikací podnikatele se správcem danČ. 
V závČreþné kapitole budou zhodnoceny pĜínosy a nedostatky elektronické 
komunikace, a to z rĤzných pohledĤ, napĜ. z pohledu finanþního, þi z hlediska naplnČní 
smyslu, atd. Obsahem této kapitoly budou také vybrané judikáty, které souvisí s komunikací 
podnikatele a správce danČ, a které urþitým zpĤsobem tuto komunikace ovlivnily. Dále budou 
Ĝešeny zmČny zákonĤ, které byly v nedávné dobČ realizovány pĜedevším v souvislosti 
s elektronizací procesĤ a komunikace. Zhodnocena bude také elektronická komunikace 
v Evropské unii, na kterou dále navazuje Strategický rámec rozvoje veĜejné správy ýeské 
republiky 2014 – 2020. Na závČr této kapitoly budou nastínČny možné budoucí scénáĜe 
vývoje komunikace podnikatele a správce danČ, a to v souvislosti s problematikou 
v souþasnosti Ĝešenou. 




2. Právní rámec komunikace mezi podnikatelem a správcem danČ 
V této úvodní kapitole budou uvedeny nezbytné informace, které se týkají komunikace 
podnikatele a správce danČ. NejdĜíve budou vymezeny základní právní pĜedpisy a pokyny, 
které s komunikací souvisejí. Dále budou definovány jednotlivé pojmy, které jsou podstatné 
pro pochopení dalších kapitol. V následující þásti této kapitoly budou charakterizovány 
zásady komunikace podnikatele a správce danČ, které by mČly být obČma stranami vždy 
respektovány.  
2.1. Právní pĜedpisy upravující komunikaci 
Právní úprava komunikace podnikatele se správcem danČ vychází pĜedevším z tČchto 
právních pĜedpisĤ: 
• Zákon þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ (dále jen daĖový 
Ĝád, Dě) 
• Zákon þ. 300/2008 Sb., o elektronických úkonech a autorizované konverzi dokumentĤ, 
ve znČní pozdČjších pĜedpisĤ (dále jen zákon o eGovernmentu) 
• Zákon þ. 227/2000 Sb., o elektronickém podpisu a o zmČnČ nČkterých dalších zákonĤ 
(zákon o elektronickém podpisu), ve znČní pozdČjších pĜedpisĤ (dále jen zákon o 
elektronickém podpisu) 
• NaĜízení vlády þ. 495/2004 Sb., kterým se provádí zákon þ. 227/2000 Sb., o 
elektronickém podpisu a o zmČnČ nČkterých dalších zákonĤ (zákon o elektronickém 
podpisu), ve znČní pozdČjších pĜedpisĤ 
• Vyhláška þ. 193/2009 Sb., o stanovení podrobností provádČní autorizované konverze 
dokumentĤ 
• Vyhláška þ. 194/2009 Sb., o stanovení podrobností užívání a provozování 
informaþního systému datových schránek, ve znČní pozdČjších pĜedpisĤ 
KromČ výše uvedených jsou také dĤležité tyto pokyny, které se týkají zejména 
komunikace prostĜednictvím datových schránek: 
• Pokyn GFě D-7 þj. 35136/11-2110-011826, k postupu správcĤ danČ pĜi doruþování 
prostĜednictvím datových schránek 
• Pokyn D-349 þj. 43/128 673/2010-431, kterým se stanovuje formát a struktura datové 
zprávy, jejímž prostĜednictvím je þinČno podání specifikované v § 72 odst. 1 zákon þ. 
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280/2009 Sb., a která je zároveĖ odesílána správci danČ prostĜednictvím datové 
schránky 
Komunikace je obecnČ vymezena mnohem vČtším výþtem právních pĜedpisĤ, nicménČ 
pro úþely této práce jsou zásadní právČ výše jmenované. StČžejním právním pĜedpisem 
v oblasti komunikace podnikatele a správce danČ je daĖový Ĝád. NeménČ dĤležitým právním 
pĜedpisem je také tzv. zákon o eGovernmentu, který upravuje elektronickou formu 
komunikace, pĜedevším komunikaci prostĜednictvím datových schránek a konverzi 
dokumentĤ. Elektronický podpis a certifikáty jsou pak upraveny zákonem o elektronickém 
podpisu. 
2.2.  Základní pojmy 
V následujících kapitolách bude využíváno nČkolik specifických pojmĤ, které jsou 
upraveny témČĜ výhradnČ daĖovým Ĝádem, je tedy nezbytné je nejdĜíve definovat. 
 
DaĖ  
Tento pojem není daĖovým Ĝádem definován pĜímo, je zde však uveden výþet toho, co 
lze za daĖ považovat. Daní je tedy dle daĖového Ĝádu „penČžité plnČní, které zákon oznaþuje 
jako daĖ clo nebo poplatek; penČžité plnČní, pokud zákon stanoví, že se pĜi jeho správČ 
postupuje podle tohoto zákona a penČžité plnČní v rámci dČlené správy“.1 Výraz penČžité 
plnČní, které je zákonem oznaþeno jako daĖ, clo nebo poplatek, znamená, že tyto pojmy takto 
oznaþují jiné zákony. Takto definovanou daní je typicky daĖ z pĜidané hodnoty, daĖ z pĜíjmĤ 
právnických osob, spotĜební daĖ, atd.  
Dle § 2 odst. 4 daĖového Ĝádu je souþástí danČ také daĖový odpoþet a daĖová ztráta, 
což jsou pojmy užívané jinými zákony, nicménČ se také Ĝídí daĖovým Ĝádem. Dle stejného 
ustanovení je daní i jiný zpĤsob zdanČní a pĜíslušenství danČ. Daní jsou také zálohy na daĖ z 
pĜíjmĤ, i když nejsou daĖovým Ĝádem uvedeny pĜímo. Zákon þ. 586/1992 Sb., o daních 
z pĜíjmĤ, ve znČní pozdČjších pĜedpisĤ, urþuje v § 38a odst. 1, že zálohy budou spravovány 
daĖovým Ĝádem jako daĖ.  
PĜíslušenství danČ je v § 2 odst. 5 daĖovým Ĝádem rozvedeno jako úroky, penále, 
pokuty a náklady na Ĝízení, a to pouze v pĜípadČ, že vznikají dle daĖového zákona.  
                                                 
1
 § 2 odst. 3 zákona þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 
2009, þástka 87. Dostupné na: <http://www.zakonyprolidi.cz/cs/2009-280/> [cit. 20. 12. 2014]. ISSN 1211-1244. 
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SprávČ daní podléhají dle § 2 odst. 1 daĖového Ĝádu pouze ty danČ, které pĜedstavují 
pĜíjem veĜejného rozpoþtu, nebo snížení tohoto pĜíjmu, což je také oznaþováno jako vratka. 
Správa daní  
Správa daní je definována jako „postup, jehož cílem je správné zjištČní a stanovení 
daní a zabezpeþení jejich úhrady“2. Daná definice je základním cílem správy daní a probíhá 
na základČ interakce mezi správcem danČ a dalšími subjekty, pĜiþemž správa daní vychází z 
principu, že bĜemeno tvrzení týkající se daĖové povinnosti nese daĖový subjekt3. Tento 
princip je v podstatČ obsahem § 1 odst. 3 daĖového Ĝádu. 
Správce danČ  
Správcem danČ se dle § 10 odst. 1 daĖového Ĝádu rozumí orgán veĜejné moci (tedy 
správní orgán þi jiný státní orgán), kterému je zákonem svČĜena pĤsobnost týkající se správy 
daní, a to v urþeném rozsahu. Mezi pravomoci správce danČ dle § 11 odst. 1 náleží vedení 
daĖových Ĝízení, popĜ. i dalších Ĝízení, pokud jsou regulovány daĖovými zákony, dále 
vyhledávací a kontrolní þinnost, pĜípadné vyzvání, pokud nejsou povinnosti ĜádnČ plnČny a 
zajištČní placení daní. Tento výþet pravomocí je vykonáván prostĜednictvím úĜedních osob, 
které jsou definovány v § 12 Dě. 
Osoby zúþastnČné na správČ daní  
Zákonná úprava tČchto osob je obsahem § 20 až § 31 daĖového Ĝádu. Osobou 
zúþastnČnou na správČ daní je daĖový subjekt, tĜetí osoba, zástupce, nebo odborný konzultant.  
„DaĖovým subjektem je osoba, kterou za daĖový subjekt oznaþuje zákon, jakož i 
osoba, kterou zákon oznaþuje jako poplatníka nebo jako plátce danČ.“4 DaĖovým subjektem 
také mĤže plátcova pokladna, stejná práva i povinnosti jako daĖový subjekt mají osoby 
ustanovené, pĜíkladem mĤže být insolvenþní správce. Právní úprava týkající se daĖového 
subjektu tedy vychází z pĜedpokladu, že je tento pojem upraven v jednotlivých zákonech, jak 
je tomu u pojmu daĖ. Oznaþení plátce danČ je obvykle užíváno zákonem þ. 235/2004 Sb., o 
                                                 
2
 § 1 odst. 2 zákona þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 
2009, þástka 87. Dostupné na: <http://www.zakonyprolidi.cz/cs/2009-280/ > [cit. 20. 12. 2014]. ISSN 1211-
1244. 
3
 DĤvodová zpráva k návrhu zákona daĖový Ĝád, B. Zvláštní þást. 
4
 § 20 odst. 1 zákona þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 
2009, þástka 87. Dostupné na: <http://www.zakonyprolidi.cz/cs/2009-280> [cit. 20. 12. 2014]. ISSN 1211-1244. 
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dani z pĜidané hodnoty, ve znČní pozdČjších pĜedpisĤ, pojem poplatník je definován zákonem 
þ. 586/1992 Sb., o daních z pĜíjmĤ, ve znČní pozdČjších pĜedpisĤ.  
TĜetí osobou je dle § 22 daĖového Ĝádu osoba odlišná od daĖového subjektu, která je 
dotþena správou daní a plynou pro ni urþitá práva þi povinnosti vyplývající ze správy daní. 
TĜetí osobou mĤže být napĜ. svČdek.  
Zástupcem mĤže být dle § 25 odst. 1 daĖového Ĝádu zákonný zástupce, ustanovený 
zástupce, zmocnČnec, spoleþný zmocnČnec, þi spoleþný zástupce. Tyto osoby jsou dále 
upraveny daĖovým Ĝádem. 
Podnikatel 
Ve výþtu chybí ještČ jeden dĤležitý pojem, který bude v této práci využíván, a to 
podnikatel. DaĖový Ĝád s tímto pojmem ovšem nepracuje, definice je uvedena v novém 
obþanském zákoníku. Dle tohoto právního pĜedpisu je tedy podnikatelem ten, kdo 
„samostatnČ vykonává na vlastní úþet a odpovČdnost výdČleþnou þinnost živnostenským nebo 
obdobným zpĤsobem se zámČrem þinit tak soustavnČ za úþelem dosažení zisku.“5 NicménČ pro 
potĜeby správy daní je podnikatel v podstatČ osobou zúþastnČnou na správČ daní, nejþastČji se 
bude jednat o daĖový subjekt. 
2.3.  Zásady komunikace podnikatele a správce danČ 
Úprava zásad komunikace podnikatele a správce danČ vychází opČt pĜedevším 
z daĖového Ĝádu, konkrétnČ je obsahem § 5 až § 9 tohoto zákona. TČmito ustanoveními je 
upraveno celkem šestnáct zásad, které by mČly být respektovány a dodržovány jak osobami 
zúþastnČnými na správČ daní, tak správcem danČ. 
Zásada legality 
První zásadou je tzv. zásada zákonnosti neboli legality. Tato základní zásada je 
upravena v § 5 odst. 1 daĖového Ĝádu. Ustanovení ukládá správci danČ povinnost Ĝídit se 
zákony a jinými právními pĜedpisy, tedy postupovat v souladu s tČmito pĜedpisy. Oproti 
dĜívČjší úpravČ zakotvené v zákonČ þ. 337/1992 Sb., o správČ daní a poplatkĤ, který byl 
daĖovým Ĝádem nahrazen, se mezi právní pĜedpisy výslovnČ Ĝadí i mezinárodní smlouvy, 
                                                 
5
 § 420 odst. 1 zákona þ. 89/2012 Sb., obþanský zákoník. In Sbírka zákonĤ ýR, roþník 2012, þástka 33. Dostupné 
na: <http://www.zakonyprolidi.cz/cs/2012-89> [cit. 20. 12. 2014]. ISSN 1211-1244. 
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které se staly souþástí právního Ĝádu ýR. Správce danČ rovnČž musí postupovat v souladu 
s právem Evropské unie. 
Zásada legitimity 
Zásada legitimity je zakotvena v § 5 odst. 2 daĖového Ĝádu. Dle ustanovení je správce 
danČ oprávnČn þinit pouze to, co je mu zákonem výslovnČ dovoleno, a to pouze v urþeném 
rozsahu. Tato zásada má základ v ÚstavČ ýR, dle které lze státní moc uplatnit jen v pĜípadech 
a zpĤsoby, které jsou vymezeny zákonem, v urþených mezích.6 
Zásada proporcionality 
TĜetí základní zásadou je tzv. zásada proporcionality neboli pĜimČĜenosti, která dle § 5 
odst. 3 daĖového Ĝádu zavazuje správce danČ k tomu, aby v pĜípadČ, kdy se domáhá plnČní 
povinností osob, vĤþi nimž pravomoc smČĜuje, užil takových prostĜedkĤ, které jsou nejménČ 
zatČžující a zároveĖ vedou k naplnČní cíle správy daní. Tento cíl, jak už bylo dĜíve uvedeno, 
je obsahem § 1 odst. 2 daĖového Ĝádu. 
Zásada rovnosti, zásada souþinnosti, zásada pouþovací a zásada vstĜícnosti a slušnosti 
Další zásady jsou uvedeny v § 6 daĖového Ĝádu. Jedná se o zásadu rovnosti, 
souþinnosti, zásadu pouþovací a zásadu vstĜícnosti a slušnosti. Zásada rovnosti zakotvuje 
procesní rovnost osob zúþastnČných na správČ daní a zásada souþinnosti jejich vzájemnou 
spolupráci se správcem danČ. Správce danČ má na základČ zásady pouþovací také pĜimČĜenČ 
pouþit osoby zúþastnČné na správČ daní o jejich právech a povinnostech. Smyslem zásady 
pouþovací však není poskytovat výklad zákona7. Správce danČ by také mČl osobám 
zúþastnČným na správČ daní vycházet vstĜíc, je-li to možné, a má povinnost být zdvoĜilý. 
Pokud není zásada slušnosti správcem danČ dodržována, mĤže osoba zúþastnČná na správČ 
daní proti takovému chování podat stížnost8. 
 
 
                                                 
6
 ýl. 2 odst. 3 ústavního zákona þ. 1/1993 Sb., ústava ýeské republiky, ve znČní pozdČjších pĜedpisĤ. In Sbírka 
zákonĤ ýR, roþník 1993, þástka 1. Dostupné na: <http://www.zakonyprolidi.cz/cs/1993-1> [cit. 20. 12. 2014]. 
ISSN 1211-1244. 
7
 DĤvodová zpráva k návrhu zákona daĖový Ĝád, B. Zvláštní þást. 
8§ 261 odst. 1 zákona þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 




Zásada rychlosti a zásada hospodárnosti 
Zásada rychlosti a hospodárnosti je upravena v § 7 daĖového Ĝádu. Rychlost prĤbČhu 
Ĝízení, þi Ĝešení jiných záležitostí, by nemČla být ovlivnČna prĤtahy na stranČ správce danČ. 
Správce danČ také musí postupovat zpĤsobem, aby nikomu ze zúþastnČných nevznikly 
bezdĤvodné náklady. V pĜípadČ, že zásada rychlosti není dodržena a správce danČ 
nepostupuje bez zbyteþných prĤtahĤ, mĤže se dotþená osoba bránit u nadĜízeného správce 
danČ podáním podnČtu9, kterým je tato záležitost dále Ĝešena. 
Zásada volného hodnocení dĤkazĤ, zásada legitimního oþekávání a zásada materiální 
pravdy 
Dalším ustanovením upravujícím zásady správy daní je § 8, který upravuje zásadu 
volného hodnocení dĤkazĤ, zásadu legitimního oþekávání a také zásadu materiální pravdy. 
Dle zásady volného hodnocení dĤkazĤ správce danČ využívá volného uvážení pĜi posuzování 
dĤkazĤ, pĜiþemž hodnotí každý dĤkaz zvlášĢ, ale také všechny dĤkazy v jejich vzájemném 
vztahu.  
Zásada legitimního oþekávání znamená, že pokud se rozhodování týká skutkovČ 
obdobných pĜípadĤ, nemČly by pĜi nich vzniknout bezdĤvodné rozdíly. Osoba zúþastnČná na 
správČ daní tedy mĤže na základČ dĜívČjších podobných rozhodnutí do urþité míry pĜedvídat, 
jaké bude rozhodnutí v jejím pĜípadČ.  
Pro správce danČ je relevantní skuteþný obsah právního jednání, což odpovídá zásadČ 
materiální pravdy. 
Zásada neveĜejnosti, zásada oficiality, zásada vyhledávací a zásada ochrany údajĤ 
Obsahem § 9 daĖového Ĝádu je zásada neveĜejnosti správy daní, zásada oficiality a 
zásada vyhledávací neboli inkviziþní. NeveĜejnost správy daní, vþetnČ povinnosti zachovávat 
mlþenlivost, garantuje osobám zúþastnČným na správČ daní, že s informacemi, které správci 
danČ poskytnou, bude nakládáno jako s dĤvČrnými.  
Dle zásady oficiality zahájí správce danČ Ĝízení z moci úĜední, tedy pro zahájení Ĝízení 
není nutný podnČt jiné osoby, pokud osoba zúþastnČná na správČ daní neplní ĜádnČ své 
povinnosti.  
                                                 
9
 § 38 odst. 1 zákona þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 
2009, þástka 87. Dostupné na: <http://www.zakonyprolidi.cz/cs/2009-280/> [cit. 21. 12. 2014]. ISSN 1211-1244. 
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Zásada vyhledávací ukládá správci danČ povinnost, aby neustále sledoval, zda osobám 
zúþastnČným na správČ daní nevznikly povinnosti.  
Správce danČ také shromažćuje údaje potĜebné pro správu daní jen v potĜebném 
rozsahu. ObecnČ je základním pĜedpisem v oblasti ochrany osobních údajĤ zákon þ. 101/2000 
Sb., o ochranČ osobních údajĤ. DaĖový Ĝád však vĤþi tomuto zákonu pĤsobí jako zvláštní 
zákon (lex specialis), tedy použije se pĜednostnČ pĜed obecnou úpravou, ale pouze v pĜípadČ, 
že jsou shromažćovány údaje nezbytné pro správu daní. Pokud by správce danČ 
shromažćoval i jiné údaje, musel by se Ĝídit výše zmínČným zákonem o ochranČ osobních 
údajĤ10. 
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3. ZpĤsoby a možnosti komunikace podnikatele a správce danČ 
Na úvod této kapitoly budou vymezeny základní zpĤsoby komunikace, kterými jsou 
doruþování a podání, bez ohledu na to, zda se jedná o elektronickou, þi jinou komunikaci. I 
když je stále ještČ využíváno tradiþní formy komunikace podnikatele a správce danČ 
prostĜednictvím listinných písemností, dochází v þím dál vČtší míĜe k posunu komunikace do 
elektronické podoby. Z toho dĤvodu bude obsahem této kapitoly pĜedevším elektronická 
forma komunikace a pĜípadnČ její srovnání s listinnou formou. 
3.1. Doruþování a podání 
Komunikace mezi podnikatelem a správcem danČ probíhá v zásadČ ve dvou smČrech. 
Jedním z nich je doruþování, tedy zpĤsob, kterým postupuje správce danČ, pokud komunikuje 
s osobou zúþastnČnou na správČ daní. Druhou možností je tzv. podání, tímto zpĤsobem 
komunikuje osoba zúþastnČná na správČ daní se správcem danČ. 
3.1.1. Doruþování 
Doruþování je zpĤsob, kterým správce danČ zasílá písemnost osobČ zúþastnČné na 
správČ daní. ZpĤsoby doruþování jsou obsahem § 39 daĖového Ĝádu.  
Dle daného ustanovení je doruþování primárnČ stanoveno tČmito zpĤsoby: 
• ústním jednáním 
• elektronickou cestou 
Teprve v pĜípadČ, kdy nelze doruþit ani jednou z uvedených metod, využije správce 
danČ následující zpĤsoby:  
• doruþování prostĜednictvím provozovatele poštovních služeb, z nichž 
nejvýznamnČjším je stále ýeská pošta, s.p. 
• doruþování povČĜenou úĜední osobou, tedy pĜedevším zamČstnancem správce danČ 
k tomu urþeným 
• doruþování prostĜednictvím jiného zákonem urþeného orgánu, pĜíkladem mĤže být 
policejní orgán 
KromČ uvedených zpĤsobĤ také existují zvláštní zpĤsoby doruþení – doruþování 
veĜejnou vyhláškou a doruþování hromadného pĜedpisného seznamu.  
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Z uvedeného ustanovení daĖového Ĝádu tedy jasnČ vyplývá, že je preferováno využití 
elektronické cesty, pĜípadnČ ústního jednání, pĜed dalšími zpĤsoby komunikace. Tato úprava 
má odpovídat pĜedevším zásadČ hospodárnosti. Doruþování elektronickou cestou není dále 
upraveno daĖovým Ĝádem, zákon v tomto pĜípadČ odkazuje na zvláštní právní zákon, tzv. 
zákon o eGovernmentu. 
Úþinky jednotlivých zpĤsobĤ doruþení 
• Doruþování ústním jednáním se prokazuje dle § 51 odst. 5 daĖového Ĝádu uvedením do 
protokolu za podpisu úĜední osoby a adresáta, tento okamžik je okamžikem doruþení. 
Pokud adresát odmítne protokol podepsat, uplatní se tzv. fikce doruþení a doruþeno je 
okamžikem odmítnutí podpisu. Fikce doruþení má pĜedejít obstrukcím ze strany osoby, 
které je doruþováno. 
• Doruþování elektronickou cestou - v pĜípadČ, že správce danČ doruþuje písemnost 
elektronickou cestou, a to do datové schránky, je tento úkon dle § 17 odst. 6 zákona o 
eGovernmentu rovný doruþení do vlastních rukou. Pokud je písemnost doruþována do 
datové schránky, považuje se za doruþenou okamžikem pĜihlášení do datové schránky 
osobou, která má povolen pĜístup k danému typu písemnosti.11 Z ustanovení vyplývá, že 
pokud se do datové schránky pĜihlásí osoba, která nemá oprávnČní danou písemnost 
otevĜít, není písemnost považována za doruþenou. I v pĜípadČ elektronického doruþování 
existuje právní úprava fikce doruþení, tedy písemnost je považována dle § 17 odst. 4 
zákona o eGovernmentu za doruþenou i v pĜípadČ, kdy se do datové schránky nepĜihlásí 
oprávnČná osoba do 10 dnĤ od doruþení písemnosti.  
• Doruþování do vlastních rukou - v pĜípadČ doruþování písemností do vlastních rukou 
adresáta je písemnost považována za doruþenou dle § 47 odst. 1 daĖového Ĝádu 
okamžikem, kdy osoba, které je doruþováno, písemnost pĜevezme, pĜíp. okamžik, kdy 
písemnost pĜevezme oprávnČná osoba. Pokud tato osoba odmítne zásilku pĜevzít, je 
zásilka pokládána za doruþenou dle § 47 odst. 3 daĖového Ĝádu dnem odepĜení pĜevzetí 
písemnosti. DaĖovým Ĝádem je upravena i situace, kdy si adresát písemnost nevyzvedne 
do 10 dnĤ od uložení, konkrétnČ v § 47 odst. 2, opČt se jedná o tzv. fikci doruþení. Pokud 
si osoba, které je doruþováno, nevyzvedne písemnost do této doby, považuje se za 
doruþenou posledním dnem této lhĤty. Tato lhĤta byla dĜíve delší, adresát mČl možnost si 
                                                 
11
 § 17 odst. 3 zákona þ. 300/2008 Sb., o elektronických úkonech a autorizované konverzi dokumentĤ, ve znČní 
pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 2008, þástka 98. Dostupné na: 
<http://www.zakonyprolidi.cz/cs/2008-300> [cit. 2. 1. 2015]. ISSN 1211-1244. 
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vyzvednout písemnost do 15 dnĤ od uložení. Ke zkrácení lhĤty došlo z dĤvodu sjednocení 
úpravy s právní úpravou doruþování prostĜednictvím datových schránek. 
3.1.2. Podání 
Komunikace ze strany osoby zúþastnČné na správČ daní vĤþi správci danČ probíhá na 
základČ tzv. podání, které lze vykonat tČmito zpĤsoby12: 
• písemnČ 
• ústnČ 
• elektronicky, tj. datovou zprávou, která je podepsána uznávaným elektronickým 
podpisem, pĜíp. odeslána datovou schránkou, nebo datovou zprávou s ovČĜenou 
identitou podatele zpĤsobem, kterým se lze pĜihlásit do jeho datové schránky 
První dva zpĤsoby musí být vždy opatĜeny podpisem osoby þinící podání. Písemnost 
lze podat elektronicky i bez uznávaného elektronického podpisu, toto podání však musí být 
v souladu s § 71 odst. 3 daĖového Ĝádu potvrzeno jedním ze zpĤsobĤ podání uvedených výše, 
a to do 5 dnĤ od doruþení podání správci danČ.  
Pokud je písemnost podána datovou schránkou, je toto podání nazýváno jako 
provedení úkonu vĤþi orgánu veĜejné moci. Podání uþinČné prostĜednictvím datové schránky 
je dle § 18 odst. 2 zákona o eGovernmentu ekvivalentní písemnému podání, má tedy stejné 
právní úþinky. 
3.2. Historie elektronické komunikace a eGovernment 
Poþátky elektronické komunikace v ýeské republice lze nalézt na pĜelomu tisíciletí, 
kdy byla pĜijata SmČrnice Evropského parlamentu a Rady 1999/93/ES ze dne 13. prosince 
1999 o zásadách Spoleþenství pro elektronické podpisy, která byla implementována do 
þeského právního Ĝádu zákonem þ. 227/2000 Sb., o elektronickém podpisu a o zmČnČ 
nČkterých dalších zákonĤ (zákon o elektronickém podpisu). V té dobČ však ještČ nebyly 
všechny orgány veĜejné správy pĜipraveny na tuto formu komunikace, jelikož mnoho z nich 
stále neprovozovalo potĜebné elektronické podatelny. NáslednČ v roce 2003 bylo zĜízeno 
Ministerstvo informatiky, které se podílelo na nČkolika zásadních zmČnách v oblasti 
elektronické komunikace, napĜ. zavedlo povinné zĜizování elektronické podatelny pro 
                                                 
12
 § 71 odst. 1 zákona þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 
2009, þástka 87. Dostupné na: <http://www.zakonyprolidi.cz/cs/2009-280> [cit. 2. 1. 2015]. ISSN 1211-1244. 
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všechny úĜady. V roce 2007 došlo ke zrušení Ministerstva informatiky a jeho kompetence 
byly pĜesunuty na ostatní ministerstva. V souladu s projektem eEurope 2005 vytvoĜeným 
Evropskou unií docházelo ke snahám dalšího rozvoje elektronické komunikace, jedním z cílĤ 
bylo eliminovat povinnost osob pĜedkládat urþité typy dokumentĤ v listinné podobČ, pokud 
jsou orgány veĜejné správy schopny tyto dokumenty zajistit elektronicky. Tento cíl však ještČ 
v roce 2011 splnČn nebyl.13  
Vývoj elektronické komunikace pokraþuje i dnes, Ministerstvo vnitra pĜedložilo tzv. 
Strategický rámec rozvoje eGovernmentu 2014+, který si dává za cíl 85 % komunikace 
s veĜejnou správou provádČt právČ elektronickou cestou.14 O tomto projektu je podrobnČji 
pojednáno v další kapitole, neboĢ se zatím jedná o cíle, které mají být splnČny v budoucnu. 
Elektronická komunikace je považována za nejdĤležitČjší þást eGovernmentu. Dle 
Ministerstva vnitra ýR zákon o eGovernmentu tvoĜí srdce elektronizace veĜejné správy. 
Vymezení pojmu eGovernment však není jednotné. Existuje nČkolik definic pojmu 
eGovernment, jedna z nich jej vymezuje jako „modernizaci veĜejné správy s využitím 
možností informaþních a komunikaþních technologií“15. Zahraniþní literatura definuje 
eGovernment jako využití informaþních technologií orgány veĜejného sektoru.16 Tyto definice 
jsou ovšem velmi obecné, existují i obsáhlejší vymezení, napĜ.:“ EGovernment je využívání 
informaþních technologií veĜejnými institucemi pro zajištČní výmČny informací s obþany, 
soukromými organizacemi a jinými veĜejnými institucemi za úþelem zvyšování efektivity 
vnitĜního fungování a poskytování rychlých, dostupných a kvalitních informaþních služeb.“17 
V podstatČ jde tedy o pĜevedení jednotlivých procesĤ vykonávaných veĜejnou správou do 
efektivnČjší elektronické podoby a úpravu elektronické komunikace obþanĤ, podnikatelĤ a 
dalších institucí s veĜejnou správou. 
Elektronická komunikace podnikatele a správce danČ je upravena pĜedevším zákonem 
o eGovernmentu a zákonem o elektronickém podpisu. Existuje samozĜejmČ nČkolik dalších 
právních pĜedpisĤ, ty se však týkají spíše technického zabezpeþení a dalších oblastí, které se 
však komunikace podnikatele a správce danČ pĜímo netýkají. 
                                                 
13
 VANÍýEK, ZdenČk, Stanislav A. MARCHAL, Josef PROKEŠ a Bohumír ŠTċDROĕ. Právní aspekty 
eGovernmentu v ýR. Praha: Linde, 2011, s. 28. ISBN 9788072018550. 
14
 Strategický rámec EGOV 2014+. Iniciativa informatiky pro obþany [online]. 11. 2. 2014 [cit. 21. 3. 2015]. 
Dostupné z: http://iio.707.cz/egovernment/strategicky-ramec-egov-2014_ 
15
 Slovník pojmĤ. Datové schránky [online]. © 2014 Ministerstvo vnitra ýR [cit. 30. 12. 2014]. Dostupné z: 
https://www.datoveschranky.info/o-datovych-schrankach/slovnik-pojmu 
16
 HEEKS, Richard. Implementing and managing eGovernment: an international text. Thousand Oaks, Calif.: 
SAGE, 2006, s. 3. ISBN 0761967923. (vlastní pĜeklad) 
17
 LIDINSKÝ, Vít. EGovernment bezpeþnČ. 1. vyd. Praha: Grada, 2008, s. 7. ISBN 978-80-247-2462-1. 
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Využívanými zpĤsoby v rámci elektronické komunikace jsou pĜedevším elektronický 
podpis a datové schránky. Do elektronické komunikace se správcem danČ lze zahrnout také 
daĖový portál, projekt Czech POINT a daĖové informaþní schránky, o kterých bude dále 
pojednáno. 
3.3. Elektronický podpis 
Elektronický podpis je upraven zákonem þ. 227/2000 Sb., o elektronickém podpisu a o 
zmČnČ nČkterých dalších zákonĤ (zákon o elektronickém podpisu), ve znČní pozdČjších 
pĜedpisĤ. Tímto zákonem jsou upraveny veškeré náležitosti týkající se elektronického 
podpisu, certifikátĤ, þasových razítek, atd.  
Elektronickým podpisem se rozumí „údaje v elektronické podobČ, které jsou pĜipojené 
k datové zprávČ nebo jsou s ní logicky spojené a slouží jako metoda k jednoznaþnému ovČĜení 
identity podepsané osoby ve vztahu k datové zprávČ.“18 
Zaruþeným elektronickým podpisem je pak elektronický podpis, který splĖuje tyto 
podmínky19:  
• lze jej jednoznaþnČ pĜiĜadit k osobČ, která dokument podepisuje 
• lze urþit totožnost osoby, která je držitelem elektronického podpisu 
• je vytvoĜen s využitím nástrojĤ, které mĤže mít držitel elektronického podpisu 
plnČ pod kontrolou 
• je s daty spojen takovým zpĤsobem, že v pĜípadČ jakékoliv následné zmČny tČchto 
dat lze zmČnu rozpoznat 
Zákonem o elektronickém podpisu je upraven i pojem datová zpráva, kterou se rozumí 
„elektronická data, která lze pĜenášet prostĜedky pro elektronickou komunikaci a uchovávat 
na záznamových médiích, používaných pĜi zpracování a pĜenosu dat elektronickou formou.“20 
Pojem datová zpráva využívá i zákon o eGovernmentu, který však datovou zprávu pĜímo 
spojuje s datovými schránkami. 
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Trend elektronizace komunikace potvrzuje i ustanovení ekvivalentního postavení 
elektronického podpisu s podpisem vlastnoruþním. Dle literatury „jsou elektronický podpis a 
vlastnoruþní podpis dvČ rovnocenné alternativy podpisu.“21 PĜijetí zákona o elektronickém 
podpisu také pĜedstavovalo dĤležitý krok ke zrovnoprávnČní listinných a elektronických 
dokumentĤ.22 
Elektronický podpis je využíván pĜi elektronické komunikaci se správcem danČ 
pĜedevším v pĜípadech, kdy subjekt nemá zĜízenu datovou schránku. Podnikatelé mohou 
využít elektronického podpisu napĜ. pĜi podání písemností prostĜednictvím tzv. daĖového 
portálu, o kterém je pojednáno dále. Zaruþený elektronický podpis je rovnČž nezbytný pro 
pĜihlášení do daĖové informaþní schránky, která je také obsahem dalších kapitol. 
3.4.  Datové schránky 
Institut datových schránek je upraven zákonem þ. 300/2008 Sb., o elektronických 
úkonech a autorizované konverzi dokumentĤ, ve znČní pozdČjších pĜedpisĤ (zákon o 
eGovernmentu).  
Datová schránka je tímto zákonem upravena jako „elektronické úložištČ, které je 
urþeno k doruþování orgány veĜejné moci, provádČní úkonĤ vĤþi orgánĤm veĜejné moci a 
dodávání dokumentĤ fyzických osob, podnikajících fyzických osob a právnických osob.“23 
Datové schránky spravuje Ministerstvo vnitra, provozovatelem je ýeská pošta, s.p., 
jako držitel poštovní licence. ýeské poštČ je tímto zpĤsobem také kompenzován úbytek 
využití listovních zásilek. K provozu jsou využívána datová centra spoleþnosti Telefónica O2 
a technické zabezpeþení systému obstarává spoleþnost Software602, která také zajišĢuje 
elektronizaci formuláĜĤ a dalších dat.24 
ZĜizovat datové schránky lze od 1. 7. 2009, kdy se stal úþinným zákon þ. 300/2008 
Sb., o elektronických úkonech a autorizované konverzi dokumentĤ. Na základČ tohoto zákona 
zĜídilo Ministerstvo vnitra do 90 dnĤ od nabytí úþinnosti zákona právnickým osobám, 
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insolvenþním správcĤm a orgánu veĜejné moci datovou schránku z moci úĜední.25 AdvokátĤm 
a daĖovým poradcĤm byla datová schránka automaticky zĜízena 1. 7. 2012 za pĜedpokladu, že 
si tyto osoby nepodaly žádost o zĜízení datové schránky pĜed tímto datem. TČmto osobám pak 
byla zĜízena datová schránka podnikající fyzické osoby.26 O jednotlivých typech datových 
schránek je pojednáno dále. 
3.4.1. Typy datových schránek 
Existují þtyĜi základní typy datových schránek. Jsou to datová schránka fyzické osoby, 
podnikající fyzické osoby (vþetnČ tzv. profesní datové schránky), právnické osoby a datová 
schránka orgánu veĜejné moci. Každý z tČchto typĤ datových schránek má samostatnou 
úpravu v zákonČ o eGovernmentu. 
Datová schránka fyzické osoby 
Náležitosti datové schránky fyzické osoby jsou upraveny v § 3 zákona o 
eGovernmentu. Datová schránka fyzické osoby je zĜizována vždy jen na žádost osoby, 
pĜiþemž každá fyzická osoba má nárok vždy jen na jednu datovou schránku tohoto typu. Toto 
ustanovení však nevyluþuje možnost zĜízení napĜ. datové schránky podnikající fyzické osoby. 
Náležitosti žádosti o zĜízení datové schránky jsou upraveny zákonem. Po podání žádosti je 
datová schránka zĜízena do 3 pracovních dnĤ. Dle § 8 zákona o eGovernmentu je k pĜístupu 
do datové schránky oprávnČna osoba, pro kterou byla zĜízena, pĜípadnČ i osoba povČĜená. 
Datová schránka fyzické osoby je vhodná pro doruþování písemností a provádČní úkonĤ, které 
se netýkají podnikatelské þinnosti. 
Datová schránka podnikající fyzické osoby 
Tento typ datové schránky je upraven v § 4 zákona o eGovernmentu. Datová schránka 
podnikající fyzické osoby je zĜízena na žádost osoby, opČt do 3 pracovních dnĤ od podání 
žádosti. Tento typ datové schránky je vhodný napĜ. k podání rĤzných druhĤ pĜiznání, které 
souvisejí s podnikatelskou þinností fyzické osoby. Dle § 8 zákona o eGovernmentu je 
k pĜístupu oprávnČna podnikající fyzická osoba, pro kterou byla datová schránka zĜízena, pĜíp. 
osoba, které bylo udČleno oprávnČní.  
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Každá osoba má nárok jen na jednu datovou schránku podnikající fyzické osoby, zde 
ovšem existuje výjimka. Touto výjimkou jsou tzv. profesní datové schránky, které také 
spadají pod ustanovení týkající se datových schránek podnikající fyzické osoby. Dle § 4 odst. 
3 zákona o eGovernmentu je profesní datová schránka ze zákona zĜizována advokátĤm, 
daĖovým poradcĤm a insolvenþním správcĤm, a to co nejdĜíve poté, co ministerstvo vnitra 
obdrží informaci o zapsání tČchto osob do pĜíslušného, zákonem urþeného, seznamu. Pokud je 
tedy napĜ. daĖový poradce zároveĖ podnikatelem, bude mu automaticky zĜízena profesní 
datová schránka a mĤže si také podat žádost o zĜízení datové schránky podnikající fyzické 
osoby, která bude fungovat oddČlenČ od profesní datové schránky.  
V situaci, kdy má osoba zĜízených více datových schránek, mohou vznikat nejasnosti 
na stranČ správce danČ, kam jednotlivé písemnosti doruþit. O jednotlivých pĜípadech 
doruþování pojednává Pokyn GFě D-7 – k postupu správcĤ danČ pĜi doruþování 
prostĜednictvím datových schránek. Dle tohoto pokynu správce danČ doruþuje do datové 
schránky podnikající fyzické osoby písemnosti týkající se podnikatelské þinnosti této osoby. 
Do profesní datové schránky pak zasílá písemnosti, které se týkají þinnosti související s danou 
profesí. Zákon o eGovernmentu také nevyluþuje pĜípad, kdy jedna osoba bude mít aktivní tĜi 
datové schránky, pokud se rozhodne k výše uvedenému pĜípadu zĜídit si i datovou schránku 
fyzické osoby pro nepodnikatelské úþely. V pĜípadČ nejistoty, kam urþitou písemnost doruþit, 
má správce danČ využít pravdČpodobného úsudku, jaké þinnosti se písemnost týká a podle 
vlastního uvážení dále postupovat. Pokud však tento sporný pĜípad nastane, nelze aplikovat 
fikci doruþení27. 
Datová schránka právnické osoby 
Datová schránka právnické osoby je upravena v § 5 zákona o eGovernmentu. Dle 
tohoto ustanovení je tento typ datové schránky zĜízen z moci úĜední právnickým osobám 
zĜízeným zákonem, zapsaným v obchodním rejstĜíku a organizaþním složkám zahraniþní 
právnické osoby zĜízené v ýR. Ostatním právnickým osobám je datová schránka zĜízena opČt 
na základČ žádosti do 3 pracovních dnĤ od pĜijetí této žádosti. Právnická osoba má nárok na 
jednu datovou schránku právnické osoby a náležitosti žádosti jsou upraveny právním 
pĜedpisem. Dle § 8 zákona o eGovernmentu má do datové schránky právnické osoby pĜístup 
statutární orgán, þi vedoucí organizaþní složky, pĜípadnČ také osoba povČĜená statutárním 
orgánem, nebo vedoucím organizaþní složky. 
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Datová schránka orgánu veĜejné moci 
Datová schránka orgánu veĜejné moci je dle § 6 zákona o eGovernmentu zĜízena 
bezodkladnČ po jeho vzniku, tedy opČt z moci úĜední. Tento typ datové schránky je zĜizován 
rovnČž notáĜĤm a soudním exekutorĤm, kterým je datová schránka zĜizována poté, co 
ministerstvo vnitra obdrží informaci o zapsání tČchto osob do pĜíslušného, zákonem urþeného, 
seznamu. V pĜípadČ tohoto typu datové schránky lze zĜídit i další datové schránky orgánu 
veĜejné moci na žádost. Tyto pak využívá napĜ. organizaþní jednotka tohoto orgánu pro 
vnitĜní potĜeby. 
3.4.2. Základní úkony spojené s datovými schránkami 
S datovými schránkami je spojeno nČkolik rĤzných úkonĤ, které jsou upraveny 
zákonem. Jsou jimi zĜízení a zrušení datové schránky, její zpĜístupnČní a znepĜístupnČní a také 
zneplatnČní pĜístupových údajĤ. Tyto úkony jsou upraveny v zákonČ o eGovernmentu. 
ZĜízení datové schránky 
V pĜípadČ, kdy si fyzická osoba, podnikající fyzická osoba nebo právnická osoba 
zĜizuje datovou schránku dobrovolnČ na základČ žádosti, je jí datová schránka zĜízena vždy do 
3 pracovních dnĤ od podání této žádosti. Pokud je datová schránka urþitým osobám zĜizována 
ze zákona, pak je zĜízena bezodkladnČ po vzniku této osoby, þi v pĜípadČ profesních datových 
schránek po zapsání osob do zákonem urþené evidence. 
ZpĜístupnČní datové schránky 
ZĜízením datové schránky nemá ještČ osoba, která žádost o zĜízení podala, do datové 
schránky pĜístup. OsobČ jsou zaslány po zĜízení datové schránky pĜístupové údaje, dĜíve 
dopisem do vlastních rukou, v souþasnosti e-mailem na elektronickou adresu uvedenou 
v žádosti. V momentČ, kdy se pomocí tČchto údajĤ osoba pĜihlásí do datové schránky, je 
datová schránka zpĜístupnČna. Datová schránka je rovnČž zpĜístupnČna vždy do 15 dnĤ od 
dodání pĜístupových údajĤ, pokud se osoba do datové schránky nepĜihlásí.28 
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ZnepĜístupnČní datové schránky 
Datová schránka je znepĜístupnČna v pĜípadČ fyzických a podnikajících fyzických 
osob dle § 11 odst. 1 zákona o eGovernmentu dnem úmrtí osoby, která si datovou schránku 
zĜídila, pĜíp. dnem, kdy byla osoba soudem prohlášena za mrtvou, dále dnem, kdy byla osoba 
zbavena zpĤsobilosti, þi dnem vzetí do vazby apod. 
V pĜípadČ právnických osob a také podnikajících fyzických osob je dle § 11 odst. 2 
zákona o eGovernmentu datová schránka znepĜístupnČna dnem, kdy došlo k výmazu ze 
zákonem urþené evidence. Touto evidencí mĤže být napĜ. obchodní rejstĜík, živnostenský 
rejstĜík, atd. 
Pokud je datová schránka zĜízena zákonem v pĜípadČ právnické osoby þi orgánu 
veĜejné moci, je dle § 11 odst. 3 zákona o eGovernmentu znepĜístupnČna dnem jejich zániku. 
Datovou schránku lze dle § 11 odst. 4 zákona o eGovernmentu znepĜístupnit také na žádost 
osoby þi orgánu veĜejné moci. 
ZneplatnČní pĜístupových údajĤ 
ZneplatnČní pĜístupových údajĤ je upraveno pĜedevším z dĤvodu ztráty þi odcizení 
tČchto údajĤ. PĜístupové údaje jsou také zneplatnČny, pokud osoba zruší povČĜené osobČ 
oprávnČní, nebo pokud osoba pĜestane být statutárním orgánem právnické osoby.29 
Zrušení datové schránky 
Pokud je datová schránka znepĜístupnČna, znamená to, že stále ještČ existuje a lze ji 
opČt zpĜístupnit. Zrušením ale datová schránka reálnČ zaniká. Datová schránka je zrušena 3 
roky po smrti fyzické osoby, pĜípadnČ 3 roky po prohlášení osoby za mrtvého. Dále, pokud je 
podnikající fyzická osoba vymazána ze zákonem urþené evidence, po uplynutí 3 let je její 
datová schránka zrušena a ke zrušení dojde také 3 roky po zániku právnické osoby, þi zrušení 
orgánu veĜejné moci.30 
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3.4.3. Komunikace prostĜednictvím datových schránek 
PovinnČ komunikují prostĜednictvím datové schránky dle § 17 odst. 1 zákona o 
eGovernmentu tyto subjekty: 
• orgány veĜejné moci mezi sebou 
• orgány veĜejné moci s právnickými, fyzickými, þi podnikajícími fyzickými osobami, 
které mají zĜízenu datovou schránku (i v pĜípadČ dobrovolného zĜízení) 
DobrovolnČ mohou komunikovat prostĜednictvím datových schránek: 
• právnické osoby, fyzické osoby a podnikající fyzické osoby s orgány veĜejné moci, 
pokud mají zĜízenu datovou schránku – dle § 18 zákona o eGovernmentu 
• komunikace mezi právnickými a fyzickými osobami – dle § 18a zákona o 
eGovernmentu 
Z ustanovení § 17 odst. 1 zákona o eGovernmentu tedy vyplývá, že v pĜípadČ, že má 
fyzická osoba, podnikající fyzická osoba, þi právnická osoba zĜízenu datovou schránku a 
nevyluþuje-li to povaha písemnosti, je orgán veĜejné moci povinen využít datovou schránku 
pro doruþování písemností. Z tohoto ustanovení plynulo v minulosti mnoho nejasností, které 
byly pĜedmČtem soudních sporĤ, tyto budou uvedeny dále. 
Od 1. 1. 2015 se stalo ponČkud sporným také ustanovení § 18 zákona o 
eGovernmentu, které stanovuje dobrovolnou komunikaci fyzických osob, podnikatelských 
fyzických osob a právnických osob s orgány veĜejné moci, pĜiþemž daĖovým Ĝádem je 
elektronická komunikace se správcem danČ urþena jako povinná. Tyto osoby mohou využít i 
elektronický podpis, pokud však disponují pouze datovou schránkou, nemají v podstatČ jinou 
možnost. Tato problematika bude dále vysvČtlena v kapitole 4.3.2. 
KromČ základních služeb, ke kterým byly primárnČ zĜízeny, lze datové schránky 
využít také pro úþely soukromé komunikace mezi právnickými a fyzickými osobami. Jedná se 
o službu, kterou lze využít pro zasílání dokumentĤ, napĜ. faktur, pomocí datové schránky, tzv. 
poštovní datovou zprávou, která má nahradit doporuþený dopis. Odesílání zpráv tohoto typu 
je zpoplatnČno a je nezbytné tuto službu nejdĜíve aktivovat v prostĜedí datové schránky. 
Aktivace služby poštovní datová zpráva i pĜijímání tČchto zpráv je zdarma. 
ProstĜednictvím datových schránek nelze odesílat jakýkoliv formát datových zpráv. 
Seznam formátĤ, které lze datovou schránkou odeslat, je obsahem pĜílohy þ. 3 k vyhlášce þ. 
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194/2009 Sb., o stanovení podrobností užívání a provozování informaþního systému datových 
schránek. Limitována je také velikost datové zprávy, kterou lze prostĜednictvím datové 
schránky odeslat, a to na 10 MB.31 
Konverze dokumentĤ 
Souþástí služeb datových schránek je také možnost autorizované konverze dokumentĤ. 
Touto službou lze pĜevádČt dokumenty z listinné podoby do datové zprávy, nebo naopak lze 
pĜevádČt dokumenty obsažené v datové zprávČ do listinné podoby takovým zpĤsobem, že 
nový dokument je právnČ úþinný stejnČ jako dokument pĤvodní.32 Dle nČkterých zdrojĤ je 
právČ tato služba správnou cestou k rozšiĜování elektronické komunikace, jelikož v podstatČ 
zrovnoprávĖuje formu digitální a listinnou.33 
Konverze dokumentĤ je upravena zákonem o eGovernmentu, kde jsou stanovena 
pravidla pro postup pĜi provádČní konverze, technické náležitosti provádČní konverze jsou 
však obsahem vyhlášky þ. 193/2009 Sb., o stanovení podrobností provádČní autorizované 
konverze dokumentĤ. 
V praxi konverze funguje zpĤsobem, že napĜ. pĜi provádČní konverze dokumentu 
obsaženém v datové zprávČ je nezbytné nejdĜíve v prostĜedí datové schránky otevĜít tuto 
zprávu a zde vybrat dokument, který má být konvertován. Tento úkon je zdarma a je jím 
vytvoĜen unikátní þárový kód dokumentu, který je odeslán také na kontaktní místo Czech 
POINT (o tomto projektu je pojednáno níže). Po pĜedložení tohoto þárového kódu vytvoĜí 
subjekt, který je oprávnČn provádČt konverzi dokumentĤ, napĜ. pracovník ýeské pošty, která 
je kontaktním místem projektu Czech POINT, identický dokument v listinné podobČ. NovČ 
vzniklý dokument subjekt oprávnČný provádČt konverzi opatĜí razítkem a podpisem. Tento 
úkon je již zpoplatnČn, pĜiþemž poplatek se platí za každou stranu listiny. 
Jak lze vidČt na grafu 3.1 níže, poþet provedených konverzí se ve sledovaném období 
nČkolikanásobnČ zvýšil, u konverzí z elektronické do listinné podoby z 6 805 výstupĤ v roce 
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 § 5 odst. 1 vyhlášky þ. 194/2009 Sb., o stanovení podrobností užívání a provozování informaþního systému 
datových schránek, ve znČní pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 2009, þástka 57. Dostupné na: 
<http://www.zakonyprolidi.cz/cs/2009-194> [cit. 10. 1. 2015]. ISSN 1211-1244. 
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 § 22 zákona þ. 300/2008 Sb., o elektronických úkonech a autorizované konverzi dokumentĤ, ve znČní 
pozdČjších pĜedpisĤ. In Sbírka zákonĤ ýR, roþník 2008, þástka 98. Dostupné na: 
<http://www.zakonyprolidi.cz/cs/2008-300 > [cit. 10. 1. 2015]. ISSN 1211-1244. 
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 BUDIŠ, Petr a Iva HěEBÍKOVÁ. Datové schránky: fungování, doruþování, bezpeþnost, návody. 1. vyd. 
Olomouc: ANAG, 2010, s. 209. ISBN 80-726-3617-0. 
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2009 na 310 073 v roce 2014 a u konverzí z listinné do elektronické podoby ze 4 389 výstupĤ 
na 95 852 ve stejném období. 
Obr. 3.1: Poþet provedených konverzí v letech 2009 - 2014 
 
Zdroj: Vlastní zpracování dle statistik Czech POINT34 
3.4.4. Výhody a nevýhody datových schránek 
Výhody  
Jak je uvedeno na informaþních stránkách Ministerstva vnitra ýR, provozovaných 
ýeskou poštou, s.p., které informují o rĤzných aspektech datových schránek, existuje mnoho 
výhod a dĤvodĤ pro jejich využití:35 
• Datové schránky šetĜí náklady, aĢ už jde o þas, který by subjekt musel strávit cestou na 
poštu a þekáním u pĜepážky, nebo náklady za poštovné. ZĜízení datové schránky, 
stejnČ jako zasílání dokumentĤ orgánĤm veĜejné moci, je pĜes datovou schránku 
zdarma. 
• K datovým schránkám se lze pĜipojit v podstatČ odkudkoliv, kde existuje internetové 
pĜipojení. Pokud je osoba dlouhodobČ v zahraniþí, mĤže se pĜipojit k datové schránce 
a dokumenty si vyzvednout. V pĜípadČ listinné podoby dokumentĤ, které by byly 
osobČ zaslány poštou, by to nebylo možné. Písemnost lze vyzvednout þi poslat také 
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 Aktuální statistiky Czech POINT. Czech POINT [online]. © 2015 Ministerstvo vnitra ýeské republiky [cit. 12. 
1. 2015]. Dostupné z: http://www.czechpoint.cz/web/?q=node/488 
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 Výhody datových schránek. Datové schránky [online]. © 2014 Ministerstvo vnitra ýR [cit. 12. 1. 2015]. 














v kteroukoli denní dobu, datové schránky jsou pĜístupné až na pravidelné odstávky 
nepĜetržitČ. 
• Komunikace prostĜednictvím datových schránek je také mnohem rychlejší. Oproti 
zasílání poštou, jsou písemnosti doruþeny orgánĤm veĜejné moci v podstatČ ihned po 
odeslání. 
• Do datové schránky mohou mít pĜístup i jiné osoby, pokud jim osoba, která si datovou 
schránku zĜídila, tento pĜístup povolí. Lze také nastavit rĤzné úrovnČ pĜístupu, ke 
kterým bude mít daná osoba oprávnČní. 
Výþet výhod je mnohem širší, nicménČ tyto jsou nejpodstatnČjší. Výhodou je nespornČ 
také možnost pro právnické a fyzické osoby využít doplĖkové služby, napĜ. výše popsanou 
poštovní datovou zprávu, datový trezor pro archivaci písemností, þi konverzi dokumentĤ. 
Tyto služby jsou však zpoplatnČny. 
Nevýhody 
Institut datových schránek pĜedstavuje také nevýhody oproti jiným zpĤsobĤm 
komunikace. Jsou to pĜedevším tyto nevýhody: 
• Doba uložení datové zprávy je 90 dnĤ ode dne pĜihlášení osoby s oprávnČním 
k pĜístupu k tomuto dokumentu. V pĜípadČ komunikace právnických a fyzických osob, 
pĜi odesílání poštovní datové zprávy, þiní doba uložení 90 dnĤ ode dne, kdy byla 
datová zpráva dodána do datové schránky.36 Pokud by chtČl subjekt tuto dobu 
prodloužit, musí si zĜídit tzv. datový trezor, který automaticky prodlouží dobu uložení 
zprávy na dobu neurþitou a zprávy mohou být smazány pouze subjektem. Tato služba 
však není vedena zdarma. Datový trezor lze objednat v prostĜedí datové schránky a je 
zpoplatnČn roþním poplatkem dle poþtu zpráv, které mají být datovým trezorem 
uchovány. 
• Významnou nevýhodou je nutná znalost ovládání poþítaþe a nezbytné je i pĜipojení 
k internetu. I když je nespornČ výhodou, že se osoba mĤže do datové schránky pĜipojit 
odkudkoliv, má to i své nevýhody. Pro osoby s nižším prahem uživatelských 
dovedností v oblasti poþítaþové techniky a elektronické komunikace mĤže být institut 
datových schránek nepĜekonatelným problémem. Osoba mĤže mít také problém s tím, 
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že se nebude moct pĜipojit k internetu, který je pro práci s datovými schránkami 
nezbytný, to ho ovšem neosvobodí od fikce doruþení, která nastane 10 dnĤ od 
doruþení písemnosti do datové schránky. 
• StejnČ jako jiné pĜihlašovací údaje využívané kdekoliv na internetu, i údaje potĜebné 
pro pĜihlášení do datové schránky mohou být zneužity. NapĜ. v kvČtnu roku 2010 byli 
uživatelé pĜesmČrováni z portálu datových schránek na podvodné stránky, jejichž 
úþelem bylo získání pĜístupových údajĤ uživatelĤ.37 Se zvyšujícím se využitím 
datových schránek lze také oþekávat, že tyto hrozby budou v budoucnosti pĜibývat a 
jejich eliminace bude þím dál složitČjší. 
3.4.5. Využití datových schránek 
K 31. 12. 2014 bylo zĜízeno celkem 624 717 datových schránek a celkový poþet 
odeslaných datových zpráv k tomuto datu byl 236 796 889.38 Denní prĤmČr je okolo 200 tisíc 
odeslaných zpráv. V souþasnosti nelze jednoznaþnČ urþit, jaký byl v roce 2014 podíl 
jednotlivých typĤ datových schránek na celkovém poþtu, jelikož podrobnČjší statistiky 
zveĜejnilo Ministerstvo vnitra ýR zatím pouze do konce roku 2013. S jistotou lze však Ĝíci, že 
jednoznaþnČ budou pĜevažovat datové schránky právnických osob. 
Jak lze vidČt na grafu 3.2 níže, do konce roku 2013 pĜedstavovaly datové schránky 
právnických osob nejvČtší podíl na celkovém poþtu datových schránek, a to i pĜesto, že se 
jejich pomČr v prĤbČhu let 2009 – 2013 snížil. DĤvodem nejvČtšího podílu tohoto typu 
datových schránek je, že oproti ostatním typĤm datových schránek jsou tyto nejþastČji 
zĜizovány ze zákona. Znaþné navýšení však doznávají datové schránky podnikajících 
fyzických osob, jejichž podíl se od zavedení datových schránek v roce 2009 do roku 2013 
zpČtinásobil. Zde by mohla být mimo jiné dĤvodem pĤvodnČ plánovaná povinnost 
komunikace prostĜednictvím datových schránek pro podnikající fyzické osoby s ýeskou 
správou sociálního zabezpeþení, nakonec však byla tato povinnost nČkolikrát odložena, 
v souþasnosti na neurþitou dobu. Datové schránky si také více zĜizují i fyzické osoby pro 
osobní potĜebu, každý rok se jejich podíl od roku 2009 do konce roku 2013 zvýšil o procento. 
Stabilní podíl si udržují datové schránky orgánĤ veĜejné moci. 
 
                                                 
37
 ŠPAýEK, David. EGovernment: cíle, trendy a pĜístupy k jeho hodnocení. Vyd. 1. V Praze: C.H. Beck, 2012, 
s. 88. ISBN 9788074002618. 
38




Obr. 3.2: Vývoj podílu jednotlivých typĤ datových schránek v letech 2009 - 2014 (v %) 
 
Zdroj: Ministerstvo vnitra ýR39 
ÚspČšnost doruþení pĜihlášením na konci roku 2014 byla více než 99 %40, což 
znamená, že pouze 1 % zpráv si adresáti nevyzvednou do 10 dnĤ od doruþení. V tomto ohledu 
zaznamenávají datové schránky znaþné zlepšení, napĜ. v roce 2010 úspČšnost doruþení þinila 
96 %41. 
Od poþtu datových schránek se liší statistika jejich využití, která je znázornČna na 
následujícím grafu 3.3. Tato statistika udává poþet odeslaných zpráv v roce 2013. Nejvíce 
využívaly datové schránky orgány veĜejné moci, které odeslaly pĜes 45 mil. datových zpráv, 
což je více než 80 % celkového poþtu odeslaných datových zpráv. Naopak nejménČ datových 
zpráv bylo odesláno fyzickými osobami, celkem to bylo necelých 100 tis., což je v porovnání 
s OVM zanedbatelná hodnota a ve výsledku se na celkovém poþtu odeslaných zpráv podílejí 
0,17 %. Datové schránky ve vČtší míĜe využívaly právnické osoby, dá se pĜedpokládat další 
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zvyšování využití v reakci na pĜijímání nových ustanovení upravujících povinnou 
elektronickou komunikaci. 
Obr. 3.3: Poþet odeslaných datových zpráv v roce 2013 
 
Zdroj: Vlastní zpracování dle Socio-ekonomické studie 201442 
Zajímavý výsledek ukázala také statistika v tabulce 3.1, která prezentuje porovnání poþtu 
odeslaných zásilek (listovních i doporuþených) a poþet odeslaných datových zpráv v letech 
2009 – 2013. Zatímco poþet pĜepravených zásilek se neustále snižuje, poþet odeslaných 
datových zpráv prostĜednictvím datových schránek zaznamenal v prĤbČhu let rapidní nárĤst. 
Datové schránky se nespornČ o pokles pĜepravených zásilek velkou mČrou zasloužily. 
Tab. 3.1: Poþet pĜepravených zásilek a odeslaných datových zpráv v letech 2009 - 2013 
 ϮϬϬϵ ϮϬϭϬ ϮϬϭϭ ϮϬϭϮ ϮϬϭϯWŽēĞƚƉƎĞƉƌĂǀĞŶǉĐŚ
ǌĄƐŝůĞŬ ϲϮϭϮϱϱ ϲϭϳϭϯϱ ϱϱϲϰϬϮ ϰϵϱϬϭϳ ϰϭϴϰϬϳ
WŽēĞƚŽĚĞƐůĂŶǉĐŚ
ĚĂƚŽǀǉĐŚǌƉƌĄǀ ϮϲϮϯϯϯϲ ϮϳϱϱϬϲϵϲ ϯϰϵϮϬϴϲϵ ϰϱϰϮϱϬϰϭ ϱϱϬϮϮϲϳϵ
Zdroj: Vlastní zpracování dle kontrolní akce NKÚ43 a ýTÚ44 
                                                 
42




 Informace z kontrolní akce NKÚ þ. 12/36. NKÚ [online]. 23. 9. 2013 [cit. 12. 1. 2015]. Dostupné z: 
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3.5. DaĖový portál pro elektronická podání 
V rámci elektronické komunikace podnikatele a správce danČ má dĤležitou roli tzv. 
daĖový portál, projekt Ministerstva financí ýR, který slouží k podání písemností pomocí 
elektronických formuláĜĤ, pĜíp. pro vstup do daĖové informaþní schránky, o které bude 
pojednáno kapitole 3.6. Podání písemností je možné prostĜednictvím aplikace EPO (tzv. 
elektronická podání pro finanþní správu). 
Tento portál využívají kromČ jiných osob také podnikatelé pĜi podání pĜiznání k dani 
z pĜidané hodnoty, vþetnČ souvisejících pĜíloh, þi pĜiznání k dani z pĜíjmĤ fyzických nebo 
právnických osob, ale také pĜi podání dalších pĜiznání. Pomocí daĖového portálu lze podat i 
rĤzné žádosti a další písemnosti, jako je žádost o potvrzení bezdlužnosti, atd.  
V aplikaci je tedy vybrán pĜíslušný formuláĜ, který osoba vyplní. Výhodou aplikace 
EPO je, že upozorĖuje na pĜípadné rozdíly ve výpoþtech, þi chyby v podání, které je nutno 
pĜed samotným odesláním opravit. Tyto chyby jsou rozdČleny na kritické, které neumožní 
podání, dále propustné závažné, které sice podání již umožní, nicménČ zde existuje vysoká 
pravdČpodobnost, že osoba bude vyzvána k dodateþnému opravení tČchto chyb. Poslední jsou 
propustné chyby drobné, jedná se spíše o upozornČní na rozdíl ve výpoþtu danČ na urþitém 
Ĝádku s uvedením pĜesnČ vypoþtené danČ a procentuálního rozdílu. Pomocí aplikace je 
vytvoĜen soubor, který lze podepsat zaruþeným elektronickým podpisem a odeslat pĜímo 
z aplikace správci danČ, þi jej uložit ve speciálním formátu pro odeslání prostĜednictvím 
datové schránky. Písemnost lze také odeslat v rámci aplikace bez nutnosti využití zaruþeného 
elektronického podpisu, nicménČ tato forma podání musí být následnČ potvrzena, jak je 
uvedeno výše v kapitole pojednávající o zpĤsobech podání (kap. 3.1.2). Písemnosti jsou na 
serveru uchovány po dobu 30 minut od poslední práce s aplikací, lze se k nim tedy pĜípadnČ 
vracet. V pĜípadČ, že uživatel bude chtít i rozpracovanou písemnost uchovat déle, staþí si ji 
uložit na svĤj poþítaþ a v budoucnu tento soubor znovu nahrát do aplikace.45 
Využití daĖového portálu pro elektronická podání se každým rokem zvyšuje. Pro 
pĜehled je uveden graf þ. 3.4, který uvádí celkový poþet podání prostĜednictvím aplikace EPO 
v letech 2009 – 2014 a pro srovnání je zde také uveden poþet podání pĜiznání k DPH a 
souvisejících pĜíloh, jimiž jsou souhrnné hlášení a od 1. 4. 2011 také výpis z evidence pro 
daĖové úþely dle § 92 zákona þ. 235/2004 Sb., o dani z pĜidané hodnoty, ve znČní pozdČjších 
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pĜedpisĤ. Jak lze vidČt na grafu, tento typ podání tvoĜil podstatnou þást všech podání 
prostĜednictvím aplikace EPO ve všech sledovaných letech. V roce 2014 byl zaznamenán také 
skokový nárĤst poþtu podání pĜiznání k DPH s pĜílohami. Tento nárĤst byl zpĤsoben 
zavedením povinnosti elektronického podání pĜiznání k DPH a souvisejících pĜíloh právČ od 
1. 1. 201446. 
Obr. 3.4: Vývoj poþtu podání EPO roþnČ v letech 2009 - 2014 
 
Zdroj: Vlastní zpracování dle Finanþní správy47  
3.6. DaĖové informaþní schránky 
DĤležité je rozlišovat pojem datová schránka a daĖová informaþní schránka. I když 
jsou tyto názvy podobné, ve skuteþnosti slouží k odlišným úþelĤm. DaĖová informaþní 
schránka (dále také DIS) nepĜedstavuje pĜímou komunikaci podnikatele se správcem danČ tak 
jako datová schránka, je však dĤležitým nástrojem pro zjišĢování informací týkajících se 
osoby jako daĖového subjektu. 
DaĖová informaþní schránka je upravena §69 až 69b daĖového Ĝádu. Správce danČ 
zĜizuje daĖovou informaþní schránku na základČ žádosti daĖového subjektu, pokud má však 
daĖový subjekt zpĜístupnČnu datovou schránku, je mu zĜízena daĖová informaþní schránka 
z moci úĜední. O tomto pomČrnČ novém ustanovení je pojednáno v kapitole 4.3.2. I v pĜípadČ 
automatického zĜízení DIS uživatelĤm datových schránek, je pro zpĜístupnČní nutno 
                                                 
46
 Viz kap. 4.3.1 
47
















dodateþnČ podat pĜihlášku k nahlížení do daĖové informaþní schránky. Zrušení daĖové 
informaþní schránky je možné na žádost subjektu. 
PĜístup k DIS je zajištČn prostĜednictvím daĖového portálu, nutností je mít zĜízen 
zaruþený elektronický podpis. Pokud osoba nedisponuje elektronickým podpisem, mĤže se do 
daĖové informaþní schránky pĜihlásit pomocí datové schránky. Správce danČ zde poskytuje 
informace ze spisu a informace z osobního daĖového úþtu, daĖový subjekt má pĜehled o 
nedoplatcích, þi pĜeplatcích, na jednotlivých daĖových úþtech, nemusí tedy v pĜípadČ zájmu o 
tyto informace kontaktovat finanþní úĜad. Souþástí DIS je také daĖový kalendáĜ, který je 
pĜipraven na míru daĖového subjektu tak, aby byl subjekt schopen zjistit termín svých 
daĖových povinností. DaĖový subjekt mĤže také prostĜednictvím DIS nahlížet do veĜejné 
þásti spisu prostĜednictvím pĜehledu písemností. V prostĜedí DIS lze také zjistit, k jakým 
daním je daĖový subjekt registrován, jaké bankovní úþty subjektu registruje finanþní úĜad, 
atd.48 
3.7. Czech POINT 
Pokud je zákon o eGovernmentu nazýván srdcem elektronizace veĜejné správy, 
pĜedstavuje projekt Czech POINT prsty, které obstarávají spojení s veĜejnou správou. Zkratka 
Czech POINT je vytvoĜena z názvu „ýeský Podací OvČĜovací a Informaþní Národní 
Terminál.“49 
Tento projekt není primárnČ urþen pro komunikaci podnikatele se správcem danČ, ale 
obecnČ má usnadnit kontakt obþanĤ s orgány veĜejné moci. Cílem tohoto projektu bylo 
vytvoĜení jednoho kontaktního místa, na kterém by bylo možno získat informace z registrĤ a 
ostatních informaþních systémĤ, úĜednČ ovČĜit listiny a další. Czech POINT tedy pĜedstavuje 
nepĜímou formu komunikace obþanĤ, tedy i podnikatelĤ, s orgány veĜejné moci, 
prostĜednictvím poboþek, tzv. kontaktních míst. 
Podnikatel využije pĜedevším možnost poĜízení výpisu z veĜejného rejstĜíku (a to 
nejþastČji z obchodního rejstĜíku), dále z živnostenského rejstĜíku, katastru nemovitostí þi 
rejstĜíku trestĤ. Osoby mohou na kontaktních místech také zĜizovat datové schránky, þi je 
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napĜ. znepĜístupnit. Další možností využití je provádČní autorizované konverze dokumentĤ, 
která je popsána výše. 
V souþasné dobČ existuje více než 7 000 poboþek, na kterých lze tČchto služeb využít, 
z nichž naprostá vČtšina, témČĜ 80 %, je provozována obecními úĜady. Kontaktním místem 
jsou i nČkteré poboþky ýeské pošty, ale také notáĜi, HospodáĜská komora ýeské republiky a 
zahraniþní zastupitelství. PĜestože ýeská pošta provozuje necelých 14 % kontaktních míst 
z celkového poþtu, mezi kontaktními místy je nejvyužívanČjší. Více než polovina výstupĤ je 
vydána právČ ýeskou poštou.50 
Na grafu 3.5 níže lze vidČt, jak se vyvíjel poþet vydaných výstupĤ od roku 2009 do 
roku 2014, jsou zde zahrnuty všechny využitelné služby – napĜ. výpis z rejstĜíku trestĤ, þi 
z katastru nemovitostí, ale také provedené konverze dokumentĤ, þi žádosti o zĜízení datové 
schránky. Z tČchto služeb je nejþastČji poskytován výpis z rejstĜíku trestĤ, velmi þasto je také 
využívána konverze dokumentĤ. Poþet výstupĤ se neustále zvyšuje, popularita tohoto projektu 
tedy v prĤbČhu let stoupá. 
Obr. 3.5: Czech POINT – poþet vydaných výstupĤ roþnČ v letech 2009 - 2014 
 
Zdroj: Vlastní zpracování dle statistik Czech POINT51 
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4. Nové trendy v komunikaci se správcem danČ 
V této kapitole bude pojednáváno o dopadech zavedení elektronické komunikace, 
pĜedevším bude zhodnocen pĜínos datových schránek. V rámci tohoto tématu budou popsány 
vybrané judikáty, které s elektronickou komunikací souvisejí. Souþástí této kapitoly je také 
nastínČní zmČn þeských právních pĜedpisĤ, které zásadnČ mČní a upĜednostĖují elektronickou 
komunikaci. Na závČr bude analyzována komunikace v rámci EU, popsán bude také tzv. 
Strategický rámec rozvoje veĜejné správy ýR 2014 – 2020 a budou pĜedloženy 
pravdČpodobné scénáĜe vývoje komunikace podnikatele a správce danČ. 
4.1.  Zhodnocení pĜínosu datových schránek 
Náklady DS 
V roce 2013 probČhla kontrolní akce Nejvyššího kontrolního úĜadu (dále jen NKÚ) þ. 
12/36, která se zamČĜila na hospodaĜení a vyhodnocení pĜínosĤ datových schránek. Dle 
zprávy z této kontrolní akce þinily náklady na založení a provoz datových schránek do konce 
roku 2012 celkem 2,9 miliardy Kþ.52 Tyto náklady se odvíjely pĜedevším od poþtu 
provedených transakcí prostĜednictvím datových schránek. Od roku 2013 pak došlo ke zmČnČ, 
Ministerstvo vnitra tímto rokem zaþalo platit provozovateli, tj. ýeské poštČ, paušální poplatek 
ve výši 500 milionĤ korun roþnČ, na konci roku 2013 tedy náklady þinily 3,4 mld. Kþ. Lze 
pĜedpokládat, že celkové náklady od poþátku provozu datových schránek do konce roku 2014 
budou þinit témČĜ 4 miliardy korun.  
Jak již bylo naznaþeno, systém paušálních nákladĤ nebyl zaveden od zaþátku. V letech 
2009 – 2012 se náklady odvíjely od poþtu odeslaných zpráv s tím, že se cena za každou 
zprávu snižovala po dosažení urþité hranice provedených transakcí (tedy odeslaných zpráv). 
Jak lze vidČt v tabulce 4.1, pĤvodnČ byla cena nastavena na 15,04 Kþ za datovou zprávu. 
Když v prvním þtvrtletí roku 2011 byla pĜekroþena hranice 33 milionĤ odeslaných datových 
zpráv, snížila se cena datové zprávy z 15,04 Kþ na 13,36 Kþ a v roce 2012 byla cena snížena 
na 11,68 Kþ. Tyto þástky však nepĜedstavují skuteþnČ vynaložené náklady na jednu datovou 
zprávu. Ty zahrnují také odmČnu za provozování datových schránek a dodateþné náklady na 
údržbu a pĜípadné opravy v systému datových schránek. Jelikož se poþet odeslaných datových 
zpráv každoroþnČ zvyšoval, snižovaly se náklady na jednu datovou zprávu. V roce 2009 tak 
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þinil prĤmČrný náklad na jednu datovou zprávu celkem 78,50 Kþ, v roce 2012 se skuteþné 
náklady na jednu datovou zprávu snížily na 17,69 Kþ. 
Tab. 4.1:  Vývoj ceny datové zprávy a nákladĤ na datovou zprávu 
Rok Cena datové zprávy (v Kþ) Náklady na datovou zprávu (v Kþ) 
2009 15,04 78,50 
2010 15,04 35,89 
2011 13,36 26,52 
2012 11,68 17,69 
Zdroj: Vlastní zpracování dle Socio-ekonomické studie 201453  a kontrolní akce NKÚ54 
Údaje pro rok 2013 již do tabulky zahrnuty nejsou, jelikož cena datové zprávy nebyla 
urþována jednotkovými náklady na transakci, a to z dĤvodu zavedení paušálního poplatku. 
PĜedpokladem pro rok 2013 bylo odeslání více než 50 milionĤ datových zpráv, tedy pĜi 
zavedení paušálního poplatku 500 milionĤ Kþ roþnČ cena za jednu zprávu vycházela na ménČ 
než 10 Kþ, což je výhodnČjší, než pĜi zachování modelu ceny placené za každou datovou 
zprávu. SkuteþnČ vynaložené náklady v roce 2013 byly dokonce nižší, konkrétnČ 9,10 Kþ. 
PĜedpokládá se, že do konce roku 2018 budou þinit náklady na jednu datovou zprávu zhruba 6 
Kþ.55 Naproti tomu u listovních zásilek lze pĜedpokládat další navyšování cen. 
PĜínosy DS 
Ministerstvo vnitra neuvádí podrobnČjší statistiky, kolik zavedením datových schránek 
bylo ušetĜeno penČz, uvádí pouze, že uživatelé díky datovým schránkám ušetĜili za 5 let 
provozu více než 5 miliard korun56, bez bližšího urþení, jak byla tato úspora spoþítána. Ve 
zprávČ Ministerstva vnitra z roku 2010 se však výpoþet úspory uvádí jako ušetĜené náklady za 
každou písemnost, která by jinak musela být odeslána formou doporuþeného dopisu, 
zpoplatnČného þástkou témČĜ 30 Kþ, lze tedy pĜedpokládat, že v roce 2014 bylo využito 
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obdobného postupu. Tato þísla ovšem nemusí odpovídat skuteþnosti, jedná se spíše o hrubý 
odhad. 
PĜínosy datových schránek mČly být vyhodnoceny také v rámci výše zmínČné 
kontrolní akce NKÚ. Jedním z cílĤ zavedení datových schránek bylo dle Ministerstva vnitra 
snížení administrativního zatížení, a to konkrétnČ tím, že se sníží poþet obálek a komunikace 
bude probíhat ve vČtší míĜe v elektronické podobČ. Ze zprávy NKÚ však vyplývá, že 
Ministerstvo vnitra nedoložilo dostateþné podklady k tomuto tvrzení, nebylo tedy možné 
hodnotit, zda bylo cíle dosaženo. Dalším cílem bylo pĜevést veškerou komunikaci orgánĤ 
v rámci veĜejné správy do elektronické podoby. Dosažení tohoto cíle Ministerstvo vnitra 
doložilo ustanovením zákona o eGovernmentu, dle kterého jsou orgány veĜejné moci povinny 
komunikovat mezi sebou právČ prostĜednictvím datových schránek. Dle zprávy NKÚ však 
dané ustanovení nevypovídá o tom, zda bylo cíle skuteþnČ dosaženo. K úsporám se zpráva 
pak vyjadĜuje pouze v tom smyslu, že Ministerstvo vnitra nezkoumalo napĜ. náklady na 
poštovné, které by jinak uživatelé datových schránek museli vynaložit, nesledovalo však ani 
úspory v rámci vlastních úþtĤ, proto je nelze vyhodnotit.57 
KonkrétnČjší údaje uvádí socio-ekonomická studie z roku 2014, ve které byl pĜínos 
datových schránek konkrétnČ vyþíslen. Do celkového pĜínosu byl zapoþítán i ušetĜený þas 
uživatelĤ datových schránek, který by jinak museli vynaložit na cestu na poštu, þekáním na 
poštČ, atd. Celkové pĜínosy datových schránek tedy byly dány souþtem úspory na poštovném 
a materiálu (napĜ. obálky, vlastní písemnost v papírové formČ) a þasu jak ze strany pĜíjemce, 
tak odesílatele datové zprávy. Této úspory bylo dosaženo odesláním písemnosti 
prostĜednictvím datové schránky namísto volby listovní zásilky. 
Dle propoþtĤ studie ušetĜené náklady þinily do konce roku 2013 témČĜ 5,7 mld. Kþ pro 
orgány veĜejné moci a témČĜ 0,8 mld. Kþ pro ostatní uživatele datových schránek, tedy pro 
právnické osoby, podnikající fyzické osoby a fyzické osoby. NejvČtší þást úspor þinily 
náklady ušetĜené za poštovné.58 Vysoké úspory na stranČ orgánĤ veĜejné moci vyplývají 
z mnohem vyššího využití datových schránek ke komunikaci oproti ostatním subjektĤm. 
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Zhodnocení nákladĤ a pĜínosĤ DS 
Náklady vynaložené na založení a provoz datových schránek byly snadno zjistitelné a 
rĤzné zdroje se na výši tČchto nákladĤ shodují. Do konce roku 2013 bylo vynaloženo celkem 
3,4 mld. Kþ, pĜiþemž náklady na jednu datovou zprávu se postupnČ snižují, v souvislosti s þím 
dál rozsáhlejším využíváním datových schránek. 
PĜínosy datových schránek oproti tomu nelze urþit jednoznaþnČ. Základním cílem 
datových schránek bylo zvýšení efektivity, úspory þasu a penČz. Ministerstvo vnitra ýR 
pĜedložilo jen neurþité formulace pĜínosĤ, které nepodložilo konkrétními daty, kontrolní akce 
NKÚ také neposkytla upĜesĖující údaje.  
Snahou o vyþíslení pĜínosĤ datových schránek byla socio-ekonomická studie 2014, 
která však do ušetĜených nákladĤ zahrnovala také ušetĜený þas. Zapoþítání ušetĜeného þasu je 
z hlediska ekonomické teorie implicitních nákladĤ naprosto v poĜádku, nicménČ reálnČ 
neodpovídá skuteþnČ vynaloženým penČžním tokĤm. PĜínos z ušetĜeného þasu je také velmi 
subjektivním parametrem. Lze však pĜedpokládat, že daná studie se snažila tento faktor 
maximálnČ objektivizovat. Takto urþené pĜínosy þinily od poþátku provozu datových 
schránek do konce roku 2013 celkem 6,5 mld. Kþ, z toho 5,7 mld. Kþ bylo pĜínosem státu a 
0,8 mld. Kþ bylo ušetĜeno ostatními uživateli datových schránek. Vyþíslení þistých pĜínosĤ 
nemusí odpovídat skuteþnosti, vzhledem k zapoþítání ušetĜeného þasu uživatelĤ datových 
schránek. Dalším problémem je fakt, že do celkových nákladĤ nebyly zapoþítány napĜ. 
náklady na školení uživatelĤ datových schránek. I pĜesto lze tyto údaje považovat za 
dostateþnČ objektivní. Srovnáním nákladĤ a pĜínosĤ tedy vychází, že ekonomický pĜínos 
datových schránek náklady pĜevyšuje o 3,1 mld. Kþ. I pĜi nezapoþítání ušetĜeného þasu by 
hodnota stále vycházela v kladných þíslech, lze tedy Ĝíci, že z tohoto pohledu zavedení 
datových schránek svĤj úþel splnilo a komunikace se tak stala ménČ nákladnou. 
Co se týþe efektivity datových schránek, tu lze spatĜovat napĜ. v lepší prokazatelnosti, 
že byla písemnost skuteþnČ odeslána. Došlo také ke zrychlení komunikace, orgánu veĜejné 
moci je písemnost datovou schránkou doruþena témČĜ ihned a v okamžiku doruþení se 
písemnost považuje za dodanou. I pĜes neurþitá vyjádĜení Ministerstva vnitra lze tedy vidČt, 
že datové schránky bezesporu pĜinesly efektivnČjší a rychlejší komunikaci. 
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4.2. Vybrané judikáty související s komunikací podnikatele a správce danČ 
V souvislosti se zavádČním elektronické komunikace došlo k nČkolika rozporĤm, které 
byly Ĝešeny soudnČ. I když nČkterá tato soudní rozhodnutí nebyla pĜijata v pĜímé souvislosti 
komunikace podnikatele a správce danČ, jsou i na tento pĜípad pĜímo aplikovatelná. Pro 
potĜeby této práce byly vybrány judikáty Ĝešící následky nesprávného doruþení, tedy doruþení 
prostĜednictvím poskytovatele poštovních služeb i pĜesto, že subjekt mČl zĜízenu datovou 
schránku a dále povinnost doruþování osobČ s jiným typem datové schránky. Co se týþe 
podání, zde budou uvedeny judikáty týkající se nesprávného podání a podání na jinou adresu 
správce danČ. 
Následky nesprávného doruþení 
Jak bylo uvedeno výše v této práci, pokud má subjekt zĜízenu datovou schránku, je 
orgán veĜejné moci, tedy i správce danČ, povinen doruþovat prostĜednictvím této datové 
schránky. Jak se postupuje v pĜípadČ, že orgán veĜejné moci doruþuje poštou, i když má 
subjekt datovou schránku zĜízenou, je Ĝešeno v následujícím judikátu. 
Rozsudek Nejvyššího správního soudu ze dne 16. prosince 2010, þ. j. 1 As 90/2010-95 
jasnČ odlišil dva rĤzné dopady tohoto úkonu. Pokud si subjekt danou písemnost pĜevezme, 
doruþení není považováno za nesprávné a má zamýšlené právní úþinky, subjekt tedy nemĤže 
argumentovat, že doruþení bylo v rozporu se zákonem. Rozsudek se zde odkazuje na již dĜíve 
vydané rozhodnutí, dle kterého „je-li adresát s obsahem písemnosti obeznámen, potom 
otázka, zda bylo doruþení vykonáno pĜedepsaným zpĤsobem, nemá význam.“59 Pokud však 
subjekt tuto písemnost nepĜevezme, orgán veĜejné moci se nemĤže domáhat tzv. fikce 
doruþení a písemnost bude považována za nedoruþenou. 
Orgán veĜejné moci se tedy dopustil omylu a jednal v podstatČ v rozporu se zákonem, 
který mu výslovnČ naĜizuje doruþovat prostĜednictvím datové schránky vždy tam, kde je to 
možné. Pokud však subjekt, kterému je takto doruþováno prostĜednictvím poskytovatele 
poštovních služeb, danou písemnost pĜevezme, je tímto okamžikem seznámen s obsahem 
písemnosti a nastávají právní úþinky, bez ohledu na formu doruþení. 
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Povinnost doruþování osobČ s jiným typem datové schránky 
V rámci tohoto judikátu se jednalo o Ĝešení situace, kdy je osoba podnikatelem a 
zároveĖ je insolvenþním správcem. Jak bylo uvedeno výše v kapitole 3.4.1., insolvenþnímu 
správci je ze zákona zĜizována tzv. profesní datová schránka, pĜiþemž stejná osoba si smí 
zĜídit další datovou schránku jako podnikající fyzická osoba. O tom, kam doruþovat 
písemnosti, dostateþnČ jasnČ pojednává pokyn GFě D-7 – k postupu správcĤ danČ pĜi 
doruþování prostĜednictvím datových schránek, nicménČ v dobČ, kdy byl Ĝešen níže uvedený 
spor, tento pokyn ještČ neexistoval. 
Dle rozsudku Nejvyššího správního soudu ze dne 15. þervence 2010, þ. j. 7 Afs 
46/2010-51, se subjekt domáhal toho, že mu písemnost mČla být doruþována do datové 
schránky a nikoliv prostĜednictvím poskytovatele poštovních služeb. Subjekt mČl zĜízenu 
datovou schránku insolvenþního správce, nemČl však zĜízenu datovou schránku podnikající 
fyzické osoby, která je zĜizována pouze na základČ žádosti. Písemnost, která byla doruþována, 
se však týkala podnikatelské þinnosti, daný orgán tedy písemnost doruþil poštou. Dle 
rozhodnutí soudu orgán v tomto pĜípadČ jednal v souladu se zákonem, jelikož subjektu nebylo 
možné doruþit tuto písemnost prostĜednictvím datové schránky urþenou pouze pro záležitosti 
týkající se osoby jako insolvenþního správce. 
V tomto pĜípadČ je také možno uplatnit fikci doruþení, jelikož se oproti pĜedchozímu 
pĜípadu jednalo o správnou formu doruþení. Pokud by ale orgán písemnost týkající se 
podnikatelské þinnosti doruþil do profesní datové schránky, fikce doruþení by se domáhat 
nemohl, zde by se totiž jednalo o nesprávný zpĤsob doruþení (nicménČ pĜi pĜevzetí písemnosti 
by právní úþinky nastaly bez ohledu na zvolený zpĤsob). 
V souþasnosti pro Ĝešení této problematiky slouží zmínČný pokyn GFě D-7, kde je pro 
urþité pĜípady upravena právČ i nemožnost uplatnČní fikce doruþení. 
Následky podání na nesprávnou elektronickou adresu 
Další z judikátĤ se zabýval otázkou, co se stane v pĜípadČ, kdy subjekt uþiní podání na 
jinou elektronickou adresu, než je adresa technického zaĜízení vČcnČ a místnČ pĜíslušného 
správce danČ. V tomto pĜípadČ bylo tedy podání uþinČno e-mailem na adresu správce danČ, 
která k tomu nebyla urþená. 
41 
 
Dle rozsudku Nejvyššího správního soudu ze dne 23. ěíjna 2008, þ. j. 1 Ans 8/2008-
105, v pĜípadČ, že je podání uþinČno na jinou adresu, než na zveĜejnČnou adresu technického 
zaĜízení správce danČ, jedná se o tzv. podání za použití jiných pĜenosových technik dle § 71 
odst. 3 Dě, i v pĜípadČ, že podání je opatĜeno zaruþeným elektronickým podpisem. Tento 
zpĤsob podání sám o sobČ vadný není, nicménČ dle daného ustanovení Dě je nutno jej do 5 
dnĤ ode dne doruþení správci danČ potvrdit jedním ze zpĤsobĤ uvedených v § 71 odst. 1 
Dě.60 Jak vyplývá z právní vČty daného judikátu, správce danČ není povinen na tuto 
skuteþnost subjekt upozornit, ten musí potvrzení dle § 71 odst. 1 Dě uþinit sám. Pokud tak 
neuþiní, na dané podání se hledí, jako by nebylo uþinČno. 
Subjekt je tedy povinen správnČ urþit, na kterou adresu technického zaĜízení správce 
danČ má své podání uþinit. V pĜípadČ nesprávného vyhodnocení, i pĜes užití zaruþeného 
elektronického podpisu, je totiž podání posuzováno jako podání s využitím jiných 
pĜenosových technik a jako takové musí být z vlastní iniciativy subjektu potvrzeno do 5 dnĤ 
jedním ze zpĤsobĤ uvedených daĖovým Ĝádem. V opaþném pĜípadČ bude podání pokládáno 
za neprovedené. 
Následky podání na jinou elektronickou adresu 
S podáním na jinou elektronickou adresu souvisí také další judikát. I pĜesto, že se zdá, 
že se jedná o stejnou situaci, soud oproti pĜedchozím pĜípadĤm vyhovČl subjektu, který žalobu 
podal. V tomto pĜípadČ subjekt neuþinil podání na e-mailovou adresu, ale na zveĜejnČné 
technické zaĜízení, tedy podatelnu. Problém zde þinil fakt, že se jednalo o podatelnu urþenou 
k jiným typĤm podání. 
Dle rozsudku Nejvyššího správního soudu ze dne 16. Prosince 2010, þ. j. 1 Afs 
85/2010, aby bylo elektronické podání považováno za bezvadné, musí být provedeno pouze 
prostĜednictvím zveĜejnČného technického zaĜízení, tedy k tomu urþené podatelny, v opaþném 
pĜípadČ by se jednalo o podání za využití jiných pĜenosových technik. V daném pĜípadČ bylo 
podání uþinČno na adresu elektronické podatelny Ministerstva vnitra. Dle § 73 odst. 1 Dě má 
být podání provedeno u pĜíslušného správce danČ, a to bez bližšího urþení následkĤ, pokud 
není podáno u konkrétního správce danČ. Navíc dle § 75 je správce danČ, pokud je pro dané 
podání nepĜíslušný, povinen toto podání postoupit pĜíslušnému správci danČ. Z rozsudku 
vyplývá, že podání je považováno za bezvadné, pokud je doplnČno elektronickým podpisem a 
je podáno na zveĜejnČné technické zaĜízení. 
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Oproti pĜedchozímu pĜípadu zde subjekt nemá povinnost své podání potvrzovat 
zpĤsobem urþeným v § 71 odst. 1 Dě, jelikož jeho podání je i pĜes zvolení nepĜíslušné 
podatelny považováno za bezvadné. 
4.3. ZmČny zákonĤ související s komunikací podnikatele a správce danČ 
Z novČ zavádČných ustanovení v zákonech vyplývá, že komunikace smČĜuje k þím dál 
rozsáhlejšímu využívání elektronických cest. Níže jsou uvedeny nejnovČjší zmČny 
v komunikaci podnikatele a správce danČ. 
4.3.1. ZmČna zákona o DPH 
NovČ byla zavedena povinná elektronická forma podání od 1. 1. 2014. Dle § 101a 
zákona þ. 235/2004 Sb., o dani z pĜidané hodnoty, je plátce povinen podat elektronicky 
daĖové pĜiznání (pĜíp. dodateþné daĖové pĜiznání), hlášení a pĜílohy k daĖovému pĜiznání na 
adresu správce danČ. ObdobnČ i pĜihlášku k registraci, þi oznámení o zmČnČ registraþních 
údajĤ je možno podat pouze elektronicky. Existují zde však výjimky pro fyzické osoby. 
4.3.2. ZmČny daĖového Ĝádu 
DaĖové informaþní schránky 
První zmČnou bylo zavedení ustanovení § 69a daĖového Ĝádu, které se týkalo zĜízení a 
zrušení daĖové informaþní schránky. DaĖová informaþní schránka je popsána výše v kapitole 
3.6. I pĜed zavedením tohoto ustanovení bylo možno využívat institutu daĖových 
informaþních schránek, ty byly však vždy zĜizovány na základČ žádosti daĖového subjektu. 
Od 1. 1. 2014 je daĖová informaþní schránka automaticky zĜízena tČm daĖovým subjektĤm, 
které si zĜídí datovou schránku, a to bezodkladnČ po zpĜístupnČní datové schránky. ZĜízení 
daĖové informaþní schránky se tedy váže na zpĜístupnČní datové schránky, nikoliv na její 
zĜízení. 
PĜípady, kdy subjekt již mČl zpĜístupnČnu datovou schránku pĜed 1. 1. 2014, byly 
Ĝešeny pĜechodným ustanovením, dle kterého mČl správce danČ z moci úĜední zĜídit daĖovou 
všem tČmto subjektĤm do 3 mČsícĤ, tedy do 1. 4. 2014. V souþasné dobČ všechny subjekty, 





Povinné elektronické podání 
Druhou zmČnou je povinnost elektronické komunikace se správcem danČ. Od 1. 1. 
2015 se stalo úþinným ustanovení v daĖovém Ĝádu, jedná se o § 72 odst. 4, který novČ zavádí 
povinnost podání výhradnČ elektronickou cestou pro všechny subjekty, které mají 
zpĜístupnČnu datovou schránku a také pro povinnČ auditované osoby. DĤležité je zde rozlišení 
mezi založením a zpĜístupnČním datové schránky. V pĤvodním návrhu mČla být povinnost 
zavedena pro subjekty, které mají zĜízenu datovou schránku, nicménČ úþinným se stalo 
ustanovení s formulací „subjekt, který má zpĜístupnČnu datovou schránku“. Z tohoto 
ustanovení tedy vyplývá, že se povinnost elektronické komunikace týká pouze osob se 
zpĜístupnČnou datovou schránkou. 
V pĜípadČ, že osoba, která má zpĜístupnČnu datovou schránku a neuþiní podání 
v souladu s § 72 odst. 4, je dle § 247a odst. 2 Dě povinen uhradit pokutu v þástce 2 000 Kþ. 
Pokud tím navíc daĖový subjekt ztČžuje správu daní závažným zpĤsobem, mĤže mu být navíc 
dle § 247a odst. 4 Dě vymČĜena pokuta až 50 000 Kþ. Pokud tedy osoba vlastní elektronický 
podpis, nebo má zĜízenu datovou schránku (i dobrovolnČ), je povinna využít jeden z tČchto 
zpĤsobĤ pro komunikaci se správcem danČ.  
Toto ustanovení vyvolalo diskuze ze strany osob, které si zĜídily datovou schránku jen 
z toho dĤvodu, že od 1. 1. 2013 mČla být zavedena povinná elektronická komunikace 
s ýeskou správou sociálního zabezpeþení pro zamČstnavatele, osoby samostatnČ výdČleþnČ 
þinné a lékaĜe. Tato povinnost byla následnČ odložena na rok 2014 a nakonec byla v roce 
2014 zrušena údajnČ pro nedostateþnou pĜipravenost osob, kterých se povinné elektronické 
podání týkalo.61 NicménČ osoby, které si datovou schránku již s pĜedstihem zĜídily, jsou nyní 
povinny ji využít pro komunikaci se správcem danČ. 
4.4. Elektronická komunikace v EU 
V zemích Evropské unie existují rĤzné zpĤsoby elektronické komunikace podnikatele 
a orgánĤ veĜejné moci, které jsou více þi ménČ podobné datovým schránkám, které jsou 
využívány v ýeské republice. Na rozdíl od þeských datových schránek, však vČtšina z tČchto 
zemí zakládá elektronickou komunikaci na principu dobrovolnosti – záleží tedy jen na 
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subjektu, zda bude chtít tohoto zpĤsobu komunikace využít, þi nikoliv. Na Slovensku byl 
zvolen unikátní model – datová schránka byla zĜízena všem subjektĤm starším 18 let, 
aktivovat si ji však musí pouze orgány veĜejné moci a právnické osoby.62 Problémem u 
dobrovolnČ zakládaných datových schránek je, že se u subjektĤ nemusí setkat s úspČchem a 
datové schránky bude využívat velmi málo lidí. V ýeské republice oproti tomu jsou 
pĜedevším datové schránky právnických osob, profesní datové schránky a datové schránky 
orgánĤ veĜejné moci zĜizovány ze zákona. Navíc jsou zde pĜijímána stále nová ustanovení, 
která zakládají nejen povinnost zĜízení datové schránky, ale také povinnost komunikace 
prostĜednictvím datových schránek.  
StejnČ jako v ýeské republice, i ve vČtšinČ ostatních zemí Evropské unie je 
provozovatelem datových schránek þi jejich obdoby poskytovatel poštovních služeb. V ýR 
byla ýeská pošta, s.p. vybrána jako provozovatel z dĤvodu snížení poþtu využití listovních 
zásilek právČ z dĤvodu zavedení datových schránek, lze se tedy domnívat, že v jiných zemích 
byl dĤvod podobný.  
Míra využití elektronických zpĤsobĤ komunikace v rámci veĜejných služeb je každý 
rok v Evropské unii vyhodnocována tzv. indexem DESI (Digital Economy and Society 
index). Mimo jiné bylo také zjištČno, že až 76 % populace ýR používá pravidelnČ internet, 
potenciál pro rozvoj elektronické komunikace tedy nechybí. I pĜes neustálé zmČny, co se týþe 
elektronické komunikace, se ze všech zemí Evropské unie umístila ýeská republika v oblasti 
poskytování digitálních veĜejných služeb, neboli v oblasti eGovernmentu, až na 25. místČ, což 
je oproti pĜedchozímu roku pokles o 2 místa. Za ýeskou republikou se umístilo pouze 
Maćarsko, Slovensko a Bulharsko. Dle vyhodnocení indexu je ýR v tomto ohledu pod 
prĤmČrem EU a musí se zlepšit.63  
Na elektronizaci komunikace se podílí i Evropská unie, ze souþasných projektĤ je 
vhodné zmínit dokument Evropa 2020, který má sice jiné priority, když jeho primárním cílem 
je udržitelný rĤst, souþástí projektu je však tzv. Digitální agenda pro Evropu. PĜínosem má být 
zvýšení interoperability státĤ, neboli jejich vzájemné spolupráce, a to i ve sféĜe veĜejné 
správy. Velký význam má také nedávno pĜijaté NaĜízení eIDAS, o kterém bude pojednáno 
v kapitole 4.6.4. 
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V nČkterých zemích EU jsou poskytovány v rámci elektronické komunikace služby, 
které zatím v ýeské republice zavedeny nejsou, stát se tak mĤže inspirovat pĜi implementaci 
tČchto služeb do þeského eGovernmentu. NapĜ. v Rakousku, ale i dalších zemích, funguje tzv. 
hybridní pošta, kdy je pošta odeslána formou datové zprávy a druhá strana obdrží klasickou 
poštovní zásilku. Ve Finsku je zavedena možnost placení faktur pĜímo ze systému datových 
schránek, v jiných zemích jsou datové schránky spojeny s elektronickým bankovnictvím. Na 
Slovensku se osoby pĜihlašují do prostĜedí datových schránek elektronickým obþanským 
prĤkazem, subjekt však musí mít þteþku.64 PodrobnČjší popis tČchto a dalších služeb a 
možnosti jejich zavedení v ýeské republice budou uvedeny v kapitole 4.6. 
4.5. Strategický rámec rozvoje veĜejné správy ýR 2014 – 2020 
Snahou o posun v rámci eGovernmentu na našem území bylo formulování tzv. 
Strategického rámce rozvoje eGovernmentu 2014+. Tento dokument mČl navazovat 
pĜedevším na strategický dokument Evropa 2020, ale také napĜ. na dokument Strategie pro 
mezinárodní konkurenceschopnost ýeské republiky 2012 – 2020. PĤvodnČ mČl být také 
provázán se Strategickým rámcem rozvoje veĜejné správy ýeské republiky 2014+, nakonec 
ale došlo ke slouþení tČchto dvou projektĤ usnesením vlády þ. 423 ze dne 4. þervna 2014 a 
staly se tak jedním dokumentem s názvem Strategický rámec rozvoje veĜejné správy ýeské 
republiky 2014 – 2020. Implementaþní plány pro tento slouþený projekt byly pĜijaty 
usnesením vlády þ. 21 ze dne 14. 1. 2015. 
V pĤvodním projektu, který se týkal pouze eGovernmentu, byl urþen hlavní cíl, který 
byl formulován spíše obecnČ. Cílem pro rok 2020 bylo zavést taková opatĜení, která zvyšují 
konkurenceschopnost a inovativnost ýeské republiky. Bylo urþeno také nČkolik dílþích cílĤ, 
mnohem konkrétnČjších, z nichž nejvýznamnČjším bylo pĜevést 85 % komunikace s orgány 
veĜejné správy do elektronické podoby do konce roku 2020. Druhým dílþím cílem bylo 
usnadnit osobám elektronická podání tím, že údaje, které má orgán veĜejné moci možnost 
získat z propojeného datového fondu, nebude po osobách vyžadovat. TĜetím cílem pak bylo 
zavedení možnosti úplného elektronického podání bez ohledu na místní þi vČcnou pĜíslušnost. 
TČchto cílĤ dle projektu mČlo být dosaženo pĜedevším omezením duplicity agend sdílením dat 
mezi orgány veĜejné moci a dále propojením služeb v rámci EU. Sdílením dat by bylo 
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umožnČno úplné elektronické podání, což napĜ. znamená, že ve formuláĜích by se urþité údaje 
vyplnily automaticky.65 Odhad nákladĤ na tento projekt nebyl stanoven. 
Slouþením výše uvedených projektĤ se však zmČnily také formulace cílĤ. Globálním 
cílem nynČjšího projektu je zvýšení kvality a efektivity služeb poskytovaných orgány veĜejné 
moci. Globální cíl je dále rozþlenČn do þtyĜ strategických cílĤ, jejich podmnožinou je pak 
dvanáct tzv. specifických cílĤ.  
Z pĤvodního Strategického rámce rozvoje eGovernmentu 2014+ byl vytvoĜen 
strategický cíl þ. 3, který má zvýšit dostupnost služeb orgánĤ veĜejné moci dalším budováním 
eGovernmentu. Specifickými cíli jsou pak budování infrastruktury eGovernmentu, zajištČní 
jeho fungování a propojení datových fondĤ orgánĤ veĜejné moci. OpatĜeními k dosažení 
tČchto cílĤ jsou pak vytvoĜení jednotného informaþního systému, který by byl kompatibilní 
v rámci celé EU, digitalizace rĤzných typĤ agend pro zajištČní úplného elektronického podání 
a také novelizace souþasné právní úpravy týkající se eGovernmentu. Odhadovaný rozpoþet 
pro strategický cíl þ. 3 je 33 mld. Kþ. Tento odhad je založen na dosavadních zkušenostech se 
souvisejícími projekty. Urþitá návaznost je zde také na specifický cíl þ. 1.2, který definuje 
snižování regulatorní zátČže. Regulatorní zátČž je v souþasné dobČ snižována pĜedevším za 
pomoci projektu Czech POINT, þi Základních registrĤ veĜejné správy. OpatĜením k dosažení 
tohoto cíle je sdílení informací, þi sjednocení postupĤ mezi orgány veĜejné moci. Rozpoþet 
pro tento specifický cíl je odhadován na 10 mil. Kþ.66  
Oproti pĤvodnímu rámci je zde tedy uþinČn odhad nákladĤ na realizaci projektu, i 
když bez konkretizace takto vysoké þástky. NapĜ. ve schváleném implementaþním plánu k cíli 
þ. 3 se pracuje již jen s þástkou 1,16 mld. Kþ, rozdíl je zde opravdu markantní. Dle 
doplĖujících informací k tomuto cíli je rozdíl urþen projekty, které mČly být v dobČ 
schvalování implementaþního plánu již dokonþeny, ale došlo k posunutí termínu jejich 
dokonþení. Tyto projekty do implementaþního plánu zahrnuty nejsou. Dle doplĖujících 
informací je implementaþní plán vytvoĜen na období následujících 20 mČsícĤ, lze jej tedy 
považovat za rámcový a zatím neúplný. Oproti pĤvodnímu Strategickému rámci rozvoje 
eGovernmentu 2014+ byl zcela vypuštČn pĤvodní cíl pĜevedení 85 % komunikace s orgány 
veĜejné moci do elektronické podoby a také sdílení informací je zde uvedeno spíše jako 
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okrajová záležitost. Implementace projektu (alespoĖ co se týþe strategického cíle þ. 3) zaþala 
probíhat teprve na zaþátku roku 2015, je tedy unáhlené v souþasné dobČ vyvozovat jakékoliv 
závČry týkající se úspČšnosti tohoto projektu. 
4.6. Další vývoj komunikace 
Veškerá pĜijatá opatĜení v rámci eGovernmentu do této doby mČla sloužit pĜedevším 
pro zkvalitnČní a zefektivnČní komunikace orgánĤ veĜejné správy s veĜejností. I pĜes úspČšné 
projekty, jako je napĜ. Czech POINT, má v tomto ohledu ýeská republika stále ještČ 
nevyužitý potenciál. Toto tvrzení dokládá i index DESI, dle kterého je ýeská republika v roce 
2014 s digitálním poskytováním veĜejných služeb v rámci EU až na 25. místČ. Ve stejném 
roce pak ve svČtovém žebĜíþku ýeská republika dle každoroþnČ vyhodnocované studie OSN 
eGovernment Survey obsadila 53. místo.  
I v dalších letech se bude ýeská republika nespornČ snažit o pĜevádČní co nejvČtší þásti 
komunikace do elektronické formy. Zda jsou na to dotþené subjekty technicky pĜipraveny, lze 
zjistit napĜ. ze statistik ýeského statistického úĜadu. V rámci této práce je analyzována 
pĜedevším komunikace podnikatele a správce danČ, relevantní statistikou tedy bude ta, která 
se týká podnikatelského sektoru. 
Ze statistiky využívání informaþních a komunikaþních technologií v podnikatelském 
sektoru vyplývá, že v roce 2013 bylo až 98 % podnikĤ pĜipojeno k internetu, pĜiþemž tato 
hodnota se u menších a vČtších podnikĤ pĜíliš neliší. SamozĜejmostí pro vČtšinu podnikĤ je 
vysokorychlostní pĜipojení.67 
Zkoumána byla také míra komunikace podnikatele s veĜejnou správou s využitím 
internetu. Bylo zjištČno, že až 96 % podnikĤ využilo ke komunikaci v prĤbČhu roku 2013 
alespoĖ jednou internet. ZajímavČjší je však statistika, dle které 86 % podnikĤ využilo internet 
k vyplnČní a odeslání formuláĜe. 65 % podnikĤ podalo v roce 2013 pĜiznání k DPH 
elektronicky, zatím však bohužel nelze porovnat, jak byla statistika ovlivnČna v roce 2014 
zavedením povinné elektronické formy podání pĜiznání k DPH. PĜi komunikaci s veĜejnou 
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správou využilo 71 % podnikĤ datové schránky, 42 % podnikĤ pak uþinilo podání za využití 
elektronického podpisu.68 
Ze statistiky lze tedy vyvodit závČr, že podniky mají s ovládáním poþítaþĤ zkušenosti, 
stejnČ tak jako s prostĜedím internetu, zavádČní nových zpĤsobĤ elektronické komunikace by 
tedy nemČlo þinit vČtší potíže. Problémem u této statistiky ovšem je, že do jejího vyhodnocení 
jsou zahrnuty pouze podniky, které mají 10 a více zamČstnancĤ, pokud by byly zahrnuty i 
menší podniky a jednotlivci, údaje by byly pravdČpodobnČ odlišné. NicménČ co se týþe napĜ. 
domácností, v roce 2013 mČlo poþítaþ s pĜístupem k internetu témČĜ 70 % z nich, lze tedy 
vidČt, že internet je využíván také ve vČtšinČ domácností. 
Inspiraci pro další vývoj komunikace lze najít v okolních zemích, ale také v cílech 
formulovaných projekty typu Evropa 2020, þi Strategický rámec rozvoje veĜejné správy 2014 
– 2020. Níže jsou popsány možné zpĤsoby rozvoje komunikace, které mohou usnadnit 
pĜedevším komunikaci podnikatele s orgány veĜejné moci, tedy i se správcem danČ. 
4.6.1. Hybridní pošta 
Tato služba byla zavedena a úspČšnČ funguje napĜ. v Portugalsku, Francii, þi 
Rakousku. Jedná se o konverzi elektronické formy komunikace do listovních zásilek, které 
jsou následnČ adresátu doruþeny klasicky poštou, pokud adresát nedisponuje datovou 
schránkou. Takto by napĜ. orgán veĜejné moci odesílal písemnosti vždy datovou schránkou, 
bez ohledu na to, zda adresát datovou schránku má. Pokud by bylo zjištČno, že adresát 
datovou schránku má, bylo by mu doruþeno pĜednostnČ zde, pokud by však datovou schránku 
nemČl, poskytovatel poštovních služeb by konvertoval písemnost do listinné podoby se 
stejnými právními úþinky, jako mČla pĤvodní písemnost a tento dokument by odeslal. Služba 
je funkþní i v opaþném smČru, tedy z listovní zásilky lze vytvoĜit elektronickou zprávu, která 
je doruþena adresátu do datové schránky. Zde by mohlo jít o pĜípad, kdy by povinná 
elektronická komunikace s OVM byla zavedena pro všechny subjekty, tedy i fyzické osoby. 
Ty by však mohly písemnost zaslat v listovní podobČ, která by byla konvertována do 
elektronické formy a odeslána do datové schránky OVM, pĜiþemž právní úþinky by zĤstaly 
zachovány. Snazší zavedení tzv. hybridní pošty je umožnČno, pokud datové schránky 
zajišĢuje národní poskytovatel poštovních služeb, ten tak mĤže zajistit pĜevádČní tČchto 
dokumentĤ z jedné formy do druhé. Tento pĜedpoklad je v ýeské republice splnČn. O 
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možnosti zavedení této služby u nás byla vedena diskuze na konferenci eGovernment 20:10, 
která se konala v záĜí roku 2014. 
S hybridní poštou souvisí konverze dokumentĤ. Ta je v þeské legislativČ již upravena, 
nicménČ problémem je, že konverze v dnešní podobČ vyžaduje razítko a podpis toho, kdo 
konverzi provádČl, tedy napĜ. pracovníka pošty, což by mohlo z þasového hlediska 
zpĤsobovat dodateþné náklady. Uvažuje se tedy o zavedení ochranného vodoznaku, který by 
odlišil originál dokumentu od jeho pĜípadné kopie tím, že z neviditelného nápisu na originálu 
by se stal viditelným na kopii, popĜ. o strojovém podepisování dokumentĤ.69 O zpĤsobech 
zabezpeþení se stále vedou diskuze. 
V souþasnosti je zde sice zpĜístupnČna služba s názvem Hybridní pošta, kterou 
poskytuje ýeská pošta, s.p., jedná se však o poskytování služeb pro podnikatele pĜedevším 
v oblasti pĜevádČní faktur, þi obchodních sdČlení z elektronické formy do podoby listovních 
zásilek. U tČchto elektronických dokumentĤ však nejsou pĜi pĜevádČní do listinné formy 
zachovány právní úþinky pĤvodního dokumentu. I pĜes skuteþnost, že ýeská pošta obdrží 
dokument opatĜený elektronickým podpisem, nemá prostĜedky k pĜenesení elektronického 
podpisu do fyzické podoby, adresát tedy obdrží urþitý dokument, o jehož autentiþnosti si 
nemĤže být jistý. Pro obchodní sdČlení mĤže být tato služba výhodná, nicménČ zasílání faktur 
touto cestou nemusí být vhodné. ěešením by zde mohla být právČ úprava legislativy týkající 
se konverze dokumentĤ. 
4.6.2. Platby faktur z datových schránek a platby daní kartou 
Datové schránky jsou propojeny s internetovým bankovnictvím v nČkolika zemích 
Evropské unie. Využití provázání bankovnictví s datovými schránkami by bylo možné rozlišit 
na dva rĤzné zpĤsoby. Prvním z nich je možnost platby faktur jednoduchým pĜevedením 
platebních údajĤ z datové schránky do internetového bankovnictví, þi nastavení 
automatizované platby urþitých typĤ dokladĤ. Funkce placení faktur z prostĜedí datových 
schránek, þi pĜevedení do elektronického bankovnictví, je takto nastavena napĜ. v Dánsku, 
Norsku, þi Portugalsku. V ýeské republice funguje od roku 2013 na podobném principu tzv. 
„komfortní datová schránka“. Z internetového bankovnictví se lze pĜipojit do datové 
schránky, uživatelé však zĤstanou ve známém prostĜedí, na které jsou ze svého internetového 
bankovnictví zvyklí, nemusí tedy vstupovat pĜímo do prostĜedí datových schránek. 
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Provázanost jednoduššího provádČní plateb však touto službou není výslovnČ poskytována. 
Navíc je služba v souþasnosti poskytována jen klientĤm ýeskoslovenské obchodní banky a 
ERA Poštovní spoĜitelny. 
Druhou možností využití by pak mohla být platba daní a poplatkĤ platebními kartami. 
Nejedná se o pĜímé propojení datových schránek s internetovým bankovnictvím, princip je 
zde odlišný. Zavedením této služby mČlo být umožnČno subjektĤm zaplatit daĖovou 
povinnost platební kartou ihned po odeslání pĜiznání elektronickou cestou. Subjekt by byl 
v pĜípadČ, že by si zvolil platbu kartou, pĜesmČrován na platební bránu. O této možnosti 
uvažovalo Generální finanþní Ĝeditelství již v roce 2014, služba mČla být dostupná již od roku 
2015. Projekt byl však odložen, dĤvodem byla vysoká finanþní nároþnost. Finanþní správa se 
dohodla na nižších poplatcích za transakce jen se spoleþností MasterCard, se spoleþností 
VISA taková dohoda uzavĜena nebyla, náklady by pro finanþní správu byly tedy vysoké.70 
V souþasné dobČ nejsou bližší informace o tom, kdy bude možnost platby kartou skuteþnČ 
zavedena. 
4.6.3. StrojovČ þitelné formuláĜe 
Dalším zrychlením a zefektivnČním v elektronické komunikace podnikatele a správce 
danČ je vytváĜení strojovČ þitelných formuláĜĤ. Jejich zpracování a zaþlenČní do správné 
agendy probíhá automaticky, pĜíp. žádost mĤže být vyĜízena bez nutnosti zásahu úĜedníka. 
Tento postup dnes není možný napĜ. u formátu pdf, kdy i pĜes odeslání formuláĜe datovou 
schránkou musí pracovník OVM tyto údaje pĜepsat do systému. Tímto zpĤsobem se mohou 
objevit chyby jak pĜi vyplĖování formuláĜe, tak pĜi zadávání údajĤ do systému. Nevýhodou je 
v tomto pĜípadČ také vyšší þasová nároþnost pĜi zpracování tohoto typu formuláĜe. 
Vylepšením bylo v tomto ohledu zavedení služby tzv. ISDS ready formuláĜĤ 
spoleþností Software602. Pomocí interaktivního formuláĜe uživatel vyplní potĜebné 
informace, údaje o uživateli, které lze získat napĜ. ze seznamu držitelĤ datových schránek, 
jsou ve formuláĜi vyplnČny automaticky. V prostĜedí aplikace jsou mu také zkontrolovány 
chyby a následnČ lze formuláĜ odeslat datovou schránkou. Takto vytvoĜený formuláĜ obdrží 
OVM ve formČ dat, které lze dále zpracovávat strojovČ, není tĜeba údaje pĜepisovat.71 Na 
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podobném principu funguje také aplikace FORM Studio a v podstatČ i portál EPO. Portál 
EPO však nenabízí možnost pĜedvyplnČní údajĤ, které lze získat ze seznamu držitelĤ 
datových schránek. Ve všech tČchto aplikacích existuje již mnoho formuláĜĤ, které jsou 
pĜipraveny pro strojové zpracování, nicménČ stále existují žádosti, které musejí být 
zpracovány manuálnČ, napĜ. žádost o potvrzení bezdlužnosti je v elektronické podobČ nutno 
odeslat jako tzv. obecnou písemnost, kterou musí pracovník OVM zpracovat a zaslat 
potvrzení bezdlužnosti žadateli. Tyto typy žádostí by rovnČž mohly být v budoucnu 
zpracovány a vyĜízeny strojovČ. 
Další související službou je CzechPOINT@home. Tato služba byla spuštČna již v roce 
2012 a znamená znaþné zjednodušení pro uživatele datových schránek. Aplikace je tzv. 
internetovým kontaktním místem, na kterém si lze podat poĜídit výpis ze systému veĜejné 
správy, který lze jinak získat na kontaktních místech Czech POINT v listinné podobČ.72 Pokud 
tedy fyzická osoba, podnikající fyzická osoba, þi právnická osoba disponuje datovou 
schránku, má možnost si v prostĜedí aplikace dostupné na portálu veĜejné správy vyplnit 
formuláĜ, který následnČ odešle a jeho žádost je vyĜízena ihned po odeslání datové zprávy a 
do datové schránky uživatele automaticky pĜijde požadovaný výpis. V souþasnosti lze takto 
žádat napĜ. o výpis z obchodního, insolvenþního þi živnostenského rejstĜíku, výpis údajĤ 
z Registru osob a další. Výhodou této služby je ušetĜený þas, který by vlastník datové 
schránky jinak strávil na jednom z kontaktních míst Czech POINT a navíc zaslání výpisu do 
datové schránky je zdarma, v listinné podobČ je tato služba zpoplatnČna. V tomto projektu lze 
nalézt velký potenciál, který by mohl být dále v budoucnu využíván i pro další typy žádostí, 
které lze vyĜídit strojovČ. 
4.6.4. Propojení datového fondu 
AktuálnČ Ĝešeným tématem je propojení dat orgánĤ veĜejné moci. Tato problematika je 
Ĝešena i v rámci Strategického rámce.73 Nezbytností pro úspČšné propojení veškerých dat je 
digitalizace registrĤ, u kterých tato zatím provedena nebyla. NáslednČ by mČly být registry 
jednotlivých úĜadĤ propojeny a sjednoceny tak, aby nedocházelo ke zdvojování informací 
vedených úĜady. Propojený datový fond by pak ušetĜil náklady a þas všem zúþastnČným pĜi 
vyĜizování rĤzných žádostí. 
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Již dnes jsou urþité úkony znaþnČ zjednodušeny právČ propojením dat mezi orgány. 
NapĜ. pĜi ohlášení živnosti podnikatel nemusí dokládat výpis z trestního rejstĜíku, ten si na 
živnostenském úĜadČ zajistí úĜedník. Tímto dochází k eliminaci pĜedkládání dokumentĤ 
v listinné podobČ a zbyteþných žádostí o výpis z registru. Znaþným snížením byrokratické 
zátČže a ušetĜením þasu podnikatelĤ pĜi ohlašování živnosti je také tzv. jednotný registraþní 
formuláĜ, kterým je možno prostĜednictvím živnostenského úĜadu ohlásit zahájení þinnosti 
finanþnímu úĜadu, správČ sociálního zabezpeþení a zdravotní pojišĢovnČ, bez nutnosti 
vyplĖovat další formuláĜe þi se osobnČ dostavovat na kteroukoliv z tČchto institucí. Tímto 
postupem je možno se inspirovat i u dalších þinností, pĜi kterých podnikatel pĜichází do styku 
s OVM. PĜíkladem mĤže být i situace, kdy podnikatel žádá o úvČr finanþní instituci. 
V souþasné dobČ je nucen pĜedložit veškerá potvrzení o bezdlužnosti, která mu mohou být 
doruþena do datové schránky, ty následnČ podnikatel pĜedloží pĜi žádosti o úvČr. V budoucnu 
by se tento proces dal zjednodušit tak, že by si finanþní instituce na žádost podnikatele 
vyžádala potvrzení o bezdlužnosti sama. 
Propojením dat by také mohlo být dosaženo lepšího pĜehledu o stavu vyĜizování 
žádostí. Takto napĜ. funguje webový portál v Nizozemí, kde lze kromČ datové schránky 
pĜistupovat také k podaným žádostem a kontrolovat postup pĜi jejich vyĜizování. 
JistČ však nezĤstane pouze u propojení dat v ýeské republice, postupnČ budou sdílena 
data v rámci celé EU. Významným krokem v tomto smČru bylo pĜijetí tzv. naĜízení eIDAS 
(electronic identification and services)74, ze kterého pro þlenské zemČ EU plyne povinnost 
vzájemného uznávání identifikaþních údajĤ od roku 2018. V praxi se jedná o pĜípad, kdy se 
napĜ. obþan nČkterého ze státu EU bude chtít pĜipojit do datové schránky v ýeské republice a 
pĜipojení mu bude umožnČno pomocí identifikaþních údajĤ, které mu byly pĜidČleny v jeho 
zemi. Obþan z jednoho státu EU tedy nebude mít speciální pĜihlašovací údaje v jiném státČ 
EU.  
Jak se s touto problematikou jednotlivé státy vyrovnají, je v souþasnosti nejisté. 
NČkteré státy jsou pĜipraveny lépe, než jiné. V ýeské republice bude nutností upravit zákony, 
které jsou naĜízením dotþeny (urþité oblasti jsou ponechány na národní úpravČ). Nezbytné 
bude vytvoĜit systém elektronické identifikace, které bude propojeno se základními registry a 
pĜíp. s elektronickými obþanskými prĤkazy. Bude také nutné upravit systémy elektronické 
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identifikace tak, aby byly propojeny s ostatními zemČmi Evropské unie. DĤležitá pak bude 
kontrola kompatibility s ostatními službami, napĜ. elektronické doruþování v rámci celé EU.75 
Lze tedy usuzovat, že ýeskou republiku þeká v tomto ohledu ještČ dlouhá cesta. Naproti tomu 
Slovensko, kde se uživatelé do datových schránek pĜipojují obþanským prĤkazem, má 
pĜedpoklady pro úspČšné propojení s naĜízením. 
4.6.5. Vyšší zabezpeþení elektronické komunikace 
S rostoucím využitím elektronické komunikace a se zámČrem propojování v globálním 
mČĜítku roste také riziko zneužití údajĤ, þi rĤzných kybernetických útokĤ. Proto i v této 
oblasti je dĤležité vytvoĜit dostateþnČ úþinná opatĜení k ochranČ všech zainteresovaných. 
Velkým krokem v tomto ohledu bylo pĜijetí zákona þ. 181/2014, o kybernetické bezpeþnosti a 
o zmČnČ souvisejících zákonĤ (zákon o kybernetické bezpeþnosti). Ten s úþinností od 1. 1. 
2015 zavádí pĜísná opatĜení týkající se významných informaþních systémĤ, dále ukládá 
organizacím povinnost hlásit kybernetické útoky, upravuje také možnost vyhlášení stavu 
kybernetického nebezpeþí. PĜijetí zákona je nezbytné pro zavádČní dalších zmČn. NapĜ. 
jednotné pĜihlašovací údaje v rámci celé Evropské unie budou zavedeny povinnČ76. 
V souþasnosti lze nastavit pĜihlášení do datové schránky tak, že ID datové schránky i 
heslo zĤstanou v prohlížeþi uloženy. Navíc pro þasté stížnosti uživatelĤ byla zrušena 
povinnost zmČny hesla každých 90 dní, heslo tak lze nastavit na dobu neurþitou. I pĜes 
pĜijímání stále nových opatĜení, které mají zabránit zneužití osobních údajĤ, je tedy 
pĜedevším dĤležitá obezĜetnost na stranČ uživatelĤ, kterou však zákonem upravit nelze, je 
tedy ve vlastním zájmu osob bránit ve zneužití jejich údajĤ.  
Zajímavé Ĝešení bylo pĜijato na Slovensku, kde se uživatelé do datových schránek 
pĜipojí jen s použitím obþanského prĤkazu. Od konce roku 2013 zaþaly slovenské úĜady 
vydávat elektronické obþanské prĤkazy s kontaktním þipem, tzv. elektronické identifikaþní 
karty (eID). Na þip jsou nahrány informace o držiteli obþanského prĤkazu, jako je jméno, 
adresa, atd., držitel na þipu také mĤže mít elektronický podpis.77 PĜi pĜihlášení do datové 
schránky je tedy uživatel jednoznaþnČ identifikován a zároveĖ se jedná o bezpeþné pĜipojení. 
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Nevýhodou tohoto modelu však je, že uživatel potĜebuje þteþku karet a naistalovat si potĜebný 
software, což pro ménČ zdatné uživatele poþítaþe mĤže být složité. Elektronický obþanský 
prĤkaz s þipem je vydáván i v jiných zemích EU.  
Obþanské prĤkazy s þipem jsou vydávány i v ýR jako tzv. eOP, zde má však obþan 
možnost si zvolit, zda do svého obþanského prĤkazu bude chtít þip nainstalovat. Navíc tento 
þip slouží pouze k tomu, aby na nČj byl nahrán elektronický podpis, jinak držitele 
k obþanskému prĤkazu nepĜiĜazuje (na þip je povinnČ zapisováno jen þíslo prĤkazu). V tomto 
ohledu by se musela nejspíš pĜijmout další zákonná opatĜení k zajištČní pĜiĜazení držitele 
k obþanskému prĤkazu a v pĜípadČ, že by se uživatel mohl pĜihlásit do datové schránky jen 








PĜedmČtem této diplomové práce bylo analyzovat problematiku komunikace 
podnikatele a správce danČ. V souþasné dobČ jsou neustále pĜijímána nová opatĜení, která ve 
stále vČtší míĜe upĜednostĖují elektronickou formu komunikace. DĤvodem k zavádČní 
takových úprav je pĜedevším úspora nákladĤ a þasu a zefektivnČní komunikace orgánĤ 
veĜejné správy s veĜejností. 
Cílem práce bylo zhodnotit pĜínosy a nedostatky komunikace, a to zejména její 
elektronické formy ve vztahu k jiným zpĤsobĤm komunikace, a na základČ aktuálnČ Ĝešených 
témat stanovit budoucí vývoj komunikace podnikatele a správce danČ. 
V teoretické þásti práce byly nejdĜíve vymezeny základní právní pĜedpisy, které pĜímo 
souvisejí s komunikací podnikatele a správce danČ, z nichž nedĤležitČjší je daĖový Ĝád, který 
upravuje pojmy jako správce danČ, þi osoby zúþastnČné na správČ daní, ale také zásady 
komunikace tČchto osob. DaĖovým Ĝádem jsou dále upraveny dva zpĤsoby komunikace se 
správcem danČ, kterými jsou doruþování a podání. Z právní úpravy tČchto zpĤsobĤ 
komunikace vyplývá, že je jednoznaþnČ preferována elektronická forma komunikace. Dále 
v práci je již pojednáváno o konkrétních zpĤsobech komunikace tak, jak je upravují speciální 
zákony. TČmi jsou zákon o elektronickém podpisu, který upravuje elektronický podpis, 
certifikáty a další, a také zákon o eGovernmentu, jehož obsahem jsou ustanovení týkající se 
datových schránek. Podnikatel se správcem danČ také nepĜímo komunikuje prostĜednictvím 
daĖového portálu pro elektronická podání, daĖových informaþních schránek a kontaktních 
míst Czech POINT, o kterých je v této práci rovnČž pojednáno. 
V kapitole pojednávající o nových trendech v komunikaci se správcem danČ byl 
analyzován pĜedevším souþasný i budoucí stav elektronické komunikace v prostĜedí þeského 
eGovernmentu. Na úvod byl zhodnocen pĜínos datových schránek, a to zejména v porovnání 
s tradiþní formou listovních zásilek. Ze zjištČných údajĤ vyplývá, že datové schránky 
pĜedstavují efektivnČjší, levnČjší a rychlejší formu komunikace, þímž bylo dosaženo jejich 
úþelu, i když oficiální, dostateþnČ konkrétní stanovisko Ministerstva vnitra, které projekt 
datových schránek zastĜešuje, v souþasné dobČ neexistuje. Do budoucna lze oþekávat další 




V další þásti této kapitoly bylo vybráno nČkolik judikátĤ, které byly vydány 
v návaznosti na rozpory v urþitých oblastech komunikace. Z tČchto judikátĤ vyplývají 
podstatné informace v doruþování i podání elektronickým zpĤsobem, proto byly do této práce 
zahrnuty. NáslednČ jsou popsány také zmČny zákonĤ, které byly stanoveny v nedávné dobČ a 
které znamenají další krok k elektronické komunikaci. NejnovČjším ustanovením je v tomto 
ohledu § 72 odst. 4 daĖového Ĝádu, na jehož základČ se elektronická komunikace subjektu se 
správcem danČ stává povinnou pro subjekty, které mají zpĜístupnČnu datovou schránku. Toto 
ustanovení vyvolává mnoho rozporĤ a nejasností, které budou pravdČpodobnČ vyĜešeny až s 
aplikací v praxi. 
V následující þásti byla struþnČ popsána elektronická komunikace v Evropské unii, na 
kterou navazuje i Strategický rámec rozvoje veĜejné správy 2014 – 2020, jehož souþástí je 
dobudování infrastruktury eGovernmentu. Tato þást práce byla inspirací pro závČreþnou þást, 
jelikož projekty implementované ýeskou republikou i Evropskou unií svými cíli naznaþují 
smČr dalšího vývoje. 
Na závČr práce byly uvedeny možné varianty vývoje komunikace. Vzhledem 
k nedávným pĜijatým opatĜením lze oþekávat, že komunikace se bude vyvíjet pĜedevším v její 
elektronické formČ. PĜedpokladem pro další vývoj elektronické komunikace je souþinnost ze 
strany veĜejnosti. Ta mĤže být doložena napĜ. údaji z ýeského statistického úĜadu, dle jehož 
statistik vČtšina podnikĤ disponuje internetovým pĜipojením a vČtšina podnikĤ, zvláštČ tČch 
vČtších, také využívá elektronickou formu komunikace k podání pĜiznání. Z nabízených 
alternativ vývoje bylo navrhnuto napĜ. zavedení hybridní pošty, tedy pĜevádČní datové zprávy 
od odesílatele do listovní zásilky, která je doruþena adresátu a naopak. Pro zavedení této 
služby je vhodné, aby provozovatel datových schránek byl shodný s poskytovatelem 
poštovních služeb, což je splnČno. Je však nezbytné doĜešit možnosti zabezpeþení dokumentĤ 
proti vytváĜení kopií, což je v souþasnosti pĜedmČtem jednání. Další možností rozvíjení je 
propojení datové schránky s elektronickým bankovnictvím, které je v souþasné dobČ nabízeno 
pouze jedinou bankou a platba daní kartou ihned po odeslání pĜiznání elektronickou cestou. O 
možnosti platby kartou se již dĜíve jednalo, nicménČ je v souþasnosti nejisté, kdy bude tato 
služba zprovoznČna. Další z návrhĤ se týká strojovČ þitelných formuláĜĤ, které by mohly 
usnadnit pĜedevším práci orgánĤ veĜejné moci tím, že by úĜední osoby nemusely zadávat a 
zpracovávat údaje z formuláĜĤ manuálnČ, þímž by došlo k dalšímu zrychlení komunikace. 
Propojením datového fondu by byla zvýšena efektivita orgánĤ veĜejné moci. S tím také 
souvisí interoperabilita v rámci Evropské unie, která má být zaruþena také tzv. NaĜízením 
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eIDAS. To má zaruþit vzájemnou uznatelnost identifikaþních údajĤ mezi státy EU. 
V neposlední ĜadČ je nezbytné dostateþnČ zabezpeþit elektronickou identitu všech 
zúþastnČných a zvýšit zabezpeþení elektronické komunikace, napĜ. zavedením pĜihlašování za 
pomoci elektronického obþanského prĤkazu. 
Z navrhnutých alternativ vývoje tedy vyplývá, že stále existují nové možnosti zlepšení 
a zefektivnČní elektronické komunikace. Jelikož se elektronická komunikace stává stále více 
využívanou a oþekává se propojování dat nejen v rámci jednotlivých státĤ, ale také mezi státy 
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DPH – daĖ z pĜidané hodnoty 
Dě, daĖový Ĝád – Zákon þ. 280/2009 Sb., daĖový Ĝád, ve znČní pozdČjších pĜedpisĤ 
DIS – daĖová informaþní schránka 
DS – datová schránka 
EPO – elektronická podání pro finanþní správu 
ISDS – informaþní systém datových schránek 
NKÚ  - Nejvyšší kontrolní úĜad 
OVM – orgán veĜejné moci 
 
 

