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Abstrak 
Tujuan penelitian, ialah melindungi dan menutup celah keamanan pada sebuah web 
dimana celah tersebut dapat dimanfaatkan oleh penyerang, dengan membuat konfigurasi 
dalam melindungi sebuah web dari usaha penyerangan yang dilakukan dengan 
menggunakan metode SQL Injection.  Metode penelitian yang digunakan dalam skripsi 
ini adalah metode studi pustaka, metode pengumpulan data dan metode perancangan. 
Metode studi pustaka dilakukan dengan mempelajari teknik hacking yang ada, 
menggunakan bantuan dari hacking tools yang tersedia dan mempelajari berbagai kasus 
hacking yang pernah terjadi. Metode perancangan pada penulisan skripsi ini terbagi 
dalam beberapa tahap, yaitu analisis, desain/perancangan, simulasi/prototyping, 
implementasi, dan evaluasi.  Hasil yang dicapai berupa sebuah tahapan konfigurasi 
dalam mencegah penyerangan terhadap sebuah web dengan menggunakan metode SQL 
Injection, untuk menjaga database dari penyerang yang hendak  mengambil data-data 
yang dimiliki oleh web tersebut, baik itu data admin, data customer, maupun data-data 
penting lainnya. Simpulan dari hasil penulisan skripsi ini adalah konfigurasi yang dibuat 
untuk mencegah serangan dengan metode SQL Injection, dapat diimplementasi dengan 
baik dan memberikan keamanan bagi web berbasis PHP versi 5, sehingga memperkecil 
kemungkinan untuk ditembus oleh pihak luar yang tidak memiliki wewenang dalam 
mengambil alih hak akses web dengan metode SQL Injection. 
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