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El crecimiento y fuerte implantación de las redes IP, tanto en lo local como en lo 
remoto, el desarrollo de técnicas avanzadas de digitalización de voz, mecanismos 
de control y priorización de tráfico y  protocolos de transmisión en tiempo real dan 
paso a  estudios de nuevos estándares que permitan la calidad de servicio en redes 
IP, han creado un entorno donde es posible transmitir telefonía sobre IP.  
 
Si a todo lo anterior, se le suma el fenómeno Internet, junto con el potencial de ahorro 
económico que este tipo de tecnologías puede generar, la conclusión es  que el 
diseño de las redes  para  x necesidad es de gran ayuda para un buen 



























 Emplear  los  conocimientos adquiridos en el  DIPLOMADO DE 
PROFUNDIZACION CISCO OPCION DE GRADO para  desarrollar  con  
éxito  de cada momento académico. 
 Demostrar  los diferentes mecanismos de uso de cisco packer tracer 
apoyándonos  en  las  diferentes  teorías encontradas en este curso. 



























DESARROLLO DE LA ACTIVIDAD 
Descripción del escenario propuesto para la prueba de habilidades  
Escenario: Una empresa de Tecnología posee tres sucursales distribuidas en 
las ciudades de Bogotá, Medellín y Bucaramanga, en donde el estudiante será 
el administrador de la red, el cual deberá configurar e interconectar entre sí 
cada uno de los dispositivos que forman parte del escenario, acorde con los 
lineamientos establecidos para el direccionamiento IP, protocolos de 
enrutamiento y demás aspectos que forman parte de la topología de red.  
 
 
1. Configurar el direccionamiento IP acorde con la topología de red 


















FIGURA 2. Montaje de la topología asignada  
 
2.  Configurar el protocolo de enrutamiento OSPFv2 bajo los 
siguientes criterios: OSPFv2 área 0  
R1>en 
R1#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
R1 (config) #router ospf 1 
R1 (config-router) #router-id 1.1.1.1 
R1 (config-router) #network 172.31.21.0 0.0.0.255 area 0 
R1 (config-router) #exit 
R2#en 
R2#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
R2 (config) #router ospf 1 
R2 (config-router) #router-id 2.2.2.2 
R2 (config-router) #network 172.31.23.0 0.0.0.255 area 0 
R2 (config-router) #network 172.31.21.0 0.0.0.255 area 0 




Enter configuration commands, one per line. End with CNTL/Z. 
R3 (config) #router ospf 1 
R3 (config-router) #router-id 3.3.3.3 
R3 (config-router) #network 172.31.23.0 0.0.0.255 area 0 










Enter configuration commands, one per line. End with CNTL/Z. 
R1 (config) #router ospf 1 
R1 (config-router) #router-id 1.1.1.1 
R1 (config-Reuter) #end 
 




Enter configuration commands, one per line. End with CNTL/Z. 
R2 (config) #router ospf 1 
R2 (config-router) #router-id 2.2.2.2 
R2 (config-Reuter) #end 
 








Enter configuration commands, one per line. End with CNTL/Z. 
R3 (config) #router ospf 1 
R3 (config-router) #router-id 3.3.3.3 
R3 (config-router) #end 
 
Figura 5 visualización del comando show ip protocols en el r3 
 
Nota: en las  figuras 3,4 y 5 visualizamos la programación que se codifico para 
en rutar en ospfv2 y adicionalmente  se observa la identificación de las id de los 
router 
 2.1 Configurar todas las interfaces LAN como pasivas  
R2#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
R2 (config) #router ospf 1 
R2 (config-router) #passive-interface Gigabit Ethernet 0/0 
R2 (config-router) #passive-interface GigabitEthernet 0/1 
R2 (config-router) #end 
 
Figura 6 comando passive-interface  
R1#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
R1 (config) #router ospf 1 
R1 (config-router) #passive-interface GigabitEthernet 0/0 
R1 (config-router) #passive-interface GigabitEthernet 0/1 








Enter configuration commands, one per line. End with CNTL/Z. 
R3 (config) #router ospf 1 
R3 (config-router) #passive-interface GigabitEthernet 0/0 
R3 (config-router) #passive-interface GigabitEthernet 0/1 
R3 (config-router) #end 
 
Nota: se codifico el comando passive-interface GigabitEthernet mas  la interfaz  
apara que la cli la identique y pueda colocarlas modo passive  
 
2.1.1Establecer el ancho de banda para enlaces seriales en 128 Kb/s 
R2 (config) #int s0/0/0 
R2 (config-if) #bandwidth 128 
R2 (config-if) #end 
 
R1 (config) #int s0/0/0 
R1 (config-if) #bandwidth 128 






Figura 7 costo y bandwidth 
 Ajustar el costo en la métrica de S0/0 a 7500  y estos datos los podemos 
observar en la ventana inferior  
R1 (config) #int s0/0/0 
R1 (config-if) #ip ospf cost 7500 
R1 (config-if) #end 
R2 (config) #int s0/0/0 
R2 (config-if) #ip ospf cost 7500 
R2 (config-if) #end 
 Visualizar tablas de enrutamiento y routers conectados por OSPFv2 
 
 










Figura 10 tablas de enrutamiento y router conectados  por ospfv2 
 
  Visualizar el OSPF Process ID, Router ID, Address summarizations, 
Routing Networks, and passive interfaces configuradas en cada 
router.  
 
Figura 11 identificación de los procesos ID y router ID 
 







Figura 13 identificación de los procesos ID y router ID 
 
 
3.  Configurar VLANs, Puertos troncales, puertos de acceso, 
encapsulamiento, Inter-VLAN Routing y Seguridad en los Switches 
acorde a la topología de red establecida.  
 
 










Enter configuration commands, one per line. End with CNTL/Z. 
S3 (config) #vlan 40 
S3 (config) # name MERCADEO 
S3 (config) #vlan 30  
S3 (config) #name ADMINISTRACIÒN 
S3 (config) # exit 
 
S3 (config) #int f0/1-24 
S3 (config) #swicthport access vlan 30 
S3 (config) #swicthport access vlan 40 
S3 (config) #exit 
 
S3 (config) # int f0/3 
S3 (config) #switchport mode trunk 
S3 (config) #switchport trunk native  
S3 (config) # exit 
 
R1 (config) #interface  
R1 (config-subif) #encapsulation  
R1 (config-subif) #ip address  
 







Enter configuration commands, one per line. End with CNTL/Z. 
S3 (config) #no ip domain-lookup 
S3 (config) #exit 
 
Nota: con la codificación del comando no ip domain-lookup  pedimos es 
apagar  




6.  Desactivar todas las interfaces que no sean utilizadas en el 
esquema de red.  
S1#en 
S1#config t 
























Figura  16 interfaces  apagadas en excepto la 3 y la 1  que tenemos  utilizando  
modo trunk y conectadas  
7.  Implement DHCP and NAT for IPv4  
 
 







Establecer default gateway. 
 
R1#config t  
R1 (config) #ip dhcp excluded-address 192.168.30.1 192.168.30.30 
R1 (config) #ip dhcp pool ADMINISTRACION 
R1 (dhcp-config) #network 192.168.30.0 255.255.255.0  
R1 (dhcp-config) #default-router 192.168.30.1  
R1 (dhcp-config) #dns-server 10.10.10.11  
R1 (dhcp-config) #end 
 





unad.com Establecer default 
gateway. 
 
R1 (config) #ip dhcp excluded-address 192.168.40.1 192.168.40.30 R1 
(config) #ip dhcp pool MERCADEO  
R1 (dhcp-config) #network 192.168.40.0 255.255.255.0  





R1 (dhcp-config) #dns-server 10.10.10.11  
R1 (dhcp-config) #end 
 



























El presente  trabajo de habilidades prácticas permitió afianzar los 
conocimientos adquiridos durante las diferentes  fases del DIPLOMADO DE 
PROFUNDIZACIÒN CISCO  
 
La utilización constante  del software de simulación de red  Packet Tracer y las 
instrucciones es un modo practico de adquirir  las diferentes destrezas de 
configurar equipos apropiadamente que van estar disponibles en las empresas 
de Comunicación y telecomunicaciones.  
 
 CCNA es una de las más aceptadas y valoradas certificaciones I.T de hoy en 
día gracias  al nivel de  conocimientos  que brindan al estudiante  con el fin de 







































Configuración de vlan trunk. Recuperado de 
https://www.youtube.com/watch?v=71IoI-RsNBA 
 
Macfarlane, J. (2014). Network Routing Basics : Understanding IP Routing in 
Cisco Systems. Recuperado de 
https://bibliotecavirtual.unad.edu.co/login?qurl=http%3a%2f%2fsearch.ebscoh
ost.com%2flogin.aspx%3fdirect%3dtrue%26db%3de000xww%26AN%3d1582
27%26lang%3des%26site%3dehost-live  
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