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1. ОБЩАЯ ХАРАКТЕРИСТИКА РАБОТЫ 
Актуальность темы диссертацио11ного нсследова11ия 
Современный период развития циRилизации характеризуется переходом к 
новому типу общества - обществу информационному. Внедрение и развитие 
информационных технологий со:~дают 11релпосылки лля качественно ново1·0 
витка цивилизации и предоставляют уникальные возможности для экономико­
поли:гических систем, общестsа, 1·осударства и граждан. Информация становит­
ся наиболее ценным товаром, уже превышающим по стоимости природные, 
финансовые, трудовые и иные ресурсы. Глобальные компьютерные сети «оnу­
та.1ю1 земной шар, создав своеобразное кибер11ространство, виртуальный мир, в 
котором действуют свои собственные правила. Естественно, что в таких усло­
виях резко возрастает значимость защиты информации, прежде всеrо той, дос­
туп к которой ограничен ее конфиденц11альным характером. В России актуаль­
ность этой проблемы обус.1овлена резкой и болезненной сменой общественно­
nолитической формации, формированием нового информационного 11ростран­
ства, появлением неизвесп~ых ранее видов тайн, охраняемых законом, и отсут­
ствием эффективной системы мер их обеспечения. Среди новых видов тайн 
следует выделить коммерческую и банковскую, обес11ечение которых является 
показателем демократичности любого общества. Коммерческая тайна охраняет 
интересы субъектов экономической деятельности в процессе их функциониро­
вания на рынке. Банковская тайна выступает, прежде всего, гарантом финансо­
вых интересов граждан, содержа в секрете сведения об их операциях, счетах, 
вкладах и тп. 
Ст31ъя 183 УК РФ предусматривает уголовную ответственность за неза­
конные получение и разглашение сведений, составляющих коммерческую или 
банковскую тайну. Включение в УК такой нормы свидетельствует об обеспоко­
енности законодателя по.1ожением дел с защ~пой уголовно-правовыми средст­
вами данных видов тайн. Общественная онасность незаконных получения и 
разглашения сведений, составляющих коммерческую или банковСК)10 тайну, 
заключается в том, что, имея такую информацию, заинтересованные лица могуr 
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совершить 11ротн11 ее обладателей mобое прес-rупление (экономическое, против 
личности, праmв собственности и др . ), одержать победу в экономической 
борьбе, раскрыть важные технологические или производственные секреты и 
существенно понизить конкурентоспособность предприятий, подорвать устой­
чивосn. кредитных организаций и т. п . Незаконные получение и разглашение 
сведений, составляющих коммерческую или банковскую тайну, имеют доволь­
но широкое раеnространение на территории нашей С11'анЫ. Мизерные данные 
офицнЭJ1ьной статистики по такого рода делам объясняются достаточно высо­
кой латентностью таких пресч•плеиий . В то же время социо,1огический опрос, 
проведенный диссертантом среди лиц, чья деятельносn. так или иначе связана с 
предупреждением и расследованием правонарушений в сфере экономической 
деятельности или обеспечением экономической и информационной безопасно­
сти , - C<YrlJYJ.JJ•икoв органов внуrренних дел (следователи и оперативные С<УrlJУд­
ники уголоиного розыска), ФСБ, государственной налоговой службы, таможен­
ной службы, СО'Jl)удииков охранно-детектнвного объединения «Аргус)) (одной 
из ведущих C11'YIOYP на рынке охранно-детектнвных услуг), бизнесменов, со­
Ч!Удников служб безопасности ряда компаний, показал, что 47 % опрошен11ых 
признают незаконные получение и разглашение сведений , составляющих ком­
мерческую или банковскую тайну, широко распространенными в России, а 41 % 
опрошенных указали, 'ПО в той или иной мере ВСЧ'СЧались в своей профессио-
11аnьной деятельности с данными преступлениями. 
В отечеС111енной и зарубежной литературе проблемам не33kо11ного полу­
ченм и разглашения сведений, составляющих коммерческую или банковскую 
тайну, посвящены работы Ж.Бержъе, Р .М.Гасанова, А.Г.Шаваева, С.А.Диева, 
А.А.Шнверскоrо, Л . Корнеева, А.А.Левина, П .Швейзера, И . Б.Ткачука, 
:}Соловьева, А.8.Крысина, ЛД.Гаух.мана, С.В. Максимова, Н .А.Лопашенко, 
Б .В . Волжснкина, В.И.Ярочкина, А.Ф .Жнгалова, П.С.Яни и других исследовате­
лей . В диссертации использовались также труды ученых по общим и смежным с 
данной проблематикой вопросам (О .М.Олейник, И.Л.Петрух.нна, Г.А.Тосуняна, 
А.М .Экмаляна, А.Ю.Викулина и др . ) . Все эти рабо1ЪI помогли диссертанту 
определИ1Ъ степень oбщec:f'll'М..IМ!~1МIOl'l_.'t'W"_~-""l>;1x получения и разгла-
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. им . Н . И . ЛОБАЧ~ЬС ~ ~ r ~ 1 ~~:д;!.ll'когс Г ' ·· · · · -··", · · · • E-""---1.i_."_ ~-~:-.~·:.~~- : > _j 
5 
шения сведений, составляющих коммерческую или банковскую тайну, обосно­
вать необходимость включеню1 нормы об ответственности за данные преступ­
ления в УК РФ, определить основные источники угроз безоrшс1юсти информа­
ции, составляющей коммерческую или банковскую тайну. Однако в ука"Jанвых 
работах недостаточно освещается уголов1ю-nравовой аспект проблемы, а отсут­
ствие тщательного уголовно-правового анализа нормы об ответственности за 
незаконные получение и разглашение сведений, состав.1Яiощих коммерческую 
или банковскую тайну, в свою очередь, затрудняет применение се положений 
на пракrикс. 
В связи с этим тема настоящего дисссрта1~иоююго нсс:1едова11ия пред­
ставляется весьма акrуальной как в практическом, так и в теорети<1еском плане. 
1 {е.'lи 11 задачи исследования 
Целями диссертационного исс,1едования являются: нровсдсние у1·оловно­
правового анализа незаконных получения и раз1лашения сведений, составляю­
щих коммерческую или банковскую тайну; выяВJ1ение степени общественной 
опасности данных деяний для личности, общества, государства; доказывание их 
широкой распространенности в России: выработка предложений и рекоменда­
ций по совершенствованию содержания и редакции уголовно-правовой нормы, 
предусматривающей ответственность за незаконные по:1учение и разглашение 
сведений, составляющих коммерческую или банковскую тайну. 
Задачами настоящего диссертационного исследования являются: 
- выявление и изучение основных источннков угроз безопасности инфор­
мации, составляющей коммерческую и.пи банковскую тайну; 
- анализ наиболее значимых криминогенных детерми11а1п незаконных 110-
лучения и разглашения сведений, составляющих коммерчес"·ую или банков­
скую тайну; 
- изучение элемеtrrов (объе~п, объе~пивная сторона, субъект, субъективная 
сторона) составов незаконных получения, разглашения или использования све­
дений, составляющих коммерческую или банковскую тайну; 
- изучение основ граЖданского, банковского, административного законо­
дательства, регулирующих отношения, возникающие по поводу коммерческой 
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или банковской тайны, как составляющих содержание бланкеnюй диспозиции 
уголовно-правовой нормы об ответственности за незаконные получение и раз­
глашение сведений, составляющих коммерческую или банковскую тайну; 
- историко-правовое и сравнИ1·ельно-правовое исследование вопросов, свя­
зан11ых с установлением уголовной ответС111енности за незаконные получение и 
разглашение сведений, составляющих коммерческую или банковскую тайну. 
Объекrом исследования является правовая защита общественных отно­
шений, связанных с созданием, распространением, преобразованием и потреб­
лением информации, составляющей коммерческую или банковскую тайну. 
Предметом исследования являются нормы российского и зарубежного 
уголовного законодательства об ответственности за незаконные получение и 
разглашение сведений, составляющих коммерческую или банковскую тайну, в 
т.ч. и соответствующие нормы российского дореволюционного (до октября 
1917 г.) н советского законодательства.; нормы других отраслей права о ком­
мерческой и банковской тайне; иная информация об объекте исследования, 
представленная в теории уголовного права, а также собранный по теме практи­
ческий материал, отраженный в монографиях, стаn.ях и материалах период11.че­
ской печати. 
Методология и методика исследования 
Методологической основой исследования является доктрина современного 
угwювноrо права, основанная на приоритете общечеловеческих ценностей. В 
качестsе методов исследования диссертантом использованы следующие: ло1·и­
ко-юридический (догматический), сравнительно-правовой, историко-правовой, 
конкретно-социологический (анкетирование по специально разработанной ан­
кете). 
На защиту вынос11тся следующие положения: 
- социальная обусловлен110С'n. утоловной ответственности за незаконные 
получение и разглашение сведений, составляющих коммерческую или банков­
скую тайну; 
- основные источники угроз безопасности информации, составляющей 
коммерческую или банковскую тайну: 1) иностранные спецслужбы; 2) иност-
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ранные рыночные конкуренты; 3) российские рыночные конкуре111ъ1; 4) органи­
зованные прес·rупные группировки; 5) отдельные представители российских го­
сударственных nравоохраню-ельных и контро!!ирующих органов; 6) отдельные 
представите!lи частных детективных и охранных предприятий; 
- негативные общественно-политические, Jкономические, социальные фак­
торы, являющиеся криминогенными детерминантами, способствующими со­
вершению незаконных получения и разl'11ашения сведений, составляющих ком­
мерческую или банковскую тайну; 
- характеристика объекта незаконных полу11ения и разглашения сведений, 
составляющих коммерческую или банковскую тайну, а также иных э;1ементов 
данного состава преступления; 
- понятие незаконных получения, разглашения и использования сведений, 
составляющих коммерческую И!IИ банковскую тайну; 
- пути совершенствования уголовного законодательства в целях усиления 
борьбы с незаконными получением и разглашением сведений, составляющих 
коммерческую или банковскую тайну; 
- необходимость комплексного подхода к профила1пике незаконных полу­
чения и разглашения сведений, составляющих коммерческую или банковскую 
тайну, включающего меры правового, организационного, технического, эконо­
мического и иного характера. 
Научная новизна работы. Предпринята одна из первых попыток в совре­
менной российской уrо;ювно-правовой науке: 
• обосновать высокую общественную опасность незаконных получения и 
разглашения сведений, составляющих коммерческую или банковскую тайну, 
•n·o служит основанием криминализации указанных действий; 
• охарактеризовать основные источники угроз безш1асности информации, 
составт1ющей коммерческую или банковскую тайну; 
• выявить наиболее распространенные криминогенные детерминаН1ЪJ, спо­
собствующие совершению незаконных по.'I)'Чения и разглашения свеленнй, со­
ставляющих коммерческую или банковскую тайну; 
• дать самостшrтельную характеристику объекта данного 11рес·1упления; 
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• nроанализировmъ злеменТhl состаоа данного преСiуПЛення и дать оnре­
деление незаконных получения, разглашения, использования сведений, состав­
ляющих коммерческую или банковскую тайну; 
• провести сравнительно-правовое и историко-правовое исследование про­
блем уголовной ответственности за незаконные 11олучение и разглашение све­
дений, составляющих коммерческую или банковскую тайну; 
• сформуJJировать предJJоження по дальнейшему совершенствованию уто­
ловного законодательства в целях nооышения эффею-ивности борьбы с неза­
конным получением и разглашением сведений, составляющих коммерческую 
или банковскую тайну; 
• обосновать необходимость комплексного подхода как средства профи­
лактики рассматриваемого 11рестуru1сния. 
Теоретическая и прак-псческая значимость исследования 
Изложенные в диссертации nоложения, выводы и предJJожения могут быть 
исnоJJьзованы. 
- 11 законотворческой деятелыюстн по совершенствооанию действующего 
уголовного законодательства, а также nри подготовке руководящих разъясне-
11ий Верховным Судом РФ, ведомственных нормативных актов; 
- в деятеJ1ыюсти правоохранительных органов, осуществляющих борьбу с 
рассматриваемым престу~тением, в деятельности негосударственных структур 
обесnе'lсния экономической и информационной безопасности при профилакти­
ке незаконных получения и разглашения сведений, составляющих коммерче­
скую или банковскую тайну; 
- в учебном процессе: по курсам «Уголовное право» (Особенная часть), 
«ПреС1)'ПЛення в сфере экономической деятельности», «Правовые основы за­
щмты конфиденциальной н11формацню) в юридических вузах, при подготовке и 
переподготовке сотрудников правоохранительных органов, руководителей 
служб безопасности предприятий и кредитных организаций, а также частных 
детективно-охранных предприятий, информационных работников; 
- в научно-исследовю-ельской деятельности - при нроведснии дальнейших 
исследований уголовно-правовых и криминологических проблем незаконных 
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по:~у•1ения и разглашения сведений. составляющих коммер•1ескую или банков­
скую тайну . 
Апроба1•ия результатов нсследованн11 
Основные теоретические положения, выводы н предложения были отра­
жены в научных публикациях диссертанта; н научном докладе, представленном 
на соискание Государственной научной стнпс11дни (сти11еНJ•Ия присуждена 110-
становлением Президиума РАН № 77 от 11.04.2000 г.) ; в работе. представлен­
ной на Всероссийский конкурс научных работ молодых уче11ых, пронодившийся 
Во;~ьным экономическим обществом России с мая по сентябрь 2000 г . (работа 
заняла 1 место); на лекционных. и семинарских занятиях 110 у1 ·о:ювному пра11у со 
студентами Государственного Универсlffета - Высшая школа экономики . 
Струк-rура и объем диссертации 
Диссертационное исследование состоит из введении, двух глав (п11тм пара­
графов), заключения, списка литературы и приложения . Диссертация выполне­
на в объеме, соответствующем требованиям ВАК. 
11. СОДЕРЖАНИЕ РАБОТЫ 
Во введении автор обосновывает выбор и актуальность темы, научную 
новизну проведенного диссертационного исследования, его теоретическую и 
практическую значимость. Раскрыты цели и задачи исследования, е1·0 объек-г и 
предмет, методология и методика, сформулированы основные положения, вы­
носимые на заЩИl)', приведены сведения об апробации полученных в ходе ис­
следования резу.1ьтатов . 
Перва11 глава «Социальная обусловленность установления уголовной от­
ветстненности за незаконные получение и разглашение свеJ{еf1ий , составляю­
щих коммерческую или банковскую тайну» посвящена обоснованию высокой 
степени общественной опасности рассматриваемых преступJtений, 011ределе-
11ию важной роли коммерческой и ба11ко1Ккой тайны в современном мире, до­
казыванию распространенности незаконных получения и разглашения сведе­
ния, составляющих коммерческую или банковскую тайну, анализу эволюции 
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отечественного законодательства об ответственности за анализируемое престу­
пление с учетом изменения политико-экономической обстановки. 
В первом параграфе «Основные источники угроз безопасности информа­
ции, составляющей коммерческую или банковскую тайну, и криминогенные де­
терминанты незаконных получе11ия и разrлашенИJ1 сведений, составляющих 
коммерческую или банковскую тайну» автор определяет основные источники 
угроз безопасности информации, составляющей коммерческую или банковскую 
тайну; обосновывает особую значимость сохранности коммерческой н банков­
ской тайны дпя обеспечения интересов физических н юридических лнц, обще­
ства, государства; доказывает распространенность анализируемого преступле­
ния в России, несмотря на почти полное отсутствие данных официальной стати­
стики по делам такого рода; приводит наиболее распространенные кримино­
генные детерминанты незаконных получения и разглашения сведений, состав­
•1ЯЮЩИХ коммерческую или банковскую тайну, способствующие его соверше­
нию. 
Применительно к рассматриваемой в диссертации проблеме, с учетом спе­
цифики объектов уголовно-правовой охраны, под 6езопас11остью информации, 
составляющей "°'~t·иерческую 1u111 6аю.:овС1"ую таiту, автор по11и.~щет состо>1-
11ие защищениост11 да111юй инфорл1ац1111 от Y<'POJ преступных пося?аmелы:тв, 
?де пося.~аml!.!1ьствw.111 явю1ются 11е1а1'онные получение 11 разглаи1ение сведений, 
состав:1яющш 1.:о.w.wерчес1'ую щш 6а111'овс,..ую тайну. Под у,'розаwи 6езопас110-
стu и11фор.~1ации. составляющей 1'0,w..11ерческую или 6а11ковскую mai111y, п011и­
-~1аются у?розы 11езакон11ых получе11ия и разглашения сведений, составляющrа 
эти виды тайн. llfк) источника:ии угроз 6е1опас11ости да11ной и11фор.мации по-
11uмаются те, 0111 1о;о,'о исходит у?риза ожерще111lЯ а11ш1изируелюго преступ•1е­
ния. По данным упомянутого социологического опроса угроза совершения рас­
сматриваемого 11реС1)'ru1ения исходит от а) иностра1111ых спецслужб - 16 %; 
б) иностранных рыночных конкурентов - 15 %; и) российских рыночных конку­
рентов - 44,4 %; г) организованных преступных группировок - 48 %; д) отдель­
ных представителей российских государственных правоохранительных и кон­
трольных органов - 27,3 %; е) отдельных представитепей часТТ1ых детективных 
11 
и охранных предприятий - J 2,5 %; ж) иных лиц и организаций - 4,5 %. Коммен­
тируя эти данные, автор доказывает, что опасность, исходящая от иностранных 
спецслужб и иностранных рыночных конкурентов, явно недооценивается. С 
окончанием <<холодной войны» и крушение!14 СССР противоречия между веду­
щими индустриальными державами только усилились, противоборство между 
странами смещается из военной сферы в экономическую, что, в свою очередь, 
ориентирует разведывательные и контрразведывательные службы различных 
государств на оказание поддержки национальным предприятиям в изучении 
среды их жизнедеятельности на рынках, где им противостоят зарубежные кон­
куренты. :Экономический шпионаж, направленный на получение коммерческих 
и банковских тайн предприятий-конкурентов, в какой-то мере стал конкуриро­
вать с военно-политическим шпионажем в деятельности ведущих спецслужб 
мира. 
Организованные преступные группировки чрезвычайно активно занима­
ются разведывательной деятельностью, в связи с чем сбор и передача информа­
ции в юридической литературе уже выделяются в качестве обязательного при­
знака организованной преступности. Контроль за субъектами экономичес1<ой 
деятельности, над финансовыми потоками, успешное противодействие право­
охранительным органам, тщательная подготовка, планирование и совершение 
различных преступлений немыслимы в современной обстановке без активной 
разведки. В настоящее время подавляющее большинство организованных пре­
ступных группировок имеют в своем составе разведывательно-информацион­
ные службы, техническое оснащение которых нередко превосходит оснащение 
правоохранительных органов. Имея информацию, составляющую коммерче­
скую или банковскую тайну, организованные прес1у11ные группировки в со­
стоянии совершить против ее обладателей и иных законных владельцев любые 
преступления, включая корыстные, корыстно-насильственные, экономические и 
т.п. 
На внУI1Jt:нних рынках отечественные предприниматели также используют 
друг против друга методы недобросовестной конкуренции в виде незаконных 
получения, разглашения и использования сведений, составляющих коммерче-
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скую или банковскую тайну. Получение, использование, разглашение научно­
технической, производственной или торговой информации, в том числе ком­
мерческой тайны, без согласия ее владельца прямо предусмочх:ны Законом РФ 
«0 конкуренции и ограничении монополистической деятельности на товарных 
рынках» в качестве одной из форм недобросовестной конкуренции. На вопрос о 
том, как часто отечественные предприниматели и банкиры прибегают к неза­
конным получению и раз1·лашению сведений, составляющих коммерческую или 
банковскую тайну, как способу недобросовеспюй конкуренции, респонден1Ъ1 
ответили следующим образом: а) прибегаюг довольно часто - 62,5 % опрошен­
ных; б) прибегают довольно редко - 4,5 %; в) не прибегают вовсе· О%; г) зто их 
единственный способ получения информации о конкурентах - 12,5 %; д) за­
трудняюсь ответить - 23 %. 
В связи с исполнением государственными правоохранительными и кон­
тролирующими органами своих обязанностей, в частности, по обеспечению за­
конности в экономической и банковской сферах, сотрудникам этих органов и 
организаций могут сrать известны сведения, составляющие коммерческую или 
банковскую тайну, в связи с чем должностные лица и иные сотрудники данных 
органов становится носите,1ями весьма ценной информации, что, в свою оче­
редь, делает их объектами пристального внимания со стороны заинтересован­
ных в такой информации лиц (конкуренты, представители оргпреступности и 
т.п.). Предостав.1ение конфиденциальной информации чиновниками представ­
ляет собой опасную завуа,1ированную форму коррупции, имеющую самое ши­
рокое распрОС11Jанение в нашей стране1 . По мнению респондентов, одним из 
наиболее распространенных незаконных способов получения информации, со­
ставляющей коммерческую или банковскую тайну, является ее получение у го­
сударственных чиновников, имеющих такие сведения (55,7 % опрошенных). 
Отдельные представители частных детективных и охранных структур, зачастую 
злоупотребляя предоставле1111ыми им полномочиями, занимаются незаконным 
получением сведений, составляющих коммерческую или банковскую тайну. 
1 См.: Уrпубление социалыюr·о контроля прес1упности - одна из предпосылок 
реше11ия социально-экономических проблем (материалы круглого стола) /1 Го­
судаJХ.'ТВО и право. - 1999. - № 9. - С. 64. 
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Необходимо усиление контроля государства за соблюдением законности в сфе­
ре частной детективной и охранной деятельности. 
Основными криминогенными детерминантами, способствующими совер­
шению рассматриваемого преступления, по нашему мнению, нвляютс11: 1) не­
полнота и противоречия законодательной базы, регламентирующей отношения, 
возникающие по поводу банковской и коммерческой тайны; 2) широкий, а до 
недавнего времени бесконтрольный оборот специальной техники для негласно­
го получения информации; 3) недостатки в области обес11ечения ком11ьютерной 
информационной безопасности; 4) коррумпированность чиновников, «торrую­
щих» сведениями, составляющими коммерческую или банковскую тай11у, кото­
рыми они располагают в силу своих служебных обязанностей; 5) недостаточная 
правовая подготовка сотрудников органов и организаций, обюанных расследо­
вать анализируемое 11реступление либо предотвращать его совершение; 
6) неудовлетворительная деятельность служб безопасности кредитных органи­
заций и предприятий либо их отсутствие; 7) незнание нерсоналом (в том числе 
руководством) предприятия или кредитной организации основ экономической и 
информационной безопасносnt; 8) халатное отношение сотрудников предqри­
ятий или кредитных организаций к обязанностям хр~шить коммерческую или 
банковскую тайну, в результате чего происходит «уrечка» такой информации; 
9) неэффективная кадровая политика, в результате коrорой на работу в кредит­
trую организацию или на предприятие принимаются «агенты-информаторы»; 
10) отrок мноr·их профессиональных сотрудников с11ецслужб и правоохрани­
тельных органов в разведслужбы криминальных структур; 11) неудовлетворен­
ность части бывших и действующих сотрудников предприятий и кредитных ор­
ганизаций своим материальным положением, которая вызывает у них реши­
мость «продать» информацию, составляющую коммерческую или банковсК)ю 
тайну, заинтересованным лицам (по мнению итальянских психологов, из всех 
служащих любой фирмы 25 % честные и добросовестные сотрудники, 25 % 
ожидают удобного случая для разглашения секретов и 50 % будут действовать в 
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зависимости от обстоятельств) 1 ; 12) нежелание nотерnевших обращаться в пра­
воохранительные органы за защитой из-за оnасений дальнейших утечек инфор­
мации в ходе следствИJ1 и судебно1·0 разбирательства, что причинит еще бо.'lь­
шиlt ущерб; 13) иные негативные факторы, способствующие совершению ана­
лизируемого пресrуnления. 
Профилакrика анализируемого преступления должна основываться на 
комплекс11ом под.'tоде, включающем организационные, технические, правовые, 
идеологические, социально-экономические меры профилактики, осуществляе­
мые на уровне 1·осударства, юридических и физических лиц, заинтересованных 
в сохранности информации, составляющей коммерческую или банковскую тай­
ну . 
Во втором параграфе «История развитИJ1 отечественного у1·оловного за­
конодательства об ответственнасти за незаконные 1юлучение и разглашение 
сведений, составляющих коммерческую или банковскую тайну» автор анализи­
рует российское уголовное законодательство в nериод до Октябрьской револю­
ции, советское 11 постсоветское законодательство, посвященное вопросам рег­
ламентации отношений, возникающих no поводу коммерческой и банковской 
тайны. 
Впервые нормы об уголовной ответственности за подобные деяния были 
включены в Уложение о наказаниях уголовных и исnравительных 1845 г . (в ред. 
1885 r.). Ст. 1157 устанавливала уголовно-правовую охрану тайны кредитных 
установленнй (аналог банковской тайны), ст. 1187 - торговой тайны, ст. 1355 • 
фабричного секрета (производственной тайны). 1 Iомимо вышеуказанных норм, 
Уложение содержало ст. 1316 об ответственности маклера за преждевременную 
оrласку торrовой сделки против воли продавца или покупателя, а также ст. 
11572 - об ответственности за разглашение налоговой тайны . Появление данных 
норм в уголовном законодательстве России того времени обусловлено станов­
лением новых экономических отношений, которые нуждались в правовой защи-
1 См .: Стрельчснко Ю.А. Обеспечение информационной безо11асности банков. -
М" 1994. -С.41. 
15 
те, хотя некоторые из ранее рассмотренных выше норм содержались уже в ре­
дакции 1845 г . 
Уголовное Уложение 1903 г . содержало целую главу «06 оглашении 
тайн», в которой было шесть статей (541-546). Ст. 543 предусматривала ответ­
ственность рабочих и служащих за разглашение фабричных секретов. Ст. 544 
запрещала служащим банков, акционерных обществ, иных кредитных заведе­
ttий разглашаlЪ сведения, которые составляют тайну этих банков, обществ, за­
ведений . Ст. 545 предусматривала ответственность за разглашение коммерче­
ской тайны. В начале ХХ в. российская правовая наука уже рассматривала со­
бирание конфиденциальной информации как одну из форм недобросовестной 
конкуренции . Так, Г .Ф . Шершеневич отмечал, что «проявлением недобросове­
стной конкуренции признается разузнавание чужих коммерческих тайн, подку­
пом ли служащих, подсылкою ли подставных рабочих» 1 . Послеоктябрьский пе­
риод в России характеризуется весьма негативным отношением государства к 
коммерческой тайне, которая в то время понималась как орудие сокрытия фи­
нансовых мошенничеств частного капитала. В lfГоге инстmуг коммерческой 
тайны был упразднен Положением о рабочем контроле. Что же касается ·rаQны 
банковской, то в законодательстве советского периода такого понятия не суще­
ствовало, а вместо него улmребляли термин «тайна вклада» . Впервые тайна 
вклада была упомянута в декрете СНК РСФСР «Об отмене оrраничени.lt денеж­
ного обращения и мерах к развитию переводной операцию> . Нормы, устанавли­
вающие тайну вклада, содержались также и в других правовых актах. Однако ни 
один Уголовный кодекс РСФСР не содержал отдельной нормы, предусматри­
вавшей ответственность за посягательства на сведения, составляющие тайну 
вклада. В 11елом же уголовное законодательство советского периода защищало 
только государственную, военную и служебную тайну . 
С началом обществекно-полИ111ческих преобразований в нашей стране и 
переходом экономики на рыночные рельсы институты коммерческой и банков­
ской тайны вновь по~ают законодательное закрепление в таких нормативных 
1 См .: Шершеневич Г .Ф . Курс торгового права . - Т. 2. - СПб.: Издание Бр . Баш­
маковых, 1908. - С . 116. 
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актах, как Закон СССР от 4.06.1990 r-. «0 nредлриятиях в СССР>>, Основы граж­
данского законодательства Сою3а ССР и союзных ресnублик от 31.05. 1991 г" 
Закон РСФСР «0 лредлриятиях и предпри1шмательской деятельности» от 
25.12.1990 г., Закон «0 банках и банковской деятельности в РСФСР» (в ред. ФЗ 
от 3.02.1996 1·.) и т.n. В настоящее время отношения, возникающие ло ловоду 
коммерческой и банковской тайны, реl)'лируются множеством нормативно­
пра1ювых актов, среди которых и уголовный закон. Как показывает историко­
правовой анализ, институты коммерческой и банковской тайны востребованы 
лишь в условиях демократического общества, ориентированного на построение 
рыночной экооомики. Примечательно, что установление уголовной ответствен­
ности за анализируемое преступление поддерживают 78 % опрошенных, не 
nоддерживают - 10% и затруднились ответить - 12%. 
Вторая глава ((Уголовно-правовая характеристика незаконных лолучения 
и разглашения сведений, составляющих коммерческую или банковскую тайну» 
посвящена анализу состава преступления, которое, в свою очередь, состою из 
двух самостоятс;1ьных составов: незаконного получения сведений, составляю­
щих коммерческую или банковскую тайну, и незаконных разглашения или ис­
пользования таких сведений. Рассматриваются понятия и признаки коммерче­
ской и банковской тайны посредством изучения норм законодательства России 
и зарубежных стран, вырабатываются рекомендации по совершенствованию 
нормы об уголовной ответственности за незаконные получение, разглашение, 
использование сведений, составляющих коммерческую или банковскую тайну. 
В лервом лараграфе «Объективные признаки незаконных получения и 
разглашения сведений, составляюших коммерческую или банковскую тайну» 
рассматриваются объект и объективная сторона аналюируемого преступления. 
Поскольку составы рассматриваемых 11реступлений содержатся в 1л. 22 
«Преступления в сфере экономической деятельности» раздела V/ll «Прес·!)'fJЛе­
ния в сфере экономики», то, исходя из принцилиально новой стру!П)'РЫ УК и 
следуя .1огике законодателя, родовым объсl\ГОм рассматриваемых преступлений 
должна являться система общественных отношений, обеслечивающих нормаль­
ное функционирование экономики страны как единого народнохозяйственного 
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комплекса, видовым же объектом должны выступать общественные отношения, 
возннкающие по поводу осуществления нормальной экономической деятельно­
сти по производству, распределению, обмену и потреблению материальных 
блаr н услуr· . Однако такое определение объекта рассматриваемых преступ.1е­
ний базируется, по мненню диссертанта, на традиционном пониман11и значения 
ннс1111уrов коммерческой и банковской тайны, corJ1acнo которо~tу такие сведе­
ния имеют сугубо экономическое значение и являются лишь средством обеспе­
чения добросовестной конкурснцин. По мнению автора, нормы, охраюrющие 
различные виды тайн, реrулнруют новый вид общественных отношений - ин­
формационные отношения . И11формацит111ые от11аше11ия - :Jma сооокуп11асть 
обществе1111ых om11ouumu1i, ск.1аоыва10щ1ася между уполно. 11оче11н1>н111 субъе1.:­
та.~ш по 1юноау созда11ия, распростра11е11ия, преойразова111т и потребл1тин 
и11фор.wации. Информационные отношения, в свою очередь , включают в себя: 
а) обществе1111ые от11ои1епия. вт11икающие по поводу и11фор.1юц1ю1111ых процес­
сов, т . е. процессов созоа11ия, сбора, обрасiотки, 11акапле11ия. хра11е11ия. поис1.:а, 
получе11ия, распростра11е11ия и потреб.1е11ия и11фор.~юции: 6) 06ществе1111ые от-
1юше11ия. но111ш.:ающие по поводу процессов соз1)а11ия и при.~1е11е11ия 1111форлюн11-
01111ых систе.и, 1111формацио1111ых тех11ологий и Gредств их обеспече11ия, среОств 
и ,11еха111пмов и11фор,wацио111юй безопас11ости 1 . 
Информация, являясь ядром информационных отношений, представляет 
собой сведения о ;Iицах, предметах, фal\fax, событиях, явлениях н r1роцессах, 
независимо от формы их представления . Исходя из категорий достула, установ­
ленных законом, информация подразделяется на откры1)'10 и с ограниченным 
доступом, а поснедняя подразделяется на информацию, отнесенную к государ­
ственной тайне, и конфиденциальную информацию. К конфиденциальной ин­
формации, согласно законодательству, оmосятся: персональные данные (сведе­
ния о фактах, событиях, обстоятельствах частной жиз11и 1-ражданина, nозво­
Jtяющие идентифицировать его личность); сведения, составляюIЦНе тайну след­
ствия и судопроизводства; сведения, связанные с профессиональной деятельно­
стью (врачебная. нотариальная тайна и т.д. ); сведения о сущности изобретения, 
1 См . : Копылов В .А. Информационное право. - М.: !Орист. 1997. - С. 6, 21-30. 
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полезной модели или промышленного образца до официальной публикации о 
них; служебная тайна; коммерческая тайна. 
Ко.1шерческа.н mali11a - это 11ауч110-тех1111ческая, техиологическая, ком­
.~t~:рчео:ан, орга1111зац1ш11ная ZL'llt 1111ая используе.\tаЯ в Jк01ю . .щ1ч~:с1-:тi оея111елыю­
ст11 инфор.иация, вк.1ючая ноу-хау (секреты производства), оfi.•щдающая дщi­
ствитель11тi или поте11ц11альной ко,w,иерческой ценностью в силу ее 11еизвес·т-
11ости третьии дицаи, 1.; 1.-oтopori нет сво6од11ого доступа 1ю зако111ю.\1 осно­
вании и обладатель копюрой при11имает .111еры к охраие ее ко11фиденциа'1Ьно­
сти. В целом такое понятие отражает подходы к определению коммерческой 
тайны в законодательстве России (как в действующем, так и в разрабатывае­
мом), а также согласуется с определением коммерческой тайны в законодатель­
стве зарубежных стран (например, Германии и США). 
Банковская тайна также является одним из видов конфиденциа.пьной ин­
формации. 13 настоящее время понятие банковской тайны определяется двумя 
противоречащими друг другу нормативными актами: ст. 857 ГК РФ и ст. 26 За­
кона «0 банках и банковской деятельности», и относительно того, какому зако­
ну следует отдать предпочтение, существуют весьма существенные расхожде­
ния. Исходя из необходимости руководствоваться теми нормами, которые в 
наибольшей степени учитывают интересы клиентов и корреспондентов кредит­
ной организации, в частности права и свободы человека и гражданина, автор 
определяет ба111;:о11L·1-.ую тайну 1.ак защищаемые кредит11ой орга11изациеi1 сведе­
ния об операциях, счетах и вкладах ее клие11тов и корреспо11де11тов, а так:же 
ииые уста11авливае.wые кредит11оu оргаиизацией на основш111и федера•1ы1ых за-
1-.·онов в их интересах сведеиия, по которым мо:ж-110 идентифицировать клие11-
тов и корреспо11дентов кредит11оu организации'. включая персона1ы1ые дан-
иые. 
В результате анализа объекrа рассматриваемого преступления и с учетом 
необходимости определения его действительного места в системе Особенной 
части, диссертант пришел к следующим выводам: 
1 См.: Тосунян Г.А" Викулин А.Ю., Экмалян Л.М. Банковское право Россий­
ско~! Федерапии. Общая часть/ Под общ. ред. академика Б.Н.Топорнина. - М.: 
Юрист, 1999. - С. 231-232. 
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1) /'одовым объектом незаконных nолучения, разглашения, использования 
сведений, составляющих коммерческую или банковскую тайну, является систе­
ма общественных отношений, обесnечивающих нормальное функuионироuание 
экономики страны как единого народнохозяйстве1111ого комплекса. 
2) Видовым объектом рассматриваемых nреС1)'пnений высrупает система 
общественных отношений, возникающих по поводу осущеС'ПIЛения нормальной 
экономической деятельности по производству, распределению, обмену и по­
треблению материальных благ и услуг. 
3) Непосредстве1111ы.ми объектаwи рассматриваемых преС1)'nлений явля­
ются: а) общественные отношения, возникающие между уполномоченными 
субъектами по поводу создания, распространения, nреобразования и п<>ч>ебле­
ния информации, составляющей коммерческую тайну; б) общественные оnю­
шения, возникающие между уполномоченными субъектами по новоду создания, 
распространения, преобразования и п<>ч>ебления информации, составляющей 
банковскую тайну. 
4) Особетюсть состава ст. 183 в его нынешней редакции в том, что, яв­
ляясь двуобъе~аным, он содержит два основных непосредственных объекта, так 
как институты коммерческой и банковской тайны хотя и имеют множество то­
чек соприкосновения, являются совершенно самостоятельными. 
S) Не исключено, что в будущем, учитывая особую ценность информаци­
онных ресурсов, законодатель включит в УК отдельный раздел «ПреС1)'nления 
в сфере конфиденциальной информацию>, где будут содержаться отдельные 
нормы об ответственности за посягательства на коммерческую и на банковскую 
тайну, учитывая самостоятельный характер непосредственных объектов рас­
сматриваемых преt-l)'nлений. Родовым же и.х объектом будет совокуп11ость 
общестиеиных от11ише11ий, возникающих ме:нсду упш111имочен11ы,\tu субъе1.-та\tu 
по ппводу созда11ия, распростра11е11ия, преобразова11ия и потреб11е11ия ко11фи­
де11циш~ыюil 1тфорлшции. 
6) Предметаии рассматриваемых преС'l)'ru~ений мoiyr быть докумеtrrы, 
составляющие коммерческую или банковскую тайну, а также иные предметы 
материальною мира, в которых коммерческая (банковская) тайна находит свое 
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отображение в виде символов, образов, сиrна.,ов, технических решений, про­
цессов и т.п. 
Характеризуя объе1.:тивную сторону каждого из входящих в ст. 183 соста­
вов преступления, автор дает сдедующие определения этого эдемента состава: 
а) Незаконное получение саед11ний, составляющих ко.~н1ерческую U.'lи ба11-
1.:оискую тайиу (ч. 1 ст. 183), - это сооерU1е11ие действий, 11е11осредспте11но на­
прав!lе1111ых на ЗШ('1аден11е JтU.\tll С(lедения.ми :1юбьL\1 11езш.:01111ы.11 (преступнь~r 
IL'/U ины11 противrтравны.11) способоАt, а резу.'1ьn1ате которых тш.:ие сведе11Ш1 
сташ известиы лицу, 11е 1н1еюще.\tу право 11а ознакомление с HU.\lи. Под неза­
кт111ы.\1 с1юсоfi1ш собирания следует понимать нс только преступный, но и иной 
противоправный способ, посягающий 11а общественные отношения, склады­
вающиеся по поводу создания, преобразования, распространения, 11отребления 
информации, составляющей коммерческую ИJJИ банковскую тайну, и, в частно­
сти, установленный законом порядок получения таких сведений. Признак неза­
конности должен опреде.1яться не только объективной, но и субъектив11ой про­
тивоправностью: лицо, собирающее искомые сведения определенным спосо­
бом, не имеет ни действительного, ни предполагаемого права на применение 
данного способа (а в ряде случаев на доступ к информации вообще) и осознает 
это. Предложения считать деяние, предусмотренное ч. 1 ст. 183, преступным 
лишь в случае собирания сведений исключительно преступиьщ nyтl!.\t, пред­
ставляются автору не совсем корректными, так как цель данной статьи УК за­
клю•1ается именно в охране самой информации, а 11е только в криминализации 
способа, которым JТа информация добывается. 
б) f/езакоmюе раз?J1GU1енис сведе11ий, составляющих кшимерческую w1и 
бат.:овскую тщiну ( ч. 2 ст. 183 ), - это соверщс111юе в 11аруше11ие закона w1w·и 
оо,'овора без со;:шсия соfiстве1111и1.:а IL'111 иного законно,~о владельца такой 1т­
форлшци11,обществен110 опасиое деяние, в результате которшо эта ши/юрма­
ция ста'1а иЗ6естна лицу. 11е ю-1еюще.1-1у право 1ю ознако.лиение с ней. 
в) /iезакоште 11спо:1ьзование с1Jеде11ий, состав:~яющих ком"~1ерчсскую w111 
банковскую тайну (ч. 2 ст. 183), - это непосре()стве11нос принятие различных 
решений и,1и. и осуществлеиие дelicmвuti 11а ос1ювmши эттi 1111фор.11аr1ии, со-
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вери1енное в нарушение закона ulwzu договора без со?ласия собствепника IL~и 
шю?о закопного владельца такой инфор1иации. Незаконное использование мо· 
жет осуществляться в различных формах: совершение дейспий, направленных 
на повышение конкурентоспособности продукции, на противодействие сбыrу 
товаров конкурента, на срыв переговоров, применение информации в иных тех­
нических, организационных, производственных целях и т.п. Обязанность воз­
держаться от незаконных разглашения или использования может вытекать: а) 
напрямую из закопа (Законы «0 банках и банковской деятельности», «Об осно­
вах налоговой системы», Таможенный Кодекс, «0 товарных биржах и биржевой 
торговле» и т.д.); б) из трудово,•о договора (1.:011mpai.:ma), граж-данско-правового 
доювора и иных соглаutений (договоров) о недопустимости незаконных разгла­
шения или использования сведений, составляющих коммерческую или банков­
скую тайну. 
Незаконность разглашения и использования законодатель связывает и с 
отсуrствием согласия владельца информации, составляющей коммерческую 
или банковскую тайну. Однако понятием «владелец» охватывается как собст­
венник информации, реализующий в полном объеме полномочия владеljИЯ, 
подьзования, распоряжения информацией в пределах, установленных законом, 
так и иной законный вдадедец, реализующий данную триаду полномочий в пре­
дедах, установленных законом и собственником. Кроме того, возможны сиrуа­
uни, когда разглашение или использование, пусть и с согласия собственника, 
может повредить правам и законным интересам других лиц (тех же законных 
владельцев такой информации), которые не мвали свое согласие на разглаше­
ние или использование информации и перед которыми собственник имеет соот­
ветствующие обязательства. В связи с этим автор считает, 'ПО в диспозиции ч. 2 
ст. 183 слова <<без согласия их (сведений, составляющих коммерческую или 
банковскую тайну - Л.К.) владельца>> следует заменить на формулировку «без 
согласия их собственника или иного законного владельца» («без согласия соб­
ственника и..1и иного законного владельца такой информацию>). 
Незаконные разглашение и использование являются прес-rупленнямн с ма­
териальным составом: обязательным признаком их объективной стороны явля-
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стся настуrшснис общественно 011ас11ых последствий в виде крупного ущерба . 
Однако понятие такого ущерба законодателем нс определено, поэтому данный 
признак явJ1яется оценочным и будет оr1ределяться в зависимости от конкрет­
ных обстоятельств дела с учетом фактических размеров ущерба, финансового 
состояния или имущественного положения потерпевшего и иных обстоятельств 
содеянного . Преступные последствия данного пресrунления мoryr выражаться 
в виде прямого реального ущерба, упущенной выгоды, вызванной потерей кли­
СН1)'РЫ, спада производства, в причине11ии вреда здоровью различной тяжести и 
т. п . , ины!'>tи сsювами говоря, ущерб от преступления может рассматриваться К'dК 
подлежащий денежной оненке и как такой оценке не подпежащий . 
В рамках такой к.пасснфикации следует выделить прежде все1 ·0 .иатери­
а'1ь11ый ю1ущесп11ит11ыli yщepfi (р~алы1ь11i yщepfi, включающий : а) расходы, ко­
торые лицо, чье право нарушено, произвело или должно произвести дЛЯ восста­
новления нарушенного права ; б) уrрату или повреждение имущества; а также 
упущс1111ую ны;шду - не11олученныс доходы) . Если исходить нз традиционного 
понимания институтов коммерческой и банковской тайны, со1 ·ласно которым 
эта информация имеет лишь экономический характер, то следовало при опреде­
нении пресrупных последствий исходить только из стоимостного критерия ма­
териального имущественного ущерба . Однако, как уже упоминаnось, последС1·­
вия незаконных разглашения или использования могут и не подлежать эконо­
мической (стоимостной) оценке. а следовательно определять преступный ре­
зу;1ь·rат как «ущерб)), придавах ему суrубо экономический характер, не совсем 
корректно . По мнению диссертанта, целесообразно определить 11реступный ре­
зультат нс как «крупный ущерб1> , а как «п1жкие лоследствиЯ11 . Причем поняти­
ем «тяжкие последствия» охвать1вались бы и материальный имущественный 
ущерб и иные виды вреда . Вместе с тем , чтобы максимально снизить возмож-
1юсть субъективного подхода при оценке прес·rупных последсnий, автор пред­
лагает внести следующее примечание к норме, устанавливающей ответствен­
ность за незаконные разглашение или использование сведений, составляющих 
коммерческую или банковскую тайну : <<Пос1еоствия в виое матер11а1ыю,оr1 
1L\tуществе111юго ущерба приз11аются тя.ж1.:ими, если т1 в пяты:от раз превы-
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шает ми11имш1ы1ый размер оплаты труда>>. Принимая во внимание необходи­
мость учитывать и иные обстоятельства дела при определении тяжести послед-
1..-твий, необходимо включить в качестве примечания также следующее положе­
ние: <<flpu приз11а11ии последствий тя:ж:1<·uми r>ол.ж11ы учитываться и11ые ой­
стоятелы:тва совершеиия преступле11ия». На возможность такого учета уже 
указывали некоторые исследователи 1. В качестве иных видов вреда (ущерба) , 
не подлежащего денежной оценке, можно рассматривать также и совершение 
преступлений средней тяжести, тяжких, особо тяжких преступлений и т.д. 
Во втором параграфе «Субъективные признаки незаконных получения и 
разглашения сведений, составляющих коммерческую или банковскую тайну» 
автор анализирует субъект и субъективную сторону каждого из входящих в со­
став ст. 183 УК преступлений. 
Субъектом незаконного получения сведений, составляющих коммерче­
скую или банковскую тайну, может быть любое физическое вменяемое лиuо, 
достигшее шестнадцатилетнего возраста, которому неизвестны сведения, со­
ставляющие коммерческую или банковскую тайну. Как правило, такими субъ­
ектами являются лица, которые не имеют право на досrуп к такой информа1tи11 
и право на ознакомление с такой информацией вообще; не явняются собствен­
никами или иными законными владельцами такой информации (третьи лица). 
Однако субъектом данного деяния может быть и лицо, которое при онределен­
ных обстоятельствах (например, осуществление должностных полномочий) 
имеет право на доступ к такой информации, но в моые!П совершения 11ресrуn­
ления такие основания отсутствовали. В этих случаях возможна квалификация 
действий виновного по совокупности пресrуплений, нредусмотренных ч. 1 ст. 
183 УК и статьо1и об ответственности за должносrnые (превышение должност­
/{Ъ/Х и полномочий, злоушлуебление должностными полномочиями) и иные 
преступления_ 
Определенные трудности возникают с определением субъекта незаконных 
разглашения или использования. Большинство исследователей в качестве субъ-
1 См.: Жигалоа А.Ф. К~ммерческая ини банковская тайна в российском уголов­
ном законодательстве. Автореф. дне .. "канд. юрид. наук. - Н.Новгород. 2000. -
С. 22. 
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екта данных nресrуnлений выделяют лишь тех лиц, которым такие сведения 
стали извес-mы на законном основании в связи с выполнением служебных, тру­
довых, ""офессиональных, гражданско-правовых обязанностей и которые обя­
заны не допускать 11езаконных разглашения или использования сведе11ий, со­
ставляющих коммерческую или банковскую тай11у, что установ,1ено законом 
или договором. Однако существует точка зрения, согласно которой субъектом 
данных пресrуплений может быть любое лицо. И та и другая позиция имеют 
свои достоинства и недостатки: если придерживаться первой точки зрения, то 
уголовной ответственности не подлежат недобросовестные конкуреtпы, кото­
рые ра.11·лашают и используют сведения, составляющие коммерческую или бан­
ковскую тайну в качестве одной из форм недобросовестной конкуренции, и ко­
торые не связаны с собственником или иным законным владельцем такой ин­
формации ни служебными, ни трудовыми, ни гражданско-правовыми обязанно­
стями. Но, с другой стороны, даже гражданско-правовая ответственность за раз­
глашение коммерческой таiiны в виде возмещения убытков наступает лишь в 
том случае, если такие действия соверu1е11ы вопреки трудовому договору 
(контра~-.ту) или гражданско-правовому доr·овору, и установле11ие у1·оловной от­
ветственности ш1я любых лиц за преступления, предусмотренные ч. 2 ст. 183, 
может стать проявлением излишней криминализации тех деяний, которые даже 
не влекут столь строгую меру гражданско-правовой ответственности. 
Сравнител~.но-правовое и историко-правовое исследование данного вопро­
са также не даст однознач1юго ответа на него: российское дореволюционное 
уголовное законодательство устанав.1ивало ответственность за разглашение 
фабричной, торгооой тайны, тайны кредитных установлений и т.п. лишь для тех 
лиц, кому такие сведения стали известны в связи с исполнением служебных и 
профессиональных обязанностей; законодательство некоторых стран СНГ (Бе­
ларуси и Таджикистана) занимает аналогичную позицию, прямо указывая на 
признаки специального субъекта; законодатель(,"1110 же некоторых стран дальне­
го зарубежья, например Германии и Испании, предусматривает ответственность 
любых лиц за разr·лашсние коммерческой тайны, а не только тех, кому инфор-
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мация стала известна в связи с исполнением профессиональных или служебных 
обязанностей. 
llo мнению автора, в качесmе субъеIПОв незаконных разглашения и ис­
пользования следует рассматривать лишь тех лиц, которым сведения, состав­
ляющие коммерческую или банковскую тайну, стали извеС11fы в связи с выпш1-
нением трудовых, служебных, профессиональных, гражданско-правовых и иных 
обязанностей и которые они обязаны не разглашать и нс использовать вопреки 
закону и/или договору. Опираясь на данную точку зрения, предлагаются новые 
формулировки норм об ответственности за незаконные разглашение и исполь­
зование сведений, составляющих коммерческую или банковскую тайну. Выше­
указанная характеристика субъекта не допустит излишней криминализации тех 
деяний, за которые предусмотрена ответственность в нормах других отраслей 
права. 
Субъективная сторо11а рассматриваемых преступлений характеризуете.я 
только умыuu~енной виной: прямым умыслом по отношению к собиранию све­
дений, составляющих коммерческую или банковскую тайну, и прямым или кос­
венным умыслом по отношению к незаконным разглашению или использрва­
нию таких сведений. Указанные в диспозициях ч. 1 и 2 ст. 183 УК РФ цели не­
законного собирания сведеиий, составляющих коммерческую или баиковскую 
тайну, а также мотивы незаконных разглашения или использования таких све­
дений являются обязательными признаками субъективной {,-ГОроны рассматри­
ваемых преступлений. Однако учитывая, что субъектом незаконного получения 
выступает лицо, которое не имеет права доступа к такой информации, а субъек­
том ч. 2 ст. 183 - лица, которым такая информация стала известна в связи с ис­
полнением своих профессиональных, трудовых, служебных, rражданско­
правовых и иных обязанностей, автор предлагает исключить из диспозиции ч. 1 
ст. 183 такой признак субъективной стороны получения, как специальную цель: 
цель разглашения либо незаконного использования сведений, составляющих 
коммерческую или банковскую тайну. Вместо данных целей автор предлагает 
включить такой признак, как корыстную или иную личную заинтересованность 
при собирании данных сведений. 
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Учитывая все вышеизложенное в третьем nара1·рафе «Проблемы совер­
шенствования уголовно-правовой нормы, предусматривающей ответственность 
за незаконные по.1ученис и разглашение сведений, составляющих коммерче­
скую или банковскую тайну», автор предлаrает изменить формулировки дейст­
вующей нормы ст. 183 и, принимая во внимание самостоятельность всех трех 
деяний (получения, разглашения, использования), предусмотреть ответствен­
НОС1Ъ за каждое из них в рамках отдельных норм в следующей реда1щии : 
Статьн 183 «Неза1..·онное получе11ие сведе11иi1. состшняющих 
IШ\оtерчес,;ую 1и11 fiан,;ово.ую mmi11y'1 
1. Собирание сведений. t·остав.•шющих кояиерческую и.•1и банковс,;ую 
mmiнy, путе.\/ 1юхищ1шин до,;у,11е11т1ж, 1111dhJ'llO и•111 у?рпз, а ран110 1111ы"1 11еза-
1т1111ы.11 способо.w, соверше111юе из корыстной и-7и шюй 11ич1юй :ши11тересова11-
11ости, н резу.?ьmате ,;опюро?о тт:иl! ст.!де11ин cnia1u известны ви1ю11110"ну, -
110,;азывается ... 
2. Тп ж·е деюшl! , с1юерин:///111е · 
а) . 111111н1 с 11споль1онаиие.\1 c110l!?O слу:жеб1ю?о по.ю:ж·е11ия; 
б) с исполыование.н спе1111а1ы1ых 111ех11ических средстн. прео11аз11ач1ш11ых 
д.7Я 1и!?.7ас1щ?о по:1учен11н и11фор.1tац11и : 
в) .·py1mof.t лш1по11рl!овар11те.7ьно.1-1у сгонору и.111 орга11изоваиной ,•р_vппой, • 
11а1..·азывается ". 
Статья ll:B1 <iНеза1<он11ое разглаше11ие сведений, составляющих 
1<0.\шерчес1..:vю и.ш Гюн,;овскую m01i11y>1 
1. 1 /еза1о:онпое раз.·.1аиlение t:нeдeuuli. cocmaв.'tJIIOЩ их КО.\Lwерческую w1u 
rю111..·овсh}'Ю maliuy. С(Жершениое Г1ез co?:tacWl собстве1111и1..·а 1ии шю,•о зah-r111110?0 
в.1аде.1ы1а ma,;oli инфор.\1ации. 1111трыстпой w1u иной лич11ой заиптере('(жанно­
,·ти лиц1н1. которое дол.ж·m1 хра11ить такие све<k11ин н силу слу.Ж'е6иых. тр_v1)0-
вых, t1рофессиоиа•1ы1ьа, ,·ра.жаа11ско-правовых и 1111ых обяза11ностеt1, пив.ле1<1l1ее 
mн.)lr1..·111: пос.1l!дспитя. - 11аказьиюется 
2. То .же ден11иl!, coнepU11!1t1IOI!: 
а) ,•руппой .11111 по пре<>варите:1ьнш1у L-.~овору и.т ор,'а11из1жа111юi1 ,•pynnou; 
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б) дол:ж.1юст11ым лицом, котоrкшу сведеиия, составляющие коммерческую 
или бащ,·овскую mafmy, стали извест//ы в связи с осущестш1е11ие_w долж·11ост-
11ых полиомочий (обязатюстей), - иаказывается ". 
Статья J 832 « Незакотюе использОflание сведеиий, соста6J/ЯЮЩUХ 
коммерческую w1и баикоflскую тайиу» 
/. Незакттое использоваиие све()епий, составляющих коммерческую или 
баиковскую таiту, совершеииое без СОi!Ла<.ия со6стве1111ика или итюго закотюго 
владельца такой и11формации, из корыст11ой w1и и1юй лич11ой заиитересова11110-
сти лицом, которое долж:ио 11е допускать исполыоваиия таких сведе11ий в CWIY 
слу:жеб11ых, трудовых, профессионШiы1ых, гражiJаиско-правовых и щ1ых обя­
за11110стей, повлекшее тя:ж:кие последствия. - 11ака1ывается ". 
Квалифицирующие признаки 11езакотюго использоваиия а11шюгич11ы при­
зиакам иеэакотюго раз,"J/ашеиия. 
Примечания: J. Лицом, которое долж110 хроиить сведе11ия, составляющие 
коммерческую w1и ба11ковскую таiшу, w1и дол:нсио пе допуС1.-ать исполыооаиие 
таких сведеиий в сш1у служебиых, трудовых, профессио11аль11ых, граж·дапско­
правовых и щ1ых обязаниостей, призиается лицо, которому такие сведе11ия 
стШiи известиы в связи с вьтол11е11ием вышеуказа1111ых обяза111юстей и которое 
дол:ж:ио 11е раз,•лашать и пе использовать их вопреки закоиу ulwiи договору. 
2. Пос11ед1-'твия в виде материШiыюго имуществеииого ущерба призиаются 
тЯJ1скwии, если т1 в пятьсот раз превышает мш1имш1ы1ый размер оплаты 
труда. При приз11ании последствий тя.ж:кими должиы учитываться и11ые об­
стоятельства ссн1ерше~1ия преступлепия. 
Автор также nредлагает внести оnределенные дополнения в иные норма­
тивно-правовые акты, регламентирующие отношения, связанные с коммерче­
ской и банковской тайной. 
В uключении рабmъi формулируются основные выводы исследования, 
наиболее значимые и·:1 которых изложены в тексте настоящего автореферата при 
характеристике соответствующих разделов работы. 
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