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Jaringan internet menggunakan protokol TCP/IP. Untuk mempercepat pengiriman paket pada jaringan TCP/IP ditambahkan protokol Multi Protocol Label Switching (MPLS). MPLS menggunakan label sebagai identifikasi untuk menentukan jalur yang akan dilalui oleh paket. MPLS bekerja pada layer 2,5. Selain itu, pada jaringan MPLS juga terdapat fitur Traffic Engineering dan metode Fast reroute. Traffic engineering digunakan untuk merekayasa trafik pada suatu jaringan, sehingga semua jalur pada jaringan tersebut dapat dioptimalkan. Sedangkan fast reroute adalah suatu metode yang dapat mempercepat proses perpindahan jalur, ketika jalur utama yang dilewatkan terputus. 







Multi Protocol Label Switching (MPLS) is added to accelerate the delivery of packets on the TCP/IP network protocol (Internet). MPLS uses an identification label to determine the path to be traversed by the packet. MPLS works on a layer 2.5. In addition, the MPLS network also has Traffic Engineering and Fast reroute methods. Traffic engineering is used to manipulate traffic on a network, so that all the paths on the network can be optimized.  Fast reroute is a method that can accelerate the process of finding back up path, when the main path has been disconnected. 







Jaringan MPLS dapat mempercepat proses pengiriman suatu paket. Jaringan Multi Protocol Label Switching (MPLS) menggunakan label yang berukuran tetap sebesar 32 bit, penambahan label pada paket sebagai penunjuk jalur, maka router dapat dengan cepat memutuskan paket yang akan diteruskan melewati hop yang telah ditentukan.
Pada MPLS terdapat suatu layanan yang disebut Traffic Engineering. Traffic engineering digunakan agar semua jalur pada jaringan tersebut digunakan secara optimal [4]. Pada MPLS pun terdapat metode Fast Reroute. Metode fast reroute mempercepat proses perpindahan dari jalur utama menuju jalur backup ketika jalur utama terputus. Berbeda ketika hanya menggunakan OSPF, OSPF harus menghitung kembali melalui jalur mana paket akan dilalui, sehingga akan memakan waktu lebih lama [2].

TEORI DASAR
A. 	Open Shortest Path First 
Open Shortest Path First (OSPF) merupakan sebuah routing protocol yang dikembangkan untuk jaringan Internet Protocol (IP). Dikelompokkan ke dalam bagian dari Interior Gateway Protocol (IGP) yang digunakan untuk mencari jalur terbaik agar paket sampai ke tujuan.
OSPF merupakan routing protocol berbasis link state. Link state akan membentuk tabel routing menurut perhitungan setiap router. Link state juga memberikan informasi ke semua router, sehingga setiap router bisa melihat topologinya masing-masing dan melihat jalur dengan cost terendah. Jalur dengan cost terendah berhubungan dengan bandwidth dari jalur tersebut, hal ini dikarenakan
Cost = 108 / bandwidth
Jika bandwidth pada jalur tersebut makin besar maka cost dari jalur tersebut akan rendah. Untuk mengetahui IP address dari setiap router, linkstate akan mengirim hello packet yang berguna untuk update tabel routing informasi dari setiap router. Pada tabel informasi tersebut selain terdapat IP address juga terdapat cost dari setiap jalur. Linkstate melakukan update jika ada jaringan yang mengalami kerusakan atau ada penambahan router pada jaringan [4].

B. 	MultiProtocol Label Switching 
Jaringan berbasis MultiProtocol Label Switching (MPLS) dapat mempercepat proses pengiriman suatu paket menggunakan sebuah label yang berisi jalur yang ditempuh dalam mengirimkan paket tersebut, label tersebut diletakkan di dalam paket oleh router yang berada paling ujung dari suatu jaringan yang disebut sebagai Label Edge Router (LER). LER bertugas melakukan analisis dan pengelompokan paket yang dilakukan hanya satu kali sebelum paket memasuki jaringan.
Router pertama yang menerima paket pada jaringan MPLS (ingress) akan mengirim paket ke Forwarding Equivalence Class (FEC) yaitu kumpulan paket yang akan diteruskan dengan mendapatkan perlakuan yang sama dan jalur yang sama, ketika paket tersebut memasuki jaringan MPLS. Paket yang berada pada FEC akan diberikan angka berisi 32 bit yang disebut dengan label. Router ingress memberikan label sebelum paket tersebut dikirim, sehingga ketika paket tersebut berada pada router berikutnya (hop), router tersebut hanya akan melihat label yang terdapat pada paket. Setelah semua kerja dilakukan, di ujung koneksi terdapat router egress. Router egress ini akan melepaskan label yang digunakan di jaringan internal, kemu-dian paket tersebut akan diteruskan ke jaringan eksternal [5].


Gambar 1 Jaringan dengan 
implementasi MPLS
C. 	Label Distribution Protocol 
	Label Distribution Protocol (LDP) adalah protokol yang berfungsi untuk mendistribusikan informasi yang ada pada label ke setiap LSR pada jaringan MPLS [1]. Protokol ini digunakan untuk memetakan FEC ke dalam label, untuk selanjutnya akan dipakai untuk menentukan LSP. LDP message dapat dikelompokkan menjadi:
a. 	Discovery Messages, yaitu pesan yang memberitahukan dan memelihara hubungan dengan LSR yang baru tersambung ke jaringan MPLS.
b.	Session Messages, yaitu pesan untuk membangun, memelihara dan mengakhiri sesi antara titik LDP.
c.	Advertisement Messages, yaitu pesan untuk membuat, mengubah dan menghapus pemetaan label pada jaringan MPLS.




	Perangkat keras yang digunakan merupakan enam router mikrotik RB433, satu router mikrotik CCR 1016 12G, satu router mikrotik CCR 1036 8G-2S, empat komputer, dan 12 kabel penghubung. Kemudian dihubungkan sesuai dengan topologi pada Gambar 2 dan sesuai dengan interface dan IP address pada routing table pada Tabel 1. 







Gambar 2 Topologi jaringan yang diinginkan














































B.1	 Konfigurasi OSPF dan MPLS
a.	Pengaturan IP address
IP address bertujuan untuk memberikan alamat setiap router. Command yang digunakan sama di setiap router, sesuai dengan IP address yang sudah ditentukan. Command yang digunakan adalah: 

Pada R1:





add address=10.10.3.2/24 interface=ether 5
add address=10.255.255.1/32 interface=Loopback 1

b.	Pengaturan OSPF













Konfigurasi dilakukan hanya pada router yang menjalankan MPLS saja yaitu pada router R1, R2, R3, R5. 








































d.	Pengaturan Traffic Engineering 
Traffic engineering hanya dapat berjalan di atas konfigurasi MPLS. Di sinilah TE tunnel dibuat, tunnel hanya dibuat di ingress router dan egress router. Dalam hal ini adalah router R1 dan R3. 

Konfigurasi pada R1 adalah: 
/mpls traffic-eng tunnel-path
add name=dyn use-cspf=yes
add name=tun-first-link use-cspf=no \ 
hops=10.10.1.2:strict,10.10.2.1:strict,10.10.2.2:loose 
/interface traffic-eng
add bandwidth=10Mbps name=TE-to-R3 to-address=10.255.255.3 primary-path=tun-first-link  secondary-paths=dyn record-route=yes from-address=10.255.255.1

Konfigurasi untuk router R3
/mpls traffic-eng tunnel-path
add name=dyn use-cspf=yes
add name=tun-first-link use-cspf=no hops=10.10.5.2:strict,10.10.3.1:strict,10.10.3.2:loose
 /interface traffic-eng
add bandwidth=5Mbps name=TE-to-R1 to-address=10.255.255.1 primary-path=tun-first-link \ secondary-paths=dyn record-route=yes from-address=10.255.255.3

e.	Konfigurasi Fast Reroute
Konfigurasi hanya digunakan pada router R1 dan R3

Konfigurasi R1 adalah :
/interface trafic-eng set TE-to-R3 reoptimize-interval=2s

Konfigurasi R3 adalah :
/interface trafic-eng set TE-to-R1 reoptimize-interval=2

Pada Gambar 3 dan Gambar 4 menjelaskan bahwa dengan command /interface traffic-eng> monitor 0 dapat dilihat bahwa TE tunnel yang dibuat sudah aktif.





















Pengujian simulasi akan dilakukan dengan menggunakan software jperf.exe. Jperf adalah software yang dapat digunakan untuk mengetahui performa jaringan. Sistem yang akan diuji adalah mengenai:

A.	MPLS Traffic Engineering 
Pada pengujian ini  data dikirim dari PC1 yang terhubung ke R6 melalui tunnel R1-R2-R3 menuju PC3 yang terletak pada router R8.  Hasil pengujian yaitu throughput sebesar 6 MBps dan jitter sebesar 0,02 ms dapat dilihat pada Gambar 5 dan Gambar 6. Pada saat yang bersamaan data dikirim dari PC4 yang terhubung ke R9 melalui tunnel R3-R5-R1 menuju PC2 yang terletak pada router R7. 




































B.	Metode Fast Reroute 




















Dari hasil simulasi yang telah dilakukan pada penelitian diperoleh simpulan: 
 
1.	Traffic Engineering adalah suatu layanan pada MPLS yang dapat digunakan untuk meningkatkan penggunaan jalur.
2.	Fast reroute adalah sebuah solusi untuk mempercepat proses perpindahan dari jalur utama ke jalur backup jika jalur utama terputus.
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