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INTRODUZIONE 
 
Nel corso degli ultimi anni alcune rilevanti crisi aziendali, hanno palesato la 
necessità di sviluppare efficaci ed efficienti sistemi di controllo interno in tutte le 
imprese, a maggior ragione nelle quotate, per evitare anomalie e comportamenti 
scorretti. Al centro di discussioni e cambiamenti troviamo  la corporate 
governance e nello specifico il controllo interno  concetti che, ad oggi, ricoprono 
una funzione essenziale per sostenere lo sviluppo e la gestione aziendale. Per 
controlli interni si intende l’insieme delle attività di verifica,   spettanti 
essenzialmente all’ organo di controllo e all’ organo amministrativo, e delle 
specifiche responsabilità aziendali spettanti, in particolar modo, alle funzioni: 
Compliance, Risk Management e Internal Audit. L’ estensione e la profondità 
delle verifiche  varia a seconda delle peculiarità operative e dimensionali dell’ 
impresa stessa.1 Da una parte il potenziamento dei controlli e delle norme 
potrebbe significare indubbiamente un punto di partenza al fine di gestire con 
maggior sicurezza le crisi d’impresa e per garantire le aspettative dei mercati, 
dall’ altra però si potrebbe incorrere in vincoli eccedenti ed inefficienti per le 
singole imprese. Buona parte della dottrina ritiene necessaria una 
riorganizzazione del quadro normativo, riorganizzazione che consentirebbe ai 
soggetti attivi sul mercato di muoversi in modo organizzato ed efficace, aderendo 
a principi comuni, evitando quindi svantaggiosi eccessi. Il controllo interno 
costituisce uno dei primari ambiti in cui da diverso tempo viene attuato, da parte 
delle autorità, il potere regolamentare, potere fondato su principi come prudenza 
e correttezza. Condotte prudenti e corrette dovrebbero essere difese in tutte le 
imprese, soprattutto in quelle che interessano gli interessi comuni e diffusi, come 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  1	   G. Gasparri, “I controlli interni nelle società quotate – Gli assetti della 
disciplina italiana e i problemi aperti”,pag. 3.	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ad esempio le imprese assicurative che, vista la speculare attività, hanno 
l’obiettivo di tutelare un’ amplia quantità di soggetti. Per questo nell’ ambiente 
assicurativo il controllo interno è diventato un aspetto fondamentale dell’ 
organizzazione aziendale e, allo stesso tempo uno snodo cruciale per quanto 
riguarda la responsabilità. Il controllo interno per risultare efficace deve essere 
rispettato in primis dai vertici sociali inoltre richiede importanti investimenti sia 
monetari che intellettuali ,nel senso che l’intera struttura aziendale dovrebbe 
aderire ad un codice etico comune tale da esaltare il tema del controllo in tutti i 
livelli aziendali. Con tale tesi cercheremo di trattare il tema dei controlli interni 
nelle società impostate secondo il modello tradizionale. In seguito ad un’ 
introduzione di carattere generale, volta a rendere chiara la nozione di 
“controllo”, cercheremo di analizzare rapidamente l’evoluzione storica del 
quadro giuridico di riferimento e definiremo le normative nazionali che 
analizzano la questione. Successivamente ci focalizzeremo sul concetto di 
controllo interno nel settore assicurativo con un caso pratico, infatti al termine di 
questo lavoro andremo a vedere l’attuazione e l’implementazione del sistema di 
controllo interno in Cattolica Assicurazioni.  
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L’ASSICURAZIONE E IL CONTROLLO 
 
 
1.1. Definizione e tratti distintivi 
 
Prima di trattare la problematica del sistema di controllo è opportuno definire 
e capire  chi sono e cosa fanno le imprese di assicurazione;  Il legislatore non  
le definisce in modo univoco. Sono le norme secondarie (circolari e 
provvedimenti IVASS) che, sulla base dell’interpretazione delle norme 
primarie, forniscono indicazioni più dettagliate sull’attività svolta. Facendo 
una  breve ricerca troviamo subito una prima definizione: 
 “Impresa che esercita professionalmente e in forma esclusiva l’attività 
assicurativa. L’impresa di assicurazione, grazie all’esercizio dell’attività su 
basi tecniche e al numero elevato di rischi assunti, è in grado di determinare 
con esattezza la probabilità del verificarsi di rischi determinati, ripartendone 
le conseguenze negative tra una pluralità di soggetti esposti al medesimo tipo 
di rischio. L’impresa di assicurazione incassa anticipatamente i premi dai 
clienti, li investe sui mercati finanziari ed immobiliari e trae dai premi e dai 
proventi degli investimenti le risorse per far fronte agli impegni assunti nei 
confronti degli assicurati. L’impresa di assicurazione può esercitare la propria 
attività nella forma di società per azioni, di mutua assicuratrice o di società 
cooperativa a responsabilità limitata. Le imprese di assicurazione sono 
autorizzate dall’IVASS e sottoposte alla sua vigilanza.2” 
L’impresa3 effettua la sistematica assunzione e gestione dei rischi ad essa 
trasferiti, dietro un corrispettivo monetario, rappresentato dal premio, la cui 
dimensione deriva direttamente dalla probabilità del verificarsi degli eventi ai 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  2	  Definizione presa dal sito: www.lombardovita.it 3	  Mensile	  on-­‐line:	  Panorama	  assicurativo	  dal	  sito	  internet	  di	  ANIA	  
	   9	  
quali i rischi si rapportano; essa oltre a ciò svolge, in via complementare e 
strettamente relazionata alla funzione assicurativa, una funzione di 
investimento patrimoniale (funzione di cui noi in questo lavoro non 
entreremo nel dettaglio).  
Il processo assicurativo non viene posto in essere con l’intento di evitare il 
danno che il verificarsi dell’evento può causare, piuttosto con quello di 
trasferire proprio il danno  dai soggetti che direttamente ne vengono colpiti 
alla collettività esposta al medesimo rischio, secondo il principio 
mutualistico, così che il relativo costo possa essere distribuito sulla massa 
degli assicurati. Il rischio per essere assicurabile deve: coinvolgere un 
numero sufficientemente grande di unità, poter causare un danno limitato, 
deve generarsi non per volontà dell’assicurato, avere probabilità di 
accadimento congetturabile, avere indice di correlazione tra unità assicurate 
non particolarmente elevato, infine la probabilità di accadimento per unità di 
tempo deve essere significativamente inferiore all’ unità4 , poiché eventi che 
si ripropongono più volte durante l’intervallo assicurato potrebbero 
comportare un premio eccessivo non giustificabile con il ricorso all’ 
assicurazione. 
Il business assicurativo presenta due caratteristiche che lo rendono unico e 
specifico; questo comporta che soluzioni in termini di organizzazione 
societaria e quindi  anche di controllo interno vincenti per altri settori 
d’attività non possano essere  replicati sulle imprese assicurative. Le 
specificità tipiche sono l’inversione del ciclo finanziario e l’inversione del 
ciclo economico5.  
Con la prima si intende  la propensione della compagnia  ad avere prima le 
entrate monetarie e successivamente le uscite; questo beneficio presente 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  4	  Molinaro L. (1970), tecnica attuariale delle assicurazioni contro i Danni, 
Università degli Studi di Roma, p.10 
 
5	  Parretta. E, Controllo Interno e Assicurazioni, Franco Angeli, pag. 12 
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anche in altri tipi di società  non è lontanamente comparabile per impatto e 
portata all’impresa assicuratrice.  
Le società della grande distribuzione, solitamente, traggono beneficio 
dall’inversione del ciclo finanziario, ottenendo dilazioni notevoli nei 
pagamenti dei propri fornitori e godendo del pagamento “immediato” dei 
consumatori. Anche se questa situazione incide sul conto economico della 
società in questione, si capisce che questo fatto è frutto di elementi 
contrattuali e non strutturali, in ogni caso ha un periodo massimo di pochi 
mesi, a seconda della società  in oggetto.                                   
Differente è invece il discorso per le Banche, infatti l’inversione , nel 
business tipico può definirsi strutturale: infatti la banca prima riceve i soldi 
dai correntisti e depositari, successivamente procede al finanziamento delle 
somme ricevute. Questo fenomeno anche se di impatto e importanza elevata 
non è però minimamente comparabile con il mondo assicurativo. 
Il mercato assicurativo è inoltre caratterizzato dall’ inversione del ciclo 
economico, tipica di questo mercato e non comparabile alle altre attività .Le 
operazioni assicurative sono caratterizzate da un rapporto finanziario atipico 
in cui a fronte di una o più prestazioni dell’assicurato si individua, al 
verificarsi dell’evento aleatorio previsto contrattualmente e in tempi 
successivi, un onere monetario da parte della compagnia. Solamente nel 
mercato assicurativo si vede un esborso del cliente che è anticipato e di 
natura certa ed invece un esborso dell’azienda che è aleatorio e posticipato. 
Per spiegare meglio, il bene che la compagnia  vende all’ assicurato è la 
copertura dalle conseguenze economiche del rischio previsto 
contrattualmente. Se successivamente alla sottoscrizione del contratto il 
rischio si concretizza in un pagamento o meno, questo non toglie nulla al 
fatto che la compagnia abbia rispettato gli obblighi contrattuali. Comunque a 
parte questo chiarimento sulla prestazione, il pagamento ovvero il costo per l’ 
assicuratore è un evento aleatorio; quindi l’inversione del ciclo economico 
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colloca la  compagnia in una singolare condizione di avere i ricavi tipici 
dell’attività in questione certi ed i costi caratteristici incerti; tale fattore anche 
se moderato a livello di portafoglio complessivo, secondo la legge dei grandi 
numeri, rende il mercato assicurativo completamente esclusivo. Questo 
elemento distintivo dovrebbe comportare un’ attenzione particolare al 
controllo ed in particolare ,come cercheremo di  spiegare in questo lavoro, al 
controllo interno. Certo è che queste due peculiarità sono inscindibilmente 
connesse: l’inversione del ciclo finanziario  deriva direttamente dall’esigenza 
di far coincidere alla certezza del ricavo l’effettivo incasso del premio.  
L’inversione dei cicli caratteristici per quello che sono costi tecnici e ricavi 
provoca un’influenza notevole su tutti i costi, anche non tecnici, come ad 
esempio le spese generali. Tutti i costi caratteristici delle compagnie, dalle 
spese di cancelleria agli affitti degli edifici dagli affitti per lo svolgimento 
dell’ attività in esame, sono di carattere evidente, ma non appena  si entra 
nell’ ambito assicurativo un processo di stima ex-ante assume un ancor’ più 
marcata rilevanza. Infatti se la compagnia vorrà rovesciare queste spese sul 
cliente finale dovrà caricarle sul costo della polizza al momento dell’ingresso 
del cliente nel complesso degli assicurati, con effetto che queste spese 
dovranno essere stimate in anticipo. Questa esigenza ha impatti importanti 
nella gestione assicurativa, in particolare nel ramo vita6, in cui il costo della 
gestione della polizza deve essere calcolato e addebitato all’ assicurato nel 
momento di sottoscrizione della polizza .La stima del costo di questi contratti 
(normalmente molto lunghi) non è affatto semplice. Questa stima, a parte in 
casi eccezionali in cui si è andati verso il fallimento delle compagnie 
assicuratrici , non si è mai rilevata manifestamente errata , semplicemente 
perché in passato, con margini significativi non è mai stata rappresentata 
come reale problematica. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  6	  	  Segal D. (2000), “An economic analysis of life Insurance Companies 
Expenses”, p.2.	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Abbiamo detto che le principali caratteristiche del business assicurativo sono 
l’inversione del ciclo economico e di quello finanziario. Esistono però altre 
peculiarità che necessitano un approfondimento visto, come vedremo in 
seguito, le conseguenze che portano sul sistema di controllo interno.  
Per primo  gli elementi della rete di vendita. Le polizze possono essere 
collocate da parte della compagnia direttamente con gli assicurati, attraverso 
dipendenti della compagnia ad esempio, oppure servendosi di terzi. La 
modalità di collocamento più diffusa è senza dubbio quella indiretta in primis 
perché avvalendosi di un intermediario, cui vengono assegnati compensi 
correlati a premi incassati, permette alla compagnia di avere nella voce costi 
di acquisizione principalmente costi variabili, trascurando i costi fissi  la 
compagnia che si avvale di un intermediario è sicuramente avvantaggiata. Un 
secondo incentivo  è dato dal fatto che non  essendoci un compenso fisso ai 
venditori si incentiva allo sviluppo e alla crescita il canale indiretto. Grazie a 
questo è stato possibile la creazione di reti capillari capaci di distribuirsi in 
tutto il territorio  facendo risparmiare le risorse necessarie alla creazione di 
punti vendita gestiti direttamente dalle compagnie assicuratrici. Inoltre questi 
elementi hanno permesso lo sviluppo degli accordi tra assicurazioni e banche 
che, nell’ambito delle partecipazioni reciproche, hanno distinto il mercato 
assicurativo degli ultimi anni, specialmente nel ramo vita. 
Dall’altra parte però la scelta di servirsi di un intermediario ha evidenziato il 
problema della vigilanza sull’operatività di quest’ultimo, in particolar modo 
facciamo riferimento alla gestione del denaro. Solitamente la raccolta del 
corrispettivo dal cliente viene effettuata dall’ intermediario, il quale rilascia 
un documento a fronte dell’impegno da parte della compagnia, solamente in 
un momento successivo  provvede a versare la somma, al netto delle 
commissioni previste  all’ impresa assicuratrice. Pertanto appare piuttosto 
evidente il fatto che la compagnia incorra in differenti rischi da governare, in 
particolare: 
	   13	  
• rischio di incasso, associato al fatto che l’intermediario potrebbe 
dichiarare gli incassi in ritardo, questo potrebbe ripercuotersi sul beneficio 
derivante dall’ inversione del ciclo finanziario, beneficio su cui si fonda l 
peculiarità della compagnia 
• rischio assicurativo, collegato alla copertura che viene riconosciuta dall’ 
intermediario e che potrebbe andare oltre la previsione della politica 
assunta dall’ impresa 
• rischio di credito, dato dall’ ammontare complessivo da ricevere, è 
correlato alla possibilità che l’intermediario si impossessi del denaro e che 
di conseguenza non sia più possibile l’incasso da parte della compagnia, 
che resterà comunque debitrice  verso il cliente in buonafede 
• insieme di rischi operativi, che vanno dal rischio reputazionale  fino al 
mancato rispetto da parte del punto vendita delle normative presenti di cui 
potrebbe rispondere la compagnia nel suo complesso 
L’effetto e la probabilità del rischio sopra descritto varia a seconda degli affari 
gestiti e del tipo di canale scelto dalla compagnia, ad esempio, le controparti 
come istituti bancari o simili, rendono sostanzialmente nullo il rischio di credito. 
Detto questo, la compagnia dovrà adottare un sistema di controllo capace di 
identificare e minimizzare le aree soggette a maggiori rischi.  
 
1.2. Controllo e assicurazione 
 
Come viene visto l’attività assicurativa dal consumatore?  
Secondo le ricerche, le assicurazioni risultano tra le imprese  meno apprezzate 
dal cittadino comune. Perché?  Sono stati  identificati le ragioni fondamentali di 
questo “humus” non positivo: 
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 in primis facendo riferimento alle polizze Rca, il consumatore vista 
l’obbligatorietà,  percepisce  la quota da versare come una sorta di tassazione e 
gli aumenti tariffati che hanno caratterizzato questa tipologia di polizza, non 
hanno certo favorito l’opinione sulle compagnie.  
Una seconda ragione è riconducibile al lavoro impreciso da parte della 
compagnia o di chi opera per essa; spesso i consumatori si trovano clausole poco 
chiare, dilazioni nel pagamento che vanno oltre il termine prestabilito, questi 
sono solo alcuni esempi che portano un atteggiamento avverso nei confronti della 
compagnia.  
The last but not least, gli aspetti meramente psicologici e soggettivi. I momenti in 
cui si trova un rapporto diretto tra consumatore e assicuratore sono 
essenzialmente due:  quando si verifica il sinistro  e quando si ha il pagamento 
del premio concordato, nel momento del pagamento del premio, ovviamente il 
cittadino è costretto a pagare qualcosa imposto dalla legge e di natura non certa, 
per questo non sempre l’ approccio è positivo. Quando avviene il sinistro molto 
spesso le persone non rimangono soddisfatte dell’ entità del risarcimento, 
secondo quanto dimostrato da diversi studi le persone tendono a sovrastimare il 
bene assicurato e quindi un risarcimento anche tecnicamente corretto non le 
appaga completamente. Comunque per le diverse ragioni sopra esposte, le 
compagnie assicurative devono tenere conto di pregiudizi  non sottovalutabili da 
parte del consumatore, pregiudizi che potrebbero trasformarsi in lamentele o 
frodi, rilevanza fondamentale assume così il sistema di controllo adottato da 
quest’ultime. Le compagnie basano la propria esistenza sul fatto che i costi 
effettivi, successivi ai ricavi non superino quanto previsto dalle stesse poichè 
questo potrebbe esporle a seri problemi di continuità aziendale e mettere a rischio 
l’attività svolta. Quello di prevedere i costi è un problema comune anche alle 
imprese che svolgono altre attività è però  evidente che le particolarità del mondo 
assicurativo diano un peso differente a determinati aspetti.  
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Una prima riflessione è legata all’inversione del ciclo economico , che nel 
mondo assicurativo lascia al management ampie libertà  di mettere in pratica 
operazioni e condotte idonee al sostegno degli azionisti a svantaggio degli altri 
stakeholder. A causa di queste libertà il rischio d’ impresa potrebbe espandersi si 
porterebbero  risorse dei creditori, in capo a chi possiede azioni. Questo come è 
logico comporta uno svantaggio per chi ha interessi nella compagnia: in caso di 
tendenza del mercato  avversa, il rischio dei creditori di vedersi restituite le 
proprie somme  aumenta, mentre il rischio per gli azionisti non cambia, data la 
responsabilità limitata che hanno nel capitale investito, invece in caso di 
tendenza favorevole, i creditori non noteranno alcuna differenza sul proprio 
credito, differenza che al contrario andrà ad ampliare il profitto degli azionisti. 
Tale rischio, presente in qualsiasi impresa si fa più rilevante nelle assicurazioni 
vista la grande libertà di definire strategie di rischio tese alla massimizzazione 
degli utili di breve periodo a discapito della redditività di medio lungo termine7.  
Una seconda considerazione è riguardante l’ enorme possibilità finanziaria , data 
dall’ inversione del ciclo finanziario dell’ impresa di assicurazione. Questa 
possibilità finanziaria rende di facile evidenza l’importanza assunta dal controllo, 
al fine di evitare azioni fraudolente, esponendo l’impresa a problemi di going 
concern. Tale esigenza viene parzialmente alleviata dalla presenza di un autorità 
di vigilanza esterna ed indipendente, oltre che dai vincoli normativi imposti sugli 
investimenti effettuati dall’impresa a fronte dei premi ottenuti dalla clientela. 
In questo specifico contesto, la necessità di realizzare un sistema di controllo 
interno efficace ed efficiente è evidente; questa necessità, parlando del mondo 
assicurativo italiano, è stata accertata in modo non adeguato alle attese, sia 
perché le regole dell’ autorità di vigilanza in termini di tempi di attuazione sono 
sempre state successive rispetto alle altre autorità finanziarie, sia perché proprio 
nelle compagnie si è sentita prima di tutto l’esigenza principale di redditività, 
occultando altre necessità in quei momenti più importanti. L’ IVASS  anche se 
ha manifestato un notevole impegno verso molti aspetti relativi alla governance, 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
7	  Parretta. E, Controllo Interno e Assicurazioni, Franco Angeli, pag. 19	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come ad esempio, elementi di solvibilità,  elementi relativi al bilancio, gestione 
tecnica e finanziaria, solo nel marzo 1999, successivamente alle disposizioni di 
Banca d’Italia, ha emanato una circolare relativa al sistema di controllo interno. 
Nel prossimo paragrafo andremo a tracciare l’ evoluzione storica che ha 
riguardato il  controllo interno nella sua essenza8. 
 
1.3. Evoluzione storica dei controlli interni 
 
Con  questo paragrafo tratteremo  il concetto di controllo interno, concetto nato 
nel ventesimo secolo negli Stati Uniti, e delle graduali modifiche  e 
miglioramenti effettuati su di esso, fino ad assumere l’attuale accezione.  
Nel 1930  l’unico controllo di cui si parlava era relativo alla revisione contabile; 
poichè lo sviluppo delle dimensioni di diverse imprese del settore aveva reso 
inevitabile l’attuazione di verifiche soprattutto sull’ accuratezza e veridicità dei 
documenti contabili assoggettati a revisione.  
Nonostante questo, alla fine degli anni ’50, venne a galla l’esigenza di una 
definizione di controllo interno molto più articolata ed estesa che superasse i 
meri aspetti  contabili,  per questo, con lo “Statement on Auditing Procedure n° 
29” presentato dal “Committee on Auditing Procedure – American Institute of 
Certified Public Accountants”, per la prima volta si differenziò tra controlli 
contabili, attinenti alla verifica sull’operatività delle scelte aziendali, e controlli 
amministrativi9.  
Negli anni ’70, ci fu un perfezionamento della nozione venne in ulteriori 
“Statement” che, non divergendo molto dalla distinzione fatta in precedenza, 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
8	  Parretta. E, Controllo Interno e Assicurazioni, Franco Angeli, pag. 19	  9	  Cfr. G. Gasparri, op. cit., pag. 15.  
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diedero un ulteriore definizione di controllo, ovvero, un sistema di 
documentazioni  e procedure riguardanti la salvaguardia dei beni presenti in 
azienda, le decisioni autorizzative degli amministratori, l’attendibilità dei 
documenti contabili 10. Durante la metà degli anni ’80 negli Stati Uniti  ci fu una 
moltiplicazione di procedure fallimentari causate dalle notevoli frodi e 
comportamenti irregolari  all’ interno delle aziende; per questo nel 1987 venne 
pubblicato uno studio sulle frodi contabili, sul falso in bilancio e sulle false 
comunicazioni sociali (noto come Treadway Report).  
Attraverso tale elaborato si ribadì una nuova chiave di lettura del fenomeno e si 
cominciò a trattare il controllo come  un processo il cui cardine operativo veniva 
determinato nell’identificazione e nella mappatura dei rischi. Si cominciò quindi 
a cercare, all’interno delle imprese, un’ opportuna area operativa dedicata al risk 
management, finalizzata, da un lato, alla determinazione ex ante delle aree 
aziendali esposte in maggior misura al rischio e, dall’ altro, all’attuazione di 
miglioramenti per irrobustire le aree più “deboli”. Nella relazione in aggiunta si 
avvertì l’importanza della realizzazione di un appropriato ambiente di controllo 
in cui venissero normalmente riconosciuti dei codici di comportamento e dove 
venisse compresa la necessità dell’ esistenza di una funzione di revisione interna 
competente ed obiettiva. 
L’esigenza, riconosciuta dalle medesime imprese, di potenziare un modello 
comune di controllo interno, guidò alla realizzazione, verso la fine degli anni ’80, 
di un gruppo di lavoro definito Committee of Sponsoring Organizations of the 
Treadway Commission (CoSO). Nel 1992, attraverso la pubblicazione di un 
rapporto intitolato “Internal Control: Integrated Framework” (conosciuto più 
comunemente come CoSO Report), si proseguì l’impegno preso con la 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  9Per approfondire il tema si rimanda a G. Gasparri, “I controlli interni nelle 
società quotate – Gli assetti della disciplina italiana e i problemi aperti”, in 
Quaderni Giuridici Consob, n. 4, 2013, pag. 14/20.  	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definizione di un modello di riferimento per il management aziendale11. Il 
Report, elaborato alla pari di un manuale operativo, aveva la funzione di 
supportare la dirigenza aziendale nella preparazione delle attività di controllo e 
fornire adeguati delucidazioni sui concetti  fino a quel momento sconosciuti al 
funzionamento aziendale.  
Nel  framework originario il sistema di controllo interno  veniva definito come 
“un insieme di meccanismi, procedure e strumenti predisposti dalla direzione per 
assicurare il conseguimento degli obiettivi aziendali” e si precisava che, ogni 
obiettivo  definito dall’azienda, se non cercato, può portare l’impresa a 
manifestazioni di distruzioni di valore o perdite economiche. Perciò 
l’introduzione, lo sviluppo, e la revisione del sistema di controllo interno si 
motivava in rapporto al fatto che esso consentiva la minimizzazione, ove 
economicamente vantaggioso, il rischio di perdita dovuto al parziale o fallito 
conseguimento degli obiettivi di economicità, attendibilità e conformità.  
Il framework divenne in pochi anni uno dei modelli più conosciuti al mondo e 
costituì per numerosi Paesi uno schema di riferimento per l’ organizzazione di 
Codici di Autodisciplina e per  l’identificazione di best practices a cui adeguare 
la propria attività. All’ inizio del secondo millennio, di nuovo negli Stati Uniti, 
vennero portati alla luce studi aggiuntivi riguardanti il  financial reporting ad 
opera del SEC - US Securities and Exchange Commission.  
Un  trattato più moderno, presentato nel 2004 sempre a cura del CoSO, ha 
collaborato ad integrare la nozione di controllo interno in quella più ampia di 
“gestione dei rischi” supponendo un nuovo modello di valutazione: si tratta del 
rapporto intitolato “Enterprise Risk Management - Integrated Framework”, 
meglio conosciuto come CoSO Report II.  
Il metodo  ERM12 scelse una politica di valutazione totalmente differente dalle 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
11	  Cfr. G. Gasparri, op. cit., pag. 16.	  12	  M. Faggion, “Schema conclusivo sul Sistema di Controllo Interno”, pag. 4.	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precedenti e attestò che gli eventi di natura incerta possono costituire un rischio 
per l’impresa e, al tempo stesso, se adeguatamente regolati, anche un’ occasione  
per la creazione di valore. Se si considera questa nuova prospettiva allora, 
l’attendibilità dei controlli comporta una variazione, sia minore che maggiore 
nella vulnerabilità aziendale, ma tenendo a mente che, per essere 
economicamente efficienti, è necessario collegare ogni singolo obiettivo 
aziendale con una serie adeguata di controlli, i quali, secondo una prudente 
analisi costi-benefici, non possono e non devono risultare eccessivi. Grazie a 
questa concezione innovativa si arrivò a stabilire che, un opportuno sistema 
integrato “rischi-controlli”, può costituire una sfida a cui il management deve 
rispondere definendo una serie di politiche volte alla massimizzazione del valore 
tramite un’ adeguata gestione dei rischi.  
La definizione di sistema di controllo interno si è quindi sviluppata verso una 
visione del controllo come di uno strumento di gestione integrata del rischio 
d’impresa, a protezione del patrimonio aziendale e di creazione di valore per tutti 
gli stakeholder. Dalla definizione fornita nel Report, tocca al consiglio di 
amministrazione definire convenientemente l’attività di controllo dei rischi 
attraverso un esame coerente con le  strategie aziendali pianificate e con il “risk 
appetite” dell’impresa13.  
Il metodo utilizzato in sede di preparazione e valutazione dei controlli interni si 
incentrò su una concezione principle-based, ovvero sulla redazione di discipline 
che lasciassero un estesa autonomia alle imprese. Tale approccio ispirò 
fortemente l’impostazione dei Codici di Autodisciplina, tra cui il Codice di 
Autodisciplina di Borsa Italiana con la revisione del 2011.  
Per completezza è necessario ricordare che, per le società quotate che utilizzano 
il framework del CoSo del 1992 come riferimento per il controllo interno, dal 15 
Dicembre 2014 è diventato obbligatorio utilizzare la versione aggiornata 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  13	  Cfr. G. Gasparri, op. cit., pag. 16.  
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dell’Internal Control Integrated Framework (CoSo III14) diffusa nel maggio 
2013 dal Committee of Sponsoring Organizations of the Treadway Commission. 
In quest’ultimo lavoro vengono esplicitamente definiti 17 principi, impliciti nel 
precedente framework, su cui fare riferimento per constatare se si sono 
adeguatamente raggiunti gli obiettivi tracciati nel Report e per valutare 
l’adattabilità del sistema di controllo rispetto ai mutamentinel business. Viene 
specificato che per un valido funzionamento del controllo interno servirebbe 
implementare i 17 principi specialmente nelle aree di maggior debolezza della 
società. Tali principi spaziano dalla richiesta di creare un ambiente di controllo 
con mani- festato rispetto per valori etici ed integrità morale alla necessità di 
individuare e valutare i rischi, tra cui particolare attenzione viene riservata al 
rischio di frode, viene poi ribadita l’importanza dell’agire informato e della 
fondamentale professionalità ed indipendenza dei “controllori” interni alla 
società.  
A termine di questo rapido excursus sullo sviluppo storico che riguardo il 
concetto dei controlli interni, si riscontra che il corrispondente concetto ha 
cessato di essere compreso sullo steso livello del mero adempimento per 
attribuire man mano un ruolo determinante nelle decisioni di business, nelle 
decisioni organizzative, nella predisposizione del tessuto aziendale e nella 
individuazione delle strategie da intraprendere per raggiungere obiettivi di 
attendibilità, conformità e economicità15.  
 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  14 Per approfondire si veda l’articolo di P. Barbieri, “Arriva il Coso III: 
istruzioni per l’uso.”, in Rivista dell’Associazione Italiana Internal Auditors, n. 
1, 2014, pag. 32.  	  15 Cfr. G. Gasparri, op. cit., pag. 20.  
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 Nel panorama nazionale  ed europeo16  
 
Nei paragrafi trattati in precedenza abbiamo capito che il sistema dei controlli 
interni rappresenta un elemento fondamentale dell’articolazione del potere 
d’impresa, una sezione procedurale degli assetti organizzativi e un aspetto 
fondamentale nella determinazione delle responsabilità degli attori in esso 
implicati.  
L’obbligatorietà del sistema dei controlli interni deve essere accettato come 
principio di diritto societario poichè, con la riforma del 2003, i principi di 
corretta amministrazione sono stati innalzati a clausola generale di 
comportamento degli amministratori17. Questo dimostra che il rispetto delle 
regole di buona amministrazione è attualmente norma di diritto comune e di 
conseguenza, nell’ occasione in cui gli amministratori sono appellati a sostenere 
l’adeguatezza della struttura organizzativa della società, oltre che la verifica  del 
sistema dei controlli interni e della sua adeguatezza rispetto alla tipologia, alle 
dimensioni dell’impresa ed alla complessità e che il sistema sia adeguatamente 
inserito all’interno dell’organigramma aziendale.  
Come mostrato nei precedenti paragrafi, attualmente, il concetto di controllo si 
può scindere per analizzarlo sotto numerosi aspetti: controllo di correttezza, 
controllo di legalità, controllo di merito , controllo di efficacia ed efficienza. Il 
controllo di conseguenza non deve essere interpretato come una banale verifica 
ex post,  deve essere invece considerato un elemento fondamentale dell’esercizio 
d’impresa. Non deve essere visto come un elemento esterno alla funzione 
gestoria, ma come un elemento caratteristico la cui presenza  non deve essere 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
16 Per approfondire il tema si rimanda a G. Gasparri, “I controlli interni nelle 
società quotate – Gli assetti della disciplina italiana e i problemi aperti”, in 
Quaderni Giuridici Consob, n. 4, 2013, pag. 21-28.  
17 Cfr. P. Montalenti, “Il sistema dei controlli interni nel settore assicurativo”, 
cit., pag. 196.	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vista come un obbligo ma come un’opportunità per la creazione di valore 
aggiunto18.  
Per concludere dobbiamo definire la differenza tra controllo e vigilanza, poiché 
molto spesso i due concetti propendono a coesistere sebbene riguardano funzioni 
differenti. Discutendo di controllo, si vuole riferirci ad una attività di convalida 
diretta e diffusa, mentre per vigilanza si intende richiamare un’attività di 
supervisione generale ed indiretta. 
 
 
 
 
 
 
 
 
 
 
 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  18	  Cfr. P. Montalenti, op. cit., pag. 200.  	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IL SISTEMA DI CONTROLLO INTERNO 
 
2.1. Il sistema di controllo interno 
 
Il concetto “sistema di controllo interno” è già stato citato molteplici volte in 
questo lavoro, sempre riferendosi a tale concetto come il mezzo più efficiente per 
la protezione dalle frodi societarie, senza però definire né in cosa sia fatto 
realmente, né quali siano veramente la sua potenzialità e il suo funzionamento. 
La finalità di questo secondo capitolo è proprio quella di esaminare nel 
particolare le componenti di questo sistema, gli impieghi che la società ne può 
fare e i vantaggi che ne trarrebbe da una corretta utilizzazione, specialmente in 
termini di efficienza nella prevenzione di qualunque attività fraudolenta. Questo 
tema si mostra però di non facile illustrazione nella realtà del nostro Paese poichè 
non possediamo una definizione univoca e definitiva del tema di sistema di 
controllo da cui potremmo iniziare per costruire un modello di riferimento. Il 
concetto “controllo interno” si dimostra, difatti, ancora oggi con molteplici 
significati anche discordanti tra loro a seconda dell’ambito a cui ci si rapporta. 
Per esempio nel settore pubblico il controllo interno consiste essenzialmente 
nelle attività di analisi fatte da un soggetto che, pur non facendo parte dell’ente 
verificato, opera tuttavia nei confini dello stesso. Solitamente in questo tipo di 
settore l’obiettivo principale dei controlli interni risulta unicamente essere la 
verifica del rispetto delle numerose norme contrattuali, regolamentari e 
legislative. Viceversa, all’interno dell’ambito finanziario, per merito delle 
richieste fatte dalla Banca d’Italia, si va sempre più definendo una descrizione 
specifica di sistema di controllo interno. Le varie disposizioni di vigilanza per gli 
istituti bancari stabiliscono infatti agli enti creditizi non soltanto l’osservanza di 
determinati requisiti patrimoniali ma anche l’uso di sistemi ed altri strumenti di 
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controllo volti ad assicurare un’ appropriato governo dei rischi di mercato. Non 
possiamo invece discutere di un ugualmente definita visione e definizione di 
controllo interno per quanto riguarda il settore privato, dove, un pò anche per 
effetto di questa assenza, numerose società non hanno ancora posto il problema 
di realizzare una struttura appropriata ed adeguata alle loro necessità e non si 
sono neanche domandate su quale possa essere la funzionalità di un tale sistema. 
Per la maggior parte di loro il concetto controllo rappresenta ancora la sola idea 
di controllo ispettivo o di pura rilevazione contabile. Le società che, viceversa, 
hanno iniziato ad occuparsi della questione, si sono trovate “in casa” il problema 
di non avere un appropriato supporto per la realizzazione vera e propria del 
sistema. Nel nostro Paese, infatti, non esiste un modello di riferimento da cui 
prendere spunto per la realizzazione e lo sviluppo della struttura di controllo ed è 
per questo che risulta indispensabile fare dei richiami alla letteratura e alla 
legislazione d’oltreoceano. Negli USA, difatti, la nozione di sistema di controllo 
interno è già stato affrontata e identificata da anni da parte del Committee of 
Sponsoring Organizations of the Treadway Commission (CoSo) che nel 1992, 
dopo vari e soprattutto rilevanti scandali accaduti negli anni ‘80, ha pubblicato il 
CoSO Report: Internal Control :An Integrated Framework, come già detto, un 
documento con l’obiettivo di attribuire sia una definizione comune a tutti di 
controllo interno, sia uno standard di riferimento mediante il quale le società e 
ogni altra forma di organizzazione possano analizzare e sviluppare i loro sistemi 
di controllo. Mediante questa pubblicazione, la Commissione intendeva proprio 
aumentare la qualità dei report finanziari delle società attraverso una superiore 
attenzione sul controllo interno, sul corporate management e sugli standard etici. 
Il CoSO Report risulta essere di così rilevante importanza a livello globale e non 
solo, poiché rappresenta il solo esempio di letteratura che ha tentato di definire 
uno standard di sistema di controllo interno, ma in particolar modo in quanto il 
modello da lui definito è stato approvato dalla Securities and Exchange 
Commission (SEC) come best practice di riferimento per creare un’appropriata 
19architettura dei sistemi di controllo interno e per adeguarsi pure alle previsioni 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  18 La Sarbanes-Oxley Act, è una legge federale emanata nel luglio 2002 dal 
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della Sarbanes-Oxley Act del 2002. Questo riconoscimento ufficiale, dopo il 
quale ne sono susseguiti molti altri come ad esempio, a metà degli anni Novanta, 
quello dell’Istituto Monetario Europeo (ora Banca Centrale Europea) che ha 
individuato il Report come riferimento per i sistemi di controllo da introdurre 
negli istituti bancari, ha raffigurato perciò tale Framework come il punto di 
partenza di qualunque società, incluse quelle italiane, vincolate nello sviluppo di 
una struttura interna di controllo. Prima di affrontare però più nello specifico il 
modello presentato dal CoSO Report, dobbiamo dare una definizione con 
valenza generale il concetto di sistema di controllo interno. Con questa 
espressione intendiamo un processo, sviluppato dal Consiglio di 
Amministrazione, dai dirigenti e da altri operatori della struttura aziendale, 
attuato per dare una ragionevole certezza (con termini anglosassoni reasonable 
assurance)  riguardante il raggiungimento degli obiettivi identificati nelle 
seguenti categorie:  
· Corrispondenza alle leggi e ai regolamenti in vigore a cui è sottoposta la 
società.   
·  Efficienza ed efficacia delle varie attività operative, in cui vengono inclusi 
gli obiettivi di base di un’azienda come ad esempio quelli protezione delle 
risorse, di performance e di redditività;   
 ·  Affidabilità delle informazioni di bilancio, da una parte in termini di 
preparazione e dall’altra in termini pubblicazione dello stesso; 
   Sulla base di tale spiegazione è possibile fare diverse riflessioni: in primis è 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
governo degli Stati Uniti a seguito di diversi scandali contabili che hanno 
coinvolto importanti aziende americane come la società di revisione Arthur 
Andersen, WorldCom, Tyco International ed Enron. La legge vuole rendere più 
efficiente la corporate governance e assicurare la trasparenza dei dati e delle 
scritture contabili, aumentando la pena in casi di falso in bilancio o altre frodi. 
Il provvedimento aumenta anche la responsabilità degli auditor all'atto della 
revisione contabile.  	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fondamentale evidenziare come il sistema di controllo interno sia un 
processo, un mezzo volto al raggiungimento di un fine, non un fine di per se 
stesso. Non diviene perciò un procedimento scollegato, un procedimento 
unica e irripetibile, ma include tutto un insieme di atti che riguardano la 
complessiva attività aziendale e che si incrociano tra i vari processi principali 
di monitoraggio, pianificazione ed esecuzione. Questo sistema infatti realizza 
il massimo della sua efficacia nel momento in cui è inserito nella struttura di 
un’organizzazione e diviene parte della sua cultura aziendale. Il sistema, in 
aggiunta, non è formato solamente da manuali e da documenti, ma da 
soggetti che si posizionano a qualunque livello gerarchico di una società e 
non solo in posizione di vertice. Questo concetto di sistema di controllo 
interno descrive anche come il management e il Consiglio di 
Amministrazione possano attendersi dalla struttura dei controlli solamente 
una sicurezza ragionevole, non suprema, riguardo il raggiungimento dei vari 
obiettivi; quindi, per quanto un sistema di controllo interno sia ampiamente 
strutturato e sviluppato, non assicurerà mai la totale certezza, poichè 
comunque risulterebbe viziato da ostacoli che sono insiti in qualunque tipo di 
sistema, come ad esempio disfunzioni causate da omissioni umane o elusione 
dei controlli da parte di uno o più persone. Il sistema di controllo interno, 
nello specifico il modello di base tracciato dal CoSO Report del 1992, è 
formato da cinque componenti strettamente correlati tra di loro. Anche se 
queste componenti possano attuarsi sia in piccole, sia in medie che in grandi 
imprese, il loro raggiungimento potrà essere differente a seconda della 
dimensione della società, che influirà perciò sulla strutturazione delle singole 
parti del sistema. Il sistema, tuttavia,  trascurando la realtà aziendale che lo 
attua e sviluppa, dovrebbe essere formato, secondo il modello presentato dal 
CoSO Report, dalle seguenti componenti (PricewaterhouseCoopers, 2006):   
 
1. L’ambiente di controllo, costituito dai seguenti fattori:  
  ·  La struttura organizzativa;. 
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  ·  Assegnazione delle responsabilità e dei poteri;  
  ·  il Consiglio di Amministrazione;   
  ·  Lo stile e la filosofia aziendale; 
  ·  Politiche e prassi concernenti le risorse umane.   
  ·  Valori etici e integrità;   
  ·  Il valore della competenza;   
 
   
2. La valutazione del rischio, costituita dai seguenti elementi:   
  ·  L’esame e la valutazione dei rischi;   
  ·  Obiettivi generali dell’impresa;   
  ·  La gestione dei mutamenti, 
  ·   Obiettivi peculiari di ogni attività;   
  
3. Le attività di controllo, sono formate da:   
  ·  La sicurezza;   
  ·  Le politiche e procedure, come la corretta autorizzazione e registrazione 
delle operazioni o la separazione dei compiti;   
 
  ·  La continuità aziendale;    
  ·  Attività di outsourcing; 
  ·   Attuazione delle strategie pianificate per rispondere ai mutamenti.  
 
 4. L’informazione e la comunicazione, riguardanti in maniera particolare:   
  · L’efficienza della comunicazione  
  · La qualità delle informazioni; 
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5. Il monitoraggio, formato da:   
  ·  Segnalazioni di errori o disfunzioni;     
  ·  Un monitoraggio continuo;  
  ·  Valutazioni regolari e periodiche.  
 
 
 
fig. 2.1 – Il sistema di controllo interno esposto nel CoSO Report del 1992.  
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2.2. Componenti del sistema di controllo interno 
Ambiente di controllo 
 
Una delle componenti essenziali della cultura di un organizzazione è senza 
dubbio l’ ambiente di controllo. L’ambiente di controllo è l’insieme di standard, 
processi e strutture che forniscono la base per la realizzazione di un sistema di 
controllo interno in tutta l’organizzazione. Il consiglio di Amministrazione e i 
vertici aziendali stabiliscono il “tone at the top” con riferimento all’importanza 
del controllo interno, inclusi gli standard di comportamento attesi. L’ambiente di 
controllo riguarda l’integrità e i valori etici dell’organizzazione20, i parametri che 
consentono al Consiglio di Amministrazione di sviluppare le proprie 
responsabilità di supervisione, la struttura organizzativa , l’assegnazione di poteri 
e responsabilità, il processo di attrarre, formare e trattenere persone competenti; 
l’attenzione nel definire misure di performance, incentivi e premi per 
responsabilizzare il personale nel raggiungimento degli obiettivi. Per questo 
l’ambiente di controllo ha un impatto pervasivo su tutto il sistema di controllo 
interno. Nel dimostrare un commitment verso l’integrità e i valori etici si deve 
prestare attenzione ai seguenti punti: 
• Impostare il tone at the top: il Consiglio di Amministrazione e il 
management, a tutti i livelli, dimostrano attraverso direttive, azioni e 
comportamenti, l’importanza dell’integrità e dei valori etici a sostegno del 
funzionamento del sistema di controllo interno21 
• Stabilire gli standard di condotta: le aspettative del Cda e dei vertici 
aziendali circa l’integrità e i valori etici sono riflesse in standard di 
condotta e condivise a tutti i livelli dell’organizzazione e con i fornitori di 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
20 Nitoglia L. (2002), “ L’ambiente di controllo secondo il CoSo Report: 
confronto con altre fonti” 
21 Coopers & Librand “Il sistema di controllo interno, Progetto Corporate 
Governance per l’Italia, Milano p.31	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servizi in outsourcing e i partner commerciali 
• Valutare l’aderenza agli standard di condotta: le decisioni, le azioni e i 
comportamenti degli individui sono costantemente valutati al fine di 
verificarne l’aderenza agli standard di condotta 
• Correggere le carenze in modo tempestivo: le carenze dagli standard di 
condotta sono indentificate e corrette tempestivamente. 
Il Consiglio di amministrazione deve essere indipendente dal management e deve 
supervisionare l’implementazione e l’attuazione del sistema di controllo interno 
prestando attenzione ai seguenti punti: 
• Stabilire le responsabilità: il CdA identifica le proprie responsabilità in 
relazione agli obiettivi e le esigenze stabilite. 
• Applicare competenze specifiche: il Consiglio di Amministrazione 
definisce, conserva nel tempo e valuta periodicamente le competenze dei 
propri componenti, necessarie per consentire loro di prendere le decisioni 
in maniera efficace, efficiente e tempestiva. 
• Operare in modo indipendente: il CdA è composto da membri 
indipendenti dal management che effettuano e prendono decisioni in modo 
obiettivo 
• Supervisionare sul sistema di controllo interno: il CdA ha la responsabilità 
di supervisionare l’attuazione e l’implementazione del sistema di controllo 
interno 
• Definire le strutture/livelli di organizzazione: il management e il Consiglio 
di Amministrazione definiscono la struttura organizzativa più idonea al 
raggiungimento degli obiettivi stabiliti 
• Definire le linee di riporto: il management definisce le linee di riporto per 
ogni struttura/livello dell’organizzazione in modo tale da consentire 
l’esercizio di poteri e responsabilità e il flusso di informazioni necessarie 
per gestire le attività aziendali 
• Definire, assegnare e limitare i poteri e responsabilità: il management e il 
Consiglio di Amministrazione definiscono, assegnano e limitano i poteri e 
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le responsabilità ai vari livelli dell’organizzazione. 
Nel attrarre, formare e trattenere personale competente l’organizzazione deve 
prestare attenzione a: 
• Definire policy e prassi: le policy e prassi riflettono le competenze che 
si ritengono necessarie per l’organizzazione per raggiungere gli 
obiettivi 
• Valutare le competenze e correggere le carenze: Il Consiglio di 
Amministrazione e il management valutano le competenze a tutti i 
livelli dell’organizzazione e agiscono se necessario, per correggere 
eventuali carenze. 
• Attrarre, formare e trattenere personale: l’organizzazione ricerca 
candidati ideali, li guida nello sviluppare e rafforzare le competenze 
necessarie e fornisce loro degli incentivi per motivarli a migliorare. 
• Pianificare e preparare la “successione”: i vertici aziendali e il CdA 
definiscono “piani di emergenza” per l’attribuzione di responsabilità 
strategiche ai fini del controllo interno 
L’organizzazione nel rendere le persone consapevoli delle loro responsabilità di 
controllo interno nel perseguimento degli obiettivi deve prestare attenzione: 
• Rafforzare le responsabilità attraverso strutture, poteri e responsabilità: il 
CdA e il management stabiliscono i meccanismi per rendere le persone 
all’interno dell’organizzazione consapevoli delle loro responsabilità di 
controllo interno e porre in essere eventuali azioni correttive. 
• Stabilire misure di performance, incentivi e premi: il CdA ed il 
management stabiliscono misure di performance, incentivi e altre 
ricompense, appropriati ai poteri e per ogni livello della struttura, che 
riflettono aspettative di condotta e considerino il raggiungimento degli 
obiettivi sia di breve e sia di lungo termine. 
• Valutare misure di performance, incentivi e premi: le performance degli 
individui sono costantemente valutate al fine di aggiornare periodicamente 
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le misure di performance, gli incentivi e le altre ricompense. 
• Ridimensionare le pressioni “eccessive”: il CdA ed il management 
ridimensionano le pressioni eccessive (ad esempio obiettivi di 
performance non realistici) connesse con il raggiungimento degli obiettivi. 
• Valutare le prestazioni e riconoscere premi o esercitare azioni disciplinari: 
Il Consiglio di Amministrazione ed il management valutano le prestazioni 
dei soggetti responsabili del controllo interno ( considerando anche 
l’aderenza agli standard di condotta e alle aspettative di competenza) e 
riconoscono premi o esercitano azioni disciplinari 
 
La valutazione dei rischi 
 
Le notazioni sulla valutazione dei rischi richiamate all’interno del CoSO Report 
sono collegate all’argomento del controllo interno nell’ambito americano ma, 
possono essere ritenute condivisibili  ed attuali pure per il contesto italiano, 
rilevando tuttavia un importante disuguaglianza nella concetto di rischio e 
nell’approccio ad esso nelle due realtà. La cultura del rischio non è altro che una 
cultura manageriale, che risulta essere particolarmente estesa nelle società 
americane ma insufficiente in numerose strutture italiane, sia pubbliche che 
private. Nella nostra realtà economica, infatti, l’approccio al rischio è ancora 
poco sviluppato e conosciuto in quanto viene prestata attenzione solo ad alcune 
categorie di rischi, in particolare quelli di natura patrimoniale e finanziaria, 
trascurando al contrario tutti quelli che si possono incontrare nella semplice 
gestione operativa aziendale. La ragione della grande attenzione posta dalle 
nostre aziende ai rischi patrimoniali e finanziari risiede innanzitutto nel rapporto 
debito – patrimonio tipico della nostra cultura aziendale e di quella tedesca e 
giapponese, in contrapposizione con la realtà anglosassone e francese. 
L’economia dei Paesi appartenenti a quest’ultimo gruppo vantano di fatti 
tradizionalmente un’esposizione debitoria verso le banche pari alla metà del 
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capitale di rischio, rapporto che aumenta notevolmente nel caso di imprese 
italiane, tedesche e giapponesi (Pricewaterhouse Coopers, 2002). Gli argomenti 
descritti dal CoSO Report in materia di valutazione dei rischi possono perciò 
essere d’aiuto alle nostre imprese non soltanto per costituire efficaci sistemi di 
controllo interno, ma anche per allargare la nostra idea di rischio. Per quanto 
riguarda questa seconda componente del sistema, il Framework sottolinea come, 
per poter concretamente parlare di rischio, sia indispensabile effettuare un 
processo di formulazione ed identificazione di quelli che sono gli obiettivi 
aziendali. Per questo i rischi possono essere identificati e successivamente 
analizzati solo in termini di possibile fallimento degli obiettivi predeterminati.  
La definizione di questi ultimi, pur non facendo parte delle componenti del 
sistema del controllo interno, ne è alla base e supporto. Gli obiettivi possono 
essere stabiliti in modo esplicito o implicito; a livello d’impresa, molte volte 
vengono illustrati sotto forma di valori e mission aziendale. Questi, insieme ad  
una valutazione dei punti di forza e di debolezza, e ad una valutazione di quelle 
che sono le opportunità e le inopportunità, permettono di chiarire la strategia 
complessiva dell’azienda, da cui poi si creeranno gli obiettivi delle specifiche 
business unit. Anche se diversi tra loro possiamo dividere gli obiettivi in alcune 
macro:  
• Obiettivi relativi alle informazioni di bilancio, relativi 
all’elaborazione di bilanci corretti e veritieri. Questi obiettivi sono 
essenzialmente determinati da norme e regole stabilite da 
istituzioni non aventi rapporti con l’impresa.   
 
• obiettivi operativi, riguardanti l’efficienza e l’efficacia delle 
attività operative aziendali; essi dipendono dalle scelte fatte dai 
vertici sulla struttura e sui livelli di performance. 
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• obiettivi di conformità, attinenti al rispetto delle leggi e dei 
regolamenti attuabili dall’impresa. Vengono stabiliti da fattori 
esterni quali, ad esempio, la normativa sulle assicurazioni e 
tendono di conseguenza a coincidere per tutte le aziende operanti 
nello stesso settore (PricewaterhouseCoopers, 2006).   
 
Dopo aver fissato gli obiettivi, sia a livello globale d’azienda che a livello più 
specifico  di specifica attività, è consentito passare ad identificare, valutare e 
analizzare quelli che sono i rischi22, un processo che deve essere continuo ed in 
evoluzione, elemento chiave di un sistema di controllo interno. Per la fase di 
identificazione, è necessario sottolineare come il risultato di un’azienda possa 
essere in pericolo sia a causa di fattori  interni come ad esempio il livello dei 
sistemi informatici e la competenza del personale assunto sia di fattori esterni 
come ad esempio il progresso tecnologico, la concorrenza, le catastrofi naturali e 
i cambiamenti economici. Negli anni sono state incrementate molteplici tecniche 
di identificazione dei rischi, sulle quali vengono applicati metodi quali – 
quantitativi capaci di determinare le priorità e le attività  più rischiose. Talune 
tecniche generalmente utilizzate consistono nell’elaborazione di esami periodici 
dei fattori industriali ed economici riguardanti l’attività svolta, nell’esame di 
analisi di settore e piani strategici. La scelta tra i vari metodi per l’identificazione 
dei rischi non assume particolare rilievo. Invece ciò che assume veramente 
importanza è che i vertici mantengano attenzione delle determinanti dei rischi e 
delle cause di un loro potenziale peggioramento. I principali fattori da prendere 
in considerazione sono:  
• il non riuscito compimento in passato degli obiettivi;   
• la preparazione del personale;   
• le trasformazioni che influenzano l’attività dell’azienda;   
• la localizzazione geografica delle attività;   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  22	  Floreani A. (2005), Introduzione al risk management, Etas, Milano p.50	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• l’importanza di una specifica attività per l’impresa nel suo complesso;   
• la complessità di una certa attività (PricewaterhouseCoopers, 2006).   
Dopo aver stabilito i principali rischi, è possibile mitigarli ed eventualmente 
riportarli alla caratteristica attività dell’impresa. Quest’ analisi può essere 
condotta in diversi modi, ma in ogni caso dovrebbe comprendere:  
 
• una valutazione dell’importanza del rischio;   
• una valutazione delle probabilità che si verifichi;  
• delle analisi sul modo in cui il rischio dovrà essere governato e 
quindi una valutazione delle misure che dovranno essere adottate23.  
 
Assume rilevanza la differenza esistente tra la stima dei vari rischi, che è parte 
fondamento del controllo interno, e le azioni individuate dai vertici aziendali per 
il governo degli stessi. Le azioni decise, infatti, sono naturalmente un fattore 
rilevante dell’evoluzione manageriale, ma non costituiscono una componente del 
sistema di controllo interno. Per stimare in modo preciso i rischi a cui viene 
esposta una specifica società assume fondamentale importanza l’attivazione di un 
processo di identificazione dei cambiamenti, che abbia la capacità, in modo più o 
meno formale, di riconoscere gli eventi capaci di influenzare la realizzazione 
degli obiettivi fissati. Un elemento fondamentale di questo processo è certamente 
un appropriato sistema in- formativo che individui e sviluppi informazioni su 
eventi o attività che potrebbero necessitare una specifica reazione da parte della 
società per il perseguimento degli obiettivi già prestabiliti. Solamente partendo 
dalle informazioni raccolte da tale sistema si potrà intraprendere un processo di 
individuazione e reazione alle trasformazioni verificatesi, il quale potrà 
migliorarsi contemporaneamente a quello di valutazione dei rischi o potrà  
addirittura essere anche una sezione dello stesso. Il processo di valutazione dei 
rischi descritto fino ad ora può sopportare mutamenti nel momento in cui viene 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  23	  AIRMIC- IRM (2002), Risk Management Standard, p.7.	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adattato in una società  di medio – piccole, caratteristica della realtà italiana. In 
tali società, infatti, si ha da una parte un’inferiore formalizzazione della 
descrizione degli obiettivi, che molte volte sono di tipo implicito piuttosto che 
esplicito, e dall’altra si assiste frequentemente a una struttura in maggior misura 
centralizzata in cui i vertici coinvolti nella valutazione dei rischi sono anche 
impegnati nelle operazioni correnti. Questo certamente ha una conseguenza 
positiva sull’intero processo poichè i rischi sono valutati da professionisti che, 
non solo hanno accesso alle informazioni necessarie all’attività, ma hanno anche 
una rilevante conoscenza del lato pratico. La formulazione di un giudizio di 
valore sul processo di valutazione dei rischi dovrà perciò tenere in 
considerazione, in modo forse più determinante rispetto le altre parti del sistema 
di controllo interno, della realtà in cui lo stesso processo di analisi è stato 
implementato. La concentrazione dovrà essere puntata in particolare sull’iter 
seguito dai vertici per  la determinazione degli obiettivi, per valutare quelli che 
sono i rischi e gestire eventuali mutamenti tenendo sempre conto della specifica 
attività dell’ impresa. 
 
Attività di controllo 
 
Le attività di controllo sono le azioni stabilite attraverso policy e procedure che, 
permettono l’attuazione delle direttive del management per ridurre i rischi che 
potrebbero ostacolare il raggiungimento degli obiettivi prefissati. Le attività di 
controllo sono svolte a tutti i livelli dell’organizzazione, possono essere 
preventive o successive e possono comprendere una serie di attività manuali e 
automatizzate quali ad esempio autorizzazioni e approvazioni, verifiche, 
riconciliazioni e analisi delle prestazioni di business. Nella individuazione/scelta 
e nell’implementazione delle attività di controllo si considera il principio di 
separazione dei compiti dove possibile, nel caso in cui non sia possibile la 
separazione degli stessi, il management individua/seleziona e implementa attività 
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di controllo alternative. L’organizzazione nell’individuare e implementare 
attività di controllo che contribuiscono alla mitigazione del rischio di non 
raggiungere gli obiettivi, a livelli accettabili deve prestare attenzione: 
• Integrarsi con la valutazione dei rischi: le attività di controllo consentono 
di garantire che le risposte al rischio (accettare, evitare, ridurre o 
condividere) siano attuate in modo corretto e tempestivo. 
• Riflettere fattori specifici dell’organizzazione: le attività di controllo 
riflettono l’ambiente esterno in cui l’organizzazione opera, la sua 
complessità, la sua storia e la sua cultura, la natura e lo scopo delle sue 
attività. 
• Individuare i processi di business rilevanti: il management individua quali 
processi di business rilevanti richiedono attività di controllo 
• Valutare un mix di attività di controllo: le attività di controllo 
comprendono una varietà di controlli che possono includere sia controlli 
manuali sia controlli automatizzati, sia controlli preventivi sia successivi. 
• Considerare a che livello dell’organizzazione sono attuati i controlli: 
l’organizzazione implementa attività di controllo che operano in modo 
ampio e a tutti i vari livelli dell’organizzazione 
• Considerare il principio di separazione dei compiti: il management fa in 
modo che sia applicato il principio di separazione dei compiti e , nel caso 
in cui non sia possibile ( ad es. non sia possibile per problemi di costi o 
per mancanza di personale) implementa attività di controllo 
alternative/compensative. 
L’organizzazione nell’individuare e implementare attività di controllo sui 
processi tecnologici per supportare il raggiungimento degli obiettivi deve 
prestare attenzione: 
• Determinare la dipendenza tra l’uso della tecnologia nei processi aziendali 
e le attività di controllo sulla tecnologia: il management comprende e 
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determina la dipendenza e le relazioni tra i processi aziendali, le attività di 
controllo automatizzate e le attività di controllo generali sulla tecnologia. 
• Stabilire le appropriate attività di controllo sulle infrastrutture 
tecnologiche: il management individua e implementa delle attività di 
controllo, sia manuali sia automatizzate, sulle infrastrutture tecnologiche 
(ad es. network e computer) . Sono inoltre previste attività di backup e 
procedure di disaster recovery 
• Stabilire le appropriate attività di controllo sulla gestione della sicurezza 
di processo: il management individua e implementa delle attività di 
controllo ( ad es. accesso con password, policy) con la finalità li limitare 
l’accesso ai software ai soli utenti autorizzati, in relazione alle loro 
responsabilità, e proteggere i beni dell’organizzazione da minacce interne 
( provenienti ad esempio da un lavoratore scontento) ed esterne ( 
provenienti ad esempio dalla rete) 
• Stabilire le appropriate attività di controllo sull’acquisto, lo sviluppo e la 
manutenzione delle tecnologie: il management individua ed implementa 
delle attività di controllo (che variano a seconda del rischio insito 
nell’utilizzo di una determinata tecnologia) sull’acquisizione, lo sviluppo 
e la manutenzione della stessa. 
L’organizzazione nell’implementazione delle attività di controllo attraverso 
policy che stabiliscono cosa ci si aspetta e attraverso procedure che attuano le 
policy devono focalizzarsi su: 
• Stabilire policy e procedure per supportare l’attuazione delle direttive del 
management: il management stabilisce delle policy che esplicitano cosa 
deve esser fatto per rendere effettivo un controllo e stabilisce delle 
procedure che esplicitano le azioni da intraprendere per attuare le policy 
• Stabilire poteri e responsabilità ai fini dell’attuazione delle policy e delle 
procedure: il management stabilisce poteri e responsabilità in relazione 
alle attività di controllo da implementare nelle unità di business o funzioni 
in cui sussiste il rischio. 
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• Eseguire in modo tempestivo: il personale responsabile di eseguire i 
controlli li effettua in modo tempestivo come definito nelle policy e nelle 
procedure 
• Porre in essere azioni correttive: il personale responsabile di eseguire i 
controlli approfondisce eventuali questioni e, se necessario, intraprende 
azioni correttive. 
• Utilizzare personale competente: personale competente, con adeguati 
poteri, effettua i controlli con diligenza e senza mai perdere di vista il 
rischio che si intende gestire. 
• Rivalutare le policy e le procedure: il management rivede periodicamente 
le policy, le procedure e i relativi controlli per valutare se sono contestuali 
e li aggiorna, se necessario24. 
  
Informazione e comunicazione 
 
Come elemento pervasivo di tutta la struttura di un azienda il Coso report 
identifica l’informazione e la comunicazione. Le informazioni sono necessarie a 
guidare le responsabilità di controllo interno al raggiungimento degli obiettivi. Il 
management ottiene o produce informazioni qualitative rilevanti provenienti sia 
da fonti esterne che da fonti interne al fine di sostenere il funzionamento del 
sistema di controllo interno. Per comunicazione si intende il processo attraverso 
il quale si forniscono, condividono e ottengono informazioni necessarie in modo 
continuativo, la comunicazione può essere sia interna che esterna. La 
comunicazione interna è il mezzo attraverso il quale le informazioni vengono 
diffuse in tutta l’organizzazione25. La comunicazione esterna è invece duplice 
poiché: consente la comunicazione in entrata delle informazioni esterne e 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  24	  Informazione acquisita dal sito internet: www.portalecompliance.it	  25	  Kpmg (2001) Corporate Governance – Guida pratica al controllo interno 
(2001)	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fornisce informazioni a soggetti esterni in risposta alle esigenze e alle aspettative. 
In questa fase sono molti i punti su cui prestare attenzione: 
• Acquisire dati interni ed esterni: i sistemi informativi acquisiscono dati 
interni ( ad esempio cambiamenti organizzativi) ed esterni (informazioni 
su prodotti concorrenti) 
• Elaborare i dati rilevanti in informazioni: i sistemi informativi processano 
ed elaborano i dati rilevanti in informazioni 
• Considerare costi e benefici: la natura, la quantità e la precisione delle 
informazioni comunicate sono commisurate al raggiungimento degli 
obiettivi 
• Mantenere la qualità dell’informazione in tutto il processo 
• Comunicare le informazioni di controllo interno: è implementato un 
processo per comunicare le informazioni necessarie per consentire a tutto 
il personale di compiere e svolgere le loro responsabilità di controllo 
interno 
• Comunicare con il Consiglio di Amministrazione: è essenziale che ci sia 
comunicazione tra il management e il Consiglio di Amministrazione in 
modo che entrambi abbiano informazioni necessarie per svolgere il 
proprio ruolo rispettando gli obiettivi dell’azienda. 
• Scegliere il metodo di comunicazione più adeguato: nella scelta del 
metodo di comunicazione si considerano le tempistiche, i destinatari e la 
natura delle informazioni 
• Fornire linee di comunicazione separate: sono utilizzati canali di 
comunicazioni separati come le “whistleblower hotlines, come 
meccanismi di sicurezza, per consentire ai dipendenti le comunicazioni 
anonime o confidenziali quando i normali canali di comunicazione sono 
inutilizzabili o inefficienti, questo vale sia quando si comunica con 
soggetti interni sia quando si comunica con soggetti esterni come fornitori 
o clienti 
	   41	  
• Comunicare con soggetti esterni: è implementato un processo per 
comunicare le informazioni rilevanti, in modo tempestivo a soggetti 
esterni quali ad esempio azionisti, partner, Autorità di regolamentazione o 
clienti 
• Consentire la comunicazione in entrata: i canali di comunicazione aperti 
consentono al management e al Consiglio di Amministrazione di ricevere 
input da clienti, consumatori, fornitori, società di revisione ecc. su 
informazioni significative ( ad esempio feedback da parte di 
clienti/consumatori o novità o cambiamenti nella regolamentazione. 
 Molto spesso nelle imprese, soprattutto in quelle di piccole dimensioni, vengono 
utilizzate comunicazioni informali molto più efficienti di quelle formali, 
vincolate a quelle che sono le gerarchie all’interno dell’azienda. In questo tipo di 
società si osserva come la comunicazioni tra i vertici aziendali e i dipendenti sia 
molto più agevolata sia per la minore gerarchia presente in azienda sia per le 
limitate dimensioni organizzative. L’elevata frequenza di questa comunicazione 
tra i vertici e i dipendenti molte volte rimediano il fatto di non avere un sistema 
di comunicazione avanzato. Risulta a questo punto chiaro come efficaci ed 
efficienti informazioni risultino essenziali per il corretto funzionamento 
dell’azienda. 
 
Il monitoraggio 
 
I sistemi di controllo interno, sia per fattori esterni sia per fattori interni possono 
modificarsi nel tempo, per questo motivo è fondamentale che i vertici valutino 
che la struttura dei controlli sia in linea con quella che è la gestione del rischio. 
Le verifiche per monitorare il sistema di controllo posso essere continuative, 
singole o una combinazione delle precedenti e servono per accertarsi che 
ciascuna delle cinque componenti del controllo interno sia presente e 
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funzionante. Le verifiche continuative vengono effettuate nei processi di business 
a diversi livelli dell’organizzazione e forniscono informazioni in maniera 
tempestiva. Le verifiche singole vengono condotte periodicamente variando nello 
scopo e nella frequenza in base alla valutazione dei rischi, all’efficacia delle 
verifiche continuative e ad altre considerazioni del management. I risultati delle 
verifiche suddette sono valutati in base ai criteri stabiliti dalle Autorità di 
regolamentazione, dagli organismi che definiscono gli standard o dal Consiglio 
di Amministrazione. Diviene fondamentale comunicare al Consiglio di 
Amministrazione eventuali carenze riscontrate. Il management a seconda delle 
esigenze dell’azienda deve focalizzarsi sui seguenti punti cruciali: 
 
• Scegliere un mix adeguato di verifiche continuative e singole: il 
management sceglie un mix di attività di monitoraggio che includono sia 
verifiche continuative sia verifiche singole, per accertarsi che le 
componenti del sistema di controllo interno siano presenti e funzionanti 
• Considerare la frequenza al cambiamento: il management considera la 
frequenza di cambiamento nel business e nei processi di business quando 
sceglie ed esegue le verifiche continuative o singole. 
• Stabilire la “baseline understanding”: il disegno del sistema di controllo 
interno ( come il management ha implementato il sistema di controllo 
interno) e lo stato attuale del sistema di controllo interno (come i controlli 
specifici per ogni singola componente del sistema di controllo interno 
applicano i principi) forniscono una “baseline” per stabilire le attività di 
monitoraggio da attuare 
• Utilizzare personale competente con un’ elevata conoscenza delle attività 
dell’azienda e di come funzionano le attività di monitoraggio in modo da 
comprendere al meglio ciò che stanno valutando 
• Regolare lo scopo e la frequenza:  il management varia lo scopo e la 
frequenza delle verifiche singole in funzione del rischio 
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• Valutare oggettivamente: effettuare periodicamente verifiche singole per 
fornire un feedback obiettivo 
• Integrarsi con i processi di business: le verifiche continuative sono 
integrate nel processo di business e adeguate quando mutano le condizioni 
L’organizzazione nel valutare e comunicare tempestivamente eventuali 
carenze nel sistema di controllo interno alle parti responsabili di intraprendere 
azioni correttive, tra cui i vertici aziendali e il Consiglio di Amministrazione 
deve prestare attenzione: 
• Valutare i risultati: Il management e il Consiglio di Amministrazione 
valutano i risultati delle verifiche continuative e di quelle singole 
• Comunicare eventuali carenze: Eventuali carenze del sistema di 
controllo interno sono comunicate ai soggetti responsabili di 
intraprendere azioni correttive, vertici aziendali e Consiglio di 
Amministrazione 
• Monitorare le azioni correttive: il management monitora che le carenze 
siano corrette tempestivamente26 
 
 
2.3. Attori del sistema di controllo interno 
 
Il sistema di controllo interno come detto in precedenza può essere definito come 
l’insieme di procedure, strutture aziendali e regole volte ad assicurare il buon 
andamento ed il corretto funzionamento dell’impresa (Codice di Autodisciplina 
delle Società Quotate versione del 2006). E’ perciò un processo costante di 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  26	  Di Florio C. (2006) , CoSo study on fraud in financial reporting, p. 2 e 
seguenti.	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azioni svolte da tutti i soggetti facenti parte dell’impresa che riempie ogni unità 
aziendale, costituendo parte integrante dell’attività quotidiana. Qualsiasi persona 
che opera all’interno dell’azienda è un attore del sistema di controllo interno 
poiché se l’attività di qualcuno non fosse parte del sistema verrebbe spontaneo 
chiedersi il perché venga svolta. Fatta questa breve introduzione è importante 
capire che alcuni organi assumono un ruolo più rilevante all’interno del sistema 
di controllo interno27. 
 
Consiglio di Amministrazione 
 
Ruolo fondamentale viene svolto dall’Organo Amministrativo. Per semplicità lo 
identifichiamo con il Consiglio di Amministrazione, il quale detiene la 
responsabilità ultima del sistema di controllo interno e perciò deve garantirne 
l’efficacia l’efficienza e la costante completezza in linea con l’attività svolta 
dall’Impresa e i rischi insiti nella stessa. Questo compito del Consiglio di 
Amministrazione si inserisce nella sfera dei compiti strategici ed organizzativi 
previsti dal Codice Civile e dalla funzione data dagli azionisti, ovvero la 
valorizzazione e la creazione di valore per l’impresa. Al Consiglio è affidato in 
primo luogo la scelta del Top Management ovvero la persona incaricata di 
salvaguardare l’azienda. L’organo amministrativo inoltre deve: 
• Deve approvare l’attribuzione dei compiti, la struttura organizzativa e 
garantire la separazione di funzioni. 
• Deve indicare quali sono le linee guida da seguire e le strategie in materia 
di sistema di controllo interno. 
• Deve essere periodicamente informato sull’efficacia ed efficienza del 
sistema di controllo interno, tenendo conto delle misure da intraprendere 
in caso di carenze riscontrate. 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  27 E.Parretta Controllo Interno ed assicurazioni p.40 e seguenti. 
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28Queste sono le caratteristiche che dovrebbe avere l’Organo Amministrativo 
indipendentemente dal tipo di società, dall’operato dello stesso dipende gran 
parte della vita dell’impresa. Per verificare il sistema di controllo interno, il 
Codice di Autodisciplina ha prevista la possibilità di avvalersi di un Comitato per 
il Controllo Interno, formato principalmente da Amministratori indipendenti. Da 
un rapporto fatto da PricewaterhouseCoopers è emerso che più del 90% delle 
Società prese a campione prevede la presenza di amministratori indipendenti29 Il 
ruolo del Comitato di Controllo Interno è essenzialmente quello di valutare 
l’adeguatezza dei principi contabili, valutare tutte le aree su cui fornire 
informazioni al Consiglio di Amministrazione in tema di controllo interno ed 
infine valutare l’efficacia dello stesso. La responsabilità finale del Sistema di 
Controllo Interno rimane al Consiglio di Amministrazione e la funzione del 
Comitato assume il ruolo di solo supporto per facilitarne il lavoro. 
 
Collegio Sindacale 
 
Un ruolo che assume importanza al pari del Consiglio di Amministrazione è 
quello svolto dal Collegio Sindacale. Questo ente è disciplinato in parte dal 
Codice Civile ed in parte, per quanto invece attiene ai ruoli e compiti, dal Testo 
unico della Finanza, ovvero il D.Lgs n.58 del 1998. Il Collegio Sindacale ha il 
potere di vigilare sull’adeguatezza del sistema di controllo interno a 
rappresentare in maniera corretta i fatti della gestione. La vigilanza sul sistema di 
controllo interno viene effettuata su due livelli30: vigilanza diretta dei controlli di 
conformità ai regolamenti ed alle norme e una vigilanza indiretta di globale 
supervisione dell’attività svolta dagli organi a cui sono affidate le attività di 
controllo indiretto sul conseguimento degli obiettivi di economicità e 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  28 E.Parretta Controllo Interno ed assicurazioni p.55.	  29 Rapporto sulla concreta applicazione delle norme e dei principi in tema di 
corporate governance PwC 1999. 30 Guida Operativa sulla vigilanza del sistema di controllo interno 1999.	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attendibilità del sistema informativo. Il Collegio Sindacale ha il dovere di: 
• Esaminare l’operato delle unità aventi finalità di controllo 
• Valutare l’adeguatezza della struttura organizzativa e delle responsabilità 
delle varie unità 
• Valutare eventuali azioni migliorative sul sistema di controllo interno 
In sintesi l’attività del Collegio ha per oggetto sia il rispetto della normativa e  
l’attendibilità del sistema informativo, sia l’efficacia e l’efficienza delle 
operazioni aziendali31. Assume quindi rilevante per il buon funzionamento del 
sistema, il costante scambio di informazioni tra le varie strutture aventi funzione 
di controllo. Nel caso della presenza del Comitato per il Controllo Interno, i 
Sindaci devono valutare: la composizione e le modalità operative del Comitato, 
l’attuazione delle misure necessarie sulle unità organizzative che presentano 
criticità e la funzionalità dell’Internal Audit in termini di competenza e 
indipendenza. Il Collegio Sindacale, una volta effettuato il proprio lavoro, dovrà 
comunicare con il Consiglio di Amministrazione, al quale è delegato il potere di 
delibera per le azioni correttive da intraprendere. Come già detto in precedenza 
durante l’attività di vigilanza sull’efficacia e efficienza del sistema svolta dal 
Collegio Sindacale periodicamente, i sindaci  devono collaborare con gli altri 
soggetti incaricati al controllo al fine di individuare eventuali carenze da 
segnalare ai vertici. Il principio di collaborazione tra le funzioni e gli organi di 
controllo è definito da altri regolamenti di settore32.  
 
 
 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  31 Kpmg Corporate Governance. Guida pratica al controllo interno pag.31. 32 Isvap Circolare 577/D- Disposizioni in materia di sistemi di controllo interno 
e gestione dei rischi art. 13. 
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Top Management 
 
Un altro soggetto coinvolto nel sistema di controllo interno è il top management 
ovvero il Presidente del Consiglio di Amministrazione o Amministratore 
Delegato. Il suo ruolo è quello di mantenere il sistema di controllo interno e il 
sistema di gestione dei rischi in linea con quelle che sono le direttive del 
Consiglio di Amministrazione. L’Alta Direzione deve33:  
• Definire in maniere specifica quelle che sono le responsabilità e i compiti 
dei vari soggetti interessati 
• Monitorare continuamente il sistema di controllo interno 
• Implementare le azioni migliorative del sistema di controllo interno 
• Definire le strategie del sistema di gestione del rischio 
I tre soggetti fondamentali per il sistema del controllo interno sono dunque 
l’Organo Amministrativo, l’Organo di Controllo e l’Organo esecutivo. I compiti 
ogni ente sono in stretta connessione e hanno quindi bisogno di un continuo 
scambio di informazioni. Per quanto riguarda il sistema di controllo interno e di 
gestione dei rischi, Il Consiglio di Amministrazione definisce le strategie e le 
direttive, l’alta direzione ha la responsabilità di attuarle ed il Collegio Sindacale è 
tenuto a verificare la correttezza. Questo sistema di direzione, esecuzione e 
controllo dipende dalla mission che vuole perseguire la singola azienda34 . 
 
I Preposti al controllo 
 
In precedenza abbiamo detto che tutti i soggetti che fanno parte dell’operatività 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  33Isvap (2005), Circolare 577/D- Disposizioni in materia di sistemi di controllo 
interno e gestione dei rischi.	  34	  E.Parretta Controllo interno e assicurazioni p.60.	  
	   48	  
aziendale sono parte integrante del sistema di controllo interno, all’interno 
dell’azienda sono però presenti soggetti e attività i cui compiti a sostegno del 
sistema di controllo sono più peculiari: stiamo parlando dei preposti al controllo. 
Il Consiglio di Amministrazione solitamente elegge uno o più preposti al 
Controllo Interno, dotandoli dei mezzi per svolgere le loro attività. In linea con il 
criterio di indipendenza cardine in tutto questo lavoro, i preposti sono 
indipendenti gerarchicamente dai vari responsabili delle aree operative e 
relazionano direttamente al Collegio Sindacale, al Comitato per il Controllo 
Interno ed in certi casi al Consiglio di Amministrazione stesso. Le funzioni 
presenti in azienda che viste le proprie posizioni assunte in azienda e viste le loro 
competenze rientrano nel ruolo di preposti al Controllo Interno sono 
essenzialmente: 
• Internal Auditing 
• Controllo di qualità 
• Controllo di gestione 
• Risk manager 
• L’attuario incaricato 
Il classico soggetto che ricopre la figura del preposto al Controllo Interno è 
l’Internal Auditing35, il quale ha la funzione di monitorare e valutare l’efficacia e 
l’efficienza del sistema di controllo interno anche svolgendo attività di supporto 
e consulenza alle altre funzioni presenti in azienda. Nell’opinione comune della 
prassi societaria quando si parla di preposto ai controlli interni, vi è una 
sostanziale associazione tra questa figura e l’Internal Auditing. 
Nelle aziende industriali una funzione abbastanza comune è quella del Controllo 
di Qualità, costituita essenzialmente per garantire che il prodotto completato 
abbia le caratteristiche richieste. E’ chiaro che questa funzione è giustificata 
poiché il valore del rischio in caso di inadeguatezza qualitativa del prodotto è 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  35	  Buratti G. (2000) Intervista all’Ing. Capuano: il Codice di Autodisciplina e 
l’Internal Auditing p.3.	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molto alto, sia per i danni che si potrebbero causare all’immagine dell’azienda, 
sia perché i danni che può causare sono molto elevati (ad esempio per prodotti 
alimentari non conformi). 
La funzione Controllo di Gestione, deve verificare l’andamento gestionale della 
società, attraverso il controllo e la rielaborazione dei dati contabili e aziendali, 
per capire al meglio in che misura sono stati realizzati gli obiettivi aziendali 
stabiliti nella fase di budget. 
I compiti del risk manager possono variare molto a seconda dell’attività svolta 
dell’azienda. La sua attività può variare dall’analisi tecnica dei rischi fino alla 
scelta di quale parte cederla a terzi tramite assicurazione (scegliendo la polizza 
più adeguata) e quale gestirla internamente. Nel caso industriale, il risk manager 
si occupa di presiedere la gestione dei rischi aziendali mentre nel caso in cui 
l’impresa operi nel settore finanziario la sua attività è essenzialmente quella di 
mitigare i rischi di credito e di mercato. 
L’Attuario Incaricato assume il proprio ruolo nelle compagnie di assicurazione. I 
suoi compiti a supporto del sistema di controllo sono la valutazione della 
congruità delle riserve tecniche, la vigilanza sull’andamento complessivo della 
situazione finanziaria e patrimoniale dell’impresa e la verifica delle ipotesi che 
stanno alla base per il calcolo dei premi. Tutti i suoi compiti sono descritti in 
maniera dettagliata dalla normativa e dai vari regolamenti dell’Istituto di 
Vigilanza sulle Assicurazioni.36.  
Tutte le funzioni sopradescritte al di fuori dell’ Internal Auditing entrano nell’ 
operatività dei processi aziendali e migliorano quindi l’efficacia e l’efficienza del 
sistema di controllo interno, i controlli effettuati da queste funzioni vengono 
chiamati controlli di secondo livello, mentre, l’Internal Auditing visto che deve 
valutare il controllo interno e quindi è indipendente dalle altre funzioni descritte 
rientra nel controllo di terzo livello. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  36	  E.Parretta Controllo interno e assicurazioni E.Parretta pag. 59-62.	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2.4. Decreto Legislativo 231/2001: la responsabilità amministrativa 
delle società 
 
L’8 Giugno 2001, in attuazione della delega di cui all’art 11 della Legge 29 
Settembre 2000 n. 300, è stato emanato il Decreto legislativo n.231, avente 
efficacia dal 4 Luglio successivo, al fine di adattare la normativa italiana sul tema 
della responsabilità delle persone giuridiche.  
Il suddetto Decreto Legislativo, riguardante la “Disciplina della responsabilità 
amministrativa delle persone giuridiche, delle società e delle associazioni anche 
prive di personalità giuridica”, ha inserito per la prima volta nel nostro Paese una 
particolare forma di responsabilità degli enti per alcuni tipi di reati commessi a 
vantaggio di quest’ultimi, da soggetti che ricoprono funzioni di amministrazione, 
rappresentanza o direzione dell’ Ente o di una sua unità organizzativa dotata di 
autonomia finanziaria e funzionale, nonché da tutti i soggetti che anche 
indirettamente detengono la gestione ed il controllo e, infine, da soggetti 
sottoposti alla vigilanza o alla direzione di uno o più soggetti sopraindicati. 
Questo tipo di responsabilità si va a sommare a quella della persona fisica che ha 
materialmente commesso i fatto37. Soltanto per i reati indicati dal Decreto i 
cosiddetti reati presupposto l’ Ente può esser interpellato a rispondere dei danni. 
Nella data in cui è stato approvato il suddetto, i reati presupposto erano costituiti 
dalle seguenti categorie elencate:  
• delitti informatici e trattamento illecito di dati (art. 24 bis);   
• delitti contro la personalità individuale (art. 25 quinquies);   
• reati ambientali (art. 25 undecies);   
• falsità in monete, in carte di pubblico credito, in valori di bollo e in 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
37 E.Parretta Controllo Interno e Assicurazioni pag. 69	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strumenti o segni di riconoscimento (art. 25 bis);   
• delitti contro l’industria e il commercio (art. 25 bis.1);   
• reati societari (art. 25 ter3);   
• Impiego di cittadini di paesi terzi il cui soggiorno è irregolare (art. 25 
duodecies); 
• delitti con finalità di terrorismo o di eversione dell’ordine democratico 
(art. 25 quater);  
• reati contro la Pubblica Amministrazione (artt. 24 e 25)2;   
• pratiche di mutilazione degli organi genitali femminili (art.25 quater.1);   
• abusi di mercato (art. 25 sexies);   
• omicidio colposo o lesioni gravi o gravissime, commessi con violazione 
delle norme sulla tutela della salute e sicurezza sul lavoro (art. 25 septies); 
  
• ricettazione, riciclaggio e impiego di denaro, beni o utilità di provenienza 
illecita (art. 25 octies);   
• delitti di criminalità organizzata (art. 24 ter); 
• delitti in materia di violazione del diritto d’autore (art. 25 novies);   
• induzione a non rendere dichiarazioni o a rendere dichiarazioni mendaci 
all'autorità giudiziaria (art. 25 decies);   
• reati transnazionali (art. 10, Legge 16 Marzo 2006, n.146).   
E’ evidente che, con il corso degli anni l’elenco dei reati sia stato decisamente 
ampliato e che la responsabilità, originariamente limitata ai reati dolosi,4 sia stata 
in un secondo tempo allargata a quelli che sono i reati colposi38. 
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Presupposti della responsabilità amministrativa 
 
Oltre ad aver commesso uno dei reati presupposto, poiché si possa sanzionare 
l’ente  ai sensi del Decreto 231/2001 è necessario che sussistano altri elementi. 
Questi presupposti aggiuntivi della responsabilità degli enti possono essere 
suddivisi in “oggettivi” e “soggettivi”.  
Il primo presupposto, quello oggettivo, è caratterizzato dal fatto che il reato sia 
stato compiuto da parte di un soggetto vincolato all’ente da un rapporto 
qualificato. Su questa questione si può distinguere tra:  
• soggetti subordinati, cioè tutti i soggetti che sono assoggettati alla 
direzione ed alla vigilanza dei soggetti in posizione apicale. Di questa 
categoria ne fanno parte i dipendenti e i collaboratori e quelle persone che, 
anche se non fanno parte del personale, devono svolgere la propria attività 
sotto la direzione ed il controllo di soggetti apicali. Tra i soggetti esterni 
interessati, oltre ai collaboratori, vi sono anche i promotori e i consulenti, 
che svolgono la propria attività grazie al mandato ottenuto dall’ente. 
Considerevoli sono, infine, anche quei mandati o i rapporti contrattuali 
con persone che non appartengono al personale dell’ente, sempre nel caso 
in cui questi soggetti agiscano in nome, per conto o nell’interesse dell’ente 
stesso.  
 
• soggetti in posizione apicale, ovvero coloro che rivestono posizioni di 
rappresentanza,  
 amministrazione o direzione dell’ente, come, ad esempio, il legale 
rappresentante, l’amministratore, il direttore di un’unità organizzativa 
autonoma, ma anche le persone che governano, anche soltanto di fatto, 
l’ente in questione. Questi soggetti sono coloro che concretamente 
detengono un potere autonomo di assumere decisioni fondamentali per 
l’attività in nome e per conto dell’ente. Vengono anche inseriti in questa 
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categoria tutti i soggetti delegati dagli amministratori a svolgere attività di 
direzione o gestione dell’ente o di sue sedi distaccate;  
L’interesse o vantaggio dell’ente 
 un aggiuntivo presupposto oggettivo è costituito dal fatto che il reato sia stato 
eseguito “nell’interesse o a vantaggio dell’ente”; la sussistenza di almeno una 
delle due condizioni è sufficiente: 
 
• il vantaggio è valido nel momento in cui l’ente ha ottenuto – o avrebbe 
potuto ottenere – dal reato un effetto positivo, economico o di altra natura.  
 
• l’interesse esiste nel momento in cui l’autore del reato su è comportato 
con il fine di avvantaggiare l’ente, a prescindere dalla circostanza che poi 
tale obiettivo sia stato effettivamente raggiunto;  
Per questi motivi, solamente se un soggetto in posizione apicale o subordinata 
compie il reato nell’interesse o a vantaggio dell’ente quel comportamento può 
considerarsi ascrivibile all’ente e può esser considerato in capo allo stesso una 
autonoma responsabilità in base al Decreto 231/01. Al contrario, nel caso in cui 
ci sia la possibilità di appurare che uno dei soggetti indicati nell'art. 5 abbia 
commesso il reato "nell'interesse esclusivo proprio o di terzi", con 
comportamenti non coerenti con quella che è la politica dell’ente, non sarà 
possibile addebitare a quest’ultimo alcuna responsabilità.  
L’aggettivo “esclusivo” che caratterizza l’interesse spinge a ritenere la 
configurabilità della responsabilità amministrativa a carico dell’ente anche nel 
caso in cui l’autore del reato si sia comportato per il perseguimento di un 
interesse proprio concorrente con quello della persona giuridica nel cui interno 
agisce39. 
La congiunzione “o” scelta dal legislatore ha un evidente significato disgiuntivo; 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  39	  Modello organizzazione, gestione e controllo Cattolica p.17.	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infatti appare chiara la volontà di individuare due presupposti distinti e 
soprattutto alternativi, e non intesi come un concetto unitario. Entrambi i 
presupposti sono validi a determinare, nel caso in cui siano esistenti, la riferibilità 
del reato alla persona giuridica. L’Ente diviene responsabile non solo quando 
esso ha tratto un beneficio di tipo patrimoniale nel momento in cui ha commesso 
il reato, ma anche nel caso in cui, pur non avendo tratto beneficio, il fatto rilevi 
una giustificazione nell’interesse dell’ente. I casi che riguardano gli interessi 
dell’ente senza comportargli un immediato beneficio economico sono ad 
esempio: occultare quella che è una situazione di crisi finanziaria o migliorare la 
propria posizione sul mercato. 
L’ interesse e vantaggio nei reati colposi  
L’espressione “nell’interesse o a vantaggio” vuol fare riferimento ai reati dolosi, 
cui in principio e per diversi anni è restata limitata la “parte speciale” del sistema 
introdotto con il decreto 231/01. Per questo, le considerazioni riguardanti le 
nozioni di “vantaggio”  e di “interesse”  non possono essere allargate cosi e 
semplicemente ai casi di responsabilità dell’ente dipendente da un reato colposo. 
Nei reati di tipo colposo la nozione di “interesse” dell’ente, valutabile ex ante, 
riprende il comportamento attivo od omissivo costituito sulla violazione di una 
disposizione prevenzionistica; all’ente può essere addossato questo tipo di reati 
nel momento in cui la violazione della norma cautelare da cui proviene l’episodio 
lesivo possa ritenersi associata a scelte di  non organizzazione, intraprese nella 
prospettiva di un beneficio economico per l’ente stesso. Il termine “vantaggio” 
dell’ente, valutabile ex post, può essere considerato come un risparmio di tempi o 
di costi.  
Anche in presenza di un presupposto oggettivo sopraelencato il compimento di 
uno dei reati previsti dal Decreto, non è di per sé sufficiente al fine di costituire 
la responsabilità dell’ente. Allo scopo di attribuire la responsabilità all’ente per 
una condotta criminosa diviene indispensabile, che, il reato sia anche addossabile 
all’ente e quindi sia derivante da una colpa in organizzazione o di una politica 
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aziendale non corretta con quelli che sono i principi dell’impresa. L’insufficienza 
nell’organizzazione è perciò la condizione che permettere il manifestarsi di un 
giudizio negativo e quindi da imputare all'ente. All’opposto, l’attuazione di un 
modello organizzativo efficace e corretto esonera nei confronti dell’ente il 
giudizio di colpevolezza per insufficienza gestionale e organizzativa e 
rappresenta al contrario, valido motivo per esimere l’ente dalla responsabilità 
prevista dal Decreto40. Impostata la responsabilità amministrativa degli Enti, il 
Decreto sancisce che, all’ente che dimostri di aver adottato ed efficacemente 
attuato, prima che il fatto sia stato commesso, “modelli di organizzazione e 
gestione idonei a prevenire reati della specie di quello verificatosi”, non possa 
essere addossata alcuna responsabilità. Il Decreto disciplina inoltre anche la 
costituzione di un organismo di controllo interno all’Ente avente, il compito di 
vigilare sull’efficacia, sull’osservanza e funzionamento, dei modelli descritti, 
oltre che eseguire l’aggiornamento, nei casi in cui si ritenga necessario. 
I Modelli secondo il decreto devono essere tali da: 
• Includere particolari protocolli volti a programmare l’attuazione e la 
formazione delle decisioni dell’Ente in riferimento ai reati da prevenire; 
• Identificare modalità di governo delle risorse finanziarie appropriate per 
impedire la commissione dei suddetti reati; 
• Identificare le attività nel cui ambito esista la possibilità di commettere i 
reati disciplinati dal Decreto; 
• Programmare obblighi di informazione nei confronti dell’organismo 
incaricato alla vigilanza sul funzionamento e sull’osservanza dei Modelli; 
• Inserire un sistema disciplinare appropriato a sanzionare la mancata 
osservanza delle misure specificate nei Modelli; 
 
Nei casi in cui a commettere il reato siano stati i soggetti che ricoprono funzioni 
apicali dell’Ente, l’Ente non è responsabile se dimostra che: 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  40	   Modello di organizzazione, gestione e controllo Cattolica pag.17.	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• Ci sia stata sufficiente ed adeguata vigilanza da parte dell’Organismo di 
controllo in ordine ai Modelli; 
• I soggetti in posizioni apicali abbiano adottato ed efficacemente attuato, 
prima che il reato fosse commesso, modelli di organizzazione e di 
gestione capaci di prevenire reati della specie di quello verificatosi; 
• La funzione di vigilare sul funzionamento e l’osservanza dei Modelli e di 
tutelare il loro aggiornamento sia stato assegnato ad un organismo 
dell’Ente fornito di autonomi poteri di iniziativa e di controllo41  
• I soggetti abbiano commesso il fatto-reato raggirando fraudolentemente i 
Modelli; 
 
Qualora il reato sia compiuto da soggetti assoggettai alla direzione o alla 
vigilanza di uno dei soggetti sopradescritti, l’Ente risulta responsabile nel caso in 
cui la commissione del reato sia stata resa possibile dalla violazione degli 
obblighi di direzione e vigilanza. Tale violazione è però esclusa se l’Ente, 
precedentemente alla commissione del reato, abbia efficacemente messo in atto 
Modelli capaci di prevenire questi reati. 
Le sanzioni 
La struttura sanzionatoria prevista dal Decreto 231/2001 si articola in quattro 
tipologie di sanzione, a cui l’ente in caso di condanna ai sensi del Decreto può 
essere sottoposto:  
• sanzione pecuniaria: è applicata  in tutti i casi sia accertata la 
responsabilità  
dell’ente. Questa sanzione viene determinata attraverso un sistema basato 
su quote, che vengono stabilite dal giudice nella quantità e nell’importo: il 
numero delle quote, che può variare tra un minimo di cento e un massimo 
di mille che variano a seconda della fattispecie, dipende da quanto risulta 
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grave il reato, da quanto risulta responsabile l’ente, da quanto l’ente si sia 
impegnato al fine di attenuare o eliminare le conseguenze del reato o per 
cercare di evitare la commissione di nuovi illeciti; l’importo della 
specifica quota è invece fissato, tra una somma che va da € 258,00 a € 
1.549,00, in relazione a quelle che sono le condizioni patrimoniali ed 
economiche dell’ente;  
 
•  sanzioni interdittive: le sanzioni interdittive si eseguono, sommandosi alle  
sanzioni pecuniarie, solamente nel caso in cui siano espressamente 
previste per il reato per cui l’ente viene accusato e solamente nel caso in 
cui valga perlomeno una delle condizioni sotto elencate:  
 
 -l’ente dal reato, ha ricavato un beneficio considerevole e il reato è stato 
compiuto da un soggetto che ricopre posizioni apicali, o da un soggetto 
dipendente nel caso in cui il reato sia stata reso possibile a causa di gravi 
inadeguatezze organizzative;   
- in caso di ripetizione dell’ illecito.   
Questa tipologia di sanzioni stabilite dall’art. 9 comma 2 del Decreto sono:  
a)  la proibizione di negoziare con la Pubblica Amministrazione, tranne che per 
conseguire le prestazioni di un pubblico servizio;   
b)  la proibizione di pubblicizzare servizi o beni.   
c) l’esonero da finanziamenti, agevolazioni, sussidi o contributi e la possibile 
revoca di quelli già riconosciuti in precedenza;    
d)  il divieto dall’esercizio dell’attività;   
e)  la revoca o la sospensione delle licenze, concessioni o autorizzazioni, 
funzionali alla commissione dell’illecito;   
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Le sanzioni interdittive, ad eccezione di casi in cui sono applicate con effetti 
immutabili, sono temporanee, e possono durare da tre mesi a due anni, con 
oggetto la particolare attività dell’ente cui si attiene l’illecito. Secondo l’art. 266 
del Codice delle Assicurazioni Private42 questa tipologia di sanzioni indicate 
nell'articolo 9 del Decreto non possono essere adottate in via cautelare alle 
imprese aventi attività assicurativa o riassicurativa.  
• pubblicazione della sentenza di condanna:  questa sanzione può essere 
deliberata nei casi in cui l’ente è stato condannato ad una sanzione 
interdittiva; si attua pubblicando la sentenza una volta solamente, per 
intero o parzialmente, in uno o più giornali stabiliti dal giudice all’interno 
della sentenza ma anche attraverso l’esposizione nel Comune in cui l’ente 
ha stabilito la sede principale, naturalmente è concretizzata a spese 
dell’ente.  
 
• confisca: insieme alla sentenza di condanna viene sempre deliberata la 
confisca  del profitto o del prezzo dell’illecito o di beni o ulteriori utilità di 
uguale valore. Le Sezioni Unite della Corte di Cassazione hanno definito 
il profitto dell’illecito come il beneficio economico immediato e diretto 
generato dal reato, e realmente stabilito al netto della reale utilità 
realizzata dal danneggiato nel caso di un possibile rapporto contrattuale 
con l'ente; da tale definizione, secondo le Sezioni Unite, deve essere 
scartato qualunque parametro di tipo aziendalistico, con conseguenza che 
il profitto non può essere fatto coincidere con quello che è l’utile netto 
conseguito dall’ente (ad eccezione del caso, normativamente previsto, di 
commissariamento dell’ente). Non può inoltre ritenersi estranea alla 
nozione di profitto, secondo il tribunale di Napoli (ordinanza 26 luglio 
2007), il mancato decremento patrimoniale causato dal mancato 
pagamento di importi per costi che l’ente avrebbe dovuto sostenere;  
Le sanzioni amministrative in capo all’ente di prescrivono dal decorrere del 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  42	  Codice	  delle	  Assicurazioni	  Private:	  Decreto Legislativo 209/2005	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quinto anno dal momento in cui è stato commesso il reato. Un eventuale 
condanna di tipo definitivo dell’ente viene iscritta nell’anagrafe nazionale delle 
sanzioni amministrative da reato43 . 
Viene data la possibilità di utilizzare  Modelli di organizzazione sulla base di 
codici di comportamento pubblicati dall’Associazione rappresentativa degli 
enti44.  Tali tipologie di Modelli costituiscono un parametro fondamentale poiché 
le aziende possono uniformarsi in modo conforme a quella che è la previsione di 
legge45 .Ciò che viene richiesto dalla normativa si conforma a quelli che sono i 
principi di governance: identificazione dei rischi e predisposizione al sistema di 
controllo interno capaci di limitare i suddetti rischi. Il sistema di controllo interno 
è in altre parole una nozione più allargata del “Modello 231”  
 
 
 
2.5. Il Codice Etico 
 
Un concetto fondamentale del sistema di controllo interno è costituito dal codice 
etico, essendo la formalizzazione di quello che è ambiente interno cardine per la 
piramide del Coso Report.  
La scelta da parte dei soggetti in posizione apicale di un documento formato 
dall’insieme delle responsabilità dei doveri e dei diritti della Società nei confronti 
di tutti i soggetti aventi rapporti con essa, rappresenta un elemento fondamentale 
del modello organizzativo, anche a prescindere da ciò che viene trattato ai sensi 
del D.Lgs 231/2001. La missione principale della stesura di un codice etico è 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  43	  Modello di organizzazione, gestione e controllo Cattolica pag.23.	  44	  E.Parretta Controllo interno e assicurazioni p.71-72.	  45	  Caputi F. 2002 Problemi applicativi del D.Lgs 231/01 p.22.	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rendere tutti consapevoli di quelli che sono i principi su cui si fonda l’azienda, 
dove la creazione di valore per gli azionisti deve transitare tra quelli che sono i 
valori fondamentali, come ad esempio: 
 
• Assicurare il rispetto dei principi di trasparenza ed onestà; 
• Assicurare il rispetto della professionalità e integrità morale dei 
dipendenti; 
• Garantire e promuovere all’interno dell’azienda l’osservanza di tutte le 
regole organizzative, soprattutto quelle riguardanti la prevenzione dei 
reati; 
• Astenersi da comportamenti illeciti nei rapporti con tutti gli stakeholder  
• Garantire e favorire al proprio interno il rispetto di quelli che i sono i 
regolamenti e le leggi operanti in tutti gli Stati in cui l’azienda si trovi a 
svolgere la propria attività 
 
Il Codice Etico è formato da principi che costituiscono un vincolo al criterio 
generale di economicità della gestione, che stimola intraprendere qualsiasi 
operazione in cui il guadagno derivante è maggiore del costo. Risulta infatti 
chiaro che esistono molti modi di agire in inosservanza dei codici etici presenti in 
azienda capaci però di portare benefici molto superiori a quelli che sono i costi, 
come ad esempio: l’elusione fiscale o la violazione dei principi di correttezza e 
trasparenza nei confronti di un fornitore. In molti casi anche i conflitti d’interesse 
sono trattati all’interno codici etici.  
Con questa nozione si intende qualsiasi occasione in cui sia perseguito un 
vantaggio differente da quello dell’impresa o sia ottenuto un beneficio personale 
da occasioni presentate all’azienda. Nello specifico i soggetti in posizioni apicali 
dovrebbero esimersi da qualunque attività che possa ritenersi, anche virtualmente 
in conflitto con quelli che sono gli interessi dell’azienda di appartenenza. Per 
questo durante l’esecuzione delle proprie attività, i suddetti soggetti, dovrebbero, 
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nel momento in cui insorga un proprio interesse, reale o virtualmente possibile, 
dare immediata comunicazione alla Società e esimersi intanto da qualunque 
azione collegata alla situazione comunicata.  
Una parte fondamentale che troviamo all’interno della totalità dei codici etici è 
quella attinente alle sanzioni in caso di possibili inosservanze. Nei casi di 
evidente inosservanza dei principi contenuti nel Codice etico, è fondamentale che 
l’azienda si impegni tempestivamente a sanzionare con imparzialità, coerenza, 
proporzionalità e nei limiti imposti dalla legge i soggetti fautori del reato o  
responsabili dell’inosservanza del principio.  
Siamo abbastanza sicuri quindi, che ,nel caso in cui la realtà aziendale soddisfi 
perfettamente quanto descritto nel codice etico, il sistema di controllo interno 
sarà senza dubbio efficace e efficiente. In questa casistica, sarebbero presenti 
nell’ambiente interno tutti i requisiti richiesti dal Coso Report, ad esempio: 
correttezza, contenimento dei rischi creazione valore per gli azionisti. Nel caso in 
cui i principi non trovano corrispondenza alla realtà aziendale sarà più 
complicato organizzare un sistema di controllo efficiente, poiché risulta ovvio ad 
esempio che il mancato rispetto di norme riguardanti la privacy o antiriciclaggio 
comporti all’azienda  rischi di carattere normativo. Ne consegue perciò che per 
diminuire i rischi sopradescritti a livello accettabile e far rispettare i principi 
cardine del Codice Etico, l’impresa dovrà investire ingenti somme in termini di 
persone e strumenti. In conclusione, se l’osservanza delle norme e dei codici etici 
presenti in azienda non può essere concretamente realizzata grazie alle virtù 
morali dei soggetti operanti nell’azienda, questa deve essere incoraggiata 
attraverso procedimenti di controllo e sanzione che assorbono risorse monetarie 
diversamente trasferite46.  
 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  46	  E.Parretta Controllo interno e Assicurazioni pag. 68.	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IL SISTEMA DEI CONTROLLI INTERNI NEL SETTORE 
ASSICURATIVO 
 
 3.1. L’autorità di vigilanza 
 
Con l’obiettivo di assicurare l’osservanza delle condizioni di esercizio, l’attività 
svolta dall’impresa di assicurazione è assoggetta a numerosi controlli affidati a 
soggetti capaci di indirizzare o sanzionare le imprese. Tali soggetti sono: 
• L’Istituto per la vigilanza sulle assicurazioni (IVASS) , che va a 
rimpiazzare ISVAP nell’incarico istituzionale di organismo di vigilanza 
del settore con  poteri sanzionatori ampli ed incisivi nei riguardi delle 
imprese che esercitano nel territorio italiano attività di assicurazioni e di 
riassicurazione in qualsiasi ramo in qualunque altra forma con sede legale 
in Italia un paese extracomunitario, operazione di ricapitalizzazione ed 
attività a queste assimilate, ma anche nei confronti degli altri enti in ogni 
modo assoggettati a quelle che sono le disposizioni che regolano 
l’esercizio dell’attività assicurativa. 
 
• il Ministero dello Sviluppo Economico: a tale soggetto, in seguito alla 
recente riforma normativa, sono rimaste in conseguenza la recente 
riforma normativa solamente competenze di tipo: sanzionatorio e di 
vigilanza 
 
Le linee guida della politica assicurativa nel nostro Paese, ad oggi, sono sancite 
direttamente dal Governo.  
L’Isvap, fino al 1 gennaio 2013 fino con l’ entrata in vigore del Decreto 
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Legislativo 95 /2012 convertito con modificazioni nella Legge 135 /2012, che ne 
ha dichiarato l’abolizione,  è stato l’ organo fondamentale per il controllo del 
settore assicurativo. 
Le competenze, i poteri, le funzioni ed i rapporti attivi e passivi di cui l’Isvap era 
stato incaricato sono adesso conferiti all’Ivass. 
 I poteri di vigilanza conferiti all’Ivass vengono esercitati nei riguardi: 
• Degli intermediari di assicurazione e di assicurazione dei periti di 
assicurazione e di tutti gli altri operatori del mercato assicurativo 
 
• Delle imprese che svolgono nel territorio della Repubblica attività di 
assicurazione o di riassicurazioni in qualunque ramo e in qualsiasi forma, 
ovvero operazioni di capitalizzazione e di gestione di fondi collettivi 
formati per l’erogazione di prestazioni in caso di morte, in caso di vita o 
in caso di cessazione o riduzione dell’attività lavorativa  
 
• Dei soggetti enti e organizzazioni che in qualsiasi forma svolgono 
funzioni in parte comprese in quello che è ciclo operativo delle imprese di 
assicurazioni o di riassicurazione limitatamente profili assicurativi e 
assicurativi 
 
• Dei conglomerati finanziari e dei gruppi assicurativi in cui sono incluse 
imprese di assicurazione e di rassicurazioni in conformità alla specifica 
normativa applicabile ad esse 
Le attività possono essere rapportabili alle classiche categorie di vigilanza 
presenti in tutti i settori in cui viene disciplinato il controllo da parte di un 
autorità, cioè: 
- la vigilanza informativa comprende la totalità degli strumenti di informazione e 
comunicazione capaci di contribuire a diminuire le asimmetrie informative come 
	   64	  
ad esempio i controlli sulla correttezza e sulla trasparenza dei comportamenti 
intrapresi da tutti i soggetti che operano nel mercato assicurativo sia nell’ambito 
dei rapporti con i clienti sia nell’ambito della loro gestione. 
-la vigilanza strutturale diretta ad azioni sulla struttura del settore assicurativo, 
mediante controlli sull’assetto morfologico ed organizzativo del mercato come 
ad esempio: la gestione sull’accesso al mercato o sugli assetti proprietari. 
- la vigilanza prudenziale il cui fine è quello di assicurare la stabilità patrimoniale 
degli operatori e l’affidabilità del mercato mediante il controllo della 
delimitazione dei rischi, come ad esempio: la definizione e rispetto di margine di 
solvibilità o la copertura delle riserve tecniche. 
-La vigilanza protettiva, costituita dal sistema di interventi volti alla salvaguardia 
degli interessi dei contraenti deboli (nelle assicurazioni rappresentati dagli 
assicurati, di tutti gli altri aventi diritto a prestazioni assicurative in più generale 
dei consumatori) e perfezionata da poteri di intervento in caso di inosservanza 
delle norme di settore, sia al fine di scongiurare il fatto che situazioni di 
temporanea difficoltà possano aggravarsi in crisi gravi, sia al fine di gestire e 
controllare quelle situazioni in cui le difficoltà dell’azienda sono irreversibili.  
 All’ autorità di vigilanza viene concesso dal codice delle assicurazioni, un 
doppio ruolo: da un lato di garante per la protezione dei consumatori, dall’altro di 
controllore dell’efficienza  e della stabilità mediante l’esercizio di poteri natura 
prescrittiva, accertativa, autorizzativa, cautelare e repressiva previsti dal codice. 
L’autorità gode dei seguenti poteri, nell’esecuzione delle proprie funzioni di 
vigilanza sul settore delle assicurazioni: 
• Ispettivo: infatti ha la possibilità di: a) attuare nei riguardi di imprese ed 
enti controllati ispezioni e indagini, avvalendosi in certi casi della 
collaborazione della Guardia di Finanza (articolo 189 e 307 delle 
assicurazioni), b) riunire i membri degli organi di controllo e 
amministrativi, i legali rappresentanti della società di revisione, i direttori 
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generali delle imprese di assicurazione e riassicurazione, attuario del 
revisore attuario incaricato per il ramo Rc Auto e l’attuario incaricato per i 
rami vita (articolo 178 codice delle assicurazioni) , c) ordinare la 
convocazione degli organi suscitare delle imprese degli enti controllati per 
sottoporre allora esame di provvedimenti necessari per rendere la gestione 
conforme alla legge (articolo 188 codice delle assicurazioni) 
 
• Sanzionatorio: all’autorità di vigilanza viene dato, dal codice delle 
assicurazioni, il potere di utilizzare ,quando ricorrano i presupposti, nei 
confronti delle imprese di assicurazione riassicurazione, le opportune 
misure di di risanamento e di salvaguardia. 
 
• Regolamentare: l’Autorità di Vigilanza può adottare regolamenti per 
l’esecuzione delle norme stabilite nel codice delle assicurazioni con lo 
scopo di assicurare la correttezza e la trasparenza dei comportamenti dei 
soggetti sottoposti a vigilanza e la sana e prudente gestione delle imprese 
(articolo 191 codice delle assicurazioni) 
 
• Conoscitivo: infatti i soggetti vigilati possono essere sollecitati alla 
comunicazione anche ricorrente di informazioni e fatti e la trasmissione di 
documentazione con scadenze e modalità, all’Istituto, stabilite dai vari 
regolamenti (articolo 190 codice delle assicurazioni) 
 
• Propositivo: l’Istituto può inoltrare delle proposte al ministro dello 
sviluppo economico riguardanti alcune norme sanzionatorie, tra cui, ad 
esempio, la cancellazione dell’autorizzazione, la liquidazione coatta 
amministrativa e l’amministrazione straordinaria. 
 
 All’autorità, come previsto dal codice delle assicurazioni (Articolo 188 – 191), è 
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autorizzato il controllo sulla gestione patrimoniale, tecnica, finanziaria e 
contabile nei riguardi delle imprese assicurative nazionali ed estere e 
riassicurative47.  
La vigilanza allo scopo di assicurare stabilità sulle imprese con sede legale in un 
altro stato membro dell’Unione Europea, che esercitano attività assicurativa in 
Italia in regime di stabilimento o di libera prestazione di servizi, rimane in capo 
all’authority dello Stato membro di origine (il così chiamato home country 
control). 
Il nuovo istituto per la vigilanza sulle assicurazioni (Ivass) che transita sotto la 
supervisione della Banca d’Italia è stato introdotto dall’articolo 13 della legge 
7/8/2012 numero 135 di conversione del decreto legislativo 6/7/2012 numero 95. 
Gli organi dell’attuale Organismo di Vigilanza sono rappresentati da: 
-il Presidente, carica assunta di diritto dal direttore generale della Banca d’Italia 
-Il Consiglio, costituito: dal presidente e da due consiglieri selezionati tra 
soggetti di evidente indipendenza e moralità in aggiunta ad un’eccellente 
qualificazione professionale nel campo assicurativo, eletti con un Decreto del 
Presidente delle Repubblica su proposta del governatore della Banca d’Italia e 
appoggiato dal Ministro dello sviluppo economico. I due consiglieri rimangono 
in carica per sei anni, con l’opportunità di essere rinnovati per un successivo 
mandato. Al suddetto consiglio compete l’amministrazione generale del Ivass. 
Competeranno invece al Direttorio, con l’aggiunta dei due consiglieri, i reali 
poteri di direzione strategica e di indirizzo dell’ Ivass e la capacità ad 
intraprendere provvedimenti aventi rilievo esterno riguardanti l’esercizio delle 
funzioni istituzionali relative alla vigilanza assicurativa48 . 
 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  47	  Codice delle Assicurazioni Private art. 170 e ss.	  48	  Edizioni Simone- Vol 24/1 Compendio di diritto delle assicurazioni pag. 38.	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3.2. Basilea II e Solvency II 
Basilea II 
 
Il settore assicurativo sta seguendo quello che accade in un altro ambito di 
business, in particolare quello bancario, per la determinazione dei margini 
minimi di solvibilità. Lo scopo finale è quello di assegnare degli incentivi per 
ridurre quelli che sono i rischi e quindi all’investimento di energie supplementari 
nel sistema di controllo interno, il quale contribuisce alla riduzione in modo 
sostanziale di numerosi rischi, in particolar modo quelli operativi .Tali incentivi 
sono la diminuzione del capitale indispensabile per lo sviluppo dell’attività.  
Con il Comitato di Basilea per la vigilanza bancaria si è giunti ad un accordo per 
la regolamentazione del capitale (meglio noto come Basilea 2) in modo 
anticipato rispetto a quanto accaduto in ambito assicurativo. Questo accordo, a 
cui tutte le autorità di vigilanza nazionali hanno dovuto conformarsi,  aveva 
l’obiettivo di migliorare lo schema di adeguatezza patrimoniale per ricavare 
rilevanti benefici lungo due direttrici fondamentali.  La prima, volta a 
determinare una regolamentazione del capitale che riguardasse non soltanto i 
requisiti minimi ma anche la disciplina di mercato ed il sistema di controllo; la 
seconda, tesa ad accrescere la sensibilità a rischio di coefficienti patrimoniali 
minimi. 
Basilea II è costituita da tre pilastri: requisiti patrimoniali minimi, controllo 
prudenziale dell’adeguatezza patrimoniale, requisito di trasparenza delle 
informazioni e.  Per quanto riguarda il terzo fattore, è necessario constatare che l’ 
accordo anteriore copriva in modo evidente solo due categorie di rischio, quello 
di mercato e quello di credito, supponendo che le altre categorie fossero in 
maniera implicita ricomprese nel trattamento delle sopradescritte tipologie 
principali. Con Basilea 2 si ha lo scopo di: 
• Avviare un evidente trattamento del rischio operativo, considerato un 
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rilevante fattore di rischio per gli istituti bancari e quindi  meritevole 
che le possibili perdite conseguenti siano colmate da un’adeguata 
dotazione di capitale. 
 
• Generare importanti rinnovamenti all’impatto per quanto riguarda la 
patrimonializzazione per il rischio di credito.  A fronte di approcci 
standardizzati come la suddivisione delle esposizioni creditizie in 
categorie prudenziali basate sulle caratteristiche degli impieghi, con 
conseguenti ponderazione fisse,  Basilea 2 propone dei cosiddetti modelli 
interni, vale a dire a fungere da input per il computo del patrimonio sono 
le valutazioni interne frutto del portafoglio e della storicità della banca; 
Il secondo pilastro dell’accordo delle banche riguarda il controllo prudenziale, 
costituita da quattro principi basilari49: 
• Lo scopo50 delle autorità di vigilanza dovrebbe essere quello di osservare 
e analizzare il processo interno di definizione e costante verifica 
dell’adeguatezza patrimoniale, utilizzando idonee misure prudenziali nei 
casi in cui non siano soddisfatte di tale processo; 
 
• Le banche si dovrebbero impegnare a predisporre di un processo per la 
determinazione dell’adeguatezza patrimoniale in rapporto al proprio 
livello di rischio e di una strategia per mantenere i requisiti patrimoniali a 
livelli adeguati: per questo motivo, assume fondamentale rilevanza 
l’esistenza di un sistema di controllo interno; 
 
• Le autorità dovrebbero attuare interventi nelle fasi precoci di crisi per 
evitare che il patrimonio di una specifica banca diminuisca sotto dei livelli 
compatibili con il proprio profilo di rischio; 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  49	  Principi fondamentali per 1’efficace vigilanza bancaria, comitato di Basilea 
per la vigilanza bancaria (sett.1997).	  50	  Metodologia dei principi fondamentali per un efficace vigilanza bancaria, 
comitato di Basilea per la vigilanza bancaria (ott.1198).	  
	   69	  
 
• Le banche dovrebbero svolgere la propria attività con una dotazione 
patrimoniale maggiore rispetto ai coefficienti minimi obbligatori; 
Il terzo ed ultimo pilastro disciplinato dal comitato, è identificato come 
l’informativa  da diffondere al pubblico, al fine di completare quelli che sono i 
requisiti patrimoniali minimi (Primo pilastro)  e il procedimento di controllo 
prudenziale (secondo pilastro). In base al principio generale di trasparenza delle 
informazioni,  Basilea considera che gli istituti bancari debbano attuare una 
formale strategia di informazione al pubblico,  acconsentita dal consiglio di 
amministrazione,  nella quale venga chiarito l’orientamento intrapreso 
dall’azienda nella definizione delle informazioni da diffondere ai soggetti esterni 
e dei controlli interni da realizzare nell’intero processo informativo.  
Con Basilea 2 è stata inoltre evidenziata la propensione da parte degli istituti 
bancari, in particolar modo quelli più importanti, ad articolare un sistema di 
controllo interno suddiviso in tre livelli costituiti da51:  
• I controlli di linea, volti all’ accertamento della corretta esecuzione delle 
operazioni; 
• I controlli sulla gestione dei rischi, i quali contribuiscono  ad accertare 
l’adempienza di quelli che sono i limiti, al profilo rischio/ rendimento 
stabiliti a livello strategico ed alle metodologie di misurazione dei rischi; 
• L’attività di revisione interna, avente lo scopo di verificare la funzionalità  
e la correttezza del complessivo sistema di controlli. 
L’effetto di tali nuovi principi introdotti dalla normativa è considerevole per tutti 
i settori economici,  non soltanto per l’ambito bancario. L’accordo di Basilea 2 
porta infatti alla creazione di un legame più diretto tra la qualità del credito e il 
costo e la reale rischiosità delle imprese che hanno bisogno di finanziamento da 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  51	  Gabbi G. Marsella M. Massacesi M.  Il rischio operativo nelle banche- aspetti 
teorici ed esperienze aziendali-misurazione e gestione, Egea Milano p.279. 	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parte degli istituti bancari52 ;la più grande correlazione tra pricing e rischio di 
credito si pensa possa allargare quello che è il ventaglio dei tassi, ottimizzando le 
classi di rating medio alte e aumentando il costo del credito per quelle più 
basse53. 
 
Solvency II 
 
Tutte le nozioni che sono state delineate nel paragrafo precedente si sono 
successivamente realizzati anche nel settore assicurativo.  Il progetto Solvency II, 
ovvero il programma europeo di riforma del sistema di vigilanza prudenziale per 
le imprese di assicurazione, è entrato in vigore il 1 gennaio 2016, e tutt’oggi, 
vista la sua importanza, resta al centro dell’attenzione dell’autorità di vigilanza 
italiana e delle compagnie. Il sistema di vigilanza prudenziale è formato 
anch’esso da tre pilastri,  parecchio affini ai pilastri descritti per il sistema 
bancario. 
 
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  52	  E.Parretta Assicurazioni e Controllo interno p.88	  53	  Bellotti F. (2004) Basilea 2  un’opportunità di crescita per le imprese Il sole 
24 ore pp. 3-4.	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Il primo pilastro 
 
Il primo pilastro della struttura di Solvency 2 racchiude le disposizioni aventi per 
oggetto i requisiti quantitativi che le imprese di assicurazioni dovrebbero 
prefiggersi all’interno delle proprie attività. Nello specifico, vengono definiti i 
criteri prudenziali per54 : 
• La definizione dei fondi propri e per la loro ammissibilità per la copertura 
dei requisiti patrimoniali 
 
• Il calcolo del Solvency Capital Requirement (SCR) 
 
• Il calcolo dei requisiti patrimoniali per i gruppi di impresa. 
 
• Il calcolo del Minimun Capital Requirement (MCR) 
 
• La valutazione dell’attività e delle passività 
 
• Gli investimenti a copertura delle riserve tecniche e del SCR 
 
Questione cruciale per il primo pilastro è, tuttavia, la definizione di due livelli 
per i requisiti di capitale, determinati attraverso la valutazione delle attività e 
passività a quelli che sono valori di mercato: 
1. Solvency Capital Requirement (SCR):  il suo scopo è quello di permettere 
all’impresa di assicurazione di poter sostenere anche ingenti perdite 
inattese e dimostrare in tal modo un’ adeguata sicurezza agli assicurati. 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  54	  Report Finale Bocconi School of Management 2011 pag. 10.	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Tale requisito può essere ritenuto anche come quel capitale essenziale per 
far fronte agli incarichi esistenti su un dato periodo temporale. Il SCR 
deve tenere in considerazione la totalità dei rischi quantitativi e può essere 
quantificato sia mediante una formula standard, sia mediante modelli 
interni che certamente potrebbero fornire dei requisiti patrimoniali in linea 
a quello che è il reale profilo di rischio dell’impresa, nonostante 
richiedano ingenti costi di risorse umane e di sviluppo; 
 
2. Minimum Capital Requirement (MCR): definisce un livello limite di 
capitale al di sotto del quale il rischio per l’assicurato sarebbe altissimo e 
l’operatività dell’impresa assicurativa sarebbe messa in serio pericolo, con 
la conseguenza che risulterebbero indispensabili azioni più drastiche da 
parte dell’Autorità di Vigilanza. Per la determinazione del MCR sarà 
necessario un modello semplice,  ma contemporaneamente solido e 
verificabile55 ,presentando una soglia minima e una soglia massima. 
Calcolato con una formula standard, il Minimum Capital Requirement  
risulterà incluso tra il 25% e il 45 % del Solvency Capital Requirement e 
non potrà risultare minore di 2.200.000 euro per le imprese ramo danni, 
3.200.000  per le imprese ramo vita ed esercenti attività riassicurativa, 
5.400.000 per le assicurazioni che svolgono la propria attività sia nei rami 
vita che non vita.  
 
Solvency 2 stabilisce, sugli investimenti fatti dalle imprese, l’osservanza di 
principi generali di liquidità, redditività, diversificazione e sicurezza del proprio 
portafoglio, escludendo l’imposizione di specifici livelli quantitativi agli attivi 
presenti in portafoglio. Le imprese che svolgono attività assicurativa e 
riassicurativa hanno l’obbligo di stimare il requisito patrimoniale di solvibilità 
perlomeno una volta l’anno e di comunicarlo all’Autorità di Vigilanza. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  55	  Report Finale Bocconi School of Management 2011 pag. 11.	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Il secondo pilastro 
 
Il secondo pilastro è formato, da una parte, da norme riguardanti quella che è il 
risk management, il controllo interno dell’impresa e la governance aziendale e,  
dall’altra, dalla definizione di quelle che sono le attività, gli strumenti e le 
capacità della vigilanza. Riguardo al primo elemento è fondamentale che 
all’interno del proprio sistema di risk management,  l’impresa assicurativa esegui 
costantemente un’ opportuna stima dei rischi e del proprio livello di solvibilità ( 
definita dal legislatore comunitario come: Own Risck and Solvency Assessment 
(ORSA)), in merito al secondo aspetto, attraverso “l’innovativa” prospettiva di 
tipo Principle Based, molto distante da quella precedente Rule Based che 
caratterizzava le normative precedenti, vengono chiariti quelli che sono i nuovi 
principi ispiratori del sistema di vigilanza.  Per quanto riguarda la vigilanza si 
sostiene che il principale obiettivo di quest’ultima deve essere la salvaguardia dei 
beneficiari e dei contraenti, senza tralasciare il continuo perseguimento della 
stabilità, specialmente nelle situazioni di emergenza che sarebbero in grado di 
portare a fenomeni di prociclicità nei suoi interventi.  
I principi generali alla base del nuovo sistema di vigilanza sono: 
• La vigilanza delle imprese di assicurazione e di riassicurazione 
comprende, nello specifico, un’adeguata combinazione ispezioni in loco e 
attività cartolari; 
 
• La vigilanza è basata su metodo prospettico e sul rischio che comprende il 
controllo continuo del regolare esercizio dell’attività di assicurazione o di 
riassicurazione e del rispetto delle disposizioni di vigilanza da parte delle 
imprese aventi come oggetto l’attività assicurativa e di riassicurativa; 
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• Gli Stati membri stabiliscono che i requisiti sanciti nella direttiva siano 
adottabili in maniera adeguata a quella che è la portata, la complessità e la 
natura dei rischi attinenti all’attività di un impresa assicurativa o 
riassicurativa; 
 
• La commissione si impegna affinché le misure di attuazione prendano in 
esame il principio di proporzionalità, sostenendo così la realizzazione 
proporzionale della direttiva, in modo particolare alle imprese assicurative 
di contenute dimensioni. 
Viene per di più precisato che la vigilanza del settore assicurativo è compresa 
nella competenza esclusiva dello Stato membro di origine e tra i compiti affidati 
è compreso il dovere di assicurare che le imprese provvedano a fornire le 
informazioni richieste in termini ,ad esempio, di costituzione di riserve tecniche 
all’Autorità di Vigilanza preposte e che quest’ ultima possa appurare queste 
informazioni anche attraverso ispezioni in loco, in conformità a quelle che sono 
le norme o prassi stabilite dallo Stato membro stesso. Tra i vari doveri, gli Stati 
membri devono assicurare che le Autorità di Vigilanza siano provviste del potere 
di attuare misure preventive e correttive al fine di garantire che le imprese di 
assicurazione e di rassicurazioni rispettino si uniformino alle disposizioni 
legislative amministrative e regolamentari. Un efficiente funzione di risk 
management e un’appropriata governance sono i principi fondamentali per un 
valido sistema di solvibilità e per la sopravvivenza dell’assicuratore a lungo 
termine. La direttiva Solvency 2  ,mediante la nuova ottica Principle Based, ha 
contribuito ad assegnare sempre importanza maggiore agli organi amministrativi 
delle imprese assicurative ed in modo particolare al consiglio di 
amministrazione, a cui vengono attribuite responsabilità riguardanti56: 
 
• Strategia operativa e Risk Appetite; 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  56	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• Organizzazione del sistema di Risk Management; 
 
• Divulgazione della cultura di Risk Management all’interno dell’azienda; 
 
• Implementazione della normativa; 
 
• Attuazione di modelli interni 
 
• Reportistica verso l’esterno e verso l’interno 
 
Riassumendo quanto detto, le imprese assicurative devono essere dotate di un 
sistema efficiente e efficace di governance, adeguato alla natura ,alla complessità 
e alla dimensione dell’azienda, affinchè sia possibile permettere una prudente e 
solida gestione dell’attività. Questo sistema deve essere dotato di struttura 
organizzativa adeguata e corretta, con un’evidente distribuzione e un’adeguata 
separazione delle responsabilità, tendendo al proprio interno un efficiente e 
efficace processo per la comunicazione delle informazioni. 
 
Il terzo pilastro 
 
Il terzo pilastro che compone l’architettura di Solvency 2 stabilisce disposizioni 
riguardo le modalità ed contenuti dell’informativa ai fini della vigilanza e nei 
confronti del mercato. La finalità di tale parte della normativa è il 
raggiungimento di una costante crescita del livello di trasparenza informativa 
delle imprese assicurative, che favorisca la vigilanza nell’ attuazione delle 
proprie attività. Grazie al nuovo regime previsto, tutte le imprese devono 
provvedere a fornire ai soggetti esterni un volume di informazioni molto 
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maggiore in confronto al passato.  
Dall’altro lato, per il mercato risulterà molto più agevole esaminare un’impresa, 
comparare due o più imprese assicurative e determinare un benchmark sul settore 
assicurativo. Una delle funzioni di Solvency 2, è infatti, quella di garantire una 
crescente coerenza tra il reporting regolamentare e le informazioni diffuse al 
pubblico a livello europeo, e questo comporterà anche una trasformazione del 
tipo di informazioni richieste dall’autorità. In aggiunta al supervisor, anche altri 
soggetti come: le agenzie di rating, gli analisti, i clienti e gli investitori  potranno 
ottenere informazioni pubbliche sul profilo di rischio, sul capital management, 
sul grado di patrimonializzazione e sulla governance delle imprese.  
Le imprese potranno avvalersi dell’informativa per dare prova della propria 
stabilità patrimoniale, dell’efficacia della propria governance o delle funzioni di 
controllo, assicurando un maggiore livello di conforto alla totalità degli 
stakeholder. Nello specifico, nei confronti dei clienti, le imprese potranno crearsi 
un’immagine sulla base della loro solidità, capacità e trasparenza di gestione dei 
rischi riguardanti l’attività assicurativa. Questo potrebbe sollecitare nuovi 
investitori, in precedenza non particolarmente propensi ad investire nel settore 
assicurativo, a riconsiderare le proprie strategie di investimento. Viene pretesa, a 
completamento delle principali informazioni finanziarie, una spiegazione 
qualitativa di quello che è il proprio business, del sistema di governance, delle 
performance finanziarie, e dei specifici rischi trattati all’interno della propria 
attività, determinando, per ciascuna tipologia di rischio,  il livello di esposizione, 
concentrazione, mitigazione e di sensibilità verso lo stesso. 
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3.4. L’impatto di Solvency II 
Assicurazioni e riassicurazioni 
 
Le imprese assicurative, con Solvency 2, subiranno un rilevante cambiamento sia 
a livello strategico, poiché la riforma provocherà una rivalutazione dei propri 
modelli di business, sia per quanto riguarda i prodotti offerti e la diversificazione 
del portafoglio di ogni singola impresa57.  
Tale effetto cambierà indubbiamente a seconda del tipo di attività esercitata e dal 
paese in cui l’impresa ha sede, ma diversi possibili risultati si rilevano ormai 
evidenti e scontati.  
A trarre maggiore beneficio dalla diffusione della nuova regolamentazione 
saranno, presumibilmente, le imprese di riassicurazione più capitalizzate, per 
merito della crescita della domanda delle mutue assicuratrici che non riescono ad 
ottenere fonti alternative di capitale e specialmente attraverso una crescita 
dell’utilizzo della riassicurazione come strumento per la mitigazione del rischio. 
Dall’altro lato, le imprese di dimensioni più contenute e particolarmente 
localizzate risulteranno quelle più faticosamente messe alla prova, dato che i 
requisiti patrimoniali discenderanno principalmente dalla diversificazione dei 
prodotti offerti e della propria attività svolta.  
Tutti questi motivi potrebbero generare forme di consolidamento specialmente 
dove i mercati risultano frammentati in maggior misura, in cui è minore 
l’opportunità di raccolta di capitale, rendendo così l’attività assicurativa europea 
stessa più efficace ed efficiente.  
Non bisogna sottovalutare, per concludere, che i maggiori gruppi ricorreranno 
sempre di più, per governare in maniera efficiente i propri bilanci, a organismi 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  57	  Insurance: Solvency II, quantitative & strategic Impact: the tide is going out, 
report redatto congiuntamente da Oliver Wyman e Morgan Stanley, nel 
Settembre del 2010.	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specifici di ingegneria finanziaria, come ad esempio contratti finanziari o 
programmi di cartolarizzazione ad hoc.  
Con Solvency II, come è stato detto prima, costruendosi su principi economici, 
permette di utilizzare una vasta rosa di strumenti per la cessione o la copertura 
del rischio. Risulta però indispensabile, creare delle strutture adibite alla 
valutazione dell’impatto che quei tipi di prodotti porteranno ai fini di bilancio. 
Un ulteriore punto su cui soffermarsi è rappresentato nuovamente dalla 
validazione dei modelli di valutazione da parte degli Organi di vigilanza.  
La normativa, in aggiunta, porterà alla crescita considerevole della trasparenza 
all’interno del business e questo dovrebbe spingere l’assicuratore a tentare di 
raggiungere ricavi superiori per le tipologie di prodotto che necessitano di 
accantonamenti superiori di capitale. Dall’altro lato, tuttavia, la conoscenza 
maggiore del proprio profilo di rischio comporterà utilizzo inferiore per quelle 
tipologie di business che provocano un’ alterazione del profilo stesso.  
Un numero rilevante di imprese, tuttavia, si è focalizzata solamente sull’ 
espansione di quelli che sono i modelli interni e quindi sulle componenti tecniche 
della nuova regolamentazione, trascurando quelli che potrebbero essere i 
mutamenti all’interno della propria attività e quindi, con la possibilità di 
compiere lo il medesimo errore compiuto dagli istituti bancari nell’ambito di 
Basilea II.  
 
Riassicurazioni 
 
Con Solvency II gli assicuratori “primari” potranno lasciare libere risorse 
attraverso l’impiego della riassicurazione; perciò, grazie alla nuova normativa, il 
mercato riassicurativo potrà crescere smisuratamente. L’altra faccia della 
medaglia, è però, che la propagazione di tale fenomeno conduca molte imprese, 
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allo scopo di difendersi da un peggioramento da quello che è il merito creditizio 
del riassicuratore e dalla consequenziale crescita dei requisiti richiesti, ad esigere 
l’inserimento di clausole rating trigger (se il rating del debitore diminuisce, 
vengono richiesti tassi più elevati) all’interno dei contratti di riassicurazione, che 
potrebbe esporre proprio i riassicuratori ad un notevole rischio di liquidità 
comparabile a quello proveniente dalla corsa agli sportelli in ambito bancario58  
Gli assicuratori, per di più, potranno trasferire sul mercato il rischio di credito 
collegato ai rapporti di riassicurazione mediante l’utilizzazione della 
securitization, mentre, a loro volta, i riassicuratori potranno assicurarsi dai rischi 
accettati mediante forme di retrocessione, che causeranno tuttavia un’esposizione 
aggiuntiva al rischio di credito.  
Tenendo conto delle varie forme di riassicurazione, in base a quanto stabilito 
dalla normativa, ne discende che :  
•   Le coperture di forma non proporzionale, non sono sufficientemente 
valutate e pertanto le imprese non usufruiranno di un appropriato 
vantaggio di rilascio di capitale da tale tipo di tecnica riassicurative, 
poichè viene preso in considerazione solamente lo scarto esistente tra i 
premi al netto del costo della copertura e quelli lordi.   
 
•   Invece, per quanto riguarda la riassicurazione di forma proporzionale, 
questa viene totalmente considerata e valutata adeguatamente, perché si 
riduce proporzionalmente l’esposizione e quindi il Solvency Capital 
Requirement  
Comunque, attraverso l’utilizzo di un modello interno anche parziale ,esiste la 
possibilità di pervenire ad una valutazione efficiente del beneficio relativo alla 
copertura di forma non proporzionale.  
 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  58	  Swiss re (2003) Reinsurance: a systemic risk?, (sigma No 5/2003).	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Possibile impatto a livello organizzativo 
 
Grazie Solvency II la struttura all’interno delle imprese assicurative dovrà 
sopportare rilevanti mutamenti se quest’ultime vorranno uniformarsi con la 
nuova normativa. 
 In aggiunta, gli oneri per la realizzazione, seppur regolati dal principio di 
proporzionalità, dovranno essere distribuiti proporzionalmente tra formazione, 
tecnologia e processi.   
Per arrivare ad un controllo attivo dei rischi, di fatto, appare fondamentale agire 
direttamente sulle procedure organizzative per monitorare quelli che sono i rischi 
presenti in un determinato momento e amministrare i nuovi in relazione al loro 
effetto marginale sul portafoglio di cui la compagnia è titolare.  
Con Solvency II  si incoraggia le imprese ad attuare una scelta riguardante le 
tipologie di rischi da sottoscrivere, per scongiurare un concentramento troppo 
elevato che comporterebbe una superiore disponibilità di capitale per l’impresa a 
svantaggio della redditività dei contratti.   
Le imprese assicurative, già consapevoli di queste difficoltà, hanno provveduto 
in modo anticipato a programmare le tecniche volte alla misurazione del RAROC 
(Risk Adjusted Return on Capital), ma comunque con la riforma Solvency II si 
andrà ad impattare in maniera diretta sui calcoli di redditività.  
Ogni funzione aziendale dovrà conformare le proprie procedure operative al fine 
di rispettare le istruzioni fornite da Solvency II e per assicurare una procedura 
decisionale più efficiente e rapida.  
Indispensabile, al fine di uniformarsi ai nuovi requisiti previsti dalla normativa, 
diventerà attuazione di un processo di Enterprise Risk Management (ERM), che 
comprenda l’elezione di un Chief Risk Officer (CRO), o in ogni caso di un 
comitato esecutivo incaricato della gestione dei rischi.  
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Un’adeguata funzione di risk management sarebbe in grado di generare vantaggi 
come ad esempio:  
• Diversificazione del portafoglio per le compagnie di maggiore dimensione 
 
• Potenziamento di tecniche di gestione dei rischi specifiche per determinate 
aree di  prodotto da parte delle compagine di minori dimensioni 
 
• Minori accantonamenti di capitale con la conseguente possibilità di 
stabilire prezzi più competitivi per determinate categorie di prodotti;   
 
Per questo si renderà fondamentale per le compagnie una domanda superiore di 
risorse qualificate e proprio per questa motivazione le imprese dovrebbero 
anticipare il progetto Solvency II e organizzare un piano di training per 
accrescere le capacità all'interno dell'organizzazione aziendale.  
L’esigenza di questi provvedimenti, presumibilmente, non risulterà come una 
priorità ma si attueranno modifiche in tale ambito solo in un secondo momento in 
base all’evoluzione del progetto59  
Risulterà di fondamentale importanza il ruolo assunto dal consiglio di 
amministrazione e dal management esecutivo in generale, poichè dovranno 
impegnarsi in prima persona nel definire la strategia di rischio complessiva da 
attuare e nel supportare i processi di trasformazione del management stesso, i 
quali risulteranno necessari per la costituzione di un’efficiente cultura del rischio 
da divulgare nell’organizzazione.   
La formalizzazione che viene invocata dall’ORSA è il dispositivo necessario per 
dare prova dell’assunzione di queste responsabilità e, perciò, il ruolo  reale di 
supervisione, controllo e indirizzo della strategia di risk management da 
intraprendere all’ interno dell’ impresa.  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  59Pwc (2009), Solvency II, impact on organisation, processes and structure. 	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Sistema bancario 
 
Il possibile susseguirsi di eventi di consolidamento e il probabile accrescimento 
dell’utilizzazione di strumenti basati sulla securization nel settore assicurativo, 
potrebbe provocare un aumento degli utili per gli istituti bancari. 
Solvency II, in aggiunta, viene identificato come uno strumento nel processo di 
armonizzazione di quella che è regolamentazione tra i numerosi settori finanziari, 
con cui si è stabilito per andare incontro al crescente avvicinamento delle attività 
e dei rischi assunti dagli operatori all’interno dei vari comparti60. 
Tra le diverse finalità si è tentato, per prima cosa, di far corrispondere ad uno 
determinato rischio uno medesimo requisito di capitale sia per gli istituti bancari 
sia per gli assicuratori, al fine di sottrarsi ad un’inadeguata distribuzione del 
capitale e del rischio che metterebbe in difficoltà la solidità finanziaria.  
Comunque, come viene evidenziato nelle differenze tra le direttive di Basilea e di 
Solvency II, risulta particolarmente difficoltoso, o addirittura irrealizzabile, 
raggiungere un’impeccabile congruenza tra le due regolamentazioni, questo a 
causa dei diversi rischi che ogni intermediario coinvolto si può trovare a 
fronteggiare, e che provocano un consequenziale divario tra la struttura dei 
bilanci degli istituti bancari e degli assicuratori.  
Con il recente sistema regolamentare nel settore assicurativo si potrebbero 
indurre le imprese vita a trasformare la maggior parte delle proprie polizze in 
prodotti unit-linked, che per molteplici aspetti sono similari alle tipologie di 
risparmio proposte  dagli istituti bancari, visto che quest’ultime, ad esempio, 
sono collegate all’evoluzione del mercato. Per questo motivo, Solvency II 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  60	   Banca centrale europea 2007, Potential impact of Solvency II on financial 
stability. 	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dovrebbe indurre ad una maggiore competizione tra i vari istituti bancari, che 
potremmo osservare anche attraverso la maggiore tendenza dell’ assicurato ad 
impiegare le proprie somme in obbligazioni corporate, che così potrebbero 
rappresentare una tipologia rilevante di raccolta di capitale per le compagnie, 
rispetto ai classici prestiti bancari. Dall’altra parte, tuttavia, in Solvency II così 
come in Basilea II, non risultano evidenti  vantaggi provenienti dalla 
diversificazione tra i vari settori conseguita attraverso consolidamenti, per andare 
a formare gruppi aventi oggetto la bancassicurazione o conglomerati finanziari. 
Questi eventi, secondo molti porterebbero ad un accrescimento del rischio 
sistemico dovuto essenzialmente all’aumento che avremmo nel rischio di 
contagio, con chiari effetti negativi sulla stabilità  dell’intero sistema 
finanziario61. Oltre a questo, i requisiti più stringenti per il rischio di credito, 
stabiliti dalla nuova direttiva nel settore delle assicurazioni, ridurranno gli stimoli 
per gli assicuratori ad intraprendere legami troppo stringenti con gli istituti 
bancari.  
Con l’istituzione di Solvency II, dall’altra parte, si potrebbe assistere alla crescita 
del numero di partecipazioni tra il settore assicurativo e bancario, grazie 
all’espansione della lista degli elementi di capitale consentiti per gli assicuratori; 
questo potrebbe portare ad un incremento per quanto riguarda il rischio di 
contagio, dato che l’insolvenza di un assicuratore o di un istituto bancario 
provocherebbe effetti direttamente sulla stabilità del secondo settore.  
Nel periodo medio-lungo, grazie all’incentivo stabilito dalla recente disciplina 
per l’impiego delle tipologie di prodotti per il trasferimento del rischio agli 
assicurati, come ad esempio le polizze unit-linked , dovremmo assistere ad un 
complessivo incremento del livello di rischio tollerato dal economia intera. 
Alcune tipologie di rischi, precedentemente diversificati mediante l’uso delle 
tecniche di pooling, potrebbero essere trasportati all’interno dei bilanci dei 
consumatori: ad esempio il longevity risk, in aggiunta chiaramente al rischio 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  61	  Darlap P e Mayr B (2006) Group aspects of regulatory reform in the  
insurance sector, pag 96-123.	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finanziario collegato a questa nuova tipologia di prodotti. Visto che l’incertezza 
per gli assicuratori è da sempre associata all’esatta aspettativa sulla longevità 
media attesa, gli assicurati saranno costretti a far fronte sia al rischio associato ad 
una sottostima della durata della propria vita, sia ad una sovrastima della stessa.  
Il singolo assicurato, solitamente, non è in grado di stimare correttamente i rischi 
associati a prodotti tanto articolari e potrebbero compiere con facilità decisioni 
d’investimento errate che comporterebbero esiti preoccupanti per il proprio 
reddito, visto che a differenza degli intermediari finanziari il singolo non ha le 
capacità per mitigare quella che è la propria esposizione ai rischi o per riuscire ad 
assorbire i rilevanti danni che ad essa potrebbero essere collegate.  
In conclusione, tutti questi motivi incrementerebbero considerevolmente 
l’esposizione al rischio di credito per gli istituti bancari, per i quali mutamenti 
avversi sui mercati pregiudicherebbero la capacità da parte dei singoli clienti di 
rispettare i relativi debiti. Le eventuali conseguenze sopradescritte non devono 
fuorviare la considerazione del complessivo effetto positivo che Solvency II 
potrebbe portare sia per l’ambito bancario, che per il sistema finanziario nel suo 
complesso, per merito dell’armonizzazione con le differenti regolamentazioni, 
che  a sua volta genererà inferiori opportunità di arbitraggio regolamentare per 
tutti gli operatori del settore assicurativo e non. 
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IL CASO PRATICO: CATTOLICA ASSICURAZIONI 
 
4.1. Il gruppo cattolica 
 
Cattolica Assicurazioni è la compagnia a capo di uno dei più importanti gruppi 
del mercato assicurativo italiano, attivo in entrambi i rami: danni e vita, fornito di 
un volume premi che si aggira intorno ai 5,7 miliardi di euro. 
Dal novembre del 2000 è quotata alla Borsa di Milano. 
La sede della Società è a Verona e presta la propria attività lavorativa sull’intero 
territorio nazionale per merito di un’efficiente rete distributiva incentrata sulle 
agenzie e sulle filiali degli istituti bancari partner. La sua offerta si rivolge 
specialmente alla famiglia, alle piccole e medie attività produttive e alla persona. 
 
Storia 
 
Cattolica Assicurazioni nasce il 27 febbraio 1896 a Verona, società cooperativa 
fondata per fornire assistenza ai piccoli proprietari terrieri dai danni causati dagli 
incendi e dalla grandine. La società dà prova così sin da subito di compiere una 
considerevole funzione economica e sociale. Tra i fondatori sono compresi 
diverse delle personalità di maggiore rilievo del movimento cattolico italiano. 
Solidità e correttezza le consentono in un secondo momento di espandersi, in 
maniera graduale ma continuo. Successivamente, accanto ai rami grandine e 
incendio si sviluppano gli altri settori: furti, responsabilità civile e infortuni. 
Anche in questi casi l’offerta è rivolta alle piccole imprese e alle persone. 
Cattolica Assicurazioni risulta essere tra le prime imprese italiane ad utilizzare 
una distribuzione multicanale. Accanto alla rete di agenti, che rimane in ogni 
caso centrale, si espande un dettagliato sistema di bancassicurazione, conseguito 
attraverso accordi con partner bancari. La compagnia diventa in tal modo uno dei 
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maggiori leader nazionali per quantità di sportelli impiegati nella vendita dei suoi 
prodotti62. 
 
 
 
Il Gruppo assicurativo Cattolica Assicurazioni è costituito da diciotto società, di 
cui dieci assicurative e otto strumentali.  
Le società assicurative sono:  
• Cattolica Assicurazioni   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  62	  Informazioni prese dal sito www. Cattolica.it.	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• ABC Assicura   
• BCC Assicurazioni   
• BCC Vita   
• Berica Vita    
• Cattolica Life   
• Fata Assicurazioni   
• Lombarda Vita   
• Tua Assicurazioni   
Le società strumentali sono:   
• Cattolica Immobiliare 
• Cattolica Agricola 
• Cattolica Beni Immobili 
• Cattolica Services 
 
4.2. Il modello adottato in Cattolica 
 
L’attuazione e lo sviluppo del modello di gestione e controllo secondo le linee 
del Decreto 231/2001 si introduce all’interno del sistema di Controllo interno di 
Cattolica secondo una linea già raggiunta in precedenza con l’esecuzione dei 
principi di corporate governance e con l’attuazione del Codice di 
Comportamento, al fine di garantire l’assoluta osservanza e trasparenza nel 
raggiungimento delle politiche dell’azienda, in aggiunta alla salvaguardia 
dell’immagine e della posizione ottenuta dalla Compagnia all’interno del 
mercato assicurativo.  
Il sistema di controllo interno di Cattolica è composto da un articolato complesso 
procedure, strutture organizzative e regole finalizzate al raggiungimento del 
corretto sviluppo dell’impresa e ad assicurare, nello specifico, l’efficacia e 
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l’efficienza dei processi aziendali, il corretto governo dei rischi, la tutela del 
patrimonio, l’integrità e l’affidabilità del sistema informativo, oltre che la 
congruenza tra le attività svolte dall’impresa e le normative adottabili 
dall’azienda.  
La responsabilità della reale realizzazione del sistema di controllo interno ha 
carattere integrato ed esteso all’interno delle strutture aziendali.  
Le parti costitutive del sistema di controllo interno sono di seguito approfondite 
riguardo agli aspetti di:  
 
• Attività di separazione e controllo dei compiti; 
 
• Cultura del controllo; 
 
• Formalizzazione dei processi;   
 
• Cooperazione tra gli Organi e le Funzioni di controllo 
 
• Comunicazioni e Reporting.   
 
Attività di separazione e controllo dei compiti  
 
Le attività di controllo si possono definire come l’applicazione delle policy e 
delle procedure destinate ad assicurare l’attuazione delle direttive espresse dal 
management per la gestione dei rischi. Tali attività vengono formalizzate da parte 
della direzione Risorse Umane, che si avvale della collaborazione dei 
responsabili dei processi operativi.  
La progettazione dei processi operativi interni è ispirata al principio di 
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separazione dei compiti e alla completezza delle attività di presidio.  
La separazione dei compiti tra le funzioni di controllo individuate dalla 
normativa di settore, quali Internal Audit, Risk Management e Compliance, è 
garantita mediante la loro istituzione in forma di direzioni autonome rispetto 
all’Alta Direzione ed alle Aree operative e mediante la loro collocazione a 
riporto del Presidente del Consiglio di Amministrazione. 
 
Cultura del controllo  
 
Il progresso e la diffusione della cultura del controllo nell’organizzazione di 
Cattolica si dimostrano quali obiettivi principali della politica avviata dai vertici 
aziendali e si realizzano attraverso:  
• La promozione e l’esecuzione del Codice di Comportamento;   
 
• L’esecuzione delle attività di controllo a tutti i livelli aziendali, 
assicurando indipendenza tra i soggetti addetti delle attività di controllo e 
coloro incaricati allo svolgimento delle attività operative;   
 
• La tutela da parte della Capogruppo delle questioni riguardanti le norme 
sulla privacy, l’antiriciclaggio e antifrode, attraverso strutture 
efficacemente adibite63. 
 
 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  63	  Modello di Cattolica Assicurazioni 2014, consultabile dal sito di Cattolica 
pag. 25.  	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Formalizzazione dei processi  
 
La formalizzazione delle attività di controllo e dei relativi processi viene 
conseguita mediante l’utilizzazione dell’applicativo di organizzazione Mega, il 
quale rappresenta il repository aziendale delle procedure organizzative e 
comprende inoltre l’identificazione dei rischi di conformità normativa ed 
operativi riconducibile alle specifiche fasi dell’attività. L’applicativo Mega 
costituisce ,in sintesi, l’unico database informativo integrato a cui hanno accesso, 
in aggiunta alle strutture operative, le funzioni Compliance, Risk Management, 
Internal Audit,  e la direzione Risorse Umane e. Questo per garantire il massimo 
allineamento dei dati e delle informazioni dal punto di vista del controllo e della 
gestione, in conformità in quel momento presenti.  
Le scadenze e le modalità di aggiornamento e manutenzione sistematica della 
biblioteca dei processi compresa in Mega sono formalizzate in uno specifico 
processo interno. La trasmissione delle procedure organizzative eseguita a cura 
dei Dirigenti Responsabili nella sfera della propria vigilanza gerarchica.  
 
Collaborazione tra gli Organi e le Funzioni di controllo  
 
Il Consiglio di Amministrazione, attuando quanto stabilito dal Regolamento 
ISVAP n. 20 del 26 marzo 2008, ha determinato e formalizzato lo scambio di 
informazioni tra le varie Funzioni di controllo ordinando bilanciati processi di 
collegamento fra le funzioni di Risk Management, di Compliance e Revisione 
Interna, inserite per integrare le disposizioni istitutive delle stesse.  
Allo scopo di agevolare l’interscambio informativi tra qualsiasi Organo di 
controllo, il Consiglio di Amministrazione ha, in aggiunta, formalizzato una 
procedura di connessione tra i suddetti organi. Per riconoscere l’importanza del 
ruolo del Collegio Sindacale all’interno sistema dei controlli interni, a cura di 
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esso sono stati affidati la convocazione e la formalizzazione degli colloqui 
avvenuti tra tutte le Funzioni e gli Organi di controllo ( Risk Management, 
Compliance, Internal Audit, Comitato di Controllo Interno, Società di revisione, 
Organismo di Vigilanza ex Decreto 231/2001, Attuario incaricato vita, Comitato 
Rischi, Attuario incaricato R.C.auto , Dirigente preposto alla redazione dei 
documenti contabili societari e, appunto, Collegio Sindacale) diretti allo scambio 
di informazioni essenziali per la realizzazione dei corrispondenti incarichi.  
 
Comunicazioni e Reporting 
 
La Società è fornita di un efficiente struttura per la divulgazione e la 
segnalazione all’Organo Amministrativo di tutte informazioni gestionali e 
contabili.  
Qualsiasi informazione richiesta dalle Autorità di Vigilanza è fornita attraverso 
l’Investor Relation Officer ed il Servizio Rapporti con l’Autorità di Vigilanza.  
 
Finalità del Modello  
 
Attraverso la scelta del Modello, la Società ha lo scopo di attuare in maniera 
puntuale, le disposizioni del Decreto, potenziando e rendendo quanto più 
efficiente possibile il sistema di controllo interno e di corporate governance già 
presente all’interno della Società.  
Lo scopo essenziale del Modello è quello di realizzare una struttura strutturata e 
organica di principi e processi di controllo, volto ad impedire la commissione dei 
reati stabiliti dal Decreto ed a rappresentare un’opportuna esimente della 
responsabilità.  
Il Modello rappresenta la base del sistema di governo della Società e concorre 
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alla divulgazione di una cultura d’impresa ispirata sulla trasparenza, correttezza, 
e sulla legalità.  
Il Modello si vuol prefissare anche i seguenti obiettivi:  
• Promuovere una cultura d’impresa che sia fondata sulla legalità, poichè la 
Società censura qualunque atteggiamento non conforme alle disposizioni 
interne o alla legge, e nello specifico alle regole comprese nel proprio 
Modello;  
 
• Offrire un’appropriata informazione ai dipendenti, ai soggetti che operano 
su mandato della Società, o sono vincolati alla Società stessa da rapporti 
considerevoli ai fini del Decreto, con riguardo a tutte le attività che 
prevedono il rischio di commissione di reati; 
 
• Trasmettere la cultura del controllo e di risk management;  
 
• Avviare qualunque misura necessaria per evitare il rischio di commissione 
di reati.  
 
• Mettere in atto un’efficiente ed efficace organizzazione dell’attività di 
impresa, tenendo conto in modo particolare alla scelta delle decisioni e 
sulla loro chiarezza e trasparenza, sulla gestione di controlli,  sulla 
efficienza delle risorse destinate all’assunzione di tali decisioni e delle 
conseguenti attuazioni, stimati o consecutivi, oltre che sul governo 
dell’informazione esterna ed interna;  
 
 
Modello e Codice di Comportamento  
 
Attraverso il provvedimento del Consiglio di Amministrazione del 6 aprile 2011, 
la Società ha scelto di fornirsi di un Codice di Comportamento avente come 
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scopo finale, quello di indicare le regole di comportamento ed i valori etico-
sociali di cui debbono essere influenzati sia la condotta della Società che la 
totalità dei suoi destinatari, in  modo parallelo rispetto al raggiungimento degli 
altri obiettivi fissati e dell’oggetto sociale, coerentemente con quanto descritto 
nel presente documento.  
Il Modello presume l’osservanza di ciò che viene stabilito nel Codice di 
Comportamento, costituendo con esso un insieme di norme interne dirette alla 
promozione di una cultura fondata sulla trasparenza e  sull’etica aziendale.  
Il Codice di Comportamento della Società, in tutte le sue successive 
riformulazioni, si giudica qui integralmente richiamato e rappresenta la base 
fondamentale del Modello, le cui delibere si aggiungono a quanto previsto in 
esso.  
 
Metodologia di predisposizione del Modello  
 
Il Modello di Cattolica è stato progettato tenendo in considerazione l’attività 
realmente conseguita Società, la sua natura, nonché la struttura e la dimensione 
della propria organizzazione; il Modello sarà assoggettato a continui 
aggiornamenti che si renderanno essenziali, in base al futuro sviluppo della 
Società e dell’ambiente in cui essa si ritroverà ad agire.  
La Società ha effettuato un’analisi preventiva del proprio ambito aziendale ed, in 
seguito, ad una verifica di tutte quelle attività che mostrano profili potenziali di 
rischio, riguardanti la commissione dei reati stabiliti dal Decreto. Nello specifico, 
è stato tenuto conto: dell’ambito normativo di riferimento, della storia della 
Società, dell’ambito societario, i rapporti giuridici sottoscritti con soggetti terzi, 
dell’assetto organizzativo aziendale, del campo di appartenenza, del sistema di 
corporate governance presente, della metodologia delle deleghe e delle procure , 
della realtà in cui opera la Società, delle procedure e delle pratiche diffuse e 
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stabilite nella Società per l’esecuzione degli interventi64.  
Per l’organizzazione dell’attuale documento, in coerenza con:  
• Le Linee Guida stabilite da Confindustria; 
 
• Le delibere del Decreto;   
 
• il Regolamento ISVAP 20/200814, che dà disposizioni riguardanti i 
controlli interni, compliance, gestione dei rischi ed esternalizzazione delle 
attività delle imprese assicurative; 
 
• le Linee Guida stabilite da ANIA;   
.  
 
La Società ha effettuato perciò:  
  
• La valutazione del proprio sistema di poteri, deleghe e di attribuzione 
delle responsabilità. 
 
• L’individuazione dei processi, sotto-processi o attività aziendali in cui c’è 
possibilità di commissione dei reati presupposto stabiliti nel Decreto, 
attraverso interviste con i Responsabili delle Funzioni aziendali;  
 
• L’autovalutazione dei rischi (il cosiddetto risk self assessment) di 
commissione di reati e della capacità del sistema di controllo interno di 
impedire comportamenti illeciti;   
 
• L’individuazione di adeguati presidi di controllo, già presenti in Società o 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  64	  Modello di organizzazione, gestione e controllo Cattolica p. 20.	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da sviluppare nelle procedure operative e pratiche aziendali, opportuni per 
la salvaguardia o per la mitigazione del rischio di commissione dei reati di 
cui al Decreto;   
 
Con riferimento alla possibilità di commettere dei reati di omicidio colposo e 
lesioni gravi o gravissime compiuti in violazione della normativa 
antinfortunistica (art. 25-septies del Decreto), la Società si è impegnata ad 
effettuare un analisi del proprio ambito aziendale e di tutte le attività specifiche 
svolte, oltre che ad eseguire una valutazione dei rischi a ciò collegati sulla base 
di quanto scaturisce dai controlli effettuati nel rispetto delle disposizioni del 
Decreto Legislativo 81/2008 e della normativa speciale ad esso connessa65.  
 
 Modifiche ed aggiornamento del Modello  
 
Il Modello, per mantenere la propria efficacia, deve essere regolarmente 
modificato o ampliato, attraverso la decisione del Consiglio di Amministrazione, 
pure su suggerimento dell’Organismo di Vigilanza, se:  
• Sono sopraggiunti mutamenti rilevanti nell’attività svolta dalla Società, 
nel quadro normativo o nell’organizzazione della stessa;  
 
• Siano avvenute inosservanze o violazioni delle prescrizioni in esso 
contenute, che ne abbiano comprovato l’inefficacia per quanto riguarda la 
prevenzione dei reati.  
Nelle circostanze in cui si presenta fondamentale attuare correzioni che non 
abbiano un’ effetto rilevante sul sistema di controllo interno della Compagnia, 
l’Amministratore Delegato della Società può occuparsene autonomamente, dopo 
aver ricevuto adeguato parere da parte dell’Organismo di Vigilanza, 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  65	  Modello di organizzazione, gestione e controllo Cattolica p.23.	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comunicandone senza esitazione al Consiglio di Amministrazione.  
Comunque,  qualsiasi eventuale accadimento che comporta opportuna la 
modifica o l’aggiornamento del Modello deve essere prontamente comunicata 
dall’Organismo di Vigilanza, in forma scritta, al Consiglio di Amministrazione, 
al fine che questi possa attuare i provvedimenti di sua competenza.  
Le variazioni delle procedure aziendali opportune per la realizzazione del 
Modello avvengono da parte delle Funzioni coinvolte. L’Organismo di Vigilanza 
è regolarmente al corrente dell’aggiornamento e dello sviluppo di eventuali 
nuove procedure operative ed ha la possibilità di formulare il proprio giudizio sui 
progetti di modifica.  
 
 Estensione e applicazione del Modello al Gruppo  
 
La Compagnia, mediante la propria struttura organizzativa, trasmette alle società 
controllate il seguente documento e ogni suo posteriore aggiornamento .  
Qualunque società controllata da Cattolica si impegnerà per utilizzare un proprio 
modello di organizzazione, gestione e controllo, passando dalla disposizione del 
Consiglio di Amministrazione e dopo aver identificato ed approfondito le attività 
a rischio di reato e le misure intraprese per prevenirle. Qualsiasi società 
controllata da Cattolica, nella determinazione del proprio modello organizzativo, 
aderiscono a quelli che sono i principi di questo documento, adeguandone i 
contenuti sulla base delle specifiche caratteristiche riguardanti, le dimensioni, la 
natura ed il tipo di attività, la struttura dei poteri e delle deleghe delle società 
controllate stesse. Rimane in capo ad ogni singola società controllata attuare un 
proprio modello ed incaricare un proprio Organismo di Vigilanza.  
Il modello utilizzato dalle società controllate deve essere trasmesso 
all’Organismo di Vigilanza della Compagnia, che a sua volta informa il 
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Consiglio di Amministrazione nella relazione di cui al paragrafo 6.7. Qualsiasi 
ulteriore variazione di natura rilevante, inserita nel proprio modello, deve essere 
trasmessa dagli organismi di vigilanza delle società controllate all’Organismo di 
Vigilanza di Cattolica.  
 
4.3. Reati rilevanti per Cattolica 
 
Dopo un attenta valutazione delle attività svolte e della struttura della 
Compagnia, quest’ultima ha determinato come considerevoli i seguenti reati 
presupposto:  
• Delitti informatici e trattamento illecito di dati (art. 24 bis);  
 
• Illeciti commessi nei rapporti con la Pubblica Amministrazione (artt. 24 e 
25); 
 
• Delitti di criminalità organizzata (art. 24 ter);   
 
• Illeciti contro l’industria e il commercio (art. 25 bis.1);   
 
• Falsità in monete, in carte di pubblico credito, in valori di bollo e in 
strumenti o segni di riconoscimento (art. 25 bis),   
 
• Reati societari (art. 25 ter);   
 
• Abusi di mercato (art. 25 sexies);   
 
• Illeciti con finalità di terrorismo o di eversione dell’ordine democratico 
(art. 25 quater); 
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• Lesioni colpose gravi o omicidio colposo o gravissime commessi con 
violazione delle norme sulla tutela della salute e sicurezza sul lavoro (art. 
25 septies);   
 
• Impiego di cittadini di paesi terzi il cui soggiorno è irregolare (art. 25 
duodecies)reati transnazionali (art.  10, L.146/2006).   
 
• Ricettazione, impiego di denaro, reciclaggio, beni o utilità di provenienza 
illecita (art. 25 octies);   
 
• Induzione a non riportare dichiarazioni o a riportare dichiarazioni mendaci 
all'autorità giudiziaria (art. 25 decies);   
 
• Delitti in materia di violazione del diritto d’autore (art. 25 novies);   
 
• Reati ambientali (art. 25 undecies)   
Per la Compagnia non vengono invece giudicati da applicare quei reati 
riguardanti i delitti contro la personalità individuale (art. 25 quinquies) o le 
pratiche di mutilazione degli organi genitali femminili (art.25 quater.1) poichè la 
Compagnia non compie attività in cui gli stessi possano essere compiuti, né si 
presentano configurabili, in caso di loro commissione, il beneficio o l’interesse 
della stessa. Grazie a questo documento, si determinano, per ogni tipologia di 
reati considerevoli per Cattolica, le attività della Compagnia definite sensibili 
visto il rischio insito nella commissione dei reati della tipologia di quelli qui 
elencati e disciplina per ciascuna delle attività sensibili disposizioni e protocolli 
di prevenzione. Nella Compagnia c’è il costante impegno nel valutare 
l’importanza ai fini del Modello di potenziali aggiuntivi reati, sia già inclusi sia 
di successiva inclusione all’interno del Decreto.   
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4.4. Destinatari del modello 
 
Il Modello adottato da Cattolica viene applicato:  
• A tutti i dipendenti della Compagnia, anche se stabiliti all’estero per 
l’esecuzione delle varie attività;   
 
• Ai soggetti che eseguono, anche di fatto, funzioni di direzione, 
amministrazione gestione, o controllo nella Compagnia o in una sua 
sezione organizzativa indipendente;   
 
• Ai Consulenti della Compagnia o in ogni caso ai soggetti che operano per 
conto o su mandato della stessa;   
 
• A  tutti i soggetti che lavorano nell’interesse della Compagnia poichè 
legati alla stessa da rapporti giuridici contrattuali o da accordi di 
qualunque differente natura, come, per esempio, i Partner nelle joint-
venture.   
 
• Agli agenti della Compagnia, solamente per le operazioni che questi 
eseguono nella sfera delle attività sensibili stabilite dalla Compagnia 
stessa   
 
L’Amministratore Delegato ed i Direttori/Responsabili aventi rapporti con terzi, 
ascoltato l’Organismo di Vigilanza, determinano le eventuali categorie da 
aggiungere tra i destinatari del Modello, relativamente ai rapporti giuridici ed alle 
attività realizzate dagli stessi nei riguardi della Compagnia. Alla totalità dei 
destinatari del Modello è richiesto il rispetto rigoroso delle disposizioni stabilite 
nello stesso e gli Strumenti di Attuazione del Modello.   
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4.5. Prestazioni da parte di società terze66 
 
La realizzazione servizi, lavori o beni, che possano interessare le attività 
sensibili, da parte di società terze, devono essere regolate nella tipologia del 
contratto scritto.  
Nel contratto tra le parti devono essere incluse le seguenti clausole:  
• L’impegno di rispettare eventuali richieste di notizie, dati o informazioni, 
da parte dell’OdV della Compagnia.   
 
• L’impegno da parte della società prestatrice di garantire l’accuratezza e la 
veridicità della documentazione fornita e delle informazioni trasmesse alla 
Compagnia seguendo i relativi obblighi di legge;  
 
• L’obbligo da parte della società prestatrice ad osservare, durante la 
validità del contratto, i principi ispiratori del Codice di Comportamento, 
oltre  le disposizioni del Decreto 231/2001 e ad agire in linea con essi;   
 
Nell contratto deve inoltre essere inclusa la possibilità per la Compagnia di 
procedere con adeguate forme di tutela (come ad esempio la risoluzione del 
contratto o applicazione di penali), nei casi in cui sia stata individuata 
un’inosservanza dei principi fondamentali, del Modello o del Codice di 
Comportamento.   
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4.6. Organismo di vigilanza in cattolica67 
 
L’Organismo di Vigilanza ha l’incarico di controllare in maniera costante:  
• sull’efficacia, efficienza ed appropriatezza del Modello nel prevedere e 
impedire l’esecuzione dei reati stabiliti dal Decreto;  
 
• sull’osservanza delle prescrizioni incluse nel Modello da parte dei 
destinatari, accertando la conformità e i possibili scostamenti nei 
comportamenti intrapresi, mediante l’esame dei flussi informativi e delle 
indicazioni alle quali sono impegnati tutti responsabili delle diverse 
funzioni aziendali;  
 
• sull’aggiornamento del Modello nei casi in cui si individuino necessità di 
correzioni, adeguamenti, o integrazioni dovute a inosservanze delle 
prescrizioni del Modello stesso, cambiamenti nell’assetto organizzativo e 
procedurale della Società, oltre ad eventuali novità legislative intervenute 
in materia.  
 
In conformità a quanto stabilito dal Decreto, la Compagnia costituisce un 
Organismo di Vigilanza indipendente, autonomo e competente per quanto 
riguarda il governo dei rischi collegati alla peculiare attività svolta da Cattolica.  
Per quanto concerne i requisiti dell’OdV, l’art. 6 del Decreto si limita a 
dichiarare che l’OdV debba essere provvisto di “autonomi poteri di iniziativa e 
controllo”.  
Seguendo lo sviluppo giurisprudenziale e dottrinale, che ha aiutato a riempire le 
carenze legislative, tracciando in via interpretativa i requisiti opportuni per 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  67	  Modello di organizzazione, gestione e controllo Cattolica p.34.	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rendere idoneo l’OdV nello svolgimento del proprio ruolo, Cattolica costituisce 
un OdV provvisto dei requisiti di professionalità, indipendenza, onorabilità, 
autonomia e continuità di azione.  
Autonomia  
L’OdV deve essere fornito, così come stabilito dallo stesso Decreto, del requisito 
di autonomia, giudicata in senso sostanziale e non formale, infatti: all’OdV 
vengono riconosciuti, dall’organo amministrativo dell’ente, capacità effettive di 
controllo e ispezione, “con la possibilità di accedere ad informazioni aziendali 
rilevanti, e allo scopo di eseguire i propri compiti in modo autonomo, dovrà 
essere fornito di adeguate risorse economiche, con una relativa ed autonoma 
capacità di spesa”.  
Per la realizzazione e l’esercizio delle opportune funzioni, all’OdV di Cattolica 
Assicurazioni viene riconosciuta:  
• Libertà di accesso:  infatti OdV può avere accesso senza impedimenti 
presso, nonchè convocare, qualunque struttura/unità organizzativa, 
dipendente o esponente della Società – senza bisogno di nessun permesso 
preventivo – per reclamare ed esigere dati, informazioni o 
documentazione, giudicati essenziali per l’esecuzione dei compiti 
disciplinati dal d.lgs. 231/2001, da tutto il personale dirigente o 
dipendente; può in aggiunta pretendere informazioni rilevanti anche ai 
collaboratori, consulenti o agenti della Società, anche riunendoli.   
 
• Libertà di azione: le attività intraprese dall’Organismo di Vigilanza non 
possono essere disapprovate da alcun altra struttura o organismo 
societario; l’OdV viene integrato nella struttura organizzativa della 
Compagnia in una posizione gerarchica la più alta realizzabile e risponde, 
nell’esecuzione di tale funzione, solamente al Consiglio di 
Amministrazione; rimane che l’organo amministrativo è in qualunque 
caso destinato ad eseguire un’attività di vigilanza sull’appropriatezza e 
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adeguatezza del suo lavoro, poichè all’organo amministrativo resta in 
capo la responsabilità finale dell’andamento e dell’efficacia del Modello;   
 
• Libertà finanziaria: l’OdV deve presentare nei primi mesi dell’anno, per la 
consecutiva convalida da parte del Consiglio di Amministrazione, una 
stima di spesa comprendente sia le risorse necessarie per il funzionamento 
delle attività dell’OdV stesso (come ad esempio consulenze su specifici 
fattori), che le somme essenziali per la manutenzione del sistema di 
controlli interni a fini della 231 (come ad esempio i costi per la 
formazione); l’OdV ha la possibilità di usufruire in autonomia e senza 
alcun preventiva autorizzazione delle risorse finanziarie elargite allo 
scopo di eseguire le attività assegnate, con il dovere di adeguarsi alle 
procedure aziendali in corso riguardanti le procedure e gli acquisti a 
successiva continua rendicontazione annuale;   
 
Indipendenza 
   
Un ulteriore requisito oggettivo considerevole e indispensabile per assicurare 
l’efficacia del controllo dell’OdV è rappresentato dall’indipendenza. 
L'indipendenza prevede che i soggetti facenti parte l'Organismo di Vigilanza non 
siano in possesso nella stessa di incarichi di tipo operativo né si ritrovino in una 
posizione, anche solamente potenziale, di conflitto d'interessi con la Società. Non 
possono far parte dell’OdV, le persone che si vedono in una di queste condizioni: 
  
• Avere conflitti di interesse, anche potenziali, con la Compagnia  
 
• Aver tenuto in maniera diretta o indiretta, con deroga del rapporto di 
lavoro a tempo indeterminato, rapporti contrattuali o relazioni economiche 
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con la Società, con società controllate o con i corrispettivi amministratori;  
 
• Diventare o esse già un amministratore dipendente del Consiglio di 
Amministrazione;   
 
• Aver offerto negli tre anni precedenti il proprio impiego per conto della 
Società di  Revisione della Compagnia o di qualunque altra società del 
Gruppo facendo parte, nel ruolo di responsabile della revisione legale o 
con altre funzioni di direzione e supervisione, alla revisione di bilancio 
della Società o di altra società del Gruppo;   
 
• Presenza di legami di coniugio, affinità o parentela entro il quarto grado 
con qualunque membro del Consiglio di Amministrazione, tanto più con i 
medesimi membri delle società controllate;   
 
 
Onorabilità  
 
A qualunque membro dell’Organismo di Vigilanza viene richiesto, in modo 
preventivo, di non  essere “incappato” in alcuna di queste condizioni:  
• Essere stato assoggettato a misure di prevenzione deliberate dall’autorità 
giudiziaria secondo quanto definito dalla Legge 1956, n. 1423 («Misure di 
prevenzione nei confronti delle persone pericolose per la sicurezza») o 
della Legge 1965, n. 575 («Disposizioni contro la mafia»);   
 
• Essere stato condannati, pur con una sentenza non tuttora definitiva o 
emessa ex art. 444 ss. c.p.p.,:  
-  per un qualsiasi delitto non colposo; 
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- per uno o più illeciti tra quelli categoricamente stabiliti dal Decreto 
231/2001;  
 
• Essere i destinatari di un provvedimento che stabilisce il giudizio per uno 
dei reati presupposto disciplinati dal Decreto;   
 
• Essere inabilitati, falliti, condannati o essere stati interdetti, pur con 
sentenza non definitiva, ad una condanna che provochi l’interdizione, 
anche momentanea, da pubblici uffici o l’impossibilità ad esercitare uffici 
direttivi;.   
 
• avere svolto, perlomeno nei tre precedenti esercizi l’assegnazione 
dell’incarico, di funzioni di amministrazione, controllo o direzione in 
imprese assoggettate a fallimento, liquidazione coatta amministrativa o 
procedure equiparate oppure in imprese che operano nel settore 
finanziario, creditizio, assicurativo o mobiliare assoggettate a procedura di 
amministrazione straordinaria.   
 
 
Professionalità   
 
L’Organismo di Vigilanza deve essere in possesso di competenze tecnico-
professionali proporzionali alle funzioni di cui è stato incaricato. Diventa perciò 
fondamentale che in capo all’OdV ci siano persone con competenze sufficienti in 
materia: legale, di analisi, economica, controllo e governo dei rischi aziendali. 
Nello specifico, l’Organismo di Vigilanza deve avere le capacità tecniche 
indispensabili per lo svolgimento di attività di controllo e di consulenza.   
Per garantire le competenze utili per l’attività dell’Organismo di Vigilanza, viene 
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concesso all’Organismo di Vigilanza un determinato budget di spesa messo a 
disposizione, per l’acquisizione all’esterno dell’ente, nel caso in cui sia 
necessario, di competenze aggiuntive alle proprie. L’Organismo di Vigilanza ha 
così la possibilità, anche attraverso l’utilizzo di professionisti esterni, di dotarsi 
di risorse competenti ad esempio in materia giuridica o di organizzazione 
aziendale. 
 
Continuità d’azione   
 
L’Organismo di Vigilanza esegue in maniera continuativa tutte le attività 
opportune ai fini della vigilanza del Modello con appropriato impegno e con i 
necessari poteri di indagine. 
La continuità aziendale non deve essere considerata come “incessante 
operatività”, visto che questa interpretazione avrebbe bisogno in modo 
inevitabile di un Organismo di Vigilanza esclusivamente interno all’ente, quando 
invece questa situazione provocherebbe una riduzione dell’ essenziale autonomia 
che dovrebbe distinguere l’Organismo stesso. La continuità di azione prevede 
che l’attività svolta dall’OdV non debba contenersi solamente ad incontri 
ricorrenti tra i propri membri, ma essere progettata sulla base di un piano di 
attività ed alla costante realizzazione di azioni di monitoraggio e di valutazione 
del sistema dei controlli preventivi dell’ente.  
 
 Nomina e composizione dell’OdV  
 
Il Consiglio di Amministrazione provvede a nominare l'Organismo di Vigilanza 
attraverso opportuna deliberazione consiliare. Al Consiglio di Amministrazione, 
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sentito il Comitato Controllo e Rischi, spetta invece la nomina dei membri 
esterni dell’OdV. 
Il Consiglio di Amministrazione, chiesto il parere al Comitato Controllo e Rischi, 
designa a capo dell’intero OdV, il Presidente dell’OdV.  
Tutti i membri dell'Organismo di Vigilanza sono impegnati alla sottoscrizione, 
nel momento della loro designazione e con successiva frequenza annuale, di una 
comunicazione dimostrante l'esistenza e la permanenza successiva dei requisiti di 
indipendenza ed onorabilità descritti precedentemente e, in ogni caso, alla 
trasmissione immediata al Consiglio e agli altri componenti dell'OdV di 
eventuale manifestazione di condizioni ostacolanti68.  
Nel rispetto di quanto è definito dall’art. 6 del Decreto e dalle Linee guida 
progettate da ANIA, il Consiglio di Amministrazione ha incaricato un 
Organismo di Vigilanza costituito da quattro soggetti:  
• Due membri esterni, tra cui individuare il presidente,  
 
• Il responsabile pro tempore della Funzione Audit;  
 
• Il responsabile pro tempore della Funzione Compliance.  
I membri esterni sono in possesso di evidente autorevolezza, competenza per 
materie giuridiche, finanziarie ed economiche, oltre che dimostrata esperienza in 
tutte quelle materie riguardanti i particolati compiti conferiti all’OdV.  
I membri interni, rappresentati dai responsabili della Funzione Compliance e 
Audit, sono quei soggetti che per la dimestichezza con la Società e per 
l’indipendenza organizzativa dagli organi direttivi e dalle funzioni operative, 
sono i più indicati nel rivestire la carica di membro dell’OdV.  
Dopo che i soggetti nominati hanno accettato formalmente, la decisione è 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  68	  Modello di organizzazione, gestione e controllo Cattolica p.37.	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trasmessa a tutti i livelli aziendali, attraverso una comunicazione interna.  
 
Altre società del Gruppo  
 
Per quanto riguarda le altre società del Gruppo, in materia di struttura dell’OdV 
vengono utilizzate le seguenti linee guida:  
• società controllate in joint venture: l’OdV è composto, solitamente, in 
forma collegiale da quattro soggetti, tra cui due non appartenenti 
all’organo che compone la società, di cui, a loro volta, il primo 
determinato tra i membri esterni dell’OdV della Capogruppo ed eletto 
presidente, il secondo indicato dal Partner, mentre i restanti sono fatti 
coincidere con i responsabili delle Funzioni di Compliance ed Internal 
Audit. 
 
• società controllate: l’OdV è costituito in forma collegiale da tre soggetti, 
uno non facente parte dell personale della società, da determinarsi tra i 
membri esterni dell’OdV della Capogruppo ed eletto presidente, mentre 
due coincidono con il Responsabile della funzione Compliance ed Internal 
Audit.  
 
 
Durata in carica  
 
L’OdV rimane in carica per un periodo di tre anni. Il mandato non combacia 
temporalmente né con l’incarico del Collegio Sindacale, né con l’incarico del 
Consiglio di Amministrazione.  
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L’incarico assunto dai membri esterni non può superare il periodo di sei esercizi 
(ovvero due mandati di tre esercizi ognuno).  
Esiste la possibilità di rieleggere i membri esterni per un aggiuntivo mandato 
della durata di tre anni, ascoltato l’opinione del Comitato Controllo e Rischi.  
Una volta terminato l’incarico ed in pendenza dell’elezione dei nuovi 
componenti dell’OdV, i membri devono realizzare le proprie funzioni ed attuare i 
poteri di propria competenza, come successivamente verranno spiegati, fino all’ 
elezione dei nuovi membri da parte del Consiglio di Amministrazione.  
 
Cause di cessazione dell’OdV  
 
Per quanto riguarda le cause di cessazione dall’incarico, si deve differenziare tra 
ciò che interessa l’OdV per intero e ciò che interessa i singoli membri.  
La cessazione dall’incarico che interessa l’intero OdV può verificarsi a causa di 
uno dei seguenti motivi:  
• Fine naturale dell’incarico;  
 
• Abbandono da parte della maggioranza dei membri dell’Organismo, 
formalizzata attraverso un appropriato avviso scritto e trasmesso al 
Consiglio di Amministrazione;  
 
• Eliminazione dell’OdV formalizzata dal Consiglio di Amministrazione. 
Per assicurare la totale indipendenza dell’OdV, la revoca può aver luogo 
unicamente per giusta causa.  
 
Per giusta causa di revoca si intende, in maniera non esaustiva, l’avvenire di una 
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delle seguenti cause:  
• Rilevante noncuranza nell’espletamento delle funzioni collegate 
all’incarico; 
 
• Trasgressione degli obblighi di riservatezza;   
 
• Che la Società sia coinvolta in un procedimento: penale o civile, associato 
ad una trascurata o inadeguata attività di vigilanza, anche colposa. Nel 
caso di rinuncia, revoca o scadenza, il Consiglio di Amministrazione 
elegge tempestivamente il nuovo OdV.   
 
Cause di cessazione di un membro dell’OdV  
 
La conclusione dell’incarico di un singolo membro può succedere a causa di uno 
dei seguenti motivi:  
• Revoca da parte del Consiglio di Amministrazione. 
 
• Cessazione del ruolo o della carica aziendale ricoperta;   
 
• Abdicazione dell’incarico, fatta attraverso un adeguata comunicazione 
scritta trasmessa al Consiglio di Amministrazione;   
 
La revoca dell’incarico da parte del singolo componente dell’OdV può essere 
formalizzata solamente mediante decisione del Consiglio di Amministrazione per 
giusta causa. Con questo termine si intende, in aggiunta alle possibilità sopra 
descritte per l’intero OdV, questi motivi:   
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• Mancanza dei requisiti di onorabilità ed indipendenza;   
 
• Inadempienza agli particolari obblighi legati all’incarico assegnato e 
mancanza di diligenza o buona fede nell’esercizio del proprio compito.   
 
I membri dell’OdV si impegnano nella trasmissione al Consiglio di 
Amministrazione, mediante il Presidente dell’OdV stesso, del sopraggiungere di 
un motivo che provoca la scomparsa dei requisiti di indipendenza e onorabilità.   
Nel caso in cui un singolo componente termini il proprio incarico, il Consiglio di 
Amministrazione si occupa in maniera tempestiva alla sua sostituzione.   
 
Funzionamento  
 
L’Organismo di Vigilanza regola con un determinato regolamento le regole del 
proprio funzionamento, acconsentendo i contenuti e esibendolo al Consiglio di 
Amministrazione, in base ai seguenti principi:  
• Il Presidente il Consiglio di Amministrazione, il Collegio Sindacale e 
l’Amministratore Delegato possono esigere che l'Organismo di Vigilanza 
si raduni in qualunque momento;   
 
• L'Organismo di Vigilanza si raduna perlomeno con cadenza trimestrale e 
la documentazione corrispondente viene consegnata almeno un mese 
prima della data della seduta;   
 
• Per la validazione delle sedute è necessario la decisione della maggioranza 
dei componenti in carica;   
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• Le decisioni vengono prese sulla base di delibere unanimi; in caso di 
assenza dell’ unanimità domina la decisione della maggioranza e, nel caso 
di parità, prevale il voto del Presidente. Comunque, qualora la delibera 
non sia stata accettata all’unanimità, il fatto deve essere trasmesso 
tempestivamente al Comitato Controllo e  Rischi;   
 
• I verbali delle sedute contengono la totalità  delle decisioni assunte 
dall'organo e specchiano le maggiori considerazioni fatte per il 
raggiungimento della decisione; questi verbali vengono custoditi 
dall'Organismo di Vigilanza nel proprio archivio per un intervallo di dieci 
anni.  
 
• Possono essere messe in pratica sedute ad hoc e tutte le decisioni prese nel 
corso di tali sedute devono essere trasmesse nella susseguente seduta 
trimestrale;   
 
Organizzazione delle attività  
 
L’Organismo di Vigilanza predispone il proprio lavoro sulla base di un progetto 
di azione annuale, attraverso il quale vengono pianificate le decisioni da 
intraprendere per valutare l’efficienza e efficacia del Modello in aggiunta 
all’aggiornamento dello stesso. Il suddetto progetto viene consegnato al 
Consiglio di Amministrazione.  
L’Organismo di Vigilanza stabilisce il necessario budget annuo e lo propone per 
l’approvazione da parte del Consiglio di Amministrazione.  
Tutti i documenti tenuti dall’OdV , incluse le segnalazioni raccolte vengono 
conservati dall'OdV stesso in un archivio appropriato. Accedere a questo archivio 
è consentito solamente ai componenti del Collegio Sindacale e del Consiglio di 
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Amministrazione, in aggiunta ai soggetti di volta in volta legittimati dall’OdV.  
 
Compiti dell’OdV  
 
Per raggiungere i fini stabiliti dal Decreto, vengono assegnati all’Organismo di 
Vigilanza i seguenti doveri:  
• Valutare la stabilità con il passare del tempo dei requisiti di funzionalità e 
solidità del Modello;   
 
• Accertare in maniera periodica l’efficienza e l’efficacia del Modello e, 
dove si ritiene indispensabile, suggerire al Consiglio di Amministrazione 
possibili cambiamenti e aggiornamenti;   
 
• Conservare i rapporti e garantire i flussi informativi di competenza nella 
direzione del Collegio Sindacale, Consiglio di  Amministrazione ed i vari 
i Comitati;  
 
• Favorire, con la collaborazione delle varie unità organizzative coinvolte, il 
regolare adeguamento del Modello e del sistema di vigilanza 
sull’attuazione dello stesso, proponendo, se necessario, al Consiglio di 
Amministrazione le correzioni e gli adeguamenti dovuti;   
 
• Tutelare l’osservanza ed il funzionamento del Modello; 
 
• Garantire l’accurata esecuzione, da parte dei soggetti coinvolti, di 
qualunque attività di reporting previste dal Modello;  
 
• Conservare un regolare contatto con la Società di Revisione;  
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• Garantire l’esecuzione del piano di vigilanza anche mediante  la 
programmazione delle attività e la realizzazione di interventi non 
programmati poichè non programmabili;   
 
• Esibire qualunque informazione al Collegio Sindacale e al Consiglio di 
Amministrazione riguardane le questioni di generale interesse nei casi in 
cui ne facciano richiesta;   
 
• Favorire il regolare aggiornamento del sistema di mappatura, 
classificazione ed individuazione delle aree “a rischio” ai fini dell’attività 
di vigilanza fatta dall’OdV;   
 
• Dare delucidazioni per quanto riguarda il contenuto e l’attuazione delle 
previsioni stabilite nel Modello, attraverso il sostegno delle funzioni 
competenti;   
 
• Preparare un piano di vigilanza, in linea con i principi stabiliti dal 
Modello, per quanto riguarda i diversi ambiti d’attività;   
 
• Garantire lo sviluppo della reportistica in base agli effetti degli interventi 
svolti;   
• Stabilire e sviluppare le iniziative per la diffusione della conoscenza e 
della comprensione del Modello, in aggiunta alla preparazione del 
personale e della sensibilizzazione dello stesso al rispetto dei principi 
stabiliti;   
• Assicurare un’efficiente ed efficace realizzazione del sistema di 
comunicazione interna al fine di permettere la raccolta e la trasmissione di 
segnalazioni considerevoli per quanto riguarda il Decreto, garantendo la 
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riservatezza e la protezione del segnalante;    
• Stabilire, sentite le Funzioni Compliance, Sicurezza delle Informazioni ed 
Antiriciclaggio di Gruppo, i piani per la formazione del personale relative 
al Decreto 231/2001;   
• Appurare e giudicare l’appropriatezza del sistema sanzionatorio e 
disciplinare;   
• Analizzare e considerare tutte le informazioni e le segnalazioni ricevute e 
collegate all’osservanza del Modello, compreso ciò che riguarda le 
eventuali inadempienze dello stesso;  
• Garantire che siano esaminati gli eventuali procedimenti disciplinari alle 
persone responsabili di inosservanze del Modello e che venga presentata 
la sanzione più adeguata rispetto al caso reale;   
• Dare il necessario sostegno informativo agli organi o autorità ispettive che 
ne determinino istanza.   
• Realizzare o occuparsi per far realizzare, sotto la propria diretta 
sorveglianza e responsabilità, le attività ispettive periodiche;   
• Se sono accaduti fatti gravi ed urgenti, emersi durante lo svolgimento 
delle proprie attività, aggiornare tempestivamente il Consiglio di 
Amministrazione.  
• Pubblicare, con frequenza annua, un resoconto scritto al Collegio 
Sindacale e al Consiglio di Amministrazione, con l’evidenza delle attività 
svolte e degli eventuali errori rilevati;   
 In aggiunta, poiché sono assegnati specifici obblighi dall’art. 52 del Decreto 
231/2007 all’OdV per quanto riguarda l’antiriciclaggio, l'OdV viene vincolato 
nel trasmettere:  
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• Nei confronti dell’Unità di Informazione Finanziaria (UIF) le violazioni 
alle disposizioni riguardanti l’obbligo di registrare nell’archivio unico 
informatico.  
 
• Nei confronti dell'Autorità di Vigilanza di quel determinato ambito, le 
azioni o gli atti di cui giunga a conoscenza durante lo svolgimento dei 
propri compiti, che possano rappresentare un’inosservanza delle norme 
stabilite dall’Autorità di Vigilanza stessa riguardanti le modalità di 
adempimento degli obblighi di appropriato esame del cliente, di 
registrazione, di organizzazione, nonché degli obblighi riguardanti i 
controlli interni e le procedure ;   
 
• Nei confronti del Ministero dell’Economia e delle Finanze, le violazioni 
delle disposizioni riguardanti le restrizioni all’uso dei titoli al portatore e 
del contante; 
 
• Nei confronti del legale rappresentante della Società o di un proprio 
delegato, le violazioni delle disposizioni riguardanti la comunicazione di 
azioni sospette;    
 
Per la realizzazione degli incarichi conferiti, l’Organismo di Vigilanza viene 
fornito di tutti quei poteri di controllo ed iniziativa su qualunque livello del 
personale e attività aziendale, e trasmette in maniera esclusiva al Consiglio di 
 Amministrazione, cui comunica attraverso il proprio Presidente.  
I poteri e le azioni realizzate dall’OdV e dai propri componenti non possono 
essere criticate da nessun altra funzione aziendale o organismo, stabilito che il 
Consiglio di Amministrazione può accertare l’appropriatezza e la coerenza tra le 
attività realizzate in concreto dall’Organismo e l’incarico allo stesso attribuito.  
	   117	  
I compiti dell’Organismo di Vigilanza vengono realizzati in coordinamento con 
gli altr e Funzioni o Organi di controllo presenti all’interno della Compagnia. In 
aggiunta a questo, l’OdV comunica con le varie Funzioni aziendali responsabili 
di attività ritenute sensibili per tutti gli aspetti riguardanti la realizzazione delle 
procedure operative di esecuzione del Modello ed ha la possibilità di ricorrere, 
nello svolgimento delle sue attività, della Funzione di Internal Audit e della 
Funzione di Compliance.  
 
Poteri assegnati all’OdV  
 
Per attuare gli incarichi assegnati, vengono forniti all’ OdV  tutti i poteri 
indispensabili per garantire un’accurate ed efficace controllo sull’andamento e 
sul rispetto del Modello.  
L’OdV, per attuare i compiti assegnati, può, ad esempio:  
• Aver accesso a qualunque documento o informazione inerente le attività 
ritenute sensibili della Compagnia;   
 
• Esigere informazioni o la presentazione di documenti riguardanti le 
attività sensibili, a qualsiasi soggetto dipendente della Compagnia e, in 
casi specifici, al Collegio Sindacale, ai consulenti, agli Amministratori, ai 
collaboratori, partner della Compagnia e in generale a qualunque soggetto 
a cui il Modello è destinato;   
 
• Eseguire ispezioni e verifiche per constatare eventuali inosservanze del 
Modello o in ogni caso considerate adeguate per la regolare esecuzione 
dei propri compiti;   
 
• Valutare i comportamenti aziendali, pure attraverso verifiche a campione 
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sui processi operativi o atti particolari;   
 
• Predisporre, se necessario, l’audizione delle risorse capaci di dare 
informazioni utili o indicazioni riguardo allo svolgimento dell’attività 
aziendale o ad eventuali inefficienze o trasgressioni del Modello;   
 
• Procurarsi informazioni ed avere accesso a qualunque tipo di 
documentazione da e verso qualunque settore e livello della compagnia, 
richiedere che ogni dipendente, Sindaco o Consigliere della Compagnia, 
esibisca in maniera tempestiva i dati, le notizie e le informazioni a lui 
richieste per identificare aspetti collegati alle differenti attività aziendali  
considerate rilevanti ai sensi del Modello e per accertare l’effettiva 
realizzazione dello stesso da parte delle varie strutture organizzative 
aziendali;   
 
• Predisporre delle risorse finanziarie idonee alla regolare realizzazione dei 
propri compiti;   
 
• Esigere, mediante gli appropriati canali e persone, l’assemblea del 
Collegio Sindacale e del Consiglio di Amministrazione per discutere temi 
urgenti;   
 
• Chiedere ai titolari delle funzioni di prendere parte, escludendo il potere 
deliberante, agli incontri dell'Organismo di Vigilanza;   
 
• servirsi dell’appoggio e del sostegno di qualunque struttura della Società, 
dei consulenti esterni e del personale, nello specifico per questioni che 
necessitano l’ausilio di competenze particolari.   
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Flussi informativi  
 
Vengono previsti flussi informativi, con cadenza periodica e al verificarsi di 
determinate condizioni, verso l’OdV e dall’OdV. Tale Organismo deve essere 
informato in maniera tempestiva da qualunque soggetto aziendale, o da terzi 
vincolati al rispetto delle disposizioni del Modello, delle informazioni o delle 
notizie che possano avere rilevanza ai fini della vigilanza sull’effettività, 
efficacia, e sull’adeguamento del Modello.  
L’OdV deve elaborare reportistica a riguardo dell’ effettiva, efficacia, attuazione 
e l’aggiornamento del Modello al Collegio Sindacale ed al Consiglio di 
Amministrazione.  
 
Flussi periodici  
 
All’OdV devono essere comunicate tutte le informazioni riguardanti l’attività 
della Società, capaci di assumere rilevanza nell’esecuzione da parte dell’OdV dei 
compiti ad esso assegnati, quali, a titolo esemplificativo:  
• Le informazioni riguardanti i cambiamenti procedurali e organizzativi 
rilevanti ai sensi del Modello;   
 
• L’informativa regolare (con cadenza: trimestrale, semestrale o annuale) 
riguardante le attività sensibili che mostrano una  maggiore rilevanza per 
la Società, sull’esito delle analisi effettuate e sullo stato di rischio ad esse 
 connesso;   
 
• Il reporting periodico relativo allo stato di organizzazione e 
aggiornamento dei “Protocolli 231”.   
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L’Organismo di Vigilanza, mediante la determinazione di una particolare 
procedura operativa o il completamento di procedure già presenti, può decidere i 
tipi aggiuntivi di informazioni che i responsabili interessati nella gestione delle 
attività ritenute sensibili hanno l’obbligo di comunicare, congiuntamente alla 
periodicità e modalità con cui queste comunicazioni vengono presentate allo 
stesso OdV.   
 
Flussi da trasmettere al verificarsi di determinati eventi   
 
All’Organismo di Vigilanza vengono comunicate tutte quelle informazioni aventi 
rapporto con infrazioni, anche potenziali, del Modello. Qualunque destinatario 
del Modello deve avere relazioni direttamente con l’OdV, per indicare potenziali 
trasgressioni del Modello, mediante il canale della posta interna riservata o 
attraverso la casella di posta elettronica adibita: 
organismo.vigilanzaDL231_01@cattolicaassicurazioni.it.  Le segnalazioni 
possono rimanere anonime e devono definire in maniera accurata quali sono le 
persone ed i fatti oggetto della stessa segnalazione.  
 In aggiunta alle segnalazioni, devono essere necessariamente comunicate 
all'OdV le notizie con oggetto i procedimenti disciplinari, le sanzioni irrogate e i 
provvedimenti di archiviazione di questi procedimenti con le connesse 
spiegazioni. All’OdV devono essere comunicate, tramite la Funzione aziendale 
coinvolta, le informazioni riguardanti:  
• Le notizie ed i decreti che derivano dalla polizia, dall’autorità giudiziaria 
o da qualunque altra autorità, dalle quali si desume lo sviluppo di 
investigazioni secondo il Decreto riguardanti la Compagnia o una delle 
società del Gruppo;   
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• Le richieste di assistenza legale avanzate dai dipendenti o dai dirigenti in 
caso di inizio di un processo giuridico per reati disciplinati dal Decreto. 
L’Organismo di Vigilanza si incarica all’attuazione di azioni appropriate 
al fine di assicurare la segretezza del soggetto che comunica informazioni 
all’Organismo stesso. Vengono, in ogni caso, adeguatamente sanzionati 
tutti i comportamenti finalizzati solamente ad indebolire l’attività svolta 
dall’ OdV. Cattolica si impegna in qualsiasi modo ad assicurare coloro 
che segnalano in buona fede verso qualunque tipo di penalizzazione, 
ritorsione o discriminazione e, comunque, garantire la segretezza del 
soggetto segnalante, salvo, ovviamente gli obblighi imposti dalla legge e 
la salvaguardia dei diritti della Compagnia o dei soggetti incriminati in 
mala fede o a causa di un errore.   
  
Reporting periodico  
 
Viene svolta un’appropriata e periodica attività di reporting da parte 
dell’Organismo di Vigilanza, per dare la possibilità al Collegio Sindacale e al 
Consiglio di Amministrazione e il Collegio Sindacale di attuare le opportune 
decisioni a riguardo.  
Per quanto concerne i flussi informativi periodici, viene stabilito che 
l’Organismo di Vigilanza prepari, con cadenza annuale, un resoconto scritto al 
Consiglio di Amministrazione contenente le informazioni di seguito riportate:  
 
 
• Possibili modifiche del quadro normativo di riferimento;  
 
• Possibili nuovi campi di commissione di reati stabiliti dal Decreto;   
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• Possibili differenze tra il Modello e gli Strumenti di Gestione del 
Modello;   
 
• Qualsiasi segnalazione avuta da soggetti interni o esterni o riguardanti 
potenziali inosservanze del Modello ed esiti delle verifiche concernenti le 
sopraccitate segnalazioni;   
 
• Ammontare delle spese sostenute.  
 
• Riepilogo dei controlli e delle attività effettuate dall’OdV durante l’anno e 
dei relativi risultati emersi;   
 
• Provvedimenti disciplinari attivati su suggerimento dell’OdV ed eventuali 
pene da applicare;   
 
• Analisi complessiva del Modello e del reale funzionamento dello stesso, 
con possibili proposte di migliorie o modifiche per quanto riguarda la 
forma e il contenuto;   
 
L’OdV deve relazionarsi con il Collegio Sindacale, con cadenza almeno annuale, 
riguardo l’applicazione del Modello, il suo aggiornamento, funzionamento e 
qualsiasi fatto o evento considerevole accertato. In modo particolare, 
l’Organismo di Vigilanza:  
• Comunica sulle inosservanze del Modello da parte di Dirigenti o di altri 
esponenti aziendali;   
 
• Comunica i fatti compiuti dagli amministratori che potrebbero integrare 
reati; 
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• Mostra al Collegio Sindacale qualsiasi mancanza evidenziata riguardante 
l’assetto organizzativo ed l’efficienza e il funzionamento delle procedure; 
  
 
Reporting ad hoc  
 
A riguardo dei cosiddetti flussi informativi ad hoc, all’Organismo di Vigilanza, 
indipendentemente dai flussi periodici, viene chiesto di trasmettere 
tempestivamente Colelgio Sindacale e al CdA una comunicazione riguardante 
l’accertamento di eventi straordinarie o che necessitano di provvedimenti urgenti 
(ad esempio l’inosservanza di aspetti basilari del Modello).  
 
La configurazione dell’OdV e i rapporti nell’ambito del Gruppo  
 
L’OdV attua l’incarico istituzionale assegnatoli dal Decreto riguardante lo 
specifico modello organizzativo sul quale è chiamato a vigilare69 
Difatti in un gruppo societario, anche se risulta importante il controllo da parte 
della Capogruppo e l’ipotetica “vigilanza di gruppo” del relativo organismo, è 
solamente a livello di qualsiasi individuale società controllata che si può attuare 
un’ efficiente e piena attività di sorveglianza. La società Capogruppo deve 
adoperarsi per la reale scelta del modello e istituzione dell’OdV per tutte le 
società controllate, oltre che essendo sicura che quest’ultime abbiano i requisiti 
per adattarsi alle istruzioni stabilite dal Decreto, assumendo un ruolo di impulso, 
ma senza incidere sulle questioni riguardanti la costituzione e il funzionamento 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  69	  Modello di organizzazione, gestione e controllo Cattolica p.45 e ss.	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dell’OdV.  
Il rischio-reato deve essere governato da ogni società al proprio interno e, per 
questo motivo, qualunque società facente parte del Gruppo, visto che deve 
predisporre in maniera autonoma il proprio modello organizzativo, deve altresì 
realizzare un apposito organismo.  
Gli Organismi di Vigilanza di ogni controllata, pur restando in possesso della 
necessaria indipendenza ed autonomia nell’eseguire i compiti assegnati, 
sostengono forme di reporting regolare (con cadenza semestrale o annuale) verso 
l’Organismo di Vigilanza della Capogruppo.  
 
Le attività di vigilanza e reporting all’interno del Gruppo  
 
Il Gruppo Cattolica ha deciso di adottare un sistema di controlli interni di gruppo.  
Viene stabilita un’adeguata comunicazione tra i vari OdV delle società del 
Gruppo e questo garantisce, mediante la trasmissione periodica di notizie 
reciproche, una visione complessiva dei rischi e delle potenziali mancanze 
all’interno del Gruppo. Per Cattolica il coordinamento si concretizza mediante 
confronti regolari, per analizzare i temi a rischio e per trovare insieme condivise 
soluzioni. Vengono inoltre stabiliti scambi di informazioni tempestivi riguardanti 
le variazioni o novità normative rispetto ai reati presupposto.  
La programmazione dei controlli con un orientamento integrato è volta all’ 
organizzazione e ottimizzazione delle attività di controllo e, nello specifico, ad 
una su migliore efficienza ed efficacia del programma dei controlli, attraverso 
vantaggi di costi ai delle risorse utilizzate ed una migliore copertura delle attività 
sensibili riguardanti il piano annuale. Perciò, considerando la peculiarità di ogni 
Società facente parte del Gruppo, le attività di vigilanza possono essere assegnate 
alla Capogruppo da parte delle controllate (Funzioni di Compliance e di Internal 
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Audit ), nell’ambito di accordi di service o mediante decisioni formalizzate da 
ogni OdV.  
Il reporting viene stilato dalle funzioni di controllo della Capogruppo ad interesse 
degli OdV di ogni controllata e rappresenta la base per la redazione dei report 
periodici, che gli stessi OdV trasmettono in maniera regolare al CdA delle 
controllate e all’Organismo di Vigilanza della Capogruppo.  
 
4.7. Sanzioni e comunicazioni del modello70 
 Funzione del sistema disciplinare  
 
L’art. 6 del Decreto. 231/2001 determina, come presupposto per un’efficace 
messa in atto del modello di organizzazione, gestione e controllo, l’inserimento 
di un sistema disciplinare adeguato a sanzionare l’inosservanza delle misure 
stabilite nel modello stesso, ivi incluso il Codice di Comportamento dallo stesso 
sollecitato (Modello Controllo interno Cattolica pag.47 e seguenti).  
 La determinazione di un adeguato sistema disciplinare rappresenta una 
condizione fondamentale ai fini dell’efficacia del Modello.  
 
Principi generali  
 
Il sistema disciplinare individua le sanzioni stabilite per le trasgressioni ai 
comportamenti, ai principi e a tutti gli elementi caratteristici del controllo 
racchiusi nel modello organizzativo. La realizzazione delle sanzioni disciplinari 
prevede l’evidente infrazione delle disposizioni del modello; quindi si potrà 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  70	  Modello di organizzazione, gestione e controllo Cattolica p.47 e ss.	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attivare autonomamente rispetto lo svolgimento e soprattutto rispetto il risultato 
del procedimento penale, eventualmente iniziato dalle autorità giuridica, se il 
comportamento da condannare sia legittimo pure ad integrare una fattispecie di 
reato considerata rilevante secondo il Decreto 231/2001.  
Rimane attiva la facoltà da parte della Società di rivalersi per qualsiasi 
responsabilità danno che alla stessa possano scaturire da modi di agirei di 
dirigenti, dipendenti, collaboratori, amministratori, o agenti in trasgressione del 
modello organizzativo stabilito.  
La Compagnia punisce qualunque comportamento non conforme ne alla legge ne  
al Modello, al Codice di Comportamento, agli Strumenti di Attuazione del 
Modello anche nel caso in cui il comportamento sia compiuto nell’interesse della 
Compagnia o con l’obiettivo di procurare ad essa un beneficio.  
Qualunque trasgressione degli Strumenti di Attuazione del Modello o del 
Modello stesso, da qualsiasi soggetto commessa, deve essere tempestivamente 
trasmessa, tramite forma scritta, all’Organismo di Vigilanza, seguendo i 
provvedimenti e le procedure spettanti al titolare del potere disciplinare.  
Il vincolo di segnalazione rimane in capo ad ogni destinatario del Modello.  
A seguito della segnalazione, l’OdV deve tempestivamente effettuare le dovute 
verifiche, mantenendo naturalmente la segretezza del soggetto nei confronti del 
quale si sta agendo. Una volta compiute le appropriate valutazioni ed indagini, 
l’Organismo di Vigilanza comunicherà al titolare del potere disciplinare gli esiti 
dell’indagine, quest’ultimo procederà all’avvio dell’iter per avanzare le 
contestazioni darà il via ed all’eventuale attuazione di sanzioni, fermo restando 
che le eventuali sanzioni disciplinari vengono scelte dagli Organi aziendali di 
competenza, visti i poteri loro assegnati dai regolamenti interni alla Compagnia o 
dallo Statuto. 
Ad esempio, rappresentano infrazioni disciplinari questi comportamenti:  
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• La composizione, con eventuale con la complicità di altri, di 
documentazione non veritiera;  
 
• L’intralcio all’attività di vigilanza svolta dall’OdV;  
 
• Lo “spalleggiamento”, attraverso una condotta omissiva, nella 
realizzazione da parte di altri soggetti, di documenti non veritieri;  
 
• La trasgressione, pur con comportamenti omissivi e in eventuale 
complicità con altri,  del Codice di Comportamento, dei principi e degli 
Strumenti di Attuazione del Modello;  
 
• Il furto, disfacimento o manipolazione della documentazione riguardante 
la procedura per “scampare” al sistema dei controlli previsto dal Modello;  
 
• L’esecuzione di qualunque altra condotta idonea a raggirare il sistema di 
controllo stabilito dal Modello.  
 
• Vietare l’accesso alla documentazione e alle informazioni richieste dai 
soggetti incaricati ai controlli delle decisioni e delle procedure;  
 
 
Criteri generali di applicazione delle sanzioni  
 
L’ammontare ed il tipo di sanzione utilizzata in ogni caso di infrazione emersa, 
sarà adeguato alla gravità delle inadempienze e, in ogni modo, stabilito tenendo 
conto dei seguenti criteri generali:  
• Considerazione soggettiva del comportamento (intenzionalità) in base al 
grado di dolo o del livello di colpa;   
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• Importanza degli obblighi violati;   
 
• Grado di responsabilità tecnica o gerarchica delle persone coinvolte;   
 
• Condotta globale del lavoratore con speciale attenzione all’ esistenza o 
meno di casi analoghi di natura disciplinare del medesimo;   
 
• Ulteriori peculiari circostanze che accompagnano l'illecito disciplinare.  
 
L’applicazione della sanzione disciplinare trascura l’instaurazione o il giudizio di 
un eventuale  procedimento penale e deve basarsi sui principi equità, 
tempestività, ed immediatezza. Se ci fossero ripetute violazioni, o di rilevante 
gravità, o che hanno esposto la Compagnia a possibili esiti pregiudizievoli, si 
mette in pratica una sanzione di gravità superiore rispetto a quella prevista per la 
violazione commessa ed in certi casi più estremi, si può addirittura giungere al 
licenziamento.   
 
Misure nei confronti dei dipendenti non dirigenti  
 
Il rispetto delle regole e delle disposizioni stabilite dal Modello rappresenta 
osservanza da parte dei dipendenti degli obblighi stabiliti dall’art. 2104, comma 
2 ; obblighi dei quali il contenuto del medesimo Modello costituisce parte 
fondamentale ed integrante. Le azioni che rappresentano una trasgressione del 
Modello e del Codice di Comportamento, arricchiti dalle relative sanzioni, sono:  
• Per la sanzione di “rimprovero verbale”: il lavoratore deve compiere 
trasgressioni isolate e non gravi del Codice di Comportamento delle 
procedure interne stabilite dal Modello (come ad esempio chi ometta di 
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dare comunicazione all’OdV delle informazioni prescritte) o delle 
disposizioni del Modello riguardanti la realizzazione di attività ritenute 
sensibili; queste mancanze non causano danni o rischi di danni di qualsiasi 
tipo per il datore di lavoro o altra società del Gruppo Cattolica;   
 
• Per la sanzione di “biasimo inflitto per iscritto”: il lavoratore deve 
compiere ripetute trasgressioni non rilevanti delle disposizioni del Codice 
di comportamento, delle procedure interne stabilite dal Modello o delle 
disposizioni del Modello riguardanti la realizzazione di attività ritenute 
sensibili,  queste mancanze non causano danni o rischi di danni di 
qualsiasi tipo per il datore di lavoro o altra società del Gruppo Cattolica;   
 
• Per la sanzione della “sospensione dal servizio e dal trattamento 
economico per un periodo non superiore a dieci giorni” il lavoratore deve 
compiere una o diverse inosservanze delle disposizioni definite dal Codice 
di Comportamento, dalle procedure interne stabilite dal Modello o dalle 
prescrizioni del Modello riguardanti la realizzazione di attività ritenute 
sensibili, queste mancanze causano danni o rischi di danni di qualsiasi tipo 
per il datore di lavoro o altra società del Gruppo Cattolica;   
 
• Per la sanzione di “licenziamento con preavviso” il lavoratore deve 
compiere violazioni delle disposizioni del Codice di Comportamento delle 
procedure interne stabilite dal Modello o dalle prescrizioni del Modello 
riguardanti la realizzazione di attività ritenute sensibili, la mancanza 
comporta ingenti danni o rischi di rilevanti danni di qualsiasi tipo per il 
datore di lavoro o altra società del Gruppo Cattolica;   
 
• Per la sanzione di “licenziamento per giusta causa” il lavoratore deve 
commettere inosservanze delle norme  stabilite dal Decreto, delle 
successive modifiche e integrazioni come il “reato presupposto” ai fini 
dell’applicazione della disciplina del medesimo Decreto, delle prescrizioni 
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del Codice di Comportamento, delle procedure interne definite dal 
Modello o delle prescrizioni del Modello riguardanti la realizzazione di 
attività ritenute sensibili, la mancanza si dimostra finalizzata al 
compimento di un reato o di un illecito, e suscettibile di causare 
l’applicazione a carico del datore di lavoro o altra entità del Gruppo 
Cattolica di misure stabilite dal Decreto.   
 
 Misure nei confronti dei dirigenti  
 
Nei casi in cui la trasgressione interessi i dirigenti, l’Organismo di Vigilanza 
deve darne avviso al Consiglio di Amministrazione, nella persona dell’AD ed al 
titolare del potere disciplinare, attraverso un documento scritto. Il rapporto 
dirigenziale dovrebbe contraddistinguersi per la sua natura fondamentalmente 
fiduciaria. Il vincolo imposto ai dirigenti nel rispettare il Modello e di farlo 
rispettare dalla totalità dei soggetti a loro subordinati gerarchicamente 
rappresenta condizione imprescindibile del rapporto di lavoro dirigenziale.  
Nei casi di inosservanza del Modello organizzativo da parte di dirigenti, si attua 
quanto viene stabilito dalla legge o dal CCNL adottabile con i dirigenti.  
I medesimi provvedimenti sono attuati nel caso in cui un dirigente autorizzi,  per 
mancata vigilanza o direttamente, i suoi dipendenti a comportamenti non 
uniformi al Modello o che essi intraprendano un’evidente inosservanza dello 
stesso.  
L’inosservanza del Modello organizzativo che fa decadere il rapporto di fiducia 
viene sanzionata con il licenziamento per giusta causa.  
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Misure nei confronti degli amministratori  
 
Nei casi in cui la violazione riguardi un amministratore della Compagnia, 
l’Organismo di Vigilanza deve darne tempestivo avviso al Collegio Sindacale e 
al Consiglio di Amministrazione attraverso una relazione scritta. Il Consiglio di 
Amministrazione, in questi casi, può attuare qualunque provvedimento stabilito 
dalla legge, definito in base all’entità, alla responsabilità e al danneggiamento 
causato alla Compagnia.  
In casistiche estreme e quando la trasgressione è tale da ledere il rapporto di 
fiducia con la Compagnia, il Consiglio di Amministrazione avanza 
all’Assemblea la proposta di revoca dalla carica.  
 
Misure nei confronti dei sindaci  
 
Se la trasgressione viene commessa da parte di un membro del Collegio 
Sindacale, l’Organismo di Vigilanza deve darne tempestivo avviso al Collegio 
Sindacale e al Consiglio di Amministrazione attraverso un documento scritto.  
Il Consiglio di Amministrazione avanza all’Assemblea la proposta per 
l’attuazione degli opportuni provvedimenti, tra i quali, ad esempio, la revoca 
dalla carica.  
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Rapporti con terze parti  
 
I rapporti con i terzi vengono regolati da appropriati contratti formali in cui si 
devono prevedere clausole per il rispetto dei principi alla base del Modello e del 
Codice di Comportamento da parte di tali soggetti esterni. L’inefficace 
osservanza degli stessi determina la risoluzione del rapporto contrattuale oppure 
qualunque altra sanzione contrattuale espressamente stabilita, con l’esclusione 
dell’eventuale richiesta di risarcimento danni.  
 Misure nei confronti degli Agenti  
 
La violazione delle disposizioni definite dal Modello, con l’esclusione del diritto 
della Società al risarcimento dei danni, rappresenta l’inadempienza degli obblighi 
che derivano dal rapporto di agenzia e per questo, è determinabile ed in certi casi 
sanzionabile secondo i principi stabiliti dalle norme vigenti e dagli accordi di 
categoria relativi al contratto di agenzia sottoscritto. L’applicazione della 
sanzione è affidata alla Direzione Legale ed ai Responsabili delle Reti 
Commerciali.  
 
4.8. Comunicazione del modello e formazione71 
 Principi generali  
 
L’adozione del Modello di organizzazione, gestione e controllo oltre che il 
sistema di responsabilità amministrativa stabilito dal Decreto rappresentano un 
complesso che ha bisogno di una reale realizzazione nei comportamenti operativi 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  71	  Modello di organizzazione, gestione e controllo Cattolica p.52 e ss.	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da parte dei destinatari del Modello stesso.  
Per far sì che l’osservanza delle norme e la conoscenza della materia 
rappresentino parte integrante della cultura aziendale diviene indispensabile 
un’attività di trasmissione e di formazione volta al sostegno della divulgazione 
del Modello attuato da Cattolica e delle sue parti ( come ad esempio: il Codice di 
Comportamento o il risk self assessment).  
Questo è l’obiettivo con cui è stato organizzato il piano di comunicazione interna 
e formazione.  
 
Comunicazione del Modello  
 
La Società, per dare efficace attuazione al Modello, si propone di garantire una 
trasparente diffusione dei contenuti dello stesso internamente ed esternamente 
rispetto alla propria organizzazione. La comunicazione verso l’interno viene 
attuata attraverso la diffusione del Modello sulla rete intranet aziendale e la sua 
affissione in formato cartaceo nella bacheca della Società.  
La comunicazione verso l’esterno del Modello viene attuata attraverso la 
diffusione sul sito Internet della Società.  
 
Piano di formazione  
 
La formazione riguardante il Modello viene assegnata operativamente alla 
direzione Risorse Umane per ciò che riguarda il personale aziendale, ed ai 
Responsabili delle Reti Commerciali per quanto attiene gli Agenti.  
Spetta alla Compagnia predisporre e formalizzare particolare piani di 
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formazione, al fine di assicurare l’effettivo apprendimento di quanto contenuto 
nel Codice di Comportamento, nel Decreto e nel Modello da parte di tutte le 
Funzioni e Direzioni aziendali. La formazione deve differenziarsi a seconda che 
la stessa si indirizzi: ai dipendenti, agli Amministratori, agli specialisti che 
operano in particolari aree di rischio, agli Agenti, all’Organismo di Vigilanza, 
sulla base dell’ approfondimento delle capacità e dei bisogni formativi stabiliti 
dall’OdV con l’aiuto della direzione Risorse Umane.  
La formazione, secondo quanto viene definito dal Modello viene imposta a tutti i 
destinatari descritti in precedenza.  
La Compagnia assicura l’organizzazione di strumenti e modalità che 
garantiscano continuamente: la formalizzazione delle presenze dei partecipanti, 
la tracciabilità delle iniziative di formazione, la possibilità di valutazione del 
livello di apprendimento e la valutazione del livello di gradimento del corso; 
tutto questo con l’obiettivo di diffondere nuove iniziative di formazione e 
migliorare quelle attualmente in corso. 
La formazione, può essere sviluppa pure a distanza o attraverso l’uso di sistemi 
informatici le cui tematiche sono analizzate dall’Organismo di Vigilanza. La 
formazione naturalmente, viene realizzata da esperti nelle discipline definite dal 
Decreto.  
Cattolica elabora un programma annuale di comunicazione e formazione con 
l’obiettivo finale di assicurare, a tutte le risorse aziendali e di Gruppo, di capire al 
meglio le logiche operative ed organizzative, nello specifico:  
• Produrre consapevolezza sui corrispondenti comportamenti etici e creare 
cultura sulla gestione di quelli che sono i rischi aziendali;  
 
• Adeguare le competenze delle risorse a quelle che sono necessità 
operative del Modello.  
 
	   135	  
• Assicurare il conseguimento di un esteso livello di conoscenza delle 
norme di riferimento e degli effetti collegati; 
 
 Le fasi per la definizione del piano  
Vengono mostrate le attività di ogni fase fondamentale per la definizione del 
piano di formazione: 
• Fase 1- Identificazione dei vari destinatari e delle necessità formative: 
sono valutati i maggiori effetti causati dall’entrata in vigore di nuove 
norme. Le varie direzioni: Internal Audit, Compliance e Legale, 
giudicano con cadenza annuale la possibilità di aggiornare i piani di 
formazione attuati ed gli specifici corsi godibili, trasmettendo tutto 
all’Ufficio Formazione Interna e Coordinamento al fine di predisporre il 
piano annuale di formazione. Vengono perciò attuate le attività di:  
  -  Identificazione delle particolari esigenze di formazione per posizione;     
  -  Valutazione della popolazione della Società e del Gruppo per quanto 
riguarda la numerosità e posizioni organizzative; 
  -  Individuazione, per ogni gruppo, delle esigenze formative particolari, 
riguardanti il profilo di competenza, il ruolo e la preparazione attuale.    
  -  Raggruppamento dei vari destinatari in gruppi omogenei (necessità 
formative/posizione); 
Per una rigorosa ed efficiente determinazione delle necessità formative la 
popolazione del Gruppo è stata divisa in 6 gruppi:   
  -  I gruppo – vertici aziendali: è formato dalle Direzioni Generali e dalla 
totalità dei dirigenti del Gruppo;   
  -  II gruppo – direzioni Legale, Internal Audit e Compliance: formato dai 
soggetti che svolgono la loro attività nell’ambito delle sopracitate unità 
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organizzative;   
   III gruppo – gruppo di lavoro su adeguamenti a normative: formato dai 
membri di gruppi di progetto che svolgono la loro attività per 
l’adeguamento organizzativo a disposizioni normative;   
  -  IV Gruppo – soggetti che realizzano attività ritenute sensibili e operano 
all’interno dei processi strumentali: è formato da soggetti che svolgono 
attività  ritenute sensibili e operano all’interno di processi strumentali e da 
soggetti operanti su processi direttamente impattati dalle disposizioni delle 
varie norme e nella cui attività può verificarsi la commissione di reati;   
  -  V e VI gruppo – risorse “non sensibili” e/o neo-assunti: sono formati 
rispettivamente da tutti gli ulteriori soggetti e dai nuovi assunti delle 
società del Gruppo. La formazione per i nuovi assunti viene effettuata in 
maniera tempestiva per assicurare ad ogni soggetto il pronto 
raggiungimento della piena operatività;   
• fase 2 – Organizzazione della formazione: la fase è diretta ad elaborare il 
piano di comunicazione e formazione;   
• fase 3 – Progettazione degli interventi formativi: in questa fase viene fatta:  
-  Preparazione dei contenuti e predisposizione del materiale didattico di 
supporto;   
  -  Organizzazione delle comunicazioni e delle convocazioni;   
  -  Sostegno all’organizzazione logistica della formazione;   
• fase 4 – Effettuazione della formazione e verifica dell’apprendimento: si 
concretizza nelle attività di: erogazione effettiva delle sessioni di 
formazione (in aula o on-line).  (Modello Cattolica assicurazioni presente 
dal sito Cattolica.it pag.53 e seguenti 
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Chiaramente alla fine viene attuato un monitoraggio regolare sull’efficienza della 
suddetta formazione. Cattolica crede molto nella formazione e per questo, in casi 
in cui emerga un inadempienza da parte di un qualsiasi soggetto, la Società 
attuerà sanzioni disciplinari nei confronti del soggetto. Un efficiente e corretta 
formazione non può prescindere dal confronto con la realtà esterna, nei nostri 
casi la partecipazione  a convegni e seminari. Le Risorse Umane perciò tengono 
costantemente aggiornata l’offerta formativa a cui potranno usufruire i membri 
dell’ Organismo di Vigilanza e tutte le altre Funzioni ritenute sensibili.  
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CONCLUSIONI 
 
Nel lavoro fin qui svolto relativo al sistema di controllo interno e di governo del 
rischio, abbiamo voluto dare una chiave di visione sul funzionamento delle 
attività di controllo all’interno delle società e abbiamo tentato di mettere in 
evidenza diversi concetti che possono essere visti come pretesti numerose 
riflessioni. 
Dopo un’introduzione volta a limitare l’estensione della nozione di “controlli 
interni”, si è focalizzato lo studio sull’elaborazione e l’evoluzione operata sul 
tema, nel corso degli anni. 
Questa analisi introduttiva ha permesso di mettere in evidenza l’evoluzione da 
una rappresentazione riduttiva dei controlli interni, incentrata sui concetti 
meramente contabili, a una più integrata, orientata al raggiungimento 
dell’efficienza e  dell’ efficacia delle operazioni sociali e al governo dei numerosi 
rischi aziendali.  
Si è, quindi, passati a trattare il sistema di controllo interno con particolare 
riferimento alle sue componenti. Sono stati, pertanto, esaminati i punti essenziali 
degli organi di vertice delle società e le connesse strutture operative, per 
stabilirne in maniera più chiara possibile il ruolo all’interno del quadro del 
sistema dei controlli.  
Nel passare in esame i diversi attori del sistema – dal consiglio di 
amministrazione al collegio sindacale, dal dirigente preposto alla redazione dei 
documenti contabili ai preposti al controllo interno, fino all’organismo di 
vigilanza di cui al d.lgs. n. 231/2001 abbiamo voluto mettere in evidenza sia gli 
aspetti unicamente strutturali di ogni figura sia i profili riguardanti la loro 
ordinaria funzionalità, affrontando in parte i particolari aspetti risultanti dalla 
descrizione dei rapporti tra i vari organi e dei relativi flussi informativi.  
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Successivamente abbiamo definito l’organo preposto alla Vigilanza sul settore 
assicurativo, descrivendone i relativi doveri e responsabilità assegnate, e di come 
essi siano influenzati dalla riforma in tema di vigilanza prudenziale, Solvency II 
entrata in vigore dal 1° Gennaio 2016, ma rimasta tutt’ora al centro 
dell’attenzione data la sua rilevanza ed i suoi effetti non solo sul settore 
assicurativo, ad esempio impattante pure sul settore bancario e sulla generale 
stabilità finanziaria del Paese. 
Il sintesi, la situazione che ne risulta mostra sia l’importanza di un sistema di 
controllo interno e di un coordinamento tra i vari organi societari sia i diversi 
aspetti problematici connessi ad una sua attuazione efficace ed efficiente, 
connessi, da una parte, al rischio compromettere il tempestivo riscontro delle 
anomalie e delle irregolarità gestionali e, dall’altra, al disincentivo alla 
quotazione derivante dai costi rilevanti dell’oneroso apparato organizzativo 
voluto, tenendo conto, in aggiunta, l’assenza di disposizioni che permettano di 
graduare l’articolazione del sistema riguardo le dimensioni della società.  
Dopo aver definito nel suo complesso il sistema di controlli interni ci siamo 
focalizzati sul Gruppo Cattolica Assicurazioni, leader del settore assicurativo, 
nato a Verona nel 1896 come società cooperativa, costituita in origine per dare 
assistenza ai piccoli proprietari terrieri dai danni causati dalle varie intemperie. Il 
lavoro ripercorre, in conclusione il Modello adottato dalla suddetta Società, 
focalizzando la nostra attenzione in particolare sui destinatari, l’Organismo di 
Vigilanza preposto al controllo, i reati considerati rilevanti dalla Società, le 
sanzioni applicabili in caso di inosservanza dei principi alla base del Modello e 
sulla comunicazione e formazione di esso.  
Dal nostro lavoro risulta fondamentale capire l’importanza di un sistema di 
controllo interno. Purtroppo è impossibile concludere che in presenza di un 
efficiente controllo interno, non esistano difficoltà operative o che si possano 
profilare situazioni di rischio poiché dalle crisi passate dobbiamo imparare che 
non è raro assistere a società, anche di grandi dimensioni e di notevole rilevanza 
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settoriale, dove per comportamenti dannosi o di interessi tutto fuor che altruistici, 
si siano venute a formare condizioni di seria fragilità degenerate, in situazioni 
particolari e per fortuna  in casi abbastanza limitati, in fallimenti della società 
stessa; non è  altresì raro sentire notizie sui giornali o alla televisione 
concernenti: vere e proprie truffe da parte, non solo, di dipendenti, ma anche di 
vertici aziendali, svolgimento di vere e proprie attività criminali all’interno di un 
azienda “apparentemente” trasparente con la totalità degli stakeholder, attività di 
falsificazioni contabili o altre attività illecite. Risulta naturale rimanere turbati di 
fronte a situazioni così palesi e appare ugualmente naturale domandarsi da quale 
soggetto sia partita la responsabilità di un tale danno e quali siano gli effetti 
economici e sociali non solo sulla singola realtà aziendale ma anche sull’intera 
stabilità finanziaria del settore in questione. In questi casi appare evidente però 
che: tali attività di controllo non hanno funzionato correttamente o, per le più 
varie e valide motivazioni, si evidenziarono influenzate da tornaconti esterni ben 
più forti e rilevanti. In conclusione, malgrado sia guidato da principi di 
trasparenza, correttezza gestionale, veridicità e di integrità, di veridicità, il 
controllo interno spesso presenta delle lacune, vuoi per la sovrapposizione delle 
funzioni vuoi per i vari conflitti d’interesse che si vengono a creare durante la 
vita della società, o delle zone d’ombra dove risulta evidente alludere e porre in 
essere comportamenti deleteri ed elusivi per la società e per gli azionisti della 
stessa.  
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