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Abstrak  
Tujuan penelitian ialah untuk mengukur risiko teknologi informasi, khususnya 
infrastruktur jaringan  pada BPPT, sehingga dapat  risiko-risiko yang mungkin terjadi 
dari penerapan infrastruktur jaringan. 
Metode Penelitian yang digunakan adalah studi kasus di mana  pengumpulan data  dari 
berbagai buku dan sumber pustaka lainnya, wawancara, dan observasi lapangan. 
Pendekatan yang digunakan untuk mengukur risiko teknologi adalah ISO 27005. 
Hasil yang dicapai dalam penilaian risiko teknologi informasi adalah tingkat risiko 
pada infrastruktur jaringan, kerentanan, serta rekomendasi pengendalian yang dapat 
digunakan untuk menangani dan mencegah risiko-risiko pada infrastruktur jaringan.  
Simpulan dari penelitian penilaian risiko pada infrastruktur jaringan yang berjalan di 
BPPT secara keseluruhan telah terorganisir dengan cukup baik, akan tetapi  masih 
memiliki tingkat risiko yang tidak terlalu signifikan karena kurangnya penerapan 
manajemen risiko teknologi informasi untuk menilai risiko-risiko pada aset teknologi 
informasi sehingga organisasi tidak dapat mengetahui risiko-risiko yang akan mungkin 
terjadi dan cara untuk menghadapi risiko tersebut agar tidak terjadi risiko yang 
berpengaruh cukup besar dalam teknologi informasi. 
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