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Introduzione 
La presente tesi costituisce un tentativo di approfondimento del tema della scarsa integrazione 
della gestione del rischio d’impresa con i processi decisionali aziendali.  
Il punto di partenza del lavoro è rappresentato da alcune ricerche che hanno rilevato una 
parziale adozione dei modelli ERM e una dichiarata difficoltà da parte di chi gestisce le imprese 
nell’impiego di tali strumenti ai fini dei processi decisionali di alto livello. 
Così si è cercato di chiarire in primo luogo il significato di tale integrazione, attraverso l’analisi 
degli sviluppi concettuali dell’Enterprise Risk Management e delle relative pratiche nel più 
ampio contesto della gestione aziendale, giungendo poi alla presentazione di alcuni studi che 
spiegano il problema della non completa adozione mediante la ricerca di alcuni fattori capaci di 
influenzare positivamente tale tendenza. 
Viene dunque affrontato il tema dell’evoluzione delle pratiche di risk management verso il 
concetto di gestione integrata, dopo una breve introduzione sul rischio nell’ambito degli studi 
di economia aziendale. 
Per quanto il rischio sia un elemento insisto in ogni attività imprenditoriale, la recente 
attenzione del mondo manageriale attorno al tema della sua gestione è dovuta in modo 
particolare ai notevoli cambiamenti intervenuti nelle modalità di conduzione dell’impresa, in 
seguito ai fenomeni della globalizzazione e dello sviluppo tecnologico e informatico. 
La maggiore pressione competitiva, derivante dall’ingresso nei mercati di nuovi concorrenti 
che possono contare su diversi modelli di business e da una clientela sempre più esigente in 
termini di qualità, varietà, flessibilità e tempestività dell’offerta, impone al management 
aziendale la considerazione tutte le variabili capaci di influenzare i processi di creazione del 
valore. Anche il tema dell’innovazione assume notevole importanza in merito alle capacità di 
sviluppo imprenditoriale delle imprese, rappresentando altresì un fenomeno che richiede 
particolare attenzione con riguardo ai rischi ad esso connessi. 
Alla luce della appena delineata situazione di “vulnerabilità dell’impresa”1, il tema del rischio e 
della sua gestione è considerato uno dei fattori di successo per il soddisfacimento delle attese 
degli stakeholder. Da qui nasce l’esigenza di una gestione integrata dello stesso. 
                                                          
1
 SELLERI 2006. 
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La relazione esistente tra impresa, stakeholder e rischio verrà poi esaminata anche all’interno 
della Corporate Governance. In particolare, verrà evidenziato come l’introduzione del tema del 
rischio nei modelli di Controllo Interno ha contribuito notevolmente alla diffusione 
dell’Enterprise Risk Management. 
Una volta illustrato il significato teorico delle pratiche di gestione integrata, si intende offrire 
una descrizione del principale modello impiegato dalle imprese per la sua implementazione, il 
COSO ERM. 
Il framework è stato sviluppato dal Committee of Sponsoring Organizations of the Treadway 
Commission e pubblicato nel 2004, con l’obiettivo di racchiudere vari contributi in materia di 
gestione integrata dei rischi in una pubblicazione che fornisse alle imprese un supporto 
operativo2. 
Sebbene siano disponibili molti altri modelli relativi all’impostazione di tale processo, verranno 
impiegati la terminologia e gli strumenti propri di questo documento per presentare le varie 
fasi di un processo di risk management evoluto. 
Si propone di seguito un elenco relativo ad alcuni elementi caratterizzanti i vari framework per 
l’Enterprise Risk Management3. 
1. È previsto il coinvolgimento del Consiglio di Amministrazione, in termini di direzione e 
supervisione. 
2. Viene identificata una figura dedicata al processo in questione, il Risk Manager. 
3. È sottolineata l’importanza della comprensione dell’impatto dei rischi sugli obiettivi. 
4. Si effettua la mappatura di tutte le forme di rischio, a conferma dell’integrazione, che è 
intesa non solo con riguardo alle modalità di gestione, ma anche come comprensione dei 
legami esistenti tra i vari rischi. 
5. Viene attribuita notevole rilevanza all’impiego di informazioni accurate. 
All’analisi dei componenti del modello seguirà la presentazione delle indagini sulla concreta 
adozione dell’ERM da cui ha origine il lavoro4, e una discussione sui possibili fattori 
condizionanti il suo funzionamento, basata sui risultati di alcuni studi5. 
                                                          
2
 COSO 2004, in Ed. Italiana 2006. 
3
 GIORGINO, et al. 2008. 
4
 ECONOMIST INTELLIGENCE UNIT 2010; FERMA 2012. 
5
 ARENA, et al. 2010; ARENA, et al. 2011. 
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Le indagini empiriche presentate hanno rilevato altresì una difficoltà delle imprese 
nell’approcciarsi ai rischi strategici, che rappresentano una delle quattro categorie di eventi 
potenziali identificate nel COSO ERM. 
La gestione dei rischi strategici assume una notevole importanza relativamente ai processi di 
pianificazione e controllo strategico, tuttavia le imprese si dichiarano impreparate con riguardo 
alla loro gestione e individuano nel top management e nel Consiglio di Amministrazione le 
cause relative a questa problematica. 
A tale proposito verrà presentato il concetto di Strategic Risk Management6, mediante il quale 
si chiarirà l’importanza della gestione del rischio per la definizione ed esecuzione della 
strategia, già indicata nel framework dell’ERM, e la centralità del top management e del 
Consiglio di Amministrazione in tale processo. 
L’ultimo capitolo di questo lavoro di tesi propone un caso applicativo relativo alla 
predisposizione di un modello ERM che possa considerarsi evoluto, ovvero integrato con gli 
strumenti impiegati nei processi decisionali aziendali. 
Il caso, elaborato sulla base delle informazioni relative ad un incarico di consulenza svolto dalla 
Società Ernst & Young per un Cliente del settore Telecomunicazioni, descrive le attività dei 
consulenti che hanno condotto alla proposta di riprogettazione del modello ERM del Cliente, e 
fornisce un supporto alle evidenze emerse dai sopra citati studi sui fattori capaci di influenzare 
positivamente l’adozione dell’ERM. 
                                                          
6
 BEASLEY, et al. 2007; FRIGO, et al. 2011, a,b; FRIGO, LÆSSØE 2012; FRIGO, ANDERSON 2012; 
ANDERSON, et al. 2012. 
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CAPITOLO 1 
La gestione integrata del rischio d’impresa: l’Enterprise Risk 
Management 
 
 
 
1.1 Il rischio e l’impresa 
“Il rischio è una condizione nella quale si potrebbe verificare una situazione avversa al risultato 
sperato”1. 
Diversamente dagli studi di finanza aziendale, dove il concetto di rischio è associato  a quello di 
variabilità del rendimento2, in economia aziendale al rischio spesso corrisponde l’idea di danno 
economico, ovvero la possibilità che si verifichino eventi in grado di influenzare negativamente 
i risultati della gestione, in termini di perdite o di minori utili rispetto a quelli attesi3. 
Tale definizione del rischio non comprende dunque il potenziale positivo esistente nel 
fenomeno dell’incertezza e trova fondamento nell’idea che eventualità più favorevoli di quelle 
attese non comportino problematiche gestionali, e siano anzi sperate dal management di ogni 
impresa4. 
Vi è però la tendenza più recente, anche nella letteratura aziendalistica, a definire il rischio 
secondo entrambi gli aspetti di danno e opportunità, o più semplicemente adottando la 
prospettiva della variabilità dei rendimenti che caratterizza qualsiasi investimento, e dunque 
anche quello complessivo d’impresa. 
Alcuni autori infatti distinguono tra i rischi puri e quelli speculativi5, laddove i primi presentano 
esclusivamente un potenziale impatto negativo, mentre i secondi consistono in situazioni 
d’incertezza capaci di influenzare anche positivamente i risultati della gestione. La stessa 
                                                          
1
 BERNSTEIN 1996. 
2
 D’ONZA 2008; DAMODARAN 2008. 
3
 D’ONZA 2008; GIORGINO et al. 2008. 
4
 BERTINI 1969. 
5
 FLOREANI 2005; SELLERI 2006. 
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distinzione di significato esisteva già in passato tra i concetti di rischio unilaterale e bilaterale, e 
rischio puro e imprenditoriale6. 
I contributi letterari attuali in materia di gestione del rischio d’impresa rilevano, tra le cause 
del crescente interesse nei confronti del tema in questione, l’aumento della complessità 
interna ed esterna al fenomeno azienda, evidenziando come il problema dell’incertezza che 
condiziona imprescindibilmente la performance d’impresa imponga al management una 
maggiore attenzione nelle scelte gestionali. Nella pubblicazione del COSO sulla gestione 
integrata del rischio d’impresa, il modello è presentato come strumento “progettato per 
individuare eventi potenziali che possono influire sull’attività aziendale”; a seconda 
dell’impatto negativo o positivo, tali eventi sono definiti rischi oppure opportunità. 
Se l’attenzione si sposta dall’eventualità del danno economico alla possibilità che la gestione 
aziendale risenta maggiormente della condizione d’incertezza cui è sottoposta per effetto di 
una maggiore complessità dell’ambiente economico generale, il rischio può essere definito 
come “la distribuzione dei possibili scostamenti dai risultati attesi per effetto di eventi di 
incerta manifestazione, interni o esterni al sistema aziendale. Tale variabilità può essere più o 
meno ampia in funzione della sensibilità delle variabili chiave del business model all’influsso 
dei fattori di rischio”7. 
Dalla proposta definizione emerge chiaramente come il rischio sia intrinsecamente presente in 
ogni attività d’impresa, e il fatto che l’entità dei suoi impatti dipenda dalle caratteristiche del 
modello di business adottato, lo inserisce tra gli elementi da tenere in considerazione per una 
corretta gestione d’impresa. 
Già in passato molti autori si sono espressi sul tema del rischio in azienda, mostrando 
l’impossibilità di escluderne la presenza, dal momento in cui questa è destinata ad estendersi 
in un orizzonte temporale futuro. Significativa a tal proposito è l’espressione di Dezzani (1971): 
“L’ineliminabile proiezione nel futuro di ogni sistema aziendale implica che il rischio venga 
assunto come ineliminabile condizione di esistenza di qualsiasi azienda”8. 
Bertini (1969) identifica il rischio “nell’alea che l’azienda è costretta a sopportare in seguito al 
possibile manifestarsi degli eventi che ricadono nella sua orbita”9, dovuta non solo 
all’oggettiva complessità degli eventi, ma anche alle limitate capacità previsionali dell’uomo. 
                                                          
6
 CORSANI 1941, MOWBRAY, et al. 1979, citato in D’ONZA 2008. 
7
 BERETTA 2004, p.19; GIORGINO, et al. 2008, p.4. 
8
 DEZZANI 1971, p.33. 
9
 BERTINI 1969, p.13. 
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Infatti, sottolinea l’importanza dell’attività di pianificazione al fine di “anticipare il divenire 
aziendale”10. 
Il citato contributo di Bertini rileva anche un secondo aspetto fondamentale del rischio 
d’azienda, ovvero l’assunzione dei caratteri propri del fenomeno aziendale, primo fra tutti 
quello di sistema. 
1.1.1 Il carattere sistemico del rischio d’impresa 
Assumendo la definizione di azienda come sistema di operazioni, anche i rischi capaci di 
influenzarne lo svolgimento si presentano ordinati in un sistema. Anche Giannessi (1960) si 
pronuncia in merito, evidenziando come questo spieghi sia i meccanismi di reciproca influenza, 
sia quelli di generazione di nuovi rischi. 
In particolare, secondo Bertini, la visione del rischio aziendale come sistema assume notevole 
importanza nel momento in cui si intende focalizzare l’attenzione sulle modalità di gestione del 
rischio, ed in particolare sulla necessità di approcciarsi a tale compito adottando una 
prospettiva unitaria. 
Tale vincolo di unitarietà dipende anche dal comune contenuto economico che tutti i rischi 
aziendali presentano, che contribuisce ad imporre l’adozione di politiche di gestione integrate. 
La distinzione tra rischi particolari e rischio economico generale di Ferrero (1968) chiarisce 
bene la relazione sistemica esistente tra i rischi aziendali o rischi d’impresa: mentre il rischio 
economico generale è inteso come la possibile mancanza di una “stabilizzata attitudine a 
rimunerare congruamente i fattori produttivi”, i rischi particolari rappresentano “parziali 
configurazioni” del primo11. 
L’espressione usata da Ferrero per definire il rischio economico generale può essere 
parafrasata, usando una terminologia più recente12, come possibilità di un mancato 
conseguimento degli obiettivi d’impresa. Se infatti si assume il conseguimento dell’equilibrio 
economico a valere nel tempo quale fine dell’azienda, come indicato da Giannessi, e si intende 
con tale espressione la congrua remunerazione di tutti i fattori della produzione, compreso il 
compenso al soggetto economico per conto del quale l’attività d’impresa si svolge, il rischio 
che ciò non accada coincide con il rischio che l’azienda non raggiunga il suo fine ultimo. 
                                                          
10
 BERTINI 1969, p9. 
11
 FERRERO 1968, p.40. 
12
 DICKINSON 2011. 
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Il concetto di rischio economico generale dunque si presenta affine a quello attuale di rischio 
d’impresa, che è alla base dell’evoluzione del moderno risk management. 
Inoltre, tornando al problema della remunerazione dei fattori produttivi, Bertini (1969) 
riconosce l’importanza della gestione del rischio per il soggetto economico, in quanto una sua 
riduzione comporta per quest’ultimo la possibilità di un maggiore grado di economicità, e 
viceversa un suo aumento. 
Le politiche di gestione del rischio quindi rientrano tra quelle capaci di influenzare i risultati 
della gestione. In particolare, è possibile definire il risk management come uno strumento 
necessario a preservare il valore aziendale, oppure come una pratica capace di proteggere e 
allo stesso tempo creare valore d’impresa. 
A fare la differenza è il tipo di relazione assunta tra il rischio e il valore d’impresa, che a sua 
volta dipende dal significato attribuito al rischio. 
1.1.2 Il rischio e la creazione di valore 
L’insieme dei metodi impiegati per la stima del valore d’impresa che si basano 
sull’attualizzazione di flussi di rendimento futuri, sia reddituali sia finanziari, impiegano come 
tasso di sconto il costo della struttura di finanziamento dell’impresa. 
Il tasso di attualizzazione coincide infatti con il costo medio ponderato del capitale, ottenuto 
sulla base del costo del capitale proprio e del costo del capitale di terzi, o costo del debito. 
È noto che la remunerazione di un investimento dipende dal livello di rischiosità insito in esso. 
Il costo del capitale proprio e il costo del debito, che per la controparte dell’impresa rispetto al 
quale sono calcolati rappresentano il rendimento dell’investimento azionario e del 
finanziamento con capitale di credito, dipendono perciò dalla rischiosità complessiva 
dell’impresa stessa. 
Tuttavia l’entità di tale dipendenza, che spiega la relazione esistente tra rischio e valore 
d’impresa, è influenzata dall’assunzione della perfetta diversificazione dell’investitore 
azionario, derivante dalla teoria della diversificazione del portafoglio di Markowitz, che è alla 
base delle principali tecniche di determinazione del costo del capitale proprio. Se è vero che 
mediante la diversificazione degli investimenti è possibile neutralizzare gli effetti dei rischi 
specifici sul rendimento complessivo del portafoglio, l’unico tipo di rischio che veramente 
impatta sul costo del capitale proprio è il rischio sistematico. 
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Nel Capital Asset Pricing Model, infatti, la variabile che riassume il rischio è il “Beta”, e cioè la 
misura della sensibilità del rendimento di un titolo rispetto all’andamento delle principali 
variabili macroeconomiche di sistema13. 
Data questa ipotesi di fondo, è possibile notare come gli effetti di qualsiasi politica di gestione 
volta a ridurre il rischio specifico d’impresa sono molto limitati. Un intervento di risk hedging, 
infatti, non solo non produrrà alcuna riduzione del costo del capitale proprio, ma ridurrà i flussi 
di cassa attesi, per effetto dell’uscita monetaria relativa al suo sostenimento. Per quanto 
riguarda gli effetti sul costo del debito, questi sono gli unici in grado di aumentare il valore 
dell’impresa, ma solo nella misura in cui l’impresa è percepita meno rischiosa dai finanziatori, 
per cui potrà accedere a fonti di finanziamento ad un tasso d’interesse meno elevato, e in base 
a quanto eventualmente possa incrementare il suo livello di indebitamento, sfruttando così la 
deducibilità degli oneri finanziari a livello fiscale14. 
Ma nel momento in cui, più realisticamente, si elimina l’ipotesi della perfetta diversificazione 
degli investitori, non solo il rischio sistematico, ma anche quello specifico dell’investimento 
azionario influenza il costo delle risorse finanziarie. Oltre al fatto che occorre considerare 
l’impatto del rischio sul nominatore della formula, ovvero sui flussi di cassa attesi che, in 
quanto previsionali, sono soggetti al fenomeno dell’incertezza. 
A tale proposito, è il modo in cui il rischio è concepito ad attribuire al risk management una 
mera funzione di protezione oppure anche di creazione di valore. 
Se il rischio è inteso come danno economico, considerando dunque esclusivamente la 
possibilità di rendimenti inferiori a quelli attesi, le politiche di gestione del rischio avranno 
essenzialmente il ruolo di ridurre l’esposizione a tale eventualità e dunque si presenteranno 
orientate essenzialmente a proteggere il valore d’impresa. 
Nel momento in cui al rischio si riconoscono entrambi i segni della variabilità dei rendimenti 
attesi, allora il risk management ha anche la funzione di gestire le opportunità, in modo da 
incrementare il valore d’impresa. 
                                                          
13
 Sebbene esistano dei metodi per calcolare il Beta che tengano in considerazione i fattori di rischio 
specifico, tali modelli non hanno ancora raggiunto una piena diffusione, probabilmente a causa della 
riscontrata eccessiva soggettività (D’ONZA 2008). 
14
 DAMODARAN 2008. 
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Data questa nuova visione, la gestione del rischio non è necessariamente volta alla sua 
riduzione, ma può comportare anche un innalzamento del livello di rischiosità complessivo, in 
quanto funzionale alla creazione di un maggiore valore15. 
Tornando al metodo del Discounted Cash Flow, ciò implicherebbe l’accettazione di un costo 
del capitale più elevato, ma a fronte di un incremento dei flussi di cassa operativi 
dell’investimento. 
Nella logica della teoria della massimizzazione del valore per gli shareholder come guida della 
corporate governance, la valutazione delle strategie all’interno della pianificazione strategica 
deve essere condotta utilizzando come driver la capacità di creare valore per gli azionisti, che si 
riflette in un aumento dei prezzi azionari. La valutazione economica di un investimento 
mediante l’attualizzazione dei flussi di cassa attesi è alla base del metodo del valore azionario, 
in quanto dall’entità dei cash flow dipende il profitto azionario, in termini di dividendi e 
plusvalenze. Dunque, diventa fondamentale in sede di pianificazione la valutazione della 
sensibilità del valore creato da ciascuna alternativa strategica a fattori di rischi esterni e interni 
appartenenti a scenari diversi da quello ritenuto più probabile16. 
Secondo questa logica, il rischio è un elemento strettamente legato alla strategia aziendale. 
Porter, nel suo Competitive Advantage, definisce il rischio come la situazione in cui la 
performance di una strategia si presenta negativa per effetto del verificarsi degli scenari 
sbagliati, e mette in evidenza come un intervento volto alla sua riduzione possa penalizzare 
l’impresa in termini di un peggiore posizionamento17. 
Di fatto già con la determinazione della strategia nella fase della pianificazione strategica si 
riscontra un’attività di gestione del rischio, in quanto si determina l’esposizione al rischio 
complessiva dell’impresa necessaria per la creazione di valore18. 
E se la strategia è scelta sulla base delle implicazioni dello shareholder model, e dunque gli 
obiettivi dell’impresa sono allineati a quelli degli azionisti, qualsiasi attività di gestione del 
rischio d’impresa diventa uno strumento per assicurare che i risultati dell’impresa si presentino 
altresì allineati a quelli desiderati dagli azionisti. 
                                                          
15
 DAMODARAN 2008; GIORGINO, et al. 2008. 
16
 RAPPAPORT 1986, in Ed. Italiana 1989. 
17
 PORTER 1985, p. 476: “Risk is a function of how poorly a strategy will perform if the wrong scenario 
occurs. Hedging minimizes this risk at the price of higher cost or poorer position”. 
18
 DICKINSON 2011. 
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Alla luce delle presenti considerazioni sulla presenza del rischio nell’attività di impresa e sulla 
sua funzione nel processo di creazione del valore è necessario riconoscere il ruolo dell’attività 
di risk management per il successo aziendale: “per il semplice fatto che non vi è business senza 
rischio, il governo del rischio è per definizione un tratto distintivo dell’azione imprenditoriale e 
una componente irrinunciabile e fondamentale del management”19. 
1.2 L’evoluzione delle pratiche di gestione del rischio d’impresa 
Il termine Risk Management, volto ad indicare uno strutturato programma di gestione dei 
rischi d’impresa, compare per la prima volta in letteratura in un articolo di Russel B. Gallagher 
pubblicato sulla Harvard Business Review nel 195620. 
L’autore definisce il rischio come un evento dannoso, derivante da incidenti, catastrofi naturali 
o comportamenti umani negligenti, disonesti e criminali che impattano sulla produttività 
aziendale e sulla qualità della produzione, generando un peggioramento della profittabilità. 
L’esigenza di impostare un adeguato programma di risk management nasce dunque dalla 
necessità di proteggere il risultato economico da eventuali inefficienze, all’interno di una più 
generale logica di controllo dei costi. Tale risultato non si può però ottenere se le diverse 
categorie dei rischi che gravano sull’impresa vengono gestite autonomamente, assegnandone 
la responsabilità a soggetti diversi, quali ad esempio assicuratori, contabili e ingegneri della 
sicurezza. Per questo Gallagher propone il Risk Management come un’attività integrata di 
gestione dei rischi, la cui parte fondamentale risiede essenzialmente nella ricerca di ogni 
possibile fonte di rischio per l’impresa, da assegnare a una nuova figura manageriale, parte del 
top management, il Risk Manager21. 
Il problema dell’esistenza del rischio nell’attività di gestione d’impresa è stato per lungo tempo 
affrontato esclusivamente attraverso il ricorso a contratti di assicurazione. Ciò denota la 
prevalenza del concetto di rischio come evento dannoso da cui proteggere l’impresa, le 
persone che in essa lavorano e i suoi asset patrimoniali. Agli inizi dello scorso secolo infatti 
Hanry Fayol, nell’opera Administration industrielle et gènèrale, presenta la funzione di 
sicurezza, quale presidio di protezione dei beni e degli esseri umani, come uno dei gruppi di 
operazioni che si svolgono all’interno delle imprese22, a cui è attribuito il compito di prevenire 
                                                          
19
 BERETTA 2004, p.9. 
20
 BERETTA 2004; GIORGINO et al. 2008; CULASSO 2009. 
21
 GALLAGHER 1956. 
22
 BERETTA 2004; GIORGINO, et al. 2008; CULASSO 2009. 
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tutti gli ostacoli che possano comprometterne l’andamento23. Così fino agli inizi degli anni 
Settanta del secolo scorso, il tema della gestione del rischio d’impresa non ha ricevuto grande 
attenzione. A parte il prima citato contributo di Gallagher, il quale sottolinea l’importanza di 
una logica integrata alla gestione dei rischi, il risk management si identificava 
fondamentalmente con l’insurance management, secondo un approccio reattivo al problema 
del rischio, ovvero orientato a ridurre il più possibile i suoi effetti sulla gestione24.  
Tuttavia gli strumenti utilizzati per mitigare l’impatto del rischio sulle attività di un’impresa si 
sono evoluti nel corso del tempo. In particolare, con l’esplosione del mercato dei derivati 
furono creati nuovi strumenti finanziari a copertura di una serie di rischi prima di allora non 
considerati assicurabili, quali ad esempio il rischio di variazione del tasso d’interesse, del tasso 
d’inflazione, del tasso di cambio, del prezzo delle commodity. La possibilità di impacchettare 
rischi e venderli sul mercato dei derivati25 ha suggerito alle imprese la graduale adozione di 
una logica proattiva alla gestione dei rischi, consentendo loro di trasferire a terze parti tutti 
quei rischi nella cui gestione l’impresa riconosce di non avere un vantaggio strategico. 
Così si passa dall’obiettivo iniziale di riduzione delle perdite a quello di gestione della 
volatilità26, e si ravvisa una prima esigenza di allineare il risk management alla strategia 
aziendale, laddove lo scopo di tale pratica è spesso identificato proprio nel garantire 
all’impresa le risorse necessarie a finanziare progetti di investimento, e dunque perseguire la 
creazione di valore27. 
Tuttavia, l’attenzione attorno alla tematica della gestione del rischio d’impresa esplode a metà 
degli anni Novanta del Novecento, in seguito all’aumento della complessità dei mercati in cui 
ha luogo la competizione tra le imprese, al verificarsi di una serie di scandali finanziari in grandi 
società quotate, e al riconoscimento di importanza attribuito a nuove categorie di 
stakeholder28. 
                                                          
23
 FAYOL 1916, in Ed. Italiana 1961. 
24
 BUEHLER, et al. 2008, a; CULASSO 2009. 
25
 BUEHLER, et al. 2008, a. Gli autori definiscono il mercato finanziario “a gigantic risk clearinghouse”, 
mettendo in evidenza come l’enorme quantità di denaro che circolava negli scambi di strumenti derivati 
avesse innescato un meccanismo continuo di trasferimento dei rischi. 
26
 GIORGINO, et al. 2008. 
27
 FROOT, et al. 1994; ZECH 2001. 
28
 ARENA, et al. 2010. 
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Il crescente interesse verso il tema della vulnerabilità dell’impresa29 rende necessaria 
l’adozione di un nuovo e più integrato approccio alla gestione del rischio, orientato 
all’ottimizzazione della performance aziendale30. 
Un’ulteriore spinta all’adozione di pratiche di gestione integrata dei rischi è stata data 
dall’affermarsi della teoria manageriale del Process Management, la cui logica del 
miglioramento delle performance attraverso lo sviluppo della qualità e la riduzione dei costi 
induce all’eliminazione di duplicazioni e altre inefficienze legate a tutte le attività aziendali31. 
Ne deriva l’abbandono della cosiddetta visione per silo dei rischi d’impresa, secondo la quale la 
gestione dei rischi che ricadono in una determinata area spetta al suo responsabile, a favore di 
una maggiore integrazione, già auspicata da Gallagher, che vede il risk management come un 
insieme di attività coordinate, e dirette al medesimo scopo. 
Con riguardo al presentato percorso di sviluppo, si potrebbe anche dire che la gestione dei 
rischi d’impresa diventa gestione del rischio d’impresa, o di quello che precedentemente è 
stato definito come rischio economico generale. 
Il concetto di Enterprise Risk Management infatti può essere visto come il momento 
culminante dell’esplosione d’interesse verso il risk management, che ha introdotto una visione 
olistica per la valutazione e gestione di tutti i rischi fronteggiati da un’organizzazione32. 
1.2.1 Enterprise Risk Management: sviluppi concettuali 
Il termine Enterprise Risk Management viene spesso tradotto come “Gestione integrata” 
oppure “Gestione evoluta del rischio d’impresa”33, e sebbene siano stati elaborati molti 
modelli applicativi da parte di varie associazioni e commissioni di esperti che recano questa 
denominazione, esso rappresenta prima di tutto una filosofia gestionale che accompagna e 
trasforma il tradizionale Risk Management, assicurandogli maggiore efficacia ed efficienza. 
La chiave della superiorità dell’Enterprise Risk Management risiede essenzialmente 
nell’impiego di un approccio gestionale cosiddetto olistico, che deriva direttamente dal 
concetto stesso di rischio d’impresa o enterprise risk. Dickinson, definisce l’enterprise risk 
come la possibilità che i risultati derivanti dall’implementazione della corporate strategy di 
                                                          
29
 SELLERI 2006. 
30
 GIORGINO, et al. 2008. 
31
 CULASSO 2009. 
32
 ARENA, et al. 2010; FRASER, et al. 2010. 
33
 CULASSO 2009. 
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un’impresa si discostino dagli obiettivi strategici stabiliti dalla stessa, in altri termini la 
possibilità di un mancato o parziale raggiungimento degli obiettivi fissati da parte 
dell’impresa34. 
La finalità di un qualsiasi programma di gestione del rischio d’impresa, impostato secondo la 
logica dell’Enterprise Risk Management, non è perciò la semplice riduzione del rischio, bensì il 
potenziamento delle capacità dell’impresa di raggiungere i propri obiettivi. 
De Loach, tra i primi autori a diffondere il concetto di Enterprise Risk Management lo definisce 
come “un approccio strutturato e disciplinato che allinea strategie, processi, persone, 
tecnologie e conoscenze allo scopo di valutare e gestire l’incertezza che un’impresa fronteggia 
in quanto capace di creare valore”35. 
Occorre notare come nel concetto di gestione integrata del rischio vengono presi in 
considerazione entrambi gli aspetti, negativi e positivi, dell’incertezza, in quanto entrambi 
capaci di influenzare il conseguimento degli obiettivi dell’impresa, identificabili con il fine 
ultimo della creazione del valore. 
Anche la definizione di Enterprise Risk Management proposta dal COSO nel suo framework 
integrato, che sarà oggetto di analisi nel prossimo capitolo, presenta un forte legame tra la 
gestione del rischio e i processi di definizione degli obiettivi: “La gestione del rischio aziendale 
è un processo, posto in essere dal consiglio di amministrazione, dal management e da altri 
operatori della struttura aziendale; utilizzato per la formulazione delle strategie in tutta 
l’organizzazione; progettato per individuare eventi potenziali che possono influire sull’attività 
aziendale, per gestire il rischio entro i limiti del rischio accettabile e per fornire una ragionevole 
sicurezza sul raggiungimento degli obiettivi aziendali”36. 
Sebbene la funzione di contribuzione al raggiungimento degli obiettivi sia elemento centrale 
dell’Enterprise Risk Management, ancora molti executive non riconoscono tale funzione delle 
tecniche di gestione integrata del rischio37. Tuttavia l’essenza di tali pratiche risiede proprio 
                                                          
34
 DICKINSON 2001, p.361: “Enterprise risk is the extent to which the outcomes from the corporate 
strategy of a company may differ from those specified in its corporate objectives, or the extent to which 
they fail to meet these objectives”. 
35
 DE LOACH 2000, p.5: “EWRM is a structured and disciplined approach: it aligns strategies, processes, 
people technology and knowledge with the purpose of evaluating and managing the uncertainties the 
enterprise faces as it creates value”. 
36
 COSO 2004 in Ed. Italiana 2006. 
37
 KIMMEL, et al. 2010. La problematica della non completa adozione dei modelli ERM verrà affrontata 
nel capitolo seguente. 
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nella considerazione delle relazioni reciproche esistenti tra gli obiettivi, nell’ interrogarsi sugli 
effetti che qualsiasi azione intrapresa per il raggiungimento di un obiettivo particolare possa 
avere sull’intero complesso aziendale e sull’esposizione complessiva al rischio38. 
Si rende dunque necessario un cambiamento culturale che inserisca con convinzione il tema 
del rischio nei processi decisionali di più alto livello, non relegando la sua gestione alla funzione 
di risk management39, o peggio ancora a modelli numerici elaborati da macchine40. 
L’ultima crisi finanziaria, inoltre, ha posto una maggiore enfasi sulla necessità di integrare il risk 
management nei processi gestionali delle imprese41. Mentre le Conclusioni della Financial 
Crisis Inquiry Commission, istituita dal Congresso degli Stati Uniti d’America per tentare di 
ricostruire in maniera strutturata le cause di tale avvenimento, riportano tra le altre un 
fallimento del risk management delle imprese finanziarie42, altri autori sottolineano 
l’importanza di una concreta impostazione di pratiche di gestione dei rischi, e soprattutto del 
riconoscimento da parte del top management del legame esistente tra gestione del rischio e 
gestione della strategia43. 
In particolare, al di là dell’assenza di una chiara regolamentazione nel mercato dei derivati, tra 
le cause della crisi vi è sicuramente una ristretta visione di obiettivi e rischi da parte dei vari 
intermediari finanziari, i quali non si sono preoccupati del livello di rischio complessivamente 
raggiunto in un’ottica di lungo periodo. Se i vari soggetti coinvolti nella concessione e nello 
scambio dei noti mutui subprime e relativi collateral avessero considerato l’impatto che una 
tale politica di facile accesso al credito avrebbe avuto a lungo andare sui valori immobiliari, 
avrebbero previsto la famosa bolla e probabilmente avrebbero reimpostato la loro strategia, 
finalizzata esclusivamente a vendere44. 
Gestione integrata, coordinamento con gli obiettivi e sensibilizzazione culturale sono quindi 
aspetti caratterizzanti del concetto di Enterprise Risk Management. 
                                                          
38
 BUEHLER, et al. 2008, b. 
39
 BUEHLER,  et al. 2008, b, p.108: “Risk management is not an exercise to be undertaken just once by 
experts or once a year by risk department. It’s a mindset, a culture, a way of approaching problems, 
processes, and decisions”. 
40
 BERNSTEIN 1996, p.49: “The mathematically driven devices of modernism contain the seed of a 
dehumanizing technology that offsets the positive features of risk management. Our lives teem with 
numbers, but numbers are only tools; they have no soul”. 
41
 ARENA, et al. 2010. 
42
 THE FINANCIAL CRISIS INQUIRY COMMISSION 2011, p. xviii. 
43
 BUEHLER,  et al. 2008, a, b; ZOLKOS 2008; MCGINN 2009; SHIMPI 2010; JOHNSON 2011. 
44
 KIMMEL, et al. 2010. 
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1.2.2 Enterprise Risk Management e Controllo Interno 
Un importante contributo alla diffusione delle tecniche evolute di gestione del rischio 
d’impresa è stato dato dalla serie di interventi normativi in materia di corporate governance, la 
cui produzione si è intensificata a partire dagli anni Novanta del secolo scorso, dopo un’ondata 
di scandali finanziari che ha coinvolto migliaia di risparmiatori, con notevoli ripercussioni sul 
valore della capitalizzazione di borsa e sulle possibilità di accesso a nuove fonti di capitale da 
parte delle grandi società quotate45. 
Di fronte ai numerosi casi di crisi d’impresa dovuti a comportamenti illeciti e fraudolenti di alti 
dirigenti, emergono due problemi fondamentali riguardanti la tutela delle minoranze azionarie 
e più in generale dei vari stakeholder aziendali: la mancanza di trasparenza dell’informativa 
rivolta ai mercati, e la scarsa certezza della pena di fronte ai reati commessi. Si riconosce 
dunque la necessità di aggiornare i sistemi di regolamentazione dei mercati, per stabilire chiari 
modelli di governo e controllo, atti a verificare la qualità del metodo impiegato nei processi 
gestionali di amministrazione e controllo46. 
Così, sempre più frequentemente, i legislatori nazionali intervengono con modifiche ai corpi 
normativi, mirate a rendere chiari compiti e responsabilità dei vari organi di governo47. Viene 
inoltre introdotto il concetto di Controllo Interno, che può essere inteso come “l’attività di 
verifica e di guida degli andamenti gestionali che si sviluppa nell’ambito del perimetro 
aziendale”48. 
Nel 1992, negli Stati Uniti d’America, il Committee of Sponsoring Organization, costituitosi in 
seno alla commissione nazionale incaricata di condurre studi su alcuni casi di falso in bilancio, 
nota come Treadway Commission, pubblicò un modello di riferimento per l’implementazione 
di un adeguato processo di controllo interno, che messo in atto dal Consiglio di 
Amministrazione, dai dirigenti e da altri operatori della struttura aziendale, garantisce una 
ragionevole sicurezza circa il raggiungimento di obiettivi operativi, di reporting e di 
compliance49. 
                                                          
45
 WALKER, et al. 2003; BEASLEY, et al. 2005; CAMPEDELLI 2007; GIORGINO et al. 2008; CULASSO 2009; 
ARENA, et al. 2010; FRASER, et al. 2010. 
46
 CULASSO 2009. 
47
 CULASSO 2009. 
48
 D’ONZA 2008, p.17. 
49
 COSO 1992, Executive Summary, p.1: “Internal control is broadly defined as a process, effected by an 
entity's board of directors, management and other personnel, designed to provide reasonable assurance 
regarding the achievement of objectives in the following categories: 
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Il COSO Report identifica cinque componenti del controllo interno, che rappresentano 
elementi e attività già integrati nei processi di gestione aziendale, e dalla cui corretta 
applicazione dipende il raggiungimento delle tre categorie di obiettivi: 1) l’ambiente di 
controllo; 2) la valutazione del rischio; 3) le attività di controllo; 4) i sistemi di informazione e 
comunicazione; 5) il monitoraggio. 
Vi è quindi un chiaro legame tra Corporate Governance, Controllo Interno e gestione dei rischi: 
l’attività di controllo prevista su di uno specifico obiettivo, presuppone l’identificazione dei 
possibili rischi che incombono su di esso da parte del soggetto che ne è responsabile50. Se si 
assume che le attività di controllo all’interno dei processi gestionali siano orientate alla 
salvaguardia del valore51, queste non potranno prescindere dalla considerazione dei rischi che 
gravano sulla combinazione aziendale. 
L’integrazione del risk management nel sistema di controllo interno appare dunque cruciale 
per l’efficacia dell’intera gestione aziendale52. 
Anche le autorità dei mercati regolamentati stabiliscono, mediante l’emanazione di nuovi 
codici di condotta, delle linee guida per l’impostazione di un valido sistema di controllo 
interno, il quale appare sempre più necessariamente legato alla gestione dei rischi53. 
A tal proposito, con la pubblicazione del Turnbull Report nel 1999, che forniva alle società 
quotate sul mercato borsistico londinese un modello di riferimento l’implementazione di un 
sistema di risk management, si riconosce chiaramente la relazione esistente tra controllo 
interno e gestione dei rischi, che non è più circoscritta ai soli rischi di frode o finanziari, ma 
abbraccia l’intera categoria dei rischi di business54. Alcuni autori presentano il Turnbull Report 
come l’elemento catalizzatore dello sviluppo dell’Enterprise Risk Management, mostrando 
come questo proponga ai Consigli di Amministrazione un approccio risk-based 
nell’implementazione del sistema di controllo interno55. 
                                                                                                                                                                          
1. Effectiveness and efficiency of operations. 
2. Reliability of financial reporting. 
3. Compliance with applicable laws and regulations”. 
50
 CULASSO 2009. 
51
 CAMPEDELLI 2007. 
52
 BERETTA 2004. 
53
 ARENA, et al. 2010. 
54
 SPIRA, et al. 2003; ARENA, et al. 2010. 
55
 FRASER, et al. 2007. 
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Il Combined Code, adottato nel 2000 dal London Stock Exchange, prevede infatti che il 
Consiglio di Amministrazione valuti periodicamente i rischi e la capacità di gestione. 
Successivamente anche in altri Paesi verranno proposte, nei codici di Corporate Governance, 
regole per la gestione dei rischi, talvolta anche in forma impositiva, come in Australia e Nuova 
Zelanda e in Germania56. 
La crescente attenzione verso il rischio d’impresa si riscontra anche in materia di informativa 
finanziaria. Nel 1995 la Securities and Exchange Commission elaborò un documento in cui si 
richiedeva di inserire nell’informativa di bilancio una sezione sui principali rischi e incertezze 
legati alla gestione. Anche l’Unione Europea, con la Direttiva 2001/65/CE e la Direttiva 
2004/109/CE, entrambe riguardanti l’informativa finanziaria annuale, impongono una 
disclosure sui rischi, prima di natura esclusivamente finanziaria, poi relativi all’intera attività di 
gestione57.  
L’imposizione di tale disclosure sui rischi deriva da un riconoscimento internazionale, da parte 
di istituzioni, associazioni professionali, esperti e accademici, del ruolo che l’informativa sui 
rischi possa assumere nella comunicazione di bilancio con riguardo alla cosiddetta forward 
looking information che attiene all’evoluzione della situazione economico-finanziaria futura, 
alle prospettive di sviluppo della strategia e del governo societario58. 
In Italia, il recepimento delle Direttive Europee sopra citate è avvenuto con modifica 
dell’articolo 2428 del Codice Civile, recante norme sul contenuto della Relazione sulla 
Gestione, la quale deve fornire “una descrizione dei principali rischi e incertezze cui la società è 
esposta”59, oltre che informazioni sull’esposizione generale al rischio finanziario e le relative 
modalità di gestione. 
Per quanto riguarda invece la corporate governance delle società quotate, la modifica del 
Codice di Autodisciplina intervenuta nel 2011 esplicita il collegamento esistente tra sistema di 
controllo interno e gestione dei rischi. Il nuovo Articolo Sette definisce il sistema di controllo 
interno e di gestione dei rischi come “L’insieme delle regole, delle procedure e delle strutture 
organizzative volte a consentire l’identificazione, la misurazione, la gestione e il monitoraggio 
dei principali rischi”60, e dettaglia chiaramente il ruolo e le responsabilità del Consiglio di 
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 BERETTA 2004. 
57
 CULASSO 2009, p.152; D’ONZA 2008. 
58
 D’ONZA 2008. 
59
 Art. 2428 Codice Civile, comma 1. 
60
 COMITATO PER LA CORPORATE GOVERNANCE 2011. 
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Amministrazione, del Comitato Controllo e Rischi e di altri organi aziendali per il suo corretto 
funzionamento.  
Sempre nell’ambito della normativa sulla governance aziendale, anche l’emanazione del 
Sarbanes Oxley Act ha contribuito ad accrescere l’attenzione nei confronti del risk 
management, così come, nel contesto italiano, la previsione della responsabilità 
amministrativa d’impresa per reati commessi da soggetti apicali a vantaggio della stessa, 
introdotta dal D.Lgs 231/2001. In entrambe le norme il meccanismo con cui viene fronteggiato 
il rischio è proprio la previsione di specifici presidi di controllo61. 
Anche lo sviluppo della Corporate Social Responsibility ha assunto un ruolo importante per la 
diffusione di strumenti avanzati di gestione del rischio: nel processo di creazione di valore 
l’impresa deve salvaguardare gli interessi di tutti gli stakeholder, e i programmi di risk 
management supportano la governance aziendale nel raggiungimento di tale obiettivo62. 
L’importanza riconosciuta alla gestione dei rischi viene confermata anche dall’accordo di 
Basilea II che introduce un approccio molto strutturato per la valutazione del merito creditizio 
da parte degli istituti bancari, che tenga conto del livello di rischio dei clienti63. Anche alcune 
società di rating quali Moody’s e Standard & Poor’s hanno inserito tra gli elementi sottoposti a 
valutazione per l’assegnazione del rating finanziario le pratiche di gestione del rischio adottate 
da assicurazioni, banche e imprese non finanziarie64. 
Come emerge dall’analisi della normativa in materia di modelli di governo e di controllo, la 
gestione del rischio, intesa come attività di identificazione e valutazione dei potenziali rischi, 
rappresenta un elemento centrale del sistema di controllo interno, il cui orientamento 
principale consiste nella prevenzione dell’insorgenza del rischio stesso. Ma il grande peso 
assunto dall’incertezza degli scenari futuri nella pianificazione della gestione aziendale ha reso 
necessario un ampliamento del concetto di gestione del rischio, che presenta legami 
fondamentali con tutti gli obiettivi aziendali, e non solo con quelli operativi, di reporting e di 
compliance contemplati nel Controllo Interno. 
Nel 2004, lo stesso Committee of Sponsoring Organizations pubblica un nuovo framework, il 
COSO ERM, che fornisce delle linee guida per la gestione integrata del rischio d’impresa. 
Mentre nel precedente report il tema della gestione del rischio appariva in relazione a quello 
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 GIORGINO, et al. 2008. 
62
 CULASSO 2009. 
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 GIORGINO, et al. 2008. 
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 ARENA, et al. 2010; FRASER, et al. 2010. 
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delle attività di controllo65, in una delle appendici del nuovo documento è il controllo interno 
ad essere definito parte dell’ERM, in quanto quest’ultimo viene presentato come uno 
strumento di gestione del rischio globale aziendale, in termini positivi e negativi, e in grado di 
integrarsi auspicabilmente e con molti benefici in tutti processi decisionali aziendali. 
1.3 Uno schema di riferimento per l’analisi dei sistemi di risk 
management 
Come anticipato nelle pagine precedenti, sono molti gli standard di riferimento e le pratiche 
gestionali elaborate dietro la comune denominazione di Enterprise Risk Management. Dagli 
studi condotti da alcuni autori66 emergono circa sessanta diversi modelli evoluti di risk 
management con numerosi punti di concordanza. 
Oltre al COSO ERM, che rappresenta il riferimento più famoso e accreditato nel dibattito 
scientifico e professionale attorno al tema in questione, si possono citare lo standard ISO 
31000, e quello proposto dalla Federation of European Risk Management Associations 
(FERMA), anch’essi orientati al raggiungimento degli obiettivi e basati sul concetto di gestione 
integrata. 
A partire dagli elementi ricorrenti e dal carattere di sistematicità che si riscontrano nelle varie 
configurazioni della gestione dei rischi è possibile costruire degli schemi validi per la 
rappresentazione e l’analisi dei sistemi di risk management. 
Seguendo la prospettiva di alcuni studiosi, si possono individuare due dimensioni nei modelli di 
gestione dei rischi: 
 la dimensione strutturale; 
 la dimensione processuale67. 
Sarebbe altresì possibile aggiungerne una terza, ovvero quella relativa agli attori coinvolti68. Al 
di là delle specifiche scelte di assegnazione dei vari elementi e attività a una delle due 
dimensioni, anche in base ad interpretazioni soggettive,  si è soliti definire la struttura come 
l’insieme dei soggetti coinvolti, unitamente ai meccanismi organizzativi che ne definiscono 
ruoli e responsabilità, e degli strumenti impiegati nella gestione dei rischi, tra i quali assumono 
importanza fondamentale il sistema informativo e la variabile soft della cultura del rischio. Il 
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processo invece rappresenta il momento attuativo, e viene solitamente identificato come il 
susseguirsi di attività di individuazione dei rischi, valutazione degli stessi, ed elaborazione delle 
modalità di trattamento. 
Secondo alcuni autori, alle citate fasi del processo si aggiunge la comunicazione verso gli 
stakeholder aziendali. Tuttavia, senza negare la rilevanza della comunicazione esterna, si 
ritiene che essa rappresenti una fase successiva alla gestione vera e propria dei rischi, e 
dunque posta al termine del processo, dal quale viene per altro alimentata unitamente al 
reporting interno69. 
La Figura 1 offre una rappresentazione grafica del sistema di risk management. 
Altri autori70 definiscono le dinamiche della gestione dei rischi attorno a tre elementi (Figura 
2): 
 le logiche del rischio (risk rationality), ovvero i valori e la cultura aziendale del rischio 
che determinano come il rischio viene concettualizzato, e come viene elaborata una 
metodologia di gestione; 
 gli esperti dell’incertezza (uncertainty expert), quali i soggetti coinvolti nel processo; 
 le tecnologie (risk technology), e cioè strumenti, pratiche e procedure impiegate. 
Tale schematizzazione viene proposta nell’ambito di uno studio sul concreto funzionamento 
dell’Enterprise Risk Management nelle imprese. Mentre alcune implicazioni di tale ricerca 
saranno riprese nelle pagine successive, ciò che interessa a proposito dell’analisi dei sistemi di 
gestione del rischio è la capacità di influenza reciproca delle tre componenti, secondo una 
relazione circolare, dalla quale deriva un maggiore o minore grado d’integrazione della 
gestione dei rischi nei processi aziendali. 
Entrambi gli schemi proposti, i quali non intendono certamente escludere le molteplici ulteriori 
possibilità di rappresentazione, verranno impiegati nel prossimo capitolo per la descrizione del 
modello di Enterprise Risk Management (ERM) predisposto dal COSO, e per un’analisi sulla 
reale adozione da parte delle imprese. 
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Figura 1 - Il sistema di risk management. 
Rielaborazione da D’ONZA 2008 
 
Figura 2 – Elementi dei sistemi ERM. 
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CAPITOLO 2 
Il COSO ERM Integrated Framework 
 
 
 
2.1 Aspetti introduttivi 
“La gestione del rischio aziendale è un processo, posto in essere dal consiglio di 
amministrazione, dal management e da altri operatori della struttura aziendale; utilizzato per 
la formulazione delle strategie in tutta l’organizzazione; progettato per individuare eventi 
potenziali che possono influire sull’attività aziendale, per gestire il rischio entro i limiti del 
rischio accettabile e per fornire una ragionevole sicurezza sul raggiungimento degli obiettivi 
aziendali”. 
Dall’Executive Summary della pubblicazione emergono immediatamente alcuni tratti distintivi 
dell’ERM di seguito elencati: 
 il carattere processuale continuo e pervasivo; 
 il coinvolgimento dell’intera organizzazione; 
 l’utilizzo nella formulazione delle strategie; 
 la funzione di identificazione di eventi potenziali, valutazione e gestione dei rischi nei 
limiti del livello di rischio accettabile; 
 la finalità di contribuire al raggiungimento degli obiettivi. 
Il modello di Enterprise Risk Management è presentato come uno strumento funzionale al 
raggiungimento del più generale obiettivo di ogni impresa, quello della creazione di valore, che 
può ritenersi conseguito attraverso un impiego efficace ed efficiente delle risorse a 
disposizione del management nella composizione del trade-off esistente tra crescita e 
redditività da una parte e rischi da esse derivanti dall’altra. 
Con riguardo agli obiettivi aziendali, il modello propone una classificazione che identifica 
quattro categorie: 
 obiettivi strategici, derivanti direttamente dalla mission aziendale; 
 obiettivi operativi, che attengono all’efficace ed efficiente impiego delle risorse; 
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 obiettivi di reporting, consistenti nell’affidabilità delle informativa esterna e interna. 
 obiettivi di compliance, ovvero conformità alle leggi e ai regolamenti in vigore. 
La classificazione proposta non esclude l’eventualità che un obiettivo possa rientrare in più di 
una categoria, né l’esistenza di altre tipologie di obiettivi, quali ad esempio quelli relativi alla 
salvaguardia delle attività  patrimoniali. L’applicazione del modello consente margini di 
discrezionalità al fine di impostare delle soluzioni flessibili e conformi alle specificità dei singoli 
casi. 
Al conseguimento di tutte le categorie di obiettivi concorrono otto componenti: l’ambiente 
interno, la definizione degli obiettivi, l’identificazione degli eventi, la valutazione del rischio, la 
risposta al rischio, le attività di controllo, l’informazione e comunicazione, il monitoraggio. 
Prima di procedere ad una descrizione dei singoli componenti, si propone in figura la matrice 
usata per schematizzare la relazione esistente tra 
questi e le categorie di obiettivi. 
La tridimensionalità della forma cubica mostra inoltre 
l’estrema flessibilità del modello, che può essere 
impiegato sia per la gestione del rischio complessivo 
aziendale, sia per il raggiungimento degli obiettivi a 
livello di singola divisione, unità operativa oppure 
entità controllata. 
Sebbene i meccanismi di funzionamento dei vari 
componenti non risultano uguali per tutte le imprese, 
per le già citate ragioni di flessibilità e in particolare nelle imprese di piccola – media 
dimensione, dove l’applicazione del modello potrebbe presentarsi in maniera meno 
formalizzata, il parametro di valutazione dell’efficacia dell’ERM è proprio l’esistenza e il 
corretto funzionamento degli otto componenti, che esclude la presenza di debolezze 
significative del sistema e di rischi non coerenti con il livello di rischio ritenuto accettabile. 
Tuttavia, un giudizio di efficacia complessiva dell’ERM non può essere parafrasato con 
l’assoluta certezza del raggiungimento degli obiettivi. In particolare, mentre gli obiettivi di 
reporting e di compliance sono sottoposti esclusivamente all’influenza di rischi interni, per cui 
una corretta implementazione dell’ERM ne garantirebbe il raggiungimento, gli obiettivi 
strategici e quelli operativi dipendono da una molteplicità di fattori, anche potenzialmente 
Figura 3 - COSO ERM. 
COSO 2004 
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rischiosi, interni ed esterni, e dunque non completamente sotto il controllo delle imprese. Per 
questo, l’efficacia dell’ERM garantisce sì al management  e al Consiglio di Amministrazione di 
poter disporre di uno strumento idoneo alla verifica del grado di raggiungimento degli 
obiettivi, ma non certamente il loro certo conseguimento. 
Viene proposta di seguito una descrizione del modello ERM, sulla base dello schema d’analisi 
presentato nel capitolo precedente che separa la struttura dal processo di Enterprise Risk 
Management. L’analisi si basa prevalentemente sulle indicazioni fornite dal framework di 
riferimento, e sulla ricerca di un legame con alcuni contributi letterari in materia di sistemi di 
controllo e gestione dei rischi, sia di natura teorica, sia di natura operativa. 
2.2 Il processo di Enterprise Risk Management 
La suddivisione in fasi del processo di gestione integrata del rischio d’impresa è effettuata sulla 
base di un logico susseguirsi di attività, ciascuna delle quali è legata a quelle a monte e a valle, 
come nella natura di ogni processo, attraverso gli output che questa produce, i quali diventano 
punto di partenza per lo svolgimento della fase successiva. Così ad esempio l’attività di 
valutazione dei rischi deve necessariamente seguire quella di identificazione, in quanto non è 
possibile valutare qualcosa di cui non si conosca l’origine. 
Tuttavia, tale suddivisione non deve intendersi come una scansione temporale delle fasi del 
processo. Una volta avviato, il processo è continuo e le diverse attività procedono in parallelo. 
Le componenti dell’ERM che possono essere identificate come fasi del processo di gestione dei 
rischi sono la definizione degli obiettivi, l’identificazione degli eventi, la valutazione del rischio, 
la risposta al rischio, le attività di controllo, il monitoraggio1. 
Definizione degli obiettivi  
La prima fase del processo ERM consiste nella definizione degli obiettivi. È chiaro che in ogni 
azienda è possibile individuare un processo di definizione degli obiettivi, a prescindere 
dall’adozione di pratiche di Enterprise Risk Management; ciò non toglie che questa fase 
rappresenti necessariamente il punto di partenza della gestione integrata dei rischi d’impresa, 
se si assume che essa sia finalizzata al conseguimento degli obiettivi stessi. 
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La logica descritta all’interno del COSO ERM per questa fase processuale si suddivide in due 
momenti: l’identificazione degli obiettivi strategici, e l’identificazione degli obiettivi cosiddetti 
correlati. 
La definizione degli obiettivi strategici rientra tra le attività della pianificazione strategica, e 
riguarda in un certo senso la scelta delle determinanti della creazione di valore. È necessario 
che tale attività si svolga in coerenza con la mission e i valori e le assunzioni di base della 
strategia aziendale. Agli obiettivi strategici seguono per correlazione gli obiettivi operativi, 
quelli di reporting, interno ed esterno, e quelli di compliance. 
Non è ovviamente compito del framework offrire un modello per l’impostazione di un corretto 
processo di pianificazione strategica, tuttavia la scelta di individuare l’inizio del processo di 
gestione dei rischi con la definizione degli obiettivi richiama senza dubbio il già menzionato 
legame esistente tra rischio e strategia aziendale. 
La consapevolezza dell’impossibilità di condurre l’attività di risk management senza una chiara 
visione degli obiettivi e della loro correlazione è confermata dall’aspetto centrale assunto 
dall’individuazione del livello di rischio accettabile, o risk appetite, che guida l’intera attuazione 
dell’ERM. Si tratta della definizione in termini generali del livello di rischio che l’impresa è 
disposta ad assumere nel perseguire la creazione di valore, che dipende proprio dalla strategia 
aziendale. 
È evidente come tale compito spetti necessariamente al soggetto economico aziendale, ovvero 
ai responsabili dell’impostazione strategica, quale il top management, congiuntamente al 
Consiglio di Amministrazione. 
Tuttavia, sebbene grande enfasi sia stata posta sulla determinazione del risk appetite, tale 
operazione in molti casi non è esplicitata, bensì intrinseca alle scelte strategiche effettuate in 
relazione all’area di business, al posizionamento competitivo, agli obiettivi perseguiti2. Alcuni 
autori hanno perfino messo in discussione l’ipotesi che nei processi decisionali aziendali si 
stabilisca prima il risk appetite e dopo la strategia3. 
Così se è vero che il livello di rischio insito negli obiettivi strategici e nelle strategie formulate, e 
per coerenza nei relativi obiettivi correlati, non può eccedere il livello di rischio accettabile, 
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risulta altresì che quest’ultimo dipende fortemente della visione strategica propria del 
soggetto aziendale che prende le decisioni ed in particolare degli obiettivi strategici stabiliti. 
Analogamente alla valutazione dei rischi particolari, il risk appetite può essere definito in 
termini qualitativi, oppure in termini quantitativi, stabilendo una misura in grado di 
sintetizzare il trade-off tra obiettivi di crescita, redditività, creazione di valore ed esposizione al 
rischio. Ad esempio, una società che si pone obiettivi di crescita dell’utile e dei flussi di cassa 
misurerà il livello di rischio accettabile in termini di una loro volatilità. Qualora utilizzasse delle 
misurazioni basate sul modello del Value at Risk, stabilirà la massima perdita che è 
potenzialmente disposta ad accettare dato un determinato livello di probabilità di 
accadimento. 
Il passo successivo alla definizione del rischio accettabile consiste nell’impostazione della 
tolleranza al rischio (risk tolerance), che rappresenta la misura della massima variabilità dei 
risultati rispetto agli obiettivi fisiologicamente attesa. Naturalmente tale misura deve essere 
quantificata sulla base degli indicatori scelti per la misurazione delle performance e 
coerentemente con il risk appetite, escludendo l’accettabilità di misure che espongano 
l’impresa ad un livello di rischio superiore a quello fissato come accettabile. 
Identificazione degli eventi  
“Un evento è un fatto o un accadimento originato da fonti interne od esterne che incide 
sull’implementazione della strategia, oppure sul conseguimento degli obiettivi. Gli eventi 
possono avere un impatto positivo o negativo, oppure entrambi”4. 
È bene notare che il framework evidenzia l’importanza di un’attività di identificazione non solo 
di rischi, ma anche di opportunità da sfruttare per potenziare la creazione di valore. Gli eventi 
con impatto positivo sono infatti proprio le opportunità, che richiedono un riesame della 
strategia al fine di poter essere inserite nel piano strategico, oppure, qualora vadano a 
compensare effetti negativi, una valutazione in sede di elaborazione della risposta al rischio. 
L’attività di identificazione degli eventi si può scomporre in tre sotto-fasi: 
 la percezione degli eventi; 
 l’analisi delle cause; 
 l’analisi di causalità5. 
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Per delineare i potenziali eventi rischiosi e opportunità, il framework propone un’analisi dei 
fattori di rischio in base alla loro provenienza interna o esterna all’azienda, come mostrato 
nelle figure in basso. 
  
Figura 4 - Analisi dei fattori interni di rischio tratta dal COSO ERM. 
Rielaborazione da COSO 2004, in Ed. Italiana 2006 
 
Figura 5 - Analisi dei fattori esterni di rischio tratta dal COSO ERM. 
Rielaborazione da COSO 2004, in Ed. Italiana 2006 
Fattori interni 
Le infrastrutture. I fattori di rischio qui compresi si riferiscono agli investimenti 
aggiuntivi di capitale necessari a potenziare gli strumenti a disposizione dell’impresa, 
o a prolungarne l’uso. 
Il personale. Si tratta di tutti quei rischi connessi alle persone che lavorano in azienda, 
come infortuni, scioperi, dimissioni, scadenze dei contratti con difficoltà di 
rinegoziazione. 
I processi. Gli eventi rischiosi appartenenti a questa categoria riguardano lo 
svolgimento dei processi in cui si concretizza l’operatività aziendale, quali errori, 
sprechi, inefficienze, interruzioni. 
La tecnologia. Rischi legati ad investimenti in nuove risorse tecnologiche che si 
rendono necessarie per una migliore gestione dell’impresa, per gestire la volatilità 
della domanda, le violazioni della sicurezza o le interruzioni nell’operatività dei 
sistemi. 
Fattori esterni 
L’economia. Si tratta di eventi che incidono su variabili economiche, come ad esempio 
variazioni dei prezzi d’acquisto e di vendita, variazioni nella disponibilità di capitale, 
nelle condizioni del contesto competitivo di mercato. 
L’ambiente. Eventi legati a fenomeni naturali che possono apportare danni alla struttura 
aziendale. 
La politica. In questa categoria sono compresi i cambiamenti nel sistema di governo di 
un paese che si traducono in liberalizzazioni, modifiche al prelievo fiscale, introduzione 
di norme che influenzano l’ingresso in mercati internazionali. 
Il sociale. Fattori di rischio legati a cambiamenti demografici, dei costumi sociali, degli 
stili di vita che alterano la domanda di mercato e le preferenze dei canali d’acquisto. 
La tecnologia. Il rischio è individuato nell’introduzione di nuove tecnologie che 
determinano la necessità di modificare i sistemi interni. 
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L’analisi delle cause degli eventi rischiosi è necessaria al fine di poter procedere con una 
corretta valutazione e con la formulazione di un’adeguata strategia di risposta. Nel condurre 
tale attività bisogna prestare attenzione all’influenza diretta di alcuni fattori sugli obiettivi, ma 
anche alle relazioni indirette esistenti tra le diverse variabili del rischio, in altre parole occorre 
considerare la “sistematicità che caratterizza le manifestazioni rischiose”6. 
Le tecniche impiegate per l’identificazione degli eventi sono molteplici, e vengono 
generalmente classificate in: 
 Tecniche per l’analisi dell’ambiente, dell’attività aziendale e dei connessi eventi 
rischiosi, con cui si indagano caratteriste proprie del contesto e della specifica azienda; 
 Risk model, quali cataloghi degli eventi e matrice risorse/rischi; 
 Strumenti di segnalazione, intesi sia come segnalatori di criticità, sia come analisi degli 
eventi passati, volti anche a quantificare le perdite derivate; 
 Tecniche di analisi delle cause, quali ad esempio la Fault Tree Analysis7. 
In particolare, nella prima categoria, oltre a workshop, interviste, analisi di mansionari e flow 
chart di processo, si possono annoverare le tecniche di Control & Risk Self Assessment (CRSA), 
già usate nell’ambito delle attività di Internal Auditing per il miglioramento del sistema di 
controllo interno8. 
Le tecniche di CRSA, che nel contesto nazionale risultano praticate da molte imprese anche  
senza l’implementazione di un modello ERM9, si sviluppano a partire dalla convinzione che il 
management direttamente impegnato nell’attività operativa sia in grado di fornire importanti 
spunti di miglioramento dei meccanismi di controllo e di individuazione dei rischi, affinché 
questi contribuiscano effettivamente al raggiungimento degli obiettivi aziendali10. 
Alla base di tale nuova filosofia di controllo vi è il declino del cosiddetto modello ‘command 
and control’, fondato su una visione prettamente gerarchica dell’impresa, secondo la quale il 
vertice aziendale rappresenta l’unico soggetto legittimato a guidare l’organizzazione verso il 
raggiungimento dei suoi obiettivi. Si afferma quindi un nuovo approccio di controllo, noto 
come empowerment, che promuove la diffusione della conoscenza e la responsabilizzazione a 
tutti i livelli organizzativi. Così la capacità dei meccanismi di controllo di guidare 
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l’organizzazione verso gli obiettivi non risiede solo nella prevenzione e correzione di 
comportamenti indesiderati, ma anche nella capacità di cogliere i possibili miglioramenti 
dell’organizzazione che derivano da chi è direttamente impegnato nell’operatività aziendale11. 
Il breve excursus sull’evoluzione delle teorie del controllo è stato presentato al fine di mostrare 
l’importanza del coinvolgimento di tutti i livelli organizzativi nell’attività di gestione del rischio. 
Il riconoscimento di due direttrici del processo di Enterprise Risk Management, quella top-
down e quella bottom-up, si presenta proprio in coerenza con il concetto di empowerment e 
conferma l’importanza dei cosiddetti meccanismi di spinta dal basso, che è alla base della 
nuova visione del controllo aziendale. 
Le tecniche di Control & Risk Self Assessment quindi rappresentano un importante strumento 
realizzativo dell’ERM, in quanto rispecchiano l’essenza del coinvolgimento dell’intera 
organizzazione alla gestione dei rischi. 
La valutazione del rischio 
“La valutazione del rischio consente al management di procedere alla quantificazione delle 
conseguenze potenziali degli eventi individuati”12. 
L’ambito delle tecniche di valutazione che possono essere impiegate per condurre tale attività 
è molto vasto, e comprende metodologie quantitative, e metodologie qualitative. La prassi 
consolidata in molte imprese consiste nell’impiego di metodi misti, a seconda della tipologia di 
rischio, della disponibilità di informazioni attendibili e dell’analisi del trade-off tra costi e 
benefici derivanti dall’implementazione di metodi quantitativi avanzati. 
Si intende di seguito presentare gli aspetti principali di tale attività del processo di Enterprise 
Risk Management. 
Le variabili prese in considerazione per la valutazione sono la probabilità di accadimento del 
rischio e l’impatto sulla combinazione aziendale, che solitamente è individuato come 
variazione degli indicatori di performance fissati per il monitoraggio degli obiettivi. Esiste 
tuttavia una terza variabile che ha recentemente acquisito importanza per la misurazione dei 
rischi, nota come risk velocity. Con questa espressione si indica la velocità con cui un evento 
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possa manifestare i suoi effetti sugli obiettivi aziendali e rappresenta un elemento importante 
per la determinazione delle priorità d’intervento, al termine di tale fase del processo13. 
Si rileva dunque la necessità di definire preventivamente le scale, ovvero i criteri da impiegare 
nella valutazione vera e propria. Secondo le linee guida del COSO14, tale attività rappresenta un 
momento fondamentale dell’intero risk assessment. In particolare, la definizione di scale di 
misurazione ordinali si ritrova all’interno delle valutazioni qualitative, laddove tuttavia è 
frequente impiegare dei limiti quantitativi in corrispondenza di ciascun giudizio, o risk rating, in 
modo tale da attribuirvi rilevanza concreta. 
Ad esempio, un evento quasi certo è un evento che si verificherà con una probabilità uguale o 
superiore a 90% nell’orizzonte temporale preso in considerazione come riferimento; un evento 
con impatto moderato comporta una variazione degli utili compresa tra il 5% e il 10%; un 
evento con velocità di accadimento molto alta è un evento che produce i suoi effetti 
istantaneamente, non concedendo al management molto tempo per preparare un’idonea 
attività di risposta. 
Emerge in questo modo non solo come la misurazione del rischio sia propedeutica per la 
pianificazione delle modalità di trattamento, le quali saranno calibrate sulla base della loro 
valutazione complessiva, ma anche come tale attività debba essere svolta sul rischio inerente e 
quello residuo, affinché si possa verificare l’efficacia delle azioni di risposta15. 
Dalla stima di probabilità, impatto e velocità di accadimento si giunge infatti ad un giudizio 
complessivo sul rischio. Spesso tale valutazione finale si ottiene attribuendo un punteggio 
numerico, o score, in corrispondenza di ciascun rating di probabilità, impatto e velocità per il 
calcolo di un punteggio complessivo. A tal proposito risultano significative le tecniche di 
rappresentazione grafica, quali le cosiddette Heat Map e Risk Matrix, in cui si posizionano i 
singoli rischi in funzione della loro severità e delle capacità di trattamento dell’impresa, 
definendo le priorità degli action plan. 
Stimare quantitativamente un rischio significa determinare la distribuzione di probabilità delle 
variabili aleatorie che influenzano gli obiettivi, e sulla base di queste gli indicatori sintetici di 
rischio, quali ad esempio lo scarto quadratico medio o la perdita massima potenziale16. 
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In realtà secondo il COSO i metodi quantitativi possono anche essere di tipo non probabilistico, 
ovvero misurare gli impatti di un evento potenziale sulla base di dati storici o particolari ipotesi 
obiettivo. Tra tali tecniche si annoverano le analisi di sensitività e degli scenari e lo stress 
testing. 
Tra le tecniche quantitative di tipo probabilistico più in uso invece si ricorda la metodologia del 
Value at Risk (VaR), che rappresenta la massima perdita potenziale, su una misura prestabilita 
del valore, che può verificarsi in un dato intervallo temporale e entro uno specifico livello di 
confidenza. Sebbene il VaR nasca come misura della perdita di valore di mercato, si può 
applicare su altre tipologie di valore, come ad esempio i cash flow o gli utili di periodo, a 
seconda delle scelte effettuate dalla singola impresa sul modo in cui interpretare le misure del 
valore. 
Anche i metodi probabilistici possono presentare un maggiore o minore livello di 
semplificazione, in relazione alle modalità di determinazione della distribuzione di probabilità 
delle variabili aleatorie e delle relazioni che intercorrono tra queste: in particolare è possibile 
impiegare metodologie statistiche oppure tecniche avanzate di simulazione. 
De Loach fa notare come non sia necessario misurare tutti i rischi allo stesso grado di 
profondità o mediante tecniche rigorose17, e mette inoltre in evidenza l’importanza assunta 
dagli indicatori di rischio che possono anticipare al management informazioni utili per la 
valutazione del rischio. 
Una fase importante dell’attività di valutazione dei rischi nell’ambito di un processo di gestione 
integrata è senza dubbio quella volta ad aggregare le singole valutazioni in un’ottica aziendale 
o di gruppo18. In questo modo non solo è possibile cogliere la correlazione esistente tra più 
fattori di rischio, che si impone all’attenzione del management per una maggiore efficienza 
delle scelte relative alle modalità di trattamento, ma la visione d’insieme dei rischi fornisce 
anche al top management informazioni utili nelle attività di pianificazione e controllo. 
La risposta al rischio 
La predisposizione di adeguate modalità di trattamento dei rischi, sulla base di una preventiva 
attività di valutazione degli stessi, avviene sempre tenendo in considerazione il livello di risk 
appetite stabilito. Da ciò deriva che non sempre la scelta deve ricadere su strategie di risk 
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 DE LOACH 2000, p.124: “There is no need to measure all risks to the same degree or utilizing similarly 
rigorous techniques”. 
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 GIORGINO, et al. 2008. 
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avoiding o di risk reduction, in quanto, se dal rischio dipende l’entità del valore creato, nei 
limiti del rischio accettabile occorrerà necessariamente accettare alcuni rischi. 
Il framework del COSO propone quattro possibili categorie di risposte al rischio; nello specifico, 
il rischio si può: 
 evitare, quando al di fuori del rischio accettabile, e non sia possibile agire per ridurlo a 
tale livello; 
 ridurre, agendo sulla probabilità di accadimento o sull’entità delle conseguenze da 
esso prodotte; 
 condividere con altri soggetti, se si ritiene di non avere sufficienti risorse interne 
necessarie; 
 accettare, quando all’interno del risk appetite stabilito. 
Seguono alcuni esempi tratti dalla pubblicazione del COSO. 
Evitare Condividere 
 Disfarsi di una unità operativa, di una 
linea di produzione, di un segmento del 
mercato 
 Decidere di non intraprendere nuove 
iniziative/attività che potrebbero dar 
luogo a rischi 
 Sottoscrivere una polizza assicurativa per 
perdite inattese 
 Entrare a far parte di una joint venture / 
partnership 
 Fare un accordo di sindacato 
 Coprire i rischi impiegando strumenti di 
capital market 
 Esternalizzare i processi operativi 
 Condividere il rischio tramite accordi 
contrattuali con clienti, fornitori o altri 
partner 
Ridurre Accettare 
 Diversificare l’offerta di prodotto 
 Stabilire limiti operativi 
 Attivare processi operativi efficaci 
 Accrescere il coinvolgimento del 
management nel processo decisionale e 
nel monitoraggio 
 Riequilibrare il portafoglio di attività 
riducendo l’esposizione a certi tipi di 
perdite 
 Riallocare il capitale tra le unità operative 
 Auto-assicurarsi contro le perdite 
 Fare affidamento sulle compensazioni 
che si verificano all’interno del 
portafoglio 
 Accettare il rischio in quanto già in linea 
con la tolleranza al rischio 
Figura 6 - Esempi di risposta al rischio per tipologia di risposta. 
COSO 2004, in Ed. Italiana 2006 
È opportuno ricordare come nella scelta delle risposte al rischio si debba effettuare anche 
un’analisi economica di costi e benefici legati a ciascuna alternativa. Inoltre, il COSO inserisce 
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in questa fase anche il trattamento delle opportunità, che sono intese come modalità 
radicalmente diverse di gestione del rischio. 
L’ultima raccomandazione fornita dal framework consiste nella verifica dell’allineamento del 
rischio residuo con il livello di tolleranza al rischio stabilito. 
In letteratura si ritrovano numerosi contributi sulle possibili scelte a disposizione delle imprese 
per il trattamento del rischio. Si noti come le strategie di riduzione del rischio possono essere 
orientate alla diminuzione della probabilità di accadimento o dell’impatto del rischio. 
Nell’ambito delle pratiche di contenimento del danno rientrano le tecniche di minimizzazione e 
salvataggio, il ricorso a strumenti assicurativi o auto-assicurativi, il trasferimento contrattuale e 
gli strumenti finanziari di copertura19. 
De Loach propone una quinta alternativa alle già presentate categorie di risposte al rischio, 
ossia il suo sfruttamento. La logica proposta dal concetto di risk exploiting consiste 
nell’aumentare l’esposizione al rischio o nell’intraprenderne di nuovi, riconfigurando così il 
profilo di rischio complessivo dell’impresa, in vista di un aumento della redditività o del valore 
d’impresa20. 
Ovviamente tale opzione presuppone un’esatta comprensione delle competenze distintive 
dell’impresa, sulla base delle quali valutare l’opportunità di maggiore sviluppo offerta dal 
nuovo profilo di rischio. 
Le attività di controllo  
“Dopo aver selezionato le risposte al rischio, il management identifica le attività di controllo 
che aiutano ad assicurare che le risposte al rischio siano eseguite correttamente e nei tempi 
previsti”21. La loro funzione riguarda anche la valutazione dell’appropriatezza della risposta al 
rischio scelta dal management in relazione agli obiettivi di riferimento. 
Ad esempio, delle attività di manutenzione svolte su un generatore di energia elettrica 
d’emergenza, che una società di servizi di sicurezza informatica ha installato per evitare che 
eventuali improvvisi blackout compromettano la propria attività di fornitura, rappresenta un 
controllo volto ad assicurare l’efficacia della risposta al rischio. Mentre una società che accetta 
il rischio Paese, delocalizzando la produzione in un’economia emergente, mediante un’attenta 
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 D’ONZA 2008. 
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 DE LOACH 2000. 
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 COSO 2004 in Ed. Italiana 2006, p.69. 
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analisi dei vari elementi del contesto ambientale, valuta di volta in volta l’appropriatezza della 
propria scelta, giungendo eventualmente anche a delineare la necessità di adottare una 
risposta alternativa. 
Le attività di controllo possono costituire esse stesse delle risposte al rischio. Di fatto, tale è la 
loro essenza nel COSO Report sul controllo interno. Questa circostanza si verifica in particolare 
relativamente agli obiettivi di reporting, laddove al fine di garantirne il raggiungimento, si 
dimostrano utili una serie di meccanismi autorizzativi o di ricalcolo mirati proprio ad evitare la 
formulazione di un dato errato. Si tratta per esempio di confronti documentali, riconciliazioni 
periodiche, richieste di autorizzazione, separazione dei ruoli. 
Esistono diverse possibili classificazioni delle attività di controllo: in relazione al momento in 
cui avvengono si distinguono controlli di tipo preventivo e controlli successivi; in relazione alle 
modalità di svolgimento si individuano controlli manuali e controlli informatici. L’analisi dei 
dati relativi alle performance svolta dall’alta direzione è un controllo successivo, mentre la 
richiesta di autorizzazione per ordini d’acquisto che superino in valore una determinata soglia 
rappresenta un controllo preventivo; l’apposizione di flag in apposite schede del sistema 
informativo che attesti l’avvenuto confronto tra i dati della fattura e quelli dell’ordine è un 
controllo manuale, mentre l’impostazione di un alert nel sistema informativo legato 
all’inserimento di fatture passive non coerenti con il relativo ordine d’acquisto è un esempio di 
controllo informatico. 
A proposito del ruolo svolto dai sistemi informativi quale costante supporto non solo 
all’attività decisionale, ma anche alla quotidiana operatività aziendale, è necessario che su 
questi si svolga una costante attività di controllo. In altre parole è opportuno ricordare che 
esistono dei rischi legati all’efficacia e all’efficienza del loro funzionamento, e che dunque 
occorre tenere sotto controllo. 
Il framework propone due tipologie di controlli da effettuare sui sistemi informativi: i controlli 
generali, volti a testarne il corretto e continuo funzionamento, e i controlli applicativi, che 
mirano a verificare che i dati rilevati e processati siano completi, accurati, autorizzati e validi. 
Nella prima categoria rientrano i controlli sull’apparato IT di un’impresa e le modalità di 
gestione della sicurezza delle informazioni, mentre la seconda categoria di controlli comprende 
le verifiche sulla correttezza dei dati e sulla eventuale presenza di errori, condotte mediante 
controlli di quadratura, check digit, test di ragionevolezza dei dati, test logici. 
  
 36 
 
Il monitoraggio 
L’ultima fase del processo di Enterprise Risk Management, riguarda il monitoraggio sul suo 
funzionamento, necessario al fine di esprimere un giudizio sulla sua efficacia ed efficienza. È 
facile infatti che si verifichino cambiamenti nei fattori di rischio, negli obiettivi aziendali che 
determinano la necessità di rivedere le risposte al rischio, oppure le modalità di svolgimento 
delle attività di identificazione degli eventi e valutazione dei rischi. 
Il monitoraggio dell’ERM è in realtà insito nello svolgimento degli stessi processi aziendali, 
nella forma del monitoraggio continuo, sebbene sia possibile condurre delle valutazioni 
separate sull’intero processo oppure, più frequentemente su parti dello stesso22. 
Le attività di monitoraggio continuo vengono svolte generalmente dai soggetti responsabili di 
determinate attività o processi, mediante analisi delle informazioni che mettono in evidenza 
incoerenze, lacune, problemi e anomalie rilevanti. Anche la funzione di Internal Auditing ed i 
revisori esterni possono fornire giudizi sulla validità del processo di gestione dei rischi. 
Le valutazioni separate invece possono essere attivate a seguito di cambiamenti intervenuti 
nella strategia, nei processi chiave o nella struttura aziendale e sono svolte dal management, 
dagli Internal Auditor, da consulenti esterni. Nelle valutazioni separate del processo è 
opportuno dedicare tempo e cura alla fase di pianificazione dell’attività, in particolare per 
quanto riguarda la definizione degli obiettivi e della portata della valutazione, da cui 
dipendono le metodologie da applicare e la documentazione relativa al processo da analizzare. 
Nel novero delle metodologie impiegate per il monitoraggio del modello ERM implementato, si 
collocano nuovamente le tecniche di Control & Risk Self Assessment, per l’importante 
contributo che l’autovalutazione del management coinvolto apporta al miglioramento 
gestionale, ma anche per i numerosi benefici forniti all’attività di Internal Auditing. 
L’autovalutazione dei rischi e dei controlli, condotta con il supporto dei revisori interni, che 
assumono così un ruolo di facilitatori, permette agli stessi Internal Auditor di disporre di 
informazioni da impiegare nell’ambito dei propri interventi di audit, riducendo il tempo delle 
valutazioni, individuando le priorità di intervento nell’ottica di sviluppo di un piano di audit risk 
based, aumentando l’audit coverage delle attività aziendali, sviluppando relazioni collaborative 
con il management e maggiori competenze professionali23. 
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 COSO 2004, in Ed. Italiana 2006. 
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 MARCHI, et al. 2006. 
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“Tutte le carenze rilevate nell’ERM, in grado di incidere sulle capacità dell’azienda di sviluppare 
e realizzare la sua strategia e di fissare e conseguire i suoi obiettivi, dovranno essere segnalate, 
tramite relazioni, a coloro che sono in grado di prendere i necessari provvedimenti”24. 
È necessario però stabilire dei canali comunicativi non solo con i responsabili delle attività, ma 
anche con i loro superiori, gerarchicamente individuati, nonché individuare i destinatari delle 
informazioni sensibili, ovvero relative ad attività irregolari o illegittime. In particolare, secondo 
il framework, tali carenze rientrano tra quelle da segnalare al senior management, insieme a 
eventi in grado di ripercuotersi negativamente sulla sicurezza del personale, sull’integrità delle 
attività, sulla reputazione aziendale, sull’informativa esterna. 
Si deve inoltre stabile con quale livello di analisi o sintesi riportare al Consiglio di 
Amministrazione, e questo dipende in modo fondamentale dal ruolo assunto dall’organo 
direttivo nell’intero processo di gestione dei rischi, nonché più in generale nella struttura di 
governance dell’impresa. 
2.3 La struttura del modello ERM 
La dimensione strutturale comprende l’ambiente interno, il sistema informativo-comunicativo, 
e il sistema di ruoli e responsabilità coinvolti nel processo. 
L’ambiente di controllo  
“L’ambiente interno costituisce le fondamenta di tutti gli altri componenti dell’ERM perché 
fornisce disciplina e struttura”25. 
Non è casualmente identificato infatti come il primo degli otto componenti del framework, in 
quanto su di esso si fonda la predisposizione dell’intero modello. L’ambiente di controllo 
contiene al suo interno numerosi elementi, relativi alla cultura aziendale, ai valori etici e alla 
filosofia di gestione del rischio. 
Quest’ultimo elemento assume una notevole importanza poiché definisce precisamente 
l’atteggiamento dell’azienda rispetto al tema dei rischi e della loro gestione, incidendo 
specialmente sull’articolazione della governance, sulla scelta delle modalità di identificazione e 
valutazione dei rischi. È necessario che tale elemento dell’ambiente di controllo sia 
chiaramente definito, condiviso e compreso all’interno di tutta l’organizzazione al fine di 
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applicare in maniera omogenea e coerente l’ERM. Potrebbe essere utile in tal senso 
un’esplicita dichiarazione in forma scritta della filosofia di gestione del rischio, per quanto essa 
certamente non rappresenti una garanzia di osservanza. 
Un altro importante fattore che incide sull’adozione dell’ERM è l’integrità comportale del 
management, e la presenza di meccanismi di gestione, quali ad esempio pressioni sul 
conseguimento dei risultati, che possano indurre a comportamenti fraudolenti o comunque 
non conformi alle norme interne. La cultura aziendale infatti è fortemente influenzata dal 
comportamento del top management ed in particolare del CEO26. 
Anche l’insieme delle conoscenze e delle capacità gestionali relative al trattamento dei rischi 
incide sulla predisposizione di un adeguato ambiente interno, e si riflette nelle politiche di 
assunzione del personale e di formazione interna. 
Appartiene infine a tale componente del framework la struttura organizzativa del processo 
ERM e l’attribuzione dei relativi ruoli, che nella schematizzazione proposta dal presente lavoro 
viene affrontata in un paragrafo dedicato. 
Il COSO, nella sua pubblicazione, specifica la funzione svolta dal Consiglio di Amministrazione 
nella determinazione dell’ambiente interno, ponendo l’accento sulla necessaria prevalenza di 
consiglieri indipendenti per svolgere una funzione di “check and balance” nei confronti del top 
management. 
Le indicazioni fornite dal framework sull’impostazione di un idoneo contesto per la 
predisposizione di attività di gestione dei rischi sono avvalorate da numerosi contributi 
letterari. Successivamente saranno analizzati alcuni studi dai quali emergerà l’importanza del 
messaggio attribuito all’ERM dal management nella determinazione del grado di integrazione 
nei processi di gestione aziendale. Si tratta del cosiddetto “Tone from the Top”, che deve 
provvedere a fornire un supporto comportamentale piuttosto che semplicemente orientato 
alla ricerca di finanziamenti e risorse27. 
Infine, è importante che le attività finalizzate alla creazione di tale cultura di gestione del 
rischio coinvolgano i soggetti interessati dal processo stesso, nella consapevolezza che la 
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fiducia e l’entusiasmo che le persone ripongono nel raggiungimento degli obiettivi è correlato 
positivamente al grado di partecipazione ai processi di definizione degli stessi28. 
Il sistema di Ruoli e Responsabilità  
“Il management è direttamente responsabile di tutte le attività di un’azienda, compreso 
l’ERM”29. 
Appare dunque cruciale il ruolo assunto dal CEO nel processo di gestione dei rischi, il quale 
assieme all’intero senior management stabilisce gli obiettivi strategici, la strategia e dunque il 
livello di rischio accettabile. Inoltre, alla luce delle considerazioni prima presentate a proposito 
dell’ambiente di controllo, lo stesso CEO e senior management definiscono la cultura aziendale 
e la filosofia di gestione del rischio, determinando così la base di tutte le politiche gestionali 
aziendali in tema di rischi. 
A livello operativo poi, i manager impegnati nei vari processi e attività aziendali sono 
direttamente responsabili nella definizione delle specifiche risposte al rischio, a conferma della 
visione bottom-up delle attività di gestione del rischio, che rappresenta un fondamentale 
fattore di efficacia del risk management. 
Nel sistema di ruoli e responsabilità del processo in questione, il Consiglio di Amministrazione, 
come accennato precedentemente, svolge un importante ruolo di supervisione. In realtà il 
monitoraggio dell’azione del CEO e del top management è, secondo la teoria della Corporate 
Governance, una delle attribuzioni principali del Consiglio, e dunque è attivato anche sui 
processi di gestione del rischio. 
In particolare, secondo il COSO, il Consiglio di Amministrazione deve acquisire informazioni 
sulle policy di gestione del rischio definite dal management e sui rischi più significativi, per 
valutare l’adeguatezza delle scelte manageriali, ed è chiamato a condividere il livello di risk 
appetite stabilito, verificando l’allineamento dell’esposizione complessiva al rischio con il 
rischio accettabile. 
Vi è inoltre una nuova figura manageriale che partecipa in maniera rilevante alla gestione del 
rischio aziendale, ovvero il Risk Officer, che in letteratura è indicato spesso anche come Chief 
Risk Officer oppure come Risk Manager, a cui è attribuito un ruolo di facilitatore delle attività 
del processo. Il suo ruolo consiste principalmente nella diffusione delle competenze relative 
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alla gestione del rischio e di una terminologia condivisa per le attività di risk management, 
curandone il coordinamento e promuovendone l’integrazione con gli altri processi di 
pianificazione e gestione aziendale. 
La scelta del soggetto a cui assegnare l’incarico di Risk Officer non è univoca. Il COSO nella 
pubblicazione del framework ERM precisa che per tale ruolo possa essere designato un nuovo 
incaricato, oppure uno degli executive o direttori dell’impresa, proponendo tra le varie opzioni 
il responsabile dell’Internal Audit e il Chief Financial Officer (CFO). 
La tendenza verificatasi nei primi anni successivi alla diffusione del concetto di Enterprise Risk 
Management consisteva nell’attribuzione dei compiti di esecuzione delle attività di tale 
processo all’Internal Audit. Nelle imprese non finanziarie infatti l’interesse  verso la gestione 
integrata dei rischi è trainato proprio dai revisori interni30, e molti studiosi mettono in evidenza 
come i Chief Audit Executive (CAE) siano i soggetti più idonei a guidare l’ERM, in virtù del loro 
ruolo di valutatori di tutti i processi aziendali31. 
Sebbene gli Internal Auditor potrebbero trarre importanti benefici dalla gestione  del risk 
management, un tale ruolo creerebbe indubbiamente problemi alla loro indipendenza, 
presupposto necessario del concetto di assurance, che pervade la loro funzione all’interno 
dell’impresa. È lo stesso Institute of Internal Auditor (IIA), in un suo documento, a esprimere un 
parere negativo sulla possibilità che tale funzione sia coinvolta nella definizione del processo di 
risk management e delle risposte al rischio, identificando invece nell’espressione di un giudizio 
di assurance sulla sua validità, efficacia ed efficienza il suo contributo a tali attività. 
L’assegnazione del ruolo di Risk Officer al CFO è stata accolta con grande entusiasmo da alcuni 
autori32. Sebbene si ritenga che la gestione dei rischi debba essere considerata una diretta 
attribuzione del management, in linea con l’opinione relativa alla necessità dell’approccio 
bottom-up, il CFO è considerato da molti il ruolo più idoneo al coordinamento del processo, in 
forza della sua conoscenza finanziaria, strategica e operativa dell’impresa. 
Nel capitolo successivo verrà approfondita la funzione del Consiglio di Amministrazione nel 
processo di gestione dei rischi, dopo aver analizzato alcune problematiche relative alla 
concreta adozione dell’ERM nelle imprese. 
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L’informazione e comunicazione 
Nel processo di gestione dei rischi, così come in tutti gli altri processi aziendali, la presenza di 
informazioni rilevanti e di corretti meccanismi di comunicazione costituiscono un fattore 
essenziale per l’intera gestione, a partire dal momento di identificazione degli obiettivi, fino 
alla verifica dell’allineamento dei risultati conseguiti con quelli desiderati. 
Il framework ricorda che le informazioni possono essere di provenienza interna o esterna ed 
espresse in forma quantitativa o qualitativa, in relazione all’oggetto del loro contenuto. A tal 
proposito infatti si possono elencare informazioni sulla dinamica economico-finanziaria, sullo 
svolgimento delle operazioni, sugli impatti ambientali dell’attività dell’impresa, sulla 
concorrenza, sulle preferenze degli acquirenti, e molti altri elementi utili. 
In presenza di una tale varietà e ampiezza degli input informativi necessari alla pianificazione e 
al controllo della gestione, appare cruciale il ruolo assunto dai sistemi informativi, gestiti 
mediante il supporto delle tecnologie informatiche. È essenziale che questi garantiscano delle 
informazioni corrette, tempestive, appropriate e secondo un livello di analisi definito in 
funzione della finalità dell’informazione. Un’altra caratteristica fondamentale dei sistemi 
informativi è la loro attitudine a produrre informazioni recenti o attuali, e a effettuare 
simulazioni e previsioni per il futuro sulla base di ipotesi obiettivo. 
Una volta definita, l’informazione deve essere diffusa nell’organizzazione a tutti i soggetti che 
possano sfruttarla positivamente per orientare la loro azione verso il conseguimento degli 
obiettivi. Si tratta della comunicazione interna che, relativamente ai processi ERM deve 
trasmettere chiaramente gli obiettivi, e l’importanza della gestione dei rischi per il 
conseguimento degli stessi, assieme alle procedure, le responsabilità e gli strumenti da attivare 
per un ERM efficace. 
Accanto a quella interna vi è anche la comunicazione esterna, nei confronti di fornitori, clienti, 
finanziatori, soci e autorità di vigilanza, riguardo alle quali si rende talvolta necessario il 
rispetto di vincoli imposti da leggi e regolamenti. 
In sintesi, i flussi informativi relativi al processo di gestione dei rischi presentano i seguenti 
fini33: 
 coordinano le varie fasi dell’identificazione, valutazione e trattamento; 
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 armonizzano i processi di risk management, in particolare quello top-down, che 
riguarda la comunicazione degli obiettivi, e quello bottom-up relativo ai rischi 
identificati e alle loro politiche di gestione; 
 supportano il monitoraggio delle azioni di trattamento; 
 costituiscono una base per la predisposizione dei contenuti delle comunicazioni 
esterne. 
2.4 La reale diffusione dell’ERM per la gestione dei rischi d’impresa 
Gli sviluppi concettuali dell’Enterprise Risk Management, come anticipato nel capitolo 
precedente, risalgono alla metà degli anni Novanta del Novecento. In seguito all’aumento 
d’attenzione verso tale tematica da parte della Corporate Governance e al proliferare di 
modelli e standard per l’attività di risk management, è possibile riscontrare uno spostamento 
d’interesse sugli aspetti implementativi di una corretta gestione dei rischi d’impresa34. 
La stesso documento pubblicato dal COSO, al termine della prima parte che contiene la 
descrizione del modello, rivolge un invito alla comunità accademica e professionale a porre il 
framework al centro di ulteriori studi e ricerche finalizzati a proporre miglioramenti  e 
raccomandazioni alle imprese per favorire i loro processi di gestione dei rischi35. 
Sebbene il modello sia stato ampiamente nei suoi componenti, benefici e aspetti critici, pochi 
sono stati gli studi empirici sui fattori condizionanti l’implementazione, e dunque sulle 
modalità di concreto funzionamento dell’ERM36. 
Alcuni tra i primi studiosi a ravvisare tale vuoto letterario37, ad un anno di distanza dalla 
pubblicazione del COSO ERM, hanno svolto una ricerca su un campione di 123 organizzazioni 
selezionate sulla base dei rispondenti ad un questionario somministrato a 1770 membri dell’IIA 
Global Audit Information Network (GAIN). La ricerca aspira a mostrare l’eventuale correlazione 
esistente tra il grado di completezza dei processi di implementazione dell’ERM ed alcuni 
fattori, individuati sulla base di precedenti ricerche empiriche e studi teorici, che possa fornire 
una spiegazione alle diversità di recepimento del modello da parte delle imprese e spiegare 
perché alcune imprese non adottano l’ERM per la gestione dei rischi. 
                                                          
34
 BOWLING, et al. 2005, b. 
35
 COSO 2004 in ed. Italiana 2006, p.112. 
36
 BEASLEY, et al. 2005; ARENA, et al. 2010. 
37
 BEASLEY, et al. 2005. 
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Vengono individuati sette driver, corrispondenti a sette Domande di Ricerca, i quali poi sono 
esplicitati in sette variabili usate in un modello di regressione multipla la cui variabile 
dipendente rappresenta il livello di completezza dell’ERM, classificato da 1 a 5, che comprende 
anche i casi in cui neppure la progettazione del modello è presa in considerazione. 
Di seguito la sintesi della correlazione risultata dalla ricerca. 
DRIVER 
SEGNO DELLA 
CORRELAZIONE 
Presenza del CRO + 
Numero di consiglieri indipendenti + 
Richiesta di coinvolgimento dell’I.A. da parte del CEO, CFO + 
Revisione esterna da parte di una società Big Four + 
Dimensione aziendale espressa in termini di fatturato annuo + 
Appartenenza al settore Bancario, Assicurativo, Education + 
Sede negli USA - 
Figura 7 - Fattori associati al grado d'implementazione dell'ERM. 
Rielaborazione da BEASLEY, et al. 2005 
Nonostante le limitazioni della ricerca che gli stessi autori individuano nel basso tasso di 
risposta, nella mancata considerazione delle interazioni tra le variabili e delle caratteristiche 
organizzative associate ai diversi livelli di completezza dell’ERM, nonché alla provenienza delle 
informazioni dalle funzioni di Internal Audit, che potrebbero non essere coinvolte in prima 
linea nella gestione dei rischi, essa ricade tra i primi tentativi di individuare gli elementi che 
favoriscono l’adozione dell’ERM da parte delle imprese. 
Con riguardo ai benefici e alle potenzialità promesse dall’ERM relativamente ai processi 
decisionali e di gestione strategica, molti autori hanno espresso il loro scetticismo, mostrando 
come l’adozione di un modello per la gestione dei rischi rappresenti per le imprese 
principalmente un mero esercizio di compliance38. 
Anche indagini più recenti sul livello d’adozione dell’ERM mostrano come l’aderenza alle 
normative rappresenti il principale fattore determinante l’implementazione di un modello di 
gestione dei rischi. 
Un report sull’evoluzione del ruolo del risk management nelle imprese, pubblicato nel 2010 dal 
“The Economist Intelligence Unit” e sponsorizzato dalle società ACE e KPMG, mostra come il 
primo tra i contributi più significativi del risk management,  individuato dal 41% dei circa 500 
                                                          
38
 BRUCE 2005; MARTIN, et al. 2007. 
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executive che hanno partecipato all’indagine, sia la conformità alle disposizioni regolamentari, 
seguito con il 36% dal rafforzamento dell’immagine e della reputazione aziendale. 
 
Figura 8 - I contributi più significativi del risk management. 
Rielaborazione da ECONOMIST INTELLIGENCE UNIT 2010 
La Federation of European Risk Management Associations (FERMA), in collaborazione con AXA 
e Ernst & Young, ha condotto nel 2012 un’indagine sulle diversità dei sistemi di risk 
management adottati dalle società europee. Anche da tale ricerca emerge che il 61% delle 809 
imprese rispondenti all’indagine riconosce il fattore compliance come principale motore 
dell’implementazione di modelli di gestione dei rischi, mostrando solo una leggera diminuzione 
rispetto al 70% del 2010. 
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Accelerare i piani di investimento
Mantenere il rating finanziario
Sicurezza della supply chain
Sicurezza delle infrastrutture IT
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Assicurare la quota di mercato
Garantire le aspettative degli stakeholder
Evitare perdite finanziarie
Assicurare la corporate reputation
Conformità a requisiti regolamentari
Dove si aspetta che il risk management apporti i contributi più 
significativi alla sua organizzazione nei prossimi 12 mesi? 
% rispondenti 
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Figura 9 - I principali motivi di implementazione del risk management. 
Rielaborazione da FERMA 2012 
Negli studi sui principali benefici dell’ERM compare infatti la riduzione dei costi di compliance, 
dato che l’impiego di un approccio olistico dovrebbe consentire la conformità alle normative 
senza la creazione di ulteriori appositi sistemi39. Secondo una particolare prospettiva, inoltre, 
l’adozione di un modello ERM rappresenta una scelta necessaria per le imprese che intendono 
in tal modo ottenere un maggiore valore grazie all’aumento di conformità ai regolamenti40. 
Ciò sembrerebbe negare il riconoscimento da parte delle imprese della contribuzione dell’ERM 
alla creazione di valore, mediante il supporto che esso può fornire all’intera gestione per il 
raggiungimento degli obiettivi e nei processi decisionali, che invece è indicato dal framework 
come il suo scopo principale. 
L’indagine del 2010 sopra menzionata riporta un moderato grado di consapevolezza da parte 
degli executive intervistati sui benefici del risk management in termini di miglioramento dei 
processi decisionali e di definizione della strategia aziendale. 
Come si può notare dalle figure tratte dal report in questione, il 45% dei rispondenti riconosce 
tra gli obiettivi della gestione dei rischi d’impresa il supporto al management nei processi 
decisionali, e afferma che la funzione di risk management è formalmente coinvolta nella 
                                                          
39
 BOWLING, et al. 2005, a. 
40
 BOWLING, et al. 2005, b. 
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definizione della strategia. Allo stesso modo circa il 46% degli intervistati valuta come efficace 
la relazione esistente tra processi di gestione dei rischi e processi di gestione strategica. 
 
Figura 10 - Obiettivi della funzione Risk Management. 
Rielaborazione da ECONOMIST INTELLIGENCE UNIT 2010 
 
 
Figura 11 - Efficacia del legame tra risk management e corporate strategy. 
Rielaborazione da ECONOMIST INTELLIGENCE UNIT 2010 
Un’altra ricerca del 2010 condotta da KPMG in collaborazione con l’Osservatorio di Revisione 
della SDA Bocconi sul risk management nelle società quotate in Italia presenta l’integrazione 
dell’ERM nei processi di business e il suo allineamento agli indirizzi strategici come un percorso 
futuro per le imprese italiane. 
Anche i risultati della ricerca condotta da FERMA, AXA e EY due anni dopo confermano la non 
sufficiente integrazione del risk management nei processi decisionali: il 66% delle imprese 
58 
45 
36 
26 
23 
23 
23 
20 
17 
14 
Identificare nuovi rischi
Consentire al management migliori decisioni
Garantire la sopravvivenza dell'impresa
Garantire compliance ai regolamenti
Minimizzare le perdite
Misurare e monitorare i rischi
Diffondere una cultura del rischio
Consentire un'allocazione più efficiente delle risorse
Comunicare i rischi più significativi agli stakeholder
Stabilire e monitorare il livello di risk tolerance
Quali sono nella sua opinione i principali obiettivi della funzione Risk 
Management? 
Selezionare non più di tre opzioni 
(% rispondenti) 
12 34 30 18 6 
Connettere il risk management alla corporate
strategy
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coinvolte non effettuano sistematicamente una preventiva analisi dei rischi legati alle maggiori 
decisioni strategiche. 
Esaminando più dettagliatamente i risultati della ricerca con l’aiuto di un grafico vediamo che 
solo il 10% delle imprese svolge un’attività di analisi dei fattori di rischio per tutte le sei 
categorie di decisioni strategiche individuate. 
 
Figura 12 - I processi decisionali e l'analisi dei rischi. 
Rielaborazione da FERMA 2012 
Le difficoltà delle imprese nell’impiegare l’ERM per le decisioni strategiche è già evidenziata 
nelle prime osservazioni sul grado di completamento del processo di implementazione41. 
In realtà, nonostante la grande attenzione riservata ai modelli di implementazione dell’ERM, 
non si può affermare una sua generalizzata diffusione. Da un’indagine empirica del 2006 svolta 
tra i membri del The Conference Board™ emerge che solo l’11% dei 271 rispondenti afferma di 
aver completato il processo d’implementazione dell’ERM42. Una ricerca del 2010 condotta 
negli USA dal COSO per verificare l’adozione dell’ERM nelle public company rivela che il 39% 
delle organizzazioni presenta un processo di gestione dei rischi per la maggior parte informale 
e non strutturato, mentre il 22% adotta ancora strumenti di risk management per silo. 
                                                          
41
 MILLAGE 2005; O’ROURKE 2005; GATES 2006. 
42
 GATES 2006. 
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Figura 13 – L’ERM nelle public company statunitensi. 
Rielaborazione da Treasury & Risk 2011 
L’indagine svolta da FERMA nel 2012 mostra come il 37% delle imprese nell’Unione Europea si 
basa ancora su framework interni, piuttosto che su standard riconosciuti, per le attività di risk 
management. 
Riprendendo lo scetticismo di alcuni autori sull’effettività del contributo del modello ai 
processi decisionali, i limiti dell’ERM non riguardano tanto le azioni elusive derivanti da 
collusione o discrezionalità43, quanto piuttosto una mancanza di realismo organizzativo in 
merito alla sua concreta applicabilità. Un framework che aspira a modellare diversamente un 
processo crea nella realtà un gap che rappresenta di per sé un rischio organizzativo44, e quindi 
il problema dell’integrazione dell’ERM è esacerbato proprio dalla numerosità dei modelli ideati 
per superarlo45. 
A proposito di tale problematica, nonostante il già lamentato vuoto letterario sui meccanismi 
di funzionamento dell’ERM nella realtà delle imprese, si riportano i risultati di uno studio 
svolto da alcuni ricercatori italiani sulle dinamiche organizzative dell’ERM46. Senza voler 
generalizzare le risultanze di una ricerca condotta su solo tre aziende, si ritiene tuttavia che 
questa possa fornire un valido supporto all’interpretazione dei dati sulla scarsa integrazione 
dell’ERM nella gestione aziendale, derivanti dalle indagini empiriche. 
                                                          
43
 COSO 2004 in Ed. Italiana 2006, p.109. 
44
 MARTIN, et al. 2007: “[…] ‘aspirational programs are themselves a form of risk’. The implication is that 
programs which build in a gap between analysis and actionability are a kind of operational risk. 
45
 MARTIN, et al. 2007: “[…] the problem of embedding risk management is exacerbated by the very 
frameworks designed to overcome it”. 
46
 ARENA, et al. 2010. 
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A partire dalla consapevolezza che, data l’enorme quantità di modelli, tecniche e strumenti 
gestionali per la gestione dei rischi47, l’ERM può essere variamente declinato dalle imprese, gli 
autori mettono in evidenza come il passaggio da una concezione del risk management 
principalmente orientato allo svolgimento di attività tecniche ad un suo inserimento all’interno 
della gestione strategica rivela le carenze definitorie dell’ERM, da cui deriva la difficoltà delle 
imprese nella sua implementazione48. 
Il problema dell’integrazione dell’ERM nei processi decisionali, indicata come necessaria dal 
COSO ma ancora mancante in molte organizzazioni, può essere attribuito ad una ambivalenza 
dello strumento individuata dalla ricerca: l’ERM aspira a produrre benefici manageriali, ma 
nasce nel contesto del potenziamento del sistema dei controlli interni, quindi maggiore enfasi 
è posta sul valore che esso crea in termini di compliance e garanzia verso gli stakeholder 
esterni49. 
A ciò è dovuta la varietà di modi e tecniche per la sua applicazione nelle imprese. È la  
sensibilità interpretativa del management a stabilire il ruolo dell’ERM nell’organizzazione. 
Tuttavia, il modo in cui esso viene concretamente recepito dall’organizzazione è fortemente 
condizionato dalle pratiche e dai valori preesistenti alla sua introduzione50. 
In altre parole l’adozione dell’ERM da parte di un’impresa genera delle dinamiche 
organizzative dovute all’impossibilità di mutare repentinamente processi, ruoli e valori 
aziendali mediante i quali l’organizzazione già gestiva i rischi. 
Sulla base di informazioni raccolte in un periodo di ricerca di sette anni in tre imprese, gli 
studiosi mostrano che la tipologia dei ruoli organizzativi ai quali si assegna la gestione dell’ERM 
influenza il suo significato all’interno dell’organizzazione, ovvero l’ambiente in cui vengono 
concettualizzati i rischi e si definisce l’urgenza per il loro trattamento e controllo futuro, 
nonché il suo percorso interno di stabilizzazione, che può culminare con l’integrazione oppure 
con la sovrapposizione. 
                                                          
47
 Gli autori citano l’appellativo di “Ombrello” attribuito all’ERM da Power (2007). 
48
 ARENA, et al. 2010: “[…] the transition of risk management from a narrow, technical focus to the 
strategic sphere has turned ERM into a fluid and poorly defined instrument”. 
49 
ARENA, et al. 2010: “[…]ERM aspires to be a managerial benefit, permeating the manner in which 
individual managers make day-to-day decisions, but it emanates from the domain of internal control, 
which tends to emphasize values of regulatory compliance and external accountability”. 
50
 ARENA, et al. 2010: “The managerial thrust of ERM is also challenged by institutionalized values 
associated with other organizational sub-systems and processes”. 
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Impiegando il secondo schema d’analisi introdotto al termine del capitolo precedente, si può 
affermare dunque che esiste una relazione d’influenza tra i soggetti che ricoprono il ruolo di 
esperti dell’incertezza e le cosiddette logiche del rischio. La ricerca mostra che l’ERM assume 
funzione di compliance nella prima organizzazione, di potenziamento della corporate 
governance nella seconda, di supporto pervasivo alle performance nella terza. Nel primo caso 
esso ricade sotto la responsabilità dell’internal auditor, nel secondo del Chief Risk Officer, nel 
terzo della contabilità direzionale. 
La capacità dell’ERM di integrarsi o meno nei processi, inoltre, dipende dall’approccio 
manageriale impiegato dal suo responsabile, che può variare dall’imposizione all’interazione, 
oltre che dal grado di efficacia presentato dall’approccio gestionale per silo preesistente, il 
quale se molto affidabile renderà più difficile il recepimento di un nuovo strumento. 
Ma anche la terza componente del sistema di risk management, ovvero le tecnologie, e cioè 
strumenti, pratiche e procedure impiegate nelle attività di gestione dei rischi, possono favorire 
l’integrazione dell’ERM oppure la sua sovrapposizione a strutture precedenti. Dalla ricerca 
emerge un particolare elemento determinante: le misure del rischio. Nella prima azienda 
l’ERM presenta il livello d’integrazione minore, e l’identificazione e valutazione dei rischi 
avviene attraverso strumenti essenzialmente qualitativi e predefiniti; nella terza invece tutti i 
rischi vengono misurati calcolando l’impatto sul risultato economico della gestione, 
raggiungendo così la massima integrazione mediante l’impiego delle misure del rischio nella 
definizione dei budget. 
A conferma della relazione esistente tra il contributo dell’ERM all’azione manageriale e le 
caratteristiche degli strumenti impiegati per la sua implementazione, gli stessi studiosi hanno 
condotto una seconda ricerca su nove aziende italiane, selezionate al di fuori del settore 
finanziario51. 
La ricerca si propone di verificare l’eventuale legame tra le tre principali finalità d’impiego 
dell’ERM, quali l’adesione ai codici di corporate governance, il supporto alle attività di internal 
auditing e ai processi decisionali, e l’ampiezza ed integrazione del processo, i metodi di 
valutazione e il sistema delle relazioni di coordinamento. 
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ARENA, et al. 2011. 
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Dai risultati emergono tre diverse tipologie di ERM, in relazione all’uso: 
 reattivo (responsive), quando impiegato unicamente per ragioni di conformità esterna 
e per fornire agli stakeholder un’immagine dell’esposizione al rischio; 
 discorsivo (discursive), se utilizzato per sviluppare una migliore comprensione del 
profilo di rischio aziendale ma in assenza di un formale coinvolgimento nelle decisioni; 
 prospettico (perspective), laddove il management efficacemente gestisce i processi 
decisionali sulla base dell’analisi dei rischi. 
Soprattutto, con riguardo alla ricercata relazione tra usi e strumenti dell’ERM, quanto più 
quest’ultimo è impiegato nei processi decisionali, tanto maggiore è il suo livello di integrazione 
nel sistema aziendale. Inoltre gli attori aziendali responsabili del coordinamento dell’ERM 
assumono un ruolo fondamentale nel determinare la tipologia d’uso dell’ERM, in quanto 
contribuiscono a comunicare al resto dell’organizzazione la profondità e l’ampiezza del suo 
ambito applicativo52. 
Concentrando l’analisi sui due casi di imprese che impiegano un ERM prospettico (IND 3, IND 8 
in Figura 14), la sua integrazione con gli strumenti precedentemente impiegati nei processi 
decisionali strategici e operativi è potenziata dal ruolo di coordinamento svolto dal CRO, il 
quale riporta alla contabilità direzionale, e dall’esistenza di tecniche di rappresentazione e 
quantificazione dei rischi in grado di fornire dati consistenti per le scelte del management. 
Nei casi in cui l’ERM è impiegato essenzialmente per ragioni di conformità e per la definizione 
dei piani di audit, manca l’integrazione con le tecniche preesistenti, che dunque continueranno 
a fornire un limitato supporto alle decisioni per lo più di natura operativa53. 
  
                                                          
52
 ARENA, et al. 2011: “[…] the organizational figures that are responsible of ERM implementation and 
management play a key role, because they contribute to communicate to other managers the ‘scope’ of 
the ERM tool”. 
53
 Gli autori infatti parlano di sistemi simili all’ERM (ERM-like system). 
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CRO 
REPORTING 
COORDINAMENTO METODI DI 
VALUTAZIONE 
SUPPORTO AL DECISION-
MAKING 
   ERM  RM LOCALE 
IND 1 Internal Audit - 
Qualitativi 
Quantitativi 
- 
Decisioni 
operative 
IND 2 Internal Audit Risk Matrix Qualitativi 
Decisioni del 
management 
Decisioni 
operative 
IND 3 Accounting Risk Matrix 
Qualitativi 
Quantitativi 
Strategic 
Planning 
Decisioni 
operative 
Decisioni 
operative 
IND 4 Internal Audit - 
Qualitativi 
Quantitativi 
- 
Decisioni 
operative 
IND 5 Internal Audit - 
Qualitativi 
Quantitativi 
- 
Decisioni 
operative 
IND 6 Accounting Risk Matrix Qualitativi - 
Decisioni 
operative 
IND 7 Internal Audit - 
Qualitativi 
Quantitativi 
- 
Decisioni 
operative 
IND 8 Accounting Variazione EBIT Quantitativi 
Strategic 
Planning 
Decisioni 
operative 
Decisioni 
operative 
IND 9 Internal Audit - 
Qualitativi 
Quantitativi 
- 
Decisioni 
operative 
Figura 14 - Caratteristiche e impiego dell'ERM. 
Rielaborazione da ARENA, et al. 2011 
Sintetizzando le evidenze ottenute dai due studi proposti, la possibilità di impiegare l’ERM nei 
processi decisionali dipende notevolmente dalla profondità della sua integrazione nel sistema 
aziendale. Con riguardo a tale integrazione tre sembrano essere gli elementi in grado di 
esercitare su di essa un’influenza determinante: il ruolo assegnato all’ERM dal management, la 
governance dei rischi, le modalità di quantificazione e rappresentazione degli impatti del 
rischio sulle performance. 
Riprendendo la classificazione dei componenti dell’ERM che distingue la dimensione 
processuale da quella strutturale, si noti come i tre fattori condizionanti l’integrazione della 
gestione dei rischi nel sistema aziendale si riferiscono ai componenti della struttura, in 
particolare l’ambiente interno e il sistema dei ruoli e delle responsabilità. Da queste 
considerazioni si evince la grande importanza assunta dalla corretta predisposizione di queste 
componenti per una completa implementazione dell’ERM ed un suo effettivo contributo ai 
processi decisionali aziendali. 
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CAPITOLO 3 
La gestione dei rischi strategici e il ruolo del Consiglio di 
Amministrazione 
 
 
 
 
3.1 La gestione dei rischi strategici: evidenze empiriche 
Alcune delle indagini presentate nel capitolo precedente si sono soffermate sul tema della 
gestione dei rischi strategici, ovvero di quegli eventi, causati da fattori interni o esterni 
all’azienda, in grado di influenzare il raggiungimento degli obiettivi strategici e dunque 
l’esecuzione della strategia. 
Dal report pubblicato nel 2010 dall’Economist Intelligence Unit emerge la consapevolezza da 
parte degli executive intervistati della rilevanza in termini di impatto potenziale sui risultati dei 
rischi strategici. I primi due rischi specifici individuati sono infatti l’indebolimento della 
domanda e l’instabilità delle condizioni di mercato, tuttavia le imprese non adottano un 
processo strutturato per la loro identificazione ed il loro trattamento, il quale potrebbe 
rappresentare uno strumento essenziale per delle decisioni meglio informate. 
La stessa ricerca mostra come la funzione primaria del risk management secondo gli 
intervistati consiste nell’identificazione di nuovi rischi emergenti (Figura 10), ma allo stesso 
tempo questa risulta essere la maggiore debolezza dei sistemi di gestione dei rischi delle 
imprese coinvolte nell’indagine: solo il 34% dei rispondenti valutano come efficace tale attività. 
L’indagine condotta da FERMA nel 2012 mostra come nella classifica delle prime dieci tipologie 
di rischio, al primo posto, con il 53% dei rispondenti, compaiono i rischi legati alla 
competizione, ai clienti, alle partnership, al mercato e alla strategia di mercato. 
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 2012 2010 Variation   
Competition, clients, partnerships, market strategy, 
market 
53% 53% 0%   
Compliance, legislation, policy, regulations (national and 
international) 
37% 45% -8%   
Financial: interest rate & foreign exchange, debt, cash 
flow, sovereign debt 
36% 31% 5%   
Reputation (social media, communication) 33% 
New 
2012 
New 
2012 
  
Planning and execution 29% 33% -4%   
Market risk (commodity price shocks, real estate market 
volatility) 
29% 14% 15%   
Supply chain, business continuity 26% 31% -5%   
Production, quality, cost cutting 24% 32% -8%   
Human resources / key people, social security (labour) 21% 15% 6%   
Political, expansion of government’s role 21% 
New 
2012 
New 
2012 
  
Figura 15 - Top ten risks. 
FERMA 2012 
L’argomento della gestione dei rischi strategici è stato spesso analizzato anche in passato. Uno 
studio condotto nel 2004 da Deloitte ha analizzato le 100 imprese, selezionate tra le 1000 più 
grandi società internazionali per capitalizzazione, che presentarono la più grande diminuzione 
dei prezzi azionari nel decennio 1994-2003.  Le origini di tale declino sono attribuibili in 66 
aziende a rischi strategici1. 
L’idea che il management non rivolga sufficiente attenzione alla gestione dei rischi strategici 
risale dunque già ai primi momenti d’implementazione dell’ERM nelle imprese. La percezione 
della scarsa preoccupazione del management nei confronti dei rischi strategici può essere 
interpretata in modo ambivalente. Da una ricerca condotta nel 2006 tra i membri del The 
Conference Board™, volta ad evidenziare il livello di incorporazione dei rischi strategici 
nell’ERM2, solo il 26% dei 271 intervistati si presenta avverso a tollerare i rischi di tipo 
strategico, mentre una grande avversione è registrata per quanto riguarda i rischi legali, seguiti 
da quelli finanziari. 
  
                                                          
1
 DELOITTE 2004. 
2
 GATES 2006. 
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Categorie di rischi % avversi 
Legali 70 
Finanziari 53 
Potenziali 52 
Operativi 39 
Strategici 26 
Figura 16- Avversione al rischio. 
Rielaborazione da GATES 2006 
L’autore della ricerca spiega tale dato ribadendo la difficoltà di trattamento dei rischi strategici 
per la loro non misurabilità, ma soprattutto mettendo in evidenza che l’assunzione di rischi 
strategici è insita in qualsiasi forma di business, e da essa deriva un vantaggio competitivo. 
Perciò il trattamento dei rischi definiti non cruciali, sempre nel rispetto dei criteri di 
economicità, aumenta la capacità delle imprese di assumere quelli associati agli investimenti 
strategici3. 
Tale prospettiva sui rischi strategici, oltre a ricollegarsi alla visione del rischio come un 
fenomeno intrinseco a qualsiasi attività d’impresa, richiama un’importante  consapevolezza già 
presente nel concetto di gestione integrata del rischio d’impresa, ovvero il legame esistente 
tra rischio e strategia. 
Riprendendo il pensiero di Dickinson, se il rischio d’impresa rappresenta il potenziale mancato 
raggiungimento degli obiettivi, allora la sua entità è strettamente collegata alla strategia in 
atto, e prima ancora alla tipologia degli obiettivi strategici fissati. Perciò l’autore afferma che 
un modo per gestire il rischio d’impresa consiste proprio nella definizione della strategia4. 
                                                          
3 GATES 2006, p.84: “Although management should clearly explore all cost-effective measures to 
manage strategic risks, their companies are fundamentally in the business of taking strategic risks. That 
is where their competitive advantage lies. And through cost-effective management of other, “non-core” 
risks—e.g., legal, financial, hazard—companies effectively expand their capacity for bearing the risk 
associated with strategic investments”. 
4
 DICKINSON 2001, p.362: “Since the overall risks of an enterprise are an integral part of its corporate 
strategy, one way of managing these risks is through the choice of the corporate strategy itself”. 
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Figura 17 - Enterprise risk. 
Rielaborazione da DICKINSON 2001 
Su ogni alternativa strategica a disposizione del management incombono infatti diversi 
ipotetici fattori di rischio legati ai mercati, alle risorse e competenze, alle attività predisposte 
per creare valore, che influiscono in modo diverso sui risultati conseguibili, in termini di 
raggiungimento degli obiettivi. 
In letteratura si ritrova infatti l’idea che la pianificazione strategica rappresenti un momento 
importante per l’identificazione dei potenziali rischi che gravano sull’impresa5. 
Il legame esistente tra gestione integrata dei rischi d’impresa e definizione della strategia è 
contemplato anche dal COSO ERM, essendo la definizione degli obiettivi e in particolare di 
quelli strategici che sono strettamente connessi con il livello di rischio accettabile, il punto di 
partenza del processo. 
Da ciò deriva la visione dell’ERM come processo di gestione dei rischi di tipo top-down, 
similmente a quanto accade per i processi decisionali6, e a differenza dei precedenti approcci 
                                                          
5
 Ad esempio: Bertini (1969) considera l’indagine prospettiva come la fase da cui parte la definizione 
della politica dei rischi. Rappaport (1986) afferma che “i sistemi formali di pianificazione strategica sono 
diventati uno dei principali strumenti a cui ricorre l’alta direzione per valutare l’incertezza e per farvi 
fronte.”(in Ed. Italiana 1989, p.118). 
6 DICKINSON 2001, p.363: “Hence, enterprise risk management must be a top – down process. Just as 
other corporate decision-making processes take place in a hierarchical structure, so do risk management 
decisions”. 
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per silo e non integrati alla gestione dei rischi, che invece si svolgono secondo un percorso 
bottom-up7. 
In realtà, come evidenziato nella descrizione del modello, l’ERM presenta un’importante 
direttrice d’azione di tipo bottom-up, in quanto prescrive il coinvolgimento del management a 
livello operativo nella identificazione, valutazione e trattamento dei rischi, che consente di 
cogliere le specificità proprie dell’impresa che solo chi è calato nell’operatività quotidiana può 
conoscere. 
Pur senza negare l’importanza di tale coinvolgimento diffuso, si ritiene che l’impostazione di 
una chiara struttura di governance del sistema di gestione dei rischi, la definizione del ruolo 
assunto dallo strumento e del profilo di rischio generale da parte degli alti vertici direzionali 
rappresenta certamente un presupposto fondamentale per la sua completa e corretta 
implementazione. 
Eppure, riprendendo l’analisi dei dati empirici da cui ha avuto origine la presente discussione8, 
le principali cause delle carenze riscontrate nella gestione dei rischi strategici attengono 
proprio alla sfera del top management e dei Consigli di Amministrazione. 
L’indagine del 2010 a cui si è fatto più volte riferimento presenta un quadro abbastanza chiaro 
della concezione del risk management e dei suoi problemi relativi alla gestione strategica 
radicata nei vertici aziendali. Alla richiesta di consenso sul fatto che il management sia 
favorevole e propenso al confronto con la funzione risk management, solo un terzo degli 
intervistati acconsente. 
 
Figura 18 – Propensione del management alla collaborazione con la funzione rischi. 
Rielaborazione da ECONOMIST INTELLIGENCE UNIT 2010 
Alle fondamenta di tale barriera culturale gli executive e gli esperti della materia intervistati 
ritrovano l’eccessivo tecnicismo dei risk manager che non trova sempre pratico riscontro  
                                                          
7 BOWLING, et al. 2005, a, p.32: “Whereas risk management in the past has often been fragmented and 
driven from the bottom up, ERM requires a top-down approach”. 
8
 ECONOMIST INTELLIGENCE UNIT 2010. 
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nell’ambito delle attività decisionali del top management, oltre alla prevalenza di un 
orientamento alla prevenzione da eventi rischiosi, piuttosto che di un ruolo di facilitatore 
dell’attività di gestione. 
Il ruolo del Consiglio di Amministrazione, infine, viene ritenuto cruciale per la realizzazione di 
un potenziamento della gestione dei rischi verso una maggiore integrazione e un maggiore 
coinvolgimento nei processi decisionali9. 
Tuttavia, non sempre nelle imprese si riscontra un efficace funzionamento delle relazioni che 
intercorrono tra il massimo organo direttivo e la funzione risk management: solo nel 55% dei 
casi si ritiene che il Consiglio di Amministrazione sia efficacemente informato riguardo ai 
principali rischi specifici dell’impresa. 
Tale dato, sebbene in parte ascrivibile alla riscontrata debolezza informativa della gestione dei 
rischi che spesso manca di informazioni di sintesi rilevanti per il vertice aziendale, viene 
attribuito al fatto che i consiglieri indipendenti, componenti il Comitato Controllo Interno e 
Rischi chiamato ad esprimersi sulle attività di risk management, non sembrano presentare le 
giuste competenze per orientare la gestione dei rischi. 
Mentre il 57% degli intervistati acconsente rispetto all’affermazione di una buona 
comprensione tecnica delle problematiche di rischio da parte del Consiglio e del senior 
management, se la richiesta di consenso si focalizza solo sui consiglieri non esecutivi, molti dei 
quali sono spesso indipendenti, il consenso cala al 38%. 
 
Figura 19 – Valutazione del livello di comprensione dei rischi da parte dei consiglieri e del top management. 
Rielaborazione da ECONOMIST INTELLIGENCE UNIT 2010 
                                                          
9
 ECONOMIST INTELLIGENCE UNIT 2010, p.17: “Without the support and commitment from the top of 
the company, any effort to strengthen risk management will fail. Risk functions, meanwhile, play a vital 
role in supporting the board’s decision-making process by aggregating, analyzing and communicating 
key risk information to board members”. 
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La ragioni principali di tale valutazione, secondo gli intervistati, risiedono nella mancanza di 
una completa conoscenza del business da parte dei consiglieri non esecutivi, in quanto non 
coinvolti nella gestione. 
Prima di esprimere le ultime considerazioni sul ruolo dei Consigli nella supervisione dell’intero 
processo, viene presentato di seguito un modello elaborato da alcuni studiosi per la gestione 
dei rischi strategici e per semplificare l’integrazione della gestione dei rischi con i processi di 
pianificazione strategica. 
3.2 Strategic Risk Management 
L’evidenza della parziale o incompleta adozione dell’Enterprise Risk Management diventa il 
punto di partenza per quegli studi che intendono focalizzarsi sulla relazione esistente tra 
rischio, strategia e valore d’impresa10. 
Beasley e Frigo, in un articolo del 2007, focalizzano l’attenzione su una funzionalità particolare 
dei modelli ERM, quando integralmente implementati, ovvero la contribuzione al processo di 
creazione di valore per l’impresa. Per poter sfruttare tale opportunità, è però necessario che il 
management integri i processi di definizione delle strategie con quelli di gestione del rischio, 
inserendo nell’analisi delle alternative strategiche l’identificazione e la valutazione dei rischi ad 
esse legati, e che sia in grado di riconoscere e gestire in via prioritaria i rischi strategici. 
Gli autori riportano l’esperienza di due importanti produttori di dispositivi di telefonia mobile, 
Nokia ed Ericsson, i quali a marzo del 2000 si trovarono a fronteggiare il blocco della 
produzione del loro principale fornitore di microchip, Philips Electronics, a causa di un incendio 
dovuto ad un violento temporale che ne distrusse il sito produttivo. Sebbene Philips assicurò di 
poter riprendere l’attività di fornitura nell’arco di una settimana dall’inizio delle operazioni di 
ripristino delle linee, i due giganti della telefonia valutarono diversamente il rischio di un 
blocco della loro produzione. Nokia stimò subito che tale interruzione della fornitura le 
avrebbe impedito di vendere ben quatto milioni di dispositivi, pari al 5% delle sue vendite 
totali, Ericsson invece non riconobbe quella situazione come una minaccia al raggiungimento 
degli obiettivi strategici, e si mosse più lentamente, pagando il prezzo di tale miopia con 
l’uscita dal mercato dei cellulari nel 200111. 
                                                          
10
 BEASLEY, et al. 2007. 
11
 BEASLEY, et al. 2007. 
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Infatti mentre Nokia mise in atto un piano volto a ridurre il più possibile i tempi di ripristino di 
Philips e alla ricerca di nuovi fornitori, Ericsson non intraprese alcuna azione, e quando si 
ritrovò in una situazione di indisponibilità di scorte di microchip la capacità produttiva del 
mercato era stata già interamente impegnata da Nokia12. 
L’esempio proposto mostra come la capacità di riconoscere come strategici determinati rischi 
e attivare dei processi decisionali volti al loro trattamento può garantire alle imprese delle 
migliori performance della strategia. 
Nella definizione di Strategic Risk Management, questo viene presentato come “il processo 
impiegato per l’identificazione, la valutazione e la gestione dei rischi e delle incertezze, 
generati da eventi e scenari interni ed esterni, che possono ostacolare l’impresa 
nell’implementazione della strategia e nel raggiungimento degli obiettivi strategici, con il fine 
ultimo di creare e proteggere valore per gli azionisti e gli altri stakeholder”. E circa il suo 
legame con l’Enterprise Risk Management, gli autori precisano: “È un componente primario, 
un fondamento necessario dell’Enterprise Risk Management”13. 
L’ERM infatti è già presentato dal COSO come uno strumento a disposizione del management 
per la gestione della relazione inversa tra rischio e valore in fase di definizione della strategia, 
ma tale funzionalità del framework non sembra essere stata accolta dalla maggioranza delle 
imprese che lo adottano, più interessate al tema della compliance. Così, secondo Frigo, ciò che 
accade nelle imprese è ancora troppo lontano dalla realtà auspicabile: le strategie e i rischi 
sono gestiti da due gruppi diversi e non comunicanti14. Laddove invece i risk manager vengono 
coinvolti nei processi decisionali di alto livello è possibile ottenere migliori soluzioni al trade-off 
rischio – valore. 
Il concetto di Strategic Risk Management si focalizza dunque sui rischi più significativi in 
termini di impatto sul valore d’impresa, e richiede il coinvolgimento dell’Alta Direzione. 
Sebbene sia difficile intrappolare tale attività in un modello, gli autori propongono degli 
elementi fondamentali, indispensabili per sfruttare le opportunità strategiche delle attività di 
risk management. Primo fra tutti, la valutazione in sede di pianificazione strategica di un set di 
                                                          
12
 LATOUR 2001. 
13
 FRIGO, et al. 2011, a, p.22: “Strategic Risk Management is a process for identifying, assessing and 
managing risks and uncertainties, affected by internal and external events or scenarios, that could inhibit 
an organization’s ability to achieve its strategy and strategic objectives with the ultimate goal of 
creating and protecting shareholder and stakeholder value. It is a primary component and necessary 
foundation of Enterprise Risk Management”. 
14
 JOHNSON 2011. 
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possibili eventi e scenari che possano influenzare l’esecuzione della strategia e di conseguenza 
gli obiettivi di valore stabiliti. Tale attività presuppone un’accurata analisi e comprensione degli 
elementi della strategia, e si basa sulla convinzione, confermata da una ricerca condotta dagli 
stessi autori, dell’attitudine a raggiungere performance superiori da parte delle imprese capaci 
di intercettare i cambiamenti attraverso efficaci attività di risk management15. 
La valutazione dei rischi strategici deve essere condotta necessariamente a livello di Vertice, e 
specificamente dai responsabili della definizione della strategia. Qui gli autori mettono in 
evidenza il ruolo dei top executive e del Board, chiarendo come in relazione a tali rischi non sia 
possibile demandare le attività di identificazione e valutazione ad altri soggetti aziendali, come 
ad esempio la funzione Risk Management. La comprensione dei rischi strategici è 
fondamentale per il top management ai fini di una migliore pianificazione della strategia e al 
Consiglio per la supervisione dell’intero processo, sulla base della comprensione dei rischi che 
influenzano maggiormente il valore di impresa, a garanzia degli stakeholder aziendali16. 
Un caso relativo all’applicazione del concetto di Strategic Risk Management è rappresentato 
dal Gruppo Lego, leader nella produzione di costruzioni componibili per bambini17. A partire 
dal 2006 il Gruppo ha infatti avviato un processo di sviluppo del proprio sistema di Enterprise 
Risk Management, inserendo per la prima volta in maniera esplicita tra le categorie di rischio 
trattate anche quella dei rischi strategici. La gestione di tali rischi tuttavia non è attivata solo in 
termini di monitoraggio, al fine di preservare l’impresa dal verificarsi degli eventi rischiosi, ma 
parte dalla fase di definizione degli obiettivi e prima ancora delle strategie. 
Per ogni progetto da implementare infatti viene condotta un’analisi preliminare dei rischi e 
delle opportunità che si conclude con una loro valutazione e con la definizione di un piano di 
gestione. Vengono infatti chiaramente individuati i Risk Owner e degli indicatori predittivi, 
laddove possibile, del verificarsi dell’evento rischioso, giungendo così ad una valutazione dei 
rischi netti. 
Il Gruppo ha inoltre sperimentato una metodologia particolare per la definizione della 
strategia relativa al 2015. Tale strategia non è stata delineata sulla base dello scenario più 
probabile, ma costruita in base a quattro possibili scenari strategici, valutati in termini di 
velocità di cambiamento e probabilità, e prima ancora selezionati e preparati in funzione degli 
obiettivi strategici di crescita e innovazione. In tal modo la Direzione è preparata rispetto alla 
                                                          
15
 FRIGO 2009. 
16
 FRIGO, et al. 2011, a, b; FRIGO, ANDERSON 2012. 
17
 FRIGO, LÆSSØE 2012. 
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elevata probabilità e velocità di accadimento di alcuni fenomeni, quali ad esempio il 
cambiamento nelle modalità di interazione tra bambini apportato dallo sviluppo informatico e 
di internet, mentre sa che rispetto agli scenari relativi all’incremento della domanda nei 
mercati emergenti, avrà a disposizione più tempo per prepararsi a cogliere le opportunità che 
ne derivano, per effetto di una velocità di cambiamento meno elevata. 
Un altro elemento fondamentale del concetto di Strategic Risk Management è rappresentato 
dalla consapevolezza della necessità di reiterare l’identificazione e valutazione dei rischi 
strategici anche in fase di esecuzione della strategia18. 
A tale proposito è opportuno che tale monitoraggio sui rischi sia attivato mediante il sistema di 
misurazione delle performance aziendali. L’andamento dei Key Performance Indicator è 
ovviamente influenzato dal verificarsi di eventi negativi che ostacolano l’impresa nel 
raggiungimento degli obiettivi, costituendo essi stessi dei parametri per la loro quantificazione. 
La presenza di indicatori costantemente fuori target, o di notevoli scostamenti tra budget e 
dati a consuntivo, o l’incapacità di spiegare tali varianze sulla base dei rischi conosciuti possono 
essere dei segnali infatti di una inadeguata gestione delle attività di risk management19. 
Si è dunque individuata la necessità di introdurre degli indicatori in grado di misurare il livello 
di rischio correlato ai vari obiettivi, sulla base dei fattori causali dello stesso. È questo il 
concetto di Key Risk Indicator (KRI), a cui si è fatto accenno nel secondo capitolo, a proposito 
della valutazione dei rischi, che è stato da alcuni studiosi e consulenti candidato a rientrare nel 
sistema di misurazione delle performance relativo alla Balanced Scorecard20. Così un trend in 
aumento di un determinato indicatore di rischio, o anche una singola osservazione al di fuori 
del target stabilito allerta il management per la definizione di appropriate azioni correttive21. 
A proposito del ruolo svolto dai KRI, è necessario che questi siano definiti in modo da poter 
consentire al management di prevedere il verificarsi dell’evento rischioso e non 
semplicemente indicarne la manifestazione, in linea con la funzione preventiva e predittiva, e 
non meramente reattiva, del risk management. 
Il COSO in uno dei suoi documenti commissionati per fornire linee guida nell’implementazione 
dell’ERM22, suggerisce l’importanza di KRI costruiti sulla root cause analysis dei fattori di 
                                                          
18
 FRIGO 2009; FRIGO, et al. 2011, b. 
19
 COTTON 2009. 
20
 CULASSO 2009; ERNST & YOUNG 2009; KAPLAN 2009. 
21
 KAPLAN 2009. 
22
 COSO 2010. 
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rischio, mettendo in evidenza come i sintomi più profondi di un evento rischioso siano i più 
idonei a fornire indicazioni sulla sua possibile manifestazione ai fini di una proattiva ed efficace 
gestione dei rischi strategici. 
Sebbene certamente all’interno dell’ERM, la gestione dei rischi strategici è stata indicata come 
suscettibile di essere adottata separatamente, in particolare come primo passo verso 
l’implementazione di un modello di gestione dei rischi effettivamente integrato nell’impresa. 
Sempre tra le linee guida del COSO infatti si ritrova il suggerimento dell’adozione di un 
approccio incrementale per la valida impostazione di un sistema di gestione dei rischi, il quale 
parte con l’individuazione di un set di rischi ritenuti più rilevanti per l’impresa. Alla luce delle 
considerazioni appena svolte sui rischi strategici, questi sono naturalmente candidati a 
rappresentare la prima categoria da sottoporre all’ERM. Si noti inoltre che l’approccio 
incrementale favorisce una migliore personalizzazione del modello di gestione dei rischi, e 
concede all’intera organizzazione il tempo necessario all’apprendimento del messaggio che 
l’Alta Direzione attribuisce alla gestione del rischio23. 
3.3 Il ruolo del Consiglio di Amministrazione nel processo di risk 
management 
Dalla presentazione del modello relativo alla gestione dei rischi strategici emerge come il 
Consiglio di Amministrazione debba considerare la valutazione dei principali rischi capaci di 
influire sul raggiungimento degli obiettivi strategici una delle sue principali attribuzioni, al fine 
di comprendere l’esposizione ai rischi più rilevanti e valutare l’adeguatezza dell’operato del 
management. 
In realtà, come accennato nell’introduzione al capitolo precedente, secondo alcuni autori24 il 
ruolo attivo del Board nella gestione del rischio è proprio un tratto distintivo dei modelli di 
Enterprise Risk Management, e attiene principalmente alla supervisione e al coordinamento 
delle attività, in linea con le previsioni di coinvolgimento  dei Codici di Autodisciplina adottati 
dopo la pubblicazione del Turnbull Report. 
Infatti, la funzione di supervisione del Consiglio di Amministrazione è prescritta anche dal 
COSO, e rappresenta una logica conseguenza del fatto che l’ERM sia un processo gestionale 
affidato al CEO, il cui operato è sottoposto all’attività di verifica del Consiglio. 
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 COSO 2011. 
24
 GIORGINO, et al. 2008. 
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Tuttavia, la funzione di controllo, derivante dalla teoria dell’agenzia, è soltanto una delle tre 
funzioni del Board che gli studi sulla corporate governance identificano. I Consigli svolgono 
anche una funzione strategica, volta a delineare le linee guida per la determinazione della 
strategia, e una di servizio, e cioè finalizzata a procurarsi le informazioni, le risorse e le 
competenze necessarie alla conduzione e alla legittimazione esterna della propria attività25. 
Se dunque il COSO, nell’elenco dei poteri del Consiglio riguardo l’ERM inserisce la ricerca di 
informazioni sui rischi più rilevanti e sulle modalità di trattamento stabilite dal management, il 
concetto di Strategic Risk Management accentua il tema della partecipazione del Board alle 
attività di identificazione e valutazione dei rischi strategici, sia nella fase che precede la 
pianificazione strategica, sia durante l’esecuzione della strategia stabilita. 
In tale maniera il Consiglio appare in grado di adempiere ai compiti che gli sono attribuiti dalla 
legge, che non consistono esclusivamente nella valutazione dell’adeguatezza dell’assetto 
organizzativo, amministrativo e contabile, ma anche nell’esame dei piani strategici industriali e 
aziendali26. 
All’interno della funzione di controllo, al Consiglio è attribuito altresì il compito di monitorare 
la cultura di gestione del rischio diffusa dal management, a conferma dell’importanza del Tone 
from the Top per l’efficacia del processo, mentre, in linea con la funzione di servizio o di 
gestione dell’ambiente27, questo è tenuto a garantire che appropriate e adeguate risorse, in 
termini di investimenti e competenze siano dedicate all’attività di risk management28. 
Tornando indietro ai dati empirici relativi alla gestione dei rischi strategici però, si ricorda che 
le rilevate carenze vengono attribuite proprio all’Alta Direzione. Il top management, da un lato, 
non mostra sempre una grande persuasione nei confronti dell’utilità decisionale del risk 
management; il Consiglio di Amministrazione, dall’altro, non è ritenuto sufficientemente 
preparato alla discussione di tematiche inerenti la gestione del rischio, specialmente con 
riferimento ai consiglieri indipendenti. 
Sicuramente in parte tale situazione è imputabile all’eccessivo tecnicismo assunto dalle 
funzioni di risk management nella presentazione dei risultati della loro attività, che dunque 
non consente un flusso informativo adeguato ai livelli di sintesi e rilevanza richiesti dal Vertice. 
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 ROMANO, et al. 2012. 
26
 Articolo 2381 del Codice Civile. 
27
 ZATTONI 2006. 
28
 ANDERSON, et al. 2012. 
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In presenza di figure responsabili della gestione dei rischi capaci di adottare un linguaggio 
significativo per l’Alta Direzione, le problematiche legate ai rischi strategici potrebbero essere 
superate mediante un inserimento dei risk manager nel gruppo di soggetti responsabili della 
definizione della strategia29. 
Il report inoltre mette in discussione l’assegnazione della responsabilità dell’ERM all’Audit 
Committee, prassi diffusa tra le imprese30, ritenendo che la supervisione sulle attività di risk 
management debba essere svolta dall’intero Consiglio. 
L’evidenza del notevole ruolo assunto dall’audit committee nella supervisione dell’ERM, spinta 
dalle previsioni dei codici di autodisciplina, è stata contrastata in letteratura da alcuni autori, i 
quali lamentano una mancanza di appropriatezza in tale scelta, dovuta al ruolo non esecutivo 
dei consiglieri che lo compongono e suggeriscono la creazione di un Comitato ad hoc31. 
Secondo tale prospettiva, se l’ERM è presentato come uno strumento manageriale e 
prospettico, in quanto orientato al raggiungimento degli obiettivi, l’audit committee non 
svolge tradizionalmente una funzione manageriale o prospettica all’interno dell’impresa. 
Dunque i membri di tale comitato sono legittimati ad occuparsi dell’ERM dal momento che 
sono membri dell’intero Consiglio, tra i quali compiti risiede anche la definizione degli obiettivi 
e l’orientamento dell’organizzazione al loro conseguimento32. 
Ciò non nega tuttavia che, proprio in virtù della sua indipendenza e delle sue competenze in 
materia di controllo interno, l’audit committee riveste una funzione importante per la 
supervisione del processo di Enterprise Risk Management. Secondo una ricerca commissionata 
dal COSO, già citata in questo lavoro a proposito della diffusione dell’ERM, emerge come nelle 
imprese in cui è presente un audit committee all’interno del Consiglio si rileva una maggiore 
richiesta di informazioni al management per una efficace supervisione dell’ERM33. 
                                                          
29
 ECONOMIST INTELLIGENCE UNIT 2010, p.6: “[…] “If companies can introduce individuals into the 
strategic debate who have risk expertise, they can ensure that the board or the management team is 
better prepared to make effective decisions”, says Andrew Kakabadse, professor of international 
management development at Cranfield School of Management.” 
30
 BEASLEY, et al. 2008. 
31
 FRASER, et al. 2007; BURTON 2008. 
32
 BURTON 2008, p.4: “ERM is intended to be applied broadly (“across the enterprise”) in “strategy 
setting” which is an all – encompassing endeavor. It is a prospective activity that is intended to “identify 
potential events” and to create situations where such events are managed to be within prescribed risk 
parameters. The traditional role of the audit committee is neither prospective nor managerial. […] As 
members of the board of directors, members of the audit committee have a role in establishing and 
achieving “entity objectives,” but this is not a prescribed function for the committee itself”. 
33
 BEASLEY, et al. 2010. 
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Dai pareri accademici riportati nel report dell’Economist Intelligence Unit infatti, si rileva come 
non è l’indipendenza dei consiglieri dell’audit committee a costituire un problema all’efficacia 
dell’azione del Consiglio nella gestione dei rischi. L’indipendenza infatti, una volta colmata la 
mancanza di conoscenza del business aziendale, eventualmente dovuta al cumulo di 
incarichi34, offre un contributo critico al processo di gestione dei rischi. Un ostacolo alla 
effettiva partecipazione degli amministratori indipendenti alle attività di risk management è 
rappresentato dalla mancanza di dialettica interna ai Consigli, a causa della preminente 
posizione del CEO. Inoltre, alla luce della scarsa considerazione che il management attribuisce 
alle istanze derivanti dalla gestione dei rischi, la mediazione del CEO tra la funzione Risk 
Management e il Consiglio è considerata come un anello debole del flusso informativo sui 
rischi. 
Il report  si conclude infatti con il suggerimento di valutare la possibilità che il Chief Risk Officer 
riporti direttamente al Consiglio35. Una tale strutturazione della governance della gestione dei 
rischi rappresenterebbe un fattore di potenziamento del ruolo che il risk management assume 
nell’impresa, in quanto facilitatore delle dinamiche di confronto tra i consiglieri, in particolare 
quelli indipendenti, e il top management. 
Anche altri autori36 suggeriscono la diretta relazione tra Consiglio e CRO, in virtù della naturale 
tensione che esiste tra il primo e il CEO sulla supervisione del profilo di rischio. Essendo il CEO il 
soggetto sottoposto al giudizio di adeguatezza del Consiglio sulla predisposizione delle attività 
di risk management, non potrebbe svolgere la funzione di riporto al Consiglio su tale tematica. 
Tale visione non intende oscurare il ruolo e il coinvolgimento del CEO nel processo di gestione 
dei rischi, e neppure la relazione esistente tra questo e la funzione Risk Management, che è 
indispensabile per garantire un adeguato funzionamento del processo, ma ritiene che la 
presenza di un reporting diretto del risk manager al Board favorisca la sua funzione di 
supervisione. 
                                                          
34
 ECONOMIST INTELLIGENCE UNIT 2010, p.18: “The part-time nature of the non-executive role inevitably 
means that these directors are not fully immersed in the decision of the business, but this raises 
questions over how exactly they perform their oversight and how they combine this with other 
responsibilities”. 
35
 ECONOMIST INTELLIGENCE UNIT 2010, p.19: “This means that the chief risk officer should only report 
to the chairman or to the board to ensure that they have an independent voice and can challenge 
executive management. But with a handful of exeptions, this is not happening at all”. 
36
 BARTON, et al. 2011. 
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CAPITOLO 4 
La riprogettazione del modello ERM in una società del settore 
delle telecomunicazioni: il caso Alfa S.p.A. 
 
 
 
 
L’ultimo capitolo di questo lavoro di tesi fornisce un supporto, mediante la presentazione di un 
caso pratico, alle evidenze emerse dagli studi discussi finora sui fattori capaci di influenzare 
positivamente l’adozione dell’ERM, mostrando un esempio di evoluzione del modello rispetto 
ai casi riportati a proposito della sua reale diffusione tra le imprese. 
Ad eccezione del paragrafo 4.1, elaborato con finalità esclusivamente introduttive, il caso 
aziendale che segue è stato redatto sulla base della documentazione di un lavoro di consulenza 
svolto dalla Società Ernst & Young Financial Business Advisors per un Cliente operante nel 
settore delle telecomunicazioni.  
Il caso descrive le attività dei consulenti per delineare la proposta di riprogettazione del 
modello ERM del Cliente che, per ragioni di tutela della privacy, verrà chiamato Alfa S.p.A.. La 
mancanza di informazioni relative al business di Alfa, sempre dovuta alla richiesta di 
riservatezza delle informazioni, e all’implementazione del progetto, in quanto attualmente in 
fase di svolgimento, costituisce una limitazione all’efficacia esemplificativa del presente caso. 
L’analisi dell’approccio metodologico adottato dai consulenti conferma l’importanza della 
dimensione strutturale dei sistemi di gestione dei rischi nell’attribuire all’ERM un 
orientamento strategico. Il paragrafo 4.5, infine, contiene un esempio relativo 
all’individuazione di un set di possibili rischi, attraverso il quale si intende mostrare la 
correlazione esistente all’interno del Risk Universe. 
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4.1 La necessità di un modello integrato per la gestione dei rischi 
Cenni sul settore delle telecomunicazioni  
Il termine Telecomunicazioni si riferisce ad un ampio insieme di tecnologie e di servizi di 
trasmissione di dati e informazioni a distanza. Il relativo e altrettanto vario mercato può essere 
inteso come parte del più grande mercato dell’Information and Communication Technology 
(ICT), e comprende al suo interno l’offerta di servizi di telefonia, di accesso alla rete Internet, di 
trasmissione, gestione e protezione di dati e di fornitura di contenuti d’intrattenimento. 
Il fenomeno attualmente caratterizzante il mondo delle telecomunicazioni è noto come 
convergenza di mercato. Effettivamente, se in un’epoca precedente alla diffusione di Internet 
tale mercato era essenzialmente articolato sulla domanda e l’offerta di servizi di telefonia, con 
la digitalizzazione delle informazioni, la diffusione dei Protocolli Internet (IP) e delle tecnologie 
che consentono accessi veloci alla rete, una serie di imprese prima operanti in diversi settori 
possono ora competere sulla stessa arena di mercato. 
Il comparto della telefonia fissa, ad esempio, è ormai progressivamente spiazzato non solo da 
quella mobile, ma anche dalla tecnologia della banda larga, che ha consentito lo sviluppo di 
una nuova offerta di servizi in grado di soddisfare lo stesso bisogno del mercato, quello di 
comunicare a distanza, attraverso VoIP (Voice over Internet Protocol), e-messaging, e-mail e 
social network chat. I player di tale comparto dunque si trovano a fronteggiare la concorrenza 
di nuovi entranti nel mercato, come i cosiddetti operatori Over the Top (OTT) e i produttori di 
dispositivi, che in virtù delle competenze sviluppate nel campo dell’elettronica e del software, 
e grazie alla maturata conoscenza delle preferenze dei consumatori, rappresentano una nuova 
fonte di concorrenza. 
Tuttavia, per comprendere la portata della sopra citata convergenza e la complessità del 
contesto competitivo di tale mercato, è vero anche che proprio gli sviluppatori di applicazioni e 
i produttori di dispositivi svolgono un’importante funzione di traino per la crescita del fatturato 
delle imprese TLC propriamente dette, se si pensa alla fornitura di servizi broadband su rete 
mobile, che rappresenta sicuramente un presupposto fondamentale per la piena funzionalità 
di dispositivi come smartphone e tablet. 
Le tecnologie della banda larga inoltre consentono la fruizione di contenuti multimediali sulla 
rete, attirando così nel fenomeno della convergenza anche altri business, quello televisivo e 
quello dell’intrattenimento, come ulteriore leva della concorrenza. 
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Vi è infine il segmento delle attività relative alle soluzioni IT per la trasmissione e la gestione 
dei dati nelle organizzazioni e il loro trattamento in sicurezza, che continuano ad essere 
focalizzate sul cloud computing. 
Dalla prospettiva delineata dall’Autorità per le Garanzie nelle Comunicazioni all’interno della 
Relazione Annuale relativa al 2012, è confermata la contrazione complessiva del mercato 
italiano delle telecomunicazioni, per effetto della riduzione della spesa di famiglie e imprese in 
tali servizi. Di conseguenza la leva competitiva determinante è  proprio il prezzo d’offerta, in 
particolare nel comparto della telefonia fissa, dove si registrano notevoli decrementi nei 
consumi. Aumenta invece il traffico su rete mobile, grazie alla maggiore presenza di clienti 
multi-sim o multi-device e delle not human line. Ma il business che si presenta davvero in 
espansione è quello della banda larga su rete mobile, che ha prodotto i più consistenti 
incrementi di fatturato. 
Nonostante la capacità di investire in sviluppo tecnologico ed infrastrutture sia un indiscutibile 
fattore critico di successo del mercato in questione, la congiuntura economica negativa 
continua a frenare gli investimenti in infrastrutture delle imprese, invece impegnate in 
operazioni di ristrutturazione aziendale e razionalizzazione del portafoglio business che 
assicurano il mantenimento di una sostanziale stabilità della redditività complessiva lorda di 
settore. 
Alfa S.p.A.  
Alfa S.p.A. è una società del settore delle telecomunicazioni operante a livello internazionale. 
La grande complessità che caratterizza il mercato di riferimento, e di riflesso i processi interni 
in cui si articola il business dell’impresa, unita a necessità gestionali relative a progetti di 
espansione in un tale turbolento contesto, ha spinto il management della società a rivedere il 
proprio modello di gestione dei rischi, verificandone l’efficacia e valutando la possibilità di 
investire in un suo potenziamento. 
Al tal fine, Alfa S.p.A. si è rivolta alla società di consulenza Ernst & Young (EY), che ha 
supportato l’analisi mediante la propria metodologia e le proprie competenze specialistiche in 
materia di Enterprise Risk Management, sistemi IT e settore TLC, giungendo all’individuazione 
di alcune aree critiche di miglioramento e all’elaborazione di una proposta di riprogettazione 
dell’ERM. 
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4.2 Le caratteristiche di un risk management evoluto 
L’approccio seguito dai consulenti nelle attività di supporto all’implementazione di modelli di 
Enterprise Risk Management si basa su tre elementi cardine: 
 la focalizzazione sui rischi chiave, ovvero quelli ritenuti più significativi in termini di 
compromissione degli obiettivi strategici, in linea con il crescente riconoscimento del 
legame esistente tra il risk management e l’attività gestionale; 
 l’attivazione di strumenti ed infrastrutture informative finalizzate ad un reporting sui 
rischi funzionale all’attività decisionale del management, derivante dal riconoscimento 
del valore aggiunto che la gestione del rischio apporta alla conduzione del business; 
 il miglioramento dei sistemi e degli strumenti già adottati dalle imprese per la gestione 
dei rischi, che consente di evitare costi aggiuntivi dovuti ad eventuali aree di 
sovrapposizione e favorisce l’integrazione con i tutti i processi aziendali. 
La scelta di questi tre elementi quali principi della propria metodologia è fondata sulla 
consapevolezza delle principali debolezze del risk management tradizionalmente impostato 
dalle imprese, che rappresentano in molti casi anche gli ostacoli ad un suo pieno utilizzo, 
spesso orientato esclusivamente da esigenze di compliance e percepito come lontano 
dall’attività operativa. 
Per lo svolgimento dell’attività in questione, EY ha presentato al management di Alfa una 
proposta progettuale articolata in due fasi: 
1. l’analisi della strategia e della politica dell’ERM operante; 
2. l’applicazione del modello ERM “a tendere” su uno o più processi pilota. 
4.3 L’analisi della strategia e della politica dell’ERM operante 
La valutazione del livello di maturità dell’ERM rappresenta un momento fondamentale di 
qualsiasi intervento di miglioramento1, in quanto consente di focalizzare gli investimenti nelle 
aree in cui si manifestano le carenze più significative, e di riconoscere il valore delle risorse già 
in uso, laddove correttamente funzionanti. Si tratta dell’assunzione di una logica incrementale, 
                                                          
1
 FRIGO, et al. 2011. 
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segnalata nelle linee guida del COSO come fattore critico di successo per l’adozione dell’ERM, 
in quanto foriera di risparmi di costo e maggiore integrazione2. 
Il prodotto finale della prima fase progettuale è rappresentato da un modello di Enterprise Risk 
Management “a tendere” che la società Alfa dovrà adottare per migliorare il proprio sistema di 
gestione dei rischi, e dal piano delle azioni implementative che si rendono necessarie per 
consentire al modello to be di funzionare concretamente. 
4.3.1 Il modello ERM di Alfa S.p.A. 
È stata dunque condotta un’analisi preliminare di procedure e organigrammi, al fine di 
maturare un giudizio sul sistema di gestione dei rischi operante in Alfa. 
Secondo il gruppo di lavoro EY, il modello ERM della società cliente si presenta formalizzato a 
livello procedurale e organizzativo, ma carente dal punto di vista dell’integrazione con i 
processi decisionali, ed in particolare con quelli strategici. Non vengono adottate tecniche di 
valutazione quantitative dei rischi, e non sono presenti specifici software di risk management. 
Ne deriva che il modello è maggiormente orientato a finalità di compliance. 
I consulenti rilevano così la necessità di adottare diversi interventi di miglioramento, al fine di 
rendere il sistema di gestione dei rischi di Alfa un modello cosiddetto leading. Nella logica 
valutativa dei consulenti, un sistema di risk management è classificabile come leading nelle 
organizzazioni che promuovono una cultura del rischio a tutti i livelli organizzativi e definiscono 
preventivamente una strategia di gestione dei rischi, focalizzando l’attenzione del vertice su 
quelli ritenuti strategici per il conseguimento degli obiettivi aziendali e integrando le attività di 
risk management nei processi decisionali, mediante strumenti di misurazione in grado di 
quantificare l’impatto dell’incertezza sulle performance economico-finanziarie. 
4.3.2 L’analisi di benchmark 
Per supportare il management di Alfa S.p.A. nell’individuazione degli ambiti di miglioramento 
del proprio modello ERM, i consulenti hanno selezionato sette aziende comparabili con la 
società cliente ed hanno analizzato il sistema di risk management da esse adottato. 
Le società da sottoporre all’analisi comparativa sono state scelte in primo luogo in base 
all’appartenenza al settore delle telecomunicazioni, seguita dalla presenza negli stessi mercati 
territoriali, dall’anzianità dell’impresa, e da alcuni criteri dimensionali, quali il numero di 
                                                          
2
 COSO 2011. 
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dipendenti, l’entità del fatturato e dell’EBITDA, e il totale delle attività, che permettono un 
confronto anche con società appartenenti ad altri settori di mercato. Per ragioni di riservatezza 
informativa, le società sono presentate in modo anonimo3. 
L’analisi è stata condotta sulla base di quattro variabili ritenute significative per mostrare il 
significato concreto dell’evoluzione di un sistema di gestione dei rischi. 
In primo luogo è stata considerata la cultura di gestione del rischio, intendendo con essa il 
grado di strategicità dell’ERM e la sua diffusione nelle attività di gestione. Tale variabile si 
estende tra due situazioni limite: 
 il caso in cui le attività di risk management sono orientate da finalità di compliance e 
non sono svolte da risorse dedicate, bensì da altre funzioni preesistenti (es. Internal 
Audit); 
 l’integrazione della gestione dei rischi nella definizione della strategia aziendale, in 
quanto capace di cogliere le opportunità e prevenire le criticità. 
Il secondo driver dell’analisi è rappresentato dal livello di sviluppo dei sistemi di information-
technology, anch’esso inteso come variabile compresa tra una funzionalità basilare, quella di 
repository, ed una avanzata di business intelligence. Nel primo caso si riscontra la presenza di 
database volti alla registrazione di dati storici, mentre nel secondo sono implementati sistemi 
anche automatizzati di raccolta, normalizzazione e rielaborazione di dati che forniscono una 
misura dell’impatto potenziale su indicatori di performance, in linea con l’opinione della più 
recente letteratura sul tema4. 
Si è poi tenuto in considerazione il numero di risorse appartenenti alla funzione risk 
management, o specificamente al coordinamento dell’ERM, ed infine la selettività del processo 
di gestione dei rischi, ritenendo opportuno distinguere i casi in cui si esegue una mera 
prioritizzazione degli eventi dai casi in cui l’ERM consente il preventivo riconoscimento dei 
rischi ritenuti più rilevanti, non solo in termini di urgenza temporale, ma anche di strategicità, 
e su questi si concentrano le prime attività di trattamento. 
Due delle società comparabili, Comparable1 e Comparable2, sono state dunque selezionate 
come “Best in class”. Si fornisce di seguito la descrizione dell’ERM adottato da queste, punto di 
partenza per la costruzione del benchmark di riferimento. 
                                                          
3
 L’analisi di benchmark è stata svolta dai consulenti di EY con il supporto informativo di database 
aziendali. 
4
 COTTON 2009; DRISCOLL, et al. 2011; FRIGO, et al. 2011, a; b. 
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Comparable1 S.p.A.  
Comparable1 S.p.A. ha istituito un’apposita funzione per le attività di risk management a livello 
corporate, a riporto diretto del CEO, assieme alle principali funzioni di staff. Il Consiglio di 
Amministrazione stabilisce l’indirizzo dell’attività di gestione dei rischi e ne valuta l’efficacia, 
mediante un confronto tra il livello di esposizione al rischio e gli obiettivi strategici. 
Il ruolo assunto dalla funzione Risk Management (RM) è senza dubbio orientato 
strategicamente, in quanto il disegno e la gestione del sistema dei rischi a tutti i livelli 
dell’organizzazione è finalizzato a fornire assistenza al management nel processo decisionale di 
business. Tra le sue principali attività vi è la definizione dei criteri e delle procedure per 
l’identificazione, valutazione, gestione e monitoraggio dei rischi, avendo specifico riguardo 
all’integrazione delle attività con l’intero sistema di gestione aziendale. Inoltre, fornisce 
supporto al management nella mappatura e nella valutazione dei rischi, validando e 
monitorando gli action plan e verificando la corretta esecuzione di tutte le fasi del processo. 
Eroga infine formazione ai vari livelli organizzativi, al fine di garantire uniformità nel linguaggio 
e nei metodi. 
Il processo di gestione dei rischi dunque si presenta chiaramente strutturato. La selezione dei 
rischi è effettuata dalla funzione RM, partendo dall’analisi degli obiettivi e con il supporto di un 
risk catalogue aziendale e di dati storici per individuare le aree più critiche. La valutazione dei 
rischi coinvolge il management ai vari livelli divisionali interessati, e avviene impiegando 
tecniche quali-quantitative. In particolare, si ricorre ampiamente alla metodologia del Value at 
Risk (VaR), costruito mediante il metodo Montecarlo, per stimare l’impatto dei rischi sull’EBIT 
e sui cash flow. È sempre il management a definire le modalità di trattamento dei rischi. Il 
monitoraggio dell’intero processo si basa su specifici indicatori (KRI), definiti in funzione 
dell’informativa da destinare ai diversi livelli organizzativi coinvolti, in linea con la 
strutturazione dei flussi di reporting. È infatti prevista una particolare funzione informativa nei 
confronti dell’Alta Direzione sul livello di rischio complessivo per consentire un confronto con il 
livello di rischio accettabile definito preventivamente. 
Le attività di comunicazione e informazione così come le misurazioni sono supportate da 
strumenti IT appositamente implementati. 
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Comparable2 S.p.A.  
La funzione attribuita all’ERM da Comparable2 S.p.A. rappresenta un chiaro esempio di 
integrazione della gestione del rischio nei processi decisionali strategici e operativi aziendali: 
l’Enterprise Risk Management non è semplicemente un processo, ma è interpretato come una 
competenza dall’impresa per gestire l’incertezza, e dunque rischi e opportunità, nel 
perseguimento di tutti gli obiettivi aziendali. 
La governance della gestione dei rischi infatti riflette questa diffusione dell’ERM. La gestione 
dei rischi è attribuita a un gruppo manageriale, composto da alti ruoli gestionali, a conferma 
del totale coinvolgimento del management in questa attività, che riporta al Comitato 
Esecutivo. Le sue attribuzioni principali riguardano la definizione delle regole che guidano il 
processo e il suo monitoraggio, l’identificazione e valutazione dei rischi in linea con l’attività di 
pianificazione, e la valutazione dell’adeguatezza delle attività di risposta al rischio. 
Nello svolgimento di queste attività il gruppo manageriale incaricato è affiancato da una 
specifica funzione aziendale ERM che ha il compito di facilitare lo svolgimento del processo, 
garantire la formazione del personale e individuare ambiti di miglioramento. 
A capo dell’intera gestione dei rischi vi è il Consiglio di Amministrazione, all’interno del quale è 
stato istituito un comitato per la gestione dei rischi e della compliance. È compito di tale 
comitato revisionare e approvare i criteri e le procedure dell’intero processo e i livelli di risk 
appetite e risk tolerance, e infine supportare l’intero Consiglio nella valutazione dell’impatto 
dei rischi sulle decisioni strategiche. 
Il processo di gestione dei rischi parte con la definizione di una risk strategy, sulla base di una 
preventiva analisi delle iniziative strategiche, degli obiettivi stabiliti, dei processi chiave e dei 
fattori critici di successo richiesti dal mercato. Dall’analisi documentale viene redatto un 
catalogo dei rischi preliminare il quale viene poi validato assieme al management, mediante 
interviste. Le attività di valutazione sono svolte dal gruppo manageriale incaricato in 
condivisione con i Risk Owner. Gli strumenti impiegati per la valutazione del rischio sono vari e 
dipendono dalla categoria di appartenenza dello stesso; in particolare si utilizza il VaR, l’analisi 
degli scenari e metodi di risk rating/risk scoring che contemplano la probabilità, l’impatto e la 
capacità gestionale del management, al fine di poter giungere ad un giudizio del rischio 
inerente e residuo. Le risposte al rischio vengono predisposte sulla base delle priorità 
d’intervento e vengono monitorate per assicurarne l’implementazione. 
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La struttura del sistema di reporting adottato da Comparable2 riflette in termini di tempistiche 
e tipologia delle informazioni la governance della gestione dei rischi. Così, a livello operativo, vi 
è una rendicontazione periodica delle attività di gestione del rischio al gruppo manageriale 
incaricato, il quale è tenuto a riferire al Comitato Esecutivo e al Comitato Rischi sull’intera 
attività svolta. Mentre a livello executive quest’ultimo riporta all’intero Consiglio sui principali 
rischi e sulle azioni di mitigazione intraprese, in funzione della definizione dei futuri piani 
strategici. 
4.3.3 Il modello ERM “a tendere” e la gap analysis 
L’analisi delle società Best in class può essere sintetizzata attraverso un benchmark (Figura 20), 
elaborato sulla base del framework COSO, che rappresenta altresì una prima esemplificazione 
del modello ERM to be, da perfezionare successivamente mediante l’approfondimento della 
conoscenza del business specifico della società cliente. 
Ambiente interno 
 
Viene riconosciuta la rilevanza dell’ERM a supporto dell’intera gestione, 
in particolare a livello di vertice ai fini dei processi decisionali. 
Il modello organizzativo relativo alla gestione dei rischi è definito 
chiaramente e prevede un adeguato coinvolgimento dell’Organo 
Direttivo, specialmente nella gestione dei rischi strategici. 
Definizione degli 
obiettivi 
 
Viene predisposta una risk strategy a partire dall’analisi delle iniziative 
strategiche stabilite. 
Vengono definiti e approvati periodicamente i livelli di risk tolerance e 
risk appetite. 
Identificazione 
degli eventi 
L’attività di mappatura dei rischi è definita a livello procedurale, si svolge 
in coerenza con la risk strategy, e dunque a partire dall’analisi degli 
obiettivi e mediante specifici indicatori di rischio, prevedendo il 
coinvolgimento dei Risk Owner. 
Valutazione del 
rischio 
La valutazione dei rischi è condotta mediante l’impiego di strumenti 
quantitativi in grado di misurare gli impatti sulle performance e riguarda 
tutte le categorie di rischio, inclusi quelli strategici. 
Risposta al rischio 
 
Le specifiche modalità di trattamento dei rischi sono definite dai Risk 
Owner, ovvero dai soggetti responsabili degli obiettivi su cui i rischi 
possono manifestare le loro conseguenze. 
Attività di 
controllo 
Esistono delle procedure formalizzate che disciplinano le attività di 
controllo, sottoposte a periodica revisione sulla base delle valutazioni 
complessive del processo. 
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Informazione e 
comunicazione 
Il sistema di reporting è strutturato dettagliatamente, in funzione della 
priorità del rischio, della tipologia dell’informazione e dei soggetti 
destinatari. 
Sono introdotti specifici strumenti per l’elaborazione dei dati inerenti il 
processo di risk management, con funzione di raccolta, misurazione e 
simulazione. 
Monitoraggio Viene eseguito continuamente il monitoraggio dell’intero processo ERM 
dalla funzione che predispone il suo disegno generale, al fine di verificare 
la corretta applicazione di criteri e procedure e garantire l’allineamento al 
livello di rischio accettabile stabilito dall’Alta Direzione. 
Figura 20 - Il benchmark di riferimento 
Dal confronto dell’ERM di Alfa con il benchmark, emergono i gap del sistema di gestione dei 
rischi in atto. In primo luogo, l’ERM non ha valenza strategica, ovvero l’analisi e la gestione dei 
rischi non rientrano tra gli input dei processi decisionali; si riscontra inoltre una mancanza di 
tecniche di misurazione quantitativa e di un sistema di reporting adeguato alla comunicazione 
in funzione del livello decisionale coinvolto. Tali carenze sono in parte dovute all’assenza di un 
risk software o di un sistema IT capace di produrre informazioni rilevanti per il trattamento dei 
rischi. 
4.4 Il piano delle azioni 
Il gruppo di lavoro EY ha dunque formulato per il management di Alfa un piano d’azione mirato 
a potenziare le aree critiche individuate. Tale piano si articola in due fasi di sviluppo successive, 
in linea con il suggerimento dell’adozione di un approccio incrementale5, per concedere 
all’organizzazione il tempo necessario alla comprensione e alla diffusione del messaggio 
culturale assegnato  al risk management e per rendere il modello finale dell’ERM il più 
possibile aderente alle specificità dell’impresa. 
Il primo livello di sviluppo è finalizzato a promuovere la cultura di gestione dei rischi nell’intera 
organizzazione, ed in primo luogo a livello di vertice. Dopo aver definito le responsabilità 
connesse allo svolgimento del progetto, occorrerà definire una risk strategy per Alfa, che 
espliciti la mission della funzione di risk management ed il suo livello di autorità e, in maniera 
coerente, la struttura organizzativa del processo. 
Con riguardo alla governance dell’ERM, in linea con l’aspirazione a orientare strategicamente 
le attività di gestione dei rischi, sono stati designati quali sponsor del progetto il Presidente del 
                                                          
5
 COSO 2011. 
Rating: Avanzato 
 
Avanzato 
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Consiglio di Amministrazione e l’Amministratore Delegato. Il gruppo che segue le attività, 
composto sia da consulenti EY che da responsabili interni ad Alfa, si interfaccia con il Comitato 
di Risk Management, composto dai principali ruoli executive, quali Affari Legali, Risorse 
Umane, Amministrazione Finanza e Controllo, Sicurezza, Risk Management, Supply Chain, il 
quale in quanto responsabile dell’ERM riporta direttamente agli sponsor del progetto e al 
Comitato Controllo e Rischi. 
Dovranno poi essere definite le misure impiegate per il monitoraggio degli obiettivi della 
funzione risk management, ovvero una Value Scorecard per la valutazione dell’intero processo. 
Qualora si intenda promuovere l’integrazione e la diffusione della gestione dei rischi 
nell’ambito delle attività di gestione del business è importante che anche la performance del 
risk management sia misurata in base a tali obiettivi. In linea con tale esigenza e a titolo 
esemplificativo, potranno essere fissati come key performance indicator (KPI) l’entità dei costi 
risparmiati per effetto di un maggiore controllo dell’efficienza operativa realizzata attraverso 
l’ERM, oppure la capacità di fornire suggerimenti gestionali sulla base di un’analisi del contesto 
di mercato, piuttosto che le tradizionali misure del grado di utilizzo delle risorse e del livello di 
copertura di tutte le aree a rischio. 
Successivamente, a livello di processo, si renderà necessaria la revisione delle procedure 
dell’ERM per adeguarle al nuovo mandato che il risk management assume nella gestione, e in 
seguito alla definizione di un nuovo risk universe, di nuove modalità di misurazione e 
responsabilità gestionali. 
L’analisi di benchmark mostra come tecniche di valutazione in grado di stimare gli impatti 
economici dei rischi assumono un ruolo fondamentale nell’attribuzione all’ERM di un 
orientamento strategico. È in questo modo infatti che si possono individuare i top relevant risk. 
Il team dei consulenti suggerisce l’adozione di modelli di Value at Risk per la quantificazione 
dei rischi finanziari e di mercato, mentre propone il ricorso a modelli di valutazione che 
permettono di trasformare giudizi qualitativi in valori numerici per quanto riguarda i rischi 
operativi. Si rende inoltre necessario definire degli indicatori di rischio con carattere predittivo 
rispetto ai KPI, in modo tale da poter simulare i valori assunti da questi in corrispondenza di 
specifici livelli di rischiosità e misurare la performance attesa in diversi scenari, a conferma 
dell’importanza dell’inserimento di misure del rischio tra gli strumenti impiegati nelle attività 
del controllo di gestione. 
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Anche la struttura del reporting relativo all’ERM dovrà essere ridisegnata. In particolare 
occorrerà definire un certo grado di selettività dell’informazione destinata al Vertice, le 
responsabilità di rendicontazione, la frequenza e le modalità di comunicazione, sempre in 
funzione dei livelli decisionali coinvolti. Il principio generale prevede, in linea con le aspettative 
emerse da indagini empiriche6, un minore livello di dettaglio e una maggiore focalizzazione sui 
rischi più critici a livello di impatto complessivo sulla performance economico-finanziaria per il 
Consiglio e il top management. L’articolazione del reporting, nella proposta dei consulenti, sarà 
facilitata dall’implementazione di un risk software, tappa cruciale della realizzazione del 
secondo livello di sviluppo. 
Infine, alla luce della nuova risk strategy e delle nuove procedure relative al processo di 
gestione dei rischi, occorrerà valutare la necessità di potenziare il nucleo di risorse dedicate 
specificamente a tali attività, al fine di evitare una loro compromissione. 
La seconda fase evolutiva riguarderà principalmente l’implementazione del modello 
ridisegnato. A tal fine, uno strumento fondamentale risulta essere il risk software adottato. La 
soluzione informatica proposta dai consulenti, sviluppata internamente da EY, consente 
l’elaborazione di dati e misurazioni a livello corporate, ma anche a livello di divisione, di 
funzione, di processo e infine di singolo progetto. 
Per ciascuna delle iniziative vengono impostati degli indicatori di performance di tipo tecnico, 
economico e legati agli obiettivi di qualità, e degli indicatori di rischio relativi al risk universe 
definito. Il software offre così la possibilità di formulare delle analisi di rischiosità e di 
monitorare, mediante il controllo del livello di rischio, l’avanzamento delle attività di risk 
response. 
Architettato in modo da garantire l’accesso alle diverse funzionalità, in base al ruolo assunto 
nell’ambito delle attività dell’ERM, tale software consente anche l’estrapolazione 
automatizzata di informazioni rilevanti per ciascuna tipologia di utenti. 
L’efficace implementazione del modello richiederà infine l’erogazione di specifica formazione 
ai diversi ruoli e divisioni aziendali coinvolti, e una particolare dedizione nel predisporre 
accuratamente il processo di change management, riconoscendo l’importanza assunta dalle 
dinamiche organizzative innescate dall’introduzione del cambiamento in azienda7. 
                                                          
6
 ECONOMIST INTELLIGENCE UNIT 2010. 
7
 ARENA, et al. 2010. 
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Il management di Alfa ha accettato la proposta progettuale predisposta dai consulenti, i quali 
attualmente lavorano per la redazione di un Risk Universe preliminare, da condividere e 
validare in un prossimo futuro con il management della società cliente. 
La definizione dell’universo dei rischi di Alfa è un’attività articolata in tre fasi distinte. In un 
primo momento, sulla base di un risk catalogue vengono identificati alcuni possibili rischi in 
grado di pregiudicare il raggiungimento degli obiettivi; successivamente l’analisi della catena 
del valore e del modello di business di Alfa, condurrà i consulenti a raffinare l’analisi e giungere 
ad un Risk Universe preliminare da sottoporre, infine, al management della società cliente e ai 
Risk Owner interessati. Vengono dunque impiegate entrambe le direttrici di analisi: quella top-
down che parte da modelli precostituiti, e quella bottom-up che prevede il coinvolgimento dei 
process owner8. 
4.5 Alcuni esempi di rischi strategici nel Risk Universe preliminare 
Il presente paragrafo propone un possibile percorso di individuazione di alcuni rischi, 
soffermandosi in particolare sul tema dei rischi strategici e della loro correlazione con le altre 
categorie di rischio, mediante l’impiego del Risk Catalogue e della mappa dei processi di una 
società del settore Telecomunicazioni sviluppati da EY. 
Segue un’esemplificazione dell’EY Telecommunications RiskUniverse®.  
Risk Group Risk Category 
Strategic 
Communications & Investor Relations 
Market Dynamics & Commercial 
Mergers, Acquisition & Divesture 
Major Initiatives 
Planning & Resource Allocation 
Governance 
Operations 
Billing & Interconnect 
Supply Chain 
Physical Assets 
Information Technology 
Network Operations 
 
                                                          
8
 COSO 2004, in Ed. Italiana 2006. 
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Operations 
Hazard 
People 
Sales, Marketing & Customer Service 
Fraud 
Tax Operations 
Compliance 
Legal 
Code of Conduct 
Regulatory 
Financial 
Accounting & Reporting 
Capital Structure 
Market 
Credit & Liquidity 
I rischi sono raggruppati in strategici, operativi, di compliance, e finanziari. Quest’ultima 
categoria, diversamente dalla proposta del COSO ERM, comprende non soltanto quelli relativi 
all’informativa finanziaria esterna, ma anche le variazioni delle condizioni di accesso al credito, 
nonché i rischi di liquidità. All’interno di questi quattro raggruppamenti, i rischi si presentano 
classificati in ulteriori categorie, utili ai fini dell’identificazione dei processi sui quali impattano 
potenzialmente. 
Al fine di individuare i rischi applicabili ad Alfa, i consulenti individuano sette mega processi in 
cui si articola l’attività di business: 
 Gestione strategica; 
 Gestione del capitale umano; 
 Gestione dell’infrastruttura IT; 
 Gestione delle risorse finanziarie; 
 Gestione della fiscalità; 
 Acquisizione, sviluppo e gestione dei diritti di proprietà; 
 Gestione degli impatti ambientali e della sicurezza. 
Ciascuno di questi è suddiviso gerarchicamente nei cosiddetti processi major, a loro volta 
scomponibili in sub-processi e infine in attività, secondo il livello di dettaglio desiderato per 
l’individuazione dei rischi. 
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Il percorso di individuazione dei rischi che si intende proporre parte dal mega processo relativo 
alla gestione strategica, dove si individuano i major process di definizione del business concept 
e della vision, di definizione della strategia e di pianificazione delle iniziative strategiche. 
All’interno del processo di pianificazione delle iniziative strategiche, poi, è possibile distinguere 
le attività di sviluppo e individuazione delle alternative strategiche,  valutazione e selezione 
delle iniziative da implementare, e definizione delle misure di performance da impiegare per il 
loro monitoraggio a livello di vertice direzionale. 
Mega processo: Gestione strategica 
Major: Pianificazione delle iniziative strategiche 
Process Owner: Top management (CEO e manager delle singole Business Unit) 
Descrizione: Scopo del processo è la pianificazione dei progetti d’investimento 
che guida l’allocazione delle risorse aziendali e definisce le modalità 
concrete di creazione del valore. Le attività principali consistono 
nello sviluppo di diverse alternative strategiche, valutazione, 
selezione e definizione di indicatori di misura della performance 
globale. 
Input: Lista delle alternative strategiche a disposizione 
Output: Piano delle iniziative strategiche da implementare 
Key performance 
Indicator: 
- N. delle iniziative strategiche implementate dall’impresa in un dato 
periodo; 
- N. delle iniziative strategiche fallite in un dato periodo; 
- Livello di accettazione delle iniziative strategiche da parte degli 
stakeholder. 
Tra i key business risk individuati a livello strategico, è possibile selezionarne alcuni 
potenzialmente in grado di influenzare le attività di pianificazione strategica. In particolare nel 
risk catalogue impiegato dai consulenti si ritrova proprio il rischio di una inappropriata attività 
di pianificazione, le cui cause possono essere ad esempio ritrovate nella mancanza di una 
vision o di una strategia chiaramente definita, oppure all’indisponibilità di informazioni 
rilevanti per l’individuazione di opportunità di crescita, o infine alla presenza di indicatori di 
performance non allineati agli obiettivi. 
La seguente scheda offre una descrizione dei rischi e dei principali presidi di controllo, che se 
presenti possono mitigare l’entità del rischio. 
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Processo: Pianificazione delle iniziative strategiche 
Process Owner: Top management 
RISCHI STRATEGICI 
Categoria: Pianificazione e Allocazione delle 
Risorse 
Key business risk: Pianificazione strategica 
Rischi Controlli 
Fallimento nello sviluppo o 
nell’individuazione di alternative 
strategiche 
Prevedere periodiche sessioni strategiche 
in cui analizzare successi e fallimenti del 
piano strategico in atto ed esaminare 
eventuali strategie alternative. 
Condurre accurate analisi dello scenario 
competitivo, del contesto macro-
economico di riferimento, delle richieste 
anche implicite del mercato. 
Coinvolgere il senior management e gli 
stakeholder nella valutazione delle possibili 
alternative strategiche per evitare la scelta 
di iniziative non allineate alle risorse e 
competenze disponibili. 
Inappropriata valutazione delle iniziative 
strategiche 
Verificare la disponibilità di informazioni 
fondate, corrette e complete. 
Definire preventivamente i criteri di 
valutazione delle iniziative strategiche, 
assicurandone la coerenza con gli obiettivi 
stabiliti. 
Analizzare i vantaggi incrementali derivanti 
dall’implementazione delle iniziative 
strategiche selezionate rispetto alla 
strategia in atto. 
Mancata individuazione di indicatori di 
performance di alto livello idonei a valutare 
l’iniziativa strategica 
Verificare la coerenza degli indicatori in uso 
nell’impresa con quelli impiegati per 
monitorare l’andamento del business a 
livello di settore. 
Valutare periodicamente la capacità 
esplicativa degli indicatori in uso rispetto al 
raggiungimento degli obiettivi. 
Comunicare gli indicatori alle business unit 
e agli stakeholder.  
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Dal dettaglio dei rischi legati all’attività di pianificazione strategica è possibile rinvenire il 
carattere di correlazione esistente tra questi. Prendendo in considerazione, ad esempio, la 
mancanza di misure stabilite per misurare la performance delle diverse iniziative strategiche, si 
noti come questa possa pregiudicare anche l’efficacia della comunicazione con gli stakeholder 
aziendali e la gestione delle investor relation, che influenzano il rischio legato alla raccolta di 
fondi di finanziamento.  
Inoltre, i rischi relativi alla pianificazione strategica sono collegati a quelli inerenti l’allocazione 
delle risorse necessarie al conseguimento del successo delle diverse iniziative strategiche, che 
però si rilevano nel processo relativo alla definizione del budget e alla contabilità direzionale, 
all’interno del mega processo di Gestione delle risorse finanziarie. 
Mega processo: Gestione delle risorse finanziarie 
Major: Definizione del budget e contabilità direzionale 
Process Owner: CFO, Direttore Finanziario, Controller, Management Accountant 
Descrizione: Formulare analisi per la previsione di costi e ricavi futuri; 
monitorare l’andamento della performance mediante confronto con 
i dati di budget e analizzare gli scostamenti; fornire supporto 
informativo al management per ogni decisione di business 
Input: Cost driver, budget, piani previsionali 
Output: Configurazioni di costo, report di analisi degli scostamenti, budget, 
valutazioni sulle performance di prodotto, di segmenti di mercato, 
report sul miglioramento continuo, etc. 
Key Performance 
Indicator: 
- Media delle ore lavoro dedicate all’attività di budgeting per ogni 
dipendente; 
- Entità dello scostamento della performance relativa alle misure 
chiave; 
- Profit Margin per prodotto; 
- Etc. 
I rischi che gravano sul budget annuale, sebbene rischi finanziari, sono classificabili anche 
come strategici, in quanto l’errata gestione delle risorse pregiudica la capacità dell’impresa di 
raggiungere gli obiettivi. 
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Processo: Definizione del budget e contabilità direzionale 
Sub-process: Budgeting 
Process Owner: CFO, Direttore Finanziario, Controller, Management Accountant 
RISCHI STRATEGICI/FINANZIARI 
Categoria: Pianificazione e Allocazione delle 
Risorse 
Key business risk: Budgeting annual 
Rischi Controlli 
Incapacità di formulare dei budget corretti e 
in grado di supportare lo svolgimento delle 
iniziative verso il conseguimento degli 
obiettivi 
Verificare la disponibilità di informazioni 
fondate, corrette e complete. 
Analisi di confronto dei KPI attuali con quelli 
previsionali, storici e trend di mercato. 
Definire procedure che identifichino tempi, 
modalità di svolgimento del processo di 
budgeting. 
Individuare ruoli e responsabilità coinvolte 
che garantiscano l’approvazione di piani 
valutati coerenti. 
Prevedere la possibilità di aggiornare 
successivamente i budget sulla base di un 
regolare monitoraggio delle risorse 
necessarie e dell’analisi degli scostamenti di 
risultato consuntivo su preventivo. 
Se poi dalla fase della pianificazione si passa a quella della gestione operativa, il monitoraggio 
delle attività rientra nel mega processo di Gestione dell’infrastruttura IT, ed in particolare nel 
processo di Performance Management in cui è possibile individuare una serie di rischi 
operativi, tra cui ad esempio quelli di Information Technology. 
Si noti come il rischio d’implementazione della tecnologia secondo degli standard incapaci di 
contribuire all’intero processo di creazione del valore richiama, in quanto influenza e ne è a 
sua volta influenzato, il rischio strategico di una errata valutazione delle iniziative strategiche 
in atto e pianificate, oltre al rischio di una scorretta definizione del budget annuale. 
  
 85 
 
Mega processo: Gestione dell’infrastruttura IT 
Major: Strategic Management 
Sub-process: Performance Management 
Process Owner: CIO 
Descrizione: Fornire misure idonee alla valutazione della performance aziendale 
mediante la gestione dell’infrastruttura informativa aziendale. 
Input: Piani aziendali 
Output: Balanced Scorecard 
Key Performance 
Indicator: 
- Risultati della Balanced Scorecard 
- Livello di spesa non pianificato 
- Entità dello scostamento consuntivo su preventivo 
 
Processo: Performance Management 
Process Owner: CIO 
RISCHI OPERATIVI Categoria: Information Technology 
Key business risk: Implementazione della tecnologia 
Rischi Controlli 
Le misure della performance aziendale 
incentivano comportamenti indesiderati e 
non contribuiscono strategicamente ai 
processi decisionali 
Definire gli indicatori di misura in funzione 
degli obiettivi stabiliti. 
Impiegare dei sistemi di misura che 
esplicitino il legame tra la performance e la 
contribuzione alla creazione di valore, come 
la Balanced Scorecard. 
Aggiornare periodicamente la Balanced 
Scorecard. 
Definire modalità comunicative con il 
management sull’avanzamento delle attività 
rispetto agli obiettivi. 
Dal percorso di individuazione dei rischi proposto, che peraltro costituisce esclusivamente un 
tentativo esemplificativo, emerge il carattere di correlazione esistente in un risk universe 
aziendale, e  conferma della sistematicità che accomuna l’azienda, i suoi obiettivi e i rischi che 
possono influenzarne il raggiungimento, e della necessità di modelli di gestione integrata.  
  
  
 87 
 
Conclusioni 
A livello teorico, il concetto di Enterprise Risk Management si presenta come un approccio 
strutturato per la gestione del fenomeno dell’incertezza che ricade sull’impresa in quanto 
naturalmente insito nei processi di creazione del valore1. Infatti, lo sviluppo del tema della 
gestione integrata del rischio si colloca temporalmente in un periodo di grandi mutamenti dei 
contesti economici e dei modelli di business che rendono la gestione dell’incertezza una 
necessità delle imprese per il conseguimento degli obiettivi stabiliti. 
L’elemento caratterizzante l’Enterprise Risk Management rispetto ai precedenti approcci alla 
gestione del rischio è rappresentato dal concetto di integrazione. Tale termine può essere 
inteso secondo due diverse dimensioni: una orizzontale, riguardante la comprensione di tutti i 
rischi che ricadono sull’impresa; una verticale, che prevede l’analisi delle influenze reciproche 
esistenti tra questi, tra gli obiettivi, tra i processi su cui i rischi stessi ricadono, e dunque 
presuppone una visione del singolo rischio come parte del più generale enterprise risk2. 
Tuttavia, un enorme impulso all’adozione dei numerosi modelli che si sono sviluppati sul tema 
dell’Enterprise Risk Management è stato dato dall’evoluzione della normativa sulla Corporate 
Governance che ha legato la gestione dei rischi al concetto di Controllo Interno. Questo spiega 
come il principale motivo d’adozione di modelli di gestione integrata dei rischi da parte delle 
imprese sia la conformità alle normative, e come la riduzione dei costi di compliance sia uno 
dei principali benefici rilevati a proposito dell’ERM3. 
Dalle recenti indagini sul grado d’azione dell’ERM analizzate4, oltre alla predominanza del 
compliance exercise, emerge la difficoltà delle imprese nell’integrare l’ERM nella gestione 
aziendale, in particolare con riguardo ai processi decisionali di alto livello. Inoltre, gli executive 
intervistati mostrano un moderato convincimento sui benefici che la funzione Risk 
Management possa apportare alla gestione aziendale, a causa della riscontrata mancanza di 
significatività e rilevanza delle informazioni da queste prodotte ai fini delle decisioni e rivelano 
l’assenza di un processo formalizzato per la gestione dei rischi strategici, sebbene questi siano 
considerati i più rilevanti. 
                                                          
1
 DE LOACH 2000. 
2
 ARENA, et al. 2011. 
3
 BOWLING, et al. 2005, a. 
4
 ECONOMIST INTELLIGENCE UNIT 2010; FERMA 2012. 
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Gli studi presentati a proposito delle modalità d’implementazione dell’ERM nelle imprese5, 
sebbene relativi ad un ristretto numero d’imprese e dunque non generalizzabili, presentano 
dei risultati che possono aiutare a legare i dati emersi dalle indagini in questione. 
In primo luogo, in linea con il pensiero espresso dagli autori delle ricerche, si rileva come 
l’origine dell’Enterprise Risk Management, che si colloca tra necessità gestionali e previsioni 
normative, renda lo strumento ambivalente, ovvero funzionale al raggiungimento di obiettivi 
di compliance e di performance management. Questa duplice possibilità di utilizzo dell’ERM è 
la causa della varietà di forme che si rileva in merito alla sua applicazione nelle imprese e che 
ha condotto alla diffusione dell’appellativo di “ombrello” con riferimento allo strumento, che 
dunque “significa diverse cose in diverse imprese”. 
Sintetizzando le evidenze emerse dai due studi, la prevalenza di una funzione dell’ERM 
sull’altra dipende in modo fondamentale dal messaggio attribuito allo strumento dal top 
management, che condiziona in primo luogo l’assegnazione della relativa responsabilità 
gestionale. Si rileva così che il livello di integrazione nei processi aziendali è maggiore quando 
l’ERM è affidato alla contabilità direzionale, scelta derivante dalla volontà del top management 
di inserire lo strumento tra le pratiche gestionali, che comporta l’impiego di metodi 
quantificativi degli impatti del rischio sulle misure della performance complessiva aziendale. 
Inoltre, alla mancanza di omogeneità applicativa contribuisce il fatto che, riguardo alla 
funzione gestionale dell’ERM, il framework non si presenta chiaramente definito, e ciò rende 
difficile l’applicazione stessa del concetto di integrazione. 
Anche il concetto di Strategic Risk Management6 infatti non è presentato al di fuori dell’ERM, 
ma specifica, ad un maggiore livello di dettaglio, l’idea della gestione integrata dei rischi 
nell’ambito dei processi decisionali. Infatti gli autori stessi sottolineano come l’attenzione 
verso tale tematica sia dovuta alla rilevazione delle difficoltà delle imprese nello sfruttamento 
delle potenzialità dell’ERM relative alla contribuzione alla creazione di valore. 
I contributi letterari relativi a questo tema si soffermano sull’importanza della direttrice top-
down dei processi di gestione dei rischi, partendo dalla convinzione che i rischi strategici siano 
quelli più rilevanti in termini di compromissione degli obiettivi d’impresa, perché incombono 
sul raggiungimento degli obiettivi strategici e sull’esecuzione della strategia. 
                                                          
5
 ARENA, et al. 2010; 2011. 
6
 BEASLEY, et al. 2007; FRIGO, et al. 2011, a, b; FRIGO, LÆSSØE 2012; FRIGO, ANDERSON 2012; 
ANDERSON, et al. 2012. 
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L’enfasi posta sulla direttrice top-down prevede dunque il coinvolgimento dell’Alta Direzione 
nella identificazione e valutazione di questi rischi, il top management ai fini dei processi di 
decisionali strategici e il Consiglio di Amministrazione nella supervisione e valutazione non solo 
del livello di esposizione al rischio e dell’adeguatezza delle attività di risk management, ma 
anche delle iniziative strategiche stesse, in fase di pianificazione ed esecuzione,  a tutela 
dell’interesse degli stakeholder. 
Il focus sulla gestione dei rischi strategici richiama il tema dell’approccio incrementale7, 
indicato dalle linee guida del COSO come funzionale all’efficace implementazione dell’ERM. 
Secondo questa prospettiva l’integrazione del modello ERM nei processi aziendali e di 
conseguenza l’efficace impiego dello strumento nei processi decisionali può essere favorito 
dalla sua costruzione in fasi successive. Nella prima fase assume un ruolo fondamentale il 
Vertice aziendale, per la definizione del ruolo che si intende attribuire all’ERM nell’azienda, il 
quale è chiamato a individuare un set di rischi ritenuti più rilevanti, tra i quali sicuramente 
primeggiano quelli strategici, per decidere l’impostazione del processo. 
L’impiego di un approccio incrementale, che preveda nella prima fase il coinvolgimento del 
Vertice direzionale, si ritrova anche nel caso applicativo proposto nell’ultimo capitolo, e 
relativo alle attività svolte da un gruppo di consulenti per formulare una proposta di 
riprogettazione del modello ERM di una Società Cliente. 
L’analisi di benchmark e la descrizione degli elementi caratterizzanti il sistema di gestione dei 
rischi delle società “Best in class”, che costituiscono parte centrale del caso, rappresentano 
un’evidenza del condizionamento provocato dal cosiddetto Tone from the Top nella definizione 
del ruolo e del contenuto dell’ERM nelle imprese. 
In particolare, l’orientamento strategico dell’ERM si realizza mediante la previsione di chiari 
compiti e responsabilità a livello di Top Management e Consiglio di Amministrazione nel legare 
la gestione del rischio ai temi della pianificazione strategica. Ciò comporta la definizione di una 
preventiva risk strategy, che parta dall’analisi dei piani strategici, e dunque degli obiettivi 
stabiliti, dei fattori critici di successo richiesti dal mercato e dei processi chiave, a cui seguono 
le attività di definizione del catalogo dei rischi, valutazione e individuazione delle modalità di 
trattamento, e il coinvolgimento del top management in queste attività. Inoltre si rileva la 
presenza di un reporting focalizzato sui rischi più rilevanti a livello di Consiglio di 
Amministrazione, funzionale alla valutazione dei futuri piani strategici. 
                                                          
7
 COSO 2011. 
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A conferma dei risultati emersi dagli studi sull’implementazione dell’ERM nelle imprese, il caso 
mostra altresì come risulti difficile integrare la gestione del rischio con i processi decisionali in 
assenza di valutazioni degli impatti del rischio sulle performance, e sottolinea l’importanza di 
sistemi IT dotati di funzionalità di business intelligence per la conduzione delle attività di risk 
management. 
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