We theoretically investigate the problem of finding optimal characteristics of photon pairs, produced in the spontaneous parametric down-conversion (SPDC) process, for fiber-based quantum communication (QC) protocols. By using the accessible setup parameters, the pump pulse duration and the extended phase-matching function width, we minimize the temporal width of SPDC photons within the general scenario. This allows one to perform more effectively the temporal filtering procedure, which aims at reducing the noise acquired by the measurement devices. Moreover, we compare the obtained results with the achievable parameter values for SPDC sources based on β-Barium Borate (BBO) crystal. We also investigate the influence of non-zero detection timing jitter. Finally, we apply our optimization strategy to a simple quantum key distribution scheme to show that the full optimization of an SPDC source can potentially extend the maximal security distance by several tens of kilometres, which is around 50% more as compared to previous approaches.
I. INTRODUCTION
Quantum communication is a vast field of physical science focused on improving the process of information distribution among spatially separated entities with the use of quantum mechanics. The exploration of various types of quantum correlation and application of fundamental quantum laws has lead to a plethora of proposals for novel communication protocols, including quantum key distribution [1, 2] , secret sharing [3] , quantum teleportation [4] , quantum repeaters [5] and dense coding [6] . However, the initially proposed theoretical versions of these protocols have typically assumed ideal performance of the setup elements required for their physical realization, which is unreachable in practice. As a consequence, the performance of real-life implementations of QC protocols has been severely limited.
Realization of many such schemes requires using sources of single photons or entangled photon pairs. One of the most popular types of them are the devices utilizing the phenomenon of spontaneous parametric downconversion [7, 8] . It is a process in which a single photon, travelling through a nonlinear crystal, decays into a pair of lower-frequency photons that are typically entangled in many degrees of freedom. Such a source can also be used as a single-photon source, in which case generation of a particular photon is heralded by the detection of another photon from a given pair. SPDC sources have many advantages, including high quality of the emitted photons [9] [10] [11] , high generation and collection efficiency [12] [13] [14] [15] and relatively low cost of their construction. Therefore, they have been extensively used in practical implementations of many QC protocols [16] [17] [18] [19] [20] [21] [22] .
However, the photons born in the SPDC process are not monochromatic. Instead, they are described by a probability density amplitude distribution, which in most cases can be conveniently approximated by a twodimensional Gaussian function [23, 24] . These photons * miklas@fizyka.umk.pl propagate through dispersive media with wavelengthdependent velocity. As a consequence, the longer their travelling distance is, the larger is the uncertainty of their exact arrival times at the destination point. This means that the temporal width of these photons, defined as the standard deviation of the probability distribution function for the time of their arrival, grows with the length of the utilized dispersive quantum channel.
The issue described above can be a major drawback for long-distance QC schemes using typical telecommunication fibers. The reason for this stems from the fact that one of the main factors limiting the performance of physical implementations of quantum protocols is the noise registered by the measurement systems. While there can be several types of noise, depending on the setup configuration, most of them (e.g. dark counts, stray light, Raman scattering induced by other signals propagating through the same fiber) are totally uncorrelated with the real signals. This means that typically most of the noise is registered by the detectors at random times. Thus, it can be filtered out by defining narrow detection windows centered at the expected arrival times of the signal photons to the detection systems, and accepting only measurement results obtained inside those windows. This procedure, called temporal filtering, can be seen as one of the most effective ways to reduce the noise plaguing the realistic implementations of quantum protocols [25] .
Unfortunately, the duration time of a single detection window cannot be made infinitely small. The most basic limitation for this quantity stems from the detector timing jitter, which is non-zero for all types of realistic devices. However, if the wavelength of photons emitted from a given source is characterized by a probability distribution function and the channel utilized for their transmission to the measurement system is dispersive, it may happen that the temporal width of those photons at their arrival to the detector would be much larger than the jitter. The temporal broadening effect, described above, would then force the experimenter to define longer detection windows for the measurement system, because otherwise considerable amount of real signals would have been lost. In consequence, it is the major factor limiting the effectiveness of the temporal filtering method for long-distance QC schemes with SPDC sources.
Taking into account the above consideration, it is now clear that the minimization of the temporal width of the emitted photons after their propagation through telecommunication fibers is very important. However, to the best of our knowledge such a general optimization has not yet been done. Only recently it was shown that changing the properties of pairs of photons can indeed significantly influence the performance of quantum protocols [26] [27] [28] . In Ref. [28] preliminary optimization of SPDC source for a specific setup configuration was also performed.
In this manuscript we generalize the optimization of photon pairs characteristics for an arbitrary QC scheme. We also investigate the influence of non-zero timing jitter of realistic detectors on the obtained results and discuss whether the theoretically optimal values can be implemented in practice. Finally, we estimate the advantage stemming from the optimization of SPDC source on the maximal security distance of a basic quantum key distribution scheme. Our paper is organized as follows. First, in Sec. II, we derive analytical formulas for temporal widths of a heralded and non-heralded photon emitted from SPDC source and propagated through dispersive medium. The general optimization of the source parameters, minimizing those widths, is done in Sec. II A. Next, in Sec. II B we examine the counterintuitive effect of the reduction of temporal width of a SPDC photon by adding dispersion to the quantum channel through which the other photon from the pair travels. We show that such an effect can be seen not only when the photon pair emission time is not known, as previously suggested in [27] , but also in more general case. In Sec. II C we investigate the influence of non-zero detection timing jitter on the measured temporal width of SPDC photons. The achievability of the theoretically optimal setup parameters for realistic SPDC sources is considered in Sec. II D. In this part of our manuscript we derive the formula for the effective phase-matching function width for a source based on BBO crystal, cut for type I SPDC process generating a pair of 1550 nm photons. We then calculate this parameter for different lengths and orientations of the crystal and compare the results with the optimal value of the effective phase-matching function width derived from our source optimization strategy. Finally, in Sec. III, we apply this strategy to a basic quantum key distribution (QKD) scheme. We demonstrate that full optimization of a SPDC source can be used to increase the maximal security distance of such scheme by as much as 50%, which corresponds to several tens of kilometers for each arm of the setup. The paper is summarized in Sec. IV.
II. TEMPORAL WIDTHS OF SPDC PHOTONS
We consider SPDC source of photon pairs based on a nonlinear crystal parametrized by the effective phasematching function width σ, pumped by laser pulses of temporal width τ p . The former one of these two quantities is a convenient single parameter describing the crystal, which depends on its length, optical axis orientation and the directions of propagation of the pump and output photons [23] . The spectral wavefunction of the pairs of photons produced by such a source can be written in the following form [24, 29] :
where ν A , ν B are frequency detunings from the respective central frequencies and N is the normalization constant. We assume that the pairs of photons generated inside the crystal are subsequently transfered to singlephoton detectors through quantum channels of length L A and L B , characterized by the group velocity dispersion (GVD) equal to 2β A and 2β B , respectively. This scheme is illustrated in Fig.1 . In this manuscript we use the notation D X ≡ β X L X (for X = A, B) to simplify the subsequent mathematical expressions. To calculate the temporal wavefunction of the pair of SPDC photons after their propagation through the dispersive media we utilize the following formula [26] :
where
is the single-photon propagator and ψ (t A , t B ) denotes the temporal wavefunction of the photons before their propagation. This wavefunction can be obtained from φ(ν A , ν B ), given by the expression (1), through Fourier transform.
Throughout this work we assume that the information on the time moments at which the source sends pump pulses to the crystal in order to generate subsequent pairs of photons is distributed to the experimenter. Without any loss of generality we focus on calculating the temporal width of the photon entering the detector A (photon A) in Fig. 1 . If an experimenter knows nothing about the detection time of the other photon (photon B), the probability distribution function for the detection time of photon A can be calculated as the marginal distribution
In this case the temporal width of photon A reads:
On the other hand, if the detection time of photon B is known to be T B , the probability distribution function for the detection time of photon A takes the form of
Its temporal width is then given by:
The temporal width of photon B in the non-heralded and heralded case can be obtained immediately from the expressions (5) and (7), respectively, by switching D A to D B and vice versa.
As was already written in Sec. I, in the context of QC applications it is generally desirable for the temporal functions of SPDC photons to be as narrow as possible in order to allow for effective temporal filtering of various types of noise. Therefore, a natural question is: what are the optimal values of the source parameters, τ p and σ, for which the temporal widths of SPDC photons, calculated above, are the lowest?
A. Optimization of temporal widths
In practice it is typically much easier to calibrate the temporal width of pump laser pulses than to modify the effective phase-matching function for the nonlinear crystal, since the latter usually requires replacing the crystal itself. Therefore, let us first consider the situation in which the experimenter can only change the pump laser utilized by the SPDC source, while the crystal is fixed. In this case τ A reaches its lowest value, equal to
for τ p = 2|D A |, as has been already shown in Ref. [28] . Since τ A dos not depend on D B , the above result is identical for the symmetric and asymmetric setup configurations. In the symmetric case also τ Ah reaches its minimum for τ p = 2|D A |, which reads:
However, the optimization of τ Ah over τ p for the asymmetric setup configuration is much more complicated. In this case the function τ Ah (τ p ) does not always have a global minimum and the conditions for its existence heavily depend on the relationship between D A , D B and σ. While these conditions are very complex in the general scenario, they can be considerably simplified if we assume that D A and D B have the same sign, which is certainly a justified assumption in realistic situations. To write them explicitly we first introduce the following notation:
(11) For the typical QC scheme, in which single-mode fibers (SMFs) are used, it is always D A , D B < 0. In this case the right-hand side of the expression (7) reaches its minimum for
in the three following cases: (1) when 10.
and one of the inequelities σ < ζ −1,+1 or ζ −1,−1 < σ is true. If none of the above sets of conditions is fulfilled, then the function
it is monotonically increasing, meaning that the lowest temporal width of photon A is reached for τ p → 0. On the other hand if (4
always decreases when τ p grows. Therefore, in this situation the lowest temporal width of photon A is reached for τ p → ∞.
The examples of how the function τ Ah (τ p ) depends on different values of σ in the cases of symmetric and highly asymmetric setup configurations can be seen in Fig. 2 . The plots were made with the assumption that β A = β B = −1.15 × 10 −26 s 2 /m, corresponding to typical fiber (SMF28e+), which is the most common type of communication channels used in practical QC schemes. This assumption was also used for drawing all of the other figures shown in this manuscript. As can be seen in Fig. 2 (a) in symmetric case the function τ Ah (τ p ) has a welldefined minimum for any σ. Its value depends on the effective phase-matching function width relatively weekly, while the value of τ p for which this minimum is reached is totally independent of σ. The situation is much different in the highly asymmetric case illustrated in panel (b). Here both the optimal value of τ p and the minimal value of τ Ah significantly depend on the effective phasematching function width. Moreover, for σ = 100 GHz (corresponding to 0.13 nm at 1550 nm in terms of wavelength) none of the conditions for the existence of the global minimum of τ Ah is fulfilled. In this situation τ Ah (τ p ) is monotonically increasing function (see the orange dot-dashed line). It can also be seen that in the asymmetric scenario the comparison between the functions of τ Ah (τ p ) plotted for different σ heavily depends on τ p . For example, while for very short pump pulses the value of τ Ah calculated for σ = 1 THz is much smaller than for σ = 10 GHz, it is the opposite for large τ p . The situation like this cannot be seen in the symmetric case. Similar analysis to the one presented above can be performed for D A , D B > 0. This condition represents e.g. the scenario in which an experimenter utilizes dispersion compensating fibers (DCFs) instead of typical SMFs. In this case a global minimum exists for the function τ Ah (τ p ) in the three following situations: (1) when (4
and at the same time σ < ζ +1,−1 or ζ +1,+1 < σ is true, (3) when (4 √ 2 + 5)D A ≤ D B and at the same time σ < ξ −1,+1 or ξ −1,−1 < σ is true. In all of these cases the optimal value of τ p equals
Contrary to the scenario when the nonlinear crystal is fixed, full optimization of a SPDC source over the parameters τ p and σ cannot be done analytically in the general case. Nevertheless, it can be performed for the symmetric setup configuration, when D A = D B ≡ D. This task has already been done in our previous paper, [26] , where it was shown that in the symmetric case the optimal values of the SPDC source parameters are τ sym p = 2|D| and σ sym = 2/|D|. For those numbers the function τ Ah reaches its absolute minimum, equal to τ sym Ah = 2|D|. In the symmetric case τ Ah exhibits high symmetry both as a function of τ p and σ. It can be seen in Fig. 3(a) , where the temporal width of the photon A is plotted for L A = L B = 1 km. For comparison, in Fig. 3(b) we plot τ Ah for the highly asymmetric case of L A = 1 km and L B = 100 km.
B. Dependence on the length of the heralding arm
In the case of asymmetric QC scheme it is possible to reduce the temporal width of SPDC photons propagated through one of its arms by introducing a proper amount of dispersion to the other arm (e.g. by adjusting its length). This can have a positive effect on the performance of QC protocols in some setup configurations, as was already shown in Ref. [27] in the context of asymmetric QKD scenario. However, the framework used in Ref. [27] was based on the analysis of spectral correlation and generated photon widths. It gave a general insight into the physical mechanisms yielding the optimal performance of the QC scheme, but must be reformulated to be directly related to the typical experimental scenario. Here we accomplish this goal using the parameters σ and τ p .
In Fig. 4 it can be seen how the temporal width τ Ah , optimized over the duration time of the pump laser pulses, changes with different values of L B and σ. It is interesting to note that if the effective phase-matching function width is significantly larger than its optimal value, σ opt , extending the length of the heralding arm always leads to the reduction of τ Ah . However, this effect is more prominent for smaller distances, while for L B → ∞ the temporal width of the heralded photon asymptotically decreases to a fixed value. On the other hand, when σ < σ opt , extending the heralding arm has the opposite effect on τ Ah to the one described above.
Relating the above consideration to the analysis performed in Ref. [27] one can conclude that for σ > σ opt the maximal security distance in one arm of the asymmetric . For other combinations of LB and σ the optimal value of τp is given by the formula (12) . The spacing between the neighboring contours becomes smaller than 0.2 for log 10 τ Ah < −11.2 in order to better illustrate how this function behaves near its minimum.
QKD scheme can be extended by introducing more dispersion to the other arm. This conclusion is similar to the one stated in Ref. [27] . However, as we have already mentioned before, in this work we assume that the information on the time moments at which the source sends pump pulses to the crystal is known to Alice and Bob. Therefore, the aforementioned security improvement can be seen even when the global time reference is distributed to the legitimate participants of the QKD protocol, contrary to the results of Ref. [27] . Consequently, it can potentially have much broader practical application. As indicated above, the values of τ Ah illustrated in Fig.4 are optimized over the temporal width of pump laser pulses. The regions of (L B , σ) for which the optimal values of τ p are reached for τ p → ∞ and for τ p → 0 correspond to the overshadowed areas near the left and right edges of Fig.4 , respectively. On the other hand the region of (L B , σ) for which the optimal values of τ p are given by the formula (12) is not overshadowed. This picture shows that the conditions for the function τ Ah (τ p ) to have a global minimum, derived in Sec. II A, are always fulfilled when the channel parameters, D A and D B are of the same order of magnitude. Only for highly asymmetric schemes this function can be minimized asymptotically for τ p → ∞ or τ p → 0.
C. Detector timing jitter
It can be seen in Fig.2-Fig.4 that if the SMF connecting the source with the detector A is of the order of 1 km, the temporal width τ Ah can be reduced even below the level of 10 ps. This value is comparable with the timing jitter of the best currently existing single-photon detectors [30] [31] [32] [33] . Therefore, in this subsection we carefully analyze the influence of non-zero timing jitter on the presented method.
Non-zero timing jitter generally means that the detection time of photon A, t A , is different from the time of its arrival at the measurement system, t 0 A . The difference between these two quantities can be described by the probability distribution function of the Gaussian form
where τ JA is the value of the jitter and M A is the normalization constant. Then, the probability distribution for the detection time of this photon in the case when the detection time of photon B is unknown can be calculated as
where the function p A (t 0 A ) is given by the formula (4). It is straightforward to check that the standard deviation of π A (t A ) is equal to
The above formula gives the temporal width of the nonheralded photon A for the case of non-zero jitter. While the value of τ J A depends only on the timing jitter of the detector A, the analogous temporal width of photon A found in the heralded case, τ J Ah , would obviously be influenced also by the timing jitter of the other detector, τ JB . In order to calculate it one has to take the joint probability formula for the detection of photon A at the time t A and the detection of photon B at the time t B , which can be derived from (2) as
2 , and modify it to the following form:
where t 0 B is the arrival time of photon B to the heralding detector. The probability distribution of the detection time of photon A, conditioned on the detection of photon B at the time T B , is then given by
The standard deviation of the resulting function is
where τ Ah is the temporal width of the photon A calculated for zero jitter case and
In order to estimate the range of fiber lengths for which the detection jitter can have significant influence on the temporal widths of SPDC photons we consider the situation in which these widths would be the smallest in the zero-jitter case. Therefore, in Fig. 5 we compare the temporal widths of the heralded photon A, τ J Ah , optimized over the source parameters, σ and τ p , calculated as a function of the propagation distance for a few different values of τ JA and τ JB . The plots are made for the symmetric QC scheme. As one can see there, if L A and L B are shorter than a few kilometers, the jitter significantly influences τ J Ah even if it is much smaller than in the case of the state-of-the-art single-photon detectors. Therefore, to exploit the full potential of the optimization method presented in this paper further development of photon detection technology will be needed. At present, however, it is certainly possible to make the influence of detection jitter negligible if the propagation distance is of the order of tens of kilometers or more. To conclude, the results of our investigation, presented in Fig. 5 , indicate that if the experimenter wants to fully optimize the short-distance QC scheme, the detection jitter of realistic single-photon detectors can become one of the most important factors. On the other hand, for long-distance communication schemes the jitter can be safely neglected.
D. Realistic effective phase-matching function width
In principle, in the case of any specific QC setup configuration, the optimization of a SPDC source according to the rules presented in Sec. II A allows the experimenter to easily find the most favourable values of a pump laser pulse duration and an effective phase-matching function width. However, one may wonder if these theoretically optimal values would be achievable for realistic SPDC sources. It is much easier to answer this question in the context of the pump laser pulse duration, owing to the variety of commercially available lasers, ranging from the CW to femtosecond ones. According to the results of Sec. II A, the optimal value of τ p generally grows with the propagation distance and already for L A = L B = 1 m it is approximately equal to 150 fs. Therefore, one can safely say that the theoretically optimal pump laser pulse duration should be achievable for basically every realistic QC scheme.
Performing similar analysis in the context of effective phase-matching function width associated with different kinds of nonlinear crystals is much more complexed. The value of σ depends not only on the type of nonlinear material, but also on several other parameters such as the crystal length or its optical axis orientation [24] . However, in order to get some intuition in this matter, we analyzed here a specific case of BBO crystal cut for degenerate type I SPDC process, in which 775 nm pump photons are converted to pairs of 1550 nm photons. In this situation the value of σ can be derived by utilizing the formula (2) from Ref. [24] . The specific parameters of BBO crystal, needed for this calculation, can be found in Ref. [34] . The results of our investigation are presented in QC setup configuration using SMFs of length L = 1 km and L = 100 km were marked in this figure for comparison.
The most important conclusion that can be drawn from Fig. 6 is that for the example source based on BBO crystal analyzed here the theoretically optimal values of the effective phase-matching function width can be very difficult to obtain in most practical situations. This goal seems to be especially hard to achieve for the case of collinear source configuration, i.e. when α = 0, which is often the most convenient one in practice. In this situation, even when using exceptionally long BBO crystals, one may hope to obtain σ opt width only for short-distance QC schemes. In principle, smaller widths of the effective phase-mathcing function can be get when the values of W f are sufficiently large and the BBO crystal is cut to emit pairs of photons at broad angle from the direction of propagation of the pump laser pulses. However, this kind of SPDC source would be significantly more difficult to construct. Moreover, its pair production efficiency and heralding efficiency would most likely be much smaller than for the case of collinear configuration. This would negatively affect the performance of many QC protocols [23] .
III. AN EXAMPLE OF APPLICATION: QUANTUM KEY DISTRIBUTION
To show the potential to improve the performance of QC schemes by optimizing the SPDC source of photon pairs according to the guidance presented in Sec. II A we considered a typical setup configuration for the realization of BB84 protocol in the entanglement-based variant, illustrated in Fig. 7 . When calculating the lower bound for the key generation rate that can be obtained from this scheme we assumed that the quantum channels are characterized by the attenuation coefficient α A = α B = 0.2 dB/km, which is typical value for 1550 nm photons propagating in SMFs. Furthermore, to simplify the calculations we considered the situation in which the dark counts are the only source of errors in the raw key. Since narrowing the detection windows reduces all the possible errors that are uncorrelated with the real signals in exactly the same way, adding such errors to the model can be easily made just by appropriate increase of the values of d A and d B . On the other hand, the errors that are connected to the real signals, such as the polarization rotation, would only slightly change the obtained results and not in qualitative way. We also assumed that the SPDC source is perfect, always emitting a single pair of photons when the pump pulse propagates through the crystal. More details of the security analysis can be found in the Appendix.
A. Symmetric configuration
The potential of the presented method for the optimization of a SPDC source for its use in QC applications can be seen in Fig. 8 , where we plotted the lower bound for the key generation rate that can be obtained from the realization of BB84 protocol in the symmetric version of the setup configuration schematically illustrated in Fig. 7 . We analyse the cases of (i) non-optimized source with typical value of the effective phase-matching function width and relatively short pump laser pulses, (ii) the source with the same σ, but optimized over the value of τ p and (iii) the fully optimized SPDC source. It can be seen in Fig. 8 that in principle by fully optimizing the source the maximal security distance for the analyzed scheme can be extended by almost one hundred kilometers, which is around 50%, for each of the two existing quantum channels.
Moreover, even partial optimization of the source, just over the pump laser pulse duration, can provide the legitimate participants of the BB84 protocol with about 35−40% of additional security distance for each quantum channel. This result can be seen as especially important in the context of our consideration presented in Sec. II D, which call into question the possibility to fully optimize SPDC sources for long-distance QC in practice. Here we show that even if this task indeed turns out to be impossible, the security of QC schemes can still be significantly improved just by proper optimization of the pump laser. It is also important to notice, that the results plotted in Fig. 8 do not change considerably if we assume that Alice and Bob use single-photon detectors characterized by detection timing jitter of τ JA = τ JB = 100 ps, which is well above the best achievable value for the modern measurement devices [30] [31] [32] . In this situation the maximal security distance is shortened only by a few kilometers comparing to the case with ideal single-photon detectors. This result is consistent with the analysis presented in Sec. II C, where it was shown that for very long distances between the SPDC source and the measurement systems only relatively high jitter can significantly influence the temporal width of photons entering the detectors.
B. Asymmetric configuration
The results shown in Fig. 8 were obtained for the security analysis of the symmetric version of the QKD setup. In Fig. 9 we present the results concerning more general situation, in which the two SMFs connecting the SPDC source with Alice and Bob are not of the same length. In this part of our work we specifically focus on checking how changing the length of Bob's fiber can influence the maximal security distance between the source and Alice. This investigation is motivated by the possibility of decreasing the temporal width of the heralded SPDC photon by extending the distance between the source and the heralding detector, discussed in Sec. II B. While such possibility is available only when σ > σ opt (see Fig. 4  (a) ), the results of Sec. II D strongly suggests that this requirement can be fulfilled in most practical situations. As can be seen in Fig. 9 , the maximal security distance between the source and Alice can be increased by several tens of kilometers just by optimizing the value of L B for any given L A , instead of fixing it on some short level. As it has already been indicated in Sec. II B, this method works in the situation when both Alice and Bob are provided with the global time reference distributed by the source, which is considerably more practical as compared to Ref. [27] .
The method for improving the QKD security presented in this paper is based on the reduction of the amount of noise registered by single-photon detectors during the protocol. Therefore, its effectiveness would be significantly smaller if the decrease of the key generation rate to zero at the maximal security distance was mainly caused by some other factors than the reduction of signalto-noise ratio below the critical level. Specifically, in more realistic situation than the one considered in this manuscript the QKD security limit could be higly dependent on the probability for producing more than one pair of photons by the utilized SPDC source. However, this probability can be currently made very low [9] [10] [11] . Moreover, the damaging influence of the multipair generation events on QKD security can be efficiently reduced by using decoy-pulse method [35] [36] [37] , which gretly limits the possibility to attack multiphoton pulses by a potential eavesdropper. Therefore, the noise registered by the measurement systems during the key generation procedure appears to be much bigger obstacle for long-distance QC than the aforementioned imperfection of photon pair sources.
IV. SUMMARY AND OUTLOOK
In this work we performed theoretical optimization of SPDC photon pairs for QC schemes with two dispersive quantum channels of arbitrary lengths. It was done over the pump laser pulse duration and the effective phasematching function width of nonlinear crystal. We derived an analytical formula for the best setting of the pump laser for a given crystal in the most general case. Moreover, we performed full numerical optimization of a SPDC source, demonstrating the possibility to further refine the performance of quantum protocols. We also showed that the temporal width of a SPDC photon can be minimized in one of two possible ways, depending on the exact value of the effective phase-matching function width: either by increasing the dispersion in the quantum channel, e.g. by extending the length of the telecommunication fiber, or by decreasing it. The first (second) of these possibilities is available when the effective phasematching function width is larger (smaller) than its optimal value.
To compare theoretical predictions of our work with capabilities of realistic SPDC sources we investigated the source based on BBO crystal, designed for type I SPDC process generating pairs of 1550 nm photons. For such source we performed analytical estimation of the effective phase-matching function width. It should be noted here that precise calculation of this parameter can be done only numerically and is beyond the scope of this analysis. The obtained results suggests that for most QC schemes the achievable value of the effective phasematching function width would be significantly larger than the theoretically optimal one. While in some situations the optimal value could be achieved, it would often require relatively large angles between the pump laser pulse direction and the propagation directions of the generated photons. However, such setup configuration would negatively affect the efficiency of SPDC source.
The above consideration raises the question in what situations it would be more beneficial to abandon the full optimization of the SPDC source based on BBO crystal and use the collinear configuration to produce pairs of photons, and when it would be better to push for the full optimization at the expense of efficiency of the source. Further analysis of this problem would be required to reliably answer such question. Moreover, similar investigation performed for other types of nonlinear crystals would be necessary to get the full view on the issue of optimizing SPDC sources for QC applications in practice.
To demonstrate the potential for improving the performance of QC protocols by optimizing SPDC source, we considered both symmetric and asymmetric QKD schemes. For the symmetric setup configuration the maximal secure communication distance can be increased by several tens of kilometers. The improvement may even reach 50% if only the theoretically optimal value of the effective phase-matching function width is attainable. However, even by properly optimizing only the pump laser it can be possible to increase the maximal security distance by more than 30%. Moreover, we showed that in realistic cases detection timing jitter reduces the maximal security distance by no more than a few kilometers.
Most of the recent record-breaking long-distance realizations of QKD protocols reported in the literature have been implemented using weak coherent pulses and decoy-pulse method [38] [39] [40] [41] . However, many papers suggest that heralded single-photon sources could potentially be better for this task [42] [43] [44] [45] [46] . This notion can be supported by taking into account the recent advances in the field of heralding efficiency of the SPDC sources [12] [13] [14] [15] . However, a serious obstacle for using those devices in fiber-based long-distance communication is the strong temporal broadening of the generated signals. The SPDC source optimization method presented here allows to overcome this important problem.
Since in our work we considered dark counts as the only source of noise, one can expect that this method can provide even better results in more realistic cases. It seems to be especially promising for the QKD performed in commercial fibers populated by strong classical signals, where the level of channel noise caused by those signals is typically very high [47] . Our results can be particularly useful in the case of asymmetric QKD scheme in which the distance between one of the parties and the source is relatively small and the goal is to maximally extend the security length of the quantum channel connecting the source with the other party. A good example of such scenario can be found when considering a communication between a single individual user and a distant node in a multilevel quntum network with several access networks connected to the central backbone [48, 49] . Then, the maximal security distance between two separate access networks could be substantially increased by introducing more dispersion to the quantum channels connecting the individual users with their respective central nodes, as we also demonstrated in this work the duration time of the detection windows choosen by them).
The probability p exp for the scheme illustrated in Fig ). The probabilities for a dark count to be registered by Alice or Bob in a particular detection window, denoted by P Ah and P Bh respectively, can be calculated by inserting the expression (7), and the analogous expression for the temporal width of the heralded photon B, into the formula (A.3). On the other hand, in order to obtain P A one should use the equation (5) instead of (7). This probability, appearing only in the last term on the right-hand side of Eq. (A.5), is needed to properly account for the case when neither of the signal photons is detected by the measurement systems of Alice and Bob. In this situation one of the dark counts registered by them has to be treated as a "heralding" click, while the other one is "heralded" by it (obviously, the exact choice does not matter here, as can be confirmed by checking that τ A τ Bh ≡ τ B τ Ah ). On the other hand, the second and third terms on the righthand side of Eq.(A.5) correspond to the case when only one of the two photons produced by the source causes a click in one of the measurement systems, but the event is still accepted for the key generation process due to a dark count registered in the other detection system in the appropriately narrowed time window. Finally, the first term on the right-hand side of Eq.(A.5) accounts for the desired situation in which both SPDC photons from a given pair are detected by Alice's and Bob's measurement systems.
In the case of the simplified QKD scheme considered in our work an error in the raw key can be generated only if at least one of the signal photons from a given SPDC pair is lost, but the event is still accepted for key generation. Since dark counts occur in the detectors of Alice and Bob totally randomly, in all of such situations the error probability is 50%. Therefore, QBER can be calculated using the expression
Inserting (A.5) and (A.5) into the formula (A.1) allows to obtain the desired equation for the key generation rate. As a side note it is worth mentioning here that from the expressions derived in this appendix one can easily obtain the formulas needed for the security analysis of a more popular type of QKD schemes called prepare-andmeasure. It can be done just by assuming T A η(ξ A ) = 1. One can also consider a situation in which Alice and Bob use SPDC source, but place it inside Alice's laboratory. In this case there may be some losses of photons travelling to Alice's detection system and also some detection noise, which Eve cannot exploit due to the lack of access. If this is the case, one should utilize modified version of the lower bound for the key generation rate, given by 6) where Q E quantifies the ratio of errors which can be exploited by Eve. The relationship between Q and Q E would then be as follows:
