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最近、外部の者により企業のホームページが不正アクセスにより改ざんされたり、企業
の内部情報や顧客情報が流出したりする事件が相次いで発生している。特に、昨年からは
「ガンブラー」と呼ばれる新たな攻撃手法による被害が多発している。これは、改ざんさ
れた企業や個人の Web サイトを閲覧した利用者のパソコンが全く関係のない別のサイトに
誘導されて、ウィルスなどの不正プログラムを埋め込まれてしまうものである。また、こ
うした事件や被害は企業や個人が中心であったが、最近では自治体や大学などにも拡大し
てきている。このような不正アクセス禁止法違反の検挙件数は、2008 年は 2004 年の約 12
倍に増大したことが報じられている。また、日本ネットワークセキュリティ協会（JNSA）
によれば、2008 年に漏洩した個人情報の件数は 1,373 件（人数で 723 万人強）と過去最多
となっている。 
このように不正アクセスや情報漏洩に関する犯罪が増加する中、情報セキュリティの重
要性がますます高まってきている。特に、社会全体が情報化、ネットワーク化への依存が
高まるにつれ、情報セキュリティを具体的に進めるための「情報リスク」を正しく把握し
て、その対策を迅速に行っていくことが求められている。「情報リスク」には、事故や障害
のような偶発的なものと、人為的な故意によるものがある。例えば、人為的な「情報リス
ク」には、ウィルス感染、メール爆弾、迷惑メール、不正アクセス、情報漏洩、ホームペ
ージ改ざんなどが挙げられる。こうした「情報リスク」は、意図を持って故意に行われる
ため、その対策自体も更に高度なものが求められるようになってきている。特に、これか
らのネットワーク社会において、インターネットに接続されている全ての組織・機関や個
人にとって、こうした人為的な「情報リスク」は大きな脅威となりうる。 
 本校のような教育研究機関も決して例外ではなく、絶えずこうした脅威にさらされてい
ると認識すべきであり、これまでも様々な対策が講じられてきている。今後とも、本校の
情報インフラが学生や教職員にとって安全で快適に利用できるように、センターのスタッ
フ一同心掛けていきたい。 
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