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Ⅰ はじめに
 本稿は、わが国における高度情報通信ネットワーク社会の形成に向けて、現在に至るま
での社会状況の変化、政策の動向、インターネットの「負の側面」の発生などについて俯
瞰した上で、インターネット上の表現行為による権利や利益の侵害問題を一例として引き
合いに出して、インターネットの特徴を踏まえた法的規制や将来の課題について検討する
ものである。この検討は、第  に、政策のこれまでの展開を把握し将来に向けてどのよう
な社会の実現が図られようとしているのか、正確に理解しておく必要があること、第 に、
そのような政策展開において生じる「負の側面」に対してどのように対応するのか、とく
に法的規制はどうあればよいのかという点、この つの問題意識に基づく。

Ⅱ 日本における高度情報通信ネットワーク社会の形成に向けた政策の展開
１ 序
 この章では、わが国における高度情報通信ネットワーク社会の形成や発展に向けて行わ
れてきている従来の政府の取組み及びその現状について概観しておきたい。過去と現状を
理解しておくことは、現在の問題点を把握する上で不可欠だからである。
 ところで、現在のわが国は、誰もがブロードバンド回線によるインターネットの利用が
可能となり、多様なインターネットサービスも存在し各人の趣向に応じて選択が可能であ
る。また、それらを支える電子機器等のハード面、アプリケーションなどのソフト面も充
実し、情報技術（,7 ,QIRUPDWLRQ7HFKQRORJ\）又は情報通信技術（,&7 ,QIRUPDWLRQDQG
&RPPXQLFDWLRQ7HFKQRORJ\）の発展による社会生活での便利さなどを得ることができてい
る。これは情報通信ネットワーク社会の現状の一端を示すものであるかもしれないが、し
かし、わが国の現政府は、現在及び将来において、現技術のさらなる発達、新技術の創造、
そして、それらの利活用を通じて、「世界最高水準の高度な情報通信ネットワーク社会の実
現」を目標としている。$,（人口知能）や ,R7（,QWHUQHWRI7KLQJV物のインターネット）
を用いたデータ利活用などへの取組みは現在を見据えての新時代への対応の一例である。
 いわゆる情報社会の分野では、技術開発が先行しそれによる社会変化に対して法や政策
はどのように対応すべきか問われることが多い。もちろん、法や政策によってそのような
技術の開発や利用を促進することも行われてきた。このように考えると、高度情報通信ネ
ットワーク社会の形成に向けた従来の取組み及びその現状を概観するに際しては、まずは、
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わが国における ,7の展開と社会変化の経緯について一瞥しておくのが便宜であろう。

２ わが国における ,7の展開と社会変化の経緯
 周知のとおり、わが国の ,7社会への対応は世界諸国に比して立ち遅れたとされる。政府
が本格的に取り組む必要性を表明したのは  年代に入ってからといってよい。その後、
本章３で述べる法や政策による対応が図られるのだが、それはともかく、わが国の ,7の発
展に関わる社会経済生活上の重要な変化を時系列順に整理すれば、①通信の自由化、②イ
ンターネット及びネット利用可能型携帯電話の急速な普及、③光ファイバー回線の整備、
④スマートフォン（以下、スマホという）の台頭、という つを挙げることができよう。
 ①通信の自由化は、通信事業全体への民間活力の導入をはかる必要性があるとして電電
公社を民営化し、 年に「日本電信電話株式会社法（いわゆる 177法）」案及び関連法案
が国会で成立し、 年から同法が施行され、177 が設立された。 年は通信自由化元
年と呼ばれる。また、公衆電気通信法を廃止して電気通信事業法も施行され、177の回線網
を利用する態様ではあるが通信市場に新たな事業者が参入し、事業者間の競争により料金
の低廉化やサービスの多様化が図られることになった。そして、 年代には、ファクシ
ミリや電話通信が可能な小型軽量の携帯電話も普及しはじめ、パソコン通信も行われるよ
うになった。
 ②わが国におけるインターネットの利用が身近になったのは、 年代半ばくらいで、
最初は電話回線を、その後は、,6'1 回線を利用したダイヤルアップ接続が主体であった。
同時期、政府は、インターネット回線のブロードバンド化のための基盤整備を急ぐことを
政策目標として掲げ、&$79 によるインターネットや '6/（デジタル加入者回線：'LJLWDO
6XEVFULEHU/LQH、その１つの方式として $'6/ がある）も登場して普及しはじめ、 年
頃には、インターネット環境の整備に伴い、インターネットへの接続を媒介する業者（,63：
,QWHUQHW6HYLFH3URYLGHU、経由プロバイダ）も多数参入するに至っている。他方、177の
移動体通信業務を行うために 年に設立された 177ドコモが、携帯電話によるネット接
続が可能なサービス「Lモード」を 年より提供しはじめた。このいわゆる第三世代（*）
携帯電話の登場により、他の携帯電話会社も同様のサービスを提供したことから、この移
動端末によるインターネット利用者が急増し、インターネット接続サービスの主流となっ
た。年半ばから 年頃までは、インターネットがブロードバンド回線サービスによ
り急速な成長を遂げるとともに、携帯電話が、音声だけでなく、インターネット接続にお
いても中心的な存在となった  年であり、通信に関わるサービスやインフラが大きく変わ
った  年といえよう。インターネットと * 携帯電話の普及は、情報通信分野に大きな変
革をもたらし、これに伴い社会経済も変化した。大きな転換点となった時期である。わが
国のおける「,7 革命」といってよいであろう。
 ③政府は、インターネット回線のブロードバンド化を推進するために、光ファイバーを
全国に整備することを目標に掲げ、年より、光ファイバーを活用した )77+（)LEHU7R
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WKH+RPH）サービスが一般利用者向けに開始された。その後、光ファイバー回線の利用者
が主流となるとともに、携帯電話のネットワークにおいても高速化がはかられるようにな
った。また、上記②から③の時期において、インターネット上に多様なサービス（コンテ
ンツ）が出現し成長を遂げていった。
 ④そして、それをさらに促進したのは、スマホの登場である。 年に $SSOH 社は通信
とコンピュータの融合させた小型携帯端末であるスマートフォン「L3KRQH」を発売し、そ
の手軽さや各種のアプリケーションの活用が可能といった利点から爆発的な売り上げをみ
せ、世界の ,7産業各社も同種の端末を競って開発し発売した。その結果、現在、インター
ネットは、スマホを中心に展開しているといってもよいであろう。

３ わが国における高度情報通信ネットワーク社会の形成に向けた政策の動向
 上記２で見たように、わが国において ,7を中心とする情報社会が萌芽するのは、年
前後である。その背景には、通信の自由化（電電公社の民営化、177設立）による情報通信
事業者間の競争やインターネット回線のブロードバンド化がある。その後、今日に至るま
で、光ファイバーの利用増やスマホの世界的普及がみられる。このようにみると、現在に
おいて、,7 の中心を占めるのはやはりインターネットであるといってよいであろう。
 ところで、わが国におけるインターネットを中心とする ,7の発展に対して、どのような
政策対応が図られてきたのか。
 時系列にしたがい網羅的に説明するよりも、まず、政策を中心に現在に至るまでの対応
の経緯をまとめた上で、その経緯の中で重要な事項に絞って説明を加えるのが便宜であろ
う。
 そこで、これまでの経緯であるが、当初（年～年頃）は、ネットワークインフ
ラの整備を中心に回線のブロードバンド化を推進することを主たる目標に掲げ、その後（又
はインフラ整備と並行して）、情報通信ネットワーク社会の実現を目指したときに発生する
であろう諸課題（個人情報の保護及び法制化、情報セキュリティ対策・プライバシー対策、
電子商取引等の推進のための環境整備、人材育成、情報リテラシーの向上など）について
検討を重ね、そのための立法や政策も実施された。そして、 年頃より、政策視点は、
インフラ整備から ,7 の利活用を重視することへとシフトし、そのための重点分野を柱とし
た政策もいくつか策定された（「H-DSDQⅡ戦略」）。しかし、年、それらの政策のう
ち効果を挙げていないものも多く、国民による ,7の利活用をより促進するための戦略をは
かることが重要であるとの認識が示され（「新たな情報通信技術戦略」）、 年に、幅
広い分野で ,7 が利活用される世界最高水準の高度情報通信ネットワーク社会を実現するた
めの政府戦略（「世界最先端 ,7国家創造宣言」年版）が策定され、現在は、「$,」「,R7」
などの技術の進展を促すとともに、それによるデータの流通や利活用が重要であることが
とくに強調されている（「世界最先端 ,7 国家創造宣言（改訂版）」 年版、「同（全面
改訂版）」年版）。
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 このような経緯の中で重要な事項につき若干敷衍しておこう。まず、国の ,7政策の立ち
上げは、 年、「高度情報通信社会推進本部」（以下、「推進本部」という）が内閣に設
置されたことにはじまる（ちなみに、 年に政権が自民党単独から日本新党等の連立政
権に移り、細川護熙首相の下で上記推進本部が設置された）。そして、年に「高度情報
通信社会に向けた基本方針」を公表し、 年にその改定版として「高度情報通信社会
推進に向けた基本方針」が策定された。後者において示された基本方針の概略すれば、
第  に、高度情報通信社会の実現に向けた課題と対応として、①電子商取引等推進のため
の環境整備、②公共分野の情報化、③情報通信の高度化のための諸制度の見直し、④情報
リテラシーの向上、人材育成、教育の情報化、⑤ネットワークインフラの整備、⑥基礎的・
先端的な研究開発、⑦ハイテク犯罪対策・セキュリティ対策･プライバシー対策、⑧ソフト
ウェアの供給、⑨コンテンツの充実、⑩相互運用性・相互接続性の確保が挙げられ、国際
的なイニシアティブを発揮しつつ、とくに、当面の目標として、電子商取引普及、電子的
な政府の実現、情報リテラシー向上、情報通信インフラ整備の つが掲げられた。その後、
年にしめされた「アクションプラン」において、上記 項目に加えて、「ハイテク犯
罪対策・セキュリティ対策」が重点的取組課題として追加された。
 推進本部が示した当面の  目標は、 年に、推進本部を改組する形で内閣に設置され
た「情報通信技術（,7）戦略本部」（「,7 戦略本部」、自民党・公明党・保守党政権）の
下でも基本的な点は引き継がれ、同戦略本部による「,7基本戦略（年）」や「H-DSDQ
戦略（ 年）」でもほぼ同様の内容である。
  年に「高度情報通信ネットワーク社会形成基本法」（いわゆる「,7 基本法」）が
同年  月成立し、翌年  月施行された。,7 基本法では「高度情報通信ネットワーク社会」
とは、「インターネットその他の高度情報通信ネットワークを通じて自由かつ安全に多様な
情報又は知識を世界的規模で入手し、共有し、又は発信することにより、あらゆる分野に
おける創造的かつ活力ある発展が可能となる社会」（同法 条）をいうと定義され、基本理
念を示すとともに、国や地方公共団体が果たすべき責務、基本計画の策定、それを具体的
に実施する重点計画の策定などを義務づけた。その後の国の政策や戦略もこの ,7基本法の
基本理念の実現を果たすべく策定されていった。
 そして、年に示された基本方針「H-DSDQⅡ戦略」において、従来の重点 項目分
野の推進に加え、,7 の利活用を重視すること、それによって産業を活性化したり新たな産
業分野を創りだすことが重要であるとして、先導的な  分野（医療、食、生活、中小企業
金融など）での ,7利活用の促進を目標として掲げた。ここで、これまでの重点 分野での
,7推進と、,7利活用の促進という大きく つの方針がとられたといってよい。
 その後、 年までの間に、これらの政策を促進させるための重点計画や工程表などが
策定されたのだが、日本が世界の ,7 分野を主導できるような状況にはなかなか至らず、
年、政権が民主党等に移行したのを期に、「L-DSDQ戦略 」が策定された。これは
 年までに解決すべき課題やそのための方針を示したものであり、デジタル技術により
24
  
豊かさを実感でき、経済社会においてその技術や情報が新たな活力を生み出すことをビジ
ョンとして、３つの重点分野（電子政府・電子自治体、医療・健康、教育・人材）を柱と
しつつ、産業地域の活性化及び新産業の育成並びにデジタル基盤の整備を推進することを
意図した政策を打ち出した。
 しかしながら、政府のこれまでの取組みが効果を挙げていない点も多々あったことから、
政府主導から国民主導の社会に転換する上でも、情報公開による透明性の向上が重要であ
り、そのために情報通信技術が果たす役割が大きいとの認識の下、過去の ,7戦略の延長戦
上にあるのではなく、あらたな国民主権の社会を確立するために非連続な飛躍を支える重
点戦略を展開するべきであるとして、上記「L-DSDQ戦略 」が示された翌年の 年
に「新たな情報通信技術戦略」が策定された。
 これは、一言でいえば、縦割り行政による政策の停滞是正や ,7の利用をとくに必要とし
ない国民への ,7 利用の促進などをはかっていくことが重要であるとして、これまでの戦略
を転換することを意図したものといえよう。実際、この認識は、次の自民・公明党政権下
における ,7 政策の見直し・立て直し政策に引き継がれる。
 そして、 年に安部晋三内閣総理大臣が誕生し、年、首相から「情報通信技術（,7）
政策担当大臣は関係大臣と協力して、省エネ社会の実現、遠隔医療の実現、自宅で働ける
環境の整備等幅広い分野で ,7 技術が活用される世界最高水準の ,7 社会を実現するべく、
,7政策の立て直しを検討すること」が ,7戦略本部に指示された。
 この指示を受けて、,7戦略本部は、年、「世界最先端 ,7国家創造宣言」を策定し、
また、,7戦略本部も「,7統合作戦本部」に名称を変更した。さらに、重要なポイントとし
て、同年、「政府 &,2（&KLHI,QIRUPDWLRQ2IILFHU）」（,7総合戦略室）が内閣官房直下
に設置された点を挙げることができよう。設置趣旨として、「政府による ,7 投資（行政情
報システムを含む）は､各府省個別に行われてきた結果､重複や連携不足などによるムダの
発生や利便性の低下といった問題を抱えていた｡そこで､政府全体の ,7 政策を統括する者
（政府 &,2）を設置し､各府省とハイレベルの調整を行えるようにすることで､政府の ,7 投
資におけるムダを省き､国民の利便性を向上させる体制を構築する必要が生じた。そのため、
政府全体の ,7 政策及び電子行政の推進の司令塔として､府省横断的な権限を有する内閣情
報通信政策監を設置した」と説明される。その上で、政府 &,2を ,7総合戦略本部の本部
員に加え､本部長がその事務の一部を政府 &,2 に行わせることができることとした（「,7 基
本法」 年改正）。
 インターネットのインフラ整備は整ったものの、これまで利活用の促進に向けた戦略は
未だに国民や社会全般に浸透しているとはいえないのが実情であった。その要因としては、
①コスト意識・利用者視点の欠如、②情報の連携や利活用を妨げる標準化・互換性の不足、
③縦割り行政、規制の不十分な見直し、④業界団体等の導入主体の特性が挙げられている。
とくに、縦割り行政についてはどのような課題についても取り上げられていたが、,7 分野
においても、たとえば、総務省は、政府による一連の「H-DSDQ」政策を踏まえつつも、
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年から独自に「X-DSDQ」を策定して ,&7の利活用を促進する政策を進めてきた。これは、
「いつでも、どこでも、何でも、誰でも」ネットワークに簡単につながる社会、すなわち、
「ユビキタス社会」の実現を目指そうとする政策である。政策の方向性は政府全体の意向
と一致しているが、ただ、単独の省だけで実現することはなかなか困難であったのではな
いか。
 このように、これまでの ,7 政策を抜本的に見直すとともに、上述した障害要因を排除し、
ひいては世界最高水準の高度情報通信ネットワーク社会の実現をめざすことが目標とされ、
年以降、毎年、前述の「世界最先端 ,7国家創造宣言」が改訂されている。その中にお
いて、注目しておくべき点を列挙しておこう。①いずれも、,7 の利活用を進めることが重
要であるとしている。②とくに、 年版以降は、前述したように、「$,」、「,R7」などの
技術の進展を促すとともに、それによるデータの流通や利活用が重要である点が強調され
ている。③年に提案されたいわゆる「マイナンバー法」が 年に制定された。④
 年版では、,7 利活用に向けた重点的な取組方針として、「国から地方へ、地方から全
国へ」を掲げ、とくに、重点項目として、「国・地方の ,7 化・業務改革の推進」、「安全・
安心なデータ流通と利活用のための環境整備」、「超少子高齢化社会における諸課題の解決」
の 点を挙げている。
 以上、わが国における高度情報通信ネットワーク社会の形成に向けての ,7の発展及び政
策の動向を眺めてきたが、インフラは整ったものの、,7 の利活用に関してはなかなか効を
奏さず、途中、リーマンショック（ 年）による経済の停滞や東日本大震災（ 年）
の影響等もあって、,7 が従来の産業分野において応用されることはあっても、新たな産業
を創造するところまでなかなか至っていないというのが現状であろう。そのような中で政
府が現在注目しているのは、「$,」、「,R7」などの技術の進展とそれによるデータの流通や
データの利活用である。この点は、後述する法的問題に影響を与え得る重要な政策方針と
思われる。

Ⅲ インターネットの特徴
１ インターネットの「負の側面」と法的規制
 さて、これまで見てきたように、現在、わが国においてはインターネット環境整備は一
応整い、多様な電子機器を利用して、インターネット上のサービスを受けることが可能と
なっている。たとえば、不特定多数に向けたサービスとして、ホームページ、匿名掲示板、
動画閲覧共有サイト、616 など、また、特定者間におけるサービスとして、電子メール、ク
ラウドサービスなどである。
 他方、インターネットの普及に伴って、多様な情報の流通が可能となり、情報のやり取
りも容易化し、また、違法・有害な情報への遭遇機会の増大等から、名誉やプライバシー
が侵害されたり、電子商取引で被害を受け財産や社会生活の安全が十分に図られなかった
り、有害情報に対するこどもの保護など、われわれの生活や経済に「マイナス」の効果を
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もたらす事案も多数発生しているは周知のとおりである。今後、通信技術の進歩、サービ
スの多様化、政府による対応の不十分さにより、この「負の側面」は拡大していく可能性
さえあるといってよい。
 インターネットは現在及び将来において重要な ,7であり、その利用を縮小させたり、ま
た、サービスの提供を萎縮するような事態は決して発生させてはならない。そのためには、
上記Ⅱで述べたわが国における高度情報通信ネットワーク社会の実現に向けて採られてい
る方針や具体的政策の実現を図りインターネットの利用を妨げることのないよう、この「負
の側面」をできる限り排除していくことが重要である。そのためには、「負の側面」の性質・
特徴・行為態様・被害状況などを勘案しつつ、どのような対応手段が必要で適切かを見極
めなければならない。たとえば、当事者の話し合いに委ね、それを促すような場を設計し、
当事者による解決をはかるといった手法などが効果的であることもあろう。他方、国家権
力が「負の側面」を強制的に排除しうるような法律を制定すべき場合もありえよう。いず
れにせよ、インターネット上での情報流通を通じて生じる「負の側面」に対する法による
規制は、その規制の仕方如何によっては、有用な方法の１つである。
 次章Ⅳにおいて、「負の側面」に対する法的規律について述べるが、インターネットとい
う情報通信技術を用いているとしても、従来の法律を改正したり、特別法を作らない限り、
原則として、既存の法や解釈を前提とすることになる。ただし、法の解釈や適用に際して、
インターネットの特徴を念頭に置く必要がある。そうでなければ、現に生じている「負の
側面」を排除することは難しいであろう。

２ インターネットの特徴
 そこで、以下では、法的規律を想定したときに理解しておくべきインターネットの特徴
についてまとめておこう。とはいえ、インターネットの特徴をわかりやすく示すのは実は
難しい。ここでは、従来の伝統的なメディア（紙媒体の新聞・雑誌、ラジオ・テレビと
いった映像メディアなど。いわゆる「マスメディア」。以下、「伝統的メディア」と呼ぶ）
との比較から、インターネットの特徴を列挙しておこう。これは、従来の法や解釈論が伝
統的メディアを中心に展開してきたからである。
①インターネットの利用が距離や時間とは無関係に行える（「いつでも、どこでも」を利用
できる）。インターネットに国境はない。どこの国でも閲覧可能である。
②「電子メール」は、郵便と同じく特定者間の通信であるが、即時性においては郵便と比
較にならない。
③デジタルゆえに記録が容易である。他のデジタルデバイスと連携可能（マルチメディア
化）。
④コミュニケーションが「１対１」に限らず、「１対多」、「多対多」でも可能である。
⑤自分の情報を明かさない限り、匿名でコミュニケーションができる。
⑥双方向的である。つまり、だれもが平等に発言の機会と自由が与えられる。このことは、
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自由かつ多様な情報流通が確保されるということでもある。
 以上の特徴の「裏返し」が、インターネットによる情報流通によって生じる「負の側面」
になる。たとえば、⑤と⑥を裏返していえば、匿名のまま他人を誹謗中傷する機会と自由
があり、その結果、他人の権利や利益が損なわれるし、その上、加害者が特定しにくいと
いうことが生じうる。
 そこで、以下においては、これまでわが国において重要な政策課題とされてきた問題の
うち、インターネット上の表現行為による他人の権利や利益の侵害（「負の側面」）を１例
として取り上げ、これまでの法的対応を概観するとともに、インターネットの特徴を踏ま
えるとどのような問題が浮上するのかを検討してみたい。もとより、高度情報通信ネット
ワーク社会の実現のための政策とも平仄をあわせる必要があることはいうまでもない。

Ⅳ インターネット上の表現行為による他人の権利や利益の侵害――一例として
１ 伝統的メディアに対する法的規律
 ここでは、インターネット上の表現行為による他人の権利や利益（すなわち、名誉やプ
ライバシー）の侵害を中心に扱う。たとえば、「繰り返し匿名掲示板に誹謗中傷の書き込み
をされる」、「実名を記載した個人に対して脅迫めいた内容の記載が掲載されている」、「自
分のユーザ ,'が晒されて、ネットいじめにあっている」などのような場合である。しかし、
インターネットを介して流通する情報は、「表現」だけに限らない。インターネット上の「情
報流通」によって侵害されうる権利としては、著作権や商標権も被侵害権利の代表例であ
る点は注意しておく必要がある。ただ、個人によるインターネット利用に対して障害に
なる可能性が大きいのは、インターネット上の表現行為による個人の名誉やプライバシー
の侵害の場合であろう。
 ところで、このような「表現行為」による他人の名誉やプライバシーの侵害については、
伝統的メディアにおける名誉やプライバシー侵害事例の中において、既存の法律、すなわ
ち、刑法や民法が対応し、犯罪の構成要件や損害賠償請求権等の成立要件について判例法
が確立されてきている。紙数の関係で、従来の判例や解釈論を詳細に説明する余裕はない
ので、概略のみ示す。
 まず、伝統的メディアの場合において刑法上又は民法上の法的責任の類型としては次の
ように整理できる。
刑事責任
 名誉毀損罪（刑法 条、 条の ・親告罪）、侮辱罪（刑法 条・親告罪）、信用毀
損罪・業務妨害罪（刑法  条・非親告罪）。なお、「プライバシー侵害」は、刑法上、つ
の犯罪として規定されていない。
民事責任（被害者の加害者に対する民事上の請求）
 名誉毀損：①不法行為に基づく損害賠償請求（民法 条・条）
      ②名誉回復処分請求（民法 条）
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      ③人格権に基づく差止請求（明文の規定はなく判例による）
 プライバシー侵害：①不法行為に基づく損害賠償請求（民法 条・ 条）
          ②人格権に基づく差止請求（明文の規定はなく判例による）
 従来の判例や法解釈論の骨子としては、以下の点に注意しておく必要があろう。刑法 
条  項では名誉毀損罪につき公共性があり公益目的で事実を摘示しその事実が真実であっ
た場合は犯罪は成立しないとされ、判例法上、この真実性に関しては、相当性の理論がと
られている。また、民法においては、判例は、名誉毀損につき、「事実摘示による名誉毀損」
と「意見や論評による名誉毀損」とに分け、前者については、刑法  条  項と同様の解
釈論を展開し、真実性の抗弁や相当性の抗弁を認める（近時、「配信サービスの抗弁」も問
題となった）。また、後者、「意見や論評による名誉毀損」に関しては、「意見や論評の表明」
と「意見や論評の表明が事実を前提としているとき」とに区別し、「意見や論評の表明」に
ついては、「その内容の正当性や合理性を特に問うことなく、人身攻撃に及ぶなど意見や論
評としての域を逸脱した場合でない限り、名誉毀損の不法行為は成立しない（原則として
不成立）とし、そして、「意見や論評の表明が事実を前提としているとき」には、人身攻撃
に及ぶなど意見や論評としての域を逸脱した場合でない限り、その事実について真実性の
抗弁や相当性の抗弁と同様の要件を満たせば、不法行為は成立しない、という判例法が確
立している。

２ インターネット上の表現行為による他人の権利や利益の侵害
 上記の伝統的メディアによる名誉毀損やプライバシ－侵害において確立した判例や法解
釈は、インターネット上の表現行為による場合にも原則としてあてはまる。
 一般に、インターネット上において他人を誹謗中傷した場合には、その情報を発信した
者が加害者であり、誹謗中傷された者が被害者である。このとき、伝統的メディアの場合
と比し、インターネットに特徴的な問題が  つ生じる。１つは、インターネットの匿名性
ゆえに加害者を特定することができないという点。もう１つは、誹謗中傷された情報（侵
害情報）をできるだけ速やかに削除してほしいが、当該インターネットメディアを提供し
ている者が速やかにこれに応じることが可能かどうか、という点である。
 後者の問題からいえば、たとえば、匿名掲示板であれば、被害者はその運営者に侵害情
報の削除を申し出て当該運営者が削除に応じた場合、加害者の方から運営者に対して、当
該情報は公共性も公益性もあり、しかも真実であるのに削除してしまうのは、表現の自由
を侵害するものであり、自分の人格権を侵害するとして損害賠償を請求される可能性があ
る（民法 条）。逆に、もし削除しなければ、侵害情報をそのまま掲示板上に放置したと
して、運営者は被害者から損害賠償を請求されるかもしれない（民法 条）。つまり、イ
ンターネット上の当該侵害情報につき掲示板運営者は、これを削除しなくても、あるいは、
削除したとしても、結局、被害者又は加害者のいずれかから民事責任を追及されるという
状況にあるといえる。
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 前者の問題、すなわち、加害者がだれであるかが特定できない、というのは、まさにイ
ンターネットの特徴（匿名性）の「裏返し」ケースといえよう。たとえば、インターネッ
トの接続サービス業者（,63）と契約して、インターネットに接続し、ある運営者が管理す
る掲示板に書き込む場合には、その掲示板の場を提供している :(% サービス事業者がいた
り、さらに、そのサービス事業者は他人の管理するサーバーを利用している場合もある。
この状況を被害者から見たとき、当該侵害情報を書き込んだ者を特定するまでには、何人
もの関与者をたどっていかねばならない。ログやタイムスタンプなどを手がかりにするに
しても、最終的に ,63 の手元に加害者が侵害情報を書き込んだという証拠が残っていなけ
れば、特定はできない。
 上記 つの問題は 年「特定電気通信役務提供者の損害賠償責任の制限及び発信者情
報の開示に関する法律」（いわゆる「プロバイダ責任制限法」）の制定によって立法的解決
が図られた。いわば侵害情報の削除請求としての「送信防止措置手続き」（同法 条）によ
って、一定の要件の下で（加害者に照会し 日間内に反論がなかった場合など）、特定電気
通信役務提供者たる掲示板運営者らが当該侵害情報を削除した場合には加害者からの損害
賠償請求を免責し、他方、掲示板運営者が当該侵害情報を削除しなかった場合には、一定
の要件を備えていれば被害者からの損害賠償を免責するという措置がとられた。さらに、
加害者の特定に関しては、被害者に「発信者情報開示請求権」（同法 条）を認め、裁判外
又は裁判上においてこの権利を行使して加害者の情報を得ることができる権利が創設され
た。この法律は、インターネット上の誹謗中傷行為に対する被害者側の権利と、事業者
側が削除や開示に関するガイドラインを作成して自主的対応を促すことを目的とするも
ので、規制手法としては、被害者に権利を認めつつも、事業者の自主的規制に委ね、公
権力が表現の自由や言論の自由の分野にできるかぎり立ち入らないよう配慮したものとい
えよう。
 なお、撮影対象者が公開を望んでいないにもかかわらず、その性的画像をインターネッ
ト上に公開する行為は、被害者に重大で回復困難な損害をもたらすプライバシー侵害であ
る。これを防止する必要性は高く、わが国においても、過去にこのような事例は実際に生
じている。このような行為は、元配偶者や元の交際相手が「仕返し」として行うことがあ
り、一般に「リベンジポルノ」と呼ばれている。わが国においてこのような社会事件がす
でに生じていたことから、 年  月  日に「私事性的画像記録の提供等による被害の
防止に関する法律」、いわゆる「リベンジポルノ防止法」が制定された。同法では、当該侵
害情報の削除に関連して、プロバイダ責任制限法による送信防止措置にかかわる同意照会
の回答期間を 日間に短縮するという特則（同法 条 号）が設けられている。

３ 近時の法的課題
 ところで、プロバイダ責任制限法によってインターネット上の侵害情報に対する対応は
図られたが、今日的問題として、次のような問題がある。
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 まず、名誉毀損に関連して「対抗言論の抗弁」が認められるかという問題である。伝
統的メディアにおいては被害者は通常、加害者と同等の言論手段を有しておらず有効な反
論をすることを期待することができない。しかし、インターネットを介した情報の流通に
おいては、伝統的メディアとは異なり、被害者自らがインターネットを介して反論するこ
とが比較的容易に可能である。たとえば、公開の電子掲示板への投稿により名誉が侵害さ
れたとする場合、被害者はその掲示板において反論することができる。そうであれば、表
現の自由を侵害するおそれがあるにもかかわらず、国家が積極的に介入する必要はないか
もしれない。そうしたインターネット上の言論の場に自らの意思で身を置いたことからす
れば、社会的評価が低下する危険を引き受けていたともいえる。このように、対抗言論の
法理とは、両者が対等な言論手段を有しており、被害者に対抗言論を要求しても不公平で
ないときには、国家は介入すべきではないという法理である。もし、対抗言論の法理が認
められるのであれば、行為の違法性が阻却され、名誉毀損は成立しない。
 果たして、インターネット上の表現行為による権利侵害において、このような対抗言論
の法理（抗弁）を認めてもよいか。インターネットにおいて名誉侵害情報が流通している
ことを知ることすらできない場合が多い。そのようば場合には当然、対抗言論の法理は適
用の余地はない。また、もし、そのようなインターネット上の言論の場に当事者双方がい
て表現行為を行っていて互いが誹謗中傷を繰り返している場合に、この法理が適用される
とすれば、インターネットの利用や運営に支障をきたすおそれがある。その点で、否定的
な考えをとりたい。
 次に、プライバシー侵害に関連して、「検索エンジンによる検索結果の非表示措置請求の
可否」という問題がある。たとえば、個人の氏名を検索サービス（検索エンジン）で検
索した場合に、その検索結果に同人に関連する情報が表示される。たとえば、同人の過去
における補導歴とか入院歴などが検索結果に表示される場合がある。このような情報が検
索結果において表示されないよう検索サービスを提供する事業者に対して求めることがで
きるか。
 いわゆる「忘れられる権利」の問題である。(8 においては、この権利を認めたと理解さ
れている裁判所の判決もある。果たして、日本においても、このような権利を認めた上で、
検索エンジンによる検索結果の非表示措置を検索サービスの提供事業者に対して求めるこ
とができるだろうか。
 検索エンジンのサービス提供事業者は、プロバイダ責任制限法上の特定電気通信役務提
供者には該当しないであろう。検索エンジンの事業者は情報流通を行うのではなく、流通
している情報それ自体を取り扱う者だからである。しかしながら、検索される情報の中に
は個人のプライバシーに関わり権利侵害性が明白な場合もありうる。かような場合には、
本人の請求があれば当然であるが、そうでない場合でも検索結果に表示されないようにす
る対応がインターネットメディアには求められていいように思われる。法による規制には
なじまない可能性もあるので、自主的規制を充実することで対応することが望ましいであ
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ろう。

Ⅴ おわりに
 政府が世界最高水準の高度情報通信ネットワークの実現を目指す政策をとる中で、イン
ターネットの特徴ゆえに「負の側面」も生じている。それを取り除くためには「負の側面」
の性質を把握した上で最も適切な手法を選ぶ必要がある。その際には、政策と整合させた
手法内容にすることが重要であろう。法的規制は「負の側面」を除去するのに有用な手法
の  つであるが、これまでの政策を踏まえつつ、インターネットの特徴を生かした規制が
必要であり、本稿では、それをインターネット上の表現行為による権利や利益の侵害の場
合を一例として引き合いに出して検討した。
 しかしながら、今日、インターネットにおける「負の側面」は、さまざまな問題や課題
を生じさせている。たとえば、個人情報の保護に関していえば、個人情報保護法、行政機
関個人情報保護法等の法律が制定され、第三者機関として「個人情報保護委員会」が現在
設置されている。そして、年に、政府が推し進める ,7の利活用を推進するために、行
政機関に蓄積されたパーソナルデータをいくつかの産業分野に活かすことを趣旨とした法
律改正が行われ、 年春くらいに施行予定ということである。他方、いわゆる「マイ
ナンバー法」が制定され社会保障と税との連携を保つための番号制度が導入された。もち
ろん、どちらも厳格な運用が求められるところであるが、いわゆる「ビッグデータ」の
分析等によってえられた結果を用いて産業や経済の発展に活かそうという政策がとられる
とき、改正個人情報保護法とマイナンバー法との連携が模索されるかもしれない。そもそ
も、マイナンバー法で得られる情報は行政機関のみで管理すべきであるが、民間事業者は、
その利用可能性を視野に入れているようである。これらは検討すべき重要な課題である。
 この他にも、電子商取引に対する規制とトラブル（とくに高齢者の保護）、インターネッ
ト上の違法有害情報への対応（こどもや青少年の健全育成）、個人情報の保護とも関係する
が情報セキュリティ対策、インターネットを利用した犯罪行為（サイバー犯罪）への対応
など、法的規制との関係でも検討すべき課題は数多くある。また、政策としても、放送と
通信の融合の問題やデジタル・デバイドの解消も欠かすことのできないものである。
 ユビキタス社会とは「いつでも、どこでも、何でも、誰でも」ネットワークに簡単につ
ながる社会をいうとされるが、それは、「いつでも、どこでも、何でも、誰でも」インター
ネット上で被害を受ける可能性があるともいえる。もちろん、あまり悲観的にとらえるべ
きではないと思われるが。

【注】
どちらも同じ内容である。ただ、日本において一般的に用いられているのは「,7」の
方であろう。政府や内閣府、さらにいくつかの行政機関もこちらを用いる。ただ、総務
省は「,&7」の用語を用いている。本稿では、便宜上、情報技術ないし情報通信技術とい
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うとき「,7」の方を用いることとする。
,7 産業の発展や社会変化に関しては、総務省『平成  年版情報通信白書』 頁
（KWWSZZZVRXPXJRMSMRKRWVXVLQWRNHLZKLWHSDSHUMDKSGIQSGI）が
詳しい。Ⅱ２の本文の記述も主としてこれを参考にしたので、必要のない限り、注は省
略した。
,7戦略本部「H-DSDQⅡ戦略」（年）（KWWSZZZNDQWHLJRMSMSVLQJLLWNH
WWHLHMDSDQSGI）。
高度情報通信ネットワーク社会推進戦略本部「新たな情報通信技術戦略」（ 年）
（KWWSZZZNDQWHLJRMSMSVLQJLLWKRQEXQSGI）。
高度情報通信ネットワーク社会推進戦略本部「世界最先端,7国家創造宣言」（年
決定）（KWWSZZZNDQWHLJRMSMSVLQJLLWNHWWHLSGIVLU\RXSGI）。
高度情報通信ネットワーク社会推進戦略本部「世界最先端,7国家創造宣言」（年
改定）（KWWSZZZNDQWHLJRMSMSVLQJLLWNHWWHLSGIVLU\RXSGI）。
高度情報通信ネットワーク社会推進戦略本部「世界最先端,7国家創造宣言」（年
改定）（KWWSZZZNDQWHLJRMSMSVLQJLLWNHWWHLSGIVHQJHQBNDLWHLS
GI）。
現在は高度情報通信ネットワーク社会推進戦略本部に改組され、 年の推進本部の
内容や資料は ,7 戦略本部の +3（KWWSZZZNDQWHLJRMSMSVLQJLLWLQGH[KWPO）を通
じて閲覧できる。
高度情報通信社会推進本部決定「高度情報通信社会に向けた基本方針」 年
（KWWSZZZNDQWHLJRMSMSLWKRKWPO。
高度情報通信社会推進本部決定「高度情報通信社会推進に向けた基本方針」（年）
（KWWSZZZNDQWHLJRMSMSLWNLKRQKWPO）。
高度情報通信社会推進本部決定「高度情報通信社会推進に向けた基本方針～アクショ
ン・プラン～」（年）（KWWSZZZNDQWHLJRMSMSLWDFWLRQSODQDFWLRQSODQKWPO）。
「情報通信技術（,7）戦略本部」（KWWSZZZNDQWHLJRMSMSVLQJLLWLQGH[KWPO）。
ＩＴ戦略会議「ＩＴ基本戦略」（年）（KWWSZZZNDQWHLJRMSMSLWJRXGRXNDLJL
GDLVLU\RXKWPO）。
高度情報通信ネットワーク社会推進戦略本部「H-DSDQ戦略」（ 年）（KWWSZZZ
NDQWHLJRMSMSLWQHWZRUNGDLSGIVVBSGI）。
高度情報通信ネットワーク社会形成基本法（KWWSZZZNDQWHLJRMSMSVLQJLLWK
RXUHLKRQEXQKWPO）。
前掲注参照。
,7戦略本部「L-DSDQ戦略 」（年）（KWWSZZZNDQWHLJRMSMSVLQJLLWNH
WWHLKRQEXQSGI）。

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前掲注参照。
前掲注参照。
「内閣法等の一部を改正する法律」（KWWSZZZNDQWHLJRMSMSVLQJLLWKRXUHLSGI
NDLVHLBKRQEXQSGI）平成 年〈年〉５月 日成立。
「内閣法等の一部を改正する法律」（概要）KWWSZZZNDQWHLJRMSMSVLQJLLWKRXU
HLSGINDLVHLBJDL\RXSGI参照。
総務省「X-DSDQ政策」（KWWSZZZVRXPXJRMSPHQXBVHLVDNXLFWXMDSDQ）。
「行政手続における特定の個人を識別するための番号の利用等に関する法律」（平成
年〈 年〉月 日法律第 号）。
曽我部真裕・林秀弥・栗田正裕『情報法概説』（弘文堂、年）頁以下では、イ
ンターネットの性質として、「越境性」、「分散性」、「技術依存性」を挙げている（曽我部
執筆）。
プロバイダ責任制限法との関係での整理であるが、「プロバイダ責任制限法関連情報 :HE サ
イト」（KWWSZZZLVSODZMS）が著作権や商標権侵害ケースについて情報提供しており参考
になる。
 インターネット利用による不法行為責任の裁判例と問題点について論じたものとして、住
友隆行「インターネット利用による不法行為をめぐる裁判例と問題点」判タ 号 頁以下
（年）。
プロバイダ責任制限法における被害者の権利（送信防止措置手続き、発信者情報開示請求権）
に関する手続き実態については、東京弁護士会弁護士研究センター運営委員会編『インターネ
ットの法律実務（弁護士専門研修講座）』（ぎょうせい、 年） 頁参照。本稿でも、久
保健一郎弁護士、福島政幸東京地裁判事による研修講座及びディスカッションを参考にさせて
いただいた。
各種ガイドラインについては、前掲注「プロバイダ責任制限法関連情報 :HE サイト」
参照。
 総 務 省 作 成 プ ロ バ イ ダ 責 任 制 限 法 図 解 資 料  頁
（KWWSZZZVRXPXJRMSPDLQBFRQWHQWSGI）。
「対抗言論の抗弁」が扱われた裁判例として、パソコン通信にかかわるニフティサーブ事件
がある（第 審東京地判平成 年 月 日判タ 号 頁、控訴審東京高判平成 年 月
 日判タ  号  頁）。曽我部ほか・前掲注・ 頁（栗田昌裕執筆）。住友・前掲注
・頁も参照。
検索エンジンに関する法的論点と解説として、東京弁護士会インターネット法律研究部編
『4	$インターネットの法的論点と実務対応（第 版）』（ぎょうせい、年）頁（高
瀬亜富弁護士執筆）が有益である。本稿の記述もこの文献を主に参考にした。なお、「忘れら
れる権利」については、曽我部ほか・前掲注・頁（栗田昌裕執筆）も参照。
日本においても、検索結果の削除に関する裁判事案として、インターネットで自分の名前を
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検索すると反社会的集団との関係が表示されるとして、年に、検索エンジンを運営するグ
ーグルに検索結果の削除を求める仮処分を申し立てところ、東京地裁は公表されない利益が上
回るとして同様の記述を消すようグーグルに命じたが、年同一人がヤフーに対して検索結
果削除の仮処分申請をしたところ、削除不要との仮処分決定がなされたという事例がある（な
お、やや特殊な事情が存在する）。朝日新聞 年 月 日（KWWSGLJLWDODVDKLFRPD
UWLFOHV$6+'+*4:+'+8/)$.KWPO）参照。
個人情報保護委員会「改正法の施行準備について」（KWWSZZZSSFJRMSSHUVRQDOSUHS
DUDWLRQ）では、平成 年春ごろを目指して施行準備を行っている旨の案内がある。
「ビッグデータ」の意味及び法的論点に関しては、東京弁護士会インターネット法律研究
部編・前掲注・頁が詳しい。
本稿脱稿後、平成 年 月 日に、「官民データ活用推進基本法」（第 回国会法律 
号）が議員立法として成立し、同  日公布、施行された。官民が持つビックデータを個人情
報の保護に配慮しつつ、誰でも自由に使える「オープンデータ」とすることなどを目指し、そ
れを推進するための柱となる法として制定されたものである。基本法であるので官民データが
具体的にどのように活用され実効性を獲得できるかは、今後の個別法や政策に依拠することに
なろう。同基本法は、国・自治体・企業が持つデータを柔軟に連携・活用できる環境の構築を
目指すという点で重要な意味を有するのは確かであるが、データの利活用を急ぐあまり、個人
情報の扱い方がおろそかになる可能性は皆無とはいえまい。今後の運用を注視していく必要が
あろう。
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