Abstract-Risk assessment in software management involved strategies to estimate and control risk ensuring proper function of the software process without system failure. Software management related to risk assessment has attracted less interest in academic literature. Existing risk assessment models in software process cannot reduce the time involved in carrying out risk assessment; they also don't provide collaborative support among software practitioners in assessing risk and they cannot promote interactions between software practitioners who are distributed across different geographical regions. Thus this paper addresses this limitation and the gap in the current literature and proposed a risk assessment model using knowledge codification and multi software agents. The proposed model can assist practitioners in assessing risk by reducing time, estimating the risk and provides collaborative support within practitioners for managing software across different regions. Qualitative data was collected using semi-structured interview in 2 Malaysian organisations, with 3 respondents based on purposely sampling to identify how the practitioners assessing risk in their respective organisations. Results show that risks in software process are not adequately assessed based on inadequate collaborative support among practitioners and longer time taken to assess the risk.
I. INTRODUCTION
Risk is a probability of occurrence of unwanted and harmful event to the project objective. Risk is also a combination of the likelihood of an event and its effects [1] . These events can result in delay, over budget, wrong functionality or termination of the project, degradation in product functionality and quality and high maintainability and reusability cost. Risk management aims to reduce risk [2] ; [3] . The process of risk management includes set of the activities phases, and the process specifies what artifacts should be developed and delivered in each phase [2] . One of the major steps in software management is to identify and assess potential risks.
The utilization of modern information technology (IT) collaborative support systems is fast becoming an indispensable tool for software management today. Collaborative support is a process involving teams working together towards shared goals. Collaboration is about people working together and completing shared processes. Thus collaborative support in risk assessment is a joint effort of practitioners supporting each other to accomplish a common goal. There is an eminent need for software practitioners to have necessary strategies to assess identified risks, so that they can achieve organizational objectives. Collaborative support among software team members is assist in assessing risks and aims to achieve responsiveness in software processes to offer a high software service quality. Multi-agent can be applied as a technique to carryout collaborative supporting for risk assessment [10] .
The proposed model identifies measures and develops risk control strategies to assess technical, organizational and environmental risk that occurs in managing software in a collaborative approach and providing support to the practitioners. The paper is organized as follows. Tn section-IT we present the literature review. Tn section-ITT we present the methodology. Tn section TV we have presented the risk assessment model. Tn section V presents the discussion section and VT concludes this research paper.
IT. LITERATURE REVIEW
This section explains on risk, risk assessment in software management.
A. Risks in Software Management
There are three types of risk that occurs in software management namely; technical, organizational and environmental risk [3] ; [7] ; [8] ; [9] ; [6] . These risks have two important characteristics namely, uncertainty and loss. Uncertainty is the risk which mayor may not happen; loss is the risk which will result in unwanted consequences or losses ifit becomes a reality [11]; [12] . Table 1 shows the different types of risk that occurs in software management. [3] ; [7] ; [8] . Thus environmental risk threatens the normal growth and development of software to be built and often threaten the software vroduct or project [II] .
B. Risk Assessment in Software Management
Risk assessment is used to prepare a plan for handling and minimizing the adverse effect of the risk. It can be done by using controlling, avoiding or transferring the risk. Risk assessment consist of the various activities including planning risk control measures, implementing risk control measures, monitoring the risk, controlling the risk, learning on risk. Risk assessment practices in software management are the art and science of planning and leading software projects. It is a subdiscipline of project management in which software projects are planned, monitored and controlled. Tn software management risk assessment is needed in order to recognize, describe, and analyze the possible risk that could affect the organization' s assets.
Risk assessment in software management involves the application of appropriate model's, tools and procedures to contain risk within acceptable limits by identitying, addressing, and eliminating the identified risk before they cause adverse harm to software project. Risk assessment provides a disciplined environment for collaborate, proactive decision-making to assess continuously what can go wrong (risk); determine what risks are important to deal with; implement strategies to deal with those risk. Risk assessment in software management aims at early identification and recognition of risks and then actively changes the course of actions to control and solve the risk. Thus it's a good practice to identity measure and review its probability of occurrence, estimate its impact, and set up a contingency plan [12] .
C. Existing Risk Assessment Models/Framework
Although so many models have been proposed and there are few published models that assess the risk of software management. Among the existing models/framework, some of them have been selected for detailed comparison in this study. The researcher used agents as technique in assessing risk.
[12] proposed a model in risk assessment using intelligent agents during risk identification phase. The model consists of four conceptual components namely, performance element, learning element, problem element and critic. The learning element is accountable for making improvements whereas the performance element is accountable for selecting external actions. The learning element uses feedback from the critic on how the agent is doing and determines how the performance element should be modified to do better in the future. The performance element takes in instructions and decides on actions. The performance element consists such as the requirement specification, stakeholders ' inputs, risk history and procedures which can handle each risk separately.
[10] developed a framework for the design of a multiagent based decision support system for the management disruptions and assessment of risks in information technology. The researcher argued that the use of multi -agent modelling can be an alternative decision making tool for collaboration within enterprise. These agents interact and cooperate with other agents, within and a cross organizations, in order to solve problems beyond their individual knowledge or expertise, and to promote a higher performance for the entire system. The framework consists of three conceptual components namely disruption risk management, event management and production fulfilment. [13] presented a multi agent based virtual enterprise risk model to provide support for decision makers. The application of agent technology can reduce the labor intensity of the work involved in information management. The model can also provide decision support for policy makers. Tn order to require the ability to learn using agents can improve system performance. The system model comprises of four components namely risk data management, risk task management, coordination and online monitoring. [14] proposed a multi agent system for web based risk model in small and medium business (SMB). The model uses multiagent system, which is a type of agent with advanced capacities for reasoning to make predictions based on previous experiences. This agent type is used to implement an evaluator agent specialized in detect risky situations and an advisor agent aimed at providing decision support facilities. The multi-agent system provides a web system interface to facilitate the remote interaction with the human users involved in the risk assessment process.
[4] developed an intelligent risk assessment and management model for software development. The goal of the model is to enable engineers, managers, and other decision makers to identity, sufficiently early, the risks associated with software acqUIsItIOn, development, integration, and deployment so that appropriate management and mitigation strategies can be developed on a timely basis. The model assists in software process by in cooperating intelligent agents that carryout risk prevention, risk assessment and correction and ensure safe system failure. The intelligent agent model requires the ability to learn, which is the ability to acquire knowledge and then re-use the knowledge to effect a change in behavior. [15] presented an agent based risk management tool for concurrent engineering projects that supports project risk management as an iterative and continuous process across large-scale collaborative engineering teams throughout the lifecyc1e of projects. Tn particular, the researchers demonstrate how a flexible and extensible framework of agents is constructed to form an intelligent risk mapping and assessment system. 219 [16] developed IRMAS as an agent-based project risk mapping and assessment framework in a web-based project collaborative workbench that aims to support such requirements in addition to maintaining data consistency and coordination. Using the workbench, users define the characteristics of projects, select appropriate mitigation strategies, as well as review risk plans. In addition, the workbench facilitates communications and promotes interactions between project participants who are distributed across geographical regions. [17] designed a generic conceptual model of risk evaluation in order to manage the risk through related constraints and variables under a multiagent collaborative design environment. The model used an intelligent data based reasoning methodology to deal with risk assessment by combining inductive learning methods and reasoning consistency algorithms with feasible solution strategies. The effectiveness of the model aiming for risk assessment in software projects is determined by the degree of data sharing and reuse.
TTT. METHODOLOGY
Secondary and primary data was used in this research. Secondary data was collected from reviewing existing literatures of risk assessments relating to software process. Primary data was collected using interview. This research adopted case study to find out the problems and how risk is assessed by IT practitioners in their respective organisation. The respondents from the interview session were chosen based on purposely sampling. The analyses of the interview session were analysed using Nvivo software package. The interview transcripts were analysed to find the risk assessment process and technique use in assessing risk. Figure I show the methodology followed in this research.
1) Phase 1-Literature Review: this phase involves reviewing existing research on risk assessment to identity the current issues on risk assessment in software management and the techniques used to solves such Issues. 2) Phase 2-Data Collection: this phase is mainly the interviewing of IT practitioners in their organisation on how they assess risk. For sampling strategy purposely sampling is used, in which the respondents (IT practitioners and IT experts) for the interview are selected based on their idea, knowledge and experience in risk assessment practices. The interview is considered openended because even though the questions can be scripted, the interviewer usually doesn't know what the contents of the response will be. The interview questions focus more on the participant's experiences, knowledge, skills, ideas and preferences on how risk are solved in their organisations. The targeted population for this interview is experienced IT professionals that have in depth knowledge of risk assessment and management. Additionally, it is assumed that the data derived from the responses given by this sample is sufficient to achieve the goal of developing a risk assessment model. 3) Phase 3 -Data Analysis: this phase involves interpreting the interview transcripts using Nvivo software to identify the problem faced by the practitioners and the code the risk assessment practices. This phase also confirm the data collected from the literature review to the data collected from the interview session. Thus the arrow points back from phase 3 to phase 1 as seen in figure 1. 4) Phase 4 -Proposed Model: this phase is the development of the risk assessment model using knowledge codification multi software agents as technique to design the model to aid in collaborative support among software practitioners.
A. Data Collection
Qualitative data was collected to find out problems faces by IT practitIOners in assessing risk in their organisations and also the practices of risk assessment. Interview was used as the instrument for collecting data on risk assessment practices. Experts are selected using purposely sampling based on their experiences in software process and/or risk assessment. Experts with more than 10 years of experience in dealing with software development projects or who are seek advice from when dealing with software development projects, are chosen. There is no standard on the number of experts that is required in an interview since the decision on the number of experts needed is taken after consideration of factors such as time and expenses. Study has suggest that a suitable expert size from 3 -3000 [19] ; [20] ; [21 ] .
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B. Data Analysis 3 respondents were interviewed based on how they assess risk in their organisation. The interview was carried out in 2 different organisations. The 3 respondents were chosen based on their experience in risk assessment. Each interview lasted for a minimum of30 minutes in the respondents ' organisation. The three respondents were head ofTT and IT administrator in their organisations. Risk assessment process to be carried out in their organisation is headed by them. The analysis was carried out using Nvivo software package. Provide collaboration 2.
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To Figure 2 shows the proposed risk assessment model. The model utilizes multi software agents and the codification of knowledge to support software practitioners in assessing risk by reducing the time it takes practitioners to measure the risk, promote interactions and providing collaborative support among software practitioners III software management processes. As seen above Figure 2 shows the process involved in the proposed risk assessment model; This phase provides input to the risk pnontlzation and control phase for final risk quantification and formulation of the best assessment strategy. Typical inputs in this phase include the probability of a risk factor occurring with potential effects, the severity ofthese effects ofthe risk. 3) Risk Prioritization-produces a ranked ordering of the risk items identified and measured. The measured risks are ranked based on a qualitative or quantative scale.
TV. PROPOSED MODEL

A. Risk Assessment Process
4) Risk Control-involves dealing with the risks inherent in a
project and thereby exercise better mitigation of risk in managing software process and increases its chances of success.
5) Risk Review-this phase involves communication,
consultation and resolution of risk. Risk Communication helps prepare practitioners to address each risk including the coordination of individual risk with each other and with the overall project plan. Risk consultation involves tracking the risk assessment progress toward resolving its risk and taking corrective action where appropriate, mostly through milestone tracking. The last phase in risk review is risk resolution which develops a medium in which the risks are resolved. 6) Multi Software Agents-Tn software engineering, an agent can be defined as a software entity, which is autonomous to accomplish its design objectives, considered as a part of an overall objective, through the axiom of communication and coordination with other agents. Multi software agents can facilitate autonomous risk assessment; each agent can be responsible for specific activities and performing different roles. These agents interact and cooperate with other agents, in order to solve problems beyond software team members ' knowledge or expertise, and to promote a higher performance for the entire risk assessment system [10] . The application of software agents can decrease the labor intensity of the processes involved in risk assessment. Multi-software agents can also provide decision support for policy makers; and the agent ' s leaming ability can improve system performance. Use of multi software agents in a risk assessment can foster and ensure 221 collaborative support among software practitioners. The multi software agents have the potential to proactively assess technical, environmental and organisational risk that occurs in software management. By assessing these risks, end users' e.'\pectations o n quality software can b e met while saving the costs and time. Agent based model builds the foundations for risk assessment for collaborative support, through the facilitation of multi software agents and utilization of previous successful cases for risk assessment. 7) Knowledge Codification-Knowledge codification is the process of conversion of knowledge into messages which can be then processed as information. The codification process entails high initial fixed costs but allows agents to carry out certain operations at very low marginal costs. Thus codification of knowledge can reduce the costs of knowledge acquisition. Tn a general sense, codification reduces the costs and improves the reliability of information storage and retrieval. Tn principle the knowledge can be stored and retrieved indefinitely [18] . Knowledge codification is incorporated as a technique in the risk assessment model, thus in developing the risk assessment model for in software management, practitioners acquire knowledge by the capturing, coditying, storing and distribution of knowledge, especially through the development of explicit policies and practices to guide other practitioners and decisionmakers. Thus the ability to codity knowledge is linked to the social practices of creating and sharing knowledge for collaborative support. Equally, practitioners can codity their knowledge of risk assessment into formal structures for managing software process [27] .
8) Organizational, Technical and Environmental risk-this
are the risk that occurs in software management. These risks are to be assessed by the practitioners when managing software.
V. DISCUSSION
Risk is considered as possibility of occurrence or event/condition that will have a positive or negative effect on a project objective. The real challenge in the present software management practice is effective risk assessment that would improve the success-to-failure ratio of software products. This would require a deep change in the attitude ofthe practitioners towards the way the software is managed. The scope has to be broadened to account for altemative ways of software development and to assess various factors that could cause risk. Thus practitioners must develop a deeper understanding of organisational objectives to be able to recognize risks before they start to adversely influence software process [26] . Software management related risk assessment has gained interest in the academic literature. One of the major steps in software risk assessment is to identity and assess the potential risks.
Despite many scholars and practitioners recognizing the risk assessment models in software project management insufficient attention has been paid by researchers to develop a model to assess risk and provide collaborative support [25] . Software practitioners need to ensure delivery of software to cost, schedule and performance requirement. To achieve this involves assessing technical, organisational and environmental risks in software processes from the initial assessment of strategic options through the utilization of the software product. Risk Assessment mainly involves assessing and estimating the magnitude of risk [22] . In order to minimize and control these risks successfully, risk assessment policies and strategies have been developed and implemented in organizations [1] . Efficient collaborative support aids software process to be effective. Software management encompasses the knowledge, techniques, and tools necessary to manage the development of software products [2] .
Thus there is need for the proposed risk assessment model in software management. The model uses multi-software agents and the codification of knowledge from the risk repository to reduce the time involved in carrying out risk assessment; thereby providing collaborative support among software practitioners in assessing risk and also promoting interactions between software practitioners who are distributed across different geographical regions. The proposed model assesses risk in software management by identifYing the organizational, technical and environmental risk. Furthermore the model provides collaborative support to measure the identified risk in a short time and hence promotes interaction among the practitioners in assessing the risk. Tn the next phase the measured risk are prioritized based on a scale. Then the risk with more severity are controlled and later reviewed by the practitioners assessing the risk.
VI. CONCLUSION AND FUTURE WORKS
This paper presents a risk assessment model to provide collaborative support among practitioners in software management process. Existing risk assessment models in software process cannot reduce the time involved in carrying out risk assessment; they also don't provide collaborative support among software practitioners in assessing risk and they cannot promote interactions between software practitioners who are distributed across different geographical regions. Secondary data was collected in this research by reviewing the literatures on risk assessment. Primary research was gotten using purposely sampling to interview 3 IT practitioners in 2 Malaysian organisations. The respondents were interviewed based on their experience and skills on risk assessment practices in their organisations.
The proposed model could help software managers, quality managers, risk assessment team and software management team in identifYing and assessing technical, environmental and organisational risk that impacts and effects software process and delivery of software development objectives. The model may be valuable for the business and academic circles to follow and refer. It is hoped that this research can offer a guideline for risk assessment suitable for enterprise and researchers and can be used as a reference for internal auditors and management. Future work will include the validation of the risk assessment model using Rasch measurement/analysis and the development of an architecture design to assist in the implementation of an agent based/ knowledge codified risk assessment system in software management.
