Utility tunnels are an important part of smart cities. This research focuses on the application of wireless sensors networks (WSNs) in utility tunnels. The utility tunnel space and Chinese utility tunnel building standard are considered in the design process. An adaptive subunit clustering multi-hop protocol (ASCMP) is proposed. In this protocol, some improvements are applied to increase the WSN's performance, such as cluster head (CH) election, network transmission, and node energy setting. Finally, ASCMP is compared with three other classic WSNs, namely, LEACH, SEP, and M-LEACH. Simulation results demonstrate that ASCMP's data transfer rate and lifetime increase by 71.76% and 200%, respectively, as shown by MATLAB 2012a simulations.
I. INTRODUCTION
Recent advances in the economy, society and technology have resulted in unprecedented and dramatic changes in china, and urbanization continues to expand the sizes (urban area and functions) of the cities [1] . Various infrastructures are constantly updated in cities to achieve greater load capacities. Therefore, ensuring that these infrastructures holds the key to stable operation, especially in terms of safety maintenance [2] - [4] . Imperfect maintenance can pose a threat to timeliness, the accuracy of information and the quality of monitoring.
Compared with many urban innovations, smart cities are advanced projects that influence people's livelihoods. By using advanced technologies to update old infrastructure, the research and application of smart cities have involved increasingly more fields concerning urban functions, especially utility tunnels. As an improved form of public pipeline, utility tunnels have become an important The associate editor coordinating the review of this manuscript and approving it for publication was Thanh Ngoc Dinh . part of smart cities. Utility tunnels are mainly used in scenarios whereby buildings can centrally utilize a variety of municipal public utilities underground, including electricity, information, water supply, heating and drainage. By managing the road underground space and intensive construction of municipal public pipelines, efficient pipeline maintenance and overhaul can be achieved [5] . However, with the higher space and efficiency requirements characterizing utility tunnels, more stringent requirements are imposed on safety maintenance, for example, monitoring interval accuracy and monitoring frequency stability [6] . In other words, harsh environments motivate the improvement of technologies. A utility tunnel is built underground, and their long distance and narrow space leads to problems. It is difficult to fully cover the area and costs if wired monitoring solutions are used. Thus, monitoring becomes a challenge in certain areas where cables are difficult to utilize. However, the development of wireless sensor networks (WSNs) is key to solving this problem. Improving WSNs has important research value in certain applications such as utility tunnels. VOLUME 7, 2019 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ Over the last decade, some surveys on WSN applications have been reported [7] - [12] . Based on such surveys, routing protocols hold the key to managing the organization of wireless nodes and information collection in various projects. Low energy adaptive clustering hierarchy (LEACH) is the most classic routing protocol [13] and was proposed by researchers at MIT; on this basis, scholars have proposed improved protocols such as SEP, HEED, and M-LEACH [14] - [16] . To satisfy higher application environment demands, WSNs must be further improved.
Recently, it was shown that improvements in WSN routing protocols with directional (target) application environments have focused on certain aspects such as node deployment, clustering, and transmission methods [17] . Ahmad A et al. presented away cluster heads (CHs) with adaptive clustering habit ((ACH)2) scheme for WSNs. They proposed scheme increases the stability period, network lifetime, and throughput of the WSN. By (ACH)2 controls the CHs' election and selection in such a way that uniform load on CHs is ensured [18] . Guravaiah and Velusamy and his team have done a lot of research on these improvements [19] - [22] . Due to differences in target demands, there are various improved methods for WSNs depending on the constraints of a project's working conditions. Ahmad et al. proposed a collaborative distributed antenna (CDA) routing protocol that is based on distributed antenna theory and the optimal node degree to solve for the fair load distribution in terms of transmission energy [18] . Based on the related literature, the use of a 2CH extends the network lifetime. Then, Mohamed et al. proposed factor-based LEACH (FLEACH) by investigating the 2CH impacts on the network at different CH energy levels and (or) the CH distance to the BS to achieve an optimal network lifetime [23] . Amodu and Mahmood proposed a new method using fuzzy clustering and particle swarm optimization to address the problem of a large number of network disconnects, i.e., when a number of sensors cannot connect to their cluster head and when a number of cluster heads cannot connect to the BS [24] . Saranya V et al. proposed an energy-efficient clustering scheme (EECS). The residual energy of the node, distance, and the data overhead are considered in the selection of the cluster head in EECS to avoid energy hole and hot spot issues [25] . Alnawafa E et al. aimed to present a new approach for splitting the whole sensor network into several levels. Every node would act accordingly on its position and status and both improve the stability and increase the throughput of the network [26] . Zahedi A et al. studied reservation, with the aid of which the number of communicated messages for the regular execution of the clustering phase and cluster head selection could be reduced to reduce message transmitting and energy dissipation. The results showed that the proposed method has a significant impact on energy dissipation reduction [27] . Neamatollahi Pet al. proposed dynamic hyper round policy (DHRP). In this strategy, clusters are configured for the current round and reconfigured for the next round so that the costly role of acting as the cluster head is rotated among the network nodes to prolong the network lifetime and achieve energy conservation [28] .Wu L et al. proposed an energy prediction-based selection method based on LEACH. Its core objective is to maintain the structure of the clusters unchanged in K rounds. In the first round, cluster heads are selected according to LEACH and then selected based on energy prediction in the remaining K-1 rounds to reduce the updates of the clusters' structure and reduce the dead time of the nodes. Hence, LEACH-EP is more conducive to achieving an energy balance [29] . Li L et al. proposed an energybalanced routing protocol (EBRP) for WSNs. In EBRP, they divide the network into several clusters by using the K-means++ algorithm and select the cluster head by using the fuzzy logic system (FLS). They then use a genetic algorithm (GA) to obtain the fuzzy rules. The results show that EBRP can prolong the network lifetime [30] .
Based on the above studies, improvements can be divided into transmission improvements and clustering improvements [31] , [32] . The distance between the sensor and BS is always a critical factor in a communication system when addressing linear communication problems. Using a single hop is likely to lead to an imbalance in energy consumption between sensors; however, the use of multiple hops presents an advantage in this field. In addition, clustering also plays a crucial role in WSNs. Substantial amounts of energy are wasted if each sensor communicates with the BS separately. Therefore, cluster-based protocols are used to select the CH and send information through the CHs. As for utility tunnel WSNs, their network structures can be regarded as a linear network. It is difficult to reduce the energy consumption through a single improvement proposed in previous studies.
In order to deploy WSN in a specific narrow space such as the utility tunnel. An adaptive segmentation clustering multihop protocol (ASCMP) is proposed in this paper. ASCMP enhances the degree of multi-hop forwarding. For a long duration after starting, the distance and number of information transmissions represent a game state. In this case, the ASCMP improves the linear communication of the utility tunnel environment in terms of clustering strategy and the number of cluster heads. MATLAB is used to simulate ASCMP, LEACH, SEP and M-LEACH and to compare the main performances of the four protocols.
II. ASCMP PROTOCOL
The utility tunnel WSN is used to detect the operational condition of municipal pipelines and send data to a BS for failure diagnosis and prediction. In the design, the utility tunnel WSN is composed of two hierarchies. Cluster-based and multi-hop protocols are applied to the subnetwork and backbone network, respectively. In ASCMP, by optimizing the hop counts and hop distance, this technique attempts to find a distribution method that controls the network energy consumption.
A. UTILITY TUNNEL MONITORING NETWORK STRUCTURE AND BUILDING STRUCTURE
The utility tunnel is an important part of public facilities in terms of boosting the efficiency of smart cities. The improvement of WSNs is one possible solution to increasing the timeliness and accuracy of monitoring systems. It is important for designers to fully consider the particulars of the utility tunnel structure. The particulars of the utility tunnel structure are the main factor influencing the WSN performance. Based on an analysis, the influence can be summarized by the following points:
• Utility tunnel WSNs have a large coverage requirement. A utility tunnel serves as the carrier of municipal pipelines, and its spatial extent is directly related to the length of the pipeline. This has a huge impact on the topology of utility tunnel WSNs. In addition, its width is limited because most of utility tunnels are built along roads and railways. Generally, the width of the network is much smaller than the length. Note that a utility tunnel is a closed environment buried in the ground, which exacerbates the design difficulty of the utility tunnel WSN. • There are differences in nodes, as shown in Fig.1 . Many types of pipelines are integrated into utility tunnels [33] . A recent international utility tunnel project, which includes power cables, communication cables, water supply pipes, heat pipes, gas pipes, drainage pipes, cooling and heating pipes, and garbage and gas transmission pipes, has been analysed. Different pipes need to use different sensors based on type, performance, and price. In this situation, nodes need to be classified.
• The transmission of utility tunnel WSNs has interval characteristics. Based on the National Standards of the People's Republic of China on Technical Code for Urban Utility Tunnel Engineering [34] , utility tunnels and pipes are recognized as a series of connected subunits. The isolation structure in each subunit includes fire isolation doors, deformation joint of the pipe gallery and the fire partition. This design reduces the fire risk but increases the difficulty of information transfer. Due to physical barriers, such as deformation joints and fire isolation doors, signal transmission will be more difficult in utility tunnel environments than in air environments. Hence, physical barriers have a huge impact on efficiency and power consumption for single-hop transmission.
To obtain an effective transmission method, multi-hop transmission based on isolation structures must be proposed.
B. OPTIMAL HOP COUNT AND DISTANCE
In Section 2.1, the deformation joints, fire isolation doors, and fire compartments are built in a utility tunnel because of safety requirements. As the number of buildings increases, building density presents a non-uniform distribution in utility tunnels and concrete, and isolation gates directly weaken the signal strength [37] . In detail, the structure of the public tunnel limits the performance of this method and reduces the transmission efficiency of communication using singlehop transmission methods (such as LEACH). In utility tunnel WSNs, data are directly transferred from a CH to the BS. Therefore, multi-hop transmission, as a crucial method, is introduced to utility tunnel WSNs. At this time, the research question becomes how to optimize the forwarding jump distance and jump count under the restriction of the utility tunnel's features and WSN performance. As shown in Fig.2 , the entire utility tunnel is abstracted into a continuous rectangular monitored area. With the multi-hop transmission method, the monitored area is equally divided into j subunits, which are named m1, m2, m3..., mi..., mj (i<j). Data are transferred to the BS through the different CHs. In detail, the CHs of the central subunit are closer to the BS, and more data forwarding tasks need to be completed. Their forwarding frequency and energy consumption are higher. Under the assumption of homogeneous nodes, the optimal relationship between the jump distance and jump count is calculated in this section.
In the proposed method, D i represents the average amount of forwarding data of single CH in subunit i(i <= j). D i consists of two parts: one is the average amount of forwarding data of the local subunits and a superposition of forwarding data from other subunits (the superposition of forwarding data in the most edge subunit is 0), as shown in Eq. (1). In each round, a CH can only forward the data once. After the CHs receive the forwarding data, they will reject other data. At this time, the data will be transferred to the next subunit that waits to receive the data.
where N is the number of nodes, j is the number of subunits, DA is data fusion ratio, k is the amount of data, and C i is the number of CHs in subunit mi. VOLUME 7, 2019 From Fig. 2 , the monitoring area is evenly divided, and the effective transfer distance d between adjacent subunits is.
where L is the length of monitoring area, j is the number of subunits.
In utility tunnel WSNs, the energy consumption when transferring data between nodes is related to the distance d between the sender and receiver. Eq. (3) and Eq. (4) show the calculations of the energy consumptions when receiving and transferring at different distances. The energy consumption by sensor node to transfer k bits of data can be divided into two parts. The first part is the energy consumption used to maintain the circuit device during transferring and receiving. Both energy consumptions are considered equal: E elec × k. The other part is the energy consumption of the RF power amplifier when transferring data, which is the largest portion of the total energy consumption of the sensor nodes. If d < d 0 , the radio power consumption is given by E amp × k × d 2 .
If d ≥ d 0 , the radio power consumption will increase rapidly,
The calculation of the energy consumption for transferring k bits of data by the sender is as follows:
The calculation of the energy consumption for receiving the k bits of data at the receiver is as follows:
In ASCMP, the energy consumption model is the same as in LEACH, where k designates the amount of data, E elec denotes transmitting circuit loss, d is the distance between the sender and receiver, d 0 is the threshold distance and d 0 = E fs /E amp . E fs and E amp represent the energy consumption coefficients of the free-space model and the multi-path model power amplifier circuit. Different d produce different values of µd τ (µ = E amp orµ = E fs ).
The running process. After a round, the average energy consumption of a CH in subunit mi (i > 2) is written as Eq. (5). The total forwarding energy consumption is related to distance by considering the entire monitoring area. The total consumption by all CHs after one round is given by Eq. (6) .
A single CH's energy consumption is defined as:
The energy consumption of all CHs is defined asčž
Different transferring conditions (different distances) are calculated by different factors. Two communication models are considered in the following research to analyse the performance of the utility tunnel WSN at different transferring distances (i.e., E fs and E amp ).
In the first case, the effective transferring distance exceeds the threshold d 0 , that is, L/j > d 0 . Then, τ = 4 is substituted into Eq. (6) to obtain the following equation:
We derive for E all−CH τ = 4):
Let G 1 (L, j) be a function of L and j, we can obtain:
In the second case, when the distance of one information transmission less than threshold d 0 , that is L/j ≤ d 0 . Then, τ = 2, is substituted into Eq. (6), giving the following equation:
We derive for E all−CH τ = 2):
Letting G 2 (L, j) be a function about the L and j and getting:
Based on the above derivations, the optimization of the jump distance and jump counts is transformed into the problem of minimizing G 1 and G 2 . To output length and jump distance are obtained by minimizing the value of the functions G 1 and G 2 . The goal is to obtain a global optimal value of the length and jump counts. When studying the development of Chinese utility tunnels [34] , it was found that the construct length is usually in the range of 1000 < L < 2000. Thus, the top priority for obtaining an optimal solution is to obtain results within this range.
When L = 1000, the optimal jump count is in the range [17] , [18] , and when j = 17 or 18, the calculated jump distance is less than d 0 .
When L = 1500, the optimal jump count is in the range [25] , [26] , and when j = 25 or 26, the calculated jump distance is less than d 0 .
When L = 2000, the optimal jump count is in the range [33] , [34] , and when j = 33 or 34, the calculated jump distance is less than d 0 .
The contradiction arises in this calculation because the assumption of G 1 (L, j) does not match the calculation result. The energy consumption factor used in the assumption of G 1 is E amp . In this case, the calculation can be satisfied if the jump distance is greater than d 0 . However, the calculated optimal jump distance is less than d 0 and does not meet the Chinese Technical Code for Urban Utility Tunnel Engineering.
For G 2 , the above analysis method is also adopted. When L = 1000, the optimal jump count is in the range [14] , [15] , and when j = 14 or 15, the calculated jump distance is less than d 0 .
When L = 1500, the optimal jump count is in the range [22] , [23] , and when j = 22 or 23, the calculated jump distance is less than d 0 .
When L = 2000, the optimal jump count is in the range [29] , [30] , and when j = 29 or 30, the calculated jump distance is less than d 0 .
In this case, the calculation result is in a good agreement with the assumption of G 2 , the deployment conditions of the WSN and the Chinese standards [35] . Therefore, the jump distance that is less than d 0 should be chosen.
C. CLUSTER HEAD PROBABLITY
In section 2.3, the optimal selection of jump count and jump distance is discussed. The selection strategy of the CHs in each subunit is also related to protocol performance. In this section, the clustering strategy will be discussed.
Considering the clustering strategy, the architectural characteristics of utility tunnel and heterogeneous nodes. optimum number of CHs of ASCMP is determined by the deployment environment (non-square) and the energy characteristics of the nodes. The distance directly affects the cluster selection. This is in line with the engineering practice of the utility tunnel and conclusions in the [36] .
Assume that the length of the utility tunnel is 2 L. The BS is located in the geometric centre, and sensor nodes are deployed in the area. In this section, the half length is used. Unlike LEACH, in this work, all normal nodes deployed in the network are divided into Q clusters, and clustering is successfully completed. In the stable phase, the CH accepts data from members of clusters and transfers the data to the next subunit or BS. Hence, with the assumption of a uniform distribution of normal nodes in each subunit, the node density of each cluster can be defined as.
where r is the coverage radius of the node in each subunit (assuming that the coverage area of the nodes is circle), and N represents the number of normal nodes in a single cluster. The expected d 2 non−CH is calculated as E(d 2 non−CH ). The calculation process is given in Eq. (12) below.
d non−CH is the distance between CH and normal nodes, the energy consumption of a cluster can be divided into two parts: the energy consumption of CH and the energy consumption of normal nodes.
For the CH part, the energy consumption of the CH is (except for the forwarding part, and the set data fusion is a fixed value E DA ):
For the entire cluster, the energy consumption in a cluster consists of the information fusion energy consumption, circuit consumption, normal node transmission energy consumption and CH forwarding energy consumption, as shown in Eq. (15) . (15) In the utility tunnel multi-hop routing, the CH is also responsible for forwarding data in addition to receiving, transmitting, and processing data in clusters. Hence, all forwarding consumption can be calculated by total forwarding distances (half area L). It can be found that the forwarding energy consumption fluctuates. The maximum and minimum values are ε 2 fsL and ε fs (L/j) 2 , respectively. The average forwarding consumption of the CH can be calculated by 1/2·[ ε fs ·(L /j ) 2 + ε fs · L 2 ]. We substitute 1/2·[ ε fs ·(L /j) 2 + ε fs ·L 2 ] into E forward−total :
Then, the total energy consumption of the network is given as follows:
We derive E total and let ∂E total ∂Q = 0 . We have ∂E total ∂Q = 1 2 ε fs ( L 2
We then obtain Q best = 4 3πN 2 j 2 j 2 +1 .
D. REGIONAL ENERGY DENSITY INCREASE
In Sections 2.3 and 2.4, improvements in the multi-hop strategy and clustering method are discussed. However, compared with traditional routing protocols, such as LEACH and SEP, utility tunnel WSNs are linear networks. The distance has a huge impact on the energy consumption rate. The energy balance plays a key role in ASCMP. It is thus necessary to consider the energy density. In other words, the balance of the energy consumption is related to the accuracy, integrity, and timeliness of the network. Increasing the energy of a node is an effective way to solve this problem. In WSNs, the difference in node death time usually reflects the nodes' energy consumption rate. To reduce the influence of distance factors, the proposed method attempts to enhance the average energy level of the nodes in certain network areas. Many researchers have argued that reasonable energy configurations have an advantage in terms of WSN performance because energy is the main factor limiting WSN performance. Therefore, high energy consumption nodes are introduced. By making some areas have higher energy levels by establishing high energy consumption nodes, those areas can perform higher intensity forwarding tasks.
When energy is simply increased, there is a problem in the network: too many high energy consumption nodes are selected as CHs. This means that if there is uneven clustering and energy imbalance in the network, it will not be processed in time. Then, the number of CHs in the network must be increased. Notably, the network will be greatly affected by the increase in the number of CHs. If the CHs are too high, the transmission efficiency will rapidly decline, and the network lifetime will decrease. Therefore, a is the energy scale factor of the high energy node, and the energy of the high energy node is (1 + a) times the energy of the normal node, p is selection probability of CHs, which is key to solving the energy imbalance problem. Some experimental results with different combinations (a, p) are shown in Fig. 3 . It can be easily found that the best experimental result does not occur near the extreme points. This explains that a and p have an impact on the performance of the WSN and that increasing the energy requires a reasonable method.
III. RESULTS AND DISCUSSION

A. SIMULATION PARAMETERS CONFIGURATION
In this section, simulation experiments are used to evaluate the performance of the protocols. The experiments were performed using MATLAB R2012a. In order to make the simulation results more objective, 100 nodes are selected for network simulation. By consider the survivability, transfer capability, and extended capability to evaluate the protocols. The initial energy of each normal node is 0.5J. When their energy is 0J, it is judged that the node has died. In simulations, parameters are given in Table 1 .
For the sake of comparison, we also ran some well-known protocols: LEACH, SEP and M-LEACH. Therefore, we compare these protocols with ASCMP proposed in this paper. We evaluate the protocols in terms of the number of dead nodes, energy consumption, amount of data etc.
B. SURVIVABILITY ANALYSIS
Analysis aspects concerning survivability are given in section 3.1. First, we set up 100 sensor nodes for the simulation. Fig. 4 shows the relationship between the number of dead nodes and the number of rounds in the four protocols. In general, the time at which the first dead node appears in the network is an important indicator in assessing survivability. This means that the network is beginning to fail. From Fig. 4 , it can be observed that the time of the first dead node in ASCMP is similar to the other three protocols. The LEACH and SEP protocols retain the network integrity in the first 150 rounds. The first dead node of LEACH and SEP appeared after 281 rounds and 197 rounds, respectively. Notably, the first dead node under SEP appeared 84 rounds earlier than LEACH, even though SEP has more energy than LEACH. The time of the first dead nodes is related to the clustering strategy in SEP, which may lead to more uneven energy consumption in linear applications such as utility tunnels. At this time, both M-LEACH and ASCMP have already generated dead nodes. To evaluate survivability more accurately, it is necessary to assess the overall trend of the dead nodes. The ASCMP shows a very flat downward trend during the entire simulation process. However, the other three protocols show a significant decline, with an average number of dead nodes reaching 81%. Notably, after 1000 rounds, the number of dead nodes of ASCMP is only 14.29% of that of SEP. This verifies that in a linear WSN, the time to the first dead node is more strongly affected by distance. In other words, ASCMP's network lifetime greatly exceeded that of the other three protocols. Fig. 4 shows that ASCMP has a significant advantage in terms of survival persistence. Second, the number of dead nodes in different regions also reflects the survivability. Fig. 5 shows the comparison results in terms of the number of dead nodes in different regions. The monitoring region is divided into 4 ranges for comparison. The increasing number of dead nodes in each region varies across time. Fig. 5 describes the differences in the number of dead nodes in different regions. In detail, in the area far from the BS (300 m and 400 m areas), between 500 and 2000 rounds, the number of dead nodes increased by 10 (area:300m to BS, time: from 500 and 2000 rounds) and 9 (area:400m to BS, time: from 500 and 2000 rounds), with growth rates of 500% and 180%, respectively. In the area closer to the BS (the 100 m and 200 m areas), no dead nodes appeared in the first 1000 rounds. Dead nodes begin to appear between 1500 and 2000 rounds. Their number is significantly lower than in other regions, accounting for 21.2%-33.3% of the total number of dead nodes. As a result, a) in ASCMP, the region close to the BS does not generate energy holes even though it processes heavy forwarding tasks. b) There is no abnormal fluctuation in the number of dead nodes in each region; specifically, the energy consumption of each region is balanced. Fig. 6 shows that the effective lifetime of ASCMP is longer than the other three protocols. In 100 simulation experiments, the (LEACH, SEP, and M-LEACH) network integrities are seriously compromised. LEACH retained live nodes in only 7 experiments, and the percentage of live nodes was less than 2%. The portion of remaining nodes in SEP and M-LEACH exceeds 60%. In addition, the stability of M-LEACH is insufficient, and the fluctuation of dead nodes is more than 30. In contrast, after 1000 rounds, the average number of dead nodes is 4.21 in ASCMP, more than 85.9% lower than that of SEP and M-LEACH. Simultaneously, the stability has also been improved, and the fluctuation range of the dead nodes has dropped by more than 60% compared with M-LEACH to approximately 12. Therefore, among the 4 protocols, the effective lifetime of ASCMP is more than three times longer than the other protocols.
C. INFORMATION TRANSFER CAPABILITY ANALYSIS
In section 3.3, we assess the information transfer capability. As shown in Fig. 7 , we discussed the relationship between the number of CHs and rounds. Fig. 7 shows the number of CHs for ASCMP, LEACH, SEP and M-LEACH. The one point in figure represents the average of CH generated per 100 rounds. From Fig. 7 , it can be easily found that the number of CHs of ASCMP is greater than that of the other three protocols in the experiments. In detail, when running approximately 500 rounds, SEP outperforms LEACH. When running approximately 830 rounds, M-LEACH outperforms LEACH. The curves of LEACH and ASCMP decrease faster in the experiments; however, the total number of CHs of ASCMP is 121.76% the sum of the CHs of the other three protocols. This demonstrates that ASCMP can maintain better information transmission performance. ASCMP is always significantly higher than that of the other three protocols. After 100 rounds, the number of CHs of the data transmission capability is also an important ability in routing protocols. Fig. 8 shows the change in the total amount of data received by the BS (with time expressed in rounds). It can be found that the heterogeneous design of SEP achieves limited improvements to the data transmission capability. The data throughput of LEACH and SEP is similar. Notably, M-LEACH has a strong throughput in the early rounds. However, ASCMP's transmission ability exceeds that of M-LEACH after 196 rounds. Moreover, ASCMP's data throughput grows steadily from 0-1000 rounds, while the other three protocols have different degrees of lag. After 1000 rounds, the total throughput of ASCMP is 171.76% of that of M-LEACH throughput and more than 10 times that of LEACH and SEP.
D. EXTENDED ADAPTIVE CAPABILITY ANALYSIS
There are differences in pipeline proportions for utility tunnels in different cities. The difference is reflected in different requirements for the type and number of sensor nodes. Therefore, it needs to consider adaptability in uncertain scales when constructing a routing protocol. To verify its adaptability, to verify its adaptability, different scales of number of nodes are selected (50, 75, 100, 125, 150, 175, 200) . The percentages of dead nodes in the 250, 500, 750, and 1000 rounds are compared in Fig. 9 .
Two results can be noted from Fig. 9 . a) From the overall analysis, the percentage of dead nodes is increased over time, but the rate is relatively stable in 250 to 1000 rounds. This means that different scales have less impact on the network. b) Under the same rounds, by comparing the percentage of dead nodes in different scales, it can be found that the larger scale network has a lower percentage of dead nodes. The above two results indicate that the mortality rate of nodes remains stable indifferent ASCMP' network scales, especially on a larger scale. In other words, with increasing network scale and energy density, ASCMP has scalability.
IV. CONCLUSION
In ASCMP, the trade-off between the jump distance and jump count is an important means for improving the performance of WSNs. One method is to optimize the energy consumption by optimizing the number of hops and improving the cluster head strategy. On the one hand, multiple hops can make the relative energy losses in the edge area equal to those of the centre area. This effectively improves the energy loss rate, energy utilization and lifetime. In contrast, ASCMP determines clustering rules by considering the principle of energy minimization. This shows that the protocol fully considers the structural characteristics of the utility tunnel, operating methods and structural standards. To verify the performance of ASCMP, this paper also uses different indicators (network integrity, clustering, etc.) to evaluate its performance. In terms of network lifetime and energy efficiency, ASCMP performs better than classic routing protocols such as LEACH, SEP and M-LEACH. ASCMP has advantages in terms of survivability, information transfer capability and scalability. However, ASCMP does not consider the WSN's worksheet allocation, data drop rate and quality of service. Therefore, it is still an important task to propose a MAC protocol to boost the performance of utility tunnel WSNs in the future.
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