The CHDS Advantage: A Decade of Innovation in Homeland Security Education by Naval Postgraduate School. Center for Homeland Defense and Security
Calhoun: The NPS Institutional Archive
Center for Homeland Defense and Security (CHDS) Center for Homeland Defense and Security (CHDS) Reports
2012-10
The CHDS Advantage: A Decade of
Innovation in Homeland Security Education
Monterey, California : Naval Postgraduate School
http://hdl.handle.net/10945/30417




A Decade of Innovation 
in Homeland security education
October 2012
The Center for Homeland Defense and Security (CHDS) is located at the Naval Postgraduate School  (NPS) in Monterey, CA. 
Since 2002, CHDS has conducted a wide range of programs focused on assisting current and future leaders in homeland 
defense and security to develop the policies, strategies, programs and organizational elements needed to protect our nation. 
The programs are developed in partnership with and are sponsored by the National Preparedness Directorate, FEMA. 
All CHDS programs are focused on leadership development to enable the United States to protect the American people from 
all hazards. Through graduate- and executive-level coursework, seminars, and research, homeland security leaders gain the 
analytic skills and substantive expertise they need to secure the nation. The programs also prepare leaders to bridge gaps in 
interagency and civil-military cooperation by bringing together a diverse range of participants to share perspectives and lay 
the foundation for long-term homeland security collaboration.
Mission
To strengthen the national security of the United States by providing graduate level educational programs and services that 
meet the immediate and long-term leadership needs of organizations responsible for homeland defense and security.
Vision
The Center will excel as the nation's leading educational institution for the innovation and refinement of highly relevant 
curricula, the creation of depositories of applicable knowledge and the national center for the distribution, transfer and 
exchange of homeland defense and security information and educational products.
Program Goals
Strengthen national capacity for homeland security by advancing the study of homeland security as a substantive field of 
research, scholarship, and professional discipline. 
Create a multiplier effect to maximize federal investment—share program content, research results, and educational 
resources with organizations across the nation to build national homeland security preparedness through education. 
 
Naval Postgraduate School Center for Homeland Defense and Security
         
The Naval Postgraduate School’s (NPS) Center for Homeland Defense and Security (CHDS) is the nation’s homeland 
security educator. In the months following the 9-11 terrorist attacks, the United States Congress and Department of 
Justice partnered with NPS to establish a national institution to:
1) lead the development of the emerging field of homeland security education;
2) educate government and business officials and build a national cadre of homeland security leaders with 
advanced skills in organizational collaboration and innovative policy and strategy development;
3) serve as a national resource to grow the country’s homeland security knowledge base and disseminate 
valuable research and educational materials;
4) bring together in a neutral educational forum diverse individuals and organizations to discuss, debate and 
solve homeland security challenges.
       CHDS IS A NATIONAL INSTITUTION
The Naval Postgraduate School Center for Homeland Defense and Security answered the call for action and in just ten 
years has become an integral component of the nation’s homeland security  framework. The key to CHDS’ success 
is  how its growing portfolio of programs and resources are developed and delivered in an integrated model that 
maximizes savings and learning. The Center has built a vast network of relationships with hundreds of agencies, 
universities and homeland security organizations around the country and provides to them, at no cost, its extensive 
portfolio of resources upon which these groups now rely.   
59,000 users each month depend on the CHDS websites 
for research, digital library holdings, online courses and 
lectures, journal articles, and more to do their jobs and 
further their knowledge of homeland security issues. 
Agencies and departments depend on CHDS programs 
to develop their next generation of leaders. The Center’s 
alumni occupy senior leadership positions in local, 
state, tribal, territorial and federal government as well as 
executive positions with major U.S. corporations. Many 
alumni credit their CHDS education as a significant factor 
in their promotions and appointments. CHDS created the 
first homeland security graduate program and teaches five 
simultaneous cohorts that graduate up to 90 leaders each year. Governors and mayors use the CHDS mobile education 
teams to conduct on-site executive education seminars to ensure their administrations are prepared to prevent and 
respond to terrorist attacks and natural disasters.  
National associations and U.S. Department of Homeland Security (DHS) advisory committees and working groups 
depend on CHDS for its neutral educational status and ability to organize, facilitate and conduct special programs.  
CHDS has a global reputation for academic excellence and cutting edge innovation. Department of Homeland Security 
Secretaries Napolitano, Chertoff and Ridge along with Department of Defense Assistant Secretary Stockton all authored 
reflective articles published in the Center’s 9-11 ten year anniversary issue of its Homeland Security Affairs journal.  
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   THE CHDS ADVANTAGE:     
 A Decade of Innovation in Homeland security education
WHY NPS?
In 2001, the concept of homeland security in the United States was new and existed only in name.  No one knew what this 
emerging discipline would look like in the years to come. However, there was an immediate need for local, state, tribal, 
territorial and federal officials to become educated in issues they had never before had to address such as intelligence and 
information sharing, terrorism and asymmetric threats, weapons of mass destruction (WMDs), cyber-security, and critical 
infrastructure protection. Overnight, these officials were being asked to develop homeland security policies and strategies 
that had never existed in the United States and in topical areas in which few Americans and organizations had experience.  
There was an urgency to develop resources to assist these officials with their new roles and responsibilities. NPS has worked 
for decades with American and ally military leaders conducting research in and teaching many of these new homeland 
security priority concepts (see NPS Fact Sheet in the Appendix). Harnessing NPS’ extensive educational capabilities and 
retooling them for domestic officials was a way to expedite the U.S. homeland security development process.
The U.S. government needed to establish an institution to be the focal point for activities needed to support the homeland 
security educational needs of local, state, tribal, territorial, federal and private sector leaders. This became the mission of the 
Center for Homeland Defense and Security.
CHDS IS LEADING HOMELAND SECURITY EDUCATION
It was apparent that Americans faced new threats and addressing these threats required leaders at all levels of government 
to:
- work together in new partnership arrangements
- realign their organizations and resources, and
- develop new innovative programs, polices and strategies to be able to protect the nation and respond to 
future attacks
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     As an executive branch institution, NPS is            
  required by law to provide services on a cost        
   reimbursable basis. NPS cannot charge for        
  traditional university overhead expenses    
  such as executive salaries, facilities, and    
  profits.
This results in significant savings to the taxpayer that cannot 
be realized at private and public colleges and universities 
and most other organizations. For example, the current 
CHDS indirect rate is 8% compared with other equivalent 
universitites’ indirect rates which can exceed 48%. In 
addition, the CHDS master’s degree costs approximately 
$42,000 per person while comparable degrees at other tier 
one institutions average more than $81,000 per person. 
•	    Be service oriented and not profit driven
•	    Always serve the broader public good
•	    Be able to operate efficiently and economically
•	    Create a multiplier effect to realize an exponential       
   return on the tax payers’ dollars
In addition to its academic synergy, NPS was also the perfect 
choice as the home for the nation’s new homeland security
center because of the importance that the new institution:
Similarly, the CHDS Executive Leaders Program costs 
$3,125 per week per person while executive programs 
at other universities are more than double the cost. 
At the core of the CHDS mission is the charge to lead the national development of homeland security education and address 
the above leadership challenges. Since 2002, that is exactly what CHDS has done. It developed and launched the first homeland 
security master’s degree program in January 2003.  The master’s degree program is considered the gold standard for academic 
homeland security programs across the United States. Each time a course is delivered, an independent evaluator meets 
separately with class participants and receives feedback on how to strengthen the relevancy of the content. As a result of this 
comprehensive evaluative process, the curriculum is very dynamic and always changing to reflect the evolution of the homeland 
security world within which officials operate. 
 
The CHDS model integrates faculty, subject matter experts, course materials and research between all programs. The common 
sharing between multiple CHDS programs provides content, case studies and faculty insights that would otherwise be difficult 
to achieve economically and academically. The Executive Leaders Program (ELP) brings together the most senior local, state, 
tribal, territorial, federal and private sector homeland security leaders to discuss and debate current issues. Executive Education 
Seminars conducted by Mobile Education Teams (METs) provide half-day closed door seminars to governors and mayors and 
their cabinets. These seminars help city and state leaders to understand their roles and responsibilities and to identify potential 
planning shortcomings.   
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The integration model drives content development and 
innovation. The faculty share information across program 
lines and leverage existing curriculum and logistical 
support to create new programs that avoid significant 
start up and delivery costs associated with stand-alone 
programs developed and conducted independent of one 
another. For example, the one-week Fusion Center Leaders 
Program (FCLP) is an outgrowth of the master’s degree 
Intelligence course. The FCLP utilizes course content 
and faculty from the master’s degree course and the 
discussions, debates, issues and solutions that emerge 
from the FCLP sessions are incorporated back into the 
CHDS Master’s Degree, Executive Leaders and Executive 
Education Seminar programs.  This cross-pollination is 
only possible because all the programs and resources are co-located and managed at the Center. 
To help address the growing demand and need for homeland security academic programs across the country, CHDS created 
the University and Agency Partnership Initiative (UAPI). The UAPI bundles CHDS resources to build a national network of 
homeland security academic programs. CHDS serves as a clearing house for sharing at no cost homeland security curriculum, 
course materials, and multi-media lectures from not only CHDS but dozens of other UAPI partners. The University and Agency 
Partnership Initiative is a cost-effective multiplier effect that increases by tens of thousands the number and diversity of 
people with access to homeland security education. Through the UAPI, CHDS assists 300 colleges and universities to develop 
their own homeland security academic programs. CHDS teach-the-teacher workshops facilitate faculty development for other 
schools and assist them in jump starting their own homeland security course offerings by reducing the expense and difficulty of 
institutions having to “reinvent the wheel” and build curricula and programs from inception.
CHDS IS BUILDING THE NATION’S CADRE OF 
HOMELAND SECURITY LEADERS 
CHDS programs develop officials’ critical thinking, analytical and 
problem-solving skills so they are prepared to overcome obstacles 
and create new policies and strategies to protect the nation. CHDS 
alumni occupy senior leadership positions in all levels of government 
and in the private sector. As a result of their research and theses, 
alumni are recognized as subject matter experts and asked to serve 
on national policy work groups and to provide advice on complex 
homeland security issues. The 1,000 alumni share common bonds 
that facilitate their collaboration and problem-solving across organizations and jurisdictional lines. Alumni remain very active in 
Center activities. They serve as guest speakers, promote the use of CHDS programs and resources in their agencies, recruit new 
students, act as a think tank to assist the Department of Homeland Security, Congress and others to solve problems, and share 
information and assist each other daily through their own secure online forum – the Alumni Network.  In addition, they have 
organized into five regional alumni chapters and hold an annual two-day conference to further their networking and education 
on current homeland security topics.
CHDS Alumni Association Regional Chapters
Pacific Northwest Region




CHDS Alumni Occupy Senior Leadership Positions in Government and Business *
Master Degree Program Examples:
 Cathy Lanier, Chief of Police, Washington, D.C. Metropolitan Police Department
 Joseph Pfeifer, Chief of Counterterrorism and Emergency Preparedness, New York City Fire Department     
 Tony Russell, Superintendent, FEMA Emergency Management Institute       
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   Michael McDaniel, Brigadier General, Michigan State Guard         
 Jodi Chattin, Assistant Commissioner, Chicago Fire Department        
 Brenda Heck, Section Chief, Counterterrorism Division, Federal Bureau of Investigation
 Patrick Butler, Assistant Fire Chief - Special Operations Division, Los Angeles Fire Department
 Keith Squires, Colonel / Deputy Commissioner, Utah Dept. of Public Safety, Director of Homeland Security & Emergency   
 Management
 Susan Reinertson, Chief Operations Administrator, AMTRAK
 Timothy Alben, Colonel/Superintendent, Massachusetts State Police
Executive Leaders Program Examples:
 Timothy Lowenberg, TAG/Director, Washington (State) Military Department        
 Richard Serino, Deputy Administrator, FEMA          
 Scott McAllister, Deputy Under Secretary, State & Local Program Office, DHS Office of Intelligence & Analysis   
 Robert Dunford, Superintendent in Chief, Boston Police Department, Office of the Police Commissioner
 Timothy Manning, Deputy Administrator, Protection and National Preparedness, FEMA
 Mark Ridley, Deputy Director, Naval Criminal Investigative Service (NCIS)        
                 Harry Jeffries, Jr., Director, Preparedness Program Integration, Georgia Dept of Health, Health Protection, Emergency 
 Preparedness and Response
 Mark Cooper, Director, Louisiana Governor’s Office of Homeland Security & Emergency Preparedness
 Nancy Dragani, Executive Director, Ohio Emergency Management Agency
 Frank Cruthers, First Deputy Commissioner, New York City Fire Department
 Gregory Dean, Chief of the Department, Seattle Fire Department
* Job titles reflect employment and positions as of September 2012
 
CHDS Distinguished Fellows*            
Each year, one or two master’s degree alumni are given the opportunity to serve at FEMA headquarters in Washington DC. The 
Fellowship allows the Department of Homeland Security to benefit from the broad homeland security perspectives the Fellows 
represent. It also provides an opportunity for the Fellows’ home agencies to benefit from the national perspective and DHS 
programmatic knowledge that the Fellows bring back to their organizations.
2005-2006 Vincent Doherty, Captain, New York City Fire Department
2006-2007 Jay Hagen, Captain, Seattle Fire Department
2007-2008 Charles Eaneff, Deputy Chief, Sunnyvale Department of Public Safety, Sunnyvale, Calif.
 Deidre “Dee” Walker, Assistant Chief, Montgomery County Police Department, Montgomery County, Md.
2008-2009  John Paczkowski, Director, Emergency Management and Security, Port Authority of New York/New Jersey
 Lai Sun Yee, Assistant Deputy Secretary for Homeland Security, Executive Chamber, State of New York
2010-2011  Sara Kay Fisher, Emergency Response and Security Manager, California Administrative Office of the Courts, San   
 Francisco
 Laurie J. Van Leuven, Emergency Management, Strategic Advisor, Seattle Public Utilities
2011-2012 Tracy Frazzano, Lieutenant, Montclair, N.J., Police Department
2012-2013 Michael Biasotti, Chief, New Windsor, N.Y., Police Department       
               *Job titles reflect employment and positions at time of DHS - FEMA Fellowship
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CHDS LEADS HOMELAND SECURITY INNOVATION
The Center provides a one-of-a-kind learning environment that facilitates collaboration between all levels of government 
and more than 24 professional disciplines. CHDS master’s degree participants research and write papers and a thesis that 
explore and propose creative solutions to pressing homeland security problems.  These works contribute significantly to the 
national knowledge base and have become the basis for homeland security policies and strategies around the country; several 
have become national best practices. The CHDS experience takes the learning out of the classroom and into the real world.  
Headlines from “Out of the Classroom and into the World” articles highlight participants and alumni who have taken innovative 
ideas forged in the CHDS classroom and applied them in the field to solve problems. 
•	 Lewis, Taquechel Seek to Quantify Deterrence
•	 Unified Purchasing is Smart Business for LASD 
•	 CIP Course Aids in Town’s Water Supply Quest
•	 Watch Officer Analyzed FEMA Web 2.0 Strategy
•	 FCO’s Thesis was Genesis of Training Program 
•	 Department of Homeland Security Office of Health Affairs Chemical Defense Program Analyzes Subway Safety Against 
Chemical  Terrorist Threats
•	 FDNY Captain Explored Fire Service Role in Homeland Security Enterprise
•	 Student Critical Infrastructure Protection Project Drives Legislation
•	 Mathematical Modeling Applied to Maritime Security
•	 Long Beach Police Commander Analyzed Technology to Better Common Operating Picture
•	 Public Health Part of Homeland Security Threat Assessment
•	 Fire Chief Embraces Video for Intelligence Collection
•	 Assistant Police Chief Explored Nexus of Governance, Technology
•	 Paper Leads to Enhanced Public Safety Decision Making for Bomb Detection
•	 Utah, Feds Capitalize on Modern Fingerprint Technology
•	 Technology Improves CBRNE Response, Detection
•	 DNA Under-used Tool in Immigration Determinations
•	 Deputy Asst. Port Director Envisions High-tech Approach to Tracking International Travelers
•	 Paper Inspires Quest for Database Information Sharing
•	 Coast Guardsman Enlists Citizens, Social Media to Safeguard Nation's Waterways
•	 Computer Gaming Innovations Lead to Improved Emergency Communications     
(Full listing in Appendix)
CHDS IS A NATIONAL RESOURCE
A significant benefit of housing multiple programs at CHDS is the compilation of materials that are made available to serve 
government officials, business executives, academics and the public regardless of where the user is located. The CHDS websites 
service a community of more than 54,500 national and international account holders who rely on CHDS restricted resources to 
develop and deliver their programs and execute their missions. In 2011, users visited the CHDS portal over 3.9 million times to 
conduct research, access learning modules, read journal articles, listen to pod-casts, download critical infrastructure protection 
tools, take self-study courses or watch interviews with homeland security leaders. Demand for CHDS resources continues to 
grow annually and is anticipated to reach 6.5 million annual visits in the next ten years.
Example of Fellowship Impact - Charles Eaneff, Deputy Chief, Sunnyvale Department of Public Safety, Sunnyvale, Calif.
As a CHDS Fellow, Chuck Eaneff brought years of local law enforcement experience to FEMA headquarters in Washington 
DC.  In working with the FEMA Office of the Administrator, he identified the benefits and opportunities for the agency to 
work more closely with local and state law enforcement around the country. He wrote a report to Congress on “The Efficacy 
and Feasibility of Establishing Specialized Law Enforcement Deployment Teams (LEDT) to Assist State, Local, and Tribal 
Governments in Responding to Natural Disasters, Acts of Terrorism, or Other Man-Made Disasters.”  His Fellowship resulted 
in FEMA establishing a law enforcement office and liaison functions with major national and international law enforcement 
associations. In addition, Eaneff was able to provide valuable advice to the Office of the Administrator on law enforcement 
related issues during major disasters including Hurricanes Ike and Gustav.
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    9,736  professionals have enrolled in CHDS online Self-study courses 
 25,197  students, academics, and officials have personal accounts and 634 organizations have group-wide access to the  
          Homeland Security Digital Library for “one stop research”
         52,785  readers rely on the Homeland Security Affairs journal which provides a forum to propose and debate strategies,  
                  policies, and organizational arrangements to strengthen U.S. homeland security
           1,034   educators and 300 educational institutions and programs are affilated with the University and Agency Partnership   
                  Initiative
              100   different Viewpoints interviews have been downloaded by 3,321 users to hear about future trends, policies, and    
          innovations with homeland security leaders
CHDS IS THE “GO TO” ORGANIZATION
The CHDS reputation for academic rigor, exploration and neutrality has made the Center a well-respected facilitator of working 
groups and source of subject matter expertise on sensitive homeland security issues.  Department of Homeland Security offices, 
advisory councils, national associations, and local, state and federal agencies are some of the organizations that are increasingly 
depending on CHDS for assistance.  CHDS is asked to convene workshops, seminars and meetings to bring together academics 
and practitioners from around the world to drive policy and strategy development and build consensus around solutions.   
In its final report, Secretary Napolitano’s Homeland Security Academic Advisory Council singles out CHDS for its important role 
and achievements and recommends:
         “DHS should increase its promotion of CHDS…” and have CHDS take the lead on several important DHS initiatives.
         from the Homeland Security Academic Advisory Council (HSAAC) Member Briefing Materials, July 19, 2012
                  (Please see Appendix for additional information regarding this report.)
 
And, for the second year in a row, CHDS was asked by U.S. News & World Report magazine to provide the national perspective 
on trends in homeland security education. The annual Best Colleges special issue features the homeland security educational 
discipline as one of the fastest growing areas of study and CHDS’ role in supporting degree programs around the country. Also, 
CHDS was named the Most Effective Federal Government Security Program, Project or Agency as well as Best Homeland Security 
Training/Higher Education Program by Government Security News magazine in November of 2010. (Please see Appendix for both 
articles.)
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Examples of CHDS National Homeland Security Support Activities:
In March 2012, CHDS supported the ongoing development of the fusion center network through two events. The National Fusion 
Liaison Officer Program Workshop addressed a need for liaison officers to ensure information is flowing efficiently both to the 
fusion centers and the communities they serve. A separate, but related, workshop discussed proposed Centers of Analytical 
Excellence in which fusion centers could specialize in a specific type of intelligence and share their expertise with other centers.
CHDS facilitated the FEMA Preparedness Task Force in 2010. The Task Force, comprising homeland security professionals from 
around the country, represented an array of disciplines. The Task Force’s work culminated in a report to Congress titled, “Perspective 
on Preparedness: Taking Stock Since 9/11.”
Other special seminars and workshops have included: 
•	 Strategic Implementation Plan for Empowering Local Partners in the United States (a countering violent extremism conference 
held at the White House)
•	 State and Local Intelligence: Challenges for Homeland Security
•	 Critical Infrastructure Protection: Metrics and Tools
•	 The Ogma Workshop: Exploring the Policy and Strategy Implications of Web 2.0 on the Practice of Homeland Security
•	 The Infrastructure Modernization Initiative: Homeland Security Implications and Challenges
•	 Lacy Suiter Policy Forum: The Future of Emergency Management
•	 University and Agency Partnership Initiative Continental Security Conference: Homeland Security and Resilience, Emergency 
Management, Civil Security, and Immigration and Border Issues
•	 Electric Power Grid Resilience
•	 Local-State-Federal Senior Law Enforcement Executives Seminar
•	 New Homeland Security Advisors Executive Seminar
•	 TRAM (Terrorism Risk Assessment Method) Software Training
•	 Emergency Management Executive Academy (EMI)
•	 Radiological Emergency Preparedness Executive Education Focus Group 
•	 Pace University-CHDS Collaborative in Public/Private Partnerships in Homeland Security 
•	 Department of Justice Local-State-Federal Senior Law Enforcement Executives Seminar 
•	 California State Terrorism Threat Assessment System (STAS) Executive Summit 
•	 Muslim Communities in Homeland Security 
•	 Department of Homeland Security Interoperability Grant Facilitation 
•	 Department of Homeland Security State, Local, Tribal and Territorial Government Coordinating Council Executive Committee 
Meeting 
•	 U.S. Coast Guard Workshop - National Critical Infrastructure
•	 National Guard Workshop - Educate the Educator 
•	 State and Local Intel Workshop 
•	 Communities in Homeland Security 
8
     For additional information regarding this report or the 
Naval Postgraduate School Center for Homeland Defense and Security, please contact:
Heather Issvoran  
Director, Strategic Communications  
hissvora@nps.edu  
831-402-4672 (c) 
NPS at a Glance  
 
The School 
The Naval Postgraduate School is an academic institution whose emphasis is on study and research programs relevant to 
the Navy's interests, as well as to the interests of other arms of the Department of Defense. The programs are designed to 
accommodate the unique requirements of the military. 
The Campus 
Located in Monterey, California, on the Pacific Ocean 120 miles south of San Francisco, the Naval Postgraduate School 
campus covers 627 acres of land. The site, which has been home to NPS since 1947, houses state-of-the-art laboratories, 
numerous academic buildings, a great library, government housing and impressive recreational facilities. 
The Students 
Nearly 1,500 students attend the Naval Postgraduate School. The student body consists of officers from the five U.S. 
uniformed services, officers from 46 other countries and a small number of civilian employees. Selection of officers for 
fully-funded graduate education is based upon outstanding professional performance as an officer, promotion potential 
and a strong academic background. 
The Faculty 
The faculty, the majority of whom are civilians, are drawn from a broad diversity of educational institutions and represent 
a prestigious collection of scholars. Faculty/student interaction is high. Every class is taught directly by a faculty member. 
Over ninety-nine percent of NPS faculty members hold a Ph.D. 
The Degrees 
The Naval Postgraduate School offers classes leading to advanced degrees in a variety of fields. 
MASTER OF ARTS DEGREE: 
National Security Affairs 
MASTER OF BUSINESS ADMINISTRATION DEGREE: 
Defense-Focused (MBA); Executive (EMBA); Joint (JMBA) 
MASTER OF SCIENCE DEGREE: 
Aeronautical Engineering; Applied Mathematics; Applied Physics; Applied Science; Astronautical Engineering; Computer 
Science; Contract Management; Defense Analysis; Electrical Engineering; Engineering Acoustics; Engineering Science; 
Information Technology Management; International Resource Planning and Management; Leadership and Human 
Resource Development; Management; Materials Science and Engineering; Mechanical Engineering; Meteorology; 
Meteorology and Physical Oceanography; Modeling, Virtual Environments and Simulation (MOVES); Operations Research; 
Physical Oceanography; Physics; Program Management; Software Engineering; Systems Engineering; Systems 
Engineering Management; Systems Technology 
ENGINEER DEGREE: 
Astronautical Engineer; Electrical Engineer; Mechanical Engineer 
DOCTOR OF PHILOSOPHY: 
Aeronautical and Astronautical Engineer; Applied Mathematics; Applied Physics; Computer Science; Electrical 
Engineering; Engineering Acoustics; Mechanical Engineering; Meteorology; Modeling, Virtual Environments and 
Simulation (MOVES); Operations Research; Physical Oceanography; Physics; Systems Management; Software Engineering 
DOCTOR OF ENGINEERING: 
Aeronautical and Astronautical Engineer; Engineering Acoustics; Mechanical Engineering 





CHDS - More than A Decade of Innovation in Homeland Security Education
    Center for Homeland Defense and Security Fact Sheet 
 
About the Naval Postgraduate School (NPS) Center for Homeland Defense and Security (CHDS) - www.chds.us 
• Since 2002, CHDS has provided a neutral educational forum where current and future HS leaders learn, discuss and     debate policies, strategies, programs, and organizational elements to counter terrorism and handle catastrophic events 
• Through graduate-level coursework, seminars, and research, HS leaders gain analytic homeland expertise while bridging   gaps in interagency, intergovernmental, and civil-military cooperation 
• Core programs are sponsored by U.S. Department of Homeland Security, FEMA 
 
Homeland Security Master’s Degree Program 
• Started in January of 2003, this accredited 18-month program brings local, state, tribal, territorial and federal                        leaders together in a unique learning environment 
• Participants are in-residence two weeks per quarter; remainder of coursework completed via network-based learning 
• Approximately 160 students from diverse disciplines are enrolled in concurrent cohorts; classes are held in Monterey, CA and Shepherdstown, WV 
• Participants complete a thesis on policy issues confronting their city, state, or sponsoring organization; theses are        being implemented by agencies around the nation to solve HS challenges 
 
Executive Leaders Program (ELP) 
• Strengthen national security by providing a non-degree, graduate-level educational program to meet the needs of high- ranking government and private-sector leaders 
• Provide an educational forum to enhance leaders' capacity to identify and resolve homeland security problems 
• Create nationwide homeland security networks and build relationships between senior leaders across disciplines,   agencies and levels of government  
•   Pacific Executive Leaders Program established in 2012 to meet specific needs of leaders in the Pacific region 
 
Executive Education Seminars (EES), Facilitated by Mobile Education Team (MET) 
• Half-day executive seminars, facilitated by Mobile Education Team (MET) subject matter experts, provide a neutral   educational forum to explore, discuss and debate HS issues 
• Program is focused on governors, mayors, other elected officials and their respective homeland security teams 
• Topics are discussed in a roundtable format utilizing area specific interactive scenarios 
 
Fusion Center Leaders Program (FCLP) 
• Five-day graduate-level program which examines key issues facing fusion center leaders and their role in homeland 
• Designed to enhance critical thinking related to homeland security and public safety intelligence issues at all levels of government and the private sector 
 
University and Agency Partnership Initiative (UAPI) www.uapi.us 
•   CHDS offers its curriculum, learning technologies, and educational resources to institutional and individual partners,                                           who also share their curriculum and specialized expertise with CHDS and other UAPI partners 
• “Multiplier effect” increases number and diversity of students with access to HS education nationally 
 
Homeland Security Self-Study Courses 
• Non-credit, online versions of the MA courses; available to professionals who wish to enhance their understanding of key               concepts and require the flexibility of self-paced instruction 
• Total enrollment is greater than 9,700 participants 
 
Homeland Security Digital Library (HSDL) - www .hsdl.org 
• Nation’s premier collection of HS policy and strategy related documents; supports local, state, tribal, territorial and federal analysis, decision-making, and academic research 
• All documents are selected by staff of librarians and subject matter experts 
• Full collection and special features are accessible to account holders; a portion of the collection is open to the public 
• Part of the Federal Depository Library System 
 
Homeland Security Affairs  Journal - www.hsaj.org 
• Academic, online journal with submissions from national homeland security experts 
• Articles propose and debate strategies, policies, and organizational arrangements to strengthen HS 
• Catalogued by more than 466 libraries worldwide; indexed by EBSCO and ProQuest 
 
 
CHDS - More than A Decade of Innovation in Homeland Security Education 
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Chart 1: Program Cost per Participant
* Cost comparisons are based on information from each universities’ website as of October 2012 
* The books and supplies costs for Johns Hopkins MPP,  Princeton and Georgetown are estimates based on other benchmark schools. In addition to the above costs, 
CHDS Master’s Degree Program travel, room and board, and miscellaneous expenses average $17,500 per student. Travel, room and board, and miscellaneous expenses for 
benchmark schools average between $35,000 and $45,000 per student.
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NPS National Security Affairs Department 
Benchmark Schools
Johns Hopkins University - School of 
Advanced International Studies: Master 
of Arts in International Relations, 
Strategic Studies
$76,512 $3,000 $79,512 24 months, 4 
semesters
16 courses $4,970 50%                             
On Campus - 
Training
Georgetown University - School of 
Foreign Service: Master of Arts in 
Security Studies
$60,480 $2,500 $62,980 18 or 24 months,
3 or 4 semesters
12 courses $5,248 55%                              
On Campus - 
Instruction
Tufts University - The Fletcher School: 
Master of Arts in Law and Diplomacy, 
International Security Studies
$76,928 $2,000 $78,928 24 months, 4 
semesters
16 courses $4,933 60%                            
On Campus - 
Instruction
Harvard University - Kennedy School of 
Government: Master in Public Policy
$82,836 $3,896 $86,732 24 months, 4 
semesters
18 courses $4,818 34%                         
On Campus - Other 
Sponsored Activity
Princeton University - Woodrow Wilson 
School of Public and International 
Affairs, Master in Public Affairs
$81,000 $2,500 $83,500 24 months, 4 
semesters
16 courses $5,219 61%    
On Campus - All
Columbia University - School of 
International Affairs and Public Affairs: 
Master of Public Administration
$86,760 $2,000 $88,760 24 months, 4 
semesters
16 courses $5,548 31%                           
On Campus - Other 
Sponsored Activity
Other CHDS Benchmark Schools with 
Rigorous Focus on Public Policy Analysis 
and Critical Thinking
Johns Hopkins University - Institute for 
Policy Studies: Master of Public Policy
$88,608 $2,500 $91,108 24 months, 4 
semesters
16 courses $5,694 50%                             
On Campus - 
Training
University of Chicago - The Harris 
School for Public Policy, Master of 
Public Policy
$79,722 $4,000 $83,722 24 months, 4 
semesters
18 courses $4,651 46%                             
On Campus - 
Instruction
Benchmark School 
Average Cost per 
Participant
$81,905 Benchmark School 
Average Indirect Rate
48%
Cost Comparison of CHDS Master's Degree and Indirect Rate to Benchmark Schools *
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Cost Comparisons of Executive Education Programs*
* Cost comparisons are based on information from each universities’ website as of October 2012 
A portion of the Naval Postgraduate School campus is seen in this photo. Watkins Hall is the 
home of the Center for Homeland Defense and Security and is in the lower left corner.
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Overall Findings 
•	 Over the past ten years, homeland security education has significantly grown, with over 350 new degree 
programs created. In the past two years, the most growth has been at the associate’s degree level, possibly 
due to Department of Homeland Security’ Transportation Security Administration (TSA) Associates 
Program. 
•	 The Department of Homeland Security-funded Center for Homeland Defense and Security (CHDS) at 
the Naval Postgraduate School (NPS) has been a primary provider of homeland security graduate and 
executive-level education since 2002. 
•	 The CHDS University and Agency Partnership Initiative at NPS supports the nationwide development of 
homeland security education through training, content sharing, and an online community of practice. 
•	 In 2007, CHDS facilitated the development of a suggested master’s degree program/curriculum outline. 
•	 This program outline has not been updated in seven years. 
Draft Recommendations 
The Subcommittee on Homeland security academic programs makes the following draft recommendations: 
1.  DHS (Department of Homeland Security) and CHDS should establish a definition of homeland security academic 
programs that could serve as a guide for overall program development, with an ancillary set of affiliated degree 
programs that support homeland security efforts. 
2.   In consultation with the DHS Office of Academic Engagement, CHDS should convene a workshop comprised 
of homeland security academics and practitioners to review and update the suggested master’s degree program/
curriculum outline. 
3.   In consultation with the DHS Office of Academic Engagement and TSA, CHDS should convene a national group 
to develop an outline for suggested bachelor’s and associate’s degree programs, as well as certificate programs and 
stackable credentials. These academic programs should provide a clear pathway for progressive movement from 
certificate and associate programs  through the bachelor’s degree level, while ensuring high quality standards and 
the use of best practices. 
4.   DHS should make available their list of key skill sets and map these to job opportunities and increasing levels of 
responsibility within DHS, and other potential employers. 
5.   DHS should increase its promotion of CHDS and establish joint initiatives with CHDS that advance educational 
opportunities for DHS employees, while maturing the homeland security discipline.
* Full report is available at http://www.dhs.gov/xlibrary/assets/hsaac/hsaac-july-10-member-briefing-materials.pdf
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F I R E   D E P A R T M E N T 
9 MetroTech Center             Brooklyn, NY 11201-3857 
SALVATORE J. CASSANO 
Fire Commissioner                      Suite 8W-6 
      November 3, 2011 
Director Glen Woodbury 
Naval Postgraduate School Center for Homeland Defense and Security 
700 Dyer Road, Building 246, Room 372 
Monterey, CA 93943 
Dear Mr. Woodbury: 
Following the unimaginable losses of September 11th, 2001, the New York City Fire 
Department was faced with the task of rebuilding the department in a world that had changed 
dramatically.  From that moment on, we as a department knew that we were not only responding 
to fires and medical emergencies.  Our role in New York City was forever altered, and the 
FDNY had to adapt and prepare to respond to the very real threat of terrorism, just as we prepare 
to respond to a house fire, or an injured individual. 
Though this new endeavor was in many ways a drastic change from the work on which 
the FDNY’s reputation was built, as with any new challenge, our preparation would begin with 
training and education.
The Naval Postgraduate School Center for Homeland Defense and Security (CHDS) 
would provide a great deal of that education. The CHDS recognized that homeland security did 
not begin and end with only traditional law enforcement, but now must include members of the 
fire service, emergency medical service, and emergency management across the country.   
Through the CHDS, leaders from our department had the opportunity to collaborate with 
homeland security officials from across the nation, and from many different agencies.  Together, 
we could discuss policy, strategies for the future, and organizational designs that would shape 
our response.  This wealth of knowledge is an invaluable tool to have at our disposal. 
The CHDS has been a source of education to many of our top level chiefs since its 
inception in 2003.  Our Chief of Counterterrorism and Disaster Preparedness, Assistant Chief 
Joseph Pfeifer is a graduate of the CHDS.  Our Chief of Emergency Medical Service Abdo 
Nahmod is a recent graduate as well.  In all, 22 FDNY members have graduated from this vital 
program in the past eight years. 
As in any paramilitary organization, the role of our top Chiefs is to bring the knowledge 
gained to every member, in every rank.  Through the FDNY Center for Counterterrorism and 
Disaster Preparedness, this new level of awareness and training provided by the CHDS has been 
1
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disseminated throughout the department.  In hundreds of training exercises each year, through 
our Counterterrorism Center, at our Fire and EMS Academies, at every firehouse, and through 
our weekly intelligence briefings to all members, the fingerprints of the CHDS are evident. 
The investment in the CHDS has already proved beneficial for the FDNY, and the City of 
New York.  No one incident proves that our dedication to training and education in homeland
security has been successful more than in Times Square on May 1, 2010.  When FDNY 
firefighters responded to a terrorist’s attempt to detonate a large scale explosive in the middle of 
Manhattan, they were armed not just with ladders and hoses, but with an education in 
counterterrorism that would prove more useful than any one piece of equipment.  Their 
education and understanding helped save the lives of hundreds of innocent people, as well as 
their own.
We in New York City know first hand that the threats we face as a nation are very real.  
New York is a city of over eight million people, with millions more who come to work and visit 
every day.  The FDNY responds to well over a million incidents every year and is responsible for 
protecting 560 miles of coastline.  The sheer size of those numbers means that FDNY 
Firefighters, Emergency Medical Technicians and Paramedics must be trained in the best, and 
latest available counterterrorism information possible. 
And the simple fact is that the FDNY of today is better trained, better prepared and better 
equipped for the new challenges and threats we face.  The Naval Postgraduate School Center for 
Homeland Defense and Security has been a tremendous asset in facing those challenges, and has 
been an integral part in the rebuilding and resilience of the New York City Fire Department. 
 Sincerely, 
       Salvatore J. Cassano 






U.S. News & World Report, 2013 Best Colleges Edition
Discover 9 New College Majors With a Future
Colleges are responding to workplace demand by adding degrees.
By CHRISTOPHER J. GEARON
September 12, 2012 
Want to major in a field of the future? Colleges have been responding to developments in technology and business by 
creating majors that hardly existed 5 or 10 years ago. Other more established fields are suddenly hot at the undergraduate 
level as demand for workers spikes. Consider several emerging options:
1. Biomedical engineering: The body’s systems are prone to wear and tear, and biomedical engineers apply engineering 
science and technology to come up with fixes: They look for chemical signals in the body that warn of cancer, invent and 
improve medical devices and prosthetics, engineer new drugs and vaccines, and design robots to assist in surgery. The U.S. 
Bureau of Labor Statistics names biomedical engineering the fastest-growing occupation between 2008 and 2018, with a 72 
percent rate of job growth.
Undergraduate programs number about 64 now, according to the biomedical engineering accreditation body. The University 
of Washington and Ohio State University have rolled out programs, while schools with established majors include Johns 
Hopkins University, Duke University, Georgia Institute of Technology, Massachusetts Institute of Technology, and University of 
California—San Diego.
2. Computer game design: Today’s game design students will join an industry expected to reach $82.4 billion globally by 
2015, compared to $55.5 billion in 2010. Becker College, along with neighbor Worcester Polytechnic Institute, is a popular 
destination for prospective game designers. Others include DePaul University, Michigan State University, and Rochester 
Institute of Technology.
“This is affecting the way we train people—think firefighters, military, but also corporate—the way we shop ... and the way 
products are pitched to us,” says Lucia Dettori, associate dean of DePaul’s College of Computing and Digital Media.
Graduates work in game production, development, design, art, programming, computer graphics, and human computer 
interaction. They are also software engineers at gaming studios and in architecture, medicine, law, and other industries using 
interactive simulation.
3. Environmental studies/sustainability: Programs in environmental studies are spreading as energy, water, food, and 
climate promise to be defining issues of the century. Students at the University of Wisconsin—Madison can now major in 
either environmental studies or environmental sciences, for example.
Environmental studies is an interdisciplinary degree, requiring students to select among courses in health, food and 
agriculture, energy, biodiversity, climate, history and culture, land use, and policy.
In the related field of sustainability, which concentrates on keeping biological systems diverse and productive, some 35 U.S. 
colleges (including Arizona State University, Pennsylvania State University, the University of Kentucky, and the University of 
Oklahoma) offer a bachelor’s degree, according to the Association for the Advancement of Sustainability in Higher Education.
Several others offer more specialized degrees; Unity College, for example, offers degrees in sustainable agriculture and 
sustainable energy.
4. Health informatics/information management: The need is huge for professionals who can help acquire, manage, 
and use information to improve health and manage payments. According to the Commission on Accreditation for Health 
Informatics and Information Management Education, 54 baccalaureate programs currently are accredited, including those at 
the University of Washington, Temple University, the University of Illinois—Chicago, and Weber State University. The American 
Medical Informatics Association projects a need for more than 50,000 workers in the next five to seven years.
This is a good path for someone who isn’t “all about direct patient contact,” says Heather Hodgson, who recently earned a B.S. 
in health information management from the College of St. Scholastica, home of one of the nation’s oldest programs. Hodgson 
took biomedical core courses—anatomy, physiology, medical terminology—along with basic computer courses, management 
information systems, and systems analysis and design. Specialized courses rounded out the program.
5. Homeland security: This has to be among the fastest-growing educational disciplines in recent memory, says Stanley 
Supinski, director of partnership programs for the Naval Postgraduate School’s Center for Homeland Defense and Security. Of 
the more than 300 programs that have sprouted since 9/11, about 75 lead to undergraduate degrees.
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The center, created in 2002 to be the nation’s lead homeland security educator, develops and shares curricula with interested 
universities. Courses offered by many schools include critical infrastructure, criminal justice, emergency and disaster 
planning, weapons of mass destruction, and constitutional issues in homeland security. Schools partnering with the center 
include Tulane University, Eastern Kentucky University, Texas A&M University, Florida International University, Monmouth 
University, and Endicott College.
Meanwhile, Marian University offers its own B.S. in homeland security, Virginia Commonwealth University has created a B.A. in 
homeland security and emergency preparedness, and Tulane University offers a B.A. in homeland security studies.
6. Information assurance/cyber security: Job demand has grown “tenfold over the last 10 years” for cyber security or 
information assurance, says Dickie George, former information assurance technical director for the U.S. National Security 
Agency.
The NSA, with the Department of Homeland Security, sponsors the National Centers of Academic Excellence in Information 
Assurance, which designates schools that meet established standards in teaching students to spot and fix vulnerabilities in 
the nation’s information infrastructure. Mississippi State University, the University of Tulsa, Dartmouth College, and Carnegie 
Mellon University are among the 166 institutions with undergrad programs designated centers of excellence.
Information assurance students learn about the technical aspects of protecting computer systems, networks, and individual 
computers from viruses, worms, hackers, terrorist threats, and corporate espionage. Students may also take computer crime 
and forensics classes, as well as E-commerce courses to learn about different business models and privacy and security 
protocols. They also study how to plan, analyze, design, and implement modern information systems.
7. Nanotechnology: In this young science, unusual physical, chemical, and biological properties show up when materials are 
in the microscopic realm that starts at one billionth of a meter. Nanomaterials already help make golf clubs, skis, car parts, and 
dental implants stronger, and are expected to make tomorrow’s buildings and bridges lighter and more durable.
Nanotechnology-based medicines promise to send toxic drugs straight to tumors, and the technology could be the key to 
more energy-efficient fuel cells, solar panels, and batteries, and to environmental cleanup.
The industry is poised to grow to $2.4 trillion worldwide by 2015 and employ 2 million people in the country by 2020. The 
University at Albany—SUNY started the nation’s first nanotechnology graduate program in 2004, and in 2010 rolled out two 
undergraduate degrees.
The degrees prep students for grad school, for careers in nano-related industries or basic research, or for jobs in the physical 
sciences, materials science, physics, biophysics, chemistry, or biochemistry. Other schools that have introduced similar majors 
include Drexel University, Louisiana Tech University, and University of Central Florida.
8. New media: Colleges are offering a slew of variations under the new media umbrella, combining traditional journalism or 
communications studies with offerings in digital media and design. A sample: the new media studies major at Alma College, 
MIT’s Comparative Media Studies program, and the University of Southern California’s B.A. in interactive entertainment. 
Students at USC combine a liberal arts background with a specialization in cinematic arts such as filmmaking, writing, and 
directing.
Other schools offering new media majors include Wellesley College, the University of Minnesota, and Syracuse University. 
New media degrees can lead to jobs in filmmaking, television, game design, animation and programming, graphic design, 
audio and visual arts, social media, E-text and Web publication, advertising, journalism, and media research.
9. Public health: Whether because of flooding, the spread of antibiotic resistance, or healthcare reform, the call for public 
health experts is great. Students used to have to wait until graduate school to delve in. No longer. Many institutions offered 
an undergraduate major, minor, or concentration. A sampling: the University of Washington, East Tennessee State University, 
Tulane, San Diego State University, UC-Berkeley, the University of Maryland, Johns Hopkins, and the University of South 
Florida.
The major prepares students for entry-level jobs in government agencies, health corporations, community nonprofit 
organizations, and healthcare facilities. And if the coursework inspires a desire to move into the personal health realm, the 
degree appeals to the admissions folks at medical schools, too.
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Monterey CA - November 2010
Center for Homeland Defense and Security Earns Two Honors from Industry 
Magazine
The Naval Postgraduate School Center for Homeland Defense and Security (CHDS) in Monterey, Calif., won two 
honors from Government Security News magazine during ceremonies Monday, Nov. 8, in Washington D.C.
CHDS was named the Most Effective Federal Government Security Program, Project or Agency as well as Best 
Homeland Security Training/Higher Education Program at an awards dinner at the JW Marriot Hotel.
“We are honored that the experts at GSN have recognized us with these awards,” CHDS Director Glen Woodbury 
said. “We deeply appreciate these recognitions and pledge that we will continue to strive for excellence in 
homeland security and defense education.”
GSN honored companies and government agencies in 45 different categories. Retired Gen. Barry McCaffrey 
earned the GSN 2010 Homeland Security Extraordinary Leadership and Service Award and gave the keynote 
address.
The CHDS is sponsored by the U.S. Department of Homeland Security (DHS), National Preparedness Directorate, 
within the Federal Emergency Management Agency (FEMA).
“Educating our current and future leaders at the strategy and policy level is a very important endeavor for FEMA,” 
said Tim Manning, FEMA Deputy Administrator for Protection and National Preparedness. “The Center develops 
a cadre of professionals that enable us to tap into innovative strategy and critical thinking the nation needs to 
address current threats and to foresee future challenges. We are pleased that our educational efforts in all-hazards 
homeland security have been recognized.”
Established in 2002 and located at the Naval Postgraduate School in Monterey, Calif., CHDS offers a string of 
educational programs, the cornerstone of which is a Master of Arts degree in security studies. More than 375 
professionals from federal, tribal, state and local governments have completed the 18-month master’s degree 
program. These students write theses on issues facing their home agencies, and that research often finds its way 
into practice and policy.
The Center also offers the Executive Leaders Program, a graduate-style program that draws professionals from 
government and the private sector for four one-week sessions over a nine-month period. Also, the Center’s 
University and Agency Partnership Initiative shares curriculum and faculty development expertise with more than 
200 colleges and universities in the United States.
(Article is available online at the CHDS website: https://www.chds.us/?press/release&id=2525.)
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Lewis, Taquechel Seek to Quantify Deterrence          
August 15, 2012 
Continuing the collaboration that they began in 2009 in Ted Lewis’ Critical Infrastructure Protection course, which led to 
an article on transfer threat analysis, Lieutenant Commander (LCDR) Eric Taquechel and Dr. Lewis recently published their 
second article in support of risk management advancement. During LCDR Taquechel’s time at Coast Guard Headquarters 
in Washington, D.C., he and Dr. Lewis developed a philosophy and quantitative techniques for measuring the deterrence 
effectiveness of critical infrastructure security measures. 
Unified Purchasing is Smart Business for LASD           
July 24, 2012
Los Angeles Sheriff’s Department looks to unified purchasing to cut costs, improve quality. Sgt. Chris Kovac and Sgt. Jennifer 
Barsh, a 2012 graduate of the Naval Postgraduate School Center for Homeland Defense and Security, worked with Los Angeles 
Sheriff Department Administrative Services Division to help evolve the business model into a more methodological and 
strategic approach.  The results were more cost-effective purchasing and higher accountability amongst vendors.  
    
CIP Course Aids in Town’s Water Supply Quest          
June 4, 2012
In seeking a new water supply for his town, Michael Biasotti, a police chief in New York state, collaborated with other municipal 
departments and a steel manufacturing company to access a new water supply beneath the Hudson River. His study would 
eventually provide a map for the town of New Windsor, N.Y to find a new water source and potentially turn a $6 million annual 
expenditure for the town into a $20 million per year profit. Along with applying concepts of analyzing critical infrastructure, the 
action spurred by his study required collaboration with other agencies as well as the private sector.    
 
Watch Officer Analyzed FEMA Web 2.0 Strategy         
May 21, 2012
Samuel Johnson’s thesis examined how the agency could more fully utilize social media to engage all relevant partners during 
an event in order to establish a more comprehensive operating picture.  As a watch officer, Samuel Johnson is well versed in the 
correlation of information to create a common operational picture. His thesis examined how the agency could more fully utilize 
social media to engage all relevant partners during an event in order to establish a more comprehensive operating picture. 
   
FCO’s Thesis was Genesis of Training Program           
May 16, 2012
CHDS graduate Tony Russell, a former Federal Coordinating Officer (FCO) who is now superintendent of the Emergency 
Management Institute, sought to clarify the roles and duties of FCOs in his thesis, “Preparing Federal Coordinating Officers 
(FCOs) to Operate in Chemical, Biological, Radiological, and Nuclear (CBRN) Environments.” His thesis is now being used to train 
FCOs on CBRN threats.             
  
Department of Homeland Security Office of Health Affairs Chemical Defense Program Analyzes Subway Safety Against 
Chemical Terrorist Threats            
April 27, 2012
In an article for the journal Domestic Preparedness titled “Protecting Subway Riders from a Chemical Attack,” Joselito Ignacio 
notes that subway usage in New York City alone, at 1.6 million riders yearly, outpaces commercial air travel, at 713 million 
passengers annually, in the entirety of the United States. However the nation’s subway systems do not have strict passenger or 
baggage screening requirements similar to those in civil aviation. Ignacio is currently acting director of the Chemical Defense 
Out of the Classroom and Into the World is an applied course work project that focuses on taking the innovative ideas that 
have been forged in the CHDS Master’s program and making them available to the national homeland security community. The 
goal of the applied coursework project is to illuminate and share the innovations that are produced and conceptualized within 
the CHDS classrooms to promote further collaboration between local, state, tribal, territorial, federal and military agencies.
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Branch with the Department of Homeland Security’s Office of Health Affairs.       
               
FDNY Captain Explored Fire Service Role in Homeland Security Enterprise      
August 23, 2011
Sean Newman’s thesis, “Braving the Swarm: Lowering Anticipated Group Bias in Integrated Fire/Police Units Facing Paramilitary 
Terrorism,” traced how fire was used as a weapon in the Mumbai and of other historic terrorist attacks, how integrated public 
safety teams are needed to combat such attacks and what impediments may hinder such divergent teams from optimally 
functioning.   
Employee Access IDs Enhanced with Technology         
June 15, 2011
Alan Black’s course paper for Technology in Homeland Security addressed potential insider threats to airports and how a simple 
technological shift could mitigate those threats. Black, who is vice president and public safety director at Dallas Fort Worth 
International (DFWI) Airport Department of Public Safety, wrote “A Case Study for New Access Control Technology.” The paper 
addresses vulnerability in airport security – the access badges used by employees at airports and the businesses operating 
within them.              
              
Student CIP Project Drives Legislation           
March 30, 2011 
As part of a course project, a team comprising Lt. Col. Duke Pirak of the Oregon Air National Guard, Lt. Tracy Frazzano of the 
Montclair (N.J.) Police Department; Jeffrey Jones, Supervisory Special Agent with the Federal Bureau of Investigation; and, 
Cmdr. Cheryl Wade of the Ventura County (Calif.) Sheriff’s Department examined how the Department of Defense assesses risk 
and decides which assets to protect in the realm of homeland air defense. The four students applied a CIP modeling method 
to analyze the nation’s air defense scheme and found shortcomings in the then current decision-making on which population 
centers to protect and which nodes of infrastructure, such as energy or water. Their research resulted in a requirement for North 
American Aerospace Defense Command (NORAD) to work with the National Guard in evaluating the best use of the nation’s air 
defense to protect people and infrastructure, and was included in HR 5136, a resolution signed into law by President Obama. 
              
Mathematical Modeling Applied to Maritime Security         
December 16, 2010
Coast Guard Lieutenant Taquechel took concepts learned in CIP course and modified that model to examine how to better 
protect the nation’s ports. The key to Taquechel’s approach is that if one has to negotiate a first obstacle to get to a second, 
negotiating the second obstacle is naturally more difficult - it is an “inherited” challenge. But, how inherently or “organically” 
robust the first obstacle is will also influence the eventual probability of negotiating the second, as will the second’s inherent or 
“organic” robustness. By combining these two “inherited” and “organic” security factors, he creates maritime defense network 
risk and optimal risk reduction solutions.           
    
Paper Showed Proprietary Software Has Limits         
November 19, 2010
Long Beach (Calif.) Police Department Commander Cynthia Renaud analyzed technology to improve common operating 
pictures. Part of her conclusion is that technology vendors and end users should communicate frequently to ensure that the 
goals of using the technology are realized which is critical to making new technology useful.     
   
Public Health Part of Homeland Security Threat Assessment        
September 10, 2010
Beverly Pritchett, Senior Deputy Director at Washington, D.C., Health Department backs including public health as part of threat 
intelligence. Her course paper in Technology for Homeland Security was titled “The Technology of a Health Threat Assessment.” 
The concept would bring together agencies to incorporate health threat intelligence at fusion centers that track and analyze 
potential terrorist and criminal activity or trends.          
  
Technology Seen as Tool to Improve Public Health Decisions        
September 9, 2010
20 21
Washington public health official Wendy Rude believes technology could help public health practitioners be better prepared 
to make speedier decisions in response to biological incidents. The challenge, Rude says, is getting public health leaders to 
embrace a new way of thinking geared toward strategy. Her course paper in Technology for Homeland Security examined 
ways to utilize technology to make quicker decisions and distribute resources, such as vaccine, to where they are most 
needed.     
Fire Chief Embraces Video for Intelligence Collection         
September 9, 2010
Rosemary Cloud examined using mobile video technology to aid first responders in collecting intelligence. Cloud’s paper 
began by providing a compelling example of the value of video in gathering intelligence – the July 2005 bomb attacks in 
London that killed 52 people and wounded 700. Thanks to Closed Circuit Television photographs released the next day, the 
attackers’ names and their actions leading up to the incident were known within hours. The paper then outlined how video 
technology can be adapted into fire and police practice and is useful for recording fire scenes and crowd control as well 
as documenting evidence, unusual activities and suspicious vehicles.       
              
Assistant Police Chief Explored Nexus of Governance, Technology       
August 18, 2010
Monterey (Calif.) Assistant Police Chief Michael Aspland wrote a case study on an already existing effort by first-responder 
agencies in Monterey County to update a unified data and radio system. The paper examined the technical requirements for 
a new system as well as the governance challenges in developing and operating it. The latter is no small feat as agencies from 
12 cities within the county, as well as county agencies, will share the new radio system. Aspland’s course paper served as a 
springboard for his thesis topic on the same issue, titled “Interoperable Communications Systems: Governance and Risk.” 
      
Police, Technology Professionals Bridge Communication Gap        
August 18, 2010
Oak Creek (Wis.) Police Chief Thomas Bauer used his research paper to chart a course for updating his department’s record 
management system. By developing a “consequences table” Bauer was able to help law enforcement professionals and 
information technology specialists more effectively communicate with one another.      
  
Choosing IED Detection Method Calls for Objectivity         
June 16, 2010
The task of detecting Improvised Explosive Devices (IEDs) can be daunting with the array of techniques available for the 
job. U.S. Coast Guard Commander Rob McLellan sought to make choosing a technology easier. “By identifying the common 
characteristics of modern commercial ferry operations and contrasting them with the operational capabilities of existing 
explosive detection technologies, the most suitable explosive detection technologies can be identified for use in screening 
passengers and vehicles for IEDs prior to embarkation onto commercial ferries,” McLellan wrote.    
      
Utah, Feds Capitalize on Modern Fingerprint Technology        
May 20, 2010
An Immigration and Customs Enforcement Assistant Special Agent explored the history of fingerprint technology and efforts 
by two federal agencies to merge their systems. He noted the consequences of failing to integrate systems and failure to 
blend technology with human experience when it came to using fingerprint data to detect criminals. Utah is now reaping the 
benefits of the resulting information sharing.           
    
Technology Improves CBRNE Response, Detection         
May 19, 2010 
The Washington, D.C. Metropolitan Police Department (MPD) uses numerous programs designed to assist in the detection 
and response to Chemical-Biological-Radiological-Nuclear and Explosive (CBRNE ) incidents. A challenge to maintaining this 
response effort, said MPD Inspector Steven Sund, is efficient tracking of equipment, budget, training, medical evaluations and 
personnel certifications associated with operating these programs. Since completing this research in the NPS program, the 
MPD is considering this technology not only as a possible solution to tracking the specialized equipment and training, but 
also the use of the technology for maintaining oversight and integrity of hazardous materials (HAZMAT) hot zones.    
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DNA Under-Used Tool in Immigration Determinations         
May 19, 2010
U. S. Customs and Immigration Field Director used her experience with an immigrant murder suspect as a basis for exploring 
DNA testing as way to determine benefits, and improve the nation’s security. Evelyn Sahli,  U.S. Citizenship and Immigration 
Services Field Office Director in Portland, Oregon, fused science, technology and immigration policy into her course paper  
titled, “Diffusion of DNA Testing in the Immigration Process.” Her paper, and subsequent thesis of the same title, makes a case  
for using DNA testing to ensure applicants qualify for the benefits status they are seeking. The procedure would speed delivery 
of benefits to legitimate applicants while fighting immigration fraud and screening for crime and terrorism as well, she noted 
to “ensure that beneficiaries of family-based petitions, as well as derivatives for all immigration benefits, truly qualify for the 
status they are seeking.”
Deputy Assistant Port Director Envisions High-Tech Approach to Tracking International Travelers    
May 19, 2010
Radio Frequency Identification (RFID) could be useful in helping Customs and Border Protection (CBP) officers maintain 
oversight of airport passengers exiting the customs screening process. U.S. Customs and Border Protection (CBP) Deputy 
Assistant Port Director, Isabel Galantino is very familiar with the challenges of screening international travelers seeking entry or 
re-entry into the United States. In her technology course paper, Galantino examined how using Radio Frequency Identification 
(RFID) could facilitate CBP’s vision of a “One Face at the Border” entry policy. Her work envisioned applying technology used at 
the nation’s land borders, to read license plate information, to track international airport travelers.     
   
Data Could Help Track Potential Insider Threats         
April 16, 2010
Identifying behavioral triggers and other data on employees could be converted to data to formulate risk potential.
Transportation Security Administration’s (TSA) Michael Brown wrote a paper supporting a case for organizations to develop  
and implement knowledge management systems to strengthen the organization’s capability to proactively detect potential 
insider threats and subsequently avoid an event with negative or tragic consequences.      
   
Miami Police Department Modernizes Recruit Tracking and Schedules       
April 1, 2010
When Training Advisors at the Miami Police Department need to document training activity of recruits, they can share that 
information anytime with their colleagues and other divisions of the department via a collaborative file sharing system. That 
system is a direct result of efforts by Lt. Jonathan Yavneh, a 2008 graduate of the Center for Homeland Defense and Security, 
who wrote a case study on the topic in the Technology for Homeland Security course.      
 
Paper Inspires Quest for Database Information Sharing        
April 1, 2010
Ash Chatterjee works as an Enterprise Architect for the Department of Homeland Security’s Office of Infrastructure Protection. 
His technology class research paper on application of closed-circuit televisions (CCTVs) in homeland security made him think  
of developing a Common Operating Picture (COP) for homeland security to foster database information sharing at Department 
of Homeland Security. His research paper on CCTVs, relevant to his earlier job at Transportation Security Administration,  
inspired him to research data sharing, which helped him significantly in his current job. He explored that topic in his thesis, 
“Leveraging Service Oriented Architecture to Enhance Information Sharing for Surface Transportation Security.”   
  
Coast Guardsman Enlists Citizens, Social Media to Safeguard Nation›s Waterways     
April 1, 2010
Cmdr. Andre Billeaudeaux of the U.S. Coast Guard had long dreamed of a citizen’s network that could help keep watch on the 
nation’s coasts and waterways. The advent of social media helped bolster that vision. Moreover, the citizens group he launched 
in the Pacific Northwest, the Citizen’s Action Network (CAN), has fully embraced social media as a communications tool.   
 
Old Technology Not Necessarily Outdated Technology         
April 1, 2010
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Colleen Donovan , Hospital Preparedness Program Manager, SC Department of Health and Environmental Control, wrote a case 
study on a program used by South Carolina hospitals to utilize HAM radio as a redundant communications system. “We are 
encouraged that all hospitals in our state who participate in the Hospital Preparedness Program now have a robust redundant 
communication system with hospitals and first responders in our state,” Donovan said.     
     
Quinn Offered Method to Track Patients Through Emergencies        
April 1, 2010
As a public health preparedness professional, Nicole Quinn chose to grapple with the problem of patient tracking during 
large scale emergencies while at CHDS.  That effort evolved into a work that has implications for tracking missing persons in 
general.  The events of Hurricane Katrina raised awareness of the need to track patients nationwide, she said. “As patients were 
transferred out of the region quickly, they often could not be located by family members or the evacuating facilities,” said Quinn, 
the Deputy Section Chief of Public Health Preparedness at the Delaware Division of Public Health.    
     
Computer Gaming Innovations Lead to Improved Emergency Communications      
April 1, 2010
Computer gaming technology has translated into a valuable communications tool for medical and emergency response in 
Southeast Ohio.  CHDS graduate Chris Smith’s project consists of utilizing a unique form of VoIP to create a virtual intercom 
system throughout the 21 counties of the Public Health Regional Medical Response Region in Southeast Ohio. Regional 
collaboration consists of public health departments, emergency management agencies and local hospitals. The ability to utilize 
the “Teamspeak” system greatly enhanced response to the H1N1 vaccination campaign.     
      
Paper Leads to Enhanced Public Safety Decision Making for Bomb Detection      
April 1, 2010
Exploring detection technologies has evolved into practical methods for Orange (Calif.) to better protect the public. Former 
fire captain, Douglas Weeks, chose the emerging field of explosives detection for his course paper, titled “Bomb Detection 
Technology Solutions.” “I was particularly interested in exploring emergent stand-off technologies that could be employed by 
both technician and non-technical personnel from a distance.”        
    
Preparedness Key to Urban School Areas Security Planning        
April 1, 2010
Surveillance technology and readiness are crucial to protecting a once taboo target: Schools. When Park Ridge (Ill.) Fire Chief 
Craig Gjelsten began studying security systems at school districts in his area, he was shocked to find that safety measures were 
lacking in an age where terrorism is an ominous threat. His research led to big-picture recommendations such as a partnership 
with Department of Homeland Security and the U.S. Department of Education to mandate comprehensive standards for 
terrorism planning, prevention, response and recovery for schools.        
     
Mobile Technology Aids Law Enforcement in Identifying Forgeries in Record Management Systems   
April 1, 2010
Biometric technology could be the future for law enforcement to spoil identity fraud, crime and terrorism by providing fool-
proof identification. This research identified issues regarding how law enforcement agencies in Arizona struggle to identify 
subjects at first point of authorized contact in the field; the impact of in-accurate subject identification information contained 
within law enforcement record management systems; and new biometric technologies that are available to law enforcement 
agencies that can address these issues.
 
Paper Helped Catrantzos Hone Security Methods         
April 1, 2010
As the security manager of the Metropolitan Water District of Southern California, Nick Catrantzos had a direct interest 
in utilizing technology for security. Ultimately, his course paper enabled him to implement security techniques that 
accommodated his agency’s needs.               
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TSA’s Mulligan Clarified Line Between Technology, First Amendment       
April 1, 2010
In the summer of 2007, Indiana State University student Christopher Soghoian posted an item on his internet website, “Chris’ 
Northwest Airlines Boarding Pass Generator,” which was designed to expose the vulnerabilities in the government’s no-fly 
list. This story caught the attention of CHDS student Scott Mulligan, Supervisory Attorney with the Transportation Safety 
Administration in Cleveland. Mulligan addressed the implication of First Amendment issues in the cyber-age in his course paper.
              
Fairweather Crafted Real-World Memorandum          
April 1, 2010
Patty Allison Fairweather, former Executive Counsel to the Rhode Island Department of Environmental Management used 
her course paper to draft an actual Memorandum of Understanding (MOU) for the state of Rhode Island and the U.S.  The 
MOU outlined the use of Homeland securityIN in Homeland Security efforts for Rhode Island’s Department of Environmental 
Management, which also covered that state’s Emergency Management Agency, State Police and Fire Marshal.   
     
Statewide Information Sharing Explored by Squires         
April 1, 2010
Keith Squires was interested in how his state and its local agencies could share information, and overcome some of the turf 
squabbles that sometimes among law enforcement agencies when it comes to hard-earned investigative facts. Squires’ course 
paper was titled “Using Technology with Information Sharing Strategies to Connect State and Local Police Agencies in Utah.” 
The paper looked at a method to enable information collection while allowing jurisdictions control over who could receive the 
information. The paper also led to Squires’ thesis, Critical Accountability: Preventing and Interdicting Terrorist Activity in the  
U.S. by Effectively Utilizing State and Local Law Enforcement.” 
   
Crisis Management, Communication Were Sturdivant’s Concerns       
April 1, 2010
Deputy Chief Brian Sturdivant of the Scottsdale (Ariz.) Fire Department was interested in collaboration and information sharing 
during a crisis when he wrote his paper for the Technology in Homeland Security course. In addition to enhancing operations, 
a crisis management database and learning management system called Essential Software and Services (ESS) would enhance 
the Scottsdale Fire Department’s family support and wellness system. ESS can serves as the database for general and contact 
information for all members of the organization along with resources available to support family members of deployed 
personnel. The family support and wellness system provides support to emergency responders and their families in the event  
of a multi-operational period emergency event (and it was the topic of Sturdivant’s subsequent thesis.  
Woodcock Engages Public with Web 2.0          
April 1, 2010
When the Technology for Homeland Security class discussed Web 2.0 technology, the topic grabbed Jody Woodcock.  As a 
program manager with the Pierce County (Wash.) Department of Emergency Management, Woodcock became interested in 
how to use social networking tools as a public communications method. 
Automated Maritime Detection Would Help Secure Northern Border
April 1, 2010
Alan Carr’s research in Technology for Homeland Security resulted in a case study titled, “How Technology is Helping Secure 
the Northern Border.” The Customs and Border Protection analyst says security could be enhanced by applying License-Plate 
Readers technology to maritime efforts in the Great Lakes region. The research covered two main areas: Technology to improve 
interoperability between the array of U.S. and Canadian agencies involved with border control; and detection technology in use 
and including ideas for how some technologies might be expanded.      
Modernizing Emergency Alerts Poses Challenges          
April 1, 2010              
               
Methods to warn public about catastrophic events need to keep up with the ever-expanding number of gadgets used in 
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everyday life.  Cox’s course paper examined the technology surrounding IPAWS  (Integrated Public Alert and Warning System) 
and the challenges to implementing this communications system initiative being coordinated by FEMA.
               
Rural Residents Important to Terrorism Fight          
April 1, 2010
Decision makers would do well to enlist conservation districts and technology to capitalize on the knowledge of rural 
America in the homeland security arena, according to CHDS alumnus Bill Eller. Conservation districts, an existing and trusted 
network, would forge a partnership with rural Americans and state fusion centers for information gathering purposes and 
a new information system would be created – the Rural Information Network (RIN). In this way, rural America could be 
leveraged by the Department of Homeland Security and the American intelligence community as a force multiplier.   
              
Common Protocol Aids Consolidated Communications          
April 1, 2010
Overcoming the technical challenges of interoperability may be more easily achieved than overcoming government inertia, 
a former Coast Guardsman says.  While a student at CHDS, then-Coast Guardsman Chris Kluckhuhn was well aware of the 
different communications platforms used by that agency to accommodate its varied roles and missions. He was in tune with 
the importance that those communications systems be interoperable when the Guard was on a task that required situational 
awareness. Kluckhuhn explored the options for situational awareness in his course paper titled, “Managing Information 
Across All Levels of the Coast Guard.” “In doing the research I found the interoperability between agencies and systems wasn’t 
difficult through the use of standard internet type protocols,” Kluckhuhn said.      
       
Local Law Enforcement Needs Ability to Track Domestic Terrorists       
April 1, 2010
An FBI data-exchange holds promise for state and local agencies to track suspected terrorists and other subjects of concern 
across the nation. Like many professionals on the front lines of homeland security, FBI Agent David Heller was concerned 
about the ability of local, state and federal/tribal agencies to track people of interest in domestic terrorism investigations. 
Particularly, he was interested in the ability of state agencies to uniformly communicate concerns about possible domestic 
terrorism suspects, and those agencies’ ability to track those suspects’ movements. His course paper, titled “Leveraging 
Technology to Track State, Local & Tribal Domestic Terrorism Subjects,” examined methods for disparate agencies to share 
information electronically.            
 
Robot Testing Highlights CHDS, NPS Partnership         
April 1, 2010
Fire Department Lieutenant George Hough of FDNY used his course paper to analyze how robots and wireless 
communications could enhance the capabilities of first responders responding to emergencies in New York City’s vast 
network of tunnels. He examined utilizing robots for emergencies in under-river and underground tunnels, an issue he had 
witnessed first hand working to develop standards for utilizing robots for search and rescue operations.    
     
Information System Could Have Eased Communication Challenge for Seattle FD     
April 1, 2010
In today’s homeland security world, agencies are grappling with choosing the right systems as companies increasingly 
produce products for first responders. Seattle Fire Department Capt. Reba Gonzales researched and wrote on a need dear to 
any first responder – technology to improve situational awareness. Her course paper, titled “Crisis Information Management 
Information Systems,” used the 9/11 and Hurricane Katrina catastrophes as examples of the need for technology that could 
foster better inter-agency intelligence and information sharing.         
    
                
Silo Thinking in Vaccine Stockpiling Persists          
April 1, 2010
Research found a lack of communication among government agencies in decisions surrounding anthrax vaccine and the 
nation’s Strategic National Stockpile. In his Technology for Homeland Security research and subsequent thesis, Thomas 
Rempfer stressed the need for resurveying the current Strategic National Stockpile (SNS) procurement process. 
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