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Aquest projecte consisteix en la realització d’un dispositiu que s’encarregarà de fer 
de passarel·la entre diferents tipus de xarxes de sensors i un servidor Dexcell de Dexma. 
La realització d’aquest projecte s’ha dut a terme en l’àmbit d’un conveni de cooperació 
educativa amb Dexma i s’ha anat desenvolupant des del setembre de l’any 2008 fins a 
l’actualitat. A hores d’ara el projecte és un producte comercial que es ven sota el nom de 
DEXGate. Tot i que DEXGate és un producte acabat en un futur es continuarà ampliant les 
funcionalitats del dispositiu, posant especial èmfasi en la compatibilitat del sistema amb 
nous protocols. 
Dexma és una empresa que va néixer l’any 2007 amb el recolzament de la 
Universitat Politècnica de Catalunya. Des de la seva creació Dexma ha rebut nombrosos 
premis a la innovació tecnològica i visió empresarial. Dexma ofereix sistemes per a la 
visualització de dades en diferents sectors: energètic, industrial, sanitari, enllumenat o 
agricultura entre d’altres. L’equip de està format principalment per enginyers especialitzats 




Les xarxes de sensors estan agafant dia a dia més importància en la nostra vida 
quotidiana. Cada dia hi ha més sistemes que utilitzen aquest tipus de xarxes per a 
transmetre informació. Desgraciadament no s’ha arribat a una solució universal per aquest 
tipus de xarxes i cada empresa utilitza un o diversos protocols diferents per als seus 
sistemes, la majoria d’ells incompatibles entre sí. 
Donada la diversitat de solucions oferta per els diferents fabricants de tecnologia 
des de Dexma es va veure la necessitat de desenvolupar una solució que permetés 
agregar i estandarditzar les dades recollides per tal que poguessin ser tractades 
posteriorment. Aquesta solució desenvolupada per Dexma orientada a la monitorització 
energètica i ambiental va prendre el nom de DEXCell. DEXCell permet mostrar fàcilment a 
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través d’una interfície web molt intuïtiva dades recollides des d’una gran varietat de 
dispositius suportats. 
Tot i això DEXCell no està preparat per a rebre les dades en brut des dels diferents 
dispositius. De la necessitat de convertir les dades generades pels diferents sensors a un 
format que pugui ser tractat per DEXCell va néixer DEXGate, que s’encarrega de recollir, 




 El servidor DEXCell ofereix una interfície de programació d’aplicacions (API) a 
través de la qual, entre d’altres coses, es poden introduir al servidor les dades recollides 
pels sensors. Utilitzant aquesta interfície de programació el sistema desenvolupat per 
aquest projecte ha de ser capaç de convertir les dades provinents de les diferents xarxes 
de sensors i introduir-les en el servidor DEXCell de la forma més senzilla possible per a 
l’usuari final. 
L’objectiu final d’aquest projecte és trobar el dispositiu físic que pugui desenvolupar 
les tasques demanades com a passarel·la de dades i desenvolupar el software necessari 
per a dur-les a terme.  
El dispositiu ha de ser capaç de recollir dades de dispositius que funcionin 
mitjançant el protocol Modbus, de nodes que funcionin amb TinyOS, de dispositius sense 
fil que utilitzen Zigbee i de lectors de corrent de la firma anglesa Plogg. A més a més ha de 
permetre que s’afegeixi suport a nous dispositius en un futur de forma senzilla. A causa de 
que els punts de recollida de dades a vegades estan en entorns relativament hostils haurà 
de ser capaç de funcionar en un ampli rang de temperatures (des de varis graus sota 0 fins 
a uns 50ºC) i ha de disposar d’alguna caixa que pugui deixar-se a la intempèrie a l’hora 
que li segueixi permetent realitzar les seves funcions. 
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Organització de la memòria 
  
Aquesta memòria es divideix en els següents apartats: 
1. Índex: Índex de la memòria. 
2. Introducció: Presenta el projecte a grans trets i s’explica el que s’hauria d’esperar 
trobar en la resta de la memòria. 
3. Estat de l’art: En aquest apartat s’introdueixen les diferents tecnologies que es fan 
servir en aquest projecte.  
4. Desenvolupament del projecte: En aquest apartat es descriu la realització del 
projecte, des de l’especificació fins a l’obtenció del producte acabat. 
5. Aplicacions reals: En aquest apartat es mostren algunes escenaris reals en els que 
s’ha utilitzat el dispositiu. 
6. Anàlisi econòmic: Aquest apartat detalla el cost del projecte desglossant les 
despeses en cost de personal i d’equipament. 
7. Conclusions i treball futur: Conclusions després del treball realitzat, possibles 
ampliacions i/o actualitzacions. 
8. Annexes: Informació complementària rellevant pel projecte, però que no s’inclou en 
cap dels punts anteriors. 
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 Un sistema encastat és un sistema computacional que està dedicat a aplicacions 
de propòsit específic [1]. 
Avui en dia es poden trobar en el mercat molts tipus de dispositius encastats que 
poden realitzar una gran varietat de tasques: des de controlar pantalles d’informació en 
punts turístics fins a gestionar robots d’una fàbrica. Les característiques d’aquests 
dispositius varien moltíssim depenent de la funció que hauran de desenvolupar. Solen ser 
bastant limitats en les característiques del maquinari si els comparem amb altres tipus de 
sistemes computacionals més corrents com els ordinadors de sobretaula o fins i tot els 
netbooks. Podem trobar dispositius de diferents arquitectures (x86, ARM, AVR, powerPC, 
MSP430,...), diferents capacitats de RAM1 (des d’uns kilobytes fins a uns pocs gigabytes), 
diferents mides (els més grans no arriben a la mida d’una caixa de sabates mentre que els 
més petits tenen aproximadament la mida d’una moneda) i molts altres aspectes 
diferencials que ens podrien servir per fer una classificació de les diferents tipus de 
dispositius encastats que es poden trobar al mercat. 
Aquesta variabilitat de configuracions és una de les raons per les que es poden 
trobar a pràcticament qualsevol lloc. Hi ha moltes classes de dispositius encastats però 
s’explicaran les dues que més directament es relacionen amb aquest projecte: els 
ordinadors encastats i els sensors. 
 
Ordinadors encastats 
Els ordinadors encastats són un cas concret dins dels sistemes encastats. Es 
tracta d’ordinadors que integren tots els seus components en una sola placa. Solen ser 
                                                   
 
1
 RAM: Random Access Memory o memòria d’accés aleatori. 
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dispositius que utilitzen dissipació passiva2, ja que gràcies a la poca quantitat de calor que 
generen no requereixen dissipació activa3 i molt sovint disposen només de disc dur flash4. 
Aquestes característiques els fan especialment adequats per a treballar en entorns que 
requereixen de llargs períodes ininterromputs de funcionament, doncs l’absència de parts 
mòbils els fa molt menys propensos a fallades de hardware. Per tal d’aconseguir generar 
una quantitat prou baixa de calor, que pugui ser dissipada passivament, els processadors 
d’aquest tipus d’ordinadors solen ser molt menys ràpids que els dels sistemes 
convencionals (els ordinadors encastats normalment no superen la barrera dels 2GHz5). 
  
                                                   
 
2
 Dissipació passiva: Sistemes de dissipació de calor sense parts mòbils, com ara dissipadors 
metàl·lics. 
3
 Dissipació activa: Ventiladors, refrigeració líquida, etc. 
4
 Memòria flash: Tipus de memòria no volàtil que pot ser esborrada i programada elèctricament. 
5
 1 GHz: 1 000 000 000 cicles per segon. 
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6
 1 MHz: 1 000 000 cicles per segon. 
7
 Compact Flash o CF: Connector estàndard, molt utilitzat en càmeres fotogràfiques de gamma 
alta. 
8
 PCI: Sistema d’expansió estàndard. Pràcticament totes les plaques base dels ordinadors de 
sobretaula porten com a mínim un connector d’aquests. 
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9
 Mini-PCI express: Actualització del connector mini-PCI. 
10
 Mini-PCI: Sistema d’expansió estàndard. És molt freqüent en ordinadors portàtils i encastats. 
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L’elecció dels dispositius anteriors com a exemples no és casual. La majoria d’ells 
van ser considerats a l’hora de triar una plataforma hardware per a desenvolupar aquest 
projecte. En el desenvolupament del projecte s’explicarà quins factors van influir a l’hora de 
seleccionar la plataforma que es va fer servir finalment i quina va ser l’escollida. 
 
Sensors 
Els sensors són un altre tipus de dispositius encastats, amb la particularitat que 
estan construïts amb la intenció de permetre recollir dades sense la necessitat de cables. 
Utilitzen el hardware just per a realitzar aquesta tasca tan per abaratir costos com per a 
reduir el consum. A causa d’això, els consums poden ser increïblement baixos i aquest 
tipus de dispositius pot arribar a funcionar a piles o bateries durant períodes que van de 
pocs dies a alguns anys. Les limitacions de hardware dels sensors són tan severes que 
rara vegada superen els 16 MHz de freqüència del processador, tot i que hi ha excepcions. 
La mida d’aquests dispositius és molt reduïda; molt rara vegada superen la mida d’un 
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11
 1KB = 1000 Bytes = 8000 bits. 
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Xarxes de sensors 
 
 Una xarxa de sensors és un conjunt de sensors autònoms interconnectats i 
distribuïts espacialment que serveix per a recopilar dades cooperativament entre els 
diferents nodes de la xarxa. També sol ser molt freqüent referir-se a aquestes xarxes per 
les seves sigles en anglès WSN (Wireless Sensor Networks). Les dades que es recullen 
més habitualment solen ser sobre temperatura, humitat, presència, contaminants o soroll. 
Tot i això es poden recollir dades de pràcticament qualsevol altra característica mesurable 
per aquest tipus de dispositius. 
En els seus inicis les xarxes de sensors sense fils van ser desenvolupades per a 
treballar en entorns militars com a sistema de recol·lecció de dades. Tot i això actualment 
s’utilitzen en molts altres àmbits com la monitorització de maquinària, condicions 
ambientals o control de trànsit [1]. 
 Les WSN són molt heterogènies: no hi ha una banda de freqüències, ni un protocol 
MAC12, ni una topologia13, ni un protocol d’encaminament predefinits. Tot i això, hi ha 
certes bandes que es fan servir amb molta freqüència, algoritmes de control d’accés al 
medi més habituals i protocols d’encaminament més corrents que altres. 
 Les xarxes de sensors normalment treballen en la banda de freqüències de 2,4GHz 
i, en menor mesura, en la franja de 868 i 915 MHz. La banda de 2,4GHz està reservada 
per a ús civil a pràcticament tot el planeta dins del que s’anomenen bandes ISM14. En 
canvi, la franja de 868MHz només està reservada a Europa i la de 915MHz a Estats Units. 
Sobre les bandes ISM treballen moltes altres tecnologies quotidianes com la wifi, el 
bluetooth i els telèfons DECT entre moltes altres.  
 Les WSN poden fer servir gran varietat de sistemes per a controlar l’accés al medi 
(que en el cas de les WSN és l’aire). Tot i això el protocol més utilitzat és l’IEEE15 802.15.4. 
                                                   
 
12
 MAC: Control d’accés al medi (de les inicials angleses Media Access Control). 
13
 Topologia de xarxa: És la forma en què s’organitzen cadenes de nodes per a transmetre la 
informació dels uns als altres. 
14
 ISM: Per a ús industrial, científic i mèdic (de les inicials angleses Industrial, Scientific and 
Medic). 
15
 IEEE: Institut d’Enginyers Elèctrics i Electrònics (de les inicials angleses Institute of Electrical 
and Electronics Engineers). L’IEEE publica estàndards molt utilitzats per la indústria. 
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El 802.15.4 és un protocol creat per a gestionar xarxes sense fils d’àrea personal o WPAN 
(de les seves sigles angleses: Wireless Personal Area Networks). Aquestes xarxes es van 
crear per a referir-se als conjunts de dispositius que estan a l’abast d’una persona o en una 
relativa proximitat, siguin o no dispositius de l’usuari. Les xarxes de sensors han agafat 
aquest estàndard ja que, tot i tenir radis d’acció molt grans, la distància entre un dispositiu i 
el més proper rara vegada supera el centenar de metres. Tot i això el 802.15.4 funciona 
molt bé sota aquestes condicions, encara que no es tracti exactament de l’escenari per al 
que va ser dissenyat. 
 Les xarxes de sensors sense fils utilitzen una gran varietat de protocols 
d’encaminament depenent de les necessitats concretes de la xarxa en qüestió. Depenent 
del protocol (o protocols) triats la xarxa pot funcionar de manera molt diferent i tenir 
diferents graus d’adaptabilitat a canvis que s’hi puguin produir. Un exemple habitual és que 
a un node se li acabin les bateries i deixi de transmetre.  
 
 
Esquema de la xarxa resultant [2] 
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Especificacions referents a les xarxes de sensors sense fils: 
 Al voltant de les WSN s’han generat multitud d’especificacions que permeten a 
algunes xarxes de sensors operar entre elles: 
- 6lowpan: És un protocol IPv6 encapsulat sobre 802.15.4. Ha estat 
desenvolupat per l’IETF16. Aquesta especificació permet a les xarxes de 
sensors interactuar amb altres xarxes IPv6. Actualment hi ha diversos sistemes 
operatius per a sensors que suporten aquesta especificació (com ara contiki i 
TinyOS). 6lowpan encara no està acabada, de manera que les 
implementacions actuals d’aquest protocol estan basades en algun dels seus 
esborranys. Això fa que, a vegades, dos dispositius 6lowpan no siguin 
compatibles entre ells. És un estàndard lliure i qualsevol pot fer una 
implementació de 6lowpan, de fet tant les implementacions de contiki com la de 
TinyOS es distribueixen sota llicències lliures. 
- Zigbee: És una especificació que engloba diverses capes del model OSI17 que 
funcionen sobre l’estàndard 802.15.4 de l’IEEE. Actualment Zigbee està 
mantingut per la Zigbee Alliance. L’objectiu de Zigbee és definir una 
especificació estàndard que permeti la interconnexió de dispositius amb un 
consum molt baix i una mida de codi mínima. Es tracta d’una tecnologia 
propietària i que requereix de llicència per a implementar-la, però això no ha 
impedit que hi hagi multitud de dispositius que la utilitzin en camps tan dispars 
com les joguines, domòtica, gestió energètica o en medicina. 
- EnOcean: És un protocol propietari que funciona sobre la banda dels 868MHz. 
Té la particularitat que tots els nodes que funcionen amb aquest protocol no 
necessiten de bateries ja que l’aconsegueixen del medi utilitzant generadors 
piezoelèctrics18 o altres mètodes de recol·lecció d’energia. 
                                                   
 
16
 IETF: Grup de treball sobre Internet (Internet Engineering Task Force). 
17
 Model OSI: És una organització per capes de les comunicacions que divideix el procés 
d’intercomunicació en 7 capes: aplicació, presentació, sessió, transport, xarxa, enllaç i físic. 
18
 Piezoelectricitat: Capacitat que tenen determinats materials de generar una diferència de 
potencial quan se’ls aplica una força mecànica. 
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- WirelessHART: Protocol estàndard obert basat en l’especificació 802.15.4 de 
l’IEEE i que opera en la banda de 2,4GHz. Està dissenyat per tal que sigui 
senzill integrar amb HART19, el protocol cablejat en el que es basa. 
 
Sistemes operatius específics per a xarxes de sensors: 
  Els sensors tenen uns recursos limitats i generalment poden ser programats 
directament en assemblador o en C. Tot i això, entre d’altres raons a causa de l’elevat grau 
de complexitat que té programar d’aquesta manera aquest tipus de dispositius, han 
aparegut diversos sistemes operatius que faciliten la tasca del programador. Els sistemes 
operatius orientats a xarxes de sensors més coneguts i utilitzats són: 
 TinyOS: És un sistema operatiu de codi obert que es distribueix sota una llicència 
BSD20, amb el que es pot distribuir un programa que utilitzi TinyOS sense necessitat de 
distribuir amb ell el codi font de l’aplicació com passaria amb una llicència GPL. TinyOS 
està basat en components (tots els controladors de dispositius, el gestor de tasques i fins i 
tot el programa principal són components en el model de programació que es fa servir a 
TinyOS) i controlat per esdeveniments (per exemple interrupcions de hardware). TinyOS 
és molt utilitzat en el desplegament de xarxes de sensors, objectiu per al que va ser creat. 
El sistema operatiu està escrit en nesC, una variant de C dissenyada específicament per a 
adaptar-se a les necessitats de TinyOS. L’última versió de TinyOS en el moment d’escriure 
aquesta memòria és la 2.1.1 que suporta oficialment les següents plataformes hardware 
per al desplegament de xarxes de sensors [3]: 
- EPIC i tmote, de la Universitat de Berkeley. 
- Imote2, IRIS, MICAz, MICA2, de Crossbow. 
- Shimmer, d’Intel. 
- TinyNode584, de Shockfish. 
- Mulle, de l’EISLAB de la Lulea Tekniska Universitet. 
                                                   
 
19
 HART: Protocol digital industrial d’automatització. Les inicials provenen de Highway 
Addressable Remote Transducer. 
20
 Llicència BSD: Tipus de llicència que estableix que només és necessari incloure el text de la 
llicencia tant en el codi font com en la documentació. Aquesta llicència permet distribuir els 
binaris sense haver de distribuir el codi font del programa, com requereixen altres tipus de 
llicències com les GPL. 
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A més a més de les plataformes suportades oficialment hi ha altres fabricants que 
donen suport a TinyOS i faciliten als seus clients versions modificades del sistema operatiu 
que permeten programar els seus dispositius com ara Zolertia amb la seva placa Z1 o 
Shockfish amb el seu TinyNode184. 
Contiki: És un sistema operatiu de codi obert multitasca amb un ús eficient de 
memòria per a dispositius encastats i xarxes de sensors sense fils. Una instal·lació típica 
de contiki requereix 2KB de RAM i 40KB de ROM. El sistema operatiu està mantingut per 
desenvolupadors tant d’universitats com membres de companyies (com ara cisco o atmel) 
[4]. Com la majoria de sistemes operatius per a xarxes de sensors, contiki està basat en 
esdeveniments. Contiki ha estat programat en C. 
Aquest sistema operatiu suporta nativament el protocol IP, tant IPv4 com IPv6, i 
una gran varietat d’arquitectures de hardware que es van ampliant mes a mes [1]: 
- Apple II 
- Atari: 8bit, ST i Portfolio 
- Commodore PET, VIC-20, 64 i 128 
- Oric 
- PC-6001 
- Sharp Wizard 
- X86 UNIX 
- Game Boy: original i advance 
- GP32 
- Atmel AVR 
- MSP430 (aquest chip el fan servir entre d’altres la Tmote sky i la Z1) 
 
Topologies i Protocols d’encaminament: 
Les xarxes de sensors a causa de la seva diversitat utilitzen un ampli ventall de 
topologies depenent de les seves característiques. Hi ha certes topologies molt utilitzades 
en xarxes convencionals que en el cas de les xarxes de sensors són completament 
inusables. De la mateixa manera hi ha topologies que no té gaire sentit utilitzar en les 
xarxes corrents, però que aplicades al desplegament de les xarxes de sensors són molt 
útils. Les més utilitzades son les següents: 
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- Topologia en estrella: Tots els nodes es connecten a un node central. Totes les 
comunicacions són punt a punt. 
- Topologia mesh: Els nodes s’autoorganitzen detectant tots els nodes que tenen 
a l’abast. Un node pot arribar a comunicar-se directament amb tots els altres 
nodes de la xarxa. 
- Topologia en arbre: Cada node excepte el node arrel, que no té pare, té un 
pare i un nombre indeterminat de fills. Cada node té comunicació directa 
únicament amb el seu pare i amb els seus fills. Per a poder enviar un dades a 
qualsevol altre node aquestes hauran de recular com a mínim fins a 
l’avantpassat comú més proper. Tot i això aquest tipus de xarxes es solen fer 
servir sobretot en sistemes que no necessiten l’enviament de dades entre 
nodes, només enviar dades des dels nodes al node arrel. 
- Topologia en bosc: La xarxa està formada per diversos arbres, cada un amb un 
node arrel diferent. 
- Topologies mixtes: Topologies que combinen diferents topologies. El més 
habitual és trobar combinacions de topologia mesh i estrella. Un cas típic és el 
d’una xarxa de sensors amb dos tipus de nodes: un node que recull dades i un 
node repetidor que es dedica a propagar les dades a traves de la xarxa. Els 
nodes repetidors es comunicarien entre ells formant una xarxa mesh i amb els 
nodes que recullen dades utilitzant una topologia d’estrella. D’aquesta manera 
es pot fer que els nodes que recullin dades siguin més senzills i gastin menys 
bateries. 
Molt condicionats per la topologia utilitzada i els recursos dels sensors hi ha una 
gran varietat de protocols d’encaminament. La majoria de sensors sense fils disposen de 
recursos de memòria molt limitats, cosa que fa que els sigui impossible guardar extenses 
taules d’encaminament. Per tant és molt habitual trobar protocols d’encaminament molt 
senzills que sovint no compleixen certs requisits que donem per suposats en una xarxa de 
comunicacions, com ara la bidireccionalitat de les comunicacions o la capacitat de 
comunicar qualsevol node de la xarxa amb qualsevol altre. 
Alguns dels protocols d’encaminament més freqüents en les xarxes de sensors 
sense fils són els següents [1] [3]: 
- Collection: Aquest protocol serveix únicament per a que els nodes puguin 
enviar les dades recollides fora la xarxa de sensors. Per a fer-ho utilitza una 
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topologia d’arbre o de bosc. Els nodes es limiten a enviar la informació al seu 
pare i arribarà un moment en el les dades arribaran a un node arrel. 
- Dissemiation: Aquest protocol serveix únicament per a propagar una 
determinada informació des d’un node a tota la xarxa. Aquest algoritme només 
assegura que arribarà un punt en el que tots els nodes han rebut la informació. 
Això a la pràctica vol dir que en determinats moments hi pot haver dos nodes 
amb diferents valors de les dades a la xarxa, però que arribarà un moment en 
el que tots els nodes es posaran d’acord en quin és l’últim valor de la 
informació a sincronitzar. 
- DYMO: El nom d’aquest protocol prové de l’anglès DYnamic MANET21 On-
demand. Aquest protocol és reactiu22. Quan un node vol enviar dades a un altre 
node i no té la ruta guardada en memòria envia un paquet a tots els nodes al 
seu abast preguntant si algun d’ells sap arribar fins al node en qüestió. Aquest 
procés es repeteix fins arribar al node que es busca, a algun node que sàpiga 
com arribar-hi o bé quan s’arriba a un nombre màxim de salts. Quan algun 
node sap com arribar-hi envia un missatge de tornada al node inicial indicant la 
ruta a seguir per tal d’arribar al node buscat. Per tal de reduir la latència a l’hora 
de demanar les rutes cada vegada que es s’intercanvia alguna informació de 
rutes s’envia a la resta de nodes les rutes que es tenen actualment en 
memòria.  
- HYDRO: Es defineix a si mateix com a protocol híbrid per a xarxes amb 
pèrdues i de baix consum. Aquest protocol proveeix de comunicació punt a 
punt a tots els nodes de la xarxa. Per a fer-ho divideix els nodes en dos tipus: 
els encaminadors fronterers i els nodes encaminadors. Els primers es 
considera que disposen de molts més recursos que els segons, que es 
consideren nodes amb molt poca capacitat de memòria, càlcul, energia i 
amplada de banda. Aquest protocol es fa servir en algunes implementacions de 
6lowPAN. 
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 MANET: Xarxa de dispositius mòbils ad-hoc. Prové de l’anglès Mobile Ad-hoc NETwork. 
22
 Protocol reactiu: Protocol que no guarda una taula completa d’encaminament. Quan es 
requereix una ruta el node pregunta a la xarxa per tal d’obtenir-la. 
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 Sistema operatiu similar a UNIX format per les eines de sistema, llibreries i 
aplicacions del projecte GNU i linux com a nucli. La part proveïda per GNU es va estar 
gestant des de l’any 1983, però no disposava d’un nucli fins que Linus Torvalds va crear 
linux l’any 1991. 
 El sistema operatiu està disponible en multitud de variants, tant de pagament com 
gratuïtes i suporta una immensa quantitat de maquinari. Pot ser instal·lat tant en super-
ordinadors com el Mare Nostrum com en determinats microcontroladors. 
 Avui en dia es pot trobar en servidors, dispositius encastats i en molt menor 
mesura en ordinadors d’escriptori, on la seva quota de mercat és molt reduïda. 
 
Udev 
 Gestor de dispositiu de linux utilitzat a partir de la versió 2.6 del mateix. 
S’encarrega entre d’altres coses de gestionar el directori /dev/ del sistema operatiu, 
carregar i descarregar firmwares de dispositius quan és necessari i executar determinades 
tasques quan es connecta hardware que ho requereix. 
 Udev es pot personalitzar mitjançant fitxers de configuració que permeten 
especificar quin comportament tindrà el sistema quan es connectin determinats dispositius. 
Els usos més habituals d’aquesta propietat són assignar sempre el mateix nom a una 
interfície de xarxa, muntar automàticament els sistemes de fitxers continguts en un disc dur 
usb o carregar el firmware necessari per a fer servir un adaptador wifi-usb. 
Apache 
 El servidor web apache és el servidor web més utilitzat del planeta. Amb més de 
cent milions de pàgines web allotjades utilitzant-lo acapara més del 50% de la quota de 
mercat de servidors web. 
 Apache suporta una gran varietat de mòduls que permeten ampliar la funcionalitat 
del servidor afegint compatibilitat amb llenguatges com php, reescriptura d’adreces o 
acceptar diferents mètodes d’autentificació. 
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 Llenguatge de programació interpretat de propòsit general molt utilitzat en el 
desenvolupament de pàgines web dinàmiques. Disponible des de l’any 1995 actualment es 
distribueix la versió 5.3.2 del llenguatge de programació. 
 És probablement el llenguatge de scripting més utilitzat a Internet. Actualment hi ha 
una gran quantitat de pàgines web generades utilitzant aquest llenguatge, en gran part 
gràcies a la diversitat de frameworks (com cake php o seagull) i plataformes web ja llestes 
per implantar (com mediawiki, en el que es basa la wikipedia, o wordpress, el famós gestor 
de blogs) disponibles per a aquest popular llenguatge de programació. 
 
Eclipse 
 Eclipse és un sistema de desenvolupament de software integrat de programari 
lliure que suporta multitud de llenguatges de programació (java, C, C++, php, Ruby on 
Rails, nesC, COBOL, Python, ...). 
 Entre les seves principals virtuts hi ha que es pugui expandir la seva funcionalitat 
emprant plugins. D’aquesta manera se li poden afegir funcionalitats com ara compatibilitat 
amb subversion, nous llenguatges de programació o gestionar bases de dades. 
 
Sshfs 
 Sshfs és una eina que permet muntar sistemes de fitxers o directoris remots com a 
directoris locals a través de connexions SFTP23.  
 
Wpa-supplicant 
 Wpa-supplicant és una implementació lliure de diversos estàndards de seguretat 
que funcionen sobre xarxes 802.11 (wifi). Permet que sistemes Linux, FreeBSD, NetBSD i 
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 SFTP: Prové de l’anglès Secure File Transfer Protocol. Es tracta d’un protocol de 
transferencia de fitxers a través d’una connexió segura SSH. 
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Windows es connectin a xarxes protegides per WPA, WPA2 i WEP tant en les seves 
versions de clau prèviament compartida com en les versions corporatives basades en 
RADIUS24. 
Gettext 
 Gettext és un conjunt de llibreries desenvolupades per GNU que simplifiquen la 
internacionalització i localització de programes. Hi ha implementacions de gettext per a una 
gran varietat de llenguatges de programació entre els que es troben: C, C++, php, pascal, 
bash, java, perl o ruby. 
Per a funcionar gettext utilitza fitxers de traduccions. Cada fitxer de traducció 
consta d’una una relació entre els texts originals i els texts traduïts. Al executar el 
programa aquest seleccionarà sobre la marxa quina de les traduccions ha de mostrar a 
l’usuari en cada moment depenent de la llengua establerta. 
 
Subversion/Svn 
 Subversion, també conegut per svn, és un sistema de control de versions. 
Subversion està orientat a mantindre un historial de les diferents revisions que s’han dut a 
terme dels fitxers de codi font controlats. Un cop un fitxer s’afegeix al sistema de control de 
versions cada vegada que s’enviï una modificació del fitxer al servidor (amb la comanda 
comit) el servidor permetrà accedir tant a la versió inicial com a la versió actualitzada sota 
petició. 
 Hi ha molts programes que suporten nativament Subversion i altres ho fan a traves 
de plugins o extensions. Aquests programes serveixen entre d’altres coses per a poder 
veure llistats de diferencies entre diferents versions d’un mateix fitxer, gestionar 
gràficament els fitxers o interactuar amb Subversion des d’entorns de desenvolupament 
com ara Eclipse o NetBeans. 
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 RADIUS: Prové de l’anglès Remote Authentication Dial In User Service. És un sistema 
d’autentificació d’usuaris. 
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Per a realitzar l’especificació d’aquest projecte es van utilitzar els requisits que 
havia de tenir el dispositiu un cop completat. En el que respecta a requisits del software es 
va decidir utilitzar solucions de software lliure sempre que fossin públicament disponibles, 
per tant no tots aquests requisits han suposat haver de desenvolupar un programa que els 
resolgui. Els requeriments del sistema són els següents: 
 
Requeriments no funcionals 
 Dimensions reduïdes: El dispositiu elegit haurà de ser ubicat en el mateix espai 
físic on es desplega la xarxa de sensors i a vegades l’espai lliure no és massa abundant, 
per tant s’ha d’intentar que el dispositiu sigui el més petit possible. 
Rang operatiu de temperatura ampli: Si bé la majoria de vegades el dispositiu 
s’ubicarà a l’interior d’un edifici hi haurà casos en els que anirà a l’aire lliure. En aquests 
casos les temperatures podran variar molt, baixant de 0ºC durant els mesos d’hivern i 
superant els 40ºC a l’estiu. En aquests casos ha de seguir funcionant correctament. 
Disponibilitat de mòdul wifi compatible: La plataforma que es triï haurà de disposar 
de wifi ja integrada o bé permetre que s’hi connecti un dispositiu wifi a través d’algun port 
d’expansió. Es considerarà preferible si l’adaptador wifi es pot connectar en algun port 
intern i no necessita connectar-se en algun dels ports externs (com ara l’USB). 
Disponibilitat de mòdul GPRS/3G compatible: El dispositiu triat haurà de disposar 
d’algun sistema per comunicar-se utilitzant les xarxes de telefonia mòbil o bé permetre la 
connexió d’algun dispositiu que ho pugui fer. Es considerarà preferible si en el cas de 
necessitar un mòdem per a connectar-se a aquest tipus de xarxes aquest mòdem es pot 
connectar en algun connector intern i no ha d’anar ubicat a fora de la caixa. 
Desenvolupament del projecte 
 
- 25 -  
 
Baix consum: Interessa que el dispositiu gasti poc ja que en determinats casos 
podria arribar a interessar fer-lo servir connectat a bateries i plaques solars. En cap cas es 
contemplarà un dispositiu que gasti més de 15W. Com menor sigui el consum millor. 
Barat: El preu del hardware ha de ser el més reduït possible. 
Disponibilitat comercial: El hardware s’ha de distribuir comercialment i ha de seguir-
se comercialitzant durant els propers anys. 
Port USB: La majoria de xarxes de sensors permeten que es recullin les dades a 
través d’un port USB, per tant com a mínim s’haurà de disposar d’un per a permetre recollir 
les dades. Donat que el DEXGate estarà preparat per a recollir dades de diverses xarxes a 
l’hora serà recomanable que disposi de més d’un port. 
Connector de xarxa: La plataforma triada haurà de disposar com a mínim d’un 
connector Ethernet RJ45, que és l’estàndard més utilitzat en les xarxes locals arreu. 
No tenir ventiladors ni parts mòbils: El dispositiu haurà de ser capaç de funcionar 
ininterrompudament durant períodes molt llargs de temps. No disposar de parts mòbils 
redueix molt la possibilitat de que es produeixin fallades de maquinari. 
Permetre estar anys encès sense requerir manteniment: Totes les parts del 
sistema s’han de realitzar pressuposant que els períodes de funcionament del dispositiu 
seran molt llargs. Per a tal efecte tots els processos crítics hauran de ser monitoritzats i 
encesos de nou si es detecta algun problema. 
(Opcional) Disponibilitat de caixa IP6525: Es valorarà molt positivament que hi hagi 
alguna caixa IP65 disponible comercialment que suporti la plataforma triada per a 
desenvolupar el DEXGate. Disposar d’una caixa amb aquestes característiques permetria 
situar DEXGates a l’aire lliure sense necessitat d’aixopluc. 
(Opcional) Power Over Ethernet(PoE)26: Tot i no ser necessari disposar de la 
possibilitat d’alimentar el dispositiu i proveir-lo de connectivitat de xarxa utilitzant un sol 
                                                   
 
25
 IP: Índex de protecció. El primer dígit indica la protecció contra l’accés d’elements perillosos 
(6 vol dir que no hi entra ni pols). El segon dígit indica protecció contra d’intrusió d’aigua (5 vol 
dir que no l’afecta un raig d’aigua enfocat directament des la direcció que sigui). 
26
 Power Over Ethernet(PoE): Estàndard que defineix com alimentar dispositius a través de 
cables de xarxa Ethernet. 
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cable en comptes de dos independents pot ser molt útil. Aquesta característica tindria 
especial sentit en combinació amb la caixa IP65. 
(Opcional) Connector RS232 DB9: Algunes xarxes de sensors proveeixen les 
dades mitjançant un connector sèrie, per tant és interessant disposar d’un d’ells per a 
recollir-les. En aquest cas es va considerar que aquesta característica era opcional ja que 
hi ha diverses opcions comercialment disponibles per a connectar connectors sèrie a 
través de ports USB. 
(Opcional) Connector RS485: Hi ha gran quantitat de dispositius de recol·lecció de 
dades que funcionen utilitzant el protocol Modbus sobre RS485. Disposar d’aquest port en 




Executar un servidor web: Es va decidir que tota la interfície d’administrador es 
realitzaria utilitzant una pàgina web és necessari que el servidor sigui capaç d’executar un 
servidor web. 
Generar pàgines web dinàmiques: El servidor web haurà de mostrar pàgines web 
dinàmiques, ja que hauran de mostrar informació sobre l’estat actual del dispositiu. Per tant 
el servidor web haurà de permetre l’execució de cgi-bin27 o bé disposar d’un mòdul que 
permeti executar php o un llenguatge similar. 
Controlar les interfícies de xarxa de linux: Una de les principals raons de ser de la 
interfície web del DEXGate és la necessitat de configurar la xarxa del dispositiu per tal que 
sigui capaç d’enviar les dades al servidor DEXCell. Per aquesta raó serà necessari que es 
puguin modificar els paràmetres de configuració de tant els ports de xarxa Ethernet com de 
la xarxa sense fils. En ambdós casos s’haurà de permetre tant la connexió especificant una 
direcció IP estàtica com utilitzar el sistema DHCP per a obtenir els paràmetres de xarxa. 
En el cas de la xarxa sense fils a més a més s’haurà de permetre connectar a xarxes 
xifrades i generar xarxes tan obertes com xifrades. 
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 Cgi-bin: Sistema mitjançant el qual un servidor web pot mostrar dades generades per un 
programa.  
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Controlar l’hora del sistema des d’una interfície web: Serà necessari poder establir 
l’hora del sistema des de la interfície web. 
Permetre apagar-se en calent: El software ha d’estar preparat per a apagar-se en 
qualsevol moment per una pèrdua de corrent elèctric. L’única eventualitat que es considera 
acceptable es que es perdin algunes dades en el procés. 
Disposar d’un sistema d’autenticació: S’ha de poder restringir l’accés al dispositiu 
utilitzant una contrasenya per a que només les persones amb permís puguin modificar la 
configuració del DEXGate. 
Apagar i reiniciar l’equip des d’una interfície web: Tot i que l’equip estigui preparat 
per a poder-se apagar en calent sense donar problemes també ha de permetre apagar-se 
“correctament” des de la interfície d’administració. 
Introduir dades al servidor DEXCell: L’objectiu principal del dispositiu és introduir 
les dades recollides en un servidor DEXCell. S’haurà de poder configurar el dispositiu des 
de la interfície web per a que enviï les dades al servidor triat. 
Recollir dades de dispositius Plogg: El DEXGate ha de permetre recollir dades dels 
dispositius fabricats per Plogg. Aquests dispositius recullen dades de consum elèctric, es 
comuniquen entre ells utilitzant Zigbee i permeten que es demanin les dades utilitzant un 
adaptador USB. El sistema haurà de permetre que es comencin a recollir dades des del 
moment en el que es connecta l’adaptador sense haver de configurar res. 
Recollir dades de dispositius 4Noks: El DEXGate ha de permetre recollir dades 
dels dispositius fabricats per 4Noks. Aquests dispositius recullen dades de diversa índole 
(temperatura, humitat, amperatge, lluminositat, ...), es comuniquen entre ells utilitzant 
diversos protocols i disposen d’un adaptador que recull les dades i al que es pot accedir a 
través d’un port USB. El sistema haurà de permetre que es comencin a recollir dades des 
del moment en el que es connecta l’adaptador sense haver de configurar res. 
Recollir dades de dispositius que funcionin utilitzant Modbus: El DEXGate ha de 
permetre la connexió de dispositius que funcionin utilitzant el estàndard Modbus. No tots 
els dispositius Modbus han d’estar suportats, ja que cada un assigna a cada registre de 
Modbus el tipus de dades que considera adient. En els dispositius Modbus suportats 
s’haurà de permetre recollir les dades des del moment en el que es connecta el dispositiu 
sense que l’usuari hagi de configurar res. 
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Visualitzar dispositius connectats des d’una interfície web: S’haurà de poder veure 
des de la interfície web quins dispositius de cada tipus s’han detectat per a facilitar 
d’instal·lació del dispositiu i facilitar la detecció d’errors. 
Visualitzar l’estat de les passarel·les de dades: S’haurà de poder veure des de la 
interfície web quin és l’estat de cada una de les passarel·les de dades per a poder facilitar 
la detecció d’errors. 
Ser modular: Tant la interfície web com la resta de processos han de ser modulars 
per a permetre afegir i treure característiques sota demanda. És especialment important la 
possibilitat d’afegir suport a nous protocols en un futur. 
 
  
Desenvolupament del projecte 
 




Disseny sistema de recol·lecció de dades 
El sistema de recol·lecció de dades ha estat dissenyat partint de la base de que hi 
ha 3 tipus dispositius que per a simplificar en aquesta secció es consideraran atòmics: les 
xarxes de sensors, els concentradors DEXGate i el servidor DEXCell. Les dades s’originen 
en les xarxes de sensors. Aquestes dades un cop generades són recollides i tractades pel 
DEXGate connectat a la xarxa de sensors que ha originat les dades. Un cop les dades han 
passat per el DEXGate arriben al servidor DEXCell ja totes en el mateix format i llestes per 
a emmagatzemar i visualitzar per el servidor. 
 
Diagrama que resumeix l’arquitectura de recol·lecció de dades del sistema DEXCell 
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El servidor DEXCell està pensat per a que permeti rebre dades d’una gran quantitat 
de dispositius DEXGate. Cada dispositiu DEXGate pot estar connectat a una o més xarxes 
de sensors i a un sol servidor DEXCell. I cada xarxa de sensors estarà connectada a un 
sol DEXGate. D’aquesta manera podem assumir que a nivell lògic el sistema té forma 
d’arbre sent cada servidor DEXCell l’arrel d’un arbre. 
 A l’hora de dissenyar el funcionament intern del DEXGate es va decidir que la 
traducció de protocols es realitzaria en base a petits mòduls. Es va triar actuar d’aquesta 
manera per a aprofitar al màxim les característiques dels llenguatges de programació 
utilitzats alhora que es mantenien els programes dins d’una mida raonable, cosa que més 
endavant els fa molt més senzills de mantenir. A més a més el fet de disposar de 
programes petits però de propòsit específic fa que sigui molt senzill reutilitzar codi entre els 
programes que s’encarreguen de la mateixa tasca en diferents protocols. 
 Es va decidir dividir els programes que s’encarregaven de realitzar la traducció en 
tres grans grups dels que cada dispositiu suportat tindria un de cada tipus. 
El primer grup són els programes d’accés al hardware. Aquest grup de programes 
engloba els executables encarregats de treballar al més baix nivell. L’objectiu d’aquests 
programes és accedir al hardware, recollir les dades guardades en el dispositiu, 
estructurar-les i preparar-les per a ser llegides sota demanda pel següent grup 
d’aplicacions amb el que es comuniquen a través de connexions de xarxa. 
El segon grup són els programes d’introducció de dades al servidor: Aquest grup 
de programes engloba tots aquells programes que s’encarreguen de introduir les dades 
recollides per els programes d’accés al hardware al servidor DEXCell. Totes les dades que 
gestionen aquests programes provenen o són enviades a través de connexions de xarxa. 
El tercer i últim grup són els sistemes de monitorització: Aquest grup de programes 
engloba tots els scripts que gestionen la connexió de dispositius i la monitorització de la 
resta de grups de programes. S’executen al iniciar al sistema i comproven periòdicament si 
el dispositiu físic que proporcionarà les dades està connectat. Si no ho està durà a terme 
les accions necessàries per a que la resta de programes del dispositiu es mantinguin 
apagats, estalviant així recursos del sistema. En el cas de que trobi el dispositiu connectat 
vetllarà per a que els programes necessaris per a fer arribar les dades al servidor DEXCell 
estiguin encesos en tot moment. D’aquesta manera encara que algun dels processos dels 
altres grups tingui un error en uns instants es tornarà a encendre automàticament. Aquests 
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scripts han de ser extremadament estables ja que són els encarregats d’assegurar el 
continu funcionament del sistema. 
 
Diagrama que mostra l’arquitectura interna del procés de recollida de dades del DEXGate 
 
Disseny interfície web 
 Es va decidir que la forma més senzilla de gestionar el DEXGate per als usuaris 
seria programar una interfície web molt similar a la que porten els encaminadors 
domèstics. Des d’aquesta interfície s’haurien de controlar tant les propietats de la xarxa, 
com la configuració del sistema operatiu del dispositiu a l’hora que es pot monitoritzar 
l’estat del mateix. 
 Partint del fet que la interfície d’administració ha d’estar sempre disponible sigui 
quina sigui la configuració es va decidir que un dels dos ports Ethernet del DEXGate es 
dedicaria única i exclusivament a administració del sistema. El port dedicat a la 
administració no podrà ser configurat des de la interfície web i sempre tindrà proveirà el 
servei DHCP als equips que s’hi connectin. D’aquesta manera s’aconsegueix que sigui 
quina sigui la configuració de l’equip sempre es pugui confiar en aquest port per a 
reconfigurar el dispositiu en el cas de que es perdés la connectivitat per la resta 
d’interfícies per culpa d’un error de configuració. 
 El disseny de la interfície va intentar ser el més senzill possible i que alhora totes 
les opcions fossin fàcilment accessibles per l’usuari. Per a tal efecte es va dividir l’espai en 
4 grans regions: 
- Capçalera: Conté el nom del dispositiu, la selecció d’idioma i la possibilitat de 
fer logout. 
- Menú: Es situa a l’esquerra de la interfície i conté un enllaç a cada una de les 
diferents seccions a les que es poden accedir. Aquest menú es genera 
automàticament tenint en compte la configuració de l’equip i no inclourà 
seccions innecessàries. 
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- Part central: En aquesta zona és on es veurà tota la informació que la secció 
dóna a l’usuari i alhora on aquest podrà canviar la configuració del dispositiu de 
la forma que més li convingui. 
- Peu de pàgina: Informació de copyright, resolució recomanada i navegador 
recomanat. 
 
Captura d’una de les seccions de la interfície web 
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El cas d’ús típic del sistema serà el següent: 
Usuari Sistema
Entrar al sistema
Mostrar pàgina de login
Introduir usuari i contrassenya
Mostrar pàgina d'informació del sistema
Demanar accés a la configuració de xarxa
Mostrar pàgina amb la configuració de xarxa actual
Enviar canvis en la configuració de xarxa




Elecció del dispositiu 
 
 L’elecció del maquinari en el que es basaria el dispositiu depenia de molts factors 
que tenien una gran influència en el procés posterior de desenvolupament del projecte. 
Després de valorar diverses opcions es va acabar seleccionant 2 dispositius que podien 
realitzar la tasca correctament i que es va creure que eren els millors representants de les 
seves respectives arquitectures. 
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TS-7400 
 El primer dispositiu que es va valorar va ser el TS-7400 del fabricant americà 
Technologic Systems [5]. Es tracta d’un dispositiu que funciona amb un processador ARM 
de molt baix consum i d’una mida molt reduïda. Aquest dispositiu tot i disposar d’un disc 
dur flash molt petit permet l’ampliació mitjançant una targeta sd de manera que es podien 
guardar allà tots els fitxers necessaris per a realitzar les tasques requerides. Els seus 
principals avantatges són la mida molt reduïda i un baix consum. 
Després de tenir la oportunitat de posar el dispositiu a prova es va desestimar per 
diverses raons. El sistema d’arrencada era molt complex i difícil de modificar; es carrega 
una petita imatge de linux des de la memòria flash que utilitza un initrd28 que s’encarrega 
de carregar els controladors de la targeta sd i canviar l’arrel del sistema per la de la 
targeta. A més a més el TS-7400 no disposa d’opció per a connectar un mòdem GPRS o 
3G intern, ni un mòdul wifi intern; tots els dispositius que s’hi connectin han de ser 
mitjançant un dels 2 ports usb externs. La tarjeta sd utilitza un mòdul del kernel propietari 
del que només es distribueix un binari, això causa que no es puguin realitzar modificacions 
del kernel per a suportar nous dispositius, ja que per a fer-ho s’hauria de recompilar el 
kernel i no s’hi pot afegir el controlador de la tarjeta sd. El sistema no disposa de rellotge 
de manera que si es vol disposar de l’hora s’ha de sincronitzar periòdicament utilitzant 
Internet. 
Tot i que les seves virtuts van fer que es considerés molt seriosament com a 
possible plataforma finalment els impediments van tenir més pes i van fer que es 
desestimés el TS-7400 com a base per al desenvolupament d’aquest projecte 
                                                   
 
28
 Initrd: Sistema de fitxers de només lectura utilitzat per a carregar fitxers necessaris per a 
l’arrencada que no es vol o no es pot incloure en el kernel. El nom prové de l’anglès Initial RAM 
Disk. 
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 El segon dispositiu que es va valorar va ser la placa Alix 6e2 del fabricant suec PC 
Engines [6]. Es tracta d’un dispositiu basat en un processador AMD Geode LX800  de 
500MHz d’arquitectura x86. 
Entre els principals avantatges d’aquest dispositiu podem trobar la seva 
arquitectura, x86. El fet que utilitzi un processador compatible amb la majoria de pc’s de 
sobretaula fa que pràcticament tot el software públicament disponible en el mercat sigui 
compatible amb ell. A més a més a diferència d’altres arquitectures com ARM, en les que 
és necessari disposar un entorn de compilació creuada per a poder desenvolupar 
executables, per a desenvolupar un programa per a x86 es pot fer servir el mateix entorn 
de desenvolupament que per PC. Fer servir el mateix entorn de desenvolupament que la 
plataforma del desenvolupador facilita moltíssim el posterior desenvolupament 
d’aplicacions degut a l’enorme quantitat d’eines de les que es disposa per a facilitar la 
programació i detectar errors. 
La placa disposa de un connector Compact Flash i d’una BIOS configurada per a 
iniciar des d’ell, un connector miniPCI-express, un connector miniPCI, rellotge alimentat 
amb pila dos connectors Ethernet (un dels quals permet alimentar el sistema utilitzant 
l’estàndard PoE), dos connectors usb externs i un d’intern. Hi ha gran varietat de plaques 
wifi compatibles amb el format miniPCI (la majoria d’elles basades en el xipset Atheros) i 
es poden trobar uns pocs models de mòdems GPRS/3G compatibles amb el connector 
miniPCI-express. 
Hi ha diversos sistemes operatius especialment adaptats per córrer en aquesta 
placa entre els que s’inclouen diverses distribucions de linux (com voyage, xubuntu o 
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zeroshell), netBSD, openBSD, etc [6]. Concretament linux des de la versió 2.6.29 suporta 
nativament tot el hardware de la placa, tot i això és necessari fer algunes modificacions al 
kernel per a que pugui admetre targetes sense fil a través del connector miniPCI, però tot 
el procés està perfectament explicat a la web del projecte madwifi [7]. 
El principal problema que té aquest dispositiu és que no és tan petit com altres 
plataformes similars. 
Donada l’excel·lent relació entre avantatges/inconvenients es va decidir optar per el 
Alix 6e2 com a base per a la realització d’aquest projecte. A no ser que en un futur es trobi 
una plataforma més adient els DEXGate es seguiran produint utilitzant aquesta placa. 
 




 Un cop es va haver decidit la plataforma hardware sobre la que es basaria el 
DEXGate es va haver de triar el sistema operatiu que es faria servir. Després d’investigar 
els diferents sistemes operatius disponibles es va optar per instal·lar una distribució de 
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linux coneguda com voyage linux que estava pensada per dispositius com l’alix 6e2 i el 
suportava expressament. 
 Voyage linux és una versió retallada de debian linux29 especialment enfocada a 
dispositius encastats que funcionen utilitzant memòria flash. Per aquesta raó, donat que 
les memòries flash tenen un nombre limitat de cicles d’escriptura, disposa d’un conjunt de 
scripts que fan que els directoris on es guarden els fitxers temporals dels programes i els 
logs es guardin en un directori que s’emmagatzema en RAM i només es sincronitzen les 
dades en moments determinats del temps, evitant així escriptures innecessàries, allargant 
d’aquesta manera la vida útil de la memòria flash. Conscient de les limitacions d’espai de 
les memòries flash també evita desar els manuals dels programes i qualsevol altre fitxer no 
estrictament necessari per al funcionament del sistema. Tot i permetre treballar amb 
diversos sistemes de fitxers es va decidir utilitzar ext2 en comptes de ext3 per a evitar ja 
que el fet de que ext3 guarda un diari de les modificacions de disc. Aquest registre 
requereix força escriptures a disc i per tant acurta la vida útil de la memòria, per el que es 
va desestimar. 
 Tot i que voyage linux s’adapta molt bé a les necessitats del DEXGate hi havia 
alguns punts en els que necessitava de certs retocs per a tal de funcionar perfectament. 
Per aquesta raó es van haver de fer algunes modificacions en varies parts del sistema 
operatiu. 
La primera actualització que es va haver de realitzar va ser actualitzar el kernel del 
sistema operatiu a una versió més recent per a poder detectar correctament determinats 
adaptadors que no es suportaven en la versió del kernel que venia de sèrie amb la 
distribució. Es va baixar el kernel de linux [8] i es van aplicar les modificacions necessàries 
per a que aquest acceptés targetes wifi miniPCI que fessin servir el xipset atheros, es va 
compilar el kernel i es va empaquetar com a paquet de debian per a poder-lo instal·lar a la 
voyage de la forma més senzilla possible. 
Un cop es disposava d’un kernel preparat per a acceptar tot el hardware que es 
connectés al equip es va haver de trobar una manera de detectar quan això passava i 
actuar en conseqüència. Després d’investigar sobre les diferents opcions es va arribar a la 
                                                   
 
29
 Debian linux: Distribució de linux de GNU. Amb llicencia GPL és una de les distribucions més 
utilitzades. Freqüentment altres distribucions es basen en ella, com ara Ubuntu. 
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conclusió de que l’eina més potent i a l’hora senzilla per a dur a terme aquesta tasca era 
fer servir udev. Per tal de detectar la connexió de dispositius es van crear fitxers de 
configuració específics que generaven un dispositiu virtual (creant un fitxer a /dev/) quan 
udev detectés la connexió d’un dispositiu amb unes característiques concretes. D’aquesta 
manera amb tenir un script que verifiqui si el dispositiu virtual existeix n’hi ha prou per a 
saber si el dispositiu real està connectat amb un ús de recursos mínim. Es va haver de 
crear una regla de udev per a cada dispositiu que es volia suportar. 
Un cop fetes les modificacions anteriors va ser necessari crear els scripts que 
monitoritzessin si algun dels dispositius suportats era connectat al sistema i en el cas de 
que ho fes encendre els programes que s’encarregarien de traduir el protocol suportat per 
el dispositiu en un protocol suportat per el servidor DEXCell. En el cas de que es detectés 
que el dispositiu es desconnectés el script també s’encarregaria de matar tots els 
programes encesos prèviament per tal d’estalviar memòria. 
 
Programació 
Entorn de treball 
 A l’hora de desenvolupar es va buscar una solució que permetés programar 
còmodament i veure els resultats de les modificacions del codi ràpidament. Hi havia dues 
opcions desenvolupar directament sobre la plataforma escollida (que no disposa de 
pantalla) o bé desenvolupar sobre l’equip personal i moure els fitxers després cap al 
dispositiu. Finalment es va decidir optar per una solució intermèdia; els fitxers estaven 
físicament en el DEXGate i s’accedia aquests fitxers utilitzant sshfs. D’aquesta manera va 
ser possible utilitzar les facilitats que ofereixen els entorns de desenvolupaments gràfics a 
l’hora que era possible veure immediatament els canvis resultants en el sistema final. 
 Tant per a programar la interfície web com per a realitzar les passarel·les que 
s’encarreguen de traduir protocols es va fer servir Eclipse. Es van instal·lar dues copies de 
l’Eclipse; la primera d’elles per a programar en php i la segona per a programar en C i java. 
D’aquesta forma es tenien dos entorns de desenvolupament completament independents 
entre ells. 
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 A l’hora de programar els scripts de monitorització del sistema es van fer servir 
simples editors de text (sobretot vi, vim, kate i gedit) ja que per la seva reduïda complexitat 
no es va considerar necessari utilitzar entorns de desenvolupament més complexes. 
Per al control de versions es va fer servir el subversion [8]. Fer servir una eina com 
aquesta permet disposar d’una copia de seguretat del codi a l’hora que permet veure molt 
més clarament el procés d’evolució del software. El subversion permet veure amb facilitat 
les diferències que hi ha hagut en un fitxer des de la versió inicial fins la final amb tots els 
seus passos intermedis. 
Tot el desenvolupament es va dur a terme sobre plataformes linux. Ja fos sobre el 
DEXGate, que utilitza una voyage linux, com sobre l’equip de desenvolupament que 
funcionava utilitzant una Ubuntu. 
 
Programació interfície web 
 La interfície d’administració web és la única forma de la que disposa l’usuari per a 
connectar-se al DEXGate, administrar-lo i monitoritzar-lo. Per aquesta raó ha de permetre 
configurar tots els paràmetres que puguin requerir de ser modificats i facilitar tota la 
informació que pugui ser necessaria en algun moment per l’usuari. 
 A l’hora de configurar diferents aspectes del dispositiu a vegades s’han de realitzar 
diversos sistemes al sistema de fitxers, bastant sovint en diversos fitxers diferents. En els 
casos en els que era necessari modificar algun fitxer aquest primer es guardarà en un 
directori temporal, un cop acabades les modificacions es mourà el fitxer del directori 
temporal al directori de destí, sobreescrivint així amb una operació atòmica el fitxer inicial 
evitant així en gran mesura els problemes que hi poden haver en el cas que s’interrompés 
el subministrament elèctric en el moment precís en el que s’està guardant un canvi en la 
configuració del DEXGate. 
 La interfície es va programar des d’un principi seguint un esquema modular i 
utilitzant el model de vista controlador per a cada un dels mòduls. D’aquesta manera hi ha 
un programa principal que és el que s’encarrega de verificar l’autentificació dels usuaris i 
carregar cada un dels mòduls sota demanda i per altra banda hi ha el codi de cada un dels 
mòduls. 
 Els mòduls en els que es va dividir la interfície web són els següents: 
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- Informació: Aquest és el mòdul que es carrega per defecte al introduir l’usuari i 
la contrasenya correctes. No permet a l’usuari configurar res i informa de les 
següents variables: 
o Nom del dispositiu: Nom que té el DEXGate. Al poder haver diversos 
DEXGate en una mateixa xarxa així es poden diferenciar fàcilment. 
o Ús de memoria: Indica l’ús de memòria RAM que s’esta fent en el 
moment. 
o Número de sèrie: Indica el número de sèrie del DEXGate. Aquest 
número serveix per a identificar-lo posteriorment en el servidor 
DEXCell. 
o Connexió a Internet: Detecta si es té connectivitat amb Internet. 
o Temps encés: Informa del temps que porta encés el DEXGate. Pot 
servir per detectar si hi ha hagut problemes amb el subministrament 
elèctric 
o Associació amb el servidor: Detecta si s’ha establert la connexió segura 
amb el servidor DEXCell. 
o Ús del disc: Ús actual del disc dur flash 
o Dispositius de xarxa: Indica les direccions IP i MAC de les diferents 
interficies de xarxa del DEXGate. També indica els bytes rebuts i 
enviats per cada una d’aquestes interficies. 
- Configuració del sistema: En aquest apartat es pot veure el valor actual de 
certs paràmetres del sistema operatiu i si es considera necessari modificar el 
seu valor: 
o Nom de la màquina: Indica el nom del dispositiu DEXGate i permet 
modificarlo. 
o Utilitzar NTP per a sincronitzar l’hora amb Internet: Permet activar o 
desactivar la opció que el DEXGate sincronitzi periodicament la seva 
hora amb la d’un servidor d’Internet. 
o Sincronitzar ara: Obliga al DEXGate a sincronitzar l’hora amb un 
servidor d’Internet 
o Establir l’hora del sistema: Permet establir l’hora i data del sistema 
manualment al valor desitjat. 
- Xarxes cablejades: El DEXGate disposa de dues interfícies Ethernet. Una 
d’elles està reservada com a port d’administració. Els paràmetres de 
configuració de l’altra es podem modificar des d’aquest mòdul. 
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o DHCP: Permet seleccionar si es configurarà aquesta interfície de xarxa 
fent servir un servidor DHCP. 
o Direcció estàtica: Si no es fa servir un servidor DHCP permet establir la 
direcció ip, màscara de subxarxa, servidor dns, ... 
- Xarxes sense fils: Depenent de la versió del DEXGate aquest pot disposar o no 
de targeta wifi. En el cas de no disposar d’aquesta targeta aquest apartat 
senzillament no s’ha de mostrar. En el cas de que es detecti la targeta wifi 
s’haurà de mostrar la configuració de la xarxa. Ha de permetre les següents 
configuracions: 
o Client: Ha de permetre connectar-se tant a xarxes obertes com 
protegides. Establint una ip fixa o utilitzant el sistema DHCP. 
o Punt d’accés: S’ha de poder generar xarxes obertes i protegides per 
contrasenya. L’usuari podrà configurar tots els paràmetres de 
configuració IP de la xarxa creada. 
o Desactivada: Permet desactivar la tarjeta wifi. 
- Associar al servidor: El DEXGate per si sol no pot gestionar les dades. Aquesta 
pantalla ens permet seleccionar quin servidor DEXCell emmagatzemarà les 
dades recollides i permetrà establir la connexió amb ell. 
- Actualitzar: Aquest apartat permetrà actualitzar el firmware del dispositiu. 
- Reiniciar: Permet reiniciar el DEXGate. 
- Apagar. Permet apagar el DEXGate. 
- Canviar contrasenya: És una interfície senzilla que permet modificar la 
contrasenya d’accés a la interfície de configuració del DEXGate. 
 
Programació de les passarel·les de dades 
 Partint del disseny inicial en tres nivells es va començar amb la implementació de 
la passarel·la que permetia llegir dades dels lectors Plogg. El fabricant del lector ens va 
facilitar la especificació del protocol binari que utilitzaven els seus dispositius per tal de 
poder accedir a les lectures que generaven els mesuradors de corrent. 
Plogg utilitza un protocol binari encapsulat com a dades de una pila de xarxa 
Zigbee. Tot i que Zigbee sigui un protocol estàndard el protocol binari utilitzat per plogg no 
és públic. Un cop es va disposar de la especificació del protocol es va començar a codificar 
una llibreria que suportaria les comunicacions amb els dispositius plogg a través del 
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adaptador usb-sèrie que facilita el fabricant. Aquesta llibreria va ser escrita amb C ja que 
aquest llenguatge permet gran flexibilitat a l’hora de treballar a molt baix nivell i un cop 
acabada va prendre el nom de libPlogg. En el moment en el que es va tenir la llibreria 
llesta i es va haver comprovat que totes les funcions de la llibreria funcionaven 
correctament per separat es va començar a implementar un programa que la utilitzés i 
permetés consultar les dades sota petició a través d’una connexió de xarxa. Aquest 
programa va prendre el nom de PloggBridge. 
El PloggProducer és el programa encarregat d’enviar les dades recollides per els 
Ploggs al servidor DEXCell. Aquest programa està programat en java ja que no és 
necessari que disposi d’eines per a baixar a tan baix nivell com el PloggBridge i s’aprofita 
de les facilitats que ofereix java a l’hora de comunicar-se amb la API del servidor. El 
PloggProducer està programat per a demanar determinades dades en intervals regulars de 
temps al PloggBridge i un cop rebuda la resposta acabar de uniformitzar les dades i enviar-
les al servidor. 
 
Diagrama de seqüència del cas d’ús típic de la passarel·la dels dispositius Plogg 
 
Un cop es va disposar de tot aquest sistema va fer falta realitzar un script que 
verifiqués que tot el procés funcionava com era degut. El script, programat en bash i al que 
anomenem monitorPlogg, segueix el següent comportament: 
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Diagrama de flux del funcionament del monitorPlogg 
 
 La segona passarel·la a ser desenvolupada va ser per a poder llegir dades dels 
lectors del fabricat 4Noks. Com totes les passarel·les es va desenvolupar partint la 
funcionalitat en tres programes separats. 
 A diferència del cas de Plogg. 4Noks utilitza Modbus, un protocol estàndard en les 
seves comunicacions a partir del port sèrie, tot i que utilitzen un altre protocol no 
especificat per a les comunicacions entre els sensors sense fils. El fet de que utilitzessin 
Modbus va facilitar molt la tasca de la programació de les eines que s’encarreguen de 
traduir el protocol ja que es van poder fer servir les dues variants del protocol: Modbus-
RTU (per a les comunicacions amb el port sèrie) i Modbus-TCP (per a les comunicacions 
entre processos) per a realitzar la transmissió de dades. Per tant a l’hora de realitzar la 
passarel·la entre el port sèrie i el procés que enviarà les dades cap a al servidor va fer falta 
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realitzar un programa que rebés peticions Modbus-TCP, les convertís a Modbus-RTU, 
escoltés la resposta i la tornés a enviar al client en format Modbus-TCP. A diferència del 
que passa amb el protocol de Plogg hi ha una llibreria que suporta el protocol Modbus. 
Aquesta llibreria, alliberada amb una llicència BSD, va simplificar en gran mesura la 
programació d’aquesta passarel·la, tot i que va ser necessari modificar-la lleugerament per 
tal que pogués realitzar la tasca requerida. 
 De la mateixa manera que hi ha disponible una llibreria en C per a comunicar-se 
utilitzant modbus, n’hi ha una disponible per a java. Que es va utilitzar per a realitzar el 
programa que insereix les dades al Servidor DEXCell. 
 
Diagrama de seqüència del cas d’ús típic de la passarel·la dels dispositius 4Noks 
 
 El funcionament del script de monitorització del sistema de traducció de protocols 
de 4Noks és idèntic al funcionament del script de monitorització de Plogg. 
 L’ultima passarel·la a ser desenvolupada va ser l’encarregada de recollir dades 
dels sistemes compatibles amb Modbus no fabricats per 4Noks. L’única diferencia entre 
aquesta passarel·la i l’anterior és que en aquest cas el dispositiu que fa de punt d’accés a 
la xarxa és un adaptador USB-RS485 estàndard en comptes d’un dispositiu específic de 
4Noks. Tot i això va ser necessari fer algunes adaptacions per afegir compatibilitat amb 
més dispositius. 
 El següent gràfic mostra un esquema del funcionament lògic del programa que es 
comunica amb el dispositiu utilitzant el port sèrie. El programa està pensat per a suportar 
Desenvolupament del projecte 
 
- 45 -  
 
peticions de diversos clients alhora i per aquesta raó bloqueja l’accés al port sèrie quan 
algun altre client està intentant accedir a les dades. 
 
Diagrama de flux que representa el funcionament de la passarel·la en C per a dispositius Modbus 
 
 En la part esquerra de l’esquema trobem el codi del programa principal que 
inicialitza el port sèrie i rep les connexions entrants. En la part dreta de l’esquema hi ha el 
codi dels threads dels clients, que s’encarrega de gestionar les peticions dels clients i 
arbitrar l’accés al port sèrie. 
Quan el programa principal rep una connexió crea un thread que processarà les 
peticions generades per aquella connexió. Un cop encès el thread aquest quedarà a 
l’espera de comandes per part del client. Quan un thread rebi una comanda del client 
intentarà accedir al port sèrie, que pot estar ocupat per algun altre client. En el moment en 
el que pugui accedir al port el bloquejarà, gestionarà la comanda que li ha demanat el 
client i alliberarà el port sèrie per tal que altres clients hi puguin accedir. 
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Les probes que es van dur a terme per a verificar el correcte funcionament del 
DEXGate es va dividir en fases, que es van anar duent a terme a mesura que les diverses 
funcionalitats que havien de provar estaven programades. 
 
Proves al sistema operatiu 
 Un cop el sistema operatiu va estar funcionant es va provar diferents situacions 
que es va considerar que funcions bàsiques del sistema operatiu fallar.  
Es va començar per verificar el tractament d’errors del sistema de fitxers. Per a 
comprovar la correcta recuperació del sistema de fitxers es va retirar l’alimentació en 
instants crítics durant els que s’escrivien fitxers de configuració a disc. Es va detectar que 
en determinades ocasions el fsck30 no actuava per a corregir els errors del sistema de 
fitxers i es va actuar solucionant aquest problema causat per la configuració per defecte de 
voyage linux. 
Es va comprovar el funcionament del rellotge del sistema ja que la hora del sistema 
és molt important a l’hora d’especificar la hora en la que s’han generat les dades que 
s’enviaran al servidor. Es va detectar que degut a un bug del kernel inclòs en la distribució 
el rellotge tenia un desplaçament molt acusat. Per a solucionar aquest problema es van 
prendre dues decisions independents, però complementaries. El primer dels canvis que es 
va realitzar va ser canviar el kernel del sistema operatiu, un cop fet això el rellotge ja 
funcionava correctament. El segon dels canvis va ser configurar el sistema per a que per 
defecte sincronitzés la hora amb un servidor d’Internet utilitzant el protocol NTP. Ajuntant 
aquestes dues solucions es va obtenir una solució molt estable que permetia confiar en 
l’hora aportada pel gateway com a hora en la que es van generar els missatges 
També es va comprovar el funcionament del rellotge en el cas que es retirés 
l’alimentació i es deixés el rellotge alimentat només per la pila de la que disposa l’equip. En 
                                                   
 
30
 Fsck: Eina dels sistemes gnu encarregada de trobar i solucionar errors dels sistemes de 
fitxers.  
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aquest cas no es va trobar cap mena de problema en equips desconnectats de 
l’alimentació durant períodes de setmanes. 
Es va analitzar el sistema d’arrencada del sistema operatiu i es van retirar tots els 
programes que es va considerar que no eren necessaris per al funcionament del sistema, 
ja que aquests utilitzaven espai de la memòria ram innecessariament. També es va 
desinstal·lar alguns programes que voyage linux inclou en la seva instal·lació per defecte, 
però que no es van considerar necessaris per al funcionament del DEXGate alliberant així 
espai en el disc. 
L’última proba que es va realitzar va ser d’estabilitat. Es va deixar un DEXGate 
funcionant durant mesos per a veure si podia funcionar períodes llargs sense problemes. 
Entre els diversos DEXGate instal·lats es va veure que la causa més freqüent del reinici 
dels sistemes era per culpa d’una tallada del subministrament elèctric. Al moment 
d’escriure aquesta memòria hi ha un DEXGate amb un uptime de 261 dies que ha estat 
enviant dades ininterrompudament des del dia en el que es va instal·lar. 
 
Proves a la interfície web 
 La interfície web disposa de diversos mòduls amb funcionalitats independents entre 
ells, per tant es van realitzar les proves de cada un dels mòduls a mesura que aquests 
eren acabats. 
 En el procés de detecció d’errors es van trobar una bona quantitat d’errors en el 
codi del gestor de les xarxes sense fils, sobretot relacionats amb la gestió de contrasenyes 
(contrasenyes buides o massa llargues generaven comportaments imprevisibles). Es va 
haver de comprovar el correcte funcionament de totes les variacions entre sistemes de 
seguretat i configuracions de dhcp per a veure el comportament en cada un dels casos. 
 Un cop van estar tots els mòduls verificats es va detectar que no s’havia 
contemplat la possibilitat de que hi haguessin injeccions de codi, de manera que es va 
procedir a filtrar totes les entrades de dades del sistema per a evitar aquest tipus d’atacs. 
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Proves a les passarel·les de dades 
 Les passarel·les de dades són els components més importants del DEXGate i com 
a tal van ser revisats exhaustivament per tal d’assegurar la robustesa del sistema de 
recol·lecció de dades. 
 La primera part del conjunt de proves va constar en veure com es comportaven els 
diferents programes per separat. En cada un d’ells es va verificar el comportament quan o 
bé un dels altres processos o bé l’adaptador físic no es podien trobar. En alguns casos es 
va detectar que els programes es quedaven bloquejats esperant una resposta que no 
arribaria i no admetien noves connexions fins que això passés. Un cop aïllats aquest tipus 
d’errors es van solucionar afegint timeouts en les aplicacions. Tot i això es va detectar un 
altre tipus d’error en el que els errors no eren recuperables fins que el programa era encés 
de nou (sobretot errors deguts a desconnexions del dispositiu físic que proveeix les 
dades). En aquest segon cas es va decidir que el millor comportament possible era apagar 
el programa i esperar a ser encès de nou per el script de monitorització. 
 L’última peça del sistema que es va revisar va ser el script que monitoritza la resta 
de processos i la connexió del connector. D’aquest script depèn el correcte funcionament 
de tota la passarel·la, de manera que la seva estabilitat era crítica per al correcte 
funcionament del sistema. Per tant un cop verificat el correcte funcionament de totes les 
peces per separat es va procedir a verificar que el script es comportava com era degut i 
encenia o apagava cada un dels processos quan era necessari. Per a probar-lo es van 
matar els processos manualment, connectar i desconnectar el dispositiu diverses vegades 
i varies combinacions de les mateixes. En tots els casos es va veure que el temps de 
convergència del sistema en cap cas va superar un minut, tot i que generalment els 
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Aplicacions reals 
 El DEXGate és un producte comercial i com a tal està instal·lat en diversos 
desplegaments en els que recullen dades. En aquest apartat s’explicaran un parell 
d’exemples de desplegaments en els que hi ha un DEXGate instal·lat. 
 
Set DEXGate preparats per a ser enviats 
 
Biblioteca Rector Gabriel Ferraté 
 
 Des de fa uns mesos el Centre per a la Sostenibilitat de la UPC monitoritza les 
condicions d’humitat, temperatura i lluminositat de diversos espais de la Biblioteca Rector 
Gabriel Ferraté. Amb aquestes dades no només s’aconsegueix saber si hi ha desviacions 
significatives en les temperatures d’alguna zona de la biblioteca, sinó que també es pot 
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 El sistema consta d’un servidor DEXCell que recull les dades recollides per un únic 
DEXGate ubicat dintre del mateix recinte de la biblioteca. Aquest DEXGate recull les dades 
d’una xarxa de dispositius de 4Noks. Deguda l’extensió de la biblioteca va ser necessari 
situar diversos repetidors de senyal per a que tots els nodes poguessin fer arribar les 
dades fins el DEXGate. 
 
Esquema de la instal·lació de la Biblioteca Rector Gabriel Ferraté 
 
 Després d’analitzar la distribució de la biblioteca i fer probes de les distàncies des 
de les que es podrien enviar i rebre dades dels diferents nodes sense necessitat de 
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repetidors es va veure que seria necessari utilitzar un repetidor a cada planta, excepte la 
planta que disposa del punt d’accés a la xarxa. Com es pot veure en l’esquema anterior 
cada un dels nodes extrems (nodes negres amb un sortint blanc) que recullen dades es 
comuniquen o bé amb el punt d’accés a la xarxa (node negre amb antena i connector 
USB) o bé amb un repetidor de dades (nodes blanc amb antena). A intervals regulars el 
DEXGate demana dades que s’incorporen a les ja existents del servidor DEXCell. Amb el 
que es poden obtenir resultats com els següents: 
 











 El projecte es va dividir en varies etapes molt diferenciades entre si. La 
primera d’aquestes etapes va ser l’elecció del hardware; la segona etapa l’elecció i 
adaptació del sistema operatiu; la tercera etapa el desenvolupament de la interfície gràfica 
que controla el hardware a través d’una plataforma web i la quarta i última etapa el 
desenvolupament dels diferents programes que tradueixen els protocols que tan servir els 
diferents tipus de xarxes de sensors. 
El següent diagrama de gantt mostra el temps aproximat que es va dedicar a cada 
una de les tasques en les que es va dividir la planificació d’aquest projecte. El projecte es 
va realitzar durant un conveni de cooperació educativa amb una dedicació diària de 4 
hores, per tant s’han de considerar que un dia de la següent planificació equival a 4 hores 
de treball. La memòria del projecte ha quedat fóra del gràfic ja que s’ha realitzat molt 
posteriorment a la resta de tasques del projecte. 
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Cost de personal 
 Donada aquesta distribució d’hores podem dividir la feina per a realitzar el projecte 
en dos perfils: analista i programador. Les tasques de disseny i arquitectura les realitzaria 
l’analista, mentre que la implementació la realitzaria el programador. Considerarem que el 
programador cobra 30000€ l’any treballant 1800 hores anuals i l’analista 60000€ l’any 
treballant el mateix nombre d’hores. No es fa constar l’escriptura de la memòria en el cost 
del desenvolupament. 
Tasca Hores Rol Preu 
Investigació i elecció hardware 60 Programador 1000€ 
Investigació i prova de sistemes operatius 20 Programador 333€ 
Adaptació del sistema operatiu 28 Programador 466€ 
Disseny interfície web 20 Analista 666€ 
Disseny arquitectura de recollida de dades 20 Analista 666€ 
Desenvolupament interfície web 4 Programador 66€ 
Sistema de gestió de mòduls i sistema de traducció 12 Programador 200€ 
Mòdul d'informació de sistema 8 Programador 133€ 
Mòdul de configuració de la xarxa cablejada 20 Programador 333€ 
Mòdul de configuració de xarxa sense fils 60 Programador 1000€ 
Mòdul de configuració de connectivitat mòbil 40 Programador 666€ 
Mòdul de connexió al servidor 12 Programador 200€ 
Mòdul d'apagat i reiniciat 4 Programador 66€ 
Mòdul d'actualització 8 Programador 133€ 
Mòdul de canvi de contrasenya 4 Programador 66€ 
Traducció 4 Programador 66€ 
Prova interfície web 60 Programador 1000€ 
Investigació detecció dispositius 12 Programador 200€ 
Desenvolupament i prova bridge Plogg 80 Programador 1333€ 
Desenvolupament i prova bridge 4Noks 80 Programador 1333€ 
Desenvolupament i prova bridge modbus 60 Programador 1000€ 
Desenvolupament i prova scripts monitorització 8 Programador 133€ 
Redacció manual d'usuari 20 Programador 333€ 








 Per a realitzar la realització d’aquest projecte s’ha requerit de diversos 
equipaments. No s’ha contemplat els costos derivats de l’electricitat, el gas, el lloguer de 
l’espai o similars.  
Dispositiu Cost 
PC desenvolupament 600€ 
Doble monitor 22” 380€ 
Cablejat divers 25€ 
Dev Kit TS-7400 200€ 
Placa alix 6e2 105€ 
Targetes CF 50€ 
Caixa alix 15€ 
Transformador alix 6€ 
Targetes wifi 60€ 






 Per a calcular el cost total s’han tingut en compte el cost que hauria tingut el 
personal i el cost de l’equipament requerit per a realitzar aquest projecte 
Concepte Cost 
Cost personal 11392€ 
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Conclusions i treball futur 
 
 Si bé tota la memòria ha estat escrita en tercera persona, en aquestes conclusions 
l’autor utilitzarà la primera persona, doncs crec que és més adient considerant l’objectiu 




 Com ja s’ha dit en diverses ocasions al llarg d’aquesta memòria el DEXGate no és 
un producte acabat. Des del primer moment que es va començar a plantejar la necessitat 
d’un dispositiu així es va veure molt clar que seria imprescindible que en un futur hauria de 
ser ampliable. Al llarg del projecte sempre es va tenir en ment aquest fet i totes i cada una 
de les peces, ja siguin peces físiques o codi, del DEXGate estan pensades per a permetre 
futures ampliacions. 
 Actualment ja hi ha diversos fronts oberts per els que s’actualitzarà el DEXGate. 
Per una banda s’està treballant en sistemes que facilitin d’instal·lació de les xarxes avisant 
de la detecció de dispositius sense haver de comprovar en el servidor DEXCell si han 
arribat les dades. A través de la interfície web es podrà saber quins dispositius ha detectat 
el DEXGate i d’aquesta manera es podrà realitzar la instal·lació de nous DEXGate amb les 
respectives xarxes de forma més ràpida i eficient. 
Per una altra banda estan els nous protocols que en un futur el DEXGate 
suportarà. Partint de la base que Dexma s’està especialitzant en eficiència energètica, en 
els propers mesos és molt provable s’afegeixi suport al DEXGate per als protocols més 
utilitzats pels comptadors de corrent intel·ligents (com per exemple el protocol DLMS o el 
protocol IEC 870-5-102). 
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Conclusions del treball 
 
 DEXGate no va néixer amb la idea d’acabar sent un projecte final de carrera. 
Partint d’aquí és possible que la seva execució o les metes que es van marcar durant el 
seu desenvolupament no siguin les més habituals en un projecte de final de carrera. 
 Vist en perspectiva, la principal dificultat que ha suposat aquest projecte ha estat 
sens dubte la gran quantitat de tecnologies, protocols i llenguatges de programació que 
han format part del projecte. Un exemple clar d’això ha estat que per a desenvolupar el 
DEXGate s’han fet servir mitja dotzena de llenguatges de programació diferents. Si bé 
cada llenguatge s’ha fet servir per una raó concreta i això ha simplificat en certs aspectes 
el desenvolupament del sistema en conjunt, es pot considerar que la barreja de 
llenguatges ha fet que s’utilitzin molts recursos, en forma de temps, a l’adaptació de l’autor 
a aquests llenguatges. El mateix problema ha aparegut amb els protocols, quan ja es 
dominava un protocol s’havia acabat la feina amb ell i s’havia de començar a aprendre el 
següent. 
 Considero que el fet d’haver partit tant les passarel·les de dades en petites 
aplicacions va ser un gran encert. Gràcies a això s’ha pogut realitzar aquest projecte en 
uns terminis impensables si en comptes de petits processos s’haguessin utilitzat processos 
monolítics per a realitzar aquestes tasques. A més a més la utilització d’aquests processos 
específics ha simplificat molt el manteniment del codi i la implementació de noves 
característiques quan ha estat necessari. Per això és pràcticament segur que en un futur 
es segueixi utilitzant la mateixa arquitectura a l’hora de dissenyar les passarel·les que 
suportaran els nous protocols que es vagin afegint al DEXGate. 
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 Després d’haver estat treballant en aquest projecte durant molts mesos puc dir que 
dur-lo a terme ha estat una de les experiències més enriquidores que he tingut des de que 
vaig entrar a la FIB. 
 Durant tota la trajectòria com a alumne no m’havia trobat mai amb un projecte que 
s’apropés a la complexitat que ha tingut la realització del DEXGate en el que respecta a 
dificultat de codificació. Tot i això crec que les assignatures de projectes que hi ha al llarg 
de la carrera serveixen com a una bona base per entendre que es demana en la vida real 
a l’hora de realitzar una aplicació. Si bé això és cert, crec que hi ha encara un gran marge 
de millora, ja que hi ha grans àrees d’aquest projecte que crec que no han estat explicades 
amb prou profunditat en cap assignatura, com ara la planificació d’entorns de prova, la 
codificació de protocols de dades, sistemes d’autentificació, llicències de software, ... 
 Personalment crec que després d’haver realitzat aquest projecte sóc un millor 
programador, més metòdic i estructurat. Però crec per altra banda que degut a aquest 
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        if [ "$*" != "$lastprint" ]; then 
                if [ "$file" == "" ]; then 
                        echo `date` "$*" 
                else 
                        echo `date` "$*" >> $file 
                fi 
                lastprint="$*" 
        fi 
} 
file="" 
if [ $# -ne 0 ]; 
then 
        file=$1 
fi 
while [ 1 ]; do 
        bridge=`ps aux | grep modbustcpgw | grep -v grep | grep -v monitor`; 
        producer=`ps aux | grep java | grep com.dexmatech.electrex.MBusManager`; 
        if [ -e /dev/ftdi485 ]; then 
                if [ "$bridge" == "" ]; then 
                        print_date "Electrex bridge is not present. starting" 
                        nohup /opt/modbusreader/modbustcpgw /dev/ftdi485 -p 9003 > /var/tmp/bridgemodbus.log 2> 
/var/tmp/bridgemodbus.err & 
                else 
                        gateways=`lsusb | grep 0403:6001 | wc -l` 
                        if [ $gateways -eq 1 ]; then 
                                if [ "$producer" == "" ]; then 
                                        print_date "Electrex producer not found. Starting it" 
                                        nohup /opt/electrex/runproducer.sh >> /var/tmp/runelectrexprod.out 2>> 
/var/tmp/runelectrexprod.error & 
                                else 
                                        print_date "Electrex bridge, producer and gateway are present. Nothing to do" 
                                fi 
                        else 
                                print_date "Electrex not found but process running. Killing it" 
                                killall -q modbustcpgw 
                        fi 
                fi 
        else 
                if [ "$bridge" == "" ]; then 
                        if [ "$producer" == "" ]; then 
                                print_date "Electrex bridge and producer are not present and no electrex gateway is plugged in. 
Waiting..." 
                        fi 
                else 
                        print_date "Electrex bridge is active, but no gateway. Killing bridge" 
                        killall -q modbustcpgw 
                fi 
                if [ "$producer" != "" ]; then 
                        print_date "Electrex producer is active, but no gateway. Killing producer" 
                        kill -9 `ps aux | grep java | grep com.dexmatech.electrex.MBusManager | tr -s ' ' |  cut -d\  -f2` & 
                fi 
        fi 
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Main de la passarel·la en C per el protocol Modbus 
int main(int argc, char **argv) 
{ 
 int c; 
 
 if(argc >= 2 && strcmp(argv[1],"-h")) { 
   strcpy(device, argv[1]); 
 } 
 else { 
  printf("%s device [options]\n", argv[0]); 
  printf("\t-h print this help\n"); 
  printf("\t-p port (default: 502)\n"); 
  printf("\t-s speed (default: 9600)\n"); 
  printf("\t-v Enable verbose output\n"); 
  return 1; 
 } 
 
 while ((c = getopt (argc, argv, "d:hp:s:v")) != -1) 
 { 
  switch (c) 
  { 
   case 'h': 
    printf("%s device [options]\n", argv[0]); 
    printf("\t-h print this help\n"); 
    printf("\t-p port (default: 502)\n"); 
    printf("\t-s speed (default: 9600)\n"); 
    printf("\t-v Enable verbose output\n"); 
    return 0; 
   case 'p': 
    port = atoi(optarg); 
    break; 
   case 's': 
    speed = atoi(optarg); 
    break; 
   case 'v': 
    debug = 1; 
    break; 
   case '?': 
    if (optopt == 'c') 
     fprintf (stderr, "Option -%c requires an argument.\n", optopt); 
    else if (isprint (optopt)) 
     fprintf (stderr, "Unknown option `-%c'.\n", optopt); 
    else 
     fprintf (stderr, 
      "Unknown option character `\\x%x'.\n", 
      optopt); 
    return 1; 
 




        modbus_init_tcp(&mb_param, "127.0.0.1", port, SLAVE); 
        modbus_set_debug(&mb_param, debug);  
 
        pthread_mutex_lock(&serial_mutex); 
        modbus_init_rtu(&mb_param2, device, speed, "none", 8, 1, SLAVE); 
        modbus_set_debug(&mb_param2, debug);  
        pthread_mutex_unlock(&serial_mutex); 
 
        if (modbus_connect(&mb_param2) == -1) { 
                printf("ERROR Connection failed\n"); 
                exit(1); 
        } 
 
        fdsocket = modbus_slave_listen_tcp(&mb_param, 64); 
        pthread_mutex_lock(&socket_mutex); 
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        while (1) { 
            int ret; 
            pthread_attr_t attr; 
            modbus_param_t * mb_param_thread; 
            pthread_t thread; 
            struct threadparams * threadargs; 
 
   ret = modbus_slave_accept_tcp(&mb_param, &fdsocket); 
   if (ret > 0) { 
    threadargs = malloc(sizeof(struct threadparams)); 
    mb_param_thread = malloc(sizeof(modbus_param_t)); 
    memset(mb_param_thread, 0, sizeof(modbus_param_t)); 
    strncpy(mb_param_thread->ip, mb_param.ip, sizeof(char)*16); 
    threadargs->mb_param_net = mb_param_thread; 
 
    mb_param_thread->port = mb_param.port; 
    mb_param_thread->type_com = mb_param.type_com; 
    mb_param_thread->error_handling = mb_param.error_handling; 
    mb_param_thread->slave = mb_param.slave; 
    mb_param_thread->debug = mb_param.debug; 
    mb_param_thread->fd = mb_param.fd; 
 
    pthread_attr_init(&attr); 
    pthread_attr_setdetachstate(&attr, PTHREAD_CREATE_DETACHED); 
    ret = pthread_create(&thread,&attr,threadcode,(void *)threadargs); 
    pthread_attr_destroy(&attr); 
    if(ret != 0) { 
     printf("Ha fallat la creaciÃ³ del thread\n"); 
     free(mb_param_thread); 
     free(threadargs); 
     pthread_mutex_unlock(&socket_mutex); 
    } 
    pthread_mutex_lock(&socket_mutex); 
   } 
        } 
        close(fdsocket); 
        modbus_close(&mb_param); 
 
        return 0; 
} 
