Vehicles are nowadays provided with a variety of new sensors capable of gathering information about themselves and from their surroundings. In a near future, these vehicles will also be capable of sharing all the harvested information, with the surrounding environment and among nearby vehicles over smart wireless links. They will also be able to connect with emergency services in case of accidents. Hence, distributed applications based on Vehicular Networks (VNs) will need to agree on a 'common understanding' of context for interoperability, and, therefore, it is necessary to create a standard structure which enables data interoperability among all the different entities involved in transportation systems. In this paper, we focus on traffic safety applications; specifically, we present the VEhicular ACcident ONtology (VEACON) designed to improve traffic safety. The instances of our ontology are composed by the information collected when an accident occurs, and the data available in the General Estimates System (GES) accidents database. We assess the reliability of our proposal using both realistic crash tests, and vehicular network simulations, based on the ns-2 simulation tool. Experimental results highlight that both nearby vehicles and infrastructure elements (RSUs) are notified about and accident in just a few seconds, increasing the emergency services notification effectiveness.
Introduction
Currently, one of the most important factors of globalization is transportation. Although the purpose of transport has not changed with globalization, the factors triggering the emergence of a global transportation system (e.g. volume, capacity, speed, and efficiency) have evolved. Moving goods and people as quickly as possible all around the world requires advanced integrated transportation systems (Di Lecce and Amato, 2009) . Information Technology (IT) and transport infrastructure help to manage transportation systems in an accurate and effective manner. Intelligent Transportation Systems (ITS) will play a leading role in our society, especially in scenarios such as warning drivers about vehicle accidents in real time, efficiently managing vehicle information required by governments and authorities, or even being able to offer drivers a variety of added services.
The specific characteristics of Vehicular Networks favor the development of attractive and challenging services and applications. However, distributed applications based on Vehicular Networks need to agree on a 'common understanding' of context for interoperability on a contextual level. We consider that some semantic web ideas can be applied to modern transportation systems to build up such context. The Semantic Web (Berners-Lee et al., 2001) is an extension of the traditional web which allows machines to interpret the meaning of data thanks to the use of ontologies. An ontology is a description of a small part of the real world, including the types of items that appear in this world, the relations among them, the leading elements, and their restrictions. Typically, an ontology is defined as a formal specification of conceptualization (Gruber, 1995) .
In this paper we focus on safety applications. Specifically, our aim is to improve traffic safety by using an ontology-based approach in Vehicular Networks. To that end, we propose the VEhicular ACcident ONtology (VEACON), a novel lightweight ontology proposed with the aim of successfully sharing and reusing knowledge about traffic accidents. VEACON allows to efficiently structure and encode the information collected by sensors in the vehicle, enabling the interoperatibility among all the agents involved in modern ITS (i.e., vehicles, RSUs, emergency services, and authorities).
Nowadays, vehicular networking technologies allow a vehicle to alert emergency services in case of an accident. Although there are many solutions that relay on Vehicular Networks for that purpose, there are fewer solutions based on semantics to send accident information to the emergency services. In this paper, we explore the use of a formal ontology framework for sending critical information captured by vehicles involved in road accidents. This information will not only be sent to the emergency services, but also it will be shared among the nearby vehicles. Hence, this warning information will be used for different proposes such as: (a) preventing new accidents (avoiding that other vehicles collide with the vehicles already involved in the accident), (b) helping to allocate resources for a rescue, and (c) maintaining statistics on road accidents, which allows fast database searches and the creation of prediction models to estimate the severity of future accidents. This estimation could be done with data mining classification models by combining the proposed ontology with existing databases (Chong et al., 2005) . This paper is organized as follows: Section 2 reviews the related work regarding the use of ontologies applied on ITS. Section 3 presents VEACON, our proposed ontology. In Section 4, we assess the feasibility our proposal by doing some real experiments as well as carrying out some simulation tests. Finally, Section 5 concludes this paper.
Related Work
For the proper operation of traffic safety systems, we must consider two different factors: (i) vehicles must be able to communicate among them in order to share information, and (ii) the shared information should be understood by all the entities involved in transportation systems. The first factor has been widely studied by the wireless networking research community (Martinez et al., 2010b; Bakhouya et al., 2011; Antolino Rivas et al., 2011; Daeinabi et al., 2011) . However, the second factor has not been studied to the same extent.
Regarding the use of semantics in vehicular environments, some authors have worked on the integration of transportation systems information and semantics. Zhai et al. (2008b) presented an ontology for structuring data traffic. Zhai et al. (2008a) introduced a knowledge navigation system with urban traffic information based on the XML Topic Maps technology, enabling intelligent information retrieval through association between topics. These different works highlight the importance of using ontologies in ITS, however they do not provide any ontology specially designed for ITS safety.
Regarding ITS safety, Eigner and Lutz (2008) showed the need for ontological context models for VNs safety environments, and how all the components of the system would be able to understand one another through these models. They considered that vehicles should incorporate a variety of sensors to get data from the vehicles themselves, as well as from their surroundings. In addition, information obtained by these sensors could be shared with other vehicles using VNs. The authors showed that vehicular applications can benefit from the inherent characteristics of ontological models such as distributed composition, partial validation, richness and quality of information, as well as a certain level of formality. Additionally, authors proved that calculations on the model are still fast enough to fulfill real-time requirements imposed by the active safety systems of vehicles. However, they did not build a specific ontology. More recently, Kannan et al. (2010) proposed an ontology modelling approach for assisting vehicle drivers through warning messages during time critical situation. Authors focused on generating the alert messages based on the context aware parameters such as driving situations, vehicle dynamics, driver activity, and the environment.
Although all the above presented works proposed ontological models for warning messages using Vehicular Networks, none of them enriched their proposal with historical information to estimate the severity of accidents.
VEACON: Our Ontology for Vehicular Networks
From the point of view of Communications and Information Technologies for Vehicular Networks, ITS applications will rely on efficient vehicular communications and smart exchange of information among all the entities involved, i.e., vehicles, RSUs, emergency services, management authorities and police. When a traffic accident occurs, a crucial issue that should be addressed in transportation systems is to collect as much information as possible, since vehicles should rapidly warn nearby vehicles and the emergency services to obtain a quick and efficient response from them. However, the information usually collected in accidents is neither structured nor does it present relationships between their basic elements. We propose to organize this information by using an approach based on the Semantic Web, where the information can be obtained through various techniques such as ontologies, classifications, taxonomies, thesauri, or Topic Maps (Garshol, 2004) . We consider that the use of ontologies is the more common and versatile technique to organize such kind of contents. Our system gets the information from warning messages exchanged among vehicles and emergency services. This information should be, on the one hand, concise enough to avoid irrelevant information, but, on the other hand, it should not ignore any information that might be useful for the emergency services to determine the most suitable set of resources. Thus, the delivered information should include: data about the conditions under which the accident occurred, data about the occupants of the vehicle, as well as a description of the security systems included within the vehicle. These data will be sent to the emergency services to provide a more detailed view of the conditions of the accident before their arrival.
In this work, we use an ontology based technique to group all these information sources, while allowing to make inferences over the collected data.
An ontology formally represents knowledge, and it can be used to reason about the entities within that domain, and may be used to describe the domain, so we can elaborate estimations about different factors of the accident (impact severity, passenger injuries, and so on). Basically, an ontology consists of three parts: classes and instances of real-world items, relations among these items, and rules for modeling knowledge and complex behaviors (creation, restraint and response). Specifically, we propose the Vehicle Accident Ontology (VEACON), a novel lightweight ontology proposed with the aim of sharing and reusing knowledge about the vehicles involved in road accidents. VEACON meets our requirements since it: (i) promotes interoperability between different knowledge bases, (ii) provides an infrastructure or cooperative system, (iii) facilitates the information sharing, and (iv) enables domain knowledge reuse. VEACON consists of a set of classes representing the categories of the entities of interest in the ITS domain, the attributes which define properties of those classes, and the relationships between those entities. Figure 1 shows the basic VEACON lightweight ontology structure, which groups the available information into four different areas: Vehicle, Accident, Occupant and Environment. As for the languages, we decided to use the Ontology Web Language (OWL)
1 to create XML-based messages, since it is a flexible and expressive language which provides a basic syntax to describe the relationships between entities. Listing 1 shows an example of a VEACONcompliant warning message. <o w l : O b j e c t P r o p e r t y r d f : I D=" c a n o c u r r " /> 8 </ o w l : i n v e r s e O f> 9 < r d f s : r a n g e r d f : r e s o u r c e="#Environment " /> 10 </ o w l : O b j e c t P r o p e r t y> . . . 11 <Occupant r d f : I D=" O c c u p a n t 2 "> 12 < i l l n e s s xml:lang=" e s ">No</ i l l n e s s> 13
<p r e g n a n t r d f : d a t a t y p e=" h t t p : //www. w3 . o r g / 2 0 0 1 /XMLSchema#b o o l e a n ">t r u e</ p r e g n a n t> 14
<w e i g h t r d f : d a t a t y p e=" h t t p : //www. w3 . o r g / 2 0 0 1 /XMLSchema#f l o a t ">5 6 . 4</ w e i g h t> . . . 16 </ Occupant> 17 </ rdf:RDF> Listing 1: Example of a VEACON OWL-based warning message.
1 http://www.w3.org/TR/owl-ref
Due to privacy requirements of the collected data, especially the medical information of the passengers, all the messages generated with the VEACON ontology are encrypted using the Advanced Encryption Standard (AES) (Daemen and Rijmen, 2002) before being sent by the vehicles.
Getting information into our Ontology
Nowadays, vehicles incorporate a series of sensors to obtain information about different areas. Examples of them are crush zone crash sensors (Breed, 1991) , occupant position sensors (Breed et al., 1998) , rain sensors (Petzold, 1999) , or seat belt tension sensors (Husby and Simpson, 2000) . Therefore, it is possible to get key information from these sensors when an accident occurs.
Furthermore, we consider that future vehicles will get additional information from the environment and its occupants, since vehicles will be provided with sensors capable of knowing if there are pedestrians or cyclists involved in an accident, and also information regarding the health of the occupants such as blood group or heart problems. Currently, there are some approaches addressing these issues; for example, the Ford Motor Company (2011) is designing seats that can monitor the driver's heartbeat in real time. For personal information and health data of the occupants, we consider that each occupant could have this information on his cell phone, and the vehicle would collect this data when boarding.
To allow estimating the severity of the accidents, our proposal also uses the General Estimates System (GES), an historical database maintained by the (National Highway Traffic Safety Administration (NHTSA), 2011), which contains information related to previous traffic accidents, obtained from a sample of Police Accident Reports (PARs) collected all over the USA roads. To protect individual privacy, no personal information such as names, addresses or specific crash location is coded.
VEACON Fields
For our proposed ontology, we selected a number of existing fields in the GES database, and we have also added others that we felt necessary. The selection was specifically made considering the data that can be significant when an accident occurs.
We have grouped the information into four areas: (i) Vehicle, which contains the characteristics of the vehicle and data for identification; (ii) Accident, which collects the location and time of the crash, the characteristics of the collision, and the caused damage; (iii) Occupant, which collects occupants' personal and medical information, their location within the vehicle, and the safety systems deployed; and (iv) Environment, which contains information about road, weather and lighting conditions. In the set of data related to Vehicle, the fields used are those indicated in Table 1 . For this dataset, we used available fields from the GES database, and added two new fields: License Plate and Chassis. We believe that they are necessary since they provide a unique identifier (Chassis), and allow the emergency services to quickly recognize vehicles at the scene of accident (License Plate).
In the set of data related to Accident, the fields used are those indicated in Table 2 . For this dataset, we used fields from the Accident and Vehicle dataset from the GES database, and added two new fields: Coordinates and Max Acceleration. We consider that they are useful to locate the crash site (Coordinates), and to obtain a measure of the impact severity (Max Acceleration). Note that, if using the appropriate technology, the system can also determine the value of the Non Invl field, which indicates whether people outside the vehicle (pedestrian or cyclist) were involved in the crash. This information could be very useful for emergency services to decide the rescue resources required. We did not include a field indicating the number of vehicles involved in the crash because all the collided vehicles will send their own messages.
In the set of data related to Occupants, the fields used are those indicated in Table 3 . For this dataset, we used basic fields from the GES database, and also added nine new fields: Blood, Allergies, Illness, Medication, Pregnant, Weight, Age, Sex and Id. The first eight fields could be previously stored on the mobile phone of each passenger. Then, in case of an accident, emergency services will receive all this individualized medical information, thereby allowing emergency services to identify each person.
Finally, Table 4 shows the different fields related to Environment. For this dataset, we used fields from the Accident dataset available in the GES database. Table 5 presents a summary of the VEACON comparison we made with respect to other existing ITS ontologies. We have structured the comparison in eight different categories: (a) the source of their attributes, (b) if they used any historical database, (c) if they support accident severity prediction, (d) the tagging language used, (e) the software frameworks used, (f) if data is grouped into classes, (g) if they present the relationships, and (h) the method selected for the evaluation.
Qualitative Comparison of Similar Existing Ontologies
As shown, VEACON is the only ontology that uses historical data for its design, enabling the prediction of accidents severity, which in our opinion makes the difference, since nowadays traffic accidents cause millions of people killed or severely injured. Moreover, in contrast to VEACON, the rest of studied ontologies have not been evaluated under real testbed crash environments, and using vehicular simulations.
Validation of Our VEACON Proposal
In vehicular environments, wireless technologies enable peer-to-peer mobile communication among vehicles (V2V) and communication between vehicles and the infrastructure (V2I). We think that the combination of V2V and V2I communications can propel our communication capabilities even further, improving the traffic safety under Intelligent Transportation Systems (ITS). To verify that our ontology works correctly in Vehicular Networks, we performed two different kinds of experiments: (i) real crash tests involving Vehicle-to-Infrastructure (V2I) communications, to verify that the message using our ontology proposal is correctly sent to the emergency services in case of an accident, and (ii) vehicular network simulations, to study how VEACON messages would be propagated to the rest of vehicles in terms of V2I and V2V communications, in a realistic urban environment.
Real Crash Tests
To prove the feasibility of our ontology, we performed several crash experiments in the facilities of Applus+ IDIADA Passive Security Department sited in Santa Oliva (Tarragona, Spain) 2 . This laboratory is one of the most sophisticated crash test laboratories in the world, and is an official center for approval under the EuroNCAP: European New Car Assessment Programme (2011). Due to the cost of using real vehicles in the collision experiments, tests were performed using a platform (known as "sled") which is able to simulate different kind of vehicles and impact severities in traffic accidents. Figure 2 shows the sled used in our tests. As shown, a series of weights were added to accurately simulate the behavior of a conventional vehicle. Figure 3 details the electronic components used to implement the OBU prototype on the platform. Validation experiments consisted in front, side and rear-end collision tests with different severities. The classification of the severity of the collision is dictated by the EuroNCAP and RCAR tests (RCAR, the Research Council for Automobile Repairs, 2011). In our experiments, the On Board Unit (OBU) installed in the sled collected all the information provided by the sensors, built the warning message according to our VEACON ontology, and sent this alert information at the collision time by using wireless communications. An external computer acted as a Road Side Unit (RSU), in charge of receiving the warning messages broadcasted by vehicles, and forwarding them to a suitable Public Safety Answering Point (PSAP) or 112 Service Center.
The results obtained in the real crash tests were very promising. Figure  4 shows some of the acceleration pulses recorded by the OBU and sent to the RSU for three different front crash tests. Although different types of vehicles were tested, the figure only includes those corresponding to the large family car segment. The OBU is in charge of determining the severity of the direct impact, but interpreting acceleration values is not trivial since the received pulses have a very limited duration, and also because both their amplitude and duration should be considered in the classification. As shown in Figure  4 , using simple acceleration thresholds to distinguish acceleration pulses is not enough (e.g. the minor accident has a peak deceleration that is greater than for the severe accident). However, we discovered that the value of the integral function defined as the variation of acceleration over time allows simple and accurate pulse classification since it accounts for both amplitude and duration of the pulse.
The experiments performed in real crash tests proved that our system was able to collect all the information provided by in-vehicle sensors, to build the VEACON-compliant message, and to communicate with the RSU in every tested situation without message loss. Moreover, the OBU was able to accurately determine the impact severity by using the integral approach in all cases, generating an adequate warning message, and sending it to the nearest RSU. Warning messages were broadcasted and successfully received by the RSU, and the contained information was correctly extracted and interpreted (see Figure 5) . Consequently, we conclude that the VEACON ontology can be successfully used to notify accident situations in real environments.
Network Simulation Tests
To study how messages built using VEACON propagate in a vehicular network scenario, simulations were done using the ns-2 simulator. We improved the simulator by including the IEEE 802.11p standard closely, which defines enhancements to 802.11 required to support ITS applications (IEEE 802.11 Working Group, 2010) . In terms of the physical layer, the data rate used for message broadcasting is 6 Mbit/s, as this is the maximum rate for broadcasting in 802.11p. The MAC layer was also extended to include four different priorities for channel access. Therefore, application messages are categorized into four different Access Categories (ACs), where AC0 has the lowest and AC3 the highest priority. The purpose of the 802.11p standard is to provide the minimum set of specifications required to ensure interoperability between wireless devices attempting to communicate in potentially rapid changing communication environments. For our simulations, we chose the IEEE 802.11p because it is expected to be widely adopted by the industry.
We want to evaluate whether or not our proposal ontology could affect to the dissemination of warning messages in Vehicular Networks.
We tested our proposed ontology by evaluating the performance of a Warning Message Dissemination mechanism where each vehicle periodically broadcasts information about itself, or about an accident. These messages are built according to our VEACON ontology.
Our simulations have been carried out in two different scenarios of 4 km 2 , obtained from real maps from New York (USA) and Rome (Italy). As shown in Figure 6 , the New York map presents the longest streets, mostly arranged in a Manhattan-grid style, while the city of Rome represents the opposite situation, with short streets in a highly irregular layout.
To increase the realism of our simulations, we used Citymob for Roadmaps (C4R) 3 , a mobility generator based on SUMO (Krajzewicz and Rossel, 2007) . C4R includes all the original characteristics from SUMO (collision-free vehicle movement, multi-lane streets, etc.). In addition, it is able to define attraction and repulsion points which simulate areas with different vehicle densities, something very common in real cities. Regarding the radio propagation model, the network simulator was also modified to make use of our Real Attenuation and Visibility (RAV) scheme (Martinez et al., 2010a) , which proved to increase the level of realism in VANET simulations since it accounts for the effect of obstacles (e.g., buildings) in radio signal propagation when simulating urban scenarios.
We simulated a frontal impact scenario where two vehicles are involved. The first vehicle is a family car with two occupants, and expressing all the information required, according to VEACON, a message of 13 KBytes. The second vehicle is a minivan with eight occupants, which required up to 18 KBytes to code the data for all passengers. Each simulation run lasted for 450 seconds. In order to achieve a stable state, we collect data only after the first 60 seconds. All results represent an average of over 30 executions with different scenarios (maximum error of 10% with a degree of confidence of 90%). Table 6 shows the parameters used in the simulations.
In order to determine the feasibility of VEACON in different situations, we present the results obtained when considering both V2I and V2V communications. We consider that some factors, such as the density of vehicles, the density of RSUs, or the map topology, should have a significant impact on the performance of our ontology-based warning message dissemination scheme. Therefore, we performed different experiments by varying these factors, and studied their effect on the following metrics: (i) the notification time (i.e., the period elapsed between the time when a warning-mode vehicle requests for help, and the time when any RSU receives the warning message, delivering it to the next Public Safety Answering Point (PSAP) or 112 Service Center), (ii) the percentage of RSUs receiving the warning messages, (iii) the warning notification time (i.e., the time required by nearby vehicles to receive a warning message sent by a collided vehicle), and (iv) the percentage of vehicles receiving the warning messages. These metrics are crucial when assessing with the usefulness of our studied system, since a warning message delivered too late is useless when facing dangerous situations, and nearby vehicles must be informed about these situations. 
V2I Communications Results
Regarding V2I communications, Table 7 shows the minimum notification time and the reachability (i.e., the percentage of times that warning messages reach any RSU), when varying the number of vehicles, the number of RSUs, and the simulated roadmap. As shown, the simulated roadmap affects both the warning notification time and the percentage of RSUs receiving the warning messages, especially when the vehicle density is very low (Rome shows higher notification times, but, in contrast, it shows a higher percentage of successful RSU notifications). When 400 vehicles are simulated, notification time is slightly higher in Rome, since the topology is more complex than New York. However, results show that in complex roadmaps like Rome, the percentage of receiving RSUs is higher compared to New York. We think that this demonstrates that V2I communications can play an important role in such complex scenarios. Moreover, as expected, results reflect that increasing the density of vehicles highly increases the chances for warning messages to reach any RSU, i.e., the emergency services notification effectiveness.
V2V Communications Results
Regarding V2V communications, Figure 7 shows the obtained results when varying the scenario topology and the vehicle density. As shown, both factors have a high impact on the performance. The selected map has a great influence on the percentage of vehicles receiving warning messages and on the warning notification time, especially when the vehicle density is low. When only 50 vehicles are simulated, warning messages reach only 5.50% of vehicles in Rome and 31.60% of vehicles in New York, where the long and regular streets allow easy propagation of the wireless signal. The system requires 1 second to reach 5%, and 15% of the total number vehicles, respectively.
For higher vehicle densities, the differences between the maps are reduced, the percentage of informed vehicles increases (e.g., when 400 vehicles are simulated, warning messages reach 99.35% of the vehicles in the New York scenario, and 90.30% of the vehicles in Rome), and the system needs less time to inform the same percentage of vehicles (e.g., when 200 vehicles are simulated, the system only requires 1.5 seconds to reach 60% of the vehicles in New York, and 2.3 seconds to reach the same percentage in Rome). 
Conclusions
In this paper we present VEACON, a Vehicle Accident Ontology for Vehicular Networks. VEACON allows to efficiently structure and encode the information collected by in-vehicle sensors, enabling the interoperatibility among all the agents involved in modern ITS (vehicles, RSUs, emergency services, authorities, etc.). VEACON combines the information sensed from the accident with the available data in the GES database to offer rich and structured information to the parties involved in traffic accidents management.
VEACON provides an ontology based approach for faster data searching and improved understanding between vehicular applications.
To verify that messages structured by using VEACON are correctly transmitted using VANETs, we performed two different tests. On the one hand, crash tests proved that the OBU correctly estimates the severity of the accident, and our system was able to collect, build, and communicate the VEACON-compliant messages with the RSU without message loss. On the other hand, by using simulations we demonstrated the feasibility of our system in terms of V2I and V2V communications. Experimental results highlight that both nearby vehicles and infrastructure elements (RSUs) are notified about and accident in just a few seconds, increasing the emergency services notification effectiveness, and thereby validating the proposed approach.
