The ability to distribute entanglement over complex quantum networks is an important step towards a quantum internet. Recently, there has been significant theoretical effort, mainly focusing on the distribution of bipartite entanglement via a simple quantum network composed only of bipartite quantum channels. There are, however, a number of quantum information processing protocols based on multipartite rather than bipartite entanglement. Whereas multipartite entanglement can be distributed by means of a network of such bipartite channels, a more natural way is to use a more general network, that is, a quantum broadcast network including quantum broadcast channels. In this work, we present a general framework for deriving upper bounds on the rates at which GHZ states or multipartite private states can be distributed among a number of different parties over an arbitrary quantum broadcast network. Our upper bounds are written in terms of the multipartite squashed entanglement, corresponding to a generalisation of recently derived bounds [K. Azuma et al., Nat. Commun. 7, 13523 (2016)]. We also discuss how lower bounds can be obtained by combining a generalisation of an aggregated quantum repeater protocol with graph theoretic concepts.
for the bound based on the relative entropy of entanglement has been shown [13] , meaning that the error rate quickly tends towards one if the rate exceeds the bound. Other strong converse bounds, in terms of the max relative entropy of entanglement [14] , on the quantum and private capacities assisted by two-way classical communication have been provided by Müller-Hermes et al. [15] and Christandl et al. [16] , respectively. It is also shown that there exist channels for which the max relative entropy of entanglement provides a bound significantly better than the squashed entanglement [6, 7] .
Despite these results, the limitations of point-to-point entanglement transmission can be overcome by use of quantum repeaters [17] . In the repeater scenario, a sender (Alice) and a receiver (Bob) are connected by a chain of intermediate vertices and quantum channels. Entanglement between Alice and Bob is established by distributing entangled states between adjacent vertices and performing LOCC. A lot of effort has been put into optimising the performance and realisability of quantum repeaters (see [18] [19] [20] [21] and references therein). The results of [22] provide a fundamental insight into which resources are required in quantum repeaters. Namely, it is shown that bound entanglement between adjacent vertices is, in some cases, insufficient to distribute privacy between Alice and Bob via a quantum repeater, suggesting that distillable entanglement might be necessary for distributing privacy over long distances.
While quantum repeaters make distribution of entanglement over arbitrarily large distances possible, a general quantum internet [23] will distribute entanglement in a more efficient manner over complex networks rather than just a linear chain of vertices. For example, entanglement between two parties on two different continents might be distributed using different undersea cables, depending on the traffic. In [24] , the upper bound on the obtainable bipartite key/entanglement generation rate for point-to-point quantum communication [6, 7] has been generalised to be applicable to an arbitrary network consisting of ancillary vertices and arbitrary quantum channels. Likewise, Pirandola generalises [25] the upper bound given in [12] to arbitrary networks composed of teleportation-covariant channels, establishing a number of repeater-assisted capacities under various forms of system routing and extending classical results of network information theory to the quantum setting. In [26] , a lower bound on the bipartite key/entanglement generation rate has also been presented. The lower bound is derived by introducing a so-called aggregated repeater protocol and applying a graph theoretic argument known as Menger's theorem [27] . However, this protocol considers only two-client cases.
More generally, there are many cryptographic problems involving more than two clients. For example, there is a scenario where a family of users needs a common cryptographic key, such that they can communicate openly among them but securely against external eavesdroppers. It has been shown that such a multipartite key can be obtained from a GHZ state or from a more general class of multipartite entangled states known as multipartite private states [28] . Another cryptographic protocol involving many clients is secret sharing, where two or more users have to come together in order to decrypt a message. It has been shown that this can be achieved using a GHZ state [29] . Other tasks requiring the distribution of multipartite entanglement in quantum networks include distributed quantum computation as well as the synchronisation of a network of atomic clocks, which can also be achieved with a GHZ state [30] . A protocol to distribute graph states, which include GHZ states as special cases, in an arbitrary network of quantum channels has recently been introduced [31, 32] . An alternative way to distribute GHZ states in highly structured networks may be a so-called 2D quantum repeater protocol [33] . While it is possible to distribute multipartite entanglement in a network of single-sender-single-receiver channels, a more natural way to do so is to use quantum broadcast channels, i.e., channels with a single sender and multiple receivers. For instance, if we look at the conventional internet, it includes optical broadcast channels for the so-called last-mile service to the end user and wireless networks. As a quantum version of the internet would include similar elements [34, 35] , it is worth going beyond the results of [24] . The authors of [36, 37] have upper bounded the rates at which GHZ and multipartite private states can be distributed using a single broadcast channel. Further, Takeoka et al. [38] have provided upper and lower bounds on the rate at which bipartite key and maximally entangled states can be distributed between a sender and many receivers in parallel via a pure-loss bosonic broadcast channel. The lower bound is achieved by a protocol based on quantum state merging [39] . The bounds become tight in the limit of infinite average photon numbers.
In the present work, we present a general framework that allows us to derive upper bounds on the rates at which GHZ states or multipartite private states can be distributed among arbitrary families of users in parallel over a general quantum network including quantum broadcast channels, that is, over a quantum broadcast network. The upper bounds are written in terms of the multipartite squashed entanglement [40, 41] . Our results are obtained by combining the network approach of [24] with the broadcast channel scenario presented in [36] . As a result, our upper bound is a generalised version of those in [24, 36] . In addition, we discuss how the aggregated repeater protocol presented in [26] can be generalised to multi-user scenarios. In combination with a suitable generalisation of Menger's theorem, this can provide lower bounds on the achievable rates. The proposed generalisation of the aggregated repeater protocol to quantum broadcast networks differs from the state merging based protocol [39] in that it can be used for the distribution not only of Bell or bipartite private states but also of GHZ or multipartite private states.
The intuition behind our main result, Theorem 2, is as follows. Any quantum internet protocol, finally producing multipartite entangled states among distant vertices, needs to utilise flows of quantum information via quantum broadcast channels. What kind of flow is generated depends on the protocol, which might be complex. Our strategy is to categorise such flows, depending on which flow could contribute to establishing which multipartite entangled state. This categorisation is specified by the partition P in Theorem 2. A partition P divides all the vertices in the network into classes. For a given partition we can look at the protocol as a way of supplying entanglement among the classes. How much entanglement can be distributed among the classes is upper bounded only by the capacities of the broadcast channels connecting the different classes, rather than those of all the given channels. This intuition leads to the inequality in Theorem 2. This paper is organised as follows. In section II we introduce some concepts of multipartite entanglement we will use. In section III we describe the network architecture and protocols used in this work and introduce some notation. We then formulate our main results, i.e. upper bounds on the achievable rates, in section IV. Section V contains our ideas regarding how the aggregated repeater protocol can be generalised. We conclude with section VI, where we discuss some open questions.
II. PRELIMINARIES
In this section, we briefly introduce some concepts and notation used in our paper. Multipartite entanglement-whose distribution among distant clients will be regarded as the goal of our protocols-is well known to have a structure richer than the bipartite one. For instance, in contrast to the bipartite case, there is no unique way to define a maximally entangled state. Indeed, there are different classes of 'maximally' entangled states-such as GHZ states [42] and W states-that cannot be converted into each other by means of LOCC, even in a probabilistic manner [43] .
One of the representative classes of multipartite entanglement is the family of GHZ states. In fact, GHZ states have been shown to be useful for achieving secret sharing, multi-party QKD and clock synchronisation. The m-qudit GHZ state is defined as
with an orthonormal basis {|i }. In the case of m = 2, the GHZ state is reduced to a bipartite maximally entangled state. Similarly to the bipartite case, if m parties A 1 , A 2 , . . . , A m share the GHZ state |Φ d A 1 ···Am , they can obtain an m-partite secret key just by performing local projective measurements in the basis {|i }. However, the GHZ state |Φ d A 1 ···Am is not the only state from which we can distil an m-partite secret key. In fact, there is a larger class of states, called m-partite private states, which can provide an m-partite secret key [28] . Such m-partite private states have been shown to be of the form
where A i and A i are systems held by party A i , σ A 1 ···A m is an arbitrary state and
is a controlled unitary. This unitary is called twisting because it 'twists' the entanglement present in the GHZ state into a more complex form also involving subsystems A 1 · · · A m . The key is obtained from the state γ While a private state with a large shield part is of limited practical use, it is interesting from a theoretical point of view. In fact, it has been shown that there exist bound entangled states from which we cannot distil GHZ states even in the asymptotic setting but can obtain states arbitrarily close to a private state [28] , showing that GHZ-state distillability is not necessary for secret-key distillation.
The GHZ state could be distributed directly via a quantum broadcast channel [44] . A quantum broadcast channel is a quantum channel N : x → y 1 · · · y r that sends a subsystem x of a sender to many receivers with respective outputs y 1 , y 2 , . . . , y r . Its idealised version is an isometry
which can be used to distribute the GHZ state as
in an ideal manner.
To evaluate multipartite entanglement, we use the multipartite squashed entanglement [40, 41] , which is defined as
where the infimum is taken over extensions σ A 1 ···AmE with Tr E (σ A 1 ···AmE ) = ρ A 1 ···Am and the multipartite conditional mutual information is defined as
As in the bipartite case, the multipartite squashed entanglement is additive on tensor products and asymptotically continuous. It has also been shown [36] that the multipartite squashed entanglement does not increase under groupings, i.e.
Further we have the reduction property
It has also been shown that
for GHZ state |Φ d A 1 ···Am . As the shield part of a private state can contain entanglement in addition to the key part, it holds
for private states γ
III. QUANTUM BROADCAST NETWORK
In this section we briefly describe the concept of quantum broadcast networks and introduce some notation we will use. A quantum broadcast network can be associated with a directed hypergraph H = (V, E), where V is a set of vertices and E is a set of directed hyperedges.
The vertices of V represent quantum nodes which are allowed to use arbitrary LOCC among them. If a quantum state ρ is shared by a set V ⊂ V of nodes, we write it as ρ V in what follows. Besides, the quantum system of the state ρ V is denoted by H(V ). In order to prove our results we will also need to introduce the concept of partitions. A (k-partite) partition P = P 1 : · · · : P k divides V into k disjoint non-empty sets P 1 , . . . , P k of vertices such that V is the union of all the classes. That is, P i = ∅ for any i, P i ∩ P j = ∅ for i = j and
In addition to LOCC, quantum nodes can use given quantum broadcast channels which are associated with directed hyperedges in the set E, respectively. In particular, such a hyperedge e ∈ E [also described by t(e) → h(e) with the tail t(e) and the heads h(e)] represents a quantum broadcast channel in the quantum network by N e , its tail t(e)(⊂ V) only with a single vertex indicates the quantum node holding the input of the channel N e and its heads h(e)(⊂ V), perhaps with many vertices, mean the quantum nodes to receive the output systems of the channel N e . See also figure 1.
The goal of a protocol can be specified by m sets S 1 (⊂ V), . . . , S m (⊂ V) of clients, each S i of which wishes to establish |S i |-partite entanglement among the clients in the nodes of S i . There might be cases where an intersection of these sets is not empty. We may also use T m := m j=1 S j . All vertices in V that are not part of a family of clients may serve as repeater stations. We call the set of repeater stations S 0 , that is, S 0 := V \ T m . Then, the goal is to supply the sets S 1 , . . . , S m of clients with multipartite private states γ
Example of a quantum broadcast network. The arrows correspond to quantum broadcast channels. The dots correspond to vertices. In this example, there are three families S 1 , S 2 , S 3 of clients. The vertices belonging to those families are labelled accordingly. The unlabelled vertices serve as repeater stations. Further, we have included an example of a partition P = P 1 : · · · : P 5 into five classes. The dashed lines correspond to boundaries between the classes. As an example, we show the head h(e) and tails t(e) for a broadcast channel N e .
state is of the form
where we have defined
). Note that the multipartite private state γ In order to obtain the target state, we need to use a quantum internet protocol. In general, a quantum internet protocol can be described as follows: Suppose that the initial state of the whole system V is described by ρ V 0 . Then, the protocol begins with application of broadcast channel N e 0 with e 0 ∈ E, where we define k 0 = k 0 = 0, followed by a round of (probabilistic) LOCC. The outcome k 1 of this LOCC, which appears with probability p(k 1 ), may determine the broadcast channel N e k 1 with e k 1 ∈ E to be used next. After the use of channel N e k 1 , another round of LOCC is performed, presenting an outcome k 2 with probability p(k 2 |k 1 ). Depending on previous outcomes k 2 = (k 1 , k 2 ), we may use quantum channel N e k 2 with e k 2 ∈ E, followed by LOCC providing an outcome k 3 with probability p(k 3 |k 2 ). Similar operations are continued until the final round, say round l. As a result, the protocol supplies quantum state ρ V k l with probability
, whose reduced density operator for nodes T m should be close to our target state τ
Finally, let us introduce a simple notation of the squashed entanglement of states and broadcast channels w.r.t. a given partition of the network: Let P = P 1 : · · · : P k be a partition of the set V of vertices. For a state ρ V , we define
For a state ρṼ on a subsetṼ of V (i.e.,Ṽ ⊂ V), we define
where, if P j ∩Ṽ is empty, we strip H(P j ∩Ṽ) from the partition in the right-hand side of this equation 1 . For a broadcast channel N e with input system X, we define the squashed entanglement of the channel w.r.t. P as
where the maximisation is taken over all pure states |ψ RX that can be prepared at t(e) locally. The maximisation can be restricted to pure states because the multipartite squashed entanglement is convex [40] . Up to a normalisation factor 1/2, equations (13)- (15) are equivalent to corresponding definitions 2 in [36] . Equation (15) reduces to the definition given in [6] , in the case of simple quantum channels that connect two vertices. For a given partition P, it is convenient to define the set E P tri of edges e ∈ E whose tail and heads all belong to one set of P. In fact, if e ∈ E P tri , the corresponding channel N e is considered to be a local channel for the partition P, represented by E P sq (N e ) = 0.
IV. UPPER BOUNDS
In this section, we present our main conclusions, that is, upper bounds on the sizes of GHZ states or multipartite private states obtainable by using a quantum internet protocol over a quantum broadcast network. We begin by showing that the obtainable squashed entanglement throughout a protocol is upper bounded by the initial squashed entanglement and the squashed entanglement of the used nontrivial channels for the partition P.
Theorem 1 For any adaptive l-round protocol resulting in ρ V k l with probabilities p(k l ) by using a quantum broadcast network associated with a directed hypergraph H = (V, E), it holds
for any partition P of the set V, where ρ V 0 is the initial state of the whole system, f (k i ) k i := 
p(k i−1 )δ e,e k i−1 is the average number of uses of channel N e in the protocol.
The proof of Theorem 1 is given in Appendix A.
Let us now assume that the quantum state of families S 1 , . . . , S m after l rounds is -close to our target state, i.e.,
with an error parameter > 0, where ρ . The question now is how to choose partition P. It holds for any partition P that
where n S j |P is the number of parts the partition P nontrivially divides S j into. This is formally defined by
for P = P 1 : · · · : P k . Hence, the squashed entanglement w.r.t. any partition P with n S j |P = 0 can provide an upper bound on the size of distillable secret key or GHZ state of family S j in the protocol.
Theorem 2
If an adaptive protocol, having started from the initial state ρ V 0 , after l rounds results in a general target state τ Tm d k l of form (12) within an error > 0, it holds for any partition P that
where n S j |P is defined in (19) , b ∈ Z + and g( ) → 0 as → 0.
This theorem is a generalisation of the upper bounds [24] for multi-pair bipartite entanglement distribution protocols. One can minimise the r.h.s of (20) over partitions P, with constraints on n S j |P depending on the user scenario. An example will be given below in Corollary 4. In order to obtain a tighter bound one could also use a set of inequalities of form (20) w.r.t. different partitions. Before proving Theorem 2, we need to show that the the multipartite squashed entanglement is strongly superadditive, as has been shown in the bipartite case [45] . 
Proof. Let ρ A 1 A 1 ···AmA m E be an extension of ρ A 1 A 1 ···AmA m . By Corollary 1 of [40] it holds
As the squashed entanglement is the infimum over all extensions, the Lemma follows.
We are now ready to prove Theorem 2.
Proof of Theorem 2. Let P be a partition. As ρ
) ≥ 1 − for every j ∈ {1, . . . , m}. By [46] , for any j with n S j |P = 0, this implies
where b j ∈ Z + and f j ( ) → 0 as → 0. This inequality trivially holds for j with n S j |P = 0, by defining b j = f j ( ) = 0. Hence, for any j, we have
with b = max j {b j }. By application of Lemma 3 and the reduction property (9) it holds
where we have defined g( ) = 
holds, where the minimisation is over all possible partitions P with n S|P = 0. Further, b ∈ Z + and g( ) → 0 as → 0.
In the case of only two clients, Corollary 4 reduces to the bound provided in [24] .
V. HOW TO OBTAIN LOWER BOUNDS?
A natural question arising now is whether there exist lower bounds on the rates discussed above. In the case where a single pair of clients wish to establish a bipartite key or Bell states by using a quantum network composed only of bipartite channels, this question has been addressed in [26] . Their lower bound is achieved by means of a so-called aggregated quantum repeater protocol. This protocol begins by distribution of a number of Bell states via each channel. The resulting network of Bell states is then used to distribute maximal entanglement between Alice and Bob by means of entanglement swapping. The network of Bell states can be described by an undirected graph. The amount of maximal entanglement obtainable in this way depends on the number of edge-disjoint paths between Alice and Bob. By Menger's theorem [27] , this number is equal to the minimum number of edges in an Alice-Bob cut. In the case of many clients and broadcast networks, the situation becomes more involved. In the following, we briefly describe how lower bounds can be obtained. We will present a rigorous graph theoretic derivation of the bounds in a future work.
As in the bipartite case, we can compose an aggregated repeater protocol even for such a general case. In the protocol, we begin by using each broadcast channel to distribute a number of qubit GHZ states. This results in a network of GHZ states, which can be associated with an undirected hypergraph H GHZ . See also figure 2a. The GHZ network can be transformed into the desired target state by a generalised version of entanglement swapping [33] . Namely, it has been shown that an n-partite GHZ state among parties A 1 · · · A n and an m-partite GHZ state among parties A 1 · · · A m can be transformed to a single (n + m − 1)-partite GHZ state by means of a projection onto a pair A i A j of parties, followed by classical communication and local Pauli corrections. In addition, it is possible to transform an n-partite GHZ state into an (n − 1)-partite GHZ state by a measurement in the σ x eigenbasis and a local correction with unitary σ z depending on the measurement outcome. These techniques can be used to convert H GHZ into the desired target state.
The main challenge is to compute the achievable dimension of the target state by a suitable generalisation of Menger's theorem. If the goal is to only distribute entanglement between two clients, Alice and Bob, via a network consisting of broadcast channels, we can apply a generalisation of Menger's theorem to paths consisting of hyperedges as provided in [47] . In the case of many clients, however, we need a generalisation of the concept of paths. Assuming we want to distribute GHZ entanglement among a family S of clients, we need to obtain the number of edge-disjoint Steiner trees in H GHZ that span S: A Steiner tree in a (hyper)graph spanning a set of vertices S is defined as an acyclic sub-(hyper)graph connecting all vertices in S [48] . See also figure 2b. Each Steiner tree in H GHZ spanning S can be transformed into one qubit GHZ state among the clients in S by means of the generalised entanglement swapping protocol described above. The problem of finding the number of edge-disjoint Steiner trees is referred to Steiner tree packing. Even in the case of graphs, Steiner tree packing has been shown to be an NP complete problem [49] . There are, however, polynomial algorithms, that can provide us with lower bounds on the number of edge-disjoint Steiner trees in a graph [50, 51] . The result of [51] connects the maximum number of edge-disjoint Steiner trees spanning a set S of vertices in a graph to the minimum Steiner cut w.r.t. S. By a minimum Steiner cut w.r.t. S we mean the smallest set of edges whose removal disconnects some pair of vertices in S. Concretely, it is shown that if the minimum Steiner cut w.r.t. S contains 26k edges, the graph will have, at least, k edge-disjoint Steiner trees spanning S. The number of edges in the minimum Steiner cut can be computed in polynomial time. This can provide us with a lower bound on the rate at which GHZ states can be distributed in a network consisting only of single-sender-receiver channels. In the case of broadcast channels we need to solve the Steiner tree packing problem for hypergraphs, which we leave for further research. If the goal is to distribute GHZ states among different families of clients in parallel, a more complex graph theoretic analysis, combining Steiner trees with concepts like multi-commodity flows [52, 53] , will be necessary. We leave this question open for further research, as well.
VI. CONCLUSION AND OUTLOOK
We have provided a general framework to derive upper bounds on the rates at which bi-and multipartite entanglement can be distributed in various multi-user scenarios in a network consisting of quantum broadcast channels. Our theorem 1, upper bounds the multipartite squashed entanglement of the achievable target state w.r.t. arbitrary partitions. By choosing appropriate partitions, this can provide upper bounds on the rates at which Bell and GHZ states can be distributed in parallel between arbitrary families of users, as represented by theorem 2. Upper bounds can also be applied to distribution of multipartite private states. The bound in theorem 2 is obtained by summing over the maximal squashed entanglement distributable in every use of a broadcast channel across the partition P. While we have concentrated on the squashed entanglement, it has been shown that the relative entropy of entanglement and various Renyi generalisations can provide upper bounds on key rates [12, 13, 16, 25, 38] . We leave it as an open question whether these bounds can also be generalised to the case of quantum broadcast networks. Another open question is whether bounds can also be obtained for a network of multiple access channels. A special case of multiple access channels are noisy non-local gates, as used in a quantum computer. Hence, if we generalise theorem 2 to include multiple access channels, it might be possible to apply such a bound to a quantum computer, which could be described as a network of noisy gates. Another future direction of research will be to optimise the protocols w.r.t. the amount of experimental resources or the time needed. For example, one could minimise the number of repeater stations needed or concentrate on networks with only one-way classical communication. We have also discussed how lower bounds can be achieved by means of an aggregated quantum repeater protocol. Such a protocol uses the broadcast channels to create a network of GHZ states, which are then connected to form the target state by means of LOCC. The obtainable dimensions of the target state can be obtained by a graph theoretic analysis of the corresponding hypergraph. In the case of a single GHZ state, this is done by identifying the number of edge-disjoint Steiner trees spanning the set of parties involved. 
The proof of Lemma 5 is similar to the one in [36] . The difference is that the squashed entanglement for different numbers of parties is involved. For completeness, we have included it here: Proof of Lemma 5. Let |ψ SP 1 ···PmQ 1 ···QnE 1 E 2 be a pure state and let Λ 1 : E 1 → E 1 and Λ 2 : E 2 → E 2 be local squashing channels in the sense of [36] . We define
Let |ω SP 1 ···PmQ 1 ···QnE 1 E 2 R be a purification of ω. It holds E S:P 1 Q 1 :···:P nQn :P n+1 :···:P m sq (|ψ ψ|)
where we have used the strong subadditivity of the von Neumann entropy [54] in the second inequality and the data processing inequality in the last inequality. Note that this holds for all local squashing channels Λ 1 : E 1 → E 1 and Λ 2 : E 2 → E 2 . In particular E S:P 1 Q 1 :···:P nQn :P n+1 :···:P m sq (|ψ ψ|) ≤ inf
finishing the proof.
Before proving Theorem 1, let us introduce the following notation: For a set V ⊂ V of vertices, we define the Hilbert space of the quantum system held by the vertices in V at step i of the protocol as H i (V ).
Proof of Theorem 1. Let P be some partition of the vertices into k disjoint classes P 1 , P 2 , . . . , P k . Consider a generic round i of an adaptive LOCC protocol as described in section III. Let k i−1 be the vector of outcomes of the previous rounds and let the state of the entire system be given by ρ V k i−1 on H i−1 (V). Depending on the protocol and the previous outcomes k i−1 either a broadcast channel is used, followed by LOCC, or an LOCC operation is performed without use of any channel. If we use a broadcast channel N e k i−1 that crosses 3 partition P, we write k i−1 ∈ K P . After the possible use of the broadcast channel an arbitrary LOCC protocol is applied, resulting in ρ V k i on H i (V) with probability p(k i |k i−1 ).
In the case where no channel crossing P is used, i.e. k i−1 / ∈ K P , it holds by the LOCC monotonicity of the squashed entanglement that
Let us now consider the case where a broadcast channel N e k i−1 crossing P is used, i.e. k i−1 ∈ K P . The input of N e k i−1 consists of a subsystem H become part of the quantum systems of the respective vertices in h(e k i−1 ). Let j 0 ∈ {1, . . . , k} be such that t(e k i−1 ) ⊂ P j 0 and let s ≥ 1 be the smallest number such that h(e k i−1 ) ⊂ s v=0 P jv for distinct j 1 , . . . , j s ∈ {1, . . . , k}. Note that j 1 , . . . , j s are different from j 0 . For all j ∈ {1, . . . , s}, H
denotes the combined system of all the output systems that become part of H i (P j l ). The quantum system of the class P j 0 after using the channel, containing the sender, is given by H i (P j 0 ). In general, some of the vertices in h(e k i−1 ) might also be in P j 0 . In this case we assume that H i (P j 0 ) also contains the corresponding output systems. Then we now apply Lemma 5 in addition to the LOCC monotonicity of the squashed entanglement and obtain 
:H i−1 (P j 1 ):···:H i−1 (P js ):···:H i−1 (P k ) sq
+ E H i−1 (P 1 )···H i (P j 0 )H i−1 (P j 1 )···H i−1 (P js )···H i−1 (P k )H . Note that this is a recursive relation. If we now start from i = l and backtrack to i = 1, recursively applying the above relation, we obtain 
≤ E H 0 (P 1 ):···:H 0 (P k ) sq
= E H 0 (P 1 ):···:H 0 (P k ) sq
where we have definedl e = l i=1 k i−1 p(k i−1 )δ e,e k i−1 , which is the average number of uses of channel N e in the protocol.
