In recent years, the incredible expansion of e-mail has changed the way we all practice medicine. Although the change has had both positive and negative implications, physicians are undoubtedly spending an increasing amount of their time responding to e-mail 1, 2 . However, approximately 85% of received mail is spam, and people therefore have to spend a significant amount of time distinguishing spam from legitimate e-mail 3 .
Spam senders usually obtain e-mail addresses from commercial vendors, by harvesting Internet mailing lists, or by using software to search the Web Spam recipients are left with no choice but to press the Delete key or try to opt out of each unsolicited communication received.
Spam is not only frustrating, it is also a prime medium for phishing (e-mails fabricated by fraudulent senders to collect sensitive information) and malware spread 3 . Spam-filtering software can apply statistical approaches to classify e-mail as spam or a legitimate message, and most applications make use of techniques to fight it.
Anti-spam legislation has been passed by 34 countries. The Canadian 4 and U.S. 5 legislation both require that senders of commercial electronic messages to an electronic address obtain consent from the recipient and that they provide sender identification information and an unsubscribe mechanism in all messages [4] [5] . For the purpose of the present communication, we therefore decided to assess the effectiveness of unsubscribing from sources of incoming spam. Moreover, if unsubscribing failed to prevent subsequent e-mails, we decided to threaten legal recourse per the recent Canadian legislation.
From 12 December 2014 to 20 April 2015, all unsolicited e-mails sent to one medical oncologist (MC) were collected. Requests to unsubscribe from the sender's mailing list were made upon e-mail arrival. If an unsubscribe mechanism was not available, an e-mail was sent to the sender requesting to unsubscribe. During the period of interest, 217 e-mail messages from 81 different senders were received. Of the 81 senders, 15 (19%) did not provide an option to unsubscribe. Most senders (73%) stopped sending e-mail messages after a single request (Figure 1 ). On 15 March 2015, an e-mail message was sent to those who continued to send e-mail messages after a request to unsubscribe (16%) and to those who did not provide a mechanism to unsubscribe (19%). The e-mail stated that if the spam did not stop, the source would be reported to the Spam Reporting Centre established under Canada's Anti-Spam Legislation 4 :
We have asked to be unsubscribed from your mailing list. You have failed to do so. As per national antispam laws, if more emails come from you we will report you to the Canadian Anti-Spam Legislation.
After 15 March 2015, all 28 senders notified stopped sending e-mail messages.
The rapid growth of spam significantly threatens the overall stability, effectiveness, and efficiency of e-mail as a vital tool for everyday personal and professional communication. For physicians, deleting spam takes time that would otherwise be used in other duties. The battle to minimize spam is basically the responsibility of the user. A number of investigations by the Canadian Radio-television and Telecommunications Commission are currently under way. Indeed, Porter Airlines recently paid CA$150,000 for violating Canada's Anti-Spam Legislation because they sent commercial e-mail messages that did not offer an unsubscribe mechanism 6 . Thus, to prevent ongoing receipt of spam, the choice is to simply continue to press the Delete key or to take a more proactive approach. If selecting the unsubscribe request fails to work, then a little note pointing out that the sender's spam is in violation of the anti-spam law might just do the trick.
Please let us know how things go! 
