W hen I started in the security field, there was really just one American conference: the "National conference"-officially the National Computer Security Conference (NCSC), and sometimes called the "Baltimore conference" for its many years at the Baltimore Convention Center. (It was later renamed the National Information Systems Security Conference, or NISSC, an acronym only a bureaucrat could love.) The conference attracted everyone in the fieldresearchers, practitioners, and vendors. I considered it a personal mark that I was "part of the club" when I attended and was recognized by senior members of the field. We all knew each other and followed the evolution of the field.
NCSC was run by the US National Security Agency and the US National Institute of Standards and Technology as a joint effort to further the security field. Papers, panels, workshops, and keynotes covered the gamut of topics in the field.
Over time, the conference grew until it had approximately a dozen parallel tracks, and the focus on quantity pushed out quality. The best research moved to upstart conferences, including the IEEE Symposium on Security and Privacy (the "Oakland conference," for its longtime home at the Claremont Hotel in Oakland, California) and the Annual Computer Security Applications Conference (ACSAC), both founded in the early 1980s.
Over the next decade, research also moved to the ACM Conference on Computer and Communications Security (CCS) and eventually to USENIX Security and the Network and Distributed System Security (NDSS) Symposium. The RSA Conference started as a cryptography research conference and still maintains a vestige of that history in its cryptography track, which presents leadingedge research. The rest of the RSA Conference slowly transitioned into the world's biggest security trade show, and the split of researchers and practitioners was completeto the detriment of both communities.
Shattering the Whole
In 2000, the National conference closed its doors; some of the legacy can be found at http://csrc.nist.gov/nissc. Hard copies of the proceedings were given away, and all that was left was a memory.
By the early 1990s, it was already becoming difficult to track all the research. To help address the problem, in 1992, Ross Anderson started the Computer and Communications Security Abstracts, which attempted to provide one-paragraph summaries of all research articles in the field. (I was one of the charter group of editors working with Anderson on this effort.) Over time, the work became too much for volunteers to handle, and as the number of publications mushroomed, we found ourselves overwhelmed. (The publication is still in existence and now covers more than 100 journals and conferences, although I haven't seen a copy in a decade.)
Over time, research-oriented conferences such as the IEEE Security and Privacy Symposium became more selective. The Oakland conference's mission was narrowly focused on fundamental theoretical computer security, with outstanding results in formal methods, protocols, and so on. NDSS found its niche in network security. For many years, USENIX Security was the only place to publish practical operating systems results, and ACSAC's mission was applying results to real systems. As a result, other conferences grew to the point where I no longer know all of them, and there are many that I've never attended.
Today, there are dozens of excellent security conferences, and many have overlapping missions. In the past 10 years or so, it's been hard to find a paper that's acceptable at the Oakland conference but not at USENIX Security, and vice versa-which wasn't the case 20 years ago when they each had a niche. The
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major conferences are decidedly unfriendly to practitioners who wish to publish. Consequently, to get the big picture, one needs to read (and preferably attend) too many conferences, which few have the time or money to do. Thus, practitionersmost of whom have far less flexibility and funding to attend conferences than academics-are almost entirely locked out, even if they want to attend researchfocused conferences. The IEEE Cipher Calendar of Security and Privacy Related Events (www.ieee-security.org /Calendar/cipher-hyper calendar.html) is a good place to find out about most, but not all, active research conferences and many nonsecurity conferences that have a significant security component. But even though most of the conferences publish high-quality research results, the whole is less than the sum of the parts.
ACM has large numbers of security-related conferences; many more aren't affiliated with any major group (for instance, the Symposium 
So What's the Harm?
What's the harm in having so many security conferences? They certainly provide many avenues for publication, which is advantageous for graduate students and junior faculty members. However, the plethora of choices and lack of focus of many conferences introduce a set of challenges.
First, it's increasingly difficult for anyone to keep up with their own area, much less the entire field. As a colleague asked, "If I manage a safety-critical project and want my team members to address security aspects, where do they go?" A dozen different conferences address the security aspects of safety systems.
Next, because there are so many venues, no one can attend them all. Increasingly, venues are largely inhabited by graduate students presenting papers to each other. Presenting (and listening) to papers is an important part of the educational process; however, without more experienced researchers to ask hard questions and provide the bigger picture, too many junior researchers become the world's greatest experts in the world's narrowest fields.
In addition, if there's no penalty for publishing in an inappropriate context, authors are free to choose the venue with the lowest bar to entry or the best exotic location. Thus, many papers aren't visible to the research community because no one can keep track of the entire scope of the field.
To justify their existence, narrow conferences become broader. This hurts both researchers and the field in the long run, as the number of "mustattend" events continues to grow. Perhaps most serious, the gulf between practitioners and researchers has grown ever wider. It's almost impossible to find practitioners at most of the major conferences, which are the exclusive purview of academics. USENIX conferences were once inhabited by developers from companies, and ACSAC boasted a three-way split among industry, government, and academia-both aspects of diversity that have long since faded away, while the conferences continue to flourish as (nearly) academic-only venues. The split doesn't have to be this way. Other sciences have major conferences that unite participants in one venue, with some overlapping areas and many parallel tracks. These conferences become the "must-attend" event for everyone in the field, including faculty, students, and practitioners-just as the National conference was decades ago.
Putting the Pieces Back Together
If you're thinking of starting a new conference or workshop, I encourage you to stop to ask whether it could be added to an existing event. Conferences including Oakland, ACM CCS, NDSS, ACSAC, and USENIX Security welcome workshops before and after the event, thus encouraging the building of common communities.
When submitting a paper, consider whether it really fits the venue or whether the conference is simply in a desirable location or on a convenient date. As authors, we should seek to centralize, not distribute.
If you hold a leadership role in one of the major conferences, make it possible to grow the number of Without more experienced researchers to ask hard questions, too many junior researchers become the world's greatest experts in the world's narrowest fields.
www.computer.org/security papers. Single-track conferences artificially limit the number of highquality papers; a low acceptance rate shouldn't be a badge of honor, as it has become for many conferences. The number of papers and tracks should grow as the number of attendees grows. However, we need to be careful not to dilute the content, as with the National conference.
In addition, make it possible to grow the number of workshops, and force them to be workshops. The current process of including workshops in major conferences turns them into miniconferences with program committees and published papers, instead of working discussion groups with rough drafts. Including workshops in conferences is better than having them stand alone, but if we make it too tough to include workshops, they will become stand-alone, further fragmenting the field. If you're familiar with the LASER workshop I cofounded, mea culpa. The organizers tried to get it associated with a major conference but were turned away because it wasn't mature enough-which is exactly the gap workshops should be filling.
Leaders in professional organizations like IEEE and the ACM need to take an active role in tamping down the proliferation of activities. Although they can't prevent creation of independent events, they can refuse to charter or cosponsor new ones, insisting that the community proposing a new event participate in existing events. And they can insist that their existing conferences grow by adding more tracks aimed at both practitioners and researchers, moving away from the "more selective is better" model that has become the fashion.
In addition, we need to find ways to get practitioners to technical conferences. Practitioners frequently have insight into significant technical problems that are invisible to researchers, but their motivations for publication differ significantly. For many practitioners, there's little incentive to publish in peer-reviewed conferences, but making a presentation has value; presentation-only tracks, still peer reviewed and clearly labeled, can help provide venues to encourage involvement. Research conferences should make an effort to bring practitioners in and even colocate with practitioner events (for instance, sponsored by the Open Web Application Security Project [OWASP], SANS Institute, or International Information Systems Security Certification Consortium [(ISC) 2 ]) to encourage cross-fertilization of ideas. Practitioners are frequently restricted because of proprietary information, but presentations are easier than the traditional 10-page academic paper.
Co-locating a major research conference with the RSA Conference or other vendor-oriented events could expose researchers to real-world problems and introduce practitioners and vendors to bleeding-edge research. Similarly, uniting the academic research and hacker communities could help each understand the other's strengths. T here will always be space for topic area-specific conferences and workshops. But creating new conferences just to provide a venue for a narrowly defined type of work isn't healthy for our research community.
Of course, this problem isn't unique to our field, or even the academic side of our field-the hacker community has not only DEFCON and Black Hat, but also ShmooCon, BSides, and many others. However, those communities don't have a scientific obligation to maintain knowledge of each other's work, even if they have practical motivations to do so.
I hope that, before too long, I won't feel the need to attend so many conferences to understand the state of the world. And I hope we break down the wall between researchers and practitioners, so each can gain from the other's expertise.
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