Evaluation of Proactive and Reactive Routing In  Vehicular Ad Hoc Networks by G.Mary Valantina & Dr.S.Jayashri
International Journal of Electronics Communication and Computer Technology (IJECCT) 
Volume 3 Issue 5 (September 2013)  
 
 
ISSN:2249-7838                                                                                                                       IJECCT | www.ijecct.org  489 
 
Evaluation of Proactive and Reactive Routing In 
Vehicular Ad Hoc Networks 
G.Mary Valantina 
Research scholar 
Dept Of ETCE, 
Sathyabama University, Chennai 
 Tamilnadu, India, 
                               Dr.S.Jayashri  
Director                                                                                            
Adhiparasakthi Engineering College                            
Melmaruvathur, Kanchipuram District 
Tamilnadu, India  
 
 
 
Abstract  --Vanets  are  new  emerging  and  challenging 
technology that makes an improvisation in traffic safety and 
efficiency.  The  constant  growth  of  automobile  industry  is 
increasing  the  demand  for  car  safety  and  the  car  to  car 
connectivity.  It  creates  a  path  for  intelligent  transportation 
system(ITS).The information that is carried by the vehicles can 
enroll  safety  measures.  In  this  paper,  We  introduce  a 
promising realistic vehicular mobility model and evaluate the 
performance of following routing protocols: AODV, DSR and 
TORA  and  OLSR.  A  variety  of  highway  scenarios, 
characterized by the size of the network were simulated. Our 
results indicate the reactive routing protocols performance is 
suitable for VANET scenarios in terms of packet delivery ratio 
and Normalized routing load. 
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I.  INTRODUCTION 
 
When a vehicle is installed with onboard communication 
unit  it  is  suitable  for  communicating  among  themselves 
Vehicles loaded with onboard communication unit nothing 
but  wireless  communication  technologies  acting  like 
computers  will  be  on  roads.  This  revolutionizes  the 
automobile industry to a greater extent. The technology is 
used to join the cars and make them to act as nodes in a 
network. Participating cars become a wireless connection or 
router through vanet and it allow the cars almost to connect 
100 to 300 meters to each other and in order to create a wide 
range network, other vehicles in the network are connected 
to  each  other  so  the  mobile  internet  is  made.Vanets  are 
developed for safety and security purpose. Future vehicles 
will  be  called  as  smart  vehicles  which  consists  of 
information retrieving units (sensors, GPS, etc.), information 
processing  units  (CPUs,  Event  Data  Recorder,  etc.), 
information  display  units  (displays,  alarms,  etc),  and 
information sharing units (on-board unit, Bluetooth, etc.). 
II.  ROUTING PROTOCOLS  
A.  Dynamic Source Routing(DSR)  
In this protocol the nodes are required to maintain the route 
caches. Whenever a new route is found an entry is made in 
the route cache [3].Routing in DSR is done in two phases: 
1.Route discovery.2.Route maintenance. Whenever a node 
wants  to  transmit  a  packet  it  checks  its  route  cache.  If  a 
route  is  existing  for  the  particular  destination  the  source 
node will use the route for sending the packets. If there is no 
route available in the cache the source node initiates a route 
request packet the network. If any intermediate node knows 
the  route  for  the  destination  node  it  sends  a  route  reply 
message to the source node. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figure 1.   Route establishment in DSR 
This uses source routing, as the sequence of intermediate 
nodes on the routing path is maintained in a data packet of 
the source. In DSR, the IDs of the intermediate nodes that it 
has traversed are copied in the query packet. The destination 
then retrieves the entire path from the query packet, and uses 
it to respond to the source node. Thus, the source establishes 
a path to the destination. If the destination is allowed to send 
multiple route replies, the source node may receive and store 
multiple routes from the destination. When some link in the 
current  route  breaks  then  an  alternate  route  is  used.  In  a 
network with low mobility, this is an advantage over as the International Journal of Electronics Communication and Computer Technology (IJECCT) 
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alternative route can be tried before the DSR initiates another 
flood  for  route  discovery.  The  first  difference  between 
AODV  and  DSR  is  that in AODV data  packets carry  the 
destination address, whereas in DSR, data packets carry the 
full  routing  information  which  shows  that  DSR  has 
potentially more routing overheads than AODV. 
Furthermore,  as  the  network  diameter  increases,  the 
amount of overhead in the data packet continues to increase. 
The second difference is that in AODV, route reply packets 
the destination address and the sequence number, while in 
DSR, the route reply packets carry the address of each node 
along route. 
B.  Temporally Ordered Routing Algorithm (TORA) 
This routing belongs to a family of link reversal routing 
algorithms where the height of the tree rooted at the source is 
used to build a Directed acyclic graph (DAG) towards the 
destination which directs the flow of packets and ensures the 
reachability to all the nodes. The nodes broadcast the packet 
when it has a packet to send. Its neighbor then broadcasts the 
packet if it is the sending node’s download link based on the 
DAG.A node constructs the directed graph by broadcasting a 
Query  packet.  Upon  receiving  a  query  packet  it  will 
broadcast a reply packet, if it has a downward link to the 
destination; otherwise, it simply drops the packet. A node, 
upon receiving a reply packet, updates its height only if the 
height from the reply packet gives the minimum of all the 
heights  from  reply  packets  it  has  received  so  far.  It  then 
rebroadcasts the reply packet. The advantages of TORA are 
that the execution of the algorithm gives a route to all the 
nodes in the network. However, since it provides a route to 
all the nodes in the network, maintenance of these routes is a 
cumbersome task, especially in highly dynamic VANETs. 
 
TORA  routing  belongs  to  a  family  of  link  reversal 
routing  algorithms  where  a  directed  acyclic  graph  (DAG) 
toward the destination is built based on the height of the tree 
rooted  at  the  source.  The  DAG  directs  the  flow  of  data 
packets  and ensures reachability  to  all  nodes [5].  When a 
node  has  a  packet  to  send,  it  broadcasts  the  packet.  Its 
neighbor  only  broadcasts  the  packet  if  it  is  the  sending 
node’s downward link based on the DAG 
C.  Ad Hoc On Demand Distance Vector (AODV) 
AODV is a well known distance vector routing protocol 
and  works  as  follows.  Whenever  a  node  wants  to 
communicate with another node, it checks in local routing 
table to find an available path to the destination node. If there 
is  no  path  available,  then  it  broadcasts  a  route  request 
(RREQ) message to its neighboring node. Any node in the 
network that receives this message looks for a path leading to 
the destination node [4]. If there is no path then, the RREQ 
message is re-broadcasted and a path to the originating node 
is  formed  that  has  sent  RREQ  message.  This  helps  in 
establishing the end to end path when the same node receives 
route reply (RREP) message. The entire node in the network 
follows this process until this RREQ message reaches a node 
which has a suitable path to the destination Node or RREQ 
message  [7]  reaches  to  the  destination  node  itself.  By  all 
means the RREQ Receiving node will RREP to the sender of 
RREQ message as shown in Fig2. send a 
 
In this way, the source node receives an RREP message, 
which originally issued RREQ message. At the end of this 
process  a  path  between  source  and  destination  node  is 
created [6] and is available for further communication Route 
recovery scheme in ad hoc networks to reduce the time delay 
and  control  overhead  in  the  route  recovery  process.  To 
maintain a connection with the sink node is a crucial issue to 
collect data from networks without any interruption. While 
networks  are  typically  deployed  in  abundance  to  tolerate 
possible node failures, more number of such failures within 
the  same  region  simultaneously  may  result  in  losing  the 
Connectivity  with  the  sink  node  which  eventually  reduces 
the quality and efficiency of the network operation. 
 
 
 
 
 
 
 
 
 
 
 
Figure 2.   Route Discovery Process  
D.  Optimized Link state Routing Protocol (OLSR) 
The OLSR (Optimized Link state Routing Protocol) is a 
Proactive routing protocol. Being Proactive routes are readily 
available and are known to the nodes. Route discovery does 
not  take  much  time.  This  protocol  is  inherited  from  the 
stability of link state algorithm. Each node in the network 
takes the most recently updated information for routing the 
packets .Route optimization is done in two ways [2]. The 
size of the control packets are reduced by declaring only a 
subset of links with the nodes neighbor which is multipoint 
relay systems instead of all links in the network. Secondly it 
reduces the flooding of control messages by selecting nodes 
namely  multipoint  relays  to  broadcast  the  packets  in  the 
network. In this protocol the number of retransmissions is 
reduced  since  multipoint  relays  of  a  node  transmit  its 
broadcast messages. There are two types of control messages 
in  OLSR  they  are  HELLO  and  TC  messages.  HELLO International Journal of Electronics Communication and Computer Technology (IJECCT) 
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messages are periodically emitted by a node upon receiving 
the HELLO message 
III.  . SIMULATION 
 
Simulation is carried out using Network Simulator (ns-2). 
Radio  propagation  model  is  based  on  the  two-ray  ground 
propagation  model.  Antennas  are  assumed  to  have  Omni-
directional radiation patterns media access control protocol 
uses the IEEE802.11. Table 1 gives the simulation parameter 
values. 
TABLE I.   SIMULATION PARAMETERS 
PARAMETER  VALUE 
   
Network simulator  NS-2 
   
Channel type  Wireless channel 
   
Antenna  Omni antenna 
   
Area  1000*1000 
   
Propagation model  Two ray ground 
   
Data packet size  512 
   
Routing protocol 
DSR,OLSR,AODV,TOR
A 
   
The simulation results are shown in fig 3. and fig 4.Fig3 
indicates the Packet delivery ratio of AODV,OLSR,DSR and 
TORA as a function of no of nodes in the network. Results 
shows that AODV shows high Packet delivery ratio than the 
other protocols. Because the traffic routing of AODV is low 
since routes are built on demand, so it effectively transmits 
maximum number of packets to the destination 
 
 
 
 
 
 
 
 
 
Figure 3.   Packet delivery ratio vs No of nodes. 
Fig4  indicates  the  Normalized  routing  load  of 
AODV,OLSR,DSR and TORA as a function of number of 
nodes in vehicular adhoc network approximately 100 nodes. 
Result shows that TORA shows lower routing load than the 
other protocols because TORA builds optimized routes while 
comparing the other protocols. 
 
 
 
 
 
 
 
 
 
 
 
Figure 4.   Normalised routing load vs No of nodes 
IV.  CONCLUSION 
In  this  paper  we  analyzed  four  protocols  AODV, 
DSR,OLSR,TORA and simulations are conducted using ns-2 
simulator.  Simulations  shows  that  AODV  has  the  highest 
packet delivery ratio and TORA has the lowest routing load 
which proves that reactive routing protocol performs better 
in  vanet  scenario.  Generally  for  smaller  network 
AODV,OLSR  gives  good  performance  and  for  larger 
network  TORA  shows  good  performance.  Since  in  some 
cases reactive protocols proves to be good and in some cases 
proactive protocol proves to be good. In future combining 
the good features of both reactive and proactive, the hybrid 
protocol  will  show  good  performance  for  all  types  of 
scenario. 
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