We propose a test for certifying the dimension of a quantum system: store in it a random n-bit string, in either the computational or the Hadamard basis, and later check that the string can be mostly recovered. The protocol tolerates noise, and the verifier only needs to prepare one-qubit states. The analysis is based on uncertainty relations in the presence of quantum memory, due to Berta et al. (2010) .
Introduction
The dimension of a quantum system is the maximum number of perfectly distinguishable states that can be stored, alone or in superposition. Quantum dimension is a fundamental characteristic of a system. It is crucial for quantum computation, and for quantum cryptography. It is useful to take a conservative perspective with minimal physical assumptions, and then develop practical methods for certifying the dimensionality of an uncharacterized quantum system.
Quantum dimension is different from, and superior to, classical dimension. Although a classical system of n bits is 2 n dimensional, the 2 n parameters of an n-qubit system can interfere with each other. Interference and entanglement allow for the numerous algorithmic speedups and information-theoretic advantages of quantum computers.
Here, we propose a fairly simple test for the dimension of a quantum system. The verifier encodes a uniformly random n-bit string into n qubits, in either the computational or the Hadamard basis, and then sends the qubits to the device. (Operationally, she can prepare and send one qubit at a time.) Later, she reveals the basis, and asks for the string back. She compares it to the original string, and accepts if they agree on at least (1 − α)n bits. Crucially, allowing α > 0 makes the protocol resilient to noise.
To prove the validity of the test, we show that it can be fitted into the very useful framework of uncertainty principle with quantum memory [BCC + 10, CBTW17]. This principle generalizes the traditional Heisenberg uncertainty principle, in the sense that the measured system can be entangled with a quantum memory, and the corresponding uncertainties, quantified as entropies, are conditioned on accessing the information from the memory. As we will formulate in Section 3.1, there is a straightforward equivalence between the bipartite entangled setting and our protocol. As a result, our analysis reduces to estimating the uncertainties bounded, using the principle, by the amount of entanglement, which further bounds the dimension.
Section 2 formally describes our protocol, and states the certifiable quantum dimension lower bound (Theorem 2.1). Section 3 proves the theorem. Section 4 gives numerics under a simplified noise model.
Related work
Formulating rigorous notions of dimension in general physical theories is a nontrivial problem [Bar07, BKLS14] . Here we restrict ourselves to quantum dimension, i.e., the dimension of the underlying Hilbert space of the system. Below we briefly review previous tests along this line, which involve fairly diverse assumptions and applicable contexts. Most of them essentially certify high entanglement, with dimension lower bounds following as corollaries.
The first formal test is the "dimension witness" [BPA + 08], which is a Bell-type inequality fulfilled by all correlations generated by local quantum measurements on multipartite states within fixed dimension. Dimension witness is then made "device independent" [GBHA10] , where the conditional probabilities in the inequalities are generated from an ensemble of single-party states, rather than a single multipartite state. This framework has been extended to a realistic scenario [DPGA12] , and related to quantum random access codes [WCD08] and state discrimination [BNV13] . While efficient tools [NV15, SVW16] exist for computing a witness for arbitrary dimensions, the systems in experiments so far [HGM + 12, ABCB12, ABP + 14, DBS + 14, CBRS16, SLS + 16] have not exceeded dimension 13.
Another closely related but stronger method, still based on Bell-type inequalities, is "self testing." It states that a nearly optimal strategy for a specific non-local game implies the closeness of the underlying quantum system to a certain entangled state, thus lower bounding the dimension of individual local systems. Protocols exist for robust self-testing of asymptotically many EPR states Besides Bell-type inequalities, another common technique is tomography. Full state tomography on a d-dimensional bipartite state requires measurement of O(d 2 ) product bases, while [BVK + 18] shows that only two bases suffice for adaptive measurements. Their experiment is able to certify 9-dimensional entanglement within an 11-dimensional entangled photon pair.
In experiments based on the above methods, typically the first step is to prepare a bipartite system and both subsystems are supposed to support high-dimensional quantum storage. In this work, we present a protocol based on the uncertainty principle with quantum memory, in which the verifier in principle only needs one qubit in storage at a time. The uncertainty principle with quantum memory has been investigated in experiments [LXX + 11, PHC + 11] where individual photon pairs are repeatedly generated and measured locally in the Pauli X or Z basis. In particular, the quantum dimension that is effectively certified is up to two. Here we extend their analysis so that our protocol is noise-tolerant and can certify asymptotically large quantum dimension.
Pfister et al. [PRM + 18] have proposed and implemented a test that is similar to ours, but with crucial distinctions. In their test, for instance, the verifier's random string and basis, once chosen, are immediately communicated to the prover. More importantly, their test certifies a lower bound of one-shot quantum capacity [BD10, TBR16] , which is a different characterization of quantum storage than quantum dimension. Figure 1 outlines the protocol. Essentially, Alice sends to Bob a random string, in either the computational or the Hadamard basis, and later she checks that it can mostly be recovered. Observe
Dimension lower bound

Dimension test protocol
Let n ≥ 1 be an integer and α ∈ [0, 1/2).
1. Alice chooses Θ ∈ {0, 1} and S ∈ {0, 1} n , both uniformly at random.
For j = 1, . . . , n, she prepares and sends to Bob a qubit in state
is the Hadamard matrix.
2. Alice announces her basis choice Θ to Bob.
3. Based on Θ, Bob measures his system, and outputs a guess S ∈ {0, 1} n .
Bob passes the test if and only if S and S match on at least (1 − α)n bits. that Alice only needs to be able to prepare and transmit one qubit at a time. By setting the parameter α appropriately, a certain amount of noise on the qubits can be tolerated. We discuss this further in Section 4. Figure 1 shows all of Alice's actions. Bob's goal is to pass the test. What can Bob do? For the test to have any validity, we assume that Alice's choices of S and Θ are secret from Bob, the latter until she announces it. In particular, there should not be a side channel by which Bob can learn this information. Aside from that, however, we try to avoid limiting Bob's ability. In particular, we allow Bob arbitrary computational power, and arbitrary classical memory. Assume that Bob has two registers, C and Q, classical and quantum, respectively. The registers can be initialized arbitrarily, independent of S and Θ. One can imagine various dynamics for how Bob processes each qubit as it arrives from Alice. This is not important. Conservatively, we can model Bob as receiving (H ⊗n ) Θ |S all at once. Then at the end of step 1, we allow Bob to apply an arbitrary classical-quantum channel C B : (C 2 ) ⊗n → H B = H C ⊗ H Q . In step 3, Bob can make arbitrary manipulations to determine his response S ; without loss of generality, they can be taken to be a POVM on H C ⊗ H Q .
Our main theorem is:
Theorem 2.1. In the test of Figure 1 with α ≤ 1/2, if Bob passes with probability p, then
In an experiment, of course, the test needs to be repeated to get an empirical estimatep of p; and the dimension lower bound holds with statistical confidence.
Entanglement-based dimension test protocol
Let n ≥ 1 be an integer and α ∈ [0, 1/2). Assume that Alice and Bob initially share halves of n EPR states, 1 2 n/2 (|00 + |11 ) ⊗n . 1. Bob applies channel C B to his n qubits, with a classical-quantum output. 3 Proof of Theorem 2.1
Entanglement-based protocol
The test in Figure 1 is mathematically equivalent to one in which Alice and Bob initially share n EPR states, and Alice measures her qubits in either the Pauli Z or X basis to generate her string S; see 
Indeed, suppose the classical-quantum output of Bob's channel is given by
Then the full state ρ AB must have the form
Uncertainty principle with quantum memory
In this section, we introduce an uncertainty principle with quantum memory, which allows upper bounding H(A|B) ρ by Bob's uncertainty on Alice's measurement outcomes. In Section 3.3, we will show how to upper bound Bob's uncertainty through only one parameter, namely, the probability of passing the dimension test.
There are several versions of uncertainty relations; see [CBTW17] for a review of their history and applications. We will use an uncertainty relation in the presence of quantum memory, and in terms of von Neumann entropy, developed by [CW05, RB09, BCC + 10]. Incorporating memory is important for our two-party scenario, and von Neumann entropy is simpler to manipulate and empirically estimate, and is more readily related to system dimension (see (3)), compared to other types of entropies. 
where c = max x,z | x|z | 2 , and X(ρ) = x |x x| A ρ |x x| A and Z(ρ) = z |z z| A ρ |z z| A are the results of measuring ρ in the X and Z bases, respectively. . These experiments effectively certify quantum dimension of up to two. They estimate and upper-bound H(A|B) X(ρ) + H(A|B) Z(ρ) using techniques such as the data-processing inequality and Fano's inequality. In the next section, we generalize these techniques so that an asymptotically large quantum dimension can be certified, in a noise-tolerant way. Let p θ be the probability that Bob passes the test conditioned on Alice measuring in basis θ, thus p = 1 2 (p X + p Z ). Proof. Bob obtains S by measuring his register B. This is a quantum channel. According to the data processing inequality (or more precisely strong subadditivity of quantum entropies [LR73a, LR73b] ), the conditional von Neumann entropy is non-decreasing after applying a quantum channel on the conditioned system. where M = αn i=0 ( n i ) is the number of possible winning choices for S, given S . It remains just to estimate M . By [FG06, Lemma 16 .19], using Stirling's approximation,
Upper bounds of conditional entropies
Substituting 0 < M ≤ 2 nH(α) into the uncertainty relation gives Eq.
(2).
Performance in small quantum devices
To illustrate the practicality of our protocol, we calculate the number of qubits that can be certified using a noisy, intermediate-scale quantum (NISQ) device [Pre18] with n ≤ 90 qubits. To be concrete, we assume an honest Bob who always measures the received qubits in the same basis as Alice, which is optimal. In addition, we assume the following simplified noise model for simulating the protocol. 2. To encode a bit in certain basis, Alice applies a proper unitary rotation to her qubit, followed by a depolarizing channel (1− 4 3 p 2 )ρ+ 2 3 p 2 I. For example, Alice applies HX when encoding |− , whereas she does nothing when encoding |0 .
3. Alice sends each qubit to Bob through a dephasing channel (1 − p 3 )ρ + p 3 ZρZ.
4. Bob can only measure in the Pauli Z basis, and the outcome is flipped with probability p 4 .
5.
To measure a qubit in basis other than Pauli Z, Bob can apply, before measuring Z, a proper unitary rotation, which is followed by a depolarizing channel (1 − 4 3 p 2 )ρ + 2 3 p 2 I. Errors of operations on different qubits or in different time-steps are independent. We choose the error rates p 1 , . . . , p 4 to be proportional to the infidelities of qubit reset, single-qubit gate, qubit shuttling and measurement, respectively, whose values are from [BXN + 17, KGK + 18]: p 1 ∝ 5 · 10 −3 p 2 ∝ 5 · 10 −5 p 3 ∝ 6 · 10 −6 p 4 ∝ 10 −3 .
In our analysis, for fixed n and threshold α, the certified dimension is determined by the winning probabilities p θ s, which are further determined by p 1 , . . . , p 4 . For specific n and total error rate, we calculate and plot the maximum number of certified qubits optimized over possible values of the threshold α. See Figure 3 . Note that the numerics do not consider the statistics to estimate the p θ s required in practice.
Conclusion
We have proposed a test for certifying the dimension of a quantum system, and analyzed it using the entropic uncertainty principle with quantum memory. Compared with previous schemes, our protocol is conceptually simpler and easier to implement. We envision that the test can soon be used in experiments to certify tens of qubits. One challenging problem is to determine the optimal cheating strategy for a quantum device with limited dimension. It is also interesting to ask whether the optimal strategy is unique. Table 1 : Asymptotic number of certified qubits for different measurement bases, where Bob adopts the noiseless and optimal strategy, i.e., measures in the same basis as Alice. All lower bounds are proved via the two-measurement uncertainty relation in Theorem 3.1, except for the case of full set of MUB on n qudits, where the uncertainty relation based on certain classical-quantum extractor [BFW14] is considered as well.
The corollary follows by replacing the conditional entropies in the proofs of Lemma 3.2 and Theorem 2.1 with corresponding entropies in the above three inequalities.
In [BFW14] , Berta et al. derive uncertainty relations for product measurements of any full set of mutually unbiased bases (MUB) on qudits, based on the quantum-to-classical randomness extractors they construct. For qudit with prime power dimension d, a full set of d + 1 MUB satisfy that for any MUB pair {|x } and {|z }, | x|z | 2 = 1 d , ∀x, z. For example, in the case of qubit, a full set of MUB are the Pauli {X, Y, Z}, whose product are the six-state bases. For comparison between different choices of encoding bases, we calculate the asymptotic number of qubits that can be certified through our lower bounds, derived from either Theorem 3.1 or [BFW14]; see Table 1 . It is important to note that here we assume the ideal noiseless scenario where Bob is honest. That is, dim H Q = 2 n and Bob measures the n qubits with the same basis as Alice (thus p = 1); we also set α = O(1/n).
The last three protocols in Table 1 are not "complete," in the sense that the corresponding uncertainty relations fail to certify all the n qubits that an honest Bob possesses. This is what one would expect, since the bases are not mutually unbiased, i.e., they have complementarities less than n. Also note that for product of full set MUB on n qudits, the uncertainty relations given by [BFW14] are always tighter than those simply derived from Theorem 3.1, except for the six-state bases on qubits, where log 3 2 < 2 3 .
