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Abstrak  
 
 Saat ini sudah banyak sekali perusahaan yang mempunyai banyak cabang  
menggunakan jasa internet dengan teknologi yang ditawarkan oleh provider internet 
dengan jenis dan harga yang bervariasi untuk memenuhi kebutuhan komunikasi 
perusahaan. Namun, masih banyak yang menggunakan dial-up privat dari cabang ke 
pusat. Sistem ini lebih mengeluarkan biaya yang besar setiap koneksinya. Adapun 
tujuan penelitian ini adalah untuk merancang suatu jaringan yang ekonomis dalam hal 
biaya koneksi dan menjamin keamanan pertukaran data antara pusat dan cabang. 
Metode yang dipilih dan dilakukan adalah menganalisis kebutuhan dan sistem 
berjalan (bandwidth, biaya, koneksi pusat dan cabang), merancang IPSec, konfigurasi 
router pusat dan cabang serta radius server untuk mobile user. Pengujian juga akan 
kami lakukan untuk membandingkan hasil dari sistem yang diusulkan dengan sistem 
berjalan. Hasil yang diharapkan adalah menciptakan sistem dengan biaya koneksi 
yang cukup ekonomis dan faktor keamanan yang memadai antara kantor pusat dan 
cabang sehingga kantor cabang tidak perlu mengeluarkan biaya koneksi yang tinggi. 
Pada kasus ini, misalkan kantor cabang di Medan tidak harus dial-up ke Jakarta atau 
mobile users tidak perlu mengeluarkan biaya SLJJ (Sambungan Langsung Jarak Jauh) 
atau internasional di mana pun mereka berada. Tentunya bukan saja biaya koneksi 
yang mengalami penghematan, keamanan transaksi data pun menjadi fasilitas yang 
akan didapat dengan VPN (Virtual Private Network) yang dirancang dan diusulkan. 
Simpulan yang didapatkan adalah data transaksi dari cabang atau mobile user ke 
pusat  akan dienkripsi untuk menjamin keamanan data dan jalur komunikasi tidak lagi 
menggunakan dial-up private sehingga  biaya komunikasi akan jauh lebih hemat. 
 
Kata kunci : VPN, koneksi, mobile user 
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