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Bakalářská práce „Příprava pro atestaci procesů životního cyklu informačního 
systému WIN-X“  se zabývá problematikou jakosti a její certifikace. Teoretická část 
popisuje způsoby měření jakosti a metodik k tomu určených. Praktická část se zaměřuje 
na analýzu, popis a vytvoření dokumentace pro vybrané procesy informačního systému 










Bachelor thesis „Preparation of attestation of life cycle processes of information 
system WIN-X“ deals with the questions of quality and its certification. The teoretical 
part describes methods of measuring quality and methodics intendet to it. Practical part 
is focusing on analysis, subscription and creation of documentation for selected 
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Rapidní nárust konkurence změnil charakteristiku trhů od posledního desetiletí 
minulého století tak, že  rozhodujícím faktorem pro získání zákazníka a jeho udržení je 
individuální přístup. Druhým významným charakteristickým rysem současnosti jsou 
velmi rychlé změny ve všech oblastech společnosti.V globálním konkurenčním 
prostředí se tak objevuje zcela nový specifický problém - vzrůstající závislost na 
informačních a komunikačních technologií a z toho vyplývající růst požadavků 
zákazníků, ale i uživatelů na kvalitu IT služeb. Systémy managementu jakosti a jejich 
certifikace se staly jedním z nejdůležitějších fenoménů posledních let. Důležitost a 
význam jakosti je dán nejen oblastí produktů a služeb, nýbrž stejného významu nabývá 
jakost s rozvojem digitální společnosti, tj. v segmentu komunikačních a informačních 
technologií. 
Kvalita IT produktu a služeb se stává stěžejní pro úspěch organizace 
v konkurenčním boji, přičemž získání mezinárodně uznávaného certifikátu slouží jako 
určitým potvrzením těchto kvalit. Certifikace a samotný certifikát se stává především 
marketingovým nástrojem, přičemž jeho zavádění lze vnímat jako systematickou 
identifikaci rizik vedoucích k možnému nesplnění požadavků zákazníků. Získání 
certifikátu je bezesporu motivací zaměstnanců pro práci na zdokonalení systému řízení, 
ale na druhou stranu pro zákazníka certifikát představuje důkaz o kvalitě nabízených 
služeb, čímž mu usnadňuje orientaci na trhu. Fungující systém managementu jakosti a 
vlastnictví certifikátu se stává pro firmu nezanedbatelnou konkurenční výhodou.  
Hlavním cílem následující práce bude za použití odborné literatury zmapovat 
nejznámější systémy jakosti a jejich metodiky a způsoby měření, jenž budou 
východiskem pro aplikaci pro firmu BC Logia a její informační systém WIN-X tak, aby 
po důkladné analýze vznikla dokumentace vybraných procesů, potřebná pro úspěšné 







1. Teoretická východiska práce 
 
1.1. Kvalita 
Pokusů definovat kvalitu je velké množství. V různých zdrojích lze nalézt mnoho 
různých definic. Jakost je 
 
 „Vysoký stupeň dokonalosti“  
 „Cosi, co je dobře nebo velmi dobře uděláno“  
 „Charakteristická vlastnost definující jasně osobitý charakter produktu“ (10).  
 
Toto jsou nepříliš specifikované obecné definice. Další definice nabízí pohled 
z hlediska produktu a spokojenosti zákazníka. Namátkou lze např.uvést:  
 
 „Splnění očekávání zákazníka a požadavků jím stanovených i nevyřčených“  
 „Souhrn význačných rysů a charakteristik produktu (či služby) ovlivňující jeho 
schopnost uspokojit stanovené či předpokládané potřeby“ (10). 
 
Další klíčové úvahy v oblasti kvality přinesla 80. léta minulého století. Philip B. 
Crosby představil jednoduchý pohled na kvalitu: Oddělme od sebe požadavky na 
produkt a potřeby, které k jejich stanovení vedou. Po té lze použít následující definici: 
Kvalita je stupeň shody s požadavky na produkt.  
Tento koncept zřetelně ukazuje úskalí, se kterým dodnes mnoho projektů zápasí. 
Odděluje od sebe zcela striktně kvalitu produktu vytvořeného dle požadavků na něj 
kladených od kvality těchto stanovených požadavků. Jinými slovy: Kvalitu produktu 
poměřujme splněním požadavků. A kvalitu požadavků poměřujme jejich souladem s 
potřebami nabyvatele produktu. Z Crosbyho postoje je možné odvodit poměrně 
zajímavou konstrukci: Pokud tvorba produktu dokázala zajistit splnění požadavků na 
produkt, je tento produkt nutno označit za kvalitní, i přestože požadavky byly stanoveny 
nekvalitně a produkt není použitelný. V takové situaci produkt splňuje veškeré 
požadavky na kvalitu, ovšem spokojeného nabyvatele produktu nikoliv. Tato situace je 
velmi nebezpečná, neboť je sice možné se k situaci postavit tak, že je konstatováno, že 
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se nabyvatel nesmí divit své nespokojenosti, když nebyl schopen kvalitní požadavky 
sestavit a z hlediska právního nelze tvrdit, že vytvořený produkt je nekvalitní. (10) 
Jako vhodná se jeví definice která má souvislost s ISO normami: „Schopnost 
skupiny inherentních charakteristik produktu, systému či procesu splnit požadavky 
zákazníka a dalších zainteresovaných stran“ (11). Norem ISO, zabývajících se kvalitou 
je hned několik. Mezi ty nejdůležitější normy pro oblast řízení kvality patří: 
 
 ISO 9000 - popisuje základy systémů řízení kvality a obsahuje definice pojmů 
 
 ISO 9001 - popisuje obecné požadavky na systém řízení kvality v 
organizaci/firmě (požadavky na dokumentaci, audity, ...) 
 
 ISO 9004 - je návodem pro hodnocení efektivnosti systému řízení kvality a 
vodítkem pro další zlepšování 
 
 ISO 19011 - poskytuje obecný návod pro provádění prověrek (=auditů) systému 
jakosti a systému ochrany životního prostředí. 
 
 ISO 20000 – vztahuje se speciálně k managementu služeb IT a zaměřuje se na 
zlepšování kvality, zvyšování efektivity a snížení nákladů u IT procesů 
 
 
1.2. Způsoby měření jakosti 
 
Způsobů měření jakosti je známo velké množství. V následující práci je poskytnut 
komplexní pohled na  nejčastěji užívané a ve světě uznávané metodiky. 
 
1.2.1. Metodika COBIT 
 
COBIT - Control Objectives for Information and related Technology. COBIT je 
mezinárodně uznávaným standardem pro IT governance, což je strategický rámec pro 
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řízení IT prostředí, jehož smyslem je zajistit soulad mezi řízením podnikové 
informatiky a podnikového businessu. (9) 
Metodika COBIT byla poprvé vydána v roce 1996 organizací ISACA 
(Information system audit and control association). První vydání zahrnovalo framework 
(rámec metodiky). Ve druhém vydání z roku 1998 přibyly audit guidelines (auditní 
postupy), implementation toolset (sada implementačních nástrojů) a rozpracované 
procesy a control objectives (detailní cíle). Ve třetím vydání z roku 2000 přibyly 
management guidelines (manažerské postupy) a byl inovován rámec metodiky. Hlavní 
změnou však bylo to, že COBIT přešel od ISACA pod patronát ITGI (IT Governance 
Institute). Poslední verzí COBIT je verze 4.0 z roku 2005. tato verze byla revidována 
v roce 2007 ve verzi COBIT 4.1. (12) 
COBIT  představuje snadno uchopitelný auditní a řídící rámec, který umožňuje 
přímo a konkrétním způsobem propojit IT strategii s celopodnikovou strategií, resp. 














Obr.č. 1 Základní princip metodiky COBIT 
Zdroj: (5) 
Na  obr. 1 je znázorněn základní princip metodiky COBIT. Požadavky obchodu 
vedou investice do zdrojů IT. Ty jsou využívány IT procesy, které přinášejí podnikové 














COBIT 4.0 se sestává ze 6 částí: 
    
 Executive Summary  (operační shrnutí) 
 Framework  (rámec) 
 Control Objectives  (kontrolní cíle) 
 Audit Guidelines  (auditní postupy) 
 Implementation Tool Set  (sada implementačních nástrojů) 
 Management Guidelines  (manažerské postupy) 
 
1. Executive summary (operační shrnutí) 
 
Rozhodnutí finančně silného podniku závisí na včasných, relevantních 
výstižných informacích. COBIT executive summary je speciálně navrženo pro 
manažery v časové tísni. Pomáhá k dokonalému pochopení a uvědomění si klíčových 
konceptů a principů metodiky COBIT. Dále obsahuje osnovu rámce , který poskytuje 
detailnější pochopení těchto konceptů a principů a identifikuje 34 IT procesů  a 4 
domény COBITU: 
 
 Planning and organization (plánování a organizace) 
 
Procesy této domény pokrývají, strategickou přípravu a taktické řízení 
jak vytěžit co nejvíce z podpory IT. Zahrnují činnosti jako: vytvoření 
informační strategie, definici architektury informačního systému, definování 








 Acquisition and implementation (akvizice a implementace) 
 
Tato doména zahrnuje nákup či vývoj určitého IT řešení, včetně činností 
jako: Vytipování oblastí, které mají být podpořeny IT, nákup či vývoj 
software, nákup infrastruktury, lidí a dalších zdrojů, řízení změn a další. 
 
 Delivery and support (dodání a podpora) 
 
Doména zahrnuje v podstatě provoz jednotlivých IT služeb. Například 
definice a zajištění úrovně služeb včetně monitoringu dodržování 
dohodnutých parametrů. Dále řízení služeb nakoupených na trhu 
(outsourcing), řízení kapacity zdrojů, zajištění kontinuity a bezpečnosti, 
účtování nákladů, trénink personálu, provoz service desku (incidenty a 
problémy), řízení konfigurací, infrastruktury atd. 
 
 Monitoring (měření a hodnocení) 
 
Poslední doména poskytuje zpětnou vazbu managementu. Snaží se 
definovat metriky a systém pravidelného smysluplného hlášení, popisuje 
také interní audit, zajištění shody s legislativou, měření výkonu, řízení rizik 
apod. 
 
2. Framework (rámec) 
  
Úspěšný podnik je vybudován na pevném rámci (kostře) dat a informací. Rámec 
vysvětluje jak IT procesy poskytují informace které obchodní část potřebuje pro 
dosažení svých cílů. Toto doručování je kontrolováno prostřednictvím 34 popisů 
cílových stavů na vysoké úrovni, jedna pro každý IT proces obsažený ve výše 
uvedených 4 doménách. Rámec určuje, která ze 7 inf. kriterií stejně jako ze 4 IT zdrojů 






 Effectiveness (efektivnost) – poskytovat relevantní informace ve správný čas 
na správném místě. 
 Efficiency (efektivita) – poskytovat informace ekonomicky optimálním 
způsobem. 
 Confidentiality (důvěrnost) – zajistit utajení důvěrných informací. 
 Integrity (integrita) – zajistit přiměřenou přesnost a úplnost informací. 
 Availability (dostupnost) – informace musí být k dispozici vždy, kdy jsou 
potřeba. 
 Compliance (shoda s legislativou) – informatika musí fungovat v rámci 
vymezeném platnou legislativou. 
 Reliability (spolehlivost) – management se může při výkonu svých 




 People (lidé) 
 Aplication (aplikace) – aplikace a manuální činnosti zpracování dat 
 Information (informace) – ve formě dat 
 Infrastructure (infrastruktura) – HW (hardware) a SW (software) 
 
3. Control Objectives (popis cílových stavů)  
 
Klíč k udržení ziskovosti v technologicky se měnícím prostředí je kvalita 
kontroly. Tato část poskytuje kritický hluboký pohled potřebný pro narýsování jasné 
politiky a dobrý trénink pro kontroly IT. Součástí jsou výkazy chtěných výsledků nebo-
li záměrů, které mají být dosaženy za použití 214 specifických a detailních popisů 





4. IT assurance guide (průvodce zajištění IT technologií)  
 
K dosažení určených cílů je nutné průběžně kontrolovat různé typy procedur. 
Tato část obsahuje náčrt kontrol  a aktivit korespondujících s 34 popisy cílových stavů. 





5. Implementation tool set (nástroje pro implementaci) 
 
Tato část je navržena pro umožnění implementace COBITU, související lekce 
převzaté z podniků které rychle a úspěšně použili metodiku COBIT v jejich pracovním 
prostředí. Obsahuje: 
 
 Management Awareness (manažerské povědomí) 
 IT Control Diagnostics (zhodnocení IT kontroly) 
 Implementation quide (průvodce implementací) 
 FAQ´S (často kladené dotazy) 
 Case studies (případové studie podniků použivajícíh metodiku COBIT) 
 Slide Presentations (prezentace pro uvedení metodiky COBIT) 
 
 
6. Management guidelines (pokyny pro řízení) 
 
Pro zabezpečení úspěšnosti podniku je nutné efektivně řídit spojení obchodních 
procesů a informačních systémů.  
 
Nová verze této části je složena z : 
 
Maturity Models (modely zralosti) - určené pro lehčí určení fází a očekávaných 
úrovní kontroly a porovnání mezi normami v odvětví. Critical success factors (kritické 
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faktory pro úspěch) - určené pro identifikování nejdůležitějších činností pro dosažení 
kontroly nad IT procesy. Key goal indicators (indikátory klíčových cílů) – definování 
cílové úrovně výkonnosti. Key performance indicators ( indikátory klíčové výkonnosti) 
– pro měření zda IT procesy splňují cíle. 
 
Seznam 34 IT procesů podle COBIT 4.1 : 
 
 
PO – Plan and Organise  (plánování a organizace) 
 
 PO1 Define a Strategic IT Plan  (definování strategického plánu pro IT) 
 PO2 Define the Information Architecture  (definování architektury informací) 
 PO3 Determine Technological Direction  (určení technologického směru) 
 PO4 Define the IT Processes, Organisation and Relationships (definování IT 
procesů, organizace a vztahů)  
 PO5 Manage the IT Investment  (řízení IT investic) 
 PO6 Communicate Management Aims and Direction  (směry řízení 
komunikace)  
 PO7 Manage IT Human Resources  (řízení IT lidských zdrojů) 
 PO8 Manage Quality  (řízení kvality)  
 PO9 Assess and Manage IT Risks  (určení a řízení IT rizik) 
 PO10 Manage Projects  (řízení projektů) 
 
AI – Acquire and Implement (osvojení a implementace) 
 
 AI1 Identify Automated Solutions  (identifikování automatizovaných řešení) 
 AI2 Acquire and Maintain Application Software (pořízení a údržba aplikačního 
softwaru) 
 AI3 Acquire and Maintain Technology Infrastructure (pořízení a údržba 
technologické infrastruktury) 
 AI4 Enable Operation and Use (oprávněné operace a použití) 
 AI5 Procure IT Resources (opatření IT zdrojů)  
 AI6 Manage Changes  (řízení změn) 
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 AI7 Install and Accredit Solutions and Changes  (instalace a zplnomocnění 
řešení a změn)  
 
DS – Deliver and Support (dodání a podpora) 
 
 DS1 Define and Manage Service Levels  (určení a řízení úrovní údržby) 
 DS2 Manage Third-party Services (řízení služeb třetí stranou) 
 DS3 Manage Performance and Capacity  (řízení výkonosti a kapacit) 
 DS4 Ensure Continuous Service (zajištění průběžné údržby) 
 DS5 Ensure Systems Security (zajištění bezpečnosti systémů) 
 DS6 Identify and Allocate Costs (identififkace a lokalizace nákladů) 
 DS7 Educate and Train Users (školení a trénink uživatelů)  
 DS8 Manage Service Desk and Incidents (řízení havárijí) 
 DS9 Manage the Configuration (řízení nastavení) 
 DS10 Manage Problems (řízení problémů) 
 DS11 Manage Data (řízení dat) 
 DS12 Manage the Physical Environment (řízení fyzického prostředí) 
 DS13 Manage Operations (řízení operací) 
 
ME – Monitor and Evaluate  (dohlížení a hodnocení) 
 
 ME1 Monitor and Evaluate IT Performance (dohled a hodnocení nad výkonností 
IT) 
 ME2 Monitor and Evaluate Internal Control (dohled a hodnocení vnitřní 
kontroly) 
 ME3 Ensure Compliance With External Requirements (ujištení o shodě 
s externími požadavky) 
 ME4 Provide IT Governance (poskytnutí IT kontroly) 
 
 
Pro každý z těchto procesů je definován: 
 
 Process description = cíl a účel procesu (1 str. A4) 
 Control objectives = několik dílčích kontrolních cílů (1-3 str. A4) 
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 Management guidelines = definice vstupů do / výstupů z ostatních procesů, 
seznam klíčových aktivit procesu a rolí, resp. funkcí, které je provádějí, cíle a 
metriky (1 str. A4) 
 Maturity model = kritéria vyspělosti procesu pro zařazení na škále 0 – 5 
 
1.2.2. Metodika ITIL 
 
ITIL (IT Infrastructure Library - knihovna infrastruktury IT) poskytuje rámec 
pro ITSM (IT service management - správu služeb IT) na základě „nejlepších praktik“ 
(best practice) a je ve světě nejšířeji používaným a akceptovaným přístupem ke Správě 
služeb IT. (8)    
Neudržitelná situace na poli spolehlivosti IT služeb vedla britskou vládu k tomu, 
že pověřila CCTA (Central Computer and Telecommunications Agency) zpracováním 
příručky, podle které by organizace (jak vládní, tak soukromé), participující na 
dodávkách IT služeb pro britskou vládu, musely závazně postupovat .CCTA postupně 
vydává 46 svazků shrnujících nejlepší zkušenosti  z oblasti řízení IT služeb a 
infrastruktury pro potřeby britských vládních úřadů a podnikatelských subjektů 
dodávajících IT služby vládě. Se vznikem itSMF (IT Service Management Forum), jež 
se  stává  mezinárodní komunitou profesionálů i odborné veřejnosti z oblasti ITSM a 
ITIL začíná vydávání prvních certifikátů – Certifikát odborné způsobilosti pro oblast 
ITSM podle ITIL.  
 Vzniká OGC (Office of Government Commerce) sloučením 3 britských 
vládních agentur včetně CCTA, a stává se autoritou pro re-edice a vydávání 
dalších publikací ITIL  
OGC dokončuje práci na druhé verzi knihovny - původních 46 svazků knihovny je 
přepracováno do současné podoby. Základem druhé verze knihovny jsou tituly Service 
Support a Service Delivery, které obsahují podstatnou část z původních 46 svazků a v 
podstatě definují oblast ITSM. Jsou vydávány další díly knihovny ITIL. ITIL je již 
celosvětově rozšířen a díky tomu je považován za mezinárodní standard pro oblast 
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ITSM. Na konci roku 2005 byla vydána norma ISO  pro řízení IT služeb na základě 
procesního rámce dle ITIL, přičemž od r. 2006 jsou i v České republice certifikovány 
první společnosti.V říjnu 2006 vzniká česká pobočka itSMF, která pořádá první 
semináře, konference a workshopy. V průběhu roku 2007 je vydána 3 verze publikací 
ITIL. Jedná se o výraznou změnu koncepce, kde se středem zájmu stává IT služba a její 
celý životní cyklus (vývoj, implementace, změna, dodávání,…). (6) 
Rozdělení metodiky ITIL 
 
Metodika ITIL se dělí na 7 modulů: 
 
(1) Service Delivery (dodávka služeb): 
pokrývá procesy potřebné pro plánování a dodávku kvalitních služeb IT a 
zaměřuje se na procesy s delším časovým dopadem, spojené se zlepšováním 
kvality dodávaných služeb IT. 
 
(2) Service Support (podpora služeb):  
popisuje procesy spojené s každodenními aktivitami podpory a údržby 
spojenými s poskytováním služeb IT. 
 
(3) ICT Infrastructure Management/ICT IM (správa infrastruktury v ICT): 
pokrývá všechny aspekty ICT Infrastructure Managementu od identifikace 
obchodních požadavků přes nabídkový proces k testování, instalaci, rozšíření a k 
následným operacím a optimalizaci komponent ICT a služeb IT. 
 
(4) Planning to Implement Service Management (plánování implementace řízení 
služeb):  
zaměřuje se na problémy a úkoly související s plánováním, zaváděním a 
zlepšováním procesů Správy služeb v organizaci. Zaměřuje se rovněž na 
problémy související s kulturními a organizačními změnami, s rozvojem vize a 




(5) Application Management (správa aplikací):  
popisuje, jak spravovat aplikace od výchozí potřeby businessu přes všechny fáze 
životního cyklu aplikace až do vyřazení (včetně). Zejména klade důraz na to, 
aby projekty a strategie IT byly v těsném souladu s projekty a strategiemi 
businessu v celém životním cyklu aplikace, a tím aby bylo zajištěno, že business 
obdrží za své investice nejlepší hodnotu. 
 
(6) The Business Perspective (perspektiva bussinesu):  
poskytuje personálu IT radu a návod pro porozumění, jak mohou přispět k cílům 
businessu a jak jejich role a služby mohou být lépe přizpůsobeny a využity pro 
maximalizování jejich příspěvku. 
 
 
(7) Security Management (správa bezpečnosti):  
popisuje proces plánování a správy definované úrovně bezpečnosti informací a 
služeb IT, obsahující v to všechny aspekty související s reakcí na bezpečnostní 
incidenty. Zahrnuje rovněž analýzu a správu rizik a zranitelností a implementaci 
nákladově zdůvodněných protiopatření.(8) 
 
Service delivery (dodávka služeb) 
 
Modul ITIL Service Delivery pokrývá aspekty dodávky služeb s delším 
časovým horizontem a skládá se z procesů: Service Level Management, Financial 
Management for IT Services, Capacity Management, IT Service Continuity a 
Availability Management. Tyto procesy se v podstatě zabývají vývojem plánů pro 
zlepšování kvality dodávaných služeb IT. 
 
Proces Service level management (správa úrovně služeb) dojednává, 
dokumentuje, schvaluje a hodnotí požadavky a cíle obchodu (business) vyjádřené v 
Service Level Requirements (požadavky na službu) a v  Service Level Agreements 
(dohody o úrovni služeb). Financial Management for IT Services (správa financí pro IT) 
 22 
poskytuje základnu pro provozování IT jako businessu a pro vývoj organizace, která si 
je „vědoma nákladů“ („cost conscious“) a „nákladově efektivní“ („cost effective“).  
Proces Capacity Management (správa kapacit) se stará o to, aby v každém 
okamžiku byla k dispozici odpovídající kapacita potřebná k uspokojení požadavků 
obchodu (businessu), a to vyvažováním „obchodních požadavků s dodávkami IT“. 
Proces Správa IT Service Continuity Management (správa kontinuity služeb IT) 
produkuje plány obnovy navržené tak, aby po každém velkém incidentu, který 
způsobuje nebo potenciálně může způsobit výpadek, byly služby IT poskytovány na 
dohodnuté úrovni a v dohodnutém časovém plánu. Klíčovým aspektem je availability 
(dostupnost ).  
Proces Availability Management (správa dostupnosti)  je odpovědný za to, že 
dostupnost každé služby splňuje nebo překračuje cíle dostupnosti. Zároveň Process 
Availability Management zodpovídá za proaktivní a  průběžné zlepšování dostupnosti. 
Pro dosažení tohoto cíle proces Správa dostupnosti monitoruje, měří, reportuje a 
vyhodnocuje klíčové metriky pro každou službu a její části, což zahrnuje dostupnost 
(availability), spolehlivost (reliability), udržovatelnost (maintanability), servisovatelnost 
(serviceability) a bezpečnost (security). 
 
Service support (podpora služeb) 
 
Součást ITILU Service Support se zabývá především každodenní podporou a 
údržbovými procesy prostřednictvím procesů Incident Management, Problem 
Management, Change Management, Configuration Management a Release Management 
spolu s funkcí Service Desk.  
 
Proces Incident Management (správa incidentů) odpovídá za správu všech 
incidentů od zjištění a záznamu až po vyřešení a uzavření. Účelem Incident 
Managementu je co nejrychlejší obnova normální služby s minimálními dopady na 
obchod (business). Cílem procesu Problem Management (správa problémů) je 
minimalizovat nepříznivý dopad incidentů a problémů na obchod (business). Pro účinné 
a efektivní zpracování změn v provozu každé organizace IT je podstatný jediný 
centralizovaný proces Change Management (řízení změn). Proces Release Management 
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(správa releasů) pohlíží na změny IT služeb v globálních souvislostech, uvažuje přitom 
všechny aspekty releasů (uvolňování a akceptace SW a s ním spojeného HW), a to jak 
technické, tak netechnické. Proces Configuration Management (správa konfigurací) 
poskytuje základnu pro úspěšný IT Service Management a podporuje všechny další 
procesy. 
 
ICT infrastructure management (správa infrastruktury ICT) 
 
ICT Infrastructure Management/ICT IM zkoumá úkoly spojené s řízením 
infrastruktury ICT a globálně pokrývá její Management and Administration (správa a 
administrace), Design and Planning (návrh a plánování), Technical Support (technickou 
podporu), Deployment and Operations (rozmísťování a provoz). 
 
Řídící a administrativní úseky ICT IM jsou odpovědné za vytvoření co 
nejvhodnějšího prostředí, v němž je udržována zabezpečená infrastruktura pro dodávku 
kvalitních služeb IT businessu jak v současnosti, tak v budoucnu. Cílem je zlepšit 
efektivitu a účinnost infrastruktury ICT při současném plošném zajištění kvality 
poskytovaných služeb IT.  Funkce Design and Planning je odpovědná za všechny 
strategické otázky spojené s provozem funkce ICT. Komunikuje s businessem ve věci 
budoucích obchodních plánů a ze získaných informací za konzultací s ostatními úseky 
businessu a IT vytváří plány, architektury a strategie, potřebné pro zajištění současných 
a budoucích řešení IT. Technical Support zajišťuje, že pro podporu veškerých služeb 
dodávaných řízením infrastruktury ICT (ICT IM) je k dispozici nutná podpora, 
dovednosti a znalosti. 
 
Planning to implement service management (plánování implementace řízení 
služeb) 
 
Modul se zabývá implementací nebo zlepšením ITIL v organizaci a uvažuje 
takové aspekty, jako kde a kdy začít, organizační změnu, změnu kultury, plánování 
projektu a programu, definici procesu a zlepšování výkonnosti. 
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Poté co je potavena vize jsou položeny následující (v to níže uvedeném pořadí) na 
které se hledají odpovědi  
 
1. „Kde jsme nyní?“. 
2. „Kam se chceme dostat?“ 
3. „Jak se dostaneme k požadovanému cíli?“. 
4. „Jak ověříme, kam jsme se dostali?“ 
5. „Jak udržíme tempo?“ 
 
Application management (správa aplikací) 
 
Aby bylo možné plně porozumět Application management (správa aplikací), je 
nutné srovnání se Service management (správa služeb) a Application Development 
(vývoj aplikací). 
 
 Application Management (správa aplikací) je nadřazená množina, jež 
popisuje obecnou manipulaci nebo správu aplikace během celého životního 
cyklu 
 
 Application Development (vývoj aplikací) se zabývá aktivitami, jež jsou 
třeba pro plánování, návrh a tvorbu aplikace, která bude v konečné fázi 
užívána některou částí organizace pro vyřešení jejích obchodních požadavků 
 
 Service Management (správa služeb) se zaměřuje na aktivity, které se 
zabývají releasem, dodávkou, podporou a optimalizací aplikace. Hlavním 
cílem je zajistit, aby vyvinutá a nasazená aplikace mohla splnit definované 
úrovně služeb. 
 
Application management (správa aplikací) nahlíží na Application Development 
(vývoj aplikací) a všechny oblasti Service management (správa služeb)  jako na 
vzájemně propojené části celku, které musí být v souladu. Pro každou fázi aplikačního 
životního cyklu lze připravit kontrolní seznam (checklist), čímž se zajistí, že všechny 
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aspekty Správy služeb jsou kompletně posouzeny a osloveny. Přitom jsou 
identifikovány klíčové role Správy aplikací, jež je třeba ustanovit, aby bylo možné 
všechny tyto aktivity kompletně dokončit. 
 
Bussines perspective (perspektiva bussinesu) 
Cíle koncepce Perspektivy businessu týkající se dodávek služeb IT jsou: 
 
 umožnit personálu IT porozumět, jak mohou přispět k cílům businessu 
 umožnit personálu IT dodávat/zlepšovat služby IT pro podporu cílů 
businessu 
 umožnit personálu IT asistovat obchodu (businessu)při maximalizaci využití 
IT 
 umožnění firemní kultury, jež je komplementární a integrovaná s businessem 
 ovlivňovat, inovovat a umožňovat změny s cílem obchodních výhod 
 soulad IT s businessem. 
 
Efektivní procesy zajišťují, že procesy IT jsou v souladu s požadavky businessu a 
že dodavatelské prvky tento soulad rovněž podpírají a podporují. Proto je podstatné, aby 
mezi IT a businessem bylo vytvořeno partnerství tak aby IT a jejich dodavatelé zajistili, 
že se vytvoří organizace IT „vedená businessem“ (business-led). Pro dosažení tohoto 
souladu zájmů je třeba uvažovat řadu procesních oblastí a rolí. Klíčovými oblastmi 
procesu pak mohou být: 
 
 Business Relationship Management (správa vztahů s bussinesem) 
 Supplier Relationship Management (správa vztahů s dodavateli) 
 Review, planning and development of IT (revize, plánování a vývoj IT) 







IT Security management (správa bezpečnosti IT) 
 
 Správa bezpečnosti IT je procesem správy definované úrovně bezpečnosti 
týkající se informací, služeb IT a infrastruktury. IT Security Management umožňuje a 
zajišťuje, že: 
 
  jsou implementovány a udržovány bezpečnostní kontroly, které se zaměřují 
na změněné poměry, jako je změna businessu a požadavků na služby IT, 
prvků architektury IT, ohrožení atp. 
 jsou spravovány bezpečnostní incidenty 
 výsledky auditu ukazují adekvátnost bezpečnostních kontrol a přijatých 
opatření 
 jsou produkovány reporty, které prezentují stav informační bezpečnosti. 
 
Proces IT Security Management by měl být součástí popisu práce každého 
manažera IT. Management je odpovědný za přijetí příslušných kroků pro omezení rizik 
vzniklého bezpečnostního incidentu na přijatelnou úroveň.  
 
 
Obr.č. 2 Proces informační bezpečnosti ITIL 
Zdroj: (8) 
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Obr. 2 znázorňuje kompletní cestu od sběru požadavků zákazníka přes 
plánování, implementaci, vyhodnocení a údržbu - pod dohledem kontroly - s 
pravidelným reportováním stavu zákazníkovi, což celou smyčku uzavírá. (8) 
 
Klíčové sdělení metodiky ITIL spočívá v tom,  že služby IT existují jedině za 
účelem podpory obchodu (businessu) a jeho účinného a efektivního provozování.  
 
1.2.3. Srovnání a hlavní rozdíly COBIT a ITIL 
 
Aby byly pochopeny nejdůležitější rozdíly mezi uvedenými metodikami, musí 
být jasný rozdíl mezi pojmy IT management a IT governance.  
 
IT management se soustředí na efektivní poskytování služeb a produktů IT a na 
účinné řízení rozvoje a provozu IT. Snahou IT managementu je efektivně a účinně 
realizovat stanovené cíle, a proto se orientuje na taktické a operativní řízení. IT 
management je realizován zejména v rámci útvarů IT. Mezinárodně uznávaným 
rámcem IT managementu je ITIL.  
IT governance je odpovědností nejvyššího vedení, které svým příkladem, 
organizačním uspořádáním a vnitřními procesy zajišťuje, že IT přispívá a prohlubuje 
strategii a dlouhodobé cíle organizace. IT governance má širší pojetí a jeho snahou je 
definovat strategické cíle IT v souladu s potřebami a zájmy celé organizace. 
Mezinárodně uznávaným rámcem IT governance je COBIT. (9) 
 
Rozdíly z hlediska procesů 
 
COBIT oproti ITIL obsahuje propracovanější systém měření procesů ve vazbě 
na cíle, a navíc i způsob měření vyspělosti procesů. ITIL oproti COBIT obsahuje 
desítky best practices pro design a řízení procesů, základní procesní schémata, vzory a 






Nejdůležitější rozdíl lze tedy shrnout takto:  
 
 COBIT : propracovaný systém procesního měření 
 
 
 ITIL : desítky tipů, návodů, diagramů, šablon a dalších best practices pro design 
a správu procesů a řízení IT služeb 
 
Vývoj COBIT a ITIL probíhá za vzájemné spolupráce ITGI, OGC, ISACA, 
itSMF – v posledních verzích obou rámců byly odstraněny všechny zásadní vzájemné 




1.2.4. Norma ISO 20000 
 
 S pojmem ITIL úzce souvisí norma ISO 20000. Norma ISO/IEC 20000:2005 je 
první celosvětový standard, který se speciálně vztahuje k managementu služeb IT a 
zaměřuje se na zlepšování kvality, zvyšování efektivity a snížení nákladů u IT procesů. 
ISO 20000, které vzešlo ze standardu BS 15000, popisuje integrovanou sadu procesů 
řízení pro poskytování služeb IT a obsahově se řídí ustanoveními IT Infrastructure 
Library (ITIL). 
 Norma ISO 20000 Existuje ve dvou částech pod názvem „ISO/IEC 20000-
1:2005 Information technology – Service management – Part 1: Specification“ a 
„ISO/IEC 20000-2:2005 Information technology – Service management – Part 2: Code 
of practice“. Jak vyplývá z názvu, první část je určena pro posuzování a případně 
certifikaci kvality IT služby, druhá část slouží jako návod pro zavedení funkčního 
systému. 
 
Pro organizace může implementace normy ISO 20000 znamenat: 
 standardizací procesů a zefektivnění činnosti při poskytování IT služeb, 
 řízení IT služeb od strategie k vlastní úrovni IT služeb, 
 minimalizací výpadků s podstatným zvýšením kvality IT podpory a dostupnosti 
IT služeb, 
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 standardní procesy umožňující rychlé přizpůsobení IT změnám v podnikání 
nebo rozdílným požadavkům zákazníků, 
 získání konkurenční výhody před ostatními poskytovateli IT služeb, 




Další a v českém prostředí rozšířenějším způsobem přístupu k jakosti a certifikaci 
jakosti IT služeb je atestace a možnost získání atestu.  
 
Definice 
Atestace může být definována jako písemný doklad nebo potvrzeni provedeného 
testu. Tento dokument zpravidla nabývá dvou podob, a to elektronické a písemné. Jednu 
kopii si ponechává atestační středisko které atest provedlo, druhou obdrží žadatel. Atest 
má dvě části – veřejnou a neveřejnou.  
 
1.3.1. Atestační středisko 
 
Atestační zkoušku provádí a atest uděluje atestační středisko. V tomto případě bude 
využito služeb atestačního střediska informačních systémů ADA, s.r.o. Poprvé bylo 
středisko pověřeno k výkonu atestací v říjnu roku 2001. Podruhé získalo pověření v 
květnu 2007, na základě kterého je středisko oprávněno k provádění atestací: 
 
 Způsobilosti k realizaci vazeb ISVS s jinými IS prostřednictvím referenčního 
rozhraní ve smyslu zák. č.365/2000 Sb. a prováděcích právnich předpisů 
k tomuto zákonu, 
 Dlouhodobého řízení ISVS s požadavky zák. č. 365/2000 Sb. a prováděcích 




1.3.2. Postup atestačního střediska při atestaci  
 
1. Přijmutí podkladů pro atestaci podle vyhlášky č. 53/2007 Sb. 
2. Zahájení výkonu atestace 
3. Zkouška 
 
a) Posouzení úplnosti zápisu o dostupnosti ISVS žadatele v IS o ISVS 
 
b) Posouzení souladu realizace vazby s dokumentací a souladu použitých 
datových prvků 
 
 Soulad funkčnosti služby ISVS žadatele s technickou 
dokumentací – posuzuje se soulad skutečného řešení s technickou 
dokumentací pro všechny postupy, nebo pro jejich část, uvedené 
v technické dokumentaci služby v ostrém nebo testovacím 
prostředí  
 
 Soulad odpovědi ISVS žadatele na žádost o službu nebo 
informaci, včetně chybových hlášení, pokud při realizaci vazby 
dojde k jejich výskytu, s dokumentací služby 
 
 Soulad realizace vazby s dokumentací služby zpracovanou 
v souladu s § 2 odst. 3 vyhlášky č. 53/2007 Sb 
 
 Soulad způsobu zajištění bezpečnosti poskytované služby a 
rozsahu přístupových oprávnění a jejich případných omezení pro 
jednotlivé oprávněné uživatele služby s bezpečnostní politikou 
služby 
 
 Soulad datových prvků použitých při realizaci vazby s datovými 
prvky vyhlášenýmí prostřednictvím IS o ISVS a ISDP – posuzuje 
se, zda datové prvky odpovídají vyhlášeným datovým prvkům; 
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pokud v IS o ISVS nebudou datové prvky uvedeny, nebo budou 
nekompletní a nebo použité datové prvky nebudou vyhlášeny 
v ISDP, vyzve atestační středisko žadatele k doplnění  a následně 
soulad znovu ověří 
 
 Ověření v praxi probíha zvolenou variantou; postup musí být 
zapsán v protokolu o provedené zkoušce 
 
  
c) Zaznamenání údajů o průběhu zkoušky 
 
Posouzení každého hlediska je vyjádřeno slovním hodnocením 
splněno/nesplněno se záznamem hodnocení každého hlediska do 
protokolu o provedené zkoušce 
 
 
 Soulad vazby s technickou dokumentací služby pro všechny 
postupy uvedené v technické dokumentaci služby, nebo pro jejich 
část specifikovaných smlouvou  o provedení atestace 
s výsledkem splňuje/nesplňuje  
 
 Soulad odpovědi ISVS žadatele na žádost  o službu nebo 
informaci, včetně chybových hlášení, pokud při realizaci vazby 
dojde k jejich výskytu, s dokumentací služby s výsledkem 
splňuje/nesplňuje 
 
 Soulad realizace vazby s dokumentací služby s výsledkem 
splňuje/nesplňuje 
 
 Soulad způsobu zajištění bezpečnosti poskytované služby a 
rozsahu přístupových oprávnění a jejich případných omezení pro 
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jednotlivé oprávněné uživatele služby s bezpečnostní politikou 
služby s výsledkem splňuje/nesplňuje  
 
 Soulad datových prvků použitých při realizaci vazby 
s vyhlášenými datovými prvky v IS o datových prvcích 
s výsledkem splňuje/nesplňuje 
 
 
4. Proces odstaňování nedostatků žadatelem  
 
Žadateli bude umožněno nedostatky zjištěné v průběhu zkoušky odstranit 
 
 Nedostatky zjištěné v průběhu zkoušky oznámí atestační 
středisko žadateli a vyzve žadatele k odstranění nedostatků 
v dohodnutém termínu s případnou úpravou harmonogramu 
 
 Pokud žadatel nedostatky neodstraní, dokončí atestační středisko 
činnosti uvedené v části zkouška s původně předloženými 
dokumenty žadatele 
 
 Pokud žadatel nedostatky odstraní, provede atestační středisko 
činnosti uvedené v části zkouška s nově předloženými 
dokumenty žadatele 
 
5. Kompletace spisovného svazku a uchování dokumentů k atestaci po dobu 
10 let od data vystavení atestu 
 






2. Praktická část  
2.1. Informační systém WIN-X 
 
Informační systém WIN-X je komplexní informační systém pro řízení společností, 
který ve svých modulech provázaně řídí a digitalizuje činnosti jednotlivých oblastí 
podnikového řízení.  
Celá kompozice systému je v n-vrstvé komponentní technologii, kdy jako datové 
úložiště je používán MS SQL Server 2000 nebo 2005 a pro aplikační a Bussines vrstvu 
jsou využívány možností integrovaného jazyka Vissual Basic (VBA) v prostředí MS 
Office a .NET Frameworku. Pro běh aplikačního jádra je používán operační systém 
Windows 2000 Server nebo Windows Server 2003, kdy se uživatelé připojují 
k aplikačnímu serveru prostřednictvím služby Terminal Services, což značně spoří 
náklady na nové pořizování techniky i vlastní údržbu aplikace. V takovém případě se 
stanice používají pouze jako terminály, bez jejich většího zatěžování. Veškerá data jsou 
do systému ukládána pouze jednou a jsou metodou postupné dědičnosti sdílena ve všech 
aplikacích, případně odkudkoliv přístupná. V principu se jedná o práci, kdy jednotlivé 
požadavky jsou zadávány na terminálech, avšak jejich realizace probíha na  
jednotlivých serverech. 
 




Hlavní výhody IS WIN-X: 
 Investice pouze do SQL serveru, případně do 2-3 aplikačních serverů v nižší 
cenové hladině. V případě většího zatížení je možné SQL servery řetězit do 
tzv. serverových farem, kdy jedna farma může obsahovat až 10 serverů. U 
aplikačního serveru je zkušenost, že na cca 15-20 připojení stačí jeden 
aplikační server (běžná komerční stanice v hodnotě do 30.000 Kč) 
 Terminal server umožňuje okamžitou vzdálenou údržbu, bez nutnosti fyzické 
přítomnosti. Reakční rychlost na vzniklý problém je několik minut od 
nahlášení. Dále je účinná podpora prostřednictvím HOT-LINE jenž může 
přebírat obrazovky obsluhy a přímo řešit požadovanoé situace. 
 Jednoduchá instalace, instaluje se pouze na aplikační servery, bez nutnosti 
fyzicky obcházet jednotlivá pracoviště. 
 Provoz i fyzicky oddělených pracovišť na centrálním serveru, pomocí 
připojení k internetu. 
 Jednoduché intuitivní ovládání 
 Plné sdílení funkcí kancelářského balíku MS Office 
 Konzistentní datový model bez duplicitních informací 
 
2.2. Dekompozice IS WIN-X 
 
Skupinu produktů WIN-X lze rozdělit do tří základních produktových řad: 
 WIN-X ENVI - IS  pro společnosti zabývající se svozem a likvidací odpadů  
 WIN-X EKO - komplexní ekonomické agendy  
 WIN-X LEAS - IS  pro společnosti zabývající se finančním a operativním 
leasingem a souvisejícími finančními službami (splátkový prodej, půjčky, 





2.2.1. WIN-X ENVI 
Jedná se o ucelený informační systém vyvinutý pro společnosti zabývající se 
svozem a likvidací komunálních a průmyslových odpadů. Svou koncepcí a robustností 
je určen především středním a velkým firmám. Jedná se o velmi rozsáhlý a 
sofistikovaný systém, jež digitalizuje, řídí, vyhodnocuje a sjednocuje informační toky 
na všech pracovištích. Systém je rozdělen do těchto základních modulů: 
 WIN-X ENVI ODPADY  
 WIN-X ENVI DISPEČER 
 WIN-X ENVI VÁHA 
 WIN-X ENVI HLÁŠENÍ A SKLAD 
 




Obr.č. 4 Schéma IS WIN-X ENVI 
Zdroj: (2) 
 
Modul WIN-X - ODPADY slouží především ke sledování a vyhodnocování 
obchodních a marketingových aktivit koncového uživatele. Integruje několik funkcí, 
mezi  základní patří evidence a vyhodnocování a zpracování všech obchodních případů 
(objednávek, smluv, nabídek)  včetně tisku příslušných dokumentů (smlouva, dodatek 
smlouvy apod.), dále pak evidence odpadů a dalších informací s odpady souvisejícími 
 36 
jako například evidence likvidačních míst, stanovišť s kontejnery, ceníky, evidence 
kontejnerů, evidence jízd s odpady, sběr druhotných surovin apod.  
Modul WIN-X - DISPEČER slouží především ke sledování a vyhodnocování 
provozních a dopravních aktivit koncového uživatele. Integruje následující funkce - 
evidence a vyhodnocování všech dopravních a zpracovatelských výkonů jako denních 
záznamů, jízd, ostatních souvisejících činností atd. Mezi další funkce modulu patří 
evidence vozidel, pojistných událostí, oprav, příslušenství na vozidle včetně 
vyhodnocování rentability vozidel, statistické přehledy, evidence spotřeby PHM, 
evidence provozních údajů a náplní vozidel atp.  
Modul WIN-X - VÁHA slouží ke sledování a vyhodnocování skládkových činností 
a činností jež přímo souvisí se stacionárním vážícím zařízením uživatele. Systém 
umožňuje ve svých evidencích podrobně evidovat jednotlivá vážení, včetně všech 
souvisejících podkladů. Zdrojem je evidence obchodních údajů z modulu WIN-X ENVI 
Odpady. Systém automaticky vytváří záznamy do všech souvisejících agend. Modul 
integruje  funkce: propojení na vážící zařízení odběratele, zpracování a evidence 
jednotlivých vážení, včetně tisku všech dokladů (vážní lístky, doklady o převezetí, 
faktury atd., evidence výběru poplatků, tržeb a uložení odpadu). Dále inteligentní vážní 
formulář s možností automatického přeplňování množství údajů (vozidla, tary, vazba 
vozidlo smlouva, vnitropodnikové vztahy rozpočty cenových hladin a kritérií apod.). 
Modul WIN-X – HLÁŠENÍ A SKLAD slouží  k vyhodnocování pohybů a stavů 
odpadů jak na jednotlivých likvidačních místech (LM) koncového uživatele, tak i na 
koncových zařízení kam odpady koncového uživatele směřují. Systém agreguje všechny 
potřebné informace také pro tvorbu všech zákonných hlášení, případně vytváří podklady 
pro jejich vyplnění. Vedle zákonných evidencí koncových uživatelů umožňuje také 
vedení ročních hlášení za zákazníka a to jak u evidencí vycházejících z evidence 
koncového uživatele, tak i u evidencí vycházející z dodaných dat, jež nemají s evidencí 
koncového uživatele žádnou souvislost. Systém umožňuje ve svých evidencích 
podrobně evidovat hlášení a zákonné výkazy, včetně všech souvisejících podkladů. 
Zdrojem je evidence pohybu odpadů z modulu WIN-X ENVI Dispečer. Tento modul 
integruje základní funkce: Evidence pohybů a stavů odpadů na libovolném sledovaném 
LM, zpracování a evidence jednotlivých zákonných dokladů,  evidenci produkcí 
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zákazníka v libovolném členění, systém kontrol a oprav prvotních chyb uživatelů  a 
podklady pro další evidence.  
  
Všechny tyto moduly generují podklady z ostatních provozních modulů tak, aby 
informace vložené do systému byly vloženy jen jednou. Toto je důležité nastavení 
zamezující nechtěné redundanci dat.  
 
2.2.2. WIN-X EKO 
 
Jedná se o ucelený informační systém ekonomických agend. Svou koncepcí a 
robustností je určen především středním a velkým podnikům. Je možné jej dodávat 
odděleně, nebo společně s sadou programů WIN-X ENVI popř. WIN-X LEAS. Systém 
je rozdělen do následujících modulů: 
 WIN-X EKO UCTO  
 WIN-X EKO FAKTURACE 
 WIN-X EKO MAJETEK  
 WIN-X EKO POKLADNA  
 WIN-X EKO SKLAD  
 WIN-X EKO ABO  
  
Složení a principiální schéma fungování znázorňuje následující schéma (viz. obr.č.5) 
 
Obr.č. 5 Struktura produktu WIN-X EKO 
Zdroj: (2) 
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Modul WIN-X - UCTO je autonomní součástí informační platformy WIN-X EKO. 
Jedná se o modul obsahující podvojné účetnictví , evidence DPH, saldokonta atd. Je 
určen pro střední a větší organizační jednotky s možností účtování v konsolidacích či 
výkaznictví v různých metodikách. 
Modul WIN-X EKO – FAKTURACE slouží především ke generování, tiskům a 
správě fakturačních případů. Systém umožňuje ve svých evidencích podrobně evidovat 
jednotlivé platební doklady včetně souvisejících příloh. Zdrojem jsou podklady 
generované provozními agendami (WIN-X ENVI a WIN-X LEAS). Taktéž je  
umožňena  ruční fakturace (faktura přímo vytvořená uživatelem). Automaticky jsou 
vytvářeny  záznamy do všech souvisejících agend. Modul integruje následující funkce: 
Generování a tisk faktur, včetně příloh a souvisejících dokladů, generování a tisk 
upomínek, sledování platební kázně a souvisejících evidencí včetně tisku složenek a 
vazby  na SIPO. Vytváří podklady pro automatické účtování do modulu Účetnictví.  
Modul WIN-X EKO – MAJETEK řeší agendu evidence investičního majetku. 
Obsahuje funkce pro práci s evidencí majetku, evidenci přehledů a soupisů provedených 
přírůstků, úbytků a převodů v evidenci za zvolený časový interval. Dále soupis 
evidovaného majetku podle inventárních čísel, tvorba podkladů pro inventury ke 
zvolenému období a statistické výstupy a přehledy. Dělí se na části Odepisovaný 
majetek a Evidovaný majetek.  
 
Modul WIN-X EKO – POKLADNA řeší správu finančních prostředků v pokladně.  
Modul WIN-X EKO – SKLAD slouží k evidenci skladu a veškerých souvisejících 
transakcí. Systém podporuje veškerou práci pro sklady středního a velkého rozahu 
včetně možnosti meziskladových a jiných převodů .Tento modul integruje funkce: 
Evidence libovolného množství skladů, evidence materiálových karet, možnost jejich 
členění dle libovolných podmínek do několika definovaných skupin, evidence 
veškerých skladových pohybů vč. evidence objednávek a jejich vykrytí, možnosti 
automatizace objednání nevykrytých zásob apod.. 
Modul WIN-X EKO -  ABO (automatizované bankovní operace) slouží především 
ke komunikaci s bankou a automatickému zpracování bankovních transakcí. Systém 
 39 
umožňuje ve svých evidencích podrobně evidovat jednotlivé účty, oprávněné osoby, a 
práva k nim. Modul integruje následující funkce: Nastavení pracovních parametrů 
mechanismů zpracování ABO případů (např.pracování klíčování koncového 
variabilního symbolu dle nastavených vazeb). Možnosti nastavení jsou opravdu 
rozsáhlé jak je vidět i z následujícího obrázku (viz.obr.č.5). 
 
 







2.2.3. WIN-X LEAS 
Tato část rodiny IS WIN-X poskytuje následující funkce pro finanční a 
operativní leasing a splátkové prodeje: Nastavení parametrů dle platných zákonů a 
zvyklostí v organizaci, obchodní příprava a kalkulace smluv, tvorba platebních 
kalendářů, uzavírání smluv, návrh, tvorba a tisk dokladů potřebných pro uzavření 
smlouvy. Dále evidence smluv, splátek, úvěrů a jejich placení, pojištění, ale i 
pracovníků apod. Základní podobu systému znázorňuje následující obrázek (viz. 
obr.č.6). 
 






2.3. Analýza problému a současné situace 
 
Firma BC Logia v současné době nemá certifikován svůj jediný produkt, IS WIN-X, 
a vedení společnosti by si přálo tento fakt změnit, jelikož od atestace svého produktu je 
očekáván jasný signál potencionálním zákazníkům o kvalitě tohoto produktu.  Je tedy 
nutné popsat stávající procesy a navrhnout podobu jejich zdokumentování tak, aby IS 
WIN-X na základě této dokumentace úspěšně absolvoval atestační řízení a obdržel 
certifikát jakosti.  
V této části práce bude popsán rozsah atestace a budou analyzovány oblasti do 
tohoto rozsahu spadající. Následně  bude pro jeden vybraný proces konkrétně navrhnuta 
podoba dokumentace.  
 
2.3.1. Rozsah atestace 
 
Rozsah atestace je předem dohodnut ve smlouvě mezi atestačním střediskem a 
žadatelem. V tomto konkrétním případě se bude posuzovat velikost shody se 
standardem ISVS (informační systém veřejné správy): 
 
 Standard ISVS pro náležitosti procesu a metodiky atestace jakosti produktu 
 
 Standard ISVS -  je soubor pravidel pro vytváření, rozvoj a využívání informačních 
systémů veřejné správy uveřejněný ve Věstníku. Správci informačních systémů veřejné 
správy jsou ministerstva, jiné správní úřady, orgány územní samosprávy a další státní 
orgány. Tvorbu standardů zajišťuje Ministerstvo informatiky ČR ve spolupráci s orgány 
veřejné správy, samostatně je vyhlašuje a uveřejňuje ve Věstníku. 
 









2.3.2. Tvorba informačního systému  WIN-X 
 
Proces tvorby informačního systému WIN-X lze rozdělit do několika kroků, 




Obr.č. 8 Tvorba IS WIN-X 
Zdroj: Vlastní tvorba 
 
 
Veškeré požadavky na úpravu stávající či tvorbu nové funkčnosti jsou přijímány 
prostřednictvím webové aplikace Zákaznické centrum, kde jsou tyto požadavky 
evidovány, tříděny a vyhodnocovány. Analýzu požadavku zpracuje analytik pomocí 
nástroje Use Case a připraví podklady pro naprogramování funkce.  Při vlastním 
programování je užito interní knihovny sdílených podprogramů. Poté je upravená, resp. 
nová funkce pečlivě otestována pracovníky Zákaznického centra. Po otestování je 
fuknce zařazena do instalace následující verze. Všechny tyto výše uvedené kroky jsou 








Požadavek na úpravu funkčnosti,  





2.3.3. Implementace informačního systému WIN-X 
 
 
Implementace informačního systému WIN-X se řídí plánem impelmentace. Jeho 
jednotlivé kroky jsou znázorněny na následujícím obrázku (viz.obr.č.9). 
 
 
Obr.č. 9 Plán implementace 
Zdroj: Vlastní tvorba 
 
Instalace IS je provedena na minimální (optimální) doporučenou HW 
konfiguraci  v sídle zákazníka. Bezprostředně po instalaci následuje nastavení 
základních parametrů IS nutných k chodu systému. Školení uživatelů probíhá postupně 
dle jednotlivých uživatelských rolí v systému, tzn.že nejdříve jsou školeni uživatelé, 
kteří naplní základní číselníky (organizační, účetní atd.). Od tohoto okamžiku mají 
všichni uživatelé plně k dispozici zákaznickou podporu dodavatele. Posloupnost školení 
uživatelů odpovídá průběhu toku dat systémem. Plnění IS daty je realizováno výhradně 
proškolenými uživateli v pořadí definovaném v předchozím kroku. Po naplnění IS daty 
a kompletním proškolení uživatelů je zahájen testovací provoz. Ten slouží ke srovnání 
zda data na výstupu odpovídají skutečnosti. Po vyhodnocení testovacího provozu a 





Instalace IS WIN-X 
Nastavení základních parametrů 
Školení uživatelů 




2.3.4. Vlastní návrhy řešení, přínos návrhů řešení 
 Procesů spadajících pod rozsah atestace (tedy tvorba a impelementace) je 
několik desítek (v příloze č.1 je uveden jejich seznam). Jelikož jedna z metodik 
používaných při atestačním řízení je metodika COBIT, tak se vybrané procesy značí dle 
34 IT procesů v této metodice definovaných. Ze 4 oblastí (plan and organise, delivery 
and support, monitor and evaluate, acquire and implement ) byla vybrána skupina 
procesů Delivery and Support (dodání a podpora). Tato skupina byla vybrána, protože 
se zaměřuje přímo na kontakt se zákazníkem a řešení jeho požadavků či problémů, čímž 
je poskytována zpětná vazba  od zákazníků, která je pro hodnocení kvality velmi 
důležitá. Skupina procesů Delivery and support je v IS WIN-X definována těmito 
procesy (viz.tab.č.1) 
 
DS Číslo Delivery and Support (dodání a podpora) 
 1 Definování úrovně služeb 
 2 Řízení externích služeb třetích stran 
 3 Řízení výkonu a kapacit 
 4 Zajišt´ování nepřetržitých služeb 
 6 Výběr a sledování nákladů na produkt 
 7 Školení uživatelů produktu 
 8 Podpora řešení problémů uživatelů produktu 
 10 Řízení havárií a problémů produktu 
 11 Podpora správy dat 
 13 Podpora řízení pracovních postupů 
 
Tab.č. 1 Definováné procesy z oblasti Delivery and support pro IS WIN-X 
Zdroj: Vlastní tvorba 
  
 
V tabulce lze vidět jednotlivé definované procesy. V metodice COBIT je 
definovaných procesů 13, pro rozsah atestace IS WIN-X však nejsou definovány 






DS1 Definování úrovně služeb  
 
Popisuje jaká práva a povinnosti vznikají podpisem smlouvy pro smluvní strany, 
vymezuje licenční podmínky. Dále určuje jaké jsou standartně poskytované služby 
zákazníkům jako např.cyklus školení zákazníků, telefonická podpora Hot-line, podpora 
při haváriích apod. 
 
DS2 Řízení externích služeb třetích stran  
 
 
Proces se zabývá popisem vyhodnocení potřeby zajištění služeb třetích stran, 
uzavřením smluv s nimi a zpětnou kontrolou dodávek služeb třetích stran 
 
DS3 Řízení výkonu a kapacit produktu WIN-X  
  
Celý proces se dělí na tři části – lidské zdroje, datová správa, kapacita 
vytíženosti pro zákaznické centrum. Část lidské zdroje je odkazována do samostatného 
procesu (PO7 Řízení lidských zdrojů). V části Datová správa jsou definovány 
minimální systémové požadavky pro běh IS WIN-X a pravidelná údržba. V poslední 
části Kapacita vytíženosti pro zákaznické centrum je popsáno sledování práce  
zákaznického centra (ZAC), jeho vyhodnocení a na základě tohoto vyhodnocení jsou 
definovány automatizované kroky vedoucí k optimalizaci.  
 
DS4 Zajišt´ování nepřetržitých služeb 
  
 V tomto procesu jsou popsány doby poskytování služeb a podmínky vedoucí 
k mimořádným krátkodobým úpravám (zpravidla havárie).  
 
DS6 Výběr a sledování nákladů na produkt WIN-X 
 
 Proces DS6 se zaměřuje na dvě části  
– evidence a sledování nákladů na produkt  
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– evidence a sledování výnosů na produkt 
 
DS7 Školení uživatelů produktu WIN-X 
 
 Obsahem procesu Školení uživatelů produktu WIN-X je popis jednotlivých 
cyklů školení při předání produktu zákazníkovi; podrobná metodika školení; průběh 
školení a užívané školící prostory či materiály. Součástí procesu DS7  je výsledný 
způsob hodnocení školení a vystavení odpovídajících dokumentů (protokol o školení).  
 
DS8 Podpora řešení problémů uživatelů produktu WIN-X  
 
 V tomto procesu jsou zachyceny různé způsoby obdržení informace o problému 
a jeho následné řešení. Je zde podrobně popsána cesta problému společností, od 
obdržení, přes jeho vyhodnocení, předání k řešení a následném vyřešení. 
 
 
DS11 Podpora správy dat v produktu WIN-X 
 
 Proces se soustředí pouza na zálohování dat. Definuje dva modely zálohování 
podporované firmou BC Logia.  
 
DS13 Podpora řízení pracovních postupů v produktu WIN-X 
 
 Tento proces popisuje 4 oblasti definovaných procesů (viz výše) a odkazuje do 
jednotlivých procesů těchto částí.  
 
DS10 Řízení havárií a problémů produktu WIN-X 
 
Pro návrh zpracování dokumentace byl vybrán proces Řízení havárií a problémů 
produktu WIN-X, protože ve své podobě vhodně reprezentuje vybranou oblast Delivery 
and support.  
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 Nejprve je nutné navrhnout značení procesu. Optimální řešení se samo nabízí – 
písemná zkratka je tvořena prvními písmeny oblasti ze které proces pochází, následuje 
jeho číslo v pořadí oblasti a samotný název procesu. 
Poté je vhodné zařadit dělení dokumentace, kdy je v první části velice stručně 
popsán obsah dokumentace pro tento proces.  
Další část bude tvořit sestavená tabulka, kde ve sloupcích  je název kroku 
procesu, pod kterým bude tento krok rozebrán podrobněji. V dalším sloupci je role 
pracovníků v procesu. Třetí sloupec uvádí odpovědného pracovníka za konkrétní krok 
procesu, a v posledním sloupci je uveden  zástupce. Tyto dva sloupce obsahují velmi 
důležité informace a jejich přítomnost je naprosto nezbytná. Z důvodů ochrany 
osobních informací jsou konkrétní osoby uvedeny pod jejich iniciály (tato část atestu je 
neveřejná – v dokumentaci pro atestační středisko jsou samozřejmě uvedena celá 
jména). Další sloupec určuje personální kapacitu pro každý krok tohoto procesu. Tyto 
informace jsou důležité pro oblast řízení lidských zdrojů a napovídají o náročnosti 
jednotl.kroků. Poslední sloupec informuje pouze o zkratce pod kterou je krok uveden a 
napomáhá lepší orientaci v rámcí procesu.  
 Pod tabulkou se může nacházet odkaz, odkazující do jiného procesu na 
detailnější popis. V tomto konkrétním případě se jedná o odkaz do procesu PO7 Řízení 
lidských zdrojů kde jsou vysvětleny zkratky pro role v procesu.  
V další části následuje popis jednotlivých kroků procesu. Tento popis musí být 
fakticky správný a úplný. Současně jsou nežádoucí jakékoliv redundantní informace. 
Vzhledem k propojenosti některých procesů je obvyklé odkazování na proces kde je již 




1. Havarijní stav 1 – definován: 
 
 nemožností práce s celým produktem 
 nemožností spuštění produktu 
 „pádem“ aplikace 
 ztrátou dat zákazníka 
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2. Havarijní stav 2 – definován: 
 Znemožněním práce s dílčí částí (modulem) produktu 
 
3. Havarijní stav 3 – definován: 
 




Po jejich definování je popsán postup jejich řešení: 
  
Havarijní stav je předběžně vyhodnocen příslušnou rolí, které byla havárie 
nahlášena zákazníkem a dále konzultován s rolemi VP, HVP, AN za účelem zjištění 
podstaty havárie. 
 
Možnosti nahlášení havárie: 
 
 telefonicky na „Hot-line“ 
 písemně na Zákaznické centrum 
 telefonicky na mobilní telefon role, která drží pohotovost v době mimo pracovní 
dobu a v době pracovního volna 
 
 Havarijní stav 1 
  
 V pracovních dnech řeší ZAC (zákaznické centrum) dle obsahu DS8 Podpora 
řešení problémů uživatelů produktu WIN-X.  Rozklíčovaný problém předá k řešení roli 
HVP, která určí pověřenou roli VP k odstranění havárie.Ve dnech pracovního volna a 
svátků je řešení havarijního stavu zajištěno odpovědným pracovníkem v roli VP, který 
drží pohotovost. Pohotovost zajišt´uje role VP formou příjmu oznámení havárie 
zákazníkem na určený mobilní telefon. Po vyhodnocení stavu se havárie řeší 
bud´operativně ihned, nebo se havárie zahrne do havarijního stavu 2. popř.3.. O návrhu 
řešení odstranění havárie informuje roli HVP. Konkrétního pracovníka zajišt´ujícího 
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pohotovost určuje role HVP. Stanovení konkrétního VP pro určený časový úsek vychází 
z  interních předpisů a termínů společnosti BC Logia.  
 
Řešení havarijního stavu: 
 Oprava prostřednictvím vzdáleného přístupu, v případě nutnosti garantovaná 
návštěva do 24 hodin. 
  
Havarijní stav 2 
 
Znemožnění práce s dílčí částí (modulem) produktu.V pracovních dnech a ve  dnech 
pracovního volna – popis řešení viz. Havarijní stav 1.  
 
Řešení havarijního stavu  
Oprava prostřednictvím vzdáleného přístupu, v případně nutnosti garantovaná 
návštěva do 24 hodin. 
 
Havarijní stav 3  
Nefunkčnost dílčích systémových funkcí.V pracovních dnech řeší a ve dnech 
pracovního volna – popis řešení viz. Havarijní stav 1.  
 
Řešení havarijního stavu  
Oprava prostřednictvím vzdáleného přístupu, v případně nutnosti garantovaná 
návštěva do 24 hodin. 
 
Poslední část uvádí doplňující informace o procesu. Tyto části už se netýkají 
jednotlivých kroků procesu, proto nejsou uvedeny v tabulce. 
Konkrétní podoba procesu může být navrhnuta takto (výsledná podoba procesu 










Ve konkurenčním trhu, jakým trh IT je, je vyvíjen neustálý tlak na  zvýšení 
efektivity poskytovaných služeb a současné snížení nákladů. K vyhledání kritických 
míst napomáhá procesní přístup. Přijetí procesního přístupu je významnou změnou pro 
celou společnost a proto je zapotřebí, aby procesy byly definovány (a následně popsány) 
tak, aby podporovaly obchodní potřeby organizace. To, že jsou procesy jednoznačně 
specifikovány a zdokumentovány, lze s úspěchem použít v situaci, kdy se společnost 
snaží získat certifikaci. 
Ve své Bakalářské práci jsem se zabýval kvalitou. V teoretických poznatcích práce 
jsem se pokusil definovat kvalitu, načež jsem se zabýval různými způsoby měření.  
Prostudoval a popsal jsem světově uznávané a používané metodiky COBIT a ITIL, 
stejně jako normu ISO 20000 navrženou speciálně pro zkoumání kvality IT procesů.  
V další kapitole jsem se zabýval v českém prostředí rozšířenější metodou k přístupu 
měření kvality – atestací.  
V praktické části práce jsem popsal informační systém firmy BC Logia, IS WIN-X. 
Tento informační systém v současné době nemá zpracovanou dokumentaci pro atestační 
řízení. Mým hlavním úkolem bylo kategorizovat procesy ve firmě BC Logia dle 
metodiky COBIT. Dalším cílem byl stručný obsahový návrh jednotlivých procesů a u 
vybraného procesu byl proveden detailní popis a návrh dokumentu pro dokumentaci 
procesů. Výsledkem práce je návrh systému popisu jednotl. procesů a návrh popisu 
vybraného procesu, pomocí něhož budou ve firmě BC Logia zpracovány podklady pro 
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Seznam definovaných procesů IS WIN-X 
Zkratka Číslo Název 
PO  Plan and Organise (plánování a organizace) 
 1 Definování globálního návrhu produktu 
 2 Návrh informační architektury produktu 
 3 Definování technologického prostředí produktu 
 4 Definování návrhu produktu 
 5 Řízení ekonomických hledisek produktu 
 6 Oponentní řízení a schvalování návrhu 
 7 Řízení lidských zdrojů produktu 
 8 Zajištění shody s externími požadavky 
 10 Řízení projektu produktu 
 11 Řízení jakosti produktu 
AI  Acquire and Implement (osvojení a implementace) 
 1 Rámec realizace řešení 
 2 Řešení aplikační části 
 3 Řešení technologické platformy 
 4 Vývoj a údržba systémových procedur produktu 
 5 Řešení procesu instalace a zavedení produktu 
 6 Řízení změn v produktu 
DS  Delivery and Support (dodání a podpora) 
 1 Definování úrovně služeb 
 2 Řízení externích služeb třetích stran 
 3 Řízení výkonu a kapacit 
 4 Zajišt´ování nepřetržitých služeb 
 6 Výběr a sledování nákladů na produkt 
 7 Školení uživatelů produktu 
 8 Podpora řešení problémů uživatelů produktu 
 10 Řízení havárií a problémů produktu 
 11 Podpora správy dat 
 13 Podpora řízení pracovních postupů 
ME  Monitor and Evaluate (dohlížení a hodnocení) 
 1 Monitorování provozu produktu 
 3 Sledování zpráv o ověřování produktu 
Přílohy  Přílohy ke stávajícím procesům 
AI 3 Příloha AI3 Řešení technologické platformy 
AI 6 Příloha AI6 Popis systémových procedur 
 






Příloha č.2  
Výsledná podoba dokumentace procesu Řízení havárií a problémů produktu WIN-X 
 
DS10 Řízení havárií a problémů produktu WIN-X  
 
 
DS10.1 Popis řízení havárií a problémů produktu 
 
V celé historii produktu WIN-X se nestalo, aby problém nebo havárie nebyl vyřešen 
déle než do 16 hodin, a to včetně instalace v Azerbajdžánu.  
 
 
DS10.2 Jednotlivé kroky procesu  
 







































Definice problémů AN, HVP IV PH 4 osoby DS10.2.2.b 
 
Vyhodnocení stavu havárie nebo 
problému VP, HVP, AN PH IP 4 osoby DS10.2.2.c 
 
Podpora při haváriích produktu a 












Odkaz: Podrobný popis definice rolí v procesu  je uveden v procesu PO7 Řízení lidských zdrojů v bodu 2.2.b. 
 
 
DS10.2.2 Popis jednotlivých kroků procesu 
  
 
DS10.2.2.a Definice havárií 
 
1. Havarijní stav 1 – definován: 
 nemožností práce s celým produktem,  
 nemožností spuštění produktu,  
 „pádem“ aplikace,  
 ztrátou dat zákazníka. 
 
  
2. Havarijní stav 2 – definován: 
 znemožněním práce s dílčí částí (modulem) produktu, 
 
3. Havarijní stav 3 – definován: 
 nefunkčností dílčích systémových funkcí. 
 
DS10.2.2.b Definice problémů 
 
Odkaz: Postup řešení problémů uživatelů je podrobně popsán v procesu AL6 Řízení změn produktu – práce Zákaznického centra, 
práce s ohlasem. 
 
 
DS10.2.2.c Vyhodnocení stavu havárie 
 
Havarijní stav je předběžně vyhodnocen příslušnou rolí, které byla havárie nahlášena 
zákazníkem a dále konzultován s rolemi VP, HVP, AN za účelem zjištění podstaty 
havárie. 
 
Možnosti nahlášení havárie: 
 telefonicky na Hot-line, 
 písemně na Zákaznické centrum, 
 telefonicky na mobilní telefon role, která drží pohotovost v době 
mimo pracovní dobu a v době pracovního volna. 
 
  
DS10.2.1.d Podpora při haváriích produktu a řešení odstranění havárie 




4. Havarijní stav 1  
V pracovních dnech řeší ZAC dle popisu DS8.2.2.a., DS8.2.2.b. a rozklíčovaný problém 
předá k řešení roli HVP, která určí pověřenou roli VP k odstranění havárie. 
 
Ve dnech pracovního volna a svátků je řešení havarijního stavu zajištěno 
odpovědným pracovníkem v roli VP, který drží pohotovost. Pohotovost zajišťuje 
  
role VP formou příjmu oznámení havárie zákazníkem na určený mobilní telefon. Po 
vyhodnocení stavu havárie řeší buď operativně ihned, nebo havárii zahrne do 
havarijního stavu 2. popř. 3.. O návrhu řešení odstranění havárie informuje roli 
HVP. 
Konkrétního pracovníka, zajišťujícího pohotovost, určuje role HVP.  
Stanovení konkrétního VP pro určený časový úsek je zaznačeno v Interních 
termínech společnosti.  
 
 
Řešení havarijního stavu  
Oprava prostřednictvím vzdáleného přístupu, v případně nutnosti garantovaná 
návštěva do 24 hodin. 
 
5. Havarijní stav 2 - Znemožnění práce s dílčí částí (modulem) produktu. 
V pracovních dnech řeší role ZAC dle popisu DS8.2.2.a., DS8.2.2.b.. 
Ve dnech pracovního volna – popis řešení viz. Havarijní stav 1.  
 
Řešení havarijního stavu  
Oprava prostřednictvím vzdáleného přístupu, v případně nutnosti garantovaná 
návštěva do 24 hodin. 
 
6. Havarijní stav 3 - Nefunkčnost dílčích systémových funkcí. 
V pracovních dnech řeší role ZAC dle popisu DS8.2.2.a., DS8.2.2.b.. 
Ve dnech pracovního volna – popis řešení viz. Havarijní stav 1.  
 
Řešení havarijního stavu  
Oprava prostřednictvím vzdáleného přístupu, v případně nutnosti garantovaná 
návštěva do 24 hodin. 
 
 





DS10.4 Odpovědnost za proces 
Ivan Vystrčil, AN 
 
DS10.5 Zástupce odpovědné osoby 
Petr Hromádka, HVP 
 
DS10.6 Formalizace procesu 
Listopad 2003. 
 
DS10.7 Čas zajišťování procesu společností 
V pracovní dny v rozmezí 8:00 – 17:00 hodin zajišťuje role ZAC. 
Ve dnech pracovního volna zajišťuje pověřená role pohotovost operativně. 
Příjem požadavků na  internetový portál 24 hodin – vyřízení v době od 8:00 – 17:00 
hodin. 
 
DS10.8  Povinně sledované stavy procesu 
Nepřetržitost řešení příjmu ohlasu na ZAC. 
Příjem požadavků na mobilní telefon role držící pohotovost ve dnech volna. 
Ověření funkčnosti řešení zákazníkem a sdělení výsledku. 
 
 
DS10.9 Povinné kontroly stanovené pro sledování kroků procesů 
Ohlasy- kontroluje VZAC na interní poradě 
 
DS10.10 Sledovaná rizika procesu 
R1 – Řízení procesu projektu WIN-X ENVI 2.04. 
R3 – Sledování rozdílu mezi plánem a skutečností ekonomických výsledků (nákladu a 
výnosu) 
R4 – Zajišťování systémové bezpečnosti 
Zdroj: Vlastní tvorba 
 
 
 
 
