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Постановка проблеми та її актуальність. В 
умовах економічного спаду держави, тотальної 
корупції, обмеженості ресурсів, жорсткої недо-
бросовісної конкуренції, зростання злочинності, 
фінансової кризи, падіння рівня життя грома-
дян, економічної залежності Україні від креди-
тів МВФ та зовнішнього управління, для успіш-
ного функціонування будь-якого суб’єкта гос-
подарювання, незалежно від форми власності, 
основною метою є досягнення економічних і 
соціальних результатів, одержання прибутку від 
провадження своєї діяльності. Для досягнення 
поставленої мети необхідно створити такі умови 
існування суб’єкта господарювання, які б доз-
воляли вести безпечну та економічно-
обґрунтовану господарську діяльність [1]. Ви-
щезазначене стосується і в посиленні правового 
регулювання охорони прав на конфіденційну 
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інформацію, безпосередніми власниками якої є 
зазначені особи. 
Сучасний розвиток високотехнологічної 
цифрової технології, неналежна оплата праці 
осіб, які мають доступ до комерційної таємниці 
підприємств, установ та організацій, недоскона-
ла нормативно-правова база надають   можли-
вості протиправного доступу до об’єктів інте-
лектуальної власності, правовласниками яких 
виступають суб’єкти господарювання. Тому в 
сучасних умовах ринкової економіки актуаль-
ними залишаються питання забезпечення ін-
формаційної безпеки комерційної інформації 
юридичних та фізичних осіб – суб’єктів госпо-
дарювання на всіх етапах їх розвитку та діяль-
ності. 
Аналіз досліджень і публікацій. Проблемам 
захисту комерційної таємниці були присвячені 
роботи багатьох вітчизняних та зарубіжних нау-
ковців, серед яких: Г. О. Андрощук, О. Баранов, 
В. Д. Базилевич, О. Б. Бутнік-Сіверський, 
І. І. Дахно, В. С. Дроб’язко, І. Гаврилов, 
М. І. Зубок, С. В. Кавун, В. М. Коссак, 
А. М. Новицький, О. О. Підопригора, П. М. Ци-
бульов та багато інших. Однак стверджувати, 
що у цій сфері не залишилось не досліджених 
питань, не можна. Серед багатьох питань, які 
чекають свого розв’язання, поряд з іншими є 
проблема захисту інформації, яка міститься в 
укладених між суб’єктом господарювання і його 
партнерами попередніх та основних господар-
ських договорах, від недобросовісних конкуре-
нтів або кримінальних структур. 
Метою дослідження є аналіз наукових праць, 
законодавства України про інформаційну безпе-
ку, спірних та проблемних аспектів забезпечен-
ня комерційної таємниці суб’єктами господарю-
вання у договірних відносинах в Україні. 
Виклад основного матеріалу. Слід зазначи-
ти, що в сучасних умовах ефективна підприєм-
ницька діяльність у всіх сферах економіки не-
можлива без отримання та використання різного 
роду інформації, яка на сьогодні являє собою 
особливого роду товар, що має певну цінність. 
Вона дозволяє правильно зорієнтувати вироб-
ництво на вимоги ринку, прийняти правильне 
рішення з урахуванням усіх факторів і зменши-
ти ступінь ризику, тобто є одним із найважли-
віших елементів управління підприємницькою 
діяльністю. 
Відомо, що майнові господарські зо-
бов’язання виникають між суб’єктами господа-
рювання або між суб’єктами господарювання і 
негосподарюючими суб’єктами – юридичними 
особами на підставі господарських договорів. 
Захист комерційної таємниці, яка міститься у 
господарських договорах, як частина діяльності 
щодо забезпечення безпеки підприємництва, в 
цілому припускає, що можливі протиправні по-
сягання на таку інформацію можуть мати різну 
спрямованість. Володіння комерційною таємни-
цею суб’єктів господарювання особами, які є 
конкурентами у бізнесі, дозволяє їм своєчасно 
координувати свою стратегію, виявляти додат-
ковий ринок збуту своїх товарів чи послуг, по-
купців, знижувати свої комерційні ризики і ви-
трати та підвищувати свої доходи. 
У зв’язку з цим ефективний механізм захисту 
комерційної таємниці суб’єкта господарювання 
повинен передбачати: правове забезпечення ін-
формаційної безпеки комерційної таємниці; 
впровадження новітніх світових досягнень тех-
нічного захисту комерційної інформації; здійс-
нення інженерно-технічного захисту; мотивацію 
співробітників, від поведінки яких залежить ви-
тік інформації; відповідальність за розголошен-
ня конфіденційних відомостей [2]. 
Таким чином, інформаційне забезпечення 
комерційної таємниці є одним із найважливіших 
елементів управління підприємницькою діяль-
ністю у всіх країнах світу та в Україні зокрема. 
Для з’ясування необхідності захисту комер-
ційної інформації, яка міститься в укладених 
суб’єктами господарювання договорах, слід ви-
значити імовірність економічної безпеки підп-
риємства, можливості захисту інформації за до-
помогою загальних або спеціальних заходів за-
хисту, економічну доцільність захисту інформа-
ції. 
Однак, на нашу думку, для більш ефективно-
го захисту небажаної від розголошення інфор-
мації, яка може міститися й у договорах, слід 
розуміти поняття «комерційна інформація», 
«комерційна таємниця» та «конфіденційна ін-
формація». 
Необхідно зазначити, що визначення поняття 
комерційної таємниці надано в ст. 505 Цивіль-
ного кодексу України – відомості, пов’язані з 
виробництвом, технологією, управлінням, фі-
нансовою та іншою діяльністю суб’єкта госпо-
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дарювання, використання яких у господарській 
діяльності надає можливість отримання прибут-
ку та/або конкурентної переваги чи збереження 
положення на ринку, розголошення яких може 
завдати шкоди інтересам суб’єкта господарю-
вання [3]. 
За загальним правилом, до комерційної та-
ємниці відноситься така інформація: рівень 
прибутку і цінова політика; фінансові та адміні-
стративні плани розвитку компанії (бізнес – 
плани); відомості про укладені або заплановані 
контракти; дані про контрагентів (постачальни-
ків і клієнтів), власні винаходи та раціоналіза-
торські пропозиції, які ще не захищені авторсь-
ким або патентним правом; власні аналітичні 
огляди ринку, маркетингові дослідження [4]. 
Комерційною таємницею можуть бути відо-
мості технічного, організаційного, комерційно-
го, виробничого та іншого характеру, за винят-
ком тих, які, відповідно до законодавства, не 
можуть бути віднесені до комерційної таємниці. 
При цьому конфіденційна інформація може бу-
ти як виділена в окремий перелік, так і включа-
тися до складу комерційної таємниці [5]. Однак 
відомості, які можуть бути віднесені до комер-
ційної таємниці, не повинні містити державної 
таємниці, шкодити інтересам суспільства, ма-
ють відноситись до виробничої діяльності підп-
риємства, повинні мати дієву або потенційну 
комерційну цінність та створювати переваги в 
конкурентній боротьбі, а також мати обмеження 
в доступі до неї тощо. Так, комерційною інфор-
мацією суб’єктів господарювання може бути 
інформація, яка містить відомості про фінансо-
во-економічний стан підприємства (бухгалтер-
ська звітність) [6], кредити і банківські операції, 
предмет договору і контрагентів, структуру ка-
піталів і плани інвестицій, стратегічні плани ма-
ркетингу, результати аналізу конкурентоспро-
можності власної продукції, клієнтів, плани ви-
робничого розвитку, ділове листування та інше. 
Щодо поняття «інформаційна безпека підп-
риємства» необхідно зазначити, що воно є над-
звичайно актуальним на сучасному етапі розви-
тку інформаційних технологій, який супрово-
джується введенням інформаційних систем у всі 
сфери діяльності людини, постійною взаємоді-
єю підприємств на теренах саме інформаційного 
простору [7]. 
За досвідом діяльності окремих суб’єктів го-
сподарювання щодо забезпечення надійного і 
всебічного збереження комерційної таємниці та 
конфіденційної інформації на підприємстві, ді-
льниці та його структурних підрозділах, до ко-
мерційної інформації належить така інформація 
про: знання і досвід у сфері реалізації продукції 
та послуг; відомості про кон’юнктуру, маркети-
нгові дослідження; аналіз конкуренто-
спроможності продукції і послуг; інформація 
щодо споживачів, замовників, посередників; ба-
нківські відносини, кредити, борги; відомості 
про найбільш вигідні форми використання гро-
шових коштів, акцій та інших цінних паперів, 
капіталовкладеннях; бухгалтерські та фінансові 
звіти; очікувані об’єми комерційної діяльності 
та плани розвитку підприємства, відомості про 
наради; відомості про заробітну плату; відомос-
ті за укладеними договорами (контрактами), 
пропозиціями щодо їх укладення; умови дого-
ворів реалізації і передачі продуктів; умови пе-
ревезення вантажів; список (перелік) клієнтів; 
ділова кореспонденція; форми і види розрахун-
ків; відомості про безпеку підприємства. Така 
інформація представляє цінність для підприєм-
ця, розголошення яких може створити загрозу 
економічній безпеці підприємства. 
Не можна не погодитися з окремими керів-
никами підприємств, які стверджують, що ко-
мерційну таємницю суб’єктів господарювання 
мають становити і такі відомості, як: перспекти-
вні методи керівництва виробництвом; органі-
заційна структура підприємства; організація 
праці на підприємстві; відомості про виробничі 
можливості підприємства; характеристика ви-
робництва в цілому і його структурних одиниць: 
дані про резерви сировини на підприємстві, ві-
домості про фонди окремих матеріалів, у тому 
числі тих, що випускаються для власних потреб; 
плани розвитку підприємства та по розширенню 
виробництва; інвестиційні програми, техніко-
економічні обґрунтування і плани інвестицій; 
планово-аналітичні матеріали за поточний пері-
од; обсяг майбутніх закупівель по термінах, 
асортименту, цінах, країнах, фірмах; зведені ві-
домості про ефективність експорту чи імпорту 
сировини та матеріалів; відомості, що розкри-
вають планові та фактичні показники фінансо-
вого плану; майновий стан; вартість основних 
засобів і запасів матеріалів та сировини; грошо-
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ві обороти; банківські операції; відомості про 
фінансові операції; об’єми виручки; рівень до-
ходів; боргові зобов’язання; відомості про пред-
ставників, посередників, дилерів і партнерів; ві-
домості про постачальників, покупців і спожи-
вачів, оптових і роздрібних; комерційні зв’язки; 
місця закупівлі сировини та матеріалів; відомо-
сті про іноземних комерційних партнерів; відо-
мості і характеристика підприємств – торгових 
партнерів (основні виробничі фонди, кредити, 
товарообіг); відомості про клієнтів у торгівлі й 
рекламі. 
Необхідно зазначити, що невід’ємною скла-
довою комерційної таємниці суб’єктів господа-
рювання становлять договори (контракти): умо-
ви контрактів (терміни, обсяги, номенклатура, 
умови постачання); особливі умови контрактів 
(знижки, доплати, розстрочки платежів); умови 
платежів за контрактами (ціни, знижки, допла-
ти, розстрочки платежів) та ціни: відомості про 
методику розрахунків цін і принципи ціноутво-
рення; структура цін; калькуляція витрат вироб-
ництва; дані для калькуляції ціни [8]. 
Положення, які стосуються договорів, у яких 
містяться відомості щодо використання таємни-
ці виробництва, широко застосовуються на 
практиці та мають велике значення. Однак, уна-
слідок того, що ніяких виняткових прав ані на 
таємницю виробництва, ані на використання 
цих відомостей (рішень) не існує, то вони мають 
застосовуватися з відповідними корективами. 
Важливим також є збереження від небажано-
го розголошення такої інформації, як оплата 
праці, умови укладання контрактів між адмініс-
трацією підприємства і працівниками, відомості 
про оплату праці, преміальні, доплати і компен-
сації. 
Необхідно звернути увагу на те, що орієнта-
ція юридичних та фізичних осіб на їх особисту 
відповідальність за передачу діловим партнерам 
або їх представникам економічних, науково-
технічних та інших відомостей, які містять ко-
мерційну таємницю, в умовах ринку залиша-
ються виправданою та актуальною. 
Заслуговує уваги думка окремих науковців, 
що комерційною таємницею договору або конт-
ракту можуть бути, поряд з іншим, також пред-
мет договору (контракту) та умови їх виконан-
ня. Так, В. Серіков наголошує, що під час укла-
дання угод між суб’єктами господарювання у 
межах території України необхідно у тексті уго-
ди відобразити: перелік відомостей, які відно-
сяться до комерційної таємниці угоди; види ма-
теріальних носіїв, в яких містяться такі відомос-
ті (електронні носії, документи, вироби тощо); 
вимоги щодо захисту відомостей, що становлять 
комерційну таємницю; права сторін на викорис-
тання інформації, що містить комерційну таєм-
ницю; зобов’язання сторін про нерозголошення 
(неправомірну передачу) відомостей, що охоро-
няються; санкції за розголошення, неправомірне 
передача або використання відомостей, що ста-
новлять комерційну таємницю [9]. 
Важливим є те, що в умовах договору доці-
льно домовитися про можливість припинення 
його дії в разі невиконання (неналежного вико-
нання) вимог однієї зі сторін щодо захисту ко-
мерційної таємниці, а також звернення з позо-
вом про відшкодування шкоди в судах. Перед 
укладанням угод з іноземною фірмою доцільно, 
із залученням юристів-міжнародників доскона-
ло вивчити національне законодавство країни, з 
представником якої передбачається укласти 
угоду. В угоді з іноземною фірмою доцільно пе-
редбачити: зобов’язання сторін вживати всіх 
необхідних заходів для запобігання розголо-
шенню комерційної таємниці; документи або 
дослідні зразки виробів повинні розглядатися 
сторонами як строго конфіденційні; зо-
бов’язання сторін вживати необхідних заходів 
для запобігання порушенню прав користування 
цими документами або новими зразками виро-
бів; зобов’язання сторін не передавати без по-
передньої згоди іншої сторони оригіналів доку-
ментів або дослідних зразків виробів, або їх ко-
пій третім особам; зобов’язання сторін забезпе-
чити ознайомлення з комерційною таємницею 
предмета й умов угоди тільки строго обмежено-
го кола своїх співробітників. 
Практика показує, що при укладанні угод з 
іноземними суб’єктами зовнішньоекономічної 
діяльності не завжди застосовується терміноло-
гія, прийнята міжнародними правилами. Тому 
нерідко між партнерами виникають конфліктні 
ситуації, викликані тим, що одна зі сторін по-
своєму (нерідко навмисно) розуміла договірно-
правові терміни та їх значення. 
Вищевказані обставини призводять до неви-
конання або неналежного виконання договірних 
зобов’язань. У зв’язку з цим при укладанні зов-
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нішньоекономічних угод необхідно керуватися 
положеннями «Міжнародних правил інтерпре-
тації комерційних термінів» (Правила «Інкотер-
мс»). Ці Правила дають вичерпний перелік не 
тільки обов’язкових, а й факультативних умов 
угоди, і регулюють весь комплекс взаємо-
пов’язаних операцій щодо їх виконання. Пев-
ною мірою підвищити надійність і ефективність 
угод, їх правовий захист допоможе письмова 
угода сторін про збереження в таємниці певної 
інформації. 
Підписання відповідних угод виправдане і у 
випадках, коли партнери вимагають надання 
всієї конфіденційної інформації для оцінки реа-
льного стану контрагента з метою прийняття 
рішення про укладення угоди. Однак до цього 
слід ставитися досить обережно. Угода також 
необхідна на той випадок, коли в діловій розмо-
ві один із партнерів повідомив іншому конфіде-
нційні відомості, після чого останній, отримав-
ши необхідну інформацію, відмовляється від 
укладення угоди, мотивуючи це різними обста-
винами, в тому числі й тим, що повідомлені 
конфіденційні відомості йому нібито були вже 
відомі. 
Таким чином, комерційна інформація не є ні 
таємною, ні секретною. Але вона підлягає захи-
сту, а її розголошення може призвести до неба-
жаних негативних наслідків. Комерційну таєм-
ницю суб’єкт господарювання змушений збері-
гати та охороняти всіма доступними способами, 
її розкриття може призвести до вражаючих не-
гативних наслідків. Статтею 420 Цивільного ко-
дексу України комерційна таємниця віднесена 
до об’єкта права інтелектуальної власності. 
Слід зазначити, що Постановою Кабінету 
Міністрів України (далі – Постанова) визначено 
перелік відомостей, що не становлять комерцій-
ної таємниці. Підприємства, установи та органі-
зації зобов’язані подавати перелічені у вищезга-
даній Постанові відомості органам державної 
виконавчої влади, контролюючим і правоохо-
ронним органам, іншим юридичним особам від-
повідно до чинного законодавства, за їх вимо-
гою. 
На наше глибоке переконання, надання відо-
мостей, що містять комерційну таємницю і кон-
фіденційну інформацію, представникам судо-
вих, ревізійних, слідчих та інших контролюю-
чих державних органів, народним депутатам, 
представникам телебачення, радіо, преси має 
здійснюватися тільки із санкції керівника з 
обов’язковим протоколюванням і в законодавчо 
встановленні строки. 
Однак, на нашу думку, деякі положення Пос-
танови недосконалі та потребують подальшого 
обговорення і вдосконалення шляхом внесення 
відповідних змін. Так, здійснення ретельного 
аналізу компетентними фахівцями тих відомос-
тей, які за Постановою не можуть становити 
комерційної таємниці, нададуть можливість 
конкурентам отримати певну конфіденційну ін-
формацію про діяльність та її фінансово-
економічний стан. 
Висновки. Таким чином, перед підприємст-
вами та іншими суб’єктами господарювання го-
стро постає завдання збереження інформації від 
розголошення, її безпеку, у тому числі відомос-
тей, що становлять комерційну таємницю у від-
повідних договорах. 
У системі забезпечення безпеки особливу 
роль необхідно приділити інформаційній безпе-
ці підприємства. Зростаючий масив інформації, 
вдосконалення технічних засобів її зберігання, 
обробки та передачі потребує запровадження 
нових методів, прийомів та способів її захисту 
на основі діючого законодавства. 
Розробку заходів щодо збереження комер-
ційної таємниці підприємства слід здійснювати, 
дотримуючись принципів комплексного перек-
риття можливих каналів витоку інформації та 
забезпечення надійності захисту всіх її носіїв. 
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