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Doelstelling voor dit onderzoek: 
Het doel van het onderzoek is het ontwikkelen en toetsen van een geschikt diagnostisch 
instrument voor de evaluatie van risicomanagement bij IT-outsourcing in de publieke 
sector, door de bruikbaarheid van het ontwikkelde diagnostisch instrument te toetsen bij 
een IT-outsourcingscontract van de Nederlandse Immigratie en Naturalisatie Dienst. 
 
Hierbij is het volgende onderzoeksmodel gebruikt: 
 
 
Uit het onderzoeksmodel zijn de volgende centrale vragen afgeleid: 
1. Hoe ziet een, voor de publieke sector geschikt diagnostisch risk management 
framework eruit?  
2. Hoe wordt het risk management van het IT-outsourcing contract van de IND beoordeeld 
in het licht van een, voor de publieke sector geschikt diagnostisch risk management 
framework en wat betekent dit voor de bruikbaarheid van het diagnostisch instrument?  
 
De literatuurstudie 
Uit de eerste centrale vraag zijn vijf deelvragen afgeleid: 
 
1. Welke risk management frameworks zijn beschreven in de literatuur? 
 Het risk management framework (Aubert, Patry et al. 2005). 
 Het risk assessment framework (Bahli and Rivard 2003). 
 Het risk management framework (Sullivan and Ngwenyama 2005). 
 
2. Op welke wijze kan een risk management framework ingezet worden als diagnostisch 
raamwerk? 
Als dit de juiste aandachtspunten bevat. Uit de literatuur blijkt dat minimaal de 
risicofactoren moeten worden opgenomen en optioneel de onwenselijke uitkomsten of 
management instrumenten.  
 
3. Met welke criteria kan de bruikbaarheid van de risk management frameworks als 
diagnostisch instrument beoordeeld worden? 
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De literatuur geeft de volgende criteria (Harrison 1990): 
 De waargenomen bruikbaarheid van de diagnostische informatie voor de 
medewerkers in de organisatie. 
 De mate waarin de diagnose de organisatie hielp de problemen op te lossen. 
 De bijdrage van de diagnose aan het bepalen van de effectiviteit van het 
organisatieonderdeel door de organisatie. 
 De waargenomen bruikbaarheid voor verbeteren effectiviteit op grond van de 
aanbevelingen. 
 De mate waarin de diagnostische terugkoppeling gebruikt wordt in besluitvorming 
en plannen van acties. 
 
4. Welk risk management framework is geschikt als diagnostisch instrument in de publieke 
sector? 
Welke voldoet aan de criteria uit vraag 2. Hier voldoen de drie onderzochte 
frameworks aan. 
Omdat maar één van deze frameworks is gebruikt in casussen in de publieke sector, het 
risk management framework van Sullivan en Ngwenyama (2005), is deze geselecteerd 
als meest geschikte risk management framework. 
 
5. Uit welke aandachtspunten bestaat het diagnostisch instrument dat is gebaseerd op dit 
geschikte risk management framework? 
Sullivan en Ngwenyama (2005) geven zeven risk categories: 
1.  Outsourcer’s lack of experience. 
2. Opportunistic behavior by the vendor. 
3. Vendor’s lack of experience. 
4. Vendor Financial instability. 
5. Vendor performance monitoring. 
6. Contract horizon and technological discontinuity. 
7. Loss of core competencies and proprietary information. 
 
Conclusie literatuurstudie: 
Het risk management framework (Sullivan and Ngwenyama 2005) is geselecteerd als 
referentiemodel omdat dit model als enige is gebruikt in de publieke sector en voldoet aan 
de criteria als geschikt diagnostisch framework voor IT-outsourcing in de publieke sector. 
 
Het empirisch onderzoek 
Uit de tweede centrale vraag zijn drie deelvragen afgeleid: 
1. Welke aandachtspunten van een, voor de publieke sector geschikt diagnostisch risk 
management framework zijn opgenomen in de voorschriften die de IND mag of moet 
hanteren bij IT-outsourcing? 
2. Welke aandachtspunten uit de voorschriften, en/ of uit een, voor de publieke sector 
geschikt diagnostisch risk management framework zijn gebruikt in het IND Outsourcing 
contract? 
3. Wat is de bruikbaarheid van een, voor de publieke sector geschikt diagnostisch risk 
management framework bij het IND Outsourcingscontract? 
 
Onderzoeksaanpak 
Er is gekozen voor een kwantitatief onderzoek omdat het in dit onderzoek gaat om het 
aantal aandachtspunten die voorkomen in de voorschriften en/ of het IND Outsourcing 
contract.  
Dit wordt aangevuld met een beperkt kwalitatieve benadering om een eerste validatie van 
de bruikbaarheid van het risk management framework uit te voeren.  
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Als onderzoeksvorm is gekozen voor bestaande informatie met als onderzoeksstrategie het 
bureauonderzoek wat hierbij past (Verschuren and Doorewaard 2005).  
Een inhoudsanalyse wordt gebruikt om gegevens te genereren uit bestaande documenten. 
 
Onderzoeksresultaten 
Eerste deelvraag:  
In de voorschriften zijn weinig risk factors en management mitigation strategies 
aangetroffen. Acht van de vijfentwintig risk factors zijn aangetroffen en acht van de 
negenentwintig management mitigation strategies. 
 
Tweede deelvraag: 
In de casus zijn weinig risk factors aangetroffen maar behoorlijk veel management 
mitigation strategies. Acht van de vijfentwintig risk factors zijn aangetroffen en negentien 
van de negenentwintig management mitigation strategies. 
  
Derde deelvraag: 
De onderzochte casus voldoet aan drie criteria (Harrison 1990) van bruikbaarheid van een 
diagnostisch instrument. 
 
Conclusie empirisch onderzoek: 
Uit de resultaten blijkt dat de voorschriften van de IND nog weinig risk factors en 
management mitigation strategies bevatten. De onderzochte casus blijkt vooral meer 
management mitigation strategies te bevatten.  
Omdat het gebruikte diagnostisch instrument goed bruikbaar bleek om de voorschriften en 
de casus te beoordelen (waargenomen bruikbaarheid) en ook voldeed aan twee andere 
criteria van bruikbaarheid van een instrument is de conclusie dat dit instrument bruikbaar 
is voor de evaluatie van risicomanagement van IT-outsourcing bij de IND. 
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1.  Inleiding 
1.1.  Aanleiding tot het onderzoek 
Outsourcing heeft zijn wortels in de Oudheid. De Romeinen besteedden al bepaalde 
processen uit zoals het innen van belastingen (Kakabadse and Kakabadse 2002). Ook in 
nabijer verleden werden vaker bedrijfsprocessen uitbesteed zoals schoonmaak, logistiek, 
marketing en administratie (Delen 2005). Nu IT-outsourcing sterk toeneemt, is het 
onderzoek naar deze vorm van outsourcing ook toegenomen (Gonzalez, Gasco et al. 2006).  
IT-outsourcing kan veel voordelen opleveren maar in de literatuur en door middel van 
onderzoek is geconstateerd dat outsourcen van IT risico‟s bevat die kunnen leiden tot 
ongewenste uitkomsten (Bahli and Rivard 2005). 
 
Onderzoek heeft aangetoond dat in de publieke sector de risico‟s van IT-outsourcing vaak 
niet in kaart worden gebracht bij het aangaan van een contract met een externe partij wat 
vaak niet zonder gevolgen blijft aangezien niet bekende risico‟s ook niet gemanaged 
kunnen worden (Ngwenyama and Sullivan 2007). Het volgende praktijkvoorbeeld illustreert 
wat deze mogelijke gevolgen kunnen zijn.  
“the State of Connecticut abandoned its entire outsourcing program after large 
sums of money were already invested (LeSueur, 1999). The county of San Diego, 
California has had numerous problems with their seven-year, $644 million 
outsourcing arrangement with a consortium led by Computer Sciences Corporation, 
from which they are still trying to recover (Field, 2002). Such failures are not 
limited to US public sector organizations. The British Ministry of Defense spent £130 
million on a centralized inventory and asset management system, but it was never 
completed and they were only able to salvage £12 million in hardware from the 
project (Arnott, 2003)” (Ngwenyama and Sullivan 2007). 
 
Dat outsourcing beslissingen een hoog risico met zich meedragen wil niet zeggen dat 
outsourcing zelf slecht is. Het betekent wel dat, net als bij andere risicovolle zakelijke 
beslissingen, het vaststellen van de risico‟s en het managen van deze risico‟s belangrijke 
voorwaarden zijn om een IT outsourcing project tot een succes te maken.(Aubert, Dussault 
et al. 1999). 
 
De volgende doelstelling is geformuleerd naar aanleiding van deze beschreven situatie: 
Het doel van het onderzoek is het ontwikkelen en toetsen van een geschikt diagnostisch 
instrument voor de evaluatie van risicomanagement bij IT-outsourcing in de publieke 
sector, door de bruikbaarheid van het ontwikkelde diagnostisch instrument te toetsen bij 
een IT-outsourcingscontract van de Nederlandse Immigratie en Naturalisatie Dienst. 
 
De theoretische relevantie van dit onderzoek is het vergroten van de externe validiteit van 
eerder onderzoek naar een voor de publieke sector relevant risk management framework. 
Een uit de literatuur bekend model zal worden ingezet als diagnostisch instrument voor 
een casus uit een andere context, namelijk het IT-outsourcingscontract van de IND, een 
Nederlandse overheidsorganisatie. Als met dit diagnostisch instrument de voorschriften van 
de IND bij IT-outsourcing geëvalueerd kunnen worden, wordt de externe validiteit 
vergroot. Blijkt dit framework niet bruikbaar als diagnostisch instrument bij een 
Nederlandse overheidsorganisatie, dan wordt de externe validiteit ingeperkt (Zanten, 
2006). Beide uitkomsten leveren een bijdrage aan het wetenschappelijk onderzoek naar de 




1.2.  Begripsbepaling 
De gebruikte begrippen in dit onderzoek worden als volgt vanuit de literatuur gedefinieerd: 
 IT-outsourcing: Het overdragen van IT processen en de daarbij behorende 
bedrijfsmiddelen en medewerkers aan een externe leverancier en vervolgens 
gedurende een bepaald aantal jaren terugontvangen van diensten van die leverancier 
op basis van die processen met een resultaatverplichting. (Delen 2005) 
 Risk management: het verlagen van het niveau van blootstelling aan risico‟s van een 
bepaalde zakelijke handeling (Aubert, Dussault et al. 1999) 
 Risk (of synonym risk factor): The possibility of loss or injury (Boehm 1991)  
 Management instrument: A instrument that influence their likelihood of occurring or 
help prevent them together (Bahli & Rivard, 2003). 
 Risk exposure: Een functie die het verband aangeeft tussen de kans op voorkomen van 
een risico en de mogelijke schade die door dat risico wordt veroorzaakt (Boehm 1991) 
 Risk management framework:a framework for analyzing risk factors (Ngwenyama and 
Sullivan 2007) 
 Diagnostisch instrument: een gestandaardiseerd middel om gegevens te verzamelen 
met betrouwbare en gestructureerde maatstaven om vergelijking tussen eenheden te 
vergemakkelijken (Harrison 1990) 
 Publieke sector: De publieke sector is de verzamelnaam voor alle overheidsorganisaties 
en semioverheidsorganisaties (www.wikipedia.nl) 
1.3.  Probleemstelling onderzoek 
In dit hoofdstuk wordt de probleemstelling van het onderzoek gedefinieerd. Om doel en 
vraagstelling helder te krijgen is een onderzoeksmodel ontwikkeld (Verschuren and 
Doorewaard 2005). Als eerste wordt de doelstelling van dit onderzoek bepaald. Vervolgens 
wordt het onderzoeksmodel gepresenteerd grafische en tekstueel. In de laatste paragraaf 
worden de centrale vragen gedefinieerd en uiteengelegd in deelvragen.  
1.3.1  Doelstelling 
Het doel van het onderzoek is het ontwikkelen en toetsen van een geschikt diagnostisch 
instrument voor de evaluatie van risicomanagement bij IT-outsourcing in de publieke 
sector, door de bruikbaarheid van het ontwikkelde diagnostisch instrument te toetsen bij 
een IT-outsourcingscontract van de Nederlandse Immigratie en Naturalisatie Dienst. 
 
Om dit doel te bereiken wordt eerst een literatuurstudie uitgevoerd met als doelstelling: 
Het selecteren en beschrijven van een risk management framework om te gebruiken als 
diagnostisch instrument voor de evaluatie van risicomanagement bij IT-outsourcing in de 
publieke sector 
Vervolgens wordt het geselecteerde framework empirisch getoetst waarbij het doel als 
volgt is geformuleerd: 
Inzetten en valideren van een voor de publieke sector relevant risk management 
framework als diagnostisch instrument bij een IT- outsourcing contract van de IND door te 
onderzoeken of en in hoeverre de in het diagnostisch instrument genoemde 
aandachtspunten adequaat beschreven zijn in de outsourcing voorschriften die het 
management van de IND gebruikt voor besluitvorming over en management van het IT-
outsourcing contract. 
Vervolgens het vaststellen van de betekenis van dit resultaat voor de bruikbaarheid van het 




1.3.2.  Onderzoeksmodel 
 
(a)        (b)   (c)                        (d) 
Verwoording model 
(a) Een analyse van de literatuur over risk, risk factors, risk management en IT-outsourcing 
levert een diagnostisch instrument op wat mogelijk is te gebruiken voor de evaluatie van 
risk management bij IT-outsourcing in de publieke sector.  
(b) Dit instrument wordt getoetst aan de praktijk door het in te zetten en te valideren bij 
een IT-outsourcing contract van de Nederlandse Immigratie en Naturalisatie Dienst. (c) De 
analyse van deze toetsing levert (d) een geschikt diagnostisch instrument op voor de 
evaluatie van risicomanagement bij IT-outsourcing in de publieke sector. 
1.3.3.  Gekozen vraagstelling 
Uit het onderzoeksmodel zijn de volgende twee centrale vragen afgeleid: 
1. Hoe ziet een, voor de publieke sector geschikt diagnostisch risk management 
framework eruit? 
Uit deze vraag zijn de volgende deelvragen afgeleid: 
1. Welke risk management frameworks zijn beschreven in de literatuur? 
2. Op welke wijze kan een risk management framework ingezet worden als 
diagnostisch raamwerk? 
3. Met welke criteria kan de bruikbaarheid van de risk management framework als 
diagnostisch instrument beoordeeld worden? 
4. Welk risk management framework is geschikt als diagnostisch instrument in de 
publieke sector? 
5. Uit welke aandachtspunten bestaat het diagnostisch instrument dat is gebaseerd op 




2. Hoe wordt het risk management van het IT-outsourcing contract van de IND beoordeeld 
in het licht van een, voor de publieke sector geschikt diagnostisch risk management 
framework en wat betekent dit voor de bruikbaarheid van het diagnostisch instrument? 
 
Uit deze vraag zijn de volgende onderzoeksvragen afgeleid: 
1. Welke aandachtspunten van een, voor de publieke sector geschikt diagnostisch risk 
management framework zijn opgenomen in de voorschriften die de IND mag of moet 
hanteren bij IT-outsourcing? 
2. Welke aandachtspunten uit de voorschriften, en/ of uit een, voor de publieke 
sector geschikt diagnostisch risk management framework zijn gebruikt in het IND 
Outsourcing contract? 
3. Wat is de bruikbaarheid van een, voor de publieke sector geschikt diagnostisch risk 




2.  Diagnostisch instrument voor de evaluatie van risk management 
bij IT-outsourcing in de publieke sector. 
2.1.  Probleemstelling literatuurstudie 
2.1.1.  Bepalen doelstelling 
Het doel van de literatuurstudie is het selecteren en beschrijven van een risk management 
framework om te gebruiken als diagnostisch instrument voor de evaluatie van 
risicomanagement bij IT-outsourcing in de publieke sector. 
2.1.2.  Bepalen vraagstelling literatuurstudie 
In dit hoofdstuk wordt vanuit de literatuur het antwoord gezocht op de volgende vraag: 
Hoe ziet een, voor de publieke sector geschikt diagnostisch risk management 
framework eruit? 
 
De uit deze centrale vraag logisch afgeleide deelvragen zijn: 
1. Welke risk management frameworks zijn beschreven in de literatuur? 
2. Op welke wijze kan een risk management framework ingezet worden als diagnostisch 
raamwerk? 
3. Met welke criteria kan de bruikbaarheid van de risk management framework als 
diagnostisch instrument beoordeeld worden? 
4. Welk risk management framework is geschikt als diagnostisch instrument in de publieke 
sector? 
5. Uit welke aandachtspunten bestaat het diagnostisch instrument dat is gebaseerd op dit 
geschikte risk management framework? 
 
2.2.  Opzet en aanpak van de literatuurstudie  
Tijdens deze literatuurstudie wordt gebruik gemaakt van het elektronisch zoeksysteem als 
techniek voor het ontsluiten van de literatuur. Het zoeksysteem dat in deze studie 
gehanteerd wordt is het sneeuwbalprincipe. Als eerste worden de belangrijkste publicaties 
rond de centrale vragen verzameld middels onderstaande zoekstrategie. De gevonden 
publicaties zijn grondig bestudeerd waarna op basis van citeersporen en references, dus 
via backward searching en forward searching, aanvullende belangrijke publicaties zijn 
geselecteerd.  
Middels tertiaire bronnen, o.a. ACM portal, EBSCO, Google Scholar, is gezocht naar 




Taal:    Engels  
Onderzoeksgebied:  Outsourcing van IT  
Business sector:  Risicomanagement  
Geografisch gebied:  Wereldwijd  
Publicatie periode:  de laatste 15 jaar  
Literatuur type:  peer reviewed journals 
  
Key words en zoektermen:  










Databases en search engines:  
Google Scholar 
Academic Search Elite 
Business Source Premier 
EJS E-Journals 
ACM-Journals 
Elsevier Science-direct  
 
Criteria voor de bepaling van relevante literatuur:  
 Hoe recent is het artikel? De laatste stand van de wetenschap op het gebied van 
risicomanagement bij IT-outsourcing is te vinden in de meest recente artikelen. 
 Levert het artikel een substantiële bijdrage aan de antwoorden op de 
onderzoeksvragen?  
 Wordt naar dit artikel gerefereerd door ander auteurs? Hoe vaker geciteerd hoe breder 
het is geaccepteerd in de wetenschappelijke gemeenschap.  
 
Gevonden literatuur  
Na toepassing van bovenstaande criteria leverde deze zoekstrategie in eerste instantie 19 
artikelen op waarna met forward en backward searching nog 11 artikelen zijn gevonden. 
Deze waren als volgt verdeeld over de jaartallen:  
Bron: Tertiair: Google Scholar, Academic Search Elite, Elsevier Science-direct:  
 


















2.3.  Risk management frameworks in de literatuur  
In deze paragraaf wordt aan de hand van de bestudeerde literatuur antwoord gezocht op 
de vraag: 
Welke risk management frameworks zijn beschreven in de literatuur? 
In 1998 verschijnt er een artikel over risk management van IT-outsourcing waarin de auteur 
het concept risk exposure introduceert. Hiermee sluit de auteur aan bij het werk van 
Boehm(1991) en kiest hiermee voor het concept van risico als verwacht verlies (Aubert, 
Dussault et al. 1999).  
 
Door het adopteren van dit begrip risk exposure binnen risicomanagement van IT-
outsourcing kan aandacht geschonken worden aan de twee variabelen die de basis zijn van 
deze definitie, de kans op verlies of schade en daarnaast de omvang van dit verlies of die 
schade waarmee aansluiting is gevonden op het management perspectief van March and 
Saphira (1987). Meerdere onderzoekers adopteren het begrip risk exposure (Bhattacharya, 
Behara et al. 2003), (Sullivan and Ngwenyama 2005) waarbij een andere groep 
wetenschappers wel het management perspectief volgt maar aansluit bij de uitwerking die 
hieraan is gegeven door Kaplan and Garrick (1981). In dit artikel wordt risico gedefinieerd 
als een set van triplets met scenario‟s, de waarschijnlijkheid op voorkomen van elk 
scenario en de consequenties van elk scenario (Kaplan and Garrick 1981).  
Deze keuze heeft gevolgen voor de uitgangspunten van het verdere onderzoek van de 
verschillende auteurs waarbij de verschillende auteurs tot de volgende risk management 
frameworks komen: 
 
Het risk management framework (Aubert, Dussault et al. 1999; Aubert, Patry et al. 
2005) 
Met het begrip risk exposure als basis is in 1999 een risk management framework 
ontwikkeld (Aubert, Dussault et al. 1999).  
In dit framework wordt de waarde van de risk exposure bepaald en uitgezet in een grafiek 
met op de horizontale as de waarschijnlijkheid van de onwenselijke uitkomsten en op de 
verticale as de gevolgen van het mogelijke verlies. De bepaalde waarde voor de risk 
exposure valt door het plaatsen in dit framework in een bepaald kwadrant. Per kwadrant is 
de risk managementstrategie nu te bepalen omdat elk kwadrant een verhouding heeft 
tussen de waarschijnlijkheid van de onwenselijke uitkomsten en de gevolgen van het 
mogelijke verlies (Aubert, Dussault et al. 1999). 
De uitspraak dat IT- outsourcing risico‟s goed beheersbaar zijn geworden door een 
risicomanagement framework te gebruiken onderschrijft niet iedereen. Diverse auteurs 
beargumenteren inderdaad dat de risico‟s bij outsourcing projecten nu wel bekend zijn 
maar waarom zijn er dan nog zo vaak problemen en eindigen outsourcing projecten soms in 
een mislukking? (Taylor 2006).  
 
Recent onderzoek, dat kijkt vanuit leveranciersperspectief, beargumenteert dat er enkele 
risico‟s zijn, vooral overoptimistic schedules en budgets and inflated expectations, die 
zeer moeilijk zijn te managen. Zelfs als ze vooraf zijn onderkend en de juiste 
managementinstrumenten zijn ingezet is het mogelijk dat deze risico‟s toch optreden 
(Taylor 2006). De complexiteit van outsourcing moet dus niet onderschat worden en een al 
te optimistische kijk op de beheersbaarheid van IT-outsourcing risico‟s is niet op zijn plaats 
aldus Taylor (2006). 
Het risk assessment framework (Bahli and Rivard 2003) 
Een aantal auteurs die de scenario gebaseerde conceptualisatie (Kaplan and Garrick 1981) 
volgen hebben in 2003 een artikel geschreven waarin zij een risk assessment framework 
14 
 
presenteren (Bahli and Rivard 2003). Dit framework heeft als uitgangspunt de transaction 
cost theory en de agency theory. De auteurs voegen aan de drie variabelen uit de methode 
van Kaplan and Garrick (1981) een vierde variabele toe genaamd risk mitigation 
mechanism. Zij stellen dat bij elk scenario een risico management instrument is te vinden 
om het negatieve effect van een dergelijk scenario te verminderen (Bahli and Rivard 
2003). Hoewel ook andere auteurs aangeven dat je risk management measures kan 
inzetten om de risk exposure te verminderen stellen deze auteurs dat je geen algemeen 
geldende lijst van risk management measures and mechanisms kunt opstellen maar dat dit 
altijd afhankelijk is van de situatie (Aubert, Dussault et al. 1999).  
A framework of outsourcing risk factors (Sullivan and Ngwenyama 2005) 
Naast het risk management framework (Aubert, Dussault et al. 1999) en het risk 
assessment framework (Bahli and Rivard 2003) is er nog een derde framework aangetroffen 
in de literatuur. Deze is beschreven in een artikel van Sullivan and Ngwenyama uit 2005. 
Hoewel de auteurs aangeven wel de definitie van Boehm (1991) te volgen gebruiken ze het 
begrip risk exposure verder niet. Het framework bestaat uit drie variabelen: risk category, 
risk factor en management mitigation strategy (Sullivan and Ngwenyama 2005) 




In deze paragraaf is antwoord gegeven op de volgende vraag: 
Welke risk management frameworks zijn aangetroffen in de literatuur? 
De volgende frameworks zijn aangetroffen om de risico‟s te managen bij IT-outsourcing: 
 Het risk management framework die de theorie van Boehm (1991) volgt en geen 
management instrument onderkent in het framework (Aubert, Patry et al. 2005). 
 Het risk assessment framework die de theorie van Kaplan (1981) volgt en wel 
management instrumenten onderkent in het framework (Bahli and Rivard 2003). 
 Het risk management framework die de theorie van Boehm (1991) volgt en 
management instrumenten onderkent in het framework (Sullivan and Ngwenyama 
2005). 
Van het risk management framework van Aubert (1999) zijn tien case studies aangetroffen 
(Aubert, Patry et al. 2001a) (Aubert, Patry et al. 2001b) (Aubert, Patry et al. 2005), van 
het risk assessment framework zijn geen case studies gevonden en het framework van 
Sullivan (2005) is getoetst in drie casussen (Sullivan and Ngwenyama 2005) (Ngwenyama 
and Sullivan 2007). 
2.4.  Inzet van een risk management framework als diagnostisch raamwerk  
In deze paragraaf wordt aan de hand van de bestudeerde literatuur antwoord gezocht op 
de vraag: 
Op welke wijze kan een risk management framework ingezet worden als diagnostisch 
raamwerk? 
 
Een diagnostisch raamwerk is een instrument wat ingezet wordt bij diagnostisch 
onderzoek. Een doel van diagnostisch onderzoek kan zijn om de effectiviteit vast te stellen 
van een organisatieonderdeel (Harrison 1990). Op deze wijze wordt in dit onderzoek een 
risk management framework gebruikt als diagnostisch raamwerk om de effectiviteit van 
risicomanagement bij IT-outsourcing vast te stellen in een organisatie in de publieke 
sector.  
Een diagnose bestaat uit drie facetten; processen, interpretatie en methoden (Harrison 
1990). Een diagnostisch raamwerk kan worden geselecteerd tijdens het voorbereiden van 
de interpretatiefase en dient om de adviseur te helpen bij het vaststellen en meten van de 
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effectiviteit van een organisatieonderdeel (Harrison 1990). Een risk management 
framework is geschikt om te gebruiken in deze interpretatiefase als het criteria of 
aandachtspunten bevat over die onderwerpen die relevant zijn in de context van het te 
onderzoeken organisatieonderdeel.  
Welke onderwerpen relevant zijn blijkt uit het volgende overzicht uit de onderzochte 
literatuur. 
 
Risico is één van de meest gebruikte termen in onze dagen. Het wordt elke dag gehoord 
onder zeer diverse omstandigheden. Deze variëteit van gebruik levert ook weer een scala 
aan meningen op over risico‟s en hoe ermee moet worden omgegaan (Bahli and Rivard 
2003).  
Bepalen welke risico‟s een rol spelen bij IT-outsourcing speelt in de literatuur over 
risicomanagement vaak een belangrijke rol. Een uitgebreid literatuurstudie naar 
risicofactoren in informatiesysteem literatuur resulteerde in 228 risicofactoren (Sherer and 
Alter 2004). Een van de eerste auteurs die een overzicht gaf van de risicofactoren die een 
rol spelen bij IT-outsourcing keek vooral naar de risicofactoren zelf (Earl 1996). Later 
werden de risicofactoren gegroepeerd rond de onwenselijke uitkomsten (Aubert, Patry et 
al. 1998) in navolging van de definitie van risico van Boehm (1991) waardoor juist de 
onwenselijke uitkomsten een belangrijkere rol zijn gaan spelen (Boehm 1991). 
De auteurs die de definitie van risico volgen zoals deze door Kaplan (1981) is geformuleerd 
kennen andere variabelen in hun framework dan de auteurs die aansluiten bij het werk van 
Aubert (1999). Deze variabelen worden scenario‟s, likelihood en consequences (Bahli and 
Rivard 2003) genoemd. De scenario‟s vertonen sterke overeenkomst met de onwenselijke 
uitkomsten uit het risk management framework van Aubert (2001).  
 
Een aantal auteurs kent nog een derde categorie aandachtspunten omdat deze auteurs 
stellen dat bij elk scenario een risk management instrument is te vinden om het negatieve 
effect van een dergelijk scenario of onwenselijke uitkomst te verminderen (Bahli and 
Rivard 2003) (Sullivan and Ngwenyama 2005) Andere auteurs geven aan dat je geen 
expliciete lijst van risk management measures and mechanisms kunt opstellen maar dat dit 
altijd afhankelijk is van de situatie (Aubert, Dussault et al. 1999). Deze auteurs nemen 
daarom geen risk mitigation mechanism op als variabele in hun risk management 
framework of risk assessment framework 
 
Uit dit overzicht blijkt dat in het raamwerk wat gebruikt wordt als diagnostisch instrument 
voor het meten van de effectiviteit van risicomanagement bij IT-outsourcing in ieder geval 
de risicofactoren moeten worden opgenomen als onderwerp waarover aandachtspunten 
beschreven moeten zijn. Naast deze risicofactoren kunnen dan nog de onwenselijke 
uitkomsten worden opgenomen en de management instrumenten die ingezet kunnen 
worden om de onwenselijke uitkomsten te verminderen.  
 
Conclusie 
In deze paragraaf is antwoord gezocht op de volgende vraag: 
Op welke wijze kan een risk management framework ingezet worden als diagnostisch 
raamwerk? 
 
In dit onderzoek wordt een risk management framework gebruikt als diagnostisch 
raamwerk om de effectiviteit van risicomanagement bij IT-outsourcing vast te stellen in 
een organisatie in de publieke sector.  
Een risk management framework is geschikt om te gebruiken als diagnostisch raamwerk als 
het criteria of aandachtspunten bevat over die onderwerpen die relevant zijn in de context 




Uit de literatuur blijkt dat in het raamwerk wat gebruikt wordt als diagnostisch instrument 
voor het meten van de effectiviteit van risicomanagement bij IT-outsourcing in ieder geval 
de risicofactoren moeten worden opgenomen als onderwerp waarover aandachtspunten 
beschreven moeten zijn. Naast deze risicofactoren kunnen dan nog de onwenselijke 
uitkomsten worden opgenomen en de management instrumenten die ingezet kunnen 
worden om de onwenselijke uitkomsten te verminderen. Deze laatste aandachtspunten zijn 
optioneel omdat ook de auteurs van de bestudeerde risk management frameworks deze 
aandachtspunten niet allemaal onderkennen als relevant. 
2.5.  Criteria voor de bruikbaarheid van een risk management framework als 
diagnostisch instrument 
In deze paragraaf is antwoord gezocht op de volgende vraag: 
Met welke criteria kan de bruikbaarheid van de risk management framework als 
diagnostisch instrument beoordeeld worden? 
 
Het risk management framework wordt in dit onderzoek gebruikt als diagnostisch 
instrument. In de literatuur zijn de volgende criteria aangetroffen (Harrison 1990): 
 De waargenomen bruikbaarheid van de diagnostische informatie voor de medewerkers 
in de organisatie. 
 De mate waarin de diagnose de organisatie geholpen heeft om de problemen op te 
lossen. 
 De bijdrage van de diagnose aan het bepalen van de effectiviteit van het 
organisatieonderdeel door de organisatie. 
 De waargenomen bruikbaarheid voor het verbeteren van de effectiviteit op grond van 
de aanbevelingen. 
 De mate waarin de diagnostische terugkoppeling gebruikt wordt in de besluitvorming en 
het plannen van acties. 
Afhankelijk van het soort onderzoek en de gestelde diagnostische doelen geven deze 




In deze paragraaf is antwoord gezocht op de volgende vraag: 
Met welke criteria kan de bruikbaarheid van de risk management framework als 
diagnostisch instrument beoordeeld worden? 
 
In de literatuur zijn de volgende criteria gevonden (Harrison 1990): 
 De waargenomen bruikbaarheid van de diagnostische informatie voor de medewerkers 
in de organisatie. 
 De mate waarin de diagnose de organisatie geholpen heeft om de problemen op te 
lossen? 
 De bijdrage van de diagnose aan het bepalen van de effectiviteit van het 
organisatieonderdeel door de organisatie. 
 De waargenomen bruikbaarheid voor het verbeteren van de effectiviteit op grond van 
de aanbevelingen. 
 De mate waarin de diagnostische terugkoppeling gebruikt wordt in de besluitvorming en 




2.6.  Een geschikt risk management framework als diagnostisch instrument in 
de publieke sector 
In deze paragraaf is antwoord gezocht op de volgende vraag: 
Welk risk management framework is geschikt als diagnostisch instrument in de 
publieke sector? 
 
Om te bepalen welk risk management framework geschikt is als diagnostisch instrument 
zijn een aantal criteria van belang. 
Ten eerste moet dit framework voldoen aan de criteria zoals deze zijn beschreven in 
paragraaf 2.4. Een framework moet in elk geval aandachtpunten bevatten over risk 
factoren. Daarnaast kan het framework nog aandachtspunten bevatten over onwenselijke 
uitkomsten en/ of management instrumenten.  
Ten tweede moeten het framework inzetbaar zijn in de publieke sector. 
 
De risk management frameworks die gevonden zijn in de literatuur bevatten over de 
volgende onderwerpen aandachtspunten: 
 Het risk management framework van Aubert en Patry (2005) bevat aandachtpunten 
over risk factors en onwenselijke uitkomsten. 
 Het risk assessment framework van Bahli en Rivard (2003) bevat aandachtpunten over 
risk factors, onwenselijke uitkomsten en management instrumenten. 
 Het risk management framework van Sullivan en Ngwenyama (2005) bevat 
aandachtpunten over risk factors en management instrumenten. 
Alle drie de frameworks bevatten aandachtpunten over risk factors en daarnaast over nog 
minimaal één ander onderwerp. Ze voldoen daarom allemaal aan de criteria om bruikbaar 
te zijn als diagnostisch instrument voor risicomanagement van IT-outsourcing. 
 
Deze risk management frameworks zijn gedeeltelijk al getoetst in praktijk situaties. Van 
het risk management framework van Aubert (2005) zijn tien case studies aangetroffen 
(Aubert, Patry et al. 2001a) (Aubert, Patry et al. 2001b) (Aubert, Patry et al. 2005), van 
het risk assessment framework van Bahli en Rivard (2003) zijn geen case studies gevonden 
en het framework van Sullivan (2005) is getoetst in drie casussen (Sullivan and Ngwenyama 
2005) (Ngwenyama and Sullivan 2007). 
Maar één van deze frameworks is gebruikt in casussen in de publieke sector. Dat is het risk 
management framework van Sullivan en Ngwenyama (2005). Dit framework is daarom 
geselecteerd als meest geschikte risk management framework als diagnostisch instrument 
in de publieke sector. 
 
Conclusie 
In deze paragraaf is antwoord gezocht op de volgende vraag: 
Welk risk management framework is geschikt als diagnostisch instrument in de 
publieke sector? 
 
Alle drie de frameworks bevatten aandachtpunten over risk factors en daarnaast over nog 
minimaal één ander onderwerp. Ze voldoen daarom allemaal aan de criteria om bruikbaar 
te zijn als diagnostisch instrument voor risicomanagement van IT-outsourcing. 
 
De risk management frameworks zijn gedeeltelijk getoetst in praktijk situaties. Maar één 
van deze frameworks is gebruikt in casussen in de publieke sector. Dat is het risk 
management framework van Sullivan en Ngwenyama (2005). Dit framework is daarom 
geselecteerd als meest geschikte risk management framework als diagnostisch instrument 




2.7.  De aandachtspunten van het diagnostisch instrument  
In deze paragraaf wordt aan de hand van de literatuur antwoord gezocht op de vraag: 
Uit welke aandachtspunten bestaat het diagnostisch instrument dat is gebaseerd op dit 
geschikte risk management framework? 
 
Deze vraag wordt beantwoord door uit het artikel waarin de auteurs dit framework 
presenteren (Sullivan and Ngwenyama 2005) de aandachtspunten te destilleren. Deze 
paragraaf is geheel ontleend aan dit artikel waarom bronverwijzing niet herhaald wordt. 
 
Ambtenaren in de publieke sector liggen onder vuur en wordt onzorgvuldig management 
verweten bij IT-outsourcing door diverse spectaculaire problemen met IT- outsourcing 
contracten in de publieke sector. Om te achterhalen of dit verwijt gegrond is hebben 
Sullivan en Ngwenyama in 2005 een aantal voorschriften onderzocht door middel van een 
inhoudsanalyse om te achterhalen welke risk factors en management mitigation strategies 
in deze documenten zijn vermeld. Om deze analyse uit te kunnen voeren hebben deze 
auteurs eerst vanuit de literatuur een raamwerk ontwikkeld met aandachtspunten welke in 
elk geval onderzocht moeten worden in IT-outsourcing situatie. Ze hebben de volgende 
aandachtspunten geïdentificeerd wat ze risk categorieën noemen: 
1. The outsourcer’s lack of experience 
2. Opportunistic behavior by the vendor 
3. Vendor’s lack of experience 
4. Vendor Financial instability 
5. Vendor performance monitoring 
6. Contract horizon and technological discontinuity 
7. Loss of core competencies and proprietary information. 
 
Bij elk aandachtspunt hebben de auteurs een aantal onderliggende aandachtspunten 
benoemd en wel op de onderwerpen risk factors en management mitigation strategies. 
Hoewel deze lijst met outsourcing risk factors en management mitigation strategies niet 
uitputtend is, bevat ze volgens de auteurs wel een minimum set met aandachtspunten die 
in IT-outsourcing contracten benoemd moeten zijn (Sullivan and Ngwenyama 2005). 
 
Conclusie 
In deze paragraaf is antwoord gegeven op de volgende vraag: 
Uit welke aandachtspunten bestaat het diagnostisch instrument dat is gebaseerd op 
dit geschikte risk management framework? 
 
Om deze vraag te beantwoord zijn de aandachtspunten geïdentificeerd uit het artikel 
waarin de auteurs hun risk management framework presenteren (Sullivan and Ngwenyama 
2005) wat gebruikt wordt als diagnostisch instrument in dit onderzoek. 
Door bestudering van de literatuur over IT-outsourcing risk factors en management 
mitigation strategies hebben de auteurs de volgende zeven risk categories onderkend: 
1. The outsourcer’s lack of experience 
2. Opportunistic behavior by the vendor 
3. Vendor’s lack of experience 
4. Vendor Financial instability 
5. Vendor performance monitoring 
6. Contract horizon and technological discontinuity 
7. Loss of core competencies and proprietary information. 
 
Elke category bevat een aantal risk factors en management mitigation strategies. Hiermee 




2.8.  Conclusie en antwoord op de eerste centrale vraag 
In dit hoofdstuk is het antwoord gezocht op de volgende vraag: 
Hoe ziet een, voor de publieke sector geschikt diagnostisch risk management 
framework eruit? 
 
Om het antwoord te vinden op deze vraag zijn vijf deelvragen beantwoord.  
Als eerste is onderzocht welke frameworks te vinden waren in de literatuur over 
risicomanagement bij IT-outsourcing. Drie frameworks zijn gevonden. 
 
Vervolgens is bepaald hoe een risk management framework ingezet kan worden als 
diagnostisch instrument.  
Uit het antwoord hierop blijkt dat het raamwerk in ieder geval de risicofactoren moet 
bevatten als onderwerp waarover aandachtspunten beschreven moeten zijn. Naast deze 
risicofactoren kunnen dan nog de onwenselijke uitkomsten worden opgenomen en de 
management instrumenten.  
 
De derde deelvraag onderzocht de criteria voor de bruikbaarheid van een risk management 
framework als diagnostisch instrument. 
De volgende criteria zijn uit de literatuur naar voren gekomen: 
 De waargenomen bruikbaarheid van de diagnostische informatie voor de medewerkers 
in de organisatie. 
 De mate waarin de diagnose de organisatie geholpen heeft om de problemen op te 
lossen? 
 De bijdrage van de diagnose aan het bepalen van de effectiviteit van het 
organisatieonderdeel door de organisatie. 
 De waargenomen bruikbaarheid voor het verbeteren van de effectiviteit op grond van 
de aanbevelingen. 
 De mate waarin de diagnostische terugkoppeling gebruikt wordt in de besluitvorming en 
het plannen van acties. 
 
De vierde deelvraag zocht naar het meest geschikte risk management framework als 
diagnostisch instrument in de publieke sector. 
Alle frameworks voldoen aan de criteria om bruikbaar te zijn als diagnostisch instrument 
voor risicomanagement van IT-outsourcing zoals beschreven bij de tweede deelvraag. 
Verder zijn de risk management frameworks gedeeltelijk getoetst in praktijk situaties. 
Maar één van deze frameworks is gebruikt in casussen in de publieke sector. Dat is het risk 
management framework van Sullivan en Ngwenyama (2005). Dit framework is daarom 
geselecteerd als meeste geschikte risk management framework als diagnostisch instrument 
in de publieke sector. 
Dit framework kent de volgende aandachtspunten (Sullivan and Ngwenyama 2005):  
1. The outsourcer’s lack of experience 
2. Opportunistic behavior by the vendor 
3. Vendor’s lack of experience 
4. Vendor Financial instability 
5. Vendor performance monitoring 
6. Contract horizon and technological discontinuity 
7. Loss of core competencies and proprietary information. 
 
Conclusie literatuurstudie: 
Het risk management framework (Sullivan and Ngwenyama 2005) is geselecteerd als 
referentiemodel omdat dit model als enige is gebruikt in de publieke sector en voldoet aan 
de criteria als geschikt diagnostisch framework voor IT-outsourcing in de publieke sector. 
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3.  Onderzoeksdesign 
3.1.  Inleiding  
In dit hoofdstuk wordt beschreven op welke wijze het empirisch deel van het onderzoek 
wordt uitgevoerd. Hiermee vormt dit hoofdstuk een methodische verklaring van de 
gevonden onderzoeksresultaten in hoofdstuk vier vanuit de literatuurstudie in hoofdstuk 2.  
3.2.  Onderzoeksvragen en deelvragen  
De centrale vraag voor het empirisch deel van dit onderzoek luidt als volgt: 
 
Hoe wordt het risk management van het IT-outsourcing contract van de IND beoordeeld in 
het licht van een, voor de publieke sector geschikt diagnostisch risk management 
framework en wat betekent dit voor de bruikbaarheid van het diagnostisch instrument? 
 
Uit deze vraag zijn de volgende onderzoeksvragen afgeleid: 
1. Welke aandachtspunten van een, voor de publieke sector geschikt diagnostisch risk 
management framework zijn opgenomen in de voorschriften die de IND mag of moet 
hanteren bij IT-outsourcing? 
2. Welke aandachtspunten uit de voorschriften, en/ of uit een, voor de publieke sector 
geschikt diagnostisch risk management framework zijn gebruikt in het IND Outsourcing 
contract? 
3. Wat is de bruikbaarheid van een, voor de publieke sector geschikt diagnostisch risk 
management framework bij het IND Outsourcingscontract? 
3.3.  Onderzoeksstrategie 
Om het antwoord te vinden op de hoofd- en deelvragen van het empirisch onderzoek is 
gekozen voor een kwantitatief onderzoek omdat het in dit onderzoek gaat om het aantal 
aandachtspunten die voorkomen in de voorschriften en/ of het IND Outsourcing contract.  
Een kwantitatief onderzoek is geschikt voor onderzoek naar cijfers en hoeveelheden 
(Baarda and de Goede 2006).  
 
Deze kwantitatieve benadering wordt aangevuld met een beperkt kwalitatieve benadering 
om een eerste validatie van de bruikbaarheid van het risk management framework als 
diagnostisch instrument uit te voeren door evaluatie van de onderzoeksresultaten door 
twee experts. 
Als onderzoeksvorm is gekozen voor bestaande informatie omdat dit de meest wenselijke 
en goedkoopste vorm van onderzoek is (Baarda and de Goede 2006). Bij het bestuderen van 
bestaande informatie is het bureauonderzoek de geëigende onderzoeksstrategie 
(Verschuren and Doorewaard 2005).  
 
Om gegevens te genereren uit bestaande informatie, vooral uit documenten, is een 
inhoudsanalyse de aangewezen methode van waarneming (Verschuren and Doorewaard 
2005). Een inhoudsanalyse is een techniek voor het genereren van gegevens uit 
documenten, met behulp van een categorieënstelsel waarbij deze categorieën een 
vertaling zijn van de vraagstelling in concrete zaken waarop men bij het bestuderen van de 




3.4.  Casusbeschrijving  
De organisatie 
De Nederlandse Immigratie en Naturalisatiedienst (IND), een dienst in de publieke sector, 
is verantwoordelijk voor de uitvoering van het vreemdelingenbeleid in Nederland. Dat 
houdt in dat de IND alle aanvragen beoordeelt van vreemdelingen die in Nederland willen 
verblijven of Nederlander willen worden. Het kan gaan om vluchtelingen die niet veilig zijn 
in eigen land. Maar bijvoorbeeld ook om mensen die in Nederland willen werken en wonen. 
Of om mensen die al zo lang in Nederland wonen dat zij zich Nederlander voelen en 
daarom willen naturaliseren. 
 (bron: www.ind.nl/NL/inbedrijf/overdeind/organisatie, bezocht op 7-05-2008) 
 
Het project 
De IND is de afgelopen periode gestart met een vernieuwingsprogramma “IND bij de Tijd” 
waarbij de informatievoorziening een cruciale rol speelt. De aanleiding hiervoor was een 
onderzoek van de Algemene Rekenkamer. Veel van de activiteiten die binnen het 
vernieuwingsprogramma zijn benoemd, vloeien voort uit de aanbevelingen uit dit rapport. 
De vernieuwing van de IND kan beschouwd worden als een complexe meerjarige operatie 
die IND breed wordt aangepakt en waarin alle processen en aspecten van de 
bedrijfsvoering worden geraakt en nieuwe informatiesystemen c.q. standaardoplossingen 
de toekomstige IND bedrijfsvoering dienen te ondersteunen. Aan de orde zijn 
optimalisering en herinrichting van processen, betere sturing en stuurinformatie, 
introductie van nieuwe informatiesystemen en aandacht voor houding en gedrag.  
 
De IND heeft voor de realisatie van het vernieuwingsprogramma gekozen voor maximale 
uitbesteding en daarbij als leveranciersstrategie een “prime-vendor” situatie te hanteren. 
Dit houdt in dat één contractant die Service Integrator de “end-to-end” diensten van 
complementaire onderaannemers bundelt en deze als één geheel levert aan de IND. De 
service Integrator krijgt daarmee een integrale resultaatverantwoordelijkheid voor de 
levering van het afgebakende werkpakket van vernieuwingsonderdelen. Door deze 
maximale uitbesteding kan de IND haar focus richten op de primaire doelen van de 
bedrijfsvoering. 
 
De IND, als zijnde een overheidsinstantie, is gebonden aan de Europese 
Aanbestedingsregels. Gezien de complexiteit van het vernieuwingsprogramma is gekozen 
voor het aangaan van een concurrentiegerichte dialoog met 3 op voorhand geselecteerde 
inschrijvers. Op deze wijze verwacht de IND tot een op maat gesneden offerteaanvraag te 
komen en verwacht de IND een beter beeld te krijgen van de aangereikte oplossingen. 
Belangrijke elementen in de gevraagde oplossing zijn: een procesinrichting, een 
architectuurvoorstel, een applicatielandschap en een voorstel voor de aanpak van de 
vernieuwing inclusief transitiestrategie. 
(bron: Procedurebeschrijving Dialoog- en offertefase, versie 1.2, 16-07-2007, p4,5)  
 
Bij dit soort omvangrijke contracten zijn een aantal risico‟s vooraf te onderkennen. Voor 
het evalueren van risicomanagement bij dit IT-outsourcingscontract kan een risk 
management framework als diagnostisch instrument mogelijk bruikbaar zijn. 
 
Omdat degene die dit onderzoek uit heeft gevoerd tijdelijk werkzaam is bij de IND waar 
het genoemde outsourcingscontract op dat moment passeerde is voor deze omgeving 
gekozen als onderzoeksomgeving. Door deze situatie is makkelijk toegang te krijgen tot 





3.5.  Benodigde onderzoeksgegevens per deelvraag  
De eerste deelvraag 
De eerste onderzoeksvraag zoekt het antwoord op de vraag naar de mate van 
beschrevenheid van de aandachtspunten uit het geselecteerde risk management 
framework uit de literatuurstudie in de outsourcings voorschriften die de IND hanteert bij 
risicomanagement van IT-outsourcing. 
Als onderzoeksgegevens heb je de documentatie nodig waarin de voorschriften staan 
beschreven die de IND mag of moet gebruiken bij IT-outsourcing. 
 
De tweede deelvraag 
De tweede onderzoeksvraag zoekt het antwoord op de vraag naar de mate van 
beschrevenheid van de aandachtspunten uit het geselecteerde risk management 
framework en/ of de voorschriften van de IND welke gebruikt zijn in het IND Outsourcing 
contract. 
Als onderzoeksgegevens heb je documentatie nodig waarin staat beschreven welke 
aandachtspunten voor wat betreft risico‟s en risicomanagement zijn geïdentificeerd en 
welke maatregelen hierop zijn gedefinieerd. 
 
De derde deelvraag 
De derde onderzoeksvraag zoekt het antwoord op de vraag naar de bruikbaarheid van het 
gebruikte diagnostisch risk management framework. 
Als onderzoeksgegevens heb je de mening nodig van experts in hoeverre het geselecteerde 
risk management framework voldoet aan bruikbaarheidcriteria zoals deze zijn 
geïdentificeerd in de literatuurstudie in paragraaf 2.5. 
 
3.6.  Mogelijke antwoorden per deelvraag en te trekken conclusies.  
De eerste onderzoeksvraag 
De eerste onderzoeksvraag is een typische frequentieonderzoeksvraag. Het doel is te 
achterhalen per aandachtspunt welke of hoeveel risk factors en management mitigation 
strategies uit het risk management framework (Sullivan and Ngwenyama 2005) beschreven 
zijn in de voorschriften voor dat aandachtspunt. 
In navolging van het gebruikte diagnostisch risk management framework van Sullivan en 
Ngwenyama (2005) kan met de uitkomst van dit onderzoek een uitspraak gedaan worden 
over de mate van beschrevenheid per aandachtspunt variërend van niet beschreven tot 
volledig beschreven. Omdat volgens het gebruikte framework deze set aandachtspunten 
het minimum is aan aandachtspunten welke aandacht behoeven in een outsourcings 
project betekent elk aandachtspunt wat matig, slecht of niet beschreven is een potentieel 
risico op dat punt.  
Als deze aandachtspunten niet in de voorschriften beschreven staan is de kans dat er in 
een project wel aandacht aan wordt besteed minder groot. Zijn de aandachtspunten 
allemaal in de voorschriften beschreven en wordt ook regelmatig gecontroleerd of de 
voorschriften goed gebruikt worden in de projecten dan is de kans zeer groot dat deze 
aandachtspunten ook in de outsourcingsprojecten aan de orde komen. 
De tweede onderzoeksvraag 
De tweede onderzoeksvraag heeft veel raakvlakken met de eerste onderzoeksvraag maar is 
gericht op het project zelf. In welke mate zijn hier de aandachtspunten uit de 
voorschriften en/ of uit het gebruikte risk management framework beschreven.  
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Als alle aandachtspunten goed of volledig beschreven zijn in de projectdocumentatie kan 
worden vastgesteld dat deze aandachtspunten in ieder geval in beeld zijn waardoor het 
risico dat deze aandachtspunten het projectresultaat negatief beïnvloeden kleiner is 
geworden. 
Als één of meer aandachtspunten matig, slecht of helemaal niet beschreven zijn in de 
projectdocumentatie is de kans aanwezig dat dit risico zich onverwacht toch aandient 
waarmee het projectresultaat nadelig beïnvloed kan worden.  
De derde onderzoeksvraag 
De derde onderzoeksvraag wil een antwoord geven over de bruikbaarheid van het 
gehanteerd risk management framework. Deze bruikbaarheid wordt beoordeeld aan de 
hand van de criteria uit paragraaf 2.5.  
Als één of meer criteria die gevonden zijn in de literatuur over de bruikbaarheid van een 
diagnostisch instrument van toepassing blijken te zijn op het hier gebruikte diagnostisch 
instrument kan worden vastgesteld dat het gebruikte instrument in deze casus bruikbaar 
was. De mate van bruikbaarheid in andere situaties zal door verder onderzoek moeten 
worden aangetoond. 
Als geen enkel criteria van toepassing blijkt te zijn kan de bruikbaarheid van het 
diagnostisch instrument niet worden aangetoond waarmee de gevonden resultaten ook van 
minder betekenis zijn. 
3.7.  Bronnen per deelvraag en ontsluitingswijze.  
Bronnen van de eerste deelvraag 
Het vaststellen welke voorschriften in aanmerking komen om de eerste deelvraag te 
beantwoorden is uitgevoerd met behulp van een kort vooronderzoek waarbij het 
selectiecriterium als volgt is verwoord: 
De voorschriften die de IND mag of moet gebruiken bij IT-outsourcing.  
Het intranet van de IND, het intranet van het ministerie van Justitie en vier deskundigen 
bij de IND zijn onderworpen aan de vraag welke voorschriften gebruikt moeten of mogen 
worden als een overheidsdienst zoals de IND gaat outsourcen. 
 
Het resultaat van dit vooronderzoek leverde maar twee documenten op die in aanmerking 
komen als voorschrift voor IT-outsourcing. Het besluit aanbestedingsregels voor 
overheidsopdrachten gaven alle bronnen aan als wettelijk verplicht voorschrift bij 
outsourcing binnen de overheid. 
 
Vooral de vier deskundigen gaven aan dat de EDP Audit Pool ook voorschriften heeft bij IT-
outsourcing en dat deze voorschriften ook gebruikt moeten worden. Navraag bij de EDP 
Audit Pool leerde dat ze deze voorschriften hebben in de vorm van een handreiking 
Europese aanbesteding. Deze twee documenten zijn daarom ook geselecteerd als te 
onderzoeken voorschriften. De volgende versies van deze documenten zijn gebruikt: 
 Het Besluit aanbestedingsregels voor overheidsopdrachten (BAO) van 16 juli 2005. Dit 
besluit geeft het wettelijk kader voor IT-outsourcingsprojecten bij de rijksoverheid en 
moet verplicht gehanteerd worden bij elk aanbestedingsproject van de rijksoverheid.  
Bron: www.ez.nl/Onderwerpen/Markt_en_consument /aanbestedingen/ regelgeving/  
 Alle projecten binnen de rijksoverheid worden, hoewel niet strikt dwangmatig 
opgelegd, getoetst door de EDP Audit Pool (EAP). Deze organisatie gebruikt het 
volgende document: Handreiking Europese aanbesteding, laatst gewijzigd op 31-01-
2007. Dit zestien pagina‟s tellend document wordt gebruikt om te toetsen of een 
project aan de kwaliteitseisen voldoet waarvan risicomanagement een onderdeel is.  
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Bron: www.eap.nl/kenniscentrum / project en risicobeheersing/Europese 
aanbesteding/  
 
Bronnen van de tweede deelvraag 
Voor de tweede onderzoeksvraag is projectdocumentatie nodig om vast te stellen wat de 
voorschriften zijn geweest voor dit project en welke aandachtspunten in het project zijn 
benoemd in het kader van risicomanagement.  
De projectdocumenten die hiervoor gebruikt kunnen worden moeten voldoen aan de 
volgende criteria: 
- Een projectdocument dat zich richt op criteria waaraan de leveranciers moeten 
voldoen omdat hierin in elk geval aandacht moet zijn voor de mogelijk optredende 
risico‟s. 
- Een projectdocument dat gecommuniceerd wordt naar de leiding van de IND en de 
auditor‟s. Een document dat verspreid wordt naar een grotere groep zal binnen de 
overheid ook vaak de risico‟s bevatten en de genomen maatregelen. 
- Een projectdocument wat zicht richt op de mogelijk risico‟s binnen het project en de 
te nemen maatregelen om de gevolgen van deze risico‟s te verminderen.  
 
De volgende documenten voldoen aan de criteria: 
- Procedurebeschrijving dialoog- en offertefase, versie 1.2, 16-07-2007 
- Verzoek tot definitieve inschrijving, versie 1.0, 23-11-2007. 
- Raamovereenkomst herinrichting processen en vernieuwing informatievoorziening IND, 
versie 1.0, 27-02-2008. 
 
Bronnen van de derde deelvraag 
De derde onderzoeksvraag beoogt het antwoord te krijgen op de vraag of het in dit 
onderzoek gebruikte diagnostisch instrument bruikbaar is bij het IND Outsourcingscontract.  
 
Deze vraag wordt beantwoord door middel van een interview met twee outsourcing 
experts. Deze experts moeten kennis hebben van de organisatie waarin de voorschriften 
worden gebruikt, de IND. Ze moeten ook kennis hebben van risicomanagement bij IT-
outsourcing om de resultaten te beoordelen. Er zijn twee experts gevonden in de 
onderzoeksomgeving: 
- Een informatieanalist bij de IND. Als ICT-consultant van Logica werkzaam bij de IND en 
Outsourcing expert. 
- Een projectmanager bij de IND. Als adviseur van Logica al langere tijd werkzaam bij de 
IND als projectmanager en deskundig op het gebied van outsourcing. 
3.8.  Operationalisatie 
Om de eigenschapsbegrippen uit het doel en de vraagstelling, risk factors, management 
mitigation strategies en voorschriften te kunnen meten moeten deze begrippen eerst 
geoperationaliseerd worden (Baarda and de Goede 2006). Als eerste worden deze 
begrippen eenduidig gedefinieerd. Vervolgens worden de dimensies van deze operationele 
definities bepaald. Het werken met dimensies in plaats van het eenvoudig meten of een 
indicator wel of niet voorkomt is gedaan om aan te sluiten bij het gebruikte 
referentiemodel. Per dimensie worden de indicatoren bepaald waarmee je kunt meten of 
een vastgestelde dimensie aan of afwezig is in de voorschriften voor IT-outsourcing bij de 
IND. Indicatoren leiden vervolgens tot categorieën in het waarnemingsinstrument (Baarda 
and de Goede 2006). In de daarop volgende paragrafen wordt beschreven wat het 
meetniveau, diepgang, validiteit en betrouwbaarheid is van dit onderzoek. 
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3.8.1.  Definiëren van begrippen 
Theoretische definitie 
 Risk factor: The possibility of loss or injury (Boehm 1991). 
 Management mitigation Strategy: A strategy that influence their likelihood of 
occurring or help prevent them together (Bahli & Rivard, 2003). 
 Voorschrift: Datgene wat voorgeschreven is (www.vandale.nl). 
Operationele definitie 
 Risk factor: Hieronder wordt in dit onderzoek verstaan één van de aandachtspunten 
van de soort riskfactor die worden opgesomd in het risk management framework 
(Sullivan and Ngwenyama 2005). 
 Management mitigation strategy: Hieronder wordt in dit onderzoek verstaan één van 
de aandachtspunten van de soort management mitigation strategies die worden 
opgesomd in het risk management framework (Sullivan and Ngwenyama 2005). 
 Voorschrift: Hieronder wordt hier verstaan de documenten die zijn geselecteerd als 
richtlijn die de IND gebruikt bij IT-outsourcing (zie paragraaf 3.7.). 
3.8.2.  Dimensies 
Om de dimensies te bepalen van de eigenschapsbegrippen is gebruik gemaakt van het risk 
management framework (Sullivan and Ngwenyama 2005). De auteurs van dit model hebben 
na analyse van de literatuur zeven categorieën gedefinieerd om naar risk factors en 
management mitigation strategies te kijken. Vervolgens geven de auteurs de mate van 
beschrevenheid van de risk factors en de management mitigation strategies aan van deze 
categorieën. Deze categorieën hebben hierdoor hetzelfde karakter als een dimensie en zijn 
in dit onderzoek ook als dimensie gebruikt zodat per dimensie indicatoren kunnen worden 
bepaald. De risk categories uit het risk management framework van Sullivan en 
Ngwenyama (2005) en de dimensies in het categorieënstelsel voor de inhoudsanalyse zijn 
hierdoor dezelfde. 
 
Met een voorbeeld wordt deze constructie van dimensies verduidelijkt. Het begrip risico 
bij IT-outsourcing bevat verschillende dimensies. Zo kun je naar dit begrip kijken vanuit de 
dimensie risico‟s bij de leverancier, risico‟s bij de implementatie, risico‟s bij het beheer 
maar ook kun je dimensies onderscheiden als tekort aan kennis van de leverancier of 
onethisch gedrag van de leverancier. Voor elke dimensie zijn indicatoren te benoemen die 
wijzen op het voorkomen van één van deze dimensies. 
Het risk management framework heeft risk categories benoemd op ditzelfde niveau. Zo 
zijn er bijvoorbeeld de risk categories outsourcers’s lack of experience en de risk category 
opportunistic behaviour of the vendor.  
 
Doordat de risk categories uit het referentiemodel in het categorieënstelsel van de 
inhoudsanalyse als dimensie worden gebruikt en de risk factors en management mitigation 
strategies als indicator kan per risk category de mate van beschrevenheid met de 
inhoudsanalyse worden vastgesteld. De auteurs van het referentiemodel doen dit in hun 
artikel op precies dezelfde manier met de guidelines die ze als casus hebben gebruikt om 
het risk management framework te toetsen. Op deze wijze sluit dit onderzoek goed aan bij 
de wijze waarop de auteurs met hun framework om gaan. In bijlage A zijn de 
eigenschapsbegrippen geoperationaliseerd in termen van dimensies, indicatoren en 




3.8.3.  Indicatoren 
Om de indicatoren te bepalen van de dimensies van de eigenschapsbegrippen risk factors 
en management mitigation strategies is eveneens gebruik gemaakt van het risk 
management framework (Sullivan and Ngwenyama 2005). In dit model worden de 
individuele risk factors en management mitigation instruments gebruikt als indicatoren om 
de mate van beschrevenheid van de risk categories (dimensies) vast te stellen. Deze 
systematiek wordt in dit onderzoek overgenomen waarbij echter wel de Engelstalige risk 
factors en management mitigation strategies zijn vertaald naar Nederlandstalige 
equivalenten. Dit is gedaan om deze risk factors en management mitigation strategies te 
kunnen gebruiken bij de inhoudsanalyse die toegepast wordt op Nederlandstalige 
documenten. Deze vertalingen zijn zo letterlijk mogelijk uitgevoerd. De Engelstalige risk 
factors en management mitigation strategies zijn dezelfde als de risk categories uit het 
risk management framework van Sullivan en Ngwenyama (2005). De vertaalde risk factors 
en management mitigation strategies zijn te vinden in bijlage A. 
Om de indicatoren te bepalen van het begrip voorschriften is in een aantal 
projectdocumenten van de IND bekeken naar de begrippen waarmee voorschriften worden 
aangeduid. Ook is een aantal experts bij de IND gevraagd hoe volgens hen voorschriften 
worden benoemd bij de IND in de projectdocumentatie. Gevonden begrippen zijn 
richtlijnen, uitgangsdocumentatie, normen en kaders. Omdat binnen één overheidsdienst 
de documentatie volgens een bepaalde stijl wordt geschreven is het niet waarschijnlijk dat 
voorschriften nog met heel andere termen worden aangeduid. De bestudeerde documenten 
zijn naast het zoeken op deze termen ook volledig doorgelezen om het risico uit te sluiten 
dat voorschriften nog op een andere wijze worden benoemd. 
Deze begrippen worden gebruikt om indicatoren te definiëren. In bijlage A zijn de 
eigenschapbegrippen geoperationaliseerd in termen van dimensies en indicatoren. 
3.8.4.  Categorieën in het waarnemingsinstrument 
De indicatoren zoals bepaald in paragraaf 3.8.3 leiden tot categorieën (Baarda and de 
Goede 2006). Omdat als waarnemingsinstrument in dit onderzoek de inhoudsanalyse wordt 
gebruikt worden de indicatoren omgezet naar categorieën om te gebruiken in het 
categorieënsysteem voor de inhoudsanalyse. Deze omzetting is gedaan door elke risk 
category uit het risk management framework van Sullivan en Ngwenyama (2005) te 
benoemen als categorie voor de inhoudsanalyse. Risk category, indicator en categorie voor 
de inhoudsanalyse zijn dus aan elkaar gelijk. In bijlage A zijn deze categorieën toegevoegd 
aan het operationaliseringschema van de eigenschapsbegrippen.  
3.8.5.  Meten en meetniveaus  
Bij operationaliseren van de eigenschapsbegrippen moet rekening worden gehouden met 
de statistische verwerking waarbij aantal en aard van de categorieën uit paragraaf 3.8.4 
een grote invloed hebben (Baarda and de Goede 2006). De risk factors en management 
mitigation strategies worden uitgedrukt in schalen. Hierbij wordt aangesloten bij de wijze 
waarop de auteurs van het risk management framework (Sullivan and Ngwenyama 2005) 
hun risk categories, risk factors en management mitigation strategies inzetten voor de 
inhoudsanalyse van de documenten uit drie casussen zoals beschreven in hun artikel uit 
2005 (Sullivan and Ngwenyama 2005). Zoals deze auteurs elke dimensie uitdrukken in een 
vijfpuntsschaal van niet beschreven tot volledig beschreven wordt dit op dezelfde wijze in 
dit onderzoek gedaan.  
Het bepalen van het schaalniveau gebeurt door het tellen van de indicatoren en de 
hoeveelheid tekst die aan een dimensie is gewijd ook in aansluiting op de werkwijze van de 
auteurs van het risk management framework (Sullivan and Ngwenyama 2005).  
Het meetniveau valt hiermee onder het ordinaal meetniveau (Baarda and de Goede 2006). 
De schaalconstructie wordt in paragraaf 3.8.7 beschreven.  
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Het begrip voorschriften wordt uitgedrukt in een driepuntsschaal en heeft daarmee ook 
een ordinaal meetniveau (Baarda and de Goede 2006). 
3.8.6.  Diepgang en reikwijdte 
Zoals in paragraaf 3.7. is beschreven zijn voor dit onderzoek twee documenten 
geselecteerd als object van onderzoek. Voor zover in het vooronderzoek is vastgesteld zijn 
dit de enige documenten die aangemerkt kunnen worden als voorschrift bij IT-outsourcing 
bij de rijksoverheid. Deze documenten worden gedetailleerd bestudeerd door middel van 
een inhoudsanalyse zoals in paragraaf 3.10 wordt beschreven. 
 
De reikwijdte van dit onderzoek is begrensd tot een conclusie over de bruikbaarheid van 
genoemde framework als diagnostisch instrument zoals in de doelstelling verwoord: 
Als met het referentiemodel de risk factors en management mitigation strategies 
beschreven en geanalyseerd kunnen worden, wordt de externe validiteit vergroot. Blijkt 
dit niet mogelijk, dan wordt de externe validiteit ingeperkt (Zanten 2006). 
3.8.7.  Schaalconstructie 
De schaal voor risk factors en management mitigation strategies bestaat uit vijf niveaus in 
overeenstemming met het risk management framework van Sullivan en Ngwenyama (2005): 
 Niet beschreven: Geen enkele indicator is aangetroffen. 
 Slecht beschreven: Minder dan de helft van de indicatoren zijn aangetroffen 
 Matig beschreven: De helft of meer van de indicatoren maar niet alle zijn aangetroffen 
maar er zijn er weinig (één of minder) beschreven. 
 Adequaat beschreven: De helft of meer van de indicatoren maar niet alle zijn 
aangetroffen en een aantal (meer dan één) is ook beschreven 
 Volledig beschreven: Alle indicatoren zijn aangetroffen en ze zijn allemaal beschreven. 
 
Om het schaalniveau van de vijfpuntsschaal van de risk factors en management mitigation 
strategies, de dimensies, te kunnen vaststellen zijn per indicator twee waarnemingen 
nodig: 
 Komt de indicator voor? (ja of nee) 
 Is de indicator beschreven? (ja of nee). Het referentiemodel geeft niet duidelijk aan 
wanneer nu iets als beschreven wordt beschouwd. In dit onderzoek wordt een indicator 
als beschreven aangeduid als over betreffende risk factor of management mitigation 
strategie minimaal vijf regels geschreven zijn. Bij vijf regels is meer aandacht besteed 
aan de risk factor of management mitigation strategies dan dat deze alleen benoemd 
is.  
 
De schaal voor het begrip „voorschriften‟ heeft drie niveaus: 
 Alle voorschriften gebruikt: alle indicatoren zijn aangetroffen. 
 Eén van de voorschriften is gebruikt: één maar niet alle indicatoren zijn aangetroffen 
 Geen van de voorschriften is gebruikt: geen van de indicatoren is aangetroffen 
3.9.  Betrouwbaarheid en validiteit 
Betrouwbaarheid 
De instrumentele betrouwbaarheid geeft aan in hoeverre het toeval van invloed kan zijn op 
de uitslag van de meting (Baarda and de Goede 2006). De omgeving, de geïnterviewde en 
de observator spelen hierin een belangrijke rol. Omdat voor het onderzoek gebruikt wordt 
gemaakt van bestaande informatie heeft deze informatie het karakter van non-reactiviteit 
wat wil zeggen dat er geen beïnvloeding is door de onderzoeker, geïnterviewden of 
omgeving (Baarda and de Goede 2006). Hierdoor is vrijwel uitgesloten dat toeval een rol 





Voor het bepalen van de instrumentele validiteit kun je twee soorten onderscheiden, de 
begrips- en de predictieve validiteit (Baarda and de Goede 2006). De predictieve validiteit 
is op dit onderzoek niet van toepassing omdat die validiteit gaat om de validiteit tussen 
twee metingen waarbij de tweede keer gevalideerd wordt wat de eerste keer voorspeld is. 
Daarom zal hieronder alleen de begripsvaliditeit worden besproken. 
Met begripsvaliditeit wordt vooral bedoeld hoe betrouwbaar de gekozen indicatoren zijn 
(Baarda and de Goede 2006). De indicatoren die gebruikt worden in dit onderzoek zijn 
ontleend aan het gebruikte referentiemodel. Dit model is in vijf casussen getoetst (Sullivan 
and Ngwenyama 2005; Ngwenyama and Sullivan 2007)waarbij de uitkomsten vergeleken 
zijn door fysieke analyse van delen van documenten op validiteit van de indicatoren.  
De indicatoren worden in dit onderzoek echter wel vertaald naar Nederlandse termen.  
De validiteit van de uitkomsten van het onderzoek worden getoetst door twee experts op 
het gebied van risicomanagement bij IT-outsourcing met kennis van de IND. 
3.10.  Analysemethoden per waarnemingsinstrument 
Keuze en verantwoording methode van waarneming 
In dit onderzoek wordt, zoals al eerder beschreven, gekozen voor het gebruik van 
bestaande gegevens. Bestaande gegevens, documenten in dit geval, kunnen worden 
ontsloten door inhoudsanalyse of door een zoeksysteem (Verschuren and Doorewaard 
2005). Waar een zoeksysteem vooral bruikbaar is voor het ontsluiten van 
wetenschappelijke literatuur is de inhoudsanalyse het meest geschikt voor het genereren 
van gegevens uit documenten uit de werkelijkheid (Verschuren and Doorewaard 2005). Om 
deze redenen is voor dit onderzoek gekozen voor de inhoudsanalyse. 
Bij de inhoudsanalyse is het gebruikelijk een categorieënstelsel te ontwikkelen (Verschuren 
and Doorewaard 2005). Bij de operationalisatie van de eigenschapbegrippen in bijlage A is 
hierop al ingespeeld door de indicatoren direct te voorzien van een categorie en een code. 
Het categorieënstelsel en codeerschema zijn gecombineerd met de operationaliseringtabel 
in bijlage A.  
 
Voor het aanvullende kwalitatieve gedeelte wordt gebruikt gemaakt van personen die 
ontsloten kunnen worden door ondervraging (Verschuren and Doorewaard 2005). Voor een 
ondervraging of interview is een interviewschema nodig. Deze wordt weergegeven in 
bijlage B. 
 
Analyse van gegevens 
Gegevens van ongestructureerde aard (zoals documenten) worden geanalyseerd en 
vervolgens begripsmatig gecategoriseerd in een kwantitatieve inhoudsanalyse (Baarda and 
de Goede 2006). Dit wordt gedaan door relevante tekstfragmenten uit de documenten te 
voorzien van een codelabel. Deze code is de numerieke weergave, volgens het 
codeerschema, van één van de onderkende categorieën (zie bijlage A).  
 
Welke statistische techniek gebruikt wordt hangt af van de onderzoeksvraag en of het gaat 
om een steekproef of een populatie (Baarda and de Goede 2006). In dit onderzoek gaat het 
om frequentieonderzoeksvragen omdat het doel het bepalen van het aantal voorkomende 
risicocategorieën is. Het gaat tevens om een populatie, alle relevante voorschriften en het 
meetniveau is ordinaal. Als statistische techniek kiezen we dan ook 
frequentieberekeningen door tellingen van de gelabelde tekstfragmenten wat het beste 
past bij dit type onderzoek (Baarda and de Goede 2006). Voor het presenteren van de 
gegevens zal in een tabel worden weergegeven wat de resultaten zijn van het onderzoek. 
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4.  Onderzoeksresultaten 
In het empirisch onderzoek wordt antwoord gezocht op de tweede centrale vraag: 
Hoe wordt het risk management van het IT-outsourcing contract van de IND beoordeeld 
in het licht van een, voor de publieke sector geschikt diagnostisch risk management 
framework en wat betekent dit voor de bruikbaarheid van het diagnostisch 
instrument? 
 
Deze centrale vraag wordt beantwoordt door per deelvraag de resultaten in de volgende 
paragrafen weer te geven. 
4.1. De aandachtspunten uit de voorschriften van de IND bij outsourcing. 
In deze paragraaf wordt het antwoord gezocht op de eerste deelvraag: 
Welke aandachtspunten van een, voor de publieke sector geschikt diagnostisch risk 
management framework zijn opgenomen in de voorschriften die de IND mag of moet 
hanteren bij IT-outsourcing? 
 
In het navolgende gedeelte worden de aandachtspunten uit het gebruikte risk management 
framework van Sullivan en Ngwenyama (2005) één voor één vergeleken met de 
voorschriften van de IND bij IT-outsourcing en er wordt aangegeven in hoeverre de 
indicatoren zijn aangetroffen die aangeven of er aandacht besteed is aan het betreffende 
aandachtspunt.  
 
Outsourcers lack of experience 
In het referentiemodel wordt als eerste risicocategorie outsourcers lack of experience 
genoemd. Eén indicator is aangetroffen waaruit blijkt dat het aandachtspunt onderkend is. 
In het BAO is de mogelijkheid opgenomen om tot een uitbesteding te komen door middel 
van een concurrentiegerichte dialoog. Dit wordt als volgt verwoord in het artikel 29, lid1 
van het BAO: 
Voor bijzonder complexe overheidsopdrachten kan een aanbestedende dienst, voor 
zover hij van oordeel is dat de toepassing van openbare procedures of niet-openbare 
procedures het niet mogelijk maakt de overheidsopdracht te gunnen, gebruik maken 
van de concurrentiegerichte dialoog overeenkomstig dit artikel. 
 
Het creëren van de deze mogelijkheid is een onderkenning dat de uitbestedende dienst te 
weinig ervaring kan hebben met het beschrijven van zijn functies en processen en de 
benodigde technologie. Door de concurrentiegerichte dialoog wordt alleen gespecificeerd 
wat de uitbesteder wil op hoofdlijnen. Daarna wordt in een dialoog met verschillende 
leveranciers deze vraag verder uitgewerkt maar ook de daarbij benodigde technologie. Op 
deze wijze wordt het risico van het ervaringstekort van de uitbestedende partij 
verminderd. 
 
Van de drie mogelijke indicatoren voor deze risk category is één indicator aangetroffen, de 
andere twee niet. Omdat over deze indicator meer dan 5 regels geschreven is, wordt deze 
indicator aangemerkt als aangetroffen en beschreven waarmee minder dan de helft van de 
indicatoren aangetroffen is. 
Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze risk category in de categorie 
„slecht beschreven‟.  
 
Een van de management strategies om het risico outsourcers lack of experience te 
compenseren is incrementeel outsourcen om ervaring op te doen. 
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Deze indicator is in de voorschriften aangetroffen doordat de mogelijkheid van 
raamcontracten is opgenomen waarmee elke keer kleine delen, incrementen, 
geoutsourced kunnen worden. Dit wordt in artikel 32 van het BAO beschreven. Lid 2 luidt: 
Een aanbestedende dienst die een raamovereenkomst sluit kan op basis van die 
raamovereenkomst overheidsopdrachten gunnen overeenkomstig de procedures 
bedoeld in het zevende tot en met het tiende lid. 
 
De overige indicatoren zijn niet aangetroffen waardoor één indicator aangetroffen en 
beschreven is. Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze management 
mitigation strategie in de categorie „slecht beschreven‟.  
 
Opportunistic behaviour by the vendor 
Hoewel ook dit risico niet uitgebreid aanwezig is in de voorschriften, is met de kans op 
voorkomen van deze risicocategorie wel nadrukkelijk rekening gehouden. Diverse artikelen 
bieden handvaten om gegadigden uit te sluiten bij wie onethisch gedrag is geconstateerd 
nu of in het verleden. Een goed voorbeeld hiervan is artikel 45 lid 3c uit het BAO: 
Jegens wie een rechterlijke uitspraak met kracht van gewijsde volgens de op hem van 
toepassing zijnde wet- of regelgeving van een lidstaat van de Europese Unie is gedaan, 
waarbij een delict is vastgesteld dat in strijd is met zijn beroepsgedragsregels 
 
In de voorschriften wordt alleen ingegaan op vormen van expliciet onethisch, zelfs 
misdadig, gedrag. De subtielere vormen van opportunistisch gedrag, de andere indicatoren 
in deze risk category, komen niet aan bod.  
Twee indicatoren van deze risicocategorie zijn zowel benoemd als beschreven in de 
voorschriften. De overige twee niet waarmee de helft of meer van de indicatoren zijn 
aangetroffen en twee indicatoren ook zijn beschreven. 
Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze risk category in de categorie 
„adequaat beschreven‟.  
 
Het beperken van de gevolgen van opportunistic behaviour by the Vendor kan bereikt 
worden door incrementeel outsourcen. Dit is beschreven in artikel 32 van het BAO. Een 
ander management mitigation strategie is het grondig natrekken van referenties van 
eerdere projecten. Een voorbeeld hiervan is artikel 48 lid 4 uit het BAO: 
Een aanbestedende dienst geeft in de aankondiging van de overheidsopdracht of in de 
uitnodiging tot inschrijving aan welke referenties, genoemd in het eerste lid, en 
andere bewijsstukken, overlegd dienen te worden. 
 
Er zijn voor deze risk category dus twee management mitigation strategies aangetroffen.  
De overige vier indicatoren zijn niet aangetroffen waardoor volgens de schaalconstructie 
uit paragraaf 3.8.7. de management mitigation strategies in de categorie „slecht 
beschreven‟ vallen.  
 
Vendors lack of experience  
Als derde risicocategorie benoemt het referentiemodel Vendors lack of experience. Ook 
hier kan dit een tekort aan ervaring zijn met de functies en processen van de IND, een 
tekort aan ervaring met de benodigde technologie of een tekort aan ervaring met IT-
outsourcing. 
De voorschriften reiken nadrukkelijk de mogelijkheid tot het natrekken van diverse 
bekwaamheden aan. Uitgebreid wordt ingegaan op de mogelijkheden om de 
vakbekwaamheid van de leverancier na te gaan en zijn ervaring met dergelijke 
opdrachten. Dit kan gaan om vakdiploma‟s, certificaten, verklaringen van overheden maar 
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ook een geverifieerde lijst met opdrachten van de laatste vijf jaar en een getekend 
resultaatrapport van deze werken wordt genoemd volgens artikel 49 van het BAO. 
Uit de aandacht die besteedt wordt aan dit onderdeel blijkt de onderkenning van deze risk 
category. Alle indicatoren zijn dan ook aangetroffen en beschreven. 
Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze risk category in de categorie 
„volledig beschreven‟.  
 
Voor deze risk category zijn twee management mitigation strategies benoemd. Een van 
deze indicatoren is ook aangetroffen, het uitvoeren van review op achtergronden van de 
leverancier. In artikel 49 van het BAO is uitgebreid beschreven de mogelijkheid tot het 
natrekken van diverse bekwaamheden, mogelijkheden om de vakbekwaamheid van de 
leverancier na te gaan en zijn ervaring met opdrachten van dezelfde soort als het 
onderhanden contract. Dit kan gaan om vakdiploma‟s, certificaten, verklaringen van 
overheden maar ook een geverifieerde lijst met opdrachten van de laatste vijf jaar en een 
getekend resultaatrapport van deze werken wordt genoemd.  
Eén van de twee indicatoren van de management mitigation strategies is aangetroffen en 
beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de management 
mitigation strategies in de categorie „matig beschreven‟ valt.  
 
Vendors financial responsibility 
De mate van Financial Responsibility van de leverancier is een ander potentieel risico die 
benoemd is in het referentiemodel. 
Dit risico is onderkend in de voorschriften, zoals blijkt op diverse plaatsen. Als eerste is de 
financiële positie opgenomen in de uitsluitinggronden van een gegadigde in artikel 45, lid 
3a van het BAO: 
Die in staat van faillissement of van liquidatie verkeert, wiens werkzaamheden zijn 
gestaakt, jegens wie een surseance van betaling of een akkoord geldt of die in een 
andere vergelijkbare toestand verkeert ingevolge een soortgelijke procedure die 
voorkomt in de op hem van toepassing zijnde wet- of regelgeving van een lidstaat van 
de Europese Unie. 
Naast deze uitsluitinggronden wijzen de voorschriften verder nog nadrukkelijk op de 
mogelijkheid tot het stellen van aanzienlijke aanvullende eisen op het gebied van 
financiële stabiliteit in artikel 48 van het BAO waarbij het aantonen van deze eisen 
behoorlijk gedetailleerd is uitgewerkt. De indicatoren financiële instabiliteit en 
afhankelijkheid van leverancier die activiteiten staakt zijn aangetroffen waarmee twee 
van de vier indicatoren aangetroffen zijn en beschreven. 
Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze risk category in de categorie 
„adequaat beschreven‟.  
 
Hoewel de risk factors van de risk category Vendors Financial Responsibility in de 
voorschriften behoorlijk wat aandacht krijgt, zijn de management mitigation strategies die 
daadwerkelijk kunnen worden ingezet om dit risico te verminderen veel minder duidelijk 
opgenomen. Er is maar één indicator aangetroffen in de voorschriften, het zorgvuldig 
selecteren van de gewenste omvang en financiële stabiliteit van de leverancier. Dit wordt 
verwoord in het BAO, artikel 48. Dit hele artikel is gewijd aan de wijze waarop de 
leverancier zijn financiële en economische draagkracht aan kan tonen. 
Hiermee is één van de drie indicatoren van de management mitigation strategies  
aangetroffen en beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de 
management mitigation strategies in de categorie „slecht beschreven‟ valt.  
 
Vendors performance monitoring 
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In de voorschriften is het onderkennen van deze risicocategorie geheel afwezig. Slechts 
een summiere aanwijzing staat in artikel 49, 2e lid van het BAO: 
“en de maatregelen die hij treft om de kwaliteit te borgen” 
Dit is echter te summier om één van de indicatoren te scoren voor wat betreft de risk 
factors. 
Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze risk category in de categorie 
„niet beschreven‟.  
 
In de voorschriften is het onderkennen van de risk factors van deze risk category geheel 
afwezig. Toch zijn er wel twee management mitigation strategies aangetroffen welke 
summier zijn benoemd in lid 3a van artikel 23 van het BAO: 
In termen van prestatie-eisen en functionele eisen, waaronder milieukenmerken, die 
zodanig nauwkeurig zijn bepaald dat de inschrijvers het voorwerp van de 
overheidsopdracht kunnen bepalen en de aanbestedende dienst de 
overheidsopdrachten kan gunnen. 
In dit artikel is het vermijden van tekenen van incomplete contracten benoemd en het 
specificeren van resultaatgerichte prestatie-indicatoren i.p.v. werkgebaseerde. 
Van de vier indicatoren van de management mitigation strategies zijn er dus twee 
aangetroffen waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de management 
mitigation strategies in de categorie „matig beschreven‟ valt.  
 
Contract horizon and technological discontinuity 
Dit risico is niet onderkend in de onderzochte voorschriften. 
Volgens de schaalconstructie uit paragraaf 3.8.7. valt deze risk category in de categorie 
„niet beschreven‟.  
 
In de voorschriften zijn ook de risk factoren van deze risk category niet benoemd. Als 
management mitigation strategie is alleen het gebruik van flexibele contracten benoemd 
in artikel 32 van het BAO, lid 2. 
Hiermee is één van de drie indicatoren van de management mitigation strategies 
aangetroffen waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de management 
mitigation strategies in de categorie „slecht beschreven‟ valt. 
 
Loss of core competencies and proprietary information 
In de voorschriften zijn de risk factoren en de management mitigation strategies van dit 
aandachtspunt niet benoemd. Volgens de schaalconstructie uit paragraaf 3.8.7. valt dit 
aandachtspunt voor zowel de risk factors als voor de management mitigation strategies in 
de categorie „niet beschreven‟. 
 
Conclusie 
In deze paragraaf werd het antwoordt gezocht op de volgende vraag: 
Welke aandachtspunten van een, voor de publieke sector geschikt diagnostisch risk 
management framework zijn opgenomen in de voorschriften die de IND mag of 
moet hanteren bij IT-outsourcing? 
 
De risk factors en management mitigation strategies uit het risk management framework 
(Sullivan and Ngwenyama 2005) leveren de volgende score op na uitvoer van dit onderzoek. 
Deze score is samengesteld op basis van de score per risk factor en de score per 
management mitigation strategy volgens de schaalconstructie zoals beschreven in 
paragraaf 3.8.7.. De individuele score per risk factor en per management mitigation 
strategy is opgenomen in bijlage D. 
 





1) Outsourcers lack of experience slecht beschreven slecht beschreven 
2) Opportunistic behaviour by the vendor adequaat 
beschreven  
slecht beschreven 
3) Vendors lack of experience  volledig beschreven matig beschreven 
4) Vendors financial responsibility matig beschreven slecht beschreven 
5) Vendors performance monitoring niet beschreven matig beschreven 
6) Contract horizon and technological 
discontinuity 
niet beschreven slecht beschreven 
7) Loss of core competencies and proprietary 
information 
niet beschreven niet beschreven 
 
Samenvattend kan geconcludeerd worden dat in de voorschriften die de IND gebruikt voor 
IT-outsourcing weinig risk factors en management mitigation strategies zijn aangetroffen 
uit het risk management framework (Sullivan and Ngwenyama 2005). Acht van de 
vijfentwintig risk factors zijn aangetroffen en acht van de negenentwintig management 
mitigation strategies. 
4.2. De aandachtspunten die onderkent zijn bij het IND outsourcing contract. 
In deze paragraaf wordt het antwoord gezocht op de tweede deelvraag: 
Welke aandachtspunten uit de voorschriften, en/ of uit een, voor de publieke 
sector geschikt diagnostisch risk management framework zijn gebruikt in het IND 
Outsourcing contract? 
 
In het navolgende gedeelte worden de aandachtspunten uit het gebruikte risk management 
framework van Sullivan en Ngwenyama (2005) en/ of uit de voorschriften die de IND 
hanteert bij IT-outsourcing één voor één vergeleken met de projectdocumentatie van het 
IT-outsourcingscontract bij de IND en er wordt aangegeven in hoeverre de indicatoren zijn 
aangetroffen die aangeven of er aandacht besteed is aan het betreffende aandachtspunt.  
 
Outsourcers lack of experience 
In de casus is het risico van een tekort aan ervaring van de IND onderkend wat blijkt uit de 
procedurebeschrijving dialoog en offerte fase welke kernachtig in paragraaf 1.2 Inleiding 
concludeert: 
De grootschaligheid en complexheid van de implementatie van de nieuwe 
informatievoorziening vraagt om specifieke kennis, competenties en capaciteit 
vanuit de markt. 
 
Om dit risico te beperken zijn diverse maatregelen genomen zoals vooral blijkt uit het 
verzoek tot definitieve inschrijving waar op bladzijde 5, 11, 21, 54 de volgende 
maatregelen worden genoemd: 
Laat de IND zich adviseren door derden (blz.11) 
Extern advies zal worden gevraagd aan TNO wat wordt gebruikt bij de beoordeling 
van de Inschrijvingen op het aspect ‘aannemelijkheid’ (blz.11) 
Met de inschrijver wordt een Raamovereenkomst afgesloten (blz. 5) 
De transitie moet voor alles beheerst verlopen (blz. 21) 
De Service Integrator verschaft volledige transparantie in haar kostencalculaties en 
de opgestelde plateaubegroting (blz. 54) 
 
Hiermee zijn twee van de drie indicatoren van de risk factors aangetroffen en van de 
zeven indicatoren van de management mitigation strategies zijn er vijf aangetroffen en 
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beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors en 
de management mitigation strategies in de categorie „adequaat beschreven‟ vallen.  
 
Opportunistic behaviour by the vendor 
In de projectdocumentatie is het onderkennen van mogelijk onethisch gedrag niet 
aangetroffen. 
Wel zijn enkele maatregelen beschreven in het verzoek tot definitieve inschrijving op 
bladzijde 14, 35, 54 waar ingegaan wordt op het gebruik van standaardsoftware, het 
opgeven van referenties van oplossingen en ervaring en een prestatieregeling wordt 
beschreven met beloning en boeteclausules. 
 
Hiermee zijn geen indicatoren van de risk factors aangetroffen en van de zes indicatoren 
van de management mitigation strategies zijn er vier aangetroffen en beschreven 
waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors in de categorie 
„niet beschreven‟ valt en de management mitigation strategies in de categorie „adequaat 
beschreven‟.  
 
Vendors lack of experience 
In de casus is het risico van een tekort aan ervaring van de leverancier net als in de 
voorschriften behoorlijk aanwezig. 
Ook dit blijkt weer voornamelijk uit het verzoek tot definitieve inschrijving waar op 
bladzijde 14, 15, 28 en 35 een hele reeks eisen wordt gesteld aan de leverancier om te 
bewijzen dat zijn oplossing werkt en dat hij voldoende ervaring heeft met de functies en 
technologie van deze oplossing 
 
Ook één van de twee mogelijke maatregelen uit het risk management framework, het 
uitvoeren natrekken van referenties wordt in het verzoek tot definitieve inschrijving 
genoemd op bladzijde 28 
 
Hiermee zijn twee van de drie indicatoren van de risk factors aangetroffen. Van de twee 
indicatoren van de management mitigation strategies is er één aangetroffen en 
beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors en 
de management mitigation strategies in de categorie „adequaat beschreven‟ vallen. 
 
Vendors financial Responsibility 
In de projectdocumentatie zijn weinig indicatoren aangetroffen die wijzen op 
onderkenning van het risico op financiële instabiliteit van de leverancier. 
Alleen het risico van het wegvloeien van kennis is beschreven in het verzoek tot definitieve 
inschrijving op bladzijde 29: 
De waarborg dat kennis, opgedaan in het voortraject, ook gebruikt wordt in het 
hoofdtraject en beschikbaar blijft gedurende het hele programma. 
 
In de raamovereenkomst staat op bladzijde 11 over de bescherming van de broncode het 
volgende: 
Het gebruik van een bestaande of nieuw op te stellen escrowregeling of een 
alternatieve regeling die de beschikbaarheid van de broncode voor de IND zeker 
stelt. 
 
Hiermee is één van de vier indicatoren van de risk factors aangetroffen. Van de drie 
indicatoren van de management mitigation strategies is er één aangetroffen en 
beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors en 




Vendors performance monitoring 
In de projectdocumentatie is veel aandacht voor het risico dat de prestaties van de 
leverancier niet te meten zijn. Een goed voorbeeld hiervan is beschreven in het verzoek 
tot definitieve inschrijving op bladzijde 16: 
Bij een onvoldoende prestatie van de Service Integrator is het afbreukrisico voor de 
IND groot. Dit vereist dat de Service Integrator de overeengekomen prestatie 
daadwerkelijk levert. Een kwalitatief hoogwaardige invulling van de projecten c.q. 
dienstverlening door de Service Integrator dient dan ook goed zichtbaar te zijn. De 
kwaliteit van de dienstverlening zal na gunning in ‘Kritische prestatie indicatoren 
(KPI’s) nader gespecificeerd en gecontracteerd worden. Deze KPI’ worden 
opgenomen in een bijlage van de Raamovereenkomst. De KPI’s vormen belangrijke 
stuurparameters voor de IND. 
 
Van de mogelijke management strategieën zijn er ook twee aangetroffen waar in de 
raamovereenkomst op bladzijde 9 een bonusmalus regeling staat beschreven en het 
verzoek tot definitieve inschrijving op bladzijde 56 de eis tot het opnemen van 
strategische prestatie-indicatoren staat beschreven. 
 
Hiermee zijn twee van de vier indicatoren van de risk factors aangetroffen. Van de vier 
indicatoren van de management mitigation strategies zijn er twee aangetroffen en 
beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors en 
de management mitigation strategies in de categorie „adequaat beschreven‟ valt.  
 
Contract horizon and technological discontinuity 
Ook de kans op technologisch discontinuïteit is in de projectdocumentatie behoorlijk terug 
te vinden. Een voorbeeld hiervan is beschreven in het verzoek tot definitieve inschrijving 
op bladzijde 61: 
Op welke wijze borgt u dat de voor de IND relevante ontwikkelingen (in de ICT-
markt of binnen de overheid) voor de IND beschikbaar komen. 
 
Van de mogelijke management strategieën zijn er ook twee aangetroffen. Het plaatsen van 
de broncode in een kluis en het definiëren van nauwkeurige transitieplanningen. 
 
Hiermee is één van de vier indicatoren van de risk factors aangetroffen. Van de drie 
indicatoren van de management mitigation strategies zijn er twee aangetroffen en 
beschreven waardoor volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors in de 
categorie „slecht beschreven‟ valt en de management mitigation strategies in de categorie 
„adequaat beschreven‟.  
 
Loss of core competencies and proprietary information 
De kans op verlies van core competencies is als risico niet benoemd in de 
projectdocumentatie. Wel zijn alle mogelijk maatregelen uit het diagnostisch instrument 
terug gevonden in de projectdocumentatie.  
Het behoud van sleutelposities staat beschreven in de raamovereenkomst op bladzijde 19.  
Geheimhoudingsclausules, een plan om kennis over te brengen en maatregelen tegen 
rampen staan beschreven in het verzoek tot definitieve inschrijving op bladzijde 29 en 46. 
 
Hiermee vallen volgens de schaalconstructie uit paragraaf 3.8.7. de risk factors in de 
categorie „niet beschreven‟. 
Alle indicatoren van de management mitigation strategies zijn aangetroffen en beschreven 





In deze paragraaf werd het antwoordt gezocht op de volgende vraag: 
Welke aandachtspunten uit de voorschriften, en/ of uit een, voor de publieke 
sector geschikt diagnostisch risk management framework zijn gebruikt in het IND 
Outsourcing contract? 
 
De risk factors en management mitigation strategies uit het risk management framework 
(Sullivan and Ngwenyama 2005) leveren de volgende score op na uitvoer van dit onderzoek. 
Deze score is samengesteld op basis van de score per risk factor en de score per 
management mitigation strategy volgens de schaalconstructie zoals beschreven in 
paragraaf 3.8.7. De individuele score per risk factor en per management mitigation 
strategy is opgenomen in bijlage D. 
 
Risk category Risk factors Management 
mitigation 
strategies  




2) Opportunistic behaviour by the vendor niet beschreven  adequaat 
beschreven 




4) Vendors financial responsibility slecht beschreven slecht beschreven 




6) Contract horizon and technological 
discontinuity 
slecht beschreven adequaat 
beschreven 
7) Loss of core competencies and proprietary 
information 
niet beschreven Volledig 
beschreven 
 
Samenvattend kan geconcludeerd worden dat in de casus de risk factors nog voor een deel 
ontbraken. Van de management mitigation strategies zijn er behoorlijk veel aangetroffen 
uit het risk management framework (Sullivan and Ngwenyama 2005). Acht van de 
vijfentwintig risk factors zijn aangetroffen en negentien van de negenentwintig 
management mitigation strategies. 
 
4.3.De bruikbaarheid van het diagnostisch risk management framework 
In deze paragraaf wordt het antwoord gezocht op de derde vraag: 
Wat is de bruikbaarheid van een, voor de publieke sector geschikt diagnostisch risk 
management framework bij het IND outsourcingscontract? 
 
Om deze vraag te beantwoorden zijn twee interviews gehouden met experts op het gebied 
van outsourcing die een aantal jaren bij de IND werken.  
Het doel van deze interviews is achterhalen of de criteria van bruikbaarheid zoals deze zijn 
gedefinieerd in de literatuurstudie, paragraaf 2.5 van toepassing zijn op het gebruikte risk 
management framework. Deze criteria zijn als volgt gedefinieerd: 
 De waargenomen bruikbaarheid van de diagnostische informatie voor de medewerkers 
in de organisatie. 
 De mate waarin de diagnose de organisatie geholpen heeft om de problemen op te 
lossen? 
 De bijdrage van de diagnose aan het bepalen van de effectiviteit van het 
organisatieonderdeel door de organisatie. 
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 De waargenomen bruikbaarheid voor het verbeteren van de effectiviteit op grond van 
de aanbevelingen. 
 De mate waarin de diagnostische terugkoppeling gebruikt wordt in de besluitvorming en 
het plannen van acties. 
 
Als eerste wordt hun reactie gevraagd op de onderzoeksresultaten (zie bijlage B en C). Dit 
sluit aan bij het eerste en derde criterium. 
Vervolgens wordt de vraag voorgelegd of deze experts het nuttig vinden om voorschriften 
met behulp van het hier gepresenteerde diagnostisch instrument te toetsen om mate van 
beschrevenheid van risk factors en management mitigation instruments vast te stellen wat 
aansluit op het vierde criterium. 
 
Toetsen van de onderzoeksresultaten  
De resultaten van alle risk categories zijn aan de experts gepresenteerd door ze voor het 
interview de onderzoeksresultaten toe te sturen. In het interview wordt de experts 
gevraagd of ze deze onderzoeksresultaten bruikbaar vinden en of deze overeenkomen met 
hun kennis en ervaring van de beschrevenheid van de risico‟s in de voorschriften van de 
IND. Beide experts vonden de onderzoeksresultaten bruikbaar en herkenbaar. De 
resultaten van de afzonderlijke risicocategorieën kwamen grotendeels overeen met het 
beeld wat de experts hadden van de aandacht voor de verschillende risk categories.  
Samenvattend zijn de resultaten van het onderzoek goed herkenbaar, komen ze overeen 
met de kennis en ervaringen van de experts met outsourcing bij de IND en vinden ze deze 
diagnostische informatie bruikbaar om te bepalen hoe effectief wordt omgegaan met 
risicomanagement bij het IT-outsourcingscontract. 
 
De inzetbaarheid van het referentiemodel als diagnostisch instrument  
Vervolgens wordt de vraag voorgelegd of deze experts het bruikbaar vinden om 
voorschriften en projecten met behulp van het hier gepresenteerde diagnostisch 
instrument te toetsen om mate van beschrevenheid van risk factors en management 
mitigation instruments vast te stellen. 
 
Beide experts vinden het een bruikbaar instrument waarvan zij verwachten dat het de IND, 
maar ook andere overheidsdiensten in de publieke sector, zeker kan helpen om de risico‟s 
en te nemen maatregelen van IT-outsourcing structureel aan te pakken waardoor de 
effectiviteit van risicomanagement bij IT-outsourcing verbeterd kan worden. 
In bijlage C zijn de interviewverslagen opgenomen. 
 
Conclusie 
In deze paragraaf werd het antwoordt gezocht op de vraag: 
Wat is de bruikbaarheid van een, voor de publieke sector geschikt diagnostisch risk 
management framework bij het IND outsourcingscontract? 
 
Op basis van de bevindingen naar aanleiding van de gehouden interviews zijn de volgende 
conclusies te trekken in het licht van de opgestelde criteria voor bruikbaarheid. 
De onderzochte casus voldoet aan de volgende criteria waarmee het instrument in deze 
casus bruikbaar was en ook voor toekomstig gebruik binnen IND of overheid bruikbaar lijkt 
te zijn: 
 De waargenomen bruikbaarheid van de diagnostische informatie voor de medewerkers 
in de organisatie. 
 De bijdrage van de diagnose aan het bepalen van de effectiviteit van het 
organisatieonderdeel door de organisatie. 




5.  Conclusies en aanbevelingen voor verder onderzoek 
Het doel van dit onderzoek is: 
Het ontwikkelen en toetsen van een geschikt diagnostisch instrument voor de 
evaluatie van risicomanagement bij IT-outsourcing in de publieke sector, door de 
bruikbaarheid van het ontwikkelde diagnostisch instrument te toetsen bij een IT-
outsourcingscontract van de Nederlandse Immigratie en Naturalisatie Dienst. 
 
Om dit doel te bereiken zijn de volgende centrale vragen geformuleerd: 
1. Hoe ziet een, voor de publieke sector geschikt diagnostisch risk management framework 
eruit? 
2. Hoe wordt het risk management van het IT-outsourcing contract van de IND beoordeeld 
in het licht van een, voor de publieke sector geschikt diagnostisch risk management 
framework en wat betekent dit voor de bruikbaarheid van het diagnostisch instrument? 
 
1. Literatuurstudie 
Om de eerste vraag te beantwoorden is een literatuurstudie uitgevoerd waarbij het 
antwoord is gezocht op de volgende deelvragen: 
1. Welke risk management frameworks zijn beschreven in de literatuur? 
2. Op welke wijze kan een risk management framework ingezet worden als diagnostisch 
raamwerk? 
3. Met welke criteria kan de bruikbaarheid van de risk management framework als 
diagnostisch instrument beoordeeld worden? 
4. Welk risk management framework is geschikt als diagnostisch instrument in de publieke 
sector? 
5. Uit welke aandachtspunten bestaat het diagnostisch instrument dat is gebaseerd op dit 
geschikte risk management framework? 
 
Conclusie literatuurstudie en antwoord op de eerste centrale vraag: 
Uit de onderzochte frameworks is het risk management framework van Sullivan en 
Ngwenyama (2005) geselecteerd als geschikt diagnostisch risk management framework. De 
keuze is op dit framework gevallen omdat dit het enige risk management framework was 
wat getoetst is in casussen in de publieke sector volgens de onderzochte literatuur. 
 
Dit framework bevat de volgende aandachtspunten: 
1.  The outsourcer’s lack of experience 
2. Opportunistic behavior by the vendor 
3. Vendor’s lack of experience 
4. Vendor Financial instability 
5. Vendor performance monitoring 
6.  Contract horizon and technological discontinuity 
7.  Loss of core competencies and proprietary information. 
 
2. Het empirisch onderzoek 
Om de tweede vraag te beantwoorden is een empirisch onderzoek uitgevoerd waarbij het 
antwoord is gezocht op de volgende deelvragen: 
1. Welke aandachtspunten van een, voor de publieke sector geschikt diagnostisch risk 
management framework zijn opgenomen in de voorschriften die de IND mag of moet 
hanteren bij IT-outsourcing? 
2. Welke aandachtspunten uit de voorschriften, en/ of uit een, voor de publieke sector 




3. Wat is de bruikbaarheid van een, voor de publieke sector geschikt diagnostisch risk 
management framework bij het IND Outsourcingscontract? 
 
Conclusies empirisch onderzoek en antwoord op de tweede centrale vraag: 
Het risk management van IT-outsourcing zoals dat is aangetroffen in de voorschriften die 
de IND hanteert bij IT-outsourcing geeft aan dat van de onderzochte aandachtspunten de 
meeste onvoldoende worden benoemd en beschreven. 
 
Het risk management van het IT-outsourcing contract bevat meer aandachtspunten uit het 
diagnostisch raamwerk. De risk factors zijn nog maar beperkt aangetroffen. De in te zetten 
management strategieën per aandachtspunten zijn uitvoeriger beschreven. 
 
De evaluatie van de inzet van dit diagnostisch risk management framework tegen de 
criteria voor bruikbaarheid van een diagnostisch instrument geeft als resultaat dat dit 
instrument bruikbaar was bij het IND-outsourcingscontract en ook bruikbaar lijkt voor het 
beoordelen van risicomanagement bij IT-outsourcing in de publieke sector waarmee de 
doelstelling van dit onderzoek is gerealiseerd. 
 
Aanbevelingen voor verder onderzoek 
Dat er in de voorschriften en in de casus weinig risk factors en management mitigation 
strategies zijn aangetroffen kan ook veroorzaakt worden doordat het gebruikte risk 
management framework niet helemaal aansluit op de situatie in de Nederlandse publieke 
sector. 
 
Verder onderzoek, kan zich daarom richten op de vraag: 
Hoe wordt het risk management van de voorschriften voor IT-outsourcing bij de IND 
en het IT-outsourcing contract van de IND beoordeeld in het licht van een ander 
voor de publieke sector geschikt diagnostisch risk management framework? 
 
De toetsing van het risk management framework van Sullivan en Ngwenyama (2005) door 
dit onderzoek is een eerste aanwijzing dat dit framework bruikbaar is in de publieke 
sector. Het empirisch toetsen van meer casussen met dit instrument moet aantonen of dit 




6.  Reflectie op het uitgevoerde onderzoek 
Procesreflectie 
Bij de start van deze scriptie, moet ik achteraf constateren, was ik slecht voorbereid op 
het schrijven van een wetenschappelijke scriptie. Door het behalen van de bachelor 
technische informatica had ik vrijstelling gekregen voor de voorbereidende modulen voor 
de master Business, processes and ICT. Dat lijkt een voordeel maar dat bleek een nadeel te 
zijn. Mijn afstudeerbegeleider waarschuwde me hier al voor. Tijdens het schrijven van de 
scriptie heb ik moeten leren hoe dit precies moet. Dat was een moeizame weg. Doordat 
mijn afstudeerbegeleider een eerste versie van een mijlpaalproduct gericht 
becommentarieerde wist hij me elke keer de juiste weg te laten vinden om het 
mijlpaalproduct zodanig te verbeteren dat ik verder kon met de volgende stap.  
Omdat op deze wijze het schrijven van de scriptie per stap veel energie vroeg duurde het 
lang voordat ik het overzicht kreeg over het totale traject.  
In de toekomst zou ik eerst het totaalbeeld van de scriptie helder willen hebben voordat ik 
met de literatuurstudie begon. Literatuurstudie en empirisch deel zijn dan veel beter op 
elkaar aan te sluiten.  
Door het op deze wijze schrijven van deze scriptie werd ik wel gedwongen om mij heel 
snel een aantal vaardigheden aan te leren. Een behoorlijk aantal boeken heb ik 
doorgelezen tijdens het maken van de scriptie over het uitvoeren van wetenschappelijk 
onderzoek. Vooral aan de boeken van Baarda en de Goede (Baarda, de Goede et al. 2005) 
(Baarda and de Goede 2006) heb ik veel steun gehad. Ook had ik een aantal trouwe 
meelezers die mij tot steun zijn geweest om de juiste weg te vinden. 
 
Productreflectie 
De resultaten uit dit onderzoek laten zien dat een instrument voor het toetsen van de 
mate van beschrevenheid van risicofactoren niet overbodig is. Als risicofactoren niet zijn 
beschreven in de voorschriften is de kans dat ze in de projecten die deze voorschriften 
hanteren ook over het hoofd worden gezien. 
Binnen de IND kunnen de resultaten uit dit onderzoek worden gepresenteerd met de 
aanbeveling om de voorschriften aan te passen en meer risk factors en management 
mitigation strategies op te nemen. Omdat deze voorschriften voor de hele rijksoverheid 
gelden is het daardoor mogelijk om de beschrevenheid van de risk factors en management 
mitigation strategies in de voorschriften voor de hele rijksoverheid te verbeteren. 
Door dit onderzoek is gebleken dat het risk management framework van Sullivan en 
Ngwenyama (2005) ook in een andere context is in te zetten waardoor de validiteit van dit 
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Bijlage A Operationaliseringtabellen met codering 
(De eigenschapsbegrippen met bijbehorende dimensies, indicatoren en waarden zijn allen ontleent aan het riks management framework van Sullivan en Ngwenyama (2005)) 
Eigenschapsbegrip Dimensie (=risicocategorie) Indicator (=subcategorie) Waarde  
0. Risk factor 
 
 
1) Outsourcers lack of 
experience 
1. Te weinig ervaring met de functie of het proces wat wordt geoutsourced. 
2. Te weinig ervaring met de technologie die wordt geoutsourced 




























2) Opportunistic behaviour 
by the vendor 
1. Leverancier gebruikt slinksheid, misleiding of ander onethisch gedrag. 
2. Hoge kosten om te switchen verhinderen de leverancier voor een ander te ruilen. 
3. Weinig geschikte leveranciers binden de outsourcer aan een vaste leverancier 
4. Asset specificity – Systeem wat geen waarde heeft buiten outsourcings organisatie 
3) Vendors Lack of 
Experience  
1. Te weinig ervaring met de functie of het proces wat wordt geoutsourced. 
2. Te weinig ervaring met de technology die wordt geoutsourced. 
3. Te weinig ervaring met IS-outsourcing. 
4) Vendors Financial 
Responsibility 
1. De financiële instabiliteit van de leverancier leidt tot de bereidheid zich aan het 
contract te onttrekken. 
2. Leverancier heeft meer aandacht voor meer profijtelijke klanten  
3. Risico van afhankelijkheid van leverancier die activiteiten staakt  
4. Te weinig personeelsleden voor effectief uitvoeren outsourcings contract  
5) Vendors performance 
monitoring 
1. leverancier is niet in staat omvang van het werk te specificeren. 
2. Problemen om leveranciersprestaties te meten. 
3. Problemen om systeemprestaties te meten. 
4. Toepassing van aansporingen en strafbepaling clausules hangen af van 
prestatiemeting. 
6) Contract horizon and 
technological discontinuity 
1. verlies bekwaam personeel door outsourcings contract  
2. technologische discontinuïteit. Technologie veroudert. 
3. Bedrijfs- of operationele omgeving van de outsourcende organisatie wijzigt. 
4. De uitvoerbaarheid van de leveranciersprocessen verslechtert. 
7) Loss of core competencies 
and proprietary information 
1. kans op verlies van core competenties. 
2. kans op verlies van belangrijk personeel door onvoldoende uitdaging  




1) Outsourcers lack of 
experience 
1. inhuren professionele informatie systeem project manager met kennis van de 
technologie om het contract te managen. 
2. inhuren ervaren outsourcing consultant om te helpen bij het opstellen en managen 







Eigenschapsbegrip Dimensie (=risicocategorie) Indicator (=subcategorie) Waarde  
3. inhuren ervaren consultant voor verificatie en validatie van het contract 
4. Outsource incrementeel om ervaring op te doen 
5. Teken gedetailleerde contracten, geen contracten met open einden 
6. Maak gedetailleerde kostenramingen om het contract te managen na 
implementatie. 



























2) Opportunistic behaviour 
by the vendor 
1. neem sanctie- en beloningsclausules op in het contract om het gedrag van de 
leverancier te managen.  
2. inhuren ervaren consultant voor verificatie en validatie van het contract. 
3. inhuren professionele IT project manager. 
4. Grondig natrekken referenties van eerdere projecten. 
5. vermijden merkgebonden technology en haak aan bij proven technology  
6. hanteren van flexibele contracten welke regelmatig opnieuw besproken worden. 
3) Vendors Lack of 
Experience  
1. inhuren professionele project manager voor managen contract en leverancier.  
2. uitvoeren review op achtergronden leveranciers. 
4) Vendors Financial 
Responsibility 
1. Selecteer zorgvuldig de gewenste omvang en financiële stabiliteit van leverancier. 
2. Zorgen voor aanvaardbare winst op het contract voor de leverancier 
3. Plaats de broncode van de leveranciers in een kluis. 
5) Vendors performance 
monitoring 
1. vermijd tekenen incomplete contracten. 
2. Neem sanctie en beloningsclausules op in het contract. 
3. Specificeer resultaatgerichte prestatie-indicatoren i.p.v. werkgebaseerde. 
4. personeel op sleutelposities inzetten voor prestatie meting van de leverancier. 
6) Contract horizon and 
technological discontinuity 
1. Gebruik flexibele contracten die regelmatig opnieuw besproken kunnen worden. 
2. Ontwerp nauwkeurige technologie transitie planningen met de leverancier. 
3. Plaats de broncode van de leverancier in een kluis 
7) Loss of core competencies 
and proprietary information 
1. behoud personeel op sleutelposities in de organisatie. 
2. Maak duidelijk onderscheid in IS activiteiten. Eis geheimhouding clausules. 
3. Maak met de leverancier een gedetailleerd plan voor overbrengen van kennis 
4. Ontwikkel gedetailleerde plannen voor bestrijding van rampen. 
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Bijlage B Interviewprotocol en interviewvragen 
 
Sectie Interviewvragen interviewprotocol 
Introductie   Voorstellen van interviewer 
 Uitleg doel interview en structuur 
van het interview 
Topics/ 
vragen 
 De risk factors en management 
mitigation strategies zijn wel/ 
niet benoemd in de voorschriften. 
Komt dit overeen met uw beeld 
van de omgang met deze 
risicocategorie bij IT-outsourcing 
bij de IND? 
 Wat kan de reden zijn dat uw 
beeld afwijkt van de aangetroffen 
situatie in dit onderzoek?  
 Vindt u de nu genoemde risk 
factors en management 
mitigation strategies afdoende 
om de kwaliteit van 
risicomanagement bij IT-
outsourcing te beoordelen in de 
voorschriften? 
  
 Per risicocategorie benoemen of de 
risk factors en management 
mitigation strategies zijn 
aangetroffen in de voorschriften 
van de IND. 
 
 Deze vraag alleen stellen als het 
beeld afwijkt van de 
onderzoeksresultaten 
Afsluiting   Kort samenvatten van het gesprek 
 Aangeven wat er gebeurt met de 
gegevens. Een interviewverslag zal 
worden voorgelegd te goedkeuring. 





Bijlage C Interviewverslagen 
 
Datum:  donderdag 19 juni 
Tijd:   10:00  – 11:00 uur 
Geïnterviewde:  Drs. Ing. R. Redeker 
Interviewer:  Johan de Witte 
Functie:  Informatieanalist IND 
Methode:  Half gestructureerd interview. Telefonisch. 
 
Verslag Interview: 
Inleiding: Kennismaking en uitleg van het onderzoek door interviewer. 
 
Vraag 1: De resultaten van dit onderzoek wijzen uit dat de risicofactoren en management 
strategieën beperkt benoemd en beschreven zijn in de voorschriften die de IND gebruikt voor IT-
outsourcing.  
Past deze conclusie in het beeld wat jij hebt van de voorschriften van de IND? 
 
Antwoord 1: 
Omdat ik zelf ook onderzoek gedaan heb naar outsourcing ga je de resultaten die je hebt 
toegestuurd hier onwillekeurig mee vergelijken. Het is opvallend hoe bepaalde bevindingen elke 
keer toch weer terug komen. De meeste van de resultaten uit jou onderzoek pasten goed in het 
beeld wat ik eerder heb opgebouwd over risicomanagement bij IT-outsourcing en dan vooral de 
onderkenning van de verschillende risicofactoren. 
 
Vraag 2: Ik wil nu samen met jou alle risicocategorieën langslopen en jouw mening vragen over 
het gevonden resultaat in dit onderzoek. 
 
Antwoord 2: reactie per risicocategorie: 
 Outsourcers lack of experience: Deze risicocategorie komt vaker slecht naar voren. Dat is 
ook wel een beetje te begrijpen want het wijst een risico aan die bij de uitbestedende partij 
ligt. Daar zitten de meeste uitbestedende partijen niet direct op te wachten. Die kijken veel 
meer naar de problemen die aan de leverancierkant kunnen opduiken. Het resultaat is dus 
goed herkenbaar. 
 Opportunistic behaviour by the vendor: De focus op de leverancier bij de vorige categorie 
komt nu ook weer terug maar dan omgekeerd. Hier is een aspect aan de leverancierkant 
goed beschreven. De overheid is wel een uitblinker op dit gebied. Nog meer dan in de 
profitsector zijn ze gericht op maatregelen om de leverancier te toetsen op allerlei zaken. 
Ook goed herkenbaar dus. 
 Vendors Lack of Experience: Hiervoor geldt het zelfde als bij de vorige categorie. De 
leveranciers kant heeft de focus. Wat ook een rol speelt is dat veel leveranciers erg graag 
leveren aan de rijksoverheid. De rijksoverheid is dan vaak ook in de positie om eisen te 
stellen. 
 Vendors Financial Responsibility: zelfde reactie als bij de vorige categorie. 
 Vendors performance monitoring: Dat deze categorie niet sterk in de schijnwerpers staat is 
een bekend fenomeen. Het is ook erg lastig om deze risicocategorie goed te benoemen en de 
juiste maatregelen te nemen. Wel werkt problemen op dit gebied door alle andere 
risicocategorieën. Heel goed dat dit risico in dit model ook is onderkend.  
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 Contract horizon and technological discontinuïteit: deze categorie is niet echt heel 
belangrijk t.o.v. de vorige categorieën. Binnen de overheid zal hier in het algemeen niet 
zoveel aandacht voor zijn omdat ze op technologisch gebied vaak niet zo dynamisch zijn. 
 Loss of core competenties and proprietary information: Ook deze categorie lijkt, zeker 
binnen de overheid, wat minder van belang.  
 
 
Vraag 3. Vind je de nu genoemde risk factors en management mitigation strategies afdoende om 
de kwaliteit van risicomanagement bij IT-outsourcing te beoordelen in de voorschriften? 
 
Antwoord 3: het framework lijkt me bruikbaar voor het meten van de benoemde risico‟s. Zo pak 
je risicomanagement gestructureerd aan en is de kans dat je belangrijke risicocategorieën over 
het hoofd ziet niet zo groot. 
 
Vraag 4. Zijn er nog risicocategorieën die je mist en wel zou verwachten? 
Antwoord 4. Volgens mij missen er geen essentiële risicocategorieën.  
 
Afsluiting: Ter afsluiting wordt het gesprek kort samengevat en aangegeven dat de resultaten 
verwerkt worden in het onderzoek wat toegestuurd zal worden. Het resultaat van het onderzoek 




Datum:  donderdag 19 juni 
Tijd:   12:00  – 13:00 uur 
Geïnterviewde:  Drs. P. Rens 
Interviewer:  Johan de Witte 
Functie:  Projectmanager IND 
Methode:  Half gestructureerd interview. Telefonisch. 
 
Verslag Interview: 
Inleiding: Kennismaking en uitleg van het onderzoek door interviewer. 
 
Vraag 1: De resultaten van dit onderzoek wijzen uit dat de risicofactoren en management 
strategieën beperkt benoemd en beschreven zijn in de voorschriften die de IND gebruikt voor IT-
outsourcing.  
Past deze conclusie in het beeld wat jij hebt van de voorschriften van de IND? 
 
Antwoord 1: 
De resultaten van het onderzoek die je me hebt toegestuurd heb ik bekeken. Inderdaad zijn veel 
risico‟s niet benoemd in de voorschriften. Dit is geen verassing. We weten binnen de IND wel dat 
omgaan met risicomanagement en het afdwingen van het benoemen van deze risico‟s in de 
projecten nog onder de maat is. Wel wordt het op deze wijze heel concreet 
 
Vraag 2: Ik wil nu samen met jou alle risicocategorieën langslopen en jouw mening vragen over 
het gevonden resultaat in dit onderzoek. 
 
Antwoord 2: reactie per risicocategorie: 
 Outsourcers lack of experience: Het onderkennen van het tekort aan kennis in de eigen 
organisatie is niet het sterkste punt van de IND. Dat dit in de voorschriften nauwelijks 
benoemd wordt is daarom zeker herkenbaar 
 Opportunistic behaviour by the vendor: Bij outsourcing vanuit de overheid heeft altijd de 
focus gelegen op de leverancier. Als je de leverancier maar goed onder de loep neemt en 
alles nauwkeurig nagaat dan heb je de meeste risico‟s wel ondervangen is de gedachte. Er 
worden vaak zelfs juristen ingehuurd om de contracten na te kijken op onetisch gedrag. Ook 
dit komt dus goed overeen met eerdere ervaringen. 
 Vendors Lack of Experience: Hiervoor geldt het zelfde als bij de vorige categorie. De 
leveranciers kant heeft de focus. Ook herkenbaar dus. 
 Vendors Financial Responsibility: ook de uitkomsten bij deze risicocategorie zijn in lijn met 
de vorige twee categorieën al had ik verwacht dat deze categorie wel minimaal hetzelfde 
scoorde als de vorige twee categorieën. 
 Vendors performance monitoring: Dat deze categorie niet beschreven is vind ik het ergste. 
Deze risico categorie heeft de grootste gevolgen voor je outsourcingsproject. Je kunt niet 
meten wat de leverancier doet dus weet je helemaal niet hoe je er voor staat. Hierdoor kun 
je ook geen maatregelen nemen.  
 Contract horizon and technological discontinuity: Dat deze categorie niet beschreven staat 
vind ik niet zo schokkend. Deze categorie lijkt me ook wat minder belangrijk bij de 
rijksoverheid. Er is inderdaad nooit veel aandacht voor geweest. 
 Loss of core competenties and proprietary information: Hetzelfde geldt ook voor deze 
categorie. De laatste twee categorieën lijken me veel minder belangrijk dan de eerste vijf.  
 
 
Vraag 3. Vind je de nu genoemde risk factors en management mitigation strategies afdoende om 




Antwoord 3: het gebruikte model lijkt me prima bruikbaar om de mate van beschrevenheid van 
risico‟s te toetsen. Wel ben ik erg benieuwd hoe dit nu in het project zelf er voor staat. 
 
Afsluiting: Ter afsluiting wordt het gesprek kort samengevat en aangegeven dat de resultaten 





Bijlage D Detailbevindingen empirisch onderzoek 
1e onderzoeksvraag, de voorschriften van de IND 
 
Eigenschapsbegrip Dimensie (=risicocategorie) Variabele (zie 
bijlage A) 
Waarde Bron 






BAO, art. 29, lid 1 








BAO, art. 45, lid 3c 
 
BAO, art. 31, lid 1a 






BAO, art. 49, lid 2 
BAO, art. 49, lid 2 
BAO, art. 49, lid 2 








BAO, art. 48, lid 1 
 
BAO, art. 45, lid 3a 

















































BAO, art. 32, lid 1 t/m 10 
















BAO, art. 46, lid 1 
 
BAO, art. 32, lid 1 t/m 10 





BAO, art. 49, lid 1 t/m 6 






BAO, art. 48, lid 1 








BAO, art. 23, lid b 
 
BAO, art. 23, lid b 
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Eigenschapsbegrip Dimensie (=risicocategorie) Variabele (zie 
bijlage A) 
Waarde Bron 








BAO, art. 32, lid 1 t/m 10 












2e onderzoeksvraag, het IND-outsourcingcontract 
 
Eigenschapsbegrip Dimensie (=risicocategorie) Variabele (zie 
bijlage A) 
Waarde Bron 























Procedurebeschr, blz. 14,28 
Procedurebeschr, blz. 15,35 











Verzoek def. inschr, blz.29 








Verzoek def. inschr, blz.16 
Verzoek def. inschr, blz.16 











Verzoek def. inschr, blz.61 


























Verzoek def. inschr, blz.11 
 
Verzoek def. inschr, blz.11 
Verzoek def. inschr, blz.5 
 
Verzoek def. inschr, blz.21 
Verzoek def. inschr, blz.54 













Verzoek def. inschr, blz.14 
Verzoek def. inschr, blz.11 
 
Verzoek def. inschr, blz.35 
 
Verzoek def. inschr, blz.54 





Verzoek def. inschr, blz.28 
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Eigenschapsbegrip Dimensie (=risicocategorie) Variabele (zie 
bijlage A) 
Waarde Bron 








Raamovereenkomst, blz. 11 









Raamovereenkomst, blz. 9 
Verzoek def. inschr, blz.56 









Verzoek def. inschr, blz.61 
Verzoek def. inschr, blz.61 











Verzoek def. inschr, blz.29 
Verzoek def. inschr, blz.29 
Verzoek def. inschr, blz.46 
 
 
 
