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Magistrska naloga obravnava področje zaposlovanja javnih uslužbencev na eni strani ter 
dostop do tajnih podatkov in ravnanje z njimi na drugi strani. Krovni zakon na področju 
zaposlovanja javnih uslužbencev je Zakon o javnih uslužbencih, na področju tajnih 
podatkov pa je to Zakon o tajnih podatkih. Na obeh področjih poleg zakona še vrsta 
uredb, pravilnikov, sklepov, kodeksov podrobneje ureja posamezne določbe krovnega 
zakona. Bistvena skupna točka med področjem zaposlovanja javnih uslužbencev in tajnimi 
podatki je Uredba o notranji organizaciji, sistemizaciji, delovnih mestih in nazivih v organih 
javne uprave in pravosodnih organov, ki v 46. členu določa pogoje za delovna mesta, med 
katerimi je tudi pogoj pooblastilo za dostop do tajnih podatkov. 
 
Prvi del magistrske naloge zajema analizo in primerjavo teh predpisov z namenom 
poiskati skupne točke obeh področij in vpliv enega področja na drugega. V drugem delu je 
analiziran Sklep Sveta, ki določa minimalne standarde na področju varovanja tajnih 
podatkov. Na podlagi analize je bila izvedena primerjava s slovensko zakonodajo, ki 
pokriva področje tajnih podatkov. Namen je bil poiskati pomanjkljivosti in podati predloge, 
ki bodo pripomogli k večji varnosti in varovanju tajnih podatkov. Podane predloge velja 
smiselno uporabiti pri naslednji spremembi zakonodaje s področja tajnih podatkov. 
 
Osebe, ki pri svojemu delu dostopajo do tajnih podatkov, za ta dostop potrebujejo 
ustrezno dovoljenje za dostop do tajnih podatkov. Bodoči imetniki dovoljenja gredo skozi 
ustrezni sistem varnostnega preverjanja, ki zagotavlja, da se nevarnost razkritja tajnih 
podatkov zmanjša na sprejemljivo minimalno mero. Imetniki dovoljenj se značajsko med 
seboj razlikujejo. Kljub temu se od njih pričakuje, da se v določenih situacijah odzovejo 
enako. Svoje delo morajo opravljati v skladu z načeli sistema javnih uslužbencev in 
kodeksom ravnanja javnih uslužbencev, ki jih zavezujejo. Kršitev posameznega načela 
lahko privede do odvzema dovoljenja za dostop do tajnih podatkov, posledično pa tudi do 
izgube zaposlitve. Primeri sodne prakse predstavljeni v nalogi dokazujejo, da občasno 
prihaja do zlorabe dovoljenja. Zato je namen obravnavane vsebine med drugim tudi ta, da 
se imetnikom dovoljenja za dostop do tajnih podatkov, kot tudi tistim, ki bodo to šele 
postali, predstaviti pravi pomen in namen dovoljenja in se jih opozori na posledice v 
primeru zlorabe dovoljenja. 
 
Ključne besede: zaposlovanje, javni uslužbenec, varnostno preverjanje, tajni podatek, 





EMPLOYMENT IN PUBLIC ADMINISTRATION AND ACCESS AND 
HANDLING OF CLASSIFIED INFORMATION 
 
The dissertation covers a field of employment of civil servants on one side and access and 
handling of classified information on the other side. The framework act in the field of 
employment of civil servants is Civil Servants Act and in the field of classified information 
the framework act is Classified Information Act. In both of the fields, there are several 
regulations, rules, decisions, codes, which clarify individual provisions of the above 
mentioned acts. The basic common point between the field of employment of public 
servants and the field of classified information is Decree on the internal organisation, job 
classification, positions and titles in public administration and justice bodies. The 
regulation in its Article 46 lays down the conditions for positions of employment and one 
of them is also a condition regarding classified information access authorization. 
 
The first part of the master's thesis includes the analysis and comparison of these rules in 
order to seek common points of both areas and the impact of one area on another. In the 
second part, the Council Decision laying down minimum standards for the protection of 
classified information is analysed. Based on the analysis, a comparison with the Slovenian 
legislation covering the area of classified information has been made. The purpose was to 
identify weaknesses and give suggestions that will contribute to greater security and 
protection of classified information. Given suggestions are to be reasonably considered 
upon the next amendment of the legislation on classified information. 
 
Persons who access classified information at their work need appropriate authorisation to 
access classified information. Future authorisation holders undergo the appropriate 
security screening system which ensures that the risk of disclosure of classified 
information is reduced to an acceptable minimum rate. Authorisation holders are 
characteristically different. Nevertheless, they are expected to respond in the same way in 
certain situations. Their work must be performed according to the principles of the civil 
service system and the code of conduct of public officials which they are bound by. The 
breach of any principle may lead to withdrawal of the authorisation to access classified 
information and, consequently, to the loss of job. Examples of case law presented in this 
thesis show that misuse of the authorisation occurs occasionally. Therefore, the purpose 
of discussed issue is, among other, to present the true meaning and purpose of the 
authorisation to the holders of the authorisation to access classified information, as well 
as to those who are only to become such holders, and warn them of the consequences in 
case of misuse of the authorisation. 
 
Key words: employment, civil servant, security vetting, classified information, 
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Magistrska naloga obravnava zaposlovanje v upravi ter dostop do tajnih podatkov in 
ravnanje z njimi. Obe področji se v nalogi med seboj prepletata in dopolnjujeta. Nekateri 
javni uslužbenci zaradi narave dela dostopajo do tajnih podatkov, katerih vsebino so 
dolžni varovati. Pravico do dostopa in ravnanja s tajnimi podatki pridobijo z dovoljenjem 
za dostop do tajnih podatkov.  
 
Pri procesu zaposlovanja javnih uslužbencev so pravila in postopek zaposlovanja enotni in 
natančno določeni za vse kandidate. Sistem zaposlovanja javnih uslužbencev vsebuje štiri 
ključne korake, in sicer oglaševanje oziroma javno objavo prostega delovnega mesta v 
javnem sektorju, preizkus ali drugačno preverjanje znanja oziroma sposobnosti 
prijavljenih kandidatov, pripravo seznama usposobljenih kandidatov in izbiro usposobljenih 
kandidatov. Postopek izbire kandidatov je v zasebnem sektorju manj formalen od 
postopka v javnem sektorju, saj po zakonodaji o urejanju trga dela v zasebnem sektorju 
ni več potrebna niti javna objava prostega delovnega mesta. V javnem sektorju je objava 
vedno obvezna, za uradnike pa je obvezna posebna vrsta objave, in sicer javni natečaj. 
Pri izbiri sodeluje natečajna komisija ali posebna natečajna komisija, katere pristojnost je 
preverjanje izpolnjevanja pogojev kandidatov (Vodovnik & Tičar, 2014, str. 30–31). 
 
Javna uprava mora težiti k temu, da so njene storitve čim bolj kakovostne in da so njeni 
uporabniki zadovoljni. Na zadovoljstvo uporabnikov vplivajo številni dejavniki, med njimi 
krajevna in časovna dostopnost, enostavnost postopkov, kakovostne informacije o 
storitvah ter profesionalnost in prijaznost zaposlenih (Virant, 2009, str. 94). V skladu s 
stališči Evropske komisije je eden od pogojev za oblikovanje učinkovite javne uprave 
ureditev položaja javnih uslužbencev. Evropska komisija priporoča državam, da sprejmejo 
zakon, ki ureja področje javnih uslužbencev in vzpostavitev kariernega sistema javnih 
uslužbencev. Prav tako priporoča neodvisnost javne uprave (še zlasti v političnem 
pogledu), dodatno izobraževanje (zlasti na področju zakonodaje in delovanja institucij v 
okviru EU) ter izenačenje plač v zasebnem in javnem sektorju (Fournier, 1997, str. 113). 
Temeljna načela, ki veljajo za vse javne uslužbence in urejajo položaj zaposlenih v javnem 
sektorju, predpisujeta Zakon o javnih uslužbencih1 in Kodeks ravnanja javnih 
uslužbencev. Od javnih uslužbencev se namreč pričakuje, da so zgledni uslužbenci, ki pri 
svojem delu upoštevajo službena pravila, da so zanesljivi in da ne naredijo česarkoli, kar 
bi lahko škodovalo ugledu javne uprave na splošno ali pa njenih delavcev.  
 
Vsaka organizacijska enota ima svojo sistemizacijo, v kateri je za posamezno delovno 
mesto določen tudi dostop do tajnih podatkov. Med ostalimi pogoji za zasedbo delovnega 
                                        
1 Zakon o javnih uslužbencih (Ur. list RS, št. 56/02, 110/02-ZDT-B, 2/04-ZDSS-1 (10/04 popr.), 
23/05, 35/05-UPB1, 62/05 Odl.US: U-I-294/04-15, 113/05, 21/06 Odl.US: U-I-343/04-11, 23/06 
Skl.US: U-I-341/05-10, 32/06-UPB2, 62/06 Skl.US: U-I-227/06-17, 131/06 Odl.US: U-I-227/06-27, 
11/07 Skl.US: U-I-214/05-14, 33/07, 63/07-UPB3, 65/08, 69/08-ZTFI-A, 69/08-ZZavar-E in 74/09 
Odl.US: U-I-136/07-13 – v nadaljevanju: ZJU). 
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mesta je določena tudi stopnja tajnosti, do katere mora posameznik pridobiti dovoljenje 
za dostop do tajnih podatkov. Pomembno je, da vsak javni uslužbenec ves čas zaposlitve 
izpolnjuje vse pogoje za zasedbo določenega delovnega mesta. Nemalokrat se zgodi, da 
se posamezni javni uslužbenec ne zaveda pravega pomena pridobljenega dovoljenja za 
dostop do tajnih podatkov. Navadno se zgodi, da se ga zave šele, ko se znajde v 
postopku vmesnega varnostnega preverjanja. Odvzem pridobljenega dovoljenja za dostop 
do tajnih podatkov pomeni, da posameznik ne izpolnjuje več enega od pogojev za 
zasedbo delovnega mesta. Posledično to lahko pomeni izgubo zaposlitve oziroma 
premestitev uradnika na drugo delovno mesto, kjer dovoljenje za dostop do tajnih 
podatkov ni potrebno. 
 
Krovni zakon na področju tajnih podatkov je Zakon o tajnih podatkih2 (v nadaljevanju: 
ZTP). ZTP v 3. členu določa seznam oseb, ki na podlagi opravljanja svoje funkcije brez 
dovoljenja za dostop do tajnih podatkov dostopajo do tajnih podatkov. 
 
Od zasedbe delovnega mesta in od posameznikove narave dela je odvisno, ali posamezni 
javni uslužbenec potrebuje dostop do tajnih podatkov in katero stopnjo potrebuje. V 
Sloveniji je bil leta 2002 ustanovljen Urad Vlade Republike Slovenije za varovanje tajnih 
podatkov (v nadaljevanju: UVTP). UVTP je nacionalni varnostni organ v naši državi, zato 
so v sedmem poglavju te naloge podrobneje opisane naloge in cilji, ki jih ima v svoji 
pristojnosti. Poleg UVTP imajo na področju tajnih podatkov pomembno vlogo tudi 
Ministrstvo za notranje zadeve, Ministrstvo za zunanje zadeve in Slovenska obveščevalna 
varnostna agencija. Ti organi so pristojni za varnostna preverjanja, ko gre za pridobitev 
nacionalnega dovoljenja. Pridobitev slednjega je pogoj, da se lahko posamezniku izda 
dovoljenje za dostop do tajnih podatkov EU. 
Vse osebe (razen izjem, določenih v ZTP), ki dostopajo do tajnih podatkov zaradi 
opravljanja nalog ali funkcije na svojem delovnem mestu, morajo biti ustrezno varnostno 
preverjene. V postopku varnostnega preverjanja se preverijo lojalnost, zanesljivost in 
verodostojnost posameznega kandidata. V postopku se obravnavajo vidiki, ki zajemajo 
osebnostni značaj in okoliščine posameznika, ki bi lahko povzročile nastanek potencialnih 
varnostnih težav. 
Od oseb, ki so pridobile dovoljenje za dostop do tajnih podatkov, se pričakuje, da podatke 
ustrezno varujejo. Tudi ZJU v 12. členu določa, da mora »javni uslužbenec varovati tajne 
podatke, ne glede na to, kako jih je izvedel. Dolžnost varovanja velja tudi po prenehanju 
delovnega razmerja. Dolžnost varovanja tajnih podatkov velja, dokler delodajalec javnega 
uslužbenca te dolžnosti ne razreši.« 
V zadnjem času je veliko govora tudi o korupciji. Ta se lahko pojavlja v obliki malih daril 
javnim uslužbencem. Korupcija na mikro ravni je najbolj razširjena med javnimi 
uslužbenci, ki imajo opravka z dokumentacijo in izdajo dovoljenj. To so javni uslužbenci 
                                        
2 Zakon o tajnih podatkih (Ur. list RS, št. 87/01, 101/03-ZTP-A, 135/03, 28/06-ZTP-B, 50/06-UPB2, 
9/10 in 60/11 – v nadaljevanju: ZTP). 
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na nižjih ravneh, darilo pa je navadno osebne narave. Tovrstna korupcija se lahko zelo 
razširi in ljudje do nje postanejo tolerantni in postane del vsakdanjih običajev. Moralno se 
takšna korupcija opravičuje z nizkimi plačami in prizadevanjem uslužbenca za čim prejšnjo 
rešitev zadeve (Dobovšek, 2002, str. 46–47). Omejitve in dolžnosti v zvezi s 
sprejemanjem daril zajema 11. člen ZJU. Javni uslužbenci ne smejo sprejemati daril od 
tretje osebe. Sprejmejo in obdržijo lahko le darila manjših vrednosti (pisala, koledar itn.). 
Darila višje vrednosti je treba zavrniti, oziroma če bi taka zavrnitev povzročila 
neprijetnosti, darila sprejeti in jih predati osebi, ki je v organizaciji določena za oskrbnika. 
(Civil Service Code of Standards and Behaviour, str. 16). Darila, ki presegajo dovoljeno 
vrednost, postanejo last delodajalca, na kar pa mora javni uslužbenec darovalca tudi 
opozoriti. Če ta pri darilu vztraja, mora javni uslužbenec darilo izročiti delodajalcu oziroma 
organu delodajalca, ki je pooblaščen za delo z darili. V seznam daril se vpišejo podatki o 
sprejemu darila, vrednost, oseba, ki je nedovoljeno darilo dala v dar (Vodovnik, 2010, str. 
3). V magistrski nalogi je v ta namen predstavljen primer sodne prakse, ko je bilo 
javnemu uslužbencu zaradi sprejemanja daril odvzeto dovoljenje za dostop do tajnih 
podatkov. Odgovornost je močno prepletena tudi z evropskimi načeli, ki so sestavni del 
učinkovite, uspešne, zanesljive in predvidljive javne uprave (Bayramov in drugi, 2011, str. 
19). Ob posamezni kršitvi načela se moramo vprašati, ali je posameznik še vedno vreden 
zaupanja, ali je tak javni uslužbenec še lojalen, zanesljiv in verodostojen. Njegova 
nepremišljena odločitev in s tem kršitev posameznega načela posledično lahko pomeni 
izgubo zaposlitve. V ta namen so v magistrski nalogi predstavljeni posamezni primeri 
sodne prakse, tako na področju zaposlovanja javnih uslužbencev kot tudi pri dostopanju 
do tajnih podatkov. Leta 2014 je organizacija Government Security Classifications 
zapisala, da »je dolžnost ne samo vlade, pač pa tudi ostalih oseb, ki delajo zanjo, da 
spoštujejo zaupnost in podatke, do katerih pridejo pri svojemu delu in so zanje 
odgovorni« (Cabinet Office, 2014, str. 3).  
Pri vodenju postopkov imajo uradniki dostop do številnih evidenc, ko pridobivajo podatke, 
ki so nujno potrebni za preverjanje izpolnjevanja pogojev pri posamezniku. V nalogi je 
predstavljeno, kdaj sme uradnik dostopati do posamezne evidence in kakšen je nadzor 
nad njihovim delom. To je namreč občutljivo področje, saj se navezuje na številne osebne 
podatke o posamezniku. Pomembno je, da noben upravni organ ni izvzet iz nadzora, zato 
je v ta namen v nalogi predstavljen tudi nadzor na področju tajnih podatkov. Posameznik 
se pri svojem delu ravna po formalnih in neformalnih pravilih. Formalna pravila 
zagotavljajo doslednost, kontinuiteto, nadzor in odgovornost. Neformalna pravila pa 
pomagajo pri razvijanju organizacijske kulture ter ustvarjanju običajev in norm ravnanja, 
pomagajo razvijati harmonijo v medsebojnih odnosih (Rose, 1999, str. 308). Tudi Ustava 
Republike Slovenije3 v 120. in 153. členu določa, da mora odločanje o pravicah in 
obveznostih fizičnih ali pravnih oseb v konkretnih zadevah in izdajanje posamičnih aktov 
temeljiti na zakonu ali zakonitem predpisu.  
                                        




Med razlogi, da se je Slovenija leta 2004 priključila EU, je bilo tudi prepričanje, da se 
lahko vprašanje nacionalne varnosti in obrambe učinkoviteje rešuje v okviru EU in njene 
skupne zunanje in varnostne politike ter zveze NATO. Že pred vstopom Slovenije v EU, in 
sicer že leta 1995, ko je Evropska komisija izdala t. i. belo knjigo, se je začel proces 
usklajevanja zakonodaje. Pomembno pri tem je zavedanje, da sam sprejem zakonodaje 
ne zadošča, saj je treba sprejeto zakonodajo izvajati in neizvajanje ustrezno sankcionirati. 
Z usklajevanjem zakonodaje je treba odpraviti razlike, ki onemogočajo ali ovirajo dosego 
katerega od ciljev integracije in tako ovirajo delovanje notranjega trga. Dolžnost 
prilagajanja ne pomeni le prevzemanja in sprejemanja nove zakonodaje, temveč je treba 
začeti z analizo obstoječe ureditve, kajti le tako je mogoče ugotoviti, v kolikšni meri je 
prilagoditev sploh potrebna. Kot je bilo že rečeno, samo sprejetje predpisa ni dovolj, saj 
skladnost pravnih in s tem gospodarskih sistemov terja tudi njegovo dejansko izvajanje. 
Zahtevne naloge prilagajanja zakonodaje terjajo tudi ustrezno pripravljenost in 
organiziranost. 
Za nadziranje, koordiniranje in uvajanje varnostnih ukrepov je bila ustanovljena varnostna 
pisarna Generalnega sekretariata Sveta Evropske unije. Nalogi vodje te pisarne sta uvajati 
novosti v varnostne standarde ter koordinirati delo z nacionalnimi uradi za varovanje 
tajnih podatkov EU in drugimi mednarodnimi organi, ki so povezani s Svetom Evropske 
unije. Minimalni standardi na področju tajnih podatkov so določeni v Sklepu Sveta o 
varnostnih predpisih za varovanje tajnih podatkov EU in zavezujejo vse države članice EU.  
Namen magistrske naloge je na področju zaposlovanja javnih uslužbencev ugotoviti, 
katera zakonodaja ureja področje zaposlovanja javnih uslužbencev, in najti povezavo z 
zakonodajo, ki ureja področje tajnih podatkov. V ta namen je bilo preverjeno, ali vsi javni 
uslužbenci potrebujejo dovoljenje za dostop do tajnih podatkov. 
Ker je Slovenija polnopravna članica EU, se je število dokumentov med našo državo in EU 
povečalo. Zato je bilo preverjeno, ali je slovenska zakonodaja na področju tajnih podatkov 
v skladu s smernicami in zakonodajo EU. Tu je bila bistvena primerjava izvedena med ZTP 
in Sklepom Sveta o varnostnih predpisih za varovanje tajnih podatkov EU.  
Cilj magistrske naloge je poiskati morebitna neskladja med slovensko zakonodajo in 
zakonodajo EU. Cilj je tudi ozavestiti vse imetnike dovoljenj za dostop do tajnih podatkov 
o pomenu dovoljenja, saj dosedanja praksa kaže, da se pravega pomena ne zavedajo. V 
nalogi so predstavljeni primeri iz sodne prakse, katerih cilj je lažja predstavitev tako 
področja zaposlovanja javnih uslužbencev kot tudi področja tajnih podatkov. Poleg vseh 
omenjenih ciljev je cilj magistrske naloge tudi s strukturo, metodami in vsebino 
magistrskega dela preveriti veljavnost postavljenih hipotez. 
Dosedanje raziskave kažejo, da sta bila tako področje zaposlovanja javnih uslužbencev 
kot tudi področje tajnih podatkov večkrat predmet raziskav. Na obeh področjih je bilo 
izdelanih več diplomskih in magistrskih nalog. Naloge zajemajo predvsem sam postopek 
zaposlovanja, primerjavo med zaposlitvijo v javnem in zasebnem sektorju, zasedbo 
delovnega mesta v ministrstvu, zasedbo delovnega mesta v državni upravi s študijo dveh 
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primerov, zaposlovanje v javnih zavodih. V številnih nalogah je prikazan postopek 
zaposlovanja na posameznem konkretnem delovnem mestu. Prikazan je postopek 
zaposlitve v Uradu RS za meroslovje, postopek zasedbe delovnega mesta na Upravni enoti 
in Davčnem uradu Hrastnik. Prav tako sta prikazana postopek javnega natečaja za 
zasedbo prostega delovnega mesta uradnika v Upravni enoti Litija in tudi konkreten 
primer zaposlitve na Ministrstvu za javno upravo. V nalogah so pogosto uporabljeni tudi 
različni statistični prikazi, kot je zaposlovanje javnih uslužbencev po letih.  
Tudi na področju tajnih podatkov je bilo izdelanih več diplomskih in magistrskih nalog, a 
bistveno manj kot na področju zaposlovanja. Zasledimo lahko več diplomskih in 
magistrskih del, ki obravnavajo obrambno področje, kar lahko pripišemo temu, da je 
Ministrstvo za obrambo eden od organov, ki izdaja nacionalna dovoljenja za dostop do 
tajnih podatkov. Naloge se nanašajo na varovanje tajnih podatkov v Slovenski vojski, 
varovanje tajnih podatkov, varnostno kulturo na obrambnem področju in 
protiobveščevalno varnost.  
Septembra 2014 je Transparency Internacional izvedla mednarodno raziskavo o tajnih 
podatkih. V raziskavah je bilo ugotovljeno, da večina držav svojim državljanom omejuje 
dostop do tajnih podatkov. Navadno se v teh primerih države sklicujejo na državno 
varnost. Sodelujoči v raziskavi so mnenja, da bi bilo treba spremeniti zakonodajo na tem 
področju, in sicer tako, da se informacije označijo za tajne, ko je javni interes za omejitev 
dostopa do informacij večji od javnega interesa za njihovo razkritje. 
Ogrožanje vitalnih interesov države je ogrožanje njene ustavne ureditve, neodvisnosti, 
ozemeljske celovitosti in obrambne sposobnosti (ZTP, 2. člen). Na to, da bi morali biti v 
demokratičnih državah, kar je tudi Slovenija, načeloma javni podatki, informacije, javni 
dokumenti in arhivsko gradivo v javnih gradivih dostopnejši javnosti, je leta 2003 
opozarjal tudi Žumer (2003, str. 13–21): »Tako določajo ali priporočajo številne resolucije, 
ustave, zakoni in drugi predpisi. V resnici pa so omejitve dostopa povsod mnogo večje od 
pravic pravnih in fizičnih oseb do dostopa!« Žumer je mnenja, da je treba problematiko 
obravnavati s stališča pravic do javne uporabe in s stališča omejitev uporabe javnih 
dokumentov zaradi varovanja različnih specifičnih interesov državljanov ali države. Tu se 
lepo vidi, da nastane problem že pri podatkih, ki naj bi bili vsem javno dostopni, pa to 
niso.  
 
V »The Global Principles on National Security and the Right to Information« iz leta 2013 je 
naveden sklop standardov, ki naj predstavlja smernice v javnem sektorju pri omejevanju 
dostopa do informacij zaradi nacionalne varnosti. Poleg smernic so navedeni primeri 
dobrih praks. 
Leta 2012 je European Institut of Public Administration v »The future of public 
employment in central public administration, Restructuring in times of government 
transformation and the impact on status development« predstavil številne prikaze, med 
katerim sta tudi trend zaposlovanja javnih uslužbencev po državah članicah ter tudi 
primanjkljaji na področju zaposlovanja v javnem sektorju. 
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Leta 2010 je OECD izvedel raziskavo o strateškem upravljanju s človeškimi viri. Več kot tri 
četrtine držav OECD so načrtovale oziroma so že izvajale reforme, s katerimi bi se 
zmanjšalo takratno število zaposlenih v javnem sektorju. Od tega je petnajst držav OECD 
določilo razmerje za nadomestitev za zaposlitev prostih delovnih mest zaradi upokojitve. 
Razmerja so bila med državami zelo različna. Tako so v Španiji določili, da se nadomesti 1 
od 10 delavcev, v Koreji in Izraelu pa so določili, da se nadomesti 8 od 10 delavcev 
(Government at a Galance 2011). 
Hipoteza 1: Po proučitvi slovenske zakonodaje lahko trdimo, da sistemizacija 
delovnih mest v upravah določa, da nekateri javni uslužbenci potrebujejo 
varnostno preverjanje za dostop do tajnih podatkov. 
Za potrditev oziroma zavrnitev prve hipoteze je bilo treba sprva ugotoviti, kateri javni 
uslužbenci potrebujejo dovoljenje za dostop do tajnih podatkov. V ta namen sta bila 
podrobneje proučena ZTP in ZJU. Podrobneje je bila proučena tudi sistemizacija delovnih 
mest v Ministrstvu za notranje zadeve, in sicer sistemizacija vseh zaposlenih v Direktoratu 
za policijo, in druge varnostne naloge. Omenjeni direktorat je bil izbran, ker je Sektor za 
tajne podatke eden od sektorjev, ki ga sestavljajo. Za potrditev ali zavrnitev te hipoteze 
sta bili uporabljeni metoda analiziranja in statistična metoda.  
Hipoteza 2: Slovenska zakonodaja zajema vse minimalne standarde varovanja 
tajnih podatkov, kot so določeni v Sklepu Sveta o varnostnih predpisih za 
varovanje tajnih podatkov EU. 
Ker je Slovenija polnopravna članica EU, se je število dokumentov med našo državo in EU 
povečalo. V ta namen je v sedmem poglavju podrobneje predstavljena vsebina Sklepa 
Sveta o varnostnih predpisih za varovanje tajnih podatkov EU. Za potrditev oziroma 
zavrnitev druge hipoteze bo narejena primerjava med Sklepom Sveta in ZTP ter ostalo 
zakonodajo s področja tajnih podatkov. Preverjeno bo, ali slovenska zakonodaja zajema 
vse minimalne standarde, ki jih določa Sklep Sveta. Za potrditev ali zavrnitev te hipoteze 
je bila uporabljena primerjalna metoda.  
Magistrska naloga temelji predvsem na študiju domače in tuje literature, zakonodaji s 
področja zaposlovanja javnih uslužbencev in tajnih podatkov ter tudi na strokovnih člankih 
in sodni praksi. Pri izdelavi magistrskega dela so uporabljene naslednje znanstveno–
raziskovalne metode: 
 V začetnem delu magistrske naloge je uporabljena metoda deskripcije, saj so opisana 
pomembna dejstva in predmet proučevanja. Ta metoda je uporabljena tudi pri pisanju 
definicij, ki so povzete iz razpoložljive literature, zakonodaje ali sodne prakse. 
 Uporabljena je tudi metoda analiziranja, ki pride do izraza pri analizi več pisnih virov, 
ki so med seboj primerjani in analizirani. V ta namen so za potrditev ali zavrnitev prve 
hipoteze proučena slovenska zakonodaja in sistemizacija delovnih mest v Ministrstvu 
za notranje zadeve.  
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 Primerjalna metoda, pri kateri se preverjajo enaka ali podobna dejstva, je uporabljena 
v sedmem poglavju, kjer je narejena primerjava med ZTP in Sklepom Sveta o 
varnostnih predpisih za varovanje tajnih podatkov EU. 
 V nekaterih segmentih je uporabljena statistična metoda, saj so v nalogi smiselno 
uporabljeni pregledi statističnih podatkov. Uporabljena je pri poglavju, ki se nanaša na 
izdajo dovoljenj. V pomoč je tudi pri potrditvi ali zavrnitvi prve hipoteze. Iz veljavne 
sistemizacije delovnih mest v Ministrstvu za notranje zadeve so bila proučena vsa 
delovna mesta Direktorata za policijo in druge varnostne naloge. Proučeno je bilo, ali 
vsa delovna mesta direktorata zajemajo dostop do tajnih podatkov in stopnjo tajnosti 
za posamezno delovno mesto.  
PRIČAKOVANI REZULTATI IN PRISPEVEK RAZISKOVANJA 
Pridobljeni rezultati bodo pripomogli k odpravi morebitnih pomanjkljivosti na področju 
tajnih podatkov tako glede spremembe zakonodaje kot tudi glede poenostavitve izdaje 
dovoljenja za dostop do tajnih podatkov. 
Sprememba zakonodaje bi v določenih segmentih olajšala delo uradnikov, ki izdajajo 
dovoljenja za dostop do tajnih podatkov. Posledično bi se tudi skrajšal čas izdaje 
dovoljenja, kar bi bilo v korist strank. Da posameznik pridobi dovoljenje za dostop do 
tajnih podatkov s stopnjo tajnosti zaupno, mora predhodno izpolniti osnovni vprašalnik, 
dolg sedem strani. Poleg osnovnega vprašalnika mora izpolniti še soglasje preverjane 
osebe za varnostno preverjanje (ena stran), izjavo o seznanitvi z zakonom in predpisi (ena 
stran) in prebrati navodila za izpolnjevanje obrazcev za varnostno preverjanje (dvanajst 
strani). Seštevek vseh strani je enaindvajset, in to za najnižjo stopnjo tajnosti, za katero 
organ izda dovoljenje. Višja kot je stopnja, več obrazcev mora posameznik izpolniti. V ta 
namen so v magistrski nalogi proučeni vsi obrazci z namenom, da se njihova vsebina 
skrajša. To bi pripomoglo tako k večjemu zadovoljstvu strank, zmanjšanju stroškov izdaje 
dovoljenja in posledično tudi k hitrejšemu postopku same izdaje dovoljenja. 
PRIČAKOVANI PRISPEVEK K ZNANOSTI IN STROKI 
Uradniška delovna mesta se med seboj razlikujejo, prav tako tudi strokovno-tehnična 
delovna mesta. Če uradnik ali strokovno-tehnični javni uslužbenec za zasedbo delovnega 
mesta potrebuje dovoljenje za dostop do tajnih podatkov, se mora poleg ostale 
zakonodaje, ki ga neposredno zavezuje, seznaniti tudi z vsebino ZTP. Toda zgolj sama 
seznanitev z vsebino še ne zadostuje, da bi se izognili nepooblaščenemu razkritju tajnih 
podatkov. Z rednim in doslednim izvajanjem dodatnega usposabljanja in pogostejšimi 
notranjimi nadzori, bi bilo mogoče spremeniti miselnost imetnikov dovoljenj za dostop do 
tajnih podatkov, da bi se bolje zavedali posledic kršitev in zlorabe tajnih podatkov. Ta 
raven bo dosežena, ko bodo vsi imetniki dovoljenj za dostop do tajnih podatkov s tajnimi 
podatki ravnali tako, kot bi vsak dan imeli notranji nadzor nad svojim delom.  
Namen magistrske naloge je preveriti, ali slovenska zakonodaja zajema vse minimalne 
standarde varovanja tajnih podatkov, kot jih določa zakonodaja EU. V ta namen je 
opravljena primerjava med slovensko zakonodajo in Sklepom Sveta o varnostnih predpisih 
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za varovanje tajnih podatkov EU. V primeru ugotovitve neskladja med zakonodajama, 
sledijo tudi predlogi za njihovo odpravo, ki jih je mogoče smiselno uporabiti pri naslednji 
spremembi zakonodaje. 
STRNJENI OPIS PREDVIDENIH POGLAVIJ IN STRUKTURA DELA 
Magistrsko delo je sestavljeno iz devetih poglavij. Prvo poglavje zajema predstavitev 
obravnavane teme, predstavitev hipotez, oceno dosedanjih raziskav, predstavitev metod 
raziskovanja ter namen in cilje dela. Drugo poglavje je namenjeno predvsem evidencam, 
v katerih se zbirajo podatki in jih vodijo delodajalci, načinu zbiranja in posredovanja teh 
podatkov in kadrovski evidenci. Sledi tretje poglavje, ki se nanaša na sistem javnih 
uslužbencev in tajnost podatkov. Predstavljeno je, kdo vse potrebuje dovoljenje za dostop 
do tajnih podatkov, sledi pa opis sistemizacije delovnih mest, poteka zaposlovanja javnih 
uslužbencev in kako naj bi javni uslužbenci delovali oziroma kaj se od njih pričakuje. 
Četrto poglavje je namenjeno splošni predstavitvi področja tajnih podatkov v Sloveniji, 
peto poglavje pa varnostnemu preverjanju za dostop do tajnih podatkov, kjer so 
predstavljene vse oblike varnostnega preverjanja in pogoji za pridobitev dovoljenja za 
dostop do tajnih podatkov. V šestem poglavju sledi predstavitev šestnajstih mednarodnih 
dvostranskih sporazumov, ki jih je Slovenija sklenila z državami članicami EU. V sedmem 
poglavju sta predstavljena naš nacionalni varnostni organ in izdaja dovoljenja za dostop 
do tujih podatkov EU. Sledi predstavitev pravnega reda na področju tajnih podatkov ob 
vstopu Slovenije v EU in Generalnega sekretariata Sveta EU. Na koncu sedmega poglavja 
je predstavljena vsebina Sklepa Sveta o varnostnih predpisih za varovanje tajnih podatkov 
EU. Osmo poglavje je namenjeno preveritvi hipotez in povzete so sklepne ugotovitve. 
Zadnje poglavje zajema strjene ugotovitve in sklepne misli magistrskega dela. 
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2 ZBIRANJE IN VODENJE PODATKOV V EVIDENCAH 
 
Zakon o evidencah dela na področju dela in socialne varnosti4 določa način zbiranja 
podatkov, način vodenja in povezovanja evidenc, način posredovanja podatkov za potrebe 
državnih organov, lokalnih skupnosti in nosilcev javnih pooblastil ter ostalih uporabnikov, 
ki te podatke potrebujejo za opravljanje zakonsko določenih nalog oziroma za vodenje 
zbirk podatkov o posameznikih ter za namene izvajanja statističnih, socialno-ekonomskih 
in drugih raziskovanj na zakonski podlagi (ZEPDSV, 1. člen). 
 
2.1 EVIDENCE, KI JIH VODIJO DELODAJALCI 
 
Po ZEPDSV (12. člen) so delodajalci dolžni voditi evidenco o zaposlenih delavcih, evidenco 
o stroških dela, evidenco o izrabi delovnega časa in evidenco o oblikah reševanja 
kolektivnih delovnih sporov pri delodajalcu. Delodajalci jih vodijo za namene uveljavljanja 
pravic iz sistema socialnega zavarovanja in socialnega varstva ter tudi za potrebe 
inšpekcijskega nadzora in zagotavljanje statističnega spremljanja (ZEPDSV, 7. člen). 
Upravljavci evidenc pridobivajo podatke neposredno od podatkovnega vira5 in so dolžni 
omogočiti brezplačen dostop do podatkov iz evidenc uporabnikom, ki imajo za to 
zakonsko podlago. Njihova dolžnost je, da skrbijo za ažurnost in točnost podatkov 
(ZEPDSV, 4. člen). Podatki v evidencah se uporabljajo za različne namene. Tako jih lahko 
uporabljamo za odločanje v upravnih postopkih v skladu z zakoni, ki urejajo posamezno 
področje. Poleg tega se podatki iz evidenc uporabljajo za izvajanje statističnih, socialno-
ekonomskih in drugih raziskovanj, ki morajo prav tako imeti zakonsko podlago (ZEPDSV, 
5. člen). 
 
2.1.1 EVIDENCA O ZAPOSLENIH DELAVCIH 
 
Za posameznega delavca se začne voditi evidenca o njegovi zaposlenosti z dnem, ko 
sklene pogodbo o zaposlitvi, in preneha z dnem, ko mu preneha pogodba o zaposlitvi. 
Kadar pride do kakršnekoli spremembe pri podatku o delavcu (sklenitev zakonske zveze, 
sprememba naslova, sprememba osebnega imena …), je delavec v roku osmih dni dolžan 
obvestiti delodajalca o teh spremembah (ZEPDSV, 14. člen).  
Za vsakega delavca, ki je v delovnem razmerju, je treba v evidenco o zaposlenih delavcih 
vpisati: 
– podatke o delavcu: osebno ime, rojstni podatki, EMŠO, kraj rojstva, davčna številka, 
državljanstvo, naslov stalnega prebivališča, naslov začasnega prebivališča, izobrazba, 
podatek o tem, ali je delavec invalid, in kategorijo invalidnosti, podatek o delni 
                                        
4 Zakon o evidencah dela na področju dela in socialne varnosti (Ur. list RS, št. 40/06 – v 
nadaljevanju: ZEPDSV). 
5
 Podatkovni vir je »tisti, ki ima v skladu z zakonom pristojnost, da zbira določene podatke, oziroma 
je pristojen za to, da podatke posreduje« (ZEPDSV, 2. člen). 
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upokojitvi, podatek o dopolnilnem delu pri drugemu delodajalcu ter ime in naslov 
drugega delodajalca; 
– podatke o delovnem dovoljenju delavca (velja za tujce): vrsta delovnega dovoljenja, 
datum izdaje in izteka delovnega dovoljenja, številka delovnega dovoljenja in organ, 
ki ga je izdal; 
– podatke o sklenjeni pogodbi o zaposlitvi: datum sklenitve in vrsta sklenjene pogodbe 
o zaposlitvi, datum nastopa dela, pri zaposlitvi za določen čas mora biti naveden tudi 
razlog za začasno zaposlitev, vrsta poklica, strokovna usposobljenost, ki je potrebna 
za opravljanje del in nalog na zahtevanem delovnem mestu, naziv delovnega mesta, 
število ur tedenskega rednega delovnega časa, razporeditev delovnega časa, kraj 
opravljanja dela in podatki o konkurenčni klavzuli; 
– podatke o prenehanju pogodbe o zaposlitvi: datum in način prenehanja pogodbe o 
zaposlitvi (ZEPDSV, 13. člen). 
 
2.1.2 EVIDENCO O STROŠKIH DELA 
 
ZEPDSV (16. člen) določa vrsto podatkov, ki jih je delodajalec dolžan mesečno vpisovati v 
evidenco o stroških dela za vsakega posameznega delavca; to so: 
– podatki o delavcu in številka transakcijskega računa delavca, na katerega se 
izplačujejo plače in drugi prejemki; 
– podatki o plačah in nadomestilu plač, ki bremenijo delodajalca – bruto plača za 
polni/skrajšani delovni čas, nadurno delo, zaostala izplačila, izredna izplačila, delovna 
uspešnost, izplačila iz naslova uspešnosti poslovanja, neto plača; 
– podatki o drugih stroških dela – povračilo stroškov v zvezi z delom (malica, prevoz na 
delo), jubilejne nagrade, regres za letni dopust, dodatna plačila za socialno varnost 
delavca, plačila za prostovoljno pokojninsko zavarovanje, solidarnostna pomoč, 
odpravnine, stroški izobraževanja, davki na izplačano plačo in drugi stroški; 
– podatek o zakonsko določenih prispevkih za socialno varnost – prispevki za 
pokojninsko in invalidsko zavarovanje, prispevki za zdravstveno zavarovanje, 
prispevek za starševsko varstvo in prispevek za zaposlovanje. 
 
2.1.3 EVIDENCA O IZRABI DELOVNEGA ČASA 
 
Za vsakega posameznega delavca je delodajalec dolžan dnevno vpisovati podatke o izrabi 
delovnega časa. Te evidence zajemajo podatke o številu ur, skupno število opravljenih 
delovnih ur s polnim/skrajšanim delovnim časom, število nadur, neopravljene ure, za 
katere se prejema nadomestilo plače v breme drugih organizacij ali delodajalcev, 
neopravljene ure, za katere se ne prejema nadomestilo za plačilo, in število ur pri delih na 
delovnem mestu, za katerega se šteje zavarovalna doba s povečanjem (ZEPDSV, 18. 
člen). 
Vsa dokumentacija in izvorne listine za delavca, za katerega se preneha voditi katerakoli 
od do sedaj omenjenih evidenc, se hranijo kot listine trajne vrednosti in jih je delodajalec 
dolžan predložiti na zahtevo pristojnega organa. V primeru prenehanja dejavnosti 
11 
 
delodajalca prevzame arhivske podatke o delavcu pravni naslednik. Če pravnega 
naslednika ni, arhivsko gradivo prevzame Arhiv Republike Slovenije (ZEPDSV, 19. člen). 
 
2.1.4 EVIDENCA O OBLIKAH REŠEVANJA KOLEKTIVNIH DELOVNIH 
SPOROV PRI DELODAJALCU 
 
ZEPDSV (21. člen) nalaga delodajalcem, da v roku sedmih dni po koncu stavke ali 
arbitraže delovnega spora posreduje Statističnemu uradu Republike Slovenije (v 
nadaljevanju: SURS) podatke iz evidenc o oblikah razreševanja kolektivnih delovnih 
sporov pri delodajalcu na predpisanih obrazcih. 
Podatki o stavkah, ki se vodijo v evidenci o oblikah reševanja kolektivnih delovnih sporov 
pri delodajalcu, so podatki o delodajalcu, podatki o organizatorju stavke in podatki o 
stavki. Podatki o delodajalcu morajo vsebovati ime in naslov delodajalca, matično in 
davčno številko delodajalca, šifro dejavnosti delodajalca po SKD, ime in šifro kolektivne 
pogodbe, število zaposlenih in šifro proračunskega porabnika. Podatki o stavki vsebujejo 
število delodajalcev, pri katerih je stavka potekala sočasno, razloge za stavko, število 
delavcev, ki so posredno ali neposredno sodelovali v stavki, trajanje stavke, ali so bile 
pred začetkom stavke izrabljene druge možnosti za razrešitev delovnih sporov, število 
izgubljenih delovnih dni, koliko stroškov je utrpel delodajalec zaradi stavke in oceno 
rezultata stavke. Poleg vseh omenjenih podatkov je treba navesti tudi podatke o 
organizatorju stavke, ki vsebujejo naziv organizatorja stavke.  
Podatki o arbitražah, ki se vodijo v evidencah o oblikah razreševanja kolektivnih delovnih 
sporov pri delodajalcu, morajo vsebovati podatke o delodajalcu, podatke o sindikalni 
organizaciji ali skupini delavcev oziroma delavcu, ki je stranka v delovnem sporu, in 
podatke o arbitražnem delovnem sporu. Podatki o delodajalcu vsebujejo ime in naslov 
delodajalca, matično in davčno številko delodajalca, šifro dejavnosti delodajalca po SKD, 
ime in šifro kolektivne pogodbe, število zaposlenih in šifro proračunskega porabnika. 
Podatek o sindikalni organizaciji ali skupini delavcev oziroma delavcu, ki je stranka v 
delovnem sporu, zajemajo ime in naslov sindikalne organizacije in število delavcev, ki so 
stranke v delovnem sporu. Podatki o arbitražah delovnih sporov zajemajo vrsto in razloge 
za delovni spor ter podatek o tem, ali je bil delovni spor rešen s pomočjo arbitraže 
(ZEPDSV, 20. člen). 
 
2.2 KADROVSKA EVIDENCA 
 
2.2.1 CENTRALNA KADROVSKA EVIDENCA DRŽAVNE UPRAVE 
 
Centralna kadrovska evidenca državne uprave (v nadaljevanju: centralna kadrovska 
evidenca) je informatizirana baza podatkov, katere upravljavec je ministrstvo, pristojno za 
javno upravo (v nadaljevanju: MJU), in se vodi za: 
– izvajanje politike upravljanja s kadrovskimi viri v organih državne uprave, 
– obračun plač in izvajanje drugih obveznosti delodajalca, 
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– odločanje o pravicah in obveznostih iz delovnih razmerij (ZJU, 46. člen). 
Podatke, ki se vodijo v centralni kadrovski evidenci za posameznega javnega uslužbenca, 
določa 47. člen ZJU. Podatki so naslednji: 
– identifikacijski podatki (ime in priimek, naslov prebivališča in EMŠO), 
– podatki o delovnem razmerju (vrsta delovnega razmerja – za določen ali za nedoločen 
čas; datum sklenitve delovnega razmerja), 
– podatki o sedanjem delovnem mestu oziroma položaju in o prejšnjih delovnih mestih 
oziroma položajih v organih, 
– podatki o imenovanjih, napredovanjih in veljavnem nazivu, 
– podatki o stopnji izobrazbe, funkcionalnem in specialnem znanju, udeležbi na različnih 
oblikah izpopolnjevanja in usposabljanja in o opravljenih strokovnih izpitih in 
preizkusih znanja ter drugi podatki o strokovni usposobljenosti, 
– podatki o izkušnjah na področju evropskih zadev, 
– podatki o prejšnjih delovnih razmerjih, delovni dobi, pokojninski dobi in službeni dobi, 
– podatki o letnih ocenah, 
– podatki o priznanjih in nagradah, 
– podatki o dokončno ugotovljeni disciplinski in odškodninski odgovornosti, 
– podatki o dokončni ugotovitvi nesposobnosti, 
– podatki o prenehanju delovnega razmerja, 
– kratek življenjepis, če tako želi oziroma s tem soglaša javni uslužbenec, 
– podatki o dovoljenju za dostop do tajnih podatkov, 
– podatki, potrebni za obračun plače, 
– drugi podatki v skladu z zakonom. 
Vsak javni uslužbenec ima po ZJU (50. člen) pravico, da pridobi podatke, ki se nanašajo 
nanj. Podatke, ki se vodijo v centralni kadrovski evidenci, smejo pridobivati, uporabljati in 
spreminjati le tisti javni uslužbenci, ki imajo za to pooblastilo predstojnika. Poleg centralne 
kadrovske evidence je MJU pristojen za vodenje evidence o internem trgu dela v državni 
upravi. Tu se vodijo podatki o prostih delovnih mestih, potrebe po delu v projektnih 
skupinah in podobne kadrovske potrebe. Poleg MJU lahko evidenco trga dela vodijo tudi v 
večjih organih, kar omogoča 48. člen ZJU. Spremembo so dolžni posredovati predstojniki 
v roku osmih dni od nastopa okoliščin. Zakon dovoljuje, da se lahko podatki iz 47. člena 
pridobivajo iz centralnega registra prebivalstva (v nadaljevanju: CRP). 
 
2.2.2 KADROVSKA EVIDENCA DRUGIH ORGANOV 
 
Za svoje potrebe lahko drugi državni organi in uprave lokalnih skupnosti vodijo kadrovsko 
evidenco za svoje potrebe. V njej se vodijo vsi ali pa le nekateri podatki iz 47. člena ZJU. 
Za vodenje kadrovskih evidenc se smiselno uporablja ZJU v delu, ki se nanaša na 
centralne kadrovske evidence. Zakon dopušča možnost povezovanja evidenc, če se 
državni organi in lokalne skupnosti tako dogovorijo. Kadar pride do povezave med 
kadrovskimi evidencami organov, se vzpostavi tudi enotna evidenca internega trga dela za 
te organe (ZJU, 51. člen). 
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3 SISTEM JAVNIH USLUŽBENCEV IN TAJNOST PODATKOV 
 
3.1 POTREBA PO DOVOLJENJU ZA DOSTOP DO TAJNIH PODATKOV 
 
Zgodovinsko gledano je državna uprava najstarejši segment javne uprave in še danes 
predstavlja jedro javne uprave. Je namreč aparat, preko katerega država deluje, in je 
aparat, ki izvršuje politične odločitve (Virant, 2004, str. 63). Zakon o državni upravi6 v 
1. členu opredeljuje državno upravo kot del izvršilne oblasti v Republiki Sloveniji, ki 
izvršuje upravne naloge. Državno upravo lahko gledamo z dveh vidikov, in sicer z 
organizacijskega in funkcionalnega vidika. Z organizacijskega vidika je državna uprava 
skupek organov, ki upravljajo z državo, s funkcionalnega vidika pa je dejavnost 
upravljanja v javnih zadevah. Celotno delovanje državne uprave je vezano na zakonodajo, 
vsa njena dela in naloge pa se izvajajo zgolj na podlagi ustave, zakonov in drugih 
podzakonskih predpisih. Delovanje državne uprave temelji na dveh načelih – na načelu 
ustavnosti in zakonitosti ter na načelu samostojnosti (Virant, 2004, str. 63–64).  
Pojem javne uprave ni enotno definiran, vsekakor pa je širši od pojma državne uprave. 
Poleg organov državne uprave zajema še uprave lokalnih skupnosti in pravne osebe 
javnega prava, ki so nosilci javnih pooblastil. To je opredelitev javne uprave v ožjem 
pomenu, medtem ko v širšem pomenu zajema še organe, povezane z zakonodajno in 
sodno vejo oblasti, ter vse pravne osebe javnega prava. Javna uprava je pomemben 
družbeni sistem in mora delovati v skladu s splošnimi družbenimi interesi in v interesu 
vsakega posameznika. Osebe, ki zagotavljajo njeno delovanje, pa so zlasti funkcionarji in 
javni uslužbenci. Stroka omenja nekatere tipične sestavine, ki določajo javno upravo, pri 
čemer navajajo naslednje značilnosti: 
– država deluje preko javne uprave, 
– funkcionalno je opredeljena z izvrševanjem predpisov, izvajanjem oblasti in javnih 
služb, 
– organizacijsko javno upravo sestavljajo državne in paradržavne organizacije, 
– financira se iz proračuna ali iz drugih javnih virov (skladi), 
– normativno velja za javno upravo zlasti upravno, delno tudi druga pravna področja, 
– uslužbenski sistem in drugo. 
Poleg normativnih je treba upoštevati tudi etične vidike javne uprave. Stroka omenja več 
ravni etike, in sicer prva raven zajema osebno moralo posameznika in njegov občutek o 
dobrem in zlu. Oblikuje se skozi posameznikovo življenje in nanjo vplivajo starši, kultura, 
socialne in pretekle izkušnje. Druga raven je poklicna etika; to je niz poklicnih norm, ki 
obvezujejo javne uslužbence in so večinoma kodificirane. Tretja raven se nanaša na 
organizacijsko etiko, kar pomeni, da ima vsaka organizacija svojo kulturo in svoja pravila 
obnašanja. Četrta raven zajema socialno etiko, kar pomeni, da zavezuje člane družbe, da 
                                        
6 Zakon o državni upravi (Ur. list RS, št. 113/05-UPB, 89/07-odl. US, 126/07-ZUP-E, 48/09, 8/10-
ZUP-G, 8/12-ZVRS-F, 21/12, 47/13, 12/14 in 90/14 – v nadaljevanju: ZDU-1). 
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delujejo na način, ki varuje posameznike in omogoča napredek celotne družbe (Vodovnik 
& Tičar, 2014, str. 18).  
Nekateri avtorji javni sektor opredeljujejo kot skupek organizacij, ki opravljajo javne 
naloge, izvajajo upravno-politični proces in zagotavljajo javne službe oziroma javne 
storitve. Delujejo v javnem interesu in zagotavljajo zadovoljevanje javnih potreb 
(Vodovnik & Tičar, 2014, str. 16). Javni sektor navadno pojmujemo kot skupno ime za 
javno upravo, politični sistem, raziskovalno, zdravstveno in izobraževalno sfero. V tem je 
zajet splet dejavnosti, ki skupaj z zasebnim sektorjem sestavlja celotno družbeno življenje 
(Ferfila & Kovač, 2000, str. 151). Javni sektor se stalno modernizira in spreminja, saj nanj 
vplivajo različni dejavniki, katerih učinki povzročajo potrebe po spremembah. V zadnjem 
času je vedno več govora o zmanjševanju razpoložljivih sredstev za javni sektor. Javni 
sektor je nemalokrat prisiljen, da zaradi pomanjkanja sredstev in družbenih sprememb 
dosega večjo učinkovitost z manj sredstev (Andersen, 2012, str. 25–38). Aktualni primer 
je na primer sedanje stanje v zdravstvu. Zdravstvenega osebja v zdravstvu kronično 
primanjkuje že nekaj let, število pacientov pa se povečuje. Zdravstveno osebje je tako 
prisiljeno delati več, finančnih sredstev pa je vedno manj in vedno pogosteje se zgodi, da 
za svoje delo ne dobijo celotnega plačila (nadurno delo). Po ZJU (1. člen) javni sektor 
sestavljajo: 
– državni organi in uprave samoupravnih lokalnih skupnosti, 
– javne agencije, javni skladi, javni zavodi in javni gospodarski zavodi, 
– druge osebe javnega prava, če so posredni uporabniki državnega proračuna ali 
proračuna lokalne skupnosti. 
Kadar je govora o zaposlenih v upravi, se uporabljajo najpogosteje izrazi uradnik, 
uslužbenci in vedno pogosteje tudi birokrati. Po ZJU (1. člen) je javni uslužbenec 
posameznik, ki sklene delovno razmerje v javnem sektorju. Javni uslužbenci so osebe, ki 
opravljajo službo v javni upravi. Po navadi s tem izrazom označujemo osebe, ki trajno in 
profesionalno opravljajo službo v državnih organih in organih lokalne skupnosti. Sem pa 
ne uvrščamo oseb, ki v teh organih opravljajo politične funkcije, saj so to politični 
funkcionarji (Virant, 2004, str. 187). Položaj javnih uslužbencev je specifičen. Sredstva za 
njihove plače se namenjajo iz proračuna in njihovega dela skorajda ni mogoče izmeriti.  
V ZJU je navedenih deset načel, ki veljajo za vse javne uslužbence. Za določeno prosto 
delovno mesto morajo imeti vsi zainteresirani javni uslužbenci zagotovljen enakopraven 
dostop. Pogoji morajo biti za vse enaki in izbran mora biti najbolj strokovno usposobljen 
kandidat. Javni uslužbenci morajo opravljati svoje naloge na podlagi ustave, zakonov, 
podzakonskih aktov in drugih ratificiranih in objavljenih mednarodnih pogodbah ter v 
njihovih mejah. Svoje delo morajo opravljati strokovno, vestno in pravočasno. Delodajalec 
mora ves čas zagotavljati, da se javni uslužbenec stalno strokovno usposablja in 
izpopolnjuje. Svoje naloge morajo opravljati častno in v skladu s pravili poklicne etike. 
Kodeks ravnanja javnih uslužbencev (1. člen), ki zajema vse javne uslužbence, 
opredeljuje javnega uslužbenca kot osebo, ki je zaposlena pri državnih organih, upravah 
samoupravnih lokalnih skupnosti, javnih skladih, javnih agencijah in drugih osebah 
javnega prava, ki pretežno izvajajo upravne naloge. Področje zaposlovanja javnih 
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uslužbencev je urejeno z zakoni in podzakonskimi predpisi. ZJU v 23. členu navaja, da so 
uradniki javni uslužbenci, ki v organih opravljajo javne naloge. V organih so javne naloge 
tiste, ki so neposredno povezane z izvrševanjem oblasti ali z varstvom javnega interesa. 
Javne naloge sodijo v delovno področje državnega organa ali organa lokalne skupnosti 
oziroma so naloge, za katere je bila ustanovljena oseba javnega prava. Vseh zaposlenih v 
javnem sektorju ni mogoče primerjati med seboj,7 saj opravljajo različne naloge. V osnovi 
lahko v javnem sektorju ločimo tiste, ki izvajajo javne naloge oziroma javno službo, kar 
pomeni, da izvajajo osnovno dejavnost organizacije ali organa. Zaposlene na teh delovnih 
mestih imenujemo uradniki. Na drugi strani so tisti, ki so sicer zaposleni v javnem 
sektorju, vendar njihovo delo le omogoča izvajanje osnovnega dela. Pogosto ta dela 
imenujemo spremljajoča dela in naloge, zaposlene na teh delovnih mestih, pa imenujemo 
strokovno-tehnični javni uslužbenci (Brejc, 2004, str. 34). Klasifikacija javnih uslužbencev 
je ena od posebnosti, ki razlikuje pravo javnih uslužbencev od splošnega delovnega prava. 
Smislov klasifikacije je več, in sicer zagotavlja organizacijsko preglednost, saj omogoča 
načrtovanje in pregled nad zaposlovanjem v javni upravi. Omogoča pa tudi poenotenje 
pogojev za zaposlitev na istovrstnih delovnih mestih ter vzpostavitev sistema napredovanj 
in plačilni sistem (Virant, 2004, str. 197). 
 
3.2 SISTEMIZACIJA DELOVNIH MEST IN DOSTOP DO TAJNIH 
PODATKOV 
 
Sistemizacija delovnih mest je po ZJU (6. člen) akt, ki določa delovna mesta, potrebna za 
izvajanje nalog državnega organa, uprave lokalne skupnosti oziroma osebe javnega prava, 
z opisom pogojev in nalog na posameznih delovnih mestih. Vsak organ vodi evidenco o 
dejanski zasedenosti delovnih mest, kjer je vzpostavljen sistem nazivov, pa vodi tudi 
evidenco o strukturi javnih uslužbencev po nazivih. Za preprečitev prekomerne rasti 
upravnih organov sta nujno potrebna načrt in nadzor pri zaposlovanju javnih uslužbencev.  
Sistemizacija dela je osnovni pogoj za pravilno razporejanje delavcev glede na njihovo 
delovno primernost. Osnova sistemizacije sta organizacija dela in delovni proces, saj lahko 
le pod pogojem, da dobro poznamo zahteve in okoliščine delovnega procesa, ugotovimo 
realne potrebe po ustreznih kadrih (Sedej, 1997, str. 89–90). 
                                        
7 Vlada je prejela predlog št. 6037-348, ki se nanaša na izenačitev uradniškega delovnega mesta s 
strokovno-tehničnim delovnim mestom v javni upravi. V zadnjem obdobju je namreč prišlo do 
številnih upokojitev v posameznih službah in s tem posledično do pomanjkanja ustreznega kadra, 
ki bi ga bilo treba nadomestiti. Predlagatelj predloga navaja, da je znotraj državne uprave veliko 
ljudi, ki bi lahko nadomestili manjkajoče ljudi, težava pa je v tem, da so to strokovno-tehnični javni 
uslužbenci in ne morejo zasesti uradniškega delovnega mesta brez javnega razpisa. Zaradi recesije 
se javni razpisi v zadnjem obdobju praviloma ne izvajajo. Odgovor na ta predlog je pripravilo 
Ministrstvo za javno upravo, ki popolne izenačitve uradniškega delovnega mesta s strokovno-
tehničnim delovnim mestom ni podprlo. V obrazložitvi je navedlo, da je taka delitev javnih 
uslužbencev enaka izhodiščem večini evropskih držav. Nadalje ministrstvo navaja, da sta v pretežni 
meri obe kategoriji med seboj izenačeni, razlike med njima pa se kažejo zlasti v tem, da se uradniki 
zaposlijo na podlagi javnega natečaja, medtem ko se strokovno-tehnični javni uslužbenci 
zaposlujejo na podlagi enostavnejšega postopka objave po ZDR-1. Poleg tega so za uradnike 
predvidena posebna usposabljanja, strokovni izpit ter so imenovani v naziv, ki je pogoj za zasedbo 
uradniškega delovnega mesta (Urad Vlade RS za komuniciranje, št. 6307-348). 
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V organih državne uprave in upravah lokalnih skupnosti sistemizacijo določi predstojnik. 
Za organ v sestavi ministrstva pa sistemizacijo določi minister na podlagi predloga 
predstojnika organa v sestavi (ZJU, 40. člen). Skupna izhodišča za sistemizacijo v državnih 
organih in upravah lokalnih skupnosti določi vlada z uredbo. K sistemizaciji organov 
državne uprave pa je treba predhodno pridobiti še soglasje vlade (ZJU, 41. člen).  
Delovno razmerje se sklene samo za delovno mesto, ki je določeno v sistemizaciji. ZJU 
(55. člen) pa dopušča izjemo in navaja, da »izven sistemizacije se lahko sklene delovno 
razmerje za določen čas in za opravljanje pripravništva ali druge podobne oblike 
teoretičnega in praktičnega usposabljanja«. 
V šestem poglavju magistrske naloge sledi predstavitev dela sistemizacije delovnih mest, 
ki se nanaša na dovoljenja za dostop do tajnih podatkov v Direktoratu za policijo in druge 
varnostne naloge. Kot bo predstavljeno v nadaljevanju, je v sistemizaciji delovnih mest 
določen tudi pogoj, ali posameznik za zasedbo določenega delovnega mesta potrebuje 
pooblastilo za dostop do tajnih podatkov. Postopek spreminjanja in sprejemanja akta o 
notranji organizaciji in sistemizaciji delovnih mest ministrstev in organov v njihovi sestavi, 
vladnih službah in upravnih enotah ureja Uredba o notranji organizaciji, sistemizaciji, 
delovnih mestih in nazivih v organih javne uprave in pravosodnih organov8. Pred 
sprejetjem sistemizacije je treba sistemizacijo z vsemi dokazili, da je bil pri sprejemu 
sistemizacije spoštovan 26. člen ZJU, posredovati vladi Republike Slovenije, ki izda 
soglasje k sistemizaciji. Pred izdajo soglasja mora vlada pridobiti mnenje Ministrstva za 
javno upravo o sistemizaciji. Če sistemizacija ni skladna z zakonom, s to uredbo in drugimi 
predpisi, vlada zavrne soglasje k sprejeti sistemizaciji (Uredba o notranji organizaciji, 3. 
člen). 
Uredba o notranji organizaciji v 44. členu določa, kaj vse je treba upoštevati pri določanju 
sistemizacije delovnih mest, in sicer: 
– naloge in njihovo zahtevnost ter obseg dela, 
– katalog tipičnih uradniških delovnih mest9 in kataloge strokovno-tehničnih delovnih 
mest10 in pogoje za ta delovna mesta, 
– razvrstitev položajev in nazivov ter pogoje za položaj, 
– zahtevane delovne izkušnje za imenovanje v naziv. 
                                        
8 Uredba o notranji organizaciji, sistemizaciji, delovnih mestih in nazivih v organih javne uprave in 
pravosodnih organov (Ur list RS, št. 58/03, 81/03, 109/03, 43/04, 58/04 – popr., 138/04, 35/05, 
60/05, 72/05, 112/05, 49/06, 140/06, 9/07, 33/08, 66/08, 88/08, 8/09, 63/09, 73/09, 11/10, 
42/10, 82/10, 17/11, 14/12, 17/12, 23/12, 98/12, 16/13, 18/13, 36/13, 51/13, 59/13, 14/14, 
28/14, 43/14, 76/14 in 91/14 – v nadaljevanju: Uredba o notranji organizaciji). 
9 Katalog tipičnih uradniških delovnih mest je sestavni del Uredbe o notranji organizaciji, 
sistemizaciji, delovnih mestih in nazivih v organih javne uprave in pravosodnih organov kot priloga 
I. 
10 Katalog strokovno-tehničnih delovnih mest je sestavni del Uredbe o notranji organizaciji, 




V sistemizaciji se pri posameznih delovnih mestih v skladu s 46. členom Uredbe o notranji 
organizaciji, sistemizaciji, delovnih mestih in nazivih v organih javne uprave in 
pravosodnih organov navede še naslednje: 
– opis nalog (v skladu s prej naštetimi določili), 
– pogoje za opravljanje določenega delovnega mesta, 
– tarifni razred, plačno skupino in podskupino ter plačni razred, 
– ali se delo opravlja s skrajšanim ali polnim delovnim časom, 
– razporeditev delovnega časa, 
– pooblastila za dostop do tajnih podatkov, 
– naloge, ki jih skladno s predpisi ne smejo opravljati ženske in mladina, 
– katera dela so primerna za invalide, 
– posebna pooblastila, 
– oznako skupine, v katero spada delovno mesto glede na oceno tveganja v skladu z 
zakonom, ki ureja varstvo in zdravje pri delu. 
 
Konkretnejši, na sistemizaciji temelječi akt je kadrovski načrt. Na podlagi kadrovskega 
načrta organi upravljajo kadrovske vire in sklepajo delovna razmerja (Vodovnik, 2003, str. 
127). Z njim se pokažejo dejansko stanje zaposlenosti in načrtovane spremembe v številu 
javnih uslužbencev za obdobje dveh let. Pri sestavi predloga kadrovskega načrta je treba 
upoštevati program dela, proračunske možnosti in predvideni obseg nalog (ZJU, 42. člen).  
 
Pravilnik o vsebini in postopkih za pripravo in predložitev kadrovskih načrtov11 podrobneje 
določa način priprave predlogov ter postopek sprejemanja in spremljanja kadrovskih 
načrtov. 
 
Predlog kadrovskega načrta ima tabelarni del in obrazložitev ter se pripravi na 
predpisanem obrazcu. V tabelarnem delu se navedeta število zaposlenih na dan 31. 
december preteklega leta in dovoljeno število zaposlenih na dan 31. december iz 
kadrovskega načrta za tekoče leto. Poleg se navede tudi predlog dovoljenega števila 
zaposlenih za naslednji dve proračunski leti. Dovoljeno število zaposlenih za posamezno 
leto se določi v skupnem številu, ki zajema število zaposlenih za nedoločen čas, število 
zaposlenih za določen čas ter število za polni in skrajšani delovni čas (Pravilnik o vsebini in 
postopkih za pripravo in predložitev kadrovskih načrtov, 8. člen). 
Predstojnik poda predlog kadrovskega načrta ob pripravi proračuna. Tako predlog 
kadrovskega načrta kot predlog proračuna morata biti med seboj usklajena (ZJU, 43. 
člen). Ko je usklajen s proračunom, ga mora organ sprejeti najpozneje v 60 dneh po 
uveljavitvi proračuna (ZJU, 44. člen). Če pride med proračunskim obdobjem do trajnega 
ali začasnega povečanega obsega dela, ki ga ni mogoče opravljati z obstoječim številom 
javnih uslužbencev, se kadrovski načrt lahko spremeni. Vendar pa je pogoj za 
spremembo, da so zagotovljena finančna sredstva za nove zaposlene (ZJU, 45. člen). 
                                        
11 Pravilnik o vsebini in postopkih za pripravo in predložitev kadrovskih načrtov (Ur. list RS, št. 
60/06, 83/06, 70/07 in 96/09). 
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Uredba o notranji organizaciji v 6. členu določa, da se lahko za vse organe državne 
uprave oziroma za posamezne organe državne uprave določi, da morajo v določenem 
obdobju zmanjšati število zaposlitev in obseg sredstev, potrebnih za plače in druge 
obveznosti delodajalca. Za uresničitev tega se lahko v skupnem kadrovskem načrtu določi 
ukrep kontrole nadomestnih zaposlitev. 
 
3.3 ZAPOSLOVANJE V UPRAVI IN POSTOPEK PRED NOVO 
ZAPOSLITVIJO 
 
Ljudje so tisti, ki so najpomembnejši del organizacije. Kot primer lahko pogledamo dva 
med seboj primerljiva državna organa. Oba imata enake funkcije in pristojnosti, število 
zaposlenih je v obeh enako, imata podobno ali enako informacijsko tehnologijo, a kljub 
temu je eno uspešnejše od drugega. Ljudje so ključni dejavnik, zato je zelo pomembno, 
kako ravnamo z njimi, da bomo na eni strani dosegli njihovo zadovoljstvo in posledično 
bodo na drugi strani doseženi cilji organizacije. 
Vsaka organizacija je sestavljena iz več organizacijskih enot in ena od njih je tudi 
kadrovska služba. Naloge kadrovske službe so predvsem upravno-organizacijske opravila, 
kot so: oblikovanje in objavljanje razpisov za delovna mesta, izvajanje postopkov od 
razpisa do sklenitve delovnega razmerja, izdajanje odločb in sklepov v zvezi z delovnimi 
razmerji, ocenjevanje zaposlenih, vodenje evidenc, usposabljanja, premeščanja, 
odpuščanja itd. (Brejc, 2004, str. 23). Sedej (1997, str. 83) daje kadrovskim službam 
pomembno funkcijo, saj je sta med njihovimi glavnimi nalogami pridobivanje in 
zagotavljanje potrebnih kadrov. Na podlagi potrebe oziroma zahteve po kadrih v skladu s 
sprejeto kadrovsko politiko kadrovska služba realizira zahteve tako, da zagotovi ustrezno 
število ustreznih kadrov. Od kadrovske službe je odvisno, ali bodo kadri pravočasno 
sprejeti in ali bodo izbrani najboljši kandidati. Od nje je odvisno tudi, ali bo v organizaciji 
zagotovljeno potrebno število delavcev. Dobra izbira kandidatov je odvisna že od prvega 
koraka, torej od privabljanja potencialnih kandidatov (Cimerman in drugi, 2003, str. 160).  
Kot je bilo že predhodno omenjeno, je ena od pomembnih funkcij kadrovske službe 
načrtovanje človeških virov. To je mnogo širši pojem od kadrovske dejavnosti, saj zajema 
nov pogled na vlogo ljudi v organizaciji. Ta se širi na vse ravni vodenja in ni omejen zgolj 
na kadrovsko službo. Brejc navaja, da je ravnanje s človeškimi viri »nov pogled na vlogo 
ljudi v organizaciji in pomeni delovanje vodilnega osebja pri vseh vprašanjih, ki zajemajo 
zaposlene v organizaciji in pri njihovem delu« (Brejc, 2004, str. 24). Načrtovanje človeških 
virov Anthony, Perrewe in Kacmar (1993, str. 180) opredeljujejo kot »vsoto celote 
oblikovanja načrta za rekrutiranje, izbiranje, nadomeščanje, izobraževanje, strukture dela, 
napredovanje in delovnih pravil organizacije«. Proces zaposlovanja javnih uslužbencev se 
začne z javno objavo prostega delovnega mesta, kateri sledi preizkus sposobnosti 
prijavljenih kandidatov, priprava seznama usposobljenih kandidatov in na koncu izbor 
najbolj usposobljenega kandidata (Denhardt, 1991, str. 203-204). 
Predstojnik sprva poizkuša prosto delovno mesto zapolniti s premestitvijo javnega 
uslužbenca iz istega organa. Dessler (1988, str. 121-122) izpostavlja, da že zaposleni v 
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organu, čutijo večjo pripadnost organu in potrebujejo manj uvajanja v delo. V ta namen 
se z zaposlenimi v organu opravlja letne razgovore. Anderson (1994) meni, da je en 
izmed bistvenih razlogov letnega razgovora prepoznavanje posameznikovih individualnih 
potreb in želja ter ambicij v organizaciji. Organizacijam je v interesu, da poznajo dejavnike 
zadovoljstva svojih zaposlenih. V primeru hitrih menjav zaposlenih, se lahko soočajo s 
povišanjem stroškov dela. Enake težave lahko nastanejo tudi pri zaposlovanju, zato je tudi 
interes vodstva, da zaposleni ostanejo v obstoječi službi in se v njej dobro počutijo 
(Ramayah, Jantan & Tadisina, 2001, str. 2). Delovna mest, ki posedujejo značilnosti, ki 
notranje motivirajo zaposlenega, posledično pripeljejo do višje stopnje zadovoljstva 
delavca (Hackman & Oldham, 1976, v: Judge & Klinger, 2008, str. 399). Posameznik se 
na takem delovnem mestu počuti odgovornega za delovne izide in čuti doprinos k 
rezultatom (Judge & Klinger, 2008, str. 399). Pomembno je, da delavec čuti, da je cenjen 
in da je njegov vloženi napor pripomogel h končnemu rezultatu (Faturochman, 1997, str. 
2).   
V primeru, da za prosto delovno mesto ni primernega kandidata znotraj organa, se lahko 
prosto delovno mesto zasede s premestitvijo javnega uslužbenca iz drugega organa. V ta 
namen se lahko izvede interni natečaj, postopek izvedbe internega natečaja pa za vse 
organe določi vlada z uredbo (ZJU, 57. člen). Uredba o postopku za zasedbo delovnega 
mesta v organih državne uprave in v pravosodnih organih12 v 6. členu navaja, da se 
interni natečaj izvaja z namenom, da se pred uvedbo postopka za novo zaposlitev 
omogoči zaposlenim javnim uslužbencem v organih državne uprave in drugih organov, ki 
po sporazumu z vlado vstopijo v interni trg dela (seznam organov, vključenih v interni trg 
dela, je objavljen na spletni strani MJU), da pod enakimi pogoji kandidirajo za zasedbo 
prostega delovnega mesta. Cilj internega natečaja je, da se med prijavljenimi kandidati za 
zasedbo prostega delovnega mesta izbere tisti kandidat, ki izpolnjuje pogoje za delovno 
mesto in je najbolje strokovno usposobljen za opravljanje nalog na tem delovnem mestu. 
Postopek za izvedbo internega natečaja po 8. členu Uredbe o postopku za zasedbo 
delovnega mesta vključuje: 
– objavo internega natečaja na spletni strani MJU, 
– izvedbo izbirnega postopka za uradniško delovno mesto, 
– preizkus usposobljenosti za strokovno-tehnično delovno mesto, ki je predhodni 
preizkus usposobljenosti, določen s sistemizacijo, 
– premestitev javnega uslužbenca iz istega ali drugega organa. 
Kadar na prosto delovno mesto ni premeščen javni uslužbenec iz istega ali drugega 
organa, je treba začeti s postopkom za novo zaposlitev. ZJU (57. člen) določa, da se ta 
postopek: 
– za uradniško delovno mesto izvaja kot javni natečaj, 
– za strokovno-tehnično delovno mesto izvaja po postopku, ki ureja delovna razmerja, 
in skladno s kolektivno pogodbo. 
                                        
12 Uredba o postopku za zasedbo delovnega mesta v organih državne uprave in v pravosodnih 




Organi državne uprave javni natečaj objavijo na spletni strani MJU, drugi državni organi in 
lokalne skupnosti pa na svoji spletni strani. Javni natečaj se lahko objavi tudi v Uradnem 
listu Republike Slovenije ali v dnevnem časopisu. Pomembno je, da rok za prijave na javni 
natečaj ni krajši od osmih dni od dneva, ko je bil javni natečaj objavljen (ZJU, 58. člen).  
Objava javnega natečaja mora vsebovati podatke o organu in kraju opravljanja dela, 
podatek o vrsti uradniškega delovnega mesta, navedeni morajo biti pogoji za opravljanje 
dela in vsa dokazila, ki jih mora kandidat priložiti prijavi, vsebovati mora rok in naslov za 
vlaganje prijav, rok o obveščanju o izbiri, kontaktno osebo, ki daje informacije o izvedbi 
javnega natečaja, ter podatke o okvirni vsebini dela (ZJU, 59. člen).  
Kandidati pošljejo prijavnice v elektronski obliki ali v zaprti ovojnici z označbo »za javni 
natečaj« in navedbo delovnega mesta. Rok za prijave začne teči naslednji dan po objavi 
besedila javnega natečaja in ne sme biti krajši od osmih dni. Prijava mora vsebovati 
potrdilo o zahtevani izobrazbi, opis delovnih izkušenj, izjavo kandidata, da je državljan 
Republike Slovenije, in izjavo, da ni bil pravnomočno obsojen za naklepna kazniva 
dejanja, da ni bil obsojen na nepogojno kazen zapora v trajanju več kot šest mesecev in 
da zoper njega ni vložena pravnomočna obtožnica zaradi naklepnega kaznivega dejanja. 
Kandidat mora podati tudi izjavo, s katero organu dovoljuje, da za namen natečajnega 
postopka pridobi podatke iz uradnih evidenc, v tem primeru podatke iz evidenc Ministrstva 
za pravosodje. Če je pogoj za opravljanje nalog na prostem delovnem mestu varnostno 
preverjanje, se kot natečajni pogoj določi izjava kandidata, da soglaša z varnostnim 
preverjanjem. V primeru, da se v postopku varnostnega preverjanja izdaja dovoljenja za 
dostop do tajnih podatkov zavrne, se natečajni postopek s sklepom ustavi, zoper sklep pa 
je dovoljena pritožba (Uredba o postopku za zasedbo delovnega mesta, 20. člen). Le 
popolne in pravočasno prispele prijave13 se uvrstijo v izbirni postopek, ki se lahko opravi v 
več fazah in se kandidati postopoma izločajo. Navadno se najprej presoja strokovna 
usposobljenost iz predložene dokumentacije, kadar je kandidatov veliko, se opravijo pisni 
preizkus usposobljenosti, ustni razgovor in druge oblike (ZJU, 61. člen). Izbranemu 
kandidatu se izda in vroči sklep o izbiri. ZJU v 62. členu ureja tudi položaj, ko izbrani 
kandidat ne namerava skleniti pogodbe o zaposlitvi. Predstojnik se lahko v tem primeru 
                                        
13 Sodba Upravnega sodišča RS, U 467/2008, z dne 2. 9. 2010: Tožnik se ni uvrstil v izbirni 
postopek na javnem natečaju za prosto delovno mesto, ki je bilo objavljeno na spletni strani 
Ministrstva za javno upravo. Zoper prvostopenjski sklep se je tožnik pritožil, drugostopenjski organ 
pa je pritožbo zavrnil. Drugostopenjski organ v obrazložitvi sklepa navaja, da se tožnik ni uvrstil v 
izbirni postopek, saj k svoji prijavi na razpis ni predložil vseh zahtevanih izjav o izpolnjevanju 
pogojev. Med razpisnimi pogoji je bilo tudi navedeno, da se formalno nepopolne prijave v skladu z 
21. členom Uredbe o postopku za zasedbo delovnega mesta v organih državne uprave in v 
pravosodnih organih ne bodo uvrstile v izbirni postopek. Organ prve stopnje na podlagi tretjega 
odstavka 21. člena Uredbe o postopku za zasedbo delovnega mesta v organih državne uprave in v 
pravosodnih organih ni dolžan pozvati prijavitelja k dopolnitvi prijave. K dopolnitvi ga lahko pozove 
le, kadar oceni, da so pomanjkljivosti prijave nebistvene. Prvostopenjski organ je v tem primeru 




odloči, da ponovi samo izbirni postopek in o tem obvesti vse kandidate, ki so bili uvrščeni 
v prejšnji izbirni postopek.  
Kandidatu, ki ni bil izbran na javnem natečaju, se izda in vroči sklep. V pravnem pouku se 
poleg pravice do pritožbe navede tudi pravica vpogleda v gradiva izbirnega postopka 
(Uredba o postopku za zasedbo delovnega mesta, 24. člen). Pritožba zoper sklep se poda 
na pristojno komisijo. Kandidat se lahko pritoži in sicer, pritožbo vloži v osmih dneh od 
vročitve sklepa. Pravico do pritožbe pa izgubijo kandidati, ki se posameznih dejanj v 
izbirnem postopku niso udeležili niti niso opravičili svoje odsotnosti.14 Pritožba zadrži 
imenovanje izbranega kandidata v naziv in sklenitev pogodbe o zaposlitvi. Neizbrani 
kandidat ima pravico, da od organa zahteva vrnitev vse dokumentacije, ki jo je predložil 
kot dokazila o izpolnjevanju zahtevanih pogojev (ZDR, 30. člen).  
Delovno razmerje se sklene s pogodbo o zaposlitvi. Sestavine pogodbe o zaposlitvi določa 
31. člen ZDR. Pogodba o zaposlitvi se lahko sklene za določen ali nedoločen čas. ZDR v 
54. členu določa pogoje, pod katerimi se lahko izjemoma sklene pogodba za določen čas. 
Poleg prej omenjenih pogojev pa ZDR v nadaljevanju določa tudi omejitve pri sklepanju 
pogodb o zaposlitvi za določen čas. Če je pogodba o zaposlitvi za določen čas sklenjena v 
nasprotju z ZDR ali kolektivno pogodbo, se šteje, da je pogodba sklenjena za nedoločen 
čas (ZDR, 56. člen). 
ZDR v 77. členu določa pogoje, pod katerimi preneha veljati pogodba o zaposlitvi. 
Pogodba lahko preneha sporazumno, po preteku časa, za katerega je bila sklenjena, s 
smrtjo delavca ali delodajalca, z redno ali izredno odpovedjo, s sodbo sodišča in v drugih 
primerih, ki jih določa ZDR. Kadar pogodbeni stranki odpovesta pogodbo o zaposlitvi z 
                                        
14 Na tem mestu velja omeniti sodbo Sodišča Evropske unije, št. 130/75, z dne 27. 10. 1976. 
Tožeča stranka, ki je bila britanska državljanka in kandidatka na javnem natečaju Sveta/LA/108 za 
zaposlitev pravnika lingvista angleškega maternega jezika, je vložila tožbo zoper Svet Evropskih 
skupnosti. Tožeča stranka je z dopisom obvestila Svet, da je tožena stranka določila datum pisnega 
preizkusa znanja iz spornega javnega natečaja, ki bi moral potekati sočasno v Bruslju in Londonu, 
ravno na dan judovskega praznika šavuot (binkošti). Opozorila je, da je judovske veroizpovedi in 
da ji vera med omenjenim praznikom prepoveduje potovanje in pisanje. Zato je Svet prosila, da za 
ta preizkus znanja določi drug datum. Od Sveta je prejela odgovor, da drugega datuma ni mogoče 
določiti, saj je bistvenega pomena, da vsi kandidati opravljajo preizkus znanja v istem dnevu. 
Tožeča stranka je v svoj zagovor dejala, da pravo Skupnosti prepoveduje vsakršno diskriminacijo 
na podlagi vere, saj je taka diskriminacija v nasprotju s temeljnimi človekovimi pravicami, ki jih 
mora zagovarjati Sodišče. Svet je v svoj zagovor poudaril, da je bistvenega pomena, da se preizkus 
opravlja na isti dan za vse kandidate, in da bi bilo potemtakem treba poznati prakso vseh verstev iz 
držav članic Skupnosti, če bi želeli v prihodnosti preprečiti, da bi javni natečaj potekal na datum ali 
uro, ki bi bila v nasprotju z zapovedmi enega od teh verstev. Sodišče je v svoji sodbi poudarilo, da 
če kandidat pravočasno opozori organ, da se zaradi verskih razlogov ne more udeležiti preizkusa 
znanja na določen datum, mora organ to upoštevati in se temu izogniti. Če pa kandidat o tem ne 
obvesti organ pravočasno in je organ že povabil druge kandidate na preizkus znanja, pa Sodišče 
nadalje navaja, da sme organ zavrniti določitev novega datuma. Ker tožeča stranka ni pravočasno 
obvestila tožene stranke o tej oviri verskega reda in so bili drugi kandidati že vabljeni, je Sodišče 
zahtevek tožeče stranke zavrnilo. 
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odpovednim rokom, govorimo o redni15 odpovedi, kadar je pogodba o zaposlitvi 
odpovedana brez odpovednega roka, pa o izredni16 odpovedi17. Pogodbo o zaposlitvi lahko 
odpovesta obe pogodbeni stranki, pomembno je le, da se stranka odpove pogodbi o 
zaposlitvi v celoti in ne samo določenemu delu pogodbe (ZDR, 82. člen).  
Na zahtevo delavca mu je delodajalec dolžan vrniti vso njegovo dokumentacijo in mu 
izdati potrdilo o vrsti dela, ki ga je opravljal. V potrdilu delodajalec ne sme navesti ničesar, 
kar bi delavcu otežilo sklepanje nove pogodbe o zaposlitvi (ZDR, 78. člen). 
 
3.4 VERODOSTOJNOST, ZANESLJIVOST IN LOJALNOST JAVNIH 
USLUŽBENCEV 
 
3.6.1 ETIKA V JAVNI UPRAVI 
 
Etika pomeni način ravnanja (obnašanja) človeka do sočloveka in ustvarja primerne 
medsebojne odnose v družbi (Boštic, 2000, str. 16). Etiko opredeljujejo tudi kot seznam 
načel, ki so navadno opredeljena v obliki kodeksov in učinkujejo kot vodilo ravnanja 
(Brejc, 2004, str. 77). 
Po presoji nekaterih avtorjev so v javni upravi razvitih demokratičnih držav uveljavljene 
predvsem vrednote, kot so poštenost, zakonitost, spoštovanje ljudi, nepristranskost, 
ekonomičnost in učinkovitost, delavnost in prizadevnost, dostopnost do stranke in 
odgovornost (Brejc, 2004, str. 66–68). Jasna opredelitev vrednot zmanjšuje negativna 
ravnanja, kot so nepoštenost, krivičnost, pristranskost in druga. Zavedati se je treba, da 
sama objava Kodeksa ravnanja javnih uslužbencev ne zadostuje, da bi se javni uslužbenci 
po njem ravnali. Potrebni so naslednji sistemski pogoji: 
– učinkovit nadzor nad delom uprave, 
– učinkovita uporaba kazenskega prava, 
– mehanizmi upravnega prava (nadzor nad odločitvami uprave), 
– pravna zaščita tistih, ki razkrivajo nezakonito in neetično ravnanje, 
– sistematično usposabljanje zaposlenih, 
                                        
15 ZDR podrobneje ureja redno odpoved v členih od 89 do 108.  
16 ZDR podrobneje ureja izredno odpoved v členih od 109 do 119.  
17 Sodba Vrhovnega sodišča RS, VIII Ips 564/2007, z dne 9. 2. 2009: Zaradi več kršitev 
pogodbenih in drugih obveznosti je bila tožniku na podlagi prve in druge alineje prvega odstavka 
111. člena Zakona o delovnih razmerjih (42/02, 79/06 – ZZZPB-F, 103/07, 45/08 – ZArbit in 21/13 
– ZDR-1 – v nadaljevanju: ZDR) podana izredna odpoved delovnega razmerja. Tožnik, ki je bil po 
poklicu policist, 1. in 2. 4. 2006 ni opravljal odrejenega dela in je brez odobritve nadrejenega 
zapustil patruljo ter odšel na območje druge policijske postaje. V gostinskem lokalu je kršil javni 
red in mir ter nato še grozil policistu in mu poskusil preprečiti uradno dejanje. Sodišče prve stopnje 
je ugotovilo, da je tožnik storil očitana dejanja in so dokazani razlogi za odpoved pogodbe o 
zaposlitvi po 111. členu ZDR. Tožnik se je na odločitev pritožil, a je drugostopenjsko sodišče 
pritožbo zavrnilo in potrdilo sodbo prvostopenjskega sodišča. Zoper pravnomočno sodbo, izdano na 
drugi stopnji, je tožnik vložil revizijo, ki jo je sodišče zavrnilo. 
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– stalna podpora uveljavljanju etičnega kodeksa. 
Ljudje se med seboj razlikujemo, naši odzivi na življenjske razmere so drugačni. Ovira pri 
upoštevanju etičnega kodeksa je lahko ravno človeška osebnost. Višje kot so javni 
uslužbenci na hierarhični lestvici, večja je verjetnost, da bodo upoštevali etična načela, ki 
veljajo v družbi in v določenem okolju. Koliko so javni uslužbenci pripravljeni upoštevati 
etična načela, je odvisno tudi od stopnje sprejemanja vrednot organizacije, skladnosti 
ciljev organizacije in posameznika, pomena dela, ki ga opravlja, ter ocenitve, ali 
organizacija zagotavlja možnosti, da se posameznik razvija (Brejc, 2004, str. 79).  
Pomembno vlogo pri uveljavljanju etičnih sestavin v javni upravi ima varuh človekovih 
pravic in temeljnih svoboščin. On lahko neposredno vpliva na ustvarjanje etičnega okolja 
in uveljavljanje etičnih vrednot. Ustanovljen je bil kot varuh zakonitosti in njegova 
najpomembnejša funkcija je proučevanje pritožb posameznikov. S tem prispeva k večji 
pozornosti javnosti na morebitno neetično obnašanje javnih uslužbencev (Boštic, Košir & 
Rajh, 1997, str. 78–79). 
 
3.6.2 KODEKS RAVNANJA JAVNIH USLUŽBENCEV 
 
Kodeks etike upravnih delavcev, ki je bil namenjen delu upravnih delavcev Jugoslavije, je 
bil sprejet že leta 1985 (Boštic, Košir & Rajh, 1997, str. 78–79). Januarja 2001 je Vlada 
Republike Slovenije sprejela Kodeks ravnanja javnih uslužbencev po priporočilu Sveta 
Evrope. S tem je ministrstvom in vladnim službam naložila, da kodeks upoštevajo pri 
postopkih zaposlovanja ter pri pripravi zakonskih in podzakonskih aktov s področja 
delovnopravne zakonodaje in organizacije. Hkrati se je zavezala, da ga bo smiselno 
uporabljala tudi za ministre in druge funkcionarje (Haček & Bačlija, 2007, str. 91). 
ZJU (174. člen) navaja, da Uradniški svet v sodelovanju z drugimi reprezentativnimi 
sindikati in strokovnimi združenji javnih uslužbencev sprejme kodeks etike javnih 
uslužbencev v državnih organih in upravah lokalnih skupnosti. Kodeks etike javnih 
uslužbencev obravnava predvsem zakonitosti in upoštevanje splošnega dobra ter 
delovanje slovenskih uradnikov v evropskem prostoru. Na podlagi teh temeljev so bila 
oblikovana vodila, ki so razdeljena v tri skupine (Kovač, 2012, str. 278): 
– splošna politična pravna vodila, ki zajemajo zakonitost, spoštovanje, delovanje v prid 
države ter odgovornost do službenega in naravnega okolja, 
– posebna vodila za javno upravo, ki vsebujejo strokovnost, transparentnost, uspešnost 
in odličnost, učinkovitost, sodelovanje zaposlenih, dostopnost, odzivnost, gospodarno 
in smotrno ravnanje ter nepristranskost in neodvisnost, 
– profesionalna vodila, ki zajemajo kompetentnost, častnost, vestnost, nepodkupljivost 
in integriteto. 
Poleg treh poprej omenjenih skupin sodi zraven še četrta skupina, ki zajema osebne 
kvalitete. Sem sodijo osebna – človeška vodila, ki zajemajo poštenost, zaupanja vredno 
ravnanje, zanesljivost in iskrenost. 
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Naloga predstojnika organa je, da javnega uslužbenca seznani s kodeksom, naloga 
javnega uslužbenca pa je, da stori vse potrebno in se ravna po njegovih določilih. Kodeks 
zajema načela opravljanja javnih nalog, po katerih se morajo ravnati vsi javni uslužbenci, 
hkrati pa služi tudi kot pripomoček javnim uslužbencem za uresničevanje teh načel. 
Kodeks pa ni namenjen samo javnim uslužbencem, temveč tudi javnosti, ki se lahko na 
njegovi podlagi seznani z ravnanjem, ki ga ima pravico pričakovati od javnih uslužbencev 
(Kodeks, 1. do 3. člen).  
Ravnanje in obnašanje, ki sta v nasprotju z etičnim kodeksom, sta neetični. Izraziti primeri 
neetičnega ravnanja so korupcija, diskriminacija, nasilje v delovnem okolju in druge oblike 
ravnanja in obnašanja (Brejc, 2004, str. 80). 
 
3.6.3 EVROPSKI KODEKS DOBREGA RAVNANJA JAVNIH USLUŽBENCEV 
 
Leta 2001 je Evropski parlament sprejel resolucijo, ki potrjuje Evropski kodeks dobrega 
ravnanja javnih uslužbencev (v nadaljevanju: evropski kodeks). V odnosih z javnostjo ga 
morajo upoštevati ustanove in organi Evropske unije, njihove uprave in njihovi uradniki. 
Evropski kodeks upošteva načela evropskega upravnega prava, ki so se izoblikovala v 
sodni praksi Sodišča EU (Vodovnik & Tičar, 2014, str. 25). Ključna načela dobrega 
ravnanja so predano zagotavljanje storitev, nepristransko in odgovorno ravnanje, 
preglednost in učinkovitost. Evropski kodeks naj bi zagotovil, da bi javni uslužbenci pri 
svojih vsakodnevnih opravilih čim bolj sledili prej omenjenim načelom. Po njem naj bi se 
ravnali vsi evropski javni uslužbenci. Javni uslužbenci morajo upoštevati naslednja načela, 
ki so v skladu s smernicami evropskega varuha človekovih pravic in so zapisana v izjavi o 
načelih javne upravo za javne uslužbence EU: zakonitost, sorazmernost ukrepov z 
zastavljenim ciljem, doslednost ravnanja in nediskriminacija. V 3. členu evropskega 
kodeksa je izrecno navedeno, da odnose med institucijo in njenimi uradniki urejajo 
kadrovski predpisi in ne ta kodeks (Evropski kodeks dobrega ravnanja javnih uslužbencev, 
2005, str. 4–9). 
Evropski varuh človekovih pravic določa pet načel javne uprave, ki zajemajo javne 
uslužbence EU: načelo predanosti Evropski uniji in njenim državljanom, načelo 
objektivnosti, načelo integritete, načelo preglednosti in načelo spoštovanja drugih. Namen 
teh načel je, da pomagajo javnim uslužbencem razumeti pravila in jih pravilno uporabiti 
ter da v primeru presoje sprejmejo pravo odločitev (European Ombudsman, str 1). 
 
3.6.4 NAČELA SISTEMA JAVNIH USLUŽBENCEV 
 
Javna uprava stremi k temu, da so njene storitve čim kakovostnejše in da so uporabniki 
storitev čim bolj zadovoljni. Zadovoljstvo uporabnikov je odvisno od številnih dejavnikov, 
kot so na primer kakovost informacij o storitvah, enostavnost postopkov, krajevna in 
časovna dostopnost, prijaznost in strokovnost zaposlenih (Virant, 2009, str. 94). 
ZJU opredeljuje dva sklopa načel. V prvem sklopu (od 7. do 15. člena) so navedene 
skupne osnove, po katerih se morajo ravnati vsi zaposleni v javnem sektorju. Drugi sklop 
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pa velja za javne uslužbence, ki so zaposleni v državnih organih in upravah lokalnih 
skupnosti. 
Načela, ki zajemajo vse zaposlene v javnem sektorju, so: načelo enakopravne 
dostopnosti, načelo zakonitosti, načelo strokovnosti, načelo častnega ravnanja, omejitve 
in dolžnosti v zvezi s sprejemanjem daril, načelo zaupnosti, načelo odgovornosti za 
rezultate, načelo dobrega gospodarjenja, načelo varovanja poklicnih interesov in načelo 
prepovedi nadlegovanja.  
Načelo enakopravne dostopnosti stremi k temu, da bi se zaposlovanje javnih uslužbencev 
izvajalo tako, da bi bilo prosto delovno mesto dostopno za vse zainteresirane kandidate 
pod enakimi pogoji. Izbran naj bi bil tisti kandidat, ki je strokovno najbolj usposobljen za 
opravljanje nalog na prostem delovnem mestu (Brejc, 2004, str. 35). Enakopravna 
dostopnost je vključena tudi v Ustavo, ki v tretjem odstavku 49. člena navaja: 
»… vsakomur je pod enakimi pogoji dostopno vsako delovno mesto.« Prav tako lahko 
zaznamo povezavo med načelom enakopravne dostopnosti in Ustavo glede enakosti. 
Ustava namreč v 14. členu govori, da so pred zakonom vsi enaki. Vsakomur so 
zagotovljene enake človekove pravice in temeljne svoboščine ne glede na raso, spol, vero, 
jezik ali katerokoli drugo osebno okoliščino. Načelo častnega ravnanja zavezuje javne 
uslužbence, da javne naloge izvršujejo častno in v skladu s pravili poklicne etike (ZJU, 10. 
člen). Javni uslužbenec je dolžan svoje delo opravljati kakovostno, hitro in učinkovito ter 
je za svoje delo odgovoren (ZJU, 13. člen). Za načelo odgovornosti za rezultate velja, da 
opredeljuje vsebinska merila načina izvajanja nalog; osnovna merila dela so kakovostno, 
hitro in učinkovito opravljeno delo. Vsako delo mora biti opravljeno kakovostno in po 
pravilih stroke ter v zakonsko določenem roku. Ko govorimo o učinkovitosti dela, pa 
imamo v mislih racionalnost dela. Na podlagi kakovosti dela, hitrosti in učinkovitosti za 
posamezno opravljeno nalogo lahko ocenjujemo dela posameznega javnega uslužbenca 
(Bugarič in drugi, 2004, str. 80). ZJU v 13. členu določa, da mora javni uslužbenec 
gospodarno in učinkovito porabljati javna sredstva. Cilj načela dobrega gospodarjenja je, 
da se dosegajo najboljši rezultati ob enakih stroških oziroma enaki rezultati ob nižjih 
stroških. Javni uslužbenci so zaradi narave dela nemalokrat pri opravljanju svojih nalog 
deležni groženj in šikaniranja. Kot določa 15. člen ZJU (načelo varovanja poklicnih 
interesov), je delodajalec dolžan javnega uslužbenca zavarovati pred vsemi takimi 
ravnanji. Prav tako mora delodajalec zdajšnjemu ali nekdanjemu javnemu uslužbencu 
omogočiti plačano pravno pomoč, če je zoper njega uveden kazenski ali odškodninski 
postopek zaradi izvrševanja javnih nalog. To je delodajalec dolžan storiti, kadar oceni, da 
so bile javne naloge izvršene zakonito ter v skladu s pravicami in obveznostmi iz 
delovnega razmerja. Če so v sodnem postopku javnemu uslužbencu povrnjeni stroški za 
pravno pomoč, jih je dolžan povrniti delodajalcu. ZJU v 15. členu izrecno prepoveduje 
vsako fizično, verbalno ali neverbalno ravnanje ali vedenje javnega uslužbenca. Sem 
sodijo ravnanja, ki ustvarjajo zastrašujoče, sovražno, ponižujoče, sramotilno ali žaljivo 
delovno okolje za osebo ter žalijo njeno dostojanstvo.  
Načelo javnega natečaja izhaja že iz Ustave, ki v 122. členu določa, da je zaposlitev v 
upravnih službah mogoča samo na temelju javnega natečaja, razen kadar drug zakon 
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določa drugače. ZJU to načelo opredeljuje v 27. členu, kjer navaja, da morajo biti na 
javnem natečaju vsi kandidati obravnavani enakopravno, izbran pa kandidat, ki izkaže 
boljšo strokovno usposobljenost. Vsak uradnik mora pripomoči k temu, da so dokončne 
sprejete odločitve čim bolj strokovne in ustrezne, javna korist pa mora biti temeljno vodilo 
vsakega uradnika. Načelo politične nevtralnosti in nepristranskosti zapoveduje 
nevmešavanje politike v status in delo uradnika. Bistvo tega načela je zaščita uradnikov 
pred nedovoljenimi posegi politike v njihov položaj in v strokovno vsebino njihovega dela. 
Pomembno je, da uradnik izvršuje javne naloge v korist vseh državljanov in tudi 
posameznikov, političnih strank in drugih interesnih skupin ne glede na njihovo politično 
opredelitev. ZJU (28. člen) s tem načelom daje vsem uporabnikom javnih storitev 
zagotovilo, da bodo obravnavani enakopravno (Bugarič in drugi, 2004, str. 115).  
ZJU v 29. členu navaja, da je kariera uradnika odvisna od njegove strokovne 
usposobljenosti, drugih delovnih in strokovnih kvalitet ter od njegovih rezultatov dela. Hall 
(1996) meni, da je potrebno kariero pojmovati predvsem v smislu vseživljenjskega učenja 
in pridobivanja izkušenj z delom, medtem ko Clark (1992) navaja, da lahko pojem kariere 
definiramo kot načrtovano ali nenačrtovano  zaporedje aktivnosti ali dela, ki vključuje 
elemente napredovanja, osebnega razvoja v določenem času in samouresničevanja.  
Zakon pa tudi določa, da je omogočena kariera z napredovanjem. S kariernim sistemom 
naj bi se zagotovila in zadržala čim bolj strokovna uradniška struktura. Načelo kariere se 
ne uresničuje avtomatično s potekom določenega časa, temveč je vezano na izkazane 
delovne rezultate uradnika. Kariera uradnika se praviloma začne pri najnižjem nazivu 
delovnega mesta in nato postopoma nadaljuje do najvišjega naziva za najuspešnejše 
uradnike (Bugarič in drugi, 2004, str. 117).  
ZJU v 30. členu določa, da je javni uslužbenec lahko premeščen na drugo delovno mesto 
v okviru organov. Zakon tu dopušča možnost premestitve javnega uslužbenca v drug 
organ javnega sektorja ob natančno določenih pogojih za takšno premestitev. V državnih 
organih je delodajalec Republika Slovenija in na podlagi tega načela je možnost 
premestitve javnega uslužbenca znotraj istega delodajalca, torej med državnimi organi, če 
je javni uslužbenec zaposlen v enem od njih. Tak prehod oziroma premestitev ima 
pozitivne učinke tako za javnega uslužbenca kot za delodajalca. Javni uslužbenec na tak 
način lahko izkusi raznovrstnost opravljanja nalog ter širi svoje znanje in strokovne 
kvalifikacije. Za delodajalca pa pomeni tak način racionalno izrabo obstoječih zmogljivosti 
in izogibanje neutemeljenemu povečanju števila zaposlenih (Bugarič in drugi, 2004, str. 
118). O svojem delovanju in rezultatih opravljenega dela uradnikov organ obvešča javnost 
na način, kot ga določajo zakoni in drugi predpisi (ZJU, 32. člen). 
V drugem delu magistrske naloge bosta predstavljena ravnanje s tajnimi podatki in dostop 
do njih. Na področju varovanja tajnih podatkov še posebej pridejo do izraza načelo 
zakonitosti, načelo strokovnosti, omejitve in dolžnosti v zvezi s sprejemanjem daril in 
načelo zaupnosti.  
ZJU v 8. členu navaja, da »javni uslužbenec izvršuje javne naloge na podlagi in v mejah 
ustave, ratificiranih in objavljenih mednarodnih pogodb, zakonov in podzakonskih 
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predpisov«. To je temeljno načelo delovanja javnih uslužbencev v upravnih organih in 
določa pravne akte, ki so lahko podlaga za izvrševanje javnih nalog javnih uslužbencev. 
Za izvrševanje svojih nalog morajo imeti javni uslužbenci ustrezno pravno podlago, ki 
temelji na Ustavi, zakonu ali drugem podzakonskem predpisu (Tičar & Rakar, 2011, str. 
357). Javni uslužbenec mora javne naloge izvrševati strokovno, vestno, pravočasno in po 
pravilih stroke. Zato je delodajalčeva dolžnost, da poskrbi za redna usposabljanja in 
izpopolnjevanja javnih uslužbencev (ZJU, 9. člen). Za javne uslužbence v državnih 
organih, ki svoje delo opravljajo strokovno, vestno in pravočasno, ZJU predvideva vrsto 
mehanizmov, ki jih lahko štejemo za nagrado za dobro opravljeno delo. Sem sodijo 
hitrejše napredovanje, višja plača in druge ugodnosti, ki pa so zaradi slabega finančnega 
stanja naše države trenutno zamrznjena. ZJU v 11. členu navaja, da javni uslužbenec, ki 
opravlja javne naloge, ne sme sprejemati daril v zvezi z opravljanjem službe. Sprejme 
lahko le protokolarna in priložnostna darila manjše vrednosti (pisala, koledar itd.). Darila 
višje vrednosti mora zavrniti, oziroma če bi taka zavrnitev povzročila neprijetnosti, taka 
darila sprejme in preda osebi, ki je v posamezni organizaciji določena za oskrbnika (Civil 
Service Code of Standards and Behaviour, str. 16). Darila, ki presegajo dovoljeno 
vrednost, postanejo last delodajalca, na kar pa mora javni uslužbenec tudi opozoriti 
darovalca. Če slednji vztraja pri darilu, mora javni uslužbenec darilo izročiti delodajalcu 
oziroma organu delodajalca, ki je pooblaščen za delo z darili. V seznam daril se vpišejo 
podatki o sprejemu darila, vrednost, oseba, ki je nedovoljeno darilo dala v dar (Vodovnik, 
2010, str. 3).  
Načelo zaupnosti je eno od tistih načel, ki bo v ospredju, ko bomo v nadaljevanju govorili 
o tajnih podatkih. Ne glede na način, kako je javni uslužbenec pri svojemu delu izvedel 
določene tajne podatke, jih mora varovati. ZJU (12. člen) določa, da jih je dolžan varovati 
ne samo v času zaposlitve, temveč tudi po prenehanju delovnega razmerja oziroma toliko 




4 DOSTOP DO TAJNIH PODATKOV 
 
V pogovornem jeziku pogosto izraz tajnost uporabljamo kot sopomenko za skrivnost. V 
strokovnem jeziku pa teh dveh izrazov ni mogoče enačiti. »Skrivnost je (namreč) v 
njenem pravem pomenu nekaj, kar se ne da razumeti, dojeti ali pojasniti. Tajnost pa ni 
nekaj neznanega, temveč ravno obratno. Pri njeni vsebini gre za znane stvari, ki jo njen 
posestnik (ali posameznik ali institucija ali država) ne sme ali noče narediti dostopne širši 
javnosti« (Anžič, 2000, str. 852). 
 
4.1 PRAVNE PODLAGE 
 
Na področju varovanja tajnih podatkov sta ključni dve pravni podlagi, in sicer ZTP in 
Uredba o varovanju tajnih podatkov18. 
ZTP določa skupne osnove enotnega sistema določanja, varovanja in dostopa do tajnih 
podatkov z delovnega področja državnih organov Republike Slovenije, ki se nanašajo na 
javno varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države, 
ter prenehanja tajnosti takšnih podatkov. Po njem se ravnajo državni organi, nosilci javnih 
pooblastil, organi lokalnih skupnosti in drugi organi, gospodarske družbe in organizacije, ki 
pri izvajanju zakonsko določenih nalog pridobijo ali razpolagajo z omenjenimi podatki. 
Zakonske določbe ZTP zavezujejo tudi dobavitelje, izvajalce gradenj in izvajalce storitev, 
če so jim tajni podatki posredovani zaradi izvrševanja naročil organa. Vsak, ki se je 
seznanil z vsebino tajnega podatka oziroma mu je bil ta zaupan, je odgovoren za njegovo 
varovanje in ohranitev njegove tajnosti (ZTP, 1. člen).  
Uredba o varovanju tajnih podatkov določa način in oblike označevanja tajnih podatkov, 
organizacijske, fizične in tehnične ukrepe ter obvezne sestavine postopkov za varovanje 
tajnih podatkov, ki jih morajo pri vzpostavitvi sistema ukrepov in postopkov varovanja 
tajnih podatkov upoštevati in zagotoviti vsi, ki pri izvajanju zakonsko določenih nalog 
pridobijo ali razpolagajo s podatki (Uredba o varovanju tajnih podatkov, 1. člen). 
Poleg ZTP in Uredbe o varovanju tajnih podatkov področje tajnih podatkov urejajo še: 
– Uredba o varnostnem preverjanju in izdaji dovoljenj za dostop do tajnih podatkov, 
– Uredba o notranjem nadzoru nad izvajanjem zakona o tajnih podatkih in predpisov, 
izdanih na njegovi podlagi, 
– Uredba o izvajanju inšpekcijskega nadzora na področju varovanja tajnih podatkov in 
vsebini posebnega dela strokovnega izpita za inšpektorja, 
– Uredba o načinu in postopku ugotavljanja pogojev za izdajo varnostnega dovoljenja 
organizacijam, 
– Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih. 
 
                                        
18 Uredba o varovanju tajnih podatkov (Ur. list RS, št. 74/05 in 7/11). 
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4.2 ORGANI, PRISTOJNI ZA TAJNE PODATKE V REPUBLIKI SLOVENIJI 
 
V Republiki Sloveniji so za izdajo dovoljenj za dostop do nacionalnih tajnih podatkov 
stopenj ZAUPNO, TAJNO in STROGO TAJNO po 22. členu ZTP pristojni: 
– Ministrstvo za notranje zadeve (za zaposlene v MNZ in za zaposlene v drugih 
organih),  
– Ministrstvo za obrambo (za zaposlene v Ministrstvu za obrambo), 
– Slovenska obveščevalna varnostna agencija (za zaposlene v SOVI). 
V nadaljevanju bo podrobneje predstavljen Direktorat za policijo in druge varnostne 
naloge (v nadaljevanju: DPDVN). Za potrditev ali zavrnitev prve hipoteze bo preverjena 
sistemizacija vseh zaposlenih v DPDVN in preverjeno bo, katera delovna mesta zahtevajo 
dovoljenja za dostop do tajnih podatkov.  
 
4.3 DIREKTORAT ZA POLICIJO IN DRUGE VARNOSTNE NALOGE 
 
Kot smo lahko predhodno videli, področje tajnih podatkov sodi tudi v resor MNZ. Znotraj 
MNZ deluje DPDVN, ki usmerja in nadzoruje policijo, predlaga predloge usmeritev za delo 
policije, pripravlja sistemske rešitve na delovnih področjih policije, predloge predpisov in 
drugih aktov ter ukrepov, ki zajemajo razvojne, organizacijske, kadrovske in druge 
temeljne usmeritve za delo policije. Prav tako je pristojnost DPDVN, da pripravlja predloge 
predpisov s področja detektivske dejavnosti, dejavnosti zasebnega varovanja in varnosti 
na smučiščih. DPDVN tudi sprejema, obravnava in rešuje pritožbe zoper delo policistov in 
policije, opravlja naloge varnostnega preverjanja in izdaje dovoljenj za dostop do tajnih 
podatkov ter druge strokovne naloge na področju obravnavanja in varovanja tajnih 
podatkov.  
Vse te omenjene naloge znotraj DPDVN izvajajo v skladu s svojimi pristojnostmi naslednji 
sektorji (Ministrstvo za notranje zadeve, 2008, str. 49): 
– Sektor za tajne podatke, 
– Sektor za sistemsko urejanje in nadzor policije, 
– Sektor za zasebno varstvo in občinska redarstva, 
– Sektor za pritožbe zoper policijo. 
 
4.3.1 SISTEMIZACIJA DELOVNIH MEST V DIREKTORATU ZA POLICIJO IN 
DRUGE VARNOSTNE NALOGE 
 
V nadaljevanju sledita predstavitev vseh delovnih mest v DPDVN in pregled potreb za 
dostop do tajnih podatkov za vsako posamezno delovno mesto. Kot je bilo že uvodoma 
omenjeno, DPDVN sestavljajo štirje sektorji in vsak od njih ima svojega vodjo. Nad vsemi 
zaposlenimi v DPDVN je generalni direktor, ki poleg pomočnika direktorja, tajnice 
direktorja in sekretarja tvori vodstvo DPDVN. 
Iz "priloge 1" je razvidno, da ne glede na to, ali gre za uradniško delovno mesto (vodja 
sektorja, sekretar, podsekretar, višji svetovalec, svetovalec) ali za strokovno-tehnično 
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delovno mesto (tajnica direktorja, koordinator, poslovni sekretar, administrator), vsi 
zaposleni potrebujejo dostop do tajnih podatkov. Izjema je le delovno mesto sekretarja, ki 
sodi v vodstvo DPDVN, za katerega iz sistemizacije delovnih mest izhaja, da za zasedbo 
tega delovnega mesta ni potrebno dovoljenje za dostop do tajnih podatkov. 
V "prilogi 2", ki se nanaša na Sektor za sistemsko usmerjanje in nadzor policije so 
predstavljeni dostopi za dostop do tajnih podatkov za tri sekretarska delovna mesta. Dva 
od sekretarjev potrebujeta dovoljenje do stopnje tajnosti STROGO TAJNO in eden do 
ZAUPNO. Eden izmed dveh, ki potrebujeta dostop do STROGO TAJNO, potrebuje tudi 
dovoljenje za dostop do tajnih podatkov EU in NATO. Pri opisu nalog je vidno, da se 
naloge za posamezno sekretarsko delovno mesto med seboj razlikujejo. 
V "prilogi 3" je predstavljenih pet podsekretarskih delovnih mest za isti sektor, kjer se 
stopnje za dostop do tajnih podatkov razlikujejo. Z razliko od prej primerjanih sekretarskih 
delovnih mest se naloge za posamezna podsekretarska delovna mesta med seboj ne 
razlikujejo. Edina razlika je ta, da je pri podsekretarskem delovnem mestu št. 4 pri 
prvemu pogoju »neposredna pomoč pri vodenju strokovnih nalog na delu delovnega 
področja ministrstva« dodano »oziroma notranje organizacijske enote«. 
Iz preglednice »Sistemizacija delovnih mest DPDVN na dan 1. 1. 2015« je razvidno, da sta 
Sektor za pritožbe zoper policijo in Sektor za zasebno varstvo in občinska redarstva glede 
zahteve po dovoljenjih določene stopnje najbolj enotna. Največje razlike so opazne v 
Sektorju za tajne podatke. Iz preglednice je razvidno, da je za zasedbo nekaterih 
strokovno-tehničnih delovnih mest potrebna višja stopnja dovoljenja za dostop do tajnih 
podatkov kot za uradniška delovna mesta. Že iz opisa nalog v "prilogi 4" je razvidno, da 
osebe pri svojem delu dostopajo do tajnih podatkov. V skladu s Sklepom Sveta in našo 
zakonodajo je na MNZ znotraj upravnega območja vzpostavljeno varnostno območje, v 
katerem je register tajnih podatkov. Kot bo predstavljeno v nadaljevanju magistrske 
naloge, v varnostnem območju veljajo posebna varnostna pravila in vstop v te prostore je 
omejen na ozek krog ljudi. 
 
4.4 SEKTOR ZA TAJNE PODATKE V MINISTRSTVU ZA NOTRANJE 
ZADEVE 
 
Zakon o spremembah in dopolnitvah zakona o tajnih podatkih je bil sprejet leta 2006. Ves 
čas so pri nastajanju aktivno sodelovali tudi predstavniki MNZ. Minister za notranje zadeve 
je izdal Pravilnik o varovanju tajnih podatkov v MNZ, Navodilo o poslovanju s tajnimi 
podatki v MNZ in Sklep o izdaji pooblastil za izvajanje določenih nalog s področja 
obravnavanja in varovanja tajnih podatkov. S temi akti se v MNZ podrobneje urejata 
obravnavanje in varovanje tajnih podatkov ter se določa krog uslužbencev, ki delujejo na 
področju tajnih podatkov in imajo posebna pooblastila in odgovornosti. 
Leta 2007 je bilo na MNZ vzpostavljeno posebno varnostno območje za obravnavanje 
tajnih podatkov, in sicer register tajnih podatkov. Znotraj registra sta bila akreditirana dva 
31 
 
podregistra: podregister EU in podregister zveze NATO (Ministrstvo za notranje zadeve, 
2008, str. 60). 
V Sektorju za tajne podatke je po sistemizaciji delovnih mest (preglednica 1) 
sistemiziranih enajst delovnih mest; dve mesti sta strokovno-tehnični delovni mesti in 
devet je uradniških delovnih mest. V "Tabela 1" so prikazane vrste postopkov v Sektorju 
za tajne podatke za obdobje zadnjih petih let. 
Tabela 1: Vrste postopkov v Sektorju za tajne podatke za obdobje zadnjih petih 
let 
VRSTA POSTOPKA 2010 2011 2012 2013 2014 
Predlog za izdajo dovoljenja 1035 800 815 1545 5032 
Izdana dovoljenja 1012 794 716 963 4360 
Vmesno varnostno preverjanje 8 16 1 5 3 
Vir: MNZ (2015) 
 
4.5 STOPNJE TAJNOSTI 
 
ZTP (13. člen) določa štiri stopnje tajnosti: 
– STROGO TAJNO – je najvišja stopnja tajnosti in se uporabi za tajne podatke, katerih 
razkritje nepoklicani osebi bi ogrozilo vitalne interese Republike Slovenije ali jim 
nepopravljivo škodovalo; 
– TAJNO – razkritje podatkov te stopnje bi lahko hudo škodovalo varnosti ali interesom 
Republike Slovenije; 
– ZAUPNO – razkritje teh podatkov bi lahko škodovalo varnosti ali interesom Republike 
Slovenije; 
– INTERNO – razkritje teh podatkov bi lahko škodovalo delovanju ali izvajanju nalog 
organa. 
Dostop do tajnih podatkov stopnje INTERNO imajo vse osebe, ki opravljajo funkcijo ali 
delajo v organu. Pred nastopom funkcije oziroma opravljanja dela podpišejo izjavo, da so 
seznanjeni z ZTP in drugimi predpisi, ki urejajo varovanje tajnih podatkov. S podpisom se 
zavežejo, da bodo s tajnimi podatki ravnali v skladu s predpisi. Pred samim podpisom 
izjave mora njihov predstojnik zagotoviti ustrezno usposabljanje s področja obravnavanja 
in varovanja tajnih podatkov (ZTP, 31.a člen). 
ZTP V 3. členu navaja izjeme, ki lahko do tajnih podatkov dostopajo19 brez dovoljenja za 
dostop do tajnih podatkov. To so posamezniki, ki na podlagi funkcije, ki jo opravljajo, 
pridobijo to pravico. To pravico pridobijo z začetkom opravljanja dela in s podpisom 
izjave, da so seznanjeni z ZTP in drugimi predpisi, ki urejajo področje varovanja tajnih 
podatkov. S podpisom se zavežejo, da bodo ravnali v skladu s temi predpisi. Do tajnih 
                                        
19 Dostop je seznanitev osebe s tajnim podatkom ali možnost osebe pridobiti tajni podatek na 




podatkov brez dovoljenja lahko dostopajo predsednik republike, predsednik vlade, 
poslanec, državni svetnik, župan in občinski svet, ministri in predstojniki vladne službe, ki 
je neposredno odgovorna predsedniku vlade, varuh človekovih pravic in njegov 
namestnik, guverner, namestnik in vice guverner centralne banke, član računskega 
sodišča, sodnik, državni tožilec, generalni državni pravobranilec in informacijski 
pooblaščenec. Komisija Državnega zbora Republike Slovenije za nadzor nad delom 
varnostnih in obveščevalnih služb je pristojna, da izvaja nadzor nad osebami, ki za dostop 
do tajnih podatkov ne potrebujejo dovoljenja. 
 
4.6 DOLOČANJE TAJNIH PODATKOV 
 
Tajni podatek je lahko tisti pomembni podatek, katerega razkritje nepoklicani osebi bi 
pomenilo škodljive posledice za varnost države ali za njene politične ali gospodarske 
koristi. Tak podatek se nanaša na javno varnost, zunanje zadeve, obrambo ter 
obveščevalno in varnostno dejavnost državnih organov Republike Slovenije. Nanaša se 
tudi na naprave, sisteme, projekte in načrte, znanstvene, raziskovalne, tehnološke, 
gospodarske in finančne zadeve, ki so pomembne za javno varnost, obrambo, zunanje 
zadeve ter obveščevalno in varnostno dejavnost državnih organov Republike Slovenije 
(ZTP, 5. člen). ZTP v 6. členu navaja, da podatek ni tajen, kadar mu je bila tajnost 
določena zato, da bi se prikrilo storjeno kaznivo dejanje, zloraba ali prekoračitev pooblastil 
oziroma bi se prekrilo kako drugo nezakonito ravnanje ali ravnanje. 
Pod določenimi pogoji sme podatek določiti za tajen pooblaščena oseba, ki jo določa ZTP 
v 10. členu. Pooblaščene osebe so: 
– predstojnik organa, 
– funkcionarji organa, ki so za določanje in posredovanje tajnih podatkov pooblaščeni z 
zakonom ali s predpisom, izdanim na podlagi zakona, ali jih je za to pisno pooblastil 
predstojnik, 
– osebe, ki so zaposlene v organu in jim je predstojnik tega organa izdal pooblastilo. 
Podatku se določi stopnja tajnosti ob njegovem nastanku oziroma ob začetku izvajanja 
naloge organa, katere rezultat bo tajni podatek. Pooblaščena oseba mora pri določanju 
stopnje tajnosti oceniti možne škodljive posledice za varnost države ali za njene politične 
ali gospodarske koristi, če bi prišlo do razkritja tajnega podatka nepoklicani osebi. Na 
podlagi te ocene, ki je podana v pisni obliki, se podatku določi stopnja tajnosti. ZTP v 11. 
členu dopušča možnost, da pooblaščena oseba podatku ustno določi stopnjo tajnosti. To 
lahko stori, kadar bi izdelava pisne ocene pred izvajanjem nujnih nalog organa otežila ali 
onemogočila njihovo izvedbo. Tudi v teh primerih se mora izdelati pisna ocena, in sicer 
takoj, ko je to mogoče oziroma najpozneje v treh dneh.  
Pomembno pri določitvi tajnosti20 podatka je, da mora pooblaščena oseba določiti najnižjo 
stopnjo tajnosti, ki še zagotavlja varovanje podatka, potrebno za varstvo interesov in ali 
                                        
20 Določanje tajnih podatkov je dejanje ali postopek, s katerim se podatek v skladu z ZTP oceni za 
tajnega ter se mu določita stopnja in rok trajnosti (ZTP, 2. člen). 
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varnost države (ZTP, 14. člen). Ko ni več pogojev, mora uradna oseba preklicati tajnost 
podatka in o preklicu pisno obvestiti vse, ki dostopajo do tega tajnega podatka ali so ga 
prejeli. Preklic tajnosti podatka lahko zahteva tudi oseba, ki ji je bila predhodno zavrnjena 
zahteva po pridobitvi tajnega podatka. O tem odloča predstojnik organa (ZTP, 15. člen). 
Pooblaščena oseba ima po ZTP (16. člen) možnost spremeniti stopnjo tajnosti podatka. 
Obrazložitev spremembe stopnje tajnosti mora biti pisna, sprememba pa se izvede, če se 
spremenijo pogoji, ki so za uporabo posamezne stopnje tajnosti določeni z ZTP. O 
spremembi se obvestijo vsi, ki so ta tajni podatek prejeli ali imajo dostop do njega. 
Za tajen se določi tudi podatek, ki je nastal z združevanjem ali povezovanjem podatkov. 
Tudi če, denimo, podatek ni tajen, a je združen ali povezan s podatkom, ki je tajen, ga je 
treba ustrezno zavarovati. Prav tako se lahko zgodi, da le manjši del dokumenta ali 
posamezni dokument zadeve vsebuje tajni podatek. V tem primeru ga je treba izločiti ter 
obravnavati in varovati v skladu z oznakami stopnje tajnosti (ZTP, 12. člen). 
 
4.7 PRENEHANJE TAJNOSTI PODATKA 
 
Tajnost podatka lahko preneha21 na določen datum, s potekom določenega časa, z 
nastopom določenega dogodka ali s preklicem tajnosti. Zgodi se lahko, da zaradi narave 
stvari ali vsebine podatka ni mogoče določiti enega od prej omenjenih načinov prenehanja 
tajnosti. V tem primeru tajnost preneha s potekom časa, ki je določen v zakonu, ki ureja 
arhivsko gradivo in arhive. 
Vse podatke, ki imajo oznako STROGO TAJNO, mora pooblaščena oseba pregledati enkrat 
na leto, podatke nižjih stopenj pa na vsaka tri leta. Namen pregleda je, da pooblaščena 
oseba oceni, ali še obstaja potreba po njihovi tajnosti. Če ugotovi, da so podani 
utemeljeni razlogi za prenehanje tajnosti, jih lahko spremeni in o tem mora obvestiti vse, 
ki so tajni podatek prejeli ali do njega dostopajo (ZTP, 18. člen). 
 
4.8 OBRAVNAVANJE IN HRAMBA TAJNIH PODATKOV 
 
Tajni podatki se smejo obravnavati izključno v upravnem ali varnostnem območju. 
Upravno ali varnostno območje določi predstojnik s sklepom. Do dokumentov smejo 
dostopati zgolj osebe, ki imajo izdano ustrezno dovoljenje za dostop do teh podatkov. 
Tajni podatki se smejo obravnavati tudi zunaj varnostnega območja, če je prostor 
ustrezno fizično in tehnično varovan ter je dostop do prostora nadzorovan. 
V upravnem območju se smejo obravnavati tajni podatki s stopnjo tajnosti INTERNO. 
Upravno območje je okolje okoli ali na poti do varnostnega območja in ni potrebno, da je 
posebej označeno. Potreben je nadzor gibanja oseb in vozil. Vstop stalno zaposlenim se 
nadzira z ugotavljanjem identitete, vstop drugih oseb pa se nadzira z ugotavljanjem 
                                        
21 Prenehanje tajnosti podatka je zakonita sprememba tajnega podatka v podatek, ki je dostopen s 
splošnimi predpisi, ki urejajo poslovanje organa (ZTP, 2. člen). 
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identitete ter namena obiska in izpolnjevanja pogojev za vstop. Identifikacijsko kartico 
morajo osebe nositi na vidnem mestu. 
Varnostno območje se deli na varnostno območje I. stopnje in varnostno območje II. 
stopnje. 
Varnostno območje I. stopnje je prostor, v katerem se obravnavajo tajni podatki s stopnjo 
ZAUPNO ali višje. Prostor mora biti vidno označen, sam vstop v območje pa še ne sme 
omogočati dostopa do tajnih podatkov. Vsi vstopi in izstopi se evidentirajo. Zagotovljena 
morata biti sistem vhodnega nadzora in tudi sistem nadzora gibanja oseb in vozil. Druga 
oseba, ki vstopa v prostor, mora imeti spremstvo in mora imeti identifikacijsko kartico na 
vidnem mestu. Dovoljen je vnos zgolj izključenih elektronskih, mehanskih in magnetno 
optičnih in drugih sestavnih delov. Tehnično varovanje mora sistemu zagotavljati celovit 
nadzor varnostnega območja, ki mora biti nadzorovan iz nadzornega centra, sistem pa 
mora imeti zagotovljeno rezervno napajanje. Po končanem delovnem času je treba vse 
prostore pregledati.  
Varnostno območje II. stopnje je prostor, v katerem se obravnavajo tajni podatki s 
stopnjami tajnosti ZAUPNO in višje. Enako kot pri varnostnem območju I. stopnje sam 
vstop v varovano območje še ne omogoča dostopa do tajnih podatkov. Na vhodu mora 
biti sistem vhodnega nadzora, ki omogoča vstop le osebam, ki imajo za vstop ustrezna 
dovoljenja. Organizacija dela mora zagotavljati, da imajo osebe, ki delajo v varnostnem 
območju, dostop le do tistih tajnih podatkov, ki jih potrebujejo za opravljanje delovnih 
nalog. Sistem nadzora mora omogočati, da druge osebe vstopajo v varnostno območje le 
do tistih delov območja, ki so povezani z namenom obiska. Prepovedan je vnos 
kakršnihkoli mehanskih, elektronskih in magnetno optičnih sestavnih delov, s katerimi bi 
bilo mogoče izvesti nepooblaščeno snemanje, odtujitev ali prenos tajnih podatkov. Po 
končanem delovnem času se varnostno območje varuje s sistemom fizičnega ali 
protivlomnega varovanja. Prostore je treba občasno pregledati (Uredba o varovanju tajnih 
podatkov, 10. do 16. člen). 
 
4.9 VAROVANJE TAJNIH PODATKOV V KOMUNIKACIJSKO-
INFORMACIJSKIH SISTEMIH 
 
Fizične, organizacijske in tehnične ukrepe in postopke varovanja tajnih podatkov v 
komunikacijskih in informacijskih sistemih ureja Uredba o varovanju tajnih podatkov v 
komunikacijsko-informacijskih sistemih22. Kadar se v komunikacijskih in informacijskih 
sistemih varujejo tajni podatki tujih držav ali mednarodnih organizacij, se poleg ukrepov iz 
te uredbe izvajajo tudi drugi ukrepi, določeni z mednarodnimi pogodbami ali sprejetimi 
mednarodnimi obveznostmi (Uredba o varovanju tajnih podatkov v komunikacijsko-
informacijskih sistemih, 1. člen). 
                                        
22 Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih (Ur. list RS, št. 
48/07 in 86/11). 
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Namen fizičnih, organizacijskih in tehničnih ukrepov varovanja tajnih podatkov je 
vzpostaviti sistem minimalnih standardov, tehničnih ukrepov in postopkov, ki bo s svojim 
delovanjem nepooblaščenim osebam onemogočal dostop do tajnih podatkov. Ti ukrepi naj 
bi zagotovili tajnost, celovitost in razpoložljivost podatkov ter celovitost in razpoložljivost 
sistemov. Za izvajanje postopkov in ukrepov varovanja tajnih podatkov v posameznem 
sistemu je odgovoren predstojnik organa ali organizacije. Predstojnik organa ali 
organizacije je tudi tisti, ki imenuje upravljavca sistema, ki bo vzpostavil, vodil in vzdrževal 
sistem (Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 2. 
člen). 
Pred začetkom obravnavanja tajnih podatkov v sistemu mora predstojnik organa ali 
organizacije s pisnim sklepom potrditi izvajanje vseh ukrepov, ki so potrebni za 
zagotovitev varnega delovanja sistema (v nadaljevanju: varnostno dovoljenje za delovanje 
sistema). 
Pred izdajo varnostnega dovoljenja za delovanje sistema je treba pridobiti mnenje o 
varnostni ustreznosti sistema, ki ga izda UVTP. Pred izdajo mnenja o varnostni ustreznosti 
sistema UVTP varnostno pregleda sistem, pri čemer preveri izpolnjevanje ukrepov in 
postopkov za zagotavljanje varnega delovanja sistema. O izdaji varnostnega dovoljenja za 
delovanje sistema se obvesti UVTP, ki vodi evidenco vseh izdanih varnostnih dovoljenj za 
delovanje sistemov. Ob vsaki spremembi, ki bi lahko vplivala na delovanje sistema, je 
treba izvesti postopek varnostne odobritve sistema (Uredba o varovanju tajnih podatkov v 
komunikacijsko-informacijskih sistemih, 4. člen). 
Vsak upravljavec sistema mora v postopku izdaje varnostnega dovoljenja za delovanje 
sistema pripraviti načrt delovanja sistema, oceno varnostnega tveganja in varnostno 
navodilo za delo v sistemu. Za izdajo varnostnega dovoljenja za delovanje sistema, v 
katerem se obravnavajo tajni podatki s stopnjami ZAUPNO in višje, je treba vsa poprej 
našteta dokazila priložiti k zahtevi za pridobitev mnenja UVTP. Prav tako je treba 
navedene dokumente pregledati enkrat na leto in jih po potrebi dopolnjevati (Uredba o 
varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 5. člen). 
Upravljavec sistema mora pisno opredeliti varnostni način delovanja posameznega 
sistema, ki je lahko neselektiven, selektiven in dvojno selektiven. Neselektivni varnostni 
način delovanja se uporablja v sistemu, kjer se obravnavajo tajni podatki za neko ožje ali 
posebno interesno področje uporabnikov. Vse osebe, ki dostopajo do sistema, morajo 
imeti ustrezno dovoljenje za dostop do tajnih podatkov, dostopa pa mora biti neselektiven 
do vseh v sistemu obravnavanih podatkov na podlagi enotne pravice do vedenja. 
Selektivni varnostni način delovanja se uporablja v sistemih, kjer se obravnavajo tajni 
podatki z različnimi stopnjami. Osebe, ki pristopajo k sistemu, morajo imeti ustrezno 
dovoljenje za dostop do tajnih podatkov in imajo na podlagi različnih pravic do vedenja 
selektiven dostop do podatkov, ki se obravnavajo v sistemu. Dvojno selektivni varnostni 
način delovanja se uporablja v sistemih, kjer se obravnavajo tajni podatki z različnimi 
stopnjami tajnosti. Osebe lahko k sistemu selektivno pristopajo z ustreznim dovoljenjem 
za dostop do tajnih podatkov. Na podlagi različnih pravic do vedenja se do teh sistemov 
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dostopa selektivno (Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih 
sistemih, 6. člen). 
 
4.9.1 FIZIČNI IN ORGANIZACIJSKI UKREPI VAROVANJA 
 
Vse ključne in nekatere druge sestavine sistemov morajo biti postavljene v prostor, ki je 
varovan najmanj tako, kot je določeno z Uredbo o varovanju tajnih podatkov. Tajni 
podatki se lahko obravnavajo na nekaterih drugih sestavinah sistema zunaj varnostnega 
območja, če je ta prostor ali območje fizično in tehnično varovano in onemogoča 
nepooblaščen dostop (Uredba o varovanju tajnih podatkov v komunikacijsko-
informacijskih sistemih, 7. člen). 
Pooblastilo za samostojen vstop v prostor, v katerem so nameščene ključne sestavine 
sistema, se lahko izda osebam z ustreznim dovoljenjem in katerih delovne naloge so 
povezane z vzdrževanjem, posodabljanjem, dograjevanjem, varnostnim nadzorom, 
upravljanjem ali drugim obravnavanjem ključnih sestavin sistema. Pooblastilo ima lahko 
obliko seznama. Seznam oseb, pooblaščenih za samostojen vstop v prostor, v katerem so 
nameščene sestavine sistema, mora biti izobešen na vidnem mestu (Uredba o varovanju 
tajnih podatkov v komunikacijsko-informacijskih sistemih, 8. člen). 
Predstojnik organa ali organizacije mora določiti osebo, ki je pristojna za izvajanje te 
uredbe. Ta oseba je odgovorna tudi za upravljanje in nadzor nad ukrepi in postopki 
varovanja tajnih podatkov v sistemu (v nadaljevanju: vodja informacijske varnosti) ter ima 
za vse omenjeno ustrezna pisna pooblastila. Če vodja informacijske varnosti ni imenovan, 
te naloge opravlja predstojnik organa ali organizacije. Predstojnik organa ali organizacije 
mora o imenovanju ali o preklicu imenovanja vodje informacijske varnosti obvestiti UVTP 
(Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 9. člen). 
Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih z 10. 
členom zavezuje predstojnika organa ali organizacije oziroma vodjo informacijske 
varnosti, da mora v kritičnem informacijskem dogodku in o sprejetih ukrepih za 
preprečitev posledic dogodka obvestiti UVTP. 
 
4.9.2 TEHNIČNI UKREPI IN POSTOPKI VAROVANJA 
 
Upravljavec sistema mora za vse uporabnike sistema vzpostaviti postopek identifikacije in 
overitve dostopa (Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih 
sistemih, 11. člen). Vsak uporabnik sistema ima omejen dostop, in sicer sme dostopati le 
do tistih tajnih podatkov, ki jih potrebuje za opravljanje svojih nalog. S seznama 
uporabnikov sistema so za posameznika razvidni njegovi identifikacijski podatki in njegove 
pravice dostopa do posameznih tajnih podatkov. Vsaka sprememba seznama mora biti 
ustrezno popravljena, sprememba pa ustrezno dokumentirana (Uredba o varovanju tajnih 
podatkov v komunikacijsko-informacijskih sistemih, 12. člen). Pristop v sistem in dostop 
do tajnih podatkov morata biti spremljana in nadzorovana tako, da je mogoče ugotoviti, 
kdo, kdaj in od kod je vstopil v sistem. Upravljavec mora pisno določiti način nadzora in 
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vsi dostopi v sistem morajo biti dokumentirani. Dokumentiranje zajema podatke o 
naročniku in vzroku posega, rezultat in vrsto posega, čas in datum posega ter podatke o 
izvajalcu posega. Uredba o varovanju tajnih podatkov določa način hrambe zapisov o 
vstopu (Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 13. 
člen). 
Zunaj varnostnih območij je dovoljeno prenašati tajne podatke po komunikacijskih in 
informacijskih sistemih le v šifrirani obliki. Šifrirne rešitve mora potrditi komisija za 
informacijsko varnost.23 Podatki s stopnjami tajnosti INTERNO, ZAUPNO in TAJNO se 
lahko prenašajo v nešifrirani obliki le izjemoma, to je v izjemnih okoliščinah, kot so 
preteče ali dejanske krize, vojne razmere, spopadi ali kadar je hitrost dostave bistvenega 
pomena in se oceni, da je možnost zlorabe majhna. Tak prenos je dovoljen le z 
dovoljenjem predstojnika organa ali osebe, ki jo je pooblastil (Uredba o varovanju tajnih 
podatkov v komunikacijsko-informacijskih sistemih, 14. člen).  
Sisteme je dovoljeno povezati med seboj le po nadzorovanih in varovanih vstopno-
izstopnih točkah, s povezavo sistemov pa se morajo strinjati upravljavci sistemov. Le 
sisteme s tajnimi podatki s stopnjo tajnosti INTERNO je dovoljeno povezati z internetom. 
Komisija za informacijsko varnost pripravi zahteve, ki morajo biti izpolnjene za 
povezovanje sistemov (Uredba o varovanju tajnih podatkov v komunikacijsko-
informacijskih sistemih, 16. člen). Tajni podatki s stopnjami tajnosti ZAUPNO in višje se 
smejo obravnavati v sistemih, kjer so vse sestavine sistemov zaščitene proti 
nezaželenemu elektromagnetnemu sevanju. Tako zaščito zagotovijo upravljavci sistema in 
o ugotovitvah meritev obveščajo UVTP. Meritve izvajajo Ministrstvo za obrambo, Policija, 
obveščevalno-varnostna agencija in drugi organi, ki jih pooblasti komisija za informacijsko 
varnost (Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 
17. člen). 
 
4.10 VARNOSTNOTEHNIČNA OPREMA 
 
Varnostna oprema v varnostnih območjih mora izpolnjevati minimalne pogoje, določene v  
Sklepu o določitvi pogojev za varnostnotehnično opremo, ki se sme vgrajevati v varnostna 
območja.24 
Med varnostnotehnično opremo ne sodijo zgolj blagajne in alarmni sistemi, na kar bi 
pomislila večina ljudi, temveč veliko več. Sklep o določitvi pogojev za varnostnotehnično 
opremo, ki se sme vgrajevati v varnostna območja, v 1. členu navaja minimalne 
standarde, ki se nanašajo na zidovje. Zunanji zidovi morajo biti iz armiranega betona z 
                                        
23
 Komisijo za informacijsko varnost ustanovi UVTP. Sestavljajo jo predstavniki Ministrstva za javno 
upravo, Ministrstva za obrambo, Ministrstva za notranje zadeve, Ministrstva za zunanje zadeve, 
Slovenske varnostno-obveščevalne agencije in UVTP (Uredba o varovanju tajnih podatkov v 
komunikacijsko-informacijskih sistemih, 15. člen). 
24 Sklep o določitvi pogojev za varnostnotehnično opremo, ki se sme vgrajevati v varnostna 
območja (Ur. list RS, št. 94/06). 
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debelino 150 mm. Lahko so iz drugega materiala, ki ustreza enaki trdoti. Če je varnostno 
območje v drugem nadstropju ali višje, zadošča debelina zidov 100 mm. Protivlomna vrata 
morajo imeti vsaj tritočkovno zapiranje, na zunanjem delu morata biti slepa kljuka in 
protivlomno zaščitena ključavnica. Z notranje strani morajo biti vrata opremljena s 
samodejnim zapiralom, ki zagotavlja, da se zapirajo za vsakim posameznim odpiranjem –
(Sklep o določitvi pogojev za varnostnotehnično opremo, ki se sme vgrajevati v varnostna 
območja, 3. do 5. člen). Če je varnostno območje v pritličju ali v kletnih prostorih, je treba 
na vsa okna z notranje strani vgraditi kovinsko zaščitno ploščo, debelo 2 mm, z 
odprtinami 20 mm, da se onemogoči prenos kakršnihkoli predmetov ali stvari. Na oknih 
morajo biti kontaktni senzorji ali pa mora biti nameščeno okovje, ki omogoča zaklepanje. 
Če varnostno območje meji na nenadzorovano območje, morajo biti do višine 5,5 m 
nameščene varnostne rešetke. Rešetke morajo biti vzidane ali pritrjene z notranje strani 
oken. Namesto rešetk se smejo steklene površine oken izdelati s protivlomnim steklom, ki 
mora ustrezati standardom, kot jih v 7. členu določa Sklep o določitvi pogojev za 
varnostnotehnično opremo, ki se sme vgrajevati v varnostna območja. Kadar sta 
prezračevalni ali klimatski sistem povezana z odprtinami za prezračevanje, ki segajo izven 
varnostnega območja, te odprtine ne smejo biti večje od 200 cm2, v nasprotnem je treba 
z notranje strani privariti ali pritrditi rešetke. Klimatske naprave morajo biti z zunanje 
strani nameščene tako, da ne omogočajo nepooblaščenega dostopa do naprave niti 
prenosa zvoka iz varnostnega območja (Sklep o določitvi pogojev za varnostnotehnično 
opremo, ki se sme vgrajevati v varnostna območja, 8. člen in 9. člen). Nadalje sklep 
določa minimalne standarde za blagajne in ključavnice za vsako stopnjo tajnosti. Ključi 
varnostnega območja se hranijo v posebni blagajni, ki mora biti nameščena v upravnem 
območju in biti pod stalnim fizičnim in tehničnim varovanjem. Na teh blagajnah mora biti 
nameščena elektronska ključavnica. Rezalnik za uničevanje tajnih podatkov v papirni obliki 
mora zagotavljati razrez papirja velikosti 0,8 mm x 15 mm. Prostor za odlaganje prtljage 
in elektronskih naprav mora biti ob vhodu v varnostno območje I. stopnje. V njem se 
shranijo stvari, ki se v varnostno območje ne smejo vnašati. Ob vstopu v varnostno 
območje I. stopnje mora biti nameščen detektor za odkrivanje orožja ali kovin. Če 
detektorja pri vratih ni, se sme pregled opraviti z ročnim detektorjem. Osvetlitev objekta z 
varnostnim območjem mora zagotavljati osvetljen dostop, vhod in izhod z najmanj 40 
luksov. Objekt se lahko opremi z IR-reflektorji, ki omogočajo nočno snemanje. Zunanji 
videonadzor se opravlja z visokoresolucijskimi kamerami, ki morajo pokrivati vhod, izhod 
in pripadajoči okoliš objekta. Snemalne naprave nadzornega sistema morajo biti 
nameščene v varnostnem ali upravnem območju, in to v posebnem prostoru, do katerega 
imajo dostop samo pooblaščene osebe. Do posnetkov sme dostopati samo za to 
pooblaščena oseba, posnetki pa se hranijo do 60 dni (Sklep o določitvi pogojev za 




Osebe, ki še nikoli niso posedovale dovoljenja za dostop do tajnih podatkov, morajo 
opraviti osnovno usposabljanje za obravnavo in varovanje tajnih podatkov, še preden 
predstojnik zanje predlaga uvedbo varnostnega preverjanja in preden podpišejo izjavo o 
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seznanitvi s predpisi s področja tajnih podatkov. Program osnovnega usposabljanja je 
priloga Uredbe o varnostnem preverjanju in izdaji dovoljenj za dostop do tajnih podatkov 
(Uredba o varnostnem preverjanju, 21. člen). 
Vse osebe, ki že imajo dovoljenje za dostop do tajnih podatkov, se morajo enkrat na leto 
udeležiti dodatnega usposabljanja za obravnavo in varovanje tajnih podatkov. Dodatno 
usposabljanje mora obsegati skrajšano obliko osnovnega usposabljanja in vsebovati 
morebitne nove predpise s področja tajnih podatkov. Vsebuje tudi posamezna področja 
obravnavanja in varovanja tajnih podatkov, za katera je bilo z notranjimi nadzori ali 
inšpekcijskimi nadzori ugotovljeno, da se izvajajo pomanjkljivo (Uredba o varnostnem 
preverjanju, 22. člen). 
Osnovno in dodatno usposabljanje izvajajo v organih in organizacijah osebe in 
organizacijske enote, ki jih določi predstojnik. Usposabljanja pa smejo po Uredbi o 
varnostnem preverjanju (23. člen) izvajati tudi UVTP in Upravna akademija pri Ministrstvu 
za javno upravo. 
Po opravljenem usposabljanju udeleženci dobijo potrdilo o udeležbi na usposabljanju, ki 
vsebuje osebno ime, rojstni datum udeleženca, vrsto usposabljanja (osnovno ali dodatno) 
ter navedbo organa ali organizacije, ki je izvedla usposabljanje (Uredba o varnostnem 
preverjanju, 24. člen). 
 
4.12 INDUSTRIJSKA VARNOST 
 
Pojem industrijske varnosti bi lahko opredelili v širšem in ožjem pomenu. Pri industrijski 
varnosti v širšem pomenu govorimo o sposobnosti države, da vzpostavi ustrezno 
ravnovesje med zaščito lastnih gospodarskih, varnostnih in političnih interesov ob 
hkratnem spodbujanju gospodarske konkurenčnosti. V ožjem pomenu pa industrijska 
varnost zajema zagotavljanje varnostnih postopkov in ukrepov, potrebnih za doseganje 
ustrezne ravni varnosti tajnih podatkov, ki jih država izmenjuje z gospodarskimi družbami. 
Za dostop do tajnih podatkov, katerih lastnik je Republika Slovenija, gospodarska družba 
potrebuje ustrezno varnostno dovoljenje. Varnostno dovoljenje je administrativna 
potrditev, da gospodarska družba izpolnjuje pogoje za varno obravnavanje tajnih 
podatkov. Število gospodarskih družb z varnostnimi dovoljenji, ki jim omogočajo 
sodelovanje pri tajnih naročilih, z leti narašča. Varnostno dovoljenje pa omogoča 
gospodarskim družbam tudi sklepanje komercialnih pogodb z gospodarskimi družbami 
drugih držav. Tu je temeljni pogoj, da ima Republika Slovenija z zadevno državo sklenjen 
in veljaven varnostni sporazum. Tudi število gospodarskih družb, ki imajo varnostno 
dovoljenje za dostop do tujih tajnih podatkov, v Sloveniji narašča. UVTP si v sodelovanju s 
pristojnimi resorji zelo prizadeva, da bi gospodarske družbe spodbudil k pridobivanju 
varnostnih dovoljenj za dostop do tujih tajnih podatkov. Z varnostnim dovoljenjem se 
namreč gospodarskim družbam odprejo vrata za sodelovanje v razpisih zveze Nato in EU 
(Balorda in drugi, 2012, str. 44–45).  
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Ministrstvo za obrambo je pristojno za izdajo varnostnih dovoljenj pri naročilih na 
obrambnem področju. Pri naročilih, povezanih z delom Slovenske obveščevalno-varnostne 
agencije, je za izdajo varnostnega dovoljenja pristojna Slovenska obveščevalno-varnostna 
agencija, v vseh ostalih primerih pa je za izdajo varnostnega dovoljenja pristojno 
Ministrstvo za notranje zadeve (ZTP, 35. člen). 
 
4.12.1 POSTOPEK ZA IZDAJO VARNOSTNEGA DOVOLJENJA ORGANIZACIJAM 
 
Postopek za izdajo varnostnega dovoljenja organizaciji se začne, ko organizacija 
pristojnemu predlagatelju poda pobudo za začetek postopka. Pobuda mora vsebovati 
navedbo naročila, za izvedbo katerega organizacija potrebuje dovoljenje, priloženi pa ji 
morajo biti še podatki o osebah, ki v organizaciji že posedujejo dovoljenje za dostop do 
tajnih podatkov. Če v organizaciji še nobena oseba nima dovoljenja, je treba za 
posamezne osebe v organizaciji uvesti postopek za izdajo dovoljenja za dostop do tajnih 
podatkov25 (Uredba o načinu in postopku ugotavljanja pogojev za izdajo varnostnega 
dovoljenja organizaciji, 3. člen). 
Pristojni predlagatelj posreduje pisni predlog pristojnemu organu. Predlog mora vsebovati 
navedbo organizacije iz registra organizacij in skupnosti, njen naslov, stopnjo tajnosti, za 
katero organizacija potrebuje varnostno dovoljenje, stopnjo varnostnega območja, na 
katerem bo organizacija obravnavala tajne podatke, in rok veljavnosti dovoljenja. Priložiti 
mu je treba še kopijo pobude in ostale prej omenjene dokumente. Pristojni predlagatelj 
poda »predlog za začetek postopka varnostnega preverjanja organizacije« na 
predpisanem obrazcu, ki je priloga Uredbe o izdaji varnostnega dovoljenja organizacijam 
(Uredba o načinu in postopku ugotavljanja pogojev za izdajo varnostnega dovoljenja 
organizaciji, 4. člen). 
Pred samim preverjanjem, ali organizacija izpolnjuje vse zakonsko določene pogoje, mora 
pristojni organ pri UVTP preveriti, ali je bilo organizaciji že izdano katero od varnostnih 
dovoljenj oziroma ali je v postopku za pridobitev varnostnega dovoljenja (Uredba o načinu 
in postopku ugotavljanja pogojev za izdajo varnostnega dovoljenja organizaciji, 5. člen). 
 
Varnostno dovoljenje organizaciji se izda: 
– ko organizacija izpolnjuje fizične, tehnične in organizacijske pogoje za varovanje 
tajnih podatkov. Za ugotavljanje izpolnjevanja tega pogoja, mora uradna oseba 
pristojnega organa v organizaciji opraviti ogled in o tem napisati zapisnik; 
– ko so osebe, ki bodo v organizaciji dostopale do tajnih podatkov, varnostno 
preverjene in imajo dovoljenja za dostop do tajnih podatkov; 
                                        
25 Uredba o načinu in postopku ugotavljanja pogojev za izdajo varnostnega dovoljenja organizaciji 




– ko organizacija zagotovi, da bo dostop do tajnih podatkov dovoljen samo tistim 
osebam, ki morajo imeti vpogled v te podatke zaradi svoje službene dolžnosti zaradi 
uresničevanja naročil organa; 
– ko se v organizaciji imenuje oseba, ki bo pristojna za nadzor in usmerjanje varnostnih 
ukrepov v zvezi z izvajanjem naročila, poročanje pristojnemu organu o okoliščinah, ki 
vplivajo na izdano dovoljenje, in za usposabljanje oseb, ki imajo v organizaciji dostop 
do tajnih podatkov (ZTP, 35.b člen).  
Če v postopku varnostnega preverjanja niso bili ugotovljeni varnostni zadržki in so 
izpolnjeni vsi zakonsko določeni pogoji, pristojni organ izda organizaciji varnostno 
dovoljenje (Uredba o načinu in postopku ugotavljanja pogojev za izdajo varnostnega 
dovoljenja organizaciji, 6. člen). Varnostno dovoljenje se izda za dobo, določeno v 
pogodbi o naročilu, vendar ne več kot za dobo petih let (ZTP, 35. člen). V primeru, da 
pristojni organ ugotovi varnostne zadržke, izda organizaciji odločbo, s katero zavrne izdajo 
varnostnega dovoljenja. O izdaji oziroma zavrnitvi varnostnega dovoljenja mora pristojni 
organ obvestiti UVTP (Uredba o načinu in postopku ugotavljanja pogojev za izdajo 
varnostnega dovoljenja organizaciji, 6. člen). 
Za izdajo varnostnega dovoljenja organizaciji za dostop do tujih tajnih podatkov je 
pristojen UVTP. O izdaji ali zavrnitvi izdaje varnostnega dovoljenja za dostop do tujih 
tajnih podatkov organizaciji mora UVTP obvestiti tako predlagatelja kot tudi organ, ki je 
izdal varnostno dovoljenje (Uredba o načinu in postopku ugotavljanja pogojev za izdajo 
varnostnega dovoljenja organizaciji, 10. člen). 
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5 VARNOSTNO PREVERJANJE ZA DOSTOP DO TAJNIH 
PODATKOV 
 
5.1 URADNA OSEBA, POOBLAŠČENA ZA VODENJE POSTOPKA IN 
ODLOČANJE 
 
Vseh zaposlenih v javnem sektorju ne moremo primerjati med seboj. V osnovi jih ločimo 
na tiste, ki izvajajo javne naloge oziroma javno službo, in tiste, ki so sicer zaposleni v 
javnem sektorju, a opravljajo spremljajoča dela. Razlika med njimi je v tem, da imajo prvi 
pooblastila za vodenje in odločanje v upravnih stvareh, drugi ne (Brejc, 2004, str. 3).  
Pomembno je dejstvo, da v upravnem postopku uradna oseba ne more samovoljno 
odločati o neki pravici ali obveznosti po prosti presoji, temveč mora pri odločitvi upoštevati 
predpise. Pri tem mora ločevati med formalno in materialno zakonitostjo. Formalna 
zakonitost zavezuje uradno osebo, da vodi upravni postopek in je vse do konca slednjega 
pozorna na zakonitost svojega ravnanja. Z vidika materialne zakonitosti pa mora uradna 
oseba voditi upravni postopek v okviru in mejah pravic in obveznosti, ki jih določa 
materialni predpis, in pri tem upoštevati hierarhijo upravnih aktov (Štriker, 2001, str. 10–
11). Dejstvo, da uradna oseba z namenom, da zavaruje javni interes, odloča izključno na 
podlagi zakonskih predpisov, nemalokrat privede do tega, da odloči drugače, kot bi si 
stranka želela (Boštic, 2000, str. 11). 
V skladu z Uredbo o izobrazbi in strokovnem izpitu za vodenje in odločanje v upravnem 
postopku (Ur. list RS, št. 12/13) mora imeti uradna oseba, ki vodi upravni postopek in o 
njem odloča, opravljen strokovni izpit. 
Vlada RS je leta 2005 na podlagi Zakona o splošnem upravnem postopku26 in ZDU-1 z 
namenom, da bi javno upravo približala njenim uporabnikom, sprejela Uredbo o 
upravnem poslovanju. Uredba o upravnem poslovanju je temeljni akt za enotno 
poslovanje vseh organov (Kovač, Remic & Stare, 2008, str. 14) ter določa pravila 
poslovanja za organe državne uprave, v nekaterih poglavjih pa tudi za uprave 
samoupravnih lokalnih skupnosti in tudi druge pravne in fizične osebe, ki na podlagi javnih 





                                        
26 Zakon o splošnem upravnem postopku (Ur. list RS, št. 80/99, 70/00, 52/02, 73/04, 22/05-UPB1, 
119/05, 24/06-UPB2, 105/06-ZUS-1, 126/07, 65/08, 47/09 Odl.US: U-I-54/06-32 (48/09 popr.), 
8/10, 82/13 – v nadaljevanju: ZUP). 
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5.2 VARNOSTNO PREVERJANJE  
 
Ena od faz, skozi katero gre vsak posameznik, ki želi pridobiti dovoljenje za dostop do 
tajnih podatkov, se imenuje varnostno preverjanje.27 Varnostno se preverjajo osebe na 
različnih področjih in eno od njih je varnostno preverjanje oseb, ki želijo pridobiti 
dovoljenje za dostop do tajnih podatkov. Ustrezen sistem varnostnega preverjanja namreč 
pomeni zmanjšanje možnosti dostopa do tajnih podatkov osebam, ki so sporne z vidika, 
da bi razkrile tajni podatek, ki jim je bil zaupan oziroma so do njega prišle na drugačen 
način. Cilj varnostnega preverjanja je namreč zagotoviti, da se nevarnost razkritja tajnih 
podatkov zmanjša na sprejemljivo minimalno mero. Zavedati se moramo, da tajnost 
vedno ogrožajo tuje obveščevalne službe, saj je njihov temeljni cilj delovanja ravno 
pridobivanje tajnih podatkov (Anžič in Trbovšek, 2004, str. 37). Postopek za pridobitev 
dovoljenja za dostop do tajnih podatkov se izvaja na podlagi ZTP in Uredbe o varnostnem 
preverjanju in izdaji dovoljenj za dostop do tajnih podatkov. 
 
5.3 ZAČETEK VARNOSTNEGA PREVERJANJA ZA PRIDOBITEV 
DOVOLJENJA ZA DOSTOP DO TAJNIH PODATKOV 
 
Vloga je skupni izraz za vse vrste dejanj, s katerimi se posameznik obrača na organ. ZUP 
navaja, da stranka lahko vloži vlogo v pisni obliki, elektronski obliki, ki je podpisana z 
varnim elektronskim podpisom, ali ustno pri organu na zapisnik. Stranka le redko prepove 
organu, da bi po uradni dolžnosti pridobil njene osebne podatke, ker jih želi pridobiti 
sama. V tem primeru se šteje, da je vloga popolna, ko stranka priloži vsa dokazila 
(Breznik, Štucin, Marflak, str. 2008, 234–238). Kot bo predstavljeno v nadaljevanju, se 
postopek varnostnega preverjanja za izdajo dovoljenja začne na podlagi pisnega predloga 
predstojnika organa.28 Če posameznik sam poda vlogo za izdajo, ga je organ dolžan 
pozvati, da to naredi predstojnik organa, v nasprotnem se vloga šteje za nepopolno in jo 
organ s sklepom zavrže. Predlagatelj ima možnost, da pisno pooblasti zaposlenega v 
organu za vložitev predloga za začetek postopka izdaje dovoljenja za dostop do tajnih 
podatkov. V tem primeru je predstojnik organa, ki je dal pooblastilo drugi osebi, dolžan 
                                        
27 Varnostno preverjanje oseb je poizvedba, ki jo pred izdajo dovoljenja za dostop do tajnih 
podatkov opravi pristojni organ in katere namen je zbrati podatke o morebitnih varnostnih zadržkih 
(ZTP, 2. člen). 
 
28 Sodba Višjega delovnega in socialnega sodišča RS, VDSS sklep Pdp 727/2012, z dne 30. 11. 
2012: V individualnem delovnem sporu so se obravnavali dokazi, ki so bili označeni s stopnjo 
tajnosti po ZTP. Problem je nastal, ker odvetnik stranke ni imel dovoljenja pristojnega ministrstva 
za dostop do tajnih podatkov s stopnjo tajnosti v skladu z 22. členom ZTP. Izpodbijani sklep 
sodišča prve stopnje, s katerim je le-to odločilo, da odvetnik v dotični zadevi ne more zastopati 
stranke, saj nima pridobljenega ustreznega dovoljenja za dostop do tajnih podatkov, je višje 
sodišče razveljavilo kot nezakonit. Višje sodišče je zavzelo stališče, da ni pravne podlage, da bi 
sodišče napotilo odvetnika stranke na pridobitev dovoljenja za dostop do tajnih podatkov ter mu za 
čas do izdaje dovoljenja za dostop do tajnih podatkov prepovedalo zastopati stranko v postopku. 
Višje sodišče pa je tudi upoštevalo 22. člen Ustave RS, po katerem omejitve namreč ne smejo 
pomeniti takšne kvalitativne neenakosti med strankama postopka glede možnosti učinkovitega 
uveljavljanja njunih pravic, da bi bilo to lahko upoštevno z vidika morebitne kršitve pravice do 
enakopravnega položaja strank v postopku.  
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pisno obvestiti organ, ki izdaja dovoljenje, o pooblastilu29 (Uredba o varnostnem 
preverjanju in izdaji dovoljenja za dostop do tajnih podatkov, 3. člen). 
Postopek30 varnostnega preverjanja za izdajo dovoljenja se torej začne na podlagi pisnega 
predloga predstojnika organa (v nadaljevanju: predlagatelj). Predlog mora vsebovati:  
– pisni predlog predlagatelja za osebo, ki jo je treba varnostno preveriti (ime in priimek 
preverjene osebe, rojstni podatki in stopnja tajnosti),  
– pisno soglasje preverjane osebe za varnostno preverjanje,  
– dokazilo o opravljenem usposabljanju s področja obravnavanja tajnih podatkov,  
– pisno izjavo o seznanitvi s tem zakonom in predpisi, izdanimi na njegovi podlagi, 
– zaprto ovojnico z izpolnjenim varnostnim vprašalnikom preverjene osebe. 
Med samim postopkom varnostnega preverjanja ima predlagatelj možnost spremeniti 
stopnjo tajnosti, za katero je bil podan predlog, če je preverjena oseba pred zaključkom 
varnostnega preverjanja premeščena na drugo delovno mesto ali funkcijo, kjer se zahteva 
druga stopnja tajnosti za dostop do tajnih podatkov. Kadar se stopnja spremeni iz nižje v 
višjo, mora predlagatelj spremembi zahtevka priložiti izpolnjen ustrezen varnostni 
vprašalnik in pisno soglasje preverjane osebe. S podpisanim soglasjem preverjena oseba 
soglaša s spremenjenim obsegom varnostnega preverjanja. 
Če preverjeni osebi pred izdajo dovoljenja preneha delovno razmerje v organu ali je 
premeščena na drugo delovno mesto, na katerem ne potrebuje dovoljenja za dostop do 
tajnih podatkov, predlagatelj svoj predlog za izdajo dovoljenja umakne. Prav tako je 
predlagatelj postopka dolžan ves čas postopka sodelovati s pristojnim organom. Če 
predlagatelj na pisni poziv pristojnega organa ne dopolni vloge z zahtevano 
dokumentacijo, se njegov molk šteje za umik predloga (ZTP, 22.f do 22.j člen). 
 
5.4 VRSTE VARNOSTNEGA PREVERJANJA 
 
Glede na predvideni dostop osebe do tajnih podatkov ZTP (22.a člen) določa tri različne 
vrste varnostnega preverjanja: 
– osnovno varnostno preverjanje, 
– razširjeno varnostno preverjanje, 
– razširjeno varnostno preverjanje z varnostnim poizvedovanjem.  
Tudi tipi varnostnih vprašalnikov so trije:31 
– osnovni – izpolni se za stopnje tajnosti ZAUPNO, TAJNO, STROGO TAJNO, 
                                        
29
 Uredba o varnostnem preverjanju in izdaji dovoljenj za dostop do tajnih podatkov (Ur. list RS, št. 
71/06 in 138/06). 
30 Ko preverjana oseba poda predlagatelju svoje pisno soglasje za začetek varnostnega preverjanja 
in podpiše izjavo o seznanitvi s predpisi s področja tajnih podatkov, ji predlagatelj da ustrezni 
varnostni vprašalnik za varnostno preverjanje. Ko ga preverjena oseba v celoti izpolni, ga vrne 
predlagatelju v zaprti ovojnici. Na sprednjo stran ovojnice napiše svoje ime in priimek ter organ 
zaposlitve in pripiše »vprašalnik za varnostno preverjanje« (Belorda in drugi, 2012, str. 25). 
31 Vsi vprašalniki, izjave in soglasja so priloga »Uredbe o varnostnem preverjanju in izdaji dovoljenj 




– posebni – izpolni se za stopnji tajnosti TAJNO in STROGO TAJNO, 
– dodatni – izpolni se za stopnjo tajnosti STROGO TAJNO. 
 
5.4.1 OSNOVNO VARNOSTNO PREVERJANJE 
 
Za osebo, ki naj bi pridobila dovoljenje za dostop do tajnih podatkov s stopnjo tajnosti 
ZAUPNO, organ opravi osnovno varnostno preverjanje. 
Pristojni organ pri osnovnem varnostnem preverjanju preveri posameznikove navedbe v 
vprašalniku za varnostno preverjanje ter jih primerja s podatki iz uradnih evidenc in 
drugih zbirk podatkov. 
Osnovni vprašalnik obsega (ZTP, 25. člen): 
– osnovne podatke (osebno ime, prejšnja uporabljena imena, EMŠO, datum in kraj 
rojstva), 
– državljanstvo oziroma državljanstva (navesti je treba tudi prejšnja državljanstva), 
– naslov stalne in začasne dosegljivosti, 
– bivanja v tujini, če so trajala več kot tri mesece, 
– zakonski stan in število otrok, 
– poklic in delo, ki ga opravlja, služenje vojaškega roka, 
– šolanja in usposabljanja v tujini, če so trajala več kot en mesec, 
– delodajalce in njihove naslove, 
– neizbrisane pravnomočne obsodbe za kazniva dejanja, ki se preganjajo po uradni 
dolžnosti, 
– podatke o prekrških, ki so jih obravnavali prekrškovni organi ali sodišča, 
– tekoče kazenske postopke, 
– odvisnost od alkohola, drog ali drugih substanc, 
– bolezni in duševne motnje, ki bi lahko ogrozile varno obravnavanje tajnih podatkov, 
– stik s tujimi varnostnimi in obveščevalnimi službami, 
– članstvo ali sodelovanje v organizacijah ali skupinah, ki ogrožajo vitalne interese 
Republike Slovenije, 
– izrečene disciplinske ukrepe, 
– prejšnja varnostna preverjanja in izdana dovoljenja po ZTP. 
Če organ med osnovnim varnostnim preverjanjem ugotovi sum varnostnega zadržka,32 mu 
zakon dovoljuje, da sme dodatno preveriti tiste podatke, ki se nanašajo na posamezen 
varnostni zadržek. Navadno organ najprej povabi preverjano osebo na razgovor zaradi 
suma varnostnega zadržka. Če je za nadaljevanje postopka treba izvesti še varnostno 
poizvedovanje, mora preverjena oseba s tem pisno soglašati33 in mora izpolniti prvi del 
                                        
32 Varnostni zadržki so ugotovitve varnostnega preverjanja, iz katerih izhaja, da obstajajo dvomi o 
zanesljivosti in lojalnosti osebe, ki naj bi dobila dovoljenje za dostop do tajnih podatkov (ZTP, 2. 
člen). 
33 Sodba Upravnega sodišča RS, 47/2012, z dne 2. 3. 2012: Sodba je zanimiva v delu, ki se nanaša 
na varnostno preverjanje. Tožnik med drugim navaja, da je dal soglasje za varnostno preverjanje 
in da mu je bil po opravljenem varnostnem preverjanju izdan sklep z dne 8. 3. 2010, ki je bil 
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dodatnega vprašalnika. Če preverjena oseba ne soglaša z varnostnim poizvedovanjem ali 
ne želi izpolniti dodatnega vprašalnika, lahko organ na podlagi suma varnostnega zadržka 
zavrne izdajo dovoljenja za dostop do tajnih podatkov (ZTP, 22.b člen). 
Po opravljenem osnovnem varnostnem preverjanju organ izda osebi dovoljenje za dostop 
do tajnih podatkov s stopnjo ZAUPNO, katerega veljavnost je deset let (ZTP, 23. člen). 
 
5.4.2 RAZŠIRJENO VARNOSTNO PREVERJANJE 
 
Za osebo, ki naj bi pridobila dovoljenje za dostop do tajnih podatkov s stopnjo tajnosti 
TAJNO, organ opravi razširjeno varnostno preverjanje. 
Pristojni organ pri razširjenem varnostnem preverjanju preveri posameznikove navedbe v 
vprašalniku za varnostno preverjanje in posebnem vprašalniku ter jih primerja s podatki iz 
uradnih evidenc in drugih zbirk podatkov. 
Posebni vprašalnik obsega (ZTP, 25. člen): 
– sodelovanje v tujih oboroženih silah in drugih oboroženih formacijah, 
– navedbo finančnih obveznosti oziroma prevzeta jamstva (višina finančne obveznosti, 
razlog za dolg), 
– navedbo dohodkov v preteklem letu, 
– podatek o lastništvu nepremičnin, 
– podatek o povprečnem osebnem dohodku zadnjih treh mesecev, 
– davčno številko, 
– navedbo življenjskih okoliščin ali lastnosti osebe, zaradi katerih je lahko izpostavljena 
izsiljevanju in drugim oblikam pritiska. 
Če organ med razširjenim varnostnim preverjanjem ugotovi sum varnostnega zadržka, mu 
zakon dovoljuje, da sme dodatno preveriti tiste podatke, ki se nanašajo na posamezen 
varnostni zadržek. Če je za nadaljevanje postopka treba izvesti še varnostno 
poizvedovanje, mora preverjena oseba s tem pisno soglašati in mora izpolniti prvi del 
dodatnega vprašalnika. Kadar preverjena oseba ne soglaša z varnostnim poizvedovanjem 
ali ne želi izpolniti dodatnega vprašalnika, lahko organ na podlagi suma varnostnega 
zadržka zavrne izdajo dovoljenja za dostop do tajnih podatkov (ZTP, 22.c člen). 
Po opravljenem razširjenem varnostnem preverjanju organ izda osebi dovoljenje za 
dostop do tajnih podatkov s stopnjo TAJNO, katerega veljavnost je pet let (ZTP, 23. člen). 
 
                                                                                                                       
pozneje s sklepom dne 6. 5. 2012 razveljavljen. Tožnik navaja, da bi zaradi razveljavitve sklepa 
tožena stranka morala ponovno opraviti varnostno preverjanje, za kar bi potrebovala ponovno 
soglasje tožnika, česar pa tožena stranka ni naredila. Sodišče se je v nadaljevanju opredelilo, da 
pritožba ni utemeljena in je potrdilo izpodbijano sodbo sodišča prve stopnje, saj med izdajo sklepa 
z dne 8. 3. 2010, ki je bil razveljavljen, in pozneje izdanim sklepom ni bilo izvedeno nobeno 
varnostno preverjanje. Oba sklepa sta bila izdana na podlagi ugotovitev istega postopka, zato ni 
bilo potrebno ponovno soglasje tožnika.  
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5.4.3 RAZŠIRJENO VARNOSTNO PREVERJANJE Z VARNOSTNIM 
POIZVEDOVANJEM 
 
Za osebo, ki naj bi pridobila dovoljenje za dostop do tajnih podatkov s stopnjo tajnosti 
STROGO TAJNO, organ opravi razširjeno varnostno preverjanje z varnostnim 
poizvedovanjem. 
Pristojni organ pri razširjenem varnostnem preverjanju preveri posameznikove navedbe v 
vprašalniku za varnostno preverjanje in posebnem vprašalniku ter jih primerja s podatki iz 
uradnih evidenc in drugih zbirk podatkov. 
Dodatni vprašalnik je sestavljen iz dveh delov (ZTP, 25. člen): 
– prvi del vsebuje navedbo treh oseb in njihov naslov dosegljivosti, ki lahko potrdijo 
podatke, navedene v vprašalnikih. ZTP izrecno prepoveduje v teh primerih navedbo 
osebe, ki živi s preverjano osebo v istem gospodinjstvu; 
– drugi del vsebuje navedbo oseb (zakonec, zunajzakonski partner, polnoletna oseba, ki 
živi s preverjano osebo v istem gospodinjstvu), ki so v skladu z ZTP tudi varnostno 
preverjene. 
Pristojni organ v okviru varnostnega poizvedovanja opravi razgovore z osebami, ki jih je 
preverjena oseba navedla v prvem delu dodatnega vprašalnika. To so osebe, ki lahko 
organu potrdijo podatke, navedene v vprašalniku. Zakon daje organu možnost, da v 
primeru ugotovitve suma varnostnih zadržkov preveri posamezne podatke tudi pri drugih 
osebah, organih ali organizacijah, ki o preverjani osebi kaj vedo (ZTP, 22.d člen). Če sum 
varnostnega zadržka izhaja iz okoliščin, ki so povezane z zakoncem, zunajzakonskim 
partnerjem ali drugo polnoletno osebo, ki živi skupaj s preverjano osebo v istem 
gospodinjstvu, se lahko s temi osebami opravi razgovor o domnevnih varnostnih zadržkih. 
Kadar je potrebno, se lahko tudi te osebe varnostno preverijo, vendar mora organ 
predhodno pridobiti njihovo soglasje (ZTP, 22.e člen). 
Po razširjenem varnostnem preverjanju z varnostnim poizvedovanjem organ izda osebi 
dovoljenje za dostop do tajnih podatkov s stopnjo STROGO TAJNO, katerega veljavnost je 
pet let (ZTP, 23. člen). Podatki o varnostnem preverjanju se hranijo pet let po poteku 
veljavnosti dovoljenja oziroma zavrnitvi njegove izdaje, nato se uničijo. Oseba ima pravico 
vpogleda, prepisa ali izpisa podatkov o svojem varnostnem preverjanju. Vpogled pa ji ni 
dovoljen v podatke, ki bi razkrili vir varnostnega preverjanja. (ZTP, 29. člen). 
 
5.5 VARNOSTNI ZADRŽKI 
 
V nadaljevanju bodo predstavljeni varnostni zadržki, opredeljeni v ZTP (27. člen), zaradi 
katerih pristojni organ za izdajo dovoljenja za dostop do tajnih podatkov zavrne izdajo 
dovoljenja. 
Preverjana oseba mora varnostni vprašalnik izpolniti v celoti ter navesti resnične in točne 
podatke. Kadar vprašalnik ni izpolnjen v celoti, organ pozove preverjeno osebo, da 
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dopolni manjkajoče podatke. Če organ ugotovi razhajanje med podatki iz uradnih evidenc 
in podatki, ki jih je v varnostnem vprašalniku navedla preverjena oseba, slednjo pokliče na 
razgovor. Lažne navedbe v varnostnem vprašalniku ali v razgovoru so varnostni zadržek, 
zaradi katerega organ lahko zavrne izdajo dovoljenja. 
Organ zavrne izdajo dovoljenja tudi, kadar iz kazenske evidence prejme podatke, da je 
preverjena oseba pravnomočno obsojena na najmanj tri mesece nepogojne zaporne kazni 
za kazniva dejanja, ki se preganjajo po uradni dolžnosti. 
Pomemben je tudi podatek o dokončnem disciplinskem ukrepu, ki ga organ pridobi od 
kadrovske službe organa, v katerem je zaposlena preverjana oseba. Za izdajo so 
bistvenega pomena disciplinski ukrepi, izdani zaradi kršitve s področja obravnavanja in 
varovanja tajnih podatkov. 
Organ zavrne izdajo dovoljenja, kadar pri preverjeni osebi ugotovi odvisnost od drog, 
alkohola ali druge zasvojenosti. Kako organ ravna v takem primeru, podrobneje ureja 25.a 
člen ZTP. Organ ta sum preveri tako, da napoti preverjeno osebo na zdravniški pregled v 
zdravstveno organizacijo, ki je pristojna za opravljanje teh pregledov in jo je predhodno 
pooblastil minister, pristojen za zdravje. Enako stori organ s preverjeno osebo, pri kateri 
ugotovi sum na bolezni ali duševne motnje.  
Če bi bila preverjena oseba včlanjena ali bi sodelovala v organizacijah ali skupinah, ki 
ogrožajo vitalne interese Republike Slovenije ali držav članic političnih, obrambnih in 
varnostnih zvez, katerih članica je Republika Slovenija, bi to pomenilo zavrnitev izdaje 
dovoljenja za dostop do tajnih podatkov. 
Organ lahko zavrne izdajo dovoljenja tudi v primeru drugih ugotovitev varnostnega 
preverjanja, ki vzbujajo utemeljene dvome34 v posameznikovo verodostojnost, zanesljivost 
in lojalnost za varno obravnavanje tajnih podatkov. 
                                        
34 Sodba Upravnega sodišča RS, U 162/2010, z dne 1. 6. 2010: Upravno sodišče je zavrnilo tožbo 
tožnika, s katero je želel izpodbijati odločbo pristojnega organa za izdajo dovoljenja za dostop do 
tajnih podatkov. Organ je tožniku na podlagi 22. člena ZTP zavrnil izdajo dovoljenja za dostop do 
tajnih podatkov s stopnjo tajnosti TAJNO. V postopku varnostnega preverjanja je organ preveril 
podatke, ki jih je tožnik navedel v osnovnem in posebnem vprašalniku za varnostno preverjanje. V 
osnovnem vprašalniku je tožnik navedel, da zoper njega teče kazenski postopek pred Okrajnim 
sodiščem v Ljubljani. Pristojni organ je preveril ta podatek in ugotovil, da je bil zoper tožnika 
vložen obtožni predlog na podlagi kazenske ovadbe Obveščevalno-varnostne službe Ministrstva za 
obrambo. Očitano mu je bilo, da je storil kaznivo dejanje goljufije po prvem odstavku 217. člena 
Kazenskega zakonika. Pri presoji suma varnostnega zadržka je organ izhajal iz narave kaznivega 
dejanja goljufije in okoliščin, v katerih je bilo dejanje izvršeno. Tožnik je namreč prikazoval podatke 
o potnih stroških za prevoz na delo, za katere je bilo pozneje ugotovljeno, da so neresnični. 
Uveljavljal je povračilo stroškov na relaciji, do katere ni bil upravičen, in si s tem pridobil 
premoženjsko korist. Na podlagi zbranih dejstev je organ ocenil, da pri tožniku ni mogoče sklepati 
na njegovo zanesljivost in lojalnost, saj se je zaradi želje po premoženjski koristi izneveril v 
lojalnosti do delodajalca ter z lažnim prikazovanjem in prekrivanjem dejanskih okoliščin delodajalca 
namenoma spravil v zmoto. Organ pri zavrnitvi izdaje dovoljenja za dostop do tajnih podatkov ni 
izhajal iz obstoja kaznivega dejanja, pač pa je presojal, ali dejstva, ugotovljena v postopku 
varnostnega preverjanja, po ZTP pomenijo zavajanje delodajalca in s tem posledično tudi zadosten 
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5.6 DRUGE OBLIKE IZDAJE DOVOLJENJA ZA DOSTOP DO TAJNIH 
PODATKOV 
 
Oseba, ki že poseduje dovoljenje za dostop do tajnih podatkov, lahko potrebuje tudi 
enkratni dostop do podatkov, ki so za eno stopnjo višje tajnosti, kot ima oseba izdano 
dovoljenje. Organ lahko izjemoma dovoli enkraten dostop do tajnih podatkov, vendar 
samo na podlagi pisne utemeljitve predstojnika osebe o razlogih za nujno dostopnost. 
Dostop je omejen le na tiste tajne podatke, ki so nujno potrebni za izpolnitev določenega 
dela. Če se pokaže potreba po trajnejšem dostopu, mora oseba pridobiti ustrezno 
dovoljenje (ZTP, 30. člen). Oseba, ki se je v okviru svojega dela seznanila s tajnimi 
podatki, sme te podatke uporabljati zgolj za izvajanje delovnih nalog in funkcij (ZTP, 33. 
člen). Ne glede na način, kako so osebe, ki opravljajo funkcijo ali delajo v organih, 
izvedele tajni podatek, so ga dolžne varovati. Dolžne so ga varovati tudi po prenehanju 
funkcije ali če prenehajo delati v organu (ZTP, 8. člen). 
 
Oseba lahko začne opravljati dela na delovnem mestu, na katerem je potrebna višja 
stopnja dovoljenja, kot ga že ima, potem ko se je postopek za pridobitev ustreznega 
dovoljenja že začel in če organ, pristojen za varnostno preverjanje, s tem soglaša. V teh 
primerih organ izda soglasje, ki pa ne sme biti daljše od šestih mesecev (ZTP, 30. člen). 
Pri tem velja omeniti, da organ lahko izda soglasje samo za eno stopnjo višje, kot jo ima 
trenutno oseba. Če je pri osebi, ki že poseduje dovoljenje za dostop do tajnih podatkov, 
podan sum obstoja varnostnega zadržka35, se opravi vmesno varnostno preverjanje.36 
                                                                                                                       
razlog za utemeljen dvom v tožnikovo verodostojnost, zanesljivost in lojalnost za varno 
obravnavanje tajnih podatkov. 
35 Sodba Višjega delovnega in socialnega sodišča RS, 547/2012, z dne 16. 8. 2012: Višje delovno in 
socialno sodišče je zavrnilo pritožbo tožnice in potrdilo izpodbijano sodbo sodišča prve stopnje. 
Tožnici, ki je bila policistka, se je očitalo, da je zlorabila položaj in prekoračila pooblastila s tem, da 
je dostopala in pregledovala podatke, ki niso bili povezani z njenim delom. S tem je zlorabila 
oziroma prekoračila pooblastila, zaradi katerih ji je tožena stranka utemeljeno podala izredno 
odpoved pogodbe o zaposlitvi. Tožnica je naredila več vpogledov v različne evidence, zato pa ni 
imela zakonske podlage. Od tega je naredila 35 vpogledov, ki so se nanašali na osebne podatke 
policistov, pri čemer je bilo 15 takih, ki so izvajali najzahtevnejše kriminalistične naloge policije pri 
prijemanju storilcev kaznivih dejanj in zbiranju podatkov o teh storilcih. Tožnica je kot policistka 
imela pooblastilo za dostop do evidenc in obdelavo podatkov iz teh evidenc, vendar mora za vsak 
tak vpogled obstajati razlog, povezan z opravljanjem njenega dela. Tudi 31. člen ZTP govori o tem, 
da imajo pravico dostopa do tajnih podatkov samo tiste osebe, ki imajo dovoljenje (policistka ga je 
imela) in se morajo s temi podatki seznaniti zaradi opravljanja funkcije ali delovnih nalog. V 31. 
členu ZTP je tudi določeno, da nihče ne sme dobiti tajnega podatka prej in v večjem obsegu, kot je 
to potrebno za opravljanje delovnih nalog ali funkcije. Vsi vpogledi v baze osebnih podatkov se 
beležijo, tako da je vedno mogoče preveriti, kdaj in v katere podatke je naredila vpogled 
posamezna pooblaščena oseba. Za vse vpoglede tožnica ni izkazala, da je v podatke vpogledovala 
v povezavi z opravljanjem dela. 
36 Sodba Upravnega sodišča RS, II U 276/2001, z dne 14. 3. 2012: Sodba se nanaša na začetek 
postopka vmesnega varnostnega preverjanja, potem ko je bil pri tožeči stranki, ki je imela 
dovoljenje za dostop do tajnih podatkov, podan sum obstoja varnostnega zadržka iz 27. člena ZTP. 
50 
 
Opravi se na predlog predstojnika organa ali organizacije, v kateri oseba opravlja funkcijo 
ali izvaja naloge.  
Za osebo, ki ima dostop do tajnih podatkov in v obdobju enega leta (porodniški dopust, 
bolezen) ni izvajala nalog, povezanih s tajnimi podatki, se na predlog predstojnika organa 
opravi postopek vmesnega varnostnega preverjanja za ponovno potrditev veljavnosti 
dovoljenja. Postopek je enak postopku izdaje dovoljena za dostop do tajnih podatkov s 
posamezno stopnjo tajnosti. 
Če oseba ne da soglasja za vmesno varnostno preverjanje ali za potrditev veljavnosti 
dovoljenja, se veljavno dovoljenje prekliče. Enako naredi organ tudi, kadar oseba ne 
izpolni ustreznega varnostnega vprašalnika (ZTP, 25.c člen). Če organ pri novem ali 
vmesnem varnostnem preverjanju ugotovi varnostne zadržke za izdajo dovoljenja, mora 
preklicati prejšnje dovoljenje, če mu med postopkom še ni potekla veljavnost. Odločbo o 
preklicu vroči osebi, ki ji je dovoljenje preklicano, in predlagatelju postopka. O tem mora 
obvestiti tudi UVTP in trenutnega delodajalca preverjane osebe (ZTP, 26. člen). 
Vsa dokumentacija v zvezi z varnostnim preverjanjem se hrani pri pristojnem organu 
(ZTP, 28. člen). 
 
5.7 KRŠITVE PRI OBRAVNAVANJU TAJNIH PODATKOV 
 
ZTP v četrtem odstavku 1. člena določa, da je vsakdo, ki mu je bil zaupan tajni podatek 
ali ki se je seznanil z vsebino tajnega podatka, odgovoren za njegovo varovanje in 
ohranitev njegove varnosti. ZTP in na njegovi podlagi sprejeti podzakonski akti določajo 
skupne osnove enotnega sistema določanja, dostopa in varovanja tajnih podatkov ter 
prenehanja tajnosti tajnih podatkov. Po tem zakonu morajo ravnati državni organi, organi 
lokalnih skupnosti, nosilci javnih pooblastil ter drugi organi, gospodarske družbe in 
organizacije, ki pri izvajanju zakonsko določenih nalog pridobijo ali razpolagajo s tajnimi 
podatki, ter posamezniki v teh organih. 
Uredba o varovanju tajnih podatkov v 35. in 36. členu določa postopek v primeru zlorabe 
tajnega podatka. Za zlorabo se šteje vsak nepooblaščen dostop, odtujitev, uničenje ali 
kateri drug dogodek, ki ima vse znake zlorabe tajnih podatkov. O takem dogodku je treba 
takoj seznaniti predstojnika organa, ki mora o zlorabi tajnega podatka nemudoma 
obvestiti organ, ki je določil tajni podatek, in nacionalni varnostni organ. V primeru suma 
storitve kaznivega dejanja je treba obvestiti tudi policijo. Nemudoma je treba sprejeti vse 
ukrepe za preprečitev nadaljnje zlorabe in izsleditev odtujenih tajnih podatkov. Po Uredbi 
                                                                                                                       
Pri izvedbi ugotovitvenega postopka vmesnega varnostnega preverjanja se je izkazalo, da pri osebi 
obstajajo varnostni zadržki, ki vzbujajo utemeljene dvome v posameznikovo verodostojnost, 
zanesljivost in lojalnost za varno obravnavanje tajnih podatkov. V postopku vmesnega varnostnega 
preverjanja je bilo ugotovljeno, da je tožeča stranka prejela darilo v obliki denarja. Pristojni organ 
je tožniku izdal odločbo, s katero mu je preklical dovoljenje za dostop do tajnih podatkov. Sodišče 




o varovanju tajnih podatkov (36. člen) je treba v obvestilu o zlorabi tajnega podatka 
navesti kratek opis okoliščin, podatke za identifikacijo tajnega podatka, ali je bil lastnik 
podatkov obveščen ter izvedene postopke in ukrepe, sprejete za preprečevanje 
nadaljnjega zlorabljanja tajnih podatkov. ZTP (40. člen) določa, da je treba ob izgubi ali 
nepooblaščenem razkritju ugotoviti vse okoliščine, zaradi katerih je prišlo do izgube ali 
razkritja (UVTP, 30. 10. 2009). 
 
5.8 NADZOR NAD IZVAJANJEM ZAKONA O TAJNIH PODATKIH 
 
Nadzor se lahko opravi kot notranji nadzor ali kot inšpekcijski nadzor.  
 
Področje nadzora ureja ZTP v V. poglavju (41. do 43.e člen), kjer sta opredeljena tako 
notranji kot inšpekcijski nadzor nad izvajanjem predpisov o varovanju tajnih podatkov. 
ZTP v VI. poglavju (44. in 44.a člen ter 45. člen) opredeljuje kazenske določbe za 
prekrške, ki jih stori pravna oseba ali samostojni podjetnik ali posameznik (UVTP, 30. 10. 
2009). Notranji nadzor opredeljuje Uredba o notranjem nadzoru nad izvajanjem zakona o 
tajnih podatkih in predpisov, izdanih na njegovi podlagi,37 inšpekcijski nadzor pa Uredba o 
izvajanju inšpekcijskega nadzora na področju varovanja tajnih podatkov in vsebini 
posebnega dela strokovnega izpita za inšpektorja.38  
Notranji nadzor se izvaja v obliki tematskega ali splošnega nadzora. Predstojniki organov 
in organizacij so odgovorni za izvajanje notranjega nadzora, ki ga smejo izvajati 
pooblaščene osebe ali posamezne notranje organizacijske enote. Opravlja se na podlagi 
letnega načrta oziroma odločitve predstojnika. Cilj notranjih nadzorov je ugotavljati 
ustreznost obravnavanja in varovanja tajnih podatkov v organih in organizacijah (UVTP, 
marec 2013). Nadzori se lahko izvajajo napovedano ali nenapovedano (Uredba o 
notranjem nadzoru, 5. člen). Po končanem nadzoru mora pooblaščena oseba v roku 
petnajstih dni sestaviti poročilo, v katerem navede ugotovitve in predlaga ukrepe za 
odpravo morebitnih nepravilnosti (Uredba o notranjem nadzoru, 11. člen). 
Inšpektorat Republike Slovenije za notranje zadeve je pristojen za izvajanje 
inšpekcijskega nadzora nad izvrševanjem določb ZTP in predpisov, sprejetih na njegovi 
podlagi ter na podlagi mednarodnih pogodb, ki jih je s tujo državo ali mednarodno 
organizacijo sklenila Republika Slovenija, če ni v mednarodni pogodbi določeno drugače. 
Inšpekcijski nadzor, ki se izvaja na obrambnem področju, je v pristojnosti Inšpektorata 
Republike Slovenije za obrambo. 
V organih in organizacijah inšpektor opravlja inšpekcijski nadzor tako, da preverja sistem 
določanja, varovanja, označevanja in dostopa do tajnih podatkov. Pomembno pri tem je, 
                                        
37 Uredba o notranjem nadzoru nad izvajanjem zakona o tajnih podatkih in predpisov, izdanih na 
njegovi podlagi (Ur. list RS, št. 106/02 – v nadaljevanje: Uredba o notranjem nadzoru). 
38 Uredba o izvajanju inšpekcijskega nadzora na področju varovanja tajnih podatkov in vsebini 
posebnega dela strokovnega izpita za inšpektorja (Ur. list RS, št. 94/06). 
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da inšpektor med izvajanjem nadzora ne sme zahtevati vpogleda v vsebino tajnih 
podatkov. 
Poleg splošnih pooblastil, določenih v Zakonu o inšpekcijskem nadzoru,39 ima inšpektor 
pravico in dolžnost: 
– odrediti rok za odpravo, če se pri nadzoru odkrijejo pomanjkljivosti oziroma 
nepravilnosti pri izvajanju predpisov o tajnih podatkih, 
– podati kazensko ovadbo40 pristojnim organom za kazniva dejanja, ki se preganjajo po 
uradni dolžnosti, 
– zahtevati od odgovorne osebe pisna pojasnila s področja nadzora, ki se ne nanašajo 
na vsebino tajnih podatkov, 
– prepovedati dostop, če je varnost tajnih podatkov ogrožena, ker niso izpolnjeni vsi 
ukrepi za njihovo varovanje, 
– izvesti postopek skladno z zakonom, ki ureja prekrške, 
– predlagati uvedbo disciplinskega postopka zoper kršitelje predpisov o tajnih podatkih, 
– odrediti nujne ukrepe za zagotovitev varovanja tajnih podatkov in po potrebi tudi 
njihov prenos v organ ali na območje, ki ga določi nacionalni varnostni organ (UVTP, 
marec 2013). 
 
5.9 NAJPOGOSTEJE ZAZNANE POMANJKLJIVOSTI 
 
Najpogosteje zaznane pomanjkljivosti so: 
– fizično-tehnični ukrepi oz. hramba so pomanjkljivi in obravnavanje tajnih podatkov 
zunaj upravnih območij ali zunaj varnostnega območja ne poteka tako, kot to določa 
39. člen ZTP, 
– dodatna usposabljanja in redna letna usposabljanja kurirjev za prenos tajnih 
podatkov se ne izvajajo, kot določata 38. člen ZTP in 22. člen Uredbe o varovanju 
tajnih podatkov, 
– notranji nadzor se ne izvaja v skladu z 41. členom ZTP, 
– evidence, povezane s tajnimi podatki, se vodijo pomanjkljivo oz. neusklajeno s 37. 
členom ZTP in 28. členom Uredbe o varovanju tajnih podatkov, 
– notranji predpisi niso usklajeni z določbami ZTP in podzakonskimi predpisi, kar je v 
neskladju s 43.a členom ZTP, 
                                        
39 Zakon o inšpekcijskem nadzoru (Ur. list RS, št. 43/07 – uradno prečiščeno besedilo in 40/14 – v 
nadaljevanju: ZIN). 
40 Izdajo tajnih podatkov ureja 260. člen Kazenskega zakonika (Ur. list RS, št. 55/08 – v 
nadaljevanju: KZ–1). Z zaporom do treh let se kaznuje uradna oseba ali druga oseba, ki v 
nasprotju s svojimi dolžnostmi varovanja tajnih podatkov izroči ali sporoči komu tajne podatke ali 
mu na drugačen način omogoči, da pride do njih. V primeru, da je vse poprej omenjeno storjeno iz 
koristoljubnosti ali zaradi objave ali uporabe podatkov v tujini, se storilec kaznuje z zaporom do pet 
let. Če je kaznivo dejanje storjeno iz malomarnosti, se storilec kaznuje z zaporom do enega leta. Z 
zaporom do treh let se kaznuje tudi oseba, ki protipravno pride do tajnih podatkov z namenom, da 
bi jih neupravičeno uporabila, kot tudi oseba, ki take podatke brez dovoljenja javno objavi.  
53 
 
– tajni podatek nima ocene možnih škodljivih posledic oziroma je le-ta vsebinsko 
neustrezna, kar pomeni kršitev 11. člena ZTP, 
– v skladu z 18. členom ZTP se ne izvaja periodični pregled tajnih podatkov, ki ga je 
organ izvora tajnega podatka dolžan izvesti; sprememba stopnje tajnosti ni ustrezno 
označena, 
– v nasprotju s 15. členom Uredbe o varovanju tajnih podatkov niso podeljena 
pooblastila za ravnanje z napravami za obdelavo tajnih podatkov, 
– preoznačba tajnih podatkov ne poteka usklajeno z 48. členom ZTP, 
– načrti varovanja varnostnih območjih niso ažurni, njihovi uporabniki pa niso 
seznanjeni z njihovo vsebino, kar je v nasprotju s 34. členom Uredbe o varovanju 
tajnih podatkov (UVTP, marec 2013). 
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6 MEDNARODNI DVOSTRANSKI SPORAZUMI NA PODROČJU 
TAJNIH PODATKOV MED SLOVENIJO IN DRUGIMI ČLANICAMI 
EU 
 
ZTP v 2. členu opredeljuje tajni podatek tuje države kot podatek, ki ga je Republiki 
Sloveniji oziroma njenim organom posredovala tuja država oziroma njen organ ali 
mednarodna organizacija oziroma njen organ v pričakovanju, da bo ostal tajen. Nadalje 
ga opredeljuje kot podatek, ki je rezultat sodelovanja Republike Slovenije oziroma njenih 
organov s tujo državo ali mednarodno organizacijo oziroma njihovimi organi in za 
katerega se dogovorijo, da mora ostati tajen. 
Tajni podatek druge države ali mednarodne organizacije praviloma ohranja oznake, ki so v 
rabi v tuji državi ali mednarodni organizaciji. Ti tajni podatki se smejo označiti na način v 
skladu s pravili ZTP, pri čemer morajo biti stopnje tajnosti primerljive in morajo 
zagotavljati enakovredno varovanje. Dostop, prenos in varovanje tajnih podatkov tuje 
države ali mednarodne organizacije se izvajajo skladno z ZTP oziroma predpisi, izdanimi 
na njegovi podlagi, ali skladno z mednarodnimi pogodbami, sklenjenimi med Republiko 
Slovenijo in tujo državo oziroma mednarodno organizacijo. 
Predhodno je bilo že omenjeno, da je nacionalni varnostni organ v Republiki Sloveniji 
UVTP. To je organ, ki je poleg drugih nalog odgovoren za izvajanje mednarodnih pogodb 
in za sodelovanje z ustreznimi organi tujih držav in mednarodnimi organizacijami, ki se 
nanašajo na obravnavanje in varovanje tajnih podatkov. Njegova naloga je usklajevanje 
dejavnosti za zagotavljanje varnosti nacionalnih tajnih podatkov v tujini in tudi varovanje 
tujih tajnih podatkov na območju Republike Slovenije. 
ZTP izrecno ne opredeljuje, da je UVTP nosilec sklepanja dvostranskih sporazumov na 
področju varovanja tajnih podatkov, temveč mu je leta 2006 ta mandat podelila vlada. S 
sklenitvijo sporazuma se ustvari primerna podlaga za izvajanje nalog državnih organov, ki 
pri svojemu delu izmenjujejo tajne podatke s predstavniki druge države. Ne glede na 
članstvo posamezne države v EU in Natu je treba za izmenjavo in medsebojno varovanje 
nacionalnih tajnih podatkov skleniti dvostranski sporazum. Med najpomembnejšimi razlogi 
za sklepanje sporazumov sta omogočanje enakovrednega nastopanja na natečajih in 
sklepanje poslov, ki se vežejo na varovanje tajnih podatkov za slovenske gospodarske 
družbe in organizacije. 
Vsebinsko se sporazumi med seboj nekoliko razlikujejo, in sicer v delih, kjer se razlikujejo 
tudi rešitve v nacionalnih postopkih in merilih, cilj sporazuma pa je enotna ureditev 
slednjih. 
Vsak dvostranski sporazum na začetku vsebuje določitev namena sporazuma, ki ji sledi 
opredelitev izrazov, ki se uporabljajo v besedilu. Sledi navedba pristojnih varnostnih 
organov, ki so odgovorni za splošno izvajanje sporazumov in ustrezen nadzor nad vsemi 
njegovimi vidiki. Nadalje so določene razvrstitve tajnih podatkov po stopnji tajnosti in 
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primerljivost klasifikacij pogodbenic. Določene so tudi omejitve pri dostopu do tajnih 
podatkov, ki veljajo za vse stopnje tajnosti. Pomembno je določilo, da pogodbenice 
zagotavljajo tajnim podatkom iz sporazumov enako raven varovanja kakor svojim lastnim 
tajnim podatkom z enakovredno stopnjo tajnosti. Sledi opredelitev pogojev za omejitev 
uporabe tajnih podatkov in določi se prenos tajnih podatkov. Tu se določijo pravila o 
razmnoževanju, prevajanju in uničevanju tajnih podatkov. Na zahtevo si nacionalni 
varnostni organi zagotavljajo podatke o nacionalnih varnostnih standardih ter postopkih in 
praksah pri varovanju tajnih podatkov (Belorda in drugi, 2012, str. 50–55). 
Do leta 2015 je Slovenija sklenila 24 mednarodnih dvostranskih sporazumov. V 
nadaljevanju bo predstavljenih 16 sporazumov, ki jih je Slovenija sklenila z državami 
članicami EU. 
 
6.1 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE MADŽARSKE O 
VARSTVU ZAUPNIH OBRAMBNIH INFORMACIJ IN SREDSTEV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Madžarske o varstvu zaupnih 
obrambnih informacij in sredstev (v nadaljevanju: BHUVZOI) je bil sklenjen oktobra 1998 
v Misefi. Državni zbor Republike Slovenije ga je sprejel marca leta 2000. 
Organa, ki sta pristojna za izvajanje tega sporazuma, sta Ministrstvo za obrambo 
Republike Slovenije in Ministrstvo za obrambo Republike Madžarske (BHUVZOI, 4. člen). V 
"Tabela 2" je prikazana enakovredna stopnja tajnosti med državama. 
 
Tabela 2: Enakovredne stopnje tajnosti z Madžarko 
REPUBLIKA SLOVENIJA REPUBLIKA MADŽARSKA 




SZIGORÚAN TITKOS! (STROGO 
ZAUPNO!) 
URADNA SKRIVNOST/ZAUPNO TITKOS! (ZAUPNO!) 
Vir: BHUVZOI (2. člen) 
 
Pogodbenici sta se s sporazumom zavezali, da bosta ob prevzemu zaupnih informacij41 in 
sredstev42 od druge pogodbenice le-te opremili s svojimi nacionalnimi uvrstitvenimi 
oznakami v skladu z zgornjo preglednico. Obenem sta se zavezali, da se bosta 
medsebojno obveščali o vseh morebitnih spremembah pri uvrstitvah in oblikovnih 
oznakah. Pogodbenica, ki je opravila prvotno razvrstitev, sme edina spremeniti ali ukiniti 
                                        
41 Zaupna informacija je vsaka informacija, katere vsebina je označena kot zaupna, ne glede na 
njeno izrazno obliko in način predaje (BHUVZOI, 1. člen). 
42 Zaupno sredstvo so vsi izdelki, dokumenti ali materiali, na katerih ali v katerih je mogoče hraniti 
ali združevati informacije, ne glede na svoje fizikalne lastnosti (BHUVZOI, 1. člen). 
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razvrstitev zaupnih obrambnih informacij in sredstev in mora o tem obvestiti drugo 
pogodbenico vsaj en mesec pred spremembo (BHUVZOI, 2. člen). 
Do zaupnih obrambnih informacij in sredstev smejo dostopati le tiste osebe, ki morajo 
imeti dostop do tovrstnih informacij zaradi svojih službenih dolžnosti. Predhodno 
potrebujejo pooblastilo in dovoljenje pristojnih organov. Za vsako zaupno informacijo in 
sredstva je pogodbenica odgovorna od samega prevzema same zaupne informacije ali 
sredstva in ju ne sme razkriti tretji strani43 brez predhodnega pisnega soglasja 
izročitelja44. Za zaupne informacije in sredstva, ki izvirajo iz skupne dejavnosti, je treba 
pred predajo tretji strani pridobiti pisno soglasje obeh pogodbenic (BHUVZOI, 3. člen). 
Pogodbenici se vzajemno obveščata o vseh svojih varnostnih predpisih, postopkih, 
praksah in spremembah zakonskih podlag in predpisov z namenom, da bi uporabljali in 
imeli enake varnostne standarde (BHUVZOI, 5. člen). Zaupne informacije in sredstva se 
pošiljajo po diplomatskem ali konzularnem kurirju oziroma po osebah, ki na podlagi 
mednarodnega prava uživajo enake privilegije in imuniteto. Izročitelj mora od prejemnika 
pridobiti potrdilo o prejetju zaupne informacije ali sredstev (BHUVZOI, 6. člen). 
Pogodbenici se lahko zaradi nadzora v zvezi z varnostnimi ukrepi medsebojno obiskujeta. 
Pogodbenica gostiteljica mora zagotoviti dostop kateremukoli državljanu druge 
pogodbenice do zaupnih informacij in sredstev, če je oseba druge pogodbenice 
predhodno pridobila ustrezno dovoljenja. Dovoljenje se izda na podlagi zaprosila za obisk 
in mora biti izdano v skladu s predpisi o postopkih pogodbenice gostiteljice (BHUVZOI, 7. 
člen). V primeru resničnega ali domnevnega uničenja, poškodovanja, neupravičene 
uporabe, odtujitve, posredovanja nepooblaščeni osebi ali izgubi zaupnih informacij ali 
sredstev mora njihov imetnik opraviti preiskavo. Sprejeti mora vse ukrepe v skladu s 
svojimi notranjimi zakoni in predpisi ter je dolžan izročitelja obvestiti o vseh ukrepih in 
izsledkih. Obvesti ga s poročilom, ki mora biti tako podrobno, da bi izročitelj na podlagi 
prejetega poročila lahko presodil celotno škodo (BHUVZOI, 8. člen). V primeru spora sta 
se pogodbenici zavezali, da jih bosta reševali s pogajanji in v ta namen ne bodo vključene 
tretje strani ali mednarodno sodišče. V primeru spora pogodbenici ves čas še naprej 
spoštujeta svoje obveznosti, ki izvirajo iz sporazuma (BHUVZOI, 10. člen). 
 
6.2 SPORAZUM MED VLADO RS IN VLADO ZVEZNE REPUBLIKE 
NEMČIJE O VZAJEMNEM VAROVANJU ZAUPNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Zvezne republike Nemčije o vzajemnem 
varovanju zaupnih podatkov (v nadaljevanju: BDEVZV) je bil podpisan junija 2001 v 
                                        
43 V tretjo stran sodijo vse tiste vlade, ki v tem sporazumu niso opredeljene kot pogodbenice. Sem 
sodijo tudi fizične in pravne osebe, ki niso fizične ali pravne osebe nobene od pogodbenic 
(BHUVZOI, 1. člen). 
44 Izročitelj je fizična ali pravna oseba, od katere izvirajo zaupne informacije ali sredstva (BHUVZOI, 
1. člen).  
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Ljubljani. Državni zbor Republike Slovenije ga je sprejel decembra leta 2003. V "Tabela 3" 
je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 3: Enakovredne stopnje tajnosti z Nemčijo 
REPUBLIKA SLOVENIJA ZVEZNA REPUBLIKA NEMČIJA 
STROGO ZAUPNO GEHEIM 
ZAUPNO VS-VERTRAULICH 
INTERNO VS-NUR FÜR DEN 
DIENSTGEBRAUCH 
Vir: BDEVZV (1. člen) 
 
Pogodbenici v okviru notranjega prava sprejmeta vse ukrepe za varovanje zaupnih 
podatkov. Zaupnim podatkom morata zagotoviti najmanj enako varovanje zaupnosti, kot 
velja v postopku za lastne zaupne podatke z ustrezno stopnjo zaupnosti. V primeru, da 
želi do zaupnih podatkov dostopati tretja oseba, je potrebno predhodno soglasje organa, 
ki je odredil razvrstitev. Dostop do zaupnih podatkov smejo imeti le osebe, ki morajo biti 
zaradi službenih dolžnosti seznanjene s podatki in so bile predhodno varnostno preverjene 
(BDEVZV, 2. člen).  
V primeru, da ena od pogodbenic želi dati naročilo z zaupnimi podatki izvajalcu z ozemlja 
pogodbenice ali pa za to pooblasti izvajalca na svojem ozemlju, mora od pristojnega 
organa druge pogodbenice predhodno pridobiti pisno zagotovilo, da je predlagani 
izvajalec varnostno preverjen do ustrezne stopnje zaupnosti (BDEVZV, 3. člen). Zaupne 
podatke, ki nastanejo ali so razmnoženi v državi prejemnici v zvezi z naročili z zaupnimi 
podatki, je treba obvezno označiti s stopnjo zaupnosti. V primeru spremembe ali odprave 
stopnje zaupnosti podatkov mora pristojni organ države izvora podatkov šest tednov prej 
obvestiti pristojni organ druge pogodbenice o spremembi (BDEVZV, 5. člen).  
Za prenos zaupnih podatkov se uporablja diplomatska ali vojaška kurirska služba. Če bi bil 
prenos zaupnih podatkov po kurirski poti otežen, se lahko pristojna organa dogovorita, da 
je posamezni zaupni podatek prenesen tudi na drug način, vendar pod določenimi pogoji. 
V primeru prenosa podatkov večjega obsega pristojni organi določijo prevoz, prevozno pot 
in varnostno spremstvo za vsak primer posebej. V sporazumu je določeno, da se lahko 
zaupni podatki, ki so enakovredni stopnji zaupno, pošljejo po pošti (BDEVZV, 6. člen). 
Obiskovalcem iz ene pogodbenice se s predhodnim dovoljenjem pristojnega organa druge 
pogodbenice omogoči dostop do zaupnih podatkov in ustanov, v katerih poteka delo z 
zaupnimi podatki druge pogodbenice. Obiskovalce je treba predhodno prijaviti pri 
pristojnem organu pogodbenice, na katere ozemlje potuje (BDEVZV, 7. člen). V primeru 
kršitev varnostnih določb slednje rešujejo pristojni organ in sodišča pogodbenice, ki je za 
to pristojna, in upoštevajoč pravo te pogodbenice. Druga pogodbenica mora pomagati pri 






6.3 SPORAZUM MED VLADO RS IN VLADO SLOVAŠKE REPUBLIKE O 
VZAJEMNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Slovaške republike o vzajemnem 
varovanju tajnih podatkov (v nadaljevanju: BSKVTP) je bil podpisan decembra 2004 v 
Bratislavi. Državni zbor Republike Slovenije ga je sprejel aprila naslednjega leta. 
Pristojna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta v Republiki 
Sloveniji UVTP in v Slovaški republiki Državni varnostni urad (BSKVTP, 13. člen). V "Tabela 
4" je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 4: Enakovredne stopnje tajnosti s Slovaško  
REPUBLIKA SLOVENIJA SLOVAŠKA REPUBLIKA 




Vir: BSKVTP (2. člen) 
 
S podpisom sporazuma sta se pogodbenici zavezali, da si priznavata potrdilo o 
varnostnem preverjanju oseb druge država in da si lahko priznata tudi potrdilo o 
industrijski varnosti gospodarskih subjektov druge države. Ustrezna organa se morata 
vzajemno obveščati o vsaki spremembi, ki se nanaša na potrdila o varnostnem 
preverjanju in potrdila o industrijski varnosti. Še posebej je to pomembno, kadar je bilo 
posamezno potrdilo preklicano ali mu je bila znižana stopnja tajnosti (BSKVTP, 3. člen). 
Organ države prejemnice mora prejete tajne podatke označiti v skladu z gornjo 
preglednico. Organ prejemnice sme spremeniti ali odpraviti stopnjo tajnosti le na podlagi 
pisnega sporočila ali zaprosila ustreznega organa države pogodbenice izvora podatka 
(BSKVTP, 4. člen). V skladu s 5. členom BSKVTP se smejo pridobljeni podatki uporabljati 
izrecno za namen, za katerega so bili sporočeni. Razkrijejo se lahko le osebam, ki so bile 
varnostno preverjene in morajo podatke poznati pri izpolnjevanju svojih delovnih nalog. 
Nobena druga oseba ni pooblaščena za seznanitev s pridobljenimi tajnimi podatki zgolj na 
podlagi naziva, položaja ali potrdila o varnostnem preverjanju. Za razkritje tajnih podatkov 
tretji strani je treba predhodno pridobiti pisno odobritev ustreznega organa pogodbenice. 
V primeru, da se namerava skleniti pogodba s tajnimi podatki,45 mora ustrezni organ 
države izvora podatkov zaprositi ustrezni organ druge pogodbenice za pisno obvestilo, da 
ima pogodbenik potrdilo o industrijski varnosti ustrezne stopnje (BSKVTP, 6. člen). Tajni 
podatki se med pogodbenicama pošiljajo po diplomatski poti ali kateri drugi, ki jo določita 
ustrezna organa. Elektronski prenos tajnih podatkov se izvaja s potrjenimi kriptografskimi 
                                        
45 Pogodba s tajnimi podatki je pogodba z izvajalcem ali podizvajalcem, ki jo sklene državni organ, 
služba ali podjetje iz ene države pogodbenice (naročnik) z državnim organom, službo ali podjetjem 
iz druge države pogodbenice (izvajalec) in izvajanje katere zahteva dostop do tajnih podatkov ali 
njihov nastanek (BATVTP, 4. člen). 
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sredstvi (BSKVTP, 7. člen). V nadaljevanju sporazum določa pravila in pogoje za 
uničevanje, prevajanje in razmnoževanje tajnih podatkov za vsako posamezno stopnjo 
tajnosti. Za obiske, ki zahtevajo dostop do tajnih podatkov druge države pogodbenice, je 
treba predhodno pridobiti dovoljenje, ki ga izda ustrezni organ. V primeru več obiskov so 
pooblaščeni organi pristojni, da odobrijo seznam rednih obiskov z veljavnostjo največ 
enega leta (BSKVTP, 10. člen). O nepooblaščenem dostopu do tajnih podatkov ali če 
takega dostopa ni mogoče izključiti, se obvesti ustrezni organ države izvora podatkov. 
Kršitve morajo raziskati organi države, v kateri je prišlo do kršitve, in o ugotovitvah 
obvestiti organ druge države (BSKVTP, 11. člen). V nadaljevanju sporazum navaja, da se 
organa medsebojno obveščata o veljavni zakonodaji o varovanju tajnih podatkov in 
medsebojno sodelujeta pri izvajanju tega sporazuma. Za obveščanje pogodbenici 
uporabljata diplomatsko pot (BSKVTP, 14. člen). V 16. členu sporazuma je določeno, da 
se spori zaradi razlage ali izvajanja tega sporazuma rešujejo s posvetovanjem med 
ustreznimi organi. 
 
6.4 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE FINSKE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Finske o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BFIVTP) je bil sklenjen maja 
2008 v Ljubljani. Državni zbor Republike Slovenije ga je sprejel marca naslednjega leta. 
Nacionalna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta 
v Republiki Sloveniji UVTP in v Republiki Finski Ulkoasiainministeriö, turvallisuusyksikkö 
(BFIVTP, 3. člen). V "Tabela 5" je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 5: Enakovredne stopnje tajnosti s Finsko 
REPUBLIKA SLOVENIJA REPUBLIKA FINSKA 
STROGO TAJNO ERITTÄIN SALAINEN 
TAJNO SALAINEN 
ZAUPNO LUOTTAMUKSELLINEN 
INTERNO KÄYTTÖ RAJOITETTU 
Vir: BFIVTP (4. člen)  
 
Sporazum v 5. členu določa pogoje, pod katerimi smejo posamezne osebe dostopati do 
posamezne stopnje tajnosti. V nadaljevanju sta se pogodbenici s podpisom zavezali, da 
bosta tajnim podatkom iz tega sporazuma zagotavljali enako raven varovanja kakor 
svojim podatkom z enako stopnjo tajnosti. Obenem s podpisom zagotavljata, da bodo 
tajni podatki označeni z enakovrednimi oznakami stopnje tajnosti in da bosta v primeru 
spremembe stopnje tajnosti za to pridobili pisno soglasje pogodbenice izvora. Sporazum s 
7. členom pogodbenico prejemnico zavezuje, da pridobljene tajne podatke uporablja 
izključno za namen, za katerega so ji bili dani, in z omejitvami, ki jih je navedla 
pogodbenica izvora. Podatki se smejo dati tretji strani le s predhodnim pisnim soglasjem 
pogodbenice izvora. Prenos tajnih podatkov poteka med pogodbenicama po diplomatski 
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ali vojaški poti. Varnostna organa se lahko dogovorita tudi za drugo varno pot (BFIVTP, 8. 
člen). V nadaljevanju sporazuma sledi navedba pogojev, pod katerimi se smejo izvajati 
razmnoževanje, prevajanje in uničevanje tajnih podatkov za vsako posamezno stopnjo 
tajnosti. Pristojni varnostni organ pogodbenice izvora lahko dovoli pogajanja za sklenitev 
pogodbe s tajnimi podatki z izvajalcem ali podizvajalcem, ki je v pristojnosti pogodbenice 
prejemnice. Ta organ sme tudi zahtevati izvedbo varnostnega pregleda organizacije, da bi 
stalno zagotavljal skladnost z varnostnimi standardi po notranjih zakonih in predpisih te 
pogodbenice (BFIVTP, 10. člen). V primeru obiska je treba predhodno pridobiti dovoljenje 
nacionalnega varnostnega organa gostiteljice. Zaprosilo za obisk se predloži ustreznemu 
varnostnemu organu vsaj 20 dni pred predvidenim obiskom. Pristojna varnostna organa 
se lahko dogovorita o seznamu obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak 
seznam velja 12 mesecev in se lahko podaljša za največ 12 mesecev (BFIVTP, 11. člen). 
Za doseganje in ohranjanje primerljivih varnostnih standardov si nacionalna varnostna 
organa na podlagi zaprosil zagotavljata podatke o državnih varnostnih standardih, 
postopkih in praksah. Pristojni varnostni službi pogodbenic si lahko izmenjujeta operativne 
in obveščevalne podatke. Sodelovanje med pogodbenicama poteka v angleškem jeziku 
(BFIVTP, 12. člen). V primeru suma, odkritja kršitve ali ogrožanja varovanja tajnih 
podatkov se pogodbenici o tem takoj obvestita. Pristojna pogodbenica mora takoj sprejeti 
vse ukrepe, da omeji posledice kršitev in prepreči nadaljnje kršitve. O izidu preiskave in 
sprejetih ukrepih zaradi kršitve nemudoma obvesti drugo pogodbenico (BFIVTP, 13. člen). 
BFIVTP v 15. členu določa, da vse spore pogodbenici rešujeta izključno z medsebojnim 
posvetovanjem. 
 
6.5 SPORAZUM MED VLADO RS IN ČEŠKO REPUBLIKO O IZMENJAVI 
IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Češko republiko o izmenjavi in medsebojnem 
varovanju tajnih podatkov (v nadaljevanju: BCZVTP) je bil sklenjen oktobra 2008 v 
Ljubljani. Državni zbor Republike Slovenije ga je sprejel maja naslednjega leta. 
Nacionalna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta 
v Republiki Sloveniji UVTP in v Češki republiki Národní bezpečnostní úřad (BCZVTP, 3. 
člen). V "Tabela 6" je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 6: Enakovredne stopnje tajnosti s Češko  
REPUBLIKA SLOVENIJA ČEŠKA REPUBLIKA 




Vir: BCZVTP (2. člen) 
 
Dostop do tajnih podatkov po tem sporazumu je omejen na osebe, ki so pravilno 
pooblaščene v skladu z notranjo zakonodajo pogodbenice. Če so izpolnjene notranje 
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postopkovne zahteve, določene v notranji zakonodaji, si pogodbenici medsebojno 
priznavata dovoljenja za dostop do tajnih podatkov (BCZVTP, 4. člen). Pogodbenica izvora 
mora zagotoviti, da so tajni podatki označeni z ustrezno oznako stopnje tajnosti. 
Pogodbenico prejemnico mora obvestiti o pogojih za dostop do tajnih podatkov in z 
omejitvami njihove uporabe ter tudi o vseh morebitnih poznejših spremembah tajnosti. 
Pogodbenica prejemnica mora na podlagi tega sporazuma zagotoviti enakovredno 
varovanje in označevanje prejetih tajnih podatkov. Zagotoviti mora tudi, da se stopnja 
tajnosti ne spremeni brez predhodnega pisnega soglasja pogodbenice izvora (BCZVTP, 5. 
člen). BCZVTP v 6. členu določa, da sme pogodbenica prejemnica uporabljati tajne 
podatke izključno za namen, za katerega so bili dani, in z omejitvami, ki jih je navedla 
pogodbenica izvora. Prenos tajnih podatkov poteka po diplomatski poti ali na kak drug 
način, o katerem se dogovorita pristojna varnostna organa. V 8. členu BCZVTP so 
natančno navedeni postopki za razmnoževanje, prevajanje in uničevanje tajnih podatkov. 
V primeru načrtovanega obiska je treba vsaj 20 dni pred obiskom zaprositi za pridobitev 
dovoljenja za obisk, ki ga izda pristojni varnostni organ pogodbenice gostiteljice. 
Sporazum določa, da se v nujnih primerih sme zaprosilo za obisk predložiti najmanj 5 
delovnih dni pred obiskom. Pristojna varnostna organa se lahko dogovorita o seznamu 
obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 mesecev in se 
lahko podaljša za največ 12 mesecev (BCZVTP, 9. člen). Pristojni varnostni organ lahko na 
podlagi 10. člena BCZVTP zahteva inšpekcijski pregled organizacije, da bi se zagotovilo 
stalno izpolnjevanje varnostnih standardov v skladu z notranjo zakonodajo. Pogodba s 
tajnimi podatki vsebuje določbe o varnostnih zahtevah in stopnjah tajnosti vsake njene 
sestavine ali vidika. Na podlagi zaprosila lahko pristojni varnostni organ pred sklenitvijo 
pogodbe ali izvajanjem pogodbe s tajnimi podatki potrdi, ali imajo predlagani izvajalci in 
posamezniki, ki sodelujejo pri pogajanjih, ustrezno dovoljenje za dostop do tajnih 
podatkov, organizacije pa varnostno dovoljenje (BCZVTP, 10. člen). Varnostna organa se 
med seboj obveščata o državnih varnostnih standardih, postopkih in praksah za varovanje 
tajnih podatkov, da se ohranjajo primerljivi varnostni standardi. Prav tako se obveščata o 
trenutnih varnostnih tveganjih, ki lahko ogrozijo dane tajne podatke. S podpisom 
sporazuma sta se organa zavezala, da si bosta medsebojno pomagala pri izvajanju 
postopkov varnostnega preverjanja. Njuno sodelovanje poteka v angleškem jeziku 
(BCZVTP, 11. člen). Nacionalna varnostna organa se takoj obvestita v primeru kršitve 
varovanja tajnosti, katerega posledica je nepooblaščeno razkritje, odtujitev ali izguba 
tajnih podatkov, ali suma na takšno kršitev. Dogodek se nemudoma razišče v skladu z 
notranjo zakonodajo, o okoliščinah dogodka, povzročeni škodi in ugotovitvah preiskave pa 
obvesti pogodbenica izvora (BPLVTP, 12. člen). Sporazum v 14. členu določa, da 
pogodbenici spore zaradi razlage ali uporabe tega sporazuma rešujeta z medsebojnim 
posvetovanjem in jih ne predložita v reševanje domačemu ali mednarodnemu razsodišču 






6.6 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE POLJSKE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Poljske o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BPLVTP) je bil podpisan maja 
2009 v Varšavi. Državni zbor Republike Slovenije ga je sprejel marca naslednjega leta. 
Pristojna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta v 
Republiki Sloveniji UVTP ter v Republiki Poljski vodja Agencije za notranjo varnost na 
civilnem področju in vodja Vojaške protiobveščevalne službe na vojaškem področju 
(BPLVTP, 3. člen). V "Tabela 7" je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 7: Enakovredne stopnje tajnosti s Poljsko 
REPUBLIKA SLOVENIJA REPUBLIKA POLJSKA 
STROGO TAJNO ŚCIŚLE TAJNE 
TAJNO TAJNE 
ZAUPNO POUFNE 
INTERNO ZASTRZEŻONE  
Vir: BPLVTP (2. člen) 
 
Dostop do tajnih podatkov je na podlagi BPLVTP omejen na posameznike, ki so za to 
pravilno pooblaščeni v skladu z notranjo zakonodajo pogodbenice (BPLVTP, 4. člen). 
Pogodbenica izvora mora zagotoviti, da so tajni podatki označeni z ustrezno stopnjo v 
skladu z notranjo zakonodajo. Pogodbenico prejemnico mora obvestiti o pogojih za 
dajanje tajnih podatkov in o omejitvah pri njihovi uporabi (BPLVTP, 5. člen). Sporazum v 
6. členu določa, da prenos tajnih podatkov poteka po diplomatski poti ali po drugih poteh, 
ki zagotavljajo varovanje pred nepooblaščenim razkritjem. O drugih poteh se dogovorita 
varnostna organa pogodbenic, naslovnik tajnega podatka pa mora pisno potrditi prejem 
tajnega podatka. BPLVTP v 7. členu natančneje določa pravila za razmnoževanje, 
prevajanje in uničevanje tajnih podatkov za vsako posamezno stopnjo tajnosti. V primeru 
načrtovanega obiska je treba vsaj 30 dni pred obiskom zaprositi za pridobitev dovoljenja 
za obisk, ki ga izda pristojni varnostni organ pogodbenice gostiteljice. Pristojna varnostna 
organa se lahko dogovorita o seznamu obiskovalcev, ki imajo pravico do večkratnih 
obiskov. Tak seznam velja 12 mesecev in se lahko podaljša za največ 12 mesecev 
(BPLVTP, 8. člen). V primeru, da ena od pogodbenic želi dati naročilo z zaupnimi podatki 
izvajalcu z ozemlja pogodbenice ali pa za to pooblasti izvajalca na svojem ozemlju, mora 
od pristojnega organa druge pogodbenice predhodno pridobiti pisno zagotovilo, da je 
predlagani izvajalec varnostno preverjen do ustrezne stopnje zaupnosti oziroma da ima 
predlagani izvajalec veljavno varnostno dovoljenje organizacije (BPLVTP, 9. člen). Za 
doseganje in ohranjanje primerljivih varnostnih standardov si nacionalna varnostna 
organa na podlagi zaprosil zagotavljata podatke o državnih varnostnih standardih, 
postopkih in praksah. Pristojna varnostna organa se takoj obveščata o vseh spremembah 
v medsebojno priznanih dovoljenjih za dostop do tajnih podatkov in varnostnih dovoljenjih 
organizacij. Sodelovanje po tem sporazumu poteka v angleškem jeziku (BPLVTP, 10. 
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člen). Nacionalna varnostna organa se takoj obvestita v primeru kršitve varovanja 
tajnosti, katerega posledica je nepooblaščeno razkritje, odtujitev ali izguba tajnih 
podatkov, ali suma na takšno kršitev. Dogodek se nemudoma razišče v skladu z notranjo 
zakonodajo, o okoliščinah dogodka, povzročeni škodi in ugotovitvah preiskave pa se 
obvesti pogodbenica izvora (BPLVTP, 11. člen). V 13. členu BPLVTP je določeno, da 
pogodbenici spore zaradi razlage ali uporabe tega sporazuma rešujeta z medsebojnim 
posvetovanjem in jih ne predložita v reševanje domačemu ali mednarodnemu razsodišču 
ali tretji strani.  
 
6.7 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE ESTONIJE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Estonije o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BEEVTP) je bil podpisan 
oktobra 2009 v Luxembourgu. Državni zbor Republike Slovenije ga je sprejel marca 
naslednjega leta. 
Nacionalna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta 
v Republiki Sloveniji UVTP in v Republiki Estoniji Eesti Vabariigi Kaitseministeeriumi riigi 
julgeoleku volitatud esindaja osakond (Ministrstvo za obrambo Republike Estonije, 
Oddelek nacionalnega varnostnega organa) (BEEVTP, 3. člen). V "Tabela 8" je prikazana 
enakovredna stopnja tajnosti med državama. 
Tabela 8: Enakovredne stopnje tajnosti z Estonijo 
REPUBLIKA SLOVENIJA REPUBLIKA ESTONIJA 




Vir: BEEVTP (4. člen) 
 
Pogodbenici sta se s podpisom sporazuma zavezali, da bosta zagotavljali prejetim tajnim 
podatkom najmanj enako stopnjo varovanja kakor svojim tajnim podatkom z enako 
stopnjo tajnosti (BEEVTP, 4. člen). V nadaljevanju sporazum opredeljuje, kdo sme 
dostopati do posamezne stopnje tajnih podatkov, in določa, da si pogodbenici 
medsebojno priznavata dovoljenja za dostop do tajnih podatkov. Pogodbenica prejemnica 
sme pridobljene tajne podatke uporabljati izključno za namen, za katerega so ji bili dani, 
in z omejitvami, ki jih določi pogodbenica izvora. Pogodbenica prejemnica sme tajne 
podatke posredovati tretji strani le s predhodno pridobitvijo pisnega soglasja pogodbenice 
izvora (BEEVTP, 6. člen). Prenos tajnih podatkov poteka po diplomatski poti in v skladu z 
notranjimi zakoni in drugimi predpisi pogodbenice izvora. Nacionalna varnostna organa se 
lahko dogovorita, da prenos tajnih podatkov poteka tudi po drugačni poti. V primeru 
načrtovanega obiska je treba vsaj 10 dni pred obiskom zaprositi za pridobitev dovoljenja 
za obisk, ki ga izda pristojni varnostni organ pogodbenice gostiteljice. Pristojna varnostna 
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organa se lahko dogovorita o seznamu obiskovalcev, ki imajo pravico do večkratnih 
obiskov. Tak seznam velja 12 mesecev in se lahko podaljša za največ 12 mesecev 
(BEEVTP, 9. člen). Kadar ena od pogodbenic želi dati naročilo z zaupnimi podatki izvajalcu 
z ozemlja pogodbenice ali pa za to pooblasti izvajalca na svojem ozemlju, mora od 
pristojnega organa druge pogodbenice predhodno pridobiti pisno zagotovilo, da je 
predlagani izvajalec varnostno preverjen do ustrezne stopnje zaupnosti oziroma da ima 
predlagani izvajalec veljavno varnostno dovoljenje organizacije (BEEVTP, 10. člen). Za 
doseganje in ohranjanje primerljivih varnostnih standardov si nacionalna varnostna 
organa na podlagi zaprosil zagotavljata podatke o državnih varnostnih standardih, 
postopkih in praksah. Prav tako se varnostna organa obveščata o varnostnih tveganjih, ki 
lahko ogrozijo dane tajne podatke, in o spremembah, ki vplivajo na varnostna dovoljenja 
(BEEVTP, 11. člen). Nacionalna varnostna organa se v primeru suma ali odkritju kršitve 
varovanja ali nepooblaščenega razkritja tajnih podatkov o tem nemudoma obvestita in 
sprejmeta ukrepe za omejitev posledic kršitve varovanja (BEEVTP, 12. člen). V 14. členu 
BEEVTP je določeno, da pogodbenici spore zaradi razlage ali uporabe tega sporazuma 
rešujeta z medsebojnim posvetovanjem in jih ne predložita v reševanje domačemu ali 
mednarodnemu razsodišču ali tretji strani.  
 
6.8 SPORAZUM MED VLADO RS IN VLADO FRANCOSKE REPUBLIKE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Francoske republike o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BFRVTP) je bil podpisan 
novembra 2009 v Ljubljani. Državni zbor Republike Slovenije ga je sprejel aprila 
naslednjega leta. 
Nacionalna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta 
v Republiki Sloveniji UVTP in v Francoski republiki Secrétariat général de la défense 
nationale (BFRVTP, 3. člen). V "Tabela 9" je prikazana enakovredna stopnja tajnosti med 
državama. 
Tabela 9: Enakovredne stopnje tajnosti s Francijo 
REPUBLIKA SLOVENIJA FRANCOSKA REPUBLIKA 
STROGO TAJNO TRES SECRET DEFENSE 
TAJNO SECRET DEFENSE 
ZAUPNO CONFIDENTIEL DEFENSE 
INTERNO  
Vir: BFRVTP (2. člen) 
 
Pogodbenici skladno s svojimi notranjimi zakoni in drugimi predpisi zagotavljata tajnim 
podatkom iz tega sporazuma enako varovanje kakor svojim podatkom z enakovredno 
stopnjo tajnosti. Takoj ko je mogoče, se obvestita o vseh spremembah, ki vplivajo na 
varovanje tajnih podatkov, ki sta si jih izmenjali ali pa so nastali po tem sporazumu 
(BFRVTP, 5. člen). V 6. členu je določeno, da se smejo tajni podatki uporabljati izključno 
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za namen, za katerega so bili dani, na podlagi sporazuma ali po pogodbah, ki sta jih 
sklenili pogodbenici. Za razkritje tajnih podatkov tretji strani potrebuje pogodbenica 
prejemnica pisno soglasje nacionalnega varnostnega organa ali pristojnega varnostnega 
organa pogodbenice izvora. Tajnim podatkom, ki jih pogodbenici pripravita skupaj, ni moč 
znižati ali preklicati stopnje tajnosti brez predhodnega pisnega soglasja pogodbenic. Tajni 
podatki pogodbenice izvora se lahko dajo strankam pogodbe s tajnimi podatki pod pogoji, 
da so predhodno preverjeni objekti te stranke pogodbe in vsi posamezniki, ki imajo 
dostop do tajnih podatkov. Če varnostni organ ali pristojni varnostni organ ene 
pogodbenice meni, da ima registrirano družbo na njenem državnem ozemlju v lasti ali jo 
obvladuje tretja država, katere cilji niso združljivi z njenimi interesi, se omenjeni družbi 
varnostno dovoljenje ne izda. 
Prenos tajnih podatkov poteka po diplomatski poti in v skladu z notranjimi zakoni in 
drugimi predpisi pogodbenice izvora. Kadar prenos po diplomatski poti ni ustrezen, se 
lahko varnostna organa odločita za prenos tajnih podatkov po drugačni poti, ki pa mora 
ustrezati zahtevam, navedenim v 7. členu BFRVTP. Prenos tajnih podatkov po elektronski 
pošti poteka v šifrirani obliki z uporabo kriptografskih metod in pripomočkov, ki jih skupaj 
odobrita oba varnostna organa. BFRVTP v 8. členu določa pogoje razmnoževanja, 
prevajanja in uničevanja tajnih podatkov za vsako posamezno stopnjo tajnosti.  
V primeru načrtovanega obiska je treba vsaj 20 dni pred obiskom zaprositi za pridobitev 
dovoljenja za obisk, ki ga izda pristojni varnostni organ pogodbenice gostiteljice. 
Sporazum določa, da se v nujnih primerih sme zaprosilo za obisk predložiti najmanj 5 
delovnih dni pred obiskom. Pristojna varnostna organa se lahko dogovorita o seznamu 
obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 mesecev in se 
lahko podaljša za največ 12 mesecev (BFRVTP, 9. člen). 
Pogodbenici si medsebojno priznavata varnostna dovoljenja organizacij. Pristojni varnostni 
organ vsake pogodbenice lahko zahteva, da se opravi varnostni inšpekcijski pregled 
objektov, da se zagotovijo varnostni standardi po notranjih zakonih in drugih predpisih. Za 
vsak pogodbeni dokument, ki vsebuje tajne podatke, se pripravi varnostni dodatek. V 
njem nacionalni varnostni organ pogodbenice izvora opredeli, kaj mora pogodbenica 
prejema varovati in ustrezno stopnjo tajnosti, ki jo sme spreminjati samo pogodbenica 
izvora. Kopija varnostnega dodatka se posreduje varnostnemu organu druge 
pogodbenice. Če ena od pogodbenic namerava skleniti pogodbo s tajnimi podatki s 
stranko pogodbe druge pogodbenice, mora pri nacionalnem varnostnem organu druge 
stranke preveriti, da ima ta stranka pogodbe s tajnimi podatki ustrezno varnostno 
dovoljenje za izvajanje navedene pogodbe. Če stranka tega dovoljenja nima, se sprožijo 
postopki za izdajo ustreznega dovoljenja (BFRVTP, 10. člen). Za doseganje in ohranjanje 
primerljivih varnostnih standardov si nacionalna varnostna organa na podlagi zaprosil 
zagotavljata podatke o državnih varnostnih standardih, postopkih in praksah. Prav tako se 
varnostna organa obveščata o varnostnih tveganjih, ki lahko ogrozijo dane tajne podatke 
in o spremembah, ki vplivajo na varnostna dovoljenja (BFRVTP, 11. člen). V primeru 
suma, kršitve ali ogrožanja varovanja tajnih podatkov se pogodbenici takoj uradno 
obvestita. Pogodbenica mora takoj sprožiti preiskavo in o tem mora obvestiti nacionalni 
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varnostni organ druge pogodbenice (BFRVTP, 12. člen). V 14. členu BFRVTP je določeno, 
da spore zaradi razlage ali uporabe sporazuma pogodbenici rešujeta z medsebojnim 
posvetovanjem in pri tem spoštujeta vse obveznosti iz tega sporazuma. 
 
6.9 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE LATVIJE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Latvije o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BLAVTP) je bil podpisan 
februarja 2010 v Rigi. Državni zbor Republike Slovenije ga je sprejel septembra istega 
leta. 
Nacionalna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta 
v Republiki Sloveniji UVTP in v Republiki Latviji Satversmes aizsardzības birojs (nacionalni 
varnostni organ) (BLAVTP, 3. člen). V "Tabela 10" je prikazana enakovredna stopnja 
tajnosti med državama. 
Tabela 10: Enakovredne stopnje tajnosti z Latvijo 
REPUBLIKA SLOVENIJA REPUBLIKA LATVIJA 
STROGO TAJNO SEVIŠKI SLEPENI 
TAJNO SLEPENI 
ZAUPNO KONFIDENCIALI 
INTERNO DIENESTA VAJADZIBAM 
Vir: BLAVTP (2. člen) 
 
Na podlagi tega sporazuma sme do tajnih podatkov dostopati posameznik, ki ima potrebo 
po seznanitvi, in pravne osebe s sposobnostjo za ravnanje s tajnimi podatki. Pogodbenici 
si priznavata dovoljenja za dostop do tajnih podatkov in varnostna dovoljenja 
organizacijam. Pogodbenica izvora zagotovi, da so vsi tajni podatki označeni z ustrezno 
stopnjo tajnosti v skladu z njeno notranjo zakonodajo. Prav tako je dolžna pogodbenico 
prejemnico obvestiti o vseh pogojih za dajanje tajnih podatkov in o omejitvah pri njihovi 
uporabi. Pogodbenica prejemnica poskrbi, da so tajni podatki označeni z enakovredno 
stopnjo tajnosti, in tudi, da so tajni podatki enakovredno varovani v skladu z njeno 
notranjo zakonodajo. Prejeti tajni podatki se smejo uporabljati samo za namen, za 
katerega so bili dani, in z omejitvami, ki jih je navedla pogodbenica izvora. Pogodbenica 
prejemnica lahko tajne podatke da tretji strani, a le s pisnim soglasjem pogodbenice 
izvora (BLAVTP, 4. člen). Sporazum nadalje določa, da se tajni podatki med 
pogodbenicama prenašajo po diplomatski poti. Če se varnostna organa pogodbenic 
dogovorita drugače, se sme uporabljati tudi drug način. Prejetje tajnega podatka je treba 
pisno potrditi in o prejemu obvestiti pristojni varnostni organ. BLAVTP v 6. členu določa 
pravila za razmnoževanje, prevajanje in uničevanje tajnih podatkov za posamezno stopnjo 
tajnosti. V primeru načrtovanega obiska je treba vsaj 20 dni pred obiskom zaprositi za 
pridobitev dovoljenja za obisk, ki ga izda pristojni varnostni organ pogodbenice 
gostiteljice. Sporazum določa, da se v nujnih primerih sme zaprosilo za obisk predložiti 
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najmanj 5 delovnih dni pred obiskom. Pristojna varnostna organa se lahko dogovorita o 
seznamu obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 
mesecev in se lahko podaljša za največ 12 mesecev (BLAVTP, 7. člen). Pristojni varnostni 
organ pogodbenice izvora lahko dovoli pogajanja za sklenitev pogodbe s tajnimi podatki z 
izvajalcem ali podizvajalcem, ki je v pristojnosti pogodbenice prejemnice. Ta organ sme 
zahtevati, da se izvede varnostni inšpekcijski pregled organizacije druge pogodbenice, da 
se stalno zagotavlja skladnost z varnostnimi standardi po notranjih zakonih in predpisih te 
pogodbenice. Pristojni varnostni organi se obveščajo o vseh izvajalcih in podizvajalcih, ki 
sodelujejo pri pogodbi s tajnimi podatki (BLAVTP, 8. člen). V nadaljevanju sporazuma sta 
se pogodbenici zavezali, da si bosta zaradi doseganja in ohranjanja primerljivih varnostnih 
standardov pristojna varnostna organa na podlagi zaprosil zagotavljala informacije o 
svojih varnostnih standardih, postopkih in praksah za varovanje tajnih podatkov. 
Varnostna organa si na podlagi zaprosil pomagata pri izvajanju postopkov varnostnega 
preverjanja in se obveščata o izjemnih varnostnih tveganjih, ki lahko ogrozijo dane tajne 
podatke. Prav tako se obveščata o vsaki spremembi v medsebojno priznanih dovoljenjih 
za dostop do tajnih podatkov in varnostnih dovoljenjih organizacij. Sodelovanje med 
organi poteka v angleškem jeziku, razen če ni dogovorjeno drugače (BLAVTP, 9. člen). 
BLAVTP v 10. členu določa, da v primeru nepooblaščenega razkritja, odtujitvi ali izgubi 
tajnih podatkov o taki kršitvi pristojni varnostni organ pogodbenice prejemnice o tem 
takoj pisno obvesti pristojni varnostni organ pogodbenice izvora. Pogodbenica prejemnica 
mora takoj raziskati dogodek v skladu s svojo notranjo zakonodajo in o povzročeni škodi, 
okoliščinah dogodka in sprejetih ukrepih za ublažitev škode nemudoma obvestiti 
pogodbenico izvora. V 12. členu BLAVTP je izrecno določeno, da spore pogodbenici 
rešujeta s posvetovanjem in ne na domačem ali mednarodnem razsodišču. 
 
6.10 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE HRVAŠKE O 
MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Hrvaške o medsebojnem 
varovanju tajnih podatkov (v nadaljevanju: BHRVTP) je bil podpisan aprila 2011 v 
Ljubljani. Državni zbor Republike Slovenije ga je sprejel julija istega leta. 
Organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta v Republiki Sloveniji 
UVTP in v Republiki Hrvaški Ured Vijeća za nacionalnu sigurnost (BHRVTP, 3. člen). V 
"Tabela 11" je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 11: Enakovredne stopnje tajnosti s Hrvaško 
REPUBLIKA SLOVENIJA REPUBLIKA HRVAŠKA 








BHRVTP s 6. členom pogodbenici zavezuje, da s podpisom tega sporazuma zagotavljata 
pridobljenim tajnim podatkom enako raven varovanja kot svojim tajnim podatkom z 
ustrezno stopnjo tajnosti. Pogodbenica prejemnica uporablja pridobljene tajne podatke 
izključno za namen, za katerega so ji bili dani, in z omejitvami, ki jih je navedla 
pogodbenica izvora. Če želi pogodbenica prejemnica dati tajni podatek tretji strani, 
predhodno potrebuje za tako dejanje pisno soglasje pogodbenice izvora (BHRVTP, 7. 
člen). BHRVTP v 8. členu določa, da prenos tajnih podatkov med pogodbenicama poteka 
po diplomatski poti ali po drugih varnih poteh, ki jih obojestransko odobrita njuna 
nacionalna varnostna organa. V nadaljevanju BHRVTP določa način razmnoževanja, 
prevajanja in uničevanja tajnih podatkov za posamezno stopnjo tajnosti. 
Preden se tajni podatki dajo izvajalcem ali podizvajalcem, mora nacionalni varnostni organ 
pogodbenice prejemnice potrditi, da imajo predhodno izdano ustrezno varnostno 
dovoljenje in da imajo njihovi zaposleni, ki sodelujejo pri pogodbah s tajnimi podatki, 
izdana ustrezna dovoljenja. Če dovoljenj nimajo, se sprožijo postopki za izdajo ustreznih 
dovoljenj za dostop do tajnih podatkov oziroma za izdajo varnostnih dovoljenj organizaciji 
(BHRVTP, 10. člen). V primeru načrtovanega obiska je treba vsaj 20 dni pred obiskom 
zaprositi za pridobitev dovoljenja za obisk, ki ga izda pristojni varnostni organ 
pogodbenice gostiteljice. Pristojna varnostna organa se lahko dogovorita o seznamu 
obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 mesecev in se 
lahko podaljša za največ 12 mesecev (BHRVTP, 11. člen). Zaradi doseganja in ohranjanja 
primernih varnostnih standardov se nacionalna varnostna organa obveščata o notranjih 
varnostnih standardih ter o postopkih in praksah za varovanje tajnih podatkov. V ta 
namen si lahko varnostne in obveščevalne službe pogodbenic neposredno izmenjujejo 
operativne in obveščevalne podatke (BHRVTP, 12. člen). V primeru nepooblaščenega 
razkritja, odtujitve, izgube ali suma na takšno kršitev tajnih podatkov pristojni varnostni 
organ prejemnika nemudoma obvesti pristojni varnostni organ druge pogodbenice in 
začne ustrezno preiskavo. Druga pogodbenica se prav tako obvesti o izidu postopka in 
ukrepih, sprejetih zaradi kršitve (BHRVTP, 13. člen). V primeru spora sta se pogodbenici 
zavezali, da jih bosta reševali s pogajanji in posvetovanji ter da ne bodo vključene tretje 
strani ali mednarodno sodišče. V primeru spora bosta pogodbenici ves čas še naprej 
spoštovali svoje obveznosti, ki izvirajo iz sporazuma (BHRVTP, 15. člen). 
 
6.11 SPORAZUM MED VLADO RS IN VLADO ROMUNIJE O 
MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Romunije o medsebojnem varovanju 
tajnih podatkov (v nadaljevanju: BROMVTP) je bil podpisan junija 2011 v Bukarešti. 
Državni zbor Republike Slovenije ga je sprejel oktobra istega leta. 
Nacionalna varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta 
v Republiki Sloveniji UVTP in romunski Oficiul Registrului National al Informatiilor Secrete 




Tabela 12: Enakovredne stopnje tajnosti z Romunijo 
REPUBLIKA SLOVENIJA ROMUNIJA 
STROGO TAJNO STRICT SECRET DE 
IMPORTANŢĂ DEOSEBITĂ 
TAJNO STRICT SECRET 
ZAUPNO SECRET 
INTERNO SECRET DE SERVICIU 
Vir: BROMVTP (4. člen) 
 
Dostop do tajnih podatkov, označenih s posamezno stopnjo tajnosti, imajo osebe, ki imajo 
v skladu z notranjo zakonodajo izdano dovoljenje za dostop do tajnih podatkov s 
posamezno primerljivo stopnjo. S podpisom tega sporazuma pogodbenici zagotavljata 
tajnim podatkom iz tega sporazuma enako varovanje kot svojim podatkom z enakovredno 
stopnjo tajnosti. Tajni podatki morajo biti označeni z enakovrednimi oznakami stopnje 
tajnosti, kot so prikazane v gornji preglednici. Posamezna stopnja tajnosti se ne spremeni, 
ne zniža in ne prekliče brez pisnega dovoljenja pogodbenice izvora (BROMVTP, 6. člen). 
Tajne podatke sme pogodbenica prejemnica uporabljati zgolj za namene, za katere so ji 
bili dani, in z omejitvami, ki jih je navedla pogodbenica izvora. Pogodbenica prejemnica 
sme pridobljene tajne podatke posredovati tretji strani le s predhodno pridobljenim pisnim 
soglasjem pogodbenice izvora (BROMVTP, 7. člen). Prenos tajnih podatkov poteka med 
pogodbenicama po diplomatski ali vojaški poti. Če se nacionalna varnostna organa v 
skladu s svojo notranjo zakonodajo dogovorita drugače, sme prenos tajnih podatkov 
potekati tudi po drugih poteh (BROMVTP, 8. člen). V nadaljevanju BROMVTP določa način 
razmnoževanja, prevajanja in uničevanja tajnih podatkov za posamezno stopnjo tajnosti. 
Preden se tajni podatki dajo izvajalcem ali podizvajalcem, mora nacionalni varnostni organ 
pogodbenice prejemnice potrditi, da imajo predhodno izdano ustrezno varnostno 
dovoljenje in da imajo njihovi zaposleni, ki sodelujejo pri pogodbah s tajnimi podatki, 
izdana ustrezna dovoljenja. Če dovoljenj nimajo, se sprožijo ustrezni postopki za izdajo. 
Pogodbenici sta se s podpisom sporazuma zavezali, da si medsebojno priznavata 
varnostna dovoljenja (BROMVTP, 10. člen). V primeru načrtovanega obiska je treba vsaj 
20 dni pred obiskom zaprositi za pridobitev dovoljenja za obisk, ki ga izda pristojni 
varnostni organ pogodbenice gostiteljice. Pristojna varnostna organa se lahko dogovorita 
o seznamu obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 
mesecev in se lahko podaljša za največ 12 mesecev (BROMVTP, 11. člen). Za doseganje 
in ohranjanje primernih varnostnih standardov se nacionalna varnostna organa obveščata 
o notranjih varnostnih standardih ter o postopkih in praksah za varovanje tajnih podatkov. 
V ta namen si lahko varnostne in obveščevalne službe pogodbenic neposredno 
izmenjujejo operativne in obveščevalne podatke (BROMVTP, 12. člen). 13. člen BROMVTP 
določa, da mora v primeru suma ali odkritju ogrožanja tajnih podatkov pogodbenica 
nemudoma pisno obvestiti drugo pogodbenico. Nemudoma mora sprejeti tudi vse 
ustrezne ukrepe v skladu s svojo notranjo zakonodajo, da omeji posledice ogrožanja in 
prepreči nadaljnje kršitve. Spore pogodbenici rešujeta izključno z medsebojnim 
posvetovanjem (BROMVTP, 15. člen). 
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6.12 SPORAZUM MED VLADO RS IN VLADO KRALJEVINE ŠVEDSKE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Kraljevine Švedske o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BSEIMVTP) je bil sklenjen 
novembra 2011 v Stockholmu. Državni zbor Republike Slovenije ga je sprejel novembra 
naslednjega leta. 
Organi, ki so pristojni za izvajanje tega sporazuma, so UVTP v Republiki Sloveniji in 
Švedske oborožene sile, Vojaška varnostna služba (nacionalni varnostni organ) in Uprava 
za obrambne naprave (imenovani varnostni organ) (BSEIMVTP, 10. člen). V "Tabela 13" 
je prikazana enakovredna stopnja tajnosti med državama. 





Obrambni organi Drugi organi 
STROGO TAJNO HEMLIG/TOP 
SECRET 
 
HEMLIG AV SYNNERLIG 
BETYDELSE FÖR RIKETS 
SÄKERHET  







Vir: BSEIMVTP (2. člen) 
 
S podpisom sporazuma sta se pogodbenici zavezali, da ne znižata in ne prekličeta stopnje 
tajnosti brez predhodnega pisnega soglasja pogodbenice izvora. Prav tako se pridobljeni 
tajni podatki ne uporabljajo za druge namene, kot jih je opredelila pogodbenica izvora. Za 
razkritje tajnih podatkov tretji državi ali mednarodni organizaciji je treba predhodno pisno 
soglasje pogodbenice izvora (BSEIMVTP, 4. člen). Dostop do tajnih podatkov se dovoli le 
na podlagi načela potrebe do seznanitve. Posameznik, ki dostopa do tajnih podatkov, 
mora biti predhodno seznanjen s svojo odgovornostjo za varovanje tajnih podatkov v 
skladu z ustreznimi varnostnimi predpisi (BSEIMVTP, 5. člen). Sporazum v 6. členu ureja 
prevajanje, razmnoževanje in uničevanje tajnih podatkov. Določeno je, da se smejo tajni 
podatki s stopnjo tajnosti »strogo tajno« prevajati ali razmnoževati izključno s 
predhodnim pisnim dovoljenjem pogodbenice izvora. Teh tajnih podatkov ni dovoljeno 
uničiti, ampak jih je treba vrniti pogodbenici izvora, medtem ko je tajne podatke z drugimi 
nižjimi stopnjami dovoljeno uničiti. Za prenos tajnih podatkov se uporablja diplomatska 
pot ali druga varna pot, za katero se skupaj dogovorita pristojna varnostna organa 
pogodbenic (BSEIMVTP, 7. člen). V primeru načrtovanega obiska je treba vsaj 20 dni pred 
obiskom zaprositi za pridobitev dovoljenja za obisk, ki ga izda pristojni varnostni organ 
pogodbenice gostiteljice. Pristojna varnostna organa se lahko dogovorita o seznamu 
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obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 mesecev in se 
lahko podaljša za največ 12 mesecev (BSEIMVTP, 8. člen). Pristojni varnostni organ 
pogodbenice izvora lahko dovoli pogajanja za sklenitev pogodbe s tajnimi podatki z 
izvajalcem, ki je v pristojnosti pogodbenice prejemnice. Ta organ sme zahtevati, da se 
izvede varnostni inšpekcijski pregled organizacije druge pogodbenice, da se stalno 
zagotavlja skladnost z varnostnimi standardi po notranjih zakonih in predpisih te 
pogodbenice. Pogodba s tajnimi podatki vsebuje določbe o stopnji tajnosti in varnostnih 
zahtevah vsakega njenega dela ali vidika. Izvod teh določb se zaradi varnostnega nadzora 
predloži pristojnima varnostnima organoma pogodbenic (BSEIMVTP, 9. člen). BSEIMVTP v 
10. členu navaja, da se pristojni varnostni organi med seboj obveščajo o spremembah in 
tveganjih, ki lahko ogrozijo dane tajne podatke. Prav tako si pogodbenici na podlagi 
zaprosil pomagata pri izvajanju postopkov varnostnega preverjanja. V primeru izgube ali 
ogrožanja posameznega tajnega podatka se pogodbenici o tem obvestita. Spori med 
pogodbenicama se rešujejo s posvetovanjem med njima (BSEIMVTP, 11. in 12. člen). 
 
6.13 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE BOLGARIJE O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Bolgarije o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BBGIMVTP) je bil sestavljen 
maja 2012 v Predosljah. Državni zbor Republike Slovenije ga je sprejel decembra istega 
leta. 
Organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta v Republiki Sloveniji 
UVTP in bolgarska Državna komisija za varovanje podatkov (BBGIMVTP, 3. člen). V 
"Tabela 14" je prikazana enakovredna stopnja tajnosti med državama. 
Tabela 14: Enakovredne stopnje tajnosti z Bolgarijo 
REPUBLIKA SLOVENIJA REPUBLIKA BOLGARIJA 
STROGO TAJNO CTPOГO CEKPETHO  
 
TAJNO CEKPETHO  
 
ZAUPNO ПOBEPИTEЛHO  
 
INTERNO ЗА СЛУЖЕБНО ПОЛЗВАНЕ  
 
Vir: BBGIMVTP (4. člen) 
 
Do tajnih podatkov smejo dostopati le posamezniki, ki imajo potrebo po seznanitvi s 
podatki ter so bili poučeni o ravnanju s tajnimi podatki in njihovem varovanju. 
Pogodbenici medsebojno priznavata dovoljenja za dostop do tajnih podatkov in varnostna 
dovoljenja organizacij. Tajni podatki morajo biti označeni z enakovredno stopnjo tajnosti, 
kot je določeno v gornji preglednici. O vsaki spremembi notranjih zakonov in predpisov, ki 
vplivajo na varovanje tajnih podatkov, se morata pogodbenici pravočasno obvestiti. Prav 
tako sta se s podpisom tega sporazuma pogodbenici zavezali, da bosta izvajali vse 
ustrezne ukrepe za varovanje tajnih podatkov (BBGIMVTP, 5. člen). BBGIMVTP v 6. členu 
določa, da se pridobljeni tajni podatki smejo uporabljajo zgolj za namen, za katerega so 
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bili dani, in z omejitvami, ki jih je navedla pogodbenica izvora. Za posredovanje tajnih 
podatkov tretji strani potrebuje pogodbenica prejemnica soglasje pogodbenice izvora. 
Prenos tajnih podatkov poteka po diplomatski in vojaški poti. Poteka lahko tudi po drugi 
poti, vendar se morata o tej poti predhodno dogovoriti in jo odobriti oba nacionalna 
varnostna organa. V primeru velike pošiljke s tajnimi podatki se nacionalna varnostna 
organa medsebojno dogovorita o prevoznem sredstvu, poti in drugih varnostnih ukrepih 
(BBGIMVTP, 7. člen). Vsi prevodi in izvodi so označeni z ustreznimi stopnjami tajnosti in 
se varujejo kot tajni podatek izvirnik. Prevodi in število izvodov so omejeni na najmanjšo 
količino, ki je potrebna za uradne namene (BBGIMVTP, 8. člen). Za obiske, ki vključujejo 
dostop do tajnih podatkov, je treba predhodno pridobiti dovoljenje nacionalnega 
varnostnega organa pogodbenice gostiteljice. Zaprosilo za obisk se predloži nacionalnemu 
varnostnemu organu vsaj 20 dni pred predvidenim obiskom. Pristojna varnostna organa 
se lahko dogovorita o seznamu obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak 
seznam velja 12 mesecev in se lahko podaljša za največ 12 mesecev (BBGIMVTP, 10. 
člen). BBGIMVTP v 11. členu določa sodelovanje obeh pogodbenic pri varovanju tajnih 
podatkov. Nacionalna varnostna organa se obveščata o izmenjavi varnostnega tveganja, 
ki lahko ogrozi dane tajne podatke. Prav tako se oba nacionalna varnostna organa 
obveščata o vsakršni spremembi in si pomagata pri izvajanju postopkov varnostnega 
preverjanja. V primeru kršitve tega varovanja tajnosti nacionalni varnostni organ države, v 
kateri je bilo varovanje tajnih podatkov kršeno, o tem čim prej obvesti nacionalni 
varnostni organ druge pogodbenice. Hkrati opravi ustrezno preiskavo in o ugotovitvah 
preiskave obvesti tudi drugo pogodbenico. Prav tako ji mora posredovati poročilo o 
vzrokih in obsegu povzročene škode (BBGIMVTP, 12. člen). 
 
6.14 SPORAZUM MED VLADO RS IN VLADO VELIKEGA VOJVODSTVA 
LUKSEMBURG O IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH 
PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Velikega vojvodstva Luksemburg o 
izmenjavi in medsebojnem varovanju tajnih podatkov (v nadaljevanju: BLUIMVTP) je bil 
sklenjen maja 2012 v Bruslju. Državni zbor Republike Slovenije ga je sprejel decembra 
istega leta. 
Varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta v Republiki 
Sloveniji UVTP in v Velikem vojvodstvu Luksemburg Service de Renseignement de l'Etat 
Autorité nationale de Sécurité (BLUIMVTP, 3. člen). V "Tabela 15" je prikazana 







Tabela 15: Enakovredne stopnje tajnosti z Luksemburgom 
REPUBLIKA SLOVENIJA VELIKO VOJVODSTVO 
LUKSEMBURG 
STROGO TAJNO TRES SECRET LUX 
TAJNO SECRET LUX 
ZAUPNO CONFIDENTIEL LUX 
INTERNO RESTREINT LUX 
Vir: BLUIMVTP (4. člen) 
 
Nacionalna varnostna organa si medsebojno pomagata pri izvajanju postopkov 
varnostnega preverjanja in se obveščata o izjemnih varnostnih tveganjih, ki lahko ogrozijo 
dane tajne podatke. Pisno se obvestita o vsaki spremembi v medsebojno priznanih 
varnostnih dovoljenjih (BLUIMVTP, 6. člen). BLUIMVTP v 7. členu določa, da je 
pogodbenica izvora tista, ki v skladu s svojo notranjo zakonodajo zagotovi, da so tajni 
podatki označeni z ustrezno oznako stopnje tajnosti. Pogodbenico prejemnico je 
pogodbenica izvora dolžna obveščati o pogojih za dajanje tajnih podatkov, omejitvah pri 
njihovi uporabi in o vsaki poznejši spremembi stopnje tajnosti. Prav tako je dolžnost 
države prejemnice, da tajne podatke označi z enakovredno stopnjo tajnosti in da izda 
pisno potrdilo o prejetju tajnih podatkov. V primeru, da želi spremeniti stopnjo tajnosti, to 
lahko stori s pisnim soglasjem pogodbenice izvora. Tajni podatki se uporabljajo za namen, 
za katerega so bili dostavljeni, in z omejitvami, ki jih določi pogodbenica izvora. Prenos 
tajnih podatkov poteka po diplomatski in vojaški poti ali na kateri drug način, ki ga 
določita nacionalna varnostna organa. Prav tako oba nacionalna varnostna organa lahko 
odobrita prenos tajnih podatkov preko zaščitenih komunikacijskih sistemov, mrež ali 
drugih elektromagnetnih medijev (BLUIMVTP, 8. člen). V nadaljevanju sporazuma sledi 
navedba pogojev, pod katerimi se smejo razmnoževati, prevajati in uničevati tajni podatki 
za posamezno stopnjo tajnosti. Preden pogodbenica da tajne podatke, ki jih je prejela od 
pogodbenice izvora, izvajalcem, mora preveriti, ali je bil izvajalec predhodno varnostno 
preverjen in ali mu je bilo izdano dovoljenje za dostop do tajnih podatkov z ustrezno 
stopnjo tajnosti, ter zagotoviti, da so bile vse osebe, ki imajo dostop do tajnih podatkov, 
seznanjene s svojo odgovornostjo njihovega varovanja. V sporazumu je tudi določeno, da 
si pogodbenici medsebojno priznavata varnostna dovoljenja organizacijam (BLUIMVTP, 
10. člen). 
V primeru obiska je potrebno predhodno dovoljenje nacionalnega varnostnega organa 
gostiteljice. Zaprosilo za obisk se predloži ustreznemu varnostnemu organu vsaj 20 dni 
pred predvidenim obiskom. Pristojna varnostna organa se lahko dogovorita o seznamu 
obiskovalcev, ki imajo pravico do večkratnih obiskov. Tak seznam velja 12 mesecev in se 
lahko podaljša za največ 12 mesecev. Vsaka pogodbenica zagotavlja varstvo osebnih 
podatkov obiskovalcev v skladu z notranjo zakonodajo (BLUIMVTP, 11. člen). BLUIMVTP v 
12. členu določa, da se morata pogodbenici v primeru suma in odkritja kršitve ali v 
primeru ogrožanja varovanja tajnih podatkov takoj uradno obvestiti. Nacionalni varnostni 
organ mora sprejeti vse možne ustrezne ukrepe po svoji notranji zakonodaji, da omeji 
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posledice kršitve ali ogrožanja. Če pride do spora, ga pogodbenici rešujeta izključno z 
medsebojnimi posvetovanji (BLUIMVTP, 13. člen). 
 
6.15 SPORAZUM MED VLADO RS IN VLADO REPUBLIKE CIPER O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Vlado Republike Ciper o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BCYIMVTP) je bil sklenjen 
februarja 2014 v Ljubljani. Državni zbor Republike Slovenije ga je sprejel maja istega leta. 
Varnostna organa, ki sta odgovorna za splošno izvajanje tega sporazuma, sta v Republiki 
Sloveniji UVTP in za Republiko Ciper nacionalni varnostni organ (Ministrstvo za obrambo) 
(BCYIMVTP, 3. člen). V "Tabela 16" je prikazana enakovredna stopnja tajnosti med 
državama. 
Tabela 16: Enakovredne stopnje tajnosti c Ciprom 
REPUBLIKA SLOVENIJA REPUBLIKA CIPER 
STROGO TAJNO ΑΚΡΩΣ ΑΠΟΡΡΗΤΟ 
TAJNO ΑΠΟΡΡΗΤΟ 
ZAUPNO ΕΜΠΙΣΤΕΥΤΙΚΟ 
INTERNO ΠΕΡΙΟΡΙΣΜΕΝΗΣ ΧΡΗΣΗΣ 
Vir: BCYIMVTP (2. člen) 
 
S sklenitvijo tega sporazuma sta se pogodbenici zavezali, da bosta za tajne podatke druge 
pogodbenice zagotovili najmanj enako varovanje, kot ga uporabljata za svoje tajne 
podatke. Prav tako sta se zavezali, da bosta v skladu s tem sporazumom in svojo notranjo 
zakonodajo sprejeli vse ustrezne ukrepe za varovanje tajnih podatkov. Do prejetih tajnih 
podatkov smejo dostopati le osebe, ki imajo potrebo po seznanitvi in so bile predhodno 
varnostno preverjene oziroma so pooblaščene za dostop do tovrstnih podatkov ter so bile 
ustrezno poučene o varovanju tajnih podatkov v skladu z notranjo zakonodajo. 
Pogodbenici bosta zagotovili, da se bosta izvajali vse ustrezne ukrepe, ki zagotavljajo 
celovitost, zaupnost, razpoložljivost za varovanje tajnih podatkov. Stopnjo tajnosti sme 
spremeniti le organ, ki jo je določil. O vsaki spremembi ali preklicu stopnje tajnosti je 
treba nemudoma obvestiti prejemnika. Pogodbenici si priznavata dovoljenja za dostop do 
tajnih podatkov in varnostna dovoljenja organizacijam (BCYIMVTP, 4. člen). BCYIMVTP v 
5. členu navaja, da se tajni podatki smejo uporabljati izključno za namene in pod pogoji 
za dajanje tajnih podatkov ali v skladu z omejitvami njihove uporabe, določenih v 7. 
členu. Naročnik lahko sklene pogodbo s tajnimi podatki z izvajalcem druge pogodbenice, 
vendar potrebuje za to predhodno potrdilo varnostnega organa druge pogodbenice, da je 
izvajalec pooblaščen za dostop do tajnih podatkov z določeno stopnjo. Če izvajalec še ni 
pooblaščen za dostop do tajnih podatkov z določeno stopnjo tajnosti, lahko varnostni 
organ, ki naj bi izdal potrdilo, sproži postopke za izdajo na podlagi zahteve druge 
pogodbenice (BCYIMVTP, 6. člen). V 7. členu BCYIMVTP so določeni pogoji, kako se 
prenaša posamezna stopnja tajnih podatkov. Prenos poteka po diplomatski poti ali drugih 
zaščitenih poteh, ki zagotavljajo varovanje pred nepooblaščenim razkritjem tajnih 
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podatkov. Tajni podatki se uničujejo v skladu z notranjo zakonodajo pogodbenice, in sicer 
tako, da jih ni več mogoče delno ali v celoti obnoviti. Izjema so tajni podatki s stopnjo 
strogo tajno, ki jih ni dovoljeno uničiti, ampak jih je treba posredovati pristojnemu organu 
pogodbenice, ki je podatkom določil stopnjo tajnosti. Kadar tajnih podatkov ni mogoče 
varovati ali vrniti, se ti takoj uničijo in se o tem nemudoma obvesti pristojni varnostni 
organ druge pogodbenice (BCYIMVTP, 9. člen). V primeru obiska je potrebno predhodno 
dovoljenje nacionalnega varnostnega organa gostiteljice. Zaprosilo za obisk se predloži 
ustreznemu varnostnemu organu vsaj 20 dni pred predvidenim obiskom. Pristojna 
varnostna organa se lahko dogovorita o seznamu obiskovalcev, ki imajo pravico do 
večkratnih obiskov. Tak seznam velja 12 mesecev in se lahko podaljša za največ 12 
mesecev (BCYIMVTP, 10. člen). V primeru nepooblaščenega razkritja, odtujitve, izgube ali 
suma na takšno kršitev tajnih podatkov pristojni varnostni organ prejemnika nemudoma 
obvesti pristojni varnostni organ druge pogodbenice in začne ustrezno preiskavo 
(BCYIMVTP, 11. člen). S podpisom sporazuma sta se pogodbenici zavezali, da se bosta 
obveščali o vseh spremembah svoje notranje zakonodaje, ki se nanaša na varovanje 
tajnih podatkov, in da si bosta pristojna organa pomagala pri izvajanju postopkov 
varnostnega preverjanja (BCYIMVTP, 13. člen). BCYIMVTP v 14. členu določa, da spore 
zaradi razlage ali uporabe tega sporazuma pristojna varnostna organa rešujeta 
neposredno s pogajanji ali posvetovanji. Če spora na tak način ni mogoče rešiti, se reši po 
diplomatski poti. 
 
6.16 SPORAZUM MED VLADO RS IN AVSTRIJSKO ZVEZNO VLADO O 
IZMENJAVI IN MEDSEBOJNEM VAROVANJU TAJNIH PODATKOV 
 
Sporazum med Vlado Republike Slovenije in Avstrijsko zvezno vlado o izmenjavi in 
medsebojnem varovanju tajnih podatkov (v nadaljevanju: BATVTP) je bil sklenjen 
novembra 2008 v Ljubljani. Državni zbor Republike Slovenije ga je sprejel aprila 
naslednjega leta. 
Po diplomatski poti se pogodbenici uradno obvestita o državnih organih in službah, ki so 
pristojni za izvajanje tega sporazuma. V "Tabela 17" je prikazana enakovredna stopnja 
tajnosti med državama. 
Tabela 17: Enakovredne stopnje tajnosti z Avstrijo 
REPUBLIKA SLOVENIJA REPUBLIKA AVSTRIJA 




Vir: BATVTP (2. člen) 
 
Tajni podatki, ki se pošiljajo, morajo biti označeni v obeh jezikih pogodbenic. Pristojnost 
za spreminjanje stopnje tajnosti ima pristojni državni organ ali služba, v kateri je tajni 
podatek nastal. Če je stopnja tajnosti spremenjena ali preklicana, je treba to nemudoma 
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sporočiti drugi strani (BATVTP, 3. člen). Nadalje sporazum zavezuje pogodbenici, da 
poslane tajne podatke varujeta kot lastne tajne podatke z enakovredno stopnjo tajnosti. 
Poslani podatki se smejo uporabljati zgolj za namen, za katerega so bili dani, do njih pa 
lahko dostopajo le osebe, ki so po notranji zakonodaji pogodbenic pooblaščene za dostop 
do tajnih podatkov z enakovredno stopnjo tajnosti. Podatki se smejo dati tretji strani le s 
predhodnim pisnim soglasjem pogodbenice izvora (BATVTP, 4. člen). Pogodbenici si 
medsebojno priznavata varnostna dovoljenja za organizacije. Pogodbenica lahko sklene 
pogodbo s tajnimi podatki z izvajalcem ali podizvajalcem. Pogoj je, da ima posamezna 
organizacija predhodno izdano varnostno dovoljenje in da se o sklenitvi pogodbe obvesti 
pristojni organ pogodbenice. Pristojna državna organa drug drugega nemudoma obvestita 
o vsaki spremembi pri varnostnih dovoljenjih za organizacije, zlasti o preklicu ali 
spremembi stopnje tajnosti (BATVTP, 6. člen). Prenos tajnih podatkov poteka po 
diplomatski poti. Pristojna organa se lahko dogovorita za uporabo drugačnega načina, 
vendar mora le-ta varovati tajne podatke pred nepooblaščenim razkritjem, odtujitvijo ali 
izgubo (BATVTP, 7. člen). V nadaljevanju sporazuma so določeni pogoji za uničevanje, 
prevajanje in razmnoževanje tajnih podatkov za vsako posamezno stopnjo tajnosti.  
Obiskovalcem se odobri dostop do tajnih podatkov in organizacij, v katerih se tajni podatki 
obdelujejo ali hranijo. Odobri se pooblaščenim osebam in samo v potrebnem obsegu. 
Zaprosilo za obisk je treba predložiti pristojnemu organu vsaj 14 dni pred predvidenim 
obiskom, v nujnih primerih pa tudi v krajšem obdobju (BATVTP, 10. člen). Pristojna 
organa se takoj obvestita ob kršitvi varovanja tajnosti, katerega posledica je 
nepooblaščeno razkritje, odtujitev ali izguba tajnih podatkov, ali ob sumu na takšno 
kršitev. Dogodek se nemudoma razišče v skladu z notranjo zakonodajo, o ugotovitvah 
preiskave in sprejetih ukrepih pa se obvesti druga pogodbenica (BATVTP, 11. člen). Spori 
zaradi uporabe ali razlage tega sporazuma se rešujejo z neposrednim posvetovanjem ali 
po diplomatski poti med pogodbenicama (BATVTP, 15. člen). 
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7  TAJNI PODATKI IN EVROPSKA UNIJA 
 
V začetku leta 1995 sta na področju varovanja tajnih podatkov začeli delovati dve komisiji, 
ki sta imeli sedež na slovenskem zunanjem ministrstvu. Prva je bila Komisija Vlade 
Republike Slovenije za varovanje zaupnih podatkov zveze Nato in druga Komisija Vlade 
Republike Slovenije za varovanje dokumentov Zahodnoevropske unije.46 Poleg 
predstavnikov Ministrstva za zunanje zadeve so v obeh komisijah sodelovali tudi 
predstavniki Ministrstva za notranje zadeve, Ministrstva za obrambo in Ministrstva za 
pravosodje. 
Leta 1994 je Slovenija podpisala varnostni sporazum z Natom, ki je bil ratificiran leta 
1997. Na podlagi sprejetega sporazuma je bil istega leta ustanovljen nacionalni varnostni 
organ (v nadaljevanju: NSA). 
V Bruslju je bil leta 1998 podpisan Varnostni sporazum med Vlado Republike Slovenije in 
Zahodnoevropsko unijo, ki je urejal področje varovanja tajnih podatkov Zahodnoevropske 
unije.   
Leta 2002 je bil ustanovljen47 UVTP, ki je prevzel naloge Komisije Vlade RS za varovanje 
tajnih podatkov zveze Nato in Zahodnoevropske unije. Njegovi pristojnosti naj bi bili 
spremljanje stanja na področju določanja in varovanja tajnih podatkov ter skrb za razvoj 
in uveljavljanje enotnih fizičnih, organizacijskih in tehničnih standardov varovanja tajnih 
podatkov v državnih organih, nosilcih javnih pooblastil, organih lokalnih skupnosti, 
organizacijah in gospodarskih družbah, torej v tistih subjektih, ki pridobivajo tajne 
podatke ali razpolagajo z njimi. V času ustanovitve urada so v Sloveniji potekale 
intenzivne priprave za vstop Slovenije v Evropsko unijo in Nato. V tem obdobju je imel 
urad vrsto nalog pri pripravi postopkov in izdelavi podzakonskih aktov, saj jih je bilo treba 
na ravni domače zakonodaje uskladiti s pravnim redom EU in Nato. Urad je sčasoma 
pridobival vedno več nalog, ki so sčasoma postajale vedno obsežnejše (Balorda in drugi, 
2012, str. 7). 
 
7.1 NALOGE NACIONALNEGA VARNOSTNEGA ORGANA  
 
Kot je bilo že uvodoma predstavljeno, naloge nacionalnega varnostnega organa opravlja 
UVTP. 
                                        
46 Zahodnoevropska unija (Western European Union) je evropska varnostna organizacija, 
ustanovljena leta 1955 v Bruslju kot obrambna, ekonomska, kulturna in socialna organizacija. 
Ustanovitvene članice Zahodnoevropske unije so Francija, Nemčija, Belgija, Velika Britanija, 
Luksemburg in Italija. Leta 1988 so se ji pridružile Španija, Nizozemska in Portugalska ter leta 1995 
še Grčija. Leta 1960 je Zahodnoevropska unija prenesla svoje kulturne in socialne aktivnosti na 
Svet Evrope (Černetič in Brožič, 2003, str. 575). 
47 Sklep o ustanovitvi, nalogah in organizaciji Urada Vlade Republike Slovenije za varovanje tajnih 
podatkov (Ur. list RS, št. 6/02). 
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Njegove bistvene naloge so: 
– spremlja in usklajuje naloge na področju obravnavanja in varovanja tajnih podatkov, 
– skrbi za razvoj in izvajanje organizacijskih, tehničnih in fizičnih standardov varovanja 
tajnih podatkov v organih in organizacijah,  
– predlaga ukrepe za izboljšanje varovanja tajnih podatkov,  
– pripravlja predloge predpisov s področja tajnih podatkov za vlado, 
– koordinira delovanje organov, pristojnih za varnostno preverjanje, 
– daje mnenja o skladnosti splošnih aktov organov in organizacij z ZTP, 
– opravlja druge naloge v skladu z ZTP in drugimi predpisi, sprejetimi na njegovi 
podlagi. 
Poleg zgoraj omenjenih nalog pa ZTP v 43.b členu navaja, da UVTP skrbi za izvrševanje 
mednarodnih pogodb in sprejetih mednarodnih obveznostih, ki jih je v zvezi z 
obravnavanjem in varovanjem tajnih podatkov sklenila ali sprejela Republika Slovenija. 
Zato je UVTP tisti, ki je v naši državi pristojen, da sodeluje z ustreznimi organi tujih držav 
in mednarodnimi organizacijami, ko je govora o obravnavanju in varovanju tajnih 
podatkov. UVTP usklajuje dejavnosti za zagotavljanje varnosti nacionalnih tajnih podatkov 
v tujini in tujih tajnih podatkov na območju Republike Slovenije. 
Njegove naloge v povezavi z izvrševanjem mednarodnih pogodb in sprejetih mednarodnih 
obveznostih so: 
– izdaja in preklicuje dovoljenja fizičnim osebam in organizacijam za dostop do tujih 
tajnih podatkov,  
– izdaja in preklicuje varnostna dovoljenja za naprave in sisteme za prenos, 
obdelovanje in hranjenje tujih tajnih podatkov v skladu s sprejetimi mednarodnimi 
pogodbami, 
– izdaja navodila za ravnanje s tajnimi podatki tuje države ali mednarodne organizacije, 
– potrjuje izpolnjevanje predpisanih pogojev za obravnavanje tajnih podatkov s strani 
posameznega organa ali organizacije tujim državam in mednarodnim organizacijam, 
– od pristojnega inšpektorata zahteva izvedbo inšpekcijskega nadzora pri določenem 
organu ali organizaciji, 
– nadzoruje izvajanje fizičnih, tehničnih in organizacijskih ukrepov za varovanje tajnih 
podatkov tuje države ali mednarodne organizacije in skladno z ugotovitvami nadzora 
izdaja obvezna navodila za odpravo ugotovljenih pomanjkljivosti. Dolžnost organov je, 
da te pomanjkljivosti nemudoma odpravijo, 








Slika 1: Znak UVTP 
 
Vir: Balorda in drugi (2012, str. 19) 
 
Obliko in oznako UVTP določa Uredba o obliki in uporabi znaka Urada Vlade RS za 
varovanje tajnih podatkov.48 Znak je sestavljen iz šestih koncentričnih krogov. V 
sredinskemu krogu je napis UVTP, v zunanjem krogu pa sta zgoraj napis Republika 
Slovenija in spodaj Urad Vlade RS za varovanje tajnih podatkov. V zunanjem krogu so 
zgoraj na sredini grb Republike Slovenije, na levi strani je znak EU in na desni znak Nata. 
Vsi trije so razporejeni tako, da sestavljajo enakostranični trikotnik. Vmesna kroga 
vsebujeta črtne in številčne oznake varnostne ključavnice. Na zadnji strani so zgoraj napis 
Republika Slovenija in grb, na spodnji strani pa napis Urad Vlade RS za varovanje tajnih 
podatkov. Na sredini je obris zemljevida Republike Slovenije (Uredba o obliki in uporabi 
znaka Urada Vlade RS za varovanje tajnih podatkov, 3. člen). 
 
7.2 IZDAJA DOVOLJENJ ZA DOSTOP DO TUJIH TAJNIH PODATKOV 
 
Organi in organizacije določijo delovna mesta, na katerih osebe zaradi izvajanja nalog ali 
opravljanja svoje funkcije potrebujejo dovoljenje za dostop do tujih tajnih podatkov. Za 
izdajo dovoljenja za dostop do tujih tajnih podatkov v Republiki Sloveniji je pristojen 
nacionalni varnostni organ.  
Predlog za izdajo dovoljenja za dostop do tujih tajnih podatkov poda predlagatelj 
pristojnemu organu. Predlog mora vsebovati (Uredba o varnostnem preverjanju, 16. 
člen): 
– pisni predlog predlagatelja za osebo, ki jo je treba varnostno preveriti (ime in priimek 
preverjene osebe, datum in kraj rojstva osebe, navedbo tuje države ali mednarodne 
organizacije, do katerih tajnih podatkov naj bi imela oseba dostop ter stopnjo tajnosti 
in navedbo delovnega mesta),  
– naslednje izpolnjene obrazce:  
– izjavo o seznanitvi s predpisi, ki urejajo obravnavanje in varovanje tujih tajnih 
podatkov (obrazec49 I-EU, obrazec I-NATO), 
– zaprosilo za dostop do tujih tajnih podatkov (obrazec Z-EU, obrazec Z-NATO). 
                                        
48 Uredba o obliki in uporabi znaka Urada Vlade RS za varovanje tajnih podatkov (Ur. list RS, št. 
1/08). 
49 Vsi obrazci, izjave in zaprosila so priloga Uredbe o varnostnem preverjanju in izdaji dovoljenj za 
dostop do tajnih podatkov. 
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7.3 DOVOLJENJE ZA DOSTOP DO TAJNIH PODATKOV EU 
 
Kadar oseba na svojem delovnem mestu opravlja funkcijo ali delovne naloge, zaradi 
katerih se mora seznaniti z vsebino tajnih podatkov EU, potrebuje za tako seznanitev 
dovoljenje za dostop do tajnih podatkov EU. Pisni predlog za izdajo poda predlagatelj, 
oseba pa mora predhodno pridobiti veljavno nacionalno dovoljenje. Dovoljenje za dostop 
do tajnih podatkov EU izda UVTP. V "Tabeli 18" je prikazana primerljiva stopnja tajnosti 
med Slovenijo in EU. 
 
Tabela 18: Slovenske in evropske stopnje tajnosti 
STOPNJE TAJNOSTI V SLOVENIJI STOPNJE TAJNOSTI EU 
STROGO TAJNO TRES SECRET UE/EU TOP SECRET 
TAJNO SECRET UE/EU SECRET 
ZAUPNO CONFIDENTIEL UE/EU CONFIDENTIAL 
INTERNO RESTREINT UE/EU RESTRICTED 
Vir: Navodilo za delo s tajnimi podatki zveze Nato in Evropske unije (4. člen) 
 
Pisni predlog mora vsebovati: 
– pisni predlog predlagatelja za osebo, ki jo je treba varnostno preveriti (ime in priimek 
preverjene osebe, datum in kraj rojstva osebe, navedbo tuje države ali mednarodne 
organizacije, do katerih tajnih podatkov naj bi imela oseba dostop ter stopnjo tajnosti 
in navedbo delovnega mesta),  
– izjavo o seznanitvi s predpisi, ki urejajo obravnavanje in varovanje tajnih podatkov EU 
(Sklep Sveta 2013/488 EU, Sklep Komisije 2001/844/ES, Euratom), 
– zaprosilo za dostop do tajnih podatkov EU, na katerem mora biti glava organa 
predlagatelja. 
UVTP izda dovoljenje za dostop do tajnih podatkov EU z veljavnostjo za čas, ko oseba 
potrebuje dostop do tajnih podatkov EU. Pri tem mora paziti, da ga ne izda za dlje, kakor 
velja dovoljenje za dostop do nacionalnih tajnih podatkov (Balorda in drugi, 2012, str. 
26).  
 
7.4 PRAVNI RED NA PODROČJU TAJNIH PODATKOV OB VSTOPU 
SLOVENIJE V EVROPSKO UNIJO 
 
Od marca 1994 do junija 1996 je za članstvo v Evropski uniji zaprosilo deset evropskih 
držav, med katerimi je bila tudi Slovenija. Uradna pogajanja Slovenije z Evropsko unijo so 
se začela 31. marca 1998. Dva dni pozneje je vlada imenovala ožjo pogajalsko skupino za 
pristop Republike Slovenije k Evropski uniji, katere naloga je bila tudi pogajanje o 
prevzemu pravnega reda Evropske unije do leta 2002. Naloga je zajemala tudi podroben 
pregled zakonov in drugih predpisov, ki jih je bilo treba sprejeti za prilagoditev 
slovenskega pravnega reda pravnemu redu Skupnosti. Prilagoditev pravnega reda je bil 
pogoj za vključitev Slovenije v EU, zajetih pa je bilo trideset pogajalskih področij. Za nas 
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je pomembno področje »pravosodja in notranjih zadev«, ki je zajemalo migracije, azil ter 
varstvo osebnih in tajnih podatkov. 
Marca 2001 so bila v Bruslju sprejeta varnostna določila Sveta Evropske unije, ki so začela 
veljati decembra istega leta.  
Varnostna določila so bistvenega pomembna, saj urejajo:  
– organizacijo varnosti v Svetu Evropske unije, 
– klasifikacijo in označevanje dokumentov glede na stopnjo tajnosti, 
– temeljna načela dostopa do tajnih podatkov, 
– fizično varnost v objektih in njihovi okolici, 
– varnostno preverjanje, 
– pripravo, pošiljanje, distribucijo, hranjenje in uničevanje tajnih podatkov EU. 
Varnostna določila Sveta Evropske unije veljajo tako za Svet Evropske unije in Generalni 
sekretariat Sveta Evropske unije kot tudi za vse države članice. Med drugim varnostna 
določila določajo, da mora vsaka država članica imeti nacionalni varnostni organ50 
(Černetič & Brožič, 2003, str. 577–579).  
V Sloveniji smo zahteve glede pogajalskih izhodišč za vstop v Evropsko unijo izpolnili s 
sprejetjem Zakona o tajnih podatkih. Na ravni države je Zakon o tajnih podatkih takrat 
združil nekatera področja varovanja tajnih podatkov, ki so že bila delno urejena v 
posameznih zakonih ali podzakonskih aktih. V skladu z določili zakona so bili v letu 2002 
sprejeti še naslednji podzakonski akti: 
– Uredba o načinih in oblikah označevanja tajnih podatkov ter fizičnih, organizacijskih in 
tehničnih ukrepih ter postopkih za varovanje tajnih podatkov, 
– Uredba o načinu in postopku varnostnega preverjanja ter postopku izdaje in preklica 
dovoljenje za dostop do tajnih podatkov, 
– Uredba o notranjem nadzoru, 
– Uredba o ugotavljanju izpolnjevanja pogojev za posredovanje tajnih podatkov drugi 
organizaciji, 
– Pravilnik o načinu in postopku določanja tajnih podatkov s področja obrambe v 
gospodarskih družbah, zavodih in organizacija. 
 
7.5 GENERALNI SEKRETARIAT SVETA EVROPSKE UNIJE 
 
Osrednji zakonodajni organ EU je Svet EU, v katerem se sprejemajo evropski predpisi in 
ga pogosto označujejo kot najmogočnejši organ Skupnosti. V njem se odloča o konkretnih 
političnih ukrepih, ki jih pripravi in predlaga Evropska komisija. Pri zakonskih odločitvah 
mora Svet EU upoštevati mnenje Evropskega parlamenta. Njegovih sej se udeležujejo 
vladni predstavniki vseh držav članic, zato ga imenujejo tudi Svet ministrov. O novih 
predpisih glasujejo vsi ministri, in če je predpis sprejet, ga morajo izvajati vse države 
                                        
50 Seznam nacionalnih varnostnih organov je dostopen kot »dodatek C« v Sklepu Sveta (Council 
Decision of 31 March 2011 on the security rules for protecting, 2011/292/EU, L 141/60). 
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članice. Svet EU mora upoštevati interese posameznih držav, obenem pa si mora 
prizadevati, da doseženi skupni sklepi niso v prid zgolj posamezni državi članici, temveč 
celotni EU (Böhm, Lahodynsky & Služba Vlade RS za evropske zadeve, str. 18–19). Pri 
organizaciji dela Sveta EU in pri zagotavljanju njegove usklajenosti pomaga Generalni 
sekretariat Sveta (v nadaljevanju GSS). 
Varnostni organ GSS je generalni sekretar, katerega funkciji sta izvajanje in preverjanje 
varnostne politike Sveta EU. Prav tako je njegova naloga usklajevanje vseh varnostnih 
zadev z nacionalnimi varnostnimi organi držav članic, ki se navezujejo na varovanje tajnih 
podatkov v povezavi z delovanjem Sveta EU. Uradniki in drugi uslužbenci GSS morajo 
pred dostopom do tajnih podatkov stopnje CONFIDENTIEL UE/EU CONFIDENTIAL 
pridobiti dovoljenje EU za dostop do tajnih podatkov. Generalni sekretar v primeru suma 
nepooblaščenega razkritja ali izgube tajnih podatkov EU naroča preiskave, pri čemer lahko 
za pomoč zaprosi ustrezne varnostne organe. V prostorih GSS in drugih organih EU izvaja 
redne inšpekcijske preglede varnostne ureditve za varovanje tajnih podatkov EU. Skupaj z 
zadevnimi nacionalnimi varnostnimi organi izvaja redne inšpekcijske nadzore v službah in 
prostorih držav članic. S pristojnimi organi držav članic, odgovornimi za varovanje tajnih 
podatkov, usklajuje varnostne ukrepe glede na vrsto nevarnosti, ki ogroža tajne podatke. 
Generalni sekretar izvaja tudi začetne in redne ocenjevalne obiske tretjih držav in 
mednarodnih organizacij, da ugotovi, kako učinkoviti so ukrepi za varovanje tajnih 
podatkov EU, ki so jim bili zagotovljeni oziroma so bili z njimi izmenjani (Sklep Sveta o 
varnostnih predpisih za varovanje tajnih podatkov EU, 16. člen). 
Temeljna načela in minimalni varnostni standardi za varovanje tajnih podatkov EU so 
določeni v Sklepu Sveta o varnostnih predpisih za varovanje tajnih podatkov EU (v 
nadaljevanju: Sklep Sveta). Načela in standardi zavezujejo Svet EU in njegov generalni 
sekretariat, prav tako pa jih morajo pri svojem delu s tajnimi podatki EU spoštovati vse 
države članice. 
 
7.6 SKLEP SVETA 
 
Kot je bilo že omenjeno, Sklep Sveta določa temeljna načela in minimalne standarde 
varovanja tajnih podatkov EU. Pri svojem delovanju jih morajo upoštevati Svet EU, GSS in 
države članice. Slednje jih morajo spoštovati v skladu s svojimi nacionalnimi zakoni in 
drugimi predpisi tako, da zagotavljajo enakovredne stopnje varovanja tajnih podatkov EU 
(Sklep Sveta, 1. člen). 
Zgradba Sklepa Sveta se nekoliko razlikuje od ZTP. Sklep Sveta je sestavljen iz 18 členov, 
katerim sledi šest prilog. Prva priloga obravnava varnostno osebje, druga fizično varnost, 
tretja obravnavanje tajnih podatkov, četrta varovanje tajnih podatkov EU, s katerimi 
poteka delo v KIS, peta industrijsko varnost in šesta izmenjavo tajnih podatkov s tretjimi 
državami in mednarodnimi organizacijami. Prilogam sledi kazalo štirih dodatkov: v 
dodatku A so opredeljeni pojmi, v dodatku B so predstavljene enakovredne stopnje 
tajnosti po državah, dodatek C zajema seznam nacionalnih varnostnih organov po državah 
in dodatek D seznam kratic.  
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V Sklepu Sveta je v 2. členu zapisano, da »tajni podatek EU pomeni vsak podatek ali 
gradivo z oznako stopnje tajnosti EU, katerega nepooblaščeno razkritje bi lahko zelo ali 
manj škodovalo interesom Evropske unije ali eni ali več državam članicam«. Sledi 
predstavitev stopenj tajnosti, ki so: 
– TRES SECRET UE/EU TOP SECRET: razkritje teh podatkov ali gradiva nepooblaščeni 
osebi bi lahko imelo izjemno težke posledice za vitalne interese EU ali ene ali več 
držav članic, 
– SECRET UE/EU SECRET: razkritje teh podatkov ali gradiva nepooblaščeni osebi bi 
lahko resno škodovalo vitalnim interesom EU ali ene ali več držav članic, 
– CONFIDENTIEL UE/EU CONFIDENTIAL: razkritje teh podatkov ali gradiva 
nepooblaščeni osebi bi lahko škodovalo vitalnim interesom EU ali ene ali več držav 
članic, 
– RESTREINT UE/EU RESTRICTED: razkritje teh podatkov ali gradiva nepooblaščeni 
osebi bi lahko bilo škodljivo za interese EU ali ene ali več držav članic. 
 
Tajni podatki EU morajo biti označeni z ustrezno stopnjo tajnosti, za kar morajo poskrbeti 
pristojni organi. Razvidno mora biti, da so to tajni podatki in da stopnjo tajnosti obdržijo 
le, dokler je to potrebno. Tajnim podatkom EU se stopnja tajnosti brez predhodnega 
pisnega soglasja organa izvora ne sme znižati ali preklicati. Prav tako se stopnja ne sme 
spreminjati ali odstraniti (Sklep Sveta, 3. člen). Vse tajne podatke EU je treba varovati v 
skladu s Sklepom Sveta, imetnik kateregakoli tajnega podatka EU pa je tudi odgovoren za 
varovanje tajnega podatka. V primeru, da država članica v strukture ali omrežje EU 
vnesejo tajne podatke z oznako nacionalne stopnje tajnosti, pridobljene tajne podatke 
Svet in GSS varujeta v skladu z zahtevami, ki se uporabljajo za tajne podatke EU. Tem 
tajnim podatkom se določi enakovredna stopnja tajnosti (Sklep Sveta, 4. člen). Za 
obvladovanje tveganja, povezanega s tajnimi podatki EU, je predviden postopek, katerega 
namen je opredeliti znana varnostna tveganja in določiti varnostne ukrepe za zmanjšanje 
teh tveganj. Učinkovitost teh ukrepov se nenehno ocenjuje. Varnostni ukrepi za varovanje 
tajnih podatkov so sorazmerni s stopnjo tajnosti, obsegom in obliko podatkov ali gradiva, 
krajem, kjer se hranijo tajni podatki, ter lokalno oceno nevarnosti zlorabe (kriminalna 
dejavnost, nevarnost vohunjenja za podatkom, sabotaže in terorizma). Za zagotavljanje 
neprekinjenega poslovanja je treba vključiti preventivne in obnovitvene ukrepe tako, da 
so posledice velikih napak ali incidentov pri delu s tajnimi podatki EU in njihovi hrambi čim 
manjši (Sklep Sveta, 5. člen). 
 
Sklep Sveta od 7. do 12. člena povzema šest omenjenih prilog, ki bodo posamično 
podrobneje predstavljene v nadaljevanju. 
 
Posamezna kršitev varovanja tajnosti je posledica posameznikovega dejanja ali opustitve 
dejanja v nasprotju s predpisi Sklepa Sveta. Do nepooblaščenega razkritja tajnega 
podatka EU pride, kadar se tajni podatek delno ali v celoti razkrije nepooblaščeni osebi. 
Ob kršitvi je treba nemudoma obvestiti pristojni varnostni organ. Če obstajajo utemeljeni 
dvomi, da so bili tajni podatki EU razkriti nepooblaščeni osebi ali so bili izgubljeni, mora 
pristojni varnostni organ sprejeti vse primerne ukrepe v skladu z zakonom in drugimi 
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predpisi. Sledita obvestilo organu izvora tajnega podatka in zagotovitev, da bodo zadevo 
preiskale osebe, ki niso neposredno povezane s kršitvijo. Nato sledi ocena morebitne 
škode za interese EU ali držav članic. Sprejeti je treba vse ukrepe, da ne pride do ponovne 
kršitve, in o sprejetih ukrepih je treba obvestiti ustrezne organe. Vsak posameznik, ki 
nepooblaščeno razkrije posamezni tajni podatek EU, je disciplinsko in kazensko odgovoren 
za storjeno dejanje (Sklep Sveta, 14. člen).  
 
7.6.1 VARNOSTNO OSEBJE 
 
Varnostno osebje obravnava »Priloga 1« Sklepa Sveta, podrobneje pa je urejeno s 7. 
členom Sklepa Sveta. Določeni so merila za ugotavljanje, ali je posameznik dovolj lojalen, 
vreden zaupanja in zanesljiv, da je lahko pooblaščen za dostop do tajnih podatkov EU, ter 
preiskovalni in upravni postopki, ki jih je treba izvesti v ta namen. 
 
 ODOBRITEV DOSTOPA DO TAJNIH PODATKOV EU 
 
Posameznik sme dostopati do tajnih podatkov EU s stopnjo tajnosti CONFIDENTIEL UE/EU 
CONFIDENTIAL ali višje, ko izpolni tri pogoje. Najprej mora imeti potrebo po seznanitvi s 
tajnim podatkom EU, nato mora pridobiti dovoljenje za dostop do tajnih podatkov 
ustrezne stopnje in se poučiti o varnostnih pravilih in postopkih za varovanje tajnih 
podatkov EU. Zgodi se lahko, da posameznik prebiva na ozemlju druge države članice ali 
tretje države. V tem primeru pristojni nacionalni organ zaprosi za pomoč pristojni organ 
države prebivališča v skladu z nacionalnimi zakoni in predpisi. Če nacionalni zakoni in 
predpisi dovoljujejo, lahko nacionalni varnostni organ opravlja preiskavo tujih državljanov, 
pri čemer morajo biti standardi za preiskavo v skladu z nacionalnimi predpisi (Sklep Sveta, 
L 274/10). 
 
 ZAHTEVE ZA DOVOLJENJE ZA DOSTOP DO TAJNIH PODATKOV 
 
Za ugotavljanje, ali je posameznik dovolj lojalen, zanesljiv in zaupanja vreden, se uporabi 
varnostna preiskava. Na podlagi te preiskave nacionalni varnostni organ pripravi splošno 
oceno. Tudi če organ ugotovi posamezno negativno ugotovitev, to še ni razlog za 
zavrnitev dovoljenja za dostop do tajnih podatkov. Osnovna merila za ugotavljanje bi 
morala biti, če to dopuščajo nacionalna zakonodaja in drugi predpisi, naslednja: 
– ali je posameznik storil ali poskušal storiti kaznivo dejanje terorizma, vohunjenja, 
sabotaže, izdajstva ali upora oziroma če je sodeloval ali pomagal ali je nudil podporo 
pri izvedbi kaznivega dejanja, 
– ali je posameznik sodeloval oziroma še sodeluje z vohuni, teroristi, saboterji ali 
posamezniki, za katere se upravičeno sumi, da to so, in s predstavniki organizacij 
tujih držav, vključno s tujimi obveščevalnimi službami, ki lahko ogrozijo varnost EU ali 
držav članic, 
– ali je posameznik član kakšne organizacije, ki skuša z uničevalnimi, nasilnimi ali 
drugimi nezakonitimi sredstvi med drugim zrušiti vlado države članice, spremeniti 
ustavni red države članice ali zamenjati obliko ali politike njene vlade, 
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– ali je posameznik namerno zadrževal ali potvarjal pomembne podatke, predvsem 
tajne podatke, 
– ali je posameznik namerno lagal pri izpolnjevanju vprašalnika za varnostno 
preverjanje osebja ali na razgovoru za varnostno preverjanje, 
– ali je bil posameznik obsojen zaradi kaznivega dejanja ali zaradi več kaznivih dejanj, 
– ali je bil posameznik odvisen od alkohola in droge in je uporabljal nedovoljene druge 
droge oziroma je kdaj zlorabljal dovoljene droge, 
– ali je posameznik vpleten ali je bil vpleten v dejavnost, ki bi lahko povzročila 
izpostavljenost izsiljevanju ali pritiskom, 
– ali se je posameznik z dejanji ali besedami izkazal za nelojalnega, nepoštenega, 
nezanesljivega ali nevrednega zaupanja, 
– ali je posameznik resno ali večkrat kršil varnostne predpise in ali je izvedel 
nepooblaščeno dejavnost v zvezi s komunikacijskim in informacijskim sistemom, 
– ali posameznik podleže pritiskom sorodnikom ali ožjim znancem, ki bi lahko bili 
dovzetni za sodelovanje s tujimi obveščevalnimi službami, terorističnimi skupnostmi 
ali drugimi uničevalnimi organizacijami. 
 
Pri sami preiskavi jesta lahko pomembna dejavnika tudi finančno in zdravstveno stanje 
posameznika. Pri varnostni preiskavi so pomembne še osebnostne lastnosti, vedenje in 
okoliščine v zvezi z zakonskim partnerjem, zunajzakonskim partnerjem ali ožjim 
družinskim članom (Sklep Sveta, L 274/10 do 274/11).  
 
Izpolnjeni varnostni vprašalnik se posreduje pristojnemu varnostnemu organu. Naloga 
organa je, da preveri identiteto posameznika (datum in kraj rojstva, državljanstvo) in 
preveri državne evidence (državne varnostne in centralne kazenske evidence, evidenca 
policije). Če zahtevajo nacionalni zakoni in drugi predpisi, se smejo preveriti 
posameznikov finančni status, izobrazba, zaposlitev in služenje vojaškega roka. Opravi se 
lahko tudi razgovor s posameznikom ali z osebami, ki lahko podajo nepristransko oceno o 
posameznikovi preteklosti, lojalnosti, dejavnosti in o tem, ali je posameznik zanesljiv in 
vreden zaupanja. 
 
Ko posamezniku poteče dovoljenje za dostop do tajnih podatkov in bo slednjega še 
potreboval, se spelje enak postopek kot pri prvi izdaji. Preiskava zajema obdobje od 
zaključka predhodne tovrstne preiskave.  
 
Postopek varnostnega preverjanja osebja GSS, ki ga opravijo uradniki in drugi uslužbenci 
GSS, varnostni organ GSS posreduje nacionalnemu varnostnemu organu države članice, 
katere državljan je zadevni posameznik. Po končanem varnostnem preverjanju zadevni 
nacionalni varnostni organ s standardnim obrazcem obvesti varnostni organ GSS o izidu 
varnostne preiskave. Če negativnih informacij ni, organ GSS podeli osebi varnostno 
dovoljenje za dostop do tajnih podatkov EU, če pa negativne informacije so, GSS obvesti 
posameznika o tem in mu da možnost, da zaprosi za zaslišanje. Posameznik ima tudi 
možnost zaprositi nacionalni varnostni organ za vsa dodatna pojasnila, ki jih ta lahko 
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priskrbi skladno z zakonodajo. Če se na zaslišanju potrdijo negativne informacije, se 
dovoljenje EU za dostop do tajnih podatkov ne izda (Sklep Sveta, L 274/12 do 274/13). 
 
Kadar se posamezniku izda dovoljenje in ta ne nastopi službe v roku 12 mesecev ali 12 
mesecev ne dostopa do tajnih podatkov, mora zadevni nacionalni organ izpeljati postopek 
potrditve veljavnosti dovoljenja. V primeru, da organ izve negativne informacije o 
posamezniku, ki že ima dovoljenje za dostop do tajnih podatkov EU, lahko pristojni organ 
odvzame dovoljenje EU. Prav tako se taki osebi onemogoči dostop do tajnih podatkov EU 
in se umakne z delovnega mesta, kjer bi lahko ogrozila varnost tajnih podatkov. 
 
Evidence izdanih nacionalnih in EU-dovoljenj za dostop do tajnih podatkov EU vodijo 
posamezne države članice in GSS. Evidence morajo vsebovati stopnjo tajnosti izdanega 
dovoljenja, datum izdaje dovoljenja in obdobje veljavnosti dovoljenja. Vsi ti podatki se 
smejo navesti, kadar mora varnostni organ izdati potrdilo za dostop do tajnih podatkov. 
 
 IZOBRAŽEVANJE IN OSVEŠČANJE O VAROVANJU TAJNOSTI 
 
Posamezniki, ki imajo dovoljenje za dostop do tajnih podatkov, morajo pisno potrditi, da 
razumejo svoje obveznosti glede varovanja tajnih podatkov EU in da se zavedajo posledic 
v primeru nepooblaščenega razkritja tajnih podatkov EU. Evidenco o takih pisnih 
potrditvah vodita pristojna država članica in GSS. Vsi imetniki dovoljenj se morajo redno 
poučevati glede nevarnosti za varovanje tajnosti. Če posameznik preneha opravljati 
naloge, pri katerih je potreboval dostop do tajnih podatkov EU, je dolžan te podatke 
varovati tudi v prihodnje. Po potrebi lahko o tem podpiše pisno potrdilo (Sklep Sveta, L 
274/14).  
 
 IZJEMNE OKOLIŠČINE 
 
Posameznik, ki je dodeljen na delovno mesto, za katerega je potrebno dovoljenje za 
dostop do tajnih podatkov, ki je za eno stopnjo višje od trenutne stopnje posameznika, se 
lahko na tako delovno mesto premesti pod naslednjimi pogoji: 
– posameznikov nadrejeni mora pisno utemeljiti potrebo po dostopu do tajnih podatkov 
EU na višjo stopnjo tajnosti, 
– dostop se v takih primerih omeji na določene podrobnosti iz tajnih podatkov EU, 
– posameznik mora imeti veljavno nacionalno dovoljenje ali dovoljenje EU, 
– postopek za izdajo višjega dovoljenja mora biti že sprožen, 
– organ predhodno preveri, ali je posameznik kdaj kršil varnostne predpise, 
– imenovanje posameznika je odobril organ, 
– zapisnik o takih izjemah, ki vključuje opis podatkov, se hrani v pristojnem registru ali 
podregistru. 
 
Sklep Sveta dovoljuje, da se v zares izjemnih okoliščinah, kot so misije v sovražnem 
okolju, ali v obdobju naraščajoče mednarodne napetosti, ko gre za vprašanje življenja ali 
smrti, lahko države članice ali generalni sekretar pisno (če je to mogoče) odobrijo dostop 
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do tajnih podatkov CONFIDENTIEL UE/EU CONFIDENTIAL ali SECRET UE/EU SECRET 
posameznikom, ki nimajo ustreznega dovoljenja za dostop do tajnih podatkov. To se 
lahko naredi v res redkih primerih in pod pogojem, da ni nikakršnega dvoma v 
posameznikovo lojalnost. Pri tajnih podatkih s stopnjo tajnosti TRES SECRET UE/EU TOP 
SECRET se sme tak nujni dostop omejiti le na državljane EU, ki so že pooblaščeni za 
dostop do bodisi podatkov stopnje, ki je enakovredna TRES SECRET UE/EU TOP SECRET 
na nacionalni ravni, bodisi do podatkov stopnje SECRET UE/EU SECRET. O izdaji takega 
dovoljenja se obvesti Varnostni odbor z obvestilom, prav tako ta odbor prejme letno 
poročilo izdanih takih dovoljenj (Sklep Sveta, L 274/15). 
 
 UDELEŽBA NA SESTANKIH V SVETU 
 
Posamezniki, ki naj bi se udeležili sestankov Sveta ali pripravljalnih teles Sveta, na katerih 
se obravnavajo tajni podatki s stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali 
višje, morajo pred udeležbo na sestanku pridobiti ustrezno dovoljenje. Za delegate morajo 
ustrezni organi poslati potrdilo za dostop do tajnih podatkov in druge dokaze 
Varnostnemu svetu GSS (Sklep Sveta, L 141/31). Za posameznike, ki so zaradi svoje 
funkcije za to pravilno pooblaščeni, je dostop do tajnih podatkov urejen z nacionalnimi 
zakoni in predpisi posamezne države članice. Posamezniki morajo biti poučeni o svojih 
obveznostih pri varovanju tajnih podatkov EU (Sklep Sveta, L 274/16). 
 
 MOREBITEN DOSTOP DO TAJNIH PODATKOV EU 
 
Kadar se posameznik zaposli v okoliščinah, v katerih bi lahko imel dostop do tajnih 
podatkov s stopnjo CONFIDENTIEL UE/EU CONFIDENTIAL ali višje, mora biti za to 
ustrezno varnostno preverjen ali mora imeti ves čas spremstvo. Varnostno je treba 
preveriti tudi kurirje, varnostnike in spremljevalce. Obveščeni morajo biti o varnostnih 
postopkih za varovanje tajnih podatkov EU in poučeni o tem, da so dolžni varovati 
podatke, ki so jim zaupani (Sklep Sveta, L 274/16).  
 
7.6.2 FIZIČNA VARNOST 
 
V tem delu Sklep Sveta določa minimalne standarde, ki so zahtevani za fizično varovanje 
prostorov, stavb, pisarn in drugih območij, kjer poteka delo s tajnimi podatki EU in kjer se 
ti podatki hranijo. Prav tako določa minimalne standarde za območja, kjer so nameščeni 
komunikacijski in informacijski sistemi. Namen ukrepov fizične varnosti je zagotoviti, da 
delo s tajnimi podatki EU poteka na ustrezne načine in da so podatki ustrezno hranjeni, 
prav tako pa tudi, da se z odvračanjem, oviranjem in odkrivanjem nedovoljenih dejanj 








 ZAHTEVANI UKREPI GLEDE FIZIČNE VARNOSTI 
 
Pristojni organ mora pripraviti oceno varnosti, na podlagi katere se izberejo ukrepi fizične 
varnosti. GSS in države članice morajo zagotoviti, da je stopnja fizične varnosti 
sorazmerna oceni tveganja. Pri postopku obvladovanja tveganja je treba upoštevati 
različne dejavnike. Pomembni so stopnja tajnosti tajnih podatkov EU ter tudi oblika in 
obseg podatkov EU. V primeru velike količine ali zbirke tajnih podatkov EU je treba 
uporabiti strožje ukrepe varovanja. Temu je treba prilagoditi okolico, strukturo stavb ali 
območij, kjer so tajni podatki EU. Pristojni varnostni organ določi ustrezno kombinacijo 
ukrepov fizične varnosti, ki naj bi se izvedla (Sklep Sveta, L 274/17). 
 
 OPREMA ZA FIZIČNO ZAŠČITO TAJNIH PODATKOV EU 
 
Pri nabavi opreme za fizično varovanje tajnih podatkov EU mora pristojni varnostni organ 
zagotoviti, da vsa oprema izpolnjuje potrjene tehnične standarde in minimalne zahteve. 
Med opremo sodijo blagajne, uničevalniki papirja, elektronski sistem nadzora dostopa, 
vratne ključavnice, sistemi odkrivanja vsiljivcev in alarmni sistemi. Tehnične specifikacije 
opreme, ki se uporablja za fizično varovanje tajnih podatkov EU, se določi v varnostnih 
smernicah, ki jih odobri Varnostni odbor. Opremo je treba redno vzdrževati, varnostne 
sisteme pa je treba redno inšpekcijsko pregledovati. S temi ukrepi naj bi se zagotovilo, da 
vsa oprema deluje optimalno. Med vsakim inšpekcijskim pregledom se učinkovitost 
posameznih varnostnih ukrepov in celotnega varnostnega sistema ponovno oceni (Sklep 
Sveta, L 274/18). 
 
 FIZIČNO ZAŠČITENA OBMOČJA 
 
Za fizično zaščito tajnih podatkov EU se vzpostavi dvoje vrst fizično zaščitenih območij, in 
sicer upravno območje in varovano območje.  
 
Na upravnih območjih se vzpostavi vidno določena varnostna točka, ki omogoča 
preverjanje posameznikov in po možnosti vozil. Osebe morajo imeti ves čas spremstvo ali 
morajo biti pod enakovrednim nadzorom. Vstop brez spremstva se odobri le 
posameznikom, ki jih je pristojni organ za vstop pravilno pooblastil.  
 
Na varovanih območjih je treba vzpostaviti vidno določeno in zaščiteno varnostno točko, 
preko katere se vsi vhodi in izhodi nadzorujejo z uporabo prepustnic ali s sistemom 
prepoznavanja oseb. Brez spremstva lahko vstopajo le osebe, ki so varnostno preverjene, 
in osebe, ki so posebej pooblaščene za vstop. Vse ostale osebe morajo imeti ves čas 
spremstvo ali morajo biti pod enakovrednim nadzorom (Sklep Sveta, L 274/18).  
 
Kadar vstop na varovano območje praktično pomeni neposreden dostop do tajnih 
podatkov na tem območju, se postopa skladno s pravili za najvišjo stopnjo tajnosti, ki se 
obravnava na tem območju. Vsi obiskovalci potrebujejo posebno dovoljenje za vstop na 




Varovana območja, ki so zaščitena pred prisluškovanjem, se določijo za tehnično varovana 
območja. Za ta območja veljajo dodatne zahteve. Območja so opremljena s sistemom 
odkrivanja vsiljivcev. Kadar v teh prostorih ni nikogar, morajo biti zaklenjeni ali varovani. 
Vsi ključi teh prostorov morajo biti pod nadzorom, nadzirata pa se tudi vstop vseh oseb in 
vnos materiala na ta območja. V teh območjih se skladno z zahtevami pristojnega 
varnostnega organa redno izvajajo redni in tehnični inšpekcijski nadzori. Komunikacijski 
vodi ter nedovoljeni telefoni in električna in elektronska oprema na teh območjih niso 
dovoljeni.  
 
Za vsako varovano območje je treba vzpostaviti varnostno-operativne postopke. Ti 
določajo stopnjo tajnih podatkov EU, ki se lahko hranijo v teh območjih. Določiti je treba 
uporabljene nadzore in zaščitne ukrepe ter posameznike, ki lahko brez spremstva 
dostopajo na to območje (Sklep Sveta, L 274/19).  
 
 FIZIČNI ZAŠČITNI UKREPI ZA DELO S TAJNIMI PODATKI EU IN NJIHOVO HRAMBO 
 
Delo s tajnimi podatki s stopnjo tajnosti RESTREINT UE/EU RESTRICTED lahko poteka v 
varovanem in v upravnem območju, če so tajni podatki EU zaščiteni pred dostopom 
nepooblaščenih posameznikov. Tajni podatki se hranijo v ustreznem zaklenjenem 
pisarniškem pohištvu, ki se nahaja v upravnem ali varovanem območju. Če se tajni 
podatki hranijo zunaj upravnega ali varnostnega območja, se mora imetnik podatkov 
zavezati, da bo ravnal v skladu z nadomestnimi ukrepi iz varnostnih navodil pristojnega 
varnostnega organa. 
 
Delo s tajnimi podatki s stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali 
SECRET UE/EU SECRET sme potekati v upravnem območju, če so tajni podatki EU 
zaščiteni pred dostopom nepooblaščenih oseb, in v varnostnem območju. Zunaj 
upravnega in varovanega območja lahko delo s tajnimi podatki poteka le, če se je imetnik 
podatkov zavezal, da bo ravnal v skladu z nadomestnimi ukrepi iz varnostnih navodil 
pristojnega varnostnega organa. Pogoj je tudi, da so tajni podatki EU ves čas pod 
osebnim nadzorom in da v primeru dokumentov na papirju o tem obvesti pristojni organ. 
Tajni podatki s stopnjo CONFIDENTIEL UE/EU CONFIDENTIAL ali SECRET UE/EU SECRET 
se hranijo v varovanem območju v trezorju ali blagajni. 
 
Delo s tajnimi podatki EU s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET poteka le v 
varovanem območju. 
 
Sklep Sveta v Prilogi III določa natančna pravila o prenašanju tajnih podatkov EU zunaj 






 NADZOR NAD KLJUČI IN KOMBINACIJAMI, KI SE UPORABLJAJO ZA VAROVANJE 
TAJNIH PODATKOV EU 
 
Postopke za ravnanje s ključi in nastavitvami kombinacij za pisarne, sobe, blagajne in 
trezorje določi pristojni varnostni organ. Pomembno je, da si nastavitve kombinacij na 
pamet zapomni najmanjše možno število oseb, ki jih morajo potrebovati. Vse nastavitvene 
kombinacije za trezorje in blagajne je treba spremeniti vsakič, ko se zamenja osebje, ki 
pozna kombinacije. Enako se stori ob vsakem nepooblaščenem razkritju ali sumu na 
razkritje, ob vsakem vzdrževanju ali popravilu ključavnice in najmanj vsakih 12 mesecev 
(Sklep Sveta, L 274/20). 
 
7.6.3 UPRAVLJANJE TAJNIH PODATKOV 
 
V Prilogi III Sklepa Sveta so določeni upravni ukrepi za nadzor nad tajnimi podatki EU ves 
čas njihovega življenjskega cikla. Namenjeni so odvračanju, odkrivanju in obnovitvi 
takšnih podatkov po naključnem ali namernem nepooblaščenem razkritju ali izgubi.  
 
 STOPNJE TAJNOSTI  
 
Podatkom se določi stopnja tajnosti takrat, ko jih je treba varovati zaradi njihove tajnosti. 
Za določanje stopnje tajnosti in za začetno širjenje podatkov je pristojen organ izvora 
tajnih podatkov EU. Stopnja tajnosti se določi ne glede na to, ali je tajni podatek EU v 
pisni, ustni, elektronski ali kateri drugi obliki. Posamezni deli dokumenta (stran, odstavek, 
priloga ...) so lahko različne stopnje tajnosti in so ustrezno označeni. Splošna stopnja 
tajnosti dokumenta ali datoteke mora biti vsaj tako visoka, kot je del istega dokumenta z 
najvišjo stopnjo tajnosti (Sklep Sveta, L 274/21). V "Tabeli 19" je prikazana 
standardizacija okrajšav tajnih podatkov EU. 
 
Tabela 19: Standardizacija okrajšav tajnih podatkov EU 
STOPNJE TAJNOSTI EU OKRAJŠAE EU 
TRES SECRET UE/EU TOP SECRET TS-UE/EU-TS 
SECRET UE/EU SECRET S-UE/EU-S 
CONFIDENTIEL UE/EU CONFIDENTIAL C-UE/EU-C 
RESTREINT UE/EU RESTRICTED R-UE/EU-R 
Vir: Sklep Sveta (L 274/22) 
 
Standardizirane okrajšave se lahko pojavljajo v tajnih dokumentih EU za označevanje 
stopnje delov ali segmentov besedila. Pri pripravi tajnega dokumenta EU je treba jasno 
označiti vsako stran s stopnjo tajnosti, pri čemer mora biti vsaka stran tudi oštevilčena. 
Navesti je treba ime zadeve in opravilno številko dokumenta, ki pa nista tajni podatek, 
razen kadar je to označeno. Dokument je treba datirati in v dokumentih s stopnjo tajnosti 
SECRET UE/EU SECRET je treba na vsaki strani navesti številko kopije, če se razpošilja v 
več izvodih. Ob nastanku tajnih podatkov EU je priporočljivo, da organ izvora tajnega 
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podatka, če je to mogoče, navesti, ali se stopnja tajnosti lahko zniža ali prekliče na 
določen datum ali po določenem dogodku. GSS v ta namen redno pregleduje tajne 
podatke in preverja, ali je stopnja tajnosti še ustrezna. To mora storiti vsaj vsakih pet let. 
Tak pregled ni potreben, če organ izvora že na začetku navede, da bo stopnja tajnosti 
podatkov samodejno znižana ali preklicana (Sklep Sveta, L 274/22). 
 
 VPIS TAJNIH PODATKOV EU IZ VARNOSTNIH RAZLOGOV 
 
V državnih upravah držav članic in za vsak organizacijski objekt GSS, v katerem poteka 
delo s tajnimi podatki EU, se določi pristojni register. Naloga registra je, da zagotovi, da 
delo s tajnimi podatki EU poteka v skladu s Sklepom Sveta. Registri se uredijo kot 
varovana območja. Ob prispetju v organizacijski objekt ali pri odpošiljanju iz njega je 
treba vsako gradivo s stopnjami CONFIDENTIEL UE/EU CONFIDENTIAL in višje vpisati v 
temu namenjen register. Centralni register GSS vodi evidenco vseh tajnih podatkov, ki jih 
Svet in GSS posredujeta tretjim državam in mednarodnim organizacijam, kar velja tudi za 
vse prejete tajne podatke. V primeru informacijskega in komunikacijskega sistema se 
vpisni postopki lahko opravijo v okviru procesov znotraj samega informacijskega in 
komunikacijskega sistema (Sklep Sveta, 274/22). V državah članicah in GSS se določijo 
register in po potrebi podregistri, ki delujejo kot centralni organ za prejemanje in 
razpošiljanje podatkov s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET. Podregistri 
ne smejo pošiljati dokumentov s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET 
neposredno drugim podregistrom, temveč za to potrebujejo pisno dovoljenje centralnega 
registra (Sklep Sveta, 274/23). 
 
 KOPIRANJE IN PREVAJANJE TAJNIH DOKUMENTOV EU 
 
Vsi dokumenti s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET se smejo prevajati ali 
kopirati le s pisnim soglasjem organa izvora. Če organ izvora dokumentov s stopnjo 
tajnosti SECRET UE/EU SECRET in nižje ni navedel opozoril glede prevajanja in kopiranja, 
se lahko po navodilu imetnika takšni dokumenti prevajajo ali kopirajo. Za vse prevode in 
kopije veljajo enaki varnostni ukrepi, kot veljajo za izvorni dokument (Sklep Sveta, 
274/23). 
 
 PRENAŠANJE TAJNIH PODATKOV 
 
Pristojni varnostni organi v GSS in državah članicah morajo izdati navodila za prenašanje 
tajnih podatkov EU v skladu s Sklepom Sveta. 
 
Znotraj stavbe se podatki s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET prenašajo 
v zaščiteni ovojnici, na kateri je samo ime naslovnika.  
 
Podatki s stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali SECRET UE/EU 
SECRET se znotraj EU prenašajo po vojaškem, diplomatskem ali vladnem kurirju, z 
uporabo poštnih služb ali komercialnih kurirskih služb. Prenašajo se lahko tudi ročno, pri 
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čemer je treba upoštevati, da se tajni podatki ne dajo iz rok prenašalca, da se tajni 
podatki ne odprejo na poti in se ne berejo na javnih mestih ter da so posamezniki poučeni 
o svoji odgovornosti v zvezi z varovanjem tajnosti. Posameznikom se po potrebi lahko 
zagotovi kurirsko potrdilo. Za prenos tajnih podatkov RESTREINT UE/EU RESTRICTED ni 
potrebno kurirsko potrdilo, podatki pa se prenašajo preko poštnih služb ali komercialnih 
poštnih služb. Podatki s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET se prenašajo 
ustrezno po vojaškem, diplomatskem ali vladnem kurirju (Sklep Sveta, L 274/23). Tajni 
podatki, ki se prenašajo iz Unije na ozemlje tretje države, so pakirani tako, da so zaščiteni 
pred nepooblaščenim razkritjem. Pravila prenosa tajnih podatkov so enaka predhodnemu 
opisu prenosa znotraj EU (Sklep Sveta, L 274/23). 
 
 UNIČENJE TAJNIH PODATKOV EU 
 
Tajni podatki EU, ki niso več potrebni, se lahko uničijo. Uniči jih po navodilih imetnika 
tajnih podatkov ali pristojnega organa pristojni register. Dokumenti s stopnjo tajnosti 
SECRET UE/EU SECRET se uničijo v prisotnosti priče, ki je varnostno preverjena vsaj do 
stopnje tajnosti dokumenta, ki se uniči. Kadar je priča potrebna, morata uradnik registra 
in priča podpisati potrdilo o uničenju, ki se shrani v registru. Potrdila o uničenju 
dokumenta s stopnjo tajnosti TRES SECRET UE/EU TOP SECRET mora register hraniti vsaj 
deset let, medtem ko mora potrdila CONFIDENTIEL UE/EU CONFIDENTIAL in SECRET 
UE/EU SECRET hraniti najmanj pet let (Sklep Sveta, L 274/23). V primeru izrednih razmer 
imetnik uniči tajne podatke EU tako, da jih ni mogoče delno ali v celoti sestaviti. V primeru 
nujnega uničenja je treba o tem obvestiti organ izvora in izvorni register (Sklep Sveta, L 
274/25). 
 
 OCENJEVALNI OBISKI 
 
Namen ocenjevalnih obiskov (inšpekcijski pregled) je preveriti, ali so pravila, postopki in 
predpisi pri posameznem subjektu ustrezni ter ali praksa subjektov ustreza temeljnim 
načelom in minimalnim standardom iz Sklepa Sveta. Obisk se izvede v dveh fazah. Po 
potrebi se pred samim obiskom lahko izvede pripravljalni sestanek. Nato ocenjevalna 
skupina skupaj z zadevnim subjektom pripravi podroben program obiska, ki mora zajemati 
vsa področja varnosti. Ekipa ocenjevalnega obiska mora imeti dostop do vseh lokacij, kjer 
poteka delo s tajnimi podatki EU, še zlasti do registrov in vložišč komunikacijskih in 
informacijskih sistemov (Sklep Sveta, L 274/25). Na koncu ocenjevalnega obiska se 
obiskovanemu subjektu predložijo glavne ugotovitve in priporočila. Nato sledi priprava 
poročila o ocenjevalnem obisku. Če so bili predlagani korektivni ukrepi in priporočila, je 
treba v poročilo vključiti dovolj podrobnosti, da je mogoče dosežene ugotovitve utemeljiti. 
Končno poročilo prejme ustrezni organ obiskanega subjekta. V pristojnosti varnostnega 
organa GSS se pripravi redno poročilo, v katerem se poudarijo ugotovitve ocenjevalnih 
obiskov, opravljenih v določenem obdobju v državah članicah. Vsa poročila nato prouči 
Varnostni odbor. Varnostni organ GSS pripravi in posodablja kontrolni seznam točk, ki jih 
je treba preveriti med ocenjevalnim obiskom, in ta seznam posreduje Varnostnemu 
odboru (Sklep Sveta, L 274/26). 
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7.6.4 VAROVANJE TAJNIH PODATKOV EU, S KATERIMI POTEKA DELO V 
KOMUNIKACIJSKIH IN INFORMACIJSKIH SISTEMIH 
 
 NAČELA ZA ZAGOTAVLJANJE INDUSTRIJSKE VARNOSTI 
 
V tem delu Sklep Sveta zajema določbe, ki predstavljajo podlago za varnost vseh 
komunikacijskih in informacijskih sistemov, v katerih poteka delo s tajnimi podatki EU. 
Obvladovanje varnostnega tveganja je sestavni del določanja, delovanja, razvijanja in 
vzdrževanja komunikacijskih in informacijskih sistemov. Postopek obvladovanja tveganja 
(ocena, sprejemanje, obveščanje in obravnavanje) kot ponavljajoč se postopek skupaj 
izvajajo predstavniki lastnikov sistema, operativni organi, projektni organi in varnostni 
organi za odobritev, ki uporabljajo preverjen, pregledan in popolnoma razumljiv postopek 
ocene tveganja.  
 
 OBVLADOVANJE VARNOSTNEGA TVEGANJA 
 
Na začetku izvajanja postopka za obvladovanje varnostnega tveganja je treba jasno 
določiti področje komunikacijskih in informacijskih sistemov ter njihovih sestavnih delov. 
Pristojni organ mora proučiti morebitne nevarnosti za komunikacijske in informacijske 
sisteme ter poskrbeti za natančne in posodobljene ocene nevarnosti, ki odražajo trenutno 
operativno okolje. Ocene ranljivih točk je treba redno pregledovati in na tak način slediti 
spremembam na področju informacijske tehnologije. Namen obravnave varnostnega 
tveganja je v uporabi sklopa varnostnih ukrepov, s katerimi se doseže zadovoljivo 
ravnovesje med zahtevanimi uporabniki, stroški in preostalimi varnostnimi tveganji. 
 
 VARNOST VES ČAS ŽIVLJENJSKEGA CIKLA KOMUNIKACIJSKIH IN INFORMACIJSKIH 
SISTEMOV 
 
Varnost je treba zagotavljati ves čas življenjskega cikla komunikacijskih in informacijskih 
sistemov, od njihove uvedbe do prenehanja delovanja. Vsaki fazi življenjskega cikla 
komunikacijskega in informacijskega sistema je treba določiti vlogo in interakcijo, ki jo ima 
v zvezi z varnostjo sistema vsak akter, ki je vanj vključen. Vsak komunikacijski in 
informacijski sistem je treba varnostno preizkusiti, da se zagotovi ustrezna stopnja 
jamstva in da se preveri, ali vse deluje pravilno. Tu so zajeti tako tehnični kot netehnični 
varnostni ukrepi (Sklep Sveta, L 274/27). Pregledi, varnostne ocene in inšpekcijski 
pregledi se med obratovanjem komunikacijskega in informacijskega sistema in v času 
njegovega vzdrževanja izvajajo v rednih časovnih intervalih. 
 
 NAJBOLJŠA PRAKSA 
 
Prav tako se komunikacijsko-informacijski sistemi preverijo v izjemnih okoliščinah. Pri 
oblikovanju najboljših praks za varovanje tajnih podatkov EU sodelujejo GSS in države 




 GLOBINSKA OBRAMBA 
 
Za ublažitev tveganja za komunikacijski in informacijski sistem se izvaja vrsta tehničnih in 
netehničnih varnostnih ukrepov, ki se določijo glede na oceno tveganja. Ti so organizirani 
kot večplastna obramba in zajemajo: 
– odvračanje: varnostni ukrepi so sprejeti za odvrnitev načrtovanja sovražnih napadov 
na komunikacijske in informacijske sisteme, 
– odkrivanje: varnostni ukrepi so sprejeti za odkrivanje napadov na komunikacijske in 
informacijske sisteme, 
– preprečevanje: varnostni ukrepi so sprejeti za oviranje ali zaustavitev napadov na 
komunikacijske in informacijske sisteme, 
– odpornost: varnostni ukrepi so sprejeti za omejitev učinka napadov na najmanjši 
možen sklop podatkov ali sestavnih delov komunikacijskih in informacijskih sistemov 
in preprečevanje nadaljnje škode, 
– ponovno vzpostavitev: varnostni ukrepi so sprejeti za ponovno vzpostavitev varnosti v 
okviru komunikacijskih in informacijskih sistemov. 
 
 NAČELO MINIMALNOSTI IN NAJMANJŠEGA PRIVILEGIJA 
 
Da bi se izognili izpostavljanju nepotrebnim tveganjem, se izvajajo le ključne 
funkcionalnosti, storitve in naprave, potrebne za obratovanje. Uporabniki komunikacijskih 
in informacijskih sistemov ter avtomatizirani postopki dobijo le takšen dostop, pooblastila 
in privilegije, ki jih potrebujejo za opravljanje svojih nalog (Sklep Sveta, L 274/28). 
 
 OZAVEŠČENOST O ZAGOTAVLJANJU INFORMACIJSKE VREDNOSTI 
 
V prvi vrsti je za varnost komunikacijskih in informacijskih sistemov pomembno 
poznavanje tveganja in razpoložljivih varnostnih ukrepov. Osebje, ki je vključeno v 
življenjski cikel komunikacijskih in informacijskih sistem, vključno z uporabniki, se morajo 
zavedati, da lahko s kršitvijo varnosti povzročijo znatno škodo v komunikacijskih in 
informacijskih sistemih. Prav tako se morajo zavedati morebitne škode za druge, ki lahko 
nastane zaradi medsebojne povezanosti in soodvisnosti, ter tudi svoje odgovornosti v 
zvezi z varnostjo komunikacijskih in informacijskih sistemov (Sklep Sveta, L 274/28). Z 
namenom zagotoviti ustrezno razumevanje odgovornosti glede varnosti so potrebna 
izobraževanja o informacijski varnosti in usposabljanja za krepitev ozaveščenosti (Sklep 
Sveta, L 274/29). 
 
 OCENA IN ODOBRITEV VARNOSTNIH IZDELKOV IT 
 
Stopnja jamstva se določi glede na rezultat postopka obvladovanja tveganja in v skladu z 
ustreznimi varnostnimi politikami in varnostnimi smernicami. Stopnja jamstva se preveri z 
mednarodno priznanimi metodologijami in postopki. Prav tako se lahko preveri z 
metodologijami in postopki, ki so odobreni na nacionalni ravni (ocena, nadzor in presoja). 
Šifrirne izdelke za varovanje tajnih podatkov EU oceni in odobri posamezni nacionalni 
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organ države članice za odobritev šifrirnih izdelkov in metod. Preden se takšni izdelki 
priporočijo v odobritev Svetu ali generalnemu sekretarju, jih mora pozitivno oceniti še 
drug ustrezno usposobljen organ države članice, ki ni vključen v načrtovanje ali 
izdelovanje opreme. Natančnost druge ocene je odvisna od predvidene najvišje stopnje 
tajnosti tajnih podatkov EU, ki se bodo varovali s tem izdelkom. Odobritev šifrirnih 
izdelkov odobri Svet (Sklep Sveta, L 274/29).  
 
 POŠILJANJE ZNOTRAJ VAROVANIH IN UPRAVNIH OBMOČIJ 
 
Kadar je pošiljanje tajnih podatkov EU omejeno na varovana območja ali na upravna 
območja, se sme uporabiti nešifrirano pošiljanje ali šifriranje na nižji stopnji, a po 
odobritvi organa za varnostno akreditacijo51 (Sklep Sveta, L 274/29). 
 
 VARNE MEDSEBOJNE POVEZAVE KOMUNIKACIJSKIH IN INFORMACIJSKIH SISTEMOV 
 
Medsebojna povezanost sistemov pomeni neposredno povezavo dveh ali več sistemov 
informacijske tehnologije za namen izvajanja podatkov in drugih informacijskih virov v eni 
ali več smeri. Komunikacijski in informacijski sistemi vsak sistem informacijske tehnologije, 
ki je povezan z njimi, samodejno obravnavajo kot zanesljiv in izvedejo ukrepe varovanja, s 
katerimi se nadzoruje izmenjava tajnih podatkov. Akreditiran komunikacijski in 
informacijski sistem ne sme biti povezan z nezavarovanim ali javnim omrežjem. To je 
dovoljeno le v primeru, ko ima komunikacijski in informacijski sistem v ta namen med 
njim ter nezavarovanim ali javnim omrežjem nameščene odobrene storitve v zvezi z 
zaščito razmejitve. Takšne varnostne medsebojne povezave pregleda pristojni varnostni 
organ za zagotavljanje informacijske varnosti, odobri pa jih pristojni varnostni organ za 
varnostno akreditacijo (Sklep Sveta, L 274/30). 
 
 RAČUNALNIŠKI NOSILCI PODATKOV 
 
Pristojni varnostni organ odobri postopke za uničenje računalniških nosilcev podatkov. 
Dovoljena je ponovna uporaba računalniških nosilcev, katerih stopnja tajnosti se lahko v 
skladu z varnostnimi smernicami iz 6. člena Sklepa Sveta zniža ali zviša (Sklep Sveta, L 
274/30). 
 
 IZREDNE RAZMERE 
 
Za izredne razmere se štejejo vojne razmere, spopadi ali izjemne operativne okoliščine. V 
primeru izrednih razmer se lahko uporabijo posebni postopki in o tem se naknadno pošlje 
                                        
51 Akreditacija je postopek, ki se zaključi z uradno izjavo organa za varnostno akreditacijo o 
odobritvi sistema, da deluje z določeno stopnjo tajnosti v posebnem varnostnem načinu delovanja 
v svojem operativnem okolju in s spremenljivo stopnjo tveganja, ob predpostavki, da je bila 




poročilo pristojnemu organu in Varnostnemu odboru. Tajni podatki EU se smejo prenašati 
z uporabo šifrirnih izdelkov, ki so bili odobreni za nižjo stopnjo varnosti ali brez šifriranja s 
soglasjem pristojnega organa, če bi: 
 kakršnakoli zamuda povzročila škodo, ki bi bila nedvomno večja od škode zaradi 
razkritja tajnega gradiva, 
 da pošiljatelj in prejemnik nimata potrebnih naprav za šifriranje ali tajnega gradiva ni 
mogoče pravočasno poslati na drugi način (Sklep Sveta, L 274/30). 
 
 FUNKCIJE IN ORGANI ZA ZAGOTAVLJANJE INFORMACIJSKE VARNOSTI 
 
Organ za zagotavljanje informacijske varnosti je odgovoren za: 
 varovanje tehničnih informacij, ki so povezane s šifrirnimi izdelki in za njihovo 
delovanje, 
 razvijanje varnostnih politik in varnostnih smernic za zagotavljanje informacijske 
varnosti ter za spremljanje njihove ustreznosti in učinkovitosti, 
 zagotavljanje, da so šifrirni izdelki izbrani v skladu s politikami in da so ukrepi za 
zagotavljanje informacijske varnosti v skladu z ustreznimi politikami, 
 usklajevanje ozaveščenosti in usposabljanja o informacijski varnosti, 
 posvetovanje z akterji na varnostnem področju in predstavniki uporabnikov ter tudi s 
ponudniki sistema glede varnostnih politik in varnostnih smernic za zagotavljanje 
informacijske varnosti, 
 zagotavljanje razpoložljivosti strokovnega znanja v strokovnem področju Varnostnega 
odbora za zagotavljanje informacijske varnosti (Sklep Sveta, L 274/30). 
 
Organ TEMPEST52 zagotavlja, da komunikacijski in informacijski sistemi ustrezajo 
politikam in smernicam TEMPEST. Protiukrepe TEMPEST za namestitev in izdelke za 
varovanje tajnih podatkov EU do določene stopnje tajnosti odobri organ v njegovem 
operativnem okolju (Sklep Sveta, L 274/31). 
 
Organ za odobritev šifrirnih metod in izdelkov mora zagotoviti, da šifrirni izdelki ustrezajo 
nacionalni šifrirni politiki ali šifrirni politiki Sveta. Šifrirni izdelek odobri za varovanje tajnih 
podatkov EU v njegovem operativnem okolju. Poleg odobritev šifrirnih metod in izdelkov 
je organ države članice pristojen za ocenjevanje šifrirnih izdelkov (Sklep Sveta, L 274/31). 
 
Organ za razpošiljanje šifrirnega materiala je odgovoren za upravljanje šifrirnega gradiva 
EU in vodenje evidenc o tem gradivu. Organ mora zagotavljati, da se uporabljajo ustrezni 
postopki in da so vzpostavljeni ustrezni mehanizmi za vodenje evidenc. Zagotoviti mora 
pogoje za varno delo z vsemi šifrirnimi gradivi EU ter tudi za shranjevanje in razpošiljanje 
tega gradiva (Sklep Sveta, L 274/31). 
 
                                        
52 TEMPEST pomeni proučevanje, preiskavo in nadzor škodljivega elektromagnetnega oddajanja ter 
ukrepe za njegovo preprečevanje (Sklep Sveta, L 274/44). 
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Organ za varnostno akreditacijo je za vsak sistem odgovoren za vzpostavitev postopka 
varnostne akreditacije v skladu z ustreznimi politikami, pri čemer jasno določi pogoje za 
odobritev komunikacijskih in informacijskih sistemov. Zagotoviti mora, da je 
komunikacijski in informacijski sistem v skladu z ustreznimi politikami in varnostnimi 
smernicami, ter daje izjave o odobritvi sistemov v njegovem operativnem okolju. Naloga 
organa je določiti strategije za varnostno akreditacijo, ki določa stopnjo natančnosti za 
akreditacijski postopek, ustrezen zahtevani stopnji jamstva. Organ mora preveriti izvajanje 
varnostnih ukrepov v zvezi s komunikacijskim in informacijskim sistemom v obliki 
pregledov, inšpekcijskega nadzora in z izvedbo ali naročilom varnostnih ocen. Za 
občutljiva delovna mesta mora organ določiti varnostne zahteve. Potrditi mora odobrene 
šifrirne izdelke in izdelke TEMPEST, ki se uporabljajo za zagotavljanje varnosti 
komunikacijskih in informacijskih sistemov. Prav tako mora organ odobriti medsebojne 
povezave komunikacijskega in informacijskega sistema z drugimi sistemi. 
 
Za akreditiranje vseh komunikacijskih in informacijskih sistemov, ki delujejo v prostorih 
GSS, je odgovoren organ za varnostno akreditacijo GSS (Sklep Sveta, L 274/31). Pristojni 
organ posamezne države članice je odgovoren za akreditiranje komunikacijskih in 
informacijskih sistemov in komponent teh sistemov, ki delujejo v pristojnosti države 
članice. Skupni odbor za varnostno akreditacijo sestavljajo po en predstavnik organa za 
varnostno akreditacijo iz vsake države članice. Odbor je odgovoren za akreditacijo 
komunikacijskih in informacijskih sistemov, ki so v pristojnosti organa GSS za varnostno 
akreditacijo in organov držav članic za varnostno akreditacijo. Odbor o svojih dejavnostih 
redno poroča Varnostnemu odboru in ga obvešča tudi o vseh izjavah o akreditaciji (Sklep 
Sveta, L 274/32). 
 
Operativni organ za zagotavljanje informacijske varnosti je za vsak sistem odgovoren za 
pripravo varnostne dokumentacije v skladu z varnostnimi politikami in varnostnimi 
smernicami. Njegovi nalogi sta tudi sodelovati pri izboru in preizkušanju tehničnih 
varnostnih ukrepov, naprav in programske opreme ter sodelovati pri izboru varnostnih 
ukrepov in naprav TEMPEST. Organ je odgovoren za upravljanje šifrirnih izdelkov in delo z 
njimi, pripravo usposabljanja s področja komunikacijskih in informacijskih sistemov ter za 
izvajanje in vodenje varnostnih ukrepov za te sisteme (Sklep Sveta, L 274/32). 
 
7.6.5 INDUSTRIJSKA VARNOST 
 
V tem delu so zajete določbe iz 11. člena Sklepa Sveta in zajemajo splošne varnostne 
določbe, ki veljajo za industrijske ali druge subjekte v pogajanjih pred sklenitvijo pogodbe 
in ves čas življenjskega cikla pogodb s tajnimi podatki, ki jih sklene GSS. 
 
 VARNOSTNI ELEMENTI V POGODBAH S TAJNIMI PODATKI 
 
Pred objavo razpisa ali sklenitvijo pogodbe s tajnimi podatki GSS kot naročnik določi 
stopnjo tajnosti podatkov, ki se posredujejo ponudnikom in izvajalcem. Za ta namen GSS 
pripravi vodič po stopnjah tajnosti, ki se uporablja pri izvajanju pogodbe. V listini o 
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varnostnih vidikih so opisane varnostne zahteve, povezane s posamezno pogodbo. Po 
potrebi je listini dodan vodič po stopnjah tajnosti in je sestavni del pogodbe ali 
podizvajalske pogodbe s tajnimi podatki. Listina o varnostnih vidikih zajema določbe, ki od 
izvajalcev in podizvajalcev zahtevajo spoštovanje minimalnih standardov iz Sklepa Sveta. 
Nespoštovanje minimalnih standardov je lahko zadosten razlog za prekinitev pogodbe. 
Naročnik programa ali projekta lahko pripravi posebna varnostna navodila, ki zajemajo 
dodatne varnostne zahteve. Ta navodila morajo predhodno odobriti nacionalni varnostni 
organi držav članic, ki sodelujejo pri varnostnih navodilih za posamezen program ali 
projekt (Sklep Sveta, L 274/33). 
 
 VARNOSTNO DOVOLJENJE ORGANIZACIJE 
 
Varnostno dovoljenje izda pristojni organ države članice v skladu z nacionalno zakonodajo 
in drugimi predpisi. To pomeni, da je industrijski ali drug subjekt v svojih prostorih 
zmožen varovati tajne podatke EU z ustrezno stopnjo tajnosti. Dovoljenje se predloži GSS 
kot naročniku, še preden se izvajalcu ali podizvajalcu zagotovi dostop do tajnih podatkov 
EU (Sklep Sveta, L 274/33). 
 
Pri izdaji varnostnega dovoljenja organizaciji ustrezni nacionalni organ oceni celovitost 
industrijskega ali drugega subjekta, oceni lastništvo, nadzor ali morebitno nedovoljeno 
vplivanje, ki lahko predstavlja varnostno tveganje. Varnostni organ mora preveriti, da ima 
industrijski ali drugi subjekt v svojih prostorih vzpostavljene varnostne sisteme z vsemi 
ustreznimi varnostnimi ukrepi, potrebnimi za varovanje tajnih podatkov ali gradiva s 
stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali SECRET UE/EU SECRET. 
Preveriti je treba tudi člane uprave, lastnike in zaposlene, ki bodo dostopali do tajnih 
podatkov s stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali SECRET UE/EU 
SECRET, ali imajo izdana ustrezna dovoljenja. Prav tako mora industrijski ali drugi subjekt 
imenovati svojega varnostnega uradnika, ki vodstvu odgovarja za izvajanje varnostnih 
obveznosti v takem subjektu. Varnostno dovoljenje organizacije ali dovoljenje za dostop 
do tajnih podatkov se v fazi pred sklenitvijo pogodbe zahtevata, kadar je treba v postopku 
priprave ponudbe predložiti tajne podatke EU. Pred izdajo ustreznega varnostnega 
dovoljenja naročnik ne sme najustreznejšemu ponudniku dodeliti pogodbe s tajnimi 
podatki. Nacionalni varnostni organ, ki je organizaciji izdal varnostno dovoljenje, mora o 
vseh spremembah obvestiti GSS kot naročnika. Če nacionalni varnostni organ odvzame 
organizaciji varnostno dovoljenje, je to zadosten razlog za prekinitev pogodbe s tajnimi 
podatki ali za izključitev ponudnika iz natečaja (Sklep Sveta, L 274/34). 
 
 POGODBE IN PODIZVAJALSKE POGODBE S TAJNIMI PODATKI 
 
Izvajalec ali podizvajalec mora naročniku ob prenehanju veljavnosti pogodbe ali 
podpogodbe s tajnimi podatki vrniti vse tajne podatke EU, ki jih ima (Sklep Sveta, L 
274/34). V listini o varnostnih vidikih se zapišejo posebne določbe o razpolaganju s tajnimi 
podatki EU tako v času izvajanja pogodbe kot tudi po prenehanju njene veljavnosti. Kadar 
sme izvajalec ali podizvajalec obdržati tajne podatke EU tudi po prenehanju veljavnosti 
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pogodbe, mora prav tako ravnati skladno z minimalnimi standardi iz Sklepa Sveta in mora 
varovati tajnost podatkov EU. Izvajalec lahko sklene podizvajalsko pogodbo le pod pogoji, 
ki so določeni v razpisu in v pogodbi, a za to potrebuje predhodno dovoljenje GSS kot 
naročnika. Nobena podizvajalska pogodba se ne sme dodeliti industrijskim ali drugim 
subjektom, ki so registrirani v državi, ki ni članica EU ali nima z Unijo sklenjenega 
sporazuma o varnosti podatkov. Tako pri tajnih podatkih, ki nastanejo pri izvajalcu ali 
podizvajalcu, kot pri tistih, s katerimi izvajalec ali podizvajalec dela, pravice organa izvora 
uveljavlja naročnik (Sklep Sveta, L 274/35). 
 
 OBISKI V ZVEZI S POGODBAMI S TAJNIMI PODATKI 
 
Kadar mora osebje GSS, izvajalcev ali podizvajalcev za izvajanje pogodbe s tajnimi podatki 
imeti dostop do podatkov s stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali 
SECRET UE/EU SECRET v prostorih enih ali drugih, se v sodelovanju z zadevnimi 
nacionalnimi varnostnimi organi organizirajo obiski. Vsi obiskovalci morajo imeti potrebo 
po seznanitvi za dostop do tajnih podatkov EU in ustrezno dovoljenje za dostop do tajnih 
podatkov (Sklep Sveta, L 274/35). 
 
 POŠILJANJE IN PRENAŠANJE TAJNIH PODATKOV EU 
 
Prenos tajnih podatkov EU je podrobneje opisan v Prilogi III z naslovom »Upravljanje 
tajnih podatkov«. Za pošiljanje tajnih podatkov EU z elektronskimi sredstvi pa se 
uporablja določbe iz 10. člena Sklepa Sveta in Priloge IV. 
 
Pri določanju varnostnega režima za prevoz tajnega gradiva je treba upoštevati naslednja 
načela: 
– Varnost tajnega gradiva mora biti zagotovljena od odhodnega kraja do namembnega 
kraja. 
– Za prevoznika se pridobi ustrezno varnostno dovoljenje organizacije, osebje, ki dela s 
pošiljko, pa mora biti ustrezno varnostno preverjeno.  
– Stopnja zaščite se za pošiljko določi glede na najvišjo stopnjo tajnosti, ki jo pošiljka 
vsebuje. 
– Kadar se pošiljka s stopnjo tajnosti CONFIDENTIEL UE/EU CONFIDENTIAL ali SECRET 
UE/EU SECRET prevaža čez mejo, je treba pripraviti načrt prevoza, ki ga odobri 
zadevni nacionalni varnostni organ. 
– Če je le mogoče, se uporabi izključno pot čez države članice EU. 
– Če je mogoče, se prevozi opravijo brez postanka in v najkrajšem možnem času, ki ga 
dovoljujejo okoliščine (Sklep Sveta, L 274/35 do L 274/36). 
 
 PRENOS TAJNIH PODATKOV EU IZVAJALCEM V TRETJIH DRŽAVAH 
 
Pri prenosu tajnih podatkov EU izvajalcem ali podizvajalcem v tretjih državah mora 
potekati prevoz v skladu z varnostnimi ukrepi, dogovorjenimi med GSS kot naročnikom in 
nacionalnim varnostnim organom zadevne tretje države (Sklep Sveta, L 274/36). 
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 PODATKI S STOPNJO TAJNOSTI RESTREINT UE/EU RESTREINT 
 
GSS kot naročnik sme po potrebi v navezi z nacionalnim varnostnim organom države 
članice na podlagi pogodbenih določb izvesti inšpekcijski pregled prostorov izvajalcev ali 
podizvajalcev. Pri nadzoru se preveri, ali so bili skladno s pogodbo uvedeni vsi ustrezni 
varnostni ukrepi za varovanje tajnih podatkov EU s stopnjo tajnosti RESTREINT UE/EU 
RESTRICTED. 
 
Varnostnega dovoljenja ne potrebujejo izvajalci ali podizvajalci in njihovo osebje za 
pogodbo s tajnimi podatki s stopnjo tajnosti RESTREINT UE/EU RESTRICTED, ki jih sklene 
GSS (Sklep Sveta, L 274/36). 
 
7.6.6 IZMENJAVA TAJNIH PODATKOV S TRETJIMI DRŽAVAMI IN 
MEDNARODNIMI ORGANIZACIJAMI 
 
V tem delu so zajete določbe iz 13. člena Sklepa Sveta. 
 
 OKVIRI ZA IZMENJAVO TAJNIH PODATKOV 
 
Ko Svet ugotovi, da obstaja dolgoročna potreba po izmenjavi tajnih podatkov, sklene 
sporazum o varnosti podatkov ali dogovor o izvajanju.  
 
 SPORAZUMI O VARNOSTI PODATKOV 
 
Sporazumi o varnosti podatkov določajo temeljna načela in minimalne standarde med 
Unijo in tretjo državo ali mednarodno organizacijo. Sporazumi vsebujejo tehnične 
izvedbene določbe, o katerih se dogovorijo pristojni varnostni organi. Te določbe 
upoštevajo stopnjo varovanja, ki jo določajo veljavni varnostni predpisi, strukture in 
postopki v zadevni tretji državi ter jih odobri Varnostni odbor. V skladu s sporazumom o 
varnosti podatkov se noben tajni podatek EU ne izmenjuje z elektronskimi sredstvi, če to 
ni izrecno določeno v sporazumu ali ustreznih tehničnih izvedbenih določbah. Ob sklenitvi 
sporazuma vsaka stran določi register, ki je glavna točka vstopa in izstopa pri izmenjavi 
tajnih podatkov. Za preverjanje učinkovitosti varnostnih predpisov, struktur in postopkov v 
zadevni tretji državi se lahko opravijo ocenjevalni obiski v skladu s Prilogo III (Sklep 
Sveta, L 274/37). O ugotovitvah obiska se pripravi poročilo, na podlagi katerega Varnostni 
odbor določi najvišjo stopnjo tajnih podatkov EU, ki se bodo izmenjevali. Preden se tajni 
podatki EU posredujejo zadevni tretji državi, mora Varnostni odbor podati pozitivno 
mnenje. 
 
Nadaljnji ocenjevalni obiski se lahko izvajajo, če je treba zvišati stopnjo tajnosti podatkov 
EU, ki se bodo izmenjevali, če je bila Unija uradno obveščena o bistvenih spremembah 
varnostnih ureditev tretje države ali če so bili zaradi resnega dogodka nepooblaščeno 




 DOGOVORI O IZVAJANJU 
 
Kadar obstaja dolgoročna potreba po izmenjavi tajnih podatkov s tretjo državo ali 
mednarodno organizacijo in je Varnostni odbor ugotovil, da tretja stran nima dovolj 
razvitega varnostnega sistema, da bi bila zmožna skleniti sporazum o varnostni politiki, se 
sklene dogovor o izvajanju. Dogovori o izvajanju so praviloma v pisni obliki, v elektronski 
obliki pa se smejo tajni podatki EU izmenjati le, če je tako določeno v dogovoru (Sklep 
Sveta, L 274/38). 
 
 IZMENJAVA TAJNIH PODATKOV V OKVIRU OPERACIJE SVOP 
 
V operacijah skupne varnostne in obrambne politike se sodelovanje s tretjimi državami ali 
mednarodnimi organizacijami ureja v okviru sporazumov o sodelovanju. Ti sporazumi 
vključujejo določbe o posredovanju tajnih podatkov EU, ki nastanejo za namene operacij 
skupne varnostne in obrambne politike s sodelujočimi tretjimi državami ali mednarodnimi 
organizacijami. Najvišja stopnja tajnosti, ki se sme izmenjati, je RESTREINT UE/EU 
RESTRICTED za civilne operacije in CONFIDENTIEL UE/EU CONFIDENTIAL za vojaške 
operacije skupne varnostne in obrambne politike. 
 
Ad hoc sporazumi, ki se sklenejo za določeno operacijo skupne varnostne in obrambne 
politike, vsebujejo določbe o posredovanju tajnih podatkov EU, ki nastanejo za namene te 
operacije. Najvišja stopnja tajnosti tajnih podatkov EU, ki se smejo izmenjati, je 
RESTREINT UE/EU RESTRICTED za civilne in CONFIDENTIEL UE/EU CONFIDENTIAL za 
vojaške operacije skupne varnostne in obrambne politike. Če je v posameznem 
sporazumu ali dogovoru izrecno dovoljeno, da je izmenjava tajnih podatkov EU dovoljena 
z elektronskimi sredstvi, se ta sme uporabljati, drugače ni dovoljena (Sklep Sveta, L 
274/39). 
 
 AD HOC POSREDOVANJE TAJNIH PODATKOV EU V IZJEMNIH PRIMERIH 
 
Kadar Svet ali njegovo drugo pripravljalno telo ugotovi, da obstaja izjemna potreba po 
posredovanju tajnih podatkov EU tretji državi ali mednarodni organizaciji, GSS preveri pri 
varnostnem organu tretje države, ali njeni varnostni predpisi, strukture in postopki 
zagotavljajo, da bodo dani tajni podatki EU varovani po standardih, ki niso manj strogi od 
standardov iz Sklepa Sveta. Prav tako pozove Varnostni odbor, da na podlagi razpoložljivih 
informacij izda poročilo o tem, ali je mogoče zaupati varnostnim predpisom, strukturam in 
postopkom tretje države ali mednarodne organizacije, ki bo prejemnica tajnega podatka 
EU. Varnostni odbor lahko izda pozitivno ali negativno priporočilo. V primeru, da pride do 
predaje tajnega podatka EU drugi strani, se mora ob predaji tretja stran pisno zavezati, 
da bo varovala tajne podatke EU v skladu s temeljnimi načeli in minimalnimi standardi, 






 POOBLASTILO ZA POSREDOVANJE TAJNIH PODATKOV EU TRETJIM DRŽAVAM ALI 
MEDNARODNIM ORGANIZACIJAM 
 
Generalni sekretar je pooblaščen za prenos tajnih podatkov EU tretji državi ali mednarodni 
organizaciji, lahko pa za to dejanje pooblasti višje uradnike GSS (Sklep Sveta, L 274/40).  
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8 PREVERITEV HIPOTEZ IN SKLEPNE UGOTOVITVE 
 
H1: Po proučitvi slovenske zakonodaje lahko trdimo, da sistemizacija delovnih 
mest v upravah določa, da nekateri javni uslužbenci potrebujejo varnostno 
preverjanje za dostop do tajnih podatkov. 
 
Po ZJU (6. člen) je sistemizacija delovnih mest tisti akt, ki določa delovna mesta ter 
vsebuje opis pogojev in nalog za posamezno delovno mesto. Kaj vse je treba upoštevati 
pri določanju sistemizacije delovnih mest, določa Uredba o notranji organizaciji. Poleg 
ostalih pogojev, ki so natančno določeni v 46. členu Uredbe o notranji organizaciji, 
sistemizaciji, delovnih mestih in nazivih v organih javne uprave in pravosodnih organov, je 
za potrditev naše hipoteze pomemben pogoj »pooblastila za dostop do tajnih podatkov«.  
 
V četrtem poglavju magistrske naloge je predstavljena sistemizacija DPDVN, kjer je 
sistemiziranih 44 delovnih mest. Iz »priloge 1« je razvidno, da imajo vsa delovna mesta 
razen enega v sistemizaciji določeno, da posameznik potrebuje pooblastilo za dostop do 
tajnih podatkov. 
 
V »prilogi 2« je izdelan pregled nalog, določenih v sistemizaciji delovnih mest za tri 
sekretarska delovna mesta (različne stopnje tajnosti) v Sektorju za sistemsko usmerjanje 
in nadzor policije. Iz preglednice je razvidno, da sistemizacija za vsako sekretarsko 
delovno mesto določa različno stopnjo tajnosti. Prav tako lahko iz preglednice razberemo, 
da se naloge za posamezna sekretarska mesta med seboj razlikujejo.  
 
Sledila je primerjava (v »prilogi 3«) petih podsekretarskih delovnih mest (različna stopnja 
tajnosti) za isti sektor. Za razliko od prej primerjanih sekretarskih delovnih mest se naloge 
za posamezna podsekretarska delovna mesta med seboj ne razlikujejo. Edina razlika je, 
da je pri enem podsekretarskem delovnem mestu pri pogoju »neposredna pomoč pri 
vodenju strokovnih nalog na delu delovnega področja ministrstva« dodano »oziroma 
notranje organizacijske enote«. 
 
V »prilogi 4« je izdelana primerjava nalog, določenih v sistemizaciji delovnih mest za 
sekretarja, višjega svetovalca in koordinatorja, ki za opravljanje svojega dela potrebujejo 
dovoljenje z najvišjo stopnjo tajnosti v Sektorju za tajne podatke. Iz preglednice je 
razvidno, da se njihove naloge, opredeljene v sistemizaciji, med seboj razlikujejo. Prav 
tako lahko v tej primerjavi opazimo, da je pooblastilo za dostop do tajnih podatkov 
potrebno tako za uradniško delovno mesto kot tudi za strokovno-tehnično delovno mesto. 
 
Kot je bilo že omenjeno, Uredba o notranji organizaciji določa pogoj »pooblastilo za 
dostop do tajnih podatkov«. Šele z vpogledom v sistemizacijo pa dejansko ugotovimo, ali 
za posamezno delovno mesto oseba potrebuje dovoljenje za dostop do tajnih podatkov, 
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katero stopnjo dovoljenja potrebuje in ali potrebuje tudi EU-dovoljenje in NATO-
dovoljenje. Predstojnik organa je tisti, ki oceni, katera delovna mesta potrebujejo dostop 
do tajnih podatkov in katera ne. V preglednicah 2, 3, in 4 smo dokazali, da lahko pri istem 
opisu nalog osebe potrebujejo različno stopnjo dovoljenja za dostop do tajnih podatkov.  
 
Po proučitvi sistemizacije DPDVN lahko potrdimo, da sistemizacija delovnih mest v 
upravah določa posamezna delovna mesta, na katerih javni uslužbenci potrebujejo 
varnostno preverjanje za dostop do tajnih podatkov. 
 
H2: Slovenska zakonodaja zajema vse minimalne standarde varovanja tajnih 
podatkov, kot so določeni v Sklepu Sveta o varnostnih predpisih za varovanje 
tajnih podatkov EU. 
 
Sklep Sveta se po strukturi nekoliko razlikuje od ZTP. V uvodnem delu (1. do 19. člen) je 
struktura primerljiva s celotnim ZTP. Nato sledijo »priloge«, s katerimi Sklep Sveta 
podrobneje ureja šest področij: področje varnostnega osebja (Priloga 1), fizične varnosti 
(Priloga 2), obravnavanja tajnih podatkov (Priloga 3), zaščite tajnih podatkov EU, s 
katerimi poteka delo v komunikacijskih in informacijskih sistemih (Priloga 4), industrijske 
varnosti (Priloga 5) ter izmenjave tajnih podatkov s tretjimi državami in mednarodnimi 
organizacijami (Priloga 6). Prilogam sledi »dodatek«, ki je sestavljen iz štirih delov. 
Dodatek A zajema opredelitev pojmov, dodatek B zajema enakovredne stopnje tajnosti, 
dodatek C zajema seznam nacionalnih varnostnih organov in dodatek D zajema seznam 
vseh uporabljenih kratic. 
 
V Prilogi 1, v kateri Sklep Sveta določa minimalne standarde za področje varnostnega 
osebja, so določena merila za ugotavljanje, ali je posameznik vreden zaupanja, zanesljiv 
in dovolj lojalen, da je lahko pooblaščen za dostop do tajnih podatkov EU. Tu je 
podrobneje opisano, kdo sme dostopati do tajnih podatkov in pod katerimi pogoji, 
varovanje in ozaveščanje o varovanju tajnosti in kaj storiti v izjemnih okoliščinah.  
 
Poleg ZTP to področje pri nas podrobneje ureja Uredba o varnostnem preverjanju in izdaji 
dovoljenj za dostop do tajnih podatkov. 
 
V Prilogi 2, v kateri Sklep Sveta določa minimalne standarde za fizično varovanje 
prostorov, stavb, sob, pisarn in drugih območij, kjer poteka delo s tajnimi podatki in kjer 
se ti podatki hranijo. Podrobno so opisane zahteve in ukrepi glede fizične varnosti, fizično 
zaščitena območja in ukrepi za delo s tajnimi podatki ter za nadzor nad ključi in 
kombinacijami, ki se uporabljajo za varovanje tajnih podatkov.  
 
Pri nas poleg ZTP to področje podrobneje urejajo Uredba o varovanju tajnih podatkov v 
komunikacijsko-informacijskih sistemih, Uredba o varovanju tajnih podatkov in Sklep o 





V Prilogi 3 Sklep Sveta določa upravne ukrepe za nadzor nad tajnimi podatki ves čas 
njihovega življenjskega cikla. Tu Sklep Sveta opredeljuje stopnje tajnosti in njihove 
oznake, prenašanje in uničenje tajnih podatkov ter ocenjevalne obiske. 
 
Pri nas poleg ZTP to področje urejata še Uredba o varovanju tajnih podatkov in Uredba o 
notranjem nadzoru nad izvajanjem zakona o tajnih podatkih in predpisov izdanih na 
njegovi podlagi. 
 
V prilogi 4 Sklep Sveta ureja področje zagotavljanja varnosti tajnih podatkov v 
komunikacijskih in informacijskih sistemih. 
 
To področje pri nas poleg ZTP podrobneje urejata tudi Uredba o varovanju tajnih 
podatkov v komunikacijsko-informacijskih sistemih in Uredba o varovanju tajnih podatkov. 
 
V prilogi 5 Sklep Sveta opredeljuje splošne varnostne določbe, ki veljajo za industrijske ali 
druge subjekte v pogajanjih pred sklenitvijo pogodbe in ves čas trajanja pogodbe. 
 
Poleg ZTP to področje pri nas podrobneje ureja Uredba o načinu in postopku ugotavljanja 
pogojev za izdajo varnostnega dovoljenja organizacijam. 
 
V prilogi 6 Sklep Sveta določa okvir za izmenjavo tajnih podatkov med državami. Če se 
izkaže, da obstaja dolgoročna potreba o izmenjavi tajnih podatkov med državama 
članicama, se sklene sporazum o varnosti podatkov ali dogovor o izvajanju. 
 
Slovenija je do leta 2015 v skladu z minimalnimi standardi Sklepa Sveta sklenila 24 
mednarodnih dvostranskih sporazumov. Od tega je sklenila 16 sporazumov z državami 
članicami EU, ki so podrobneje opisani v osmem poglavju magistrske naloge. 
 
Dodatek A opredeljuje temeljne pojme, ki so uporabljeni v Sklepu Sveta, kar lahko 
primerjamo z opredelitvijo pojmov v naši zakonodaji, ki je praviloma na začetku 
posameznega zakona ali uredbe. 
 
V Dodatku B so zajete enakovredne stopnje tajnosti med državami. V šestem poglavju 
magistrske naloge je predstavljenih šestnajst enakovrednih stopenj tajnosti, saj so 
sestavni del posameznega mednarodnega dvostranskega sporazuma. ZTP in ostala naša 
zakonodaja ne zajemata enakovrednih stopenj tajnosti in tudi ne zajemata seznama 
nacionalnih varnostnih organov (dodatek C) in seznama vseh uporabljenih kratic (dodatek 
D). Vsi trije dodatki se neposredno nanašajo na tajne podatke in so v pomoč za lažje 
razumevanje in boljši pregled nad področjem tajnih podatkov, oziroma kot mi radi 
rečemo, »da je vse na kupu«. Vsaka širitev EU pomeni posledično spremembo dodatka B 
in dodatka C, kar je povezano s spreminjanjem tega dela zakonodaje in posledično tudi s 
stroški. Zaradi vsega omenjenega, sama ne vidim potrebe, da bi dodatke iz Sklepa Sveta 
uvedli v naš ZTP. Čeprav je naša zakonodaja na področju tajnih podatkov sestavljena iz 
zakona in vrste uredb, sem med pisanjem ugotovila, da je vsebinsko preglednejša kot 
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Sklep Sveta. To lahko pripišemo tudi temu, da je Sklep Sveta namenjen vsem članicam 
Unije. Sklep Sveta namreč v veliki meri prepušča posamezni članici, da posamezno 
področje uredi v skladu s svojo nacionalno zakonodajo, pri čemer mora upoštevati 
minimalne standarde, določene s Sklepom Sveta. 
 
Kot je bilo že uvodoma rečeno, Sklep Sveta določa minimalne standarde varovanja tajnih 
podatkov. Vsebino Sklepa Sveta o varnostnih predpisih za varovanje tajnih podatkov EU 
ureja v naši zakonodaji krovni zakon na tem področju, in sicer ZTP. Posamezni segmenti 
ZTP pa so še podrobneje urejeni z uredbami. Po opravljeni primerjavi med Sklepom Sveta 
in našo zakonodajo lahko rečemo, da naša zakonodaja zajema vse minimalne standarde 
varovanja tajnih podatkov, kot so določeni v Sklepu Sveta o varnostnih predpisih za 
varovanje tajnih podatkov EU. 
 
8.1 PRISPEVEK K STROKI IN ZNANOSTI 
 
Rezultati raziskave kažejo, da slovenska zakonodaja zajema vse minimalne standarde, ki 
jih določa Sklep Sveta o varnostnih predpisih za varovanje tajnih podatkov EU. Sklep 
Sveta prepušča posamezni članici, da to področje uskladi skladno s svojo nacionalno 
zakonodajo. Slovenska zakonodaja v celoti dobro ureja področje tajnih podatkov, saj v 
obdobju od osamosvojitve ni prišlo do večjega razkritja tajnih podatkov. V medijih lahko 
zasledimo zgolj posamezne primere razkritja tajnih podatkov, ki se neposredno nanašajo 
na posameznike in na njihovo neprimerno ravnanje, na podlagi katerega pride do 
nepooblaščenega razkritja tajnih podatkov. Sodna praksa, predstavljena v nalogi, 
dokazuje, da občasno prihaja do zlorab in s tem posledično do razkritja tajnih podatkov. 
Da do podobnih dogodkov v prihodnosti ne bi prihajalo, bi bilo koristno dosledno izvajati 
dodatno usposabljanje. Kot je bilo že omenjeno v četrtem poglavju, področje dodatnega 
in osnovnega usposabljanja ureja Uredba o varnostnem preverjanju. Pomanjkljivost 
uredbe je v tem, da pri dodatnem usposabljanju ne določa preverjanja znanja kandidatov. 
Smiselno bi bilo, da bi s spremembo Uredbe o varnostnem preverjanju uredili to 
pomanjkljivost. Uredba bi morala določati, da bi bili kandidati, ki ne dosežejo določenega 
stopnje znanja, ponovno napoteni na osnovno usposabljanje. Tako bi zagotovili, da 
imetniki dovoljenj, ki so dosegli slabši rezultat na dodatnem usposabljanju, osvežijo svoje 
znanje s področja tajnih podatkov.  
 
V magistrski nalogi je bila v četrtem poglavju predstavljena sistemizacija delovnih mest za 
zaposlene v DPDVN (priloga 1). Iz preglednice je razvidno, da vsi zaposleni razen enega 
potrebujejo za opravljanje svojega dela dovoljenje za dostop do tajnih podatkov. Tudi 
število predlogov (preglednica 1) za izdajo dovoljenja za dostop do tajnih podatkov se 
med seboj razlikuje. Leta 2011 je Sektor za tajne podatke prejel v reševanje 800 vlog in 
leta 2014 več kakor 5000. Vzrok za povečanje števila predlogov je v poteku desetletnega 
obdobja za zaposlene v policiji. Večina zaposlenih v policiji ima v sistemizaciji delovnih 
mest določeno, da zaposleni potrebujejo dovoljenje za dostop do tajnih podatkov. 
Koristno bi bilo preveriti sistemizacijo vseh zaposlenih tako v policiji kot tudi na drugih 
delovnih področjih in oceniti, ali posameznik na določenem delovnem mestu resnično 
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potrebuje dovoljenje za dostop do tajnih podatkov. Preveriti bi bilo tudi treba, ali imajo vsi 
posamezniki ustrezno stopnjo tajnosti dovoljenja in če bi se slednja lahko znižala. Znižanje 
stopnje posledično pomeni znižanje stroškov poslovanja in hitrejše reševanje predlogov.  
 
Ker pristojni organ pri varnostnem preverjanju preveri posameznikove navedbe v 
vprašalniku za varnostno preverjanje ter jih primerja s podatki iz uradnih evidenc in 
drugih zbirk podatkov je smiselno, da obseg vprašalnikov ostane enak. V kolikor 
preverjena oseba navaja lažne podatke, je lahko to en izmed razlogov za dvom v 
posameznikovo lojalnost, verodostojnost in zanesljivost. Krajšanje vsebine vprašalnikov bi 
pomenilo "varčevanje na račun varnosti". 
 
Strokovno oceno, ali nekdo potrebuje dovoljenje ali ne, bi lahko podali predstojniki 
organov in organizacijskih enot, ki najbolje poznajo delo svojih zaposlenih. Najbolj 
enostaven in enoten način za podajanje take ocene bi bil pregled dostopov posameznega 
imetnika dovoljenja za obdobje zadnjih petih let.  
 
Ugotovitve in predlagane rešitve iz magistrske naloge bodo lahko UVTP, SOVA, MORS in 
MNZ služile, kot podlaga za spremembo predpisov s področja obravnavanja in varovanja 






Že sam naslov magistrskega dela »Zaposlovanje v upravi in dostop ter ravnanje s tajnimi 
podatki« pove, da naloga zajema dve področji, in sicer zaposlovanje javnih uslužbencev 
na eni strani ter dostop do tajnih podatkov ter ravnanje z njimi na drugi strani. Na 
področju zaposlovanja javnih uslužbencev sta bila v ospredju ZJU in ZDR, na področju 
tajnih podatkov pa ZTP. Poleg omenjenih zakonov obe področji ureja še vrsta 
podzakonskih aktov.  
 
V drugem poglavju je bil v ospredju ZEPDSV, ki določa vrste evidenc, ki so jih dolžni voditi 
delodajalci. V poglavju so opisane evidenca o zaposlenih delavcih, evidenca o stroških 
dela, evidenca o izrabi delovnega časa ter evidenca o oblikah reševanja kolektivnih 
delovnih sporov pri delodajalcu. Vse te evidence služijo za namene uveljavljanja pravic iz 
sistema socialnega zavarovanja in socialnega varstva ter tudi za potrebe inšpekcijskega 
nadzora in kot zagotavljanje statističnega spremljanja. Sledi predstavitev sistema javnih 
uslužbencev in tajnosti podatkov, kjer so uvodoma predstavljeni osnovni pojmi, kot so 
državna uprava, javna uprava, javni sektor in javni uslužbenec. V nadaljevanju sledi opis 
načrtovanja zaposlovanja javnih uslužbencev, kjer so podrobneje predstavljeni 
sistemizacija delovnih mest, pogoji za delovna mesta in kadrovski načrt. Sistemizacija 
delovnih mest je podlaga za zaposlovanje, hkrati pa pripomore tudi k večji organiziranosti 
in lažjemu načrtovanju človeških zmožnosti. Na podlagi kadrovskega načrta pa organi 
upravljajo kadrovske vire in sklepajo delovna razmerja. 
 
Delovna razmerja obsežno ureja temeljni zakon, in to je ZDR. Razmerja med posebnimi 
kategorijami zaposlenih in delodajalci pa urejajo drugi zakoni in v našem primeru, ko gre 
za zaposlovanje javnih uslužbencev, to ureja ZJU. Zakon loči med dvema vrstama javnih 
uslužbencev, in sicer so na eni strani uradniki, ki opravljajo javne naloge oziroma osnovno 
dejavnost, in na drugi strani so strokovno-tehnični javni uslužbenci, ki opravljajo 
spremljajoča dela in naloge. Strokovno-tehnični javni uslužbenci v javnem sektorju 
omogočajo izvajanje osnovnega dela.  
 
Na prosto delovno mesto se lahko premesti javni uslužbenec iz istega organa ali iz 
drugega organa. V ta namen se lahko izvede interni natečaj. Uredba o postopku za 
zasedbo delovnega mesta navaja, da se interni natečaj izvaja z namenom, da se pred 
uvedbo postopka za novo zaposlitev omogoči zaposlenim javnim uslužbencem, da pod 
enakimi pogoji kandidirajo za zasedbo prostega delovnega mesta. Cilj internega natečaja 
je, da se na prosto delovno mesto izbere kandidat, ki izpolnjuje pogoje za delovno mesto 
in je za to delo najbolje strokovno usposobljen. Če se na prosto delovno mesto ne 
premesti javni uslužbenec iz istega ali drugega organa, je treba začeti s postopkom za 
novo zaposlitev. Za uradniško delovno mesto je treba izvesti javni natečaj, za strokovno-
tehnično delovno mesto pa postopek, ki ureja delovna razmerja, in skladno s kolektivno 
pogodbo. Katere naloge posameznik opravlja na posameznem delovnem mestu, je 
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določeno v sistemizaciji delovnih mest. Kaj vse je treba navesti v sistemizaciji, natančneje 
določa Uredba o notranji organizaciji v 44. členu. 
 
V sistemizacijo delovnih mest je treba poleg ostalih pogojev za zasedbo delovnega mesta 
navesti, ali posameznik na določenem delovnem mestu potrebuje pooblastila za dostop do 
tajnih podatkov. To pomeni, da se navede vrsta dovoljenja (nacionalno dovoljenje, EU-
dovoljenje, NATO-dovoljenje) in katero stopnjo dovoljenja (ZAUPNO, TAJNO, STROGO 
TAJNO). Glede na vrsto in stopnjo dovoljenja mora posameznik izpolniti ustrezni varnostni 
vprašalnik, podpisati mora soglasje, s katerim organu dovoljuje, da ga varnostno preveri, 
in podpisati izjavo, da je seznanjen z zakonom in podzakonskimi predpisi. Vse skupaj 
predlagatelj pošlje pristojnemu organu, ki začne s postopkom varnostnega preverjanja. 
Odvisno od višine stopnje tajnosti dovoljenja za dostop do tajnih podatkov, ki jo potrebuje 
posameznik, ločimo osnovno varnostno preverjanje, razširjeno varnostno preverjanje in 
razširjeno varnostno preverjanje z varnostnim poizvedovanjem. Kadar je bilo posamezniku 
že izdano dovoljenje za dostop do tajnih podatkov in v obdobju enega leta ni izvajal 
nalog, povezanih s tajnimi podatki, se na predlog predstojnika organa opravi postopek 
vmesnega varnostnega preverjanja za ponovno potrditev veljavnosti. Vsak imetnik 
dovoljenja si najmanj želi, da bi se znašel v vmesnem varnostnem preverjanju. 
 
Ljudje se med seboj razlikujemo in se različno odzivamo na življenjske razmere. Tudi javni 
uslužbenci se razlikujejo med seboj. Pomembno je, da so pri svojem delu in ravnanju 
enotni, čemur so namenjena načela sistema javnih uslužbencev in kodeks ravnanja javnih 
uslužbencev. Tu lahko ponovno najdemo vzporednice med ZJU in ZTP. Kršitev načela 
omejitve in dolžnosti v zvezi s sprejemanjem daril lahko posledično pomeni odvzem 
dovoljenja za dostop do tajnih podatkov. Da je do tega v praksi že prišlo, dokazuje primer 
sodne prakse, naveden v sedmem poglavju. V postopku vmesnega varnostnega 
preverjanja je bilo namreč ugotovljeno, da je tožeča stranka prejela darilo v obliki 
denarja. V postopku varnostnega preverjanja se je izkazalo, da pri osebi obstaja 
utemeljen dvom v posameznikovo verodostojnost, zanesljivost in lojalnost, zato ji je bilo 
veljavno dovoljenje za dostop do tajnih podatkov odvzeto. 
 
Naš nacionalni varnostni organ je UVTP. Poleg bistvenih nalog, naštetih v devetem 
poglavju, je pomembna naloga UVTP, da skrbi za izvrševanje mednarodnih pogodb in 
sprejetih mednarodnih obveznostih, ki jih je v zvezi z obravnavanjem in varovanjem tajnih 
podatkov sklenila ali sprejela Republika Slovenija. Zato je UVTP tisti, ki je v naši državi 
pristojen, da sodeluje z ustreznimi organi tujih držav in mednarodnimi organizacijami, ko 
je govora o obravnavanju in varovanju tajnih podatkov. UVTP usklajuje dejavnosti za 
zagotavljanje varnosti nacionalnih tajnih podatkov v tujini in tujih tajnih podatkov na 
območju Republike Slovenije. V osmem poglavju je opisanih šestnajst mednarodnih 
dvostranskih sporazumov, ki jih je Slovenija sklenila z državami članicami EU. Vsebinsko 
se sporazumi med seboj nekoliko razlikujejo, in sicer v delih, kjer se razlikujejo tudi rešitve 
v nacionalnih postopkih in merilih, cilj sporazuma pa je enotna ureditev slednjih. Do leta 




Osrednji zakonodajni organ EU je Svet EU, v katerem se sprejemajo evropski predpisi in 
ga pogosto označujejo kot najmogočnejši organ Skupnosti. V njem se odloča o konkretnih 
političnih ukrepih, ki jih pripravi in predlaga Evropska komisija. Pri odločanju o zakonih 
mora Svet EU upoštevati mnenje Evropskega parlamenta. Njegovih sej se udeležujejo 
vladni predstavniki vseh držav članic, zato ga imenujejo tudi Svet ministrov. Pri 
organizaciji dela Sveta EU in pri zagotavljanju njegove usklajenosti pomaga GSS. 
Varnostni organ GSS je generalni sekretar, katerega funkciji sta izvajanje in preverjanje 
varnostne politike Sveta EU. Prav tako je njegova naloga usklajevati vse varnostne zadeve 
z nacionalnimi varnostnimi organi držav članic, ki se navezujejo na varovanje tajnih 
podatkov v povezavi z delovanjem Sveta EU. Temeljna načela in minimalni varnostni 
standardi za varovanje tajnih podatkov EU so določeni v Sklepu Sveta o varnostnih 
predpisih za varovanje tajnih podatkov EU. Načela in standardi zavezujejo Svet EU in 
njegov generalni sekretariat, prav tako pa jih morajo pri svojem delu s tajnimi podatki EU 
spoštovati vse države članice. 
 
Za trenutno ureditev področja tajnih podatkov tako na ravni EU, kot tudi v Sloveniji lahko 
rečemo, da je področje dobro urejeno in da je slovenska zakonodaja v skladu z 
zakonodajo EU. Tudi dobro sodelovanje med državami članicami dokazuje, da je temu 
tako. Vendar ne smemo pozabiti, da živimo v času, ko se tehnologija in družbeni razvoj 
hitro razvijata in spreminjata. Zato lahko v prihodnosti pričakujemo spremembe 
zakonodaje na področju, ki se nanaša predvsem na varovanje tajnih podatkov. Področje 
tajnih podatkov je zelo občutljivo. Najmanjša napaka bi lahko pomenila nepopravljive 
posledice, zato je ključnega pomena, da se že vnaprej predvidijo in tudi preprečijo vse 
morebitne situacije, ki bi privedle do nepooblaščenega razkritja tajnih podatkov. 
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PRILOGA 1: SISTEMIZACIJA DELOVNIH MEST DPDVN NA DAN 
1.1.2015 
 
NAZIVI PO SEKTORJIH DOVOLJENJA 
NACIONALNO EU NATO 
Direktorat za policijo in 
druge varnostne naloge 
 
Generalni direktor ST T ST 
Pomočnik direktorja - 
sekretar 
ST T T 
Tajnica direktorja T - - 
Sekretar - - - 
Sektor za sistemsko 
usmerjanje in nadzor 
policije 
 
vodja sektorja ST T T 
sekretar ST T T 
sekretar ST - - 
sekretar Z - - 
podsekretar ST T T 
podsekretar ST T T 
podsekretar ST T T 
podsekretar T - - 
podsekretar Z - - 
višji svetovalec T - - 
svetovalec T - - 
koordinator T - - 
Sektor za pritožbe zoper 
policijo 
 
vodja sektorja T - - 
podsekretar T - - 
podsekretar ST T T 
višji svetovalec T - - 
višji svetovalec T - - 
višji svetovalec T - - 
poslovni sekretar T - - 
Sektor za zasebno 
varstvo in občinska 
redarstva 
 
vodja sektorja T - - 
sekretar T - - 
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podsekretar T - - 
podsekretar Z - - 
višji svetovalec T - - 
višji svetovalec T - - 
višji svetovalec T - - 
višji svetovalec T - - 
svetovalec T - - 
administrator T - - 
Sektor za tajne podatke  
vodja sektorja ST ST ST 
sekretar ST ST ST 
podsekretar T - - 
podsekretar T - - 
višji svetovalec ST ST ST 
višji svetovalec ST ST ST 
višji svetovalec T - - 
svetovalec T T T 
svetovalec T - - 
koordinator ST ST ST 
poslovni sekretar T T T 
Vir: MNZ, Sistemizacija delovnih mest z dne 1. 1. 2015 (str. 23–42) 
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PRILOGA 2: PREGLED NALOG, DOLOČENIH V SISTEMIZACIJI 
DELOVNIH MEST ZA SEKRETARSKA DELOVNA MESTA V 







NALOGE DOLOČENE V SISTEMIZACIJI 
DELOVNIH MEST 
Sekretar 1 ST, T-EU, T-NATO  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva 
 Vodenje in sodelovanje v najzahtevnejših 
projektnih skupinah 
 Usmerjanje in nadzorovanje pri izvajanju 
nalog policije 
 Priprava razvojnih, organizacijskih, 
kadrovskih in drugih temeljnih usmeritev za 
delo policije 
 Priprava sistemskih rešitev na delovnih 
področjih policije v skladu s srednjeročnimi 
in letnimi usmeritvami 
 Opravljanje drugih najzahtevnejših nalog 
Sekretar 2 ST  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva 
 Vodenje in sodelovanje v najzahtevnejših 
projektnih skupinah 
 Samostojno oblikovanje ključnih sistemskih 
rešitev in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 
 Zagotavljanje oziroma neposredna pomoč 
pri zagotavljanju razvoja organizacije 
Sekretar 3 Z  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja sektorja 
 Vodenje projektnih skupin za 
najzahtevnejše in ključne projekte 
 Samostojno oblikovanje ključnih sistemskih 
rešitev in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 
Vir: MNZ, Sistemizacija delovnih mest z dne 1. 1. 2015 (str. 25–26) 
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PRILOGA 3: PREGLED NALOG, DOLOČENIH V SISTEMIZACIJI 
DELOVNIH MEST ZA PODSEKRETARSKA DELOVNA MESTA V 











ST, T-EU, T-NATO  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva 
 Vodenje projektnih skupin 
 Samostojno oblikovanje sistemskih rešitev 
in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 




ST, T-EU, T-NATO  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva 
 Vodenje projektnih skupin 
 Samostojno oblikovanje sistemskih rešitev 
in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 




ST, T-EU, T-NATO  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva 
 Vodenje projektnih skupin 
 Samostojno oblikovanje sistemskih rešitev 
in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 




T  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva oziroma notranje 
organizacijske enote 
 Vodenje projektnih skupin 
 Samostojno oblikovanje sistemskih rešitev 
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in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 




Z  Neposredna pomoč pri vodenju strokovnih 
nalog na delu delovnega področja 
ministrstva 
 Vodenje projektnih skupin 
 Samostojno oblikovanje sistemskih rešitev 
in drugih najzahtevnejših gradiv 
 Opravljanje drugih najzahtevnejših nalog 
 Vodenje in sodelovanje v najzahtevnejših 
projektnih skupinah 
Vir: MNZ, Sistemizacija delovnih mest z dne 1. 1. 2015 (str. 27–29) 
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PRILOGA 4: PRIMERJAVA NALOG, DOLOČENIH V 
SISTEMIZACIJI DELOVNIH MEST ZA SEKRETARJA, VIŠJEGA 
SVETOVALCA IN KOORDINATORJA, KI ZA OPRAVLJANJE 
SVOJEGA DELA POTREBUJEJO DOVOLJENJE Z NAJVIŠJO 







NALOGE DOLOČENE V SISTEMIZACIJI 
DELOVNIH MEST 
Sekretar  ST, ST-EU, ST-NATO  Opravljanje drugih najzahtevnejših nalog 
 Zagotavljanje oziroma neposredna pomoč 
pri zagotavljanju razvoja organizacije 
 Vodenje in sodelovanje v najzahtevnejših 
projektnih skupinah 
 Samostojno oblikovanje sistemskih 
rešitev in drugih najzahtevnejših gradiv 
 Izvajanje sistemskih nalog v zvezi z 
obravnavanjem, varovanjem in zaščito 
tajnih podatkov v informacijsko 
komunikacijskih sistemih ministrstva in 
inšpektorata 
 Vodenje razvida uporabnikov 
informacijsko telekomunikacijskih 




ST, ST-EU, ST-NATO  Načrtovanje, organiziranje in usmerjanje 
dela registra tajnih podatkov (register) 
 Sprejem, evidentiranje, kopiranje, 
pošiljanje prenosa in uničevanje tajnih 
podatkov 
 Vodenje evidenc ter priprava analiz in 
informacij na njihovi podlagi 
 Izvajanje občasnih preverjanj hrambe in 
varovanja tajnih podatkov izven območja 
registra z namenom preverjanja 
njihovega stalnega nadzora 
 Zagotavljanje varovanja tajnih podatkov 
 Sodelovanje z registri in kontrolnimi 
točkami 
 Opravljanje drugih nalog podobne 
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zahtevnosti na področju obravnavanja in 
varovanj tajnih podatkov 
 Vodenje in odločanje v upravnih zadevah 
na prvi stopnji in vodenje upravnih zadev 
na drugi stopnji 
Koordinator ST, ST-EU, ST-NATO  Sprejem, evidentiranje, kopiranje, 
pošiljanje in uničevanje tajnih podatkov 
 Vodenje evidenc ter priprava analiz in 
informacij na njihovi podlagi 
 Izvajanje občasnih preverjanj hrambe in 
varovanja tajnih podatkov izven območja 
registra z namenom preverjanja 
njihovega stalnega nadzora 
 Zagotavljanje varovanja tajnih podatkov 
 Sodelovanje z registri in kontrolnimi 
točkami 
 Opravljanje drugih nalog podobne 
zahtevnosti na področju obravnavanja in 
varovanj tajnih podatkov 
 Administrativno- tehnična pomoč v 
postopku pred izdajo oziroma preklicem 
dovoljenja za dostop do tajnih podatkov 
Vir: MNZ, Sistemizacija delovnih mest z dne 1. 1. 2015 (str. 38-42) 
 
