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ВВЕДЕНИЕ 
 
В современных условиях хозяйствования деятельность предприятий и 
организаций  любой сферы деятельности и отрасли экономики в России 
является весьма сложной. И это связано не только с общим кризисным 
состоянием российской экономики, сохраняющейся инфляцией, низким 
курсом рубля и прочими макроэкономическими деформациями, но и с рядом 
специфических факторов, усиливающих активизацию угроз экономической 
безопасности предприятий. 
Деятельность предприятия, по своей сути, является весьма 
разносторонней. Она связана с решением организационных вопросов, 
правовыми и экономическими проблемами, техническими аспектами, 
кадровыми и т.д. 
В любом случае каждое предприятие представляет собой систему, 
включающую основные элементы и связи между ними. Как раз по линиям 
внутренних и внешних связей системы и могут реализоваться угрозы ее 
экономической безопасности. 
Объектом системы обеспечения экономической безопасности 
выступает стабильное экономическое состояние субъекта в текущем и 
перспективном периоде. Именно от объекта защиты во многом зависят 
основные характеристики системы обеспечения экономической 
безопасности. Поскольку объект защиты является сложным, 
многоаспектным, то эффективное обеспечение экономической безопасности 
должно основываться на комплексном подходе к управлению этим 
процессом. Комплексный подход предполагает учет в управлении объектом 
всех основных его аспектов, и все элементы управляемой системы 
рассматриваются только в совокупности, целостности, единстве. Таким 
образом, необходимо создание комплексной системы обеспечения 
экономической безопасности предпринимательской деятельности. 
 В условиях формирования общего экономического пространства перед 
предприятиями особо остро встает задача сохранения коммерческой тайны. 
Можно сказать определенно: в период становления рынка недобросовестная 
конкуренция представляет собой серьезную угрозу этому процессу. Стало 
почти массовым процессом беззастенчивое заимствование интеллектуальной 
и промышленной собственности (методик, программ, знания и технологии) 
сотрудниками предприятий, работающими одновременно в кооперативах, 
малый предприятиях и других коммерческих структурах. К этому следует 
добавить целенаправленные действия по сманиванию или подкупу рабочих и 
служащих предприятий конкурента, чтобы завладеть секретами их 
коммерческой и производственной деятельности. 
Отечественный и зарубежный опыт свидетельствует, что основную 
роль в обеспечении сохранности коммерческой тайны играют сами 
предприятия, а не государственные органы. Для защиты коммерческих 
секретов предприятия создают собственные службы безопасности. 
Предпосылкой создания службы безопасности предприятия является 
разработка ее структуры, состава, положений о подразделениях, и 
должностных инструкций для руководящего состава и сотрудников, что 
является особенно актуальным на сегодняшний момент времени. 
Среди субъектов, обеспечивающих защиту экономической 
безопасности предприятия, наибольшее значение имеет служба собственной 
экономической безопасности (конечно, при наличии соответствующего 
размера субъекта предприятия и финансовых средств). Создание службы 
собственной экономической безопасности представляет на практике 
наибольшую трудность, поскольку каждый субъект сугубо индивидуален, 
поскольку специфична его деятельность.  
Объектом исследования является ООО  «БСК». 
Предметом исследования является процессы, явления, факторы, 
показатели, организацию службы безопасности на  предприятии. 
Цель выпускной квалификационной работы –  разработать 
мероприятия по совершенствованию организации службы  безопасности на  
предприятии строительного комплекса. 
Достижение поставленной цели предполагает решение следующих 
задач: 
– исследовать теоретические основы организации службы безопасности  
на предприятии; 
– проанализировать финансово-экономическое состояние предприятия 
ООО «БСК»;  
–  обосновать мероприятия по совершенствованию организации 
службы безопасности на исследуемом предприятии.  
Теоретическую и методологическую основу исследований составили 
основные положения по организации службы безопасности юридических 
лиц, а также концепции, представленные в трудах отечественных и 
зарубежных ученых по вопросам, касающимся организации службы 
безопасности на предприятии, программные и прогнозные разработки 
государственных и региональных органов власти, стандарты, рекомендации 
по вопросам реформирования и повышения уровня организации службы 
безопасности на предприятии строительного комплекса. 
Информационную базу исследования составили материалы 
периодической печати, электронные базы данных и периодические 
электронные издания в сети Интернет, статистические сборники.  
При обработке аналитического материала и оформлении работы 
использовались пакеты прикладных программ «Microsoft Excel», «Microsoft 
Word» и др. 
Структура выпускной квалификационной работы. Структура работы 
определена поставленной целью и последовательностью решения  
сформулированных задач. Работа состоит из введения, трех глав, 
заключения, списка использованной литературы и приложений. 
В первой главе приведены теоретические основы организации службы 
безопасности на предприятии. 
Во второй главе проведен анализ финансово-хозяйственной 
деятельности предприятия и оценка уровня организации службы 
безопасности на предприятии. 
 В третьей главе предложены мероприятия по совершенствованию 
организации службы безопасности на предприятии. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
ГЛАВА 1. ТЕОРЕТИЧЕСКИЕ ОСНОВЫ ОРГАНИЗАЦИИ СЛУЖБЫ 
БЕЗОПАСНОСТИ НА ПРЕДПРИЯТИИ 
1.1. Основные задачи  службы безопасности  
на предприятии 
 
Многогранность сферы обеспечения безопасности и защиты 
информации требует создания специальной службы, осуществляющей 
реализацию специальных защитных мероприятий.  
 Структура, численность и состав службы безопасности предприятия 
(фирмы, компании и т.д.) за рубежом определяются реальными 
потребностями предприятия и степенью конфиденциальности ее 
информации. В зависимости от масштабов и мощности организации 
деятельность по обеспечению безопасности предприятия и защиты 
информации может быть реализована от абонентного обслуживания силами 
специальных центров безопасности до полномасштабной службы компании с 
развитой штатной численностью. Она возглавляется начальником службы 
безопасности, которому подчинены служба охраны, инспектор безопасности, 
консультант по безопасности и служба противопожарной охраны (11).  
Служба безопасности предприятия отвечает за обеспечение 
безопасности предприятия, производства, продукции и защита 
коммерческой, промышленной, финансовой, деловой и другой информации, 
независимо от ее назначения и форм при всем многообразии возможных 
каналов ее утечки и различных злонамеренных действий со стороны 
конкурентов.  
Основные положения, состав и организация службы безопасности 
имеют юридическую силу в том случае, если они зафиксированы в 
основополагающих правовых, юридических и организационных документах 
предприятия.  
В основу деятельности службы безопасности положены следующие  
законодательные и нормативно-правовые акты: 
- Закон Российской Федерации «О безопасности»; 
- Законы и регламенты России, обеспечивающие безопасность 
деятельности и сохранность коммерческой тайны; 
- Закон о предприятиях и предпринимательской деятельности; 
- Трудовой законодательство; 
- Устав предприятия, коллективный договор, трудовые договоры, 
правила внутреннего трудового распорядка сотрудников, должностные 
обязанности руководителей, специалистов, рабочих и служащих. 
Основными задачами службы безопасности предприятия являются (25): 
- обеспечение безопасности производственно-торговой деятельности и 
защиты информации и сведений, являющихся коммерческой тайной; 
- организация работы по правовой, организационной и инженерно-
технической (физической, аппаратной, программной и математической) 
защите коммерческой тайны; 
- организация специального делопроизводства, исключающего 
несанкционированное получение сведений, являющихся коммерческой 
тайной; 
- предотвращение необоснованного допуска и доступа к сведениям и 
работам, составляющим коммерческую тайну; 
- выявление и локализации возможных каналов утечки 
конфиденциальной информации в процессе повседневной производственной 
деятельности и в экстремальных (аварийных, пожарных и др.) ситуациях; 
- обеспечение режима безопасности при проведении всех видов 
деятельности, включая различные встречи, переговоры, совещания, 
заседания, связанные с деловым сотрудничеством, как на национальном, так 
и на международном уровне; 
- обеспечение охраны зданий, помещений, оборудования, продукции и 
технических средств обеспечения производственной деятельности; 
- обеспечение личной безопасности руководства и ведущих 
сотрудников и специалистов; 
- оценка маркетинговых ситуаций и неправомерных действий 
злоумышленников и конкурентов. 
Служба безопасности является самостоятельной организационной 
единицей, подчиняющейся непосредственно руководителю предприятия.  
Возглавляет службу безопасности начальник службы в должности 
заместителя руководителя предприятия по безопасности.  
Организационно служба безопасности предприятия состоит из 
следующих структурных единиц, представленных на рисунке 1.1. (46) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Рис. 1.1. Структурные единицы службы безопасности на предприятии 
 
Сотрудники подразделений службы безопасности в целях обеспечения 
защиты сведений, составляющих коммерческую тайну, имеют право: 
- требовать от всех сотрудников предприятия, партнеров, клиентов 
строгого и неукоснительного выполнения требований нормативных 
документов или договорных обязательств по защите коммерческой тайны; 
Служба безопасности предприятия 
специальный отдел в 
составе сектора 
обработки секретных 
документов и сектора 
обработки документов 
с грифом 
«Коммерческая тайна» 
 
инженерно-
техническая 
группа 
 
группа 
безопасности 
внешней 
деятельности 
 
отдел режима и 
охраны, в составе 
сектора режима и 
сектора охраны; 
 
- вносить предложения по совершенствованию правовых, 
организационных и инженерно-технических мероприятий по защите 
коммерческой тайны. 
Сотрудники службы безопасности обязаны (24): 
- осуществлять контроль за соблюдением «инструкции по защите 
коммерческой тайны»; 
- докладывать руководству о фактах нарушения требований 
нормативных документов по защите коммерческой тайны и других действий, 
могущих привести к утечке конфиденциальной информации или утрате 
документов или изделий; 
- не допускать неправомерного ознакомления с документами и 
материалами с грифом «Коммерческая тайна» посторонних лиц. 
Сотрудники службы безопасности несут ответственность за личное 
нарушение безопасности коммерческой тайны и за не использование своих 
прав при выполнении функциональных обязанностей по защите 
конфиденциальных сведений сотрудниками предприятия.  
С целью более широкого охвата и качественного исполнения 
требований защиты коммерческой тайны решением руководства 
предприятия и службы безопасности могут создаваться отдельные комиссии, 
решающие определенные контрольно-ревизионные функции на временной 
или постоянной основе, такие как: 
- квартальные или годовые комиссии по проверке наличия, состояния и 
учета документов (материалов, сведений, ценностей); 
- комиссия по оценке возможностей публикации периодических 
документов, объявлений, проспектов, интервью и других выступлений в 
печати, на радио и телевидении, семинарах, симпозиумах, конференциях и 
т.п.; 
- периодические проверочные комиссии для проверки знаний и умений 
выполнять требования нормативных документов по защите коммерческой 
тайны, а также по оценке эффективности и надежности защитных 
мероприятий по обеспечению безопасности предприятия. 
Состав и функции подразделений службы безопасности определяются 
соответствующими Положениями.  
Положение о структурном подразделении - документ, 
предназначенный для нормативно-правовой регламентации деятельности 
каждого структурного подразделения. Положение определяет статус 
подразделения, отражает его место в составе службы безопасности, 
показывает его внутреннюю организацию. На основе Положения 
составляется штатное расписание подразделения, определяется степень 
ответственности за выполнение возложенных на него задач.  
 
1.2. Функции службы безопасности на предприятии и ее структура  
 
Прежде чем, перейти к непосредственному изучению целей, структуры 
и функциям службы безопасности нужно определить перечень объектов, 
которые нуждаются в защите на предприятие. 
Во-первых, к ним относятся: 
- территория предприятия; 
- расположенные на территории предприятия объекты (здания, 
сооружения); 
- носители конфиденциальной информации (документы, изделия); 
- материальные ценности (грузы) (50). 
Во-вторых, к особым объектам охраны относятся руководство 
предприятия, персонал, допущенный к конфиденциальной информации. 
Организация охраны руководства и персонала предприятия регулируются 
отдельным положением (инструкцией), которое утверждается руководителем 
предприятия, и, в необходимых случаях согласовывается с 
территориальными органами внутренних дел и органами безопасности. 
Основные цели охраны руководства и персонала предприятия - 
обеспечение их личной безопасности в повседневных условиях и при 
возникновении чрезвычайных ситуаций, предотвращение возможных 
попыток завладения злоумышленниками защищаемой информацией путем 
физического и иного насильственного воздействия на этих лиц, выработка 
рекомендаций охраняемым лицам по особенностям поведения в различных 
ситуациях. 
К другим важным целям относятся также (35): 
- предотвращение попыток проникновения посторонних лиц 
(злоумышленников) на территорию (объекты) предприятия; 
- своевременное обнаружение и задержание лиц, противоправно 
проникших (пытающихся проникнуть) на охраняемую территорию; 
- обеспечение сохранности находящихся на охраняемой территории 
носителей конфиденциальной информации и материальных средств и 
исключение, таким образом, нанесения ущерба предприятию; 
- предупреждение происшествий на охраняемом объекте и ликвидация 
их последствий. К основным задачам охраны перечисленных объектов 
относятся следующие: 
- контроль объекта и охраняемой территории, в том числе территории с 
особым режимом пропуска, в целях обнаружения и предотвращения попыток 
несанкционированного проникновения на них посторонних лиц 
(злоумышленников); 
- обеспечение конфиденциальности и сохранения в тайне фактов 
проведения закрытых мероприятий на предприятии (его объектах), 
обсуждаемых или рассматриваемых на них вопросов; 
- сопровождение и охрана носителей конфиденциальной информации, в 
том числе служебных документов предприятия, материальных ценностей и 
грузов при их транспортировке и перевозке (доставке); 
- защита объектов и территорий с особым режимом пропуска от 
насильственных действий и вооруженных нападений, которые могут нанести 
ущерб предприятию; 
- выполнение в необходимых случаях специальных задач по 
обеспечению личной охраны руководства предприятия и персонала 
предприятия, допущенного к конфиденциальной информации; 
- участие в обеспечении пропускного режима для посетителей, 
транспортных средств и грузов на охраняемой территории (объектах 
предприятия) в целях установления личности и учета посетителей, контроля 
за ввозом, вывозом носителей конфиденциальной информации, грузов, 
материальных ценностей, предотвращения их несанкционированного 
перемещения, а также фиксации следов скрытых и открытых попыток 
хищения иного имущества предприятия; 
- систематический анализ эффективности системы охраны, 
принимаемых должностными лицами мер по охране объектов предприятия и 
обеспечению сохранности носителей конфиденциальной информации, 
материальных ценностей и грузов, и выработка предложений по 
совершенствованию системы охраны. Для реализации главных целей и 
основных задач охраны предприятия (его объектов) создается система 
охраны. Она включает в себя следующие элементы, отраженные на рисунке 
1.2 (36). 
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Рис. 1.2. Система охраны на предприятии 
В качестве мест размещения личного состава охраны может быть 
использован один из основных элементов системы организации пропускного 
режима - контрольно-пропускные пункты. 
Используемые при охране предприятий технические средства охраны 
делятся на две группы: 
- средства обнаружения (пожарная и охранная сигнализация, 
«тревожное» оповещение, охранное телевидение, охранное освещение, 
аппаратура проверки почтовой корреспонденции, радиосвязь, прямая 
внутренняя связь, прямая телефонная связь с милицией и др.); 
- средства обнаружения и ликвидации (средства пожаротушения, 
средства индивидуальной защиты, газовые ловушки, автотранспорт, оружие, 
инженерно-технические средства и др.). 
В зависимости от масштабов и мощности организации деятельность по 
обеспечению безопасности предприятия и защиты информации может быть 
реализована от абонентного обслуживания силами специальных центров 
безопасности до полномасштабной службы самой компании с развитой 
штатной численностью (8). 
Если предприятие создает свои собственные штатные подразделения 
охраны, то они организационно могут быть объединены в службу охраны. 
Служба охраны включает посты охраны, группы (подразделения) 
сотрудников охраны (в том числе подразделение личной охраны руководства 
и персонала), группу охраны и сопровождения материальных ценностей и 
грузов, «тревожную» группу (группу быстрого реагирования), а также 
подразделения сторожевых собак (при необходимости). Однако наиболее 
часто подразделения охраны наряду с другими подразделениями, 
решающими задачи по различным направлениям защиты информации, 
объединяются в службу безопасности предприятия. Если предприятие 
создает свою собственную службу безопасности, то она как правила 
становиться самостоятельной организационной единицей, подчиняющейся 
непосредственно руководителю предприятия. Возглавляет службу 
безопасности начальник службы в должности, как правило, заместителя 
руководителя предприятия по безопасности. 
Совершенно очевидно, что если персонал службы безопасности по 
количеству большой, неизбежно встает вопрос о заместителях начальника 
службы безопасности. Их также должно быть не менее трех (по количеству 
подразделений службы безопасности), в крайнем случае, двух, если 
существует единая детективная служба. 
Как правило, заместитель начальника службы безопасности является 
одновременно руководителем одного из подразделений и, в свою очередь, 
также имеет одного или нескольких заместителей. Не вызывает сомнений 
целесообразность создания таких подразделений, как канцелярия и 
бухгалтерия (в случае, если службу безопасности не обслуживает единая 
бухгалтерия предприятия-учредителя). 
В крупных службах безопасности возможно введение должностей 
помощников (референтов) начальника. 
Как уже ранее было отмечено, структура, численность и состав службы 
безопасности предприятия (фирмы, компании и т.д.) определяются 
реальными потребностями предприятия и степенью конфиденциальности ее 
информации. Поэтому представить универсальную структуру службы 
безопасности невозможно, однако можно выделить основные структурные 
подразделения, которые должны присутствовать в большинстве случаев при 
организации службы безопасности на крупных промышленных 
государственных, акционерных предприятиях, в промышленно-финансовых 
группах, холдингах и т. п. 
Организационно служба безопасности должна состоять из следующих 
структурных единиц (17): 
- отдел режима и охраны, в составе сектора режима и сектора охраны; 
- отдел защиты информации; 
- инженерно-техническая группа; 
- группа безопасности внешней деятельности. 
Рассмотрим более детально функциональные обязанности каждого из 
структурных подразделений службы безопасности предприятия. 
Отдел режима и охраны. Отдел режима и охраны является 
самостоятельным структурным подразделением службы безопасности и 
подчиняется начальнику службы безопасности. В его задачи входит: 
- определение перечня сведений, составляющих государственную и 
коммерческую тайну, организация и осуществление мер по обеспечению их 
безопасности; 
- разработка системы предотвращения несанкционированного допуска 
и доступа к сведениям, составляющим коммерческую тайну, и разработка 
соответствующих инструкций; 
- организация и поддержание пропускного режима, организация 
прохода сотрудников и посетителей в различные зоны доступа; 
- организация охраны аттестованных конфиденциальных помещений; 
- организация личной охраны руководителей и ведущих сотрудников, 
обеспечение безопасности транспортировки грузов и документов; 
- наблюдение за обстановкой вокруг и внутри объекта; 
- контролирование работоспособности элементов защиты в 
повседневных и в особых условиях (стихийные бедствия, поломки, аварии, 
беспорядки и т. п.). 
Отдел защиты информации. Отдел специальной защиты предназначен 
для организации и обеспечения эффективного функционирования системы 
защиты информации. Основными задачами отдела являются: 
-  организация работ по защите документальных материалов; 
- разработка и организация защиты автоматизированных систем 
обработки информации и электронного документооборота; 
-  распределение между пользователями необходимых реквизитов 
защиты; 
- обучение пользователей автоматизированных систем правилам 
безопасной обработки информации; 
- принятие мер реагирования на попытки НДС и нарушения правил 
функционирования системы защиты; 
- тестирование системы защиты и контроль за ее функционированием; 
- устранение слабостей в системе защиты и совершенствование 
механизмов обеспечения безопасности. 
Инженерно-техническая группа. Основной задачей инженерно-
технической группы является обеспечение безопасности деятельности 
предприятия с помощью технических средств защиты. А именно: 
- определение границ охраняемой (контролируемой) территории (зоны) 
с учетом возможностей технических средств, наблюдения злоумышленников; 
- определение технических средств, используемых для передачи, 
приема и обработки конфиденциальной информации в пределах охраняемой 
(контролируемой) территории (зоны); 
- обследование выделенных помещений с целью установления 
потенциально возможных каналов утечки конфиденциальной информации 
через технические средства, конструкции зданий и оборудования; 
- выявление и оценка степени опасности технических каналов утечки 
информации; 
- разработка мероприятий по ликвидации (локализации) установленных 
каналов утечки информации организационными, организационно-
техническими или техническими мерами, используя для этого физические, 
аппаратные и программные средства и математические методы защиты. 
Группа безопасности внешней деятельности. Сотрудники группы 
безопасности внешней деятельности разрабатывают и проводят специальные 
мероприятия по изучению окружения объекта (конкуренты, посетители, 
клиенты и т. д.): 
- изучают торгово-конъюнктурные ситуации в пространстве 
деятельности учредителей, партнеров, клиентов и потенциально возможных 
конкурентов; 
- проводят ситуационный анализ текущего состояния финансово-
торговой деятельности с точки зрения прогнозирования возможных 
последствий, могущих привести к неправомерным действиям со стороны 
конкурирующих организаций и предприятий; 
- собирают и обрабатывают сведения о деятельности потенциальных и 
реальных конкурентов для выявления возможных злонамеренных действий 
по добыванию охраняемых сведений; 
- определяют возможные направления и характер злоумышленных 
действий со стороны специальных служб промышленного шпионажа против 
предприятия, его партнеров и клиентов; 
- ведут учет и анализ попыток несанкционированного получения 
коммерческих секретов конкурентами; 
- определяют платежеспособность юридических и физических лиц, их 
возможности по своевременному выполнению платежных обязательств. 
Приведенная структура службы безопасности не универсальна и 
должна корректироваться под определенную организацию. В частности, в 
нее могут быть введены новые отделы, например отдел пожарной 
безопасности, группа управления персоналом или группа сопровождения 
грузов. Как правило, формирование или реформирование структуры 
собственной безопасности осуществляется по мере понимания задач, 
которые должны ею решаться на текущий момент. 
К основным функциям деятельности службы безопасности можно 
отнести следующие (43): 
- установление обстоятельств недобросовестной конкуренции со 
стороны других предприятий. Под недобросовестной конкуренцией 
понимается применение в конкурентной борьбе средств и методов, 
связанных с нарушением действующего законодательства, 
регламентирующего производственную и коммерческую деятельность 
предприятий или норм и правил взаимоотношений между конкурентами, 
принятых на рынке товаров и услуг. К ней относятся: установление 
дискриминационных цен или коммерческих условий, ложная реклама, 
тайный сговор на торгах и создание тайных картелей, нарушения качества, 
стандартов и условий поставок товаров и услуг и т.д. 
- сбор сведений по уголовным делам. Уголовные дела, к расследованию 
которых подключается служба безопасности, условно можно разделить на 
две группы: возбужденные в связи с совершением преступлений против 
персонала предприятия и преступления против собственности учредителя. 
Причем, если говорить о преступлениях первой группы, то обязательным 
условием сбора сведений о них является их связь с деятельностью 
предприятия-учредителя.  
Например, кража личного имущества у сотрудника фирмы сама по себе 
не обязывает сотрудников службы безопасности подключаться к 
расследованию этого преступления, однако, в том случае, если среди этого 
имущества окажутся документы предприятия-учредителя, то ситуация 
меняется противоположным образом.  
Возможно подключение сотрудников службы безопасности к 
расследованию уголовных дел, по которым работник предприятия является 
обвиняемым в совершении преступлений, однако, делать это необходимо 
только по указанию или с разрешения руководителя фирмы. К наиболее 
распространенным преступлениям второй группы относятся кражи, грабежи, 
мелкие хищения, поджоги и т.д.  
Весьма актуальными для сотрудников службы безопасности стали 
преступления в сфере экономической деятельности и против интересов 
службы в коммерческих организациях. 
- расследование фактов разглашения коммерческой тайны 
предприятия. Под коммерческой тайной понимается не являющаяся 
государственным секретом, специально охраняемая собственником 
(владельцем) управленческая, производственная, научно-техническая, 
финансовая, торговая и иная деловая информация. 
- сбор информации о лицах, заключивших с предприятием 
контракты. Предприятие обычно заключает два типа контрактов: 
коммерческий (документ, представляющий собой договор поставки товаров 
или предоставления услуг) и трудовой (вид трудового договора, 
заключающегося в письменной форме со своими постоянными или 
временными работниками). 
 Одним из договорных условий может быть письменное согласие лица, 
с кем подписывается контракт, на сбор информации об его биографических и 
других характеризующих личность данных. При этом в контракте должно 
быть оговорено, что такого рода сбор информации проводится как до 
вступления контракта в силу (например, во время прохождения 
испытательного срока), так и во время его реализации, т.е. до расторжения 
контракта (13). 
- поиск утраченного имущества предприятия Расследование фактов 
неправомерного использования товарных (фирменных) знаков предприятия. 
- розыск без вести пропавших сотрудников. Под имуществом 
предприятия понимается находящиеся в его ведении или собственности 
материальные ценности, денежные средства в кассе, на расчетном счете и 
других счетах в банках, нематериальные активы (патенты, лицензии, 
программы, ноу-хау, брокерские места и т п.). Содержание работы 
сотрудников службы безопасности в зависимости от категории утраченного 
имущества носит различный характер. 
- расследование фактов неправомерного использования товарных 
(фирменных) знаков предприятия. 
- розыск без вести пропавших сотрудников. Сотрудники службы 
безопасности подключаются к розыску без вести пропавшего сотрудника 
только в том случае, если есть основания предполагать, что его отсутствие на 
работе приведет (может привести) к реальному или потенциальному ущербу 
предприятию. Деятельность службы безопасности по розыску без вести 
пропавшего сотрудника - это комплекс мероприятий, осуществляемых при 
тесном взаимодействии с органами внутренних дел с целью установления 
фактических обстоятельств его исчезновения и фактического 
местонахождения. 
- выявление некредитоспособных партнеров. Некредитоспособным 
признается тот партнер, у которого для получения кредита нет предпосылок, 
подтверждающих способность возвратить его. Служба безопасности обязана 
выявлять некредитоспособных партнеров как до заключения, так и в 
процессе реализации договора и своевременно информировать об этом 
руководство предприятия. 
- выявление ненадежных деловых партнеров. Ненадежность делового 
партнера может определятся большим количеством сорванных по его вине 
сделок с другими фирмами; несвоевременным и некачественным 
выполнением условий заключенных договоров; значительным количеством в 
фирме ранее судимых лиц; неуважительным отношением к авторскому или 
патентному праву и. т.д. Способность службы безопасности своевременно 
выявить хотя бы отдельные параметры ненадежности будущих или 
настоящих деловых партнеров в значительной степени может повлиять на 
степень экономической безопасности предприятия-учредителя. 
- сбор сведений по гражданским делам. Сбор сведений по гражданским 
делам служба безопасности осуществляет во взаимодействии с 
представителем предприятия-учредителя на суде как до, так и во время 
рассмотрения их на судебных заседаниях. Необходимость в сборе 
информации сотрудниками службы безопасности возникает обычно в 
случаях: 
- выявления свидетелей и документов; 
- проверки достоверности информации участников процесса и 
подлинности доказательств, представленных на суде; 
- возникновения необходимости проверки наличия основания для 
отвода в рассмотрении дела; 
- оказания помощи суду в установлении фактического 
местонахождения участников процесса; 
- выявления лиц, оскорбляющих или оклеветавших руководителей 
предприятия-учредителя; 
- поиска утаиваемого от суда имущества процессуального противника, 
необходимого для погашения материального ущерба и т.д. 
- сбор информации для проведения деловых переговоров. Сотрудники 
службы безопасности участвуют в сборе информации как на стадии 
подготовки к переговорам, так и во время их проведения. Например, в 
процессе подготовки к переговорам сведения об участниках будущих 
переговоров, их сильных и слабых сторонах, их позициях и планах ведения 
переговоров, подготовленных материалах, конкурентоспособности и 
платежеспособности делового партнера и т.д. Во время проведения 
переговоров служба безопасности должна поставлять информацию об 
изменениях позиции партнеров по переговорам, о возможных попытках с их 
стороны шантажировать, подкупать членов делегации предприятия-
учредителя, проведения разведывательных мероприятий в отношении их и 
т.д. 
- защита жизни и здоровья персонала от противоправных 
посягательств. Защиту организует служба безопасности либо всего персонала 
предприятия (во время нахождения его на работе), либо некоторых его 
категорий (руководители, кассиры и т.д.) в рабочее и, как исключение, в 
нерабочее время, либо применяются оба варианта. При этом четко 
определяется время (круглосуточно, только в дневное время и т.д.) 
проведения охранных мероприятий. Охранники должны быть нацелены, 
прежде всего, на пресечение насильственных преступлений (покушение на 
убийство, рэкет) и административных проступков (мелкое хулиганство) в 
отношении охраняемых лиц. Должны широко применяться технические 
средства защиты. 
- охрана имущества предприятия. 
- обеспечение порядка в местах проведения предприятием 
представительских, конфиденциальных и массовых мероприятий. В 
зависимости от их типа мероприятий меняется и содержание деятельности 
службы безопасности. Например, при проведении закрытых совещаний 
основное внимание уделяется, прежде всего, защите сведений, составляющих 
коммерческую тайну, на выставках необходимо принимать меры к 
недопущению кражи или порчи имущества предприятия; при проведении 
концертов основное внимание уделяется физической безопасности людей и т. 
д. 
- консультирование и представление рекомендаций руководству и 
персоналу предприятия по вопросам обеспечения безопасности. В 
обязанности службы безопасности входит не только консультирование и дача 
рекомендаций сотрудникам предприятия по вопросам обеспечения 
безопасности, но и ее реализация. 
- проектирование, монтаж и эксплуатационное обслуживание средств 
охранно-пожарной сигнализации. 
Следовательно, основной целью службы безопасности является 
своевременное пресечение противоправных посягательств на экономические 
интересы и персонал предприятия. 
Если говорить о структуре, численности и составе службы 
безопасности предприятия (фирмы, компании и т.д.), то в первую очередь 
они определяются реальными потребностями самого предприятия и 
степенью конфиденциальности ее информации. Поэтому представить 
универсальную структуру службы безопасности на предприятии не 
предоставляется возможным. 
 
1.3. Современная концепция   
обеспечения безопасности предприятия 
 
Обеспечением безопасности предприятия занимаются две группы 
субъектов. Первая группа занимается этой деятельностью непосредственно 
на предприятии и подчинены его руководству. 
Среди этой группы можно выделить специализированные субъекты 
(совет или комитет безопасности предприятия, служба безопасности, 
пожарная часть, спасательная служба и т.д.), основным предназначением 
которых является постоянная профессиональная деятельность по 
обеспечению безопасности предприятия (в рамках своей компетенции) (6).  
Другую часть субъектов этой группы условно можно назвать 
полуспециализированной, т.к. часть функций этих субъектов предназначена 
для обеспечения безопасности предприятия (медицинская часть, 
юридический отдел и т.д.). 
Наконец, к третьей части этой группы субъектов относится весь 
остальной персонал и подразделения предприятия, которые в рамках своих 
должностных инструкций и положений о подразделениях обязаны принимать 
меры к обеспечению безопасности.  
Следует иметь в виду, что эффективно обеспечивать безопасность 
предприятия эти субъекты могут только в том случае, если цели, задачи, 
функции, права и обязанности будут распределены между ними таким 
образом, чтобы они не пересекались друг с другом. 
Ко второй группе субъектов относятся внешние органы и организации, 
которые функционируют самостоятельно и не подчиняются Руководству 
предприятия, но при этом их деятельность оказывает существенное 
(положительное или отрицательное) влияние на безопасность предприятия. 
 Среди существующих средств обеспечения безопасности можно 
выделить следующие, отраженные на рисунке 1.3 (39). 
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Рис. 1.3. Средства обеспечения безопасности на предприятии 
 
 
 
Рассмотрим более детально каждый из видов средств обеспечения 
безопасности на предприятии: 
- технические средства - охранно-пожарные системы, видео-
радиоаппаратура, средства обнаружения взрывных устройств, бронежилеты, 
заграждения и т.д.; 
- организационные средства - создание специализированных 
структурных формирований, обеспечивающих безопасность предприятия; 
 - информационные средства - печатная и видеопродукция по вопросам 
сохранения конфиденциальной информации. Кроме этого, важнейшая 
информация для принятия решений по вопросам безопасности сохраняется в 
компьютерах; 
- финансовые средства - без достаточных финансовых средств 
невозможно функционирование системы безопасности, вопрос лишь в том, 
чтобы использовать их целенаправленно и с высокой отдачей; 
- правовые средства - использование не только изданных 
вышестоящими органами власти законов и подзаконных актов, но также 
разработка собственных, так называемых локальных правовых актов по 
вопросам обеспечения безопасности; 
- кадровые средства - достаточность кадров, занимающихся вопросами 
обеспечения безопасности. Одновременно с этим решают задачи повышения 
их профессионального мастерства в этой сфере деятельности. 
- интеллектуальные средства - привлечение к работе высококлассных 
специалистов, научных работников (иногда целесообразно привлекать их со 
стороны) позволяет внедрять новые системы безопасности.  
Следует заметить, что применение каждого из вышеуказанных средств 
в отдельности не дает необходимого эффекта, он возможен только на 
комплексной основе. В то же время необходимо отметить, что 
одновременное внедрение всех вышеуказанных средств в принципе 
невозможно Оно проходит обычно ряд этапов (40): 
I этап. Выделение финансовых средств 
II этап. Формирование кадровых и организационных средств 
III этап. Разработка системы правовых средств 
IV этап. Привлечение технических, информационных и 
интеллектуальных средств. 
Выделяют следующие методы обеспечения безопасности на 
предприятии: 
- организационные - создание зон безопасности, режим, расследование, 
посты, патрули и т.д.;  
-  информационные - составление детективами характеристик на 
сотрудников, аналитические материалы и учеты конфиденциального 
характера и т.д.;  
- финансовые - материальное стимулирование сотрудников, имеющих 
достижения в обеспечении безопасности, денежное поощрение 
информаторов и т.д.;  
- правовые - судебная защита законных прав и интересов, содействие 
правоохранительным органам и т.д.;  
- кадровые - подбор, расстановка и обучение кадров, обеспечивающих 
безопасность: предприятия, их воспитание и т.д.;  
- интеллектуальные - патентование, ноу-хау и т.д. 
После изучения всех вышеописанных элементов системы безопасности 
предприятия необходимо перейти к составлению ее концепции. Концепция 
безопасности предприятия представляет собой официально утвержденный 
документ, в котором отражена система взглядов, требований и условий 
организации мер безопасности персонала и собственности предприятия. 
Примерная структура концепции может выглядеть следующим образом: 
- Описание проблемной ситуации в сфере безопасности предприятия; 
- Перечень потенциальных и реальных угроз безопасности, их 
классификация и ранжирование; 
 - Причины и факторы зарождения угроз; 
 - Негативные последствия угроз для предприятия; 
 - Механизм обеспечения безопасности; 
 - Определение объекта и предмета безопасности предприятия; 
 - Формулирование политики и стратегии безопасности; 
 - Принципы обеспечения безопасности; 
 - Цели обеспечения безопасности; 
 - Задачи обеспечения безопасности; 
 - Критерии и показатели безопасности предприятия; 
 - Создание оргструктуры по управлению системой безопасности 
предприятия; 
- Мероприятия по реализации мер безопасности; 
- Формирование подсистем общей системы безопасности предприятия; 
- Определение субъектов безопасности предприятия и их роли; 
- Расчет средств и определение методов обеспечения безопасности; 
- Контроль и оценка процесса реализации концепции;  
Таким образом, необходимо иметь ввиду, что наиболее полное 
представление о системе безопасности предприятия можно получить после 
изучения официально принятых документов по концепции безопасности 
предприятия, комплексной программы обеспечения безопасности 
предприятия и планов подразделений предприятия по реализации- этой 
программы. Сформированная на научной основе система безопасности 
предприятия является организационной основой создания такого ее 
структурного подразделения  как служба безопасности. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
ГЛАВА 2. АНАЛИЗ ФИНАНСОВО-ХОЗЯЙСТВЕННОЙ  
ДЕЯТЕЛЬНОСТИ ПРЕДПРИЯТИЯ  
ООО «БЕЛГОРОДСКАЯ СТРОИТЕЛЬНАЯ КОМПАНИЯ» 
1. Организационно-экономическая характеристика предприятия 
 
ООО «Белгородская строительная компания (далее ООО «БСК») была 
организована в 1996г. Полное фирменное наименование – общество с 
ограниченной ответственностью «Белгородская строительная компания». 
Номер свидетельства о государственной регистрации: постановление главы 
администрации г. Белгорода № 1121. Орган, осуществивший 
государственную регистрацию: Администрация  г. Белгорода. 
Место нахождения – Российская Федерация, 308009, г.Белгород, ул. 
Родниковая, д.2-«Б». 
ООО «»БСК» относится к предприятиям строительной отрасли в 
соответствии, с чем его основными видами деятельности являются 
строительно–монтажные работы.  
ООО «БСК» осуществляет следующие виды деятельности: 
-  строительство жилых, административной бытовых и производственных  
зданий и сооружений I и II уровней ответственности до 60 метров 
включительно;  
- общестроительные работы;  
- геодезические работы; подготовительные и земляные работы; 
-  каменные работы;  
- устройство и монтаж бетонных и железобетонных конструкций;  
- монтаж деревянных конструкций;  
- монтаж легких ограждающих конструкций; монтаж стальных конструкций;  
- изоляционные и кровельные работы;  
- благоустройство территории;  
- осуществление функций генерального подрядчика;  
- отделочные работы; устройство полов;  
- санитарно–технические работы;  
- свайные работы;  
- устройство наружных инженерных сетей и коммуникаций;  
- коммерческо–посредническая деятельность;  
- другие виды деятельности. 
Партнеры компании - это известные в Белгороде производственные 
компании, сервисные организации, агентства недвижимости и нотариальные 
конторы, ландшафтные и дизайн бюро, магазины строительных и 
отделочных материалов и т. д. Основу отношений составляют строгое 
соблюдение обязательств, порядочность и долговременность сотрудничества. 
ООО «Белгородская строительная компания» выступает структурой, 
объединяющей в своей деятельности все элементы, необходимые для 
успешной и максимально эффективной строительной деятельности - от 
подбора участков под застройку до сдачи объекта заказчику. 
Только благодаря такому принципу работы компания достигает высоких 
результатов и является конкурентоспособной на строительном рынке. 
ООО «Белгородская строительная компания» ценит своих партнеров, 
нацелены на развитие и открыты для плодотворного сотрудничества. 
Среди партнеров предприятия ООО «Белгородская строительная компания» 
следующие предприятия и организации: 
- Железобетонные конструкции, изделия: 
      - ОАО «ЖБК - 1» - крупнейший завод по производству железобетонных 
конструкций и изделий в г. Белгороде и Белгородской области. 
- Стеновые материалы: 
       - ООО «ТМ - Строй» - компания по продаже строительных материалов. 
-  Кровельные материалы: 
       - ООО «Центр Кровли» - компания по продаже кровельных материалов и 
комплектующих для кровли; 
       - ООО «Roof Мастер» - компания по продаже кровельных материалов и 
комплектующих для кровли 
- Окна, двери, витражи ПВХ; натяжные потолки: 
       - ООО «FENSTER» - компания по продаже и монтажу пластиковых 
витражей, окон, дверей натяжных потолков 
- Отопительное оборудование, сантехника, обслуживание: 
       - ООО «АкваСервис» - компания по продаже и обслуживанию 
сантехнического оборудования. 
- Магазины строительных и отделочных материалов: 
     - ООО «Властелин» - магазин по продаже строительных материалов 
     - ООО «Академия плитки» - магазин по продаже отделочных материалов 
- Кованые заборы, ворота и пр.: 
      - ООО «Вакула - Мастер» - художественная мастерская кованых изделий 
- Подготовка воды, очистка, комплектующие: 
      - ООО «Вода» - компания по продаже и установке систем водоочистки и 
водоподготовки для коттеджей и бассейнов 
К числу основных преимуществ компании  ООО «БСК» можно отнести 
следующие: 
- безупречная репутация на строительном рынке Белгородской области; 
- гарантийное и послегарантийное обслуживание объектов; 
- качество выполняемых работ; 
- использование качественных и экологически безопасных строительных 
материалов; 
- постоянный контроль всех этапов строительства; 
- опыт строительства индивидуального жилья; 
- договорные отношения; 
- ценовая политика и гибкие условия; 
- оптимальные сроки строительства; 
- юридическое сопровождение всех сделок с недвижимостью; 
- положительные эмоции т.п. 
Следовательно, на сегодняшний день ООО «Белгородская строительная 
компания»- одна из ведущих Белгородских строительных компаний, 
занимающаяся всем спектром строительных работ. 
Общество осуществляет свою деятельность определенными структурными 
подразделениями, которые представлены на рис 1 Приложения 2. 
На ООО «БСК» используется линейно-функциональная структура 
управления. Она представляет собой принцип построения управленческого 
процесса по функциональным подсистемам организации (маркетинг, 
производство, исследования и разработки, финансы, персонал).  
По каждой из них сформирована иерархия служб, пронизывающая всю 
организацию сверху донизу.  
Исполнительным органом Общества является генеральный директор. Он 
осуществляет оперативное руководство текущей деятельностью 
предприятия. Генеральным директором назначаются исполнительные 
директора, которые следят за деятельностью предприятия по различным 
направлениям. 
Бухгалтерский учет в обществе осуществляется бухгалтерией, как 
самостоятельным структурным подразделением, возглавляемым главным 
бухгалтером. 
Директор по комплексной безопасности  и развитию  имущественного 
комплекса имеет в своем подчинении службу экономической безопасности, 
диспетчерскую службу и осуществляет мероприятия по комплексной 
экономической безопасности данной организации. 
Директор по работе с персоналом имеет в своем подчинении кадровую 
службу со специалистами по кадровой работе и осуществляет мероприятия 
по найму и отбору персонала на предприятие. Среднесписочная численность 
на 31.12.2014г. составила 193 человека. 
В организации имеется собственная производственно–техническая база, 
офисные помещения, гараж. 
При строительстве объектов применяются новые технологии в производстве 
строительных работ. Данная организация имеет свой парк машин и 
механизмов, что дает управлению возможность выполнять комплекс 
мероприятий по материально-техническому обеспечению объектов 
строительства.  
Также ООО «БСК» имеет надежные партнерские отношения, долгосрочные 
договоры с рядом организаций на предоставление услуг тяжелой 
строительной техники и подъемно-транспортного оборудования. 
ООО «БСК»  имеет офисные помещения, оборудованные оргтехникой, 
мебелью, что создает комфортные условия для производительного труда 
инженерно-технических работников. 
Строительство объектов промышленно-гражданского назначения 
предполагает минимальные сроки при высоком качестве. Следовательно, 
основное внимание уделяется совершенствованию эффективности системы 
управления данной организацией, что позволяет:  
- обеспечить объект строительства сметной документацией;  
- усилить инженерную подготовку строительных проектов;  
- своевременно и качественно развернуть строительство;  
- улучшить координацию деятельности участников;  
- снизить стоимость строительства. 
ООО «БСК» дорожит своим авторитетом и дает гарантию по выполненным 
объемам работам. Уровень выполняемых работ качественный, что 
сказывается на мнении заказчиков, которые рекомендуют управление своим 
партнерам, гарантируя профессионализм, оптимально высокое качество, 
порядочность и ответственность за порученное строительство. 
Профессиональный, сплоченный коллектив ООО «БСК» своей многолетней 
деятельностью, подтвердил стабильной работой в непростых экономических 
условиях.  
ООО «БСК» является юридическим лицом и свою деятельность организует 
на основании законодательства Российской Федерации и Устава 
(Приложение 1).  
В Уставе отражено, что общество создано без ограничения срока 
деятельности. Общество создается в целях извлечения прибыли  за счет 
осуществления предпринимательской деятельности и удовлетворения 
общественных потребностей в предоставляемых Обществом товарах, работах 
и услугах. 
Также на основании Устава ООО «БСК» имеет в собственности обособление 
имущество, учитываемое на его самостоятельном балансе, может от своего 
имени приобретать и осуществлять имущественные и неимущественные 
права, нести обязанности, от своего имени  совершать любые допустимые 
законом сделки, быть истцом и ответчиком в суде. 
Общество вправе в установленном порядке открывать банковские счета на 
территории РФ и за ее пределами. 
Общество несет ответственность по своим обязательствам всем 
принадлежащим ему имуществом и не отвечает по обязательствам своих 
участников. Участники общества не отвечают по его обязательствам и несут 
риск убытков, связанных с деятельностью общества, в пределах стоимости 
принадлежащих им долей в уставном капитале общества. 
Уставной капитал ООО «БСК» (в размере 50 000руб.) составляется из 
номинальной стоимости долей его участников. Общество вправе увеличивать 
уставной капитал, но только после его полной оплаты. Увеличение уставного 
капитала может осуществлять за счет имущества Общества, или за счет 
дополнительных вкладов участников Общества или за счет вкладов третьих 
лиц, принимаемых в Общество. 
К числу документов, регулирующих деятельность персонала организации 
относится штатной расписание.  
Штатное расписание - нормативный документ предприятия, оформляющий 
структуру, штатный состав и численность организации с указанием 
размера заработной платы в зависимости от занимаемой должности. 
Штатное расписание отражает существующее или планируемое разделение 
труда между работниками, описанное в должностных инструкциях ООО 
«Белгородская строительная компания». 
Штатное расписание имеет большое значение для эффективного 
использования работников предприятия. Оно дает возможность сравнивать 
подразделения по численности сотрудников, квалификации, уровню оплаты 
труда. Может быть использовано при анализе трудовой загрузки работников, 
объёма выполняемых работ, уточнении должностных инструкций, а также 
при оценке целесообразности существующей структуры организации.  
К числу основных документов, на основании которых ООО «БСК» 
осуществляет строительно-ремонтные работы относятся «Строительные 
нормы и правила» (далее СНиПы) (Приложение 4). Система нормативных 
документов Российской Федерации в строительстве создана в соответствии с 
новыми экономическими условиями, законодательством и структурой 
управления на базе действующих в России строительных норм, правил и 
государственных стандартов в этой области. 
Настоящие нормы и правила определяют основные цели, принципы и общую 
структуру Системы нормативных документов в строительстве (далее 
Системы), требования к нормативным документам, их содержанию, 
построению, изложению и оформлению, порядок разработки, принятия и 
применения. 
Положения настоящего документа обязательны для органов управления и 
надзора, предприятий, организаций и объединений независимо от форм 
собственности и принадлежности, осуществляющих разработку и 
применение нормативных документов в строительстве. 
Система нормативных документов в строительстве представляет собой 
совокупность взаимосвязанных документов, принимаемых компетентными 
органами исполнительной власти и управления строительством, 
предприятиями и организациями для применения на всех этапах создания и 
эксплуатации строительной продукции в целях защиты прав и охраняемых 
законом интересов ее потребителей, общества и государства. 
С целью формирования более подробного представления о деятельности 
предприятия ООО «БСК» рассмотрим основные технико-экономические 
показатели  деятельности данного предприятия, которые представлены в 
таблице 2.1. Анализ основных технико-экономических показателей 
деятельности предприятия проводился на основании форм бухгалтерской 
отчетности за период с 2014 - 2016 гг. 
Таблица 2.1 
Основные показатели финансово-хозяйственной деятельности  
 предприятия  ООО «БСК» 
 
Показатели 
Годы 
Относительное 
отклонение (+, -) 
Абсолютное 
отклонение % 
2014 г. 2015г. 2016 г. 
2015 г / 
2014 г 
2016г / 
2015 г 
2015 г / 
2014 г 
2016 г / 
2015 г 
Выручка тыс. руб. 155640 229139 176785 73499 21145 147,2 113,5 
Себестоимость 
продукции, тыс. руб. 
154693 228241 176482 73548 21789 147,5 114 
Среднегодовая 
численность 
персонала, чел. 
193 196 194 3 1 101.5 100,5 
Среднемесячная 
заработная плата, 
руб. 
19800 21030 20281 1230 481 106,2 102,4 
Валовая прибыль 947 898 303 -49 -644 94,8 31,9 
Прибыль (убыток) от 
продаж, тыс. руб. 
947 898 303 -49 -644 94,8 31,9 
Чистая прибыль 
(убыток) отчетного 
периода, тыс. руб. 
947 898 303 -49 -644 94,8 31,9 
Общая 
кредиторская 
задолженность, 
тыс. руб. 
45876 14870 25525 -31006 -20351 32,4 55,6 
Общая дебиторская 
задолженность, 
тыс. руб. 
12671 5167 7238 -7495 -5433 40,7 57,1 
Рентабельность 
продаж,% 
0,25% 0,24% 0,25% -0,01% 0,01% 
96 100 
 Проведенный в таблице 2.1  анализ деятельности предприятия показал, что 
выручка  предприятия за анализируемый период  (31.12.2014г.-31.12.2016г.) 
увеличилась на 21 145 тыс. руб. или 13,6% (с 155 640 тыс. руб. до 176 785 
тыс. руб.). Основная деятельность, ради осуществления которой было 
создано данное предприятие, за анализируемый период была прибыльной. 
Себестоимость реализованной продукции предприятия ООО «БСК» за 
анализируемый период увеличилась на 21 789 тыс. руб. или 14,09% (с 
154 693 тыс. руб. до 176 482 тыс. руб.). 
Как следствие этого, эффективность основной деятельности исследуемого 
предприятия снизилась, так как темп изменения выручки отставал от темпа 
изменения себестоимости реализованной продукции. 
Численность персонала предприятия ООО «БСК» в 2015г. по сравнению с 
2014г. увеличилась на 3чел, в то время как в 2016г. численность персонала 
уменьшилась на 2чел. и составила 194чел. 
Валовая прибыль предприятия за анализируемый период уменьшилась на 644 
тыс. руб. или 68% (с 947 тыс. руб. до 303 тыс. руб.). 
В начале анализируемого периода данное предприятие имело прибыль от 
основной деятельности в размере 947 тыс. руб. 
В конце анализируемого периода предприятие ООО «БСК» имело прибыль 
от основной деятельности в размере 303 тыс. руб. 
От осуществления всех видов деятельности в конце анализируемого периода 
предприятие получило прибыль в размере 303 тыс. руб., что на 68% меньше 
прибыли в начале периода, составившей 947 тыс. руб. Наличие в 
анализируемом периоде у предприятия ООО «БСК» чистой прибыли 
свидетельствует об имеющемся источнике пополнения оборотных средств. 
Предприятие ООО «БСК» гарантирует выполнение качественных работ в 
кратчайшие сроки, т.к. высоко ценит   доверие клиентов и дорожит своей  
репутацией. Осуществляя индивидуальный подход к каждому заказчику, 
ООО «БСК» реализует современные дизайнерские решения, технические 
требования и максимальную функциональность каждого проекта, в 
соответствии с пожеланиями клиента. 
 
2.2. Анализ финансово-экономических  показателей деятельности 
предприятия 
 
Финансовое состояние предприятия и его устойчивость в значительной 
степени зависят от того, каким имуществом располагает предприятие, в 
какие активы вложен капитал, и какой доход они приносят. 
Сведения о размещении капитала, имеющегося в распоряжении предприятия, 
содержатся в активе баланса. Каждому виду размещённого капитала 
соответствует определённая статья баланса. 
С помощью комплексного анализа изучаются тенденции развития, глубоко и 
системно исследуются факторы изменения результатов деятельности, 
осуществляется контроль за их выполнением, выявляются резервы 
повышения эффективности производства, оцениваются результаты 
деятельности предприятия и их чувствительность к управленческим 
воздействиям, вырабатывается экономическая стратегия его развития. 
Финансово-экономический анализ деятельности исследуемого предприятия 
ООО «БСК» показал, что от осуществления всех видов деятельности в конце 
анализируемого периода предприятие получило прибыль в размере 303 тыс. 
руб., что на 68% меньше прибыли в начале периода, составившей 947 тыс. 
руб. Наличие в анализируемом периоде у предприятия ООО «БСК» чистой 
прибыли свидетельствует об имеющемся источнике пополнения оборотных 
средств. 
Как наглядно видно из рис. 2.1. за анализируемый период затраты на 
производство возросли с 154693 тыс. руб. до 176482 тыс. руб. 
Активы предприятия ООО «БСК» за анализируемый период уменьшились на 
18 303 тыс. руб. (c 53 866 тыс. руб. до 35 563 тыс. руб.), или 33,9%. Снижение 
активов произошло за счет падения оборотных активов на 19 327 тыс. руб. 
или на 52,5 % при одновременном увеличении внеоборотных активов на 
1 024 тыс. руб. или на 6,01 %. 
В целом, уменьшение имущества свидетельствует о сокращении 
предприятием хозяйственного оборота, что могло повлечь его 
неплатежеспособность. Основную часть в структуре имущества занимали на 
начало анализируемого периода - оборотные активы (68,4%), а на конец 
анализируемого периода - внеоборотные активы (50,7%). Структура активов 
предприятия представлена в таблице 2.3. 
Чистые активы данного предприятия на начало анализируемого периода 
составили 957 тыс. руб., а в конце периода были равны 313 тыс. руб. 
Доля основных средств в имуществе на конец анализируемого периода 
составила 50,7%. Таким образом, данное предприятие имеет «тяжелую» 
структуру активов. Как правило, это свидетельствует о значительных 
накладных расходах и высокой чувствительности прибыли предприятия к 
изменениям выручки. В таком случае, для сохранения финансовой 
устойчивости ООО «БСК» необходимо иметь высокую долю собственного 
капитала и долгосрочного заёмного капитала в источниках финансирования. 
Для оценки уровня производственного рычага необходимо дополнительно 
проанализировать переменные и постоянные затраты. 
Таблица 2.3 
Структура активов ООО «БСК» за 2014-2016гг. 
 
Показатели 2014г. 2015г. 2016г. Отклоне
ние 
2015/ 
2014 
(+;-) 
Отклоне
ние 
2016/ 
2015 
(+;-) 
I.Внеоборотные активы, 
в.т.ч. 
     
Нематериальные активы - - - - - 
Основные средства 17033 20097 18057 3064 -1024 
Финансовые вложения - - - - - 
Прочие внеоборотные 
активы 
- - - - - 
Итого по разделу I 17033 20097 18057 3064 -1024 
II.Оборотные активы, в т.ч.      
Запасы 8557 1486 8702 -7071 145 
НД по приобретенным 2068 267 1566 -1801 -502 
ценностям 
Дебиторская задолженность  12671 5167 7238 -7504 -5433 
Денежные средства и 
денежные эквиваленты 
13537 3021 0 -10536 -13757 
Прочие оборотные активы - - - - - 
Итого по разделу II. 36833 9941 17506 -26892 -19327 
Баланс 53866 30038 35563 -23828  -18303 
 
Графически  тенденция развития доли активов данного предприятия за 2014-
2016гг. отражена на рис. 2.1. 
В конце анализируемого периода структура имущества характеризуется 
относительно высокой долей внеоборотных активов, которая увеличилась с 
31,6% до 50,7%. 
Внеоборотные активы предприятия ООО «БСК» за анализируемый период 
увеличились с 17 033 тыс. руб. до 18 057 тыс. руб. 
 
 2014                                        2015                                        2016  
                                                                                     
Рис. 2.1.  Тенденция развития доли активов предприятия 
 
Прирост внеоборотных активов произошел за счет увеличения следующих 
составляющих: 
- основных средств на 1 024 тыс. руб. (с 17 033 тыс. руб. до 18 057 тыс. руб.) 
или 6,01% . 
Внеоборотные 
активы 
Оборотные 
активы 
Структура внеоборотных активов за анализируемый период оставалась 
достаточно стабильной. В то же время, в анализируемом периоде основная 
часть внеоборотных активов неизменно приходилась на основные средства 
(100 %). За анализируемый период в структуре внеоборотных активов доля 
основных средств не изменилась, оставшись на уровне 100%. 
В анализируемом периоде данное предприятие  не использовало в своей 
финансово-хозяйственной деятельности нематериальные активы, вложения 
во внеоборотные активы, долгосрочные финансовые вложения, прочие 
внеоборотные активы.  
На конец анализируемого периода структура имущества характеризуется 
относительно невысокой долей оборотных активов, которая  снизилась с 
68,38% до 49,23%. Тенденция изменения доли оборотных активов 
предприятия представлена на рис. 2.2. 
Оборотные активы предприятия ООО «БСК» за анализируемый период 
уменьшились с 36 833 тыс. руб. до 17 506 тыс. руб. Снижение оборотных 
активов произошло за счет уменьшения следующих составляющих: 
- дебиторской задолженности; 
- денежных средств; 
- прочих оборотных активов при одновременном росте запасов. 
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Денежные средства и краткосроч. фин. влож. 
Дебиторская 
задолженность 
Прочие оборотные 
активы 
  
Рис. 2.2. Тенденция изменения доли оборотных активов предприятия. 
 
Структура оборотных активов за анализируемый период  существенно 
изменилась. На начало анализируемого периода основная часть оборотных 
активов приходилась на денежные средства (36,7 %). На конец 
анализируемого периода все больший удельный вес стал приходиться на 
запасы (49,7 %). Удельный вес запасов в оборотных активах вырос с 23,2% 
до 49,7%. 
Стоимость запасов за анализируемый период практически не изменилась, 
составив на конец периода 8 702 тыс. руб. 
При этом темп роста запасов (101,7%) за анализируемый период отставал от 
темпа роста выручки (113,6%), что  высвободило часть финансовых ресурсов 
в оборотных средствах данного предприятия. 
Доля дебиторской задолженности (краткосрочной и долгосрочной) в 
оборотных активах выросла с 34,40 до 41,4%. 
За анализируемый период объемы дебиторской задолженности снизились на 
5 433 тыс. руб. (с 12 671 тыс. руб. до 7 238 тыс. руб.), что является 
позитивным изменением и может свидетельствовать об улучшении ситуации 
с оплатой продукции предприятия и о выборе подходящей политики продаж 
и предоставления потребительского кредита покупателям. Такое резкое 
уменьшение дебиторской задолженности (на 42,8%) возможно из-за 
сокращения продаж в кредит. 
На конец анализируемого периода в составе дебиторской задолженности  
находилась только задолженность долгосрочных дебиторов. Это означает, 
что указанные средства практически выведены из оборота на срок более года. 
Так, за анализируемый период долгосрочная дебиторская задолженность 
снизилась на 5 433 тыс. руб. и составила 7 238 тыс. руб., а её доля в 
оборотных активах увеличилась с 34,4% до 41,4%. 
Величина чистого оборотного капитала (то есть разницы между запасами, 
краткосрочной дебиторской задолженностью, денежными средствами, 
краткосрочными финансовыми вложениями и всеми краткосрочными 
обязательствами (кредиторской и финансовой задолженностью) показывает, 
что на протяжении анализируемого периода у исследуемого предприятия 
отсутствовали собственные оборотные средства. 
В конце анализируемого периода наибольшие суммы денежных средств 
предприятие расходует на следующие нужды: 
- денежные средства, направленные на оплату товаров, услуг, сырья и иных 
ценностей  (67,8% в величине суммарных оттоков); 
- денежные средства, направленные на оплату труда (19,2% в величине 
суммарных оттоков); 
- прочие расходы (12,9% в величине суммарных оттоков). 
В анализируемом периоде предприятие ООО «БСК» не использовало в своей 
финансово-хозяйственной деятельности краткосрочные финансовые 
вложения.  В анализируемом периоде данное предприятие  перестало 
использовать в своей финансово-хозяйственной деятельности денежные 
средства.  
Основным источником формирования имущества исследуемого предприятия 
в анализируемом периоде (2014-2016гг.) являются  заемные средства, доля 
которых в балансе увеличилась с 98,2% до 99,1%. 
Собственный капитал (фактический, за вычетом убытков и задолженностей 
учредителей) на начало анализируемого периода составил 957 тыс. руб., а на 
конец периода был равен 313 тыс. руб.  За анализируемый период величина 
собственного капитала уменьшилась на 644 тыс. руб. при одновременном 
увеличении соотношения заемного и собственного капитала на 57,33. Таким 
образом, можно сказать, финансовая устойчивость данного предприятия 
снизилась.   
Собственный капитал предприятия ООО «БСК» за анализируемый период 
уменьшился. Снижение собственного капитала произошло за счет 
уменьшения  резервов, фондов и нераспределенной прибыли (фактических) 
на 644 тыс. руб. (с 947 тыс. руб. до 303 тыс. руб.) или 68,0 % . 
В анализируемом периоде остались на прежнем уровне следующие 
показатели:  уставный капитал (20 тыс. руб.). 
  Структура пассивов предприятия ООО «БСК» за 2014-2016гг. представлена 
в таблице 2.3. 
 
 
Таблица 2.3  
Структура пассивов ООО «БСК» за 2014-2016гг 
 
Показатели 2014 г. 2015 г. 2016 г. 
Отклонение 
2015-2014 
(+;-) 
Отклонение 
2016-2015 
(+;-) 
 В целом, сокращение резервов, фондов и нераспределенной прибыли 
свидетельствует о падении деловой активности предприятия (в том случае, 
если оно не использовало собственные средства для финансирования). 
В связи с этим, необходимо дополнительно проанализировать направления 
расходования собственных средств данного предприятия. За анализируемый 
период в структуре собственного капитала доля резервов, фондов и 
нераспределенной прибыли имела тенденцию к снижению (с 98,9% до 
96,8%). 
Предприятие на протяжении анализируемого периода убытков по балансу не 
имело.  
В структуре заемного капитала долгосрочные обязательства в анализируемом 
периоде отсутствовали. 
III. Капитал и 
резервы, вт.ч. 
     
Уставной капитал 10 10 10 0 0 
Резервный 
капитал 
- 898 303 898 303 
Нераспределенная 
прибыль 
947 - - 947 947 
Итого по разделу 
III. 
957 908 313 -49 -644 
IV.  
Долгосрочные 
обязательства, в 
т.ч. 
- - - - - 
Заемные средства - - - -  
V. Краткосрочные 
обязательства, в 
т.ч. 
     
Заемные средства - - - - - 
Кредиторская 
задолженность 
45876 14870 25525 -31006 -20351 
Доходы будущих 
периодов 
- - - - - 
Прочие 
обязательства 
7033 14260 9725 7227 2692 
Итого по разделу 
V. 
52909 29130 35250 -23779 -17659 
Баланс 53886 30038 35563 -23848 -18323 
Краткосрочные обязательства за анализируемый период снизились на 17 659 
тыс. руб. К концу анализируемого периода краткосрочные обязательства 
были представлены только коммерческими обязательствами. 
Графически тенденция изменения доли пассивов исследуемого предприятия 
ООО «БСК» за 2014-2016 гг.  представлена на рис. 2.3. 
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Рис. 2.3. Тенденция изменения доли пассивов предприятия. 
 
Краткосрочные кредиты и займы (финансовые обязательства) в 
анализируемом периоде отсутствовали. 
Кредиторская задолженность за анализируемый период снизилась на 20 351 
тыс. руб. (с 45 876 тыс. руб. до 25 525 тыс. руб.). 
В анализируемом периоде у предприятия ООО «БСК» отсутствовала 
задолженность перед бюджетом, перед поставщиками и подрядчиками, перед 
персоналом организации, перед государственными внебюджетными 
фондами, по векселям к уплате, перед дочерними и зависимыми обществами, 
по авансам полученным, перед прочими кредиторами.  
Краткосрочные кредиты и займы 
Собственный капитал (фактический) 
Прочая кредиторская задолженность 
Долгосрочные 
обязательства 
Задолженность перед бюджетом 
Прочие краткосрочные обязательства 
Показатели эффективности деятельности ООО «БСК», полученные на 
основании проведенных расчетов представлены в таблице 2.4. 
Рентабельность собственного капитала (фактического) данного предприятия 
(определяющая эффективность вложений средств собственников) на 
протяжении всего анализируемого периода была положительной и снизилась 
с 98,9% до 49,6%. Необходимым уточнением к анализу соотношения чистой 
прибыли и собственного капитала является оценка соотношения чистой 
прибыли и общей стоимости активов, то есть рентабельности активов. За 
анализируемый период рентабельность активов по чистой прибыли, которая 
отражает способность Предприятия извлекать прибыль, исходя из 
имеющегося в его распоряжении имущества, в целом была низкой и 
варьировалась от 1,7% до 0,9%. 
Таблица 2.4 
Показатели эффективности деятельности предприятия 
 
Показатели 2014г. 2015г.  2016г. 
Рентабельность активов по прибыли до 
налогообложения 
0,018 0,009 0,008 
Рентабельность всех операций по прибыли до 
налогообложения 
0,006 0,002 0,003 
Рентабельность всех операций по чистой 
прибыли 
0,006 0,002 0,005 
Рентабельность производственных активов 
по результатам от основной деятельности 
0,024 0,010 0,016 
Рентабельность продаж (основной 
деятельности) 
0,006 0,002 0,008 
Рентабельность продаж по чистой прибыли 0,006 0,002 0,005 
Рентабельность собственного капитала 
(фактического) 
0,990 0,496 0,593 
Рентабельность активов по чистой прибыли 0,018 0,009 0,011 
Оборачиваемость активов 2,889 5,390 3,500 
Оборачиваемость производственных активов 3,859 5,650 4,791 
Оборачиваемость запасов и прочих 
оборотных активов 
14,649 29,413 17,764 
Длительность оборота запасов и прочих 
оборотных активов, дни 
24,576 12,240 17,336 
Оборачиваемость краткосрочной 
дебиторской задолженности 
0,0 0,0 0,0 
Длительность оборота краткосрочной 
дебиторской задолженности, дни 
0,0 0,0 0,00 
Оборачиваемость кредиторской 2,942 5,492 4,550 
Показатели 2014г. 2015г.  2016г. 
задолженности 
Длительность оборота кредиторской 
задолженности, дни 
122,380 65,551 86,829 
Чистый производственный оборотный 
капитал 
-42 284,000 -24 982,000 -27 302,000 
Длительность оборота чистого 
производственного оборотного капитала, дни 
-97,804 -53,311 -64,493 
Чистый оборотный капитал (за вычетом кред. 
задолж.) 
-28 747,000 -24 982,000 -18 765,000 
 
Значение рентабельности активов по чистой прибыли на конец 
анализируемого периода свидетельствует о весьма низкой эффективности 
использования имущества. Уровень рентабельности активов по чистой 
прибыли в размере 0,92% на конец анализируемого периода обеспечивается 
высокой оборачиваемостью активов, составившей на конец периода 5,39 
оборота за год, при низкой (0,17%) доходности всех операций (по чистой 
прибыли). 
В целом, динамика оборачиваемости активов, которая показывает, с какой 
скоростью совершается полный цикл производства и обращения, а также 
отражает уровень деловой активности предприятия ООО «БСК»,  
положительна (за анализируемый период отмечается резкое увеличение 
значения показателя с 2,88 до 5,39). Положительное влияние роста 
оборачиваемости активов заключается не только в том, что увеличивается 
показатель рентабельности активов, но и в том, что данному предприятию не 
требуется изыскивать дополнительные финансовые ресурсы для содержания 
активов, которые приносят достаточную отдачу. 
Оценку эффективности управления основной деятельностью данного 
предприятия с точки зрения извлечения прибыли дает показатель 
рентабельности, рассчитываемый по результатам от основной деятельности. 
Рентабельность производственных активов (показывающая, какую прибыль 
приносит каждый рубль, вложенный в производственные активы 
предприятия) в начале анализируемого периода равнялась 2,35%, а на конец 
периода составляла 0,97%. 
Снижение рентабельности продаж в сложившейся ситуации свидетельствует 
о необходимости снижения затрат, в первую очередь, себестоимости 
продукции. 
Рентабельность всех операций (по прибыли до налогообложения) 
предприятия ООО «БСК» в конце анализируемого периода составила 0,17% 
и была на уровне показателя рентабельности продаж (основной 
деятельности).  
Соотношение чистой прибыли и выручки от продаж, то есть показатель 
рентабельности продаж по чистой прибыли, отражает ту часть поступлений, 
которая остается в распоряжении предприятия с каждого рубля 
реализованной продукции. Значение показателя в анализируемом периоде 
снизилось с 0,61% до 0,17%. Таким образом, если такая тенденция 
сохранится, то предприятие ООО «БСК» лишится возможности 
самостоятельно финансировать свою деятельность и получать прибыль. 
Данный коэффициент рассматривают в сочетании с такими показателями, 
как объем продаж и чистая прибыль в расчете на одного работника, объем 
продаж в расчете на единицу площади и т.п. Для этого необходимо 
дополнительно проанализировать калькуляцию затрат данного предприятия. 
Длительность оборота запасов и прочих оборотных активов на конец периода 
составляет 12 дней, краткосрочной дебиторской задолженности 0 дней, а 
кредиторской задолженности  66 дней. Таким образом, длительность оборота 
чистого производственного оборотного капитала (длительность оборота 
запасов плюс длительность оборота краткосрочной дебиторской 
задолженности минус длительность оборота кредиторской задолженности) 
составляет -54 дня и -97 дней в начале анализируемого периода. 
Следует обратить внимание на то, что средняя за анализируемый период 
величина длительности оборота чистого производственного оборотного 
капитала отрицательна, что отражает отсутствие у исследуемого предприятия 
ООО «БСК» собственных производственных оборотных средств. 
Анализ финансовой устойчивости предприятия ООО «БСК» позволяет 
говорить о незначительном запасе прочности, обусловленном низким 
уровнем собственного капитала (фактического), который на конец 
анализируемого периода составил 0,009 (при рекомендуемом значении не 
менее 0,500). 
Таким образом, к концу анализируемого периода у данного предприятия 
имелись ограниченные возможности привлечения дополнительных заемных 
средств без риска потери финансовой устойчивости. 
Уменьшение уровня собственного капитала (фактического) за 
анализируемый период способствовало снижению финансовой устойчивости 
данного предприятия. 
Коэффициент покрытия внеоборотных активов собственным капиталом  на 
конец анализируемого периода был значительно ниже нормативного, и 
следовательно, только часть долгосрочных активов финансируется за счет 
долгосрочных источников, что может обеспечить относительно низкий 
уровень платежеспособности данного предприятия в долгосрочном периоде. 
При этом динамика данного показателя может быть оценена как негативная. 
Коэффициент обеспеченности собственными средствами также ниже 
установленного нормативного значения. 
Таким образом, за анализируемый период (2014-2016гг.) предприятие 
сохранило неспособность погасить текущие обязательства за счет 
производственных запасов, готовой продукции, денежных средств, 
дебиторской задолженности и прочих оборотных активов. 
Таким образом, по итогам проведенного анализа финансового состояния 
предприятия можно сделать вывод о том, что  данное  ремонтно-
строительное предприятие ООО «БСК» относится к третьей группе 
инвестиционной привлекательности. Это означает, что данное предприятие 
финансово неустойчиво, оно имеет низкую рентабельность для поддержания 
платежеспособности на приемлемом уровне. 
Предприятие ООО «БСК» имеет удовлетворительный уровень доходности, 
хотя отдельные показатели находятся ниже рекомендуемых значений.                       
Следует отметить также, что данное предприятие недостаточно устойчиво к 
колебаниям рыночного спроса на продукцию (услуги) и другим факторам 
финансово-хозяйственной деятельности.  
 
2.3. Оценка уровня организации службы безопасности на предприятии 
 
 
Экономическое развитие государства напрямую зависит от стабильного 
функционирования предприятий, увеличения их экономического потенциала 
в условиях рыночных отношений. Опыт свидетельствует, что организация 
современной предпринимательской деятельности нуждается в создании 
надежной службы безопасности  предприятия в условиях существования 
рисков. 
Наиболее распространенными рисками в настоящее время являются: 
  - угроза потери имущества; 
            - неудовлетворительное состояние экономической безопасности 
предприятия (наличие фактов недостачи, возможность свободного 
несанкционированного доступа посторонних лиц к документам, 
материальным ценностям и т. п.); 
   - угрозы работникам физической расправой. 
   Кроме того, создание  службы безопасности  может быть обусловлено: 
          - необходимостью постоянного или временного физического 
сопровождения или охраны отдельных лиц предприятия; 
          - желанием создать условия тотального контроля деятельности 
работников. 
При наличии таких предпосылок руководитель предприятия определяет 
основные направления обеспечения безопасности предприятия и результат, 
которого необходимо достичь, т. е. определяет политику безопасности. 
Политика безопасности предприятия ООО «БСК» - это общие направления 
действий и принятия решений, обеспечивающих достижение целей 
безопасности предприятия. Этими целями могут быть: 
    -  укрепление дисциплины труда и повышение его производительности; 
   -  защита законных прав и интересов предприятия и персонала; 
   - укрепление интеллектуального потенциала предприятия; 
   - сохранение и увеличение собственности; 
   - повышение конкурентоспособности произведенной продукции; 
   - максимально полное обеспечение руководства предприятия достоверной 
оперативной информацией о деятельности структурных подразделений 
(дочерних предприятий, филиалов); 
    - недопущение зависимости от случайных и неустойчивых деловых 
партнеров; 
    - осуществление проверок отдельных видов деятельности предприятия 
и т. п. 
В зависимости от целей обеспечения безопасности могут создаваться 
различные варианты структуры службы безопасности. Структура службы 
безопасности предприятия ООО «БСК», состоящая из отделов финансовой 
разведки, физического сопровождения и охраны, расследований и 
мониторинга, финансового аудита представлена на рис. 2.4. 
 
 
 
Рис. 2.4. Служба  безопасности предприятия ООО «БСК» 
 
Отдел финансовой разведки позволяет своевременно выявить и представить 
руководству предприятия закрытую информацию о реальных и 
потенциальных внешних угрозах его функционированию. 
Этот отдел осуществляет: 
    - выявление и представление руководству информации, игнорирование 
которой станет потенциальной угрозой потери активов, с целью 
предупреждения правонарушений, затрагивающих экономические интересы 
предприятия; 
    - изучение отрицательных и криминальных аспектов теневой экономики и 
рынка, мониторинг законодательства по финансовым вопросам; 
    - определение надежности деловых партнеров, проверку их 
кредитоспособности, выявление и документирование фактов нарушений прав 
владельцев товарного знака. 
Отдел физического сопровождения и охраны занимается  предупреждением и 
противодействием преступным посягательствам.  Он осуществляет 
следующие мероприятия: 
   - комплекс мероприятий, направленных на предупреждение и 
непосредственную защиту определенных лиц от противоправных 
посягательств (причинение ущерба им, членам их семей и их имуществу); 
   -  охрану объектов предприятия, сопровождение грузов; 
   -  взаимодействие с правоохранительными органами и негосударственными 
охранительными структурами. 
Отдел расследований и мониторинга занимается выявлением и 
документированием обстоятельств совершения действий, представляющих 
потенциальную опасность для предприятия, мониторинг отдельных 
направлений его деятельности. Этот отдел  осуществляет: 
    - расследование фактов разглашения коммерческой тайны предприятия, 
документирование обстоятельств совершения краж, растрат и т. п.; 
    - надзор за четкой формулировкой прав, обязанностей и ответственности 
каждого работника; систематическую оценку работы каждого работника в 
необходимом объеме; 
     - организацию работы в критических точках (стратегических сферах, 
видах деятельности); 
      - защиту научно-технической информации и принимает меры по 
выявлению лиц, занимающихся экономическим шпионажем; 
      - разработку перечня сведений, представляющих коммерческую тайну, и 
перечня сведений, не подлежащих разглашению посторонним лицам с целью 
личной безопасности работников и предприятия; 
      - разработку инструкции по охране коммерческой тайны, содержащей 
основные требования по ее защите, и памяток работникам по ее сохранению; 
      - разработку правил ведения секретного делопроизводства и правил 
приема посетителей на предприятии. 
Отдел финансового аудита преследует следующие цели: 
- организация и проведение контрольных мероприятий; 
-  выявление упущений и недостатков организационного, нормативно-
правового и финансового характера, которые могут стать причиной 
ухудшения имущественного состояния предприятия; 
 - разработка предложений по устранению отрицательных последствий. 
Он осуществляет следующие функции: 
     - контрольные мероприятия (ревизию, проверку, оценку, расследование и 
изучение финансово-хозяйственной деятельности предприятия или 
отдельных ее аспектов); 
     - надзор за надежностью системы контроля на предприятии; 
     - надзор за доступом к ресурсам и их учетом; 
     - контроль достоверности проведенных операций; 
     - сверку учетных данных с фактическими, организует и проводит 
инвентаризацию имущества и обязательств предприятия; 
     - оценку общих результатов деятельности; 
     - оценку отдельных операций, процессов и видов деятельности; 
     - распределение и закрепление функций и задач за структурными 
подразделениями; 
    - внедрение порядка отчетности работников о проделанной работе; 
определение объектов, объемов и сроков отчетности; 
    - учетную политику, внедрение форм бухгалтерского учета, порядка и 
способа регистрации и обобщения информации; 
    - разработку правил документооборота и технологий обработки учетной 
информации, дополнительной системы счетов и регистров аналитического 
учета. 
Структура службы безопасности  предприятия ООО «БСК» и положение об 
этой службе утверждаются приказом руководителя предприятия. Кроме того, 
нормативными документами предприятия целесообразно утвердить: 
   - распределение и закрепление функций и задач за структурными 
подразделениями службы безопасности; 
    - должностные инструкции работников с четким определением их 
подчиненности и подотчетности; 
   - порядок отчетности работников о проделанной работе; объекты, объемы и 
сроки отчетности; 
   - учетную политику, формы бухгалтерского учета, порядок и способы 
регистрации и обобщения информации; 
   - правила документооборота и технологии обработки учетной информации, 
дополнительные системы счетов и регистров аналитического учета. 
Необходимо подчеркнуть, что структура службы безопасности  зависит от 
имеющихся или предвиденных рисков для предприятия, поэтому может 
изменяться или реформироваться. Внедрение системы мониторинга и оценки 
рисков даст возможность сосредоточиться на решении основных задач 
службы и сэкономить человеческие и материальные ресурсы предприятия. 
Основными задачами службы безопасности предприятия ООО «БСК» 
являются следующие.  
Определение (идентификация) рисков предусматривает установление всех 
видов рисков, способных повлиять на деятельность предприятия в целом или 
отдельные ее аспекты, с целью определения наиболее рисковых сфер 
деятельности и установления ответственности за управление рисками в 
соответствующей сфере. 
Идентификация рисков должна быть постоянным процессом с обязательным 
учетом изменений в сфере деятельности предприятия и правовой среде. 
В ходе осуществления идентификации рисков необходимо информировать 
руководство предприятия о рисковых сферах, относительно которых должны 
проводиться мероприятия с целью их предотвращения или ограничения, а 
также определения их приоритетности. 
Идентификация всех рисков предусматривает их классификацию по уровню 
отрицательных последствий, например по шкале: «высокий», «средний», 
«низкий», «допустимый». 
Если в структуру службы безопасности входит отдел финансового аудита, 
функционирование которого предусматривает осуществление внутреннего 
финансового контроля на предприятии, нужно определиться с контрольными 
функциями других структурных подразделений предприятия. При этом 
целесообразно избегать сосредоточения в одном структурном подразделении 
функций по получению, распределению и списанию ресурсов на нужды 
производства. 
Такими контрольными функциями могут быть: 
    - авторизация и подтверждение; 
    - распределение обязанностей и полномочий; 
    - контроль доступа к информации и ресурсам и их учету; 
    - контроль достоверности проведенных операций; 
    - сопоставление учетных данных с фактическими; 
    - оценка общих результатов деятельности предприятия; 
    - оценка отдельных операций, процессов и видов деятельности; 
     - мониторинг выполнения работниками предприятия своих должностных 
обязанностей. 
Рассмотрим более подробно  каждую из вышеперечисленных функций. 
Авторизация и подтверждение - определение правил осуществления 
операций и требований к ним; осуществление всех операций только по 
разрешению (согласованию) руководителя предприятия (заместителя, 
руководителя определенного структурного подразделения) на всех уровнях 
управления; возможность четкого определения лиц, причастных к 
осуществлению операций; документирование и учет всех операций, 
контрольных процедур, обязанностей, полномочий и задач; сохранение 
документации. 
Распределение обязанностей и полномочий - обязанности, полномочия и 
ответственность за осуществление всех операций должны распределяться 
между работниками. Каждый работник получает утвержденные должностные 
инструкции с четким определением прав, обязанностей и ответственности. 
На одного работника не должны возлагаться обязанности и полномочия по 
осуществлению всех ключевых операций (указанное ограничение можно 
распространить и на лиц, состоящих в родстве). 
Обязанности относительно полномочий на осуществление операций, 
непосредственное их проведение, учет и контроль должны, по возможности, 
распределяться между разными работниками. Кроме того, с учетом 
специфики деятельности предприятия целесообразно изменять обязанности и 
полномочия работников (ротация, замена в связи с отпуском, больничным, на 
время обучения и т. п.). 
Нужно учесть, что сговор работников может привести к потерям или 
ограничению результативности указанной функции. 
Небольшая численность работников предприятия может являться 
ограничением для применения соответствующих процедур контроля, 
которые должны компенсироваться установлением других приемлемых 
процедур контроля. 
Контроль за доступом к информации и ресурсам и их учету. Доступ должен 
быть ограниченным (возможным исключительно для определенных 
работников, ответственных за сохранение и использование информации и 
ресурсов). 
Объем ограничения зависит от уровня риска потери каждого отдельного вида 
ресурсов. При определении уровня риска должна учитываться ценность 
ресурса (стоимость, ликвидность и т. п.). 
Ограничение доступа к ресурсам и их учету, а также закрепление 
ответственности за сохранение и использование ресурсов должны 
периодически проверяться и оцениваться. 
Контроль за достоверностью проведенных операций должен осуществляться 
путем анализа имеющейся информации до и после проведения таких 
операций. 
Сопоставление учетных данных с фактическими. Учетные записи должны 
постоянно сверяться с соответствующими документами при осуществлении 
операций. Учетные данные о наличии активов сравниваются с фактически 
имеющимися. 
Оценка общих результатов деятельности осуществляется на их соответствие 
поставленным задачам, а также условиям результативности и эффективности 
использования имеющихся возможностей. Если при осуществлении оценки 
устанавливается несоответствие этим показателям, определенные процессы и 
операции должны пересматриваться с целью их усовершенствования. 
Оценка отдельных операций, процессов и видов деятельности. Операции, 
процессы и отдельные виды деятельности должны периодически 
пересматриваться для обеспечения уверенности в том, что они отвечают 
правилам, процедурам и другим требованиям. 
Мониторинг выполнения работниками предприятия своих должностных 
обязанностей предусматривает четкое формулирование прав, обязанностей и 
ответственности каждого работника предприятия; надлежащую организацию 
работы на рисковых направлениях деятельности; мониторинг функций, 
осуществляемых работниками предприятия во время выполнения 
возложенных на них обязанностей с целью предотвращения неэкономичных, 
неэффективных расходов; оперативное реагирование на смену 
законодательного поля. 
Конечно, решение тех или иных задач, на выполнение которых будет 
ориентирована деятельность службы безопасности, потребует 
соответствующих умений и навыков работников службы безопасности и 
создаст новый риск: накопления в указанном подразделении важной 
информации. Потеря ее в результате увольнения работников службы 
безопасности или ненадлежащего выполнения ими своих служебных 
обязанностей может привести к необратимым последствиям. Таким образом, 
выражение «кадры решают все» в этом случае более чем актуально. 
Создав надлежащие условия работы для наемных работников, необходимо 
определить основные принципы кадровой политики на предприятии, ведь 
риск принятия на работу работника, потенциально способного вследствие 
действий или бездеятельности руководства причинить ущерб, довольно 
значителен. 
Кадровая политика должна предусматривать: 
     - определение правил принятия работников на работу и их освобождения, 
вопросы карьерного роста, оценку их деятельности, мотивации; 
     - установление и соблюдение системы конкурсного отбора на замещение 
вакантных должностей; 
    - своевременное ознакомление работников с возложенными на них 
обязанностями, существующими правилами и порядком, изменениями в 
соответствующей сфере деятельности и законодательстве; 
    - определение для каждого уровня должностей требований относительно 
уровня образования, опыта и квалификации работников; обеспечение их 
соблюдения и периодического повышения. 
Нужно отметить, что между результатом, которого необходимо достигнуть, и 
укомплектованием подразделения службы безопасности предприятия ООО 
«БСК» работниками с соответствующими навыками и опытом существует 
определенная зависимость.   
Зависимость результата от квалификации персонала представлена в таблице 
2.5. 
Таблица 2.5  
Зависимость результата от квалификации персонала 
 
Результат 
Квалификация работника 
(опыт работы) 
Должен знать 
Обеспечение самого 
эффективного 
использования всех видов 
ресурсов с целью 
предотвращения рисков 
и обеспечения стабильного 
функционирования 
предприятия в условиях 
рыночной экономики 
 
 
Высшее образование 
финансово-экономического 
направления 
по образовательно-
квалификационному 
уровню магистра, 
специалиста. 
Стаж работы по 
специальности 
(на должностях аудитора, 
ревизора, бухгалтера) — 
не менее 3 лет 
Основные положения 
нормативно-правовых 
актов, инструктивные 
и методические документы, 
регулирующие вопросы 
организации 
и осуществления 
финансового контроля, 
а также развитие 
соответствующих сфер 
(областей) экономики; 
основы управления, 
экономики, права, 
управления персоналом 
и рынка труда; основные 
принципы работы 
на компьютере 
и соответствующие 
программные средства 
Защита информационных 
ресурсов и потоков от угроз 
несанкционированного 
доступа 
Высшее образование 
по направлениям 
эксплуатации 
и обслуживания средств 
вычислительной техники 
по образовательно-
квалификационному 
уровню магистра, 
специалиста. 
Стаж работы 
по специальности 
(специалист в области 
информационных 
технологий) — не менее 
2 лет 
Основные положения 
нормативно-правовых 
актов, инструктивные 
и методические документы, 
регулирующие вопросы 
организации и ведения 
хозяйственной 
деятельности в сфере 
информационных 
технологий; нормативные, 
инструктивные 
и методические документы 
по статистическому учету; 
порядок 
автоматизированной 
обработки информации 
и формирования 
необходимых 
информационных баз 
данных; условия 
эксплуатации 
компьютерной техники, 
применения программных 
и других технических 
средств обработки 
информации; технологии 
разработки программных 
средств; практику 
применения действующего 
законодательства в этой 
области; формы и методы 
работы со средствами 
массовой информации; 
правила и нормы охраны 
труда и противопожарной 
защиты 
Защита научно-
технической информации 
(продукции) 
Высшее образование 
юридического направления 
по образовательно-
квалификационному 
уровню магистра, 
специалиста. 
Стаж работы 
по специальности — 
не менее 3 лет 
Основные положения 
нормативно-правовых 
актов, инструктивные 
и методические документы, 
регулирующие вопросы 
защиты научно-
технической продукции, 
нормативные, 
инструктивные 
и методические документы 
по вопросам регистрации 
прав интеллектуальной 
собственности 
Физическое сопровождение 
и охрана 
Высшее образование 
юридического направления 
по образовательно-
квалификационному 
уровню магистра, 
специалиста. 
Стаж работы 
по специальности 
(в правоохранительных 
органах, частных 
охранительных структурах) 
— не менее 5 лет. 
Соответствующая 
физическая подготовка 
Основные положения 
нормативно-правовых 
актов, инструктивные 
и методические документы, 
регулирующие вопросы 
физической защиты 
и охраны собственности 
и граждан 
 
Вместе с тем необходимо учесть основные факторы, существенно влияющие 
на функционирование службы безопасности исследуемого предприятия ООО 
«БСК»  (табл. 2.6). 
Таблица 2.6 
Факторы влияния на функционирование службы безопасности 
предприятия ООО «БСК» 
 
Фактор 
Влияние руководителя 
предприятия 
Риск 
Экономическая 
целесообразность 
Финансовый. 
Стоимость финансовых 
расходов на обеспечение 
службы безопасности не должна 
превышать оптимального 
уровня, поскольку теряется 
Создание службы, 
функционирование 
которой будет сведено 
только к «проеданию 
бюджета» 
экономический эффект от ее 
функционирования 
Продолжение табл. 2.6 
Законность 
Правовой. 
В ходе функционирования 
службы безопасности возможны 
случаи представления 
недостоверной информации 
о деятельности отдельных лиц 
Потеря 
квалифицированных 
работников (их переход 
к конкурентам). 
Рассмотрение споров 
в судебном порядке 
Компетентность 
Кадровый. 
Работники службы безопасности 
должны выполнять 
поставленные перед ними 
задачи на профессиональном 
уровне, а при необходимости — 
специализироваться 
по основным направлениям 
функционирования предприятия 
Принятие на работу 
работников с низким 
профессиональным 
опытом или уволенных 
с предыдущего места 
работы за нарушение 
действующего 
законодательства 
Эффективность 
Кадровый. 
Создание условий, 
в соответствии с которыми 
работники службы безопасности 
в случае увольнения не могли 
бы использовать информацию 
с целью причинения ущерба 
предприятию. 
Работа службы безопасности 
направлена на минимизацию 
рисков 
Получение 
конкурентами 
информации, 
представляющей 
коммерческую тайну 
предприятия. 
Неэффективная 
деятельность службы 
безопасности может 
стать причиной как 
потери ресурсов, так 
и изменения ее 
кадрового состава 
Дублирование функци
й 
Организационный. 
Возможны случаи, когда 
функции службы безопасности 
идентичны функциям служб 
внутреннего аудита 
Конфликт между 
указанными 
подразделениями, 
неэффективное 
использование бюджета 
на содержание этих 
структур 
 
 
Таким образом,  основными задачами службы безопасности предприятия 
ООО «БСК»  являются обеспечение безопасности предприятия, 
производства, продукции и защита коммерческой, промышленной, 
финансовой, деловой и другой информации, независимо от ее назначения и 
форм при всем многообразии возможных каналов ее утечки и различных 
злонамеренных действий со стороны конкурентов. 
 
 
ГЛАВА 3.  ОБОСНОВАНИЕ МЕРОПРИЯТИЙ ПО 
СОВЕРШЕНСТВОВАНИЮ ОРГАНИЗАЦИИ СЛУЖБЫ 
БЕЗОПАСНОСТИ  
НА ПРЕДПРИЯТИИ 
3.1. Оценка проблем организации службы безопасности на предприятии 
 
 
Созданию службы безопасности предприятия обычно предшествуют 
два события: либо это острое желание руководителей предприятия 
отреагировать на внезапно возникшие реальные угрозы имуществу, 
физической расправы с персоналом и т.д., либо это основанный на 
результатах исследования вывод о неудовлетворительном состоянии 
безопасности предприятия. В первом случае созданная поспешно служба 
безопасности способна в некоторой степени отразить угрозы и в дальнейшем 
реагировать на их появление по принципу «угроза - отражение». Дело 
меняется существенным образом при реализации второго варианта. После 
детального изучения состояния безопасности предприятия (с привлечением 
специалистов, если их нет на предприятии) у его руководителей появится 
реальное представление о системе безопасности предприятия. 
Такое системное представление (зафиксированное в письменной 
форме) позволяет осознанно и целенаправленно проводить работу по 
обеспечению безопасности предпринимательской деятельности и самого 
предприятия всеми его подразделениями и сотрудниками. При этом ведущая 
роль службы безопасности не исчезает, наоборот, понимание своей роли и 
места в системе безопасности предприятия приведет только к 
положительным результатам. 
Эффективное функционирование службы безопасности предполагает 
предварительную проработку многих вопросов. Среди них особое значение 
приобретает проектирование оргструктуры службы безопасности и ее 
ресурсного обеспечения, т.к. без решения этих вопросов ее деятельность 
вообще невозможна. Параллельно с созданием службы безопасности ее 
руководителям приходится решать вопросы управленческого характера. 
Причем, в процессе функционирования службы эти вопросы приобретают 
все большую актуальность. Связано это с тем, что управление службой 
безопасности должно быть эффективным, ибо в противном случае ей грозит 
ликвидация, поскольку предприятие-учредитель не потерпит 
неудовлетворительных (или посредственных) результатов такой 
деятельности. 
Анализ практики функционирования служб безопасности позволяет 
утверждать, что слабая эффективность их деятельности в значительной 
степени является следствием существования различных проблем. Все эти 
проблемы настолько переплетены друг с другом, что разграничение их 
между собой на практике невозможно. Тем не менее, необходимым сделать 
разграничение этих проблем и в самом общем виде сформулировать способы 
их решения. Проблемы эти можно свести в четыре группы, представленные 
на рисунке  3.1. 
 
 
 
 
 
 
  
 
 
Рис. 3.1. Проблемы функционирования  
службы безопасности предприятия 
 
Рассмотрим более детально эти проблемы и предложения по их 
решению: 
Проблемы 
функционирования 
службы 
безопасности 
предприятия 
кадровы
е 
организа
ционные  
экономич
еские 
правовые 
- отсутствие типового устава службы безопасности. Разработку, 
утверждение и официальное опубликование типового устава службы 
безопасности можно поручить Министерству юстиции РФ. 
- неэффективное взаимодействие служб безопасности с 
правоохранительными и контрольно-надзирающими органами. Правила и 
процедуры такого взаимодействия для каждого органа отдельно в рамках его 
компетенции могут быть определены в специальном постановлении 
Правительства России. 
- запрет на ношение и применение оружия при охране жизни и 
здоровья физических лиц. Такой бессмысленный и необоснованный запрет 
легко отменить путем внесения соответствующих поправок в действующее 
законодательство. 
- отсутствие закрепленного в законе перечня основных функций 
службы безопасности. Необходимо в соответствующий раздел Закона «О 
частной детективной и охранной деятельности в Российской Федерации» 
внести в качестве поправки исчерпывающий перечень этих функций. 
- сдерживание развития службы безопасности в связи с высокими 
налоговыми платежами. В законодательном порядке установить перечень 
налогов, сборов и т.д. для служб безопасности и льготного режима 
налогообложения в начале их деятельности ( на год, три и т.д.). 
- отсутствие самостоятельного статуса службы безопасности. Внести 
необходимые поправки в Закон «О частной детективной и охранной 
деятельности в Российской Федерации» для признания службы безопасности 
как самостоятельной коммерческой негосударственной правоохранительной 
организации, т.е. юридическим лицом. 
- запрет об оказании службой безопасности предприятия услуг другим 
физическим и юридическим лицам. Внести необходимые поправки в Закон 
«О частной детективной и охранной деятельности в Российской Федерации» 
с оговоркой, что такие услуги служба безопасности может осуществлять с 
согласия руководства предприятия-учредителя. 
- отсутствие методики определения необходимого количества 
сотрудников службы безопасности для данного предприятия. Какая-либо 
общественная организация (фонд), занимающаяся проблемами безопасности 
в сфере предпринимательства, могла бы объявить конкурс на разработку 
такой методики. 
- совмещение функций выдачи лицензии, регистрации и контроля за 
деятельностью служб безопасности у одного органа. Представляется, что 
выдача лицензий, регистрация сотрудников и самой службы безопасности 
должны быть закреплены за органами Министерства юстиции, функцию же 
контроля оставить за органами внутренних дел. 
- отсутствие у руководителей служб безопасности необходимых 
правовых и организационно-управленческих знаний, умений и навыков. 
Разработка для этой категории руководителей силами преподавателей 
негосударственных образовательных учреждений программ спецкурсов. 
- запрещение выдачи лицензий гражданам, имеющим судимость за 
совершение только умышленного преступления. Целесообразно дополнить 
ст. 6 Закона «О частной детективной и охранной деятельности в Российской 
Федерации» запретом на выдачу лицензий также гражданам, имеющим 
непогашенную судимость и совершивших неумышленные преступления. 
- отсутствие нормативных оснований для одностороннего расторжения 
договора с предприятием-учредителем. Необходимо в законодательном 
порядке зафиксировать такие основания, как противоправные действия 
руководства предприятия-учредителя, задержки с выдачей зарплаты, 
незаконные указания, так как существующий в законодательстве порядок 
расторжения договора не содержит ясного и исчерпывающего перечня таких 
оснований. 
- несовершенство статистического учета результатов деятельности 
службы безопасности. Целесообразно создание в органах Министерства 
юстиции единого и детального учета результатов деятельности служб 
безопасности по муниципальным территориальным образованиям, регионам 
и стране в целом. 
- запрет на выдачу лицензии бывшим работникам правоохранительных 
органов, осуществляющим контроль за частной детективной и охранной 
деятельностью, если со дня их увольнения не прошел год. Практика показала, 
что такой запрет необходимо отменить путем внесения поправок в Закон «О 
частной детективной и охранной деятельности в Российской Федерации». 
Привлечение этой категории законопослушных и профессионально 
грамотных сотрудников к работе в службах безопасности (например, в 
штабных подразделениях) только укрепит в них состояние законности и 
дисциплины. 
- невозможность действий сотрудников службы безопасности вне 
государственной территории Российской Федерации. Решение этой 
проблемы видится в подписании межправительственнных соглашений, 
регламентирующих порядок действий сотрудников службы безопасности на 
территории другой страны.   
- запрет на создание службы безопасности для группы предприятий и 
коммерческих организаций. Такой запрет нелогичен, поскольку толкает их 
руководителей к обеспечению собственной безопасности неправовыми 
средствами. Устранить этот запрет можно внесением соответствующей 
поправки к Закону «О частной детективной и охранной деятельности в 
Российской Федерации». 
- необходимость письменного согласия предпринимателя при 
заключении им коммерческого контракта на выяснение биографических и 
других характеризующих личность контрагента данных. Общеизвестно, что 
на практике такое согласие никогда не дается. Следует внести 
соответствующие коррективы в действующее законодательство, т.к. 
предпринимательская деятельность в условиях риска требует, среди прочего, 
информацию о личности делового партнера. 
- несоответствие между декларируемой в Законе «О частной 
детективной и охранной деятельности в Российской Федерации» общей 
позицией законодателя о признании частных охранно-детективных структур 
коммерческими организациями и закреплением в этом же Законе статуса 
служб безопасности как структурных подразделений предприятия. 
Целесообразно внести поправку к Закону о признании службы безопасности 
коммерческой организацией, имеющей право заключать договора на 
обслуживание многих предприятий. 
Совершенно очевидно, что это только часть проблем деятельности 
служб безопасности предприятий. Однако сама их постановка позволяет 
утверждать, что рано или поздно решать их придется.  
К числу основных направлений решения вышеперечисленных проблем 
организации и функционирования службы безопасности на предприятии 
является создание контрразведки службы безопасности предприятия.  
В современных условиях жизни это может быть обусловлено по 
крайней мере двумя обстоятельствами:  
- во-первых, стремлением некоторых предпринимателей устранить или 
нейтрализовать своих конкурентов с помощью средств экономического 
шпионажа,  
 во-вторых, расширением масштаба криминализации населения, 
создающей питательную почву для его определенных слоев решать свои 
потребности преступным путем.  
Исходя из этого, цель контрразведывательного подразделения можно 
определить как противодействие разведывательным мероприятиям 
конкурентов и пресечение правонарушений со стороны противоправных 
групп или отдельных лиц, посягавших на интересы обслуживаемого 
предприятия или его отдельных сотрудников. 
В отличие от разведки, объектом контрразведывательной деятельности 
является не внешняя, а внутренняя среда функционирования предприятия. 
Эта среда включает в себя, по крайней мере, следующие элементы: 
- руководящий состав предприятия (директор, его заместители, главбух 
и т.д.) как потенциальные объекты разведывательных мероприятий и/или 
преступлений со стороны конкурентов. 
- лица из вспомогательного персонала, имеющие доступ к 
коммерческой тайне (машинистки, работники канцелярии и т.д.). 
- сотрудники, со стороны которых потенциально существует опасность 
предоставления преступным элементам таких сведений, которые помогут им 
совершить преступления (сторожа, охранники, водители персональных 
машин руководителей и т.д.). 
- сотрудники самой службы безопасности. 
- ранее судимые лица из числа работников предприятия. 
-сотрудники предприятия, родственники которых работают у 
конкурентов. 
- ранее уволившиеся из предприятия его работники. 
- лица, которые в силу своих должностных обязанностей регулярно 
принимают посетителей предприятия. 
Определение цели и объекта контрразведывательной деятельности 
позволяет определить круг возможных задач подразделения контрразведки: 
- борьба с экономическим шпионажем; 
- пресечение преступлений против отдельных групп сотрудников (или 
всех сотрудников на их рабочих местах); 
- оказание содействия правоохранительным, судебным и контрольно-
надзорным органам в документировании противоправных действий лиц, 
совершающих уголовные преступления и административные проступки. 
Выполнение вышеуказанных задач возможно при реализации 
следующей совокупности функций контрразведки: 
- сбор сведений и документов по гражданским и уголовным делам; 
- регулярное информирование руководства предприятия о причинах, 
порождающих и условиях, способствующих совершению правонарушений со 
стороны персонала; 
- документирование действий лиц, задержанных за административные 
проступки; 
- выявление лиц из числа персонала, оказывающих содействие 
преступным элементам (не работающим на предприятии) в совершении ими 
преступлений; 
- изобличение экономических (промышленных) шпионов из числа 
персонала; 
- информирование руководителей предприятия и телохранителей (если 
они имеются) о планируемых в отношении их преступлениях; 
- поиск без вести пропавших сотрудников предприятия; 
- создание условий, исключающих подслушивание разговоров в 
служебных кабинетах; 
- установление обстоятельств разглашения сведений, составляющих 
коммерческую тайну; 
- выяснение биографических и других, характеризующих личность 
данных о сотрудниках предприятия ( с их письменного согласия) при 
заключении ими трудовых контрактов; 
- поиск утраченного сотрудниками имущества, принадлежащего 
предприятию; 
- консультирование персонала по вопросам обеспечения безопасности 
предприятия. 
Дадим характеристику каждой из вышеперечисленных функций. 
Сбор сведений и документов по гражданским и уголовным делам. 
Необходимость в сборе информации по гражданским делам возникает, 
обычно, в случаях: 
- выявления свидетелей и документов; 
- проверки достоверности информации участников процесса и 
подлинности доказательств, представленных на суде; 
- возникновения необходимости проверки наличия основания для 
отвода участников процесса; 
- оказания помощи суду в установлении фактического 
местонахождения участников процесса; 
- выявления лиц, оскорбивших или оклеветавших руководителей 
предприятия-учредителя; 
- поиска утаиваемого от суда имущества процессуального противника, 
необходимого для погашения материального ущерба; 
- необходимости выявления среди свидетелей лиц, которые в силу 
своих физических или психических недостатков не способны правильно 
воспринимать факты или давать о них правильные показания и т.д. 
Сотрудник контрразведки может заниматься сбором сведений, как до 
возбуждения, так и в процессе судебного рассмотрения гражданского дела. 
То же самое относится и к сбору сведений по уголовным делам. Однако в 
отличие от гражданского дела руководитель контрразведки обязан 
одновременно с этим направить в правоохранительный орган, производящий 
расследование, письменное уведомление. Следует также отметить, что 
подразделение контрразведки может участвовать в сборе сведений по всем 
гражданским делам предприятия-учредителя, в то время как по уголовным 
делам, возбужденным против сотрудников предприятия только с санкции его 
руководства. 
Регулярное информирование руководства предприятия о причинах 
порождающих и условиях, способствующих совершению правонарушений со 
стороны персонала. 
Систематический анализ контрразведывательной информации 
позволяет своевременно и качественно выявлять причины, порождающие и 
условия, способствующие совершению правонарушений со стороны 
персонала предприятия. Обобщенные сведения о такого рода причинах и 
условиях необходимо регулярно представлять руководству предприятия-
учредителя.  
При этом важно не только своевременно информировать об этом, 
необходимо также одновременно вносить предложения по их устранению. 
Следует также помнить, что перечень причин и условий должен быть 
разработан на уровне предприятия, а не города, края, области, страны. Для 
уточнения такого рода сведений возможно и проведение анонимного 
анкетирования, однако следует помнить, что его результаты наверняка будут 
искажены (сотрудники предприятия, обычно, дают правдивые ответы на 
многие поставленные вопросы, кроме тех, которые задевают их 
производственные интересы). 
Документирование действий лиц задержанных за административные 
проступки. Имеются в виду прежде всего такие административные 
правонарушения, которые подрывают экономическую безопасность 
предприятия (например, мелкие хищения) и в силу определенных 
обстоятельств не могут быть обнаружены охранниками.  
Противоправные действия административных правонарушителей 
тщательно документируются (справки, объяснения, акты и т.д.) и передаются 
в тот орган, в компетенцию которого входит их рассмотрение. Особое 
внимание при этом следует обратить на то, чтобы при задержании 
правонарушителя присутствовали очевидцы, чья объективность не 
подвергается сомнению (например, не рекомендуется приглашать в качестве 
очевидца сотрудника службы безопасности). 
Выявление лиц из числа персонала, оказывающих содействие 
преступным элементам (не работающим на предприятии) в совершении ими 
преступлений. Поскольку преступники при реализации своих замыслов 
стараются привлечь к негласному сотрудничеству работников предприятия, 
то этой категории персонала со стороны контрразведки должно быть уделено 
самое пристальное внимание.  
С этой целью составляется список потенциальных помощников 
преступникам, и с ними проводится работа с применением законных 
методов. Результатом такой работы должно быть либо документирование 
преступных действий сотрудника предприятия, либо склонение его к отказу 
от совершения преступления.  
Изобличение экономических (промышленных) шпионов из числа 
персонала. Установление и изобличение экономических шпионов, т.е. лиц, 
использующих незаконные методы, которые приводят к материальному 
ущербу предприятия, является важнейшей функцией контрразведки. При 
этом контрразведчики обязаны использовать только законные методы и 
средства. Особое внимание следует уделять документированию деятельности 
шпионов, что позволит впоследствии привлечь их к гражданско-правовой, а в 
некоторых случаях и к уголовной ответственности. 
Информирование руководителей предприятия и телохранителей (если 
они имеются) о планируемых в отношении их преступлениях. 
В процессе контрразведывательной деятельности следует особое 
внимание уделять информации, свидетельствующей о подготовке покушения 
на руководителя предприятия. Контрразведывательное обеспечение в этом 
случае должно быть сконцентрировано в следующих зонах: 
- квартиры соседей охраняемого лица; 
- подъезд дома, где проживает охраняемый; 
- маршрут передвижения; 
-  наиболее посещаемые места работы и отдыха. 
Полученная информация о подготовке покушения на руководителя 
предприятия должна быть незамедлительно передана начальнику 
подразделения телохранителей и охраняемому лицу без указания источника 
информации. 
Поиск без вести пропавших сотрудников предприятия. Без вести 
пропавшим считается сотрудник предприятия, местонахождение и судьба 
которого остаются неизвестными. Поиск предполагает широкий перечень 
правил (процедур) по установлению местонахождения личности и не связан 
юридически обязательными приемами и средствами розыска.  
Деятельность сотрудника контрразведки по розыску без вести 
пропавшего лица представляет комплекс самостоятельных действий, 
осуществляемых при тесном взаимодействии с органами внутренних дел для 
установления фактических обстоятельств его исчезновения и фактического 
местонахождения. 
Создание условий, исключающих подслушивание разговоров в 
служебных кабинетах. Реализация этой функции имеет исключительное 
значение, поскольку позволяет руководству охраняемого предприятия 
сохранить не только коммерческую тайну, но и любую конфиденциальную 
информацию служебного характера. Создать условия, исключающие 
подслушивание разговоров, можно с помощью организационных и 
технических мероприятий. 
В организационную группу мероприятий входят инструктажи, 
разработка памяток и т.д. Технические мероприятия включают в себя 
систематические обследования служебных помещений с целью выявления 
подслушивающих устройств. Особое внимание следует обратить на создание 
условий, исключающих подслушивание, при проведении переговоров с 
деловыми партнерами. 
Установление обстоятельств разглашения сведений, составляющих 
коммерческую тайну. Коммерческой тайной становится только та 
информация, которая утверждена руководством предприятия в «Перечне 
сведений, составляющих коммерческую тайну предприятия» и объявленная 
под расписку всем причастным к ней сотрудникам. 
 Под разглашением коммерческой тайны понимается намеренная или 
непреднамеренная передача (устно или письменно), без согласия 
собственника (владельца) или руководителя, признанных в установленном 
порядке таковой, посторонним лицам или неопределенному кругу лиц. 
Установление обстоятельств разглашения сведений, составляющих 
коммерческую тайну, предполагает, что сотрудник контрразведки в связи с 
этим должен: 
- определить объем разглашенных сведений; 
-  установить лицо, по чьей вине эти сведения стали известны другим 
лицам; 
- установить физическое или юридическое лицо, которому были 
переданы эти сведения; 
- задокументировать всю полученную им вышеуказанную 
информацию. Передача документов, подтверждающих разглашение 
коммерческой тайны, в правоохранительный орган происходит только с 
санкции руководства обслуживаемого предприятия. 
Выяснение биографических и других характеризующих личность 
данных о сотрудниках предприятия (с их письменного согласия) при 
заключении ими трудовых контрактов. Содержание информации о личности 
сотрудника включает в себя две группы сведений: служебные (прогулы, 
жалобы посетителей и т.д.) и личные (аморальное поведение, семейные 
проблемы и т.д.). Представляется, что совокупность вышеуказанных 
сведений может в достаточной степени охарактеризовать сотрудника 
предприятия и помочь его руководству в укреплении дисциплины.  
Следует при этом отметить, что в случае увольнения такого сотрудника 
негласные материалы контрразведки должны быть реализованы в 
установленном законом порядке. Однако, прежде чем приступить к проверке 
сотрудника, следует убедиться, что он ранее давал письменное согласие на 
это.  
Поиск утраченного сотрудниками имущества, принадлежащего 
предприятию. Под утраченным имуществом понимается вещь, утерянная 
вследствие халатности персонала предприятия. При этом не имеет значение, 
где утеряна вещь (на территории или вне территории охраняемого объекта). 
Во избежание недоразумений следует убедиться в наличии документов, 
подтверждающих владение этим имуществом на законных основаниях. В 
случае положительного результата поиска утраченное имущество 
возвращается собственнику в гражданско-правовом порядке. Если в ходе 
поиска установлены признаки преступления, то собранные материалы 
необходимо направить в соответствующий правоохранительный орган для 
решения вопроса о возбуждении уголовного дела.   
Консультирование по вопросам обеспечения безопасности предприятия 
и его персонала. Консультирование сотрудников предприятия происходит 
преимущественно по всем видам безопасности. Формы консультирования 
групповые (лекции, семинары и т.д.) и индивидуальные. Среди персонала 
предприятия следует выделить те группы, которые необходимо 
систематически инструктировать. Если есть необходимость, то можно 
создать специализированные учебные курсы со сдачей зачетов. Цели, задачи, 
функции и другие основные вопросы деятельности контрразведки, обычно, 
отражаются в положениях о контрразведывательных подразделениях. 
На основе утвержденных руководством службы безопасности и 
предприятия целей, задач и функций контрразведки возможно формирование 
ее оргструктуры. В структуре контрразведки, на наш взгляд, должны 
функционировать следующие подразделения: собственной безопасности, 
проведения расследований, по работе с информаторами, справочно-
информационный фонд (СИФ), предупреждения правонарушений, по 
техническому обеспечению проведения операций, по организации 
сохранения коммерческой тайны, негласного проникновения, организации 
дезинформационных мероприятий, компьютерной безопасности. 
Подразделения (отделения, группы, секторы) контрразведки условно 
можно разделить на две группы: 
- основные, которые собственно и решают задачи, поставленные перед 
контрразведкой (проведение расследований, работа с информаторами и т.д.); 
- вспомогательные, основными задачами которых является всемерное 
содействие сотрудникам основной группы (СИФ, техническое обеспечение 
проведения операций и т.д.) 
Количественное соотношение между сотрудниками вспомогательных и 
основных отделений (групп, секторов) контрразведки может быть 
различным, однако при этом два условия должны быть соблюдены 
обязательно: сотрудники вспомогательных подразделений оказывают 
помощь сотрудникам основных подразделений (а не наоборот); работа 
сотрудников основных подразделений должна быть эффективной. 
Известно, что комплекс сил, средств контрразведки и применяемых ею 
методов в огромной степени определяет потенциал контрразведывательной 
деятельности. Правда, условием реализации этого потенциала является 
активная организационно-управленческая деятельность руководства службы, 
однако своеобразным базисом такой деятельности является все-таки 
вышеупомянутый комплекс сил, средств и методов. 
К силам контрразведки относятся ее кадровые сотрудники, при этом 
они подразделяются на тех, которые имеют лицензию на детективную 
деятельность и не имеющих ее (машинистки, водители, секретари и т.д.). 
Детективы контрразведки, помимо общих требований к сотрудникам службы 
безопасности, должны соответствовать следующим требованиям: 
- уметь выслушивать собеседника, 
- ясно и доходчиво излагать в документах информацию, 
- быть настойчивым и терпеливыми в достижении цели, 
- обладать хорошей памятью, 
- уметь перевоплощаться и т.д. 
Среди средств контрразведывательной деятельности наибольшее 
внимание следует уделить финансовым. Направлять их следует (помимо 
оплаты труда детективов и технического их обеспечения), в первую очередь, 
на поощрение труда информаторов, проведение операций, транспортные 
расходы и т.д. 
Среди правовых средств к числу обязательных, без чего невозможно 
существование в принципе подразделения контрразведки, следует отнести 
положение о секторе (группе) контрразведки, должностные инструкции и 
положение о режиме. К материально-техническим средствам относят обычно 
автомобили, радиотелефоны, магнитофоны, диктофоны и т.д. В отношении 
технических средств следует иметь в виду, что их использование ограничено 
законодательными нормами. 
Информационные средства занимают, с некоторыми оговорками, 
центральное место в системе средств контрразведки. Такое положение 
является закономерным, если иметь ввиду, что продуктом 
контрразведывательной деятельности являются знания об интересующем 
объекте, причем не всякие, а новые знания. К числу информационных 
средств относятся различные учеты, помогающие детективам контрразведки 
в их работе (причем не всегда целесообразно вводить их в компьютерные 
системы). 
Среди методов, наиболее часто используемых сотрудниками 
контрразведки, можно отметить следующие: 
- скрытое наблюдение; 
- открытый и зашифрованный опрос; 
- наведение справок; 
- изучение предметов и документов; 
- внешний и внутренний осмотр строений, помещений и др. объектов. 
Охарактеризуем каждый из вышеперечисленных методов отдельно:  
          Скрытое наблюдение - метод негласного, закрытого от посторонних 
лиц, сбора информации, основанный на визуальном и слуховом восприятии 
процессов и явлений, а также приемов их регистрации, касающихся 
изучаемого объекта, значимого с точки зрения контрразведывательной 
деятельности. В процессе такой деятельности применяется как физическое, 
так и электронное наблюдение.  
Согласие наблюдаемого на использование этого метода не требуется, 
однако детективу следует иметь в виду, что применение его ограничено 
законодательными нормами. Например, детектив может без разрешения 
вести наблюдение за сотрудником предприятия на его территории, однако 
вести такое наблюдение с помощью электронных средств в квартире этого 
сотрудника законом запрещается.   
Открытый и зашифрованный опрос - устная беседа сотрудника 
контрразведки с заранее намеченным и изучаемым лицом с целью сбора 
фактических данных об исследуемом событии или причастным к нему 
лицом. Закон не требует от детектива, чтобы он в каждом случае 
представлялся, в связи с чем устный опрос может быть зашифрован. Устное 
согласие на проведение беседы с сотрудником предприятия не требуется 
(если он при поступлении на работу давал письменное согласие о 
применении по отношению к нему методов, зафиксированных в Законе о 
частной детективной и охранной деятельности), однако по отношению к 
остальным гражданам такое согласие обязательно. По результатам опроса 
возможна (с согласия опрашиваемого) и фиксация самим опрашиваемым 
полученных сведений в письменном виде, записанных на видеомагнитофон и 
т.п. 
Под наведением справок понимается устное или письменное 
обращение к гражданину с просьбой о предоставлении сведений, 
интересующих детектива, и их получение ( в т.ч. в форме документов). 
Следует отметить, что предоставление такого рода сведений для сотрудников 
предприятия является обязанностью, для должностных лиц - обязанностью 
только в случаях, когда это установлено правовыми актами, а для остальных 
граждан вообще является правом, а не обязанностью. 
Изучение предметов и документов означает ознакомление, 
всестороннее исследование их с целью получения искомой (необходимой) 
информации. В отношении предметов и документов, принадлежащих 
предприятию, требуется письменное согласие его собственника, 
зафиксированное при учреждении службы безопасности в его уставе. Что 
касается остальных предметов и документов, то в отношении их требуется 
предварительное письменное согласие их владельцев.  
Правда, и в этом случае имеются исключения (например, в отношении 
опубликованных правовых актов). Кроме того, если частному детективу 
будут предоставлены любым лицом копии предметов и документов (макеты, 
модели и т.д.), а не оригиналы, то согласия собственников (владельцев) не 
требуется. Для изучения предметов и документов (как оригиналов, так и их 
копий) сотрудник контрразведки вправе привлечь экспертов, консультантов 
и т.д. 
Внешний и внутренний осмотр строений, помещений и др. объектов 
означает всестороннее визуальное (гласное и/или негласное) их обследование 
и изучение для фиксации необходимых контрразведчику сведений. Согласие 
собственника на внешний осмотр законом не предусмотрено, что касается 
внутреннего осмотра объектов предприятия, то такое согласие должно быть 
зафиксировано в уставе СБ. При осмотре допускается использование 
технических средств и специалистов. 
Все вышеперечисленные методы можно эффективно применять как 
раздельно, так и взаимно дополняя друг друга. Однако наиболее 
эффективным методом следует признать все-таки опрос, так как именно в 
рамках этого метода возможна деятельность информаторов. 
Информаторов контрразведывательного подразделения можно условно 
разделить на несколько групп: 
- работники предприятия, осведомляющие о работе потенциальных 
источников утечки информации в силу своего служебного положения 
(например, секретари, водители персональных машин и т.д.). 
- соседи, знакомые, друзья, любовницы и т.д., осведомляющие о 
готовящихся правонарушениях в отношении охраняемых сотрудников 
предприятия во внеслужебное время. 
- лица, не работающие на предприятии, но имеющие близкие контакты 
с сотрудниками охраняемого предприятия, которые, в свою очередь, 
являются потенциальными объектами разработки со стороны конкурентов. 
- сотрудники контрразведывательного подразделения службы 
безопасности, негласно внедрившиеся на определенное время в качестве 
сотрудника охраняемого предприятия. 
Однако перечисленные методы будут эффективными только в том 
случае, если они взаимно дополняют друг друга. 
Для объективной оценки деятельности контрразведки необходимо 
разработать соответствующие критерии и показатели ее деятельности. 
Критерии деятельности контрразведывательного подразделения:  
- степень противодействия разведывательным мероприятиям деловых 
конкурентов и преступников,  
- уровень предотвращенных и пресеченных правонарушений на 
охраняемом объекте. Показателями, раскрывающими вышеуказанные 
критерии, могут быть: 
- количество привлеченных к ответственности за разглашение 
коммерческой тайны предприятия; 
- количество выявленных экономических (промышленных) шпионов; 
- количество реализованных информационных материалов о причинах, 
порождающих и условий, способствующих совершению правонарушений; 
- количество выигранных судебных процессов по гражданским делам 
на основании материалов контрразведки; 
- количество выигранных судебных процессов по уголовным делам на 
основании материалов контрразведки; 
-  количество рассмотренных материалов, подготовленных 
контрразведкой, по административным правонарушениям; 
- количество служебных расследований, проводимых в отношении 
персонала предприятия; 
- количество разысканных без вести пропавших сотрудников 
предприятия; 
- количество проверок сотрудников предприятия; 
- количество возвращенного предприятию утраченного его 
сотрудниками имущества. 
Создание разведывательного, контрразведывательного (детективного) 
и охранного подразделений в службе безопасности предприятия является 
обязательным условием его функционирования. 
 
3.2. Основные направления совершенствования организации 
службы безопасности на предприятии  
 
Оперативная обстановка на предприятии ООО «БСК», относящимся к 
строительной отрасли, непосредственно влияющая на состояние его дел, и 
вытекающие из этого задачи службы безопасности - фундамент, на котором 
строится защита бизнеса.  По понятным причинам уровень требований к 
прочности такого фундамента весьма высок.  
Прежде всего,  для разработки мероприятий по совершенствованию 
организации службы безопасности на данном предприятии целесообразно 
руководителю предприятия обозначить истинную роль безопасности.  Для 
этого необходимо не только осуществить оценку деятельности уже 
имеющихся на предприятии подразделений, занимающихся вопросами 
безопасности, но и наметить ориентиры на будущее.  
Средств обеспечения безопасности предприятия много. Рекомендации 
по их применению тоже встречаются часто - выбор есть. Перед тем как 
принять решение, руководителю ООО «БСК» нужно, во-первых, 
максимально четко обозначить конкретные задачи подразделения 
безопасности, а затем доверить организацию этой работы профессионально 
подготовленному специалисту.  
Настоящая безопасность достигается не столько за счет отдельных мер, 
сколько за счет внедрения их системы. А чтобы эта система заработала, 
нужно время. 
В первую очередь, к требованиям безопасности должен адаптироваться 
персонал предприятия, особенно если ранее такое подразделение на 
предприятии отсутствовало. Особенно важной задачей службы безопасности 
будет вырабатывать, координировать и совершенствовать меры 
безопасности. Но свою причастность к обеспечению безопасности должны 
усвоить все сотрудники без исключения.  
Во-вторых, главное внимание необходимо уделять задачам и их 
профессиональному выполнению. 
В-третьих,  объективно оценивать оперативную обстановку. Для 
максимально полной оценки ситуации учитывать информацию разного 
«калибра»: от финансово-экономического состояния конкурентов, 
криминальных структур, проявляющих интерес к предприятиям, 
работающим на рынке строительной отрасли), до социально-
психологического климата в коллективе, стиля работы руководителей, их 
планов, видения перспектив, наличия в компании «неформальных лидеров», 
их роли и т. д.  
В соответствии с вышеизложенным предприятию ООО «БСК» 
предлагается следующая система мер по обеспечению деятельности службы 
безопасности на предприятии  (рис. 3.1). 
 
 
 
Рис. 3.1. Система мер по обеспечению деятельности службы  
безопасности на предприятии 
 
Предлагаемая к внедрению на ООО «БСК» схема довольно проста, но 
требует некоторых комментариев. Подразделения безопасности, 
подчиненные руководителю службы, создаются с учетом каждого 
конкретного предприятия. Они могут формироваться по линейному 
принципу (например, «организация работы по предотвращению хищений на 
объектах компании») или по объектовому («комплекс мер по обеспечению 
безопасности цеха пластмасс»). Если бизнес компании имеет специфические 
особенности, можно использовать смешанный принцип.   
На большинстве предприятий подразделения безопасности 
формируются по следующим направлениям: экономическая безопасность, 
внутренняя безопасность, информационная безопасность, информационно-
аналитическая работа.  
Перечисленные направления организационно входят в обозначенный 
на схеме блок «Подразделения безопасности». Смысл функционирования 
системы заключается в следующем.  
Наряду с выполнением своих прямых должностных обязанностей 
руководитель подразделения безопасности опосредованно влияет на 
действия персонала компании, используя утвержденные генеральным 
директором нормативные документы компании (приказы, указания, 
инструкции и т. п.). При их подготовке руководитель службы безопасности 
органично вписывает в регламентирующие документы задачи безопасности 
или какую-то их часть. 
Все без исключения сотрудники службы безопасности от начальника до 
дежурного на пропускном пункте обязаны четко усвоить содержание 
нормативных документов. Руководителям подразделений следует 
периодически проводить проверку усвоения материалов путем инструктажа 
или принятия зачетов.  
Положения, изложенные на этапах 1-3, должны быть обязательно 
отражены в плане работы службы безопасности. Запланированные 
мероприятия должны удовлетворять следующим требованиям: 
- соответствовать уровню поставленных задач, содержащихся в 
приказах и должностных инструкциях; 
- иметь практическую преломляемость; 
- предусматривать конкретные сроки выполнения; 
- обеспечивать возможность проверки результата.  
В отчете кратко излагаются результаты выполнения запланированных, 
а также непредвиденных задач (возникших в связи с изменениями в 
оперативной обстановке, под влиянием неожиданных ситуаций и т. п.). В 
случае неисполнения некоторых плановых позиций указываются причины. 
С помощью анализа определяются: 
- оценка эффективности выполнения поставленных задач; 
- пути совершенствования деятельности службы безопасности и 
компании в целом. 
Результаты аналитической работы должны привносить качественные 
изменения в задачи, нормативные документы, должностные инструкции и т. 
д. в целях обновления фундаментальной базы безопасности путем ее подъема 
на более высокий и качественный уровень.  
В свою очередь каждый из вышеперечисленных элементов 
экономической безопасности также может быть конкретизирован, снабжен 
соответствующей нормативной базой. Каждое направление блока имеет свою 
систему организационной деятельности. По аналогии с разделом 
«экономическая безопасность» организуется работа и по другим 
направлениям. Возникает своеобразная цепная реакция. Контроль службы 
безопасности присутствует практически во всех звеньях компании. Из 
рисунка 3.2 видно, как вовлекается в обеспечение безопасности персонал 
компании. 
 
 
 
Рис. 3.2. Усовершенствованная система мер по обеспечению 
деятельности службы безопасности на предприятии 
Существенный элемент системы - аналитическая работа 
подразделения, постоянные интеллектуальные усилия всех и каждого по 
выработке основного аналитического продукта, отвечающего на вопрос о 
развитии предприятия в будущем. 
Составными частями данного продукта являются: 
- объективная оценка исследуемого направления в деятельности 
фирмы; 
- основные причины, повлиявшие на положительные или 
отрицательные результаты работы; 
-  прогноз развития обстановки по основным составляющим 
предпринимательской деятельности; 
- конкретные меры по совершенствованию управления компанией 
(уточнение нормативной базы, стратегия и тактика кадровой политики и т. 
п.).  Этот продукт должен быть качественным, так как он обеспечивает ту 
самую обратную связь между генеральным директором и руководителем 
службы безопасности, на основании которой руководитель компании 
убеждается, что не зря выделяет средства на службу безопасности.  
Таким образом, предлагаемые мероприятия по совершенствованию 
организации службы безопасности на предприятии ООО «БСК» должны не 
только действовать в каждом звене компании, но и вплетаться во все виды 
коммерческой, хозяйственной и иной деятельности. Поскольку важнейшим 
показателем эффективности работы коммерческой структуры является 
прибыль, умело выстроенная система мер обязана стать активом в 
достижении этой цели.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
ЗАКЛЮЧЕНИЕ 
 
 
 Служба безопасности предприятия отвечает за обеспечение 
безопасности предприятия, производства, продукции и защита 
коммерческой, промышленной, финансовой, деловой и другой информации, 
независимо от ее назначения и форм при всем многообразии возможных 
каналов ее утечки и различных злонамеренных действий со стороны 
конкурентов.  
Основные положения, состав и организация службы безопасности 
имеют юридическую силу в том случае, если они зафиксированы в 
основополагающих правовых, юридических и организационных документах 
предприятия.  
Служба безопасности является самостоятельной организационной 
единицей, подчиняющейся непосредственно руководителю предприятия.  
Возглавляет службу безопасности начальник службы в должности 
заместителя руководителя предприятия по безопасности.  
Основные цели охраны руководства и персонала предприятия - 
обеспечение их личной безопасности в повседневных условиях и при 
возникновении чрезвычайных ситуаций, предотвращение возможных 
попыток завладения злоумышленниками защищаемой информацией путем 
физического и иного насильственного воздействия на этих лиц, выработка 
рекомендаций охраняемым лицам по особенностям поведения в различных 
ситуациях. 
Обеспечением безопасности предприятия занимаются две группы 
субъектов. Первая группа занимается этой деятельностью непосредственно 
на предприятии и подчинены его руководству. 
Среди этой группы можно выделить специализированные субъекты 
(совет или комитет безопасности предприятия, служба безопасности, 
пожарная часть, спасательная служба и т.д.), основным предназначением 
которых является постоянная профессиональная деятельность по 
обеспечению безопасности предприятия (в рамках своей компетенции) (6).  
Другую часть субъектов этой группы условно можно назвать 
полуспециализированной, т.к. часть функций этих субъектов предназначена 
для обеспечения безопасности предприятия (медицинская часть, 
юридический отдел и т.д.). 
Наконец, к третьей части этой группы субъектов относится весь 
остальной персонал и подразделения предприятия, которые в рамках своих 
должностных инструкций и положений о подразделениях обязаны принимать 
меры к обеспечению безопасности.  
Следует иметь в виду, что эффективно обеспечивать безопасность 
предприятия эти субъекты могут только в том случае, если цели, задачи, 
функции, права и обязанности будут распределены между ними таким 
образом, чтобы они не пересекались друг с другом. 
Концепция безопасности предприятия представляет собой официально 
утвержденный документ, в котором отражена система взглядов, требований и 
условий организации мер безопасности персонала и собственности 
предприятия. 
Объектом исследования в данной работе выступило предприятие  ООО 
«Белгородская строительная компания» (далее ООО «БСК»). Данное 
предприятие относится к предприятиям строительной отрасли в 
соответствии, с чем его основными видами деятельности являются 
строительно–монтажные работы.  
Партнеры компании - это известные в Белгороде производственные 
компании, сервисные организации, агентства недвижимости и нотариальные 
конторы, ландшафтные и дизайн бюро, магазины строительных и 
отделочных материалов и т. д. Основу отношений составляют строгое 
соблюдение обязательств, порядочность и долговременность сотрудничества. 
ООО «Белгородская строительная компания» выступает структурой, 
объединяющей в своей деятельности все элементы, необходимые для 
успешной и максимально эффективной строительной деятельности - от 
подбора участков под застройку до сдачи объекта заказчику. 
Проведенный анализ финансового состояния предприятия позволил сделать 
вывод о том, что  данное  ремонтно-строительное предприятие ООО «БСК» 
относится к третьей группе инвестиционной привлекательности. Это 
означает, что данное предприятие финансово неустойчиво, оно имеет низкую 
рентабельность для поддержания платежеспособности на приемлемом 
уровне. 
Экономическое развитие государства напрямую зависит от стабильного 
функционирования предприятий, увеличения их экономического потенциала 
в условиях рыночных отношений. Опыт свидетельствует, что организация 
современной предпринимательской деятельности нуждается в создании 
надежной службы безопасности  предприятия в условиях существования 
рисков. 
          Проведенная оценка уровня организации службы безопасности на 
предприятии показала, что основными задачами службы безопасности 
предприятия ООО «БСК»  являются обеспечение безопасности предприятия, 
производства, продукции и защита коммерческой, промышленной, 
финансовой, деловой и другой информации, независимо от ее назначения и 
форм при всем многообразии возможных каналов ее утечки и различных 
злонамеренных действий со стороны конкурентов. 
Прежде всего,  для разработки мероприятий по совершенствованию 
организации службы безопасности на данном предприятии целесообразно 
руководителю предприятия обозначить истинную роль безопасности.  Для 
этого необходимо не только осуществить оценку деятельности уже 
имеющихся на предприятии подразделений, занимающихся вопросами 
безопасности, но и наметить ориентиры на будущее.  
           Средств обеспечения безопасности предприятия много. Рекомендации 
по их применению тоже встречаются часто - выбор есть. Перед тем как 
принять решение, руководителю ООО «БСК» нужно, во-первых, 
максимально четко обозначить конкретные задачи подразделения 
безопасности, а затем доверить организацию этой работы профессионально 
подготовленному специалисту. 
           В соответствии с вышеизложенным предприятию ООО «БСК» 
предлагается к внедрению определенная система мер по обеспечению 
деятельности службы безопасности на предприятии. 
Предлагаемая к внедрению на ООО «БСК» схема довольно проста, но 
требует некоторых комментариев. Подразделения безопасности, 
подчиненные руководителю службы, создаются с учетом каждого 
конкретного предприятия. Они могут формироваться по линейному 
принципу (например, «организация работы по предотвращению хищений на 
объектах компании») или по объектовому («комплекс мер по обеспечению 
безопасности цеха пластмасс»). Если бизнес компании имеет специфические 
особенности, можно использовать смешанный принцип.   
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