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Pada era teknologi dan informasi serba modern sekarang ini, keamanan pesan teks sangatlah penting
apalagi berkaitan dengan sebuah informasi yang sangat berharga sekali. Kriptografi menjadi teknik alternatif
untuk mengubah pesan menjadi pesan sandi yang memungkin tidak bisa dibaca oleh orang yang tidak
berhak. Salah satunya data Encryption Standard menjadi standard kriptografi sebelum ditemukannya
serangan terhadap algoritma DES. Tetapi seiring berjalannya waktu telah ditemukan celah enchipering salah
satu serangan oleh pihak yang tidak berhak. Saat ini, AES (Advanced Encryption Standard) digunakan
sebagai standar untuk algoritma kriptografi. Pada salah satu penelitian, Algoritma AES merupakan algoritma
yang terbaik dibandingkan dengan algoritma DES, Triple DES dan Blowfish. Oleh karena itu, algoritma AES
dapat dikombinasikan pada aplikasi enkripsi DES berbasis android. Metode penelitian ini menggunakan
metode RAD (Rapid Application Development). Hasil pengujian menunjukan bahwa aplikasi dapat
melakukan enkripsi pada pesan teks serta mengirim ke nomor tujuan dan dekripsi pada sisi penerima pesan
teks dengan tingkat keberhasilan sebesar 100 %. Aplikasi ini dapat membantu pengguna untuk
mengamankan pesan teks yang dikirim melalui SMS.
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In the era of information technology and modern department today, security is mainly a text message that is
very important related information invaluable. Cryptography become an alternative technique to change the
message into the message that allows the password can not be read by unauthorized people. One of them
became the standard Data Encryption Standard cryptography before the invention of the attack on the DES
algorithm. But over time it has been found loopholes enchipering an attack by unauthorized parties. Currently,
AES (Advanced Encryption Standard) is used as the standard for cryptographic algorithms. In one study, the
AES algorithm is an algorithm that is best compared with algorithms DES, Triple DES and Blowfish.
Therefore, the AES algorithm can be combined on DES encryption application based on Android. This
method of research using RAD (Rapid Application Development). The test results showed that the application
can encrypt a text message and sent to the destination number and decrypted on the receiver side a text
message with a success rate of 100%. This application can help users to secure text messages sent via
SMS.
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