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A b s t r a c t 
 
Saat  ini, perkembangan dunia teknologi komputer telah berkembang sangat pesat dan sudah 
banyak digunakan oleh masyarakat di seluruh dunia, baik hanya untuk penggunaan pribadi, 
lembaga ataupun perusahaan. Dengan semakin banyaknya pengguna komputer maka hadirlah 
teknologi jaringan yang berfungsi menjalin komunikasi antar komputer. Komunikasi yang 
dilakukan meliputi berbagai macam bentuknya. 
Namun sekarang dengan banyaknya yang menggunakan teknologi jaringan tersebut 
semakin banyak juga hal-hal yang akan terjadi mulai dari penggunaan yang tidak seharusnya 
hingga menyebabkan kerusakan yang cukup merugikan untuk semua pengguna lainnnya. 
Untuk mencegah hal tersebut telah banyak aplikasi yang berfungsi sebagai pengawasan 
dalam jaringan. Salah satunya adalah aplikasi ‘Screen Thief’. Aplikasi ini dapat melihat atau 
mengawasi yang semua klien dalam suatu jaringan dengan cara mengambil salinan gambar dari 
desktop klien yang dapat dimanfaatkan bagi pengguna admin. Dengan tujuan tersebut maka 
peneliti mencoba mengembangkan Aplikasi ‘Screen Thief’ ini dengan menambahkan beberapa 
kemampuan baru. 
 




1.  PENDAHULUAN  
 
Universitas Mercu Buana adalah salah 
satu perguruan tinggi terbesar di wilayah DKI 
Jakarta, yang memiliki 6 (enam) fakultas yaitu 
Fakultas Teknik Perencanaan dan Disain 
(FTPD), Fakultas Teknik (FT), Fakultas 
Ekonomi dan Bisnis (FEB),  Fakultas Ilmu 
Komunikasi (FIKOM), Fakultas Ilmu Komputer 
(Fasilkom) dan Fakultas Psikologi.  
Untuk meningkatkan kualitas belajar 
mengajar, maka Universitas Mercu Buana 
berupaya menyediakan fasilitas praktikum 
berupa laboratorium. Hal ini sangat 
bermanfaat karena penyerapan materi 
pelajaran akan lebih mudah dan dapat 
diterapkan, terutama pada kelompok disiplin 
ilmu eksakta. Laboratorium Universitas Mercu 
Buana, selain bersifat mengemban fungsi 
pengembangan ilmu pengetahuan lewat jalur 
penelitian, juga mengemban fungsi 
pengabdian kepada masyarakat.  
Jenis laboratorium yang ada ialah 
sebagai berikut :  
1. Fakultas Teknologi Industri : Fisika 
Dasar, Komputer, Sistem Komunikasi, 
Elektronika Dasar, CNC-CAD/CAM dan 
Teknologi Mekanik. 
2. Fakultas Teknik Perencanaan Dan 
Desain: Mekanika Tanah, Ilmu Ukur 
Tanah, Teknologi Beton, Studio Gambar, 
dan Komputer. 
3. Fakultas Ekonomi : Akuntansi, Komputer 
Audit, Komputer Akuntansi dan Statistik, 
klinik konsultasi bisnis. 
4. Fakultas Ilmu Komputer: 
 Teknik Informatika, Sistem Informasi 
5. Fakultas Ilmu Komunikasi :Laboratorium 
: audio visual, fotografi, cetak, desain 
grafis, multi media, studio mini, 
komputer. 
6. Fakultas Psikologi 
Selain laboratorium yang dimiliki oleh 
masing-masing Fakultas, Universitas 
Mercu Buana juga memiliki  Labora-
torium Komputer Pusat yang terletak  di 
Gedung Tower Lantai G, dengan 
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2. Semua pesan peringatan sebagai 
petunjuk kesalahan penggunaan aplikasi 
dapat berjalan dengan baik. 
3. Administrator juga dapat untuk memilih 
untuk mengambil gambar secara 
otomatis atau tidak dengan tanda 




4. SIMPULAN DAN SARAN 
 
Kesimpulan yang dapat diambil dalam 
penelitian ini adalah : 
1. Pada pengembangan aplikasi ‘Screen 
Thief’ ini yang dibahas adalah tentang 
pengawasan komputer staff dengan cara 
mengambil gambar salinan dari desktop 
komputer staff, komunikasi satu arah dari 
Administrator kepada staff dengan cara 
mengirim pesan dan mematikan 
komputer staff tanpa diketahhui oleh staff 
itu sendiri, 
2. Dalam pengembangan aplikasi ‘Screen 
Thief’  ini terdapat empat pilihan perintah 
yang dapat dipilih, yaitu perintah ambil 
gambar secara manual, perintah ambil 
gambar secara otomatis, mengirim pesan 
kepada staff dan mematikan komputer 
staff. 
3. Pada aplikasi ‘Screen Thief’ tidak dapat 
memilih lebih dari satu perintah dalam 
waktu yang bersamaan. 
4. Pada saat selesai menggunakan salah 
satu perintah yang ada pada aplikasi 
‘Screen Thief’ maka akan kembali ke 
layar pengawasan dimana pada layar 
tersebut yang terdapat menu pilihan 
perintah sebelumnya. 
5. Saat ingin keluar aplikasi khususnya 
Administrator, maka keterhubungan 
dengan semua komputer staff harus 
terlebih dahulu terputus, setelah itu baru 
dapat keluar dari aplikasi. 
 
Saran-saran yang dapat diberikan untuk 
pengembangan dan penyempurnaan aplikasi 
ini adalah: 
1. Aplikasi ‘Screen Thief’  yang peneliti 
kembangkan masih dalam bentuk yang 
sederhana, karena hanya ada empat 
perintah saja yaitu perintah ambil 
gambar secara manual, perintah ambil 
gambar secara otomatis, mengirim pesan 
kepada staff dan mematikan komputer 
staff. Disarankan agar menambah 
beberapa perintah lagi seperti  mampu 
menonaktifkan aplikasi-aplikasi atau 
virus yang pernah dijalankan oleh 
komputer staff yang diperkirakan akan 
menggangu jalannya jaringan. 
2. Aplikasi ‘Screen Thief’  yang peneliti 
kembangkan pada perintah kirim pesan 
hanya mampu mengirim teks saja dan 
secara satu arah, disarankan menambah 
kemampuan komunikasi secara dua arah 
seperti aplikasi chat lainnya.  
3. Aplikasi ‘Screen Thief’  yang peneliti 
kembangkan hanya dapat berjalan 
dengan memasukkan no.IP ataupun nilai 
Port secara manual, disarankan agar 
aplikasi dapat otomatis menentukan atau 
memasukkan IP ataupun Port sehingga 
lebih memudahkan pengguna aplikasi 
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