Abstract-Congestion in wireless sensor networks cause to be a lot of concerns like packet collision, buffer overflow, queuing delay and many to one data transmission strategy.The quality of service parameters such as packet delivery ratio, end to end delay and Average energy consumption of the wireless nodes degrades due to these issues.Congestion control mechanisms used in the WSNs are explained in this paper. This paper has primarily specified the characteristic and the content of congestion control in wireless sensor network. A number of protocols have been proposed for the purpose of data routing to prevail the congestion issues in wireless sensor network. These protocols can be categorized into three major groups: data centric, location based and hierarchical.
At the beginning the researchers are interested in the design of routing strategy to enable data transfer in WSN. But subsequently they realized that there must be such a mechanism to address the situation when there is possibility of congestion or congestion has occurred. An overview of the congestion control and detection protocols/Techniques in Wireless Sensor Networks is given in this paper. We have to first avoid the congestion so that the congestion did not occurs and if the congestion occurs then we will try to minimize the congestion using different techniques. Number of protocols have been proposed for the purpose of data routing in sensor network in this paper. Such protocols can be categorized into three major groups: data centric, location based and hierarchical.
[2] [3] In this paper, we present a brief survey of different protocol.
Types of congestions in Wireless Sensor Networks
Node level congestion: In conventional networks, the node-level congestion is very much common. It is caused by buffer overflow in the node and which in turns can result in packet loss and increased queuing delay. [4] Link-level congestion: Severe collisions could take place when multiple active sensor nodes within range of each other attempt to transmit at the same time in a particular area. As a result of these collision, Packets which leaves the buffer might fail to reach the next hop. This type of congestion leads to decrease in both link utilization and overall throughput, while increasing both packet delay and energy waste [5] [6]. Routing challenges and design issues in WSN The design of routing protocols for WSN is given by many challenging factors. These factors must Be considered to an extent in order to achieve efficient communication. Some of the routing challenges and design issues that have an impact on routing process in WSNs are discussed as follows. [7, 8] Challenges:  Some cluster based algorithms are appropriate for small area or small number of nodes (LEACH) [12] .  Some are suitable only for static deployment of nodes and degrades in the case of node mobility [11, 12] .  Cluster heads distribution is determined in one area in some algorithms [12] .  For time critical applications, some cluster based algorithms are not relevant [12] .  All previous Cluster based algorithms are top down approach, which need to be re-clustering [11, 12] .  Some algorithms permit all CH to send data to base station that obtain more energy dissipation [11, 12] .
Issues [11, 12]:
 Node deployment  Energy Consumption without losing accuracy
Routing protocols for WSNs.
Fig1.3: Classification of WSN protocols

Data-centric protocol:
Data-centric protocols contradicts from traditional address-centric protocols in such a way that the data is sent from source sensors to the sink.Each source sensor that has the suitable data responds by sending its data to the sink independently of all other sensors in address-centric protocols. On the other hand, when the source sensors send their data to the sink, intermediate sensors can perform some form of aggregation on the data originating from multiple source sensors and send the aggregated data toward the sinkin data-centric protocols. As the less transmission is required to send the data from the sources to the sink, this process can result in energy savings.
[9]  Each and every node will become a cluster head exactly once every rounds  Ensures the data delivery from source node to Base station.  Minimize the intercommunications distance.
Disadvantages:
 A node with much more computation exhaust more energy.  Energy will be reduced without transmission of data by nodes sitting idle.  Nodes may lose energy early than other nodes, as the few sensor nodes may be used several times in the network.
Direct Diffusion Advantages:
 In highly dynamic network, Direction Diffusion has noticeably better energy efficient than flooding and spin.  Data is transmitted from neighbor to neighbor, no data is dispersed across the network. Disadvantages:  Since Directed diffusion is based on a query-driven data delivery model, it cannot be applied to all sensor network applications.  Applications that expect continuous data delivery to the sink will not work effectively with a query-driven on demand data model.  The matching process for data and queries might call upon some extra overhead at the sensors.
Energy-aware routing Advantages:
 Sensor nodes to reduce energy consumption in data communication to extend the lifetime of sensor networks.  As the node density increases, data delivery ratios increase Node density is high. The delivery ratio increases, as there are more nodes available for data forwarding, and this increases.
Disadvantages:
 There is restricted memory storage for data caching inside the sensor node.  It is more complex than directed diffusion.
Hierarchical protocol:
Hierarchical protocols are energy efficient communications protocol and that is utilize by the sensor to inform their sensed data to the base station (sink).Main Objective of these protocols is to effectively hold the energy consumption of sensor node with relating them in multi-hop communication within a particular cluster and through executing data aggregation and fusion ready to minimize the number of transmitted message to the base station (sink). [10] Fig3: Hierarchical Structure  LEACH assumes everynode to be Homogeneous which is almost not usual as heterogeneity in energy is the mainly common case.  Due to Single Hop Communication, it leads to hot spot problem.
PEGASIS
Advantages:
 Improve Life Time of network double as compare to LEACH  Decreases the amount of with data aggregation. Transmission and reception clustering transparency is avoided.
Disadvantages:
 It wants dynamical topology adjustment which causes major transparency.  It assumes that each node to be of equal energy which is not practically achievable.  Delay occupied is major concerning problem here
HEED
Advantages:
 Communication cost is less.  Usual updating of neighbor positions in multi hop environment by time to time transmitting and Receiving messages.
Disadvantages:
 It is inadmissible for the requirements of WSN.
Location based protocol:
In this kind of network architecture, sensor nodes are scattered randomly in an area of interest and mostly known by the geographic position where they are deployed. They are situated mostly by means of GPS. The signal strength received from those nodes and coordinates are calculated by exchanging information between neighboring nodes, in this way distance between nodes is calculated [13] . On the other hand, since localization support requires particular hardware components and establishes significant computational overhead to the sensor nodes, this approach cannot be simply used in resource-constrained wireless sensor networks. 
