SUMMARY
In the ACM/ IEEE Model Curriculum of 2013, cybersecurity became a new core knowledge area. According to a Cisco report [1] there will be one million jobs in the cybersecurity field that will go unfilled. Currently, cybersecurity education is struggling to keep up not only with producing more experts in the field, but also with the fast pace of technology evolution, so it is difficult for faculty to teach it. Nevertheless, it is exciting and relevant, and there are many experiential ways to teach it rather than reading a standard textbook. In addition to addressing the need for more students, we also want a more diverse workforce.
This panel presents several approaches to revealing the excitement and relevance of the field to more students. Our suggestions address three aspects: 1) Passion-making the study rewarding for everybody through puzzles and games, 2) Beauty -making the study inviting and relevant through interdisciplinary topics, and 3) Joy -making teaching hands-on exercises easy to access & assess (through VMs in the cloud). We will be presenting three diverse solutions to teaching Cybersecurity with current, emerging technologies and making it appealing to undergraduate students.
The first approach is using Capture the Flag Competitions (CTFs) and industry aligned curriculum to bring the passion in learning about cybersecurity. Now in its fifth year, the National Cyber League (NCL) [5] has a powerful and proven model -provide an ongoing virtual training ground for faculty and students to develop and validate cybersecurity skills using content aligned with individual and team games -which is scalable across many industry certifications, curricula, job roles, and verticals.
The second approach is CyberPaths, creating a new paradigm for teaching Cybersecurity in the liberal arts, with general education modules related to law, policy, international conflict, management, and human factors. Furthermore, realistic experimentation on GENI [2] attracts a diverse student population from liberal arts institutions, eliminating the need for creating and maintaining local infrastructure. The project designs different paths for students to double major or minor in CS or complete a simple concentration in Cybersecurity, in accordance with the multidisciplinary education in liberal arts colleges.
The third approach is EDURange [4] , which addresses ease of use for how we teach Cybersecurity experientially. Furthermore, EDURange offers automated tools that keep track of the thinking process when a student is solving a cybersecurity problem. This offers better evaluation methods and constructive feedback to the students.
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The NCL [5] was founded in May 2011 to provide an ongoing virtual training ground for collegiate students to develop, practice, and validate their cybersecurity skills using next-generation highfidelity simulation environments.
The NCL has been gamifying learning to make it exciting and nontraditional through exploration and constructive competition. NCL provides students with feedback on how they did in the challenges.
One of the distinguishing factors of the NCL is the integration of learning objectives in all its activities. One of the main ways this is accomplished is by aligning customized content available in NCL Gymnasiums (virtualized learning environments) with simulations and games. This allows players to use the Gym environment to develop knowledge and skills and then demonstrate these newly acquired skills in competitive individual and team play. It also allows the NCL to measure a player's game performance and produce individualized reports (NCL Scouting Report) with strengths and weakness for various learning objectives and industry-recognized competencies.
The 2016 Fall Season was by far the largest event the NCL has run, and is the largest paid game of its type in the world. The 2016 Fall Season included:
 Record numbers of participants  Continued corporate sponsor (Facebook)  Provided students with diverse skill levels, fun, and engaging learning and playing environments available anywhere Permission to make digital or hard copies of part or all of this work for personal or classroom use is granted without fee provided that copies are not made or distributed for profit or commercial advantage and that copies bear this notice and the full citation on the first page. Copyrights for third-party components of this work must be honored. For all other uses, contact the Owner/Author. Copyright is held by the owner/author(s). 
XENIA MOUNTROUIDOU
The project CyberPaths offers a new paradigm for teaching security in liberal arts colleges. First, we integrate Cybersecurity teaching non-intrusively throughout the general education curriculum, to demonstrate that it is a truly an interdisciplinary field and to attract a diverse population of non-CS majors. Second, we use the Global Environment for Network Innovations (GENI), to teach Cybersecurity experientially with low overhead in primarily undergraduate institutions with limited resources.
We have devised modules that can be integrated into policy, law, finance, and humanities courses. These modules demonstrate how different disciplines connect to Cybersecurity. Specifically, the policy module involves laws, international conflict, and cyberwar concepts in role play and research exercises. The finance module demonstrates how to invest in Cybersecurity with the GordonLoeb model [3] . The humanities module discusses privacy and human factors in security.
After students complete these modules, if they are more interested in Cybersecurity they can take a Security 101 class without prerequisites. This class is specifically designed to demonstrate the interdisciplinary nature of the field and will include active learning labs that we have devised on GENI. Additional paths are open to students that want more specialization, through a concentration in Cybersecurity with a minor or a double major in CS, in accordance with the Liberal Arts education that promotes well rounded citizens.
We will present the material that we have created on the GENI infrastructure, general education modules, and some preliminary results experimenting in a quantitative reasoning general education class. Students reported that after completion of the Cybersecurity modules they were more interested in exploring CS and taking more courses in the field.
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EDURange is making teaching hands-on exercises easy to access through VMs in the cloud (using Amazon's EC2) [6] . No reservations are required. No software needs to be installed -one only needs a browser and an ssh-client.
Many games have automated scoring, but scoring is not the same as assessment. Assessment should provide feedback to students, so that they can correct their mistakes and learn new material efficiently. Assessment for hands-on exercises is both important and difficult. We want to reach large numbers of students, and we want to engage them. The first step is to provide interesting challenges, which EDURange does [6] , but then we need to give students feedback on how they are doing. This is an important role for faculty and is not something we automate.
Instead, EDURange provides tools to visualize what students are doing as they work on the exercises [7] . This allows instructors to more easily see when students are stuck or heading in the wrong direction. Since cybersecurity exercises are often easy to understand but hard to solve, guidance is especially important so that students don't become frustrated.
Gamification can turn hard problems into challenging exercises that are interesting to students. As the field of cybersecurity changes, we need to continue to create new exercises that are exciting and can be used in the classroom. EDURange [4] provides a framework for creating new exercises and tools to help with their assessment.
