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Abstract— Traffic management in roads is one of the major challenges faced in developing efficient intelligent transportation 
systems. Recently, wireless networks have received significant attention for tackling this challenge. However, wireless 
technologies face the well-known spectrum scarcity problem due to the explosive demand for radio resources. To overcome this 
challenge, this study presents a novel intelligent traffic control system, utilising the unused spectrum.  Unlike existing works, the 
spectrum owners in this study hire free spectrum to drivers. The hired spectrum is deployed to build a short-range cost-effective 
wireless communication for monitoring traffic and enabling drivers to exchange warning messages, and thus enhancing road 
safety. Our objectives include minimizing crash probability, utilizing unused spectrum, and enabling spectrum owners to generate 
extra revenue. Numerical analysis demonstrates the capability of our approach to minimize the crash probability among vehicles 
under different operating road conditions. 
Index Terms—Intelligent transportation systems, Dynamic spectrum access, Road traffic control, Crash probability, Wireless 
mesh networks. 
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1 INTRODUCTION
OWADYS, there is a tremendous growth of motoriza-
tion over the world and traffic congestion which has 
been growing significantly on public roads. Smart city ini-
tiatives encourage embedding information and communi-
cation technologies across all city functions to promote ser-
vice quality and facilitate smart digital inclusions. One ap-
plication of the smart city paradigm is developing intelli-
gent transportation systems (ITS), in which the main con-
cern is to create a safe and smart transportation system for 
drivers [1-4]. 
Currently, traffic management systems use fixed camera 
video to monitor traffic flows. However, these systems are 
power hungry and require high bandwidth for video 
streams [1-4]. In addition, intrusive cameras require high 
installation and incur high maintenance costs. Further-
more, weather conditions degrade the performance of such 
systems considerably. Traditional traffic monitoring sys-
tems gain more computing power time, but are still inade-
quate to meet the requirements of ITS. Indeed, vehicles do 
not suffer from resource limitation constraints. Modern ve-
hicles are equipped with small, low-cost devices that can 
sense the events taking place on the road and exchange 
data wirelessly [1-5]. In order to reduce traffic congestion, 
vehicles need to exchange road status that includes 
changes in traffic patterns and unforeseen obstacles such 
as accidents, road blocks, and traffic jams. Sensors enable 
drivers to share road status immediately. Real-time traffic 
information helps driver to adapt to the environment im-
mediately [1-4]. Using traffic information, drivers can plan 
their routes, and driving speeds. However, adding these 
services will create a spectrum burden into the well-known 
scarcity problem in wireless technology [5-8]. To deal with 
this problem, many countries allow users to access the un-
used spectrum provided that they pay for the usage. Alt-
hough accessing unused spectrum has been studied exten-
sively, the proposed solutions do not consider the high mo-
bility of the nodes. The connectivity of the proposed vehic-
ular networks is another challenging problem for design-
ing ITS.  
Assume that vehicle A wants to send data to vehicle B 
and there is no vehicle on the path between A and B. As a 
result, the data will not reach vehicle B. Hence, connection 
enhancement plays a vital role in designing ITSs. Another 
challenge is selecting the node for broadcasting emergency 
messages over the network. Bridge nodes should be iden-
tified when the network is built. Latency is another chal-
lenge for using short range wireless networks (SRWN) for 
traffic management. It is determined by the distance be-
tween the mobile vehicles, available spectrum, and the 
processing time for data traffic. Packet drops increase la-
tency significantly [6]. 
These problems can be alleviated by using Wireless Mesh 
Networks (WMNs) which are proposed to extend net-
working services in personal, local, campus, and metropol-
itan areas. They provide cost effective communication, the 
same network capacity, reliability and performance as the 
wired network with the added advantages of flexibility 
and mobility for the users [5]. 
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Different from the existing works, the owners in our 
study can hire their own spectrum to drivers. The hired 
spectrum is used to build SRWN for monitoring traffic and 
enabling drivers to exchange warning messages and per-
haps other types of messages, and thus enhancing road 
safety and the driving experience. Our objectives include 
facilitating real time information about road conditions, 
thus minimizing crash probability among vehicles, utiliz-
ing unused spectrum, and enabling spectrum owners to 
generate extra revenue. Our analysis confirms the capabil-
ity of our approach to enhance road safety under different 
road conditions. The major contributions of this paper are 
summarized as follows. 
 A new spectrum-hiring scheme is proposed to im-
prove the utilisation of the unused spectrum and an-
alyze the economic aspects that arise due to the inter-
actions between spectrum owners and drivers.   
 A cost-effective wireless mesh technology is utilized 
to build a short-range wireless network for monitor-
ing traffic and offer an efficient and reliable connec-
tivity that enables drivers to exchange warning mes-
sages in order to minimize crash probability and ena-
ble spectrum owners to generate extra revenue. 
 A new intelligent traffic management control sys-
tem has been designed utilizing the unused spectrum 
where different levels of congestion, jointly consider-
ing spectrum prices, and the spatial distribution and 
performance of the SRWN have been analyzed. 
The rest of the paper is organized as follows: Section 2 
briefly surveys the relevant work; our assumptions and 
work environment are shown in Section 3; Section 4 de-
scribes the architecture of SRWN and the signaling proto-
col. Section 5 describes our scheme for road traffic control. 
The performance result of our scheme is evaluated in Sec-
tion 6. Finally, the paper is concluded and future research 
directions are given. 
2 RELATED WORK 
Recent advances in wireless communications technolo-
gies have created many opportunities for the deployment 
of various ITS services in vehicular networks. In [9], the au-
thors proposed CoVanet, a cognitive vehicular ad hoc net-
work architecture that offers vehicles opportunistic access 
to unlicensed spectrum. In CoVanet, network topology and 
the available spectrum change over time due to high node 
mobility. The authors proposed a new scheme for short 
range communication among vehicles in [10]. It integrates 
clustering with contention-free-based medium access con-
trol (MAC) protocols. The elected cluster-head vehicle acts 
as the coordinator to collect/deliver real-time safety mes-
sages within its own cluster and forward the consolidated 
safety messages to the neighboring cluster heads. In [11], 
the authors considered the problem of accessing unused 
spectrum to provide quality of service (QoS) for data trans-
mission in cognitive vehicular networks. Vehicles are able 
to reserve a dedicated channel for data transmission. 
In [12], the authors presented a novel cognitive network 
architecture to assign the control channel dynamically. A 
control channel is used by vehicles to transmit safety-re-
lated information. Furthermore, a new cooperative spec-
trum sensing scheme is used to detect unused channels on 
the 5.8 GHz ISM band. Vehicles use free channels to for-
ward the data to a fixed infrastructure known as Road Side 
Units. In [13], the authors analyzed the statistical proper-
ties of the connectivity of vehicular ad hoc networks 
(VANETs) with user mobility. They assumed that the vehi-
cles travel along a multilane highway that allows vehicles 
to pass each other. The probability distribution of the node 
population size and the vehicles’ location distribution is 
derived. The authors of [14] investigated cognitive radio 
network for vehicular network, named as CR-VASNET. 
Various challenges and issues were discussed. Further-
more, new scheme was proposed to save stationary nodes’ 
power and enlarge the network lifetime based on an opti-
mization technique for relay node selection. 
In [15], the authors studied the continuous communica-
tion availability in VANET. Continuous communication 
availability time is derived as functions of mobility and 
traffic load. In [16], the authors proposed new security pro-
cedure to protect VANET from untrusted data that may 
cause network congestion. The proposed procedure pre-
vents a malicious user to supply false warning messages in 
the VANET, resulting in accidents or false alarms. A new 
strategy for node cooperation based makeup was pro-
posed in [17]. In this strategy, neighboring nodes rebroad-
cast packets from source nodes to increase the reliability in 
vehicular networks. Vehicles are clustered in a multi-hop 
based novel approach named VMaSC in [18]. This new ar-
chitecture VMaSC-LTE integrates 3GPP/LTE networks 
with IEEE 802.11p based vehicular networks. Novel wire-
less-based vehicle-to-pedestrian (V2P) collision avoidance 
using energy-efficient methods was proposed in [19]. The 
work employed an adaptive multi-mode (AMM) approach 
built on situation-adaptive beaconing to reduce power 
consumption for smart phones that are used for dissemi-
nating warning messages in vehicular networks. The au-
thors proposed a new warning message dissemination 
mechanism (FRWD) in [20]. In the proposed scheme, emer-
gency messages are delivered to a specific area in time and 
they are kept alive for a while. Two types of forwarders re-
lay vehicles and backup vehicles are selected by balancing 
the forward progress and packet reception probability. Ve-
hicles periodically broadcast warning messages with a rea-
sonable time interval. 
A cooperative collision avoidance (BIG-CCA) framework 
was proposed in [21] for preventing collisions. A vehicular 
sensor network is used by BIG-CCA to prevent chain vehi-
cle collisions, which are common road accidents that occur 
when vehicles make sudden stops.  
In [22], a new broadcast protocol was proposed. It can 
provide a low message overhead with low packet loss 
probability. A fuzzy logic algorithm is used to choose the 
next hop relay nodes. Moreover, network coding is used to 
improve the packet dissemination ratio without increasing 
the message overhead. A new proactive Cooperative 
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Neighbor Position and Verification (CNPV) protocol was 
presented in [23] for warning message dissemination. 
CNPV detects nodes advertising false locations and selects 
optimal forwarder nodes so as to mitigate the impact of ad-
versary users. 
A new probabilistic model was proposed in [24] to miti-
gate the effects of the broadcast storm problem. The au-
thors proposed a distributive cross-layer scheme for the 
design of the control channel in vehicular network [25] 
with three levels of broadcast services that are critical to 
most potential vehicle-safety related applications. The new 
scheme includes preemptive priority in safety services, dy-
namic receiver-oriented packet repetitions for one-hop 
emergency warning message dissemination, a multi-fre-
quency busy tone and mini-slot within the distributed in-
ter-frame space (DIFS) in IEEE 802.11, and robust distance-
based relay selection for multi-hop broadcast of emer-
gency notification messages. 
There are significant differences in our approach not only 
due to considering the price of the spectrum but also due 
to studying the impact of the network performance on 
crash probability among vehicles under different condi-
tions. This research aims to analyze the economic aspects 
that arise due to the interactions between spectrum owners 
and drivers. Spectrum owners will be motivated to offer 
spectrum for drivers if they expect to make extra revenue. 
We describe in detail the operations of how licensed bands 
can be hired to drivers for enhancing road safety. Previous 
studies [9-25] assume the spectrum availability for 
VANET. Furthermore, they assume the usage of spectrum 
is free where drivers can access licensed bands without 
paying any charge to the owners.  Although these ap-
proaches enhance road safety significantly, the concept is 
not likely to be accepted in the current spectrum market 
since the spectrum owner do not have any financial incen-
tive from driver’s usage of spectrum. The direct financial 
incentives will promote spectrum owners to share it. The 
hired spectrum is used to establish VANET. Our scheme 
enables vehicles to access more spatial and temporal spec-
trum opportunities owned by different systems by a hiring 
process. The spectrum owners are expected to make more 
revenue due to the dramatic increase in the number of ve-
hicles as well as the high mobility of vehicles.   
Obviously, connectivity is the main challenge of de-
signing ITS and thus we address this challenge through us-
ing a wireless mesh network. Mesh connectivity signifi-
cantly enhances network performance and reduces packet 
drop probability. We consider the VANET design that is 
robust against low density network. In our work, VANET 
is guaranteed to remain connected with minimum number 
of vehicles. We have proposed a pioneering architecture 
for collecting and exchanging data regarding traffic condi-
tions through VANET with a wireless mesh routers back-
bone infrastructure. It is worth indicating that the VANET 
performance improves in sparse network where the level 
of density is low. The above description reveals that it is 
really a novel area to use spectrum trading to enhance hu-
man safety using VANETs. This paper proposes a new 
scheme for road traffic safety which integrates the econom-
ical use of the radio-frequency spectrum, traffic conditions 
dissemination system, and features of wireless networks 
into an ubiquitous technology. 
3 NETWORK OVERVIEW 
In this section, the network model considered in the pro-
posed approach is presented. First, WMNs are considered. 
WMNs have been deployed worldwide as cost-effective 
ubiquitous broadband connectivity offering a wide range 
of services in a given geographical area [26-29]. Although 
several network architectures have been studied, the mesh 
is undoubtedly one of the most popular owing to its many 
attractive features including rapid rollout, low capital 
costs, low power consumption, self-configuration and or-
ganization, high ability to integrate with other networks 
such as the Internet, and easy installation. Furthermore, a 
WMN is capable of using the basic radio frequency to pro-
vide robust, flexible mobile broadband communications to 
different communities through the readily reachable 
multi-hop connection [26, 27].  
A number of representative WMNs have been deployed 
to operate in many cities and rural areas worldwide [27], 
[28], [23].  
 
 
 
 
 
 
 
 
 
 
WMNs are multi-hop networks that are composed of 
wireless links that typically include static wireless mesh 
routers/gateways and potentially mobile clients, forming 
a combination of both fixed and mobile networks. Each cli-
ent device is outfitted with radio communication gear that 
acts as a relay point for other nodes as well as a central or-
chestrating gateway. There are three layers in a typical 
WMN: Internet Gateway Layer (IGW Layer) that covers a 
domain, Mesh Router Layer (MR Layer) and Mesh Client 
Layer (MC Layer) as illustrated in Fig. 1. Gateways relay 
the message between the backbone Internet and nodes in-
side WMNs. Under each gateway, routers are connected to 
a backbone network via the gateway in the MR layer. The 
MR layer and MC layer include routing devices that use 
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Fig. 1. The mesh architecture of wireless mesh 
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wireless radio and connect to the Internet backbone via 
two gateways IGW1 and IGW2 as illustrated in Fig. 1 
WMN consists of three types of nodes: mesh clients 
(MCs), mesh routers (MRs) and Internet gateways (IGWs) 
forming the layers of the typical structure of WMNs as de-
picted in Fig. 1. To improve the flexibility of mesh net-
working, MR nodes are usually equipped with multiple 
wireless (radio) interfaces built on either the same or dif-
ferent wireless access technologies. 
Each router and client is equipped with a single IEEE 
802.11b based transceiver. The spectrum is partitioned into 
non-overlapping channels (16 channels for each MR with 5 
MHZ spacing with transmission and power mask re-
strictions similar to the ISM band), which is the basic unit 
of allocation. The network is divided into 𝑀𝑟 clusters 
(number of routers).Vehicles (MCs) are 𝑀𝑐  agile secondary 
nodes that act as mobile sensor nodes to sense the road 
traffic conditions. We assume vehicles are equipped with 
assistance of on-board sensors. These sensors include: GPS 
receiver, speedometer, accelerometer, and digital map to 
help a vehicle to specify road information. 
Second, each driver willing to access the spectrum 
should pay the spectrum owner. The driver who pays for 
spectrum usage is referred to as the primary transmitter. 
Spectrum owner offers the available spectrum with prices 
for drivers. Vehicles are moving randomly and they 
change their speed arbitrarily. Vehicles select a direction 
randomly at each road intersection. Once the vehicle 
chooses a direction at an intersection, it moves straight un-
til it arrives at the next intersection where it can change the 
direction. 
 
Definition 1. WMN can be modeled as a network graph 𝐺1 =
(𝑉1, 𝐸1), where 𝑉1 = (𝑣1, 𝑣2, … , 𝑣𝑛)  is a set of n nodes, including 
MCs, MRs and IGWs and },:),{( 11 VjijiE    is the set 
of links (wireless and wired).  
Definition 2. In our model, the graph 𝐺 is used for modeling 
the roads in the city. The graph 𝐺2 = (𝑉2, 𝐸2) consists of edge set 
𝐸2 and vertex set 𝑉2.  Edge 𝑒𝑖,𝑗 represents the road over intersec-
tion 𝑣𝑖 and intersection 𝑣𝑗. The driver can drive from the inter-
section 𝑣𝑖 to the intersection 𝑣𝑗 directly.We refer to 𝑒𝑖,𝑗  as a link, 
and a road is the undirected path connecting vertex 𝑣𝑖  with 𝑣𝑗. 
Definition 3.  In a given ),( 222 EVG  , the number of MRs 
for a particular edge 𝑒𝑖,𝑗 can be calculated as follows. 
 
𝑁𝑚 = ⌊
|𝑒𝑖,𝑗|
2𝑇
⌋ + 1 (1) 
where 𝑇 is the transmission range of MR. This configuration is 
illustrated in Fig. 2. Each edge 𝑒𝑖,𝑗is divided into 𝑁𝑚 cells and 
the position of mesh router 𝑚 in a cell 𝑐𝑖  is computed as follows: 
𝑃(𝑚, 𝑐𝑖) = 2𝑇𝑐𝑖 − 𝑇 (2) 
 
Fig. 2. illustrates the architecture of the proposed net-
work. We assume that each MR has a unique ID, which can 
be the MAC address of the node. MR constructs a traffic 
matrix 𝑇𝑚 which contains information about each vehicle 
in the road. This information includes: the speed of each 
vehicle on the road, and the position of each vehicle. This 
information is updated periodically through beacon mes-
sages. Our scheme can be divided into two tasks, namely 
cluster formation and density calculation. 
4 CLUSTER-BASED VEHICULAR SENSOR NETWORK  
Vehicles (i.e. MCs) in the network are divided into clusters. 
Each cluster has a coordinator (MR).  In this clustered ar-
chitecture, vehicles detect events in the road and then com-
municate the collected traffic information to a coordinator, 
which merges and analyzes the data. MRs have fixed loca-
tions but MCs are moving and changing their places arbi-
trarily. 
 
 
 
 
 
Each MR has several MCs served by the MRs. Each MC 
in the network needs to obtain information about the rout-
ers in the network. This is done through router discovery. 
For clear exposition, the primary notations throughout the 
problem description are summarized in Table I. Each MC 
executes a distributed algorithm to select its cluster head 
(MR). Our clustering algorithm is initiated by simultane-
ously considering all MRs in the road and in the transmis-
sion range of MC as potential cluster heads. Information is 
exchanged among MCs and MRs iteratively until a subset 
of clusters emerges. Two kinds of beacon message are ex-
changed between MCs and MRs during forming clusters: 
invitations and acceptances. The invitation message is sent 
from the jth MR to all MCs in its transmission range. The 
message contains the MR's ID and the price 𝑟 of accessing 
the channel. Each MC reflects the accumulated evidence 
for how well-suited the jth MR is to serve as the cluster head 
for the MC taking into account other potential MRs. Each 
MC sends an acceptance message to the MR reflecting the 
accumulated evidence for how appropriate it would be for 
                                  : Mesh router 
           Fig. 2. Architecture of vehicular sensor network 
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the MR to be selected to serve the MC. Since each MC is 
moving and changing its place arbitrarily, the invitation 
and acceptance among the ith MC and the jth MR are up-
dated at each iteration. 
 
TABLE I 
LIST OF RELEVANT NOTATION 
 
Notations  Description 
G (E, V) The underling road network 
MC  Mesh client 
𝑒𝑖,𝑗 A network edge 
MR  Mesh router 
𝑁𝑚 The number of MRs for a particular edge 𝑒𝑖,𝑗 
𝑇 The transmission range of MR 
𝑃(𝑚, 𝑐) The position of mesh router𝑚in cell𝑐 
𝑆(𝑗, 𝑖) The power of jth MR’s signal at ith MC 
𝑡𝑝 The transmitted power 
𝐿 The path loss at distance 𝑑 
?́? The average path loss at distance 𝑑0 
𝑥𝜎 Zero-mean Gaussian distributed random 
variable with standard deviation 𝜎 
𝑃𝑗 The probability of a node to join a cluster 
𝐶 The spectrum cost 
𝐿𝑖𝑊𝑖 The length and width of a vehicle, respec-
tively 
𝐴𝑖,𝑗  The area of the link 𝑒𝑖,𝑗 
𝑃𝑣
𝑖 The space occupied by a vehicle 
𝐷𝑗
𝑖(𝑡) The traffic density at link 𝑒𝑖,𝑗 as the percent-
age of occupied space by vehicles at time 𝑡 
𝑝(ℎ𝑑) The probability of high demand state 
𝑂𝑥 The state of region  𝑥 (Occupied) 
𝑈𝑥 The state of region 𝑥 (unoccupied) 
Ş?́? New state of region 𝑥 
𝑎𝑗  Action that taken by a driver 
𝐶𝑖(Ş) Cost function for each constraint 
𝛾𝑖 The weight of i
th  constraint 
𝐽𝑗  The system configuration action Jacobian 
matrix 
 
The MC selects its coordinator as follows: 
𝑚𝑎𝑥𝑗𝜖𝑀𝑅𝑟𝑆(𝑗, 𝑖), subject to    𝑟𝑖 ≤ 𝑏𝑖 , 𝑆(𝑗, 𝑖) ≥ 𝛾 (3) 
 
where 𝑆(𝑗, 𝑖) is the power of the jth MR’s signal at the ith MC 
and 𝑀𝑅𝑟 is the set of all MRs in the system. The first con-
straint states that the price of service (𝑟𝑖) that MC can pay 
for the jth MR should be less than or equal his budget (𝑏𝑖). 
The MC fails to detect the MR’s signal if the received 
power is less than 𝛾. Thus, joining the jth cluster is a binary 
decision between the following two hypotheses: 
𝐻1: ith MC  does not join  jth cluster. 
𝐻0: ith MC joins jth cluster. 
Signal strength at distance 𝑑 is computed as follows: 
𝑆(𝑗, 𝑖) = 𝑡𝑝 − 𝐿 (4) 
where 𝑡𝑝 is the transmitted power and 𝐿 is the path loss at 
distance 𝑑, computed as follows: 
               𝐿 = ?̅?  + 10𝑛log (
𝑑
𝑑0
) + 𝑥𝜎 (5) 
where 𝑛 is the path loss exponent, 𝑑0 is the close-in refer-
ence distance, ?̅? is the average path loss at distance 𝑑0, 𝑥𝜎 
is a zero-mean Gaussian distributed random variable with 
standard deviation 𝜎. Standard deviation 𝜎 describes the 
path loss model for an arbitrary location. Linear regression 
is used to estimate the value of 𝜎. We assume the received 
power 𝑆(𝑗, 𝑖) has a Gaussian distribution. Let 𝑃𝑗  be the 
probability that the ith MC will join the jth MR cluster. It is 
computed as follows: 
𝑃𝑗 = 𝑝(𝐻0|𝑗) 
(6) 
 
Using Bayes theorem: 
𝑃𝑗 =
𝑝(𝐽|𝐻0)𝑝(𝐻0)
𝑝(𝐽)
= 𝑝(𝐽|𝐻0)𝑝(𝐻0) (7) 
 
We assume all MRs have the same chance of being se-
lected by the ith MC. Hence, 𝑝(𝐻0) is computed as follows: 
𝑝(𝐻0) =
1
𝑀𝑟
 (8) 
The ith MC  joins the jth cluster if the received signal is 
greater than a threshold 𝛾 and the spectrum cost is less 
than MC’s budget. The probability of receiving a signal 
from the jth MR with power greater than 𝛾 is computed as 
follows:  
𝑝(𝑆(𝑗, 𝑖) ≥ 𝛾) = ∫
1
𝜎√2𝜋
𝑒
(𝑆−𝜋)2
2𝜎2 𝑑𝑠
∞
𝛾
 (9) 
 
We assume that the prices from all the drivers are uni-
formly distributed. As a result, all outcomes have an equal 
chance of occurrence. The probability density function of 
pricing is given by [31]: 
𝑓(𝑟𝑖) = {
1
𝑟𝑖 − 𝐶
                                 , 𝐶 < 𝑟𝑖 ≤ 𝑏𝑖
0                                          , 𝐶 > 𝑏𝑖
} (10) 
 
where 𝐶 is the spectrum cost, 𝑟𝑖 indicates the maximum 
possible valuation of a spectrum band and 𝐶 is the mini-
mum price that can be offered by the client. The main chal-
lenge in spectrum market is how to choose both the price 
and the offered size of spectrum. Demand uncertainty af-
fects price and the offered size of spectrum. For low spec-
trum demand state, MCs offer less prices for getting ser-
vices.  
 
Definition 4. Assume that the ith MC offers a price 𝑟𝑖 to get ser-
vice from the jth MR. The request is accepted if and only if the 
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price is greater than 𝐶 and the required bandwidth is less than 
the available spectrum. 
The probability that the price of the spectrum is greater 
than the service cost and less than or equal to the budget 
of driver (i.e. 𝑏𝑖) is computed as follows: 
 
𝑝 (  𝐶 < 𝑟𝑖 ≤ 𝑏𝑖) = ∫ 𝑓(𝑟𝑖)
𝑏𝑖
𝐶
𝑑𝑟𝑖 (11) 
 
By substituting (11) in (10) we get: 
𝑝 (𝐶 < 𝑟𝑖 ≤ 𝑏𝑖) =
𝐶 − 𝑟𝑖
𝑏𝑖 − 𝑟𝑖
 (12) 
 
The main challenge addressed below is how MR can 
choose both price and the offered spectrum size that meet 
all spectrum demands before knowing the state of the mar-
ket (i.e. the demand for service).  
 
Theorem 1: The optimal price 𝑟∗which maximizes the MR rev-
enue 𝑉𝑟   for a given spectrum size 𝐾  is computed as follows: 
                         𝐾 = 𝑄(𝑟∗)                                                            (13) 
 
where 𝑄(𝑟∗) is the spectrum demand in the high demand state. 
 
The expected revenue is the additional revenue from sell-
ing an additional spectrum unit. For any new price 𝑟, the 
demand for spectrum either increases (i.e. high demand 
state) or decreases (i.e. low demandstate). Let 𝑄(𝑟) repre-
sent the demand in high demand state after choosing price 
𝑟, and ∆𝑄(𝑟) be the amount by which demand is reduced 
in the low demand stat. 
 
Proof: MRs’ expected revenue is computed as follows: 
 
𝐸(𝑉𝑟) = 𝑝(𝑄(𝑟
∗))𝑟 min[𝑄(𝑟), 𝐾] + (1 −
                𝑝(𝑄(𝑟∗)))𝑟 min[𝑄(𝑟) −    ∆𝑄(𝑟), 𝐾] − 𝐶𝐾            (14) 
  
where 𝑝(𝑄(𝑟∗)) refers to the probability of high demand 
state. The deep insight from Equation (14) is that the opti-
mal simple price rests on just two factors: marginal cost of 
offering spectrum unit (C) and the elasticity of demand (i.e. 
high demand state, and low demand state).  The elasticity 
of demand is defined as a measure of the relationship be-
tween a change in the quantity demanded and a change in 
its price (r). The marginal cost of spectrum is the additional 
cost of offering an extra spectrum unit. Under uncertain 
spectrum demand, the single first order condition captures 
how simultaneous changes in price and size of spectrum 
(K) affect revenue. The first order condition with respect to 
the offered spectrum size 𝐾 has three regions that can be 
expressed as follows: 
 
       
𝜕𝐸(𝑉𝑟)
𝜕𝐾
= 𝑟 − 𝐶,      𝐾 <  𝑄(𝑟) − ∆𝑄(𝑟)                                    (15) 
      
𝜕𝐸(𝑉𝑟)
𝜕𝐾
= 𝑝(𝑄(𝑟∗))𝑟 − 𝐶,     𝑄(𝑟) − ∆𝑄(𝑟) ≤ 𝐾 <  𝑄(𝑟) (16) 
      
𝜕𝐸(𝑉𝑟)
𝜕𝐾
= −𝐶,     𝑄(𝑟) ≤ 𝐾                                                    (17) 
 
In our solution, to select the optimal price, each partial de-
rivative by itself represents the interaction between the 
price and the offered size of spectrum decisions. If, how-
ever, the demand is uncertain and the spectrum owner 
must choose the price and size of spectrum before observ-
ing the demand, the spectrum owner (MR) risks offering 
spectrum the owner can not hire (i.e. Equation (17)), a risk 
that the owner trades off with the risk of not being able to 
meet all demand (i.e. Equation (15)). Clearly, the revenue 
would be positive (𝑟∗ > 𝐶) if 𝑝(𝑄(𝑟∗)) < 1. Otherwise, the 
expected revenues would be negative. The derivative in 
the first term is positive, thus K≥ 𝑄(𝑟∗) − ∆𝑄(𝑟∗) . The de-
rivative in the middle term is constant. If it is positive, then 
𝐾 = 𝑄(𝑟∗), maximizes expected revenue. If it is negative,  
𝐾 = 𝑄(𝑟∗) − ∆𝑄(𝑟∗).   We apply Algorithm 1 for clusters 
construction.   
 
Algorithm 1:Cluster forming 
1: for  𝒋 ← 𝟏, 𝑴𝒓 do 
2:        Broadcast invitation message  
3: end for 
4: for 𝒊 ← 𝟏, 𝑴𝒄 do 
5: 𝑴𝑹𝒓́ = 𝑴𝑹𝒓 
6:       for  𝒋 ← 𝟏, 𝑴𝒓 do 
7:              𝑺(𝒋, 𝒊)  ← 𝒕𝒑 − 𝑳 
8:      end for 
9:  repeat 
10:           assign-head=false 
11:           candidate-head← 𝒎𝒂𝒙𝒋∈𝑴𝑹𝒓́ 𝑺(𝒋,𝒊) 
12:             if  (𝑺(𝒋,𝒊) ≥ 𝜸  && 𝒓𝒊 ≤ 𝒃𝒊) 
13:                    cluster_head (i) ← Candidate-head 
14:                  assign-head=true 
15:            end if 
16:            else 
17:     𝑴𝑹𝒓́ = 𝑴𝑹𝒓́ − 𝒋 
18:  until (Assign-head || 𝑴𝑹𝒓́ == ∅) 
19:   end for 
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Theorem 2: Each node (MR or MC) in the network sends ex-
actly one message within two time steps.  
Proof: In our algorithm, each MR sends an invitation mes-
sage at 𝑡0. After measuring the signal strength power of 
each received message, MC sends an acceptance message 
at 𝑡1 to the MR with higher signal power.  
Each MC should belong to only one MR. We proceed by 
induction hypothesis, showing that if 𝑡 = 𝑡𝑛, then a node 𝑗 
(MR or MC) sends either invitation or acceptance message. 
If 𝑗 ∈ 𝑀𝑅𝑟then node 𝑗  sends an invitation message. If 𝑗 ∉
𝑀𝑅𝑟, then node 𝑗 is an MC and it receives all the invitation 
messages at 𝑡 = 𝑡𝑛−1then it sends an acceptance message. 
Hence, by inductive hypothesis, at time 𝑡𝑛 nodes send mes-
sages. If all these messages are invitation messages (𝑀𝑟) 
then at time 𝑡𝑛+1 all messages are acceptance messages 
(𝑀𝑐). 
Proposition1: The message complexity of the proposed cluster-
ing algorithm is 𝑀𝑟+ 𝑀𝑐. 
Proposition 2: Each MC in the network belongs exactly to one 
MR. 
Proof: Each node 𝑗 sending an invitation message is an MR 
and it is the cluster head. On the other hand, if a node 𝑗 
sends an acceptance message, then it belongs to the cluster 
whose MR has the highest signal power. Each node in the 
network is either MR (cluster head) or MC that is a vehicle 
node joins only one cluster head. 
5 TRAFFIC ESTIMATION MODEL 
The ith MC reports its states and states of its neighbors 
periodically to the MR. Each report about the ith MCs' status 
is a  vector 𝑆𝑣
𝑖  . The reported status vector at time 𝑡 by ith 
MC includes the following information: the space occu-
pied by the vehicle 𝑃𝑣
𝑖, position of the vehicle ṗ𝑖, and instant 
velocity 𝑣𝑖. The space occupied by the vehicle 𝑃𝑣
𝑖 is com-
puted as follows: 
𝑃𝑣
𝑖 = 𝐿𝑖𝑊𝑖 (13) 
 
where 𝐿𝑖 is the length of vehicle and 𝑊𝑖  is its width. In our 
model, we define a traffic density at link 𝑒𝑖,𝑗 as the percent-
age of occupied space by vehicles at time 𝑡 which is com-
puted as follows: 
𝐷𝑗
𝑖(𝑡) =
∑ 𝑃𝑣
𝑘𝑁
𝑘=1
𝐴𝑖,𝑗
 (14) 
 
Here, 𝐴𝑖,𝑗 is the area of the link 𝑒𝑖,𝑗. Two vehicles collide 
with each other if they occupy the same cell at time 𝑡. As-
sume 𝑂𝑥
𝑖   indicates the probability of occupying cell 𝑥 by 
the  ith MC. Let 𝑃(𝑂𝑥
𝑖 |𝑂𝑥
𝑗
) represent the likelihood of occu-
pying cell 𝑥 by the ith vehicle given the same cell is occupied 
by the jth vehicle. 𝑃(𝑂𝑥
𝑖 |𝑂𝑥
𝑗
) is computed as follows: 
                             𝑃(𝑂𝑥
𝑖 |𝑂𝑥
𝑗
) = 
𝑃(𝑂𝑥
𝑖 ∩𝑂𝑥
𝑗
)
𝑃(𝑂𝑥
𝑗
)
                                       (20) 
 
In our work, the jth vehicle is able to detect the position of 
other vehicles at each link. Each detected position is indi-
cated by the distance ď𝑖  from the  jth vehicle where 𝑖 repre-
sents the ith vehicle. Generally, drivers' behavior can be rep-
resented by cost function that should be maximized or 
minimized (i.e. maximize the distance of the vehicles from 
the obstacles by reducing the speed). Let Ş = [Ş1 … Ş𝑛] ∈
ℛ2𝑛 be the status of link 𝑒𝑖,𝑗. Each jth action that is taken by 
a driver is represented by 𝑎𝑗. An action 𝑎𝑗 is related to the 
status of the link as follows: 
                                  𝑎𝑗 = 𝑓(Ş)                                          (21) 
 
where 𝑓(Ş) is a proper vector function. Taking a time de-
rivative of (21) yields: 
                             𝑎?́? =
𝜕𝑓(Ş)
𝜕𝑎𝑗
Ş́ = 𝐽𝑗(Ş)Ş́                                (22) 
 
where 𝐽𝑗 is the system configuration action Jacobian ma-
trix. Each action changes the system configuration. These 
actions include:  
 Decrease the velocity when traffic density ap-
proaches its critical value. 
 Increase the velocity when the density level de-
creases significantly. 
 Change the path in response to newly received in-
formation. 
 
The following constraints should not be violated in the sys-
tem: 
 The diver should avoid driving onto occupied 
cells in the lane. 
 The maximum speed is 110 km/h. 
 The driver should not drive onto the pavement 
and should always stay in his/her lane and in the 
same gear. 
 
Each constraint in our system can be represented by cost 
function 𝐶𝑖(Ş), where 𝑖 = 1. … . 𝑛ℎ, and 𝑛ℎ represents the to-
tal number of constraints. The value of 𝐶𝑖(Ş) increases 
when the ith constraint near to being violated. In order to 
minimize the cost function, the driver has to take an action 
that prevents constraint violation. An overall cost function, 
with 𝛾𝑖 as the weight of the ith constraint,  can be calculated 
as follows: 
 
                                    𝑇𝑐 = ∑ 𝛾𝑖𝐶𝑖(Ş)
𝑛ℎ
𝑖=1                                   (23) 
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Definition 5.Suppose we have 𝑁 distinct vehicles at link 𝑒𝑖,𝑗. 
Given that each link is divided into 𝑀 distinct cells, the total 
number of system states (i.e. number of ways of dividing the 𝑁 
vehicles into 𝑀 cells) is computed as follows: 
                               𝑓(N,M)= (𝑁
𝑀
)                              (24) 
Definition 6. Assume 𝑂𝑥  indicates that the cell 𝑥 is occupied 
and  𝑈𝑥 indicates cell 𝑥 is unoccupied and these states of cell 𝑥 
represent a sensor reading of the jth vehicle. The two states of cell 
𝑥 and new states Ş?́? are derived from the sensor of jth vehicle, 
using Bayes theorem: 
                 
𝑃(𝑂𝑥|Ş?́?)
𝑃(𝑈𝑥 |Ş?́?)
=
𝑃(Ş?́? |𝑂𝑥 )𝑃(𝑂𝑥)
𝑃(Ş?́? |𝑈𝑥 )𝑃(𝑈𝑥)
                             (25) 
In order to integrate other vehicle information Ş̂𝑥 with the j
th 
vehicle’s measurements ( Ş𝑥)
́ ,we assume Ş̂𝑥, Ş?́?are independ-
ent of each other. Cell occupancy probability is computed as 
follows: 
𝑃(Ş̂𝑥 ∧ Ş?́?|𝑂𝑥) = 𝑃(Ş̂𝑥|𝑂𝑥)  𝑃(Ş?́?|𝑂𝑥) (26) 
           𝑃(Ş̂𝑥 ∧ Ş?́?|𝑈𝑥) = 𝑃(Ş̂𝑥|𝑈𝑥)  𝑃(Ş?́?|𝑈𝑥) (27) 
Using equation (20): 
𝑃(𝑂𝑥|Ş̂𝑥 ∧ Ş?́?)
𝑃(𝑈𝑥 |Ş̂𝑥 ∧ Ş?́?)
=
𝑃(𝑂𝑥 |Ş̂𝑥)𝑃(Ş?́? |𝑂𝑥)
𝑃(𝑈𝑥 |Ş̂𝑥)𝑃(Ş?́? |𝑈𝑥)
 (28) 
 
𝑃(𝑂𝑥|Ş̂𝑥)𝑃(Ş?́?|𝑂𝑥)
𝑃(𝑈𝑥|Ş̂𝑥)𝑃(Ş?́?|𝑈𝑥)
=
𝑃(𝑂𝑥|Ş̂𝑥)𝑃(Ş?́?|𝑂𝑥)𝑃(𝑈𝑥)
𝑃(Ş̅𝑥|Ş̂𝑥)𝑃(Ş?́?|𝑈𝑥)𝑃(𝑂𝑥)
 (29) 
 
In our model, we assume that the priori probability of a cell 
to be occupied by  jth vehicle is 0.5, (i.e. p(𝑂𝑥) = p(𝑈𝑥) = 0.5), 
so that equation (24) can be written as follows: 
 
        
𝑃(𝑂𝑥 |Ş̂𝑥)𝑃(Ş?́? |𝑂𝑥)
𝑃(𝑈𝑥 |Ş̂𝑥)𝑃(Ş?́? |𝑈𝑥)
=
𝑃(𝑂𝑥|Ş̂𝑥)𝑃(Ş?́? |𝑂𝑥 )
𝑃(𝑈𝑥|Ş̂𝑥)𝑃(Ş?́? |𝑈𝑥 )
       (30)     
 
 Each MC sends its sensory report to the MR using a 
wireless data channel. In the processing phase, the MR 
solves data inconsistency and produces a final road 
status vector that contains the current status of the 
road. If the MR encounters any change in the road sta-
tus, it disseminates the road status vector to all associ-
ated cluster members. The collected information about 
road status at MRs is used for managing the whole 
city. MRs exchange information periodically (based 
one one-hop transmission) to improve road safety. For 
example, a driver can use road information to avoid 
the regions where contention or congestion is high. 
Upon receiving a new status of road from MR, drivers 
check if there is any change. Road status vector can be 
used to resolve severe situations like traffic congestion 
and cope with emergency conditions. 
Definition 7. For a target link 𝑒𝑖,𝑗 the traffic condition of this 
link at time 𝑡0 is defined as the percentage of occupied space at 
link 𝑒𝑖,𝑗 by vehicles at 𝑡0. 
 
To compute the crash probability among vehicles, we use 
the model in [10]. The uncertainty on the future motion of 
vehicles is considered in [10] to compute the crash proba-
bility. A traffic matrix is generated using VanetMobiSim 
[30]. The road is divided into small cells and an accident 
has occurred if the center of two vehicles is in the same cell 
for all possible combinations of cells. The crash probability 
is measured as the percentage of overlap between the geo-
metric shapes that represent the future motion of vehicles. 
6 PERFORMANCE EVALUATION 
In this section, we evaluate the performance of the pro-
posed traffic management scheme. We consider an urban 
scenario of 15 km ×15 km, where vehicles are distributed 
randomly over the road, having speeds of 20–110 km/h.  
Roads are divided into a different number of cells. Assum-
ing there is equal probability for selecting any direction at 
the intersection by the driver, the probabilities for each di-
rection are given by Pn=Ps= Pw= Pe=  0.25. The parameters 
chosen for evaluating the algorithm and the methodology 
for the simulation are shown in Table II. 
 
TABLE II 
SIMULATION PARAMETERS 
 
Parameter Value 
Number of MRs 100 
Number of channels per MR 20 
Number of messages per MC Random 
Type of interface per node 802.11 b 
MAC layer IEEE 802.11 b 
Transmission power 0.1 watt 
Packet size 512 
Max Vehicle Speed 110 km/h 
Warning message cycle 100 ms 
Simulation            
Device 
Intel i5 Core 2.50GHz 
Process cores 2 x 2.50GHz 
RAM 6 GB 
OS Windows 7 64 bit 
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Fig. 3 shows the impact of vehicle density on crash prob-
ability. When the density is very small, the crash probabil-
ity is small too. However, as the traffic flow increases and 
vehicle density approaches its critical value, drivers have 
to decelerate quickly to avoid crashing. Fig. 3 has three re-
gions. In the first region (i.e. grey), the vehicle speed is low 
and traffic density is low. Clearly, fewer (serious) crashes 
have occurred in this region and the crash probability in-
creases as the traffic starts to become congested, i.e. num-
ber of cars increases. For the second region (i.e. green), the 
connectivity of SRWN is improved significantly since the 
traffic density increases. In addition, we notice that the 
crash probability decreases despite the vehicles’ speeds 
and traffic density are high. The crash likelihood decreases 
at this region due to exchanging warning messages be-
tween drivers. However, in the third region (i.e. blue), the 
crash probability starts increasing due to the lack of space 
and the degradation of SRWN performance. There is also 
another explanation of this behavior. In our work, the total 
number of channel resources is fixed in the network. By in-
creasing the number of cars, the packet loss probability is 
decreased significantly, which improves the network per-
formance in the second region of graph. However, after a 
certain number of cars, the packet drop probability grows 
due to congestion in the third region.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Notice that, the packet loss occurs when packets travel-
ling across a SRWN fail to reach their destination. It occurs 
basically due to network congestion. The occurrence of 
high density of cars within SRWN results in congestion, 
thereby causing significant performance degradation. For 
the higher values of density, a large number of cars com-
pete for scarce SRWN bandwidth. 
To study the effect of vehicle density on the performance 
of the SRWN, we measure the packet loss probability un-
der various values of vehicle density. From Fig.4, we notice 
that as the density increases, the packet loss probability in-
creases.  From this experiment, we find that using wireless 
networks for road safety becomes less efficient in crowded 
road scenarios due to the network congestion. Mobility of 
vehicles is one of the most important factors that degrades 
the performance of wireless network and increases packet 
loss rates. Vehicle speed increases the crash probability sig-
nificantly. Fig.5 displays packet loss probability under dif-
ferent values of vehicle speed. Fig. 6 shows the impact of 
vehicle speed on the bit error rate (BER) for different sce-
narios corresponding to an average vehicle speed of 70–
110 km/h. Clearly, the end-to-end BER increases when the 
vehicles are moving faster. In Fig. 7, we study the impact 
of the spectrum price on the performance of the SRWN un-
der different scenarios of vehicles density. The price for the 
spectrum varies over time from  𝑟 = 5 (low price) to  𝑟 = 30 
(high price). Fig.7 depicts that, as the price increases, the 
packet loss probability decreases due to the decrease in the 
traffic load. As the traffic load is increased, the packet loss 
probability increases significantly. In Fig. 8, we study the 
impact of the SRWN performance on the crash probability 
         Fig. 3. Crash probability for different values of vehicle density 
         Fig. 4. Packet loss probability for different values of vehicle density 
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under different vehicles density. Fig. 8 depicts that as the 
packet loss probability increases (the performance of net-
work degrades) the crash probability increases. This is be-
cause the chance of finding an appropriate channel for the 
warning message dissemination becomes very low. For 
higher packet loss probability, many warning messages are 
lost and the chance for avoiding vehicles’ crash is de-
creased. 
 
 
 
 
 
 
 
 
 
  
In Fig. 9, we study the response of drivers to unpredicted 
congestion that happens due to non-recurring highway in-
cident or the presence of obstacle. Fig. 9 displays vehicle 
speeds of the first 15 vehicles in the road over time. It can 
be noticed that drivers slow down vehicle speed then they 
accelerate the speed after passing the obstacle. The first ve-
hicle starts slowing down as the obstacle approaches, and 
other drivers follow the leader’s speed upon receiving the 
warning message. The other drivers will experience the ex-
istence of congestion and they start deaccelerating their 
speed.  
 
 
Fig. 8. Packet loss probability for different values of crash probability 
 
 
7 CONCLUSION 
In this paper, an intelligent traffic control system has 
been designed utilizing the unused spectrum.  Different 
levels of congestion, jointly considering spectrum prices, 
and the spatial distribution and performance of the SRWN 
have been analyzed. A cost-effective wireless mesh com-
munity network technology has been deployed in our pro-
posed cluster-based algorithm for managing spectrum 
over a road network. The aim is to minimize crash proba-
bility, utilizing unused spectrum, and enabling spectrum 
owners to generate extra revenue. 
Simulation results have demonstrated that the proposed 
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scheme can reduce crash probability among vehicles sig-
nificantly, provided that the performance of the SRWN is 
not degraded. The research results can be applied for de-
signing efficient traffic management systems. For future 
works, we will study the problem of identifying the routes 
with lower crash probability. 
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