



Dari  hasil  percobaan  dan  pembahasan  yang  telah  dilakukan 
terhadap aplikasi  firewall  iptables ini  maka dapat ditarik kesimpulan 
sebagai berikut :
1. Aplikasi ini memberikan kemudahan kepada seorang admin jaringan 
untuk mengelola keamanan jaringannya
2. Aplikasi ini dapat menjadikan pengguna  memahami konsep NAT, 
MAPPING dan FILTERING iptables
3. Aplikasi  ini  diharapkan  dapat  menambah  ragam aplikasi  firewall 
yang sudah ada
4. Aplikasi belum dapat menampilkan log paket data yang lewat dan 
di-filter  oleh  firewall,  sehingga  disebutkan  sebagai  kelemahan 
aplikasi
5. Aplikasi belum dapat melakukan otomatisasi konfigurasi IP mesin 
gateway, sehingga perlu penyeseuaian ulang secara manual pada 
iptables
 5.2 Saran




1. Penambahkan  fasilitas  untuk  melihat  log  paket  data  yang  lewat 
maupun yang di-filter oleh firewall. Cara ini dapat ditempuh dengan 
membaca laporan yang masuk pada direktori /var/log/, kemudian 
menampilkannya ke aplikasi.
2. Di  pengembangan  berikutnya,  diharapkan  aplikasi  dapat  meng-
update perubahan konfigurasi IP mesin gateway secara otomatis.
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