Передача данных с использованием технологии GPRS как наиболее оптимальный способ организации территориально-распределенных систем АИИС КУЭ by Кочетков А. Е. & Кочетков А. Е.
А налогично мож но представить и другие электродинамические 
процессы , например, излучение антенн. Последние, целесообразно строить в 
сферической системе координат.
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ПЕРЕДАЧА ДАННЫ Х С ИСПОЛЬЗОВАНИЕМ ТЕХНОЛОГИИ GPRS
КАК НАИ БОЛЕЕ ОПТИМ АЛЬНЫ Й СПОСОБ ОРГАНИЗАЦИИ
ТЕРРИТОРИАЛЬНО-РАСПРЕДЕЛЁННЫ Х СИСТЕМ  АИИС КУЭ
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В ы сокая стоимость энергоресурсов обусловила кардинальное 
изменение отнош ения к организации учета энергоресурсов, сделав его 
адекватны м требованиям сегодняш него дня. П отребители приходят к 
пониманию , что первым ш агом в экономии энергоресурсов является точный 
учет. В се уровни А И И С КУ Э связаны меж ду собой каналами связи. Для 
связи приборов учёта и устройств сбора и  передачи данны х используются 
стандартные интерфейсы RS-485/422, ИРПС, PLC  или  радиосеть. С  учётом 
внуш ительной территории нашей страны сущ ествует обш ирное количество 
распределенны х по местности энергообъектов, к  которы м затруднительно 
или затратно подводить кабельные линии связи. В  этом случае для 
получения данны х с  таких объектов активно применяю т технологии сетей 
сотовы х операторов связи -  CSD  и GPRS. Возможны два  варианта работы 
системы А И И С  К У Э  с применением технологии G PRS, отличием  которых
является то , в  каком  реж име работает удалённое коммуникационное 
устройство  -  сервер  или клиент. В  первом  случае удалённый м одем  ож идает 
TC P/IP  соединения с  сотовы м терминалом  диспетчерского компью тера, 
второй вари ант предполагает, что  удалённы й модем является инициатором 
соединения [1-5].
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ИССЛЕДОВАНИЕ НЕП О ЛН О  ФОРМ АЛИЗУЕМ ОЙ 
М ОДЕЛИ СИСТЕМ Ы
Н .О . К узнецов, А .С . Д убинина
Н есм отря на больш ое количество антивирусны х, антиш пионеких 
программ, сущ ествует проблем а обнаруж ения и ликвидации новых 
вредоносных воздействий в  реж име реального времени.
В  работе  вы полнен анализ сущ ествую щ их средств защ иты 
инф ормации (С ЗИ ). П роведены  тесты  продуктов, таких как А нтивирус 
К асперского, N O D 32  на обнаруж ение вредоносных программ. П о итогам 
тестирования установлено, что  антивирус с актуальны ми вирусны ми базами 
обнаруж ил все  вредоносны е программы , которы е использовались в 
эксперименте. А нтивирус с  устаревш им и б азам и обнаруж ил только половину 
присутствую щ их вирусов, что отраж ает неспособность сигнатурного метода 
обнаруж ивать неизвестны е вредоносны е программы, антивирус N O D  32 
обнаруж ил только  сем ь вирусов из 16, что является очень низким 
показателем  д л я  н адеж ной соврем енной системы  безопасности.
