Kan offentlig digitalisering vække tillid? by Kristensen, Ebbe Elhauge et al.
Temanummer: Digitalisering – i verdens mest digitaliserede samfund
70
SAMFUNDSØKONOMEN 1/2021 Udgives af Djøf Forlag
Digitalisering af den offentlige sektor betyder, at borgerne ikke kun skal have tillid til en fysisk sagsbehandler 
og myndighed – men også til digitale teknologier og systemer. Men hvordan kan myndigheder i Danmark 
understøtte borgernes tillid til offentlige digitale løsninger? Vi præsenterer en model for tillid til offentlige, digitale 
løsninger og offentlig digitalisering i en dansk kontekst (TODL-modellen). Vi konkluderer, at TODL-modellen 
kan være et udgangspunkt for at styrke tilliden til offentlige, digitale løsninger, men at bestræbelser på at gøre 
løsninger ”tillidsvækkende” kræver et tilsvarende fokus på, at løsningerne er ”tillidsværdige” i form af lovlighed, 












Kan offentlig digitalisering 
vække tillid?
Indledning
Tillid mellem mennesker og til institutioner er et afgørende fundament for 
et velfungerende demokratisk samfund. Tillid er helt grundlæggende en me-
kanisme, som reducerer oplevet kompleksitet og usikkerhed hos individet 
(Luhmann, 2017). Tillid nedsætter på den måde ˮfriktionenˮ i en lang række 
situationer (Putnam, 2000). Det gælder i det små, når vi efterlader vores cy-
kelhjelm på cyklen, mens vi er i supermarkedet. Men også når vi gennemfører 
betalinger digitalt i troen på, at pengene kommer frem eller retter i årsopgø-
relsen og stoler på, at ændringerne slår igennem.
Danmark er et af de samfund i verden, der har det højeste tillidsniveau – både 
mellem borgere og til offentlige myndigheder (Svendsen, 2012).
I de seneste 20 år har forholdet mellem borgere og offentlige myndigheder i 
stigende grad fået en digital dimension: Borgerne kommunikerer med myn-
dighederne gennem digitale kanaler. Langt de fleste har erfaringer med bor-
ger.dk, Digital Post, digital årsopgørelse og NemID. I forskningslitteraturen 
betegnes dette ofte e-government. Kulminationen på den udvikling i Danmark 
var på mange måder overgangen til obligatorisk digital kommunikation og 
digital post ved lov på en række områder fra 2012 til 2015.
Når kontakten bliver digital, skal borgerne ikke kun have tillid til en fysisk 
sagsbehandler og myndighed – men også til de teknologier og systemer, der 
skaber den digitale kontakt. Tillid opstår ikke på samme måde online som 
i det fysiske møde. Bl.a. giver ansigt-til-ansigt interaktion flere muligheder 
for at få ˮcuesˮ om modparten, der kan gøre det nemmere at opbygge tillid 
(Skaarup, 2017, 80f ). 
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I det omfang flere og flere ærinder hos det offentlige klares digitalt, bliver det 
tilsvarende interessant at undersøge, hvordan tillid kan opbygges i digitale 
relationer. Derfor er det naturligt, at tillid til offentlige digitale løsninger i dag 
er en del af den politiske debat om offentlig digitalisering i Danmark. Det har 
fx været tydeligt i forbindelse med det kuldsejlede inddrivelsessystem EFI, op-
rettelsen af Dataetisk Råd i 2019 og i den aktuelle debat om Smittestop-appen, 
der anvendes som en del af smitteopsporingen i forbindelse med Covid-19. 
Smittestop-appen er et eksempel på, at tilliden til offentlige digitale løsninger 
også på kort sigt kan være af afgørende betydning for et samfund.
Det er ikke kun i den offentlige debat, at tillid til digitalisering og teknologi 
tager spalteplads. I forskningen i e-government ses tillid som en afgørende 
faktor for borgernes accept og brug af e-government (fx Carter & Belanger, 
2005; 2008). Tillid har i den sammenhæng instrumentel værdi, hvor tillid er 
et værktøj til at opnå en højere anvendelsesgrad af digitale løsninger. Der er 
i andre dele af forskningen fokus på, hvilke faktorer der påvirker tilliden til 
offentlige digitale løsninger (fx Alzharani et al., 2017; Alsaghier et al., 2009; 
Beldad et al., 2010). Her har tillid i højere grad også intrinsisk værdi, hvor det 
implicitte spørgsmål er: Hvordan kan offentlig digitalisering vække tillid hos 
borgerne? 
I nærværende artikel undersøger vi begrebet tillid i relationen til offentlig 
digitalisering. Vi præsenterer centrale modeller fra forskningslitteraturen, 
der sætter faktorer, der påvirker tillid til og accept af teknologi, i forhold til 
hinanden. Med det udgangspunkt giver vi et bud på, hvordan en model, der 
specificerer sammenhængene mellem en række faktorer og tillid til offentlige 
digitale løsninger og offentlig digitalisering, kan se ud i en dansk kontekst.1
Hvad er tillid?
Tillid handler grundlæggende om, hvorvidt man vil forlade sig på en andens 
handling uden at have ˮfuld informationˮ om en situation. Det gælder uanset 
om den anden er pædagogen i børnehaven eller en digital selvbetjeningsløs-
ning. Tillid er på den måde en metode til at overkomme oplevet risici og usik-
kerhed (Skaarup, 2017; Alsaghier et al., 2009), hvor 
• oplevet risiko er karakteriseret ved at være konkret og velbeskrevet. Man 
oplever at kunne definere de problemer, der kan opstå i transaktionen, og 
påhæfte dem en ˮsandsynlighedˮ
• oplevet usikkerhed er karakteriseret ved at være ukonkret. Man oplever 
ikke at kende de problemer, der kan opstå i en transaktion
Har man tillid til den anden part, nedsætter det den oplevede risiko og/eller 
oplevede usikkerhed ved at indgå i en transaktion, hvilket øger sandsynlighe-
den for, at man gennemfører transaktionen.
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Det er også den mekanisme, der er på spil, når borgerne anvender offentlige, 
digitale løsninger. Der vil altid hos borgerne forekomme en grad af oplevet 
risiko og/eller usikkerhed i digitale transaktioner. Derfor er det afgørende i 
forhold til anvendelse af løsningerne, at de enkelte digitale løsninger og den 
digitale, offentlige sektor generelt er tillidsvækkende. Det afføder et spørgsmål 
om, hvad der skaber tillid i en digital relation mellem borger og offentlige 
myndigheder?
Tillid i den digitale relation 
Forskningen i teknologi har affødt en række forslag til modeller, der kan for-
klare, i hvilket omfang brugere kan forventes at anvende en digital løsning eller 
en given teknologi (fx Davis, 1989 og Rogers, 1995). Inden for forskningsfeltet 
e-government er der gennemført tilsvarende undersøgelser af, hvad der kan 
forklare variation i borgernes tillid samt brug af offentlige, digitale løsninger 
(Carter og Bélanger, 2005; 2008, Alsaghier et al., 2009, Alzahrani et al., 2017; 
Beldad et al., 2011, 2012).
Der er også forskere, der har set på tillid og digitalisering i en dansk og skan-
dinavisk kontekst fx Skaarup (2017) og Lindgren et al. (2019), men der er 
ikke umiddelbart udviklet en model i en dansk kontekst tilsvarende dem, der 
er forsøgt etableret i den internationale forskning. Det kan måske undre, idet 
Danmark på mange måder er en interessant case, når det kommer til tillid og 
digitalisering. Men det kan måske netop også være årsagen: Danmark har en 
række karakteristika, der afviger væsentligt fra andre lande, herunder USA og 
Storbritannien. 
Danmark skiller sig fx ud i forhold til spørgsmål om tillid og digitalisering ved 
at
• have en ekspansiv offentlig sektor. Borgerne er vant til hyppig kontakt med 
det offentlige på en lang række områder og har erfaring med at indgå i og 
forholde sig til en lang række administrative processer og systemer
• være præget af en høj grad af institutionel tillid (Svendsen, 2012)
• være et af de mest digitaliserede lande i verden. Det gælder også den offent-
lige sektor, hvor flere digitale løsninger er gjort obligatoriske at anvende 
(OECD, 2020) 
Selvom der generelt er høj tillid til myndighederne i Danmark sammenlignet 
med andre lande, er der forsat variation i tillidsniveauer på tværs af forskellige 
dele af befolkningen. Fx er der variaiton i tilliden til, at myndighederne passer 
godt på ens personlige oplysninger på baggrundsvariable som alder, etnisk 
oprindelse og landsdel (Danmarks Statistik, 2020).2
Stigende politisk fokus på tillid til digitale løsninger, forsat digitalisering i 
store dele af samfundet, herunder den offentlige sektor, samt spørgsmålet om 
internationale modeller for tillid til offentlige, digitale løsningers forklarings-
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kraft i Danmark peger i retning af et behov for at udvikle en model for tillid til 
offentlige, digitale løsninger i en dansk kontekst.
Modellen skal ikke kun have teoretisk relevans, men også kunne anvendes til 
at skabe et overblik over faktorer, som myndighederne skal forholde sig til i 
arbejdet med offentlig digitalisering.
På vej mod en model for tillid til offentlige, digitale 
løsninger i Danmark 
Størstedelen af litteraturen om e-government undersøger, hvilke faktorer der 
øger individers brug af e-government-løsninger. Tillid betragtes i denne sam-
menhæng som én ud af flere faktorer, der påvirker individers brug af e-govern-
ment (Carter og Bélanger, 2005).
Alternativt betragtes tillid til e-government som en medierende faktor for an-
vendelse af e-government forstået på den måde, at kausalkæden mellem fak-
tor X (fx alder) og anvendelse af e-government har tillid til e-government som 
mellemled (Alzharani et al., 2017). Kausaliteten kan illustreres som: 
Faktor X  tillid til e-government  brug af e-government
Flere forskere inddrager desuden variablen oplevet risiko i den samlede 
kausalmodel (se fx Alsaghier et al., 2009; Carter og Bélanger, 2008). Kausali-
teten bliver på den måde: 
Faktor X  tillid til e-government  oplevet risiko  brug af e-government
Forskningslitteraturens fokus på brug af e-government som afhængig variabel 
må formodes at hænge sammen med, at brug af offentlige, digitale løsninger 
i de fleste lande er frivillig. Der er således et stort behov for at opbygge viden 
om, hvordan myndighederne får flere borgere til at anvende digitale løsninger, 
der i mange sammenhænge kan udgøre en serviceforbedring og/eller være 
økonomisk attraktiv. Den logik gør sig ikke på samme måde gældende i Dan-
mark, hvor mange digitale løsninger i dag er obligatoriske at anvende. 
Det primære fokus for nærværende analyse er tilliden til e-government som 
afhængig variabel og ikke, hvad der fører til anvendelse af en konkrete digital 
løsninger.3 
Det ændrer ikke ved, at et afgørende spørgsmål er, om borgerne faktisk vil 
anvende en given digital løsning – også i Danmark. Dels er ikke alle danske 
offentlige løsninger obligatoriske (tænk fx igen på Smittestop-appen), og dels 
har Danmark indført bred mulighed for fritagelse for digital kommunikation 
med den offentlige sektor. Højere tillid kan være med til at øge anvendelsen 
af digitale løsninger i Danmark fx hos grupper af borgere, der for nuværende 
kun i mindre grad begår sig digitalt. 
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På baggrund af den præsenterede litteratur har vi udviklet en model, der giver 
et overblik over de faktorer, der forventes at påvirke tilliden til offentlige, digi-
tale løsninger i Danmark. Modellen betegnes med forkortelsen TODL (Tillid 
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TODL-modellens afhængige variable 
Tillid er relateret til risici og usikkerhed, idet tillid kan nedsætte den oplevede 
risiko og usikkerhed ved en transaktion. I modellen er forholdet mellem tillid 
og risici/usikkerhed håndteret ved at opdele den afhængige variabel i to – 
henholdsvis generel tillid og situationel tillid.4 
• Generel tillid til e-government: Udgør den grundlæggende tillid som et 
individ har til e-government. Denne tillid kan betragtes som forholdsvis 
statisk og konstant på kort sigt, mens den kan være variabel på lang sigt. 
Den generelle tillid påvirkes ikke af oplevet risici/usikkerhed ved én be-
stemt løsning, men påvirkes af gentagne oplevelser over tid. 
• Situationel tillid til e-government: Kan forstås som den specifikke ˮrisi-
kokalkuleˮ eller ˮrisikooplevelseˮ, en borger foretager eller har forud for 
beslutningen om at anvende en specifik digital løsning og/eller den usik-
kerhed, som borgeren oplever ved brugen af en specifik digital løsning, og 
som evt. afholder borgeren fra at anvende løsningen. 
Der er en dialektisk relation mellem den generelle og situationelle tillid. Den 
generelle tillid informerer den situationelle tillid på kort sigt, mens den si-
tuationelle tillid informerer den generelle tillid på lang sigt. Dvs. at generel 
tillid til e-government så at sige kan opveje evt. mangel på situationel tillid til 
en specifik løsning. Fx kan ens generelle tillid til offentlige, digitale løsninger 
opveje de risici og den usikkerhed, man kan opleve, når man som borger be-
søger en offentlig hjemmeside, der ikke ser ud som forventet (compatability), 
eller som ikke er nem at bruge (perceived ease of use).
Det gælder også den anden vej rundt, hvor en evt. lav generel tillid til e-govern-
ment kan opvejes af, at den specifikke løsning er godt designet, nem at bruge 
og er tydelig omkring privacy mv. Oplevelser af den type med specifikke løs-
ninger vil – uanset deres positive eller negative fortegn – over tid være med til 
at bestemme niveauet af generel tillid.
I TODL-modellen skelnes der ikke mellem de forskellige faktorers relative 
påvirkning af henholdsvis generel og situationel tillid. Det forhold, at den af-
hængige variabel er opdelt, er imidlertid i sig selv en erkendelse af, at fakto-
rerne kan påvirke de afhængige tillidsvariable på forskellig vis. 
TODL-modellens uafhængige variable
På baggrund af en tematisk kategorisering af faktorer er der i modellen illu-
streret tre overordnede typer af faktorer, som påvirker både den generelle og 
den situationelle tillid til e-government. 
• Faktorer på individniveau: Disse faktorer knytter sig til det enkelte individs 
erfaringer, kompetencer og værdier. Kategorien dækker blandt andet erfa-
ring med teknologi (Alzharani et al., 2017; Beldad et al., 2010; Flyverbom, 
76
Temanummer: Digitalisering – i verdens mest digitaliserede samfund
SAMFUNDSØKONOMEN 1/2021 Udgives af Djøf Forlag
2017; Skaarup, 2020), uddannelsesniveau (Alzharani et al., 2017), data li-
teracy (Flyverbom, 2017), administrative literacy (Madsen og Christensen, 
2019, Skaarup, 2020), politisk holdning (Janssen et al., 2018), og hvorvidt 
personen er tillidsfuld af natur (Carter og Bélanger, 2005).
• Faktorer på myndighedsniveau: Faktorerne i denne kategori fokuserer på 
myndighederne og dækker over tillid til offentlige myndigheder generelt, 
til konkrete myndigheder samt myndigheders omdømme, kompetencer 
og integritet (Carter og Bélanger, 2005; Beldad et al., 2012; Akkaya et al., 
2011; Alsaghier et al., 2009). 
• Løsningsspecifikke faktorer: Faktorerne knytter sig til selve den digitale 
løsning, herunder brugervenlighed, kvalitet af hjemmesiden, webdesign, 
serviceoplevelsen (Alzharani et al., 2017; Alsaghier et al., 2009; Hegner 
et al., 2019; Taejun et al., 2020), løsningens funktionalitet, reliabilitet og 
effektivitet (Carter og Liu, 2018) samt compatability (Carter og Bélanger, 
2005). Sidstnævnte forstås som sammenhængen mellem løsningens rolle 
og borgerens forventning til løsningen givet borgerens behov, værdier og 
erfaringer. De fleste af de nævnte faktorer kan grupperes under samlebe-
tegnelserne perceived ease of use, der refererer til systemets kvalitet og de-
sign, eller perceived usefullness, der refererer til kvaliteten af den tilgænge-
lige information og løsningens effektivitet.  
Der er et væsentligt overlap mellem faktorer, der påvirker den generelle tillid 
til e-government, og faktorer, der direkte påvirker anvendelsen af en specifik 
løsning. Sammenhængen mellem disse faktorer og anvendelse af konkrete di-
gitale løsninger illustreres i tillidsmodellen ved, at en pil sammenkæder de 
uafhængige variable og brugen af en digital løsning uden om tillidsvariablen.
Der kan knyttes en række overvejelser til det forhold, at flere af de uafhængige 
variable knytter sig til borgernes oplevelse af en bestemt faktor fx perceived 
ease of use eller perceived usefullness. Det er nærliggende at antage, at fakto-
rer på individniveau såsom uddannelsesniveau, erfaringer mv. påvirker de øv-
rige uafhængige variable. Faktorerne på individniveau kan således siges både 
at påvirke tillid til e-government direkte og påvirke tillid til e-government in-
direkte igennem en række af de øvrige uafhængige variable. Denne yderligere 
kompleksitet fremgår ikke visuelt af modellen.
Ud over de nævnte afhængige og uafhængige variable indeholder TODL-mo-
dellen en række strukturelle og samfundsmæssige faktorer som generel tillid 
i samfundet, tillid til internettet og øvrige samfundsbegivenheder relateret til 
individets brug af digitale løsninger. Disse opfattes som konstante faktorer, 
der også påvirker tillid til e-government. De konstante faktorer er illustreret 
nederst i figur 1.
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Tillid, digitalisering, etik og den offentlige sektor
I de senere år har ordet ˮdataetikˮ spillet en væsentlig rolle, når der debatteres 
teknologi og digitalisering. Dataetik refererer til det forhold, at loven angiver 
visse rammer for anvendelse af teknologi, men at der også inden for lovens 
rammer kan være anvendelse af teknologi og data, der fx ikke er proportio-
nal og derfor ikke etisk forsvarlig. Det gælder både i den offentlige og private 
sektor.
Et er spørgsmålet om, hvorvidt offentlig digitalisering kan vække tillid. Et an-
det er, om offentlig digitalisering skal vække tillid? Er det fx rimeligt at få 
en potentielt etisk problematisk løsning til at fremstå tillidsvækkende ved, at 
myndigheden aktivt anvender greb, der højner borgernes tillid?
For at forholde sig nærmere til det etiske spørgsmål kan man opstille en 
distinktion mellem tillidsværdig digitalisering og tillidsvækkende digitalise-
ring.
Den tillidsværdige digitale, offentlige sektor følger loven og skaber høj sikker-
hed i de digitale løsninger. Tillidsværdighed handler om den materielle, fag-
lige dimension af offentlig digitalisering. Lever løsningerne fx op til gældende 
lovgivning fx GDPR samt relevante sikkerhedsstandarder, og er der tænkt på 
oppetid, best practice i forhold til funktionalitet mv.
Den tillidsvækkende digitale, offentlige sektor forholder sig til, at borgernes 
oplevelse er afgørende. Det er ikke nok, at løsningerne lever op til fx en faglig 
sikkerhedsstandard, hvis konfigurationen af løsningen ikke gør det nemt at 
anvende løsningen eller skaber utilsigtet usikkerhed hos borgerne.
Tabel 1. Typologi for tillid til offentlige digitale løsninger.
Tillidsværdig Ikke tillidsværdig
Tillidsvækkende (1)
Materiel tillid og oplevet 
tillid
(2)
Oplevet tillid, men ikke 
materiel tillid
Ikke tillidsvækkende (3)
Materiel tillid, men ikke 
oplevet tillid
(4)
Ikke oplevet tillid og ikke 
materiel tillid
TODL-modellen giver et overblik over, hvilke faktorer der gør offentlige digi-
tale løsninger tillidsvækkende i en dansk kontekst. Men modellen giver ikke 
noget svar på, om en givet løsning er tillidsværdig. Det er en faglig vurdering, 
der må foretages uafhængigt af ønsket om at skabe tillidsvækkende digitale 
løsninger.
Spørgsmål om, hvornår det er etisk forsvarligt at gøre løsninger mest muligt 
tillidsvækkende, afhænger af, om løsningen samtidig er tillidsværdig (1. og 3. 
kvadrant i typologien). Det er altså primært de løsninger, der befinder sig i 3. 
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kvadrant i typologien, hvor det kan anses som etisk rimeligt og fagligt relevant 
at arbejde med at gøre løsningerne tillidsvækkende. 
Det er en væsentlig pointe, at manglende tillid eller skepsis også kan være en 
ressource. I nogle tilfælde er det positivt, at manglende tillid får transaktions-
omkostningerne til at stige (fx 4. kvadrant i typologien). Det er fx positivt, at 
borgerne er opmærksomme på de risici, der er forbundet med deling af data 
og nye teknologier. I den sammenhæng er det også positivt, at borgerne reage-
rer på, at der nationalt og internationalt er fokus på, at private virksomheder 
og myndigheder har et ansvar for at agere etisk forsvarligt og tilpasse den 
lovmæssige regulering, når databehandling og ny teknologi i stigende grad er 
grundlaget for både private tjenester og offentlig service.
Under alle omstændigheder må det være et mål for det danske og andre sam-
fund, der ønsker bedre offentlig digitalisering, at arbejde for, at de digitale 
løsninger kan placeres i typologiens 1. kvadrant.
Diskussion og implikationer af TODL-modellen
Kan offentlige digitale løsninger vække tillid? Det umiddelbare svar er ja. 
Forskningen i tillid til offentlige, digitale løsninger peger ret entydigt på, at 
aktive valg fra myndigheder kan påvirke tilliden til digitale løsninger på sær-
ligt kort sigt (den situationelle tillid). TODL-modellen er et første bud på, 
hvordan man kan se på dannelsen af tillid til offentlige, digitale løsninger og 
offentlig digitalisering i en dansk kontekst. TODL-modellen identificerer tre 
ˮklyngerˮ af faktorer, der påvirker tilliden til offentlige digitale løsninger: Fak-
torer vedrørende indvid, myndighed og teknologi. 
Men der er også forbehold. Der er forskning, der indikerer, at den digitale re-
lation ikke altid vil være at foretrække (fx Lindgren et al., 2019), bl.a. fordi den 
fysiske kontakt giver andre muligheder for at etablere tillid mellem parterne. 
Der er også situationer, hvor det kan være etisk problematisk at præsentere en 
digital løsning som tillidsvækkende, hvis den ikke har den faglige og materi-
elle kvalitet, der skal til for at være tillidsværdig.
TODL-modellen har desuden to væsentlige begrænsninger.
For det første kan modellen ikke sige noget om størrelsen af effekterne af de 
forskellige faktorer på tilliden til digitale løsninger. Det kan formentlig vari-
ere fra løsning til løsning og fra borger til borger. Fx kan løsninger, der kræ-
ver samtykke til deling af følsomme personoplysninger, være mere påvirket 
af borgernes vurdering af myndighedernes omdømme end mere trivielle løs-
ninger om fx adresseskift eller lignende. Samtidig kan borgerens egen situ-
ation måske have betydning. Hvis en borger er socialt udsat eller har haft 
dårlige oplevelser med myndighederne, kan der være yderligere skepsis over 
for myndighederne. 
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Samtidig er det ikke givet, at de enkelte faktorers påvirkning af tillid er lineær. 
Fx kunne det være en arbejdshypotese, at data literacy påvirker tillid konkavt. 
Dvs. at personer får stigende tillid med stigende grad af data literacy indtil et 
vist punkt, hvor funktionen vender, og yderligere data literacy – grundet fx 
høj indsigt i mulige risici mv. – fører til et fald i tillid.
For det andet er modellen baseret på forskning, der har en tendens til at se 
ˮsingulærtˮ på de digitale løsninger frem for at opfatte dem, som en del af et 
større ˮøkosystemˮ. De seneste 20 års forskning i e-government har en ten-
dens til at se på den enkelte løsning, selvom borgerne i mange tilfælde ople-
ver den enkelte løsning som en del af en længere ˮservicerejseˮ, hvor der kan 
indgå flere digitale løsninger eller måske både analog og digital kontakt til 
myndighederne. Det gælder fx i en række livssituationer, når borgeren mi-
ster et nært familiemedlem eller bliver forældre. Her skal borgeren forholde 
sig både analogt og digitalt til flere forskellige myndigheder. Tillid kan derfor 
ikke isoleres til en (digital) løsning, men dannes også i forhold til den samlede 
proces med at have ærinder hos det offentlige. 
Derudover kan TODL-modellen videreudvikles på en række områder. Fx er 
det et åbent spørgsmål, om ˮrationalitetˮ i traditionel økonomisk forstand er 
udgangspunkt for, hvordan borgerne ˮevaluererˮ digitale løsninger i forhold 
til risiko og usikkerhed – i den sammehæng er modellen åben for fortolk-
ning. Det er sandsynligt, at adfærdsøkonomiske teorier kan være med til at 
styrke forståelsen af, hvordan kausalmekanismerne i modellen reelt fungerer. 
Samtidig udstår der for nuværende en empirisk efterprøvning af modellen i 
en dansk kontekst.5 Det er forventningen, at det bliver muligt at efterprøve 
en simplificeret udgave af modellen på baggrund af en række nye items, der 
indføres i den survey, Danmarks Statistik kører årligt i forbindelse med puli-
kationen ˮIt-anvendelse i befolkningenˮ fra 2021. 
Det står med TODL-modellen imidlertid klart, at myndighederne i Danmark 
har mulighed for at arbejde aktivt med at gøre digitale løsninger tillidsvæk-
kende – det vil samtidig gennem en feedbackmekanisme forventeligt øge den 
generelle tillid til offentlige digitalisering. I første omgang kan modellen an-
vendes som en oversigt over forhold, it- og policy-profesionelle kan forholde 
sig til, når de skitserer og udvikler offentlige, digitale løsninger.
Der kan være etiske implikationer af at arbejde med tillidsvækkende digita-
lisering. Hvis myndigheder aktivt skal arbejde med at gøre løsninger tillids-
vækkende, stiller det krav til løsningernes materielle og faglige tillidsværdig-
hed. Samtidig er tillid til offentlig digitalisering (og tillid generelt) ikke ligeligt 
fordelt i samfundet, og tilliden er fx lavere hos grupper med svage digitale 
forudsætninger fx knyttet til alder. Dette kan i praksis resultere i, at nogle bor-
gergrupper i et mere digitalt samfund ikke får den støtte, de reelt er tiltænkt. 
Tillidsvækkende offentlig digitalisering kan derfor også blive et spørgsmål om 
lige adgang til velfærd i et mere og mere digitalt samfund.
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