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Abstrakt 
Cieľom tejto práce je základná problematika protokolu TCP/IP a prenos dát cez internet 
pomocou protokolu FTP. Ďalej vysvetľuje hlavné nastavenie servera pre jeho funkčnosť 
a podrobnejšie popisuje vývoj a princíp práce jednotlivých príkazov jazykov HTML 
a PHP v navrhovanej aplikácií. Nakoniec praktická časť vysvetľuje riešenie vytvorenej 
aplikácie webového rozhrania pre komplexnú prácu so súbormi a jej prenositeľnosť vo 
virtuálnom prostredí. 
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Abstract 
The main aim of my thesis was the TCP/IP protocol issue and the data transfer over the 
internet using FTP protocol. The thesis is demonstrating the main settings of a server, 
his functionality and it further describes the development and use of HTML and PHP 
protocols in my created application. The final chapter of my thesis explaining the 
resolution of web application interfaces for complex work with and portability in virtual 
environments. 
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1 ÚVOD 
Témou tejto bakalárskej práce je navrhnúť a implementovať systém pre 
prenos, zdieľanie a prácu so súbormi na internete cez webové rozhranie, ktorý bude 
určený určitej pracovnej skupine ľudí a potrebnému nastaveniu aplikácií nutných pre 
jeho správnu funkčnosť. Prenos zdieľaných súborov je nutné zabezpečiť šifrovaním 
a celý systém pripraviť vo virtuálnom prostredí na jednoduchú prenositeľnosť na 
ktorýkoľvek iný server. 
 Práca sa zaoberá návrhom intuitívneho užívateľského prostredia pre komplexnú 
prácu so súbormi (nahrávanie a mazanie súborov, vytváranie a upravovanie textových 
súborov), použiteľným iba v rámci internetového prehliadača, ktorý je v dnešnej dobe 
bežnou súčasťou väčšiny operačných systémov. Na prideľovanie práv užívateľom pre 
prácu so súbormi a registráciu nových užívateľov bol nutný návrh aj administrátorského 
rozhrania.  
 Práca sa nezaoberá len samotným návrhom prostredia, ale vysvetľuje aj základné 
princípy TCP/IP protokolu, prenosu dát protokolom FTP a vysvetlením princípu práce 
použitých programovacích jazykov a ich vývoja.   
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2 Protokoly 
Protokol je v informatike štandard, podľa ktorého prebieha elektronická forma 
komunikácie a prenos dát medzi dvoma koncovými bodmi (počítačmi). 
V najjednoduchšej forme protokol definuje pravidla riadiace vzájomnú komunikáciu.  
 Hlavným pozitívnym príkladom užitočnosti protokolov je v poslednej dobe 
prudký rozvoj internetu. Internetové protokoly sú publikované ako verejne prístupné 
RFC dokumenty, ktoré sú zastrešované združením Internet Engineering Task Force 
(IETF). Medzi hlavné protokoly patrí rodina protokolov TCP/IP.  
2.1 TCP/IP 
TCP/IP (Transmission Control Protocol / Internet Protocol) je základný komunikačný 
protokol Internetu. Môže byť použitý taktiež ako komunikačný protokol v privátnych 
sieťach (intranet). Bol vyvinutý v 70. rokoch pre vládnu vojenskú agentúru USA 
(DARPA). Cieľom bolo prepojiť rôznorodé počítače vojenských, 
obranných, výskumných pracovísk a univerzít. Architektúra TCP/IP bola odvodená 
z prvej paketovej siete ARPANET. Táto architektúra dosiahla takej veľkosti, že aj keď 
nie je priemyselným štandardom, rozšírila sa do celého sveta a stala sa základom 
celosvetovej siete INTERNETu.  
 Sada TCP/IP (v súčasnosti približne niekoľko desiatok protokolov a ďalšie 
vznikajú) má dve časti:  
 TCP (Transmission Control Protocol) je protokol transportnej vrstvy. 
Hlavným účelom protokolu TCP je získavať elektronické správy ľubovoľnej 
dĺžky a prevádzať ich do formy paketov, spravidla o veľkosti 64kb, na 
zdrojovom uzle a potom ich znovu zostavuje do pôvodných správ na cieľovom 
uzle siete. Vďaka tomu môže software riadiaci sieťovú komunikáciu posielať 
správy po častiach (paketoch) a kontrolovať každú z týchto častí samostatne. 
V prípade, že sa nepodarí daný paket preniesť, tak sa prenos opakuje. Efektivita 
je práve v prenose paketov, preto v prípade chyby nie je nutné posielať celý 
balík, ale len chybný paket. 
 IP (Internet Protocol) je protokol sieťovej vrstvy a u každého paketu overuje 
jeho korektnosť a obhospodaruje adresovanie, a to tak, aby pakety mohli byť 
smerované nielen cez rad uzlov, ale dokonca aj cez rad sietí pracujúcich 
s rôznymi komunikačnými protokolmi, ako sú napr. Ethernet, FDDI a X.25. 
Ďalej zabezpečuje, aby boli dáta posielané v správnom poradí a čo možno 
najvhodnejšou prenosovou cestou. 
2.1.1 Architektúra TCP/IP 
Vzhľadom k zložitosti problémov je sieťová komunikácia rozdelená do tzv. vrstiev, 
ktoré znázorňujú hierarchiu činností. Výmena informácií medzi vrstvami je presne 
definovaná. Každá vrstva využíva služby vrstiev nižších a poskytuje služby vrstve 
vyššej. Komunikácia medzi rovnakými vrstvami dvoch rôznych systémov je riadená 
komunikačným protokolom s použitím spojenia vytvoreného susednou nižšou vrstvou.  
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 Pre porovnanie je na obr. 1 uvedená architektúra rodiny protokolov TCP/IP 
v porovnaní s vrstvami modelu OSI. 
 
 
  
TCP/IP  ISO OSI  
4. Aplikačná vrstva 
 Aplikačná vrstva 7. 
 Prezentačná vrstva 6. 
 Relačná vrstva 5. 
3. Transportná vrstva (TCP/UDP vrstva)  Transportná vrstva 4. 
2. Sieťová vrstva (IP vrstva)  Sieťová vrstva 3. 
1. Linková a fyzická 
 Linková vrstva 2. 
 Fyzická vrstva 1. 
Obr. 1: Porovnanie rodiny protokolov TCP/IP a ISO OSI 
2.1.2 Popis jednotlivých vrstiev protokolu TCP/IP  
Fyzická vrstva – je najnižšia vrstva a ako jediná opisuje fyzické charakteristiky 
komunikácie, ako napr. povaha média použitého pre komunikáciu (drôty, optické 
vlákna alebo bezdrôtové spoje), typy konektorov, prenosová rýchlosť, kódy kanálov 
a moduláciu, sila signálu, vlnová dĺžka  
Linková vrstva – zaisťuje v prípade sériových liniek výmenu dát medzi susednými 
počítačmi a v prípade lokálnej siete výmenu dát v rámci lokálnej siete. Dátovému 
paketu sa na linkovej vrstve hovorí linkový rámec.  
 
Sieťová (IP vrstva) – zabezpečuje prenos dát medzi vzdialenými počítačmi v internete. 
Základnou jednotkou prenosu je IP datagram, ktorý sa zapuzdruje do linkového rámca 
linkovej vrstvy. IP datagram sa skladá zo záhlavia, v ktorom je uvedená IP adresa 
príjemcu a poľa data.  
 
Transportná (TCP/UDP vrstva) – sa spolieha na služby nižších vrstiev, nerozlišuje, kde 
sa počítače nachádzajú, či vedľa seba alebo na inom kontinente sveta. TCP/UDP vrstva 
sa zaoberá predávaním dát medzi aplikáciami na vzdialených počítačoch. Pre 
adresovanie aplikácií má táto vrstva definované porty. Dátový tok nie je potom 
smerovaný len pomocou IP adresy ale aj číslom portu. Základnou prenosovou 
jednotkou na tejto vrstve je buď TCP segment alebo UDP datagram, záleží podľa 
protokolu. TCP segment alebo UDP datagram sa zapuzdruje do IP datagramu. 
 
Aplikačná vrstva – aplikačné protokoly sa spoliehajú na protokoly TCP alebo UDP, 
ktoré vytvárajú dátové toky medzi počítačmi. Aplikačná vrstva iba požiada nižšiu 
vrstvu  o vytvorenie dátového toku, do ktorého potom vkladá aplikačné dáta. 
Podrobnejšie sa problematikou a vysvetlením jednotlivých vrstiev zaoberá literatúra [7]. 
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2.1.3 Protokoly jednotlivých vrstiev TCP/IP 
Množstvo protokolov, ktoré sa dnes vyskytujú pri rôznych aplikáciách je veľké a ďalšie 
s vývojom pribúdajú. Na obr. 2 sú uvedené najdôležitejšie protokoly znázornené na 
jednotlivých vrstvách, ktoré patria do rodiny protokolov TCP/IP.   
 
4. HTTP FTP DNS DHCP RPC TFTP NFS SMNP DNS BOOTP 
3. TCP/IP UDP 
2. 
ICMP, IGMP 
IP 
ARP RARP 
1. Ethernet Token Ring FDDI X.25 SMDS 
Obr. 2: Rozloženie jednotlivých protokolov vo vrstvách TCP/IP 
2.2 FTP 
FTP (File Transfer Protocol) patrí medzi jeden z najstarších protokolov určených pre 
prenos súborov. Patrí do rodiny protokolov TCP/IP a pracuje na princípe klient-server 
a to na portoch TCP 20 a 21. FTP server čaká na porte 21 prichádzajúce spojenie od 
FTP klienta. Na tomto porte prebiehajú len príkazy, ktoré zachytáva server. Na porte 20 
sa prenášajú len dáta a hneď ako dôjde k prenášaniu dát sa na príkazovom porte 21 
neprenáša nič.  
 Na FTP server sa klienti pripojujú väčšinou pomocou programov na to určených, 
z tých najznámejších to môže byť, napr. Total Commander, FileZilla. Na FTP serveri je 
možné s týmito súbormi pracovať tak, ako je bežný užívateľ na PC zvyknutý. Súbory je 
možné nahrávať, mazať, premenovať a pod. 
2.2.1  Architektúra 
Architektúra protokolu FTP je znázornená na obr. 3. Užívateľ pracuje s užívateľským 
rozhraním, a to buď formou príkazového riadku, programom alebo cez ftp klient 
integrovaný v internetovom prehliadači. Užívateľské rozhranie udáva požiadavky vrstve 
interpret príkazov, ktorá komunikuje so serverom pomocou príkazov definovaných 
normou FTP. Ak sa vrstvy interpret príkazov klienta a servera dohodnú na prenose dát 
v príkazovom kanále, odošlú požiadavku vrstve prenos dát. Vrstva prenos dát pracuje 
s daným lokálny súborovým systémom a tak umožňuje dáta na jednej strane čítať a na 
druhej strane tieto prenesené dáta zapisovať do lokálneho súborového systému. 
 
Protokol FTP využíva dva kanály: 
 Príkazový kanál – týmto kanálom klient zasiela požiadavky na server, napr. na 
výpis súborov na serveri alebo požiadavky na stiahnutie súboru. Server vždy 
očakáva požiadavky príkazového kanálu na porte 21.   
 Dátový kanál – týmto kanálom sa prenášajú požadované dáta. Pri tomto kanáli 
je zvláštnosť v tom, že sa môžu role serveru a klienta vymeniť. Preto 
rozoznávame dva typy FTP komunikácie: aktívny a pasívny. 
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Obr. 3: Architektúra FTP 
2.2.2  Aktívna komunikácia 
Princíp aktívneho režimu komunikácie protokolu FTP je taký, že si prakticky pri 
vytváraní dátového kanálu klient a server vymenia role. Spojenie sa preto pre dátový 
kanál nadväzuje zo strany servera. Ak si klient praje naviazať spojenie so serverom, 
najprv požiada správu protokolov na svojom lokálnom počítači o pridelenie voľného 
portu. Pridelí sa mu nejaký voľný port, na ktorom naviaže TCP spojenie s portom 21 
a tým sa vytvorí príkazový kanál.  
2.2.3  Pasívna komunikácia 
V tomto režime ostávajú role klienta a servera zachované. Klient nadväzuje spojenie, 
tak ako pre príkazový kanál, tak i pre dátový kanál. Ak chce klient naviazať spojenie, 
požiada server o alokáciu portu, ten mu port alokuje a klientovi odpovie šesticou čísel. 
Prvé štyri definujú IP adresu servera a zvyšné alokovaný port. Klient následne na to 
pomocou získanej adresy naviaže spojenie pre dátový kanál. O aktívnej a pasívnej 
komunikácií sa podrobnejšie zaoberá literatúra [7]. 
2.2.4  Nevýhody protokolu FTP 
Najväčšou nevýhodou samotného protokolu FTP je zabezpečenie prihlasovacích údajov 
alebo prenášaných dát. Protokol FTP nie je chránený a ktokoľvek na sieti môže prenos 
týchto dát zachytiť. Preto sa pre bezpečný prenos používa SFTP protokol, čo je protokol 
FTP rozšírený o protokol SSH, ten vytvorí pre prenos zabezpečený kanál.  
 Ďalší problém pri prenose dát protokolom FTP môže nastať v prípade 
zabezpečenia siete firewallom, ktorý má komunikáciu na porte FTP protokolu 
blokovanú. Tým nastane problém k prístupu dát a komunikácia nie je možná.   
Klient
Užívateľské rozhranie
Interpret príkazov
Prenos dát
Lokálny 
súborový 
systém
Server
Interpret príkazov
Prenos dát
Lokálny 
súborový 
systém
PRÍKAZOVÝ 
KANÁL 
 
 
 
 
DÁTOVÝ KANÁL 
FTP príkazy 
FTP odpovede 
Prenos súborov 
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3 Použité technológie 
Pre samotný návrh hlavnej (praktickej) časti bakalárskej práce bolo potrebné určité 
programové vybavenie, či už pre vývoj prostredia alebo jeho samotnú funkčnosť. 
Riešenie práce je preto zložené z niekoľkých častí (obr. 4), ktoré s funkčnosťou návrhu 
súvisia.  
Základnou úlohou bol návrh intuitívneho prostredia pre zdieľanie, prenos a 
prácu so súbormi na serveri s využitím webového rozhrania na internete. Pre tento 
návrh bol zvolený programovací jazyk HTML a PHP, následná autorizácia, 
čiže kontrola užívateľov pomocou prihlasovacích údajov v rámci pracovnej skupiny 
bola použitá databáza MySQL. Pri prenose bolo prenášané dáta potrebné nejako 
chrániť, preto bolo nutné zabezpečiť prenos šifrovaním pomocou protokolu SSL. 
 Na testovanie a chod samotného prostredia bol potrebný server, ale vzhľadom 
k obmedzeným prostriedkom bol zvolený virtualizačný nástroj VirtualBox, ktorý 
zároveň vyriešil problém s jednoduchou prenositeľnosťou prostredia a nastavení servera 
na iný počítač-server. Ako hostiteľský systém virtuálneho prostredia bol použitý 
operačný systém Linux (CentOS).   
 
 
 
3.1 Linux 
Pod názvom Linux (GNU/Linux) si je možné predstaviť operačné systémy založené na 
linuxovom jadre (kernel), ktoré je vyvíjané od roku 1991, základných knižníc 
a nástrojov.  
 Prvé jadro naprogramoval Linus Torvald, ktorý je dodnes rešpektovanou 
autoritou jeho vývoja, vďaka tomu, že zdrojový kód uviedol verejne ako slobodný 
software (GPL – General Public License), mohli sa k vývoju pridať ďalší programátori 
z celého sveta. Myšlienka Linuxu vychádzala z Unixu, ktorého počiatky siahajú až do 
sedemdesiatych rokov. Linux nezdieľa s Unixom zdrojový kód, má však rovnaké 
aplikačné rozhranie a filozofiu, vďaka čomu je kompatibilný s ostatnými Unixmi na 
HARDWARE (Virtuálne prostredie) 
Webové rozhranie prostredia 
Apache PHP MySQL 
OS Linux – CentOS 
Zabezpečenie protokolom SSL 
Obr. 4: Náčrt riešenia návrhu systému pre prenos súborov 
v jednotlivých vrstvách 
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úrovní zdrojového kódu, a má rovnaké aplikácie i nástroje. Informácie čerpané 
z literatúry [4]. 
3.1.1 Výhody Linuxu 
Tento operačný systém je v dnešnej dobe dostupný v mnohých distribúciách, ktoré sú 
voľne dostupné na internete, takže si užívateľ môže vybrať takú podobu systému aká 
mu vyhovuje. V týchto distribúciách taktiež okrem samotného systému užívateľ získa 
aplikácie pre najrôznejšie použitie. Samozrejmosťou je dnes lokalizácia v mnohých 
svetových jazykoch. Systém podporuje bez problémov národné znakové sady 
a rozloženie klávesníc. 
 Samotná aktualizácia formou systému balíčkov sa postará nie len o aktualizáciu 
operačného systému ale v prípade správneho nastavenia repozitárov aktualizuje taktiež 
všetky nainštalované aplikácie. Balíčkový systém užívateľovi uľahčuje prácu aj pri 
inštalácií rôznych iných aplikácií. Užívateľ si len vyberie potrebnú aplikáciu a systém ju 
bez problémov nainštaluje prípadne jednoducho odinštaluje.  
 V Linuxe sa nešíria vírusy, spyware ani iné škodlivé kódy. Každá distribúcia 
obsahuje firewall, ktorý je možné doplniť o ďalšie bezpečnostné aplikácie. Linux je 
vďaka týmto výhodám dostatočne bezpečný a stabilný. Pri použití vhodného hardwaru 
systém nepadá ani „nemrzne“.  
 Linux podporuje jedno ale aj viacprocesorové počítače bez potreby špeciálnej 
podpory alebo nutnosti zakúpiť špeciálnu serverovú verziu systému. Pôvodne bol Linux 
vytvorený pre procesory architektúry i386, dnes ale bez problémov podporuje aj 
64bitové procesory. Tak ako umožňuje Linux pracovať s najnovším hardwarom, dokáže 
spätne pracovať aj so starším preto aj napriek vývoju nie sú pre funkčnosť kladené 
nároky na mnohokrát drahý hardware. 
 Linux umožňuje prácu viacerých užívateľov na jednom počítači, a zároveň môžu 
byť pripojení viacerí súčasne. Každý z nich má v systéme pridelený vlastný pracovný 
priestor a miesto na disku. Linux umožňuje prácu v príkazovom riadku ale taktiež 
v grafickom rozhraní. 
3.1.2 Inštalácia operačného systému 
Systém je možné inštalovať z bootovateľného CD/DVD alebo priamo zo siete. Pri 
inštalácií priamo z CD/DVD je potrebné urobiť niekoľko základných krokov. Prvým 
neodkladným výberom je typ priebehu inštalácie, a to v grafickom alebo textovom 
režime. Druhým je výber požadovaného jazyku systému a rozloženia klávesnice.  
 Následne postačuje nastaviť rozdelenie pevného disku, na ktorý bude 
nainštalované zvolené jadro systému s modulmi. Moduly si užívateľ vyberie podľa 
potreby a budúcej funkcie počítača. Pre funkčnosť stanice v úlohe webového serveru je 
najzákladnejší výber modulov WWW serveru, databázy MySQL a podporu jazyka PHP. 
Počas inštalácie je možné nastaviť aj niekoľko ďalších podrobností ale to sa však dá 
nastaviť a prípadne doinštalovať iné moduly aj neskôr po inštalácií. Podstatným krokom 
je aj nastavenie hesla pre administrátorský účet (root). 
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3.1.3 Konfigurácia systému do úlohy webového serveru 
Po spustení novo nainštalovaného operačného systému CentOS je potrebné sa prihlásiť 
ako užívateľ root, aby bolo možné vykonať potrebné konfiguračné nastavenia. Prvým 
krokom po prihlásení je importovanie a nastavenie aktuálnych repozitárov 
v /etc/yum.repos.d a následne nainštalovanie aktualizácií systému príkazom yum update. 
 Prvým dôležitým nastavením systému pre rolu webového serveru je nastavenie 
automatického spúšťania takzvaného http-démona (HTTP server Apache). Ten nie je 
v základnom nastavení automaticky pri štarte systému spúšťaný, preto sa musí nastaviť 
príkazom chkconfig --levels 235 httpd on. Následne je možné démona spustiť ručne 
príkazom service httpd start. Konfiguračný súbor potrebný pre nastavenie 
jednotlivých direktív a vlastností správania démona sa nachádza                                         
v /etc/httpd/conf/httpd.conf. Zmeny v tomto súbore sa prejavia až po reštarte démona, 
preto ho je potrebné pre správnu funkčnosť po každej úprave reštartovať príkazom 
service httpd restart. Cesta k adresáru so súbormi webových stránok sa, taktiež 
nastavuje v tomto súbore, ale v základnom nastavení je k ním cesta /var/www/html. Pre 
prístup a správne zobrazenie web stránok je nutné v systéme nastaviť k jednotlivým 
súborom práva užívateľa a skupiny, ktorý budú súbory využívať, v tomto prípade pre 
skupinu apache.     
 Dôležité pre správnu funkčnosť HTTP serveru je správne nastavenie siete                  
a firewallu systému, inak môže dôjsť k zablokovaniu komunikácie užívateľa s týmto 
serverom. Nastavenie siete a pridelenie IP adresy je v prípade serveru najvhodnejšie 
nastaviť na statické pridelenie. Príkazom system-config-network sa zobrazí menu, 
v ktorom je možné jednoducho a rýchlo nastaviť určitému sieťovému rozhraniu 
požadovanú IP adresu, masku, bránu, prípadne DNS server. Menu pre nastavenie 
firewallu potrebného rozhrania sa vyvolá príkazom system-config-securitylevel, 
v ktorom je možné pre dané rozhranie povoliť úplnú prevádzku alebo povoliť len určité 
protokoly a porty, ostatnú prevádzku blokovať. 
 Neodkladným krokom nastavenia pre správnu funkčnosť dynamických stránok 
je jazyk PHP a doinštalovanie databázy MySQL. Databáza je neoddeliteľná súčasť 
webového serveru, potrebná pre spravovanie a ukladanie dát, či už informácií o prístupe 
a užívateľoch alebo celých stránok. Automatická inštalácia MySQL sa vyvolá príkazom 
yum install mysql-server. Tak isto ako pri nastavovaní HTTP serveru je potrebné 
nastaviť automatické spúšťanie MySQL serveru po štarte systému príkazom chkconfig 
--levels 235 mysqld on. Keďže po inštalácií nie je databázový server automaticky 
chránený heslo je potrebné ho nastaviť. Preto je potrebné spustiť server príkazom 
service mysqld start a pokračovať príkazom mysql_secure_installation 
k nastaveniu MySQL hesla pre užívateľa root. Po tomto je databáza MySQL chránená 
nastaveným heslom a je možné k serveru pristupovať zabezpečene.  
Pre správu a lepšiu prehľadnosť v databázach MySQL pomocou webového 
prehliadača sa príkazom yum install phpmyadmin nainštaluje prostredie aplikácie 
phpMyAdmin, ktorým je možné následne jednoducho vytvárať, upravovať a mazať 
databázy a tabuľky databáz. Prípadne importovať a exportovať už existujúce databázy. 
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3.2 Apache 
Apache je často používaný webový server. Jeho úlohou je spracovávať požiadavky, 
ktoré užívatelia odosielajú prostredníctvom svojich webových prehliadačov ale aj 
zobrazenie výsledkov pripravených v kóde umiestnenom vo vyžiadaných súborov. Dá 
sa využiť ako hostiteľ verejného webového serveru, podnikového intranetu alebo aj ako 
testovací stroj pre vyvíjané webovej aplikácie, kde nie je nutné za každou úpravou 
odosielať upravené dáta na iný server. 
 Server Apache sa v úlohe webového servera používa najčastejšie v kombinácií 
s databázou MySQL, skriptovacím jazykom PHP a rôznymi ďalšími skriptovacími 
jazykmi ako napr. Python a Perl.  
 Medzi výhody Apache patrí hlavne dostupnosť pre všetky hlavné platformy 
(Windows a Linux), je výkonný a spoľahlivý, vďaka medzinárodnej komunite 
vývojárov, má mnohé konfiguračné možnosti a taktiež to, že je zdarma. 
3.2.1  Konfigurácia Apache 
Konfigurácia serveru sa robí pomocou takzvaných direktív, ktoré sú umiestnené 
v konfiguračnom súbore servera nazvanom httpd.conf. Ich správne nakonfigurovanie 
zabezpečí správnu prevádzku servera. Z veľkej časti obsahuje súbor httpd.conf riadky, 
ktoré nie sú pre správnu funkčnosť servera potrebné, sú to napr. komentáre alebo 
poznámky k daným konfiguráciám, no však pre lepšiu orientáciu v konfigurácií sú 
užitočné. Tieto riadky sa začínajú znakom mriežka # a sú serverom ignorované.   
 Celý súbor httpd.conf je rozdelený na tri hlavné časti:  
a) časť obsahuje všeobecné direktívy, napr. nastavenie portov, rôznych 
pomocných súborov a pod. 
b) časť je hlavná konfigurácia, napr. nastavenie zabezpečenia najdôležitejších 
adresárov, logovacích súborov 
c) časť sa zaoberá virtuálnymi servermi 
3.2.2  Zoznam základných direktív 
ServerRoot – definuje hlavný adresár, v ktorom sú uložené konfiguračné súbory a logy, 
podľa ktorých sa server riadi 
Timeout – definuje čas v sekundách, ktorý bude server čakať na prijatie požiadavky od 
klienta. Obvykle je táto hodnota nastavená na 300s, čo je optimálny čas. 
Listen – definuje, na akej IP adrese a na akom porte bude čakať server požiadavky od 
klienta. Napr. pre localhost je to „Listen 127.0.0.1:80“, prípadne len „Listen 80“ pre 
naslúchanie všetkých adries na porte 80. 
BindAddress – definuje iba IP adresu bez konkrétneho portu, na ktorej čaká server 
požiadavky od klienta, zadaním tejto direktívy bude server akceptovať požiadavky len 
zo zadanej IP adresy. 
Port – definuje port na ktorom bude server čakať požiadavky, ale pri súčasnom použití 
predchádzajúcich dvoch direktív (Listen a BindAddress) má vyššiu prioritu direktíva 
Listen. 
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ServerAdmin – určuje emailovú adresu správcu servera 
ServerName – definuje DNS meno serveru, prípadne IP adresu. IP adresa sa využíva 
v prípade, ak nemáme zaregistrovanú vlastnú doménu. Pre testovacie účely sa nastavuje 
na 127.0.0.1 (localhost). 
DocumentRoot – definuje koreňový adresár s dokumentmi. Doména (prípadne IP 
adresa) zadaná v direktíve ServerName zastupuje tento adresár. 
LoadModule meno_modulu – umožňuje aktivovať a sprístupniť na serveri rôzne 
moduly, ktorými získame rozšírenia serveru. Moduly sú, buď interné, teda sú 
vkompilované do Apache, alebo externé, ktoré si užívate aktivuje podľa svojich potrieb. 
AddDefaultCharset [hodnota]– určuje kódovanie dokumentu napr. UTF-8, 
WINDOWS-1250 a pod., ktoré následne odosiela prehliadaču HTTP hlavičkou. Táto 
hodnota môže byť nastavená taktiež na „Off“, čo zapríčiní načítanie kódovania priamo 
z hlavičky prehliadaného dokumentu. Ďalšie direktívy sú vysvetlené podrobnejšie 
v literatúre [5] a na stránkach [6]. 
3.2.3 Zabezpečenie pomocou modulu mod_ssl 
Zabezpečenie pomocou modulu mod_ssl, rozširuje webový server Apache o podporu 
protokolu SSL. Jednou z najčastejších foriem bezpečného prenosu na internete je 
v dnešnej dobe šifrovanie pomocou dvojice kľúčov. Takéto šifrovanie je založené na 
tom, že jeden kľúč je verejný a druhý súkromný. Systém informáciu zašifruje verejným 
kľúčom a tá sa potom dá dešifrovať pomocou súkromného kľúča, ktorý je ponúkaný 
užívateľovi formou certifikátu. To umožňuje zašifrovať komunikáciu aj pri protokoloch, 
ktoré samy o sebe neposkytujú šifrovanie. 
 Tento spôsob šifrovania sa používa aj pri pripojení na HTTP protokol cez SSL = 
HTTPS. Certifikátom sa distribuuje verejný kľúč a spolu s ním aj informácie týkajúce 
sa mena organizácie, ktorá je za neho zodpovedná. Najčastejší problém nastáva, pokiaľ 
distribuovaný certifikát nie je podpísaný alebo certifikačná autorita nie je v operačnom 
systéme považovaná za dôveryhodnú. Takto nepodpísaný alebo nedôveryhodný 
certifikát následne na seba upozorňuje výzvami o nedôveryhodnosti a sám užívateľ sa 
môže rozhodnúť na vlastné riziko pre prijatie daného certifikátu.  
3.3 MySQL 
MySQL je databázový systém fungujúci ako samostatný server poskytujúci užívateľom 
prístup k databázam založených na tabuľkách. Jeho veľkou výhodou je jednoduchosť 
a rýchlosť. K práci s dátami sa väčšinou používa skriptovanie na strane serveru, napr. 
pomocou PHP, preto je jeho využiteľnosť práve na internete. Tento systém je dostupný 
v dvoch licenciách, a to pod bezplatnou GPL a platenou komerčnou licenciou.                
V bezplatnej licencií bežia často známe projekty redakčných systémov ako phpBB, 
WordPress a taktiež v kombinácií softwaru webového servera LAMP (Linux-Apache-
MySQL-Php). MySQL a PHP je používaná kombinácia pre chod webových aplikácií, či 
už pre ukladanie a následné overenie užívateľských dát, ako napríklad meno a heslo 
užívateľa, alebo pre samotné ukladanie a archivovanie obsahu webových stránok.  
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 Základným prvkom MySQL je databáza zložená z tabuliek s presne stanoveným 
počtom stĺpcov a definovanými parametrami. Do riadkov sa potom ukladajú jednotlivé 
hodnoty priradené danému dátovému typu stĺpca. Komunikácia s databázou následne 
prebieha pomocou dotazov, ktoré vychádzajú z jazyka SQL. Pre ľahšiu prácu                        
a organizáciu databáz bolo neskôr vyvinuté grafické webové prostredie phpMyAdmin. 
3.3.1  phpMyAdmin 
PhpMyAdmin je jednoduchý a intuitívny nástroj slúžiaci pre administráciu databáz 
v MySQL cez webové rozhranie, ktorý je napísaný v jazyku PHP. Pomocou tohto 
rozhranie je potom možné jednoducho vytvárať, upravovať alebo rušiť jednotlivé 
databázy, tabuľky, polia alebo samotné riadky s dátami. Taktiež je možné celé databázy 
alebo len určité dáta jednoducho importovať do MySQL alebo exportovať do súboru 
rôznych formátov pomocou nadefinovaných funkcií.  
3.4 HTML 
HTML alebo HyperText Markup Language je jazyk pre vytváranie webových stránok. 
Je to značkovací jazyk pre hypertext. Štandardy HTML definujú tagy a kódy používané 
pre určenie usporiadania textu, fontov, štýlov a tabuliek na web stránkach.  
3.4.1  Vývoj HTML 
Koncom 80. rokov spolupracovali Tim-Berners-Lee a Robert Caillau na prepojenom 
informačnom systéme pre európske výskumné centrum časticovej fyziky. V tej dobe sa 
pre tvorbu dokumentov používali jazyky ako TeX, PostScript a taktiež SGML, ktorý bol 
priamym vývojovým predchodcom dnešného HTML. Princípom štruktúrovaného 
dokumentu spočíval v tom, že jeho príkazy hovorili, čo sa má urobiť, ale nie ako sa to 
má urobiť. Bolo to základom nezávislosti na platforme, užívateľskom rozhraní, alebo 
schopnostiach grafiky počítača. Vzhľadom k rýchlemu vývoju internetu bolo ale nutné 
definovať určité štandardy. 
 V roku 1991 bola vydaná verzia HTML 0.9, ale nepodporovala grafický režim. 
Bola to verzia, ktorú vytvoril Tim Berners-Lee. Táto verzia umožňovala vkladať do 
textu hypertextové odkazy, vytvoriť i niekoľko logických úrovní a niekoľko druhov 
zvýraznení. 
 Ďalšou verziou bola HTML 2.0, ale neobsahovala ešte veľa prvkov k vytváraniu 
úhľadných grafických stránok, a tak bola vydané ďalšie verzie HTML 3.0 a neskôr 
HTML 3.2, v ktorej boli do jazyka začlenené mnohé prvky slúžiace k definícií vzhľadu. 
Túto verziu už vydala W3C (World Wide Web Consortium), ktorá je webovou 
štandardizačnou organizáciou. 
 V roku 1997 W3C vydala verziu HTML 4.0. Tá umožňuje definíciu štruktúry 
dokumentu, ale vzhľadu dokumentu necháva takmer výhradne na CSS (Cascading Style 
Sheets). W3C však ešte nechala tvorcom prehliadačov a autorom stránok čas 
k prechodu na túto normu, preto sa HTML 4.0 rozdelila na HTML 4.0 Strict a HTML 
4.0 Transitional (prechodná norma). Táto prechodná norma zahrňuje vzhľadové atribúty 
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HTML 3.2 a zároveň poskytuje všetky výhody a vylepšenia HTML 4.0 Strict, 
predovšetkým v oblasti prístupnosti a CSS. 
 O dva roky neskôr vyšla ešte opravná verzia HTML 4.01, kde boli opravené 
niektoré chyby a mala to byť pôvodne posledná verzia, po ktorej by sa prešlo na 
XHTML (eXtensible HyperText Markup Language – rozšíriteľný hypertextový 
značkovací jazyk). 7. marca 2007 bola založená nová pracovná skupina, ktorá ma za 
úlohu vývoj novej HTML verzie. Ako názov novej špecifikácie bolo odhlasovaný 
HTML 5. Špecifikácia by mala byť hotová v rokoch 2010-2012 a ukončenie jej vývoja 
po vyriešení problémov a opravení všetkých chýb sa odhaduje na rok 2022. Informácie 
čerpané z webových stránok [8]. 
3.4.2 Syntax HTML 
Celý HTML jazyk sa skladá z takzvaných tagov (značiek), ktoré určujú kde sa má čo na 
stránke vytvoriť a zobraziť, prípadne ako sa má daný dokument sformátovať. V tejto 
práci je použitých pár základných a nutných značiek: 
 tag <HTML> – je značka párová a umiestňuje sa preto na začiatok a koniec 
každej HTML stránky a je akýmsi stavebným kameňom celej stránky. Je 
nadradená všetkým ostatným značkám v HTML dokumente. Vyskytuje sa teda 
na každej internetovej stránke len raz. 
 tag <HEAD> – párová značka, ktorá označuje tzv. hlavičku stránky. Uvádzajú 
sa tu dôležité údaje týkajúce sa obsahu stránky. Dôležitým tagom je <TITLE>, 
pomocou ktorého sa zobrazuje meno stránky v hlavnej lište prehliadača. Pre 
definovanie kódovania celého dokumentu stránky je podstatným tagom napr. 
<meta http-equiv="Content-Type" content="text/html; charset=windows-
1250">, tým sa zabezpečí korektné zobrazenie všetkých znakov textu 
obsiahnutých v znakovej sade windows-1250, čo sú znaky stredoeurópskych 
jazykov. V hlavičke dokumentu sa pre rozsiahlejšie nastavenia formátovania 
určuje taktiež cesta k súboru so štýlmi alebo samotné definovanie štýlov. 
 tag <BODY> – Ohraničuje všetok zobrazovaný obsah stránky, opäť je párový 
a za jeho ukončujúcou časťou </BODY> sa už nachádza úplný koniec súboru 
HTML, teda uzatvárajúci tag </HTML>. Tento tag má veľa atribútov, napr. 
atribúty pre obrázok na pozadí, farbu pozadia, navštívených odkazov apod.  
 ďalšie tagy – pre samotné formátovanie obsahu stránky existuje veľa ďalších 
rôznych tagov. Vypísať všetky nie je účelom tejto práce a vzhľadom 
k obsiahlosti to nie je ani možné. Preto sú v tabuľke 1 uvedené aspoň tie 
najzákladnejšie a najdôležitejšie príklady. 
 
Skupina Príklad tagov 
Úprava textu <b>, <i>, <u>, <sup>, <sub>, ... 
Bloky <p>, <br>, <div>, <center>, <p1>, ... 
Tabuľky <table>, <tr>, <td>, <th>, ... 
Odkazy <a> 
Formuláre <form>, <input>, <select>, <option>, <textarea>, ... 
Tabuľka 1: Príklady jednotlivých tagov v dokumente HTML 
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3.5 PHP 
PHP je všeobecný skriptovací jazyk zameraný na vytváranie webových aplikácií. PHP 
skript sa dá začleniť priamo do HTML kódu. PHP skripty sa vykonávajú na strane 
serveru, kde server daný skript spracuje, vyhodnotí a užívateľovi pošle už výsledný kód. 
Preto je pre programovanie a dolaďovanie takto vytvorených aplikácií nutný web 
server.  
3.5.1  Vývoj PHP 
V roku 1995 Rasmus Lerdorf vytvoril jednoduchú sadu skriptov nazývaných PHP/FI 
(Personal Home Page / Forms Interpreter) v jazyku Perl, ktorá bola predchodcom PHP 
a slúžila pre spracovanie záznamov o prístupoch k jeho webu. Túto sadu skriptov nazval 
„Personal Home Pages Tools“. Neskoršie napísal rozsiahlejšiu implementáciu v jazyku 
C, ktorá bola schopná komunikovať s databázami a umožňovala užívateľom vyvíjať 
jednoduché dynamické webové aplikácie. Rasmus sa rozhodol uvoľniť zdrojový kód 
PHP / FI pre všetkých, takže ho mohol ktokoľvek používať, upravovať a zlepšovať. 
 Do roku 1997 sa PHP / FI 2.0, druhá implementácia v C stala kultovou 
záležitosťou pre (odhadom) tisícky užívateľov po celom svete. Neskoršie potom 
nasledovala prvá verzia PHP 3.0.  
 PHP 3 - bola to prvá verzia, ktorá sa veľmi podobala PHP, ktoré poznáme dnes. 
Vytvorili ho Andi Gutmans a Zeev Suraki v roku 1997 ako kompletne prepísaný 
celok, potom čo im PHP / FI 2.0 nevyhovovalo. Veľké možnosti rozšírenia 
prilákali tucty vývojárov, ktorí sa pridali k tvorbe nových prídavných modulov. 
To prispelo k obrovskému úspechu PHP 3.0. Ďalším kľúčovým prvkom bola 
podpora objektovo orientovanej syntaxe a oveľa silnejší a konzistentnejší 
syntax. V júni 1998 bolo PHP 3.0 oficiálne uvoľnené, po 9 mesiacoch verejného 
testovania. 
 PHP 4 - krátko po uvoľnení PHP 3.0 Andi Gutmans a Zeev Suraski začali 
pracovať na novej verzii PHP, ktorej úlohou malo byť zvýšenie výkonu pre 
zložité aplikácie a zlepšiť rozšírenie kódového základu. Ďalšími kľúčovými 
prvkami a vylepšeniami tejto verzie bola podpora HTTP session, výstupného 
vyrovnávania, bezpečnejšieho spôsobu spracovania vstupov užívateľa 
a niekoľko nových jazykových inštrukcií. PHP 4.0 založené na novom engine 
nazvanom „Zend Engine“ (názov vytvorený z mien autorov) a doplnené širokou 
škálou nových prvkov, bolo oficiálne uvoľnené v roku 2000. 
 PHP 5 - v júli 2004 po dlhom vývoji a niekoľkých predverziách bola vydaná 
verzia PHP 5. To je riadené novou verziou jadra „Zend Engine 2.0“ s novým 
objektovým modelom a mnoho nových vlastností. Informácie čerpané z webovej 
stránky [1]. 
3.5.2 Syntax PHP 
Keďže sa PHP k ód  začleňuje p riamo d o HTML k ód u , je nu tné tento kód  nejak o 
odlíšiť, oddeliť a tým dať serveru najavo, že sa jedná práve o PHP skript. To sa robí 
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pomocou špecifických značiek na začiatku to je <?php a ukončuje sa obdobne ?>. Je 
možné použiť aj kratší spôsob zápisu, tj. na začiatku skriptu <? a na konci ?>. Tento 
spôsob sa však neodporúča, lebo ho je možné vypnúť v konfiguračnom súbore php.ini, 
potom by sa nám uvedený skript nevykonal.  
Príklad syntaxe:  <?php     include "nieco.php";  
            echo "Ahoj, toto je ukážka PHP!"; 
            $i++;       ?>   
Pri spracovaní tohto kódu serverom dôjde k vykonaniu skriptu odkazovaného v príkaze 
include a následne sa zobrazí text pomocou výpisu echo a inkrementuje sa premenná 
„i“. Jednotlivé premenné je nutné oddeľovať od ostatného textu a to za pomoci znaku $. 
 Syntax jazyka kombinuje hneď niekoľko programovacích jazykov (Perl, Pascal 
a Java), takže obsahuje známe dátové typy ako je Boolean, Integer, Double, String, 
pozná taktiež inkrementáciu, logický súčet a súčin, negáciu, využíva aj príkazy 
podmienok if, while, for a ďalšie. 
3.5.3 Session 
Výhodou PHP je vytváranie tzv. session (relácie). Je to spôsob akým je možné zachovať 
informácie o stave aplikácie a práci užívateľa s ňou. Typickým použitím session je 
prihlasovanie užívateľov. Tento proces prebieha tak, že užívateľ zadá svoje meno 
a heslo a pokiaľ súhlasí s heslom uloženým niekde v databáze, vytvorí sa session. Po 
celú dobu, kedy sa užívateľ pohybuje na stránkach, majú PHP skripty prístup 
k premenným uloženým v session. Po skončení práce sa užívateľ odhlási a session je 
ukončená. 
 Použitie session je jednoduché, stačí aby PHP podporovalo session. Pre 
základnú prácu so session sú uvedené dôležité príkazy v tabuľke 2. 
 
Funkcia Význam 
session_start() 
Inicializuje (začne) session, tento príkaz treba 
zadávať ešte pred akýmkoľvek PHP skriptom, 
preto sa zadáva čo najviac na začiatku zdrojového 
kódu. 
session_destroy() Odstráni všetky dáta session, napr. pri odhlásení 
užívateľa. 
$_SESSION[ˈpremennaˈ] Zápis globálnej premennej pre prístup k premennej ˈpremennaˈ v session. 
unset($_SESSION[ˈpremennaˈ]) Zrušenie hodnoty premennej ˈpremennaˈ v session. 
Tabuľka 2: Dôležité funkcie a premenné pre prácu so session 
3.6 Kaskádové štýly 
CSS alebo Cascading Style Sheets je jazyk, pomocou ktorého je možné určitými 
príkazmi nadefinovať spôsob zobrazovania a chovania stránok v jazykoch HTML, 
XHTML alebo XML. Prvý návrh CSS vznikol okolo roku 1997 a autorom bol Hakon 
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Wium Lie. Hlavnou úlohou bolo umožniť návrhárom oddeliť vzhľad stránok od 
samotnej štruktúry a obsahu stránok.  
 Výhodou formátovania stránky pomocou CSS oproti formátovaniu v HTML je, 
že obsah a štruktúra stránky sa môže nachádzať v jednom súbore (*.html) a štýly 
formátovania vzhľadu stránky sa môžu načítať z iného súboru (*.css). Tento súbor je pri 
tvorbe webu pre celý návrh stránky rovnaký. V prípade potreby zmeniť formu a vzhľad 
stránok stačí upraviť iba tento jediný súbor a zmena sa prejaví na všetkých stránkach. 
Podrobnejšie k problematike a vysvetlené príklady sú uvedené v literatúre [2].   
3.6.1 Syntax CSS 
Štýl stránky sa dá nadefinovať troma spôsobmi a samotný spôsob zápisu je veľmi 
jednoduchý. Ako prvé sa uvedie názov prvku, pre ktorý je dané formátovanie určené. 
Nemusí to byť len názov určitého HTML tagu, môže to byť aj vymyslený názov, ktorý 
bude charakterizovať dané formátovanie. Na tento názov sa potom bude stránka 
odkazovať. Následne v zložených zátvorkách bude samotný typ formátovania, týchto 
príkazov formátu môže byť pre jeden štýl viacero preto sa musia jednotlivo oddeľovať 
bodkočiarkou. Príklad syntaxe vymyslený_názov_štýlu {text-align: left;  color: 
blue;}. Tento štýl vykoná pre daný text zarovnanie vľavo a farba textu bude modrá. 
Prvým spôsobom definovania štýlu je priamy štýl. Použitie je priamo v texte 
dokumentu, kde sa pri formátovanom tagu priradí parameter style="..." s potrebným 
typom formátovania.  
Príklad syntaxe:   <h1 style="color: blue">Tento nadpis bude modrý!</h1> 
 
 Druhým spôsobom je definovanie štýlov pomocou tzv. stylesheet, ktorý je 
nadefinovaný v hlavičke stránky medzi tagmi začiatočným <style> a koncovým 
</style>. Stylesheet je zoznamom štýlov, ktorý určuje kde sa má aký formát aplikovať.  
Príklad syntaxe: <head> <title>Názov stránky</title> 
     <style> h1 {color: blue} </style> 
   </head> 
 
 Tretí spôsob je použitie externého súboru (*.css), ktorý obsahuje taktiež 
stylesheet. Na tento súbor sa potom jednotlivé stránky odkazujú v hlavičke tagom 
<link>. Výhodou je to, že na daný súbor je možné nalinkovať veľa stránok, takže 
stránky sú rovnako sformátované a vyzerajú lepšie. 
Príklad syntaxe:  
<head> <title>Názov stránky</title> 
  <link rel="stylesheet" href="názovsúboru.css" type="text/css"/> 
</head>   
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4 Návrh prostredia 
4.1 Rozvrhnutie prostredia 
Stránka navrhovaného prostredia je rozdelená do troch hlavných častí, jedna 
horizontálna a dve vertikálne. Ukážka je uvedená na obr. 4. V hornej horizontálnej časti 
stránky sa nachádza záhlavie, v ktorom je názov prostredia, prípadne pod ním sa 
nachádzajú pre aktuálny stav podnadpisy pri jednotlivých operáciách pre lepšiu 
orientáciu užívateľa. Napr. pri práci s adresármi sa zobrazí text “úprava adresárov“, viď 
obr. 5. 
 Pod touto časťou stránky sa nachádzajú dve vertikálne tabuľky. V tabuľke 
naľavo sa nachádza prihlásenie užívateľa pre prácu so súbormi a vstup pre 
administrátora. Pridelený správca tu môže ďalej po prihlásení pridávať nových 
užívateľov a prideľovať im práva pre prácu s adresármi a súbormi na serveri. Taktiež 
môže spravovať súbory a adresáre.  
 Po prihlásení bežného užívateľa sa zobrazí na ľavej strane tabuľka, kde sa 
nachádzajú jednotlivé panely pre jednoduchú prácu so súbormi a adresármi. Na obr. 6 
sú znázornené tieto možnosti a to nahratie, vytvorenie a editácia súboru na serveri 
alebo vytvorenie nových adresárov.  
 V pravej tabuľke sa nachádza pre neprihláseného užívateľa výpis súborov             
a adresárov na serveri s podrobnejšími údajmi, ako napr. názov súboru/adresáru, 
veľkosť a dátum zmeny (dátum uloženia súboru na server), viď obr. 4. Pre prihláseného 
užívateľa sa zobrazia tlačítka poskytujúce ďalšie možnosti (viď obr. 6) a to 
premenovanie alebo vymazanie súboru/adresára. Pri súboroch je možnosť zobraziť 
podrobnosti o ceste uloženia, veľkosti a poslednej úprave súboru.  
 
 
Obr. 5: Hlavná stránka pre neprihláseného užívateľa 
 
Obr. 6: Okno zobrazujúce aktuálne prebiehajúcu prácu s adresármi/súbormi 
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Obr. 7: Hlavná stránka pre prihláseného užívateľa 
4.2 Tabuľka s výpisom súborov na serveri 
V tejto časti stránky sa zobrazuje zoznam súborov uložených na serveri a na konci 
celého zoznamu je zobrazený celkový súčet súborov a adresárov. Podstatnou časťou 
tohto výpisu je to, že aplikácia povolí užívateľovi iba výpis súborov na serveri 
v zvolenom adresári. V tomto prípade je na serveri zvolený názov adresára „server“, 
ktorý je zadefinovaný do premennej $priecinok a sú v ňom povolené práva pre zápis 
a čítanie pre prihlásených užívateľov.  
 Po zvolení priečinku sa vykoná ďalšia operácia, do premennej $handle sa 
pomocou funkcie opendir otvorí daný priečinok. Postupným opakovaním podmienky 
while sa načítajú jednotlivé položky v priečinku do premennej $entry  pomocou 
funkcie readdir(). Ku každému súboru sa do premennej $cas priradí čas poslednej 
modifikácie načítanému súboru. Následne na to sa príkazom is_file zisťuje v danom 
priečinku, či sa jedná o súbor alebo priečinok. V prípade ak je načítaný objekt obyčajný 
súbor príkaz vráti logickú hodnotu TRUE, ak nie vráti FALSE. To je ošetrené 
podmienkou if, ak je výsledok podmienky pravdivý (načítaný objekt je súbor) zapíše 
názov súboru z premenej $entry a vykoná sa ďalšia operácia pre zistenie veľkosti 
súboru príkazom filesize a zistenie dátumu a času. V prípade, ak by výsledok 
podmienky nebol pravdivý preskočí predošlé príkazy a vykoná sa príkaz uvedený za 
else, ten vloží do tabuľky odkaz na daný priečinok, ktorý je potom možné otvoriť.  
 Pre prihláseného užívateľa sa k výpisu pridajú tlačítka s funkciami odosielajúce 
pomocou formulárov požiadavky na daný typ funkcie. Tieto funkcie môžu nadobúdať 
hodnoty pre vymazanie adresára/súboru hodnotu delete, pre premenovanie hodnotu 
rename a pri súboroch podrobnosti hodnotu info. 
 Sčítanie počtu súborov/adresárov prebieha inkrementáciou premenných pri už 
spomínanej funkcií kde sa zisťuje, či sa jedná o súbor (premenná $file) alebo adresár 
(premenná $folder). Skript pre základný výpis súborov a adresárov je v prílohe A. 1. 
4.3 Funkcie tlačidiel 
Pri výpise súborov je každé tlačidlo s určitou funkciou vytvorené pomocou formulára, 
ktorý má pre užívateľa určitú skrytú hodnotu podľa typu funkcie (delete, rename, 
info). Tieto a ďalšie hodnoty týchto formulárov sú skryté, pretože pre užívateľa nie sú 
nijako podstatné, ale ak by neboli, užív ateľ b y ich mohol zmen iť a tým znefunkčniť 
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požadovanú operáciu. Skrytie daných hodnôt vo formulári vykonáva parameter príkazu 
input type="hidden".  
4.3.1 Funkcia zmazať 
Nasledujúci formulár s hodnotou delete rozhodujúcou pre určenie typu potrebnej akcie 
sa spracováva na strane klienta. Po  k liknu tí na tlačidlo sa požiadavka súbor alebo 
priečinok vymazať, odošle spolu so skrytými údajmi pomocou formuláru metódou 
POST na server. Tieto údaje zahrňujú názov adresára, v ktorom sa súbor alebo ďalší 
adresár nachádza (name="adresar" value="$priecinok"), taktiež názov 
súboru/adresára, ktorý sa má vymazať (name="nazov" value="$entry"). Podstatnou 
časťou je skrytá hodnota samotnej požadovanej funkcie value="delete". 
 Po prijatí požiadavky o vymazanie súboru server vykoná skript, kde príjme 
pomocou metódy POST údaje z formulára, následne sa príkazom @unlink odstráni zo 
serveru súbor. Podmienka if slúži len pre prípad ak by nebolo možné súbor vymazať, 
napr. z dôvodu obmedzenia práv. 
 Základ skriptu pre mazanie súboru, prebiehajúci na strane serveru: 
if($_POST['operacia']=="delete"): 
    $kde = $_POST['adresar']."/".$_POST['nazov']; 
    if(@unlink($kde)) echo "Súbor bol úspešne vymazaný."; 
    else echo "Súbor sa nepodarilo zmazať"; 
 endif; 
 
 Pre požiadavku zmazať adresár sa vykoná trocha odlišný skript ako pre mazanie 
súboru. Rozdiel je v príkaze na odstránenie adresára, ktorý je @rmdir.  
4.3.2 Funkcia premenovať 
Formulár tejto funkcie má rozhodujúcu hodnotu rename, ktorá zaistí premenovanie 
súboru. Odoslaním požiadavky sa vo formulári odošlú serveru spolu aj údaje o názve 
a umiestnení súboru/adresára. 
 Následne sa po prijatí požiadavky na strane serveru vykoná kontrola prijatých 
údajov o type požiadavky (rename) podmienkou if(). Po overení je užívateľovi 
poskytnutý formulár s možnosťou zadať nové meno súboru/adresára v textovom poli, 
kde už je pomocou metódy POST, taktiež načítané pôvodné meno, ktoré stačí iba 
pozmeniť alebo celé prepísať. Pri súbore musí byť vždy uvedená potrebná prípona 
súboru. Po zadaní a potvrdení nového mena sa vykoná skript, ktorý do premennej $nove 
zapíše hodnotu adresára a nového názvu.  
 Následne prebehne kontrola vyplnenia nového názvu, či nie je náhodou prázdny, 
ak nie pokračuje sa v premenovávaní. Príkazom @rename sa prepíše premenná $kde so 
starým názvom premennou $nove s novým názvom, ak všetko prebehne v poriadku 
vypíše sa na stránku príkazom echo informácia o úspešnom premenovaní, v prípade 
nejakej chyby o neúspešnosti. Ukážka základu tohto skriptu je uvedená v prílohe A. 2. 
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4.3.3 Funkcia podrobnosti 
Táto funkcia je dostupná len pre súbory. Rozhodujúcou hodnotou formuláru je hodnota 
info. Po kliknutí na tlačidlo sa rovnakým spôsobom ako predchádzajúce formuláre 
metódou POST odošlú na server potrebné údaje o požadovanom súbore načítané do 
jednotlivých premenných spolu s názvom požiadavky. 
 Skript po prijatí požiadavky na server načíta z formulára do premennej $kde 
údaje o súbore. Následne pomocou príkazu filetime() zistí čas zmeny daného súboru, 
a to zapíše do premennej $modif. Zistenie veľkosti daného súboru v bajtoch umožňuje 
príkaz filesize(). Všetky premenné sú následne postupne volané a vypisované na 
stránku pomocou príkazu echo. Ukážka skriptu je uvedená v prílohe A. 3. 
4.4 Tabuľka s panelmi 
V tejto časti tabuľky sú pre jednoduchú úpravu a prácu umiestnené formuláre 
s tlačítkami do ďalších dielčich buniek tabuľky. Najpodstatnejšou časťou tejto tabuľky 
s panelmi, je panel pre výber súboru z lokálneho disku užívateľa, ktorý sa má nahrať na 
server do definovaného priečinka vyhradeného na serveri. Následne je potom možnosť 
tento súbor editovať, prípadne vytvoriť priamo na serveri súbor s textom. Pre lepšiu 
organizáciu a prehľad je tu aj možnosť vytvoriť nový adresár so zadaným názvom. 
4.4.1 Panel nahrávania súboru na server 
V tomto paneli sa nachádza formulár slúžiaci na prenos súboru na server, umožňuje 
vybrať súbor, ktorý chceme nahrať na server z lokálneho počítača (tento výber definuje 
parameter multipart/form-data) a následne sú určené hodnoty o priečinku, kde sa má 
vybratý súbor nahrať. Tieto údaje sú ďalej spracované v skripte na serveri. 
Formulár pre nahratie súboru: 
<form action="nahraj.php" method="post" enctype="multipart/form-data"> 
   <input type="hidden" name="priecinok" value="<?php echo $priecinok ?>" /> 
   <input type="file" name="subor" class="textinput" />&nbsp; 
   <button type="submit" class="button">Nahraj</button> 
</form> 
 
 V nasledujúcom skripte je uvedená funkcia move_upload_file, ktorá umožňuje 
presunutie súboru uloženého v dočasnom priečinku definovanom v premennej 
$nazov_suboru na miesto uvedené v metóde $_POST s názvom definovaným v poli 
$_FILES. Podmienky v uvedenom prípade zabezpečujú kontrolu, aby sa po úspešnom 
nahratí súboru na server vypísalo hlásenie o úspešnosti, prípadne neúspešnosti 
nahrávania súboru na server. V jednej z podmienok sa zisťuje aj existencia daného 
súboru, či sa už nenachádza na serveri (príkaz file_exists), ak áno, súbor sa nenahrá 
a vypíše sa daná informácia o existencií, inak prebehne nahranie súboru na server. 
Ukážka syntaxe skriptu súboru nahraj.php, prebiehajúcom na strane serveru po prijatí 
dát z formuláru je uvedená v prílohe A. 4. 
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4.4.2 Panel pre vytvorenie nového adresára 
Tento panel umožňuje pre lepšiu organizáciu množstva súborov vytvárať nové adresáre 
a tak organizovať súbory do jednotlivých zložiek. Užívateľ zadá do textového poľa 
(input type="text" class="textinput") názov adresára, ktorý chce vytvoriť a po 
odoslaní formuláru sa v skrytých hodnotách odošlú údaje na server, ktorý ich následne 
spracuje a vykoná požadovanú operáciu, v tomto prípade je hodnota požadovanej 
operácie create. V premennej pod názvom adresar sa načíta a odošle na server názov 
adresára, v ktorom sa užívateľ aktuálne nachádza. Môže to byť adresár „server“, v ňom 
majú užívatelia povolené všetky práva a je zároveň koreňovým adresárom priradeného 
úložného priestoru alebo to môže byť názov už vnoreného adresára. 
Následne sa na serveri vykoná skript, ktorý vytvorí adresár s požadovaným názvom. 
Najprv je podmienkou if skontrolovaná hodnota operácie pre vytvorenie adresára, ak 
súhlasí vytvorí sa príkazom @mkdir nový adresár s názvom načítaným z premennej 
$folder prijatej z formuláru. Každému adresáru sa automatický priradia práva pre 
čítanie a zápis (0755), alebo podľa práv daného užívateľa. O priebehu informuje výpis 
pomocou podmienky if o úspešnom alebo neúspešnom vytvorení adresáru príkazom 
echo.  
Skript pre vytvorenie nového adresáru: 
if($_POST['operacia']=="create"): 
   if(@mkdir("$adresar/$folder", 0755)): 
    echo "Adresár sa podarilo úspešne vytvoriť."; 
   else: 
    echo "Adresár sa nepodarilo vytvoriť."; 
endif;?> 
4.4.3 Panel pre vytvorenie nového (textového) súboru 
Ak chce užívateľ vytvoriť textový súbor priamo na serveri je to možné pomocou tohto 
panelu. Po zadaní názvu nového súboru (dokumentu) sú na server pomocou formulára 
odoslané údaje o aktuálnom adresári v ktorom sa užívateľ nachádza a taktiež názov 
nového súboru z textového poľa. 
 Po prijatí požiadavky vytvoriť nový súbor, server skontroluje pomocou 
podmienky if typ operacie (vytvorit) a prijatý názov, či nie je prázdny (nesmie 
nadobúdať hodnotu false). Ak je táto podmienka splnená, užívateľ má možnosť do 
textového poľa (textarea) napísať text  a následne ho potvrdiť. Tým sa predá serveru 
informácia o názve a obsahu súboru, ktorý sa má vytvoriť a zapísať.  
 Server príjme údaje z  formuláru spolu s textom. V prvej podmienke je 
overovaná požadovaná operácia (vytvor), následné je do premennej $kde načítaná cesta 
a názov k vytváranému súboru. Do premennej $fp sa priradí hodnota novo vytvoreného 
súboru a dátového prúdu pre manipuláciu s ním, príkazom @fopen(s parametrom "w"), 
s ktorým je na serveri možné ďalej pracovať. Príkazom @fwrite zapíšeme do súboru 
(premennej $fp) obsah premennej $text a nakoniec súbor zavrieme príkazom fclose(). 
Úspešnosť vytvárania a zápisu súboru sú kontrolované podmienkami if() a informujú 
užívateľa výpisom na stránku príkazom echo. Ukážka skriptu v prílohe A. 5. 
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4.4.4 Panel pre editáciu súborov 
Pre prípad potreby užívateľa upraviť vytvorený súbor slúži tento panel. Užívateľ si má 
možnosť vybrať zo zoznamu rolovacieho menu súbor, ktorý sa nachádza na serveri 
a chce ho upraviť. Následne sa mu po potvrdení požiadavky podobne ako v paneli 
vytvárania súboru zobrazí textové pole s načítaným obsahom súboru, ktorý môže 
užívateľ zmeniť a uložiť. 
Po zvolení súboru a odoslaní požiadavky, prebehne na serveri skript, ktorý otvorí 
dátový tok k súboru pre čítanie do premennej $fp príkazom @fopen(cesta k súboru, 
parameter "r"). Následne je do premennej $data priradený tento súbor, a podmienkou 
for prebieha postupné načítavanie znakov. Do textového poľa je príkazom echo 
zavolaná hodnota premennej $data, tým sa vypíše text pre úpravu.  
 Syntax hlavného skriptu pre načítanie obsahu editovaného súboru: 
    $fp = @fopen($kde, "r"); 
    $data = @file($kde); 
    fclose($fp); 
    for($i=0;$i<count($data);$i++) 
4.5 Prihlasovanie užívateľov a práva 
Prihlásenie užívateľov prebieha pomocou mena a hesla, ktoré je danému užívateľovi 
priradené administrátorom. Administrátor taktiež definuje, či užívateľ získa práva pre 
správu súborov/adresárov, alebo mu budú povolené len obmedzené práva a to 
nahrávanie súborov, vytváranie súborov/adresárov.  
 Počas celého času prihlásenia užívateľa je medzi užívateľom a serverom 
otvorená session, ktorá umožňuje užívateľovi pristupovať do zabezpečenej častí 
stránok. Bez toho nemá užívateľ právo akokoľvek zasahovať do obsahu serveru, 
povolené je iba prehliadať a sťahovať nahraté súbory. Prihlásenie užívateľa prebieha 
formou formuláru, v ktorom zadá priradené meno a heslo, ktoré sú zapísané do 
premenných ($meno, $heslo) a následne odoslané na server.  
 Na serveri sa následne vytvorí relácia session_start(), do premenných $meno a 
$heslo sa načítajú metódou POST hodnoty zadané užívateľom. Hodnota hesla sa získa 
v šifrovanej podobe. Následne prebehne pripojenie k databáze príkazom 
MySQL_Connect(server, meno,heslo k databáze), po úspešnom pripojení sa príkazom 
MySQL_Select_DB(názov databáze) vyberie potrebná databáza ku ktorej sa server 
pripojí. 
 Syntax skriptu pre spojenie s databázou: 
MySQL_Connect($server, $login, $heslo)  
  or die("Nepodarilo sa pripojiť k databáze"); 
MySQL_Select_DB($databaza)  
  or die("Nepodarilo sa otvoriť databázu"); 
 
 Po korektnom spojení s databázou sa do premennej $result načíta hodnota 
dotazu z databáze, ktorým sa načíta heslo z tabuľky uzivatelia podľa zadaného mena 
v premennej $meno, príkazom dotazu mysql_query("SELECT heslo FROM uzivatelia 
WHERE meno='$meno'"). Následne sa porovná podmienkou if hodnota zadaného hesla 
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užívateľom (premenná $heslo) a výsledku načítaného hesla z databáze (premenná 
$row[0]). Taktiež sa kontroluje hodnota poverenia v premennej $row[1]. Ak sa heslá 
zhodujú, a hodnota $row[1]=='0', užívateľovi sa umožní pokračovať a do premennej 
$_SESSION sa priradí stav o prihlásení, ktorý je neskôr na ostatných stránkach 
kontrolovaný. V prípade neúspešného overenia užívateľa sa vypíše hlásenie o chybe. 
Syntax skriptu prihlásenia užívateľa: 
$result = mysql_query("SELECT heslo,opravnenie FROM uzivatelia WHERE 
meno='$meno'"); 
$row = mysql_fetch_row($result); 
if($heslo == $row[0] && $row[1] == '0')  
  $_SESSION['prihlaseny'] = "ano"; 
4.5.1 Overovanie užívateľa 
Na každej stránke, ktorú je potrebné zabezpečiť pred nepovereným užívateľom sa na 
začiatku každého zdrojového kódu preveruje, či je otvorená session a užívateľ 
prihlásený. Najprv sa otvorí session (session_start), potom sa podmienkou if overuje 
prihlásenie z premennej $_SESSION, ak súhlasí, príkaz die sa preskočí a pokračuje sa 
ďalej v skripte, inak príkaz die spôsobí okamžité ukončenie PHP skriptu a vypíše sa 
hlásenie o nepovolenom prístupe.  
Skript overovania užívateľa nachádzajúci sa na každej chránenej stránke: 
   if($_SESSION['prihlaseny'] != 'ano') 
    die("Nepovolený prístup, najprv sa prihláste!"); 
4.6 Administrátorské rozhranie   
Administrátorské rozhranie slúži k registrácií nových užívateľov a priradeniu 
potrebných práv. Do tohto režimu má možnosť sa prihlásiť na hlavnej stránke každý 
poverený užívateľ. Následne má taktiež možnosť spravovať súbory a adresáre. 
 Vo formulári, ktorým sa administrátor prihlasuje sú rovnako ako pri bežnom 
užívateľovi zadávané hodnoty premenných, meno a heslo. Potvrdením voľby sa odošlú 
na server, ktorý v danom skripte overí ich správnosť. Rozdiel overenia práv bežného 
užívateľa a administrátora je takmer rovnaká, len v podmienke kde sa kontroluje 
správnosť hesla zadaného užívateľom-administrátorom s heslom z databázy je kontrola 
hodnoty premennej $row[1], v ktorej sa v databáze nachádza hodnota oprávnenia '1' 
pre administrátora a pre bežného užívateľa je táto hodnota '0'. 
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5 Virtuálne prostredie 
Pri vývoji a prenášaní prostredia medzi rôznymi operačnými systémami došlo 
k problémom s kompatibilitou a nutnosťou nastavovať zložito celý systém. Bolo preto 
nutné zabezpečiť jednoduchú prenositeľnosť webového prostredia a nastavenia serveru 
bez ohľadu na použitý hostiteľský operačný systém. Tento problém sa vyriešil pomocou 
virtualizačného programu VirtualBox, ktorý je voľne dostupný na internete.  
Vytvorený virtuálny disk serveru s operačným systémom CentOS a webovým 
rozhraním pre komplexnú prácu so súbormi je tak možné prenášať na ľubovoľný 
hostiteľský systém, keďže VirtualBox podporuje veľký počet operačných systémov.   
5.1 Testovanie systému 
Obraz disku virtuálneho prostredia serveru Linux (CentOS) s vytvoreným webovým 
rozhraním bol testovaný v programe Virtualbox (verzia 3.1.6 r59338). Pre možnosť 
otestovať funkčnosť tohto systému (v rámci lokálneho počítača) je potrebné mať 
v hostiteľskom systéme nainštalovaný vhodnú verziu VirtualBoxu pre daný systém a po 
inštalácií zapnutý adaptér VirtualBox Host-Only Network.  
 Po spustení Virtualboxu je potrebné importovať obraz virtuálneho disku 
(priložený na DVD). Ukážka prostredia VirtualBoxu s postupnými krokmi 
importovania sú na obr. 8. Prvý krok znázorňuje výber akcie Import Appliance (súboru 
s príponou *.ovf), následne v druhom a treťom k rok u sa vyberie súbor s virtuálnym 
diskom. V štvrtom kroku môže užívateľ upraviť virtuálnemu systému dostupný 
hardware. Ešte pred spustením je nutné nastaviť v nastavení virtuálneho disku sieťový 
adaptér na VirtualBox Host-Only Network (krok 5 a 6 na obr. 8).  
Po spustení importovaného systému sa je možné do systému CentOS prihlásiť 
menom root a heslom 123456. Pre prístup k webovému prostrediu je potrebné zistiť IP 
adresu pridelenú danému sieťovému rozhraniu virtuálneho systému serveru príkazom 
/sbin/ifconfig (obr. 9), keďže pre testovacie účely (v rámci lokálnej siete medzi 
virtuálnym serverom a hostiteľským PC) je operačný systém nastavený na dynamické 
prideľovanie adries. Po zistení IP adresy serveru je možné pomocou internetového 
prehliadača v hostiteľskom počítači zadať zistenú IP adresu a následne pracovať 
s webový prostredím pre prácu so súbormi. Bežný užívateľ ma zakázané súbory 
a adresáre mazať, preto pre prihlásenie do administrátorského rozhrania, ktoré nemá 
obmedzenú prácu so súbormi slúži meno root a heslo 123456. Práca so súbormi je 
jednoduchá a intuitívna. 
Pre prácu v zabezpečenom režime je potrebné pred adresu zadať direktívu vo 
forme https://zistena_adresa, čo spôsobí načítanie stránok protokolom SSL, kde sa 
pomocou certifikátu zabezpečí prenos. Tento certifikát nie je podpísané certifikačnou 
autoritou, preto na seba upozorňuje hlásením o chybe, to ale neovplyvňuje zabezpečený 
prenos.   
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6 Záver 
Cieľom tejto bakalárskej práce bolo navrhnúť systém pre zdieľanie súborov na 
internete. Túto úlohu sa podarilo naplniť podľa požiadaviek zadania. Cieľom však 
nebolo vytvoriť prostredie pre komerčné účely ale určené len určitej pracovnej skupine 
ľudí.  
Návrhom tohto systému sa dospelo k jednoduchému a kvalitnému prostrediu pre 
prácu so súbormi cez webové rozhranie. Ovládanie prostredia je jednoduché 
a intuitívne. Užívateľovi poskytuje komplexnú prácu so súbormi. Umožňuje mu súbory 
na server nahrávať, vytvárať nové textové súbory priamo na serveri, vytvorené 
a nahrané súbory môže užívateľ následne upravovať. Pre lepšiu prehľadnosť 
a usporiadanie súborov má užívateľ možnosť vytvárať nové adresáre.  
Prenos súborov na server je zabezpečený pred zneužitím pomocou šifrovania 
dvojicou kľúčov a samotné súbory sú pred vymazaním chránené heslom 
a obmedzenými právami užívateľov. 
 Ďalšou časťou riešenia tejto práce je vytvorenie a nastavenie systému – 
virtuálneho disku serveru, na ktorom pracuje celé prostredie a ktorý je možné 
jednoducho prenášať. Tento celý systém je preto bez problémov, prípadne s minimálnou 
konfiguráciou plne funkčný aj na inom počítači.  
 Navrhnutý systém je možné v budúcnosti neustále rozširovať a vyvíjať. Dané 
prostredie sa v budúc nosti môže rozšíriť o prideľovanie súkromného úložného priestoru 
užívateľom, alebo pre dorozumievanie sa medzi užívateľmi rozšíriť prostredie 
o komunikačné fórum, prípadne umiestniť celý tento systém na verejne dostupný server.  
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Zoznam použitých skratiek 
ARP  Address Resolution Protocol  
BOOTP BOOTstrap Protocol  
CSS  Cascading Style Sheets 
DHCP  Dynamic Host Configuration Protocol 
DNS  Domain Name Services  
FDDI  Fiber Distributed Data Interface 
FTP  File Transfer Protocol 
GPL  General Public License 
HTML HyperText Markup Language  
HTTP  Hypertext Transfer Protocol   
ICMP  Internet Control Message Protocol 
IGMP  Internet Group Management Protocol 
IP  Internet Protocol 
NFS  Network File System  
OSI  Open Systems Interconnection. Model 
PHP  Personal Home Page  
RARP  Reverse ARP  
RPC  Remote Procedure Call  
SMDS  Switched Multimegabit Data Service 
SMNP  Simple Mail Transfer Protocol 
SQL  Structured Query Language 
SSH  Secure Shell  
TCP  Transmission Control Protocol 
TFTP  Trivial File Transfer Protocol  
UDP  User Datagram Protocol 
XHTML Extensible Hypertext Markup Language 
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A  Príloha – skripty zdrojového kódu 
A. 1 Syntax základného výpisu súborov a adresárov  
$priecinok = "server"; 
 $file = 0; 
 $folder = 0; 
 $handle = opendir($priecinok); 
   while($entry = readdir($handle))  
    { 
    $cas = filemtime("$priecinok/$entry"); 
        if(is_file("$priecinok/$entry")): 
          echo "<a href=\"$priecinok/$entry\">$entry</a>" 
        ".filesize("$priecinok/$entry")."".Date("j.M.Y H:i:s", $cas)."; 
 $file++; 
        else: 
          echo "<a href=\"index.php?priecinok=$priecinok/$entry\">$entry</a>" 
        "<form action=\"priecinok.php\" method=\"post\">" 
   $folder++; 
  endif; 
  echo "Súborov: $file<br/>"; 
  echo "Adresárov: $folder<br/>" 
A. 2 Skript po zadaní požiadavky premenovať súbor/adresár  
<?php   if($_POST['operacia']=="rename"):   ?> 
<form action="názov_volaného_skriptu.php" method="post"> 
<input type="hidden" name="operacia" value="premenuj" /> 
<input type="hidden" name="nazov" value="<?php echo $_POST['nazov']?>" /> 
<input type="hidden" name="adresar" value="<?php echo $_POST['adresar']?>" /> 
Nový názov súboru: <input type="text" name="meno" class="textinput"   
  value="<?php echo $_POST['nazov']?>" /> 
   <button type="submit" class="button">Premenovať</button> 
</form>   
 
<?php   elseif($_POST['operacia']=="premenuj"): 
    $kde = $_POST['adresar']."/".$_POST['nazov']; 
    $nove = $_POST['adresar']."/".$_POST['meno']; 
    if(!empty($_POST['meno'])):  
      if(@rename($kde, $nove)) echo "Súbor sa podarilo úspešne premenovať."; 
      else echo "Súbor sa nepodarilo premenovať."; 
    else: 
   echo "Nesprávne meno súboru!"; 
endif;   ?> 
A. 3 Skript pre informáciu o súbore 
<?php   if($_POST['operacia']=="info"): 
   $kde = $_POST['adresar']."/".$_POST['nazov']; 
   $modif = filemtime($kde);   ?> 
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     Cesta uloženia súboru: <?php echo $kde?> 
     Veľkosť súboru: <?php echo filesize($kde)." bajtov"?>  
     Posledná úprava súboru: <?php echo date("j. M. Y  H:i:s", $modif)?> 
A. 4 Skript nahrávania súboru na server 
if (isset($_FILES['subor'])) 
{   $ciel = $priecinok . "/" .$_FILES['subor']['name'];    
    $nazov_suboru = $_FILES['subor']['tmp_name'];  
 if (file_exists($ciel)) { 
    echo "Na serveri tento súbor už existuje, preto nemohol byť nahraný!!!"; 
     } else { 
// Tu sa skopíruje súbor z dočasného umiestnenia do cieľového súboru a zložky 
    $copy = move_uploaded_file($nazov_suboru, $ciel)  
// Pokiaľ sa nepodarí, tak vypíše tuto hlášku 
      or die ("Prenesený súbor sa nedá skopírovať."); 
// Pokiaľ sa kopírovanie podarí úspešne 
  if($copy == true){ echo "Súbor ".$_FILES['subor']['name']." bol úspešne 
nahraný na server. } }  
A. 5 Skript vytvorenia nového súboru 
<?php if($_POST['operacia']=="vytvor"): 
     $kde = $_POST['adresar']."/".$_POST['nazov'];  
     $fp = @fopen($kde, "w"); // vytvorí súbor 
    if(!$fp): 
      echo "Súbor sa nepodarilo vytvoriť."; 
    else: 
      if(@fwrite($fp, $text)): // zapíšeme do nového súboru obsah 
        echo "Súbor sa podarilo vytvoriť."; 
      else: 
        echo "Súbor sa nepodarilo vytvoriť."; 
      endif; 
    fclose($fp); // zatvoríme súbor 
endif; endif;?> 
A. 6 Skript prihlásenia užívateľa 
session_start(); 
  // načítanie užívateľských dát 
   $meno = $_POST['meno']; 
   $heslo = sha1($_POST['heslo']);      //heslo získame v šifrovanej podobe 
 require ("/connect.php"); 
   $result = mysql_query("SELECT heslo,opravnenie FROM uzivatelia WHERE 
meno='$meno'"); // získame heslo pre určené meno 
   $row = mysql_fetch_row($result);    // v $row[0] je uložené heslo 
if($heslo == $row[0] && $row[1] == '0') // overí sa správnosť hesla 
 { $_SESSION['prihlaseny'] = "ano"; 
    echo "Teraz ste prihlásený... môžete pokračovať; 
 }else{ echo "Zadali ste neplatné meno alebo heslo! Kontaktujte 
administrátora."; }  
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B Príloha – ukážky prostredia VirtualBoxu 
 
 
 
 
 
Obr. 8: Import a nastavenie virtuálneho disku vo VirtulBoxe 
 
 
Obr. 9: Ukážka výpisu z konzole s príkazom na zistenie IP adresy web servera 
1. 
2. 
3. 
4. 
 
 
pridelená adresa serveru 
5. 
6. 
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C Príloha – obsah DVD 
Na DVD sa nachádza: 
 elektronická forma bakalárskej práce  
 samostatné zdrojové kódy webového rozhrania pre zdieľanie a prácu so súbormi 
 obraz disku virtuálneho serveru Linux-CentOS s webovým rozhraním 
 
 
