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 要  旨 




DCNL（Disclosure Control of Natural Language information）が提案されている．しかし，こ
の技術は漏洩検知精度が低いことと，漏洩検知に膨大な時間がかかるため，複数の文から構成さ








 学習においては以下の 2 つの方針に基づき学習を進め，それぞれに対し評価を行った． 
 プライバシー情報漏洩を含む文章群と含まない文章を 2 分するような重みの学習 
 上に加え，F 値が最良となるような閾値を含めた重みの学習 
 提案手法と従来手法（想起検知）を比較した結果，以下の特徴が見られた． 
 従来手法は事前の学習なしに漏洩を検知することが可能だが，検知の所要時間が長い． 
 提案手法は未学習の漏洩に対して耐性はないものの，検知の所要時間が短い． 
 両手法の特徴を活かす統合方式の提案を行った．先に提案手法を用いて日記単位で漏洩検知を
行う．漏洩を検知した場合は 1 文単位の解析に移り，提案手法または想起検知で漏洩検知を行う．
これにより，検知精度の向上，日記文章への対応可能が見込まれる． 
 
 
