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ABSTRAK 
Citra digital merupakan salah satu data atau informasi yang sering 
disalahgunakan, oleh karena itu untuk menjaga keamanan dan kerahasiaan suatu 
data citra digital menjadi hal yang penting. Salah satu pengamanan bisa dilakukan 
dengan menerapkan algoritma Rijndael. Empat proses utama algoritma ini terdiri 
dari satu proses permutasi(ShiftRows) dan tiga proses subtitusi (SubBytes, 
MixColumns, dan AddRoundKey) dan juga proses penjadwalan kunci. Dalam 
penelitian ini akan dibahas tentang pengamanan citra digital dengan algoritma 
Rijndael dan juga implementasi algoritma ini dalam mengamankan citra digital. 
Algoritma Rijndael terdapat dalam proses enkripsi dan dekripsi yang dapat 
diaplikasikan untuk pengamanan citra digital. Hasil dari aplikasi ini mampu 
mengenkripsi dan mendekripsi file citra tanpa mengubah integritas data dari file 
citra tersebut. 
Kata Kunci : Citra Digital, Algoritma Rijndael, Enkripsi, Dekripsi  
