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INTRODUCTION 
 
1. Le blanchiment des capitaux commence généralement par une introduction des 
capitaux criminels dans le système financier. C’est la phase initiale d’une opération de 
blanchiment qui tend précisément à faire entrer des fonds d’origine criminelle dans les circuits 
financiers légaux. Par son activité, à savoir, la réception des fonds du public qui est 
expressément qualifiée d’opération de banque, le banquier peut faciliter cette étape du 
blanchiment. La réception des fonds du public peut correspondre à la phase d’introduction 
d’argent d’origine criminelle dans le système financier. 
2. La connexité qui existe entre certains établissements bancaires et le blanchiment des 
capitaux est avérée: d’une part, les banques 1sont au cœur de la vie des affaires et d’autre part, 
les blanchisseurs s’en servent à des fins frauduleuses. En effet, le système financier est 
indispensable pour les opérateurs économiques, aussi bien ceux vivant dans l’économie légale 
que ceux vivant dans l’économie illégale. Les banques disposent, en raison de la nature même 
de leurs activités, des techniques ainsi que des réseaux internationaux permettant d’effectuer 
des transactions financières à l’échelle mondiale. Elles reçoivent des fonds et en permettent 
l’utilisation et le placement au moyen d’opérations comme la souscription de valeurs 
mobilières ou la réalisation de change. Ceci peut s’expliquer par le fait que ces opérations 
sont au cœur de leur activité, qu’il s’agisse d’opérations de banque2 ou d’opérations 
connexes3. 
3. En outre, le client d’une banque considère en général son banquier comme un grand 
confident et un partenaire économique essentiel ; celui-là consulte d’ailleurs celui-ci dans ses 
besoins d’investissement et d’optimisation de ses placements. La banque a pour rôle de 
                                                 
1
 La banque peut se définir comme une entreprise qui gère les dépôts et collecte l’épargne des clients, accorde et 
offre des services financiers. Elle effectue cette activité en général grâce à un réseau d’agences bancaires. 
2
 Les opérations de banque comprennent la réception des fonds du public, les opérations de crédit ainsi que les 
services bancaires de paiement. Cf. Art. L. 311-1 du CMF et Art. 4 de l’Annexe à la Convention du 17 janvier 
1992 Portant Harmonisation de la Réglementation Bancaire dans les Etats de l’Afrique Centrale. 
3
 Les établissements bancaires peuvent aussi effectuer les opérations connexes à leur activité telles que : les 
opérations de change, les opérations sur or, métaux précieux et pièces, le placement, la souscription, l’achat ; la 
gestion, la garde et la vente de valeurs mobilières et de tout produit financier, le conseil et l’assistance en matière 
de gestion de patrimoine… Cf. Art. L. 311-2 du CMF et Art. 8 de l’Annexe à la Convention du 17 janvier 1992 
Portant Harmonisation de la Réglementation Bancaire dans les Etats de l’Afrique Centrale. 
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recevoir les fonds du public, de gérer le portefeuille de sa clientèle tout en demeurant discrète 
à l’égard des tiers et silencieuse à l’égard des curieux. 
4. Conscient de cette situation, le législateur va entreprendre de devancer les 
blanchisseurs en se servant à son tour des établissements bancaires dont l’intervention est 
nécessaire pour lutter contre ces derniers. En effet, les banquiers sont les mieux placés pour 
identifier ces opérations puisqu’elles passent par leur intermédiaire : ils détiennent le 
monopole des opérations de banque. Le dispositif préventif mis en place repose donc sur leur 
intervention, contrepartie des prérogatives et protections d’activités qui leur sont accordées. 
Les banques vont contribuer à une meilleure identification des circuits illégaux, parce que leur 
activité se situe au plus près du fait générateur du blanchiment. 
5. Blanchiment et lutte contre le blanchiment passent donc nécessairement par le 
banquier, qui peut être soit un « complice »4, soit une « victime »5, soit un témoin faisant des 
banques des « sentinelles » 6 du blanchiment.  
6. Ayant pris conscience qu’elles pouvaient servir inconsciemment d’intermédiaires pour 
le transfert ou le dépôt de fonds d’origine criminelle et surtout des risques7 qu’elles 
encouraient, les banques se sont attelées à une réflexion sur l’élaboration des normes anti-
blanchiment. 
7. Les banques ont depuis longtemps été impliquées dans la lutte contre le blanchiment 
des capitaux. En effet, le premier standard anti-blanchiment émanait du monde financier. 
Historiquement, la déclaration de Principes de Bâle8 fut le premier texte international 
établissant les normes destinées à lutter contre le blanchiment à l’intérieur du système 
bancaire. Cette déclaration de principes, formulée par le comité des règles et pratiques de 
contrôle des opérations bancaires de la Banque des Règlements Internationaux, a été adoptée 
                                                 
4
 Plusieurs scandales retentissants dans les années 1980, comme celui de la BCCI, ont permis d’éclairer le rôle 
proactif que le secteur financier pouvait jouer dans les processus de blanchiment. Dans cette affaire, Bank For 
Credit and Commerce Inter national, une multinationale d’origine pakistanaise qui, dans les années 1980, était la 
banque favorite des cartels de drogue, des dictateurs corrompus… et des services secrets de certains pays en 
raison de sa complaisance, voire de sa complicité active dans le blanchiment des sommes provenant du trafic de 
drogues ou de la corruption. Le blocage de ses comptes en 1991 laissera une ardoise finale de plus de 20 
milliards de dollars pour les déposants. 
5
 Le préambule de la déclaration des Principes de Bâle rappelait à cet effet que « Les banques et les institutions 
financières peuvent être utilisées contre leur gré comme intermédiaire dans le transfert ou le dépôt de fonds 
provenant d’une activité criminelle ».  
6
 FAVAREL-GARRIGUES G., GODEFROY T. et LASCOUMES P., Les sentinelles de l’argent sale, les 
banques aux prises avec l’antiblanchiment. Editions La Découverte 2009, p. 5. 
7
 Risques d’image, risque pénal, risque de réputation. V. p. 85 et s. 
8
 Egalement appelée « Déclaration de principe du comité des règles et pratiques de contrôle des opérations 
bancaires ». Le Comité de Bâle, réunissant les représentants des banques centrales et des autorités de contrôle du 
« groupe des six » : Allemagne, France, Royaume-Uni, Italie, Belgique et Pays-Bas, fut la première 
dénonciation, à l’échelle internationale, des effets du blanchiment de l’argent des organisations criminelles 
internationales. 
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dans un but d’élimination du blanchiment de fonds par l’intermédiaire du système bancaire 
national et international. Cette déclaration, adoptée en décembre 1988 par le comité de Bâle 
pour la supervision bancaire, énonçait les grandes lignes de ce qui constituera plus tard 
l’armature des standards internationaux. Son objectif était de développer des outils de 
prévention de l’utilisation du système bancaire pour le blanchiment de fonds d’origine 
criminelle. La déclaration a eu un fort impact du fait de la qualité de ses auteurs, qui 
réunissaient les représentants des banques centrales et des autorités de contrôle d’Allemagne, 
de Belgique, du Canada, des Etats-Unis, de France, d’Italie, du Japon, des Pays-Bas, du 
Royaume Uni, de Suède, de Suisse et du Luxembourg. Par la suite, de nombreuses banques 
créèrent en leur sein un service de surveillance des risques de blanchiment. 
8. Le groupe Wolfsberg,9 association de onze banques privées s’est doté en octobre 2000 
d’un ensemble de lignes directrices en matière de prévention du blanchiment et de 
financement du terrorisme. 
9. De même que les banques, un nombre non négligeable d’organisations internationales 
interviendra dans l’élaboration des normes anti-blanchiment. En effet, la lutte contre le 
blanchiment des capitaux recouvre une nécessité sur le plan international tant le phénomène 
présente un caractère transnational. Les agissements des acteurs sont rarement limités à un 
seul territoire ; les mécanismes de blanchiment de capitaux à grande échelle comportent 
généralement des éléments transnationaux. Confrontés aux difficultés de développement de 
leurs activités dans le cadre d’un espace national, les criminels mettent alors sur pied des 
réseaux internationaux utilisant des techniques et des instruments calqués de la façon la plus 
exacte possible sur les mécanismes du commerce international. En outre, les blanchisseurs ne 
sont pas en quête de rendement ; ils cherchent plutôt l’endroit qui leur permettra de recycler 
plus facilement leur argent. Dès lors, ils sont à l’affut des pays présentant des failles dans leur 
législation anti-blanchiment. En pratique, les opérations de blanchiment se caractérisent par 
leur capacité à changer rapidement face à de nouvelles contre-mesures, en passant à de 
nouveaux mécanismes ou en se reportant vers des secteurs où la surveillance exercée par les 
pouvoirs publics est moins menaçante.  
10. Parce que le blanchiment des capitaux s’inscrit dans un contexte international qui 
permet de déguiser plus facilement l’origine criminelle des fonds, la communauté 
internationale va apporter une réponse internationale: « A infraction internationale, réponse 
                                                 
9
 www.wolfsberg-principles.com 
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internationale ». Ont donc œuvré dans la mise en place du dispositif de lutte anti-blanchiment, 
des organisations telles que : 
- l’ONU avec, en 1988, la Convention10 des Nations Unies contre le trafic illicite de 
stupéfiants et de substances psychotropes qui marquait le lancement de la lutte contre le 
blanchiment des profits illicites au niveau international et introduisait pour la première fois 
dans un texte à vocation universelle la notion de « blanchiment » ; la Convention11 de Palerme 
du 15 novembre 2000 contre le crime transnational organisé, entrée en vigueur le 29 
septembre 2003, a pour but d’harmoniser les incriminations pénales et faciliter l’entraide 
judiciaire internationale. Enfin, la Convention des Nations Unies contre la corruption du 31 
octobre 200312. 
- Dès 1989, avec ses Quarante Recommandations, le GAFI13 a fait le choix d’un 
dispositif anti-blanchiment reposant largement sur les professionnels, notamment les 
établissements bancaires et financiers. Les recommandations du GAFI ont assurément eu le 
retentissement le plus important au sein de la communauté internationale. Celles-ci énoncent 
les mesures que l’ensemble des gouvernements nationaux et des banques doivent prendre 
pour appliquer des plans plus efficaces de lutte contre le blanchiment. 
Suite aux tragiques évènements du 11 septembre 2001 où il est apparu que le blanchiment 
d’argent pouvait servir les causes du terrorisme, le GAFI a révisé ses quarante 
recommandations et adopté huit recommandations spéciales sur le financement du terrorisme. 
Le 20 juin 2003, le GAFI publie les quarante recommandations révisées. En février 2012, le 
GAFI publie de nouvelles recommandations14. 
11. Ainsi, la communauté internationale a adopté différentes normes répressives qui 
devraient permettre de lutter efficacement contre le blanchiment des produits de tout crime ou 
délit. Ces travaux ont eu des répercussions au sein des Etats par le truchement des 
communautés. A mesure que les instruments internationaux étaient adoptés, les Etats 
signataires devaient les transposer dans leur législation interne afin de répondre aux 
obligations qu’ils s’étaient eux-mêmes assignés. C’est dans ce sens que DELMAS-MARTY a 
                                                 
10
 Encore appelée Convention de Vienne, elle fut ratifiée par le Cameroun par le décret n° 90/1365 du 24 
septembre 1990, ratification autorisée par la Loi n° 90/003 du 10 août 1990. 
11
 Ratifiée par le Cameroun par le décret du 6 février 2006 autorisée par la Loi n° 2004/010 du 21 avril 2004. 
12
 Ratifiée par le Cameroun par le décret du 6 février 2006 autorisée par la Loi n° 2004/011 du 21 avril 2004. 
13
 Créé lors du sommet de l’Arche tenu à Paris par le G7 à l’initiative de la France en juillet 1989, le Groupe 
d’Action International contre le Blanchiment d’Argent est un organisme intergouvernemental visant à 
développer et promouvoir des politiques nationales et internationales afin de lutter contre le blanchiment de 
capitaux et le financement du terrorisme. Sa mission est de prévoir et préconiser des mesures de lutte contre le 
blanchiment et étudier le rôle des banques en ce domaine. 
14
 Disponibles sur www.fatf-gafi.org/fr/ 
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déclaré qu’ : « il semble clair désormais que les nouvelles questions posées par la 
mondialisation ne peuvent être résolues par la seule référence aux anciens modèles. Les 
systèmes de droit nationaux restent plus que jamais nécessaires, mais ils devront apprendre à 
intégrer des normes communes et à s’articuler avec une justice mondiale en gestation »15.  
12. L’harmonisation législative au niveau mondial s’imposait dès lors aux différents Etats 
de la communauté internationale afin qu’ils aient les mêmes règles que leurs homologues. 
13. L’impératif d’une lutte internationale contre ce phénomène a donc été intégré par de 
nombreux Etats parmi lesquels le Cameroun et la France. Ces deux Etats ont ratifié des textes 
et fait évoluer leurs législations dans le sens de l’harmonisation, celle-ci permettant d’intégrer 
le principe de l’équivalence des incriminations entre Etats.16 Tout comme en matière de lutte 
contre la corruption, c’est ce principe de réciprocité17 ou d’équivalence qui permet de poser 
les bases de la lutte internationale contre le blanchiment des capitaux. Le dispositif de lutte 
contre le blanchiment des capitaux dans les deux pays, même s’il a une date de naissance très 
différente18, évolue au rythme de progression des normes internationales. 
14. L’infraction de blanchiment des capitaux a été solennellement incriminée en droit 
interne camerounais19 par la loi n° 97/019 du 07 Août 1997 relative au contrôle des 
stupéfiants, des substances psychotropes et des précurseurs. Cette loi20 appliquait une 
politique criminelle restrictive, n’incriminant le blanchiment que pour les revenus exclusifs du 
trafic de drogue ; il s’agit de l’incrimination spéciale du blanchiment des capitaux.  
L’incrimination générale du blanchiment sera consacrée en droit camerounais par les textes 
communautaires qui sont d’application immédiate au Cameroun. 
                                                 
15
 In « La difficile naissance du droit de demain », Le Monde, 16 nov. 2001, p. 16. 
16
 PEREIRA. B, Ethique, gouvernance et corruption, Banque et Droit, n° 111- janvier-février 2007, p. 13. 
Le principe de réciprocité consiste à permettre l’application d’effets juridiques de certaines relations de droit, 
quand ces effets sont acceptés également par des pays étrangers. Selon le droit international, la réciprocité 
implique le droit à l’égalité et au respect mutuel entre les États. C’est ce principe qui a servi de base pour 
atténuer l’application du principe de territorialité des lois. 
18
 En France, le dispositif de lutte contre le blanchiment est né vers les années 1980 tandis qu’au Cameroun 
celui-ci verra le jour 17 ans plus tard. 
19
 Le Cameroun fait partie des six Etats de la Communauté Economique et Monétaire d’Afrique Centrale 
(CEMAC). La communauté a élaboré plusieurs textes anti- blanchiment et ceux-ci sont d’application immédiate 
au Cameroun. 
20
 La Loi du 07 Août 1997 n’est cependant pas abrogée car elle ne paraît pas incompatible ou contraire au 
règlement CEMAC, bien qu’elle véhicule une conception restrictive de l’infraction de blanchiment, 
diamétralement opposée à la conception extensive des textes communautaires. En effet, l’on peut plutôt voir 
dans les textes communautaires un complément de la Loi de 1997. La loi de 1997 apparaît alors comme une 
législation spéciale qui subsisterait à côté de l’énonciation des dispositions communautaires générales. La loi de 
1997 aurait alors vocation à s’appliquer en matière de blanchiment des produits du trafic des stupéfiants et le 
Règlement de 2003 couvrirait le blanchiment du produit des autres infractions. Un justiciable peut ainsi 
valablement fonder ses arguments et prétentions directement sur ce dernier texte devant une juridiction 
camerounaise, au même titre que sur la Loi n° 97/019. 
14 
 
15. Il s’agit d’une part, du règlement n°01/03/CEMAC/UMAC/CM du 04 avril 2003 
portant prévention et répression du blanchiment des capitaux et du financement du terrorisme 
en Afrique Centrale révisé par le règlement n°02/10 du 02 octobre 2010 et d’autre part, d’un 
important règlement de la COBAC21 relatif aux diligences des établissements assujettis en 
matière de lutte contre le blanchiment des capitaux et le financement du terrorisme en Afrique 
Centrale. En effet, l’adoption de cet instrument juridique rappelle, s’il en était encore besoin, 
que l’efficacité de la lutte anti-blanchiment est fortement tributaire de la réglementation 
bancaire et du contrôle exercé sur les activités des établissements de crédit en général. 
Le règlement de la COBAC prévoit donc une série de mesures destinées à prévenir 
l’utilisation des établissements de crédit de la zone CEMAC à des fins de blanchiment.  
16. D’autre part, il a été crée un organe destiné à lutter contre le blanchiment à savoir 
l’Agence Nationale d’Investigation Financière22. 
17. En France, tout comme au Cameroun, la législation anti-blanchiment puise dans le 
droit communautaire. C’est le lieu de préciser que, parce que d’application directe et 
immédiate, le règlement nous semble plus adapté pour régir les normes anti-blanchiment. Le 
législateur européen devrait donc, à l’instar du législateur CEMAC ériger les normes anti-
blanchiment sous forme de règlement. Ceci permettrait une véritable harmonisation au niveau 
européen et mettrait ainsi un terme aux problèmes de disparités qui perdurent en la matière. 
18. La législation anti-blanchiment française, même si elle était à l’origine nationale23, a 
donc évolué au rythme du droit communautaire européen. En effet, plusieurs directives24 se 
sont succédé. D’abord la directive n° 91/308/CEE du 10 juin 1991 relative à la prévention de 
l’utilisation du système financier aux fins de blanchiment des capitaux définissait le 
blanchiment de capitaux en termes d’infractions liées au trafic de stupéfiants et n’imposait 
d’obligations qu’au secteur financier. Celle-ci sera ensuite amendée par la directive n° 
2001/97/CE du Parlement européen et du Conseil du 4 décembre 2001 qui viendra étendre le 
champ d’application de la première directive aussi bien au niveau des infractions couvertes 
                                                 
21
 Commission Bancaire d’Afrique Centrale. 
22
 Anif, Décret N° 2005/187 du 31 Mai 2005 portant organisation et fonctionnement de l’Agence Nationale 
d’Investigation Financière au Cameroun. 

La France étant la pionnière en matière de lutte contre le blanchiment. En effet, en 1990, la France réprimait 
déjà le blanchiment des capitaux dans sa loi n°90-614 du 12 juillet 1990 relative à la participation des 
organismes financiers à la lutte contre le blanchiment des capitaux provenant du trafic des stupéfiants. Ce texte 
ne traitait que du blanchiment issu du trafic de stupéfiants. 
24
 Au niveau européen, les directives ont harmonisé les dispositions préventives et la coopération des activités 
professionnelles, vecteur de l’argent blanchi, avec les Etats membres. Celles-ci, en tant que normes 
communautaires, lient les Etats quant au résultat à atteindre et son contenu doit être transposé par les Etats 
membres dans leur législation nationale. 
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que des professions et activités couvertes. En 2005, a été élaborée une troisième directive afin 
de s’adapter aux nouvelles exigences du GAFI et lutter efficacement contre le blanchiment. 
Le 5 février 2013, en vue d’actualiser ses dispositions conformément aux nouvelles exigences 
du GAFI de février 2012, une Proposition de directive du Parlement Européen et du Conseil 
relative à la prévention de l’utilisation du système financier aux fins du blanchiment de 
capitaux et du financement du terrorisme a vu le jour. Elle intègre et abroge la directive du 1er 
août 2006 portant mesure de mise en œuvre de la directive de 200525. 
19. En droit interne, la directive de 2005 avait été transposée par l’Ordonnance prise le 30 
janvier 2009. L’ordonnance a été complétée par le décret en Conseil d’Etat n° 2009-1087 du 2 
septembre 2009 relatif aux obligations de vigilance et de déclaration pour la prévention du 
système financier aux fins de blanchiment de capitaux et de financement du terrorisme et par 
un arrêté du 2 septembre pris pour application de l’article R 561-12 du Code monétaire et 
financier et définissant des éléments d’information liés à la connaissance du client et de la 
relation d’affaires aux fins d’évaluation des risques de blanchiment de capitaux et de 
financement de terrorisme. S’agissant particulièrement des banques, on a aussi le décret n° 
2009-1108 du 10 septembre 2009 relatif au contrôle interne des établissements de crédit et des 
entreprises d’investissement modifiant le règlement n° 97-02 du 21 février 1997.  
20. Au plan institutionnel, la France s’est également dotée d’un organe destiné à la 
prévention de l’utilisation du système financier aux fins de blanchiment. La loi n° 90-614 du 
12 juillet 1990 a créé la cellule de traitement du renseignement et action contre les circuits 
financiers clandestins (Tracfin). Il a également été institué un Conseil d’orientation de la lutte 
contre le blanchiment des capitaux et le financement du terrorisme26. 
21. De cette multitude de textes sont résultées des obligations à la charge des 
établissements bancaires ainsi qu’une définition juridique de la notion de blanchiment. Le 
règlement CEMAC a quasiment repris les termes de la Convention de Vienne de 1988. Il 
définit le blanchiment comme « la conversion ou le transfert de biens provenant d’un crime 
ou d’un délit au sens des textes applicables dans l’Etat membre ou du présent règlement,  
dans le but de dissimuler ou de déguiser l’origine illicite desdits biens ou d’aider toute 
personne qui est impliquée dans la commission de ce crime ou délit à échapper aux 
conséquences juridiques de ses actes, […] la dissimulation ou le déguisement de la nature, de 
l’origine, de l’emplacement, de la disposition, du mouvement ou de la propriété de biens 
provenant d’un crime ou d’un délit au sens des textes applicables dans l’Etat membre ou du 
                                                 
25
 Les trilogues sont en cours. 
26
 Décret n° 2010-69 du 18 janvier 2010. 
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présent règlement […]  l’acquisition, la détention ou l’utilisation de biens provenant d’un 
crime ou d’un délit au sens des textes applicables dans l’Etat membre ou du présent 
règlement […] la participation à l’un des actes visés au présent article, l’association pour 
commettre ledit acte, les tentatives de le perpétrer, le fait d’aider, d’inciter ou de conseiller 
quelqu’un à le faire ou le fait d’en faciliter l’exécution. » 
22. Le Code pénal français quant à lui définit le blanchiment comme « le fait de faciliter, 
par tout moyen, la justification mensongère de l’origine des biens ou des revenus de l’auteur 
d’un crime ou d’un délit ayant procuré à celui-ci un profit direct ou indirect » ainsi que « le 
fait d’apporter un concours à une opération de placement, de dissimulation ou de conversion 
du produit direct ou indirect d’un crime ou d’un délit. »27 
Après28 l'article 324-1 du code pénal, la loi du 6 décembre 2013 a insére un article 324- 1-1 
aux termes duquel « Pour l'application de l'article 324-1, les biens ou les revenus sont 
présumés être le produit direct ou indirect d'un crime ou d'un délit dès lors que les conditions 
matérielles, juridiques ou financières de l'opération de placement, de dissimulation ou de 
conversion ne peuvent avoir d'autre justification que de dissimuler l'origine ou le bénéficiaire 
effectif de ces biens ou revenus. » 
23. La France, contrairement au Cameroun a introduit dans son code pénal, par une loi du 
13 mai 199629, une incrimination générale30 du blanchiment dans l’article 324-1. Il est vrai, le 
législateur camerounais a intégré l’incrimination du blanchiment des capitaux dans le code sur 
la corruption. Nous l’incitons néanmoins à l’insérer dans le Code pénal afin de la rendre plus 
accessible aux justiciables. 
De nombreux auteurs français ont également essayé de définir le blanchiment des capitaux : 
d’après Olivier JEREZ, le blanchiment est  un «  ensemble de techniques, de méthodes légales 
ou illégales, un « modus operandi », à complexité plus ou moins variable, suivant les besoins 
du blanchisseur, la nature et l’ampleur des fonds, afin d’intégrer et dissimuler des fonds 
frauduleux dans l’économie légale »31. Pour Claude Ducouloux-Favard, « le blanchiment de 
l’argent illicite consiste en une série d’actes permettant d’introduire les fonds provenant du 
                                                 
27
 Art. 222-38 pour le blanchiment des produits du trafic de stupéfiants ; art. 324-1 pour l’infraction générique. 
28
 Modification apportée par la loi n° 2013-1117 du 6 décembre 2013 relative à la lutte contre la fraude fiscale et 
la grande délinquance économique et financière. 

Loi relative à la lutte contre le blanchiment et le trafic de stupéfiants, et à la coopération internationale en 
matière de saisie et de confiscation des produits du crime. 
30
 La généralité de cette disposition fait de ce texte l’incrimination de principe, applicable quelle que soit la 
nature des produits blanchis. A côté, il est également prévu une incrimination spéciale du blanchiment par les 
articles 222-38 du Code pénal et 415 du Code des douanes. Ainsi, en vertu de la règle speciala generalibus 
derogant, l’article 324-1 devra s’écarter devant tout  blanchiment du produit d’une infraction qualifiée de délit 
douanier par le code des douanes ou de certaines infractions relatives à la législation sur les stupéfiants. 
31
 O. JEREZ, Le blanchiment de l’argent, 2è ed. Rev. Banque, 2003, p. 25. 
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crime dans des circuits financiers rééls ou fictifs par des procédés faisant perdre la trace de 
l’origine criminelle de l’argent »32. Pour Chantal CUTAJAR, « le blanchiment est un 
processus dont la finalité est de faire disparaître l’origine de fonds, obtenus au moyen de la 
commission d’infractions pénales, pour les réinjecter dans l’économie légale et pouvoir ainsi 
en jouir en toute sécurité »33. Il constitue la condition sine- qua- non de la survie, de la 
prospérité et de la pérénité des organistaions criminelles34. 
24. Le blanchiment des capitaux est un phénomène complexe dont la compréhension 
nécessite qu’on le décrive. En effet, analyser le processus de blanchiment n’est pas aisé, tant 
les méthodes mises en œuvre par les blanchisseurs sont nombreuses et évolutives. L’analyse 
classique repose sur une succession de trois étapes. Mais ce modèle est révolu et le nouveau 
modèle de blanchiment se définit par sa finalité. 
25. L’analyse classique du blanchiment repose sur une perception du processus en trois 
étapes : le placement ou prélavage, l’empilage ou lavage et la réintégration ou essorage. Ces 
trois étapes peuvent intervenir séparément, distinctement et successivement ou bien 
simultanément. Cette analyse s’avère cependant dépassée. 
26. Le placement ou prélavage consiste à se débarrasser des profits générés par 
l’infraction principale. Il s’agit ici d’écouler ou de transformer les revenus recueillis à 
l’occasion d’une infraction principale. Ceci suppose et passe par une sécurisation et une 
excellente organisation du transfert clandestin des capitaux35.  
Le placement correspond, dans la définition du blanchiment, à l’accomplissement des actes de 
conversion ou de transfert des biens reçus d’une infraction. Aussi simple que cette opération 
puisse paraître dans son accomplissement, elle ne constitue pas la phase la moins délicate car 
elle est la plus apparente. 
27. L’empilage ou lavage ou encore empilement vise à « scinder les produits de leur 
origine par la création d’un système complexe d’empilage de transactions financières, afin de 
travestir la trace comptable des profits illicites »36. Il s’agit donc dans cette phase de « faire 
disparaître la trace de l’origine de l’argent, en le faisant circuler à travers de nombreuses 
                                                 
32
 C. DUCOULOUX-FAVARD et H. ROBERT, Les délits de blanchiment de l’argent illicite, in Lamy droit 
pénal des affaires, sous la direction scientifique de C. DUCOULOUX-FAVARD, éd. Lamy, 2009, p. 431. 

C. CUTAJAR, Blanchiment, Eléments constitutifs-répression, Jurisclasseur, Pén. des aff., Fasc. 20, n° 1. 

 C. CUTAJAR, Éthique du milieu juridique et mondialisation : éd. Yvon Blais 2004, coll. Droits de la 
personne : éthique et mondialisation ; La description du processus de blanchiment, in Le Blanchiment des profits 
illicites, Textes réunis par C. Cutajar, Presses Universitaires de Strasbourg, 2000).
35
 Par exemple, pour les revenus liquides, les blanchisseurs ont recours au fret maritime car celui-ci est l’objet 
d’une surveillance réduite.   
36
 A. TEISSIER, Le secret professionnel du banquier Tome 1 ; Presses Universitaires d’Aix-Marseille 1999, P. 
361. 
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opérations financières. »37, de rendre malaisé l’établissement de l’origine illicite des biens. 
C’est donc à ce niveau que s’opère véritablement le processus de blanchiment. 
Cette étape correspond, dans la définition juridique du blanchiment, à la dissimulation ou au 
déguisement de l’origine illicite des revenus, et au transfert de ces derniers. C’est la plus 
importante et la plus délicate. Elle est par conséquent la plus coûteuse pour les délinquants car 
les différentes techniques de dissimulation ou de déguisement de l’origine des biens coûtent 
très cher. A l’issue de cette étape, les sommes acquièrent une apparence licite et peuvent être 
réintégrées. 
28. Dans l’intégration ou réintégration, ou encore essorage, l’argent est réintroduit dans 
l’économie légale. Les sommes sont réinvesties dans des activités économiques légitimes. 
Une fois le processus de l’empilage terminé, le blanchisseur a besoin de fournir une 
explication pour habiller sa richesse d’un parfum de légalité. Les plans d’intégration replacent 
les produits blanchis dans l’économie de telle façon qu’ils réintègrent le système économique 
en apparaissant alors comme des profits normaux d’une activité commerciale licite connue. 
Le blanchisseur peut ainsi décider d’investir les revenus blanchis dans l’immobilier, le 
commerce des produits de luxe ou encore la création ou la gestion d’entreprises. 
29. La description classique du processus de blanchiment présente plusieurs 
imperfections : 
Tout d’abord, le modèle classique de blanchiment ne correspond pas à la réalité actuelle. Les 
revenus illicites n’empruntent pas tous le même processus. Devenu facilement détectable, ce 
modèle a tendance à disparaître. De plus, il est inapte à décrire le blanchiment de capitaux 
importants. Lorsque les sommes d’argent blanchies sont trop importantes, elles ne peuvent 
réapparaître discrètement dans les caisses d’un commerce, fût-il de luxe.  
Ensuite, ce modèle ne permet pas d’appréhender la destination des sommes blanchies. Le 
postulat ici est que les sommes blanchies doivent être automatiquement réinvesties dans 
l’acquisition de biens de consommation ou dans la réalisation d’investissements productifs. 
Pourtant, lorsque les sommes blanchies sont colossales, elles restent cantonnées dans la 
sphère financière où elles sont parfaitement à l’abri. 
Enfin, au plan pratique, le modèle classique ne permet pas de classer de manière constante et 
non ambiguë certaines techniques de blanchiment. Ainsi un placement spéculatif sur un 
marché financier peut aussi bien se rattacher à l’empilage qu’à l’intégration. De même, l’achat 
                                                 
37
 A. TEISSIER : Id. Ibid. 
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de biens de grande valeur et la simulation de gains à la loterie peuvent rentrer aussi bien dans 
la phase de placement que dans l’étape d’empilage. 
30. Ne permettant pas de connaître parfaitement le phénomène de blanchiment, le modèle 
classique est en conséquence d’un apport limité dans la lutte contre ce phénomène. Il convient 
alors d’explorer de nouvelles théories. 
31. La nouvelle typologie du blanchiment est fondée sur la finalité des opérations. Les 
techniques de blanchiment évoluent tous les jours au gré de l’imagination des criminels. Les 
seuls éléments constants qui demeurent dans l’infraction de blanchiment sont alors l’origine 
délictueuse des revenus et la recherche d’une apparence de légitimité pour ces revenus. Ainsi, 
une nouvelle typologie de blanchiment s’est progressivement dégagée et on distingue le 
blanchiment élémentaire, le blanchiment élaboré et le blanchiment sophistiqué.  
32. Les techniques de blanchiment élémentaire ne sont utilisables que pour des opérations 
ponctuelles, épisodiques et avec une faible contrainte de crédibilité38, l’argent devant servir à 
des dépenses de consommation courantes ou à réaliser des investissements de faible valeur. 
Concrètement, le blanchiment élémentaire se manifeste dans les simulations de gains aux jeux 
ou dans l’introduction de l’argent sale dans les recettes liquides d’un commerce. 
33. Les pratiques du blanchiment élaboré visent à réinvestir l’argent dans des activités 
légales. Les sommes à blanchir par cette technique sont plus importantes que pour le 
blanchiment élémentaire et peuvent avoir une certaine périodicité nécessitant l’élaboration de 
circuits stables de blanchiment. Le blanchiment élaboré est mis en œuvre lorsque l’utilisation 
des fonds nécessite une forte crédibilité. 
Dans la pratique, le blanchiment élaboré peut consister dans la spéculation immobilière 
simulée, dans la fausse spéculation sur l’art ou vente aux enchères simulées ou encore dans le 
prêt bancaire adossé39.  
34. Il devient indispensable de recourir au blanchiment sophistiqué lorsque des volumes 
financiers considérables ont été amassés en peu de temps. Ici, les blanchisseurs sont 
également exposés à une exigence de crédibilité importante car il est impossible de justifier 
                                                 
38
 En fait, les blanchisseurs sont généralement tenus par une contrainte de crédibilité dans l’utilisation de l’argent 
blanchi. Il est en effet indispensable que l’utilisation de l’argent blanchi soit conforme à celle qu’en ferait le bon 
père de famille qui aurait acquis la même somme légalement. L’utilisation anormale des sommes blanchies 
pourrait attirer l’attention des autorités de poursuite. Il est alors question de parvenir à  une adéquation suffisante 
entre l’honorabilité des fonds et celle de leur détenteur. 
39
 Dans cette technique, un blanchisseur ouvre un ou plusieurs comptes avec de l’argent sale. Une structure 
placée sous son contrôle emprunte de l’argent auprès d’une banque avec comme garantie le solde du ou des 
comptes initialement ouverts. A l’échéance, elle ne rembourse pas et la banque se fait payer sur l’argent sale. 
L’argent emprunté quant à lui est investi dans une activité licite rentable et le blanchisseur en tire des profits 
légitimes et régulièrement justifiés. 
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l’obtention de ces gains par le jeu normal de l’économie licite, sauf si le blanchisseur recourt à 
des moyens de blanchiment sophistiqué, notamment au marché financier. En effet, faire 
disparaître les fonds sur le marché financier et les faire fructifier ne pose pas de difficulté 
sérieuse. C’est pour cette raison que les marchés boursiers sont constamment le théâtre du 
blanchiment sophistiqué40.  
35. Au Cameroun, diverses techniques ont été détectées pour rendre honorable de l’argent 
dont l’origine est illicite. Dans son rapport de 2011, l’ANIF dresse quelques typologies 
d’infractions d’origine. Il s’agit de : 
- Faux contrats entre maison-mère et filiale dans un réseau mafieux transnational : ces 
circuits sont constitués d’un réseau comprenant en son sein une ou plusieurs sociétés-mère (ou 
partenaires) et de nombreuses filiales qui sont des sociétés-écran. Les premières sont 
généralement établies en Occident et/ou dans des paradis fiscaux. Le blanchiment est rendu 
possible grâce à d’innombrables transactions sous-tendues par des contrats d’affaires floues 
(Convention de prêt, vente et/ ou achat de biens meubles etc.) qui s’opèrent entre les maisons-
mère et leurs filiales. 
- Prêt maquillé et altération de valeur (avec utilisation de prête-nom) : ces deux 
techniques sont le plus souvent combinées pour le blanchiment d’argent issu d’actes de 
corruption dans les secteurs public comme privé. Elles consistent à contracter un prêt, d’une 
valeur compatible avec le revenu régulier, auprès d’une banque, et à réaliser par la suite un 
investissement d’une valeur largement supérieure à la somme empruntée, en altérant la valeur 
de l’investissement effectif pour qu’elle soit compatible avec le prêt contracté. 
- Utilisation des sociétés-écran et de prête-noms dans la passation des marchés publics : 
cette méthode de blanchiment des fonds publics reste fréquente41. L’ordonnateur fractionne 
les marchés en amont et le prestataire ou fournisseur surfacture en aval pour dégager une plus-
value. 
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 Pour blanchir de l’argent sur le marché financier, il faut avoir le contrôle de deux sociétés cotées en bourse. 
Un gérant de portefeuilles détient comme client, ces deux sociétés A et B. Celles-ci sont en apparence distinctes 
mais sont en réalité détenues par la même personne via des prête-noms. Le gérant demande à une société de 
bourse de passer deux séries d’ordres : Pour le compte de la société A, passer un ordre portant sur l’achat de 
1000 contrats à 104% d’une part et d’autre part sur la vente de 1000 contrats à 104,2%. Concomitamment, pour 
le compte de la société B, passer un ordre portant sur l’achat de 1000 contrats à 104,2% et leur vente à 104%. La 
valeur nominale d’un contrat est 500 000F. Il est alors procédé aux transactions entre A et B et, à l’issue  de ces 
deux allers-retours, la société A réalise un gain de 500.000F * 1000 * 0,2, soit 1.000.000 F. La société B quant à 
elle réalise une perte du même montant. La société bénéficiaire percevra son paiement et le montant ainsi perçu 
est parfaitement honorable, détaché de tout soupçon. 
41
 Des souplesses dans la réglementation en vigueur qui consacre l’ordonnateur comme seul juge d’opportunité 
dans la passation des marchés d’un montant inférieur à cinq millions de FCFA (5 000 000) d’une part et les 
faiblesses dans le système du registre de commerce favorables à la création d’établissements et entreprises fictifs 
ou menant des activités peu et pas définies d’autre part, semblent en être les raisons. 
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- Arnaque sur Internet « Scamming ou Fraude 419 » : une recrudescence de ce type 
d’arnaques est observée depuis près de trois ans. Son mode opératoire consiste, pour 
l’arnaqueur, à se faire passer pour un exportateur des produits et/ou de matières-premières 
locales et à proposer ses services, via l’internet, à de potentiels acquéreurs non- résidents. Par 
la suite, il sollicite de ces derniers, grâce à des arguments complètement fallacieux, des 
acomptes sur paiement et une fois que les fonds sont domiciliés dans son compte, il rompt 
tout lien avec ses victimes. Les fonds sont enfin immédiatement retirés en espèces dudit 
compte afin d’éviter toute confrontation avec les responsables des banques. 
36. En France, dans son rapport annuel de 2011, Tracfin fait ressortir les infractions 
d’origine les plus marquantes de l’année. Il s’agit de : 
- L’abus de biens sociaux et blanchiment d’abus de biens sociaux dans le secteur des 
sociétés de sécurité ; 
- Des sociétés de cyber café en lien avec le trafic de stupéfiants ; 
- Du marché de l’art avec le trafic de biens culturels dans le secteur des œuvres d’art ; 
- Du secteur des sociétés de formation ;   
- De l’utilisation des cartes prépayées dans un schéma frauduleux ; 
- De l’utilisation de la monnaie virtuelle à l’origine d’un risque spécifique en matière de 
LAB/FT ; 
- De l’abus de faiblesse dans l’assurance vie ; 
- Du blanchiment du produit d’agissements délictueux dans les jeux de hasard ; 
- De la fraude complexe à l’assurance ; 
- Des détournements de fonds publics au cours des prestations sociales ;  
- De l’escroquerie, abus de confiance dans le cadre d’un système dit « pyramide de 
ponzi »42 ; 
- Recel d’abus de biens sociaux et corruption ; 
- De la corruption dans l’attribution de marchés publics à l’étranger ; 
37. De sa définition, il ressort clairement que le blanchiment est une infraction de 
conséquence qui sert les infractions d’origine ; le blanchiment est la conséquence logique de 
toute activité criminelle générant des bénéfices. C’est pourquoi, on s’est aperçu qu’en luttant 
contre ce mal, on atteindrait sûrement toutes les infractions de notre société. C’est donc un 
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 La pyramide de ponzi est un circuit financier frauduleux qui consiste à rémunérer les investissements des 
clients au moyen des seuls fonds apportés par les nouveaux investisseurs. Il se fonde sur un principe 
d’investissement et de retour sur investissements. 
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défi immense pour les autorités de notre temps marqué par les empreintes de la corruption, 
des détournements de deniers publics et de divers trafics43. 
38. Bien plus, il ne fait aucun doute que le blanchiment est le nerf du crime organisé44. En 
effet, il s’est avéré que cette criminalité ne peut prospérer que grâce à la possibilité de 
blanchir les profits illicites qu’elle génère. De plus, à cause de la forte bancarisation du 
système financier, les organisations criminelles sont obligées de transformer le revenu liquide 
qu’elles possèdent, autrement dit, elles sont obligées de les « blanchir » pour les utiliser. 
Ainsi, lutter contre le blanchiment, c’est œuvrer dans le sens d’empêcher les criminels de 
jouir du fruit de leur crime ; pour une lutte plus efficace45 contre cette criminalité, il faudrait 
frapper les criminels même pendant le recyclage de leurs revenus illicites. 
39. D’autre part, les banques n’existent que grâce à leurs clients. Le souci du banquier 
demeure la satisfaction du client et le gain de sa confiance. Pour ce faire, il se doit de 
préserver l’éthique, la moralité et surtout montrer une bonne image de sa banque. Le 
blanchiment serait donc une entrave à l’établissement de cette confiance. 
40. En outre, le blanchiment est une source de déséquilibre et d’instabilité monétaire et 
bancaire. En effet, le caractère volatile de l’épargne bancaire constituée principalement des 
dépôts criminels en transit, affecte négativement et de manière permanente l’équilibre 
financier des banques ; des sommes d’argent considérables parviennent à un établissement 
bancaire puis disparaissent sans aucune explication. Ce fut le cas de la banque Barings 
occasionnée par une combinaison d’opérations à risques portant sur des produits dérivés, 
réalisés par un employé d’une des filiales46. 
41. Le blanchiment risquerait donc de « compromettre gravement la solidité et la stabilité 
de l’établissement ou l’institution en question ainsi que la fiabilité du système financier en 
général, qui perdrait ainsi la confiance du public47 ». 
42. Enfin, le blanchiment fragilise la structure bancaire et les marchés financiers, ce qui 
peut être dramatique dans un système d’interdépendance des places et des banques. Ainsi, les 
banques qui relaient le blanchiment d’argent, d’une manière consciente ou inconsciente, 
                                                 
43
 De drogue, de femmes, d’enfants…  
44
 Selon l’article 2 de la Convention de Palerme, le groupe criminel organisé désigne « un groupe structuré de 
trois personnes ou plus existant depuis un certain temps et agissant de concert dans le but de commettre une ou 
plusieurs infractions graves ou infractions établies conformément à la présente convention, pour en tirer, 
directement ou indirectement, un avantage financier ou un autre avantage matériel ».  
45
 En effet, les études et expériences ont montré qu’il était plus payant de lutter contre le crime organisé en ayant 
la main mise sur les revenus que ces criminels escomptent que de lutter contre l’activité illégale elle- 
même : « qui frappe à la bourse frappe au cœur », cf. P.H. BOLLE, Revue Internationale de criminologie et de 
police technique. 
46
 www. google.fr. 
47
 Cf. Directive du Conseil du 10 juin 1991, Considérant 1. 
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créent un risque systémique important. Dès lors, à l’impératif de préservation des équilibres 
financiers mondiaux s’associe l’impératif classique de lutte contre les trafics pour accroître 
l’efficacité de la lutte contre le blanchiment.  
43. La lutte contre le blanchiment est donc un impératif non seulement pour les banques, 
mais pour la société toute entière. En effet, il est certain que s’il n’est pas maîtrisé ou traité 
efficacement, le blanchiment des capitaux peut nuire à la société.  
44. Sur le plan économique en effet, le blanchiment des capitaux est un problème pour 
tous les marchés de l’économie légale et surtout pour les marchés naissants et en voie 
d’émergence. En effet ces derniers, qui ouvrent leur économie et leur secteur financier, 
deviennent des cibles de plus en plus faciles pour les blanchisseurs. Tout ceci entraîne la perte 
du contrôle de la politique économique par les Etats. En effet, grâce aux importantes 
ressources financières dont ils disposent, les blanchisseurs d’argent sont en mesure d’acquérir 
des pans entiers de l’économie. Ils faussent de ce fait le fonctionnement normal des marchés 
en instaurant notamment une concurrence déloyale. Ainsi, des commerces de services48 tels 
les restaurants peuvent casser les prix du marché et évincer des entreprises du secteur privé. 
En outre, le blanchiment peut accroître les risques d’instabilité monétaire à cause du manque 
d’intérêt que les blanchisseurs accordent aux activités rentables de l’économie du pays dans 
lequel ils investissent. En effet, ceux-ci investissent dans des secteurs qui préservent mieux 
leurs intérêts et non pas en raison de l’affluence de la demande ; c’est ainsi qu’ils changent de 
secteur chaque fois qu’ils n’y ont plus d’intérêt. 
45. Sur le plan politique, les rapports étroits entre les acteurs de la criminalité organisée et 
les mandataires des Etats affaiblissent et criminalisent les structures démocratiques en 
émergence. Celles- ci peuvent d’ailleurs être inféodées et contrôlées par les acteurs du crime 
organisé. L’influence économique et politique des organisations criminelles peut détruire le 
tissu social, paralyser le fonctionnement démocratique d’un état et hypothéquer le processus 
de transition démocratique ; bref, le blanchiment perpétue et amplifie le crime, il n’est pas un 
simple manquement aux lois, mais en réalité une menace pour la sécurité nationale et 
internationale. Le blanchiment des capitaux est également un facteur de sous-développement 
et par conséquent, un très grand frein au développement recherché par le Cameroun et 
beaucoup d’autres pays africains. En effet il y sévit la corruption et la fuite des capitaux vers 
l’occident, et ce, par le truchement des banques. D’après l’ONG Global Financial Integrity, 
les sommes détournées depuis 1970, dans les pays Africains, sont trois fois plus importantes 
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 Il convient de préciser que les blanchisseurs utilisent des sociétés de façade qui mêlent le produit d’activités 
illicites à des fonds d’origine licite pour en dissiper l’origine. 
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que l’ensemble des dons et aides que le continent a reçu des pays développés dans la même 
période. Ainsi, a déclaré Kofi Annan, il suffirait à l’Afrique « de réduire de moitié ces flux 
financiers pour résoudre tous ses problèmes de financements »49. 
46. L’engagement des banques dans cette lutte permettrait donc de stopper le flux des 
capitaux illicites du Cameroun vers la France par exemple ; il permettrait ainsi au Cameroun 
de préserver ses ressources pour servir les intérêts de l’Etat, de la société toute entière et 
concourir ainsi au développement tant recherché. D’autre part, il permettrait aux pays 
développés tel que la France de réduire les aides et de ne plus se préoccuper de la situation 
des pays africains. 
47. C’est pour ces raisons que, de nos jours, le blanchiment fait partie des fléaux les plus 
combattus dans les milieux financiers, économiques et même politiques. 
48. La lutte contre le blanchiment s’effectue à deux niveaux, au niveau préventif pour 
essayer de limiter l’hémorragie de capitaux illicites dans le système financier proprement dit, 
et également au niveau répressif dans une optique de poursuite et de pénalisation des 
agissements caractérisés. La lutte contre le blanchiment des capitaux n’a cessé de progresser 
dans le monde. Un régime répressif s’est ainsi progressivement mis en place. A côté de celui-
ci, s’est développé un régime préventif, c'est-à-dire la reconnaissance d’obligations à la 
charge de différents professionnels, et notamment les banquiers, afin de détecter l’existence 
de cas de blanchiment. 
49. La première réaction visait l’instauration de mesures de prévention de l’utilisation des 
circuits financiers pour y faire transiter de l’argent sale. La prévention est donc au cœur de la 
lutte anti-blanchiment. Il s’est agit pour les deux Etats de mettre en place une véritable veille 
anti-blanchiment. Celle-ci consiste en la mise en place d’un certain nombre de mesures se 
situant en amont de l’infraction puisqu’elles visent à empêcher l’utilisation des circuits 
bancaires et financiers à des fins de blanchiment d’argent donc à en contrarier sérieusement le 
processus. 
50. C’est ce que la directive 2005/60 du 26 octobre 2005 tout comme celle du 10 juin 
1991 qu’elle a remplacé rappelle dans son 1er considérant qu’ « En complément de l’approche 
fondée sur le droit pénal, un effort de prévention au niveau du système financier peut 
produire des résultats.» 
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 http://www.lomecite.com/article/ANALYSE/2207/ 
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51. Cette phase est très importante dans la lutte anti-blanchiment car au-delà de son aspect 
préventif, elle permet l’ouverture des poursuites et prépare la recherche judiciaire des preuves 
et des auteurs de l’infraction.  
52. Ainsi, les professionnels assujettis50 que sont les structures financières et 
commerciales (à savoir les banques par exemple) et non-financières (notamment les membres 
des professions libérales juridiques et comptables), sont soumis à des obligations dont 
l’objectif est la prévention des actes de blanchiment. Ces assujettis se doivent donc de 
développer une grande vigilance dans leur relation avec leurs clients afin de dénoncer les 
comportements qui paraîtraient suspects. 
53. Les établissements bancaires, cibles privilégiées des blanchisseurs, sont donc soumis à 
l’obligation de vigilance. La vigilance financière repose sur deux types d’obligations à 
savoir : l’obligation d’identification des clients et l’obligation de conservation des pièces et 
documents appropriés. 
Concernant la première obligation, le contrôle d’identité aboutit à empêcher l’anonymat des 
financiers du crime, en bloquant ainsi leurs opérations. Il s’agit en effet, d’identifier 
l’opérateur lors de l’entrée en relation d’affaire et lors de certaines transactions. Celui- ci doit 
pouvoir être identifié même au-delà de tout ayant droit. 
L’obligation de conservation quant à elle consiste pour les établissements bancaires français 
et camerounais à conserver pendant au moins cinq ans tous les dossiers nécessaires se 
rapportant aux transactions effectuées et à l’identification de leurs auteurs. Ces dossiers, en 
effet, serviraient de preuve en cas de poursuite pour conduite criminelle. 
54. A côté de ces obligations, les établissements bancaires sont également soumis à une 
obligation de déclaration des opérations suspectes aux autorités nationales compétentes. 
55. De plus, les autorités compétentes ont imposé aux banques la mise en place de 
procédures internes spécifiques. 
Tout un arsenal juridique est donc élaboré pour prévenir le blanchiment des capitaux.  
56. On distingue plusieurs types de banques à savoir, entre autres, les banques de dépôt, 
les banques d’affaires, les banques d’investissement et de financement, les banques privées.  
La banque de dépôt permet à ses clients de déposer de l’argent dans ses comptes ; elle 
comprend entre autres la banque de détail qui est destinée aux particuliers.   
                                                 
50
 Les législateurs français et camerounais ont assujetti plusieurs professionnels au dispositif préventif de lutte 
contre le blanchiment de capitaux. 
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La banque d’investissement et de financement est une banque qui fournit des moyens 
complexes de financement et d’investissement à de grandes entreprises avec une logique de 
sur mesure partiel ou total.  
La banque commerciale : elle collecte les ressources du public, principalement par le biais de 
la tenue des comptes, et prête aux entreprises. Les banques commerciales se distinguent ainsi 
des banques d’affaires ou des banques d’investissement. Cette distinction est en partie révolue 
aujourd’hui car les banques commerciales ont développé des activités de banques 
d’investissement.  
La banque d’affaires : une banque d’affaires est une banque qui a un rôle intermédiaire dans 
les opérations financières : introduction en bourse, augmentation de capital, placement 
d’emprunt, opération de fusion-acquisition… Elle ne prête quasiment pas. Elle a donc des 
besoins en capitaux propres plus réduits que les banques commerciales. Par contre, il peut lui 
arriver de prendre des participations minoritaires dans des affaires industrielles ou 
commerciales afin de les aider à se développer et de réaliser à terme une plus value en 
recédant cette participation. 
La banque de détail : La banque de détail s’adresse aux particuliers et aux PME. Elle a une 
fonction d’intermédiation entre les agents à excédent de financement dont elle collecte les 
ressources et les agents à besoin de financement à qui elle prête ces ressources.  
La banque de financement et d’investissement : La banque de financement et 
d’investissement apporte des services sophistiqués à des grandes entreprises dans une logique 
d’un sur mesure partiel ou total.   
La banque privée : banque qui se spécialise dans la gestion de fortune ou de patrimoine de 
clients fortunés à qui des produits et des services spécifiques sont proposés. 
La banque de gestion d'actifs : comme son nom l'indique, gère les actifs de ses clients 
(investisseurs institutionnels, particuliers plus ou moins fortunés).  
La banque transfrontière : pour permettre la centralisation directe des comptes de ses filiales 
étrangères, une entreprise multinationale a généralement recours à un groupe bancaire 
international, nommé banque transfrontière qui réalise la centralisation internationale des flux 
de trésorerie que des banques locales ont collecté à l'échelle de chaque pays.  
La banque universelle : les banques universelles ou globales (Barclays, BNP Paribas, 
Citigroup…) sont des grands conglomérats financiers regroupant les différents métiers des 
banques de détail, des banques de financement et d'investissement et des banques de gestion 
d'actifs.  
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57. Présentation du secteur bancaire français : le Code monétaire et financier (C.M.F.) les 
regroupe sous le vocable établissements de crédit généralistes. Les établissements de crédit 
généralistes sont des établissements de crédit agréés en qualité de banques, pouvant effectuer 
tous les types d’opérations de banques : il s’agit des banques dites commerciales (constituées 
sous la forme de sociétés commerciales), des banques mutualistes et coopératives et des 
caisses de crédit municipal. 
58. Les banques commerciales forment la partie la plus importante du système bancaire 
français. On y trouve les trois grandes banques que sont BNP Paribas, le Crédit Lyonnais et la 
Société générale, qui ont une activité diversifiée et également très importante sur le plan 
international. Les autres grandes banques à vocation générale sont plutôt orientées vers une 
clientèle de grandes entreprises, ou de particuliers et d’entreprises. Les banques régionales 
locales, à implantation limitée, dépendent généralement des groupes précités. D’autres 
établissements dits banques de financement spécialisé, orientent leur activité vers la 
distribution de crédits (prêts immobiliers, financement de ventes à crédit). Les banques « de 
marché » se caractérisent pour leur part par l’exécution d’opérations de placement, d’arbitrage 
et de gestion sur les divers compartiments du marché des capitaux (marché interbancaire, 
bons du Trésor, valeurs mobilières, change…). Enfin, les « banques de groupe » voient leur 
capital détenu majoritairement par des groupes non bancaires (industrie, BTP, compagnies 
d’assurance, grande distribution…) avec lesquels ils réalisent d’ailleurs une part significative 
de leur activité. On trouve aussi, dans une moindre mesure, des banques exerçant 
principalement leur activité dans les départements et territoires d’outre-mer, des banques 
agréées en France mais à capitaux majoritairement étrangers, et quelques banques ne 
bénéficiant que d’un agrément limité. 
59. Un second ensemble au sein des établissements de crédit généralistes est constitué par 
les banques mutualistes ou coopératives, actuellement au nombre d’environ 150 et constituées 
en réseaux : le réseau du Crédit mutuel ; le réseau des Caisses d’épargne et le réseau du Crédit 
coopératif. Ces établissements exécutent la quasi-totalité des opérations bancaires et 
financières classiques, mais leur implantation est limitée à un département ou une région et 
leurs statuts sont particuliers, en raison du caractère mutualiste ou coopératif des 
établissements, bien différent d’un caractère strictement commercial. Toutefois, à l’inverse 
des banques commerciales, qui ont procédé régulièrement à de nouvelles créations et 
restructurations, le nombre de banques mutualistes ou coopératives a beaucoup diminué 
depuis le milieu des années quatre-vingt. 
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60. En France, l’on a, pour ne citer que celles-là, la Banque de France et les instituts 
d’émission, le Crédit Agricole, la BNP Paribas (banque nationale de paris), la Société 
Générale, la Caisse d’Epargne, la Banque Postale, la BRED, la Banque Populaire, la LCL, le 
Crédit Mutuel, la HSBC, la CIC (crédit industriel et commercial), le Crédit du Nord, la 
Barclays, la Banque Palatine. 
61. Présentation du secteur bancaire camerounais : le système bancaire camerounais est 
composé des banques, des établissements financiers et des organismes publics à caractère 
financier. 
Le paysage bancaire camerounais est riche de 13 banques donc l'actionnariat majoritaire se 
partage entre les nationaux et les expatriés largement majoritaires (77%). 
62. Les banques d'origine étrangère : elles sont les plus nombreuses et les plus anciennes. 
Si les unes viennent à peine de s'installer (UBA, Banque Atlantique, Océanic Bank, Ecobank) 
au Cameroun, d'autres en revanche y sont installées depuis les indépendances et ont connu des 
mues au gré des restructurations (SGBC-BICEC-SCBC-CITI Goup-SCB CA). 
63. Les banques locales : les opérateurs économiques camerounais sont entrés tardivement 
et timidement dans la création des banques à capitaux majoritairement locaux à défaut de 
l'être entièrement. La première banque à capitaux nationaux est créée en 1989. Au jour 
d'aujourd'hui, le système bancaire compte 3 banques à capitaux nationaux en l'occurrence 
Afriland First Bank issue de CCEI, la National Financial Credit Bank et la Commercial bank 
of cameroon (CBC). 
Ensuite l’on a : la BEAC (Banque des Etats de l’Afrique Centrale), la BICEC ( Banque 
Internationale du Cameroun pour l’Epargne et le Crédit), le Crédit Lyonnais du Cameroun, 
Ecobank Cameroun (EBC), la SGBC ( Société Générale des Banques du Cameroun), la 
Standard Charteres Bank Cameroon (SCBC), Union Bank of Cameroon Limited (UBC), la 
Citibank NA Cameroon, Amity Bank, la BGFI Bank Cameroun, United Bank for Africa 
Cameroun-PLC (UBA), la Banque Atlantique du Cameroun, Attijariwafa Bank, le Crédit 
Agricole-Société Commerciale de Banque (CA-SCB) 51. 
64. Nous traiterons des banques implantées sur les territoires français et camerounais ; il 
s’agira ainsi des banques françaises et étrangères présentes en France et des banques 
camerounaises et étrangères présentes au Cameroun52. Notre travail englobe tous les profils 
d’établissement bancaire, en fonction de leur domaine d’activité (réseaux commerciaux et 
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 Disponible sur www.beac.int /index.php/supervision-bancaire/lexique-des-banques-de-la-cemac. 
52
 Nous utiliserons les termes banques françaises et banques camerounaises pour désigner les deux catégories. 
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banques d’investissement), de leur périmètre d’action (du global au national) et de leur 
clientèle (vocation populaire ou au contraire élitiste, dans le cas de la gestion de fortunes). 
65. Le but de cette recherche est donc d’insister sur l’application des normes préventives 
par les établissements bancaires car au bout du compte l’efficacité du dispositif repose sur 
leur jugement et leur réaction. 
En effet, il est important de savoir si les banques françaises et camerounaises appliquent les 
obligations préventives auxquelles elles sont assignées et si oui, comment se déploient- elles 
pour les mettre en œuvre ? Aussi, nait une série de questions : 
66. Comment les banques en France et au Cameroun intègrent-elles le dispositif préventif 
de lutte contre le blanchiment des capitaux ? La mise en œuvre du dispositif préventif au sein 
des banques est-elle efficiente ? Les banques disposent-elles réellement de moyens 
nécessaires pour la mise en place d’un dispositif efficient ? Le dispositif préventif est-il 
intégralement et convenablement mis en œuvre par les banques ? 
Dès lors seront étudiées, la réception, l’intégration et l’application des normes anti-
blanchiment internationales, communautaires et nationales dans les systèmes bancaires 
français et camerounais. 
67. Notre travail a été axé principalement sur un aspect pratique mettant en évidence la 
vision des acteurs. En effet, des entretiens qualitatifs53 ont été menés auprès des responsables 
de la conformité des banques dans les deux pays afin de recueillir leur opinion sur les diverses 
facettes du dispositif préventif de lutte contre le blanchiment des capitaux et sa mise en 
œuvre. 
68. Cette approche pragmatique a été enrichie par un cadre conceptuel lequel s’est appuyé 
sur une large revue de littérature. Cette dernière a été appréciée selon quatre dimensions : 
l’auteur de la norme juridique (dimension institutionnelle), la substance de la norme juridique 
(dimension substantielle), l’organisation mise en place par les banques pour intégrer la norme 
juridique (dimension organisationnelle), la fonction en charge de la conformité réglementaire 
au sein des banques étudiées (dimension fonctionnelle). Ainsi avons-nous étudié non 
seulement les sources du dispositif préventif de lutte contre le blanchiment des capitaux et le 
dispositif lui-même, mais surtout la manière dont les banques camerounaises et françaises 
intègrent ce dispositif dans leur organisation. 
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 Tous nos interlocuteurs nous ont expressément demandé de préserver leur anonymat ainsi que celui de leur 
établissement. C’est la raison pour laquelle aucune citation ne sera identifiée dans les rédactions à suivre. 
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69. Notre recherche a donc poursuivi deux objectifs essentiels. Au premier rang, elle vise 
à faire apparaître la mise en œuvre du dispositif préventif de lutte contre le blanchiment des 
capitaux par les banques à la lumière des évolutions législatives et jurisprudentielles. 
Au second rang, elle fera le rapprochement entre les solutions retenues en droit français et 
celles retenues en droit camerounais à chaque fois que la matière s’y prête. Afin d’aboutir à la 
concrétisation de ces objectifs, une approche comparative s’impose. Celle-ci nous offrira 
l’occasion de relever les points de convergence et de divergence entre les deux systèmes et de 
proposer une transposition en droit camerounais des solutions raisonnables retenues en droit 
français étant donné que le droit français semble plus avancé en la matière. 
70. L’intérêt de ce sujet réside donc dans la comparaison des stratégies en cours dans les 
deux pays qui ne manqueront pas de déboucher dans leur interprétation sur les analogies mais 
surtout sur les particularités caractéristiques. 
71. Nous l’avons dit, la relation du banquier avec son client est une relation contractuelle 
basée sur la confiance. Le banquier est par principe tenu à la discrétion vis-à-vis de son 
client : c’est le droit du client au secret bancaire. Il est en outre tenu au devoir de non-
ingérence lequel impose aux banques de ne pas intervenir dans les affaires de leurs clients. Il 
s’agit là des principes propres à l’activité bancaire, lesquels sont atteints par la mise en œuvre 
du dispositif anti-blanchiment. 
72. En effet, la mise en œuvre du dispositif préventif de lutte anti-blanchiment au sein des 
banques au Cameroun et en France s’est faite par une réorganisation des banques de même 
qu’une remise en cause de leurs principes bancaires. Cet impact du dispositif sur 
l’organisation (convergence) et le fonctionnement (divergence) des banques constitue 
l’unique point commun de notre travail, la manière de mise en œuvre étant différente aussi 
bien en fonction des banques qu’en fonction des pays. En France, les banques ont une 
approche pragmatique laquelle leur laisse une liberté dans la mise en œuvre du dispositif. Au 
Cameroun, les banques sont restées sur le modèle rigide de l’approche légaliste consistant à 
mettre en œuvre le dispositif de façon systématique sans laisser aucune marge de manœuvre 
aux banques. 
La mise en œuvre effective du dispositif anti-blanchiment n’a pas manqué d’avoir des 
répercussions aussi bien positives sur l’organisation interne des banques que négatives sur 
leur fonctionnement. En effet, le dispositif anti-blanchiment concourt à protéger l’intégrité des 
banques. Même s’il s’attaque aux principes bancaires, il n’en demeure pas moins qu’il est une 
nécessité car sa finalité est beaucoup plus générale notamment la lutte contre le blanchiment 
des capitaux. 
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Aussi verrons-nous que la mise en œuvre du dispositif préventif anti-blanchiment, même si 
elle porte atteinte aux principes bancaires (Deuxième partie), favorise une saine pratique de 
l’activité bancaire (Première partie). 
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PREMIERE PARTIE : UN DISPOSITIF 
FAVORISANT UNE SAINE PRATIQUE DE 
L’ACTIVITE BANCAIRE 
73. Initialement, la lutte contre le blanchiment des capitaux a provoqué chez les banquiers 
une forte exaspération : la plupart des points du dispositif préventif anti-blanchiment étaient 
contraires aux principes généraux des banques54. Les établissements bancaires s’étaient 
montrés dès lors réticents quant à la mise en œuvre du dispositif préventif anti-blanchiment. 
74. En 2000, coup de tonnerre dans le monde bancaire français avec « l’affaire du 
sentier »55. Les banques prennent conscience des risques qu’elles encourent du fait du non 
respect du dispositif anti-blanchiment. Celles- ci réalisent qu’elles ont plus d’un intérêt à 
lutter contre le blanchiment des capitaux. En effet, même s’il est vrai que les nouvelles 
obligations imposées aux banques en matière de lutte contre le blanchiment des capitaux 
visent la sauvegarde d’un intérêt général commun56, les professionnels de la banque très 
sensibles au risque d’atteinte à leur réputation, tirent eux aussi profit du dispositif anti-
blanchiment. Même si la banque n’est que victime, une mise en cause dans une affaire de 
blanchiment discrédite fortement l’établissement et ternit son image auprès de l’opinion 
publique. 
En outre, la mise en œuvre du dispositif anti-blanchiment concourt à un exercice plus 
consciencieux de la profession de banquier. Tout banquier avant l’ouverture d’un compte doit 
identifier le client afin de vérifier que celui-ci remplit les conditions prévues dans ce cas.  
De même, l’obligation de connaissance du client implique que la banque définisse avec 
précision l’activité de ses clients, sache d’où proviennent ses ressources, et ce faisant, assure 
une certaine sécurité à la banque. En effet, une bonne connaissance de ses clients est 
susceptible de lui éviter d’avoir à subir les conséquences d’une faillite en raison de 
l’insolvabilité du client. De même, la banque se préserverait des relations avec des « clients 
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 Secret bancaire, devoir de non-ingérence… 
55
 Il s’agissait dans cette affaire, d’un circuit de blanchiment de plusieurs dizaines de millions d’euros transitant, 
par le biais de chèques, entre la France et Israël, ayant conduit à la mise en examen de huit banques et trente-trois 
dirigeants dont le PDG de la Société générale. Il lui était reproché un défaut supposé de contrôle dans la 
compensation de milliers de chèques présentés à encaissement en Israël. 
56
 L’intérêt public est évidemment à la racine de l’ensemble du dispositif
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fantômes », source de déséquilibre et d’instabilité monétaire et bancaire. En effet, le caractère 
volatile de l’épargne bancaire constituée principalement des dépôts criminels en transit, 
affecte négativement et de manière permanente l’équilibre financier des banques; des sommes 
d’argent considérables parviennent à un établissement bancaire puis disparaissent sans aucune 
explication. Ce fut le cas de la banque Barings dont la faillite a été provoquée par une 
combinaison d’opérations à risques portant sur des produits dérivés, réalisés par un employé 
d’une des filiales. 
La mise en œuvre du dispositif préventif anti-blanchiment a donc eu des retentissements 
profitables pour les banques : au niveau organisationnel, les banques camerounaises et 
françaises se sont dotées d’un service anti-blanchiment et de dispositifs informatiques qui 
veillent à préserver l’utilisation de la banque à des fins de blanchiment de capitaux (Titre I). 
Au plan fonctionnel, les obligations de vigilance imposées aux banques au titre de la lutte 
contre le blanchiment des capitaux rejoignent et renforcent les règles bancaires déjà instaurées 
en vue d’une saine pratique des activités bancaires (Titre II). 
  
35 
 
TITRE I : LA REORGANISATION INTERNE : 
UNE OPPORTUNITE POUR LES BANQUES 
75. La mise en œuvre des obligations découlant du dispositif préventif de lutte contre le 
blanchiment a modifié l’organisation interne des établissements bancaires camerounais et 
français. En effet, les banques ont dû mettre en place des services ou structures spécifiques 
censés permettre de lutter contre le blanchiment des capitaux, d’où l’apparition de 
professionnels de la lutte contre le blanchiment.  
76. En outre, et même si les législateurs camerounais et français ne l’ont pas expressément 
prévu57, les banques se sont dotées de matériels informatiques. Ceux-ci, tout comme les 
professionnels sus-mentionnés ont pour but de filtrer les opérations et détecter les clients 
suspects qui essaieraient de se servir de la banque pour blanchir de l’argent. 
77. Certes, la mise en œuvre du dispositif anti-blanchiment a coûté cher aux banques 
camerounaises et françaises. Alain Breuillin souligne d’ailleurs dans ce sens, « En termes 
d’économie d’échelle, le poids de la formation sera plus coûteux pour des établissements de 
petite et moyenne taille. Couplé à la mise en place des procédures et au formatage des 
instruments de contrôle, ceci pourrait représenter, en termes de coût, l’équivalent d’un poste 
de travail sur un an ! »58. Cependant, le retour attendu est à la hauteur des investissements : le 
coût du risque de blanchiment est beaucoup plus important. En effet, le phénomène de 
blanchiment d’argent constitue, pour les banques, un enjeu majeur tant sur le plan de leur 
éthique professionnelle que sur le terrain de leur responsabilité juridique. 
                                                 
57
 En droit français, l’alinéa 2-2 de l’article 11-7.-1. du règlement 97-02 du 21 février 1997 relatif au contrôle 
interne des établissements de crédit et des entreprises d’investissement prévoit à cet effet que « Les entreprises 
assujetties se dotent de dispositifs de suivi et d’analyse de leurs relations d’affaires, fondés sur la connaissance 
de leur clientèle, permettant notamment de détecter les opérations qui constituent des anomalies au regard du 
profil des relations d’affaires et qui pourraient faire l’objet d’un examen renforcé mentionné à l’article L. 561-
10-2 (II) ou d’une déclaration prévue à l’article L. 561-15 du code monétaire et financier… ». 
En droit camerounais, l’article 45 du règlement COBAC R-2005 relatif aux diligences des établissements 
assujettis en matière de lutte contre le blanchiment des capitaux et le financement du terrorisme en Afrique 
centrale prévoit pour sa part que «  Tout établissement assujetti est tenu de disposer de politiques, pratiques et 
procédures de nature à promouvoir un haut dégré d’éthique et de professionnalisme et à empêcher qu’il ne soit 
utilisé intentionnellement ou non dans le cadre d’activités criminelles. 
L’établissement assujetti doit faire figurer les pratiques connaissance clientèle dans ses systèmes de gestion des 
risques et de contrôle interne, conformément aux dispositions du Règlement COBAC R-2001/07 relatif au 
contrôle interne dans les établissements de crédit… » 
58
 Cité par A. FULCONIS-TIELENS, Gestionnaires d’actifs et banques de taille moyenne, Comment gérer les 
exigences de la nouvelle directive ? Revue Banque n° 711, Mars 2009, p. 54. 
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Aussi, nous verrons que la mise en œuvre du dispositif anti-blanchiment, tout en enrichissant 
l’organisation interne des banques françaises et camerounaises (Chapitre I), contribue à 
assainir leur secteur bancaire (Chapitre II). 
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CHAPITRE I : L’ENRICHISSEMENT DE L’ORGANISATION 
INTERNE DES BANQUES 
 
78.  Les banques camerounaises et françaises sont soumises à l’obligation 
d’organisation59. La mise en œuvre de cette obligation s’est traduite en leur sein par la 
création du service de conformité. En effet, un dispositif efficace de lutte anti-blanchiment 
repose sur plusieurs facteurs dont le service interne de lutte anti-blanchiment. Tout d’abord, la 
banque doit désigner une ou plusieurs personnes qualifiées qui constituent le service interne 
de lutte anti-blanchiment. Ce service fournit le soutien et les conseils nécessaires aux 
responsables des lignes hiérarchiques et à la direction, sans toutefois dégager ceux-ci de leurs 
responsabilités en la matière. 
79. En outre, et même si les textes ne le prévoient pas expressément, les établissements 
bancaires ont aussi besoin de supports informatiques pour mettre en œuvre le dispositif anti-
blanchiment. En effet, les banques doivent mettre en place des systèmes d’évaluation et de 
gestion de risques de lutte anti-blanchiment. Aussi devront-elles se doter de logiciels capables 
d’appréhender de manière plus fine, les opérations inhabituelles. Si certaines banques 
disposaient déjà de ces outils, d’autres s’en sont nouvellement dotés. 
La mise en œuvre du dispositif préventif anti-blanchiment constitue ainsi un enrichissement 
pour l’organisation interne des banques. En effet, elle a impliqué pour les banques, de mettre 
en place un service compétent en matière de prévention du blanchiment des capitaux, le 
service de conformité (Section I), et surtout, leur a permis de s’enrichir de matériels 
informatiques (Section II).  
  
                                                 
59
 Dans les précédentes Recommandations du GAFI d’octobre 2003, il ressortait clairement l’obligation 
d’organisation en matière de prévention du blanchiment. En effet, l’article 15 précisait que « les institutions 
financières devraient mettre au point des programmes de lutte contre le blanchiment des capitaux et le 
financement du terrorisme. Ces programmes devraient comprendre des politiques, des procédures et des 
contrôles internes, y compris les dispositifs de contrôle de la conformité (…) ». 
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SECTION I : LA CRÉATION DU SERVICE INTERNE ANTI-
BLANCHIMENT : LE SERVICE DE CONFORMITÉ 
 
80. En 2009, les banques tiennent un rôle majeur dans la crise économique que vit le 
monde. De même le secteur bancaire évolue dans un contexte de relative insécurité, marqué 
par des scandales financiers impressionnants (Enron, WorldCom, Parmalat…), la société dans 
son ensemble exige plus de transparence et plus d’éthique. Dans ce contexte, une réflexion a 
été engagée au niveau international, notamment au sein du Comité de Bâle afin de formuler 
des propositions spécifiques quant aux modalités de contrôle du risque de non- conformité60. 
Pour palier à cet état de fait, le Comité de Bâle, dans son document consultatif61 du 27 octobre 
2003 sur la fonction conformité, fait le constat suivant : une fonction nouvelle émerge au sein 
des organisations financières, qui a pour charge la prise en compte et la gestion du risque de 
non-conformité, ce type de risque faisant désormais partie de la liste de nombreux risques 
contre lesquels les établissements bancaires doivent se protéger. La fonction de conformité est 
donc créée par les banques pour les aider à gérer leur risque de non-conformité.  
81. En France, le principe du respect de la conformité a été inscrit dès 1997, dans le 
règlement n° 97- 02 du Comité de la réglementation bancaire et financière relatif au contrôle 
interne. La Commission bancaire62 quant à elle le soulignait en s’appuyant sur le décret du 13 
février 1991 ainsi que sur les règlements CRBF n° 91-07 du 15 février 1991 relatif à la lutte 
contre le blanchiment des capitaux provenant du trafic de stupéfiant, n° 97-02 du 21 février 
1997 relatif au contrôle interne des établissements de crédit et des entreprises 
d’investissement modifié par le règlement 2001- 01, puis par l’arrêté sectoriel du 29 octobre 
2009 relatif au contrôle interne des établissements de crédit et des entreprises 
d’investissement et n° 2002-01 du 18 avril 2002 relatif aux obligations de vigilance en 
matière de chèques aux fins de lutte contre le blanchiment des capitaux et le financement du 
terrorisme. Elle avait pu ainsi formuler des griefs du chef de ces textes.  
82.  En droit camerounais, on se référera en la matière au document du comité de Bâle 
ainsi qu’à la législation communautaire notamment les règlements CEMAC de 2003 et 
COBAC de 2005. Ces deux textes exigent en effet, des établissements bancaires qu’ils 
désignent un responsable chargé d’exécuter les obligations en la matière.  
                                                 
60
 Pour une définition voir p. 38. 
61
 Encore appelé Consultative Document on the Compliance Function in Banks. 
62
 Remplacée par l’Autorité de Contrôle Prudentiel et de résolution. L’ACPR a été créée par l’ordonnance du 21 
janvier 2010 et installée en mars 2010. 
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83. La fonction conformité est donc issue des législations internationale et nationale 
(paragraphe I) et a pour rôle de mettre en place une procédure interne anti-blanchiment dans 
le but de prévenir les risques au sein des banques (paragraphe II). 
 
PARAGRAPHE I : LA CONFORMITÉ, UNE EXIGENCE INTERNATIONALE 
FORTE D’UNE NATURE VARIABLE 
 
84. Créée à l’origine dans les pays anglo-saxons, la fonction « compliance » ou, en 
français, « conformité », était limitée à ses débuts à la surveillance du respect par les 
établissements financiers et les entreprises d’investissement, des règles de fonctionnement des 
marchés financiers. C’était en quelque sorte de la déontologie au sens étroit.  
85. La prise de conscience par les autorités internationales bancaires et financières de la 
nécessité d’élargir le domaine de la conformité est apparue à la fin du siècle dernier avec des 
affaires emblématiques comme les faillites des sociétés Enron, WorlCom ou Parmalat… En 
effet, ces affaires ont accéléré le processus mis en place car elles ont mis en évidence des 
défaillances graves en matière de gouvernance d’entreprise, mais aussi de comportements des 
commissaires aux comptes, et parfois, de certains intermédiaires financiers. Après ces 
scandales, sous la pression médiatique, les pouvoirs publics et les régulateurs américains 
d’abord, européens dans un deuxième temps, ont réagi en cherchant à éliminer le risque de 
renouvellement de tels comportements par un durcissement très sensible de la réglementation. 
86. Un groupe de travail consacré au métier de la conformité dans les banques a été 
constitué au sein du Comité de Bâle. Ce groupe a publié en octobre 2003 un document 
consultatif63. 
L’objectif du Comité de Bâle en publiant un tel document, est de favoriser la diffusion, au 
sein des établissements de crédit, d’une « culture de conformité » afin qu’elle se traduise, 
formellement, par une attention accrue portée à ce risque. 
Dans ce document, le Comité de Bâle, chargé d’établir des directives sur la surveillance du 
secteur financier dans un contexte international n’a pas défini la conformité proprement dite. 
En effet, c’est de la définition du risque de non-conformité que découle une compréhension de 
la conformité. Dans sa définition inaugurale, le texte énonce la nature de la fonction de 
conformité ainsi qu’il suit: « Le rôle de la fonction conformité est d’assister la banque dans la 
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 "Consultative Document on the Compliance Function in Banks”, 27 October 2003 “Etude sur la function 
Conformité dans la Banque
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gestion du risque de non-conformité, lequel peut être défini comme le risque de sanctions 
légales ou réglementaires, de pertes financières ou de perte de réputation auxquelles une 
banque peut être soumise par suite des manquements aux lois applicables, aux règlements et 
codes de conduite »64. 
87. En droit français, on a une définition réglementaire découlant de l’article 11 
paragraphe 1 du règlement 97- 02 qui dispose que « les entreprises assujetties désignent un 
responsable chargé de veiller à la cohérence et à l’efficacité du contrôle du risque de non-
conformité… ». Lequel risque est lui-même défini par l’article 4 p de ce règlement comme 
étant « le risque de sanction judiciaire, administrative ou disciplinaire, de perte financière 
significative ou d’atteinte à la réputation, qui nait du non-respect de dispositions propres aux 
activités bancaires ou financières, qu’elles soient de nature législatives ou réglementaires, ou 
qu’il s’agisse de normes professionnelles et déontologiques, ou d’instructions de l’organe 
exécutif prises notamment en application des orientations de l’organe délibérant ».  
La doctrine française quant à elle a essayé de définir la fonction conformité : pour certains, la 
fonction conformité peut être définie comme une fonction indépendante qui identifie, évalue, 
conseille, gère et rapporte en matière de risque de conformité de la banque, à savoir le risque 
légal65. 
88. D’autres considèrent la conformité comme une technique de mise en œuvre des règles 
juridiques et de contrôle de leur respect66. 
La fonction de conformité revêt donc plusieurs particularités (B) en ceci que non seulement, 
elle découle de plusieurs sources (A) mais aussi par la spécialisation professionnelle des 
compliance officer en France (C). 
 
 
  
                                                 
64
 Basel Committe on Banking Supervision, The compliance function in banks. 
65
 Cf: J-M. DAUNIZEAU et M. LEIMBACH, Contrôle des risques- Mieux comprendre les fonctions 
juridiques et de conformité, Revue Banque, 1er septembre 2011. p. 23.  
66
 Cf : J-M. DAUNIZEAU et M. LEIMBACH, Op. Cit, p. 31.  
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A- La genèse de la fonction conformité 
 
89. La fonction conformité est issue à la fois des normes internationales et nationales (1) 
ainsi que des normes déontologiques (2). 
 
1- Le respect des législations internationales et nationales : l’influence des droits 
supranational et national sur la création de la fonction de conformité au sein des 
banques 
 
90. Le respect de l’éthique dans le monde des affaires a depuis toujours été au cœur des 
préoccupations d’organisations internationales. C’est ainsi que par sa version révisée des 
« Principes de gouvernement d’entreprise », l’Organisation de Coopération et de 
Développement Economiques67 approuvée en avril 2004 invite « les gouvernements et les 
instances chargées de la réglementation à offrir aux instances financières et aux entreprises 
de leur pays un cadre réglementaire de qualité propre à encourager l’adoption de pratiques 
exemplaires ». Allant dans le même sens, onze grandes banques internationales ont établi un 
Code de bonne conduite dénommé « Wolsberg Anti Money Laundering Principles »68.  
91. Aux textes législatifs et réglementaires se sont ajoutés des textes faisant directement 
référence à la « conformité » visant des moyens à mettre en œuvre pour lutter contre le 
blanchiment des capitaux69. Il s’agit du document consultatif du Comité de Bâle publié en 
2003. L’objectif du Comité de Bâle, en publiant un tel document, est de favoriser la diffusion, 
au sein des établissements de crédit, d’une « culture de conformité » afin qu’elle se traduise, 
formellement, par une attention accrue portée à ce risque. 
92. En France, l’émergence de la fonction conformité au sein des banques a été évolutive. 
Il ya eu une progression depuis l’incitation au respect des règles jusqu’à l’obligation de 
conformité : tout d’abord, le règlement 90-08 de la réglementation bancaire et financière qui 
imposait aux établissements de crédit de se doter d’un système de contrôle interne avait pour 
objectif, entre autres, de : « vérifier que les opérations réalisées par l’établissement ainsi que 
l’organisation et les procédures internes sont conformes aux dispositions législatives et 
                                                 
67
 En abrégé OCDE. 
68
 La Tribune, 31 oct. 2002, p. 1 et 32. Ce document met en œuvre deux principes : une meilleure connaissance 
des clients et la provenance des fonds. 
69
 V. Législations française et camerounaise sur le blanchiment des capitaux.  
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réglementaires en vigueur, aux normes et usages professionnels et déontologiques et aux 
orientations de l’organe exécutif ». 
Ensuite, par son règlement n° 97-02, le Comité de la Réglementation Bancaire et Financière 
viendra compléter ces éléments du dispositif de contrôle interne des établissements de crédit. 
Enfin, huit ans plus tard, la Commission bancaire présente, dans son rapport annuel, les textes 
modifiant le règlement 97- 02 pour exiger le contrôle de la conformité, et ceci pour plusieurs 
raisons : 
- « le métier de banquier se complexifiant et s’internationalisant, de nouveaux risques 
majeurs émergent », 
- « la modification du règlement prend en compte cette situation (…) en renforçant (…) les 
dispositions déjà existantes (…) par l’instauration d’une fonction conformité 
indépendante (…) répondant ainsi à une exigence croissante des tiers à l’égard d’une 
maîtrise par les dirigeants d’entreprises des lois, règlements, normes et règles 
déontologiques » 
- « la mise en place de la conformité doit être comprise comme un investissement 
susceptible d’améliorer la maîtrise d’un risque majeur, qui renforcera l’établissement en 
lui évitant des coûts financiers, juridiques et réputationnels, dont l’actualité montre qu’ils 
peuvent devenir très significatifs ». 
Enfin, le décret n° 2001- 45 du 17 janvier 2001 pris pour l’application de l’article L. 312- 1 du 
Code monétaire et financier élabore les règles de déontologie. Il sera suivi de l’arrêté du 31 
mars 200570 modifiant le règlement 97-02.  
C’est de cette réglementation qu’est né le métier « conformité » en France. En effet, depuis le 
1er janvier 2006, les banques françaises ont l’obligation d’avoir un responsable de la 
conformité. 
Le 2 septembre 2009 un décret du Conseil d’Etat impose, dans l’article R. 561-38 du Code 
Monétaire et Financier, la désignation d’un membre de la direction comme responsable du 
dispositif interne lutte anti-blanchiment. 
Au Cameroun, c’est l’article 46 du règlement COBAC qui traite de la fonction. Celui-ci 
précise en effet que : « Les programmes de prévention du blanchiment des capitaux et du 
financement du terrorisme élaborés par tout établissement assujetti devront comprendre 
notamment : (…) la désignation des responsables de la direction centrale, de chaque 
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 Journal Officiel, 9 avril 2005. 
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succursale, et de chaque agence ou service local chargés d’exécuter les obligations mises à se 
charge (…) ». 
93. Au plan social, les établissements bancaires camerounais et français ont désigné 
expressément en leur sein un membre de la direction comme responsable de la mise en œuvre 
du dispositif. En effet, il ressort d’entretiens conduits avec quelques uns de ces établissements 
bancaires que ceux-ci ont tous engagé, à des degrés divers, une réflexion quant aux modalités 
d’organisation d’un dispositif permettant de s’assurer de la conformité de leurs activités à la 
réglementation, à la loi, aux normes ou aux usages professionnels. La quasi-totalité des 
établissements se sont déjà dotés (ou sont en cours de désignation) d’un responsable de la 
conformité (le titre étant variable selon les établissements : responsable de la conformité ou 
« compliance officer », déontologue…).  
94. Les banques camerounaises et françaises n’ont pas eu beaucoup de mal à intégrer la 
fonction de conformité car celle-ci répondait justement à leur besoin de mise en œuvre de 
leurs normes déontologiques. Ces normes constituent d’ailleurs elles aussi une source de la 
fonction de conformité. 
 
2- Le respect des règles internes à l’établissement : l’influence des normes 
professionnelles ou déontologiques sur la création de la fonction conformité 
 
95. Au Cameroun tout comme en France, l’activité bancaire a toujours été réglementée. 
Les établissements bancaires sont soumis au respect de règles prudentielles de base destinées 
à éviter les risques de la profession. A côté de des règles d’origine étatique71, il existe d’autres 
règles. Ces règles qui émanent soit des régulateurs, d’associations professionnelles ou de la 
banque elle-même prennent souvent la forme de codes de bonne conduite ou de charte. 
L’exercice de la profession de banquier impose donc un ensemble de devoirs : ce sont les 
règles déontologiques. 
La déontologie72 a toujours été au cœur de l’exercice de la profession bancaire. En effet, le 
souci majeur des banquiers a depuis toujours été la préservation de l’éthique dans leurs 
affaires. Cette exigence d’éthique s’est traduite dans des codes de déontologie. 
                                                 
71
 C.f F. BORDAS, « Devoirs professionnels des établissements de crédit- Déontologie », JurisClasseur Banque- 
Crédit- Bourse, 31 octobre 2002. 
72
 Etymologiquement, la déontologie signifie « la science des devoirs ». Cette notion a été inventée par 
l’utilitariste anglais Bentham dans le but d’encourager les comportements moraux d’une profession et à protéger 
la société. 
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96. La doctrine française a essayé de définir la déontologie. Ainsi pour Ph. Grandjean73, la 
déontologie est un « ensemble de règles de comportement propres à une profession dont la 
transgression est sanctionnée par un organe disciplinaire ». 
D’après Madame Frison-Roche, la déontologie est un ensemble d’obligations morales, 
renvoyant à la droiture et à la conscience professionnelle74.  
La fonction « compliance »75 est chargée de la conformité aux lois, règlements et codes de 
conduite en vigueur propres à des métiers spécifiques.76 Cette fonction est issue de la pratique 
anglo-saxonne, ainsi que de la pratique de la déontologie, centrée sur le respect des règles de 
bonne conduite. 
Le terme « compliance » semble aujourd’hui faire référence, pour les activités bancaires et 
financières, au respect de toutes les réglementations applicables aux institutions financières, 
que celles-ci émanent des régulateurs, d’associations professionnelles, ou de l’organisation 
elle-même. 
97. Mais au-delà du respect des règles prudentielles de base destinées à éviter les risques 
de la profession, les établissements bancaires sont soumis à des règles plus générales visant à 
la sauvegarde de la morale et de l’éthique dans le monde bancaire et financier en général et 
surtout destinées à éviter les risques réglementaires en particulier. 
98. La fonction compliance ou conformité77 a donc été créée par les banques pour les aider 
à gérer leur risque déontologique. Risques de sanctions légales ou réglementaires, de pertes 
financières ou d’atteinte à la réputation d’un établissement qui ne respecte pas toutes les lois 
et normes applicables : le champ de la norme découlant de la réglementation bancaire, et de 
celle que l’établissement s’est donnée, s’élargit. Blanchiment d’argent, délits d’initiés, 
manipulation des cours, politique de prévention, protection de la vie privée, code de 
déontologie : la fonction de compliance apparait et se structure au sein des banques, discipline 
d’intégrité et de développement durable des affaires78.  
La fonction compliance a donc un champ d’application diversifié et varié. Il en est de même 
de la nature dont la composition varie en fonction des banques. 
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B- Les caractéristiques de la fonction conformité intégrées par les banques dans le cadre 
de la lutte anti-blanchiment 
 
99. La liberté dont dispose la banque, d’organiser la fonction de conformité comme elle 
l’entend peut être singulièrement limitée par les dispositions de la réglementation. En effet, le 
Comité de Bâle recommande de rendre la fonction de conformité indépendante des équipes 
opérationnelles et de l’inclure dans le champ du contrôle interne. La fonction conformité est 
donc par principe une fonction indépendante (1) Cependant, en pratique cette liberté reste 
visible tant la nature du service de conformité est variable d’une banque à une autre (2) ; ce 
service peut même se trouver concurrencé par d’autres services (3).  
 
1- L’indépendance de la fonction conformité  
 
100. Il ressort du 5ème principe du Comité de Bâle79 que le contrôle de conformité acquiert 
une réelle pertinence lorsque les équipes de conformité peuvent agir en toute indépendance. 
En effet, le texte du Comité de Bâle a insisté sur deux points : « premièrement, le rôle et les 
responsabilités de la fonction conformité doivent être clairement définis ; et deuxièmement, la 
fonction de conformité doit être indépendante des activités générant des revenus au sein de la 
banque ». Le compliance officer nommé au préalable, doit donc avoir une fonction et un poste 
formalisés dans un document. Son statut lui donne l’indépendance et l’autorité nécessaire à 
l’exercice de sa mission. 
101. En outre, le compliance officer doit disposer de ressources suffisantes et adaptées pour 
le bon exercice de sa mission. Son équipe, notamment, doit disposer de toutes les 
compétences nécessaires à l’exercice de la mission. Le niveau de compétence devrait faire 
l’objet d’une mise à jour régulière. 
Tous les compliance officers rencontrés aussi bien au Cameroun qu’en France nous ont assuré 
de leur indépendance. Cependant, ils n’avaient pas tous le même profil. 
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2- La nature variable du service de conformité en fonction des banques 
 
102. En l’absence d’une précision des textes sur la formation des compliances officers, leur 
profil est divergeant d’une banque à l’autre. En effet, au Cameroun comme en France, le 
responsable conformité était soit un autodicdate, soit un juriste, soit un cadre des banques 
ayant suivi des formations sur les questions relatives aux règles de déontologie au sein de la 
banque ainsi que celles relatives au blanchiment des capitaux. 
De plus dans les banques françaises et filiales implantées au Cameroun, il existe un service de 
conformité bien distinct de la fonction juridique contrairement aux banques camerounaises 
dans lesquelles ce sont des responsables juridiques et conformité. Dans le secteur bancaire 
français en effet, il apparaît souvent que la fonction de conformité est séparée de la fonction 
juridique. Cette dernière est d’ailleurs en général représentée dans des comités de conformité. 
La particularité du secteur bancaire, notamment de par la réglementation complexe qui 
l’encadre et la technicité des opérations, justifie certainement l’existence d’une fonction de 
conformité autonome, séparée et indépendante de la direction juridique. Il devrait en être de 
même pour les banques camerounaises. 
103. A titre d’exemple, fin 2004, BNP Paribas a nommé un responsable de la conformité, 
qui reporte directement au directeur général. Le comité de contrôle interne supervise l’entité 
de contrôle permanent (la conformité) et de contrôle périodique (l’inspection).  
L’entité « conformité » se subdivise en deux branches : une branche « éthique et 
déontologie » et une branche « conseil en conformité ». Cette dernière est plus 
particulièrement chargée de gérer les procédures et les relations avec les autorités de marché. 
Chez Dexia, un compliance officer Groupe anime un réseau d’équipes compliance, chacune 
placée sous la « tutelle » d’un responsable de la conformité.   
104. A la Société Générale, les organes de contrôle permanent ont été distingués de ceux du 
contrôle périodique, sachant que leur coordination est assurée par un comité de coordination. 
Le responsable de la conformité au niveau du Groupe Société Générale est le secrétaire 
général du Groupe ; il est soutenu par un comité de conformité Groupe. 
105. Au sein du Groupe Crédit Agricole, il existe une fonction conformité composée de la 
ligne métier conformité et la ligne métier juridique en charge conjointement du contrôle 
permanent de la conformité aux lois, aux règlements et aux normes et procédures internes80. 
En termes d’organisation, il a été décidé de ne pas créer de distinction entre le juriste de 
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conformité qui traiterait du contrôle des risques de conformité juridique, c’est-à- dire du 
risque légal, et le juriste opérationnel qui interviendrait au niveau des risques contractuels, et 
de ne pas intégrer de juristes dans les équipes de conformité, la fonction juridique restant une 
et indivisible dans sa mission de contrôle du risque juridique, qu’il soit légal ou contractuel.81     
106. La Banque européenne d’investissement a créé en 2005 un bureau de conformité, dont 
le responsable rapporte au directeur général. 
107. A la Banque de développement du Conseil de l’Europe, la fonction de compliance 
gère deux volets : la prévention et le conseil, d’une part, le contrôle et l’investigation, d’autre 
part. 
108. Les établissements bancaires français et camerounais apparaissent en outre avoir des 
définitions hétérogènes de la conformité. 
Chez un certain nombre d’entre eux, le champ d’intervention du responsable désigné de la 
conformité ou de la compliance se limite à la supervision du dispositif de prévention du 
blanchiment et à la déontologie. Le responsable dispose alors d’un nombre relativement limité 
de personnes pour l’assister. 
Dans d’autres établissements, le responsable de la conformité est assisté d’équipes qui lui 
permettent d’avoir une vision quasi exhaustive des opérations du groupe. La définition du 
risque de non-conformité est élargie au contrôle de conformité des opérations aux dispositions 
législatives et réglementaires en vigueur, aux normes et usages professionnels et 
déontologiques ainsi qu’aux orientations de l’organe délibérant ou de l’organe exécutif. Cela 
se traduit notamment par la consultation systématique, pour chaque opération nouvelle 
significative, d’un responsable du suivi du risque de non- conformité. Par ailleurs, les équipes 
présentes dans tous les métiers de l’établissement relaient le message du responsable de la 
conformité auprès des opérationnels. Plusieurs de ces établissements ont élaboré des 
procédures précisant les modalités du suivi de ce risque, voire une charte de la conformité. 
Enfin, quelques établissements, plus avancés encore, ont d’ores et déjà construit un état 
spécifique au suivi du risque de non-conformité. Ceci permet d’informer régulièrement les 
niveaux les plus élevés de l’établissement de ce risque ainsi que de tout évènement significatif 
relevant organes exécutif et délibérant du niveau de maîtrise de cette problématique. 
109. Nous avons relévé une disparité dans la constitution du service de conformité au sein 
des banques camerounaises et françaises. D’où la nécessité d’une harmonisation de 
l’organisation du service de conformité. Les textes internationaux dans un premier temps, puis 
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nationaux dans un second temps, devraient être clairs quant à l’organisation du service de 
conformité. Un nombre moyen de personnels devrait être imposé à ce service en fonction de 
la taille de la banque. Ces précisions seraient bénéfiques pour les banques, ça leur éviterait des 
sanctions82 pour insuffisance des moyens humains comme ce fut le cas de la caisse de crédit 
municipal de Toulon83 et plus récemment de la Banque Populaire Côte d’Azur84. Il ressort de 
cette décision que « si la BPCA disposait d’une latitude pour déterminer les ressources 
humaines affectées à la fonction LCB-FT, les carences dans l’exercice de cette fonction, en 
particulier l’impossibilité d’analyser les nombreuses alertes produites et de procéder à un 
examen approfondi des opérations, montrent que l’effectif affecté à cette tâche (deux 
personnes) était insuffisant ; qu’une telle insuffisance peut donc être sanctionnée en l’absence 
de tout ratio réglementaire entre l’effectif de contrôle et la taille de l’établissement… ». 
Il en fut de même avec la Bred Banque Populaire 85à qui la Commission bancaire reprochait le 
fait que la cellule de lutte anti-blanchiment, ne disposait pas, au moment de son enquête, 
d’effectifs suffisants afin de procéder à un examen approfondi des opérations. 
110. De même, une telle précision concourait à une mise en œuvre efficace du dispositif 
préventif anti-blanchiment. Bien organisé, ce service pourrait mieux faire face à toutes les 
difficultés rencontrées dans l’exercice de ses fonctions y compris à la concurrence à laquelle il 
s’expose dans l’exercice de ses fonctions. 
 
3- Le service de conformité aux prises avec d’autres services  
 
111. Trois fonctions de l’entreprise semblent potentiellement concernées par un rôle central 
dans l’organisation de la conformité : 
Etant donné que cette dernière renvoie notamment à l’identification et à l’analyse des règles 
de droit, la direction juridique de l’entreprise pourrait se voir confier le soin de coordonner la 
fonction de conformité86. Le directeur juridique incarne alors le rôle de gardien de la 
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conformité réglementaire au sein de l’entreprise, qui peut dans certains cas placer les règles de 
droit au dessus des objectifs économiques de l’entreprise87. 
La conformité réglementaire se traduisant également par l’appréciation du risque de non-
conformité, elle est étroitement liée à l’analyse et au traitement du risque. La direction des 
risques a donc également une certaine légitimité à s’emparer de la fonction  de conformité. 
Enfin, une fonction spécifique de conformité peut être créée dans l’entreprise, 
indépendamment de la direction juridique et de la direction des risques. 
112. Malgré cette concurrence de compétence, il n’en demeure pas moins que le 
compliance officer bénéficie d’un domaine « réservé » dans lequel les autres départements de 
l’établissement ne peuvent intervenir. Il s’agit de la prévention du blanchiment des capitaux. 
La complexité de cette infraction a incité certains établissements universitaires français à 
former les compliance officers en vue d’en maîtriser les contours. 
 
C- La spécialisation professionnelle des compliance officers en France 
 
113. Parmi les compliance officers que nous avons rencontrés dans les banques françaises, 
si certains étaient autodidactes, la plupart avait suivi un cursus de spécialisation 
professionnelle. En effet, plusieurs universités françaises offrent des formations à la lutte anti-
blanchiment. C’est le cas depuis 2004 à l’Université de Strasbourg où un diplôme 
universitaire devenu « Master Juriste Sécurité Financière/ compliance officer », accueille des 
étudiants, qui réalisent leur cursus universitaire en formation initiale ou dans le cadre de la 
formation continue, quittent temporairement leur travail pour se former à la lutte contre la 
délinquance financière pendant un an. 
Ce master vise à former des cadres ayant vocation à occuper des fonctions à responsabilités 
élevées dans les services de contrôle interne, de compliance, contrôle de conformité, 
prévention des fraudes et du blanchiment, déontologie notamment dans les banques et les 
assurances. 
Il vise en outre à rendre les étudiants capables de maîtriser le cadre juridique, technique, 
économique et comptable des montages dans lesquels s’inscrivent la fraude, la corruption, le 
financement du terrorisme, le blanchiment et permettant en outre le développement du crime 
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organisé. Il les forme également à mettre en œuvre une politique de prévention sachant utiliser 
le contrôle interne pour rechercher les indices et les preuves des fraudes. 
Il en est de même de l’Université Cergy Pontoise qui offre un master droit pénal et financier. 
Cette formation a entre autres pour objectif, de faire progresser les connaissances dans le 
domaine de l’intégrité et de la prévention de la délinquance financière. Elle contribue aussi à 
l’élaboration de nouvelles méthodes et de nouveaux dispositifs à savoir le développement des 
programmes de conformité, l’étude des infractions financières émergentes… 
Tous ces lieux de formation ont pour objectif de constituer un vivier de spécialistes de la lutte 
anti-blanchiment. 
114. Au Cameroun par contre, il n’existe pas de centre de formation des compliance 
officer. Tous ceux rencontrés sont autodicdates. C’est le lieu de souligner que les universités 
camerounaises pourraient suivre l’exemple des universités françaises sur le sujet. En effet, des 
masters sur la prévention du blanchiment des capitaux ou plus largement sur la prévention de 
la délinquance financière devraient être créés.  
Nous incitons donc à la mise sur pied d’une formation universitaire concrète et efficace 
adaptée aux exigences de la conformité. Des professionnels ainsi formés auraient pour 
fonction principale d’assurer la conformité avec les dispositions quelles que soient leurs 
sources. En effet, conformément aux textes camerounais et français en matière de lutte contre 
le blanchiment des capitaux, le compliance officer, au sein des banques, est chargé de rédiger 
des règles écrites internes destinées à mettre en œuvre les diligences en la matière. 
 
PARAGRAPHE II : LA MISE EN PLACE D’UNE PROCEDURE INTERNE ANTI-
BLANCHIMENT PAR LA FONCTION CONFORMITÉ 
 
115. L’obligation de mettre en place une procédure interne88, qui s’inscrit dans le chapitre 
des obligations de vigilance, tend à permettre aux banques de se donner tous les moyens de 
respecter scrupuleusement ce dispositif préventif89. En effet, la mise en œuvre d’une 
procédure interne permet de créer chez les banquiers camerounais et français tous les réflexes 
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qui leur permettront de détecter le moindre risque de blanchiment encouru dans le cadre de 
l’exercice de leur activité professionnelle. 
116. En droit français, l’article R. 563-3 du Code monétaire et financier a imposé aux 
banques d’adopter « des procédures internes adaptées à leurs activités » consignées par écrit 
et organisant « une vigilance constante destinée à permettre la détection des opérations 
devant faire l’objet d’un examen particulier ou d’une déclaration ». 
117. En droit camerounais, l’article 14 du règlement CEMAC prévoit l’élaboration de 
programmes de prévention du blanchiment comprenant « la centralisation des informations 
sur l’identité des clients, donneurs d’ordre, bénéficiaires et titulaires de procuration, 
mandataires, ayants droit économiques, et sur les transactions suspectes déclarées en 
application des dispositions du présent règlement ». 
La fonction de conformité a pour rôle de formaliser les procédures internes anti-blanchiment 
(A). La démarche des banques françaises repose sur une cartographie des risques (B). Enfin, il 
existe un dispositif de contrôle de la fonction conformité (C). 
 
A- La formalisation des procédures anti-blanchiment 
 
118. Les banques camerounaises et françaises sont tenues de formuler des règles écrites 
internes visant à assurer l’application et le respect des obligations relatives à la lutte anti-
blanchiment telles que prévues par leurs législations. 
Le compliance officer formalise donc une directive interne anti-blanchiment qu’il met à jour 
régulièrement. Celle-ci fait également l’objet d’une validation auprès des instances de 
direction de la banque. 
En outre, il est chargé de la veille réglementaire et légale au sein de la banque. Sa mission 
consiste à effectuer le suivi et l’analyse des lois, des standards internationaux, des règlements 
et de toute autre actualité pertinente dans le cadre de la lutte contre le blanchiment des 
capitaux. La veille juridique permet en effet, de réduire les incertitudes liées à la 
méconnaissance, la mauvaise interprétation ou le non-respect d’une législation, d’une 
réglementation, d’un usage ayant force obligatoire ou d’une jurisprudence90. Il veille aussi à 
identifier de nouvelles pratiques diffusées. 
Le compliance officer a aussi un rôle de conseil en particulier auprès des opérationnels. Celui-
ci est indispensable pour éviter l’apparition d’un risque de non-conformité lié à la 
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méconnaissance des obligations légales ou réglementaires dans l’exercice des activités de 
l’établissement. 
Ensuite, il s’agit d’un rôle de communication avec les régulateurs ou d’organisation de la 
communication avec eux. 
Enfin, le compliance officer doit informer le comité de direction, former les collaborateurs et 
mettre à leur disposition les documents afin d’identifier, mesurer et évaluer les risques de 
compliance. De même, il pilote les tests et les reporting, met en place les directives internes et 
veille à leur respect. Le compliance peut aussi être le correspondant de l’Anif91 ou du 
Tracfin92. 
119. En pratique, l’élaboration des normes anti-blanchiment est propre aux banques. Par 
exemple, pour la filiale d’une banque française installée au Cameroun, les règles écrites sont 
élaborées de deux manières ; d’abord la banque en question appartenant à un groupe bancaire 
de France, il existe un code de déontologie propre à toutes les banques du groupe qui 
contiennent des règles relatives au blanchiment d’argent et qui sont applicables par toutes les 
banques du groupe. Ensuite, sur le plan régional il est appliqué des règles édictées par la 
CEMAC93 et la banque se doit obligatoirement de les suivre. 
120. Les banques françaises ont une approche particulière concernant l’élaboration des 
règles internes anti-blanchiment : il s’agit de la cartographie des risques. 
 
B- La cartographie des risques : clé de voûte de la procédure interne anti-blanchiment 
française  
 
121. La cartographie des risques est une conséquence de l’approche par les risques adoptée 
par la législation française et européenne dans la mise en œuvre du dispositif LAB. En effet, 
le banquier est le mieux placé pour apprécier l’ampleur des risques de blanchiment qu’il est 
susceptible de courir dans ses activités. Les mesures prises doivent donc être proportionnelles 
aux risques encourus. 
L’article L. 561-32 du Code monétaire et financier impose ainsi la mise en place de systèmes 
d’évaluation et de gestion des risques de blanchiment des capitaux et de financement du 
terrorisme. L’article R. 561-38 quant-à lui exige un dispositif d’analyse des risques qui 
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permette d’identifier les zones de risque c’est-à-dire de reconnaître quels types de transaction 
sont, pour un client donné, normales ou anormales94. 
122. Les modalités de mise en œuvre des procédures internes sont définies par l’arrêté du 
29 octobre 200995. 
Les banques doivent élaborer une classification des risques par activité selon le degré 
d’exposition à ces risques, apprécié en fonction notamment de la nature des produits ou des 
services offerts, des conditions des opérations proposées, des canaux de distribution utilisés et 
des caractéristiques des clients. Il s’agit pour elles en effet, d’élaborer une cartographie des 
risques à partir d’un processus permettant de comparer les transactions effectuées par le client 
avec les informations disponibles sur son profil particulier et avec les typologies habituelles 
de blanchiment.  
De plus, elles devront nécessairement collecter des informations pertinentes et à jour 
concernant la clientèle, la nature et la finalité des opérations effectuées. Au regard de leur 
clientèle, les banques doivent construire des profils des relations d’affaires qui permettent la 
détection des anomalies qui pourraient les affecter. 
Il est donc revenu à chaque banque d’établir sa propre cartographie des risques en matière de 
blanchiment de capitaux. Ce qui s’est traduit d’une part, par une segmentation des clients, des 
comptes et des opérations en fonction des risques identifiés et d’autre part, par le déploiement 
de moyens techniques d’alertes adaptés 96étant entendu que le seuil de détection se situe au 
premier euro. La nouvelle réglementation issue de la troisième directive a en effet abandonné 
l’approche par les seuils au profit d’une approche fondée sur l’analyse des risques de 
blanchiment et de financement du terrorisme. 
123. La cartographie des risques permet donc de recenser les risques de blanchiment 
encourus par la banque, de les classifier par intensité et de l’orienter vers le niveau de 
vigilance et la procédure adéquate.  
124. Il est vrai, le législateur camerounais exige des banques de définir des politiques et 
procédures claires d’acceptation de nouveaux clients, comprenant notamment la description 
des types de clientèle susceptibles de représenter un risque supérieur à la moyenne. En effet, 
l’alinéa 2 de l’article 7 du règlement COBAC de 2005 précise que « devront être pris en 
compte des facteurs tels que les antécédents des clients, leurs pays d’origine, les liens entre les 
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 M. DELORME, Le délit de blanchiment d’argent-la troisième directive anti-blanchiment et l’obligation de 
vigilance, LPA, 17/07/2008, n°143, p. 4. 
54 
 
comptes, les activités professionnelles, le caractère public ou en vue des personnages 
sollicitant l’établissement de la relation d’affaires ». 
125.  Cependant, cette approche se limitant aux nouveaux clients et renvoyant à un risque 
supérieur à la moyenne97 n’est pas satisfaisant. Il nous apparaît ainsi que le législateur 
camerounais devrait adopter la conception française faisant référence à la notion beaucoup 
plus précise de cartographie des risques telle qu’elle est prévue en droit français. 
Pour une prévention efficace du blanchiment des capitaux, les banques camerounaises et 
françaises doivent assurer le suivi des procédures internes anti-blanchiment. Le respect de ces 
dernières est assuré par un dispositif de contrôle de la conformité en la matière. 
 
C- Le dispositif de contrôle de la conformité 
 
126. Dans ses Recommandations, le GAFI attend des établissements bancaires 
l’instauration d’une véritable politique anti-blanchiment avec des contrôles internes, des 
procédures spécifiques lors du recrutement des employés ainsi qu’un programme de formation 
continue du personnel.  
127. En France, le contrôle de conformité est organisé ainsi qu’il suit: tout d’abord, le 
règlement 97-02 prévoit que « les entreprises mettent en place un dispositif permettant de 
garantir un suivi régulier et le plus fréquent possible des modifications pouvant intervenir 
dans les textes applicables à leurs opérations et, à ce titre, la formation immédiate de tous les 
membres de leurs personnels concernés ». Le contrôle de conformité renvoie à des actions, 
procédures et dispositifs permettant sa mise en œuvre concrète dans l’entreprise98. 
Les articles 11-1, 11-3 et 11-4 du règlement 97-02 mentionnent notamment que les 
établissements assujettis prévoient respectivement des procédures spécifiques d’examen de la 
conformité, des procédures permettant de suivre et d’évaluer la mise en œuvre effective des 
actions visant à remédier à tout dysfonctionnement dans la mise en œuvre des obligations de 
conformité et assurent une formation du personnel aux procédures de contrôle de la 
conformité. 
128. Des manquements ont été établis à ce sujet auprès de la Caisse de Crédit Municipal de 
Toulon en date du 10 janvier 2011 sanctionnée d’un blâme et d’une sanction pécuniaire de 
150 000 euros. En effet, il était fait grief à la banque de n’avoir défini aucune formalisation 
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des procédures spécifiques d’examen de la conformité malgré les travaux menés dans le cadre 
du contrôle de la conformité. De même, il ressortait dans le dossier qu’aucune procédure n’a 
été mise en place pour suivre et évaluer la mise en œuvre effective des actions visant à 
remédier à tout dysfonctionnement en matière de conformité. Enfin, aucune formation aux 
procédures de contrôle de la conformité n’a été organisée par la banque99. 
Ensuite, l’article L. 511-41, alinéa 3, du Code monétaire et financier prévoit, au sein des 
dispositions prudentielles, l’existence d’un système de contrôle interne : «  Les établissements 
de crédit doivent également disposer d’un système adéquat de contrôle interne leur 
permettant notamment de mesurer les risques et la rentabilité de leurs activités… » 
Enfin, l’arrêté ministériel du 31 mars 2005 modifiant la loi n°97-02 relative au contrôle 
interne, opère dans l’organisation du contrôle interne, une distinction entre les fonctions 
dédiées au contrôle permanent, y compris du contrôle de la conformité, et celles en charge du 
contrôle périodique, réalisée le plus souvent au sein des départements d’audit ou d’inspection 
générale. 
Il prévoit également l’existence d’un responsable du contrôle permanent et d’un responsable 
du contrôle périodique. Ces responsables rapportent à l’organe exécutif qui pour sa part assure 
la cohérence et l’efficacité des différents contrôles. 
Ce texte établit en outre que le contrôle du risque de non-conformité soit pris en charge par 
une fonction dédiée, pleinement intégrée dans le champ d’exercice du contrôle interne, tout 
comme le contrôle de l’ensemble des risques financiers encourus par les établissements de 
crédit. 
Enfin l’obligation leur est faite de mettre en œuvre des procédures de contrôle des risques 
périodique et permanent.100 
129. Ce sont sur ces fondementss que la commission nationale des sanctions a sanctionné la 
Bank Tejarat Paris le 24 novembre 2012 pour insuffisance de son dispositif de contrôle 
interne. S’agissant tout d’abord du contrôle permanent, il est reproché à la banque de n’avoir 
pas mis en place un réel contrôle permanent comme exigé par le règlement 97-02101. De plus, 
il lui était reproché de n’avoirpas doté son responsable du contrôle permanent d’un outil de 
suivi et d’analyse des relations d’affaires adapté à ses activités, lui permettant notamment de 
détecter les opérations constituant des anomalies et pouvant faire l’objet d’un examen 
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renforcé ou d’une déclaration de soupçon, de sorte qu’il était obligé d’examiner une à une 
l’ensemble des opérations réalisées ; » 
En outre, le responsable du contrôle permanent n’était pas indépendant des services 
opérationnels, dès lors qu’il était chargé, au sein du service des crédits documentaires,des 
annulations des lettres de crédit et de la mise en œuvre des obligations d’identification et de 
connaissance des relations d’affaires au titre de la LCB-FT; que, selon le grief 23, le 
responsable du contrôle permanent ne disposait que de moyens limités pour mener à bien ses 
missions et consacrait très peu de temps à ses activités de contrôle, du fait de ses activités 
opérationnelles; qu’en outre il n’avait pas accès aux informations rédigées en farsi et non 
traduites, contenues dans les dossiers clients, et n’était pas destinataire des rapports rédigés 
en farsi par l’audit du groupe à la suite de ses enquêtes biennales et transmis au directeur 
général de BTP; que, selon le grief 24, l’absence d’indépendance et le manque de moyens du 
responsable du contrôle permanent ne lui permettaient pas de réaliser l’ensemble de ses 
missions de contrôle permanent, en particulier sur certaines fonctions support (comptabilité, 
systèmes d’information, plan de continuité de l’activité), sur des activités opérationnelles 
(notamment, la tenue des comptes clients, les opérations de crédit documentaire et les 
opérations de transferts de fonds), et l’application des procédures de contrôle interne par les 
services opérationnels (notamment le renseignement des formulaires de contrôle), qui ne 
faisaient donc pas l’objet d’un contrôle permanent régulier exercé par des agents 
exclusivement dédiés à cette fonction ; » 
130. S’agissant du contrôle périodique, il était rappelé à la banque qu’en cas 
d’externalisation du contrôle, un dispositif adéquat doit être mis en place pour assurer le 
niveau de qualité du contrôle périodique, la protection de l’information et l’accès du 
régulateur aux documents détenus par le contrôleur périodique. 
131. La commission des sanctions souligne ici l’obligation pour les banques d’affecter des 
agents exclusivement à la mission de contrôle permanent et périodique dans le domaine de la 
conformité. Cette exigence se traduit par des connaissances et une expérience suffisantes de 
ces agents, spécialement formés pour cela. 
De même, concernant le contrôle périodique, la commission des sanctions relevant des 
insuffisances, soulignait dans sa décision du 10 janvier 2013102 que : « les activités de la 
BPCA n’étaient que partiellement couvertes par le contrôle périodique ; que les audits 
relatifs au traitement des flux d’espèces et aux moyens de paiements internationaux ne 
                                                 
	
 https://acpr.banque-france.fr/fileadmin/user_upload/acp/publications/registre-officiel/20130111-Decision-de-
la-commission-des-sanctions.pdf 
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comportaient pas de volet LAB ; que par ailleurs, le nombre d’agences auditées était restreint 
et inadapté aux risques de blanchiment ». 
132. Au Cameroun, le contrôle de conformité est contenu dans le règlement COBAC R 
2001/07 relatif au contrôle interne dans les établissements de crédit qui prévoit en son article 
3 que « les établissements veillent à mettre en place un système de contrôle interne efficace en 
adaptant l’ensemble des dispositifs prévus par le présent règlement à la nature et au volume 
de leurs activités, à leur taille, à leurs implantations et aux risques de différentes natures 
auxquels ils sont exposés. » 
En outre, le règlement COBAC de 2001 impose bien aux banques une organisation de leur 
système de contrôle interne. Dans un premier temps, l’article 10 du dit règlement dispose 
que : « Les établissements de crédit doivent organiser leur système de contrôle interne de 
premier niveau de façon à se doter de dispositifs qui permettent un contrôle régulier et 
permanent au niveau des unités opérationnelles pour garantir la régularité, la sécurité, la 
validation des opérations réalisées et le respect des autres diligences liées à la surveillance 
des risques de toute nature associés aux opérations ». 
De même, l’article 12 ajoute que « Les établissements de crédit doivent se doter d’un système 
de contrôle de deuxième niveau ou d’Audit Interne. L’organisation de la fonction d’audit 
interne doit permettre de vérifier, selon une périodicité adaptée, la régularité et la conformité 
des opérations et l’efficacité des dispositifs de premier niveau, notamment leur adéquation à 
la nature de l’ensemble des risques associés aux opérations. » 
En outre, les articles 14 (d) du règlement CEMAC et 46 alinéa 4 du règlement COBAC 
recommandent aux banques d’élaborer des programmes de prévention du blanchiment des 
capitaux comprenant un dispositif de contrôle interne de l’application et de l’efficacité des 
mesures adoptées pour l’application dudit règlement. 
133. Le contrôle de la mise en œuvre du dispositif anti-blanchiment rentre donc dans le 
champ de compétence du contrôle interne, précisément du contrôle permanent. En effet, 
l’article 6 du règlement 97-02 impose aux banques, selon les modalités adaptées à leur taille 
et à la nature de leurs activités, la mise en place d’un contrôle permanent, assuré par certains 
agents, au niveau des services centraux et locaux, exclusivement dédiés à cette fonction, et 
d’autres exerçant des activités opérationnelles, et un contrôle périodique exercé par des agents 
autres que ceux précédemment mentionnés. 
134. Ce service a ainsi obligation de se doter de moyens suffisants en vue de respecter ses 
obligations professionnelles sous peine de sanction de la banque. A titre d’exemple, la 
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Commission nationale des sanctions de l’ACPR103 a reproché à la Tunisian Foreign Bank 
« une insuffisance des moyens dédiés au contrôle permanent pour mener à bien le contrôle 
des opérations et des procédures internes ». Le même reproche a été fait à la Banque 
Populaire Côte d’Azur par la Commission des sanctions en audience rendue le 10 janvier 
2013104 en ces termes : « Considérant que, selon le grief, il serait ressorti de l’examen des 
dossiers de la clientèle par l’inspection dans cinq agences que les fiches d’autocontrôle 
étaient rarement présentes, que les contrôles hiérarchiques de premier niveau exercés par les 
directeurs étaient inexistants ou non formalisés et que les contrôles permanents de second 
niveau étaient assurés par la direction des risques et de la conformité, qui ne disposait que 
d’un effectif équivalent temps plein de deux collaborateurs en matière de LCB, ce qui est 
insuffisant ; qu’ainsi, seules 25 agences sur un total de 95 auraient été contrôlées au cours de 
l’exercice 2007 ; ». 
135. Ainsi la banque camerounaise ou française qui décide de fermer les yeux sur ce 
chaînon faible, prend un risque considérable d’être involontairement complice d’un système 
de blanchiment. Les banquiers camerounais et français, bien conscients de ce danger, ont mis 
en place un contrôle maison : le contrôle interne. Au Cameroun tout comme en France, le 
règlement sur le contrôle interne a adapté la contrainte d’une fonction de conformité en 
fonction de la taille ou de l’activité des établissements, à la demande de la profession. Cela a 
permis d’organiser la conformité, mais également de se doter d’outils nécessaires à son bon 
fonctionnement. 
136. En outre, l’article 42 du Règlement CRBF n° 97-02 impose aux banques d’élaborer au 
moins une fois par an un rapport sur les conditions dans lesquelles le contrôle interne est 
assuré, comprenant notamment, pour les différentes catégories de risques, une description des 
principales actions effectuées dans le cadre du contrôle permanent et des enseignements qui 
en ressortent, ainsi qu’un inventaire des enquêtes réalisées par le contrôle périodique faisant 
ressortir les principaux enseignements et, en particulier, les principales insuffisances relevées 
ainsi qu’un suivi des mesures correctrices prises. La commission nationale des sanctions de 
l’ACPR105 a ainsi relevé l’inexactitude des informations contenues dans le rapport annuel de 
                                                 
	
Décision de la Commission nationale des sanctions rendue le 1er mars 2013. Celle-ci sanctionne la TFB d’un 
blâme assorti d’une sanction pécuniaire d’un montant de sept cent mille (700 000) euros. V. aussi Décision de la 
Commission nationale des sanctions rendue le 29 juin 2012 et sanctionnant la Banque Populaire des Alpes. Il lui 
était également reproché des insuffisances sur son contrôle interne. 
	
Dans cette décision, la Commission nationale des sanctions sanctionne la BPCA d’un blâme assorti d’une 
sanction pécuniaire d’un montant de cinq cent mille (500 000) euros. 
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contrôle interne portant sur le dispositif au sein de la Bank Tejarat Paris et « concernant en 
particulier la mise en œuvre d’un contrôle de conformité ». 
Pour la mise en œuvre du dispositif préventif anti-blanchiment, les banques camerounaises et 
françaises se sont dotées de moyens humains importants. A côté, elles ont également mis en 
place des logiciels de détection des flux financiers suspects. 
 
SECTION II : L’INSTALLATION DE MATERIELS INFORMATIQUES 
 
137. Les législateurs français et camerounais n’imposent pas expressément 
l’informatisation des procédures de contrôle. En effet, dans la décision Banque des Antilles 
Françaises, BDAF du 2 septembre 2003, la Commission bancaire précisait que « si l’article 2 
du règlement n° 91-07 n’implique pas nécessairement l’existence d’outils automatisés de 
détection des opérations inhabituelles, il exige en revanche que l’organisation définie et mise 
en œuvre par un établissement assujetti fonctionne correctement »106. 
Toutefois, en pratique, face au volume des opérations à contrôler, l’informatisation s’est 
imposée comme une des étapes indispensables dans la mise en place de ces procédures. 
Techniquement ces outils permettent de gérer une importante volumétrie, de croiser 
facilement plusieurs sources d’informations, d’assurer une homogénéité de traitement pour 
une population donnée, d’agir en temps réel et gagner un temps précieux pour une 
déclaration, de bénéficier d’un système paramétrable et auditable, de disposer d’une 
traçabilité du process d’investigation, de rationaliser, à défaut de rendre scientifique, une 
démarche qui n’était qu’empirique, de définir des règles de gestion plus fines que les seuils 
réglementaires. Compatibles avec les démarches commerciales, ils permettent aux banques de 
mieux connaître les clients et leur comportement, ils imposent une réflexion approfondie sur 
la segmentation de la clientèle, ils peuvent bénéficier des informations recueillies dans le 
cadre du respect des dispositions sur le devoir de conseil. 
138. Plusieurs outils sont donc proposés aux banques camerounaises et françaises en vue 
d’assurer la sécurisation technique des transactions (Paragraphe II). Même s’il s’agit d’un 
moyen de prévention partiellement obligatoire (Paragraphe I), il reste incontournable pour 
les banques qui s’en servent pour détecter les flux suspects. 
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PARAGRAPHE I : UNE UTILISATION PARTIELLEMENT OBLIGATOIRE 
 
139. Les dispositifs anti-blanchiment mis en place par les banques camerounaises et 
françaises n’imposent pas l’informatisation des procédures de contrôle contrairement à 
d’autres législations nationales. C’est le cas de la réglementation bancaire suisse qui en la 
matière prévoit expressément l’obligation pour les organismes financiers de mettre en place 
un système informatique permettant de détecter des transactions présentant des risques 
accrus107. Très largement définie par le droit bancaire Suisse, cette notion recouvre 
notamment les entrées et sorties de valeurs patrimoniales d’une certaine importance, 
l’existence de divergences significatives par rapport à la nature, au volume ou à la fréquence 
des transactions pratiquées habituellement dans le cadre de la relation d’affaires108. La Suisse 
a fait ce choix car elle estime qu’en définitive, une surveillance des transactions passe 
nécessairement par la mise en place d’un système informatique de surveillance109. 
140. Cet exemple devrait être suivi par les législateurs camerounais et français qui jusqu’ici 
n’exigent la mise en place de matériels informatiques qu’en matière de monnaie électronique 
(B), le principe étant que l’utilisation de matériels informatiques dépend de la volonté des 
établissements bancaires (A). Même si le législateur français n’a pas généralisé cette 
obligation, la Commission bancaire ne manque pas de rappeler cette lacune aux banques, ce 
qui nous amène à penser qu’il ne s’agit plus vraiment d’un choix des banques en matière de 
lutte anti-blanchiment (C). 
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 Aticle 12 de l’Ordonnance de la Commission fédérale des banques en matière de lutte contre le blanchiment 
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l’AdC sur le blanchiment d’argent, OBA Adc) du 10 octobre 2003
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A- Un choix des établissements bancaires camerounais et français 
 
141. Afin de mieux apprécier les mouvements suspects, les banques camerounaises et 
françaises ont dû développer des outils informatiques de détection. Cette pratique émane 
principalement des pays anglo-saxons et certains d’entre eux, les Etats-Unis en l’occurrence, 
en font une obligation légale. Ce qui n’est pas le cas des législations camerounaise et 
française. 
En effet, en droit français, l’article 11-7-2.2 précise que « les entreprises se dotent de 
dispositifs de suivi et d’analyse de leurs relations d’affaires fondés sur la connaissance de 
leur clientèle, permettant de détecter les opérations qui constituent des anomalies au regard 
du profil de la relation d’affaires et qui pourraient faire l’objet d’un examen renforcé 
mentionné à l’article L. 561-10-2.-II ou d’une déclaration prévue à l’article L. 561-15 du 
Code monétaire et financier. ». 
De même, l’article 11-b du règlement n° 2002-01 du 18 avril 2002 relatif aux obligations de 
vigilance en matière de chèques aux fins de lutter contre la blanchiment des capitaux et le 
financement du terrorisme qui traite de l’examen individuel des chèques tirés, dispose que : « 
(…) à l’occasion du suivi du compte de son client, l’établissement assujetti détecte, le cas 
échéant par des moyens informatiques, un fonctionnement inhabituel du compte ».  
En droit camerounais, l’article 18 du règlement COBAC invite les banques à « …disposer de 
systèmes permettant, pour tous les comptes, de déceler les activités à caractère inhabituel ou 
suspect, en recourant par exemple à des limites par classe ou par catégorie de comptes. » 
142. Ces dispositions ne mentionnent pas expressément les outils de détection automatiques 
comme c’est le cas pour la monnaie électronique, faisant ainsi référence aux outils 
informatiques. C’est donc de leur propre initiative que les banques françaises et 
camerounaises ont installées en leur sein des outils informatiques. 
En effet, selon le volume des opérations traitées et le nombre de clients, les banques 
françaises et camerounaises se sont dotées d’outils de détection informatiques qui exercent en 
permanence une surveillance des transactions pour identifier celles qui ne correspondent pas 
au profil connu des clients.  
143. Les moyens mis en œuvre dans le cadre de cette surveillance sont très variables d’une 
banque à une autre, mais on peut néanmoins distinguer trois fonctionnalités majeures : 
- La mise en place d’une alerte sur critères fixes (système d’alerte automatique sur 
critères prédéfinis : opérations dont le montant unitaire ou total est supérieur à un 
seuil) déterminés en application de la législation applicable ; 
62 
 
- La mise en place d’une alerte sur critères personnalisés : le banquier identifie les 
clients pour lesquels il souhaite établir une vigilance particulière, et paramètre ainsi 
l’outil informatique afin d’être informé de tous les mouvements financiers affectant 
ces clients. 
- La mémorisation dans l’outil informatique des déclarations de soupçon effectuées 
auprès de la cellule nationale de renseignement financier (l’Anif ou le Tracfin). 
144. Nous incitons donc les législateurs français et camerounais à exiger expressément 
l’installation de matériels informatiques au sein des banques comme c’est le cas pour la 
monnaie électronique. 
 
B- Une obligation en matière de monnaie électronique 
 
145. Parce qu’elle présente des risques particuliers110 du fait de son fonctionnement, les 
législateurs français et camerounais ont prévu expressément l’utilisation de moyens 
informatiques en matière de monnaie électronique. 
146. La définition de la monnaie électronique est la même en droit camerounais et en droit 
français. En effet, en droit camerounais il s’agit d’une monnaie composée d’unités de valeur, 
dites unités de monnaie électronique. Elle consiste en un titre de créance incorporé dans un 
instrument électronique et accepté comme moyen de paiement111. 
En droit français, l’article 1er de l’arrêté de 2009 dispose : « la monnaie électronique est 
composée d'unités de valeur, dites unités de monnaie électronique. Chacune constitue un titre 
de créance incorporé dans un instrument électronique et accepté comme moyen de paiement, 
au sens de l'article L. 311-3 du code monétaire et financier, par des tiers autres que 
l'émetteur. » 
147. L’obligation de mettre en place un système automatisé de surveillance des transactions 
inhabituelles est prévue en droit camerounais par l’article 58 du règlement COBAC qui 
dispose : « tout établissement émetteur et ou distributeur de la monnaie électronique doit 
mettre en place un système automatisé de surveillance des transactions inhabituelles ayant 
comme support la monnaie électronique ». 
148. En droit français, l’article 8 du règlement n° 2002-13 du 27 novembre 2002112 
dispose que : « les établissements émetteurs et distributeurs mettent en place un système 
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automatisé de surveillance des transactions inhabituelles ayant comme support la monnaie 
électronique. Les établissements distributeurs communiquent à l'établissement émetteur les 
anomalies constatées ayant un lien avec la circulation de la monnaie électronique. 
L'établissement émetteur peut prendre des dispositions visant à s'assurer que les 
établissements distributeurs appliquent les normes de sécurité et de vigilance définies. »  
149. Dans sa décision Banque Populaire Provençale et Corse du 23 juin 2005, la 
Commission bancaire fait pour la première fois application du règlement n° 2002-13 du 21 
novembre 2002 relatif à la monnaie électronique en sanctionnant un établissement de crédit 
pour avoir ommis de mettre en place un système automatisé de surveillance des transactions 
inhabituelles prévu à l’article 8 du texte précité. 
150. Toutes les banques camerounaises et françaises113 visitées disposaient d’un système 
informatique dans la mise en œuvre du dispositif anti-blanchiment. Certaines disposaient de 
procédures internes et informatisées d’analyse de la clientèle par profil de clients, permettant 
de faire ressortir des mouvements financiers atypiques. D’autres s’étaient dotées de logiciel de 
filtre des opérations, ce qui permettait en fonction de la nomenclature et des numéros de 
comptes, de déterminer tout mouvement suspect au sein des dits comptes et d’en alerter les 
autorités. D’autres encore avaient même mis leurs ordinateurs en réseau. 
151. Si les législateurs camerounais et français n’imposent pas expressément l’utilisation de 
matériels informatiques aux banques dans la mise en œuvre de leurs obligations en matière de 
LAB, tel n’est pas le cas de la commission des sanctions qui a plusieurs fois sanctionné ces 
lacunes au sein des banques. 
 
C- Une obligation imposée par la Commission bancaire en matière de lutte anti-
blanchiment 
 
152. La Commission bancaire a eu plusieurs fois à sanctionner les banques pour 
insuffisance de leur matériel informatique. Aussi, dans sa décision114 rendue le 1er février 
2010 sanctionnant la Bred Banque Populaire, la Commission bancaire reprochait à la banque, 
entre autres, la mise au point de son outil informatique. En effet, elle remarquait que : « l’outil 
                                                 
113
 Nos interlocuteurs ont tenu à garder secret l’identité des logiciels utilisés en leur sein. 
114
 Décision juridictionnelle publiée par la Commission bancaire au cours du mois de février 2010, BRED 
BANQUE POPULAIRE, Blâme et sanction pécuniaire (200 000 euros) in Bulletin officiel du CECEI et de la 
Commission bancaire, n° 24 février 2010. 
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informatique de surveillance des opérations des comptes de la clientèle, ne permettait pas de 
déceler le fonctionnement atypique d’un compte, notamment pour les particuliers, en dessous 
d’un seuil de 30 kEUR et de 3kEUR pour les mouvements en espèces ; que cet outil ne 
permettait pas à la cellule LAB de s’assurer du suivi de l’ensemble des alertes par les 
gestionnaires et de la remontée de l’ensemble des opérations suscitant des doutes vers la 
cellule LAB ; qu’un second outil appelé « CLEAN », qui met à la disposition de la cellule 
LAB des requêtes prédéfinies de sélection des opérations, a un champ d’investigation limité à 
un mois et ne peut être utilisé qu’au prix de manipulations lourdes et consommatrices de 
temps. ». De même, bien que la banque se fût dotée d’un nouvel outil de détection des 
opérations atypiques, dénommé « MAHAKALA », il lui avait également été reproché le fait 
que la liste des clients sous surveillance était établie manuellement et n’était pas mise à jour 
régulièrement. 
De même dans sa décision de décembre 2009115 sanctionnant la Banque Populaire Côte 
d’Azur, d’un blâme et d’une sanction pécuniaire de 600 000 euros, la Commission bancaire 
reprochait à la banque, entre autres, l’inexistence d’outil de profilage des comptes. 
Dans d’autres décisions, elle avait plusieurs fois sanctionné des banques pour faiblesses dans 
le niveau de sécurité informatique sur le fondement de l’article 14 du règlement n° 97-02116. Il 
en va de même dans sa décision BANK TEJARAT du 18 mars 2003117 qui sanctionne 
l’absence de politique sécurité des systèmes informatiques, sur le fondement de l’article 14 du 
règlement n° 97-02 qui dispose que « les entreprises assujetties doivent contrôler l’adaptation 
de leurs systèmes informatiques au niveau de sécurité informatique que nécessite leur activité 
et notamment l’existence de procédures de secours informatiques de nature à garantir la 
continuité de l’exploitation en cas de dysfonctionnements graves des systèmes 
informatiques ». 
En outre, dans sa décision Banque Marocaine du Commerce Extérieur Succursale de Paris du 
25 février 2005118, la Commission bancaire sanctionnait l’établissement bancaire pour ne pas 
avoir mis en place un système de surveillance des opérations, en matière de lutte contre le 
blanchiment, suffisamment développé. 
                                                 
115
 Décision juridictionnelle publiée par la Commission bancaire au cours du mois de décembre 2009, BANQUE 
POPULAIRE CÖTE D’AZUR, Blâme et sanction pécuniaire (600 000 euros) in Bulletin officiel du CECEI et de 
la Commission bancaire, n° 22 décembre 2009. 
116
 Décision W FINANCE du 28 novembre 2002 (décisions juridictionnelles, 2002, n° 14, page 48). 
117
 Décisions juridictionnelles, 2003, n° 5, page 18. 
118
 Décisions juridictionnelles, 2003, n° 2, page 5. 
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Enfin, dans sa décision ARCA banque du pays basque SA119, la Commission bancaire va 
réitérer sa jurisprudence sous le visa de l’article L. 563-1 du Code Monétaire et Financier, de 
l’article 3 du décret n° 91-160 et de l’article 33 du décret n° 92-456 relatifs à la connaissance 
de la clientèle, à la surveillance des opérations et à la vérification du domicile, ainsi que 
l’article 2 du règlement du Comité de la réglementation bancaire et financière n° 97-07 du 15 
février 1991 relatif à l’obligation de vigilance. Il s’agissait en l’espèce d’un établissement de 
crédit qui ne disposait pas de système informatisé de surveillance des opérations de la 
clientèle, et qui dépendait pour procéder à l’identification de ses clients d’un dispositif de lutte 
contre le blanchiment des capitaux mis en place par la maison mère. Sa décision est motivée 
dans ce sens « ARCA ne procédait pas au moment de l’enquête à l’édition d’états 
informatiques lui permettant de regrouper les transactions par client, d’identifier les comptes 
présentant des opérations en espèces de montant important ou de détecter des évolutions 
anormales en nombres d’opérations ou en montant » et cela en dépit de l’importance des 
versements en espèces. 
153. Pour se prémunir de sanctions les banques camerounaises et françaises se sont dotées 
d’outils automatisés de détection. On en distingue plusieurs. 
 
PARAGRAPHE II : TYPOLOGIE DES OUTILS AUTOMATISES DE DÉTECTION 
 
154. La tentation de créer des outils logiciels120 systématisant le travail de détection des 
flux suspects est apparu depuis quelques années. Devenus indispensables aux banques, ils 
permettent de repérer les transactions douteuses à l’intérieur d’un large flux de données 
(transactions journalières au sein d’une agence).  
155. Ces outils sont tantôt basés sur l’identité des suspects, on parle d’outils de filtrage (A), 
tantôt sur l’infraction elle-même, on parle d’outils de profilage (B). On a aussi des outils 
d’analyse comportementale (C). 
 
  
                                                 
119
 Décisions juridictionnelles, 2003, n° 3, page 8. 
120
 A ne pas confondre avec les outils logiciels de connaissance du client, qui effectuent une compilation 
d’informations à caractère public sur plusieurs centaines de milliers de personnes physiques (identité, 
réputation…) issues de base de données de nature privée (presse, sites officiels de partis politiques, annuaires, 
Who’s who…). Ces logiciels permettent la recherche d’informations sur certains clients
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A- Les outils de filtrage  
 
156. Ils sont basés sur des moteurs de recherche qui permettent de comparer l’identité des 
clients de l’organisme financier ainsi que les bénéficiaires ou les donneurs d’ordre. Cette 
comparaison est rendue possible avec des listes de noms des personnes  suspectées. 
157. Le filtrage des noms est une procédure de contrôle indispensable aux organismes 
financiers, afin de s’assurer de l’honorabilité des clients et de leurs contreparties, depuis 
l’entrée en relation jusqu’à la clôture du compte. 
Ils permettent en outre de traiter les flux en procédant à l’identification et au blocage des 
mouvements comportant un nom listé. 
Ces listes qui proviennent soit des agences commerciales telles Factiva, Woldcheck, 
Wordcompliance ou services gouvernementaux tels l’ONU par exemple, contiennent soit les 
noms de terroristes, soit des PPE121. 
158. Ces outils présentent néanmoins quelques limites. Les listes de suspects « manquent 
non seulement de cohérence, mais sont également incomplètes et souvent mal renseignées. 
Elles sont de surcroît difficilement disponibles »122. 
En outre, ce système permet de repérer des clients suspects à travers des listes noires, en 
revanche il ne permet pas de détecter des délinquants non encore répertoriés123.  
A côté de ces outils on a des outils de profilage. 
 
B- Les outils de profilage  
 
159. Ces outils permettent de concevoir des règles de surveillance basées sur des scénarios 
de blanchiment. Ils consistent dans leur forme simplifiée en des requêtes peu élaborées qui 
permettent d’extraire certains types de transactions : le banquier peut par exemple extraire sur 
un listing papier ou informatique toutes les opérations supérieures à un seuil. 
Leur utilisation est plus communément connue dans de petites et moyennes banques. Mais ces 
outils se retrouvent également dans les grandes banques où, ils sont conçus par des entreprises 
spécialisées et mises à leur disposition sous forme de progiciels. 
                                                 
121
 Personnes politiquement exposés. Pour plus de détails voir p. 145 et s.  
122
 Les échos, n° 19220, finance, jeudi 12 août 2004, p.23. 
123
 Utilisation d’une fausse identité, première infraction. 
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Ils ont la particularité de proposer une interface conviviale, permettant à leurs utilisateurs de 
modifier plus simplement les requêtes. Ils permettent par ailleurs de surveiller les comptes sur 
une base quotidienne ou mensuelle. Concrètement mise en place ils génèrent 
automatiquement une alerte à chaque fois qu’un comportement connu est identifié. Ces 
progiciels peuvent éventuellement intégrer des outils de gestion d’alertes. 
160. Ces outils présentent néanmoins des limites. En effet, dans leurs formes peu élaborées, 
ils ne permettent pas de détecter des scénarios de blanchiment trop complexes. De plus, ils 
sont également dépourvus de fonctionnalités de gestion des alertes, ce qui a pour conséquence 
de rendre plus ardu le travail de l’analyste. 
Quant aux solutions élaborées, le coût inhérent à leur maintenance et leurs performances peut 
être très élevé, de plus ces solutions ne permettent pas d’anticiper les nouvelles méthodes de 
blanchiment. 
Des outils d’analyse comportementale sont également répertoriés. 
 
C- Les outils d’analyse comportementale 
 
161. Les solutions dites d’analyse comportementale permettent un examen beaucoup plus 
soigné des transactions puisqu’elles se basent sur une segmentation de la clientèle par niveau 
de risque et par type de comportement attendu. 
L’automatisation repose sur l’établissement de règles de gestion concernant la notion de profil 
client et de fonctionnement des comptes. Il s’agit de pister des comportements inhabituels des 
clients ou de leurs comptes. Les outils d’analyse comportementale créent un profil à l’aide de 
moyennes statistiques définies sur la base de critères objectifs, liés généralement à l’activité, 
aux revenus et à la typologie des transactions, afin de pouvoir comparer par la suite, les 
mouvements inhabituels à ce profil. 
Autrement dit, une alerte sera générée chaque fois que le profil de fonctionnement du compte 
d’un client s’écartera de façon significative du profil de fonctionnement du compte de ses 
pairs. De la même façon, l’historique et la nature des transactions pendant une période donnée 
permettront de déceler des anomalies, dès lors que des modifications remarquables seront 
constatées par rapport à cet historique. 
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Par ailleurs, ce type de solution intègre généralement une fonctionnalité de Case Management 
Tool124, visant à faire le suivi et l’archivage des alertes et des travaux d’investigation réalisés 
dans ce cadre. 
162. Ces outils présentent eux aussi quelques limites : l’efficacité de ce type de solution est 
conditionnée par la richesse de la base de données relative à la clientèle, ainsi que par la 
qualité de son calibrage. Ils nécessitent d’ajuster suffisamment le système afin de ne pas être 
noyé sous les alertes. En effet, un calibrage large aura tendance à générer un nombre trop 
important de fausses alertes, mais à l’inverse un calibrage trop étroit risque de laisser passer 
des cas de blanchiment. En outre, ces outils impliquent un certain nombre de risques 
techniques inhérents notamment à leur implémentation : disparité des données, 
problématiques de rapatriement des données parfois complexes, intégration dans des systèmes 
informatiques hétérogènes etc. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
                                                 

Outil de gestion des alertes
69 
 
CONCLUSION DU CHAPITRE I 
 
163. Afin de satisfaire au mieux aux obligations relatives à la lutte anti-blanchiment, les 
banques camerounaises et françaises ont dû modifier en profondeur leur organisation. En 
effet, elles ont créé un service de lutte contre le blanchiment ayant compétence pour intervenir 
partout dans la banque. Pour organiser la lutte contre le blanchiment au sein de 
l’établissement, ce service a dû notamment mettre en place des procédures écrites, et s’assurer 
de la bonne application de ce dispositif partout dans l’établissement.  
164. Cependant, la fonction conformité qui bien qu’énoncée dans les règlements 
communautaires CEMAC et COBAC ne fait pas l’objet d’une organisation précise et détaillée 
en droit interne camerounais. En effet contrairement au législateur français qui a intégré la 
fonction de conformité dans son droit interne, notamment dans le règlement 97-02 relatif au 
contrôle interne, le législateur camerounais n’a pas intégré cette fonction dans son droit. On se 
serait attendu à la retrouver dans le règlement COBAC R-2001/07 relatif au contrôle interne 
mais il n’en est rien. Nous incitons donc à plus de détails sur cette fonction nouvelle au sein 
des banques camerounaises qui concourt à assainir leur image. 
165. La création de cette nouvelle fonction est allée de pair avec les autres changements qui 
ont affecté les secteurs bancaires camerounais et français ces dernières années comme 
l’informatisation croissante. En effet, les établissements bancaires camerounais et français ont 
dû se doter de différents outils logiciels plus ou moins sophistiqués, qu’il s’agisse d’outils 
d’analyse comportementale destinés à détecter des comportements suspects ou de logiciels de 
filtrage sans cesse à perfectionner. Par l’outil informatique, les banques camerounaises et 
françaises améliorent leur capacité d’intervention continue sans lesquelles elles seraient 
immédiatement dépassées compte tenu du volume d’informations à traiter. 
166. L’installation des outils informatiques, de même que l’apparition des départements 
compliance ont véritablement marqué l’avènement d’une politique anti-blanchiment au sein 
des banques camerounaises et françaises concourant ainsi à l’assainissement de leur système 
bancaire. 
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CHAPITRE II : LA CONTRIBUTION A L’ASSAINISSEMENT 
DU SECTEUR BANCAIRE 
 
167. Parce que la bonne santé, l’intégrité et la stabilité des banques ainsi que la confiance 
dans l’ensemble du secteur pourraient être gravement compromises par les efforts mis en 
œuvre par les criminels et leurs complices pour masquer l’origine de leurs profits d’une part. 
D’autre part, parce que le fait d’exploiter le secteur bancaire pour y faire transiter des fonds 
d’origine criminelle menace clairement son intégrité, son bon fonctionnement, sa réputation et 
sa stabilité125, des textes ont été élaborés au niveau international, communautaire et à 
l’initiative même des acteurs bancaires en vue de protéger le système bancaire contre toutes 
ces atteintes. En effet, la préservation de l’éthique, de la transparence a toujours été au cœur 
des préoccupations des acteurs du secteur bancaire.  
168. A cette fin, de saines politiques et procédures ont été imposées au milieu et jouent un 
rôle majeur pour préserver la sûreté et la solidité des banques ainsi que l’intégrité des 
systèmes bancaires. Ainsi, est-il stipulé dans la nouvelle version du règlement 97-02, en son 
article II, que les banques ont l’obligation de « mettre en place un dispositif (…) 
d’information de tous les membres de leur personnel (…) sur les textes applicables à leurs 
opérations » et d’ « assurer à tous les membres de leur personnel concernés, une formation 
aux procédures de contrôle de la conformité, adaptée aux opérations qu’ils effectuent ». 
169. De même, l’article 46 du règlement COBAC dispose que « les programmes de 
prévention du blanchiment des capitaux et du financement du terrorisme élaborés par tout 
établissement assujetti devront comprendre notamment :(…) la formation continue du 
personnel ». Une formation à la conformité de tous les personnels des entreprises bancaires 
ainsi que leur information régulière est donc devenue indispensable. 
170. Aussi, les banques françaises et camerounaises ont amélioré depuis plusieurs années 
leurs dispositifs de veille réglementaire afin d’approfondir la connaissance de la 
réglementation par leurs salariés et de formaliser davantage les procédures de contrôle de la 
conformité de leurs décisions à la réglementation ou aux lois. Elles ont ansi entrepris la 
formation et l’information de tout le personnel bancaire (Section I), qui oeuvrent eux-aussi 
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 Directive 2005/60/CE du Parlement européen et du Conseil du 26 octobre 2005 relative à la prévention de 
l’utilisation du système financier aux fins du blanchiment de capitaux et du financement du terrorisme. 
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dans la détection des anomalies et concourent ainsi à préserver les banques du risque de non-
conformité (Section II). 
 
SECTION I : LA FORMATION ET L’INFORMATION DU PERSONNEL 
BANCAIRE 
 
171. Le constat est clair, la prévention du blanchiment au sein des banques dépend non 
seulement des compliance officer mais aussi des autres collaborateurs. Pour une efficacité de 
la conformité, « la construction d’une culture de la conformité réglementaire exige 
l’investissement de tous les acteurs de l’entreprise »126. Ceux-ci en effet sont au cœur du 
dispositif de maîtrise des risques. Les banques ont donc obligation de développer une 
« culture compliance en leur sein. En le faisant, elles s’assurent individuellement une bonne 
santé laquelle s’étend à tout le secteur bancaire. 
172. C’est en ce sens que l’article 11-7 alinéa 2-1 du règlement 97-02 dispose que « les 
entreprises assujetties veillent à ce que les personnels dont l’activité est exposée à des risques 
de blanchiment des capitaux et de financement du terrorisme soient en mesure de faire preuve 
d’une vigilance adaptée à ces risques. A cette fin, les entreprises assujetties veillent à ce que 
la formation et l’information de ces personnels, prévues à l’article L. 561-33 du code 
monétaire et financier, soient adaptées à leurs activités, en tenant compte des risques 
identifiés par la classification et du niveau de responsabilité exercé. La formation et 
l’information des personnels portent notamment sur les procédures indiquant les opérations 
sur lesquelles ils doivent faire preuve d’une vigilance particulière au regard des risques 
identifiés par la classification établie par l’entreprise assujettie. » 
173. Il en est de même de l’al. 3 de l’article 46 du règlement COBAC qui prévoit que «les 
programmes de prévention du blanchiment des capitaux et du financement du terrorisme 
élaboré par tout établissement assujetti devront comprendre notamment : (…) la formation 
continue du personnel ».  
174. Les banques françaises et camerounaises ont donc l’obligation de former leur 
personnel à la prévention du blanchiment des capitaux (Paragraphe I) mais aussi de les 
informer de toute évolution en la matière (Paragraphe II). 
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 C. R préc.  
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PARAGRAPHE I : UNE POLITIQUE DE FORMATION DU PERSONNEL 
OBLIGATOIRE 
 
175. « La première arme contre le blanchiment, c’est la formation et la sensibilisation de 
l’ensemble du personnel » le soulignait Charles BLANDIGNERES127. En effet, l’analyse des 
souscriptions et la détection des affaires suspectes ne peuvent pas reposer sur le seul 
responsable anti-blanchiment. Ce travail requiert une participation et une implication de tous 
les services. Il importe donc que tous les personnels participant à l’étude des souscriptions 
aient une formation de base sur la problématique du blanchiment. 
176. De plus, les banques ont compris qu’un seul membre du personnel mal ou peu 
sensibilisé pouvait constituer une porte d’entrée aux capitaux d’origine illicite. C’est ainsi que 
les banques camerounaises et françaises, à leur initiative ou à celle des régulateurs ont 
entrepris la formation de leur personnel (B) en vue du respect de cette obligation légale (A). 
 
A- Une obligation légale 
 
177. En droit français, l’arrêté du 29 octobre 2009 abrogeant le règlement n° 91- 07 du 
Comité de la règlementation bancaire relatif à la lutte contre le blanchiment des capitaux 
provenant du trafic des stupéfiants prévoit que : les personnels dont l’activité est exposée à 
des risques de blanchiment des capitaux et de financement du terrorisme doivent recevoir la 
formation et l’information qui correspond à leur activité et aux opérations qu’ils effectuent 
ainsi qu’aux responsabilités qui leur sont confiées ; la formation et l’information doivent tenir 
compte des risques identifiés par la classification établie par l’entreprise128. 
178. En droit camerounais, l’obligation de former le personnel est prévue à l’alinéa 3 de 
l’article 46 du règlement COBAC qui prévoit que «les programmes de prévention du 
blanchiment des capitaux et du financement du terrorisme élaboré par tout établissement 
assujetti devront comprendre notamment : (…) la formation continue du personnel ».  
179. Il s’agit de l’une des missions confiées au compliance officer dans la banque. Celui-ci 
se doit ainsi dans un premier temps de former le personnel sur les règles à connaître, les 
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 D. PERROTTE, Banques : la lutte contre le blanchiment s’organise, Les Echos Edition du 26 mai 2004. 
128
 In Textes officiels de la Commission bancaire, présentation de l’arrêté sectoriel du 29 octobre 2009. Bulletin 
officiel du CECEI et de la Commission bancaire • N° 22 • Décembre 2009, p.53 
73 
 
attitudes à adopter dans des situations concrètes et les obligations spécifiques liées à la 
conformité.129 Le compliance officer doit ensuite rappeler aux collaborateurs des banques les 
actions auxquelles ils doivent se conformer. 
180. Le but des formations est alors d’induire une transformation des manières de se 
comporter, dans le sens d’une rigueur accrue, qui intègre néanmoins à la fois les obligations 
réglementaires et les conditions de l’efficacité des démarches commerciales, afin de ne pas 
brider le dynamisme des entreprises ; de diffuser une culture d’entreprise de respect des 
règles. 
181. Les employés du secteur bancaire doivent donc recevoir une formation spécifique afin 
d’être en mesure d’accomplir leur devoir de vigilance. Cela s’est traduit au sein des banques 
camerounaises et françaises par l’organisation des ateliers de formation. 
 
B- L’organisation des formations anti-blanchiment   
 
182. La création des séminaires spécifiques de formation anti-blanchiment a été au centre 
des préoccupations des professionnels bancaires français et camerounais. De nombreuses 
initiatives privées ont vu le jour, en France la plus notable demeure celle de la Fédération 
bancaire française130 soutenue dans cette tâche par l’Autorité de Contrôle Prudentiel et de 
Résolution et Tracfin (1). Au Cameroun, les banques ont été aidées par l’Agence Nationale 
d’Investigation Financière et la Commission Bancaire (2). 
 
1- L’organisation des formations en France 
 
183. Plusieurs acteurs interviennent dans l’organisation des formations anti-blanchiment au 
sein des banques françaises. Il s’agit de la Fédération Bancaire Française (a), de Tracfin (b) et 
du Conseil d’Orientation de la lutte contre le blanchiment des capitaux (c). Chacun d’eux 
accompagnent les banques françaises qui à leur tour offrent en interne des formations à leur 
personnel (d). 
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 P. LEMAITRE, Conformité Extension du domaine de la formation, Revue BANQUE n° 674 Novembre 
2005, p. 86. 
130
 La FBF est l’organisation professionnelle qui représente toutes les banques installées en France. Plus de 
détails  sur www. Banques.fr   
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a) La mise en place d’un dispositif de formation à la lutte anti-blanchiment par la FBF 
184. L’action de la FBF dans la sensibilisation des banques au dispositif anti-blanchiment a 
évolué au rythme de la législation française en la matière. En effet, en 1991, un premier film a 
été diffusé dans les banques pour informer le personnel des grandes lignes de la loi du 12 
juillet 1990. Ainsi depuis 1991, les banques peuvent s’adresser à la FBF pour la mise en 
commun des différents supports pédagogiques. En outre, la FBF tient à la disposition des 
banques un livret de l’animateur pour permettre d’organiser dans les meilleures conditions des 
séances de formation. Ces films insistent tout d’abord sur la délinquance financière, le 
blanchiment des capitaux pour ensuite montrer quelques exemples de montages utilisés par 
les blanchisseurs. 
185. En 2002, la FBF lance un nouveau projet de dispositif conçu en collaboration avec le 
centre de formation de la profession bancaire et Training On Line, une agence d’ingénierie 
pédagogique. La FBF offre désormais à ses membres la possibilité d’acquérir un « kit » 
complet de formation à la lutte contre le blanchiment. La licence de formation FBF permet 
d’accéder à un module de sensibilisation destiné à l’ensemble du personnel des établissements 
financiers, ainsi qu’à quatre kits spécifiquement conçus pour le marché des particuliers et des 
professionnels, le marché des entreprises. 
186. Après la troisième directive et pour permettre aux banques de sensibiliser et former 
leurs collaborateurs à ses nouvelles dispositions, la FBF avec la participation de Tracfin a mis 
à la disposition de toute la profession un module de formation évolutif. Aujourd’hui, plus de 
330 000 collaborateurs de banque, soit près de 80% d’entre eux, peuvent y avoir accès. 
187. En février 2010, la FBF a lancé conjointement avec le Centre de Formation de la 
Profession Bancaire131 un nouvel outil commun de formation à la lutte contre le blanchiment 
avec le concours de Tracfin et de l’AMAFI132 et le soutien de la Commission bancaire. Il 
intègre les nouvelles obligations issues de la troisième directive et est destiné à l’ensemble des 
collaborateurs des banques. Fruit du travail de plus de 70 collaborateurs des différents 
établissements, il remplace le kit de formation de 2003 qui, actualisé à deux reprises, a permis 
de former près de 400 000 nouveaux collaborateurs. Le nouvel outil est conçu sur un mode 
participatif : chaque utilisateur est invité à résoudre de manière interactive les cas qui lui sont 
proposés. Il est modulable et s’adapte à tous les types d’organisation, à chaque ligne de métier 
et aux différents niveaux d’expérience. Évolutif, il pourra être revu en fonction des besoins. 
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188. Ce programme de formation vise à développer la culture de lutte anti-blanchiment au 
sein des banques ; à sensibiliser tous les salariés des entreprises bancaires, les plus exposés 
comme les moins directement concernés, afin de maintenir en permanence des reflexes de 
lutte anti-blanchiment. Il les entraine en outre à déceler les cas suspects ; forme l’ensemble de 
la profession aux indicateurs d’alerte d’un possible blanchiment. 
Il assure enfin la bonne connaissance des procédures à suivre et des obligations 
correspondantes. 
Cet outil de formation commun permet de bénéficier de la synthèse de l’expérience des autres 
banques et encourage le partage des connaissances. 
189. En juillet 2010, la FBF publie un document intitulé bon usage professionnel relatif à la 
mise à jour des dossiers personnes physiques dans le cadre des obligations réglementaires 
liées à la lutte contre le blanchiment des capitaux. 
190. Les banques sont également accompagnées par Tracfin. 
 
b) L’accompagnement de Tracfin 
191. La collaboration de Tracfin auprès des banques en vue d’assurer une meilleure 
application du dispositif date de 2006, par l’organisation des rencontres régulières avec les 
banques et groupes bancaires ainsi que par un travail approfondi avec l’organisation 
professionnelle bancaire. Tracfin a également réalisé des interventions lors des séminaires, de 
formations, de colloques et conventions sur la lutte contre le blanchiment des capitaux. 
192. En outre, en 2009, Tracfin a fait de l’accompagnement des professionnels un de ses 
axes prioritaires. Depuis 2009 en effet, Tracfin a renforcé sa politique de formation à 
destination des banques en développant des « rendez-vous LAB »133 à leur intention. Le 
service a également publié des lignes directrices conjointement avec l’autorité de contrôle 
prudentiel et de Résolution134 ayant pour but d’éclaircir les points du dispositif anti-
blanchiment le rendant ainsi plus compréhensible et facilement applicable pour les banques. 
193. Cette action de Tracfin est conforme à l’article 34 des nouvelles recommandations du 
GAFI qui dispose que « les autorités compétentes, les autorités de contrôle et les organismes 
d’autorégulation devraient établir des lignes directrices et assurer un retour d’informations 
qui aideront les institutions financières et les entreprises et professions non financières 
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désignées dans l’application des mesures nationales LBC/FT, et, en particulier, à détecter et 
déclarer les opérations suspectes ». 
194. De même, parce que la succession rapide dans le temps de la législation en la matière 
peut générer des difficultés dans la sensibilisation du personnel des établissements bancaires,  
Tracfin leur fournit tous les éclaircissements nécessaires. 
195. Tracfin dans ces missions est aidé par le conseil d’orientation de la lutte contre le 
blanchiment des capitaux qui détermine les orientations générales de ses actions.  
 
c) L’indispensable rôle de coordination des multiples acteurs par le COLB 
 
196. Le dispositif de lutte contre le blanchiment nécessite une coordination de l’ensemble 
des acteurs, services de l’Etat et autorités de contrôle concernés par le sujet. Institué par le 
décret du 18 janvier 2010, le conseil d’orientation de la lutte contre le blanchiment des 
capitaux et le financement du terrorisme135a vocation à exercer cette mission. 
197. Le conseil a engagé trois chantiers de réflexion sur les déclarations de soupçon, 
l’échange de bonnes pratiques entre autorités de contrôle et la sensibilisation des 
professionnels déclarants. Il a également préparé un document de synthèse sur la menace. 
198. Le secrétariat du conseil est assuré par la direction générale du Trésor qui a la 
responsabilité, au sein des ministères financiers, du cadre normatif relatif à la lutte contre le 
blanchiment et qui représente la France au GAFI. 
199. Si le conseil n’a pas autorité sur Tracfin, il lui appartient de déterminer des 
orientations générales de l’action des services concernés par la lutte anti-blanchiment. Sur la 
base des typologies établies par Tracfin, le conseil doit établir une cartographie des risques 
assez précise pour que les ministres puissent fixer les orientations prioritaires de l’action de 
Tracfin, notamment dans le cadre de la lettre de mission qui dot être adressée au directeur du 
service chaque année. 
200. Ces formations ont fortement inspiré les banques françaises dans l’organisation de la 
formation de leur personnel en interne. 
 
d) L’organisation des formations anti-blanchiment au sein des banques françaises 
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201. Certaines banques françaises, conformément aux dispositions anti-blanchiment en 
vigueur, organisent des séances d’autoformation de leurs employés d’environ 1h sur poste 
informatique. D’autres remettent la procédure LAB en main propre avec accusé de réception à 
chaque nouvel embauché.  
202. Ces plannings de formation sont critiquables tout d’abord en ce qui concerne leur 
durée : en effet, la commission des sanctions de l’ACP dans sa décision rendue le 24 octobre 
2012136, remarquait déjà que « la formation au sein de l’entité française du métier banque 
privée n’est pas satisfaisante ; qu’elle ne concerne que les nouveaux arrivants et ne dure 
qu’une heure ». Le nombre d’heures consacrées à la formation devrait donc être revu par les 
banques. Il en va de même du contenu des formations. En effet, il ressort de la décision 
précitée que « considérant que si l’établissement A a renforcé son dispositif de formation à 
partir de 2011, en mettant en place trois séminaires de formation de ses nouveaux 
collaborateurs ainsi que plusieurs sessions de « e-learning », la formation pratiquée à la date 
du contrôle, en raison de la brièveté et de son contenu, ne répondait pas aux exigences ci-
dessus rappelées ; que les formations précédemment reçues par des salariés en fonction au 
sein d’autres lignes de métier, dont l’établissement A soutient qu’elles doivent être prises en 
compte, ne peuvent l’être dès lors qu’aucun élément relatif au nombre de salariés concernés 
et au contenu de celles-ci n’est communiqué et qu’en outre, il n’est pas établi qu’elles 
traitaient des spécificités de la LCB-FT dans le métier de la banque privée ; que les pièces 
communiquées au sujet des formations de 2010 se rapportent l’une à une formation sur le 
risque opérationnel tandis que l’autre décrit une formation d’une journée seulement 
consacrée à la LCB-FT en mars 2010 ; qu’ainsi le grief 54 est établi à la date du contrôle ; » 
203. Au Cameroun, les dispositions anti-blanchiment imposent aussi aux banques 
d’organiser des séances de formation de leurs employés. 
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2- L’organisation des formations au Cameroun 
 
204. L’Anif et la Cobac assurent la formation ainsi que la diffusion du dispositif anti-
blanchiment au sein des banques camerounaises (a), ces dernières ne sont pas en reste 
puisqu’elles organisent elles-mêmes des séances de formation de leur personnel (b). 
 
a) Des actions de formation et de sensibilisation de l’Agence nationale d’investigation 
financière et de la Commission bancaire d’Afrique centrale 
 
205. Depuis 2006, une activité d’information et de sensibilisation des assujettis parmi 
lesquels les banques, est entretenue par l’Anif. C’est ainsi qu’en 2006, deux séances de 
formations organisées à l’intention des assujettis et des correspondants ont eu lieu 
respectivement les 25 janvier 2006 dans la salle des conférences du MINEFI et le 03 février 
2006 au Palais des Congrès de Yaoundé137. En outre, les membres statutaires sont allés à la 
rencontre des assujettis à Douala et à Yaoundé les 21 et 22 mars 2006, à l’effet d’avoir des 
échanges directs et personnalisés avec ceux-ci. 
En 2007 et 2008, l’Anif a organisé du 30 janvier au 1er février à Douala138 des rencontres 
individuelles de sensibilisation et d’échanges avec les directeurs généraux des établissements 
de crédit et de l’Association Professionnelle des Etablissements de crédit du Cameroun139. 
206. La COBAC quant à elle a en 2006 élaboré un questionnaire dénommé « ASTROLAB » 
en vue de contrôler le degré de mise en œuvre du dispositif anti-blanchiment par les banques. 
207. A l’instar de Tracfin et de l’ACPR et conformément à la recommandation 34 des 
recommandations du GAFI qui, faut-il le rappeler, dispose que « les autorités compétentes, 
les autorités de contrôle et les organismes d’autorégulation devraient établir des lignes 
directrices et assurer un retour d’informations qui aideront les institutions financières et les 
entreprises et professions non financières désignées dans l’application des mesures 
nationales LBC/FT, et, en particulier, à détecter et déclarer les opérations suspectes », l’Anif 
et la COBAC devraient penser à l’organisation du dispositif d’autorégulation des banques. En 
effet, l’un des manquements patents du dispositif national anti-blanchiment est l’absence de 
lignes directrices de mise en œuvre des diligences et des mécanismes internes de contrôle, du 
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respect des procédures et des obligations prévues à cet effet. Ce dispositif est pourtant bien 
prévu à l’article 61 du règlement COBAC qui dispose que : « les modalités d’application du 
présent règlement seront en tant que besoin précisées par Instructions du Président de la 
COBAC, lesquelles pourront tenir compte de la situation particulière de chaque catégorie 
d’établissement assujetti ». 
208. De même, il est important d’établir une collaboration entre les institutions de contrôle. 
En effet, la nature d’infraction autonome du blanchiment rend nécessaire le renforcement de 
l’efficacité de l’action de toutes les institutions dont les missions convergent vers 
l’amélioration de la gouvernance. Pour ce faire, nous pensons à la création d’un organe de 
liaison entre toutes ces institutions lequel comme le Conseil d’orientation de la lutte contre le 
blanchiment des capitaux, assurera la coordination de l’ensemble des acteurs, services de 
l’Etat et autorités de contrôle concernés par le sujet. 
209. Si les banques camerounaises organisent elles aussi en leur sein des séances de 
formation de leur personnel, elles ne procèdent cependant pas toutes de la même façon. 
 
b) L’action des banques camerounaises 
 
210. Dans certaines banques, avant de prendre ses fonctions, le nouvel employé est soumis 
à un passage devant le responsable de la conformité qui s’assure que l’employé a saisi le 
contenu de la procédure. 
De même, à l’entrée en relation avec la banque, le nouvel employé reçoit une copie de la 
procédure de lutte contre le Blanchiment, il prend connaissance de cette procédure et 
reconnaît être soumis à son application. 
211. D’autres par contre n’ont pas prévu la formation des employés de manière spécifique. 
Cependant, toute personne recrutée au sein de la banque doit faire un tour de banque en 
passant au sein de tous les services parmi lesquels celui de la conformité et du contentieux 
pour s’imprégner des questions s’y rattachant. 
212. D’autres enfin ont prévu la circulation informatique du manuel ainsi qu’une formation 
présentielle de nouveaux collaborateurs. 
213. Pour une meilleure formation nous proposons une formation basée sur le risque. En 
effet, le risque d’exposition n’étant pas le même selon les fonctions qu’occupent les 
80 
 
collaborateurs140, il serait judicieux d’adapter la formation au risque encouru par le 
collaborateur. Pour ce faire, la banque doit dans un premier temps, établir une classification 
des collaborateurs ainsi qu’il suit : d’abord les collaborateurs les plus exposés, il s’agit des 
collaborateurs en contact direct avec la clientèle. Plus précisément les gestionnaires. Il peut 
aussi s’agir des collaborateurs rattachés à des départements en charge des risques ou des 
contrôles. 
Ensuite, les collaborateurs exposés : il s’agit des collaborateurs qui ne sont pas en contact 
direct avec la clientèle mais qui peuvent initier des opérations ou encore qui voient passer des 
opérations. Il s’agit des collaborateurs en charge des back-offices. 
Enfin, les autres collaborateurs à savoir par exemple le personnel du service de la 
comptabilité. 
214. Cette classification établie, la banque doit dans un deuxième temps définir des 
contenus de formation ciblés en prenant en compte les fonctions occupées par les 
collaborateurs et surtout leur degré d’exposition au risque. 
Tout ceci permettrait une formation précise, spécifique et allégée des collaborateurs141 
concourant à une prévention plus efficace du blanchiment des capitaux. 
215. Tous les textes internationaux ainsi que français et camerounais qui traitent du 
blanchiment prévoient à côté de l’obligation de formation, celle d’information des employés 
sur toute évolution en la matière. 
 
PARAGRAPHE II : L’INFORMATION DU PERSONNEL BANCAIRE 
 
216. Si les établissements bancaires français et camerounais sont soumis à l’obligation 
légale d’informer leur personnel bancaire, ils ont cependant chacun une méthode qui leur est 
propre. En effet, l’article L. 561-33 du CMF dispose en ce sens que : «  les personnes 
mentionnées à l’article L. 561-2 assurent la formation et l’information régulières de leurs 
personnels en vue du respect des obligations prévues aux chapitres Ier et II du présent titre. » 
217. De même, l’article 43 al. 2 du règlement COBAC prévoit que chaque établissement 
assujetti « doit assurer l’information et la formation de tous les membres concernés de son 
personnel ». 
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 Ceux-ci sont généralement obligés de lire des manuels de plusieurs pages, ce qui représente une contrainte en 
plus des tâches qui leur sont propres dans l’établissement. 
81 
 
Il s’agit également d’une obligation légale (A) qui connaît cependant une application 
distincte, les banques ayant des méthodes d’information qui leur sont propres (B). 
 
A- L’obligation légale d’information du personnel 
 
218. Il ressort de l’article 11-7 alinéa 2-3 du règlement 97-02, l’obligation faite aux 
banques de s’assurer que les agents concernés disposent d’une expérience, d’une 
qualification, d’une formation et d’un positionnement adéquats pour exercer leurs missions ; 
elles doivent veiller en outre à ce qu’ils aient accès aux informations internes nécessaires à 
l’exercice de leurs missions. Enfin, elles veillent à ce que le déclarant et le correspondant 
aient accès à toutes les informations nécessaires à l’exercice de leurs fonctions. Ceux-ci sont 
également informés des incidents en matière de LAB révélés par les systèmes de contrôle 
interne. 
219. En droit camerounais, l’obligation d’information du personnel, nous l’avons vu, est 
prévue par l’article 43 al. 2 du règlement COBAC qui prévoit que chaque établissement 
assujetti doit assurer l’information et la formation de tous les membres concernés de son 
personnel. 
220. La jurisprudence française va elle aussi repréciser cette obligation en sanctionnant 
plusieurs fois des banques et établissements de crédit pour non respect de cette obligation. 
C’est ainsi que dans sa décision rendue le 24 octobre 2012142 la commission de sanction de 
l’ACP relève que, l’établissement de crédit A n’a pas respecté les dispositions de l’article 11-
7 2.1 du règlement n° 97-02 suivant lesquelles « 2.1. Les entreprises assujetties veillent à ce 
que les personnels dont l’activité est exposée à des risques de blanchiment des capitaux et de 
financement du terrorisme soient en mesure de faire preuve d’une vigilance adaptée à ces 
risques. A cette fin, les  entreprises assujetties veillent à ce que la formation et l’information 
de ces personnels, prévues à l’article L. 561-33 du code monétaire et financier, soient 
adaptées à leurs activités, en tenant compte des risques identifiés par la classification et du 
niveau de responsabilité exercé ; que la formation et l’information des personnels portent 
notamment sur les procédures indiquant les opérations sur lesquelles ils doivent faire preuve 
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d’une vigilance particulière au regard des risques identifiés par la classification établie par 
l’entreprise assujettie ». 
En outre, dans une autre décision, la commission de sanction de l’ACP reprochait à la Bank 
Tejarat Paris de n’avoir pas mis en place une diffusion systématique des procédures internes 
auprès du personnel concerné. De même, les procédures internes relatives à la lutte contre le 
blanchiment n’ont pas fait l’objet d’une diffusion auprès du personnel et n’étaient pas 
appliquées (défaut de diffusion systématique des procédures internes). 
221. Ces quelques décisions, bien que traduisant des insuffisances dans la mise en œuvre du 
dispositif anti-blanchiment par les banques ne devraitent cependant pas remettre en cause les 
efforts faits par les banques. En effet, il est ressorti de nos entretiens que les banques 
informaient bien leurs collaborateurs même si chacune avait une méthode qui lui était propre. 
 
B- Les méthodes d’information propres aux banques françaises et camerounaises 
 
222. Les établissements bancaires sont également tenus d’informer leurs collaborateurs, 
afin que ceux-ci, compte tenu des fonctions qu’ils exercent, aient une connaissance 
satisfaisante des réglementations qui leur sont applicables. 
223. Les compliance officers rencontrés en France nous ont assuré que l’ensemble de leurs 
agents bénéficient d’une information régulière sur le blanchiment ainsi que toutes les 
évolutions législatives. 
224. Pour certains, l’information était transmise par voie de messagerie interne et aussi lors 
de réunions commerciales. C’est par exemple le cas de la BPCA143 qui, sanctionnée en 2009 
pour non respect du dispositif préventif de lutte contre le blanchiment, faisait valoir que ses 
agents pouvaient accéder sous intranet aux procédures du groupe. 
225. Il en est de même dans les banques camerounaises au sein desquelles pour certaines, la 
veille juridique est assurée par le service du contentieux. En effet, les agents dudit service se 
doivent de suivre les évolutions législatives sur la question. Toutefois, il est important de 
signaler qu’il ne s’agit que d’une obligation personnelle. Il n’existe aucune obligation légale 
ou professionnelle à leur charge sur cette question. 
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En outre, ces banques ont le Cameroun tribune144 qui les informe de toutes les évolutions 
législatives. De plus elles commandent et achètent les nouveaux textes pour se mettre à jour. 
Ceux-ci sont mis à la disposition de leurs agents. Ces banques passent également par le biais 
de leurs avocats pour s’approvisionner et être au courant des réformes législatives sur la 
question. 
226. D’autres sensibilisent leur personnel aux pratiques à adopter au quotidien et aux 
conséquences de leur non respect, en leur présentant les astreintes concrètes du métier de 
banquier, s’il s’agit de nouveaux collaborateurs ou en les rappelant au personnel en place. 
Elles réalisent également des actions de formation particulière pour informer le personnel de 
ses obligations en matière de conformité, des risques qu’il encourt et des précautions à 
prendre pour s’en protéger. D’où la nécessité d’insister sur des aspects transversaux tels que le 
droit d’alerte qui consiste à signaler, sans hésiter les transgressions qu’on peut constater et la 
nécessité de maintenir ses positions quelles que soient les pressions dont on pourra faire 
l’objet. 
227. En France, «  les dispositions du règlement n°-97-02 prévoient que les entreprises 
organisent la faculté, pour leurs salariés, de faire part à un responsable de la conformité de 
leurs interrogations vis-à-vis d’une opération », souligne Danièle Nouy145. Ce devoir d’alerte 
n’est pas tourné vers des instances ou autorités extérieures à l’entreprise. Son objet est 
d’améliorer, par la participation de tous, la prévention des risques auxquels les établissements 
bancaires sont confrontés, en renforçant un dispositif de dialogue interne dans un domaine 
limité aux règles propres aux activités bancaires. 
228. La diffusion des informations est une obligation fondamentale car elle permet 
d’informer les collaborateurs et d’actualiser les informations transmises afin que ceux-ci s’en 
imprègnent et les appliquent de manière efficace. Ce qui préserve la banque de certains 
risques. 
  
                                                 
144
 Journal local camerounais. 
145
 A. MASOUNAVE, Contrôle interne Vers une éthique de la responsabilité, Revue BANQUE n° 671 Juillet-
Août 2005, p. 25. 
84 
 
SECTION II : LA PRÉSERVATION DES BANQUES DU RISQUE DE 
NON-CONFORMITÉ 
 
229. Le blanchiment des capitaux est un risque susceptible de causer des pertes à la banque, 
notamment, des amendes, des pertes de clients146. La mise en conformité constitue donc un 
atout majeur pour les banques aussi bien sur le plan juridique, qu’opérationnel : 
- La non exposition de la banque à des pertes directes dues à la fraude soit parce 
qu’elles ont fait preuve de négligence en acceptant des clients indésirables, soit parce 
que certains de leurs propres agents se seraient compromis avec les criminels. 
- L’obtention de bénéfices commerciaux à partir des contraintes liées à la connaissance 
de la clientèle. 
230. Aussi, les banques ont créé en leur sein et ce, conformément à la législation, une 
« ligne de métier » conformité dont le rôle est de définir et de mettre en œuvre une politique 
de prévention du risque de non-conformité. Un responsable a donc été chargé de veiller à la 
cohérence et à l’efficacité du contrôle du risque de non-conformité.  
231. Les textes internationaux et nationaux ont bien défini le risque de non-conformité 
(Paragraphe I) et n’ont pas manqué de préciser leur nature (Paragraphe II). 
 
PARAGRAPHE I : DÉFINITIONS DU RISQUE DE NON-CONFORMITÉ 
 
232. Suite à de nombreuses affaires147 imputables pour partie au non-respect ou à une 
maîtrise insuffisante de la législation et des réglementations, les banques et régulateurs ont 
engagé une réflexion quant aux modalités de maîtrise de ces risques. Dans ce contexte, une 
réflexion a été engagée au niveau international, notamment au sein du Comité de Bâle afin de 
mieux appréhender les risques autres que les risques de crédit et de marché et, de formuler des 
propositions spécifiques quant aux modalités de contrôle du risque de non-conformité. 
233. Dans le prolongement de l’approche internationale, la France a inscrit le principe du 
respect de la conformité dans son règlement 97-02 relatif au contrôle interne. En effet, parce 
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que très important et spécifique le risque de non-conformité fait l’objet d’une prise en charge 
par une fonction dédiée, à savoir la fonction de conformité148 . 
A la suite du Comité de Bâle (A), le législateur français a donc défini le risque de non-
conformité (B). Tel n’est cependant pas le cas du législateur camerounais (C). 
 
A- Définition du Comité de Bâle 
 
234. Il ressort de Bâle II que le risque de non-conformité (compliance risk) est un risque de 
sanctions judiciaires ou disciplinaires, de perte financière significative, d’atteinte à la 
réputation résultant du non-respect de lois, réglementations, règles, normes d’organisation 
interne et codes de conduite applicables à ses activités bancaires. 
Les lois, règlementations et normes couvrent de façon générale les domaines tels que le 
respect des règles propres de pratique de marché ; 
De même, la gestion des conflits d’intérêt, l’égalité de traitement des clients et le caractère 
adapté du conseil au client, les règles de conformité couvrent spécifiquement des domaines 
tels que la prévention du blanchiment d’argent et du financement du terrorisme et peuvent 
inclure les dispositions fiscales concernées par le montage des opérations bancaires et la 
fourniture des services. Une banque, qui a participé à des opérations en connaissance de 
l’intention des clients d’échapper à des obligations de reporting réglementaires, de 
communication financière ou à des obligations fiscales ou de réaliser des activités illégales, 
s’expose à un risque significatif de non-conformité. 
Enfin, les lois, réglementations et normes ont des sources diverses. Elles émanent des 
législateurs et des régulateurs, mais résultent également des conventions de place, ou 
constituent des pratiques élaborées par les organismes professionnels. On mentionnera enfin 
les codes de conduite internes applicables aux dirigeants de banque. Les obligations résultent 
ainsi d’un ensemble normatif beaucoup plus large et n’est pas circonscrit aux seules 
obligations ayant force légale. Elles peuvent être issues également des normes de loyauté et de 
comportement éthiques. 
235. Le risque de non-conformité est donc défini par le Comité de Bâle149 comme un risque 
de sanction judiciaire, administrative ou disciplinaire, de perte financière, d’atteinte à la 
                                                 
148
 V. Titre 1, Chapitre 1 Ière partie pour plus de détails. 
149
 Document consultatif du Comité de Bâle du 27 octobre 2003 sur la fonction de conformité dans les banques 
« Consultative Document on the Compliance Function in Banks ». 
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réputation, du fait de l’absence de respect des dispositions législatives et réglementaires, des 
normes et usages professionnels et déontologiques, propres aux activités des banques. 
236. S’inspirant de cette définition du Comité de Bâle, le législateur français a lui aussi 
défini le risque de non-conformité. 
 
B- Définition française du risque de non-conformité 
 
237. En droit français, le Règlement n°-97-02 le définit comme  le « risque de sanction 
judiciaire, administrative ou disciplinaire de perte financière significative ou d’atteinte à la 
réputation, qui naît du non-respect de dispositions propres aux activités bancaires et 
financières, qu’elles soient de nature législative ou réglementaire, ou qu’il s’agisse de normes 
professionnelles et déontologiques ou d’instructions de l’organe exécutif prises notamment en 
application des orientations de l’organe délibérant » 150. 
238. Ainsi défini, le risque de non-conformité se distingue du risque juridique de litige avec 
une contrepartie puisqu’il ne vise pas la mise en cause des établissements au titre de leurs 
obligations contractuelles mais les conséquences dommageables du non-respect des règles 
relevant pour l’essentiel de l’ordre public151. 
239. La conformité aux lois et règlements est devenue une préoccupation majeure et le 
risque pénal, qui était tabou, est devenu un sujet en soi. En effet, la réglementation est dense 
et complexe, le non-respect des textes peut coûter cher à l’entreprise et à ses dirigeants. 
Les contrôles des autorités administratives sont redoutés et peuvent être redoutables 
puisqu’elles ont vu, chacune à leur tour, leurs pouvoirs d’investigations et de sanctions 
significativement accrus. 
240. Si le risque de non- conformité connaît un encadrement juridique spécifique en droit 
français, il n’en va pas de même en droit communautaire CEMAC et encore moins en droit 
interne camerounais. Nous incitons donc le législateur camerounais à intégrer, et de façon 
exhaustive, cette notion dans son dispositif juridique. 
 
  
                                                 
150
 Titre I du CRBF 97-02, « Principes et définitions ». 
151
 In la fonction de conformité au sein des établissements de crédit et des entreprises d’investissement, op. Cit.  
87 
 
C- La nécessité d’une définition du risque de non-conformité en droit camerounais 
 
241. On se serait attendu à retrouver une définition du risque de non-conformité parmi les 
notions définies à l’introduction du règlement COBAC R-2001-07 relatif au contrôle interne 
dans les établissements de crédit. Mais il n’en est rien. Ni ce texte, ni les autres règlements 
communautaires portant prévention du blanchiment des capitaux ne définissent le risque de 
non-conformité. 
242. Le législateur camerounais ou plus précisément communautaire devrait s’inspirer de la 
définition donnée par le Comité de Bâle et inscrire par exemple le principe du respect de la 
conformité dans son règlement R-2001-07 relatif au contrôle interne. En effet, les évolutions 
du cadre d’activité des banques appellent une réflexion, dans le contexte de celle conduite au 
niveau international par le comité de Bâle sur le contenu précis et les grands principes de mise 
en œuvre de la conformité. En particulier, du fait de l’importance et de la spécificité du risque 
de non-conformité aux lois et règlements, celui-ci devrait comme l’ensemble des risques 
encourus par les établissements de crédit, être pleinement intégré dans le champ d’exercice du 
contrôle interne. 
243. Le champ du risque de non-conformité ainsi défini par le législateur camerounais 
pourrait inclure notamment les dispositions relatives à la prévention du blanchiment des 
capitaux et au financement du terrorisme, la conduite des activités bancaires et financières, la 
protection de la vie privée et des données et enfin la législation fiscale et le droit du travail. 
244. Afin de permettre aux banques camerounaises de mieux appréhender, mesurer et 
contrôler les risques de non-respect des lois ou réglementations et de limiter leur impact, le 
législateur camerounais devrait penser lui aussi à une définition du risque de non-conformité 
245. Le législateur camerounais en définissant la notion de risque de non-conformité 
devrait aussi mettre l’accent sur les différents risques auxquels les banques s’exposent du fait 
du non respect des dispositions préventives LAB. 
 
PARAGRAPHE II : TYPOLOGIE DES RISQUES DE NON-CONFORMITÉ 
 
246. Des enquêtes réalisées auprès des banques françaises et camerounaises, il est ressorti 
que les motivations des employés dans la lutte contre le blanchiment des capitaux étaient 
presque identiques. Certains d’entre eux en effet, ont exprimé leur crainte des sanctions 
internes pouvant aller jusqu’au licenciement. D’autres avaient plutôt des convictions éthiques 
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personnelles tendant au respect du code de déontologie de la banque. D’autres enfin, avaient 
pour souci de préserver la bonne réputation de la banque en particulier et de la place 
financière en général. 
247. Ainsi, les risques encourus par les établissements bancaires en cas de non respect de la 
législation anti-blanchiment peuvent être d’ordre juridique (A) et d’ordre réputationnel (B). 
 
A- Les risques juridiques 
 
248. Le risque juridique réside dans la possibilité que des procès, des jugements 
défavorables ou l’impossibilité d’exécution de contrats perturbent ou compromettent les 
opérations ou la situation d’un établissement bancaire. Des banques peuvent faire l’objet de 
poursuites du fait de la non observation des normes anti-blanchiment obligatoires.  
249. Le non-respect de la mise en œuvre du dispositif préventif anti-blanchiment peut 
entrainer des sanctions disciplinaires, pénales, voire même et sous certaines conditions, civiles 
pour la banque, les dirigeants et les salariés152. 
250. Concernant les sanctions disciplinaires, l’article 60 du règlement COBAC dispose 
: « lorsque, par suite soit d’un grave défaut de vigilance, soit d’une carence dans 
l’organisation de ses procédures internes de contrôle, un établissement assujetti a omis 
d’accomplir les obligations mises à sa charge, la COBAC peut engager une procédure 
disciplinaire sur le fondement des dispositions des textes régissant la profession ». La même 
disposition est prévue à l’article L. 561-36 du Code monétaire qui prévoit des sanctions 
disciplinaires prononcées par l’ACPR en cas de manquement par les banques aux obligations 
auxquelles elles sont tenues en matière de prévention du blanchiment des capitaux.  
251. Il s’agit des sanctions infligées aux banques à la suite d’une mission d’inspection des 
autorités de supervision que sont la COBAC pour les banques camerounaises et la 
commission de sanction de l’ACPR pour les banques françaises.  
252. En outre, la méconnaissance par les banques françaises et camerounaises de leurs 
obligations professionnelles en matière de lutte anti-blanchiment peut faire l’objet de 
sanctions pénales et même civiles. 
253. Les décisions prononcées par la commission des sanctions de l’ACP en matière 
disciplinaire sont rendues publiques dans les publications, journaux ou supports qu’elle 
                                                 
152
 V. IIè partie, titre 2, chapitre 2  pour plus de détails. 
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désigne, dans un format proportionné à la faute commise et à la sanction infligée et les frais 
de cette publicité sont supportés par la personne sanctionnée. La publicité de la sanction ainsi 
prononcée peut détériorer la réputation d’un établissement. 
 
B- Le risque d’atteinte à la réputation 
 
254. Le risque de réputation ou d’image correspond au risque qu’une publicité négative, 
relative à la conduite des affaires ainsi qu’aux relations entretenues par un établissement, 
porte atteinte à la confiance dans l’intégrité de l’établissement. Cette publicité négative peut 
notamment être très médiatisée, ce qui augmente l’impact sur la réputation de l’établissement. 
La banque mise en cause peut donc connaître une détérioration sensible de son image et subir 
un impact commercial important et durable.  
255. La réputation est une valeur marchande, qui dépasse souvent de loin celle des 
opérations financières qui pourraient conduire à lui porter atteinte.153 
256. Le risque de réputation est probablement à l’origine de véritables progrès dans la lutte 
contre le blanchiment de la part des banques. Le risque d’atteinte à la réputation constitue en 
effet une lourde menace pour les banques, étant donné que la nature de leurs activités 
nécessite le maintien de la confiance des déposants, des créanciers et du marché en général. 
Ce risque se définit comme l’éventualité qu’une publicité défavorable, justifiée ou non, 
concernant des pratiques et connexions d’une banque n’entraîne une perte de confiance dans 
l’intégrité de l’établissement. Les banques sont particulièrement vulnérables à ce type de 
risque, car elles peuvent facilement devenir l’instrument ou la cible d’activités illégales de 
leurs clients. 
257. Les auteurs de la déclaration de Bâle publiée en décembre 1988 affirmaient en ce sens 
que « la confiance publique dans les banques, et partant leur stabilité, peut être minée par la 
publicité négative résultant d’une association fortuite des banques avec les criminels. De 
plus, les banques elles-mêmes peuvent être confrontées à des pertes directes dues à des 
fraudes résultant de négligences dans le filtrage des clients indésirables, ou de ce que 
l’intégrité de leurs employés a pu être sapée par son association avec des criminels. » 
258. Par conséquent, elles doivent se protéger en exerçant une vigilance constante grâce à 
un programme connaissance client (CC) efficace. 
                                                 
153
 N. MOLFESSIS, « Les banques et la lutte contre le blanchiment des capitaux » ? Banque et Droit mars-avril 
2003 n°88, p. 5. 
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CONCLUSION DU CHAPITRE II 
 
259. Pour une lutte efficace contre le blanchiment des capitaux, les textes internationaux et 
nationaux, notamment français et camerounais qui traitent du blanchiment des capitaux 
recommandent la participation de tout le personnel bancaire. Pour ce faire, ils imposent leur 
formation et information pour une mise en œuvre générale du dispositif au sein des 
établissements. En effet, la détection d’une opération de blanchiment commence par les 
chargés de clientèle qui sont en contact direct avec les clients et donnent dès lors l’alerte au 
service de lutte anti-blanchiment. La lutte contre le blanchiment des capitaux est donc une 
affaire de tous au sein des banques françaises et camerounaises et concourt à sauvegarder la 
réputation de ces dernières.  
260. Ces recommandations ont été bien integrées au sein des banques françaises et 
camerounaises qui organisent des séances de formation de leur personnel et ont chacune des 
méthodes particulières d’information de celui-ci. En le faisant, les banques se prémunissent 
du risque de non-conformité. En effet, une banque qui ne respecte pas ses obligations en la 
matière s’expose au risque de non-conformité défini par le Comité de Bâle et le règlement 
français 97-02 comme un risque de sanction judiciaire, administrative ou disciplinaire, de 
perte financière, d’atteinte à la réputation, du fait de l’absence de respect des dispositions 
législatives et réglementaires, des normes et usages professionnels et déontologiques, propres 
aux activités des banques.  
261. Cette définition devrait être reprise par le législateur camerounais afin de combler le 
vide marqué par l’absence de définition de cette notion dans son droit interne. De même, les 
mesures relatives à la formation et l’information du personnel devraient être plus explicites. 
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CONCLUSION DU TITRE I 
262. Pour mettre en œuvre le dispositif préventif anti-blanchiment, les banques françaises et 
camerounaises ont dû revoir leur organisation interne. Sur le plan social, les établissements 
bancaires ont désigné expressément en leur sein un membre de la direction comme 
responsable de la mise en œuvre du dispositif. De même, il a été pris en compte, dans le 
recrutement de leur personnel, en fonction des responsabilités exercées, les risques au regard 
de la lutte contre le blanchiment et le financement du terrorisme. 
263.  Cette nouvelle fonction, au final, a pour objectif de garantir l’intégrité du métier de 
banquier. En effet, elle apporte de la sécurité, garantit la régularité et la conformité, privilégie 
l’éthique dans le développement des affaires : Cette fonction participe aussi à une autre 
préoccupation qui est celle du gouvernement d’entreprise dont il faut rappeler que la finalité 
est l’amélioration de la gestion et de l’image de l’entreprise auprès du public et des 
investisseurs.  
264. On observe donc au sein des banques françaises et camerounaises, la mise en œuvre 
d’une politique visant à faire émerger ou renforcer une véritable culture de conformité en leur 
sein. En effet, des formations ont été organisées en vue d’une sensibilisation de leur 
personnel. Ce qui leur permet de se prémunir d’éventuels risques auxquels elles 
s’exposeraient en cas de non respect de la mise en ouvre du dispositif. 
Tout d’abord, s’agissant du risque réputationnel, il faut bien voir que  l’implication d’une 
banque dans une affaire de blanchiment entame la crédibilité du système bancaire et financier 
tout entier, et mine de manière durable la réputation de la banque qui y est exposé. 
Le risque pénal quant-à lui, est de plus en plus présent. La connaissance de la clientèle et des 
opérations qu’elle effectue pourrait conduire certaines juridictions à considérer que l’élément 
intentionnel du délit de blanchiment existe et donc à retenir à l’encontre de la banque ledit 
délit. 
265. D’une manière générale, on observe une perception générale du risque de non-
conformité, même si les dispositifs mis en œuvre sont encore parfois insuffisamment réfléchis 
et a fortiori développés. Le risque de non-conformité fait désormais l’objet d’une gestion plus 
formalisée et identifiée de la part des établissements bancaires français et camerounais.  
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TITRE II : LE RENFORCEMENT DU SYSTEME BANCAIRE 
DE CONTRÔLE DE LA CLIENTLE 
266. Les obligations imposées aux établissements bancaires français et camerounais dans le 
cadre de la lutte anti-blanchiment, doivent être intégrées dans la gestion quotidienne de ces 
établissements. En effet, nombre de mesures anti-blanchiment vont dans le sens d’une plus 
grande rigueur dans la conduite de leurs activités. Bien connaître ses clients, leur train de vie, 
leur parcours professionnel et leurs affaires, sont autant de préoccupations qui permettent aux 
établissements bancaires, à la fois de mieux gérer le risque qu’ils présentent et, par 
conséquent, de mieux préserver la solidité et l’intégrité de la banque, mais également de leur 
proposer des produits et des services mieux adaptés à leur profil individuel, donc de mieux 
vendre154.  
267. De plus, les diverses propositions sur le sujet, telle la célèbre politique du « Know 
Your Customer » prônée par le comité Wolfsberg ne font, en fait, que reprendre les 
procédures qui devraient normalement être suivies par les banques. En effet, « connais ton 
client » est un principe qui, aujourd’hui, devrait être évident pour les banques françaises et 
camerounaises, soumises depuis longtemps déjà à de nombreuses obligations nécessitant de 
collecter préalablement un certain nombre d’informations sur leurs clients. Aussi, les 
obligations de vigilance imposées aux banques au titre de la lutte contre le blanchiment des 
capitaux viennent renforcer les règles de contrôle de la clientèle déjà présentes au sein des 
banques. 
268. L’idée directrice du dispositif préventif anti-blanchiment est d’obliger les banques à 
plus de vigilance. Le mot est d’ailleurs au cœur des dispositifs camerounais et français mis en 
place par le règlement Cobac en 2005 et la loi du 12 juillet 1990, qui prévoient, à côté d’une 
obligation dite de « déclaration de certaines sommes ou opérations », d’ « autres obligations 
de vigilance des organismes financiers ». Il s’agit d’imposer à leurs établissements bancaires 
de mieux maîtriser les ressorts des opérations qu’ils permettent, à travers une connaissance 
accrue de leurs clients par la mise en œuvre des règles « KYC » (Chapitre I) ou encore en 
leur imposant un examen particulier des opérations importantes qui sont inhabituelles 
(Chapitre II). 
                                                 

C. EMMENECKER et M. CORRADINI, Compliance : les conséquences pratiques du renforcement des 
contrôles : Banque Stratégie 2003 ; n° 206, p. 17-18. 
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CHAPITRE I : LA MISE EN ŒUVRE DES RGLES « KNOW 
YOUR CUSTOMER » PAR LES BANQUES  
 
269. La vigilance accrue imposée aux banques françaises et camerounaises dans le cadre de 
la lutte contre le blanchiment des capitaux passe par une parfaite connaissance des clients. Les 
banques dès lors ont été conseillées d’approfondir les relations qu’elles entretiennent avec 
leurs clients. Pour connaître leur clientèle, elles devront, en fait, aller plus loin que ce qui leur 
est demandé par les textes. Ainsi, par exemple, la banque, pour pouvoir remarquer une 
incohérence entre les revenus d’un de ses clients et sa situation professionnelle, devra avoir 
été informée de la profession de son client. 
270. En France, la  directive européenne du 26 octobre 2005 modifie 
considérablement les pratiques en matière de prévention du blanchiment des capitaux. Celle-
ci va consacrer « l’approche risque » en matière de prévention du blanchiment et de 
financement du terrorisme. Cette approche considère aussi bien les éléments qui accroissent 
les risques que ceux qui les réduisent. L’objectif étant non seulement de bien connaître le 
client mais aussi de comprendre l’activité actuelle qui est la sienne mais aussi l’activité passée 
et celle projetée. C’est le décalage, l’écart entre les différentes activités qui fournit des 
informations qui vont permettre de déterminer si l’on est en présence d’activités inhabituelles 
ou suspectes. 
271. Au Cameroun, les dispositifs législatifs et réglementaires mettent en œuvre une 
approche légaliste, soumettant les organismes financiers à des obligations de collecte 
d’informations et de déclaration à partir de seuils, ce qui suppose implicitement que l’activité 
ou les transactions déclarées peuvent être suspectes ou illégales. Cette approche est restrictive 
car le présupposé est que toutes les transactions importantes sont suspectes et a pour effet que 
la surveillance se limite et se concentre sur des seuils. Or ce qu’il importe c’est de reconnaître 
une activité inhabituelle en la comparant à des activités connues et prévues. De plus, 
l’approche réglementaire a une vision trop normative, voire inadaptée aux spécificités des 
banques. 
Nous étudierons donc l’approche par le risque de blanchiment des banques françaises 
(Section I) et l’approche réglementaire des banques françaises (Section II). 
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SECTION I : L APPROCHE PAR LE RISQUE DE BLANCHIMENT DES 
BANQUES FRANÇAISES 
 
272. L’approche basée sur le risque introduite dans les quarante neuf anciennes 
recommandations du GAFI et reprise dans la  directive anti-blanchiment, s’est 
concrétisée au niveau de la transposition en droit interne français, en particulier pour 
l’application des obligations de vigilance. 
En effet, la  directive européenne du 26 octobre 2005 a considérablement modifié les 
pratiques françaises en matière de prévention155 du blanchiment des capitaux. Celle-ci va 
consacrer « l’approche risque » en matière de prévention du blanchiment et de financement du 
terrorisme.  
273. A la lecture de l’ordonnance n° 2009-I04 du 30 janvier 2009156 relative à la prévention 
de l’utilisation du système financier aux fins de blanchiment de capitaux et de financement du 
terrorisme, le concept d’approche par les risques peut se résumer comme « la mise en place 
d’un dispositif d’adaptation du niveau de vigilance au niveau de risque effectif du 
blanchiment ou de financement du terrorisme ».  
Aussi, nous verrons que le législateur français a donc opté pour la mise en place d’une 
approche graduée de l’obligation de vigilance (Paragraphe I) laquelle présente plusieurs 
avantages (Paragraphe II). 
 
PARAGRAPHE I : LA MISE EN PLACE D’UNE APPROCHE GRADUÉE DE 
L’OBLIGATION DE VIGILANCE 
 
274. Les obligations de vigilance en matière lutte contre le blanchiment des capitaux ont 
connu une évolution significative en droit français à la suite de la modification des 
recommandations du GAFI en 2003. En posant les dispositions d’application de l’ordonnance 
de 2009, le décret n° 2009- 1087 du 2 septembre 2009 a repris un grand nombre de ces 
précisions en adoptant pour leur application l’approche fondée sur les risques. Désormais est 
consacrée la faculté pour les banques d’affecter les moyens adéquats à la mise en œuvre des 
                                                 
155
 Les deux premières directives de 1991 et 2001 reposaient sur une approche réglementaire prévoyant 
l’application d’une vigilance uniforme quel que soit le type de clientèle ou la nature de l’opération. 
156
 C’est cette ordonnance qui va transposer les dispositions de la directive de 2006 en droit interne français. 
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obligations dans ce domaine, en fonction de l’analyse qu’elles font des risques auxquels leur 
activité les expose.  
Pour ce faire, le texte a ainsi transposé, en droit interne, le principe de proportionnalité des 
obligations de vigilance aux risques, judicieusement posé par la troisième directive. 
La directive n’a pas défini le risque de blanchiment et, s’est contentée de donner des exemples 
de situation qui suivant les cas, présentent un fort ou un faible risque de blanchiment (A).  
Cependant, soucieuse de ne pas entraver la vie des affaires, la directive a également prévu des 
cas d’aménagement dans la mise en œuvre de l’approche par le risque (B). 
 
A- La notion d’« approche par le risque » 
 
275. Par l’approche graduée en fonction du risque, une plus grande latitude est laissée à 
chaque établissement bancaire pour définir le niveau et la nature des diligences à mettre en 
œuvre, en fonction de la nature de sa clientèle et des services offerts. 
L’étude de la détermination des niveaux de risque (1) précédera celle de l’étendue des 
obligations (2). 
 
1- La détermination des niveaux de risque 
 
276. En principe, ce sont les banques qui identifient les risques de blanchiment (a). 
Cependant, le législateur a égelement prévu des critères objectifs d’identification des risques 
(b). 
 
a) Principe : identification des risques par les banques 
 
277. Pour le législateur français, l’effectivité et l’efficacité de la lutte contre le blanchiment 
des capitaux reposent essentiellement sur la capacité des professionnels à apprécier, avant 
toute action et intervention, les risques de blanchiment qu’ils encourent pour chaque opération 
qu’ils vont effectuer. 
278. Par l’approche par les risques, les banques sont soumises à une appréciation 
personnelle des risques de blanchiment pour chaque opération qu’elles effectuent. L’abandon 
de la plupart des seuils réglementaires de risques a ainsi laissé la place à un examen propre et 
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individualisé, par chaque banque, des menaces et faiblesses auxquelles elle s’expose dans 
l’exercice de ses fonctions. 
Pour l’évaluation du risque de blanchiment, les banques recueillent et analysent les éléments 
figurant sur la liste de l’arrêté du 2 septembre 2009157 pris pour application de l’article R. 561-
12 du code monétaire et financier. Ainsi, s’agissant de la connaissance de la relation 
d’affaires, les éléments d’information peuvent être, le montant et la nature des opérations 
envisagées, la provenance et la destination des fonds, la justification économique déclarée par 
le client ou le fonctionnement envisagé du compte. 
279. S’agissant de la connaissance de la situation professionnelle, économique ou 
financière du client et le cas échéant, celle du bénéficiaire effectif, l’arrêté liste les éléments 
permettant d’avoir des personnes morales et physiques la connaissance la plus fine possible 
tant en ce qui concerne leur identité que leur activité, leur situation financière et patrimoniale. 
280. Enfin, en ce qui concerne les fiducies et autres structures de gestion d’un patrimoine 
d’affectation sans personnalité morale y compris de droit étranger, un document justifiant la 
répartition des droits sur le capital ou sur les bénéfices de l’entité au nom de laquelle 
l’ouverture d’un compte ou l’exécution d’une opération est demandée doit être produit. 
281. La compétence est donc partagée entre le législateur et les banques158, celui-ci ayant 
défini quelques critères objectifs d’identification des risques. 
 
b) Exception : quelques critères objectifs d’identification des risques 
 
282. Le législateur français a identifié des situations présentant en elles-mêmes un risque 
faible (i)  ou au contraire un risque élevé (ii)  de blanchiment en se fondant sur des critères 
objectifs. 
 
i) Le faible risque de blanchiment 
 
283. Les activités financières accessoires159 : il s’agit principalement de l’activité 
financière accessoire à la seule activité d’intermédiation en assurance consistant uniquement à 
                                                 
Disponiblesurhttp://www.legifrance.gouv.fr/affichTexte.do?cidTexte=JORFTEXT000021017585&dateTexte
=&categorieLien=id 
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 C. CUTAJAR, La prévention du blanchiment par l’approche fondée sur le risque après le décret du 2 
septembre 2009. La Semaine Juridique Edition Générale n° 42, 12 octobre 2009, 338, p. 48. 
99 
 
présenter, proposer ou aider à conclure des contrats relatifs à des produits d’assurance qui ne 
sont que le complément du produit ou du service fourni dans le cadre de l’activité principale. 
Cependant, l’activité ne doit pas dépasser 5 % du chiffre d’affaires total de la personne 
concernée selon les comptes établis pour le dernier exercice comptable. De même, le montant 
de la prime annuelle par contrat et par client ne doit pas dépasser 1000 euros. Enfin, le 
montant du chiffre d’affaires annuel de l’activité ne doit pas dépasser 50 000 euros, qu’il 
s’agisse de l’assurance vie ou de l’assurance dommages, selon les comptes établis pour le 
dernier exercice comptable. 
284. Les clients listés 160: certains clients figurant sur les listes édictées par l’article R. 561-
15 du Code monétaire et financier présentent un faible risque de blanchiment. C’est le cas 
lorsque le client est une banque, assurance, institution de prévoyance, mutuelle, la Banque de 
France et les instituts d’émission d’outre-mer, un établissement des marchés financiers, une 
société côtée sur un marché réglementé, situés en France ou dans un Etat membre de l’Union 
européenne ou dans un Etat partie à l’accord sur l’Espace économique européen (EEE) ou 
dans un pays tiers figurant sur une liste arrêtée par le ministre de l’économie. 
285. C’est également le cas lorsque le client est une autorité ou un organisme public à 
condition que son identité soit accessible au public, transparente et certaine ; que ses acticités 
et pratiques comptables soient transparentes ; qu’il soit responsable devant une autorité d’un 
Etat membre ou d’une institution européenne et qu’il soit soumis à des procédures appropriées 
de contrôle de son activité. 
286. L’article R. 561-15, 2° du même code vise également le bénéficiaire effectif des 
sommes déposées sur des comptes détenus pour le compte de tiers par les notaires, les 
huissiers de justice établis géographiquement comme précisé ci-dessus à condition que les 
informations relatives à son identité soient mises à la disposition des établissements agissant 
en qualité de dépositaires pour ces comptes s’ils en font la demande.  
287. Les produits listés161 : le législateur français a prévu des exonérations d’obligation de 
vigilance, entre autres162, concernant la monnaie électronique à condition que la capacité 
maximale du support ne soit pas supérieure à 250 euros si le support ne peut pas être rechargé 
ou, dans le cas contraire, le seuil maximal est de 2500 euros sur l’année civile. Toutefois, dès 
lors qu’une demande de remboursement porte sur un montant unitaire ou sur un montant 
                                                                                                                                                        
159
 Article R. 561-4 CMF. 
160
 Article R. 561-15 CMF. 
161
 Article R. 561-16 CMF. 
162
 Plusieurs opérations sont listées, mais nous nous limiterons aux opérations concernant les banques. 
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global d’au moins 2500 euros au cours de la même année civile, les banques doivent mettre en 
œuvre les obligations de vigilance. 
288. Il en est de même des opérations de crédit à la consommation à condition qu’elles ne 
dépassent pas 4000 euros et sous réserve que le remboursement de crédit soit effectué 
exclusivement par un compte ouvert au nom du client auprès d’une banque établie dans un 
Etat membre de l’Union européenne ou dans un Etat partie à l’accord sur l’Espace 
économique européen. 
 
ii) Le risque élevé de blanchiment 
 
289. L’article L. 561-10 du Code monétaire et financier identifie tout d’abord  les 
personnes ou produits présentant objectivement un risque élevé de blanchiment et auxquels il 
convient d’appliquer des mesures de vigilance complémentaires. Il s’agit des opérations à 
distance, conclues lorsque le client ou son représentant légal n’est pas physiquement présent 
lors de l’identification, celles qui favorisent l’anonymat ainsi que les opérations pour compte 
propre ou pour compte de tiers effectuées avec des personnes physiques ou morales 
enregistrées dans certains Etats ou territoires. Les clients visés sont les personnes 
politiquement exposées (PPE). 
290. L’article L. 561-10-1 du Code monétaire et financier prévoit ensuite d’appliquer une 
vigilance renforcée aux relations transfrontalières de correspondant bancaire ou en vue de la 
distribution d’instruments financiers initiées par des établissements bancaires ou des 
entreprises d’investissement autres que les sociétés de gestion de portefeuille avec des 
organismes financiers situés hors de l’Union ou dans un pays qui n’est pas partie à l’accord 
sur l’EEE. 
291. Enfin, une vigilance renforcée doit aussi être appliquée aux produits ou opérations 
favorisant l’anonymat. L’article R. 561-19 du Code monétaire et financier vise les bons et 
titres anonymes ainsi que les opérations portant sur ces bons et titres. 
Les niveaux de risques déterminés, qu’en est-il de l’étendue des obligations ? 
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2- L’étendue des obligations 
 
292. La vigilance imposée aux banquiers dépend désormais du risque de blanchiment 
attaché au profil des clients, des produits, des opérations. A une vigilance standard (a) 
s’articulent aujourd’hui des niveaux de vigilance allégée (b), complémentaire (c) et renforcée 
(d). 
 
a) La vigilance standard 
 
293. L’obligation de vigilance du banquier désigne classiquement pour le professionnel de 
déceler, parmi les opérations qu’on lui demande de traiter, celles qui présentent une anomalie 
apparente et, en présence d’une telle anomalie, de tout mettre en œuvre pour éviter le 
préjudice qui résulterait pour le client, pour la banque elle-même, ou pour un tiers de la 
réalisation de cette opération163. 
294. Cette obligation imposée pour la première fois aux banques par la jurisprudence164, a 
été consacrée en droit français par l’article 30 du décret du 3 octobre 1975165 qui obligeait les 
banques, préalablement à l’ouverture d’un compte, à vérifier le domicile et l’identité du 
postulant tenu de présenter un document officiel dont les caractéristiques et les références 
devaient être enregistrées par le banquier166. 
295. Aujourd’hui, le décret du 2 septembre 2009167 détaille les obligations liées à 
l’identification du client et du bénéficiaire effectif d’une opération et prévoit les obligations 
devant être mises en œuvre par les banques. L’arrêté pris à la même date définit les éléments 
d’information permettant d’évaluer les risques de blanchiment dans le cadre des obligations 
de vigilance constante sur les relations d’affaires. 
296. La vigilance standard s’applique donc au client de manière constante, à l’entrée (i) et 
au cours (ii) de la relation d’affaires. 
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 J. LASSERRE- CAPDEVILLE, « La lutte contre le blanchiment d’argent, l’évolution des obligations du 
banquier », AJ Pénal, N° 11/2006- Novembre 2006, p. 430. 
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 Paris, 18 déc. 1965, JCP, 1966, 2, 14704 n. J. Stoufflet ; Th. Bonneau, “Droit bancaire”, coll. Domat droit 
privé, Montchrestien, 8è éd., 2009, n° 365, p. 255. 
165
  Décret n° 75-903 du 3 octobre 1975 fixant les conditions d’application de la loi n° 72-10 du 03 janvier 1972 
relative à la prévention et à la répression des infractions en matière de chèques, JO du 5 octobre 1975, p. 10300. 
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 X. TREHEL et F. BONNARD, Les notions de bénéficiaire effectif et les comptes de « fonds de tiers ».  
Banque et Droit n°130, Mars-Avril 2010, p. 3. 
167
 Décret n° 2009-1087 définissant les modalités d’application des obligations de vigilance et de déclaration 
relatives à la lutte contre le blanchiment des capitaux et le financement du terrorisme. 
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i) L’entrée en relation d’affaires 
 
297. D’après l’article 561-2-1 du CMF, une relation d’affaires est nouée lorsqu’une banque, 
engage une relation professionnelle ou commerciale qui est censée, au moment où le contact 
est établi, s’inscrire dans une certaine durée. La relation d’affaires peut être prévue par un 
contrat selon lequel plusieurs opérations successives seront réalisées entre les cocontractants 
ou qui crée à ceux-ci des obligations continues. 
C’est par exemple le cas d’une convention de compte entre le banquier et son client. En 
consentant à ouvrir un compte à un client, le banquier s’oblige à mettre à sa disposition tout 
ou partie de ses services formant ce qu’on appelle le « service de caisse » : réception des 
fonds en dépôt, encaissements, paiements au profit de tiers, virements dont la nature est 
déterminée par la convention, les usages professionnels et la réglementation édictée par les 
autorités de contrôle. 
298. Avant d’entrer en relation d’affaires avec un client ou de l’assister dans la préparation 
ou la réalisation d’une transaction, le banquier doit l’identifier et, le cas échéant, le 
bénéficiaire effectif de la relation d’affaires nouée168. Il doit « vérifier » cette identification en 
se faisant présenter « tout document écrit probant » pour s’assurer de l’exactitude des 
éléments d’identification recueillis. Le banquier doit en outre obligatoirement recueillir les 
informations relatives à la nature et à l’objet de la relation et tout autre élément d’information 
pertinent sur le client169. 
Ainsi avant l’ouverture d’un compte, le banquier doit vérifier le domicile et l’identité du 
postulant, personne physique, qui est tenu de présenter un document officiel comportant sa 
photographie. Le banquier doit en plus recueillir et conserver les informations suivantes : 
noms, prénoms, date et lieu de naissance du postulant, nature, date et lieu de délivrance du 
document présenté ainsi que le nom de l’autorité ou de la personne qui l’a délivré ou 
authentifié. 
299. Pour l’ouverture d’un compte au nom d’une personne morale, le banquier doit 
demander la présentation de l’original ou l’expédition ou la copie de tout acte ou extrait de 
registre officiel datant de moins de trois mois constatant la dénomination, la forme juridique, 
l’adresse du siège social et l’identité des dirigeants170. 
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 Art. L. 561-5, I, al. 1, du CMF. 
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 Art. L. 561-6, al. 1 nouveau du CMF. 
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 Art. R. 312-2, al. 1 et 2 CMF. 
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300. Dans ce sens, la Commission des sanctions de l’ACP a sanctionné la Banque Populaire 
des Alpes dans sa décision du 29 juin 2012171. Dans cette affaire, la Commission reprochait à 
la banque de n’avoir pas respecté ses obligations en matière d’identification de ses clients 
telles que prévues par les textes. Ceux-ci en effet, faut-il le rappeler, imposent aux banques de 
s’assurer de l’identité de ses clients par l’examen, s’agissant des personnes physiques, d’un 
« document officiel en cours de validité portant sa photographie » et, s’agissant des personnes 
morales, de l’original ou l’expédition de la copie certifiée conforme de tout acte ou extrait de 
registre officiel constatant la dénomination, la forme juridique et le siège social, ainsi que des 
pièces relatives à l’identité et aux pouvoirs de son ou ses représentants. La commission a donc 
relevé en 2008 et 2009, sur un échantillon de 435 et 497 dossiers d’ouvertures de comptes 
pour les personnes physiques, une absence de justificatif d’identité équivalent respectivement 
à 1,6 pourcents des dossiers en 2008 et 7,7 pourcents des dossiers en 2009. Il en est de même 
pour les personnes morales pour lesquelles le justificatif d’identité des représentants serait 
également absent dans 8,1 pourcents des cas en 2008 et dans 16 dossiers en 2009 et le Kbis 
était absent dans 5,6 pourcents des cas en 2008 et dans 7, 6 pourcents des cas en 2009 ou non 
conforme dans 21,5 pourcents des cas en 2008 et dans un tiers des cas en 2009. La 
Commission relève enfin que le justificatif de domicile serait absent ou non conforme dans 
plusieurs dossiers. 
301. L’ancienne Commission bancaire rappelait elle aussi, dans l’exercice de sa mission de 
vérification du respect par les établissements bancaires de la réglementation anti-blanchiment, 
que « les organismes financiers doivent se renseigner sur l’identité véritable des personnes 
au bénéfice desquelles un compte est ouvert ou une opération réalisée lorsqu’il leur apparaît 
que lesdites personnes pourraient ne pas agir pour leur propre compte »172. Il en est de même 
des condamnations prononcées à l’égard de la Banque Populaire Côte d’Azur173 et de la 
Banque Populaire174 auxquelles il leur était reprochée la violation de l’obligation de vigilance. 
Il était fait grief à la première une « proportion de non-conformité (qui) n’est pas admissible 
pour un établissement ayant une activité importante de tenue de comptes espèces de la 
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 In Recueil de jurisprudence disponible sur http://www.acp.banque-france.fr/commission-des-
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 V. par ex. « Caisse régionale de crédit agricole mutuel Centre-Est, décision de la commission bancaire du 7 
juin 2007 », Recueil des décisions juridictionnelles rendues en 2007 par la Commission bancaire, p. 3. 
173
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clientèle ». Autrement dit, la banque ne devait pas tenir de dossiers incomplets trop 
importants, compte tenu de son activité175. 
302. La procédure d’identification du client et de détermination de l’objet et de la nature de 
la relation d’affaires est un indispensable préalable sauf les exceptions posées par le II de 
l’article L.561-5 du Code monétaire et financier à savoir en cas de faible risque de 
blanchiment et dans les conditions fixées par décret en Conseil d’Etat.  
Si l’identification du client échoue, l’article L. 561-8 du Code monétaire et financier pose une 
interdiction absolue de nouer une relation d’affaires, de la poursuivre et d’exécuter quelque 
opération. De même si le banquier est conduit, au fil de la relation d’affaires, à douter de 
l’exactitude de l’identité de son client ou de la pertinence des éléments d’identification 
obtenus avant de nouer la relation d’affaires, il doit aux termes de l’article R. 561-11 du Code 
monétaire et financier, procéder à une nouvelle identification. 
303. L’obligation de connaissance du client suppose aussi pour les banques d’obtenir une 
documentation suffisante et complète des dossiers clients176. Cette exigence a été rappelée par 
la commission nationale des sanctions le 24 novembre 2012177 qui sanctionnait la Bank 
Tejarat Paris à raison de ces griefs : « considérant qu’à la suite d’un précédent contrôle 
effectué en 2007 par la Commission bancaire, qui avait déjà souligné l’insuffisante 
documentation des dossiers clients, BTP a demandé au cabinet D1 de formaliser un cadre 
d’analyse des opérations au regard de la LCB-FT; que l’inspection a constaté que les 
procédures préconisées par ce cabinet (qui distinguent des cadres standard, allégé et 
renforcé) n’étaient pas respectées (…); qu’ainsi, les dossiers des clients ayant ouvert un 
compte à BTP ne comportaient ni les motifs ayant conduit le client à ouvrir un compte (dans 
cette banque pourtant dépourvue d’un réseau d’agences), ni la nature des opérations qu’il a 
l’intention d’effectuer, ni l’origine des fonds devant transiter par le compte, ni, pour les 
personnes morales, la description de leur situation financière ». 
304. L’identification du bénéficiaire effectif : Le GAFI définit le bénéficiaire effectif 
comme « la ou les personnes physiques qui in fine possèdent ou contrôlent le client et/ ou la 
personne pour laquelle une transaction est effectuée. Ceci comprend également les personnes 
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qui exercent en dernier ressort un contrôle effectif sur une personne morale ou une structure 
juridique »178. 
305. La proposition de  Directive européenne anti-blanchiment quant-à elle définit le 
«bénéficiaire effectif», comme « toute personne physique qui, en dernier lieu, possède ou 
contrôle le client et/ou la personne physique pour laquelle une transaction est exécutée, ou 
une activité réalisée ». 
306. En droit interne français, l’article L. 561-2-2 du Code monétaire et financier définit le 
bénéficiaire effectif comme la personne physique qui contrôle, directement ou indirectement, 
le client ou celle pour laquelle une transaction est exécutée ou une activité réalisée. 
Si le législateur français a une définition du bénéficiaire effectif identique à celle du 
législateur communautaire, on note cependant une différence quant à la précision de cette 
définition. En effet, pour la proposition de directive, les bénéficiaires effectifs comprennent au 
moins: «  
Dans le cas des sociétés: 
la ou les personnes physiques qui, en dernier lieu, possèdent ou contrôlent une entité 
juridique, du fait qu’elles possèdent ou contrôlent directement ou indirectement un 
pourcentage suffisant d’actions ou de droits de vote dans cette entité juridique, y compris par 
le biais d’actions au porteur, autre qu’une société cotée sur un marché réglementé qui est 
soumise à des obligations de publicité conformes à la législation de l’Union européenne ou à 
des normes internationales équivalentes. 
Un pourcentage de 25 % des actions plus une est une preuve de propriété ou de contrôle par 
participation, qui s’applique à tout niveau de participation directe ou indirecte; 
s’il n’est pas certain que les personnes visées au point i) soient les bénéficiaires effectifs, la 
ou les personnes physiques qui exercent le contrôle sur la direction de l’entité juridique par 
d’autres moyens; 
(b) pour les entités juridiques, telles que les fondations, et les constructions juridiques, telles 
que les fiducies, qui gèrent et distribuent des fonds: 
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a. la ou les personnes physiques qui exercent un contrôle sur au moins 25 % des biens de 
la construction ou de l’entité juridique; et 
b. lorsque les futurs bénéficiaires ont déjà été désignés, la ou les personnes physiques 
qui sont bénéficiaires d’au moins 25 % des biens de la construction ou de l’entité juridique; 
ou 
c. lorsque les individus qui seront les bénéficiaires de la construction ou de l’entité 
juridique n’ont pas encore été désignés, la catégorie de personnes dans l’intérêt principal 
duquel la construction ou de l’entité juridique a été constituée ou opère. Dans le cas des 
bénéficiaires de fiducies désignés par leurs caractéristiques ou par catégorie, les entités 
soumises à obligations recueillent suffisamment d’informations à leur sujet pour être 
certaines de pouvoir les identifier au moment du paiement, ou lorsqu’ils marquent leur 
intention d’exercer leurs droits acquis; 
307. (6) «prestataire de services aux sociétés ou fiducies», toute personne physique ou 
morale qui fournit, à titre professionnel, l’un des services suivants à des tiers: 
2. constituer des sociétés ou d’autres personnes morales; 
3. occuper la fonction d’administrateur, de directeur ou de secrétaire d’une société, 
d’associé d’une société en commandite ou une fonction similaire à l’égard d’autres personnes 
morales, ou faire en sorte qu’une autre personne occupe une telle fonction; 
4. fournir un siège statutaire, une adresse commerciale, administrative ou postale et tout 
autre service lié à une société, à une société en commandite, à toute autre personne morale 
ou à toute autre construction juridique similaire; 
5. occuper la fonction de fiduciaire dans une fiducie explicite ou une construction 
juridique similaire, ou faire en sorte qu’une autre personne occupe une telle fonction; 
6. faire office d’actionnaire pour le compte d’une autre personne autre qu’une société 
cotée sur un marché réglementé qui est soumise à des obligations de publicité conformes à la 
législation de l’Union européenne ou à des normes internationales équivalentes, ou faire en 
sorte qu’une autre personne occupe une telle fonction; » 
308. La Proposition de directive propose ainsi une amélioration de l’identification du 
bénéficiaire effectif. Elle prévoit d’étudier le bien-fondé d’une modification du pourcentage 
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de 25%. Elle prévoit enfin d’introduire dans la nouvelle directive des mesures visant à 
promouvoir la transparence des personnes morales et des constructions juridiques179. 
309. En droit interne français, si le client est une société, le bénéficiaire effectif de 
l’opération est la ou les personnes physiques qui détiennent, directement ou indirectement, 
plus de 25 %. du capital ou des droits de vote de la société, soit exercent par tout autre moyen, 
un pouvoir de contrôle sur les organismes de gestion, d’administration ou de direction de la 
société ou sur l’assemblée générale des associés. 
Si le client est un organisme de placement collectif, le bénéficiaire effectif est la ou les 
personnes détenant plus de 25% des parts ou actions de l’organisme ou exerce un pouvoir de 
contrôle sur les organes d’administration ou de direction de l’OPC, ou, le cas échéant, de la 
société de gestion ou de gestion de portefeuille qui le représente180. 
Enfin, si le client est une autre personne morale ou intervient dans le cadre d’une fiducie ou 
tout autre instrument juridique de droit étranger équivalent, le bénéficiaire effectif est la ou les 
personnes qui ont vocation à devenir en vertu d’un acte juridique, titulaire d’au moins 25% 
des droits de la construction juridique. Si les bénéficiaires des constructions juridiques n’ont 
pas été désignés au moment de leur constitution, les bénéficiaires effectifs sont les personnes 
appartenant à un groupe dans l’intérêt principal duquel la construction juridique a été 
constituée ou a produit ses effets. Sont considérés également comme des bénéficiaires 
effectifs, les personnes titulaires de droit portant sur 25%. au moins des biens de la 
construction juridique et, s’agissant d’une fiducie, le constituant, le fiduciaire ou le 
bénéficiaire181. 
310. L’identification du bénéficiaire effectif est réalisée « par des moyens adaptés »182. Les 
banques doivent vérifier les éléments d’identification en recueillant tout document ou 
justificatif approprié au regard du risque de blanchiment tel qu’il a été analysé. 
311. L’identification du client occasionnel : le client occasionnel est toute personne qui 
s’adresse à une personne assujettie dans le but exclusif de préparer ou de réaliser une 
opération ponctuelle ou d’être assisté dans la préparation ou la réalisation d’une telle 
opération ou de plusieurs opérations apparaissant comme liées entre elles183. 
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 C. CUTAJAR, Eclairage Lutte contre le blanchiment et le financement du terrorisme : vers une quatrième 
directive, Bulletin Joly Bourse, juillet-août 2012, p. 281. 
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 Art. R. 561-2 CMF. 
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 Art. R. 561-3 CMF
182
 Art. R. 561-7 à R. 561-9 du CMF. 
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108 
 
312. L’identification doit intervenir systématiquement dès lors que le montant de 
l’opération ou des opérations liées excède 15 000 euros. Concernant ce seuil, la proposition de 
Directive propose de l’abaisser. 
En outre, l’identification est automatique au premier euro en présence d’une opération de 
transfert de fonds ou si les banques offrent des services de garde des avoirs. Enfin, 
l’identification doit intervenir également en cas de soupçon de blanchiment quelque soit le 
montant de l’opération sollicitée par le client occasionnel. 
 
ii) La vigilance pendant la relation d’affaires 
 
313. La vigilance de la banque pendant la relation d’affaires consiste en une double 
exigence de « connaissance actualisée » du client et d’ « examen attentif des opérations 
effectuées ». Ce faisant, la banque doit toujours être en mesure d’évaluer la cohérence de ces 
opérations avec la connaissance qu’elle a du client. L’article L. 561-6 du Code monétaire et 
financier impose à cet effet aux banques d’exercer sur la relation d’affaires, dans la limite de 
leurs droits et obligations, « une vigilance constante et (de pratiquer) un examen attentif des 
opérations effectuées en veillant à ce qu’elles soient cohérentes avec la connaissance 
actualisée qu’elles ont de leur client ». 
En outre, la banque doit pendant toute la durée de la relation d’affaires, assurer une 
surveillance adaptée aux risques de blanchiment de capitaux  en vue de conserver une 
connaissance adéquate de ses clients. 
De même, la banque doit pouvoir justifier, à tout moment, à l’ACP, « l’adéquation » des 
mesures de vigilance mises en œuvre aux risques présentés par chaque relation d’affaires. 
314. Une bonne connaissance du client, de son environnement, lors de l’entrée en relation 
et pendant toute la durée de celle-ci est le préalable indispensable à la compréhension des 
mouvements financiers opérés par cette personne. 
Le législateur français a également prévu la possibilité d’alléger la vigilance. 
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b) La vigilance allégée 
315. Encore appelée vigilance réduite, elle consiste pour les banques en une dispense 
d’identification de certains produits ou clients. En effet, la loi184 définit quelques situations en 
présence desquelles les banquiers peuvent légitimement alléger leur vigilance, la condition 
étant qu’ils ne nourrissent aucun soupçon de blanchiment de capitaux. Le décret du 28 février 
2013 est venu préciser les conditions de mise en œuvre de cette obligation. Dans un tel 
contexte, les banques se voient autoriser, lorsqu’elles effectuent des prestations de service de 
paiement en ligne, à « ne pas vérifier l’identité de leur client et, le cas échéant, du 
bénéficiaire effectif de la relation d’affaires »185. La mise en œuvre de l’obligation simplifiée 
est donc possible lorsque des conditions sont réunies. Celles-ci portent sur la nature des 
services de paiement : il doit obligatoirement s’agir d’opérations de prélèvements, de 
virements ou de paiement par cartes de paiement ; les exigences d’origine et de destination 
des fonds : les comptes du client et du bénéficiaire doivent être ouverts auprès d’une banque 
établie ou ayant son siège en France, dans un Etat membre de l’Union européenne, dans un 
Etat partie à l’accord sur l’Espace économique européen, ou dans un pays tiers imposant des 
obligations équivalentes en matière de lutte contre le blanchiment de capitaux ; enfin, les 
montants, par opération et cumulés, ne doivent pas dépasser certains seuils : l’opération ne 
doit pas dépasser le montant unitaire de 250 euros, tandis que le total des opérations exécutées 
pour un client particulier au cours des douze mois précédant l’opération ne doit pas dépasser 
le montant de 2500 euros186. 
316. Sont donc des clients « sûrs », les organismes financiers mentionnés aux 1° à 6°de 
l’article L. 562-2, établis en France, dans un autre Etat membre de l’Union européenne ou 
dans un pays tiers imposant des obligations équivalentes de lutte contre le blanchiment des 
capitaux. 
317. En outre, l’obligation d’identifier le bénéficiaire effectif est réputée satisfaite pour 
certains clients. Ainsi lorsque le client est un établissement bancaire établi en France, dans un 
Etat membre de l’Union européenne ou un Etat partie à l’accord sur EEE ou dans un pays 
figurant sur une liste établie par arrêté du ministre de l’Economie187 ; une filiale d’un 
établissement bancaire située dans l’un des pays visés ci-dessus à condition que la société 
mère atteste qu’elle vérifie que sa filiale procède à l’identification du bénéficiaire effectif et 
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 La loi n° 2012-387 du 22 mars 2012 (art. 72) relative à la simplification du droit et à l’allégement des 
démarches administratives a complété l’article L. 561-9 du Code monétaire et financier en instituant une 
obligation de vigilance simplifiée à la charge des banques. 
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qu’elle a accès aux éléments d’identification réunis par la filiale188 ; un établissement bancaire 
non visé ci-dessus à condition que la banque s’assure qu’elle met en œuvre des mesures 
d’identification équivalentes à celles qui sont appliquées dans l’Union européenne et qu’elle a 
accès aux éléments d’identification des bénéficiaires effectifs à condition que le client ne soit 
pas établi dans un pays identifié par la Commission européenne comme n’appliquant pas les 
standards européens ou a été mentionné par une instance internationale intervenant en matière 
de lutte contre le blanchiment parmi ceux dont la législation ou les pratiques font obstacle à 
celle-ci. 
318. Cependant, il nous semble, et allant dans le même sens que le rapport d’évaluation 
mutuelle de la France par le GAFI189, que le législateur français devrait en cas de faible risque 
de blanchiment afférent à un produit ou un client, soumettre les banques à des mesures 
réduites de vigilance et non pas les exempter de toute obligation d’identification du client tel 
que prévu par le droit positif actuel. 
Des mesures de vigilance complémentaires ont également été prévues par le législateur 
français. 
 
c) Les mesures de vigilance complémentaires 
 
319. L’article R. 561-20, I du Code monétaire et financier définit les mesures de vigilance 
complémentaires parmi lesquelles la banque doit en retenir au moins une pertinente. 
Elles portent sur l’obtention de pièces justificatives supplémentaires permettant de confirmer 
l’identité du client, personne physique, sur la mise en œuvre de mesures de vérification et de 
certification de la copie du document officiel ou de l’extrait de registre officiel 
d’identification de la personne morale cliente, par « un tiers indépendant de la personne à 
identifier », sur la confirmation de l’identité du client à obtenir d’une personne mentionnée du 
1° au 6° de l’article L. 562-2 du Code monétaire et financier, établie dans un Etat membre de 
l’Union européenne ou dans un Etat partie à l’accord sur l’Espace économique européen, ou 
dans un pays tiers imposant des obligations équivalentes en matière de lutte contre le 
blanchiment des capitaux. 
320. En outre, pour l’ouverture d’un compte, les banques doivent exiger que le premier 
paiement des opérations soit effectué en provenance ou à destination d’un compte ouvert au 
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nom du client auprès d’un établissement établi dans un Etat membre de l’Union européenne 
ou dans un Etat partie à l’accord sur l’Espace économique européen. 
Le législateur français a enfin prévu des situations où la vigilance devait être renforcée par les 
banques. 
 
d) La vigilance renforcée 
 
321. En vertu des dispositions de l’article L. 561- 10 du Code monétaire et financier, les 
banques doivent renforcer leur obligation de vigilance à l’égard de leur clientèle dans 
certaines situations : 
- Le client n’est pas physiquement présent aux fins de l’identification ; 
- Le client est une personne résidant dans un autre Etat membre de l’Union européenne 
ou un pays tiers et qui est politiquement exposée ou un conjoint, un ascendant ou un 
descendant ; 
- Le produit ou l’opération concernée favorise l’anonymat de celle-ci ; 
- L’opération concernée est une opération pour compte propre ou pour compte de tiers 
effectuée avec des personnes physiques ou morales, y compris leurs filiales ou 
établissements, domiciliées, enregistrées ou établies dans un Etat ou un territoire 
mentionné au IV de l’article L. 561-15 du Code monétaire et financier. Cette opération 
devra atteindre un montant minimum.  
322. En outre, l’article L. 561-10-1 du Code monétaire et financier précise que lorsqu’un 
établissement financier ou une entreprise d’investissement autre qu’une société de gestion de 
portefeuilles entretient avec un organisme financier situé dans un pays non-membre de 
l’Union européenne ou qui n’est pas partie à l’accord sur l’Espace économique européen, une 
relation transfrontalière de correspondant bancaire ou une relation en vue de distribution 
d’instruments financiers, la banque française exerce sur l’organisme financier étranger avec 
lequel elle est en relation, en plus des mesures prévues aux articles L. 561-5 et L. 561-6, des 
mesures de vigilance renforcée dont les modalités sont fixées par décret en Conseil d’Etat. 
323. Enfin, l’article L. 561-10-2 du Code monétaire et financier indique clairement que 
lorsque le risque de blanchiment des capitaux présenté par un client, un produit ou une 
transaction paraît élevé, les banques doivent renforcer l’intensité des mesures prévues 
notamment lors de l’entrée en relation.  
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324. Il nous semble, allant une fois de plus dans le même sens que le rapport d’évaluation 
mutuelle de la France190,  que le législateur français devrait compléter son dispositif afin 
d'imposer la mise en œuvre des mesures de vigilance renforcée lorsque le bénéficiaire effectif 
du client est une personne politiquement exposée ou qui tienne compte des risques de 
réputation similaires associés aux membres de sa proche famille ou aux personnes qui lui sont 
étroitement associées. 
Soucieux de ne pas entraver la vie des affaires, le législateur français a également prévu des 
aménagements dans la mise en œuvre de l’approche par les risques, comme l’y incitait la 
directive. 
 
B- Les aménagements 
 
325. Report de l’identification du client pendant la relation d’affaires : l’identification 
peut, à titre exceptionnel, si le risque de blanchiment paraît faible au banquier, être reportée 
« pendant l’établissement de la relation d’affaires »191. Les banques sont concernées au 
premier chef par les dispositions de l’article R. 561-6 du Code monétaire et financier. Pour 
l’ouverture d’un compte la vérification d’identité du client, et éventuellement du bénéficiaire 
effectif, peut être reportée jusqu’au moment de la réalisation de la première opération ; en cas 
de crédit-bail immobilier ou mobilier, elle peut n’intervenir qu’au moment du règlement du 
premier loyer ou de la première redevance. Dans la situation très générale de la conclusion  
d’un contrat, la vérification d’identité aura lieu au plus tard au moment de cette conclusion ou 
avant le début de l’opération qui est l’objet contractuel, sous la réserve expresse que le 
banquier soit en mesure de justifier à l’ACP sa décision par la nécessité de poursuivre la 
relation d’affaires déjà engagée et le faible risque de blanchiment de capitaux. 
326. La tierce introductionL’article R.561-13 du Code monétaire et financier prévoit la 
possibilité pour les banques, tout en demeurant responsables, de recourir à des prestataires 
pour identifier et vérifier l’identité de leur client pour certaines opérations. Ainsi, une banque 
peut donc déléguer à un tiers la mise en œuvre des obligations de vigilance. Le tiers doit 
mettre à la disposition de la banque, sans délai, les éléments d’information relatifs à l’identité 
du client et du bénéficiaire effectif et à l’objet et à la nature de la relation d’affaires. Le tiers 
doit transmettre à première demande copie des documents d’identification du client ainsi que 
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tout document pertinent. Une convention peut être signée pour préciser les modalités de la 
tierce introduction192. 
327. Les banques peuvent recourir à des prestataires pour identifier et vérifier l’identité des 
clients pour réaliser des opérations de crédit ou de cautionnement, des opérations de location 
simple de biens mobiliers ou immobiliers dans le cadre du crédit-bail et toute opération de 
location assortie d’une option d’achat.  
Toutefois, les banques demeurent responsables de l’exécution des obligations d’identification. 
Cette possibilité reconnue aux banques d’externaliser la mise en œuvre des obligations de 
vigilance présente plusieurs avantages : 
En pratique cela permet d’éviter la répétition des procédures d’identification des clients, 
source potentielle de retard dans la réalisation des transactions ; 
Cela autorise les banques à se reposer sur les procédures d’une autre banque qui apporterait 
un nouveau client, et qui ayant la maîtrise de la relation clientèle, est plus à même de recueillir 
les informations nécessaires à l’identification ou d’assurer un suivi régulier de la relation 
d’affaires ; 
328. Les banques membres d’un conglomérat financier, ne disposant pas de moyens 
humains ou logistiques adéquats, pourront déléguer à une autre banque du groupe la 
réalisation des opérations de vigilance. 
329. Il nous semble cependant, et allant une fois encore dans le même sens que le rapport 
d’évaluation mutuelle de la France, que le législateur français devrait imposer aux banques de 
vérifier que les tiers introducteurs auxquels ils ont recours ont effectivement pris des mesures 
visant à se conformer aux mesures de vigilance relatives à la clientèle et de conservation des 
données telles que prévues. De plus, le législateur français devrait imposer aux banques de 
s’assurer que le tiers introducteur est soumis à une réglementation et fait l’objet d’une 
surveillance en matière de LAB. 
330. En outre, l’article L. 561-7 II du Code monétaire et financier, favorise la collaboration 
entre banques dans la réalisation des obligations de vigilance en les autorisant à communiquer 
les informations recueillies dans leur mise en œuvre, soit à une autre banque située ou ayant 
son siège social en France, soit sous certaines conditions, à certaines banques étrangères. 
Cette disposition pourra par exemple s’appliquer dans les opérations mettant en présence 
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plusieurs banques, l’une d’entre elles, plutôt que chacune, s’assurant du respect des 
obligations de vigilance, et communiquant aux autres le résultat de ses investigations193. 
Bien que leur implication demeure inégale, les banques françaises ont bien intégré cette 
exigence dès l’ouverture des comptes. 
331. Par l’approche par les risques, le législateur français a ainsi abandonné la plupart des 
seuils réglementaires de risques laissant aux banques le soin de procéder à un examen propre 
et individualisé des menaces et faiblesses auxquelles les expose leur activité. Les analyses « in 
abstracto »194 faites par le législateur de façon uniformisée ont donc laissé la place à des 
analyses « in concreto » faite par chaque banque et de façon personnalisée. 
Cette approche présente plusieurs atouts pour les banques. 
 
PARAGRAPHE II : LES CONSEQUENCES DE LA MISE EN ŒUVRE DE 
L’ « APPROCHE PAR LE RISQUE » 
 
La mise en œuvre de l’approche par les risques permet aux banques françaises non seulement 
d’adapter leur dispositif anti-blanchiment (A), mais surtout favorise la rapidité dans le 
traitement des opérations (B). 
 
A- L’adaptation du dispositif anti-blanchiment  
 
332. L’intérêt de l’application de la notion de risque à la lutte contre le blanchiment réside 
dans la possibilité d’appliquer des procédures de manière différenciée selon le risque encouru. 
Ainsi, lorsque le risque de blanchiment est minimum, des obligations simplifiées de vigilance 
à l’égard de la clientèle suffiront. En revanche, les situations comportant un plus grand risque 
de blanchiment nécessiteront des procédures d’identification et de vérification de l’identité 
particulièrement rigoureuses. 
De plus les banques se voient instaurer un « principe de proportionnalité » pour l’application 
des obligations de vigilance et qui se traduit par un dispositif plus souple. 
                                                 

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333. En outre, l’approche fondée sur les risques met l’accent sur le souci de l’efficacité du 
dispositif anti-blanchiment mis en œuvre, veille à la qualité et à l’efficacité de la gestion des 
risques par les établissements bancaires. Cette approche permet en effet l’optimisation des 
moyens, parce qu’elle repose sur les analyses propres à chaque établissement et non plus sur 
une norme impliquant en principe une application uniforme pour tous. Les banques françaises 
ont donc adapté elles-mêmes le dispositif interne anti-blanchiment à leur activité, leur 
clientèle, leurs opérations en fonction de leur analyse des risques inhérents aux 
caractéristiques particulières de leur activité. 
334. Enfin, l’approche par les risques est un facteur de progrès avec la mise en œuvre de 
diligences adaptées au niveau de risque de la banque. En ce sens, elle a permis aux banques 
françaises d’engager des investissements en accord avec le niveau de risque. En effet, après 
analyse du coût et de la matérialité du risque, les banques ont investi dans un dispositif 
permettant d’assurer la conformité réglementaire sans aller plus loin. 
L’approche par les risques favorise la collaboration entre les banques dans la mise en œuvre 
de l’obligation de vigilance. Dès lors les procédures sont allégées pour les banques qui ont la 
possibilité de mutualiser les informations. 
335. Parce que les banques n’ont pas toutes le même degré de risques, cette approche leur 
permet de mettre en œuvre des diligences adaptées à leur niveau de risque. De même, la mise 
en place d’une telle approche constitue au-delà de la simple mise en conformité avec la loi, un 
réel exercice à valeur ajoutée pour l’établissement bancaire : en connaissant ses risques, 
l’établissement pourra mieux les gérer. 
En outre, l’approche risque favorise le traitement rapide des opérations par les banques. 
 
B- La favorisation de la rapidité dans le traitement des opérations 
 
336. Les volumes traités par les banques ne permettent pas un contrôle exhaustif de toutes 
les opérations ce qui oblige l’établissement bancaire à procéder par échantillonnage. 
337. Certaines personnes morales ou physiques présentent, par leurs caractéristiques 
inhérentes, des niveaux de risques élevés. Par conséquent, elles doivent faire l’objet d’un 
contrôle supplémentaire. Les efforts et l’énergie des collaborateurs et des « outils » doivent 
d’abord être dirigés vers ce qui est le plus risqué. Il est aussi nécessaire de pouvoir démontrer 
aux tiers qu’un établissement a une bonne visibilité sur les risques qu’il encourt. 
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338. L'approche fondée sur les risques est privilégiée, étant la méthode permettant aux pays 
et aux intermédiaires financiers d'affecter leurs ressources plus efficacement. Correctement 
appliquée, cette approche renforce l'efficacité du système de blanchiment de capitaux et de 
financement du terrorisme et soutient les pays dans leurs efforts pour favoriser l'inclusion 
financière, comme l'a recommandé le G20. Concrètement, cette approche déjà évoquée dans 
la  directive de lutte contre le blanchiment d'argent est préconisée de façon plus 
transversale et plus large. Si elle permet en réalité de cibler davantage les risques et d'adapter 
les contrôles et les dispositifs en conséquence, elle permet aussi de prendre un certain nombre 
de mesures efficaces pour éviter certains écueils. En effet, l'approche par les risques ne 
s'applique pas si des mesures de vigilance à l'égard de la clientèle sont nécessaires, mais peut 
être utilisée pour déterminer l'étendue de ces mesures. Ces risques doivent être régulièrement 
évalués et communiqués aux instances de contrôle. Des politiques nationales prenant en 
compte les risques identifiés sont préconisées par le GAFI en ces termes : « les pays devraient 
identifier, évaluer et comprendre les risques de blanchiment de capitaux et de financement du 
terrorisme auxquels ils sont exposés et devraient prendre des mesures parmi lesquelles la 
désignation d’une autorité ou d’un mécanisme pour coordonner les actions d’évaluation des 
risques, et mobiliser des ressources afin de s’assurer que les risques sont efficacement 
atténués. Sur la base de cette évaluation, les pays devraient appliquer une approche fondée 
sur les risques pour s’assurer que les mesures de prévention et d’atténuation du blanchiment 
des capitaux et du financement du terrorisme sont à la mesure des risques identifiés. (…) 
Lorsque les pays identifient des risques plus élevés, ils devraient s’assurer que leur régime de 
LBC/FT fait face à ces risques de manière satisfaisante. Lorsque les pays identifient des 
risques plus faibles, ils peuvent décider d’autoriser sous certaines conditions des mesures 
simplifiées pour certaines recommandations du GAFI ».  
339. L’approche française par les risques, conforme aux normes internationales présente 
donc plusieurs atouts ce qui nous amène à penser que le législateur camerounais pourrait s’en 
inspirer. En effet, le législateur français par l’approche par les risques, s’est éloigné d’une 
vision normative parfois inadaptée aux spécificités des banques telle que prônée par le droit 
camerounais. 
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SECTION II : L’APPROCHE RÉGLEMENTAIRE DES BANQUES 
CAMEROUNAISES 
 
340. Contrairement au droit français, le législateur communautaire CEMAC impose aux 
banques une vigilance uniforme à tous les clients. Pour ce faire, il a prévu deux méthodes 
d’identification195. Il s’agit d’une part des méthodes générales d’identification. Le principe de 
l’identification obligatoire est posé par les articles 9 à 11 du Règlement CEMAC de 2003 et 4 
à 16 du Règlement COBAC de 2005. La réglementation CEMAC s’est largement inspirée sur 
la question, des Recommandations 5 à 9 du GAFI qui précisent les critères d’identification 
des clients, consistant dans l’identification des clients et de l’ayant droit économique de 
l’opération. 
341. Les obligations générales composant la vigilance financière sont l’obligation de 
connaissance de la clientèle (Paragraphe I) et l’obligation de conservation des documents et 
pièces (Paragraphe II), identique en droit français. 
 
PARAGRAPHE I : L’UNIFORMITÉ D’IDENTIFICATION DU CLIENT 
 
342. Le contrôle d’identité des clients a été le premier instrument juridique mis en place 
dans le cadre de la lutte anti-blanchiment. Ceci puisque, ce contrôle aboutit à empêcher 
l’anonymat des financiers du crime, en bloquant ainsi leurs opérations.  
343. La réglementation CEMAC s’est largement inspirée sur la question, de la 
recommandation n° 10 du GAFI qui dispose que les institutions financières ne devraient pas 
tenir de comptes anonymes ni de comptes sous des noms manifestement fictifs. Elles 
devraient être tenues d’identifier, sur la base d’un document officiel ou d’une autre pièce 
d’identité fiable, leurs clients habituels ou occasionnels, et d’enregistrer cette identité, 
lorsqu’elles nouent des relations d’affaires ou effectuent des transactions. 
344. L’obligation de connaissance de la clientèle est imposée par les articles 4 à 16 du 
règlement COBAC de 2005, dans les articles 9 à 11 du règlement CEMAC de 2003 et enfin 
aux articles 9 à 12 du règlement de 2010. Elle consiste dans l’identification des clients et de 
l’ayant droit économique de l’opération qui nous semble limitée (A). A côté de cette 
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obligation, sont prévues les méthodes d’acceptation de nouveaux clients basées sur le risque 
(B). 
 
A- Des modalités d’identification du client fortement lacunaires 
 
345. Les dispositions relatives à l’identification des clients telles que prévues par les textes 
communautaires, nous semblent lacunaires à plus d’un titre. Tout d’abord, les modalités de 
vérification de l’identité du client sont inadaptées (1), les mesures d’identification du client 
occasionnel sont incomplètes (2). Ensuite, la définition de l’ayant droit économique nous 
paraît limitée (3). Enfin, en pratique, les banques rencontrent plusieurs difficultés dans la 
collecte des informations auprès des clients (4). 
 
1- Des modalités de vérification de l’identité du client inadaptées 
 
346. Comme en droit français, les établissements bancaires camerounais doivent s’assurer, 
avant de nouer une relation contractuelle ou d’assister un client habituel ou occasionnel dans 
la préparation ou la réalisation d’une transaction, de l’identité de leurs co-contractants. Cette 
vérification de l’identité se fait par l’exigence de la présentation d’un document officiel 
original en cours de validité et la conservation d’une copie dudit document196. Lorsqu’il s’agit 
d’une personne physique, le document doit comporter sa photographie197. Pour les personnes 
morales, le document doit comporter ses statuts ainsi que tout document établissant sa 
constitution régulière198. De plus, la personne morale cliente doit présenter l’original ou la 
copie certifiée conforme de tout acte ou extrait du registre officiel constatant sa dénomination, 
sa forme juridique, son siège social et les pouvoirs des personnes agissant en son nom.  
347. Les articles 4 du règlement COBAC et 9 du règlement CEMAC qui traitent de 
l’identification des clients, il est vrai exigent des banques qu’elles requièrent l’adresse de leur 
cocontractant en exigeant la présentation d’un document original en cours de validité. Ces 
dispositions nous semblent inadaptées sur deux points : tout d’abord, les pièces d’identité 
camerounaises ne comportent pas l’adresse du détenteur. Donc par la présentation de sa carte 
                                                 
196
 Cf. Article 4-(1) du Règlement COBAC et article 9- (1) du Règlement CEMAC. 
197
 Cf. Article 5-(2) du Règlement COBAC et article 11- (1) du Règlement CEMAC. 
198
 Cf. Article 5-(2) du Règlement COBAC) 
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nationale d’identité, le client ne renseigne pas la banque sur son adresse. Ensuite, de même 
qu’en droit français, la vérification du domicile du client, pose en pratique, des difficultés. 
Pour pallier à cela, la jurisprudence française admet que les banques adressent une « lettre 
d’accueil » au domicile du client199. Cette même jurisprudence va exiger, pour plus de 
fiabilité, l’envoi d’une lettre recommandée avec avis de réception200. Cependant, la 
vérification d'identité n'est pas satisfaite lorsque le banquier se contente d'une simple 
photocopie d'une carte d'identité201. 
Cette solution nous semble acceptable et transposable dans la pratique par les banques 
camerounaises pour une véritable vérification de l’identité de leurs clients. 
Les modalités d’identification des clients occasionnels présentent elles aussi des limites. 
 
2- Une identification des clients occasionnels incomplète 
 
348. Le règlement COBAC définit la clientèle occasionnelle comme « une personne 
physique ou morale n’ayant pas de compte dans l’établissement assujetti auquel elle 
s’adresse ». C’est un client qui ne passe à la banque que pour jouir d’un service précis ou 
effectuer une opération ponctuelle. Il n’a pas de liens durables avec la banque, il n’y a entre 
eux aucune relation établie. C’est le cas d’un client qui se rend à une banque juste pour 
toucher un chèque, pour effectuer une opération de change ou pour réaliser un transfert. Leur 
identification est exigée lorsque ceux-ci effectuent une transaction sur une somme supérieure 
au montant seuil défini par le comité ministériel ou à défaut par l’Etat membre. Elle est 
également exigée lorsque la provenance licite des capitaux n’est pas certaine ou en cas de 
répétitions d’opérations distinctes, effectuées dans une période limitée et pour un montant 
individuel inférieur au seuil prévu202.  
349. Ce seuil n’a pas encore été fixé ni par le comité ministériel, ni par l’Etat camerounais 
ce qui constitue une entrave à la mise en œuvre des dispositions anti-blanchiment par les 
banques camerounaises. Nous interpellons à ce titre le législateur camerounais à combler ce 
                                                 
199
 Cass. com., 6 avr. 1993 : RD bancaire et bourse 1993, p. 250) et même rendu nécessaire par les juges (CA 
Paris, 31 mai 1995 : RD bancaire et bourse 1995, p. 214, obs. Crédot et Gérard. – V. aussi, Cass. com., 12 mars 
1996, préc. 
200
 V. dans ce sens, CA Paris, 7 juill. 1980, préc. – V. aussi, Cass. com., 17 janv. 1968 : JCP G 1969, II, 15839, 
note Stoufflet. – CA Metz, 18 mars 1977, préc. – Rappr. Cass. com., 25 avr. 1967 : JCP G 1967, II, 19306, note 
Gavalda. – 26 mars 1973 : Bull. civ. IV, n° 132. 
201
 CA Metz, 18 mai 1977, cité par Gavalda et Stoufflet, chronique droit bancaire : JCP CI 1979, 13122, n° 26. 
202
 Cf. Article 4-(5) du Règlement COBAC. 
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vide en fixant un montant à partir duquel les banques pourront identifier les clients 
occasionnels. 
 
3- L’identification de l’ayant droit économique : des modalités limitées 
 
350. La notion de bénéficiaire effectif a été introduite en droit camerounais par le règlement 
de 2010203. Cependant, à côté est maintenue la terminologie d’ayant droit économique. Les 
deux notions renvoyant à la même matière, il nous semble que le législateur communautaire 
devrait en retenir une seule pour une cohérence et une meilleure lisibilité. A notre sens, afin 
d’adopter une terminologie commune à celle utilisée par le GAFI et le droit français, la notion 
de « bénéficiaire effectif » devrait être retenue. 
Il s’agit des personnes au bénéfice desquelles un compte est ouvert ou une opération réalisée. 
Ainsi, les banques doivent se renseigner sur l’identité véritable des personnes au bénéfice 
desquelles un compte est ouvert ou une opération réalisée lorsqu’il leur apparaît que les 
personnes qui demandent l’ouverture du compte ou la réalisation de l’opération pourraient ne 
pas agir pour leur propre compte. C’est le cas d’un avocat qui se rend à la banque dans le but 
d’ouvrir un compte pour un client. La banque sollicitée se doit dans un premier temps, 
d’identifier l’avocat, en lui demandant de présenter soit sa pièce d’identité, soit son passeport 
ou tout document officiel original comportant une photographie. Ensuite, l’avocat doit 
produire les documents attestant de la délégation de pouvoir qui lui est accordée, ainsi que des 
documents attestant de l’identité de l’ayant droit économique204. 
Il en est de même en présence d’une technique de représentation ou de conventions de prête-
nom, la banque doit procéder à l’identification des personnes représentées et de l’ayant droit 
économique de la transaction, en même temps qu’elle requiert l’identité et l’adresse du 
représentant, ainsi que les documents originaux attestant de la délégation de pouvoirs qui lui 
est accordée. En cas de problème d’identification insoluble rencontré en cours de 
fonctionnement ou lorsqu’un client exige l’anonymat ou se présente sous un faux nom, la 
banque doit procéder à la clôture des comptes posant problème205. 
351. Cependant, ces dispositions sur l’ayant droit économique nous semblent limitées. Le 
législateur camerounais devrait compléter ces mesures d’identification de l’ayant droit 
économique. 
                                                 
203
 Avant ce texte, l’article 10 du règlement CEMAC de 2003 utilisait les termes ayant droit économique. 
204
 Cf. Article 11 al. 2 du Règlement CEMAC de 2003. 
205
  Cf. Article 14 du Règlement COBAC. 
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Ensuite, préciser les modalités d’identification des bénéficiaires effectifs, si cette terminologie 
est retenue, dans le cas où ceux-ci sont des personnes morales ou des constructions juridiques. 
Le législateur camerounais pourrait s’inspirer des dispositions françaises206 sur la question, 
lesquelles, d’après nous, se rapprochent bien des recommandations du GAFI. 
En pratique, les banques camerounaises rencontrent plusieurs difficultés dans la mise en 
œuvre de l’obligation de vigilance. 
 
4- La difficulté à collecter des informations 
 
352. Les banques camerounaises rencontrent plusieurs difficultés dans l’application de 
l’obligation d’identification des clients qui leur est imposée en vue de la prévention du 
blanchiment des capitaux. 
Tout d’abord, le secteur informel étant le domaine d’activité le plus développé au sein du 
pays, les clients ont de la peine à produire les justificatifs de leurs revenus. 
Ensuite, la culture et la circulation du cash sont très développées, parfois, il est difficile 
d’exiger du client que l’ouverture de son compte soit faite par un virement provenant d’une 
autre banque. 
Le législateur communautaire a également prévu une approche risque qui ne s’applique 
qu’aux nouveaux clients. 
 
B- Une approche risque limitée aux nouveaux clients 
 
353. Le législateur communautaire impose aux banques, pour l’identification de nouveaux 
clients, une certaine « approche risque". Cette exigence est prévue à l’article 7 du règlement 
COBAC de 2005 qui dispose que : « tout établissement assujetti doit définir les politiques et 
procédures claires d’acceptation des nouveaux clients, comprenant notamment la description 
des types de clientèle susceptibles de représenter un risque supérieur à la moyenne ». 
Il prévoit en outre que, « dans le cadre de cette définition, devront en outre être pris en 
compte des facteurs tels que les antécédents des clients, leur pays d’origine, les liens entre les 
comptes, les activités professionnelles, le caractère public ou en vue des personnages 
sollicitant l’établissement de la relation d’affaires ». 
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 Voir supra. 
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354. Le législateur communautaire exige également des banques d’assurer une surveillance 
renforcée et continue de la relation d’affaires lorsqu’elles ont comme client une Personne 
Politiquement Exposée. 
355. Même si le législateur communautaire emploie ici le terme « risque », il ne s’agit pas 
d’une identification basée sur l’approche fondée sur les risques telle que prévue par le droit 
français conformément aux recommandations du GAFI. En effet, faut-il le rappeler, 
l’approche risque consiste à appliquer une vigilance proportionnelle au client ou à l’opération. 
Ainsi, si le client présente un risque élevé et non pas « supérieur à la moyenne », la banque 
devra appliquer des mesures de vigilance renforcées. Tel est le cas par exemple si le client 
n’est pas physiquement présent aux fins de l’identification ; le produit ou l’opération 
concernée favorise l’anonymat de celle-ci ; les opérations en provenance ou à destination 
d’établissements qui ne sont pas soumis à des obligations au moins équivalentes à celles 
prévues par les règlements communautaires en matière d’identification des clients ou de 
contrôle des transactions ou qui sont situés dans des pays non membres du GAFI ou dans des 
pays identifiés comme non coopératifs207. L’opération concernée est une opération pour 
compte propre ou pour compte de tiers effectuée avec des personnes physiques ou morales, y 
compris leurs filiales ou établissements, domiciliées, enregistrées ou établies dans un Etat ou 
un territoire identifié comme risqué.  
356. Dans le cas contraire, si le client présente un risque faible de blanchiment, les banques 
devraient appliquer des mesures de vigilance simplifiées. Il en serait ainsi par exemple 
lorsque le client est un établissement bancaire établi au Cameroun, dans un Etat membre de la 
CEMAC ou sur une liste établie par arrêté du ministre de l’Economie ; une filiale d’un 
établissement bancaire située dans l’un des pays visés ci-dessus à condition que la société 
mère atteste qu’elle vérifie que sa filiale procède à l’identification du bénéficiaire effectif et 
qu’elle a accès aux éléments d’identification réunis par la filiale ; un établissement bancaire 
non visé ci-dessus à condition que la banque s’assure qu’elle met en œuvre des mesures 
d’identification équivalentes à celles qui sont appliquées dans la CEMAC et qu’elle a accès 
aux éléments d’identification des bénéficiaires effectifs à condition que le client ne soit pas 
établi dans un pays identifié par la CEMAC comme n’appliquant pas les standards 
communautaires ou a été mentionné par une instance internationale intervenant en matière de 
lutte contre le blanchiment parmi ceux dont la législation ou les pratiques font obstacle à 
celle-ci. 
                                                 
207
 L’article 12 al.4 du règlement CEMAC impose une surveillance particulière aux banques dans le même cas. 
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A côté de l’obligation de vigilance, le législateur camerounais tout comme celui français a 
aussi prévu une obligation de conservation des documents. 
 
PARAGRAPHE II : L’OBLIGATION DE CONSERVATION DES PIECES ET 
DOCUMENTS 
 
357. Il s’agit d’une obligation légale (A), dont les délais nécessiteraient d’être revus par les 
législateurs français et camerounais (B). 
 
A- Une obligation légale 
 
358. En droit camerounais, l’obligation de conservation des documents et pièces est prévue 
aux articles 39 et 40 du Règlement COBAC et aux articles 13 à 15 du Règlement CEMAC. 
Ces différents textes mettent à la charge des banques, le devoir de consigner par écrit et de 
conserver les caractéristiques de toute opération et les informations concernant l’identité et le 
domicile des intéressés, ainsi que tous les documents et pièces qui s’y rattachent, qu’il 
s’agisse de clients habituels ou de clients occasionnels. Dans le cadre de la mise en œuvre de 
cette obligation, les banques sont tenues de tenir un "fichier de centralisation des 
informations sur l’identité des clients, donneurs d’ordre, bénéficiaires et titulaires de 
procurations, ayants droits économiques et sur les transactions suspectes déclarées…"208.  
359. Cette obligation est doublée d’une obligation au secret ou à la confidentialité. En effet, 
il ressort de la lecture de l’article 40 du Règlement COBAC que seules quelques entités ont le 
droit de se faire communiquer les documents et pièces conservés par les institutions 
assujetties. Il s’agit de l’Agence Nationale d’Investigation Financière, de l’autorité judiciaire, 
des fonctionnaires chargés de la détection et de la répression des infractions liées au 
blanchiment agissant dans le cadre d’une procédure pénale et de l’autorité de contrôle de la 
profession, soit la COBAC pour les établissements bancaires. Toute autre personne physique 
ou morale ne devrait donc pouvoir se faire communiquer ces documents et pièces209. 
                                                 
	
Cf. Article 14- a du Règlement CEMAC. 
209
 La Loi de 2003 sur le secret bancaire a cependant énuméré des fonctionnaires, services de l’Etat et institutions 
nationales et sous-régionales auxquelles le secret bancaire ne peut être opposé et qui par conséquent pourraient 
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360. En droit français, le décret n° 2012-1125 du 3 octobre 2012 modifiant l’article R. 561-
12, précise, désormais, que pendant toute la durée de la relation, les personnes assujetties 
doivent recueillir, mettre à jour et analyser « les éléments d’information, parmi ceux figurant 
sur une liste dressée par arrêté du ministre chargé de l’économie, qui permettent de conserver 
une connaissance appropriée de leur client ». La collecte et la conservation de ces 
informations doivent alors être réalisées en adéquation avec les objectifs d’évaluation du 
risque de blanchiment de capitaux et de financement du terrorisme et de surveillance adptée à 
ce risque210 
361. Tout comme en droit français, la conservation doit se faire pour une durée de 5 ans à 
compter de la cessation des relations avec les clients habituels ou de l’exécution de 
l’opération du client occasionnel. Ce délai que nous trouvons assez court devrait être revu par 
les législateurs camerounais et français.

B- La nécessité d’une extension des délais de conservation  
 
362. A propos de la conservation des documents et pièces, il nous semble plus judicieux de 
rallonger la période de conservation. En effet, certains criminels s’appuient sur l’écoulement 
d’un certain temps et l’oubli pour réinvestir leurs capitaux. Ainsi, après le lavage, ils laissent 
passer même une dizaine d’années avant de procéder à l’essorage. La destruction des 
documents ou plutôt la cessation de l’obligation de les conserver au bout de cinq ans constitue 
ainsi un avantage pour les criminels patients. Les législateurs français et camerounais 
pourraient donc prolonger la période de conservation à dix ans au moins. 
  
                                                                                                                                                        
se faire communiquer les documents et pièces conservés. Ce sont : le Procureur de la République et toute autorité 
judiciaire, y compris l’officier de police judiciaire muni d’une commission rogatoire, les institutions supérieures 
de contrôle des finances publiques, les agents assermenté du trésor public, l’autorité monétaire (ministre chargé 
des finances), la COBAC, la BEAC, les agents de recouvrement et de poursuite de la CNPS, etc.        
210
 Art. R. 561-12, 2° du Code Monétaire et Financier
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CONCLUSION DU CHAPITRE I 
 
363. La première obligation à la charge des banques dans le dispositif préventif anti-
blanchiment est une obligation de vigilance. Le banquier doit identifier son client avant 
d’entrer en relation d’affaires et le cas échéant, le bénéficiaire effectif ou l’ayant droit 
économique selon les terminologies retenues par les droits français et camerounais.  
364. Le banquier doit également conserver les informations recueillies à ce titre pendant 5 
ans aux fins d’en assurer la traçabilité. 
365. Cependant, le niveau de dangerosité des opérations n’est pas toujours le même, selon 
la nature des opérations réalisées ou leur auteur. Ceci a été pris en compte dans la troisième 
directive européenne qui énonce qu’ «il convient de reconnaître que le risque de blanchiment 
de capitaux et de financement du terrorisme n’est pas toujours le même » ce qui justifie que 
« des obligations simplifiées de vigilance à l’égard de la clientèle » puissent être mises en 
œuvre « dans des cas appropriés ».  Allant dans le même sens, un auteur211 a affirmé : 
« Plutôt que de mettre en place des systèmes qui pourraient être développés qu’ils mettent en 
cause les libertés individuelles, il faut instituer des procédures qui tirent leur efficacité de 
leur adaptation à la nature du risque au travers du profil de clientèle auquel ils 
s’appliquent ». C’est ainsi qu’a été adoptée l’approche par les risques, recommandée par le 
GAFI et reprise en droit interne français. 
366. Au contraire, le législateur camerounais est resté, à quelques exceptions près, sur 
l’approche réglementaire suivant laquelle les obligations de vigilance à l’égard de la clientèle 
s’appliquent de manière uniforme quels que soient le type et la nature du client, sa 
domiciliation géographique, son activité, ses opérations bancaires et le fonctionnement de son 
compte. Nous l’incitons donc à rejoindre son homologue français. 
367. La mise en œuvre du dispositif anti-blanchiment réclame donc de la part des 
établissements bancaires français et camerounais une plus grande vigilance lors de l’étape 
particulièrement sensible de l’identification du client et de façon plus générale en matière de 
connaissance du client. Cette vigilance doit également être déployée et est plus accrue en 
présence de certaines opérations ou d’opérations réalisées par certains clients, d’une 
inhabituelle complexité. 
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 Jean-Louis FORT cité par O. DUFOUR, « Lutte contre le blanchiment », Banque et Droit n°88, mars-avril 
2003. 
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CHAPITRE II: LA MISE EN ŒUVRE D’UNE 
SURVEILLANCE PARTICULIRE PAR LES BANQUES  
 
368. Le dispositif préventif anti-blanchiment ne repose pas uniquement sur la détection 
d’éventuels blanchisseurs via les obligations Connais ton Client, mais aussi sur la détection 
des opérations de blanchiment via une obligation de vigilance face à des opérations 
particulièrement risquées. De nombreux signes permettent aux professionnels de détecter une 
opération de blanchiment. Tout d’abord ces opérations ne suivent pas de logique économique 
ou financière classique. Les blanchisseurs ne cherchent pas à réaliser des profits mais à 
opacifier l’origine de leurs capitaux. Ils vont, donc, pour ce faire, recourir à des opérations 
relativement complexes. Cette complexité devra réclamer de la part des professionnels la plus 
grande vigilance. C’est pourquoi les législateurs français et camerounais ont renforcé leurs 
obligations en la matière. 
369. En droit camerounais, la surveillance particulière de certaines opérations est exigée par 
l’article 12 du Règlement CEMAC et par les articles 16 à 25 du Règlement COBAC. En droit 
français, elle est prévue par l’article L 561-10-2, II du Code Monétaire et Financier.  
Ces dispositions énoncent des opérations dont les circonstances exceptionnelles entourant 
l’accomplissement inspirent le risque et appellent la méfiance. Les banques doivent donc se 
montrer méfiantes lorsqu’elles sont en présence d’opérations qui ne concordent pas avec la 
situation financière du client, de manière plus générale des opérations inhabituelles compte 
tenu des informations qu’elles détiennent de celui-ci. Ce sont : des opérations que le client n’a 
pas l’habitude d’accomplir, des opérations sans justification économique ou d’objet licite, les 
opérations sur des sommes dont le montant est supérieur au seuil, les opérations de paiement 
en espèce ou par titre au porteur de sommes dont le montant est supérieur au seuil, les 
opérations de transfert de fonds (électroniques, virements,…), les opérations sur des sommes 
dont la provenance présente un risque212. Il en est de même pour certains clients 
« privilégiés » suivant leur fonction avec lesquels la banque entretient une certaine relation et 
aussi pour les relations qu’elle entretient avec les autres banques. 
Nous verrons donc qu’il est exigé des banques la surveillance particulière de certaines 
opérations (Section I) ainsi que de certains clients (Section II). 
                                                 

L’établissement de crédit émetteur ou destinataire, le pays d’origine ou de destination, du fait de son défaut 
d’engagement ou de son engagement limité dans la lutte contre le blanchiment des capitaux. 
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SECTION I : LA SURVEILLANCE PARTICULIRE DE CERTAINES 
OPÉRATIONS 
 
370. Conformément aux recommandations du GAFI, les banques camerounaises et 
françaises devraient porter une attention particulière à toutes les opérations complexes, 
inhabituelles, importantes, ainsi qu’à tous les types inhabituels de transactions lorsqu’elles 
n’ont pas de cause économique ou licite apparente. Cependant, ni le GAFI, ni les législateurs 
français et camerounais n’ont véritablement pris la peine de définir cette notion d’opération 
complexe, d’où la nécessité pour les banques de prendre en compte les décisions 
jurisprudentielles en matière de lutte anti-blanchiment. Même si ces législations ont 
spécifiquement identifié certaines opérations comme risquées213, l’on peut dire que toute 
opération de banque214 pourrait être concernée à partir du moment où elle se présente dans des 
conditions inhabituelles et n’a pas de justification économique. Sont donc concernées les 
opérations de réception de fonds à savoir la création des comptes et les opérations sur les 
espèces (Paragraphe I) et les opérations de transfert de fonds que sont les virements et les 
chèques (Paragraphe II). 
 
PARAGRAPHE I : LES OPÉRATIONS DE RÉCEPTION DE FONDS  
 
371. Les banques dans la mise en œuvre des obligations de vigilance sont appelées à 
surveiller particulièrement certaines opérations. En plus de celles spécifiquement identifiées 
par les législateurs français et camerounais, il s’agira de tout service offert par l’établissement 
bancaire sollicité. Cependant, la détection de telles anomalies ne peut se faire que par le biais 
d’une connaissance parfaite des clients par les employés de la banque, ce qui en pratique est 
difficile. D’où la solution de se concentrer sur certaines opérations en particulier. Sont donc 
concernées, les opérations de réception de fonds du public à savoir celles portant sur les 
dépôts ou retraits d’espèces (A). Il en est de même des opérations sur les comptes bancaires 
(B). 
                                                 
213
 Il s’agit des opérations sur les chèques et les virements, des relations avec les PPE,  les banques 
correspondantes, les clients non-résidents, les personnes listées et la clientèle recommandée. 
214
 Ouverture de comptes, dépôts ou retraits d’espèces, opérations sur les chèques, virements…etc. 
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A- La surveillance des espèces 
 
372. Les banques doivent se montrer particulièrement vigilantes face aux opérations en 
espèces qui constituent toujours une des étapes importantes d’une opération de blanchiment 
de capitaux. En effet, par le placement215, l’argent tiré directement d’une activité criminelle216 
est d’abord placé dans une banque. Pour ce faire, les blanchisseurs utilisent plusieurs 
techniques parmi lesquelles le « stroumphage »217 et le « raffinage »218. 
373. En droit camerounais, les articles 12219 du règlement CEMAC de 2003 et 17220 du 
règlement COBAC imposent la surveillance particulière de toute opération importante portant 
sur des sommes dont le montant unitaire ou total est supérieur à une somme fixée soit par le 
Comité Ministériel, soit par les dispositions nationales se présentant dans des conditions 
inhabituelles de complexité et qui ne paraît pas avoir de justification économique et d’objet 
licite. Ce seuil a été fixé à 5 millions de Francs CFA par le ministère des finances. Ainsi pour 
tout paiement en espèces ou par titres au porteur dépassant ce seuil, les banques 
camerounaises doivent exercer une vigilance particulière. Elles doivent se renseigner auprès 
du client sur l’origine des fonds et leur destination ainsi que l’objet de l’opération, l’identité et 
le domicile des donneurs d’ordre et bénéficiaire.  
De plus, le législateur communautaire précise que pour mieux identifier les opérations 
atypiques, les banques doivent avoir une bonne compréhension des activités normales et 
raisonnables sur les comptes de leur clientèle. De même, elles doivent disposer de systèmes 
                                                 
215
 Pour mémoire, il s’agit de la première étape du blanchiment. Pour plus de détails voir introduction. 
216
 Par exemple la vente de stupéfiants. 
217
 C’est une technique de blanchiment qui consiste à structurer les transactions de manière à éviter le 
déclenchement automatique du système. En effet, les « stroumpfs », à savoir des opérateurs d’apparence 
inoffensive effectuent un grand nombre de petites transactions inférieurs à un seuil, dans divers établissements 
financiers. Ce qui permet l’injection de grosses quantités d’espèces dans le système bancaire sans attirer 
l’attention. 
218
 C’est une méthode de blanchiment par laquelle les criminels embauchent un grand nombre de gens chargés de 
convertir des billets de banque de petits montants en grosses coupures. 
219
 « toute opération importante portant sur des sommes dont le montant unitaire ou total est supérieur à une 
somme fixée par le Comité Ministériel ou, à défaut, par des dispositions nationales et qui, sans pouvoir faire 
l’objet d’une déclaration de soupçon au sens de l’article 18, se présente dans des conditions inhabituelles de 
complexité et ne paraît pas avoir de justification économique ou d’objet licite, doit faire l’objet de la part de 
l’organisme financier et les autres personnes assujetties au titre de l’article 5, d’un examen particulier visant à 
obtenir du client des renseignements sur l’origine et la destination de ces sommes ainsi que sur l’objet de la 
transaction, l’identité et le domicile du donneur d’ordre ou de la personne qui en bénéficie. » 
220
 « tout établissement assujetti doit surveiller particulièrement toute opération importante portant sur des 
sommes dont le montant unitaire ou total est supérieur à un seuil fixé par le Comité Ministériel ou, à défaut, par 
des dispositions nationales et qui, bien que ne pouvant pas faire l’objet d’une déclaration de soupçon, se 
présente dans des conditions inhabituelles de complexité et ne paraît pas avoir de justification économique ou 
d’objet licite. » 
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permettant, pour tous les comptes, de déceler les activités à caractère inhabituel ou suspect, en 
recourant par exemple à des limites par classe ou par catégorie de comptes. 
Au terme de l’examen particulier de toute opération importante identifiée comme risquée par 
la banque, celle –ci se doit d’établir un rapport si l’opération est exécutée et si les 
justifications obtenues ne sont pas jugées suffisantes. Ce rapport indique les caractéristiques 
de l’opération, fait état des renseignements recueillis221et doit être conservé par la banque222. 
374. Il en est de même du législateur français qui impose aux banques « un examen 
renforcé de toute opération particulièrement complexe ou d’un montant inhabituellement 
élevé ou ne paraissant pas avoir de justification économique ou d’objet licite. ». Dans ces cas, 
les banques doivent également se renseigner auprès du client sur l’origine des fonds et la 
destination des sommes ainsi que sur l’objet de l’opération et l’identité du bénéficiaire223.  
375. Le législateur français est allé plus loin en limitant l’utilisation des espèces. En effet, 
l’article L 112-6224, I du Code Monétaire et Financier prévoit une interdiction générale225 de 
paiement en espèce au delà des montants qui ont été fixés par le décret n° 2010-662 du 16 juin 
2010. Ces montants sont fixés à 3000 euros lorsque le débiteur a son domicile fiscal en France 
ou agit pour les besoins d’une activité professionnelle, et à 15 000 euros lorsque celui-ci 
justifie qu’il n’a pas son domicile fiscal en France et n’agit pas pour les besoins d’une activité 
professionnelle226. 
De même, les chargés de clientèle doivent faire preuve de vigilance à l’égard des dépôts et 
retraits en liquide. En effet, les retraits de sommes importantes en liquide doivent être 
examinés par les banques. Généralement, pour un retrait d’un montant supérieur à 1500 euros, 
les agences ont un délai de 24 ou 48 heures pour traiter la demande. Ce délai laisse un temps 
aux employés pour vérifier les mouvements antérieurs réalisés par le client. 
                                                 
221
 Notamment l’origine et la destination des sommes ainsi que l’objet de la transaction ; l’identité du donneur 
d’ordre et du ou des bénéficiaires (nom, adresse, profession…) ; les caractéristiques de l’opération ; le cas 
échéant, les modalités et conditions de fonctionnement du compte, notamment la date et l’origine du compte, les 
noms des mandataires et les références des comptes sans mouvement. 
222
 L’Anif, le Parquet et la COBAC peuvent obtenir communication du document ainsi que des pièces qui s’y 
attachent. 
223
 Article L. 561-10-2, II du CMF. 
224
 «  Ne peut être effectué en espèces le paiement d’une dette supérieure à un montant fixé par décret, tenant 
compte du lieu du domicile fiscal du débiteur et de la finalité professionnelle ou non de l’opération. » 
225
 La violation de cette disposition est sanctionnée par une amende prévue à l’article L. 112-7 du CMF.  
L’article L. 112-6, III, prévoit néanmoins des dérogations à cette obligation, et permet un paiement en espèces de 
n’importe quelle somme, dans trois cas : s’il s’agit de paiements réalisés par des personnes incapables de 
s’obliger par chèque ou par un autre moyen de paiement (cette hypothèse vise essentiellement les interdits 
bancaires) ou ceux qui n’ont pas de compte de dépôt ; s’il s’agit d’un paiement entre personnes physiques 
n’agissant pas pour des besoins professionnels, enfin s’il s’agit d’une dépense de l’Etat ou d’autres personnes 
publiques.  
226
 Article D. 112-3 du CMF. 
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376. Ces mesures prises par le législateur français méritent d’être suivies par le législateur 
camerounais. En effet, le législateur met ici un accent sur les paiements importants, ceux-ci 
pour des raisons de traçabilité, devant être effectués par d’autres voies que la remise de la 
monnaie fiduciaire. Une limitation de l’utilisation des espèces constituerait ainsi une grosse 
entrave aux blanchisseurs particulièrement pour ceux qui utilisent le « stroumphage » et le 
« raffinage». 
Une attention particulière a également été portée sur les comptes bancaires par les législateurs 
français et camerounais qui appellent eux aussi une vigilance accrue de la part des banques. 
 
B- La surveillance des comptes bancaires 
 
377. Les banques camerounaises doivent exercer une vigilance particulière sur certains 
types de comptes désignés par le législateur. Il s’agit : 
- Des comptes à haut risque227  identifiables grâce à une gamme d’indicateurs 
comportant des informations générales sur le client, notamment son activité professionnelle, 
le pays d’origine et la source des fonds, le type de transaction et d’autres facteurs de 
risques228. Le règlement laisse aux banques la définition des modalités de surveillance de ces 
comptes, celles-ci devant être prévues dans leurs procédures et contrôles internes. 
- Des comptes à numéro confidentiel : l’article 16 du règlement CEMAC recommande 
une vigilance accrue à l’égard des comptes affectés d’un numéro confidentiel lesquels sont 
soumis en tout état de cause, aux procédures de vigilance normales. Cette disposition suppose 
l’existence au sein des banques de comptes affectés d’un numéro confidentiel, ce qui est 
contraire à l’article 10 des recommandations du GAFI qui interdit de tenir des comptes 
anonymes et des comptes sous des noms manifestement fictifs. 
378. Pour détecter de telles opérations, la banque doit avoir une bonne compréhension des 
activités normales et raisonnables sur les comptes de sa clientèle. Elle devra également 
disposer de systèmes permettant, pour tous les comptes, de déceler les activités à caractère 
inhabituel ou suspect, en recourant par exemple à des limites par classe ou par catégorie de 
comptes229. 
                                                 
227
 Le règlement CEMAC les définit comme des comptes présentant un degré de risque élevé en raison de la 
qualité de son titulaire, de l’origine douteuse ou incertaine de ses ressources ou de la nature des opérations qui y 
sont accomplies, de son pays d’origine ou de celui des intermédiaires. 
228
 Article 22 du Règlement COBAC. 
229
 Article 18 du Règlement COBAC. 
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Face à l’une de ces opérations, les textes communautaires exigent, en plus des obligations 
générales, la recherche d’un certain nombre d’informations relatives : 
- à l’origine et à la destination des sommes ainsi qu’à l’objet de la transaction ; 
- aux caractéristiques de l’opération ; 
- aux modalités et conditions de fonctionnement du compte, notamment la date et 
l’origine du compte, les noms des mandataires, et les références des comptes sans 
mouvement. Ces informations doivent être recueillies aussi bien dans le cas d’activités 
suspectes que de comptes à haut risque230. 
379. En droit français, comme mentionné plus haut, l’article L. 561-10-2 impose aux 
banques un « examen renforcé de toute opération particulièrement complexe ou d’un montant 
inhabituellement élevé ou ne paraissant pas avoir de justification économique ou d’objet 
licite ». Ce qui inclut bien évidement les opérations sur les comptes bancaires. 
C’est ainsi que dans l’affaire Caisse Crédit Municipal de Toulon du 10 janvier 2011, il était 
reproché à la banque lors de la mission d'inspection, l’insuffisance des diligences devant être 
accomplies en termes de documentation à recueillir pour la connaissance de la clientèle, 
qu'ainsi les états financiers des personnes morales n'étaient pas collectés par les agences, 
qu'eu égard au peu de documents exigés pour l'ouverture d'un compte de particulier par les 
agences situées dans des centres commerciaux, la connaissance de leur clientèle restait 
superficielle; que la capacité de l'établissement à exercer une vigilance sur les opérations 
inhabituelles s'en trouvait dès lors affectée ; que dans ces conditions, compte tenu de 
l'insuffisance de la collecte des documents et de la faiblesse des outils, l'établissement n'était 
pas en mesure d'exercer correctement ses obligations de vigilance à l'égard de la clientèle. 
De même, lors de la vérification sur place, certains comptes faisaient apparaitre des retraits 
d’espèces d’un montant inhabituellement élevé sans que l’établissement ait recueilli des 
éléments d’explication suffisants pour s’assurer de la justification économique et de l’objet 
licite de ces mouvements. 
La Commission précise en l’espèce qu’ « en l’absence de toute pièce justificative, la 
réalisation par un client de travaux à son domicile ou l’acquisition d’un véhicule d’occasion 
ne peuvent suffire à justifier qu’un retrait d’espèces d’un montant élevé et inhabituel au 
regard des opérations effectuées par le client (Mme PELLAT et Mme AMAROLLI) soit 
effectué ; que des retraits récurrents d’espèces par un client ne peuvent se justifier par des 
explications orales, en outre non documentées concernant des voyages à l’étranger… ». 
                                                 
230
 Cf. Articles 21 et 22 du Règlement COBAC  
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380. De même, l’article L. 561-14 du CMF dispose : « les personnes mentionnées aux 1° à 
7° de l’article L. 561-2 ne tiennent pas de comptes ni de livrets d’épargne anonymes. ». 
381. En outre, l’Etat français a créé un registre de comptes bancaires ouverts par les 
particuliers et les entreprises qui permet d’accélérer les investigations dans le cadre de la lutte 
contre le blanchiment des capitaux. Ceci a été fait conformément au protocole à la Convention 
européenne relative à l’entraide judiciaire en matière pénale entre Etats membres de l’Union 
européenne du 16 octobre 2001231 qui oblige chaque Etat membre, sollicité dans le cadre 
d’une commission rogatoire internationale, à prendre « les mesures nécessaires pour 
déterminer en réponse à une demande envoyée par un autre Etat membre, si une personne 
physique ou morale faisant l’objet d’une enquête pénale, détient ou contrôle un ou plusieurs 
comptes, de quelques natures que ce soit, dans une quelconque banque située sur son 
territoire et si tel est le cas, il fournit tous les renseignements concernant les comptes 
répertoriés »232. Si le texte n’oblige pas les Etats membres à créer un registre centralisé des 
comptes bancaires, il leur laisse néanmoins le soin de décider de la manière de se conformer 
de manière efficace à cette disposition. 
Le fichier informatisé des comptes bancaires (FICOBA) a donc vu le jour suite à un arrêté233 
du 19 mai 1980 commenté par une instruction du 18 août de la même année. 
Ce dispositif a une double utilité : tout d’abord, il facilite les investigations dans les cas d’une 
enquête et ensuite il facilite le travail d’expertise de Tracfin. Depuis l’arrêté du 29 décembre 
2003, Tracfin peut interroger le FICOBA pour déterminer précisément les instruments 
financiers dont dispose une personne soupçonnée de blanchiment234. 
382. La France dispose donc d’une banque de données regroupant les renseignements 
relatifs à l’ouverture et la fermeture des comptes bancaires. Il s’agit d’une mesure utile qui 
sert non seulement à prévenir le blanchiment des capitaux, mais surtout permet d’accélérer 
considérablement les investigations en cas de poursuite, d’où la nécessité de penser à la mise 
sur pied d’un fichier semblable en droit camerounais. 
Parceque les opérations de transfert de fonds sont très souvent utilisées par les blanchisseurs, 
celles-ci font l’objet d’une surveillance particulière au sein des banques françaises et 
camerounaises. 
                                                 
231
 JOCE, L 326, 21/11/2001, p. 1. 
232
 Article 1er du Protocole. 
233
 Ce texte a été remplacé par un arrêté du 14 juin 1982  commenté par une instruction du 9 septembre 1982 qui 
fixe le régime du fichier. De nouveaux arrêtés du 23 octobre 1995, du 23 février 2000 et du 29 décembre 2003 
sont venus modifier quelque peu ce texte. 
234
 H. ROBERT, Tracfin, « clé de voûte » de la lutte anti-blanchiment en France, Revue de droit bancaire et 
financier nov-déc 2007, p. 18. 
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PARAGRAPHE II : LES OPÉRATIONS DE TRANSFERT DE FONDS 
 
383. Ayant été au cœur de récents scandales financiers, certaines opérations répondent elles 
aussi à une vigilance particulière de la part des établissements bancaires français et 
camerounais. Celles-ci ont même fait l’objet d’un encadrement spécifique de la part du 
législateur français. Il s’agit des opérations sur les chèques. 
384. D’autres, parce qu’elles sont facilitées par l’évolution technologique et électronique 
que connaît le monde aujourd’hui, font également l’objet d’une vigilance particulière. Il s’agit 
des virements. 
Aussi la vigilance particulière des opérations sur les chèques (A) et des virements (B) fera 
l’objet des développements qui vont suivre. Il en sera de même du règlement par carte (C). 
 
A- Les opérations sur les chèques 
 
385. L’affaire dite « du sentier »235 dans laquelle la Société générale236 a été interpelée sera 
le point de départ de certaines évolutions législatives en matière de lutte contre le blanchiment 
des capitaux en France. Les développements de cette affaire illustrent bien combien les 
risques de blanchiment sont importants dans les services bancaires, notamment les opérations 
sur les chèques. Une réglementation a dès lors été prise en la matière afin de mieux encadrer 
le contrôle opéré par les établissements bancaires (1), une réglementation similaire est 
souhaitable en droit camerounais afin de faciliter le traitement particulier des chèques imposé 
aux banques en vue de la détection des opérations suspectes (2). 
 
1- L’existence d’une réglementation spécifique aux chèques en droit français 
                                                 
235
 Pour mémoire, il s’agissait dans cette affaire, d’un circuit de blanchiment de plusieurs dizaines de millions 
d’euros transitant, par le biais de chèques, entre la France et Israël, ayant conduit à la mise en examen de huit 
banques et trente-trois dirigeants dont le PDG de la Société générale. Il lui était reproché un défaut supposé de 
contrôle dans la compensation de milliers de chèques présentés à encaissement en Israël. 
236
 J. FOLLOROU, Blanchiment : le parquet exonère la Société générale, Le monde 03 septembre 2003 ; du 
même auteur, Huit banques dont la Société générale renvoyées devant le tribunal par un juge, Le monde, 04 
octobre 2003 ; Blanchiment, le parquet général exonère les banques, Le Monde, 31 mars 2004. 
134 
 
 
386. Il s’agit du règlement n° 2002-01237 relatif aux obligations de vigilance en matière de 
chèques aux fins de lutte contre le blanchiment des capitaux et le financement du terrorisme. 
Pour l’application des obligations de vigilance, les banques doivent établir et exécuter 
annuellement un programme de contrôle de chèques. Si besoin, ce programme peut être 
révisé. Ce programme comporte un certain nombre de critères définis par la banque selon le 
type d’activités menées, tout en tenant compte des évolutions en terme de blanchiment des 
capitaux. La banque devra ainsi définir les contrôles à effectuer sur les mentions figurant sur 
les chèques ou les allonges pouvant contenir des informations pertinentes. Sont donc 
concernés les chèques en provenance de l’étranger (a) et les chèques reçus par l’établissement 
tiré (b). 
 
a) Les chèques en provenance de l’étranger 
 
387. C’est notamment pour ce qui concerne les chèques238 en provenance de l’étranger que 
les établissements bancaires français sont soumis à des obligations de contrôle renforcées.  
En effet, la banque française qui offre à un établissement étranger un service d’encaissement 
ou d’escompte de chèques conclut, obligatoirement, une convention. Par cette convention, 
l’établissement étranger s’engage, tout d’abord, à effectuer avant transmission des chèques les 
vérifications de sa clientèle prévues par les conventions internationales, et à opérer des 
vérifications complémentaires si l’établissement français le souhaite, compte tenu des 
informations obtenues par ses propres contrôles. Ensuite à procéder à des remises distinctes 
                                                 
237
  Règlement n ° 2002-01 du Comité de la réglementation bancaire et financière (CRBF) du 18 avril 2002 
relatif aux obligations de vigilance en matière de chèques aux fins de lutte contre le blanchiment de capitaux et le 
financement du terrorisme publié au Journal Officiel du 24 mars 2004 et modifié par les arrêtés du 18 juillet et 
du 20 décembre 2002, du 14 mars et 9 juillet 2003, du 15 mars 2004,  du 23 septembre 2004, du 31 mai 2005 et 
du 29 octobre 2009,par le règlement n° 2003-01 du 16 mai 2003. 
238
 Ces chèques ont été des endos non bancaires qui permettent une circulation beaucoup plus importante des 
chèques. Les chèques à endos multiples identifiés comme vecteur possible de financements illicites, en 
particulier du fait de la possibilité, interdite en France sont contrôlés plus ou moins fréquemment et strictement 
selon le pays de provenance. Les chèques qui proviennent : 
- de pays figurant sur la liste noire du GAFI, font l’objet de contrôles systématiques (tous les chèques reçus sont 
examinés) ; 
- non-membres du GAFI, mais qui ne figurent pas sur la liste noire, font l’objet de vérifications opérées par des 
sondages ciblés dont le taux est fixé à 25% ; 
- quels qu’ils soient, sont susceptibles d’être vérifiés selon un échantillon déterminé en fonction de la 
connaissance de l’activité des correspondants et des précautions prises en amont. 
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pour les chèques239 en provenance de pays de la liste noire. Enfin, à communiquer à la banque 
française, à sa demande, l’ensemble des éléments lui permettant de juger la conformité des 
procédures et contrôles mis en œuvre aux engagements contractuels. 
388. Le règlement contraint donc les banques non seulement, à refuser les chèques 
encaissés à l’étranger qui leur sont transmis par les banques auxquelles elles ne sont pas liées 
contractuellement, mais aussi à imposer à leurs partenaires des obligations strictes, et en 
vérifier la mise en œuvre. 
En outre, par les conventions, les banques françaises doivent imposer à leurs banques 
correspondantes de se conformer aux recommandations du GAFI. Les banques 
correspondantes, y compris celles établies sur le territoire d’un Etat membre du GAFI, doivent 
favoriser l’identification des chèques qui auraient circulé dans des pays de la liste noire du 
GAFI avant de leur être remis par leurs partenaires, afin que le contrôle systématique 
préconisé soit opéré. 
Lorsque les contrôles décèlent des anomalies, un défaut d’exécution par l’établissement 
étranger de ses obligations contractuelles, la banque française demande des explications. Si 
elles ne sont pas satisfaisantes, à défaut de résilier la convention, elle contrôle tous les 
chèques émis par le correspondant étranger. 
 
b) Les chèques reçus par l’établissement tiré 
 
389. La banque tirée procède à l’examen aux fins de prévention du blanchiment des 
chèques qui lui sont transmis matériellement. L’examen individuel porte sur : 
- Les chèques tirés par les clients ayant fait l’objet d’une déclaration de soupçon ; 
- Les chèques tirés par un client dont le compte fonctionne de façon inhabituelle ; 
- Les chèques sélectionnés selon les critères définis par la banque elle-même, 
notamment en fonction de l’évolution des typologies du blanchiment ; 
- Les chèques dont l’examen paraît nécessaire pour compléter l’analyse du 
fonctionnement du compte lorsque, à l’occasion du suivi du compte de son client, 
l’établissement remarque un fonctionnement inhabituel du compte ; 
- Les chèques sur lesquels ne figure pas le barrement ou la mention limitant la 
transmission par voie d’endossement. 
                                                 
239
 Il s’agit des chèques qu’il aurait lui-même reçus des établissements situés dans ces Etats ou territoires et dont 
la législation est reconnue insuffisante ou dont les pratiques sont considérées comme faisant obstacle à la lutte 
contre le blanchiment. 
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390. En outre, un dispositif préventif doit s’appliquer aux chèques dont l’examen paraît 
nécessaire pour compléter l’analyse du fonctionnement du compte lorsque la banque, à 
l’occasion du suivi du compte de son client bénéficiaire de chèques, détecte, le cas échéant 
par des moyens informatiques, un fonctionnement inhabituel. 
391. L’examen des chèques est effectué par des personnes ayant reçu une formation 
adéquate en matière de lutte contre le blanchiment et ayant accès aux données nécessaires 
pour effectuer les contrôles qui leur incombent. Il s’agit pour ces personnes de déceler des 
anomalies matérielles manifestes au regard des règles françaises d’utilisation du chèque, de 
procéder à des contrôles des mentions figurant sur les chèques ou informations permettant de 
déceler des caractéristiques anormales ou inhabituelles de l’opération au regard de la 
connaissance qu’il a du bénéficiaire du chèque, de son activité économique et du profil de 
fonctionnement du compte.  
392. Malgré cette réglementation spécifique aux chèques, des lacunes dans leur traitement 
ont été relevées au sein des banques françaises. En effet, la Commission des sanctions de 
l’ACP dans ses décisions rendues le 10 janvier 2013 et le 1er février 2010 reprochait à la 
BPCA ainsi qu’à la BRED de n’avoir pas respecté les règles formulées dans le règlement de 
2002 sur le contrôle des chèques. 
Dans la première décision rendue contre la BPCA, il ressort que : « Considérant que l’article 
4 du règlement du CRBF n°2002-01 impose aux établissements financiers d’établir et 
d’exécuter annuellement un programme de contrôle des chèques pour l’application des 
obligations de vigilance prévues par ce règlement; que ce programme, révisé si nécessaire en 
cours d’exécution, doit comporter notamment des critères de sélection définis par 
l’établissement en fonction de ses activités propres et qui tiennent compte de l’évolution de la 
typologie des opérations de blanchiment et des informations publiquement disponibles, 
notamment celles diffusées par le GAFI ou par Tracfin; que par ailleurs, l’article 11, alinéa2, 
points a) et b) du même règlement n°2002-01 dispose que le programme visé à l’article 4 
prévoit notamment l’examen individuel par l’établissement financier: a) des chèques tirés par 
les clients ayant fait l’objet d’une DS initiale sur la base de l’ article L.562-2 ancien du 
COMOFI; b) des chèques dont l’examen paraît nécessaire pour compléter l’analyse du 
fonctionnement du compte lorsque, à l’occasion du suivi du compte de son client, 
l’établissement détecte, le cas échéant, par des moyens informatiques, un fonctionnement 
inhabituel ; 
Considérant que, selon le grief, le service LAB de la BPCA a réalisé des contrôles plus 
restreints que ceux prévus par son programme annuel; que les états hebdomadaires pour les 
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opérations comprises entre 80 000 et 150 000 euros et les états mensuels n’étaient pas 
exploités tandis que les états pour les opérations de plus de 150 000euros n’étaient que 
partiellement traités; que le programme de contrôle des chèques ne prenait pas en compte 
l’évolution de la typologie des opérations de blanchiment; que les chèques des clients sous 
surveillance n’étaient pas isolés et que l’examen individuel des chèques tirés sur des clients 
ayant fait l’objet d’une DS à Tracfin n’était pas assuré pour des raisons de coût; 
Considérant que les mesures de contrôle présentées comme en place au moment de 
l’inspection sont parcellaires; que si la BPCA soutient avoir à l’époque de la vérification 
disposé d’une procédure de contrôle des chèques, le présent grief porte sur les contrôles 
effectivement réalisés ; qu’au surplus la BPCA indique que sa procédure de contrôle des 
remises de chèques a été remodelée «pour être conforme au dispositif exigé par la 
réglementation précitée; qu’une procédure lacunaire ne pouvait permettre un contrôle de ces 
remises conforme aux exigences réglementaires; » 
393. S’agissant de la décision rendue contre la BRED, il ressort que « Considérant qu’en 
application des dispositions des articles 11 alinéa 2 point b) et 4 du règlement n° 2002-01 du 
18 avril 2002 susvisé les établissements procèdent à l’examen individuel des chèques dont 
l’examen paraît nécessaire pour compléter l’analyse du fonctionnement du compte de leur 
client lorsque, à l’occasion du suivi du compte de celui-ci, ils détectent, le cas échéant par des 
moyens informatiques, un fonctionnement inhabituel et portent les résultats de l’exécution du 
programme de contrôle des chèques à la connaissance de l’organe délibérant ; 
Considérant qu’il ressort de l’instruction que l’analyse des chèques, dont l’examen paraissait 
nécessaire pour compléter l’analyse du fonctionnement du compte, était assurée, d’une part, 
par les agents de Direction de la Production des Services Bancaires qui n’avaient pas de 
connaissance de la clientèle et dont la BRED reconnaît que les contrôles étaient purement 
formels, et, d’autre part, en agence, sans que la BRED ne fournisse d’éléments attestant de 
leur mise en œuvre effective… que la BRED ne fournit aucun élément attestant de la mise en 
œuvre effective du dispositif de contrôle des chèques ; qu’il n’apparaît pas que les résultats 
de l’exécution du programme de contrôles des chèques de l’exercice 2006 ont été portés à la 
connaissance du conseil d’administration, organe délibérant de l’établissement, mais 
seulement du comité d’Audit ; que l’infraction est donc établie ».  
394. Par cette réglementation spécifique, les banques françaises concourent à une lutte 
efficace contre le blanchiment des capitaux. Il s’agit là d’un exemple qui mérite d’être suivi 
par le législateur camerounais.  
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2- La nécessité d’une réglementation spécifique aux chèques en droit camerounais 
 
395. Il est vrai, l’article 57 du règlement COBAC prévoit : qu’ « une instruction du 
Président de la Commission Bancaire précise les obligations incombant aux établissements 
assujettis en matière de chèques utilisés aux fins de blanchiment des capitaux. 
396. Toutefois, les procédures internes doivent décrire les diligences spécifiques à 
accomplir pour le contrôle des chèques aux fins de prévention du blanchiment des capitaux et 
de lutte contre le financement du terrorisme. » 
Cependant, cette instruction reste toujours attendue. Il en va différemment des virements qui 
ont été bien encadrés par le législateur communautaire.  
 
B- Les virements 
 
397. Le virement est l’opération consistant, pour un titulaire de compte, à demander à sa 
banque un transfert des fonds de son propre compte vers un autre compte. Cette opération qui 
permet à des capitaux de passer d’un compte à un autre, d’un établissement à un autre ou 
même d’un pays à un autre, apparaît comme étant un instrument clé du processus de recyclage 
des fonds d’origine illicite. En effet, le virement est le moyen d’empilement le plus utilisé par 
les blanchisseurs. Le constat a également été fait par Savona et De Feo pour qui « les 
virements sont probablement la méthode d’empilement la plus importante dont disposent les 
blanchisseurs de capitaux. Ils sont intéressants à plus d’un titre pour les criminels qui 
souhaitent couvrir leur trace. La vitesse, la distance, les traces comptables minimales et 
l’anonymat croissant qu’ils offrent du fait qu’ils se fondent dans l’énorme masse quotidienne 
de virements électroniques sont autant d’avantages qui n’ont pas de prix »240. 
398. Le GAFI a réalisé un règlement nommé SR VII relatif aux virements transfrontaliers. 
Ce règlement prévoit le gel des avoirs et le blocage de virements de fonds qui ont pour but le 
financement du terrorisme ou le blanchiment des capitaux. De même, il ressort de sa 
recommandation 14 que « Les pays devraient prendre des mesures afin de s’assurer que les 
personnes physiques ou morales qui fournissent des services de transfert de fonds ou de 
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 E.U. SAVONA et M.A. DE FEO, Money Trails : International Money Laundering Trends and 
Prevention/Control Policies, rapport présenté à la conference de 1994, supra (note 2) (manuscript 
dactylographié), p. 84.  
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valeurs sont agréées ou enregistrées et qu’elles font l’objet de systèmes efficaces de 
surveillance garantissant qu’elles respectent les obligations applicables découlant des 
recommandations du GAFI. Les pays devraient prendre des mesures afin d’identifier les 
personnes physiques ou morales qui fournissent des services de transfert de fonds ou de 
valeurs sans être agréées ou enregistrées, afin de leur appliquer des sanctions appropriées. 
Toute personne physique ou morale qui opère en tant qu’agent devrait également être agréée 
ou enregistrée par une autorité compétente, ou le prestataire de services de transfert de fonds 
ou de valeurs devrait tenir à jour une liste de ses agents accessible aux autorités compétentes 
des pays dans lesquels le prestataire de services de transfert de fonds ou de valeurs et ses 
agents opèrent. Les pays devraient prendre des mesures afin de s’assurer que les prestataires 
de services de transfert de fonds ou de valeurs recourant à des agents les intègrent dans leurs 
programmes de LBC/FT et surveillent le respect par ces agents de ces programmes. » 
399. Les législateurs français et camerounais s’y sont conformés.  
400. En droit camerounais, le transfert de fonds, de titres ou de valeurs dans la CEMAC est 
organisé tout d’abord par le règlement CEMAC n° 02/00/CEMAC/UMAC/CM portant 
harmonisation de la réglementation des changes dans les Etats membres de la CEMAC. En 
effet, l’article 25 du même texte ajoute que les transferts de fonds, de titres ou de valeur dans 
la CEMAC et entre un Etat de la CEMAC et un Etat tiers, doivent être exécutés dans le strict 
respect des dispositions du règlement CEMAC n° 02/00/CEMAC/UMAC/CM portant 
harmonisation de la réglementation des changes dans les Etats membres de la CEMAC. 
Ensuite par le règlement COBAC241 qui quant à lui précise qu’une vigilance particulière 
visant à établir l’origine des sommes en cause doit être établie à l’égard de tous les transferts 
de fonds quelque soit le support de réception ou d’exécution de l’ordre ou le procédé 
technique utilisé. Il en va de même de toutes les opérations en provenance ou à destination 
d’établissements qui ne sont pas soumis à des obligations au moins équivalentes à celles en 
vigueur dans la CEMAC en matière d’identification des clients ou de contrôle des 
transactions, ou qui sont situés dans des pays non membres du GAFI ou classés non 
coopératifs en matière de lutte contre le blanchiment des capitaux. 
La même disposition est contenue dans l’article 12 alinéa 4 du règlement CEMAC qui 
dispose : qu’« une vigilance particulière doit être exercée à l’égard des transferts 
électroniques et plus généralement de tout type de transfert de fonds quel que soit le mode de 
réception ou d’exécution de l’ordre, ainsi qu’à l’égard des opérations en provenance ou à 
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 Article 24 al. 1 et 2. 
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destination d’établissements ou Institutions financières qui ne sont pas soumis à des 
obligations au moins équivalentes à celles du présent Règlement en matière d’identification 
des clients ou de contrôle des transactions ou qui sont situés dans des pays non membres du 
Groupe d’Action Financière (GAFI) ou dans des pays identifiés comme non coopératifs dans 
les matières objet du présent Règlement ». 
401. En droit français, la traçabilité des virements est régie par le règlement n°1781/2006 
du Parlement européen et du Conseil du 15 novembre 2006 relatif aux informations 
concernant le donneur d’ordre accompagnant les virements de fonds242. Une Proposition de 
règlement243 a été élaborée le 05 février 2013 afin d’améliorer la traçabilité des paiements et 
de conformer le cadre de l’Union européenne aux normes internationales. 
402. Nous porterons une attention particulière aux risques de blanchiment liés au système 
SWIFT (1) et aux virements effectués via internet (2). 
 
1- Les risques liés aux virements et au système de télécommunication interbancaire 
SWIFT244 
 
403. Le système Swift, utilisé par les banques pour effectuer les virements, offre aux 
délinquants, de par sa rapidité, la possibilité de multiplier les transferts : en quelques minutes 
des capitaux peuvent transiter par plusieurs dizaines d’établissements. Il est bien sûr 
théoriquement possible de suivre la trace de ces capitaux, mais, en pratique, les donneurs 
d’ordre auront pris soin de faire appel à des banques implantées dans différents pays. En 
outre, le système Swift envoie des informations codées, ce qui contribue à opacifier les 
circuits financiers. 
Les virements effectués via internet présentent eux aussi des risques importants de 
blanchiment. 
 
2- Les risques liés aux virements effectués via internet 
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 JOUE, L. 345/1 du 08/12/2006. 
243
 Consultable sur http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:52013PC0044:FR:NOT 
244
 La Society for Worldwide Interbank Financial Telecommunication est le système de telecommunication 
interbancaire mondial. Elle est une coopération de droit belge, basée à Hulpe près de Bruxelles détenue et 
contrôlée par l’industrie financière internationale. Elle répond aux besoins d’un échange sécurisé entre ses 
membres, évalués à plus de 7000 institutions financières situées dans 197 pays et territoires. 
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404. Les dispositions relatives au virement électronique sont contenues dans la 
recommandation 16 du GAFI qui dispose que : « Les pays devraient s’assurer que les 
institutions financières incluent les informations requises et exactes sur le donneur d’ordre 
ainsi que les informations requises sur le bénéficiaire dans les virements électroniques et 
autres messages qui s’y rapportent, et que ces informations accompagnent le virement 
électronique ou le message qui s’y rapporte tout au long de la chaîne de paiement. 
Les pays devraient s’assurer que les institutions financières surveillent les virements 
électroniques afin de détecter ceux qui ne comportent pas les informations requises sur le 
donneur d’ordre et/ou le bénéficiaire et qu’elles prennent les mesures appropriées. 
Les pays devraient s’assurer que, dans le cadre du traitement des virements électroniques, les 
institutions financières prennent des mesures de gel et devraient interdire la conduite 
d’opérations avec les personnes et entités désignées, conformément aux obligations des 
résolutions du Conseil de sécurité des Nations Unies pertinentes, telles que la résolution 1267 
(1999) et les résolutions ultérieures et la résolution 1373 (2001), relatives à la prévention et 
la répression du terrorisme et du financement du terrorisme. » 
405. Il s’agit ici des services offerts par la banque en ligne. Celle-ci en effet, recouvre de 
plus en plus la possibilité de réaliser certains types de transactions financières par le biais du 
site internet des banques qui proposent ce service245. Il s’agit de la vérification des soldes de 
comptes chèques et surtout des transferts de compte à compte au sein d’un même 
établissement. 
406. Le premier problème posé par ces transactions via internet est celui de l’identification 
des clients. D’ailleurs le Comité de Bâle sur le contrôle bancaire en octobre 2001 l’avait déjà 
noté en ces termes: « La nature de la banque électronique, qui n’implique aucun contact 
physique et se joue des frontières, combinée à la rapidité de la transaction, crée 
inévitablement des difficultés en matière d’identification du client et de vérification.»  
407. Les virements électroniques ne sont cependant pas les seuls à présenter des risques de 
blanchiment, ces risques sont également présents dans les transactions effectuées avec la 
monnaie électronique.  
 
C- Le règlement par carte : les risques de blanchiment liés à la monnaie électronique 
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 W.C GILMORE, L’argent sale : l’évolution des mesures internationales de lutte contre le blanchiment de 
capitaux et le financement du terrorisme, p. 49, Editions du Conseil de l’Europe 2005. 
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408. Aujourd’hui, les banques aussi bien françaises que camerounaises offrent, en marge 
des moyens de paiement classiques que sont la monnaie fiduciaire et la monnaie 
scripturale246, de nouveaux moyens de paiement tels que la monnaie électronique. 
Avant d’étudier les risques de blanchiment liés à la monnaie électronique (2), il est important 
de revenir247 sur une définition de la monnaie électronique (1). 
 
1- Définition  
 
409. Nous l’avons vu, les droits français et camerounais ont une définition quasi-similaire 
de la monnaie électronique. En effet, l’article premier du règlement n° 2002-13 du 21 
novembre 2002 définit la monnaie électronique ainsi qu’il suit : « la monnaie électronique est 
composée d’unités de valeur, dites unités de monnaie électronique. Chacune constitue un titre 
de créance incorporé dans un instrument électronique et accepté comme moyen de paiement, 
au sens de l’article L. 311-3 du code monétaire et financier, par des tiers autres que 
l’émetteur. La monnaie électronique est émise contre la remise de fonds. Elle ne peut être 
émise pour une valeur supérieure à celle des fonds reçus en contrepartie. » 
410. En droit camerounais, la monnaie électronique est régie par le règlement n°01/11-
CEMAC/UMAC/CM du 18 septembre 2011 relatif à l’exercice de l’activité d’émission de 
monnaie électronique. Celui-ci la définit comme une «  valeur monétaire incorporée sous 
forme électronique contre remise de fonds de valeur égale, qui peut être utilisée pour 
effectuer des paiements à des personnes autres que l’émetteur, sans faire intervenir des 
comptes bancaires dans la transaction ». 
La monnaie électronique fait donc partie d’un « système de paiement » composée d’un 
émetteur (l’établissement bancaire) d’un porteur (le consommateur) et de commerçants. A ce 
titre elle est considérée comme un nouveau moyen de paiement puisqu’elle permet avec un 
porte-monnaie électronique chargé d’unités électroniques de transférer des fonds et d’exécuter 
une obligation de somme d’argent. 
La monnaie électronique présente plusieurs risques de blanchiment. 
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 La monnaie fiduciaire consiste en billets et pièces dont la valeur est déterminée impérativement par l’Etat ;  la 
monnaie scripturale quant à elle est représentée par le solde des comptes de dépôts bancaires dont on peut 
disposer par voie de chèques ou de virements. 
247
 La monnaie électronique a déjà fait l’objet d’une définition à la page 62. 
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2- Les risques de blanchiment liés à l’utilisation de la monnaie électronique 
 
411. Les organisations criminelles sont constamment à la recherche de nouveaux moyens 
permettant de donner aux revenus qu’elles tirent de leurs activités une façade légitime. La 
monnaie électronique dès lors est intéressante pour eux et ce pour deux raisons : 
D’une part, les opérations électroniques peuvent être effectuées de manière à ne pas laisser de 
traces, c’est-à-dire dans le plus grand anonymat. En effet, pour l’émetteur, les fonds reçus, 
contrairement aux opérations réalisées au moyen d’instruments de paiement classiques tels 
que les chèques ou les cartes bancaires, ne sont pas inscrits au nom du consommateur 
détenteur du porte-monnaie électronique. Ils ne sont pas dûs, non plus, à un bénéficiaire 
identifié. 
D’autre part, pour les modes de paiement classiques, la remise au commerçant d’un chèque ou 
le paiement par carte bancaire ne permet pas de créditer immédiatement le compte du 
bénéficiaire du paiement, puisque seule la présentation de l’instrument de paiement au 
banquier du débiteur entraîne un crédit sur le compte du bénéficiaire. Le paiement par 
monnaie électronique entraîne une modification instantanée des soldes des portes-monnaies 
électroniques, sans qu’il y ait besoin du concours de l’émetteur pour réaliser cette opération. 
412. Cette particularité a pour conséquence de ne pas laisser la possibilité d’établir une 
piste de vérification traditionnelle de la légitimité des opérations réalisées. 
Par ailleurs, la monnaie électronique offre une grande mobilité permettant d’effectuer 
instantanément, au moyen par exemple de paiements sur Internet avec un porte-monnaie 
virtuel, des virements de fonds d’un pays à un autre sans aucune restriction imposée par les 
autorités des pays visés. 
413. L’entrée en relation avec certains clients fait également l’objet d’application de 
mesures particulières par les banques camerounaises et françaises. 
  
SECTION II : LE TRAITEMENT DES OPÉRATIONS DE CERTAINS 
CLIENTS 
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414. L’entrée en affaires et la relation d’affaires avec certaines personnes présentant des 
caractéristiques particulières sont gérées différemment par rapport aux opérations habituelles. 
A la suite des législations internationales, les droits français et camerounais ont intégré ces 
spécificités en identifiant précisément ces clients dont les opérations nécessitent une 
surveillance particulière. Ainsi, l’entrée en affaires avec une « personne politiquement 
exposée » (P.P.E.) 248(Paragraphe I) est fortement réglementée et soumise à de nombreuses 
exigences249. Il en est de même des relations de correspondance avec d’autres établissements 
bancaires (Paragraphe II). D’autres personnes enfin font également l’objet d’une 
surveillance particulière en droit camerounais (Paragraphe III). 
 
PARAGRAPHE I : LES PERSONNES POLITIQUEMENT EXPOSÉES 
 
415. La question des Personnes Politiquement Exposées est une innovation des 
recommandations du GAFI de 2003. En effet, la corruption devenant une des principales 
sources de profits illicites déposés dans les établissements bancaires de ses Etats membres, le 
GAFI entreprit d’avancer sur le sujet. De même une grande partie des avoirs illégaux détenus 
dans certaines banques des centres financiers internationaux provient de l’accumulation de 
richesses par des dignitaires peu scrupuleux. Il était donc devenu impératif de stopper ces 
agissements qui ont pour conséquence d’une part d’un point de vue moral, la prédation des 
finances publiques de pays au bord de la faillite par des personnalités dont certains ont parfois 
réussi à accumuler des fortunes équivalentes à la dette extérieure de leurs propres pays, ce qui 
est moralement inacceptable et d’autre part, d’un point de vue économique, un obstacle au 
développement économique de ces pays. 
En outre, ces PPE font obstacle à l’impératif de moralisation de la vie publique et à l’exigence 
accrue de transparence vis-à-vis d’une société civile devenue d’autant plus vigilante que ces 
hommes politiques prêchent la rigueur économique et fiscale. 
Avant de développer les mesures de vigilance spéciales que les banques appliquent aux PPE 
(B), une compréhension de la notion de PPE est nécessaire (A). 
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 Aux termes de l’article 3 alinéa w du Règlement COBAC, une P.P.E est une personne exerçant ou ayant 
exercé d’importantes fonctions publiques (chef d’Etat ou de gouvernement, haut fonctionnaire de 
l’administration, cadre de sociétés publiques ou parapubliques) de même que toute personne physique ou morale 
lui étant clairement liée ou associée. 
249
  Ces exigences sont contenues dans l’article 8 du Règlement COBAC. 
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A- La notion de PPE 
 
Après avoir défini la notion de PPE (1), nous marquerons un temps d’arrêt sur quelques 
exemples d’affaires les impliquant (2). 
 
1- Définitions 
 
416. En droit camerounais, les Personnes Politiquement Exposées sont définies comme une 
personne exerçant ou ayant exercé d’importantes fonctions publiques, à l’instar notamment 
des chefs d’Etat ou de gouvernement, des figures politiques, hauts fonctionnaires de 
l’administration, de la magistrature ou de l’armée, cadres dirigeants de sociétés publiques et 
parapubliques et responsables de grands partis politiques. Il en est de même de toutes les 
personnes physiques ou morales qui leur sont clairement liées.250 
L’article 8 du règlement CEMAC précise en outre que les établissements bancaires, doivent, 
avant l’admission des PPE, se renseigner sur l’origine de ses fonds qu’elle soit ressortissante 
d’un des Etats de la CEMAC ou d’un Etat ou territoire étranger. 
417. En droit français, la Personne Politiquement Exposée est une personne résidant dans 
un autre Etat membre de l’Union européenne ou un pays tiers qui est exposée à des risques 
particuliers en raison des fonctions politiques, juridiques ou administratives qu’elle exerce ou 
a exercées pour le compte d’un autre Etat ou de celles qu’exercent ou ont exercées des 
membres directs de sa famille ou des personnes connues pour lui être étroitement associées251. 
Une liste de fonctions252 a été établie en droit français pour permettre aux banques de 
déterminer si leur client est une PPE. 
418. Les dernières modifications des recommandations du GAFI de février 2012 sont 
venues élargir la notion de PPE. En effet, l’obligation d’appliquer des mesures de vigilance 
renforcées à l’égard des PPE est étendue aux PPE nationales et celles liées aux organisations 
internationales ainsi qu’à leurs familles et aux personnes qui leur sont étroitement 
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 Règlement COBAC de 2005. 
251
 C. CUTAJAR, Blanchiment d’argent et financement du terrorisme : prévention et répression, Editions 
Francis Lefebvre. 
252
 Ces fonctions politiques, administratives et juridictionnelles sont listées à l’article R. 561-18 du Code 
monétaire et financier. 
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associées253. Cette extension a pour but de prendre en compte les méthodes utilisées par les 
officiels et chefs d’Etats corrompus pour blanchir les produits de la corruption. 
419. Le droit camerounais a bien inclus la notion de PPE nationale dans sa définition des 
PPE. 
420. Le droit français, espérons le et tel que vivement souhaité par la doctrine, devra bientôt 
se mettre au pas des recommandations du GAFI et surtout de la Proposition de 4è Directive 
européenne. Cette dernière en effet définit les « PPE étrangères » comme « des personnes 
physiques qui sont ou ont été chargées de fonctions publiques importantes par un pays tiers ». 
La distinction est bien faite avec les « PPE nationales » définies comme « les personnes 
physiques qui sont ou ont été chargées de fonctions publiques importantes par un Etat 
membre ». 
421. Il est vrai, la Commission bancaire254 avait déjà inclus les personnes de nationalité 
française parmi les PPE. Néanmoins, le dispositif français devrait le prévoir expressément 
afin de répondre à ces nouvelles exigences.  
Certaines affaires illustrent bien le blanchiment d’argent opéré par des PPE via les banques. 
 
2- Quelques exemples d’affaires impliquant les PPE 
 
422. Plusieurs banques ont été impliquées dans des affaires de blanchiment en rapport avec 
les PPE. Ce fut le cas par exemple de la banque Riggs qui s’est retrouvée à deux reprises 
mêlée à des affaires de blanchiment par les PPE. La banque a eu à aider le général Pinochet et 
le chef d’Etat de la Guinée équatoriale Teodoro Obiang Nguema, à gérer et cacher des 
dizaines de millions de dollars dans des opérations suspectes. En effet, des comptes avaient 
été ouverts au nom de Pinochet entre 1994 et 2002 alors qu’il était détenu en Angleterre et 
que des procédures étaient en cours pour geler ses avoirs. Entre 4 à 8 millions de dollars 
avaient été déposés à la banque Riggs. Ses dirigeants avaient d’ailleurs pris des dispositions 
pour aider Pinochet à dissimuler ces fonds au travers de la mise en place des sociétés écrans 
offshore, en altérant le nom de Pinochet (notamment en ne retenant qu’une partie de son nom 
                                                 

A-D. MERVILLE, Les nouvelles recommandations du GAFI : leur impact en droit français, Revue de droit 
bancaire et financier n° 5, septembre 2012, p. 20. 
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  Lignes directrices de la Commission bancaire relatives aux personnes politiquement exposées et aux notions 
de pays tiers et de gestion de fortune  Bulletin officiel du CECEI et de la Commission bancaire, N° 23, janvier 
2010. 
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ou le nom de jeune fille de sa femme) et en dissimulant sciemment aux autorités de tutelle 
l’existence de comptes. 
423. Les mêmes agissements ont été relevés à l’occasion de l’ouverture de 60 comptes au 
profit du gouvernement de Guinée Equatoriale qui ont enregistré entre 400 et 700 millions de 
dollars. D’autres ont également été ouverts au nom de Teodoro Nguema, de sa femme et de 
ses proches. Là encore, la Riggs bank a mis en place des structures offshore pour le dictateur 
et ses fils ; 13 millions de dollars ont été ainsi versés entre 2000 et 2002 sur leurs comptes 
dont 3 millions en une seule fois à l’occasion de l’ouverture du compte d’une des 
structures.255 
424. Un autre exemple de PPE est celui du général Abacha qui, pendant plusieurs années, a 
« organisé avec des membres de sa famille et de son entourage, un « pillage » systématique 
des ressources de son pays »256. En effet, après avoir détourné d’énormes fonds de son pays, 
Sani Abacha a eu recours à plusieurs membres de sa famille pour introduire ces fonds publics 
dans différents établissements bancaires notamment en Suisse et en Grande Bretagne. Pour 
introduire ces capitaux au sein d’établissements bancaires réputés, la famille Abacha s’est 
notamment appuyée sur les recommandations que lui ont fournies plusieurs clients de ces 
banques. Ainsi en 1996 un client britannique de longue date et de bonne réputation d’une 
banque suisse «  a introduit auprès de la banque une société dont les ayants droit 
économiques étaient, outre lui-même, deux de ses partenaires d’affaires nigérians. Ceux-ci 
faisaient partie de l’entourage de Sani Abacha. »257. 
Ces affaires ont donc amené le GAFI à prendre des mesures spéciales concernant les PPE. 
 
B- La mise en œuvre de mesures spéciales 
 
425. La recommandation 12 du GAFI prévoit des mesures de vigilance particulières vis-à-
vis des PPE en ces termes : « A l’égard des personnes politiquement exposées (PPE) 
étrangères (qu’elles soient des clients ou des bénéficiaires effectifs), les institutions 
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 Exemple cité par R. d’ESTAINTOT, Les personnes politiquement exposées (PPE) : réflexions sur une 
obligation renforcée de vigilance. Revue de droit bancaire et financier n° 3, Mai 2009, p. 97. 
256
 H. HAENEL, Utilisation du système financier aux fins du blanchiment de capitaux (texte E 2734), Réunion 
de la délégation pour l’Union européenne du mercredi 1er décembre 2004, Justice et affaires intérieures. 
257
 Rapport de la Commission des banques suisses, « Fonds « Abacha » auprès des banques suisses » du 30 aout 
2000, p. 2. 
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financières devraient être obligées, en plus des mesures de vigilance normales relatives à la 
clientèle, de : 
- Disposer de systèmes appropriés de gestion des risques permettant de déterminer si le 
client ou le bénéficiaire effectif est une personne politiquement exposée ; 
- Obtenir l’autorisation de la haute direction d’établir (ou de poursuivre, s’il s’agit 
d’un client existant) de telles relations d’affaires ; 
- Prendre des mesures raisonnables pour établir l’origine du patrimoine et l’origine des 
fonds ; 
- Assurer une surveillance continue à l’égard de la relation d’affaires. 
Les institutions financières devraient être obligées de prendre des mesures raisonnables pour 
déterminer si un client ou un bénéficiaire effectif est une PPE nationale ou une personne qui 
exerce ou a exercé une fonction importante au sein de ou pour le compte d’une organisation 
internationale. Lorsque les relations d’affaires avec de telles personnes présentent un risque 
plus élevé, les institutions financières devraient être obligées d’appliquer les mesures des 
points (b), (c) et (d). 
Les obligations applicables à tous les types de PPE devraient également s’appliquer aux 
membres de la famille de ces PPE et aux personnes qui leur sont étroitement associées. ». 
426. Conformément à cette recommandation, les législateurs français et camerounais ont 
pris des mesures spéciales à l’encontre des PPE. 
427. En droit camerounais, l’entrée en affaires et la relation d’affaires avec certaines 
personnes présentant des caractéristiques particulières sont gérées différemment par rapport 
aux opérations habituelles. Ainsi, l’entrée en affaires avec une « personne politiquement 
exposée » (P.P.E.)258 est fortement réglementée et soumise à de nombreuses exigences259, en 
plus des mesures de vigilance normales : détermination si le client relève de la catégorie de 
PPE, nécessité de l’autorisation de la haute direction, l’identification de l’origine du 
patrimoine et des fonds, la surveillance renforcée et continue de la relation d’affaires. 
La vigilance renforcée imposée aux banques à l’égard des PPE  consiste à disposer de 
systèmes de gestion des risques adéquats afin de déterminer si le client est une PPE, d’obtenir 
l’autorisation de la haute direction avant de nouer une relation d’affaires avec de tels clients, 
de prendre toutes mesures raisonnables pour identifier l’origine du patrimoine et des fonds 
                                                 
258
  Aux termes de l’article 3 alinéa w du Règlement COBAC, une P.P.E est une personne exerçant ou ayant 
exercé d’importantes fonctions publiques (chef d’Etat ou de gouvernement, haut fonctionnaire de 
l’administration, cadre de sociétés publiques ou parapubliques) de même que toute personne physique ou morale 
lui étant clairement liée ou associée. 
259
  Ces exigences sont contenues dans l’article 8 du Règlement COBAC. 
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impliqués dans la relation d’affaires, d’assurer une surveillance renforcée et continue de la 
relation d’affaires. 
428. En droit français, les banques appliquent en outre des mesures de vigilance 
complémentaires concernant les PPE telles que prévues par l’article R. 561-20.-III du décret 
du 2 septembre 2009. En effet, dans un premier temps, elles définissent et mettent en œuvre 
des procédures adaptées au risque de blanchiment des capitaux permettant de déterminer si 
leur client est une PPE.  
Ensuite, la décision de nouer une relation d’affaires avec une PPE ne peut être prise que par 
un membre de l’organe exécutif ou toute personne habilitée à cet effet par l’organe exécutif. 
Enfin, les banques doivent rechercher, pour l’appréciation des risques de blanchiment de 
capitaux, l’origine du patrimoine et des fonds impliqués dans la relation d’affaires ou la 
transaction. 
En outre, les banques peuvent aussi exiger pour l’ouverture d’un compte, par exemple, que le 
premier paiement des opérations soit effectué en provenance ou à destination d’un compte 
ouvert au nom du client auprès d’un organisme financier établi dans un Etat membre de 
l’Union européenne ou dans un Etat partie à l’accord sur l’Espace économique européen. 
429. Cependant, à cause de leur rang social, l’identification des PPE n’est cependant pas 
aisée pour les banques. Il s’agit là de l’une des multiples difficultés que posent les PPE. 
 
C- Les difficultés d’identification des PPE  
 
430. Tout d’abord, la liste des PPE prévue par le législateur français n’a pas intégré 
d’autres fonctions dont la vulnérabilité à la corruption et au blanchiment est aussi importante. 
Il s’agit entre autres, des maires, des responsables de gouvernements régionaux, des dirigeants 
religieux et des fonctionnaires de l’urbanisme260. 
431. Ensuite, au cours de nos entretiens la plupart des compliance officers nous ont affirmé 
la réticence qu’ils avaient face à une PPE, à lui poser certaines questions. En effet, certaines 
banques camerounaises nous ont affirmé, parmi les difficultés rencontrées que, le 
détournement des fonds Publics étant le mode le plus en vue, les banques ont parfois de la 
peine à demander à un ministre ou haut fonctionnaire l’origine de ses fonds.  
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 R. de RUIG, Mauvaise influence, in Dossier : Blanchiment et terrorisme, Revue Banque, n° 695, oct. 2007, 
p. 42. 
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432. Enfin, « Il peut être très difficile de détecter qu’un client est politiquement exposé, en 
particulier lorsque les clients taisent des informations importantes ou apportent même des 
indications erronées. Dans la plupart des cas examinés, les titulaires des comptes ou les 
ayants droits économiques ne se sont pas identifiés comme étant politiquement exposés mais 
ont affirmé être des hommes d’affaires fortunés et dont l’activité est couronnée de 
succès. »261. 
433. Comme les PPE, les relations avec les banques correspondantes font elles aussi l’objet 
d’une surveillance particulière de la part des banques françaises et camerounaises. 
 
PARAGRAPHE II: LES BANQUES CORRESPONDANTES 
 
434. La banque correspondante a été utilisée dans de nombreux circuits de recyclage dont 
le plus célèbre en France n’est autre que l’affaire du « Sentier 2 », ce qui a amené le GAFI à 
prendre des mesures particulières les concernant. 
435. Dans sa recommandation 13 en effet, le GAFI dispose que : « En ce qui concerne les 
relations de correspondance bancaire transfrontalière et les autres relations similaires, les 
institutions financières devraient être obligées, en plus des mesures de vigilance normales 
relatives à la clientèle, de : 
- rassembler suffisamment d’informations sur le correspondant afin de pleinement 
comprendre la nature de ses activités et d’évaluer, sur la base d’informations 
publiquement disponibles, sa réputation et la qualité du contrôle dont il est l’objet, ce qui 
implique notamment de savoir si le correspondant a fait l’objet d’une enquête ou de 
mesure de la part d’une autorité de contrôle en matière de blanchiment de capitaux ou de 
financement du terrorisme ; 
- évaluer les contrôles mis en place par le correspondant en matière de LBC/FT ; 
- obtenir l’autorisation de la haute direction avant d’établir de nouvelles relations de 
correspondance bancaire ; 
- comprendre clairement les responsabilités respectives de chaque institution ; 
- en ce qui concerne les comptes de passage, avoir l’assurance que le correspondant a 
appliqué des mesures de vigilance aux clients ayant un accès direct aux comptes de la 
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 Rapport de la Commission des banques suisses, Fonds « Abacha » auprès des banques suisses du 30 aout 
2000, p. 12. 
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banque correspondante et qu’il est en mesure de fournir les informations pertinentes s’y 
rapportant sur demande de la banque correspondante. 
- Il devrait être interdit aux institutions financières d’établir ou de poursuivre une 
relation de correspondance bancaire avec des banques fictives. Les institutions financières 
devraient être obligées de s’assurer que les correspondants n’autorisent pas les banques 
fictives à utiliser leurs comptes ». 
436. Suite à cette recommandation, des dispositions ont été prises par les législateurs 
français et camerounais (B). Cependant avant de prendre connaissance de ces dispositions, il 
est important de comprendre dans un premier temps l’activité des banques correspondantes 
(A).  
 
A- L’activité des banques correspondantes ou Correspondent banking 
 
437. L’activité de Correspondent banking peut se définir comme une relation unissant des 
banques pour l’exécution de services bancaires s’effectuant à partir d’un compte courant pour 
répondre à des besoins de compensation des flux internationaux, de gestion de trésorerie ou 
encore d’investissement262. 
Il s’agit d’une démarche commerciale puisque les banques doivent développer à l’étranger un 
réseau de correspondants bancaires en sélectionnant les établissements selon les critères liés à 
leur réseau national et international, à leur honorabilité, à leur capacité de traitement en terme 
de volumes des différents moyens de paiement ou encore à l’étendue et à la diversité de leur 
participation dans les circuits d’échanges. 
438. La banque cliente ouvre ainsi un compte en devise au sein de la banque étrangère 
devenue banque correspondante appelé compte Nostro (« notre compte chez eux »), 
symétriquement, la banque correspondante ouvre un compte miroir au sein de la banque 
cliente appelé compte Loro (« leur compte chez nous »). 
L’ensemble des flux internationaux transitera en conséquence par le biais de ces comptes qui 
présenteront par effet de mimétisme comptable la même position comptable mais de manière 
inversée : un crédit sur le compte Nostro équivaut à un débit sur le compte miroir et 
inversement. 
439. La banque correspondante a ainsi un rôle particulier et original puisque la mission 
confiée est celle d’un intermédiaire. Elle traite les virements internationaux pour le compte de 
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 G. HUCHET, Eléments de présentation de l’activité de Correspondent banking, RTDF N° 3- 2008- Doctrine/ 
Guillaume HUCHET, p. 47. 
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la banque cliente ; elle peut également traiter d’autres moyens de paiement comme la remise 
de chèques, de lettres de change, de warrants ou encore de billets à ordre. 
440. Cependant, en vue de lutter contre le blanchiment des capitaux, les législations des 
pays appartenant au GAFI exigent des banques correspondantes d’effectuer un double 
contrôle, tant sur la conformité du document présenté au regard de la présence des mentions 
qualificatives obligatoires263 que sur la cohérence du document et de la chaîne des endos. 
La loi applicable264 est bien entendu locale ainsi que ses contraintes en termes de secret 
bancaire, de protection des données personnelles ou encore en matière de lutte contre le 
blanchiment des capitaux. 
441. Le Correspondent banking est par nature une activité à risque. En effet, le 
correspondant n’a pas la relation client ; il ne possède aucune information pertinente sur le 
donneur d’ordre concernant son activité, les raisons détaillées de ce virement ou de cette 
remise, l’étendue de son patrimoine, le caractère habituel ou non de ce type d’opérations. 
En outre, le correspondant bancaire doit traiter plusieurs ordres ou remises de manière 
régulière provenant de la banque cliente l’empêchant d’effectuer une quelconque 
individualisation pour chacun des clients de la banque. En effet, la banque cliente peut 
envoyer à son correspondant de quelques à plusieurs centaines d’unités à traiter par jour 
rendant ainsi impossible un contrôle ordre par ordre avec des rapprochements selon le 
donneur d’ordre. 
Le contrôle doit donc en principe être fait en amont par la banque cliente sous la condition 
logique que le donneur d’ordre soit son client, à défaut le contrôle aura été effectué par la 
banque du donneur d’ordre. Le correspondant doit donc s’assurer que son client effectue des 
contrôles suffisants en matière de connaissance du donneur d’ordre mais doit aussi avoir 
confiance en son client qui peut être amené à lui transmettre des ordres pour lesquels il était 
lui-même correspondant signifiant qu’il doit s’assurer que son client a un certain niveau 
d’exigence dans le choix de ses propres partenaires. 
442. Avant d’entrer en relation d’affaires avec la banque correspondante, la banque 
sollicitée doit apprécier les risques extérieurs265 et internes266 auxquels elle s’expose. Elle doit 
                                                 
263
 Dans le cadre de ce contrôle de conformité, il s’agit de s’assurer que le document présenté à l’encaissement 
peut recevoir, selon la législation locale, la qualification de chèque, de lettre de change ou de billet à ordre. 
264
 La formalisation de la correspondance par la rédaction d’un contrat d’ouverture de compte courant et des 
services l’accompagnant est souvent délicate car la loi applicable est nécessairement la loi de la banque 
correspondante, l’obligeant ainsi à faire un réel effort de pédagogie dans la présentation de sa réglementation 
bancaire. 
265
 Lors de la négociation du contrat, les futurs partenaires doivent prendre mutuellement connaissance de la 
réglementation nationale applicable en matière de LAB. 
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avoir une connaissance de la structure sociale267 de son partenaire ainsi que de ses activités et 
sa clientèle268. 
Parce qu’elles représentent un risque de blanchiment, les banques correspondantes font l’objet 
de mesures spéciales. 
                                                                                                                                                        
Une des premières questions est de déterminer à quelle liste, grise ou blanche, élaborée par le GAFI appartient 
son futur partenaire. Ensuite la connaissance de la position officielle des autorités régulatrices sur la 
problématique du blanchiment ou encore l’éventuelle existence d’une convention bilatérale de coopération entre 
les deux pays. 
266
 L’analyse de l’environnement juridique dans lequel va s’insérer la relation de Correspondent banking impose 
aux partenaires dans un second temps, d’analyser mutuellement leur structure interne en portant leur attention 
sur un certain nombre d’éléments susceptibles de favoriser des risques dans le cadre de la lutte contre le 
blanchiment des capitaux. 
Ces normes de vigilance portent d’une part sur la connaissance de la structure sociale de son partenaire 
(connaissance de son client-banque cliente et banque correspondante) et d’autre part sur la connaissance de la 
clientèle et des activités de son partenaire (connaissance du type de clientèle et d’activités). 
267
 Il s’agit de connaître la structure sociale de l’établissement, la composition de son capital, de son conseil 
d’administration (sa forme sociale ainsi que les liens capitalistiques existants). 
268
 Le Correspondent banking est un véritable réseau interbancaire reposant avant tout sur la confiance qu’ont les 
établissements entre eux dans leur démarche de connaissance de leurs clients. Par conséquent, l’activité porte sur 
la vérification de l’existence d’un KYC sérieux effectué par chacun des partenaires et de l’exigence de ces 
derniers de ce même contrôle vis- à- vis de leurs autres correspondants. 
En outre, le correspondant prendra soin d’obtenir des informations sur le type et la localisation géographique des 
marchés desservis par la banque cliente, lui permettant ainsi de mesurer les risques auxquels il s’expose en 
nouant une relation de Correspondent banking. 
Le correspondant devra ainsi vérifier quelle est la part du chiffre d’affaires réalisé dans des activités ou dans des 
pays reconnus pour faciliter le blanchiment d’argent ou le financement du terrorisme. En ce sens, le 
correspondant devra s’assurer que la banque cliente ne souhaite pas nouer via l’activité de Correspondent 
banking des relations avec des banques fictives268 Sans toutefois présumer d’une illicéité systématique de ces 
structures, le correspondant devrait prudemment insérer dans le contrat mettant en place l’activité de 
Correspondent banking, une clause selon laquelle la banque cliente s’engage à n’entretenir aucune relation avec 
des banques fictives. 
En effet, toute négligence sur ce point crée un risque substantiel de blanchiment et des sanctions professionnelles 
ou pénales pour l’établissement en cause. 
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B- La mise en œuvre de mesures spéciales 
 
443. Face à tous les risques que présentent l’activité de Correspondent banking, le GAFI va 
exiger des opérateurs, outre les mesures de vigilance usuelles, une bonne connaissance de 
l’établissement correspondant, de sa réputation, des résultats d’éventuelles enquêtes menées 
sur son activité par les autorités de tutelle, mais aussi une évaluation du dispositif adopté par 
cet établissement en matière de recyclage des capitaux et de financement du terrorisme. Cette 
évaluation passe alors, notamment,  par l’examen des systèmes de contrôle269.  
444. En droit camerounais, lorsque leurs correspondants dans leurs relations d’affaires sont 
des établissements de crédit, les institutions assujetties sont tenues de se renseigner 
suffisamment sur la nature de leurs activités, leurs procédures de prévention et de détection du 
blanchiment, la finalité de l’opération sollicitée, l’état de la réglementation et du contrôle 
bancaire dans leur pays d’implantation ; ceux-ci doivent être au moins équivalents à ceux 
appliqués aux institutions assujetties.270 Les institutions assujetties doivent également 
procéder à une révision périodique de l’identité de la clientèle et à la réactualisation de leurs 
données à propos de leurs clients. 
445. En droit français, les banques appliquent des mesures de vigilance renforcées 
lorsqu’elles ont des relations d’affaires avec des correspondants bancaires. Dans ces cas : 
 Elles recueillent sur l’établissement cocontractant des informations suffisantes pour 
connaître la nature de ses activités et pour apprécier, sur la base d’informations 
accessibles au public et exploitables, sa réputation et la qualité de la surveillance dont 
il fait l’objet ; 
 Elles évaluent le dispositif de lutte contre le blanchiment de capitaux et le financement 
du terrorisme mis en place par l’établissement cocontractant ; 
 Elles s’assurent que la décision de nouer une relation d’affaires avec l’établissement 
cocontractant est prise par un membre de l’organe exécutif ou toute personne habilitée 
à cet effet par l’organe exécutif ; 
 Elles prévoient dans la convention de correspondant bancaire ou de distribution des 
instruments financiers les modalités de transmission des informations à la demande de 
l’établissement assujetti ; 
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 Ces vérifications sont notamment nécessaires en présence de comptes « de passage » (« payable-through 
accounts »). L’établissement doit vérifier que la banque cliente a contrôlé l’identité des clients et respecté toutes 
les mesures de due diligence concernant les clients qui bénéficient d’un accès direct aux comptes de la banque 
correspondante. La banque cliente doit, bien sûr, être en mesure de produire toutes les données d’identification 
utiles concernant ces clients sur simple demande de la banque correspondante. 
270
  Cf. Article 11- (1) et (2) Règlement COBAC. 
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 Elles s’assurent enfin lorsqu’elles accueillent, dans le cadre des services de 
correspondance bancaire, des comptes de correspondant qui sont utilisés directement 
par des tiers indépendants pour l’exécution d’opérations pour leur propre compte, que 
l’établissement de crédit cocontractant a vérifié l’identité des clients ayant un accès 
direct à ses comptes de correspondant et a mis en œuvre à l’égard de ces client des 
mesures de vigilance conformes à celles prévues aux articles L 561-5 et L 561-6. 
446. D’autres clients aussi font l’objet d’une surveillance particulière de la part des banques 
camerounaises. 
 
PARAGRAPHE III : LES AUTRES CLIENTS « EXCEPTIONNELS » 
 
447. En droit camerounais,  « les clients non-résidents »271 sont soumis à une surveillance 
particulière de la part des banques qui peuvent recourir à un tiers de réputation confirmée pour 
vérifier l’identité du client ou exiger que les documents habituellement requis soient soumis à 
d’autres formalités (authentification, complément par des pièces jointes…), etc. De plus, 
l’entrée en affaires est contrôlée et conditionnée par l’approbation d’une personne habilitée et 
faute d’approbation par cette dernière, l’établissement assujetti doit renoncer à entrer en 
affaires avec le client272. 
448. La « clientèle recommandée »273 est elle aussi soumise à une surveillance particulière. 
Ici, l’article 10 du Règlement COBAC impose que la personne assujettie évalue 
soigneusement la compétence et l’honorabilité des intermédiaires ayant recommandé le client 
et vérifie qu’ils accomplissent normalement leur devoir de diligence, en procédant si 
nécessaire à des examens périodiques de conformité et de fiabilité. 
449. Les « personnes listées »274 font également l’objet d’un traitement spécial. 
L’établissement assujetti doit déclarer à l’Anif, les opérations et avoirs des personnes listées 
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 Le client non-résident est, aux termes de l’article 3 alinéa e du Règlement COBAC une personne physique ou 
morale implantée dans un Etat non-membre et sollicitant l’ouverture d’un compte ou la réalisation d’une 
opération dans un établissement assujetti dans un Etat membre. 
272
  La réglementation de la surveillance particulière des clients non-résidents est contenue dans l’article 8 du 
règlement COBAC de 2005. 
273
 Le règlement COBAC la définit comme la clientèle dont la relation d’affaires avec un établissement assujetti 
procède de l’invitation d’un tiers, intermédiaire pouvant être un établissement de crédit ou toute autre personne 
physique ou morale. 
274
  Selon l’article 3 alinéa V du Règlement COBAC, une personne listée est une personne physique ou morale 
ou une organisation figurant sur la liste établie par le comité des sanctions conformément aux résolutions des 
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qu’il examine de façon particulière275. Le parquet pourra ainsi, une fois saisi par l’Anif, 
ordonner la suspension provisoire d’exécution de l’opération et l’interdiction de mettre à la 
disposition de la personne listée, les fonds et biens saisis et gelés276. 
  
                                                                                                                                                        
Nations Unies relatives à la prévention et à la répression du financement du terrorisme. Ces personnes doivent 
faire l’objet de mesures restrictives.   
275
 Articles 35 et 36 du Règlement COBAC. 
276
 Articles 37 et 38 du Règlement COBAC. 
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CONCLUSION DU CHAPITRE II 
 
450. La surveillance particulière de certaines opérations telle que recommandée par le 
GAFI est exigée par le droit français ainsi que les règlements communautaires CEMAC et 
COBAC. Ces textes encadrent plus strictement certaines opérations et clients qui inspirent et 
appellent la méfiance. Ce sont : des opérations inhabituelles ou que le client n’a pas l’habitude 
d’accomplir, des opérations sans justification économique ou d’objet illicite, les opérations 
sur des sommes dont le montant est supérieur au seuil, les opérations de paiement en espèce 
ou par titre au porteur de sommes dont le montant est supérieur au seuil, les opérations de 
transfert de fonds (électroniques, virements,…), les opérations sur des sommes dont la 
provenance présente un risque (l’établissement de crédit émetteur ou destinataire, le pays 
d’origine ou de destination, du fait de son défaut d’engagement ou de son engagement limité 
dans la lutte contre le blanchiment des capitaux). 
451. Parce que les opérations sur les chèques présentent des risques importants de 
blanchiment, le législateur français a pris une réglementation spécifique en la matière afin de 
mieux encadrer le contrôle opéré par les banques. Nous incitons le législateur camerounais à 
faire de même. 
452. En outre, s’agissant du traitement spécial réservé aux biens et transactions de certains 
clients "exceptionnels", nous pensons que les catégories de personnes devant faire l’objet 
d’une surveillance particulière sont très réduites. En effet, les dispositions communautaires 
n’envisagent que certains clients particuliers, parmi lesquels les personnes listées, le 
législateur entendant par personnes listées les personnes reconnues comme impliquées dans 
les actes terroristes ou leur financement. Il serait plus adéquat à notre avis de revoir la notion 
de personne listée en l’étendant à toute personne condamnée ou suspectée d’être l’auteur ou le 
complice d’une infraction génératrice de revenus ou d’une violation des Droits de l’Homme. 
Les opérations effectuées par ceux-ci feraient alors l’objet de traitement spécial. 
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CONCLUSION DU TITRE II 
453. L’approche « Connais ton client » prônée par le Comité de Bâle s’inscrit, au-delà de la 
lutte contre le blanchiment, dans une perspective prudentielle plus vaste. De saines procédures 
à cet égard doivent être considérées comme un aspect essentiel d’une gestion efficace des 
risques bancaires. Les mesures de protection dépassent le cadre d’une simple opération 
d’ouverture et de tenue de compte; elles exigent de la part des banques la mise au point d’une 
politique d’acceptation de la clientèle et d’un programme d’identification à plusieurs niveaux 
impliquant un devoir de diligence plus rigoureux à l’égard des comptes à hauts risques et une 
surveillance vigilante des activités suspectes.  
454. La mise en œuvre du dispositif anti-blanchiment réclame donc de la part des 
établissements bancaires français et camerounais une plus grande vigilance lors de l’étape 
particulièrement sensible de l’identification du client et de façon plus générale en matière de 
connaissance du client. En droit français, cette vigilance s'applique tout au long de la relation 
d'affaires et dans le respect du principe de proportionnalité, c'est-à-dire que la "collecte et la 
conservation de ces informations doivent être réalisées en adéquation avec les objectifs 
d'évaluation du risque de blanchiment des capitaux et de financement du terrorisme et de 
surveillance adaptée à ce risque"277. 
455. Cette vigilance doit également être déployée en présence de certaines opérations d’une 
inhabituelle complexité. Il en est de même des relations avec certaines personnes dites 
« privilégiées » auxquelles les banques se doivent d’appliquer une vigilance accrue. 
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 Article R. 561-12 du Code monétaire et financier modifié par le décret n° 2012-1125 du 3 octobre 2012. 
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CONCLUSION DE LA PREMIÈRE PARTIE 
456. En pratique, le dispositif préventif anti-blanchiment a conduit les établissements 
bancaires camerounais et français, à hausser sensiblement leurs niveaux de vigilance tant du 
point de vue de la connaissance des clients que de l’analyse des opérations effectuées pour le 
compte de ces clients. Mais les exigences des législateurs ne se sont pas arrêtées à cette seule 
vigilance qui finalement pourrait se comprendre comme une simple amélioration des 
pratiques bancaires. 
457.  Les établissements bancaires en outre ont dû apporter des modifications concrètes à 
leurs organisations avec la création des services « compliance » et à leurs pratiques avec la 
mise en place des programmes de formation spécifiques et l’informatisation des outils anti-
blanchiment presque obligatoire. Des procédures internes ont aussi été définies et mises en 
œuvre pour le contrôle des risques, le respect des obligations de vigilance, la conservation des 
pièces, la détection des opérations inhabituelles ou suspectes. 
458.  Enfin les banques ont été obligées de mettre en œuvre des procédures de contrôle des 
risques périodiques et permanents. En effet, les opérations imposées dans le cadre des 
opérations de clientèle ne peuvent être effectivement respectées par les banquiers que si ceux-
ci disposent des moyens et des procédures internes permettant d'assurer leur bonne exécution. 
459. L’intérêt du Comité de Bâle pour des normes CC saines est lié à son souci d’intégrité 
du marché et a été avivé par les pertes, directes et indirectes, encourues par des banques à 
cause de leur manque de diligence dans l’application de procédures appropriées. Ces pertes 
auraient probablement pu être évitées et auraient nettement moins affecté la réputation des 
établissements si ceux-ci avaient disposé de programmes CC efficaces. 
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DEUXIÈME PARTIE : UN DISPOSITIF PORTANT 
ATTEINTE AUX PRINCIPES BANCAIRES 
460. Dans son rapport 1996- 1997, le GAFI faisait le constat suivant : « la tendance la plus 
remarquable réside dans le recours croissant et persistant des professionnels du blanchiment 
de capitaux aux institutions financières non bancaires et aux entreprises non financières par 
rapport aux établissements bancaires. On peut penser que cela traduit le respect plus 
rigoureux, par les banques, des mesures anti-blanchiment… ». De même, aussi bien en France 
qu’au Cameroun le plus grand nombre de déclarations de soupçon provient des établissements 
bancaires. Il est donc vrai, que du côté des banques, la réaction a indéniablement bien eu lieu. 
Les établissements ont bien pris conscience du rôle qu’ils devaient remplir.  
461. Malgré cet engagement des banques dans la prévention du blanchiment des capitaux, 
elles demeurent en tête de liste des entreprises sanctionnées pour non-respect de la mise en 
œuvre du dispositif anti-blanchiment278. Ceci pourrait s’expliquer par le fait que le dispositif 
anti-blanchiment les met dans une situation embarrassante. En effet, sa mise en oeuvre a 
provoqué un « bouleversement » des techniques et mentalités bancaires, manifesté par une 
double mutation: de la banque opaque, guidée par une culture du secret, à la banque 
transparente et sollicitée pour participer à la recherche des infractions pénales ; de la banque 
victime du dévoiement de ses services à la banque responsable, considérée comme auteur 
d’infractions pénales. 
462. Le premier aspect a vocation à changer en profondeur le métier même de banquier et 
le rôle que celui-ci est appelé à jouer dans la lutte contre les infractions pénales. Le dispositif 
anti-blanchiment repose en effet, pour une large part, sur la coopération des établissements 
bancaires. Le secret bancaire s’en ressent évidemment considérablement : là où jusqu’à 
présent les atteintes qui lui étaient portées restaient passives, le banquier se contentant le plus 
souvent de répondre aux demandes judiciaires pouvant lui être adressées, elles sont désormais 
actives, puisque dépendant de réactions spontanées des banques. 
Le second aspect est tout aussi tangible. Alors que durant longtemps, les banques ont pu être 
considérées comme les victimes des pratiques du blanchiment, elles sont aujourd’hui 
considérées comme pouvant être responsables de blanchiment. 
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 Voir les décisions citées dans la thèse. 
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463. En outre, il en est résulté un infléchissement notable des relations entre les banques et 
leurs clients : le devoir de non-ingérence qui était au cœur de cette relation s’est transformé, 
pour les besoins de la lutte contre le blanchiment, en un « devoir d’ingérence » et le secret 
bancaire s’en est trouvé lui aussi sensiblement amoindri. 
Aussi, nous verrons que les banques sont soumises à l’obligation de déclaration de soupçon 
(Titre I).dont la mise en œuvre bouleverse considérablement les principes et pratiques 
bancaires (Titre II). 
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TITRE I : L’OBLIGATION DE DÉCLARATION DE SOUPÇON  
464. Afin de rendre le dispositif de détection des opérations de blanchiment de capitaux le 
plus efficace possible, il a été décidé par les législateurs français et camerounais d’instaurer 
une véritable collaboration entre les pouvoirs publics et le secteur bancaire. En effet, pour 
rendre l’action répressive efficace, il convenait d’intervenir le plus en amont possible. Cette 
volonté allait notamment se traduire dans la loi française du 12 juillet 1990 par la création de 
la cellule Tracfin et l’obligation pour les établissements bancaires de procéder à des 
déclarations de soupçons de blanchiment. Les établissements bancaires camerounais sont eux 
aussi soumis à la déclaration de soupçon auprès de l’Agence Nationale d’Investigation 
Financière279 créée par décret280 pris le 31 mai 2005. 
465. L’obligation de déclaration de soupçon est à cet égard caractéristique de la nouvelle 
mission qui incombe désormais aux banques. Ce dispositif, parfois présenté comme procédant 
d’une logique « d’éthique sociale », oblige en effet les établissements bancaires à s’immiscer 
dans les affaires de leurs clients pour vérifier si les opérations que ceux-ci effectuent sont en 
adéquation avec ce qu’ils savent d’eux, et notamment de leur patrimoine, de leurs revenus et 
de leurs activités. 
466. Les dispositifs français et camerounais de lutte contre le blanchiment des capitaux ne 
sont pas des dispositifs systématiques de déclaration basés exclusivement sur des critères 
objectifs définis a priori. Ils reposent sur une analyse au cas par cas des opérations et sommes. 
C’est donc par une démarche pragmatique et graduée fondée sur son appréciation nourrie de 
son expertise et de son expérience que la banque est tenue de détecter les opérations suspectes 
et de saisir le service compétent pour une déclaration. 
La déclaration faite par les banques camerounaises et françaises est donc fondée sur le 
soupçon (Chapitre I) et sa mise en œuvre fait l’objet d’un encadrement particulier (Chapitre 
II). 
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 En abrégé ANIF. 
280
 Décret n° 2005/187 du 31 mai 2005 portant organisation et fonctionnement de l’Agence Nationale 
d’Investigation Financière au Cameroun. 
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CHAPITRE I : LE FONDEMENT DE L’OBLIGATION 
DE DÉCLARATION : LE SOUPCON  
 
467. La déclaration de soupçon est entrée dans les droits positifs français et camerounais 
dès lors qu’il est apparu nécessaire d’associer certains acteurs de la société civile à la lutte 
contre les opérations de blanchiment. En effet, dans leurs législations anti-blanchiment, il a 
été fait obligation aux banques de déclarer à une autorité publique281, les soupçons de 
possibles blanchiments. 
468. La déclaration de soupçon a été créée en droit français par les lois du 12 juillet 1990 
relative à la participation des organismes financiers à la lutte contre le blanchiment des 
capitaux provenant trafic des stupéfiants et de 1993 relative à la prévention de l’utilisation du 
système financier aux fins de blanchiment. En droit camerounais, elle a été introduite par les 
textes communautaires CEMAC de 2003 et COBAC de 2005, dans un premier temps puis par 
le décret282 de 2005 instituant l’Anif. 
Les législations camerounaises et françaises se sont ainsi conformées à la recommandation 13 
du GAFI, aux termes de laquelle « si une institution financière soupçonne ou a des raisons 
suffisantes de soupçonner que des fonds proviennent d’une activité criminelle, ou sont liés au 
financement du terrorisme, elles devraient être tenues, directement en vertu d’une loi ou 
d’une réglementation, de faire sans délai une déclaration d’opérations suspectes auprès de la 
cellule de renseignements financiers (CRF) ». 
469. Le blanchiment consistant à faire passer des volumes considérables à travers des 
circuits financiers compliqués à dessein, les banquiers en contact avec les diverses opérations 
de recyclage n’ont qu’une vue partielle du crime. Ils ne peuvent avoir que des soupçons. 
Aussi, la lutte contre le blanchiment s’est organisée à partir de ces soupçons. 
470. Le fondement des systèmes français et camerounais de déclaration demeure l’analyse 
fine des opérations conduites avec le concours des banques. Elle s’avère indispensable car nul 
n’est mieux placé que le professionnel pour déterminer si une transaction d’un client est 
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 Notamment le Tracfin et l’Anif. 
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 Décret n° 2005/187 du 31 mai 2005 portant organisation et fonctionnement de l’Agence Nationale 
d’Investigation Financière au Cameroun. 
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anormale. Il s’agit d’une conception « subjective283 » du soupçon. Cette approche repose sur 
« l’intelligence » car elle laisse aux banques une marge d’appréciation284. 
471. Les législations françaises et camerounaises ont opté pour une conception élargie de la 
déclaration de soupçon telle que imposée à l’échelle internationale en vue d’une lutte plus 
efficace contre le blanchiment des capitaux. Aussi, nous verrons que les banques françaises et 
camerounaises sont non seulement soumises à une définition élargie de la notion de soupçon 
(Section I), mais aussi à une extension considérable du champ des infractions principales 
(Section II). 
 
SECTION I : LA NAISSANCE DU SOUPCON  
 
472. La définition du soupçon est le premier aspect285 de l’obligation de déclaration 
d’opérations suspectes. Elle permet en effet de définir le « degré de conviction » qui doit 
exister pour que les faits qui entourent une opération déterminée constituent un « soupçon » 
susceptible d’être déclaré. 
473. La notion de soupçon n’a cependant été définie ni par le GAFI, ni par les textes 
français et camerounais, ce qui est déplorable et devrait être revu au regard du rôle 
déterminant que joue le soupçon dans la prévention du blanchiment des capitaux. 
Nous pouvons cependant retenir cette définition : le soupçon s’analyse comme « une opinion 
défavorable à l’égard de quelqu’un, de son comportement, fondée sur des indices, des 
intuitions, mais sans preuves précises »286. 
Selon les lignes directrices de l'Autorité de contrôle prudentiel, « dans le nouveau cadre 
législatif et réglementaire issu de la transposition de la troisième directive, les organismes 
financiers soumis au contrôle de l'Autorité de contrôle prudentiel au titre du dispositif de lutte 
contre le blanchiment et le financement du terrorisme doivent, comme précédemment, une fois 
complétée leur analyse de la situation de leurs clients en fonction d'informations qu'ils 
doivent tenir à jour, procéder à un examen de chaque opération suspecte avant d'adresser, le 
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 C. CUTAJAR, L’extension de la déclaration de soupçons et ses conséquences, Revue de Droit bancaire et 
financier n° 3, mai 2009, p. 109. 
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 P. WERNER in Le soupçon en questions, pour une lutte efficace contre le blanchiment, sous la direction de 
J-L. GUILLOT, A. BAC, E. JOUFFIN, D. HOTTE. Revue Banque Edition 2008. 
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 Le second aspect qui est la définition de l’éventail des activités criminelles suspectes déclencheur de la 
déclaration de soupçon, est étudié à la section II. 
286
 G. GUITTON In Banque et Droit 2003, n° 88 p. 8.  
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cas échéant, une déclaration à Tracfin »287. De même, dans les lignes directrices, Tracfin 
approfondit en la renforçant, l’interprétation du Conseil d’Etat288 en indiquant qu’ « une 
déclaration de soupçons s’effectue (…) sur la base d’arguments démontrant l’effectivité de la 
vigilance renforcée et l’impossibilité, in fine pour le professionnel, de lever le doute et de 
conclure à la licéité de l’opération en cause ». 
Ces différentes dispositions, communautaires et nationales qui traitent de l’obligation de 
déclaration de soupçon énumèrent les transactions devant faire l’objet d’une déclaration.  
A côté de cette énumération, d’autres critères d’alerte destinés à attirer l’attention et la 
surveillance particulière de certaines opérations ou sur certaines personnes ont été prévus.  
Le principe est que les faits conduisant au soupçon font l’objet d’une analyse (Paragraphe I). 
Cependant, il existe des cas de déclaration systématique (Paragraphe II). 
 
PARAGRAPHE I : L’ANALYSE DES FAITS CONDUISANT AU SOUPCON 
 
474. Les législations françaises et camerounaises ont fondé leur système de déclaration sur 
le soupçon. Leurs banques sont soumises à une analyse des opérations laquelle leur permet de 
faire émerger le soupçon. Le soupçon qui conduit à la déclaration est la conclusion naturelle 
d’une analyse approfondie. En effet, le banquier français ou camerounais doit détecter non 
seulement le caractère atypique de l’opération, mais déterminer en quoi, au vu de la 
connaissance qu’il a du client, l’opération est suspecte. Ainsi parmi les opérations 
inhabituelles, seules celles considérées comme suspectes devront faire l’objet de déclaration. 
Ces opérations ont été précisées par les législateurs français (A) et camerounais (B). 
 
A- L’objet des faits conduisant au soupçon en droit français 
 
475. Le législateur français est allé plus loin encore dans la marge d’appréciation laissée 
aux banques en matière de déclaration de soupçon. Tracfin précise d’ailleurs en ce sens : « il 
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 V. Bull. Comité des Etablissements de Crédit et des Entreprises d’Investissemnt et de la Commission 
bancaire, déc. 2009, p. 108. 
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 Dans un arrêt du 31 mars 2004, le Conseil d’Etat avait considéré que la déclaration de soupçon s’impose dès 
lors qu’après avoir exercé son devoir de vigilance et recueilli les informations prévues par les textes (vérification 
sur l’identité du client, nature de l’opération, etc.) l’assujetti ne peut pas exclure que les sommes ne proviennent 
pas d’un délit. 
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incombe aux opérateurs et à eux seuls de décider de déclarer ou non leur suspiscion de 
blanchiment face à une transaction. L’aide de Tracfin sous forme d’actions de sensibilisation 
ou de formation des responsables et des personnels concernés, ne peut se substituer à la 
décision exclusive qui est la leur : un soupçon est par essence une manifestation subjective, 
qui se nourrit de l’expérience acquise et de la vigilance quotidienne, ainsi que de 
l’appréhension des caractéristiques intrinsèques de l’opération »289. Aussi, l’élément 
déclenchant la déclaration va de la certitude « savent » au soupçon raisonnable « bonnes 
raisons de soupçonner » que les sommes ou les opérations proviennent d’une infraction 
passible d’une peine privative de liberté supérieure à un an (1) ou celles provenant de la 
fraude fiscale (2). La Commission bancaire a elle aussi précisé des critères de déclenchement 
de la déclaration de soupçon (3). Il existe enfin d’autres situations pouvant donner lieu à 
déclaration (4). 
 
1- Les sommes ou opérations provenant d’une infraction punie d’une peine privative de 
liberté supérieure à un an 
 
476. L’une des nouveautés290 apportées par l’ordonnance de 2009 est contenue dans 
l’article L. 561-15.-I  du CMF qui dispose : « les personnes mentionnées à l’article L. 561-2 
sont tenues, dans les conditions fixées par le présent chapitre, de déclarer au service 
mentionné à l’article L. 561-23 les sommes inscrites dans leurs livres ou les opérations 
portant sur des sommes dont elles savent, soupçonnent ou ont de bonnes raisons de 
soupçonner qu’elles proviennent d’une infraction passible d’une peine privative de liberté 
supérieure à un an ou participent au financement du terrorisme. » 
Ainsi, la banque sollicitée procède elle-même à l’analyse, sur la base de tous les éléments à sa 
disposition ou qu’elle peut raisonnablement rechercher (recherche du bénéficiaire effectif, 
fonctionnement des comptes..), qui la conduisent à constater et motiver le soupçon sur la base 
duquel elle doit effectuer la déclaration. Les compliance officer dans les banques doivent 
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 Cf. Les déclarations de soupçon (évolution, rôle, ambiguïtés, statistiques),  Banque et Droit 2004, n° 88, p. 
29). 
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 Avant le nouveau texte, les établissements de crédit étaient tenus de déclarer à Tracfin « les sommes inscrites 
dans leurs livres qui pourraient provenir du trafic de stupéfiants, de la fraude aux intérêts financiers des 
Communautés européennes, de la corruption ou d’activités criminelles organisées ou qui pourraient participer au 
financement du terrorisme » ainsi que les opérations qui portent sur de telles sommes. Dès lors, la révélation ne 
pouvait intervenir, en définitive, que dans des cas relativement précis. 
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donc rassembler les informations permettant de confirmer ou d’infirmer les éventuels doutes 
qu’ils nourrissent à l’égard d’un client. En effet, le doute passe par un raisonnement 
intellectuel qui confirmera ou infirmera le soupçon291.  
477. Le législateur français n’ayant pas défini la notion de soupçon, pour comprendre les 
termes « soupçonnent » ou « ont de bonnes raisons de soupçonner », on pourra se reporter à 
l’interprétation donnée par le Conseil d’Etat dans son arrêt du 31 mars 2004292, rendu sous 
l’empire de l’ancienne réglementation293 selon laquelle, si les informations recueillies par une 
banque, conformément aux diligences prévues par la réglementation applicable, ne lui 
permettent pas d’écarter tout soupçon sur la licéité de l’opération ou l’origine des sommes, et 
donc d’exclure que ces sommes puissent provenir d’une infraction sous-jacente, elle doit 
effectuer une déclaration à Tracfin. L’expression « ont de bonnes raisons de soupçonner » 
vient compléter et élargir la notion de soupçon. En effet, les banques n’ont pas plus qu’avant à 
préciser l’infraction sous-jacente.  
L’obligation de mise en œuvre du dispositif et des procédures internes de prévention du 
blanchiment qui leur incombe devient un élément déterminant : la mise en place efficace de ce 
dispositif permet aux banques d’avoir de bonnes raisons de soupçonner des opérations devant 
donner lieu à déclaration294. 
478. Pour la Commission bancaire, un établissement doit procéder à la déclaration de 
soupçon lorsque l’analyse d’un dossier, justifiée par la présence d’un élément inhabituel, ne 
révèle rien permettant d’exclure l’origine illicite des sommes en cause. Elle détaille dans la 
décision sanctionnant la BRED les éléments sur lesquels doit se porter l’analyse de 
l’établissement : le soupçon s’apprécie au regard de l’objet, l’origine ou la destination de 
l’opération. Elle rappelle ainsi la chronologie des actions à mener face à une opération 
inhabituelle. Un ensemble de faits doit éveiller l’attention de l’établissement qui doit mener 
les investigations nécessaires pour s’assurer de la licéité de l’opération, puis, le cas échéant, 
effectuer une déclaration de soupçon295. 
Ainsi, pour les dépôts d’espèces par exemple, la répétition et la fréquence de ces dépôts, leur 
caractère inhabituel et insolite pour une personne donnée, le fait qu’ils ne soient pas en 
rapport avec l’activité ou l’environnement personnel du déposant, ou encore que les sommes 
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 G. HUCHET, A l’épreuve de la troisième directive : du doute au soupçon dans le cadre de l’activité de 
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 CE, 31 mars 2004, n° 256355 : JurisData n° 2004-066899. 
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inscrites en compte soient rapidement virées à l’étranger ou tout simplement converties en un 
chèque de banque, un titre au porteur, des devises étrangères… pourront justifier le 
soupçon296. 
Les sommes provenant de la fraude fiscale conduisent elles aussi à la déclaration de soupçon. 
 
2- Les sommes ou opérations provenant d’une fraude fiscale 
 
479. La fraude fiscale297 est le fait pour toute personne de se soustraire frauduleusement ou 
de tenter de se soustraire frauduleusement à l’établissement ou au paiement total ou partiel 
des impôts, soit qu’elle ait volontairement omis de faire sa déclaration dans les délais 
prescrits, soit qu’elle est volontairement dissimulé une part des sommes sujettes à l’impôt, 
soit qu’elle ait organisé son insolvabilité ou mis obstacle par d’autres manœuvres au 
recouvrement de l’impôt, soit en agissant de toute autre manière frauduleuse…  
480. En étendant les sommes ou opérations à déclarer à ceux provenant d’une infraction 
punie d’une peine privative de liberté supérieure à un an, le législateur français a fait rentrer la 
fraude fiscale comme déclencheur du soupçon. Cependant, par dérogation à l’article L 561-15 
I du Code Monétaire et Financier, l’article L 561-15, II du même code prévoit que les 
personnes assujetties ne déclarent à Tracfin les sommes ou les opérations dont elles savent, 
soupçonnent ou ont de bonnes raisons de soupçonner qu’elles proviennent d’une fraude 
fiscale qu’en présence d’au moins un critère défini par le décret n° 2009-874 du 16 juillet 
2009. 
481. Le législateur français en effet, a conditionné la déclaration de soupçon provenant 
d’une fraude fiscale en fixant par décret298 des critères devant alerter le banquier. Il s’agit de 
16 critères alternatifs, les banques étant tenues de déclarer à Tracfin toute opération répondant 
à l’un au moins d’entre eux299. Les banques doivent donc procéder à une analyse préalable de 
chaque opération anormale détectée, afin de déterminer si l’un des critères au moins est 
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satisfait. Ces critères visent les techniques d’organisation de l’opacité, les opérations 
anormales des personnes morales et différentes autres pratiques anormales300.  
Il s’agit en effet, entre autres301, de l’utilisation de sociétés écran302, soit si celles-ci ont une 
activité qui n’est pas cohérente avec l’objet social ou si ces sociétés ont leur siège social dans 
un Etat ou un territoire n’ayant pas conclu avec la France une convention fiscale permettant 
l’accès aux informations bancaires, identifié à partir d’une liste publiée par l’administration 
fiscale, ou à l’adresse privée d’un des bénéficiaires de l’opération suspecte ou chez un 
domiciliataire au sens de l’article L 123-11 du Code de Commerce. 
Il s’agit aussi du recours à l’interposition de personnes physiques n’intervenant qu’en 
apparence pour le compte de sociétés ou de particuliers impliqués dans des opérations 
financières. Il en est de même de la réalisation d’opérations financières incohérentes au regard 
des activités habituelles de l’entreprise ou d’opérations suspectes dans des secteurs sensibles 
aux fraudes à la TVA de type carrousel, tels que les secteurs de l’informatique, de la 
téléphonie, du matériel électronique, du matériel électroménager, de la hi-fi et de la vidéo.
482. Cette extension constitue une avancée importante dans la lutte contre le blanchiment 
des capitaux et le financement du terrorisme puisqu'elle vise à associer davantage les 
personnes soumises à cette réglementation et organiser une transmission, sans doute plus 
fréquente, de leurs soupçons303. 
La jurisprudence française304 a elle aussi fixé des critères de déclenchement du soupçon. 
 
3- Quelques critères de déclenchement du soupçon précisés par la Commission bancaire 
 
483. Il s’agit du soupçon à raison des montants (a), du soupçon à raison des modalités de 
fonctionnement du compte (b) et du soupçon à raison de la justification économique des 
opérations (c). 
                                                 
300
 C. CUTAJAR, Déclaration de soupçon du blanchiment de la fraude fiscale, A propos du décret n° 2009-874 
du 16 juillet 2009. JCP G n° 36, 31 août 2009, p. 10. 
301
 Pour une liste exhaustive des critères voir le décret n° 2009-874 du 16 juillet 2009 in D. n° 2009-874 
302
 Pour une définition de la notion voir C. CUTAJAR, La société écran- Essai sur sa notion et son régime 
juridique : LGDJ, 1998. 

G. HUCHET, A l’épreuve de la troisième directive : du doute au soupçon dans le cadre de l’activité de 
correspondent banking, La semaine juridique entreprise et affaires n° 44, 30 octobre 2008, p. 9. 
304
 Cités par E. JOUFFIN et D. HOTTE, La déclaration de soupçon, état des lieux et questions in Le soupçon 
en questions, pour une lutte efficace contre le blanchiment, sous la direction de J-L. GUILLOT, A. BAC, E. 
JOUFFIN, D. HOTTE. Revue Banque Edition 2008, pp. 105-106. 
 
170 
 
 
a) Soupçon à raison des montants 
 
484. Dans sa décision du 20 janvier 2005305, la Commission bancaire considère 
que « l’importance des montants versés en espèces, tant au regard de la valeur attestée des 
biens immobiliers vendus que par rapport aux revenus » du client, « sans que l’invocation de 
la volonté de ne pas attirer l’attention de l’administration fiscale italienne comme explication 
au mouvement d’espèces permette d’écarter ce soupçon ». 
Elle estime aussi qu’il ya matière à déclaration lorsque « le montant unitaire et la fréquence 
des retraits effectués au guichet apparaissent en décalage avec les besoins personnels de la 
famille du client » bien que le client puisse par ailleurs justifier ses revenus par une activité de 
location des villas sécurisées306. 
De même, il ya lieu à déclaration en présence d’un écart entre les sommes déposées en 
espèces et les revenus du client, bien que ce client ait justifié les dépôts d’espèces par une 
vente d’œuvres d’art307. 
 
b) Soupçon à raison des modalités de fonctionnement du compte 
 
485. La Commission bancaire va rechercher des critères de déclenchement du soupçon dans 
les opérations subséquentes. Elle estime ainsi que des soupçons doivent naître lorsqu’un client 
ouvre « un compte dans la succursale pour y déposer un chèque de notaire qui 
correspondrait à la vente de son appartement ; que le compte a ensuite enregistré de 
nombreux retraits en espèces pour un total de près de 120 000 euros, qui ont conduit à vider 
le compte en 8 mois »308. 
486. De même, il ya lieu à déclaration de soupçon lorsqu’après la réception d’une somme 
de 16,14 millions d’euros sur une période d’environ deux ans, s’ensuivent des retraits et 
virements multiples sur différents comptes, sans que les documents communiqués puissent 
justifier ces mouvements de fonds. Elle souligne « … par ailleurs, l’établissement ne dispose 
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pas d’informations sur l’origine des fonds autres que le nom du donneur d’ordre et n’a 
présenté aucun élément susceptible d’étayer la justification économique des virements 
reçus »309. 
487. La Commission bancaire estime enfin que « l’interrogation sur la provenance des 
fonds ne se limite pas à l’origine des fonds déposés sur le compte mais s’étend à l’origine et à 
la justification des ordres de débit du compte pour déterminer s’ils ne révèlent pas l’existence 
d’une activité criminelle qui serait à l’origine des opérations en cours, de sorte que le 
soupçon peut aussi bien concerner des opérations de sorties que des opérations d’entrée de 
fonds »310. 
 
c) Soupçon à raison de la justification économique des opérations 
 
488. L’Autorité de contrôle prudentiel fait obligation aux banques de déclarer les 
opérations sans justification économique effectuées par leurs clients. C’est ainsi que la 
commission nationale des sanctions a constaté l’absence d’informations sur la justification 
économique des mouvements sur le compte d’une cliente qui n’étaient pas cohérents au 
regard des informations dont la Banque Populaire Côte d’Azur disposait sur elle311.  
489. La Commission bancaire312 elle aussi obligeait les banques à déclarer le compte d’une 
société enregistrant des opérations effectuées avec une personne physique octroyant de 
manière illégale des prêts à taux usuraires et à laquelle la société titulaire du compte a 
emprunté de l’argent, emprunts remboursés au moyen de chèques sans mention de 
bénéficiaire313. 
En outre, elle exige la déclaration de soupçon lorsqu’un dirigeant présentant à l’encaissement 
des chèques émis par la société dont il est dirigeant, mais dont les montants sont plus élevés 
que les sommes normalement destinées à lui revenir. La commission décide, « à la lumière 
des comptes de cette société », de sanctionner l’établissement qui s’est abstenu d’effectuer 
une déclaration de soupçon »314. 
D’autres situations donnent également lieu à déclaration. 
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4- Autres situations donnant lieu à déclaration 
 
490. Les banques sont tenues de faire une déclaration à Tracfin lorsqu’elles mettent un 
terme à une relation d’affaires en application de l’article L. 561-8 du CMF. Dans ce cas, 
elles doivent analyser la situation et décider s’il ya lieu de procéder à une déclaration de 
soupçon315. 
De même, à l’issue de l’examen renforcé notamment lorsque le risque de blanchiment de 
capitaux présenté par un client, un produit ou une transaction leur paraît élevé316, la 
déclaration doit être faite le « cas échéant ». Dans ce cas, la déclaration doit être faite si 
l’examen renforcé n’a pas permis d’avoir la certitude de la licéité des sommes ou des 
opérations portant sur ces sommes317. 
491. Les banques sont également tenues à des déclarations complémentaires. En effet, 
toute information de nature à infirmer, conforter ou modifier les éléments contenus dans 
une déclaration doit être portée sans délai à la connaissance de Tracfin318. Dès lors, les 
informations de nature à infirmer le soupçon ou celles qui ont trait aux caractéristiques des 
opérations déclarées ou bien encore celles qui portent sur la connaissance de la relation 
d’affaires doivent être portées sans délai, quel que soit le montant des opérations 
concernées, à la connaissance de Tracfin. 
492. Enfin, les opérations inexécutées font aussi l’objet de déclaration de la part des 
banques. Les lignes directrices précisent que les tentatives d’exécution d’opérations doivent 
également être déclarées. 
L’objet de la déclaration en droit français ainsi présenté, qu’en est-il en droit camerounais ? 
 
B- L’objet de la déclaration de soupçon en droit camerounais  
 
493. Le législateur camerounais est resté sur les dispositions de la loi française du 15 mai 
2001 qui consacrait la déclaration des sommes qui « pourraient provenir d’une infraction ». 
Même s’il s’agit d’une conception élargie de l’objet de l’obligation de déclaration en ceci que 
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le simple doute sur la provenance des sommes doit conduire à déclaration, il serait bien que le 
législateur camerounais étende davantage l’objet de la déclaration de soupçon. 
Ainsi, aux termes de l’article 14 du Décret de 2005, les banques sont tenues de déclarer : 
 Les sommes et biens qui sont en leur possession et qui pourraient être liés à un crime 
ou à un délit ou s’inscrire dans un processus de blanchiment des capitaux ; 
 Les opérations qui portent sur des sommes ou biens qui pourraient provenir d’un 
crime ou d’un délit ou s’inscrire dans un processus de blanchiment des capitaux.  
494. La déclaration à laquelle sont soumises les banques camerounaises repose sur une 
appréciation que la banque porte sur l’opération ou les biens dont elle a connaissance, en 
fonction de leur nature intrinsèque et des renseignements qu’elle détient sur ses clients. En 
pratique en effet, le banquier fait un profilage du client au moment de l’entrée  en relation et 
pendant la relation. Au départ, les personnes physiques doivent donner leur identité, affaires, 
revenus prévisionnels, etc. Les personnes morales donnent leur identité, statut, associés, 
localisation, partenaires d’affaires, chiffre d’affaires prévisionnels, etc. C’est donc quand une 
action sort du profil établi au départ que le soupçon naît chez le responsable de la conformité 
et le chargé de la clientèle319. 
Les expressions « lorsqu’ils pourraient être liés à… » ou « lorsqu’il pourraient provenir de 
… » témoignent de ce large pouvoir d’appréciation laissé au banquier. Le verbe « pouvoir » 
utilisé ici signifie que la certitude de la nature frauduleuse de l’opération ou des capitaux n’est 
pas exigée pour faire la déclaration320. Ainsi, le simple doute sur la provenance des sommes 
doit conduire à la déclaration sans qu’il soit nécessaire d’étayer le doute par des indices 
concrets321. 
495. Même si le droit camerounais prévoit une conception extensive de la déclaration de 
soupçon, elle nous semble tout de même limitée au regard du droit français qui paraît plus 
conforme aux dispositions du GAFI en la matière. Aussi, les termes « pourraient provenir » 
qui sont plus vagues et lointains322 devraient être remplacés par « dont ils savent » ou « ont de 
bonnes raisons de soupçonner » qui supposent que les banquiers aient une sorte d’évidence. 
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De plus, la formulation du droit français rend déterminante l’obligation de mise en œuvre de 
dispositifs et procédures internes de prévention anti-blanchiment au sein de chaque banque. 
En effet, si les dispositifs et procédures internes adéquats323sont en place et fonctionnent de 
manière efficace, les banques seront donc en mesure d’avoir de bonnes raisons de soupçonner 
les opérations devant donner lieu à déclaration. 
496. Ceci serait conforme à la disposition 13 du GAFI selon laquelle « si une institution 
financière soupçonne ou a des raisons suffisantes de soupçonner que des fonds proviennent 
d’une activité criminelle, ou sont liés au financement du terrorisme, elles devraient être 
tenues, directement en vertu d’une loi ou d’une réglementation, de faire sans délai une 
déclaration d’opérations suspectes auprès de la cellule de renseignements financiers ». 
497. L’approche fondée sur le « soupçon » adoptée par les législateurs français et 
camerounais a été complétée par des dispositifs spécifiques s’appuyant sur des critères 
objectifs, permettant ainsi une meilleure couverture du risque de blanchiment par les banques. 
PARAGRAPHE II : L’EXISTENCE DE CAS DE DÉCLARATIONS 
SYSTEMATIQUES IDENTIQUES 
 
498. En ce qui concerne la déclaration de soupçon, les législateurs français et camerounais 
ont incité les banques à s’interroger sur l’intégrité des opérations en leur laissant la 
responsabilité de l’opportunité d’une déclaration. Les banques sont ainsi en principe, les 
seules à déterminer l’illicéité d’une opération après analyse, et à en faire la déclaration le cas 
échéant. Il s’agit là d’une approche « subjective » de déclaration de soupçon à l’inverse d’une 
approche déclarative systématique retenue par d’autres pays. Aux Etats- Unis et en Australie 
par exemple, toutes les opérations recensées comme étant des vecteurs de blanchiment 
doivent être déclarées systématiquement respectivement aux services Fincen et à Austrac. 
Avec ce second mécanisme, toutes les opérations répondant à des critères prédéfinis (certains 
types de transactions, en fonction du seuil ou de l’origine géographique des fonds…) sont 
automatiquement transmises au service anti-blanchiment.  
499. Néanmoins, dans la perspective d’un dispositif plus efficace pour lutter contre le 
blanchiment des capitaux, les législateurs français et camerounais ont complété le champ des 
déclarations de soupçon par une systématisation de quelques indicateurs d’alerte. En effet, en 
complément de la déclaration basée sur une analyse de l’opération déclarable, il existe un 
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régime de déclarations systématiques s’appuyant uniquement sur des critères objectifs. Ceux-
ci sont relatifs notamment à l’identification du donneur d’ordre ou du bénéficiaire effectif 
d’une part (A), et de certaines opérations d’autre part (B). 
 
A- Déclaration systématique en cas d’échec d’identification du donneur d’ordre ou du 
bénéficiaire effectif 
 
500. En droit français, depuis l’entrée en vigueur324 de la loi du 15 mai 2001325 relative aux 
nouvelles régulations économiques, les banques doivent déclarer systématiquement les 
opérations pour lesquelles l’identité du donneur d’ordre ou du bénéficiaire reste douteuse 
malgré l’accomplissement des diligences de vigilance et toutes celles impliquant un fonds 
fiduciaire ou tout autre instrument de gestion d’un patrimoine d’affectation. L’article L. 561-
15, IV du Code monétaire et financier a repris cette disposition en ces termes : doit être 
déclarée à Tracfin toute opération pour laquelle l’identité du donneur d’ordre ou du 
bénéficiaire effectif ou du constituant d’un fonds fiduciaire ou de tout autre instrument de 
gestion d’un patrimoine d’affectation reste douteuse à l’issue de l’échec de la mise en œuvre, 
dans des conditions satisfaisantes, des diligences prévues aux articles R. 561-5 à R. 561-10 du 
Code monétaire et financier. 
501. En droit camerounais, d’après l’article 15 du décret de 2005 instituant l’ANIF, les 
banques sont tenues de déclarer à l’ANIF toute opération dont l’identité du donneur d’ordre 
ou du bénéficiaire reste douteuse malgré les diligences effectuées conformément aux 
dispositions du règlement. 
502. Dans ce cas, la liberté d’appréciation laissée aux banques est exclue, celles-ci se 
limitant à constater que les critères légaux sont remplis pour déclarer son soupçon. A une 
obligation de moyens de vérifier l’identité du client, la loi substitue une obligation de résultat 
et la banque qui ne sera pas parvenue à contrôler cette identité devra faire la déclaration de 
soupçon. soupçon326 ». 
Il en est de même de la déclaration systématique relative à certaines opérations. 
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B- Déclaration systématique de certaines opérations 
 
503. En droit français, l’article L. 561-15, VI du CMF précise la possibilité d’étendre, 
par décret, l'obligation de déclaration des organismes financiers, y compris les changeurs 
manuels, aux opérations pour compte propre ou pour compte de tiers effectuées avec des 
personnes physiques ou morales, y compris leurs filiales et établissements secondaires, 
établies dans l'ensemble des États ou territoires dont les insuffisances de la législation ou 
les pratiques font obstacle à la lutte contre le blanchiment des capitaux et le financement du 
terrorisme. Les lignes directrices de l'ACP précisent qu'il « en résulte qu'en principe, par 
dérogation à la déclaration de soupçon du I de l'article L. 561-15, la déclaration prévue au 
VI est systématique dès lors que les conditions mentionnées à ce paragraphe et précisées 
au décret sont réunies. Elle ne donne donc pas lieu à une analyse préalable. En revanche, 
un dispositif de détection des opérations soumises à déclaration, doit être mis en place, 
compte tenu du caractère systématique de celle-ci ». 
504. En droit camerounais, font également l’objet de déclarations systématiques, les 
opérations effectuées par les organismes financiers pour compte propre ou pour compte de 
tiers avec des personnes morales y compris leurs filiales ou établissements, agissant sous 
forme ou pour le compte de fonds fiduciaires ou de tout autre instrument de gestion d’un 
patrimoine d’affectation dont l’identité des constituants ou des bénéficiaires n’est pas 
connue327. 
505. Le règlement de 2010 en son article 18 alinéa 2 ajoute la déclaration systématique 
de « toute opération de paiement dont la valeur ou l’identité du bénéficiaire effectif suscite 
suspicion ou dont le donneur d’ordre a effectué une opération antérieure ayant donné lieu 
à déclaration de soupçon ». 
Il s’agit là d’une disposition qui mérite d’être suivie par le législateur français. Il en est de 
même du champ d’application des soupçons dont ceratins aspects devraient être revus. 
 
SECTION II : L’ETENDUE DU CHAMP D’APPLICATION DES 
SOUPÇONS  
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506. Le blanchiment des capitaux, bien qu’étant une infraction autonome328 demeure une 
infraction de conséquence. Ce qui signifie que tout comme le recel329, elle est la conséquence 
d’une première infraction. Les nouvelles recommandations du GAFI330 précisent la nature des 
infractions sous-jacentes en ces termes : « (…) les pays devraient appliquer l’infraction de 
blanchiment de capitaux à toutes les infractions graves afin de couvrir la gamme la plus large 
d’infractions sous-jacentes. » 
507. Conformément aux recommandations du GAFI, le Cameroun et la France ont dressé 
un éventail des infractions sous-jacentes suivant la méthode du seuil331. 
En droit français, les infractions sous-jacentes sont définies par rapport à un seuil lié à la peine 
privative de liberté dont est passible l’infraction sous-jacente tandis qu’en droit camerounais, 
elles sont définies par rapport à une catégorie d’infractions graves. 
508. Le champ des infractions sous-jacentes tel que prévu par les législateurs français et 
camerounais nous paraît limité, d’où la nécessité de l’étendre en vue non seulement de se 
conformer aux recommandations du GAFI, mais surtout de couvrir toutes les infractions 
même les plus minimes. 
Ainsi après une étude du champ de déclaration de soupçon commun aux banques françaises et 
camerounaises (Paragraphe I), sera mise en exergue la nécessité d’une extension du champ 
des infractions sous-jacentes (Paragraphe II). 
 
PARAGRAPHE I : UN LARGE CHAMP DE DÉCLARATION DE SOUPÇON 
 
509. Aux termes de sa recommandation 1, le GAFI invite les Etats à étendre leur définition 
du blanchiment : « au minimum (…) toutes les infractions relevant de la catégorie des 
infractions graves » ou les infractions qui sont passibles d’une peine maximale de plus d’un 
                                                 
328
 Le blanchiment des capitaux est une infraction autonome par rapport à l’infraction génératrice des revenus 
illicites. V. H. ROBERT, Réflexion sur la nature de l’infraction de blanchiment, La semaine juridique édition 
générale, 28 mai 2008. 
329
 Le délit de blanchiment est souvent mis en parallèle avec le recel pour deux raisons : la première tient au fait 
que matériellement, l’acte frauduleux consiste à détenir, en connaissance de cause, le produit du crime. La 
seconde raison réside dans le fait que les deux délits sont l’un et l’autre des délits de conséquence, c'est-à-dire 
qu’ils impliquent l’existence d’un délit préalable. Ces analogies conduisent à ce que se posent des problèmes de 
conflit de qualification et de cumul possible. 
330
 Normes internationales sur la lutte contre le blanchiment de capitaux et le financement du terrorisme et de la 
prolifération, les recommandations du GAFI février 2012, disponible sur www.fatf-gafi.org 
331
 Dans ses notes interprétatives, le GAFI précise que pour les pays qui adoptent la méthode du seuil les 
infractions sous-jacentes devraient au minimum comprendre toutes les infractions relevant de la catégorie des 
infractions graves en vertu de leur droit interne ou inclure les infractions passibles d’une peine maximale de plus 
d’un an d’emprisonnement… 
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an d’emprisonnement ou, pour les pays qui ont un seuil minimum pour les infractions dans 
leur système juridique, les infractions sous-jacentes devraient englober toutes les infractions 
passibles d’une peine minimale de plus de six mois d’emprisonnement ». 
510. Introduite au niveau européen par la directive 2001/97/CE du Parlement européen et 
du Conseil qui visait tout type de participation criminelle à une infraction grave, la notion 
d’infraction grave a été définie par la directive du 26 octobre 2005 comme englobant toutes 
les infractions punies d’une peine privative de liberté d’une durée maximale supérieure à un 
an. 
511. Le droit français a connu une évolution considérable des infractions sous-jacentes au 
blanchiment des capitaux. En effet, l’obligation faite au banquier de déclarer les soupçons 
d’opérations de blanchiment, découle de la loi du 12 juillet 1990332. Très restrictive, car elle 
limitait les infractions sous-jacentes au seul trafic de stupéfiants, elle fut étendue par la loi du 
29 janvier 1993333 aux cas d’organisations criminelles. Ainsi, en vertu de l’article L. 562-2 
ancien du Code monétaire et financier, les banques étaient tenues de déclarer à Tracfin, « les 
sommes inscrites dans leurs livres qui pourraient provenir du trafic de stupéfiants, de la 
fraude aux intérêts financiers des Communautés européennes, de la corruption ou d’activités 
criminelles organisées ou qui pourraient participer au financement du terrorisme » ainsi que 
« les opérations qui portent sur des sommes qui pourraient provenir du trafic de stupéfiants, 
de la corruption ou d’activités criminelles organisées ou qui pourraient participer au 
financement du terrorisme ». Ce champ des infractions sous-jacentes connaîtra une nouvelle 
extension en droit français en 2009 avec l’ordonnance du 30 janvier. Transposant la directive 
de 2005 sus-évoquée, ces dispositions contenues dans l’article L. 561-15.I du Code monétaire 
et financier, obligent les banques à déclarer désormais, les sommes ou les opérations portant 
sur des sommes dont elles « savent, soupçonnent ou ont de bonnes raisons de soupçonner 
qu’elles proviennent d’une infraction passible d’une peine privative de liberté supérieure à un 
an ou participent au financement du terrorisme ». 
512. Le Cameroun lui aussi a connu une évolution des infractions sous-jacentes. La loi n° 
97/019 du 07 Août 1997, restrictive, limitait les infractions sous-jacentes au trafic des 
stupéfiants334. Les textes communautaires de 2003335 et de 2005336 repris dans le décret de 
                                                 
332
 Loi n°90-614 du 12 juillet 1990 relative à la participation des organismes financiers à la lutte contre le 
blanchiment des capitaux provenant du trafic des stupéfiants, J.O., 14 juillet 1990, p. 2242 ; J.C.P., 1990, III, 
n°64043. 
333
 Loi n°93-122 du 29 janvier 1993 relative à la prévention de la corruption et à la transparence de la vie 
économique et des procédures publiques, J.O., 30 janvier 1993, p. 1588 ; J.C.P., 1993, éd. III, 65957. 
334
 Les infractions principales génératrices de revenus envisagées par la Loi camerounaise sont la culture, la 
production et la fabrication de stupéfiants et de substances psychotropes (article 91), leur trafic (articles 92 et 
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2005337 viendront étendre le champ des infractions sous-jacentes à tout crime ou délit. Il 
ressort en effet de l’article 14 du décret, l’obligation faite aux banques de déclarer à l’Anif : 
« les sommes ou tous autres biens qui sont en leur possession lorsqu’ils pourraient être liés 
à un crime ou à un délit ou s’inscrire dans un processus de blanchiment de capitaux » ainsi 
que « les opérations qui portent sur des sommes ou biens qui pourraient provenir d’un 
crime ou d’un délit ou s’inscrire dans un processus de blanchiment de capitaux ».  
Les banques françaises doivent donc déclarer toutes les infractions punies d’une peine 
privative de liberté d’une durée maximale supérieure à un an (A), tandis que les banques 
camerounaises sont soumises à déclaration lorsqu’elles ont en leur possession des sommes ou 
traitent des opérations qui pourraient être liés à un crime ou un délit (B). 
 
A- Des sommes ou opérations provenant d’une infraction passible d’une peine privative 
de liberté supérieure à un an pour les banques françaises 
 
513. En droit français, l’article L.561-15 I du CMF impose aux banques de déclarer à 
Tracfin les sommes ou opérations portant sur des sommes dont ils « savent, soupçonnent ou 
ont de bonnes raisons de soupçonner qu’elles proviennent d’une infraction passible d’une 
peine privative de liberté supérieure à un an ou participent au financement du terrorisme ». 
En droit français, la quasi-totalité des délits générateurs de profits sont sanctionnés par une 
peine privative de liberté supérieure à un an338. Entrent dès lors dans le champ de la 
déclaration de soupçon les sommes provenant de la quasi-totalité des infractions susceptibles 
de générer un profit339. 
En droit français, le champ de l’obligation de déclaration de soupçon introduite par 
l’ordonnance du 30 janvier 2009, s’est élargi à la quasi-totalité des formes d’activités 
délictuelles génératrices de profits. Celles- ci sont désormais appréciées par référence à la 
gravité des délits mesurée en fonction du quantum de la peine encourue. 
Toute activité criminelle ou délictuelle génératrice de profits, systématiquement sanctionnée 
en droit par une peine privative de liberté supérieure à un an (abus de confiance, abus de biens 
                                                                                                                                                        
93), la facilitation de leur usage (article 94), leur offre ou cession en vue d’une consommation personnelle 
(article 95), la fourniture de précurseurs, équipements et matériels utilisés dans et pour leur culture, production 
ou fabrication (article 97) 
335
 Règlement CEMAC de 2003. 
336
 Règlement COBAC de 2005. 
337
 Décret créant l’Anif. 
338
 Lignes directrices conjointes de l’Autorité de contrôle prudentiel et de Tracfin sur la déclaration de soupçon. 

C. CUTAJAR, L’extension du champ de la déclaration de soupçons et ses conséquences, Revue de Droit 
bancaire et financier n° 3, Mai 2009. 
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sociaux, abus de faiblesse, escroquerie, contrefaçon, délit d’initié, le délit de manipulation de 
cours etc.) est concernée. 
514. Des infractions sous-jacentes distinctes concernant la définition de l’infraction de 
blanchiment en droit français 
515. Le droit français, contrairement au droit camerounais, a opéré une distinction quant à 
la nature des infractions sous-jacentes donnant lieu à déclaration et celles constituant le 
blanchiment des capitaux. L’article 324-1 du code pénal français définit le blanchiment 
comme le fait «  de faciliter, par tout moyen, la justification mensongère de l’origine des 
biens ou des revenus de l’auteur d’un crime ou d’un délit ayant procuré à celui-ci un profit 
direct ou indirect »340 Ainsi que d « apporter un concours à une opération de placement, de 
dissimulation ou de conversion du produit direct ou indirect d’un crime ou d’un délit »341. 
516. Ainsi le domaine des infractions sous-jacentes n’est pas le même aussi bien en matière 
de prévention que de répression. 
517.  Il serait bien que le législateur français revoie cette différence susceptible de 
provoquer une confusion dans l’esprit des assujettis en général et des banques en particulier. 
L’infraction générale n’est donc consacrée en droit français que pour la répression du 
blanchiment des capitaux contrairement au droit camerounais.  
518. En droit camerounais en effet, le blanchiment est défini comme « la conversion ou le 
transfert de biens provenant d’un crime ou d’un délit(…) » ainsi que « la dissimulation ou le 
déguisement de la nature, de l’origine, de l’emplacement, de la disposition, du mouvement ou 
de la propriété de biens provenant d’un crime ou d’un délit(…) »342. De même, les banques 
doivent déclarer à l’Anif les sommes ou opérations qui pourraient être liées à un crime ou un 
délit. 
 
B- Des sommes ou opérations provenant d’un crime ou d’un délit pour les banques 
camerounaises 
 
519. Les règles communautaires CEMAC en matière de blanchiment des capitaux sont 
presque complètes. La législation pénale camerounaise n’est cependant pas inutile. Elle est 
simplement relayée au second plan, appelée à se mettre au service de la législation 
communautaire. Ainsi les textes communautaires sont complétés dans leur interprétation ou 
                                                 
340
 Article 324-1, alinéa 1 du Code pénal français. 
341
 Article 324-1, alinéa 2 du Code pénal français. 
342
 Article 1er du règlement CEMAC de 2003.  
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leur mise en application par les textes nationaux. Par exemple, l’article 1er du règlement 
CEMAC 01/03 et l’article 3 alinéa a du règlement COBAC R 2005/01 définissent le 
blanchiment comme « la conversion ou le transfert de biens provenant d’un crime ou d’un 
délit au sens des textes applicables dans l’Etat membre… ». La détermination des crimes et 
délits préalables au blanchiment se fera alors au regard des dispositions pénales internes. On 
fera ainsi appel à l’article 21 du Code pénal camerounais et aux différentes dispositions 
pénales qui incriminent les crimes et les délits en droit camerounais. 
520. Aux termes de l’article 21 du code pénal Camerounais, intitulé « Classification des 
Infractions », « les infractions sont classées  en crimes, délits et contraventions selon les 
peines principales qui les sanctionnent : 
Sont qualifiés crimes, les infractions punies de la peine de mort ou d’une peine privative de 
liberté dont le maximum est supérieur à dix ans. 
Sont qualifiés délits, les infractions punies d’une peine privative de liberté ou d’une amende 
lorsque la peine privative de liberté encourue est supérieure à dix jours et n’excède pas dix 
ans ou que le maximum de l’amende est supérieur à 25.000francs. 
Sont qualifiés contraventions, les infractions punies d’un emprisonnement qui ne peut 
excéder dix jours ou d’une amende qui ne peut excéder 25.000francs. ». 
521. Ainsi, pour parler de blanchiment, il faut par exemple que l’infraction préalable soit 
passible d’une peine privative de liberté supérieure à 10 jours et d’une amende supérieure à 
25.000francs. On devrait donc pouvoir parler de blanchiment des produits de la corruption – 
articles 134 et 134 bis du Code pénal – du détournement – article 184 du Code pénal - de 
l’abus de confiance, du vol ou de l’escroquerie – article 318 du Code pénal - de l’abus de 
biens sociaux – articles 9 et 22 de la Loi n° 2003/008 du 10 Juillet 2003 etc.. 
Les infractions sous-jacentes telles que prévues par les législateurs français et camerounais 
nous semblent limitées. Nous les incitons donc à envisager leur extension.  
 
PARAGRAPHE II : LA NECESSITE D’UNE EXTENSION DES INFRACTIONS 
SOUS-JACENTES EN DROITS FRANÇAIS ET CAMEROUNAIS 
 
522. Pour une appréhension plus large du phénomène de blanchiment, les législateurs 
camerounais et français devraient d’une part, inclure la contravention dans le champ des 
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infractions sous-jacentes (A). D’autre part, et conformément aux Recommandations du GAFI, 
le législateur camerounais procéder à l’internationalisation de l’infraction sous-jacente (B). 
 
A- L’inclusion de la contravention comme infraction sous-jacente  
 
523. Le législateur camerounais, concernant les infractions sous jacentes, a fait le choix de 
la généralité : tous les crimes et délits sans distinction sont susceptibles d’être constitutifs de 
l’infraction principale. Le législateur français est allé encore plus loin en touchant les sommes 
ou opérations provenant d’une infraction passible d’une peine privative de liberté supérieure à 
un an. 
524. Cependant, les contraventions n’ont pas été comprises parmi les infractions sous-
jacentes. Les contraventions ne peuvent pas donner lieu à la caractérisation du délit de 
blanchiment en droit français et camerounais. 
En effet, il ressort des dispositions camerounaises incriminant le blanchiment des capitaux 
que les infractions passibles d’une peine privative de liberté pour une période inférieure ou 
égale à 10 jours et/ou d’une amende dont le montant est inférieur ou égal à 25.000francs ne 
sont pas concernées par l’infraction de blanchiment. 
525. En droit français343, seules sont concernées les infractions passibles d’une peine 
d’emprisonnement. Il s’agit par exemple de l’emprisonnement délictuel.  
526.  L’article 131-1 du code pénal définit l’échelle des peines criminelles comme suit : (1) 
la réclusion/détention criminelle de 15 ans ; (2) la réclusion / détention criminelle de 20 ans ; 
(3) la réclusion/ détention/criminelle de 30 ans ; et (4) la réclusion/détention à perpétuité. Si le 
principe est la privation de liberté, la peine d’amende peut être prévue pour certaines 
infractions.  
D’une part, pour une incrimination plus large du blanchiment, nous incitons les législateurs 
français et camerounais à une extension des infractions sous-jacentes à la contravention. 
D’autre part, sur un plan pratique, pour systématiser les investigations financières, dans la 
mesure où la détection d’une contravention entraînerait des vérifications. 
Il en va de même de leur internalisation. 
                                                 
343
 La détermination des contraventions ne relève pas –à l’inverse des crimes et délits –du législateur. Seul le 
pouvoir exécutif décide des contraventions par décret en conseil d’État (article 53 de la Constitution de 1958). 
Toutefois, les grands principes généraux, comme l’échelle de peines, sont définis par le pouvoir législatif. 
Depuis l’entrée en vigueur du nouveau code pénal en 1994, les contraventions ne sont plus punies que de peines 
d’amende. 
183 
 
 
B- L’internationalisation de l’infraction sous-jacente en droit camerounais 
 
527. Pour le GAFI, les infractions sous-jacentes au blanchiment des capitaux devraient 
s’étendre aux actes commis dans un autre pays, qui constituent une infraction dans ce pays, et 
qui auraient constitué une infraction sous-jacente s’ils avaient été commis sur le territoire 
national. 
Les pays peuvent prévoir que la seule condition requise est que l’acte aurait constitué une 
infraction sous-jacente s’il avait été commis sur le territoire national. 
C'est ainsi que la recommandation 1 du Groupe d'action financière offre aux États la 
possibilité de prévoir que, pour qualifier le blanchiment au regard de l'infraction principale, « 
la seule condition requise est que les actes auraient été qualifiés d'infractions sous-jacentes 
s'ils avaient été commis sur le territoire national ». 
 La Convention du Conseil de l'Europe relative au blanchiment, au dépistage, à la saisie et à la 
confiscation des produits du crime et au financement du terrorisme (Varsovie, 16 mai 2005), 
non encore signée par la France, va encore plus loin lorsqu'à l'article 9, § 6, elle prévoit que « 
chaque partie s'assure qu'une condamnation pour blanchiment au sens du présent article est 
possible dès lors qu'il est prouvé que les biens objet de l'un des actes énumérés au § 1.a ou b 
de cet article, proviennent d'une infraction principale, sans qu'il soit nécessaire de prouver de 
quelle infraction précise il s'agit ». 
528. Cette recommandation a été mise en œuvre par la jurisprudence française. En effet, 
pour la chambre criminelle344, « le délit de blanchiment n'impose ni que l'infraction ayant 
permis d'obtenir les sommes blanchies ait eu lieu sur le territoire national ni que les 
juridictions françaises soient compétentes pour la poursuivre ». C'est pourquoi l'article 432-11 
du Code pénal a permis de qualifier les comportements du prévenu. Qu'il ne permette pas de 
les poursuivre n'a pas de conséquence sur la qualification du blanchiment si par ailleurs, les 
éléments constitutifs du délit sont réunis. Déjà dans un arrêt de la cour d'appel de Montpellier, 
les juges ont considéré que, dès lors que l'existence de l'infraction principale est constatée, il 
importe peu qu'elle ait été ou non effectivement punie, le fait qu'elle ait été commise à 
                                                 
344Chantal CUTAJAR, Autonomie du blanchiment dans un contexte international,  Note ss Cass. crim., 24 févr. 
2010, n° 09-82.857, FS P+F : Jurisdata n° 2010-000779, La Semaine Juridique Edition Générale n° 23, 7 Juin 
2010. 
 

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l'étranger ou par un étranger, ou même par un auteur inconnu, est sans incidence sur le 
blanchiment qui est un délit distinct punissable par la loi française (CA Montpellier, 3e ch. 
corr., 30 avr. 2002 : ). La même cour (CA Montpellier, 3e ch. corr., 20 janv. 2005 : ), avait 
condamné un prévenu, un ressortissant italien, pour blanchiment du produit d'un travail 
dissimulé en déduisant l'existence de l'infraction principale de ce que l'enquête avait permis 
d'établir de nombreux versements en espèces sur différents comptes bancaires alors qu'il 
n'avait jamais établi de déclaration d'impôts en Italie, qu'il n'était pas connu de la chambre de 
commerce, que l'immeuble constituant à la fois son domicile et son siège social n'avait aucun 
bureau laissant supposer une activité commerciale, et qu'il n'était pas connu comme exerçant 
l'activité d'agent de voyages en Italie. La cour en déduit que le prévenu n'exerçait aucune 
activité déclarée. 
529. Le législateur camerounais n’a pas introduit ces infractions dans sa définition des 
infractions sous-jacentes. Nous l’incitons donc à penser à le faire. 
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CONCLUSION DU CHAPITRE I 
 
530. La déclaration de soupçon est le « centre nerveux »345 de la lutte contre le blanchiment 
des capitaux en France et au Cameroun. En effet, les régimes déclaratifs français et 
camerounais n’ont rien d’automatique. Ils supposent au contraire un engagement de la part 
des banques qui ont été obligées de se doter à cet effet, d’un dispositif interne de remontée et 
de traitement des informations concernant leurs activités. Les banquiers français et 
camerounais disposent donc d’une large marge d’appréciation des opérations à déclarer. Dès 
lors, ce n’est qu’à l’issue d’une démarche intellectuelle, d’une analyse, d’investigations et de 
recoupements d’informations346, qu’ils décideront ou non de faire la déclaration. Il s’agit 
d’une approche « subjective » de déclaration de soupçon. 
531. A côté de ces déclarations « classiques », les législateurs français et camerounais ont 
également prévu des déclarations systématiques qui viennent compléter leurs dispositifs 
préventifs. 
En outre, les droits français et camerounais ont retenu une conception élargie de l’infraction 
d’origine permettant de dégager les capitaux illicites. Le droit français s’est montré encore 
plus précis en étendant ces infractions préalables aux infractions passibles « d’une peine 
privative de liberté supérieure à un an ou participant au financement du terrorisme ». Cette 
extension permet de faciliter les déclarations de soupçon dans la mesure où les banques ne 
sont plus obligées de se livrer à un exercice de qualification pour lequel elles ne disposaient 
d’aucune compétence. 
532. Une telle solution mérite d’être suivie par le législateur camerounais. En effet, bien que 
prévoyant elles aussi une conception extensive des infractions préalables au blanchiment à 
savoir les sommes ou opérations portant sur des sommes qui pourraient être liées à tout crime 
ou délit, les législations communautaires et nationales sont moins précises. Le législateur 
camerounais devrait donc circonscrire le champ des infractions préalables au blanchiment des 
capitaux. 
De même, les législations françaises et camerounaises devraient étendre le champ des 
infractions sous-jacentes aux contraventions. De même, le législateur camerounais devrait les 
étendre aux actes commis dans un autre pays, qui constituent une infraction dans ce pays, et 
                                                 
345
 E. JOUFFIN et D. HOTTE, La déclaration de soupçon, état des lieux et questions in Le soupçon en 
questions pour une lutte efficace contre le blanchiment Op. Cit p. 134.  
346
 Notamment par le biais d’entretiens commerciaux avec les clients. 
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qui auraient constitué une infraction sous-jacente s’ils avaient été commis sur le territoire 
national tel que prévu par le GAFI. 
Les recommandations du GAFI transposées en droit interne français et camerounais ont 
également bien encadré la déclaration de soupçon dont la mise en œuvre au sein des banques 
françaises et camerounaises fait l’objet d’un régime particulier.  
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CHAPITRE II : LA MISE EN ŒUVRE DE LA DÉCLARATION 
DE SOUPÇON 
 
533. De tout le dispositif préventif anti-blanchiment, c’est précisément cette phase qui a 
provoqué une forte réaction de la place bancaire mondiale. Les banquiers français et 
camerounais ont eu beaucoup de mal à intégrer le rôle qui leur était attribué en vue d’une lutte 
plus efficace contre le blanchiment des capitaux. Certains auteurs sont même allés jusqu’à les 
qualifier d’ « auxiliaires de police ». En effet, le banquier se voyait mal trahir cette confiance 
qui naissait entre son client et lui dès l’ouverture de la relation d’affaires. Néanmoins ces 
réticences ne feront pas long feu car très vite les banquiers prendront conscience de l’intérêt 
de se protéger des blanchisseurs. De plus, il est important de noter que si le banquier déclare 
ses soupçons, il ne s’agit pas de délation, il ne dénonce pas l’infraction d’un client dont il 
trahit la confiance, mais « il dénonce un acte par lequel celui-ci veut l’impliquer dans son 
crime comme receleur, de celui qui veut, contre le gré du banquier, lui faire commettre une 
infraction »347. 
534. Tout de même, parce que délicate, la déclaration de soupçon a été très encadrée et 
mise en œuvre dans des conditions particulières. Ainsi, si l’ensemble du personnel bancaire 
est concerné par la mise en œuvre du dispositif anti-blanchiment notamment en assurant une 
vigilance constante sur les opérations et sommes qu’il traite, seules certaines personnes 
spécialement désignées peuvent effectuer des déclarations au service indiqué. Un service a 
ainsi été créé en vue de recevoir et traiter les déclarations de soupçon. 
535. En outre, parce que la déclaration de soupçon n’était pas sans conséquence, en 
contrepartie de l’obligation de déclaration et en vue de préserver les banquiers d’éventuelles 
poursuites de la part de leurs clients, les législations françaises et camerounaises, 
conformément au GAFI ont assuré leur protection. 
536. La mise en œuvre de la déclaration de soupçon se fait suivant le respect de certaines 
conditions (Section I) et produit certains effets (Section II). 
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 E. SCHAEFFER, Blanchiment de l’argent de la drogue, R.I.P.C n°2, avril-août 1993, p.250-251. 
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SECTION I : LES CONDITIONS DE MISE EN ŒUVRE DE LA 
DÉCLARATION DE SOUPÇON 
 
537. La procédure de déclaration de soupçon à laquelle sont soumises par principe les 
banques françaises et camerounaises leur confère la responsabilité d’analyser les transactions 
qu’elles gèrent et de décider si elles risquent de recouvrir des agissements suspects. Ce 
dispositif suppose un engagement des banques qui sont tenues de se doter d’un mécanisme 
interne de remontée et de décantation de l’information, et donc de désigner un 
« correspondant » habilité à nouer une relation avec le service réceptionnaire de la 
déclaration. 
538. La masse de renseignements est donc sélectionnée par les banques elles-mêmes 
lesquelles, en cas de soupçon, les transmettent pour traitement à leurs cellules de 
renseignement financier que sont l’Anif pour les banques camerounaises et le Tracfin pour les 
banques françaises. 
La déclaration de soupçon est donc déclenchée par des personnes désignées au sein des 
banques, notamment des déclarants et correspondants des établissements bancaires 
(Paragraphe I) et transmise à des centres de recueil et de traitement des déclarations de 
soupçon que sont l’Anif pour les banques camerounaises et le Tracfin pour les banques 
françaises (Paragraphe II). 
 
PARAGRAPHE I : LA DÉSIGNATION DES DÉCLARANTS ET 
CORRESPONDANTS DES ETABLISSEMENTS BANCAIRES 
 
539. La déclaration des opérations suspectes ne se fait pas dans le désordre et par n’importe 
qui. Selon le règlement COBAC de 2005 et l’ordonnance française de 2009, les banques 
doivent désigner en leur sein des agents responsables de cette mission. Il s’agit en effet, de 
responsabiliser leur personnel et d’instaurer une discipline qui tienne compte de l’enjeu de 
l’acte à poser, car la déclaration ne doit pas être une fantaisie. Conformément à ces 
dispositions les banques françaises et camerounaises ont désigné des déclarants (A) qui se 
distinguent clairement des correspondants (B). 
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A- Les déclarants et correspondants de Tracfin et et L’Anif 
 
540. Les banques françaises et camerounaises ont mis en place un système de remontée de 
l’information et de la déclaration de soupçon potentielle depuis un guichet d’agence jusqu’à 
une cellule spécialisée. Aussi, le déclarant (1) s’identifie à la banque elle-même tandis que le 
correspondant (2) est le représentant de la banque au titre de la lutte anti-blanchiment. 
 
1- Les déclarants 
 
541. Le principe ainsi que l’exception qui lui est apportée est le même en droit français et 
en droit camerounais. 
En droit camerounais, l’article 41 du règlement COBAC prévoit que « tout établissement 
assujetti communique à l’ANIF et à la COBAC l’identité de ses dirigeants et préposés 
normalement habilités à faire la déclaration ». 
Cependant, tout dirigeant ou préposé d’un établissement assujetti, même s’il n’est pas 
normalement habilité, peut prendre l’initiative de déclarer lui-même à l’Anif, dans des cas 
exceptionnels et en raison notamment de l’urgence, une opération suspecte. Il en rend compte 
dans les meilleurs délais à l’une des personnes normalement habilitées348. 
En droit français, l’article R. 561-23, III du CMF prévoit que les banques doivent habiliter 
une personne, seule compétente, pour procéder aux déclarations à Tracfin. De même, tout 
changement concernant cette personne doit être porté sans délai à la connaissance de 
Tracfin.  
Cependant, en cas d'urgence, toute personne, dirigeant ou préposé de la banque, peut 
procéder à la déclaration. L’article R. 561-23, I, al.1 du CMF précise en outre que les 
banques doivent communiquer à Tracfin ainsi qu'à l’Autorité de Contrôle Prudentiel 
l'identité de leurs dirigeants ou préposés habilités à procéder aux déclarations de soupçons.  
Conformément à ces dispositions, les banques camerounaises et françaises ont bien désigné 
en leur sein des déclarants. Il en est de même des correspondants. 
  
                                                 
348
 Article 41 al. 2 du règlement COBAC de 2005. 
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2- Les correspondants et le droit de communication 
 
542. En droit camerounais, les établissements bancaires doivent communiquer à l’Anif et à 
la COBAC l’identité de leurs dirigeants ou préposés chargés de répondre à toute demande 
émanant de l’Anif ou de la COBAC, de recevoir les accusés de réception des déclarations 
faites par l’organisme, et d’assurer la diffusion aux membres concernés du personnel des 
informations, avis ou recommandations de caractère général en provenance de l’Anif ou de la 
COBAC349. 
543. Il en est de même en droit français. Les banques doivent communiquer à Tracfin ainsi 
qu’à l’Autorité de Contrôle Prudentiel, l’identité de leurs dirigeants ou préposés qui sont 
chargés de répondre à leurs demandes et d’assurer la diffusion aux membres concernés du 
personnel des avis, recommandations de caractère général qui en émanent350. De même, tout 
changement concernant les personnes désignées comme correspondants doit être porté sans 
délai à la connaissance de Tracfin et de l’ACP. 
Les législateurs français et camerounais ont aussi opéré une distinction entre le déclarant et le 
correspondant. 
 
B- Distinction déclarant- correspondant 
 
544. Les législations françaises et camerounaises distinguent clairement au sein des 
banques les missions de déclarant de celles de correspondant. Ainsi elles doivent désigner au 
service Tracfin pour les banques françaises et l’Anif pour les banques camerounaises ainsi 
qu’à leur autorité de contrôle, notamment, l’Autorité de Contrôle Prudentiel et la Commission 
Bancaire, d’une part la ou les personne(s), dirigeants ou préposés, normalement habilitée(s) à 
faire la déclaration prévue aux articles L. 561-15 du CMF (art. R. 561-23, I CMF) et 26 et 28 
du Règlement Cobac, d’autre part celle(s) chargées d’ en recevoir l’accusé de réception, de 
répondre aux demandes des deux organismes et d’ assurer la diffusion aux personnels 
intéressés des informations, avis ou recommandations de caractère général (art. R. 562-1, al. 1 
et R. 562-2, al.1 CMF) et articles 41 et 42 du Règlement Cobac. 
                                                 
349
 Article 42 du règlement COBAC de 2005.
350
 Article R. 561-24, al. 1 du CMF. 
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545. Particularité du droit français : la même personne peut cumuler les deux fonctions. 
Les fonctions de déclarant et correspondant doivent être assurées de manière continue pour 
être en mesure de répondre dans les délais impartis aux demandes de Tracfin. 
546. Tout remplacement du déclarant ou du correspondant doit donner lieu à une 
information de la cellule de renseignement financier sans délai, et le cas échéant de l’autorité 
de contrôle (art. R. 561-23, II, R. 561-24, al. 3). De même, lorsqu’une même banque désigne 
un déclarant et un correspondant, ceux-ci doivent se communiquer les informations portées à 
leur connaissance par Tracfin et se tenir informés des demandes qui en émanent351. 
547. Désignation des correspondants et déclarants au sein des réseaux 
d'établissements du secteur bancaire : les banques affiliées à un organe central peuvent 
désigner une ou plusieurs personnes spécialement habilitées dans un autre établissement 
assujetti appartenant au même réseau, à condition qu'elles exercent en France352. 
548. En cas de soupçon ou de détection d’une opération de blanchiment, le déclarant alerte 
l’Anif ou le Tracfin. 
 
PARAGRAPHE II : LES CENTRES DE RECUEIL ET DE TRAITEMENT DES 
DÉCLARATIONS DE SOUPÇON  
 
549. La mise en œuvre d’un système nécessitant la déclaration des opérations suspectes par 
les banques rendait nécessaire la création d’un bureau ou d’un organisme central pour 
l’évaluation et le traitement de ces déclarations353. La cellule de renseignement financier 
française dénommée Tracfin est comptée parmi les premières354 à avoir été créées, en raison 
de la nécessité d’un organisme central pour la réception, l’analyse et la diffusion 
d’informations financières en vue de lutter contre le blanchiment des capitaux. 
550. Au Cameroun, c’est en 2005 que sera créée la cellule de renseignement financier 
dénommée Anif. Les banques françaises et camerounaises, par la déclaration de soupçons 
auprès de leurs CRF respectives à savoir l’Anif pour les banques camerounaises et le Tracfin 
pour les banques françaises(A), mettent en mouvement la procédure d’alerte. Une fois qu’elle 
                                                 
351
 Article R. 561-27 du CMF. 
352
 Article R. 561-30 du CMF. 
353
 Groupe EGMONT 1995, The First International Meeting of Organizations Devoted to Anti-Money 
Laundering (Bruxelles) p. 1. 
354
 Dans son ouvrage intitulé Les cellules de renseignement financier, tour d’horizon, version révisée de 2004 
disponible sur http://www.imf.org/external/pubs/ft/fiu/fra/fiuf.pdf, Le Fonds Monétaire International précise
les toutes premières cellules de renseignement financier ont été créées au début des années 1990 année de 
création de Tracfin. 
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est faite, la déclaration reçoit un traitement particulier (C) dont les modalités sont quasi-
identiques en droit français et camerounais (B) 
 
A- L’Agence Nationale d’Investigation Financière et le Traitement du Renseignement et 
Action contre les Circuits Financiers Clandestins : des missions identiques mais une 
organisation un peu différente 
 
551. Les textes français et camerounais organisant la prévention et la répression du 
blanchiment des capitaux désignent comme créanciers de l’obligation de déclaration de 
soupçons, respectivement le Tracfin et l’Agence Nationale d’Investigation Financière (1). Ces 
deux services relèvent toutes deux du ministère des finances355 et ont des missions identiques 
(2). Il existe enfin une relation bilatérale entre les deux services (3). 
 
1- L’organisation de Tracfin  et de l’Anif 
 
a) Le Tracfin 
 
 
552. Créé en 1989 et institutionnalisé au sein du ministère de l’économie et des finances par 
décret du 9 mai 1990356, Tracfin est passé de « service institué » à la « cellule de 
renseignement financier nationale » tel que recommandé par le GAFI et au niveau européen 
par la directive du 26 octobre 2005. Cette dernière dispose en son article 22 en 
effet : « Chaque Etat membre établit une CRF, afin de combattre efficacement le blanchiment 
de capitaux et le financement du terrorisme. Celle-ci doit être créée sous la forme d’une 
cellule nationale centrale… ». 
                                                 
355
 Selon les Etats, ce service peut être soit totalement autonome, soit rattaché à la Banque centrale, soit partie 
intégrante du système judiciaire (cas du Luxembourg où c’est le Tribunal d’arrondissement de Luxembourg qui 
est chargé du traitement de ce type d’affaires, sous la direction du Procureur d’Etat adjoint.) ou d’un service de 
police (cas du Portugal où la D.C.I.T.E./B.I.B. est placée sous l’autorité du directeur de la Police judiciaire 
portugaise ; en Suisse, le M.R.O.S. est dirigé par le directeur de l’Office fédéral de police de la Confédération 
helvétique. 
356
 Rapport Tracfin 2006, disponible sur www.economie.gouv.fr 
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553. Initialement créé au sein du ministère de l’Economie, des Finances et du Budget, 
Tracfin est devenu un service à compétence nationale par décret pris le 6 décembre 2006, 
rattaché au ministre de l’Economie, de l’Industrie et de l’Emploi et au ministre chargé du 
Budget, des comptes publics de la Fonction publique et de la Réforme de l’Etat357.  
554. Il est déploré l’absence de réglementation de son statut juridique tout comme celui des 
autres cellules de renseignement financier européennes. 
555. La croissance continue des déclarations de soupçon reçues et la diversification des 
missions introduites par l’ordonnance de 2009 ont nécessité de revoir la précédente 
organisation résultant des textes de décembre 2006. L’action opérationnelle du service 
s’organise désormais autour de deux départements et d’une cellule spécialisée : 
 Un département de l’analyse, du renseignement et de l’information (DARI) chargé du 
recueil des déclarations de soupçon, de leur orientation, de l’analyse du renseignement 
financier et des relations avec les professionnels déclarants ainsi que les relations 
internationales ; 
 Un département des enquêtes (DE) qui assure les investigations approfondies 
nécessaires au traitement des affaires le justifiant. 
 Une cellule spécifique dédiée au traitement des affaires de financement du terrorisme. 
556. Les fonctions support sont assurées par un département des affaires administratives et 
financières (DAAF) qui se substitue à la cellule « affaires générales ». 
557. Le service à compétence nationale Tracfin est dirigé par un directeur et un directeur 
adjoint désignés par arrêté conjoint du ministre chargé de l'Économie et du ministre chargé 
du Budget 358. Il est composé d'un département d'enquêtes, d'un département institutionnel 
et d'un service chargé des affaires générales359.  
558. Depuis 2006, Tracfin a augmenté ses effectifs de 50 pourcents, portant ainsi le 
nombre d’agents affecté à 84. Ce renforcement des moyens humains s’explique par la 
nécessité de mettre à niveau les effectifs du service au regard de la croissance continue de 
l’activité. Il a été accompagné de la réorganisation administrative mise en place en 2006 et 
finalisée en 2011.  
42 % des agents sont affectés au département des enquêtes, 31  % au département de l’analyse 
et du renseignement. Les fonctions support et de direction représentent 27 % des effectifs du 
service (personnels de direction, informaticiens, magistrats, chargés de mission et officiers de 
                                                 
357
 Art R. 561-33 al 1er du CMF.  
358
 Article R. 561-34 du CMF. 
359
 Plus de détails sur http://www.tracfin.bercy.gouv.fr/pdf/organigramme.pdf 
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liaison). 57 % des agents sont originaires de l’administration des douanes. Cependant Tracfin 
a engagé depuis l’année 2009 un processus de diversification de ses recrutements, à la fois au 
sein du ministère, mais aussi à l’extérieur (recrutement d’un contractuel). 
Ainsi au 31 décembre 2011 les agents de la DGFiP représentent 20 % de l’effectif. 
L’administration centrale et la DGCCRF ont également pourvu aux emplois du service. Les 
agents de catégorie A et A+ représentent 73 % de l’effectif, ce qui s’explique par la nature des 
missions du service.  
Il emploie des agents spécialement habilités par le ministre chargé de l'Économie360. Les 
agents affectés au service Tracfin ou travaillant sous l'autorité de ce service sont habilités 
secret défense361.  
 
b) L’Agence Nationale d’Investigation Financière 
 
559. Selon les articles 26 et 28 du Règlement COBAC de 2005, puis 18 et 26 du Règlement 
CEMAC de 2003, les banques sont tenues de faire leurs déclarations auprès de l’Anif.  
Cette structure qui a été instituée dans chaque Etat membre de la communauté par l’article 25 
du Règlement CEMAC est régie par les articles 26 à 35 du Règlement de 2003 et au 
Cameroun par le Décret n° 2005/187 du 31 Mai 2005 portant organisation et fonctionnement  
de l’Anif. 
560. L’article 2 du décret de 2005 présente l’Anif comme un service public de 
renseignement financier rattaché au ministre en charge des finances, mais doté de l’autonomie 
financière et d’un pouvoir de décision sur les matières relevant de sa compétence. 
561. L’Anif est composée des membres statutaires et des services d’appui. Les membres 
statutaires comprennent le directeur et trois chargés d’études.  
Le directeur, un haut fonctionnaire détaché du ministère en charge des finances, est nommé 
par décret du premier ministre, chef du gouvernement. 
Les chargés d’étude sont également de hauts cadres, nommés par un arrêté du ministre des 
finances sur proposition de leur administration d’origine. Il s’agit : 
- D’un fonctionnaire provenant du Ministère des finances, expert en questions 
douanières ou écritures bancaires ; 
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 Article L. 561-23, al. 1er du CMF. 
361
 Article R. 561-35 du CMF. 
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- D’un officier de police judiciaire, spécialisé dans les questions financières, provenant 
du Ministère de la défense ou de la Délégation générale à la Sûreté nationale ; 
- D’un magistrat doté d’une expertise dans les questions financières. 
562. L’Anif dispose enfin de divers services, notamment des unités opérationnelles 
chargées d’assister les membres statutaires et d’apporter un appui technique approprié à la 
réalisation des missions qui sont assignées à l’agence. 
563. Indépendance de l’Anif 
L’Anif est indépendante. Elle ne reçoit pas d’ordre et pas d’interférence externe en dehors de 
son lien de subordination hiérarchique au ministère des finances. C’est vrai que les membres 
de l’Anif sont subordonnés à un gouvernement qui les nomme après approbation du président 
de la république, mais ils n’ont pas de pression. Après tout, l’Anif  n’a pas besoin de l’accord 
du Minfi pour saisir le procureur ; il lui transmet les dossiers plus à titre d’information. 
L’Anif ne condamne personne. Elle saisit le procureur, qui saisit le ministère de la justice, qui 
saisit le président de la république, qui décide en ultime ressort du sort à réserver au dossier. 
 
2) Les missions de Tracfin et de l’Anif 
 
564. Tracfin est chargé de plusieurs missions énumérées à l’article R.561- 33 du CMF. Il 
s’agit de :  
- recevoir et traiter les déclarations de soupçons et les informations transmises et 
collectées dans le cadre de ses attributions ; 
- recueillir, traiter et diffuser le renseignement relatif aux infractions punies d'une 
peine d'emprisonnement supérieure à un an ; 
- animer et coordonner au niveau national et international les moyens d'investigation 
dont disposent les administrations ou les services relevant du ministre chargé de 
l'Économie et du ministre chargé du Budget ainsi que les organismes qui y sont rattachés ; 
- participer à l'étude des mesures à mettre en œuvre pour faire échec aux circuits 
financiers clandestins, au blanchiment de capitaux et au financement du terrorisme ; 
- développer en relation avec les directions concernées relevant du ministère chargé 
de l'Économie et du ministre du Budget l'action internationale de lutte contre les circuits 
financiers clandestins, le blanchiment de capitaux et le financement du terrorisme. 
565. Ces missions sont résumées à l’article L. 561-23 du Code monétaire et financier qui 
énonce que : « ce service recueille, analyse, enrichit et exploite tout renseignement propre à 
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établir l’origine ou la destination des sommes ou la nature des opérations ayant fait l’objet 
d’une déclaration mentionnée à l’article. L. 561-15 ou d’une information reçue au titre des 
articles L. 561-26, L. 561-27, L. 561-30 ou L. 561-31. » 
De plus, avec l’ordonnance de 2009, une nouvelle mission est attribuée à Tracfin362 : celle de 
diffuser aux professionnels et à leurs autorités de contrôle « les informations dont il dispose 
sur les mécanismes de blanchiment de capitaux ou de financement du terrorisme »363. 
566. L’Anif quant à elle remplit deux missions essentielles : elle est tout d’abord une 
institution investigatrice chargée de recueillir, de rassembler, de traiter et de transmettre aux 
autorités judiciaires les informations concernant la commission d’infractions principales ou de 
blanchiment. Elle est ensuite une centrale de renseignements, une banque de données auprès 
de laquelle personnes assujetties et autorités judiciaires peuvent recueillir des informations. 
567. Sur la période allant du 27 juin au 1er juillet 2010, une délégation de l’Anif conduite 
par son Directeur a pris part aux travaux  de la plénière du Groupe Egmont à Carthagène en 
Colombie, à l’issue desquels l’Anif a été élue membre dudit Groupe sous le parrainage des 
Cellules de Renseignement Financier (CRF) de la France, du Sénégal et de l’Ile Maurice.  
 
3) Relation bilatérale entre Tracfin et l’Anif 
 
568. Tous deux font partie du groupe EGMONT364 et Tracfin y a d’ailleurs parrainé l’Anif 
lors de sa session plénière de juillet 2010. 
 
B- Des modalités de déclaration de soupçon quasi-identiques 
 
Nous étudierons successivement la forme de la déclaration de soupçon (1), son contenu (2), 
le moment de la déclaration (3) et l’activité déclarative des banques françaises et 
camerounaises (4). 
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 H. ROBERT, Tracfin après l’ordonnance n° 2009-104 du 30 janvier 2009, Revue de droit bancaire et 
financier mai-juin 2009, p. 101. 
363
 C. monét. fin. art. L. 561-35. 
364
 Le Groupe Egmont est une organisation internationale qui regroupe en son sein, les CRF à travers le monde. 
Il compte en 2010, 120 pays membres et comprend entre autres le Secrétariat exécutif, le Comité et  05 groupes 
de travail que sont, le Outreach working group, le Legal working group, le Training working group, 
l’Operational working group et le IT working group. L’Afrique y compte à cette date, huit Pays membres à 
savoir le Sénégal, l’Ile Maurice, la République sud africaine, l’Egypte, le Nigéria, le Malawi la Côte-d’Ivoire et 
le Cameroun  qui est le seul représentant de l’Afrique centrale. 
 
197 
 
1- Forme de la déclaration 
 
569. En droit français tout comme en droit camerounais, la déclaration est en principe 
établie par écrit.  
570. Les déclarations à l’ANIF peuvent être aussi verbales. Dans ce cas, elle est 
recueillie par Tracfin en présence du ou des déclarants. 
Les déclarations faites par voie de téléphone peuvent être confirmées par télécopie ou tout 
autre moyen écrit. En droit camerounais, les déclarations peuvent être verbales ou 
écrites365. Elles peuvent aussi être faites par voie de téléphone et dans ces cas, une 
confirmation doit être faite soit par télécopie ou tout autre moyen écrit366. 
571. Le principe est le même en droit français, la déclaration est établie par écrit mais 
elle peut être recueillie verbalement par Tracfin367. Dans ce cas, elle est recueillie par 
Tracfin en présence du ou des déclarants368. Elle doit être accompagnée de la remise de 
toute pièce ou document justificatif utile. La déclaration écrite doit être signée.  
Tracfin accuse réception de la déclaration sauf si la personne assujettie a indiqué 
expressément ne pas vouloir en être destinataire369. 
572. Spécificité du droit français : la télé déclaration et des modèles de déclaration 
Les modèles de déclaration de soupçon sont mis à la disposition des banques françaises ce 
qui permet de s’assurer que ces dernières indiqueront les informations précises et détaillées 
nécessaires aux investigations. De même, la déclaration au moyen du formulaire est 
indispensable à une exploitation rapide et automatisée des déclarations écrites370. Ainsi, 
lorsqu’elle est écrite, la déclaration de soupçon doit être effectuée sur le formulaire371de 
déclaration à Tracfin.  
Le formulaire prévoit en particulier, deux lignes distinctes, selon que la déclaration est faite 
au titre « des sommes inscrites dans leurs livres ou les opérations portant sur des sommes 
dont elles savent, soupçonnent ou ont de bonnes raisons de soupçonner qu’elles 
proviennent d’une infraction passible d’une peine privative de liberté supérieure à un an ou 
participent au financement du terrorisme. » ou « des sommes ou opérations dont ils savent, 
                                                 
365
 Article 17  al. 1 du décret portant création de l’Anif.  
366
 Article 17 al. 2 du décret portant création de l’Anif. 
367
 Article L. 561-18, al. 1er du CMF. 
368
 Article R. 561-31, III du CMF. 
369
 Article L. 561-18, al. 2 du CMF. 
370
 Lignes directrices conjointes de l’Autorité de contrôle prudentiel et de Tracfin sur la déclaration de soupçon. 
371
 Voir annexe pp. 438-439. 
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soupçonnent ou ont de bonnes raisons de soupçonner qu’elles proviennent d’une fraude 
fiscale lorsqu’il ya présence d’au moins un critère défini par décret. ». 
Une troisième ligne est également prévue, permettant à la banque de signaler à Tracfin, 
qu’outre la fraude fiscale au titre d’au moins un des critères mentionnés au décret du 16 
juillet 2009, elle soupçonne que les opérations déclarées relèvent aussi du champ déclaratif 
prévu au I du même article. 
Le formulaire prévoit enfin la possibilité de déclarer l’identité du donneur d’ordre, du 
bénéficiaire effectif, du constituant d’un fonds fiduciaire ou de tout autre instrument de 
gestion d’un patrimoine d’affectation dont l’identité reste douteuse malgré les diligences 
effectuées. 
573. En outre, les banques françaises, depuis 2006,  ont un système de télédéclaration. 
Ce système améliore la qualité des échanges entre les professionnels et Tracfin. Sécurité, 
rationalisation et rapidité sont ainsi garanties pour l’ensemble de la chaîne anti-
blanchiment. 
679 en 2006, 1407 en 2007, 1771 en 2008, 3702 en 2009, 5413 en 2010, 7526 en 2011. 
Les professionnels du secteur bancaire y montrent un très grand intérêt depuis sa création. 
Tracfin a donc engagé en 2011 un processus de refonte de son système de déclaration en 
ligne face à l’accroissement continu de déclarations de soupçons.  
Ainsi, depuis janvier 2013, un nouveau système de télédéclaration appelée Ermes 
(Echanges de Renseignements par Messages Sécurisés) est rendu obligatoire pour les 
banques. Ce système est avantageux à plus d’un titre : tout d’abord, il permet une 
sécurisation accrue des transferts de données et une confidentialité renforcée des 
informations transmises372. Ensuite, il propose aux banques de nouvelles fonctionnalités 
notamment un formulaire de saisie en ligne et un mode de saisie assistée, un mode 
« brouillon », une possibilité de suivi de l’activité déclarative pour chaque télé-déclarant. 
Enfin, il permet des gains de productivité notamment par la possibilité d’envois de 
déclarations par lot et de pièces jointes sous format XML.  
Il convient également de noter que contrairement à la télécopie, le système Ermès renforce 
la confidentialité et la sécurité du dispositif grâce à l’envoi d’un accusé de réception, sur 
demande du déclarant, signé numériquement par Tracfin, directement à l’adresse 
électronique utilisée par le déclarant. 
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2- Contenu de la déclaration de soupçon 
 
574. Le contenu de la déclaration de soupçon est presque le même en droit français et 
camerounais. La déclaration faite par les banques camerounaises doit contenir :  
- Une description de l’opération suspecte : il s’agit d’une synthèse retraçant les 
éléments clé de la déclaration, notamment la motivation du soupçon et l’analyse détaillée 
des faits.  
- Toute indication utile sur les personnes y participant : il s’agit notamment des 
éléments d’identification des parties prenantes à l’opération. 
- Les raisons pour lesquelles l’opération a déjà été ou doit être exécutée. 
- Le délai dans lequel l’opération suspecte doit être exécutée.  Elles précisent les 
délais dans lesquels l’opération suspecte  doit être exécutée ou le cas échéant, les raisons 
pour lesquelles elle a déjà été exécutée. 
En droit français, l’article R. 561-31-1 du CMF indique que : « La déclaration mentionne 
les éléments d’identification et de connaissance du client et, le cas échéant, du bénéficiaire 
effectif, l’objet et la nature de la relation d’affaires, le descriptif des opérations concernées, 
ainsi que les éléments d’analyse qui ont conduit la personne mentionnée à l’article L. 561-2 
à nouer cette relation. Elle est accompagnée de toute pièce ou document justificatif utile à 
son exploitation par le service mentionné à l’article R. 561-33. Lorsque la déclaration 
effectuée en application de l’article L. 561-15 porte sur une opération qui n’a pas encore 
été exécutée, elle indique le cas échéant son délai d’exécution. Lorsqu’elle porte sur une 
tentative de blanchiment, la déclaration comporte l’identité du client ainsi que les autres 
informations qui ont pu être recueillies ». 
575. La Commission bancaire a elle aussi apporté des précisions sur le contenu des 
déclarations de soupçon. Ainsi, dans une décision du 26 mars 2004, elle avait jugé que « les 
déclarations de soupçon, lorsqu’elles sont faites auprès de Tracfin, comportent des 
éléments de nature à faire apparaître les motifs qui ont conduit l’établissement à effectuer 
la déclaration »373. 
De même, la Commission avait jugé insuffisante la déclaration faite par une banque. En 
l’espèce la banque communiquait automatiquement à Tracfin un listing trimestriel 
recensant tous les transferts de fonds d’un montant de 150 000 euros, ce qui incluait des 
opérations pour lesquelles la banque n’avait pas de soupçon. Pour la Commission une telle 
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déclaration n’était pas suffisante, puisque « une déclaration de soupçon doit être présentée 
comme telle et contenir toutes les informations, relatives tant au client qu’à ses opérations, 
qui sont en possession de l’établissement et ont fait naître ses soupçons »374. 
Enfin, dans une décision du 7 juin 2007, la Commission bancaire précisait que « les 
déclarations de soupçon comportent tous les éléments recueillis par l’établissement 
permettant de comprendre le motif du soupçon qui l’ont conduit à effectuer une 
déclaration ». 
576. Une bonne déclaration de soupçon, en plus de tout ce qui précède, doit être précise 
et factuelle, la plus complète possible afin de limiter les échanges ultérieurs avec Tracfin ou 
l’Anif. Elle doit aussi être explicite quant à l’origine du doute ou du soupçon375 et surtout la 
banque déclarante ne doit pas omettre de mentionner les éventuels droits de communication 
ou réquisitions judiciaires concernant le même client. Elle peut enfin mentionner le fait que 
son attention a été attirée par l’échange d’informations entre professionnels autorisé par 
l’article L. 561-21 du CMF376. 
Cependant, dans la pratique, les banques déclarantes n’ont pas une conception homogène377 
de ce que doit recouvrir une déclaration de soupçon. 
A partir du 1er janvier 2013, l’absence d’un des éléments mentionnés à l’article R. 561-31 I. 
du code monétaire et financier conduira à rendre la déclaration de soupçon irrecevable en la 
forme et ne sera pas traitée par Tracfin378. 
Il est difficile pour la banque d’objectiver les éléments qui conduisent à faire une déclaration, 
puisque celle-ci découle de l’absence de réponse à certaines interrogations, et donc d’un 
raisonnement a contrario. 
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3- Moment de la déclaration 
 
577. Le principe est le même en droits français et camerounais, la déclaration de soupçon 
doit être faite préalablement à l’exécution de la transaction afin, le cas échéant, de 
permettre à Tracfin et à l’Anif d’exercer leur droit d’opposition. Ainsi, la banque doit 
s’abstenir d’effectuer toute opération suspecte. 
Par dérogation à ce principe, il est admis que la déclaration puisse porter sur des opérations 
déjà exécutées lorsqu’il a été impossible de surseoir à leur exécution, ou quand leur report 
aurait pu nuire au déroulement d’investigations en cours, ou si le soupçon est apparu 
postérieurement à la réalisation de l’opération en cause. 
La défunte Commission bancaire française et le Conseil d’Etat avaient considéré comme 
tardive la déclaration intervenue après plusieurs mois « après la parution d’un article de 
presse faisant allusion à d’éventuels soupçons de détournements de fonds publics » ou 
après le début d’une mission d’inspection »379. 
Le Conseil d’Etat français quant à lui décide que seule la bonne foi pouvait permettre 
d’exonérer la banque de sa responsabilité professionnelle380.  
 
4- L’activité déclarative des banques camerounaises et françaises 
 
578. Le secteur bancaire français, auquel le dispositif de prévention du blanchiment a été 
imposé dès l’origine en 1990 demeure dans une situation hégémonique. En effet, le secteur 
bancaire contribue majoritairement aux déclarations de soupçon. Une large diversité 
d’établissements a effectué des déclarations au cours de l’année 2011. 
Elle déplore néanmoins le fait que l’activité déclarative reste concentrée autour de quelques 
établissements, notamment ceux occupant les principales positions sur le marché. 
Les banques demeurent donc avec les établissements de crédit « les premiers contributeurs en 
valeur absolue » avec 15 582 signalements en 2011. Il s’agit d’une progression par rapport à 
l’année précédente de plus de 18 pourcent. 
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La part relative des banques et établissements de crédit s’est stabilisée à 74 pourcents en 2011 
contre 73 pourcents en 2010, après une baisse continue de 90 à 73 pourcents du total des 
déclarations transmises à Tracfin de 2007 à 2010381. 
11 511 déclarations en 2008, 12 254 déclarations en 2009, 13 206 déclarations en 2010, 
15 582 déclarations en 2011. 
L’année 2011 confirme la montée en puissance du dispositif de lutte anti-blanchiment issu de 
l’ordonnance de 2009. La participation du secteur bancaire au dispositif traduit en outre une 
participation grandissante des établissements au dispositif. 
Le nombre des déclarants ayant effectué au moins une déclaration, est en effet, en progression 
en 2011 : 408 contre 346 en 2010. 
Il semble néanmoins que les nouveaux déclarants aient encore une faible activité déclarative. 
La participation des établissements bancaires et de crédit en 2011 est établie ainsi qu’il suit : 
 10 déclarants en 2011 (contre 13 en 2010) ont effectué plus de 200 déclarations de soupçon ; 
163 déclarants en 2011 (comme en 2010) ont effectué entre 10 et 199 déclarations ; 
235 déclarants en 2011 (contre 170 en 2010) ont effectué moins de 10 déclarations. 
579. Au Cameroun depuis sa création en 2005 et jusqu’en 2010, l’ANIF a reçu au total 
605382 déclarations de soupçon réparties ainsi qu’il suit : 181 en 2006 dont 26 transmises à la 
justice, 95 en 2007 dont 34, 83 transmises à la justice en 2008 dont 27 transmises à la justice, 
119 en 2009 dont 29 transmises à la justice et 124 en 2010 dont 35 transmises à la justice. 
80 pourcents des déclarations viennent des banques, 11 pourcents des notaires, avocats et 
experts comptables et 09 pourcents des microfinances. 
 
C - Le traitement de la déclaration de soupçon par l’Anif et Tracfin 
 
580. L’Anif et Tracfin jouent un rôle d’enquêteur ici. Les agences procèdent à une analyse 
des déclarations (1). Dans le cadre de cette analyse, celles-ci disposent de prérogatives 
importantes (2). 
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1- Analyse de la déclaration et expertise de l’Anif 
a) Analyse 
 
581. Une fois qu’elle reçoit la déclaration de soupçon, l’Anif établit un accusé de réception 
et l’adresse à la banque déclarante, ce qui permet de dégager sa responsabilité383. La banque 
peut toutefois demander à l’Anif de ne pas accuser réception de la déclaration. Dès la 
réception, l’Anif doit procéder à l’analyse de la déclaration. 
L’analyse de la déclaration consiste à transformer un simple soupçon en une présomption 
sérieuse de blanchiment. L’Anif intervient donc dans une phase qui se situe entre la suspicion 
et la connaissance qui, elle, conduira à la saisine de la justice. Les informations transmises à 
l’agence font l’objet d’un enregistrement. 
 
b) Expertise 
 
582. La mission d’expertise de l’agence se matérialise par la collecte et l’exploitation de 
toutes les informations utiles concernant les personnes mises en cause et les opérations 
suspectes. Ici, l’agence fouille dans les bases de données personnelles et dans les différentes 
bases de données auxquelles elle est connectée, sur Internet et auprès des autres services de 
l’Etat ou des services sous régionaux, internationaux ou d’autres Etats. Il est question pour 
elle d’établir l’origine des sommes ou la nature des opérations faisant l’objet de déclaration, 
par un procédé d’enrichissement méthodique des informations recueillies. Ceci suppose une 
formation et un recyclage continu des agents, à mesure que le nombre et la complexité des 
dossiers s’accroissent. 
 
2- Analyse de la déclaration et enquête de Tracfin 
 
a) Analyse de la déclaration 
 
583. Tracfin analyse, enrichit et exploite tout renseignement propre à établir l'origine ou 
la destination des sommes ou la nature des opérations qui ont fait l'objet d'une 
                                                 
383
 Cf. Article 20 du Règlement CEMAC et article 18 du Décret de 2005. 
204 
 
déclaration384. L'analyse approfondie consistera notamment à rapprocher les informations 
nouvelles avec toutes celles qui ont déjà été portées à la connaissance de Tracfin par les 
banques. Seront analysées de manière approfondie les documents sollicités en vertu du 
droit de communication, auprès des administrations, des personnes chargées d'une mission 
de service public et des professionnels assujettis. Tracfin pourra consulter également les 
bases d'information des administrations et les bases ouvertes sur Internet, gratuites ou 
payantes. 
Il pourra également disposer des informations échangées avec les cellules de renseignement 
financier étrangères. Les investigations effectuées par Tracfin s'effectuent dans un cadre 
administratif et non judiciaire. Elles sont donc confidentielles et non contradictoires. Elles 
ne peuvent à elles seules suffire à fonder une poursuite mais peuvent justifier une enquête 
judiciaire. Elles peuvent également servir dans le cadre des investigations conduites par 
l'autorité judiciaire saisie dans le cadre d'une affaire. 
584. Traitement de la déclaration de soupçon de blanchiment de fraude fiscale  
Le législateur français n’est pas très explicite sur le traitement de la déclaration de soupçon 
de fraude fiscale. Pour certains auteurs, il est probable que cette déclaration répondant aux 
critères figurant à l’article D. 561-32-1 du CMF « suivra le cheminement des informations 
transmises par Tracfin à l'Administration fiscale au visa de l’article L. 561-29, II, alinéa 3 
du CMF. En tout état de cause, l'avis de la Commission des infractions fiscales n'a pas à 
être sollicité si, après la transmission au procureur de la République, l'infraction sous-
jacente au blanchiment se révèle être une fraude fiscale (C. monét. fin., art. L. 561-29, II, 
al. 4. »385 
 
b) Enquête documentaire de Tracfin 
 
585. Le service discrimine, après une saisie exhaustive des données communiquées dans sa 
base informatique, et à l’issue d’un travail initial de pré-enquête mené par sa division 
d’analyse du renseignement et de la documentation (DARD), les déclarations ou informations 
destinées à être approfondies.  
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Cette première phase commence par une étape de recoupements au sein de la documentation 
propre au service pour déterminer d’éventuelles connexions individuelles ou opérationnelles 
entre les multiples dossiers. 
Elle se poursuit par une consultation des bases pertinentes disponibles sur Internet. 
Par l’entremise de l’Office central de répression de la grande délinquance financière 
(OCRGDF), Tracfin accède aux informations nominatives conservées dans les fichiers de la 
Police nationale. 
Il obtient de l’administration des douanes les éléments documentaires qu’elle maitrise. 
Il peut aussi interroger le fichier des comptes bancaires (FICOBA) pour déterminer 
précisément les instruments dont dispose la personne suspectée. 
586. Particularités du droit français 
Échange d'informations : Tracfin échange avec les autorités de contrôle, les ordres 
professionnels et les instances représentatives nationales mentionnées à l’article L. 561-36 
du CMF toute information utile à l'accomplissement de leurs missions respectives dans le 
cadre de la lutte contre le blanchiment et le financement du terrorisme386. Si ces organismes 
découvrent, dans le cadre de leurs missions des faits susceptibles d'être liés au blanchiment 
des capitaux ou au financement du terrorisme, ils en informent Tracfin qui accuse réception 
et peut, sur leur demande, les tenir informés des suites qui ont été réservées à ces 
informations387. 
587. Transmission d'informations aux cellules de renseignement financier (CRF) 
étrangères : Tracfin peut communiquer, sur leur demande ou d'initiative, aux CRF 
étrangères les renseignements qu'il détient sur des sommes ou des opérations qui paraissent 
avoir pour objet le blanchiment du produit d'une infraction punie d'une peine 
d'emprisonnement supérieure à un an ou le financement du terrorisme388. La transmission a 
lieu sous réserve de réciprocité et à condition que :  
 les autorités étrangères soient soumises à des obligations de confidentialité 
équivalentes ; 
 le traitement des informations garantisse un niveau de protection de la vie privée et 
des droits fondamentaux équivalent ; 
 une procédure pénale n'ait pas été engagée en France sur le fondement des mêmes 
faits ; 
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 la communication ne porte pas atteinte à la souveraineté ou aux intérêts nationaux, à 
la sécurité ou à l'ordre public. 
588. Transmission au procureur de la République389 
Si, à la suite de l'analyse effectuée, les investigations mettent en évidence des faits 
susceptibles de relever du blanchiment du produit d'une infraction punie d'une peine 
privative de liberté supérieure à un an ou du financement du terrorisme, Tracfin saisit le 
procureur de la République par note d'information "réserve faite de l'hypothèse où la seule 
infraction est la fraude fiscale"390. La déclaration ou l'information transmise en application 
des articles L. 561-26, L. 561-27, L.561-30 ou L. 561-31 du CMF ne figurent pas au 
dossier de la procédure pour préserver l'anonymat du déclarant ou du correspondant Tracfin 
ou de la personne assujettie qui procède à la déclaration ou transmet l'information. Le 
procureur de la République ou le procureur général informe Tracfin de la décision qu'il 
prend, engagement d'une procédure judiciaire, classement sans suite. Il l'informe également 
des décisions qui sont prononcées par les juridictions répressives dans les affaires ayant fait 
l'objet d'une note d'information. Tracfin doit informer par écrit et par tout moyen le 
déclarant de la transmission au procureur de la République de la note d'information, dans 
un délai de 15 jours à compter de cette transmission391. 
589. Autres transmissions  
En principe, les informations détenues par Tracfin ne peuvent être utilisées à d'autres fins 
que la lutte contre le blanchiment et le financement du terrorisme. Cependant, cette 
disposition ne fait pas obstacle à la mise en œuvre de l’article 40 du Code de procédure 
pénale qui fait obligation à toute autorité constituée, tout officier public ou fonctionnaire 
qui, dans l'exercice de ses fonctions, acquiert la connaissance d'un crime ou d'un délit d'en 
donner avis sans délai au procureur de la République et de transmettre à ce magistrat tous 
les renseignements, procès-verbaux et actes qui y sont relatifs392. La divulgation des 
informations est donc en principe interdite393 sous réserve du droit de communication prévu 
par l'article 44 de la loi informatique et liberté en matière de contrôle de la mise en œuvre 
des traitements 394.  
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Tracfin peut communiquer à l'administration des Douanes et aux OPJ les informations qu'il 
détient et qui sont en relation avec les faits susceptibles de constituer des infractions sous-
jacentes du blanchiment, à l'exclusion de la fraude fiscale. 
Tracfin peut encore transmettre aux services de renseignement spécialisés des informations 
relatives à des faits qui sont susceptibles de révéler une menace contre les intérêts 
fondamentaux de la nation en matière de sécurité publique et de sûreté de l'État395. 
Tracfin peut transmettre à l'Administration fiscale des informations sur des faits 
susceptibles de relever de la fraude fiscale définie à l’article 1741 du CGI ou du 
blanchiment du produit de la fraude fiscale. Celle-ci peut utiliser ces informations pour 
l'exercice de ses missions. Si les faits sont susceptibles de relever du blanchiment de la 
fraude fiscale, le ministre du Budget les transmet au procureur de la République sur avis 
conforme de la Commission des infractions fiscales rendu dans les conditions prévues par 
l’article L. 228 A du Livre des procédures fiscales396. 
 
3- Les prérogatives de Tracfin et de l’Anif durant l’analyse de la déclaration 
 
590. Pour mener à bien leur mission, Tracfin et l’Anif disposent de pouvoirs spécifiques et 
importants : 
Pouvoir d’opposition (b), droit de communication (a) très large auprès de tout organisme 
financier, pour obtenir toute pièce et documents relatifs à une opération suspecte, objet d’une 
déclaration de soupçon, ou pour renseigner, dans les conditions prévues par la loi, les services 
étrangers exerçant des compétences analogues. Droit d’information des CRF (c). 
 
a) Le droit de communication de Tracfin et de l’Anif 
 
591. Le droit de communication a pour but de « reconstituer l’ensemble des transactions 
faites par une personne physique ou morale liées à une opération ayant fait l’objet d’une 
déclaration mentionnée à l’article L. 561-15, ou à une information reçue au titre des articles 
L. 561-27, L. 561-30 ou L. 561-31 ». 
Le droit de communication de Tracfin auprès des assujettis a été renforcé par l’article L. 561-
26 du Code monétaire et financier. Le service peut demander que les pièces conservées en 
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application des diverses obligations légales de vigilance lui soient communiquées quelque soit 
le support de conservation. 
592. Tracfin a ainsi la faculté de fixer un délai à la transmission des pièces sollicitées et 
d’accéder aux éléments documentaires détenus par les organismes financiers en se 
transportant dans leurs locaux397. 
Tracfin a également le droit de réclamer des administrations étatiques ou territoriales, et des 
personnes chargées d’une mission de service public, la mise à disposition des « informations 
nécessaires à l’accomplissement de sa mission » qu’elles détiennent. 
Tracfin va pouvoir conduire ses investigations au moyen du droit de communication qu'il 
détient vis-à-vis des personnes assujetties 398. Il peut demander communication des pièces 
conservées par les personnes assujetties399 dans les délais qu'il fixe. Ce droit de 
communication s'exerce sur pièces et sur place pour les organismes financiers400 et 
uniquement sur pièces pour les autres assujettis. Le droit de communication ne peut être 
exercé que dans le but de reconstituer l'ensemble des opérations faites par une personne 
physique ou morale liées à la déclaration ou à une information reçue au titre des articles L. 
561-27, L. 561-30 ou L. 561-31 du CMF, ou pour renseigner les cellules de renseignement 
financier étrangères dans les conditions prévues par l'article L. 561-31. Les administrations 
de l'État, des collectivités territoriales, les établissements publics et organismes de sécurité 
sociale ainsi que toute autre personne chargée d'une mission de service public, doivent 
transmettre d'initiative ou à la demande de Tracfin, toute les informations nécessaires à 
l'accomplissement de sa mission401. L'autorité judiciaire, les juridictions financières et les 
officiers de police judiciaire peuvent le rendre destinataire de toute information aux mêmes 
fins402. Tracfin peut, uniquement, "si les circonstances l'exigent", informer ces organismes 
qu'il a saisi le procureur de la République sur la base des informations communiquées403. 
593. L’Anif dispose elle aussi d’un droit de communication pendant le traitement de la 
déclaration de soupçon. 
Tout d’abord, l’article 31 du règlement CEMAC reconnaît à l’Anif le droit de se faire 
communiquer les documents et informations qu’elle requiert dans le cadre d’une investigation 
entreprise à la suite d’une déclaration de soupçon. Celle-ci dispose en ce sens que : « l’Anif 
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 Article L. 561-26 du CMF. 
398
 Article L. 561-26, I du CMF. 
399
 Article L. 561-10-2, L. 561-12, L. 561-13 du CMF. 
400
 Article L. 561-2, 1° à 7° du CMF. 
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 Article L. 561-27, al. 1er du CMF. 
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 Article L. 561-27, al. 2 du CMF. 
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 Article L. 561-28, II du CMF. 
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peut, sur sa demande, obtenir de toute autorité publique, des personnes assujetties au titre de 
l’article 5 ou de toute personne physique ou morale, la communication des informations et 
documents, dans le cadre des investigations qu’elle entreprend à la suite d’une déclaration de 
soupçon ». 
Ce droit est opposable à toute personne, physique ou morale, privée ou publique, assujettie ou 
non et le secret professionnel ne peut être opposé à l’agence404. En contrepartie, cette dernière 
est tenue au secret des informations recueillies dans le cadre de ses fonctions et missions, 
même après la cessation de celles-ci405.  
Il est également précisé que le secret professionnel ne peut pas lui être opposé406. 
 
b) Le droit d’opposition de Tracfin et de l’Anif 
 
594. Depuis sa création en 1990, Tracfin détient la prérogative de reporter l’exécution 
d’une opération qui lui a été déclarée a priori pendant un délai de 12 heures. Ce droit a été 
conforté par l’ordonnance de 2009. En effet, l’article L. 561-25 du Code monétaire et 
financier porte le délai à deux jours ouvrables. En outre, il précise que Tracfin dispose d’un 
jour ouvrable à compter de la réception de la déclaration pour faire connaître à l’émetteur de 
celle-ci, son opposition. Il est également prévu la possibilité d’une prorogation par décision 
judiciaire rendue par le président du tribunal de grande instance de Paris sur requête du 
service après avis du procureur de la République. Le président du TGI peut, dans les mêmes 
circonstances, ordonner le séquestre provisoire des fonds, comptes ou titres concernés par la 
déclaration. Le procureur de la République peut également présenter une requête ayant le 
même objet. 
595. En droit camerounais, l’article 33 du Règlement CEMAC donne la possibilité à 
l’ANIF de former opposition à l’exécution de l’opération objet de la déclaration. De même, 
l’article 21 alinéa 2 du décret instituant l’Anif prévoit que : « lorsque le traitement de la 
déclaration de soupçon met en évidence des faits susceptibles de relever du trafic de 
stupéfiants, de l’activité d’organisations criminelles, du blanchiment ou de toute autre 
infraction prévue par le règlement, l’ANIF peut, avant expiration du délai d’exécution 
mentionné par le déclarant, former opposition à l’exécution de l’opération. Cette 
                                                 
404
 Article 31 paragraphe 2 du règlement CEMAC. 
405
 Article 31 paragraphe 4 du règlement CEMAC. 
406
 Article 31 al. 2 du règlement CEMAC.
210 
 
opposition est notifiée au déclarant par tout moyen laissant trace écrite par le Directeur de 
l’ANIF ». 
Ainsi, l’agence notifie au déclarant, par télécopie ou tout autre moyen laissant trace écrite, 
l’acte d’opposition. L’opposition fait obstacle à l’exécution de l’opération pendant une 
durée qui ne peut excéder 48 heures. L’exécution de l’opération est reportée pour cette 
durée407. 
596. L’exécution de l’opération est de plein droit après cette période, sauf intervention 
d’une décision d’une autorité judiciaire (juge de jugement, juge d’instruction, Procureur de la 
République). Le délai d’opposition peut être prorogé mais il n’excèdera pas 8 jours. Cette 
mesure se présente comme une mesure conservatoire de la phase pré-judiciaire de la 
répression du blanchiment des capitaux. Elle permet de geler les opérations douteuses pour les 
garder en l’état et les analyser minutieusement afin d’établir leur nature frauduleuse ou non. 
 
c) Le droit d’information des cellules de renseignement financier 
 
597. Tracfin dispose de la faculté d’interroger ses homologues étrangers sur toutes sommes 
ou opérations « qui paraissent avoir pour objet le blanchiment du produit d’une infraction 
punie d’une peine privative de liberté supérieure à un an ou le financement du 
terrorisme »408. 
 
SECTION II : LES EFFETS DE LA DÉCLARATION DE SOUPÇON  
 
598. La règle est la même en droit français et en droit camerounais : l’établissement 
bancaire français ou camerounais qui a fait une déclaration ne saurait se voir reprocher une 
faute. L’article L. 562-8, alinéa 1er, du Code monétaire et financier dispose qu’aucune 
poursuite pour violation du secret professionnel (article 226-13 et 226-14 du Code pénal) ne 
peut être intentée contre les dirigeants et préposés de l’organisme financier qui, de bonne foi, 
ont effectué la déclaration. 
599. En droit camerounais, cette disposition est prévue dans l’article 30 du règlement 
COBAC. 
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 Article 33 al. 2 du règlement CEMAC de 2003. 
408
 Article L. 561-31 du Code Monétaire et Financier. 
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600. Cependant, si le banquier a, malgré la déclaration, agi « en concertation frauduleuse » 
avec le propriétaire des sommes (provenant de fraudes douanières), il est pénalement 
responsable au titre de blanchiment409. 
Aussi, verrons-nous que les législateurs français et camerounais assurent la protection des 
banques déclarantes (Paragraphe I) ce qui n’est pas le cas de la relation contractuelle dont le 
régime juridique demeure imprécis (Paragraphe II). 
 
PARAGRAPHE I : LA PROTECTION DES BANQUES DÉCLARANTES 
 
601. Il ressort de l’article 21 des nouvelles recommandations du GAFI que : « les 
institutions financières, leurs dirigeants et employés devraient être : 
Protégés par la loi contre toute responsabilité pénale ou civile pour violation de toute règle 
encadrant la divulgation d’informations imposée par contrat ou par toute disposition 
législative, réglementaire ou administrative, lorsqu’ils déclarent de bonne foi leurs soupçons 
à la CRF, même s’ils ne savaient pas précisément quelle était l’activité criminelle sous-
jacente ou si l’activité illégale ayant fait l’objet du soupçon ne s’est pas effectivement 
produite. 
Soumis à une interdiction par la loi de divulguer le fait qu’une déclaration d’opération 
suspecte (DOS) ou une information s’y rapportant est communiquée à la CRF. » 
602. Cette recommandation a été suivie d’effets en droit camerounais où les textes 
instituent des exemptions de responsabilité en cas de déclaration de soupçon ou de 
dénonciation de l’infraction de blanchiment410. Il en est de même en droit français411 qui 
protège qui prévoit des immunités pénales (A) et civiles (B) pour les banques déclarantes. 
                                                 
409
 Cass. Crim., 3 décembre 2003, Bull. crim. N° 234. 
410
 Cf. Articles 8-para. 3, 22 et 23 du Règlement CEMAC, 30 à 32 du Règlement COBAC, 6 alinéa d de la Loi 
de 2003, 129 alinéa 2 de la Loi  n°97/019. 
411
 Article L. 561-22 du CMF. 
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A- Immunité pénale de la banque déclarante  
Celle-ci a été prévue par les législateurs français (1) et camerounais (2). 
1- En droit français 
 
603. L’immunité pénale n'est accordée que pour certaines infractions. Elle s'applique 
cependant, même si la preuve du caractère délictueux des faits à l'origine de la déclaration, 
de l'information transmise ou de l'exercice du droit de communication n'est pas rapportée 
ou si les poursuites engagées à raison de ces faits ont été closes par une décision de non-
lieu, de relaxe ou d'acquittement412. 
604. Il ressort de l'article L. 561-22, I du Code monétaire et financier en effet: qu’aucune 
poursuite pour dénonciation calomnieuse413 ou violation du secret professionnel414 ne peut 
être intentée contre la banque déclarante ou ses dirigeants ou préposés, lorsqu'ils ont, de 
bonne foi, procédé à la déclaration de soupçon ou communiqué des informations à Tracfin 
au visa de l'article L. 561-26. 
 
2- En droit camerounais 
 
605. L’immunité pénale est prévue par l’article 30 du règlement COBAC qui dispose 
que : « pour les sommes et opérations ayant fait l’objet de la déclaration et des diligences 
prescrites, aucune poursuite pénale ne peut être intentée contre l’établissement assujetti, 
ses dirigeants et ses préposés qui ont agi de bonne foi. » 
Ainsi, la banque qui procède à la déclaration de soupçon de bonne foi ne peut être poursuivie 
ni pour violation du secret professionnel, ni sous toute autre qualification, notamment de 
diffamation, et ce quelle que soit l’issue de l’investigation menée après la déclaration. Grâce à 
ces exemptions, les déclarants de bonne foi ne risquent aucune sanction, ni civile, ni pénale, ni 
professionnelle. Dans ce sens, l’article 129 alinéa 2 de la Loi de 1997 met à la charge 
exclusive de l’Etat, l’indemnisation du préjudice éventuellement subi par les personnes 
concernées par la déclaration. La déclaration de soupçon est donc assortie d’un principe 
d’irresponsabilité civile et pénale de la personne assujettie, avec la réserve que la déclaration 
soit faite de bonne foi. Dans tous les cas, il y a un fait justificatif qui consiste dans 
l’accomplissement d’un devoir, notamment l’exécution de la loi. 
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B- Immunités civile et professionnelle absolues 
Elles sont prévues par les législateurs français (1) et camerounais (2). 
1- En droit français 
606. L'article L. 561-22 du CMF crée une immunité civile, administrative et disciplinaire 
absolue. Aussi, aucune action en responsabilité civile ne peut être intentée ni aucune 
sanction professionnelle prononcée contre les mêmes personnes et dans des circonstances 
identiques415. En cas de préjudice résultant directement de la déclaration ou de la 
communication d'information, l'État répond du préjudice subi. Aucune responsabilité civile 
ou professionnelle ne peut être engagée contre la personne assujettie qui a effectué 
l'opération au visa des articles L. 561-16 et L. 561-25, sauf concertation frauduleuse avec le 
propriétaire des sommes ou l'auteur de l'opération416. 
2- En droit camerounais 
607. Lorsque l’opération ayant fait l’objet de la déclaration a été exécutée dans les 
conditions prévues par les textes en vigueur, sauf concertation frauduleuse avec le propriétaire 
des sommes ou l’auteur de l’opération, la banque déclarante est dégagée de toute 
responsabilité et aucune poursuite ne peut être engagée de ce fait contre ses dirigeants ou ses 
préposés au titre des infractions prévues par les textes relatifs à la lutte contre le blanchiment 
des capitaux ou par des dispositions non contraires en vigueur en matière de blanchiment des 
capitaux417. 
Aucune action en responsabilité civile ne peut être intentée, ni aucune sanction 
professionnelle prononcée pour violation du secret bancaire ou professionnel ou à un 
quelconque autre titre contre une banque, ses dirigeants ou ses préposés qui ont effectué de 
bonne foi la déclaration et les autres diligences prescrites par les textes en vigueur ou procédé 
au blocage d’une opération dans le cadre desdits textes418. 
608. Cette immunité demeure même si les enquêtes n’ont donné lieu ni à des poursuites, ni 
à une condamnation, ou même si la preuve du caractère délictueux des faits à l’origine de la 
déclaration n’est pas rapportée ou encore si ces faits ont fait l’objet d’une décision de non-
lieu, de relaxe ou d’acquittement419. 
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609. Quand il fait une déclaration de bonne foi, le déclarant est protégé par la loi et ne peut 
donc pas être poursuivi par la suite pour déclaration calomnieuse. Il existe d’autres moyens de 
le protéger. Par exemple, on ne joint jamais la déclaration de soupçon au dossier qui va au 
parquet, pour que le dénoncé ne sache pas qui a déposé la déclaration de soupçon. Il faut en 
outre qu’il y ait trois sources d’informations différentes pour étayer le soupçon. 
610. Lorsque l’Anif notifie la banque, elle lui donne une couverture légale lors de la 
suspension des opérations dans tel compte. Cependant même si le banquier a un très fort 
soupçon, si son soupçon n’est pas confirmé à la fin, il n’aura aucune couverture légale lorsque 
le client va se rendre compte qu’on enquête sur lui et qu’on le fait sans raison. Bloquer un 
compte sans autorisation préalable de l’Anif est un couteau à double tranchant. 
C’est une mesure exceptionnelle que l’Anif a ordonnée 6 fois sur 100 requêtes de banques à 
cet effet. 
611. Les législateurs camerounais et français ont donc bien assuré la protection des banques 
déclarantes. Il n’en est pas de même du sort de la relation contractuelle qui demeurt imprécis. 
 
PARAGRAPHE II : L’IMPRÉCISION SUR LE SORT DE LA RELATION 
CONTRACTUELLE  
 
612. Les banques françaises et camerounaises ont des comportements variables quant à la 
poursuite ou l’interruption de la relation commerciale après une ou plusieurs déclarations de 
soupçon concernant un même client. Rompre la relation client est un indice pour celui-ci 
qu’on le soupçonne ; ne pas rompre la relation, c’est s’exposer à se rendre complice du délit 
de blanchiment en réalisant l’opération sollicitée ou des opérations postérieures. 
613. Tracfin de même que l’Anif ne donne pas de consigne claire sur la conduite à tenir 
avant (A) et après la déclaration de soupçon (B), faute de fondement dans un texte.  
A- Avant la déclaration de soupçon  
 
614. En droit français comme en droit camerounais, le principe est le même : interdiction 
d'effectuer une opération suspecte. Les banques doivent s’abstenir d’effectuer toute 
opération dont elles soupçonnent qu’elle est liée au blanchiment des capitaux jusqu’à ce 
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qu’elles aient fait la déclaration auprès de Tracfin420 ou de l’Anif. Cependant, dans 
certaines circonstances l'opération suspecte sera réalisée soit parce qu'il est impossible de 
surseoir à son exécution, soit parce que son report peut faire obstacle aux investigations, 
soit parce que la situation nécessitant la déclaration n'apparaît que postérieurement. La 
banque déclarante doit alors informer Tracfin ou l’Anif de son exécution sans délai421. 
 
B- Après la déclaration de soupçon 
615. En droit français et sous l'empire de la législation antérieure, aucune disposition ne 
précisait la conduite à tenir vis-à-vis du client après qu'il ait été procédé à la déclaration de 
soupçon. Dans le silence de la loi, certains établissements bancaires décidaient d'effectuer 
l'opération, d'autres au contraire, de rompre la relation commerciale. La Cour de cassation a 
ainsi jugé qu'un établissement financier ne pouvait pas refuser de rembourser des bons de 
capitalisation au seul motif que le porteur n'agissait pas pour son compte et refusait de 
fournir les renseignements exigés pourtant par la loi, faisant naître une suspicion de 
blanchiment422. Dans une autre affaire qui a donné lieu à un arrêt de la cour d'appel de Paris 
du 9 avril 2004423, une banque a refusé un virement "pour non-conformité à ses obligations 
de vigilance", les deux ordres de virement ne satisfaisaient pas à ses obligations découlant 
de la législation sur le blanchiment d'argent. La cour d'appel infirme le jugement du TGI de 
Paris du 17 décembre 2002 déclarant mal fondée la demande formée par la banque 
émettrice du virement. La cour d'appel considère en effet que si les dispositions du Code 
monétaire et financier concernant la prévention du blanchiment "donnent à Tracfin le 
pouvoir de s'opposer à l'opération pendant douze heures au plus, (...) elles ne prévoient 
nullement que l'établissement bancaire puisse, de sa propre initiative, refuser l'opération". 
Cette interprétation du dispositif par le juge commercial avait créé une insécurité juridique 
grave. En effet, dans ces deux affaires, les refus des organismes d'effectuer les opérations 
litigieuses étaient motivés dans ces espèces par le refus de participer à une opération de 
blanchiment pénalement sanctionnée. Or, si en théorie, les dispositifs préventif et répressif 
sont étanches, en ce sens que les violations aux obligations prévues par le premier 
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n'exposent leurs auteurs qu'à des sanctions de nature administratives et disciplinaires, si ces 
mêmes manquements revêtent une qualification pénale, des poursuites pénales auraient pu 
alors être diligentées. Dans la mesure où il est clairement fait obligation aux personnes 
assujetties de s'abstenir d'effectuer l'opération en cas de suspicion de blanchiment ou de 
financement du terrorisme, les juridictions commerciales ne devront plus sanctionner les 
établissements qui n'auront pas exécuté l'opération litigieuse. 
616. A l'issue de la déclaration l'opération qui a fait l'objet de la déclaration peut être 
effectuée si Tracfin n'a pas notifié d'opposition dans le délai d'un jour ouvrable à compter 
de la réception de la déclaration (C. monét. fin., art. L. 561-25, al. 4). L'opération peut être 
exécutée si, au terme du délai ouvert par la notification de l'opposition, aucune décision du 
président du TGI de Paris n'est parvenue à la personne assujettie (C. monét. fin., art. 
L. 561-25, al. ). 
Le client de la banque dénoncée peut ne pas être inquiété, voire bénéficier d’un non-lieu. 
Qu’advient-il dès lors de la relation contractuelle ? Le client peut-il se plaindre de cette 
dénonciation intempestive ? 
L’article L. 562-8, alinéa 2 du Code monétaire et financier précise qu’en cas de préjudice 
résultant directement d’une déclaration, l’Etat répond du dommage subi. 
617. Ces solutions du droit français méritent d’être suivies par le législateur 
camerounais. 
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CONCLUSION DU CHAPITRE II 
 
618. La mise en œuvre de la déclaration de soupçon a fait l’objet d’un encadrement 
particulier par les législateurs français et camerounais. Ces législations conformément aux 
normes du GAFI apportent des précisions sur son régime juridique. C’est ainsi que le 
déclenchement de la déclaration de soupçon au sein des banques françaises et 
camerounaises se fait par des personnes expressément désignées. De même, il est fait 
obligation aux banques françaises et camerounaises de désigner en leur sein une personne 
chargée de répondre à toute question sur la déclaration de soupçon. 
En outre, des services spécialisés ont été créés pour réceptionner et traiter les déclarations 
de soupçon : il s’agit du Tracfin et de l’Anif. Il s’agit d’organes administratifs. 
619. Cependant, la mise en œuvre de la déclaration de soupçon soulève certaines 
interrogations pour les banques françaises et camerounaises. Tout d’abord, les banques ont 
des comportements variables quant à la poursuite ou l’interruption de la relation 
commerciale après une ou plusieurs déclarations de soupçon concernant un même client. 
Rompre la relation client est un indice pour celui-ci qu’on le soupçonne ; ne pas rompre la 
relation, c’est s’exposer à se rendre complice du délit de blanchiment en réalisant 
l’opération sollicitée ou des opérations postérieures. Tracfin tout comme l’Anif ne donne 
pas de consigne claire sur la conduite à tenir après la déclaration de soupçon. 
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CONCLUSION DU TITRE I 
620. Parce qu’il est possible que les fonds blanchis passent par les circuits financiers légaux 
notamment les banques, la nécessité de disposer d’un système de détection s’est imposée. Un 
tel système repose sur l’adhésion de la communauté bancaire : c’est le principe de la 
déclaration de soupçon qui a été instauré en France par la loi de 1990. Au Cameroun, ce 
principe est contenu dans les règlements communautaires424 de 2003 et 2005, puis dans le 
décret de 2005 instituant l’Anif. Le mécanisme de la déclaration de soupçon425 est ainsi un 
des fondements de la lutte contre le blanchiment des capitaux en France et au Cameroun. Les 
dispositifs français et camerounais de lutte contre le blanchiment des capitaux ne sont pas des 
dispositifs systématiques de déclaration basés exclusivement sur des critères objectifs définis 
a priori. Ils reposent sur une analyse au cas par cas des opérations et sommes. C’est donc par 
une démarche pragmatique et graduée fondée sur son appréciation nourrie de son expertise et 
de son expérience que la banque est tenue de détecter les opérations suspectes et de saisir le 
service compétent pour une déclaration. 
621. Si l’élément déclencheur de la déclaration, à savoir le soupçon n’a pas été défini par 
les législations françaises et camerounaises, sa déclaration a cependant été strictement 
encadrée. La déclaration de soupçon est une véritable entorse au secret bancaire auquel 
sont tenues les banques françaises et camerounaises. Ainsi, en échange de cette entorse au 
secret professionnel, les banques ont par exemple la garantie que les informations 
transmises à Tracfin ou l’Anif ne seront utilisées à des fins autres que la lutte contre le 
blanchiment des capitaux. De même, la déclaration faite par les banques françaises et 
camerounaises, conformément au dispositif légal, emporte dispense de toute responsabilité. 
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 Lesquels, rappelons le, sont d’application immédiate au Cameroun. 
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 La France et le Cameroun ont fait le choix de la déclaration de soupçon, à l’inverse d’autres pays qui ont 
retenu le principe d’une déclaration automatique. D’après ce dernier, toute opération financière, toute transaction 
supérieure à un montant de x milliers d’euros ou x centaines d’euros, est transmise à une cellule de 
renseignements financiers au risque de l’engorger. 
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TITRE II : LE BOULEVERSEMENT DES PRINCIPES ET 
PRATIQUES BANCAIRES 
622. Nous l’avons vu les banquiers du monde entier y compris les banquiers français et 
camerounais s’étaient montrés réticents quant à la mise en œuvre du dispositif préventif anti-
blanchiment. La raison est que ces obligations imposées aux banques françaises et 
camerounaises en vue de la prévention du blanchiment des capitaux bouleversaient 
profondément les principes bancaires. En effet, l’obligation de déclaration de soupçon a fait 
évolué les rapports entre les banques et l’administration d’une part, et transformé les rapports 
des banques avec leurs clients d’autre part. Le droit de communication de l’administration à 
l’égard des banques s’est étendu, ces dernières devant déclarer tout soupçon de blanchiment à 
Tracfin ou l’Anif. 
623.  Concernant les rapports des banques avec leurs clients, il convient de rappeler que la 
relation entre banquier et client est par excellence une relation contractuelle, reposant sur la 
confiance. Les banques ont un devoir de discrétion aussi bien à l’égard des tiers que des 
clients eux-mêmes : il s’agit du droit au secret bancaire et du droit à la non-ingérence du 
banquier. Cependant, l’obligation de vigilance imposée aux banquiers français et camerounais 
en vue de la prévention du blanchiment des capitaux remet en cause ces principes. Les 
banques sont de plus en plus incitées à se mêler des affaires de leurs clients426. Cette intrusion 
dans les affaires de leurs clients a fait penser à la naissance d’une nouvelle obligation imposée 
aux banques, notamment « le devoir d’ingérence » laquelle viendrait s’ajouter à celles qui leur 
sont déjà imposées par le dispositif anti-blanchiment.  
624. En outre, le non respect de ces obligations pourrait être sanctionné disciplinairement 
par les organes de contrôle de l’activité bancaire respectivement l’ACPR pour les banques 
françaises et la COBAC pour les banques camerounaises. 
625. Les législateurs français et camerounais ont également prévu des sanctions pénales en 
cas de non respect de l’interdiction de divulguer une déclaration de soupçon. Il se pose 
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cependant la question de savoir si la violation par les banques françaises et camerounaises des 
obligations préventives anti-blanchiment peut être sanctionnée pénalement. 
626. De même, une sanction civile des banques pour réparation d’un préjudice subi du fait 
du non respect de leurs obligations en matière de prévention du blanchiment des capitaux, a –
t- elle été envisagée par les législateurs français et camerounais ?  
Aussi, verrons-nous que le dispositif préventif anti-blanchiment a donné lieu à la création de 
nouvelles obligations aux banques (Chapitre I) ainsi que de nouvelles responsabilités 
(Chapitre II) 
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CHAPITRE I : LA CRÉATION DE NOUVELLES 
OBLIGATIONS A LA CHARGE DES BANQUES 
 
627. La traditionnelle relation de confiance à la base des relations unissant le banquier à son 
client a profondément souffert des lois anti-blanchiment. L’obligation de communication à 
l’administration imposée par la déclaration de soupçon a considérablement affecté cette 
relation. En effet, avant ces lois, les clients d’une banque disposaient d’un droit à la discrétion 
de la banque d’une part, à l’égard des tiers  y compris de l’administration: le banquier ne 
devait rien révéler du client et des opérations qu’il a accomplies à des tiers. D’autre part, les 
clients disposaient également d’un droit à la discrétion du banquier à l’égard d’eux-mêmes : le 
banquier ne devait s’ingérer ni dans leur vie personnelle, ni dans leurs activités et encore 
moins dans leurs affaires. Il s’agit respectivement du droit au secret bancaire et du droit à la 
non-ingérence du banquier qui ont été profondément remis en question (SECTION I). 
628. En outre, l’étude de la jurisprudence française pourrait nous amener à penser que de la 
mise en œuvre du dispositif préventif anti-blanchiment a généré une nouvelle obligation aux 
banques, à savoir le « devoir d’ingérence » (SECTION II). 
 
SECTION I : LA REMISE EN CAUSE DES PRINCIPES BANCAIRES 
 
629. L’obligation de communication née de la mise en œuvre par les banques de leurs 
obligations au titre de la prévention du blanchiment des capitaux a eu un impact considérable 
sur les principes bancaires. En effet, l’obligation de déclaration de soupçon constitue une 
dérogation au secret bancaire qui conférait un droit au client au silence du banquier : ce 
dernier ne devant rien révéler du client et de ses opérations à des tiers y compris 
l’administration. 
630. Il a également le droit à la discrétion du banquier à l’égard de lui-même : c’est le droit 
du client à la non-ingérence du banquier dans sa vie personnelle, ses activités et ses affaires. 
Seront donc étudiées la remise en question du secret bancaire (Paragraphe I) et du devoir de 
non-ingérence (Paragraphe II). 
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PARAGRAPHE I : LA REMISE EN QUESTION DU SECRET BANCAIRE 
 
631. Le secret bancaire, c’est la condition du métier. Tout employé de la banque est tenu au 
secret professionnel. De tout temps, la qualité première attendue du banquier est celle de la 
discrétion, de la confidentialité. Un auteur le précisait d’ailleurs en ce sens : « la première 
chose que doit observer un agent de banque est (…) le secret qui consiste en un seul point qui 
est de tout voir, tout entendre et ne rien dire (…) » , parce qu’«un agent de banque d’une 
seule parole qu’il dira mal à propos, est capable d’ôter tout leur crédit, par conséquent leur 
faire banqueroute, de sorte qu’un agent de banque a entre les mains la fortune de ceux qui se 
servent de son entremise en leurs affaires »427.  
En outre, le banquier est un « confident nécessaire » « c’est-à-dire une personne dont le bon 
exercice de la profession nécessite le partage de secrets de certains usagers »428. La discrétion 
bancaire au-delà d’une exigence éthique, était un véritable contrat de confiance entre le client 
et son banquier.  
632. Le secret est donc le corollaire indispensable à toute confiance accordée à un 
établissement bancaire. Par essence, tout secret n’a de sens que par rapport à ceux qui ne sont 
pas dans la confidence et auxquels il est opposé. Son existence oblige à concilier deux séries 
d’impératifs antagonistes que sont, d’une part, ceux qui ont conduit à l’adoption de ce secret 
et, d’autre part ceux que le tiers à qui il est opposé représentent et qui sont plus ou moins 
dignes de protection.429 
633. Pour la jurisprudence, « ce n’est pas seulement la confidence que l’on reçoit qui est 
protégée par le secret, c’est aussi toute information reçue dans le cadre d’une profession, 
d’un état, d’une fonction ou d’une mission, pourvu qu’elle ait un caractère secret. »430. 
634. Ce secret fait donc l’objet d’un encadrement par les législateurs français et 
camerounais. 
635. En droit français, le secret bancaire est prévu par l’article L. 511-33 du CMF qui 
dispose : «  tout membre d’un conseil d’administration et, selon le cas, d’un conseil de 
surveillance et toute personne qui à un titre quelconque participe à la direction ou à la 
gestion d’un établissement de crédit ou d’un organisme mentionné au 5 de l’article L. 511-6 
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ou qui est employée par l’un de ceux-ci est tenu au secret professionnel. Outre les cas où la 
loi le prévoit, le secret professionnel ne peut être opposé ni à l’Autorité de contrôle prudentiel 
ni à la Banque de France ni à l’autorité judiciaire agissant dans le cadre d’une procédure 
pénale (…) ». 
636. En droit camerounais, l’article 4 de la loi n° 2003/004 du 21 avril 2003 relative au 
secret bancaire dispose : «  toute personne qui, à quelque titre que ce soit, et quelle qu’en soit 
la durée ou la modalité, participe à la direction, à la gestion, au contrôle ou à la liquidation 
d’un établissement de crédit ou est employée par celui-ci, est tenue au secret bancaire ». 
En outre, l’article 3 du même texte dispose : «  le secret bancaire consiste en l’obligation de 
confidentialité à laquelle sont tenus les établissements de crédit par rapport aux actes, faits et 
informations concernant leurs clients, et dont ils ont connaissance dans l’exercice de leur 
profession ». 
Le principe de secret bancaire est donc bien consacré en droit français et camerounais et les 
banques y sont bel et bien tenues (A). Cependant, l’impératif de lutte contre le blanchiment 
des capitaux a amené les législateurs français et camerounais à y déroger (B). 
 
A- Le principe de secret bancaire en droit français et camerounais 
 
637. Le secret bancaire revêt deux acceptions : une acception civile, le devoir de discrétion 
sanctionné par les règles de la responsabilité civile, contractuelle ou délictuelle et une 
acception pénale, le secret professionnel. Le secret bancaire est l’une des applications du 
« secret professionnel » pénalement sanctionné par les droits français et camerounais. 
Il s’agit de l’obligation pour les banquiers français et camerounais de taire, sous la menace de 
diverses sanctions, les informations de nature confidentielle qu’ils détiennent sur leurs clients 
et sur des tiers. Cette obligation a été reconnue légalement en droit français par la loi 
« bancaire » du 24 janvier 1984431. En droit français en effet, l’obligation de secret bancaire 
remonte en 1984 avec l’article 57 de la loi du 24 janvier 1984 qui disposait : « tout membre 
d’un conseil d’administration et, selon le cas, d’un conseil de surveillance et toute personne 
qui à un titre quelconque participe à la direction ou à la gestion d’un établissement de crédit 
ou qui est employée par celui-ci, est tenu au secret professionnel dans les conditions et sous 
les peines prévues à l’article 378 du code pénal ». Cet article a été remplacé par l’article 226-
13 du Code pénal qui dispose : « la révélation d’une information à caractère secret par une 
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personne qui en est dépositaire soit par état ou profession, soit en raison d’une fonction ou 
d’une mission temporaire, est punie d’un an d’emprisonnement et de 15 000 euros 
d’amende ». 
638. En droit camerounais, l’obligation de respect du secret bancaire était également prévue 
par la loi de 1985 qui régit les activités bancaires et sa violation est sanctionnée par l’article 
26 de la loi du 21 avril 2003 qui dispose : « Est puni d’un emprisonnement de trois mois à 
trois ans et d’une amende de 1.000.000 à 10.000.000 francs ou de l’une de ces deux peines 
seulement, celui qui viole le secret bancaire ». 
639. Cependant, des dérogations ont été apportées dans le cadre d’une procédure pénale. 
640. Ainsi en droit français, l’article L. 511-33 al. 2 du CMF prévoit : « Outre les cas où la 
loi le prévoit, le secret professionnel ne peut être opposé ni à l’Autorité de contrôle 
prudentiel432 ni à la Banque de France ni à l’autorité judiciaire agissant dans le cadre d’une 
procédure pénale ». En droit français donc, le secret bancaire n’est pas opposable au juge 
pénal ainsi qu’à l’ensemble des institutions dont la fonction est de faire appliquer la loi en 
tranchant les litiges433 que constitue l’autorité judiciaire. 
641. En droit camerounais, l’article 6 d de la loi du 21 avril 2003 dispose : «  Ne constitue 
pas une violation au secret bancaire la déclaration faite au procureur de la République ou à 
l’autorité monétaire par les dirigeants d’un établissement de crédit d’opérations ou 
d’informations portant sur des sommes d’argent dont ils savent ou qui paraissent provenir du 
trafic de stupéfiants, de l’activité d’organisations criminelles ou du blanchiment des 
capitaux ». 
Des dérogations au principe de secret bancaire ont donc été prévues par les législateurs 
français et camerounais, il en est de même en matière de lutte contre le blanchiment des 
capitaux. En effet, par l’obligation de déclaration de soupçon, les législateurs français et 
camerounais entament largement la sphère du secret bancaire. 
 
B- Les exceptions en matière de lutte contre le blanchiment des capitaux  
 
642. « L’époque où le secret bancaire existait, et où les contribuables cherchaient à 
échapper à l’impôt national en transférant leurs fonds dans des pays couverts par le secret 
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bancaire, n’existe plus. C’est aussi simple que cela » (Woerth E., France- Soir, 20 mai 2009). 
Cette acception se vérifie en matière de LAB. 
En effet, par la déclaration de soupçon, les banques françaises et camerounaises ont été 
appelées à coopérer avec leurs autorités nationales en vue de barrer la voie au blanchiment des 
capitaux.  
643. Le principe de secret bancaire tel que consacré par les législateurs français et 
camerounais, se révélait comme étant un obstacle à la lutte contre le blanchiment des 
capitaux, une dérogation était donc nécessaire. Instituée par le droit international, puis par le 
droit communautaire, cette dérogation a été intégrée dans les dispositifs français et 
camerounais. En effet, dans sa 9è recommandation, le GAFI précise que : « Les pays 
devraient s’assurer que les lois sur le secret professionnel des institutions financières 
n’entravent pas la mise en œuvre des recommandations du GAFI. ». Cette recommandation a 
donc été suivie par les législateurs français et camerounais. 
644. Par la déclaration de soupçon, la levée du secret bancaire est faite en amont des 
poursuites. A ce stade, la déclaration est faite à TRACFIN ou à l’ANIF et ne vise que les 
délits dont découlent les fonds blanchis. 
Le secret bancaire est donc inexistant en matière de LAB. Il en est de même du principe de 
non-ingérence du banquier.  
 
PARAGRAPHE II : LA REMISE EN QUESTION DU DEVOIR DE NON-
INGÉRENCE DU BANQUIER 
 
645. Nous l’avons vu, le droit du client à la discrétion du banquier se traduit 
conceptuellement de deux façons : d’une part, par le refus du client de révéler son identité au 
banquier, et d’autre part, par le droit du client que son banquier ne se mêle pas de ses affaires. 
Dans la pratique, les banques se défendent fréquemment en invoquant le principe de non-
ingérence dans les affaires de leurs clients.  
646. Les juges ne reçoivent pas cet argument car ils estiment que la banque aurait du avoir 
connaissance de l'affaire en question, c'est-à-dire si les anomalies dans les comportements de 
leurs clients et opérations financières étaient manifestes même si la notion d'anomalie 
manifeste n'est pas toujours facile à prouver. Aussi, en matière de LAB et par l’obligation de 
vigilance, le devoir de non-ingérence (A) est devenu inopérant (B). 
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A- Le devoir de non-ingérence du banquier 
 
647. Encore dénommé principe de non-immixtion434, voire devoir de discrétion435, le 
principe de non-ingérence impose aux établissements de crédit de ne pas intervenir dans les 
affaires de leurs clients, soit en s’informant sur leurs affaires, soit en réalisant de leur propre 
chef des opérations pour le compte des clients. Dégagé par un arrêt de la Cour de cassation 
française du 28 janvier 1930436, ce principe interdit au banquier d’interférer dans la gestion de 
ses clients. Celui-ci n’a pas à vérifier ni le bien-fondé ni l’opportunité des opérations réalisées 
par ces derniers. 
648. Le devoir de non-ingérence a une double finalité : d’une part, la protection du client 
contre les ingérences du banquier dans ses propres affaires et, d’autre part, la préservation de 
la banque contre les actions en responsabilité qui pourraient être engagées contre elle dans les 
hypothèses où l’opération effectuée se révélerait préjudiciable pour le client ou les tiers. 
649. La controverse doctrinale sur le fondement du principe 
650. Plusieurs auteurs français s’opposent quant à rechercher le fondement du devoir de 
non-ingérence. Pour certains, le devoir d’ingérence est le prolongement du secret des 
affaires437 et du secret bancaire. D’autres y voient plutôt un rapprochement avec le respect de 
la vie privée438. Pour d’autres encore il s’agit d’une illustration du devoir de loyauté du 
banquier. D’autres enfin pensent que le principe de non-ingérence trouverait son fondement 
dans le droit commun de la responsabilité. 
Pour J. LASSERRE CAPDEVILLE, le devoir de non-ingérence doit être perçu « comme une 
norme de comportement tenant compte des conditions particulières de l’exercice de la 
profession de banquier » 
651. Ce principe connaît cependant des dérogations jurisprudentielles439, et légales, en vue 
de la protection des intérêts privés440 et aussi de la préservation de l’intérêt général. Pour ce 
dernier cas, lequel concerne principalement la prévention du blanchiment des capitaux, les 
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banques sont contraintes à une obligation de vigilance portant aussi bien sur les personnes 
avec lesquelles elles entrent en relation d’affaires que sur les opérations qu’elles traitent. 
 
B- Les exceptions en matière de lutte contre le blanchiment 
 
652. Les textes français et camerounais, en associant les banques à la lutte contre le 
blanchiment des capitaux, exigent d’elles une certaine ingérence dans les affaires de leurs 
clients. Celles-ci en effet, procèdent à un examen de toute opération importante qui se 
présente dans des conditions inhabituelles de complexité et ne paraît pas avoir de justification 
économique ou d’objet licite. A cette fin, la banque doit s’informer auprès du client sur 
l’origine et la destination de ces sommes, sur l’objet de la transaction et l’identité de la 
personne qui en bénéficie. 
Cette intrusion du banquier dans les affaires de ses clients a amené à penser à la naissance 
d’un devoir d’ingérence dont la violation est de plus en plus sanctionnée par la jurisprudence 
française. 
 
SECTION II : LA CONSÉCRATION DU DEVOIR D’INGÉRENCE DU 
BANQUIER? 
 
653. S’ingérer signifie « se mêler d’une chose sans en avoir le droit, l’autorisation » ; 
« s’ingérer dans les affaires d’autrui »441. Par le devoir de vigilance, la position de 
« neutralité »442 dans laquelle le principe de non-ingérence mettait les banquiers est remise en 
cause. Aussi, pour la jurisprudence française, ce principe cède devant une opération 
présentant une anomalie apparente (Paragraphe I) devant attirer l’attention d’un banquier 
normalement vigilant443. 
654. Un courant doctrinal français penche lui aussi pour la naissance d’un devoir 
d’ingérence aux banquiers en matière de LAB (Paragraphe II). 
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PARAGRAPHE I : LA CONSÉCRATION JURISPRUDENTIELLE DU DEVOIR 
D’INGÉRENCE 
 
655. La jurisprudence est traditionnellement considérée comme l’interprète de la loi. Elle 
éclaire le contenu d’un texte obscur ou ambigu444 et permet ainsi aux banques de mieux 
appréhender le contenu de leurs obligations. Il en est ainsi s’agissant de l’obligation de 
vigilance. Les juges français autorisent les banques à s’ingérer dans les affaires de leurs 
clients dans deux cas : en présence d’une anomalie apparente (A) et en cas de disproportion 
entre les revenus d’un client et les opérations sur son compte (B). 
 
A- En présence d’une anomalie apparente 
 
656. L’analyse de la jurisprudence permet de dégager deux types d’anomalies apparentes :  
i. Les anomalies matérielles. On pense notamment dans ce cas à des ratures ou 
surcharges sur les documents bancaires. 
ii. Les anomalies d’ordre intellectuel, lorsque certains éléments laissent penser à une 
opération illicite.  
657. La doctrine française445 distingue deux sortes d’anomalies : les anomalies matérielles 
et les anomalies intellectuelles. 
Les anomalies matérielles qui affectent la régularité même du titre (falsification, imitation 
grossière d’une signature, grattage, etc.) permettrait d’engager facilement la faute du 
banquier, dans la mesure où l’altération est révélée par un simple examen du titre. 
Les anomalies intellectuelles qui résultent des circonstances dans lesquelles l’opération se 
présente (montant très élevé par rapport aux revenus habituels du titulaire du compte, nombre 
important de chèques remis à l’encaissement, etc.), ne pourraient être soupçonnées qu’à partir 
de certains éléments objectifs du contexte. 
658. C’est ainsi que dans un arrêt446, le juge retient la responsabilité de l’établissement 
présentateur du chèque au paiement en raison du préjudice subi par le tireur. Pour J. 
LASSERRE CAPDEVILLE, cette solution est justifiée « dès lors que cet établissement 
constate que, sur le chèque émis à l’ordre de la société en question, la mention d’ordre 
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falsifiée porte sur plusieurs lettres des traces d’effacement très visibles et retient que toutes 
ces anomalies sont apparentes et aisément décelables par l’examen sommaire d’un employé 
normalement diligent »447. 
La même solution a été retenue dans cet autre arrêt448 dans lequel en l’espèce, un chèque avait 
été émis à l’ordre de plusieurs bénéficiaires et la banque avait traité le titre sans s’assurer des 
consentements requis. 
659. En présence d’une anomalie, le banquier doit interférer dans les affaires du client. Il 
devra, selon les circonstances, soit refuser d’exécuter l’opération qu’il sait illicite, soit 
informer son client ou le mettre en garde si l’opération présente un risque sans être illicite. Il 
en est de même en cas de disproportion entre les revenus d’un client et les opérations sur son 
compte. 
 
B- En cas de disproportion entre les revenus d’un client et les opérations sur son compte 
 
660. La jurisprudence française une fois de plus incite les banques à s’ingérer dans les 
affaires de leurs clients. C’est ce qui ressort de l’arrêt de la commission bancaire du 1er février 
2010 qui condamne la Banque Populaire (BRED) à un blâme et 200 000 euros de sanction 
pécuniaire449. 
Dans cette décision, la Commission bancaire reprochait à la BRED de s’être satisfaite des 
déclarations des clients alors que celles-ci n’étaient corroborées par aucun justificatif de 
nature à exclure le soupçon que les sommes puissent provenir d’une infraction visée par 
l’ancien article L. 562-2 du Code monétaire et financier. 
En l’espèce, elle estime que, concernant le compte d’un gardien de la paix ayant enregistré 
des mouvements créditeurs en disproportion avec son salaire,  la banque « aurait dû examiner 
les opérations compte tenu du profil de risque du client, et s’interroger sur les activités de 
négoce de pièces d’antiquités sur internet ainsi que sur les mises de paris en ligne ». 
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2004, n° 1, p. 13, obs. Credot et Gerard. Cour d’appel d’Aix-en-Provence, 19 mai 2004, Juris-Data, n° 2004-
244647. 
449
 Bulletin Comité des Etablissements de Crédit et des Entreprises d’Investissement et de la Commission 
bancaire, févr. 2010, p. 4 et s. 
230 
 
661. De même, relevant une fois de plus une disproportion entre les revenus déclarés d’un 
professeur et les opérations de son compte, la Commission bancaire a reproché à la BRED de 
s’être contentée des explications de son client. En effet, en réponse à la banque qui « indique 
avoir obtenu des informations apportant des explications sur les diverses opérations du 
compte », la Commission bancaire estime que «  ces explications, basées sur les seuls dires du 
client, ne peuvent tenir lieu de justificatif pour des opérations, dont l’établissement admet la 
disproportion par rapport aux revenus déclarés de ce client ». 
Le devoir d’ingérence du banquier en matière de LAB a donc été clairement posé par la 
jurisprudence française. Celle-ci est soutenue par la doctrine française. 
 
PARAGRAPHE II : LE RENFORCEMENT DOCTRINAL DU DEVOIR 
D’INGÉRENCE DU BANQUIER 
 
662. Pour Chantal CUTAJAR450, la mise en œuvre des obligations préventives anti-
blanchiment imposées aux banques françaises et camerounaises a engendré une nouvelle 
obligation à savoir le devoir d’ingérence. Nous partageons cet avis étant donné que le respect 
à la lettre des obligations anti-blanchiment passe nécessairement par cette nouvelle obligation. 
En effet, les banques ont besoin de plus de détails sur leurs clients lorsqu’elles doivent 
élaborer une déclaration de soupçon (A). Il en est de même avant d’entrer en relation 
d’affaires avec un client, ou de réaliser une opération à la demande d’un client, la banque se 
doit de recueillir tous les éléments qui lui certifieront de la licéité de l’opération avant de 
l’effectuer (B). 
 
A- La nécessité de renseigner et circonstancier les déclarations de soupçon 
 
663. Nous l’avons vu, les banques françaises et camerounaises se doivent d’être 
vigilantes quant aux opérations de leurs clients et en cas de suspicion, de faire une 
déclaration auprès de Tracfin ou l’Anif. Parce que pouvant servir d’éléments de preuve en 
cas de poursuite, si le soupçon est confirmé, un certain formalisme est imposé aux banques 
quant à l’établissement de la déclaration de soupçon. Les éléments contenus dans la 
                                                 
450
 C.CUTAJAR, Lutte contre le blanchiment et « devoir d’ingérence » du banquier, La Semaine Juridique 
Entreprise et Affaires n° 18, 6 mai 2010, p. 14. 
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déclaration ont donc été précisés par les législations camerounaises et françaises et les 
banques ont obligation de les respecter à la lettre. Les banques doivent par exemple décrire 
l’opération suspecte c’est-à-dire établir une synthèse retraçant les éléments clés de la 
déclaration, notamment la motivation du soupçon et l’analyse détaillée des faits. Toute 
indication utile sur les personnes y participant : il s’agit notamment des éléments 
d’identification des parties prenantes à l’opération.  
664. La jurisprudence française a elle aussi apporté des précisions sur le contenu des 
déclarations de soupçon. Ainsi, dans une décision du 26 mars 2004, la Commission 
bancaire avait jugé que « les déclarations de soupçon, lorsqu’elles sont faites auprès de 
Tracfin, comportent des éléments de nature à faire apparaître les motifs qui ont conduit 
l’établissement à effectuer la déclaration »451. Pour ce faire, les banques sont obligées de 
s’ingérer dans les affaires de leurs clients. 
Enfin, dans une décision du 7 juin 2007, la Commission bancaire précisait que « les 
déclarations de soupçon comportent tous les éléments recueillis par l’établissement 
permettant de comprendre le motif du soupçon qui l’ont conduit à effectuer une 
déclaration ». 
665. Une bonne déclaration de soupçon, en plus de tout ce qui précède, doit être précise 
et factuelle, la plus complète possible afin de limiter les échanges ultérieurs avec Tracfin ou 
l’Anif. Elle doit aussi être explicite quant à l’origine du doute ou du soupçon452 et surtout la 
banque déclarante ne doit pas omettre de mentionner les éventuels droits de communication 
ou réquisitions judiciaires concernant le même client. Elle peut enfin mentionner le fait que 
son attention a été attirée par l’échange d’informations entre professionnels autorisé par 
l’article L. 561-21 du CMF453. 
Ainsi les banques doivent désormais, afin de se prémunir d’éventuelles sanctions, « fouiller » 
dans la vie privée, professionnelle de leurs clients. Elles doivent s’ingérer dans leurs affaires 
afin de requérir toutes les informations nécessaires pour étayer l’éventuelle déclaration de 
soupçon qu’elles seraient amenées à faire. 
En le faisant, elles auront une connaissance parfaite et licite de l’opération à exécuter. 
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 Bull. Banque de France 2004, n° 68-69, p. 35.  
452
 M. BEAUSSIER et H. QUINTARD, Blanchiment de capitaux et financement du terrorisme, Analyse et 
mise en œuvre pratique de la troisième directive européenne, Revue Banque Edition 2010. P. 152. 
453
 « Par dérogation à l’article L. 561-19, les personnes mentionnées aux 1° à 7° et aux 12° et 13° de l’article L. 
561-2 peuvent,  lorsqu’elles interviennent pour un même client et dans une même transaction ou lorsqu’elles ont 
connaissance, pour un même client, d’une même opération, s’informer mutuellement, et par tout moyen sécurisé, 
de l’existence et du contenu de la déclaration prévue à l’article L. 561-15 ». 
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B- La nécessité d’acquérir la certitude de la licéité de l’opération avant de l’effectuer 
 
666. L’article L. 561-6 du CMF impose aux établissements bancaires d’exercer, pendant 
toute la durée de la relation d’affaire « dans la limite de leurs droits et obligations, une 
vigilance constante et (…) un examen attentif des opérations effectuées en veillant à ce 
qu’elles soient cohérentes avec la connaissance actualisée qu’ (ils) ont de leur client ». 
Les banques doivent avoir à l’entrée de la relation d’affaires une connaissance « historique » 
du client : il s’agit à l’ouverture du compte de dresser un bilan historique de ses affaires, leurs 
volumes, les secteurs d’activités dans lesquels il est impliqué ou l’évolution de sa solvabilité. 
En outre, les banques doivent aussi avoir une connaissance transversale des affaires de leurs 
clients. 
Enfin, les banques doivent maîtriser l’environnement personnel et professionnel du client. 
667. Par l’approche par les risques recommandée par le GAFI, les banques doivent 
appliquer une vigilance renforcée lorsqu’elles sont en présence d’opérations inhabituelles et 
suspectes présentant un risque plus élevé. Dans ces cas, elles doivent obtenir des informations 
supplémentaires sur le client, par exemple sur sa profession, les informations disponibles dans 
des bases de données publiques, sur internet. Elles doivent également obtenir des informations 
sur l’origine des fonds ou du patrimoine du client, sur les raisons des opérations envisagées ou 
réalisées et enfin des informations supplémentaires sur la nature envisagée de la relation 
d’affaires. 
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CONCLUSION DU CHAPITRE I 
 
668. Le dispositif préventif de lutte contre le blanchiment des capitaux n’a pas été le 
bienvenu au sein de la profession bancaire française et camerounaise, non seulement parce 
qu’il a fait naître de nouvelles obligations aux banques, mais surtout parce que ces obligations 
remettaient grandement en cause les principes régissant la profession. 
669.  D’une part, les banques sont devenues des « collaboratrices » de l’administration 
faisant ainsi naitre une obligation de communication à leur charge, notamment l’obligation de 
déclaration de soupçon. La mise en œuvre de cette obligation constitue une atteinte au secret 
bancaire. Obligation au secret et obligation de dénonciation ne sont cependant pas 
incompatibles. Elles sont au cœur d’un conflit entre deux intérêts contradictoires : d’une part, 
l’impératif de sécurité454 et d’autre part, la préservation des droits et libertés fondamentales de 
l’individu par le respect de sa sphère individuelle. Ainsi, le premier impératif commande 
d’associer au dispositif de lutte contre le blanchiment, les professionnels dont les activités 
sont particulièrement susceptibles d’être utilisées à des fins de blanchiment des capitaux. Le 
second impératif quant à lui exige la préservation du secret professionnel absolu ou très 
rigide. 
670. En outre, cette obligation, imposée aux banques françaises et camerounaises au titre de 
la prévention du blanchiment des capitaux constitue une grave entorse au principe de non-
ingérence propre à l’activité bancaire. 
671. D’autre part, la jurisprudence française s’est montrée encore plus exigeante quant à la 
mise en œuvre des obligations de vigilance. En effet, une analyse de cette jurisprudence nous 
a amené à nous interroger sur la naissance d’une nouvelle obligation pour les banques 
françaises et camerounaises dans la mise en œuvre des obligations préventives anti-
blanchiment : il s’agit du « devoir d’ingérence » du banquier. 
672. Le dispositif anti-blanchiment ainsi mis en place constitue une dérogation importante 
au principe de non-immixtion mais aussi au secret bancaire. Il impose aux banques des 
obligations contraignantes dont la violation peut être sanctionnée. 
 
                                                 
454
 Qui exige de la société qu’elle lutte contre le crime organisé par tous les moyens, préventifs ou répressifs. 
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CHAPITRE II : LA CRÉATION DE NOUVELLES 
RESPONSABILITÉS  
 
673. La mise en œuvre effective du dispositif préventif anti-blanchiment par les banques 
n’est assurée, au Cameroun et en France, que dans la mesure où les législateurs prévoient des 
sanctions efficaces de nature à en assurer le respect. 
674. Le GAFI dispose d’ailleurs en ce sens dans sa recommandation 35 que : « les pays 
devraient s’assurer qu’une gamme de sanctions efficaces, proportionnées et dissuasives, 
pénales, civiles ou administratives, est applicable aux personnes physiques ou morales (…) 
qui ne respectent pas les obligations en matière de LBC/FT. Les sanctions devraient être 
applicables non seulement aux institutions financières (…) mais également à leurs 
dirigeants ». 
675. La sanction de principe en cas de violation des obligations préventives anti-
blanchiment est disciplinaire. Ainsi, la banque française ou camerounaise qui manque à une 
obligation se verrait appliquer une sanction disciplinaire. Celle-ci est du ressort de l’autorité 
de contrôle de la profession respectivement la Commission bancaire pour le Cameroun et 
l’Autorité de contrôle prudentiel et de Résolution pour la France. 
Exceptionnellement et dans des cas bien précis, le manquement à une obligation 
professionnelle en matière de lutte contre le blanchiment par une banque aussi bien française 
que camerounaise pourrait être sanctionné pénalement. Cette sanction pénale étant cumulable 
avec la sanction disciplinaire. 
676. La question a été posée de savoir si le banquier qui manquait à son obligation 
professionnelle pouvait être sanctionné civilement. 
677. Le dispositif préventif anti-blanchiment fait donc peser sur les banques françaises et 
camerounaises de nouvelles responsabilités. Il s’agit respectivement de la responsabilité 
disciplinaire (Section I) et de la responsabilité pénale (Section II). Nous nous interrogerons 
enfin sur la possibilité d’une responsabilité civile des banques (Section III). 
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SECTION I : UNE RESPONSABILITÉ DISCIPLINAIRE DES BANQUES 
 
678. La responsabilité disciplinaire est celle qui pèse sur les membres d’une profession, 
lorsqu’ils enfreignent les règles régissant cette dernière455. Cette responsabilité tend à assurer 
l’intégrité collective d’une profession, à protéger son honneur et à exclure ce qui a détérioré 
ses valeurs communes456. Les sanctions qui en découlent n’affectent donc, ni la personne du 
contrevenant, ni son patrimoine, mais plutôt son activité professionnelle. 
Les obligations professionnelles du banquier en matière de lutte contre le blanchiment des 
capitaux trouvent leur sanction naturelle sur le terrain disciplinaire, devant la Commission 
bancaire pour les banques camerounaises et l’Autorité de Contrôle Prudentielle et de 
Résolution pour les banques françaises, en cas de violation par l’établissement ou ses 
dirigeants desdites obligations (Paragraphe I).  
Ainsi, le manquement par le banquier à l’une des obligations professionnelles imposées au 
titre de la lutte contre le blanchiment des capitaux, constituant une infraction disciplinaire en 
France et au Cameroun, des sanctions professionnelles peuvent être prononcées (Paragraphe 
II). 
 
PARAGRAPHE I- LES ORGANES CHARGES DU PRONONCÉ DES SANCTIONS 
DISCIPLINAIRES EN FRANCE ET AU CAMEROUN : l’ACPR ET LA COBAC 
 
679. Les législateurs français et camerounais reconnaissent respectivement à l’ACPR457 et à 
la COBAC le droit de prononcer certaines sanctions disciplinaires contre l’établissement 
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 J.-.L. CAPDEVILLE, Le secret bancaire, Etude de droit comparé (France- Suisse- Luxembourg), Presses 
Universitaires D’Aix-Marseille 2006. 
456
 A.-M. FRISON-ROCHE, Secret et profession, in Secrets professionnels, éd. Autrement, Paris, 1999, p. 84. 
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 La défunte Commission bancaire avait pour mission première de « contrôler le respect par les établissements 
de crédit des dispositions législatives et réglementaires qui leur sont applicables et de sanctionner les 
manquements constatés », elle est également investie d’une mission  de sanction des manquements par les 
banques aux dispositions législatives ou réglementaires afférentes à leur activité : elle agit alors en qualité de 
juridiction administrative. 
Contrairement à la Commission bancaire qui exerçait donc un pouvoir disciplinaire à côté de ses autres 
fonctions, l’ACP observe une séparation entre l’organe de poursuite et de jugement. Cette nouvelle procédure a 
été jugée conforme à l’exigence d’un procès équitable édictée par l’article 6, Para 1 de la Convention européenne 
des droits de l’Homme (CEDH, 5è sect., 11 juin 2009, n° 5242/04, Sté Dubus SA c/France : RD bancaire fin. 
2009, comm. 111, obs. F.-J. Crédot et Th. Samin.). 
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bancaire qui viendrait à enfreindre les dispositions législatives ou réglementaires afférentes à 
la profession. 
680. Aux termes de l’article L. 561-36 du CMF, « le contrôle des obligations prévues aux 
chapitres Ier et II du présent titre et, le cas échéant, le pouvoir de sanction en cas de non-
respect sont assurés » par l’Autorité de contrôle prudentiel sur les organismes et personnes 
qui lui sont soumis. Ainsi, le non-respect des obligations préventives par les banques est en 
principe sanctionné disciplinairement. 
681. L’article 45458 du Règlement CEMAC quant à lui dispose que  : « lorsque, par suite 
soit d’un grave défaut de vigilance, soit d’une carence dans l’organisation des procédures 
internes de contrôle, un organisme financier ou toute autre personne physique ou morale 
assujettie au titre de l’article 5 ci-dessus, aura méconnu l’une des obligations qui lui sont 
assignées par le présent Règlement, l’autorité de contrôle ayant pouvoir disciplinaire peut 
agir d’office et prononcer des sanctions disciplinaires dans les conditions prévues par les 
textes en vigueur. 
Pour l’application du présent Règlement, la COBAC exerce le contrôle et le pouvoir 
disciplinaire sur les établissements de crédit y compris les succursales d’établissements de 
crédit ayant leur siège dans un Etat tiers. ». 
682. Il rentre ainsi dans les missions de l’ACPR et de la COBAC de veiller au respect par 
les banques des règles de bonne conduite de la profession. Les banques françaises et 
camerounaises ont d’ailleurs pris des mesures internes pour assurer le respect des dispositions 
préventives en matière de prévention du blanchiment des capitaux. La nomination des 
compliance officer répond à cet objectif. Le titulaire de cette fonction s’assure du respect de la 
mise en œuvre de ces obligations afin d’éviter une interpellation de sa banque soit par l’ACPR 
pour une banque française (A), soit par la COBAC s’agissant d’une banque camerounaise (B). 
 
A- L’Autorité de Contrôle Prudentiel et de Résolution, un organe de supervision 
bancaire national 
 
683. L’activité de supervision bancaire est une mission de service public dévolue à chaque 
Etat459. La France a conservé cette tradition, l’Autorité de Contrôle Prudentiel et de 
Résolution est donc un organe de supervision bancaire national. 
                                                 
458
 Article 60 du Règlement COBAC. 
459
 Elle répond au souci des pouvoirs publics de conserver la maîtrise de la création, de la crédibilité et de la 
circulation de la monnaie, et au souci d’assurer la sécurité des déposants et autres créanciers. Elle fait partie de la 
fonction d’encadrement  de l’épargne et même de police économique. 
237 
 
684. Statut : autorité administrative indépendante460, ses critères reposeraient sur le 
pouvoir de prendre des actes administratifs décisoires, l’absence de personnalité juridique 
propre et la soustraction de tout contrôle hiérarchique ou de tutelle461. Cependant, cette 
absence de personnalité morale n’empêche pas son président d’agir devant toute juridiction 
pour l’accomplissement des missions qui lui sont confiées462. 
685. Indépendance de l’ACPR : bien que non dotée de la personnalité morale, l’ACPR est 
une autorité administrative indépendante, elle n’est soumise à aucun pouvoir hiérarchique ou 
aucune tutelle. Adossée à la banque de France, elle bénéficie d’une indépendance 
fonctionnelle. 
686. Composition : l’ACPR est constitué d’organes collectifs463 d’une part, à savoir le 
collège plénier, et la Commission des sanctions464, et d’autre part, d’organes individuels que 
sont le président de l’ACPR, le gouverneur de la Banque de France, le vice-président et les 
secrétaires généraux. 
687. Missions : l’ACPR a pour mission de veiller à la préservation de la stabilité du 
système financier et à la protection des clients, assurés, adhérents et bénéficiaires des 
personnes soumises à son contrôle. 
688. Pouvoirs : l’ordonnance du 21 janvier 2010465 a doté l’ACPR de pouvoirs importants. 
Il s’agit, entre autres466, du pouvoir de police administrative, du pouvoir d’agrément, du 
pouvoir de contrôle : il s’exerce par son organe exécutif à savoir le secrétaire général. Celui-ci 
organise des contrôles sur pièces et sur place. Il peut décider d’étendre le contrôle sur place à 
d’autres entités liées aux personnes soumises au contrôle. Ce pouvoir est complété d’un 
pouvoir d’astreinte à l’encontre des personnes refusant de donner les informations demandées. 
Pouvoir de sanctions : il appartient à la Commission des sanctions. En cas de manquement 
constaté à la suite d’un contrôle, la Commission peut prononcer des sanctions pécuniaires 
pouvant aller jusqu’à 50 millions d’euros sous astreinte assorties d’une publication.  
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 Article L.612-1 du CMF. 
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 Y. GAUDEMET, Droit administratif général, Traité de droit administratif : LGDJ 2001, t. 1, n° 138. 
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 Article L. 612-16 du CMF. 
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 H. CAUSSE, L’Autorité de contrôle prudentiel.- Commentaire de l’ordonnance du 21 janvier 2010 portant 
fusion des autorités d’agrément et de contrôle de la banque et de l’assurance. Revue de Droit bancaire et 
financier n° 3, Mai 2010, p. 13. 
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 La Commission des sanctions comprend six membres: Deux conseillers d’Etat, un conseiller à la cour de 
cassation et trois membres nommés par le ministre de l’Economie, en raison de leurs compétences relatives au 
secteur. 
465
 Ordonnance N° 2010-76 du 21 janvier 2010 
466
 L’ACPR a également un pouvoir d’injonction ainsi que celui d’information du public. 
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689. Au contraire de l’ACPR, l’organe chargé de veiller au respect par les banques des 
dispositions législatives et réglementaires et de sanctionner les manquements constatés au 
Cameroun est un organe communautaire : il s’agit de la COBAC. 
 
B- La Commission bancaire d’Afrique Centrale : un organe de supervision bancaire 
communautaire 
 
690. Au Cameroun, avant 1990, le service public de supervision était de la compétence du 
Conseil National de Crédit. A partir de 1993, ce service public a été transféré à une entité 
commune, la Commission Bancaire d’Afrique Centrale. L’activité de surveillance bancaire est 
donc devenue un service public communautaire. La COBAC a été mise en place en 1990467. 
691. Organisation : la COBAC, dont les membres ont officiellement été installés le 22 
janvier 1993, est présidée par le Gouverneur de la BEAC, assisté par le Vice-Gouverneur. Un 
Secrétariat Général, dirigé par un Secrétaire Général, assisté d'un Secrétaire Général Adjoint, 
assure la permanence administrative. Outre le Président, la Commission compte onze 
membres, dont : 
- sept membres ou leurs suppléants désignés ès qualité, à raison d’un commissaire par État, 
le septième membre étant tournant entre les États de la CEMAC. Ils sont nommés pour un 
mandat de  trois ans, renouvelable deux fois, sur proposition du gouverneur de la BEAC, 
par le Conseil d’Administration de la BEAC ; 
- trois commissaires ou leurs suppléants nommés ès qualité de censeur de la BEAC ; - un 
commissaire ou son suppléant représentant la Commission Bancaire française, désignés 
par le gouverneur de la Banque de France. 
692. Fonctionnement : la Commission se réunit au moins deux fois par an, et autant que 
nécessaire, à l’initiative du président. Pendant les réunions, les décisions sont arrêtées à la 
majorité des deux tiers des voies exprimées. Libreville a officiellement été désigné pour 
abriter le siège de la COBAC par la Conférence de Chefs d'Etat de la CEMAC ; mais les 
travaux d'aménagement de l'immeuble-siège n'étant pas encore achevés, son Secrétariat 
Général est toujours établi dans les locaux de la BEAC à Yaoundé.  
693. Pouvoirs : La COBAC  dispose de compétences et de pouvoirs divers en matière de 
réglementation et d’organisation de l’activité bancaire, dont les plus importants sont : 
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 Cf. Convention du 16 octobre 1990 portant création d’une Commission bancaire de l’Afrique centrale et 
Annexe à la Convention portant création d’une Commission bancaire de l’Afrique centrale. 
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- le pouvoir administratif : la COBAC est chargée de délivrer des avis conformes dans les 
procédures d’agrément et d’autorisation individuelles qui restent la prérogative des 
autorités monétaires nationales. 
- le pouvoir réglementaire : La COBAC dispose de toutes les compétences pour définir le 
plan et les procédures comptables applicables aux établissements de crédit. 
- le pouvoir de contrôle : la COBAC veille à ce que la réglementation bancaire soit 
respectée par les établissements de crédit. Pour ce faire, elle organise et exerce, par 
l'intermédiaire de son Secrétariat Général, des contrôles sur place et sur pièces de ces 
établissements. Elle est habilitée à diligenter toutes les vérifications commandées par 
l’urgence et elle rend simplement compte aux Autorités monétaires nationales des 
résultats des enquêtes. Les membres de la COBAC et les personnes habilitées à agir en 
son nom son tenus au secret professionnel. 
- le pouvoir de sanction : la COBAC est également un organe juridictionnel et peut 
intervenir à titre disciplinaire, sans préjudice des sanctions que pourront prendre les 
Autorités judiciaires nationales. Les sanctions prévues sont : l’avertissement, le blâme, 
l’interdiction d’effectuer certaines opérations ou toute autre limitation dans l’exercice de 
l’activité bancaire, la suspension ou la révocation des commissaires aux comptes, la 
suspension ou la démission d’office des dirigeants responsables et enfin, le retrait 
d’agrément de l’établissement. 
694. En cas de défaillance par une banque dans l’accomplissement des diligences imposées 
en matière de lutte anti-blanchiment, la COBAC et l’ACPR peuvent donc exercer leur pouvoir 
disciplinaire. 
 
PARAGRAPHE II : L’INFRACTION DISCIPLINAIRE DE MANQUEMENT A UNE 
OBLIGATION EN MATIÈRE DE PRÉVENTION DU BLANCHIMENT 
 
695. En droit français, lorsque par suite soit d’un grave défaut de vigilance, soit d’une 
carence dans l’organisation de ses procédures internes de contrôle, un organisme financier ou 
une personne visée à l’article L. 562-1 a omis de faire les obligations découlant du présent 
titre, l’autorité ayant pouvoir disciplinaire engage une procédure sur le fondement des 
règlements professionnels ou administratifs et en avise le procureur de la République468. Le 
principe est le même en droit camerounais et l’article 45469 du Règlement CEMAC prévoit à 
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 Article L. 561-36 du Code monétaire et financier. 
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 Article 60 du Règlement COBAC. 
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cet effet : « Lorsque, par suite soit d’un grave défaut de vigilance, soit d’une carence dans 
l’organisation des procédures internes de contrôle, un organisme financier ou toute autre 
personne physique ou morale assujettie au titre de l’article 5 ci-dessus, aura méconnu l’une 
des obligations qui lui sont assignées par le présent Règlement, l’autorité de contrôle ayant 
pouvoir disciplinaire peut agir d’office et prononcer des sanctions disciplinaires dans les 
conditions prévues par les textes en vigueur. 
Pour l’application du présent Règlement, la COBAC exerce le contrôle et le pouvoir 
disciplinaire sur les établissements de crédit y compris les succursales d’établissements de 
crédit ayant leur siège dans un Etat tiers. » 
696. En droit camerounais, l’article 21 du règlement CEMAC prévoit : « lorsque, par suite 
soit d’un défaut de vigilance, soit d’une carence dans l’organisation de ses procédures 
internes de contrôle, un organisme financier a omis de faire la déclaration prévue à l’article 
18 ci-dessus, l’autorité ayant pouvoir disciplinaire est habilitée à engager une procédure sur 
le fondement des règlements professionnels ou administratifs et à en aviser le Procureur de la 
République. ». 
697. La constitution de l’infraction disciplinaire de manquement à une obligation en 
matière de lutte contre le blanchiment des capitaux en droit français et camerounais passe par 
la constatation d’un élément matériel et d’un élément moral (A). Une fois l’infraction établie, 
des sanctions sont prononcées (B). 
 
A- Les conditions de caractérisation de l’infraction disciplinaire 
 
698. Comme pour toute infraction, la caractérisation de l’infraction disciplinaire exige que 
soient réunis l’élément matériel (1) et l’élément moral (2). 
 
 
 
1- L’élément matériel 
 
699. Les banques françaises et camerounaises sont soumises à des obligations préventives 
en matière de prévention du blanchiment des capitaux. Il s’agit, pour mémoire, des 
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obligations de vigilance, de formation du personnel, de mise en place de procédures internes 
et de déclaration de soupçon. Dès lors, le manquement à l’une de ces obligations par les 
banques pourrait constituer une faute faisant ainsi l’objet d’une sanction disciplinaire. 
 
2- L’élément moral 
 
700. En droit français tout comme en droit camerounais, à la différence de l’infraction 
pénale, l’infraction disciplinaire peut être caractérisée que l’infraction soit commise 
intentionnellement ou pas. Cependant, la bonne ou la mauvaise foi sera prise en considération 
pour apprécier la gravité de la faute commise. 
Aussi, la banque mise en cause verra prononcer à son encontre des sanctions disciplinaires. 
 
B- Les sanctions disciplinaires prononcées en cas de manquement à une obligation par 
les banques 
 
701. En droit français, si l’ouverture d’une procédure de sanction est à l’initiative des 
formations du collège de l’ACPR, le pouvoir de sanction est lui confié à la Commission des 
sanctions. L’article L. 612-39 du Code monétaire et financier confère à celle-ci des 
compétences étendues. La Commission des sanctions peut donc prendre des sanctions 
disciplinaires si l’établissement bancaire a enfreint une disposition législative ou 
réglementaire au respect de laquelle l’ACPR a pour mission de veiller. Ainsi en cas de 
manquement par la banque à une des obligations qui lui sont imposées au titre de la lutte 
contre le blanchiment des capitaux, des sanctions disciplinaires peuvent être prononcées. 
702. Les sanctions sont l’avertissement, le blâme, l’interdiction d’effectuer certaines 
opérations et toutes autres limitations dans l’exercice de l’activité, la suspension temporaire470 
d’un ou de plusieurs dirigeants, la démission d’office d’un ou de plusieurs dirigeants, le retrait 
partiel d’agrément, la radiation de la liste des personnes agréées et la prononciation d’une 
sanction pécuniaire allant jusqu’à 50 millions d’euros assortie d’une astreinte471. 
                                                 
470
 La sanction de l'interdiction temporaire d'exercice peut être assortie du sursis. Si, dans le délai de cinq ans à 
compter du prononcé de la sanction, la personne sanctionnée commet une infraction ou une faute entraînant le 
prononcé d'une nouvelle sanction, celle-ci entraîne, sauf décision motivée, l'exécution de la première sanction 
sans confusion possible avec la seconde.  
471
 Article L ; 612-39 du CMF. 
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En outre, la commission peut décider que les sanctions qu'elle inflige feront l'objet d'une 
publication aux frais de la personne sanctionnée dans les journaux ou publications qu'elle 
désigne.  
Elle peut aussi décider de mettre à la charge de la personne sanctionnée tout ou partie des frais 
occasionnés par les mesures de contrôle ayant permis la constatation des faits sanctionnés.  
703. En pratique, la méconnaissance des obligations professionnelles est disciplinairement 
sanctionnée par la Commission nationale des sanctions de l’ACPR, le plus souvent par un 
blâme, une sanction pécuniaire et une information publique. En effet, l’importance de la 
sanction dépend du nombre de griefs, de manquements retenus à l’encontre de la banque. 
C’est ce qui ressort des décisions récentes de la Commission de sanction de l’ACPR 
notamment le 1er mars 2013, un blâme et une sanction pécuniaire de 700 000 euros suivis 
d’une publicité de la décision à l’encontre de la Tunisian Foreign Bank472. De même, le 10 
janvier 2013, la Banque Populaire Côte D’azur 473fut elle aussi condamnée par la Commission 
des sanctions de l’ACPR à un blâme et une sanction pécuniaire de 500 000 euros suivis d’une 
publication de la décision au registre de l’ACPR et consultable au secrétariat de la 
commission.  
En outre, le 30 janvier 2013, un arrêt du Conseil d’Etat474 confirme la décision rendue le 10 
janvier 2011 par la Commission nationale des sanctions qui avait prononcé à l’encontre de la 
Caisse de Crédit Municipal de Toulon un blâme et une sanction pécuniaire de 150 000 euros, 
le tout suivis d’une publication.  
Un blâme et une sanction pécuniaire de 300 000 euros ont également été prononcés par la 
commission de sanction de l’ACPR à l’encontre de la Bank Tejarat Paris475 le 27 novembre 
2012. Il en est de même du blâme et de la sanction pécuniaire de 200 000 euros à l’encontre 
de la Banque Populaire Des Alpes476 rendue le 29 juin 2012. 
Le 24 octobre 2012, la Commission des sanctions punit l’Etablissement de Crédit A477 d’un 
avertissement assorti d’une sanction pécuniaire de 500 000 euros. 
                                                 
472
 Décision de la Commission des sanctions – procédure n2012-06, disponible sur http://www.acp.banque-
france.fr/commission-des-sanctions/recueil-de-jurisprudence.html. 
473
 Décision de la Commission des sanctions –procédures nos2012-04 et 2012-04 bis, disponible sur 
http://www.acp.banque-france.fr/commission-des-sanctions/recueil-de-jurisprudence.html. 
474
 Disponible sur http://www.acp.banque-france.fr/commission-des-sanctions/recueil-de-jurisprudence.html. 
475
 Décision de la commission des sanctions de l’ACP, procédure n° 2011-03, disponible sur 
http://www.acp.banque-france.fr/commission-des-sanctions/recueil-de-jurisprudence.html. 
476
 Disponible sur http://www.acp.banque-france.fr/commission-des-sanctions/recueil-de-jurisprudence.html. 
477
 Décision de la commission des sanctions de l’ACP, procédure n° 2011-02, disponible sur 
http://www.acp.banque-france.fr/commission-des-sanctions/recueil-de-jurisprudence.html. 
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704. En droit camerounais, l’article 55 du règlement COBAC dispose qu’ : « en cas de non-
respect avéré des procédures internes et exigences réglementaires par un établissement 
assujetti, la Commission bancaire prend des mesures appropriées, sévères et publiques si les 
circonstances l’exigent ». Cette disposition est renforcée et précisée par l’article 60 pour 
lequel lorsque par suite soit d’un grave défaut de vigilance, soit d’une carence dans 
l’organisation de ses procédures internes de contrôle, un établissement assujetti a omis 
d’accomplir les obligations mises à sa charge, la COBAC peut engager une procédure 
disciplinaire sur le fondement des textes régissant la profession. 
705. Aussi si on se réfère à l’article 13 de l’Annexe à la Convention portant création d’une 
Commission bancaire de l’Afrique Centrale, on constatera que la COBAC peut elle aussi 
prononcer plusieurs sanctions. Il ressort de cet article en effet que : « si un établissement de 
crédit n’a pas déféré à une injonction ou n’a pas tenu compte d’une mise en garde, ou a 
enfreint gravement la réglementation, la Commission bancaire peut prononcer une ou 
plusieurs des sanctions disciplinaires suivantes : 
-   l’avertissement, 
-   le blâme, 
-  l’interdiction d’effectuer certaines opérations ou toutes autres limitations dans 
l’exercice de ses activités, 
-   la révocation du ou des commissaires aux comptes, 
-  la suspension ou la démission d’office du ou des dirigeants responsables, 
-  le retrait d’agrément. ». 
706. Toutefois, ces décisions doivent être motivées, et ne pourront être prononcées qu’après 
que les responsables de la banque en cause, qui peuvent requérir l’assistance d’un 
représentant de leur Association Professionnelle ou même d’un avocat, aient été invités à 
formuler leurs observations soit par écrit, soit lors d’une audition478. 
707. Contrairement à l’ACPR, la COBAC n’a encore prononcé aucune sanction contre un 
établissement bancaire camerounais. De plus, le législateur communautaire n’a pas prévu de 
sanction pécuniaire ce qui constitue un manquement étant donné l’importance d’une telle 
sanction. Il en est de même de la publication de la décision. Il nous semble donc qu’il devrait 
y remédier. 
708. Cependant, le manquement par les banquiers à leurs obligations préventives en matière 
de LAB peut-il aussi être sanctionné pénalement ? 
                                                 
478
 Il s’agit ici de constater que les responsables de banques jouissent devant la COBAC, des mêmes droits de 
défense que devant une juridiction ordinaire. 
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709. La réponse est a priori négative étant donné qu’il n’existe aucune disposition aussi 
bien en droit français qu’en droit camerounais qui prévoit expressément une telle sanction. 
Nous verrons dans les lignes qui vont suivre que, même si la violation des obligations 
préventives n’est pas incriminée pénalement, les banques demeurent tout de même exposées, 
indirectement, à des sanctions répressives. 
 
SECTION II : LA CRÉATION DE NOUVEAUX RISQUES PÉNAUX 
POUR LE BANQUIER ET LA BANQUE 
 
710. Nous ne traiterons pas de l’infraction de divulgation des informations recueillies par le 
biais des obligations de vigilance 479: Cette infraction concerne particulièrement ceux qui, par 
fonction, ont reçu communication des informations collectées grâce aux différentes 
obligations de vigilance. Il s’agit par exemple des membres de Tracfin ou de l’ANIF. Par 
conséquent, on peut penser que les banques ne sont pas concernées, leur interdiction de 
divulgation faisant déjà l’objet d’une incrimination aux articles L. 574-2 du CMF et 48 al. 1 
du Règlement CEMAC.  
711. En principe, le manquement du banquier à une obligation préventive en matière de 
lutte contre le blanchiment des capitaux n’est pas pénalement sanctionné. 
Cependant, si la violation de ces obligations n’est pas incriminée pénalement ni par le droit 
français, ni par le droit camerounais, il n’en demeure pas moins que son auteur s’expose, 
indirectement, à une sanction répressive pour blanchiment. 
Seront donc étudiées l’infraction pénale de divulgation d’une déclaration et ses suites 
(Paragraphe I) ainsi que la sanction pénale in extensio de la banque pour blanchiment 
aggravé (Paragraphe II). 
 
                                                 
479
 En droit français, l’article L. 574-2 du CMF dispose : « Est puni des peines prévues à l’article 226-13 du 
Code pénal(« La révélation d’une information à caractère secret par une personne qui en est dépositaire soit par 
état ou par profession, soit en raison d’une fonction ou d’une mission temporaire, est punie d’un an 
d’emprisonnement et de 15 000 euros d’amende. »), le fait, pour toute personne, de méconnaître l’interdiction 
prescrite au deuxième alinéa de l’article L. 561-29( interdiction de divulguer les informations détenues par 
Tracfin, sans qu’il soit fait obstacle à l’application des dispositions de l’article 44 de la loi n° 78-17 du 6 janvier 
1978) sous réserve des dispositions de l’article 226-14 du Code pénal. ». 
En droit camerounais, l’article 48 al. 2 du règlement CEMAC dispose : «  Est punie des peines prévues pour 
l’infraction de blanchiment des capitaux, toute personne qui méconnaît les règles relatives au secret des 
informations recueillies au titre des dispositions du présent Règlement, à l’interdiction de les divulguer ou 
communiquer hors les cas prévus audit règlement à d’autres fins que celles dudit Règlement. 
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PARAGRAPHE I : L’INFRACTION PÉNALE DE DIVULGATION D’UNE 
DÉCLARATION DE SOUPÇON ET SES SUITES 
 
712. L’interdiction de révéler l’existence de la déclaration de soupçon relève de la 
recommandation 14 du GAFI. Cette interdiction de divulgation vise à permettre la conduite 
des investigations par les autorités pénales en évitant que les personnes soupçonnées, 
informées par un employé de la banque, ne se soustraient à celles-ci480. 
713. En droit camerounais, cette infraction est prévue parmi les infractions liées au 
blanchiment et imputables à toute personne dont les dirigeants ou salariés de banques. Elle est 
incriminée et sanctionnée à l’article 48 du règlement CEMAC de 2003481.   
714. En droit français, cette infraction est incriminée à l’article L.561-26, III du CMF. 
Les législateurs français et camerounais482 sanctionnent ici les agissements tendant à prévenir 
le blanchisseur ou l’auteur de l’infraction principale de ce que sa personne et son activité font 
l’objet d’un contrôle.   
Seront donc étudiées successivement les sources de l’infraction de divulgation (A), les 
conditions de sa caractérisation (B) et les sanctions prévues par les législateurs français et 
camerounais (C). 
 
A- Les sources légales de l’infraction de divulgation d’une Déclaration de soupçon et ses 
suites 
 
                                                 
480
 J. LASSERRE CAPDEVILLE, La lutte contre le blanchiment d’argent, l’Harmattan, 2006, p. 36. 
481
 Aux termes de cette disposition, « est puni des peines prévues pour l’infraction de blanchiment des capitaux 
le fait, pour les dirigeants ou les agents des organismes financiers ou toute personne assujettie au titre de 
l’article 5, de porter à la connaissance du propriétaire des sommes ou de l’auteur des opérations mentionnées 
aux articles 18 et 36 du présent règlement, l’existence de la déclaration faite auprès de l’agence nationale 
d’investigation financière ou de donner des informations sur les suites qui lui ont été réservées. 
 Est punie des peines prévues pour l’infraction de blanchiment de capitaux, toute personne qui : 
        -  méconnaît les règles relatives au secret des informations recueillies au titre des dispositions du 
présent règlement, à l’interdiction de les divulguer ou communiquer hors les cas prévues audit règlement ou à 
d’autres fins que celles dudit règlement; 
      -   détruit, falsifie ou soustrait des registres ou documents dont la conservation est prévue par le 
présent règlement ; 
      -   réalise ou tente de réaliser sous une fausse identité l’une des opérations pour lesquelles la 
vérification de l’identité ou une surveillance particulière est prescrite par le présent règlement ; 
                -   ayant eu connaissance, en raison de sa profession, d’une enquête pour des faits de blanchiment, en 
a sciemment informé par tous moyens, la ou les personnes visées par l’enquête ; 
     -  communique aux autorités judiciaires ou aux fonctionnaires compétents pour constater les 
infractions d’origine et subséquentes des actes ou documents qu’elle sait tronqués ou erronés.  
482
 Article 48 para. 1 et para 2-(1) et (4). 
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715. La déclaration de soupçon est soumise au principe de la confidentialité (1) qui connaît 
néanmoins quelques exceptions en droit français (2). 
 
1- Le principe de la confidentialité 
 
716. En France tout comme au Cameroun, les banques sont astreintes à une obligation de 
confidentialité483 concernant la déclaration de soupçon. Dès lors, il leur est interdit toute 
révélation concernant une déclaration effectuée auprès de Tracfin ou de l’ANIF. 
717. A cet effet, l’article L.561-26, III du CMF dispose qu’il est interdit aux banques de 
porter à la connaissance du propriétaire des sommes ou de l'auteur de l'une des opérations 
déclarées ou à des tiers autres que les autorités de contrôle, ordres professionnels et 
instances représentatives nationales visées à l’article L. 561-36 du CMF, l'existence et le 
contenu d'une déclaration faite auprès de Tracfin. Il est également interdit de donner des 
renseignements sur les suites qui ont été réservées à cette déclaration.  
718. En droit camerounais, l’article 48 du règlement CEMAC dispose quant à lui: «  est 
puni des peines prévues pour l’infraction de blanchiment des capitaux le fait, pour les 
dirigeants ou les agents d’organismes financiers ou de toute personne assujettie au titre de 
l’article 5, de porter à la connaissance du propriétaire des sommes ou de l’auteur de l’une 
des opérations mentionnées aux articles 18 et 36 du présent Règlement l’existence de la 
déclaration faite auprès de l’Agence Nationale d’Investigation Financière ou de donner les 
informations sur les suites qui lui ont été réservées. » 
Il s’agit d’un délit pouvant être imputé aussi bien aux dirigeants qu’à tout agent des 
établissements bancaires. 
L’interdiction vise aussi en droit français, les oppositions de Tracfin ou celles du TGI484, les 
informations obtenues en application du droit de communication reconnu à Tracfin485 et la 
décision de saisir le procureur de la République486. 
De même, le législateur français a prévu quelques cas d’exception au principe de 
confidentialité de la déclaration de soupçon. 
                                                 
483
 Des exceptions sont cependant prévues notamment la possibilité d’informer l’autorité judiciaire, dans le cadre 
des réquisitions judiciaires. 
484
 Article L. 561-24 du CMF. 
485
 Article L. 561-26 du CMF. 
486
 Article L. 561-28 du CMF. 
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2- Exceptions du droit français au principe de la confidentialité 
 
719. Le droit français, notamment en son article L. 561-20 du CMF, autorise les banques 
qui appartiennent au même groupe à s’informer mutuellement de l’existence et du contenu 
de la déclaration de soupçon. Cependant, certaines conditions doivent être remplies et sont 
cumulatives : 
les informations sont échangées entre des personnes assujetties à l’intérieur d’un même 
groupe, d’un même réseau ou d’une même structure d’exercice professionnel ; 
les informations communiquées sont nécessaires à la mise en œuvre de la vigilance en 
matière de blanchiment et de financement du terrorisme et sont utilisées à cette seule fin ; 
les informations sont communiquées à un établissement établi ou ayant son siège en 
France, dans un autre Etat membre de l’Union européenne ou dans un pays équivalent si le 
traitement des informations effectué dans le pays tiers équivalent garantit un niveau 
suffisant de protection de la vie privée et des libertés et droits fondamentaux ; 
720. En outre, l’article L. 561-21 du CMF prévoit un partage facultatif d’informations. 
En effet, les organismes financiers, y compris les banques, peuvent s’informer 
mutuellement de l’existence et du contenu de la déclaration lorsqu’elles interviennent pour 
un même client et dans une même transaction. Cependant, les échanges ne peuvent être 
faits qu’entre professionnels d’une même catégorie et certaines conditions doivent être 
réunies : 
- les personnes concernées ont un établissement en France ou dans un autre Etat 
membre de l’Union européenne ou dans un pays tiers équivalent487 ; 
- les personnes concernées sont soumises à des obligations équivalentes en matière de 
secret professionnel ; 
- les informations doivent être échangées uniquement à des fins de prévention du 
blanchiment et du financement du terrorisme ; 
- lorsque les informations sont échangées avec un pays tiers, le traitement de ces 
informations doit garantir un niveau de protection suffisant de la vie privée et des 
libertés et droits fondamentaux ; 
                                                 
487
 Article L. 561-9, II, 2° du CMF. 
248 
 
Enfin, concernant les banques, la mise en œuvre des échanges d’information doit être 
formalisée dans le cadre d’une procédure spéciale pour laquelle la banque doit habiliter 
spécialement certains préposés. 
721. De même, les banques peuvent révéler à l’autorité judiciaire ou aux OPJ agissant 
sur délégation que des informations ont été transmises dans le cadre d’une déclaration de 
soupçon. L’autorité judiciaire488 peut en demander confirmation à Tracfin489. 
 
B- Les conditions de caractérisation de l’infraction de divulgation d’une déclaration de 
soupçon 
 
722. Pour être caractérisée, l’infraction de divulgation d’une déclaration de soupçon exige 
elle aussi que soient réunis un élément matériel (1) et un élément moral (2). 
 
1- L’élément matériel 
 
723. En droit français tout comme en droit camerounais, l’infraction est de commission. 
Elle peut consister en deux comportements : porter à la connaissance du propriétaire des 
sommes ou de l’auteur de l’existence même de la déclaration faite à Tracfin ou l’Anif ; porter 
à sa connaissance les suites qui lui ont été réservées. Dès lors, un dirigeant, par exemple, ne 
serait pas coupable s’il ne s’opposait pas à l’acte de divulgation d’un employé. 
 
2- L’élément moral  
 
724. En droit français tout comme en droit camerounais, les délits sont intentionnels sauf 
précision contraire du texte d’incrimination. L’article 121-3 du code pénal français dispose 
d’ailleurs à cet effet qu’ « il n’ya point de crime ou de délit sans intention de le commettre ». 
En droit camerounais, cette disposition est prévu à l’article 74 alinéa 2 du Code pénal d’après 
lequel : « est pénalement responsable celui qui volontairement commet les faits caractérisant 
                                                 
488
 L’autorité judiciaire peut accéder à une déclaration sur réquisition auprès de Tracfin. Il faudra néanmoins que 
la banque soit elle-même suspectée d’être impliquée dans le mécanisme de blanchiment des capitaux. 
489
 Article L. 561-19, II du CMF. 
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les éléments constitutifs d’une infraction avec l’intention que ces faits aient pour conséquence 
la réalisation de l’infraction. ». 
L’élément intentionnel permet ainsi avec l’élément matériel, la qualification de l’infraction de 
divulgation de la déclaration de soupçon et la sanction dès lors peut être prononcée. 
 
C- La sanction de l’infraction de divulgation d’une déclaration de soupçon 
 
725. En droit camerounais, l’article 48 al. 1 du Règlement CEMAC punit la divulgation 
d’une déclaration de soupçon des mêmes peines que le blanchiment des capitaux. Aussi, les 
mêmes peines que celles prévues pour l’infraction de blanchiment des capitaux à savoir une 
peine d’emprisonnement de 5 à 10 ans et d’une amende pouvant aller jusqu’à cinq fois le 
montant des sommes blanchies sans être inférieure à 10 000 000 de FCFA490, s’il s’agit d’un 
employé ou dirigeant de la banque. 
726. En outre, la loi de 1997 fixe à 1.250.000 le montant de l’amende pour le manquement 
aux obligations de confidentialité de la procédure de déclaration de soupçon. Enfin, la loi de 
2003 fixe une amende allant de 1.000.000 de franc CFA à 20.000.000 de francs CFA. 
727. Des amendes sont également prévues notamment par la Loi de 1997 qui fixe le 
montant de l’amende à 1.250.000 de francs CFA pour le manquement aux obligations de 
confidentialité de la procédure de déclaration de soupçon. Pour cette dernière infraction, la loi 
de 2003 fixe une amende allant de 1.000.000 de francs CFA à 20.000.000 de francs CFA. 
Enfin, le règlement CEMAC de 2003491 fixe le minimum de l’amende à 10.000.000 de francs 
CFA.  
728. En droit français, est puni d’une amende de 22 500 euros le fait de méconnaître 
l’interdiction de divulgation. 
Est puni des peines prévues  à l’article 226-13( la révélation d’une information à caractère 
secret par une personne qui en est dépositaire soit par état ou par profession, soit en raison 
d’une fonction ou d’une mission temporaire, est punie d’un an d’emprisonnement et de 
15 000 euros d’amende) du code pénal, le fait pour toute personne, de méconnaître 
l’interdiction prescrite au deuxième alinéa de l’article L. 561-29 sous réserve des dispositions 
                                                 
490
 Article 46 al. 1 du règlement CEMAC. 
491
 Nous l’avons vu, ce texte prévoit la même sanction que celle appliquée en cas de blanchiment, aux infractions 
assimilées parmi lesquelles la divulgation d’une déclaration de soupçon. 
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de l’article 226-14( exemption de responsabilité en cas d’information de l’autorité judiciaire ) 
du code pénal. 
729. La sanction prévue par le législateur français nous semble plus légère, celle-ci devrait 
être renforcée comme c’est le cas en droit camerounais qui n’a pas fait de distinction en la 
matière entre l’infraction de blanchiment proprement dite et les infractions assimilées parmi 
lesquelles l’infraction de divulgation d’une déclaration de soupçon. 
 
PARAGRAPHE II : UNE RESPONSABILITÉ PÉNALE IN EXTENSIO DU 
BANQUIER POUR BLANCHIMENT AGGRAVE ? 
 
730. En principe, c’est la procédure disciplinaire qui sanctionne le manquement aux 
obligations professionnelles relatives à la lutte contre le blanchiment par les banques aussi 
bien au Cameroun qu’en France. Cependant, la sanction administrative n’empêche pas leur 
répression pénale. Dès lors, le banquier qui participe à une opération de blanchiment pourra 
très bien être condamné pour l’infraction de blanchiment aggravé, soit comme complice ou 
co-auteur si sa culpabilité est prouvée.  
731. Si la réponse est claire en ce qui concerne la répression de l’infraction de blanchiment 
causée par un banquier, il n’en est pas de même concernant sa prévention. En effet, la 
question se pose de savoir si la violation des obligations préventives anti-blanchiment 
imposées aux banques est constitutive de l’infraction de blanchiment aggravé. Une réponse 
positive conditionnée sera apportée à cette question (A). 
732. Cependant, des cas de sanctions pénales des banques ont été prévus expressément par 
les législateurs français et camerounais (B). 
 
A- La sanction pénale pour blanchiment aggravé : la violation des obligations 
professionnelles par les banques est-elle constitutive de blanchiment ? 
 
733. En droit français, la méconnaissance des obligations de vigilance et de déclaration ne 
peut donner lieu à des poursuites pour blanchiment que pour autant que les éléments 
constitutifs de l’infraction, c’est-à-dire principalement l’article 324-1 du code pénal (art L574-
4 du CMF) sont réunis. Il en est de même en droit camerounais. 
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734. Le sujet est délicat en ceci que les opérations de banque sont par nature constitutives 
de l’élément matériel du blanchiment (1), faisant ainsi de l’infraction de blanchiment une 
infraction de commission (2). La forte connexité qui existe entre les opérations de banque et 
les actes de blanchiment pourrait laisser penser que le banquier qui manquerait à une de ses 
obligations professionnelles en matière de prévention du blanchiment est susceptible d’être 
sanctionné pour blanchiment. Ceci est d’autant plus vrai s’il est démontré que cette inaction 
cachait une volonté d’aider le blanchisseur. Aussi, la responsabilité pénale du banquier n’est 
susceptible d’être engagée sur le fondement du blanchiment des capitaux que s’il est démontré 
qu’il a agit avec l’intention d’aider le blanchisseur (3). Dès lors, l’infraction de blanchiment 
peut être établie et les sanctions prononcées (4). 
1- Des opérations de banque constitutives de l’élément matériel du blanchiment 
735. Les banques en effet, sont par définition, en rapport avec les opérations frauduleuses 
ou soupçonnées de l’être. En effet, les opérations de banque, que sont la réception de fonds du 
public, les opérations de crédit et la mise à la disposition de la clientèle ou la gestion de 
moyens de paiement, sont quasi-identiques aux phases du blanchiment. 
Dans un premier temps, la banque pourrait faciliter le prélavage par la réception des fonds : le 
potentiel blanchisseur qui a en sa possession de l’argent en liquide provenant du trafic de 
drogue par exemple, se rend dans une banque pour le déposer. 
Dans un deuxième temps, la banque pourrait faciliter le lavage par les moyens de paiement 
qu’elle met à la disposition des clients. Ainsi, une fois le dépôt d’espèces effectué, le 
blanchisseur peut solliciter la banque à nouveau pour ses services de transfert de fonds. Il 
s’agit là d’un moyen utilisé par les blanchisseurs pour camoufler l’origine frauduleuse de leur 
argent. 
736. Il existe donc une forte connexité entre les opérations de banque et les actes de 
blanchiment qui consistent essentiellement en des actions. 
2- Un élément matériel du blanchiment consistant en une infraction de commission 
737. En droit français, L’article 324-1 al. 1 du Code pénal français492 dispose : « le 
blanchiment est le fait de faciliter, par tout moyen, la justification mensongère de l’origine 
des biens ou des revenus de l’auteur d’un crime ou d’un délit ayant procuré à celui-ci un 
                                                 
492
 Cette même infraction est incriminée en droit français par l’article 222-38 du Code pénal et dans ce cas, la 
justification mensongère porte sur des biens ou des revenus provenant d’un trafic de stupéfiants. On a ainsi une 
incrimination générale du blanchiment prévue par l’article 324-1, al. 1 et une incrimination spéciale du 
blanchiment par cet article 222-38. 
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profit direct ou indirect ». L’al. 2 du même texte493 dispose que : « constitue également un 
blanchiment le fait d’apporter un concours à une opération de placement, de dissimulation ou 
de conversion du produit direct ou indirect d’un crime ou d’un délit. » 
Ainsi, l’article 324-1 du code pénal distingue deux éléments matériels du délit de 
blanchiment : le premier consiste selon le premier alinéa du texte, « à faciliter par tout moyen, 
la justification mensongère de l’origine des biens ou des revenus de l’auteur d’un crime ou 
d’un délit ayant procuré à celui-ci un profit direct ou indirect ». 
738. Il s’agit ici de permettre à une personne de justifier l’origine de ses biens ou de ses 
revenus et ce « par tout moyen ». L’acte de facilitation doit être un acte positif et non une 
simple omission ou abstention. Il pourrait dès lors s’agir d’une fausse reconnaissance de dette, 
d’une fausse facture494, d’un bulletin de salaire relatif à un emploi fictif. Pour le banquier, il 
s’agira de se livrer à des jeux d’écritures fictifs sur les comptes bancaires du délinquant, pour 
déguiser l’origine ou la nature véritable des fonds ou valeurs inscrits sur les comptes du 
délinquant : un dépôt d’espèces serait fictivement présenté comme le dépôt d’un chèque ou un 
virement bancaire par exemple. De même, le compte d’où proviennent les fonds serait 
artificiellement désigné ou renommé495. 
739. L’article 324-1 alinéa 2 du Code pénal français précise le second élément matériel du 
blanchiment qui est le « fait d’apporter son concours ». Apporter son concours c’est fournir 
une aide ou une collaboration. Cette notion de concours suppose donc une action de la part de 
son auteur et est ainsi incompatible avec une simple abstention. Il s’agit essentiellement d’une 
action positive. 
740. La passivité du banquier ne pourrait-elle s’assimiler à un concours, si elle s’inscrivait 
en méconnaissance de ses obligations professionnelles ? 
Si la réponse est affirmative pour ce qui est de la complicité qui en droit français, pourrait être 
constituée par une simple abstention, il n’en est pas de même en cas de manquement par le 
banquier à une des obligations prévues dans le dispositif anti-blanchiment.  
                                                 
493
 Cette même infraction est incriminée en droit français par les articles 222-38 du Code pénal et 415 du Code 
des douanes. Il s’agit ici des incriminations spéciales du blanchiment des capitaux consistant en le fait d’apporter 
son concours à une opération de placement, de dissimulation ou de conversion du produite de l’une des 
infractions mentionnées aux articles 222-34 à 222-37 du Code pénal pour le premier article, et dans ce cas, la 
peine est de 10 ans d’emprisonnement et de 750 000 euros d’amende. Pour ce qui est du second article, le
des douanes punit d’un emprisonnement de deux à dix ans, de la confiscation des sommes en infraction ou
somme en tenant lieu lorsque la saisie n’a pas pu être prononcée « , de la confiscation des biens et avoirs qui sont 
le produit direct ou indirect de l’infraction » et d’une amende comprise entre une et cinq fois la somme sur 
laquelle a porté l’infraction ou la tentative d’infraction … » 
494
 Cour d’appel de Paris, 30 janvier 2002, Juris-Data, n° 2002-181300

Exemples cités par E. DEZEUZE, La responsabilité pénale in La banque face au blanchiment des capitaux, 
Revue de Droit Bancaire et Financier novembre-décembre 2007 p. 22. 
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Ainsi, nous pensons comme une partie de la doctrine française496, que le délit de blanchiment 
puni à ces articles est une infraction de commission dont l’élément matériel consiste 
nécessairement en une action. Pourtant, le manquement du banquier à ses obligations 
professionnelles en matière de blanchiment se rapproche plus d’une qualification pénale pour 
omission. Il ya là une « opposition avec la définition positive de l’élément matériel du délit de 
blanchiment »497. 
741. Cependant, certains auteurs français ont pensé que le placement est un emploi d’argent 
et non pas le simple rangement498. A ce stade, le blanchiment peut se limiter à un conseil et 
n’être qu’une opération intellectuelle499. 
742. En droit camerounais, la définition du blanchiment des capitaux telle que esquissée par 
le législateur national diffère de celle donnée par le législateur communautaire500. Ce dernier 
définit le blanchiment en énonçant un certain nombre d’opérations matérielles visant la 
dissimulation de l’origine illicite des revenus, alors que le premier le définit comme un 
concours aux dites opérations comme en droit français. Dans tous les cas, l’élément matériel 
consiste en un acte positif comme en droit français. Il s’agit en effet, de : «la conversion ou le 
transfert de biens provenant d’un crime ou d’un délit ; 
la dissimulation ou le déguisement de la nature, de l’origine, de l’emplacement, de la 
disposition, du mouvement ou de la propriété de biens provenant d’un crime ou d’un délit ; 
l’acquisition, la détention ou l’utilisation de biens provenant d’un crime ou d’un délit ; 
la participation à l’un des actes visés au présent article, l’association pour commettre ledit 
acte, les tentatives de le perpétrer, le fait d’aider, d’inciter ou de conseiller quelqu’un à le 
faire ou le fait d’en faciliter l’exécution. ». 
Ainsi par la conversion, le banquier peut transformer de l’argent en chèques. 
La dissimulation peut consister en le fait d’ouvrir un compte bancaire au nom d’une personne 
fictive 501; il s’agit donc d’un ensemble de malversations et de tromperies visant à dissimuler 
l’origine frauduleuse des revenus ou l’identité de leur propriétaire réel502.  
                                                 
496
 D. REBUT, Manquement du banquier à ses obligations professionnelles et commission du délit de 
blanchiment, Banque et Droit n°88, mars-avril 2003. B. BOULOC, De quelques aspects du délit de 
blanchiment : Revue de Droit Bancaire et Financier 2002, p. 151.  

D. REBUT, op. Cit. 
498
 J.-H. ROBERT et H. MATSOPOULOU, Traité de droit pénal des affaires, PUF, 2004, p. 162. 
499
 J. LASSERRE CAPDEVILLE, La lutte contre le blanchiment d’argent, éd. L’Harmattan 2006, p.55. 
500
 Voir la définition du blanchiment par l’article 1er du règlement CEMAC à l’introduction. 
501
 Crim. 19 févr. 1998, n° 97-80451.  
502
 Ainsi, dans un arrêt rendu en date du 23 octobre 1997, la chambre criminelle de la Cour de cassation a décidé 
que constitue l’infraction de blanchiment « le fait de bénéficier, (…) en connaissance de cause, de partie du 
produit d’un trafic de stupéfiants réalisé par un tiers », d’alimenter un compte bancaire ouvert à son nom au 
moyens de versements en espèces ou en chèques dont certains sont obtenus dudit tiers en échange de sommes en 
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743. Le blanchiment consiste également dans l’acquisition, la détention ou l’utilisation de 
biens provenant d’un crime ou d’un délit503. Cet autre aspect du blanchiment est contenu non 
seulement dans les textes communautaires, mais aussi dans la Loi n°97/019 qui n’utilise pas 
ici l’expression « concours ». 
744. Enfin, le législateur communautaire a classé sous la qualification de blanchiment, « la 
participation à l’un des actes visés au présent article, l’association pour commettre ledit acte, 
(…) le fait d’aider, d’inciter ou de conseiller quelqu’un  à le faire ou le fait d’en faciliter 
l’exécution »504 . En effet, aux termes de l’article 98 alinéas 1 et 2 de la Loi n° 97/019, le 
blanchiment est le fait d’apporter un concours à des actes matériels tendant à dissimuler 
l’origine frauduleuse de capitaux. Le droit camerounais s’inspire ici de la typologie du 
blanchiment dégagée par la Convention de Vienne505. Seul est envisagé ici, le « concours » à 
la conversion des biens ou à la dissimulation de leur origine c’est-à-dire le fait de « se joindre 
à une action commune »506. Et « le professeur CULIOLI le note très justement, ce ne sont pas 
« les opérations en question sur lesquelles portent le concours » qui sont incriminées, mais la 
participation de leur auteur au processus de blanchiment »507. Le blanchiment consiste donc 
dans l’ensemble des actes positifs qui de près ou de loin ont favorisé la dissimulation de 
l’origine frauduleuse des biens, la conversion ou le transfert de ces derniers. En d’autres 
termes, il y a blanchiment en présence de toute aide ou collaboration apportée aux opérations 
de dissimulation et de conversion508. 
                                                                                                                                                        
numéraires et de transférer des fonds en Tunisie sous le couvert de mandats postaux adressés à sa sœur . Il s’agit 
dans ce cas d’actes matériels d’acquisition, de conversion et de transfert des biens.  
503
 Ce volet du blanchiment rapproche cette infraction du recel qui est défini matériellement à l’article 324 du 
code pénal  comme la détention ou la disposition de choses obtenues à l’aide d’un délit ou d’un crime. Il ne faut 
cependant pas confondre ces deux infractions qui diffèrent notamment au niveau de leur finalité première. En 
effet, alors que le recel vise la dissimulation du bien acquis de manière illicite, le blanchiment tend plutôt à 
camoufler son origine illicite ou l’identité de son véritable propriétaire, sans forcément avoir à dissimuler le bien 
lui-même.
504
 Cf. Article 1er –alinéa d du règlement de 2003 et article 3 –alinéa b-4 du règlement de 2005 
505
 Cette même définition est donnée au blanchiment de capitaux par le législateur pénal français (Recours à la 
notion de concours). Cf. Article 222-38 et 324-1 du code pénal français. 
506
 Dictionnaire méthodique du français actuel ; V. « concourir » P. 289 
507
 LEBAILLY (B) op. cit. Page 128. 
508
 V. dans ce sens : Cass. crim. 07 décembre 1995, n°6905 PF, M. Ici, a été déclaré coupable de blanchiment, le 
notaire qui a régularisé un acte de vente au profit de la concubine d’un trafiquant et lui a fourni des conseils sur 
les moyens de paiement les mieux adaptés à l’opération alors qu’il avait été informé de l’arrestation de l’auteur 
de l’infraction principale, des motifs de son arrestation et de sa véritable identité. 
De même, L’Assemblée Plénière de la Cour de cassation dans un arrêt rendu en date du 04 Octobre 2002, (n°490 
P) a, pour retenir la qualification de blanchiment des capitaux, relevé la participation ou le concours des 
prévenus aux opérations de transfert, et de conversion des biens, de même que l’acquisition, la détention et 
l’utilisation par ceux-ci de biens qu’ils savaient d’origine frauduleuse. Dans cette affaire, les prévenus 
entretenaient des relations familiales et d’affaires étroites avec une personne qu’ils savaient trafiquant de drogue. 
Pendant la période du trafic, ceux-ci se sont trouvés en possession d’importantes sommes d’argent qu’ils ont, 
d’une part utilisées pour acquérir des biens immobiliers, et d’autre part faites déposer sur de nombreux comptes 
255 
 
745. L’emploi du terme « concours » par les législateurs français et camerounais confère 
une telle extension au domaine du blanchiment qu’il rend quasiment impossible l’hypothèse 
d’une complicité de blanchiment. L’aide et l’assistance qui habituellement constituent la 
complicité devront être analysées comme des cas de concours et seront réprimés à titre 
principal, comme blanchiment et non comme complicité509.  
Toutefois, pour qualifier le manquement du banquier à ses obligations professionnelles 
d’infraction de blanchiment, il faut nécessairement que celui-ci ait agit intentionnellement.  
3- Un élément intentionnel déterminant 
746. Le blanchiment de capitaux est une infraction intentionnelle. Textes internationaux et 
communautaires européens et CEMAC exigent expressément que les actes matériels aient été 
« commis intentionnellement »510.  
747. En droit français tout comme en droit camerounais, le principe est le même, l’élément 
intentionnel est déterminant pour caractériser une infraction. L’article 121-3 du Code pénal 
français dispose d’ailleurs à cet effet, « il n’y a point de crime ou délit sans intention de le 
commettre. Toutefois lorsque la loi pénale le prévoit, il ya délit (…) en cas de faute 
d’imprudence, de négligence ou de manquement à une obligation de prudence ou de sécurité 
prévue par la loi ou le règlement (…) ».  
748. En droit camerounais, conformément à l’article 74 du Code pénal, tous les crimes et 
les délits sont intentionnels, sauf dérogation expresse de la loi qui exigerait pour certains 
délits une simple faute d’imprudence ou une faute contraventionnelle pour la constatation de 
l’infraction. Il en est de même de la Loi n° 97 /019 qui n’exige pas expressément l’intention ; 
elle ne consacre pas non plus solennellement une faute d’imprudence ou une faute 
contraventionnelle. L’intention est donc requise pour la constatation de l’infraction. 
749. Il découle de ces dispositions que les législateurs français et camerounais n’ont pas 
prévu la possibilité de caractériser le blanchiment en cas d’imprudence ou de négligence, le 
délit de blanchiment est donc nécessairement intentionnel. Le blanchiment des capitaux est 
                                                                                                                                                        
bancaires, à leur demande, par des membres de leur famille. L’essentiel des mouvements effectués sur ces 
comptes ne constituaient qu’un montage destiné à rendre impossible toute investigation cohérente et leur 
patrimoine, jugé supérieur aux revenus qu’ils déclaraient avoir perçu à l’époque des faits, ne pouvait provenir de 
leurs activités professionnelles déclarées à l’administration.  
509
 Il y a là un nouvel élément de distinction entre le blanchiment et le recel car en matière de recel, il est 
possible d’aider ou d’assister celui qui détient ou dispose de la chose. Le régime ici sera celui de la complicité. 
510
 Cf. Article 23 alinéa 1er de la Convention contre la corruption ; article 6 alinéa 1er de la Convention de 
Palerme ; Recommandation du GAFI n°2 ; article 1er du Règlement CEMAC ; article 3 alinéa b du Règlement 
COBAC. 
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une infraction volontaire, qui suppose que son auteur ait eu une conscience claire d’apporter 
son concours au recyclage ou à la dissimulation du produit d’une infraction. 
L’intention suppose que l’auteur ait eu conscience de l’origine frauduleuse des biens, doublée 
de la volonté de faciliter leur recyclage. 
750. L’élément intentionnel consiste donc pour le dirigeant ou le salarié d’une banque 
d’avoir connaissance de l’origine délictueuse ou criminelle des biens d’une part, et, d’autre 
part conscience d’aider l’auteur d’un crime ou d’un délit. Pour prononcer une condamnation, 
il faudra préalablement établir qu’un client, disposant de l’argent d’origine délictueuse, a été 
aidé par une banque française ou camerounaise en connaissance de cause. Il pourrait s’agir 
d’un agent ayant été corrompu. Une telle action pourrait emporter la responsabilité civile de la 
banque puisque l’acte aurait été accompli dans ou à l’occasion de l’exercice de ses fonctions. 
En revanche, la responsabilité pénale de la banque serait certainement exclue puisque l’action 
n’aurait pas été accomplie par un organe ou un représentant de la banque agissant pour le 
compte de cette dernière511. 
751. La constatation de l’infraction de blanchiment est donc subordonnée d’une part, à la 
démonstration, que le responsable de la banque ou le salarié savait que les biens recyclés 
provenaient d’une infraction. En effet, « la preuve de la culpabilité du blanchisseur repose 
sur la connaissance qu’il avait de l’origine des biens ou des fonds ayant fait l’objet de son 
concours. »
512
. Cette connaissance que l’auteur a de l’origine illicite des revenus renforce sa 
volonté criminelle ; ainsi, sa mauvaise foi sera déduite non seulement de la conscience de son 
acte mais aussi de la connaissance qu’il avait de l’activité illicite génératrice. Cette exigence 
complique quelque peu la constatation de l’infraction de blanchiment et le travail du parquet. 
Il s’agit en fait d’une exigence commune à toutes les infractions de conséquence. Ainsi la 
même exigence a été consacrée en matière de recel tant par la loi que par la jurisprudence. 
Cette exigence est d’ailleurs contenue dans les différents textes qui incriminent le 
blanchiment des capitaux. En effet, on ne peut pas accomplir des actes sur des biens « dans le 
but soit de dissimuler ou de déguiser l’origine illicite desdits biens ou ressources, soit d’aider 
toute personne impliquée dans la commission de l’une de ces infractions à échapper aux 
conséquences juridiques de ses actes »513 et prétendre n’avoir pas été au courant de l’origine 
illicite de ces biens. L’intention de dissimuler ou de déguiser l’origine illicite des biens laisse 
donc supposer l’exigence de la connaissance préalable de cette origine délictueuse ;  
                                                 
511
 H. MATSOPOULOU, L’obligation de déclaration : du secret à la révélation, Gazette du Palais, mai-juin 
2004, p. 1828. 
512
 Mme RIFFAULT, citée par LEBAILLY (B) Op. cit ; Page 136. 
513
 Article 98 –alinéas 1er et 2 de la loi de 1997. 
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752. De plus, la troisième catégorie des actes matériels de blanchiment consiste dans 
l’acquisition, la détention ou l’utilisation des biens ou fonds qu’on sait de provenance ou 
d’origine frauduleuse. La loi exige donc la connaissance de l’origine frauduleuse des 
capitaux. Cette connaissance doit être antérieure ou concomitante à l’accomplissement des 
actes matériels de blanchiment. En effet, un agent qui recycle des biens dont il ignore 
l’origine et qui n’apprend qu’après coup que ces biens étaient d’origine frauduleuse ne peut 
en principe pas faire l’objet de poursuites pour blanchiment. 
753. L’exigence de la connaissance de l’origine illicite des revenus s’atténue cependant en 
présence de professionnels tenus à la vigilance financière et à la déclaration de soupçon. La 
connaissance est ainsi substituée par le simple soupçon de l’origine illicite des revenus et la 
déclaration peut se fonder sur des simples soupçons à propos de l’origine des biens. La 
participation passive au blanchiment est donc sanctionnée même en cas de simples soupçons 
de l’origine délictueuse des revenus alors que la participation active est subordonnée à la 
connaissance effective de l’origine illicite des revenus. Il n’est cependant pas nécessaire dans 
l’un ou l’autre cas d’établir que l’agent connaissait la nature exacte de l’infraction génératrice. 
754. Cependant, l’élément intentionnel pourrait être facilement constaté dès lors qu’il existe 
un doute sur la provenance des fonds. Comme en matière de recel, il n’est pas nécessaire de 
prouver que l’auteur du blanchiment connaissait la nature précise ou la qualification juridique 
de l’infraction d’origine. En principe, la simple conscience de l’origine délictueuse des biens 
blanchis suffit à caractériser l’intention frauduleuse du blanchisseur. Il n’est pas nécessaire 
que celui-ci connaisse avec exactitude la nature de l’infraction principale. Nous l’avons vu 
plus haut, la nature exacte de l’infraction principale importe peu dans la constatation 
matérielle du blanchiment. Il suffit d’établir qu’une infraction a été commise préalablement 
pour que la qualification de blanchiment soit retenue. Au plan moral, il n’est pas non plus
exigé que le blanchisseur ait eu connaissance de la nature exacte de l’infraction génératrice 
des capitaux qu’il recycle. La cour de cassation française a ainsi constaté la connaissance par 
le prévenu de l’origine illicite des fonds blanchis dans une espèce où un conseiller financier 
croyait convertir des fonds provenant de fraudes fiscales et douanières alors qu’en réalité il 
s’agissait de fonds provenant du vol de matériels informatiques514.  
755. Il s’agit là de la caractérisation de l’élément intentionnel dans l’infraction générale de 
blanchiment posée par les textes de la CEMAC.  
4- La sanction pour blanchiment aggravé 
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 Cass. crim. 03 Décembre 2003 ; n°6345 FS- PF. 
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756. En droit français comme en droit camerounais, le blanchiment commis par un 
banquier dans le cadre de sa profession est nécessairement un délit aggravé. En effet, les 
articles 324-2 du Code pénal français et 47 du règlement CEMAC prévoient une aggravation 
des sanctions lorsque cette infraction est commise habituellement, ou en utilisant les facilités 
que procure l’exercice d’une activité professionnelle, ou en bande organisée. 
757. Ainsi, contrairement au blanchiment simple qui est punit respectivement de cinq ans 
d’emprisonnement et de 375 000 euros d’amende en droit français (b) et de cinq à dix ans 
d’emprisonnement et d’une amende pouvant aller jusqu’à cinq fois le montant des sommes 
blanchies sans être inférieure à 10 000 000 francs CFA en droit camerounais (as), les peines 
sont doublées pour le blanchiment aggravé soient 10 ans d’emprisonnement et une amende de 
750 000 euros en droit français et dix à vingt ans d’emprisonnement et une amende pouvant 
aller jusqu’à dix fois le montant des sommes blanchies sans être inférieure à 20 000 000 
francs CFA.  
a) Une sanction du droit camerounais plus sévère 
758. Les sanctions du blanchiment sont contenues aux articles 46 et suivants du règlement 
CEMAC de 2003, aux articles 98 et 130 de la loi de 1997, et 27 de la loi de 2003 sur le secret 
bancaire. Les sanctions énoncées par ces textes sont toutes différentes. Certaines de ces 
dispositions consacrent le simple délit de blanchiment alors que d’autres énoncent un crime de 
blanchiment. 
759. La loi de 2003 relative au secret bancaire et le Règlement CEMAC font du 
blanchiment et des infractions liées, des délits. En effet, ces différents textes sanctionnent le 
blanchiment de peines d’emprisonnement inférieures ou égales à dix ans. 
760. Ainsi, pour l’infraction de blanchiment proprement dit, l’article 46 du règlement 
CEMAC énonce une peine d’emprisonnement de 5 à 10 ans.  
761. Le blanchiment de l’argent issu du trafic de stupéfiant ou de toute infraction à la 
législation sur les stupéfiants est un crime. En effet, l’article 98 de la loi de 1997 qui réprime 
cette infraction la sanctionne d’un emprisonnement de 10 à 20 ans. 
762. Le blanchiment des produits du trafic de stupéfiants apparaît donc comme un crime si 
l’on s’en réfère à la classification de l’article 21 du Code pénal. Cette peine nous semble plus 
adéquate car non seulement elle nous paraît à la mesure de la gravité de l’infraction, mais 
aussi parce qu’elle est plus apte à avoir une influence dissuasive dans la collectivité et sur un 
criminel déjà condamné. 
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763. Cependant, malgré qu’elles soient aussi élevées, ces peines sont toujours insuffisantes. 
En effet, en tant que peine privative de liberté, elles ne s’appliquent qu’aux personnes 
physiques. Quel est donc le sort des personnes morales puisque celles-ci ne peuvent pas être 
emprisonnées ? Il faut également trouver des peines qui leur seront applicables. Le législateur 
a alors prévu des amendes. 
764. Des peines d’amende réalistes   
Les peines d’amende sont dans certains cas alternatives aux peines d’emprisonnement et dans 
d’autres, elles sont cumulatives. Dans le cadre de la répression du blanchiment des capitaux, 
les peines d’amendes se présentent comme les sanctions les plus réalistes pour au moins deux 
raisons. 
765. Tout d’abord, elles frappent tous les participants à l’infraction, sans tenir compte de la 
qualité de la personne. En effet, la peine d’amende s’applique aussi bien aux personnes 
morales qu’aux personnes physiques. Ainsi, l’obstacle soulevé pour les peines 
d’emprisonnement est inopérant ici et la banque peut être condamnée à payer une amende 
pour s’être rendue coupable de blanchiment. Dans ce cas, le paiement de l’amende sera 
poursuivi sur les biens de la personne morale et, s’il s’agit d’une société de personnes (société 
en non collectif par exemple), sur les biens personnels des associées. 
766. Ensuite, leur montant est assez consistant. En effet, le montant des amendes fixé par 
différents textes qui sanctionnent le blanchiment des capitaux est assez signifiant. Ainsi, la loi 
de 1997 fixe leur maximum à 125.000.000 de francs pour le blanchiment proprement dit. De 
tous ces textes, c’est le règlement CEMAC qui nous paraît le plus réaliste. Une sanction 
générale a également été prévue pour le blanchiment et à l’article 46. Cet article est original : 
son premier paragraphe fixe le minimum de l’amende à 10.000.000 de francs. Mais il ne fixe 
pas avec exactitude le maximum. En effet cette disposition institue un plafond d’amende 
variable en énonçant simplement un multiplicateur devant servir pour son calcul. Le montant 
de l’amende variera alors en fonction des sommes blanchies et pourra aller jusqu’à cinq fois le 
montant de celle-ci. Cette sanction nous paraît donc réaliste en ce sens que non seulement elle 
est assez sévère pour décourager les éventuels blanchisseurs, mais aussi elle n’est pas figée et 
varie selon les masses d’argent blanchies. Ainsi, plus les capitaux blanchis sont colossaux, 
plus le montant de l’amende est élevé. Mais il existe une difficulté dans l’application de cette 
disposition : comment déterminer avec exactitude le montant des sommes blanchies ?  
767. Le paragraphe 4 du même article 46 du règlement CEMAC dispose que «  les 
personnes morales autres que l’Etat, pour le compte ou au bénéfice desquelles le blanchiment 
des capitaux a été commis par l’un de leurs organes ou représentants, sont punis d’une 
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amende d’un taux égal au quintuple des amendes spécifiées pour les personnes physiques, 
sans préjudices de la condamnation  de ces dernières comme auteurs ou complices de 
l’infraction ». Deux peines d’amende peuvent donc être prononcées à l’encontre des 
personnes morales  au bénéfice desquelles le blanchiment à été opéré. L’amende en tant que 
bénéficiaire de l’opération et l’amende éventuellement comme auteur ou complice du 
blanchiment. 
768. La qualité de personne morale bénéficiaire se présente ainsi comme une circonstance 
aggravante.  
769. Lorsqu’une circonstance aggravante est établie, les peines du blanchiment sont 
doublées. Ainsi, l’infraction générale est passible d’un emprisonnement allant de 10 à 20 ans 
(devient un crime) et d’une amende supérieure à 20.000.000 de francs et pouvant atteindre 10 
fois le montant des sommes blanchies. L’infraction spéciale de blanchiment quant à elle 
devient passible d’un emprisonnement de 20 à 40 ans et d’une amende comprise entre 
500.000 et 250.000.000 de francs.  
770. Des sanctions complémentaires sont également prévues à l’article 53 du règlement 
CEMAC qui dispose que : « les personnes morales condamnées pour les infractions prévues 
par le présent règlement sont passibles des peines complémentaires suivantes : 
 interdiction à titre définitif ou pour une durée de cinq ans au moins d’exercer 
directement ou indirectement certaines activités professionnelles ; 
 fermeture définitive ou pour une durée de cinq ans au moins de leurs établissements 
ayant servi à commettre l’infraction ; 
 dissolution lorsqu’elles ont été créées pour commettre les faits incriminés ; 
 diffusion de la décision par la presse écrite ou par tout autre moyen de 
communication audiovisuelle. » 
b) Une sanction du droit français plus souple 
771. En France, la banque qui commet l’infraction de blanchiment, parce qu’elle utilise les 
facilités que lui procure l’exercice de la profession, est punie pour blanchiment aggravé, de 
dix ans d’emprisonnement et de 750 000 euros d’amende515.  
772. Article 121-2 du Code pénal : « les personnes morales, à l’exclusion de l’Etat, sont 
responsables pénalement, (…) « et dans les cas prévus par la loi ou le règlement », des 
infractions commises, pour leur compte, par leurs organes ou représentants. ». (ii) 
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 Article 324-2 al. 1 du Code pénal. 
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773. L’alinéa 3 du même article ajoute que : « la responsabilité pénale des personnes 
morales n’exclut pas celle des personnes physiques auteurs ou complices des mêmes faits 
(…) ». (i) 
i) La responsabilité pénale des personnes physiques : le dirigeant de la banque ou le salarié 
774. La commission nationale des sanctions de l’ACPR a eu à sanctionner le dirigeant de la 
Bank Tejarat Paris, considérant sa responsabilité directe et personnelle dans plusieurs des 
manquements relevés dans le fonctionnement de l’établissement dont il co-assume la direction 
générale. En l’espèce, M. FAZELI a été suspendu de ses fonctions de direction générale pour 
une durée de trois mois. Il s’agissait là, pour la première fois, depuis plus de 10 ans d’une 
sanction prononcée par le superviseur bancaire à l’encontre d’un dirigeant516. 
775. Des peines complémentaires sont également prévues à l’encontre des personnes 
physiques par l’article 324-7 du Code pénal français à savoir diverses interdictions de séjour 
ou du territoire de la République, différentes confiscations517 ou encore des privations de 
droits et incapacités. 
776. Ainsi, le banquier condamné pour blanchiment pourrait se voir interdire l’exercice de 
son activité professionnelle à titre définitif, ou pendant une durée de cinq ans au plus518. 
777. En outre, à l’encontre de tout étranger employé ou dirigeant d’une banque coupable de 
blanchiment aggravé, l’article 324-8 du Code pénal prévoit une interdiction du territoire 
français. Elle peut être définitive ou pour une durée de dix ans au plus. 
ii) La responsabilité pénale de la banque 
778. Prévue par l’article 324-9 du Code pénal, la responsabilité pénale des personnes 
morales a été généralisée en droit français par la loi dite Perben II du 9 mars 2004. Ces textes 
prévoient en effet que les êtres moraux sont pénalement responsables des délits de 
blanchiment commis pour leur compte par leurs organes ou représentants519. Le blanchiment 
dans ce cas est commis pour le compte de la banque par l’un des organes ou représentant, 
facilité par l’exercice de la profession bancaire. La banque est donc susceptible de 
blanchiment aggravé, aux côtés de ses dirigeants ou de salariés ayant qualité pour le 
                                                 
516
 G. DEANAZ, Répression financière, La sanction par l’ACP de Bank Tejarat Paris : une décision novatrice, 
Revue Banque, février 2013, n° 757, p. 50. 
517
 Confiscations du corps du produit ou de l’instrument du délit, confiscation de certains biens meubles ou 
immeubles sans rapport direct avec le blanchiment. 
518
 Article 324-7, 1°. 
519
 Article 121-2 du Code pénal français. 
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représenter. Elle encourt une peine d’amende pouvant atteindre 3 750 000520. Cette amende 
peut théoriquement s’élever jusqu’à deux fois et demie la valeur des biens ou des fonds sur 
lesquels ont porté les opérations de blanchiment521. 
779. En outre, la banque pourrait être condamnée à la dissolution, si la personne morale a 
été créée ou détournée de son objet pour commettre les faits incriminés ; elle serait également 
exposée à l’interdiction judiciaire d’exercer directement ou indirectement son activité 
professionnelle, ou pourrait se voir imposer un placement sous surveillance judiciaire ou la 
fermeture des établissements ayant servi à commettre les faits incriminés. La loi prévoit 
également la possibilité pour le juge condamnant la banque de lui interdire de faire appel 
public à l’épargne, ou encore d’émettre des chèques, ou également de prononcer la 
confiscation de la chose qui a servi ou était destinée à commettre l’infraction ou la chose qui 
en est le produit ; l’affichage ou la diffusion de la décision prononcée sont également prévues, 
et sont de nature à largement affecter la réputation de la banque condamnée, mais aussi 
d’assurer l’information de ses clients actuels ou potentiels sur les opérations illicites 
accomplies par l’établissement522. 
780. Dans l’affaire précitée, la Bank Tejarat Paris, succursale française de Bank Tejarat 
Téhéran, a été sanctionnée à un blâme et une sanction pécuniaire de 300 000 euros. De même, 
la décision a fait l’objet d’une publication au Registre de l’Autorité de Contrôle Prudentiel. 
781. Peines complémentaires 
782. De même, l’article 131-39 du Code pénal prévoit à l’encontre de la banque : «  
1° La dissolution, lorsque la personne morale a été créée ou, lorsqu’il s’agit d’un crime ou 
d’un délit puni en ce qui concerne les personnes physiques d’une peine d’emprisonnement 
supérieure « ou égale à trois ans » détournée de son objet pour commettre les faits 
incriminés ; 
2° L’interdiction, à titre définitif ou pour une durée de cinq ans au plus, d’exercer 
directement ou indirectement une ou plusieurs activités professionnelles ou sociales ; 
3° Le placement, pour une durée de cinq ans au plus, sous surveillance judiciaire ; 
4° La fermeture définitive ou pour une durée de cinq ans au plus des établissements ou de 
l’un ou de plusieurs des établissements de l’entreprise ayant servi à commettre les faits 
incriminés ; 
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 Articles 131-38, 324-2 et 324-9, 1° du Code pénal français. 
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 Supplément posé par l’Article 324-3 du Code pénal français et en vertu du principe proportionnel posé par 
l’article 131-38 du Code pénal français. 
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 E. DEZEUZE, La responsabilité pénale, Revue de Droit Bancaire et Financier, novembre-décembre 2007, p. 
28. 
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5° L’exclusion des marchés publics à titre définitif ou pour une durée de cinq ans au plus ;  
6° L’interdiction, à titre définitif ou pour une durée de cinq ans au plus, de procéder à une 
offre au public de titres financiers ou de faire admettre ses titres financiers aux négociations 
sur un marché réglementé ; 
7° L’interdiction, pour une durée de cinq ans au plus, d’émettre des chèques autres que ceux 
qui permettent le retrait de fonds par le tireur auprès du tiré ou ceux qui sont certifiés ou 
d’utiliser des cartes de paiement ; 
8° La peine de confiscation, dans les conditions et selon les modalités prévues à l’article 131-
21 ; 
9° L’affichage de la décision prononcée ou la diffusion de celle-ci soit par la presse écrite, 
soit par tout moyen de communication au public par voie électronique ; 
(…) ; 
11° (…) La peine complémentaire de confiscation est également encourue de plein droit pour 
les crimes et pour les délits punis d’une peine d’emprisonnement d’une durée supérieure à un 
an, à l’exception des délits de presse. » 
 
B- Les autres cas de sanction pénale des banques 
 
Il s’agit respectivement de la sanction pénale pour non respect des obligations de dénonciation 
en droit français (1) et des infractions assimilées au blanchiment en droit camerounais (2). 
1- La sanction pénale indirecte du non respect des obligations de dénonciation en droit 
français 
783. En droit français, l’article L. 574-3 du CMF dispose que : « est puni des peines 
prévues au 1 de l’article 459 du code des douanes le fait, pour les dirigeants ou les préposés 
des organismes financiers (…) de se soustraire aux obligations en résultant ou de faire 
obstacle à sa mise en œuvre523. 
 
2- Les infractions assimilées au blanchiment des capitaux en droit camerounais 
 
                                                 
523
 Article L. 574-3 du CMF. 
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784. Le législateur camerounais a voulu incriminer ici des formes particulières d’aide 
apportée par une personne au recyclage des revenus illicites. Il s’agit donc d’hypothèses 
spéciales de concours. Parmi ces différents cas, le manquement aux obligations de diligences 
qui pèsent sur certains professionnels se distingue des autres infractions assimilées qui 
peuvent être constatées pour toute personne. En droit camerounais, les autres infractions liées 
au blanchiment et imputables à toute personne sont incriminées et sanctionnées à l’article 48 
du règlement CEMAC de 2003524. Trois constats se dégagent de la lecture de cet article : 
Tout d’abord, les infractions énoncées ici sont assimilées au blanchiment de capitaux. En 
effet, les attitudes incriminées dans cette disposition sont punies « des peines prévues pour 
l’infraction de blanchiment ». Cette identité des peines trouverait donc sa justification dans 
l’assimilation de ces attitudes au blanchiment. 
Ensuite, ces infractions s’avèrent intrinsèquement liées à l’infraction du blanchiment de 
profils illicites. En effet toutes ces attitudes constituent d’une manière ou d’une autre, une 
aide, une collaboration ou une participation au blanchiment. Il s’agit donc ici d’hypothèses 
particulières de concours au recyclage de revenus illicites tendant à mettre le blanchisseur à 
l’abri de poursuites. Ceci justifie finalement que ces attitudes soient assimilées au 
blanchiment.  
Enfin, on peut regrouper les attitudes incriminées à l’article 48 du règlement CEMAC de 2003 
en deux grandes catégories d’infractions : 
785. La première catégorie regroupe les infractions constituées par la divulgation de 
certaines informations confidentielles auprès du blanchisseur ou de l’auteur de l’infraction 
principale. Le législateur sanctionne ici les agissements tendant à prévenir le blanchisseur ou 
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 Aux termes de cette disposition, « est puni des peines prévues pour l’infraction de blanchiment des capitaux 
le fait, pour les dirigeants ou les agents des organismes financiers ou toute personne assujettie au titre de 
l’article 5, de porter à la connaissance du propriétaire des sommes ou de l’auteur des opérations mentionnées 
aux articles 18 et 36 du présent règlement, l’existence de la déclaration faite auprès de l’agence nationale 
d’investigation financière ou de donner des informations sur les suites qui lui ont été réservées. 
 Est punie des peines prévues pour l’infraction de blanchiment de capitaux, toute personne qui : 
        -  méconnaît les règles relatives au secret des informations recueillies au titre des dispositions du 
présent règlement, à l’interdiction de les divulguer ou communiquer hors les cas prévues audit règlement ou à 
d’autres fins que celles dudit règlement; 
      -   détruit, falsifie ou soustrait des registres ou documents dont la conservation est prévue par le 
présent règlement ; 
      -   réalise ou tente de réaliser sous une fausse identité l’une des opérations pour lesquelles la 
vérification de l’identité ou une surveillance particulière est prescrite par le présent règlement ; 
                -   ayant eu connaissance, en raison de sa profession, d’une enquête pour des faits de blanchiment, en 
a sciemment informé par tous moyens, la ou les personnes visées par l’enquête ; 
     -  communique aux autorités judiciaires ou aux fonctionnaires compétents pour constater les 
infractions d’origine et subséquentes des actes ou documents qu’elle sait tronqués ou erronés. » 
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l’auteur de l’infraction principale de ce que sa personne et son activité font l’objet d’un 
contrôle (Article 48 para. 1 et para 2-(1) et (4)).   
786. La deuxième catégorie des infractions incriminées à l’article 48 du règlement CEMAC 
de 2003 regroupe divers comportements visant l’altération ou la dissimulation de la vérité en 
vue de protéger le blanchisseur ou l’auteur de l’infraction principale – article 48 para. 2-(2), (3) 
et (5). 
787. A propos de cette dernière attitude, la Cour d’Appel de Paris a condamné pour 
blanchiment une personne qui avait donné des informations erronées sur l’origine des fonds 
qu’elle avait transférés525. Il s’agit de : 
 La destruction, la falsification ou la soustraction des registres ou documents dont la 
conservation est prévue par le Règlement CEMAC 
 La réalisation ou la tentative de réalisation sous une fausse identité l’une des 
opérations pour lesquelles la vérification de l’identité ou une surveillance particulière 
est prescrite par le Règlement CEMAC. 
788. Sanction en droit camerounais pour non déclaration de soupçon de blanchiment 
d’argent provenant du trafic de stupéfiant  
789. S’agissant des infractions liées au blanchiment imputables aux professionnels, les 
textes communautaires et nationaux ont incriminé et sanctionné les manquements aux 
obligations de vigilance et de diligence mises à leur charge dans le cadre de la détection et de 
l’alerte du blanchiment. Le législateur a voulu ici, en sanctionnant ces manquements, réprimer 
les formes de participation passive au blanchiment, c’est-à-dire des hypothèses dans 
lesquelles une personne assiste, sans participer activement mais sans dénoncer, à des 
opérations de recyclage. Sont également sanctionnés, les cas où le blanchiment a été aisé du 
fait de l’absence de vigilance de la part du professionnel. Ce dernier est sanctionné parce qu’il 
a omis de prendre les mesures indiquées pour détecter l’infraction. Il a ainsi concouru, bien 
que passivement et indirectement, à la réalisation de l’infraction. Ainsi, les dispositions de la 
Loi de 1997526 et du Règlement CEMAC de 2003527 sanctionnent le manquement à 
l’obligation de déclaration de soupçon ou de dénonciation de certaines opérations suspectes. 
Ces sanctions pénales renforcent son caractère impératif.  
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790. La loi de 2003528 quant à elle sanctionne le manquement à l’obligation de déclaration à 
l’autorité compétente par une peine d’emprisonnement comprise entre un et cinq ans et d’une 
amende de 1.000.000 à 20.000.000 de francs CFA. Pour la même attitude, l’article 130 de la 
Loi de 1997 prévoit une peine d’emprisonnement allant d’un mois à un an. 
791. La responsabilité pénale du banquier est dès lors susceptible d’être engagée sur le 
fondement du blanchiment des capitaux s’il est démontré qu’il a manqué intentionnellement à 
son obligation de déclaration. En est-il de même de la responsabilité civile ? 
 
SECTION III : LA POSSIBILITÉ D’UNE RESPONSABILITÉ CIVILE 
DES BANQUES ?   
 
792. Conformément à l’article 2 du Code de procédure pénale français, l’action civile en 
réparation du préjudice provoqué par une infraction appartient à « tous ceux qui ont 
personnellement souffert du dommage directement causé par l’infraction ». 
793. En droit français, la question de la constitution de partie civile du chef de blanchiment 
a été tranchée successivement par la jurisprudence et la loi. En effet, la chambre criminelle de 
la Cour de cassation avait reconnu que la victime de détournements de fonds pouvait se 
constituer partie civile contre les personnes accusées du blanchiment des fonds ainsi 
détournés529.  
De même, le législateur a rendu possible, la constitution de partie civile du chef de 
blanchiment pour les associations. L’article 2-16 du Code de procédure pénale530 autorise les 
associations déclarées de lutte contre la toxicomanie et le trafic de stupéfiants, pour le cas de 
blanchiment du produit du trafic de drogue, à se constituer partie civile, notamment du chef de 
blanchiment du produit d’un trafic de stupéfiants531. 
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 L’article 27 dispose en effet que « Est puni d’un emprisonnement de un à cinq ans et d’une amende de 
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 Crée par la loi n° 96-392 du 13 mai 1996. 
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lésée. 
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Enfin, l’article 2-17 prévoit la possibilité pour une association déclarée se proposant par ses 
statuts de défendre les victimes des sectes d’exercer les droits de la partie civile, notamment 
en ce qui concerne les délits de blanchiment. 
794. Si la question de la constitution de partie civile pour le chef de blanchiment a été 
tranchée en droit français, le législateur camerounais ne s’étant pas prononcé sur la question, 
il se pose le problème de la constitution de partie civile en réparation du préjudice résultant de 
la violation des obligations professionnelles du banquier. Autrement dit, la responsabilité 
civile du banquier qui viole ses obligations professionnelles en matière de prévention du 
blanchiment des capitaux peut-elle être engagée ? 
795. A cette question, la jurisprudence française répond par la négative (Paragraphe I). 
Cette solution nous semble limitée et nous partageons le point de vue de cette partie de la 
doctrine française qui entrevoit la possibilité d’une responsabilité civile des banques en la 
matière (Paragraphe II). 
 
PARAGRAPHE I : LA NÉGATION D’UNE ACTION EN RESPONSABILITÉ CIVILE 
EN CAS D’INOBSERVATION PAR LA BANQUE DE SES OBLIGATIONS 
 
796. Les diligences imposées dans le cadre de la lutte contre le blanchiment des capitaux ne 
peuvent pas servir de fondement à une quelconque responsabilité civile du banquier au profit 
de victimes d’agissements frauduleux532. Telle est la solution donnée par la Cour de cassation 
française (A) pour qui le dispositif préventif anti-blanchiment a pour seule finalité la 
protection de l’intérêt général (B). 
 
A- L’arrêt de principe de la Cour de cassation française du 28 avril 2004 
 
797. En l’espèce, un contribuable avait adressé un chèque au Trésor public. La Société 
Moon l’avait détourné et falsifié, substituant son nom à celui du véritable bénéficiaire. Le 
chèque avait été remis à l’encaissement au Crédit Lyonnais, banque qui fut alertée quelques 
jours plus tard par l’enregistrement d’importants débits. Cette dernière s’était donc renseignée 
                                                 
532
 T. BONNEAU, La responsabilité du banquier encourue pour non respect de la législation relative au 
blanchiment de capitaux : panorama de jurisprudence récente. Revue de Droit Bancaire et Financier janvier-
février 2005. 
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auprès de la banque du tireur qui lui précisait que la Société Moon n’était pas le bénéficiaire 
du chèque. 
798. La victime avait alors fait assigner le Crédit Lyonnais en responsabilité et obtenu gain 
de cause en première instance. Cette décision fut confirmée par la Cour d’appel de Paris dans 
un arrêt rendu le 5 mars 2002533 qui estimait que l’encaissement du chèque et les retraits 
consécutifs effectués par la Société Moon constituaient une opération sur laquelle la banque 
aurait dû, en application de la législation anti-blanchiment, effectuer des contrôles particuliers 
qui auraient permis de déjouer la fraude. 
En effet, il ressort de cette décision que : « Attendu que l’obligation de vigilance imposée aux 
organismes financiers en application de l’article sus-visé (C. monét. fin., art. L. 563-3) n’a 
pour seule finalité que la détection de transactions portant sur des sommes en provenance du 
trafic de stupéfiants ou d’activités criminelles organisées ; qu’aux termes des articles L. 563-
5 et L. 563-6 du même code, la méconnaissance de l’obligation d’examen particulier de 
certaines opérations importantes est sanctionnée disciplinairement ou administrativement par 
l’autorité ayant pouvoir disciplinaire ; que seuls le service institué à l’article L. 562-4 et 
l’autorité de contrôle peuvent obtenir communication des pièces qui se rattachent à ces 
opérations et que ces informations ne peuvent être recueillies à d’autres fins que celles 
prévues au titre de la lutte contre le blanchiment des capitaux ; qu’il résulte que la victime 
d’agissements frauduleux ne peut se prévaloir de l’inobservation d’obligations résultant de 
ces textes pour réclamer des dommages-intérêts à l’établissement financier ». 
Deux ans plus tard, cette décision sera cassée par la Cour de cassation pour violation de 
l’article L. 563-3 du Code monétaire et financier. En effet, la chambre commerciale de la 
Cour, par arrêt de principe534, décidait que les obligations invoquées par le demandeur avaient 
pour seule finalité la lutte contre le blanchiment et qu’en tout état de cause, les informations 
recueillies au cours de ces vérifications ne pouvaient être utilisées à d’autres fins que cette 
lutte. 
 
B- L’affirmation de la finalité protectrice de l’intérêt général des obligations anti-
blanchiment 
                                                 

 CA Paris, 5 mars 2002 : D. 2003, som. Com. 337, obs. H. SYNVET ; Bull. Joly bourse juill-aout 2002 para 
66 p. 333, note C. CUTAJAR ; RD bancaire et fin. 2002, p. 250, obs. F-J. CREDOT et Y. GERARD. 
534
 Cass. Com., 28 avr. 2004, pourvoi n° 02-15. 054 : Petites affiches 28 mai 2004, p. 5, rapport de Mme Cohen-
Branche ; JCP E 2004, p. 830, note J. Stoufflet ; Cass. Com., 28 avr. 2004, n° 699 FS-P+B+I, Crédit Lyonnais c/ 
Sté Moon et a : Juris-Data n° 2004-023445. 
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799. La finalité de la mise en œuvre du dispositif préventif de lutte anti-blanchiment 
demeure la sauvegarde de l’intérêt général. L’accent sur ce caractère exclusif de l’intérêt 
protégé a été mis par la Cour de cassation dans son arrêt rendu le 28 avril 2004. En effet à 
l’origine, le dispositif préventif anti-blanchiment visait à combattre le seul trafic de 
stupéfiants, la lutte contre le blanchiment des capitaux était alors un moyen d’atteindre cet 
objectif. La nécessité de faire participer les banques à la lutte contre le blanchiment en vue de 
limiter le trafic de drogue était donc rappelée tout au long des travaux parlementaires535.La 
protection des clients était très éloignée des préoccupations du législateur français en la 
matière536. 
800. En outre, la lutte contre le blanchiment est un « impératif économique catégorique»537, 
le blanchiment pouvant déstabiliser le secteur privé, porter atteinte à l’intégrité des marchés 
financiers et entraîner à terme la perte de contrôle de la politique économique. Le blanchiment 
n’est donc pas un simple manquement à des lois, mais une véritable menace de la sécurité 
nationale et internationale. C’est donc au nom de la protection de l’intérêt général que les 
obligations préventives ont été imposées aux banques afin de lutter contre le blanchiment des 
capitaux. 
801. La cour de cassation française considère d’ailleurs que l’entorse au principe de non-
ingérence du banquier dans les affaires du client ne saurait servir des intérêts privés et 
permettre à la victime d’une escroquerie d’invoquer à l’encontre de ce dernier, la violation 
d’une obligation de vigilance prévue par le dispositif préventif de lutte contre le blanchiment 
d’argent538. 
En sens inverse, le banquier ne peut pas prendre prétexte de la méconnaissance de la 
réglementation anti-blanchiment pour échapper à ses obligations539. 
                                                 
535
 Voir par exemple, le rapport de la Commission des lois de l’Assemblée Nationale, n° 1401, p. 5, ainsi que la 
déclaration de M. Colcombet, président de cette Commission : JOAN CR, 7 juin 1990, p. 2148. Voir également 
le rapport de la Commission des lois du Sénat (n° 388), p. 9 et l’intervention de P. Bérégovoy au Sénat : JO 
Sénat CR, 21 juin 1990, p. 1979. 
536
 F. BOUCARD, La violation d’une norme professionnelle constitue-t-elle une faute civile ? Exemple en 
matière de blanchiment de capitaux (note sous Cass. Com., 28 avr. 2004), Revue de Droit Bancaire et Financier 
2004, n° 4 juillet-aout 2004, p.275. 
537
 C. CUTAJAR, La violation de l’obligation de vigilance instituée par l’article L. 563-3 du Code monétaire et 
financier ne permet pas l’indemnisation de la victime d’un chèque falsifié, JCP- La Semaine Juridique Edition 
Générale n° 27, 30 juin 2004, p. 1232 et s. 
538
 C. CUTAJAR, L’article L. 563-3 du Code monétaire et financier est spécifique à la lutte contre le 
blanchiment des capitaux, note sous Cass. Com., 28 avr. 2004 :JCPG2004, II, 10105. 
539
 F. BOUCARD, La violation d’une norme professionnelle constitue-t-elle une faute civile. Exemple en 
matière de blanchiment de capitaux (note sous Cass.com., 28 avr. 2004) Revue de Droit Bancaire et Financier 
2004, p. 273. 
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Cependant, l’éventualité d’une responsabilité civile de la banque pour violation des 
obligations anti-blanchiment n’est pas à écarter complètement. 
 
PARAGRAPHE II : L’ÉVENTUALITÉ D’UNE RESPONSABILITÉ CIVILE 
DÉLICTUELLE DE LA BANQUE 
 
802. En droit, le principe général de responsabilité civile s’inscrit dans le prolongement du 
principe selon lequel nul n’a le droit de nuire à autrui, consacré par la déclaration des droits de 
l’Homme de 1789540. De même, commentant une décision du juge, un auteur français a 
affirmé que : « toute infraction aux lois et règlements étant susceptible d’être qualifiée de 
faute civile, on ne peut qu’approuver la Cour d’appel d’avoir accepté d’examiner la 
responsabilité civile du Crédit Lyonnais à la lumière des dispositions de la lutte contre le 
blanchiment des capitaux »541. La question s’était posée dans cette affaire de savoir si la 
responsabilité civile de la banque pouvait être engagée en cas de non respect de ses 
obligations en matière de prévention du blanchiment des capitaux. En effet, le client de la 
banque peut accomplir des actes frauduleux portant préjudice aux tiers en se servant de son 
compte bancaire. De même, des tiers peuvent également causer préjudice au client de 
l’établissement bancaire, en tentant de se faire payer par la banque, et au préjudice du client, 
des sommes indues par exemple.  
803. Une construction jurisprudentielle impose au banquier une obligation de surveillance 
des comptes bancaires, de même que toutes les opérations de ses clients. Sur cette base et en 
puisant dans les textes notamment les articles 1382 et 1383 des Codes civils français et 
camerounais, une réponse positive pourrait être apportée à la question de savoir si le banquier 
qui viole ses obligations en matière de prévention du blanchiment des capitaux pourrait être 
poursuivi civilement. 
804. Aussi verrons-nous que l’obligation générale de prudence est le fondement de la 
responsabilité civile délictuelle du banquier (A) de même que la responsabilité civile 
délictuelle de la banque peut être mise en œuvre sur le fondement des articles 1382 et 1383 
des Codes civil français et camerounais (B). 
 
                                                 
540
 C. CUTAJAR, Op. Cit. 
541
 SYNVET 
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A- L’obligation générale de prudence, fondement de la responsabilité civile délictuelle 
du banquier 
 
805. D’origine jurisprudentielle, l’obligation générale de prudence ou obligation de 
vigilance impose au banquier, d’une part, de « surveiller ses clients afin de pouvoir déceler 
les anomalies qui sont évidentes, apparentes, c’est-à- dire celles qui ne peuvent pas échapper 
à un banquier normalement diligent »542. 
806. Nous l’avons vu, la doctrine française distingue, pour rendre compte de cette 
jurisprudence, les anomalies matérielles qui affectent la régularité même du titre543 et sont 
révélées par un simple examen du titre et les anomalies intellectuelles qui résultent du 
contexte dans lequel l’opération a été effectuée544. En présence d’une anomalie, le banquier 
devra, selon les circonstances, refuser d’exécuter l’opération qu’il sait illicite. 
D’autre part, la vigilance impose au banquier de s’informer auprès de son client notamment 
lorsque la banque constate qu’une opération d’une certaine importance se présente dans des 
conditions inhabituelles de complexité et ne paraît pas avoir de justification économique ou 
d’objet licite545. Celui-ci doit donc se renseigner auprès de client sur l’origine et la destination 
des fonds ainsi que sur l’objet de la transaction et l’identité de la personne qui en bénéficie. 
Aussi, si ces exigences ne sont pas respectées, la responsabilité de la banque pourrait être 
engagée par des tiers ayant subi un préjudice du fait de ces manquements de la banque. 
 
B- La mise en œuvre de la responsabilité civile délictuelle de la banque sur le fondement 
des articles 1382 et 1383 des Codes civil français et camerounais 
 
Les conditions de mise en œuvre de la responsabilité civile sont contenues en droit 
camerounais et français dans les articles 1382 et 1382 de leurs Codes civil. En effet, il ressort 
de l’article 1382 des dits Codes que : « tout fait quelconque de l’homme, qui cause à autrui un 
dommage, oblige celui par la faute duquel il est arrivé, à la réparer. ». Il s’agit de la 
responsabilité du fait personnel qui nécessite que soient prouvés à la fois l’existence d’un fait 
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 T. BONNEAU, Droit bancaire 8è éd. Montchrestien lextenso éditions, 2009. 
543
 Titres falsifiés, endos irréguliers par exemple. 
544
 Montant d’une remise sans rapport avec l’activité professionnelle du client, mouvements bancaires 
anormalement nombreux pour des montants élevés par exemple. 
545
 Articles L. 563-3 du Code monétaire et financier et 12 du Règlement CEMAC. 
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générateur de responsabilité qui prendra la forme d’une faute de la banque et l’existence d’un 
préjudice découlant de cette faute. 
En outre, l’article 1383 des mêmes textes dispose que : « chacun est responsable du dommage 
qu’il a causé non seulement par son fait, mais encore par sa négligence ou par son 
imprudence ». Les opérations bancaires passées par les banques pour le compte de leurs 
clients sont accomplies par les personnes physiques qu’elles emploient. Aussi on peut se 
poser la question de savoir si l’employé de banque qui manque à l’obligation de vigilance et 
cause un préjudice à un client ou un tiers peut engager la responsabilité civile de la banque ?  
807. En réponse à cette question, les droits français et camerounais posent trois conditions : 
tout d’abord il doit exister un le lien de préposition entre le banquier et l’employé, ensuite le 
fait du préposé doit être établi et doit se rattacher enfin aux fonctions à lui confiées par le 
banquier. 
Aussi sur la base de ces deux articles, et sous le respect de ces conditions, la responsabilité 
civile de la banque pourrait être engagée en cas de manquement à ses obligations en matière 
de prévention du blanchiment. 
808. Nous pensons comme Chantal CUTAJAR546 que la mise en œuvre d’une 
responsabilité civile de la banque concernant la violation de l’obligation de vigilance, pourrait 
par exemple « prospérer sur le terrain de l’anomalie intellectuelle ». Il pourrait s’agir à titre 
d’illustration, du fonctionnement anormal du compte d’un client, à condition de rapporter la 
preuve du caractère anormal du fonctionnement547. C’est d’ailleurs en ce sens que les juges du 
Tribunal de commerce de Bobigny548 avaient considéré que « au lieu d’établir séance tenante 
les chèques de banque demandés par la société Moon, le Crédit Lyonnais qui reconnaît 
cependant avoir alors interrogé la Banque Paribas pour savoir si le chèque était provisionné, 
aurait pu se donner quelques heures de réflexion pour procéder, en plus de l’examen 
historique du compte, à celui des documents qu’elle dit avoir si scrupuleusement demandés 
lors de son ouverture. Elle n’aurait pas manqué de s’apercevoir que la société en question, 
créée le 5 septembre 1997, c’est-à-dire un peu plus d’un an auparavant, avait déjà changé 
une fois de gérant et que quelques mois après sa création, son objet social, qui était 
initialement la confection, avait été complété par l’entreprise générale de bâtiment tous corps 
d’état, ce qui, manifestement, n’a aucun rapport avec l’objet initial qui, de toute évidence, n’a 
pas été une complète réussite ». 
                                                 
546
 C. CUTAJAR, Op.Cit.  
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 Cass. com., 11 janv. 1983: D. 1984, inf. rap. P. 79, obs. Vasseur. 
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 T. com. Bobigny, 16 nov. 2000, inédit. 
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Allant dans le même sens, la Cour d’appel de Paris549 a estimé que le non-respect de la 
réglementation anti-blanchiment était susceptible d’engager la responsabilité civile de la 
banque. 
  
                                                 
549
 15è ch. A, 5 mars 2002: Banque et droit n°84, juill.-aout 2002, p. 53. 
274 
 
CONCLUSION DU CHAPITRE II 
 
809. La méconnaissance par les banques françaises et camerounaises de leurs obligations 
professionnelles en matière de lutte contre le blanchiment des capitaux peut faire l’objet de 
sanctions disciplinaires prononcées par la Commission nationale des sanctions de l’ACPR et 
la Commission bancaire d’Afrique Centrale.  
Des sanctions pénales sont également prévues à l’encontre des banques qui méconnaîtraient 
l’interdiction de divulgation. La question est discutée de savoir si le manquement par le 
banquier à ses obligations préventives pouvait être constitutif de l’infraction de blanchiment. 
Les opérations de banque sont par nature constitutives des actes de blanchiment. En effet, les 
articles 324-1 du Code pénal français et 46 du règlement CEMAC répriment le concours à une 
opération de placement, de dissimulation ou de conversion du produit d’un crime ou d’un 
délit, il s’agit des opérations de banque. C’est pourquoi il est généralement soutenu que de 
telles poursuites ne sont envisageables que si la connaissance de l’origine frauduleuse des 
fonds par le banquier est démontrée, ainsi que sa volonté d’apporter son concours aux 
opérations de blanchiment caractérisées550.  
810. En outre, il a été admis par la jurisprudence française que la responsabilité civile du 
banquier ne pouvait être engagée du fait de la violation des obligations professionnelles en 
matière de lutte contre le blanchiment. Cette solution, bien que justifiée en ceci que les 
diligences imposées aux banques françaises et camerounaises au titre de la lutte contre le 
blanchiment ont pour finalité la protection de l’intérêt général et non d’intérêts privés, nous 
paraît limitée. Aussi, nous pensons, avec certains auteurs français, que la responsabilité civile 
de la banque peut être engagée sur les fondements des articles 1382 et 1383 des codes civils 
français et camerounais. 
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 En ce sens : TGI Paris, 11 décembre 2008, RDBF, mars-avril 2009, comm. 39, obs. Crédot et Gérard, p. 38. 
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CONCLUSION DU TITRE II 
811. Il ressort des développements précédents que la mise en œuvre du dispositif préventif 
de LAB a considérablement bouleversée les principes et pratiques bancaires, et fait naître des 
responsabilités pour les banques. 
D’une part, le dispositif préventif anti-blanchiment fait peser sur les banquiers plusieurs 
obligations. Si certaines, en l’occurrence l’obligation de connaissance de la clientèle, étaient 
déjà connues de la profession, d’autres cependant étaient nouvelles pour les banquiers qui les 
trouvaient même incompatibles avec leurs principes bancaires : il s’agit de l’obligation de 
déclaration de soupçon. Celle-ci en effet, sera à l’origine de la naissance d’une obligation de 
communication imposée aux banques vis-à-vis de l’administration. Cette obligation est venue 
affecter le secret bancaire de même que l’obligation de connaissance porte atteinte au principe 
de non-ingérence. De plus une étude de la jurisprudence française relative à la mise en œuvre 
des obligations préventives anti-blanchiment nous amène à penser à la création d’une 
nouvelle obligation aux banques, notamment, le « devoir d’ingérence ». 
 D’autre part, la méconnaissance par les banquiers français et camerounais de leurs 
obligations professionnelles en matière de lutte contre le blanchiment des capitaux peut faire 
l’objet de sanctions disciplinaires prononcées par la Commission nationale des sanctions de 
l’ACPR et la Commission bancaire d’Afrique Centrale.  
812. Des sanctions pénales sont également prévues à l’encontre du banquier qui 
méconnaîtrait l’interdiction de divulgation. La question est discutée de savoir si le 
manquement par le banquier à ses obligations préventives pouvait être constitutif de 
l’infraction de blanchiment. Les opérations de banque sont par nature constitutives des actes 
de blanchiment. En effet, les articles 324-1 du Code pénal français et 46 du règlement 
CEMAC répriment le concours à une opération de placement, de dissimulation ou de 
conversion du produit d’un crime ou d’un délit, il s’agit des opérations de banque.  
 En outre, il a été admis par la jurisprudence française que la responsabilité civile du banquier 
ne pouvait être engagée du fait de la violation des obligations professionnelles en matière de 
lutte contre le blanchiment. Cette solution, bien que justifiée en ceci que les diligences 
imposées aux banques françaises et camerounaises au titre de la lutte contre le blanchiment 
ont pour finalité la protection de l’intérêt général et non d’intérêts privés, nous parait limitée. 
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CONCLUSION DE LA DEUXIÈME PARTIE 
813. Parce qu’il est possible que les fonds blanchis passent par les circuits financiers légaux 
notamment les banques, la nécessité de disposer d’un système de détection s’est imposée. Un 
tel système repose sur l’adhésion de la communauté bancaire : c’est le principe de la 
déclaration de soupçon qui a été instauré en France dès 1990 par la loi n° 90-614 du 12 juillet 
1990 relative à la participation des organismes financiers à la lutte contre le blanchiment des 
capitaux provenant du trafic des stuépfiants. Au Cameroun, ce principe est contenu dans les 
règlements communautaires551 de 2003 et 2005, puis dans le décret de 2005 instituant l’Anif. 
Le mécanisme de la déclaration de soupçon552 est ainsi un des fondements de la lutte contre le 
blanchiment des capitaux en France et au Cameroun. Si l’élément déclencheur de la 
déclaration, à savoir le soupçon n’a pas été défini par les législations françaises et 
camerounaises, sa déclaration a cependant été strictement encadrée. 
814. De même, parce que la déclaration de soupçon constitue une véritable entorse au 
secret bancaire au quel sont tenues les banques françaises et camerounaises, les législateurs 
français et camerounais ont prévu des aménagements. Aussi, les banques ont par exemple la 
garantie que les informations transmises à Tracfin ou l’Anif ne seront utilisées à des fins 
autres que la lutte contre le blanchiment des capitaux.  
815. Néanmoins, le dispositif préventif de lutte contre le blanchiment des capitaux n’a pas 
été bien accueilli au sein de la profession bancaire française et camerounaise, non seulement 
parce qu’il a fait naître de nouvelles obligations aux banques, mais surtout parce que ces 
obligations remettaient grandement en cause les principes régissant la profession. D’une part, 
les banques sont devenues des « collaboratrices » de l’administration faisant ainsi naitre une 
obligation de communication à leur charge. La mise en œuvre de cette obligation constitue 
une atteinte au secret bancaire.  
816. D’autre part, la jurisprudence française s’est montré encore plus exigeante quant-à la 
mise en œuvre des obligations de vigilance. Cette obligation, imposée aux banques françaises 
et camerounaises au titre de la prévention du blanchiment des capitaux constitue une grave 
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 Les quels, rappelons le, sont d’application immédiate au Cameroun. 
552
 La France et le Cameroun ont fait le choix de la déclaration de soupçon, à l’inverse d’autres pays qui ont 
retenu le principe d’une déclaration automatique. D’après ce dernier, toute opération financière, toute transaction 
supérieure à un montant de x milliers d’euros ou x centaines d’euros, est transmise à une cellule de 
renseignements financiers au risque de l’engorger. 
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entorse au principe de non-ingérence propre à l’activité bancaire. Une analyse de cette 
jurisprudence nous a amené à nous interroger sur la naissance d’une nouvelle obligation pour 
les banques françaises et camerounaises dans la mise en œuvre des obligations préventives 
anti-blanchiment : il s’agit du « devoir d’ingérence » du banquier. 
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CONCLUSION GÉNÉRALE 
817. L’objet de notre étude consistait à mener une étude comparative de l’application 
concrète du dispositif préventif anti-blanchiment par les banques camerounaises et françaises. 
En effet, le blanchiment est une infraction internationale qui concerne tous les pays du monde, 
aussi bien les industriels que les pays en voie de développement. Les deux pays que nous 
avons choisis illustrent ce cas de figure. Notre recherche a donc permis de mettre en exergue 
l’expérience des banques dans les deux pays. 
818. Au terme de notre travail on peut affirmer que la prévention de l’utilisation du système 
financier à des fins de blanchiment est devenue une obligation que les banques camerounaises 
et françaises ont parfaitement intégrée dans leur organisation et leur fonctionnement. Le 
dispositif de prévention du blanchiment des capitaux est bel et bien effectif au sein des 
banques aussi bien en France qu’au Cameroun. Celles-ci ont pris conscience de la nécessité de 
lutter contre le blanchiment des capitaux.  
819. Au cours de cette étude, nous avons pu voir que la mise en œuvre du dispositif 
préventif anti-blanchiment est une opportunité pour les banques car constituant un élément 
d’enrichissement de leur organisation. En effet, elle a permis aux banques, d’une part, de se 
doter de matériels informatiques en vue de filtrer les opérations atypiques et par conséquent 
de se prémunir de toute utilisation à des fins de blanchiment. D’autre part, les banques ont 
créé en leur sein, un service de lutte anti-blanchiment dénommé service de conformité. Ce 
service est lui aussi un acteur majeur dans la prévention du blanchiment des capitaux au sein 
des banques. Cependant, une disparité a été relevée au sein des banques françaises et 
camerounaises dans la constitution du service de conformité. D’où la nécessité d’une 
harmonisation de l’organisation du service de conformité. Les textes internationaux dans un 
premier temps, puis nationaux dans un second temps, devraient être clairs quant à 
l’organisation du service de conformité. Un nombre moyen de personnels devrait être imposé 
à ce service en fonction de la taille de la banque. 
820. De même, le dispositif préventif anti-blanchiment contribue à assainir les secteurs 
bancaires français et camerounais. En effet, l’on a observé au sein des banques françaises et 
camerounaises, la mise en œuvre d’une politique visant à faire émerger ou renforcer une 
véritable culture de conformité en leur sein. En effet, des formations ont été organisées en vue 
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d’une sensibilisation de leur personnel. Ce qui leur permet de se prémunir du risque de non-
conformité auxquel elles s’exposent en cas de non respect de la mise en ouvre du dispositif. 
821. Nous avons cependant déploré l’absence de définition du risque de non-conformité en 
droit camerounais et incité de ce fait le législateur à prendre exemple chez son homologue 
français dont la définition est la même que celle donnée par le Comité de Bâle. 
822. Nous avons également constaté que la mise en œuvre du dispositif préventif anti-
blanchiment constituait un renforcement et devrait normalement être aisée pour les banques 
étant donné que celui-ci allait de pair avec des obligations propres à la profession, notamment 
l’obligation de connaissance de la clientèle. 
823. Cependant, nous avons également constaté que la mise en œuvre de certaines 
obligations du dispositif préventif anti-blanchiment n’était pas toujours aisée en pratique pour 
les banques étant donné qu’elles étaient contraires aux principes bancaires. En effet, la 
déclaration de soupçon remet en question le secret bancaire et le principe de non-ingérence, 
principes chers à la profession bancaire. 
824. Les banques françaises et camerounaises ont donc établi des procédures internes LAB. 
Ces procédures les incitent à la vigilance et en cas de soupçon de blanchiment, elles le 
signalent à Tracfin ou l’Anif. Le principe est celui d’une déclaration volontaire sur la base 
d’un doute qui les exonère de leurs responsabilités disciplinaires, pénales et civiles relatives 
au secret bancaire. 
825. Cependant, des divergences seront visibles sur la manière par laquelle les banques se 
sont prises pour appliquer ce dispositif. Ceci est la conséquence d’une part, de la liberté 
laissée aux établissements par le législateur international et d’autre part c’est la traduction 
d’une réalité de notre travail qui a porté sur la comparaison d’un pays développé et d’un autre 
en voie de développement. 
826. De même, malgré tous les efforts déployés, les banques continuent d’être interpelées 
par la justice pour non respect du dispositif anti-blanchiment. Ceci traduirait-il les difficultés 
d’ordre pratique que les banques rencontrent dans la mise en œuvre du dispositif ? En effet, il 
se pose la question de la légitimité de l’implication des banques dans la lutte contre le 
blanchiment des capitaux. Les banques camerounaises et françaises sont-elles prêtes à jouer 
ce rôle de sentinelle qui leur est attribué ?  
Plusieurs disparités et lacunes dans les dispositifs préventifs anti-blanchiment français et 
camerounais ont été constatées tout au long de notre travail. 
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Aussi pour rendre la mise en œuvre du dispositif préventif anti-blanchiment uniforme pour les 
banques françaises et camerounaises, nous incitons d’une part, le législateur communautaire 
européen, à ériger les normes anti-blanchiment dans un règlement et non plus sous forme de 
directive comme c’est le cas actuellement. De même, le législateur français devrait intégrer 
les Personnes politiquement exposées nationales dans sa définition des PPE. 
D’autre part, le législateur camerounais, tout d’abord, devrait intégrer dans son droit interne et 
plus précisément dans le code pénal, l’infraction de blanchiment des capitaux. Il en est de 
même de la notion de risque de non-confirmité à laquelle une définition devrait être apportée, 
par exemple dans le règlement 2001 relatif au contrôle interne. 
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        ANNEXE I 
 
RÈGLEMENT N° 01/03-CEMAC-UMAC- PORTANT PRÉVENTION ET 
RÉPRESSION DU BLANCHIMENT DES CAPITAUX ET DU FINANCEMENT 
DU TERRORISME EN AFRIQUE CENTRALE 
  
 
Vu le Traité instituant la Communauté Economique et Monétaire de l'Afrique Centrale 
(CEMAC) du 16 mars 1994 et son Additif en date du 5 juillet 1996 relatif au système 
Institutionnel et Juridique de la Communauté, 
 
Vu la Convention du 5 juillet 1996 régissant l'Union Economique de l'Afrique 
Centrale (UEAC), 
 
Vu la Convention du 5 juillet 1996 régissant l'Union Monétaire de l'Afrique Centrale 
(UMAC), 
 
Vu la Déclaration Solennelle de la Conférence des Chefs d'Etat de la CEMAC en date 
du 14 décembre 2000 sur le blanchiment d'argent, 
 
Vu l'Acte Additionnel n°9/00/CEMAC-086/CCE 02 du 14 décembre 2000 portant 
création du Groupe d'Action contre le Blanchiment d'Argent en Afrique Centrale 
(GABAC), 
 
Vu le Règlement n°02/02/CEMAC/UMAC/CM du 14 avril 2002 portant organisation 
et fonctionnement du GABAC, 
 
Considérant qu'en raison de son caractère transnational et des menaces graves qui en 
découlent pour le système économique et financier, le phénomène du blanchiment des 
capitaux et du financement du terrorisme a donné lieu à une mobilisation sans 
précédent de la Communauté Internationale tendant à la mise en place d'une stratégie 
collective et cohérente de lutte fondée notamment sur l'adoption de modalités 
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juridiques et institutionnelles de lutte modernes et adaptées ainsi que sur le 
développement de la coopération , 
 
Considérant que du fait des mesures de lutte contre le blanchiment des capitaux et le 
financement du terrorisme en vigueur dans la plupart des Etats, les criminels sont 
enclins à déplacer ces activités dans les Etats où les dispositifs de lutte demeurent 
inadaptés ou insuffisants, en tirant notamment parti du courant de mondialisation et 
des progrès des technologies et de la communication. 
 
Considérant en conséquence la nécessité de renforcer la lutte contre le blanchiment des 
capitaux dans les Etats de la CEMAC par l'adoption d'un texte communautaire de 
nature à combler le vide législatif en matière de prévention et de répression du 
blanchiment souligné notamment dans le cadre des recommandations et conclusions 
du Séminaire de sensibilisation sur la lutte contre le Blanchiment des capitaux dans les 
pays de la Communauté Economique et Monétaire de 1'Afrique Centrale, tenu à 
Yaoundé du 7 au 9 novembre 2000, auxquelles il y a lieu d'adjoindre les aspects 
relatifs à la prévention et à la répression du financement du terrorisme. 
 
Considérant en outre que la crédibilité et la pleine efficacité de la lutte contre le 
blanchiment des capitaux et le financement du terrorisme en Afrique Centrale 
commandent d'introduire dans les Etats membres un cadre juridique inspiré des 
normes et standards internationaux en la matière, dont notamment ceux établis par les  
instruments tels : la Convention des Nations Unies contre le Trafic Illicite de 
Stupéfiants et de Substances Psychotropes adoptée à Vienne le 19 décembre 1988, la 
Convention du Conseil de l'Europe du 8 novembre 1990 relative au blanchiment, au 
dépistage, à la saisie et à la confiscation des produits du crime ; la Directive  n° 
91/308/CEE du 10 juin 1991  pour la prévention de l'utilisation du système financier 
aux fins de blanchiment des capitaux adoptée par le Conseil de l'Union européenne; la 
Déclaration de Principe de Bâle pour la prévention de l'utilisation du système bancaire 
pour le blanchiment de fonds d'origine criminelle élaborée par le Comité des règles et 
pratiques de contrôle des opérations bancaires ; la Convention Internationale pour la 
répression du financement du terrorisme adoptée par l'Assemblée Générale des 
Nations Unies le 9 décembre 1999 ; la  Convention  des Nations unies contre la 
criminalité transnationale organisée, adoptée à New York le 15 novembre 2000, dite 
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Convention de Palerme ; les  Résolutions n° 1373 et 1390 adoptées par le Conseil de 
Sécurité de l'Organisation  des Nations Unies ; les 40 recommandations du Groupe 
d'Action Financière sur le blanchiment des capitaux complétées par huit nouvelles 
recommandations relatives à la lutte contre le financement du terrorisme adoptées lors 
de la réunion  plénière  extraordinaire  du GAFI tenue à Washington DC les 29 et 30 
octobre 2001, 
 
Vu l'avis conforme du Conseil d’Administration de la BEAC délivré lors de sa séance 
du 20 novembre 2002, 
 
Sur proposition du Gouverneur, En sa séance du 28 mars 2003, 
ADOPTE LE REGLEMENT DONT LA TENEUR SUIT : 
 
 
TITRE I : DÉFINITIONS ET CHAMP D'APPLICATION 
 
Article 1er : Définition du blanchiment des capitaux. 
Au sens du présent Règlement, le blanchiment des capitaux désigne un ou plusieurs 
des agissements ci-après énumérés commis intentionnellement : 
 
a) la conversion ou le transfert de biens provenant d'un crime ou d'un délit au sens 
des textes applicables dans l'Etat membre ou du présent Règlement, dans le but de 
dissimuler ou de déguiser l'origine illicite desdits biens ou d'aider toute personne qui 
est impliquée dans la commission de ce crime ou délit à échapper aux conséquences 
juridiques de ses actes ; 
 
b) la dissimulation ou le déguisement de la nature, de l'origine, de l'emplacement, 
de la disposition, du mouvement ou de la propriété de biens provenant d'un crime ou 
d'un délit au sens des textes applicables dans l'Etat membre ou du présent 
Règlement ; 
 
c) l'acquisition, la détention ou l'utilisation de biens provenant d'un crime ou d'un 
délit au sens des textes applicables dans l'Etat membre ou du présent Règlement ; 
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d) la participation à l'un des actes visés au présent article, l'association pour commettre 
ledit acte, les tentatives de le perpétrer, le fait d'aider, d'inciter ou de conseiller 
quelqu'un à le faire ou le fait d'en faciliter l'exécution. 
 
La connaissance de l'origine des biens ou l'intention de commettre les faits susvisés 
nécessaire en tant qu'élément de l'infraction peut être établie à partir de circonstances 
de fait objectives. 
 
Pour servir de base à des poursuites pour blanchiment des capitaux en application du 
présent Règlement, les faits d'origine commis dans un autre Etat membre ou dans un 
Etat tiers doivent avoir le caractère d'une infraction pénale dans le pays où ils ont été 
commis. 
 
Article 2 : Définition du financement du terrorisme 
Au sens du présent Règlement, le financement du terrorisme est le fait pour toute 
personne de fournir ou de réunir, par quelque moyen que ce soit, directement ou 
indirectement, illicitement et délibérément, des fonds dans l'intention de les voir 
utilisés ou en sachant qu'ils seront utilisés, en tout ou partie, en vue de commettre : 
 
a) un acte qui constitue une infraction de terrorisme selon la définition de l'un des 
traités internationaux pertinents régulièrement ratifié par l'Etat membre ; 
 
b) tout autre acte destiné à tuer ou blesser grièvement un civil, ou toute autre 
personne qui ne participe pas directement aux hostilités dans une situation de conflit 
armé, lorsque, par sa nature ou son contexte, cet acte vise à intimider une population 
ou à contraindre un gouvernement ou une organisation internationale à accomplir ou à 
s'abstenir d'accomplir un acte quelconque. 
 
Article 3 : Autres définitions 
Aux fins du présent Règlement, les termes suivants sont définis comme suit : 
 
1. Communauté ou CEMAC : la Communauté Economique et Monétaire de 
l’Afrique Centrale ; 
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2. Acte Additionnel : l’Acte Additionnel n°9/00/CEMAC-086/CCE 02 du 
14 décembre 2000 portant création du GABAC ; 
 
3. UBAC : l'Union Économique de l'Afrique Centrale ; 
 
4. UMAC : l'Union Monétaire de l'Afrique Centrale ; 
 
5. Comité Ministériel : le Comité Ministériel de l’Union Monétaire de l’Afrique 
Centrale; 
 
6. Conseil : le Conseil des Ministres de l'Union Économique de l'Afrique 
Centrale ; 
 
7. GABAC : le Groupe d’’Action contre le Blanchiment d’Argent en Afrique 
Centrale ; 
 
8. BEAC : la Banque des États de l'Afrique Centrale; 
 
9. COBAC : la Commission Bancaire de l'Afrique Centrale ; 
 
10. Gouverneur : le Gouverneur de la Banque des Etats de l'Afrique Centrale ; 
 
11. Comité des sanctions ou Comité contre-terrorisme : Comité du Conseil de 
sécurité de l'Organisation des Nations Unies composé de tous les membres dudit 
Conseil créé par la Résolution n° 1373 adoptée par le 28 septembre 2001 par le 
Conseil de Sécurité de l'Organisation des Nations Unies concernant le contre- 
terrorisme et chargé de suivre l'application de cette même résolution n° 1373 ; 
 
12. Autorité  Monétaire : le Ministre en charge de la Monnaie et du Crédit dans 
l'Etat membre; 
 
13. Agence ou ANIF : l’Agence Nationale d’Investigation Financière instituée à 
l'article 25 du présent Règlement ; 
 
327 
 
14. Etat membre : tout Etat partie au Traité instituant la Communauté Économique 
et Monétaire de l'Afrique Central; 
 
15. Etat tiers : tout Etat non membre de la Communauté Economique et Monétaire 
de l'Afrique Centrale ; 
 
16. Produit du crime : tout bien ou tout avantage économique tiré directement ou 
indirectement d’un crime ou délit ; 
 
17. Bien: tous les types d'avoirs, corporels ou incorporels, meubles ou immeubles, 
tangibles ou intangibles, ainsi que les actes juridiques ou documents attestant la 
propriété de ces avoirs ou des droits y relatifs ; 
 
18. Instrument : tous objets employés ou destinés à être employés de quelque façon 
que ce soit, en tout ou en partie, pour commettre une ou des infractions pénales ; 
 
19. Organisation criminelle ou groupe criminel organisé: tout groupe structuré 
dans le but de commettre des crimes ou délits ou des actes terroristes, pour en tirer, 
directement ou indirectement, un avantage financier ou un autre avantage matériel; 
 
20. Confiscation : la dépossession permanente de biens sur décision d'un tribunal ; 
 
21. Infraction d'origine : toute infraction notamment pénale, même commise à 
l'étranger, ayant permis à son auteur de se procurer des produits au sens du présent 
Règlement ; 
 
22. Terrorisme : l'un quelconque des actes suivants : 
 
a) acte qui constitue une infraction au regard et selon la définition de l'un des 
traités internationaux pertinents ratifié par l'Etat membre ; 
 
b) acte destiné à causer la mort ou des dommages corporels graves à toute 
personne civile, ou à toute autre personne qui ne participe pas directement aux 
hostilités dans une situation de conflit armé, lorsque, par sa nature ou son contexte, cet 
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acte est destiné à intimider une population ou à contraindre un gouvernement ou une 
organisation  internationale à accomplir ou à s'abstenir d'accomplir un acte 
quelconque; 
 
c) la tentative de commettre une infraction au sens des alinéas (a) et (b) ; 
 
d) la participation en tant que complice à une infraction au sens des alinéas (a), 
(b) et (c) ; 
 
e) le fait d'organiser la commission d'une infraction au sens des alinéas (a), (b) et 
(c) ; 
f) le fait de contribuer délibérément à la commission de l'un ou plusieurs des actes 
visés aux alinéas (a), (b) et (c) par un groupe de personnes agissant de concert afin de 
faciliter l'activité criminelle du groupe ou en servir les buts, lorsque cette activité ou 
ces buts supposent la commission d'un acte au sens des points (a) et (b), ou d'être 
amené en pleine connaissance de l'intention du groupe à commettre un acte au sens des 
alinéas (a) et (b) ; 
 
23 Auteur : toute personne ayant participé à l'infraction en qualité d'auteur 
principal, de co-auteur ou de complice ; 
 
24 Établissement de crédit: les organismes qui effectuent à titre habituel des 
opérations de banque au sens de l'article 4 de l'Annexe à la Convention du 17 janvier 
1992 portant harmonisation de la Réglementation Bancaire dans les États de l'Afrique 
Centrale, ainsi qu'une succursale, au sens de l'article 16 de l'Annexe à cette même 
Convention, d'un établissement de crédit ayant son siège social dans ou en dehors de la 
CEMAC ; 
 
25 Fonds : les avoirs de toute nature, corporels ou incorporels, mobiliers ou 
immobiliers, acquis par quelque moyen que ce soit, et les documents ou instruments 
légaux sous quelque forme que ce soit, y compris sous forme électronique ou 
numérique, qui prouvent un droit de propriété ou un intérêt sur ces avoirs,  incluant, 
mais non exclusivement, crédits bancaires, chèques de voyage, chèques bancaires, 
mandats, actions, titres, obligations, traites et lettres de crédit; 
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26 Gel des fonds : toute action visant à empêcher tout mouvement, transfert, 
modification, utilisation ou manipulation de fonds qui auraient pour conséquence un 
changement de leur volume, de leur montant, de leur localisation, de leur propriété, de 
leur possession, de leur nature, de leur destination ou toute autre modification qui 
pourrait en permettre l'utilisation, notamment la gestion de portefeuille; 
 
27 Saisie : l'interdiction temporaire du transfert, de la conversion, de la disposition 
ou du mouvement de biens, ou le fait d'assumer temporairement la garde ou le contrôle 
de biens sur décision d'un tribunal ou d'une autre autorité compétente ; 
 
28 Livraison surveillée : l'opération consistant à permettre le passage par le 
territoire d'un ou de plusieurs États d’expéditions illicites ou suspectées de l'être, 
au su et sous le contrôle des autorités compétentes de ces États, en vue d'enquêter sur 
une infraction et d'identifier les personnes impliquées dans sa commission. 
 
Article 4 : Objet. 
Le présent Règlement définit les règles visant à prévenir, détecter, empêcher ou 
réprimer : 
 
-  l’utilisation du système financier ou des autres secteurs de la vie économique 
des États de la CEMAC à des fins de blanchiment des capitaux ; 
 
-  le financement des actes de terrorisme associé au blanchiment des capitaux ou 
non. 
 
Article 5 : Assujettis. 
Les dispositions du Titre II, III et IV du présent Règlement sont applicables à toute 
personne physique ou morale qui, dans le cadre de sa profession, réalise, contrôle, ou 
conseille des opérations entraînant des dépôts, des échanges, des placements, des 
conversions ou tous autres mouvements de capitaux, et  en particulier: 
- les Trésors Publics des Etats membres ; la BEAC; 
- les organismes financiers ; les changeurs manuels ; 
- les gérants, propriétaires et directeurs de casinos et établissements de jeux ; 
330 
 
- les notaires et autres membres des professions juridiques indépendantes 
lorsqu'ils conseillent ou assistent des clients ou agissent au nom et pour le 
compte de leurs clients pour l'achat et la vente de biens, d'entreprises ou de 
fonds de commerce, la manipulation d'actifs, de titres ou d'autres actifs, 
l'ouverture de comptes bancaires, la constitution la gestion ou la direction de 
sociétés, de fiducies ou de structures similaires, ou toutes autres opérations 
financières ; 
- les agents immobiliers ; 
- les sociétés de transport et de transfert de fonds ; les agences de voyage ; 
- les commissaires aux comptes,  les experts-comptables et auditeurs externes, 
les 
- conseillers fiscaux ; 
- les marchands d'articles de valeur tels que les œuvres d'art, les métaux et les 
- pierres précieuses, les automobiles.  
 
Article 6 : Organismes financiers 
Pour l'application du présent article sont considérés comme organismes financiers : les 
établissements de crédit (banques  et  établissements  financiers) y compris les 
succursales, au sens de l'article 16 de l'Annexe à la Convention du 17 janvier 1992 
portant harmonisation de la Réglementation Bancaire dans les Etats de l'Afrique 
Centrale, d'un établissement de crédit ayant son siège à l'étranger ; les intermédiaires 
en opérations de banque ; les services financiers de la Poste ; les établissements de 
micro finance ; les sociétés d'assurance et de réassurance, les courtiers d'assurance et 
de réassurance ; les bourses des valeurs mobilières ; les organismes assurant les 
fonctions de dépositaire central ou de banque de règlement ; les sociétés de bourse ; 
les intermédiaires en opérations de bourse ; les sociétés de gestion de patrimoine ; les 
entreprises offrant des services d'investissement, les organismes de placement collectif 
en valeurs mobilières (OPCVM) et les sociétés de gestion des OPCVM. 
 
Article 7 : Spécification des catégories professionnelles assujetties. 
Le Comité Ministériel précise en tant que de besoin la définition des catégories 
professionnelles assujetties au sens de l'article 5 ci-dessus. 
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L'application de tout ou partie des dispositions du Titre II, III et IV  du présent 
Règlement peut être étendue par le Comité Ministériel ou à défaut par des dispositions 
prises par chaque Etat membre, à toute profession ou catégorie d'entreprises lorsqu'il 
est constaté que cette profession ou catégorie d'entreprises a été utilisée aux fins de 
blanchiment ou de financement du terrorisme ou exerce des activités particulièrement 
susceptibles d'être utilisées à de telles fins. 
 
Article 8 : Déclaration au Procureur de la République 
Les personnes autres que celles expressément assujetties au titre de l'article 5 ci-dessus 
sont tenues de déclarer au Procureur de la République les opérations dont elles ont 
connaissance et qui portent sur des sommes qu'elles savent susceptibles de provenir 
d'un crime ou délit ou s'inscrire dans un processus de blanchiment des capitaux ou de 
financement du terrorisme. 
 
Le Procureur de la République en informe l'Agence Nationale d'Investigation 
Financière qui lui fournit tous renseignements utiles. 
 
Lorsqu'elles ont fait de bonne foi une telle déclaration, ces personnes bénéficient des 
dispositions des articles 22 et 23 ci-dessous. Elles sont tenues de respecter les 
obligations de confidentialité des déclarations, et passibles des sanctions pénales y 
relatives prévues par le présent Règlement.  
 
            TITRE II : PRÉVENTION ET DÉTECTION DU BLANCHIMENT 
 
Article 9 : Identification des clients. 
Les organismes financiers et les autres personnes assujetties au titre de l'article 5 ci-
dessus doivent, avant d'ouvrir un compte, de prendre en garde des titres, valeurs ou 
bons, d'attribuer un coffre ou d'établir toutes autres relations d'affaires, s'assurer de 
l'identité et de l'adresse de leur cocontractant en exigeant la présentation d'un 
document officiel original en cours de validité et comportant une photographie, dont il 
est pris copie. 
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Ils s'assurent dans les mêmes conditions de l'identité et de l'adresse de leurs clients 
occasionnels pour toute transaction portant sur une somme supérieure à un montant 
défini par le Comité Ministériel ou, à défaut, par l'Etat membre. 
 
L'identification est requise même si le montant de l'opération est inférieur au seuil fixé 
lorsque la provenance licite des capitaux n'est pas certaine. L'identification devra aussi 
avoir lieu en cas de répétition d'opérations distinctes, effectuées dans une période 
limitée et pour un montant individuel inférieur au seuil prévu. 
 
Article 10 : Identification de l'ayant droit économique 
Les organismes financiers et les autres personnes assujetties au titre de l'article 5 ci-
dessus se renseignent sur l'identité véritable des personnes au bénéfice desquelles un 
compte est ouvert ou une opération réalisée lorsqu'il leur apparaît que les personnes 
qui demandent l'ouverture du compte ou la réalisation de l'opération pourraient ne pas 
agir pour leur propre compte. 
 
Si le client est un avocat, un comptable public ou privé, une personne privée ayant une 
délégation d'autorité publique, ou un mandataire, intervenant en tant qu'intermédiaire 
financier, il ne pourra invoquer le secret professionnel pour refuser de coIIlilluniquer 
l'identité du véritable opérateur. 
 
Article 11 : Méthodes d'identification 
La vérification de l'identité d'une personne physique est operee par la présentation d'un 
document officiel original en cours de validité et comportant une photographie, dont il 
est pris une copie. L'identification d'une personne morale est effectuée par la 
production des statuts et de tout document établissant qu'elle a été légalement 
constituée et qu'elle a une existence réelle au moment de l'identification. Il en est pris 
copie.  
 
Les responsables, employés et mandataires appelés à entrer en relation pour le compte 
d'autrui doivent, outre les pièces ci-dessus relatives à la justification de leur identité et 
de leur adresse, produire les documents attestant de la délégation de pouvoir qui leur 
est accordée, ainsi que des documents attestant de l'identité et de l'adresse des ayants 
droit économiques. 
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Article 12 : Surveillance particulière de certaines opérations 
Toute opération importante portant sur des sommes dont le montant unitaire ou total 
est supérieur à une somme fixée par le Comité Ministériel ou, à défaut, par des 
dispositions nationales, et qui, sans pouvoir faire l'objet d'une déclaration de soupçon 
au sens de l'article 18, se présente dans des conditions inhabituelles de complexité et 
ne paraît pas avoir de justification économique ou d'objet licite, doit faire l'objet, de la 
part de l'organisme financier et les autres personnes assujetties au titre de l'article 5, 
d'un examen particulier visant à obtenir du client  des renseignements sur l'origine et la 
destination de ces sommes ainsi que sur l'objet de la transaction, l'identité et le 
domicile du donneur d'ordre ou de la personne qui en bénéficie. 
 
L'organisme financier ou la personne assujettie au titre de l'article 5 établit un rapport 
confidentiel écrit comportant tous les renseignements recueillis en application de 
l'alinéa précédent qu'il conserve dans les conditions prévues à l'article  13 du présent 
Règlement. 
 
Tout paiement en espèces ou par titres au porteur d'une somme dont  le montant 
unitaire ou total est supérieur à un seuil fixé par le Comité Ministériel ou à défaut par 
des dispositions prises par chaque Etat membre, donne lieu à une déclaration précisant 
l'objet de l'opération, l'origine et la destination des espèces ou titres, ainsi que l'identité 
des parties, qui est faite à l'Agence Nationale d'Investigation Financière instituée à 
l'article 25 ci-après. 
 
Une vigilance particulière doit être exercée à l'égard des transferts électroniques et 
plus généralement de tout type de transfert de fonds quel que soit le mode de réception 
ou d'exécution de l'ordre, ainsi qu'à l'égard des opérations en provenance ou à 
destination d'établissements ou institutions financières qui ne sont pas soumis à des 
obligations au moins équivalentes à celles du présent Règlement en matière 
d'identification des clients ou de contrôle des transactions ou qui sont situés dans des 
pays non membres du Groupe d'Action Financière (GAFI) ou dans des pays identifiés 
comme non coopératifs dans les matières objet du présent Règlement. 
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La vigilance particulière prescrite à l'alinéa précédent vise notamment à établir 
l'origine des sommes en cause. 
 
Article 13 : Conservation des documents et pièces 
Dans les cas visés à l'article 12, les caractéristiques de l'opération et les informations 
concernant l'identité et le domicile des intéressés sont consignées par écrit et 
conservées par l'organisme financier ou la personne assujettie au titre de l'article 5, qui 
les tient avec les documents et pièces qui s'y rattachent à la disposition des autorités et 
administrations visées à l'article 15 ci-dessous qui peuvent seules en obtenir 
communication. 
 
Sans préjudice des dispositions édictant des obligations plus contraignantes, les 
organismes financiers conservent les documents relatifs à l'identité des clients 
habituels ou occasionnels ou aux opérations effectuées par ceux-ci pendant cinq ans au 
moins à compter de la clôture des comptes, de la cessation des relations avec le client 
ou de l'exécution de l'opération. 
 
Article 14 : Organisation interne des organismes financiers 
Les organismes financiers élaborent des programmes de prévention du blanchiment 
des capitaux et du financement du terrorisme. Ces programmes comprennent : 
 
a. la centralisation des informations sur l'identité des clients, donneurs d'ordre, 
bénéficiaires et titulaires de procuration, mandataires, ayants droit économiques, et sur 
les transactions suspectes déclarées en application des dispositions du présent 
Règlement ; 
 
b. la désignation de responsables de la direction centrale, de chaque succursale, et 
de chaque agence ou service local ; 
 
c. la formation continue des fonctionnaires ou employés ; 
 
d. un dispositif de contrôle interne de l'application et de l'efficacité des mesures 
adoptées pour l'application du présent Règlement. 
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Article 15 : Communication de documents et pièces 
Pour l'application du présent Règlement, peuvent demander communication des 
renseignements et documents visés aux articles 9 à 13 ci-dessus : 
- l'Agence Nationale d'Investigation Financière, dans le but de reconstituer l'ensemble 
des transactions faites par une personne physique ou morale et liées à une opération 
ayant fait l'objet d'une déclaration de soupçon ou dans le but de renseigner, dans les 
conditions prévues par le présent Règlement, les services des autres Etats exerçant des 
compétences analogues ; 
 
- l'autorité judiciaire ou les fonctionnaires chargés de la détection et de la répression des 
infractions liées au blanchiment agissant dans le cadre d'une procédure pénale ; 
l'autorité de contrôle de la profession. 
 
En aucun cas les personnes ayant l'obligation de  transmettre  les renseignements et les 
documents sus-mentionnés, ainsi que toute autre personne en ayant connaissance, ne 
les communiqueront à d'autres personnes physiques ou morales que celles énumérées 
au présent article. 
 
Article 16 : Changeurs manuels 
Les personnes physiques ou morales autres que les établissements de crédit et la 
BEAC, qui font profession habituelle d'effectuer des opérations de change manuel, 
adressent, avant de commencer leurs opérations, une déclaration d'activité à  la BEAC 
comprenant la justification de l'origine des fonds nécessaires. 
 
Les changeurs manuels sont soumis aux obligations prescrites aux articles 9 à 13 ci-
dessus pour leurs opérations dont le montant excède un seuil fixé par le Comité 
Ministériel ou à défaut par des dispositions prises par chaque Etat membre. 
 
Ils tiennent un registre de toutes leurs transactions qui consigne dans l'ordre 
chronologique le montant et la nature de l'opération, l'identité et l'adresse du client, 
ainsi que les références du document officiel présenté. Ce registre est coté et paraphé 
par l'autorité administrative compétente et conservé pendant cinq ans au moins après la 
dernière opération enregistrée. 
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Article 17 : Casinos et établissements de jeux 
Les casinos et établissements de jeux sont tenus d'adresser, avant de commencer leurs 
opérations, une déclaration d'activité à l'autorité de tutelle et à l'ANIF comprenant la 
justification de l'origine des fonds nécessaires. 
 
Les casinos et établissements de jeux sont tenus d'enregistrer et de conserver pendant 
cinq ans au moins les noms et adresses des joueurs qui échangent ou apportent 
notamment des jetons, plaques ou tickets pour une somme supérieure à un montant 
fixé par le Comité Ministériel  ou à défaut par des dispositions prises par chaque Etat 
membre. Ils s'assurent de leur identité en exigeant la présentation d'un document 
officiel original en cours de validité et comportant une photographie, dont il est pris 
copie. 
 
Les casinos et établissements de jeux sont tenus d'exercer la surveillance particulière 
de certaines opérations prescrite à l'article 12 ci-dessus. 
 
Ils tiennent un registre de toutes leurs transactions qui consigne dans l'ordre 
chronologique le montant et la nature de l'opération, l'identité et l'adresse du client, 
ainsi que les références du document officiel présenté. Ce registre est coté et paraphé 
par l'autorité administrative compétente et conservé pendant cinq ans au moins après la 
dernière opération emegistrée. 
 
 
Article 18 : Obligation de déclaration de soupçon 
Les organismes financiers et les autres personnes assujetties au titre de l'article 5 ci- 
dessus sont tenus, dans les conditions fixées par le présent Règlement, de déclarer à 
1'Agence Nationale d'Investigation Financière : 
 
les sommes ou tous autres biens qui sont en leur possession lorsqu'ils pourraient être 
liés à un crime ou à un délit ou s'inscrire dans un processus de blanchiment des 
capitaux ; 
 
les opérations qui portent sur des sommes ou biens qui pourraient provenir d'un crime 
ou d'un délit ou s'inscrire dans un processus de blanchiment des capitaux. 
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Les organismes financiers et les autres personnes assujetties au titre de l'article 5 sont 
également tenus de déclarer à 1'Agence Nationale d'Investigation Financière: 
 
toute opération dont l'identité du donneur d'ordre ou du bénéficiaire  reste douteuse 
malgré les diligences effectuées conformément aux articles 9 à 11 du présent 
Règlement ; 
 
les opérations effectuées par les organismes financiers pour compte propre ou pour 
compte de tiers avec des personnes morales y compris leurs filiales ou établissements , 
agissant sous forme ou pour le compte de fonds fiduciaires ou de tout autre instrument 
de gestion d'un patrimoine d'affectation dont l'identité des constituants ou des 
bénéficiaires n'est pas connue. 
La déclaration peut porter sur des opérations déjà exécutées lorsqu'il a été impossible 
de surseoir à leur exécution ou lorsqu'il est apparu postérieurement à la réalisation de 
l'opération que les sommes pourraient provenir du trafic de stupéfiants ou  s'inscrire 
dans un processus de blanchiment des capitaux. 
 
Toute information de nature à renforcer le soupçon ou à l'infirmer doit être 
immédiatement déclarée à l'Agence Nationale d'Investigation Financière. 
 
 
Article 19 : Formes et mentions 
La déclaration peut être verbale ou écrite. 
Les déclarations faites téléphoniquement peuvent être confirmées par télécopie ou tout 
autre moyen écrit. 
La déclaration précise le délai dans lequel l'opération suspecte doit être exécutée ou le 
cas échéant les raisons pour lesquelles l'opération a déjà été exécutée. 
La déclaration est adressée à l'Agence Nationale d'Investigation Financière. 
 
Article 20 : Accusé réception 
Dès réception, l'Agence Nationale d'Investigation Financière accuse réception de la 
déclaration. 
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Le déclarant peut demander quel'Agence Nationale d'Investigation Financière n'accuse 
pas réception de la déclaration. 
 
Dans le cas où l'Agence Nationale  d'Investigation  Financière  saisit  le Procureur de 
la République, la déclaration, dont ce dernier est avisé, ne figure pas au dossier de la 
procédure. 
 
Article 21 : Absence de déclaration 
Lorsque, par suite soit d'un défaut de vigilance, soit d'une carence dans l'organisation 
de ses procédures internes de contrôle, un organisme financier a omis de faire la 
déclaration prévue à l'article 18 ci-dessus, l'autorité ayant pouvoir disciplinaire est 
habilitée à engager une procédure sur le fondement des règlements professionnels  ou 
administratifs et à en aviser le Procureur de la République. 
 
Article 22 : Exemptions de responsabilité 
Pour les sommes ou les opérations ayant fait l'objet de la déclaration et des diligences 
prescrites par le présent Règlement, aucune poursuite pénale ne peut être intentée 
contre les dirigeants et les préposés de l'organisme financier ou de toute autre personne 
assujettie au titre de l'article 5 qui ont agi de bonne foi. 
Aucune action en responsabilité civile ne peut être intentée ni aucune sanction 
professionnelle prononcée pour violation du secret bancaire ou professionnel ou à un 
quelconque autre titre contre un organisme financier, ses dirigeants ou ses préposés 
qui ont effectué de bonne foi la déclaration et les autres diligences prescrites par le 
Présent Règlement ou procédé au blocage d'une opération dans le cadre dudit 
Règlement ; et ce même si les enquêtes n'ont donné lieu ni à des poursuites ni à une 
condamnation. 
 
Lorsque t'opération ayant fait l'objet de la déclaration a été exécutée dans les 
conditions prévues à l'article 18 alinéa 3 ci-dessus et sauf concertation frauduleuse 
avec le propriétaire des sommes ou l'auteur de l'opération, l'organisme financier ou 
toute autre personne assujettie au titre de l'article 5 est dégagé  de  toute responsabilité, 
et aucune poursuite ne peut être engagée de ce fait contre ses dirigeants ou ses 
préposés au titre des infractions prévues par le présent Règlement ou par des 
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dispositions non contraires en vigueur en matière de blanchiment des capitaux et de 
financement du terrorisme. 
 
Article 23 : Portée de l'exemption 
Les dispositions de l'article précédent s'appliquent même si la preuve du caractère 
délictueux des faits à l'origine de la déclaration n'est pas rapportée ou si ces faits ont 
fait l'objet d'une décision de non-lieu, de relaxe ou d'acquittement. 
 
Article 24 : Etendue des obligations des assujettis 
Le Comité Ministériel précise en tant que de besoin les obligations incombant aux 
catégories professionnelles assujetties au présent Règlement. 
 
Article 25 : Agence Nationale d'Investigation Financière. 
Il est institué dans chaque Etat membre une Agence Nationale d'Investigation 
Financière, en abrégé ANIF, chargée de recevoir, de traiter et, le cas échéant, de 
transmettre aux autorités judiciaires compétentes les déclarations auxquelles sont tenus 
les organismes financiers et personnes assujetties au titre de l'article 5. 
Un Décret précise dans chaque Etat membre, en conformité avec le présent 
Règlement, les modalités d'organisation, de fonctionnement et de financement de 
l'Agence Nationale d'Investigation Financière. 
L'Agence Nationale d'Investigation Financière rassemble et traite, dans  le cadre de la 
mise en œuvre du présent Règlement et des textes pris pour son application, tous 
renseignements propres à établir l'origine des sommes ou la nature des opérations 
faisant l'objet de la déclaration. 
 
Elle reçoit aussi toutes  autres informations utiles  à sa mission, notamment celles 
communiquées par les autorités judiciaires et les autorités de contrôle des assujettis. 
 
L'Agence élabore notamment, dans le respect des textes en vigueur, une banque de 
données contenant toutes informations utiles aux fins poursuivies par le présent 
Règlement. Ces informations sont mises à jour et organisées de façon à optimiser les 
recherches permettant d'étayer les soupçons ou de les lever. 
L'Agence élabore des rapports trimestriels sur son activité. Ce rapport recense les 
techniques de blanchiment relevées sur le territoire national et contient les 
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propositions de l'Agence visant à renforcer la lutte contre le blanchiment des capitaux 
et le financement du terrorisme. Elle établit annuellement un rapport récapitulatif. Ces 
rapports sont adressés au Ministre en charge des Finances, au Ministre chargé de la 
Sécurité et au Ministre en charge de la Justice ainsi qu'au Secrétaire Permanent du 
GABAC et au Gouverneur. 
Elle assure toute autre mission prévue par le présent Règlement ou qui lui est assignée 
par le Comité Ministériel ou l'Autorité Monétaire, notamment en matière de 
prévention du financement du terrorisme. 
 
Article 26 : Organisation 
L'Agence Nationale d'Investigation Financière est un service  administratif placé dans 
chaque Etat membre sous l'autorité du ministre en charge des finances. Elle est dotée 
de l'autonomie financière et d'un pouvoir propre de décision dans les matières relevant 
de ses attributions en application du présent Règlement et des textes pris pour son 
application. 
 
Dans chaque Etat membre, l'ANIF est destinataire des déclarations de soupçon et 
centralise l'ensemble des renseignements et documents qui lui sont adressés en 
application du présent Règlement. 
 
 
Article 27 : Composition 
L'Agence Nationale d'Investigation Financière est composée de quatre membres : 
 
- un fonctionnaire détaché par le Ministère en charge des Finances ; 
- un officier de police judiciaire spécialisé dans les questions financières, 
détaché par le Ministère en charge de l'Intérieur, de la Sécurité ou de la 
Défense; 
- un inspecteur des services des douanes détaché par le Ministère en charge des 
Finances; 
- un magistrat spécialisé dans les questions financières issu du Ministère en 
charge 
- de la Justice. 
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Le Chef de l'Agence Nationale d'Investigation Financière est l'un des fonctionnaires 
détachés du Ministère en charge des Finances. Il représente l'agence à l'égard des tiers 
et assure dans les conditions fixées par le présent Règlement la mise en œuvre des 
attributions de l'Agence. 
 
Article 28 : Correspondants 
Dans chaque Etat membre, des correspondants de l'Agence Nationale d'Investigation 
Financière sont désignés es qualité au sein de la Police de la Gendarmerie, des 
Douanes et de la Justice ou de tout autre service public dont le concours est jugé 
nécessaire dans le cadre de la lutte contre le blanchiment des capitaux et le 
financement du terrorisme, par décision du Ministre compétent prise à la demande du 
Ministre en charge des Finances sur proposition du Chef de l'ANIF. 
Les correspondants collaborent avec l'Agence Nationale d 'Investigation Financière 
dans le cadre de l'exercice de ses missions de façon à assurer une bonne coopération 
entre l'ANIF et les administrations dont ils relèvent. 
 
Article 29 : Règlement Intérieur 
Un Règlement intérieur est adopté dans chaque Etat membre par les membres de 
l'Agence Nationale d'Investigation Financière. Il précise les règles de fonctionnement  
interne de l'Agence Nationale d'Investigation Financière. 
 
Article 30 : Financement 
Les ressources de l'Agence Nationale d'Investigation Financière proviennent des 
contributions de l'Etat membre, ainsi que de celles des institutions communautaires et 
des partenaires du Développement. 
 
Article 31 : Droit de communication et confidentialité 
L'Agence Nationale d'Investigation Financière peut, sur sa demande, obtenir de toute 
autorité publique, des personnes assujetties au titre de l'article 5 ou de toute personne 
physique ou morale, la communication des informations et documents, dans le cadre 
des investigations qu'elle entreprend à la suite d'une déclaration de soupçon. 
Le secret professionnel ne peut être opposé à l'Agence Nationale d'Investigation  
Financière. 
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Les membres et les correspondants de l'Agence Nationale d'Investigation Financière 
prêtent, dès leur nomination et avant d'entrer en fonction, le serment d'accomplir 
loyalement et dans le strict respect du présent Règlement et des dispositions prises 
pour son application. 
Les membres et les correspondants de l'Agence Nationale d'Investigation Financière, 
sont tenus au secret des informations recueillies dans le cadre de leurs fonctions ou 
missions, même après la cessation de celles-ci. 
 
Article 32 : Incompatibilités 
Les fonctionnaires ou agents de l'Etat détachés auprès de l'Agence Nationale 
d'Investigation Financière en tant que membre cessent d'exercer leurs fonctions dans le 
cadre de leur administration d'origine. 
Les correspondants et les membres de l'Agence ne peuvent exercer concomitamment 
aucune activité pouvant porter atteinte à l'indépendance de leurs fonctions. Ils ne 
peuvent exercer des fonctions auprès de l'un des assujettis définis à l'article 5 du 
présent Règlement que sur autorisation du Chef del'Agence. 
 
Article 33 : Opposition à l'exécution des opérations 
L'Agence Nationale d'Investigation Financière peut, avant l’expiration du délai 
d'exécution mentionné par le déclarant, former opposition à l'exécution de l'opération. 
Cette opposition est notifiée au déclarant par télécopie ou tout moyen laissant trace 
écrite par le Chef de l'Agence. 
L'opposition fait obstacle à l'exécution de l'opération pendant une durée qui ne peut 
excéder 48 heures. L'exécution de l'opération est reportée pour cette durée. 
 
Si l'accusé de réception de l'Agence Nationale d'Investigation Financière n'est pas 
assorti d'une opposition, ou si, au terme du délai ouvert par l'opposition, aucune 
décision de la juridiction compétente ou, le cas échéant, du juge d'instruction ou du 
Parquet, n'est parvenue à l’organisme financier ou à la personne qui a effectué la 
déclaration, l'opération peut être exécutée. 
 
Le juge compétent en matière d'urgence peut, sur requête de l'Agence Nationale 
d'Investigation Financière, proroger par ordonnance rendue au pied de ladite requête, 
le délai prévu au deuxième alinéa du présent article ou ordonner le blocage provisoire 
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des fonds, des comptes ou des titres concernés par la déclaration pour une durée 
supplémentaire qui ne peut excéder huit jours. Le Procureur de la République près la 
juridiction compétente peut présenter une requête aux mêmes fins. L'ordonnance qui 
fait droit à la requête est exécutoire sur minute avant toute notification à la personne 
concernée par la déclaration. 
 
Article 34 : Suites données aux déclarations de soupçon 
Dès que les informations recueillies mettent en évidence des faits susceptibles de 
relever du trafic de stupéfiants, de l'activité d'organisations criminelles, du 
blanchiment ou de toute autre infraction prévue par le présent règlement, l'Agence 
Nationale d'Investigation Financière en réfère au Procureur de la République près la 
juridiction compétente à qui elle transmet un rapport sur les faits comportant son avis. 
 
Le rapport mentionné à l'alinéa précédent est accompagné de toutes pièces utiles, à 
l'exception des déclarations de soupçon elles-mêmes. L'identité de l'auteur de la 
déclaration ne figure pas dans le rapport. 
 
Article 35 : Coordination et action régionale 
Le GABAC est destinataire des rapports trimestriels ou annuels des Agences 
Nationales• d'investigation Financière ainsi que, sur sa demande, d'informations 
d'ordre statistique et non nominatives recueillies par les Agences. 
Il favorise la coopération entre les Agences Nationales d'investigation Financière et est 
chargé de la coordination de leurs actions visant la prévention du blanchiment des 
capitaux et du financement du terrorisme. 
Le GABAC établit semestriellement un rapport régional de synthèse des rapports des 
Agences Nationales d'investigation Financière qui est transmis au Gouverneur de la 
BEAC et au Secrétaire Exécutif de la CEMAC aux fins d'information des Etats 
membres et des institutions de la Communauté. 
 
TITRE III : PRÉVENTION ET DÉTECTION DU FINANCEMENT DU 
TERRORISME 
 
Article 36 : Déclaration des transactions et fonds suspects 
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Les organismes financiers et les autres personnes assujetties au titre de l'article 5 du 
présent Règlement doivent lorsqu'ils ont des motifs raisonnables de suspecter que des 
fonds ou mouvements de fonds sont liés, associés ou destinés à être utilisés pour le 
financement du terrorisme, des actes terroristes ou des organisations terroristes, 
déclarer rapidement dans les formes et suivant les modalités de la déclaration de 
soupçon décrites aux articles 18 à 23 ci-dessus leurs soupçons à l'Agence Nationale 
d'investigation Financière. 
 
Article 37 : Listes des personnes, entités ou organisations 
Le Comité des Sanctions établit conformément aux résolutions des Nations Unies 
relatives à la prévention et à la répression du financement des actes terroristes, une 
liste des personnes physiques ou morales et des organisations devant faire l'objet de 
mesures restrictives comme étant terroristes ou liées à des organisations terroristes ou 
qui financent le terrorisme et les organisations terroristes. 
 
Le Comité Ministériel arrête la liste des personnes, entités ou organisations dont les 
fonds sont gelés par les organismes financiers ou les autres personnes assujetties au 
présent Règlement, conformément à la liste du Comité des Sanctions et aux 
informations recueillies dans les États membres. 
Le Président du Comité Ministériel modifie, le plus rapidement possible, la liste qu'il 
arrête afin notamment de tenir compte des changements sur la liste du Comité de 
sanctions. Il veille à ce que les noms des personnes physiques ou morales, des entités 
et des organismes qui sont énumérés sur la liste qu'il arrête comportent des précisions 
suffisantes pour permettre l'identification effective de personnes physiques ou morales, 
d'entités ou d'organismes spécifiques et faciliter ainsi la disculpation des personnes, 
entités ou organismes portant des noms identiques ou analogues. 
 
Article 38 : Déclaration des fonds et transactions des personnes listées. 
Les organismes financiers ou les autres personnes assujetties au titre de l'article 5 du 
présent Règlement sont tenus de déclarer à !'Agence Nationale d'Investigation 
Financière les opérations, sommes, avoirs ou autres biens des personnes figurant sur la 
liste établie par le Comité des sanctions conformément aux résolutions des Nations 
Unies relatives à la prévention et à la répression du financement des actes terroristes 
ou sur celle arrêtée par Comité Ministériel. 
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Lorsque ces organismes et personnes ont effectué une telle déclaration, ils bénéficient 
des exemptions de responsabilité définies aux articles 22 et 23 ci-dessus. 
 
Le Procureur de la République informe sans délai l'Agence Nationale d'Investigation 
Financière des déclarations qui lui sont faites directement. 
 
Article 39 : Examen particulier de certains fonds et opérations 
Aux fins de la déclaration prévue à l'article précédent les organismes financiers et les 
personnes assujetties au titre de l'article 5 du présent Règlement examinent de façon 
particulière les opérations qu'ils effectuent et les fonds qu'ils détiennent de manière 
directe ou indirecte pour des organisations à but caritatif, culturel ou social. 
 
Ils conservent pendant cinq ans copie de tout document relatif à cet examen particulier 
et susceptible d'étayer leurs soupçons. Ces documents sont, le cas échéant, joints en 
copie à la déclaration de soupçon prévue à l'article 36 alinéa 1er ci- dessus. 
 
 
Article 40 : Suite donnée aux déclarations de soupçon de financement du terrorisme 
concernant des personnes non listées. 
Lorsque les informations réunies à la suite de la déclaration mettent en évidence des 
faits susceptibles de relever du financement du terrorisme, l'Agence Nationale 
d'Investigation Financière en réfère sans délai au Parquet sur la base d'un rapport écrit 
en joignant copie de la déclaration et éventuellement les résultats de ses propres 
investigations. 
 
Le Parquet peut, dès sa sa1sme, prononcer une mesure de suspension provisoire qu'il 
notifie au déclarant et aux parties en cause par télécopie ou par tout autre moyen 
laissant trace écrite. Cette mesure interdit pendant un  délai  de 48 heures renouvelable 
une seule fois que l'exécution de l'opération suspectée soit poursuivie ou que les fonds 
des personnes ou entités suspectées soient mis à leur disposition ou utilisés à leur 
bénéfice. 
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La suspension provisoire prend fin à l'expiration du délai ci-dessus, sauf notification à 
l'organisme financier d'une ordonnance confirmant la suspension provisoire rendue par 
le juge de l'urgence territorialement compétent à la requête du Procureur de la 
République ou d'une ordonnance de renvoi devant la juridiction pénale compétente. 
 
La suspension provisoire prend également fin par la notification d'une ordonnance de 
mainlevée de la mesure de suspension prononcée par le juge de l'urgence 
territorialement compétent. Cette ordonnance de mainlevée ne peut mettre fin à la 
mesure de suspension provisoire décidée par le Procureur de la République en cas de 
renvoi devant la juridiction pénale de jugement. 
 
Article 41 : Gel de fonds des personnes listées ou reconnues coupables de financement 
du terrorisme 
Les fonds appartenant directement ou non à des personnes reconnues coupables de 
financement du terrorisme ou à celles figurant sur la liste établie par le Comité des 
sanctions conformément aux résolutions des Nations Unies relatives à la prévention et 
à la répression du financement des actes terroristes ou sur celle arrêtée par Comité 
Ministériel, sont gelés. 
 
Article 42 : Dérogations, autorisations et exemptions à titre humanitaire 
Afin de protéger les intérêts de la Communauté, qui englobent les intérêts de ses 
ressortissants et de ses résidents, des autorisations spécifiques permettant de dégeler 
ou de mobiliser des fonds ou de fournir des services financiers peuvent être accordées 
par le Comité Ministériel, à l'initiative de l'Etat membre, du Secrétaire Exécutif de la 
CEMAC, du Gouverneur ou du Secrétaire Général de la COBAC. 
 
En cas d'urgence, le Ministre des Finances de l'Etat membre peut donner l'autorisation 
visée ci-dessus. Il en est rendu compte au Comité Ministériel pour validation. 
Toute demande en vue d'obtenir l'autorisation visée au présent article doit être 
adressée à l'Autorité Monétaire de l'Etat membre ou au Secrétaire Exécutif de la 
CEMAC lorsque la demande émane d'un pays tiers. 
 
Les dérogations, autorisations et exemptions prévues au présent article ne peuvent être 
appliquées aux mesures de gel concernant les personnes figurant sur la liste du Comité 
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des Sanctions qu'en conformité avec les dispositions arrêtées à cet effet par les Nations 
Unies. 
 
TITRE IV : MESURES COERCITIVES 
 
Article 43 : Saisies et autres mesures conservatoires 
Dans le cadre de la détection et de la répression des infractions liées au blanchiment et 
au financement du terrorisme, l'autorité judiciaire compétente peut, d'office ou sur 
requête du ministère public ou d'une administration compétente : 
 
- saisir les biens en relation avec l’infraction objet de l'enquête, ainsi que tous éléments 
de nature à permettre de les identifier ; 
- ordonner aux frais de l'Etat des mesures, y compris le gel des capitaux et des 
opérations financières sur des biens, quelle qu'en soit la nature, susceptibles d'être 
saisis. 
La mainlevée de ces mesures peut être ordonnée à tout moment à la demande du 
ministère public ou, après avis de ce dernier, à la demande de l'administration 
compétente ou du propriétaire. 
 
Article 44 : Biens des personnes listées. 
Les biens des personnes figurant sur la liste du Comité Ministériel visée à l'article 
précédent ou sur celle établie par le Comité des sanctions sont présumés servir au 
financement du terrorisme, des actes terroristes ou des organisations terroristes, ou en 
constituer le produit et peuvent également faire l'objet de saisie dans les conditions 
définies à l'article précédent. 
 
Article 45 : Sanctions prononcées par les autorités de contrôle 
Lorsque, par suite soit d'un grave défaut de vigilance, soit d'une carence dans 
l'organisation des procédures internes de contrôle, un organisme financier ou toute 
autre personne physique ou morale assujettie au titre de l'article 5 ci-dessus aura 
méconnu l'une des obligations qui lui sont assignées par le présent Règlement, 
l'autorité de contrôle ayant pouvoir disciplinaire peut agir d'office et prononcer des 
sanctions disciplinaires dans les conditions prévues par les textes en vigueur. 
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Pour l'application du présent  Règlement, la COBAC exerce le contrôle et le pouvoir 
disciplinaire sur les établissements de crédit y compris les succursales d'établissements 
de crédit ayant leur siège dans un Etat tiers. 
 
L'Etat membre exerce le contrôle sur les services financiers de la Poste et les 
changeurs manuels. 
 
Titre V : SANCTIONS PENALES 
 
Article 46 : Blanchiment de capitaux 
Est puni d'un emprisonnement de 5 ans à 10 ans et d'une amende pouvant aller jusqu'à 
cinq fois le montant des sommes blanchies sans être inférieure à FCFA 10 000 000, 
celui qui aura commis intentionnellement un ou plusieurs  des agissements énumérés à 
l'article 1er ci-dessus relatif à la définition du blanchiment des capitaux. 
 
La tentative d'un fait de blanchiment ou la complicité par aide, conseil ou incitation 
sont punies comme l'infraction consommée. 
 
Est punie des mêmes peines la participation à une association ou entente en vue de la 
commission des faits de blanchiment de capitaux. 
 
Les personnes morales autres que l'Etat, pour le compte ou au bénéfice desquelles le 
blanchiment de capitaux a été commis par l'un de leurs organes ou représentants, sont 
punies d'une amende d'un taux égal au quintuple des amendes spécifiées pour les 
personnes  physiques, sans préjudice de la condamnation de ces dernières comme 
auteurs ou complices de l'infraction. 
 
Article 47 : Circonstances aggravantes. 
Les peines prévues à l'article précédent sont doublées  lorsque: 
1° le blanchiment des capitaux est commis de façon habituelle ou en utilisant les 
facilités que procure l'exercice d'une activité professionnelle; 
2 ° le blanchiment des capitaux est commis en bande organisée ; 
3° lorsque les circonstances prévues par le régime général des circonstances 
aggravantes de la législation pénale applicable dans l'Etat membre sont établies. 
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Article 48 : Sanction des autres infractions liées au blanchiment 
Est puni des peines prévues pour l'infraction de blanchiment des capitaux le fait, pour 
les dirigeants ou les agents d'organismes financiers ou de toute personne assujettie au 
titre de l'article 5, de porter à la connaissance du  propriétaire des sommes ou de 
l'auteur de l'une des opérations mentionnées aux articles 18 et 36 du présent 
Règlement l'existence de la déclaration faite auprès de l'Agence Nationale 
d'Investigation Financière ou de donner des informations sur les suites qui lui ont été 
réservées. 
 
Est punie des peines prévues pour l'infraction de blanchiment des capitaux, toute 
personne qui : 
- méconnaît les règles relatives au secret des informations recueillies au titre des 
dispositions du présent Règlement, à l'interdiction de les divulguer ou communiquer 
hors les cas prévus audit Règlement ou à d'autres fins que celles dudit Règlement ; 
- détruit, falsifie ou soustrait des registres ou documents dont la conservation est prévue 
par le présent Règlement ; 
- réalise ou tente de réaliser sous une fausse identité l'une des opérations pour lesquelles 
la vérification de l'identité ou une surveillance particulière est prescrite par le présent 
Règlement ; 
- ayant eu connaissance en raison de leur profession, d'une enquête pour des faits de 
blanchiment, en a sciemment informé par tous moyens  la ou les personnes visées par 
l'enquête; 
- communique aux autorités judiciaires ou aux fonctionnaires compétents pour constater 
les infractions d'origine et subséquentes des actes ou documents qu'elle sait tronqués 
ou erronés. 
 
Article 49 : Amendes applicables aux dirigeants et préposés des entreprises de change 
manuel, des casinos et établissements de jeux 
Sont punis d'une amende de 50 000 FCFA à 10 000 000 FCFA, les dirigeants et 
préposés des entreprises de change manuel, des casinos et établissements de jeux qui 
ne se seront pas conformés aux obligations et diligences qui leur incombent en 
application du présent Règlement. 
 
Article 50 : Interdiction définitive ou temporaire 
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Les personnes coupables de l'une ou de plusieurs infractions spécifiées aux articles 46 
à 49 ci-dessus pourront également être condamnées à l'interdiction définitive ou pour 
une durée de cinq ans au moins d'exercer la profession à l'occasion de laquelle 
l'infraction a été commise. 
 
Article 51 : Infraction d'origine 
Les dispositions du présent titre s'appliquent quand bien même l'auteur de l'infraction 
d'origine ne serait ni poursuivi ni condamné, ou quand bien même il manquerait une 
condition pour agir en justice à la suite de ladite infraction. 
 
L'auteur du délit d'origine peut être également poursuivi pour l'infraction de 
blanchiment. 
 
Article 52 : Financement du terrorisme 
Le financement du terrorisme est puni d'un emprisonnement de 10 ans au moins et 
d'une amende pouvant aller jusqu'à dix fois le montant des  sommes en cause sans être 
inférieure à 10 000 000 FCFA. Il n'est pas nécessaire pour l'application de ces peines 
que les fonds aient été effectivement utilisés pour commettre une infraction visée aux 
alinéas a) ou b) de l'article 2 du présent Règlement. 
 
Article 53 : Sanctions complémentaires applicables aux personnes morales 
Les personnes morales condamnées pour les infractions prévues par le présent 
Règlement sont passibles des peines complémentaires suivantes : 
 
a. interdiction à titre définitif ou pour une durée de cinq ans au moins d'exercer 
directement ou indirectement certaines activités professionnelles; 
 
b. fermeture définitive ou pour une durée de cinq ans au moins de leurs 
établissements ayant servi à commettre l'infraction ; 
 
c. dissolution lorsqu'elles ont été créées pour commettre les faits incriminés; 
 
d. diffusion de la décision par la presse écrite ou par tout autre moyen de 
communication audiovisuelle. 
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Article 54 : Confiscation 
Dans le cas de condamnation pour l'une des infractions prévues ci-dessus, la 
juridiction compétente peut ordonner la confiscation : 
 
- des biens objet de l'infraction, y compris les revenus et autres avantages qui en 
ont été tirés, à moins que leur propriétaire n'établisse qu'il les a acquis en 
versant effectivement le juste prix ou en échange de prestations correspondant 
à leur valeur ou à tout autre titre licite, et qu'il en ignorait l'origine illicite. 
- des biens appartenant, directement ou indirectement, à une personne 
condamnée pour fait de blanchiment des capitaux ou de financement du 
terrorisme ou ses proches (conjoint, concubin, enfants, etc.), à moins que les 
intéressés n'en établissent l'origine licite ou l'absence de lien entre ces biens et 
l'infraction. 
En cas d'infraction constatée par le tribunal, lorsqu'une condamnation ne peut être 
pononcée contre son ou ses auteurs, celui-ci peut néanmoins ordonner la confiscation 
des biens sur lesquels l'infraction a porté. 
La décision ordonnant une confiscation désigne les biens concernés et comporte les 
précisions nécessaires à leur identification et localisation. 
 
La juridiction compétente peut prononcer la confiscation des biens saisis ou gelés sur 
requête du ministère public établissant : 
 
- que lesdits biens constituent les produits d'un crime ou d'un délit au sens du 
présent Règlement ; 
 
- que les auteurs des faits ayant généré les produits ne peuvent être poursuivis 
soit parce qu'ils sont inconnus, soit parce qu'il existe une impossibilité légale aux 
poursuites du chef de ces faits. 
 
Article 55 : Dévolution des biens confisqués 
Les ressources ou les biens confisqués sont dévolus à l'Etat qui peut les affecter à un 
fonds de lutte contre le crime organisé, le trafic de drogues, le blanchiment ou le 
financement du terrorisme. Ils demeurent grevés à concurrence de leur valeur des 
droits réels licitement constitués au profit de tiers. 
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En cas de confiscation prononcée par défaut, les biens confisqués sont dévolus à l'Etat. 
Toutefois, si le tribunal, statuant sur opposition, relaxe la personne poursuivie, il 
ordonne la restitution en valeur par l'Etat des biens confisqués, à moins qu'il soit établi 
que lesdits biens sont le produit d'un crime ou d'un délit. 
 
TITRE VI: COOPERATION INTERNATIONALE 
 
Article 56 : Relations de l'ANIF avec les services de renseignements financiers 
étrangers 
Dans le respect des dispositions législatives et des conventions internationales 
applicables en matière de protection de la vie privée, l'Agence Nationale 
d'Investigation Financière peut communiquer aux autorités des autres Etats membres 
ou des Etats tiers exerçant des compétences analogues, les informations qu'elle détient 
sur des opérations qui paraissent en relation avec l'une des infractions prévues par le 
présent Règlement, sous réserve de réciprocité et à condition que les autorités 
étrangères compétentes soient soumises aux mêmes obligations de secret 
professionnel. 
Cette communication ne peut être effectuée si une procédure pénale a déjà été engagée 
dans l'Etat membre sollicité sur la base des mêmes faits  ou  s'il peut  en résulter une 
atteinte à la souveraineté, à la sécurité, aux intérêts essentiels de l'Etat membre ou à 
l'ordre public. 
Les Agences Nationales d'Investigation Financière se font représenter aux réunions 
des services en charge du traitement du renseignement  financier  et  aux autres 
instances internationales  consacrées à la lutte contre le blanchiment des capitaux et le 
financement du terrorisme. 
 
Article 57 : Entraide judiciaire 
Les autorités judiciaires des Etats coopèrent avec celles des autres Etats aux fins 
d'entraide judiciaire, d'échanges d'informations, d'investigation et de procédure, visant 
la prévention et la répression des infractions prévues par le présent Règlement et en 
particulier les mesures conservatoires et les confiscations des instruments et produits 
desdites infractions. 
L'entraide peut notamment inclure : le recueil de témoignages  ou  de dépositions, la 
fourniture d'une aide pour la mise à disposition  des  autorités judiciaires de l'Etat 
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requérant de personnes  détenues ou d'autres personnes,  aux fins de témoignage ou 
d'aide dans la conduite de l'enquête, la remise de documents judiciaires, les 
perquisitions et les saisies, l'examen d'objets et de lieux, la fourniture de 
renseignements et de pièces à conviction, la fourniture des originaux ou de copies 
certifiées conformes de dossiers et documents pertinents y compris de relevés 
bancaires, de pièces comptables, de registres montrant le fonctionnement d'une 
entreprise ou ses activités commerciales et financières. 
 
Article 58 : Cas où l'entraide judiciaire peut être refusée La demande d'entraide ne 
peut être refusée que: 
a. si  elle  n'émane pas d'une autorité compétente selon la législation de l'Etat 
requérant,  ou si elle n'a pas été transmise régulièrement; 
 
b. si son exécution risque de porter atteinte à l'ordre public, à la souveraineté, à la 
sécurité ou aux principes fondamentaux du droit de l'Etat membre requis ; 
 
c. si les faits sur lesquels elle porte font l'objet de poursuites pénales ou ont déjà 
fait l'objet d'une décision définitive sur le territoire de l'Etat membre requis; 
 
d. si l'infraction visée dans la demande n'est pas prévue par le présent Règlement 
ou les dispositions non contraires en vigueur dans l'Etat membre requis ou ne présente 
pas de caractéristiques communes avec une infraction prévue par le présent Règlement 
ou les dispositions non contraires en vigueur dans l'Etat membre  requis. 
 
Article 59 : Demande de mesures d'enquête et d'instruction 
Les mesures d'enquête et d'instruction émanant d'une autorité d'un Etat membre ou 
d'un Etat tiers sont exécutées conformément au présent règlement et aux dispositions 
non contraires en vigueur dans l'Etat requis. 
Un magistrat ou un fonctionnaire délégué par l'autorité compétente de l'Etat membre 
ou de l'Etat tiers dont émane la demande peut assister à l'exécution  des mesures selon 
qu'elles sont effectuées par un magistrat ou par un fonctionnaire. 
 
Article 60 : Demande de mesures conservatoires 
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La juridiction saisie par une autorité compétente d'un autre Etat membre ou d'un Etat 
tiers aux fins de prononcer des mesures conservatoires ordonne lesdites mesures 
sollicitées conformément au présent règlement et aux dispositions non contraires en 
vigueur dans l'Etat sollicité. Elle peut prendre toute mesure appropriée équivalente 
dans ses effets aux mesures demandées prévue par le présent Règlement et les 
dispositions non contraires en vigueur. 
La juridiction saisie d'une demande relative à l'exécution de mesures conservatoires 
prononcées dans un autre Etat peut leur substituer  des  mesures prévues par le présent 
Règlement et les dispositions non contraires en vigueur ayant des effets équivalents. 
 
Article 61 : Demande de confiscation 
Dans le cas d'une demande d'entraide judiciaire à l'effet de prononcer une décision de 
confiscation, la juridiction statue sur saisine de l'autorité chargée des poursuites. La 
décision de confiscation doit viser un bien, constituant le produit ou l'instrument d'une 
infraction, et se trouvant sur le territoire de l'Etat sollicité. 
La juridiction saisie d'une demande relative à l'exécution d'une décision de 
confiscation prononcée dans un autre Etat membre ou dans un Etat tiers est liée par la 
constatation des faits sur lesquels se fonde la décision et elle ne peut refuser de faire 
droit à la demande que pour l'un des motifs énoncés ci-dessus à l'article 58 comme 
pouvant justifier un refus d'exécution. 
 
Article 62 : Sort des biens confisqués 
Tout Etat membre peut disposer des biens confisqués sur son territoire à la demande 
d'autorités d'un autre Etat membre ou d'un Etat tiers, sauf accord contraire conclu avec 
le Gouvernement de l'Etat requérant. 
 
TITRE VII : DISPOSITIONS DIVERSES 
 
Article 63 : Nullité de certains actes 
Est nul tout acte passé à titre onéreux ou gratuit entre vifs ou à cause de mort qui a 
pour but de soustraire des biens aux mesures de saisie, de gel ou de confiscation 
prévues par le présent Règlement. 
 
Article 64 : Confidentialité 
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Les informations recueillies à quelque titre que ce soit en application  du présent 
Règlement sont utilisées exclusivement pour les fins poursuivies par le présent 
Règlement. Elles ne peuvent être divulguées ou communiquées que dans les cas et 
dans les conditions prévues par le présent Règlement. 
 
Article 65 : Techniques particulières d'investigation 
Afin d'obtenir la preuve de l'infraction d'origine et la preuve  des infractions prévues 
par le présent Règlement, les autorités judiciaires peuvent notamment ordonner, pour 
une durée déterminée: 
 
a. le placement sous surveillance des comptes bancaires et des comptes assimilés 
aux comptes bancaires ; 
 
b. l'accès à des systèmes, réseaux et serveurs informatiques ; 
  
c. le placement sous surveillance ou sur écoutes des lignes téléphoniques, de 
télécopieurs ou de moyens électroniques de transmission ou de communication ; 
  
d. l'enregistrement audio et vidéo des faits et gestes et des conversations ; 
 
e. la communication d’actes authentiques et sous seing privé, de documents 
bancaires, financiers et commerciaux. 
 
Elles peuvent ordonner la saisie des documents susmentionnés. 
 
Dans le seul but d'obtenir des éléments de preuve relatifs aux infractions prévues par le 
présent Règlement, l'autorité judiciaire compétente peut également autoriser 
l'accomplissement de faits qui pourraient être réprimés en application du présent 
Règlement au titre des opérations sous couverture ou de livraisons surveillées. Un 
compte-rendu détaillé lui est transmis à l'issue des  opérations. 
Les opérations mentionnées au présent article ne peuvent être ordonnées que lorsque 
des indices sérieux permettent de suspecter que ces comptes, lignes téléphoniques, 
systèmes et réseaux informatiques ou documents sont utilisés ou sont susceptibles 
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d'être utilisés par des personnes soupçonnées de participer aux infractions prévues par 
le présent Règlement. 
 
L'autorité judiciaire peut, par décision motivée rendue à la demande du Parquet 
effectuant les opérations prévues au présent article,  retarder le gel ou la saisie de 
l'argent ou de tout autre bien ou avantage, jusqu'à la conclusion  des enquêtes et 
ordonner, si cela est nécessaire, des mesures spécifiques pour leur sauvegarde. 
 
Les opérations prévues au présent article ne peuvent donner lieu à aucune 
responsabilité pénale, civile ou à un quelconque autre titre des personnes qui les ont 
réalisées. 
 
Article 66 : Transparence des relations économiques et financières. 
Les pouvoirs publics établissent dans le respect du présent Règlement toute disposition 
interne de nature à en faciliter l'application. Ils veillent à ce que les règles et les 
contrôles applicables aux organismes et professions assujettis au titre de l'article 5 ci-
dessus qui relèvent des dispositions nationales assurent la transparence des relations 
économiques et financières. 
 
Article 67 : Transferts de fonds 
Tout transfert, dans la CEMAC et entre un Etat de la CEMAC et un Etat tiers, de 
fonds, titres ou valeurs doit être effectué dans le respect des textes en vigueur et en 
particulier de la Réglementation des changes. 
 
Article 68 : Responsabilité de l'Etat 
En cas de préjudice résultant directement des déclarations, diligences et mesures 
prévues par le Présent Règlement, l'Etat répond du dommage subi dans les conditions 
prévues par les textes en vigueur sans aucune possibilité d'action récursoire. 
 
Article 69 : Entrée en vigueur 
Le présent Règlement entre en vigueur le 1er jour du mois suivant celui de sa 
publication au Bulletin officiel de la Communauté. 
Ministre des Finances et du Budget de la République du Cameroun, 
Président en exercice du Comité Ministériel 
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ANNEXE II 
 
REGLEMENTN° 02/10 DU 0 2 OCT. 2010 PORTANT RÉVISION DU 
RÈGLEMENT N° 01/03/CEMAC/UMAC/CM DU 04 AVRIL 2003 PORTANT 
PREVENTION ET RÉPRESSION DU BLANCHIMENT DES CAPITAUX ET 
FINANCEMENT DU TERRORISME EN AFRIQUE CENTRALE 
  
Vu le Traité instituant la communauté Économique et Monétaire de l'Afrique Centrale 
(CEMAC) du 16 mars 1994 et son Additif en date du 5 juillet 1996 relatif au système 
Institutionnel et Juridique de la Communauté ; 
 
Vu la Convention du 5 juillet 1996 régissant l'Union Économique de l'Afrique 
Centrale (UEAC) ; 
 
Vu la Convention du 5 juillet 1996 régissant l'Union Monétaire de l'Afrique Centrale 
(UMAC) ; 
 
Vu la déclaration Solennelle de la Conférence des Chefs d'Etat de la CEMAC en date 
du 14 décembre 2000 sur le blanchiment d’argent ; 
 
Vu L'Acte Additionnel n° 09/00/CEMAC-086/CCE du 14 décembre 2000 portant 
création du Groupe d'Action contre le blanchiment d'Argent en Afrique Centrale 
(GABAC) ; 
 
Vu les 40+9 Recommandations du Groupe d'Action Financière (GAFI) en ce qu'eIles 
constituent le standard international en matière de lutte contre le blanchiment des 
capitaux et le financement du terrorisme ; 
 
Vu les conclusions du Comité technique ad hoc des experts élargis aux représentants 
des Ministres des Finances, de l'intérieur et de la Justice des Etats membres réunis les 
6 et 7 novembre 2001 à Libreville, telles qu'approuvées par le Conseil des Ministres de 
l'UEAC du 5 décembre 2001 ; 
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Vu les conclusions du Comité technique ad hoc des experts élargis aux représentants 
des Ministères des Finances, de l'intérieur et de la Justice des Etats membres réunis du 
22 au 24 octobre 2007 à Douala telles qu’a approuvées par la réunion annuelle du 
GABAC du 10 Janvier 2008 à Libreville ; 
 
Considérant qu'en raison de son caractère transnational et des menaces graves qui en 
découlent pour le système économique et financier, le phénomène du blanchiment des 
capitaux et du financement du terrorisme a donné lieu à une mobilisation sans 
précédent de la Communauté internationale tendant à la mise en place d'une stratégie 
collective et cohérente de lutte fondée notamment sur l'adoption de modalités 
juridiques et institutionnelles de lutte, modernes et adaptées , ainsi que sur le 
développement de la coopération ; 
 
Considérant que du fait des mesures de lutte contre le blanchiment des capitaux et le 
financement du terrorisme en vigueur dans la plupart des Etats, les criminels sont 
enclins à déplacer ces activités dans les Etats où les dispositifs de lutte demeurent 
inadaptés ou  insuffisants, en tirant notamment parti du courant de mondialisation et 
des progrès des technologies et de la communication; 
 
Considérant en conséquence la nécessité de renforcer la lutte contre le blanchiment des 
capitaux dans les Etats de la CEMAC par l'adoption d’un texte communautaire de 
nature à combler le vide législatif en matière de prévention et de répression du 
blanchiment souligné notamment dans le cadre des recommandations et conclusions 
du Séminaire de sensibilisation sur  la  lutte contre le Blanchiment des capitaux dans 
les pays de la Communauté Economique et Monétaire de l 'Afiique Centrale, tenu à 
Yaoundé du 7 au 9 novembre 2000, auxquelles il y a lieu d'adjoindre les aspects 
relatifs à la prévention  et à la répression  du financement du terrorisme  ; 
 
Considérant en outre que la crédibilité et la pleine efficacité de la lutte contre le 
blanchiment des capitaux et le financement du terrorisme en Afrique Centrale 
commandent d'introduire dans les Etats membres un cadre juridique inspiré des 
normes et standards internationaux en la matière, dont notamment ceux établis par les 
instruments tels : la Convention des Nations Unies contre le Trafic Illicite de 
Stupéfiants et de Substances Psychotropes adoptée à Vienne le 19 décembre 1988, la 
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Convention du Conseil de l'Europe du 8 décembre 1990 relative au blanchiment, au 
dépistage, à la saisie et à la confiscation des produits du crime, la Directive 
n°91/308/CEE du 10 juin 1991 pour la prévention de l’utilisation du système financier 
aux fins de blanchiment des capitaux adoptée par le Conseil de l'Union Européenne ; 
la déclaration de Principe de Bâle pour la prévention de l 'utilisation du système 
bancaire pour le blanchiment de fonds d'origine criminelle élaborée par le Comité des 
règles et pratiques de contrôle des opération s bancaires ; la Convention internationale 
pour la répression du financement du terrorisme adoptée par l’Assemblée générale des 
Nations Unies le 9 décembre 1999 ; la Convention des Nations Unies contre la 
criminalité transnationale organisée, adoptée à New York le 15 novembre 2000, dite 
Convention de Palerme; les Résolutions n° 1373 et 1390 adoptées par le Conseil de 
Sécurité de l'Organisation des Nations Unies ; 
 
Vu l'avis conforme du Conseil d’Administration de la BEAC donné lors de sa séance 
du 08 septembre 2010 ; 
 
Sur proposition du Secrétaire Permanent du GABAC ; En sa séance du 02 octobre 
2010 ; 
 
ADOPTE LE REGLEMENT DONT LA TENEUR SUIT : 
 
TITRE I : DÉFINITIONS ET CHAMP D'APPLICATION 
 
Article 1er : Définition du blanchiment des capitaux 
Au sens du présent Règlement, le blanchiment des capitaux désigne un ou plusieurs 
des agissements ci après énumérés commis intentionnellement :  
 
a) La conversion ou le transfert de biens provenant d'un crime ou d'un délit au 
sens des textes applicables dans l'Etat membre ou du présent Règlement, dans le but de 
dissimuler ou de déguiser l'origine illicite desdits biens ou d'aider toute personne qui 
est impliquée dans la commission de ce crime ou délit à échapper aux conséquences 
juridiques de ses actes ; 
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b) La dissimulation ou le déguisement de la nature, de l'origine, de l'emplacement, 
de la disposition, du mouvement ou de la propriété de biens provenant d'un crime ou 
d’un délit au sens des textes applicables dans l'Etat membre ou du présent Règlement ; 
 
c) L'acquisition, la détention ou l'utilisation des biens provenant d'un crime ou 
d'un délit au sens des textes applicables dans l'Etat membre ou du présent Règlement ; 
 
d) La participation à l'un des actes visés au présent article, l'association pour 
commettre ledit acte, les tentatives de le perpétrer, le fait d'aider, d'inciter ou de 
conseiller quelqu'un à le faire ou le fait d'en faciliter l'exécution. 
 
La connaissance de l'origine des biens ou l'intention de commettre les faits susvisés 
nécessaires en tant qu’élément de l'infraction peut être établie à partir de circonstances 
de fait objectives. 
  
Pour servir de base à des poursuites pour blanchiment des capitaux en application du 
présent Règlement, les faits d'origine commis dans un autre Etat membre ou dans un 
Etat tiers doivent avoir le caractère d'une infraction pénale dans le pays où ils ont été 
commis. 
 
Article 2 : Définition du financement du terrorisme 
Au sens du présent Règlement, le financement du terrorisme est le fait pour toute 
personne de fournir ou de réunir, par quelque moyen que ce soit, directement ou 
indirectement, illicitement ou délibérément, des fonds dans l'intention de les voir 
utilisés ou en sachant qu'ils seront utilisés, en tout ou partie, en vue de commettre : 
 
a) Un acte qui constitue une infraction de terrorisme selon la définition de l'un des 
traités internationaux pertinents régulièrement ratifié par l'Etat membre; 
 
b) Tout autre acte destiné à tuer ou blesser grièvement un civil, ou tout autre 
personne qui ne participe pas directement aux hostilités dans une situation de conflit 
armé, lorsque, par sa nature ou son contexte, cet acte vise à intimider une population 
ou à contraindre un gouvernement ou une organisation internationale à accomplir ou à 
s'abstenir d'accomplir un acte quelconque. 
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Article 3 : Autres définitions : 
Aux fins du présent Règlement, les termes suivants sont définis comme suit : 
 
1. Communauté  ou CEMAC :  la Communauté Économique et Monétaire de 
l'Afrique Centrale ; 
 
2. Acte Additionnel : l'Acte Additionnel n° 9/00/CEMAC-086/CCE 02 du 14 
décembre 2000 portant création du GABAC ; 
 
3. UEAC : l'Union Economique de l'Afrique Centrale ; 
 
4. UMAC : l'Union Monétaire de l'Afrique Centrale ; 
 
5. Comité Ministériel : Le Comité Ministériel de l'Union Monétaire de l'Afrique 
Centrale ; 
 
6. Conseil : le Conseil des Ministres de l'Union Economique de l'Afrique 
Centrale ; 
 
7. GABAC : le Groupe d'Action contre le Blanchiment d'Argent en Afrique 
Centrale ; 
 
8. BEAC : la Banque des États de l'Afrique Centrale ; 
 
9. COBAC : la Commission Bancaire de 1'Afrique Centrale ; 
 
10. Gouverneur : le Gouverneur de la Banque des États de l'Afrique 
Centrale 
 
11. Comité des sanctions ou Comité contre-terrorisme : Comité du Conseil de 
Sécurité de l'Organisation des Nations Unies composé de tous les membres dudit 
Conseil créé par la Résolution n° 1373 adoptée le 28 septembre 2001 par le Conseil de 
Sécurité de l'Organisation des Nations Unies concernant le contre-terrorisme et chargé 
de suivre l'application de cette même résolution n° 1373 ; 
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12. Autorité Monétaire : le Ministre en charge de la Monnaie et du Crédit dans 
l'État membre ; 
 
13. Agence ou ANIF : l’Agence Nationale d’Investigation   Financière instituée à 
l'article 25 du présent Règlement ; 
 
14. État membre : tout État partie au Traité instituant la Communauté Économique 
et Monétaire de l'Afrique Centrale ; 
 
15. État tiers : tout État non membre de la Communauté Économique et Monétaire 
de 1'Afrique Centrale ; 
 
16. Produit du crime : tout bien ou tout avantage économique tiré directement ou 
indirectement d'un crime ou délit ; 
 
17. Bien : tous les types d'avoirs, corporels ou incorporels, meubles ou immeubles, 
tangibles ou intangibles, ainsi que les actes juridiques ou documents attestant la 
propriété de ces avoirs ou des droits y relatifs 
 
18. Instrument : tous objets employés ou destinés à être employés de quelque façon 
que ce soi en tout ou en partie, pour commettre une ou des infractions pénales ; 
  
19.0rganisation criminelle ou groupe criminel organisé : tout groupe structuré dans le 
but de commettre des crimes ou délits ou des actes terroristes, pour en tirer 
directement ou indirectement un avantage financier ou un autre avantage matériel ; 
 
20. Confiscation : la dépossession permanente de biens sur décision d'un tribunal ; 
 
21. Infraction d'origine: toute infraction notamment pénale, même commise à 
l'étranger, ayant permis à son auteur de se procurer des produits au sens du présent 
Règlement ; 
 
22. Terrorisme : l'un quelconque des actes suivants : 
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a) Acte qui constitue une infraction au regard et selon la définition de l'un des 
traités internationaux pertinents ratifiés par l'État membre ; 
 
b) Acte destiné à causer la mort ou des dommages corporels graves à toute 
personne civile, ou à tout autre personne qui ne participe pas directement aux hostilités 
dans une situation de conflit armé, lorsque, par sa nature ou son contexte, cet acte est 
destiné à intimider une population ou à contraindre un gouvernement ou une 
organisation internationale à accomplir ou à s'abstenir d'accomplir un acte quelconque; 
 
c) La tentative de commettre une infraction dans le sens des alinéas (a) et (b) ; 
 
d) La participation en tant que complice à une infraction aux sens des alinéas (a), 
(b) et (c) ; 
 
e) Le fait d'organiser la commission d'une infraction au sens des alinéas (a), (b) et 
(c) ; 
 
f) Le fait de contribuer délibérément à la commission de l'un ou plusieurs des 
actes visés aux alinéas (a), (b) et (c) par un groupe de personnes agissant de concert 
afin de faciliter l'activité criminelle du groupe ou en servir les buts, lorsque cette 
activité ou ces buts supposent la commission d'un acte au  sens des points (a) et (b), ou 
d'être amené en pleine connaissance de l'intention du groupe à commettre un acte au 
sens des alinéas (a) et (b) ; 
  
23. Auteur : toute personne ayant participé à l'infraction en qualité d'auteur 
principal, de co-auteur ou de complice ; 
 
24. Établissement de crédit : les organismes qui effectuent à titre habituel des 
opérations de banque au sens de l'article 4 de l'Annexe à la Convention du 17 janvier 
1992 portant harmonisation de la Réglementation Bancaire dans les États de l'Afrique 
Centrale, ainsi qu'une succursale, au sens de l'article 16 de l' annexe à cette même 
Convention, d'un établissement de crédit ayant son siège social dans ou en dehors de la 
CEMAC ; 
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25. Fonds: les avoirs de toute nature, corporels et incorporels, mobiliers ou 
immobiliers, acquis par quelque moyen que ce soit, et les documents ou instruments 
légaux sous quelque forme que ce soit, y compris sous forme électronique ou 
numérique, qui prouvent un droit de propriété ou un intérêt sur ces avoirs, incluant, 
mais non exclusivement, crédits bancaires, chèques de voyage, chèques bancaires, 
mandats, actions, titres, obligations, traites et lettres de crédit; 
 
26. Gel des fonds : toute action visant à  empêcher tout mouvement, transfert, 
modification, utilisation ou manipulation de fonds qui auraient pour conséquence un 
changement de leur volume, de leur montant, de leur localisation, de leur propriété, de 
leur possession, de leur nature, de leur destination ou tout autre modification qui 
pourrait en permettre  l'utilisation, notamment  la gestion de portefeuille ; 
 
27. Saisie : l'interdiction temporaire du transfert, de la conversion, de la disposition 
ou du mouvement de biens, ou le fait d'assumer temporairement la garde ou le contrôle 
de biens .et sur décision d'un tribunal ou d'une autre autorité compétente ; 
 
28. Livraison surveillée : l'opération consistant à permettre le passage par le 
territoire d'un ou plusieurs États d'expéditions illicites ou suspectées de l'être, au su et 
sous le contrôle des autorités compétentes de ces États, en vue d'enquêter sur une 
infraction et d'identifier les personnes impliquées dans sa commission. 
  
Article 4 : Objet 
Le présent Règlement définit les règles visant à prévenir, détecter, empêcher ou 
réprimer : 
 
- L'utilisation du système financier ou des autres secteurs de la vie économique 
des Etats de la CEMAC à des fins de blanchiment des capitaux ; 
- Le financement des actes de terrorisme associé au blanchiment des capitaux ou 
non. 
 
Article 5 : Assujettis 
Les dispositions du Titre II, III et IV du présent Règlement sont applicables à toute 
personne physique ou morale qui, dans le cadre de sa profession, réalise, contrôle ou 
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conseille des opérations entraînant des dépôts, des échanges, des placements, des 
conversions ou tous autres mouvements de capitaux, et en particulier : 
 
- Les Trésors Publics des États membres ;  
- La BEAC ;  
- Les organismes financiers ; 
- Les changeurs manuels ; 
- Les gérants, propriétaires et directeurs des casinos et établissements de jeux ; 
- Les notaires et autres membres des professions juridiques indépendantes 
lorsqu'ils conseillent ou assistent des clients ou agissent au nom et pour le 
compte de leurs clients pour l'achat et la vente de biens, d'entreprises ou de 
fonds de commerce, la manipulation d'actifs, de titres ou d'autres actifs, 
l'ouverture de comptes bancaires, la constitution, la gestion ou la direction de 
sociétés, de fiducies ou de structures similaires, ou toutes autres opérations 
financières ; 
- Les agents immobiliers ; 
- Les sociétés de transport ou de transfert de fonds ;  
- Les agences de voyage ; 
- Les commissaires aux comptes, les experts comptables et auditeurs externes, 
les conseillers fiscaux ; 
- Les marchands d'articles de valeur tels que les œuvres d'art, les métaux et les 
pierres précieuses, les automobiles. 
 
Articles 6 : Organismes financiers 
Pour l'application du présent article, sont considérés  comme  organismes financiers : 
les établissements de crédit (banques et établissements financiers) y compris les 
succursales, au sens de l'article 16 de l'Annexe à la Convention du 17 janvier 1992 
portant harmonisation de la Réglementation Bancaire dans les Etats de l'Afrique 
Centrale, d'un établissement de crédit ayant son siège à l'étranger; les intermédiaires en 
opération de banque; les services  financiers de la Poste; les établissements de micro 
finance; les sociétés d’assurance et de réassurance; les courtiers d' assurance et de 
réassurance, les bourses des valeurs mobilières; les organismes assurant, les fonctions 
de dépositaire central ou de banque de Règlement; les sociétés de bourse ; les 
intermédiaires en opérations de bourse; les sociétés de gestion de patrimoine; les 
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entreprises offrant des services d'investissement, les organismes de placement collectif 
en valeurs mobilières  (OPCVM) et 1es  sociétés de gestion des OPCVM. 
 
Article 7 Spécification des catégories professionnelles assujetties 
Le Comité Ministériel précise en tant que de besoin la définition des catégories 
professionnelles assujetties au sens de l’article 5 ci-dessus. 
 
L'application de tout ou partie des dispositions du Titre II, III et IV du présent 
Règlement peut être étendue par le Comité Ministériel ou à défaut par des dispositions 
prises par chaque État membre, à toute profession, ou catégorie d'entreprises lorsqu'il 
est constaté que cette profession ou catégorie d’entreprises a été utilisée à des fins de 
blanchiment ou de financement du terrorisme ou exerce des activités particulièrement 
susceptibles d'être utilisées à de telles fins. 
 
Article 8 : Déclaration au Procureur de la République 
Les personnes autres que celles expressément assujetties au titre de l'article 5 ci- 
dessus sont tenues de déclarer au Procureur de la République les opérations dont elles 
ont connaissance et qui portent sur des sommes qu'elles savent susceptibles de 
provenir d'un crime ou délit ou s'inscrire dans un processus de blanchiment des 
capitaux ou de financement du terrorisme. 
 
Le Procureur de la République en informe l'Agence Nationale d'investigation 
Financière qui lui fournit tous renseignements utiles. 
  
Lorsqu'elles ont fait de bonne foi une telle déclaration, ces personnes bénéficient des 
dispositions des articles 22 et 23 ci-dessous. 
  
Elles sont tenues de respecter les obligations de confidentialité des déclarations, et 
passibles de sanctions pénales y relatives prévues par le présent Règlement. 
 
TITRE II : PRÉVENTION ET DÉTECTION DU BLANCHIMENT 
 
Article 9 : Identification des clients 
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Les organismes financiers et les autres personnes assujetties au titre de l'article 5 ci-
dessus doivent, avant d'ouvrir un compte, prendre en garde des titres, valeurs ou bons, 
attribuer un coffre ou établir toutes autres relations d'affaires, s'assurer de l'identité et 
de l'adresse de leur cocontractant en exigeant la présentation d'un document officiel 
original en cours de validité et comportant une photographie, dont il est pris copie. 
 
Ils s'assurent dans les mêmes conditions de l'identité et de l'adresse de leurs clients 
occasionnels pour toute transaction portant sur une somme supérieure à un montant 
défini par le Comité Ministériel ou, à défaut, par l'État membre. 
 
L'identification est requise même si le montant de l'opération est inférieur au seuil fixé 
lorsque la provenance licite des capitaux n'est pas certaine. 
 
L'identification devra aussi avoir lieu en cas de répétition d'opérations distinctes, 
effectuées dans une période limitée pour un montant individuel inférieur au seuil 
prévu. 
 
Les organismes financiers et les personnes assujetties visées à l'article 5 ci- dessus 
doivent, avant de procéder à tout paiement, quelle qu'en soit le montant, en identifier 
le bénéficiaire effectif. 
 
Article 10 : Identification de l'ayant droit économique 
Les organismes financiers et autres personnes assujetties au titre de l'article 5 ci- 
dessus se renseignent sur l'identité véritable des personnes au bénéfice desquelles un 
compte est ouvert ou une opération réalisée lorsqu'il leur apparaît que les personnes 
qui demandent l'ouverture du compte ou la réalisation de l'opération pourraient ne pas 
agir pour leur propre compte. 
 
Si le client est un avocat, un comptable  public ou privé,  une  personne  privée ayant 
une délégation d'autorité publique, ou un mandataire, intervenant en tant 
qu'intermédiaire financier, il ne pourra invoquer le  secret  professionnel  pour refuser 
de communiquer  l'identité du véritable opérateur. 
  
Article 11 : Méthodes d'identification 
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La vérification de l'identité d'une personne physique est opérée par la présentation d'un 
document officiel original en cours de validité et comportant une photographie, dont il 
est pris une copie. 
 
L'identification d'une personne morale est effectuée par la production des statuts et de 
tout document établissant qu'elle a été légalement constituée et qu'elle a une existence 
réelle au moment de l'identification. Il en est pris copie. 
 
Les responsables, employés et mandataires appelés à entrer en relation pour le compte 
d'autrui doivent, outre les pièces ci-dessus relatives à la justification de leur identité et 
de leur adresse, produire les documents attestant de la délégation de pouvoir qui leur 
est accordée, ainsi que des documents attestant de l'identité et de l'adresse des ayants 
droit économiques. 
 
Article 12 : Surveillance particulière de certaines opérations 
Toute opération importante portant sur des sommes dont le montant unitaire ou total 
est supérieur à une somme fixée par le Comité Ministériel ou, à défaut, par des 
dispositions nationales, et qui, sans pouvoir faire l'objet d'une déclaration de soupçon 
au sens de l'article 18, se présente dans des conditions inhabituelles de complexité et 
ne paraît pas avoir de justification économique ou d'objet licite, doit faire l'objet, de la 
part de l'organisme financier .et les autres personnes assujetties au titre de l'article 5, 
d'un examen particulier visant à obtenir du client des renseignements sur l'origine et la 
destination de ces sommes ainsi que sur l'objet de la transaction, l'identité et le 
domicile du donneur d'ordre ou de la personne qui en bénéficie. 
 
L'organisme financier ou la personne assujettie au titre de l'article 5 établit un rapport 
confidentiel écrit comportant tous les renseignements recueillis en application de 
l'alinéa précédent qu'il conserve dans les conditions prévues à l'article 13 du présent 
Règlement. 
 
Tout paiement en espèces ou par titres au porteur d'une somme dont le montant 
unitaire ou total est supérieur à un seuil fixé par le Comité Ministériel ou à défaut par 
des dispositions prises par chaque État membre, donne lieu à une déclaration précisant 
l'objet de l'opération, l'origine et la destination des espèces ou titres, ainsi que l'identité 
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des parties, qui est faite à l'Agence Nationale d'Investigation Financière instituée à 
l'article 25 ci-après , 
 
Une vigilance particulière doit être exercée à l'égard des transferts électroniques et 
plus généralement de tout type de transfert de fonds quel que soit le mode de réception 
ou d'exécution de l'ordre, ainsi qu'à l'égard des opérations en provenance ou à 
destination d'établissements ou institutions financières qui ne sont pas soumis à des 
obligations au moins équivalentes à celles du présent Règlement en matière 
d'identification des clients ou de contrôle des transactions ou qui sont situés dans des 
pays non membres du Groupe d'Action Financière (GAFI) ou dans des pays identifiés 
comme non coopératifs dans les matières objet du présent Règlement. 
 
La vigilance particulière prescrite à l'alinéa précédent vise notamment à établir 
1'origine des sommes en cause. 
 
Article 13 : Conservation des documents et pièces 
Dans les cas visés à l'article 12, les caractéristiques de l'opération et les informations 
concernant l'identité et le domicile des intéressés sont consignées par écrit et 
conservées par l'organisme financier ou la personne assujettie au titre de l'article 5, qui 
les tient avec les documents et pièces qui s'y rattachent à la disposition des autorités et 
administrations visées à l'article 15 ci-dessous qui peuvent seules en obtenir 
communication. 
 
Sans préjudice des dispositions édictant des obligations plus contraignantes, les 
organismes financiers conservent les documents relatifs à l'identité des clients 
habituels ou occasionnels ou aux opérations effectuées par ceux-ci pendant cinq ans au 
moins à compter de la clôture des comptes, de la cessation des relations avec le client 
ou de l'exécution de l'opération. 
 
Article 14 : Organisation interne des organismes financiers 
Les organismes financiers élaborent des programmes de prévention du blanchiment 
des capitaux et du financement du terrorisme. Ces programmes comprennent : 
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a) La centralisation des informations sur l'identité des clients, donneurs d'ordre, 
bénéficiaires et titulaires de procuration, mandataires, ayants droit économiques, et sur 
les transactions suspectes déclarées en application du présent Règlement ; 
 
b) La désignation de responsables de la direction centrale, de chaque succursale, 
et de chaque agence ou service local ; 
 
c) La formation continue des fonctionnaires ou employés 
d) Un dispositif de contrôle interne de l'application et de l'efficacité des mesures 
adoptées pour l'application du présent Règlement. 
 
Article 15 : Communication de documents et pièces 
Pour l'application du présent Règlement, peuvent demander communication de 
renseignements et documents visés aux articles 9 et 13 ci-dessus : 
 
- L'Agence Nationale d'investigation Financière, dans le but de reconstituer l'ensemble 
des transactions faites par une personne physique ou morale et liées à une opération 
ayant fait l'objet d'une déclaration de soupçon ou dans le but de renseigner, dans les 
conditions prévues par le présent Règlement, les services des autres États exerçant des 
compétences analogues ; 
- L'autorité judiciaire ou les fonctionnaires chargés de la détection ou de la répression 
des infractions liées au blanchiment agissant dans le cadre d'une procédure pénale ; 
- L'autorité de contrôle de la profession. 
 
En aucun cas les personnes ayant l'obligation de transmettre les renseignements et les 
documents susmentionnés, ainsi que toute autre personne en ayant connaissance, ne 
les communiqueront à d'autres personnes physiques ou morales que celles énumérées 
au présent article. 
 
Article 16 : Changeurs manuels 
Les personnes physiques ou morales autres que les établissements de crédit et la 
BEAC, qui font profession habituelle d'effectuer des opérations de change manuel, 
adressent, avant de commencer leurs opérations, une déclaration d'activité à la BEAC 
comprenant la justification de l'origine des fonds nécessaires. 
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Les changeurs manuels sont soumis aux obligations prescrites aux articles 9 et 13 ci-
dessus pour leurs opérations dont le montant excède un seuil fixé par le Comité 
Ministériel, ou à défaut par des dispositions prises par chaque État membre. 
Ils tiennent un registre de toutes leurs transactions qui consigne dans l'ordre 
chronologique le montant et la nature de l'opération, l'identité et l'adresse d client, ainsi 
que les références du document officiel présenté. Ce registre est coté et paraphé par 
l'autorité administrative compétente et conservé pendant cinq ans au moins après la 
dernière opération enregistrée. 
 
Article 17 : Casinos et établissements de jeux 
Les casinos et établissements de jeux sont tenus d'adresser, avant de commencer leurs 
opérations, une déclaration d'activité à l'autorité de tutelle et à l'ANIF comprenant la 
justification de l'origine des fonds nécessaires. 
 
Les casinos et établissements de jeux sont tenus d'enregistrer et de conserver pendant 
cinq ans au moins les noms et adresses des joueurs qui échangent ou apportent 
notamment des jetons, plaques ou tickets pour une somme supérieure à un montant 
fixé par le Comité Ministériel ou à défaut par des dispositions prises par chaque État 
membre. Ils s'assurent de leur identité en exigeant la présentation d'un document 
officiel original en cours de validité et comportant une photographie, dont il est pris 
copie. 
 
Les casinos et établissements de jeux sont tenus d'exercer la surveillance particulière 
de certaines opérations prescrites à l'article 12 ci-dessus. 
 
Ils tiennent un registre de toutes leurs transactions qui consigne dans l'ordre 
chronologique le montant et la nature de l'opération, l'identité et l'adresse du client, 
ainsi que les références du document Officiel présenté. Ce registre est coté et paraphé 
par l'autorité administrative compétente et conservé  pendant cinq ans au moins après 
la dernière opération enregistrée. 
 
Article 18 : Obligation de déclaration de soupçon 
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Les organismes financiers et les autres personnes assujetties au titre de l'article 5 ci-
dessus sont tenus, dans les conditions fixées par le présent Règlement, de déclarer à 
l'Agence Nationale d'Investigation Financière : 
 
- Les sommes ou tous autres biens qui sont en leur possession lorsqu'ils 
pourraient être liés à un crime ou un délit ou s'inscrire dans un processus de 
blanchiment de capitaux ; 
- Les opérations qui portent sur des sommes ou biens qui pourraient provenir 
d'un crime ou délit ou s'inscrire dans un processus de blanchiment des capitaux 
  
Les organismes financiers et les autres personnes assujetties au titre de l'article 5 sont 
également tenus de déclarer à l 'Agence Nationale d'Investigation Financière : 
 
- Toute opération dont l'identité du donneur d'ordre ou du bénéficiaire reste 
douteuse malgré les diligences effectuées conformément aux articles 9 à 11 du 
présent Règlement ; 
- Les opérations effectuées par les organismes financiers pour compte propre ou 
pour compte de tiers avec des personnes morales y compris leurs filiales ou 
établissements, agissant sous forme ou pour le compte de fonds fiduciaires ou 
de tout autre instrument de gestion d'un patrimoine d'affectation dont l’identité 
des constituants ou des bénéficiaires n’est pas connue ; 
- Toute opération de paiement dont la valeur ou l'identité du bénéficiaire effectif 
suscite suspicion ou dont le donneur d’ordre a effectué une opération 
antérieure ayant donné lieu à déclaration de soupçon. 
 
La déclaration peut porter sur des opérations déjà exécutées lorsqu’il a été impossible 
de surseoir à leur exécution ou lorsqu'il est apparu postérieurement à la réalisation de 
l'opération que les sommes pourraient provenir du trafic de stupéfiants ou s'inscrire 
dans un processus de blanchiment de capitaux. 
 
Toute information de nature à renforcer le soupçon ou à l'infirmer doit être 
immédiatement déclarée à l'Agence Nationale d'Investigation Financière. 
 
Article 19 : Formes et mentions 
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La déclaration peut être verbale ou écrite. 
 
Les déclarations faites téléphoniquement sont confirmées par télécopie ou tout autre 
moyen écrit. 
 
La déclaration précise le délai dans lequel l'opération suspecte doit être exécutée ou le 
cas échéant les raisons pour lesquelles l'opération a été exécutée. 
 
La déclaration est adressée à l'Agence Nationale d'investigation Financière. 
 
Article 20 : Accusé réception 
Dès réception, l'Agence Nationale d'Investigation Financière accuse réception de la 
déclaration. 
 
Le déclarant peut demander que l'Agence Nationale d'Investigation Financière 
n'accuse pas réception de la déclaration. 
 
Dans le cas où l'Agence Nationale d’Investigation Financière saisit le Procureur de la 
République la déclaration, dont ce dernier est avisé, ne figure pas au dossier de la 
procédure. 
 
Article 21 : Absence de déclaration 
Lorsque, par suite soit d'un défaut de vigilance, soit d'une carence dans 1'organisation 
de ses procédures internes de contrôle, un organisme financier a omis de faire la 
déclaration prévue à l'article 18 ci-dessus, l'autorité ayant le pouvoir disciplinaire est 
habilitée à engager une procédure sur le fondement des Règlements professionnels ou 
administratifs et à en aviser le Procureur de la République. 
Article 22 : Exemptions de responsabilité 
Pour les sommes ou les opérations ayant fait l'objet de la déclaration et des diligences 
prescrites par le présent Règlement, aucune poursuite pénale ne peut être intentée 
contre les dirigeants et les préposés de l'organisme financier ou de toute autre personne 
assujettie au titre de l'article 5 qui ont agi de bonne foi. 
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Aucune action en responsabilité civile ne peut être intentée ni aucune sanction 
professionnelle prononcée pour violation du secret bancaire ou professionnelle ou à un 
quelconque autre titre contre un organisme financier, ses dirigeants ou ses préposés 
qui ont effectué de bonne foi la déclaration et les autres diligences prescrites par le 
présent Règlement ou procédé au blocage d'une opération dans le cadre dudit 
Règlement; et ce même si les enquêtes n'ont donné lieu ni à des poursuites ni à une 
condamnation . 
 
Lorsque l'opération ayant fait l'objet de la déclaration  a été exécutée dans les 
conditions prévues à l'article 18 alinéa 3 ci-dessus et sauf concertation frauduleuse 
avec le propriétaire des sommes ou l'auteur de l'opération, l'organisme financier ou 
tout autre personne assujettie au titre de l'article 5 est dégagé de toute responsabilité, et 
aucune poursuite ne peut être engagée de ce fait contre ses dirigeants ou ses préposés  
au titre  des infractions prévues  par  le présent Règlement ou par des dispositions non 
contraires en vigueur en matière de blanchiment des capitaux et de financement du 
terrorisme. 
 
Article 23 : Portée de l'exemption 
Les dispositions de l'article précédent s'appliquent même si la preuve du caractère 
délictueux des faits à l'origine de la déclaration n'est pas rapportée ou si ses faits ont 
fait l'objet d'une décision de non lieu, de relaxe ou d'acquittement. 
 
Article 24 : Étendue des obligations des assujettis 
Le Comité Ministériel précise en tant que besoin les obligations incombant aux 
catégories professionnelles assujetties au présent Règlement. 
 
Article 25 : Agence Nationale d’Investigation Financière 
Il est institué dans chaque État membre une Agence Nationale d’Investigation 
Financière, en abrégé ANIF, chargée de recevoir, de traiter et, le cas échéant, de 
transmettre aux autorités judiciaires compétentes les déclarations auxquelles sont tenus 
les organismes financiers et personnes assujetties au titre de l'article 5. 
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Un décret précise dans chaque Etat membre, en conformité avec le présent Règlement, 
les modalités d'organisation, de fonctionnement, et de financement de l'Agence 
Nationale d'investigation Financière. 
 
L'Agence Nationale d'investigation Financière rassemble et traite, dans le cadre de la 
mise en œuvre du présent Règlement et des décrets pris pour son application, tous 
renseignements propres à établir l’origine des sommes ou la nature des opérations 
faisant l'objet de la déclaration. 
 
Elle reçoit aussi toutes autres informations utiles à sa mission, notamment celles 
communiquées par les autorités judiciaires et les autorités de contrôle des assujettis. 
 
L'Agence élabore notamment, dans le respect des textes en vigueur, une banque de 
données contenant toutes informations utiles aux fins poursuivies par le présent 
Règlement. Ces informations sont mises à jour et organisées de façon à optimiser les 
recherches permettant d'étayer les soupçons et de les lever. 
 
L’Agence élabore des rapports trimestriels sur son activité. Ce rapport recense les 
techniques de blanchiment relevées sur le territoire national et contient les 
propositions de l'Agence visant à renforcer la lutte contre le blanchiment des capitaux 
et le financement du terrorisme. Elle établit annuellement un rapport récapitulatif. Ces 
rapports sont adressés au Ministre en charge des Finances, au Ministre chargé de la 
Sécurité et au Ministre en charge de la Justice ainsi qu'au Secrétaire Permanent du 
GABAC et au Gouverneur. 
 
Elle assure toute autre mission prévue par le présent Règlement ou qui lui est assignée 
par le Comité Ministériel ou l'Autorité Monétaire, notamment en matière de 
prévention du financement du terrorisme. 
 
Article 26: Organisation 
L'Agence Nationale d'investigation Financière est un service administratif placé dans 
chaque Etat membre sous l'autorité du Ministre en charge des Finances. Elle est dotée 
de l'autonomie financière et d'un pouvoir propre de décision dans les matières relevant 
376 
 
de ses attributions en application du présent Règlement et des textes pris pour son 
application. 
 
Dans chaque Etat membre, l'ANIF est destinataire des déclarations de soupçon et 
centralise l'ensemble des renseignements et documents qui lui sont adressés en 
application du présent Règlement. 
 
Article 27 : Composition 
L'Agence Nationale d'investigation Financière est composée de quatre membres: 
 
- Un fonctionnaire détaché par le  Ministère en charge des Finances; 
- Un officier de police judiciaire spécialisé dans les questions financières, 
détaché par le Ministère en charge de l'intérieure, de la Sécurité ou de la Défense ; 
Un inspecteur des services des douanes détaché par le Ministère en charge des 
Finances ; 
- Un magistrat spécialisé dans les questions financières issu du Ministère en 
charge de la Justice. 
 
Le chef de l'Agence Nationale d'Investigation Financière est l'un des fonctionnaires 
détachés du Ministère en charge des Finances. Il représente l'agence à l'égard des tiers 
et assure dans les conditions fixées par le présent Règlement la mise en œuvre des 
attributions de l 'Agence. 
 
Article 28 : Correspondants 
Dans chaque État membre, des correspondants de l'Agence Nationale d'Investigation 
sont désignés es qualité au sein de la Police, de la Gendarmerie, des Douanes et de la 
Justice ou de tout autre service public dont le concours est jugé nécessaire dans le 
cadre de la lutte contre le blanchiment des capitaux et le financement du terrorisme, 
par décision du Ministre compétent prise à la demande du Ministre en charge des 
Finances sur proposition du chef de l'ANIF. 
 
Les correspondants collaborent avec l’Agence Nationale d'Investigation Financière 
dans le cadre de l'exercice de ses missions de façon à assurer une bonne coopération 
entre l'ANIF et les administrations dont ils relèvent. 
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Article 29 : Règlement intérieur 
Un Règlement Intérieur est adopté dans chaque État membre par les membres de 
1'Agence Nationale d 'Investigation Financière. Il précise les règles de fonctionnement 
interne de l'Agence Nationale d'Investigation Financière. 
 
Article 30 : Financement 
Les ressources de l'Agence Nationale d'Investigation Financière proviennent des 
contributions de l'État membre, ainsi que de celles des institutions communautaires et 
des partenaires du développement. 
 
Article 31 : Droit de communication et confidentialité 
L'Agence Nationale d'Investigation Financière peut, sur sa demande, obtenir de toute 
autorité publique, des personnes assujetties au titre de 1’article 5 ou de toute personne 
physique ou morale, la communication des informations et documents, dans le cadre 
des investigations qu'elle entreprend à la suite d'une déclaration de soupçon 
 
Le secret professionnel ne peut être opposé à l'Agence Nationale d'investigation 
Financière. 
 
Les membres et les correspondants de l'Agence Nationale d'Investigation Financière 
prêtent, dès leur nomination et avant d'entrer en fonction, le serment d'accomplir 
loyalement et dans le strict respect du présent Règlement et des dispositions prises 
pour son application.  
  
Les membres et les correspondants de l'Agence Nationale d 'Investigation Financière 
sont tenus au secret des informations recueillies dans le cadre  de leurs fonctions ou 
missions, même après la cessation de celles-ci. 
Article 32 : Incompatibilités 
Les fonctionnaires ou agents de l'Etat détachés auprès de l'Agence Nationale 
d'Investigation Financière en tant que membre cessent d'exercer leurs fonctions dans le 
cadre de leur administration d'origine. 
 
Les correspondants et les membres de l'Agence ne peuvent exercer concomitamment 
aucune activité pouvant porter atteinte à l'indépendance de leurs fonctions. Ils ne 
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peuvent exercer des fonctions auprès de l'un des assujettis définis à l'article 5 du 
présent Règlement que sur autorisation du chef de l'Agence. 
 
Article 33 : Opposition à l'exécution des opérations 
L'Agence Nationale d'Investigation Financière peut, avant l'expiration du délai 
d'exécution mentionné par le déclarant, former opposition à l'exécution de l’opération. 
Cette opposition est notifiée au déclarant par télécopie ou tout moyen laissant trace 
écrite par le chef de l'Agence. 
L'opposition fait obstacle à l'exécution de l'opération pendant une durée qui ne peut 
excéder 48 heures. L'exécution de l'opération est reportée pour cette durée. 
 
Si l'accusé de réception de l'Agence Nationale d'Investigation Financière n'est pas 
assorti d'une opposition, ou si, au terme du délai ouvert par l'opposition, aucune 
décision de la juridiction compétente ou, le cas échéant, du juge d'instruction ou du  
Parquet, n'est parvenue à l'organisme financier ou à la personne qui a effectué la 
déclaration, l'opération ne peut être exécutée . 
 
Le juge compétent en matière d'urgence peut, sur requête de l'Agence Nationale 
d'Investigation Financière, proroger par ordonnance rendue au pied de ladite requête, 
le délai prévu au deuxième alinéa du présent article ou ordonner le blocage provisoire 
des fonds, des comptes ou des titres concernés par la déclaration pour une durée 
supplémentaire qui ne peut excéder huit jours. Le Procureur de la République près la 
juridiction compétente peut présenter une requête aux mêmes fins. L'ordonnance qui 
fait droit à la requête est exécutoire sur minute avant toute notification à la personne 
concernée par la déclaration. 
 
Article 34 : Suites données aux déclarations de soupçon 
Dès que les informations recueillies mettent en évidence des faits susceptibles de 
relever du trafic de stupéfiants, de l'activité d'organisations criminelles, du 
blanchiment ou de toute autre  infraction prévue par le présent Règlement, l'Agence 
Nationale d1Investigation Financière en réfère au Procureur de la République près la 
juridiction compétente à qui elle transmet un rapport sur les faits comportant son avis. 
Le Procureur de la République ainsi saisi est tenu d’engager les poursuites. 
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Le rapport mentionné à l’alinéa précédent est accompagné de toutes pièces utiles, à 
l’exception des déclarations de soupçon elles-mêmes, L'identité de l'auteur de la 
déclaration ne figure pas dans 1e rapport. 
 
Article 35 : Coordination et action régionale 
Le GABAC est destinataire des rapports trimestriels des Agences Nationales 
d'Investigation Financière ainsi que, sur sa demande, d’informations d'ordre statistique 
et non nominatives recueillies par les Agences. 
 
Il favorise la coopération entre les Agences Nationales d'Investigation Financière et est 
chargé de la coordination de leurs actions visant la prévention du blanchiment des 
capitaux et du financement du terrorisme 
 
Le GABAC établit semestriellement un rapport régional de synthèse des rapports des 
Agences Nationales d'Investigation Financière transmis au Gouverneur de la BEAC et 
au Président de la Commission de la CEMAC aux fins d'information des Etats 
membres et des Institutions de la Communauté. 
 
TITRE Ill : PRÉVENTION ET DÉTECTION DU FINANCEMENT DU 
TERRORISME 
 
Article 36 : Déclaration des transactions et fonds suspects 
Les organismes financiers ou les autres personnes assujetties au titre de l'article 
5 du présent Règlement doivent lorsqu'ils ont des motifs raisonnables de suspecter que 
des fonds ou mouvements de fonds sont liés, associés ou destinés à être utilisés pour le 
financement du terrorisme, des actes terroristes ou des organisations terroristes, 
déclarer rapidement dans les formes et suivants les modalités de la déclaration de 
soupçon décrites aux articles 18 à 23 ci-dessus leurs soupçons à l'Agence Nationale 
d'investigation Financière.  
 
Article 37 : Listes des personnes, entités ou organisations 
Le Comité des Sanctions établit conformément aux résolutions des Nations Unies 
relatives à la prévention et à la répression du financement des actes terroristes, une 
liste des personnes physiques ou morales et des organisations devant faire l'objet de 
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mesures restrictives comme étant terroristes ou liées à des organisations terroristes ou 
qui financent le terrorisme et les organisations terroristes. 
Le Comité Ministériel arrête la liste des personnes, entités ou organisations dont les 
fonds sont gelés par les organismes financiers, ou les autres personnes assujetties au 
présent Règlement, conformément à la liste du Comité des Sanctions et aux 
informations recueillies dans les États membres.  
 
Le Président du Comité Ministériel modifie, le plus rapidement possible, la liste qu'il 
arrête afin notamment de tenir compte des changements sur la listé du Comité de 
sanctions. Il veille à ce que les noms des personnes physiques ou morales, des entités 
et des organismes qui sont énumérés sur la liste qu'il arrête, comportent des précisions 
suffisantes pour permettre l'identification effective de personnes physiques ou morales, 
d'entités ou d'organismes spécifiques et faciliter ainsi la disculpation des personnes, 
entités ou organismes, portant des noms identiques ou analogues. 
 
Article 38 : Déclaration des fonds et transactions des personnes listées 
Les organismes financiers ou les autres personnes assujetties au titre de l'article 5 du 
présent Règlement sont tenus de déclarer à l'Agence Nationale d'investigation 
Financière les opérations, sommes, avoirs ou autres biens des personnes figurant sur la 
liste établie par le Comité des sanctions conformément aux résolutions des Nations 
Unies relatives à la prévention et à la répression du financement des actes terroristes 
ou sur celle arrêtée par le Comité Ministériel. 
 
Lorsque ces organismes et personnes ont effectué une telle déclaration, ils bénéficient 
des exemptions de responsabilité définies aux articles 22 et 23 ci- dessus. 
 
Le Procureur de la République informe sans délai l'Agence Nationale d'investigation 
Financière des déclarations qui lui sont faites directement. 
 
Article 39 : Examen particulier de certains fonds et opérations 
Aux fins de la déclaration prévue à l'article précédent les organismes financiers et les 
personnes assujetties au titre de l'article 5 du présent Règlement examinent de façon 
particulière les opérations qu'ils effectuent  et  les  fonds qu'ils détiennent de manière 
directe ou indirecte pour des organisations à but lucratif, culturel ou social. 
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Ils conservent pendant cinq ans copie de tout document relatif à cet examen particulier 
et susceptible d'étayer leurs soupçons. Ces documents sont, le cas échéant, joints en 
copie à la déclaration de soupçon prévue à l’article 36 alinéa 1er ci- dessus. 
 
Article 40 : Suite donnée aux déclarations de soupçon de financement du terrorisme 
concernant des personnes non listées 
Lorsque les informations réunies à la suite de la déclaration mettent en évidence des 
faits susceptibles de relever du financement du terrorisme, l’Agence Nationale 
d’Investigation Financière en réfère sans délai au Parquet sur la base d’un rapport écrit 
en joignant, éventuellement, les résultats de ses propres investigations. 
 
Le Parquet peut, dès sa saisine, prononcer une mesure de suspension provisoire qu’il 
notifie au déclarant et aux parties en cause par télécopie ou tout autre moyen laissant 
trace écrite. Cette mesure interdit pendant un délai de 48 heures renouvelable une 
seule fois que l’exécution de l’opération suspectée soit poursuivie ou que les fonds des 
personnes ou entités suspectées soient mis à leur disposition ou utilisés à leur bénéfice. 
 
La suspension provisoire prend fin à l’expiration du délai ci-dessus, sauf notification à 
l’organisme financier d’une ordonnance confirmant la suspension provisoire rendue 
par le juge de l’urgence territorialement compétent à la requête du Procureur de la 
République ou d’une ordonnance de renvoi devant la juridiction pénale compétente. 
 
La suspension provisoire prend également fin par la notification d'une ordonnance de 
mainlevée de la mesure de suspension prononcée par le juge de l’urgence 
territorialement compétent. Cette ordonnance de mainlevée peut mettre fin à la mesure 
de suspension provisoire décidée par le Procureur de la République en cas de renvoi 
devant la juridiction pénale de jugement. 
 
Article 41: Gel de fonds des personnes listées ou reconnues coupables de Financement 
du terrorism 
Les fonds appartenant directement ou non à des personnes reconnues coupables de 
financement du terrorisme ou à celles figurant sur la liste établie par le Comité de 
sanction conformément aux résolutions des Nations Unies relatives à la prévention et à 
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la répression du financement des actes terroristes ou à celle arrêtée par Comité 
Ministériel, sont gelés. 
 
Article 42 : Dérogations, autorisations et exemptions à titre humanitaire 
Afin de protéger les intérêts de la Communauté, qui englobent les intérêts de ses 
ressortissants et de ses résidents, des autorisations spécifiques permettant de dégeler 
ou de mobiliser des fonds ou de fournir des services financiers peuvent être accordées 
par le Comité Ministériel, à l'initiative de l'Etat membre, du Président de la 
Commission de la CEMAC, du Gouverneur ou du Secrétaire Général de la COBAC. 
 
En cas d'urgence, le Ministre des Finances de l'Etat membre peut donner l'autorisation 
visée ci-dessus. Il en est rendu compte au Comité Ministériel pour validation.                                        
  
Toute demande en vue d'obtenir l'autorisation visée au présent article doit être 
adressée à l'Autorité Monétaire de l'Etat membre ou au Président de la Commission de 
la CEMAC lorsque la demande émane d'un pays tiers.   
 
Les dérogations, autorisations et exemptions prévues au présent article ne peuvent être 
appliquées aux mesures de gel concernant les personnes figurant sur la liste du Comité 
des Sanctions qu'en conformité avec les dispositions arrêtées à cet effet par les Nations 
Unies. 
 
TITRE IV : MESURES COERCITIVES 
 
Article 43 : Saisies et autres mesures conservatoires 
Dans le cadre de la détection et de la répression des infractions liées au blanchiment et 
au financement du terrorisme, l'autorité judiciaire  compétente peut, d'office ou sur 
requête du ministère public ou d'une administration compétente: 
 
- Saisir les biens en relation avec l'infraction objet de l'enquête, ainsi que tous 
éléments de nature à permettre de les identifier ; 
 
- Ordonner aux frais de l'Etat des mesure s, y compris le gel des capitaux et des 
opérations financières s des biens, quelle qu'en soit la nature, susceptibles d'être saisis. 
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La mainlevée de ces mesures peut être ordonnée à tout moment à la demande du 
ministère public ou, après avis de ce dernier, à la demande de l'administration 
compétente ou du propriétaire. 
 
Article 44 : Biens des personnes listées 
Les biens des personnes figurant sur la liste du Comité Ministériel visée à l'article 
précédent ou sur celle établie par le Comité des Sanctions sont présumés servir au 
financement du terrorisme, des actes terroristes ou des organisations terroristes, ou en 
constituer le produit et peuvent également faire l’objet de saisie dans les conditions 
définies à l'article précédent. 
 
Article 45 : Sanctions prononcées par les autorités de contrôle  
Lorsque par suite d’un défaut de vigilance, soit d’une carence dans l’organisation des 
procédures internes de contrôle, un organisme financier ou toute autre personne 
physique ou morale assujettie au titre de l’article 5 ci-dessus aura méconnu l’une des 
obligations qui lui sont assignées par le présent Règlement, l’autorité de contrôle ayant 
pouvoir disciplinaire peut agir d’office et prononcer des sanctions disciplinaires dans 
les conditions prévues par les textes en vigueur. 
 
Pour l'application du présent Règlement, la COBAC exerce le contrôle et le pouvoir 
disciplinaire sur les établissements de crédit y compris les succursales d'établissements 
de crédit ayant leur siège dans un Etat tiers. 
L'Etat membre exerce le contrôle sur les services financiers de la poste et les 
changeurs manuels. 
 
TITRE V : SANCTIONS PENALES 
 
Article 46 : Blanchiment de capitaux 
Est puni d'un emprisonnement de 5 ans à 10 ans et d'une amende pouvant aller jusqu'à 
cinq fois le montant des sommes blanchies sans être inférieure à FCFA 10 000 000, 
celui qui aura commis intentionnellement un ou plusieurs des agissements énumérés à 
l'article Ier ci-dessus relatif à la définition du blanchiment des capitaux. 
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La tentative d'un fait de blanchiment ou la complicité par aide, conseil ou incitation 
sont punies comme l'infraction consommée. 
  
- détruit, falsifie ou soustrait des registres ou documents dont la conservation est 
prévue par le présent Règlement ; 
 
- réalise ou tente de réaliser sous une fausse identité l'une des opérations pour 
lesquelles la vérification de l'identité ou une surveillance particulière est prescrite par 
le présent Règlement ; 
 
- ayant eu connaissance en raison de leur profession, d'une enquête pour des faits de 
blanchiment, en a sciemment informé par tous moyens la ou les personnes visées par 
l’enquête ; 
 
- communique aux autorités judiciaires ou aux fonctionnaires compétents pour constater 
les infractions d’origine et subséquentes des actes ou documents qu’elle sait tronqués 
ou erronés. 
 
Article 49: Amendes applicables aux dirigeants et préposés des entreprises de change 
manuel, des casinos et établissements de jeux 
Sont punis d'une amende de 50 000 FCFA à 10 000 000 FCFA, les dirigeants et 
préposés des entreprises de change manuel, des casinos et établissements de jeux qui 
ne seront pas conformés aux obligations et diligences qui leur incombent en 
application du présent Règlement. 
 
Article 50 : Interdiction définitive ou temporaire 
Les personnes coupables de 1'une ou de plusieurs de ces infractions spécifiées aux 
articles 46 à 49 ci-dessus pourront également être condamnées à l'interdiction 
définitive ou pour une durée de cinq ans au moins d'exercer la profession à l'occasion 
de laquelle l'infraction a été commise. 
 
Article 51 : Infraction d'origine 
Les dispositions du présent titre s'appliquent quand bien même l'auteur de l'infraction 
d'origine ne serait ni poursuivi ni condamné, ou quand bien même il manquerait une 
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condition pour agir en justice à la suite de ladite infraction. L'auteur du élit d'origine 
peut-être également poursuivi pour l'infraction de blanchiment. 
 
            Article 52 : Financement du terrorisme 
Le financement du terrorisme est puni d'un emprisonnement allant de 10 ans au moins 
et d'une amende pouvant aller jusqu'à dix fois le montant des sommes en cause sans 
être inférieure à 10 000 000 FCFA. Il n'est pas nécessaire pour l'application de ces 
peines que les fonds aient été effectivement utilisés pour commettre une infraction 
visée aux alinéas a) ou b) de l'article 2 du présent Règlement. 
 
La tentative de financement du terrorisme est punie des mêmes peines. 
 
Article 53: Sanctions complémentaires applicables aux personnes morales  
Les personnes morales condamnées pour les infractions prévues par le présent 
Règlement sont passibles des peines complémentaires suivantes : 
 
a) Interdiction à titre définitif ou pour une durée de cinq ans au moins d'exercer 
directement ou indirectement certaines activités professionnelles ; 
 
b) Fermeture définitive ou pour une durée de cinq ans au moins de leurs 
établissements ayant servi à commettre l’infraction ; 
 
c) Dissolution lorsqu'elles ont été créées pour commettre les faits incriminés ; 
 
d) Diffusion de la décision par la presse écrite ou par tout autre moyen de 
communication audiovisuelle. 
 
Article 54: Confiscation 
Dans le cas de condamnation pour l'une des infractions prévues ci-dessus, la 
juridiction compétente peut ordonner la confiscation : 
 
- Des biens objet de l'infraction, y compris les revenus et autres avantages qui en 
ont été tirés, à moins que leur propriétaire n'établisse qu'il les a acquis en versant 
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effectivement le juste prix ou en échange de prestations correspondant à leur valeur ou 
tout autre titre licite, et qu'il en ignorait l'origine illicite. 
 
- Des biens appartenant, directement ou indirectement, à une personne 
condamnée pour fait de blanchiment des capitaux ou de financement du terrorisme ou 
ses proches (conjoint, concubin, enfants, etc.), à moins que les intéressés n'en 
établissent l'origine licite ou l'absence de lien entre ces biens et l'infraction. 
 
En cas d'infraction constatée par le tribunal, lorsqu'une condamnation ne peut être 
prononcée contre son ou ses auteurs, celui-ci peut néanmoins ordonner la confiscation 
des biens sur lesquels l'infraction a porté.   
 
La décision ordonnant une confiscation désigne les biens concernés et comporte les 
précisions nécessaires à leur identification et localisation. 
 
La juridiction compétente peut prononcer la confiscation des biens saisis ou gelés sur 
requête su ministère public établissant : 
 
- Que lesdits biens constituent les produits d’un crime ou d’un délit au sens du 
présent Règlement ; 
- Que les auteurs des faits ayant généré les produits ne peuvent être poursuivis 
soit parce qu'ils sont inconnus, soit parce qu'il existe une impossibilité légale 
aux poursuites du chef de ces faits. 
 
Article 55 : Dévolution des biens confisqués 
Les ressources ou les biens confisqués sont dévolus à l’Etat qui peut les affecter à un 
fonds de lutte contre le crime organisé, le trafic de drogue, le blanchiment ou le 
financement du terrorisme. Ils demeurent grevés à concurrence de la valeur réelle des 
biens licitement constitués au profit des tiers. 
 
En cas de confiscation prononcée par défaut, les biens confisqués sont dévolus à l'Etat. 
Toutefois, si le tribunal, statuant sur opposition, relaxe la personne poursuivie, il 
ordonne la restitution en valeur par l'Etat des biens confisqués, à moins qu'il soit établi 
que lesdits biens sont le produit d'un crime ou d'un délit. 
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            TITRE VI : COOPÉRATION INTERNATIONALE 
 
Article 56: Relations de l'ANIF avec les services de renseignements financiers 
étrangers 
Dans le respect des dispositions législatives et des conventions internationales 
applicables en matière de protection de la vie privée, l'Agence Nationale 
d'Investigation Financière peut communique aux autorités des autres Etats membres ou 
des Etats tiers exerçant des compétences analogues, les informations qu'elle détient sur 
des opérations qui paraissent en relation avec l'une des infractions prévues par le 
présent Règlement, sous réserve de réciprocité et à condition que les autorités 
étrangères compétentes soient soumises aux mêmes obligations de secret 
professionnel. 
 
Cette communication ne peut être effectuée si une procédure pénale a déjà été engagée 
dans l'Etat membre sollicité sur la base des mêmes faits ou s'il peut en résulter une 
atteinte à la souveraineté, à la sécurité, aux intérêts essentiels de l'Etat membre ou à 
l'ordre public. 
 
Les Agences Nationales d'Investigation Financière se font représenter aux réunions 
des services en charge du traitement du renseignement financier et aux autres instances 
internationales consacrées à la lutte contre le blanchiment des capitaux et le 
financement du terrorisme. 
 
Article 57 : Entraide judiciaire 
Les autorités judiciaires des Etats coopèrent avec celles des autres Etats aux fins aux 
fins d'entraide judiciaire, d'échanges d'informations, d'investigation et de procédure, 
visant la prévention et la répression des infractions prévues par le présent Règlement 
et en particulier les mesures conservatoires et les confiscations des instruments et 
produits lesdites infractions. 
 
L'entraide peut notamment inclure: le recueil de témoignages ou de dépositions, la 
fourniture d'une aide pour la mise à disposition des autorités judiciaires de l'Etat 
requérant de personnes détenues ou d'autres personnes, aux fins de témoignage ou 
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d'aide dans la conduite de l'enquête, la remise de documents judiciaires, les 
perquisitions et les saisies, l'examen d'objets et de lieux, la fourniture de 
renseignements et de pièces à conviction, la fourniture des originaux ou de copies 
certifiées conformes de dossiers et documents pertinents y compris de relevés 
bancaires, de pièces comptables, de registres montrant le fonctionnement d'une 
entreprise ou ses activités commerciales et financières. 
 
Article 58 : Cas où l'entraide judiciaire peut être refusée 
La demande d'entraide ne peut être refusée que : 
 
Si elle n'émane pas d'une autorité compétente selon la législation de l'Etat requérant, 
ou si elle n'a pas été transmise régulièrement. 
 
Si son exécution risque de porter atteinte à l'ordre public, à la souveraineté à la sécurité 
ou aux principes fondamentaux du droit de l'Etat membre requis ; 
  
Si les faits sur lesquels elle porte font 1'objet de poursuites pénales ou ont déjà fait 
l'objet d'une décision définitive sur le territoire de l'Etat membre requis ; 
 
Si l'infraction visée dans la demande n'est pas prévue par le présent Règlement ou les 
dispositions non contraires en vigueur dans l'Etat membre requis ou ne présente pas de 
caractéristiques communes avec une infraction prévue par le présent Règlement ou les 
dispositions non contraires en vigueur  dans  l'Etat membre. 
 
Article 59 : Demande de mesures d’enquête et d’instruction 
Les mesures d'enquête et d'instruction émanant d’une autorité d’un Etat membre ou 
d'un Etat tiers sont exécutées conformément au présent Règlement et aux dispositions 
non contraires en vigueur dans l’Etat requis. 
 
Un magistrat  ou un fonctionnaire délégué par l’autorité compétente de l’Etat membre 
ou de 1'Etat tiers dont émane la demande peut assister à  des mesures selon qu'elles 
sont effectuées par un magistrat ou par un fonctionnaire. 
 
Article 60 : Demande de mesures conservatoires 
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La juridiction saisie par une autorité compétente d'un autre Etat membre ou d’un Etat 
tiers aux fins de prononcer des mesures conservatoires ordonne lesdites mesures 
sollicitées conformément au présent Règlement et aux dispositions non contraires en 
vigueur dans l’Etat sollicité. Il peut prendre toute mesure appropriée équivalente dans 
ces effets aux mesures demandées prévue par le présent Règlement et les dispositions 
non contraires en vigueur. 
 
La juridiction saisie d'une demande relative à l’exécution de mesures conservatoires 
prononcées dans un autre Etat peut leur substituer des mesures prévues par le présent 
Règlement et les dispositions non contraires en vigueur ayant des effets équivalents. 
 
Article 61 : Demande de confiscation 
Dans le cas d'une demande d'entraide judiciaire à l'effet de prononcer une décision de 
confiscation, la juridiction statue sur saisine de l'autorité chargée des poursuites. La 
décision de confiscation doit viser un bien, constituant le produit ou l'instrument d'une 
infraction, et se trouvant sur le territoire de l'Etat sollicité. 
 
La juridiction saisie d'une demande relative à l'exécution d'une décision de 
confiscation prononcée dans un autre Etat membre ou dans un Etat tiers est liée par la 
constatation des faits sur lesquels se fonde la décision et elle ne peut refuser de faire 
droit à la demande que pour l'un des motifs énoncés ci-dessus à l'article 58 comme 
pouvant justifier un refus d'exécution. 
 
Article 62 : Sort des biens confisqués 
Tout Etat membre peut disposer des biens confisqués sur son territoire à la demande 
d'autorités d'un autre Etat membre ou d'un Etat tiers, sauf accord contraire conclu avec 
le Gouvernement de l'Etat requérant. 
 
Article 63 : Nullité de certains actes 
Est nul tout acte passé à titre onéreux ou gratuit entre vifs ou à cause de mort qui a 
pour but de soustraire des biens aux mesures de saisie, de gel ou de confiscation 
prévues par le présent Règlement. 
 
Article 64: Confidentialité 
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Les informations recueillies à quelque titre que ce soit en application du présent 
Règlement sont utilisées exclusivement pour les fins poursuivies par le présent 
Règlement. Elles ne peuvent être divulguées ou communiquées que dans les cas et 
dans les conditions prévues par le présent Règlement. 
 
Article 65 : Techniques particulières d'investigation 
Afin d'obtenir la preuve de l'infraction d'origine et la preuve des infractions prévues 
par le présent Règlement, les autorités judiciaires peuvent notamment ordonner, pour 
une durée déterminée : 
 
a) Le placement sous surveillance des comptes bancaires et des comptes assimilés 
aux comptes bancaires ; 
 
b) L'accès à des systèmes, réseaux et serveurs informatiques ; 
 
c) Le placement sous surveillance ou sur écoutes de lignes téléphoniques, de 
télécopieurs ou de moyens électroniques de transmission ou de communication ; 
 
d) L'enregistrement audio et vidéo des faits et gestes et des conversations ;' 
 
e) La communication d'actes authentiques et sous seing privé, de documents 
bancaires, financiers et commerciaux. 
 
Elles peuvent ordonner la saisie des documents susmentionnés. 
 
Dans le seul but d'obtenir des éléments de preuve relatifs aux infractions prévues par le 
présent Règlement, l'autorité judiciaire compétente peut également autoriser 
l'accomplissement de faits qui pourraient être réprimés en application du présent 
Règlement au titre des opérations sous couverture ou de livraison surveillées. Un 
compte-rendu détaillé lui est transmis à l'issue  des opérations. 
  
Les opérations mentionnées au présent article ne peuvent être ordonnées que lorsque 
des indices sérieux permettent de suspecter que ces comptes, lignes téléphoniques, 
systèmes et réseaux informatiques ou documents sont utilisés ou sont susceptibles 
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d’être utilisés par des personnes soupçonnées de participer aux infractions prévues par 
le présent Règlement.  
 
L'autorité judiciaire peut, par décision motivée rendue à la demande du Parquet 
effectuant les opérations prévues au présent article, retarder le gel ou la saisie de 
l’argent ou de tout autre bien ou avantage, jusqu’à la conclusion des enquêtes et 
ordonner, si cela est nécessaire, des mesures spécifiques pour leur sauvegarde. 
 
Les opérations prévues au présent article ne peuvent donner lieu à aucune 
responsabilité pénale, civile ou à un quelconque autre titre des personnes qui les ont 
réalisées. 
 
Article 66 : Transparence des relations économiques et financières 
Les pouvoirs publics établissent dans le respect du présent Règlement toute disposition 
interne de nature à en faciliter l'application. Ils veillent à ce que les règles et les 
contrôles applicables aux organismes et professions assujetties au titre de l'article 5 ci-
dessus qui relèvent des dispositions nationales assurent la transparence des relations 
économiques et financières. 
 
Article 67 : Transfert de fonds 
Tout transfert, dans la CEMAC et entre un Etat d la CEMAC et un Etat tiers, de fonds, 
titres ou valeurs doit être effectué dans le respect des textes en vigueur et en particulier 
de la Réglementation des changes. 
 
Article 68 : Responsabilité de l’État 
En cas de préjudice résultant directement des déclarations, diligences et mesures 
prévues par le présent Règlement, 1'Etat répond du dommage subi dans les conditions 
prévues par les textes en vigueur sans aucune possibilité d'action récursoire. 
 
Article 69 : Entrée en vigueur 
Les dispositions du présent Règlement, qui abrogent et remplacent celles du 
Règlement n° 01/03/CEMAC/UMAC/CM du 04 Avril 2003, entrent en vigueur à 
compter de la date de sa signature. 
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Article 70 : Publication 
Le présent Règlement est publié au Bulletin Officiel de la Communauté. 
 
Fait à Paris, le 02 octobre 2010 
 
Monsieur Albert BESSE 
Ministre des Finances et du Budget de la République Centrafricaine 
Président en exercice du Comité Ministériel 
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ANNEXE III 
 
REGLEMENT COBAC R-2005/ 01 RELATIF AUX DILIGENCES DES 
ETABLISSEMENTS ASSUJETTIS EN MATIERE DE LUTTE CONTRE LE 
BLANCHIMENT DES CAPITAUX ET LE FINANCEMENT DU 
TERRORISME EN AFRIQUE CENTRALE 
 
 
La Commission Bancaire de 1'Afrique Centrale réunie le 1er avril 2005 à Libreville ; 
 
Vu les textes organiques de la Communauté Economique et Monétaire de 1'Afrique 
Centrale (CEMAC) ; 
 
Vu la Convention du 16 octobre 1990 portant création de la Commission Bancaire de 
1'Afrique Centrale (COBAC) ; 
 
Vu la Convention du 17 janvier 1992 portant Harmonisation de la Réglementation 
Bancaire dans les Etats de 1'Afrique Centrale ; 
 
Vu le Règlement n° 01/02/CEMAC/UMAC/COBAC relatif aux conditions d'exercice 
et de contrôle de l'activité d'e microfinance dans la CEMAC ; 
 
Vu le Règlement COBAC R-2001/07 relatif au contrôle interne dans les 
établissements de crédit; 
 
Vu le Règlement n° 01/03/CEMAC-UMAC portant prévention et répression du 
blanchiment des capitaux et du financement du terrorisme en Afrique Centrale ; 
 
Vu le Règlement CEMAC n° 02/00/CEMAC/UMAC/CM portant Harmonisation  de 
la Réglementation des changes dans les Etats membres de la CEMAC ; 
 
Vu le Règlement n° 02/03/CEMAC/UMAC/CM relatif aux systèmes, moyens et 
incidents de paiement ; 
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Considérant que le règlement n° 01/03-CEMAC-UMAC portant prévention et 
répression du blanchiment des capitaux et du financement du terrorisme s'intègre dans 
le dispositif international de lutte contre le blanchiment ; 
  
Considérant que ce texte communautaire, signé le 04 avril 2003 par le Président du 
Comité ministériel de l'Union Monétaire de l'Afrique Centrale (UMAC), prévoit en 
substance des diligences précises incombant notamment aux organismes financiers 
dans le cadre de la lutte contre le blanchiment des capitaux et le financement du 
terrorisme ; 
 
Considérant que les quarante (40) recommandations du Groupe d'Action Financière 
sur le Blanchiment de capitaux (GAFI) ainsi que les huit (8) recommandations 
spéciales sur le financement du terrorisme ont été reprises de manière plus détaillée à 
l'intention des banques dans le document  publié par le Comité de Bâle sur le Contrôle 
Bancaire en octobre 2001 ; 
 
Considérant que ce document contient un corpus détaillé de principes devant être 
observés par les banques pour qu'une connaissance satisfaisante du client soit assurée 
aux fins de lutte contre le blanchiment des capitaux et le financement du terrorisme ; 
qu'à cet égard, les éléments essentiels présentés dans ledit document constituent des 
recommandations de normes minimales applicables par toutes les banque ; 
 
Considérant qu'à ce titre, elles peuvent être complétées au besoin et/ou renforcées par 
des mesures complémentaires adaptées aux risques encourus par le système bancaire 
de la CEMAC ; 
 
Considérant que le blanchiment des capitaux constitue une menace sérieuse pour 
l'intégrité du système financier et risque de compromettre la gestion publique et la 
lutte contre la corruption ; 
 
Considérant qu'afin de faire face à cette menace de risque systémique, la COBAC doit 
contribuer à la mise en œuvre des normes exposées dans le rapport du Comité de Bâle; 
qu'en effet, la responsabilité prudentielle de l'organe de supervision bancaire de la 
CEMAC s'étend à la promotion de l'adoption par tous les établissements assujettis des 
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principes exposés et à la surveillance de leur application, ainsi qu'à l'élaboration et à 
l'amélioration des méthodes utilisées dans le cadre des exigences de transparence ; 
 
Considérant que dans le cadre de ses compétences réglementaires définies dans les 
Conventions bancaires susvisées, la COBAC doit élaborer des pratiques 
communautaires s'inscrivant dans une perspective prudentielle, dépassant le cadre de 
la lutte contre le blanchiment et faire appliquer des normes Connaissance Clientèle 
(CC) pleinement conformes aux normes internationales, de façon à éliminer les 
éventuels arbitrages réglementaires et à préserver l’intégrité des systèmes bancaires ; 
 
 
DECIDE: 
 
Chapitre I  Objet 
 
Article 1er.- Le présent Règlement précise les obligations des établissements assujettis 
en matière de lutte contre le blanchiment des capitaux et le financement du terrorisme, 
telles que définies aux articles 1 à 3 du Règlement n° 01/03/CEMAC-UMAC susvisé. 
 
Article 2.- Les dispositions du présent Règlement sont applicables aux établissements 
assujettis opérant, sous quelque forme que ce soit, dans l'un des territoires des Etats de 
la CEMAC et soumis au contrôle de la COBAC. Il s'agit des établissements de crédit 
au sens de 1'article 4 de 1'Annexe à la Convention portant Harmonisation de la 
Réglementation Bancaire dans les Etats de 1'Afrique Centrale, des intermédiaires en 
opérations de banque visés à l'article 44 dudit texte, des établissements de 
microfinance tels que définis dans le règlement n° 01/02/CEMAC/UMAC/COBAC  
susvisé ainsi qu'à la demande d'un Etat, des bureaux de change. 
 
La COBAC est chargée d'exercer son contrôle et son pouvoir disciplinaire sur les 
établissements assujettis, en vue de veiller au respect des dispositions édictées dans le 
présent Règlement. 
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Chapitre II Définitions 
 
Article 3.- Au sens du présent texte, les expressions suivantes s'entendent ainsi qu'il est 
précisé ci-après : 
 
a) Agence Nationale d'investigation Financière (ANIF) : organisme institué par 
l'article 25 du Règlement n° 01/03-CEMAC-UMAC dans chaque Etat membre, chargé 
de recevoir, de traiter et, le cas échéant, de transmettre aux Autorités judiciaires 
compétentes les déclarations auxquelles sont tenus les établissements assujettis ; 
 
b) Blanchiment des capitaux : un ou plusieurs des agissements ci-après énumérés 
commis intentionnellement : 
 
1. la conversion ou le transfert de biens provenant d'un crime ou d'un délit au sens 
des textes applicables dans l'Etat membre ou du Règlement n° 01/03-CEMAC- 
UMAC, dans le but de dissimuler ou de déguiser l'origine illicite desdits biens ou 
d'aider toute personne qui est impliquée dans la commission de ce crime ou délit à 
échapper aux conséquences juridiques de ses actes ; 
 
2. la dissimulation ou le déguisement de la nature, de l'origine, de l’emplacement, 
de la disposition, du mouvement ou de la propriété de biens provenant d'un crime 
ou d'un délit au sens des textes applicables dans l'Etat membre ou du Règlement n° 
01/03-CEMAC-UMAC ; 
 
3. l'acquisition, la détention ou l'utilisation de biens provenant d'un crime ou d'un 
délit au sens des textes applicables dans l'Etat membre ou du Règlement n° 01/03- 
CEMAC-UMAC ; 
 
4. la participation à l'un des actes susvisés, l'association pour commettre ledit 
acte, les tentatives de le perpétrer, le fait d'aider, d'inciter ou de conseiller quelqu'un à 
le faire ou le fait d'en faciliter l'exécution. 
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La connaissance de l’origine des biens ou l'intention de commettre les faits susvisés 
nécessaire en tant qu'élément de l'infraction peut être établie à partir de circonstances 
de fait objectives. 
 
Pour servir de base à des poursuites pour blanchiment des capitaux en application du 
Règlement n° 01/03-CEMAC-UMAC, les faits d'origine commis dans un autre Etat 
membre  ou dans un Etat tiers doivent avoir le caractère d'une infraction pénale dans le 
pays où ils ont été commis ; 
 
c) Clientèle occasionnelle : personne physique ou morale n'ayant pas de compte 
dans l'établissement assujetti auquel elle s’adresse ; 
 
d) Clientèle recommandée : clientèle dont la relation d'affaires avec un 
établissement assujetti procède de l'invitation d'un tiers, intermédiaire pouvant être un 
établissement de crédit ou toute autre personne physique ou morale ; 
 
e) Client non-résident : personne physique ou morale implantée dans un Etat non 
membre et sollicitant l'ouverture d'un compte ou la réalisation d'une opération dans un 
établissement assujetti sis dans un Etat membre ; 
 
f)  Comité de Bâle: instance instituée en 1975 par les Gouverneurs des  banques 
centrales des pays du Groupe des Dix et qui rassemble les autorités de contrôle des 
banques. Il est composé de hauts représentants des autorités de contrôle bancaire et des 
banques centrales d'Allemagne, de Belgique, du Canada, des Etats-Unis, de France, 
d'Italie, du Japon, du Luxembourg, des Pays-bas, du  Royaume-Uni,  de Suède et de 
Suisse. Ce Comité se réunit en général à la Banque des Règlements Internationaux, à 
Bâle où se trouve son Secrétariat permanent ; 
 
g)  Comité des sanctions: Comité du Conseil de Sécurité de !'Organisation des 
Nations Unies composé de tous les membres dudit Conseil créé par la résolution n° 
1373 adoptée le 28 septembre 2001 par le Conseil de Sécurité de l'ONU concernant le 
contre-terrorisme et chargé de suivre l’application de cette même résolution ; 
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h) Comité Ministériel de I'UMAC : organe de décision de la CEMAC ayant pour 
objet d'examiner les grandes orientations des politiques économiques respectives des 
Etats membres et d'en assurer la cohérence avec la politique commune ; 
 
i) Compte à haut risque : compte présentant un degré de risque élevé en raison de 
la qualité de son titulaire, de l'origine douteuse ou incertaine de ses ressources ou de la 
nature des opérations qui y sont accomplies, de son pays d'origine ou de celui des 
intermédiaires ; 
 
j)  Déclaration de soupçon : déclaration portant sur des activités jugées suspectes, 
faite auprès de I'ANIF par les personnes désignées ; 
 
k) Devoir de diligence : ensemble de mesures devant être mises en œuvre par les 
établissements assujettis dans le cadre de la lutte contre le blanchiment des capitaux et 
le financement du terrorisme ; 
 
1) Etablissement correspondant : établissement en relation de compte avec un 
établissement assujetti ; 
 
m) Etat membre : Etat partie au Traité instituant la CEMAC. Il s’agit du 
Cameroun, du Congo, du Gabon, de la Guinée-Equatoriale, du Centrafrique et du 
Tchad ; 
 
n) Filiale : société dont le capital social est détenu en tout ou partie par un 
établissement assujetti ou par un établissement de crédit étranger ; 
 
o) Financement du terrorisme : fait pour toute personne de fournir ou de réunir, 
par quelque moyen que ce soit, directement ou indirectement, illicitement et 
délibérément, des fonds dans l'intention de les voir utilisés ou en sachant qu'ils seront 
utilisés, en tout ou partie, en vue de commettre : 
 
1. un acte qui constitue une infraction de terrorisme selon la définition de l'un des 
traités internationaux pertinents régulièrement ratifié par l'Etat membre ; 
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2. tout autre acte destiné à tuer ou blesser grièvement un civil, ou toute autre 
personne qui ne participe pas directement aux hostilités dans une  situation  de 
conflit armé, lorsque, par sa nature ou son contexte, cet acte vise à intimider 
une population ou à contraindre un gouvernement ou une organisation 
internationale à accomplir ou à s'abstenir d'accomplir un acte quelconque; 
 
p) Fonds fiduciaire : organisme qui recueille des sommes ou des biens à charge de 
les rétrocéder à un tiers bénéficiaire ou au constituant après gestion ; 
 
q) GAFI : Groupe d'Action Financière sur le Blanchiment des capitaux créé en 
1989 par le Groupe des sept pays les plus industrialisés. Cet organisme 
intergouvernemental établit les normes, développe et assure la promotion de politiques 
de lutte contre le blanchiment de capitaux et le financement du terrorisme. Le GAFI, 
instance internationale de concertation et de coordination en matière de lutte contre le 
blanchiment d'argent et le financement du terrorisme se compose actuellement de 
trente-trois (33) membres dont trente-un (31) pays et gouvernements et deux (2) 
organisations internationales ; 
 
r) Juridiction classée non coopérative en matière de lutte contre le blanchiment : 
pays ou territoire dont l'Assemblée plénière du GAFI a estimé que le dispositif de lutte 
antiblanchiment ne permettait pas une coopération efficace au niveau international ; 
 
s) Monnaie électronique : monnaie composée d'unités de valeur, dites unit s  de 
monnaie électronique. Elle consiste en un titre de créance incorporé dans un 
instrument électronique et accepté comme moyen de paiement ; 
 
t) Normes connaissance clientèle : ensemble de mesures d'ordre interne visant à 
assurer une parfaite maîtrise des clients des établissements assujettis ainsi que de leurs 
activités. Ces normes doivent être conformes à celles consacrées au plan international ; 
 
u) Patrimoine d'affectation : biens ou sommes soumis à une affectation spéciale ; 
 
v) Personnes listées : personnes physiques ou morales ainsi que toute organisation 
figurant sur une liste établie par le Comité des Sanctions conformément aux 
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résolutions des Nations Unies relatives à la prévention et à la répression du 
financement des actes terroristes. Ces personnes doivent faire l'objet de mesures 
restrictives comme étant des terroristes ou liées à des organisations terroristes ou qui 
financent le terrorisme et/ou les organisations terroristes ; 
 
w) Personne Politiquement Exposée (PPE) : personne exerçant ou ayant exercé 
d'importantes fonctions publiques, à l'instar notamment des chefs d'Etat ou de 
gouvernement, des figures politiques, hauts fonctionnaires de l'administration, de la 
magistrature ou de l'armée, cadres dirigeants de sociétés publiques et parapubliques et 
responsables de grands partis politiques. Toutes les personnes physiques ou morales 
qui leur sont clairement liées ou associées rentrent dans le cadre de cette définition ; 
 
x) Recommandations du GAFI : mesures que chaque système devrait appliquer en 
matière de justice pénale et de systèmes de contrôle dans le cadre de la lutte contre le 
blanchiment de capitaux et le financement du terrorisme. Ces mesures préventives, qui 
doivent être adoptées par les établissements assujettis notamment, constituent des 
normes internationales en la matière dont la dernière révision adoptée par plus de cent 
trente (130) pays date de 1996. 
 
Les huit (8) recommandations spéciales adoptées par le GAFI en 2001 auxquelles 
s'ajoute la 9ème recommandation approuvée en octobre 2004 pour compléter les 
quarante (40) recommandations, contiennent une série de mesures visant à combattre 
le financement des actes terroristes ; 
 
y) Succursale : établissement secondaire sans personnalité juridique propre, mais 
doté d'une certaine autonomie de gestion grâce à la dotation faite par un établissement 
assujetti ou par un établissement de crédit étranger ; 
 
z) Transactions atypiques : opérations sans relation avec l'activité, les habitudes 
financières ou le patrimoine de leur auteur. 
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Chapitre III- Identification de la clientèle 
 
Section I- Obligation de connaissance de la clientèle 
 
Article 4.- Tout établissement assujetti doit, avant l'établissement de toute relation 
d'affaires, s'assurer de l'identité de son cocontractant par l'exigence de la présentation 
d'un document officiel original en cours de validité. 
 
Lorsque les personnes cocontractantes demandant l'ouverture du compte ou sollicitant 
la réalisation d'une opération paraissent ne pas agir pour leur propre compte, 
notamment dans les cas de comptes de fiducie ou de mandataire, l'établissement 
assujetti a l'obligation de se renseigner sur la véritable identité des personnes 
représentées. Il doit, par la même occasion, requérir l'identité et l'adresse des 
représentants ainsi que les documents originaux attestant de la délégation de pouvoirs 
qui leur est accordée. 
 
Dans tous les cas, les représentants, quel que soit leur statut, ne pourront opposer le 
secret professionnel à l'établissement quant à l'identité du véritable opérateur. 
 
A l'égard des clients occasionnels, l'établissement assujetti doit s'assurer dans les 
mêmes conditions de leur identité et de leur adresse, pour toute transaction portant sur 
une somme supérieure à un montant défini par le Comité Ministériel de l'UMAC ou, à 
défaut, par l'Etat membre. 
 
L'identification de la clientèle occasionnelle s'impose systématiquement dans l'un des 
cas ci-après,   quand bien même le montant de l'opération serait inférieur au seuil fixé : 
 
1.  lorsque la provenance licite des capitaux n'est pas certaine ; 
 
2. en cas de répétition d'opérations distinctes, effectuées dans une période limitée et 
pour un montant individuel inférieur au seuil prévu. 
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Article 5.- La connaissance adéquate du client consiste en la vérification de son 
identité et de son adresse, à travers l'exigence de la présentation d'un document officiel 
original en cours de validité. 
 
Une copie de ce document officiel comportant une photographie pour les personnes 
physiques et des statuts ainsi que de tout document établissant la constitution régulière 
de la personne morale, doit être conservée par l'établissement dans les conditions 
fixées à l'article 39 du présent texte. 
 
Lorsque le client est une personne morale, l’établissement assujetti doit en outre exiger 
la présentation de l’original ou la copie certifiée conforme de tout acte ou extrait de 
registre officiel constatant sa dénomination, sa forme juridique et son siège social, 
ainsi que les pouvoirs des personnes agissant en son nom, déterminer la provenance 
des fonds et identifier leurs bénéficiaires ainsi que les personnes qui contrôlent ces 
fonds. 
 
Cette obligation s'impose également à l'égard des sociétés dont le capital est constitué 
d'actions au porteur ou détenu par des mandataires. 
 
Article 6.- Le Président de la Commission Bancaire peut,  par instruction, soumettre à 
des conditions spécifiques, restreindre ou interdire tout ou partie des opérations 
réalisées pour son propre compte ou pour compte de tiers par tout établissement 
assujetti avec des personnes physiques ou morales : 
 
1. domiciliées, enregistrées ou ayant un compte auprès  d'un  établissement  
assujetti situé dans un État ou territoire non-membre du Groupe d'Action Financière 
(GAFI), ayant des normes connaissance clientèle insuffisantes ou identifié comme non 
coopératif en matière de lutte contre le blanchiment des capitaux et le financement du 
terrorisme  ; 
 
2. reconnues coupables de financement du terrorisme ou figurant sur la liste 
établie par le Comité des sanctions mentionné à l'article 3-11 du Règlement N°0l/03- 
CEMAC-UMAC, conformément aux résolutions des Nations Unies relatives à la 
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prévention et à la répression du financement des actes terroristes ou sur celle arrêtée 
par le Comité Ministériel de l'UMAC. 
 
Section II• Acceptation de nouveaux clients 
 
Article 7.- Tout établissement assujetti doit définir les politiques et procédures claires 
d'acceptation des nouveaux clients, comprenant notamment la description des types de 
clientèle susceptibles de représenter un risque supérieur à la moyenne. 
 
Dans le cadre de cette définition, devront en outre être pris en compte des facteurs tels 
que les antécédents des clients, leur pays d'origine, les liens entre les comptes, les 
activités professionnelles, le caractère public ou en vue des personnages sollicitant 
l’établissement de la relation d'affaires. 
 
Article 8.- Avant l'admission d’une Personne Politiquement Exposée (PPE) à ses 
guichets, chaque établissement assujetti doit notamment se renseigner sur l'origine d 
ses fonds, que cette personne soit ressortissante d'un des Etats de la CEMAC ou d'un 
Etat ou territoire étranger. 
 
A l'égard de cette catégorie de clients, l'établissement assujetti doit mettre en œuvre les 
mesures de vigilance normales et en outre : 
 
1.  disposer de systèmes de gestion des risques adéquats afin de déterminer si les 
clients relèvent de la catégorie de Personne Politiquement Exposée ; 
 
2. obtenir l’autorisation de la haute direction avant de nouer une relation d'affaires 
avec de tels clients ; 
 
3. prendre toutes mesures raisonnables pour identifier l'origine du patrimoine et 
des fonds ; 
 
4. assurer une surveillance renforcée et continue de la relation d'affaires. 
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Article 9.- Les clients non-résidents qui ne peuvent pas être personnellement présents 
à un entretien d'identification doivent, tout comme les clients résidents, faire l'objet 
d'une identification et d'une surveillance permanente. 
 
Chaque établissement assujetti devra envisager la possibilité d'une vérification 
indépendante de la situation de ses clients non-résidents par un tiers de réputation 
confirmée. 
 
Cette vérification peut se faire notamment par la production, par le client, d'une lettre 
dite de "bon standing" établie par son banquier habituel. 
 
En outre, afin de limiter les risques pour cette catégorie de clients, l'établissement 
assujetti devra leur appliquer des mesures spécifiques et adéquates, notamment 
l'authentification des documents présentés, la demande de documents supplémentaires, 
le contact indépendant avec les clients, l'intermédiation d'un tiers, l'exigence d'un 
premier paiement par l'intermédiaire d'un compte ouvert au nom du client auprès d'une 
banque soumise à des normes de diligence semblable. 
 
En tout état de cause, l'admission de tout nouveau client doit être approuvée par une 
personne habilitée à cet effet et, faute de pouvoir vérifier l'identité des clients non-
résidents, l'établissement assujetti doit renoncer à établir la relation d'affaires. 
 
Article 10.- A l’ égard de la clientèle recommandée, l'établissement assujetti ne doit 
pas accepter d'ouvrir le compte sollicité par les intermédiaires : 
 
1.  lorsque ceux-ci ne peuvent ou ne veulent pas fournir les informations obtenues 
dans l'exercice de leur devoir de diligence quant à la situation des bénéficiaires du 
compte ou de l'opération, notamment parce qu'ils sont tenus au respect du secret 
bancaire; 
 
2. s'ils ne sont pas assujettis à des normes équivalentes à celles énoncées dans le 
présent Règlement ou figurant dans une législation anti-blanchiment rigoureuse ; 
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3. si leurs propres normes sont inférieures aux procédures connaissance client le 
de l'établissement assujetti concerné. 
L'établissement assujetti devra soigneusement évaluer la compétence et l'honorabilité 
de ces intermédiaires et vérifier qu'ils exercent leur devoir de diligence dans les 
conditions et selon les modalités prévues dans le présent Règlement. Au besoin, 
l'établissement assujetti devra effectuer des examens périodiques pour s'assurer que les 
intermédiaires auxquels il fait confiance remplissent toujours les critères fondant leur 
fiabilité d'origine. 
 
Section III• Relations avec les établissements de crédit correspondants 
 
Article 11.- Tout établissement assujetti est tenu de se renseigner suffisamment sur la 
nature des activités des établissements de crédit correspondants, leurs procédures de 
prévention et de détection du blanchiment, la finalité du compte dont l'ouverture est 
sollicitée, l'état de la réglementation et du contrôle bancaire dans le pays 
d'implantation de ces établissements. 
 
Il ne doit nouer des relations d'affaires que lorsque ces correspondants sont contrôlés 
par des autorités compétentes appliquant des normes au moins équivalentes à celles 
publiées dans le présent Règlement. 
 
Lorsque les correspondants sont enregistrés dans une juridiction où ils ne sont pas 
présents physiquement ou ne sont pas apparentés à un groupe financier réglementé, ou 
s'ils sont établis dans une juridiction ayant des normes connaissance clientèle 
insuffisantes ou classée non coopérative en matière de lutte contre le blanchiment, 
l'établissement assujetti devra s'abstenir de traiter avec lesdits correspondants. 
 
Tout établissement assujetti est astreint à l’obligation de vérifier que les 
correspondants appliquent leur devoir de diligence conformément aux dispositions du 
présent Règlement et de renforcer ses procédures pour les opérations transitant par les 
comptes de ces correspondants. 
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Section IV- Dispositions spécifiques relatives à l'actualisation des données concernant 
la clientèle des établissements assujettis 
 
Article 12.- Les données relatives à l'identification de la clientèle doivent faire l'objet 
d'une procédure de révision périodique, notamment à l'occasion d'une grosse 
transaction, d'une modification substantielle des normes de documentation sur la 
clientèle ou' d'un changement important dans le mode de gestion. 
 
Article 13.- Les mesures de préservation de la confidentialité des clients et de 1eurs 
transactions ne doivent pas empêcher de soumettre ces clients et leurs transactions à 
un examen et à une surveillance au moins aussi rigoureux que ceux habituellement mis 
en œuvre, sous la forme par exemple d'une inspection des responsables de 
l'établissement et des auditeurs, conformément aux dispositions du Règlement 
COBAC R-2001/07 relatif au contrôle interne des établissements de crédit. 
 
Article 14.- Tout établissement assujetti doit procéder à la clôture des comptes sur 
lesquels apparaissent .des problèmes d'identification insolubles en cours de 
fonctionnement, ainsi que ceux des clients qui exigent l'anonymat ou se présentent 
sous un faux nom. 
 
Article 15.- En cas d'exclusion d'un client des services bancaires d'un établissement 
soumis aux normes antiblanchiment au moins aussi rigoureuses que celles prévues d 
ns le présent Règlement, le nouvel établissement assujetti sollicité devra mener des 
investigations approfondies pour connaître les causes de cette exclusion et, le cas 
échéant, refuser d'établir la relation d'affaires avec ledit client. 
 
Article 16.- Une vigilance accrue est requise de chaque établissement assujetti à 
l'égard des comptes affectés d'un numéro confidentiel, lesquels devront en tout état de 
cause être soumis aux procédures connaissance clientèle normales. 
 
Chapitre IV- Obligation de surveillance particulière de certaines opérations 
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Article 17.- Tout établissement assujetti doit surveiller particulièrement toute 
opération importante portant sur des sommes dont le montant unitaire ou total est 
supérieur à un seuil fixé par le Comité Ministériel ou, à défaut, par des dispositions 
nationales et qui, bien que ne pouvant pas faire l'objet d'une déclaration de soupçon, se 
présente dans des conditions inhabituelles de complexité et ne parait pas avoir de 
justification économique ou d'objet licite. 
 
Article 18.-Pour l'application des dispositions du précédent article, l'établissement 
assujetti doit avoir une bonne compréhension des activités normales et raisonnables 
sur les comptes de sa clientèle, de façon  à identifier les transactions atypiques. Il 
devra disposer de systèmes permettant, pour tous les comptes, de déceler les activités à 
caractère inhabituel ou suspect, en recourant par exemple à des limites par classe oµ 
par catégorie de comptes. 
 
Article 19.- Au terme de l'examen particulier de toute opération importante répondant 
aux caractéristiques définies à l’article 17, un rapport est établi si l'opération est 
exécutée et si les justifications obtenues ne sont pas jugées suffisantes. 
 
Article 20.-Le rapport mentionné à l'article 19 indique les caractéristiques de 
l'opération et doit être conservé par l'établissement assujetti dans les conditions 
prévues à l'article 39 du présent Règlement.  
Ce document confidentiel doit faire état des renseignements recueillis concernant en 
particulier : 
 
1. l'origine et la destination des sommes ainsi que l'objet de la transaction ; 
 
2. l'identité du donneur d'ordre et du ou des bénéficiaires (nom,  adresse, 
profession ...) ; 
 
3. les caractéristiques de l'opération au regard des critères énoncés à l'article 17 ; 
 
4. le cas échéant, les modalités et conditions de fonctionnement du compte, 
notamment la date et l'origine du compte, les noms des mandataires et les références 
des comptes sans mouvement. 
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L'ANIF, le Parquet et la COBAC peuvent obtenir communication de ce document et 
des pièces qui s'y rattachent. 
 
Article 21.- La diligence requise des établissements assujettis en ce qui concerne 
l'identification de la clientèle et la surveillance permanente s'applique aussi bien aux 
activités dites suspectes qu'aux comptes à haut risque. 
 
Article 22.- Les comptes à haut risque sont identifiables grâce à une gamme 
d'indicateurs comportant des informations générales sur le client, notamment son 
activité professionnelle, le pays d'origine et la source des fonds, le type de transaction 
et d'autres facteurs de risque. 
 
Les comptes à haut risque doivent faire l'objet d'une surveillance accrue selon 
certaines modalités définies dans les procédures et contrôles internes de l'établissement 
assujetti. 
 
Article 23- Tout établissement assujetti doit s'assurer que les obligations définies dans 
les articles précédents sont appliquées par ses succursales ou sociétés filiales dont le 
siège est à l'étranger, à moins que la législation locale y fasse obstacle, auquel cas il en 
informe l'ANIF. 
 
Article 24- Une vigilance particulière visant notamment à établir l'origine des 
sommes 'en cause, doit être exercée à l'égard de : 
 
1. tous les transferts de fonds, quel que soit le support de réception ou d'exécution 
de l'ordre ou le procédé technique utilisé ; 
 
2. toutes les opérations en provenance ou à destination d'établissements ou 
d'institutions financières qui ne sont pas soumis à des obligations au moins 
équivalentes à celles en vigueur dans la CEMAC en matière d'identification des clients 
ou de contrôle des transactions, ou qui sont situés dans des pays non- membres du 
GAFI ou classés non coopératifs en matière de lutte contre le blanchiment des 
capitaux et le financement du terrorisme. 
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Article 25.- Les transferts de fonds, de titres ou de valeurs dans la CEMAC et entre un 
Etat de la CEMAC et un Etat tiers, doivent être exécutés dans le strict respect des 
textes en vigueur et, en particulier, des dispositions du Règlement CEMAC n° 
02/00/CEMAC/UMAC/CM portant  Harmonisation  de  la  Réglementation  des  
changes dans les Etats membres  de la CEMAC; 
 
Chapitre V- Déclaration des opérations suspectes  
 
Section 1- Obligations des établissements assujettis 
 
Article 26.- Tout établissement assujetti est tenu de déclarer à l’ANIF : 
 
1. les sommes ou tous autres biens qui sont en sa possession lorsqu'ils pourraient 
être liés à un crime ou à un délit ou s'inscrire dans un processus de blanchiment des 
capitaux ; 
 
2. les opérations qui portent sur des sommes ou biens qui pourraient provenir d'un 
crime ou d'un délit ou s'inscrire dans un processus de blanchiment des capitaux ; 
 
3. toute opération dont l'identité du donneur d'ordre ou du bénéficiaire reste 
douteuse malgré les diligences effectuées conformément aux dispositions en vigueur 
en matière d'identification de la clientèle ; 
 
4. les opérations effectuées pour compte propre ou pour compte de tiers avec des 
personnes morales y compris leurs filiales ou établissements, agissant sous forme ou 
pour le compte de fonds fiduciaires ou de tout autre instrument de gestion, d'un 
patrimoine d'affectation dont l'identité des constituants ou des bénéficiaires n’est pas 
connue. 
 
Article 27.- La déclaration verbale ou écrite  peut  porter  sur  des  opérations  déjà 
exécutées, lorsqu'il a été impossible de surseoir à leur exécution ou lorsqu'il est 
apparu, postérieurement à la réalisation, que les sommes pourraient provenir de la 
corruption, du trafic de stupéfiants ou s'inscrire dans un processus de blanchiment des 
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capitaux. Dans ce cas, la déclaration précise les raisons pour lesquelles les opérations 
ont été exécutées.' 
 
La déclaration verbale doit être confirmée par tout moyen laissant trace écrite. En tout 
état de cause, l'établissement assujetti doit pouvoir justifier l'accomplissement de ses 
diligences. 
 
Lorsque la déclaration porte sur une opération qui n'a pas encore été exécutée, elle est 
assortie de l'indication de son délai d'exécution. 
 
Article 28.- L'établissement assujetti doit, lorsqu'il a des motifs raisonnables de 
suspecter que des fonds ou mouvements de fonds sont liés ou associés au terrorisme, à 
des actes terroristes ou à des organisations terroristes, ou encore destinés à être utilisés 
pour leur financement, déclarer sans délai son soupçon à l’ANIF. 
 
Dans tous les cas, toute information de nature à renforcer le soupçon ou à l'infirmer 
doit être immédiatement déclarée à l'ANIF. 
 
Article 29.- Une instruction du Président de la Commission Bancaire pourra étendre 
l'obligation de déclaration susmentionnée aux opérations pour compte propre ou; pour 
compte de tiers effectuées par les établissements assujettis avec des personnes 
physiques ou morales, y compris leurs filiales ou succursales, domiciliées, enregistrées 
ou établies dans l'ensemble des États ou territoires dont la législation est reconnue 
insuffisante ou dont les pratiques sont considérées comme faisant obstacle à la lutte 
contre le blanchiment des capitaux ou contre le financement du terrorisme. 
 
Section Il•   Exemptions de responsabilité 
 
Article 30.- Pour les sommes ou les opérations ayant fait l'objet de la déclaration et des 
diligences prescrites, aucune poursuite pénale ne peut être intentée contre 
l'établissement assujetti, ses dirigeants et ses préposés qui ont agi de bonne foi. 
 
Article 31.- Aucune action en responsabilité civile ne peut être intentée, ni aucune 
sanction professionnelle prononcée pour violation du secret bancaire ou professionnel 
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ou à un quelconque autre titre contre un établissement assujetti, ses dirigeants ou ses 
préposés qui ont effectué de bonne foi la déclaration et les autres diligences prescrites 
par les textes en vigueur ou procédé au blocage d'une opération dans le cadre desdits 
textes. 
 
Les dispositions du précédent alinéa s'appliquent même  si les enquêtes  n'ont  donné 
lieu ni à des poursuites ni à une condamnation, ou même si la preuve du caractère 
délictueux des faits à l'origine de la déclaration n'est pas rapportée ou encore si ces 
faits ont fait l'objet d'une décision de non-lieu, de relaxe ou d'acquittement. 
 
Article 32.- Lorsque l'opération ayant fait l'objet de la déclaration a été exécutée: dans 
les conditions prévues par les textes en vigueur, sauf concertation frauduleuse avec le 
propriétaire des sommes ou l'auteur de l'opération, l'établissement assujetti est dégagé 
de toute responsabilité et aucune poursuite ne peut être engagée de ce fait contre ses 
dirigeants ou ses préposés au titre des infractions prévues par les textes relatifs à la 
lutte contre le blanchiment ou par des dispositions non contraires en vigueur en 
matière de blanchiment des capitaux et de financement du terrorisme. 
 
Section III• Respect de l'opposition à l'exécution des opérations 
 
Article 33.- L'ANIF peut, avant l'expiration du délai d'exécution mentionné par 
l'établissement assujetti déclarant conformément à l'article 27 alinéa 2, former 
opposition à l'exécution de l'opération. 
Cette opposition est notifiée au déclarant par télécopie ou par tout moyen laissant trace 
écrite par le responsable de !'ANIF. L'établissement assujetti doit s'y soumettre 
pendant une durée qui ne peut excéder 48 heures, sauf en cas de prorogation dudit 
délai par ordonnance du juge pour une durée supplémentaire qui ne peut excéder huit 
jours. 
 
Dans tous les cas, l'établissement assujetti est tenu de se soumettre aux termes ide la 
décision  de  blocage  provisoire  des  fonds,  des  comptes  ou  des  titres  concernés    
par  la déclaration. 
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Chapitre VI- Traitement des opérations des personnes listées  
 
Section 1- Déclaration des fonds des personnes listées 
 
Article 34.- Chaque établissement assujetti doit déclarer à !'ANIF les opérations, 
sommes, avoirs ou autres biens des personnes reconnues coupables de financement du 
terrorisme ou figurant sur la liste établie par le Comité des sanctions ou sur celle 
arrêtée par le Comité Ministériel. Il bénéficie à ce titre des exemptions de 
responsabilité sus définies sous les mêmes conditions. 
 
Article 35.- Dans le cadre de la déclaration susvisée, l'établissement assujetti examine 
de façon particulière les opérations qu'il effectue et les fonds qu'il détient de manière 
directe ou indirecte pour des organisations à but caritatif, culturel, cultuel ou social. 
 
Article 36.- L'établissement assujetti doit conserver pendant cinq ans copie d tout 
document relatif à cet examen particulier et susceptible d'étayer ses soupçons) Ces 
documents sont, le cas échéant, joints en copie à la déclaration de soupçon. 
 
Article 37.- La mesure de suspension provisoire d'exécution de l'opération notifiée à 
l'établissement par le Parquet saisi par l'ANIF, doit être exécutée. Cette mesure interdit 
pendant un délai de 48 heures, renouvelable une seule fois, que l'exécution de 
l'opération suspectée soit poursuivie ou que les fonds des personnes ou entités 
suspectées soient mis à leur disposition ou utilisés à leur bénéfice. 
 
Section II- Gel des fonds des personnes listées ou reconnues coupables de financement 
du terrorisme 
 
Article 38.- L'établissement assujetti doit procéder sans délai au gel des fonds ou 
autres biens appartenant à des personnes reconnues coupables de terrorisme, de 
financement du terrorisme ou des organisations terroristes ou à celles figurant sur la 
liste établie par le Comité des sanctions ou sur celle arrêtée par le Comité Ministériel. 
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Chapitre VII• Conservation et communication des documents et pièces 
 
Article 39.- Sans préjudice des dispositions édictant des obligations plus 
contraignantes, l'établissement assujetti doit conserver pendant cinq ans à compter de 
la clôture de ses comptes, de la cessation de ses relations avec eux ou de l’exécution 
de leurs opérations, les documents relatifs à l'identité de ses clients habituels ou 
occasionnels ainsi que les caractéristiques de ces opérations. 
 
Article 40.- Pour l'application des dispositions du présent chapitre, l'établissement 
assujetti doit, dans le strict respect de l'obligation de confidentialité des déclarations, 
communiquer aux entités suivantes les renseignements et les documents dont la 
conservation est requise : 
 
1. l'ANIF, dans le but de reconstituer l'ensemble des transactions faites par une 
personne physique ou morale et liées à une opération ayant fait l'objet d'une 
déclaration de soupçon mentionnée aux articles 26 et 28 ou de l'examen particulier 
prévu à l'article 17, ou dans le but de renseigner, dans les conditions prévues par les 
textes en vigueur, les services des autres États exerçant des compétences analogues ; 
 
2. l'autorité judiciaire ou les fonctionnaires chargés de la détection et de la 
répression des infractions liées au blanchiment agissant dans le cadre d'une procédure 
pénale ; 
 
3. la Commission Bancaire de l'Afrique Centrale. 
 
Chapitre VIII• Désignation des correspondants de l'ANIF et de la COBAC 
 
Article 41.- Tout établissement assujetti communique à I'ANIF et à la COBAC 
l'identité de ses dirigeants et préposés normalement habilités à faire la déclaration 
mentionné aux articles 26 et 28. 
Tout dirigeant ou préposé d'un établissement assujetti, même s'il n'est pas normale 
ment habilité par application des dispositions de l’alinéa qui précède, peut prendre 
l'initiative de déclarer lui-même à l'ANIF, dans des cas exceptionnels et en raison 
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notamment de l'urgence, une opération lui paraissant relever des articles 26 et 28. Il en 
rend compte dans les meilleurs délais à l'une des personnes normalement habilitées. 
 
Article 42.- Chaque établissement assujetti communique à l 'ANIF et à la COBAC 
l'identité de ses dirigeants ou préposés chargés de répondre à toute demande émanant 
de l'ANIF ou de la COBAC, de recevoir les accusés de réception des déclarations faits 
par l'organisme en application des dispositions  des articles 26 et 28, et d'assurer la 
diffusion aux membres concernés du personnel des informations, avis ou 
recommandations à caractère général en provenance de 1'ANIF ou de la COBAC. 
 
Chapitre IX Obligation de se doter d'une organisation et de procédés internes 
appropriés 
 
Article 43.- Chaque établissement assujetti doit adopter des règles écrites internes 
définissant les procédures destinées à mettre en œuvre ses diligences en matière de 
lutte contre le blanchiment des capitaux et le financement du terrorisme. 
 
Il doit assurer l'information et la formation de tous les membres concernés de son 
personnel. 
 
Article 44.- L'établissement assujetti prend les mesures d'organisation nécessaires pour 
être à même de communiquer dans les meilleurs délais à l'ANIF ou à la COBAC, sur 
leur demande, les rapports, documents et pièces qui s'y rattachent mentionnés dans le 
présent texte. 
 
Article 45.- Tout établissement assujetti est tenu de disposer de politiques, pratiq es et 
procédures de nature à promouvoir un haut degré d'éthique et de professionnalisme et 
à empêcher qu'il ne soit utilisé intentionnellement ou non dans le cadre d'activités 
criminelles. 
 
L'établissement assujetti doit faire figurer les pratiques connaissance clientèle dans ses 
systèmes de gestion des risques et de contrôle interne, conformément aux dispositions 
du Règlement COBAC R-2001/07 relatif au contrôle interne dans les établissements  
de crédit. 
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Les saines procédures connaissance clientèle devront être adaptées et suffisamment 
efficaces pour permettre aux établissements assujettis d'identifier la clientèle, de 
refuser les transactions douteuses et de coopérer avec les instances chargées de 
l'application des lois. 
 
Article 46.- Les programmes de prévention du blanchiment des capitaux et du 
financement du terrorisme élaborés par tout établissement assujetti devront 
comprendre notamment : 
 
1. la centralisation des informations sur l'identité des clients, donneurs d'ordre, 
bénéficiaires et titulaires de procuration, mandataires, ayants droit économiques et sur 
les transactions suspectes déclarées en application des dispositions des textes en 
vigueur ; 
 
2. la désignation des responsables de la direction centrale, de chaque succursale, 
'et de chaque agence ou service local chargés d'exécuter les obligations mises à sa 
charge ; 
 
3. la formation continue du personnel ; 
  
4. un dispositif de contrôle interne de l'application et de l'efficacité des mesures 
adoptées pour la mise en œuvre des dispositions prévues dans le présent Règlement. 
 
Article 47.- Les éléments suivants qui participent d'une gestion efficiente des risques 
inhérents à l'activité bancaire devront être intégrés dans le dispositif de contrôle inter 
ne de chaque établissement assujetti : 
 
1. la surveillance, par l'organe exécutif au sens du Règlement COBAC R-2001/07 
susvisé, des procédures connaissance clientèle, l'amélioration des systèmes et 
contrôles internes dans Je sens du renforcement de la lutte contre le blanchiment des 
capitaux et le financement du terrorisme, la séparation des tâches du personnel 
opérationnel et l'adoption de politiques de formation des agents ; 
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2. la précision des attributions de l'organe délibérant au sens du Règlement 
CQBAC R-2001/07 susvisé au sujet de la lutte contre le blanchiment des capitaux• et 
le financement du terrorisme ; 
 
3. la définition des responsabilités des organes sociaux et du personnel ; 
 
4. la précision et fa diffusion des modalités des déclarations aux Autorités 
compétentes ; 
 
5. la responsabilisation des agents chargés d'assumer les fonctions de contré) le  et 
d'audit interne ; 
 
6. l'association des auditeurs externes à la lutte contre le blanchiment. 
 
Le processus de surveillance devra comporter un examen des politiques et procédures, 
assorti d'un droit de communication permanent au profit de la COBAC. 
 
Article 48.- Tout établissement assujetti doit faire preuve d'une vigilance constante et 
se doter d'une organisation et de procédures internes propres à assurer le respect des 
dispositions du présent texte. En particulier : 
 
1. chaque établissement assujetti doit adopter des règles écrites internes décrivant 
les diligences à accomplir pour l'application des dispositions contenues dans le présent 
Règlement et donnant des indications sur les sommes et la nature des opérations qui 
doivent faire l'objet d'une vigilance particulière, compte •tenu notamment de l'activité 
exercée par cet établissement assujetti. 
 
L'interdiction pour les dirigeants ou agents, de porter à la connaissance des 
propriétaires des sommes ou de l'auteur de l'une des opérations ayant fait l'objet d'une 
déclaration de soupçon, l'existence de ladite déclaration faite auprès de !', NIF ou de 
donner des informations sur les suites qui lui ont été réservées, doit être expressément 
rappelée ainsi que les sanctions encourues. 
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Les règles relatives aux diligences à accomplir peuvent être adaptées à la nature des 
cocontractants de l'établissement assujetti, notamment lorsqu'il s'agit d'autres 
établissements de crédit. 
 
L'ensemble de ces règles est communiqué à la COBAC, sur sa demande ; 
 
2. un système de surveillance permettant de vérifier le respect des procédures 
internes prévues ci-dessus doit être mis en place dans chaque établissement assujetti ; 
 
3. les informations, déclarations et documents relatifs aux opérations visées d ns 
le présent Règlement doivent être conservés selon des modalités propres à en assurer 
la confidentialité et à en faciliter la communication dans les meilleurs délais à l'ANIF 
et à la COBAC, sur leur demande ; 
 
4. les attributions de la ou des personnes mentionnées aux articles 41 et 42 
doivent être définies. 
 
Article 49.- Les règles internes prévues aux articles 47 et 48 du présent Règlement 
doivent préciser la procédure à suivre au cas où une somme ou une opération paraît 
susceptible de faire l’objet d'une déclaration conformément aux articles 26 et 28. 
 
Cette procédure doit notamment prévoir les modalités : 
 
1. de transmission au responsable désigné à cet effet des caractéristiques de 
l’opération déjà exécutée ou à exécuter, le délai d'exécution devant, dans ce dernier 
cas, être indiqué ; 
 
2. d'enregistrement et de conservation des documents se rapportant aux opérations 
ayant donné lieu à déclaration ; 
 
3. d'application éventuelle des dispositions de l'article 41alinéa2. 
 
Article 50.- Tout établissement assujetti ayant son siège social dans le territoire de l'un 
des Etats membres de la CEMAC fait toutes recommandations utiles à ses filiales et 
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succursales implantées dans un autre Etat de la CEMAC ou à l'étranger pour qu'elles 
se prémunissent, sous des formes appropriées, contre le risque d'être utilisées à des 
fins de blanchiment. Ces succursales et filiales communiquent à leur siège social, le 
cas échéant, les dispositions locales qui s'opposent à la mise en œuvre de tout ou partie 
de ces recommandations.  Le siège en informe l'ANIF. 
 
Article 51.- Lorsqu'un établissement assujetti fait partie d'un groupe sis dans le 
territoire d'un Etat membre de la CEMAC, il peut, avec l'accord de l'entreprise mère, 
désigner pour 1'application des dispositions du présent Règlement, une ou plusieurs 
personnes spécialement habilitées à cet effet et appartenant à un autre établissement 
assujetti  du même groupe. 
 
Article 52.- Tout établissement assujetti affilié à un organe central sis dans le territoire 
d'un Etat membre de la CEMAC transmet à ce dernier ses règles internes. 
 
Cet établissement peut éventuellement, avec l'accord de son organe central, désigner 
dans un autre établissement assujetti appartenant au même réseau, une ou plusieurs 
personnes spécialement habilitées à cet effet. 
 
Article 53.- Dans le cadre de la surveillance des opérations bancaires internationales 
sur une base consolidée, tout établissement assujetti ayant le statut de maison mère 
doit transmettre ses politiques et procédures à ses filiales et succursales à l'étranger et 
di poser d'un processus régulier de vérification de conformité à l'égard des normes 
connaissance clientèle des pays d'accueil et d'origine, pour assurer l'efficacité de ses 
programmes à l'échelle mondiale. Ce processus doit être soumis au contrôle de la 
COBAC et éventuellement des auditeurs externes. 
 
Article 54.- Le rapport prévu à l'article 47 du Règlement COBAC R-2001/07 relatif au 
contrôle interne doit rendre compte, dans les mêmes conditions, de l'exécution des 
obligations prescrites dans le présent Règlement. 
 
Article 55.- En cas de non-respect avéré des procédures internes et exigences 
réglementaires par un établissement assujetti, la Commission Bancaire prend des me 
sures appropriées, sévères et publiques si les circonstances l'exigent. 
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Chapitre X Dispositions diverses 
 
Article 56.- La COBAC peut exiger de tout établissement assujetti la production 
d'informations relatives à la situation de l'un de ses clients ou des comptes de ce 
dernier. 
 
En cas d'impossibilité pour l'établissement de déférer à cette requête dans le délai 
prescrit, la COBAC peut lui enjoindre de procéder à la fermeture des comptes du 
client concerné. 
 
Article 57.- Une instruction du Président de la Commission Bancaire précis les 
obligations incombant aux établissements assujettis en matière de chèques utilisé$ aux 
fins de blanchiment des capitaux. 
 
Toutefois, les procédures internes doivent décrire les diligences spécifiques à 
accomplir pour le contrôle des chèques aux fins de prévention du blanchiment des 
capitaux et de lutte contre le financement du terrorisme. 
 
Article 58.- Tout établissement émetteur et/ou distributeur de la monnaie électronique 
doit mettre en place un système automatisé de surveillance des transactions 
inhabituelles ayant comme support la monnaie électronique. 
 
Article 59.- Les informations sur le dispositif de prévention du blanchiment de 
capitaux doivent être reprises dans les états annexés â transmettre au Secrétariat 
Général de la COBAC, dont les modèles sont précisés par Instruction du Président de 
la COBAC. 
Article 60.- Lorsque, par suite soit d'un grave défaut de vigilance, soit d'une carence 
dans l'organisation de ses procédures internes de contrôle, un établissement assujetti a 
omis d'accomplir les obligations mises â sa charge, la COBAC peut engager une 
procédure disciplinaire sur le fondement des dispositions des textes régissant la 
profession. Dans ce cas, elle en avise le procureur de la République de l'État sur le 
territoire duquel a été relevée l'infraction aux dispositions réglementaires. 
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Article 61.- Les modalités d'application du présent Règlement seront en tant que de 
besoin précisées par Instructions du Président de la COBAC, lesquelles pourront tenir 
compte de la situation particulière de chaque catégorie d'établissement assujetti.  
 
Article 62.- Le présent Règlement sera notifié par le Secrétaire Général de la COBAC 
aux ministres en chargé de la monnaie et du crédit, â l'ensemble des établissements 
assujettis ainsi qu'aux associations professionnelles constituées entre ces 
établissements. 
 
Article 63.- Le Secrétaire Général de la COBAC est chargé de l'exécution du présent 
Règlement qui entre en vigueur à compter de sa date de signature. 
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ANNEXE IV 
DECRET N° 2005-187 DU 31 MAI 2005 PORTANT ORGANISATION ET 
FONCTIONNEMENT DE L’AGENCE NATIONALE D’INVESTIGATION 
FINANCIERE   
Le président de la République,  
Vu la Constitution ; 
  
Vu le Traité instituant la Communauté Economique et Monétaire de l'Afrique Centrale 
du 16 mars 1994 et son additif en date du 5 juillet 1996 relatif au Système 
Institutionnel et Juridique de la Communauté ;  
  
Vu la Convention du 5 juillet 1996 régissant l'Union Economique de l'Afrique 
Centrale ; 
 
Vu la Convention du 5 juillet 1996 régissant l'Union Monétaire de l'Afrique Centrale ;  
 
Vu le Règlement n° Û1/G3-CEMAC-UMAC-CM du 4 avril 2003 portant prévention 
et répression du blanchiment des capitaux et du financement du terrorisme en Afrique 
Centrale ; 
 
Vu la loi n° 2003/004 du 21 avril 2003 relative au secret bancaire ;  
 
Vu le décret n° 2004/320 du 8 décembre 2004 portant organisation du gouvernement, 
 
DECRETE : 
CHAPITRE I DISPOSITIONS CENERALES 
Article 1er.- Le présent décret porte organisation et fonctionnement de l'Agence 
Nationale d'Investigation Financière, en abrégé « ANIF ». 
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Article 2.- (1) L’ANIF est un service public de renseignement financier. Elle est dotée 
de l'autonomie financière ainsi que d'un pouvoir de décision sur les matières relevant 
de sa compétence. 
(2) L'ANIF est rattaché au Ministère chargé des finances.  
Article 3.- L'ANIF a pour mission : 
- de recevoir, de traiter et, le cas échéant, de transmettre aux autorités judiciaires 
compétentes tous renseignements propres à établir l'origine des sommes ou la nature 
des opérations faisant l'objet de la déclaration de soupçon au titre de la lutte contre le 
blanchiment des capitaux et le financement du terrorisme ; 
- d'obtenir des informations utiles à sa mission des autorités judiciaires 
et de contrôle des assujettis ; 
- de constituer une banque de données contenant toutes informations 
utiles concernant les déclarations de soupçon prévues par le 
règlement, les opérations effectuées ainsi que les personnes ayant 
effectué l’opération, directement ou par personnes interposées. 
 
CHAPITRE II : DE L’ORGANISATION ET DU FONCTIONNEMENT 
SECTION I DE L'ORGANISATION 
Article 4.- L'ANIF comprend quatre (04) membres dont un directeur ayant rang et 
prérogatives de directeur de l’administ ration centrale et trois (03) Chargés d'études 
ayant rang et prérogatives de sous-directeur de l'administration centrale. 
  
Article 5.- (1) Les Chargés d'Etudes visés à l’article 4 ci-dessus comprennent : 
- un fonctionnaire provenant du ministère chargé des Finances, expert en questions 
douanières ou en écriture bancaire ; 
-  un officier de police judiciaire spécialisé dans les questions financières, provenant du 
ministère chargé de la Défense ou de la délégation générale à la Sûreté nationale ; 
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       -  un magistrat doté d'une expérience dans les questions financières provenant du 
ministère chargé de la justice.  
(2) Ils effectuent toutes missions à eux confiées par le directeur. 
 
Article 6.- (1) Dans l'accomplisse ment de ses missions, l’ANIF dispose de services 
d'appui. 
 
(2) Un texte du ministre chargé des Finances détermine I’organisation 
desdits services. 
Article 7.- (1) Le directeur de l'ANlF est nommé par décret du Premier ministre sur 
proposition du ministre en charge des Finances pour un mandat de trois (03) ans 
renouvelable une [0 1) fois. 
(2) La désignation des chargés d'études visés à l'article 5 ci-dessus est constatée par 
décision du ministre chargé des Finances, sur proposition de leur administration 
d'origine. 
(3) Toutefois, en cas de faute grave ou d'incapacité dûment constatée, les membres de l'ANIF 
peuvent être révoqués à tout instant. 
SECTION 11 DU FONCTIONNEMENT 
Article 8
.
- (1) Le directeur est chargé de la mise en œuvre des missions de l'ANIF qu'il 
représente à l'égard des tiers dans les conditions fixées par le règlement n° 01/03-CEMAC-
UMAC-CM du 4 avril 2003. 
(2) En cas d'absence on d'empêchement, il désigne un chargé d'études pour le 
remplacer. 
Article 9.- (1) En vue d'assurer la coopération avec certaines administrations, l’ANIF recourt 
à des correspondants qui sont désignés es qualité au sein des administrations et institutions 
suivantes : la police, la gendarmerie, la direction générale de la recherche extérieure, les 
douanes, la justice, le ministère chargé du Commerce, le ministère chargé des Relations 
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extérieures ou tout autre service public dont le concours est jugé nécessaire dans le cadre de 
la lutte contre le blanchiment des capitaux et le financement du terrorisme. 
(2) La désignation desdits correspondants est constatée par décision de l’autorité compétente. 
(3) Les fonctionnaires et les agents de l'Etat mis à la disposition de l'ANlF, cessent d'exercer 
leurs fonctions, dans le cadre de leur administration d'origine. 
-  
(4) Les correspondants et les personnels de l’ANIF ne peuvent exercer concomitamment 
aucune activité pouvant porter atteinte à l'indépendance de leurs fonctions au sein de l’ANIF. 
Ils ne peuvent exercer des fonctions, auprès de l'un des assujettis définis à l'article 12 ci-
dessous que sur autorisation du directeur de l'ANIF.  
Article 10.- A la demande du directeur de l'ANIF, les correspondants sont nommés par un 
arrêté du ministre chargé des Finances, sur proposition des administrations dont ils relèvent. 
 
Article 11.- Les personnels et les correspondants de l’ANIF perçoivent une 
rémunération ou une indemnité mensuelle dont le montant est arrêté par le ministre chargé des 
Finances. 
Article 12.- (1) L'ANIF élabore des rapports d'activités trimestriels. Ces rapports recensent 
les techniques de blanchiment relevées sur le territoire national et formulent des propositions 
visant à renforcer la lutte contre le blanchiment des capitaux et le financement du terrorisme. 
Elle établit annuellement un rapport récapitulatif. 
(2) Ces rapports sont adressés au ministre chargé des Finances, au ministre chargé de la 
Défense, au délégué général à la Sûreté nationale, au ministre chargé de la Justice, au 
secrétaire permanent du Groupe d'action contre le Blanchiment d'Argent en Afrique Centrale 
(GABAC) et au Gouverneur de la BEAC. 
CHAPITRE III : DES ASSUJETTIS ET DE LA DÉCLARATION DE 
SOUPÇON 
SECTIONI : DES ASSUJETTIS 
 
Article 13.- Au sens du présent décret, est considérée comme assujettie toute personne 
physique ou morale qui, dans le cadre de sa profession, réalise, contrôle, ou conseille 
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des opérations entraînant des dépôts, des échanges, des placements, des conversions 
ou tous autres mouvements de capitaux, notamment : 
- le Trésor Public ; 
- la banque des Etats de l'Afrique Centrale ; 
- les organismes financiers ; 
- les changeurs manuels ; 
- les gérants, directeurs et propriétaires Je casinos. et établissements de jeux ; 
- les notaires et autres membres des professions juridiques indépendantes lorsqu'ils 
conseillent ou assistent des clients ou agissent au nom ou pour le compte de leur 
clients pour-l'achat et la vente de biens, d'entreprises ou de fonds de commerce, la 
manipulation d'actifs, de titres on d'antres actifs, l'ouverture de comptes bancaires, la 
constitution, la gestion on ta direction de sociétés, de fiducies ou de structures 
similaires, ou toutes autres opérations financières ; 
- les agents immobiliers ; 
- les sociétés de transport et de transfert de fonds ; 
- les agences de voyage ; 
- les commissaires aux comptes, les experts-comptables et auditeurs externes, les 
conseils fiscaux ; 
- les marchands d'articles de valeur tels que les œuvres d’art, les 
métaux et les pierres précieuses, les automobiles. 
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SECTION II DE LA DÉCLARATION DE SOUPÇON 
Article 14
.
- La déclaration de soupçon consiste, pour les organismes financiers et les 
autres personnes assujetties au titre de l'article 13 ci-dessus, de déclarer à l'ANIF: 
- les sommes ou tous autres biens qui sont en leur possession lorsqu'ils pourraient être 
liés à un crime ou à un délit ou s'inscrire dans un processus de blanchiment de capitaux 
; 
- les opérations qui portent sur des sommes ou biens qui pourraient provenir d'un crime 
ou d'un délit ou s'inscrire dans un processus de blanchiment des capitaux. 
Article 15,- Les organismes financiers et les autres personnes assujetties au titre de 
l'article 13 ci-dessus sont également tenus de déclarer à l'ANIF : 
- toute opération dont l'identité du donneur d'ordre ou du bénéficiaire reste douteuse 
malgré les diligences effectuées conformément aux dispositions du Règlement ; 
- les opérations effectuées par les organismes financiers pour, compte propre ou pour 
compte de tiers avec des personnes morales y compris leurs filiales ou établissements, 
agissant sous forme ou pour le compte de fonds fiduciaires ou de tout autre instrument 
de gestion d'un patrimoine d’affectation dont l'identité des constituants ou des 
bénéficiaires n'est pas connue. 
Article 16.- La déclaration peut porter sur des opérations déjà exécutées lorsqu'il a été 
impossible de surseoir à leur exécution ou lorsqu'il est apparu postérieurement à la 
réalisation de l'opération que les sommes pourraient provenir du trafic de stupéfiants 
ou s'inscrire dans un processus de blanchiment des capitaux. 
Article 17.- (1) Les déclarations peuvent être verbales ou écrites: 
 (2) Les déclarations faites par voie de téléphone peuvent être confirmées par 
télécopie ou tout autre moyen écrit. 
(3) La déclaration précise le délai dans lequel l'opération suspecte doit être exécutée 
ou, le cas échéant, les raisons pour lesquelles l'opération a  déjà été exécutée. 
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Article 18.- (1) Dès réception, l'ANlF accuse réception de [a déclaration. 
(2) Le déclarant peut demander que L’ANIF n'accuse pas réception de sa déclaration. 
(3) Dans le cas où l’ANIF saisit le procureur de la Républiqueh la déclaration générale 
de saisine ne figure pas au dossier de la procédure. 
Article 19 - Lorsque par suite d'un défaut de vigilance ou d'une carence dans 
l’organisation de ses procédures internes de contrôle, un organisme financier a omis 
de faire la déclaration prévue à l'article 14 ci-dessus, l'autorité ayant pouvoir 
disciplinaire est habilitée à engager une procédure sur le fondement de la législation et 
de la réglementation en vigueur et en aviser le procureur de la République, 
Article 20.- Les cas d'exemption de responsabilité sont exécutés conformément aux 
dispositions du règlement. 
Article 2l - L'ANIF analyse les déclarations de soupçon reçues sur la base de toutes 
informations complémentaires propres à établir l'origine des sommes ou la nature des 
opérations faisant l'objet des déclarations recueillies notamment auprès des 
organismes et des administrations intervenant dans la lutte contre le blanchiment des 
capitaux et le financement du terrorisme. 
Lorsque le traitement de la déclaration de soupçon met en évidence des faits 
susceptibles de relever du trafic de stupéfiants, de l'activité d'organisations criminelles, 
du blanchiment ou de toute autre infraction prévue par le règlement, l’ANIF peut, 
avant expiration du délai d 'exécution mentionné  par le déclarant, former opposition à 
l'exécution de l'opération. Cette opposition est notifiée au déclarant par tout moyen 
laissant trace écrite par le directeur de l'ANIF. 
 
CHAPITRE IV : DES RESSOURCES FINANCIERES 
Article 22.- Les ressources de l'ANIF sont constituées : 
- des crédits inscrits au budget de l’Etat ; 
- des contributions des institutions de la CEMAC ; 
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- des contributions des partenaires au développement. 
 
CHAPITRE V : DISPOSITIONS DIVERSES ET FINALES 
Article 23.- (1) Les membres de l'ANlF, ses correspondants et experts sont tenus an 
secret des informations dont ils ont connaissance dans le cadre de leurs fonctions ou 
missions, même aptes cessation de celles-ci. Ces informations ne pourront être 
utilisées à d’autres fins que celles prévues par le règlement. 
(2) Les membres cl les correspondants de l-ANIF prêtent dès leur nomination et avant 
d'entrer en fonction, le serment d'accomplir leurs missions loyalement dans le strict 
respect du règlement et des dispositions prises pour son application, devant la cour 
d'appel du Centre siégeant en audience solennelle. 
Article 24.- (1) L'ANlF adopte, sur proposition du directeur, un règlement intérieur. 
(2) Le règlement intérieur visé à l'alinéa (1) ci-dessus fixe les règles de 
fonctionnement interne de l'ANIF. 
Article 25. - Le présent décret sera enregistré, publié suivant la procédure d'urgence, 
puis inséré au Journal Officiel en français et en anglais. 
Yaoundé, le 31 mai 2005 
Le Président de la République, 
Paul Biya. 
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ANNEXE V 
FORMULAIRE DE DÉCLARATION DE SOUPÇON A TRACFIN 
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2- Communication par un organisme de l’identité des personnes désignées pour répondre aux 
demandes d’information émanant de TRACFIN (article R.561-24 du Code Monétaire et 
Financier) 
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Résumé en français 
La préservation de la bonne santé du secteur bancaire a toujours été au cœur des préoccupations de la profession 
bancaire mondiale. La lutte contre le blanchiment des capitaux constitue un moyen pour les banquiers de préserver cette santé. 
En effet, les banques camerounaises et françaises bien qu’assujetties à la lutte contre le blanchiment des capitaux, ont plus 
d’un intérêt à mettre en œuvre le dispositif préventif anti-blanchiment. D’une part, au niveau organisationnel, les banques 
camerounaises et françaises se sont dotées d’un service anti-blanchiment et de dispositifs informatiques qui veillent à stopper 
leur utilisation à des fins de blanchiment de capitaux. Au plan fonctionnel, les obligations de vigilance imposées aux banques 
au titre de la lutte contre le blanchiment des capitaux rejoignent et renforcent les règles bancaires déjà instaurées en vue d’une 
saine pratique des activités bancaires. 
Cependant, le dispositif préventif anti-blanchiment n’a pas été bien accueilli au sein de la profession bancaire. Pour 
cause, celui-ci s’attaquait à des principes chers à la profession bancaire notamment, le secret bancaire et le devoir de non-
ingérence. De même, la mise en œuvre du dispositif a fait naître de nouvelles obligations dont la violation fait l’objet de 
sanctions. 
 
 
Résumé en anglais 
The preservation of the good health of the banking sector has always been at the heart of the concerns of the world 
banking community. The fight against money-laundering is a way for bankers to preserve this health. Indeed, French and 
Cameroonian banks though assujetties subject to the fight against money-laundering have more than one interest to implement 
operative preventive anti-money laundering. Firstly, at the organizational level, Cameroon and French banks have an anti-
money laundering service and computer devices that shall stop their use for the purpose of money-laundering. Functionally, 
the vigilance obligations imposed on banks in respect of the fight against money-laundering join and strengthen banking rules 
already implemented in practical with a healthy level of banking activities.  
However, operative preventive anti-money laundering is not well-received within the banking profession. For cause, 
it was attacking principles dear to the banking profession in particular, secrecy and the duty of non-intervention. Similarly, the 
implementation of operative has brought new obligations whose violation is the subject of sanctions. 
 
Mots clés: Agence Nationale d’Investigation Financière , Approche par les risques, Approche réglementaire Autorité de 
contrôle Prudentiel et de Résolution, Banque, Blanchiment, Blanchiment aggravé, Cameroun, Cartographie des risques, 
Commission Bancaire d’Afrique Centrale, Communauté Economique et Monétaire d’Afrique Centrale, Compliance officer 
Contrôle interne, Déclaration de soupcon, Devoir de non-ingérence, Devoir d’ingérence, Fonction de conformité, France, 
Groupe d’Action Financière, Obligation de vigilance, Personne politiquement exposée, Risque de non-conformité, Secret 
bancaire, Traitement du Renseignement et Action contre les Circuits Financiers Clandestins.  
