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IZJAVA O AVTORSTVU IN NAVEDBA LEKTORJA 
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številko 04038457, sem avtor doktorske disertacije z naslovom "Kolizija pravice do 
zaupnosti in pravice do javnosti informacij in podatkov". 
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avtorstvu in sorodnih pravicah, Ur. list RS, št. 16/07) kaznivo, kršitev pa se 
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− se zavedam posledic, ki jih dokazano plagiatorstvo lahko predstavlja za predloženo 
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− je elektronska oblika identična tiskani obliki doktorske disertacije ter soglašam z 
objavo dela v zbirki "Dela FU". 
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Posamezniki v komunikaciji z drugimi ljudmi dnevno izmenjujemo najrazličnejše 
informacije in podatke s področja dela, ki ga opravljamo, prav tako pa tudi s svojega 
zasebnega življenja. Ob tem se na eni strani srečujemo z razkrivanjem poslovnih 
informacij, ki so potrebne za delovni proces, hkrati pa tudi s številnimi podatki, ki so 
zaupne narave, in lahko ob sporočanju nepravi osebi povzročijo škodo posamezniku ali 
organizaciji, kar predstavlja tudi eno od oblik kaznivega dejanja, v kolikor gre za izdajo ali 
zlorabo, in jo predpisuje kazenska zakonodaja. 
 
V doktorski disertaciji smo se lotili proučevanja tistih zaupnosti, s katerimi se srečujemo v 
poslovnih in osebnih odnosih, pri tem pa jih opredelili na podlagi ureditve, ki izhaja iz 
aktualne slovenske in tuje zakonodaje. Izpostavili smo pomembnejše ugotovitve, ki se 
nanašajo na predmet varovanja zaupnosti, njihova medsebojna razmerja, načine 
pravilnega označevanja podatkov v dokumentih in odnos različnih udeležencev do zaupnih 
podatkov. Človek je ključni nosilec zaupne informacije. Pri njem nastajajo in se preko 
njega na druge osebe tudi prenašajo. Tako je bistvo zaupnosti to, da se z njim zagotavlja 
varovanje pomembnih informacij in podatkov, do katerih je lahko upravičena le omejena 
skupina pooblaščenih oseb.  
 
Vsak posameznik ima dolžnost varovati zaupne informacije. Pri tem mu je omogočena tudi 
pravica do razkrivanja zaupnosti, ki jih je izvedel v zvezi s svojim delom, in za katere, če 
jih razkrije javnosti, ne prevzame odgovornosti niti kazenske sankcije, to pa bi imelo 
koristen vpliv na širši javni interes in prebivalstvo. V disertaciji se tako seznanimo z 
zakonitimi možnostmi razkrivanja, kot jo ureja kazenska zakonodaja in tudi z vlogo 
žvižgačev, ki postajajo v svetu vse glasnejši in razkrivajo v javnosti nepravilnosti z 
namenom, da opozorijo na nezakonita dejanja in s tem preprečijo nadaljnja škodljiva 
ravnanja poslovodstev organizacij. Njihovo pomembno mesto je tudi v tem, da spodbujajo 
in oblikujejo javno mnenje in razpravo, hkrati pa vplivajo na zavest in stanje duha v 
družbi.  
 
Ob proučevanju smo ugotovili, da so vidiki razkrivanja zaupnosti povezani predvsem z 
deviantnimi dejanji posameznika, v katerih je prisoten interes koristoljubnosti (ali da v 
zameno nekaj prejme ali da se ga opraviči) med tem ko pri žvižgačih prevladuje motiv 
osebnostne narave, preseči moralni kod in opozoriti na nepravilnosti ter nezakonitosti. 
Vsak dan poslušamo poročila o vse obsežnejši korupciji in drugih podobnih kaznivih 
dejanjih. V državah, kjer je koncept žvižgačev dobro uveljavljen, ugotovimo, da je 
smiselno zagotavljati obstoj pravnega reda tudi s tem institutom, ki pomaga neposredno 
razkrivati nepravilnosti, katerih pristojni državni nadzorni organi niti ne opazijo. Ti morajo 
biti celovito zakonsko zaščiteni pred morebitnimi posledicami povračilnih ukrepov, iz česar 
na podlagi raziskav izhaja, da so skoraj v vseh primerih povračilni ukrepi za prijavitelje 
neizbežni. 
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Kakšna je lahko škoda za posameznika ali organizacijo, ki se ji zgodi razkritje zaupnih 
vsebin nepooblaščenim osebam. Poleg osebne škode, ki je za posameznika prepoznana v 
obliki njegove identifikacije, lahko gospodarska ali vsaka druga organizacija utrpi škodni 
dogodek v obliki izgube naročil, upada ugleda, zmanjšanja tehnoloških in konkurenčnih 
prednosti ipd. Po ugotovitvah nekaterih teoretikov korporativnega prava je ravno to, da si 
lahko svojo podobo v javnosti popravijo, prednost organizacij, med tem ko si je 
posameznik zaradi razkritja identifikacije ne more. Obstoj vrednostne razlike med eno in 
drugo škodo je predstavljen na podlagi analize primera. Tu povzemamo, da je potrebno 
stalno zagotavljati ustrezno varovanje zaupnih podatkov, zanje pa je v prvi vrsti 
odgovoren tisti, ki take podatke poseduje. 
 
Informacijska omrežja ali t.i. računalniška okolja, v katerih se pretakajo ogromne količine 
podatkov, prinašajo novo potrebo po varovanju le-teh. Z razmahom elektronskih 
komunikacij se je poseglo tudi v kršenje informacijske in komunikacijske zasebnosti 
posameznikov. Računalniška kriminaliteta zajema tako klasične oblike kaznivih dejanj 
(npr. goljufija ali ponarejanje), objavo nezakonitih vsebin (npr. vsebine povezane s 
pedofilijo, spodbujanje k rasnemu sovraštvu in ksenofobiji) kot tudi napade in vdore v 
informacijske sisteme. V disertaciji je predstavljena aktualna slovenska zakonodaja, ki 
sankcionira računalniško kriminaliteto, prav tako je predstavljena tudi Konvencija Sveta 
Evrope o kibernetski kriminaliteti, ki velja pri nas od leta 2005, njen namen pa je ravno 
preprečevanje dejanj, kot je zloraba zaupnosti, celovitosti in dosegljivosti računalniških 
sistemov, omrežij in računalniških podatkov. Seznaniti se je mogoče tudi z Zakonom o 
elektronskih komunikacijah, ki opredeljuje prenos podatkov v slovenskem elektronskem 
komunikacijskem omrežju in Zakonom o telekomunikacijah, ki določa zahteve glede 
zaupnosti prenesenih sporočil po telekomunikacijskih omrežjih. Predstavljena sta tudi dva 
evropska predpisa, ki regulirata podatke v komunikacijskem in računalniškem svetu, in 
sicer Direktiva o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij (2002/58/EC) ter Direktiva o hrambi podatkov, pridobljenih ali obdelanih v 
zvezi z zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev ali javnih 
komunikacijskih omrežij (2006/24/EC). 
 
Varstvo človekovih pravic in svoboščin, še posebej pravica posameznika do zasebnosti in 
varstva osebnih podatkov, je v Sloveniji ustavno varovana pravica. Tu obravnavamo 
varstvo človekovih pravic v odnosu do države, v priznani pravici posameznika do 
zasebnosti in v ureditvi, kot jo poznamo pri nas. Zasebnost je vrsta posameznikove 
zaupnosti, ki je predstavljena kot "pravica biti sam". Pravica do zasebnosti je pomembna 
človekova pravica, ki je pogostokrat kršena, tu pa dokazujemo, da je ob upravičenem 
interesu in poznavanju naših pravic, slednje tudi učinkovito orožje proti tistim, ki jih kršijo. 
Poseg javnih organov v pravico do zasebnosti posameznika omogoča drugi odstavek 8. 
člena Konvencije Sveta Evrope o varstvu človekovih pravic in temeljnih svoboščin, vendar 
le če je tako določeno z zakonom, in če je v demokratični družbi zaradi državne in javne 
varnosti, ekonomske blaginje države nujno, da se prepreči nered ali zločin, zavaruje 
zdravje in morala ali pa pravice in svoboščine drugih ljudi, vse v povezavi s pozitivno in 
negativno obveznostjo države do teh ravnanj. 
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Pomembnejši mednarodno pravni akti, ki varujejo človekove pravice so: Splošna 
deklaracija o človekovih pravicah, Mednarodni pakt OZN o državljanskih in političnih 
pravicah, Konvencija Sveta Evrope o varstvu človekovih pravic in temeljnih svoboščin ter 
relativno nov primarni akt Evropske unije, Listina EU o temeljnih pravicah. Ti dokumenti, 
skupaj s primeri sodne prakse evropskih sodišč, predstavljajo končne odločitve, ki se 
morajo upoštevati tako pri sprejemu nacionalne zakonodaje kot pri odločanju na ravni 
nacionalnih sodišč znotraj skupnosti Sveta Evrope in tistih držav, ki so podpisale in 
ratificirale mednarodne akte. Poznavanje tega področja nas lahko naredi močnejše v tem, 
da zavarujemo svoje pravice, ki nam jih kot državljanom zagotavlja tako ustava kot 
zakoni, kjer pa se nemalokrat zgodi (to kažejo tudi primeri odločitev ESČP), da si ti 
občasno sami sebi tudi nasprotujejo. 
 
Varovanje osebnih podatkov se je pričelo na ravni držav članic EU urejati leta 1995, po 
sprejemu evropske direktive o varstvu osebnih podatkov. Znotraj institucionalnega okvira 
Evropske unije pa po letu 2001, z Uredbo o varstvu posameznikov pri obdelavi osebnih 
podatkov v institucijah in organih Skupnosti OECD. Pomembna mednarodno uveljavljena 
dokumenta, ki urejata varstvo osebnih podatkov in sta med prvimi na tem področju 
nastala natanko pred 30 leti, sta Smernice OECD o varstvu zasebnosti in čezmejnem 
prenosu osebnih podatkov in Konvencija Sveta Evrope o varstvu posameznikov glede na 
avtomatsko obdelavo osebnih podatkov. Tu podrobneje predstavljamo novejše 
mednarodne in evropske dokumente in določbe, prevzete v aktualnem slovenskem 
Zakonu o varstvu osebnih podatkov. Slednji vsebuje vsa veljavna pravna načela varstva 
osebnih podatkov in informacijske zasebnosti posameznika, kot jih določajo mednarodni 
pravni akti. Naš ZVOP-1 vsebuje celo nekatere rešitve varstva zasebnosti in osebnih 
podatkov, ki jih obstoječa Direktiva Evropskih skupnosti o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov z dne 24. oktobra 1995 
(95/46/EC), Konvencija Sveta Evrope in tudi druge nacionalne zakonodaje držav članic 
EU, ne omenjajo. 
 
Predlog nove Splošne uredbe o varstvu osebnih podatkov, ki jo je v začetku leta 2012 
predlagala Evropska komisija, prinaša posamezniku več pravic, kot jih nudi trenutno 
veljavna, danes že zastarela Direktiva (95/46/EC), saj bo med drugim po novi uredbi, 
izvajanje njenih določil v celoti zavezujoče, njene določbe pa se bodo uporabljale v 
nacionalnem pravu v vseh državah članicah neposredno. 
 
 
Ključne besede: človekove pravice, Evropska unija, informacija, izdaja, javnost, podatek, 
pooblaščenost, razkritje, skrivnost, škoda, tajni podatek, tajnost, upravičenost, varovanje, 




CONFLICT OF THE RIGHT TO CONFIDENTIALITY AND RIGHT TO PUBLIC 
INFORMATION AND DATA 
 
Individuals in communication with other people, daily exchange wide range of information 
and data related to the work, as well as private life. At the same time we are faced on 
one side with the disclosure of business information, needed for the work, but also with a 
number of information that are confidential and may in communication with unauthorized 
person cause damage to an individual or organization, which can also be a form of 
criminal action, in so far as it is defined as abuse in penal law. 
 
In doctoral dissertation we started studying those confidentialities, we are facing in 
business and personal relationships, while they were identified as stated in current 
domestic and foreign laws. We highlighted important findings related to the subject 
matter of confidentiality, their inter-relations, ways of marking the correct data in 
documents and the relationship of different actors to confidential data. An individual is a 
key holder of confidential information. They are formed by him and through him reported 
to the others. The essence of the phenomenon of confidentiality is that it ensures the 
protection of critical information and data, which can be justified only to a restricted 
group of authorized persons. 
 
Every individual has a duty to protect confidential information. In doing so he has been 
allowed the right to disclose confidentiality, which was carried out in connection with his 
work, and for which no liability or criminal penalties would have a beneficial impact for 
him, if disclosed for the wider public interest. In this dissertation we familiarize with the 
legitimate possibilities of disclosure, as regulated by the criminal law, as well as with the 
role of whistleblowers, which are becoming more louder in the world by revealing 
irregularities in public in order to draw attention to illegal acts, and preventing harmful 
behaviour from managerial stuff in organizations. They are important as key promoters in 
shaping public opinion and debate, as well as have the impact on the consciousness on 
state of mind in society. 
 
We found out that the disclosure of confidential information is mainly related to the 
deviant actions of the individual, where there is mostly represented interest of greed (or 
to receive something in return, or to justify it) while the predominant motive of 
whistleblowers is mainly personal nature beyond moral codes, to draw attention to 
irregularities and illegality. In countries where there is a well-established concept of 
whistleblowers we conclude that, due to extensive corruption and related offenses, it is 
reasonable to ensure the existence of the acquis with the institute of whistleblowers to 
help directly disclose irregularities, which are not identified by the competent national 
supervisory authorities. They must be fully protected from any legal consequences of 
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retaliation, where on the basis of research it is shown that in almost all cases retaliation 
for applicant is inevitable. 
 
What can be the harm to the individual or organization that happens if disclosure of 
confidential information is done to unauthorized persons. In addition to personal injury to 
an individual which has been identified, may the economic or any other organization 
suffer losses in the form of lowering orders, declining reputation, reducing technological 
and competitive advantages, etc. According to the findings of some theorists of corporate 
law, this is exactly the advantage of organizations as they can correct their public image, 
while looking from the perspective of an individual, he cannot correct it at all. The 
existence of differences between the two damage is presented based on an analysis of 
the case. Here it is necessary to highlight the continuous maintaining of adequate 
protection of confidential information which is primarily the responsibility of those who 
possess such information. 
 
Information networks or so-called cyberspace, in which massive amounts of data are 
flowing daily, are representing a significant need for their protection. With the expansion 
of electronic communications, we interfered in violation of information and 
communications privacy. Cybercrime includes traditional forms of crime (such as fraud or 
forgery), the publication of illegal content (eg. content related to paedophilia, inciting 
racial hatred and xenophobia) as well as attacks and intrusions into information systems. 
In this dissertation we find current Slovenian laws which penalize computer crime, but we 
also present the Council of Europe Convention on Cybercrime, which is in force in 
Slovenia since 2005, whose purpose is to prevent acts such as the abuse of 
confidentiality, integrity and availability of computer systems, networks and computer 
data. We get in depth of the Electronic Communications Act, which defines the data flow 
in Slovenian electronic communications network and the Telecommunications Act, which 
provides requirements for the confidentiality of messages transmitted via 
telecommunication networks. Finally, there are presented two European laws which 
control the data communications in cyber world, these are the Directive concerning the 
processing of personal data and the protection of privacy in the electronic 
communications sector (2002/58/EC) and Directive on the retention of data generated or 
processed in connection with the provision of publicly available electronic communications 
services or of public communications networks (2006/24/EC). 
 
Protection of human rights and fundamental freedoms, especially the right to privacy and 
personal data protection is constitutionally protected right in Slovenia. Here you can find a 
consideration for protection of human rights in relation to the country, recognition of the 
right to personal privacy and from the view of the Slovenian Constitution. Privacy is the 
confidentiality of individual species, which is presented as a "Right to be alone". The right 
to privacy is an important human right which is often violated. Here we demonstrate that 
only the legitimate interests and rights of our knowledge, can also be an effective weapon 
that can be tested against those who violate them. Interference with the right to privacy 
of an individual by the public authorities is possible and permitted, speaking from the 
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perspective of the second paragraph of Article 8 of the European Convention on Human 
Rights and Fundamental Freedoms, but only if so provided by law and necessary in a 
democratic society in the interests of national security, public safety, economic well-being 
of the country, the prevention of disorder or crime, protection of health and moral, or 
protection of rights and freedoms of others, all in conjunction with positive and negative 
obligation of the country. 
 
Important international legal instruments that protect human rights are the Universal 
Declaration of Human Rights, the International Covenant on Civil and Political Rights, the 
Council of Europe Convention for the Protection of Human Rights and Fundamental 
Freedoms and the relatively new primary act of the European Union, Charter of 
Fundamental Rights of the European Union. This documents and some summarized case 
law, represents their final decision, which must be followed by the adoption in national 
legislation on the level of national courts within the Community and in those countries 
which have signed and ratified the Convention. The mere knowledge of the matter can 
made us stronger in order to protect our rights, given to us as citizens, by the 
Constitution and other laws. However, as shown sometimes by the case law of the 
European Court decisions, national laws even objects to themselves. 
 
Privacy Policy was launched at the EU Member States after the adoption of a European 
Directive on data protection in 1995 and by Regulation on the protection of personal data 
by Community institutions and bodies, within the institutional framework of European 
Union, in 2001. Important internationally recognized document, which govern the 
protection of personal data and regulate this area already 30 years, are the OECD 
Guidelines on the Protection of Privacy and Transborder Flows of Personal Data and the 
Council of Europe Convention for the Protection of Individuals with regard to Automatic 
Processing of Personal Data. In this thesis we present in detail recent international and 
European documents, which provisions are incorporated into current Slovenian Law on 
the protection of personal data. The latter contains all valid legal principles of the 
protection of personal data and private information of individuals, as defined by 
international instruments. Our legislation even include some solutions of privacy and 
personal data which existing Directive (95/46/EC), the Convention of the Council of 
Europe and other national laws of the Member States of the EU, do not mention at all. 
 
Draft proposal for a new General Regulation on the protection of personal data, proposed 
by the European Commission at the beginning of 2012, brings the individual more rights 
than provided by the current, outdated Directive (95/46/EC) which, inter alia, under the 
new regulation, the implementation of its provisions will be entirely binding and become 
applicable in national law in all Member States directly. 
  
Keywords: Abuse, Authorization, Classified information, Confidentiality, Data, Disclosure, 
Eligibility, European Union, Harm, Human Rights, Information, Misuse, Personal Data 
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Praksa zlorabe zasebnosti posameznika v korist države je bila na območju Evrope močno 
prepoznana že pred drugo svetovno vojno, še posebej pa po njej. Glavni razlog je bil 
predvsem v ohranjanju režimskih političnih elit na oblasti in v odstranjevanju tekmecev ter 
političnih konkurentov. Še danes ob odpiranju arhivov bivših vojaških in političnih tajnih 
služb spoznavamo žalostno resnico, da pravzaprav noben posameznik ni užival pravice do 
zasebnosti1.  
 
Pravica do zasebnosti je postala v tem delu Evrope močno prepoznana po razpadu 
bipolarnega sveta. K temu so veliko pripomogli predvsem mediji in vse bolj odprta civilna 
družba, ki je razblinila mehurček hermetične zaprtosti2. Se je od padca Berlinskega zidu 
pa do danes stanje kaj spremenilo, in kje vse je še mogoče pričakovati zlorabe pravice do 
zasebnosti posameznika v sodobni družbi v prihodnje? Kot je nekoč "železna zavesa" svet 
razdelila na dva bloka, ga je tako odstranitev zidu ponovno združila (Brožič in Trbovšek, 
2005). Ker pa političnih blokov ni več, se je tu pojavila globalizacija, ki ravno tako vpliva 
na vsa področja našega življenja, med drugim tudi na področje: nacionalne varnosti (kot 
je npr. terorizem, organizirani kriminal, vdori v informacijske sisteme), gospodarske 
varnosti (npr. izgube in kraje ter trženje podatkov, korupcija) in osebne varnosti (npr. 
kraja identitete posameznikov, posegi v zasebnost, zlorabe osebnih podatkov itd.). 
Delovanje sistema nacionalne varnosti je tako močno odvisno od gospodarske moči 
države. Padec železne zavese je imel izreden vpliv na razraščanje novih oblik 
organiziranega kriminala v evropskih državah3, med drugim tudi računalniškega kriminala, 
ki vdira v virtualno zasebnost slehernega posameznika, priključenega na internet. Varnost 
je pomembna dobrina, ki se je zavemo šele takrat, ko jo okrnjena, saj se s posegi v našo 
integriteto zmanjšuje zaupanje v zunanji svet. Kot družbena in politična vrednota pa je 
varnost pomembna zaradi ohranitve notranjega reda in miru v državi (Anžič in Trbovšek, 
2003). 
 
Demokratične in pravne države namenjajo varovanju in spoštovanju človekovih pravic in 
svoboščin posebno pozornost. Občasno država, ob hkratnem varovanju teh pravic, vanje 
tudi posega ali jih omejuje. Pomembno je opozoriti na to, da bolj kot je delovanje oblasti 
javno in transparentno, bolj ji javnost zaupa. Manj kot je mehanizmov nadzora in večja 
kot je njena konspirativnost ter zaprtost, več je možnosti zlorab in kršitev teh pravic. Naša 
                                          
1Zaradi tajnosti postopkov in procesov in tajne zakonodaje niti ni imel možnosti zakonitega varstva pravic ob 
zlorabi teh podatkov v njegovo škodo. 
2 S padcem Berlinskega zidu in demokratičnimi procesi v srednje evropskih državah so vsaj formalno 
prenehale delovati politične tajne policije in ovaduški sistem, ki je močno varoval mit zaupnosti pred 
javnostjo (ob tem pa kršil načela varstva človekovih pravic in drugih svoboščin posameznika). Lastno 
mnenje avtorja T. L. 
3 Paolijeva in Fijnaut (2004) govorita o tem kot o silah zla (angl. Empire of Evil of USSR), saj naj bi v začetku 
90-ih let prejšnjega stoletja "sovjetologi" poudarjali, da bodo nove oblike kriminala, ki so bile v času 
sovjetskega imperializma zatrte, doživele ekspanzijo in se s tem povzdignile v nevarne družbene silnice. 
 2
skupna naloga naj bi torej bila, da se neprestano trudimo zagotavljati transparentno 
delovanje oblasti zato, da zmanjšamo možnost zlorab.  
 
Nad vsemi grožnjami, ki danes prežijo na posameznika, bdijo vzpostavljeni instituti 
varovanja zasebnosti (mednarodnega, evropskega in nacionalnega pravnega sistema4), ki 
varujejo človekove pravice in svoboščine, vendar pa tega varstva ne morejo absolutno 
zagotavljati. Zaradi krhkosti teh pravic in velikega zanimanja za zasebnost posameznika  
se lahko to varstvo kaj hitro spremeni v ponovni nadzor in totalno prozornost 
posameznika. Pravice do zasebnosti, si preprosto ne smemo dovoliti odvzeti! 
 
V tem doktorskem delu sem se ravno z namenom poglobljenega strokovnega in tudi 
znanstvenega študija odločil proučevati zgoraj izpostavljene vidike, ki jih med drugim 
srečamo v družboslovju, na področju upravnega prava5, kazenskega prava in 
varstvoslovja. Tako obravnavam naslovno problematiko kot večdimenzionalni pojav, 
zaokrožen s fondom gradiv in virov s področja politoloških, socioloških, organizacijskih, 
pravnih in drugih znanosti. 
 
K izboru in obravnavi navedene teme so me vodile tudi službene potrebe po spoznavanju 
področja dostopa do zaupnih podatkov in varovanja le-teh, s katerimi se občasno 
srečujem v dokumentih in v pogovoru s sodelavci ter želja po razumevanju vseh možnih 
primerov in situacij obravnave varovanih podatkov. Kot ugotavljam, pri svojem 
vsakodnevnem delu z zaupnimi podatki ne znamo pravilno ravnati. To nam nenazadnje 
kažejo odkriti primeri v javnosti, pri čemer menim, da gre za veliko nepoznavanje in 
nespoštovanje normativnih aktov in notranjih pravil, ki urejajo zavarovanje zaupnih 
podatkov. Sem štejem tudi nizko stopnjo moralnega in etičnega odnosa do te tematike. 
 
Drug razlog predstavljajo vse pogostejša neodgovorna ravnanja posameznikov, ki niso 
upoštevali varnostnih pravil glede ohranjanja celovitosti informacij ali podatkov znotraj 
institucij, kjer delujejo, zaupne informacije pa so prišle v javnost in tu naletele na javno 
polemiko, kljub temu, da t.i. test javnega interesa ni bil izpostavljen, da se strokovna in 
politična javnost ob aktualnih primerih do teh vprašanj ni izrekla ali pa da oškodovani 
posameznik ni imel možnosti dokazati svoje odgovornosti pri razkritjih. Hkrati izpostavljam 
našo lahkomiselno potrebo po vsesplošnem védenju o vsem okoli nas. Tudi radovednost 
vpliva na zmanjšanje varnosti obravnave zaupnih in občutljivih podatkov6. 
                                          
4 V tem času se je oblikovala pomembna precedenčna sodna praksa, ki daje dobro podlago varovanju pravic 
posameznika ter razumevanju pomena zasebnosti. 
5 Upravno pravo je gotovo najobsežnejša pravna panoga, ki združuje splošna in posebna pravila o organizaciji, 
delovanju, odločanju, sredstvih in oblikah nadzora upravne oblasti. V teoriji se uporabljajo različne delitve 
upravnega prava, pri čemer prevladuje delitev na materialne, postopkovne in organizacijske predpise 
upravnega prava. Upravno postopkovno pravo zajema pravna načela in norme, ki urejajo odnos državnih 
organov do oseb v postopkih (več o tem v Kečanović et al., 2006, str. 84). 
6 Zaradi tega se lahko državljani z zaskrbljenostjo sprašujemo, kako se varujejo naši podatki v različnih 
državnih evidencah, raznovrstnih zbirkah, v brskalnikih pri ponudnikih spletnih storitev ter v številnih 
anketnih zbirkah gospodarskih družb, ki jih uporabljajo za t.i. neposredno trženje. Lastno mnenje avtorja T. 
L. 
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V disertaciji obravnavam problematiko, povezano z razumevanjem pomena zaupnih 
podatkov in naborom tistih najbolj uporabnih in prepoznanih zaupnosti, ki jih v Sloveniji 
poznamo, vključno z opredelitvijo kazensko pravnega pogleda v primeru razkritij, izdaj in 
zlorab. Kot primarno podlago sem izbral veljavno zakonodajo, na katero naslanjam 
primere in jih obravnavam v smislu povzemanja predpisov.  
 
Nadaljnji razlog tiči v proučitvi obravnavanja posameznikove zasebnosti v razmerju do 
priznanih pravic, ki nam jih zagotavljajo Splošna deklaracija o človekovih pravicah in 
svoboščinah, Mednarodni pakti OZN, Evropska konvencija o varstvu človekovih pravic in 
temeljnih svoboščin, Listina Evropske unije o temeljnih pravicah in drugi mednarodni 
predpisi ter nenazadnje Ustava Republike Slovenije in posamezni področni domači zakoni.  
 
Izognil sem se temam, ki sem jih konkretneje obravnaval že v svoji magistrski nalogi z 
naslovom "Zaupnost podatkov ter varstvo pravice do pridobivanja javnih informacij", leta 
20067. Eden od konceptov je bil, da se ne dotikam nasprotja zaupnosti v javnem sektorju, 
to je pravice do pridobivanja javnih informacij, ki jih hranijo državni organi na eni strani, 
in o katerih presoja institut Informacijskega pooblaščenca na drugi strani, ampak 
osredotočiti se na zaupnosti ter jih skozi prakso sodišč in drugih organov ustrezno 
razdelati. 
 
Pri proučevanju in pripravi tega dela posebnih težav, ki bi me spremljale, ni bilo. Predmet 
proučevanja je kompleksen. Obravnava zaupnih podatkov je na nekaterih delovnih 
področjih še vedno občutljiva tema, o kateri ljudje neradi govorijo (je tabu), dostop do 
konkretnih podatkov pri nekaterih subjektih, tudi pri posameznikih je omejen, prav tako 
pa tudi dostop do varovanih virov. Pri zbiranju gradiva na mednarodni ravni so se za 
nedostopne izkazali predvsem zanimivejši viri8, ki obravnavajo zaupnosti, med tem ko je 
dosegljivo proučevano gradivo (pri fizični izposoji ali preko s svetovnega spleta) nudilo 
dovolj možnosti za celovito proučevanje obravnavane tematike. 
 
Cilji raziskovanja so bili naslednji: 
 
− proučiti pojme, ki označujejo zaupnosti, in jih imamo opredeljene v naši aktualni 
zakonodaji (npr. davčna tajnost, osebni podatki, tajni podatki, poklicna skrivnost, 
poslovna tajnost); 
 
− preveriti, ali je ureditev zaupnosti v naši zakonodaji ustrezno urejena, in ali poznamo v 
praksi pomen in način njihovega zavarovanja; 
 
                                          
7 Kot je npr.: pravica državljana do pridobivanja informacij javnega značaja in obravnava številnih primerov 
razkritij in izdaj ter zlorab zaupnosti (glej več v Lavrič, 2006). 
8 Predvsem zaradi plačljivosti dostopa do gradiv in storitev. 
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− ugotoviti, kakšne škodljive posledice nastanejo v primeru razkritja zaupnosti pri 
posameznikih v okolici ter pri organizaciji, kjer so taki podatki nastali in bili 
izpostavljeni javnosti; 
 
− preveriti, ali je sodna praksa lahko pomemben pokazatelj aktualnega trenda 
spoštovanja posameznikove zasebnosti ter varstva osebnih podatkov, in ali je 
vzpostavljen mednarodnopravni okvir varstva človekovih pravic in svoboščin zadostno 
jamstvo varovanja naše zasebnosti; 
 
− s primerjalno analizo zakonodaje nekaterih evropskih držav prikazati njihovo ureditev 
in predlagati možnost apliciranja rešitev v normativno ureditev tega področja pri nas. 
 
Glede na navedene cilje raziskovanja preverjam v disertaciji naslednje hipoteze: 
 
− prva hipoteza se glasi: Sinonima skrivnost in tajnost predstavljata prej omejevanje 
dostopa do pomembnejših informacij ali podatkov kot konkretizirata opredelitev 
zaupne informacije ali podatka; 
 
− druga hipoteza se glasi: Varstvo osebnih podatkov je v supremaciji nad varstvom 
ostalih opredeljenih zaupnosti; 
 
− tretja hipoteza se glasi: Škoda, ki je z razkritjem povzročena posamezniku, ni 
enakovredna škodi, ki je povzročena organizaciji; 
 
− četrta hipoteza se glasi: Kršenje osebnih podatkov posameznika, ki ga varuje tudi 
sodobno evropsko pravo, predstavlja grob poseg v zasebnost vsakega posameznika in 
s tem priznanih človekovih pravic. 
 
Namen raziskovalnega dela je proučiti vse vidike obravnavane vsebine in na podlagi 
ugotovitev odgovoriti na postavljene hipoteze, jih potrditi ali zavrniti. Raziskovanje mora 
omogočiti širši pogled nad obravnavanjem vsebine zaupnosti ter spodbuditi tiste 
posameznike, ki imajo odgovornost zagotavljanja varstva in zavarovanja podatkov, da jih 
obdelujejo in hranijo zakonito ter varno. Za dokazovanje hipotez uporabljam različne 
metode in kvalitativne indikatorje. Hipoteze dokazujem s primeri, z viri in literaturo, ki 
potrjuje ali ovrača trditve in pričakovanja. Strokovna mnenja številnih teoretikov, sodne 
odločbe sodišč ter proučevane različne prakse povezujejo vsebino hipotez v smiselno 
celoto. 
 
Pri proučevanju predmeta raziskovanja sem uporabil tista strokovna dela (disertacije, 
magistrske in diplomske naloge, študije primerov, raziskovalne naloge, ekspertize, 
strokovne in znanstvene prispevke9), ki iz različnih kotov osvetljujejo posamezne 
                                          
9 Osnovni vir te disertacije predstavlja znanstvena in strokovna literatura, ki opisuje zaupne podatke, njihovo 
varovanje in upravljanje z njimi, zakonski predpisi in akti, ki urejajo družbena razmerja, sodbe in sodna 
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segmente varstva zaupnosti podatkov in zasebnosti posameznika. Virov, ki bi prikazali 
dejansko stanje v eni celoviti sliki in pravo ozadje tega področja, skorajda ni. Zelo redki so 
tisti viri, ki izhajajo iz prakse in za uporabo v praksi, in ki nakazujejo razreševanje 
problemov. Najbolj poglobljene študije in primarni dokumenti so za proučevanje težko 
dostopni, saj so last specializiranih služb in označeni kot zaupni (za neposredno obravnavo 
v tej disertaciji tudi niso potrebni). Le del tematike in virov je objavljen v strokovnih 
člankih, redko razgrajen v diplomskih in drugih strokovnih nalogah, še največkrat pa jih je 
mogoče najti v časopisnih prispevkih ter v študijah primerov sodne prakse domačih in 
tujih sodišč. 
 
Na podlagi študija domače in tuje literature ter virov sem ugotovil, da se z obravnavo 
zaupnosti podatkov ukvarja le peščica strokovnjakov in tistih posameznikov, ki se z njimi 
srečujejo pri svojem vsakodnevnem delu10. Ti obravnavajo večinoma primere, na katerih 
po večini delujejo npr. na gospodarskem, upravnem, davčnem, policijskem, obveščevalno 
varnostnem in drugem varnostnem področju. 
 
Pri nas je na temo zaupnosti napisanih le nekaj komentarjev k zakonom, vendar ne toliko 
v smislu pojasnjevanja razlik med kategorijami zaupnosti. Največkrat gre za definiranje in 
komentiranje posameznih zakonskih členov, ki so se s sodno in drugo upravno prakso 
občasno razhajali, in je bilo, strokovno gledano, potrebno zagotoviti podrobnejšo razlago 
predpisov. 
 
Poleg konvencij, sporazumov in pogodb z meddržavnimi/mednarodnimi/naddržavnimi 
organizacijami, ustav, zakonov in podzakonskih aktov, sestavlja celovitost urejanja 
področja zaupnosti podatkov tudi vse bolj aktualna sodna praksa domačih in tujih sodišč. 
Glede teoretičnega razvoja pomena urejanja zaupnosti nastaja literatura smiselno v 
povezavi s prakso, kar je nedvomno najbolj primerno za obravnavo posameznih primerov. 
                                                                                                                               
praksa, ki predstavljajo formalno pravno potrditev ali zavrnitev nekega ravnanja v družbi, članki, raziskave, 
razprave in druge objave v knjigah, revijah, časnikih, publikacijah ali na svetovnem spletu. Novejša praksa 
nakazuje, da se poleg formalno pravnega dela, pri zahtevnejših proučevanjih uporabi tudi situacije iz 
vsakdanjega življenja. V to nalogo sem zaradi preproste ponazoritve, vključil tudi nekatere aktualne primere 
ter jih predstavil z vsemi dejavniki, ki vplivajo na posameznika ali institucijo. 
10 Med znane avtorje, ki v Sloveniji obravnavajo področje zaupnosti, varnosti države in delo obveščevalnih 
služb, kjer nastaja največ zaupnih vsebin sodijo predvsem: Anžič, Podbregar, Pagon, Purg, Brožič, Trbovšek, 
Grizold, Čaleta, Sotlar med tem, ko se s področjem varstva zasebnosti posameznika in človekovih pravic ter 
svoboščin ukvarjajo: Bučar, Čebulj, Pavčnik, Kečanović, Cerar, Pirc Musar in drugi pravni teoretiki. Med 
zahodnimi avtorji, katerih prednost je, da v proučevanja vključujejo spoznanja številnih področij in se ne 
zadovoljujejo le z zatečenim stanjem, temveč iščejo nove rešitve v smeri proučevanja dejavnosti nacionalne 
varnosti, človekovih pravic, policijskih pooblastil, dostopa gradiv do javnosti sodijo: Andrew, Becker, Barron, 
Felix, Richelson, Buzan, Baxter, Thompson in drugi. Zanimivo je, da so strokovna proučevanja avtorjev s 
področja "Vzhodne Evrope" nekoliko manj poznana (manj je vsaj javno objavljenih del). Ti avtorji se z 
zaupnostmi v lastni državi niso posebej poglobljeno ukvarjali, razen v razpravah pred vstopom v evropska 
integracijska partnerstva, temveč so obravnavali in povzemali predvsem tuje varnostne in obveščevalne 
sisteme (prej sovjetski model, danes predvsem zahodni pronatovski model). 
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Pri proučevanju tuje literature11 nisem zasledil tako celovito obravnavane tematike, zato 
mi je ravno to predstavljalo enega izmed izzivov oziroma razlogov sem se v tej nalogi 
spopadel z omenjenim. . 
 
V raziskovalnem delu sem uporabil več vrst znanstveno raziskovalnih metod, s katerimi 
sem poskušal priti do nekaterih pomembnejših ugotovitev, spoznanj in rešitev problemov. 
To so metoda deskripcije, komparativna oziroma primerjalna metoda, sistemsko-analitična 
metoda, metoda intervjuja, metoda dokazovanja in metoda kompilacije. Zbrane 
ugotovitve so mi pomagale pri preverjanju postavljenih hipotez, odgovorile na predhodno 
nakazana odprta vprašanja ter pomagale podati ustrezne rešitve k obstoječim problemom.  
 
Metodo deskripcije, ki daje prednost opisu posameznih pojmov, sem uporabil v 
teoretičnem delu, v katerem opisujem sedanji način ureditve področja zaupnosti. Tu 
tvorijo pomemben vir slovenski normativni dokumenti in druga zakonodaja z 
obravnavanega področja. 
 
Komparativno oziroma primerjalno metodo, ki temelji na primerjavi enakih ali podobnih 
dejstev, pojavov, procesov in odnosov ter razlik med njimi, sem uporabil pri pregledu 
primerjalne ureditve zakonodaje in praks pri nas, in v nekaterih izbranih državah ter 
mednarodnih organizacijah. 
 
S sistemsko-analitično metodo sem tematiko razčlenil na več elementov, ki so med seboj 
povezani in soodvisni. Te dele sem s pomočjo metode analiziral, ugotavljal njihovo 
medsebojno povezanost ter povezanost z okoljem, ki sem ga proučeval. Pri tem sem 
pogosteje uporabljal metodo analize pisnih virov. Metodo sinteze sem uporabil na koncu 
postopka raziskovanja, kjer sem enostavne miselne vsebine združil v enovito celoto, to je 
v povzetek bistvenih ugotovitev proučevanja. 
 
Ena izmed raziskovalnih metod je intervju, s pomočjo katerega sem si v konkretnem 
primeru pridobil več informacij o obravnavani problematiki pri ključni osebi v razdelanem 
študijskem primeru. Pisni zapis intervjuja sem dodal kot prilogo na konec disertacije. 
 
Z metodo dokazovanja, v katero so vključene številne druge metode, sem dokazoval in 
ugotavljal točnost spoznanj. To metodo, ki temelji na bistvenih prvinah dokazovanja, sem 
uporabil predvsem pri potrjevanju oziroma zavračanju hipotez, ki so bistvene za 
razumevanje proučevanja vsebine disertacije. 
 
Metoda kompilacije v tem raziskovalnem delu tvori večji obseg, saj z njo povzemam 
izsledke, opazovanja, stališča, sklepe in spoznanja domačih in tujih avtorjev, ki so 
predhodno proučevali posamezna izbrana področja. Obravnavano tematiko sem na koncu 
                                          
11 Z izjemo odločb domačih sodišč, ali sodne prakse evropskih institucij, ki so prosto dostopne v knjižnih virih 
ali na svetovnem spletu. 
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zaključil s sintezo, kjer pridem do lastnega samostojnega oblikovanega stališča 
obravnavane tematike. 
 
Ker je disertacija nastajala na podlagi proučevanja domače in tuje literature, vsebuje 
različne pojme, izraze in termine. V strokovni ali znanstveni literaturi sem našel skoraj za 
vsakega izmed njih podobne pa tudi različne opredelitve. To v praksi pomeni, da se 
nekateri pojmi lahko različno razumejo, kar nakazuje na eni strani odsev premalo razvite 
znanstvene discipline, in s tem pravnega besedišča pri nas, po drugi strani pa ustaljeno 
prakso povzemanja tujih izrazov v slovensko besedišče, ki se je s časom nastanilo in 
okrepilo v našem izrazoslovju. 
 
Vsebina doktorske disertacije je prirejena namenom in ciljem proučevanja. Razdeljena je 
na tri glavna poglavja in podredna podpoglavja. V uvodu predstavljam področje 
obravnavane tematike, opredeljeni so cilji in hipoteze raziskovanja, uporabljene metode 
raziskovanja in struktura vsebine. 
 
V prvem delovnem poglavju je opredeljen glavni predmet proučevanja, to je pregled 
izrazov, ki se dnevno uporabljajo na upravnem in varnostnem področju, kot so skrivnost, 
tajnost in zaupnost. Pomemben del tega poglavja tvori razumevanje slovenskih in 
angleških izrazov zaupnosti, saj jih v praksi pogosto zamenjujemo, kar ustvarja nejasnost 
opredelitve neke informacije kot zaupne. V nadaljevanju so predstavljeni vsi aktualni 
domači zakonodajni akti, ki razvrstijo zaupnosti v tri področja, in sicer v zaupnosti 
posameznika (osebne podatke), gospodarsko-poslovne informacije (poslovna skrivnost 
itd.) ter uradniške zaupnosti (tajni podatki itd.). Ker je mogoče zaupnosti podrobneje 
analizirati in razdelati, sem tu opredelil načine stopnjevanja zaupnih podatkov ter jih 
razdelil v kvadrant medsebojnih razmerij. Pomemben del tvorijo déležniki upravljanja 
podatkov. To so vse tiste osebe, ki zaradi najrazličnejših vzrokov sodelujejo v postopkih, 
kjer zaupnosti nastajajo in se obdelujejo, pri tem pa so lahko do njih upravičene zaradi 
potreb v zvezi s funkcijo, ki jo opravljajo, npr. sodelujejo kot stranke v postopkih ali celo 
kot tretje osebe. Oblikovnost dokumentov nosi v sebi sporočilno vrednost same zaupnosti, 
ki že a priori pove, da ne gre za standardizirano, rutinsko obravnavo navadnih podatkov. 
Praktični primeri, ki so prikazani v tem podpoglavju, omogočajo le potrjevanje vseh 
ugotovljenih dejstev in zastavljenih hipotez. Nenazadnje je tu predstavljena tudi trajnost 
in časovno dostopna obravnava teh podatkov in informacij. Ker ne gre za navadne 
podatke, je njihova obravnava skozi čas omejena. Ta razdelek vsebuje pregled rokov 
nedosegljivosti gradiva, ki se nanaša na obravnavo zaupne vsebine v državnih arhivih 
evropskih držav. Poglavje prinaša ključno sporočilo, kaj zaupnosti po vsebini sploh so, in 
kaj kot take pomenijo nasproti drugim "navadnim", manj pomembnim informacijam in 
podatkom. 
 
Drugo poglavje je namenjeno predstavitvi kazensko pravne ureditve sankcioniranja v 
primeru kršitev zaupnosti. Za razkritje, izdajo ali drugačno neupravičeno uporabo 
zaupnosti so v vseh pravno urejenih družbah predpisane sankcije, s katerimi se 
posameznikom ali skupinam oseb poskuša omejiti zlorabo in jih odvračati od takih 
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kaznivih dejanj. Slovenska kazenskopravna zakonodaja ureja to problematiko zadovoljivo. 
Drugo podpoglavje je namenjeno dejanskemu pregledu stanja vsiljivih posegov oblasti v 
pravico do zasebnosti posameznika. Tu predstavim zakonski okvir, kot izhaja iz slovenske 
ustave in aktualne zakonodaje, ki to pravico na normativni ravni priznava. Drug 
pomemben dokument je Evropska konvencija o varstvu človekovih pravic in temeljnih 
svoboščin, ki ureja take posege v drugem odstavku 8. člena, pravico pa jamči v vseh 47. 
državah članicah Sveta Evrope, ki so dokument ratificirale.  
 
Tretje podpoglavje predstavlja fenomen dovoljenega razkrivanja zaupnosti, zaradi javnega 
interesa. Tu predstavljam slovensko zakonodajo, ki dovoljuje posameznim poklicnim 
skupinam pri nas, možnost razkrivanja zaupnih podatkov in opredelim, zakaj obstajajo 
žvižgači. Kakšen je njihov pomen za družbo in državo? Na podlagi ugotovitev, ki sem jih 
zbral ob proučevanju tega anglo-ameriškega fenomena, ugotovim, da bi bila uvedba 
zakona o zaščiti žvižgačev, kot prijaviteljev v Sloveniji upravičena. Tezo o upravičenosti 
sistemske ureditve tega neformalnega subjekta zgradim na podlagi že izvedenih raziskav, 
ki potrjujejo pravi koncept dela žvižgačev, kot je opozarjanje na škodljive dejavnike 
korupcije in druge nepravilnosti ter nezakonitosti, za katerimi stojijo poslovodni 
uslužbenci. Tu podam lastno oceno slovenskega Zakona o integriteti in preprečevanju 
korupcije, in dilemo glede urejanja elementov učinkovitega varovanja uslužbenca-
prijavitelja pred povračilnimi ukrepi, v primeru dovoljenega razkrivanja zaupnosti pri nas 
in v primerjavi s prakso nekaterih drugih držav, kjer je ta subjekt že uveljavljen. Nadalje 
predstavljam škodljive posledice, ki nastanejo zaradi razkritja zasebnosti posameznika s 
strani tretje osebe in možne rezultate povračilnih ukrepov s strani organizacije. Tu sta 
predstavljena tudi dva vidika vplivov na posledice razkritij v organizacijah, in sicer zunanji 
in notranji vpliv. 
 
Uporabe sodobnih informacijskih tehnologij, v tem doktorskem delu ne bi mogel zaobiti. 
Zato je eno od podpoglavij namenjeno ravno obravnavi zaupnih informacij in podatkov v 
računalniškem, ali t.i. cybersvetu12). Tu me je zanimala predvsem motivika in sama 
problematika računalniške kriminalitete, ki je povezana z zaupnimi vsebinami. Opredeljeni 
so predpisi, ki jo sankcionirajo tovrstno kriminaliteto, in proces obdelave podatkov, ki se 
pretakajo po telekomunikacijskem medmrežju ter ukrepi povezani z varnostjo in zaščito 
pred tveganji razkritij. To področje urejata tudi dve pomembni evropski direktivi, ki sta 
predstavljeni v tem podpoglavju. 
 
Tretje poglavje je usmerjeno v pravico posameznika do ohranjanja njegove zasebnosti in 
v varstvo osebnih podatkov. Tu se dotaknem temeljnega predmeta varovanja zaupnosti 
informacij in podatkov v razmerju do posameznika, ob hkratnem upoštevanju načela 
varstva človekovih pravic in svoboščin. Človekove pravice so pomembna pridobljena 
                                          
12 Kiberprostor je paralelni svet realnemu prostoru, ustvarjen in vzdrževan z novimi računalniško 
informacijskimi, telekomunikacijskimi tehnologijami. To je svet v katerega se preslikajo človeške dejavnosti 
in zaživijo v svoji elektronski realnosti (več o tem glej pod Kavčič. Dostopno na: www.memefest.org in pod 
Pajtler, na: www.ris.org). 
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vrednota za slehernega človeka kot samostojnega individuuma v sistemu mednarodnega 
okolja. Danes je to področje urejeno s splošno deklaracijo, konvencijami in drugimi 
zavezujočimi mednarodnimi predpisi, vendar, kot ugotavljam, so te pravice predmet vse 
pogostejšega kršenja s strani drugih oseb, državnih organov, organizacij, tako doma kot v 
državah z dolgotrajno vladavino prava in demokracije. Tu obravnavam človekove pravice s 
treh zornih kotov; s strani države, v razmerju do zasebnosti in v ureditvi, kot jo ureja 
slovenska ustava in drugi pomembnejši mednarodnopravni dokumenti. Praksa Evropskega 
sodišča za človekove pravice predstavljeno le potrdi, kar je v tem podpoglavju tudi 
povzeto. 
  
Naslednje podpoglavje se nanaša na opredelitev varstva osebnih podatkov kot izvedenke 
pravice do zasebnosti. Ob pregledu pomembnejših mednarodnih in domačih aktov, ki 
urejajo pravno varstvo osebnih podatkov spoznamo, da so ti danes varovani na izredno 
visoki formalnopravni ravni. Celo zadnja reforma Pogodbe o Evropski uniji, ki je bila 
podpisana v Lizboni leta 2007, je varstvo osebnih podatkov umestila v posebno sklepno 
Listino EU o temeljnih pravicah, ki na najvišji možni ravni v EU, zagotavlja pravno varstvo 
v primeru kršitev pravic v vseh državah članicah EU. V tem delu je predstavljena ureditev 
varstva osebnih podatkov na ustavni in zakonski ravni v treh izbranih državah članicah 
Evropske unije, ki so v skupnost vstopile leta 1995, 2004 in 2007. Tu ugotavljam nekatere 
enakosti in tudi različnosti ustavnih in zakonskih rešitev varovanja osebnih podatkov v 
treh obravnavanih evropskih državah. 
 
V nadaljnjem podpoglavju je prikazanih ducat primerov kršitev osebnih podatkov, ki so jih 
obravnavala slovenska sodišča in Informacijski pooblaščenec ter evropski pravosodni 
sistem v okviru Evropskega sodišča za človekove pravice pri Svetu Evrope in Sodišče 
Evropske unije, z razlago konvencije in direktive na področju varstva osebnih podatkov. 
 
V zadnjem podpoglavju predstavljam ostale predpise Evropske unije, ki se nanašajo na 
varovanje osebnih podatkov, in veljajo predvsem znotraj institucij in organov ter drugih 
subjektov EU za tretje države in tiste subjekte, ki zbirajo ali obdelujejo osebne podatke, 
vendar nimajo sedeža poslovanja v eni od držav članic. Tu so po vrstnem redu, kot velja 
za hierarhijo evropske zakonodaje, razvrščeni vsi pomembnejši predpisi, ki obravnavajo, 
ali se nanašajo na varstvo osebnih podatkov.  
 
Ker je disertacija nastajala ravno v času, ko se je Evropska komisija odločila prenoviti 
Direktivo (95/46/EC), sem v tem delu predstavil tudi vse trenutno dosegljive vidike pro et 
contra predloga nove evropske Splošne uredbe o varstvu osebnih podatkov. 
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2 ZAUPNOSTI IN NJIHOVA RAZMERJA 
 
Prvo vsebinsko poglavje z naslovom Zaupnosti in njihova razmerja nas uvede v 
spoznavanje raznolikosti domačega in tujega besedišča, kjer je mogoče prepoznati, da vse 
informacije preprosto niso namenjene vsakomur. Pri pojmovanju razmerij med 
zaupnostmi je pomembno varovanje vsebine (npr. informacij, podatkov, predmetov), 
njihova klasifikacija in stopnjevanje, dostop do podatkov in vloga vseh udeležencev, ki se 
z njimi seznanijo. Podatki, ki so označeni kot zaupni, pridobijo avtomatično značaj 
nedosegljivosti za vse uporabnike, razen za tiste, ki jih oseba ali predpis opredeli za 
upravičene. Vprašanja kot so: ali je ta podatek zaupen, kdo ga lahko kot takega označi, ali 
se z označitvijo lahko povzročijo želeni učinki ter kaj se zgodi, če do podatka pride 
neupravičena oseba oziroma je to razkrito javnosti, so pomembna zato, da znamo k tej 
tematiki ustrezno pristopiti. Pri tam je nujno potrebno opredeliti način označevanja 
zaupnosti, vlogo subjektov, ki nastopajo kot nosilci in uporabniki takih dokumentov, in 
koliko časa lahko zaupnosti ostanejo nedostopne drugim javnostim. 
 
V Sloveniji so povzročili premik pri normativni in pojmovni ureditvi varovanja zaupnih 
podatkov in informacij dogodki kot npr.: vključevanje v evroatlantske integracije, 
prilagajanje zakonodaje, sprejem razvojnih strategij in uvajanje e-uprave v javno upravo. 
Uveljavili so se predpisi s področja varstva osebnih podatkov in informacijske varnosti, 
novelirani so bili predpisi za upravljanje "državnih" tajnih podatkov, sprejete novele s 
področja gospodarskega prava in drugi zakoni, s katerimi je bilo uvedeno v uporabo 
različno pojmovanje zaupnosti, kar je mogoče šteti kot začetek sistematičnega urejanja, 
obravnavanja in varovanja tajnosti v splošnem družbenem življenju. 
 
2.1 DOMAČI IN TUJI IZRAZI ZA POJMOVANJE ZAUPNOSTI 
 
Z zaupnimi podatki in uporabo enotnega izrazja sem se ukvarjal že v magistrski nalogi. 
Tako tam kot tudi tukaj težim k zavestni in pravilni uporabi izrazov, ki opredeljujejo 
zaupnosti. Še vedno poudarjam potrebo po uporabi slogovne prvinskosti in namenskosti 
izrazja. Pri branju tega dela si moramo ustvariti predstavo o korpusu sinonimov besed, ki 
predstavljajo sozvočje enakega pomena, in tisto, kar označujemo kot nejavno in 
nedosegljivo drugim, oziroma jim mora ostati skrito in neznano13. 
 
Že v uvodu je omenjeno, da prihaja med pomenskimi izrazi, kot so skrivnosti, tajnosti in 
zaupnosti do nekohezivnosti ter celo do konfrontacije. Ravno to nasprotje je bilo povod za 
moj premislek o postavitvi prve hipoteze, ki se glasi: "Sinonima skrivnost in tajnost 
predstavljata prej omejevanje dostopa do pomembnejših informacij ali podatkov, kot pa 
konkretizirata opredelitev zaupne informacije ali podatka." 
                                          
13 Kjer je le mogoče, uporabljam generični izraz zaupnost, s katerim opisujem razmerje do varovanih 
sporočilnih vsebin. Razlog za to je predvsem v namenu dokazovanja obstoječe terminološke 
nekonsistentnosti. Izraz tajnost ohranjam povsod tam, kjer je opredeljen z zakonom. 
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Za razreševanje tega problema sem uporabil predvsem razpoložljivo domačo literaturo14, 
kjer sem hkrati ugotavljal razliko med slovenskim in tujim izrazoslovjem. Primerjavi obeh 
sinonimov predstavljam v nadaljevanju, kjer je prikazana tako kratka zgodovinska razlaga 
jezika in besednih tvorjenk kot tudi uporaba omenjenega izrazoslovja v formalni rabi. 
 
Slovenci smo skozi pretekla obdobja v naše izrazoslovje prevzemali besede, s katerimi 
smo poimenovali skrivnosti in tajnosti iz državne skupnosti, v kateri smo živeli15, pri tem 
pa jezikovno terminologijo večkrat spreminjali16. Tako Anžič (Anžič in Trbovšek, 2004) za 
besedno razlago varovanja podatkov v Sloveniji ugotavlja, da to področje ni bilo nikoli 
sistemsko urejeno, saj je varovanje in njihov dostop urejala množica predpisov, 
podedovanih še iz bivše Jugoslavije. Mnogi slovenski izrazi so bili nadomeščeni s srbskimi 
(Pokorn v: Brejc, 2004) oziroma izhajajo iz jezikovne razlage in vpliva srbskega ter 
hrvaškega jezikoslovja na zakonodajo SFRJ (Žirovnik, 2005). Da je prejšnja kazenska 
zakonodaja enakovredno uporabljala te izraze, meni tudi Bele (1989).  
 
Po ugotovitvah nekaterih avtorjev med pojmoma skrivnost in tajnost potemtakem ni 
nobene razlike, saj je beseda skrivnost samo prevod hrvaške besede "tajno/tajna". Temu 
mnenju Žirovnik (2005) ne pritrdi in poda razlago, po kateri skrivnost pomeni nekaj, kar ni 
nikomur znano17, med tem ko gre pri tajnosti za podatek, ki je nekomu znan, drugemu pa 
ni in mu tudi ne sme biti. 
 
Anžič (1997a) podrobneje pojasni terminološko razlago pojma tajnosti, ki se ga pogosto 
enači s pojmom skrivnosti. Razlikovanja se loti na podlagi njune rabe v zakonodaji in 
glede na opredelitev v strokovnih virih. Slovar slovenskega knjižnega jezika ločuje oba 
izraza, vendar v zvezi z omejitvijo dostopa do zaupnih podatkov dovoljuje enakopravno 
rabo obeh in ne daje prednosti ne enemu in ne drugemu. Med tem ugotavlja, da izkazuje 
Slovenski etimološki slovar dejstvo, da je izraz tajnost prevzet iz drugih slovanskih jezikov, 
kjer velja upoštevati, da se je njegova uporaba v zakonodaji povečala predvsem zaradi 
vpliva jugoslovanske zakonodaje, kjer je bil izraz "tajna" močno prisoten in uporabljen 
predvsem v vojaškem besednjaku. Aktualna zakonodaja sicer opredeljuje, kateri podatki 
naj bi bili označeni s tajnostjo ali skrivnostjo, vendar pa pri tem glede rabe enega ali 
drugega izraza18 ne daje jasne opredelitve. Zdi se, da sestavljavci predpisov in tisti, ki jih 
                                          
14 S težavo pojmovanja prave terminologije v zvezi z varovanjem podatkov, se srečujejo številni slovenski 
avtorji (npr.: Anžič, Majcenovič, Hladin, Komac, Kop, Rozman, Pirc Musar, Bele in drugi), ki ugotavljajo 
predvsem terminološko neskladje med pojmoma tajnost in skrivnost v zakonodaji. 
15 Tu mislim predvsem na Kraljevino SHS in kasneje Kraljevino Jugoslavijo. 
16 O tem glej več v Bebler (2002) in Korošec (1998). 
17 Neznano je tisto, kar je omejeno s človekovimi zaznavnimi sposobnostmi, tajno pa tisto, kar se pred 
posameznikom ali skupino ljudi zavestno skriva. Pri neznanem gre za dejstva, ki ljudem sploh niso znana, 
pri tajnem pa za dejstva, ki se posamezniku ali skupini oseb predstavljajo kot neznano zato, da ostanejo 
pred njimi skrita. 
18 Nekateri predpisi razločijo med izrazoma skrivnost in tajnost, a ga razumejo kot del zaupnih podatkov, ki 
sodijo v sfero posameznikove zasebnosti (glej npr. člene: 139. - kršitev tajnosti občil, 142. - neupravičena 
izdaja poklicne skrivnosti, 156. - kršitev tajnosti glasovanja, 287. - kršitev tajnosti postopka, v Kazenskem 
zakoniku KZ-1). 
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sprejemajo, temu vprašanju ne posvečajo dovolj pozornosti, saj se tudi v noveliranih 
predpisih navajata in uporabljata oba izraza, v novejšem času pa je bil v uporabo uveden 
še en izraz, ki je po mojem prepričanju primernejši, to je zaupnost.  
 
Komac (2000) ugotavlja, da naša pravna terminologija v različnih predpisih uporablja vse 
tri izraze, pri čemer se s tajnostjo označuje dokumente na obrambnem področju, 
analogno temu velja skrivnost, izraz zaupnost pa se uporablja za razlikovanje različnih 
stopenj. Komcu lahko pritrdimo, saj je na primer peti člen Pravilnika o določanju zaupnih 
podatkov in o varovanju zaupnih in osebnih podatkov v Ministrstvu za notranje zadeve19  
določal vrste tajnosti zaupnih podatkov (kot so npr. državna tajnost, uradna tajnost) za 
uradno tajnost pa tri stopnje zaupnosti (strogo zaupno, zaupno in interno). 
 
Problem, ki ga danes vidimo pri razumevanju izrazov, kot so zaupnost, tajnost in skrivnost 
izhaja iz dejstva, da pravna ureditev tega področja ni zadostna zaradi obstoja več 
zakonov, ki različno urejajo to področje (Prelesnik, 2008)20. Tu smiselno dodajam, da se 
izrazoslovje stalno izboljšuje. Ob pregledu novelirane domače zakonodaje in predpisov 
(npr.: Zakona o kazenskem postopku21, Zakona o policiji22, Kazenskega zakonika23, 
Zakona o davčnem postopku24 idr.) je mogoče ugotoviti, da so ti izrazi ponekod še vedno 
brez prave definicije, vendar je že mogoče opaziti pogostejšo rabo izraza zaupnost, ki 
pomeni tako varovanje kot zavarovanje občutljivih podatkov in informacij. 
 
Bistvo rabe in razumevanja pomena posameznih izrazov je zagotovo odvisno od vrste 
besedila. Potrebno je slediti smernicam sodobnega jezikoslovja in tudi v predpisih 
uporabljati tiste slovenske izraze, ki pravilno definirajo stanje zaupnosti. Le tako se bo 
lahko poleg knjižnega jezika krepil tudi pogovorni jezik in pri uporabnikih zagotovila 
pravilna uporaba izrazja, ki opisuje pomen varovanja zaupnosti. Za tájnost lahko tako 
rečemo, da pomeni obstoj in poznavanje dejstev o konkretnih podatkih in informacijah, ki 
so znane le posamezniku ali manjši skupini oseb ter so jim bile osebno zaupane v uporabo 
in varovanje. 
 
V tuji literaturi obstaja precej izrazov za označevanje zaupnosti. Ugotoviti je mogoče, da 
izhaja veliko izrazov vezanih na označevanje zaupnih podatkov in informacij ravno iz 
angleške terminologije, kjer je najbolj prepoznana angleška beseda SECRET, ki v 
slovenščini pomeni: 
− tajnost; skrivnost; skritost (kot samostalnik) ali 
                                          
19 Glej Pravilnik o določanju zaupnih podatkov in o varovanju zaupnih in osebnih podatkov, Ur. list RS, št. 
8/93. Ta sedaj ne velja več. 
20 Kot ugotavlja Prelesnikova je problem v tem, da ureja to področje preveč predpisov, kjer se zakoni le delno 
medsebojno dopolnjujejo, nekateri pa si celo nasprotujejo. 
21 Glej Zakon o kazenskem postopku (ZKP-UPB4), Ur. list RS, št. 32/07. 
22 Glej Zakon o policiji (ZPol-UPB6), Ur. list RS, št. 107/06. 
23 Glej Kazenski zakonik (KZ-1), Ur. list RS, št. 55/08. 
24 Glej Zakon o davčnem postopku (ZDavP-2-UPB4), Ur. list RS, št. 13/11. 
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− tajen; tajinstven; skrit; skriven; molčeč, molčav; intimen, diskreten (kot pridevnik)25. 
 
Iz slovenščine je mogoče v angleščino prevesti tudi besedi SKRIVNOST in TAJNOST, ki se 
ju zapiše kot: 
− Secret, Secrecy in Mystery26. 
 
Med bolj poznanimi izrazi za označevanje zaupnosti z vidika varovanja državne varnosti27 
se uporablja t.i. angleško stopnjevanje zaupnosti, ki ga tu razvrščam od najvišje do 
najnižje stopnje: 
− TOP SECRET (slov. STROGO TAJNO), 
− SECRET (slov. TAJNO), 
− CONFIDENTIAL (slov. ZAUPNO), 
− RESTRICTED (slov. INTERNO), 
− UNCLASSIFIED28 (slov. NERAZVRŠČENO). 
 
Poleg navedenih uradnih izrazov, so bili v uporabi tudi naslednji neuradni izrazi: Classified, 
Secret Eyes Only, For your eyes only, For Official Use Only, Internal Use Only, Restricted 
use, Most Secret, Internal use, Military Secret, Official Secret, State Secret, Most Secret, 
Trade Secret idr. 
 
V angleškem jezikoslovju je mogoče najti tudi naslednje izraze29: 
− undisclosed, unknown, underground, undercover, unpublished, under wraps, 
unrevealed, concealed, hidden, disguised, covered, unseen, concealed, covert, furtive, 
shrouded, conspiratorial, underhand, surreptitious, candid, secretive, reserved, close, 
discreet, mysterious, cryptic, esoteric, occult, clandestine, arcane, recondite, 
cabbalistic, conundrum, mystery, puzzle, enigma, surreptitiously, slyly, incognito, 
hugger-mugger, by stealth, in camera. 
 
V uporabi so tudi naslednje fraze: 
− behind someone's back, hush-hush, cloak-and-dagger, skeleton in the cupboard, I 
can't tell you in behind closed doors. 
 
Kot ugotavlja Baxter (1990) je angleško pravo, ki se je razvijalo v zadnjem stoletju, v svoji 
zakonodaji opredelilo uradne skrivnosti (angl. Official Secrecy30) kot občutljive informacije, 
s katerimi se ne sme seznaniti nihče, ki do njih ni pooblaščen. 
                                          
25 Glej spletni Veliki angleško-slovenski slovar. Dostopno 22. 5. 2011 na povezavi: www.amebis.si. 
26 Glej na primer Googlov prevajalnik. Dostopno 22. 5. 2011 na povezavi: www.translate.google.si. 
27 Izrazi se lahko od države do države razlikujejo. 
28 Ta oznaka ni stopnja zaupnosti, uporablja se v primeru označevanja dokumentov, kjer se ne uporabljajo 
zgoraj navedene stopnje zaupnosti. Taki dokumenti so lahko osebam dostopni tudi brez varnostnega 
preverjanja. 
29 Več o tem glej spletni slovar. Dostopno 26. 5. 2011 na: www.thefreedictionary.com. 
30 Več o tem glej Official Secrets Act. Dostopno 22. 5. 2011 na: www.legislation.gov.uk. 
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Britanski Intelligence Services Act MI 6 iz leta 1994 v poglavju 13, oddelku 10(4), opredeli 
občutljivo informacijo (angl. Sensitive Information) kot informacijo, ki lahko omogoči 
prepoznavnost ali druge podrobnosti in vire informacij o pomoči ali operativnih metodah, 
ki jih ta služba uporablja, informacije o konkretnih aktivnostih, ki so že bile, še bodo ali pa 
so predlagane za izvedbo v okviru dejavnosti te službe, ter informacije, ki jih zagotovi 
služba ali vlada izven območja Združenega Kraljestva, kjer se ne odobri razkritja take 
informacije (Savić et al., 2002, str. 151-152). 
 
V nadaljevanju si poglejmo primere označb zaupnih podatkov v nekaterih državah.  
 
V Združenih državah Amerike ureja oznake zaupnosti Izvršna odredba št. 1329231, kjer se 
uporabljajo tri stopnje zaupnosti (od najvišje do najnižje): 
− angl. TOP SECRET (slov. STROGO TAJNO), 
− angl. SECRET (slov. TAJNO) in 
− angl. CONFIDENTIAL (slov. ZAUPNO)32. 
 
V praksi je mogoče zaslediti v uporabi tudi druge oznake s katerimi se omejuje 
razpošiljanje in uporaba podatkov pri uporabnikih, opredeljene pa so v drugih predpisih. 
Ti izrazi so npr.: FOR OFFICIAL USE ONLY, SENSITIVE BUT UNCLASSIFIED, RESTRICTED 
DATA, in se lahko uporabljajo skupaj z osnovnimi tremi stopnjami. 
 
V Republiki Franciji so oznake zaupnosti predpisane v Kazenskem zakoniku in Zakonu o 
obrambi33, kjer so za varovanje interesov nacionalne varnosti določene tri stopnje, in sicer 
od najvišje do najnižje:  
− fr. TRÈS SECRET DÉFENSE (slov. OBRAMBA ZELO TAJNO), 
− fr. SECRET DÉFENSE (slov. OBRAMBA TAJNO) in 
− fr. CONFIDENTIEL DÉFENSE (slov. OBRAMBA ZAUPNO). 
 
Obstajajo tudi zaupnosti, ki se varujejo z naslednjimi stopnjami zaupnosti: CONFIDENTIEL 
PERSONNELS OFFICIERS, CONFIDENTIEL PERSONNELS SOUS-OFFICIERS, DIFFUSION 
RESTREINTE, DIFFUSION RESTREINTE ADMINISTRATEUR, NON PROTÉGÉ in SPÉCIAL 
FRANCE34. 
 
                                          
31 Podrobneje glej Executive order št. 13292 iz leta 2003. Dostopno 22. 5. 2011 na: www.fas.org. 
32 Zakon o ratifikaciji Varnostnega sporazuma med Vlado Republike Slovenije in Vlado Združenih držav 
Amerike glede varnostnih ukrepov pri varovanju zaupnih vojaških podatkov (BUSVU), Ur. list RS, št. 15/96, 
za pojmovanje besede skrivnost, uporabi prevod Secret in Confidential. 
33 Več o tem glej Code pénal, člen 413-9 in Code de la défense, člen L 2311-1. Dostopno 23. 5. 2011 na: 
www.legifrance.gouv.fr. 
34 Posebna oznaka "Special France" pomeni, da se s takimi informacijami ne sme seznaniti noben tuj državljan 
in je namenjena samo francoskim državljanom. Ta oznaka ni stopnja zaupnosti. 
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Ruska federacija ima državne zaupnosti opredeljene v zveznem Zakonu o državni 
skrivnosti35 in Zakonu o varnosti. Za državno skrivnost so označeni podatki in informacije, 
ki se nanašajo na vojaške, gospodarske, obveščevalne, protiobveščevalne, preiskovalne 
dejavnosti, zunanjo politiko ter tam, kjer bi lahko bila ogrožena državna varnost. V Rusiji 
so opredeljene tri stopnje tajnosti, in sicer:  
− rus. "ОСОБОЙ ВАЖНОСТИ", fon. OSOBOĬ VAZHNOSTI" (slov. POSEBEN POMEN),  
− rus. "СОВЕРШЕННО СЕКРЕТНО", fon. SOVERSHENNO SEKRETNO (slov. STROGO 
TAJNO) in  
− rus. "СЕКРЕТНО - fon. SEKRETNO " (slov. TAJNO).  
 
Z Zakonom o državni skrivnosti je ruska vlada opredelila seznam dokumentov, ki se 
štejejo za zaupne, usklajuje pa ga vladna Medresorska komisija za zaščito državnih 
skrivnosti.  
 
Na Švedskem so zaupnosti urejene v Zakonu o dostopu javnosti do informacij in skrivnosti 
(2009:400)36, ki je nadomestil prejšnji Zakon o zaupnostih iz leta 1980. Ta zakon 
konkretneje ne ureja stopenj. Peto poglavje določa, da če je na podlagi javnega 
dokumenta mogoče domnevati, da gre za enega izmed pogojev, po katerem bi moral biti 
ta zaupen, je potrebno tak dokument označiti s posebnim zaznamkom. V primeru, da gre 
za dokument v elektronski obliki, se določi stopnjo zaupnosti, datum označitve in osebo, ki 
jo je določila. Švedska je kot država partnerica zveze NATO37, ohranila enake stopnje kot 
jih ima ta organizacija, s tem da se ob švedskih hkrati uporabljajo tudi angleške oznake 
zaupnosti. 
 
V nadaljevanju predstavljam preglednico tujih izrazov zaupnosti v štiristopenjski lestvici, v 
nekaterih državah, ki so razvrščene po abecednem vrstnem redu. 
 
Tabela 1: Oznake zaupnosti v nekaterih državah 
Država Strogo tajno38 Tajno Zaupno Interno 
Albanija  Teper Sekret Sekret Konfidencial I Kufizuar 
Avstralija  Top Secret Secret Confidential Restricted 











                                          
35 O tem glej 8. člen Zakona Ruske federacije o državni skrivnosti (rus. Закона Российской Федерации О 
государственной тайне), z dne 21. junija 1993, št. 5485-I in 1997/10/06 N 131-FZ. Dostopno 22.5. 2011 
na: www.fstec.ru/_razd/_isp0o.htm. 
36 O tem glej Offentlighets- och sekretesslag (2009:400). Dostopno 22. 5. 2011 na: 
www.notisum.se/rnp/sls/lag/20090400.htm#. 
37 Švedska ni članica NATA. Sodeluje le v Evroatlantskem partnerskem svetu (angl. Euro-Atlantic Partnership 
Council - EAPC). 




Strogo Povjerljivo Tajno Konfidencialno Restiktirano 
Ciper Άκρως Απόρρητο Απόρρητο Εµπιστευτικό 
Περιορισµένης 
Χρήσης 
Češka  Přísně tajné Tajné Důvěrné Vyhrazené 
Danska Yderst Hemmeligt Hemmeligt Fortroligt Til Tjenestebrug 
Estonija  Täiesti salajane Salajane Konfidentsiaalne Piiratud 




Secret défense Confidentiel défense Diffusion restreinte 
Grčija Άκρως Απόρρητο Απόρρητο Εµπιστευτικό 
Περιορισµένης 
Χρήσης 
Hrvaška Vrlo tajno Tajno Povjerljivo Ograničeno 
Irska  An-sicreideach Sicreideach Runda Srianta 





Protected A, B or C / 
Protégé A, B ou C 
Latvija  Sevišķi slepeni Slepeni Konfidenciāli Dienesta vajadzībām 
Litva  Visiškai Slaptai Slaptai Konfidencialiai Riboto Naudojimo 






Sigriet Kunfidenzjali Kunfidenzjali 
Nemčija Streng Geheim Geheim VS-Vertraulich 
VS-Nur für den 
Dienstgebrauch 
Nizozemska Zeer Geheim Geheim Vertrouwelijk 
Departementaal 
Vertrouwelijk 
Norveška  Strengt hemmelig Hemmelig Konfidensielt Begrenset 
Poljska Ściśle tajne Tajne Poufne Zastrzeżone 
Portugalska Muito Secreto Secreto Confidencial Reservado 
Romunija 
Strict Secret de 
Importanţă 
Deosebită 
Strict Secret Secret Secret de serviciu 




Slovaška Prísne tajné Tajné Dôverné Vyhradené 
Slovenija Strogo tajno Tajno Zaupno Interno 



















Dienstlich / Interne 
au service 
Velika Britanija Top secret Secret Confidential Restricted 
Vir: Wikipedija (2011)39 
 




NATO Secret NATO Confidential NATO Restricted40 
Evropska unija (EU) 
Tres secret UE / 
EU Top Secret 
Secret UE / 
EU Secret 
Confidentiel UE / EU 
Confidential 




Focal Top Secret 
W.E.U. 
Secret 
W.E.U. Confidential W.E.U. Restricted 
EURATOM  Eura top secret Eura secret Eura confidential Eura restricted 
Vir: Wikipedija (2011)41 
 
2.2 RAZVRSTITEV ZAUPNOSTI 
 
Ob proučevanju veljavne slovenske pozitivne zakonodaje ugotovimo, da je mogoče zelo 
enostavno prepoznati tiste zaupnosti, ki posegajo na občutljivo področje zasebnosti 
posameznika, gospodarske organizacije in države, in so kot take tudi označene. Na 
podlagi pregleda najbolj pogostih zaupnih podatkov te razvrščam na: 
− zaupnosti, vezane na posameznika (kot npr. osebne podatke, informacijsko zasebnost, 
varstvo tajnosti pisem in drugih občil ter komunikacijsko zasebnost),  
− gospodarske zaupnosti (kamor sodijo poslovni podatki gospodarske oziroma 
industrijske dejavnosti, to so poslovne skrivnosti in poslovne tajnosti, industrijska 
skrivnost42, proizvodna skrivnost, bančna tajnost, znanstvena tajnost43, umetniška 
tajnost, informacijska skrivnost itd.), 
− uradne zaupnosti (sem sodijo podatki, ki so v uporabi v različnih, s predpisi reguliranih 
upravnih dejavnostih, kot je npr. davčna tajnost, tajni podatki, tajnost v državni 
                                          
39 Vir dostopen 3. 4. 2011 na: www:en.wikipedia.org. 
40 Obstaja tudi oznaka zaupnosti NATO UNCLASSIFIED (NU), kar pomeni, da so dokumenti s to oznako last 
zveze NATO in niso namenjeni javnosti (razen, če Sekretariat to dovoli in tak dokument ustrezno označi kot 
"RELEASABLE FOR INTERNET TRANSMISSION" ali pa "NON SENSITIVE INFORMATION RELEASABLE TO 
THE PUBLIC"). 
41 Več o tem glej vir dostopen 3. 4. 2011 na: www.en.wikipedia.org/wiki/Classified_information ter v Sklepu 
Komisije o spremembi Sklepa 2001/844/EC, ECCS, Euratom, z dne 1. februarja 2005, Uradni list EU, L 
29/2005. 
42 Glej npr. 10. člen Zakona o ratifikaciji Sporazuma med Vlado Republike Slovenije in Vlado Ruske federacije 
o sodelovanju in medsebojni pomoči pri carinskih zadevah, Ur. list RS, št. 9/07. 
43 Glej npr. 21. člen Zakona o inšpekcijskem nadzoru-UPB1, Ur. list RS, št. 43/07 ali 203. člen Zakona o 
splošnem upravnem postopku-UPB2, Ur. list RS, št. 24/06. 
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statistiki, izpitna tajnost44, tajnost v primeru revizij postopkov, v inšpekciji, v delovnih 
razmerjih, zaupnosti navedene v drugih predpisih s področja informacijske dejavnosti, 
poklicna skrivnost ipd.). 
 
S to razvrstitvijo predstavljam področja, kjer zaupni dokumenti, zapisi, informacije in 
podatki ter védenja o tem nastajajo. Posameznik ima lastne zaupnosti, ki jih iz osebnih 
razlogov ne želi deliti z drugimi. Gospodarstvo je sfera, kjer se posameznik, enkrat kot 
delojemalec in drugič kot uporabnik storitev/proizvodov, dnevno srečuje z znanji in 
tehnološkimi spoznanji, kjer pa jih gospodarski subjekt, zaradi zagotavljanja 
konkurenčnosti in gospodarskih prednosti na trgu, varuje strožje in ščiti pred tretjimi 
osebami. Upravni aparat je v odnosu do posameznika in gospodarstva specifičen, saj 
lahko z legalnimi postopki posega v oba samostojna subjekta, tako v posameznika kot v 
gospodarstvo (od zgoraj navzdol). Pri tem gre za varovanje tistih zaupnosti, ki jih 
poseduje oblastna struktura in državni organi, varujejo pa se predvsem varnostno-
obrambni interesi, ki predstavljajo najvišjo obliko tveganja varnosti države45. 
 
V nadaljevanju so predstavljene krajše definicije nekaterih zaupnosti, ki jih poznamo v 




Koncept varstva osebnih podatkov je opredeljen v 38. členu Ustave Republike Slovenije46 
(Bogataj, 2004). Sistemski zakon, ki ureja področje varstva osebnih podatkov in 
preprečuje nezakonite, neustavne ter neupravičene posege v zasebnost in dostojanstvo 
posameznika pri obdelavi njegovih osebnih podatkov (Pirc Musar et al., 2005), je Zakon o 
varstvu osebnih podatkov47 (v nadaljevanju kratica: ZVOP-1). Poleg ZVOP-1 in drugih 
predpisov, ki urejajo obdelavo osebnih podatkov, se neposredno uporabljajo tudi določbe 
Konvencije Sveta Evrope o varstvu posameznikov glede na avtomatsko obdelavo osebnih 
podatkov48, ki slonijo na načelih in smernicah OECD o zaščiti zasebnosti posameznikov in 
transferu njihovih osebnih podatkov (Brvar, 1997). Čebulj (Čebulj in Žurej, 2005) hkrati 
doda, da so bila načela konvencije povzeta tudi v evropsko Direktivo o varstvu 
                                          
44 Glej podrobneje Zakon o maturi (ZMat-UPB1), Ur. list RS, št. 1/07 in Zakon o pravniškem državnem izpitu 
(ZPDI-UPB1), Ur. list RS, št. 83/03. 
45 Tu se v medsebojnem razmerju srečata posameznik, ki deluje enkrat kot delojemalec in varuje zaupnosti 
države in drugič kjer gre za istega posameznika, ki nastopa s svojimi pravicami nasproti državi. 
46 Koncept varstva osebnih podatkov sodi v področje zasebnosti. Mednje na podlagi Ustave RS štejemo 
pravico do osebnega dostojanstva in varnosti (35. člen), nedotakljivost stanovanja (36. člen), varstvo 
tajnosti pisem in drugih občil (37. člen), svobodo izražanja (38. člen) in svobodo vesti (41. člen). 
47 Glej Zakon o varstvu osebnih podatkov (ZVOP-1), Ur. list RS, št. 86/04. 
48 Slovenija je ratificirala Konvencijo leta 1994. Njen namen je, da na ozemlju vsake pogodbenice, posamezni 
osebi, ne glede na državljanstvo in prebivališče, zagotovi spoštovanje pravic ter temeljnih svoboščin, s tem 
tudi pravico do zasebnosti glede na avtomatsko obdelavo osebnih podatkov. 
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posameznikov pri obdelavi osebnih podatkov in o prostem pretoku teh podatkov49, ki je v 
uporabi tudi v Sloveniji. 
 
Osebni podatek je v ZVOP-1 opredeljen kot katerikoli podatek, ki se nanaša na 
posameznika, ne glede na obliko, v kateri je izražen. Posameznik je pri tem opredeljen kot 
določena ali določljiva fizična oseba50, na katero se osebni podatki nanašajo. Kot pravi 
Bogataj (2004), je subjekt varovanja osebnih podatkov lahko le posameznik – fizična 
oseba, ne pa na primer pravna oseba, saj njihovega varstva ne urejata niti ZVOP-1 niti 
Zakon o gospodarskih družbah (v nadaljevanju kratica: ZGD), ki varuje le poslovne 
podatke gospodarskega subjekta. Osebni podatek posameznika je lahko tudi informacija o 
njegovem zasebnem in družinskem življenju, pa tudi informacija o kakršnikoli dejavnosti, 
ki jo ta opravlja (Prelesnik, 2008).  
 
"Osnovni pogoj za obdelavo podatkov fizične osebe je torej zakonska določba, ki dovoljuje 
obdelavo takih podatkov ali pa pisna privolitev te osebe, izjemoma je dovoljena obdelava 
podatkov v primeru izpolnjevanja pogodbenih obvez, oseba pa je v pogodbenem razmerju 
z izvajalcem storitve" (Bogataj, 2004, str. 116–117). 
 
Osebni podatki se lahko pridobijo neposredno od posameznika, na katerega se nanašajo, 
možno pa je tudi zbiranje podatkov od drugih oseb ali drugih zbirk podatkov51. Obdelava 
osebnih podatkov mora temeljiti na zakonu52 in mora biti skladna s temeljnima načeloma 
zakonitosti in poštenosti53 (Čebulj, 2005). Vsaka obdelava osebnih podatkov ne pomeni 
posega v človekovo pravico do varstva osebnih podatkov, zato je tu pomembno omeniti 
tudi načelo sorazmernosti. Poseg v to pravico je ustavno dopusten, če je v zakonu 
natančno in določno opredeljeno, kateri osebni podatki se smejo obdelovati in za kakšen 
namen (Bien Karlovšek, 2008). Načelo sorazmernosti je potrebno, če hočemo doseči 
ravnotežje med varstvom in spoštovanjem ostalih človekovih pravic, kot so pravica do 
svobode mišljenja, prepričanja, veroizpovedi, itd.54 ter drugih vrednot sodobne družbe, 
kot je javna varnost (Mekinc et al., 2002). 
 
                                          
49 Direktiva Evropskega parlamenta in Sveta EU o zaščiti posameznikov pri obdelavi podatkov in o prostem 
gibanju takih podatkov z dne 24. 10. 1995 (95/46/EC), Ur. list, št. L 281/31-50, z dne 23. 11. 1995. 
50 Fizična oseba je določljiva le, če se jo lahko identificira tako, da razpoznava ne povzroča nesorazmerno 
velikih stroškov ali ne zahteva veliko časa (glej 2. točko 6. člena ZVOP-1). 
51 V takem primeru morajo biti opredeljeni oseba oziroma zbirka od koder se podatki zbirajo, vrsta podatkov, 
ki se posredno zbirajo in način zbiranja. 
52 Podzakonski predpis ne sme samostojno urejati pravic in obveznosti iz varstva človekovih pravic. Tako 
pooblastilo mu lahko podeli le zakon (opomba avtorja T. L.). 
53 Poštenost naj bi se pri obdelavi podatkov zagotavljala na način, da se posameznika predhodno pouči o 
zbiranju takih podatkov. 
54 Brez svobode izražanja misli, govora in javnega nastopanja, tiska in drugih oblik javnega obveščanja in 
izražanja, ni ne varstva človekovih pravic, ne demokracije, meni Mekinc. Ibidem. 
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Osebni podatki se lahko shranjujejo in uporabljajo le toliko časa, dokler je to potrebno za 
dosego namena. Ko je namen dosežen, jih je potrebno iz zbirke osebnih podatkov55 
izbrisati (Čebulj in Žurej, 2005). Taki podatki se hranijo le toliko časa, kot to zahtevajo 
računovodski standardi, davčna ali druga zakonodaja oziroma pri arhivski zakonodaji v 
skladu z roki, določenimi za hrambo zbirk in evidenc osebnih podatkov pri pristojnih 
arhivih (Žumer, 2003).  
 
Varstvo osebnih podatkov z vzpostavitvijo notranjih aktov v organizaciji, s katerimi se 
določi način varovanja podatkov, odgovornost uslužbencev in drugih oseb, delo varnostne 
službe, hišni red in podobno, vključuje tudi zavarovanje hrambe osebnih in drugih 
podatkov. 
 
Zakon daje posamezniku pravico do sodnega varstva ob zlorabi osebnih podatkov. 
Pomembna dolžnost upravljavca osebnih podatkov je zagotavljanje sledljivosti vsakega 
posega v zbirko podatkov. Pirc Musarjeva (2006) meni, da je ravno zagotavljanje 
sledljivosti način, s katerim je mogoče pozneje ugotoviti, kateri osebni podatki so bili 
posredovani, komu, kdaj in zakaj. Posameznik pa ima v zvezi z zbiranjem in obdelavo 
lastnih podatkov zagotovljeno pravico do vpogleda v zbrane podatke in pravico do 
zahteve popravka podatkov zbranih v evidenci (Čebulj in Žurej, 2005). 
 
Brvar (1996) ima prav, ko meni, da dopušča ZVOP-1 samo neposredno zbiranje podatkov 
o posamezniku, v posameznih primerih pa tudi od drugih oseb ali iz obstoječih zbirk. 
ZVOP-1 po njegovem mnenju res ne dopušča drugačnega zbiranja osebnih podatkov, toda 
zastavi se vprašanje, kaj v tem primeru pomeni tajno odpiranje pisem in prisluškovanje 
telefonu drugo kot zbiranje osebnih podatkov na način, ki ga ZVOP-1 ne pozna? Takoj 
ugotovimo, da je pravica do varstva osebnih podatkov sicer univerzalna, a ni absolutna. 
To ugotavlja tudi Pirc Musarjeva (2009) ki pravi, da pravica do zasebnosti, do tajnosti 
pisem in občil ter varstva osebnih podatkov, ne sodi med absolutne pravice, saj je njihovo 




Izraz informacijska zasebnost se v novejši literaturi pojavlja kot vzporeden izraz za 
zajemanje, zbiranje, upravljanje in varovanje osebnih podatkov oziroma konkretneje, 
informacijskih podatkov o posamezniku56. 
 
Informacijska zasebnost ni tajnost kot taka, vendar je mogoče pridobljene informacije 
(podatke) o posamezniku šteti kot obvezo varstva osebnih podatkov (v našem primeru po 
ZVOP-1). 
                                          
55 Zakon uporablja naslednje izraze, s katerimi opisuje izbris podatka: izbris, uničenje, blokiranje in 
anonimiziranje. 
56 Identifikatorji so npr.: ime, priimek, EMŠO, davčna številka, številka zdravstvenega zavarovanja druge 
osebne številke, osnovni podatki s katerimi je mogoče prepoznati posameznika itd. 
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Anžič (Anžič in Klopčič, 2000) pravi, da je informacijska zasebnost ena od treh sestavin 
zasebnosti. Prva je zasebnost v prostoru, ki se nanaša na željo posameznika, da ima 
možnost biti sam, torej da je ločen od fizične prisotnosti drugih ljudi (v Zupančič et al., 
2001). Druga je zasebnost, ki se nanaša na svobodo misli, opredelitve in izražanja 
(podobno o tem Čebulj, 1992), tretja pa v zahtevi, želji in potrebi posameznika, da obdrži 
informacije o sebi le zase, ker jih ne želi deliti z drugimi. Z vidika ohranitve lastne 
informacijske zasebnosti ima enako mnenje tudi Demšar (2002) ko pravi, da lahko oseba 
informacije o sebi obdrži vedno, kadar noče, da bi bili z njimi seznanjeni drugi. Lampe 
(2003, str. 125) razvrsti informacijsko zasebnost v dve obliki, in sicer na 
"korespondenčno" in "komunikacijsko". Kot posebno področje posameznikove 
informacijske zasebnosti pa obravnava t.i. zasebnost varstva osebnih podatkov (angl. 
Data privacy).  
 
Z informacijsko zasebnostjo posameznika označujemo njegov dejanski nadzor nad 
informacijami o sebi, ne glede na njihovo količino. Informacijska zasebnost osamljenega 
posameznika je formalno visoka, toda zanj neprimerna, védenje okolja o posamezniku pa 
je tako majhno, da je zanj lahko škodljivo (Brvar, 1997).  
 
Varstvo osebnih podatkov se nanaša na varstvo integritete posameznika v smislu njegove 
pravice do informacijske zasebnosti, ki je tudi moralno-etično in pravno vprašanje. Zloraba 
varstva osebnih podatkov je največkrat vezana na nespoštovanje temeljnih načel in 
standardov glede varstva informacijske zasebnosti posameznika. Zato Brvar (1996) pravi, 
da bi morali slovenski ZVOP-1 nadomestiti z zakonom o varovanju informacijske 
zasebnosti posameznika. Po njegovem je lahko le to prava varovana vrednota, saj se v 
praksi varuje ta danes le deloma z ZVOP-1. 
 
Tajnost pisem in drugih občil in komunikacijska zasebnost 
 
Poseg v tajnost pisem in drugih občil (ali komunikacijsko zasebnost) je prepovedan vsem, 
najprej državi, pa tudi posameznikom, pri čemer velja izpostaviti tudi odnos delodajalca 
do posameznika (delojemalca). Pogoje omejitve pravice do tajnosti pisem in drugih občil 
vsebuje drugi odstavek 37. člena Ustave RS57, ki dovoljuje izreden poseg v svobodo 
komuniciranja le, če so izpolnjeni naslednji pogoji (glej Makarovič, 2008): 
− da je poseg določen v zakonu;  
− da poseg s svojo odločbo dovoli sodišče; 
− da je določno omejen čas izvajanja posega: 
− da je poseg nujen za uvedbo ali potek kazenskega postopka ali pa za varnost države. 
                                          
57 Ustava zagotavlja tajnost pisem in drugih občil ter varuje svobodo komuniciranja. Ta pravica zagotavlja 
varstvo posameznikovega interesa, da se brez njegove privolitve nihče ne seznani z vsebino sporočila, ki ga 
posreduje prek kateregakoli sredstva, ki omogoča izmenjavo oziroma posredovanje informacij, kot tudi, da 
svobodno odloča o tem, komu, v kakšnem obsegu, na kakšen način in pod kakšnimi pogoji bo posredoval 
določeno sporočilo. Gre za varstvo svobodne in nenadzorovane komunikacije in s tem zaupnosti razmerij, v 
katere pri sporočanju stopa posameznik. Glej o tem tudi odločitev Ustavnega sodišča RS, št. Up-106/05-27, 
z dne 2. 10. 2008. 
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Jenull (2009) pojem tajnosti občil razlaga v najširšem pomenu tako, da zajema tudi 
podatke o komunikacijskem prometu. Varstvo obsega tako najrazličnejše načine 
sporazumevanja na daljavo:  
− preko telefona, telefaksa, elektronskih sporočil itd.;  
− oblike in vsebine občevanja nista odločilnega pomena; 
− varovano je pošiljanje pisnih, zvočnih in slikovnih sporočil;  
− ni nujno, da gre za prenos po javni pošti ali javnem omrežju in da je udeleženec 
lastnik komunikacijskega sredstva;  
− varovano je vsakršno komuniciranje;  
− kot prometni podatki so varovane vse okoliščine in dejstva povezana s komunikacijo, 
poleg klicanih številk tudi čas klica in trajanje pogovora, drugi podatki za identifikacijo, 
vzpostavljene zveze, količina prenesenih podatkov in kraj opravljene storitve;  
− za poseg velja tako zaseg posredovanega sporočila kot njegovo prestrezanje v 
realnem času, ne glede na to, ali je bilo zaseženo ali prestreženo sporočilo 
uporabljeno; 
− zagotovljena je tajnost za vsakogar, ne glede na to, s kakšnim sredstvom se uporablja 
sporočilo in kdo je lastnik tega sredstva, pomembno je le upravičeno pričakovanje 
zasebnosti. 
 
Žirovnik (2001) šteje med posebne ukrepe kontrolo telefona in drugih komunikacijskih 
sredstev in občil ter kontrolo pisem in drugih pošiljk. Kot ugotavlja Lampe (2003) civilno 
pravo le ni tako »filigransko«, namreč vse oblike posegov v tajnost občil, ki jih navaja 
Kazenski zakonik (v nadaljevanju kratica: KZ-1), nedvomno predstavljajo tudi poseg v 
(osebnostno) pravico do zasebnosti. 
 
Omenim lahko, da varstvo tajnosti pisem in občil zagotavljajo predvsem zakoni, ki urejajo 
poštni promet in poštne storitve, npr. Zakon o poštnih storitvah58 in  predpisi, ki urejajo 
institucionalno zdravstveno ali pa kazensko procesno varstvo posameznika, kot npr.: 
                                          
58 Zakon v drugem odstavku 53. člena določa, da morajo izvajalci poštnih storitev (tudi poštni uslužbenci in 
pismonoše) varovati tajnost poštnih pošiljk, prav tako ne smejo pridobivati informacij o vsebini poštnih 
pošiljk ter podatkov o dejstvih in okoliščinah iz poštnega prometa. Če pa morajo pridobiti take podatke, jih 
lahko pridobijo le v obsegu in toliko časa, kot je to potrebno za izvajanje poštnih storitev, reševanje 
reklamacij in pritožb. Izvajalci poštnih storitev lahko ob soglasju posameznika dajejo podatke, ki so jih 
pridobili o tem posamezniku. Za soglasje se šteje izrecna pisna privolitev posameznika. 
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Zakon o duševnem zdravju59, Zakon o izvrševanju kazenskih sankcij60, Zakon o kazenskem 
postopku61.  
 
Tu je potrebno zastaviti naslednje vprašanje: "Se komunikacijska zasebnost razlikuje od 
informacijske zasebnosti?"  
 
Če sledimo mnenju Cerarja (2010), zagotovo. Komunikacijsko zasebnost opredeli kot 
zasebnost dopisovanja, telefonskega in internetnega komuniciranja. Podobno meni tudi 
Lemut Strletova (2009), ki jo označuje kot tisto, kar zagotavlja varstvo posameznikovega 
interesa, da se brez njegove privolitve ne sme nihče seznaniti z vsebino sporočila, ki ga 
ena oseba posreduje drugi prek tehničnega sredstva, ki omogoča izmenjavo oziroma 
posredovanje informacij62. Gre za varstvo svobodne in nenadzorovane komunikacije in s 
tem zaupnosti razmerij, v katere pri sporočanju vstopa posameznik63. 
 
Posega Čeč (2007) meni, da je prav varstvo osebnih podatkov tesno povezano s pravico 
do informacijske zasebnosti. Informacija pridobljena s posegom v komunikacijsko 
zasebnost pa je osebni podatek, ki kaže na lastnosti, stanja ali razmerja posameznika 
(Šepec, 2010). Cunk (2010) navaja primer odločbe Ustavnega sodišča RS, kjer je to 
sklenilo, da pravno varstvo komunikacijske zasebnosti ne obsega samo vsebine 
komunikacije, temveč tudi dejstva in okoliščine, povezane s komunikacijo. Predmet 
varstva so tako tudi podatki iz izpisa telefonskega spomina (zadnji opravljeni in zadnji 
neodgovorjeni telefonski klici ter vsebina SMS sporočil), saj je že Evropsko sodišče za 
človekove pravice (v nadaljevanju kratica: ESČP) razsodilo, da so podatki o klicanih 
telefonskih številkah sestavni del telefonskih komunikacij. 
 
V praksi sta se v zvezi s tem izoblikovala dva pristopa. Ameriški daje prednost delodajalcu, 
evropski pa daje prednost zaposlenemu64 (Kovačič, 2010). Selinškova (2010) povzema, da 
delavci v zasebnem sektorju v ZDA nimajo ustavno varovane pravice do komunikacijske 
                                          
59 Zakon omogoča v 19. členu dopisovanje osebi, pri čemer se mora zagotoviti tajnost vsebine sporočil vseh 
oblik dopisovanja. Nadzor nad vsebino pošiljk opravijo ob prisotnosti osebe, pooblaščeni zaposleni. 
60 Obsojencu se dovoljuje prejem in pošiljanje pisemskih pošiljk preko zavoda v zaprtih kuvertah, kjer mu 
mora biti zagotovljena tajnost pisem in drugih občil. Omogočeno mu je tudi neomejeno dopisovanje z 
ožjimi družinskimi člani, z drugimi osebami pa le, če to odobri upravnik zavoda. Nadzor nad pošiljkami se 
izvede, kadar gre za utemeljen sum vnašanja predmetov, ki jih ni dovoljeno posedovati, pregled pa opravi 
pooblaščena oseba z navzočnostjo pri odpiranju pisemske pošiljke, ki pa vsebine pisma ne sme prebirati. 
Obsojencu je omogočena pravica do telefonskih pogovorov z ožjimi družinskimi člani, omeji ali prepove pa 
jih lahko upravnik zavoda. 
61 Priporniku se omejuje pravica do dopisovanja v primeru disciplinskih prestopkov, ki mu ga lahko izrečeta 
preiskovalni sodnik ali predsednik senata. 
62 Od podatkov o prometu je potrebno ločiti podatke o vsebini, ki nakazujejo na vsebino komunikacije in 
katerih zbiranje je hujši poseg v posameznikovo zasebnost. 
63 Več o tem glej tudi odločbo Ustavnega sodišča RS, št. Up-106/05-27, z dne 2. 10. 2008. 
64 Za Slovenijo je po mnenju Kovačiča bolj pomembno dejstvo, da se je evropska pravna praksa postavila na 
stališče, da lastninska pravica ne prevlada samodejno nad pravico do zasebnosti, kar pomeni, da je pravico 
do zasebnosti do določene mere potrebno spoštovati tudi na delovnem mestu. 
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zasebnosti, ampak jim to pravico podeljujejo le zakonodaje nekaterih zveznih držav, ki pa 
so pri teh vprašanjih bolj naklonjene delodajalcem kot delavcem65.  
 
Zupančič (2001) v primeru Halford vs. United Kingdom zavzame skoraj identičen odgovor, 
kot ga je Vrhovno sodišče ZDA podalo v primeru Katz vs. United States, s katerim je že 
leta 1967 uvedlo doktrino "pričakovane zasebnosti", po kateri je posameznikova zasebnost 
varovana povsod, kjer jo lahko upravičeno pričakuje, ne glede na to, ali je bil s posegom v 
zasebnost hkrati izvršen tudi poseg v lastninsko pravico. Pirc Musarjeva (2008b, str. 6-8) 
pri tem opozarja: "da je ključna maksima ustavnega varovanja zasebnosti ta, da pravo ne 
ščiti zgolj prostorov, lastnine ali lastnikov, temveč posameznike, ki v določenem trenutku, 
v določenem prostoru ali pri določenem ravnanju upravičeno pričakujejo svojo zasebnost." 
 
V nadaljevanju povzemam nekatere naključne primere odločitev o kršitvah pravice do 
tajnosti občil in komunikacijske zasebnosti, o katerih je odločalo slovensko Ustavno 
sodišče, Vrhovno sodišče in Varuh človekovih pravic. 
 
Primer 1: Branje dokazov seznama telefonskih številk ter izvedba branja SMS-sporočil iz 
telefonskega spomina brez odredbe sodišča ni dovoljena. 
 
V zadevi št. Up-106/05-27, z dne 2. 10. 2008, je Ustavno sodišče odločilo, da policija v 
predkazenskem postopku brez sodne odločbe ne sme pridobiti podatkov, ki sodijo v 
ustavno varovano pravico do komunikacijske zasebnosti. Obsojenec, ki je bil za kaznivo 
dejanje neupravičenega prometa z mamili, obsojen na šest let zapora in izgon iz 
Slovenije, je v kazenskem postopku zatrjeval, da so bili podatki, ki so se nahajali na 
njegovi zaseženi SIM kartici, pridobljeni brez odredbe preiskovalnega sodnika, zato naj bi 
šlo za zbiranje nedovoljenih dokazov66. Sodišče je dokaz izvedlo s tem, da je prebralo 
                                          
65 Avtorica obravnava primer odločitve Vrhovnega sodišča ZDA (št. 560 U.S. 2010), v zadevi City of Ontario vs. 
Quon, kjer je policija zaposlenim dodelila pozivnike za prejemanje in pošiljanje sporočil. Pri g. Quonu je 
ugotovila, da je v službenem času poslal 456 sporočil, od tega le 57 službenih, za kar je bil tudi disciplinsko 
kaznovan. O pritožbi so odločala ameriška sodišča in priznala, da je Quon glede na naravo svojega 
delovnega mesta lahko pričakoval zasebnost sporočil, ki jih je prejemal in pošiljal, a se je njegova pravica 
do zasebnosti na koncu morala podrediti legitimnim interesom delodajalca. Selinškova meni, da če bi bil 
Quon uslužbenec katere od držav pogodbenic Evropske konvencije o varstvu človekovih pravic in temeljnih 
svoboščin, bi bila končna odločitev zagotovo drugačna, saj temelji evropski model zasebnosti na delovnem 
mestu na podlagi prakse ESČP (o tem glej tudi primer Halford vs. UK in Copland vs. UK). Stališče ESČP je, 
da lahko delavec utemeljeno pričakuje zasebnost pri komunikaciji s službenimi sredstvi, če je bil vnaprej 
obveščen o možnosti nadzora komunikacije. Delodajalec, ki bi nadziral komunikacijo delavca prek 
službenega komunikacijskega sredstva, na katerem se pričakuje zasebnost, zagotovo krši 8. člen EKČP. Iz 
primera Halford vs. UK in Copland vs. UK (glej mnenje Informacijskega pooblaščenca št. 0712-413/2009/2, 
z dne 21. 9. 2009), ki ju je obravnavalo ESČP, je mogoče potrditi, da so prometni podatki tudi osebni 
podatki. Predmet varstva pa ni zgolj sama vsebina komunikacije, temveč vsi podatki, ki so del te 
komunikacije. Pri uporabi telefona uživa posameznik pravno varstvo v vsebini pogovora in podatkih, 
povezanih s telefonsko komunikacijo (npr. spremljanje klicanih številk z določenega telefona, čas klica in 
trajanje pogovora). 
66 Višje sodišče je obrazložilo, da je do zasega SIM kartice in telefona prišlo zato, da se ugotovi morebitne 
telefonske stike obsojenega z morebitnimi drugimi vpletenimi osebami in se na ta način razjasnita vloga in 
ravnanje pritožnika. Šlo je za predmete, ki so lahko dokaz v kazenskem postopku. 
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seznam telefonskih številk in izpis iz telefonskega spomina. Z izvedbo dokaza branja SMS 
sporočil pa naj bi sodišče po mnenju Ustavnega sodišča RS poseglo v pritožnikovo pravico 
do zasebnosti ter v njegova pravna jamstva v kazenskem postopku67. Ustavni sodniki so 
sklenili, da je potrebno podatke, ki so razvidni iz izpisa telefonskega spomina, glede na 
njihovo naravo obravnavati kot sestavni del komunikacijske zasebnosti. Zato pomeni 
pridobitev podatkov o zadnjih opravljenih in zadnjih neodgovorjenih klicih ter vpogled v 
vsebino SMS sporočil, vpogled v vsebino komunikacije ter s tem poseg v pravico iz prvega 
odstavka 37. člena68 Ustave RS. V tej zadevi je Ustavno sodišče RS razveljavilo sodbe 
predhodnih sodišč in vrnilo zadevo Okrožnemu sodišču v novo odločanje. 
 
Primer 2: Pridobivanje podatkov, ki se nanašajo na vsebino poštne pošiljke ter drugi 
podatki vezani na poštne pošiljke 
 
Vrhovno sodišče RS69 je v načelnem pravnem mnenju podalo vprašanje, ali imajo organi 
za notranje zadeve za izsleditev storilcev kaznivih dejanj, glede na določbo v Zakonu o 
kazenskem postopku (v nadaljevanju kratica: ZKP), pravico zbirati "potrebna obvestila 
neposredno od oseb". Iz Ustave RS namreč izhaja, da v primerih, ko gre za pridobivanje 
podatkov, s katerimi se posega v ustavno zagotovljene človekove pravice in temeljne 
svoboščine, se ti podatki lahko pridobijo samo s privolitvijo tistega, na katerega se 
nanašajo oziroma na podlagi odločbe sodišča. Kot sporno se je pojavilo vprašanje, ali je 
na podlagi omenjenega pooblastila v ZKP, policija pooblaščena, da od poštnih uslužbencev 
zahteva posredovanje podatkov, ki se ne nanašajo na samo vsebino poštne pošiljke, 
temveč tudi na druge podatke70, kot so podatki o naslovniku ali pošiljatelju poštne 
pošiljke, podatki o času oddaje ali sprejema pošiljke, številu pošiljk, njihovi obliki in teži, 
podatki o klicanih telefonskih številkah, času klicev, dolžini pogovorov in podobno. 
Vrhovno sodišče RS načelno meni, da policija od poštnih uslužbencev ni upravičena 
zahtevati podatkov, ki se nanašajo na poštne pošiljke, čeprav ne gre za podatke o vsebini 
pošiljke, temveč za druge podatke, ki so jih poštni uslužbenci dolžni varovati tudi kot 





                                          
67 Glede pregleda vsebine zaseženih predmetov (seznama klicanih telefonskih številk, izpisa telefonskega 
spomina) gre za analogno situacijo kot pri zasegu drugih predmetov, ki pomenijo komunikacijo storilca z 
drugimi osebami, kot je npr. pismo ali osebni dnevnik. 
68 37. člen Ustave RS določa: "Zagotovljena je tajnost pisem in drugih občil". 
69 Glej načelno pravno mnenje Vrhovnega sodišča Republike Slovenije, 18. 6. 1996, št. VS033495, Pravna 
mnenja VSS 1/96, str. 20. 
70 Druge podatke šteje poštni zakon za tako pomembne, da jih glede varovanja njihove tajnosti izenačuje z 
vsebino pisma oziroma poštne pošiljke. Zato v širšem pomenu pojem tajnosti pisem in drugih poštnih 
pošiljk vključuje tudi druge podatke, ki so v zvezi s poštnimi pošiljkami. 
71 Tako bi sporočanje drugih podatkov v zvezi s poštnimi pošiljkami lahko pomenilo kaznivo dejanje 
neupravičene izdaje poklicne skrivnosti po 142. ali 236. členu KZ-1. Tudi to govori proti stališču, da bi lahko 
brez odločbe sodišča policija zahtevala obravnavane podatke neposredno od delavcev pošte. 
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Primer 3: Prebiranje pisemskih pošiljk posameznika v domu starostnikov 
 
Varuh človekovih pravic je v letu 2001 obravnaval pobudo72 posameznika v domu 
starostnikov, ki je navajal, da naj bi mu socialna delavka odpirala njegovo zasebno pošto. 
Varuhu je predstojnik doma starostnikov pojasnil, da je bila pošta odprta pomotoma, ker 
je bila založena med uradno pošto. Socialna delavka je Varuhu za človekove pravice 
potrdila, da se z vsebino pošte ni seznanila saj naj bi takoj po odprtju ugotovila zmoto, 
posamezniku zadevo pojasnila in se mu opravičila. Varuh je v tem primeru osebo obvestil, 
da je podano opravičilo primerno zadoščenje za kršitev njegove pravice. V primeru 
ponovnega nezakonitega posega, pa ga je seznanil s tem, da lahko zoper kršiteljico sproži 




Pojav zasebne lastnine proizvajalnih sredstev in svobodno delovanje trga ustvarjata 
potrebo po varovanju specifičnih podatkov in informacij, pomembnih za dosego 
gospodarskih prednosti in večjega donosa podjetij na trgu.  
 
Slovenski Zakon o gospodarskih družbah73 določa, kateri podatki se štejejo za poslovno 
skrivnost. V 39. členu je navedeno, da se za poslovno skrivnost štejejo podatki, za katere 
tako določi družba s pisnim sklepom, ne glede na to pa se za poslovno skrivnost štejejo 
tudi podatki, za katere je očitno, da bi družbi škodovalo, če bi zanje izvedela 
nepooblaščena oseba. Velja tudi zakonska omejitev, da za poslovne skrivnosti ne morejo 
biti opredeljeni podatki, ki so po zakonu javni ali kršijo zakon in dobre poslovne običaje. 
Kot poslovno skrivnost lahko organizacije opredelijo najrazličnejše podatke, dokumente, 
računalniške aplikacije, tehnološka sredstva, orodja in opremo ter lokacije, kjer se hranijo 
dokumenti z zaupnimi podatki.  
 
Gospodarska družba s sklepom (praviloma s pravilnikom o poslovni skrivnosti ali pa v 
statutu) opredeli varovane podatke in podatke, ki to niso, način varovanja in odgovornost 
oseb v primeru razkritja (za družbenike, zaposlene, člane organov in druge osebe, npr. 
bivše družbenike ali zaposlene, poslovne partnerje ali pa osebe, ki z družbo še niso 
vzpostavili poslovnega razmerja, se pa z njo dogovarjajo za sodelovanje), časovno 
dolžnost varovanja poslovnih skrivnosti, krog oseb ki jih veže dolžnost varovanja, njihove 
pravice, obveznosti in odgovornosti (Stankić-Rupnik, 2005). 
 
Potočnikova (2009) in Petrovčič (2008) menita, da je poslovna skrivnost lahko vsak 
podatek (informacija, dejstvo), ki je za neko podjetje specifičen, ne glede na nosilec in 
obliko, pomeni pa zanj konkurenčno prednost in sme biti po volji podjetja znan le 
določenemu krogu ljudi. Za Kopa (1995) in Žirovnika (2005) je to sad dela, znanja, 
pridnosti in požrtvovalnosti sodelavcev v podjetju. Poslovne skrivnosti deli Stankić-
                                          
72 Glej zadevo Varuha človekih pravic št. 1.7-19/01, z dne 18. 10. 2011. 
73 Glej Zakon o gospodarskih družbah - UPB3, Ur. list RS, št. 65/09. 
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Rupnikova v grobem na poslovne in tovarniške, pri čemer zajemajo prve podatke o 
finančnem, tržnem, marketinškem in kadrovskem položaju podjetja, druge pa podatke o 
proizvodnem procesu. Podobno razmišlja tudi Golob (1997), ki je bolj jasen pri 
opredeljevanju zaupnih podatkov o poslovodenju. Zanj so to dokumenti o strategiji 
razvoja podjetja, o izvajanju marketinga in o poslovnih partnerjih, dokumenti s finančnimi 
in računovodskimi informacijami in informacije o proizvodnji in proizvodih74. Za Cvetka 
(1999) je varovanje poslovne skrivnosti pomembna kategorija zato, ker ne varuje samo 
interesa posameznega delodajalca, ampak ima tudi narodnogospodarski pomen.  
 
Bučar (1996) ugotavlja, da sta informacijska zaščita zasebnosti in lastnine v bistvu zaščita 
lastnine kot pravnega temelja družbene zgradbe, kjer mora za zaščito lastnega 
premoženja poskrbeti lastnik sam. To pomeni, da bolj kot je podjetje uspešno, bolj se 
sooča z nevarnostjo, da bodo konkurenti skušali posnemati njegove proizvode, postopke 
poslovanja ali pa mu celo škodovati (Kop, 1991). Tu skušajo organizacije in države, ki 
zaostajajo v tehnološkem razvoju to nadoknaditi s krajo intelektualne lastnine 
najnaprednejših podjetij (Lukman in Bernik, 2008). Tem tako ni tuje niti gospodarsko 
vohunjenje niti zloraba poslovnih skrivnosti. Zagotavljanje konkurenčne prednosti je le 
eden izmed temeljev uspešnega poslovanja podjetij, meni Golob (1997).  
 
Poleg pravilnika so za aktivno zaščito poslovnih skrivnosti potrebni tudi tehnični ukrepi. V 
praksi se pogosto kot instrument zaščite uporablja konkurenčna klavzula, ki obvezuje vse 
subjekte k varovanju poslovne skrivnosti tudi izven podjetja, ne glede na dejstvo, da so 
vedele, ali bi glede na naravo podatka morale vedeti za to, da je nek varovan podatek 
tudi poslovna skrivnost. Prepoved konkurenčnega delovanja se torej nanaša na osebe v 
gospodarski družbi, ki je nosilka poslovne dejavnosti (Stankić-Rupnik, 2005). Konkurenčna 
prepoved pa sme biti omejena le v tolikšni meri in v takem času, kolikor je to nujno 
potrebno za vzdrževanje zaupnega razmerja in doseganje ciljev pogodbe, meni Brus 
(2002). Zabel (1999) ugotavlja, da so tipična zaupna razmerja, ki nastanejo zaradi 
udeležbe v podjetju, razmerja med družbeniki samimi, razmerja družbenikov do tretjih 
oseb ter razmerja med družbo in njenimi družbeniki oziroma delničarji. Ta razmerja 
nalagajo obveznost, da se te osebe vzdržijo ravnanj, ki bi lahko škodila drugim 
udeležencem (kot je npr. razkritje poslovne skrivnosti, pridobivanje podatkov, ki so 




V veljavni slovenski zakonodaji srečamo pri uporabi gospodarskih zaupnosti v uporabi še 
en izraz. Gre za poslovno tajnost, ki je sopomenka izraza poslovna skrivnost. Uporaba 
enega ali drugega izraza je odvisna predvsem od pripravljavca zakona, ki se je odločil za 
ta ali oni izraz, in je ostal zapisan v pozitivni zakonodaji. Posebnega razlikovanja slovenska 
                                          
74 Sem šteje tudi podatke o industrijskih in tehnoloških procesih, fazah proizvodnje, o modifikacijah 
posameznih strojev, o konstrukcijah, vrstah uporabljenega materiala, podatke o proizvodnji materialov 
(formule, recepte …) druge projekte ter elaborate zaščite in varovanja. 
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kazenskopravna in upravnopravna stroka ne obravnava. Razlikovanja in drugačnega 
razumevanja pa tudi ni mogoče zaznati v praksi drugih držav. Gre torej za nekakšen 
únikum, ki je značilen le za slovensko pravno izrazoslovje. 
 
Že iz naslova je mogoče ugotoviti, da gre za varovanje podatkov, ki nastajajo v 
poslovnem odnosu med posameznikom in gospodarskim subjektom, med gospodarskim 
subjektom in državo, lahko pa tudi med posameznikom in državo. 
 
V nadaljevanju navajam nekatere zakone, ki vsebujejo v določbah bodisi izraz poslovna 
tajnost bodisi poslovna skrivnost. Ti izrazi so podčrtani. 
 
Zakon o poštnih storitvah75 ureja v drugem poglavju zagotavljanje informacij, kjer v 
tretjem odstavku 61. člena določa, da morajo izvajalci poštnih storitev dati agenciji na 
njeno zahtevo vse podatke in informacije o izvajanju univerzalne storitve, pri tem pa jih 
opremiti z oznako zaupnosti ali poslovne tajnosti skladno z zakonom, ki ureja gospodarske 
družbe. Agencija pa mora pri objavi v skladu z zakonom varovati poslovno tajnost in 
druge poslovno občutljive podatke. V primeru sporočanja primernih informacij Evropski 
komisiji mora ohraniti tudi stopnjo zaupnosti in poslovne tajnosti. 
 
Zakon o šolski inšpekciji76 določa, da mora inšpektor varovati poslovno, uradno ali drugo 
tajnost, s katero se seznani pri opravljanju inšpekcijskega nadzorstva. Pri tem dolžnost 
varovanja uradne ali druge tajnosti ne preneha tudi po prenehanju delovnega razmerja, 
hkrati pa je dolžan varovati tudi tajnost vira prijave, sporočila oziroma pritožbe. 
 
Zakon o igrah na srečo77 v 87. členu določa, da morajo delavci kot poslovno skrivnost 
varovati podatke o igralcih, do katerih so prišli pri opravljanju svojih nalog. V 118. členu 
pa, da se z globo kaznuje za prekršek osebo, ki sodeluje pri izvajanju posebnih iger na 
srečo, če kot poslovno tajnost ne varuje podatkov o igralcih, do katerih je prišel ob 
svojem delu. Četrti odstavek 78. člena opredeli, da so podatki iz posebne evidence o 
igralcih poslovna skrivnost. Med nalogami nadzornega organa v 108. členu pa velja 
obveza poslovne skrivnosti za osebe, ki sodelujejo pri opravljanju nadzora in so bile v 
procesu seznanjene s pridobljenimi podatki in informacijami. 
 
Zakon o krmi78 v 27. členu ureja dolžnosti pravnih in fizičnih oseb ob inšpekcijskem 
nadzoru, ki morajo pooblaščeni uradni osebi – inšpektorju omogočiti nemoteno 
opravljanje uradnega nadzora, pri tem pa mu morajo predložiti zahtevane listine in 
podatke. Četrti odstavek določa dolžnost inšpektorja, da mora v skladu s predpisi o 
poslovni tajnosti, varovati podatke, ki pomenijo poslovno tajnost.  
 
                                          
75 Glej Zakon o poštnih storitvah (ZPSto-2), Ur. list RS, št. 51/09. 
76 Glej Zakon o šolski inšpekciji (ZSoll-UPB1), Ur. list RS, št. 114/05. 
77 Glej Zakon o igrah na srečo (ZIS-UPB3), Ur. list RS, št. 14/11. 
78 Glej Zakon o krmi (ZKrmi-1), Ur. list RS, št. 127/06. 
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Zakon o zadrugah79 v šestem členu med drugim določa, da morajo zadružna pravila 
urejati med ostalim tudi poslovno tajnost zadruge. 
 
Zakon o varstvu konkurence80 v 13. členu našteva dejanja nelojalne konkurence, med 
drugim tudi protipravno pridobivanje poslovne tajnosti drugega podjetja ali neupravičeno 
izkoriščanje zaupane poslovne tajnosti drugega podjetja. 
 
Zakon o kemikalijah81 v 38. členu opredeli, da mora zavezanec utemeljiti, da mu razkritje 
določenih podatkov, ki predstavljajo proizvodne ali poslovne skrivnosti, lahko povzroči 
poslovno škodo. Med tajne podatke oziroma poslovne skrivnosti pa ne štejejo podatki, ki 
so pomembni za varovanje ljudi in okolja. Nekoliko nejasen je tudi 60. člen, ki v 14. točki 
pravi: "Na zahtevo držav uvoznic, v katere namerava proizvajalec s svojim sedežem v 
Republiki Sloveniji izvažati nevarno snov, mora organ, pristojen za kemikalije, sporočiti 
podatke, ki se ne štejejo za tajne oziroma poslovne in proizvodne skrivnosti."82 
 
Zakon o biocidnih proizvodih83 v 48. členu v zvezi s tajnostjo podatkov prav tako omenja 
proizvodne ali poslovne skrivnosti, in sicer v razmerju, če predlagatelj utemelji, da bi mu 
razkritje polne sestave biocidnega proizvoda in določenih podatkov, drugim osebam razen 
Evropski komisiji ter pristojnim organom, povzročilo poslovno škodo, lahko take podatke 
označi s stopnjo tajnosti84.  
 
Obligacijski zakonik85 v poglavju Varovanje poslovnih skrivnosti v 817. členu opredeli, da 
je zastopnik dolžan varovati poslovne skrivnosti svojega naročitelja, za katere je zvedel v 
zvezi s poslom, ki mu je bil zaupan86. 
 
Zakon o javnem naročanju na vodnem, energetskem, transportnem področju in področju 
poštnih storitev87 v 83. členu glede odločitve o oddaji naročila pravi, da sme naročnik 
zavrniti zahtevo za dodatno obrazložitev odločitve, če bi bilo razkritje podatkov v 
nasprotju s predpisi, ali pa bi se s tem razkrilo poslovno skrivnost ponudnika, ali če bi 
                                          
79 Glej Zakon o zadrugah (ZZad-UPB1), Ur. list RS, št. 62/07. 
80 Glej Zakon o varstvu konkurence, Ur. list RS, št. 18/93. 
81 Glej Zakon o kemikalijah (ZKem-NPB3), Ur. list RS, št. 110/03. 
82 Tu se srečamo z novo skrivnostjo proizvodne narave. Še bolj nerazumljiv pa je zadnji stavek, ko 
zakonodajalec navaja tajne, poslovne in proizvodne skrivnosti. Verjetno so tu mišljeni vsakršni zaupni 
podatki.  
83 Glej Zakon o biocidnih proizvodih (ZBioP), Ur. list RS, št. 61/06. 
84 Tu se pojavi dvoumnost ali gre za stopnje kot to določa EU ali naš Zakon o tajnih podatkih? 
85 Glej Obligacijski zakonik (OZ-UPB1), Ur. list RS, št. 97/07. 
86 Hecno zveni drugi odstavek istega člena, ki pravi, da zastopnik odgovarja, če take skrivnosti zlorabi ali jih 
odkrije drugemu. Vprašanje je, ali je res mogoče tako enostavno razkriti skrivnosti? Ali je zloraba zaupanja 
manj vredna od skrivnosti in poslovno občutljivejših podatkov? 
87 Glej Zakon o javnem naročanju na vodnem, energetskem, transportnem področju in področju poštnih 
storitev (ZJNVETPS), Ur. list RS, št. 128/06. 
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lahko sporočeni podatki vplivali na pošteno konkurenco med ponudniki ali drugimi 




Krajškova (2008) ugotavlja, da institut bančne tajnosti ljudem ni dovolj poznan, čeprav je 
jasno opredeljen v šestem poglavju Zakona o bančništvu in v Bančnem kodeksu Združenja 
Bank Slovenije. Za banko namreč velja, da mora kot zaupne varovati vse podatke, dejstva 
in okoliščine o posamezni stranki (komitentu) s katerimi razpolaga. Dolžnost varovanja 
zaupnih podatkov velja za te skupine oseb: 
− uslužbence banke89, 
− zunanje sodelavce90 in 
− zainteresirane tretje osebe91. 
 
Šlamberger (2009, str. 6-7) opredeli institut bančne tajnosti kot enega ključnih elementov 
zagotavljanja zaupanja komitenta do banke, saj si namreč nihče ne želi, da bi za njegovo 
finančno stanje in premoženje izvedela nepooblaščena oseba92. 
 
Zakon o bančništvu93 eksplicitno ne definira varovanja bančne tajnosti kot take, ampak v 
214. členu določa, da mora banka kot zaupne varovati vse podatke, dejstva in okoliščine o 
posamezni stranki, ne glede na način pridobitve teh podatkov. Zaposleni v banki in druge 
osebe, ki se seznanijo s podatki pri njihovem delu, pa teh podatkov ne smejo sporočiti 
tretjim osebam niti jih sami uporabiti. 
 
Deisinger (2002, str. 507) meni, da pri sporočanju podatkov, ki so bančna ali poslovna 
skrivnost, odpade protipravnost in s tem element kaznivega dejanja, če to na primer 
zahteva preiskovalni sodnik, pristojno sodišče v pravdni zadevi, izvršbi, zapuščinski zadevi, 
davčni organ ali Urad RS za preprečevanje pranja denarja. Vendar pa mora banka kot 
zaupne varovati vse podatke, dejstva in okoliščine, za katere je izvedela v zvezi z 
opravljanjem storitev za stranko ali pri poslovanju s posamezno stranko94. Podobno 
                                          
88 Zanimiva je dikcija "skladno z določili tega zakona o varstvu podatkov", kjer je izraženo dvoumje ali gre za 
opredelitev podatkov po tem konkretnem zakonu ali pa je tu mišljen ZVOP-1? 
89 Uslužbenci banke so: člani organov banke in njegovih delovnih teles, družbeniki, delničarji, bančni delavci in 
tudi zaposleni v pogodbenem razmerju preko podjemnih ali avtorskih pogodb. 
90 Zunanji sodelavci so izvedenci, predstavniki državnih organov, kontrolni, inšpekcijski in drugi nadzorni 
organi. 
91 Zainteresirane tretje osebe so: varuhi, skrbniki, zastopniki, pooblaščenci, pričakujoči dediči, skrbniki, 
zastopniki, izvršitelji oporoke, prisilni upravitelji, likvidatorji, poroki ter hipotekarni zavezanci.  
92 Za švicarske banke je dolgo veljalo, da je država sama ščitila banke pred razkrivanjem podatkov prav zato, 
ker se je zavedala, da bi razkritje podatkov o komitentih, načelo zaupanje v švicarski bančni sistem in 
povzročilo odliv denarja iz njih. 
93 Glej Zakon o bančništvu (ZBan-1-UPB5), Ur. list RS, št. 99/10. 
94 Zaupni so tudi podatki o stanju hranilnih vlog, bančnih denarnih depozitov, o stanju in prometu na 
transakcijskih računih ipd. 
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obravnava poslovno skrivnost tudi Zakon o Banki Slovenije95 ki ureja varstvo drugih 
podatkov o finančnem premoženju, ki je vpisano v registru pri Banki Slovenije. 
 
Bančni kodeks Združenja bank Slovenije96 za razliko od Zakona o bančništvu zožuje pojem 
varovanih zaupnih podatkov poslovne skrivnosti v bančno tajnost, kjer v točki 5.01 pove, 
da so bančna tajnost vsi podatki, dejstva in okoliščine, ki izhajajo iz poslovnega odnosa 
banke s komitentom ali so z njim kakorkoli povezani. Podobno je navedeno tudi v Splošnih 
poslovnih pogojih bank v Republiki Sloveniji z dne 1. 7. 2003, kjer je glede bančne 
skrivnosti in razkrivanja podatkov navedeno, da: 
− "so vse informacije in podatki v poslovnem razmerju med banko in stranko zaupni, 
razen v primerih, ko jih je banka dolžna posredovati tretjim osebam na podlagi 
njihovih pooblastil po veljavnih predpisih ali na podlagi pisne privolitve stranke, in  
− kadar stranka dovoli banki, da si v skladu z veljavnimi predpisi sama priskrbi podatke, 
ki jih potrebuje v njunem poslovnem razmerju". 
 
Pri uradnih zaupnostih gre za okarakterizirane podatke, redkeje informacije, namenjene 
uporabi znotraj vrha državne oblasti in javnih organov, saj nastajajo praviloma v okviru 
teh institucij. Uporabljajo se tako navznoter (znotraj organizacijske strukture države) kot 
tudi navzven (v drugih nejavnih sektorjih). Za uradne zaupnosti velja, da so pogosto 
klasificirane z gradacijsko lestvico, kar pa praviloma ne velja za zaupnosti, vezane na 
posameznika in gospodarske zaupnosti. Razlog je v dejstvu, da za istovrsten podatek ni 
potrebna nova karakterizacija zaupnosti, ampak zadošča le oznaka višje ali nižje stopnje, 
ki zagotavlja takemu podatku ustrezno stopnjo varovanja. V nadaljevanju navajam uradne 
zaupnosti, kot jih poznamo v slovenski zakonodaji. Izraza, ki se pojavljata v naslovu kot 
tajnost ali skrivnost, sta zapisana neposredno tako, kot ju imenuje konkreten zakon in ju 




Tajni podatki, kot so urejeni v Zakonu o tajnih podatkih (v nadaljevanju kratica: ZTP), so 
rezultat celovite ureditve varovanja tajnih podatkov na nivoju države. Do sprejema tega 
zakona v letu 2001 smo v Sloveniji poznali dva načina označevanja tajnih podatkov 
državne narave. Oznaka tajnosti je bila sestavljena iz vrste in stopnje zaupnosti. 
Konkretno je to pomenilo, da je bila npr. vojaška tajnost označena v skladu z Odlokom o 
varnostnih ukrepih na obrambnem področju97 na naslednji način: VOJAŠKA ali URADNA 
SKRIVNOST, STROGO ZAUPNO/ZAUPNO. Tajnost v Policiji ali v Ministrstvu za notranje 
zadeve pa je bila označena v skladu s Pravilnikom o določanju zaupnih podatkov in o 
                                          
95 Glej Zakon o Banki Slovenije, Ur. list RS, št. 72/26. 
96 Več o tem glej stran: www.zbs-giz.si. 
97 Glej Odlok o varnostnih ukrepih na obrambnem področju, Ur. list RS, št. 49/92. 
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varovanju zaupnih in osebnih podatkov98 na način: DRŽAVNA ali URADNA TAJNOST, 
STROGO ZAUPNO/ZAUPNO (Brezovšek in Črnčec, 2010, str. 107). 
 
S sprejemom Zakona o tajnih podatkih je bila tako poenotena terminologija, ki jo 
uporabljamo pri varovanju tajnih podatkov še danes ter določen enovit sistem 
označevanja stopenj tajnih podatkov99. Tako smo izpolnili tudi enega od pogojev za vstop 
v Evropsko unijo (v nadaljevanju kratica: EU) in za članstvo v Organizacijo 
severnoatlantskega sporazuma (v nadaljevanju kratica: NATO) (Bohinc, 2001) ter prevzeli 
NATO varnostne standarde100 v Sloveniji, meni Brožičeva (2003). 
 
Stari izrazi kot so vojaška skrivnost, državna tajnost, državna skrivnost, uradna skrivnost, 
uradna tajnost, so bili zamenjani z izrazom tajni podatek  (glej Žumer, 2003, str. 17). 
Vendar lahko danes v slovenski pozitivni zakonodaji101 še vedno srečamo stare oznake in 
izraze, čeprav, kot ugotavljajo avtorji upravnega in kazenskega prava ter varstvoslovja, 
danes za to ni več potrebe, saj poznamo ZTP, ki ureja na sistemski ravni varovanje tajnih 
podatkov in nadomešča prejšnje oznake zaupnosti. Tako je glede na različna priporočila 
zakonodajalec v zadnjih spremembah Kazenskega zakonika (KZ-1) v letu 2008 opustil 
določbo prejšnjega 266. člena, ki je samostojno urejala kaznivost izdaje uradne tajnosti in 
spremenil 282. člen, ki je določal izdajo vojaške tajnosti in 359. člen, ki se je nanašal na 
izdajo državne tajnosti102. Končno se je izrazoslovje z novelo Kazenskega zakonika (KZ-1) 
v tem delu poenotilo s sistemskim ZTP. Prepeluhova (2004, str. 174) ugotavlja, da je bila 
ambicija slovenskega zakonodajalca, da naj bi s tem zakonom sistemsko in enotno uredili 
področje določanja, varovanja in dosegljivosti tajnih podatkov za vse državne organe.  
 
Med tajne podatke štejemo po ZTP tiste podatke, ki se nanašajo na javno varnost, 
obrambo, zunanje zadeve, obveščevalno-varnostno dejavnost, njihove sisteme, naprave, 
projekte in načrte, znanstvene, raziskovalne, tehnološke, gospodarske in finančne zadeve, 
ki so tako pomembni za varnost države ali za njene politične in gospodarske koristi, da bi 
z njihovim razkritjem lahko nastale škodljive posledice (1. točka 2. člena ZTP-UPB1).  
 
                                          
98 Glej Pravilnik o določanju zaupnih podatkov in o varovanju zaupnih in osebnih podatkov, Ur. list RS, št. 
8/93. 
99 Posamezne države imajo različno urejen sistem varovanja tajnih podatkov, vendar so ti v načelu enotni. 
Tudi Evropska unija in Organizacija severnoatlantskega sporazuma (NATO) imata to področje urejeno 
celovito, kar pa zahtevata tudi od svojih članic. 
100 Standardi obeh meddržavnih zvez predvidevajo enak način varovanja tajnih podatkov pri vsaki državi 
članici, kjer je omogočeno popolno medsebojno zaupanje izmenjave podatkov. 
101 Glej npr. 240.a člen Zakona o kazenskem postopku (ZKP-UPB4), 43. člen Zakona o državni statistiki 
(ZDSta), 63. člen Zakona o matični evidenci zavarovancev in uživalcev pravic iz pokojninskega in 
invalidskega zavarovanja (ZMEPIZ), 65. člen Zakona o državnem pravobranilstvu (ZDPra-UPB2), 19. člen 
Zakona o popisu kmetijskih gospodarstev v Republiki Sloveniji v letu 2000 (ZPKG), 24. in 52. člen Zakona o 
Slovenski varnostno-obveščevalni agenciji (ZSOVA-UPB2), 44. členu Zakona o državnem tožilstvu (ZDT-
UPB5), idr. 
102 O tem glej Kazenski zakonik (KZ-UPB1), Ur. list RS, št. 95/04. 
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V varnostnih predpisih o varovanju tajnih podatkov EU103 pomeni tajni podatek (angl. EU 
classified information - EUCI), podatek ali gradivo z oznako stopnje tajnosti EU, katerega 
nepooblaščeno razkritje bi lahko škodovalo interesom Evropske unije ali eni ali več držav 
članic. 
 
Severnoatlantski svet mednarodne organizacije NATO, ki je leta 2002 potrdil dokument C-
M (2002) 49, Varnost v NATO104 in aneks 1, priloge »A«, k ta istemu dokumentu, podaja 
naslednjo obrazložitev tajnega podatka (angl. NATO classified information): 
− podatek je védenje, ki je lahko posredovano v kakršnikoli obliki, 
− tajni podatek pomeni podatke ali gradivo, ki potrebuje zaščito pred nepooblaščenim 
razkritjem in je kot takšno označeno po varnostni klasifikaciji, 
− "dokument"105 pomeni vsak zapisan podatek ne glede na njegovo fizično obliko ali 
značilnosti, vključno z ali brez omejitev, pisane ali tiskane zadeve, kartice in trakove za 
obdelavo podatkov, karte, tabele, fotografije, slike, risbe, gravure, skice, delovne 
zabeležke, indigo kopije in črnilne trakove, kopiranje na kakršenkoli način ali s sredstvi 
(z zvokom, glasom) magnetno, elektronsko, optično ali video snemanje v kakršnikoli 
obliki in prenosno opremo s stalnim shranjevalnim računalniškim medijem in z 
odstranljivim shranjevalnim računalniškim medijem (NATO dokument C-M(2002) 49, 
2002:50). 
 
NATO je v svojih dokumentih zelo natančno in taksativno navedel, kaj vse je lahko tajni 
podatek, medtem ko je definicija v našem zakonu in varnostnih določilih EU bolj splošna. 
Vsem predpisom pa je skupno varovanje oziroma zaščita tajnega dokumenta pred 
nepooblaščenim razkritjem. Zakon opredeljuje, da postane podatek tajen šele takrat, ko je 
kot tak označen, zato je pomembno, da so tajni podatki označeni pravilno in pravočasno.  
 
Da je tajni podatek klasificiran kot tajen, mora izpolnjevati dva kriterija: 
− formalnega: biti mora pravilno in ustrezno označen (to pomeni, da lahko podatek za 
tajnega označi oseba, ki izpolnjuje pogoje kot so: predhodna usposobljenost, 
predhodno varnostno preverjanje, izdano pooblastilo za določanje tajnih podatkov, 
izdelana pisna ocena možnih škodljivih posledic itd.); 
− materialnega: pooblaščena oseba oceni, ali podatek potrebuje zaščito pred 
nepooblaščenim razkritjem oziroma, ali ga je potrebno označiti kot tajnega (v primeru, 
                                          
103 Glej Sklep Sveta EU o varnostnih predpisih o varovanju tajnih podatkov EU (2011/292/EU), Ur. list EU, št. L 
141/17, z dne 27. 5. 2011. 
104 Ta dokument predstavlja skupaj z dokumentom C-M (2002) 50 in šestimi direktivami celovito varnostno 
politiko NATA. Glej AC/35-D/2000 Directive on Personnel Security; AC/35-D/2001 Directive on Physical 
Security; AC/35-D/2002 Directive on Security of Information; AC/35-D/2003 Directive on Industrial 
Security; AC/35-D/2004 Primary Directive on INFOSEC; AC/35-D/2005 INFOSEC Management Directive for 
CIS. 
105 Definicija dokumenta na ravni Evropske unije je opredeljena kot kakršnakoli vsebina, ne glede na nosilec 
podatkov (napisana je lahko na papirju ali shranjena v elektronski obliki ali pa kot zvočni, vizualni ali 
audiovizualni zapis) in se nanaša na neko vprašanje, politiko, dejavnosti ali odločitve s področja 
odgovornosti institucije. 
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da oceni, da je podatek potrebno označiti kot tajen, določi tudi ustrezno stopnjo 
tajnosti). 
 
Pomemben pogoj v sistemu varovanja tajnih podatkov je potreba po védenju. Angleški 
termin, kot ga poznata NATO in Evropska unija za vpogled v tajni podatek je "Need to 
know", kar pomeni, da ima oseba dostop do tajnega podatka samo takrat, kadar se mora 
s tajnim podatkom seznaniti zaradi opravljanja funkcije ali delovnih nalog (Čaleta, 2003). 
Nobena oseba pa se ne glede na položaj, čin ali stopnjo dovoljenja za dostop do tajnih 
podatkov ne sme seznaniti z določenim podatkom, če pred tem ne izkaže upravičene 




Davčna tajnost je kategorija uradne zaupnosti, ki sicer vsebuje poleg davčnih tudi osebne 
podatke posameznikov – davčnih zavezancev, s katerimi se v davčnem postopku ukvarja 
davčni organ106. Lex specialis je v tem primeru Zakon o davčnem postopku107 (v 
nadaljevanju kratica: ZDAVP), ki opredeli načelo podatkov, ki so davčna tajnost v 8. členu, 
in definira vse podatke davčnih zavezancev za tajne. Varovanje podatkov je konkretneje 
opredeljeno v 5. poglavju. To poglavje opredeli tudi razkritje podatkov upravičeni osebi, 
razkritje podatkov po pravnomočnosti, izmenjavo podatkov ter samo ravnanje s podatki, 
ki se štejejo za davčno tajnost v davčnem organu. Dopolnilni akt temu poglavju v ZDAVP, 
predstavlja Pravilnik o izvajanju Zakona o davčnem postopku108 (v nadaljevanju kratica: 
PIZDAVP), ki ureja skupaj v 19. členih tako fizične, organizacijske in tehnične ukrepe kot 
tudi postopke za varovanje podatkov, ki so davčna tajnost. 
 
Davčno tajnost je mogoče opredeliti kot vsa dejstva, okoliščine, podatke, odločitve in 
dokumente, ki se nanašajo na posameznega davčnega zavezanca. Pri tem so davčna 
tajnost tudi podatki, ki se štejejo za poslovno skrivnost in hkrati osebni podatki109, ki se 
štejejo za zaupne po drugih predpisih in so tako varovani kar dvakrat. Pirc Musarjeva (v 
Pličanič et. al., 2005, str. 126) razlaga, da to varstvo ni nepomembno, saj lahko omejitev 
dostopa zaradi izjeme ene vrste zaupnosti preneha prej kot zaradi izjeme davčne tajnosti. 
Tak primer je v dosegljivosti arhivskega dokumentarnega gradiva, označenega z davčno 
tajnostjo, ki postane po Zakonu o varstvu dokumentarnega in arhivskega gradiva in 
arhivih110 (v nadaljevanju kratica: ZVDAGA) javnosti dosegljivo že po 40 letih od dneva 
nastanka111, čeprav bi se omejitve iztekle že precej prej. Kljub tej določbi pa se davčna 
                                          
106 To so predvsem uslužbenci davčnega organa v Ministrstvu za finance, Davčni upravi RS, Carinski upravi RS 
in v drugih državnih organih, kadar odločajo o davčnih in drugih stvareh v zvezi z davki. 
107 Glej Zakon o davčnem postopku (ZDavP-2-UPB4), Ur. list RS, št. 13/11. 
108 Glej Pravilnik o izvajanju Zakona o davčnem postopku, Ur. list RS, št. 141/06. 
109 Npr. stanje in zneski o plačah vodilnih in zaposlenih in osebni podatki o zaposlenih osebah. 
110 Glej Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA), Ur. list RS, št. 30/06. 
111 Za dan nastanka lahko opredelimo tudi datum ali pravilneje trenutek označitve takega dokumenta z oznako 
Davčna tajnost na dokumentu. Namreč dokument je lahko tudi kasneje označen s to vrsto zaupnosti ali pa 
celo antidatiran. 
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tajnost lahko razkrije na podlagi pisnega soglasja zavezanca, ali če so podatki, ki bi sicer 
po davčni zakonodaji predstavljali davčno tajnost, bili javni na podlagi določb drugih 
predpisov (npr. Zakona o gospodarskih družbah in Zakona o poslovnem registru Slovenije 
(v nadaljevanju kratica: ZPRS112).  
 
Svoj pogled glede te vrste zaupnosti nam ponuja Čebulj (Čebulj in Žurej, 2005, str. 193). 
Izhaja iz primera, da varuje zakon zaupnost podatkov kot del tega postopka, kar pomeni, 
da četudi določen podatek ni opredeljen kot davčna tajnost, pomeni razkritje, kršitev 
načela zaupnosti davčnega postopka. Davčna tajnost je torej v osnovi vsak podatek, ki se 
nanaša na posameznega zavezanca za davek, podatki pa so tako občutljivi, da se javnost 
izključi tudi pri ustni obravnavi113.  
 
Pomembna je tudi določba 18. člena ZDAVP-a, ki daje pravico do razkritja davčne tajnosti 
zavezanca tretjim osebam samo na podlagi njegovega pisnega soglasja, ali pa zakonske 
določbe114. Vsak tak podatek oziroma dokument ali zbirka podatkov, ki vsebuje podatke, 
pa mora biti vidno označen z oznako Davčna tajnost115.  
 
Kaj se zgodi v primeru, da podatki, ki so davčna tajnost, niso tako tudi označeni? Čebulj 
(Čebulj in Žurej, 2005, str. 195) pojasni, da je oznaka konstitutiven element davčne 
tajnosti in brez te oznake podatek glede na samo vsebino ne more biti davčna tajnost. 
Meni, da je zakon določbo o označevanju davčne tajnosti predpisal z namenom, saj če ne 
bi bilo tako, potem določba o označevanju podatkov kot davčne tajnosti sploh nebi bila 
potrebna.  
 
Način in obliko označevanja ureja podrobneje PIZDAVP. Podatek oziroma dokument, ki ni 
označen, se po mnenju dr. Čebulja ne šteje za zaupnega v smislu varovanja davčne 
tajnosti, četudi vsebuje take podatke. Za vse uporabnike, ki so se z njim srečali, velja 
obligacija, da jih varujejo na tak način, kot je opredeljen v zakonu116. Pri tem se pričakuje, 
da bodo vse "druge osebe"117 glede zavarovanja teh podatkov upoštevale določbe ZDAVP-
                                          
112 Zakon o Poslovnem registru Slovenije (ZPRS-1), Ur. list RS, št. 49/06, pri opredelitvi javni podatki šteje za 
javne vse podatke o enotah poslovnega registra, razen podatkov, ki so določeni kot osebni podatki. Davčna 
številka in naslov prebivališča fizične osebe, ki je hkrati davčna številka in sedež poslovnega subjekta, z 
vpisom v poslovni register, postaneta tako javna podatka. 
113 Glej 75. člen Zakona o davčnem postopku (ZDavP-2-UPB4), Ur. list RS, št. 13/11. 
114 V ZDAVP-u so taksativno navedene institucije, kjer lahko davčni organ razkrije določene podatke, prejete 
na podlagi obrazloženega zahtevka predstojnika, in sicer: Ministrstvu za finance, Banki Slovenije, Zavodu 
RS za obvezne rezerve nafte in njenih derivatov, Statističnemu uradu RS, Ministrstvu za okolje in prostor, 
Zavodu za pokojninsko in invalidsko zavarovanje Slovenije, Zavodu za zdravstveno zavarovanje Slovenije, 
Centrom za socialno delo, Zavodu RS za zaposlovanje itd. 
115 Ugotoviti je mogoče, da varujemo v Sloveniji z davčno tajnostjo: podatke, dokumente in zbirke podatkov. 
V primerjavi s prakso EU, se tam varuje pretežno vsebina sporočila, ne glede na medij. 
116 Oseba mora biti zaposlena v davčnem organu, podpisati mora izjavo o seznanjenosti z ZDAVP-om, 
predvsem pa ne bi smela dobiti podatka prej in v večjem obsegu, kot je to potrebno za opravljanje njenih 
delovnih nalog. 
117 To so: uradne osebe davčnega organa, izvedenci, tolmači, zapisnikarji in osebe, ki sodelujejo pri pobiranju 
davkov in druge osebe, ki so zaradi narave svojega dela prišle v stik s temi podatki. 
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a. Pri tretjih osebah pa velja načelo, da se po prenehanju razlogov hrambe, ti dokumenti 
uradno uničijo118. Tu pa se že postavi dvom pravilnega zavarovanja, saj so davčni podatki 
pogosto posredovani različnim zunanjim izvajalcem, ki opravljajo zakonske ali pogodbene 
naloge, ki davčnega postopka ne izvajajo primarno119, ter nenazadnje posameznim 
uslužbencem, ki lahko ob zavedanju ali nezavedanju, namerno ali nenamerno v krogu 
svojih najbližjih sodelavcev in tudi sorodnikov povzročijo "nevidno" razkritje takih 
podatkov.  
 
Podlipnik (2011, str. 10-11) izpostavi še eno pomembno vprašanje, in sicer, ali imajo 
davčni inšpektorji v predpisih, ki urejajo področje inšpekcijskega nadzora pravno podlago, 
da preverijo, ali ravnajo odvetniki v skladu z davčnimi predpisi, ne da bi vpogledali v 
odvetniške spise njihovih strank120. Po Podlipniku obstaja nevarnost, da bi pri davčnem 
inšpekcijskem nadzoru inšpektorji pridobili vpogled v zasebne podatke strank, ki nimajo 
nobene zveze z izpolnjevanjem davčnih obveznosti odvetnika, zato velja določba Zakona o 
odvetništvu, kjer se zasebnost strank še naprej varuje na podlagi Ustave RS121. 
 
Tajnost v statistiki 
 
V državnih statističnih programih raziskovanj zaupnosti niso samostojna kategorija, 
predstavljajo pa t.i. uradne zaupnosti, ki nastajajo specifično samo na področju vodenja 
državne statistike.  
 
Zakon o državni statistiki122 v 39. členu določa, da podatke, zbrane z nacionalnim 
programom statističnih raziskovanj, hranijo Statistični urad RS in pooblaščeni izvajalci. 
Osebne podatke, zbrane z nacionalnim programom statističnih raziskovanj, se shranjuje in 
uporablja v obliki, v kateri je mogoče identificirati poročevalsko enoto, na katero se 
podatki nanašajo, in sicer največ 50 let po dokončani obdelavi podatkov. V 43. členu je 
navedeno, da morajo osebe, zaposlene v SURS, in osebe, ki občasno, na podlagi 
                                          
118 Davčni podatki se hranijo, do konca postopkov, ki jih vodi davčni organ. Ko ti prenehajo, se podatki uradno 
uničijo, razen, če se pridobljeni podatki uporabijo za izdajo drugih dokumentov, potem jih je potrebno 
varovati v rokih, ki jih za hrambo dokumentov določa področna zakonodaja in ZVDAGA. 
119 Iz osebnih izkušenj ugotavljam, da se uslužbenci v centrih za socialno delo, občinah, zavodih in v drugih 
osebah javnega prava, zaradi izvajanja upravnih nalog in postopkov srečujejo tudi s podatki, ki so davčna 
tajnost, pri tem pa ne upoštevajo določb davčnih predpisov o načinu varovanja teh podatkov (izjava o 
seznanjenosti s predpisom, posebni prostori za hrambo, varen, kriptošifriran pretok podatkov v elektronski 
obliki …). Zaznavati je mogoče skoraj stigmatizirano domeno, da je davčna funkcija le v pristojnosti davčne 
uprave, čeprav se zaradi subsidiarne zakonske ureditve, določeni členi nematičnih predpisov lahko 
uporabljajo tudi v drugih organih in organizacijah. 
120 Osmi člen Zakona o odvetništvu (ZOdv), Ur. list RS, št. 18/93 določa, da je preiskava odvetniške pisarne 
dovoljena samo na podlagi odredbe pristojnega sodišča, glede spisov in predmetov, ki so izrecno navedeni 
v odredbi o preiskavi. Pri preiskavi ne sme biti prizadeta tajnost drugih listin in predmetov, navzoč pa mora 
biti tudi predstavnik Odvetniške zbornice. V zvezi s tem glej tudi mnenji Informacijskega pooblaščenca, št. 
0712-609/2008/2, z dne 20. 6. 2008 in št. 0712-94/2011/3, z dne 30. 5. 2011. 
121 Pravno varstvo zaupnega razmerja stranke z odvetnikom spodbuja neovirano komunikacijo. To pomeni tudi 
komunikacijo brez strahu, da bo morebitno naknadno razkritje ogrozilo njun pravni položaj. 
122 Glej Zakon o državni statistiki, Ur. list RS, št. 45/95. 
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sklenjene pogodbe, opravljajo določene naloge, kot uradno tajnost varovati vsebino 
osebnih in individualnih podatkov ter podatkov o poročevalskih enotah, ki jih zvedo pri 
svojem delu.  
 
Uporabo zbranih podatkov v okviru državnega raziskovanja varuje tudi Zakon o dostopu 
do informacij javnega značaja123. V 6. členu je urejen dostop oziroma zavrnitev dostopa 
do zahtevanih informacij, če se zahteva nanaša na podatek, katerega razkritje bi pomenilo 
kršitev zaupnosti individualnih podatkov o poročevalskih enotah. V zvezi s tem 
Prelesnikova (2008) meni naslednje: "Če se pojavi merilo, ki privede npr. do identifikacije 
neke kategorije oseb, ne glede na to, kako velika je (npr. v mestu s 6.000 prebivalci 
operira samo en zdravnik), je treba to "diskriminatorno" merilo v celoti opustiti ali pa 
dodati druga merila, ki razredčijo rezultate o določeni osebi, in tako omogočijo statistično 
tajnost". 
 
Tajnost v inšpekciji 
 
Inšpektorji različnih področij in strok nimajo opredeljene specifično njim lastne zaupnosti. 
Njihovi podatki in s tem varovanje so podvrženi spletu različnih zaupnosti, od osebnih 
podatkov, poslovnih skrivnosti, uradne in poklicne tajnosti do tajnih podatkov. 
 
Že v Zakonu o inšpekcijskem nadzoru124 (v nadaljevanju kratica: ZIN) je v 16. členu 
določeno, da morajo inšpektorji varovati tajnosti, s katerimi se seznanijo pri opravljanju 
inšpekcijskega nadzora, prav tako pa tudi tajnost vira prijave in drugih informacij, na 
podlagi katerih se opravlja nadzor. Dolžnost varovanja tajnosti ne preneha niti po 
prenehanju delovnega razmerja inšpektorja.  
 
V zvezi z vstopom v poslovne in druge prostore 21. člen ZIN določa, da lahko lastnik ali 
posestnik poslovnih, proizvodnih ali drugih prostorov in zemljišča, odkloni ogled v 
primeru:  
− da bi z ogledom inšpektor prekršil dolžnost ali pravico varovati poslovno, poklicno, 
umetniško ali znanstveno tajnost ali  
− pri katerem bi bila z ogledom kršena dolžnost, da mora ohraniti kot tajnost tisto, kar je 
izvedel kot duhovnik, odvetnik, zdravnik oziroma pri opravljanju drugega poklica ali 




Poklicno tajnost opredeljujemo kot zahtevo po varovanju vrste podatkov in informacij, s 
katerimi se uslužbenci srečujemo pri svojem delu, v javnem ali zasebnem sektorju. 
Poklicne tajnosti so opredeljene v kodeksih poklicne etike, ki jih moramo zaposleni pri 
                                          
123 Glej Zakon o dostopu do informacij javnega značaja (ZDIJZ-UPB2), Ur. list RS, št. 51/06. 
124 Glej Zakon o inšpekcijskem nadzoru (ZIN-UPB1), Ur. list RS, št. 43/07. 
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opravljanju svojega dela upoštevati, saj imamo dostop do številnih informacij, ki 
predstavljajo tudi varovane poslovne vsebine.  
 
Detektivski zakon125 v 33. členu določa, da so informacije in podatki, ki jih je detektiv 
zbral za stranko, poslovna skrivnost. Detektiv jih ne sme posredovati tretjim osebam126, 
varovati pa jih je dolžan tudi po opravljeni storitvi. Novost glede na prejšnjo ureditev je 
ta, da je detektiv v zadevah, ki jih opravlja za stranko, zavezan k varovanju poslovne 
skrivnosti, varovanju tajnih in osebnih podatkov. Vse skrivnosti in podatke, ki jih je 
pridobil pri opravljanju detektivske dejavnosti, mora varovati tudi po prenehanju 
opravljanja dejavnosti. 
 
Delovna razmerja poleg Zakona o delovnih razmerjih127 (v nadaljevanju kratica: ZDR), 
ureja v javnem sektorju tudi Zakon o javnih uslužbencih128 (v nadaljevanju kratica: ZJU), 
ki je v razmerju do ZDR lex specialis. S sklenitvijo pogodbe o zaposlitvi se med delavcem 
in delodajalcem vzpostavi razmerje zaupanja z vnaprej opredeljenimi obveznostmi in 
pravicami obeh pogodbenih strank. Te opredeljuje že sam ZDR, ki za obveznost delavca 
določa vestno opravljanje dela, upoštevanje delodajalčevih navodil, prepoved škodljivega 
ravnanja, varovanje poslovnih skrivnosti in prepoved konkurenčnega delovanja. V 36. 
členu ZDR-ja velja splošna klavzula obveznosti varovanja poslovne skrivnosti, ki določa, 
da delavec ne sme izkoriščati z aktom opredeljenih delodajalčevih poslovnih skrivnosti, ki 
so mu bile zaupane zaradi opravljanja dela, za svoje osebne namene, ali pa jih izdati tretji 
osebi129. ZJU načelo zaupnosti ureja v 12. členu, kjer opredeli, da mora javni uslužbenec 
varovati tajne podatke130, ne glede na to, kako je za njih izvedel. Dolžnost varovanja 
zaznanih informacij in podatkov velja tudi po prenehanju delovnega razmerja, oziroma vse 
do tedaj, ko ga delodajalec te dolžnosti razreši. 
 
Načela varovanja zaupnosti veljajo tako za javne uslužbence kot za pooblaščene uradne 
osebe. To je mogoče opaziti tudi v Zakonu o šolski inšpekciji131, ki v 10. členu določa, da 
velja dolžnost varovanja uradne ali druge tajnosti tudi po prenehanju delovnega razmerja 
inšpektorja, s tem da je ta dolžan varovati tudi tajnost vira prijave. S prekršitvijo 
                                          
125 Glej Zakon o detektivski dejavnosti (ZDD-1), Ur. list RS, št. 17/11. 
126 Zanimivo je, da je predlagatelj zakona, to je Ministrstvo za notranje zadeve, določbo prejšnjega 12. člena 
Zakona o detektivski dejavnosti (ZDD-UPB2), Ur. list RS, št. 113/05, spremenilo v delu, kjer je bil pred tem 
detektiv o podatkih zavezan k molčečnosti, zbrane informacije pa so bile kategorizirane kot poslovna 
tajnost. Novost novega zakona ZDD-1 je, da so bile tajnosti spremenjene v poslovne skrivnosti glede na 
zakon, ki ureja gospodarske družbe. 
127 Glej Zakon o delovnih razmerjih (ZDR), Ur. list RS, št. 42/02. 
128 Glej Zakon o javnih uslužbencih (ZJU-UPB3), Ur. list RS, št. 63/07. 
129 Drugi odstavek določa, da se za poslovno skrivnost štejejo tudi podatki, zaradi katerih bi lahko nastala 
občutna škoda, če bi zanje izvedela nepooblaščena oseba. Delavec je seveda odgovoren za kršitev, če je ali 
pa bi moral vedeti za take podatke in jih ni ustrezno zaščitil. 
130 Tu je mogoče opaziti, da je pripravljavec zakona na Ministrstvu za javno upravo, sledil spremenjenim 
izrazom zaupnosti in te v ZJU ter še v nekaterih predpisih uskladil z izrazom tajni podatki, ki so nadomestili 
prejšnje državne, uradne, vojaške in druge tajnosti. 
131 Glej Zakon o šolski inšpekciji (ZSoll-UPB1), Ur. list RS, št. 114/05. 
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varovanja tajnosti gre za hujšo kršitev delovne obveznosti in dolžnosti, zaradi katere se 
lahko predlaga razrešitev inšpektorja. Razrešitev varovanja tajnosti lahko v utemeljenih 
primerih na zahtevo preiskovalnih ali sodnih organov izvede glavni inšpektor s soglasjem 
ministra. Podobno varstvo zaupnosti ureja ZJU, ki v 181. členu določa, da mora inšpektor 
varovati tajnost osebnih in drugih podatkov, s katerimi se seznani pri opravljanju 
nadzorstva. 
 
Tako na primer Kodeks odvetniške poklicne etike Odvetniške zbornice Slovenije132 
predpisuje dolžnost varovati kot tajnost vse, kar je stranka odvetniku zaupala, ali kar je 
kot zaupno zanjo izvedela. Poleg tega mora tudi sam vestno oceniti, kaj želi stranka 
varovati kot tajno. Dolžnost varovanja časovno ni omejena in velja tudi po prenehanju 
zastopanja oziroma opravljenih storitvah. V zvezi s poklicno tajnostjo omenjeni kodeks 
določa, da velja dolžnost varovanja poklicne tajnosti tudi za vsebino odvetnikovega spisa 
po prenehanju zastopanja in pri uničenju arhiva končanih zadev. Varovanje poklicne 
tajnosti zavezuje odvetnika, da odkloni izdajo podatkov o tem ali je nekomu nudil pravno 
pomoč. Izjemoma je odvetnik razrešen dolžnosti varovanja tajnosti, če ga stranka 
varovanja tajnosti odveže, če je odkritje tajnosti v očitno korist stranke, ali če je to 
potrebno zaradi varovanja njegovih pomembnih osebnih interesov. Odvetnik tudi v 
interesu stranke ne sme odkriti tajnosti, če mu stranka to izrecno prepove, razen če to 
terjajo izredne okoliščine v osebnem interesu stranke. 
 
Kodeks medicinske deontologije Slovenije133 določa, da morata zdravnik in zobozdravnik 
varovati vse skrivnosti, ki mu bodo zaupani kot poklicna skrivnost. Pri tem je kot skrivnost 
opredeljeno vse, kar zdravniki in zdravstveno osebje pri opravljanju svojega poklica zvedo 
o bolniku in o osebnih, družinskih ter socialnih razmerah in vse informacije v zvezi z 
ugotavljanjem, zdravljenjem in spremljanjem bolezni134. Vsebuje torej zahtevo o 
varovanju podatkov po bolnikovi smrti tudi pred družinskimi člani. Odveze molčečnosti je 
zdravnik lahko razrešen samo s privolitvijo bolnika ali izjemno, kadar je to potrebno v 
korist bolnika, njegove družine ali družbe oziroma, če je to določeno z zakonom. Pri 
znanstvenoraziskovalnih objavah sme zdravnik objaviti le take rezultate ugotovitev in 
preiskav, kjer je zagotovljena anonimnost bolnika. Posameznikovo zdravstveno stanje je 
torej dobrina, ki mora biti varovana z največjo stopnjo zaupanja, kar pomeni, da brez 
privolitve bolnika nihče drug ne sme priti do teh podatkov. 
 
Kodeks etike davčnih delavcev135 v zvezi s tajnostjo navaja: "Vsi podatki, ki jih davčni 
zavezanci posredujejo davčnemu organu, kakor tudi podatki, ki jih davčni organ pridobi v 
zvezi z davčno obveznostjo davčnega zavezanca, so tajni, razen če zakon o davčnem 
postopku določa drugače."  
 
                                          
132 Glej Kodeks odvetniške poklicne etike. Dostopno 26. 4. 2011 na: www.odv-zb.si. 
133 Glej 35., 36. in 37. člen Kodeksa medicinske deontologije Slovenije. Dostopno 26. 4. 2011 na: 
www.zdravniskazbornica.si. 
134 Glej tudi člene od 51. do 53. Zakona o zdravniški službi (ZZdrS-UPB3), Ur. list RS, št. 72/06. 
135 Glej Kodeks etike davčnih delavcev. Dostopno 27. 4. 2011 na: www.durs.gov.si. 
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Kodeks etike občinskega redarstva136 v 12. členu določa, da je varovanje poklicne tajnosti 
pravica in dolžnost občinskega redarja, ki ne sme uporabljati in razkrivati podatkov, do 
katerih je prišel pri izvajanju službenih nalog za noben drug namen, kot za izvajanje svoje 
službene dolžnosti. Dolžnost varovanja poklicne tajnosti se ne prekine niti s prenehanjem 
službovanja v občinskem redarstvu. 
 
V Kodeksu policijske etike137 določa poklicno tajnost 8. člen, ki pravi, da policisti varujejo 
poklicno tajnost in neupravičeno ne uporabljajo ter ne razkrivajo podatkov in informacij, 
do katerih so prišli pri opravljanju uradnih nalog. Pri obveščanju javnosti pa morajo biti 
ustrezno diskretni. 
 
Če pogledamo Kodeks etike javnih uslužbencev v državnih organih in upravah lokalnih 
skupnosti138 vidimo, da v njem glede varovanja zaupnosti ni izpostavljen niti en člen, s 
katerimi pa se slovenski javni uslužbenci srečujemo dnevno pri svojem delu. Zelo ohlapno 
dikcijo lahko najdemo le v delu pete točke, ki pravi: "Delo in naloge opravljamo vestno in 
odgovorno in pri tem izpolnjujemo visoke standarde integritete" ali pa v deveti točki, ki 
določa: "Naš odnos s sodelavci in strankami je zasnovan na zaupanju in sodelovanju". 
 
Vse navedeno o poklicni tajnosti lahko strnemo v naslednjo misel: zaupno razmerje se 
ohrani samo, če je odnos posameznika do dela in drugih oseb pošten in zgrajen na 
medsebojnem spoštovanju. V tem je mogoče najti povezavo, da se dolžnost varovanja 
zaupnih podatkov ohrani med osebama ves čas njunega odnosa, velja pa tudi po 
prenehanju delovnega razmerja (Krajšek, 2008). Za njun odnos varovanja zaupnosti se 
pogosto uporablja tudi pojem molčečnost do groba (v Herbig, 1982). Ni pa dovolj, da 
samo dve osebi varujeta poslovni odnos139, saj se po mnenju Anžiča in Trbovška (2001) 
srečujemo tudi s tretjimi osebami (npr. v zdravstveni dejavnosti o zdravstvenem stanju 
posameznika, vzrokih, okoliščinah in posledicah njihovega stanja), kjer je potrebno take 
informacije in podatke varovati skrbneje kot poklicno tajnost, in to nedoločno dolgo. 
 
Nedvomno je mogoče reči, da je potrebno občutljive osebne podatke (npr. zdravstveno 
stanje, versko prepričanje, članstvo v sindikatu …) varovati skrbneje kot ostale (Mišič, 
2008a, str. 35). Tudi delodajalec za delovnopravni vidik ne sme zahtevati podatkov 
uslužbenca, ki sodijo v okvir zdravniške skrivnosti, tako pravi Belopavlovičeva 
(Belopavlovič, 2008, str. 41), res pa je, da vprašanje zdravja ne more v celoti spadati v 
delavčevo zasebno sfero, saj mora pred začetkom dela pridobiti ustrezno spričevalo o 
svoji zdravstveni zmožnosti, le-to pa ne sme vsebovati podatkov, ki bi nakazovali na 
njegove bolezni in zdravljenja.  
 
                                          
136 Glej Kodeks etike občinskega redarstva. Dostopno 27. 4. 2011 na: www.kobarid.si. 
137 Glej Kodeks policijske etike. Dostopno 27. 4. 2011 na: www.policija.si. 
138 Glej Kodeks etike javnih uslužbencev v državnih organih in upravah lokalnih skupnosti. Dostopno 7. 5. 
2011 na: www.mju.gov.si. 
139 Delavec je v razmerju do delodajalca praviloma šibkejša stranka. 
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Izpostaviti moram še odvezo dolžnosti varovanja poklicne tajnosti. Med tem ko pri večini 
uradnih in gospodarskih zaupnosti o odvezi zaupnosti odloča nadrejena oseba 
organizacije, je v primeru zaupnosti, vezani na posameznika, posameznik sam tisti, ki 
drugo osebo razreši časovno nedoločnega varovanja poklicne tajnosti140 (npr. zdravnika, 
odvetnika, detektiva, duhovnika, socialnega uslužbenca itd.). 
 
Poklicno tajnost opredeljujem kot predmet zaupanja med dvema ali več osebami; 
− ki je vsebovana v stvari, zapisana ali narisana na dokumentu ali mediju, izgovorjena v 
besedi; 
− ki se varuje po vsebini, smislu in v njegovi celoti; 
− ki jo je mogoče uporabiti za lastne aktivnosti (v okviru dela); 
− ki se ne sporoča drugim osebam in javnostim; 
− ki velja za druge udeležene v postopku; 
− ki je ni dovoljeno prodati drugim; 
− ki traja nedoločno dolgo; 




Izpitna tajnost spada v kategorijo uradnih zaupnosti in je relativno novejša oznaka, ki se 
je pred nekaj leti pojavila kot odgovor na varovanje gradiv, ki jih v okviru preizkusa znanj 
opravljajo učenci pri splošni oziroma poklicni maturi in pri pisnem delu pravniškega 
državnega izpita. 
 
Zakon o maturi141 (v nadaljevanju kratica: ZMAT) konkretizira gradiva, ki se štejejo za 
uradno tajnost, ter vsebuje izpitna vprašanja, naloge, šifre kandidatov in ocene pisnih 
izdelkov. Vsa gradiva morajo biti označena z Izpitna tajnost in stopnjo tajnosti »TAJNO«. 
Za uradno tajnost se po 54. členu ZMAT šteje tudi vsebina maturitetnega sklopa 
posameznega predmeta, dokler ta ni objavljen v javnem mediju. Vsi člani maturitetne 
komisije za splošno oziroma poklicno maturo in druge osebe, ki imajo dostop do izpitnega 
gradiva in šifer kandidatov, so dolžni varovati izpitno tajnost in ravnati s podatki in gradivi 
v skladu s Pravilnikom o varovanju izpitne tajnosti pri maturi142. 
 
Zakon o pravniškem državnem izpitu143 v 24.a členu določa, da veljajo pisne naloge, šifre 
kandidatov in izdelane pisne naloge (izpitno gradivo) tajne, dokler se ocenjene pisne 
naloge ne označijo z osebnimi imeni kandidatov. Izpitno gradivo mora biti označeno kot 
Izpitna tajnost. 
 
                                          
140 Tak primer je v primeru zdravljenja posameznika pri zdravniku, kjer sam odloči o odvezi molčečnosti. 
141 Glej Zakon o maturi (ZMat-UPB1), Ur. list RS, št. 1/07. 
142 Glej Pravilnik o varovanju izpitne tajnosti pri maturi, Ur. list RS, št. 7/08. 
143 Glej Zakon o spremembah in dopolnitvah Zakona o pravniškem državnem izpitu (ZPDI-D), Ur. list RS, št. 
111/07. 
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Predsednik državne komisije za pravniški državni izpit, člani izpitne komisije in druge 
osebe morajo varovati izpitno tajnost izpitnega gradiva in ravnati z njim v skladu s Pravili 
o varovanju izpitne tajnosti pri pisnem delu pravniškega državnega izpita144. 
 
V nadaljevanju povzemam nekatere primere mnenj Informacijskega pooblaščenca glede 
varovanja obravnavanih zaupnosti. 
 
Primer 4: Bančna tajnost – pravica delodajalca – banke do vpogleda v podatke o dolgovih 
lastnih zaposlenih145. 
 
Informacijski pooblaščenec je na vprašanje prosilke podal dvoje mnenj, in sicer: 
1. ali lahko direktor bančne podružnice z namenom ugotavljanja prezadolženosti oziroma 
preprečevanja morebitnih zlorab pooblastil zaposlenih pregleduje podatke na osebnih 
računih zaposlenih in 
2. ali je ravnanje nadrejenega, ki je preko elektronske pošte o napaki, ki jo zaposleni 
stori pri delu, z navedbo osebnih podatkov seznanil celotno podružnico, dopustno.  
 
Iz neobveznega mnenja pooblaščenca izhaja, da ima direktor podružnice v določenih 
primerih pravno podlago za vpogled v podatke delavca146, nikakor pa nima te pravice 
avtomatično ali zgolj iz radovednosti. Izpolnjen mora biti pogoj, da je direktor oseba, ki je 
pooblaščena za konkretno obdelavo osebnih podatkov147.  
 
V primeru objave o storjeni napaki delavca vsem delavcem po elektronski pošti pa po 
mnenju Informacijskega pooblaščenca ne gre za obdelavo, ki bi bila upravičena in 
potrebna za namen uresničevanja pravic in obveznosti iz delovnega razmerja, zato 
predstavlja takšno ravnanje delodajalca prekomerno obdelavo podatkov, ki je v nasprotju 





                                          
144 Glej Pravila o varovanju izpitne tajnosti pri pisnem delu pravniškega državnega izpita, Ur. list RS, št. 33/08. 
145 Glej mnenje Informacijskega pooblaščenca št.: 0712-530/2008/2, z dne 9. 6. 2008. Dostopno 27. 4. 2011 
na: www.ip-rs.si. 
146 Tu se pojavi vprašanje, kakšne pravice ima banka (v tem primeru delodajalec) do vpogleda v zasebne 
račune bančnega delavca (njegova kreditna sposobnost). Namreč v takem primeru ima banka glede svojih 
delavcev kot strank, enake pravice in dolžnosti, kot do vseh drugih oseb, ki niso bančni uslužbenci. 
147 Na primer za nadzor pravilnosti in zakonitosti poslovanja ali v zvezi z vidiki izvajanja uresničevanja pravic in 
obveznosti iz delovnega razmerja, vsak drug dostop nepooblaščenih delavcev predstavlja prekomerno 
obdelavo, kar je v nasprotju z namenom obdelave osebnih podatkov in načelom sorazmernosti. 
148 Delodajalec nima pravice za kakršnekoli posege v zasebnost delavca, če pa gre za sum storitve kaznivega 
dejanja, zadevo prepusti v reševanje organom pregona. 
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Primer 5: Zdravniška tajnost – možnosti nerazkritja in zamolčanja zdravstvenih podatkov 
pacientu149. 
 
V pojasnilu, kako naj zdravnik presodi, da bi pacientu zamolčal podatke o njegovem 
zdravstvenem stanju, ki jih ta zahteva, z namenom, da pacienta ne bi še bolj vznemiril, je 
Informacijski pooblaščenec podal naslednje neobvezujoče mnenje: "Kadar bo zdravnik 
uporabil možnost obzirnega molka, bo razloge za zamolčanje podatkov o bolnikovem 
zdravstvenem stanju ločeno dokumentiral v zdravstveni dokumentaciji. Tega dela 
dokumentacije ob zahtevi pacienta za vpogled v lastne osebne podatke ne bo razkril. Če 
pa pacient izrecno zahteva, da je o svojem zdravstvenem stanju popolnoma obveščen, mu 
zdravnik podatkov ne bo smel zamolčati. V primeru izrecne zahteve pacienta po popolni 
obveščenosti o svojem zdravstvenem stanju in s seznanitvijo z lastno zdravstveno 
dokumentacijo je zdravnik dolžan omogočiti vpogled v dokumentacijo, tudi v morebiti prej 
nastale zaznamke o zamolčanju150". 
 
Primer 6: Brez soglasja bolnikov, vpogled v dokumentacijo bolnikov ni dovoljen niti 
Informacijskemu pooblaščencu. 
 
V pravnem mnenju o izvajanju kliničnih raziskav, ki sta ga za Univerzitetni klinični center  
Ljubljana pripravila ugledna pravna strokovnjaka iz Inštituta za javno upravo pri Pravni 
fakulteti v Ljubljani151 sta o objavi podatkov o zdravstvenem stanju dveh javnih osebnosti 
v medijih menila, da mora Informacijski pooblaščenec za vpogled v dokumentacijo 
kliničnih preizkušanj zdravil pridobiti izrecno pisno soglasje vpletenih bolnikov152, sicer 
mora obstoj teh soglasij za sodelovanje ugotavljati na drugačen način. Povzela sta, da 
čeprav nadzor nad kliničnim preizkušanjem zdravil izvajajo inšpektorji Agencije RS za 
zdravila in medicinske pripomočke, je nadzor nad varstvom osebnih podatkov v 
pristojnosti Informacijskega pooblaščenca. Tu pa se nadzor ne sme razširiti na področja 
izven varstva osebnih podatkov153. Podobnega mnenja je tudi Varuhinja bolnikovih pravic, 
ki meni, da mora inšpektor za vpogled v zdravstveno dokumentacijo bolnika predhodno 
pridobiti njegovo izrecno pisno soglasje154.  
                                          
149 Glej mnenje Informacijskega pooblaščenca št.: 0712-66/2011/2, z dne 3. 4. 2011. Dostopno 27. 4. 2011 
na: www.ip-rs.si. 
150 Informiranost pacienta o njegovem zdravstvenem stanju je nujen pogoj za uveljavitev njegove pravice 
dejavnega sodelovanja pri izbiri načina zdravljenja. Pacient, ki ni informiran ali ni informiran v zadostni 
meri, ne more dejavno sodelovati pri svojem zdravljenju, oziroma lahko odločitve sprejema v zmoti glede 
svojega zdravstvenega stanja. 
151 Mnenje je bilo naročeno, ko je Informacijski pooblaščenec začel preiskavo o domnevnih nepravilnostih  v 
Kliničnem centru, več o tem glej spletno stran. Dostopno 15. 4. 2011 na: www.24ur.com, z dne 28. 8. 
2006, pod naslovom Pirc Musarjeva naj ne hodi v KC ter Če ni soglasja, ni vpogleda, z dne 6. 9. 2006. 
152 O tem glej tudi podoben prispevek Westrina in Nilstuna iz leta 1994, z naslovom: The ethics of data 
utilisation: a comparison between epidemiology and journalism.  
153 Po njunem mnenju ravnanje Informacijskega pooblaščenca ne sme biti v nasprotju z namenom varovanja 
interesov posameznikov in ne sme posegati v občutljive osebne podatke v nasprotju z njihovo voljo. 
154 Varuhinja doda, da ima bolnik zagotovljeno pravico do zaščite zasebnosti in zaupnosti, saj je zdravstvena 
dokumentacija njegova last in brez njegovega soglasja nima vpogleda vanjo nihče drug, razen njegovega 
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Primer 7: Uradna tajnost – Sojenje poslancu zaradi izdaje uradne tajnosti155. 
 
Ministrstvo za obrambo je avgusta 2007 proti poslancu vložilo ovadbo, ker naj bi kot 
takratni predsednik Odbora Državnega zbora RS za obrambo javnosti razkril uradno 
tajnost glede nakupa naprave za prisluškovanje telefonom. Državno tožilstvo je vložilo 
obtožni predlog, in mu očitalo kaznivo dejanje izdaje uradne tajnosti po 266. členu tedaj 
veljavnega Kazenskega zakonika. Poslanec je obtožbe zanikal in menil, da dejstvo, da 
poseduje vojska, policija ali obveščevalna služba napravo, s katero se lahko prisluškuje 
telefonskim pogovorom, ni tajni podatek.  
 
Višje sodišče, ki je tehtalo sodbo okrajnega sodišča, je maja 2012 poslanca oprostilo, saj 
mu kaznivega dejanja niso mogli dokazati. Ugotovilo je, da sporni dokument, ki je 
vseboval zaupno informacijo, ni bil označen s stopnjo tajnosti na način in po postopku, ki 
ga določa zakon, in da je pooblaščena oseba presegla pooblastila, ki jih ima pri določanju 
tajnosti, saj dokument ne vsebuje zaščitenih podatkov. V postopku je sodišče ugotovilo, 
da nastanek oziroma možnost nastanka hujših škodljivih posledic za službo verjetno ni bila 
izkazana, saj ne zadošča, da so zgolj neki podatki označeni kot uradna tajnost, ampak je 
potrebno ugotoviti njihovo vsebino, pomembnost in nujnost za ohranitev skrivnosti. Pred 
tem je že okrajno sodišče sklenilo, da tudi če bi dokument vseboval tajni podatek (pa ga 
ne), ta ni tajen, saj je bil v celoti povzet v sklepu vlade, ki ni bil označen z nobeno stopnjo 
tajnosti (po Ropac, 2012). 
 
2.3 STOPNJE ZAUPNOSTI 
 
Danes poznamo za označevanje zaupnosti več nivojsko klasifikacijsko lestvico, s katero se 
zvišuje ali znižuje pomembnost in varnostna stopnja posameznih vrst zaupnih podatkov 
ter informacij. Z označevanjem stopenj zaupnosti je mogoče zagotavljati enake pogoje 
varovanja podatkov pri različnih uporabnikih.  
 
Kot ugotavlja Steklasa (2003), so predstavniki držav članic organizacije NATO, ki so leta 
1996 obiskali Slovenijo, ugotovili, da je naša ureditev varovanja tajnih podatkov za tujce 
precej nerazumljiva156. S sprejetjem ZTP ter novimi, poenotenimi stopnjami, je postala 
Slovenija primerljiva z drugimi državami, ki imajo sodobnejšo ureditev področja varovanja 
zaupnosti. Kot ugotavlja Majcenovič (2001, str. 17), sta danes pri označevanju tajnih 
podatkov v uporabi predvsem tri- in pa štiristopenjska lestvica.   
                                                                                                                               
zdravnika. Ta pravica do zasebnosti pa je tudi ustavno varovana. Po njenem mnenju je zaupnost temeljna 
osnova odnosa med zdravnikom in bolnikom. Pravi tudi: "Zaupnost pomeni, da zdravnik ne bo posredoval 
podatkov naprej, da ne bo razširjal govoric, niti ne bo dovolil posredovanja kakršnihkoli podatkov, ki jih je 
bolnik zaupal zdravniku ali podatkov o tem, kaj se je z njim dogajalo, tako v ambulantah kot v bolnišnicah." 
155 Glej Andrenšek A., 13. 4. 2011. Dostopno 27. 4. 2011 na: www.narocanje.dnevnik.si, pod naslovom: 
Poslancu LDS sodijo zaradi izdaje uradne tajnosti. 
156 Za državno skrivnost smo imeli v preteklosti eno stopnjo, nižje so se vrste tajnosti delile na vojaško, 
uradno in poslovno skrivnost, le te pa na strogo zaupno, zaupno in interno. Vse navedeno se je vodilo pod 
različnimi stopnjami (npr. strogo zaupno in zaupno). 
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Rozman (2004) poudarja, da med definicijami stopenj tajnosti ni bistvenih razlik, te 
nastanejo le pri vsebini. Tako meni, če se je s sprejetjem ZTP inflacija označevanja tajnih 
podatkov v Sloveniji zaustavila, bo v nadaljevanju potrebno veliko več truda vložiti v 
poenotenje vsebin tako na ravni države kot na relaciji do NATA in EU. Dvoršek (Dvoršek in 
Radulj, 2005) ugotavlja, da so stopnje "štirih nivojev" zaupnosti po primerjavi med 
drugimi državami enake. To omogoča poenotenje klasifikacij z namenom lažjega in 
hitrejšega izmenjevanja podatkov. Poenotenje pomeni tudi to, da bo imel podatek, ki nosi 
v Sloveniji oznako STROGO TAJNO, tudi v EU in NATO enako stopnjo tajnosti, vendar z 
oznako TOP SECRET ali COSMIC TOP SECRET. Enako stopnjo bo užival tudi v katerikoli 
drugi državi članici. Podatek bo z varnostnega vidika obravnavan enako, kot bi ga 
obravnavali v lastni državi. 
 
S stopnjami se posameznim vrstam zaupnih podatkov dodeljuje nad- in podstopnje, preko 
katerih se za bolj pomembne podatke vzpostavlja večja, za manj pomembne pa manjša 
stopnja zaščite podatkov. Na najnižji stopnji se zagotavlja takšna zaščita, ki naj bi po eni 
strani še varovala posamezne podatke, po drugi pa večjemu številu upravičenih 
posameznikov dovoljevala dostop do njih. Nekatere vrste zaupnih podatkov imajo zaradi 
svoje narave in vsebine podatka le eno stopnjo, kar v osnovi zadošča varovanju takih 
podatkov. To predstavlja smiselno enakovrednost stopenj, saj se kljub eni sami stopnji ti 
podatki obravnavajo in ščitijo tako, kot bi bili označeni z najvišjo ali z najnižjo stopnjo 
zaupnosti. 
 
Stopnje zaupnosti klasificirajo podatke v dokumentu na tak način, da z oznako 
posamezniku sporočajo pomembnost vsebine sporočila, ki je namenjeno ožjemu krogu 
oseb. Brez vsakršne stopnje in klasifikacije podatkov lahko le-ti postanejo  uporabni za 
javnost (ne glede na to, da so lahko v besedilu vsebovani le deli zaupnega sporočila). 
Zato je izjemno pomembno, da pripravljavec tak dokument, predno ga označi, dobro 
prouči in predvidi morebitne škodljive posledice, ga glede na pravila ustrezno označi in z 
njim upravlja, kot velja zanj predpisan postopek. 
 
Glede na to, da je v uporabi več različnih načinov stopnjevanja zaupnih podatkov, 


















V lestvico ničelne stopnje zaupnosti vključujem podatke in informacije, ki nastajajo in so 
namenjeni uporabi znotraj organizacije, niso pa namenjeni javni uporabi izven 
organizacije. Zato tudi niso označeni z nobeno stopnjo zaupnosti, vsebujejo pa zaupno 
sporočilno vrednost, ki jo kot tako določa notranji ali zunanji predpis. Sem umeščam 
naslednje pri nas poznane zaupnosti: 
− osebne podatke, 
− varstvo tajnosti pisem in drugih občil, 
− komunikacijsko zasebnost, 
− poklicno tajnost ali poklicno molčečnost, 
− uradno tajnost, 
− zdravniško tajnost, 
− industrijsko skrivnost, 
− umetniško tajnost itd. 
 
Med enostopenjsko zaupnost sodijo podatki in informacije, ki se označujejo s 
poimenovano vrsto zaupnosti, vendar le z eno stopnjo ali vrsto. Ta stopnja zaupnosti 
sproži pri osebah, ki jih informacija ali podatek zadeva, in tudi pri drugih osebah, ki do 
njih niso upravičene, zavestno pozornost, da gre za zaupno informacijo, ki je ni dovoljeno 
deliti z drugimi, razen s tistimi, ki jim predpis dovoljuje seznanjenost.  
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Sem umeščam naslednje pri nas poznane zaupnosti: 
− davčno tajnost157, 
− poslovno skrivnost (brez stopnje), 
− izpitno tajnost (brez stopnje) in  
− izpitno tajnost – tajno.  
 
Med dvostopenjsko zaupnost sodijo podatki in informacije, ki se označujejo z vrsto 
zaupnosti in dvema stopnjama. Pri nas ta vrsta zaupnosti danes ni več v uporabi, pred 
tem pa smo jo poznali v kombinaciji kot: 
− "OBRAMBA, VOJAŠKA SKRIVNOST – STROGO ZAUPNO" ali "OBRAMBA, VOJAŠKA 
SKRIVNOST – ZAUPNO" in 
− "OBRAMBA, URADNA SKRIVNOST – STROGO ZAUPNO" ali "OBRAMBA, URADNA 
SKRIVNOST – ZAUPNO"158.  
 
Med tristopenjsko zaupnost sodijo podatki in informacije, ki se označujejo ali z vrsto 
zaupnosti in stopnjami ali samo s stopnjami. Npr. v Združenih državah Amerike159(v 
nadaljevanju kratica: ZDA) in Ruski federaciji poznajo in uporabljajo samo tri stopnje (od 
najvišje do najnižje): 
 





Sovershenno Sekretno  
Sekretno 
 
Pri nas so bile za vrsto zaupnosti: Uradna tajnost v uporabi, od leta 1993 do leta 2008, 
naslednje tri stopnje, ki pa ne veljajo več163, in sicer (od najvišje do najnižje): 
− Strogo zaupno, 
− Zaupno, 
                                          
157 Davčna tajnost in izpitna tajnost (brez stopnje) sta vrsti zaupnosti, vendar ker nimata svoje stopnje, jih 
uvrščam med enostopenjske zaupnosti. 
158 Več o tem glej Odlok o varnostnih ukrepih na obrambnem področju, Ur. list RS, št. 49/92, prenehal veljati 
leta 2003 in Zakon o ratifikaciji Varnostnega sporazuma med Vlado Republike Slovenije in Vlado Združenih 
držav Amerike glede varnostnih ukrepov pri varovanju zaupnih vojaških podatkov (BUSVU), Ur. list RS, št. 
57/96. 
159 Poleg teh treh stopenj je v uporabi še stopnja, ki jo uporabljajo v primeru, ko ocenijo, da so določeni 
podatki tako občutljivi, da morajo biti varovani po posebnih kriterijih. Te imenujejo občutljivi resorni 
podatki (angl. Sensitive Compartmented Information) tudi (angl. Special Access Programs - SAP). Taki 
podatki zahtevajo strogo fizično varovanje in pogosto tudi kodno ime. 
160 To so podatki, ki potrebujejo največjo stopnjo zaščite in katerih nepooblaščeno razkritje bi povzročilo 
izjemno resno škodo nacionalni varnosti. 
161 To so določeni podatki, ki potrebujejo precejšnjo stopnjo zaščite in za katere je realno pričakovati, da bi 
njihovo nepooblaščeno razkritje povzročilo resno škodo nacionalni varnosti. 
162 To so določeni podatki, ki potrebujejo zaščito in za katere je realno pričakovati, da bi njihovo 
nepooblaščeno razkritje povzročilo škodo nacionalni varnosti. 
163 Več o tem glej Pravilnik o določanju zaupnih podatkov in o varovanju zaupnih in osebnih podatkov, Ur. list 




Štiristopenjsko označevanje zaupnosti je najpogostejše tam, kjer se uporabljajo 
pretežno samo stopnje. Podoben način označevanja tajnih podatkov, kot ga uporabljamo 
v Sloveniji, uporablja tudi večina držav članic EU in NATA. Od uveljavitve ZTP naprej  
poznamo pri nas naslednje štiri stopnje tajnih podatkov164 (od najvišje do najnižje): 





V stopničasto lestvico s petimi ali več stopnjami zaupnosti uvrščam primer 
označevanja zaupnosti, kot velja v EU in NATO, kjer so v uporabi naslednje stopnje (od 
najvišje do najnižje): 
 
V Evropski uniji V NATO169 
EU Top Secret170 Cosmic Top Secret171 
Secret EU172 Nato Secret173 
Confidentiel EU174 Nato Confidential175 
Restient EU176 Nato Restricted177 
Limité Nato Unclassified178 
                                          
164 Zanimivost določbe 63. člena Zakona o pravnem varstvu v postopkih javnega naročanja (ZPVPJN), Ur. list 
RS, št. 43/11, je uvedba dodatka k imenu stopnje tajnih podatkov, in sicer "stopnja tajnosti Republike 
Slovenije »TAJNO«". V 13. členu ZTP-ja so klasificirani samo tajni podatki štirih stopenj tajnosti, brez 
dodatka Republika Slovenija. 
165 Se določi za tajne podatke, katerih razkritje nepoklicani osebi bi ogrozilo vitalne interese Republike 
Slovenije ali ji povzročilo nepopravljivo škodo. 
166 Se določi za tajne podatke, katerih razkritje nepoklicani osebi bi lahko hudo škodovalo varnosti ali 
interesom Republike Slovenije. 
167 Se določi za tajne podatke katerih razkritje nepoklicani osebi bi lahko škodovalo varnosti ali interesom 
Republike Slovenije. 
168 Se določi za tajne podatke, katerih razkritje nepoklicani osebi bi lahko škodovalo delovanju ali izvajanju 
nalog organa v Republiki Sloveniji. 
169 Dokument C-M (2002) 49, v 18. točki priloge »B« določa te stopnje NATO klasifikacijskih oznak. 
170 Razkritje podatkov in gradiva nepooblaščeni osebi bi lahko imelo izjemne posledice za bistvene interese EU 
ali ene ali več njenih držav članic. 
171 Za informacije katerih neupravičeno odkritje bi povzročilo izjemno hudo škodo za NATO (oznaka COSMIC je 
dodana zaradi dokazovanja, da gre za oznako v lasti NATA). 
172 Razkritje podatkov in gradiva nepooblaščeni osebi bi lahko resno škodovalo bistvenim interesom EU ali ene 
ali več njenih držav članic. 
173 Za informacije, katerih neupravičeno odkritje bi povzročilo resno škodo za NATU. 
174 Razkritje podatkov in gradiva nepooblaščeni osebi bi lahko škodovalo bistvenim interesom EU ali ene ali 
več njenih držav članic. 
175 Za informacije, katerih neupravičeno odkritje bi škodovalo interesom NATA. 
176 Razkritje podatkov in gradiva nepooblaščeni osebi bi lahko bilo škodljivo za interese EU ali ene ali več 
njenih držav članic. 




Limité je oznaka, ki je predvidena za uporabo pri uslužbencih v institucijah in organih EU 
in NATA. Podatki in gradivo se označi z oznako Limité, kadar ti niso namenjeni javni objavi 
(Engelsberger, 2009, str. 42) varnostni standard pa je enak kot za dokumente, označene 
s stopnjo Interno180. 
 
V praksi se je pojavil še en tip označevanja stopenj zaupnosti, ki temelji na barvnih 
oznakah181. Gre za protokol TLP182 ali semaforski protokol, ki označuje stopnje zaupnosti z 
barvami. To olajša izmenjavo občutljivih informacij in omogoča takojšnjo vidnost stopnje 
zaupnosti. Protokol TLP se uporablja predvsem v medsebojni komunikaciji z dvema ali več 
osebami (po elektronski pošti ali z drugimi komunikacijskimi sredstvi) na področju 
informacijske tehnologije (pri odkrivanju napadov na informacijske sisteme) in pri 
izmenjavi informacij z drugimi uporabniki ali med državami183. Semaforski protokol temelji 
na konceptu izvora informacije in označevanja z eno od štirih barv. Različni certifikacijski 
organi lahko uporabljajo različne oblike te štiristopenjske barvne lestvice. 
 
Štiri ravni označevanja takih sporočil so: 
− RDEČA – Sporočila so namenjena točno določenemu naslovniku v okviru medsebojne 
izmenjave. Razširjanje informacij je prepovedano. Pravico razpravljati v okviru te 
stopnje imajo samo pooblaščene osebe. Druge osebe nimajo pravice biti prisotne ob 
komunikaciji, označeni s to stopnjo; 
− ORANŽNA – Možno je omejeno razpošiljanje znotraj mreže za medsebojno izmenjavo 
članom, kot so določeni zaposleni, pogodbeni delavci, člani uprave, ki imajo v okviru 
svojih delovnih nalog t.i. potrebo po vedenju N2K184. 
− ZELENA – Sporočila si je v okviru medsebojne izmenjave ali med posamezniki v 
okviru mreže varnostnikov mogoče izmenjevati z ostalimi organizacijami. Teh sporočil 
ni dovoljeno objaviti na svetovnem spletu. 
                                                                                                                               
178 Za uradne informacije v lasti NATA, ki ne zadostujejo kriteriju klasifikacije. Dostop do informacij s strani 
nečlanic je dovoljen pod pogojem, da ni odločilen za NATO. 
179 Gre za oznako podatkom, ki jih določa Atomic Energy Act iz leta 1954. Uporablja se v kombinaciji z drugimi 
stopnjami tajnosti COSMIC TOP SECRET ATOMAL, CONFIDENTIAL ATOMAL. 
180 Ali v EU, Restient EU, ali v NATO, Nato Restricted 
181 Najbolj so nam poznane oznake petih barvnih stopenj ogroženosti po terorističnih napadih v ZDA, kjer je 
bil do 27. aprila 2011 v veljavi, t.i. Color-coded threat level system, ki pa je bil nadomeščen z novim 
sistemom obveščanja javnosti, t.i. The National Terrorism Advisory System. Dostopno 3. 9. 2011 na: 
http://www.dhs.gov/xabout/laws/gc_1214508631313.shtm in 
http://en.wikipedia.org/wiki/Homeland_Security_Advisory_System. 
182 Angl. Traffic Light Protocol. 
183 Gre za sodelovanje med nacionalnimi certifikacijskimi organi (CERT) ter medsebojno pomoč pri blažitvi 
širjenja elektronskih napadov, izboljšanju zaščite z izmenjavo najboljših praks in vzpostavitvijo zaupanja 
med prejemniki sporočil, ki niso označeni kot zaupni, lahko pa vsebujejo občutljive podatke. Pri uporabi 
tega protokola, se morata obe strani seznaniti z njegovo uporabo, šifriranjem in dovoljenji za uporabo. 
184 Angl. Need to know, slov. Potreba po vedenju. 
 50
− BELA – Informacija, ki je lahko namenjena tudi javnosti, brez omejitev. Sporočilo 
lahko objavi vsak član v skladu z avtorskimi pravicami. 
 
Slika 2: Primeri označb stopenj zaupnosti z barvami po protokolu TLP 
 
Vir: svetovni splet (2011) 
 
A Prva označba se uporablja v avstralskem Centru za zaščito infrastrukture185. 
B Druga označba je v uporabi pri britanskem Centru za zaščito nacionalne 
infrastrukture186. 
C Tretjo označbo uporablja japonski Nacionalni informacijski varnostni center187. 
D Četrta oznaka se uporablja v ameriškem podjetju The Open Group188.  
E Peto oznako uporablja Evropska agencija za omrežno in informacijsko varnost – 
ENISA189. 
 
2.4 RAZMERJA MED ZAUPNOSTMI  
 
V demokratičnem svetu, kjer prevladuje načelo vladavine prava, je mogoče v hipertrofiji 
zakonodaje in podrednih aktov ugotoviti, da so nekatere zaupnosti v primerjavi z drugimi 
v podrejenem ali nadrejenem položaju. V zvezi s tem navajam v nadaljevanju nekatera 
stališča naših pravnikov in varstvoslovcev. 
 
Bele (2004) na primer meni, da se mora, v kolikor gre za varstvo razsežnosti človekove 
zasebnosti kot temeljne pravice in svoboščine, v državi zagotavljati polnopravno varstvo le 
                                          
185 Glej The Centre for Critical Infrastructure Protection. Dostopno 7. 5. 2011 na: 
www.ccip.govt.nz/incidents/tlp.html. 
186 Glej The Centre for the Protection of National Infrastructure. Dostopno 7. 5. 2011 na: www.cpni.gov.uk. 
187 Glej National Information Security Center. Dostopno 7. 5. 2011 na: www.nisc.go.jp. 
188 Glej The Open Group. Dostopno 7. 5. 2011 na: www.opengroup.org. 
189 Glej The European Network and Information Security Agency. Dostopno 7. 5. 2011 na: 
www.enisa.europa.eu. 
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v obsegu osebne skrivnosti. Tudi Čaleta (2004) je mnenja, da je naša pravna ureditev z 
ZVOP-om bolje uredila in zaščitila individualno zasebnost. Hojnik (2008) ugotovi, da 
določa ZVOP glede obdelave občutljivih osebnih podatkov strožje pravne podlage od 
običajnih (neobčutljivih) osebnih podatkov. Razlog za to naj bi bil po njegovem mnenju 
pisna in izrecna privolitev obdelave občutljivih osebnih podatkov ter zavarovanje takih 
podatkov. Celo Anžič (Anžič in Trbovšek, 2001, str. 44-45) se strinja, da ZVOP za podatke 
o zdravstvenem stanju določa strožji režim pri obdelavi in pisno privolitev posameznika.  
Glede supremacije varstva osebnih podatkov nad drugimi podatki Tajnik (2000) meni, da 
v primeru Policije nastopa ta kot upravljavec kar nekaj zbirk, in je tako institucija v celoti 
vezana na spoštovanje določb ZVOP-a. Lešnik (2004, str. 4) doda, da je z vidika dostopa, 
distribucije in zaščite praktično vsak osebni podatek hkrati tudi tajni podatek, njun skupni 
imenovalec pa je pravica do zasebnosti. Delno nasprotno mnenje poda Zupančič (et al., 
2001, str. 425-427), ki razlaga primer odločbe Ustavnega sodišča Republike Madžarske, ki 
je podalo stališče, da kadar je svoboda informiranja v konfliktu z varstvom osebnih 
podatkov, se ne more kar preprosto reči, naj se zadnja zmeraj interpretira absolutno, in 
da ima prednost. Čaleta (2004) glede Zakona o dostopu do informacij javnega značaja (v 
nadaljevanju kratica: ZDIJZ) in ZTP-ja doda, da bi se morala oba bolj dopolnjevati med 
seboj, pa se ne. Meni, da se bo takoj, ko bomo dojeli, da zakona tvorita usklajen sistem, 
in da eden brez drugega ne moreta urejati področja varovanja zaupnosti podatkov, 
količina neustrezno označenih tajnih podatkov zmanjšala. Zaradi tega, ker posameznik ali 
organ ob razkritjih ni ustrezno kaznovan, organi zaradi zaščite določenih podatkov te 
neupravičeno označujejo s stopnjami tajnosti in tako povečujejo količino zaupnih 
dokumentov. Tako gre pri ugotavljanju razmerja za tehtanje najmanj dveh pravic, in sicer 
pravice javnosti izvedeti informacijo in na drugi strani posameznikov interes varstva 
osebnih podatkov. 
 
Z namenom potrditve teh trditev sem na podlagi celovitega proučevanja ureditve, kot jo 
opredeljuje slovenska zakonodaja, izdelal kvadrant razlikovanja razmerij med zaupnostmi, 
kar prikazuje Slika 3. Vzpostavljena razmerja med zaupnostmi so utemeljena z razlago 
pod sliko. 
 





Z generalno supremacijo označujem zaupnosti, ki prevladujejo nad ostalimi. Tu je 
mogoče že na podlagi zgornjih stališč avtorjev ugotoviti, da so osebni podatki 
posameznika (kot jih ureja sistemski zakon o varstvu osebnih podatkov) v supremaciji nad 
ostalimi zaupnostmi. To prednostno varstvo osebnih podatkov izhaja iz sprejetih 
konvencij, deklaracij in drugih sodnih aktov, ki dajejo večjo težo varstvu pravice do 
zasebnosti posameznika. Tako zahtevo po generalni supremaciji je mogoče najti tako v 
zakonih in drugih predpisih, kjer je vsebovana določba o varovanju osebnih podatkov, kot 
tistih, ki so pomembni zaradi spoštovanja temeljnih človekovih pravic in svoboščin. 
 
Nasproti generalni supremaciji niso postavljene manj ali več vredne zaupnosti. Enovitost 
je tu mišljena v tem smislu, da je v zakonih zaupnost abstraktno predpisana in določena, 
v sicer skromnih nekaj členih, vendar se pomen zaupnosti neke vsebine, ki jo morajo 
zagotavljati in varovati tako zaposleni kot druge osebe, ki se z njimi seznanijo, s tem ne 
zmanjšuje, ampak krepi. Tako je vsako regulirano področje enovito urejeno, hkrati pa se s 
tem zagotavlja varstvo nedosegljivosti pomembnih podatkov in varuje tisto, kar ima večji 
varnostni pomen, in česar se ne sme prepustiti splošni uporabi javnosti. 
 
Neizključevanje predstavlja razmerje zaupnosti, ki se izkazuje v tem, da se posamezne 
zaupnosti, urejene na primer v istem zakonu, med seboj ne izključujejo, temveč kvečjemu 
dopolnjujejo. Ne glede na to, da nek zakonski predpis vsebuje več vrst različnih zaupnosti 
(glej npr. ZVDAGA, ki ureja nedosegljivost in varstvo osebnih podatkov, davčne tajnosti, 
tajnih podatkov in poslovnih skrivnosti v enem zakonu), obstaja med njimi enakovredna 
zahteva po varstvu le-teh, kljub dejstvu, da so na primer osebni podatki pomembnejša 
kategorija zaupnosti190 od tajnih podatkov191. 
 
Zaupnosti se med seboj ne izključujejo. Dopolnjevanje omogoča, da se dve ali več 
zaupnosti med seboj spoštujejo v smislu celovitosti in popolnosti, in sicer: 
− ne glede na to, da so vse zaupnosti v predpisu veljavne naenkrat;  
− ne glede na to, katera zaupnost je navedena kot prva in 
− ne glede na to, ali generalna supremacija ene vrste zaupnosti nad drugo obstaja ali 
ne. 
 
Z dopolnjevanjem se zaupnosti ujemajo v zahtevi po celovitem in popolnem varovanju, 
saj je posameznik po določbi druge opredeljene zaupnosti tudi v primeru slabšega 
varovanja ene zaupnosti dolžan skrbeti za popolnost varovanja zahtevanih podatkov in 
informacij. Kot primer navajam usklajeno dopolnjevanje ZTP-ja in ZVOP-a, kjer je v 28. 
členu ZTP-UPB2192 določeno, da se osebni podatki posameznika lahko obdelujejo le za 
namene varnostnega preverjanja, vodenja evidenc in izvajanje drugih pristojnosti po tem 
zakonu, 29. člen pa določa, da ima posameznik pravico do vpogleda, prepisa ali izpisa 
                                          
190 Dostop za uporabo je možen 10 let po smrti osebe ali 75 let od nastanka gradiva. 
191 Dostop in s tem razkritje gradiva v javnem arhivu je po ZVDAGA možno praviloma najkasneje 40 let po 
nastanku, z izjemami. Več o tem glej 66. člen ZVDAGA. 
192 Glej Zakon o tajnih podatkih (ZTP-UPB2), Ur. list RS, št. 50/06. 
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podatkov o svojem varnostnem preverjanju v skladu z določili ZVOP-a, z izjemo rizičnih 
podatkov, ki bi lahko ogrozili vire preverjanj. 
 
To posebnost predstavljam tudi na primeru določbe 33. člena Zakona o detektivski 
dejavnosti, ZDD-1 (v nadaljevanju kratica: ZDD), kjer je v enem členu navedenih več 
zaupnosti193, ki se med seboj dopolnjujejo, pri tem pa jih morajo detektivi varovati: 
"(1) Informacije in podatki, ki jih je detektiv zbral za stranko, se štejejo za poslovno 
skrivnost v skladu z zakonom, ki ureja gospodarske družbe, in se ne smejo posredovati 
tretjim osebam. (2) Informacije in podatke iz prejšnjega odstavka je detektiv dolžan 
varovati tudi po opravljeni storitvi za stranko.  (5) Detektiv je v zadevah, ki jih opravlja 
oziroma so mu bile zaupane, zavezan k varovanju poslovne skrivnosti, varovanju tajnih in 
osebnih podatkov v skladu s predpisi, ki urejajo varovanje teh podatkov. Vse skrivnosti in 
podatke, ki jih je pridobil pri opravljanju detektivske dejavnosti, mora varovati tudi po 
prenehanju opravljanja dejavnosti." 
 
Zakon o poštnih storitvah194 v 32. členu določa, da: "(1) O dostopu do delov poštne 
infrastrukture ali storitev, zajetih v naboru univerzalne storitve, kot so sistem poštnih 
oznak, podatkovne zbirke z naslovi, poštni predali, nabiralniki za dostavo pošiljk, 
informacije o spremembi naslova, storitve preusmeritve poštne pošiljke in storitve 
vračanja pošiljk pošiljatelju, mora izvajalec univerzalne storitve skleniti z drugim 
izvajalcem zamenljivih storitev na njegovo zahtevo pogodbo, s katero uredita način in 
pogoje za dostop do poštnega omrežja, ceno dostopa, ki mora temeljiti na stroških, način 
obračunavanja in plačevanja ter druga vprašanja dostopa, vse ob upoštevanju določb o 
zaupnosti poštnih pošiljk in varstva osebnih podatkov iz X. poglavja. (5) Izvajalec sme 
zavrniti dostop iz prvega odstavka le, če bi to ogrozilo izvajanje univerzalne storitve ali 
zaupnost poštnih pošiljk in varstvo osebnih podatkov. Člen 53 določa, da morajo (1) 
izvajalci poštnih storitev varovati zaupnost poštnih pošiljk v skladu z zakonom, ki ureja 
varstvo osebnih podatkov, podatke pa dajejo (2) /.../ lahko ob soglasju posameznika, ki 
so jih pridobili o tem posamezniku. Za soglasje se šteje izrecna pisna privolitev 
posameznika, pri tem pa smejo glede na 54. člen (1) izvajalci poštnih storitev zbirati in 
obdelovati osebne podatke uporabnikov poštnih storitev, ki so sestavni del naslova poštne 
pošiljke, če te podatke potrebujejo za izvajanje poštnih storitev ali za trženje in raziskave 
trga, skladno z (2) zakonom, ki ureja varstvo osebnih podatkov. 
 
2.5 UDELEŽENCI PRI ZAUPNIH PODATKIH 
 
Zaupnosti same po sebi nimajo nobenega pomena in vrednosti, v kolikor se z njimi ne 
ukvarjamo ljudje kot posamezniki, ki nastopamo v različnih vlogah, enkrat kot fizične 
osebe, drugič kot delodajalci, delojemalci, stranke itd. Z zaupnostmi se v naših 
interakcijah z drugimi srečujemo dnevno. Vsak posameznik ali fizična oseba ima svojo 
                                          
193 Prepoznane zaupnosti v tem členu so: poslovna skrivnost, poklicna skrivnost ali poklicna molčečnost, tajni 
podatki in osebni podatki. 
194 Glej Zakon o poštnih storitvah (ZPSto-1), Ur. list RS, št. 51/09. 
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zaupnost (obravnava jo lahko kot zasebnost ali intimnost). Delodajalci imajo poslovne, 
tehnološke in proizvodne zaupnosti (npr. izum, tehnologija, sredstva), kjer so, kot pravi 
Kop (1995), delojemalci zaradi večjih pristojnosti in številnih dostopov do podatkov, dolžni 
poslovne skrivnosti bolj varovati, hkrati pa skrbeti za svojo lastno zasebnost pred drugimi 
sodelavci in strankami. Dostop do podatkov in upravljanje z njimi mora biti osebam 
zagotovljen le ob izpolnitvi pogoja, da imajo za dostop do njih dovoljenje in izkazano 
potrebo po védenju195 (Črnčec, 2005). V kolikor je izpolnjeno samo eno dejstvo, naj 
dostop ne bi bil upravičen. 
 
Stopar (2002) ima zagotovo prav, ko pravi, da smo prvi vir prenosa informacij ljudje, 
vendar je, kot ugotavlja, razvoj človeka kot vira informacij zaradi praktične uporabe 
tehničnih sredstev zastal. Ob tem povzema izkušnje varnostnih služb ZDA, ki kažejo, da 
ostaja človek tudi v prihodnje eden najpomembnejših načinov pridobivanja pomembnih 
podatkov in informacij. Zorkova (2011, str. 26) na primer opisuje zanimiv primer tajnic, 
poslovnih sekretark in asistentk, v smislu, s koliko dokumenti se dnevno srečajo pri 
svojem delu. Pravi namreč, da poznajo vse majhne in velike skrivnosti, poslovne, finančne 
ter marsikatere osebne podatke svojih šefov in sodelavcev. Zato je po njenem mnenju 
zelo pomembno, kakšne vrednote in osebnostne lastnosti poleg strokovne usposobljenosti 
in znanj tajnica ima, saj se pritiski sodelavcev in strank nanje med drugim zrcalijo tudi v 
poskusu pridobivanja takih informacij in nato manipuliranju z njimi. 
 
2.5.1 UPRAVIČENOST IN POOBLAŠČENOST DOSTOPA DO ZAUPNIH 
PODATKOV 
 
Kot ugotavlja že Črnčec (2005), morajo imeti osebe za dostop do podatkov dovoljenje in 
izkazano potrebo po védenju. "Do podatkov lahko dostopajo le upravičene osebe zaradi 
delovnih nalog, ki jih opravljajo, in to v obsegu, ki je za izvajanje nujen," pravi Antončič 
(2001, str. 17). Samo dovoljenje za dostop do podatkov osebi še ne daje pravice do 
seznanjanja z vsebino zaupnih podatkov. Finžgar (1985) izpostavi največjo nevarnost prav 
v fazi uporabe informacij, saj se te lahko predajo neupravičeni osebi za neupravičen 
namen. 
 
Gre torej za to, kdo je upravičen zbirati, vpogledovati in uporabljati varovane podatke. 
Šturm (Šturm in Zajec, 1998, str. 64) o mednarodnem sporazumu med Republiko 
Slovenijo in ZDA, ki določa ukrepe varovanja vojaških podatkov, med drugim pravi, da 
samo zaradi čina, funkcije ali zato, ker je bil nekdo varnostno preverjen, ta še nima 
avtomatične pravice pridobivati zaupnih podatkov196.  
                                          
195 Potreba po védenju je načelo, ki pomeni, da mora oseba izkazati upravičen interes, za dostop do takih 
podatkov, saj brez vpogleda, v nasprotnem ne more opravljati svoje funkcije ali delovnih nalog. 
196 Glej Zakon o ratifikaciji Varnostnega sporazuma med Vlado Republike Slovenije in Vlado Združenih držav 
Amerike glede varnostnih ukrepov pri varovanju zaupnih vojaških podatkov (BUSVU), Ur. list RS, št. 57/96, 
ki določa, da imajo dostop do podatkov samo tisti, katerih službena dolžnost zahteva dostop, in, ki so bili 
varnostno preverjeni v skladu s predpisanimi standardi pogodbenic. Podobno glej o tem tudi Sporazum o 
varovanju zaupnih podatkov obrambne narave med Švedsko in Belgijo iz leta 1981, št. 23339 in Sporazum 
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Nekdo, ki se znajde v labirintu možnega dostopa do zaupnih podatkov, mora razumeti 
vsebinske razlike upravičenosti in pooblaščenosti197. V ta namen sem zaradi boljšega 
razumevanja izdelal štiri kvadrante, kjer v nadaljevanju prikazujem in pojasnjujem 
omenjena razmerja upravičenosti in pooblaščenosti dostopa do zaupnih podatkov.  
 




Upravičena oseba, ki je hkrati pooblaščena, ima absolutno pravico dostopa do podatkov, 
ki so primerni njenemu pooblastilu198. 
 




Upravičena oseba, ki ni hkrati tudi pooblaščena, ima relativno dovoljeno pravico dostopa 
do podatkov, vendar ji pooblastitelj iz kakršnihkoli razlogov ni omogočil možnosti dostopa 
do teh podatkov199. 
 
                                                                                                                               
o recipročnem varovanju zaupnih obrambnih podatkov med Nizozemsko in Švedsko iz leta 1984, št. 23037. 
Dostopno 26. 5. 2011 na: www.untreaty.un.org. 
197 Gre za potrebo po vedenju (angl. Need to know). 
198 Sedma točka drugega člena Zakona o tajnih podatkih (ZTP-UPB2) razlaga dostop kot seznanitev osebe s 
tajnim podatkom ali možnost, da oseba pridobi tajni podatek na podlagi dovoljenja za dostop do tajnih 
podatkov. Ta je omejen in mogoč samo na način in ob pogojih, kot jih določa zakon in predpisi, izdani na 
njegovi podlagi ter na način in ob pogojih, kot jih lahko določajo drugi sistemski zakoni ali mednarodne 
pogodbe (glej več o tem npr. 7. in 22. člen ZTP-UPB2). 
199 Upravičenost dostopa do podatka brez pooblastila ureja npr. 22.a člen ZTP-UPB2, kadar predstojnik organa 
oceni, da je treba o zahtevi za dostop do informacije javnega značaja, ki se nanaša na tajni podatek, 
presoditi o upravičenosti javnega interesa za njeno razkritje. V primeru odločitve, rešene v korist javnega 
interesa, se vsebina tajnega podatka upravičenim osebam lahko razkrije, čeprav formalno do podatka niso 
upravičene. Smiselno o tem glej tudi 26. člen, kadar bi uslužbencu preteklo pooblastilo (dovoljenje), a pred 
iztekom roka ni pravočasno podaljšal njegove veljavnosti. 
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Neupravičena oseba, ki je hkrati pooblaščena, je rezultat tehnične napake pooblastitelja, 
ki je taki osebi po pomoti dovolil možnost dostopa do podatkov, do katerih ni 
upravičena200. 
 




Neupravičena oseba, ki je hkrati nepooblaščena, ima prepoved dostopa do kakršnihkoli 
podatkov, ki so opredeljeni kot zaupni201. 
 
Izhajajoč iz razlage Slovarja slovenskega knjižnega jezika (v nadaljevanju kratica: SSKJ), 
opredeli slednji nepooblaščeno osebo kot posameznika, ki nima pravice pridobiti predmeta 
ali stvari, v tem primeru zaupnega podatka. Neupravičen pa je nekdo, ki do nečesa nima 
pravice oziroma ni upravičen do pridobitve podatkov. 
 
Za Goloba (1997) pomeni nepooblaščen vsak vstop, prehod ali zadrževanje osebe v 
varovanem prostoru, če za to nima ustnega ali pisnega dovoljenja vodje varnostne službe 
objekta. Varanelli (2008) opredeli nepooblaščeno osebo kot tisto, kjer ji insider sporoči 
kvalificirano informacijo zato, da jo sam kako drugače izkoristi. Anžič (Anžič in Trbovšek, 
                                          
200 Tako razlago lahko najdemo v 22.i členu ZTP-UPB2, in sicer v primeru, kadar je uslužbencu prenehalo 
delovno razmerje, ali pa je bil premeščen na drugo delovno mesto, ko ni dal soglasja k ponovnemu 
varnostnemu preverjanju, ko ne poda soglasja za uvedbo postopka potrditve veljavnosti dovoljenja, ali ne 
izpolni ustreznega varnostnega vprašalnika (glej 25.c člen) (postane tako neupravičen), a hkrati 
pooblaščen, v kolikor mu predstojnik pooblastila ni odvzel oziroma preklical.  
201 Zakon o varstvu osebnih podatkov (ZVOP-1-UPB1), Ur. list RS, št. 94/07, npr. v 14. in 24. členu ureja 
zavarovanje osebnih in občutljivih osebnih podatkov na način, da morajo biti ti pri obdelavi označeni in 
zavarovani tako, da nepooblaščene in s tem avtomatično tudi neupravičene osebe, do njih ne morejo 
dostopati. 
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2004) v zvezi s tajnostjo izpostavi vprašanje o upravičenosti označevanja določenega 
podatka za tajnega, in sicer, kdo ima to pravico, da ga določi za tajnega in koliko časa bo 
ostal tajen. Neko sinergijo bi v takem razmišljanju lahko našli tudi pri Prepeluhovi (2004), 
ki povzame, da je vsakdo zavezan k varovanju in ohranitvi tajnosti podatka, s katerim se 
je legalno ali nelegalno seznanil. Osebe, ki do tajnih podatkov ne pridejo v zvezi s svojim 
delom, pa zagrešijo kaznivo dejanje le v primeru, če pridejo do njih protipravno oziroma, 
če jih objavijo brez dovoljenja202. 
 
V nadaljevanju predstavljam nekatere ključne udeležence pomembnejših zaupnih 
podatkov, ki z njimi upravljajo oziroma se z njimi pogosteje srečujejo. 
 
2.5.2 PRVA, DRUGA IN TRETJE OSEBE 
 
Moje vprašanje je, kdo so pravzaprav prva, druga, tretja in vse naslednje osebe, in zakaj 
vedno govorimo le o tretji osebi, manj pa o drugi osebi, ki bi potencialno že lahko 
zlorabila poslovne informacije in podatke?  
 
Kop (1995) pravi, da v zvezi z varovanjem poslovne skrivnosti govorimo o nekom, ki jo 
upravičeno pozna203, in si prizadeva, da tega ne bi izvedela tretja oseba204. Poslovne 
skrivnosti poznajo v podjetju vsi tisti, ki svojega dela ne bi mogli opravljati, tako o tem 
pravi Kop. To pa niso samo notranji sodelavci, ampak tudi zunanji partnerji, ki lahko 
prevzamejo za organizacijo pogodbeno obveznost (npr. vzdrževalci strojne ali programske 
opreme, strokovni izvedenci, revizorji, kooperanti v poslovnem odnosu), in še kdo. 
 
Poznamo tri skupine oseb, ki so dolžne varovati zaupne podatke (po Mirt, 2003, str. 31–
34):  
− prva skupina so tisti, ki tajni podatek oblikujejo in ga morajo varovati kot tajnost, še 
preden je razglašen za tajnega; 
− druga skupina oseb, ki je dolžna varovati tajnost, so tisti, ki so bili seznanjeni s 
podatki, razglašenimi za tajne; 
− tretjo skupino pa predstavljajo osebe, ki so jim podatki samo dosegljivi, kar pomeni, 
da s podatkom še niso seznanjeni, se pa pod določenimi pogoji lahko z njimi 
seznanijo. 
 
Varovanje podatkov po ZGD-ju zavezuje tako zaposlene znotraj podjetja kot tudi tretje 
osebe, ki niso del organizacijske strukture, meni Petrovčič (2008). Podobno ugotavlja tudi 
Potočnikova (2009), ko povzame, da naj bi določbe ZGD-ja upoštevale tudi tretje osebe, 
ki so vedele oziroma bi glede na naravo podatka morale vedeti, da je nek podatek 
                                          
202 Zanimiv komentar na spletni strani www.dnevnik.si je dal "zockyo", dne 2. 12. 2010, kjer pravi: "Kolikor se 
spomnim iz procesa JBTZ in njegove razveljavitve, kaznivo dejanje stori pooblaščena oseba, ki tajni 
dokument posreduje nepooblaščeni osebi, ne pa nepooblaščena oseba (recimo novinar), ki dokument nato 
razširja". 
203 V tem primeru gre za drugo osebo (npr. zaposlenega v podjetju), saj lastnik tak podatek že pozna. 
204 Tretja oseba je nekdo, ki ni zaposlen v isti organizaciji (npr. konkurent) in si prizadeva priti do nje. 
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poslovna skrivnost. Šlamberger (2009) potegne vzporednico z varovanjem zaupnih 
bančnih podatkov, in sicer v dejstvu, da osebe, ki so dolžne podatke, dejstva in okoliščine 
o komitentu varovati kot zaupne, teh ne smejo sporočiti tretjim osebam niti jih ne smejo 
same uporabiti. Zanimivo razmišljanje poda Črnčec (Brezovšek in Črnčec, 2010, str. 114), 
ko izpostavi posebno kategorijo uslužbencev, ki s svojim ravnanjem lahko povzročijo, da 
pridejo tajni podatki v roke nepooblaščeni osebi (npr. snažilke, varnostniki) vendar s tem 
po njegovem še niso izdali tajnosti, temveč le izvršili kakšno drugo kaznivo dejanje npr. 
nevestno delo. 
 
V naši zakonodaji je mogoče najti precej opredelitev, kdo so prve, druge in vse naslednje 
osebe (v oklepaju je navedena moja lastna opomba statusa osebe): 
− Zakon o davčnem postopku205 v 15. členu določa, da mora davčni organ kot zaupne 
varovati podatke, ki mu jih davčni zavezanec (prva oseba)206 posreduje. V 16. členu 
velja dolžnost varovanja davčne tajnosti za uradne in druge osebe davčnega organa, 
izvedence, tolmače, zapisnikarje in druge osebe, ki sodelujejo pri pobiranju davkov ali 
pa so zaradi narave svojega dela prišle v stik z davčnimi podatki (druge osebe), teh 
podatkov pa ne smejo sporočiti tretjim osebam207, razen v primerih, določenih z 
zakonom. 
− Zakon o bančništvu208 v 214. členu pravi, da mora banka kot zaupne varovati vse 
podatke o posamezni stranki (prva oseba), s katerimi razpolaga. V 215. členu pa velja 
dolžnost varovanja zaupnih podatkov za člane organov banke, delničarje, delavce 
banke oziroma druge osebe, ki so jim v zvezi z njihovim delom dostopni zaupni 
podatki (druge osebe), teh podatkov pa ne smejo sporočiti tretjim osebam209. 
Uslužbenci Banke Slovenije oziroma drugi organi in osebe (ki so tretje osebe) smejo 
podatke, uporabiti izključno za namen njihove pridobitve. 
− V Zakonu o tajnih podatkih210 je v drugem členu navedeno, da je potrebno tajni 
podatek zavarovati pred nepoklicanimi osebami (tretje osebe)211. 
− Zakon o parlamentarni preiskavi212 v 15. členu pravi, da morajo predsednik in člani 
preiskovalne komisije (druga oseba)213 ves čas dela komisije in po njeni razpustitvi 
                                          
205 Glej Zakon o davčnem postopku (ZDavP-2-UPB4), Ur. list RS, št. 13/11. 
206 Prva oseba je vedno nosilec primarne zaupne informacije. Brez prve osebe, se s podatki ne more okoristiti 
niti druga, tretja niti vse nadaljnje osebe. 
207 Gre za osebe, ki niso taksativno naštete v tej določbi zakona. 
208 Glej Zakon o bančništvu (ZBan-1-UPB5), Ur. list RS, št. 99/10. 
209 Nekoliko kontradiktorna je določba drugega odstavka istega člena, ki dolžnost varovanja zaupnih podatkov 
razveljavlja za tretje osebe, kot so Banka Slovenije ali drug nadzorni organ, nadrejene družbe v zvezi z 
nadzorom na konsolidirani podlagi, med bankami in finančnimi institucijami (390.a člen), med bankami 
držav članic ali sistemi za izmenjavo informacij o boniteti strank itd. 
210 Glej Zakon o tajnih podatkih (ZTP-UPB2), Ur. list RS, št. 50/06. 
211 Tu se pojavi vprašanje, kdo je prva in kdo druga oseba. Za prvo osebo je potrebno šteti originatorja 
(tistega, ki dokument pripravi in označi), za drugo osebo pa vsakega uslužbenca organa, ki se z 
dokumentom lahko seznani in vanj vpogleda glede na upravičenost in pooblastilo (vojak, uradnik, kurir 
itd.). 
212 Glej Zakon o parlamentarni preiskavi (ZPPRE), Ur. list RS, št. 63/93. 
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varovati tajnost zaupnih dejstev, s katerimi so se seznanili. Brez dovoljenja 
predsednika Državnega zbora (druga oseba) ti ne smejo pričati pred sodiščem ali pred 
drugimi organi (tretje osebe). Priče, izvedenci, cenilci, prevajalci ali tolmači, so v 
postopku parlamentarne preiskave druge osebe214. 
 
V nadaljevanju predstavljam mnenje Informacijskega pooblaščenca glede posredovanja 
podatkov tretjim osebam. 
 
Primer 8: Posredovanje osebnih podatkov diplomantov tujim agencijam za zaposlovanje215 
 
Informacijski pooblaščenec je na podlagi prejetega vprašanja v zvezi s posredovanjem 
osebnih podatkov diplomantov Univerze v Ljubljani tujim agencijam za zaposlovanje, 
podal neobvezno mnenje. Ugotovil je, da Zakon o visokem šolstvu, Univerzi ne daje 
nobene pravne podlage za posredovanje osebnih podatkov diplomantov tretjim osebam, 
kot so agencije za zaposlovanje v tujini. V tem primeru bi moral študent pooblastiti 
ustrezno agencijo za zaposlovanje, ki bi izvajala tako upravičenje po 30. členu ZVOP-a. Pri 
posredovanju osebnih podatkov je potrebno upoštevati tudi iznos podatkov v tretje 
države, kot to ureja ZVOP-a od člena 63. do 71. Pooblaščenec navaja eno od rešitev, in 
sicer, da lahko univerza diplomantom pošlje povpraševanje takšnih agencij po pošti, sami 
pa se nato odločijo, ali bodo z agencijo stopili v stik ali ne, in ali bodo dali želene podatke. 
 
2.6 OBLIKOVNOST ZAUPNIH DOKUMENTOV 
 
Vsak nosilec, naj si bo to dokument216, ki je napisan, narisan, natiskan, fotografiran, 
fotokopiran, fonografski, v papirni, elektronski ali drugi materialni obliki, na kateri je 
mogoče zapisati vsebino, mora vsebovati namensko označitev ali določbo o zaupnosti 
vsebovanih podatkov ali informacij. Ni si mogoče predstavljati, da bodo dokumenti, ki niso 
ustrezno označeni, pri drugih ali tretjih osebah varovani na enak način kot pri tistemu, ki 
ga v osnovi za takega tudi označi. Zato velja, kot pravi Čaleta (2003), temeljni pogoj, da 
se tajnost podatkom ali informacijam jasno označi z vrsto in stopnjo zaupnosti, jih naredi 
vidno prepoznavne ter določi čas trajanja tajnosti. To pa je potrebno narediti kot pravi 
Brejc (2004, str. 165) na dokumentih, njihovih prilogah, na ovojih zadev in v evidenci 
zadev. 
                                                                                                                               
213 Prva oseba je v tem primeru preiskovanec, to je oseba, ki se zaslišuje in preiskuje in ki o zadevi nekaj ve. 
Preiskovanci so osebe, na katere se parlamentarna preiskava nanaša v celoti ali deloma (glej prvi odstavek 
7. člena zakona). 
214 Tu gre za druge osebe v smislu udeleženosti in ne v smislu nekih tretjih oseb (kot bi lahko bili npr. 
novinarji). 
215 Glej primer neobveznega mnenja Informacijskega pooblaščenca št. 0712-553/2009/2, z dne 9. 12. 2009, 
na povezavi: www.ip-rs.si, pod naslovom: Posredovanje OP diplomantov tujim agencijam za zaposlovanje. 
216 Dokument, ki je po mnenju Brejca (2004) danes še vedno najpogostejša oblika nosilca, vsebuje zapis, s 
katerim se začne, dopolni, spremeni, prekine ali konča upravno delo. Je pa tudi temeljna enota 
dokumentarnega gradiva in nosilec informacije. Za Đorđevića (1980b, str. 34) je vsak izvorni dokument 
zapis, ki ima trajen značaj in služi kot osnova za izvajanje neke aktivnosti. 
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V nadaljevanju navajam primere označevanja zaupnosti, kot veljajo glede na določbe 
Zakona o tajnih podatkih in Uredbe o varovanju tajnih podatkov217 pri nas: 
 
Primer označitve z INTERNO  




Datum določitve tajnosti:     15. 1. 2013 
Način prenehanja tajnosti:  S pisnim preklicem 
Pooblaščena oseba:    Ime Priimek 
Številka in datum pooblastila:  022-1/2013-1, 1. 1. 2013 
Dodatna oznaka:      Npr. Odstavki so označeni z različno stopnjo tajnosti 
 
Primer označitve z ZAUPNO kot kopija dokumenta  
(napisano v glavi dokumenta) 
ZAUPNO                             KOPIJA: 2/3 
 
Datum določitve tajnosti:     15. 1. 2013 
Način prenehanja tajnosti:  Dne 15. 12. 2013 
Pooblaščena oseba:    Ime Priimek 
Številka in datum pooblastila:  022-1/2013-1, 1. 1.2013 
Dodatna oznaka:      Npr. Odstavki so označeni z različno stopnjo tajnosti 
 
Primer označitve s TAJNO  
(napisano v glavi dokumenta) 
 
TAJNO                              
 
Datum določitve tajnosti:      15. 1. 2013 
Številka izvoda:       2 
Skupno število strani dokumenta: 4 
Število prilog:        1 
Način prenehanja tajnosti:   Dne 15. 6. 2013 
Pooblaščena oseba:     Ime Priimek 
Številka in datum pooblastila:   022-1/2013-1, 1. 1.2013 
 
 
                                          
217 Glej Uredbo o varovanju tajnih podatkov, Ur. list RS, št. 74/05. 
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Primer označitve s STROGO TAJNO  
(napisano v glavi dokumenta) 
 
STROGO TAJNO                            
 
Datum določitve tajnosti:      15. 1. 2013 
Številka izvoda:       2 
Skupno število strani dokumenta: 4 
Število prilog:        1 
Način prenehanja tajnosti:   Z dnem 31. 12. 2013 
Pooblaščena oseba:     Ime Priimek 
Številka in datum pooblastila:   022-1/2013-1, 1. 1. 2013 
 
Primer označitve s POSLOVNO SKRIVNOSTJO  
(napisano v glavi dokumenta) 
 




Sončna ulica 5 
1000 Ljubljana 
 
Naš znak: 1524/2013 
Datum:      5. 11. 2013 
 
Primer označitve z INTERNO-NOTRANJA UPORABA218 ne po Zakonu o tajnih 
podatkih  




Način prenehanja tajnosti:  S pisnim preklicem 





                                          
218 Priporočljivo je, da se identičnih oznak zaupnosti, kot so določene v Zakonu o tajnih podatkih, v 
gospodarskem sektorju ne uporablja zaradi možnih zamenjav stopenj, hkrati pa tudi obveznosti po zahtevi 
in pogojih varovanja takih informacij in podatkov.  
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Primer označitve z DAVČNO TAJNOSTJO  




Številka: DT 152-12/2013-1 
Datum:   5. 11. 2013 
 
Samo formalno naravo tajnosti izpostavi Đorđević (1985, glej tudi v Brezovšek in Črnčec, 
2010, str. 100). Ta praviloma nastane z oznako ali pa se jo v ustrezno kategorijo razvrsti z 
uradnim navodilom.  
 
Formalno naravo daje tajnemu podatku na dokumentu, po ZTP-UPB2219: 
− pisno pooblastilo za določanje tajnih podatkov220, 
− pisna ocena možnih škodljivih posledic221, 
− pravilna priprava dokumenta in odpošiljanje222, 
− preklic tajnosti podatka z obveščanjem vseh zainteresiranih po končanju veljave 
tajnosti223. 
 
Način označevanja dokumentov in nosilcev z vrstami in stopnjami zaupnosti je opredeljen 
v različnih predpisih: 
− 11. in 17. člen ZTP-UPB2 navajata, da mora pooblaščena oseba določiti stopnjo 
tajnosti vsakega tajnega podatka ob njegovem nastanku oziroma ob začetku izvajanja 
naloge, pri določitvi pa oceniti možne škodljive posledice, če bi bil podatek razkrit 
nepoklicani osebi. Na tej podlagi se podatku nato določi stopnja in način prenehanja 
tajnosti. 
− 3. in 4. člen Uredbe o varovanju tajnih podatkov določata, da se vsak dokument in 
medij ob določitvi stopnje vidno označi z oznakami tajnosti. 
− prvi odstavek 14. člena ZVOP-1 določa, da se občutljivi osebni podatki pri obdelavi 
posebej označijo in zavarujejo pred nepooblaščenimi osebami224. 
− 39. člen ZVDAGA opredeli, da se evidenca oseb, ki so opravile preizkus strokovne 
usposobljenosti iz ravnanja z dokumentarnim gradivom, za uslužbence obveščevalno 
varnostnih služb vodi ločeno, označena pa mora biti s stopnjo tajnosti ZAUPNO. 
− 17. člen ZDAVP-2-UPB4 kot ukrepe in postopke varovanja davčne tajnosti pri davčnem 
organu navaja vidno označitev vsakega podatka, dokumenta ali zbirke podatkov, ki 
vsebuje davčne podatke. 
                                          
219 Glej Zakon o tajnih podatkih (ZTP-UPB2), Ur. list RS, št. 50/06. 
220 Glej 10. člen ZTP-UPB2. 
221 Glej tretji odstavek 11. člena ZTP-UPB2. 
222 Glej 15. člen in 3. člen Uredbe o varovanju tajnih podatkov, Ur. list RS, št. 74/05. 
223 Glej 15. člen ZTP-UPB2. 
224 Pri tem je izjema, kadar posameznik občutljive osebne podatke, ki se nanašajo nanj, te sam namenoma 
javno objavi, brez namena njihove zaščite (glej 5. točko 13. člena ZVOP-1-UPB1). 
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− 83. člen Uredbe o upravnem poslovanju225 določa, da morajo javni uslužbenci varovati 
poslovne skrivnosti, ki jih kot take označijo stranke, ponudniki in drugi poslovni 
subjekti. Stoti člen določa, da pošto, označeno s tajnostjo, odpira le predstojnik 
oziroma pooblaščeni uslužbenec. 
 
Ker je potrebno z dokumenti kot nosilci informacij, označenimi s tajnostjo, ravnati 
skrbneje, morajo biti označbe, vključno z reprodukcijami jasno napisane, označene, 
natipkane, natiskane, ožigosane, na vrhu prve strani. Primerna je tudi navedba zaporedne 
številke strani glede na skupno število strani (npr. 5/10 ali 5 od 10). Označbe na drugih 
medijih (npr. fotografijah, video in avdiozapisih, škatlah, embalaži ipd.), ki vsebujejo 
zaupne podatke, pa morajo biti na mediju vidno napisani ali natisnjeni ali pritrjeni z 
etiketo, da je mogoče razpoznati njeno pomembnost. 
 
Mišič (2008b) opisuje primer določb Zakona o osebni izkaznici226 in Zakona o potnih 
listinah227, ki od upravljavcev, ki bodo kopirali osebni dokument ali potno listino zahteva, 
da kopijo označijo z opozorilom o prepovedi uporabe le-te v druge namene. Ker zakon ne 
predpisuje obličnosti vsebine oznake, je ta prepuščena njim samim. Kljub temu pa 
priporoča, da se nanj navede vsaj naslednje podatke: da gre za kopijo, naziv upravljavca, 
namen fotokopiranja in pravno podlago za fotokopiranje (npr. opombo: pisna privolitev). 
 
S tega vidika je smiselno zapisati drugi osebi v dopisu ali sporočilu ustrezno obvestilo, 
kadar ji posredujemo zaupne podatke, in jo opozoriti na tako vsebino in primerno 
ravnanje. V nadaljevanju podajam primere takih obvestil za osebne podatke, poslovno 
skrivnost in besedilo v elektronskem sporočilu. 
 
Primer obvestila za vsebovane osebne podatke na dopisu: 
 
Ta dopis vsebuje osebne podatke, ki so posebej varovani z Zakonom o varstvu osebnih 
podatkov ZVOP-1 (Ur. list RS, št. 94/2007). V skladu s 25. členom ZVOP-1, ste dolžni 
zagotoviti zavarovanje osebnih podatkov na način, kot je to določeno v 24. členu ZVOP-1. 
 
Primer obvestila o vsebovani poslovni skrivnosti: 
Prosimo, da prejeto dokumentacijo, označeno z oznako POSLOVNA SKRIVNOST po 
Notranjem navodilu Podjetja d.o.o., varujete in hranite v skladu z notranjim navodilom 
(npr.: ali dogovorom, ki ste ga potrdili dne, _________). 
                                          
225 Glej Uredbo o upravnem poslovanju, Ur. list RS, št. 20/05. 
226 Glej Zakon o osebni izkaznici (ZOIzk-UPB2), Ur. list RS, št. 71/08. Upravljavci smejo osebno izkaznico 
kopirati samo kadar to določa zakon. Poleg imetnika jo lahko kopirajo tudi notarji in finančne družbe, ki 
opravljajo finančne storitve, za namen dokazovanja identitete državljana v postopku. Kopiranje je 
dovoljeno na podlagi pisne privolitve imetnika osebne izkaznice, nadaljnje kopiranje kopije pa je 
prepovedano. Kopijo izkaznice tudi ni dovoljeno hraniti v elektronski obliki. V primeru izdelave kopije, lahko 
imetnik zahteva, da upravljavec izda potrdilo o kopiji listine, na katerem je naveden namen rabe kopije in 
rok, do kdaj upravljavec kopijo potrebuje. 
227 Glej Zakon o potnih listinah državljanov Republike Slovenije (ZPLD-1-UPB4), Ur. list RS, št. 29/11. 
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Primer izjave o zaupnosti vsebine elektronskega sporočila: 
To elektronsko sporočilo in njegove morebitne priloge vsebujejo zaupne informacije ali 
podatke, so last podjetja _______ d.d. ter so namenjene izključno naslovniku ________. 
Zaupne informacije ali podatke zavarujte in hranite v skladu z vašim notranjim navodilom. 
V kolikor ste sporočilo prejeli pomotoma, Vas prosimo, da nas o tem takoj obvestite, 
sporočilo pa nemudoma uničite tako, da ga izbrišete z diska oziroma natisnjen dokument 
razrežete v uničevalcu. Vsakršno nepooblaščeno razkritje, distribucija ali kopiranje vsebine 
sporočila, brez dovoljenja podjetja ________ d.d., je izrecno prepovedano in bo 
obravnavano kot kršenje Pravilnika o zavarovanju zaupnih podatkov podjetja _______ 
d.d., za kar bomo predlagali uvedbo postopka na pristojnem sodišču.  
 
Črnčec (2005) ugotavlja, da se operacionalizacija varovanja tajnosti izvaja s celovitim 
sistemom označevanja, varovanja, dostopa in nadzora nad tajnimi podatki. Pogosto se 
pripeti, da imajo oznako tajnosti podatki, ki dejansko sploh niso tajni, posledica tega pa 
je, da se izdeluje in hrani ogromna količina tajnih podatkov (Thompson, 1999). Tudi bivša 
direktorica britanske vojaške obveščevalne službe MI5, Stella Rimington (2001) pravi, da 
so tajnosti v uporabi predvsem v obveščevalnovarnostnih službah, te pa so že tako ali 
tako nagnjene k pretiravanju upoštevanja načela tajnosti, kar ni nujno, da jim tudi 
koristi228. V ZDA so izračunali, da v administraciji izdelajo dnevno preko 10.000 tajnih 
dokumentov. Kot ugotavlja Črnčec (v Brezovšek in Črnčec, 2010), podatki za Slovenijo 
niso na voljo.  
 
Ravno v zvezi s tem namenom je ameriški predsednik Barack Obama, 7. oktobra 2010 
sprejel Zakon o zmanjševanju pretiranega označevanja zaupnosti229 kot rezultat končnega 
poročila komisije230, ki je proučevala teroristične napade v ZDA. Komisija je ugotovila, da 
so pretirano označevanje, nezadostna izmenjava informacij in podatkov med organi ter 
veliko število tajnih podatkov prispevali k temu, da se ZDA niso uspele pravočasno 
obraniti pred terorističnimi napadi. Zakon tako Ministrstvu za domovinsko varnost nalaga, 
da imenuje uradnika za tajne podatke, ki bo skrbel za pripravo in razširjanje 
izobraževalnega gradiva ter izvedbo programov usposabljanj v zveznih državah in na 
drugih ravneh, dajal usmeritve direktorju obveščevalne agencije CIA za standardizacijo 
formatov obveščevalnih informacij ter zagotavljal programe usposabljanj za zaposlene ter 
ocenjeval učinkovitost uvedenih institucionalnih politik. Obamova Izvršna odredba št. 
13526 je vzpostavila še en institut znotraj ameriških Nacionalnih arhivov, in sicer 
                                          
228 Rimingtonova pravi, da pretirano označevanje s tajnostjo, prej škoduje varnostnim službam, kot jim koristi. 
229 Glej The Reducing Over-Classification Act, H.R. 553. Dostopno 15. 5. 2011 na: www.glin.gov, z dne 7. 10. 
2010 in na: www.govtrack.us/congress/billtext.xpd?bill=h111-553. Prvi predlog zakona je bil posredovan v 
zakonodajno proceduro že v začetku leta 2008. Proračunska vrednost uvedbe sprejetega zakona, naj bi po 
oceni proračunske službe ameriškega Kongresa znašala 22 milijonov dolarjev. 
230 Poročilo Keanove komisije je vsebovalo tri osnovne napotke za odpravo, in sicer: informacije morajo 
potovati bolj svobodno, informacijam in podatkom je potrebno znižati stopnje tajnosti in večine informacij 
in podatkov se sploh ne sme označiti kot tajne. 
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Nacionalni center za deklasifikacijo tajnosti231 z nalogo, da pravočasno uskladi ustrezno 
obdelavo zaupnega arhivskega gradiva zgodovinske vrednosti, skrbi za pripravo navodil 
standardnih postopkov deklasifikacije in izmenjavo teh navodil med ostalimi agencijami, 
zagotavlja usposabljanja in ukrepe izboljšav, povezuje obstoječe podatkovne baze 
agencije z novimi tehnologijami dokumentiranja in avtomatsko deklasifikacijo ter skrbi za 
hrambo tajnih podatkov nacionalne varnosti. 
 
Tudi v Sloveniji smo nagnjeni k temu, da radi dokumente pretirano označujemo z 
zaupnostjo. To je mogoče razbrati iz dopisa232 Vlade Republike Slovenije, ki je septembra 
2010 vsa ministrstva in vladne službe opozorila na problematiko pretiranega določanja 
stopenj tajnosti gradivom na podlagi ZTP, in ugotovila, da se v praksi še vedno pogosto 
dogaja, da vladna gradiva nosijo oznako tajnosti, čeprav za tovrstno oznako ne 
izpolnjujejo zakonskih pogojev. Na zlorabo instituta tajnosti je državne organe večkrat 
opozoril tudi Informacijski pooblaščenec. Iz tega razloga so v nekaterih organih tudi 
pogostejši obiski inšpektorja za notranje zadeve, ki preverja sistem določanja, 
označevanja, varovanja in dostopa do tajnih podatkov. Vlada tako predlaga bolj 
premišljeno določitev stopenj tajnosti podatkom in v zvezi s tem  dosledno upoštevanje 
določb Zakona o tajnih podatkih. 
 
2.7 UPORABA ZAUPNOSTI V DNEVNEM POSLOVANJU 
 
V zvezi z uporabo zaupnosti v dnevnem poslovanju izpostavljam v nadaljevanju nekatera 
konkretna vprašanja in podajam odgovore nanje. 
 
1. Prvo vprašanje se glasi: Ali je davčna številka osebni podatek in podatek, ki 
mora biti varovan kot davčna tajnost? 
 
Marko-Danijel Bezjak233 je uporabo davčne številke opredelil takole: "Davčna številka ima 
dve temeljni nalogi, in sicer omogoča ugotavljanje pravilnosti obračunavanja in plačevanja 
dajatev ter navzkrižni nadzor plačevanja davka na dodano vrednost. V davčni številki so 
vgrajeni mehanizmi samonadzora, ki omogočajo odkrivanje napak pri vnosu podatkov iz 
računa v informacijski sistem234. Vsak davčni zavezanec dobi v postopku registracije le eno 
davčno številko."  
 
                                          
231 Več o tem glej National Declassification Center. Dosegljivo 4. 9. 2011 na: 
www.archives.gov/declassification. 
232 Glej dopis Vlade RS, št. 02202-2/2010/1, z dne 27. 9. 2010. Dosegljivo 25. 5. 2011 na: www.uvtp.gov.si, 
pod zadevo: Označevanje vladnih gradiv s stopnjo tajnosti. 
233 Več o tem glej Projekt Davčne službe Republike Slovenije. Ministrstvo za finance, Ljubljana, maj 1995. 
234 Osnova davčnega sistema je davčni register in ob njem davčne evidence. Ključ za dostop do davčnega 
registra in evidenc je številka davčnega zavezanca. Za davčno številko je izoblikovan naslednji model: je 
naključna, negovoreča sedemmestna številka s kontrolo po modulu 11 in namenjena izključno samo za 
davčne naloge. Davčna številka je tako identifikacijski znak, ki označuje davčnega zavezanca v davčnih 
evidencah, ki jih vodi davčni organ o davčnem zavezancu. 
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Delno pritrdilen odgovor, da se davčna številka fizičnih oseb šteje za davčno tajnost, bi 
lahko našel le v 15. členu Zakona o davčnem postopku (ZDAVP-2-UPB4) (v nadaljevanju 
kratica ZDAVP)235, kjer drugi odstavek pravi, da se za davčno tajnost ne šteje davčna 
številka subjektov, ki so vpisani v poslovni register, med tem ko mora davčni organ kot 
zaupne varovati podatke, ki jih zavezanec v davčnem postopku236 predloži davčnemu 
organu. Eksplicitne določbe o tem v slovenski davčni zakonodaji ni. Delno negativen 
odgovor bi lahko ponujal drugi odstavek 34. člena ZDAVP-a, ki pravi, da mora zavezanec 
davčno številko navesti na dokumentih, ki jih naslavlja na davčni organ, ampak s tem tudi 
na drugih dokumentih, kadar tako določa drug zakon, torej tudi za potrebe drugih 
organov ali organizacij, ki niso davčni organ. 
 
Analogno določbi 35. člena je mogoče povzeti, da davčne številke fizičnih oseb, ki 
opravljajo dejavnost (npr. samostojni podjetnik posameznik) ni šteti za davčno tajnost, saj 
morajo ti pri izstavitvi knjigovodske listine (računa ali blagajniškega prejemka) navesti 
svojo davčno številko, davčno številko kupca pa le, če tako določa zakon o obdavčenju. 
Čeprav govori ZDAVP-2-UPB4 v 15. in 17. členu (več o tem glej tudi Pravilnik o izvajanju 
zakona o davčnem postopku (v nadaljevanju kratica: PIZDAVP)) o ukrepih in postopkih za 
varovanje davčne tajnosti, davčne številke ne obravnava eksplicitno kot dejstva, okoliščine 
ali podatka, ki se šteje za davčno tajnost. Iz tega zaključimo, da davčna številka pravnih 
oseb, zavezancev za DDV ter samostojnih podjetnikov posameznikov, ki so vpisani v 
poslovni register, ki ga vodi Agencija RS za javnopravne evidence in storitve237, ni 
podatek, ki bi se varoval kot davčna tajnost238 ali kot osebni podatek. 
 
Po mnenju Informacijskega pooblaščenca je davčna številka osebni podatek per se239. V 
nekem primeru je ugotavljal, ali je obdelava davčne številke potrebna kot pogoj za 
sodelovanje v nagradni igri, in zaključil, da zgolj s sodelovanjem v nagradni igri ne 
                                          
235 Glej Zakon o davčnem postopku (ZDAVP-2-UPB4), Ur. list RS, št. 13/11. 
236 Zavezanec mora davčno številko navesti na davčni napovedi, obračunu davka in drugih dokumentih, 
naslovljenih na davčni organ oziroma, kadar je to določeno z zakonom o obdavčenju ali drugim zakonom. 
237 Tu se pojavi dilema. Davčna številka samostojnega podjetnika posameznika, ki je pravzaprav fizična oseba 
in ima samo eno davčno številko, je javnosti dosegljiv podatek, kljub temu, da s to isto številko nastopa 
tudi kot fizična oseba, kjer pa naj številka ne bi bila dostopna drugim osebam, razen v primerih kot to ureja 
ZDAVP-2-UPB4 ali drug zakon! 
238 Davčne številke pravnih oseb in oseb, ki opravljajo pridobitno dejavnost, so dosegljive na spletni strani 
www.durs.gov.si ali na www.ajpes.si. 
239 V skladu z 20. točko 6. člena Zakona o varstvu osebnih podatkov (ZVOP-1) je davčna številka enolični 
identifikacijski znak in posledično povezovalni znak. Po določilu prve točke 6. člena ZVOP-1 je osebni 
podatek katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen. 
Posameznik pa mora biti določena ali določljiva fizična oseba, na katero se nanaša osebni podatek, pri 
čemer je oseba določljiva, če se jo lahko neposredno ali posredno identificira, predvsem s sklicevanjem na 
identifikacijsko številko (npr. EMŠO, davčna številka, številka zdravstvenega zavarovanja, telefonska 
številka, elektronski naslov, zbirka poslanih in prejetih elektronskih sporočil, registrska številka vozila) 
enega ali več dejavnikov, ki so značilni za njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali 
družbeno identiteto (npr. zaposlitev, naslov, funkcijo, položaj ali status v določenem subjektu, ipd.), pri 
čemer način identifikacije ne povzroča velikih stroškov, nesorazmerno velikega napora ali ne zahteva veliko 
časa (o tem glej mnenje Informacijskega pooblaščenca št. 0712-413/2009/2, z dne 21. 9. 2009). 
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nastane nobeno davčno razmerje, kot to določa ZDAVP. Ta nastane, ko je nedvoumno 
ugotovljeno, da je izžrebani udeleženec nagradne igre postal dobitnik nagrade in katere 
akontacijo mora darovalec navesti v dohodnini. Davek povezan z nagrado, ki preseže 
obdavčljivo vrednost pa je dolžan plačati samo nagrajenec in ne ostali sodelujoči v 
nagradni igri, zato kot ugotavlja, tudi ni potrebe po dajanju davčne številke v naprej.  
 
Informacijski pooblaščenec je v svojem neobveznem mnenju240 pojasnil, da je vsako 
sodelovanje v nagradni igri prostovoljno. Posameznik, ki želi v nagradni igri sodelovati, 
lahko sam izbere možnost, ali bo organizatorju nagradne igre posredoval zahtevane 
osebne podatke (tudi davčno številko) ali ne, organizator pa bo presodil, ali je tak kupon 
brez davčne številke veljaven ali ne. Torej je odločitev, ali bo v nagradni igri sodeloval ali 
ne, vedno na strani posameznika samega.  
 
2. Drugo vprašanje se glasi: Ali velja stopnja davčna tajnost, ki jo dobimo od 
davčnega organa na dom samo za fizično osebo – zavezanca ali tudi za 
državni organ? 
 
Dokumenti, ki jih v različnih upravnih postopkih posredujejo državni organi državljanom 
na dom, so lahko označeni s stopnjami zaupnosti. V večini upravnih postopkov so 
vsebovani le osebni podatki strank, ki sploh niso označeni z zaupnostjo, niti opremljeni z 
obvestilom o varovanju le-teh. Vendar pa imajo posamezni organi v zakonu navedeno 
podlago za legitimno označevanje dokumentov z zaupnostmi. 
 
V primeru dokumentov, opremljenih z davčno tajnostjo, ki jih naslovnikom pošilja na dom 
davčna uprava, je odgovornost tako na strani posameznika in davčnega organa kot tudi 
prenosnika. Govorimo o trojni rabi zaupnosti: 
− odnos posameznik – posameznik (C2C241), kjer je odgovornost uporabe in razkritja 
dokumenta, označenega z davčno tajnostjo na strani posameznika samega; 
− odnos država – posameznik (G2C242), kjer gre za razmerje varovanja informacij in 
podatkov na strani uslužbencev državnega organa do posameznika in 
− odnos gospodarstvo – država (B2G243), kjer gre za razmerje varovanja informacij in 
podatkov na strani gospodarskega udeleženca v razmerju do državnega organa. 
 
Zakon o davčnem postopku (ZDAVP-2-UPB4) v 17. členu konkretno določa ukrepe in 
postopke varovanja davčne tajnosti pri davčnem organu (glej smiselno s tem tudi 
PIZDAVP), kjer naj bi imele dostop do podatkov davčne tajnosti le zaposlene osebe 
davčnega organa, v obsegu, potrebnem za opravljanje delovnih nalog. Za davčni organ 
velja, da mora vzpostaviti sistem postopkov in ukrepov varovanja podatkov pred 
                                          
240 Glej tudi mnenji Informacijskega pooblaščenca št. 0712-129/2008/2, z dne 29. 2. 2008 in št. 0712-
187/2008/2, z dne 3. 3. 2008. Dostopno na povezavi: www.ip-rs.si.  
241 Angl. Citizen to Citizen, slov. razmerje posameznik-posameznik. 
242 Angl. Government to Citizen, slov. razmerje država-posameznik. 
243 Angl. Business to Government, slov. razmerje gospodarstvo-država. 
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nepooblaščenimi osebami ter voditi nadzor nad razkritjem podatkov osebam izven 
davčnega organa (torej tretjim osebam).  
 
Tu si zastavljam naslednja vprašanja: 
− Kako posameznik varuje svoje podatke?  
− Ali lahko posameznik pokaže sorodniku informativni izračun dohodnine, ki je označen z 
davčno tajnostjo?  
− Kako naj doma varujemo sklep ali odločbo davčnega organa, ki je označen z davčno 
tajnostjo?  
 
Lahko bi si zastavil še več vprašanj, vseeno pa ugotovim, da tudi ZDAVP kot lex specialis 
ne more tako globoko poseči v zasebnost posameznika in mu predpisati, kje na varnem 
naj doma hrani davčne in druge upravne odločbe, še manj pa, da mora o zaračunanih mu 
obveznostih (npr. pri doplačilu dohodnine) v popolnosti molčati. Ta odgovornost je torej 
molče prenesena na zavezanca-posameznika kot takega, ki se sam svobodno odloča, kje 
in na kakšen način bo hranil upravne dokumente244, in ali bo o tej stvari razpravljal s 
sorodniki in drugimi znanci ali pa bo podatke ohranil le zase. Sistem ukrepov, ki ga država 
predpiše za varovanje podatkov v državnem organu (pri upravljavcu), torej ne more 
enakovredno veljati za državljana (v tem primeru pri zavezancu). 
 
3. Naslednje vprašanje se glasi: Kakšna je dolžnost ravnanja naročnika 
(organa javne uprave ali gospodarske družbe) v primeru prejetih ponudb, ki 
so s strani gospodarskih družb označene kot poslovna skrivnost? 
 
Jasnič (2008) poudarja, da če gospodarske družbe same opustijo skrbnost pri pripravi 
svojih ponudb in ne zavarujejo občutljivih podatkov, katerih razkritje konkurenci bi jim 
lahko povzročilo občutno škodo, potem ne vidi prav nikakršnega razloga, da bi to za njih 
počeli naročniki. Černek (2008), ki povzema primer Varec SA vs. Belgium245, pravi, da je 
Sodišče Evropske unije zavzelo pomembno stališče, da je varstvo podatkov o postopkih 
oddaje javnih naročil, bistveno za dosego enega od glavnih namenov pravil EU na 
področju javnih naročil, to je neizkrivljanja konkurence v državah članicah246. Petrovčič 
(2008) doda, da mora naročnik o morebitni zaupnosti podatkov v posameznih delih 
dokumentacije, kot jih s sklepom opredeli družba, presoditi sam, pri tem pa mora 
upoštevati določbe ZGD-ja.  
 
                                          
244 Za davčno tajnost so v davčnem organu predpisani posebni ukrepi varovanja v PIZDAVP, kjer pa ni nikjer 
eksplicitno navedeno, da veljajo tudi za davčnega zavezanca. 
245 Glej sodbo Sodišča Evropske unije v zadevi Varec SA vs. Belgium, št. C-450/06. 
246 Po mnenju sodišča je prav to namen Direktive (93/36/EEC), ki določa, da morajo naročniki v celoti 
spoštovati zaupnost podatkov, ki jih prejmejo od ponudnikov in drugih določb, ki zahtevajo varovanje 
poslovnih skrivnosti. 
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V nadaljevanju prikazujem naključni primer odločitve, ki ga je obravnavala Državna 
revizijska komisija za revizijo postopkov oddaje javnih naročil247. 
 
Primer 9: Vpogled v poslovno dokumentacijo ponudnika, ki je ponudbo označil kot 
poslovno tajnost. 
 
V postopku javnega naročila je naročnik oddal povabilo k oddaji ponudb in pri tem izbral 
ponudnika. Eden od ponudnikov je nato pri naročniku zahteval vpogled v ponudbo 
izbranega ponudnika in v opis tehnologije čiščenja, izbrani ponudnik pa na to ni pristal248, 
in tako ponudniku ni omogočil vpogleda249. Z vložitvijo zahtevka za revizijo je pritožnik 
navedel, da oddane ponudbe ne vključujejo podatkov, ki bi bili lahko zaupni, saj je 
zahteval le vpogled v predračun, iz katerega je razvidna cena opravljanja storitve, ki pa 
kot edino merilo ne more biti zaupna250. 
 
Zakon o javnem naročanju251 ureja v 22. členu varstvo podatkov. V skladu s tem členom 
mora naročnik zagotoviti, da so vsi podatki med postopkom oddaje javnega naročila, ki jih 
ponudnik označi kot poslovno skrivnost po ZGD-1252 in kot tajne podatke, po ZTP ustrezno 
zavarovani. Drugi odstavek določa, da je javni podatek ponudbena cena in v primeru 
merila ekonomsko najugodnejše ponudbe tisti podatek, ki izkazuje oceno oziroma 
uvrstitev ponudbe v okviru drugih meril. Šesti odstavek določa, da je celotna 
dokumentacija o oddanem javnem naročilu javna, v kolikor ne vsebuje poslovnih 
skrivnosti ali tajnih podatkov, in da mora naročnik ponudniku na zahtevo dovoliti vpogled 
v druge ponudbe, ter da določbe ZDIJZ glede vpogleda v dokumentacijo o javnem 
naročilu v času od odpiranja ponudb do sprejema odločitve o oddaji naročila ne veljajo. 
 
Glede na vse navedeno Državna revizijska komisija ugotavlja, da je naročnik ravnal pri 
zavrnitvi vpogleda v ponudbo izbranega ponudnika pravilno v delu, ki se nanaša na 
posamične kalkulativne elemente skupne cene in podatke o navedbi predvidenega števila 
delavcev ter skupnem številu ur253, nepravilno pa v delu, ko ponudniku ni dopustil 
vpogleda v skupno ponudbeno ceno. Državna revizijska komisija je v postopku odločila, 
                                          
247 Glej Državna revizijska komisija za revizijo postopkov oddaje javnih naročil, št. 018-274/2007-2, z dne 27. 
11. 2007. Dostopno 27. 4. 2011 na: www.dkom.si. 
248 Skliceval se je na določbo 39. in 40. člena ZGD-1, ki ureja poslovno skrivnost. 
249 Naročnik je moral zaradi delov ponudbe, ki so bili označeni kot poslovna tajnost, izbranega ponudnika 
zaprositi za soglasje za vpogled, saj je z oznako "poslovno zaupno", označil obrazec predračuna za 
opravljanje storitev čiščenja in obrazec Opis tehnologije čiščenja. 
250 Cena čiščenja v tem primeru ne more biti zaupen podatek, saj je to cena storitve, ki se jo ponuja v 
konkretnem postopku. Kako ponudnik izračuna ponujeno ceno (struktura cene produkta) je lahko poslovna 
skrivnost. Poslovna skrivnost pa ne more biti število delavcev, ki bodo naročilo izvajali ter število delovnih 
ur, ki jih bodo opravili. 
251 Glej Zakon o javnem naročanju (ZJN-2), Ur. list RS, št. 128/06. 
252 Tretji odstavek 39. člena ZGD-1 določa, da se za poslovno skrivnost ne morejo določiti podatki, ki so po 
zakonu javni ali podatki o kršitvi zakona ali dobrih poslovnih običajev. 
253 Komisija je zavzela stališče, da bi ponudnik lahko z vpogledom v te podatke prišel do temeljite tržne 
analize ključnih elementov, kjer je njegov neposredni tekmec najmanj in najbolj občutljiv / ranljiv, kar bi 
lahko kasneje zanesljivo uporabil v prid svojemu poslovnemu interesu. 
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da mora naročnik omogočiti ponudniku vpogled v izbrano ponudbo, in sicer v skupno 
ponudbeno ceno ter skupni seštevek letnih vrednosti z DDV, pri tem pa ustrezno 
zavarovati ostale kalkulativne elemente. 
 
4. Četrto vprašanje se glasi: Pomeni prepošiljanje obvestila elektronske pošte 
drugemu sodelavcu kršitev zasebnosti? 
 
Na vprašanje, ali lahko zaposleni za službene namene – v vednost prepošlje sporočilo 
prejete elektronske pošte drugemu sodelavcu, ugotovimo, da prihaja v tem primeru do 
splošnega posega v zasebnost posameznika (tako originatorja sporočila kot njegovega 
posredovalca tretji osebi). Tu mora oseba sama presoditi pomen in potrebo takega 
posredovanja sporočila. Preden posameznik pošlje prejeto sporočilo tretjemu naslovniku, 
ponovno preveri vsebino, izbriše zasebne ter osebne podatke (praviloma tudi naslove 
dosedanjih prejemnikov sporočila254 v polju Za in Kp) in tako sporočilo posreduje novemu 
prejemniku. Kadar vsebuje sporočilo varovane podatke (zaupnosti) mora pošiljatelj 
prejemniku v sporočilu jasno navesti opozorilo, da je potrebno te podatke ustrezno 
varovati, oseba pa mora biti do njih upravičena in pooblaščena. 
 
V neobveznem mnenju255, ki ga je podal Informacijski pooblaščenec, naj bi razvezan oče  
svoja elektronska sporočila v zvezi z otrokom pošiljal materi, v vednost pa tudi številnim 
drugim fizičnim osebam in osebam javnega prava (npr. Centru za socialno delo,  Varuhu 
človekovih pravic RS, vrtcu). Ker se na sporočila (brez materinega soglasja so bili ti 
odgovori preposredovani vsem naslovnikom) ni nihče odzival, je mati za nasvet, kaj v tem 
primeru storiti, prosila Informacijskega pooblaščenca.  
 
Informacijski pooblaščenec je ugotovil kršitev dveh pravic, in sicer pravice do zasebnosti 
(37. člen Ustave RS, ki se nanaša na varstvo tajnosti pisem in drugih občil) ter pravice do 
varstva osebnih podatkov (38. člen Ustave RS)256. Med drugim je ugotovil, da oče nima ne 
materine osebne privolitve ne zakonske podlage za posredovanje teh elektronskih sporočil 
tretjim osebam. Glede prebiranja vsebine sporočil, ki ne vsebujejo podatkov, ki so del 
zbirke osebnih podatkov, je bil dan napotek, da se lahko mati zavaruje s postopki pred 
pristojnim sodiščem. Posredovanje zasebnih elektronskih sporočil tretjim osebam brez 
privolitve pošiljatelja elektronskega sporočila je tako nedopustno, pravno varstvo pa se 
lahko zagotavlja le s tožbo na sodišču. 
                                          
254 Npr. pri Googlovem Gmailu ta možnost tudi v obliki Skrito - označeno kot Skp, ne deluje pravilno. Primer 
pravilnega pošiljanja skrite kopije omogoča na primer Microsoft Outlook. 
255 Glej mnenje Informacijskega pooblaščenca št. 0712-413/2009/2, z dne 21. 9. 2009. Dostopno 28. 4. 2011 
na: www.ip-rs.si. 
256 Iz mnenja Informacijskega pooblaščenca izhaja, da je ustavno pravico mogoče kršiti v primeru, ko tretja 
oseba na nedovoljen način pride do pisma ali elektronskega sporočila in se na ta način seznani z njegovo 
vsebino ter, če se vsebina pisma brez dovoljenja osebe javno objavi, pa to javnosti ni bilo namenjeno. 
Naslovnika pa veže pošiljateljeva pravica pisemske tajnosti, za kolikor bolj osebno pismo gre oziroma 
kolikor bolj se v pismu razkriva zasebnost pošiljatelja. Bistvo pisemske tajnosti je torej tajnost vsebine 
pisma. 
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5. Zadnje vprašanje se glasi: Ali je dostop do tajnih podatkov osebam, ki jih 
Zakon o tajnih podatkih opredeljuje kot izjeme, sorazmeren s potrebo po 
vedenju? 
 
Tu gre predvsem za politično vprašanje dostopa do tajnih podatkov po ZTP. Tretji in četrti 
člen ZTP-UPB2257 določata izjeme dostopa do tajnih podatkov, kjer gre, po mojem 
mnenju, glede na splošno načelo dostopa in potreb po takih podatkih, za pretirano širitev 
izjem. V skladu z ZTP-UPB2 imajo avtomatičen dostop do tajnih podatkov, brez dovoljenja 
in varnostnega preverjanja, funkcionarji na "delovnih mestih": poslanec, državni svetnik, 
predsednik republike, predsednik vlade, minister in predstojnik vladne službe, ki je 
neposredno odgovoren predsedniku vlade, župan in občinski svetnik, Varuh človekovih 
pravic in njegov namestnik, guverner, namestnik in vice guverner centralne banke, član 
računskega sodišča, sodnik, državni tožilec, generalni državni pravobranilec, informacijski 
pooblaščenec, predsednik in člani komisije Državnega zbora za nadzor nad delom 
varnostnih in obveščevalnih služb258 ter predsednik in člani Državne revizijske komisije za 
revizijo postopkov oddaje javnih naročil259. 
 
Tu si je potrebno zastaviti vprašanje, ali ni teh izjem veliko? Ali res vse te osebe (npr. 
občinski svetnik, državni svetnik, namestnik Varuha človekovih pravic in namestnik 
centralne banke ipd.) resnično potrebujejo dostop do tajnih podatkov z nastopom funkcije 
– brez varnostnega preverjanja in skorajda brez omejitve pri nekaterih poklicih (npr. 
sodnik260, tožilec, pravobranilec in župan v večletnih mandatih)? Namreč, dostop do tajnih 
podatkov po načelu N2K pomeni pridobivanje zgolj tistih podatkov, ki so potrebni za 
opravljanje aktualnih funkcionarskih nalog in še to le v obsegu, potrebnem za njihovo 
izvrševanje. 
 
Rozman (2004) meni, da poznajo vse države izjemo dostopa do tajnih podatkov, vendar 
pa je za ohranitev tajnosti potrebno uporabiti enoten standard (kot v EU in NATO). 
Ugotavlja, da postane posameznik z izvolitvijo ali imenovanjem na določeno funkcijo, 
primeren za varno upravljanje s tajnimi podatki. 
 
Glede na dogodke na Hrvaškem, v zvezi s priporom predsednika vlade v letu 2011, se 
pojavlja vprašanje, ali je avtomatična podelitev dovoljenja za dostop do tajnih podatkov, 
ki jih zakonodaja demokratičnih držav podeljuje najvišjim funkcionarjem, da opravljajo 
funkcijo v interesu države, sploh smiselna? Moč oblasti je praviloma skoncentirana v 
                                          
257 Glej Zakon o tajnih podatkih (ZTP-UPB2), Ur. list RS, št. 50/06. 
258 Za te osebe velja, da dobijo dovoljenje za dostop do tajnih podatkov s pričetkom funkcije oziroma 
opravljanja dela in podpisom izjave o seznanjenosti s tem zakonom in drugimi predpisi, ki urejajo varovanje 
tajnih podatkov. 
259 Z Zakonom o dopolnitvi zakona o tajnih podatkih (ZTP-D), Ur. list RS, št. 60/11, so bili kot izjema dostopa 
do tajnih podatkov, brez varnostnega preverjanja, nazadnje dodani še predsednik in člani Državne 
revizijske komisije za revizijo postopkov oddaje javnih naročil. 
260 Prepeluhova (2004) navaja, da dobijo sodniki v zvezi z opravljanjem svoje funkcije ex lege dostop do tajnih 
podatkov brez posebnega dovoljenja. 
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aktualni vladi in pri prvem ministru. Je mogoče s pridobljenimi informacijami v oblastnem 
vrhu manipulirati, špekulirati in jih uporabiti za svoje interese? 
 
Poglejmo si primer hrvaškega predsednika vlade, ki ima tako kot večina ostalih 
predsednikov vlad, omogočen dostop do tajnih podatkov brez dovoljenja in brez 
varnostnega preverjanja261. Dostop do tajnih podatkov brez dovoljenja imajo na Hrvaškem 
še poslanci sabora, ministri, državni sekretarji, sodniki in državni tožilci. Preden dobijo 
odobren dostop, morajo podpisati izjavo, s katero potrjujejo, da so seznanjeni z določili 
zakona in drugimi predpisi, ki urejajo varovanje tajnih podatkov in se zavezujejo ravnati v 
skladu z njimi262 (to v tem primeru ne velja za predsednika države in vlade ter člane 
hrvaškega sabora). Dokumentom določi stopnjo tajnosti "VRLO TAJNO" in "TAJNO", 
predsednik države, predsednik sabora, predsednik vlade, ministri, predstojnik državnega 
pravobranilstva, načelnik štaba oboroženih sil in direktor varnostno-obveščevalne 
službe263. Določanje stopnje tajnosti "POVJERLJIVO" in "OGRANIČENO" pa je poleg 
navedenih oseb podeljeno tudi predstojnikom drugih državnih organov. 
 
Mnenje Anžiča (Anžič in Trbovšek, 2004, str. 37) v zvezi s tem je, da je eden izmed 
ukrepov za zagotavljanje varovanja tajnosti, "obvezno varnostno preverjanje oseb – kot 
pogoj za dostop do tajnih podatkov in pogoj za zaposlitev". Večina avtorjev 
varstvoslovnega področja ugotavlja, da je človek najšibkejši člen v sistemu varovanja 
zaupnosti. V tem konkretnem primeru pa ne gre za kateregakoli človeka, ampak za osebo, 
ki ima možnost dostopa do pomembnih in tudi občutljivih podatkov, pri čemer ji ni 
potrebno premagovati nobenih nesorazmernih ovir za dostop do njih. 
 
Pridružujem se mnenju Janeza Rozmana (2005), ki pravi, da bi bilo potrebno naš 3. člen 
ZTP-ja spremeniti oziroma vsebino člena z vidika veljavnih izjem dostopa do tajnih 
podatkov pretresti. Namreč, nam primerljive ureditve v drugih državah, tako širokega 
nabora izjem, kot velja pri nas, ne poznajo264. Ne pozna jih niti varnostni sporazum 
Slovenije in NATA265 niti odločba Komisije o spremembi njenega notranjega poslovnika 
(2001/844/EC, ECSC, EURATOM), z dne 29. novembra 2001. Izjema je le novejši Sklep 
                                          
261 To velja tudi za predsednika države in predsednika hrvaškega sabora (glej 24. člen Zakona o tajnosti 
podataka, Narodne novine RH, št. 79/2007).  
262 Izjema velja le v primeru dostopa do tajnih podatkov druge države in mednarodne organizacije, ki jih 
uslužbenec potrebuje za izvajanje svojih nalog in so predhodno pridobili dovoljenje Sveta za nacionalno 
varnost, ki je dogovorjeno z mednarodno pogodbo ali z varnostnim sporazumom. Tako dovoljenje pa lahko 
pridobijo le osebe, ki so bile predhodno uspešno varnostno preverjene. 
263 Glede na Izvršno odredbo št. 13526 z dne 29. 12. 2009, je ameriški predsednik izdal dopolnilno izvršno 
odredbo z naslovom: Original Classification Authority, v kateri so taksativno našteti predstojniki organov, ki 
so pooblaščeni za označevanje zaupnih dokumentov stopenj tajnosti Top Secret in Secret. 
264 Tu bi bila lahko izjema Poljska (glej 34. člen Zakona o varovanju tajnih podatkov, polj. Ustawa z dnia 5 
sierpnia 2010 r. o ochronie informacji niejawnych Opracowano na Podstawie, poljski Ur. list, št. 182/10) in 
Bolgarija (glej 39. člen istoimenskega zakona, bolg. Закон за защита на класифицираната информация, 
bolgarski uradni list SG, št. 45/02, 52/04 in 55/04). 
265 Glej Zakon o ratifikaciji Varnostnega sporazuma med Republiko Slovenijo in Organizacijo 
Severnoatlantskega pakta (MVSOSP), Ur. list RS, št. 75/97. 
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Sveta EU o varnostnih predpisih za varovanje tajnih podatkov EU (2011/292/EU), ki v 27. 
točki pravi, da mora biti v državah članicah dostop do tajnih podatkov EU za posameznike, 
ki so zaradi funkcije pravilno pooblaščeni, urejen v nacionalnih zakonih, te osebe pa 
morajo biti poučene o obveznostih glede varovanja tajnih podatkov EU.  
 
Tu moram izpostaviti še eno dilemo. Gre namreč za časovno omejitev možnosti dostopa 
do tajnih podatkov brez dovoljenja. Kot je to urejeno pri nas, dobijo osebe iz tretjega 
člena ZTP dovoljenje za dostop do podatkov s pričetkom funkcije oziroma opravljanjem 
dela, na podlagi podpisa izjave o seznanjenosti. To pomeni, da se v primeru izvolitve 
poslanca v dveh ali več mandatih zaporedoma, trajanje dostopa omogoči za osem ali več 
let, kljub temu da je na primer drugim upravičenim javnim uslužbencem, v delovnem 
razmerju za nedoločen čas, izdano dovoljenje za stopnji tajnosti tajno in strogo tajno 
največ za pet let266. Pojavi se tudi vprašanje nedoločenega mandata sodnika ali pa 
državnega tožilca, ki mu je, prvemu z ustavo267, drugemu pa z zakonom268, priznana 
trajna funkcija, s tem pa tudi "trajen", časovno neomejen dostop do tajnih podatkov v 
okviru potreb in zahtev delovnega mesta in t.i. potrebe po vedenju. Sodnik sicer lahko 
dostopa do tajnih podatkov na podlagi 3. člena ZTP, a ne more priti na primer do tistih 
podatkov, s katerimi je seznanjen policist, ki je sodeloval v policijskem dogodku. A tudi če 
bi do tega podatka lahko prišel, ne bi v nobenem primeru mogel odločiti o njegovem 
razkritju strankam postopka, ker je zavezan sodniški molčečnosti in določbam ZTP269.  
 
Poseben subjekt, ki ima izreden dostop do tajnih podatkov brez dovoljenja in varnostnega 
preverjanja je tudi odvetnik, kadar zastopa stranko, ki tako dovoljenje ima (povzeto po 
Brezovšek in Črnčec, 2010). Poglejmo si v nadaljevanju domač precedenčni primer. 
 
Primer 10: Odvetnik lahko brez potrebe po varnostnem preverjanju zastopa stranko v 
zadevah, kjer se obravnavajo tajnosti270. 
 
V primeru, kjer je moral pred Komisijo Državnega zbora RS za nadzor obveščevalnih in 
varnostnih služb, pričati bivši direktor Sove, je ta pričanje odklonil, saj ni želel nastopiti 
brez navzočnosti svojega odvetnika. Državni zbor RS je zaprosil za mnenje Pravno 
fakulteto v Ljubljani, ta pa je v mnenju zapisala, "da ima oseba, ki se udeleži seje 
parlamentarne nadzorne komisije, pravico zahtevati, da se razgovor opravi v navzočnosti 
zagovornika"271, saj mu mora biti zagotovljena pravica do pravne pomoči".  
                                          
266 Glede na upravičen razlog se ta lahko obnovi (vključuje vmesno varnostno preverjanje) in podaljša (glej 
23. člen ZTP-UPB2). 
267 Glej 129. člen Ustave RS, Ur. list RS, št. 33/91. 
268 Glej 3. člen Zakona o državnem tožilstvu (ZDT-UPB5), Ur. list RS, št. 94/07. 
269 Glej obrazložitev v odločbi Ustavnega sodišča RS, št. U-I-271/08-19, z dne 24. 3. 2011. 
270 V tem primeru me čudi neodzivnost zakonodajalca, da ni podal niti predloga za presojo ustavnosti tretjega 
člena ZTP, saj lahko o izjemah dostopa do tajnih podatkov odloči z zakonom le zakonodajalec ali pa 
Ustavno sodišče. Legitimno mnenje Pravne fakultete ne more predstavljati zakonitega akta, saj 
potemtakem derogira načelo zakonitosti in pravne države, ki je utelešeno v okviru zakonodajnega telesa! 
271 Smiselno obrazložitev take odločitve bi lahko našli tudi v odločbi Ustavnega sodišča RS, št. U-I-271/08-19 z 
dne 24. 3. 2011, ki je zapisalo, da lahko posameznik za lastno obrambo pridobiva listine in podatke, ki jih 
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Glede vprašanja, ali mora v tem primeru odvetnik pridobiti dovoljenje za dostop do tajnih 
podatkov, iz mnenja pravnikov omenjene fakultete izhaja, da tega od odvetnika ni 
mogoče zahtevati, in tudi272: "Povsem nedopustno bi bilo zahtevati, da bi državni organ 
sprejel samo takega zagovornika, ki glede zanesljivosti in lojalnosti uživa zaupanje organa 
v tolikšni meri, da bi mu pristojni organ dal dovoljenje za dostop do tajnih podatkov." Zato 
velja za vse, ki se udeležijo seje, splošna klavzula, da so dolžni varovati podatke, s 
katerimi so se seznanili. To pa velja tudi za zastopnika oziroma pooblaščenca273. 
 
2.8 TRAJNOST IN ČASOVNA NEDOSEGLJIVOST ZAUPNIH PODATKOV 
 
Prav pisni dokumenti predstavljajo pogosto vire številnih proučevanj in raziskovanj. 
Ohranjena pisna gradiva omogočajo, da postane proučevanje bolj, hkrati pa so 
pomemben in uporaben vir tako za kulturna in zgodovinska raziskovanja kot tudi 
novinarska poročanja, meni Brejc (2004). 
 
Rok uporabnosti informacij in relevantnosti podatkov je relativno kratek. To trditev glede 
obveščevalnih podatkov potrjuje tudi Podbregar (2003). Občasno pa se zgodi, da se 
zaupna informacija z javno objavo (v tisku, po radiu, televiziji ali na javnem shodu) 
razkrije, s čimer skrivnost izgubi svojo vrednost (po Bele, 2001). Kot zanimivost Kop 
(1995) ugotavlja, da npr. ZGD niti z eno besedico ne omenja, da bi bila dolžnost 
varovanja poslovnih skrivnosti kakorkoli časovno omejena, med tem ko poda Prepeluhova 
(2004) pomembno spoznanje, da podatka za poslovno skrivnost ni mogoče določiti za 
nazaj, in drugo, da ti podatki ne morejo veljati za zaupne v nedogled. Zakonodaja je torej 
po mnenju Zupančiča (et al., 2001) tista, ki mora določiti rok trajanja, v zvezi z 
obravnavanjem ali razkritjem podatkov, kdo ima dostop do podatkov, in da se take 
podatke po preteku roka nedosegljivosti uniči. 
 
S formalnega vidika obstaja nekaj kriterijev prenehanja veljavnosti tajnih podatkov. Tu 
navajam naslednje primere: 
− preklic tajnosti274 podatkom določi prekinitev stanja zaupnosti. Tak preklic se po 
pregledu podatkov praviloma formalno označi ali napiše na njegov nosilec, saj  v 
trenutku preklica, vsebina ni več zaupna. S tem ne postane nujno tudi javna, le da ni 
več varovana z isto stopnjo intenzivnosti, kot je veljalo s prejšnjo označitvijo;  
                                                                                                                               
pridobiva kot državljan. Zbiranje in selekcija gradiva sta v tem primeru prepuščeni policiji in državnemu 
tožilstvu. Če se obdolženec s podatki, pomembnimi za njegovo obrambo ne seznani, jih ne more vključiti v 
pripravo lastne obrambe. Zato bi lahko pomenila taka ureditev poseg v pravico obdolženca iz druge alineje 
29. člena Ustave RS in tretjega odstavka točke c), 6. člena EKČP. 
272 Glej prispevek z dne 4. 7. 2007. Dostopno 25. 7. 2011 na: www.pozareport.si, pod naslovom: Podbregar 
bo komisiji odgovarjal ob navzočnosti svojega odvetnika in z dne 4. 7. 2007 in dostopno 27. 7. 2011 na: 
www.rtvslo.si, pod naslovom: Podbregar o Sovi pred odvetnikom. 
273 Glej 8. člen Zakona o parlamentarnem nadzoru obveščevalnih in varnostnih služb (ZPNOVS-UPB1), Ur. list 
RS, št. 93/07. 
274 V zvezi s tem glej 15. in 18. člen ZTP-UPB2. 
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− preklic na zahtevo275, kjer druga stran zaradi upravičenih, neupravičenih ali drugih 
utemeljenih razlogov (npr. neizpolnjevanje zahteve za zaupnost, sodna odločitev, 
splošni interes za javno razkritje zaupnosti) zahteva razveljavitev (deklasifikacijo) 
zaupnosti dokumenta ipd.; 
− s spremembo stopnje ali vrste tajnosti276, kadar se npr. dokumentu zniža ali zviša 
stopnja zaupnosti (ali pa spremeni vrsta), formalna zaupnost konkretni vrsti ali stopnji 
zaupnosti na takem dokumentu preneha veljati takoj; 
− s trenutkom ali dogodkom277 (lahko je tudi daljše časovno obdobje), ko za zaupnost  
ne obstajajo več nobeni razlogi take obravnave (npr. tak izdelek je že dosegljiv na 
trgu, pomemben dogodek se je že zgodil itd.); 
− s potekom določenega časa278, določenega v varnostni oceni, taka zaupnost velja za 
nedosegljivo javnosti (npr. po 10 letih od dne, ko je bil dokument določen kot zaupen 
ipd.); 
− najkasneje s potekom časa, ki je določen v arhivski zakonodaji (npr. ZVDAGA279), kar 
velja za javni sektor, in kjer se javno arhivsko gradivo preda pristojnemu arhivu, ki 
glede na svoj materialni predpis (lex specialis), hrani tako gradivo; 
− kadar bi se prikrilo kaznivo dejanje, prekoračitev ali zloraba pooblastil280 ali drugo 
nezakonito dejanje (zakon ne more varovati a priori storilca kaznivega dejanja samo 
zato, ker je npr. visok državni funkcionar), ampak velja za vse ustavno načelo: "Vsi so 
pred zakonom enaki,"281 tako pri uživanju pravic kot pri izpolnjevanju dolžnosti in 
obveznosti. 
 
Neformalni kriteriji za prenehanje veljavnosti tajnih podatkov so lahko naslednji: 
− kadar dokument ali nosilec sploh ni označen282, je mogoče razumeti, da zaupnost 
dokumentu ali nosilcu ni dodeljena, kar pomeni, da je lahko tak dokument širše 
uporaben (znotraj organizacije), ni pa klasificiran kot zaupen dokument, ki mora biti 
posebej varovan in zaščiten pred dosegljivostjo drugih oseb; 
− kadar je nosilec zaupnosti nepravilno označen283, je nemogoče pričakovati, da vanj ne 
bodo vpogledovale druge neupravičene osebe ali se z njimi seznanile tretje osebe ali 
celo, da bi ga prejele osebe, ki niso pravi naslovniki; 
− kadar ne vsebuje nobene zaupne informacije284, dokumenta ni mogoče šteti za 
zaupnega, čeprav je lahko tako označen; 
                                          
275 V zvezi s tem glej 21. in 21.a člen ZTP-UPB2. 
276 V zvezi s tem glej 16. člen ZTP-UPB2 in 9. člen Uredbe o varovanju tajnih podatkov. 
277 V zvezi s tem glej prvi odstavek 18. člena ZTP-UPB2. 
278 V zvezi s tem glej prvi odstavek 18. člena ZTP-UPB2. 
279 V zvezi s tem glej 65. člen ZVDAGA. 
280 V zvezi s tem glej 6. člen ZTP-UPB2. 
281 V zvezi s tem glej drugi odstavek 14. člena Ustave RS. 
282 V zvezi s tem glej smiselno 3. in 4. člen Uredbe o varovanju tajnih podatkov. 
283 V zvezi s tem glej tretji odstavek 3. člena, 6. in 7. člen ter prvi in tretji odstavek 21. člena Uredbe o 
varovanju tajnih podatkov. 
284 Smiselno v zvezi s tem glej drugi odstavek 12. člena in tretji odstavek 17. člena ZTP-UPB2. 
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− dejanje, ko se z zaupno vsebino seznani tretja, neupravičena in nepooblaščena oseba, 
ali ko je tajni podatek po ZTP javno razkrit in objavljen285 (npr. v medijih, javnosti ali 
pri drugih osebah);  
− kadar ne izpolnjuje vseh pogojev po ZTP ali drugem predpisu286, v smislu nepravilne 
priprave ocene možnih škodljivih posledic, ker ga je pripravila oseba, ki nima potrebe 
po védenju niti pooblastila ali dovoljenja ali pa ni usposobljena ipd; 
− če zaupnega podatka ni mogoče spoznati kot zaupnega287 in je npr. napisan v tujem, 
nam nerazumljivem in neznanem jeziku (ko dokumentu ni mogoče pripisati 
zaupnosti); 
− kadar zaupni podatek ali dokument sploh ne obstaja in ni mogoče govoriti o zaupnosti, 
saj predmeta varovanja zaupnosti ni; 
− v kolikor je tajni podatek po ZTP, odtujen ali uničen288. Kadar zaupnega dokumenta ni 
mogoče najti (npr. je bil izgubljen ali odtujen, uničen ali pogrešan in ne najden) je 
moč razumeti, da formalna zaupnost takemu podatku preneha (lahko tudi s potekom 
časa, za katerega je bila določena zaupnost). 
 
Ena od oblik popolnega prenehanja tajnosti dokumentov je tudi faza uničenja gradiva, 
kjer gre za eliminacijo vseh sestavin zaupnosti. V zvezi z arhivskim dokumentarnim 
gradivom Žumer (2003)289 meni, da se mora to hraniti in zavarovati pred izgubo, 
uničenjem ali zlorabo. Uničenje gradiva pa je dopustno samo na osnovi predpisa in 
predstojnikovih navodil. V primeru uničenja mora biti imenovana tričlanska komisija, v 
katero je vključena tudi oseba, odgovorna za varovanje zaupnih podatkov. V zapisnik o 
uničenju se zapiše: številko dokumenta, datum in stopnjo tajnosti, kratko vsebino in 
podatke o originatorju dokumenta. Zapisniku se priloži tudi seznam vpogledov oseb v take 
dokumente. Dokumenti in zaupni podatki pa se uničijo na način, s katerim se zagotovi, da 
postanejo ti v celoti nerazpoznavni in neobnovljivi.  
 
Velika večina zaupnih in drugih dokumentov ima tudi na področju arhivske dejavnosti 
značaj trajnega gradiva, ki se ga izroča pristojnim javnim arhivom še med veljavnostjo 
zaupnosti ali po njenem prenehanju, kjer lahko ostane javnosti nedosegljivo še naprej. 
                                          
285 Prepeluhova (2004) o tem pravi, da razkritje podatkov, ki so že postali javni, ne more več ogroziti 
nobenega interesa. V zadevi SOVA leta 2007, se lahko spomnimo razkritja "konspirativke", lokacije SOVE 
na Malem trgu 4 v Ljubljani, kjer je do razkritja v medijih prišlo, ko so v javnosti zaokrožile neuradne 
informacije, da naj bi vladni uslužbenci obiskali to lokacijo in pregledali tajne zbirke podatkov. 
286 V zvezi s tem glej tudi odločbo Informacijskega pooblaščenca, št. 021-18/2006/8, z dne 15. 5. 2006, ki je v 
konkretnem inšpekcijskem postopku ugotovil neizpolnjevanje dveh temeljnih formalnih pogojev, in sicer 
katera pooblaščena oseba je sprejela odločitev o oznaki (10. člen ZTP-UPB2) in, da dokumentu ni bila 
priložena pisna ocena o možnih škodljivih posledicah (11. člen ZTP-UPB2). 
287 Nasprotni primer je B. točka 1. člena Zakona o ratifikaciji Varnostnega sporazuma med Vlado Republike 
Slovenije in Vlado Združenih držav Amerike glede varnostnih ukrepov pri varovanju zaupnih vojaških 
podatkov (BUSVU), ki določa točne oznake prevodov tajnosti, podobno tudi drugi sklenjeni bilateralni 
sporazumi o izmenjavi in medsebojnem varovanju tajnih podatkov. 
288 V zvezi s tem glej drugi in četrti odstavek 18. člena ZTP-UPB2, smiselno pa tudi Uredbo o varovanju tajnih 
podatkov. 
289 Več o tem glej stran: www.arhivsko-drustvo.si/publikacije/arhivi/pdfxxvi1/zumer.pdf. 
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Arhivi ga morajo po prevzemu varovati glede na določene roke nedosegljivosti, kakor jih 
je označil upravljavec. 
 
V nadaljevanju predstavljam pregled rokov nedosegljivosti arhivskega gradiva zaupne 
narave, ki ga ureja arhivska zakonodaja v nekaterih evropskih državah (po abecednem 
vrstnem redu držav):  
− Avstrija ima 30-letni splošni rok nedosegljivosti gradiva290. Za nekatere osebne 
podatke velja nedosegljivost 50 let od nastanka. Tudi za zaupne podatke, ki se 
nanašajo na javno in nacionalno varnost velja, da ostanejo javnosti nedostopni 50 let 
od njihovega nastanka. Zakon dopušča znižanje roka na 30 let, kadar gre za potrebe 
znanstvenih raziskav ali kadar za to prevlada javni interes. Varstvo nedosegljivosti 
osebnih podatkov je zagotovljeno 10 let po smrti osebe ali 110 let od njenega rojstva; 
− Francija291 loči več kategorij zaupnih podatkov, ki imajo različne roke nedosegljivosti. 
Splošni rok nedosegljivosti do arhivskega gradiva javnih institucij je 30 let od 
njihovega nastanka. Do osebnih podatkov, ki se nanašajo na zdravstveno stanje 
posameznikov, je mogoče dostopati šele po 150 letih od rojstva osebe, evidence o 
podatkih zaposlenih postanejo dostopne po 120 letih od njihovega rojstva ali do 100 
let od nastanka, javnosti pa niso dostopni niti spisi posameznikov v zadevah pred 
sodišči niti odvetniški spisi, prav tako tudi dokumenti statističnega popisa, ki vsebujejo 
informacije o osebnem in družinskem življenju posameznika, ne. Do 60 let od 
nastanka, javnosti niso dostopni zaupni dokumenti, ki se nanašajo na 
nacionalnovarnostne in obrambne interese države ter vojaško, diplomatsko, javno 
finančno in drugo dokumentacijo;  
− Hrvaška ureja splošen dostop do podatkov po 30 letih od nastanka292 oziroma tudi 
prej, če ni označeno kot tajno. Dostop do osebnih podatkov je mogoč po 70 letih od 
nastanka ali 100 let od rojstva osebe, izjemoma pa ga je mogoče skrajšati. Zaupno 
gradivo, ki se nanaša na obrambne, mednarodne, gospodarske in nacionalno 
varnostne interese, je dosegljivo po 50 letih od nastanka, če ni s posebnim zakonom 
določeno drugače; 
− Italija ima prav tako 30-letni splošni rok nedosegljivosti gradiva, kjer velja dostop do 
osebnih podatkov, ki se nanašajo za zasebno življenje in kazenske postopke, 70 let po 
nastanku dokumenta, za druge podatke pa 50 let od nastanka293; 
− Madžarska zagotavlja splošni dostop do gradiva, ustvarjenega po 1. 5. 1990, prav 
tako tudi do gradiva pred iztekom 30 let. Za gradivo, ki je nastalo pred 1. 5. 1990 in je 
starejše od 15 let, veljajo nekatere izjeme, in sicer mora dovoljenje odobriti poseben 
                                          
290 Glej drugi odstavek 5. člena in prvi odstavek 11. člena avstrijskega zveznega zakona nem. Bundesgesetz 
über die Sicherung, Aufbewahrung und Nutzung von Archivgut des Bundes (Bundesarchivgesetz) iz leta 
1999. Dostopno 25. 7. 2011 na: www.dsk.gv.at. 
291 Glej 6., 7., in 8. člen francoskega zakona o arhivih, fr. Loi 79-18 du 3 janvier 1979 modifiée sur les 
archives. Dostopno 25. 7. 2011 na: www.legifrance.gouv.fr.  
292 Glej člen 20. in 22, hrvaškega arhivskega zakona, hr. Zakon o arhivskom gradivu i arhivima, Narodne 
novine RH, št. 105/97. 
293 Povzeto po Glažar (2002). 
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odbor294. Osebne podatke iz arhivskih gradiv je dovoljeno razkriti šele 30 let po smrti 
osebe ali 90 let od rojstva, če datum smrti ni znan, ali 60 let od nastanka gradiva, ki 
ga hrani arhiv. Ta rok se lahko iz pomembnih raziskovalnih razlogov, ali če 
posameznik ali njegovi svojci po smrti odobrijo vpogled zaradi raziskovalnih namenov, 
ustrezno skrajša; 
− Nemčija ima 30-letni splošni rok nedosegljivosti gradiva, ki nastaja v javnih 
organih295. Pri osebnih podatkih je mogoč dostop po 30 letih od smrti posameznika, 
kadar pa leto smrti ni znano, pa 110 let od rojstva osebe. Za nekatere podatke, 
vezane na davčno, socialno in bančno tajnost ter tam, kjer zakonodaja ne določa 
drugače, velja 60-letni rok nedosegljivosti takega gradiva od njihovega nastanka. Ta 
rok ne velja za dokumente, nastale pred 23. majem 1949, in izjemoma za potrebe 
raziskav ali za uveljavljanje upravičenega interesa296; 
− Nizozemska zagotavlja dostop do zaupnih dokumentov po 20 letih297. Osebni podatki 
so dostopni 75 let od nastanka, za dokumente civilnega statusa (npr. potrdilo o 
rojstvu) pa po 100 letih. Dokumenti davčnega in pravnega področja ostajajo 
nedostopni 75 let od nastanka298; 
− Romunija ima priznan 30-letni splošni rok nedosegljivosti javnega gradiva. Za civilne 
zadeve (zdravstveni karton, državljanstvo) velja 100 let, za tehnične dokumente 50 let 
od njihovega nastanka299, za osebne podatke 75 let od nastanka ali 40 let po smrti 
osebe, za dokumente vezane na nacionalno varnost pa po 100 letih od nastanka. 
Dokumenti, ki obravnavajo gospodarski kriminal, ter odvetniški in notarski spisi so 
dostopni po 90 letih, javno finančni dokumenti pa po 50; 
− Slovenija je v primerjavi z obravnavanimi državami300 izjema, saj ZVDAGA določa za 
gradivo, ki se nanaša na državno in javno varnost, obrambo, gospodarske interese ter 
poslovne in davčne skrivnosti301, 40-letni rok nedosegljivosti gradiva od njegovega 
nastanka. Glede osebnih podatkov in davčne tajnosti pa velja dosegljivost po 75 letih 
                                          
294 Glej 23. člen madžarskega zakona o javnih gradivih in arhivih ter varstvu zasebnih arhivov, angl. Act LXVI 
of 1995 on Public Records, Public Archives and the Protection of Private Archives. Dostopno 25. 7. 2011 na: 
www.natarch.hu. 
295 Glej 5. člen nemškega zveznega arhivskega zakona, nem. Bundesarchivgesetz - BArchG. Dostopno 27. 5. 
2011 na: www.gesetze-im-internet.de. 
296 Tu velja izjema le, kadar tako gradivo ni opredeljeno kot izjema po zakonu od dostopu do informacij. 
Izjemoma je mogoče ta rok tudi skrajšati, kadar obstaja za to upravičen interes posameznika ali interes 
javnosti ali pa ga podaljšati za 30 let. 
297 To je tudi rok, v katerem, mora organ v javno arhivsko službo prenesti svoje arhivsko gradivo. Glej tretji 
odstavek 4. člena in tudi 12. člen nizozemskega arhivskega zakona, nizoz. Archiefwet iz leta 1995. 
Dostopno 25. 7. 2011 na: www.wetten.overheid.nl. 
298 Glažar. Ibidem. 
299 Glej 13. člen romunskega Zakona o državnem arhivu, angl. Law no. 16/1996 of the 2nd of April 1996 
Version updated on the 3rd of July 2002 Law of the National Archive. Dostopno 25. 7. 2011 na: 
www.apador.org. 
300 Če omenim prejšnji Zakon o arhivskem gradivu in arhivih (ZAGA), Ur. list RS, št. 20/97, je ta v 41. členu 
ločeval nejavno gradivo, ki je postalo dosegljivo po 30. letih od nastanka, od zaupnega državnega gradiva, 
ki je lahko zaradi nacionalno varnostnega pomena postalo javno šele po 40. letih. 
301 Izjemo 75 letnega roka nedosegljivosti dokumentov, ki so označeni kot davčna tajnost, določa kot lex 
specialis, drugi odstavek 33. člena Zakona o davčni službi (ZDAVP-2). 
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od nastanka ali 10 let od smrti osebe, če datum smrti ni znan oziroma ni drugače 
določeno z drugim zakonom; 
− Švicarska konfederacija302 pozna 30-letni rok nedosegljivosti javnega gradiva v 
arhivih, med tem ko ostanejo občutljivi osebni podatki javnosti nedostopni 50 let od 
njihovega nastanka, razen, če oseba tega ni kakorkoli prepovedala. Dostop do 
podatkov je v Švici mogoč že po treh letih od smrti osebe, drugi zaupni podatki pa so 
prav tako dostopni šele po 50 letih od njihovega nastanka; 
− Velika Britanija303 pozna splošni 30-letni rok nedosegljivosti304 gradiv javnih 
organov. Nekateri drugi zaupni podatki ostanejo tako nedostopni 60 ali celo 100 let305 
od njihovega nastanka, kar je odvisno tudi od posameznih zakonov. 
 
Tako večina navedenih držav kot tudi Grčija, Irska, Portugalska, poznajo 30-letni splošni 
rok nedosegljivosti arhivskega gradiva, med tem ko imajo Španija, Italija, Luksemburg in 
Nizozemska načelo prostega dostopa do arhivskega gradiva v arhivih, če velja zanj 
javnost dostopa in je arhiviran v državnem arhivu (Glažar, 2002, str. 62). V registrih ali 
arhivih institucij Evropske unije in pa v državah članicah, kjer se hrani zaupno gradivo EGS 
in EURATOM-a, velja rok nedosegljivosti gradiva prav tako 30 let.  
 
V nadaljevanju predstavljam lastno študijo primera, v kateri izpostavljam problematiko 
dostopa do tajnega gradiva, posledično tudi zaradi veljavnosti rokov nedosegljivosti. 
 
Primer 11: Študij primera Omerza vs. Država. 
 
V tem delu sem se odločil za empirično raziskovanje, kjer sem izbral študij primera, ki je 
povezan s pravico dostopa do podatkov zaupne narave in zavrnitvijo dostopa do javnih 
dokumentov, kar se sklada z mojo naslovno temo, to je kolizijo pravice do zaupnosti in 
pravice do javnosti informacij in podatkov. Primer Omerza vs. Država, kot sem ga 
poimenoval sam, je primer, ki je nastajal ravno v času pisanja tega dela. Za obravnavo 
javno procesuiranega primera sem ga označil zato, ker se je v izjemno kratkem času 
razvila zanimiva upravna in ustavnopravna praksa. S tem primerom se je poseglo v 
strokovno, znanstveno in politično sfero, sprejete so bile nekatere odločitve, med drugim 
tudi ta, da je o pravici javnosti nad zaupnostjo na referendumu odločalo slovensko volilno 
telo. 
 
Pri študiju tega primera sem uporabil dosegljive pisne vire in avdio zapise, ki so bili 
objavljeni v številnih medijih, med drugim tudi ugotovitev Državne volilne komisije, 
odločbo Ustavnega sodišča RS, Sklep Državnega zbora RS, mnenja nekaterih pravnikov in 
                                          
302 Glej 9. člen švicarskega zveznega zakona o arhiviranju, nem. Bundesgesetz über die Archivierung 
(Archivierungsgesetz, BGA), iz leta 1998, dosegljivo 25. 7. 2011 na: www.admin.ch. 
303 Glej četrti odstavek 3. člena The Public Records Act-a iz leta 1958 in iz leta 1967. Dostopno 25. 7. 2011 na: 
www.nationalarchives.gov.uk. 
304 Enako velja tudi za Irsko in Avstralijo ter še nekatere druge države. Več o tem, glej: "The thirty year rule". 
305 Glej izjeme v členih: 1(1)(a), 31 in 37(1)(b) Zakona o dostopu do informacij, angl. Freedom of Information 
Act iz leta 2000. Dostopno 25. 7. 2011 na: www.legislation.gov.uk. 
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upravnih strokovnjakov, opravil pa sem tudi intervju z mag. Igorjem Omerzo, kjer sem 
osvetlil predstavo realnega stanja v njegovem boju z "legalnostjo". Celotni pisni zapis 




Publicist Igor Omerza je avgusta leta 2010 na Arhiv Republike Slovenije naslovil zahtevo 
za vpogled v del arhivskega gradiva, ki je nastalo pred 17. majem 1990, nanaša pa se na 
takratno Službo državne varnosti306. Pristojni državni arhiv, ki je upravljavec in hranitelj 
omenjenega gradiva po ZVDAGA, je zahtevo odobril in pisatelja napotil na Slovensko 
obveščevalno varnostno agencijo (v nadaljevanju kratica: SOVA), kjer se je to gradivo tudi 
nahajalo307. Zapletlo se je ravno na SOVI, kjer naj bi bili želeni dokumenti označeni s 
stopnjo TAJNO, s tem pa mu je bil dostop do "javnih" dokumentov onemogočen, upravni 
postopek pa do rešitve na Vladi RS, prekinjen308. 
 
Burna politična in pravna razprava sta dosegli svoj vrh v prvi polovici leta 2011, ko je na 
podlagi vsesplošne medijske pozornosti, Vlada RS v parlamentarno proceduro posredovala 
spremembe in dopolnitve Zakona o varstvu dokumentarnega in arhivskega gradiva ter 
arhivih309 (ZVDAGA-A), ki naj bi to področje uredilo. Državni zbor RS je noveliran zakon 4. 
                                          
306 Legalen in legitimen dostop do želenega arhivskega gradiva je prosilcu omogočala določba tretjega 
odstavka 65. člena ZVDAGA, ki določa: "Arhivsko gradivo, nastalo pred konstituiranjem Skupščine 
Republike Slovenije 17. maja 1990, ki se nanaša na nekdanje družbenopolitične organizacije (npr. Zveza 
komunistov Slovenije, Socialistična zveza delovnega ljudstva, Zveza sindikatov Slovenije, Zveza socialistične 
mladine Slovenije, Zveza združenj borcev NOV Slovenije, Zveza rezervnih vojaških starešin Slovenije), 
organe notranjih zadev (npr. policija), pravosodne organe (npr. sodišča, tožilstva, zapori) in obveščevalno 
varnostne službe, je dosegljivo brez omejitev, razen arhivskega gradiva, ki vsebuje občutljive osebne 
podatke, ki so bili pridobljeni s kršenjem človekovih pravic in temeljnih svoboščin ter se nanašajo na osebe, 
ki niso bile nosilke javnih funkcij". V primeru dvoma o pogojih dostopa iz prejšnjega odstavka pa naj bi 
odločala arhivska komisija (glej še četrti odstavek tega člena). 
307 Glej npr. odgovor direktorja Arhiva Republike Slovenije, dr. Dragana Matića na navedbe dr. Lovra Šturma. 
Dostopno 6. 7. 2011 na: www.arhiv.gov.si/si/medijsko_sredisce/fotogalerija/daljsa_verzija_odgovora. 
308 V zvezi s tem glej tudi novico za javnost pod naslovom: Odgovor na pisno poslansko vprašanje Zvonka 
Černača glede arhivov, z dne 1. 9. 2011. Dostopno 10. 9. 2011 na: www.mk.gov.si. 
309 Člen 29 novele ZVDAGA-A prinaša dve spremembi. Kot prvič bi se spremenil prvi odstavek 65. člena, tako 
naj bi se po novem glasil: "Javno arhivsko gradivo, ki vsebuje podatke, ki se nanašajo na državno in javno 
varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države ter njene gospodarske 
interese ter poslovne in davčne skrivnosti in katerih razkritje nepoklicani osebi bi lahko povzročilo škodljive 
posledice za varnost države in drugih oseb ter njihove interese, postane dosegljivo za uporabo 40 let po 
nastanku" (črta se besedilo: postane dosegljivo za uporabo praviloma najkasneje 40 let po nastanku). Kot 
drugič, tretji odstavek bi se spremenil in po novem glasil: "Arhivsko gradivo, nastalo pred konstituiranjem 
Skupščine Republike Slovenije 17. maja 1990, ki se nanaša na nekdanje družbenopolitične organizacije 
(npr. Zveza komunistov Slovenije, Socialistična zveza delovnega ljudstva, Zveza sindikatov Slovenije, Zveza 
socialistične mladine Slovenije, Zveza združenj borcev NOV Slovenije, Zveza rezervnih vojaških starešin 
Slovenije), organe notranjih zadev (npr. policija), pravosodne organe (npr. sodišča, tožilstva, zapori) in 
obveščevalno varnostne službe, je dosegljivo brez omejitev, razen arhivskega gradiva, ki vsebuje občutljive 
osebne podatke ali dogodke iz zasebnega življenja in se ne nanaša na takratne nosilce javnih funkcij" (kjer 
se spremeni zadnji del stavka glede na še veljavno določbo: razen arhivskega gradiva, ki vsebuje občutljive 
osebne podatke, ki so bili pridobljeni s kršenjem človekovih pravic in temeljnih svoboščin ter se nanašajo 
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februarja 2011 tudi sprejel310. Nekaj dni za tem je bila v Državni svet RS vložena pobuda 
za sprejem veta na novelo zakona, katere pa Državni svet RS ni sprejel311. Na novelo 
zakona je bila nato v Državnem zboru RS vložena zahteva za razpis naknadnega 
zakonodajnega referenduma, pred tem pa na Ustavno sodišče RS zahteva, kjer naj 
slednje odloči, ali bi z zavrnitvijo novele zakona na referendumu nastale protiustavne 
posledice oziroma "ali je dopustno poseči v ustavno pravico do referenduma". O tem 
primeru so odmevno razpravljali parlamentarni odbori ter politična, arhivska, zgodovinska 
in druga strokovna javnost. Dne 5. junija 2011 so o noveli zakona na naknadnem 
zakonodajnem referendumu odločali državljani Republike Slovenije312. Državna volilna 
komisija je po koncu referenduma ugotovila, da je večina volivcev glasovala proti 
uveljavitvi novele zakona, s čimer se določbe ZVDAGA ne spremenijo in v veljavi ostajajo 




Ustavno sodišče RS je v zadevi U-II-2/11-11314 odločalo o možnih protiustavnih 
posledicah, ki bi lahko nastale zaradi zavrnitve novele zakona ali pa odložitve uveljavitev 
zakona na referendumu. Kot izhodišče je presojalo presumpcijo sprejetja ali zavrnitve 
odločitve volivcev na referendumu in s tem povzročitve protiustavnosti ZVDAGA, ki ga 
derogira nov zakon, in sicer zato, da stanje ne bi bilo v nasprotju z ustavo še naprej. Pri 
presoji spornega tretjega odstavka 65. člena ZVDAGA, ki naj bi bil v neskladju z Ustavo, je 
predlagatelj trdil, da naj bi se javnosti omogočalo neomejeno predčasno razkritje 
podatkov iz arhivskega gradiva315. Ker zahteva predlagatelja, to je Državnega zbora RS, ni 
vsebovala navedb, kje bi se interesom Republike Slovenije316 škodovalo in concreto, je 
Ustavno sodišče RS povzelo naslednjo ugotovitev317: 
                                                                                                                               
na osebe, ki niso bile nosilke javnih funkcij). Več o tem glej Predlog Zakona o spremembah in dopolnitvah 
zakona o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA-A). Dostopno 5. 7. 2011 na: 
www.arhiv.gov.si. 
310 ZVDAGA-A so poslanci Državnega zbora RS sprejeli na 24. redni seji s 40 glasovi za in 33 glasovi proti. 
311 V Državnem svetu RS je 12 svetnikov glasovalo za veto, 19 pa jih je glasovalo proti. Dostopno 6. 7. 2011 
na: www.times.si, pod naslovom: Državni svet ni izglasoval veta na zakon, ki ureja arhive. 
312 Na referendumsko vprašanje: "Ali ste za to, da se uveljavi Zakon o spremembah in dopolnitvah Zakona o 
varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA-A), ki ga je sprejel Državni zbor na seji 
dne 4. februarja 2011", je "ZA" odgovorilo 29,12 %, "PROTI" pa 70,88 % volivcev. 
313 Glej Poročilo o izidu glasovanja in o izidu zakonodajnega referenduma o Zakonu o spremembah in 
dopolnitvah zakona o varstvu dokumentarnega in arhivskega gradiva ter arhivih, ki je bil 5. junija, št. 
201110-6/00-44/11, z dne 23. 6. 2011 ter Sklep Državnega zbora o razglasitvi odločitve, ki je bila sprejeta 
na zakonodajnem referendumu o Zakonu o spremembah in dopolnitvah zakona o varstvu dokumentarnega 
in arhivskega gradiva ter arhivih, ki je bil 5. junij 2011, Ur. list RS, št. 57/11. 
314 Glej odločbo Ustavnega sodišča RS, št. U-II-2/11-11, z dne 14. 4. 2011. 
315 Državni zbor v zahtevi ne navaja in concreto ali je po veljavnosti ZVDAGA, od leta 2006 do 2011, sploh 
prišlo do kakšnega primera, ki bi potrjeval prizadetost državnih interesov ali kršitev človekovih pravic. 
316 Za kolateralno škodo je bilo izpostavljeno naslednje neželeno stanje za posameznika: osebe SDV naj bi bile 
pred 17. 5. 1990 postavljene v slabši položaj kot osebe, ki tako dejavnost opravljajo po tem datumu, 
ogrožena naj bi bila njihova osebna in družinska varnost ter dostojanstvo. Za državo bi bila ureditev 
škodljiva na področju državne in javne varnosti, obrambe, zunanjih zadev in obveščevalno-varnostne 
dejavnosti, ogrožena bi bila verodostojnost, ugled in položaj Slovenije v mednarodni skupnosti, v odnosu 
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− da ureja omenjena določba samo dostop do arhivskega gradiva nekdanjih organizacij 
do 17. maja 1990; 
− da pomeni tretji odstavek samo zakonsko izpeljavo drugega odstavka 39. člena Ustave 
RS, po katerem ima vsakdo pravico dobiti informacijo javnega značaja318, za katero 
ima v zakonu utemeljen pravni interes, razen, če zakon ne določa drugače, in 
− da pomeni tretji odstavek samo izpeljavo drugega odstavka 38. člena Ustave RS, ki 
določa, da zbiranje, obdelovanje, namen uporabe, nadzor in varstvo osebnih podatkov 
določa zakon.319 
 
Glede na to, je Ustavno sodišče RS320 zahtevo Državnega zbora RS, da bi zaradi novele 
zakona na referendumu nastale protiustavne posledice, zavrnilo. 
 
Nekaj mnenj strokovne javnosti 
 
Letnar Černič (2011) v svojem prispevku z naslovom "Svoboda dostopa do arhivov" 
zapiše, da bi morale biti vse informacije, zbrane v dosjejih nekdanje službe, prosto 
dostopne javnosti, kjer bi morali zagotoviti varstvo zasebnosti tistih, ki jih je nekdanji 
režim preiskoval, vprašanje pa se postavi pri tistih, ki so take informacije zbirali. Avtor je 
mnenja, da lahko le prost dostop javnosti omogoča soočenje nasprotujočih si mnenj in 
tehtanj različnih razlogov o vprašanjih, ki zadevajo vsakogar, kar pa omogoča le odprtost 
in preglednost321.  
 
Vladimir Žumer (2003), ki je bil med letoma od 1993 do 2004 direktor Arhiva Republike 
Slovenije, je v reviji Arhivi pod rubriko Članki in razprave zapisal, da je: "Zakonska 
ureditev kakršno poznamo pri nas, v zvezi z dostopom do obravnavanega arhivskega 
gradiva v javnih arhivih, med najliberalnejšimi v Evropi. Med demokratične določbe o 
                                                                                                                               
do drugih držav in mednarodnih institucij, škodilo bi se varnostnim, zunanjepolitičnim in gospodarskim 
interesom, verodostojnosti, ugledu in položaju Slovenije v mednarodni skupnosti ter v odnosu do drugih 
držav in mednarodnih institucij. Posledično bi se ogrozilo varstvo samostojnosti, neodvisnosti in suverenosti 
ter ozemeljske celovitosti. Glej točko 10 v odločbi. 
317 Podobno razmišljanje Državnega zbora glej v Deklaraciji 040-05/11-5/15, z dne 12. 4. 2011 glede umika 
tajnosti iz vseh dokumentov glede "orožarskih afer", Ur. list RS, št. 28/11, glej pa tudi Odgovor 
Informacijskega pooblaščenca v zadevi: Predlog zakona o zagotavljanju prostega dostopa do dokumentov 
o trgovini z orožjem v letih 1990-1994, št. 007-29/2011/2, z dne 21. 6. 2011.  
318 Kar vključuje tako dokumentarno kot tudi arhivsko gradivo. 
319 V primeru uporabe osebnih podatkov v nezakonite namene, se zakonitost varuje preko instituta upravnih 
organov in sodišč, kjer le-ta presojajo razmerje med javnim interesom do obveščenosti in zasebnim 
interesom do varstva osebnih podatkov. 
320 Glede legitimitete odločanja o tej ustavnopravni presoji, je potrebno pogledati tudi različna, a smiselna 
mnenja ustavnih sodnikov: Pogačarjeve, Mozetiča in Zobca, Korpič-Horvatove, Sovdatove in Petriča v 
njihovih pritrdilnih in odklonilnih ločenih mnenjih (glej odločbo št. U-II-2/11-11, z dne 14. 4. 2011). 
321 Tudi Purg (1996) pritrjuje dejstvu, da pri odpiranju arhivov tajnih sodelavcev varnostnih in obveščevalnih 
služb, ni potrebno objavljati njihovih imen, izjemoma le tistih, ki so delali proti "notranjemu sovražniku". 
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dosegljivosti arhivskega gradiva pa je bila leta 2006 vrinjena politična določba o 
dosegljivosti oziroma nedosegljivosti arhivskega gradiva, ki ne sodi v arhivski predpis."322 
 
Nataša Pirc Musar (2011) v zvezi z upravnim postopkom meni, da se je pristojni organ 
sam odločil, da "protiustavnega" zakona ne bo izvajal, zato so postopek, kljub dejstvu, da 
ZUP te možnosti sploh ne daje, prekinili.  
 
Namestnica pooblaščenke Rosana Lemut-Strle323 je v zvezi z dostopom do spornega 
gradiva za časnik Delo menila: "Če obstaja tveganje, da bi z dostopom nastala škoda za 
nacionalne interese, je to tveganje obstajalo že takrat." Gradivo je bilo namreč od leta 
2006 pa do leta 2011 pet let brez ovir dosegljivo javnosti! 
 
Rajko Pirnat324 je mnenja, da je sklep Arhiva o zadrževanju zahteve prosilca za dostop do 
arhivskega gradiva nezakonit, saj je prekinil postopek vpogleda v želeno dokumentacijo. 
Ob tem je tudi on mnenja, da gre za kršitev ZUP-a, za katero ne bo nihče odgovarjal, 
Lovro Šturm325 pa k temu dodaja, da so dejanja, pri katerih nek državni organ ne 
upošteva zakonov, samovoljna.  
 
Varuh človekovih pravic326 je v svoji izjavi za javnost, dne 3. 2. 2011, na vprašanje SOVE, 
ali bi razkritje dela spornega arhivskega gradiva lahko ogrozilo ustavno varovane pravice, 
kot so pravica do osebnega dostojanstva in varnosti ter pravica do nedotakljivosti 
človekovega življenja, po proučitvi zadeve ocenil, da bi izvajanje tretjega odstavka 65. 
člena brez dodatnih varovalk lahko ogrožalo interese Republike Slovenije. Varuh je menil, 
da določba tretjega odstavka 65. člena ZVDAGA ne upošteva dovolj navedenih pravic in 
interesov in daje preveliko pristojnost in odgovornost arhivu, zato predlaga čimprejšnjo 
spremembo te določbe. 
 
Sporni tretji odstavek oziroma, kje nastane kolizija med zaupnostjo in javnostjo? 
 
Prejšnji Zakon o arhivskem gradivu in arhivih (v nadaljevanju kratica: ZAGA)327 iz leta 
1997 ni vseboval take določbe, kot jo vsebuje aktualni 3. odstavek 65. člena ZVDAGA328, 
                                          
322 Glej prispevek, dostopen 6. 7. 2011 na: www.delo.si, pod naslovom: Kdaj po zakonu nastane javno 
arhivsko gradivo? 
323 Glej prispevek, dostopen 6. 7. 2011 na: www.delo.si, pod naslovom: Vladimir Žumer o spornem arhivskem 
gradivu. V zvezi s tem Lemut-Strletova poda, po mojem mnenju tudi upravičeno kritično mnenje, ko 
zakonodajalca poziva, da naj sprejema v prihodnje zakone bolj premišljeno. Podoben poziv zakonodajalcu 
glej tudi v prvem odstavku novice Informacijskega pooblaščenca, z naslovom: Ponoven odziv glede 
sprememb ZKP, z dne 15. 6. 2011. Dostopno 15. 1. 2012 na: www.ip-rs.si. 
324 Glej prispevek, dostopen 6. 7. 2011 na: www.siol.net, pod naslovom: Vlada nima interesa ščititi tistih, ki so 
protipravno ravnali v bivšem režimu. 
325 Glej prispevek, dostopen 6. 7. 2011 na: www.dnevnik.si, pod naslovom: Državni svet je zavrnil veto na 
novelo zakona o arhivih. 
326 Glej prispevek, dostopen 6. 7. 2011 na: www.varuh-rs.si, pod naslovom Mnenje Varuha glede zakona o 
arhivskem gradivu. 
327 Glej Zakon o arhivskem gradivu in arhivih (ZAGA), Ur. list RS, št. 20/97. 
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poznal pa je podobno, a manj določno besedilo. Prejšnja 66. in 67. člen ZAGA sta 
določala, da je arhivsko gradivo bivših družbenopolitičnih organizacij (Zveza komunistov 
Slovenije, Socialistična zveza delovnega ljudstva Slovenije, Zveza sindikatov Slovenije, 
Zveza socialistične mladine Slovenije) dosegljivo brez omejitev, razen podatkov, ki se 
nanašajo na zasebnost posameznikov329. Vse vrste in stopnje zaupnosti, označenih na 
dokumentih oziroma fondih ali zbirkah, nastalih v organih in drugih organizacijah bivše 
SFRJ, prav tako pa tudi omejitve uporabe gradiva, ki so ga do uveljavitve samostojnosti 
Republike Slovenije predali organi in organizacije bivše SFRJ330, pa so nične. Vsebovana je 
bila tudi določba, da je javno arhivsko gradivo dosegljivo javnosti, šele po 30 letih od 
nastanka, gradivo, vezano na nacionalno varnostne vsebine pa po 40331. Vgrajena je bila 
dodatna varovalka, da je možno roke nedosegljivosti izjemno skrajšati ali podaljšati, o 
čemer na predlog uporabnika in mnenja arhivske komisije odloči Vlada 332.  
 
Pozornost upravnopravne presoje je izmed vseh 103. členov, ki jih ZVDAGA vsebuje, 
vzbudil ravno "sporni" tretji odstavek 65. člena ZVDAGA, ne pa na primer 3. odstavek 66. 
člena, ki je Vladi RS odvzel neposredno možnost za skrajšanje roka nedosegljivosti, in ga 
podelil arhivski komisiji333. Zakon omogoča v trenutku njegove veljave popolno legitimnost 
dostopa do gradiva, ki ga opredeljujeta oba tretja odstavka 65. in 66. člena ZVDAGA, 
izjema je le tajno gradivo iz tega obdobja, kjer se lahko nedosegljivost podaljša (o tem 
odloča Vlada RS), vendar le v primeru, ko tak predlog poda javno pravna oseba, ki je to 
gradivo zavezana izročiti arhivu334. 
 
Arhiv RS335 (v nadaljevanju kratica: ARS) naj bi omenjeno gradivo od SOVE prevzel 1. 
julija 2008, pri čemer je direktor SOVE takrat gradivu določil stopnjo tajnosti TAJNO, ker 
                                                                                                                               
328 Sedaj veljavni ZVDAGA je na 14. redni seji Državnega zbora, dne 6. marca 2006, kjer je bilo prisotnih 66 
poslancev, podprlo 46 poslancev, proti pa jih je bilo 12. 
329 To postane dosegljivo za uporabo po 75-ih letih od nastanka ali po 10-ih letih od smrti osebe, na katero se 
nanašajo, če je datum smrti znan in ni z drugimi predpisi drugače določeno. 
330 Glej 66. in 67. člen Zakona o arhivskem gradivu in arhivih (ZAGA), Ur. list RS, št. 20/97. 
331 Rok nedosegljivosti je lahko takrat Vlada RS izjemoma podaljšala, vendar ne več kot za 10 let. Glej 43. člen 
ZAGA. 
332 Tu se zastavlja vprašanje ali je bila po prejšnjem ZAGA kadarkoli kršena pravica dostopa do teh 
dokumentov, saj je ta veljal vse od aprila leta 1997 in od aprila 2006 pa do danes? 
333 Tu je bila z določbo tretje alineje prvega odstavka 67. člena ZVDAGA prenesena pravica odločanja in 
directo iz Vlade RS na arhivsko komisijo, ki pa jo imenuje Vlada RS. Torej iz politike na stroko! 
334 Tu mora biti vzpostavljen formalni pogoj, ki je skladen z ZTP, in sicer mora biti predlogu priložena pisna 
ocena možnih škodljivih posledic, gradivo pa mora označiti pooblaščena oseba. Po moji oceni bi morala 
Vlada RS že takoj na začetku preseči gordijski vozel in sama odločiti o tem ali ostane del varovanega 
gradiva nedosegljivo javnosti za nekaj let še naprej. S tem bi bil vzpostavljen pat položaj samo za 
nedosegljivo gradivo nacionalne varnosti in občutljive osebne podatke oseb, ki niso bili nosilci javnih 
funkcij, ne pa za ostalo gradivo, ki se ga lahko uporablja v raziskovalne namene. 
335 Kot izhaja iz ločenega mnenja ustavne sodnice Sovdatove v odločbi Ustavnega sodišča RS, št. U-II-2/11, z 
dne 14. 4. 2011 ni znano ali je SOVA, kot Tajno označila celotno predano gradivo ARS-u. 
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je ocenil, da bi njegovo razkritje lahko škodovalo nacionalni varnosti in interesom 
Slovenije ter posameznikom336. 
 
Tu se pojavlja pravna dilema. Ustavna sodnica Sovdatova je mnenja, da potemtakem 
postane arhivsko gradivo SDV337 javno338. Vprašanje je, ali so bili vsi dokumenti pred 
predajo ARS označeni kot tajni, kajti če so bili, potem so ti nosili staro oznako tajnosti, ki 
je veljala pred letom 2001, preden je bil v Sloveniji sprejet ZTP. V nasprotnem primeru 
velja drugi odstavek 48. člena ZTP-UPB2, ki zahteva, da se tajnim podatkom oznaka 
tajnosti spremeni ob njihovi ponovni uporabi ali posredovanju drugemu uporabniku. 
Drugo pomembno vprašanje je, ali so vsi dokumenti in s tem podatki upravičeno označeni 
kot tajni? Ne gre morebiti v tem primeru za prenormirano označevanje tajnosti, kar tudi ni 
prava praksa do ustavno in zakonsko omogočene pravice dostopa do javnega arhivskega 
gradiva339. Tu po moji oceni ne poseže vmes niti 106. člen Uredbe o varstvu 
dokumentarnega in arhivskega gradiva340, ki določa, da je javno arhivsko gradivo splošno 
dosegljivo v arhivih, razen če je označeno z rokom nedosegljivosti, takrat postane to 
dosegljivo šele po preteku teh rokov. 
 
Bistvo kolizije, je po mojem mnenju v tem primeru v razlagi dveh določb, ki pomenita na 
eni strani javnost in na drugi strani zaupnost, in sicer tretjega ter četrtega odstavka 66. 
člena ZVDAGA341. Če gre na eni strani za pravico Arhiva RS, da od javnopravnih oseb 
prevzame javno arhivsko gradivo za potrebe nacionalne hrambe342, ki ga legalno označi za 
                                          
336 Uredba o izročanju gradiva iz arhiva nekdanje Službe državne varnosti, Ur. list RS, št. 20/07 ureja samo 
izročitev gradiva iz Sove v ARS, oba organa pa lahko skupaj določita posebno varovanje in dosegljivost 
predanega gradiva, ki se nanaša na nacionalno varnost (stopnja tajnosti ni omenjena). Že Zakon o 
Slovenski obveščevalno-varnostni agenciji (ZSOVA), Ur. list RS, št. 23/99, tudi št. 21/06 (ZSOVA-UPB2) v 
18. členu določa, da se zaključene zadeve agencije prenesejo v zbirko dokumentarnega gradiva in predajo 
Arhivu RS v roku, ki ga določita direktor agencije in direktor Arhiva, ta pa ne sme biti daljši od enega leta. 
Ali se tu ne zastavlja vprašanje, da so uradniki in vodstveni funkcionarji obeh institucij, predvsem pa Sove, 
spali na lovorikah slave in vse od leta 1991 pa do leta 2000, niso s tem gradivom naredili pravzaprav nič? 
Niti ga niso obravnavali za namene zgodovinskih razprav! Kljub temu je že 55. člen ZSOVA iz leta 1999 
jasno določil: "Gradivo iz arhiva nekdanje službe državne varnosti se izroči Arhivu Republike Slovenije 
najkasneje v enem letu po uveljavitvi tega zakona". Torej bi moral Arhiv RS imeti v svoji hrambi gradivo že 
23. aprila leta 2000 (ne glede na sistem dveh ključev) in ne šele julija 2008! 
337 SDV pomeni kratico za Službo državne varnosti. 
338 Meni, da pooblastilo zakonodajalca iz četrtega odstavka 66. člena ZVDAGA za podaljšanje roka 
nedosegljivosti ne velja za to gradivo. Če je bil del gradiva SDV ob izročitvi Arhivu opredeljen s stopnjo 
tajnosti Tajno, pomeni, da vanj ni mogoče vpogledati; če bi bilo drugače, ni videti smisla v tej oznaki. 
339 Ob tem je mogoče po ZTP-UPB2 (14. člen) in njegovi podredni Uredbi o varovanju tajnih podatkov (7. 
člen) označiti samo del gradiva za tajnega in ga izločiti od dostopa. Hkrati s tem pa ne sme veljati 
absolutna hramba od dejansko dovoljene, namreč spoštovati je potrebno tudi določbo 18. člena ZTP-UPB2. 
Ob tem spominjam, da tu 7. člen ZDIJZ ne velja, oziroma se ta določba za ZVDAGA ne uporablja. 
340 Glej prvi in drugi odstavek 106. člena Uredbe o varstvu dokumentarnega in arhivskega gradiva, Ur. list RS, 
86/06. 
341 Druga sintaksa, izhajajoča iz tega primera je, da se pravica podaljšanja roka lahko omeji le z odločitvijo 
Vlade RS, pravica skrajšanja roka pa le od vlade imenovane komisije, kjer prihaja do nekohezivnosti 
razmerja moči same izvršne veje oblasti! 
342 Glej podrobneje 40. člen ZVDAGA. 
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tajnega (t.i. ZAUPNOST), je potem v koliziji pravica posameznika, da si za zgodovinske, 
pravne, znanstvene, publicistične in raziskovalne namene, glede na dejstvo, da lahko 
izražen interes javnosti343 v demokratični družbi prevlada nad varovanimi interesi, npr. 
osebnimi podatki, ki so vsebovani v gradivu (t.i. JAVNOST), to gradivo ogleda. Obratno 
vprašanje bi se glasilo, ali je lahko zasebnost posameznika varovana tako, da interes 
javnosti vanjo ne more poseči? In če je, kaj je bil potem tu sploh predmet spora? 
Kolizija med obema pravicama zagotovo obstaja, vendar je možno legalno poskrbeti za to, 
da se zahtevane podatke ponovno preveri, izloči kar je zaupno (varovane osebne in tajne 
podatke se ustrezno zavaruje in omeji pred vpogledom javnosti za nek realen in legalen 
rok nedosegljivosti344), ostalo pa dovoli v proučitev javnosti za zgodovinske, publicistične 
in druge raziskovalne namene.  
 
Izhajajoč iz obravnave navedene vsebine menim, da je Ustavno sodišče RS pravilno 
povzelo bistvo primera, ko je menilo, da se s tretjim odstavkom 65. člena ZVDAGA 
omogoča zagotavljanje pomembnega demokratičnega načela, in sicer pravice javnosti nad 
zaupnostjo, oziroma pravice vedeti nad pravico ne vedeti o zadevah javnega pomena. Ob 
tem pa je potrebno zagotovo spoštovati tudi z ustavo priznane človekove pravice in 
temeljne svoboščine (predvsem varstvo osebnih podatkov posameznika), sprejete zakone, 
izraženo voljo ljudstva in svobodno javno mnenje, ki razblinja mehurčke neupravičene in 
prikrite "tajnosti", s čimer se oblikuje in krepi odprta družba, s tem pa tudi demokracija345.  
                                          
343 Interes javnosti je v tem primeru absolutno prevladal, in to dvakrat. Prvič, ko so zakon z veliko večino 
sprejeli neposredno iz ljudstva izvoljeni poslanci Državnega zbora RS, leta 2006 in drugič, ko so se volivci 
neposredno in demokratično odločali na referendumu o tem vprašanju in zavrnili spremembo novele 
ZVDAGA-A, v letu 2011. 
344 Izčrpno obrazložitev instituta delnega dostopa do javnih informacij (po ZDIJZ) poda Bugarič (2004b) v 
svojem prispevku z naslovom: Varstvo zasebnosti kot omejitev dostopa do javnih informacij, kjer povzame, 
da se z delnim dostopom lahko razkrije podatke v dokumentu tudi takrat, ko vsebuje dokument, poleg 
javno dostopnih podatkov, tudi druge z izjemami določene podatke. 
345 Lastno mnenje avtorja T. L. 
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3 KAZENSKO PRAVNA UREDITEV SANKCIONIRANJA KRŠITEV 
ZAUPNOSTI 
 
"Neminem oportet esse sapientiorem legibus". 
(slov. Nihče ne sme biti pametnejši od zakonov.) 
 
 
Zaupnosti samo s teoretskega vidika in v svoji naravni vlogi, ne da bi na drugi strani 
predstavili moralno sporni in kazniv način razkritij, izdaj, zlorab ali odtoka zaupnih 
podatkov, kot jih lahko dnevno spremljamo v medijih, ni mogoče opredeliti. Zato je 
potrebno o kazenskopravni ureditvi in vidikih kriminaliziranega dejanja najti v tej nalogi 
prostor za podrobnejši prikaz nekaterih značilnosti pozitivnega in negativnega stanja takih 
dejanj. 
 
V tem poglavju so predstavljena osnovna pojmovanja razkritij, zlorab in izdaj zaupnih 
informacij, zakonski okviri posega javne oblasti v pravico do zasebnosti posameznika 
glede na slovensko ustavo in pozitivno zakonodajo, vključno s primeri sodb Evropskega 
sodišča za človekove pravice, legalne možnosti dovoljenega razkrivanja zaupnosti zaradi 
javnega interesa, vključno s predstavitvijo fenomena žvižgačev346, sledi predstavitev 
škodljivih posledic razkritij za posameznike in organizacije ter opredelitev problematike 
zaupnih informacij in kriminalitete v računalniškem svetu, ki je postalo naše dvojno 
življenje, vključno z njenim sankcioniranjem.  
 
Preden se podrobneje spustimo v navedena področja, sem v nadaljevanju zbral nekaj 
misli pravnih teoretikov, glede ureditve kazensko pravne materije v družbi nasploh. 
 
Država postane s svojim nastankom monopolni nosilec vseh dejavnosti pri preprečevanju 
in zatiranju kriminalitete, ki ogroža varnost ljudi, družbe in države, meni Tratar (2001, str. 
199). Takšno pojmovanje kriminalitetne politike in kazenskega prava so, po ugotovitvi 
Bavcona (1999, str. 13), v 18. stoletju napadli že razsvetljenci, zlasti Voltaire, 
Montesquieu in Beccaria, ki so postavili filozofske in teoretične temelje kazenskega prava, 
predvsem pa opredelili varstvo človekovega dostojanstva in njegovih pravic. "Kazensko 
pravo je namreč ambivalenten družbeni pojav, ki varuje elementarne človekove pravice 
nasploh, na abstraktni ravni tako, da na konkretni ravni vanje posega in jih omejuje. Med 
človekovimi pravicami in kazenskim pravom pa ni samo protislovje, marveč je tudi 
nenehna napetost, ki je glede na dane zgodovinske in politične okoliščine lahko pozitivna 
in produktivna ali pa tudi negativna347", še meni Bavcon (1996, str. 31). 
                                          
346 Angl. Whistleblower, je zaposleni ali bivši zaposleni, ki razkrije napačno ravnanje v neki organizaciji - 
običajno kršitve pravil ali zakonov, korupcijo in podobno. Glej Wikipedija, dostopno 28. 6. 2011 na 
povezavi: www.sl.wikipedia.org/wiki. 
347 Bavcon doda, da je doslednost in učinkovitost kazenskopravnega reagiranja zoper kazniva dejanja, ki 
napadajo človekove pravice in svoboščine odvisna od številnih dejavnikov, npr.: od pomena, ki ga 
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Kečanović (et al. 2006, str. 83) pravi, da kazensko pravo sodi med najstarejše pravne 
panoge, saj gre za najstrožjo obliko pravnega urejanja državne prisile. Pravila kazenskega 
prava sankcionirajo ravnanja, za katera velja prepričanje, da so družbi nevarna in 
škodljiva. Tu izpostavi misel mnogih, da naj bi to delovalo v interesu države, kar pa po 
njegovem ni pravilno razumljeno348. Država je namreč le zaradi monopola prisile sposobna 
uveljaviti svoje interese in pri tem sankcionirati najhujša ravnanja proti njenemu 
trenutnemu političnemu ustroju, to pa še ne pomeni, da je kazensko pravo potrebno 
samo zaradi države. Svojo idejo podkrepi s tem, ko pravi, da je kazensko pravo potrebno 
zato, da se z njim zavaruje šibkejšega posameznika pred močnejšo državo in njenim 
represivnim aparatom. Podobno kot idejo Kečanovića je mogoče povzeti tudi 
Deisingerjevo razmišljanje (1991, str. 658), kjer pravi, da veljata v sodobnem kazenskem 
pravu dve temeljni načeli, legitimnost in legalnost. Njun razvoj naj bi torej temeljil na 
ustreznem vrednotenju odnosov med posameznikom in državno oblastjo. Slednja naj bi 
omejevala represijo z zakonodajnim okvirom: "Da uporabijo organi prisilo le kot skrajno 
sredstvo preprečevanja in zatiranja družbeno nevarnih dejanj." 
 
Pomemben italijanski pravnik 18. stoletja, Cesare Beccaria, je nekoč zapisal naslednjo 
misel: "Kazensko pravo ne obstaja zato, da kaznuje, temveč, da prepreči kaznovanje."349   
 
Slovenski pravnik Matjaž Ambrož (2010) pa v 21. stoletju navaja: "Načelo zakonitosti 
pravi, da brez "pisnega zakona", vnaprejšnjega zakona (prepoved retroaktivnosti), 
določenega zakona ter prepovedi uporabe pravne in zakonske analogije v škodo storilca 
kaznivega dejanja in kazenske sankcije ni."  
 
Podobno obrazložitev poda tudi Ribičič (2010), ki meni, da je potrebno v demokratični 
pravni državi zagotavljati varovane dobrine, in sicer načelo zakonitosti (zahteva po objavi 
predpisa v uradnem glasilu)350, načelo pristojnosti organa za izdajo predpisa in načeli 
pravičnosti ter racionalnosti. Tu gre za pomembna kazensko pravna načela, ki varujejo na 
                                                                                                                               
človekovim pravicam priznava družbena politična klima, od mesta, ki ga ima kriminalna politika odkrivanja 
in kazenskega pregona, pa tudi od politične moči storilcev žrtev. 
348 Izhaja predvsem iz načel sodobnega kazenskega prava ter varstva človekovih pravic in temeljnih 
svoboščin. 
349 Več, glej v Ambrož, 2010. 
350 Za primer navajam ugotovitev Šturma (Šturm, 1999 v: Ribičič, 2010), ki pravi, da je Socialistična 
federativna republika Jugoslavija (SFRJ) v resnici uporabljala doktrino "Arcana Imperii". Kot ugotavlja, sta 
bili poznani dve obliki tajne zakonodaje: tajni uradni listi in posebni skrivni zakonski predpisi. Taka praksa 
po Šturmu pomeni obstoj vzporednega pravnega sistema in erozijo obstoječega veljavnega pravnega reda. 
Ministrstvo za pravosodje Republike Slovenije je 7. marca 2008, na svoji spletni strani: 
www.mp.gov.si/si/delovna_podrocja/poprava_krivic_in_narodna_sprava/baze/tajni_uradni_listi, objavilo 
zbirko tajnih uradnih listov SFRJ, ki so začeli izhajati na podlagi Zakona o dopolnitvi Zakona o objavljanju 
zveznih zakonov in drugih zveznih predpisov in splošnih aktov iz leta 1980, Ur. list SFRJ, št. 11/80. Po 
informaciji Ministrstva za pravosodje, naj bi bilo od 11. julija 1980, ko je bila izdana prva številka, pa do 
avgusta 1991, izdanih 618 številk tajnih uradnih listov. Tajni uradni listi, ki za časa delovanja SFRJ niso bili 
nikdar javno objavljeni, so bili namenjeni objavi predpisov skupščine SFRJ, zvezne vlade, zveznih upravnih 
organov in drugih zveznih institucij, kadar so ti vsebovali podatke, katerih objavljanje je bilo v nasprotju z 
interesi varnosti in obrambe države in z drugimi interesi, določenimi z zakoni. 
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eni strani posameznika kot povzročitelja in na drugi strani posameznika kot subjekt 
oškodovanja. 
 
Temu načelu pritrjuje Ribičič (2010, str. 40), ki pravi, da je zakonodajalec dolžan posege v 
svobodo posameznika zakonsko urediti na nedvoumen in določen način, s katerim se 
onemogoča arbitrarno odločanje državnih organov351. Meni, da danes samo odločitve 
Ustavnega sodišča RS zavezujejo vsakogar, celo Ustavno sodišče samo352. 
 
Pomembno mesto ima pri tem kazenska zakonodaja. Pisano zgodovino in razvoj 
kazenskopravne ureditve na našem območju v svojem delu dobro povzame 
Kangaspuntova (1995, str. 171-172), kjer med drugim ugotovi, da je ta temeljila na 
pravni ureditvi Avstro-Ogrske monarhije, saj je Kazenski zakonik iz leta 1852 veljal vse do 
leta 1918. S priključitvijo Dravske Banovine Kraljevini SHS in kasneje, leta 1929, h 
Kraljevini Jugoslaviji, pa sta se v praksi uveljavila Kazenski zakonik in Zakon o kazenskem 
postopku Kraljevine Jugoslavije, ki sta pričela veljati 1. januarja leta 1930353. Oba akta sta 
bila v prejšnjem stoletju večkrat novelirana s spremembami, ki pa niso bile v neskladju z 
novo slovensko ustavo, zato sta bila oba neposredno vpeljana tudi v slovenski pravni red. 
Kazenskopravna zakonodaja je bila v Sloveniji prvič spremenjena šele leta 1994. 
 
Kazensko normativno pravno ureditev določata v Sloveniji Kazenski zakonik (KZ-1)354 (v 
nadaljevanju kratica: KZ), ki predpisuje kazni za storjena kazniva dejanja in Zakon o 
kazenskem postopku (ZKP-UPB4)355 (v nadaljevanju kratica: ZKP), ki določa pravila zoper 






                                          
351 Za kazenski postopek je temeljna domneva nedolžnosti, ki izhaja iz stare razsvetljenske zakonodajno 
politične usmeritve, po kateri je bolje oprostiti deset krivih, kakor obsoditi enega nedolžnega človeka. 
352 Ločeno mnenje zavezuje le njegovega avtorja, vendar lahko po Ribičičevi oceni (2010, str. 14) s takim 
mnenjem pridobi na vrednosti tudi večinska odločitev sodnikov. Ločeno mnenje kaže na vztrajnost in 
domišljijo tistega, ki se ni hotel podrediti volji večine, je pa tudi zrcalna slika, ki je bistvena za odločitev. 
353 Podrobneje o sestavi in uporabi kazenske procesne zakonodaje piše v raziskovalnem delu, z naslovom 
"Kazensko sodstvo na Slovenskem 1919-1929", Jelka Melik (1994), kjer predstavi veljavo do tedaj veljavnih 
predpisov s področja kazenskega prava. Ugotavlja, da je v Sloveniji in Dalmaciji veljal avstrijski kazenski 
zakonik z dne 17. maja 1852 in avstrijski kazensko procesni zakon z dne 23. maja 1873 z nekaterimi 
spremembami. Na Prekmurje je bilo razširjeno avstrijsko kazensko pravo leta 1919. V letih 1919 in 1921 je 
bil na celotno območje Kraljevine SHS, že razširjen del srbskega kazenskega zakona. Leta 1929 je prišlo do 
bistvenih sprememb, saj so izšli novi kazenski zakoni za celotno jugoslovansko ozemlje. Glej konkretneje 4. 
člen Zakona s katerim se uveljavljajo in uvajajo kazenski zakonik, zakonik o sodnem kazenskem postopanju 
in zakon o izvrševanju kazni na prostosti z dne 16. 2. 1919, Ur. list SHS, št. 75, letnik 11, z dne 20. 7. 
1929. 
354 Glej Kazenski zakonik (KZ-1), Ur. list RS, št. 55/08. 
355 Glej Zakon o kazenskem postopku (ZKP-UPB4), Ur. list RS, št. 32/07. 
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3.1 RAZKRITJE, IZDAJA IN ZLORABA INFORMACIJ 
 
Načelu Arcana Imperii356 se je v modernem svetu zoperstavilo načelo javnosti in 
publicitete, ugotavljata Brezovšek in Črnčec (2010, str. 212). Bugarič (2005a, str. 8) je 
mnenja, da je ravno za evropski prostor značilno načelo odprte javne uprave, ki 
predstavlja negacijo tradicije skrivnostnosti in zaprtosti. Iz tega lahko enostavno 
povzamemo, da nasproti zaupnosti stoji fenomen javnosti. Javnost se v tem primeru 
manifestira le z razkritjem skritih vsebin drugim osebam. Razkritje je dejanje, ki povzroči, 
da nekaj prikritega ali skrivnega postane znano oziroma, da s svojim dejanjem 
omogočimo drugemu, da izve neko zaupno vsebino357. Z razkritjem se v osnovnem 
temelju razvrednoti bistvo zaupnosti, ki teži v osnovni zahtevi po samovarovanju in 
nedosegljivosti javnosti. Gre torej za antipod ene in druge pravice, ki imata vir upravičenja 
v svojem motivu. 
 
Za boljše razumevanje nadaljevanja tega poglavja v nadaljevanju pojasnjujem pojme, kot 




Zelo dobro razlago razkritja in izdaje poda Umek (1996), ki definira hkrati pozitivno in 
negativno valenco, in sicer: "Če si učenec želi pridobiti naklonjenost učiteljice, ko zatoži 
sošolca, da je storil prekršek358, in ko istočasno tvega, da ga bodo zaradi tega sošolci 
zaničevali359." 
 
Razkritje pomeni kršitev načela zaupnosti podatkov v skladu z zakonom, ki ureja njegovo 
varstvo360. Pomeni tudi javno objavljanje informacij in podatkov, ki so nastali v ožji skupini 
in javnosti niso bili znani361.   
 
Kazenski zakonik (KZ-1) opredeljuje za dejanje razkritja naslednjo negativno valenco 
(inkriminacijo): 
− kadar nekdo s prisluškovalnimi napravami neupravičeno nezakonito prisluškuje ali 
zvočno snema pogovor in ga neposredno prenese tretji osebi362; 
− kjer oseba neupravičeno odpre zaprto pismo, paket ali drugo pošiljko in namenoma 
omogoči drugemu, da se z vsebino sporočila ali pošiljke neposredno seznani363; 
                                          
356 Latinski izraz, ki pomeni, da se državne politike sklepajo za zaprtimi vrati in javnost do njih nima dostopa. 
Cilj tega načela je, da se suveren, tudi zaradi prevlade nad informacijami, ohrani na oblasti. 
357 Spletni slovar slovenskega knjižnega jezika opredeli izraz razkríti, kot: 1. odstraniti s česa, kar je položeno 
nanj zlasti zaradi varstva, zaščite; 2. z odstranitvijo česa narediti kaj vidno; 3. narediti znano kaj prikritega, 
skrivnega; 4. narediti, da kaj izve kdo drug. 
358 Op. avtorja: v tem primeru gre za razkritje. 
359 Op. avtorja: v tem primeru gre za izdajo. 
360 Glej Poročilo o izvajanju ZDIJZ v letu 2008, str. 1. Dostopno 24. 4. 2012 na: www.ip-rs.si. 
361 Lastno mnenje avtorja T. L. 
362 Glej prvi odstavek 137. člena KZ-1. 
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− kjer se javno objavi dnevnik, pismo ali kakšno drugo zasebno pisanje posameznika, 
brez dovoljenja pooblaščene osebe364; 
− kadar nekdo na svetovnem spletu objavi ali omogoči drugemu objavo osebnih 
podatkov žrtev kaznivih dejanj, žrtev kršitev pravic ali svoboščin ter zaščitenih prič, ki 
se nahajajo v sodnih spisih sodnih postopkov365; 
− v kolikor gre za razžalitev, obrekovanje, žaljivo obdolžitev, opravljanje, očitanje 
kaznivega dejanja z namenom zaničevanja ter sramotitve Republike Slovenije, tuje 
države ali mednarodne organizacije in nenazadnje slovenskega naroda ali narodnih 
skupnosti in je to storjeno s člankom v tisku, po radiu, televiziji, elektronskih 
publikacijah, na teletekstu, na spletnih straneh, z drugim sredstvom javnega 
obveščanja ali na javnem shodu366; 
− če storilec, ki zlorabi mladoletno osebo za izdelavo slik, avdiovizualnih ali drugih 
predmetov pornografske ali druge seksualne vsebine, javno razkriva identiteto te 
mladoletne osebe367; 
− kadar oseba, ki neupravičeno pridobi tajne podatke, te brez dovoljenja javno objavi368; 
− kadar se javno objavi osebne podatke otroka ali druge informacije, na podlagi katerih 
je mogoče prepoznati njegovo identiteto, ta pa je udeleženec v sodnem, upravnem ali 
drugem uradnem postopku369; 
− kadar bi se razkrila identiteta zaščitene priče, ogrožene osebe ali osebe s prirejeno 
identiteto370. 
 
Razkritje je v tem primeru negativni eksemplar, ki osebi prinaša škodljive posledice. Ni pa 
mogoče te trditve čisto posplošiti. V demokratični družbi je danes prevladujoče načelo 
ravno preglednost in transparentnost delovanja državnih organov. Tudi Bugarič (2003a)371 
pravi, da je bistvo dostopa do javnih informacij v odpiranju uprave, sodelovanju 
državljanov pri sprejemanju predpisov in čim večji obveščenosti javnosti o delovanju 
organov. Vidik načela transparentnosti pomeni večjo demokratičnost, racionalnost in 
učinkovitost odločanja javnih organov, kar prispeva k večjemu nadzoru javnosti nad 
njihovim delom ter preprečuje korupcijo, zlorabo oblasti in slabo upravljanje (v Bugarič, 
2003b in 2003c). Temu je zagotovo mogoče pritrditi, tudi če pogledamo v samo 
preambulo Izvršne odredbe št. 13526372, predsednika Baracka Obame, ki pravi: "Naša 
demokratična načela zahtevajo, da so ameriški državljani obveščeni o dejavnosti svoje 
vlade. Naš družbeni razvoj pa je odvisen od prostega pretoka informacij, tako znotraj 
vlade kot do naših državljanov."  
                                                                                                                               
363 Glej 139. člen KZ-1. 
364 Glej 140. člen KZ-1. 
365 Glej tretji odstavek 143. člena KZ-1. 
366 Glej člene od 158. do 166. KZ-1. 
367 Glej 176. člen KZ-1. 
368 Glej drugi odstavek 260. člena KZ-1. 
369 Glej drugi odstavek 287. člena KZ-1. 
370 Glej tretji odstavek 287. člena KZ-1. 
371 Glej časnik Delo, z dne 4. 3. 2003, pod naslovom: Dostopni vsi podatki razen izjem iz 6. člena. 
372 Dostopno 15. 5. 2011 na: www.whitehouse.gov, pod naslovom: Executive Order 13526 - Classified 
National Security Information, z dne 29. 12. 2009. 
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Če Anžič definira tajnost kot fenomen, lahko za razkritje rečemo, da je to njegova 
sorodnica. Razkritje373 od same zaupnosti odstopa zaradi smisla razkritja varovane 
vsebine, ki ima v zavesti posledice, ki jih utegne tako dejanje povzročiti. To je skoraj 
identično teoriji zaupnosti, kjer je učinek sicer ravno obraten, ta pa je v smislu varovanja 





Motiva izdaje374 in zlorabe sta tesno povezana z etičnimi dilemami, prepričanji in vzgibi, ki 
nastajajo pri posamezniku zato, da izvede koristoljubno dejavnost zase in potencialno 
škodljivo ravnanje za tistega, ki nekaj poseduje. Kop (1995) je glede tega jasen, ko pravi, 
da gre pri izdaji za to, da nekdo, ki pozna poslovno skrivnost, to posreduje zainteresirani 
tretji osebi. Motivi za takšno dejanje so po njegovem mnenju lahko zelo različni in niso 
vedno povezani le z materialnimi koristmi. Med tem je Mravljak (2002) odkril bistvene 
vzgibe za motivacijo izdaj, ki so po njegovem v čustvenih nagibih, domišljavosti, 
samovažnosti, zavisti, maščevalnosti, občutku večvrednosti, koristoljubju, maščevanju, 
sorodstvenih in prijateljskih vezeh, poznanstvu, strahu, izprijenosti, kesanju in 
obžalovanju. 
 
Gre torej za spekter visoko moralnih in etičnih norm, kjer se oseba ponavadi znajde v  
labirintu razcepljenosti več različnih interesov. To ugotavlja tudi Maver (2003), ki se 
ukvarja s področjem kriminalistike, kazenskega procesnega prava in kriminalne 
prevencije, in izpostavi primer preiskovalcev pri tajnem policijskem delovanju, ki se 
soočajo z vrsto emocionalnih, moralnih, socialnih, etičnih in pravnih težav375. Temu so, kot 
ugotavlja, kos le močne osebnosti, ki so ustrezno vodene in nadzorovane376.  
 
Slovenski Kazenski zakonik (KZ-1) opredeljuje izdajo: 
− kot dejanje, kjer se z dolžnim ravnanjem osebe stori ali opusti zahtevano varnostno 
ravnanje377; 
− kdor nekomu drugemu neupravičeno izda skrivnost, izvedel pa jo je pri opravljanju 
svojega poklica378; 
                                          
373 Razkritje se tako izkazuje z dejanjem objave informacije ali podatka. SSKJ ga definira kot izdajo uradnega 
sporočila javnosti in stanje, da nekaj naredimo ali povzročimo, in to izide v javnem glasilu. 
374 SSKJ opredeli izdájo kot: sporočiti nasprotniku, kar kdo ve ali mu je zaupano, z namenom nekomu 
škodovati. 
375 Ljudje smo vsakodnevno izpostavljeni tehtanju med odločitvami, kjer se srečujemo tudi z moralnimi 
izbirami. Kot ugotavlja Dvoršek (Pečar, 2000 v: Dvoršek 2003, str. 109) je to posebej izpostavljeno pri 
policistih, ki morajo v nekem dejanju reagirati hitro, brez možnosti proučitve pravne plati reakcije, vendar 
ob tem vseskozi upoštevati dostojanstvo človeka. 
376 Maver izpostavi še eno etično vprašanje: skušnjavo, da bi si agent prisvojil denar ali predmete, ki mu jih 
ponuja kriminalna skupina za prevzem njihovega načina življenja. Ibidem. 
377 Glej 17. člen Kazenskega zakonika (KZ-1), Ur. list RS, št. 55/08. 
378 Kot zagovornik, odvetnik, zdravnik, duhovnik, socialni delavec, psiholog ali kot kakšna druga oseba pri 
opravljanju svojega poklica. Glej 142. člen KZ-1. 
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− kadar nekdo v nasprotju s svojimi dolžnostmi varovanja poslovne skrivnosti, te 
neupravičeno sporoči ali izroči, jih zbira in omogoči priti do njih drugi neupravičeni 
osebi ali pa se ti podatki odnesejo v tujino, kjer se lahko kaznivo dejanje stori iz 
koristoljubnosti379; 
− v kolikor oseba, ki bi glede na svojo dolžnost morala varovati tajne podatke, te  
sporoči ali izroči neupravičeni osebi in ji omogoči pogoje, da pride do tajnih 
podatkov380; 
− kadar take podatke osebe, ki so jih izvedele v postopku pred glavno obravnavo ali na 
obravnavi pred sodiščem, na ustni obravnavi v upravnem postopku ali postopku o 
prekršku ali postopku parlamentarne preiskave, neupravičeno izdajo (kjer je z 
zakonom ali odločbo sodišča določeno, da se jih ne sme objaviti)381; 
− v kolikor bi kdo uporabil silo ali grožnjo, zato da bi ogrozil obstoj Republike Slovenije 
ali tako poskušal spremeniti njeno ustavno ureditev ali strmoglaviti najvišje državne 
organe382. 
 
Posebno varstvo zaupnosti vsebuje tudi Zakon o kazenskem postopku (ZKP-UPB4). Ta 
posredno opozarja na izdajo in določa: 
− da kadar to terjajo koristi kazenskega postopka in drugi, z zakonom določeni pogoji, 
morajo osebe, ki se jih zaslišuje ali so navzoče pri preiskovalnih dejanjih in 
pregledujejo preiskovalne spise, ohraniti v tajnosti dejstva in podatke, ki so jih pri tem 
izvedele383; 
− prav tako pa so osebe, ki so bile navzoče na glavni obravnavi, javnost pa je bila 
izključena, dolžne varovati kot tajnost vse, kar so na obravnavi izvedele384. 
 
Izdaja pomeni Deisingerju (2002, str. 704–707) kakršnokoli pisno ali ustno posredovanje 
tajnosti širšemu ali ožjemu krogu ljudi. Do izdaje tajnosti pa po Tajniku (2000) pride, če 
kdo na protipraven način, z namenom neupravičene prisvojitve brez dovoljenja objavi 
podatke uradne tajnosti. 
 
Prve določbe o izdaji, priobčitvi ali objavi državne tajnosti in tajnosti v dokumentih, so bile 
vsebovane že v 102. členu Kazenskega zakonika Kraljevine Srbov, Hrvatov in Slovencev z 
dne 27. 1. 1929385. Enako je bilo inkriminirano nespoštovanje poklicne tajnosti na sodnih 
razpravah, kjer je bila javnost izključena, prisotni pa so bili le upravičeni udeleženci, 
                                          
379 Glej prvi in tretji odstavek 236. člena KZ-1.  
380 Glej prvi odstavek 260. člena KZ-1. 
381 Glej prvi odstavek 287. člena KZ-1. 
382 Glej 348. člen KZ-1. Podobno je to kaznivost določal že Kazenski zakonik SHS, ki je opredelil kot kaznivo 
dejanje izdaje ogrožanja splošne varnosti države. Poznana je bila tudi vojaška izdaja, ki je bila deklarirana v 
vojni pomoči tuji državi in diplomatsko (politična) izdaja, ki se je nanašala na različne oblike pomaganja tuji 
državi. 
383 Glej 188. člen Zakona o kazenskem postopku (ZKP-UPB4). 
384 Glej tretji odstavek 296. člena. Glej smiselno tudi tretjo točko 240.a člena in drugi odstavek 316. člena 
ZKP-UPB4. 
385 Glej Zakon s katerim se uveljavljajo in uvajajo Kazenski zakonik, Zakonik o sodnem kazenskem postopanju 
in Zakon o izvrševanju kazni na prostosti z dne 16. 2. 1929, Ur. list SHS, št. 311/75, z dne 20. 7. 1929. 
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državni uslužbenci ter uslužbenci poštne in telegrafske stroke (glej člene 150. in od 401. 
do 404.386 zakonika). Če so te osebe sodno rešitev ali zaupne upravne informacije 
(sporočila, vsebino pošte) razkrile drugim osebam, jih je lahko doletela do dvoletna 
zaporna ali denarna kazen. Kršenje drugih tajnosti je urejalo XXII. poglavje zakonika 
(členi od 251. do 253.), ki je predpisovalo denarno in zaporno kazen za tistega, ki bi tuje 
pismo neupravičeno odprl, uničil, prikril ali izročil drugi osebi. Enako je bila kaznovana tudi 
oseba, če je iz zaprte pošte izvedela vsebino takega sporočila in to "tajnost" priobčila 
drugi osebi. V kolikor je bila zaznana namera, da bi bila osebi pridobljena kakšna korist, je 
bila taka oseba lahko kaznovana z enoletno zaporno ali denarno kaznijo. Poklicna tajnost 
je veljala tako za pravne zastopnike, branilce, zastopnike v pravnih poslih, notarje, sodne 
poverjenike, zdravnike, medicince, babice, lekarnarje in pomočnike teh oseb, organe 
policije, bolnice, zavarovalne, zdravstvene in invalidske organizacije, če bi jih v okviru 
izvrševanja svojega poklica neupravičeno razodeli drugim. 
 
Kazniva dejanja izdaje zaupnosti so v prvem Kazenskem zakoniku Republike Slovenije387 iz 
leta 1994 predstavljale: neupravičena izdaja poklicne skrivnosti po 153. členu, izdaja 
uradne tajnosti po 266. členu, izdaja državne tajnosti po 359. členu in izdaja vojaške 
tajnosti po 282. členu. Razlika med navedenimi dejanji je bila v vrsti zlorabljene zaupnosti 
in  potencialnih storilcih. Pri kaznivem dejanju neupravičene izdaje poklicne skrivnosti je 
šlo za kršitev poklicne molčečnosti oseb različnih poklicev. Pri izdaji uradne, državne ali 
vojaške tajnosti pa je bila kazniva tako izdaja kot njeno protipravno pridobivanje (za 




Zlorabo štejem kot sinonim izdaji, saj brez namenskega dejanja posameznika tudi izdaja 
ni mogoča. Med tem ko lahko izdajo okarakteriziram kot eno od vrst dejanj nedovoljene 
uporabe informacije, je mogoče zlorabo definirati kot preizkušnjo moči lastne osebnosti za 
kasnejšo izvedbo nedovoljenega kaznivega dejanja.  
 
Zloraba pomeni izkoriščanje položaja in pridobljenih informacij z namenom, da bi sebi ali 
komu drugemu s prepovedanim ravnanjem pridobili protipravno premoženjsko korist ali 
ugodnost388 ali zavestno škodovanje z izvršitvijo dejanja, ki je v nasprotju z zakonom ali 
drugim materialnim predpisom. O zlorabi torej govorimo, kadar nekdo, ki zaradi svojega 
dela upravičeno pozna skrivnost, to izrabi v svoj prid389 in v škodo njenega lastnika. V 
javnosti so znani primeri zlorab, kadar se nekdo pripravlja, da bi z uporabo poslovnih 
skrivnosti svojega delodajalca zagotovil uspeh lastnemu ali drugemu podjetju, ali pa si 
zagotovil dober izhodiščni položaj pri prihodnjem delodajalcu. Kot ugotavlja Kop (1995), 
posamezniku, ki bi rad izvédel tujo poslovno skrivnost, vedno pomaga nekdo, ki jo pozna 
                                          
386 Glej tudi Zakon o pobijanju zlorab v službeni dolžnosti z dne 30. marca 1929. 
387 Glej Kazenski zakonik Republike Slovenije (KZ-UPB1), Ur. list RS, št. 95/04. 
388 Glej npr. 239. ali 240. člen Kazenskega zakonika (KZ-1), Ur. list RS, št. 55/08. 
389 Glej tudi: Predlogi Informacijskega pooblaščenca v zvezi z nameravano spremembo Kazenskega zakonika. 
Dostopno 21. 5. 2011 na povezavi: www.ip-rs.si, z dne 7. 5. 2007. 
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ali pa ve za vir take informacije. Potreben je torej nekdo "znotraj", ki je želeno poslovno 
skrivnost pripravljen izdati za nek drug interes390.  
 
Kazenski zakonik (KZ-1) opredeli zlorabo z naslednjimi določbami: 
− v kolikor nekdo stori dejanje neupravičene preiskave drugega ali stvari, ki jih ima ta na 
sebi ali s seboj, pri tem pa zlorabi svoj uradni položaj ali uradne pravice391; 
− kadar nekdo s tehničnimi napravami neupravičeno prisluškuje pogovoru ali ga zvočno 
snema tako, da namenoma posname njemu namenjeno zaupno izjavo druge osebe 
brez njenega soglasja zato, da bi tako izjavo zlorabil, ali da bi izjavo neposredno 
prenesel k tretji osebi in ji posnetek predvajal392; 
− kadar oseba neupravičeno slikovno snema ali naredi posnetek drugega oziroma 
prostorov brez soglasja lastnika in pri tem poseže v njegovo zasebnost ali kadar se tak 
posnetek preda ali omogoči prikaz tretji osebi393; 
− v kolikor uradna oseba zlorabi svoj uradni položaj in neupravičeno vstopi v tuje 
stanovanje ali zaprt prostor, onemogoči upravičencu njihovo uporabo ali ko 
neupravičeno preišče njegovo stanovanje ali prostore394; 
− kdor uporabi osebne podatke v neskladju z namenom njihovega zbiranja ali brez 
osebne privolitve osebe, na katero se podatki nanašajo, ter kadar oseba 
nepooblaščeno vdre ali vstopi v računalniško vodeno zbirko podatkov zato, da sebi ali 
drugemu pridobi kakšen podatek. Dejanje je enakovredno, kadar prevzame nekdo 
identiteto druge osebe in pod njenim imenom izkorišča njene pravice (pridobiva njeno 
premoženjsko korist ali prizadene njeno osebno dostojanstvo)395; 
− kdor zlorabi notranjo informacijo, ki bi lahko pomembno vplivala na vrednost 
finančnega instrumenta, ter v zvezi s tem  pridobi ali odsvoji kakšen vrednostni papir 
ali drug finančni instrument396; 
− kadar oseba z namenom, da sebi ali drugemu pridobi protipravno premoženjsko korist 
in s prepovedanim ravnanjem zlorabi trg finančnih instrumentov, sklene posel, izda 
naročilo za trgovanje, da udeležencem napačno ali zavajajočo ponudbo, ustvari z eno 
ali več povezanih oseb nenormalno umetno tržno razmerje, uporabi za trgovanje 
fiktivna sredstva ter razširja zavajajoče informacije o finančnih instrumentih (kot so 
govorice, novice po medijih, medmrežju ali na drug podoben način)397; 
− kdor svoj položaj ali dano zaupanje pri vodenju ali nadzorovanju gospodarske 
dejavnosti zlorabi za to, da sebi ali drugemu pridobi premoženjsko ali nepremoženjsko 
                                          
390 Interesi so lahko različni. Kop navaja nekatere izmed njih: napredovanje na drugo mesto ali v drugo 
organizacijo, nezadovoljna in nemotivirana oseba, oseba z denarnimi težavami, večji denarni zneski kot 
motiv itd. 
391 Glej 136. člen KZ-1. 
392 Glej 137. člen KZ-1. Kaznivo dejanje stori tudi uradna oseba, kadar za ta namen zlorabi svoj uradni 
položaj. 
393 Glej 138. člen KZ-1, tudi drugi odstavek glede zlorabe takega namena s strani uradne osebe. 
394 Glej 141. člen KZ-1. 
395 Glej 143. člen KZ-1. 
396 Glej 238. člen KZ-1, tudi, kadar se notranjo informacijo sporoči neupravičeni osebi ali priporoči tretji osebi 
posredna ali neposredna pridobitev ali odsvojitev finančnega instrumenta. 
397 Glej 239. člen KZ-1. 
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korist ter povzroči škodo glede razpolaganja s tujim premoženjem ali vodenja 
gospodarske dejavnosti398; 
− kadar se povzroči dejanje, da se neupravičena oseba podpiše pod listino, ki ima 
pomen za pravna razmerja, zato da se koga preslepi399; 
− posebno odgovornost ima tudi uradna oseba ali javni uslužbenec, ki bi sebi ali 
drugemu pridobil kakšno protipravno premoženjsko ali nepremoženjsko korist ali bi 
mu prizadejal škodo, za to pa izrabil svoj uradni položaj ter prestopil meje uradnih 
pravic ali ne bi opravil uradne dolžnosti z neizvršitvijo zakonitih nalog400; 
− kadar uradna oseba pri opravljanju službe zlorabi svoj uradni položaj, pri tem pa s 
posameznikom ravna grdo, ga žali, telesno poškoduje ali ravna z njim tako, da 
prizadene njegovo človeško dostojanstvo401; 
− kdor podtakne sledove kaznivega dejanja ali kako drugače povzroči, da se uvede 
kazenski postopek za kaznivo dejanje, zoper nekoga, za katerega ve, da ga ni storil402; 
− kadar se nekdo, zato da sebi ali drugemu pridobi kakšno korist ali prizadene škodo, 
lažno izdaja za uradno osebo in neupravičeno nosi oznake take uradne osebe403. 
 
Strinjam se s Kopom (1995, str. 18), ki meni, da je: "Nepravičnega uživanja sadov tujega 
dela v zvezi s poslovnimi skrivnostmi po splošnem prepričanju ljudi, ki se poklicno 
ukvarjajo s to problematiko, zelo veliko." Tem razmeram smo priča vsak dan, sploh sedaj, 
ko so postale tržne razmere negotove, poslabšala pa se je tudi osebna in poslovna 
morala. Zato menim, da je potrebno z aktualnim časom prilagojeno kaznovalno politiko, 
onemogočiti dejanja, ki škodljivo vplivajo na družbo, in odpravljati pogoje za nezakonito in 
nesankcionirano delovanje posameznikov ali skupin. 
 
3.2 POSEG JAVNE OBLASTI V PRAVICO DO ZASEBNOSTI POSAMEZNIKA  
 
Državljani smo tako rekoč pod stalnim nadzorom oblasti. To je veljalo tako za vse 
dosedanje režime kot tudi tega, v katerem živimo danes. Res je, da se je z bipolarnostjo 
sveta, želja po t.i. prozornosti posameznika malo ohladila, vsekakor pa ni prenehala 
obstajati. Če smo bili ljudje še pred dvema desetletjema zanesljiv vir sledenja in 
                                          
398 Glej prvi in tretji odstavek 240. člena KZ-1. Smiselno temu glej tudi 241. člen, ki se nanaša na zahtevo ali 
sprejem nedovoljene nagrade, darila ali kakšne druge koristi oziroma obljube, za izvedbo take koristi. Glej 
tudi 242. člen, kadar oseba, ki opravlja gospodarsko dejavnost, obljubi, ponudi ali da nagrado, darilo ali 
kakšno drugo korist zase ali za drugega, da bi pridobila neupravičeno ugodnost (npr. pridobitev ali 
ohranitev posla). 
399 Glej 252. člen KZ-1. 
400 Glej 257. člen. KZ-1. Bavcon (1997, str. 421) opredeli, da so vsa kazniva dejanja, ki jih storijo uradne 
osebe, po svojem bistvu, zlorabe njihovega položaja in oblasti. Gre predvsem za izrabljanje položaja ali 
pravic za dosego kakšnega posebnega namena kot je npr. pridobitev kakšne materialne ali nematerialne 
koristi. Prekoračitev pooblastila pa pomeni, da si uradna oseba lasti pravico, ki ji nedvomno ne gre. 
401 Glej 266. člen. KZ-1. 
402 Glej 283. člen KZ-1 in s tem smiselno zlorabo uradnega položaja, če stori tako dejanje uradna oseba. 
403 Glej 305. člen. KZ-1. 
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nadzorovanja posameznikov, so ti danes ostali skoraj brez dela, saj jih je nadomestila 
sodobna računalniška tehnologija404.  
 
Vendar vedno obstaja nekdo, ki je za nekoga zanimiv. Vedno obstaja tudi nekdo, ki 
nekoga zanima. V nadaljevanju se bom tako usmeril na državne organe, ki izvršujejo 
funkcijo javne oblasti, v vseh državah pa imajo zagotovljeno ali ustavno ali zakonsko 
podlago za poseg v pravico do zasebnosti posameznika405. Tu se ne morem izogniti 
številnim aspektom, ki jih razumemo pod imenom "pravica do zasebnosti", ki jo Lampe 
(2004b, str. 272-298) med drugim deli na: prostorsko zasebnost (nedotakljivost 
stanovanja), psihično zasebnost (pravica do spolne integritete in nedotakljivosti osebnega 
in družinskega življenja), pravico do lastne podobe (objava podobe javne osebe in osebe 
na javnem mestu ali dogodku, neupravičeno slikovno snemanje), pravico do imena, 
pravico do glasu, pravico do spoštovanja skrivnosti zasebnega življenja in pravico do 
tajnosti zasebnih pisanj406. V nadaljevanju se bom osredotočil predvsem na pravico, 
povezano s posameznikovo informacijsko zasebnostjo. 
 
3.2.1 ZAKONSKI OKVIR POSEGA V PRAVICO DO ZASEBNOSTI POSAMEZNIKA 
GLEDE NA SLOVENSKO USTAVO IN POZITIVNO ZAKONODAJO 
 
Slovenska ustava določa, da je vsakomur zagotovljena nedotakljivost človekove telesne in 
duševne celovitosti, njegove zasebnosti ter osebnostnih pravic (35. člen), nedotakljivost 
stanovanja (36. člen), varstvo tajnosti pisem in drugih občil407 (37. člen) ter varstvo 
osebnih podatkov (glej 38. člen). Tem varovanim pravicam408 ustava dovoljuje omejitev 
veljave teh pravic z zakonsko regulativo, zaradi možnosti "storitve kaznivega dejanja, da 
se zavarujejo ljudje in premoženje, zaradi izvedbe kazenskega postopka in zaradi varnosti 
                                          
404 Kot npr.: senzorji gibanja, pagerji, mobilni telefoni in geosatelitske navigacijske naprave. 
405 Tu velja zakonska podlaga izvajanja nadzora ljudi v obliki zbiranja, obdelave in vpogleda v zbirke ter 
evidence podatkov, brez vednosti posameznika. 
406 Poznamo tudi klasifikacijo osnovnih pravic, ki jo Polajnar-Pavčnikova (1997, str. 152-153) povzame od 
drugih in razdeli na: pravico do življenja, pravico do imena in časti ter pravico do osebne svobode (po 
Štempihar, 1944 v: Polajnar-Pavčnik, 1997); pravico do življenja, zdravja in telesne integritete, pravico do 
prostosti, pravico do dobrega imena, pravico do imena, pravico do osebne identitete, pravico na lastni 
podobi, pravico pisemske tajnosti, pravico na glasu, pravico do osebnega življenja, pravico do duševne 
integritete ter nekatere temeljne pravice (po Finžgar, 1985 v: Polajnar-Pavčnik, 1997); pravico do 
odstranjenih delov človekovega telesa v zvezi s transplantacijami in postmortalno zaščito osebnosti (po 
Radolović, 1988 v: Polajnar-Pavčnik, 1997) ter nove pravice, kjer so možni posegi v osebnostno sfero, kot 
jih omogoča tehnološki razvoj in problematika sodobne medicine, informatike in posegov v okolje (po 
Sajovic, 1988 v: Polajnar-Pavčnik, 1997). 
407 Ki mu jih je mogoče omejiti samo na podlagi zakona, kadar ta določa, da se z odločbo sodišča lahko za 
določen čas ne upošteva varstvo tajnosti pisem in drugih občil ter človekova zasebnost, v primeru uvedbe 
ali poteka kazenskega postopka ali zaradi varnosti države. 
408 Kot so nedotakljivost stanovanja, varstvo tajnosti pisem in drugih občil ter varstvo osebnih podatkov. Za te 
tri ustavno varovane norme Boštjan J. Turk (2004, str. 44-45) pravi, da predstavljajo neke vrste globalno 
varstvo človekove zasebnosti, saj se po splošno sprejeti ustavno sodni doktrini, lahko poseže v ustavne 
pravice prizadetega samo zaradi javnega interesa ali pa varstva pravic drugega, kjer se oba posega 
presojata s testom sorazmernosti. 
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države". Glede na zgoraj navedene norme si je torej država za poseg v zasebnost 
posameznika pridržala presumpcijo negativne valence kazenskega delikta. Če si pobliže 
ogledamo določbo Ustave RS, ki se nanaša na uresničevanje človekovih pravic in 
temeljnih svoboščin, ugotovimo, da se lahko te omejijo samo s pravicami drugih in v 
drugih primerih, ki jih določa Ustava409, ter v vojnem in izrednem stanju410, vendar v 
obsegu, ki ga tako stanje zahteva, s tem da v teh primerih ni dopustna nobena začasna 
razveljavitev ali omejitev nekaterih temeljnih človekovih pravic, kot so npr. pravica do 
življenja, varovanja človekove osebnosti in pravica do zakonitega in poštenega 
kazenskega postopka. 
 
Nekateri domači avtorji dokazujejo, da ima demokratična država pravico posegati v 
zasebnost državljanov zato, da zavaruje svoj obstoj in s tem svoje prebivalce, vendar šele 
takrat, ko je pravno in dejansko zavarovala njihovo informacijsko zasebnost in preprečila 
možne napake in zlorabe pri uporabi zbranih podatkov. Kakšna so torej ta stališča? 
 
Pečar (1996, str. 178-179) meni, da imamo državo zato, da se z njo branimo in da nas 
varuje, zato ji moramo občasno dovoljevati tudi poseg v našo zasebnost. Za Čaleto (2004) 
je v demokratičnih sistemih najpomembnejše zavarovanje državne strukture družbe, saj 
lahko le uspešna in učinkovita država zagotavlja pravice posameznikom. Tudi Anžič (2001) 
je mnenja, da ima država kdaj pa kdaj legitimno pravico, da izvaja ukrepe za zavarovanje 
svojega obstoja. Jasno pa je, da lahko takoj trči ob fenomen omejevanja človekovih 
pravic, kar se omejuje s kriteriji legalnosti, legitimnosti in nujnosti411. 
 
Črnčec (2004) postavi vprašanje, kako globoko je dopustno posegati v človekove pravice 
in zasebnost državljanov na račun zagotavljanja večje varnosti? Posegi so po njegovem 
dopustni le na podlagi odločitve sodišč in ob upoštevanju najmilejših ukrepov, ki so še 
potrebni za dosego cilja. Bavcon (1996) potrdi temeljno premiso, da je protipravnost 
posega v človekovo pravico do zasebnosti izključena, če je utemeljena na zakonu in je 
hkrati zagotovljena njegova legitimnost. Med tem izpostavi zanimivo stališče Čebulj (1996, 
str. 78), ko pravi, da naj bi se varstvo informacijske zasebnosti posameznika omejilo le v 
zbirkah javnega sektorja, in še to iz razlogov nacionalne varnosti, obrambe, kazenskega 
pregona, javne varnosti, ekonomskih in finančnih interesov države, izvrševanja 
inšpekcijskih funkcij državnih organov ali pa v primerih varstva ekvivalentne pravice 
drugega posameznika. David Bayley (1994), priznan strokovnjak mednarodnega 
kriminalnega prava, podobno kot Anžič, a bolj kritično meni, da lahko državni organi pri 
zbiranju in obdelovanju podatkov kaj kmalu formalnopravno prekršijo in ogrozijo 
informacijsko zasebnost posameznika, če prej ne poskrbijo za varstvo njihovih ustavno 
zagotovljenih pravic in svoboščin v zadostni meri.  
 
                                          
409 Glej tretji odstavek 15. člena Ustave RS, Ur. list RS, št. 33/91. 
410 Glej 16. člen Ustave RS, Ur. list RS, št. 33/91. 
411 Meni namreč, da je omejevanje človekovih pravic nujno le glede na družbene potrebe in sorazmerno z 
zastavljenim legitimnim ciljem. 
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V temeljne človekove pravice je po mnenju Flandra (2003, str. 263-265) dopustno 
posegati: 
− če ima poseg podlago v ustavi in je opredeljen z zakonom; 
− če je poseg razumen in potreben za dosego v ustavi oziroma na zakonu opredeljenem 
javnem interesu412 in 
− če je ukrep, s katerim se posega v pravico, sorazmeren z interesom, ki ga zasleduje 
zakonodajalec. 
 
Na podlagi analitičnega pregleda nekaterih veljavnih zakonov v nadaljevanju prikazujem, 
na katere pogoje je lahko pravica do zasebnosti posameznika pri varstvu osebnih 
podatkov omejena s pravicami drugih. Pri obravnavi zakonskih besedil zasledujem vidik, 
da lahko državni organ ex lege zbira, vodi, obdeluje in hrani osebne in druge podatke v 
zbirkah ali jih pridobi od drugih organov413, kjer pa o tem posameznika, ki ga preverja, 
zaradi interesa "varnosti"414 niso dolžni obvestiti, če bi to onemogočilo ali otežilo izvršitev 
zakonskih nalog organa. V to kategorijo uvrščam naslednje posebne zakone: 
 
Zakon o Slovenski obveščevalno-varnostni agenciji (ZSOVA-UPB2)415:  
− člen 17 omogoča Slovenski obveščevalno-varnostni agenciji (v nadaljevanju kratica: 
SOVA) zbirati osebne in druge podatke416, o katerih pa ni dolžna obvestiti 
posameznika, na katerega se podatki nanašajo, posameznik pa tudi nima pravice do 
vpogleda v zbirko osebnih podatkov417;  
− člen 20 dovoljuje SOVI tajno pridobivanje podatkov s spremljanjem mednarodnih 
sistemov zvez, tajnega nakupa dokumentov in predmetov, tajnega opazovanja in 
sledenja na odprtih ali javnih prostorih z uporabo tehničnih sredstev za 
dokumentiranje, kontrolo pisem in drugih občil ter z nadzorovanjem in  snemanjem 
telekomunikacij;  
− člen 23 omogoča uslužbencem SOVE pod določenimi pogoji izjemoma pridobivati tudi 
podatke s pomočjo vpogleda v pisma (kontrola pisem) in druga občila ter z 
nadzorovanjem in  snemanjem telekomunikacij;  
                                          
412 Javni interes opredeli Flander (2003) kot potrebo za izvedbo kazenskega postopka, varnost ljudi in 
premoženja. Varnostni organ, ki na podlagi zakona posega v temeljne pravice posameznika, je omejen z 
načelom sorazmernosti, kar pomeni, da poseg v pravice ni dopusten, če je namen zakona (javni interes) 
mogoče doseči že brez posega ali s posegom, ki je v svojih posledicah blažji za posameznika. 
413 Pri tem lahko izvaja tudi zakonite tajne aktivnosti zoper osebe (tajno opazovanje, spremljanje, navidezen 
odkup itd.). 
414 Sem štejem vse oblike tajnega sledenja in prikritih aktivnosti nadzora posameznika itd.  
415 Glej Zakon o Slovenski obveščevalno-varnostni agenciji (ZSOVA-UPB2), Ur. list RS, št. 81/06. 
416 Gre za podatke iz tujine, ki se nanašajo na zagotavljanje varnostnih, političnih in gospodarskih interesov 
države, o organizacijah, skupinah in osebah, ki s svojo dejavnostjo ogrožajo ali bi lahko ogrozile nacionalno 
varnost države in ustavno ureditev ter podatke, pomembne za varnost varovanih oseb, delovnih mest, 
organov in objektov (glej 2. člen ZSOVA-UPB2). 
417 Upravljavec zbirke osebnih podatkov lahko na zahtevo direktorja agencije seznani osebo, o kateri se osebni 
podatki zbirajo šele po preteku petih let od posredovanja podatkov (glej tretji odstavek 17. člena). 
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− člen 24 podrobneje definira samo kontrolo pisem in drugih pošiljk ter nadzorovanje in 
snemanje telekomunikacij v Sloveniji, ki ga v nekaterih konkretnih primerih418 
direktorju SOVE odobri predsednik Vrhovnega sodišča Republike Slovenije. Pridobljeni 
podatki, ki niso uporabni, se po vpogledu predsednika Vrhovnega sodišča RS uničijo, 
ostali podatki pa hranijo do zaključitve zadeve v razvidu SOVE. Direktor SOVE po 
zaključku zadeve obvesti osebo, o kateri so se zbirali podatki, da se ima pravico 
seznaniti s pridobljenim gradivom. Če pa utemeljeno sklepa, da bo zaradi tega nastala 
nevarnost za življenje ali zdravje ljudi ali za nacionalno varnost, se lahko odloči, da 
osebe z vsebino pridobljenega gradiva ne seznani. 
 
Zakon o policiji (ZPol-UPB7)419:  
− člen 54 policistom daje možnost, da zaradi opravljanja svojih nalog zbirajo osebne in 
druge podatke neposredno od osebe, na katero se ti nanašajo, od drugih oseb, ki o 
tem kaj vedo ali iz obstoječih zbirk. Za spremljanje izvajanja policijskih pooblastil lahko 
uporabijo tudi možnost fotografiranja ter video in avdio snemanje420, kjer pa pri 
zbiranju podatkov od drugih oseb iz zbirk podatkov, in glede tehničnega fotografiranja 
in snemanja, policisti o tem niso dolžni obvestiti osebe, na katero se podatki nanašajo, 
če bi se s tem onemogočila ali otežila izvršitev nalog; 
− člen 55 dopolnjuje zgornjo pravico. Policisti imajo tako podlago, da pridobivajo in 
zbirajo zahtevane osebne in druge podatke o osebah iz obstoječih zbirk, ki jih na 
podlagi zakona vodijo drugi organi in subjekti. Odločitev, ali lahko organi, organizacije 
in drugi subjekti seznanijo osebe, da so bili o njih zbrani podatki iz njihovih evidenc, je 
v pristojnosti ministra za notranje zadeve. V primeru pozitivne odločitve se lahko 
podatki osebi posredujejo šele po določenem roku, ki ne sme biti daljši od petih let421; 
− člen 62 posamezniku dovoljuje pravico vpogleda v svoje podatke v evidencah, ki so 
taksativno navedene v 59. členu zakona422, in sicer glede na vrsto evidence, po 
pravnomočni odločitvi uvedbe kazenskega postopka ali postopka o prekršku oziroma  
zastaranju pregona, po ustavitvi policijske preiskave ali pravnomočni odločitvi o uvedbi 
kazenskega postopka; če ta ni uveden, pa po zastaranju pregona in po arhiviranju 
podatkov423.  
                                          
418 Ti primeri so opredeljeni v 24. člen ZSOVA-UPB2, in sicer, kadar je podana velika verjetnost, da obstaja 
nevarnost za varnost države pri tajnih aktivnostih zoper suverenost, neodvisnost, državno celovitost in 
strateške interese države, tajnih aktivnostih in pripravah za izvedbo terorističnih akcij, izdajo ali zlorabo 
podatkov, ki so tajni po ZTP nepooblaščeni osebi v tujini, pri pripravah na oborožen napad na Slovenijo, ko 
gre za dejanja s katerimi bi se lahko ogrozilo življenja ali zdravje ljudi itd. 
419 Glej Zakon o policiji (ZPol-UPB7), Ur. list RS, št. 66/09.  
420 Fotografiranje ter snemanje je namenjeno dokazovanju prekrškov in kaznivih dejanj ter identificiranju 
kršiteljev oziroma storilcev. Praviloma morajo policisti pred začetkom snemanja o tem seznaniti osebe, 
razen, kadar bi to onemogočilo ali otežilo izvršitev policijske naloge (glej 7., 9. in 10. odstavek 54. člena). 
421 V zvezi s pravico posameznika do seznanitve in vpogleda v svoje podatke v evidencah Policije, glej tudi 62. 
člen ZPol-UPB7. 
422 Gre za evidence iz 3., 4., 8., 9., 10., 12., 13., 14., 15., 16., 18., 19. in 21. točke 59. člena ZPol-UPB7. 
423 Precej nenatančna in nesmiselna se mi zdi določba drugega odstavka 62. člena, ki določa: "Posameznika, 
za katerega so bili zbrani osebni podatki brez njegove vednosti in niso bili izbrisani, se o tem obvesti, ko to 
dopušča narava policijskega dela", kar pomeni, da ostaja diskrecija policije, da posameznika o tem obvesti, 
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Zakon o obrambi (ZObr-UPB1)424: 
− člen 20 dovoljuje ministrstvu za obrambo, upravnemu organu, pristojnemu za 
obrambne zadeve in drugim upravičencem425, da zbira, obdeluje, uporablja in hrani 
osebne podatke o osebah v zvezi z delovno dolžnostjo priprav na obrambo, ki jih 
pridobijo neposredno od oseb, ali pa z zahtevo od drugih organov in služb, ki vodijo 
osebne podatke v lastnih zbirkah. Vsak posameznik sicer ima pravico do vpogleda v 
podatke, ki jih je o njem zbral upravni organ za obrambne zadeve, vendar jih ta ni 
dolžan o tem obvestiti, saj mora pisni zahtevek vložiti posameznik sam, organ pa ga je 
dolžan o tem seznaniti v osmih dneh od vložitve zaprosila426; 
− člen 35 opredeli varnostno preverjanje oseb kot posebno obliko zbiranja osebnih in 
drugih podatkov o posamezniku v postopku ugotavljanja varnostnih zadržkov pri 
opravljanju vojaške službe ter dostopa do tajnih podatkov na obrambnem področju. 
Pri tem pooblaščeni delavci obveščevalno varnostne službe ministrstva na podlagi 
obstoječih zbirk podatkov, od drugih organov, služb in organizacij, ali neposredno od 
oseb zbirajo podatke. Obveščevalno-varnostna služba, ki zbira podatke v skladu z 
zakonom, o tem ni dolžna obvestiti posameznika, na katerega se ti nanašajo, če to 
onemogoči ali oteži izvršitev nalog te službe427. 
 
Zakon o davčni službi (ZDS-1-UPB2)428: 
− člen 18 ureja pooblastila davčnega inšpektorja, ki opravlja davčni inšpekcijski nadzor. 
Med drugim ima kot pooblaščena uradna oseba pravico ogledati in pregledati vsa 
zemljišča, poslovne prostore in druge prostore, ki se uporabljajo za opravljanje 
dejavnosti (razen stanovanj) pa tudi predmete (blago, stvari, snovi, poslovne knjige, 
pogodbe, listine, fotografirati429 ali posneti osebe, prostore, objekte ...) itd430. Pri tem 
lahko pridobi in uporabi osebne in druge podatke iz uradnih evidenc, ki se nanašajo na 
zavezanca za davek. Davčni organ v primeru, ko zbira obvestila in podatke od drugih 
                                                                                                                               
lahko pa ga tudi nikoli ne obvesti, če za to ne najde časa! Ta dikcija bi po mojem mnenju morala biti bolj 
določna ali pa je ne bi smelo biti, saj se lahko v primeru uveljavljanja pravice do vpogleda v evidenco s 
strani posameznika, policija vedno sklicuje na to, da se bo nek podatek preveril, a šele ko bo čas in narava 
policijskega dela to dopuščala. Tu tudi ni zanemarljivo dejstvo, da se ti podatki v evidencah hranijo le 
določen čas (glej 63. člen), nato pa se uničijo razen tistih, ki jih v hrambo prevzame pristojni arhiv glede na 
določila ZVDAGA in pravila o odbiranju arhivskega gradiva. Tudi zaradi načela časovne omejenosti pravice, 
kar je sicer zakonito, je lahko posameznik prikrajšan o tem, da bi izvedel, ali je bil tudi sam kdaj predmet 
preiskave (glej več o tem tudi v sodbi Vrhovnega sodišča RS, I Ips 343/2007 ali I Ips 125/2001). 
424 Glej Zakon o obrambi (ZObr-UPB1), Ur. list RS, št. 103/04.  
425 Glej 21. člen ZObr-UPB1. 
426 Glej 22. člen ZObr-UPB1. 
427 Glej osmi odstavek 35. člena ZObr-UPB1.  Na zahtevo obrambnega ministra, lahko državni organi in 
organizacije seznanijo osebo, o kateri so se zbirali osebni podatki, vendar šele po preteku petih let od 
takrat, ko jih je prejela obveščevalno varnostna služba (glej deveti odstavek 35. člena). 
428 Glej Zakon o davčni službi (ZDS-1-UPB2), Ur. list RS, št. 1/07. 
429 Pred začetkom fotografiranja oziroma snemanja, mora inšpektor o tem zavezanca seznaniti, razen, če bi se 
s tem onemogočilo ali otežilo opravljanje inšpekcijskih nalog, o čemer naredi le uradni zaznamek. 
430 Več o tem glej četrti odstavek 18. člena ZDS-1-UPB2. 
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oseb, ki niso neposredno udeleženi v postopku431, o tem ni dolžan obvestiti osebe, o 
kateri se taki podatki zbirajo, če to onemogoči ali oteži opravljanje nalog432; 
− člen 24 davčni upravi dovoljuje, da zbira osebne in druge podatke neposredno od 
oseb, na katere se ti podatki nanašajo, od drugih oseb, ki o stvari kaj vedo, in iz 
obstoječih zbirk podatkov. Avtonomna pravica davčni upravi omogoča, da o tako 
zbranih podatkih (od drugih oseb in iz obstoječih zbirk podatkov), pooblaščene uradne 
osebe niso dolžne obvestiti osebe, o kateri zbirajo podatke, če bi s tem onemogočili ali 
otežili izvrševanje svojih nalog. Zavezancu je dovoljena pravica do vpogleda v davčne 
evidence, in sicer le v podatke, ki se nanašajo nanj, tako da si z neposrednim 
vpogledom lahko podatke iz evidenc prepiše, za kar pa mora (na predpisanem 
obrazcu) podati pisno zahtevo ali dati ustno izjavo na zapisnik, vendar le na svoji 
davčni izpostavi ali uradu433. 
 
Zakon o preprečevanju pranja denarja in financiranja terorizma (ZPPDFT)434: 
− člen 60 omogoča Uradu RS za preprečevanje pranja denarja, da v kolikor pridobi 
pobudo pristojnega organa, da neka oseba izvaja transakcijo v gotovini in presega 
vrednost 30.000 evrov ter obstaja razlog za sum pranja denarja ali financiranja 
terorizma, prične z zbiranjem podatkov, informacij in dokumentacije. O končanem 
zbiranju in analiziranju podatkov, urad zavezance435 pisno obvesti, razen če presodi, 
da bi to lahko škodovalo nadaljnjemu postopku; 
− člen 81 uradu prepoveduje, da bi o zbranih podatkih in informacijah obvestil osebo ali 
tretjo osebo, na katero se ti podatki nanašajo. Pravico do vpogleda v lastne zbrane 
osebne podatke, njihov prepis, izpis ali kopijo pa ima oseba za vodenje evidenc436 po 
osmih letih od dneva, ko so bili podatki pridobljeni oziroma po pravnomočnosti sodbe 
ali druge odločbe za kaznivo dejanje ali prekršek oziroma po zastaranju kazenskega 
pregona oziroma takoj po dokončni odločitvi pristojnega organa, da ne bo ukrepal 
zoper osebo, na katero se podatki in informacije nanašajo437. 
 
Zakon o kazenskem postopku (ZKP-UPB4)438: 
− v členu 143 je upravljavcem osebnih podatkov naloženo, da morajo sodišču 
posredovati podatke iz zbirk osebnih podatkov tudi brez osebne privolitve 
posameznika, na katerega se podatki nanašajo, kadar navede, da jih potrebuje za 
izvedbo kazenskega postopka; 
                                          
431 Kjer bi kot taki bili koristni za preprečevanje in odkrivanje kršitev predpisov o obdavčenju. 
432 Smiselno v zvezi s tem glej tudi 22. člen ZDS-1-UPB2, ki se nanaša na pooblastila davčnega izterjevalca. 
433 Vpogled v evidenco mora biti zavezancu omogočen isti dan, ko je zavezanec tako zahtevo podal oziroma 
najpozneje v 15 dneh od vložitve zahteve (glej Pravilnik o vpogledu v davčne evidence, Ur. list RS, št. 
84/05). 
434 Glej Zakon o preprečevanju pranja denarja in financiranja terorizma (ZPPDFT), Ur. list RS, št. 30/07. 
435 Zavezanci so: odvetniki, odvetniške družbe in notarji, carinski organ, banke, podružnice bank tretjih držav, 
hranilnice, družbe, ki opravljajo storitve plačilnega prometa, pošta, družbe za upravljanje investicijskih 
skladov itd. Podrobneje o tem glej 4. člen ZPPDFT. 
436 Gre za 1., 2., 3., 4., 5., 6. in 9. točko četrtega odstavka 82. člena ZPPDFT. 
437 Velja za evidenci iz 7. in 8. točke četrtega odstavka 82. člena ZPPDFT. 
438 Glej Zakon o kazenskem postopku (ZKP-UPB4), Ur. list RS, št. 32/07. 
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− člen 149.a omogoča policiji ukrep tajnega opazovanja439, če obstajajo utemeljeni 
razlogi za sum, da je določena oseba izvršila kaznivo dejanje, takega dejanja pa 
policisti z drugimi ukrepi ne morejo odkriti, preprečiti ali dokazati; 
− člen 149.b omogoča policiji od operaterja pridobiti podatke o prometu440 v 
elektronskem komunikacijskem omrežju, kadar je podan razlog za sum storitve 
kaznivega dejanja, o storilcu pa ne more pridobiti podatkov v naročniških imenikih. V 
tem primeru mora operater zahtevane podatke policiji sporočiti brez privolitve 
posameznika, na katerega se podatki nanašajo441; 
− člen 150 dovoljuje policiji "tajni" nadzor elektronskih komunikacij s prisluškovanjem in 
snemanjem podatkov, ki se prenašajo v elektronskem komunikacijskem omrežju, 
kontrolo pisem in drugih pošiljk, kontrolo računalniškega sistema banke ali drugih 
pravnih oseb, ki opravljajo dejavnost, prisluškovanje in snemanje pogovorov, kadar 
gre za težja kvalificirana kazniva dejanja442; 
− člen 156 banki, hranilnici ali hranilno kreditni službi prepoveduje, da bi svoji stranki ali 
tretji osebi sporočila, da je podatke poslala preiskovalnemu sodniku, kadar ji ta odredi, 
da mu mora sporočiti zaupne podatke o vlogah, depozitih, stanju in prometu na 
računih ter drugih poslih osumljenca, in je mogoče sklepati, da je bil udeležen v 
finančnih transakcijah ali poslih, itd. 
 
Zakon o poštnih storitvah (ZPSto-2)443 (npr. člena 54., 61.) idr. 
− člen 53 od izvajalcev poštnih storitev zahteva, da morajo varovati zaupnost poštnih 
pošiljk. Pri tem ne smejo pridobivati informacij o vsebini poštnih pošiljk ter podatkov o 
dejstvih in okoliščinah poštnega prometa. Če pa jih morajo pridobiti444, jih lahko 
pridobijo v takem obsegu in za toliko časa, kot je to maksimalno potrebno. Izvajalci 
poštnih storitev lahko ob soglasju posameznika (pisna privolitev), dajejo drugim 
podatke, ki so jih o tem posamezniku pridobili; 
− člen 55 vsebuje ustavnomaterialno kauzo, kjer pravi, kadar je potrebno na podlagi 
Zakona o kazenskem postopku ali Zakona o Slovensko obveščevalno varnostni agenciji 
zaradi uvedbe ali poteka kazenskega postopka ali varnosti države opraviti zakonit 
nadzor, morajo izvajalci poštnih storitev organu na podlagi odredbe omogočiti dostop 
                                          
439 Tajno opazovanje pomeni neprekinjeno opazovanje ali sledenje oseb z uporabo tehničnih naprav za 
ugotavljanje položaja in gibanja, naprav za prenos in snemanje glasu, fotografiranje ter video-snemanje, o 
katerem oseba ni seznanjena. 
440 Okoliščine in dejstva elektronskega komunikacijskega prometa so: številka ali druga oblika identifikacije 
uporabnikov storitev, vrsta, datum, čas in trajanje klica ali storitve, količina prenesenih podatkov in kraj, iz 
katerega je bila elektronska komunikacijska storitev opravljena. 
441 Operaterju je z zakonom prepovedano razkritje zahteve preiskovalnega sodnika ali policije, da svojo 
stranko ali tretjo osebo obvesti o posredovanju določenih podatkov policiji (glej četrti odstavek 149.b člena 
ZKP-UPB4). 
442 Npr. zoper varnost Republike Slovenije in njeno ustavno ureditev, zoper človečnost in mednarodno pravo, 
za katera je v zakonu predpisana kazen zapora petih ali več let in druge (glej drugi odstavek 150. člena 
ZKP-UPB4). 
443 Glej Zakon o poštnih storitvah (ZPSto-2), Ur. list RS, št. 51/09. 
444 V povezavi s prenesenimi poštnimi pošiljkami ali zaradi izvajanja poštnih storitev ter reševanja reklamacij in 
pritožb. 
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do vsebine poštnih pošiljk445 ter sporočiti podatke o dejstvih in okoliščinah poštnega 
prometa, ki se nanaša na določenega uporabnika poštne storitve. 
 
Podobne določbe so vsebovane tudi v drugih veljavnih zakonih, kot so na primer: 
− člen 80 Zakona o zdravstvenem varstvu in zdravstvenem zavarovanju (ZZVZZ-
UPB3)446, 
− člena 227 in 390.a Zakona o bančništvu (ZBan-1-UPB5)447, 
− člena 112. in 132. Zakona o telekomunikacijah (ZTel-1)448, 
− člena 3 in 12 Zakona o deviznem poslovanju (ZDP-2)449 in drugi. 
 
Ob pregledu zakonodaje ugotovimo, da obstaja pri nas več zakonov, ki državnim organom 
dovoljujejo zbirati osebne in druge podatke posameznika, ter ob tem posegati tudi v 
pravico do zasebnosti, ne da bi bil slednji o tem sploh obveščen,  ker bi se v nasprotnem 
tako "onemogočilo ali otežilo" opravljanje operativnih nalog organa!  
 
Tu si zastavim pomembno vprašanje, ali ne prihaja morebiti v teh primerih do kršitve 
ustavno varovane pravice, kjer tretji odstavek 38. člena ustave določa, da ima vsakdo: 
− pravico seznaniti se z zbranimi osebnimi podatki, ki se nanašajo nanj, in  
− pravico do sodnega varstva ob njihovi zlorabi? 
 
V nadaljevanju pojasnjujem, zakaj v praksi pravica do seznanitve posameznika z 
njegovimi zbranimi osebnimi podatki v organih javne oblasti glede na primere ne velja 
vedno absolutno in takoj.  
 
Izhodišče za to lahko najdem v določbi 36. člena Zakona o varstvu osebnih podatkov 
(ZVOP-1), ki natančno našteva varnostne razloge450, ki naj bi bili posebej pomembni za 
varnost države in prebivalstvo opraviti zakonit nadzor, da se lahko s posebnim zakonom 
izjemoma omeji pravica posameznika do:  
− obveščanja o obdelavi njegovih osebnih podatkov (19. člen)  
                                          
445 O taki vrsta dostopa, kjer pooblaščen državni organ opravi zakonit in neodvisen nadzor, zagotovi izvajalec 
poštne storitve neizbrisno evidenco posegov, podatek o tem pa varuje po določilih ZTP najmanj 10 let. O 
tem glede na določila ZTP, uporabnika poštne storitve nima pravice seznaniti. 
446 Glej Zakon o zdravstvenem varstvu in zdravstvenem zavarovanju (ZZVZZ-UPB3), Ur. list RS, št. 72/06. 
447 Glej Zakon o bančništvu (ZBan-1-UPB5), Ur. list RS, št. 99/10. 
448 Glej Zakon o telekomunikacijah (ZTel-1), Ur. list RS, št. 30/01. 
449 Glej Zakon o deviznem poslovanju (ZDP-2), Ur. list RS, št. 16/08. 
450 Varnostni interesi so: varstvo suverenosti in obrambe države, varstvo nacionalne varnosti in ustavne 
ureditve države, varnostni, politični in gospodarski interesi države, izvrševanje pristojnosti policije, 
preprečevanje, razkrivanje, odkrivanje, dokazovanje in pregon kaznivih dejanj in prekrškov, odkrivanje in 
kaznovanje kršitev etičnih norm za določene poklice, iz monetarnih, proračunskih ali davčnih razlogov, 
zaradi nadzora nad policijo in varstva posameznika. 
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− splošne seznanitve z lastnimi osebnimi podatki vsebovanimi v številnih zbirkah (30. 
člen451) ter  
− dopolnitve, popravka, blokiranja, izbrisa in ugovora njegovih osebnih podatkov v zbirki 
(32. člen).  
 
Taka omejitev je možna samo v obsegu, ki je nujen za dosego namena, vendar mora pri 
tem organ upoštevati še načelo sorazmernosti, zaradi katerega je taka omejitev določena, 
kar je glede na pomen informacij in podatkov, ki jih organi lahko zbirajo,  tudi smiselno 
452.  
 
V mnenju, ki ga je v zvezi s posredovanjem podatkov na zahtevo preiskovalnega sodnika 
podal operater elektronskih komunikacijskih omrežij, Informacijski pooblaščenec453 
pojasni, da 4. odstavek 149.b člena Zakona o kazenskem postopku res omejuje pravico 
posameznika do seznanitve s tem, ali je operater nekatere podatke razkril preiskovalnim 
organom ali ne. Vendar to pravico omejuje tudi 36. člen ZVOP-1, ki v 1. odstavku določa, 
da se pravice posameznika v posebnem zakonu iz varnostnih razlogov izjemoma omeji, a 
samo v obsegu, nujnem za dosego namena. Določba o omejitvi je v tem primeru 
namenjena pridobivanju podatkov v predkazenskem oziroma kazenskem postopku454. 
Razkritje posredovanja podatkov s strani operaterja posamezniku, ki je preiskovan, pa bi 
tako lahko škodilo poteku kazenskega postopka455. Mnenje Informacijskega pooblaščenca 
je, da ko namen za posredovanje informacij posamezniku poteče in ta ne more imeti več 
posledic za potek postopka, takrat tudi pravica posameznika do seznanitve z lastnimi 
osebnimi podatki ne sme biti več omejena. Kdaj sam namen omejitve pravice 
posameznika poteče,  za določitev, kdaj posredovanje informacij ne bo imelo vpliva na 
sam potek kazenskega postopka pristojen preiskovalni sodnik. 
 
Glede na to, da v nekaterih določenih primerih v skladu z določbo 36. člena ZVOP-1, 
posameznik ne more uveljavljati npr. pravice do popravka lastnih podatkov v zbirki 
                                          
451 To je izraz pravice do informacijske samoodločbe, katere namen je zagotoviti transparentnost obdelave 
osebnih podatkov, dobrovernost, poštenost in dopustnost obdelave osebnih podatkov (glej odločbo 
Informacijskega pooblaščenca, št. 0710-17/2007/1, z dne 9. 7. 2007). 
452 Informacijski pooblaščenec v enem od svojih mnenj poudarja, da v kolikor poseben zakon ne daje podlage 
za zavrnitev zahteve za seznanitev z lastnimi osebnimi podatki, je takšna zavrnitev v nasprotju z ZVOP-1 
(glej mnenje Informacijskega pooblaščenca, št. 0712-545/2009/1, z dne 14. 12. 2009). Zakon o policiji tak 
poseben predpis zagotovo je (mnenje Informacijskega pooblaščenca, št. 0712-386/2006/2, z dne 29. 11. 
2006 in tudi št. 0712-473/2006/2, z dne 13. 12. 2006). 
453 Glej mnenje Informacijskega pooblaščenca, št. 0712-33/2011, z dne 3. 3. 2011. 
454 Prvi in tretji odstavek 149.b člena ZKP-UPB4 določata, da lahko preiskovalni sodnik oziroma policija od 
operaterja elektronskih komunikacij pridobiva določene podatke, če so podani razlogi za sum, da je bilo 
storjeno, da se izvršuje ali da se pripravlja oziroma organizira kaznivo dejanje, za katero se storilec 
preganja po uradni dolžnosti in je za odkritje tega kaznivega dejanja ali storilca potrebno te podatke  
pridobiti. 
455 V zvezi s tem glej še nekatere druge kazensko pravne norme, npr. možnost omejitve obdolženca v njegovi 
prostosti in v pravicah, preden se izda pravnomočna sodba (glej tudi drugi odstavek 1. člena in 22. člen 
ZKP-UPB4). 
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državnega organa456, ki je vodil ali še vedno vodi postopek, in gre lahko celo za zaupni 
postopek, vsak posamezen zakon kot lex specialis posamezniku omogoča vpogled v 
nekatere evidence, in ali lahko poda zahtevek za popravek zapisa v zbirki. Ti primeri so 
redki457, vendar pa lahko takšno rešitev najdemo na primer v Zakonu o preprečevanju 
pranja denarja in financiranja terorizma (v nadaljevanju kratica: ZPPDFT). Drugi odstavek 
81. člena458 Uradu RS za preprečevanje pranja denarja prepoveduje, da bi o zbranih 
podatkih in informacijah obvestili osebe, na katere se podatki in informacije nanašajo. 
Tretji odstavek pa osebi omogoča, da ima tista oseba, na katero se podatki in informacije 
nanašajo, vendarle pravico do vpogleda prepisa, izpisa ali kopije, in s tem tudi do 
popravka v evidenci, a šele po osmih letih od dneva, ko je urad podatke pridobil. Podobno 
ureditev pozna tudi Zakon o Slovenski obveščevalno-varnostni agenciji (ZSOVA-UPB2), ki 
v 12. členu določa, da SOVA zbira, obdeluje in shranjuje osebne ter druge podatke na 
podlagi zakona o varstvu osebnih podatkov, razen tam, kjer je podana posebna omejitev, 
da posameznik nima pravice do vpogleda v zbirko osebnih podatkov, niti ga ni SOVA 
dolžna o tem obvestiti (prvi odstavek 17. člena). Zanimivost drugega odstavka istega 
člena je potencirana strožja omejitev, ki pravi, da se ti pravici posameznika lahko omejita 
le, če bi to onemogočilo ali otežilo izvršitev nalog SOVE. Tu je slednja dikcija pretirana, saj 
v kolikor posameznik do podatkov tako ali tako nima pravice vpogleda, zakaj bi se tak 
pogoj še enkrat omejil, saj je splošno znano, da SOVA zbira podatke, ki so lahko v skladu 
z Zakonom o tajnih podatkih (glej 3. in 19. člen) tajni, so pa tudi osebni in občutljivi 
osebni podatki (po ZVOP-1) in drugi podatki (10. člen), ki pa po ZTP niso nujno vsi tudi 
tajni. Izhajajoče iz tega bi veljalo (tako kot v primeru ZPPDFT), da ima posameznik na 
SOVI pravico do vpogleda v podatke, ki so njegovi osebni podatki in niso opredeljeni kot 
kakršnakoli varnostna izjema459 in hkrati tudi niso tajni. Tu velja tako le časovna izjema 
dostopa do podatkov, in sicer dokler se osebni podatki hranijo in rabijo do zaključitve 
zadeve v razvidu, nato pa se izbrišejo oziroma blokirajo460. 
 
                                          
456 Npr. 32. člen ZVOP-1. 
457 Smiselno obravnavani temi glej tudi primere: Bouchacourt vs. France, Gardel vs. France in M.B. vs. France, 
z dne 17. 12. 2009, kjer je Evropsko sodišče za človekove pravice obravnavalo primer treh fantov, ki so bili 
obsojeni zaradi posilstva in evidentirani v posebni evidenci tovrstnih storilcev, a šele po nekaj letih, ko je 
novi zakon s to določbo začel veljati. V postopku so se sklicevali na retroaktivnost veljave predpisa in 
prejeto obvestilo, da bodo vključeni v evidenco, kjer je Sodišče ugotovilo, da je 30. letni rok hrambe teh 
podatkov sorazmeren z javnim interesom in cilji, kot je potreben za take evidence, dostop do evidence je 
bil zaradi zaupnosti podatkov omejen le na določeno osebje, kljub temu pa je bila v zakonu ustrezno 
vgrajena možnost, da lahko vsaka oseba poda zahtevo za izbris takih podatkov iz evidence. 
458 Gre za evidence iz 1., 2., 3., 4., 5., 6. in 9. točke četrtega odstavka 82. člena ZPPDFT. Smiselno glej glede 
tega tudi 34. člen Zakona o davčni službi (ZDS-1-UPB2) v primeru vpogleda v davčne evidence. 
459 Da niso omejeni glede na drugi odstavek 17. člena in da tudi ne gre za izjeme oziroma razloge, za katere 
velja omejitev v 36. členu ZVOP-1. 
460 Zaključene zadeve v razvidu se po končanju prenesejo v zbirko dokumentarnega gradiva agencije, po 
določenem času pa predajo Arhivu RS. Upravičenci si podatke, v kolikor ti niso bili izbrisani ali anonimizirani 
ter označeni kot tajni po ZTP, lahko ogledajo na pristojnem arhivu. 
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Zanimivost našega pravnega reda je, da zastaralnih rokov vpogleda v zbirko ali evidenco 
osebnih podatkov pri organih javnih oblasti, razen izjem, tako posebna kot splošna 
zakonodaja ne predvideva, kot to velja npr. za civilno pravna razmerja461. 
 
Ključna razmejitev, ali ima posameznik pravico seznaniti se z zbranimi lastnimi osebnimi 
podatki, ki se nanj nanašajo, vodijo pa jih organi javne oblasti, je torej v tem, da mora 
obseg omejitve pravice in časovno nedosegljivost ter razloge zanje določiti poseben 
zakon, ob sami pravici pa organ upošteva tudi načelo sorazmernosti, kar pomeni, da velja 
morebitna omejitev le določeno časovno obdobje. 
 
Enostavnejša je opredelitev varstva pravice do sodnega varstva ob zlorabi osebnih 
podatkov. Ustava RS v delu, ki se nanaša na pravno varstvo, na načelni ravni zagotavlja 
sodno varstvo človekovih pravic in temeljnih svoboščin ter pravico do odprave posledic 
njihove kršitve462.  
 
Glede na določbo 38. člena Ustave RS, je varstvo osebnih podatkov zagotovljeno, uporaba 
osebnih podatkov v nasprotju z namenom njihovega zbiranja pa prepovedana463. Ker 
ureja zbiranje, obdelovanje in namen uporabe podatkov za javni sektor ZVOP-1, to 
pomeni, da so glede na ustavo dovoljene le tiste obdelave osebnih podatkov, ki so 
vnaprej predvidene in določno opredeljene v zakonu, izjemoma tudi na podlagi osebne 
privolitve posameznika. Javni sektor lahko obdeluje tudi osebne podatke, ki so nujni za 
izvrševanje zakonitih pristojnosti, nalog ali obveznosti javnega sektorja, če se s tako 
obdelavo ne poseže v upravičen interes posameznika, na katerega se osebni podatki 
nanašajo464, sicer lahko v nasprotnem prihaja do kršitev pravic zasebnosti posameznika. 
 
Primeri, ki jih obravnava Vrhovno sodišče RS dokazujejo, da je varstvo zasebnosti pravic 
posameznika prioritetno varstvo, vendar je potrebno pri ekskluziji in posegu v človekovo 
pravico do zasebnosti vedno tehtati tudi naravo prepovedi in težo kršitve ter javni 
                                          
461 Glej npr. Obligacijski zakonik (OZ-UPB1), Ur. list, št. 97/07. 
462 Glej četrti odstavek 15. člena Ustave RS, Ur. list, št. 33/91. 
463 Iz ustavosodne prakse izhaja, da se smejo zbirati le tisti osebni podatki, ki so primerni in nujno potrebni za 
določitev zakonsko opredeljenega namena. Kot izhaja iz odločbe Ustavnega sodišča št. U-I-229/03, z dne 
9. 2. 2006, drugi odstavek 38. člena Ustave RS določa, da mora biti v zakonu določen namen uporabe 
osebnih podatkov. Ustavno sodišče je že v odločbi št. U-I-298/04, z dne 27. 10. 2005 zavzelo stališče, da 
dejstvo, da namen uporabe zbranih osebnih podatkov v zakonu ni določen pomeni, da zakon z javno 
objavo teh podatkov celo omogoča, da se zbrani podatki uporabljajo za kakršenkoli namen, kar je v 
neskladju z drugim odstavkom 38. člena Ustave RS. Podobna nevarnost se lahko pojavi tudi, če namen 
obdelave osebnih podatkov ni jasno določen, saj se lahko v teh primerih osebni podatki uporabljajo v 
nasprotju z namenom njihovega zbiranja. Sam namen obdelave osebnih podatkov mora biti v zakonu 
določen eksplicitno. Podobno presojo je Ustavno sodišče zavzelo tudi v odločbi št. U-I-18/98, z dne 19. 4. 
2001 pri vprašanju, ali je v zakonih točno opredeljeno, kateri osebni podatki se smejo zbirati in obdelovati. 
Ker v konkretnem primeru ni bilo zakonskih določb, v katerih bi bili osebni podatki opredeljeni, je bil 
izpodbijan predpis v neskladju z drugim odstavkom 38. člena Ustave RS (glej Zahtevo za oceno ustavnosti 
sedmega in osmega odstavka 128. člena Zakona o letalstvu. Dostopno 8. 2. 2012 na: www.ip-rs.si). 
464 Glej 9. člen ZVOP-1. 
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interes465 takega pregona. V nadaljevanju predstavljam nekatere primere sodb Vrhovnega 
sodišča RS, ki to trditev potrjujejo. 
 
V Sodbi I Ips 46/2011466  je Vrhovno sodišče zavzelo stališče, da kljub temu, da sta 
bila na predlog policije in odredbo preiskovalnega sodnika467 odrejena izpis dohodnih in 
odhodnih klicev za vse telefonske številke obsojenca pri mobilnem operaterju, ti 
pridobljeni podatki, na podlagi sicer oblikovno pomanjkljive odredbe preiskovalnega 
sodnika, niso nezakoniti dokaz, saj ustavno zagotovljena pravica do zasebnosti 
posameznika (glede na 37. člen Ustave RS) v konkretnem primeru sploh ni bila kršena468. 
Grob poseg v posameznikovo zasebnost bi tako predstavljalo npr. prisluškovanje brez 
sodne odločbe, ki ga tudi kasneje pridobljena odredba preiskovalnega sodnika ne bi mogla 
sanirati, kar je zagotovo večja kršitev kot pa zbiranje podatkov o prometu telefonskih 
klicev. 
 
Sklep II Ips 473/2005 in sodba II Ips 474/2005469 obravnavata dva vidika, in sicer 
da so podatki o zbranih telefonskih klicih sestavni del komunikacijske zasebnosti in zato 
glede na  ustavo uživajo večje varstvo kot večina drugih (navadnih) osebnih podatkov in 
željo policije, da bi pridobila podatke zato, da bi odkrila novinarjev vir470. Pri prvem gre za 
specifičen odnos v dejstvu, da podatki o klicanih telefonskih številkah oziroma klicih 
izrecno res niso opredeljeni kot osebni podatek, vendar je na njihovi podlagi možna 
identifikacija oseb s katerimi posameznik dnevno v različna poslovna, intimna in druga 
razmerja471. Pri drugem pa je dolžnost varovanja vira informacij tista pridobitev, ki razvija 
                                          
465 Pri javnem interesu je v prednosti pregon nevarnih kaznivih dejanj in dolžnost države da se bori zoper 
naraščajoči organiziran kriminal, ki ogroža varnost ljudi. 
466 Glej sodbo Vrhovnega sodišča RS, št. I Ips 46/2011, z dne 6. 10. 2011. 
467 Zagovornik obsojenca se je skliceval na dejstvo, da v času izdaje odredbe ni bilo zakonske podlage za 
izdajo odredbe in s tem izpisa operaterju, posledično pa naj bi bila sama odredba nezakonita, kakor tudi 
stanje, da so bili na podlagi te odredbe pridobljeni dokazi operaterja nezakoniti (nedovoljeni). 
468 Vrhovno sodišče RS potrjuje, da so podatki o prometu telefonskih klicev s klicanimi telefonskimi številkami 
sestavni del telefonskih komunikacij, vendar meni, da je stopnja poseganja v zasebnost pri zbiranju 
podatkov o telefonskih klicih nedvomno nižja kot pri prisluškovanju telefonskih pogovorov. Tu smiselno 
navaja tudi primer Malone vs. United Kingdom in P. G. & J. H. vs. United Kingdom, ki se nanaša na poseg v 
pravico do komunikacijske zasebnosti, s tem ko je policija prisluškovala telefonskim pogovorom na podlagi 
odredbe policijskega uradnika, a brez pristanka imetnika komunikacijskega sredstva. Glej tudi primer 
Vrhovnega sodišča RS, št. II Ips 473/2005 in II Ips 474/2005, kjer je policija brez odredbe preiskovalnega 
sodnika pridobila podatke o telefonskih klicih in s tem protipravno posegla v pravico do komunikacijske 
zasebnosti posameznika. 
469 Glej sklep in sodbo Vrhovnega sodišča RS, št. II Ips 473/2005 in II Ips 474/2005, z dne 10. 10. 2007. 
470 Tožnik je kot raziskovalni novinar pripravil več prispevkov o aferi na televiziji, kjer je policijo zanimalo, od 
kod novinarju vse informacije. Zato je sama brez odredbe sodišča, od operaterja mobilne telefonije 
zahtevala in pridobila podatke o klicih na njegov mobilni telefon. Naj opozorim, da ravno take grobe posege 
oblasti v zasebnost posameznika, ureja posebej drugi odstavek 8. člena EKČP in tudi domača zakonodaja, 
glej 236. člen Zakona o kazenskem postopku (ZKP-UPB4), 183. člen Zakona o splošnem upravnem 
postopku (ZUP-UPB2), 142. in 143. člen Kazenskega zakonika (KZ-1), 21. člen Zakona o medijih (ZMed-
UPB1) ipd. 
471 Tu gre po mnenju sodišča za enak poseg v osebno sfero posameznika, kot pri kršitvi tajnosti pisem in 
drugih občil. 
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svobodno novinarstvo, saj bi bila demokracija nevarno ogrožena, če bi se zmanjšale 
možnosti posredovanja pomembnih in zanesljivih informacij javnosti. V pravico do 
zaupnosti novinarjevih virov je oblast upravičena poseči samo, če poseg opravičujejo 
pomembnejše zahteve javnega interesa, omejitve zaupnosti novinarjevega vira pa morajo 
biti podvržene skrbni in natančni sodni kontroli472. Stališče, da bi imela država (tu je 
mišljena predvsem policija) polno pooblastilo za neomejeno pridobivanje podatkov o 
telefonskih klicih od kogarkoli, ne glede na težo kaznivega dejanja, ki bi pomenilo 
nevarnost za ostale ljudi, pa bi z gotovostjo ogrozilo svobodno novinarstvo kot sodobno 
civilizacijsko pridobitev. 
 
Zadeva v sodbi II Ips 220/2007473 predstavlja primer protipravnega ravnanja 
upravnega organa, ki je kot upravljavec osebnih podatkov, v nasprotju z določili ZVOP-1, 
torej brez zakonske podlage ter brez soglasja in privolitve posameznika, osebne podatke 
kljub temu posredoval detektivski službi474. Protipravno po stališču sodišča ni dejstvo, da 
je detektivska agencija pridobila želene podatke ravno od upravnega organa, saj pogodba 
med stranko in agencijo ni določila načina pridobitve podatka in tudi ne načina, ki bi 
pomenil kršitev tožnikove informacijske zasebnosti. 
 
Sklep X Ips 841/2007475 potrjuje zakonsko domeno 9. in 10. člena ZVOP-1, kjer se 
zbirko osebnih podatkov zasebnega pa tudi javnega sektorja vodi na način, da so subjekti 
predhodno pisno ali na drug ustrezen način seznanjeni z namenom obdelave njihovih 
osebnih podatkov, ter da za takšno obdelavo podajo osebno privolitev ali sklenejo 
pogodbo. 
 
Primer sodbe I Ips 237/2008476 tehta med pravico posameznika do komunikacijske 
zasebnosti pri dopisovanju po službeni elektronski pošti, pravico delodajalca do nadzora 
nad uporabo lastnih sredstev (računalniškega sistema) ter pošiljanjem podatkov, ki so 
poslovna tajnost. Ključno za nadzor nad komunikacijsko zasebnostjo pri dopisovanju po 
službeni elektronski pošti je, ali posameznik sprejme in podpiše poslovna pravila 
delodajalca477, s katerim sprejema tudi pravico do nadzora in spremljanja uporabe 
                                          
472 Temu primeru je podobna zadeva Roemen and Schmit vs. Luxembourg z dne 25. 2. 2003, kjer je šlo za 
poseg v novinarsko svobodo, z dejanjem razkrivanja novinarjevih informacijskih virov, prav tako storjeno s 
pridobitvijo seznama telefonskih klicev. ESČP se je tu omejilo na vprašanje, ali je bil poseg "nujen v 
demokratični družbi" in zavzelo stališče, da je bilo ravnotežje med varstvom novinarjevega vira in 
odkrivanjem storilcev kaznivih dejanj na drugi strani preseženo, ter da je treba dati prednost zahtevam 
demokracije, ki se izkazuje z zagotavljanjem svobodnega novinarstva. Smiselno glej tudi primer: Sanoma 
Uitgevers b.v. vs. the Netherlands, z dne 14. 9. 2010. 
473 Glej sodbo Vrhovnega sodišča RS, št. II Ips 220/2007, z dne 25. 2. 2010. 
474 Pritožbeno sodišče je svojo presojo uprlo na dejstvo, da je protipravno ravnanje mogoče očitati le Zavodu 
za zdravstveno zavarovanje Slovenije kot upravljavcu, ni pa mogoče protipravnosti očitati detektivski 
agenciji, ki je podatke pridobila skladno z 8. členom Zakona o detektivski dejavnosti. 
475 Glej sklep Vrhovnega sodišča RS, št. X Ips 841/2007, z dne 16. 4. 2009. 
476 Glej sodbo Vrhovnega sodišča RS, št. I Ips 237/2008, z dne 11. 12. 2008. 
477 Pomembno je še eno stališče, da v praksi pogodbe o zaposlitvi praviloma ne vsebujejo določb, kjer bi bilo 
razvidno, da pripadajo delojemalcem avtorske pravice na delih, ki jih ustvarijo v okviru zaposlitve pri 
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računalniškega sistema478. Obsojenka je tako izjavo podpisala in sprejela, sporno pa je 
dejstvo, da je podatke, ki so bili poslovna tajnost delodajalca, po elektronski pošti poslala 
svojemu partnerju v drugo podjetje, nato pa še časniku kot sporočilo za medije479, kar je 
sodišče prvenstveno tudi presojalo in nanj oprlo svojo odločitev. 
 
3.2.2 POSEG V ZASEBNOST POSAMEZNIKA S PERSPEKTIVE DRUGEGA 
ODSTAVKA 8. ČLENA EVROPSKE KONVENCIJE O VARSTVU ČLOVEKOVIH 
PRAVIC IN TEMELJNIH SVOBOŠČIN 
 
Človek je družbeno bitje, zato prihaja neprestano v stik z drugimi ljudmi, pred njimi pa se 
ne more povsem umakniti. Ljudje se tako zanimamo drug za drugega iz številnih razlogov, 
ob tem pa nas zanimajo tudi osebna življenja prijateljev in ostalih oseb okrog nas. Pravice 
do "vpogleda" v zasebnost osebnega življenja ne moremo povsem omejiti, tako ta tudi ne 
more biti povsem absolutna480. Zaradi tega stalno prihaja do notranje napetosti in kolizije 
med interesom posameznika, da se varuje njegova pravica do zasebnosti, in interesi 
drugih, da njegovo pravico iz različnih razlogov kršijo.  
 
Pravica do zasebnosti ima več definicij. Kot povzame Lampe (2004b, str. 377-381) v svoji 
knjigi Sistem pravice do zasebnosti, je Konferenca nordijskih pravnikov že pred desetletji 
skušala jasneje formulirati pravico do spoštovanja zasebnega in družinskega življenja (t.i. 
8. člen Evropske konvencije o varstvu človekovih pravic in temeljnih svoboščin; v 
nadaljevanju kratica EKČP) in v svojih zaključkih podrobneje definirati pravico do 
zasebnosti, ki pomeni pravico biti sam in živeti svoje lastno življenje, brez vmešavanja 
                                                                                                                               
delodajalcu, saj se na podlagi določb Zakona o avtorski in sorodnih pravicah (ZASP-UPB3), Ur. list RS, št. 
16/07 šteje, da avtorsko delo in materialne pravice, ki ga ustvari delojemalec pri izpolnjevanju svojih 
obveznosti ali po navodilih delodajalca, prenese na tem delu izključno na delodajalca za čas desetih let od 
dokončanja dela. 
478 Obsojenka je bila opozorjena na možnost, da bo delodajalec spremljal promet njene elektronsko pošto in 
je s tem soglašala, tako po oceni Vrhovnega sodišča RS ni mogla pričakovati popolne zasebnosti pri svoji 
komunikaciji po službeni elektronski pošti. Vrhovno sodišče RS je glede na zahtevo za varstvo zakonitosti, 
na katero so se sklicevali vložniki preverilo tudi sodbe Halford vs. Združeno kraljestvo, Copland vs. 
Združeno kraljestvo in Nikon vs. Onof ter zaključilo, da se omenjeni primeri razlikujejo od obravnavanega v 
tem, da so delodajalci zbirali podatke o telefonskih klicih in elektronski pošti zaposlenih brez njihove 
vednosti, niso imeli vzpostavljenih nobenih pisnih pravil glede nadzora telefona in elektronske pošte in niso 
bili opozorjeni, da bodo njihovi klici predmet nadzora. 
479 Na tak način je omogočila svojemu partnerju oziroma družbi, da je neupravičeno prišla do spornih 
podatkov, z objavo sporočila za javnost v časniku pa tudi drugim medijem in javnosti dostop in seznanitev 
s tajnimi podatki oškodovane družbe. 
480 Pravica do varstva osebnih podatkov je temeljna pravica, ki je tesno povezana s pravico do zasebnega 
življenja iz člena 7 Listine EU o temeljnih pravicah (glej sodbo Sodišča Evropske unije, št. C-92/09, Volker 
in Markus Schecke GbR in Hartmut Eifert vs. Land Hessen, z dne 9. novembra 2010, točka 47). Vendar pa 
pravica do varstva osebnih podatkov ni absolutna, temveč se jo obravnava glede na vlogo, ki jo ima v 
družbi (glej sodbo Sodišča Evropske unije, št. C‑112/00, Eugen Schmidberger, Internationale Transporte 
und Planzüge vs. Republik Österreich, z dne 12. junija 2003, točka 80). Spoštovanje pravice do zasebnega 
življenja v zvezi z obravnavo osebnih podatkov, se nanaša na vsak podatek o določeni ali določljivi fizični 
osebi, zakonite omejitve pravice do varstva osebnih podatkov, pa so mogoče le na način, kot jih dovoljuje 
člen 8 EKČP (C-92/09, Volker in Markus Schecke GbR in Hartmut Eifert vs. Land Hessen, točka 52). 
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drugih. Tudi zaradi naraščajoče pomembnosti te pravice in kompleksnosti družbe481, je 
zasebnost opredeljena na tak način, da naj bi bilo življenje posameznika varovano pred: 
− vmešavanjem v njegovo fizično in psihično integriteto ter duhovno in intelektualno 
svobodo, 
− napadi na njegovo čast, ugled ter sloves, 
− vmešavanjem v njegovo zasebno, družinsko in domače življenje, 
− prikazovanjem v nepravilni luči, 
− objavo sramotilnih dejstev njegovega zasebnega življenja, 
− uporabo njegovega imena in podobe, 
− skrivnim opazovanjem, nadziranjem in obleganjem, 
− zlorabo njegove zasebne pisne in ustne komunikacije ter  
− objavo prejetih in danih zaupnih podatkov482. 
 
Zavezujoča EKČP države prisili, da v svojo zakonodajo sprejmejo ukrepe za zaščito pravice 
do zasebnosti državljanov in jim naloži dvojno obveznost:  
− da se ne smejo vmešavati v izvajanje pravice do zasebnosti posameznika – t.i. 
negativna obveznost, in  
− da morajo varovati pravico do zasebnosti posameznika – t.i. pozitivna obveznost pred 
lastnimi posegi in posegi drugih posameznikov483 in subjektov.  
 
S prevzemom Konvencije v notranji pravni red je vsaka država, ki jo je ratificirala, prevzela 
tudi mednarodnopravni instrumentarij varstva pravice do zasebnosti, ki posamezniku 
priznava pravico, da v primeru neupravičenega, nezakonitega posega v njegovo zasebnost 
s strani državnih organov, po izčrpanju domačih pravnih sredstev lahko vloži pritožbo na 
Evropsko sodišče za človekove pravice (v nadaljevanju kratica: ESČP), ki presoja omenjeni 
določbi glede kršitve obveznosti, državo pa v primeru povzročene odgovornosti prepozna 
kot kršiteljico in jo sankcionira. ESČP je tako postalo najvišje sodno telo, ki so mu države 
priznale primat nad odločanjem v sodnih postopkih za kršitve človekovih pravic in 
temeljnih svoboščin484 (po Lampe, 2004b, str. 361-381). 
 
Drugi odstavek 8. člena EKČP določa, da se javna oblast ne sme vmešavati v izvrševanje 
pravice do spoštovanja zasebnosti, družinskega življenja, doma in dopisovanja 
                                          
481 Tu ESČP razlaga glede na obstoječo sodno prakso pojem zasebnosti kot: fizično in moralno integriteto 
osebe, fizično in družbeno identiteto posameznika, vključno z njegovo spolno identiteto, pravico osebnega 
razvoja in izpopolnitve in pravico imeti razmerje z drugo osebo in z drugimi (glej Akandji-Kombe, 2007, str. 
37). 
482 Ibidem. 
483 Poseg posameznika v pravico do zasebnosti s strani drugega posameznika je dopusten, v kolikor ni 
protipraven. Protipravnost je torej meja, ki pove ali je ravnanje v nasprotju s kakšno pravno normo, katere 
država ali drug posameznik ne sme prestopiti. Kdaj je poseg posameznika v pravico do zasebnosti drugega 
protipraven? Ob takem vprašanju je potrebno vedno pretehtati tudi javni interes, pravi Lampe (2004b), kar 
pa je naloga civilnega prava. 
484 Slovenija je konvencijo ratificirala leta 1994 in tako, predala del svoje suverenosti za odločanje o pravicah 
in obveznostih s področja kršitev človekovih pravic ESČP, na podlagi 8. člena Ustave RS, ki določa, da se 
ratificirane in objavljene mednarodne pogodbe uporabljajo neposredno in da obvezujejo Slovenijo. 
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posameznika, razen če tako določa zakon, tak ukrep pa je v demokratični družbi zaradi 
državne in javne varnosti ter ekonomske blaginje države nujen zato, da bi se preprečil 
nered, zločin, zavarovalo zdravje, morala ter pravice in svoboščine drugih ljudi485. 
 
Lampe (2004b) v svoji doktorski disertaciji zelo izčrpno opiše ta zanimiv 
mednarodnopravni varnostni mehanizem Konvencije in ugotavlja, da je v javnem pravu 
pravica do zasebnosti omejena z drugim odstavkom 8. člena EKČP, po katerem se javna 
oblast brez podlage v zakonu ne sme vmešavati v pravico do zasebnosti posameznika, če 
to v demokratični družbi ni nujno, med te, ko za civilno pravo velja, da je pravica do 
zasebnosti lahko omejena, a le s pravicami drugih486. Državna oblast tudi ne potrebuje 
določenih omejitev pravic, saj je pri poseganju v posameznikove pravice relativno 
svobodna. Omejitve je torej mogoče predpisati le z zakonom, to pa je tisti instrument, ki 
omejuje samo državno oblast. Vendar pa tudi zakon ni nujno dovolj za zagotovitev 
legitimnosti in upravičenosti posegov v pravice posameznikov487. Zato drugi odstavek 8. 
člena poleg državne varnosti, nereda in zločina, zdravja ter morale, prepozna še načelo, 
da je tak ukrep v demokratični družbi nujen. Pogoj demokratičnosti za legitimno in legalno 
vmešavanje javne oblasti v pravico do zasebnosti posameznika je torej bistven kriterij, ki 
ga ESČP glede na razvito metodologijo kršitev EKČP ugotavlja v tretjem koraku, ki se 
nanaša na vprašanje o upravičenosti vmešavanja javne oblasti v izvrševanje pravice do 
zasebnosti posameznika. Javna oblast se torej v izvrševanje te pravice lahko vmeša le na 
podlagi zakona in kadar je to v demokratični družbi nujno v primeru dveh upravičenih 
interesov: javne in državne varnosti in ekonomske blaginje, s tem da zasleduje tri 
legitimne cilje: preprečitev nereda in zločina, varovanje zdravja in morale ter varovanja 
pravic in svoboščin drugih ljudi. Le pod temi izrecnimi pogoji lahko država poseže v 
pravico do zasebnosti posameznika ter je tako njegova pravica do zasebnosti omejena. 
Posameznik pa se v primeru morebitnih kršitev postopka lahko sklicuje na različne oblike 
omejevanja njegovih pravic s strani javne oblasti, kadar bi bil pri omejevanju te pravice in 
drugih človekovih pravic ter svoboščin prikrajšan ali bi mu bile kršene, najprej v okviru 
                                          
485 Trdno stališče Ustavnega sodišča RS je, da imajo določbe, ki varujejo človekovo osebno dostojanstvo, 
osebnostne pravice, njegovo zasebnost in varnost, posebno mesto med človekovimi pravicami in temeljnimi 
svoboščinami, predvsem pa prepovedujejo, na prvem mestu državi, na drugem pa posameznikom, da 
posegajo vanje. Pravica do zasebnosti se za posameznika lahko konča samo takrat in tam, kjer kolidira z 
ustavno varovanim močnejšim interesom drugih. Iz tega sledi, da so posegi dopustni, če so v skladu z 
načelom sorazmernosti, kar pomeni, da mora biti omejitev potrebna in nujna za dosego zasledovanega 
ustavno legitimnega cilja (javna korist ali varstvo pravic drugih) ter v sorazmerju s pomembnostjo tega cilja 
(glej odločbo št. U-I-25/95, z dne 27. 11. 1997). 
486 Te pravice so praviloma zavarovane z ustavo in drugimi mednarodnimi dokumenti, varujejo pa interes ali 
dobrine drugih posameznikov, javnosti ali oblasti (glej npr. tretji odstavek 15. člena Ustave RS). 
487 Danes obstajata dva tipa učinkov, ki posegata v samo pravico do zasebnosti. Poseg s strani oblasti je lahko 
individualen ali splošen. Konkretni pravni akt je tisti, ki je individualen in predstavlja neposredno 
vmešavanje v posameznikovo izvajanje pravice do zasebnosti - npr. katerikoli upravni akt, med tem ko 
splošni akt javne oblasti - zakon, posredno posega v pravico do zasebnosti. Le zakon je pravi temelj, ki 
daje oblasti upravičenje za vmešavanje v posameznikovo izvrševanje pravice do zasebnosti, ta pa ex lege 
podlago, da sme organ javne oblasti (posredno njegov izvrševalec v funkciji javnega uslužbenca) z 
diskrecijo v konkretnem upravnem aktu odločiti, kako jo bo izvršil. Ibidem. 
 113 
sodnih postopkov v državi488, kjer so mu bile povzročene489, po izčrpanju pravnih sredstev 
pa tudi preko vložitve tožbe v okviru mehanizma ESČP490.  
 
Primeri sodb Evropskega sodišča za človekove pravice v primeru posegov 
javnih oblasti v zasebnost posameznika  
 
Sodni primeri odločitev ESČP imajo pogosto funkcijo precedensov, saj se pravosodni in 
drugi državni organi v državah podpisnicah Konvencije pogostokrat orientirajo po njih. 
Praksa Evropskega sodišča služi tudi kot minimalni standard varovanja človekovih pravic, 
ki držijo oblasti držav na vajetih, da ne preskočijo mednarodnih in nacionalnih okvirov 
zagotavljanja človekovih pravic in temeljih svoboščin, ki jih sicer varujejo nacionalne 
ustave ali zakonodaja, hkrati pa državljanom daje občutek varnosti na najvišji ravni, tako 
da bedi nad posegi oblasti nekdo, ki presoja nepravilnosti oblastnih ukrepov, za kar lahko 
sodišče državo spozna kot kršiteljico in ji v odpravo naloži sankcijo. Na žalost  ti ukrepi ne 
veljajo za vse države na svetu, ampak samo za države, ki so podpisale in ratificirale 
Evropsko konvencijo o varstvu človekovih pravic in temeljnih svoboščin. 
 
Konvencija v 8. členu določa: "Vsakdo ima pravico do spoštovanja svojega zasebnega in 
družinskega življenja, svojega doma in dopisovanja491. Javna oblast se ne sme vmešavati 
v izvrševanje te pravice, razen, če je to določeno z zakonom in v demokratični družbi 
nujno zaradi državne in javne varnosti ali ekonomske blaginje države zato, da se prepreči 
nered ali zločin, da se zavaruje zdravje ali morala ali da se zavarujejo pravice in 
svoboščine drugih ljudi." 
 
V dolgoletni praksi obravnave primerov kršenja EKČP so se izoblikovala številna področja 
posegov v zasebnost posameznika. Tu gre predvsem za primere glede prestrezanja 
klasične ali elektronske pošte in tozadevnih sporočil492, telefonsko (žično ali brezžično) 
                                          
488 Ne smemo pozabiti, da je to varstvo pravice zagotovljeno tudi v drugih državah, ki so podpisnice 
konvencije ter so jo ratificirale. V kolikor bi slovenski državljan imel opravilno in poslovno sposobnost 
poslovati v Azerbajdžanu in bi mu npr. policisti zaradi varnostnih razlogov kršili njegovo pravico do 
komunikacije po telefonu (prisluškovanje), bi to kršitev lahko izpodbijal pred azerbajdžanskimi sodišči, po 
izčrpanju pravnih sredstev, pa ima pravico vložiti tožbo proti postopkom državnih organov te države v 
Azerbajdžanu ali v Sloveniji, če bi se vmes vrnil nazaj domov. Izjemo lahko glede na določbe predstavlja 
dejstvo, da ta država protokola št. 12, ki se nanaša na pravico do nediskriminacije, ni podpisala. 
489 Velja le za države, ki so podpisale in ratificirale Konvencijo. 
490 Ibidem. 
491 Glej smiselno v zvezi s tem tudi Splošno deklaracijo OZN o človekovih pravicah, ki v 12. členu določa: 
"Nikogar se ne sme nadlegovati s samovoljnim vmešavanjem v njegovo zasebno življenje, v njegovo 
družino, v njegovo stanovanje ali dopisovanje in tudi ne z napadi na njegovo čast in ugled". Smiselno glej 
isto določbo tudi v 17. členu Mednarodnega pakta OZN o državljanskih in političnih pravicah (Društvo za 
Združene narode za Republiko Slovenijo, 1995, str. 3-4, 26). 
492 Glej npr. primere: Silver and others vs. United Kingdom, z dne 25. 3. 1983, Cotlet vs. Romania, z dne 3. 6. 
2003, Wisse vs. France, z dne 20. 12. 2005 ... 
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prisluškovanje posameznikom493, nedovoljene posege v nedotakljivost stanovanja494, 
zavrnitve dostopov do zbirk osebnih podatkov495, nezakonito vodenje zbirk osebnih in 
drugih podatkov o posameznikih496, nedovoljeno razkritje identitete posameznika iz 
zbirk497, kršitev zasebnosti na delovnem mestu498, med njimi so tudi sodobne pravice, kot 
so zlorabe pravic posameznika499, fizično ter elektronsko sledenje posameznikom500 itd. 
 
Evropsko sodišče za človekove pravice v svojih odločbah stalno poudarja, da ima varstvo 
zasebnosti posameznika, kamor sodijo tudi osebni podatki in jih zbirajo, obdelujejo in 
hranijo državni organi, velik pomen za svobodno življenje vsakega posameznika, zato 
sleherno neupravičeno arbitrarnost državnih organov s posegi v zasebnost posameznika 
(nezakonit poseg ali zlorabo pooblastil) tudi kaznuje.  
 
V nadaljevanju predstavljam primere sodb ESČP, od tega tri s t.i. negativno obveznostjo, 
kjer ima država nalogo, da na zakonit način varuje človekove pravice in svoboščine 
(zasebnost), in dva primera s pozitivno obveznostjo, kjer je država v zakonodaji dolžna 
poskrbeti za ustrezno varstvo in zaščito teh pravic. Na koncu podajam tudi lasten pogled 
na obravnavane primere.  
 
1. Primer negativne obveznosti, kjer je državni organ presegel svoje zakonite pristojnosti, 
je zadeva Amann vs. Switzerland501. Zvezno javno tožilstvo v Švici je v začetku 80. 
let prestreglo telefonski klic švicarskega poslovneža Hermanna Amanna s predstavnico 
takratne sovjetske ambasade v Bernu, ki je pri njem naročila izdelek. Tožilstvo je na 
podlagi prisluha vneslo zaznamek, da sodeluje z Sovjetsko zvezo, v personalno 
evidenco. Evropsko sodišče je leta 2000 v tej zadevi končno presodilo, da je v tem 
primeru prišlo do kršitve drugega odstavka 8. člena EKČP, saj takratni švicarski zvezni 
zakon o kazenskem postopku ni dovolj natančno določal postopka nadzora zoper 
osebe, osumljene storitve kaznivega dejanja in osebe, ki so bile samo udeležene v 
telefonskem pogovoru, zato poseg ni bil skladen z zakonom. V zvezi s hrambo 
podatkov g. Amanna v evidenci pa je presodilo, da je prišlo do posega v uresničevanje 
pravice do spoštovanja zasebnega življenja posameznika in s tem kršitve prvega 
odstavka člena 8. Konvencije, kljub temu da je švicarski zakon o varstvu osebnih 
                                          
493 Kot npr. primeri: Malone vs. United Kingdom, z dne 2. 8. 1984, P.G. and J.H. vs. United Kingdom, z dne 
25. 9. 2001, Van Vondel vs. Netherlands, z dne 25. 10. 2007, Vetter vs. France, z dne 31. 5. 2005, Taylor-
Sabori vs. United Kingdom, z dne 22. 10. 2002 ipd. 
494 Primera: Surugiu vs. Romania, z dne 20. 4. 2004 in Novoseletskiy vs. Ukraine, z dne 22. 5. 2005. 
495 Primeri: Segerstedt-Wiberg in ostali vs. Sweden, z dne 6. 6. 2006, Rotaru vs. Romania, z dne 4. 5. 2000, 
Haralambie vs. Romania, 27. 10. 2009, Turek vs. Slovakia, z dne 14. 2. 2006 ... 
496 Primeri: Dimitrov-Kazakov vs. Bulgaria, z dne 10. 2. 2011, Khelili vs. Switzerland, z dne 18. 10. 2011, 
Kinnunen vs. Finland, z dne 15. 5. 1996. 
497 Npr.: Z. vs. Finland, z dne 25. 2. 1997, S. and Marper vs. United Kingdom, z dne 14. 12. 2008. 
498 Glej primear: Copland vs. United Kingdom, z dne 3. 4. 2007, Halford vs. United Kingdom, z dne 25. 6. 
1997. 
499 Npr.: Sciacca vs. Italy, z dne 11. 1. 2005, P.G. in J.H. vs. United Kingdom, z dne 25. 9. 2001. 
500 Npr.: Uzun vs. Germany, z dne 2. 9. 2010. 
501 Glej sodbo ESČP, Amann vs. Switzerland, z dne 16. 2. 2000. 
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podatkov določal, da se podatki, ki za obdelavo niso več potrebni, uničijo, tega pa 
pristojni organi niso storili, prav tako pa tudi niso imeli nobene zakonske podlage za 
vnos takih podatkov v personalno evidenco502. 
 
2. Novejši primer Uzun vs. Germany503 se kot svojevrsten primer nanaša na tajno 
sledenje s pomočjo globalnega navigacijskega sistema  GPS, ki so ga kriminalisti tajno 
vstavili v avtomobil prijatelja g. Uzuna504, s katerim se je ta vozil, tak ukrep pa je 
odobril nemški generalni državni tožilec. Uzun je bil nato skupaj s svojim tovarišem 
aretiran, kjer pa je na sodišču zagovarjal stališče, da se podatki, zbrani o njegovem 
gibanju s pomočjo naprave GPS, kot dokazno sredstvo izločijo. Tudi nemško ustavno 
sodišče je v tem primeru potrdilo, da je bil poseg v njegovo zasebnost s pomočjo 
nadzora GPS sorazmeren z obsegom kaznivih dejanj, ki jih je storil. Evropsko sodišče, 
ki je presojalo poseg v njegovo pravico in 8. člen je ugotovilo, da je bil poseg 
namestitve naprave GPS ustrezno oprt na zakon o kazenskem postopku, policija pa je 
izvajala nadzor pri obeh obsojencih tudi z drugimi tajnimi metodami in ne samo preko 
GPS-a. Do samega posega v pravico do spoštovanja zasebnega življenja (prvi 
odstavek 8. člena) naj bi po mnenju sodišča prišlo takrat, ko so kriminalisti 
sistematično zbirali podatke o njegovem gibanju na javnem prostoru zato, da so 
določili obseg gibanja in izvedli nadaljnja preiskovalna dejanja, vendar pa sodišče po 
proučitvi zadeve zaključi, da je bil ukrep uporabe GPS-naprave sorazmeren z 
varovanimi interesi, kot sta državna in javna varnost, preprečitev zločina, in da se 
zavarujejo pravice drugih ljudi505, zato do kršitve 8. člena ni prišlo. Sodišče poda še 
eno pomembno spoznanje, in sicer da mora zakonodajalec vedno upoštevati dejstvo, 
da je potrebno v zakon vgraditi  varovala, ki zadovoljivo ščitijo osnovne človekove 
pravice ter zasebnost slehernega posameznika, ob tem pa preprečujejo neupravičene 
posege s strani državnih organov. 
 
3. Dostop do podatkov, ki jih državni organi hranijo o svojih državljanih, je zaradi 
interesov državne varnosti in drugih varnostnih razlogov omejen. Ena od pravic je 
povezana z dostopom do teh podatkov. V primeru Turek vs. Slovakia506 je Evropsko 
sodišče presojalo ali je šlo za kršitev pravice do zasebnosti s tem, ko pritožnik g. Ivan 
Turk v procesu dokazovanja, da v času režimske tajne češkoslovaške politične policije 
StB ni bil ovaduh in ni sodeloval z njimi, da bi dokazal svojo resnico, na domačih 
sodiščih ni imel možnosti enakopravnega pridobivanja dokumentov v državnih organih, 
                                          
502 Zvezno sodišče je o postopku dokončno odločilo leta 1994 in ugotovilo, da ni bilo izvedeno nobeno kaznivo 
dejanje.  
503 Glej sodbo ESČP, Uzun vs. Germany, z dne 2. 9. 2010. V zvezi s tem glej podoben primer Leander vs. 
Sweden, z dne 26. 3. 1987. 
504 Bernhard Uzun naj bi sodeloval pri pripravah na bombne napade v neki teroristični celici. 
505 Pomembna je še ena ugotovitev sodišča, in sicer, da je tajna uporaba sledilnih naprav manj vsiljiva metoda 
nadzora, s katero ni mogoče zagotavljati stalnega, neprekinjenega nadzora oseb, prav tako pa razkriva 
manj informacij o posameznikovem vedenju, mišljenju in čustvih ter tako manj posega v zasebnost 
posameznika.  
506 Glej sodbo ESČP, Turek vs. Slovakia, z dne 14. 2. 2006. 
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ki so take dokumente hranili. Sodišče je ugotovilo, da je prišlo do kršitve 8. člena 
Konvencije, saj nova slovaška zakonodaja glede na sporni zakon507 ni zadovoljivo 
predpisala postopkov, upravičencem pa je naložila nesorazmerno zahtevo, s katero 
glede na novo zakonodajo niso mogli pridobiti potrebnih podatkov in dokumentov za 
dokazovanje dejstev v postopku. Zaradi tega posamezniku ni bila dana možnost 
uresničevanja enakopravnega in učinkovitega varstva pravice do spoštovanja 
njegovega zasebnega življenja. 
 
4. Na drugi strani še srečamo tudi s t.i. pozitivno obveznostjo, kjer mora država v svoji 
nacionalni zakonodaji, ki mora biti usklajena z evropskimi standardi, ustrezno 
predpisati ukrepe na področju varovanja osebnih podatkov zato, da zagotovi ustrezno 
kazenskopravno varstvo zasebnosti ter človekovih pravic in svoboščin. Za sodobno 
teorijo varstva zasebnosti je tako zanimiva sodba K.U. vs. Finland508. V tem primeru 
je neznanec na spletnem portalu za zmenke objavil fotografijo fanta skupaj z 
njegovimi osebnimi podatki, a brez njegovega védenja. Ker v postopku preiskave tega 
dejanja  niti s strani ponudnika internetnih storitev509 niti na sodišču prve stopnje510 ni 
bilo mogoče pridobiti podatka o storilcu, je bila vložena tožba na ESČP, ki je zavzelo 
stališče, da mora država z zakonom (predvsem v kazenskem delu511) zagotoviti 
ustrezno varstvo posameznika pred posegom v njegovo pravico do zasebnega in 
družinskega življenja tudi zato, da se zavarujejo pravice in svoboščine drugih ljudi – 
t.i. pozitivna obveznost, ne glede na sodobne oblike medija. Ker pa so kriminalna 
dejanja preko interneta v porastu (pedofilija, trgovina z belim blagom ipd.) Sodišče 
vse države poziva, da glede na določbo 8. člena Konvencije na tem področju 
zakonodajo dopolnijo tudi z možnostjo kazenskega pregona zoper storilce tovrstnih 
kaznivih dejanj, poleg tega pa otrokom in drugim ranljivim skupinam posameznikov 
zagotovijo več zaščite s strani države pred takimi posegi v njihovo zasebno življenje. 
 
5. Podobno priporočilo je dalo Evropsko sodišče državam tudi v primeru M.C. vs. 
Bulgaria512, kjer naj bi prišlo do posilstva mladoletnice513. Po ugotovitvenem 
postopku sodišče poudarja, da morajo države pogodbenice glede na sprejeto 
                                          
507 Tu se nanaša na češkoslovaški Zakon o lustraciji iz leta 1991. Kot razloge za kršitev pravice do spoštovanja 
njegovega zasebnega življenja je navedel nadaljnji obstoj evidenc, kjer je zapisano njegovo ime ter 
neizdajo varnostnega dovoljenja, zaradi katere je moral glede na zakon o lustraciji zapustiti službo. 
508 Glej sodbo ESČP K.U. vs. Finland, z dne 2. 12. 2008. Podobno v zvezi s tem primerom glej tudi Airey vs. 
Ireland, z dne 9. 10. 1979. 
509 V domači zakonodaji takrat ni bilo izrecne določbe, s katero bi lahko "klevetanje" šteli kot kaznivo dejanje. 
510 Starši fanta so želeli začeti kazenski pregon zoper storilca tega kaznivega dejanja, a podatka pri ponudniku 
internetnih storitev in niti na sodišču niso mogli pridobiti. 
511 Glede te pripombe glej tudi sodbo v zadevi X & Y vs. Netherlands, kjer je bila ugotovljena kršitev 8. člena 
Konvencije, in sicer je Sodišče prepoznalo neopredeljeno in slabo kaznovalno politiko v zakonodaji, ki bi 
morala sankcionirati posilstvo mladoletnih oseb na Nizozemskem. 
512 Glej sodbo ESČP, M.C. vs. Bulgaria, z dne 4. 12. 2003.  
513 Pritožnica se je v pritožbi sklicevala tudi na stanje, da bolgarska zakonodaja ne zagotavlja učinkovitega 
pravnega varstva v primeru posilstev in spolnih zlorab žensk, ter da policija ni zadovoljivo preiskala vseh 
okoliščin primera. 
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Konvencijo državljanom zagotavljati vse pravice in svoboščine ter sprejeti zakonodajo, 
kjer se bodo učinkovito izvajali kaznovalni ukrepi zoper posameznike in ustanove, ki 
ogrožajo in posegajo v človekovo fizično integriteto (gre za inkriminacijo posilstva brez 
fizičnega odpora s strani žrtve514). Pri tem je ponovno posebej poudarilo varstvo otrok 
in drugih ranljivih skupin posameznikov, ki morajo imeti pravico do učinkovitejšega 
varstva njihovih pravic515. Sodišče ugotavlja, da se zaradi kulturnih in drugih razlogov 
zakonodaja spreminja, ker je v zakonodaji opazen trend opuščanja strogih 
formalističnih opredelitev in interpretacij za kršitve516, tu pa ugotovi, da je bila tudi 
bolgarska zakonodaja glede opredelitve posilstva v neskladju in nejasna. Prav tako 
organi pregona niso v ustrezni meri raziskali vseh okoliščin primera517, saj niso ocenili 
verodostojnosti nasprotujočih si izjav prič, premalo pozornosti so namenili posledicam 
in psihološkim faktorjem zlorabljene mladoletne osebe, preiskave pa niso izpeljali v 
strnjenem obsegu, kot to določa praksa kazenskega pregona518. ESČP tako povzame, 
da tožena država glede na načelo t.i. pozitivne obveznosti ni izpeljala vseh ukrepov, 
kot to opredeljujejo sodobni standardi mednarodnega prava glede kaznovanja delikta 
posilstva ali spolne zlorabe519, zato je ugotovilo kršitev 3. in 8. člena Konvencije. 
 
Povzetek obravnavanih primerov: 
 
Evropsko sodišče za človekove pravice je skozi desetletja ustvarilo pomembno pravno 
prakso, ki na nek način regulira tudi družbene odnose znotraj držav članic Sveta Evrope. 
Varstvo človekovih pravic in temeljnih svoboščin ter njene izpeljanke v obliki številnih 
posegov v pravice posameznika doživljajo stalen razcvet. Ne glede na stanje, v kakršnem 
je živela Evropa od 60. let prejšnjega stoletja naprej, so se posegi v zasebnost 
posameznika ves čas nadgrajevali. Tako takrat kot tudi danes smo priča številnim 
posegom oblasti in tudi posameznikov v našo zasebnost, le da se ta počasi "legalizira" in 
postaja vse bolj moderna520. 
 
V prvih treh opisanih primerih t.i. negativne obveznosti ugotovimo, da so arbitrarni 
posegi, povzročeni s strani javnih oblasti (neposredno s strani javnih uslužbencev), 
                                          
514 Sodišče poziva države k izvajanju reform zakonodaje, kjer so se države Sveta Evrope, prek Odbora 
ministrov strinjale, da je potrebno zagotoviti kaznovanje storilcev tudi v primerih, ko žrtev ne soglaša s 
spolnim aktom, kljub temu, da se temu ne upira - točka 101, ESČP pa bo uresničevanje te določbe 
spremljalo v zakonodaji držav podpisnic, na podlagi prihodnjih primerov - točka 167. 
515 V zvezi s tem glej točko 149 in 150 omenjene sodbe. 
516 Sodišče ugotavlja, da se pojmovanje posilstva z opredelitvijo - poseg s fizično silo - v zakonodaji opušča, 
oziroma so za to kaznivo dejanje v številnih državah uporabljeni različni izrazi, ki opredeljujejo tak poseg 
(npr. angl. "coercion", "violence", "duress", "threat", "ruse", "surprise"). 
517 Smiselno glej tudi sodbo Moldovan in ostali vs. Romania, z dne 12. 7. 2005. 
518 Sodnik Tulkens poda v tej sodbi pritrdilno mnenje, kjer poudari, da mora država pri obravnavi kazenskih 
deliktov, določbe kazenskega prava izvajati v celoti in dosledno. 
519 Angl. "Effective protection against rape and sexual abuse requires measures of a criminal-law nature" - 
točka 186 sodbe. 
520 Gre za navidezno spremljanje našega gibanja preko omrežja GSM, preko GPS navigacijskih naprav, preko 
spletnih vmesnikov ipd. 
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izvajani v interesu varnostnih ukrepov, kot jih predpisuje država z zakonom. Vendar je, 
kot izhaja iz obravnavanih primerov, tudi M.C. vs. Bulgaria, težava na eni strani v 
razumevanju kompleksnosti, premajhni definiranosti in usklajenosti nacionalne 
zakonodaje,  izvajanju postopkovnih pravil in predvsem v poznavanju prednosti, ki jo ima 
pred državo in njeno notranjo ureditvijo življenje vsakega posameznika. Tu se srečamo s 
kolizijo interesov, ki so si edini v enem. Realna in jasna zakonodaja ter nepoznavanje 
njenih meja, lahko povzroči škodljive posledice tako posamezniku kot državnemu organu.  
Ker ne živimo več v bipolarnem svetu, si posameznik danes tudi več dovoli (npr. v državah 
srednje in vzhodno evropskih držav). Vendar se ob tem obseg pooblastil in njihove 
prekoračitve, ki jih izvršujejo organi državne oblasti, ni zmanjšal. Tako lahko zaradi 
modernih oblik kriminala in varovanja človekovih pravic in temeljnih svoboščin drugih ljudi 
(omejitev zaradi pravic drugih), državni organi glede na interese zakonito posegajo v 
zasebnost posameznika. Temeljna pravna vprašanja, ki se presojajo v okviru sodišč, so 
načelo zakonitosti, sorazmernosti in javnega interesa. V vseh navedenih primerih, ki jih je 
obravnavalo omenjeno sodišče, ugotovimo, da je prva presoja vezana na konsistentnost 
in jasnost zakonodaje, kjer je problematika uporabe kakovostne zakonodaje pogostokrat 
največji problem tako starih kot mladih demokratičnih držav, s tem da bi se morala ta 
nanašati izključno na t.i. pozitivno obveznost, katere cilj je ravno varovanje posameznika 
in spoštovanja njegovega svobodnega življenja521. Sorazmernost ukrepov javnih oblasti pri 
poseganju v človekove pravice je pretirana in ni sorazmerna z izvedbo potrebnega ukrepa, 
kar je mogoče prepoznati v dejstvu, da je poznavanje prava in sodne prakse nezadostno, 
s čimer je mogoče z lahkoto preseči in prekršiti pravice posameznika. Odgovornost za 
prekomernost izvajanja ukrepov (npr. daljša časovna hramba podatkov od zakonsko 
določene, netaktnost, preseganje uradnih pooblastil ipd.) so dejanja, ki povzročijo 
takojšno uzurpacijo varstva človekovih pravic. Zaščito zanje je mogoče najti v stalnem 
ozaveščanju in usposabljanju javnih uslužbencev, kjer bodo prepoznavali učinkovito 
varstvo priznanih pravic. Javni interes zasleduje višje cilje, kot je le cilj delovanja 
posameznika. Zagotovo je ohranitev različnih oblik varnosti ljudi v prednosti pred 
posameznikom, ki želi izvršiti dejanje, s katerim bi se omejila pravica drugih, zato se z 
javnim interesom, v imenu državne ali javne varnosti, pred škodljivimi vplivi (nered, 
zločin, ogrožanje zdravja in življenja ter omejitev pravic drugih ljudi), ki jih lahko povzroči 
posameznik ali skupina ljudi, ščiti množica oseb. 
 
Sodbe ESČP dajejo pomembne napotke in družbene usmeritve za prihodnje varstvo 
človekovih pravic in temeljnih svoboščin. Njihov vpliv je predvsem ekstranacionalen. 
Sankcija zoper državo, ki je kršila določbe Konvencije, odmeva tako znotraj države kot 
tudi v drugih državah in predstavlja pomembno upravno, sodno in pravno prakso s ciljem 
odprave procesnih anomalij, ki jih je v sodnih postopkih ugotovilo nacionalno sodišče, na 
najvišji ravni pa Evropsko. Na drugi strani povzročajo rešitve in predlogi Sodišča pri 
zainteresirani pravni javnosti razmišljanja, katere ukrepe je potrebno sprejeti za 
                                          
521 Pri tem ne gre pozabiti, da mora biti zakonodaja dovolj jasna in dati državljanom predvidljive ter jasne 
okvire, po katerih se morajo ravnati, saj podležejo v primeru kršitev, ukrepom in sankcijam organov 
pregona. 
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modifikacijo aktivne zakonodaje v domačem pravu, ki se uresničuje nato v nacionalni 
državi. T.i. "Checks & Balances" v razmerju država – ESČP lahko izjemno pripomore k 
izgradnji sodobnih konceptov varovanja človekovih pravic in temeljnih svoboščin v družbi 
ter vsaj na načelni ravni omogoči varstvo skupinam, ki so postale v sodobnem času bolj 
ogrožene, ker ne morejo v enaki obliki poskrbeti za svoje varstvo in zaščito kot ostali in 
vzpostavlja sistem medsebojne mednarodne kontrole v primeru istovrstnih kršitev. Naloga 
države je torej dvojna – v pozitivni in negativni obveznosti po zaščiti teh pravic. Kljub 
temu da beleži statistika ESČP kršitev 8. člena Konvencije šele na 14. mestu522, spoznamo, 
da je pravica do spoštovanja zasebnega in družinskega življenja varovana pravica, ki ji 
tako ESČP kot države namenjajo posebno pozornost. 
 
Izpostaviti želim še eno premiso, ki je povezana z definicijo "nujnosti v demokratični 
družbi". Pojem demokratičnosti je lahko od države do države različno razumljen, čeprav se 
vse članice znotraj okvira EKČP, zavežejo k varovanju in spoštovanju pravice do 
zasebnega in družinskega življenja posameznika znotraj skupnosti in nevmešavanja javne 
oblasti v to pravico. Iz Letnega poročila ESČP je v obdobju od leta 1959 do 2010, kot ga 
izkazuje grafikon št. 1, opaziti, da je število kršitev tako med starimi kot novimi 
demokracijami sorazmerno enakovredno razporejeno. Nujnost v demokratični družbi daje 
posamezniku garancijo pred samovoljnimi posegi in vmešavanjem oblasti v izvrševanje 
pravice do zasebnosti posameznika, ki sicer temeljijo na zakonu, ugotavlja Lampe (2004b, 
str. 397). Tako lahko v negativno formulacijo demokratičnosti vključimo vse oblike 
samovoljnih, nedovoljenih, nezakonitih posegov javne oblasti, katerih namen ni izvršitev 
legitimnega, na zakonu temelječega ukrepa, ampak protipravnost in s tem zavesten poseg 
ter kršenje posameznikove svobode do zasebnosti. 
 
Grafikon 1: Število kršitev 8. člena EKČP od leta 1959 do 2011 
 
Vir: European Court of Human Rights – Annual Report (2011, str. 160-161) 
 
Graf prikazuje skupno število kršitev 8. člena Konvencije, od leta 1959 do 2010, v državah 
podpisnicah Konvencije, ki jih je obravnavalo ESČP. Poročilo ne ločuje med prvim in 
                                          
522 Glej podatek v poročilu European Court of Human Rights – Annual Report 2010. 
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drugim odstavkom osmega člena v smislu posega v pravico posameznika do spoštovanja 
njegovega zasebnega življenja in vzroka posega v to pravico s strani organa javne oblasti. 
 
3.3 DOVOLJENO RAZKRIVANJE ZAUPNOSTI ZARADI JAVNEGA 
INTERESA 
 
Sodobne demokracije težijo k temu, da je njihovo delovanje legitimno, zakonito in 
transparentno. Vsekakor si je mogoče razlagati te pojme preko spektra različnih 
optikonov. Z dovoljenim razkrivanjem zaupnosti zaradi javnega interesa, opredeljujem 
aktivnosti posameznikov, ki z namenom, da zaščitijo širši javni interes523, drugim osebam 
ali javnosti razkrijejo stanja varovanih zaupnih podatkov, ki so v kazenski zakonodaji 
opredeljeni kot kaznivo dejanje (so inkriminirane), pri tem pa tvegajo identifikacijo lastne 
osebnosti in prevzemajo nase odgovornost za morebitne posledice razkritij. Viri 
razkrivanja so pogosto posamezniki, ki imajo tak položaj, da lahko dostopajo in se 
seznanijo s podatki, pri tem pa imajo visoko osebno moralo, da ob odkritih nepravilnostih 
ne molčijo, ampak jih javno razkrijejo v prepričanju, da so tako dejanje storili zaradi 
splošne koristi ter ob zavedanju, da jih domača zakonodaja zaradi tega dejanja ne bo 
kazensko preganjala, ampak jim bo to napako celo odpustila. 
 
Ni mogoče enostavno povzeti, da povzroči vsako inkriminirano dejanje zgolj škodljivo, 
negativno posledico in s tem tudi kaznivo dejanje. Razkrinkanje kriminalne združbe, ki 
pripravlja teroristični napad in s tem osebe, ki informacijo o tem razkrije, ima neprimerno 
večjo korist za družbeno skupnost, kot sama izvedba dejanja, ki je škodljiva za množico 
ljudi524. Podobno lahko povzamem tudi primere izpostavljenih virusnih pandemskih 
bakterij, ki nenadzorovano uhajajo iz laboratorijev, kjer bi vsi zaposleni v instituciji o tem 
molčali, posledice za družbo kot celoto pa bi bile lahko pogubne. Spomnimo se pogostih 
poročanj o bakteriji legionele na Onkološkem inštitutu v Ljubljani525, v Univerzitetnem 
kliničnem centru v Mariboru526, v hotelu Alpina v Kranjski Gori527 ali pa o španski bakteriji 
E.coli528, ki je v pošiljki na kumaricah leta 2011 ogrožala nemške potrošnike, o novi gripi529 
                                          
523 Sem štejem kvalificiran interes, kot je npr.: ogrožanje in poseg v zasebno življenje in telo posameznika, 
varovanje zdravja ali osebne varnosti posameznika, varovanje pred zločinom, neredom, moralo ter drugimi 
škodljivimi nevarnostmi, da se zavarujejo pravice in svoboščine drugih ljudi ter varnost in ekonomska 
blaginja države. 
524 V zvezi s tem glej smiselno sodbo ESČP, Uzun vs. Germany. 
525 Dostopno 28. 5. 2011 na: www.24ur.com, pod naslovom: Legionela na onkološkem inštitutu, z dne 14. 12. 
2009 in na: www.dnevnik.si, pod naslovom: Legionela na pediatrični kliniki, z dne 24. 7. 2009. 
526 Dostopno 28. 5. 2011 na: www.rtvslo.si, pod naslovom: Legionela v UKC-ju Maribor, z dne 4. 8. 2008. 
527 Dostopno 28. 5. 2011 na: www.dnevnik.si, pod naslovom: Legionela v kranjskogorskem hotelu Alpina, z 
dne 12. 5. 2010. V tem primeru je ena oseba tudi umrla. 
528 Dostopno 11. 6. 2011 na: www.24ur.com/novice, pod naslovom: So bakterijo vendarle prinesle kumare? 
ali pa www.dnevnik.si, pod naslovom: Španske kumare niso krive: Laboratorijski testi dokazali, da niso 
vzrok okužb z Ehec. 
529 Prašičja ali nova gripa je povzročena z virusom gripe tipa A (sev H1N1), ki se nanaša na obolenje dihal. 
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pa o ptičji gripi in podobno. Posledice ogrožanja zdravja in varnosti ljudi bi lahko bile še 
hujše, če javnost o tem sploh ne bi bila obveščena in seznanjena530. 
 
3.3.1 KAKO JE DOVOLJENO RAZKRIVANJE ZAUPNOSTI ZARADI JAVNEGA 
INTERESA UREJENO V SLOVENIJI? 
 
Pri nas poznamo le peščico zakonov, ki a priori favorizirajo razkrivanje zaupnih podatkov 
in informacij, pri tem pa zasledujejo upravičen interes, da jih javnost izve (t.i. prevladujoč 
javni interes531), ob njihovem razkritju pa storilcem slovenska kazenska zakonodaja 
omogoča odpustek532 v primeru kazenskega pregona. 
 
Kazenski zakonik (KZ-1)533 je primer zakona, ki v Sloveniji zaradi javnega interesa ne 
sankcionira dejanja razkritja zaupnih podatkov in informacij, ki jih oseba izve pri 
opravljanju svojega poklica. Ta v drugem odstavku 142. člena določa: 
− da se za dejanje neupravičene izdaje poklicne skrivnosti, za katero izve oseba pri 
opravljanju svojega poklica, le-te ne kaznuje, če izda skrivnost zaradi splošne koristi 
ali upravičenega interesa javnosti ali zaradi koristi drugega, in če je ta korist večja 
kakor ohranitev skrivnosti ali če je z zakonom določena odveza dolžnosti varovanja 
skrivnosti. 
− Določbe KZ-1 od 158. do 162. člena in 167. člen omogočajo sodišču, da storilcu 
kaznivega dejanja za razžalitev, obrekovanje, žaljivo obdolžitev, opravljanje, preklic 
                                          
530 Glej npr. tudi sodbo ESČP, Hertel vs. Switzerland, z dne 25. 8. 1998, kjer je švicarski znanstvenik Hans 
Ulrich Hertel leta 1992 objavil članek, da je hrana pripravljena v mikrovalovni pečici nevarna za zdravje, saj 
prihaja z zaužitjem do sprememb v krvi, kar predstavlja začetek rakotvornega procesa. To ugotovitev je 
izpodbijalo švicarsko združenje proizvajalcev in dobaviteljev električnih gospodinjskih aparatov. ESČP je 
presodilo, da je v tem primeru prišlo do kršitve 10. člena Konvencije (vsakdo ima pravico do svobodnega 
izražanja, mišljenja, sprejemanja in sporočanja obvestil brez vmešavanja javne oblasti), saj ukrep, da so 
švicarska sodišča v sodnem postopku pritožniku prepovedala nadaljnje objave informacij o uporabi 
mikrovalovnih pečic v gospodinjstvu, ni bil nujen v demokratični družbi, katerega je zasledoval legitimen 
cilj, in sicer varstvo pravic (zdravje) drugih. 
531 Izraz "javni interes" je težko razložljiv, pomeni pa tisto, kar služi različnim interesom javnosti. Gre za 
odločitev, kateri interes naj prevlada. Tu povzame zanimiv primer Zajčeva (Franklin, 2005 v: Zajc, 2007, 
str. 15), ko navede, da v primeru zdravstvenih kartotek obstaja javni interes, da so ti zaupni, a v določenih 
situacijah, lahko novinarji take zaupne podatke objavijo, tudi brez privolitve posameznika, na katerega se 
nanašajo. Tudi pri testiranju javnega interesa v upravnem organu se odloča, ali bo neka vsebina javnosti 
bolj zadoščena z razkritjem ali omejevanjem informacije. Test javnega interesa je oblika presoje, ki se jo 
uporablja premišljeno (gre za izjemo od izjem), ki pripomore k razumevanju vsebin, ki so pomembne za 
širšo javnost. S testom javnega interesa se v upravnem ali sodnem postopku pretehta, ali pravica širše 
javnosti vedeti prevladuje nad drugimi pravicami, to je izjemami, ki določa omejitve glede dostopa do 
nekaterih podatkov (ugotoviti je potrebno katera pravica prevlada v demokratični družbi). Z razkritji v 
javnem interesu, se lahko odkrivajo nepravilnosti, ki se dogajajo znotraj javnega sektorja, s preglednostjo 
pa se zmanjšuje možnost sprejemanja neodgovornih odločitev, povečuje prispevek k bolj premišljenim in 
odgovornim odločitvam, s čimer se povečuje tudi zaupanje javnosti v državne organe. Pretehtati je 
potrebno tako negativne kot pozitivne učinke razkritja informacij, pri tem pa upoštevati tudi človekove 
pravice in temeljne svoboščine. 
532 Tu je poznan izraz omilitve (glej 50. člen KZ-1) ali pa odpustitve kazni (glej 52. člen KZ-1). 
533 Glej Kazenski zakonik (KZ-1), Ur. list RS, št. 55/08. 
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tistega, kar je trdil ali raznašal, in v primeru opravičila oškodovancu glede 
nedostojnega ali surovega ravnanja, kazen odpusti. Kot primer navajam peti odstavek 
161. člena, ki določa da se osebe, ki dokaže resničnost svojih trditev in je imela 
utemeljen razlog verjeti v resničnost svojih trditev, če gre za stanja iz osebnega ali 
družinskega življenja drugega, pri opravljanju uradne dolžnosti, politične ali druge 
družbene dejavnosti in pri obrambi kakšne pravice ali varstvu upravičene koristi, ne 
kaznuje. 
− Po tretjem odstavku 280. člena se osebe, ki ve, da se pripravlja kaznivo dejanje, pa 
tega ne naznani, ko bi se ga še dalo preprečiti oziroma ne naznani, da je bilo dejanje 
poskušeno ali dokončano, ne kaznuje, če je storilec zakonec, oseba, s katero živi v 
zunajzakonski skupnosti ali registrirani istospolni partnerski skupnosti, krvni sorodnik v 
ravni vrsti, brat ali sestra, posvojitelj ali posvojenec534. 
− Tretji odstavek 294. člena omogoča (podobno tudi 105. člen), da se storilcu kaznivega 
dejanja, ki ustanovi, vodi ali sodeluje v hudodelski združbi in ima namen storiti kaznivo 
dejanje, kazen omili, če prepreči nadaljnje opravljanje teh dejanj, pravočasno naznani 
ali razkrije podatke, ki so pomembni za preiskovanje in dokazovanje že storjenih 
kaznivih dejanj. 
− Oprostitve so oproščeni tudi drugi delikti, ki imajo za posledico, da je poskušal storilec 
prostovoljno odstopiti od storitve kaznivega dejanja (36. člen), če napeljevalec ali 
pomagač prostovoljno prepreči kaznivo dejanje (40. člen) in če storilec kaznivo 
dejanje naznani še preden je bilo odkrito ali je izvedel, da je bilo odkrito (glej 242., 
262. in 264. člen). 
 
Zaradi širšega javnega interesa je mogoče tajni podatek razkriti, za kar ni predvidene 
sankcije. Interes mora biti upravičen in imeti podlago v zakonu: 
 
Zakon o tajnih podatkih (ZTP-UPB2)535 
− v 21.a členu določa, da lahko predstojnik organa predlaga Vladi Republike Slovenije, 
kadar obstaja upravičen prevladujoč javni interes za razkritje tajnega podatka glede 
na določbe zakona o dostopu do informacij javnega značaja odloči o upravičenosti 
dostopa do podatka stopnje Interno in Zaupno536. 
                                          
534 Če se katera od navedenih oseb, ne kaznuje zaradi opustitve ovadbe, se za opustitev ovadbe ne kaznuje 
niti njen zakonec ali oseba, s katero živi v zunajzakonski skupnosti niti partner iz registrirane istospolne 
partnerske skupnosti. Smiselno v zvezi s tem glej tudi tretji odstavek 281. člena, kjer gre za primer, da kdo 
ve za storilca kaznivega dejanja, ali samo ve, da je bilo tako dejanje storjeno, pa tega ne naznani in četrti 
odstavek 282. člena, kjer se oprosti kaznovanja iste osebe, kadar skrivajo storilca kaznivega dejanja in mu 
pri skrivanju pomagajo. 
535 Glej Zakon o tajnih podatkih (ZTP-UPB2), Ur. list RS, št. 50/06. 
536 Glej prvo alinejo drugega odstavka 6. člena Zakona o dostopu do informacij javnega značaja (ZDIJZ-
UPB2), Ur. list RS, št. 51/06.  Šesti člen ZTP določa, da v kolikor je bila podatku tajnost določena zato, da bi 
se prikrilo kakšno storjeno kaznivo dejanje, prekoračitev ali zloraba pooblastil, ali drugo nezakonito dejanje, 
ta ni tajen. Take določbe tako ni mogoče izpodbijati v negativni funkciji, ki jo nakazuje 19. člen, ki pravi, da 
državni organ ni dolžan ne potrditi in ne zanikati obstoja tajnega podatka, če bi imelo to škodljive posledice 
za interese ali varnost države; med tem, ko je mogoče s pozitivno funkcijo v 21. členu, ugotoviti, da lahko 
upravičeni prejemnik tajnega podatka, predlaga pooblaščeni osebi preklic ali spremembo tajnosti, če meni, 
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Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA)537  
− v členu 66. omogoči, da o izjemnem skrajšanju roka nedosegljivosti javnega 
arhivskega gradiva zaupne narave538 pod določenimi pogoji Vlada Republike Slovenije 
na predlog uporabnika gradiva in mnenja arhivske komisije odloči, če je uporaba 
takega gradiva potrebna za dosego predvidenega znanstvenega cilja ter javni interes 
prevladuje nad interesi, ki jih je treba varovati glede varstva osebnega in družinskega 
življenja posameznikov. 
 
Razkrivanje zaupnosti je na podlagi zakonske obveznosti dovoljeno tudi dejavnostim in 
osebam, kjer se opravlja zasebna gospodarska dejavnost, kot primer navajam: 
 
Zakon o detektivski dejavnosti (ZDD-1)539, 
− ki v šestem odstavku 33. člena določa, da mora detektiv informacije in podatke, ki jih 
je za stranko zbral, uporabljati za namen, za katerega jih je pridobil, varovati v skladu 
s predpisi in jih ne sme posredovati tretjim osebam. V primeru, da pri svojem delu 
detektiv odkrije podatek o storitvi kaznivega dejanja, ki se preganja po uradni 
dolžnosti, je dolžan tako informacijo (ovadbo) nemudoma podati organom pregona540. 
 
Sankcij za razkrivanje zaupnih podatkov in informacij (npr. osebnih podatkov) zaradi 
koristi javnega interesa v nekaterih zakonsko določenih primernih upravni organi oziroma 
javni uslužbenci niso deležni. 
 
Zakon o varstvu osebnih podatkov (ZVOP-1-UPB1)541 
− v 13. členu opredeli, da se občutljivi osebni podatki lahko obdelujejo v primeru, kadar 
je obdelava nujna za varovanje življenja ali telesa posameznika ali drugih oseb, in sam 
fizično ali poslovno ni sposoben dati privolitve (3. točka), če posameznik občutljive 
osebne podatke javno objavi brez izrecnega namena, da bi drugim osebam omejil 
vpogled in obdelav (5. točka), in kadar poseben zakon to določa zaradi izvrševanja 




                                                                                                                               
da tajnost podatka ni ustrezno določena ali utemeljena, o čemer mora pooblaščena oseba tak predlog 
obravnavati, svojo odločitev pa sporočiti predlagatelju. 
537 Glej Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA), Ur. list RS, št. 30/06. 
538 Gre za javno arhivsko gradivo, ki postane dosegljivo po 40. letih in vsebuje podatke, ki se nanašajo na 
državno in javno varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države ter 
njene gospodarske interese ter poslovne in davčne skrivnosti in gradivo, ki vsebuje občutljive osebne 
podatke in postane dosegljivo po 75 letih od nastanka ali 10 let od smrti osebe (kot so podatki o rasnem, 
narodnem ali narodnostnem poreklu, političnem, verskem ali filozofskem prepričanju, članstvu v politični 
stranki in sindikatu, zdravstvenem stanju, spolnem življenju, vpisu ali izbrisu v ali iz kazenske evidence, 
biometrične značilnosti itd.). 
539 Glej Zakon o detektivski dejavnosti (ZDD-1), Ur. list RS, št. 17/11. 
540 Smiselno glej tudi 58. člen Zakona o zasebnem varovanju (ZZasV-1), Ur. list RS, št. 17/11. 
541 Glej Zakon o varstvu osebnih podatkov (ZVOP-1-UPB1), Ur. list RS, št. 94/07. 
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Zakon o davčnem postopku (ZDavP-2-UPB4)542 
− v drugem odstavku 18. člena določa, da lahko davčni organ543 celovito razkrije 
podatke, ki so davčna tajnost javnosti, če jih je zavezanec za davek v medijih sam 
nepopolno oziroma enostransko razkril. 
 
Zakon o splošnem upravnem postopku (ZUP-UPB2) (npr. člen 155., 156., 183.) 
− v 183. členu določa, da sme priča odreči pričanje544, če bi z odgovorom v hudo 
sramoto, občutno premoženjsko škodo ali pa v kazenski pregon spravila sebe, svojega 
krvnega sorodnika v ravni vrsti ali v stranski vrsti do vštetega tretjega kolena, 
zakonca, osebo, s katero živi v izvenzakonski skupnosti, ali sorodnika po svaštvu do 
vštetega drugega kolena, svojega skrbnika ali oskrbovanca, posvojitelja ali 
posvojenca, če bi prekršila dolžnost varovati zaupano poslovno, poklicno ali drugo 
tajnost, ki jo je na primer zvedela pri opravljanju poklica, dokler se je ne odveže 
dolžnosti in v drugih primerih, če za to navede tehtne razloge545. 
 
Dovoljeno razkrivanje zaupnosti zaradi javnega interesa je klavzula, namenjena varovanju 
oseb, ki so prebrale, videle ali slišale informacijo, razglasile pa so jo zaradi splošne koristi, 
oziroma javnega interesa. Tako eksaktno določbo vsebuje novejši Kazenski zakonik (KZ-
1), ki v drugem odstavku 142. člena določa, da se tistega, ki izda skrivnost, za katero je 
izvedel kot zagovornik, odvetnik, zdravnik, duhovnik, socialni delavec, psiholog ali kot 
druga oseba pri opravljanju poklica, ne kaznuje, če skrivnost izda zaradi splošne koristi ali 
upravičenega interesa javnosti ali zaradi koristi koga drugega, če je ta korist večja kakor 
ohranitev skrivnosti ali če je z zakonom določena odveza dolžnosti varovanja skrivnosti. 
 
Podobno klavzulo za poklicno, uradno in vojaško tajnost je urejal tudi prejšnji Kazenski 
zakonik (KZ-UPB1)546, ki je: 
− v drugem odstavku 153. člena določal, da se izdaja zaradi splošne koristi ali zaradi 
koristi koga drugega, če je ta korist večja kakor ohranitev skrivnosti in jo nekdo 
izvedel kot zagovornik, odvetnik, zdravnik, duhovnik, socialni delavec, psiholog ali kot 
kakšna druga oseba pri opravljanju svojega poklica, ne kaznuje; 
− v petem odstavku 266. člena določal, da se ne kaznuje, kdor neupravičeno uporabi 
uradno tajnost ali na protipraven način pride do podatkov, ki se varujejo kot uradna 
tajnost, njena vsebina pa je v nasprotju z ustavnim redom Republike Slovenije, in jih  
posreduje za objavo ali objavi brez dovoljenja z namenom, da javnosti razkrije 
                                          
542 Glej Zakon o davčnem postopku (ZDavP-2-UPB4), Ur. list RS, št. 13/11. 
543 Davčni organ so: Ministrstvo za finance RS, Davčna uprava RS, Carinska uprava RS in drugi državni organi, 
kadar v davčnih in drugih stvareh odločajo o davkih (glej 11. člen ZDavP-2-UPB4). 
544 Za krivo izpovedbo nosijo priče, izvedenci, cenilci, prevajalci ali tolmači v postopkih pred sodiščem, o 
prekršku, pri parlamentarni preiskavi, pri ugotavljanju kršitev delovnih obveznosti ali delovne discipline, v 
disciplinskem ali upravnem postopku, posledice kazenske odgovornosti iz 284. člena KZ-1. 
545 Smiselno temu členu glej tudi člene od 235 do 237, Zakona o kazenskem postopku (ZKP-UPB4), Ur. list RS, 
št. 32/07. 
546 Glej Kazenski zakonik (KZ-UPB1), Ur. list RS, št. 95/04. 
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nepravilnosti pri organiziranju, delovanju in vodenju službe, če objava za državo nima 
škodljivih posledic; 
− v petem odstavku 282. člena določal, da se ne kaznuje, kdor na protipraven način 
pridobi podatke, za katere ve, da se varujejo kot vojaška tajnost, katere vsebina je v 
nasprotju z ustavnim redom Republike Slovenije in jih posreduje za objavo ali brez 
dovoljenja javno objavi z namenom, da javnosti razkrije nepravilnosti pri 
organiziranju, delovanju in vodenju obrambnih sil in njihovih priprav za obrambo 
države, če objava za državo nima škodljivih posledic. 
 
Vidik ureditve dovoljenega razkrivanja zaupnosti zaradi javnega interesa kot 
velja v Sloveniji 
 
Hitri pregled veljavnih zakonskih rešitev pokaže, da je pri nas na načelni ravni sicer (zakon 
uporabi izraz "izda") poklicne skrivnosti, katere izve oseba pri opravljanju svojega dela in 
poklica ter glede na ostalo kazenskopravno materijo dovoljeno razkriti 547. Taka možnost 
je urejena tudi za osebo, ki je upravičena pričati v uradnih postopkih, vendar pa nad njo 
kot povratna okoliščina (če bi o tem, kar je izvedela, javno govorila) bedi senca kazenske 
sankcije zaradi morebitne krive izpovedbe ali pa kršitve tajnosti postopka, kadar ne bi 
varovala tistega, kar je zvedela na obravnavi. 
 
V tem proučevanju so se izkazali kot "upravičeni" subjekti, ki lahko razkrivajo zaupnosti in 
zanje ne bi smeli biti kaznovani: 
− posamezniki548, ki se zaradi svoje poklicne poti srečajo z zaupnostmi; 
− druge osebe, ki naznanijo kaznivo dejanje ali so udeležene v različnih postopkih in so 
odvezane obveze molčečnosti549 in 
− upravni organi ter vlada kot kolektivni subjekti, kadar iz upravičenega javnega 
interesa in na zakonski podlagi, odločajo o dostopu do tajnih podatkov ali v nekaterih 
primerih do enostransko razkritih podatkov s strani posameznika.  
 
Vidik, ki sem ga pri teh subjektih zasledoval, je vezan predvsem na interes, ki se izkazuje 
v uresničevanju splošne koristi oziroma upravičenega interesa javnosti glede razkritja 
zaupnosti. Ta element prevlada, zato opredelitev subjektov, ki imajo na zakonu temelječo 
podlago za razkritja, pri tem ni vprašljiva in je celo spodbudna, saj morajo v sodobno 
urejeni družbi oblastni organi ves čas spodbujati odprtost in preglednost delovanja 
državnih organov in potrjevati doktrino: "Odprtost naj postane naša temeljna dolžnost."550 
Ocenjujem, da bi bil lahko višji standard ureditve dovoljenega razkrivanja zaupnosti zaradi 
javnega interesa po moji presoji bolje uresničen, če bi bil ta enotno opredeljen in 
natančno definiran v posebnem zakonu, kjer bi posameznik sam hitro prepoznaval 
dejavnosti, ki bi bili v širšem interesu javnosti in ne v škodo pravic drugih, in bi s tem 
                                          
547 Vezano na prostovoljno opustitev izvršitve kaznivega dejanja, naznanitev in s tem razkritje kaznivega 
dejanja ter kriminalne združbe. 
548 Npr.: detektiv, zagovornik, odvetnik, zdravnik, duhovnik, socialni delavec, psiholog ... 
549 Npr.: prijavitelji, priče, zastopniki, znanstveni izvedenci, pooblaščenci ... 
550 Glej Pirc Musar, 2005, brošura: Kako in kdaj uporabljati test javnega interesa?, str. 8. 
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lahko brez večjih posledic na odklonskosti opozoril zainteresirano javnost. Sem za primer 
štejem določbe prejšnjega Kazenskega zakonika (KZ-UPB1), ki so natančneje definirale in 
konkretizirale tajnost, njene sankcije ter pogoj, kdaj storilec, v kolikor objavi zaupno 
informacijo javnosti, ne bo kaznovan.  
 
Dovolj tehtni razlogi za razkritje zaupnosti v interesu javnosti so naslednja dejstva:  
− nepravilnosti pri delovanju, organiziranju in vodenju javnih služb,  
− določitev tajnosti zato, da se prikrije storjeno kaznivo dejanje,  
− prekoračitve in zloraba pooblastil vključno z nezakonitimi dejanji in 
− aktivnosti, ki so v nasprotju s slovenskim ustavnim in pravnim redom. 
 
Tu kritično izpostavljam še 236. in 260. člen KZ-1, kjer se prvi nanaša na izdajo poslovne 
skrivnosti, drugi pa na izdajo tajnih podatkov. Ti določbi se od prejšnje določbe v KZ-UPB1 
razlikujeta v tem, da nista dovoljevali javne objave zaupnih podatkov, četudi bi bil lahko 
javni interes po razkritju močnejši od omejevanja. Drugi odstavek 260. člena KZ-1 je 
namreč brez dovoljenja sankcioniral stanje javne objave podatka (kar prejšnja 266. in 
282. člen KZ-UPB1 nista), saj v vsakem primeru kaznuje osebo, ki bi ne glede na določbe 
ZTP brez dovoljenja javno objavila tajne podatke 551, kjer bi lahko izražen javni interes za 
razkritje celo prevladal nad samimi razlogi za ohranitev tajnosti552. Taka določba zagotovo 
ni spodbujala k odprtem delovanju upravnih organov!  
 
Dodamo lahko, da je zadnja sprememba Kazenskega zakonika (KZ-1B553) iz leta 2011 v 
tretjem odstavku 260. člena črtala določbo "ali zaradi objave ali uporabe podatkov v 
tujini", s čimer element objave za osebo, ki sporoči ali izroči komu tajne podatke ali mu 
kako drugače omogoči, da pride do njih, ali zbira take podatke, zato da jih izroči 
nepoklicani osebi, ni več kazniv. Vendar pa ostaja nespremenjen drugi odstavek istega 
člena, ki kaznuje osebo, ki pride protipravno do tajnih podatkov, z namenom, da jih 
neupravičeno uporabi ali brez dovoljenja javno objavi! Tu imajo tajni podatki v primerjavi 
s poslovno skrivnostjo supremacijo554. Kaznovanje osebe, ki je tajni podatek prejela 
nezakonito in ga brez dovoljenja javno objavila (npr. novinar ali "žvižgač") je pravno 
sporno, saj 6. člen ZTP-UPB2 pravi, da podatek ni tajen, kadar mu je bila tajnost določena 
zato, da bi se prikrilo storjeno kaznivo dejanje, prekoračitev ali zloraba pooblastil ali 
kakšno drugo nezakonito dejanje ali ravnanje. Prav tako tega pogoja ne izpolnjuje, če ne 
vsebuje formalnih elementov tajnosti555! O tem bo bržkone presojalo sodišče in 
ugotavljalo ter ocenjevalo resnično stanje tajnega podatka, vsebovanega v dokumentu. 
Odgovornost na primer novinarja, ki bi tak dokument objavil brez dovoljenja državnega 
organa, čeprav v širšem interesu javnosti, bi bil seveda precedens, o katerem pa je že 
                                          
551 Enako kot uradna ali druga oseba, ki bi zbirala, sporočila ali izročila tajne podatke neupravičeni osebi ali ji 
omogočila, da do njih pride. 
552 Glej 21.a člen Zakona o tajnih podatkih (ZTP-UPB2). 
553 Glej Kazenski zakonik (KZ-1B), Ur. list RS, št. 91/11. 
554 Primerjaj s 142. členom KZ-1. 
555 V zvezi s tem glej npr. odločbo Informacijskega pooblaščenca št. 021-18/2006/8, z dne 15. 5. 2006. 
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odločalo Evropsko sodišče556, ki je dalo prednost nujnosti v demokratični družbi, kar se 
izkazuje tudi s pravico do zagotavljanja svobodnega govora in novinarstva. 
 
3.3.2 ZAKAJ OBSTAJAJO ŽVIŽGAČI?  
 
V nasprotju s pravnimi ureditvami držav, ki javnega razkrivanja zaupnih informacij ne 
sprejemajo, si poglejmo v nadaljevanju fenomen žvižgačev557, ki formalno obstajajo, 
uživajo z zakonom ustrezno zaščito in postajajo vzporedno z razkrivanjem nepravilnosti 
vse glasnejši. 
 
V angleški terminologiji se za razkrivanje informacij, ki so v javnem interesu, razkrije  pa 
jih zaposleni ali bivši zaposleni z namenom, da razkrije napačno ravnanje organizacije, kot 
so kršitve zakonov, predpisov, norm, korupcijo in podobno, uporablja izraz 
"Whistleblowing", osebe pa so poimenovane "Whistleblowerji"558. V disertaciji s tem istim 
namenom uporabljam poslovenjen in pri nas že dodobra uveljavljen izraz "žvižganje" ter 
"žvižgač", ki predstavlja enako dejanje, kot ga razlaga angleška terminologija.  
 
Ameriški sociologinji Marcia Miceli in Janet Near (1992, str. 15) definirata žvižganje kot 
razkrivanje nezakonitih, nemoralnih in nelegitimnih dejanj organizacije s strani  sedanjih 
ali prejšnjih uslužbencev tretjim osebam s ciljem, da dosežejo nek učinek559. Graham 
(Graham, 1983 v: Near in Miceli, 1987) opredeli, da žvižgači nimajo take moči in 
možnosti, da bi v zvezi z ugotovljenimi nepravilnostmi lahko kaj storili, zato se s svojim 
glasom (Hirschman, 1970) in dejanjem pritožijo nekomu, ki tako moč in avtoriteto ima. 
Podobno razlago najdemo tudi pri Jamesu (James, 1995 v: Near in Miceli, 1987), ki tako 
dejanje definira kot "poskus zaposlenega, da bi razkril, kar sam meni, da je nepravilno 
znotraj ali izven organizacije". "Gre za dejanje moškega ali ženske, ki meni, da javni 
interes prevlada nad interesom organizacije, ki ji služi, če ugotovi, da je organizacija 
vpletena v koruptivne, nezakonite, goljufive ali škodljive dejavnosti," meni Nader (Nader 
et al., 1972). Kloppers (1997, str. 240) denimo opredeli žvižganje kot dejanje, ki je v 
interesu javnosti, s tem da gre za razkritje kriminalne dejavnosti, kršitve zakona, zlorabo 
funkcijskega položaja, ogrožanje varnosti in zdravja posameznika, ter v primerih, kjer bi 
bila lahko posamezniku povzročena osebna škoda. Tu je mogoče najti podobnost tudi pri 
Bracksu (Bracks, 2000 v: Bakman, 2011, str. 1), ki pravi, da gre za "razkrivanje zaupnih 
                                          
556 Glej npr. zadeve Roemen in Schmit vs. Luxembourg, Sanoma Uitgevers b.v. vs. the Netherlands, Ernst in 
ostali vs. Belgium ipd. 
557 Pečarič (2007, str. 80) omenja, da se je institut žvižgača razvil predvsem v ZDA, ki je leta 1989 sprejela 
The Whistleblower Protection Act, Velika Britanija pa je ZDA sledila in leta 1998 sprejela The Public Interest 
Disclosure Act. "Whistleblowing" pomeni piskanje na piščal, prihaja pa iz prakse angleških policistov, ko so 
s piskanjem opozarjali javnost in druge policiste na nevarnosti ali hudodelstva (Pečarič, 2007). V 
nadaljevanju uporabljam izraz žvižgač (po SSKJ: tisti kdor žvižga). 
558 Angl. Whistleblower je zaposleni ali bivši zaposleni, ki razkrije napačno ravnanje v neki organizaciji - 
običajno kršitve pravil ali zakonov, korupcijo in podobno. Glej več o tem na Wikipedija. Dostopno 28. 6. 
2011 na povezavi: www.sl.wikipedia.org/wiki. 
559 Podobno definicijo glej tudi pri Rothschild in Miethe, 1994, str. 254, povzeto po sociologinji Tini Uys, z 
Univerze v Johannesburgu (1999). 
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informacij sodelavcem ali delodajalcu, nanaša pa se na ugotovljene nevarnosti, zlorabe ter 
nezakonito in neetično dejavnost, ki je povezana z delovnim okoljem uslužbenca". 
 
Do razkrivanja nepravilnosti – žvižganja – pride v primerih, ko uslužbenec medijem 
razkrije informacije o nezakonitem ali neprimernem ravnanju organa, kjer je zaposlen, pri 
tem pa uporabi informacije in podatke, ki so mu dostopni. Izraz "razkrivanje nepravilnosti" 
se uporablja za opis dejanj, ki opozarjajo javnost ali vlado na nepravilnosti (še posebno, 
če jih naredi delodajalec), kot so kršitve zakona, nevarnost za varnost ali zdravje ostalih 
uslužbencev in kršitve standardov profesionalne etike (Pečarič, 2007). Vuksanović (2010) 
meni, da v prid žvižgača govorita tako njegova svoboda izražanja misli kot tudi močan 
interes javnosti za razkrivanje informacij o različnih zlorabah, napakah, malomarnostih in 
neprevidnostih poslovodstva organizacije. 
 
Razkrivanje nepravilnosti deli Weiss (Weiss, 2006, glej tudi Weiss, 1994) na notranje, 
zunanje ter osebno in neosebno. Do notranjega razkritja informacij560 pride, kadar 
uslužbenec pove informacijo vodji organizacijske enote (znotraj hierarhijske strukture 
organizacije), med tem ko gre pri zunanjem561 za sporočanje zaupnih informacij zunanji 
javnosti (medijem, revizijskim službam, določenim zainteresiranim skupinam izven 
organizacije). De George (1985) opredeli osebno razkrivanje kot povzročitev škode 
neposredno žvižgaču samemu, neosebno pa, če je škoda povzročena drugim. Razkrivanje 
informacij pomeni dejanje nelojalnosti zaposlenega v organizaciji, kjer ga v primeru 
razkritja sodelavci največkrat prepoznajo kot izdajalca. 
 
Zato številni vodilni v organizacijah menijo, da bi morali zoper storilce razkritij izvajati 
disciplinske ukrepe, kjer pa npr. Galbraith (Galbraith, 1973 v: Miceli in Near, 1992) meni, 
da organizacije pri tem ne smejo spregledati koristi za njih same in zaradi javnega 
interesa, ki ga tako razkritje zlorab, nepravilnosti in varnostnih pravil lahko povzroči. Tu so 
si avtorji, ki proučujejo fenomen razkrivanja zaupnosti, precej enotni. Z zgodnjim 
odkritjem nepravilnosti in takojšnjimi ukrepi za njihovo odpravo lahko vodstvo organizacije  
enostavno in zelo hitro doseže večjo organizacijsko učinkovitost ter zaupanje med 
zaposlenimi znotraj organizacije562.  
 
Norman Bowie (Bowie, 1983 v: Glazer in Glazer, 1989) navede šest okoliščin, za katere 
meni, da je žvižganje upravičeno. Gre za to, da: 
− izhaja dejanje iz ustreznih moralnih motivov preprečevanja nepotrebnega škodovanja 
drugim; 
                                          
560 Barnett, Cochran in Taylor (1993) prepoznavajo naslednje kanale za obveščanje znotraj organizacije: npr. 
anonimne telefonske številke, ombudsmana znotraj organizacije, etične odbore, službo za revizijo ipd. 
561 Za zunanji kanal Donkin (Donkin et al., 2008) navede: inšpekcijske službe, ki nadzirajo delo upravnih 
organov, preiskovalne komisije in agencije, anonimne telefonske številke, sindikat, zunanje svetovalne 
organizacije, pogovor s člani parlamenta in novinarji. Kot ugotavlja je zmotno prepričanje, da se za 
razkrivanje uporabi kot prve novinarje, saj kot izhaja iz raziskav, je uporabilo tak kanal samo en odstotek 
storilcev potem, ko so predhodno uporabili vse druge notranje možnosti. 
562 Ibidem. 
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− storilec pred razkritjem izkoristi vse predpisane postopke znotraj organizacije, razen v 
izjemnih primerih; 
− ima storilec pri sebi dovolj dokazov, s katerimi lahko prepriča drugo osebo; 
− se storilec zaveda posledic takega razkritja; 
− ravna odgovorno in se izogne storitvi moralnega prekrška; 
− se zaveda potencialne realnosti, da mu bo z razkritjem uspelo doseči cilj. 
 
Michael Davis (1996) za razliko od Bowia teoretično definira tri primere, po katerem je 
razkrivanje lahko upravičeno563: 
− morala je tista, ki posamezniku tako dejanje dovoljuje; 
− ne le da  dejanja ni moralno izvajati, ampak je moralno neopravičljivo izvajati karkoli 
drugega (močnejša moralna opravičljivost); 
− dejanja so glede na okoliščine nujna, obvezna so zaradi nekaterih drugih upravičenj 
(šibkejša moralna opravičljivost). 
 
Davis (1996), ki se v svojem prispevku z naslovom Some Paradoxes of Whistleblowing 
podrobneje loti razlage razkrivanja med standardno teorijo pojava in prakso, vidi 
problematiko samo v razkrivanju informacij, ki so zaupne narave. Trije paradoksi 
standardne teorije žvižgačev so po njegovem mnenju:  
− da storilci niso samo dostojni samaritani. Meni, da so dobri samaritani, saj ob tem 
tvegajo lastno kariero, finančno varnost in medosebne odnose; 
− da ščitijo posledice škode v prihodnosti. Gre za dejstvo, da želi taka oseba preprečiti 
fizično, finančno, psihološko ali drugo škodo zato, da bi bilo njegovo dejanje 
upravičeno; 
− preprečujejo morebiten nastanek škode. Kot ugotavlja iz študij, se z razkrivanjem ne 
prepreči veliko škode, saj ko je škoda že nastala ali še poteka, jo je sorazmerno težko 
preprečiti (to velja predvsem za zunanje razkrivanje). 
 
Elliston (Elliston, 1986 v: Glazer in Glazer, 1989, str. 6) ugotavlja, da je verjetnost, da bo 
do žvižganja prišlo večja, kadar so posamezniki predani poslovnim ciljem organizacije in 
uspešnemu zaključku projekta, ko se identificirajo s cilji organizacije, in ko imajo dovolj 
močan čut profesionalne odgovornosti za opravljanje svojega dela. Glazerjeva sta v svoji 
raziskavi proučevala primere 64 razkritij, ki so se zgodili v ZDA in ugotovila, da 
prevladujejo med storilci predvsem visoko izobraženi uradniki564 (skoraj polovica)565. Nižje 
izobraženi delavci so tista skupina, ki je želela z razkrivanjem opozoriti predvsem na 
nevarnosti, povezane z zdravjem zaposlenih in svojo varnostjo566.  
                                          
563 Tu meni, da žvižgač podatkov ne razkriva za zaščito samega sebe (saj takega izgovora nima), ampak se 
sklicuje na to, da počne tisto, v kar verjame, da mora storiti. 
564 Za bolj izobražene ugotovita, da imajo svoje "zaveznike" v novinarskih krogih, v državni upravi, na lokalni 
ravni ter v številnih interesnih skupinah. 
565 V raziskavi sta navedla, da je bilo 44 oseb zaposlenih v ameriški vladi, 20 oseb pa v zasebnem sektorju, ki 
pa so delali za vladne službe. 
566 Glej podobno raziskavo od Karen in Donalda Soeken (1987). A survey of whistleblower: Their stressor and 
coping strategies. Dostopno 16. 2. 2012 na: www.whistleblower-net.de/pdf/Soeken.pdf  
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Večina žvižgačev ni slabonamerna, neprilagojena, nevrotična ali radikalna (Bowman v: 
Glazer in Glazer, 1989), saj predstavlja glas javnega interesa (Martin, 2007). Gre torej za 
dejanje posameznika, ki verjame, da javni interes prevlada nad interesom organizacije, če 
je ta vključena v koruptivne, nezakonite, goljufive in škodljive dejavnosti (Saha, 2008). 
Obstaja pa verjetnost (Baucus in Near, 1991), da se bo v organizacijah, kjer se je 
nepravilnost zgodila, možnost za tako dejanje ponovila, v kolikor napake ne bodo postale 
vidne tudi drugim. Weinstein (Weinstein 1979, v: Miceli in Near, 1992) opozori na problem 
nemira, ki nastane med zaposlenimi znotraj organizacije, prav tako pa oslabi vodenje 
organizacijske enote. Zato Ewing (Ewing 1983 v: Miceli in Near, 1992) in tudi drugi 
teoretiki567 ugotavljajo, da če se napake in nepravilnosti v organizaciji ne odpravijo takoj, 
lahko te presežejo svoj namen in postanejo za organizacije izredno drage568. S takimi 
dejanji (razkrivanje nepravilnosti) se koristno poseže tudi v ustvarjanje pozitivne kulture in 
medsebojnega zadovoljstva zaposlenih znotraj organizacije, meni Zalkind (Zalkind, 1987 
v: Miceli in Near, 1992).  
 
Javna percepcija do žvižgačev se v različnih državah in kulturah spreminja. Nekateri jih 
vidijo kot nesebične mučenike, ki delajo v korist interesa javnosti, drugi pa kot "vohljače 
in tožibabe", ki iščejo le lastno slavo. Ker je večina primerov žvižgačev skrita in prejme 
zelo malo medijske pozornosti, storilci pa so največkrat v nevarnosti pred izgubo službe in 
drugih ugodnosti, prevladuje tako po mnenju Dinjaške (2007) pogosteje prvi, to je 
pozitiven pogled na delo žvižgačev569. 
 
Korupcija kot motiv za delovanje žvižgačev 
 
V nadaljevanju predstavljam povzetke štirih raziskav, ki kažejo na dejstvo, da je v 
Sloveniji korupcija570 prisotna, učinek žvižgačev pa bi vsaj v nekem segmentu pripomogel 
k njenemu odpravljanju. V to podpoglavje zaradi preobsežnosti nisem vključeval številnih 
drugih raziskav, ki merijo vpliv tako negativnih družbenih pojavov glede razkritij korupcije 
kakor tudi številnih psiholoških učinkov, ki so jih posamezniki kot žvižgači v primeru 
razkritij že doživeli. Odpiranje tematike same nakazuje na to, da je potrebno k temu 
družbenemu problemu pristopiti poglobljeno, s študijo primerjav in zakonsko ureditvijo 
zaščite žvižgačev. To nakazuje tudi na dejstvo, da je omenjena tematika dobra iztočnica 
in podlaga za pripravo nove doktorske disertacije na to temo pri nas. 
 
Dernovšek (2002, str. 22-23) ugotavlja, da je za Slovenijo značilno, da odkrijejo korupcijo 
v večini primerov ravno mediji in ne javne institucije, kar kaže na to, da notranji nadzor v 
teh institucijah ne deluje, saj se pogosto zgodi, da v primeru odkritja tega ne oznanijo, 
                                          
567 Sem sodijo npr. Graham, Mathews, Parmerlee, Near, Jensen, Brier, Motowidlo, Dozier, Miceli, Gaerte in 
drugi (povzeto po Miceli in Near, 1992). 
568 Tu so mišljena izplačila odškodnin in tožbe. 
569 Pozitivnost je torej v razkrivanju nepravilnosti in prestopkov, med tem ko negativnost prične spodkopavati 
zaupanje med zaposlenimi. 
570 Tu sem izbral le enega od elementov - korupcijo, ki posledično vpliva na koristnost oziroma škodljivost 
družbenih odnosov v smislu notranje varnosti vseh ljudi in na splošni javni interes. 
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ampak raje zaščitijo dobro ime svoje institucije. Meni tudi, da pri nas primanjkuje spodbud 
za zaposlene, ki bi prijavili nepravilnosti kljub temu, da zakonodaja onemogoča, da bi kdo 
zaradi tega izgubil službo ali bil disciplinsko kaznovan571, a obstaja po njegovem v resnici 
prijaviteljem povzroča veliko več neprijetnosti kot splošne koristi. 
 
Naslednje predstavljene raziskave omogočajo le vpogled v stanje na področje 
razraščajoče korupcije pri nas in po svetu. 
 
Transparency International: Indeks zaznavnosti korupcije v 183 državah 
 
Nevladna organizacija Transparency International, ki proučuje trende korupcije na 
gospodarskem in političnem področju po svetu, za leto 2011 ugotavlja, da je ta med 183 
ocenjevanimi državami najnižja v Novi Zelandiji, vseh skandinavskih državah, razvitih 
evropskih državah (Nizozemska, Švica, Luksemburg572 ...) in Severni Ameriki, med tem ko 
je največja v nekaterih državah Rusije (Turkmenistan, Uzbekistan) in v afriško.azijskem 
bazenu (Severna Koreja, Mjanmar, Afganistan in Somalija). Slovenija je na lestvici za leto 
2011 umeščena na 35. mesto573. 
 
Raziskava Komisije za preprečevanje korupcije: Stališča o korupciji v Sloveniji 
 
V javnomnenjski anketi, ki jo je za leto 2009 izvedla Fakulteta za družbene vede, 
respondenti menijo, da je korupcija v zadnjih letih v močnem porastu, zato se jim zdi to 
stanje tudi velik družbeni problem574. Naraščajočo korupcijo respondenti pripisujejo 
predvsem medijem (40 %), ki pogosto poročajo o tovrstnih dejanjih, nato so tu po 
ocenah respondentov njihove lastne izkušnje z dajanjem ali prejemanjem daril (15 %) in 
izkušnje drugih (12 %) ter nenazadnje tisto, kar ocenjujejo, da je splošno znano in ljudje 
o tem govorijo kot o realnosti vsakdana (6 %). Kot vzroke za korupcijo so največkrat 
navedli neučinkovit pregon s strani ustreznih institucij (29 %) in pomanjkljivo zakonodajo, 
ki ne predpisuje zadostnih ukrepov (22 %), sledijo nizke kazni kot posledica neučinkovite 
zakonodaje (21 %) in ustaljene navade ljudi – ustaljena kultura poslovanja z upravnimi 
organi (13 %). 
 
                                          
571 Pri tem so možne tudi druge oblike nadlegovanja na delovnem mestu, npr. šikaniranje, diskriminacija ipd. 
572 Glej podobno oceno v Special Eurobarometer 374, Report: Corruption, September 2011. Str. 13. 
573 Glej Corruption Perceptions Index 2011. Dostopno 14. 2. 2012 na: 
www.cpi.transparency.org/cpi2011/results. V letu 2010 je bila Slovenija glede stopnje korupcije umeščena 
na 27. mesto, med evropskimi državami pa smo zasedli 16. mesto izmed 30. držav. V letu 2009 je bil 
ocenjen indeks za Slovenijo rangiran prav tako na 27. mesto, skupaj z Estonijo in Ciprom. V zvezi s tem 
Komisija za preprečevanje korupcije opozarja, da padec za 8 mest v enem letu ni pokazatelj, da se je 
stanje na tem področju tako poslabšalo, ta ocena prikazuje le bolj realno stanje korupcije v Sloveniji. Za 
indeks CPI Komisija ugotavlja, da ni prilagojen zaznavi sistemskih koruptivnih tveganj in ima nekatere 
metodološke pomanjkljivosti, kljub temu pa vseeno prikazuje stanje korupcije in velja za verodostojno 
primerjalno mednarodno lestvico (glej Ocena stanja korupcije v Republiki Sloveniji, Komisija za 
preprečevanje korupcije, Redno letno poročilo, maj 2011).  
574 Glej raziskavo FDV - CRJMMK: Stališča o korupciji, leto 2009, str. 6. 
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Grafikon 2: Mnenje anketirancev o stanju korupcije v Sloveniji, 2002-2009 
 
 
Vir: FDV – Center za raziskovanje javnega mnenja in množičnih komunikacij, Raziskava 
Komisije za preprečevanje korupcije: Stališča o korupciji, N=966, (2009, str. 9) 
 
Številni menijo, da je korupcija v porastu. Tudi rezultati raziskave iz leta 2009 nakazujejo, 
da slaba polovica anketiranih (povprečno 40 %) v Sloveniji vidi korupcijo kot problem.  
 
Pomembno je obravnavati še eno dejstvo. V raziskavi Stališča o korupciji je na vprašanje, 
ali bi prijavili primer korupcije, če bi izvedeli zanj, pozitivno odgovorilo 55 % anketiranih. 
Med razlogi zakaj prijave ne bi sporočili pristojnim organom, jih največ navaja: skrb za 
maščevalne in povračilne ukrepe (36 %), dejstva, da takega dejanja ne bi mogli dokazati 
(22 %), in da preiskava ne bi sprožila nadaljnjih ukrepov s strani organov pregona (16 
%). Pomemben je še en pokazatelj, in sicer komu bi prijavili primer korupcije, če bi zanj 
izvedeli. Tu je razmerje porazdeljeno med policijo575 (41 %) in Komisijo za preprečevanje 
korupcije576 (36 %), kot tretjo institucijo so navedli medije (10 %). Ostale institucije so 
ostale skoraj neprepoznavne577. 
                                          
575 Podatek o številu ovadenih oseb s strani slovenske Policije pri pregonu korupcijskih kaznivih dejanj iz 
poročil o delu Policije v letih 2004-2011, kaže, da gre za povprečno 33* primerov letno (podatek niha, in 
sicer leta 2004-22 primerov, 2005-18 primerov, 2006-49 primerov, 2007-20 primerov, 2009-246 primerov, 
2010-36 primerov, 2011-58 primerov). Policija še ugotavlja, da zaznava povečanje kaznivih dejanj s 
področja korupcije zaradi boljšega sodelovanja policije z drugimi državnimi ustanovami, razkritja serije 
korupcijskih kaznivih dejanj in dokončanja nekaterih preiskav, ki so potekale že dlje časa. Obravnavana so 
bila še nekatera kazniva dejanja s področja gospodarske kriminalitete, ki so vsebovala elemente korupcije 
kot je zloraba uradnega položaja ali uradnih pravic in zaupanje pri gospodarski dejavnosti. * V tem 
povprečju ni zajeto leto 2009, ko je bilo primerov največ. Glej Poročila o delu Policije za leta 2004 do 2011. 
576 Komisija za preprečevanje korupcije prejema iz leta v leto eksponentno naraščajoče število prijav, in sicer 
leta 2004-55 prijav, 2005-270 prijav, 2006-263 prijav, 2007-595 prijav, 2008-661 prijav, 2009-1027 prijav 
in 2010-1271 prijav. Glej Letno poročilo 2010 Komisije za preprečevanje korupcije, z dodatkom do vključno 
maja 2011, str. 4. 
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Eurobarometer 2011: Notranja varnost in Korupcija 
 
Z vidika nacionalno varnostne politike zaznava problem korupcije tudi skupna evropska 
raziskava Evrobarometer, ki v letu 2011578 ugotavlja, da se je na lestvici nacionalnih držav 
korupcija pomaknila na peto mesto, pred organiziran kriminal in za drobni kriminal. Skoraj 
polovica anketiranih Evropejcev (47 %) meni, da se je stopnja korupcije v državah v 
zadnjih treh letih povečala, med tem po njihovem mnenju največ v Sloveniji (74 %), na 
Cipru (73 %), v Češki Republiki (70 %), na Portugalskem (68 %) in v Romuniji (67 %)579. 
Anketiranci, ki živijo v nordijskih državah so glede korupcije kot grožnji notranji varnosti 
najmanj zaskrbljeni, saj je ta na Danskem, Finskem in Švedskem (od 2 do 5 %) najnižja. 
 
Za primerjavo je zanimiv tudi rezultat raziskave580, ki ugotavlja, da bi Evropejci dejanje 
korupcije najprej prijavili policiji (42 %), organom pregona (41 %), Varuhu človekovih 
pravic (20 %), nevladni instituciji (9 %), politični stranki, sindikatom in drugim (6 %). Tu 
je naveden podatek, da anketirani Slovenci prijave korupcije, v primerjavi z ostalimi 
državami članicami EU, ne bi zaupali ravno policiji (27 % kar je najmanjši delež med 
vsemi državami), najbolj pa v zvezi s prijavami zaupajo Varuhu človekovih pravic (30 %). 
 
Forenzično poročilo KPMG – revizijske, davčne in svetovalne storitve in 
poročilo Združenja pooblaščenih ocenjevalcev goljufij 
 
Raziskava forenzičnega poročila revizijske hiše KPMG581 razkriva stanje, s katerim se 
soočajo vodstveni delavci v javnem, predvsem pa v zasebnem sektorju. Največje tveganje 
za njihovo poslovno rast predstavljajo ravno goljufije, korupcija in druge nezakonitosti 
(tako meni skoraj 65 % anketiranih direktorjev), pri čemer ugotavljajo, da je za razrast 
teh dejavnikov krivo predvsem dvoje: 
− ni vzpostavljenih ustreznih notranjih kontrol ali programov skladnosti poslovanja (66 
% anketiranih meni, da ravno to omogoča goljufije in druge malverzacije); 
− ne obstajajo načrti za prijavljanje in obravnavo domnevnih kršitev (27 % jih opozarja, 
da ni izdelanih učinkovitih protokolov, kako izvajati preiskave in kako o tem obveščati 
upravne odbore vodstva).  
 
V raziskavi so zaskrbljujočo nevarnost nezakonitih in neetičnih dejanj (podkupovanje, 
korupcija, nasprotje interesov, izkrivljanje trga) v podjetjih umestili na drugo mesto (31 % 
vseh odgovorov), pred dejanji odtujitve sredstev  (kraja denarja ali intelektualne lastnine 
                                                                                                                               
577 Več o rezultatih analize merjenja korupcije glej v Škrbec, 2009, Analiza posrednega merjenja korupcije v 
Sloveniji. 
578 Raziskava Eurobarometer, Poročilo: Notranja varnost. Junij 2011. Dostopno 15. 2. 2012 na: 
www.ec.europa.eu/public_opinion/archives/eb_special_379_360_en.htm, str. 18. 
579 Raziskava Eurobarometer, Poročilo: Korupcija, september 2011. Dostopno 15. 2. 2012 na: 
www.ec.europa.eu/public_opinion/archives/eb_special_379_360_en.htm, str. 7. 
580 Raziskava Eurobarometer, Poročilo: Korupcija, september 2011, str. 100-105. 
581 KPMG Forensic, Fraud Survey 2009, Advisory. Dostopno 15. 2. 2011 na: 
www.kpmg.com/cee/en/issuesandinsights/articlespublications/pages/who_is_the_typical_fraudster.aspx. 
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– 35 %) in za goljufivim računovodskim poročanjem (14 %). Med vire, s katerimi bi 
najverjetneje odkrili taka dejanja, jih 47 % meni, da bi to storile službe za notranji 
nadzor, pravne službe ali službe za notranjo skladnost. Takoj na drugo mesto so uvrstili 
zaposlene, kot žvižgače (20 % odgovorov), nato hierarhične vodje (13 %), zunanje 
revizorje (9 %), stranke in dobavitelje (4 %), med zadnje pa državne inšpekcijske službe 
(3 %)582.  
 
Poročilo Združenja pooblaščenih ocenjevalcev goljufij 
 
Druga dobrodošla raziskava je poročilo Združenja pooblaščenih ocenjevalcev goljufij583, ki 
za leto 2012 v primerjavi z opravljeno raziskavo v letu 2010 ugotavlja, da se največ 
dejanskih primerov goljufij in prevar odkrije ravno s prijavami znotraj organizacije (43,3 
%), šele na drugem mestu je proces vodstvenega upravljanja (14,6 %) in na tretjem 
notranji nadzor (glej podrobneje grafikon 3). Med glavne pomanjkljivosti notranjega 
nadzora uvrščajo anketiranci predvsem pomanjkanje notranjih kontrol, sledijo: 
poznavanje obstoječih notranjih kontrol, pomanjkanje nadzora s strani vodij, odsotnost 
vodilnega managementa, pomanjkanje strokovnega osebja, ki bi obvladovalo procese, 
pomanjkanje neodvisnih kontrol in presoj, pomanjkljivo usposabljanje zaposlenih s 
področja preprečevanja goljufij, nepoznavanje pristojnosti vodij ter pomanjkljiv postopek 
povratnega poročanja. 
 
Med najpogostejše viri prijav sodijo v raziskavi: notranji zaposleni, poslovni partnerji in 
stranke, anonimne osebe, prodajalci, delničarji in drugi posamezniki (glej grafikon 3). 
 




Vir: Report to the Nations on Occuptional Fraud and Abuse, Global Fraud Study 2012, 
Association of Certified Fraud Examiners (2012, str. 14) 
 
                                          
582 Med ukrepe za odpravo teh deviantnosti, navajajo direktorji še: boljšo komunikacijo z zaposlenimi, 
usposabljanja, tehnološko usmerjeno kontrolo dela ter izdelavo ocene tveganja goljufij in drugih kršitev. 
583 Glej 2010 Global Fraud Study, Association of Certified Fraud Examiners, str. 16-23, in 2012 Global Fraud 
Study, Association of Certified Fraud Examiners, str. 14-28. Dostopno 15. 2. 2012 in 2. 6. 2012 na: 
www.acfe.com. 
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Vir: Report to the Nations on Occuptional Fraud and Abuse, Global Fraud Study 2012, 
Association of Certified Fraud Examiners (2012, str. 16) in Global Fraud Study (2010, str. 
17) 
 
Na podlagi predstavljenih raziskav lahko sklenemo, da se pojavi korupcije, razraščajoče 
goljufije in drugih nezakonitosti dogajajo tako v organizacijah javnega kot zasebnega 
sektorja. Tam, kjer ni vzpostavljenih ustreznih notranjih kontrol, izdelanih učinkovitih 
protokolov ravnanja v primeru njihovih ugotovitev, in kjer gre za pomanjkanje nadzora s 
strani vodij in prihaja do odsotnosti vodilnega managementa, so praviloma tudi zaposleni 
pomanjkljivo usposobljeni za preprečevanje in odpravljanje teh tveganj. Slovenija je 
postala skorajda že popolnoma imuna na pojave korupcije, saj nas poročilo organizacije 
Transparency International v letu 2012 na seznamu umešča za 10 točk nižje (na 37. 
mesto) kot leta 2010. Tega škodljivega pojava bi se morali vsi bolje zavedati. Očitno je, 
da še ne predstavlja dovolj velike grožnje nacionalnemu gospodarstvu, da bi morali 
sistemsko pristopiti k odpravljanju te nevarne družbene klike ali pač! Ravno s tem 
namenom, postavljam naslednje vprašanje. 
 
Je zakon o zaščiti žvižgačev v Sloveniji mit ali realnost? 
 
V Sloveniji je le peščica avtorjev584, ki se tematsko ukvarja z obravnavo žvižgačev, pa še ti 
delujejo le na področju preprečevanja korupcije ter varstvoslovnih in družboslovnih ved. 
                                          
584 V virtualni knjižnici na spletnem naslovu: www.cobiss5.izum.si, ponudi iskalnik pod ključno besedo 
"whistleblowing" in "žvižganje", skupaj le osem zapisov slovenskih avtorjev (dosegljivo dne 13. 2. 2012).  
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Že to kaže, da pri nas k organiziranemu proučevanju in preprečevanju korupcije, 
zgodnjemu odkrivanju in odpravljanju nezakonitosti na številnih reguliranih področjih in 
pri drugih škodljivih ravnanjih znotraj organizacije v javni upravi in tudi v zasebnem 
sektorju pristopamo neustrezno. 
 
Nekatere države (npr. Velika Britanija, Južna Afrika, Združene države Amerike, Jamajka, 
Indija, Izrael idr.) so to vsebino celovito rešile ali v samostojnem sistemskem zakonu ali 
pa v delovnopravni zakonodaji, kjer so zagotovili ustrezno zaščito osebe, ki razkrije 
informacijo in opredelili postopek ukrepov, ki sledijo odpravi takih anomalij. Zakonodaje 
teh držav se med seboj razlikujejo, vendar sam pristop k reguliranju žvižganja deluje kot 
način za preprečevanje prestopkov, nezakonitosti, zagovarja transparentnost, dobro 
vodenje vodilnih oseb, povzroča samokontrolo, teži k odgovornosti in ohranja zaupanje 
javnosti v organizacije in znotraj nje. Če pogledamo angleško zakonodajo585 ugotovimo, 
da ta uslužbencu, ki razkrije nepravilnosti586, zagotavlja zaščito pred neupravičeno 
odpustitvijo587 in povračilnimi ukrepi s strani nadrejenih in sodelavcev. Cilj zakonodaje je 
ravno v spodbujanju razkrivanja tovrstnih dejanj zato, da se odpravijo morebitne škodljive 
posledice, pri tem pa zmanjšuje "strah" za tiste, ki tako dejanje razkrijejo (Saha, 2008). 
Ameriška zakonodaja588 za razliko od angleške, varuje le tiste prijavitelje v javnem 
sektorju, ki delajo v zveznih uradih, in sicer pred povračilnimi ukrepi nadrejenih s ciljem 
odprave protipravnih dejanj vladnih uslužbencev589, med tem ko prijavitelje v zasebnih 
podjetjih ščiti t.i. SOX590. Ameriški sistem vsebuje tudi nadgradnjo, kjer so prijavitelji 
upravičeni tako do dela nagrade v primerih poravnav in sodb591 kot tudi pred 
                                          
585 Tu glej The Public Interest Disclosure Act (1998). Dostopno 13. 2. 2011 na: 
www.legislation.gov.uk/ukpga/1998/23/contents. Zakon ne velja za samozaposlene in prostovoljne delavce 
(vključno s skrbniki in dobrodelnimi prostovoljci), policiste, zaposlene v vojski in v obveščevalni službi. 
586 Kot je npr. kaznivo dejanje, neupoštevanje zakonskih obveznosti, nezakonito ravnanje, nevarnost za 
zdravje in varnost, okolje (glej 43b. člen The Public Interest Disclosure Act). 
587 V primeru neupravičene odpustitve pripada osebi tudi pravica do odškodnine in odpravnine. 
588 Glej The Whistleblower Protection Act. Dostopno 12. 2. 2011 na: www.thomas.loc.gov/cgi-
bin/query/C?c101:./temp/~c101xlOI5d. Glej v povezavi s tem tudi druge predpise, ki varujejo zaposlene 
pred povračilnimi ukrepi, npr.: The No Fear Act, The Military Whistleblower Protection Act, The Toxic 
Substance Control Act, The Clean Water Protection Act idr. 
589 Glej poročilo Parlamentarnega odbora Sveta Evrope z naslovom: The protection of "whistleblowers", julij 
2009. Točka 100-101, str. 18. 
590 Glej The Sarbanes Oxley Act. Dostopno 12. 2. 2012 na: www.taft.law.uc.edu/CCL/SOact/toc.html. Oddelek 
1107 zakona omogoča vsakemu zaposlenemu varstvo pred povračilnimi ukrepi (kot je odpoved zaposlitve 
ali ogrozitev preživetja osebe), v kolikor ta sporoči pristojni uradni osebi kršitve zveznega zakona. Oseba, ki 
bi izvajala povračilne ukrepe, se kaznuje z denarno ali zaporno kaznijo 10 let ali oboje. Sprejem zakona sta 
leta 2002 predlagala senator Paul Sarbanes in član predstavniškega doma Michael G. Oxley po propadu 
največjih ameriških podjetj Enron, WorldCom, Tyco International, Adelphia in Peregrine Systems. 
591 Ameriški The False Claims Act omogoča osebi, ki razkrije informacijo in dokaže, da je bil oškodovan državni 
proračun, zadevo pa je mogoče kazensko preganjati, da ji sodišče dosodi od 15 do 30 odstotkov, ki ga 
vlada pridobi iz naslova preprečitve povzročene škode (glej mnenje Dycka v Knigge, 2010). Če pogledam 
prvi odstavek člena 3.730 (d) omenjenega zakona, ta določa, da je prijavitelj (poimenovan kot qui tam 
relator) v primeru, ko je vlada udeležena v tožbi, upravičen od najmanj 15 do največ 25 odstotkov 
dohodka. V primeru, ko vlada ni udeležena v tožbi (drugi odstavek člena 3730 (d)), pa lahko sodišče 
prijavitelju določi, da znesek ne sme biti manjši od 25 odstotkov in ne večji od 30 odstotkov nagrade).  
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neupravičeno odpustitvijo592. Podobno ščiti identiteto prijaviteljev tudi avstralska 
zakonodaja593, ki jih varuje pred povračilnimi ukrepi zaradi razkritja zaupne informacije. 
Večina predpisov je naravnanih v dovoljeno razkrivanje podatkov, ki se nanašajo na 
splošni javni interes, kot je javno zdravje, varnost in okolje. Le zakon v državi Novi Južni 
Wales594 v Avstraliji ureja zaščito žvižgačev zoper dejanja korupcije in druga nezakonita 
ravnanja v javnem sektorju595 (Campbell, 2004, str. 50-53).  
 
Glede na predstavljene pozitivne in negativne lastnosti razkrivanja informacij v 
organizacijah javnega sektorja ugotovimo, da pri nas posebnega zakona, ki bi natančno 
urejal tematiko razkrivanja zaupnih podatkov v širšem javnem interesu, ni. Najboljši 
približek zakona o zaščiti razkrivanja zaupnih informacij in prijaviteljev596 v Sloveniji bi 
lahko našli v Zakonu o integriteti in preprečevanju korupcije, ki je nastal kot posledica 
sprejema: 
− Zakona o ratifikaciji Kazenskopravne konvencije o korupciji597, ki glede zaščite 
sodelavcev pravosodnih organov in prič v 22. členu določa, da sprejme vsaka država 
pogodbenica ukrepe, ki so potrebni za zagotovitev učinkovite in ustrezne zaščite za 
osebe, ki prijavijo kazniva dejanja ali kako drugače sodelujejo s preiskovalnimi organi 
ali organi pregona (tajni sodelavci), in priče, ki pričajo o teh kaznivih dejanjih 
(zaščitene osebe598); 
− Zakona o ratifikaciji Civilnopravne konvencije o korupciji599, ki o zaščiti zaposlenih v 9. 
členu določa, da pogodbenica v notranjem pravu zagotovi zaščito pred vsakim 
neupravičenim kaznovanjem zaposlenih, ki imajo razloge za sum korupcije, in ki v 
dobri veri svoj sum sporočijo pristojnim osebam ali organom; 
                                          
592 Uslužbencu je omogočena vnovična zaposlitev na višjem položaju, dvojno plačilo za vmesno obdobje, 
odškodnina za diskriminatorno ravnanje in povrnitev določenih sodnih stroškov. 
593 Glej predpis države Queensland, The Whistleblowers Protection Act, 1994. Dostopno 12. 2. 2012 na: 
www.legislation.qld.gov.au. 
594 Glej predpis avstralske države Novi Južni Wales, The Protected Disclosures Act, 1994, št. 92. Dostopno 12. 
2. 2012 na: www.legislation.nsw.gov.au. 
595 Zakonodaja zelo natančno predpisuje kanale razkrivanja (predvsem pa vlogo in pristojnosti varuha 
človekovih pravic in komisije za preprečevanje korupcije). Prijavo lahko poda vsakdo, ki zazna kršitev 
predpisov, na otoku Tasmanija tudi pogodbeni partnerji, v državi Queensland pa vsakdo, ki ugotovi 
nevarnost za invalidno osebo, ki vpliva na zdravje ljudi ali okolje. 
596 V 2. členu Zakona o integriteti in preprečevanju korupcije (ZIntPK-UPB2) se za osebe, ki naznanijo 
koruptivna ravnanja, uporablja izraz prijavitelj, ki ga v nadaljevanju uporabljam, povsod tam, kjer se 
sklicujem na omenjeni zakon. 
597 Glej Zakon o ratifikaciji Kazenskopravne konvencije o korupciji (MKKK), Ur. list RS, št. 26/00. Ta zakon 
državam članicam, podpisnicam konvencije s protokoli Sveta Evrope narekuje sprejem zakonskih ukrepov, 
kot so potrebni, da v notranjem pravu opredeli kazniva dejanja podkupovanja, nezakonitega posredovanja, 
pranja denarja, računovodska kazniva dejanja in dejanja udeležbe. 
598 V zvezi s tem glej Zakon o zaščiti prič (ZZPrič-UPB1), Ur. list RS, št. 81/06, ki ureja pogoje in postopke za 
zaščito prič in drugih oseb, ogroženih zaradi sodelovanja v kazenskem postopku. 
599 Glej Zakon o ratifikaciji Civilnopravne konvencije o korupciji (MCKK), Ur. list RS, št. 35/03. Ta zakon 
pogodbenicam nalaga, da v notranjem pravu predpišejo pravna sredstva za osebe, ki so bile oškodovane 
zaradi korupcijskih dejanj in jim omogoči zaščito njihovih pravic in interesov, vključno z možnostjo 
pridobitve odškodnine. 
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− Zakona o ratifikaciji Konvencije Združenih narodov proti korupciji600; 
− Konvencije o boju proti podkupovanju s strani tujih javnih uslužbencev v 
mednarodnem poslovanju (1997) in Priporočila Sveta OECD za nadaljevanje boja proti 
korupciji s strani tujih javnih uslužbencev v mednarodnem poslovanju601 (z dne 26. 11. 
2009)602; 
− Zakona o ratifikaciji Konvencije, pripravljene na podlagi člena K.3(2)(c) Pogodbe o 
Evropski uniji, o boju proti korupciji uradnikov Evropskih skupnosti ali uradnikov držav 
članic Evropske unije603 in 
− drugih mednarodnih aktov604. 
 
Poglejmo si pobliže Zakon o integriteti in preprečevanju korupcije605, ki določa 
ukrepe in metode za krepitev integritete in transparentnosti ter za preprečevanje 
korupcije ter odpravljanje nasprotja interesov v Republiki Sloveniji. 
 
V petem odstavku 2. člena je opredeljeno, da je namen zakona tudi zaščita prijaviteljev 
koruptivnih ravnanj, s čimer se vzpodbuja in krepi odkrivanje, preprečevanje ter 
odpravljanje takih ravnanj. Prvi odstavek 13. člena omogoča Komisiji za preprečevanje 
korupcije, da na podlagi prijave uvede postopek zaradi suma korupcije, kršitve predpisov 
o nasprotju interesov, omejitve poslovanja ali o lobiranju, kršitve etike in integritete 
javnega sektorja.  
 
                                          
600 Glej Zakon o ratifikaciji Konvencije Združenih narodov proti korupciji (MKZNPK), Ur. list RS, št. 22/08. 
Zakon v 33. členu pravi, da naj vsaka pogodbenica preuči vključitev ustreznih ukrepov v svojo notranjo 
ureditev, s katerimi lahko zagotovi zaščito pred vsakršnim neupravičenim ravnanjem za vsakogar, ki 
pristojnim organom v dobri veri in utemeljeno prijavi kršitve, ki so opredeljene v konvenciji. 
601 Glej 9. točka Priporočila Sveta OECD ki priporoča, da članice sprejmejo ustrezne ukrepe za zaščito 
zaposlenih v zasebnem ali javnem sektorju, ki naznanijo v dobri veri pristojnim oblastem, primere korupcije 
s strani tujih javnih uslužbencev, pred disciplinskimi in diskriminatornimi ukrepi (točka IX/iii), in da države 
spodbudijo gospodarske družbe ter zagotovijo poti za sporočanje informacij, zaščitijo osebe, ki so 
pripravljene sporočati primere nezakonitih dejanj in drugih kršitev mednarodnih poslovnih običajev (točka 
X/C/v). 
602 Glede nenatančnosti definicije 9. točke priporočila je precej kritična tudi Eva Tsahuridu (2011), ki pravi, da 
določba ni natančna, saj ne pove dovolj za kakšno osebo kot prijavitelja gre. Po njenem Konvencija ne 
govori nič o žvižgačih, čeprav bi morala! 
603 Glej Zakon o ratifikaciji Konvencije, pripravljene na podlagi člena K.3(2)(c) Pogodbe o Evropski uniji, o boju 
proti korupciji uradnikov Evropskih skupnosti ali uradnikov držav članic Evropske unije (MKKUES), Ur. list 
RS-MP, št. 21/04. 
604 Podobno glej tudi Konvencijo Mednarodne organizacije dela o prenehanju delovnega razmerja, št. 158, z 
dne 14. 2. 1997. Glej tudi Johannesburška načela, ki priporočajo, da zaradi razkritja informacij ne sme biti 
nihče kaznovan iz razlogov varnosti države, če razkritje dejansko ne škoduje ali ni verjetno, da bi škodovalo 
legitimnim interesom varnosti države, ali če škodi navkljub razkritje odtehta prevladujoč interes javnosti, da 
izve določeno informacijo. Glej tretje poglavje, načela 11. do 19. Johannesburških načel glede nacionalne 
varnosti, svobode izražanja in dostopa do informacij, Article 19, November 1996. Dostopno 29. 5. 2011 na: 
www.article19.org/pdfs/standards/joburgprinciples.pdf. Kot ugotavlja Prepeluhova (2004), ameriške oblasti 
kazensko ne preganjajo medijev zaradi objave tajnih informacij, čeprav zakonodaja to omogoča. Kaznuje 
se lahko samo uslužbence, ki so prekršili dolžnost varstva tajnosti informacij in podatkov.  
605 Glej Zakon o integriteti in preprečevanju korupcije (ZIntPK-UPB2), Ur. list RS, št. 69/11. 
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Zaščito prijaviteljev koruptivnih in drugih odklonskih ravnanj urejajo 23., 24. in 25. člen 
zakona, ki določajo: 
− da ima prijavitelj kljub temu da obvesti Komisijo, še vedno pravico o koruptivnem 
ravnanju obvestiti javnost; 
− da se do zaključka postopka, ki ga na podlagi prijave obravnava Komisija, za 
dokumente in drugo dokumentarno gradivo, ki je v postopku, ne uporabljajo določbe 
ZDIJZ;  
− da podatki o prijavitelju korupcije tudi po zaključku postopka niso informacija javnega 
značaja, z enako zahtevo tudi v primeru, ko je gradivo odstopljeno drugemu organu; 
− da identitete prijavitelja, ki poda prijavo, ni dovoljeno ugotavljati ali razkrivati606; 
− zaščito prijavitelja oziroma njegovih družinskih članov po zakonu o zaščiti prič oz. 
programu zaščitnih ukrepov s pobudo, posredovano generalnemu državnemu tožilcu. 
 
Uradna oseba, ki meni, da se od nje zahteva nezakonito ali neetično ravnanje in se zaradi 
tega nad njo izvaja psihično ali fizično nasilje, lahko takšno dejanje prijavi nadrejenemu ali 
od njega pooblaščeni osebi. Če se na prijavo ne odzove v petih dneh ali neposredno ta 
oseba zahteva tako dejanje, obravnava prijavo Komisija za preprečevanje korupcije, ki 
oceni dejansko stanje, izda ustrezna navodila za ravnanje in ukrepa zato, da se prepreči 
nezakonita ali neetična zahteva ter nastanek škodljivih posledic607. 
 
Prijavitelji, ki so izpostavljeni povračilnim ukrepom delodajalca, lahko od njega zahtevajo 
povračilo protipravno povzročene škode, v primeru nesoglasja pa lahko nudi komisija 
prijaviteljem tudi pomoč pri ugotavljanju vzročne zveze med škodljivimi posledicami in 
povračilnimi ukrepi. Če komisija ugotovi tako vzročno zvezo, od delodajalca zahteva, da 
preneha z takim ravnanjem, v primeru ko se povračilni ukrepi nadaljujejo, ima javni 
uslužbenec od delodajalca pravico zahtevati premestitev na drugo enakovredno delovno 
mesto. Dokazno breme je na strani delodajalca, kadar prijavitelj navaja dejstva, za katera 
je s strani delodajalca izpostavljen povračilnim ukrepom608. 
 
Kot drugega izpostavljam Zakon o delovnih razmerjih (v nadaljevanju kratica: ZDR-
NPB2609), ki ureja delovna razmerja, sklepajo pa se s pogodbo o zaposlitvi med delavcem 
in delodajalcem. 
 
Šesti odstavek 6. člena glede prepovedi diskriminacije in povračilnih ukrepov določa, da 
kadar delavec v primeru spora navaja dejstva, da je bila kršena prepoved diskriminacije, 
mora delodajalec dokazati, da ni kršil načela enakega obravnavanja oziroma prepovedi 
diskriminacije. V kolikor pa je kršil, je delodajalec delavcu po pravilih civilnega prava 
odgovoren odškodninsko. Drugi odstavek 34. člena od delavca zahteva, da mora 
                                          
606 Razen, kadar sodišče tako odloči, se podatki in identiteta oseb razkrije, če je to nujno zaradi zavarovanja 
javnega interesa ali pravic drugih (glej osmi odstavek 23. člena ZIntPK-UPB2). 
607 Glej 24. člen (ZIntPK-UPB2). 
608 Glej 25. člen (ZIntPK-UPB2). 
609 Glej Zakon o delovnih razmerjih (ZDR-NPB2), z dne 28. 8. 2008, EPA 2060-IV. 
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delodajalca obveščati o vsaki grozeči nevarnosti za življenje ali zdravje ali za nastanek 
materialne škode, ki jo pri delu zazna 610. 
 
Prvenstveno ščiti zakonodaja delodajalca v primeru zunanjega žvižganja. Glede na 
določbo 36. člena zakona delavec ne sme izkoriščati ali izdati tretjemu delodajalčevih 
poslovnih skrivnosti, s katerimi se je seznanil, prav tako pa je odgovoren za kršitev, če je 
vedel ali bi moral vedeti za tak značaj podatkov. 
 
Omeniti velja tudi določbo o varovanju in spoštovanju delavčeve osebnosti ter varstvu 
njegove zasebnosti (44. člen). Pri tem mora delodajalec zagotavljati takšno delovno 
okolje, kjer noben delavec ne bo izpostavljen spolnemu in drugemu nadlegovanju ali 
trpinčenju s strani delodajalca, predpostavljenih ali sodelavcev611, saj je v primeru 
nezagotavljanja takega varstva, delodajalec delavcu tudi odškodninsko odgovoren (glej 
45. člen). 
 
Tretji je Zakon o javnih uslužbencih (v nadaljevanju kratica: ZJU-UPB3612), ki ureja 
skupna načela sistema javnih uslužbencev v državnih organih in upravah lokalnih 
skupnosti.  
 
Ta v 12. členu določa, da mora javni uslužbenec tajne podatke, ki jih je izvedel, varovati 
tudi po prenehanju delovnega razmerja. Dolžnost varovanja ne preneha, dokler 
delodajalec javnega uslužbenca te dolžnosti ne razreši. Člen 15. ščiti javnega uslužbenca 
tako, da ga mora delodajalec varovati pred šikaniranjem, grožnjami in ravnanji, ki 
ogrožajo opravljanje njegovega dela. Delodajalec pa mu mora omogočiti tudi plačano 
pravno pomoč, če je zoper njega uveden kazenski ali odškodninski postopek pri 
izvrševanju javnih nalog, za katere oceni, da so bile izvršene zakonito in v skladu s pravili 
delovnega razmerja. Prav tako je prepovedano fizično, verbalno ali neverbalno vedenje 
javnega uslužbenca, ki ustvarja za osebo zastrašujoče, sovražno, ponižujoče, sramotilno 
ali žaljivo delovno okolje ter žali njeno dostojanstvo. 
 
V 135. členu je navedeno, da je javni uslužbenec odškodninsko odgovoren za škodo, ki jo 
protipravno pri delu ali v zvezi z delom naklepno ali iz hude malomarnosti povzroči 
delodajalcu. Tu pa lahko tudi tretja oseba kot oškodovanec zahteva povračilo škode od 
tistega, ki jo je protipravno povzročil, če je bila ta povzročena naklepno. 
 
                                          
610 Tu lahko prepoznamo obliko internega žvižganja, kjer je delavec sam dolžan obveščati delodajalca o 
nevarnosti (pravo žvižganje po takem pravilu ne more veljati, saj je odgovornost za morebitne nevarnosti 
prevaljena na stran delavca in ne delodajalca)! V zvezi s tem glej tudi prvi odstavek, ki določa, da mora 
delavec obveščati delodajalca o bistvenih okoliščinah, ki vplivajo na izpolnjevanje njegovih pogodbenih 
obveznosti in vplivajo na izpolnjevanje pravic iz delovnega razmerja). 
611 Glej 45. člen ZDR-NPB2. V ta namen mora delodajalec sprejeti ukrepe za zaščito delavcev pred spolnim in 
drugim nadlegovanjem ali pred trpinčenjem na delovnem mestu. 
612 Glej Zakon o javnih uslužbencih (ZJU-UPB3), Ur. list RS, št. 63/07. 
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Člen 147. določa, da se javni uslužbenec v okviru istega delodajalca zaradi delovnih 
potreb premesti na drugo delovno mesto (brez soglasja ali s soglasjem oziroma na lastno 
željo). Po 158. členu se javnega uslužbenca, če ga ni mogoče premestiti na drugo delovno 
mesto v organu, lahko uvrsti tudi na interni trg dela.  V kolikor pa uslužbenca v enem 
mesecu ni možno premestiti na ustrezno delovno mesto, se mu odpove pogodba o 
zaposlitvi. Javni uslužbenec ima v primeru odpovedi pogodbe o zaposlitvi iz poslovnega 
razloga po ZDR in kolektivni pogodbi pravico do odpravnine in drugih pravic. V 159. členu 
je določeno, da se javnemu uslužbencu, če ne dosega pričakovanih delovnih rezultatov, 
odpove delovno razmerje iz naslova nesposobnosti613. 
 
Dva akta, ki se nanašata na ravnanje javnih uslužbencev sta Kodeks ravnanja javnih 
uslužbencev614, ki ga je Vlada Republike Slovenije sprejela januarja 2001, in Kodeks 
etike javnih uslužbencev v državnih organih in upravah lokalnih skupnosti, ki ga 
je vladni Uradniški svet sprejel aprila 2011615. 
 
Kodeks ravnanja javnih uslužbencev se uporablja tako za vse javne uslužbence kot tudi za 
ministre in druge funkcionarje. V 8. členu je določeno, da javni uslužbenec ne sme 
dovoliti, da bi pri opravljanju nalog njegov zasebni interes prevladal nad pooblastili ali 
položajem, ki ga ima, vsakemu nasprotju interesov pa se mora izogibati. Na podlagi 11. 
člena je javni uslužbenec dolžan ustrezno in s potrebno zaupnostjo obravnavati vse 
informacije in dokumente, ki jih med zaposlitvijo pridobi616, razkriti pa ob upoštevanju 
predpisov, ki veljajo za organ, kjer je zaposlen617. V kolikor meni, da se od njega zahteva 
nezakonito, nepravilno ali neetično ravnanje in gre pri tem gre za delovanje, ki ni v skladu 
s tem kodeksom, ali pa da drugi uslužbenci kršijo ta kodeks, mora to prijaviti pristojnemu 
organu v skladu z zakonom. Če meni, da odziv ni sorazmeren z njegovo prijavo, lahko 
zadevo pisno prijavi tudi predstojniku ustreznega organa. V kolikor zadeve s postopki, 
določenimi v predpisih o javni upravi, ni mogoče rešiti na način, ki je sprejemljiv za 
javnega uslužbenca, mora uslužbenec izpeljati navodila, ki mu jih da predstojnik. Šesta 
točka 12. člena predvideva, da se mora javnemu uslužbencu, če je karkoli iz utemeljenega 
razloga in v dobri veri prijavil, zagotoviti, da bo varovan pred šikaniranjem, grožnjami in 
podobnim ravnanjem, ki ogroža opravljanje javnih nalog. 
                                          
613 Glej 159. člen, ki določa, da je uradnik za položaj nesposoben, če organizacijska enota, ki jo vodi, ne 
dosega pričakovanih delovnih rezultatov ali prihaja na delovnem področju, ki ga vodi do ponavljajočih 
napak oziroma do težje napake pri poslovanju, ali če ne opravlja dela v določenih ali dogovorjenih rokih 
oziroma naloženega dela ne opravlja strokovno in kakovostno. V zvezi s tem glej tudi 162. člen, ki pravi, da 
predstojnik lahko odpove pogodbo o zaposlitvi javnemu uslužbencu tudi v primeru, ko ne izpolnjuje več 
pogojev za delovno mesto. 
614 Glej Kodeks ravnanja javnih uslužbencev, Ur. list RS, št. 8/01. 
615 Kodeks dostopen 2. 6. 2012 na: 
www.arhiv.mju.gov.si/si/delovna_podrocja/uradniski_svet/kodeks_etike_javnih_usluzbencev_v_drzavnih_or
ganih_in_upravah_lokalnih_skupnosti. 
616 Prepoved uporabe ali razkrivanja zaupnih informacij, velja tudi za nekdanjega javnega uslužbenca, razen 
če je po zakonu pooblaščen, da to lahko stori (glej 4. točko 26. člena Kodeksa). 
617 Pri tem je njegova dolžnost, da ne zamolči uradnih informacij, za katere je prav, da se objavijo, ter da ne 
daje informacij, za katere ve ali meni, da so napačne ali zavajajoče (glej 5. točko 22. člena Kodeksa). 
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Kodeks etike javnih uslužbencev v državnih organih in upravah lokalnih skupnosti v svojih 
vodilih le potrdi, da ravnajo javni uslužbenci zakonito in družbeno odgovorno. Pri tem pa 
so predani vrednotam in poslanstvu dela in nalog, ki jih morajo ob izpolnjevanju visokih 
standardov integritete, opraviti vestno in odgovorno, podatke in druge vire pa uporabljajo 




V tem predstavljeno poglavju izkazuje, da je potrebno za uspešno poslovanje organizacije 
javnega ali zasebnega sektorja stopiti korak naprej in s tem omogočiti, da se 
nepripravljenost za notranje odkrivanje nepravilnosti spreobrne v zakonsko zaščiteno in 
urejeno razkrivanje, kar bi zagotovo koristilo splošnemu javnemu interesu in tudi 
priznanim pravicam drugih ljudi618. Kot ugotavlja Parlamentarna skupščina Sveta 
Evrope619, je v evropskih državah zaradi stanja kulture in duha pri opredeljevanju pojma 
"žvižgač" še vedno prisotna negativna konotacija, s čimer je mogoče tako osebo 
obravnavati kot izdajalca, ovaduha ali informatorja, kar je največkrat zmotno, saj se 
družba še vedno ne zaveda nevarnosti, ki lahko ogrozi zdravje, varnost ali življenje ljudi, 
zagotavlja pa se le z legalnim prijavljanjem kršitev zakonodaje in drugih kaznivih dejanj. 
Tako razmišljanje tudi po mnenju Banisarja (2009, str. 4) nima prav nobene povezave z 
informatorji v času totalitarnih režimov. 
 
Če povzamemo veljavno slovensko zakonodajo ugotovimo, da Zakon o javnih uslužbencih 
(ZJU-UPB3) v nobenem členu ne ureja primera, v katerem bi smeli javni uslužbenci 
informacije, ki bi bile povezane s kaznivimi dejanji znotraj upravnega organa, razkriti sami 
od sebe, prav tako tudi ni opisane poti, po kateri bi to lahko storili. Ker druga pravila ne 
obstajajo (notranji akti o naznanjanju takih dejanj v upravnih organih praviloma ne 
obstajajo), je odgovornost popolnoma preložena na delavca, ki mora delodajalca le 
obveščati o bistvenih okoliščinah, vezanih na izpolnjevanje pogodbenih obveznosti v 
primeru nevarnosti za življenje ali zdravje ali za nastanek materialne škode620. Delavec 
ima dolžnost varovati tajne in druge podatke, ki jih je izvédel pri opravljanju svojega dela 
(tudi, če so nezakoniti in za družbo škodljivi) še po prenehanju delovnega razmerja, kar 
pomeni, da je popolnoma zavezan k nerazkrivanju poslovnih informacij621, za kar je lahko 
kaznovan. Dolžnost varovanja seveda ne preneha, dokler ga delodajalec te dolžnosti ne 
razreši, kar velja načeloma le pri pričanju na sodišču, saj če bi želel uslužbenec prijaviti 
nepravilnost inšpekcijskemu organu, za to ne bo nikakor dobil odveze predstojnika 
                                          
618 Glej npr. 72. člen Ustave RS, ki govori o zdravem življenjskem okolju ali 39. člen, ki govori o svobodi 
izražanja in pravici do pridobitve informacije javnega značaja. 
619 Glej poročilo Parlamentarnega odbora Sveta Evrope z naslovom: The protection of "whistleblowers", julij 
2009. Točka 28-30, str. 9-10. 
620 Glej v zvezi s tem 34. člen ZDR-NPB2. Glej pa tudi prvi odstavek 2. člena ZDR, ki določa, da ureja delovna 
razmerja delavcev, zaposlenih v državnih organih, lokalnih skupnostih in v zavodih, če ni s posebnim 
zakonom drugače določeno (mišljen je Zakon o javnih uslužbencih). 
621 Tu glej odločitev v sodbi Vrhovnega sodišča RS, št. I Ips 237/2008, z dne 11. 12. 2008. 
 143 
organa, kjer je zaposlen. Torej mu preostane le anonimno in "molčeče" prijavljanje takih 
dejanj pristojnim organom. 
 
Bistveno o zaščiti žvižgačev kot prijaviteljev: 
 
− Zakon o integriteti in preprečevanju korupcije (ZIntPK-UPB2) se nanaša le na splošno 
zaščito prijaviteljev koruptivnih ravnanj, kršitev predpisov o nasprotju interesov622 ter 
etike in integritete javnega sektorja. Zaščita, ki je nudena posamezniku, je vezana 
samo na identiteto prijavitelja, ki prijavo poda (kadar je ni poslal anonimno), in 
njegovih družinskih članov ter je tak predlog za zaščito podan s strani Komisije za 
preprečevanje korupcije. Opredeljena je še pot prijave (najprej skozi notranjo 
vodstveno hierarhijo) in splošno varstvo prijavitelja pred povračilnimi ukrepi (psihično 
ali fizično nasilje)623, ki se lahko izvaja nad njim s strani nadrejenih ali sodelavcev. 
Ukrepi, ki jih tu zagotavlja Komisija, so izjemno skromni, bolj kot ne pokroviteljski, saj 
prijavo le obravnavajo, izdajo ustrezna navodila, nudijo pomoč prijaviteljem pri 
ugotavljanju vzročne zveze in zahtevajo od delodajalca, da preneha s takim 
ravnanjem. To ne predstavlja celovite zaščite uslužbenca! 
− Po drugi strani pa ostaja prijavitelju pravica, da odda prijavo anonimno, da lahko 
škodljivo ravnanje, kljub prijavi na ustrezen organ, naznani tudi medijem – javnosti, 
da je upravičen do odškodnine v civilnem pravdnem postopku zaradi povračilnih 
ukrepov s strani delodajalca (kjer je uslužbenec zaradi omejenega dostopa do 
dokumentov in informacij v slabšem položaju kot delodajalec)624, kjer mora sam podati 
predlog za pregon, da lahko od delodajalca zahteva, da ga premesti na drugo 
enakovredno delovno mesto. 
− Še največ vzvodov pa ima ravno delodajalec. Ta se lahko v primeru identificiranega 
prijavitelja625 kaj hitro sklicuje posredno na kršitev delovnopravne zakonodaje, ki jo je 
storil, in sicer da prijavitelj ni upošteval notranjih pravil obveščanja, da delodajalca ni 
obvestil o nevarnosti, ki jo je zaznal v zvezi z delom, da je razkril zaupni podatek in s 
tem kršil postopke itd. Tu lahko "neposlušne" uslužbence delodajalec najpogosteje 
                                          
622 Nasprotje interesov so okoliščine, v katerih zasebni interes uradne osebe vpliva ali ustvarja videz, da vpliva 
na nepristransko in objektivno opravljanje njenih javnih nalog (glej 12. točko 4. člena ZIntPK-UPB2), kar ni 
isto kot protipravno ali nezakonito izvajanje nalog! 
623 Posebno varstvo diskriminiranim osebam in osebam, ki pomagajo žrtvi diskriminacije zagotavlja določba 
drugega odstavka, 2. člena Zakona o uresničevanju načela enakega obravnavanja (ZUNEO-UPB1), Ur. list 
RS, št. 93/07. Te osebe ne smejo biti izpostavljene neugodnim posledicam zaradi ukrepanja, ki ima za cilj 
uveljavitev prepovedi diskriminacije (prepoved povračilnih ukrepov). 
624 Saj, če bi si delavec namenoma kopiral tako dokazno gradivo delodajalca in ga hranil, bi bil lahko posredno 
tudi kaznovan, ker bi kršil pravila delovnopravne zakonodaje, kot je prepoved škodljivega ravnanja ter 
obveznost varovanja poslovne skrivnosti ali tajnih podatkov. 
625 Uslužbenec postane lahko prepoznan, tudi če odda prijavo Komisiji anonimno. V primeru, ko na neki zadevi 
v organizaciji deluje sam ali v manjšem timu, postane lahko identificiran v svojem delokrogu, oziroma, ko 
sodelujeta pri ugotavljanju vzročne zveze tako predstavnik Komisije kot delodajalec, ko prihaja do 
nadlegovanja ali trpinčenja samo zaradi suma, s strani predpostavljenih ali sodelavcev, ko prosi za 
premestitev na drugo delovno mesto, tudi po intervenciji in zahtevi Komisije itd. 
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sankcionira s tihimi kaznimi, kot so premestitev, suspenz in drugi disciplinski ukrepi, v 
drugih primerih pa tudi z odpovedjo delovnega razmerja. 
 
Sistem tak, kot je urejen skozi delovnopravno zakonodajo ter delno skozi Zakon o 
integriteti in preprečevanju korupcije, ne zagotavlja celovitega varstva pravic in zaščite 
prijavitelja, ki razkrije zaupnosti zaradi javnega interesa. Zato bi Slovenija, kot urejena 
demokratična država potrebovala poseben zakon o zaščiti oseb – žvižgačev, ki razkrivajo 
zaupne informacije v korist splošnega javnega interesa. 
 
Tu se strinjam s Kovačevo (2004), ki pravi, da je žvižganje pomembno za vse ljudi in ne le 
za tiste, ki delajo neetične in nezakonite stvari. Nerazumno in nepravično je od zaposlenih 
pričakovati, da bodo žrtvovali svojo službo in kariero zato, da bi zaščitili javno dobro. 
Slovenija, z izjemo enega samega zakona, nima celovite zaščite žvižgačev pred 
povračilnimi ukrepi in sklepati je, da zakona, podobnega določbam ameriškemu zakonu 
The Sarbanes – Oxley Act, še nekaj časa ne bo, meni Nina Dinjaški (2007). 
 
Zato se tu pojavi potreba po novem pristopu do žvižganja kot pozitivnega družbenega 
pojava, ki sloni predvsem na zagotavljanju odgovornosti upravljavskega managementa za 
poslovne odločitve, ohranjanju zaupnosti znotraj organizacije, krepitvi medsebojnega 
zaupanja, krepitvi organizacijske mikroklime, izgradnji načrtov skladnosti in tveganj ter na  
pozitivnih spodbudah za razkrivanje nepravilnosti kot korektiva za izboljšanje poslovanja. 
 
Kljub temu da na ravni Evropske unije podobnega predpisa ni, se nekatere nevladne 
institucije že dalj časa trudijo, da bi se standardi o zaščiti žvižgačev uveljavili tudi v 
praksi626, a med državami članicami Evropske unije ni posebnega interesa za to. Kot izjemi 
izstopata Velika Britanija in Romunija. Podobno kot Slovenija ima zaščito prijaviteljev na 
področju dejanj korupcije urejeno tudi Francija, med tem ko ima večina evropskih držav 
tematiko (s členom ali dvema) nezadovoljivo rešeno v zakonodaji, ki se nanaša na 
delovno ter kazensko pravo in zakonodajo, povezano z zaščito prič627. 
 
Kot ugotavljam: 
− je sedanja ureditev zaščite in varstva žvižgačev tako v Sloveniji kot v drugih evropskih 
državah neprimerna; 
− je pravna ureditev področja razdrobljena v številnih predpisih; 
− je možno prijavo o nezakonitih dejanjih oddati na številne institucije, od policije do 
drugih uradov (kjer obravnava vsak le svojo vsebino); 
− ni predpisanih ustreznih poti prijavljanja številnih kaznivih dejanj. 
 
 
                                          
626 Glej na primer razvito interesno dejavnost v okviru nevladne organizacije Transparency International. 
Dostopno na: www.transparency.org. 
627 Povzeto po poročilu Parlamentarnega odbora Sveta Evrope z naslovom: The protection of "whistleblowers", 
14. 9. 2009. 
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V zvezi s tem tako predlagam: 
− poudarjeno promocijo delovanja žvižgačev in razpravo o tem fenomenu za slovenski 
prostor v zainteresirani skupnosti628; 
− pripravo načelnih napotkov in opredelitev poti prijavljanja629; 
− motiviranje pripravljavcev za pripravo posebne zakonske opredelitve zaščite žvižgačev 
v javnem in zasebnem sektorju, vključno z opredelitvijo kazni v primeru povračilnih 
ukrepov s strani delodajalca630 in nagrado (odškodnino) za prijavitelje, ki razkrijejo 
dokazljiva škodljiva ravnanja631; 
− spodbujanje znanstvene razprave o koristnosti tega fenomena tako za gospodarski kot 
negospodarski sektor, z vsemi pozitivnimi in negativnimi vidiki dejanj, ki jih tak institut 
prinaša, s tem pa razbijanje mita o nekdanjih ovaduhih in informatorjih; 
− spodbujanje dejanja žvižganja pri posameznikih, ki zaznavajo škodljive nezakonite 
dejavnike (na področju javnih naročil, okolja, korupcije in podkupovanja, zdravstvenih 
storitev ipd.), kar lahko kasneje pripomore k odvrnitvi takih dejanj pri drugih 
potencialnih storilcih, posledično dviga zaupanje v organizacijo, ustvarja tvorno 
delovno klimo, konkurenčnost in vpliva na gospodarstvo Slovenije. 
 
3.4 ŠKODLJIVE POSLEDICE RAZKRITIJ ZAUPNIH PODATKOV 
 
Pri opredelitvi škodljivih posledic ob razkritjih zaupnih podatkov se je potrebno zavedati 
več dejavnikov, ki lahko posamezniku, skupini oseb ali organizaciji povzročijo tako želena 
stanja kot tudi škodljive posledice. Teža in globina razsežnosti vplivov je pogostokrat 
neizmerljiva, je pa opazna in dobro vidna, kar kot posledico povzroči praviloma nove, 
strožje ukrepe glede zavarovanja takih podatkov. V tem podpoglavju se ukvarjamo z 
vprašanjem vpliva škodljivih posledic ob razkritjih zaupnosti na posameznika in na 
organizacijo. 
 
3.4.1 POSLEDICE RAZKRITIJ ZA POSAMEZNIKA 
 
Posameznik je kot osebnost največkrat prizadet ravno zaradi razkritja njegove zasebnosti. 
Zasebnosti posameznik ne pojmuje samo kot tiste pravice, ki so vsebovane v ustavi, 
odločbah sodišč in v nastali sodni praksi, ampak s tistim, za kar sam meni ali veruje, da je 
zasebno in sveto samo njemu632.  
 
                                          
628 V Sloveniji nimamo niti društva, ki bi se vsaj "ljubiteljsko" ukvarjalo s to tematiko. Izjema je le društvo za 
etičnost javnega delovanja Integriteta, ki je bolj kot ne vezano na dejavnost koruptivnosti. Dostopno 22. 2. 
2012 na: www.integriteta.si. 
629 Številne raziskave navajajo (glej Barnett et al., 1993), da v podjetjih kjer imajo sprejeta notranja pravila o 
razkrivanju informacij, odkrijejo znatno več napak, vzporedno s tem pa se zmanjšajo tudi razkritja zunanjim 
naslovnikom. K temu prispevajo predvsem opredeljena pravila in notranje politike varnosti. 
630 Glej vzor v ameriškem zakonu The Sarbanes-Oxley Act in The Whistleblower Protection Act. 
631 Glej vzor v ameriškem zakonu The False Claims Act. 
632 Lastno mnenje avtorja T. L. 
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Kot primer navajam odtujitev premoženja posamezniku (z vlomom, tatvino, ropom in 
nenazadnje izgubo), kjer prihaja ob takem dejanju do pravega vdora v zasebnost 
posameznika633. Že npr. samo brskanje nepridiprava po ženski torbici, mu izda njeno 
osebnost (poseg v zasebnost predmeta – seznani se z znamko ličil, osebnimi potrebami, 
adresarji prijateljev in dnevniki, ustvari si predstavo o uspešnosti in premoženju osebe, 
kar lahko vzbudi dodatno željo po izsiljevanju itd.). Uporaba ukradenega mobilnega 
telefona izda tatovom osebe – morebiti celo telefonske številke znanih osebnosti, s 
katerimi se oseba pozna, ob pa tem pride do posega v informacijsko zasebnost. Priložnost 
dostopa do ključev stanovanja v torbici in vstop vlomilcev v naš realni intimni svet 
predstavlja poseg v prostorsko zasebnost, kjer določila Ustave Republike Slovenije in 
odločbe Evropske konvencije o varstvu človekovih pravic in temeljnih svoboščin ter drugi 
mednarodni dokumenti zanj absolutno ne veljajo634). Odpiranje denarnice, ki je za 
vsakega najpomembnejši osebni predmet in je ne želi deliti z nikomur, omogoča drugemu 
prisvojitev denarja (poseg v finančno zasebnost) ter uporabo ali zlorabo osebnih 
dokumentov ali fotografij družinskih članov (poseg v identitetno-integritetno zasebnost), 
npr. s pogojevanjem in izsiljevanjem itd. Z dejanji kraje identitete posameznika (ukradene 
bančne številke, osebnimi ali potnimi listinami in drugi identifikatorji) posameznik izgublja 
tako svojo fizično osebnost635 kot tudi virtualno osebnost, kadar se druge osebe na 
svetovnem spletu predstavljajo z našimi podatki (npr. pretvarjanje, zloraba gesel, imen in 
drugih podatkov636). Primere bi lahko še naštevali. To je samo ena plat posledic, ki se 
dogajajo dnevno in imajo za posameznika škodljive posledice, a te ostajajo zanj večinoma 
nevidne. 
 
Za hujšo obliko izpostavljenosti in s tem prav tako nevidnega oškodovanja zasebnosti 
posameznika štejem obravnavo in obdelavo osebnih podatkov fizičnih oseb v številnih 
evidencah in zbirkah podatkov pri gospodarskih družbah in v državnih organih, kjer 
prihaja do posega v podatkovno zasebnost posameznika. Nesorazmerna uporaba 
podatkov zaradi različnih interesov obdelovalca lahko presega legalno dovoljeno 
obdelavo637, kar se najpogosteje kaže v zlorabi podatkov za doseganje neke osebne koristi 
(opravljanje, obrekovanje638, primerjanje, radovednost639, komentiranje, prodajo640 itd.). 
                                          
633 Tu obravnavam pojmovanje zasebnosti bolj praktično in širše, od strogo formalističnega definiranja, kot jo 
ozko v štirih oblikah zasebnosti opredeli npr. Lampe (2004b), ki jo teoretsko razdeli na aspekte: prostorske, 
informacijske, psihične in odločitvene zasebnosti in jih pri tem pogojuje s civilnopravnimi in javnopravnimi 
elementi. 
634 Tatovi in vlomilci niso pooblaščene uradne osebe, z materialno podlago v zakonu za dovoljen vstop v naše 
stanovanje in zasebnost. 
635 Z njo se po novem izkazuje tretja, pravi osebi neznana oseba. 
636 Glej tu že predstavljen primer Evropskega sodišča za človekove pravice, v zadevi K.U. vs. Finland. 
637 Demšar (2002) je npr. kritičen do razkrivanja kazenskih ovadb, v delu, kjer so podatki, ki razkrivajo 
zasebnost in identiteto oseb. Tako meni, da preuranjeno razgrinjanje policijskih informacij ne škoduje samo 
državljanom, temveč celotnemu poteku kazenskega postopka. Iz raziskav ugotavlja, da daljša odsotnost 
prostosti državljanu, povzroči propad posla. Izjemno slabe razmere v zaporih pa celo popolno fizično in 
psihično oslabelost in celo smrt. 
638 Razžalitev, obrekovanje, žaljiva obdolžitev, opravljanje, sramotitev, se štejejo za kazniva dejanja zoper čast 
in dobro ime in se kaznujejo v skladu s Kazenskim zakonikom (KZ-1). Glej člene od 158. do 162. 
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Vsi opisani primeri vpogledov v zasebnost s strani tretjih oseb so prizadetemu 
posamezniku žal nevidni, saj z njimi ni seznanjen. 
 
V nadaljevanju v zvezi z zgornjimi primeri podajam o škodljivih posledicah posegov v 
zasebnost posameznika nekaj mnenj drugih avtorjev. Mišič (2008a, str. 33) ugotavlja, da 
se izkušnje tistih, katerih osebni podatki so bili tako ali drugače nezakonito obdelani, 
izkazujejo v izgubi časti, zaposlitve, dobrega imena, identifikaciji, finančnih posledicah in 
sodnih postopkih. Purg (1996, str. 189), denimo,  navaja naslednje najbolj vidne posledice 
za posameznika: uvedba kazenskega postopka641, izguba delovnega mesta in javnih 
funkcij, diskreditacija v javnosti, disciplinski postopek in odškodninska odgovornost. 
Vuksanović (2010, str. 8–10) pa je mnenja, da "najrazličnejša razkritja dejstev in 
podatkov lahko negativno vplivajo na ugled, čast, dobro ime in zasebnost posameznikov, 
torej na dobrine, ki so ustavno zaščitene po 34., 35., 38. členu Ustave RS". 
 
V primerih, ko je posameznik žrtev nevidnega razkritja svoje osebnosti s strani tretjih 
oseb, gre za grob poseg v njegovo individualno zasebnost, saj z njim ni seznanjen, ob 
tem pa ima v primerjavi s škodo in posledicami, ki pri tem zanj lahko nastanejo,  omejene 
oziroma skoraj nikakršne možnosti varstva svojih pravic.. 
 
Škodljive posledice povračilnih ukrepov za posameznika, ki razkrije zaupne 
podatke 
 
Povračilni ukrep je opredeljen kot negativni ukrep proti zaposlenim, ki razkrijejo zaupno 
vsebino (Parmerlee et. al.,1982, glej tudi Near in Miceli, 1986), saj prihaja s strani vodstva 
organizacije, v kateri je oseba zaposlena. Gre za neželene postopke zoper žvižgače, ki so 
prijavili nepravilnosti znotraj ali zunaj organizacije, meni Rehg (Rehg et al., 2008). Strožjo 
definicijo podata Cortinova in Magleyeva (2003, str. 248), ki dejanje opredelita kot 
negativni "ukrep proti zaposlenemu, ki je izvêdel nezakonito delovno prakso ali je 
sodeloval pri njeni preiskavi, v postopku ali na zaslišanju". Nearova in Micelijeva (v Regh 
et al., 2008) jo opredelita tudi kot pozitivno sredstvo, saj če je zaščita opredeljena v 
                                                                                                                               
639 V zvezi s tem glej Letno poročilo Informacijskega pooblaščenca, za leto 2008, kjer je na strani 38 zapisano, 
da je pooblaščenec preverjal, kako davčni uslužbenci spoštujejo varstvo osebnih podatkov v registru 
davčnih zavezancev. V obdobju od 1. 1. do 31. 8. 2008 jih je v zbirko od preverjanih 200, samo 47 
uslužbencev vpogledalo zakonito, med tem, ko je ostalih 153 uslužbencev kot najpogostejši razlog za 
vpogled navedlo - radovednost. 
640 Glej npr. članek z naslovom, UKC osebne podatke pacientov prodaja odškodninskim družbam, z dne 27. 
12. 2011. Dostopno 16. 2. 2012 na: www.delo.si, ali članek z naslovom: Osebni podatki pacientov naj bi iz 
UKC-ja romali v roke odškodninskim družbam, z dne 27. 12. 2011. Dostopno 16. 2. 2012 na: www.rtvslo.si. 
641 Nekdanji policist Franja Želježnjak, ki je bil osumljen, obsojen in nato oproščen storitve kaznivega dejanja 
izdaje uradne tajnosti v zvezi z zaupnimi kriminalističnimi dokumenti v razvpiti zadevi SIR leta 1998, je 
glede razkritij povedal, da je zaradi dolgotrajnega postopka izgubil službo, dobro ime, razpadla mu je 
družina, iskanje nove službe je bilo neuspešno. Povsod so zahtevali potrdilo, da ni v kazenskem postopku 
ali kaznovan, tega pa ni mogel pridobiti. O tem glej sago v časniku Slovenske novice, z dne 30. 10. 2007, 
pod naslovom: Nekdanji policist Želježnjak oproščen ali Delo, z dne 30. 10. 2007, pod naslovom: Nekdanji 
policist ni trgoval s tajnimi podatki. 
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predpisih, ta posameznikom omogoči, da tudi sami prijavijo najrazličnejše nepravilnosti v 
organizaciji. 
 
Kot ugotavlja Doria (2011), uporabi organizacija proti prijavitelju, ki razkrije zaupne 
podatke, kot posledico dejanja vedno disciplinski ukrep, vključno z možnostjo odpovedi 
delovnega razmerja. Da ta trditev drži, je opaziti tudi v raziskavi, ki sta jo Karen in Donald 
Soeken (1987) leta 1986 opravila pri 87 žvižgačih, ki so razkrili zaupne podatke. Ugotovila 
sta, da so vsi anketiranci, razen enega, utrpeli povračilne ukrepe642, kjer so bili za tiste, ki 
so bili pri delodajalcu zaposleni dlje časa, ti ukrepi trajajo dlje časa. 
 
Tabela 3: Povračilni ukrepi, ki so jih zaradi razkritij doživeli žvižgači 
 
Povračilni ukrep Odstotek 
odgovorov 
Nadlegovanje zaposlenega s strani nadrejenih 82,1 
Poostren nadzor nad delom 69,0 
Odvzem delovnih nalog 63,1 
Izguba zaposlitve 59,5 
Nadlegovanje s strani sodelavcev 53,6 
Premestitev na drugo delovno mesto 44,0 
Izvedba pravnih postopkov 27,4 
Napotitev na psihiatrični ali zdravniški pregled 26,2 
Prisiljena upokojitev 14,3 
Spolni napadi 13,1 
Nadziranje službenega telefona 8,1 
Degradacija na delovnem mestu 1,0 
 
Vir: Soeken, L. Karen, Soeken, R., Donald. A survey of whistleblower: Their stressor and 
coping strategies, (1987, str. 6-7) 
 
Med druge neželene ukrepe navajata tudi verbalne napade in pritiske, nadziranje 
pogovorov po telefonu, neodobritev bolniških odsotnosti ipd. Razlika je vidna tudi pri 
zaposlenih v zasebnem sektorju, kjer so zaposleni pretežno izgubili službo, medtem ko so 
zaposlenim v javnem sektorju odvzeli predvsem delovne naloge, jim nadzirali telefonske 
pogovore ter jih drugače nadlegovali (Soeken, 1987, glej tudi drugo raziskavo s 
podobnimi rezultati  v Rothschild in Miethe, 1999). Raziskave torej kažejo, da ob 
zaposlenemu, ki prijavi informacijo, stres transformirano doživljajo tudi njegovi ožji 
družinski člani, predvsem zakonec, manj, a vendar tudi njuni otroci. Pritiski delodajalca na 
zaposlenega vplivajo posledično tudi na njegovo zdravstveno, mentalno in duhovno 
                                          
642 Raziskava ugotavlja, da je bilo 30 % zaposlenih v zasebnem sektorju, 70 % pa v vladnih ustanovah. 
Povprečna doba zaposlitve pred razkritjem je trajala 6,7 let, kjer se izkaže podatek, da je splošna delovna 
doba zaposlenega, ko razkrije podatek med petimi in osmimi leti delovne dobe. 
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stanje. Med druge škodljive posledice in negativne učinke pri teh osebah  raziskava 
Soekenovih šteje tudi naslednje psihološke dejavnike: povečano uporabo alkohola, drog in 
kajenja, zmanjšanje telesne vadbe, izgubo ali porast teže, pomanjkanje spanja, občutek 
za paniko in nemoč, zmanjšanje finančne sposobnosti, povečano jezo in potencirano 
suicidnost, umik v samoto, paranojo in depresijo, občutek izolacije, občutek da osebe 
nihče ne razume ipd643. 
 
Škodljive posledice povračilnih ukrepov so praviloma najbolj boleče ravno za osebo, ki 
zaupnost razkrije, saj postane glavna tarča, v organizaciji pa se pojavi mišljenje, da taka 
oseba v njej ni več zaželena, da se jo izolira in odstrani ali pa opredeli kot nesposobnega 
in nelojalnega delavca. Tak ukrep vodstva je, po mnenju Dorie (2011), namenjen 
prevenciji in odvrnitvi drugih od takih dejanj in tudi tistih, ki bi osebo, ki je dejanje 
razkritja že izvedla, v prihodnje podprli. 
 
Povračilne ukrepe lahko razdelimo na neformalne in formalne (Cortina in Magley, 2003). 
Primer neformalnih ukrepov so na primer izražene verbalne grožnje in izkazovanje 
nezaželenosti osebe. Ukrepi formalne narave se izkazujejo v obliki pisnih prepovedi, 
namernega zmanjšanja obsega delovnih nalog in namernega nizkega vrednotenja 
kakovosti opravljenega dela644 na delovnem mestu (po Baucus in Dworkin, 1994). 
 
Študija, ki sta jo pripravili Cortinova in Magleyeva (2003) glede učinkov na delovnem 
mestu kaže, da okvirno 30 odstotkov prijaviteljev doživi predvsem povračilne ukrepe v 
obliki asocialnega obnašanja, 36 odstotkov pa jih polega tega doživi še ukrep, ki je  
povezan z delom (npr. formalne obtožbe, ki se nato dokumentirajo v personalni mapi 
zaposlenega). Rezultati študije Rothschilda in Mietheja (1999) kažejo podobno, in sicer da 
občutek stresa v obliki depresije in zaskrbljenosti (asocialne pojavne oblike) močno vpliva 
na zdravje osebe, ki je nezakonitost prijavila, posledično pa tudi na njegovega zakonca. 
Norveška raziskava (Bjørkelo et al., 2008) dokazuje, da vplivajo travmatske posledice 
povračilnih učinkov na posameznikov zdravstveni vidik še desetletje po tem, ko je bil 
zoper posameznika sprožen tak pregon. Tako tudi zadnje raziskave norveškega oddelka za 
psihosocialne znanosti Univerze v Bergnu dokazujejo, da so posttravmatske posledice tako 
žvižganja kot bullyinga645 medsebojno povezane in da so posledice žvižganja velik 
dejavnik tveganja za kasnejšo izpostavljenost bullyingu (Bjørkelo in Matthiesen, 2011, str. 
135).  
 
                                          
643 Nekateri so zaradi pritiska izgubili dom (17 %), ostali brez denarja (8 %) ali se ločili od partnerja (15 %). 
Skoraj 10 % vprašanih jih je resno pomislilo na samomor. Ibidem. 
644 V slovenskem sistemu bi to pomenilo namerno degradacijo ocen pri opravljenih letnih razgovorih 
nadrejenega z uslužbencem. 
645 Bullying je angleška beseda, pri nas precej nov izraz, ki označuje agresivno vedenje močnejšega 
posameznika proti šibkejši osebi. Zajema žaljenje, trpinčenje, socialno izključitev, kot proces se stopnjuje in 
je pogosto vezan na šolsko okolje. Najbližji slovenski prevod bi bil ustrahovanje, ki pa ne zajema celotnega 
pomena besede (več glej na strani: www.svetovalnicakameleon.si). 
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Rothschild in Miethe (1999) sta v svoji obsežni raziskavi ugotovila, da sta skoraj dve 
tretjini zaposlenih s strani delodajalca ali sodelavcev doživeli eno od naslednjih oblik 
povračilnih ukrepov646: 
− izgubili so službo ali so bili prisilno upokojeni (69 %)647; 
− sodelavci so jih kritizirali ali se z njimi niso družili (69 %); 
− njihovo delo so vodje zelo natančno spremljali (68 %); 
− prejeli so negativno oceno učinkovitosti na delovnem mestu (64 %), 
− postavljeni so bili na "črno listo" glede možnosti zaposlitev na njihovem področju dela 
(64 %). 
 
Asocialne pojavne oblike so za družbo najmanj vidne, a pustijo največji učinek za 
prijavitelja samega. Tu avtorja ugotavljata, da so posledice povračilnih učinkov hujše, saj 
doživi posameznik najpogosteje (rangirano od najvišjega do najnižjega)648: 
1. hudo depresijo in zaskrbljenost, 
2. občutek izolacije ali nemoči,  
3. nezaupanje do drugih, 
4. poslabšanje telesnega zdravja, 
5. finančno ogroženost, 
6. težave v družinskih odnosih, 
7. hudo čustveno stisko. 
 
Raziskava, ki sta jo izvedla Rothschild in Miethe (1999) potrjuje tezo, da so temnopolti 
Američani dvakrat bolj podvrženi povračilnim ukrepom tudi zato, ker v primerjavi z belci 
zasedajo manj vodilnih položajev v organizacijah. Vzporedno s tem pa se lahko za vodilne 
delavce, nadzornike ter zaposlene vojne veterane pričakuje, da povračilnim ukrepom ne 
bodo podvrženi tudi zato, ker imajo moč, da se lahko izognejo negativnim ukrepom ali pa 
imajo izgrajene močne medosebne odnose z nadrejenim vodstvom, ki jih bo zaščitilo pred 
povračilnimi ukrepi. Ugotavljata, da so vodje, zaposleni na isti vodstveni ravni, bolj 
podvrženi posledicam povračilnih ukrepov znotraj organizacije same, saj je njihovo 
dejanje vidno kot kršenje norm in pravil organizacije, do teh pa pride predvsem v primeru 
zunanjih razkritij in kadar se take kršitve dogajajo pogosteje. 
 
Banisar (2009) vidi povračilni ukrep tudi v pritiskih na zaposlenega, kjer se od njega 
pogosto zahteva, da prekliče svojo izjavo in se vzdrži nadaljnjih razkritij. Pri tem se 
neprestano spremlja in ugotavlja njegova sposobnost za delo, s čimer se ga sili k 
                                          
646 Stopnja povračilnih ukrepov je bila pri tistih, ki so oddali prijavo izven organizacije - zunanje žvižganje, 
višja za 10 do 15 odstotkov. 
647 Podobno študijo je izvedel tudi Culp (Culp, 1995 v: Mansbach, 2011, str. 14) kjer ugotavlja, da je okrog 82 
odstotkov prijaviteljev utrpelo različne vrste nadlegovanj na delovnem mestu, odpuščenih pa jih je bilo 
okrog 60 odstotkov. 
648 Ibidem. 
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odpovedi zaposlitve. Ameriški program vladnega nadzora649 navaja naslednje najbolj 
značilne prakse, ki najpogosteje privedejo do samoodpovedi delovnega razmerja: 
− odvzem delovnih nalog uslužbencu, tako da se mu onemogoči dostop do podatkov; 
− preklic varnostnega dovoljenja zaposlenemu, zaradi česar je mogoče uslužbenca 
odpustiti; 
− uvrstitev zaposlenega na črno listo, tako da ne more več najti redne zaposlitve; 
− izvedba preiskave dogodka, da se pozornost preusmeri stran od napak, ki jih je želel 
zaposleni prijaviti in izpostaviti; 
− preverjanje duševnega zdravja uslužbenca, strokovne usposobljenosti in poštenosti; 
− naložiti uslužbencu take delovne naloge, da jih ne bo mogel opraviti ali mu nastaviti 
past, da se ga naslednjič ujeme pri njegovem početju; 
− uslužbenca premestiti na delovno mesto v drug oddaljen kraj, da mu bo onemogočeno 
opravljanje dela650. 
 
Ameriški odbor za zasluge pa v svoji raziskavi iz leta 2000 ugotavlja, da je na zvezni ravni 
44 % zaposlenih, ki so formalno razkrili informacijo in doživeli povračilni ukrep, kar je 
slabše kot je prikazala raziskava iz leta 1993, ki je ugotovila 37 % takih ukrepov. 
Raziskava iz leta 2005 v zasebnem sektorju kaže, da so prijavitelji doživeli povračilni ukrep 





Kot izkazujejo rezultati predstavljenih raziskav, so povračilni ukrepi zoper identificirane 
osebe, ki povzročijo razkritje zaupne informacije, neizbežni (glej raziskavi Soekenove, 
Rothschilda in Mietheja in tudi druge). Kljub temu da se dogodki razkritij izvajajo 
najpogosteje po notranjem viru652 (preko internih virov poročanj, kot so sporočila,  
naslovljena svojemu vodji ali drugemu nadrejenemu, seznanjanje sodelavcev itd.), je 
drugi korak žvižgača izbira zunanjega vira informiranja (eksterno obveščanje inšpekcijskih 
služb, revizijskih služb, medijev). Škodljive posledice za posameznika so ponavadi zelo 
velike, saj so mnogi prisiljeni zapustiti svoje delovno mesto, hkrati pa so omejeni pri 
iskanju nove službe in gradnji nadaljnje kariere653.  
 
                                          
649 Gre za projekt vladnega nadzora, ki ga izvaja ameriška neodvisna organizacija POGO - "Project on 
Government Oversight", ki stremi k dobrim vladnim reformam s preiskavami korupcije, kršitvami 
zakonodaje, navzkrižja interesov, s ciljem doseči bolj učinkovito, odgovorno, odprto in etično zvezno vlado.  
650 Ukrepi, ki privedejo do samoodpovedi s strani zaposlenega so objavljeni na POGO. Dostopno 18. 2. 2012 
na: www.pogo.org/pogo-files/reports/whistleblower-issues/the-unfinished-agenda. 
651 Glej U.S. Merit Systems Protection Board. The Federal Workforce for the 21st. Century: Results of the 
Merit. Principles Survey 2000, September 2003. Dostopno 19. 2. 2012 na: 
http://www.pogo.org/m/gp/wbr2005/AppendixC.pdf. 
652 Glej npr. raziskavo Soeken (1987) in Rothschild in Miethe (1999). 
653 Glej v Glazer in Glazer, 1989; Miceli in Near, 1992; Vinten, 1994, Hunt, 1995, 1998, De Maria, 1999; 
Miethe, 1999; Alford, 2001 v: Martin, 2007, str. 35-49. 
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Poleg najrazličnejših pritiskov nadrejenih in sodelavcev654 na zaposlenega, ki razkrije 
informacije, je tu najhujša posledica, ki doleti posameznika kot osebnost655, rušenje 
njegovega notranjega ravnovesja, kar se navzven opazi kot asocialno vedenje. Kljub temu 
da ima pozitivno razkritje morebitne koristi za organizacijo in skupnost, ima na daljši rok 
tako dejanje za osebo, ki tako stanje v dobri veri izpostavi (tudi v Giacalone in Greenberg, 
1997) vedno škodljive posledice. Ne glede na to, da prihaja pri teh osebah do globokih 
psihosomatskih zdravstvenih težav, zapade tako oseba praviloma v stanje fizične 
depresije, kar povzroči v osebi občutek nemoči, stresa in skrbi s pogostim zatekanjem k 
alkoholizmu, kajenju, drogam in drugim za posameznika škodljivim učinkom. Vse to pusti 
velike posledice tudi v njegovem širšem družinskem okolju, kar lahko dolgotrajno 
posledično vpliva tako na partnerja kot na otroke te osebe, kjer pa se vseh posledic pri 
tem ne da dokončno izmeriti.  
 
3.4.2 POSLEDICE RAZKRITIJ ZA ORGANIZACIJO 
 
Organizacija ni posameznik. Njen škodni dogodek je treba presojati predvsem z njenega 
strateškega vidika, ki se izkazuje v dobičku.  
 
Številne organizacije za boj proti notranjemu razkrivanju poslovnih informacij uporabljajo 
različne mehanizme, vendar ostanejo škodljive posledice pogosto neizmerljive. Tu 
navajam nekatera mnenja domačih avtorjev glede učinkov in posledic morebitnih razkritij 
za organizacijo. Za gospodarske družbe Žirovnik (2005) ugotavlja, da jim lahko razkritje 
poslovnih informacij povzroči ogromno denarno škodo, samo razkritje podatka pa nima 
neposredno velike škode. Nasprotno temu po njegovem mnenju razkritje tajnega podatka 
države (z gospodarskega področja) škoduje tako državi kot gospodarskim subjektom pri 
prodaji in na izvoznih trgih656. 
 
Kop (1995, str. 56) ugotavlja, da je škoda, ki nastane imetniku poslovne skrivnosti ob 
razkritju lahko: 
− materialna škoda (odtujitev), 
− zmanjšanje prihodkov, 
− zmanjšanje tehnološke prednosti pri bodočih izdelkih, 
− izguba zaradi zmanjšane možnosti za izvoz izdelkov in 
− škoda zaradi izgube ugleda in  
− s tem upad naročil. 
 
 
                                          
654 To imenujeta Cortina in Magley (2003) kot Work Retaliation Victimization (WRV). 
655 To opredelita Cortina in Magley (2003) kot Social Retaliation Victimization (SRV). 
656 Tu je znan primer izbruha bakterije E.coli v Nemčiji, junija 2011, ko naj bi za bakterijo, ki je bila domnevno 
prenešena na španskih kumarah umrlo več deset ljudi, zbolelo pa več tisoč. Glej npr. članka dostopna 11. 
6. 2011 na: www.telegraph.co.uk, pod naslovom: 'Killer cucumbers' row between Spain and Germany ali 
www.guardian.co.uk, pod naslovom: Germany admits Spanish cucumbers are not to blame for E coli 
outbreak. 
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Škoda, ki jo država zaradi odtujene poslovne skrivnosti lahko ima, pa je tako 
narodnogospodarska, to pa zaradi: 
− izgube delovnih mest, 
− nezaupanja tujih partnerjev in vlagateljev. 
 
Golob (1997, str. 97) šteje med škodljive posledice zapiranje trgov ali odhode 
strokovnjakov v konkurenčna podjetja, kar predstavlja neprecenljivo škodo in mnogokrat 
tudi začetek konca uspešnega poslovanja podjetja. 
 




Vir: Kop (1995, str. 81) 
 
Kop (1995, str. 78-81) je razvil trigraf škode, ki lahko v organizaciji nastane zaradi izdaj ali 
razkritij in je odvisen predvsem od vodenja organizacije. Namreč obseg razpoložljivih 
informacij in pristojnosti je v odvisnosti od ravni in položaja osebe v hierarhiji vodenja. 
Posledica tega je, da je lahko višina povzročene posamične škode, na višji ravni vodenja 
kot deluje, večja, med tem ko se število škodnih primerov z višino ravni vodenja 
zmanjšuje. 
 
To sliko je mogoče potrditi tudi z uradnimi podatki mednarodne raziskave Združenja 
pooblaščenih ocenjevalcev goljufij, ki ugotavlja da organizacija zaradi storjenih poklicnih 
goljufij s strani zaposlenih letno izgubi povprečno 5 odstotkov svojih prihodkov657. 
 
 
                                          
657 Glej Report to the nations on occuptional fraud and abuse, 2010 Global Fraud Study, Association of 
Certified Fraud Examiners, str. 4. 
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Grafikon 5: Odstotek zaposlenih in vrednost izgube v organizacijah glede na tip 




Vir: Report to the Nations on Occuptional Fraud and Abuse, Global Fraud Study 2012, 
Association of Certified Fraud Examiners (2012, str. 38-40) 
 
Opomba: podatki veljajo za primere, ki so bili Združenju v tej raziskavi sporočeni. 
 
Korelacijo med trigrafom škode, ki jo je razvil Kop, in grafikonom Združenja je mogoče 
najti predvsem v razmerju med tipom zaposlenega in okvirno škodo, ki nastaja v denarnih 
izgubah v zvezi s poklicnimi goljufijami. Kljub temu da raziskava kaže na večje število 
nižjih uslužbencev, ki v zvezi s položajem, ki ga zasedajo658 in delom, ki ga opravljajo, 
storijo eno od naštetih škodljivih dejanj, je moč ugotoviti, da se vrednostno največje 
izgube denarja (odliv) dogaja ravno pri najvišjih vodstvenih strukturah (ali pri lastnikih ali 
pri izvršnih direktorjih podjetij). Tako je mogoče najti močno povezavo v položaju, ki ga 
posameznik zaseda, in v stroških, ki jih v zvezi s svojim delom lahko na visokem delovnem 
mestu povzroči. Povprečna vrednost izgub pri najvišjem vodstvu je po raziskavi Združenja 
do trikrat večja od izgub, ki jih lahko povzročijo vodje in celo do devetkrat večja kot pri 
delavcih v raziskovanih primerih. Iz raziskave izhaja, da so finančne goljufije659 stroškovno 
najdražja oblika poklicne goljufije, zaradi česar znaša izguba povprečno več kot štiri 
milijone dolarjev letno. Pri tem je bilo okrog 31 % vseh goljufij storjenih v malih podjetjih 
(kar je največ), z izgubo povprečno okrog 155.000 dolarjev na letni ravni. Eden od 
razlogov za to, da so manjša podjetja privlačnejša za izvedbo poklicnih goljufij je v tem, 
                                          
658 Kot je zloraba premoženja podjetja, korupcija ali finančna goljufija. 
659 Raziskava opredeljuje tri osnovne kategorije goljufij povezanih s poklicem, in sicer: zlorabo premoženja 
podjetja (kjer storilec ukrade ali zlorabi vire in sredstva organizacije, kot npr. snemanje gotovinskih 
računov - skimming, ponarejanje obračunov potnih nalogov, ponarejanje čekov in zloraba poslovnih kartic 
podjetja), korupcijo, ki vključuje zlorabo položaja zaposlenega za poslovne transakcije, sem sodi tudi 
podkupovanje, izsiljevanje in navzkrižje interesov ter finančne goljufije, ki vključujejo namerno napačno 
navedbo ali opustitev potrebnih informacij v finančnem poročilu organizacije, kot tudi finančne 
manipulacije, prikazovanje fiktivnih prihodkov, prikrivanje obveznosti ali stroškov in umetno izkazovanje 
prihodkov. 
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da imajo, v primerjavi z večjimi organizacijami, najmanj mehanizmov za odkrivanje 
goljufij, še ugotavljajo revizorji. Raziskava je pokazala tudi to, da je znašala povprečna 
izguba poklicnih goljufij v zasebnih podjetjih 231.000 dolarjev, med tem ko je v javnih 
podjetjih znašala povprečno 200.000 dolarjev (po Global Fraud Study 2010). 
 
Dva vidika vplivov na škodljive posledice razkritij v organizacijah 
 
Pri proučevanju posledic razkrivanja informacij v organizacijah je mogoče škodljive 
posledice vplivov v podjetju ločiti na dva dela, na zunanje in notranje. 
 
Zunanji vplivi posledic so bistveni za obstoj same organizacije in največkrat povezani s 
stroški odplačevanja obveznosti, notranji vplivi posledic pa so povezani z notranjo 
kohezivnostjo same organizacije in prilagajanjem vzajemnega sodelovanja vodstva z 
zaposlenimi660.  
 
V nadaljevanju so zbrane nekatere ugotovitve tujih avtorjev, ki izkazuje zunanje vplive 
posledic. 
 
Cortina in Magleyeva (2003) menita, da dejanja razkrivanja kršitev poslovanja in drugih 
zaupnih informacij načenjajo ugled in silijo v negativno publiciteto, kar vodstva pogosto 
obsodijo. Če so take nepravilnosti daljnosežne, podjetje pa je za škodo odgovorno, lahko 
to privede tudi do propada podjetja661. 
 
Macey (2007) kot tudi Kovacic (1996) ugotavljata podobno. Pravita, da so posledice in 
nepristop k odpravi zaznanih nepravilnosti za organizacije v ZDA lahko pogubne. Iz 
statističnega poročila ameriškega ministrstva za pravosodje662 Macey povzema, da stroški 
podjetij, ki morajo izplačevati nagrade osebam, ki prijavijo nepravilnosti, iz leta v leto 
skokovito naraščajo663.  
 
Lilanthi Ravishankar (2006) izpostavlja primere nekaterih ameriških podjetij664, kjer je 
prišlo zaradi tehničnih napak in škodljivih vplivov pri uporabi proizvodov celo do smrtnih 
                                          
660 Lastno mnenje avtorja T. L. 
661 Eden redkih primerov propada podjetja je Murdochov tabloid, The News of the World, ki se je zapletel v 
škandal v zvezi s telefonskim prisluškovanjem političnih veljakov v Veliki Britaniji in družinam ubitih vojakov 
v Afganistanu ter s koruptivnim pridobivanjem podatkov v britanski policiji The New Scotland Yard. 
662 Glej U.S. Department of Justice, Fraud Statistics Overwiew 1987-2011. Dostopno 21. 2. 2012 tudi na: 
www.crowell.com/pdf/FalseClaimStat.pdf. 
663 Osebam, ki so razkrile nepravilnosti (angl. Qui Tam Relator), je bilo v letu 2010 in 2011 priznanih skupaj 
preko šest milijard dolarjev iz naslova poravnav in sodb ter prijav glede na določbe zakona The False 
Claims Act. 
664 Predstavila je primer iz leta 1972, ko je direktor razvoja v tovarni gum Firestone, T. Robertson, poslovodni 
odbor obvestil o tehničnih napakah na 500 avtomobilskih avtoplaščih. Ker ti opozorila niso obravnavali so 
gume vseeno poslali na trg. Čez čas je revija Time poročala, da je zaradi razneslih gum v nesrečah umrlo 
ali se huje poškodovalo več kot 40 oseb, za kar je moralo podjetje odpoklicati in zamenjati 3 milijone 
avtoplaščev, kjer so porabili več milijonov dolarjev, tudi za plačilo odškodninskih tožb. Ker se organizacija in 
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žrtev in poškodb kupcev v nesrečah na eni strani, do izplačila odškodnin žrtvam nesreč na 
drugi ali pa do izplačila nagrad zaposlenim, ki jim jih je dosodilo sodišče na podlagi 
zakona. 
 
Kathy Gurchiek (2005) povzema raziskavo upravnih odborov podjetij, kjer ti ugotavljajo, 
da jih stane harmonizacija določb zakona The Sarbanes-Oxley letno povprečno 16 
milijonov dolarjev. Tu ocenjuje, da škode povzročene zaradi razkritij in nato zaradi 
povračilnih ukrepov niso med najdražjimi, kljub temu pa jih je potrebno jemati z vso 
resnostjo, saj so same posledice povračilnih ukrepov za organizacijo lahko izredno 
drage665.  
 
Za notranje vplive posledic Rothschild in Miethe (1999) izpostavita teorem, kjer poudarita, 
da profesionalne norme in lojalnost, ki jih vzdržuje vodstvo s pomočjo organizacijske 
klime, med zaposlenimi povzročijo poslušnost in molk. Če pa že pride do razkritja, pa naj 
ta poteka vsaj znotraj organizacijske hierarhije, kakor da bi težila k nasprotju, to je 
pojavnosti razkrivanja nepravilnosti izven organizacije. 
 
Če obstaja v podjetju nizka raven kulture, bo pri razkritjih organizacija zagotovo utrpela 
večjo škodo v ugledu, izgubi zaupanja strank, prisiljena bo izvesti reorganizacijo, soočila 
pa se bo tudi z izgubo prihodkov, meni Randallova (1987). 
 
Na drugi strani Nearova in Micelijeva (1995) ugotavljata, da ima razkritje lahko veliko 
korist za širšo skupnost, vendar pa obstaja tudi teorija, kjer ima razkritje lahko negativne 
posledice za vodje na različnih organizacijskih nivojih, saj iščejo slednji zase ustrezno 
varstvo v primeru napačnih ali celo izsiljenih zahtev po razkritjih s strani zaposlenih. 
 
Kadar je organizacija dovolj odprta do svojih zaposlenih in kadar sprejema tudi kritičen 
"glas delavcev", takrat lahko pričakujemo, da se bodo informacije pretakale le znotraj 
organizacije666. Tako imajo bolj demokratske in manj birokratske organizacije  boljše 
                                                                                                                               
nadzor v tem času ni nič spremenil, je podjetje doživelo podoben dogodek leta 2000, ko je Ford odpoklical 
in zamenjal 1,5 milijona Firestonovih avtoplaščev. Odpoklic vozil s temi pnevmatikami so izvedli potem, ko 
je Nacionalna uprava za varnost v prometu ugotovila napako ravno na teh pnevmatikah, ko se je smrtno 
ponesrečilo 200 ljudi, več kot 700 oseb pa je bilo huje poškodovanih. Glede na očitke v medijih, sta podjetji 
izplačali več milijonov dolarjev za odškodninske tožbe, ki so jih vložili svojci, vodstvi podjetja pa sta se 
morali zagovarjati pred odborom ameriškega kongresa, kar je kasneje ogrozilo tudi dolgoletne poslovne 
odnose med Fordom in Firestonom. 
665 Kot povzema iz raziskave Directorship/RHR International iz leta 2003, gre za skoraj 77 odstotno povečanje 
odhodkov. V teh ocenah stroškov so vključeni nov oddelek za notranjo kontrolo ter dodatne storitve 
računovodskih, revizijskih in odvetniških služb. 
666 Ugotavljata, da zaposleni izkoristijo zunanje vire informiranja takrat, ko opazijo nemoralna dejanja v 
organizaciji in spoznajo, da so jim notranje poti komuniciranja zaprte ter kadar je vodstvo nesprejemljivo za 
pogovore in hkrati sokrivo za nastajajoče nepravilnosti. Vodstva, ki so interaktivna s svojimi zaposlenimi in 
imajo manj organizacijskih ravni, so po njuni oceni najbolj primerna rešitev, saj prihaja takrat do kohezije 
med zaposlenimi in pri doseganju ciljev, večjega zaupanja, odprtosti, hkrati pa tudi do večjega osebnega 
razvoja in s tem razvoja organizacije. 
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kanale komuniciranja, ki so potrebni za reševanje odprtih vprašanj znotraj organizacije 
(po Rothschild in Miethe, 1999). 
 
S poglobljeno razpravo razkritij znotraj organizacije se ukvarja tudi King (1999), ki 
proučuje različne tipe organizacijske strukture (centralizirano, horizontalno, sektorsko ...). 
Tu ugotovi, da oblika organizacijske strukture vpliva na to, ali se bodo informacije 
razkrivale navzven ali ne. 
 
Mizutani (2007) izpostavlja kot pomembno dejstvo, pravno in socialno usklajenost 
notranjih predpisov, ki morajo postaviti jasne norme za to, kar je dovoljeno in kaj ne. 
 
Za Lennanovo (1993) se zdi bistvena tako etika poslovodstva, kot tudi zaposlenih in 
dejstvo, da goljufije, korupcija in druge nepravilnosti škodijo tako organizaciji kot celotni 
skupnosti. 
 
Bunget-Ovidiu in Sobolevschi (2009) menita, da je za dobro delovanje organizacije 
pomemben oddelek za notranji nadzor, saj je mogoče z nadzorom pri delu zaposlenih 
zavarovati organizacijo, hkrati pa ustvariti notranjo samoregulacijo. Podlago za to pa 
morajo imeti organizacije v sprejetem kodeksu dobre prakse. 
 
V eni od raziskav, ki je merila vpliv javnega razkritja primerov podjetij, kjer so zaposleni 
proizvajali čevlje pod slabimi delovnimi pogoji je ta pokazala, da so zaradi negativne 
publicitete padli posledično s tem tudi tečaji njihovih delnic. Namreč podjetjem, ki so imeli 
sprejete kodekse dobre prakse in delovnih pravil, so se tečaji delnic odzivali pozitivno, kar 
kaže na to, da je mogoče z javnimi odkritji nepravilnosti vplivati na odziv podjetij za 
spremembo v njegovem notranjem vedénju in poslovnem odnosu. Kljub temu raziskava 
na koncu zaključi z ugotovitvijo, da javno razkritje na organizacijo deluje uspešno le v 
kolikor ga razkrije zunanja neodvisna revizorska hiša (po Rock, 2001). 
 
Škodljivi učinki razkritij z obravnavo konkretnega primera  
 
Za posameznika lahko navedem naslednje sociološke dejavnike: identifikacijo, osebno 
diskreditacijo, stigmatizacijo, posmehovanje in grdo govorjenje, opravljanje, žalitev, 
stereotipizacijo667 ipd. 
 
Za organizacijo pomenijo drugi škodljivi dogodki razkritij predvsem upad zaupanja 
zaposlenih in poslovnih strank v organizacijo, izgubo verodostojnosti vodstva, izgubo 
ugleda668, dohodka, bonitet, profesionalnosti ipd. 
                                          
667 Stereotipi so psihični obrambni mehanizmi, ki človeku omogočajo ustvarjati konsonante miselne prvine 
(Festinger, 1957 v: Splichal, 1999). Stereotipe obravnavamo vrednotno negativno (npr. sovraštvo do drugih 
družbenih skupin, podcenjevanje, predsodki, kot npr. vsi Židje so grabežljivi, vsi Nemci so redoljubni in 
disciplinirani, vsi Arabci so premeteni trgovci ...). 
668 Merc (2010, str. 6-8) ugotavlja, da je v primeru izdaje podatkov o bančnih računih komitentov v Švici, 
ravno izguba ugleda zaradi tega dogodka banki UBS povzročila ogromno nepopravljivo škodo. 
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Stranska škoda je v teh primerih tako širša od škode, ki jo posameznik ali organizacija 
občuti kot samostojen subjekt. Posledice vplivov razkritij so vidne na daljši rok, saj se 
ohranijo v spominu ljudi, predvsem ker omajajo zaupanje ali v osebo ali v organizacijo.  
 





Slika 9 prikazuje možne škodljive učinke ob razkritjih zaupnosti tako za  posameznika ki 
zaupnost razkrije, kot tudi za organizacijo, kjer deluje. S prepoznanjem prijavitelja669 je 
posameznika mogoče identificirati in nad njim izvajati pritisk. V organizaciji se vodstvo 
praviloma odloči za ukrep v smislu ustvarjanja nezaupanja med zaposlenimi in 
nadrejenimi, kar vzbudi pogoste razprave v medijih ali v interni javnosti sum v 
verodostojnost vodstva, to pa povzroči posledično tudi težave pri odnosih z drugimi 
partnerji in v poslovanju organizacije. 
 
V nadaljevanju obravnavam razkritje zaupnih vsebin na primeru Wikileaks, hkrati pa 
opredeljujem nastale škodljive učinke tako za posameznika kot za organizacijo. 
 
Primer 12: Wikileaks: Škodljivi učinki razkritja diplomatskih depeš670. 
V novembru leta 2010 je spletna stran Wikileaks objavila številne zaupne diplomatske 
depeše, kjer je ameriško zunanje ministrstvo podajalo svoja mnenja veleposlaništvom 
ZDA po svetu, in kjer so ta poročala ministrstvu nazaj o aktualnih dejavnostih nacionalnih 
                                          
669 Sem lahko štejemo tudi žvižgača. 
670 Več o depešah glej stran: http://213.251.145.96/cable/2009/06/09state62397.html. 
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vlad. Novice s spletne strani www.wikileaks.org so takrat objavili številni svetovni 
časopisi671 in mediji. 
 
Vidno zaznani škodljivi učinki razkritij672 za posameznika so bili: 
− identifikacija ustanoviteljev Wikileaksa (najbolj prepoznan je bil avstralec Julian 
Assange); 
− identifikacija ameriškega vojaka Bradleya Manninga kot izdajalca in njegovo priprtje, 
ker naj bi posredoval dokumente Wikileaksu v objavo; 
− medijski pomp in javna obravnava primera na naslovnicah dnevnih časopisov673; 
− izdaja in obremenitve Assangea z zapornim nalogom zaradi suma storitve posilstva na 
Švedskem; 
− fizično priprtje vdanega Assanga; 
− identifikacija prodajalca diska, Rudolfa Elmerja, ki je podatke oseb o tajnih bančnih 
računih švicarske banke predal Assangu, kjer naj bi se preko računov na Kajmanskih 
otokih skušali izogibati plačilu davkov;  
− razgaljenje osebnosti J. Assanga (vključno v vključitvijo njegovega očima in družine v 
TV prispevkih in novicah); 
− pogojna zaporna kazen in plačilo kazni za nekdanjega bankirja, ki je predal podatke 
Wikileaksu ... 
 
Vidno zaznani škodljivi učinki razkritij za organizacijo so bili: 
− prepoznanje Wikileaksa kot novega glasnika zaupnosti in sovražnika pri razkrivanju 
zaupnih informacij; 
− hekerski napadi na spletne strani in svetovne strežnike glasnika Wikileaks; 
− onemogočanje finančnega poslovanja glasnika Wikileaks; 
                                          
671 Tajne depeše so prejeli španski El Pais, nemški Der Spiegel, britanski The Guardian, ameriški The New 
York Times in francoski Le Monde. Objavili pa so jih tudi številni drugi svetovni časopisi. 
672 Vidno zaznana posledica razkritja pomeni, da se dogodki ob razkritju usmerijo v različne kanale 
informiranja javnosti, kjer je možno čutno (vizualno, avditivno) zaznati posledice razkritij, kot npr.: 
obravnava dogodka v medijih (pisanje v časopisih, radio, TV, drugi medijski dogodki), obravnavanje v 
stroki (razprave, polemike), seznanjanje z vsebino in drugimi dejstvi v laični skupnosti, morebitni javni 
protesti, neredi in izgredi, nestrinjanje, dnevni govor itd. Vidno nezaznane posledice razkritij pa 
predstavljajo stanje, ko posledice ob razkritju, veliki večini oseb sploh niso znane, nanašajo se le na ožji, 
krog udeležencev. Ti sicer zaznajo spremembe, vendar odziva nanje, zaradi načela odvisnosti, ne sprožijo. 
Sem sodijo npr.: pritiski vodstva po omejevanju iztekanja podatkov, pritiski na vodstveno strukturo, iskanje 
krivca, grožnje, predpisovanje novih varnostnih pravil, pritiski na ostale zaposlene v organizaciji, 
omejevanje dostopa do različnih baz podatkov, premestitve in zamenjave zaposlenih, odpoved delovnih 
razmerij, dodatna usposabljanja, zmanjševanje kontaktov z drugimi, izolacija zaposlenih, uvajanje 
varnostnih sredstev itd. 
673 K višini škodnih posledic v zvezi z razkritji, lahko veliko pripomorejo tudi medijski odmevi. Kot pravi 
Zupančič (et al., 2001, str. 424) se pri raziskovalnem tisku ali s premalo reguliranim uredništvom na 
televiziji, stori nepopisna škoda posameznikom, zato se je treba sprijazniti s tem, da morajo ostati nekatere 
zadeve, čeprav jih imamo pravico izvedeti, nedostopne. Podobno ugotavlja Šilc (2009a), ki meni, da so 
mediji pogosto zvedavi in želijo sami odkriti vzroke, posledice in tudi odgovornost. Pri tem pa so pogosto 
senzacionalistični, saj obravnavajo novice, ki so lahko za določeno organizacijo moteče ali celo pogubne. 
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− razgaljena je bila komunikacija in diplomatski etos ter aktivnosti ameriške vlade in 
drugih držav; 
− predstavljeni so bili nekateri aktualni dogodki o vojnih misijah ZDA  in njenih drugih 
politikah v tujini; 
− prepoznan je bil način lobiranja – trgovanja med Slovenijo in ZDA, kjer se je  ameriški 
predsednik B. Obama v zameno za možnost premestitve zapornika iz zapora 
Guantanama v Slovenijo, srečal s takratnim slovenskim predsednikom vlade B. 
Pahorjem ... 
 
Drugi učinki in posledice razkritij so bili: 
− izjemno povečanje delovanja obveščevalnih služb za izsleditev iztekanja informacij v 
institucijah v ZDA in v Evropi; 
− delovanje protiobveščevalnih služb z namenom onemogočanja dostopa do svetovnih 
strežnikov in manipuliranja z informacijami; 
− kreiranje tiralic za izsleditev, prijetje in predajo ustanovitelja Wikileaksa v ZDA in 
druge države; 
− strožje izvajanje varnostnih ukrepov pri osebah, ki dostopajo do zaupnih informacij 
ameriškega zunanjega ministrstva in veleposlaništev po svetu; 
− spreminjanje komunikacijskih kod za posredovanje depeš; 
− aktivni vladni pogovori v drugih državah, Evropski komisiji in drugod o načinu 
zagotavljanja varovanja informacij in odvračanja pozornosti; 
− zarotništvo oblasti proti medijem in drugim nezaupljivim osebam; 
− omejitve glede dostopa do podatkov in padanje ugleda v švicarski banki Julius Bär; 
− povod za nastanek revolucij v severno afriških državah itd. 
 
Nekatere izjeme, posledice in pozitivni učinki razkritja so lahko tudi: 
− prodaja blaga z izrabo wikileaksove podobe (IP naslovi natisnjeni na majicah, e-knjige 
z depešami, figurice Assanga, šalice s simboli ...); 
− javna mobilizacija ozaveščanja ljudi o javnosti in transparentnosti delovanja vladnih 
institucij in komunikacije, kar je nasprotje načelu Arcana Imperii); 
− priprava knjige in snemanje avtobiografskega filma o J. Assangu; 
− podaja predloga za podelitev Nobelove nagrade Wikileaksu674 itd. 
 
Povzetek ugotovitev:  
 
Pregled možnih škodljivih učinkov in posledic ob razkritjih zaupnosti je dvoplasten. Pri 
posamezniku, ki tako dajanje stori ali je samo posredno vpleten v dejanje, je njegova 
največja ovira ravno identifikacija, zaradi česar se zavrti celotna spirala negativnih učinkov 
                                          
674 Norveški poslanec Snorre Valen je podal odboru za podelitev Nobelove nagrade za leto 2011 predlog za 
nominacijo WikiLeaksa z naslednjo obrazložitvijo:  "WikiLeaks je naredil enega najpomembnejših 
prispevkov k svobodi govora in transparentnosti v tem stoletju". Glej prispevek pod naslovom: WikiLeaks 
nominiran za Nobelovo nagrado za mir. Dostopno 18. 6. 2011 na: www.siol.net in www.voanews.com, pod 
naslovom: WikiLeaks Nominated for Nobel Peace Prize, z dne 2. 2. 2011. 
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zoper njega. Kot ugotavljamo iz številnih raziskav (nekaj je povzetih v tem poglavju) so 
posledice kljub pozitivnemu zakonskemu varstvu lahko za posameznika škodljive.  
 
V prvi točki podpoglavja obravnavam incognito razkritja, ki ustvarjajo podlago za 
opravljanje, kar je pri nas inkriminirano dejanje, vendar je v primeru neidentifikacije 
storilca dejanje težko kazensko preganjati. V drugi točki podpoglavja prihaja do hujših 
škodnih učinkov identificiranega posameznika razkritja s tem, da doživi slednji paket 
povračilnih ukrepov (kljub zakonskim možnostim zaščite), kjer izloči osebo iz okolja 
skupnost sama (Bjørkelo in Matthiesen, 2011). To pa vpliva na njegovo življenjsko stanje 
travmatsko, še posebej zato, ker se transformirajo na njegovo družino kot družbeno 
skupnost (Rothschild in Miethe, 1999). 
 
Ni pa mogoče škodljivih učinkov in posledic razkritij posameznika enačiti s škodnimi vplivi, 
ki jih ima zaradi razkritja organizacija675, katere osnovni cilj je maksimiranje ekonomskega 
učinka. Škodo, ki z razkritjem nastane organizaciji, se da praviloma tudi povrniti676 
(vključno z ugledom, finančnimi učinki, negativno publiciteto), saj je, kot pravi Lennanova,  
(1993) ravno ta moč tista njihova prednost, ki jo lahko organizacije izkoristijo nasproti 
tistim, ki razkrijejo njihove zaupnosti oziroma jih naredijo javne. Tu pravi, da lahko 
organizacija za svojo obrambo kadarkoli in ne glede na čas, uporabi vse svoje notranje 
vire, s katerimi bo dokazala, da je sama za zaščito storila vse, kar je bilo potrebno. 
 
Tretji del tega podpoglavja kaže na dva vidika posledic, ki sta občutljiva za vsako 
organizacijo. En je finančni vidik, ki se nanaša na izplačila odškodnin ali drugih stroškov 
zaradi storjenih lastnih procesnih napak, drugi pa je vezan na samo kohezivnost notranje 
organizacije. Prvi za to obravnavo ni toliko pomemben, saj je primarna dejavnost 
organizacije v gospodarstvu ustvarjanje kapitala, v javnem sektorju pa zagotavljanje 
upravnostoritvene dejavnosti. Pomembnejši je drugi vidik, ki s spodbujenimi 
nepravilnostmi skrbi za to, da se kakovost organizacije še izboljša. Ravno zato je vloga 
tistih, ki razkrivajo napake, pomembna, saj učinkujejo s tem na organizacijo kot celoto, 
kar posledično vpliva na njihovo vedénje, zato  lahko v prihodnje preprečijo izvajanje 
nepravilnosti (Near in Miceli, 1995), hkrati pa s tem dvigajo svoj ugled, boniteto in 
profesionalnost.  
 
Z ukrepi "vitke organizacijske hierarhične strukture" (King, 1999), reorganizacijo in 
ustvarjanjem nebirokratske organizacije (Rothschild in Miethe, 1999), usklajenimi 
notranjimi akti in postavljenimi jasnimi normami (Mizutani, 2007), ustrezno ravnijo 
organizacijske kulture in poslovodne etike (Lennane, 1993), je mogoče zanesljivo in 
celovito odpravljati pojave škodljivih učinkov za organizacije, kot je: 
− razkrivanje nepravilnosti organizacije s strani posameznika javnosti in  
                                          
675 Tu povzemam, da škoda, ki nastane zaradi razkritja posamezniku, ni enakovredna škodi, ki nastane 
organizaciji! 
676 "Samo razkritje podatka za gospodarske družbe nima neposredno velike škode", meni (Žirovnik,  2005).  
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− škodljiva ter neodkrita goljufija, korupcija in druge nepravilnosti, ki se dogajajo  v 
organizaciji. 
 
Poleg teh ukrepov, pa Jason Zuckerman (v Gurchiek, 2005) meni, da je potrebno 
vzpostaviti táko podjetniško okolje, kjer se bodo tako vodje kot nadzorni organi, zaposleni 
in pogodbeni partnerji počutili svobodne, da bodo izpostavili pereča vprašanja znotraj 
organizacije677. Odgovornost in skrb za zmanjševanje učinkov teh tveganj je torej vedno 
na strani vodstva vsake organizacije, menita Cortinova in Magleyeva (2003). 
 
3.5 ZAUPNE INFORMACIJE IN PODATKI V RAČUNALNIŠKEM SVETU 
 
Novi svet, virtualni svet tudi svet interneta je v zadnjem desetletju in pol, dosegel razcvet 
neslutenih možnosti. Čeprav je bila prvotna zasnova te pridobitve pogojena predvsem z 
obrambnimi interesi pri elektronski izmenjavi podatkov, je postala vloga interneta danes 
izjemno nadgrajena. Še v 50. in 60. letih sta ZDA in Sovjetska zveza mislili, da bosta s 
pošiljanjem plovil v vesolje uspeli osvojiti katerega izmed planetov, ga oživeti in uporabiti 
za svoj Novi svet. To jima seveda ni uspelo. Kar pa je uspelo predvsem ZDA, je izgradnja 
virtualnega sveta, ki je bila s strateškega vidika ena najbolj enostavnih oblik osvajanja 
sveta, brez vojn in velikih naporov, z dosegom po vsem planetu. Tudi z ekonomskega 
vidika je to zagotovo ena najcenejših "strateških" investicij v vsej svoji dosedanji 
zgodovini678. 
 
Vendar prinaša ta "Novi svet" po drugi strani nove razsežnosti – računalniško 
kriminaliteto679, ki velja za kriminaliteto brez meja680. Korenine pojma računalniškega 
kriminala zasledimo že v 60. letih, ko so bili v javnem tisku in strokovni literaturi prvič 
objavljeni članki v zvezi z računalniškimi manipulacijami, sabotažami, špijonažo, 
vohunstvom in nezakonito uporabo računalniških sistemov. V 70. letih so bile narejene 
prve empirične raziskave, ki so se sklicevale na znanstveno kriminalistične preiskave. V 
80. letih so mediji pisali o prvih primerih vdorov hekerjev v informacijske sisteme, o 
računalniških virusih in črvih. Ranljivost informacijske družbe se je v 90. letih razkrila s 
                                          
677 Sem šteje sprejem ustreznih politik in napotkov glede prepovedi posledic zoper prijavitelje, usposabljanje 
vodij, nadzornikov in zaposlenih glede načina, kako postopati v primeru zaznanih nepravilnosti, predlaga pa 
tudi uvedbo t.i. varuha delavčevih pravic. 
678 Lastno mnenje avtorja T. L. 
679 Ker ne obstaja dogovorjena opredelitev tovrstnega kriminala, se pojmi, kot so: kibernetski kriminal, 
računalniški kriminal, kriminal povezan z računalniki ali kriminal visoke tehnologije, uporabljajo kot 
sopomenke. Kibernetski kriminal pomeni tista kazniva dejanja, ki so storjena z uporabo elektronskih 
komunikacijskih omrežij in informacijskih sistemov ali proti takšnim omrežjem in sistemom (glej Komisija 
Evropskih skupnosti, 2007, str. 2). V nadaljevanju bom za opredelitev tovrstnega kriminala uporabljal 
slovenski izraz, kljub temu, da je sopomenka kibernetski kriminal, mednarodno priznana označba, 
opredeljena pa je tudi v konvenciji o kibernetskem kriminalu.  
680 Po oceni Evropske Komisije, ostajajo dejavnosti kot so: terorizem, organizirani kriminal, promet s 
prepovedanimi drogami, kibernetski kriminal, trgovina z ljudmi in orožjem, še naprej resna in 
nespremenjena grožnja kaznivih dejanj, kjer delujejo storilci mednarodno, pri tem pa si pomagajo z novimi 
tehnologijami (glej Evropska komisija, Predlog uredbe z dne 15. 11. 2011). 
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programskim piratstvom ter drugimi zlorabami (po Sieber, 1998, str. 19-20). Računalniška 
kriminaliteta v ožjem smislu ogroža informacijsko in omrežno varnost, objekt kazensko 
pravnega varstva pa so predvsem informacijski sistemi in računalniški podatki, meni Cunk 
(2011). 
 
Računalniški kriminal681 ne predstavljajo le vdori v računalniške sisteme, temveč gre za 
izredno heterogeno skupino kaznivih dejanj, v katero so vključene tudi druge oblike 
kriminala682. V praksi se ta pojem uporablja za opredelitev treh kategorij kriminalnih 
dejavnosti: 
− prva zajema klasične oblike kaznivih dejanj kot je goljufija ali ponarejanje683, storjena 
preko elektronskih komunikacijskih omrežij in informacijskih sistemov; 
− druga kategorija se nanaša na objavo nezakonitih vsebin preko elektronskih medijev 
(npr. vsebine, povezane s pedofilijo, spodbujanje k rasnemu sovraštvu in 
ksenofobiji684);  
− tretja pa vključuje kazniva dejanja, značilna za elektronska omrežja685, t.j. napade na 
informacijske sisteme, napade za zavrnitev storitve in vdore v sisteme (angl. hacking). 
Za vsako od teh kategorij kaznivih dejanj je značilno, da so lahko storjena masovno in 
z večje geografske oddaljenosti (glej poročilo Komisije Evropskih skupnosti, z dne 22. 
5. 2007). 
 
Evropska študija za oceno učinka komunikacije na računalniški kriminal686 kaže, da se 
kriminalne dejavnosti nenehno razvijajo, zato je opaziti: 
− da število teh kaznivih dejanj narašča, kriminalne dejavnosti pa postajajo vedno bolj 
prefinjene in internacionalizirane; 
− vse večjo vpletenost organiziranih hudodelskih združb v tovrstni kriminal, in 
− da se število evropskih kazenskih pregonov na podlagi čezmejnega sodelovanja na 
področju kazenskega pregona ni povečalo. 
 
                                          
681 Po dostopnih podatkih se ocenjuje, da je v Evropi primat nad računalniškim kriminalom prevzela predvsem 
ruska mafija in mafija iz ostalih vzhodnoevropskih držav (Linderhorm, 2007, v: Lukman in Bernik, 2009). 
682 Računalniška kriminaliteta ima številne pojavne oblike, saj lahko njene posledice prizadenejo tako 
posameznike v obliki motenj delovanja računalnika ali izbrisanih podatkov, s kršitvijo zasebnosti kot tudi 
podjetja v obliki računalniških sabotaž, goljufij, kršitev pravic intelektualne lastnine in računalniške 
špijonaže. Neposredno tarčo tovrstnih kriminalnih dejanj predstavlja tudi ključna infrastruktura, kot so 
vodovodi, daljnovodi, plinovodi, nadzori letenja, bolnišnice, kar označujemo kot elektronsko vojskovanje, 
saj neposredno ogroža življenja ljudi. V drugo skupino kaznivih dejanj pa sodijo dejanja, povezana z 
otroško pornografijo, s kršenjem avtorske in sorodnih pravic in z razširjanjem sovražnih vsebin (glej 
Zbornik predpisov s področja informacijske družbe Ministrstva za informacijsko družbo, 2004, str. 9). 
683 Sem štejemo še krajo identitete, lažno predstavljanje, neželeno elektronsko pošto, zlonamerne kode itd. 
684 Tudi spodbujanje k terorističnim dejanjem, nezakonito spodbujanje k nasilju, rasizmu in ksenofobiji. 
685 V zvezi s tem Broadhurst (2006, str. 8) navaja tudi sorodna druga kazniva dejanja, kot so računalniški 
vandalizem in terorizem, vstavljanje virusov, črvov in drugih zlonamernih kod, on-line igre na srečo in 
stave, izsiljevanje in zalezovanje preko računalnika itd. 
686 Glej Študijo za oceno učinka komunikacije na kibernetski kriminal iz leta 2006 v: Komisija Evropskih 
skupnosti, z dne 22. 5. 2007. 
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Evropska komisija ugotavlja, da ne more biti nobena politika o računalniškem kriminalu, 
omejena znotraj EU, učinkovita, saj lahko storilci informacijske sisteme napadajo tako iz 
ene države članice kot tudi zunaj območja EU687. V boj zoper tovrstni kriminal je 
vključenih več organizacij, kot npr. delovna skupina Evropske komisije, Interpol, Europol, 
nacionalne skupine za odzivanje na računalniške grožnje (CERT), delovna skupina EU-ZDA 
o spletni varnosti in kriminaliteti in druge. Zaradi vseh negativnih posledic, ki ga ta oblika 
kriminala prinaša, in na podlagi opravljenih študij, je Evropska komisija novembra 2011  
pripravila predlog Uredbe Evropskega parlamenta in Sveta EU o vzpostavitvi instrumenta 
finančne podpore na področju policijskega sodelovanja, preprečevanja kriminala ter 
kriznega upravljanja, v okviru Sklada za notranjo varnost, kjer je opredelila strateške 
prednostne naloge Unije, ki nanašajo na preprečevanje hudih kaznivih dejanj, čezmejnega 
in organiziranega kriminala ter boja proti njemu, med ostalimi pa opredeljuje tudi 
finančne in druge ukrepe za zvišanje ravni varnosti v računalniškem prostoru za 
državljane in podjetja EU, predvsem s projekti na področju kazenskega pregona in v 
pravosodju, s projekti, ki zagotavljajo sodelovanje z industrijo za vključevanje in zaščito 
državljanov, ter projekti, ki izboljšujejo sposobnosti odzivanja na računalniške napade688. 
 
Motivi za računalniško kriminaliteto 
 
Motivi storilcev računalniške kriminalitete so še vedno usmerjeni v pridobivanje 
materialnih koristi. Chantler (Chantler, 1996 v: Ebenshade, 2002 v: Peršak, 2009) v eni 
izmed raziskav navaja, da predstavlja hekerjem vdor v sistem izziv, znanje in 
zadovoljstvo689. Druge raziskave kažejo, da je glavni cilj takih napadov storilčevo 
koristoljubje (Lukman, 2008). Kot eden najpomembnejših faktorjev za računalniški 
kriminal pa je mogoče označiti anonimnost, ki na internetu predstavlja ščit in preprečuje 
povezavo resnične uporabnikove identitete s podatki, ki se izmenjujejo po omrežju. 
Zasebnost in anonimnost sta po mnenju Lukmana v medsebojni povezavi. Iz tega je 
mogoče sklepati, da je izsledljivost storilca izredno zahtevna, zato se lahko hekerji 
neovirano gibljejo in še naprej "raziskujejo" v računalniškem prostoru (Akdeniz, 2002 v: 
Lukman, 2008). 
 
Nekateri psihologi vidijo vzroke za deviantno obnašanje računalniških kriminalcev v njihovi 
osebnostni motnji in v duševnih boleznih, v povezavi s pretirano narcisoidnostjo. 
Raziskave o deviantnosti zlorab v tem prostoru štejejo mednje tudi motnjo odvisnosti z 
računalnikom (Suler, 1997 v: Lukman, 2008). Raziskava računalniške kriminalitete 
Golubeva (Golubev, 2003690 v: Lukman, 2008) pa kaže, da izstopa v Sloveniji kot motiv 
                                          
687 Glej sporočilo Komisije Evropskih skupnosti, z dne 22. 5. 2007, str. 5. 
688 Glej Evropska komisija, Predlog uredbe z dne 15. 11. 2011, str. 24. 
689 Razlikovati je potrebno med hekerji (angl. Heckers), kjer posameznik uživa v raziskovanju programov, 
programira in spoštuje lastna etična pravila, krekerji (angl. Crackers), ki vdirajo in razbijajo zavarovane 
računalniške sisteme in telefonskimi friki (angl. Phone Freaks), ki vdirajo v telefonska omrežja. Hekerstvo 
po Esbenshadeju (Esbenshade 2002 v: Lukman, 2008) naj ne bi imelo zlega namena, temveč gre bolj za 
radovednost, želijo neupravičeno vstopiti v prostore, da bi videli to, česar ne bi smeli videti. 
690 Ibidem. 
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predvsem koristoljubje691, kjer so notranji napadalci ponavadi razočarani zaposleni ali bivši 
zaposleni. Običajno so to računalniško izobraženi zaposleni na zahtevnih delovnih mestih. 
Drugi motivi lahko izhajajo tudi iz teh vzgibov (po Kastelic, 2008): 
− storilci so v večini primerov oškodovanci, povezani na osebni ali službeni ravni 
(prijatelji, sodelavci, poslovni partnerji);  
− motivi so osebne narave (prepir, nagajanje, blatenje osebe) ali  
− poslovne narave (ugotavljanje aktivnosti konkurence, pridobivanje poslovnih evidenc, 
oviranje ali onemogočanje poslovanja itd.). 
 
Težave odkrivanja računalniške kriminalitete 
 
Zupančičeva (1997) ugotavlja, da gre pri računalniški kriminaliteti za kazniva dejanja, ki 
jih je težko odkriti, zato ostajajo pogosto neopažena in celo nekaznovana. Prav ta dva 
dejavnika, neodkritost in nekaznovanost, ščitita organizirane kriminalce pred organi 
kazenskega pregona, ugotavlja Evropska komisija, pristojnost za pregon te kriminalitete 
pa je še vedno omejena le na nacionalne meje držav članic. Kriminalistične policije po 
svetu se tako stalno srečujejo z večanjem števila računalniške kriminalitete692, in 
varnostnih incidentov693, v katerih prihaja do neupravičene uporabe, spreminjanja, 
kopiranja ali uničenja podatkov694, kraje identitet in drugih kaznivih dejanj, izvedenih s 
spletno tehnologijo.  
 
Slovenija po mnenju Cunka (2011) sodi med države, kjer je informacijska zasebnost 
varovana s Kazenskim zakonikom, ki obravnava kršitve pravic uporabnikov informacijske 
tehnologije na področju protipravnega dostopa, protipravnega prestrezanja, motenja 
podatkov, motenja sistemov in zlorab naprav. Temu pritrdi tudi Saksida (2007b, str. 26-
27), ki pravi, da slovenska ustava, ZVOP-1 ter sprejeta Konvencija o kibernetskem 
                                          
691 Lukman ugotavlja, da je pri slovenski populaciji zastopan spolni motiv, ki ga Golubev ne navaja, na splošno 
pa je prisoten tudi politični motiv, ki pa ga pri slovenskih kaznivih dejanjih ni zaslediti. V tujih raziskavah je 
prisotna tudi želja storilcev po raziskovanju, ki je pri nas ni zaslediti, maščevalnost in škodoželjnost pa sta 
zastopani podobno v obeh raziskavah. 
692 Glej Europol Annual Report 2010, str. 47. Npr. Velika Britanija je v boju zoper računalniški kriminal in za 
učinkovito izvajanje Konvencije o kibernetski kriminaliteti namenila sredstva za financiranje mednarodnih 
delavnic in aktivnosti za krepitev zakonodaje, usposabljanje organov pregona in spodbujanje javno-
zasebnega in mednarodnega sodelovanja (glej prispevek pod naslovom: UK supports Council of Europe 
efforts to fight cybercrime, z dne 2. 3. 2012. Dostopno 7. 3. 2012 na: www.coe.int. 
693 "Po nekaterih ocenah, naj bi globalni kibernetični kriminal leta 2004 obrnil več denarja kot trgovanje z 
drogami, to je čez 105 milijard dolarjev" (Peršak, 2009, str. 192). Tomšič (2008b), ki povzame rezultate 
študije inštituta Ponemon, ugotavlja, da so povprečni stroški izgubljenih ali izpostavljenih podatkov narasli 
na 197 dolarjev za ogroženi zapis in se še povečujejo. Povprečni strošek incidenta naj bi tako presegal 6,3 
milijona dolarjev zaradi višjih pravnih in komunikacijskih stroškov in tudi zaradi izgub poslovnih strank. 
694 To potrdi v svojem sporočilu tudi Evropska komisija, ki ugotavlja, da je varstvo posameznikov proti 
računalniški kriminaliteti pogosto oslabljeno zaradi vprašanja določanja ustrezne sodne pristojnosti in 
prava, ki se uporablja, čezmejnega kazenskega pregona ali priznanja uporabe elektronskih dokazov (Rus, 
2012, str. 4). 
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kriminalu ustrezno urejajo varstvo v primerih računalniških vdorov ter škodljivih 
programskih kod695. 
 
3.5.1 PREDPISI, KI SANKCIONIRAJO RAČUNALNIŠKO KRIMINALITETO V 
SLOVENIJI 
 
Mednarodni akt, ki ureja področje računalniške kriminalitete, je Konvencija Sveta Evrope o 
kibernetski kriminaliteti iz leta 2001, ki vsebuje opredelitve različnih vrst računalniškega 
kriminala in kaznivih dejanj zoper zaupnost, celovitost in dosegljivost računalniških 
podatkov in sistemov ter določa materialno in procesno podlago za uspešno pravosodno 
sodelovanje pri pregonu kaznivih dejanj, povezanih z informacijskimi sistemi med 
državami pogodbenicami696. Konvencijo so podpisale številne države, tudi Slovenija ter 
nekatere druge neevropske države697.  
 
Zakon o ratifikaciji Konvencije o kibernetski kriminaliteti in dodatni protokol h konvenciji o 
kibernetski kriminaliteti, ki obravnava inkriminacijo rasističnih in ksenofobičnih dejanj, 
storjenih v informacijskih sistemih698, velja v Sloveniji od januarja 2005699. 
 
Namen Konvencije je v preprečevanju dejanj kot je zloraba zaupnosti, celovitosti in 
dosegljivosti računalniških sistemov, omrežij in računalniških podatkov. Pogodbenice so se 
s podpisom Konvencije zavezale, da bodo v nacionalni zakonodaji in v notranjem pravu, 
opredelile (inkriminirale), naslednja kazniva dejanja naklepnega in neupravičenega: 
− vstopa v računalniški sistem ali njegove dele, če je to storjeno s kršitvijo varnostnih 
ukrepov, z namenom pridobitve računalniških podatkov ali z drugim nepoštenim 
namenom; 
− dejanja prestrezanja nejavnih prenosov računalniških podatkov s tehničnimi sredstvi 
do računalniškega sistema, od njega ali v njem, vključno s prestrezanjem 
elektromagnetnega sevanja računalniškega sistema; 
− dejanja poškodovanja, izbrisa, poslabšanja, spreminjanja ali oviranja računalniških 
podatkov; 
− dejanja oviranja delovanja računalniškega sistema z vnosom, prenosom, 
poškodovanjem, izbrisom, poslabšanjem, spreminjanjem ali oviranjem računalniških 
podatkov; 
                                          
695 Sem šteje računalniške črve, trojanske konje in klicatelje. 
696 Omenjena mednarodna konvencija velja neposredno tudi v Republiki Sloveniji. 
697 Nekatere države članice še niso ratificirale Konvencije ali dodatnih protokolov, ki obravnavajo dejanja, 
povezana z rasizmom ali ksenofobijo, storjena preko računalniških sistemov, kot npr. Avstrija, Belgija, 
Češka, Grčija, Irska, Luksemburg, Malta, Poljska, Švedska (glej Svet Evrope. Dostopno 26. 2. 2012 na: 
www.conventions.coe.int/Treaty/Commun/ChercheSig.asp?NT=185&CM=8&DF=26/02/2012&CL=ENG). 
698 Glej Zakon o ratifikaciji Konvencije o kibernetski kriminaliteti in Dodatnega protokola h Konvenciji o 
kibernetski kriminaliteti, ki obravnava inkriminacijo rasističnih in ksenofobičnih dejanj, storjenih v 




− izdelave, prodaje, oddaje v uporabo, uvažanja, distribuiranja ali drugega zagotavljanja 
naprav in računalniških programov, zasnovanih ali prilagojenih za storitev kaznivih 
dejanj, računalniških gesel, kod ali podatkov, ki omogočajo dostop do računalniškega 
sistema ali kateregakoli njegovega dela z namenom zlorabe oz. za storitev kaznivih 
dejanj; 
− vnašanja, spreminjanja, brisanja ali oviranja računalniških podatkov, česar posledica 
so ponarejeni podatki, ki se za pravne namene predstavljajo kot verodostojni, ne 
glede na to, ali so taki podatki neposredno berljivi in razumljivi; 
− povzročanja premoženjske škode drugim osebam z vsakim vnosom, spremembo, 
izbrisom ali oviranjem računalniških podatkov, vsakim poseganjem v delovanje 
računalniškega sistema, z goljufivim ali nepoštenim namenom neupravičene pridobitve 
premoženjske koristi zase ali za drugo osebo (P1); 
− razširjanja ali drugačnega zagotavljanja rasističnega in ksenofobičnega gradiva 
javnosti v računalniškem sistemu (P1); 
− grožnje računalniškim sistemom s storitvijo hujšega kaznivega dejanja osebam zaradi 
njihove pripadnosti skupini, ki se razlikuje po rasi, barvi, poreklu ali narodnostnem ali 
etničnem izvoru ali po veroizpovedi, če se ta uporablja kot pretveza, ali skupini oseb, 
ki se razlikuje po kateri od teh okoliščin (P1), 
− javne žalitve oseb v računalniškem sistemu zaradi njihove pripadnosti skupini, ki se 
razlikuje po rasi, barvi, poreklu ali narodnostnem ali etničnem izvoru ali pa po 
veroizpovedi, če se ta uporablja kot pretveza, ali skupini oseb, ki se razlikuje po kateri 
od teh okoliščin (P1); 
− razširjanja ali zagotavljanja gradiva javnosti v računalniškem sistemu, ki zanika, huje 
zmanjšuje pomen, odobrava ali zagovarja dejanja genocida ali hudodelstev zoper 
človečnost (P1)700. 
 
Pri proučevanju tematike računalniške kriminalitete me je zanimalo, kako slovensko 
kazensko pravo sankcionira kaznivo dejanje ene od kategorij računalniškega kriminala, to 





                                          
700 Konvencija zavezuje podpisnice k sprejetju kazenske zakonodaje za kazniva dejanja povezana z otroško 
pornografijo in s kršitvijo avtorske in sorodnih pravic, opredeljuje vlogo takojšnjega zavarovanja shranjenih 
računalniških podatkov v nacionalni zakonodaji, možnost delnega razkritja podatkov o prometu pristojnim 
organom države pogodbenice ali pooblaščenim osebam, preiskovanje in zaseg shranjenih računalniških 
podatkov, zbiranje podatkov o prometu v realnem času, prestrezanje vsebinskih podatkov, načela, 
povezana z medsebojno pomočjo, pošiljanje informacij brez zaprosila, opredelitev postopkov v zvezi z 
zaprosili za medsebojno pomoč, kadar ni veljavnih mednarodnih pogodb, medsebojno pomoč pri dostopu 
do shranjenih računalniških podatkov in čezmejni dostop do shranjenih računalniških podatkov s soglasjem. 
701 Tu je poudarek samo na škodovanju informacijskim sistemom in podatkom v njih. Druga področja, kot so 
kraja identitete, spodbujanje k rasnemu sovraštvu in drugih vrst nestrpnosti, spletne goljufije itd., niso 
predmet obravnave tega poglavja. 
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Kazenski zakonik (KZ-1-NPB1)702 ureja omenjeno problematiko le v nekaj členih703: 
1. v poglavju Kazniva dejanja zoper človečnost ureja 108. člen dejanje terorizma704, kjer 
določa, da kdor z namenom, da uniči ali hudo ogrozi ustavne, gospodarske, socialne 
ali politične temelje Republike Slovenije ali druge države ali mednarodne organizacije, 
da hudo zastraši prebivalstvo oziroma prisili vlado Republike Slovenije ali druge države 
ali mednarodno organizacijo, da nekaj stori ali opusti, stori ali grozi, da bo storil, eno 
ali več od naštetih dejanj, med drugim tudi precejšnje uničenje informacijskega 
sistema, se kaznuje z zaporom od treh do petnajstih let. 
2. Poglavje o kaznivih dejanjih zoper človekove pravice in svoboščine glede zlorabe 
osebnih podatkov v 143. členu705 govori o kaznovanju z denarno kaznijo ali zaporom 
do enega leta tiste osebe, ki vdre ali nepooblaščeno vstopi v računalniško vodeno 
zbirko podatkov z namenom, da sebi ali komu drugemu pridobi kakšen osebni 
podatek.  
3. Pri dejanju kršitve tajnosti občil v 150. členu pa se z denarno kaznijo ali  zaporom do 
enega leta kaznuje takrat, ko se kdo z uporabo tehničnih sredstev neupravičeno 
seznani s sporočilom, ki se prenaša preko telekomunikacijskega sredstva oziroma, 
kdor drugemu omogoči, da se na ta način neposredno seznani z vsebino sporočila ali 
pošiljke. 
4. V poglavju Kazniva dejanja zoper premoženje, pri dejanju napada na informacijski 
sistem, 221. člen določa, da se tistega, ki vdre v informacijski sistem ali kdor 
neupravičeno prestreže podatek ob nejavnem prenosu v informacijski sistem ali iz 
njega, se kaznuje z zaporom do enega leta. Tistega, ki podatke v informacijskem 
sistemu neupravičeno uporabi, spremeni, preslika, prenaša, uniči ali v informacijski 
sistem neupravičeno vnese kakšen podatek, ovira prenos podatkov ali delovanje 
informacijskega sistema, se kaznuje z zaporom do dveh let. Če je z dejanjem 
povzročena velika škoda, se storilec kaznuje z zaporom od treh mesecev do petih let, 
kazniv pa je tudi že poskus dejanja. 
5. Poglavje Kazniva dejanja zoper gospodarstvo, dejanje vdora v poslovni informacijski 
sistem v 237. členu določa, da se tistega, ki pri gospodarskem poslovanju 
neupravičeno uporabi, spremeni, preslika, prenaša, uniči ali v informacijski sistem 
vnese kakšen svoj podatek, ovira prenos podatkov ali delovanje informacijskega 
sistema ali kako drugače vdre v informacijski sistem, da bi sebi ali komu drugemu 
pridobil protipravno premoženjsko korist ali drugemu povzročil premoženjsko škodo, 
kaznuje z zaporom do treh let. Če je z dejanjem pridobljena velika premoženjska 
korist ali povzročena velika premoženjska škoda in je storilec hotel sebi ali komu 
                                          
702 Glej Kazenski zakonik (KZ-1-NPB1). 
703 Harmonizacijo materialno-pravnega dela Konvencije in Dodatnega protokola je prejšnji Kazenski zakonik 
(KZ-UPB1) doživel s spremembo 187. člena, ki se je nanašal na prikazovanje, izdelavo, posest in 
posredovanje pornografskega gradiva, 225. člena, ki je urejal neupravičen vstop v informacijski sistem, 
242. člena, ki se nanaša na vdor v informacijski sistem, 300. člena, ki preprečuje zbujanje sovraštva, 
razdora ali nestrpnosti, in temelji na načelu enakosti in 309. člena, ki se je nanašal na izdelovanje in 
pridobivanje orožja in pripomočkov, namenjenih za kazniva dejanja. 
704 Glej tretjo alinejo prvega odstavka 108. člena KZ-1-NPB1. 
705 Glej drugi odstavek 143. člena KZ-1-NPB1. 
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drugemu pridobiti tako premoženjsko korist ali drugemu povzročiti tako premoženjsko 
škodo, se kaznuje z zaporom do petih let. 
6. Poglavje Izdelovanje in pridobivanje orožja in pripomočkov, namenjenih za kaznivo 
dejanje v 306. členu706 določa, da se tistega, ki z namenom storitve kaznivega dejanja 
poseduje, izdeluje, prodaja, daje v uporabo, uvaža, izvaža ali kako drugače zagotavlja 
pripomočke za vdor ali neupravičen vstop v informacijski sistem, kaznuje z zaporom 
do enega leta. 
7. V poglavju Kazniva dejanja zoper splošno varnost ljudi in premoženja, dejanje 
poškodovanja ali uničenja javnih naprav v 320. členu določa, da se tistega, ki uniči, 
poškoduje ali odstrani električne vode, plinovode, vodovode, toplovode, naftovode, 
telekomunikacijske naprave, podmorske kable, kanalizacijske naprave in naprave za 
varstvo okolja ali druge podobne javne naprave in povzroči motnje v preskrbi 
prebivalstva ali gospodarstva, kaznuje z zaporom do petih let. 
 
Podatki v komunikacijskem okolju 
 
Bistvo predmeta računalniške kriminalitete, kot jo obravnavam v tem delu, so podatki in 
informacije, ki se pretakajo v računalniškem svetu. Ob tem so se kot sporni v kazenskih 
postopkih izkazali tudi komunikacijski podatki, ki nosijo pomembno sporočilno vrednost in 
neposredno vplivajo na ogroženega posameznika. Tako vključujem v to delo tudi 
obravnavo podatkov, ki se pretakajo v komunikacijskem okolju. 
 
Baxter (1990) je mnenja, da preveč informacij na napačnem mestu in ob nepravem času 
privede do neželenih rezultatov. S tem mnenjem se zagotovo strinjamo! 
Vprašanje, koliko informacij o posamezniku se hrani in kdo jih ima pravico obdelovati, je 
odvisno od zakonodaje, ki ureja razmerje med posegi v zasebnost posameznika in 
njegove pravice ter ima opravičljive razloge države, za posege v to varovano kategorijo. 
Če pravica do nedotakljivosti stanovanja zagotavlja varstvo prostorske sfere posameznika 
tam, kjer se odvija zasebno življenje, potem za primere uporabe informacijske tehnologije 
velja, da ta presega okvire stanovanjskih prostorov, meni Podpečan (2008b, str. 29–30).  
 
Mit o anonimnosti na internetu postaja preteklost, saj imajo nadzor nad tem različni 
akterji. Od podjetij za potrebe trženja, do vedno bolj angažirane države, ki izvaja 
nadzorstvo preko zasebnih ponudnikov informacijskih rešitev (npr. z obveznim 
shranjevanjem podatkov o prometu, lokacijskimi podatki ipd.) ali pa z vzpostavitvijo 
tehničnih ovir (Wall, 2007). Računalniški svet je tehnološko generiran na način, da 
omogoča v njem absolutno sledljivost. Tako danes preiskovalcem težave povzročajo prej 
prevelike količine sledi kot premajhne, zato se digitalna forenzična preiskava osredotoča 
na naslednje tri korake (po Završnik, 2008b): 
− v zbiranje podatkov, 
− v njihovo analiziranje, 
− v ohranjanje v nekompromitirani obliki, ki služi kot pravno veljaven dokaz. 
                                          
706 Glej tretji odstavek 306. člena KZ-1-NPB1. 
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Pomemben del formalnega nadzora nad podatki, ki se pretakajo po javnih komunikacijskih 
omrežjih, predstavljajo predpisi o elektronskih komunikacijah. Pri nas ureja področje 
elektronskih komunikacij in elektronskih komunikacijskih omrežij ter hrambo podatkov 
sklop predpisov, ki imajo podlago v evropskih direktivah707. Veljavni slovenski predpisi so: 
Zakon o elektronskem poslovanju in elektronskem podpisu (ZEPEP-UPB1708), Zakon o 
elektronskih komunikacijah (ZEKom-NPB3709), Zakon o pogojnem dostopu do zaščitenih 
elektronskih storitev (ZPDZES710), Zakon o telekomunikacijah (Ztel-1711) in tudi Zakon o 
varstvu osebnih podatkov (ZVOP-1-UPB1). 
 
Zakon o elektronskih komunikacijah712 pravi, da se podatki o prometu obdelujejo 
zaradi prenosa komunikacij v elektronskem komunikacijskem omrežju. Dolžnost 
zagotovitve varnosti omrežja in storitev pred tveganji, je podeljena operaterjem 
komunikacijskih storitev. Ti smejo pridobiti podatke iz omrežij le v obsegu, potrebnem za 
izvajanje komunikacijskih storitev, uporabljati ali posredovati drugim pa le zaradi izvajanja 
teh storitev. Informacije o vsebini komunikacij in o prometu pridobijo tako, da jih 
posnamejo ali shranijo in o tem seznanijo uporabnika (npr. ob sklenitvi naročniške 
pogodbe), podatke o vsebini komunikacije pa izbrišejo takoj, ko jih ne potrebujejo več. Ob 
                                          
707 Glej Direktivo Evropskega parlamenta in Sveta EU o dostopu do elektronskih komunikacijskih omrežij in 
pripadajočih naprav ter o njihovem medomrežnem povezovanju z dne 7. marca 2002, (2002/19/EC), 
Direktivo Evropskega parlamenta in Sveta EU o odobritvi elektronskih komunikacijskih omrežij in storitev z 
dne 7. marca 2002, (2002/20/EC), Direktivo Evropskega parlamenta in Sveta EU o skupnem regulativnem 
okviru za elektronska komunikacijska omrežja in storitve z dne 7. marca 2002, (2002/21/EC), Direktivo 
Evropskega parlamenta in Sveta EU o univerzalni storitvi in pravicah uporabnikov v zvezi z elektronskimi 
komunikacijskimi omrežji in storitvami, z dne 7. marca 2002, (2002/22/EC), Direktivo Evropskega 
parlamenta in Sveta EU o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij z dne 12. julija 2002, (2002/58/EC) in Direktivo Komisije o konkurenci na trgih za elektronska 
komunikacijska omrežja in storitve z dne 16. septembra 2002, (2002/77/EC) in Direktiva Evropskega 
parlamenta in Sveta EU o hrambi podatkov, pridobljenih ali obdelanih v zvezi z zagotavljanjem javno 
dostopnih elektronskih komunikacijskih storitev ali javnih komunikacijskih omrežij, in spremembi Direktive 
2002/58/ES, z dne 15. marca 2006 (2006/24/EC),  Direktiva Evropskega parlamenta in Sveta EU o 
spremembi direktiv 2002/21/EC o skupnem regulativnem okviru za elektronska komunikacijska omrežja in 
storitve, 2002/19/EC o dostopu do elektronskih komunikacijskih omrežij in pripadajočih naprav ter o 
njihovem medomrežnem povezovanju in 2002/20/EC o odobritvi elektronskih komunikacijskih omrežij in 
storitev z dne 25. novembra 2009, (2009/140/EC). 
708 Glej Zakon o elektronskem poslovanju in elektronskem podpisu (ZEPEP-UPB1), Ur. list RS, št. 98/04, ki 
ureja poslovanje v elektronski obliki z uporabo informacijske in komunikacijske tehnologije in uporabo 
elektronskega podpisa v pravnem prometu. 
709 Zakon ureja pogoje za zagotavljanje elektronskih komunikacijskih omrežij in elektronskih komunikacijskih 
storitev, delovanje omrežij in storitev v izrednih stanjih, ureja zaščito zaupnosti elektronskih komunikacij in 
druga vprašanja, povezana z elektronskimi komunikacijami. 
710 Glej Zakon o pogojnem dostopu do zaščitenih elektronskih storitev (ZPDZES), Ur. list RS, št. 43/04, ki ureja 
pravice in varstvo ponudnikov zaščitenih elektronskih storitev, ki zaščitene elektronske storitve za plačilo 
zagotavljajo s pogojnim dostopom ter ukrepe za preprečevanje možnosti za uporabo naprav, s katerimi se 
je mogoče izogniti zaščiti s pogojnim dostopom. 
711 Zakon ureja prenos informacij v telekomunikacijskih omrežjih, med drugim tudi varovanje interesov 
varnosti in obrambe države. 
712 Glej Zakon o elektronskih komunikacijah (ZEKom-NPB3), Ur. list RS, št. 43/04, 129/06, 110/09, 33/11. 
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tem so dolžni zagotavljati varovanje zaupnosti komunikacij713 tudi po prenehanju 
opravljanja svoje dejavnosti. Nadzor v obliki prestrezanja (npr. prisluškovanje) je 
prepovedan, razen kadar to dovoljuje zakon 714, ali pa je taka oblika nadzora nujno 
potrebna za prenos sporočil. Tudi naročniku je dana možnost, da lahko komunikacijo 
snema, pred tem pa mora o tem obvestiti pošiljatelja oziroma prejemnika komunikacije.  
Podatke o prometu naročnikov se po obdelavi izbriše, razen v nekaterih zakonskih 
primerih715. Zaradi varstva življenjskih interesov mora operater policiji na njeno zahtevo 
posredovati podatke, potrebne za ugotovitev zadnje lokacije mobilnega signala, če obstaja 
nevarnost ogroženosti življenja posameznika, ob domnevi, da ima pri sebi telefon, da je 
prijavljena kot pogrešana oseba, ali pa gre za iskanje pogrešanega otroka. Policija je 
dolžna osebo, o kateri je pridobila podatke, o tem pisno seznaniti (najkasneje v enem letu 
od takega pridobivanja podatkov). 
 
Lokacijske podatke sme operater obdelovati tako, da se jih ne da povezati z določljivo 
osebo in v obsegu, potrebnem za izvedbo storitev z dodano vrednostjo716. Pri klicih na 
številko "112" in "113", se lokacijske podatke uporabnika v vsakem primeru posreduje še 
policiji. Zakonito prestrezanje komunikacij je ena od tehničnih metod zbiranja podatkov o 
komunikacijah v javnem komunikacijskem omrežju, ki jih ima država pravico izvajati717, 
operaterju pa nalaga, da mora sam zagotoviti potrebno tehnično opremo za izvedbo 
takega prisluškovanja. Prestrezanje omogoči takoj, ko prejme odredbo preiskovalnega 
sodnika, za vsako sporočanje hranjenih podatkov pa zagotovi desetletno neizbrisno 
registracijo, kjer zbrane podatke hrani trajno ter varuje v skladu z Zakonom o tajnih 
podatkih. Podatke o prometu operaterji za namene zagotavljanja varnostnih interesov 
države hranijo štirinajst mesecev, druge podatke pa osem718, sodišče pa lahko na predlog 
predlagatelja odredbe rok hrambe podaljša, o čemer mora obvestiti Informacijskega 
pooblaščenca in Ministrstvo za pravosodje, ki o podaljšanju hrambe obvesti Evropsko 
komisijo in druge države članice EU.  
 
                                          
713 Vsebino komunikacij, podatke o prometu in lokacijske podatke, povezane s komunikacijo ter dejstva in 
okoliščine v zvezi s prekinitvijo povezave. 
714 Snemanje komunikacij in povezanih podatkov je dovoljeno z namenom zagotovitve dokaza o tržni 
transakciji, drugi poslovni komunikaciji, v okviru organizacij, ki sprejmejo klic v sili ali zaradi njihove 
registracije, identifikacije in reševanja. 
715 Ko zastaralni rok za obračun in plačilo stroškov še ni potekel, zaradi trženja elektronskih komunikacijskih 
storitev, kjer mora pred tem pridobiti soglasje uporabnika in v primeru zahteve sodišča po seznanitvi s 
podatki o prometu v zvezi z reševanjem sporov glede zaračunane obveznosti. 
716 Storitve z dodano vrednostjo so lahko nasveti za cenovno ugodnejše pakete, usmerjanje poti, podatki o 
prometu, vremenske napovedi, turistična obvestila (glej točko 18, Direktive 2002/58/EC). 
717 Državi podeljujeta pravico zakonitega prestrezanja, glede na potrebo, primernost in ustreznost znotraj 
demokratične družbe (kar sledi načelom sodb ESČP), z namenom zaščite državne in javne varnosti, 
obrambe in pregona kriminalnih dejanj, s pomočjo elektronskega komunikacijskega sistema, tudi Direktivi 
(2002/58/EC, 15. člen) in (2006/24/EC, 4. člen). 
718 Direktiva (2006/24/EC) (6. člen) določa za te kategorije podatkov, hrambo od najmanj šestih mesecev do 
največ dveh let od datuma komunikacije. 
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Zakon o telekomunikacijah719 določa, da se zaupnost telekomunikacij nanaša na 
vsebino prenesenih sporočil v telekomunikacijskih omrežjih ali pri uporabi 
telekomunikacijskih storitev, vsak operater pa je dolžan zaupnost telekomunikacij varovati 
tudi po koncu opravljanja te dejavnosti. Če mora operater pridobiti informacije o 
prenesenih sporočilih (jih posneti ali shraniti), o tem ob sklenitvi pogodbe obvesti 
uporabnika, sporočila pa izbriše takoj, ko jih ne potrebuje več. Tudi naslovniku sporočila 
je dana pravica, da lahko sporočilo snema, pred tem pa mora pošiljatelja sporočila 
obvestiti o tem720 (npr. sporočilo na avtomatskem odzivniku, da se pogovor lahko snema). 
Policija in Centri za obveščanje na številki 112 in 113 lahko zaradi registracije ali 
identifikacije zlonamernih klicev te avtomatično snemajo in zasledujejo. Operaterji javnih 
telekomunikacijskih storitev so tako dolžni skrbeti za varnost svojih storitev in zagotoviti 
raven varnosti in zaščite omrežij, v primeru vdora v omrežje pa uporabnika na to 
opozoriti. Glede na določbe ZKP in ZSOVA je operater na zahtevo sodišča721 dolžan 
sporočiti zahtevane podatke in na svojem omrežju zagotoviti ustrezno programsko 
opremo za izvedbo telekomunikacijskega nadzora prometa.  
 
Prometne podatke naročnika in uporabnika operater hrani dokler taka zveza traja, ko pa 
se prekine, jih izbriše in spremeni (anonimizira). V kolikor zakonit zastaralni rok 
pravnomočne odločbe o terjatvi v primeru neplačila storitve ni potekel, lahko operater 
podatke, povezane s plačilom, hrani in obdeluje (najmanj 3 leta morajo biti ti podatki 
dostopni sodišču za primer sodne obravnave). Če naročnika neprestano kličejo zlonamerni 
ali škodljivi uporabniki, lahko operaterji telekomunikacijskih omrežij na njegovo zahtevo 
ugotovijo identiteto kličočega ne glede na njegovo privolitev, možen pa je tudi vklop 
sledenja zlonamernim klicem722. Take podatke operater shrani in jih izroči naročniku, v 
primeru predkazenskega postopka pa tudi pristojnim državnim organom, kadar gre za 
interese varnosti države. 
 
Zakon o kazenskem postopku723 se navezuje na Kazenski zakonik v delu, kjer gre za 
pridobivanje podatkov o prometu iz elektronskega komunikacijskega omrežja. V 149.b 
členu je policiji dana možnost, da v primeru suma storitve kaznivega dejanja operaterju 
elektronskega komunikacijskega omrežja odredi tako pridobitev podatkov prometa iz 
sistema724 kot tudi podatkov o lastniku ali uporabniku določenega komunikacijskega 
                                          
719 Glej Zakon o telekomunikacijah (ZTel-1), Ur. list RS, št. 30/01. 
720 Razen pri storitvah, pri katerih je mogoče avtomatsko snemanje sporočil pri naslovniku, npr. pri telefaksu, 
elektronski pošti, sporočilih SMS, MMS ipd.). 
721 Gre za prepis dela izreka odredbe, v katerem je navedba telekomunikacijskega priključka in čas trajanja 
izvrševanja nadzora. 
722 Tu ima naročnik možnost, da za nove klice, začasno prepreči izločitev prikaza identifikacije kličočega. 
Podobno velja tudi, kadar gre za interes nacionalne varnosti in obrambe države, lahko operaterji za 
posamezne priključke, na zahtevo ministrstva za notranje zadeve, ministrstva za obrambo ali Slovenske 
obveščevalno-varnostne agencije, začasno preprečijo izločitev prikaza identifikacije kličočega. 
723 Glej Zakon o kazenskem postopku - UPB 8, Ur. lis RS, št. 32/2012. 
724 Podatki so naslednji: številka ali druga oblika identifikacije uporabnikov elektronskih komunikacijskih 
storitev, vrsta, datum, čas in trajanje klica oziroma druge elektronske komunikacijske storitve, količina 
prenesenih podatkov in kraj, iz katerega je bila elektronska komunikacijska storitev opravljena. 
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sredstva ter o času, v katerem je bilo tako sredstvo v uporabi, če ta ni objavljen v 
naročniškem imeniku. Odredbo za pridobitev podatkov na obrazložen pisni predlog725 
državnega tožilca izda preiskovalni sodnik,. 
 
V kolikor obstajajo razlogi za sum, da oseba izvršuje ali je izvršila kaznivo dejanje za 
komunikacijo pa uporablja določeno komunikacijsko sredstvo oziroma računalniški sistem, 
z drugimi ukrepi pa se ne bi dalo zbrati dokazov ali bi se z zbiranjem lahko ogrozilo 
življenje ali zdravje drugih ljudi, lahko v takem primeru sodišče zoper konkretno osebo 
odredi nadzor elektronskih komunikacij s prisluškovanjem in snemanjem, kontrolo in 
zavarovanjem dokazov o vseh oblikah komuniciranja, ki se prenašajo v elektronskem 
komunikacijskem omrežju, kontrolo računalniškega sistema banke ali druge pravne osebe, 
ki opravlja finančno ali gospodarsko dejavnost s prisluškovanjem in snemanjem 
pogovorov ter s privolitvijo vsaj ene osebe udeležene v pogovoru. Tu gre predvsem za 
kazniva dejanja zoper varnost Republike Slovenije in njeno ustavno ureditev, dejanja 
zoper človečnost in mednarodno pravo, za katere je predpisana zaporna kazen petih ali 
več let, druga kazniva dejanja iz druge točke, drugega odstavka 150. člena ter kazniva 
dejanja, za katera je predpisana zaporna kazen osmih let ali več. 
 
3.5.2 EVROPSKI PREDPISI, KI UREJAJO VARSTVO PODATKOV NA INTERNETU 
IN V KOMUNIKACIJSKIH STORITVAH 
 
Varnost postaja ključna dobrina našega življenja. Zato se Evropska unija tudi trudi z 
direktivami ustvarjati pogoje varnega okolja, kjer vsaj na normativno pravni ravni ščiti 
državljane tako znotraj ozemlja EU kakor tudi zunaj njega, na internetu in pri 
telekomunikacijskih storitvah. Direktive, ki urejajo to področje so Direktiva o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov 
(95/46/EC726), Direktiva Evropskega parlamenta in Sveta EU o obdelavi osebnih podatkov 
in varstvu zasebnosti na področju elektronskih komunikacij (2002/58/EC) ter Direktiva 
Evropskega parlamenta in Sveta EU o hrambi podatkov, pridobljenih ali obdelanih v zvezi 
z zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev ali javnih 
komunikacijskih omrežij in spremembi Direktive 2002/58/EC (2006/24/EC). V nadaljevanju 
predstavljam le zadnji dve direktivi v delu, ki se nanašata na kazensko pravno ureditev 
tega področja727. 
 
                                          
725 Predlog in odredba morata vsebovati podatke, ki omogočajo identifikacijo, utemeljitev razlogov, časovno 
obdobje ter druge pomembne okoliščine. 
726 Direktiva je podrobneje predstavljena v poglavju 5. 
727 Leta 2009 je bila sprejeta še Direktiva Evropskega parlamenta in Sveta EU o spremembi direktiv 
2002/21/EC o skupnem regulativnem okviru za elektronska komunikacijska omrežja in storitve, 
2002/19/ECS o dostopu do elektronskih komunikacijskih omrežij in pripadajočih naprav ter o njihovem 
medomrežnem povezovanju in 2002/20/EC o odobritvi elektronskih komunikacijskih omrežij in storitev z 
dne 25. novembra 2009 (2009/140/EC), ki direktivo (2002/58/EC) dopolnjuje v tehničnem delu. 
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Direktiva Evropskega parlamenta in Sveta EU o obdelavi osebnih podatkov in 
varstvu zasebnosti na področju elektronskih komunikacij z dne 12. julija 2002, 
(2002/58/EC)728, t.i. direktiva o zasebnosti in elektronskih komunikacijah729.  
 
Internet in podatki elektronske komunikacije predstavljajo torej nova tveganja zlorab 
osebnih podatkov in zasebnosti posameznikov, zato je ta direktiva s kazensko pravnega 
vidika naslonjena na naslednje podlage, in sicer da: 
− morajo zaposleni pri operaterju zagotoviti zaupnost vsebine prenesenih sporočil730 ter 
preprečiti neupravičen dostop do katerihkoli poslanih sporočil prek javnih 
komunikacijskih omrežij ali storitev; 
− je snemanje sporočil, kadar zakon to dopušča in lahko služi kot dokaz, dovoljeno tudi 
pravnim subjektom ,stranke v komunikaciji pa morajo biti o tem predhodno 
obveščene731; 
− se vohunska programska oprema za prikriti nadzor računalnika (npr. hrošči, klicatelji, 
identifikatorji) lahko uporablja le za zakonite namene in z vednostjo uporabnikov732; 
− se pri razčlenjenih obračunih zagotovi možnost plačevanja računov, ki omogoča 
anonimen dostop do podatkov (npr. z izbrisom zadnjih treh klicanih številk); 
− država v svoji zakonodaji predpiše kazniva dejanja in sankcije zoper osebe, ki glede 
hrambe in obdelave podatkov po tej direktivi, kršijo pravice uporabnikov in 
naročnikov,. 
 
Z direktivo se zagotavlja:  
− enotna raven varstva obdelave osebnih podatkov in pravice do zasebnosti na področju 
elektronskih komunikacij; 
− varovanje zaupnosti sporočil in podatkov, ki se pošiljajo prek javnega 
komunikacijskega omrežja ter prepoved možnosti prestrezanja komunikacij brez 
soglasja uporabnikov, razen kadar je to z zakonom dovoljeno; 
− da operaterji podatke o prometu po zakoniti obdelavi in hrambi izbrišejo (z izjemo 
tistih, ki so jih dolžni upravičeno hraniti)733; 
                                          
728 Direktiva dostopna 26. 2. 2012 na: www.eur-lex.europa.eu. 
729 Nadgradila je pet let starejšo Direktivo Evropskega parlamenta in Sveta EU v zvezi z obdelavo osebnih 
podatkov in varstvom zasebnosti na področju telekomunikacij iz leta 1997 (97/66/EC), katere namen je bil, 
zagotovitev varstva osebnih podatkov in zasebnosti pri uporabnikih elektronskih komunikacijskih storitev. 
730 Sporočilo (komunikacija) pomeni vsak podatek, ki se izmenjuje ali prenaša med končnim številom strank s 
pomočjo razpoložljive elektronske komunikacijske storitve. To ne vključuje nobenih podatkov, prenesenih 
javnosti kot del radiodifuzijske storitve prek elektronskega komunikacijskega omrežja, razen v obsegu, v 
katerem se da podatek povezati s prepoznavnim naročnikom ali uporabnikom, ki ga prejme (alineja d člena 
2, direktive 2002/58/EC). 
731 Stranke morajo biti obveščene tudi o namenu in trajanju hranjenja posnetka. 
732 Terminalna oprema uporabnikov omrežij elektronskih komunikacij in vsak shranjen podatek, je del 
zasebnega področja uporabnika, kar se varuje v skladu z EKČP. 
733 Npr. za namene zaračunavanja plačil, kjer je obdelava dovoljena samo do poteka obdobja, ko se obračun 
lahko zakonito izpodbija (do poteka zastaralnega roka) ali za namen trženja storitev, kjer mora podati 
naročnik svojo privolitev. 
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− da države članice omejijo obseg pravic glede hrambe in obdelave podatkov in sporočil, 
ko je omejitev znotraj demokratične družbe potrebna in ustrezna za zaščito državne in 
javne varnosti, obrambe, preprečevanje, preiskovanje, odkrivanje in pregon kaznivih 
dejanj ali nedovoljene uporabe elektronskega komunikacijskega sistema734. 
 
Direktiva Evropskega parlamenta in Sveta EU o hrambi podatkov, pridobljenih 
ali obdelanih v zvezi z zagotavljanjem javno dostopnih elektronskih 
komunikacijskih storitev ali javnih komunikacijskih omrežij, in spremembi 
Direktive 2002/58/EC, z dne 15. marca 2006 (2006/24/EC)735 glede kazensko 
pravnega varstva opredeli naslednje podlage:  
− da se nacionalne zakonodaje držav članic glede hrambe podatkov razlikujejo, in ker ni 
določeno, katere vrste podatkov o prometu, lokaciji, pogojih in času naj se hranijo, se 
organom pregona tako zagotavlja usklajen dostop do shranjenih podatkov operaterjev 
elektronskih komunikacijskih storitev; 
− da okvirni sklep Sveta EU o napadih na informacijske sisteme z dne 24. februarja 2005 
(2005/222/PNZ) inkriminira namerni nezakonit dostop do informacijskih sistemov, 
vključno s hranjenimi podatki v njem, zato je potrebno za ta kazniva dejanja določiti 
sankcije in 
− da ima fizična oseba ali poslovni subjekt, ki je utrpel škodo zaradi nezakonite obdelave 
komunikacijskih in osebnih podatkov, pravico do odškodnine. 
 
Direktiva zagotavlja:  
− obveznost hrambe določenih podatkov736 operaterjem elektronskih komunikacijskih 
storitev in omrežij, z namenom preprečevanja, preiskovanja, odkrivanja in pregona 
hudih kaznivih dejanj; 
− da države članice sprejmejo ukrepe, da se podatki zagotovijo samo pristojnim 
nacionalnim organom. V nacionalnem pravu določijo postopke za dostop do hranjenih 
podatkov ob upoštevanju določb prava Evropske unije ali mednarodnega javnega 
prava, zlasti EKČP, kot ga razlaga Evropsko sodišče za človekove pravice;  
− da se podatki pri operaterjih hranijo najmanj šest mesecev do največ dveh let; 
− da vsaka država članica sprejme ukrepe za ugotavljanje odgovornosti in izrekanje 





                                          
734 Sem sodi zadrževanje podatkov za določeno obdobje zaradi zakonitega prestrezanja, snemanja 
elektronskih sporočil in povezanih podatkov in izvajanje drugih varnostnih ukrepov, ki so v skladu z načeli 
EKČP - ti morajo biti ustrezni, sorazmerni in potrebni v demokratični družbi (drugi odst. 8. člena EKČP). 
735 Direktiva dostopna 26. 2. 2012 na: www.eur-lex.europa.eu. 
736 Tu gre za podatke o prometu in lokaciji naročnikov, povezane podatke, potrebne za določitev naročnika ali 
uporabnika (podrobneje glej člen 5). Ne velja pa za vsebino komunikacij, vključno z informacijami, 





Kot ugotavlja Evropska komisija, splošna opredelitev kaznivih dejanj v nacionalnih 
kazenskih zakonodajah na področju računalniškega kriminala zaradi različnih vrst kaznivih 
dejanj, ki so zajeta pod tem pojmom, še vedno ni ustrezna737. Sem lahko štejemo tudi 
primere kraje identitete v računalniškem sistemu738, kjer bo v nekaterih evropskih državah 
storilec kaznivega dejanja običajno sodno preganjan za goljufijo ali drugo možno kaznivo 
dejanje, ne pa za krajo identitete739, ki kot taka večinoma ni inkriminirana v vseh 
kazenskih zakonodajah držav članic EU740. 
 
Z namenom poenotenja inkriminacije tovrstnih kaznivih dejanj je Slovenija sprejela 
potrebne popravke kazenske zakonodaje741 in uskladila pravni red tako s Konvencijo o 
kibernetski kriminaliteti za področje obravnave podatkov v informacijskih sistemih, kot 
tudi z direktivami Evropske unije, pri elektronskih komunikacijah, kjer se prav tako 
pretakajo digitalizirani podatki. Tu je potrebno omeniti, da je v našo pozitivno kazensko 
zakonodajo vključena tudi nova, trendovska oblika komunikacije prek telefonije s pomočjo 
internetnega protokola (t.i. spletna komunikacija), zajeti pa so tudi anonimni predplačniški 
sistemi mobilne komunikacije in ne samo naročniški, ki jih je mogoče zelo enostavno 
identificirati na podlagi sklenjenih pogodb operaterjev z naročniki. S področja hrambe in 
dostopa do podatkov v komunikacijskih sistemih operaterjev je pomembno opozoriti tudi 
na dopolnitev 149. člena Zakona o kazenskem postopku742, ki se nanaša na postopek 
pridobivanja podatkov pri operaterjih elektronskih komunikacij, pretežno s strani Policije. 
Pridobivanje takih podatkov je usklajeno tudi z obema predstavljenima direktivama. 
 
Bolj kritičen do določb Zakona o kazenskem postopku je Kovačič (2007). Meni, da 
direktiva o zasebnosti in elektronskih komunikacijah (2002/58/EC), na podlagi katere je bil 
v Sloveniji sprejet Zakon o elektronskih komunikacijah, določa, da komunikacij in z njimi 
povezanih prometnih podatkov ni dovoljeno shranjevati brez soglasja uporabnika, razen 
za potrebe prenosa ali upravljanja prometa ter zaračunavanja storitev strankam oziroma v 
primeru izdane sodne odredbe preiskovalnega sodnika743. Namreč, do nekaj let nazaj je 
                                          
737 Glej sporočilo Komisije Evropskih skupnosti, z dne 22. 5. 2007, str. 6. 
738 Gre za uporabo osebnih podatkov, na podlagi katerih je mogoče ugotoviti istovetnost posameznika, npr. 
številko kreditne kartice. 
739  V Sloveniji imamo krajo identitete posameznika inkriminirano v četrtem odstavku 143. člena Kazenskega 
zakonika (KZ-1-NPB1), ki določa, da kdor prevzame identiteto druge osebe in pod njenim imenom izkorišča 
njene pravice, ali si na njen račun pridobiva premoženjsko korist ali prizadene njeno osebno dostojanstvo, 
se kaznuje z zaporom od treh mesecev do treh let. 
740 Glej Komisija Evropskih skupnosti, 2007, str. 8. 
741 Urejeno je dejanje nedovoljenega vstopa, izbrisa, spreminjanja, prestrezanja, poškodovanja, uničenja in 
hranjenja podatkov. Prav tako so inkriminirana tudi druga dejanja nezakonitega spodbujanja rasne in druge 
diskriminacije - ksenofobija in dejanja spodbujanja k drugim oblikam sovraštva.  
742 Glej Zakon o spremembah in dopolnitvah zakona o kazenskem postopku (ZKP-F), Ur. list RS, št. 43/04. 
743 Izjemo predstavlja le shranjevanje komunikacij za potrebe dokazovanja komercialnih transakcij, kjer pa 
morajo biti uporabniki predhodno obveščeni o shranjevanju, namenu shranjevanja in trajanju hranjenja 
prometnih podatkov. 
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veljalo, da so prometni podatki integralni element telefonske komunikacije744, zato naj bi 
uživali enako stopnjo varstva kot sama vsebina komunikacije. Pri obveznem shranjevanju 
prometnih podatkov pa gre lahko za vprašanje beleženja osebnih in drugih podatkov 
naključnih oseb, ki niso osumljene storitve kaznivega dejanja, pa se bodo pojavili na 
seznamu policije. Namreč, prometne podatke je mogoče po 149.b in 150. členu Zakona o 
kazenskem postopku pridobiti od operaterjev zgolj na podlagi sodne odredbe sodnika, in 
to na obrazložen predlog državnega tožilca v primeru, da se izvršuje ali da se pripravlja 
oziroma organizira kaznivo dejanje. Izjemoma lahko Policija po 3. odstavku 149.b člena 
ZKP od operaterja elektronskega komunikacijskega omrežja zahteva, da ji na njeno pisno 
zahtevo sporoči podatke o lastniku ali uporabniku določenega komunikacijskega sredstva 
za elektronski komunikacijski promet in o času, v katerem je tako sredstvo bilo oziroma je 
v uporabi, a le ob podanih razlogih za sum, da je bilo storjeno oziroma da se pripravlja 
kaznivo dejanje, za katero se storilec preganja po uradni dolžnosti in je za odkritje tega 
kaznivega dejanja ali storilca potrebno pridobiti te podatke. Podobno velja tudi za 
Slovensko obveščevalno-varnostno agencijo, ki ji lahko predsednik Vrhovnega sodišča 
Republike Slovenije v primeru velike verjetnosti izvajanja ali priprave najhujših kaznivih 
dejanj dovoli nadzorovanje telekomunikacij z izpisom telekomunikacijskega prometa 745. 
Tak nadzor je bil po njegovem mnenju do sprejema omenjene direktive mogoč le kot 
skrajni ukrep, namenjen osumljencem kaznivih dejanj, očitno pa postajamo s sprejemom 
te direktive "osumljenci" takega ukrepa vsi, ki uporabljamo komunikacijska sredstva, kjer 
nastajajo prometni podatki. Tu se z zagovorniki načela sorazmernosti in tudi s Kovačičem 
strinjam, ko pravi, da je ukrep splošnega zbiranja podatkov o udeležencih, okoliščinah in 
dejstvih elektronskega komunikacijskega prometa746, lahko v neskladju z EKČP, saj je 
vprašanje, ali je ukrep nujno potreben v demokratični družbi, in ali ne posega hkrati tudi v 
pravico do zasebnosti in domnevo nedolžnosti posameznika! 
 
Ukrepi Evropske komisije so v enem delu pohvalni, a v drugem skrb zbujajoči. Iz poročila 
o izvajanju strategije notranje varnosti EU747 izhaja, da bo Komisija za prihodnje obdobje 
pripravila vsestransko evropsko strategijo o varnosti na internetu, ustanovila evropski 
center za računalniško kriminaliteto ter nadaljevala z delom, ki ga je delno opravila 
delovna skupina EU/ZDA za računalniško varnost. V predlogu boja zoper organiziran 
kriminal pa je v prihodnjem obdobju predvidena sklenitev dveh sporazumov o evidencah 
imen letalskih potnikov med EU in ZDA748 in EU ter Kanado ter sprejetje direktive o 
zbiranju podatkov iz evidence imen letalskih potnikov.  
 
                                          
744 Glej sodbo ESČP, primer: Malone vs. United Kingdom. 
745 Glej 24.a člen Zakona o Slovenski obveščevalno-varnosti agenciji (ZSOVA-UPB2, Ur. list RS, št. 81/06. 
746 Glej strogo določbo prvega odstavka 149.b člena (ZKP-NPB7). 
747 Glej Evropska komisija, Sporočilo Komisije Evropskemu Parlamentu in Svetu EU, Prvo letno poročilo o 
izvajanju strategije notranje varnosti EU, z dne 25. 11. 2011. 
748 Predlog o izmenjavi podatkov je Evropski parlament v aprilu 2012 že odobril. Glej prispevek: Parlament 
potrdil sporazum o prenosu podatkov letalskih potnikov ZDA. Dostopno 22. 4. 2012 na: 
www.europarl.europa.eu. 
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4 VARSTVO ČLOVEKOVIH PRAVIC, ZASEBNOSTI IN OSEBNIH 
PODATKOV V DANAŠNJEM ČASU 
 
Pravica do zasebnosti je osebnostna pravica, v kateri se združuje vrsta pravic v zvezi s 
človekovo osebo in njegovimi osebnimi razmerji. Ker gre za pravico, ki je varovana z 
mednarodnim pravom, ta pripada vsakemu človeku – je univerzalna – in tudi učinkuje 
proti vsakomur.  
 
Po mnenju Brvarja (1997, str. 23-24) zasebnost ni samoumevna, trajna vrednota, ki bi jo 
obravnavale, spoštovale in cenile vse družbe enako. Pojem pravice do zasebnosti lahko 
zajema pravico do zasebnosti v prostoru (fizična zasebnost), pravico do zasebnosti 
osebnosti (pravica do svobode misli, opredelitve in izražanja) in pravico do informacijske 
zasebnosti. Brez zagotovljene pravice do informacijske zasebnosti pa ni mogoče zagotoviti 
nobene druge pravice po zasebnosti749.  
 
Zasebnost in pravica do zasebnosti sta še vedno ohlapna pojma. Kot meni Brvar, naša 
ustava v 35. členu zagotavlja nedotakljivost človekove telesne in duševne celovitosti, 
njegove zasebnosti ter osebnostnih pravic, pri tem pa se sprašuje, ali se duševna 
celovitost, zasebnost in osebnostne pravice dopolnjujejo ali izključujejo, in ali je lahko 
zasebnost ogrožena, duševna celovitost pa ni prizadeta ter kakšna je vsebina zasebnosti? 
Anžič (Anžič in Klopčič, 2000, str. 118750) k temu doda, da se človekove pravice in 
temeljne svoboščine uresničujejo neposredno na podlagi ustave. To načelo po eni strani 
vsebuje ustavno prepoved zakonodajalcu, da z zakonom omejuje pravice in svoboščine, 
na drugi strani pa posamezniku daje močnejše pravno jamstvo pri izvrševanju teh pravic. 
 
Biti svoboden pod vladavino prava, implicira dolžnost spoštovati drugega, njegove pravice 
in svoboščine ter upoštevati pravila družbenega reda. Vse to je lahko tudi moralna zaveza. 
Skupna značilnost morale in prava je po Kečanoviću (Pitamic et al. v: Kečanović et al., 
2006) njuna normativna narava. Obe kategoriji skušata s pomočjo norm vplivati na 
človekovo vedenje in ravnanje, da bi tako zavarovali človekovo življenje, dostojanstvo in 
javni red, ki vsakomur pod enakimi pogoji jamči določeno svobodo in varnost ter 
minimum družbene pravičnosti.  
 
Pri zagotavljanju posameznikove varnosti, sta pomembni tako civilna družba kakor tudi 
politična država. Zato je med njima potrebno nenehno usklajevanje stališč in vrednot ter 
zaupanje. Vsekakor kaže upoštevati, da prave ločnice med subjektivnim stanjem 
nevarnosti in objektivnim občutenjem varnosti ni (Grizold, 1996). Po Šelihu (2003) se za 
                                          
749 Zasebnost naj bila skoraj vedno povezana z védenjem o posamezniku oziroma s pridobivanjem informacij o 
njem. 
750 Po Anžiču gre za absolutne pravice (npr. prepoved smrtne kazni, prepoved mučenja), kjer zanje ni 
potrebno predpisati načina uresničevanja, niti jih ni mogoče omejiti, med tem, ko so relativne pravice in 
svoboščine tiste, ki jih je mogoče omejevati in vanje posegati. 
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učinkovit nadzor nad delom oblastnih organov šteje taka omejitev človekovih pravic (je 
torej dopustna), ki je nujno potrebna za dosego namena, zaradi katerega se pravica 
omejuje. Šlo naj bi za ustrezno ravnotežje med javnim interesom ter interesom 
posameznika, ki spoštuje pravni red in želi, da ga država pusti pri miru oziroma, da ne 
posega v njegovo pravico do zasebnosti. 
 
Države vse pogosteje uvajajo ukrepe intenzivnega in invazivnega nadzora nad 
posameznikom s ciljem, delovati v dobro nacionalne varnosti751, tu pa prihaja do zlorab 
podatkov, ki bi morali izzvati neodobravanje in tudi odpor v družbi, saj se ob tem skoraj 
nihče ne sprašuje, ali je zbiranje zahtevanih podatkov s stališča varstva zasebnosti res 
upravičeno ali pa je potrebno žrtvovati del svoje zasebnosti v zameno za višje cilje, kot je 
npr. varnost v družbi, meni Kuhljeva (2009). Podobnega mnenja je Makarovič (2008), ki 
doda, da danes uživamo vse manj zasebnosti, precej pa se ji tudi prostovoljno odrekamo. 
Vse to seveda v luči dejstva, da mirujočih podatkov takorekoč ni več, saj vse več 
podatkov o sebi zapisujemo v računalnike, ki so povezani v omrežja. 
 
Demokratizacija vseh segmentov družbe po mnenju Anžiča (Anžič in Trbovšek, 2004) 
privede do poudarjanja pravice do obveščenosti o javnih zadevah. Meni, da v času 
tranzicije meja med pravico posameznika in države do zasebnosti ni bila jasno začrtana, 
zato so se posledice v družbi kazale tako v zlorabah osebnih podatkov posameznikov kot 
tajnih podatkov v politiki. Spremembe v družbenih procesih po letu 1990 pa se po mnenju 
Čalete (2003) odražajo v spremenjeni percepciji razmerja med individualno in državno 
zasebnostjo. V slovenski javnosti se je ustvarilo prepričanje po pravici o védenju in 
obveščenosti z vsemi podatki in informacijami. Če je bilo to razmerje v času življenja v 
Jugoslaviji močno izraženo v korist državne zasebnosti, so po njegovem mnenju 
demokratične spremembe to razmerje močno nagnile na stran individualne zasebnosti. 
 
4.1 ČLOVEKOVE PRAVICE IN PRAVICA POSAMEZNIKA DO ZASEBNOSTI  
 
Spoštovanje človekovih pravic je vrednota, ki jo svobodna družbena skupnost priznava 
vsakemu človeku kot individualnemu bitju. Ni nujno, da so samo zahodnjaške 
demokratične družbene ureditve eksponirane kot tiste, ki zagotavljajo polno priznavanje 
človekovih pravic. Pričakovati to bi bilo utopično. Vsekakor je mogoče varstvo teh pravic 
prepoznati tudi v drugih družbenih ureditvah752.  
 
Ni človeka, ki bi bil enak drugemu. Iz tega izpeljujem tezo, da je vsak človek unikatno – 
edinstveno bitje, kar pomeni, da si vsak posameznik skozi razvojno fazo in življenjski cikel  
izdela svojo predstavo o zasebnosti, ki jo ščiti pred drugimi in pred vplivi drugih753. To 
                                          
751 Sem šteje videonadzorne sisteme, biometrijo, elektronske identifikacijske kartice in ostala sredstva nadzora 
ljudi. 
752 Lastno mnenje avtorja T. L. 
753 Če pogledamo televizijske prispevke o afriških otrocih in odraslih, so npr. avtohtone družbene skupine 
izjemno pomanjkljivo oblečene in slabo zakrite, kar velja ravno nasprotno za kontinentalni zahodni svet, 
kjer pomeni nezakritost določenega dela telesa, vdor v intimni svet posameznika. 
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stanje, ki je enkratno posameznemu subjektu kot individuumu, štejem za zasebnost v 
ožjem smislu. Zasebnost v širšem smislu pojmujem takrat, kadar posameznik nastopa v 
razmerju do drugih. Kadar uporablja svojo bit za to, da deluje, tekmuje, sodeluje z 
drugimi posamezniki, kjer izkazuje svoje osebne notranje in zunanje potenciale, pri tem 
pa je nekatere atribute subjekta pridobil v družbeni skupnosti s splošno družbeno 
identifikacijo754. Zloraba take pridobljene identifikacije oziroma zasebnosti v širšem smislu 
posamezniku škoduje ali mu uničuje njegov status in osebnost. 
 
Zaradi varstva ohranitve človeka kot naravnega bitja, ki se je v odnosih z drugimi zaradi 
iracionalnosti znašel v neenakopravnem, večkrat inferiornem položaju, bodisi zaradi nižje 
intelektualne stopnje ali svoje neodzivnosti, je postala zahteva po njegovem varstvu 
predmet reševanja tega odnosa skozi večstoletno zgodovino. 
 
Danes dokazano velja, da se je pričelo varstvo človekovih pravic pravno urejati v obdobju 
po letu 1000. Med pomembnejše dokumente štejemo Magno Carto Libertatum755 iz leta 
1215, petstopetdeset let mlajšo Virginijsko deklaracijo o pravicah iz leta 1776, v času 
francoske revolucije nastalo Deklaracijo pravic človeka in državljana iz leta 1789, 
Amandmaje k Ustavi Združenih držav Amerike leta 1791756, na evropskih tleh pa po drugi 
svetovni vojni predvsem Evropsko konvencijo o varstvu človekovih pravic in temeljnih 
svoboščin iz leta 1950, Mednarodni pakt OZN o državljanskih in političnih pravicah iz leta 
1966, Mednarodni pakt OZN o ekonomskih, socialnih in kulturnih pravicah, Mednarodno 
konvencijo OZN o odpravi vseh oblik rasne diskriminacije, Konvencijo OZN o 
                                          
754 Sem štejem npr. dodeljeno potno listino, osebno izkaznico, prstni odtis, biometrijske podatke, osebne 
podatke vsebovane v zbirkah in druge identifikacijske dokumente, ki jih izdajajo državni organi itd. 
755 Med prve akte, ki so bi bili povezani s človekovimi pravicami sodi Magna Carta Libertatum. Pred tem 
dokumentom je bil izdan Georgenberški privilegij za štajersko plemstvo iz leta 1186. Kralj Edvard I (1239-
1307) je izdal zakon, po katerem nobenega meščana ni bilo mogoče zapreti brez obsodbe, kralj Edvard III. 
(1312-1377) pa zakon, da nikomur ni mogoče odvzeti svobode, ne da bi imel pravico do obrambe. K 
razvoju osebnostnih pravic sta veliko pripomogla še Habeus Corpus Act iz leta 1679, ki je razširil osebno 
svobodo, saj je določal, da se lahko odvzame človeku svoboda oziroma se ga zapre na podlagi sodnega 
naloga. Bill of Rights iz leta 1689 je z določenimi omejitvami uveljavil svobodo govora. Za razvoj človekovih 
pravic je pomembna še Virginijska deklaracija o pravicah iz leta 1776, ki je v Ameriki zagotavljala pravico 
do življenja, svobode, lastnine ter osebne sreče in varnosti ter svobodo tiska. Na evropskih tleh je sledila 
francoska Deklaracija o pravicah človeka in državljana, ki je razglašala enakost in neodvisnost vseh ljudi ter 
priznavala prirojene pravice. Vmesno obdobje je zapolnilo obdobje marčnih revolucij leta 1848, ki je na 
Pruskem določil Temeljne pravice nemškega naroda, drugod pa obrise novodobnih ustavnih določil 
(povzeto po Cvetek, 1995, str. 42-43). 
756 Pomembno varstvo posegov v zasebnost zagotavlja 4. amandma k ameriški ustavi, ki pravi, angl.: "The 
right of the people to be secure in their persons, houses, papers, and effects, against unreasonable 
searches and seizures, shall not be violated, and no warrants shall issue, but upon probable cause, 
supported by oath or affirmation, and particularly describing the place to be searched, and the persons or 
things to be seized". Prevod avtorja T.L. (slov.) "Ljudje imajo pravico do zasebnosti, doma, dokumentov in 
njihovega varstva pred nesorazmernimi preiskavami in zasegi predmetov, kar ni dovoljeno kršiti, razen 
kadar bi obstajal verjetni vzrok ali obstajalo potrjeno dejstvo, in je izdan nalog, v katerem je opredeljen 
kraj preiskave in osebe ali predmeti, ki jih je potrebno zaseči". Dostopno 2. 3. 2012 na: 
www.law.cornell.edu/wex/fourth_amendment. 
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preprečevanju in kaznovanju zločina genocida, Afriško listino o pravicah človeka in 
ljudstev, Helsinško sklepno listino ter druge mednarodne in nacionalne dokumente. 
 
Za kategorijo človekovih pravic je mogoče ugotoviti, da se je razvila v okviru evropske 
novoveške oziroma razsvetljenske politične ter pravno-filozofske misli, saj prvi začetki 
moderne zasnove človekovih pravic segajo v 17. in 18. stoletje. O relativni normativni 
univerzalnosti je mogoče govoriti šele po končani drugi svetovni vojni. Zadnja desetletja 
se človekove pravice obravnavajo v bolj ali manj svetovnem mednarodnopravnem obsegu 
(Cerar, 1997). 
 
Človekove pravice, med katere spada tudi pravica do zasebnosti, so najstarejše pravice, ki 
jih država ne more podeljevati in ne pogojevati, ker pripadajo človeku zaradi dejstva, ker 
je človek. Kocjančič (Kocjančič et al., 1998, str. 104) doda, da so te po vsebini, kot jih 
pojmuje naravno pravna teorija, pravno civilizacijska pridobitev. Za Cvetka (1999, str. 15, 
36, glej tudi Cerar, 1997) so pravice absolutne in univerzalne in veljajo v vsakem primeru, 
za vsakega in proti vsem. Vendar pa ta pravica ni taka, da bi jo lahko uporabili brez 
zadržkov. Ovira jo namreč druga značilnost, to je pravica do zasebnosti drugega. Kovač 
(2008) meni, da so človekove pravice zelo krhke, zato po njegovem niso sprejete kot 
univerzalne, saj so na koncu odvisne celo od politične stvarnosti našega sveta. Tudi Türk 
(Türk v: Ambrož et al., 2006) je podobnega mnenja, ko meni, da nobena od teh pravic ni 
zagotovljena za vselej, saj prihaja do kršitev tudi v družbah z visoko stopnjo privrženosti 
človekovim pravicam. Za Grizolda (1996, str. 110) se načeli univerzalnosti in nevtralnosti 
potrjujeta prek procesov internacionalizacije in globalizacije in temeljita na spoznanju, da 
so človekove pravice del posameznika in so kot take neodtujljive, ne morejo zastarati in 
se jim posameznik ne more kar odreči. K temu bi lahko dodal tudi mnenje Kristana (1979, 
str. 92) ki pravi, da je državljanstvo tisto, ki predstavlja pravno vez in razmerje med 
državo in njenimi pripadniki. Po njegovem gre za ločevanje, ki temelji na državljanstvu, 
saj vsak človek ni državljan določene države, nekateri so celo brez državljanstva ali pa 
imajo državljanstvo druge države757. Kot povzema Wedam Lukićeva (Wedam Lukić v: 
Ribičič, 2010), zgodovina 20. stoletja kaže, da kljub navdušenju za človekove pravice, te 
ne morejo obveljati absolutno, saj je mogoče svobodo zavarovati z omejitvami, enakost 
pa samo tako, da se ljudi v nekaterih primerih obravnava neenako. Podobno meni o tem 
tudi Ambrož (Ambrož et al., 2006, str. 103) ko pravi: " /.../ da bi lahko varovali temeljne 
človekove pravice, jih moramo kdaj komu tudi omejiti."  
 
4.1.1 ČLOVEKOVE PRAVICE IN DRŽAVA 
 
V nadaljevanju si poglejmo, kaj glede vloge države in človekovih pravic menijo nekateri 
slovenski avtorji. Lobnikar (Lobnikar in Kečanović, 2002), denimo, meni, da se je 
posameznik z družbeno pogodbo odrekel svoji absolutni svobodi in tako del svojih pravic 
                                          
757 Za nedržavljana ne veljajo iste pravice, kot veljajo za državljane določene države. Tako tudi pravice in 
dolžnosti niso nekaj stalnega in nespremenljivega in ne veljajo v vseh državah in v vseh časovnih obdobjih 
enake svoboščine, pravice in dolžnosti (glej Kristan, 1979). 
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prenesel na suverena (državo), ki mu v zameno zagotavlja varnost, saj si je posameznik 
ni sposoben zagotoviti v tolikšni meri, kot mu jo zagotavlja država758. Razmerje med 
državo in posameznikom po mnenju Zalarja (1996) kolidira kadar gre na eni strani za 
državno varnost kot splošni interes in na drugi strani za pravico do zaupnosti 
komunikacijskih sredstev kot posamičen interes. Splošni interes terja krepitev državne 
oblasti nad legitimno uporabo represije, da se posameznika zavaruje pred posegi drugih v 
njegove pravice in svoboščine, posamičen interes pa terja omejitev državne oblasti, pred 
samovoljnimi posegi države v posameznikovo zasebno življenje. 
 
Za Anžiča (1996b, str. 17) pomeni nadzor s strani države vpliv oblasti, ki sproža na eni 
strani procese socializacije, na drugi strani pa utrjuje ideologijo, zato nadzorstvo vedno in 
povsod pomeni poseg v intimo posameznika, skupine ali institucije, s čimer se omejuje 
njihova svoboda in pravica do zasebnosti. "Za vsak režim velja, čim več pooblastil ima 
država, manjše so svoboščine nedržavnih organizacij in posameznikov, in vice versa" 
(Brezovšek, 1996, str. 41-42). 
 
Bučar (1997) pravi, da so se sodobne države zaradi zaščite svojega pravnega reda in 
ureditve, prisiljene naslanjati na lastne institucije, ki po svojem obstoju pomenijo 
nevarnost za pravni red in demokracijo, saj razpolagajo z informacijami, katerih dostop je 
pogojen s poseganjem v zasebnost posameznika. Državo za tako poseganje opravičuje 
samo zavarovanje neposredno ogroženih pravic državljanov ali družbe kot celote. Ker gre 
za kolizijo več pravic ali kolizijo istih pravic različnih udeležencev meni, da mora država 
sama uvesti sistem nadzora nad institucijami in jim odrediti meje dopustnosti poseganja v 
pravice drugih759. 
 
Človekove pravice so pravna upravičenja, ki jih ima vsako človeško bitje, so splošne in 
pripadajo vsem, bogatim in revnim, moškim in ženskam. Te pravice je mogoče kršiti, 
nikoli pa jih ni mogoče odvzeti. Za De Roverja (1998, str. 64, 127) so del prava, kar 
zahteva, da se pravice in svoboščine vsakega posameznika vedno spoštujejo, polno 
razvijajo in varujejo pred zlorabo oblasti. 
 
Ustavnopravno zavarovanje človekovih pravic je lahko po Anžiču (Anžiču et al., v: Bučar, 
1997, str. 4-5) le normativno, saj država z grožnjo represije vpliva na zavest in 
pripravljenost državljanov, da bodo ravnali v skladu s pravno normo. Družba, kot meni, ni 
sposobna zagotoviti potrebne pravne varnosti in svojega obstoja, če ne doseže tolikšne 
stopnje notranjega soglasja, da postanejo kršitve pravnega reda resnično izjeme, kršitve 
človekovih pravic pa asocialno dejanje. Vedênje države do lastnih državljanov in 
spoštovanje njihovih pravic je bila dolgo časa zadeva. v katero se druge države niso 
                                          
758 Da ta proces v celoti funkcionira, država nadzira posameznika, posameznik pa istočasno nadzira državo, v 
kolikšni meri mu zagotavlja varnost oziroma mu omejuje svobodo zato, da mu zagotavlja varnost. 
759 Pri tem Bučar opozori, da se česa podobnega ne sme dovoliti zasebni ali paradržavni organizaciji, ker bi s 
tem dovolili, da se lahko z njenim privoljenjem krši tudi ustavni red. 
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mogle vmešavati, danes pa se človekove pravice urejajo z mednarodnim pravom in nad 
njim se izvaja mednarodno nadzorstvo (Brinc, 1993, str. 191). 
 
Čebašek-Travnikova (2008) ugotavlja, da človekove pravice niso nekaj statičnega, saj se 
svet nenehno spreminja, hkrati pa se s tem razvijajo tudi standardi spoštovanja 
človekovih pravic. Po njenem mnenju so namreč nekatere človekove pravice vezane na 
posameznika, druge pa na skupino, ki ji ta pripada, in kot pravi, lahko nedorečena 
zakonodaja povzroči množično kršitev človekovih pravic. Pomembno misel poda Pogorevc 
(et al., 2003, str. 129) ki povzame, da varstva človekovih pravic in socialne blaginje na 
nacionalni in internacionalni ravni ni mogoče zagotoviti samo z zakoni, temveč je zato 
potrebna tudi globalna etika, saj je varnost posameznika v skupnosti utemeljena na 
etičnih normah, kar pa je po njegovem najbližje naravnemu stanju.  
 
4.1.2 ČLOVEKOVE PRAVICE IN PRAVICA DO ZASEBNOSTI 
 
"Pravica do zasebnosti je ena izmed sodobnejših v katalogu človekovih pravic in temeljnih 
svoboščin" (Bošnjak, 2004, str. 91). Po mnenju posvetovalne skupščine Sveta Evrope 
pomeni zasebnost "pravico do lastnega življenja s čim manj vmešavanji". Vključuje pa 
zasebno, družinsko in domače življenje, fizično in moralno integriteto, čast, ugled, 
prepoved prikazovanja človeka v napačni luči, prepoved razkrivanja dejstev, ki niso 
pomembna in spravljajo posameznika v zadrego, prepoved objave zasebnih fotografij brez 
dovoljenja in varstvo pred razkrivanjem pridobljenih osebnih podatkov (po van Dijk, 1990 
v: Polajnar-Pavčnik, 1997, str. 162). 
 
Poglejmo si, kako je opredeljena zasebnost v nekaterih drugih ureditvah: 
− evropska praksa, ki pogosto izhaja iz odločitev in sodne presoje Evropskega sodišča za 
človekove pravice, razume zasebnost kot varstvo osebe v njenem bivalnem prostoru, 
kot obsežno negativno pravico varstva posameznika zoper posege države ali tretjih v 
njegovo zasebno sfero, osebnost in dostojanstvo760 (po odločbi Ustavnega sodišča RS, 
št. U-I-25/95). Tu ne gre samo za pravico, da te pustijo samega, temveč tudi za 
pravico posameznika, da lahko  zaradi razvoja in izpolnitve lastne osebnosti predvsem 
na čustvenem področju z drugimi ljudmi vzpostavi in razvija razmerja. Sodišče pri tem 
izhaja iz premise, da je dolžnost države, da ne posega v pravice zasebnega in 
družinskega življenja posameznika, temveč ravno obratno. Njena dolžnost je, da 
omogoči državljanom vzpostavitev in varovanje družinskega življenja; 
− angleška sodna praksa je izoblikovala opredelitev, po kateri pomeni pravica do 
zasebnosti posameznika svobodo pred kakršnimikoli vmešavanji drugih ljudi v njegovo 
                                          
760  Konferenca nordijskih pravnikov v Genfu je leta 1967 poseg v zasebnost opredelila kot: "poseganje v 
zasebno in družinsko življenje ter dogajanje v domu, kot poseg v telesno in duševno nedotakljivost ali 
moralo in duševno svobodo, poseg zoper čast in dobro ime, odkrivanje neugodnih okoliščin iz zasebnega 
življenja, zasledovanje, opazovanje, prisluškovanje in sumničenje, zlorabo pisnih ali ustnih zasebnih 
sporočil, pridobivanje informacij, ki pomenijo poklicno skrivnost". Preko pojma "zasebnost" naj bi bila 
varovana sfera posameznikovega življenja, ki drugih ne zadeva in kjer se prizadeti sam odloči, ali bo iz nje 
izstopil ali ne (glej 38. točko odločbe Ustavnega sodišča RS, št. U-I-25/95, z dne 27. 11. 1997). 
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življenje (angl. Right To Be Alone). Pojem zasebnosti je odvisen tudi od običajev in 
družbene morale, katere del je posameznik (po Končina-Peternel, 1997, str. 225-226); 
− ameriško civilno pravo pojmuje pravico do zasebnosti kot pravico biti sam, biti prost 
pred neupravičeno publiciteto, živeti izolirano življenje pred javnostjo brez neželenih 
posegov javnosti v zadeve zasebne narave posameznika, v katerih nima legitimnega 
interesa. Sodna praksa pa pravico do zasebnosti večkrat pojmuje kot pravico biti prost 
pred neupravičenimi prilastitvami ali izkoriščanjem posameznikove osebnosti, 
objavljanjem zasebnih zadev, glede katerih javnost nima legitimnega interesa, ali 
protipravnim vdorom v posameznikove zasebne dejavnosti, v takšni meri, ki je nasilna 
in mu povzroča duševne bolečine, sram ali poniževanje (Lampe, 2004b, str. 90). 
 
V nadaljevanju si poglejmo, kako pojmujemo pravico do zasebnosti v Sloveniji. 
 
Ustavno sodišče RS je pravico do zasebnosti v odločbi št. Up-32/94761 opredelilo širše, kot 
jo pojmujejo zahodne prakse, in ji dodalo tako čustveno kot materialno noto, v smislu, da 
gre za: "Bolj ali manj sklenjeno celoto človekovih ravnanj in ukvarjanj, občutij762 in 
razmerij, za katero je značilno in konstitutivno, da si jo človek oblikuje in vzdržuje sam ali 
sam z najbližjimi, s katerimi je v intimni skupnosti, na primer z življenjskim partnerjem, in 
da v njej biva z občutkom varnosti pred vdorom javnosti ali kogarkoli nezaželenega."  
Običajni in bistveni del ali vidik te celote je bivanje, domovanje; materialno okolje zanj je 
bivališče, dom, stanovanje. Dejanska in izključna oblast nad prostorom stanovanja in nad 
vsemi predmeti v njem je bistven del in pogoj domovanja kot sestavine človekove 
zasebnosti." V odločbi Up-157/00-14763 pa je to definicijo s tem, ko je zapisalo, da 
"človekova zasebnost ni pojem, ki bi obstajal neodvisno sam zase, temveč je običajno 
povezan z lastnino ali posestjo neke stvari," samo še potrdilo. 
 
Stanovanje tako predstavlja področje zasebne sfere, kjer uživamo ljudje nedotakljivost 
pred kakršnimikoli posegi s strani drugih ljudi. Gre za prostor, kjer je uživanje zasebnosti 
in pravica do uživanja družinskega življenja svéta in nedotakljiva do te mere, da brez 
utemeljenih razlogov nima nihče764 pravice vstopiti vanj, če mu lastnik tega ne dovoli765 
(Turk, 2004). 
 
Tako tudi Bošnjak (2004) ugotavlja, da je bila v kazenskem postopku pravica do 
zasebnosti v zgodnejšem obdobju varovana prek lastninske pravice, saj je nedopustna 
hišna preiskava pomenila poseg v lastninsko pravico, ne pa v zasebnost. Kasneje, ko se je 
                                          
761 Glej odločbo Ustavnega sodišča RS, št. Up-32/94 z dne 13. 4. 1995. 
762 Med občutja lahko npr. prištevamo tudi veroizpoved, ki predstavlja človekovo zasebnost (glej odločbo 
Ustavnega sodišča RS, št. U-I-92/01, z dne 5. 3. 2002). 
763 Glej odločbo Ustavnega sodišča RS, št. Up-157/00-14 z dne 10. 4. 2003. 
764 Sem štejemo tako policiste, inšpektorje, uradne izterjevalce,in izvršitelje, poštarje in inkasante. 
765 Četrti odstavek 36. člena Ustave RS omogoča izjemo od pravila nedotakljivosti stanovanja, in sicer sme 
uradna oseba tudi brez odločbe sodišča vstopiti v tuje stanovanje ali v tuje prostore in brez navzočnosti 
prič opraviti preiskavo, če je neogibno potrebno, da se neposredno prime storilca kaznivega dejanja ali 
zavarujejo ljudje in premoženje. 
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v zahodnem kazenskem pravu razvil koncept pričakovane zasebnosti766, po katerem 
vsakdo uživa prostost pred vdorom države, kjer upravičeno pričakuje svojo zasebnost767, 
se je lastninska pravica nad prostorom razširila še na druge nepremičnine (npr. na 
delovno mesto v pisarni, toaletne prostore, prevozna sredstva, obleko, telo ipd.).  
 
Pravica do zasebnosti je pravica do lastnega življenja s čim manj neželenega vmešavanja, 
vključuje pa svobodo posameznika pred neutemeljenimi posegi države v njegovo zasebno 
sfero (angl. Right to be left alone) (Šelih, 2003). Angleži za to pravico že pregovorno 
uporabljajo prispodobo: "An Englishmans's home is his castle768," da lahko v svojem 
stanovanju in v svoji zasebnosti delajo in govorijo kar hočejo, tako se za vrati stanovanja  
tudi oblast nima več pravice vtikati v njihovo zasebnost. 
 
Vendar pa je mogoče v zasebnost posameznika "vstopiti" s pomočjo t.i. posebnih 
operativnih metod in sredstev (z nadzorom komunikacij, s prisluškovanjem in snemanjem  
ob privolitvi vsaj ene osebe, udeležene v pogovoru), kjer gre vseeno za grob (skrajen) 
poseg v zasebnost posameznika, saj ponavadi niti ne ve, da se mu z določenim razlogom 
prisluškuje. Vendar ustava v primeru kaznivega dejanja dovoljuje poseg v varovano 
pravico do zasebnosti, če so izpolnjeni naslednji pogoji (po Bošnjak, 2004): 
− da je poseg opredeljen in določen v zakonu;  
− da poseg z odločbo dovoli sodišče; 
− da je izvajanje posega določno časovno omejeno, in 
− da je poseg nujen za uvedbo ali potek kazenskega postopka ali za varnost države, 
upoštevaje pri presoji nujnosti tudi načelo sorazmernosti769. 
                                          
766 Za koncept pričakovane zasebnosti, ki ga zastopa v svojih odločitvah Vrhovno sodišče ZDA je bistveno, ali 
oseba v določenem prostoru lahko računa, da ji je zagotovljena zasebnost. Pri tem sodišče tehta dva 
elementa: pričakovanje zasebnosti in upravičenost pričakovanja. Za poseg v zasebnost gre po navedenem 
konceptu takrat, ko se človek nahaja v prostoru, kjer upravičeno pričakuje, da bo sam. Tako je dom 
ponavadi prostor, kjer človek pričakuje zasebnost, vendar izjave, ki jih je izpostavil tretjim, niso 
zavarovane, ker ni izrazil namere, da jih bo obdržal zase. Po drugi strani pa pogovori na prostem niso 
zavarovani pred prestrezanjem, saj bi bilo takšno pričakovanje zasebnosti s stališča družbe neupravičeno. 
Kar oseba vede izpostavi javnosti, pa čeprav na svojem domu ali v pisarni, torej po konceptu pričakovanja 
zasebnosti ni predmet varstva. Kar pa skuša ohraniti kot zasebno, čeprav na javnosti dostopnem mestu, pa 
je lahko predmet ustavnega varstva: za poseg v zasebnost gre samo takrat, ko se človek nahaja v 
prostoru, kjer upravičeno pričakuje, da bo sam (glej 38. točko odločbe Ustavnega sodišča RS, št. U-I-
25/95, z dne 27. 11. 1997). 
767 Glej primer Katz vs. U.S. Ta koncept je v prakso odločanja povzelo tudi Evropsko sodišče za človekove 
pravice, ko je odločalo v zadevi Halford vs. United Kingdom (kjer je policistka uveljavljala, da lahko 
pričakuje zasebnost klicev, ko telefonira s službenega telefona na policijski postaji, za zasebni namen). Kot 
povzema Ribičič, je to izhodišče razumno pričakovane zasebnosti v svoji praksi uveljavilo tudi slovensko 
Ustavno sodišče (glej točko 2, ločenega mnenja ustavnega sodnika Ribičiča, v zadevi št. Up-741/06-19, z 
dne 18. 6. 2009). 
768 Stanovanje oziroma bivališče človeka je vseskozi predstavljalo prostor, ki si ga je človek poskušal ohraniti 
za sebe, svojo družino, ob tem pa ga je nenehno varoval pred nasilnimi posegi drugih (Vrbančič in Žaberl, 
2001, str. 753). 
769 Nujnost uporabe ukrepa prisluškovanja v prostorih, mora biti podana na zakonodajni ravni in v vsakem 
konkretnem primeru. Odredba sodišča mora vsebovati utemeljitev, iz katere izhaja, zakaj je izvedba ukrepa 
v konkretnem primeru nujno potrebna in katere so tiste okoliščine, ki policiji ali sodišču preprečujejo, da bi 
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Med pomembnejše formalno pravne vire s področja človekovih pravic in temeljnih 
svoboščin štejemo Splošno deklaracijo o človekovih pravicah, Mednarodni pakt OZN o 
državljanskih in političnih pravicah, Konvencijo Sveta Evrope o varstvu človekovih pravic in 
temeljnih svoboščin in judikaturo Evropskega sodišča za človekove pravice. Načelo pravne 
države, ki je vsebovano v 2. členu Ustave RS, in številne človekove pravice in temeljne 
svoboščine zagotavljajo človeku svobodo in varnost pred samovoljnimi, nezakonitimi in 
nesorazmernimi posegi represivnega aparata države. Svoboda in varnost pred posegi 
represivnega aparata sta mu zagotovljena vse dokler sam ne poseže v pravno zavarovane 
pravice drugih posameznikov770, in sicer na način, kot je inkriminiran s kazenskim 
zakonikom. Poseg kazenskega represivnega aparata države v posameznikove človekove 
pravice in temeljne svoboščine je bil načeloma dopusten šele tedaj, ko je protipravno 
ravnanje posameznika ugotovljeno z obsodilno sodbo sodišča, meni Bošnjak (2004, str. 
73–80).  
 
4.1.3 ČLOVEKOVE PRAVICE IN SLOVENSKA USTAVA 
Ustava je izhodiščni, temeljni in hierarhično najvišji pravni akt v določeni pravno urejeni 
skupnosti. Izhodiščni pravni akt je ustava zato, ker določa, kdo je v državi zakonodajni 
organ in s tem omogoča, da pravni red sploh lahko učinkuje, temeljni pravni akt pa zato, 
ker ureja tista družbena razmerja, ki imajo ustavni pomen. Kot izhodiščni temeljni pravni 
akt je ustava hierarhično najvišji pravni akt, s katerim morajo biti tako vsebinsko kot 
oblikovno v skladu vsi drugi pravni akti v državi. Ustava RS je po svoji zasnovi moderna 
ustava, ki se osredotoča zlasti na klasično tvarino ustave, odmerja pa pomembno mesto 
temeljnim človekovim pravicam in temeljnim svoboščinam (po Mavčič in Pavčnik, 1993), ki 
omejujejo državno oblast in ji določajo meje, v katerih naj se giblje (Pavčnik, 1997). Za 
učinkovito uresničevanje ustavnih določb skrbi na operativni ravni ustavno sodišče, ki 
presoja skladnost zakonskih in podzakonskih aktov z ustavo. Ustavno sodišče skrbi 
predvsem za to, da posamični predpisi ne posegajo v ustavno varovane in zagotovljene 
človekove pravice in svoboščine (po Turk, 2004). 
Že pri pripravi osnutka slovenske ustave so avtorji poudarjali pomen temeljnih človekovih 
pravic in primarno vlogo države, da jih varuje in razvija ter pri tem upošteva mednarodne 
pravne standarde. Ustava RS je tako v 8. členu določila, da so vse konvencije in 
mednarodni sporazumi, ki obvezujejo Slovenijo, in tudi splošno veljavna načela 
mednarodnega prava integralni del našega pravnega reda in se uporabljajo neposredno771 
(Gorenak v: Senčar et al., 2003).  
 
                                                                                                                               
dokaze zbrali na način, s katerim ne bi posegli ali bi manj intenzivno posegli v ustavno pravico do 
zasebnosti prizadete osebe (glej odločbo Ustavnega sodišča RS, št. U-I-25/95, z dne 27. 11. 1997). 
770 Pravica do zasebnosti za posameznika se lahko konča samo takrat in tam, kjer kolidira z zakonsko 
izkazanim močnejšim interesom drugih (glej 32. točko odločbe Ustavnega sodišča RS, št. U-I-25/95). 
771 Sem štejemo Splošno deklaracijo o človekovih pravicah, Mednarodni pakt OZN o državljanskih in političnih 
pravicah, Evropsko konvencijo o varstvu človekovih pravic in temeljnih svoboščin s Protokoli in druge 
mednarodne akte. 
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Kako varuje na deklarativni ravni človekove pravice in temeljne svoboščine Ustava 
Republike Slovenije772? 
 
Ta na temeljni ravni določa, da se na celotnem ozemlju države varujejo človekove pravice 
in temeljne svoboščine slovenskih državljanov, avtohtonih prebivalcev italijanske in 
madžarske narodne skupnosti, Slovencev brez slovenskega državljanstva ter tujcev, razen 
tistih pravic, ki jih imajo po ustavi ali zakonu samo državljani Slovenije. Človekove pravice 
in temeljne svoboščine se uresničujejo neposredno na podlagi ustave, z zakonom pa se 
predpiše način njihovega uresničevanja. Človekove pravice in temeljne svoboščine so 
omejene samo s pravicami drugih, v nekaterih ustavno določenih primerih. Zagotovljeno 
je tudi sodno varstvo pravic in svoboščin ter pravica do odprave posledic njihovih kršitev. 
Določene človekove pravice je izjemoma dopustno začasno razveljaviti ali omejiti v 
vojnem in izrednem stanju (z uredbo zakonske moči, ki jo izda predsednik republike), 
sprejeti ukrepi pa ne smejo povzročati neenakopravnosti med ljudmi773. 
 
Vsakemu posamezniku so priznane naslednje osebnostne pravice, in sicer: 
− nedotakljivost človekovega življenja; 
− prepoved izvajanja medicinskih ali drugih znanstvenih poskusov brez njegove 
svobodne privolitve; 
− pravica nedotakljivosti človekove telesne in duševne celovitosti, njegove zasebnosti ter 
osebnostnih pravic; 
− pravica do osebne svobode, osebnega dostojanstva in varnosti; 
− svobodno zbiranje, sprejemanje in izražanje misli, govora, javnega nastopanja, tiska in 
drugih oblik javnega obveščanja in izražanja;  
− svobodno izpovedovanje vere in opredelitve vesti ter prepričanj, vključno s pravico do 
ugovora vesti; 
− varovanje tajnosti pisem in drugih občil ter njegovih osebnih podatkov in s tem 
nedotakljivost človekove zasebnosti,  
− svobodno združevanje z drugimi, razen v določenih primerih, kot je npr. varnost 
države ali javna varnost, širjenje nalezljivih bolezni ipd.; 
− prosto gibanje in izbira prebivališča, vključno s tem, da zapusti državo ali se vanjo 
kadarkoli vrne (izjema so le varnostni ukrepi, določeni z zakonom); 
− pravica do zasebne lastnine in nedotakljivosti stanovanja. 
 
V razmerju posameznik – država, priznava slovenska ustava posamezniku naslednje 
pravice in svoboščine, in sicer da: 
− velja vsakdo za nedolžnega, dokler njegova krivda ni ugotovljena s pravnomočno 
sodbo; 
                                          
772 Glej Ustavo Republike Slovenije, Ur. list RS, št. 33/91. 
773  Določilo o začasni omejitvi pravic ne velja v nobenem primeru za t.i. absolutne človekove pravice, kot so: 
nedotakljivost človekovega življenja, mučenje, varstvo človekove osebnosti in dostojanstva, domneva 
nedolžnosti, načelo zakonitosti v kazenskem pravu, pravna jamstva v kazenskem postopku in svoboda vesti 
(glej 17., 18., 21., 27., 28., 29. in 41. člen Ustave RS). 
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− smo pred zakonom vsi enaki, vsakomur pa so ne glede na narodnost, raso, spol, jezik, 
vero, politično ali drugo prepričanje, gmotno stanje, rojstvo, izobrazbo, družbeni 
položaj ali katerokoli drugo osebno okoliščino zagotovljene enake pravice in 
svoboščine,; 
− ima vsakdo pravico do osebne svobode, kjer se mu sme prostost odvzeti le v primerih, 
določenih z zakonom; 
− se vsakomur zagotavlja spoštovanje človekove osebnosti in njegovega dostojanstva v 
kazenskih in pravdnih postopkih; 
− je vsakomur v postopku pred sodiščem in drugimi organi, ki odločajo o njegovih 
pravicah ali dolžnostih zagotovljeno enako varstvo njegovih pravic, hkrati pa mu je 
zagotovljena tudi pravica do vložitve pritožbe ali tožbe proti odločbam sodišč in 
upravnih organov; 
− se ne sme nikogar mučiti, z njim nečloveško ali ponižujoče ravnati ali ga kaznovati; 
− se osebe, osumljene storitve kaznivega dejanja, na podlagi odločbe sodišča priprejo; 
− ima posameznik pravico do povračila škode, ki mu jo je povzročil pri opravljanju službe 
upravni organ in 
− ima glede na utemeljen pravni interes pravico do informacije javnega značaja od 
upravnega organa774. 
 
4.1.4 POMEMBNI MEDNARODNI PRAVNI AKTI, KI VARUJEJO ČLOVEKOVE 
PRAVICE 
 
Temeljni dokument mednarodno pravnega varstva človekovih pravic predstavlja zagotovo 
Splošna deklaracija o človekovih pravicah, ki jo je Generalna skupščina Združenih narodov 
sprejela leta 1948, in vsebuje obsežen katalog človekovih pravic, ki naj bi jih države 
jamčile in varovale v svojem notranjem pravu. Poleg omenjene deklaracije je mednarodna 
skupnost pod okriljem Združenih narodov sprejela več pravno obvezujočih konvencij, ki 
vsebujejo mednarodne garancije varstva človekovih pravic z namenom, da jih države 
članice zagotovijo in ne kršijo. Mednarodni pakt OZN o državljanskih in političnih pravicah 
je Generalna skupščina Združenih narodov sprejela leta 1966775. Pakt ima v mednarodnem 
pravu pomembno mesto, saj predstavlja konkretizacijo določb, ki so opredeljene v Splošni 
deklaraciji o človekovih pravicah, na mednarodni ravni. Države so si namreč s pristopom k 
Paktu zadale temeljno mednarodnopravno obveznost, da bodo vsakomur zagotovile vse 
pravice, ki jih zagotavlja sprejeti Pakt (po Lampe, 2004a). 
Na ravni Sveta Evrope, je pričela leta 1953 veljati Evropska konvencija o varstvu 
človekovih pravic in temeljnih svoboščin (v nadaljevanju kratica: EKČP), ki temelji na 
Splošni deklaraciji o človekovih pravicah in zasleduje cilje ohranjanja in razvoja človekovih 
                                          
774 Med ostale splošne človekove pravice in svoboščine po naši ustavi sodijo še: voliti in biti voljen, 
sodelovanje pri upravljanju v javnih zadevah, prosta izbira zaposlitve in svobodnega dela, pravica do 
socialne varnosti, zdravstvenega, pokojninskega, invalidskega in drugega zavarovanja, pravica do zakonske 
zveze in družine, svobodnega odločanja o rojstvu otrok, zdravega življenjskega okolja itd. 
775 SFRJ ga je ratificirala leta 1971 (glej stran www.zakonodaja.gov.si/rpsi/r01/predpis_ZAKO2721.html, 
dostopno 28. 2. 2012), v Republiki Sloveniji pa velja v skladu z Aktom o nasledstvu. Pakt velja od 23. 3. 
1976. 
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pravic in temeljnih svoboščin in njihovo kolektivno pravno zaščito776. Slovenija je EKČP 
ratificirala leta 1994 in je,  kot opisuje v svoji disertaciji Lampe (2004b, str. 361), s tem 
predala del svoje suverenosti Evropskemu sodišču za človekove pravice (v nadaljevanju 
kratica: ESČP), ki je postalo najvišje sodno telo za pritožbe v primeru kršenja sprejetih 
pravil EKČP. Slovenija se je s tem zavezala upoštevati in izvrševati odločbe ESČP in v 
svojem pravu ter v sodnih odločbah upoštevati njegove smernice. 
 
V nadaljevanju predstavljam bistvene člene teh aktov, ki so pomembni predvsem z vidika 
varstva človekovih pravic. Poleg navedenih obstajajo tudi številni drugi dokumenti 
Združenih narodov in drugih mednarodnih organizacij777, ki določajo varstvo človekovih 
pravic, vendar jih zaradi obsega v tem poglavju ne predstavljam konkretneje 778. 
 
1. Splošna deklaracija OZN o človekovih pravicah priznava s preambulo prirojenost 
človeškega dostojanstva vsem ljudem v enaki in neodtujljivi pravici kot temelj 
svobode, pravičnosti in miru na svetu, v katerem imajo vsi ljudje svobodo govora in 
verovanja, kjer se potrjuje dostojanstvo in vrednost človekove osebnosti ter 
enakopravnost moških in žensk, kjer je za razvoj prijateljskih odnosov med narodi  
potrebno skupno razumevanje pravic in svoboščin z njihovim varovanjem, ki temelji 
na pravu. 
 
Splošna deklaracija o človekovih pravicah predstavlja skupen ideal vseh narodov s ciljem 
spoštovanja splošnih pravic in svoboščin. Tu jih delim na dva dela. Med osebnostne 
pravice779 sodijo naslednje določbe: 
− vsi ljudje se rodijo svobodni in imajo enako dostojanstvo in enake pravice; 
− vsi ljudje so upravičeni do uživanja pravic in svoboščin iz Splošne deklaracije o 
človekovih pravicah, ne glede na raso, barvo kože, spol, jezik, vero, politično ali drugo 
prepričanje, narodno ali socialno pripadnost, premoženje, rojstvo ali kakršnokoli drugo 
okoliščino, kjer tudi ni dovoljeno razlikovanje ljudi glede na te pripadnosti; 
− vsakomur je priznana pravica do življenja, prostosti in osebne varnosti;  
− ima posameznik pravico do svobodnega gibanja in izbire prebivališča znotraj države ali 
izven nje, prav tako lahko zapusti katerokoli državo in se vanjo vrne;  
− se lahko vsak svobodno udeležuje mirnih zbiranj in se združuje z drugimi; 
                                          
776 Splošna deklaracija dostopna 27. 2. 2012 na strani: www.svetevrope.si. 
777 Npr. Mednarodna organizacija dela, Organizacija za varnost in sodelovanje v Evropi idr. 
778 Sprejete so bile še: Ustanovna listina Združenih narodov, Konvencija o kaznovanju in preprečevanju zločina 
genocida,  Konvencija o odpravi vseh oblik rasne diskriminacije, Mednarodni pakt o ekonomskih, socialnih 
in kulturnih pravicah, Deklaracija o pravicah oseb, ki pripadajo narodnim ali etničnim, verskim in jezikovnim 
manjšinam, Konvencija o otrokovih pravicah, UNESCO-va konvencija o odpravi vseh oblik diskriminacije 
izobraževanja, Konvencija ILO o prepovedi diskriminacije pri zaposlovanju in zaščiti domorodnega 
prebivalstva, Evropska listina manjšinskih in regionalnih jezikov, Evropska socialna listina, Evropska 
konvencija o preprečevanju mučenja in nečloveškega ali ponižujočega ravnanja ali kaznovanja idr. 
779 Lastna delitev pravic in svoboščin avtorja T. L., na osebnostne pravice izhaja iz dejstva, da se osebnostne 
pravice in svoboščine nanašajo samo na posameznika, ki uživa te pravice kot samostojna, individualna 
osebnost. Razmerje do države pa izhaja iz odnosa do skupnosti - družbe in javne oblasti, kjer gre za 
državljanski odnos posameznika do države, to pravico pa mu lahko država tudi povsem omeji. 
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− ni nikogar dovoljeno nadlegovati tako s samovoljnim vmešavanjem v njegovo zasebno 
življenje,  družino, stanovanje ali dopisovanje kot tudi ne z napadi na njegovo čast in 
ugled. Vsakomur mora biti dana pravica varstva pred takšnim vmešavanjem;  
− je ljudem zagotovljena pravica do svobode misli, vesti in veroizpovedi ter svobodnega, 
javnega ali zasebnega izražanja v zvezi s tem; 
− ima posameznik pravico do svobode mišljenja in izražanja, zaradi tega pa ne sme biti 
nadlegovan; 
− je zakonska zveza in družina celica družbe, ki jo, ne glede na kakršnokoli pripadnost in 
brez omejitev, lahko skleneta polnoletni moški in ženska. 
 
V razmerje posameznik – država sodijo naslednje določbe Splošne deklaracije za 
človekove pravice, kjer: 
− velja vsak za nedolžnega, dokler ni spoznan za krivega; 
− se posameznika ne sme mučiti ali z njim nečloveško ali ponižujoče ravnati; 
− vsak uživa enakost pred zakonom in diskriminacijo, zagotovljena pa mu mora biti tudi 
pravica do enakega pravnega varstva;  
− je vsakemu priznana pravica do učinkovitega pravnega sredstva pri državnih in sodnih 
oblasteh proti dejanjem, ki kršijo pravice, priznane v ustavi ali zakonu; 
− ni dovoljeno nikogar samovoljno zapreti, pridržati ali izgnati; 
− je vsak upravičen do enakega in pravičnega sojenja pred neodvisnim in nepristranskim 
sodiščem; 
− pripada vsakomur pravica do državljanstva, ki se mu je ne sme samovoljno odvzeti; 
− ima posameznik pravico do sodelovanja pri opravljanju javnih zadev ter pod enakimi 
pogoji pravico do zaposlitve v javni službi in 
− je vsakdo zaradi zahtev morale, javnega reda in splošne blaginje v demokratični družbi 
pri izvajanju pravic in svoboščin podvržen omejitvam, ki posegajo v priznane pravice 
in svoboščine drugih ter so določene z zakonom. 
 
2. Mednarodni pakt OZN o državljanskih in političnih pravicah je Generalna 
skupščina Združenih narodov sprejela leta 1966, kjer v preambuli določa, da se 
dostojanstvo, ki je prirojeno človekovi osebnosti, priznava v obliki enakih in 
neodtujljivih pravic vsem ljudem. Ideal svobodnega človeka, ki uživa državljanske in 
politične svoboščine je mogoče doseči le, če so ustvarjeni pogoji za uresničevanje 
državljanske, politične, ekonomske, socialne in kulturne pravice. 
 
Med bistvene osebnostne pravice sodijo: pravica vsakega človeka do življenja, ki mu ga 
ne sme nihče samovoljno odvzeti, prepoved izvajanja kakršnihkoli medicinskih ali drugih 
znanstvenih poskusov brez privolitve osebe, prepoved suženjskega odnosa in tlake nad 
posameznikom, pravica do prostosti in osebne varnosti je temeljna pravica, ki se ju lahko 
omeji samo, kadar to določa zakon, pravica do svobode gibanja in izbire prebivališča 
pripada vsakomur, ki se nahaja na ozemlju druge države, tujo ali lastno državo pa lahko 
kadarkoli zapustiti. Ta pravica se omeji le na podlagi zakona, zaradi zaščite nacionalne 
varnosti, javnega reda, javnega zdravja ali morale, pravic in svoboščin drugih in z 
omejitvami, ki jih priznava zgoraj omenjeni pakt. Nihče nima pravice samovoljnega in 
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nezakonitega vmešavanja v zasebno življenje ljudi,  družino, stanovanje ali dopisovanje in 
nezakonito napadati njegovo čast in ugled, pred takim vmešavanjem pa mora biti 
vsakomur priznana pravica do sodnega varstva. Vsakomur je priznana pravica do pravne 
sposobnosti, svobode misli in vesti, svobodnega izražanja (zbiranja, sprejemanja, širjenja 
informacij in idej), nikogar pa za podana mnenja ni dovoljeno nadlegovati. Priznana je 
pravica do mirnega zbiranja in svobodnega združevanja z drugimi, razen v primeru 
ogrožanja nacionalnih varnostnih interesov. Priznana je tudi pravica do varstva družine 
kot naravne in temeljne sestavine družbe. 
 
V razmerju posameznik – država, se države pogodbenice zavezujejo spoštovati pravice 
odraslih in otok, ki živijo na njihovem ozemlju, brez razlikovanja glede na raso, barvo, 
spol, jezik, vero, politično ali drugo prepričanje, narodno ali socialno poreklo, premoženje, 
rojstvo ali kakršnokoli drugo okoliščino, kjer jim, v primeru kršenja teh pravic, zagotavljajo 
pravno varstvo 780. Moškim in ženskam se zagotavlja enakopravno uživanje vseh 
državljanskih in političnih pravic, ki jih v primeru izrednih nevarnosti država lahko 
razveljavi (omeji), kar pa ne sme biti v neskladju z mednarodnim pravom in načelom 
diskriminacije ljudi781. Osebe, ki so priprte in jim je odvzeta prostost, imajo pravico do 
pritožbe na sodišču, v primeru nezakonitega pripora pa jim pripada pravica do 
odškodnine. Tako se tudi v teh primerih ne sme nikogar mučiti ali z njim nečloveško ali 
ponižujoče ravnati in ga kaznovati, saj se mora vsem zagotoviti tako enakost pred 
zakonom in na sodišču kot tudi spoštovati domneva nedolžnosti, dokler storilec ni spoznan 
za krivega. 
 
3. Evropska konvencija o varstvu človekovih pravic in temeljnih svoboščin 
temelji na določilih Splošne deklaracije o človekovih pravicah in zavezuje države 
članice Sveta Evrope, ki podpišejo in ratificirajo konvencijo s protokoli, da bodo skupaj 
dosegale enotnost pri nadaljnjem razvoju človekovih pravic in temeljnih svoboščin, na 
katerih temeljita pravičnost in mir v svetu. 
 
Konvencija na temeljni ravni zagotavlja, da vsaka država članica spoštuje človekove 
pravice in temeljne svoboščine, varuje pravico do učinkovitega pravnega sredstva 
državljanom, kjer jim je bila pravica in svoboščina, zajamčena s Konvencijo, kršena, kakor 
tudi s strani uradnih oseb pri opravljanju dolžnosti. 
 
Tu osebnostne pravice in svoboščine razdelim na dva dela. Prve se nanašajo na 
posameznika kot individuum in se mu priznavajo v obliki možnosti bivanja v skupnosti kot: 
pravica do življenja, kjer se ga ne sme nikomur namerno odvzeti, lahko pa se jo z 
                                          
780 Smiselno ta določba velja tudi za etnične, verske, jezikovne in druge manjšine. 
781 Pri tem ni dopustna nikakršna omejitev pravic vezanih na odvzem življenja, grobo mučenje, suženjstvo in 
tlako, priprtje, obsodbo za storjeno kaznivo dejanje, ki ni bilo predpisano kot kaznivo v času sojenja, 
odvzem pravne sposobnosti in omejevanje svobode misli, vesti in veroizpovedi. 
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zakonom omeji782, prepoved suženjstva, prisilnega dela in obveznega dela783, pravica do 
prostosti in osebne varnosti, ki se jo lahko omeji le, kadar tako določa zakon784, pravica 
do spoštovanja zasebnega in družinskega življenja, doma (stanovanja) in dopisovanja. 
Država se v to pravico lahko vmeša le, če to določa zakon, je tako stanje nujno v 
demokratični družbi zaradi državne varnosti, javne varnosti ali ekonomske blaginje države, 
zato da se prepreči nered ali zločin, zavaruje zdravje ali morala in pravice ter svoboščine 
drugih ljudi, pravica do svobode misli (mišljenja), vesti in veroizpovedi, kjer lahko zasebno 
ali javno izraža svoje prepričanje. Ta svoboda se omeji samo takrat, kadar to določa 
zakon. Vsakemu človeku je zagotovljena tudi pravica do svobodnega izražanja in govora 
(sprejemanje in sporočanje obvestil), brez vmešavanja oblasti, ne glede na državne 
meje785. Ljudem je priznana pravica do izobraževanja in pridobivanja izobrazbe,  mirnega 
zborovanja (zbiranja) in svobodnega združevanja v interesnih skupinah,  sklepanja 
zakonske zveze, ustvarjanja družine in lastnega premoženja, kjer se le-tega ne sme 
nikomur odvzeti, razen, če je to v javnem interesu. 
 
Pravice, ki se nanašajo na razmerje posameznik – država, določajo, da ni dovoljeno 
nikogar mučiti ali z njim nečloveško in ponižujoče ravnati ter ga kaznovati. Oseba, ki ji je 
odvzeta prostost, ima pravico do pravnega varstva v primeru nezakonitega odvzema 
prostosti in pravico do odškodnine. Osebi ni mogoče odvzeti prostosti in je zapreti samo 
zato, ker npr. ne more izpolniti pogodbenih obveznosti zaradi dolgov. Vsaki osebi je v 
razumnem roku priznana pravica do poštenega, pravičnega in javnega sojenja, 
presumpcija nedolžnosti pa se storilcu avtomatično prizna, dokler mu z zakonom ni 
dokazana njegova krivda. Storilca kaznivega dejanja ni mogoče obsoditi, če to ni določeno 
kot kaznivo v času, ko je bilo storjeno, razen, če je kaznivo po splošnih mednarodnih 
pravnih načelih. Posameznik tudi ne sme biti za isto kaznivo dejanje kazensko preganjan 
in ne kaznovan, če je bil s pravnomočno sodbo že oproščen ali obsojen. Pravnomočno 
obsojena oseba ima tako pravico do pritožbe pred višjim sodiščem, kot to določa zakon.  
 
Vsem ljudem je, ne glede na razlikovanje, zagotovljeno uživanje vseh pravic in svoboščin, 
ki jih določa Konvencija, nekatere pravice pa je mogoče v primeru izrednega stanja 
začasno omejiti, kjer ukrepi ne smejo biti v nasprotju z obveznostmi po mednarodnem 
pravu. Ljudje imajo na ozemlju države, kjer bivajo, zagotovljeno pravico do svobodnega 
gibanja in svobodne izbire prebivališča, državo lahko kadarkoli svobodno zapustijo in se 
                                          
782 Tu je mogoče prepoznati možnost usmrtitve človeka, če gre za posledico samoobrambe pred nezakonitim 
nasiljem, pri zakonitem odvzemu prostosti ali preprečitvi bega, če ji je zakonito odvzeta prostost, in pri 
dejanju, ki ima namen zadušiti upor ali vstajo (glej drugi odstavek 2. člena EKČP). 
783 Izjeme pri omejitvi te pravice veljajo za osebe na prestajanju zaporne kazni, vojaške službe in tiste, ki 
civilno služijo vojsko, kjer je ugovor vesti dopusten, kot tudi v službah, ki se ukvarjajo z zaščito in 
reševanjem v primeru nevarnosti ali nesreč, kjer so lahko ogrožena življenja ljudi. 
784 Sem sodijo primeri kot je sodno odrejen pripor, primer preprečevanja širjenja nalezljivih bolezni, duševno 
bolnih oseb, alkoholikov, narkomanov in potepuhov, ko je potrebno zakonito preprečiti nedovoljen vstop v 
državo, ali ko gre za pripor osebe zaradi izgona ali izročitve. 
785 To pravico je mogoče omejiti, kadar gre za primere varnosti države, ozemeljske celovitosti, javne varnosti, 
preprečevanja neredov ali zločinov, zavarovanje zdravja ali morale, ugleda ali pravic drugih ljudi, 
preprečitev razkritja zaupnih informacij, ali za varovanje avtoritete in nepristranskosti sodstva. 
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vanjo tudi vrnejo, razen takrat, kadar zakon to omejuje786. Tudi skupinski izgon tujcev ni 
dovoljen, razen na podlagi zakonite odločbe organa. V skladu s protokoli se h Konvenciji  
šteje, da je v državah članicah Sveta Evrope v celoti odpravljena smrtna kazen, izjema so 
dejanja, ki so bila storjena med vojno ali ob neposredni vojni nevarnosti, in so predpisana 
z zakonom. 
 
4. Poseben dokument, ki je leta 2000 nastal na zasedanju Evropskega sveta v Nici , je 
Listina EU o temeljnih pravicah787, ki je politično zavezujoč dokument. Ta v enem 
besedilu združuje tako državljanske, osebnostne, politične, ekonomske kot socialne 
pravice ljudi, ki prebivajo na ozemlju EU. Listina potrjuje pravice, ki izhajajo iz skupnih 
mednarodnih obveznosti držav članic788, Pogodbe o EU in sporazumov EU, EKČP, 
socialnih listin Skupnosti OECD in Sveta Evrope ter pravice, ki jih priznavata ESČP in 
Sodišče Evropske unije. Listina velja za pravne akte EU, ne glede na to, ali jih izvajajo 
evropske institucije, državni organi ali drugi organi držav članic789. 
 
Listina ureja, tako kot ostali mednarodni akti, spoštovanje dostojanstva človeka, kamor 
vključuje: 
− pravico do človekovega dostojanstva, ki ga je treba spoštovati in varovati, priznava 
pravico do življenja, do osebne telesne in duševne celovitosti790, prepoveduje mučenje 
in nečloveško ter ponižujoče ravnanje ali kaznovanje, prepoveduje suženjstvo in 
prisilno delo ter trgovino z ljudmi; 
svoboščine posameznika, kamor šteje: 
− pravico do svobode in varnosti, do spoštovanja zasebnega in družinskega življenja, 
stanovanja ter komunikacij, do varstva osebnih podatkov, ki se nanj nanašajo791, 
svobodno sklepanje zakonske zveze in pravico ustvariti si družino, svobodo misli, vesti 
in vere ter pravico do ugovora vesti posameznika, svobodno mnenje, izražanje in 
obveščanje vesti ali idej brez vmešavanja javnih organov države, svobodo in 
pluralnost medijev, svobodo zbiranja in združevanja792, svobodo umetnosti in znanosti 
ter izobraževanja, svobodno izbiro poklica in pravico do dela vsakemu državljanu Unije 
                                          
786 Tu gre prav tako za ukrepe, ki so nujni v demokratični družbi zaradi državne in javne varnosti, zato, da se 
vzdržuje javni red, preprečuje kazniva dejanja, zaščiti zdravje ali morala ter varstvo pravic in svoboščin 
drugih ljudi. 
787 Glej Sklep Evropskega parlamenta o odobritvi Listine Evropske unije o temeljnih pravicah v Evropskem 
parlamentu z dne 29. novembra 2007, (2007/2218(ACI)). Dostopno 29. 2. 2012 na: 
www.europarl.europa.eu/sides/getDoc.do?pubRef=-//ep//text+ta+p6-ta-2007-0573+0+doc+xml+v0//sl. 
788 Kot je Splošna deklaracija o človekovih pravicah, Mednarodni pakt OZN o državljanskih in političnih 
pravicah in druge konvencije ter sporazumi. 
789 Dostopno 29. 2. 2012 na: www.mzz.gov.si/si/zunanja_politika_in_mednarodno_pravo/mednarodno_pravo. 
790 Prvič je v takem dokumentu omenjena prepoved uporabe človeškega telesa in njegovih delov za 
pridobivanje premoženjske koristi, in prepoved reproduktivnega kloniranja človeških bitij. 
791 V teh mednarodnih dokumentih je prvič omenjeno tudi varstvo osebnih podatkov, njihova zakonita 
obdelava, kjer spoštovanje teh pravil nadzira neodvisen organ. 
792 Zanimivo je, da člen 12, ki govori o svobodi zbiranja in združevanja ne vsebuje določb, kot jih vsebujejo 
ostali akti, kjer bi bilo mogoče pravico zaradi varnostnih interesov tudi omejiti. 
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z enako priznano pravico tudi tujcem, ki smejo delati na ozemlju držav članic793, 
svobodo gospodarske pobude, lastninske pravice nad pridobljeno lastnino, pravico do 
azila ter varstvo v primeru odstranitve, kolektivnega izgona ali izročitve osebe drugi 
državi, v kateri obstaja nevarnost, da bo podvržena smrtni kazni, mučenju ali drugemu 
nečloveškemu ravnanju ali kaznovanju; 
druge pravice, povezane z enakostjo, kamor sodijo: 
− pravica do enakosti pred zakonom, prepoved vsakršne diskriminacije794, spoštuje se 
kulturna, verska in jezikovna raznolikost, enakost žensk in moških na vseh področjih, 
vključno z zaposlovanjem, delom in plačilom, pravice otroka do potrebnega varstva in 
skrbi za njihovo dobrobit795, tako starejšim kot tudi invalidom se priznava pravica 
dostojnega življenja ter sodelovanja v družbenem in kulturnem življenju itd. 
 
Listina poudarja tudi druge pravice, kot so: pravica delavcev do obveščenosti in 
posvetovanja v podjetju, do kolektivnih pogajanj in ukrepov, do brezplačnega dostopa do 
služb za posredovanje zaposlitev, varstva v primeru neupravičene odpustitve, do poštenih, 
zdravih, varnih in pravičnih delovnih pogojev ter do počitka delavca, prepoveduje se delo 
otrok in zahteva varovanje mladih pri delu pred izkoriščanjem ali drugimi škodljivimi vplivi, 
pravica dostopa do javnih dokumentov, peticije, domneva nedolžnosti ter nekatere druge 
državljanske in politične pravice. 
 
4.1.5 PRAKSA EVROPSKEGA SODIŠČA ZA ČLOVEKOVE PRAVICE  
 
Evropske države, ki so podpisnice EKČP, sprejemajo jurisdikcijo ESČP kot del evropskega 
ustavnega sodišča za varstvo človekovih pravic in svoboščin, hkrati pa pristajajo na 
omejitve glede uresničevanja svojih pristojnosti v skladu z mednarodnim pravom (Plender, 
1993). Kot pravi Teršek (2004), podaja ESČP v svoji sodni praksi interpretacijo EKČP, ki 
ima značaj živega dokumenta, in ustvarja minimalne standarde varstva temeljnih 
človekovih pravic in svoboščin med državami članicami.  
 
Sodbe Evropskega sodišča za človekove pravice, kot najvišjega sodnega telesa, ki so ga 
države članice Sveta Evrope potrdile s sprejemom Evropske konvencije o varstvu 
človekovih pravic, opozarjajo na razraščajoče število primerov kršitev, ki se nanašajo na 
človekove pravice in svoboščine. Da primeri deviantnosti v državah iz leta v leto 
naraščajo, kažejo tudi letna poročila ESČP, kjer je med drugim mogoče prepoznati največ 
primerov kršitev v Ruski federaciji, Turčiji, Italiji, Romuniji, Ukrajini, Srbiji, Poljski in 
Moldaviji796. Vendar je ti obravnavani primeri, ki se nanašajo na kršitve človekovih pravic 
                                          
793 Tu gre za sodoben in aktualen pristop, ki ga Listina zasleduje po vzoru ustav in ureditev drugih držav in 
tudi aktualnih družbenih in gospodarskih trendov na ravni EU. 
794 Prepovedana je tudi t.i. sodobna diskriminacija iz naslova invalidnosti, starosti ali spolne usmerjenosti. 
795 Prvič se pojavi tudi pravica, da lahko otroci svoje mnenje izražajo svobodno, njihovo mnenje pa se 
upošteva v skladu z njihovo starostjo in zrelostjo. Tudi pri ukrepih javnih ali zasebnih ustanov, morajo ti 
upoštevati predvsem koristi otroka. 
796 Po statističnem poročilu ESČP za leto 2011. Glej več v European Court of Human Rights, Annual Report 
2011, str. 147. Glej tudi European Court of Human Rights, Annual Report 2010, str. 153. 
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in svoboščin, le nekaj, saj se večina njih odvija dnevno pred številnimi sodišči držav članic, 
kjer gre pravzaprav za kršitve pravic, ki naj bi postale v vseh teh 60-ih letih "temeljne" in 
so že prinesle nek minimalni varnostni standard državljanskih pravic (po Teršek, 2004, 
tudi Čebašek-Travnik, 2008). 
 
Priznane pravice niso le dobrina sama zase, ampak jih mora država posvojiti v svojem 
notranjem pravu, pri tem pa občutneje skrbeti za zaščito življenj katerihkoli ljudi. Taki 
ukrepi nato učinkujejo tako med ljudmi samimi kot tudi pred institucionalnimi, arbitrarnimi 
posegi v ljudi in v njihove pravice. Prvi pogoj, ki ga preveri ESČP, je, ali je ukrep 
omejevanja pravice v demokratični družbi predpisan, objavljen in skladen s standardi, kot 
ga zagotavlja EKČP. Če ni, je država odgovorna za to, da to varstvo zagotovi. 
Odgovornost je vedno prenešena v škodo države, saj mora ta zagotavljati tako pozitivno 
obveznost varstva pravic svojih prebivalcev (zaščito posameznika pred samovoljo državnih 
oblasti) kot tudi negativno obveznost varstva pravic (zagotavljanje omejitev pred posegi v 
pravice posameznika) in ne sme izvajati zgolj represivnega učinka, ne da bi pred tem 
zaščitila ljudi pred ogrožanjem pravic s strani drugih. Zato mora država v svoji zakonodaji 
natančno predpisati dejanja kazenskega pregona, ukrepe preprečevanja kaznivih dejanj in 
kaznovanje za primere takih kršitev, v kolikor bi lahko prišlo do zlorabe teh pravic. 
 
Konvencija predstavlja tu tipično pogodbeno pravo, na podlagi katerega nastajajo 
recipročne obveznosti do pogodbenih držav in katero Robertson (1977) označi za sui 
generis, ker meni, da pravo Konvencije ne ustvarja le obveznosti za države članice, ampak 
ureja tudi pravice za posameznike. Gre torej za pravni sistem, ki postopoma nadomešča 
nacionalno pravo držav in ustvarja novo skupno evropsko pravo.  
 
Nekateri evropski sodniki797 ESČP navkljub starosti same Konvencije poudarjajo dejstvo, 
da je potrebno določbe EKČP razumeti v luči današnje situacije, saj nekatera področja 
pred desetletji sploh niso bila urejena, zato je potrebno tudi izjeme razlagati temu 
primerno. Kljub spreminjajočemu se okolju in večjih družbenih spremembah po letu 1990  
spoznamo, da postajajo priznane človekove pravice in svoboščine, zaradi novih oblik, ki jih 
prinaša ekspanziven in globaliziran organiziran kriminal, sodobni mednarodni terorizem in 
želja oblasti po zatiranju teh družbeno deviantnih klik, vse bolj ogrožene. Ravno na strani 
oblasti, v okviru birokratskega aparata, so namreč vzvodi za varovanje splošnega interesa 
javnosti v nevarni premoči nad varnostjo, kar krši medsebojno razmerje, zelo hitro pa 
lahko poseže tudi v priznane pravice. Tu lahko s svojimi odločitvami in judikaturo poseže 
vmes le Evropsko sodišče za človekove pravice, a le za sklop držav, ki so podpisale in 
ratificirale Konvencijo Sveta Evrope, ne pa za vse ostale države sveta. Vendar prihaja tudi 
pri njenem delu do nasprotujočih si pritiskov v okviru supranacionalnega pravnega reda, 
kjer mora ESČP skrbeti za ravnovesje med varstvom in spodbujanjem skupnih evropskih 
človekovih pravic na eni strani in odločitvami nacionalnih držav na drugi, tudi s ciljem 
spoštovanja demokracije, ki je prav tako del ideala Sveta Evrope (po McHarg, 1999).  
                                          
797 Glej nekatera mnenja švicarskega sodnika Luziusa Wildhaberja in belgijskega sodnika FrançoisaTulkensa 
(npr. mnenje v sodbi ESČP, Stummer vs. Austria, št. 37452/02 z dne 7. 7. 2011). 
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Sistem globalne mednarodne varnosti bo ostal še naprej kritična točka, kjer se bodo 
izvoljene oblasti narodov vedno bolj zanj zavzemale, a hkrati tudi prerekale za pravico 
njihove rabe798. Tu vmes pa se vedno znajde posameznik, ki se mu pravica omeji 
(upravičeno ali ne) in s tem hkrati krši globalni akt varstva človekovih pravic, na katere 
oblasti in uradniki pogosto kar pozabijo. Bistveno za sistem kolektivne varnosti človekovih 
pravic in svoboščin ter tudi osebnosti in zasebnosti posameznika je, da so te vsebovane v 
zakonodaji, ki je združljiva z vladavino prava, kot je poudarjena v državljanskih listinah 
Združenih narodov in tudi v EKČP. Vendar lahko tu z zaskrbljenostjo ugotavljamo, da v 
okviru Organizacije Združenih narodov, ki je sprejela v svoji zgodovini največ mednarodno 
zavezujočih aktov z različnih področij, tudi človekovih pravic, ni bil nikoli vzpostavljen tak 
sodno varstveni mehanizem799, ki bi uspešno posegel v pristojnost držav, ki sistematično 
kršijo pravice ljudi, in bil pri tem, kot ugotavlja že Lampe (2004b), sploh učinkovit. To zna 
biti po moji oceni največji strateški problem mednarodnega varstva človekovih pravic in 




V današnjem svetu, ko smo dnevno izpostavljeni odnosom z različnimi ljudmi, ko 
postajajo družbena razmerja manj pravična, se kot posamezniki občasno srečujemo tudi s 
kolizijo spoštovanja zakonitosti in izvrševanjem dejanj oblastnih organov. Zaradi vseh teh 
interesov in odnosov med različnimi ljudmi postaja sklicevanje na človekove pravice vse 
bolj aktualno, predvsem ko občutimo, da so naše temeljne človekove pravice kršene. 
Človekovih pravic in temeljnih svoboščin ni mogoče razvrščati po prioriteti, saj so vse 
enako pomembne. Zapisane v številnih mednarodnopravnih aktih pa veljajo za tako vse 
državljane (fizične osebe), pravne osebe kot tudi za države članice – torej uslužbence in 
zaposlene v njihovi zakonodajni, izvršni in sodni veji oblasti. Dolžnost vseh držav je 
spodbujati in varovati vse priznane človekove pravice, ki jih je sprejela mednarodna 
skupnost, tako z vidika humanistike, sociale, kulture kot tudi državljanstva in politike. 
 
Tu smo pogostokrat priča nespoštovanju sodobnih pravic, ki so bile sprejete ravno z 
namenom, da se vse zle oblike medčloveškega sovraštva druge svetovne vojne ne bi več 
ponovile (Cerar, 1997). Še predobro se namreč zavedamo, kakšna grozodejstva in kakšno 
strahovlado lahko povzroči zloraba državnega aparata, kjer je zgodovina polna okrutnih in 
nečloveških ponižanj v obliki državnega terorizma, ki po svoji moči, po mnenju Turka 
(2004), daleč presega t.i. civilni terorizem. Iz zgodovine vidimo, da so prav vse najhujše 
oblike teptanja človekovih pravic, sistematično izvajale največkrat legalno izvoljene 
državne oblasti, kjer nekatere to počno še danes. Številne kršitve, ki se dogajajo po svetu, 
tako s humanitarnega vidika npr. v srednje afriških državah: v Sudanu, Somaliji, Ugandi, 
Sierra Leoneju, kot s prevratniško-državljanskega vidika v: Siriji, Tuniziji, Egiptu, Libiji (po 
                                          
798 Naj si gre tu za interese Združenih držav Amerike, ohraniti status Pax Americana, pa lastništva nad 
naravnimi in drugimi bogastvi drugih držav in problemi pri tem z okoljevarstvenega vidika. 
799 Sem ne štejem številna pozno ustanovljena mednarodna sodišča za vojne zločine in podobne 
institucionalne oblike OZN. 
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Amnesty International800) in drugod nakazujejo, da same deklarativne pravice kot take, na 
kosu papirja801 ne morejo zadostovati za učinkovito varstvo pravic vseh ljudi802, ne med 
državljani samimi in ne med organi oblasti v razmerju do lastnih državljanov. Zato je 
potrebno storiti nekaj več! 
 
Pomembnejši korak je v petdesetih letih storil stari kontinent. Ker se je med evropskimi 
državami oblikovala zavest vladavine prava kot temeljnega za razreševanje medčloveških 
odnosov803, predvsem pa želja po enotnem zagotavljanju in razvoju človekovih pravic in 
temeljnih svoboščin, na katerih temeljita pravičnost in mir v svetu, je nastala Evropska 
konvencija o varstvu človekovih pravic in temeljnih svoboščin. Kot ugotavlja Lampe 
(2004b, str. 362), je ta instrumentarij veliko bolj učinkovit od globalnega 
mednarodnopravnega instrumentarija varstva človekovih pravic804, ki že zdavnaj ni več 
tako uspešen. Razlogov za to je verjetno več. Številni so bolj  pogojeni z ekonomskimi ali 
političnimi cilji razvitih držav805 kot pa s težavo humanega vidika urejanja teh vprašanj.  
 
V načelu se zapisane pravice in svoboščine v vseh predstavljenih dokumentih ponavljajo 
(so simetrične in identične). Podobne zaveze glede varstva pravic in svoboščin lahko 
zasledimo še v enem v vojaško-političnem sporazumu, sprejetem leta 1975 v Helsinkih, 
poimenovanem Helsinška sklepna listina o varnosti in sodelovanju v Evropi806, ki je 
temeljni dokument za delovanje Organizacije za varnost in sodelovanje v Evropi. Tudi ta 
listina se sklicuje na upoštevanje določb Ustanovne listine Združenih narodov, Splošne 
deklaracije OZN o človekovih pravicah in Mednarodnega pakta OZN o državljanskih in 
političnih pravicah807. Popolno identičnost v določbah teh mednarodnopravnih načel pa je 
                                          
800 Glej več v Amnesty International. Dostopno 29. 2. 2012 na: www.amnesty.org. 
801 Po podatkih Združenih narodov je Južni Sudan, ki se je odcepil od Sudana, član ZN od leta 2011, Somalija 
od leta 1960, Sierra Leone od leta 1961, Sirija in Egipt od leta 1945, Tunizija od leta 1956 in Libija od leta 
1955 (glej stran: www.un.org/en/members/index.shtml#l). Te države niso članice Sveta Evrope niti 
organizacije OVSE. 
802 Splošna deklaracija o človekovih pravicah uporabi v preambuli izraz "members of the human family" (glej 
stran: www.un.org/en/documents/udhr) ali kot prevedeno v slovensko različico "vsi člani človeške družbe" 
(glej stran: www.varuh-rs.si/index.php?id=102). 
803 Tudi sodobna teorija ne razlikuje več ostro med človekovimi pravicami ter temeljnimi pravicami in 
poudarja, da "temeljne pravice niso samo pravice javnopravne narave, marveč je treba te pravice priznati 
tudi v medsebojnih razmerjih med posamezniki, zaradi česar uživajo tudi civilnopravno varstvo" (Finžgar, 
1985 v: Polajnar-Pavčnik, 1997, str. 151). 
804 Tu so mišljeni sprejeti mednarodni akti in celoten sistem, ki ga upravlja Organizacija združenih narodov. 
805 Glej npr. veto s strani Ruske federacije in Kitajske na nesprejetje osnutka resolucije Varnostnega sveta, št. 
SC/10403, z dne 4. 10. 2011 o obsodbi represivnih ukrepov nad vladnimi protestniki v Siriji. Dostopno 29. 
2. 2012 na: www.un.org/news/press/docs/2011/sc10403.doc.htm. Glej tudi sprejetje resolucije 
Varnostnega sveta, št. GA/11207/Rev.1, z dne 16. 2. 2012 o obsodbi sistematičnega kršenja človekovih 
pravic v Siriji in seznam 12 držav, ki so glasovale proti! Med njimi sta tudi Ruska federacija in Kitajska. Glej 
npr. tudi druga veta na odločitve Varnostnega sveta ZN o nesprejetju sankcij proti vladi v Zimbabveju, št. 
SC/9396, z dne 11. 7. 2008 ter proti vladi v Mjanmaru, št. SC/8939, z dne 12. 1. 2007, in druge. 
806 Helsinška sklepna listina. Dostopno 29. 2. 2012 na: www.mednarodni-
odnosi.si/mo/Helsinki%20Final%20Act%20(Helsinska%20sklepna%20listina).doc. 
807 Sedmo poglavje sodelujoče države zavezuje, da spoštujejo človekove pravice in temeljne svoboščine vseh 
ljudi, vključno z njihovo svobodo mišljenja, vesti, vere ali prepričanj, ne glede na raso, spol, jezik ali vero. 
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mogoče zaslediti med ustavami evropskih držav, kamor štejem tudi slovensko ustavno 
ureditev varstva človekovih pravic in svoboščin. 
 
Med pomembnejše akte štejem še Listino EU o temeljnih pravicah808. Gre za veljaven, 
politično zavezujoč dokument, ki združuje v besedilu aktualne osebne, državljanske, 
politične, ekonomske in socialne pravice državljanov in drugih posameznikov, ki v tem 
času prebivajo na ozemlju EU. Tudi ta listina, za katero pravo EU ne predvideva, še manj 
pa zahteva, da v državah članicah zavzame ustavni položaj809 (Avbelj, 2012, str. 26), 
utrjuje korpus pravic, ki izhajajo iz ustavnih ureditev in skupnih mednarodnopravnih 
obveznosti držav članic Organizacije združenih narodov, Pogodbe o EU ter sporazumov 
EU, EKČP, socialnih listin Skupnosti OECD in Sveta Evrope, kot tudi pravic, ki jih 
priznavata Sodišče EU in ESČP810. Listina se ob spoštovanju načela subsidiarnosti 
uporablja v  institucijah, organih, uradih in agencijah EU, v državah članice pa samo 
takrat, ko izvajajo pravo Unije za pravne akte EU, ne glede na to, ali jih izvajajo evropske 
institucije ali državni organi ali drugi organi držav članic. 
 
Določbe te listine so moderne in aktualne (čeprav vsebujejo po večini enaka določila kot 
ostali mednarodnopravni dokumenti). Nadgrajene so s prakso varstva pravic, ki jih v 
svojih odločbah stalno potrjuje tudi ESČP811. Ker ta ne razširja področja uporabe prava čez 
pristojnosti Unije, lahko za naslednje desetletje le upamo, da bo na evropski ravni 
prevladal razum in želja po aktualizaciji in novelaciji obstoječe EKČP z novimi pravicami, 
kljub temu da je svoj dosedanji obstoj med članicami Sveta Evrope več kot zadovoljivo 
upravičila. Menim, da je čas za uresničitev novega, skupnega dokumenta in tudi 
poenotenega pristopa EU k EKČP, kar bi upravičilo predvsem dejstvo, da bi se na tej 
podlagi tudi EU združila v zunanji sistem varstva človekovih pravic in svoboščin, kjer bi se 
vzpostavil enoten mehanizem nadzornih sistemov (med članicami EU in članicami Sveta 
Evrope), zagotovo pa bi se izboljšalo tudi samo varstvo človekovih pravic znotraj celotne 
Evrope in zagotovila večja varnost pravic državljanom EU812. 
 
                                                                                                                               
Med drugim spodbuja, da podpirajo in ščitijo uresničevanje državljanskih, političnih, gospodarskih, 
socialnih, kulturnih, manjšinskih in drugih pravic in svoboščin. 
808 Listina je postala pravno zavezujoča na podlagi Lizbonske pogodbe, ki je bila podpisana decembra 2007, 
veljati pa je začela 1. decembra 2009. 
809 Avbelj potrdi, da je Listina pravni dokument prava EU, ki je avtonomen pravni red in katerega pravni akti 
ne morejo biti vključeni v nacionalne ustavne rede. To bi namreč pomenilo poseg v avtonomijo prava EU, 
katerega bistvo je, da ga enovito razlaga Sodišče Evropske unije, ne pa nacionalna ustavna sodišča. 
810 Povzeto po www.mzz.gov.si/si/zunanja_politika_in_mednarodno_pravo. Dostopno 29. 2. 2012. 
811 Dodana je npr. nova pravica do varstva osebnih podatkov, prepoveduje se uporaba človeškega telesa in 
njegovih delov za pridobivanje premoženjske koristi ali kloniranje človeških bitij, prepovedana je sodobna 
diskriminacija na podlagi invalidnosti, starosti ali spolne usmerjenosti, poudarjena je pravica otrok do 
svobodnega izražanja in upoštevanja njihovih mnenj, starejšim in invalidom je priznana pravica dostojnega 
življenja ter sodelovanja v družbenem in kulturnem življenju in druge družbeno aktualne pravice itd. 
812 Pričakovano je, da bo omogočeno varstvo posameznikov tudi pred dejanji institucij EU. Glej stran: 
www.mzz.gov.si/si/zunanja_politika_in_mednarodno_pravo. 
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4.2 OSEBNI PODATKI IN NJIHOVO VARSTVO 
 
Pravico do varstva osebnih podatkov uvrščamo med temeljne človekove pravice. Nanaša 
se pretežno na varstvo posameznikovega dostojanstva (Bien Karlovšek, 2008), njegovo 
integriteto in pravico do informacijske zasebnosti (Čebulj, 1996).  
 
Osebni podatki so sestavni del pravice do zasebnosti, ki so v mednarodni teoriji človekovih 
pravic obravnavani v okviru pravice do spoštovanja zasebnega življenja813 (Lampe, 
2004a). Pravica do spoštovanja zasebnega življenja pa vsebuje vidik pravice do 
zasebnosti, ki je v mednarodnem pravu izvedena iz 8. člena EKČP in priznana vsakemu 
posamezniku (Čebulj in Žurej, 2005). Zasebnost osebnih podatkov je varovana in 
zagotovljena tudi z drugimi mednarodno pravnimi akti, ki v svojih določbah notranjemu 
pravu držav članic (ali podpisnic) narekujejo, kako zagotoviti učinkovito varstvo osebnih 
podatkov, ne glede na način njihove obdelave (avtomatsko ali ročno)814.  
 
Kot ugotavlja Cvetko (1999), je slovenska ustava varovanju zasebnosti815 posvetila vso 
potrebno ustavnopravno pozornost, a to po njegovem še ni dovolj, da bi v celoti zaznali 
pomen zasebnosti. Nikomur od nas ni po volji, da bi kdorkoli zbiral podatke o nas, jih 
uporabljal za vse mogoče namene ter jih dal na razpolago vsakomur, ki bi jih želel (Kop, 
1995). Tak interes po zasebnosti varujejo države z zakonom o varstvu osebnih podatkov, 
zato da na ta način omejijo zbiranje, uporabo ter posredovanje osebnih podatkov tretjim 
osebam. 
 
Brvar (1997, str. 25) pravi, da je Slovenija med redkimi državami, katerih ustava vsebuje 
določbe o varstvu osebnih podatkov, med tem ko imajo nekatere druge države to urejeno 
le z zakonom. Z vidika dejanskega varstva informacijske zasebnosti ni večjih razlik med 
eno in drugo ureditvijo. Ugotavlja, da so ZDA primer take države, kjer ustava ne pozna 
določb o varstvu informacijske zasebnosti in tudi nima zakonske ureditve, upoštevana pa 
je ustavno sodna praksa njenega Vrhovnega sodišča. Podobno velja tudi za nemško 
ustavno sodno prakso, ki je razvila pravico do informacijske zasebnosti kot pravico 
posameznika, z doktrino, "da posameznik sam odloča o uporabi in posredovanju svojih 
osebnih podatkov tretjim osebam". 
 
Glede obdelave osebnih podatkov velja, da je zagotovljeno njihovo varstvo, uporaba v 
nasprotju z namenom zbiranja pa je prepovedana. Zato ima posameznik pravico, da se z 
                                          
813 Glej npr. 12. člen Splošne deklaracije o človekovih pravicah, 17. člen Mednarodnega pakta OZN o 
državljanskih in političnih pravicah, 8. člen Evropske konvencije Sveta Evrope o varstvu človekovih pravic in 
temeljnih svoboščin in 7. ter 8. člen Listine EU o temeljnih pravicah. 
814 Druga dva krovna mednarodno pravna dokumenta varstva osebnih podatkov sta še Konvencija Sveta 
Evrope o varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov iz leta 1981 in Direktiva 
Evropskih skupnosti o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih 
podatkov z dne 24. oktobra 1995 (95/46/EC). 
815 Zunanji videz človeka, način njegovega oblačenja, urejenost, je pomemben del človekove zasebnosti. Z 
videzom se posameznik predstavlja v družbi in tudi razlikuje od drugih ljudi (Cvetko, 1999, str. 52). 
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zbranimi osebnimi podatki, ki se nanašajo nanj seznani, hkrati pa tudi pravico do sodnega 
varstva ob zlorabi teh podatkov. Osebni podatki se lahko zbirajo, obdelujejo, uporabljajo 
in dostavljajo tretjim osebam samo, če je tako določeno z zakonom, zaključuje 
Belopavlovičeva (2008).  
 
Po mnenju Mišiča (2008a, str. 33) je javni sektor največji upravljavec osebnih podatkov. 
Kot ugotavlja, je glavnina dela, ki ga opravlja javni sektor, povezana ravno z obdelavo 
osebnih podatkov posameznikov, prav zaradi tega pa morajo biti ti podatki toliko bolj 
varovani in obdelovani v obsegu in v sorazmernosti, kot to dopušča zakon. 
 
4.2.1 POMEMBNI MEDNARODNI IN DOMAČI DOKUMENTI, KI UREJAJO 
VARSTVO OSEBNIH PODATKOV 
 
V strokovni literaturi obstaja več razlag zasebnosti. Wacks jo v ožjem smislu utemelji kot 
varovanje intimne sfere posameznika. Warren in Brandeis sta jo v ameriški sodni praksi 
opredelila kot pravico, "da me pustijo na miru" ali kot pravico do dostojanstva. Novejša 
razmišljanja jo označujejo kot identiteto posameznika, tako jo predstavi Hildebrandt, med 
tem ko Westin in Gutwirth izdelata širšo razlago in jo opredelita kot svobodo do 
informacijske samoodločitve (po Gutwirth in De Hert, 2009). Sharma (1994) pravi, da 
besede zasebnost v starejših ustavah ni mogoče zaslediti, ker gre predvsem za pojav 
zadnjega stoletja, saj se z njim označuje pravna prvina, ki opisuje dolžnost države, "da 
pusti ljudi na miru". Po njegovem postaja zasebnost izziv modernih demokratičnih družb, 
ki izhajajo predvsem iz obsežne birokratske strukture in naprednih tehnologij v 
komunikacijskih in informacijskih sistemih. Da predstavlja ravno informacijska družba 
podlago za varstvo osebnih podatkov, meni tudi Bennett (1992).  
 
Varovanje osebnih podatkov je tako širši in bolj določen pojem od pojma zasebnosti, ker 
gre za sklop pravil in načel, ki jih morajo upoštevati tako zakonodajalec, upravljavec kot 
tudi uporabnik podatkov. Ta proces se nikoli ne konča, saj se nova načela in pravila 
ustvarijo vsakič, ko pride do razvoja novih tehnologij. Številna zakonodaja o varstvu 
osebnih podatkov posameznika ne ščiti le pred dejansko obdelavo podatkov, temveč pred 
nezakonitimi in nesorazmernimi obdelavami. S predpisi o varstvu osebnih podatkov, ki ne 
vsebujejo tako omejevalnih določb, kot to velja za kazensko pravo, se želi posameznika 
zaščititi pred neupravičenim zbiranjem, uporabo, hrambo in razširjanjem njihovih 
podrobnosti iz zasebnega življenja (Gutwirth in De Hert, 2009). 
 
S sodobnim varstvom osebnih podatkov se zagotavlja posameznikova zasebnost v okviru 
splošno priznanih človekovih pravic in temeljnih svoboščin. To izhaja že iz nekaterih 
mednarodnih dokumentov, ki tudi opredeljujejo pravico do varstva osebnih podatkov 
posameznikov. Evropski entiteti, Svet Evrope in Evropska unija, delujeta kot samostojen 
subjekt in vsaka zase skrbita za svojo skupnost držav članic. Pri tem igrata pomembno 
vlogo, saj oblikujeta skupno politiko varstva osebnih podatkov, ki veljajo tako za njune 
institucije kot tudi za države članice.  
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V nadaljevanju na kratko predstavljam najpomembnejši dokument Evropske Unije, ki 
določa zahteve glede obdelave osebnih podatkov v državah članicah EU, to je Direktiva o 
varstvu posameznikov v zvezi z obdelavo osebnih podatkov in prostem pretoku takšnih 
podatkov (95/46/EC). Nato po kronološkem vrstnem redu leta nastanka sledi predstavitev 
še ostalih pomembnih mednarodno pravnih aktov, ki per se urejajo varstvo osebnih 
podatkov posameznika kot fizične osebe816 in se uporabljajo v mednarodni817 in v 
nadnacionalni skupnosti. V zaključni del tega podpoglavja dodajam še predstavitev 
aktualnega Zakona o varstvu osebnih podatkov, kot velja v Sloveniji, in primerjavo 
aktualne zakonodaje, ki ureja varstvo osebnih podatkov v treh naključno izbranih državah 
članicah Evropske unije. 
 
Direktiva Evropskega parlamenta in Sveta EU o varstvu posameznikov v zvezi z 
obdelavo osebnih podatkov in prostem pretoku takšnih podatkov z dne 24. 
oktobra 1995, (95/46/EC)818 (1995/1998819) 
 
Evropski parlament in Svet Evropske Unije sta leta 1995 na predlog Evropske komisije  
sprejela Direktivo o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem 
pretoku takšnih podatkov (v nadaljevanju: Direktiva (95/46/EC)), v katero so povzeta tudi 
načela KonSEVOP (Čebulj in Žurej, 2005). 
 
Podlago za sprejem te direktive je med drugim omogočil razvoj sodobnih informacijskih 
sistemov za obdelavo podatkov, kjer je bila izpostavljena predvsem potreba po varovanju 
zasebnosti pri obdelavi osebnih podatkov ter naraščajoč čezmejni prenos le-teh po 
omrežjih zasebnega in javnega sektorja držav članic takratne Evropske skupnosti820. 
Gutwirth in De Hert (2009, str. 8) npr. tu zagovarjata stališče, da je do uvedbe direktive 
prišlo tudi zaradi delovanja notranjega trga in s tem v zvezi prostega pretoka osebnih 
podatkov ter potrebe po varstvu temeljnih človekovih pravic in svoboščin posameznika. 
Direktiva (95/46/EC) tako nadgrajuje in razširja tiste pravice, ki jih vsebuje že KonSEVOP, 
ki temelji na spoštovanju temeljnih pravic in svoboščin posameznika kot fizične osebe, ter 
predvsem varstva njegove pravice do zasebnosti821. K Direktivi (95/46/EC) je potrebno 
dodati še en dokument, in sicer Okvirni sklep, ki ureja varstvo osebnih podatkov na 
področju policijskega in pravosodnega sodelovanja v kazenskih zadevah822. Varstvo 
                                          
816 Varstva "osebnih" podatkov pravnih oseb, KonSEVOP, niti Direktiva (95/46/EC) niti zakonodaja s področja 
varstva osebnih podatkov ne ureja. Njihovo obličnost ureja zakonodaja s področja korporativnega prava. 
817 Države članice so se s podpisom ali ratifikacijo dokumenta zavezale k spoštovanju skupnih načel in pravil 
varstva osebnih podatkov. 
818 Direktiva je dostopna na: www.ip-rs.si/zakonodaja/zakon-o-varstvu-osebnih-podatkov/direktiva-st-9546es-
o-varstvu-posameznikov-pri-obdelavi-osebnih-podatkov. Dostopno 7. 3. 2012. 
819 Prva letnica pomeni leto sprejetja podpisa, druga letnica pa leto veljavnosti dokumenta. Op. avtorja T. L. 
820 V evropskem prostoru obstajajo glede ravni varstva pravice do zasebnosti in obdelave osebnih podatkov 
med članicami razlike, saj lahko preprečijo prenos podatkov iz ene države v drugo državo članico. 
821 Kot tudi zagotavljanja prostega prenosa osebnih podatkov med državami članicami EU. 
822 Glej Okvirni sklep Sveta EU o varstvu osebnih podatkov, ki se obdelujejo v okviru policijskega in 
pravosodnega sodelovanja v kazenskih zadevah, z dne 27. novembra 2008 (2008/977/PNZ). Ur. list, št. L 
350, z dne 30. 12. 2008, str. 60-71. 
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zasebnosti posameznikov so države članice EU dolžne urediti v svoji nacionalni zakonodaji 
zato, da bi se lahko osebne podatke na različnih družbenih področjih obdelovalo zakonito, 
pošteno, primerno in ustrezno (sorazmerno) glede na namen obdelave ter s privolitvijo 
posameznika. 
 
Direktiva opredeli osebni podatek kot katerokoli informacijo, ki se nanaša na določeno ali 
določljivo fizično osebo, ki se jo lahko neposredno ali posredno identificira s sklicevanjem 
na identifikacijsko številko, ali dejavnike, ki so značilni za njeno fizično, fiziološko, 
duševno, ekonomsko, kulturno ali socialno identiteto. Obdelava osebnih podatkov se 
izvaja tako z avtomatiziranimi sredstvi kot tudi ročno823, te pa lahko obdeluje upravljavec, 
ki je ali fizična ali pravna oseba, javni ali katerikoli drug organ, ki sam določa namen 
obdelave podatkov, za katere ima podlago v nacionalni zakonodaji ali zakonodaji 
Evropskih skupnosti824. Pomembna pravica posameznika, ki jo direktiva določa, je tudi 
pravica do privolitve, ki pomeni, da lahko v primerih, kadar zakonodaja to omogoča, 
posameznik sam prostovoljno in zavestno dovoli, da se nekateri njegovi osebni podatki 
zbirajo, obdelujejo in hranijo pri upravljavcu. 
 
Z Direktivo (95/46/EC) so bili vzpostavljeni standardi oziroma skupna pravila kakovosti 
obdelave osebnih podatkov za upravljavce podatkov v državah članicah. Pri tem je treba 
upoštevati: 
− da se podatke obdeluje pošteno in zakonito ter da so točni in ažurni; 
− da so zbrani za določen, izrecen ter zakonit namen825;  
− da so primerni, ustrezni in ne pretirani glede na namen, za katerega se zbirajo in 
obdelujejo;  
− da se podatki hranijo v obliki, ki omogočajo identifikacijo posameznika le toliko časa, 
dokler je to zakonsko potrebno826. 
 
Zahtevo same obdelave mora predpisati veljavni zakon države članice, sicer pa se glede 
na direktivo lahko osebni podatki obdelujejo le, če je podana privolitev posameznika, ali v 
primeru, ko je obdelava potrebna zaradi izvajanja pogodbenih obveznosti med 
posameznikom in stranko, če gre za potrebe varovanja ali zavarovanja življenja 
posameznika in kadar je obdelava potrebna zaradi izvajanja nalog v javnem interesu 
(izvrševanje naloge javne oblasti) in v primeru drugih zakonitih interesov. 
 
                                          
823 Postopki obdelave vključujejo: zbiranje, beleženje, urejanje, shranjevanje, prilagajanje, predelavo, iskanje, 
posvetovanje, uporabo, posredovanje s prenosom, širjenje, razpolaganje, kombiniranje, blokiranje, izbris ali 
uničenje. 
824 Direktiva omogoča, da se naloge obdelave osebnih podatkov lahko od upravljavca prenesejo tudi na 
pogodbenega obdelovalca, ki je fizična ali pravna oseba, javni ali drug organ, in ni posameznik na katerega 
se osebni podatki nanašajo. 
825 Nadaljnja obdelava podatkov v zgodovinske, statistične ali znanstvene namene se ne šteje za nezdružljivo, 
če države članice zagotovijo ustrezne zaščitne ukrepe varstva podatkov. 
826 Glej člen 6, Direktive (95/46/EC). 
 203 
Tako kot mednarodni dokumenti tudi ta direktiva prepoveduje obdelavo osebnih 
podatkov, ki se nanašajo na rasno ali etnično razlikovanje posameznika, njegovo politično 
mnenje, versko ali filozofsko prepričanje, zdravstveno stanje ter spolno in drugo zasebno 
življenje, kar pa kot izjema ne velja takrat, kadar se posameznik sam odloči in privoli v 
obdelavo teh podatkov, ali ko gre za obdelavo podatkov, ki je potrebna zaradi 
izpolnjevanja legitimnih obveznosti na področju zaposlovanja, ko gre za varstvo 
življenjskih interesov posameznika in v nekaterih drugih primerih827. 
 
Posamezniku je s to direktivo omogočena pravica, da lahko pri upravljavcu osebnih 
podatkov pridobi informacijo o samem namenu zbiranja in obdelave njegovih osebnih 
podatkov, o morebitnih tretjih prejemnikih njegovih podatkov, zagotovljena mu je tudi 
pravica do dostopa828 in popravka podatkov, ki se nanašajo nanj. V zvezi s tem lahko 
glede na razloge, ki morajo biti zakoniti in nujni, kadarkoli taki obdelavi podatkov 
ugovarja829, razen kjer zakonodaja tega ne omogoča. Izjemoma se dostop do teh 
podatkov v nacionalni zakonodaji omeji830, kadar gre za varovanje interesov državne in 
javne varnosti, obrambe, preiskovanja, odkrivanja in pregona kaznivih dejanj ter zaradi 
kršitev poklicne etike831. Direktiva zagotavlja posamezniku vložitev pravnega sredstva na 
sodišče, kadar slednji meni, da so mu bile v upravičenih primerih na podlagi določb 
nacionalne zakonodaje kršene njegove pravice, priznane s to direktivo, prav tako pa od 
upravljavca zahteva odškodnino, če je utrpel škodo zaradi nezakonite obdelave lastnih 
osebnih podatkov. 
 
Posebna obveznost glede obdelave velja za upravljavce osebnih podatkov. Direktiva 
določa, da morata tako upravljavec kot kasnejši obdelovalec832 poskrbeti za take tehnične 
in organizacijske ukrepe zavarovanja osebnih podatkov, ki onemogočijo njihovo uničenje, 
izgubo, predelavo in nepooblaščen dostop. Posebna varovalka v direktivi od držav 
zahteva, da mora upravljavec še pred začetkom izvajanja avtomatske obdelave podatkov   
o tem formalno obvestiti nacionalni organ za varstvo osebnih podatkov, razen  če gre za 
                                          
827 Če obdelavo podatkov izvaja organizacija (npr. društvo, politična stranka) samo za svoje lastne člane, 
kadar posameznik podatke sam javno objavi in gre za možnost uveljavljanja pravnih zahtevkov zoper tako 
dejanje. Obdelava teh podatkov je izjemoma dovoljena za potrebe preventivne medicine, zdravstvene 
oskrbe ali zdravljenja osebe, in kadar te podatke na zakoniti podlagi obdeluje zdravstveni delavec. 
Omogoča se tudi obdelava podatkov iz evidenc o prekrških, kazenskih obsodbah ali izrečenih ukrepih, a le 
pod nadzorstvom uradnega organa z ustreznimi zaščitnimi ukrepi varovanja podatkov (glej člen 8, Direktive 
(95/46/EC). 
828 Gre za potrditev dejstva, da se o konkretnem posamezniku obdelujejo njegovi osebni podatki, informacijo 
o vrsti podatkov, ki so v obdelavi ter izvedenih popravkih, izbrisih ali blokadah podatkov, če se jih da ob 
nesorazmernem naporu in stroških pridobiti. 
829 Npr. tudi zoper obdelavo njegovih osebnih podatkov, ki jih upravljavec uporabi za neposredno trženje. 
830 Glej prvi odstavek 6. člena, 10. člen, prvi odstavek 11. člena, 12. in 21. člen Direktive (95/46/EC). 
831 Direktiva vključuje kot omejitev tudi gospodarsko ali finančno stanje države ali Evropske unije, vključno z 
denarnimi, proračunskimi in davčnimi zadevami ter spremljanje, pregledovanje ali urejanje podatkov, v 
zvezi z izvajanjem javne oblasti nad posameznikom, na katerega se osebni podatki nanašajo, ali zaradi 
pravic in svoboščin drugih. 
832 Med upravljavcem in obdelovalcem mora biti sklenjena pisna pogodba, s katero se ta zaveže, da bo 
obdeloval podatke le po navodilih upravljavca (17(3) člen, Direktive (95/46/EC). 
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obdelave, ki ne bodo škodovale pravicam in svoboščinam obdelave podatkov drugih 
posameznikov833. 
 
Poseben protokol velja v primerih, kadar bi države izvedle prenos osebnih podatkov iz 
ozemlja EU v tretje države. To direktiva omogoča in dovoljuje šele takrat, ko tudi tretja 
država zagotovi ustrezno raven varstva podatkov834, kar ugotavljajo v postopku skupaj 
država in Evropska komisija835. Direktiva želi v državah članicah na institucionalni ravni 
urediti tudi nadzorstvo nad varstvom pravic pri obdelavi osebnih podatkov. Tako na 
nacionalni ravni od držav članic zahteva, da ustanovijo samostojen državni organ za 
spremljanje predpisov s področja varstva osebnih podatkov836, na evropski ravni pa za ta 
namen ustanovi Delovno skupino za varstvo posameznikov pri obdelavi osebnih 
podatkov837, ki danes deluje kot samostojno in svetovalno telo Evropski Komisiji838.  
 
Direktiva od vsake države članice zahteva, da sprejme pogoje obdelave osebnih podatkov 
iz te direktive839 v svojo nacionalno zakonodajo840. 
                                          
833 Glej podrobneje 18. člen direktive. Države lahko določijo, da se za obdelavo podatkov, katerih edini namen 
je vodenje registra, prvi odstavek 18. člena direktive ne uporablja, in je na voljo javnosti, ali pa kateri drugi 
osebi, ki izkaže zakonit interes. Predvidena je tudi izjema od obveznosti uradnega obveščanja oziroma 
poenostavitev obveščanja v neavtomatskih postopkih obdelave podatkov. 
834 Ustreznost varstva tretje države, se oceni glede na vse okoliščine, ki so povezane s postopkom prenosa 
podatkov (upošteva se vrsta podatkov, namen in trajanje, država izvora in ciljna država, pravna ureditev, 
predpise in varnostne ukrepe). 
835 Izjemoma se prenos osebnih podatkov zagotavlja v tretjo državo, kljub temu, da ne zagotavlja ustrezne 
ravni varstva podatkov, če poda predmetni posameznik svojo izrecno privolitev, če gre za izvedbo pogodbe 
med posameznikom in upravljavcem ali za sklenitev oziroma izvedbo pogodbe med upravljavcem in tretjo 
stranko, če gre za zakonit javni interes ali ohranjanje pravic do pravnih zahtevkov drugih, če gre za prenos 
zaradi zaščite življenja oseb in v nekaterih drugih primerih (glej člen 27, Direktive (95/46/EC)). 
836 Državni nadzorni organ naj bi zagotovil pregled varstva posameznikovih pravic in svoboščin, pri obdelavi 
osebnih podatkov, še pred sprejemom zakonov v nacionalnih zakonodajnih telesih držav članic. Podeljena 
ima naslednja pooblastila: preiskovalna pooblastila, za dostop do podatkov, ki sestavljajo vsebino 
postopkov obdelave, in pooblastila za zbiranje vseh informacij, ki so potrebna za izvajanje njegovih 
nadzornih nalog, učinkovita pooblastila za posredovanje, dajanje mnenj in zagotavljanje ustrezne objave 
mnenj, odrejanje blokad, izbrisa ali uničenja podatkov, naložitve začasnih ali dokončnih prepovedi obdelav, 
opozarjanje ali opominjanje upravljavca ali za predlaganje zadeve v parlament in druge politične institucije, 
pooblastila za sodelovanje v sodnih postopkih, kadar so kršene določbe zakonodaje, sprejete v skladu s to 
direktivo, ali za seznanitev sodnih organov s temi kršitvami. 
837 Krajše poimenovano tudi "Delovna skupina 29". 
838 Delovno skupino sestavlja predstavnik državnega nadzornega organa države članice, predstavnik organa 
Skupnosti ter Evropske komisije. Njena naloga je, da ugotavlja razhajanja med zakonodajami in praksami 
držav članic glede varstva osebnih podatkov in obvesti o tem Komisijo. Lahko podaja mnenja in priporočila 
v zvezi z varstvom obdelave osebnih podatkov v Skupnosti in v tretjih državah, preučuje vprašanja, ki 
zajemajo uporabo nacionalnih predpisov, sprejetih na podlagi te direktive, z namenom njene enotne 
uporabe, svetuje Komisiji o predlaganih spremembah direktive ali dodatnih ukrepih za zaščito pravic in 
svoboščin oseb pri obdelavi osebnih podatkov ter o drugih predlaganih ukrepih Skupnosti. Daje tudi mnenje 
h kodeksom ravnanja, ki se pripravijo na ravni Skupnosti. 
839 Kadar se izvaja obdelava v okviru dejavnosti upravljavca na ozemlju države članice, če upravljavec ni 
ustanovljen na ozemlju države članice. Mednarodno pravo se uporablja, če upravljavec ni ustanovljen na 
ozemlju Skupnosti in za obdelavo osebnih podatkov uporablja avtomatsko ali drugo opremo na ozemlju 
države članice, razen, če se oprema uporablja samo za prehod prek Skupnosti. 
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Smernice OECD o varstvu zasebnosti in čezmejnem prenosu osebnih 
podatkov841 (1980842) 
 
Že pri Lampetu (2004b) zasledimo, da so bile prve pravne podlage za ureditev varstva 
osebnih podatkov v Konvenciji Sveta Evrope o varstvu posameznikov glede na avtomatsko 
obdelavo osebnih podatkov (v nadaljevanju: KonSEVOP) povzete prav iz Smernic 
Organizacije za gospodarsko sodelovanje in razvoj (v nadaljevanju kratica: OECD843) o 
varstvu zasebnosti in čezmejnem prenosu osebnih podatkov, ki jih je Svet ministrov OECD 
sprejel 23. septembra 1980. Smernice se sicer nezavezujejo na mednarodno pravni 
dokument844, ki opredeljuje temeljna načela informacijske zasebnosti posameznikov845. Ta 
akt se je izkazal kot pomemben pri oblikovanju kasnejših mednarodnih in nacionalnih 
dokumentov, ki so pričeli urejati področje posameznikove zasebnosti in osebnih svoboščin. 
Še naprej predstavlja pomemben dosežek varstva osebnih podatkov na mednarodni ravni, 
saj določa načela, ki zagotavljajo poenoteno varstvo zasebnosti in uporabe osebnih 
podatkov ter odpravljajo nepotrebne omejitve pri čezmejnem prenosu (iznosu846) teh 
podatkov. S tem namenom so članice OECD847 smernice tudi izdelale, saj so želele zaščititi 
zasebnost oseb pri prenosu njihovih osebnih podatkov med državami članicami, hkrati pa 
ta načela enako udejanjati v nacionalni zakonodaji. 
 
Smernice definirajo skupaj z memorandumom: upravljavce osebnih podatkov848, pojem 
osebnih podatkov849 ter zagotavljanje čezmejnega prenosa (iznosa) osebnih podatkov850 v 
javnem in zasebnem sektorju. Dokument se danes pri prenosu osebnih podatkov med 
                                                                                                                               
840 Direktiva se uporablja glede obdelave osebnih podatkov z avtomatskimi ali ročnimi sredstvi, ki sestavljajo 
zbirke podatkov, ne uporablja pa se za obdelavo osebnih podatkov, ki ne sodi na področje uporabe 
zakonodaje Skupnosti (glej npr. naslove V in VI Pogodbe o Evropski uniji) in v primerih povezanih z javno 
varnostjo, obrambo, državno varnostjo, gospodarskimi interesi države in pri dejavnostih na področju 
kazenskega prava. Direktiva se ne uporablja za fizične osebe, glede njihovih osebnih dejavnosti. 
841 Glej OECD Guidelines on the Protection of Privacy and Transborder Flows of Personal Data. Dostopno 7. 3. 
2012 na: www.oecd.org/document/18/0,3746,en_2649_34255_1815186_1_1_1_1,00.html. 
842 Letnica pomeni leto podpisa oziroma potrditve dokumenta. Opomba avtorja T. L. 
843 Organizacija za gospodarsko sodelovanje in razvoj (angl. Organisation for Economic Co-operation and 
Development) je mednarodna gospodarska organizacija razvitih držav, ki sprejemajo načela predstavniške 
demokracije in svobodnega trga. Dostopno 7. 3. 2012 na: www.sl.wikipedia.org). 
844 Glej tudi Deklaracijo OECD o čezmejnem prenosu podatkov, ki so jo sprejele vlade držav članic OECD 11. 
aprila 1985. Dostopno 7. 3. 2012 na: 
www.oecd.org/document/25/0,3746,en_2649_34255_1888153_1_1_1_1,00.html) in ministrsko Deklaracijo 
o varovanju zasebnosti v globalnih omrežjih, z dne 19. oktobra 1998. Dostopno 7. 3. 2012 na: 
www.oecd.org/dataoecd/39/13/1840065.pdf). 
845 Poleg tega dokumenta je OECD razvila dopolnilna priporočila. Gre za Smernice OECD za varnost 
informacijskih sistemov in omrežij iz leta 2002 ter Smernice OECD o politiki kriptografije iz leta 1997. Vse te 
smernice obravnava OECD kot celoto pravnih dokumentov, ki urejajo varstvo zasebnosti. 
846 Slovenski ZVOP-1-UPB1 uporablja poleg izraza prenos, tudi pojem iznos podatkov.  
847 Danes je skupaj 33 držav članic organizacije OECD. Dostopno 7. 3. 2012 na: www.oecd.org/countrieslist). 
848 So subjekti, ki v skladu z nacionalno zakonodajo, lahko odločajo o vsebini in uporabi osebnih podatkov, ne 
glede na to, ali se ti podatki lahko zbirajo, hranijo, obdelujejo ali posredujejo drugim osebam. 
849 To so vse informacije, ki se nanašajo na določenega ali določljivega posameznika (osebni podatki). 
850 Pomeni pretok osebnih podatkov preko državnih meja. 
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državami članicami OECD obravnava kot "najnižji standard" varstva zasebnosti in osebnih 
svoboščin posameznika. 
 
Smernice predpisujejo temeljna načela uporabe osebnih podatkov na ravni držav članic 
OECD. Zahtevajo, da morajo biti vsi osebni podatki  ob védenju in podanem soglasju 
osebe, na katero se podatki nanašajo, pridobljeni na zakonit in pošten način. Biti morajo 
ustrezni, točni, popolni in ažurni glede na namen, za katerega se uporabljajo, namen 
njihovega zbiranja, pa mora biti določen najkasneje takrat, ko se pričnejo zbirati. Osebnih 
podatkov ni dovoljeno razkriti ali uporabiti za druge namene, izjema pri tem je izrecno 
podano soglasje predmetne osebe ali kadar tako določa zakon in je potrebno take 
podatke posredovati pristojnim organom. Osebne podatke je potrebno z ustreznimi ukrepi 
zaščititi pred izgubo, nepooblaščenim dostopom, uničenjem, uporabo, spremembo ali 
razkritjem. 
 
Smernice OECD podobno kot Direktiva (95/46/EC) omogočajo, da ima posameznik, na 
katerega se podatki nanašajo, pravico od upravljavca pridobiti informacijo ali hrani o njem 
kakršnekoli osebne podatke851, v primeru zavrnitve zahtevka, pa mora osebi zagotoviti 
možnost pravnega varstva. Pomembno spoznanje, ki ga Smernice OECD prinašajo so, da 
mora upravljavec osebnih podatkov za upravljanje z osebnimi podatki prevzeti 
odgovornost in sprejeti vse potrebne ukrepe za njihovo učinkovito varstvo. 
 
Ker se s Smernicami OECD spodbuja čezmejni prenos osebnih podatkov, prinašajo te 
nekatere omejitve. V zvezi s tem morajo tako države spoštovati predpise glede varovanja 
osebnih podatkov druge države članice, zagotoviti ukrepe nemotenega in varnega 
čezmejnega prenosa osebnih podatkov ter se izogniti sprejemu take zakonodaje in politik 
glede zaščite zasebnosti in osebnih svoboščin, ki bi lahko ovirale čezmejni prenos osebnih 
podatkov. S tem namenom poudarjajo Smernice OECD potrebo, da zagotovijo države 
članice sprejetje odprte zakonodaje glede varovanja zasebnosti in osebnih svoboščin, da 
bodo lahko varovale pravice oseb, katerih podatki se bodo obdelovali, in bodo tako skladni 
z drugimi članicami. Pri tem pa spodbujajo izmenjavo informacij kot tudi medsebojno 
pomoč v primeru ugotavljanja kršitev določb Smernic OECD. 
 
Konvencija Sveta Evrope o varstvu posameznikov glede na avtomatsko 
obdelavo osebnih podatkov852 (1981853) 
 
Svet Evrope je mednarodna organizacija katere poslanstvo je spodbujanje demokracije ter 
varovanje človekovih pravic in pravne države na evropskem kontinentu854. Izhajajoč iz 
                                          
851 Pri tem lahko stopi v stik z upravljavcem in pridobi tak podatek v razumnem roku tudi proti plačilu in v 
obliki, ki mu je razumljiva. 
852 Glej Konvencijo o varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov. Dostopno 7. 3. 
2012 na: www.ip-rs.si/zakonodaja/zakon-o-varstvu-osebnih-podatkov/konvencija-o-varstvu-posameznikov-
glede-na-avtomatsko-obdelavo-osebnih-podatkov. 
853 Letnica pomeni leto sprejema dokumenta. Opomba avtorja T. L. 
854 V Svet Evrope (angl. Council of Europe) je bilo do aprila leta 2012, vključenih 47 evropskih držav. 
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usmeritev Smernic OECD, je Svet Evrope leta 1981 sprejel Konvencijo o varstvu 
posameznikov glede na avtomatsko obdelavo osebnih podatkov (v nadaljevanju kratica: 
KonSEVOP). Republika Slovenija je Zakon o ratifikaciji te konvencije sprejela leta 1994855. 
Ta dokument tako predstavlja podaljšek 8. člena Evropske konvencije o varstvu 
človekovih pravic in temeljnih svoboščin, katerega namen je  zagotoviti spoštovanje 
pravice do zasebnosti v zvezi z avtomatsko obdelavo osebnih podatkov posameznika. Gre 
za poseben instrumentarij, ki nalaga državam podpisnicam, da vgradijo načela te 
konvencije v svoj nacionalni pravni red (Lampe, 2004b) in se z ratifikacijo856 zavežejo, da 
bodo zagotovile spoštovanje njenih določb v svojem notranjem pravu. 
 
Preambula KonSEVOP opredeljuje, da je cilj Sveta Evrope doseči večjo enotnost med 
članicami glede spoštovanja človekovih pravic in temeljnih svoboščin, širitev obsega 
varstva pravic in temeljnih svoboščin, še posebej pravice do spoštovanja zasebnosti, ob 
svobodnem pretoku osebnih podatkov čez državne meje. Njen namen je, da se na 
ozemlju vsake države pogodbenice (tako v javnem kot tudi v zasebnem sektorju) za 
vsakega posameznika, ne glede na državljanstvo in prebivališče, zagotovi spoštovanje 
pravic in temeljnih svoboščin, še posebej pravice do zasebnosti pri avtomatski obdelavi 
osebnih podatkov. 
 
Osebni podatek opredeli KonSEVOP kot katerokoli informacijo, ki se nanaša na 
določenega ali določljivega posameznika. Za temeljna načela varstva osebnih podatkov 
KonSEVOP določa, da mora vsaka država članica v svoji nacionalni zakonodaji prevzeti 
ukrepe, s katerimi se bo zaščitilo osebne podatke. Za vse podatke, ki se obdelujejo v 
avtomatiziranih procesih, velja, da morajo biti pridobljeni in obdelani na pošten in zakonit 
način ter shranjeni le za določene in zakonite namene, in da jih ni dovoljeno uporabiti za 
druge namene. Zagotovljeno mora biti načelo kvalitete podatkov (biti morajo primerni, 
ustrezni in ne pretirani glede na namen, za katerega se hranijo, biti morajo točni in ažurni 
ter shranjeni v obliki, ki dopušča identifikacijo posameznika, na katerega se nanašajo, a le 
toliko časa, kot je to potrebno). Podobno kot  Direktiva (95/46/EC) in Smernice OECD tudi 
KonSEVOP vsakemu posamezniku priznava pravico, da pridobi informacijo o obstoju 
posamezne zbirke osebnih podatkov, vključno z namenom zbiranja, pri upravljavcu 
podatkov. Ob tem ima pravico od upravljavca v razumnem času prejeti informacijo o tem, 
kateri njegovi podatki so shranjeni v zbirki podatkov in njihov razumljiv izpis. 
Posameznik857 ima tudi pravico do popravka ali izbrisa podatkov, če so obdelani v 
nasprotju z zakonom, v primeru zavrnitve zahteve za prejem zakonite informacije o 
obdelavi, popravku ali izbrisu podatka pa mu je zagotovljena tudi vložitev pravnega 
sredstva. 
 
                                          
855 Glej Zakon o ratifikaciji Konvencije Sveta Evrope o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov, Ur. list RS, MP, št. 11/94. 
856 Omenjeno konvencijo Sveta Evrope je do marca leta 2012 ratificiralo 43 držav. Glej seznam držav. 
Dostopno 7. 3. 2012 na: www.conventions.coe.int/Treaty/Commun. 
857 Ta pravica velja za državljana, na ozemlju države, ki je sprejela in ratificirala to konvencijo (glej člen 14, 
Konvencije). 
 208
Osebni podatki občutljive narave, ki se nanašajo na rasno poreklo, politična, verska ali 
druga prepričanja, na zdravstveno ali spolno življenje in kazenske obsodbe, se smejo 
avtomatsko obdelovati le, če nacionalna zakonodaja to posebej predpisuje. Izjeme take 
obdelave osebnih podatkov posameznikov po KonSEVOP so dopustne le, če so predpisane 
s posebnim zakonom države članice in ob upoštevanju temeljnih vrednot demokratične 
družbe, kot so: zaščita državne in javne varnosti, gospodarskih interesov države, zatiranje 
kriminala ter zaščita podatkov posameznika ali pravic in svoboščin drugih858, kar je 
podobna norma, ki velja v Direktivi (95/46/EC) in v Smernicah OECD. 
 
KonSEVOP države zavezuje, da v svoji ureditvi sprejmejo potrebne varnostne ukrepe za 
zaščito osebnih podatkov, shranjenih v avtomatskih zbirkah podatkov, s katerimi lahko 
preprečijo nepooblaščen dostop, uničenje podatkov, izgubo, obdelavo in širjenje, pri tem 
pa določijo sankcije in pravna sredstva za kršitve določil zakonodaje, s katerimi upravljavci 
ne zagotavljajo uresničevanja temeljnih načel varstva osebnih podatkov. 
 
Tudi KonSEVOP pri avtomatski obdelavi spodbuja prost prenos osebnih podatkov čez 
državne meje. Pri tem določa, da lahko države članice v izrecno navedenih primerih 
omejijo prenos takih podatkov na ozemlje druge države pogodbenice859, ne morejo pa ga 
enostavno prepovedati. Z namenom razreševanja teh primerov si države medsebojno 
pomagajo tako, da preko imenovanega državnega nadzornega organa za varstvo 
podatkov izmenjujejo informacije o pravni ureditvi in upravni praksi glede zaščite osebnih 
podatkov v državah članicah ter sprejmejo potrebne ukrepe glede avtomatske obdelave 
podatkov v svoji državi. 
 
Smernice Organizacije združenih narodov glede računalniško vodenih zbirk 
osebnih podatkov860 (1990861) 
 
Z namenom boljšega razumevanja varstva računalniško vodenih zbirk podatkov je 
Generalna skupščina Organizacije združenih narodov 14. decembra 1990 sprejela 
Smernice OECD glede računalniško vodenih zbirk osebnih podatkov.  
 
Smernice določajo načela, ki jih morajo države članice zagotoviti v svojih nacionalnih 
zakonodajah. Ta načela so: 
− načelo zakonitosti in poštenosti: kjer podatke o posameznikih ni dovoljeno zbirati, 
nepošteno ali jih nezakonito obdelovati, prav tako jih ni dovoljeno uporabljati v 
nasprotju s cilji in načeli Ustanovne listine Organizacije združenih narodov; 
                                          
858 Odstopanja od teh omejitev veljajo izjemoma za primere statističnih ali znanstveno raziskovalnih namenov. 
859 Država lahko omeji prenos podatkov, kadar nacionalna zakonodaja ene države predpisuje posebno 
ureditev za določene kategorije osebnih podatkov, razen, če zakonodaja druge države določa enakovredno 
zaščito, ter kadar gre za prenos podatkov z njenega ozemlja na ozemlje tretje države, ki ni pogodbenica, 
zato, da se zaobide njeno zakonodajo. 
860 Glej UN Guidelines for the Regulation of Computerized Personal Data Files, dosegljivo 7. 3. 2012 na: 
www.unhcr.org/refworld/publisher,unga,themguide,,3ddcafaac,0.html. 
861 Letnica pomeni leto sprejema dokumenta. Opomba avtorja T. L. 
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− načelo ažurnosti: osebe, odgovorne za urejanje in hrambo zbirk podatkov, so dolžne 
izvajati redne preglede ažurnosti in ustreznosti podatkov v zbirkah; 
− načelo namenske uporabe podatkov: namen, zaradi katerega se zbirka podatkov 
uporablja, mora biti določen, legitimen in mora omogočiti osebi, na katero se podatki 
nanašajo, da se lahko z njimi seznani; 
− načelo dostopa do podatkov: vsak ima na podlagi izkazane identitete pravico izvedeti, 
ali se v zvezi z njim obdelujejo podatki, in jih brez nepotrebnega odlašanja ali stroškov 
prejeti v razumljivi obliki,, z vsemi popravki ali izbrisi. Zagotovljena mu mora biti 
pravica do pravnega sredstva; 
− načelo nediskriminacije: podatkov, ki lahko povzročijo nezakonito ali samovoljno 
diskriminacijo862, se ne sme obdelovati in združevati; 
− izjeme od načel: odstopanja od načel863 se lahko dovolijo, če je to potrebno zaradi 
zaščite nacionalne varnosti, javnega reda, zdravja ali morale, pravic in svoboščin 
drugih, še posebej preganjanih oseb. Odstopanja morajo biti zagotovljena in izrecno 
določena v zakonodaji in notranjem pravu držav članic; 
− načelo varnosti: sprejeti morajo biti potrebni ukrepi zaščite zbirk podatkov pred 
naravnimi nesrečami, naključnimi izgubami, uničenjem podatkov, ob nedovoljenih 
vstopih v sistem, zlorabah podatkov in okužbah z računalniškimi virusi; 
− načelo nadzora in sankcij: vsaka država v zakonodaji določi organ, odgovoren za 
nadzor nad spoštovanjem teh načel, ki mora biti nepristranski in neodvisen. Za 
primere kršitev določb nacionalne zakonodaje, kjer so predpisana ta načela, se 
predvidi kazenske sankcije in ustrezna pravna sredstva; 
− načelo čezmejnega prenosa podatkov: kadar zakonodaja dveh ali več držav pri 
čezmejnem prenosu podatkov zagotavlja primerljive zaščitne ukrepe varstva 
zasebnosti podatkov, se zagotovi neoviran prenos le-teh. V kolikor ni vzpostavljenih 
medsebojnih zaščitnih ukrepov, omejitve prometa podatkov ni dovoljeno izvajati, 
razen če je to potrebno zaradi varovanja zasebnosti posameznika; 
− področje uporabe načel: načela se uporabljajo za javne in zasebne računalniške zbirke 
podatkov, ob ustreznih prilagoditvah pa tudi za ročne zbirke podatkov. Določbe načel 
se uporabljajo tudi za zbirke pri pravnih osebah, zlasti kadar te vsebujejo osebne 
podatke posameznikov. 
 
Ta načela se uporabljajo tako za zbirke osebnih podatkov, ki jih vodijo mednarodne 
organizacije, kot tudi za zunanje namene in tretje osebe. Vsaka organizacija mora določiti 
organ, pristojen za nadzor nad upoštevanjem teh načel. Predvidena humanitarna klavzula 
določa, da se odstopanje od teh načel lahko predvidi posebej, ko gre za podatkovne 
zbirke s področja varovanja človekovih pravic in temeljnih svoboščin posameznika in v 
primerih humanitarne pomoči. Podobna odstopanja se zagotovi tudi v nacionalni 
zakonodaji za vladne mednarodne organizacije, kjer sedež sporazuma ne predvideva 
                                          
862 Kot je rasno ali etnično poreklo, barva kože, spolno življenje, politično prepričanje, versko, filozofsko in 
drugo prepričanje, članstvo v združenjih ali sindikatu. 
863 Gre za načela od 1 do 4, Smernic OZN glede računalniško vodenih zbirk osebnih podatkov. 
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izključevanja izvajanja navedene zakonodaje, pa tudi za nevladne mednarodne 
organizacije, za katere se te določbe uporabljajo. 
 
Listina Evropske unije o temeljnih pravicah864 (2000/2009865) 
 
Listino Evropske unije o temeljnih pravicah je mogoče razumeti kot novodobno evropsko 
ustavo866, ki v členu 7 določa, da ima vsakdo pravico do spoštovanja svojega zasebnega 
in družinskega življenja, stanovanja ter komunikacij, člen 8 pa opredeli varstvo osebnih 
podatkov na naslednji način: 
− da ima vsakdo pravico do varstva osebnih podatkov, ki se nanašajo nanj; 
− da se morajo osebni podatki obdelovati pošteno, za določene namene in na podlagi 
osebne privolitve osebe ali na drugi podlagi, določeni z zakonom; 
− da ima vsakdo pravico dostopa do podatkov, zbranih o njem, in pravico zahtevati, da 
se ti podatki popravijo. 
 
Spoštovanje teh pravil nadzirajo v državah članicah neodvisni nacionalni organi, na 
evropski ravni pa Evropski varuh človekovih pravic. 
 
Direktiva Evropskega parlamenta in Sveta EU o obdelavi osebnih podatkov in 
varstvu zasebnosti na področju elektronskih komunikacij z dne 12. julija 2002, 
(2002/58/EC)867 (2002868) 
 
Evropski parlament in Svet EU sta na predlog Evropske komisije leta 2002 sprejela 
Direktivo o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij (v nadaljevanju: Direktiva (2002/58/EC)). Ta direktiva uveljavlja spoštovanje 
temeljnih človekovih pravic pri obdelavi osebnih podatkov uporabnikov, ki so bile priznane 
že v prejšnji direktivi na področju elektronskih komunikacij (97/66/EC869), v veljavni 
Direktivi (95/46/EC) in v Listini o temeljnih pravicah Evropske unije.  
 
Cilj Direktive (2002/58/EC) je, da se na področju elektronskih komunikacijskih storitev in 
digitalnih omrežij, v celotni Evropski uniji zagotovi enaka raven varstva temeljnih pravic in 
                                          
864 Glej Listino Evropske unije o temeljnih pravicah, dosegljivo 8. 3. 2012 na: www.eur-
lex.europa.eu/sl/treaties/index.htm#founding. 
865 Prvi predlog dokumenta je nastal že leta 2000, a ker je bil skupaj s pogodbo o EU podpisani v Nici, na 
referendumu zavrnjen, je bila veljavnost tega dokumenta proklamirana skupaj s pogodbo o EU in PDEU, 
podpisano v Lizboni, ki je tako pričela veljati leta 2009 (dosegljivo 31. 3. 2012 na: www.en.wikipedia.org). 
866 Pojasnilo glede tega izbranega pojma glej v zadnjem poglavju. 
867 Direktiva Evropskega parlamenta in Sveta EU o obdelavi osebnih podatkov in varstvu zasebnosti na 
področju elektronskih komunikacij. Dosegljivo 23. 3. 2012 na: www.eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=oj:l:2002:201:0037:01:sl:html. 
868 Letnica pomeni leto sprejema dokumenta. Opomba avtorja T. L. 
869 Z Direktivo (2002/58/EC) je bila derogirana Direktiva Evropskega parlamenta in Sveta EU v zvezi z 
obdelavo osebnih podatkov in varstvom zasebnosti na področju telekomunikacij, z dne 15. decembra 1997, 
(97/66/EC). 
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svoboščin, zlasti pravica do zasebnosti pri obdelavi osebnih podatkov uporabnikov870 javno 
razpoložljivih elektronskih komunikacijskih storitev. Tako morajo države članice v svoji 
zakonodaji predpisati ukrepe varovanja zaupnosti sporočil in podatkov o prometu ter 
nepooblaščenim osebam prepovedati poslušanje, prisluškovanje, prestrezanje, nadziranje 
in shranjevanje komunikacij in sporočil ter z njimi povezanih podatkov, brez privoljenja 
uporabnika871. Izjema pri tem je 15. člen direktive, ki upošteva ukrepe, nujne v 
demokratični družbi in primere, ko država predpiše namene, s katerimi zagotovi dokaz 
tržne transakcije ali katerekoli druge komunikacije.  
 
Operaterji so dolžni vse podatke o prometu svojih uporabnikov, ki so jih že obdelali in 
shranili, izbrisati ter anonimizirati, ko jih ne potrebujejo več. Direktiva v primeru zahteve 
naročnika za prejem razčlenjenega računa od njih zahteva, da na izpisku omogočijo 
zakritje zadnjih treh klicanih in kličočih telefonskih številk. Podatke o lokaciji uporabnikov, 
razen podatkov o komunikacijskem prometu, pa smejo operaterji obdelati šele po njihovi 
anonimizaciji ali ob privolitvi uporabnika, v obsegu, ki je potreben za izvedbo njihovih 
storitev dodane vrednosti872. Uporabniku mora biti tako kadarkoli omogočeno, da lahko 
zavrne ali prekliče zbiranje in obdelavo teh podatkov. Glede objave osebnih podatkov za 
potrebe javnega telefonskega imenika, države članice v zakonodaji opredelijo možnost, da 
se posameznik sam odloči ali bo te podatke dovolil objaviti, operaterji pa morajo 
uporabnike predhodno obvestiti o njihovi objavi v tiskanem ali elektronskem imeniku 
naročnikov. Naročniku priključka je s to direktivo zagotovljena možnost, da lahko na 
brezplačen in enostaven način pri ponudniku storitev kadarkoli prekliče neposredno 
trženje blaga ali storitev na njegov elektronski naslov oziroma poda za prejemanje takih 
komercialnih obvestil, svoje privoljenje873.  
 
Država članica kadarkoli sprejme ukrepe, s katerimi omeji obseg teh pravic in 
obveznosti874, predvsem kadar je taka omejitev potrebna, primerna in ustrezna za 
ohranitev demokratične družbe875. V zakonu pa predpiše tudi pravice glede možnih 
pravnih sredstev in sankcij876 v primeru kršitev te direktive877. 
                                          
870 Kot uporabniki se štejejo tako fizične osebe, kot tudi pravne osebe s svojimi zakonitimi interesi. Direktiva 
se ne uporablja za dejavnosti, zunaj obsega Pogodbe o ustanovitvi Evropske skupnosti in za dejavnosti v 
zvezi z javno varnostjo, obrambo, državno varnostjo ter dejavnostjo držav na področju kazenskega prava. 
871 Izjema je tu namen zaračunavanja in plačila medsebojnih povezav, kjer se lahko v zakonsko dovoljenih 
primerih sporočila snemajo zato, da služijo kot dokaz o trgovinskih poslih, kjer je potrebno upoštevati 
določbe Direktive (95/46/EC) ob tem, da so uporabniki o tem predhodno obveščeni. 
872 Storitve z dodano vrednostjo so na primer: nasveti za nakup ugodnejših paketov, usmerjanje uporabnika 
na poti, podatki o prometu na cestah, vremenske napovedi in turistična obvestila (glej 18. točko Direktive 
(2002/58/EC)). 
873 Pošiljanje elektronske pošte za namen neposrednega trženja na način, da je prikrita identiteta pošiljatelja, 
je prepovedano. 
874 Glej določbe člena 5, 6, prvega, drugega, tretjega in četrtega odstavka člena 8 ter člena 9 Direktive 
(2002/58/EC). 
875 Kot je zaščita državne varnosti, obrambe, javne varnosti, preprečevanje, preiskovanje, odkrivanje in 
pregon kaznivih dejanj ali nedovoljena uporaba elektronskega komunikacijskega sistema. 
876 Direktiva v 47. točki določa, da je "treba kaznovati vsako osebo", za katero velja zasebno ali javno pravo in 
ne ravna v skladu z ukrepi, sprejetimi po tej direktivi. 
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Varstvo osebnih podatkov v ustanovitvenih pogodbah Evropske unije – 
Pogodba o delovanju Evropske unije878 (2007/2009879) 
 
Evropska unija priznava pravico do varstva osebnih podatkov in njihov pretok med 
državami članicami ter institucijami in organi Evropske unije na najvišji ravni že v njenih 
ustanovitvenih aktih. Primer take ureditve varstva osebnih podatkov, ki velja v državah 
članicah in v institucijah ter drugih organih Evropske unije, je reformirana ustanovitvena 
Pogodba o delovanju Evropske unije880, podpisana 13. decembra 2007 v Lizboni881, kjer v 
zdajšnjem 16. členu882 določa, da je v Evropski uniji vsakomur zagotovljena pravica do 
varstva njegovih osebnih podatkov. Evropski parlament in Svet EU sta zadolžena, da po 
rednem zakonodajnem postopku določita pravila varstva fizičnih oseb pri obdelavi osebnih 
podatkov s strani evropskih institucij, organov, uradov in agencij v Uniji ter držav članic, v 
okviru dejavnosti s področja uporabe prava Unije in ob prostem pretoku takih podatkov, 
kjer pa upoštevanje teh pravil nadzirajo neodvisni organi883. 
 
39. člen Pogodbe o Evropski uniji884 določa, da Svet EU sprejme sklep o določitvi posebnih 
pravil o varstvu fizičnih oseb, kadar države članice obdelujejo osebne podatke pri 
opravljanju dejavnosti s področja, ki se nanaša na skupno zunanjo in varnostno politiko in 
o prostem pretoku takih podatkov. Upoštevanje teh pravil nadzirajo nadzorni organi v 
državah članicah in tudi Evropski varuh človekovih pravic. 
 
                                                                                                                               
877 Pristojnost varstva nad temeljnimi pravicami in svoboščinami posameznikov v zvezi z obdelavo osebnih 
podatkov ter zakonitimi interesi na področju elektronskih komunikacij podeljuje direktiva, Delovni skupini 
29. 
878 Glej Pogodbo o delovanju Evropske unije, podpisano leta 2007 v Lizboni. Dostopno 8. 3. 2012 na: 
www.eur-lex.europa.eu/sl/treaties/index.htm#founding. 
879 Prva letnica pomeni leto podpisa, druga pa uradno leto veljavnosti dokumenta. Opomba avtorja T. L. 
880 Glej prečiščeno različico Pogodbe o delovanju Evropske unije, Ur. list, C 83, z dne 30. 3. 2010. 
881 Poimenovana tudi "Lizbonska pogodba", ki je stopila v veljavo 1. decembra 2009. Dostopno, 25. 3. 2012 
na: www.evropa.gov.si/si/lizbonska-pogodba. 
882 Glej prejšnji člen 286 Pogodbe o ustanovitvi Evropske skupnosti, podpisane 26. februarja 2001 v Nici, ki je 
začela veljati 1. februarja 2003. Prvo določbo sistemskega varstva osebnih podatkov v Evropskih 
skupnostih je mogoče zaslediti v dopolnitvi člena 213.b Amsterdamske pogodbe, ki spreminja Pogodbo o 
Evropski uniji in Pogodbo o ustanovitvi Evropske skupnosti, nanaša pa se na ustanovitev neodvisnega 
nadzornega organa za varstvo podatkov. Ta pogodba je bila podpisana 2. oktobra 1997 v Amsterdamu in 
je začela veljati 1. maja 1999. Prečiščeno besedilo Amsterdamske pogodbe o ustanovitvi Evropske 
skupnosti v členu 286 določa naslednje: "Od 1. januarja 1999 se za institucije in organe, ustanovljene s to 
pogodbo ali na njeni podlagi, uporabljajo akti Skupnosti o varstvu posameznikov pri obdelavi osebnih 
podatkov in prostem pretoku takšnih podatkov. Pred tem datumom ustanovi Svet EU, neodvisen nadzorni 
organ, odgovoren za nadzor uporabe takšnih aktov Skupnosti za institucije in organe Skupnosti ter po 
potrebi sprejema druge ustrezne določbe". 
883 To nalogo opravlja Evropski varuh človekovih pravic (glej 3. odstavek člena 228, Pogodbe o delovanju 
Evropske unije, podpisane leta 2007 v Lizboni). 
884 Lizbonska Pogodba o Evropski uniji. Dostopno 8. 3. 2012 na: www.eur-
lex.europa.eu/JOHtml.do?uri=oj:c:2010:083:som:sl:html. 
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Zakon o varstvu osebnih podatkov v Republiki Sloveniji 
(1990/1999/2004/2007885) 
 
Republika Slovenija je sprejela prvi Zakon o varstvu osebnih podatkov886 (v nadaljevanju 
kratica: ZVOP) leta 1999, to je šele pet let po ratifikaciji KonSEVOP887. S tem zakonom so 
prenehale veljati dotedanje določbe Zakona o varstvu osebnih podatkov iz leta 1990888 in 
njegov popravek iz leta 1991889. ZVOP je bil tako od leta 1999 pa do leta 2012 petkrat 
spremenjen in dopolnjen890. 
 
Zadnji veljavni Zakon o varstvu osebnih podatkov (v nadaljevanju kratica: ZVOP-1-
UPB1891) je izvedbeni akt 38. člena Ustave Republike Slovenije892, ki s svojimi podrednimi 
predpisi893 vsakomur pravico do varstva osebnih podatkov (Bogataj, 2004). To ustavno 
načelo prepoveduje uporabo osebnih podatkov, ki so v nasprotju z namenom samega 
zbiranja894, obdelovanja, uporabe, nadzora in varstva, v kolikor zakon (v tem primeru 
ZVOP-1-UPB1) tega ne določa895. Vsakemu posamezniku je tako zagotovljena ustavna 
pravica do seznanitve z zbranimi osebnimi podatki o njem in pravica do sodnega varstva v 
primeru zlorab podatkov. S to ustavno določbo se zagotavlja t.i. pozitivna obveznost 
države, in sicer da najprej sama spoštuje osebne podatke svojih in tujih državljanov kot 
posameznikov, hkrati pa da v splošnem materialnem predpisu uredi pogoje zbiranja, 
obdelave in hrambe podatkov ter njihovo sodno varstvo v primeru kršitev s strani 
upravljavcev, njihovih pogodbenih obdelovalcev in tretjih oseb, ki bi uporabljale osebne 
podatke. 
 
                                          
885 Sprejetje prvega Zakona o varstvu osebnih podatkov je bila leta 1990, prva uskladitev ZVOP s KonSEVOP 
in Direktivo (95/46/EC) leta 2004 in zadnja novela veljavnega ZVOP-1-UPB1 iz leta 2007.  
886 Zakon o varstvu osebnih podatkov (ZVOP), Ur. list RS, št. 59/99. 
887 Glej Zakon o ratifikaciji Konvencije Sveta Evrope o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov, Ur. list RS, MP, št. 11/94. 
888 Glej Zakon o varstvu osebnih podatkov, izdan na podlagi 3. točke 379. člena Ustave Socialistične Republike 
Slovenije, Ur. list RS, št. 8/90. 
889 Glej dopolnitev 41. člena Zakona o varstvu osebnih podatkov iz leta 1990, Ur. list RS, št. 19/91. 
890 Glej popravke sprememb in dopolnitev tega zakona v Ur. listih RS, št. 57/01, 59/01, 86/04, 67/07, 94/07-
ZVOP-1-UPB1. 
891 Zakon o varstvu osebnih podatkov (ZVOP-1-UPB1), Ur. list RS, št. 94/07. 
892 Glej 38. člen Ustave Republike Slovenije, Ur. list RS, št. 33/91. 
893 Kot so: Pravilnik o metodologiji vodenja registra zbirk osebnih podatkov (Ur. list RS, št. 28/05), Pravilnik o 
pridobivanju potrebnih informacij za odločanje o iznosu osebnih podatkov v tretje države (Ur. list RS, št. 
79/05), Pravilnik o službeni izkaznici državnega nadzornika za varstvo osebnih podatkov (Ur. list RS, št. 
12/06), Pravilnik o zaračunavanju stroškov pri izvrševanju pravice posameznika do seznanitve z lastnimi 
osebnimi podatki (Ur. list RS, št. 85/07), Pravilnik o spremembah Pravilnika o metodologiji vodenja registra 
zbirk osebnih podatkov (Ur. list RS, št. 30/11), Pravilnik o spremembah Pravilnika o zaračunavanju stroškov 
pri izvrševanju pravice posameznika do seznanitve z lastnimi osebnimi podatki (Ur. list RS, št. 5/12). 
894 Táko zbiranje podatkov ne velja, kadar obdelavo osebnih podatkov izvaja posameznik za osebno uporabo, 
za politične stranke, sindikate, društva ali verske skupnosti, ki obdelujejo podatke o svojih članih, za 
osebne podatke, ki jih za namene obveščanja javnosti obdelujejo mediji, itd. (glej 7. člen ZVOP-1-UPB1). 
895 ZVOP predpisuje, da je vse v zvezi z zbiranjem in obdelavo osebnih podatkov, kar ni izrecno dovoljeno, 
prepovedano. 
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Slovenski ZVOP-1-UPB1 vsebuje vsa veljavna pravna načela varstva osebnih podatkov in 
informacijske zasebnosti posameznika, ki jih določajo veljavni mednarodno pravni akti, kot 
so KonSEVOP, Direktiva (95/46/EC), Okvirni sklep Sveta EU in drugi dokumenti. 
 
Med osnovnimi načeli varstva osebnih podatkov lahko tudi v ZVOP-1-UPB1 najdemo: 
− zakonitost in poštenost obdelave osebnih podatkov; 
− sorazmernost, kjer morajo biti osebni podatki, ki se obdelujejo, ustrezni in primerni 
glede na namen in cilj, za katerega se zbirajo in obdelujejo; 
− nediskriminatornost, ki vsakomur zagotavlja varstvo osebnih podatkov, ne glede na 
narodnost, raso, barvo, veroizpoved, etnično pripadnost, spol, jezik, politično ali drugo 
prepričanje, spolno usmerjenost, premoženjsko stanje, rojstvo, izobrazbo, družbeni 
položaj, državljanstvo, kraj in vrsto prebivališča ali katerokoli drugo osebno okoliščino; 
− namen zbiranja in obdelave, kjer se lahko podatki zbirajo le za določen in zakonit 
namen, brez možnosti nadaljnje obdelave, če zakon ne določa drugače896. 
 
Uporabljena terminologija ZVOP-1-UPB1 je v primerjavi z KonSEVOP in Direktivo 
(95/46/EC) obsežnejša in bolj razlagalna, saj med osebni podatek897 šteje katerikoli 
podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen898, med tem 
ko je posameznik (ki je glavni subjekt varovanja človekovih pravic in svoboščin, še 
posebej zasebnosti) določena ali določljiva fizična oseba, na katero se nanaša osebni 
podatek899.  
Pravno podlago za obdelavo osebnih podatkov (namen obdelave) predstavlja zakon900, 
vendar mora dati v nekaterih primerih posameznik, katerega osebni podatki se bodo 
                                          
896 Osebni podatki se lahko obdelujejo npr. za zgodovinske, statistične in znanstveno-raziskovalne namene, 
razen, če zakon določa drugače, ali če da posameznik, na katerega se podatki nanašajo, privolitev za 
obdelavo brez anonimnosti. To velja smiselno tudi za objavo rezultatov obdelav, kjer je potrebno npr. 
upoštevati pisno soglasje dedičev umrle osebe. 
897 Specifični osebni podatki so občutljivi osebni podatki. To so podatki o: rasnem in narodnostnem poreklu, 
političnem, verskem ali filozofskem prepričanju, članstvu v sindikatu, zdravstvenem stanju, spolnem 
življenju, vpisu ali izbrisu v kazenske in druge evidence (npr. prekrškovne evidence), biometrične 
značilnosti: telesne, fiziološke ter vedenjske značilnosti, ki so edinstvene in stalne za vsakega posebej in je 
možno z njimi določiti posameznika, s pomočjo uporabe prstnega odtisa in papilarnih linij, šarenice, očesne 
mrežnice, obraza, ušesa, DNK ter značilne drže. 
898 Npr. Zakon o varstvu osebnih podatkov iz leta 1990, v 5. členu določa, da kaže osebni podatek na 
lastnosti, stanja ali razmerja posameznika, ne glede na obliko v kateri je izražen, Ur. list RS, št. 8/90. 
899 Varstvo osebnih podatkov po Ustavi in zakonu uživajo le fizične osebe kot posamezniki, ne pa tudi pravne 
ali fizične osebe, ki samostojno opravljajo dejavnost (glej odločbo Ustavnega sodišča RS, št. U-I-298/04/26 
z dne 27. 10. 2005). Fizična oseba je določljiva, če se jo lahko neposredno ali posredno identificira, 
predvsem s sklicevanjem na EMŠO ali drugo identifikacijsko številko, ali na dejavnik, ki je ad personem 
značilen samo za njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali družbeno identiteto. Pri tem je 
identifikacija enostavna (lahko tudi samo na podlagi podobe osebe), ne povzroča večjih stroškov in 
nesorazmernega napora ter časa za prepoznavnost osebe. Smiselno glej npr. tudi točko 53, sodbe Sodišča 
Evropske unije, v združeni zadevi št. C-92/09, Volker in Markus Schecke GbR in Hartmut Eifert vs. Land 
Hessen, z dne 9. novembra 2010. 
900 Glej 38. člen Ustave RS, ki določa, da zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti 
osebnih podatkov določa zakon in 7. člen Direktive (95/46/EC), ki določa merila za zakonitost obdelave 
osebnih podatkov. 
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obdelovali, tudi svojo osebno privolitev901, ki je njegova lastna prostovoljna izjava volje, za 
katero sam svobodno sprejme odločitev na podlagi informacij o obdelavi podatkov, 
zagotoviti in omogoči pa mu jih upravljavec902. Kot posebno obliko obdelave osebnih 
podatkov je mogoče med upravljavcem in pogodbenim obdelovalcem šteti še pogodbo, s 
katero se predvidi namen, postopke in ukrepe zavarovanja obdelovanih podatkov. Sem je 
mogoče umestiti tudi izjemo, kjer je javnemu in zasebnemu sektorju v primerih 
ogroženosti in zaradi varovanja življenja ali telesa posameznika, dana ad hoc pravica, da 
smejo obdelovati njegove osebne podatke, kljub temu da za obdelavo ni izrecne zakonske 
ali pravne podlage niti podane osebne privolitve posameznika903. 
 
ZVOP-1-UPB1 glede vodenja zbirk osebnih podatkov zagotavlja naslednje zahteve varstva 
podatkov: točnost in ažurnost podatkov, obveščanje posameznika o obdelavi podatkov s 
strani upravljavca904, omejeno uporabo enega (istega) povezovalnega znaka (npr. EMŠO 
ali davčne številke) za iskanje v specifičnih državnih zbirkah905, omejen rok hrambe 
osebnih podatkov ter nadzorovano posredovanje osebnih podatkov tretjim 
uporabnikom906. 
 
Obveznost, ki jo zahtevata  ZVOP-1 in Direktiva (95/46/EC), je namenjena vsem 
upravljavcem in pogodbenim obdelovalcem. Nanaša se na dolžnost varstva in zavarovanja 
osebnih podatkov na takšen način, da se vzpostavijo organizacijsko tehnični postopki 
zavarovanja osebnih podatkov pred uničenjem, spremembo ali izgubo in prepreči 
nepooblaščen dostop do zbirk podatkov907. V svojih notranjih aktih morajo tako predpisati 
postopke in ukrepe zavarovanja podatkov ter določiti odgovorne osebe , ki bodo ažurno 
vodile podatke v katalogu zbirk osebnih podatkov, ter posredovale zakonsko zahtevane 
podatke Informacijskemu pooblaščencu, ki vodi in vzdržuje predpisan register zbirk 
osebnih podatkov. 
 
Posameznik lahko pri upravljavcu zbirke osebnih podatkov uveljavlja naslednje z Direktivo 
(95/46/EC) zagotovljene pravice: vpogled v katalog zbirk osebnih podatkov, potrditev 
                                          
901 Osebna privolitev posameznika je lahko pisna, ustna ali druga ustrezna privolitev. 
902 Posameznik mora biti o namenu obdelave osebnih podatkov predhodno pisno ali drugače ustrezno 
seznanjen (glej drugi odstavek 8. člena ZVOP-1-UPB1). 
903 Sem štejem kot primer nesrečo ali drug izredni dogodek, kjer je ogroženo življenje ljudi, in kjer je potrebno 
takoj ugotoviti identiteto oseb in druge podatke, zato, da se jim lahko zagotovi pomoč. 
904 Upravljavec mora posameznika predhodno seznaniti z namenom obdelave podatkov in s svojimi podatki, ali 
se podatki zbirajo obvezno ali prostovoljno, vključno s posledicami, če podatkov oseba ne da prostovoljno, 
in z informacijo o pravici do vpogleda, prepisa, kopiranja, dopolnitve, popravka, blokiranja ali izbrisa 
zbranih njegovih podatkov. S temi podatki pa mora upravljavec posameznika seznaniti, če podatkov ni zbral 
neposredno od osebe, to še pred vpisom v zbirko ali pred posredovanjem drugemu uporabniku. 
905 Kot je področje zdravstva, policije, obveščevalno-varnostne dejavnosti, obrambe, sodstva in državnega 
tožilstva ter kazenske evidence in prekrškovnih evidenc. Izjema sta zemljiška knjiga in sodni register (glej 
tretji odstavek 20. člena ZVOP-1-UPB1). 
906 Upravljavec lahko osebne podatke posreduje tretjim uporabnikom, kadar to določa zakon, pri tem pa mora 
zagotoviti revizijsko sled, da ugotovi, kateri podatki so bili posredovani komu, kdaj in na kakšni podlagi. 
907 Gre tudi za ukrepe, kjer se zaposleni in odgovorne osebe, srečajo z obdelavo osebnih podatkov, da jih 
varujejo kot poklicno tajnost, tudi po prenehanju njihove zaposlitve. 
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vodenja obdelave podatkov o njem, seznanitev s podatki, ki se vodijo o njem, prepis, 
kopiranje, posredovanje in izpis podatkov908, možnost dopolnitve, popravka, blokiranja ali 
izbrisa osebnih podatkov v zbirki909, sodno varstvo v primeru kršitev pravic varstva 
osebnih podatkov ter prenehanje nadaljnje uporabe osebnih podatkov (npr. za namen 
neposrednega trženja). 
 
Iznos osebnih podatkov upravljavcu, pogodbenemu obdelovalcu ali uporabniku v države 
članice Evropske unije in Evropskega gospodarskega prostora ZVOP-1-UPB1 dovoljuje. 
Drugače pa velja za določbe, ki se nanašajo na iznos v tretje države910, kjer mora 
upravljavec911 podatkov pridobiti odločbo Informacijskega pooblaščenca, s katero ta 
potrdi, da tretja država zagotavlja ustrezno raven varstva osebnih podatkov912. 
 
Direktiva (95/46/EC) področja videonadzora v svojih določbah ne ureja eksplicitno913. 
Vendar pa je ZVOP-1-UPB1 kot lex generalis obdelavo podatkov zvočne in slikovne narave 
(videonadzor) uredil v šestem delu zakona. Upravljavcem videonadzornih sistemov 
nalaga, da o izvajanju videonadzora nad določenim prostorskim območjem, namestijo 
obvestilo914, s čimer posameznika seznanijo o izvajanju takega nadzora. Prvenstveno se 
videonadzor nad poslovnimi prostori izvaja zaradi zagotavljanja nadzora vstopa ali izstopa 
oseb v prostore, varovanja premičnega in nepremičnega premoženja915, dokumentov z 
                                          
908 Posamezniku je zagotovljena tudi pravica posredovanja seznama uporabnikov, katerim so bili podatki 
posredovani, prejem informacije o virih, na katerih temeljijo zapisi v zbirki, metoda in namen obdelave ter 
vrsta osebnih podatkov, ki se obdelujejo in druga pojasnila. 
909 V kolikor oseba dokaže, da so podatki nepopolni, netočni, neažurni ali zbrani in obdelani v nasprotju z 
zakonom. 
910 Pri prenosu osebnih podatkov tujim uporabnikom in upravljavcem, gre za iznos podatkov v države 
nečlanice Evropske unije in Evropski gospodarski prostor, kjer veljajo tako določbe ZVOP-1-UPB1, Direktive 
(95/46/EC) kot KonSEVOP. Npr. tretje države, ki niso članice EU, za katere je Evropska komisija ugotovila, 
da izpolnjujejo pogoj iznosa in zavarovanja osebnih podatkov, so: Andora, Argentina, Avstralija, Kanada, 
Švicarska konfederacija, Ferski otoki, Otok Man, Izrael, ZDA, itd. 
911 Za uvedbo postopka ugotavljanja ustrezne ravni varstva osebnih podatkov v tretje države, mora fizična ali 
pravna oseba izkazati pravni interes. 
912 Pridobitev takšne odločbe ni potrebna, če je tretja država na seznamu tistih držav za katere je bilo 
ugotovljeno, da zagotavljajo ustrezno raven varstva osebnih podatkov. Seznam tretjih držav je dostopen 
na: www.ec.europa.eu/justice/data-protection/document/international-transfers/adequacy/index_en.htm. 
Glej tudi seznam tretjih držav, za katere je Informacijski pooblaščenec ugotovil, da zagotavljajo ustrezno 
raven varstva osebnih podatkov: www.ip-rs.si/varstvo-osebnih-podatkov/obveznosti-upravljavcev/iznos-
osebnih-podatkov-v-tretje-drzave/seznam-tretjih-drzav-66-clen-zvop-1. Dostopno 19. 3. 2012.  
913 Direktiva (95/46/EC) v točki 16 opredeli, da področje videonadzora ne sodi v to direktivo, če se izvaja 
zaradi varnostnih interesov, ki so nujni v demokratični družbi in ne sodijo v zakonodajo Evropske skupnosti. 
914 Obvestilo mora vsebovati naziv subjekta, ki izvaja videonadzor ter telefonsko številko videonadzornega 
centra, kjer se da pridobiti informacije o atributih videoposnetkov. 
915 Kot je npr. strelno orožje in druga posebna oprema za varovanje (glej drugo alinejo drugega člena 
Pravilnika o videonadzoru v Upravi Republike Slovenije za izvrševanje kazenskih sankcij, Ur. list RS, št. 
86/09). 
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vsebovanimi tajnimi podatki, poslovnimi skrivnostmi916 in drugimi zaupnostmi ter varnosti 
uslužbencev in drugih prisotnih ljudi917. 
 
Posebnost slovenske ureditve, česar ne urejata niti Direktiva (95/46/EC) niti KonSEVOP, je 
biometrijsko razpoznavanje lastnosti posameznika, s katerim se ugotavlja in preverja 
njegova identiteta. Obravnavo biometrijskih ukrepov in obdelavo teh podatkov v javnem 
in zasebnem sektorju je pri nas ustrezno uredila sprememba Zakona o varstvu osebnih 
podatkov (v nadaljevanju kratica: ZVOP-1918), katere določbe so bile povzete tudi v ZVOP-
1-UPB1. Ukrepi tovrstnega "nadzora" nad posameznikom se lahko uvedejo le, kadar tako 
določa zakon, in sicer zaradi varnosti ljudi, premoženja, varovanja nosilcev tajnih 
podatkov ter dokumentov s poslovno skrivnostjo, identifikacije posameznikov pri 
prehajanju državnih meja ter zaradi izpolnjevanja obvezujočih mednarodnih pogodb919. 
 
ZVOP-1-UPB1 je institucionalno varstvo nad osebnimi podatki podelil dvema nadzornima 
organoma920, in sicer Informacijskemu pooblaščencu921 ter Varuhu človekovih pravic, med 
tem ko spremlja in proučuje stanje na področju problematike uresničevanja človekovih 
pravic in temeljnih svoboščin ter daje pobude in priporočila organom in pravnim osebam 
Komisija Državnega zbora RS za peticije ter za človekove pravice in enake možnosti.  
 
Kakšne pristojnosti imata oba organa? 
− Informacijski pooblaščenec izvaja inšpekcijski nadzor nad določbami ZVOP-1-UPB1, 
skrbi za zagotavljanje enotnega uresničevanja ukrepov na področju varstva osebnih 
podatkov, sodeluje z domačimi in tujimi organizacijami za varstvo osebnih podatkov, 
podaja predhodna mnenja ministrstvom, Državnemu zboru RS, organom 
samoupravnih lokalnih skupnosti in drugim, glede usklajenosti predlogov zakonov ter 
ostalih predpisov z ZVOP-1-UPB1; 
                                          
916 Videonadzor se izvaja le nad deli prostorov, kjer so taki podatki hranjeni, če namena ni mogoče doseči z 
milejšimi sredstvi. 
917 Rok hrambe videoposnetkov je lahko največ eno leto, razen, kadar posamezen zakon ne predpisuje 
časovno omejene hrambe videoposnetkov. O tem glej več npr. 11.f člen in 18.a člen Zakona o Slovenski 
obveščevalno-varnostni agenciji (ZSOVA-UPB2) ter prvi odstavek 2. člena Zakona o zasebnem varovanju 
(ZZasV-1), Ur. list RS, št. 17/11. 
918 Glej Zakon o varstvu osebnih podatkov (ZVOP-1), Ur. list RS, št. 86/04. 
919 O uvedbi in izvajanju biometrijskih ukrepov v zasebnem sektorju, če tega za posamezno področje ne ureja 
že zakon, odloči Informacijski pooblaščenec. 
920 Vlogo nadzornega organa za varstvo osebnih podatkov določa 28. člen Direktive (95/46/EC). 
921 Delo državnega nadzornega organa za varstvo osebnih podatkov, kot ga ureja 37. člen ZVOP-1-UPB1, je 
do konca leta 2005 opravljal Inšpektorat za varstvo osebnih podatkov pri Ministrstvu za pravosodje. S 
tretjim odstavkom 3. člena Zakona o Informacijskem pooblaščencu (ZInfP), Ur. list RS, št. 113/05, so 
postali izrazi uporabljeni v drugih zakonih in predpisih, kot so: "Glavni državni nadzornik", "Državni 
nadzorni organ za varstvo osebnih podatkov" ali "Pooblaščenec za dostop do informacij javnega značaja", 
poenoteni z izrazom Informacijski pooblaščenec, ki opravlja naloge iz 2. člena ZInfP, Direktive (95/46/ES) 
ter KonSEVOP. 
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− Varuh človekovih pravic pa opravlja naloge na področju varstva osebnih podatkov v 
razmerju do državnih organov, organov samoupravnih lokalnih skupnosti in nosilcev 
javnih pooblastil v skladu z Zakonom o Varuhu človekovih pravic922. 
 
ZVOP-1-UPB1 za primere kršitev določb zakona predpisuje tudi kazenske določbe, s 
katerimi se neupravičeno in protipravno omejuje ali ne uresničuje pravic, obveznosti, 
načel in ukrepov glede obdelave osebnih podatkov. Sankcioniranje kršitev je tako 
legitimna pravica zakonodajalca, da določi v zakonodaji primerne sankcije in pravna 
sredstva v primeru kršitev določil zakonodaje, s katerimi se ne zagotavlja uresničevanja 
temeljnih načel varstva osebnih podatkov, kar predpisujeta na mednarodni ravni 10. člen  
KonSEVOP-a, na nadnacionalni ravni pa 24. člen Direktive (95/46/EC). 
 
4.2.2 PREGLED UREDITVE VARSTVA OSEBNIH PODATKOV V TREH DRŽAVAH 
ČLANICAH EVROPSKE UNIJE 
 
Aktualna zakonodaja in pozitivna sodna praksa nacionalnih sodišč ustvarjajo pravni red, 
na podlagi katerega je mogoče spremljati stanje urejenosti varstva osebnih podatkov v 
drugih državah. Popolnega ujemanja pravne ureditve na tem področju ni mogoče 
ugotoviti, saj so si države zaradi zgodovinskih, kulturnih, političnih in drugih razlogov 
izoblikovale svoj pravni red, ki je lahko od države do države drugače reguliran. 
 
Pri raziskovanju ureditve varstva osebnih podatkov sem se odločil za tri države članice 
Evropske unije. Republika Finska je starejša članica EU923 z urejenim in preglednim 
pravnim sistemom. Drugi dve, Češka Republika924 in Republika Romunija925, pa sta državi, 
ki sta samostojni šele dobrih 20 let, imata novodobni pravni sistem, kakršen je značilen za 




Finski pravni sistem temelji na zahodni kontinentalni pravni kulturi, izoblikoval pa se je 
pred 700 leti, ko je bila dežela del Kraljevine Švedske. Pod ruskim cesarstvom je bila 
Finska od 1809 do 1917 avtonomno vojvodstvo, ki je ohranilo temeljne prvine prava 
švedske vladavine (Joutsen et al., 2001, str. 2). Republika Finska je razglasila 






                                          
922 Glej Zakon o varuhu človekovih pravic, Ur. list RS, št. 71/93 in 15/94. 
923 Finska je članica EU od leta 1995. 
924 Češka Republika je članica EU od leta 2004. 
925 Romunija je članica EU od leta 2007. 
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1) Ustavno varstvo pravic zasebnosti posameznika in osebnih podatkov 
 
Zanimivost finskega pravnega sistema je ta, da nima ustavnega sodišča, ki bi lahko 
presojalo ustavno spornost sprejetih zakonov, prav tako pa jih ne more za neustavne 
razglasiti vrhovno sodišče. Ustavnost zakonov potrjuje z navadno večino kar parlament, 
kjer poda svoje predhodno mnenje Ustavni odbor, ki je posebno telo finskega 
parlamenta926. Ustava temelji na štirih razveljavljenih aktih: v Ustavnem aktu iz leta 1919, 
Parlamentarnem aktu iz leta 1928 in dveh ministrskih dekretih iz leta 1922. Zadnja 
ustavna sprememba je bila sprejeta leta 1999, v veljavo pa je stopila 1. marca 2000. 
 
Ustava927 vsebuje trinajst poglavij, kjer ureja osnovne človekove pravice in svoboščine 
drugo poglavje. Že v prvem členu ustave je poudarjeno varstvo in nedotakljivost 
človekovega dostojanstva, njegovih svoboščin in pravic. 7. in nadaljnji členi zagotavljajo 
pravico do življenja, osebno svobodo, integriteto in varnost, kjer se ne sme nikogar 
obsoditi na smrt, mučiti ali kako drugače kršiti njegovo dostojanstvo. Prav tako ni 
dovoljeno kršiti osebne integritete posameznika in mu samovoljno odvzeti prostosti, razen 
v primerih, kjer to določa zakon. V 8. členu se priznava svoboda gibanja in bivanja na 
Finskem. 22. člen določa, da morajo javni organi (uslužbenci) varovati in spoštovati 
osnovne človekove pravice in temeljne svoboščine, kadar obravnavajo posameznika ali 
skupino. Osnovne pravice in svoboščine je potrebno zagotavljati tudi v primeru 
oboroženega napada na državo ali v primeru drugih nevarnosti.   
 
Varstvo pravice do zasebnosti in s tem osebnih podatkov ureja 10. člen finske ustave, ki 
določa: "Vsakomur je zagotovljena pravica do zasebnosti, dostojanstva in nedotakljivosti 
stanovanja. Varstvo osebnih podatkov podrobneje ureja zakon. Omogočena je 
nedotakljivost in tajnost korespondence, telefonije in drugih sporočil. Samo z zakonom se 
lahko odredi poseg v nedotakljivost stanovanja in tajnost komunikacij, ki so potrebni 
zaradi zagotavljanja osnovnih pravic in svoboščin drugih ter zaradi preiskovanja kaznivih 
dejanj." 
 
2) Zakonska ureditev varstva osebnih podatkov 
 
Zakon o varstvu osebnih podatkov, Zakon o varstvu zasebnosti na področju elektronskih 
komunikacij in Zakon o varstvu zasebnosti v poklicnem življenju, vzajemno urejajo in 
določajo področje varstva podatkov, ki se nanašajo na posameznika928. 
                                          
926 Poleg Finske, sta brez ustavnega sodišča tudi Nizozemska in Velika Britanija. Dostopno na: 
www.ndicrnagora.org/files/novi%20ustav%20finske.pdf. 
927 Glej finsko ustavo, fin. Suomen perustuslaki (št. 731/1999 ter 1112/2011). Dostopno 30. 3. 2012 na: 
www.finlex.fi 
928 Sem je mogoče šteti tudi druge finske zakone (angl. Act on the Processing of Personal Data by the Police 
(761/2003)), Act on the Processing of Personal Data by the Border Guard (579/2005), Act on Cooperation 
between the Police, Customs and the Border Guard (687/2009), Act on the public disclosure and 
confidentiality of tax information (1346/1999 in 1156/2005). Kot ugotavlja Čebulj (v Čebulj in Žurej, 2005, 
str. 288) ima Finska preko 120 določb o varovanju tajnosti. Te podatke ima razdeljene v 32 kategorij. 
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Z zakonom o varstvu osebnih podatkov929 (št. 523/1999) se pri obdelavah podatkov 
varuje zasebnost posameznika in njegove osnovne pravice, kot tudi spodbuja razvoj in 
skladnost dobre prakse pri obdelavi osebnih podatkov. Osnovne določbe so skoraj 
identične Direktivi (95/46/EC) in slovenskemu ZVOP-1, kot pomembnejše izjeme pa tu 
izpostavljam naslednje: uporaba osebne identifikacijske številke930 je širša kot pri nas, 
obdelava občutljivih osebnih podatkov je prepovedana, razen v nekaterih primerih, in 
sicer: ko posameznik uveljavlja zakonite pravice931, ko gre za namen zgodovinskih, 
znanstvenih ali statističnih raziskav, je v nekaterih primerih dovoljena obdelava tudi brez 
soglasja posameznika. V primerih neposrednega trženja932 je podatke dovoljeno zbirati, 
vendar so upravljavci pri tem dolžni varovati zasebnost posameznika, prav tako pa lahko 
podatke posredujejo tretjim osebam, če pred tem pridobijo soglasje posameznika. Zbirke 
podatkov, ki se arhivirajo, prevzamejo regionalni arhivi. Državni arhiv pa lahko za potrebe 
zgodovinskih in drugih raziskav te posreduje izobraževalnim in raziskovalnim ustanovam 
ter podjetjem, fundacijam in drugim, ampak samo ob predhodno pridobljenem soglasju 
Odbora za varstvo podatkov933. Pred vložitvijo obtožnice v primeru kršitve tega zakona 
lahko državni tožilec zasliši tudi Pooblaščenca za varstvo osebnih podatkov, podobno 
pravico pa ima v tudi sodišče. Na zahtevo Pooblaščenca za varstvo osebnih podatkov 
lahko Odbor za varstvo podatkov v nekaterih določenih primerih (sploh, ko bi bila lahko 
ogrožena zasebnost posameznika) prepove obdelavo podatkov, če so v nasprotju z 
določbami zakona ali drugimi predpisi. Dolžnost varovanja zaupnosti osebnih podatkov 
velja za vse zaposlene in tiste, ki so prišli v stik s podatki in jih tudi po prenehanju 
delovnega razmerja ne smejo razkriti drugim, razen takrat, kadar zakon določa drugače. 
 
Zakon o varstvu zasebnosti na področju elektronskih komunikacij934 (št. 
516/2004, z dopolnitvijo št. 125/2009) ureja področje zaupnosti v zvezi z omrežnimi 
storitvami in komunikacijskimi storitvami, ki se izvajajo preko javnega komunikacijskega 
omrežja. Četrti odstavek 3. člena določa (simetrično slovenski ureditvi), da se 
subsidiardno uporablja, če v tem zakonu ni določeno drugače, Zakon o varstvu osebnih 
podatkov. Vsebina sporočil, prometni identifikacijski podatki in podatki o lokaciji so zaupni. 
                                          
929 Glej angl. Personal Data Act. Dostopno 28. 6. 2011 na: www.finlex.fi. 
930 Npr. EMŠO pri nas, ki jo je na Finskem mogoče uporabiti tudi za druge namene: za odobritev kredita in 
zavarovanje dolga, poslovanje v zdravstvu, socialnem skrbstvu in v službah, pri zaposlitvi, pri poštnih 
storitvah, za namen zgodovinskih, znanstvenih ali statističnih raziskav ter za uveljavljanje drugih pravic). 
931 Npr. ko poda posameznik osebno privolitev, ko gre za obdelavo podatkov v družbene, politične, sindikalne 
ali verske namene in oseba te podatke javno objavi, ko gre za obdelavo podatkov za namen zgodovinskih, 
znanstvenih ali statističnih raziskav, ko gre za sklenitev socialnega, zdravstvenega in drugega varstva. Ti 
podatki se izbrišejo takoj, ko zanje ni več razlogov hrambe. Nadaljnjo obdelavo pa se pregleda na vsakih 
pet let, kjer poda soglasje za nadaljnjo obdelavo in hrambo, če v zakonu ni drugače določeno, Odbor za 
varstvo podatkov. 
932 Z zakonom je opredeljena tudi obdelava podatkov za neposredno oglaševanje in prodajo na daljavo, tržne 
in javnomnenjske raziskave ter rodoslovne raziskave. 
933 Ta podeli dovoljenje za obdelavo osebnih podatkov tudi kadar je potrebno zaščititi življenjski interes 
posameznika, za izvajanje pooblastil s strani organov oblasti, in ko gre za tretjo osebo, ki ji bodo razkriti 
podatki. 
934 Glej angl. Act on the Protection of Privacy in Electronic Communications. Dostopno 28. 6. 2011 na: 
www.finlex.fi. 
 221 
Kdorkoli bi tak podatek ali sporočilo, ki mu ni namenjeno, prejel, ga brez soglasja 
posameznika, na katerega se nanaša, ne sme razkriti ali uporabiti zase. Taka prepoved 
velja za vse komunikacijske tehnike in operaterje, ki se po službeni dolžnosti ali po 
naključju srečajo s temi podatki. Obdelava sporočil je dovoljena le na podlagi soglasja 
pošiljatelja ali prejemnika takega sporočila oziroma, kadar tako določa zakon. Za obdelavo 
podatkov v statistične namene je v poročilnih enotah in analizah potrebno poskrbeti za 
anonimizacijo obravnavanih oseb. Omenjeni zakon določa, da kadar pride do razkritja 
poslovne skrivnosti ali napak pri prenosu sporočil, uvede podjetje postopek za 
ugotavljanje odgovornosti. Generalni nadzor nad varstvom v teh postopkih pa izvaja 
Pooblaščenec za varstvo osebnih podatkov. 
 
Zakon o varstvu zasebnosti v poklicnem življenju935 (št. 759/2004) samostojno 
ureja razmerje med delodajalcem in delavcem, predvsem pa se zadnja novela nanaša na 
obdelavo podatkov delavcev pri testiranjih o uporabi droge936, zdravniškem pregledu in 
strokovnih testiranjih, varstvu pred videonadzorom na delovnem mestu in vpogledu v 
njegovo elektronsko pošto. Nanaša se tako na javne uslužbence kot druge zaposlene.  
Ker je morala tudi Finska transponirati evropsko Direktivo (95/46/EC) v svoj pravni red, 
delodajalcem ni dovoljena nikakršna drugačna uporaba podatkov, kot jo ureja zakon, 
nanašati pa se mora na delovno razmerje in urejanje pravic ter obveznosti v zvezi s tem. 
Ne glede na pozitivno soglasje delavca je prepovedana vsakršna drugačna obdelava 
podatkov, kar je drugače urejena norma, kot jo poznamo pri nas. Delodajalci (kadrovske 
službe) lahko obdelujejo zdravstvene podatke, ki se nanašajo na zaposlenega, pridobijo 
pa jih lahko samo od delavca oziroma na podlagi njegovega pisnega soglasja tudi od 
njegovega zdravnika. Taki podatki se hranijo ločeno. Osebo, ki obdeluje podatke, 
obvezuje poklicna molčečnost in jih seveda ne sme sporočati drugim. Z videonadzorom 
izvaja delodajalec nadzor nad prostori, ljudmi in opremo, ta pa se ne sme uporabiti za 
nadzor delavca na delovnem mestu. V prostorih, ki so namenjeni osebni uporabi delavca, 
videonadzor ni dovoljen, izjemoma le, kadar bi bilo na delovnem mestu ogroženo njegovo 
življenje in zdravje, zaradi odkrivanja kaznivih dejanj ali pa bi delavec to sam zahteval 
zaradi lastne zaščite. Hramba videonadzornih podatkov je dovoljena le eno leto937. 
Delodajalec ima pravico nad odpiranjem elektronske pošte delavca, samo takrat, kadar je 
uslužbenec odsoten in ima vklopljenega "pomočnika ob odsotnosti", pošta pa je 
preusmerjena na drugega sodelavca ali kadar sta se oba v pogodbi dogovorila, da bo v 
njegovi odsotnosti druga oseba dostopala do elektronske pošte na njegovem računalniku, 
sicer nima delodajalec nobenega pooblastila za odpiranje ali preusmerjanje take pošte. 
Dostop do sporočil je v nekaterih primerih delodajalcu omogočen skupaj s pooblaščenim 
sistemskim administratorjem. Tako lahko vpogleda v pošto, ki se nanaša na poslovanje 
organizacije, in še to v izrecnih taksativno navedenih primerih. Nadzor nad izvajanjem 
zakona izvajata tako Varuh človekovih pravic kot tudi Inšpektorat za varnost in zdravje. 
                                          
935 Glej angl. Act on the Protection of Privacy in Working Life. Dostopno 28. 6. 2011 na: www.finlex.fi. 
936 Zanimivo je, da zakon izrecno izključuje iz takih testiranj profesionalne atlete. 
937 Enak rok hrambe je določen tudi v slovenskem ZVOP-1, glej peti odstavek 75. člena ZVOP-1. 
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Delodajalec je za dejanja, ki jih izvaja v nasprotju s tem zakonom, lahko kaznovan z 




Prvo ustavo je Češkoslovaška dobila dve leti po razpadu Avstro-Ogrske, marca 1920. Ta je 
ostala v veljavi vse do leta 1939 in po vojni, vse do leta 1948 (Čalda, 1999938). Po uvedbi 
socialističnega režima, od leta 1948 pa do 90. let prejšnjega stoletja je bila pod 
neposrednim vplivom Sovjetske zveze, pod katero je sprejela svojo drugo ustavo leta 
1960. Po žametni revoluciji939 je bila Češkoslovaška med prvimi, kjer je bila sprejeta 
parlamentarna demokracija, država pa je 16. decembra 1992 dobila novo demokratično 
ustavo. Skoraj tri leta po revoluciji se je država po notranjih nesoglasjih940 razdelila na 
Češko Republiko in Slovaško Republiko (po Jevšek, 2006). 
 
1) Ustavno varstvo pravic zasebnosti posameznika in osebnih podatkov 
 
Ustava941 iz leta 1992 v prvem členu določa, da je Češka demokratična država, ki temelji 
na spoštovanju pravic in svoboščin človeka in državljana. Varstvo teh pravic določa 3. 
člen, opredeljene pa so v posebni Listini o temeljnih pravicah in svoboščinah942. Drugo 
poglavje v 7. členu opredeli, da je vsakomur zagotovljena nedotakljivost osebe in njegova 
zasebnost, omejena pa je le v primerih, določenih z zakonom. Varstvo človekovega 
dostojanstva, osebne časti, ugleda in imena ureja 10. člen. Drugi odstavek tega člena 
zagotavlja vsakomur pravico do zaščite pred nepooblaščenim vdorom v zasebno in 
družinsko življenje, tretji pa pravico do varstva pred nepooblaščenim zbiranjem, objavo ali 
drugo zlorabo osebnih podatkov. Ustava v 13. členu določi, da ne sme nihče kršiti 
zaupnosti pisem ali drugih dokumentov, če so poslani po pošti ali drugače, razen v 
primerih, ki jih določa zakon. Prav tako je zagotovljena zaupnost komunikacij preko 
telefona in drugih telekomunikacijskih naprav. 
 
2) Zakonska ureditev varstva osebnih podatkov 
 
Češka ima varovanje osebnih podatkov urejeno v Zakonu o varovanju osebnih 
podatkov943, ki se nanaša predvsem na varstvo pred nepooblaščenimi posegi v zasebnost 
posameznika ter na obdelavo različnih podatkov in posredovanju le-teh tretjim državam. 
Zanimivost zakona je, da se določbe944 ne uporabljajo za obdelavo osebnih podatkov 
                                          
938 Dostopno 31. 3. 2012 na: www.tucnak.fsv.cuni.cz/~calda/apsa99.pdf. 
939 Trajala je od 17. novembra do 29. decembra 1989. Informacija dostopna na: www.sl.wikipedia.org. 
940 Na podlagi referenduma, sta se državi razšli 1. januarja 1993 (glej več v Čalda, 1999, str. 7). 
941 Glej češ. Ústava České republiky, dostopno 31. 3. 2012 na: www.psp.cz/docs/laws/constitution.html. 
942 Glej češ. Listiny základních práv a svobod, dostopno 31. 3. 2012 na: www.psp.cz/docs/laws/listina.html. 
943 Glej češ. Zákon o ochraně osobních údajů, angl. The Personal Data Protection Act No. 101/2000 Coll., 
iz leta 2000, ki je bil večkrat dopolnjen in spremenjen. Dostopno 2. 7. 2011 na: www.uoou.cz/uoou.aspx. Tudi 
Češka je ratificirala KonSEVOP in v svoje notranje pravo prevzela Direktivo (95/46/EC). 
944 Velja za prvi odstavek 5. člena, 11. in 12. člen.  
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glede varnosti, obrambe, javnega reda in notranje varnosti Češke, zaradi preiskovanja, 
odkrivanja in pregona kaznivih dejanj in tudi glede razkritja datotek nekdanje politične 
policije StB, kar urejajo drugi predpisi. Češki zakon varstva podatkov pri biometričnem 
razpoznavanju lastnosti posameznika sploh ne ureja tako kot slovenski ZVOP-1, ampak 
zanj šteje le, da gre za občutljive osebne podatke.  
 
Podjetje, ki na Češkem ni registrirano in izvaja obdelavo osebnih podatkov, je dolžno 
prijaviti svojo dejavnost in jo izvajati v skladu z nacionalno zakonodajo. Podobno kot v 
drugih evropskih državah, je tudi na Češkem zagotovljena pravica do popravka osebnega 
podatka v zbirki podatkov, prav tako pa tudi obveščanje posameznika, da ta preveri in 
sporoči spremembe osebnih podatkov upravitelju zbirke. Upravljavec osebnih podatkov je 
dolžan podatke o zasebnosti posameznikov varovati tudi v skladu z drugimi predpisi, 
podatke pa izbrisati, ko je namen obdelave dosežen. Upravljavec podatkov lahko novemu 
uporabniku za namene podjetniških trženj posreduje posameznikovo ime, priimek in 
naslov, kadar so ti podatki javno dosegljivi in v zbirki upravljavca podatkov. Nov 
uporabnik pa teh podatkov ne sme posredovati tretjim uporabnikom. Taki odločitvi 
primarnega upravljavca lahko posameznik nasprotuje in mu prepove posredovanje 
njegovih podatkov za namene drugih obdelav. Posebnost pri tem je, da mora upravljavec 
varovati vse pridobljene podatke pred morebitnimi zlorabami ali razkritji, izdelati mora 
varnostni načrt, ki je osnova varovanja. Vsi zaposleni, ki pridejo v stik z osebnimi podatki, 
so jih dolžni varovati tudi po prenehanju zaposlitve, razen kadar zakon določa drugače945. 
Vsak upravljavec mora Uradu za varstvo osebnih podatkov posredovati predpisano 
obvestilo o pričetku obdelave, kjer lahko z obdelavo avtomatično prične po 30. dneh, če 
od urada ne prejme negativnega odgovora. Zakon določa pogoje za potencialne 
upravljavce zbirk podatkov in način registracije svoje dejavnosti. Zagotavlja se tudi prost 
pretok podatkov v druge države članice EU, v tretje države pa le na podlagi ratificiranih 
mednarodnih pogodb preko Urada za varstvo podatkov ter ob sodelovanju inšpektorjev, ki 
izvajajo naloge v skladu s tem zakonom946. Člen 46 celo določa, da upravljavec zbirke 
(pravna oseba) ne bo v prekršku, če dokaže, da je glede zavarovanja podatkov naredil 
vse, da ne bi prišlo do razkritja ali zlorabe. Namreč inšpektor za varstvo osebnih podatkov 
pred izrekom globe upošteva tudi resnost, navade, trajanje in posledice nezakonitega 
načina varovanja in upravljanja zaupnih podatkov, kjer je bilo tako dejanje storjeno. 
Odkritje primera kršitve zastara v enem letu (v kolikor inšpektor ne prične s postopkom) 
od dne, ko je izvedel za prekršek oziroma v treh letih od dne, ko je bil prekršek storjen. 
 
Tako kot ostale države članice EU, mora tudi Češka zagotavljati varstvo nad 
uresničevanjem evropskih direktiv s tega področja. Urad za varstvo osebnih podatkov 
zagotavlja nadzor nad varstvom osebnih podatkov ter nad izvajanjem določb Zakona o 
                                          
945 Glej 15. člen zakona. 
946 Glej 27. člen zakona. 
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elektronskih komunikacijah (127/2005)947, Zakona o storitvah informacijske družbe 




Romunija je sprejela novo demokratično ustavo, ki je nasledila ustavo iz leta 1965, kmalu 
po padcu totalitarnega režima ob koncu 90-ih let prejšnjega stoletja. Podobno kot v 
nekaterih ostalih državah srednje in vzhodne Evrope951, je bila ustava sprejeta leta 
1991952. Pred vstopom Romunije v Evropsko unijo je bila sprejeta njena dopolnitev, ki je 
sedaj usklajena z evropsko zakonodajo953. Romunija pa že stoji pred novimi odločitvami, 
saj potekajo ponovno razmišljanja o spremembi ustave, ki temeljijo predvsem na večji 
učinkovitosti državnega aparata in manjših stroških njenega poslovanja954. 
 
1) Ustavno varstvo pravic zasebnosti posameznika in osebnih podatkov 
 
Ustavno načelo demokratične države je opredeljeno v prvem členu. Tretji odstavek 
opredeljuje spoštovanje človekovih pravic in svoboščin, dostojanstvo in svoboden razvoj 
človekove osebnosti. Univerzalnost osnovnih človekovih pravic ureja romunska ustava955 v 
15. členu, kjer je mogoče te pravice omejiti le z zakonom956. Zagotovljena je pravica do 
življenja, osebne integritete, smrtna kazen je prepovedana. Zasebnost posameznika ureja 
26. člen ustave, ki določa: "Oblasti morajo spoštovati in varovati intimno, družinsko in 
zasebno življenje posameznikov." Bivalni prostori državljanov so nedotakljivi, izjemoma je 
na podlagi sodne odločbe možno vstopiti v prostore zaradi prijetja osebe, kadar gre za 
ogrožanje nevarnosti življenja, telesne integritete, premoženja drugega, varovanje 
nacionalne varnosti ali javnega reda, preprečevanja širjenja epidemije ipd. Zagotovljena je 
                                          
947 Glej angl. Act on electronic communications (Electronic Communications Act) (127/2005 Coll.). 
948 Glej angl. Act on certain information society services (Certain Information Society Services Act) (480/2004 
Coll.). 
949 Glej angl. Act on the regulation of advertising (40/1995 Coll.). 
950 Glej pristojnosti Urada. Dostopno na povezavi: www.uoou.cz. 
951 Npr. v Bolgariji, na Hrvaškem, Madžarskem, v Makedoniji in v Sloveniji. 
952 Romunska ustava je bila sprejeta in objavljena 21. novembra 1991 in pričela veljati 8. decembra 1991. 
Dopolnjena je bila z ustavnim zakonom, ki je pričel veljati 29. oktobra 2003. 
953 Dopolnjena ustava omogoča državljanom kandidiranje na volitvah v Evropski parlament, potegovanje za 
uradne položaje in nakup ter prodajo zemljišč. Podaljšan je bil mandat predsednika republike na pet let, 
volitve predsednika se ne izvajajo več sočasno z volitvami v parlament, in, Romunija lahko sodeluje v 
mednarodnih vojaških zvezah in mirovnih operacijah. 
954 Predlog predvideva odpravo dvodomnega parlamenta, zmanjšanje števila poslancev na 300 in števila 
lokalnih okrajev, jasneje so želeli določiti odnos med vlado, parlamentom in predsednikom republike, 
odpravili bi imuniteto za poslance, prav tako pa v ustavo zapisali vrednost proračunskega primanjkljaja, 
državnega zadolževanja in najema posojil za naložbe, t.i. zlato fiskalno pravilo. 
955 Romunska ustava, Constituţia României. Dostopno 31. 3. 2012 na: 
www.cdep.ro/pls/dic/site.page?id=371&idl=2. 
956 V 53. členu je določeno, da se pravice in svoboščine lahko omejijo, če je to potrebno zaradi zaščite 
državne varnosti, javnega reda, zdravja ali morale, državljanskih pravic in svoboščin, preiskave kaznivega 
dejanja, preprečevanja posledic naravne nesreče ali katastrofe. Tak ukrep pa mora biti sorazmeren glede 
na stanje, ne sme biti diskriminatoren in kršiti obstoječih pravic ali svoboščin. 
 225 
tudi svoboda misli in izražanja957, verovanja in vesti. Ustava določa varstvo tajnosti pisem, 
telegramov in drugih poštnih storitev, nedotakljivost komuniciranja po telefonu in drugih 
oblik komuniciranja ter sporočanja. Romunska ustava posebne določbe o zagotavljanju 
varstva osebnih podatkov državljanov ne določa!  
 
2) Zakonska ureditev varstva osebnih podatkov 
 
Varstvo osebnih podatkov ima Romunija urejeno po evropskem vzoru v treh 
komplementarnih zakonih, in sicer v Zakonu o varstvu posameznikov pri obdelavi osebnih 
podatkov in prostem pretoku podatkov958 (št. 677/2001), Zakonu o obdelavi osebnih 
podatkov in varstvu zasebnosti na področju elektronskih komunikacij (št. 506/2004) ter 
Zakonu o hrambi podatkov, pridobljenih ali obdelanih na področju elektronskih 
komunikacij ali v javnih komunikacijskih omrežjih (št. 298/2008). Namen zakonov je, 
zaščitijo temeljne pravice in svoboščine posameznika, predvsem pravice do osebnega, 
družinskega in zasebnega življenja pri obdelavi osebnih podatkov. Podlaga samega zakona 
je simetrična tako slovenski kot finski ureditvi, saj je tudi Romunija podpisnica 
KonSEVOP959. Kot članica Evropske unije pa je zavezana spoštovati evropsko zakonodajo, 
med drugim tudi Direktivo (95/46/EC).  
 
Med zanimive določbe Zakona o varstvu posameznikov pri obdelavi osebnih 
podatkov in prostem pretoku podatkov štejem naslednje: po končanju obdelave 
podatkov, se lahko ti, razen če uporabnik ne meni drugače, uničijo, posredujejo tretji 
osebi ali anonimizirajo in shranijo za določeno obdobje, za potrebe statističnih, 
zgodovinskih ali znanstvenih obdelav. Tudi tu je upravljavcem prepovedano obdelovati 
občutljive osebne podatke, razen v nekaterih izjemnih primerih, ki jih zakon dopušča960. 
Za obdelavo enotne identifikacijske številke državljana je potrebna njegova izrecna 
privolitev, razen v primerih, kjer zakon določa njeno neposredno uporabo, v nekaterih 
primerih pa državni nadzorni organ sam odloči, kje mora upravljavec zagotavljati ustrezno 
zaščito podatkov in varstvo zasebnosti pri uporabi te številke. Zanimivo določbo vsebuje 
drugi odstavek devetega člena, ki dovoljuje obdelavo zdravstvenih podatkov posameznika 
le pod nadzorom medicinskega osebja, ki mora biti zavezano poklicni tajnosti. Izjemoma 
lahko to osebje take podatke obdeluje, kadar je obdelava podatkov nujna za zaščito 
posameznikovega življenja ali zdravja. Kadar bi šlo za širšo obdelavo podatkov 
                                          
957 Ta ne sme škodovati dostojanstvu, časti, zasebnosti, ter pravici osebe do lastne podobe (glej šesti 
odstavek 30. člena Ustave). 
958 Glej zakon angl. Law No. 677/2001 on the Protection of Individuals with Regard to the Processing of 
Personal Data and the Free Movement of Data. Dostopno 31. 3. 2012 na: www.dataprotection.ro. 
959 Glej Zakon o ratifikaciji konvencije angl. Law no. 682/2001 for ratification the Convention for the Protection 
of Individuals with regards to Automatic Processing of Personal Data. Dostopno 31. 3. 2012 na: 
www.dataprotection.ro/index.jsp?page=documents&lang=en. 
960 Npr. obdelave na področju delovnega prava, uresničevanja pravnih sredstev, glede preventivne 
zdravstvene in medicinske oskrbe. O izjemnih primerih tudi tu odloča državni nadzorni organ. Nekatere 
določbe zakona se ne uporabljajo glede obdelave podatkov, ko gre za novinarske, literarne ali umetniške 
namene, ali če osebne podatke javno objavi posameznik sam. 
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državljanov, mora zdravstveno osebje glede obdelave podatkov, pridobiti predhodno 
mnenje zdravniške zbornice.  
 
Posameznik ima pravico pri upravljavcu osebnih podatkov vložiti zahtevo o seznanitvi 
glede vodenja njegovih podatkov le enkrat na leto961, to informacijo pa lahko prejme tudi 
po elektronski poti ali v varen elektronski predal. Za vse zaposlene pri državnemu 
nadzorniku velja, da morajo kot poklicno skrivnost ohraniti tisto, kar so izvedeli pri svojem 
delu, tudi po prenehanju njihovega delovnega razmerja, razen v primerih, ki jih določa 
zakon. V četrtem odstavku 27. člena je poudarjena izrecna določba, da se državni organ v 
primeru nadzora s strani državnega nadzornika ne more sklicevati na državno skrivnost ali 
poklicno molčečnost, nadzornik pa mora informacije kot zaupnost ohraniti zase. Posebnost 
romunskega zakona o varstvu osebnih podatkov je tudi določba, da državni nadzornik za 
varstvo podatkov vodi register, kjer prejme vsak upravljavec posebno evidenčno številko, 
ki jo mora nato uporabljati na vsakem dokumentu, na podlagi katerega zbira, hrani ali 




Sodobna Evropa sloni na temeljih vladavine prava. Pravica do varstva osebnih podatkov, 
ki izhaja iz pravice do zasebnosti posameznika, se je utrdila šele po koncu druge svetovne 
vojne. Tako je mogoče pritrditi Sharmi (1994) in drugim teoretikom, ki pravijo, da gre za 
relativno novo pravico, ki se je razvila v prejšnjem stoletju, izhaja pa kot posledica 
številnih nezakonitih posegov oblasti, medijev in drugih posameznikov v zasebnost in 
integriteto posameznika. 
 
Če Ustanovno listino Organizacije združenih narodov, njeno Splošno deklaracijo in druge 
pakte ter se usmerim v predstavljene dokumente pustim ob strani ugotovim, da je bil v 
vsem tem času na mednarodnopravnem področju narejen velik napredek v smislu 
pravnega zagotavljanja varovanja zasebnosti in s tem osebnih podatkov posameznikov. 
Predvsem s KonSEVOP in Direktivo (95/46/EC), čeprav je med njunima nastankoma minilo 
petnajst let, lahko danes ugotovimo, da se je izoblikovala relativno "nova in samostojna" 
pravica do varstva osebnih podatkov ali informacijske zasebnosti. 
 
Kot prvi mednarodnopravni nezavezujoč dokument sem navedel Smernice OECD, ki 
veljajo le med državami članicami OECD, nanašajo pa se na splošne ukrepe, s katerimi se 
želi omejiti nevarnosti, ki bi lahko zaradi neupravičenih postopkov pri obdelavi in 
čezmejnem prenosu osebnih podatkov posegale v zasebnost in osebne svoboščine ter 
pravice vsakega posameznika,. Dokument prvič opredeli odgovornost upravljavcev 
podatkov in definira temeljna načela obdelave ter prostega pretoka osebnih podatkov 
                                          
961 Npr. v Sloveniji se po ZVOP-1, vloži zahteva pisno ali ustno na zapisnik pri upravljavcu osebnih podatkov, 
in sicer enkrat na tri mesece glede obdelave občutljivih osebnih podatkov in enkrat na mesec za osebne 
podatke, ki se nanašajo na videonadzor. Kadar je to potrebno zaradi poštene, zakonite ali sorazmerne 
obdelave podatkov, pa mora upravljavec omogočiti ustrezno krajši roku, ki ni krajši od petih dni (glej prvi 
odstavek 31. člen ZVOP-1-UPB1). 
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med državami članicami, katerega ni dovoljeno omejevati. Prinaša tudi spoznanje, da se v 
smernicah jasno izraža bistvo varovanja, to pa je posameznikova integriteta in njegova 
zasebnost. 
 
KonSEVOP je mednarodnopravni dokument, ki je zavezujoč v državah članicah Sveta 
Evrope, ki dokument ratificirajo. V njem lahko prepoznam nadgradnjo, saj dodaja nove 
obveznosti tako upravljavcem kot obdelovalcem podatkov v obeh aktivnih sektorjih 
(javnem in zasebnem). Na področju avtomatskih in tudi ročnih zbirk podatkov zahteva od 
njih eksplicitno varovanje zbranih podatkov s pravilnim in zakonitim obdelovanjem, 
shranjevanjem in razpošiljanjem. Prepoznane so tudi izjeme zbiranja nekaterih podatkov, 
ki so opredeljeni kot nujni v demokratični družbi, a brez soglasja posameznika na 
katerega se nanašajo. S tem podaja dokument pravno legitimiteto oblastnim organom 
držav članic, da v upravičenih in zakonitih primerih ter pri čezmejnem prenosu podatkov, 
obravnavajo podatke, ki posegajo v zasebnost posameznika, brez njegovega védenja. 
Posamezniku ta konvencija, za razliko od nekaterih drugih nezavezujočih mednarodnih 
dokumentov, prinaša le nekaj splošnih pravic, s katerimi lahko eventuelno uveljavlja 
varstvo nad zbranimi podatki. Konvencija kot taka ureja zahtevo, da države legalizirajo 
določbe v nacionalni zakonodaji z namenom lažjega meddržavnega prenosa podatkov. 
 
Direktiva (95/46/EC), ki je v času pisanja te disertacije ravno v procesu prenove, prinaša 
pomembne pravice varovanja osebnih podatkov v različnih zbirkah in pri različnih 
upravljavcih, s sedežem v Evropski uniji. Čeprav je od njenega nastanka minilo že več kot 
osemnajst let, je še vedno dovolj uporaben in zgleden dokument, ki obravnava varstvo 
osebnih podatkov, ki v naših dnevnih procesih nastajajo z upravljavci in obdelovalci. 
Opredeljuje pomembno pravico, ki posega v zasebnost posameznika, to je pravico do 
obdelave "občutljivih podatkov", ki se nanašajo na globje osebne dejavnike posameznika 
(od njegovega zdravstvenega stanja, biometričnih podatkov do podeljenih identifikacijskih 
številk). Ta skupina podatkov mora ostati dovolj omejena pred drugimi, saj lahko v 
primeru neupravičenega razkritja hudo prizadene posameznikovo integriteto in 
dostojanstvo. Posamezniku priznava mnogo več pravic v zvezi z zbranimi podatki (kot je 
pravica do popravka, informacije o zbiranju in posredovanju podatkov drugim osebam, do 
tožbe v primeru nezakonito zbranih podatkov in celo uveljavljanja zahtevka za 
odškodnino). Opredeljena je možnost neposrednega trženja s strani upravljavca, kjer pa 
mora posameznika predhodno o pravici do nesodelovanja v trženju tudi poučiti. 
Pogodbeno razmerje, česar KonSEVOP ne ureja, predpisuje direktiva v primerih, ko gre za 
podobdelavo podatkov od primarnega upravljavca k sekundarnemu obdelovalcu, za 
katerega veljajo enake zaveze varovanja podatkov in njihove zaščite kot za upravljavca, s 
tem da mu je glede predanih podatkov odgovoren in deluje pod njegovim nadzorom. 
Državni nadzorni organ pridobiva s to uredbo samostojno in neodvisno funkcijo, ki v 
državi članici (podobno glej tudi KonSEVOP) skrbi za varstvo podatkov in splošno varstvo 
zasebnosti na prvi stopnji. Ta institucionaliziran subjekt je postal pomemben sogovornik 
pri razvoju in varstvu zasebnosti posameznika v državi in na ravni Evropske unije, saj se s 
skupnim delovanjem in praksami prenašajo izkušnje iz nacionalne ravni na nadnacionalno 
raven in vice versa. Institucionalizacija varstva osebnih podatkov zagotavlja evropskim 
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državljanom možnost, da se ne bi nikoli več vzpostavile režimske policije, ki bi nezakonito 
zbirale podatke, o tem pa ne bi nihče ničesar vedel, saj to v demokratični družbi ni 
opravičljivo! Dovolj učinkovito varstvo izvajajo na nacionalni ravni sodišča ter EKČP. Ta je 
v tem času razvila dovolj učinkovito sodno prakso, da lahko vsakemu oblastnemu organu 
države dokažejo še najmanjšo kršitev varstva pravic državljana, njegovih osebnih 
podatkov in predvsem pravice do zasebnosti. To lahko potrdi še en zelo močan, na 
demokratičnih temeljih zasnovan koncept varstva zasebnosti in osebnih podatkov, in sicer 
Listina EU o temeljnih pravicah ter Pogodba o Evropski uniji skupaj s Pogodbo o delovanju 
EU, ki dajejo pravo medevropsko podlago varstvu obeh pravic. Ta zaveza v obeh 
ustanovitvenih dokumentih Unije celo prevlada nad nacionalnim pravom. Tudi v starih 
zahodnih demokracijah, kjer ustave varstva osebnih podatkov niti ne omenjajo962. 
 
Slovenski ZVOP-1-UPB1 kot aktualni Zakon o varstvu osebnih podatkov, vsebuje vsa 
veljavna pravna načela, ki se nanašajo na varstvo informacijske zasebnosti posameznika, 
ki jih določajo predstavljeni in veljavni mednarodno pravni akti (KonSEVOP, Direktiva 
(95/46/EC), Okvirni sklep Sveta EU idr.). Naš zakon vsebuje celo določbe, ki jih, v 
primerjavi z zakoni drugih držav članic, ne vsebuje niti Direktiva (95/46/EC) (npr. 
opredelitev biometrijskega razpoznavanja značilnosti posameznika, ureditev področja 
videonadzora, ki posega na področje osebnih podatkov v istem zakonu, ugotavljanje 
revizijske sledi obdelave podatkov ipd.) Ne glede nato, da je v ZVOP-1 konkretizirana 
ustavna pravica, je ta uveljavljena le v redkih državah zahodnega sveta, kar pomeni, da je 
Slovenija ob nastanku, v primerjavi z ustavnopravno ureditvijo drugih držav, opredelila 
človekove pravice na bistveno višji ravni, jih od tedaj varuje, in se jim ne more več odreči. 
Nad uresničevanjem slovenskega ZVOP-1 bedi Informacijski pooblaščenec, ki je državni 
nadzornik za varstvo osebnih podatkov. Glede na obseg pooblastil in informacijsko prakso, 
ki jo je v teh letih ustvaril ugotovimo, da to varstvo ustreza vsem evropskim zahtevam ter 
smernicam, ki jih dajejo evropski zakonodajni akti, ki regulirajo to področje. Trdno 
verjamem, da jih v marsičem tudi že presega. 
 
Ker pa med državami članicami EU, ki so direktivo implementirale v svoj pravni red, 
obstajajo številne razlike, ter dobre in malo slabše rešitve, bo nova evropska uredba o 
varstvu osebnih podatkov, ki je nastajala ravno v času pisanja tega dela, to prakso le 
nadgradila in vsem evropskim državljanom v razmerju do upravljavcev glede zbiranja, 
obdelave, hrambe in razširjanja naših osebnih podatkov zagotovila več pravic. 
 
 
                                          
962 Gutwirth in De Hert (2009) ugotavljata, da razen nekaterih evropskih držav, kot npr. Belgije, Nizozemske, 
Portugalske in Švedske, druge države v ustavah sploh nimajo opredeljenega varstva osebnih podatkov. Kot 
značilni opredelita dve ureditvi, in sicer francosko varstvo, ki temelji na pravici do svobode, med tem ko 
temelji nemško predvsem na pravici do priznavanja človeškega dostojanstva. Vsi ti pristopi, ki se razlikujejo 
od ameriške tradicije varstva podatkov, temeljijo na načelih javnega prava, zato se tudi njihovo varstvo 
med evropskimi državami delno razlikuje. 
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4.2.3 PRIMERI KRŠITEV OSEBNIH PODATKOV V SLOVENIJI IN NA EVROPSKI 
RAVNI 
 
V nadaljevanju so predstavljeni nekateri naključno izbrani primeri kršitev ustavno priznane 
pravice do varstva osebnih podatkov, ki so jih obravnavala slovenska sodišča in 
Informacijski pooblaščenec. Predstavljam tudi primer omejevanja pravice do zasebnosti, ki 
ga je v dveh delih obravnavalo Evropsko sodišče za človekove pravice in nekatere 
precedenčne primere, v katerih je Sodišče Evropske unije po postopku predhodnega 
odločanja razsojalo glede razumevanja Direktive (95/46/EC) ter podalo sodbe z 
neposrednim učinkom na vse države članice EU.  
 
Izpostavljena sta po dva primera sodne prakse glede kršitev varstva osebnih podatkov, ki 
so jih obravnavala slovenska sodišča in Informacijski pooblaščenec. Pri razvrščanju sem 
uporabil hierarhijo odločanja sodišč, ki velja v slovenskem pravosodnem sistemu. 
 
Primer odločitve Ustavnega sodišča Republike Slovenije  
 
Primer 13: Pretirano zbiranje osebnih podatkov v Zakonu o evidentiranju nepremičnin963. 
 
Ustavno sodišče je leta 2007 v zadevi U-I-464/06-13 presojalo, ali so nekatere določbe 
Zakona o evidentiranju nepremičnin v neskladju z 2., 15. in 38. členom slovenske ustave. 
Po mnenju predlagatelja ocene ustavnosti, Informacijskega pooblaščenca, naj bi določbe 
tega zakona zaradi prekomernega (nesorazmernega) zbiranja osebnih podatkov grobo 
posegle v informacijsko zasebnost posameznika 964. 
 
Ustavno sodišče je v obrazložitvi glede očitka predlagatelja, da sporni zakon ne 
konkretizira dovolj jasno namena zbiranja in obdelave osebnih podatkov zapisalo, da 
pomeni vsako zbiranje in obdelovanje osebnih podatkov poseg v ustavno pravico do 
varstva zasebnosti965, kjer pa ta pravica ni popolnoma neomejena in absolutna. Poseg je 
lahko dopusten966, če zakon določno opredeli, kateri podatki se smejo zbirati, za kakšen 
                                          
963 Glej odločbo Ustavnega sodišča RS, št. U-I-464/06-13, z dne 5. 7. 2007. Dostopno 26. 3. 2012 na: 
www.odlocitve.us-rs.si/usrs/us-odl.nsf/o/dced5d63904e9b6cc12573160029d44b. 
964 Informacijski pooblaščenec je menil, da se z vprašalnikom pretirano zbirajo podatki, ki oblikujejo 
premoženjsko stanje posameznika, ob tem, da so ti podatki glede na zakon tudi javno dostopni, kar 
omogoča enostavno zlorabo in nenamensko uporabo teh podatkov (npr. tudi z vdori v sistem in s 
prečrpavanjem podatkov za nadaljnje podatkovno rudarjenje). Glede javnosti registra nepremičnin, naj bi 
bile določbe zakona v neskladju z 38. členom Ustave, kjer naj bi že iz odločb Ustavnega sodišča (št. U-I-
298/04 in št. U-I-229/03) izhajalo, da so določeni osebni podatki v javni knjigi javni, uporabljati pa se 
smejo le na način, ki je v skladu z določenim ali določljivim zakonitim namenom njihovega zbiranja in 
obdelovanja. 
965 Gre za pravico posameznika, da obdrži informacije o sebi, ker noče, da bi bili z njimi seznanjeni drugi - kar 
predstavlja informacijsko zasebnost. 
966 Po ustavnosodni presoji je mogoče človekove pravice in temeljne svoboščine omejiti, če je cilj ustavno 
dopusten, omejitev pa skladna z načeli pravne države, na način, da se prepoveduje prekomerne posege 
države v omejevanje teh pravic (glej točko 8 odločbe). 
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namen jih je dovoljeno uporabiti, in če je nad zbiranjem, obdelovanjem in uporabo 
predviden nadzor, kar ureja podobno v svojih določbah tudi KonSEVOP in Direktiva 
(95/46/EC). V zvezi s tem je sprejelo stališče, da je register nepremičnin mišljen kot baza 
podatkov, kjer ni mogoče v naprej določiti vseh namenov uporabe podatkov, kar naj z 
vidika ustavnega prava ne bi bilo sporno, če je namen uporabe podatkov določen kasneje 
in skladen z ustavo967 ter zakonom. Zato je Ustavno sodišče RS presodilo, da zakon 
ustrezno opredeli namen zbiranja podatkov in zadošča zahtevi 38. člena Ustave RS. Tako 
očitane sporne določbe zakona v tem delu niso v neskladju z Ustavo RS. 
 
Glede prekomernega zbiranja podatkov je Informacijski pooblaščenec menil, da sporna 
določba zakona ni sorazmerna s koristjo v skupnosti in splošno varnostjo v državi, ki bi 
bila v demokratični družbi nujna, saj zajema tudi premoženjsko stanje posameznika968, kar 
je osebni podatek, ob dejstvu, da postane z določbami tega zakona celo javno dostopen. 
Sodišče je povzelo, da podatki o nepremičninah, ki se evidentirajo v registru nepremičnin, 
lahko sodijo med osebne podatke le, če skupaj z imenom in s priimkom, naslovom in s 
podatkom EMŠO969, izkazujejo premoženjsko stanje določene oziroma določljive osebe970 
in ugotovilo, da izpodbijana določba, ki se nanaša na prekomerno zbiranje podatkov, v 
tem delu ni v neskladju z Ustavo RS. 
 
Vsakdo ima pravico vpogledati ali pridobiti podatke iz javnih evidenc971. Vendar je zakon v 
drugem odstavku 114. člena omogočil, da se lahko ob podatkih posamezne nepremičnine, 
lahko pridobi tudi te podatke o lastniku, in sicer: ime in priimek, naslov stalnega 
prebivališča ter letnico rojstva. To sporno določbo z možnostjo, da naj bi se omogočala 
nevarnost vdorov v elektronske registre in podatkovno rudarjenje, je Informacijski 
pooblaščenec izpodbijal, opozoril pa je tudi na namensko uporabo teh podatkov, kot to 
določa ZVOP. Tu Ustavno sodišče RS povzame, da omogoča sporna določba zakona z 
javnostjo podatkov, uporabo zbranih osebnih podatkov za kakršenkoli namen, kar pa je v 
neskladju z drugim odstavkom 38. člena Ustave RS, in to določbo zakona razveljavilo v 
delu, ki se nanaša na dostop do podatkov o lastniku, uporabniku, najemniku in 
upravljavcu nepremičnine, če gre za fizično osebo v registru nepremičnin.  
                                          
967 Tu pravi, da 38. člen Ustave RS eksplicitno ne zahteva, da morajo biti vsi nameni uporabe podatkov, 
določeni v enem samem zakonu. 
968 Ustavno sodišče RS opozori, da vsakega podatka o posamezniku ni mogoče šteti za pravno varovani osebni 
podatek, saj pravo vzpostavlja razliko med osebnimi podatki in upošteva kontekst podatkov in življenjskih 
situacij. Tako je osebni podatek (npr. ime in priimek, spol, starost, zdravstveno stanje, izobrazba, 
zaposlitev, premoženjsko stanje) lahko varovan zato, ker je iz njega mogoče razbrati značilnosti določene 
osebe, in katerih posredovanje drugim bi lahko tej osebi neupravičeno škodovalo v zasebnem ali javnem 
življenju. Med osebne podatke po tem zakonu sodijo le podatki, če skupaj z imenom in priimkom, naslovom 
in EMŠO številko lastnika nepremičnine, kažejo na njegovo premoženjsko stanje (glej točki 18 in 19). 
969 Po oceni Ustavnega sodišča RS je za popolno identifikacijo posameznika, poleg imena in priimka potreben 
še en dodaten podatek (npr. EMŠO). Glej odločbo Ustavnega sodišča RS, št. U-I-229/03 z dne 9. 2. 2006. 
970 Glej točko 32 obravnavane odločbe. 
971 Glej drugi odstavek 114. člena Zakona o evidentiranju nepremičnin (ZEN), Ur. list, RS, št. 47/06. Po tem 
členu zakona so javne evidence: zemljiški kataster, kataster stavb, register nepremičnin, evidenca državne 
meje in register prostorskih enot. 
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Primer 14: Javna objava podatkov funkcionarjev, ki opravljajo javno funkcijo972. 
 
Skupina poslancev Državnega zbora RS je skupaj s še dvema predlagateljema na Ustavno 
sodišče RS vložila pobudo za oceno ustavnosti in razveljavitev Zakona o nezdružljivosti 
opravljanja javne funkcije s pridobitno dejavnostjo973, ker naj bi ukinil neodvisen organ za 
preprečevanje korupcije, ne da bi ga nadomestil z drugim organom974. Predlagatelji so 
novo zakonsko ureditev izpodbijali med drugim tudi zato, ker naj bi omogočala 
protiustavne posege v pravico posameznika do informacijske zasebnosti iz prvega in 
drugega odstavka 38. člena Ustave RS, saj novela zakona ne opredeljuje podatkov, ki so 
jih drugi državni organi dolžni na zahtevo posredovati Komisiji Državnega zbora RS, kot 
nasledniku ukinjenega organa, ker zakon ni določil namena javne objave osebnih 
podatkov975, in ker naj ne bi bilo razumnega razloga za javno objavo davčnih podatkov 
funkcionarjev976.  
 
Ustavno sodišče RS je določbo zakona glede podatkov, ki se nanašajo na premoženje in 
dohodke funkcionarja, ki jih vodijo davčni ter drugi organi, in jih morajo na zahtevo dati 
Komisiji DZ, preverilo in ugotovilo, da je ta obveznost v zakonu jasno določena, prav tako 
pa tudi namen uporabe pridobljenih podatkov, zato ni v neskladju z 2., 87. in 38. členom 
Ustave RS.  
 
Za nekatere evidence spornega zakona je sodišče presodilo, da vsebujejo tudi osebne 
podatke977, ki pa jih 38. člen Ustave RS pri javnih funkcionarjih ne varuje. Taki podatki so: 
ime in priimek funkcionarja, podatek o darilih, ki jih je prejel v zvezi z opravljanjem 
funkcije, podatek o imenu gospodarskega subjekta, ki ne sme poslovati z naročniki po 
zakonu o javnem naročanju, kot tudi podatek o plači ter drugih prejemkih v času 
opravljanja javne funkcije, kjer objavo teh podatkov ureja drug zakon978, ti osebni podatki 
niso pod varstvom 38. člena Ustave RS979. 
                                          
972 Glej odločbo Ustavnega sodišča RS, št. U-I-57/06-28, z dne 29. 3. 2007. 
973 Predlagatelji so menili, da naj bi bil zakon v neskladju z načeli pravne države iz 2. člena Ustave RS (glede 
določnosti, jasnosti pravnih norm, zaupanja v pravo), z načelom delitve oblasti iz drugega odstavka 3. 
člena Ustave, in v nasprotju z 38. členom Ustave, ker posega v informacijsko zasebnost posameznikov. 
974 Del funkcij Komisije za preprečevanje korupcije bi se ukinil, del pa prenesel na politično nadzorno telo - 
Komisijo Državnega zbora RS. 
975 Mnenje Vlade RS je bilo, da naj bi zakon z javno objavo podatkov o premoženjskem stanju in dohodkih 
funkcionarjev, prispeval k transparentnosti izvršilne veje oblasti in h krepitvi zaupanja v verodostojnost 
javnih institucij in funkcionarjev. 
976 Tretji odstavek 9. člena zakona je določal, da so podatki o dohodkih in o premoženjskem stanju 
funkcionarjev javno dostopni, ne glede na omejitve, ki jih določata zakon o varstvu osebnih podatkov in 
zakon o davčnem postopku glede davčne tajnosti. Tu so predlagatelji menili, da je taka ureditev v 
neskladju z 38. členom Ustave RS in v nasprotju z zahtevo po določnosti oziroma sorazmernosti, kar 
omogoča protiustavne posege v pravico posameznikov do informacijske zasebnosti. 
977 Varovani osebni podatki so npr.: naslov stalnega in začasnega prebivališča, premoženjsko stanje 
funkcionarja ter podatek iz kazenske evidence. 
978 Glej npr. prvi odstavek 38. člena Zakona o sistemu plač v javnem sektorju (ZSPJS-UPB7), Ur. list RS, št. 
95/07, ki določa: "Plače v javnem sektorju so javne, pri čemer so javnosti dostopni podatki o delovnem 
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Ustavno sodišče RS je v nadaljevanju presojalo, ali je poseg v pravico do ustavnega 
varstva osebnih podatkov funkcionarjev v skladu s splošnim načelom sorazmernosti in 
ugotovilo, da objava večjega obsega podatkov ni videti kot razumna glede na zasledovan 
ustavni cilj. Javna objava nekaterih podatkov o premoženjskem stanju funkcionarjev lahko 
celo ogroža pravico do osebne varnosti posameznika980, saj ta z lahkoto postane tarča 
kriminala (npr. v primeru izsiljevanja, ropa, vloma ali tatvine). Glede na to utemeljitev 
(nesorazmernost in ustavna spornost poseganja v varstvo osebnih podatkov) je presodilo, 
da je določba zakona, ki se nanaša na javno objavo podatkov o premoženjskem stanju in 
dohodkih funkcionarja za obdobje, ki ni povezano z opravljanjem javne funkcije, v 
neskladju s prvim odstavkom 38. člena Ustave RS981, kar pomeni, da se omenjeni podatki 
funkcionarjev lahko objavijo samo za mandatno obdobje, ko so opravljali izvoljeno javno 
funkcijo. 
 
Primer odločitve Vrhovnega sodišča Republike Slovenije  
 
Primer 15: Geodetska uprava je glede podatkov o stvarnih pravicah na nepremičnini le 
uporabnik podatkov in ne njen upravljavec982. 
 
Vrhovno sodišče RS je na drugi stopnji odločalo o sodbi Upravnega sodišča RS glede 
odprave odločbe Geodetske uprave RS, kjer je slednja sklep Območne geodetske uprave 
o zavrnitvi zahteve za izdajo posestnega lista nepremičnine prosilcu odpravila in odločila, 
da se njegova zahteva zavrže. Sodišče v obrazložitvi povzame, da je zemljiški kataster 
uradna evidenca vrste rabe posameznih zemljišč, kjer se lahko strankam izdajajo le 
podatki o označbi, legi, obliki, površini in vrsti rabe zemljišč, podatki o lastnikih zemljišč pa 
so v zemljiškem katastru osebni podatki983 in kot taki varovani z Zakonom o varstvu 
osebnih podatkov984. Tako je Območna geodetska uprava menila, da bi bilo izdajanje teh 
podatkov s strani zemljiškega katastra za druge namene in nepooblaščenim osebam v 
nasprotju z namenom njihovega zbiranja in s tem v nasprotju z 38. členom Ustave RS.  
 
                                                                                                                               
mestu, nazivu ali funkciji, o osnovnih plačah, o dodatkih ter delu plače za delovno uspešnost, razen 
dodatka za delovno dobo". 
979 Pri presoji, ali podatki pomenijo varovane osebne podatke je bistveno, da se nanašajo na zasebno sfero 
funkcionarja, saj gre kljub temu lahko za osebne podatke, ki pa glede na svojo vsebino ne uživajo varstva 
po 38. členu Ustave RS. Osebni podatki zasebne sfere so lahko podatki o premoženju, ki obsegajo celotno 
zemljiškoknjižno stanje nepremičnin, deleži v poslovnih subjektih, denarna sredstva, vrednostni papirji, 
dolgovi, prevzete obveznosti, dana posojila, premičnine itd. (glej točki 60 in 61). 
980 Glej 34. člen Ustave RS, ki določa, da ima vsakdo pravico do osebnega dostojanstva in varnosti. 
981 Smiselno stališče Ustavnega sodišča RS velja tudi za javno dosegljivost do podatka o stalnem prebivališču 
javnega funkcionarja, saj je identifikacija že opravljena, funkcionar pa javnosti poznan, zato ni razumnega 
razloga za javno objavo tega podatka. Razlog za to je mogoče najti tudi v morebitnih posegih v človekove 
pravice te osebe in njihovih družinskih članov, vključno s pravico do osebne varnosti (glej 34. člen Ustave). 
982 Glej sodbo Vrhovnega sodišča RS, št. I Up 420/2000, z dne 13. 5. 2004. Dostopno 26. 3. 2012 na: 
www.sodisce.si/znanje/sodna_praksa/vrhovno_sodisce_rs/18556. 
983 Uradni podatki o lastništvu nepremičnine so dosegljivi le v zemljiški knjigi, iz katere se prevzema podatke 
tudi v zemljiški kataster. 
984 Glej Zakon o varstvu osebnih podatkov, Ur. list RS, št. 8/90 in 19/91. 
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Z izpodbijano sodbo je Upravno sodišče RS odpravilo odločbo geodetske uprave in ji vrnilo 
zadevo v ponovni postopek. Povzelo je, da geodetska uprava organ, pristojen za zemljiški 
kataster in ni upravljavec zbirke osebnih podatkov lastnikov zemljišč, ampak le uporabnik 
teh podatkov, zato podatkov o lastnikih zemljišč ne sme posredovati drugim osebam. Ker 
ni bilo pogojev za uvedbo postopka, bi morala območna geodetska uprava zahtevo 
stranke s sklepom zavreči in ne zavrniti, zato je geodetska uprava sklep območne 
geodetske uprave odpravila in zahtevo stranke zavrgla. 
 
Vrhovno sodišče ugotavlja, da je Upravno sodišče RS materialno pravo (določbe ZVOP), 
ko je razložilo, da ni upravljavec podatkov o lastništvu nepremičnin, in da jih zato ni 
pooblaščena posredovati prosilcu, uporabilo napačno. Namreč, podatki načrtov, katastrov 
in drugih evidenc geodetske službe so javni, če ni z zakonom ali drugim predpisom 
določeno drugače, posebno varstvo pa velja za osebne podatke, kjer gre za posredovanje 
podatkov o lastništvu tretjih oseb na nepremičninah, torej do podatkov, ki niso javni. 
Utemeljilo je, da subjekt, ki podatkov ne zbira v smislu vodenja evidence in za to nima 
pooblastila, je lahko zgolj uporabnik. Tisti, ki pa evidenco vodi in ima pooblastilo za njeno 
vodenje, pa ima lastnost in položaj njenega upravljavca.  
 
Podatki o lastništvu zemljišč se evidentirajo in vodijo v zemljiškem katastru po zakonskem 
pooblastilu, zato ima subjekt, ki opravlja zadeve zemljiškega katastra lastnost upravljavca 
in ne le uporabnika. Zemljiški kataster in zemljiška knjiga sta ločeni uradni evidenci, kjer 
se v zemljiškem katastru evidentirajo podatki o zemljiščih, v zemljiški knjigi pa se zbirajo 
podatki o stvarnih pravicah na nepremičninah. Evidenci sta ločeni, tako da je zemljiški 
kataster v pristojnosti izvršilne veje oblasti, zemljiška knjiga pa v pristojnosti sodne veje 
oblasti. Za zemljiški kataster se uporabljajo pravila upravnega postopka, za zemljiško 
knjigo pa pravila nepravdnega sodnega postopka.  
 
Po 1. odstavku 10. člena Zakona o odvetništvu985 so državni organi, organizacije in 
posamezniki, ki izvajajo javna pooblastila, dolžni dajati odvetniku podatke, ki jih potrebuje 
pri opravljanju odvetniškega poklica v posamični zadevi. V poštev pridejo katerikoli 
podatki, razen osebnih podatkov, katerih posredovanje posebej ureja 2. odstavek 
navedenega člena. Po tej določbi so odvetniki od upravljavcev zbirk podatkov upravičeni 
zahtevati posredovanje osebnih podatkov, kadar jih potrebujejo za opravljanje procesnih 
dejanj v okviru zastopanja stranke. Geodetska uprava glede podatkov o stvarnih pravicah 
na nepremičninah ni upravljavec zbirke podatkov, temveč uporabnik teh podatkov v  
smislu 2. odstavka 10. člena ZVOP. Pooblastilo, dano odvetnikom tako prosilcu, ne 
omogoča, da bi si od uporabnika zbirke podatkov pridobila osebne podatke in podatke o 
stvarnih pravicah posameznika na nepremičninah. Prav tako pa uporabnik podatkov stori 
prekršek, če drugim osebam posreduje osebne podatke, ki mu jih je posredoval 
upravljavec zbirke podatkov. Podatek o lastništvu tretjih oseb na nepremičnini je osebni 
podatek po 1. točki 5. člena ZVOP. Za sodišče je sporno le stališče, da je geodetska 
                                          
985 Glej Zakon o odvetništvu (ZOdv), Ur. list RS, št. 18/93. 
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uprava glede podatkov o stvarnih pravicah na nepremičnini upravljavec in ne le uporabnik 
podatkov, kar pomeni, da teh osebnih podatkov ne sme posredovati drugim osebam. 
 
Glede na navedeno je Geodetska uprava RS pravilno uporabila materialno pravo in razloge 
ter pravilno zavrgla zahtevo prosilca za izdajo posestnega lista, ker ni bilo pogojev za 
uvedbo postopka. Ker je Upravno sodišče RS zmotno uporabilo materialno pravo (določbo 
4. točke 2. člena ZVOP, da je geodetska uprava upravljavec podatkov o lastništvu 
nepremičnin) je Vrhovno sodišče RS izpodbijano sodbo spremenilo tako, da je tožbo 
zavrnilo. 
 
Primer 16: Revizija tožbe – Ali je "ime in priimek" osebni podatek ali ne, ni pomembno 
pravno vprašanje986. 
 
V preizkusu revizije zoper izdano pravnomočno sodbo Upravnega sodišča RS, ki je zavrnilo 
tožbo pravne osebe – revidenta zoper odločbo Informacijskega pooblaščenca987, je v 
postopku nezakonite obdelave osebnih podatkov, z namenom vodenja nove zbirke ter 
razkrivanjem in dajanjem podatkov na razpolago drugim uporabnikom, Vrhovno sodišče 
RS najprej ugotovilo, da je revizija dovoljena, če je podan eden izmed pogojev za njeno 
dovoljenost988. Revident – pravna oseba je uveljavljala obstoj pogoja989, da gre za 
odločitev o pomembnem pravnem vprašanju, in sicer, ali je osebni podatek in v katerih 
primerih je dopustno iskanje po tem podatku. Vrhovno sodišče RS je glede tega vprašanja 
poudarilo, da nastopi pomembno pravno vprašanje takrat, ko je mogoče od njegove 
rešitve pričakovati razvoj prava preko sodne prakse takega vprašanja. Ker revident ni 
natančno ter in concreto navedel trditvenega oziroma dokaznega bremena in obrazložil, 
zakaj je Upravno sodišče to vprašanje rešilo nezakonito, je presodilo, da revizija ni 
dovoljena in jo zavrgla990. Na podlagi tega sodišče šteje, da vprašanje, ali je "ime in 
priimek" osebni podatek ali ne, niti ni pomembno pravno vprašanje za presojo 
dovoljenosti same revizije. 
 
 
                                          
986 Glej Sklep Vrhovnega sodišča št. X Ips 841/2007, z dne 16. 4. 2009. Dostopno 27. 3. 2012 na: 
www.sodisce.si/znanje/sodna_praksa/vrhovno_sodisce_rs/62113. 
987 Z odločbo je bilo pravni osebi odrejeno, da izvede popravke računalniškega programa svojim uporabnikom, 
kjer ne bodo imeli možnosti dostopa do osebnih podatkov z vnosom imena, priimka, ali s klikom na osebno 
ime zastopnika, člana vodstva, ustanovitelja, ali člana nadzornega sveta ter preneha z razkrivanjem, 
sporočanjem ter širjenjem osebnih imen teh oseb svojim uporabnikom, razen tistih, ki so predhodno 
ustrezno seznanjeni z namenom obdelave osebnih podatkov, če podajo ustrezno osebno privolitev ali 
sklenejo pogodbo. 
988 Po upravnosodni praksi Vrhovnega sodišča RS je trditveno in dokazno breme o obstoju pogojev za 
dovoljenost revizije vedno na strani revidenta. 
989 Po tej določbi gre za odločitev o pomembnem pravnem vprašanju, če odločba sodišča prve stopnje 
odstopa od sodne prakse Vrhovnega sodišča, ali če v sodni praksi sodišča prve stopnje o tem pravnem 
vprašanju ni enotnosti, Vrhovno sodišče pa o tem še ni odločalo. Glej drugo točko drugega odstavka 83. 
člena Zakona o upravnem sporu (ZUS-1), Ur. list, RS, št. 105/06. 
990 Glej 89. člen ZUS-1. 
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Primere odločitve Upravnega sodišča Republike Slovenije  
 
Primer 17: Pritožba zoper zavrnitev seznanitve z lastnimi osebnimi podatki pri upravljavcu 
osebnih podatkov. 
 
Upravno sodišče RS je v upravnem sporu št. IV U 85/2010 in IV U 86/2010991, z dne 7. 6. 
2011, presojalo o odločitvi Informacijskega pooblaščenca, ki je zavrnil pritožbo stranke do 
seznanitve z nekaterimi lastnimi osebnimi podatki pri upravljavcu osebnih podatkov 
(upravniku objekta). Presoja temelji na ugotovitvi, da je stranka pri upravljavcu vložila 
zahtevo za dostavo fotokopij dokumentov iz zbirke osebnih podatkov, kjer je upravljavec 
nekaj dni za tem stranki omogočil vpogled v zbirko na sedežu družbe, pa se stranka vabilu 
ni odzvala. Zaradi nedostave zahtevanih dokumentov je pri Informacijskem pooblaščencu 
kasneje vložila prijavo.  
 
Vlogo je Informacijski pooblaščenec obravnaval kot pritožbo zaradi kršitve pravice do 
seznanitve z lastnimi osebnimi podatki in v postopku ugotovil, da je stranka zahtevala 
fotokopije določenih dokumentov iz zbirke osebnih podatkov, ki jo vodi upravljavec, kjer 
je šlo za vsebinsko zahtevo po pojasnilih, saj stranka ni upravičena zahtevati konkretnih 
dokumentov, ampak pojasnila oziroma informacije, kot to določa 30. člen ZVOP-1992. 
Pooblaščenec je presojal tudi pravno podlago upravljavca za obdelovanje osebnih 
podatkov lastnikov nepremičnin in ugotovil, da temu pogoju zadostuje tako pogodba o 
upravljanju objekta993 kot področni Stanovanjski zakon, ki upravnika pooblašča za 
obdelavo osebnih podatkov994. 
 
Upravno sodišče RS v postopku povzema, da so navedbe stranke v celoti neutemeljene in 
ugotovi, da je izpodbijana odločba Informacijskega pooblaščenca pravilna, zakonita in 
utemeljena z razlogi. Bistvo presoje spora predstavlja upravičenost posameznika do 
seznanitve z lastnimi osebnimi podatki pri upravljavcu podatkov, vendar posega vmes še 
zakonska določba četrtega odstavka 53. člena Stanovanjskega zakona, ki določa, da 
                                          
991 Primer dostopen 26. 3. 2012 na: 
www.sodisce.si/znanje/sodna_praksa/upravno_sodisce_rs/2010040815262997. 
992 Upravno sodišče poudarja, da pravica do seznanitve z lastnimi osebnimi podatki ni pravica do seznanitve z 
dokumentom (dokumentarnim gradivom), ki se nanaša na posameznika, pač pa pravica do seznanitve z 
osebnimi podatki, ki jih vsebuje posamezni dokument (enota dokumentarnega gradiva). Kljub temu, da se 
na posameznem dokumentu nahajajo osebni podatki posameznika, to še ne pomeni, da lahko posameznik 
na podlagi 30. člena ZVOP-1 pridobi celoten dokument. Prav tako pa posameznik na podlagi 5. in 6. točke 
prvega odstavka 30. člena ZVOP-1 ni upravičen zahtevati od upravljavca, ki osebne podatke obdeluje na 
podlagi zakona in ne potrebuje osebne privolitve posameznika, posredovanja fotokopij besedil zakonov, 
ampak je le upravičen do informacij o virih na katerih temeljijo zapisi, ki jih o posamezniku vsebuje zbirka 
osebnih podatkov, o metodi obdelave ter do informacij o namenu obdelave vrste osebnih podatkov, ki se 
obdelujejo. 
993 V inšpekcijskem postopku je Pooblaščenec ugotovil, da zadnje pogodbe o upravljanju stavbe, stranka ni 
podpisala. 
994 Četrti odstavek 53. člena zakona določa, da učinkuje pogodba o opravljanju upravniških storitev tudi proti 
etažnim lastnikom, ki je niso podpisali oziroma proti etažnim lastnikom, ki so glasovali proti imenovanju 
pooblaščenca za sklenitev in proti vsem pravnim naslednikom etažnih lastnikov. 
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upravniki vodijo tudi podatke etažnih lastnikov, ki pogodbe o upravljanju niso podpisali in 
drugega odstavka 61. člena, ki določa neposreden prevzem zbirk osebnih podatkov v 
primeru prenehanja starega upravnika in prenos k novemu upravniku objekta.  
 
Ker se je upravljavec trudil zahtevane podatke zagotoviti v vpogled, a se stranka vabilu ni 
želela odzvati, je Upravno sodišče RS presodilo, da določbe 30. člena ZVOP-1 v tem 
primeru niso bile kršene, prav tako pa da je odločba Informacijskega pooblaščenca 
pravilna in utemeljena na zakonu ter tožbo stranke kot neutemeljeno zavrnilo. 
 
Primer 18: Nezakonita obdelava osebnih podatkov v zasebnem sektorju, z namenom 
vodenja nove zbirke ter razkrivanjem in dajanjem podatkov na razpolago drugim 
uporabnikom995. 
 
Upravno sodišče RS je v sodbi št. U 2477/2005 presojalo utemeljenost odločbe 
Informacijskega pooblaščenca996, ki je pravni osebi, to je založniku: a) odredil popravek 
računalniškega programa za vse uporabnike, ki imajo dostop do podatkov v zbirki s tem, 
da se z vpisom imena, priimka ali s klikom na ime osebe v iskalniku, onemogoči dostop do 
podatkov, v katerih je neka oseba zastopnik, član vodstva, ustanovitelj ali član 
nadzornega sveta, b) odredil blokado ali izbris osebnih imen in vsakršen priklic, vpogled, 
dostop ali uporabo oseb v zbirki in c) dovolil, da po preteku določenega roka, lahko 
razkriva, sporoča ter širi osebne podatke tistih posameznikov, ki so bili ustrezno 
seznanjeni z namenom obdelave njihovih osebnih podatkov ter so podali osebno privolitev 
ali sklenili ustrezno pogodbo.  
 
Prizadeta stranka v obrazložitvi svoje pritožbe navaja, da je inšpektor za varstvo osebnih 
podatkov izvedel postopek inšpekcijskega nadzora na podlagi prijave, ker naj bi prek 
programa obdelovala osebne podatke posameznikov in s tem kršila določbe ZVOP-1997.  
Inšpektor je v postopku ugotovil, da so v računalniškem programu dejansko zbrani osebni 
in drugi podatki posameznikov998, ki jih stranka pridobiva z notranjimi raziskavami in od 
zunanjih virov999, ob vnosu v bazo pa oseb o tem ne obvesti, kot tudi ne o namenu 
obdelave, vrsti zbranih podatkov1000 in uporabnikih, ki bodo uporabljali program, o 
upravljavcu zbirke niti o pravici do vpogleda, prepisa, kopiranja, dopolnitve, popravka, 
                                          
995 Glej sodbo Upravnega sodišča št. U 2477/2005, z dne 10. 10. 2007. Dostopno 26. 3 2012: 
www.sodisce.si/znanje/sodna_praksa/upravno_sodisce_rs/60303. 
996 Informacijski pooblaščenec je pravni naslednik Inšpektorata za varstvo osebnih podatkov pri Ministrstvu za 
pravosodje, ki je bil ustanovljen leta 2005, z Zakonom o informacijskem pooblaščencu (ZinfP), Ur. list RS, 
št. 113/05. 
997 Kršene naj bi bile določbe 8., 10., 16., 19. in 83. člena ZVOP-1, Ur. list RS, št. 86/04. 
998 Kjer je mogoče v programu, s kliki na osebe, posameznike z lahkoto identificirati na način, ki ne povzroča 
velikih stroškov, nesorazmernega napora in se ne porabi veliko časa. 
999 Kot je Poslovni register Slovenije, javni telefonski imenik, Uradni list RS, Sodni register, Agencija Republike 
Slovenije za javnopravne evidence in storitve, dnevno časopisje itd. 
1000 Vsako zbiranje, pridobivanje, urejanje, shranjevanje, razkrivanje, sporočanje, širjenje ali povezovanje 
osebnih podatkov pomeni obdelavo osebnih podatkov in s tem poseg v ustavno pravico 38. člena Ustave. 
Glej tudi povezavo v 19. členu ZVOP-1. 
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blokiranja in izbrisa lastnih osebnih podatkov. Tako se glede na 6. točko prvega odstavka 
6. člena ZVOP-1 stranka šteje kot upravljavec osebnih podatkov. Tudi obrazložitev 
stranke, da potrdijo posamezniki objavo svojih osebnih podatkov z naročilnico npr. v 
javnem telefonskem imeniku, kjer jih nato nekdo uporabi za svojo zbirko, po mnenju 
inšpektorja ni zadostni pogoj, ki šteje kot osebna privolitev posameznika za obdelavo 
osebnih podatkov, saj se ti podatki zbirajo za drug namen, ki ima podlago ali v izrecni 
osebni privolitvi ali v zakonu1001. Inšpektor zaključi, da pritožnik nima pravne podlage za 
zbiranje in obdelavo osebnih podatkov, ki jih vodi v svoji zbirki, ter jih razkriva, sporoča, 
širi in daje na razpolago svojim uporabnikom brez soglasja posameznika, ki je voden v 
zbirki1002.  
 
Upravno sodišče RS tako v svoji obrazložitvi sodbe povzame, da je Informacijski 
pooblaščenec stranki zaradi očitnih kršitev Zakona o varstvu osebnih podatkov izdal 
pravilno in na zakonu utemeljeno odločbo. Ker tožeča stranka ni imela pravne podlage, da 
bi v svoji zbirki osebnih podatkov vodila in obdelovala osebne podatke posameznikov, jih 
razkrivala, sporočala, širila in dala na razpolago svojim uporabnikom, je sodišče 
izpodbijano odločbo Informacijskega pooblaščenca štelo za utemeljeno, tožbo stranke pa 
je kot neutemeljeno zavrnilo. 
 
Primer odločitve Informacijskega pooblaščenca  
 
Primer 19: Posredovanje SMS oglasnih sporočil, kljub zahtevi po prenehanju s strani 
uporabnika1003. 
 
Informacijski pooblaščenec je na podlagi prijave posameznika pri zavezancu opravil 
inšpekcijski nadzor nad izvajanjem določil ZVOP-1-UPB1. Ta se je pred leti preko mobilne 
telefonske številke prijavil v klub založniškega podjetja, sicer brez navedbe svojega imena 
in priimka, in se iz kluba nekaj tednov kasneje tudi odjavil. Po dveh letih je od istega 
založnika prejel SMS oglasno sporočilo, kljub temu da je podal zahtevo po prenehanju 
uporabe njegove številke za pošiljanje SMS sporočil in neposredno trženje. 
Pooblaščenec je v postopku ugotovil, da se je posameznik s telefonsko številko prijavil v 
servis ponudnika že pred leti, kjer je bila njegova številka vnesena v register. Pravno 
podlago za obdelavo telefonskih številk je predstavljalo posredovano sporočilo uporabnika 
te številke, ki je hkrati nevede sprejel tudi Splošne pogoje sodelovanja v klubu. 
 
                                          
1001  Kot je to primer zdajšnjega Zakona o sodnem registru (ZSReg-UPB2), Ur. list RS, št. 54/07 in Zakona o 
Poslovnem registru Slovenije (ZPRS-1), Ur. list RS, št. 49/06). 
1002 Dejstvo, da so osebni podatki v določeni zbirki osebnih podatkov (npr. sodni register) javni, še ne pomeni, 
da se lahko taki podatki skupaj z drugimi osebnimi podatki iz javno dostopnih zbirk, brez izrecne zakonske 
ali druge pravne podlage povežejo ali uporabljajo za vodenje nove zbirke ter, da se tako zbrani osebni 
podatki hranijo, prilagajajo, uporabljajo, razkrivajo, sporočajo, širijo oziroma dajejo na razpolago drugim 
uporabnikom! 
1003 Glej odločbo Informacijskega pooblaščenca št. 0613-303/2009, z dne 27. 5. 2010. 
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Zavezanec je v svoji obrazložitvi inšpektorju ponazoril določljivost osebnega podatka po 
ZVOP-1-UPB1 s tem, da se "telefonska številka nanaša na stvar in ne na posameznika", 
saj se uporabnik aparata, v kateri je določena SIM-kartica s telefonsko številko, lahko 
zamenja. Informacijski pooblaščenec povzema, da telefonska številka ni osebni podatek, 
saj se nanaša na stvar (telefonski aparat). Ta pa lahko kaj hitro postane osebni podatek, 
če je mogoče telefonsko številko, ki pripada določenemu telefonskemu aparatu, brez 
večjih stroškov, nesorazmerno velikega napora in porabe časa povezati s posameznikom 
in ga identificirati,1004. Osebni podatek bi telefonska številka predstavljala tudi v primeru, 
če bi se jo dalo preveriti preko spletne strani (npr. v javnem telefonskem imeniku1005) in s 
tem ugotoviti ime in priimek njenega uporabnika. 
 
Informacijski pooblaščenec v obrazložitvi opozori na mnenje Delovne skupine 29, ki 
predlaga, da je potrebno upoštevati vse dejavnike, ki vplivajo na identifikacijo 
posameznika, saj je tveganje večje pri tretjih osebah, ki bi imele dostop do telefonske 
številke posameznika, zaradi njegovih drugačnih namenov (npr. profiliranje, izsiljevanje, 
identifikacija), kakor jih ima upravljavec. V tem postopku ugotovi, da je imel zavezanec 
pravno podlago v osebni privolitvi posameznika s tem, ko je ta sprejel Splošne pogoje 
uporabe storitev, vendar pa bi ga moral izbrisati, ko se je odjavil od naročene storitve in 
ne več pošiljati sporočil, saj zanje ni imel pravne podlage. Ker je inšpektor presodil, da je 
sporen tudi člen Splošnih pogojev in Pravil sodelovanja v klubu, ki se nanaša na odjavo od 
prejemanja komercialnih storitev (prenehanje ponujanja storitev in obdelave podatkov), ki 
začne učinkovati šele po 7 letih1006, je zavezancu z odločbo odredil takojšnji izbris sporne 
telefonske številke iz registra telefonskih številk ter črtanje besedila obdobja sedmih let v 
Splošnih pogojih in Pravilih sodelovanja v klubu. 
 
Primer 20: Neomejena objava osebnih podatkov kandidatov za volitve v Državni zbor v 
letih 2000, 2004 in 20081007. 
 
Informacijski pooblaščenec je v inšpekcijskem nadzoru, Državni volilni komisiji, izdal delno 
odločbo zaradi ugotovljenih nepravilnosti v zvezi z izvajanjem določb ZVOP-1 in z 
ukrepom, da se s spletne strani odstrani seznam potrjenih list in seznamov kandidatov, o 
katerih se je glasovalo na volitvah v Državni zbor leta 2008, 2004 in 2000. Ob 
pregledovanju spletnih strani Državne volilne komisije je ugotovil, da so bili na njih še 
                                          
1004 V zvezi s tem je Informacijski pooblaščenec v mnenju št. 0712-603/2007/2, z dne 13. 7. 2007, kdaj 
postanejo podatki, ki se nanašajo na stvari, osebni podatki, oziroma kdaj se take podatke obravnava kot 
osebne podatke podal primerjavo s podatki o št. šasije in barve vozila, kjer zaključi, da nastane osebni 
podatek takrat, ko je mogoče s tem posameznika - lastnika vozila identificirati (npr. z vpogledom v 
prometno dovoljenje). 
1005 Tu ZVOP-1-UPB1 v 72. členu dovoljuje uporabo telefonske številke za namen neposrednega trženja, če bi 
jo pridobil iz javno dostopnega telefonskega imenika. 
1006 Inšpektorica je upoštevala načelo prostega urejanja obligacijskih razmerij, kot ga določa 3. člen 
Obligacijskega zakonika (glej Ur. list RS, št. 97/07). 
1007 Glej odločbo Informacijskega pooblaščenca, št. 0612-192/2011, z dne 15. 11. 2011. 
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vedno objavljeni osebni podatki kandidatov1008 iz volitev v Državni zbor RS, v Državni svet 
RS, za predsednika republike in na lokalnih volitvah.  
 
V svoji obrazložitvi je zavezanec poudaril, da so podatki na spletni strani objavljeni na 
podlagi 61. člena Zakona o volitvah v državni zbor (ZVDZ-UPB1)1009, ki določa, da se 
seznami potrjenih list in seznami kandidatov objavijo v medijih ali na drug način, ki ga 
določi državna volilna komisija, najpozneje petnajst dni pred dnem glasovanja1010, vsi 
kandidati pa morajo dati za vsako kandidaturo pisno soglasje, da jo sprejemajo1011. 
 
Informacijski pooblaščenec povzame, da so objavljeni podatki o datumu in kraju rojstva, 
poklicu, delu, ki ga opravlja posameznik in dejstvo, da kandidira na volitvah, osebni 
podatek in so tako varovani z Zakonom o varstvu osebnih podatkov. Ker volilni zakon 
določa, da lista kandidatov vsebuje omenjene osebne podatke in da se seznami potrjenih 
list objavijo v medijih oziroma na ustrezen način, Informacijski pooblaščenec meni, da 
zakonodajalec z objavo osebnih podatkov kandidatov zasleduje cilj, da volivci informirano 
sprejmejo odločitev o tem, kateremu kandidatu bodo namenili svoj glas na volitvah, iz 
česar naj bi izhajalo, da ureja volilni zakon objavo osebnih podatkov kandidatov "samo za 
čas pred volitvami, ne ureja pa objave osebnih podatkov tudi v času po volitvah" in koliko 
časa naj bodo podatki objavljeni. Ker ZVDZ-UPB1 ne določa nobenega drugega namena 
javne objave osebnih podatkov kandidatov, ta je bil že dosežen z izvolitvijo ali neizvolitvijo 
kandidatov v prejšnjih volilih obdobjih, bi morala Državna volilna komisija vsebino osebnih 
podatkov izbrisati po volitvah1012.  
 
Informacijski pooblaščenec v odločbi preventivno seznani, da je obdelava osebnih 
podatkov na spletu z vidika zlorab veliko bolj tvegana in nevarnejša, ker je razširjanje teh 
podatkov nemogoče zajeziti in nato odpravljati posledice nastale škode. Prav tako pa 
nenadzorovano nastajajo zbirke novih osebnih podatkov, ki se lahko uporabljajo v 
nezakonite namene. Bistveno po mnenju Informacijskega pooblaščenca je, da 
zakonodajalec v noveli volilnega zakona uredi obdelavo osebnih podatkov kandidatov po 
volitvah, pri tem pa vidik javne objave podatkov kandidatov strogo presodi z vidika načela 
sorazmernosti obdelave osebnih podatkov.  
 
 
                                          
1008 Na spletnih straneh www.volitve.gov.si, so bili objavljeni naslednji osebni podatki kandidatov: ime in 
priimek, datum rojstva, kraj rojstva, naslov prebivališča, poklic in delo. 
1009 Glej Zakon o volitvah v državni zbor (ZVDZ-UPB1), Ur. list RS, št. 109/06. 
1010 Namen obvezne objave list kandidatov kandidatov o katerih se glasuje je v tem, da se volivke in volivci 
seznanijo z vsemi kandidati in se svobodno odločijo, komu bodo dali svoj glas. 
1011 Glej 50. in 51. člen ZVDZ-UPB1. 
1012 Pooblaščenec pove, da je točni trenutek, kdaj je namen javne objave osebnih podatkov kandidatov 
potekel, nastopil z dnem, ko izidov volitev ni bilo mogoče več izpodbijati z nobenim pravnim sredstvom. 
Meni tudi, da če bo zainteresirana javnost želela pridobiti podatek o tem, kdo je kandidiral na prejšnjih 
volitvah, vloži zahtevo v skladu z Zakonom o dostopu do informacij javnega značaja pri organu, ta pa mora 
pretehtati, ali obstajajo v tem primeru tudi izjeme od prostega dostopa do informacij (npr. ravno pri 
osebnih podatkih kandidatov). 
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Primeri sodb Evropskega sodišča za človekove pravice 
 
Evropsko sodišče za človekove pravice (v nadaljevanju kratica: ESČP) je v svojem 
dolgoletnem delovanju razvilo obširno sodno prakso, ki postaja sestavni del notranjega 
prava držav članic Sveta Evrope. Ob tem ima mednarodno pravo, zlasti pravo človekovih 
pravic, še vedno pomemben vpliv na oblikovanje nacionalnih pravnih pravil. Kot povzema 
Informacijski pooblaščenec1013, je mednarodno varstvo človekovih pravic tako subsidiarno 
kot komplementarno, kar pomeni, da ima država po tem, ko je do kršitve prišlo, možnost, 
da sama popravi krivice, preden se posameznik zateče k mednarodnemu varstvu. To 
pravilo pa se uresničuje skozi obveznost izčrpanja domačih pravnih sredstev pred 
vložitvijo tožbe na ESČP. 
 
V nadaljevanju predstavljam izbran primer kršitve varstva osebnih podatkov, ki ga je 
obravnavalo Evropsko sodišče za človekove pravice.  
 
Primer 21: Von Hannover vs. Germany I.1014. 
 
V primeru številnih tožb monaške princese Caroline von Hannover gre za njen boj proti 
nemškemu "rumenemu tisku", ki naj bi pretirano posegal v njeno zasebnost in družinsko 
življenje. V sodnih postopkih pred nemškimi sodišči je zahtevala prepoved objave in 
razširjanja svojih fotografij. Prvostopenjsko in pritožbeno sodišče v Hamburgu pritožbi 
nista ugodili z utemeljitvijo, da mora kot znana osebnost1015 trpeti objavo fotografij brez 
soglasja, ker iz legitimne pravice medijev izhaja, da obveščajo javnost, in ker gre za 
sestavni del svobode tiska. Zvezno ustavno sodišče je odločilo v njeno korist le v primeru, 
kjer so bile fotografije nje in njene družine posnete naskrivaj. Utemeljitev se je nanašala 
na to, da se imajo tudi absolutno javne osebnosti pravico umakniti v zasebni prostor. 
Zapisali so, da se kot absolutni javni osebnosti njena pravica do zasebnosti prične za 
vhodnimi vrati njene hiše1016. Obrazložitev Zveznega ustavnega sodišča se je nanašala na 
to, da ima tisk pomembno vlogo pri ustvarjanju javnega mnenja in tako opravlja 
pomembno socialno funkcijo1017.  
 
Primer je obravnavalo še Evropsko sodišče za človekove pravice, ki je v sodbi ugotovilo, 
da je Nemčija kršila 8. člen Evropske konvencije o človekovih pravicah, ker ni dovolj 
korektno pretehtala med pravico do zasebnosti in pravico do svobode izražanja. Zasebno 
namreč vključuje tudi elemente osebne identitete (ime in podoba)1018, torej človekovo 
fizično in psihično integriteto, ki mu zagotavlja svobodni razvoj osebnosti v odnosih z 
drugimi ljudmi. Sprejelo je razlago, da je potrebno razlikovati med varstvom zasebnosti 
                                          
1013 Glej odločbo Informacijskega pooblaščenca št. 0612-192/2011, z dne 15. 11. 2011. 
1014 Glej sodbo ESČP, št. 59320/00, Von Hannover vs. Germany, z dne, 29. 9. 2004. 
1015 Izvirna obrazložitev se glasi (angl. The applicant, as a figure of contemporary society “par excellence” 
(eine “absolute” Person der Zeitgeschichte), had to tolerate this kind of publication". 
1016 Izvirnik se glasi (angl. The right to protection of private life stopped at their front door"). 
1017 Sodba v zadevi Von Hannover vs. Germany (povzeto po Rovšek, 2005, str. 54–59). 
1018 Kar se šteje tudi po odstavku a, člena 2 Direktive (95/46/EC) za osebni podatek. 
 241 
politikov in drugih javnih osebnosti. Pri prvih imajo mediji legitimno pravico, da se do 
določene mere zanimajo za njihovo zasebno življenje, saj to izhaja iz njihove pravice, da 
širijo za javnost pomembne informacije. Nimajo pa pravice posegati v zasebnost javnih 
oseb, ki so postale znane tudi proti svoji volji, kadar podrobnosti iz njihovega zasebnega 
življenja nimajo pomena za javno razpravo o pomembnih družbenih zadevah. 
 
Podoben pravni boj proti objavljanju fotografij v revijah bije tudi hči monaške princese, 
Charlotte Casiraghi, ki je na nemškem zveznem sodišču tožbo izgubila. Sodišče je reviji 
Bunte namreč odpravilo prepoved objave sporočila o plesu v Monaku, ki se ga je udeležila 
Charlotte. Obrazložilo je, da mora vsak, ki se pojavi na podobnih prireditvah, "javno 
poročanje o njegovi udeležbi na prireditvi kakor tudi komentarje in vrednostne opazke o 
njegovi osebnosti vzeti v zakup"1019. 
 
Primer 22: Von Hannover vs. Germany II.1020. 
 
Evropsko sodišče za človekove pravice je leta 2012 na podlagi nove tožbe monaške 
princese Caroline in njenega moža Augusta von Hannover že drugič odločalo o zavrnjenih 
prošnjah princese zoper odločitev nemških sodišč, da bi revijam prepovedali nadaljnje 
objavljanje fotografij iz zasebnega življenja v tisku, s katerim ji je, kot meni sama, kršena 
pravica do zasebnega življenja po členu 8 EKČP. 
 
V sodbi iz leta 2004 je ESČP zapisalo, da se mora nacionalni zakon razlagati ozko, da 
lahko država v skladu s svojo pozitivno obveznostjo zagotovi zaščito zasebnega življenja 
posameznika in pravico njegove lastne presoje do uporabe svoje podobe (fotografij)1021. V 
sodbi je najprej povzelo vse tri sporne fotografije, kjer je v prvem sodnem primeru 
nemško okrožno sodišče presodilo umik spornih fotografij, za katere založnik ni dobil 
dovoljenja princese1022 (tu se je tehtalo med interesi fotografirane osebe in pravico do 
informiranosti javnosti o pomembni javni osebnosti), kjer je prevladalo varstvo 
posameznikovih osebnostnih pravic1023.  
 
Na to sodbo je eden od založnikov vložil pritožbo na pritožno sodišče v Hamburgu, ki je 
presodilo, da se morajo javne osebnosti zavedati tveganja, da jih bodo lahko fotografirali 
kadarkoli in kjerkoli, sploh če bodo prisotni na uradnih javnih dogodkih ali v množici ljudi, 
in bodo te fotografije videli objavljene šele naknadno, česar z zakonom ni mogoče 
prepovedati. Nemško Zvezno sodišče je ugotovilo, da je objava slike javne osebe zaradi 
njenega pomena v sodobni družbi potrebna in sprejemljiva, razen, če bi se s tem kršili 
                                          
1019 Glej prispevek v časopisu Dnevnik, dne 17. in 19. 11. 2010, pod naslovom: Monaška princesa Charlotte je 
izgubila tožbo s senzacionalistično revijo Bunte. 
1020 Glej sodbo ESČP, št. 40660/08 in 60641/08, z dne 7. 2. 2012. 
1021 Točka 72 in 74 sodbe ESČP, Von Hannover vs. Germany, št. 59320/00 iz leta 2004. 
1022 Glede na nemški zakon o avtorskih pravicah. 
1023 Vsebina sporočila medijev na to temo, ni tako zelo vplivala na splošen družbeni interes, ki ga je imela, kot 
hči monaškega princa. 
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zakoniti interesi osebe1024, ki se jo presoja z vidika varstva ustavnih pravic. Presojalo je 
tudi samo informacijsko vrednost sporne fotografije in povzelo, da je to praviloma 
potrebno vedno obravnavati le skupaj s spremljajočim besedilom k fotografiji, objavljeni v 
tisku. Sporna fotografija je bila posneta na javnem kraju med drugimi ljudmi, sama 
publikacija pa je zabavne narave in se ni nanašala na javni dogodek, kjer bi moral 
fotograf pridobiti privoljenje princese. Iz tega razloga je presodilo, da pritožnica ni imela 
zakonitega interesa nasprotovati objavi posnetka fotografije, nje in njenega partnerja na 
ulici, saj sama fotografija po vsebini ni vsebinsko sporna, ni bila posneta na skrivaj ali na 
drug nezakonit način. 
 
Tudi nemško Zvezno ustavno sodišče je zavrnilo vse pritožbe pritožnice in glede objave 
fotografije povedalo, da se s sporno fotografijo ni ustvarilo nikakršno javno mnenje, zato 
je potrebno fotografijo obravnavati skupaj s spremljajočim besedilom. Tu je sodišče 
povzelo, da je potrebno upoštevati tudi način, kako je bila oseba portretirana na 
fotografiji1025. V njeno pravico do osebnosti bi se poseglo, če bi lahko utemeljeno 
pričakovala zasebnost in bi bila v tistem trenutku tudi na skrivaj posneta (npr. na posebej 
varovani lokaciji ali v prostoru, ko uživa trenutek sprostitve vsakdanjega življenja1026). 
Zvezno ustavno sodišče je presojalo tudi kriterij glede obveščanja o osebnostih in potrdilo 
dosedanjo prakso, da med političnimi osebnostmi, javnimi osebami ter drugimi 
posamezniki, uživajo največje varstvo pravice do zasebnosti ravno zadnji, posamezniki. 
Glede na prakso ESČP pa javne osebe1027 (osebe, pomembne na področju gospodarstva, 
kulturnega življenja ali v novinarstvu) lahko pričakujejo, da bodo predmet zanimanja 
medijev in da bodo fotografirane v javnosti.  
 
Nemško sodno pravo je po prvi sodbi v zadevi Von Hannover, opustilo koncept javne 
osebnosti par excellence, in razvilo novega s t.i. stopenjskim varstvom, po katerem je 
odslej za vsako fotografijo potrebno dokazati, zakaj obstaja potreba njene objave v tisku, 
izpostavilo pa je tudi stališče ali sama objava fotografije prispeva k javni družbeni 
razpravi. 
 
ESČP povzame, da je koncept zasebnega življenja povezan z osebno identiteto 
posameznika, kot je njegovo ime, fotografija, fizična in moralna integriteta, kar je v 
povezavi s členom 8 EKČP. Objava fotografije lahko tako moti koncept zasebnosti 
                                          
1024 Odgovornost objave fotografije v medijih, je ravno tako odvisna o tehtanja med potrebo po objavi 
fotografije in varstvom zasebnosti posameznika. 
1025 Kot fotografija posneta na skrivaj, v lovu za osebo ali kot nadlegovanje fotografov, v posebni neugodni 
situaciji za osebo ipd. 
1026 V ta namen Zvezno ustavno sodišče opozori, da mora založnik, kadar objavi fotografijo brez privoljenja 
osebe, navesti vire, kje in kdaj je bila ta posneta, kar omogoči morebitno dokazovanje na sodišču glede 
varovanja legitimnega interesa prizadetega posameznika. 
1027 Javne osebnosti so osebe, ki zasedajo javne funkcije ali uporabljajo javna sredstva, širše gledano, vsi, ki 
imajo pomembno vlogo v javnem življenju, bodisi v politiki, gospodarstvu, umetnosti, na socialnem 
področju, v športu ipd. (Glej 7. točko Resolucije 1165 (1998) Parlamentarne skupščine Sveta Evrope o 
pravici do zasebnosti). 
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posameznika, tudi če je taka oseba javna osebnost1028. Posameznikova podoba vsebuje 
namreč atribute, ki izkazujejo njegovo osebnost, značilnosti in ga razlikuje od drugih oseb, 
zato je pravica do varstva lastne podobe bistvena sestavina osebnega razvoja, ki 
predvideva pravico posameznika, da sam zanjo tudi skrbi ter da zavrne njeno objavo v 
tisku. Ob upoštevanju člena 10 ESČP povzame, da tudi pravica do svobodnega izražanja 
vključuje objavo fotografij, kjer gre za področje, ki je pomembno, saj lahko fotografije 
vsebujejo zelo osebne in intimne informacije o posamezniku ali njegovi družini. Zato so 
tudi fotografije objavljene v "rumenem" tisku praviloma usmerjene k nadlegovanju, kar 
vzbudi pri posamezniku občutek vdora v njegovo zasebno življenje in celo preganjanje1029.  
 
V zvezi s tem primerom spomnimo še na mnenje Informacijskega pooblaščenca1030, da je 
potrebno upravičenost posega medijev v zasebnost presojati vsakokrat posebej. V mnenju 
je tudi citat A. Terška, ki pravi naslednje: "Vsak posameznik se mora zavedati, da so na 
javnih prostorih mediji običajno prisotni in torej mora dopustiti možnost, da bo 
fotografiran. Pri tem, na primer, posameznika na javni prireditvi kot osrednjega motiva 
fotografije ni dovoljeno fotografirati in tega izdelka potem objaviti, dovoljeno pa je, na 
primer, posneti fotografijo o javnem dogodku kot takšnem ali posneti dokumentarec o 
javni prireditvi, ki vključuje tudi podobo posameznika." Ker pa gre za tehtanje med dvema 
pravicama, lahko poseg v pravico do varstva zasebnosti opravičuje le nek višji zasebni ali 
javni interes. 
 
Primeri sodb Sodišča Evropske unije 
 
Sodišče Evropske unije1031 je ustanovljeno že od vsega začetka delovanja Evropskih 
skupnosti, njegova naloga pa je, da zagotavlja spoštovanje in upoštevanje skupnostnega 
prava pri razlagi in pravilni uporabi ustanovnih pogodb Evropske unije1032. Med drugim 
nadzira tudi zakonitost zakonodajnih aktov ter aktov Sveta EU, Evropske komisije, 
Evropske centralne banke, Evropskega parlamenta in Evropskega sveta (razen priporočil 
in mnenj) ter organov, uradov ali agencij Unije, kadar ti učinkujejo proti tretjim osebam. 
Sodišče odloča tudi o tožbah, ki jih vloži država članica, Evropski parlament, Svet EU ali 
Evropska komisija, in sicer zaradi nepristojnosti, kršitve postopka ustanovitvenih pogodb 
ali drugega pravnega pravila, ki se nanaša na njeno uporabo, ali zaradi zlorabe pooblastil. 
Sodišče je pristojno tudi za odločanje o tožbah, ki jih vložijo Evropsko računsko sodišče, 
                                          
1028 Glej npr. sodbo ESČP, št. 42409/98, Schüssel vs. Austria, z dne 21. 2. 2002, točka 50 in 53; št.  50774/99 
Sciacca vs. Italy, z dne 11. 1. 2005, točka 29 in št. 78060/01, Petrina vs. Romania, z dne 14. 10. 2008, 
točka 27. 
1029 Ker je princesa javna oseba, ESČP povzema, da na podlagi teh obrazložitev, ni prišlo do kršitve 8. člena 
EKČP. 
1030 Glej neobvezno mnenje Informacijskega pooblaščenca, št. 0712-816/2007/2, z dne 10. 9. 2007. 
1031 Prej imenovano Sodišče Evropskih skupnosti. 
1032 Sodišče Evropske unije odloča o tožbah, ki jih vloži država članica, institucija, fizična ali pravna oseba. Na 
predlog nacionalnih sodišč, odloča o predhodnih vprašanjih glede razlage prava Unije ali veljavnosti aktov, 
ki so jih sprejele institucije ter o drugih zadevah, predvidenih v ustanovitvenih pogodbah EU (glej tretji 
odstavek 19. člena Pogodbe o Evropski uniji, pa tudi oddelek 5, Pogodbe o delovanju Evropske unije, 
podpisane leta 2007 v Lizboni). 
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Evropska centralna banka in Odbor regij. Tudi fizične in pravne osebe lahko vložijo tožbo 
zoper evropske institucije, in sicer na naslovljene akte ali zoper akte in predpise, ki se 
nanje neposredno nanašajo ter nimajo izvedbenih ukrepov1033. 
 
V nadaljevanju so navedeni nekateri naključno izbrani, v nekaterih primerih tudi 
precedenčni primeri odločitev glede varstva osebnih podatkov, ki jih je v postopku 
predhodnega odločanja obravnavalo Sodišče Evropske unije.  
 
Primer 23: Asociación Nacional de Establecimientos Financieros de Crédito (ASNEF) in in 
Federación de Comercio Electrónico y Marketing Directo (FECEMD) vs. Administración del 
Estado (C‑468/10 in C‑469/10)1034. 
 
Sodišče Evropske unije je v postopku predhodnega odločanja po členu 267 Pogodbe o 
delovanju Evropske unije (v nadaljevanju kratica: PDEU) odločalo o razlagi f odstavka, 7. 
člena Direktive (95/46/EC). Povzelo je, da je nacionalna zakonodaja med državami 
članicami glede ravni varstva pravic in svoboščin posameznikov lahko različna, predvsem 
glede obdelave osebnih podatkov, kar predstavlja oviro pri izvajanju številnih dejavnosti 
na ravni EU, zato je namen direktive, da varuje pravice pri obdelavi osebnih podatkov 
posameznikov. 7. člen zgoraj omenjene direktive določa, da lahko države članice same 
določijo, da se osebni podatki obdelujejo samo, če poda posameznik za to svojo privolitev, 
oziroma da je obdelava potrebna zaradi zakonitih interesov, za katere si prizadeva 
upravljavec, razen kadar nad temi interesi prevladajo temeljne pravice in svoboščine 
posameznika. 
 
Španski zakon o varstvu osebnih podatkov iz leta 1999 v prvem odstavku 6. in 11. člena 
glede obdelave osebnih podatkov in posredovanja le-teh tretji osebi zahteva osebno 
privolitev posameznika, ta pa ni potrebna, če gre za podatke iz javno dostopnih virov1035. 
Tu 10. člen (2)(a)1036 kraljeve uredbe določa, da je obdelava ali posredovanje podatkov 
brez privolitve osebe dopustna, če to dovoljuje zakon ali določba prava Skupnosti OECD in 
drugi v zakonu določeni primeri, ter če gre za podatke iz javno dostopnih virov in ima 
upravljavec zbirke podatkov zakoniti interes za njihovo obdelavo, razen če se s tem krši 
temeljne človekove pravice1037.  
 
                                          
1033 Glej člen 263 Pogodbe o delovanju Evropske unije (v nadaljevanju kratica: PDEU), podpisane leta 2007 v 
Lizboni. 
1034 Glej sodbo Sodišče Evropske unije, št. C‑468/10 in C‑469/10, Asociación Nacional de Establecimientos 
Financieros de Crédito in Federación de Comercio Electrónico y Marketing Directo vs. Administración del 
Estado, z dne 24. novembra 2011, dosegljivo 28. 3. 2012 na: www.curia.europa.eu. 
1035 Javno dostopni so: volilni in telefonski imeniki, seznami oseb, včlanjeni v poklicna združenja, časopisi, 
uradni listi in mediji (glej 3. člen španskega zakona). 
1036 Gre za prvo alinejo in (b), prvi pododstavek, kraljeve uredbe. 
1037 Javni organi lahko na podlagi te določbe, podatke iz javno dostopnih virov posredujejo zasebnemu 
sektorju, kadar to določa zakon. 
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V sporu sta organizaciji ASNEF in FECEMD trdili, da je 10. člen kraljeve uredbe v nasprotju 
s členom 7(f) Direktive (95/46/EC), ker špansko pravo zakonitemu interesu obdelave 
osebnih podatkov posameznika, kadar ni potrebna njegova privolitev, dodaja zahtevo, ki 
je v direktivi ni, in sicer, da je obdelava ali posredovanje osebnih podatkov dopustno le, 
če gre za podatke iz javno dostopnih virov. 
 
Špansko vrhovno sodišče je vprašanje1038 posredovalo v odločanje Sodišču EU, kjer je 
spraševalo, ali smejo države članice dodajati k skupni direktivi dodatne pogoje, kjer bi 
lahko te določbe omejevale obseg Direktive (95/46/EC) (v tem primeru prost pretok 
osebnih podatkov), čeprav po nacionalnem pravu varujejo (ali posegajo) interese, pravice 
in temeljne svoboščine posameznika1039. 
 
Sodišče EU povzema, da direktiva od držav članic zahteva, da varujejo temeljne pravice in 
svoboščine fizičnih oseb ter pravico do zasebnosti pri obdelavi njihovih osebnih 
podatkov1040. Pri tem mora zagotoviti spoštovanje temeljnih načel obdelave podatkov 
(poštenost, zakonitost, primernost, namenskost, točnost)1041, enakovredno ali celo visoko 
raven varstva pravic, interesov in svoboščin posameznikov ter s tem osebnih podatkov. Za 
zakonito obdelavo osebnih podatkov pa morata biti izpolnjena najmanj dva kumulativna 
pogoja: 1) da je obdelava potrebna zaradi uresničitve zakonitega interesa in 2) da pri tem 
ne prevladajo temeljne pravice in svoboščine posameznika, na katerega se osebni podatki 
nanašajo. Ob tem Sodišče EU opozori, da je potrebno v nekaterih primerih upoštevati tudi 
tehtanje med nasprotujočimi si pravicami in interesi, kar je odvisno od okoliščin primera in 
pri tem upoštevati pravice iz 7. in 8. člena Listine EU o temeljnih pravicah, ki se nanašajo 
na pravico do varstva osebnih podatkov v povezavi s pravico do zasebnosti 
posameznika1042. 
 
Sodišče povzame, da zakonodajalcem ni dovoljeno spreminjati obsega načel direktiv EU z 
dodajanjem dodatnih zahtev1043, kar pa ne velja za določbe, ki vsebujejo zgolj 
natančnejšo določitev z direktivo že opredeljenih načel. Zato je dolžnost pripravljavcev 
                                          
1038 Vprašanje se je glasilo: ali je treba člen 7(f) Direktive (95/46/EC) razlagati tako, da nasprotuje nacionalni 
ureditvi, kadar ni osebne privolitve posameznika, za dovolitev obdelave osebnih podatkov, in je potrebna 
zaradi uresničitve zakonitega interesa upravljavca podatkov ali tretjih oseb, ki jim bodo osebni podatki 
posredovani iz javno dostopnih virov ter ali so v navedenem členu 7(f) izpolnjeni pogoji za neposredni 
učinek, ki jih določa sodna praksa Sodišča Evropske unije? 
1039 Glej točko 19 in 20 omenjene sodbe. 
1040 Tu glej tudi sodbo Sodišča Evropske unije, št. C‑524/06, Heinz Huber vs. Federal Republic of Germany, z 
dne 16. decembra 2008. 
1041 Glej 11. točko sodbe Sodišča Evropske unije, združena zadeva št. C‑465/00, C‑138/01 in C‑139/01, 
Österreichischer Rundfunk in drugi, z dne 20. maja 2003. 
1042 Precedenčna je tudi sodba v združenih zadevah C-92/09 in C-93/09, Volker in Markus Schecke in Eifert vs. 
Land Hessen, z dne 9. novembra 2010, kjer povzema, da se spoštovanje pravice do zasebnega življenja v 
zvezi z obravnavo osebnih podatkov, ki jo določata člena 7 in 8 Listine EU o temeljnih pravicah, nanaša na 
vsako informacijo o določeni ali določljivi fizični osebi, in da zakonite omejitve pravice do varstva osebnih 
podatkov ustrezajo omejitvam, kot jih določa tudi člen 8, EKČP. 
1043 Države ne smejo same dodati novih in drugačnih načel, ki spreminjajo obseg in zakonitost obdelave 
osebnih podatkov niti z dodatnimi zahtevami spreminjati obsega načel iz člena 7 Direktive (95/46/EC). 
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tovrstne zakonodaje, da se seznanijo in upoštevajo razlage te in drugih direktiv, ki 
varujejo pravni red Unije. Glede neposrednega učinkovanja, pa je potrdilo, da se lahko 
posamezniki vedno, kadar so določbe direktive vsebinsko dovolj natančne in 
brezpogojne1044, sklicujejo nanje zoper državo članico pred nacionalnimi sodišči1045, če ta v 
roku ne prenese direktive v nacionalno pravo ali jo prenese nepravilno, in potrdilo, da ima 
člen 7(f) Direktive (95/46/EC) neposredni učinek uporabe v nacionalnem pravu. 
 
Primer 24: Tietosuojavaltuutettu vs. Satakunnan Markkinapörssi Oy in Satamedia Oy (C-
73/07)1046. 
 
Sodišče Evropskih skupnosti je odločalo po postopku predhodnega odločanja po PDEU v 
sporu med finskim pooblaščencem za varstvo osebnih podatkov in Odborom za varstvo 
osebnih podatkov glede obdelave osebnih podatkov, ki sta jo opravljali dve lastniško 
povezani založniški družbi. 
 
Sodba povzame, da finski Zakon o osebnih podatkih iz leta 1999 ureja obdelavo osebnih 
podatkov, razen imenskih zbirk, ki vsebujejo zgolj v medijih objavljene informacije1047. V 
1. členu finskega Zakona o javnosti dejavnosti javnih organov je zapisano pravilo, da so 
dokumenti, na katere se nanaša zakon, javni, 9. člen pa omogoča vsakemu pravico 
seznaniti se z javnimi dokumenti navedenih organov po določenih pravilih. Javni organi  
lahko glede na tretji odstavek 16. člena uporabnikom, ki so upravičeni zbirati in obdelovati 
take podatke, če zakon ne določa drugače, podatke posredujejo v obliki kopije, izpiska, ali 
v elektronski obliki. Za neposredno trženje in raziskave trga pa se smejo podatki 
posredovati le, če je to izrecno predvideno v zakonu ali če je oseba podala soglasje. V 
finskem pravnem redu ima višje pravno varstvo pred zakonom o osebnih podatkih in 
zakonom o javnosti dejavnosti javnih organov nad podatki zakon o javnosti in tajnosti 
davčnih podatkov, ki v 3. členu določa, da so davčni podatki javni, ob upoštevanju pravil, 
ki jih določa zakon. Po pravilih in ob upoštevanju izjem, ki jih določa zakon o javnosti 
dejavnosti javnih organov ima vsak pravico seznaniti se z javnimi davčnimi dokumenti, ki 
jih ima davčna uprava 1048. 
                                          
1044 Sodišče EU je tudi glede pojma "razen kadar" v 7(f) Direktive (95/46/EC) potrdilo, da je ta dovolj 
natančen in brezpogojen, pomeni pa le možnost izbire enega od dveh kumulativnih elementov, 
opredeljenih v členu. 
1045 Tu glej sodbo Sodišča Evropske unije, št. C‑203/10, Direktsia "Obzhalvane i upravlenie na izpalnenieto"- 
Varna vs. Auto Nikolovi OOD, z dne 3. marca 2011, kjer Sodišče EU potrdi, da kadar so določbe členov 
Direktive vsebinsko brezpogojne in dovolj natančne, ta učinek posamezniku omogoča in dovoljuje, da se 
nanje pred nacionalnimi sodišči vedno sklicuje, če je nacionalna ureditev v nasprotju z določbami evropske 
direktive. 
1046 Glej sodbo Sodišče Evropske unije, št. C-73/07, Tietosuojavaltuutettu vs. Satakunnan Markkinapörssi Oy 
in Satamedia Oy, z dne 16. decembra 2008. Dostopno 28. 3. 2012 na: www.curia.europa.eu. 
1047 Za obdelavo osebnih podatkov v redakcijske, umetniške ali literarne namene se uporablja le delno. 
1048 Ime in priimek zavezanca, datum rojstva in občina prebivanja, dohodek od dela, ki je predmet državne in 
občinske obdavčitve, dohodek iz kapitala in premoženja, ki je predmet državne obdavčitve, dohodnina in 
davek od premoženja, občinski davek ter skupni znesek odmerjenih davkov in pristojbin, so pri odmeri 
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Družba Markkinapörssi je zbirala javne podatke zavezancev pri finski davčni upravi, ki jih 
je nato objavljala enkrat letno v svojem časopisu1049. Čez čas je družba Satamedia, ki je v 
lasti istih delničarjev kot Markkinapörssi, od nje prejela isti seznam davčnih zavezancev z 
osebnimi podatki, ki so bili objavljeni v časopisu, in z mobilnim operaterjem sklenila 
pogodbo za pošiljanje kratkih besedilnih sporočil, kjer bi za plačilo dveh evrov posameznik 
lahko po telefonu prejel SMS-sporočilo o svojih dohodkih, ki so bili objavljeni v časopisu. 
 
Posamezniki so se z občutkom, da je kršena njihova pravica do zasebnosti, pritožili 
Pooblaščencu za varstvo osebnih podatkov, ki je od Odbora za varstvo osebnih podatkov 
zahteval, da navedenima družbama prepove nadaljnjo obdelavo osebnih podatkov. 
Komisija je to zahtevo zavrnila, Pooblaščenec pa je nato vložil tožbo na Upravno sodišče, 
ki jo je zavrnilo, in kasneje vložil še tožbo na Vrhovno upravno sodišče. To je Sodišču ES 
predložilo v predhodni postopek več vprašanj1050. 
 
Sodišče ES najprej ugotovi, da so podatki v zvezi z imenom in priimkom določenih fizičnih 
oseb, glede na člen 2(a) direktive, osebni podatek, prav tako gre po definiciji direktive v 
tem primeru za obdelavo osebnih podatkov (člen 2(b))1051, saj ima direktiva pristojnost 
tudi nad obdelavo tistih osebnih podatkov, ki so bili v medijih že objavljeni in ureja 
njihovo varstvo. Tu posebej poudari, da je naloga direktive varstvo osebnih podatkov, kjer 
bi ji splošne izjeme od uporabe direktive v korist objavljenih podatkov odvzele smisel 
njenega varstva. Zato je v skladu s sodno prakso sodišča potrebno določbe direktive 
razlagati glede na cilj, ki ga uvaja, to pa je, da čeprav dovolijo države članice prost prenos 
osebnih podatkov med subjekti, morajo zagotavljati hkrati varstvo temeljnih svoboščin in 
pravic fizičnih oseb, zlasti njihove pravice do zasebnosti v zvezi z obdelavo osebnih 
podatkov. To pravico je v določeni meri potrebno uskladiti tudi s temeljno pravico do 
                                                                                                                               
letne dohodnine, javni podatek (glej prvi odstavek 5. člena finskega Zakona o javnosti in tajnosti davčnih 
podatkov, št. 1346/1999). 
1049 Objavila je ime zavezanca, po abecednem vrstnem redu, razdeljeno po občinah in vrsti dohodka ter 
dohodkih, kjer je presegel določen davčni prag. 
1050 Vprašanja so bila: ali se v obdelavo osebnih podatkov (po b točki 2. člena Direktive) vključuje:  zbiranje 
podatkov na podlagi javnih dokumentov davčne uprave ter njihova obdelava za javno objavo, objava 
podrobnih davčnih seznamov fizičnih oseb, sestavljenih po občinah in vrsti dohodkov,  prenos osebnih 
podatkov na CD-ju za uporabo v komercialne namene in  obdelava osebnih podatkov za storitve pošiljanja 
kratkih SMS sporočil, uporabnikom prenosnih telefonov? Nadalje, ali se Direktiva razlaga tako, da se lahko 
navedene dejavnosti štejejo za "obdelavo osebnih podatkov, ki se izvajajo v novinarske namene" (člen 9), 
glede na to, da so bili podatki zbrani in izhajajo iz dokumentov, ki so na podlagi zakonodaje države članice 
o dostopu do podatkov, javni? Ali se člen 17 Direktive razlaga tako, da nasprotuje objavi podatkov, ki so bili 
zbrani v novinarske namene, in njihovemu posredovanju v komercialne namene in ali je treba Direktivo 
razlagati tako, da imenske zbirke, ki vsebujejo zgolj v medijih že objavljene podatke, nikakor ne spadajo na 
področje uporabe te direktive? 
1051 Za obdelavo osebnih podatkov ne bi šlo po mnenju Sodišča v dveh primerih. V prvem, ko ne spadajo v 
področje uporabe zakonodaje Skupnosti (poglavje V in VI Pogodbe o Evropski uniji) in v primeru obdelave 
v zvezi z javno varnostjo, obrambo, državno varnostjo ter in pri dejavnostih države na področju kazenskega 
prava, saj so te dejavnosti, značilne za državne organe, ki se ne ukvarjajo z dejavnostmi posameznikov. 
Dejavnosti tretje in četrte alineje pa se nanašajo na dejavnosti zasebnih družb, zato jih ni mogoče 
primerjati z dejavnostmi člena 3(2) Direktive. 
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svobode izražanja, saj tudi 9. člen direktive sledi cilju uskladitve dveh temeljnih pravic, kar 
pa države članice uredijo same v svoji zakonodaji1052. 
 
Iz sodbe tako izhaja, da je mogoče dejavnosti obdelave podatkov, ki so v skladu z 
nacionalno zakonodajo javni, opredeliti kot „dejavnost novinarstva“, če je njegov cilj 
razkritje informacij, mnenj ali idej javnosti, ne glede na medij prenosa. Tako podatki niso 
pridržani le medijem in se lahko uporabljajo za pridobitni namen, o tej ustreznosti pa 
presodi nacionalno sodišče države članice.  
 
Primer 25: College van burgemeester en wethouders van Rotterdam vs. M.E.E. Rijkeboer 
Netherlands (C-553/07)1053. 
 
Sodišče ES je na podlagi predhodnega postopka odločalo o razlagi člena 12(a) Direktive 
(95/46/EC) glede dostopa do informacij o posredovanju osebnih podatkov tretjim osebam, 
v obdobju dveh let od vložitve zahteve posameznika za dostop do želenih informacij. 
 
Že 41. uvodna določba direktive pravi, da ima posameznik pravico uresničiti dostop do 
podatkov v obdelavi, ki se nanašajo nanj, tudi zato, da preveri njihovo točnost in 
zakonitost. Člen 12 državam članicam nalaga ureditev, da se vsakemu posamezniku, na 
katerega se osebni podatki nanašajo, prizna pravica pridobitve podatkov od upravljavca 
(brez omejitev, v razumnem času, brez večjih zamud ali stroškov), popravkov, izbrisov ali 
blokade podatkov, če obdelava ni skladna z določbami direktive, ter uradno obvestilo, 
kadar so podatki posredovani tretjim strankam, razen če se izkaže, da je to nemogoče ali 
vključuje nesorazmeren napor. Posamezniku mora biti glede na člen 22 in 23(1) direktive 
v nacionalni zakonodaji zagotovljena možnost, da v primeru kršitve pravic vloži tožbo na 
sodišče. 
 
V tem primeru je pravni zastopnik M. Rijkeboer od občinskega sveta zahteval, naj ga 
seznani o vseh primerih, v katerih so bili njegovi podatki v obdobju dveh let pred vložitvijo 
zahteve občinskemu svetu1054 posredovani tretjim osebam, in sicer komu ter kakšna je 
bila vsebina podatkov. Občinski svet je zahtevi le deloma ugodil in mu posredoval podatke 
za obdobje do enega leta pred vložitvijo njegove zahteve, saj so bili v informacijskem 
sistemu podatki po enem letu avtomatično izbrisani. Po neuspešni pritožbi na občinskem 
svetu, je vložil tožbo na sodišče v Rotterdamu, ki je tožbi ugodilo in menilo, da omejitev 
pravice biti obveščen o podatkih, posredovanih tretjim osebam, eno leto pred vložitvijo 
zahteve, ni združljivo z 12. členom direktive. Občinski svet se je zoper sodbo pritožil na 
                                          
1052 Tu morajo države določiti izjeme in omejitve varstva podatkov, a le za novinarske namene, zaradi 
umetniškega ali literarnega izražanja, če je to potrebno za uskladitev pravice do zasebnosti, ob upoštevanju 
svobode izražanja v mejah, kot je najnujneje potrebno. 
1053 Glej sodbo Sodišča Evropske unije, št. C-553/07, College van burgemeester en wethouders van Rotterdam 
vs. M.E.E. Rijkeboer Netherlands, z dne 7. maja 2009. Dostopno 28. 3. 2012 na: www.curia.europa.eu. 
1054 Za občinski svet velja določba nizozemskega zakona o osebnih podatkih, ki jih imajo občinske uprave, da 
mora prosilcu, do enega leta nazaj, od dne vložitve zahtevka, pisno sporočiti, ali so bili njeni podatki, 
posredovani tretji stranki, o tem pa naredi zaznamek. 
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Državni svet, ki je ugotovil, da 12. člen direktive ne določa nobenega roka za uveljavljanje 
te pravice in v zvezi s tem naslovil predhodno vprašanje na Sodišče ES1055. 
 
Sodišče ES je to vprašanje presojalo po več predlogah. Na eni strani po določbi člena 
6(1)(e) direktive, ki govori o shranjevanju osebnih podatkov, dokler je to potrebno za 
namen zbiranja in členu 12(a) glede pravice dostopa posameznika do teh podatkov, kjer 
pa časovna omejitev ni predpisana. V nadaljevanju je spraševalo za mnenje sodelujoče 
vlade v postopku, kjer so predstavniki interpretirali to pravico, kot da obstaja le za 
sedanjost in ne za preteklost1056, zato naj tudi izbrisani podatki ne bi bili v nasprotju z 
direktivo. Sodišče je v precep vzelo še pomen podatkov, ki jih je zahteval prosilec in 
ugotovilo, da so ime, priimek in naslov posameznika v smislu člena 2(a) direktive osebni 
podatki, saj se nanašajo na določeno ali določljivo fizično osebo1057. Druga skupina 
podatkov pa so prejemniki ali vrste prejemnikov ter vsebina teh podatkov, kjer gre za 
njihovo obdelavo, ki pa se v skladu z nacionalno zakonodajo hrani le eno leto1058. V 
nadaljevanju je presojalo tudi, ali je določitev takšne časovne omejitve s členom 12(a) 
direktive sploh dovoljena, ter z vidika ciljev in namena same direktive in poudarilo, da se 
morajo načela varstva direktive izražati tudi v obveznostih upravljavcev podatkov (npr. o 
kakovosti podatkov), kot tudi o pravici posameznika do obveščenosti o obdelavi, vpogledu 
v podatke, do popravka ter celo ugovora v primeru nepravilnosti. To je temeljna pravica 
spoštovanja zasebnosti, s katero se lahko posameznik sam prepriča, da je obdelava 
pravilna in zakonita, iz te pa izhaja še ena pravica, in sicer možnost posameznika do 
uveljavljanja pritožbe na sodišču in zahteve do odškodnine, v kolikor mu je škoda 
nastala1059, kjer se le z določitvijo roka jamči posamezniku uveljavljanje navedenih pravic. 
 
Sodišče je preverilo direktivo z namenom zbiranja in obdelave podatkov1060 in ugotovilo, 
da ta upravljavcem ni naložila pretiranega bremena za shranjevanje podatkov1061. 
                                          
1055 Vprašanje se je glasilo, ali je omejitev posredovanja podatkov, ki jo določa zakon, na podatke iz enega 
leta pred vložitvijo zahteve združljiva s členom 12(a) Direktive v zvezi s členom 6(1)(e) te direktive in z 
načelom sorazmernosti? 
1056 V tem primeru sta drugače menili le Evropska komisija in grška vlada in tolmačili, da Direktiva te pravice 
ne določa le za sedanjost, temveč tudi za obdobje pred vložitvijo zahteve. 
1057 Glej tudi sodbo Sodišča Evropske unije v zadevi št. C‑101/01, Lindqvist, z dne 6. novembra 2003. V tem 
primeru je Sodišče ES potrdilo, da tvorita navedba imena in priimka ter drugega identifikatorja, kot je npr. 
telefonska številka ali informacija o preživljanju prostega časa neke osebe ali navedba, da si je oseba 
poškodovala nogo in je delno odsotna z dela zaradi bolezni, osebni podatek v smislu člena 8(1) Direktive 
(95/46/EC). 
1058 Tako se časovna omejitev pravice nanaša le na dostop do podatkov o prejemniku in glede vsebine 
posredovanih podatkov. 
1059 Pravica dostopa do informacij glede prejemnikov mora po mnenju Sodišča ES nujno zadevati preteklost, 
da bi se lahko zagotovil polni učinek teh pravic, saj jih v nasprotnem posameznik ne bi mogel uveljavljati. 
1060 Tu poda primerjavo, ko je trajanje shranjevanja podatkov zelo dolgo, se lahko interes posameznika, za 
uveljavljanje pravic in pravnih sredstev v nekaterih primerih zmanjša. 
1061 Glej točki 83 in 84 v sodbi Sodišča Evropske unije, št. C‑101/01, Lindqvist. Sodišče ES tu izpostavi 
pomembno pravno sintagmo in potrdi, da so določbe direktiv sorazmerno splošne, saj se nanašajo na 
različne situacije, iz česar izhaja, da podaja direktiva pravila, ki omogočajo prožnost tako, da državam 
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Državam članicam tako ESČP nalaga, da določijo rok shranjevanja informacij ter skrbijo za 
pravično ravnovesje med interesi posameznika do pravice popravka, izbrisa ali blokiranja 
podatkov, do ugovora ter vložitve pravnega sredstva pri sodišču, in na drugi strani 
bremenom, ki ga za upravljavca predstavlja shranjevanje podatkov. 
 
Sodišče izpostavi še eno pravilo, to pa je, da morajo upravljavci ali njegovi predstavniki ob 
vsakem prenosu podatkov tretji osebi informacijo o tem posredovati posamezniku sami od 
sebe, kar je tudi namen člena 12(a) iz direktive. Zato morajo države članice pravico 
dostopa do informacij glede prejemnikov in glede vsebine posredovanih podatkov določiti 
za sedanjost in za preteklost, z ustreznim rokom shranjevanja teh informacij in ob 
upoštevanju že opredeljenega pravičnega ravnovesja med interesi posameznika in 
upravljavcev podatkov urediti ustrezen dostop do njih1062.  
 
Primer 26: The Bavarian Lager vs. The Commission of the European Communities (T-
194/04)1063 in The European Commission vs. The Bavarian Lager (C‑28/08 P)1064. 
 
Splošno sodišče je odločbo Komisije Evropskih skupnosti, s katero je bila podjetju The 
Bavarian Lager zavrnjena prošnja dostopa do zapisnika sestanka, razglasilo za nično 1065. 
Slednja na Sodišče EU vložila pritožbo, s katero je predlagala razveljavitev prejšnje sodbe 
(št. T‑194/04) in se pri tem sklicevala na napačno presojo uporabe dveh uredb, 
(EC/45/2001)1066 in (EC/1049/2001)1067. 
 
Družba The Bavarian Lager je uvažala nemško pivo za prodajo v točilnicah v Združenem 
kraljestvu, vendar ker so imeli lastniki točilnic sklenjene pogodbe o nabavi z določenimi 
pivovarnami, jim ta ni mogla prodati svojega proizvoda. Zoper starodavno angleško 
pravilo "Guest Beer Provision"1068 je družba na Komisiji Evropskih skupnosti vložila 
pritožbo zaradi sporne količinske omejitve uvoza, kar je kršilo takratni 30. člen Pogodbe o 
                                                                                                                               
članicam v nacionalni državi prepušča svojo ureditev podrobnosti, in zaključi, da ta manevrski prostor, tudi 
ni povsem neomejen. 
1062 V zakonodaji morajo urediti tudi shranjevanje informacij glede prejemnikov ali vrste prejemnikov podatkov 
omejeno na eno leto, medtem ko se osnovni podatki shranjujejo veliko dlje. 
1063 Glej sodbo Sodišča Evropske unije, št. T-194/04, The Bavarian Lager vs. The Commission of the European 
Communities, z dne 8. novembra 2007. Dostopno 28. 3. 2012 na: www.curia.europa.eu. 
1064 Glej sodbo Sodišča Evropske unije, št. C‑28/08 P, The European Commission vs. The Bavarian Lager, z 
dne 29. junija 2010. Dostopno 28. 3. 2012 na: www.curia.europa.eu. 
1065 Glej sodbo, št. T-194/04, The Bavarian Lager vs. The Commission of the European Communities, z dne 8. 
11. 2007. 
1066 Glej Uredbo Evropskega parlamenta in Sveta ES o varstvu posameznikov pri obdelavi osebnih podatkov v 
institucijah in organih Skupnosti in o prostem pretoku takih podatkov z dne 18. decembra 2000, 
(EC/45/2001), (v nadaljevanju: Uredba (EC/45/2001)). 
1067 Uredba Evropskega parlamenta in Sveta ES o dostopu javnosti do dokumentov Evropskega parlamenta, 
Sveta in Komisije z dne 30. maja 2001, (EC/1049/2001), opredeljuje načela, pogoje in omejitve pravice 
dostopa do teh dokumentov (v nadaljevanju: Uredba (EC/1049/2001). 
1068 Angleška uredba o dobavi piva je določala, da morajo britanske pivovarne, ki imajo pogodbo z več kot 
2000 točilnicami, poslovodjem omogočiti nakup piva iz druge pivovarne, če je to shranjeno v sodu in ima 
1,2 odstotka alkohola. 
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Evropskih skupnostih. Po odločitvi je Komisija Evropske skupnosti Veliki Britaniji poslala 
pisni opomin, kasneje pa tudi obrazloženo mnenje. Oktobra leta 1996 je potekal sestanek 
na katerem so sodelovali predstavniki Komisije Evropske skupnosti britanskega Ministrstva 
za trgovino in industrijo in predstavniki zveze pivovarn na skupnem trgu1069. Želja družbe 
The Bavarian Lager, da bi prejela prepis obrazloženega mnenja Komisije, je bila po 
večkratnih poskusih zavrnjena, odločbo o zavrnitvi pa je potrdil tudi Generalni sekretar 
Komisije. Zoper to odločbo je družba na Splošno sodišče vložila tožbo, to pa jo je zavrnilo 
oziroma razglasilo za nično1070. Kasneje je družba vložila pritožbo še pri Evropskem varuhu 
človekovih pravic, kjer je poskušala pridobiti imena predstavnikov, ki so bili prisotni na 
skupnem sestanku. Komisija je po posredovanju varuha seznam od skupaj petintridesetih 
prisotnih udeležencev poslala le štirinajstim, ki so dali svoje soglasje. Po ponovnih 
prošnjah družbe, da bi pridobila podatke preostalih udeležencev in dokumentacijo 
sestanka, je Komisija zahtevo z odločbo zavrnila, češ da zahteve 8. člena  Uredbe 
(EC/45/2001) niso izpolnjene1071. 
 
V postopku na prvi stopnji je odločalo Splošno sodišče in glede dostopa do želenih 
podatkov upoštevalo medsebojni vpliv Uredb (EC/1049/2001) in (EC/45/2001). Poudarilo 
je, da je za dostop do dokumentov institucij potrebno upoštevati 255. člen Pogodbe o 
Evropskih skupnostih, pri tem pa morajo institucije upoštevati načela varstva osebnih 
podatkov na vseh področjih delovanja Evropske skupnosti. Po presoji je odločilo, da se za 
dostop do dokumentov z osebnimi podatki uporablja Uredba (EC/1049/2001), kjer 
prosilcu ni potrebno izkazati interesa, zakaj želi prejeti zahtevane dokumente, in sklenilo, 
da Komisija Evropskih skupnosti ni pravilno uporabila prava ter opozorila na izjemo člena 
4(1)(b) Uredbe, ki jo je treba razlagati ozko, kadar se nanaša na osebne podatke 
posameznika.  
 
Komisija je Sodišču EU v novem postopku predlagala, naj razveljavi sodbo št. T-194/04 v 
delu, kjer je bila sporna odločba razglašena za nično in na novo odloči o predmetu 
pritožbe. Izhajala je iz stališča, da je Splošno sodišče člen 4(1)(b) Uredbe (EC/1049/2001) 
razlagalo preozko in napačno uporabilo pravo, ker je iz presoje izvzelo zakonodajo Unije, 
ki se nanaša na varstvo osebnih podatkov. 
 
Sodišče EU je v postopku presojalo zahtevo, ki jo je oporekala Komisija, in sicer določbo 
člena 6(1) Uredbe (EC/1049/2001), kjer prosilcu za dostop do javnih dokumentov ni 
potrebno navesti razlogov njegove prošnje in člen 8(b) Uredbe (EC/45/2001), na podlagi 
katere mora prejemnik osebnih podatkov dokazati potrebo po razkritju teh podatkov. Tu 
je zavrnilo tudi odločitev Splošnega sodišča, češ da ni upoštevalo dejstva, da mora 
prejemnik osebnih podatkov dokazati zakonit cilj prejema osebnih podatkov1072, šele po 
                                          
1069 The Bavarian Lager je Komisijo zaprosila za sodelovanje na sestanku, a je Komisija njeno prošnjo zavrnila. 
1070 Ugotovitev je bila, da gre za varovanje cilja, s katerim bi se državi članici omogočilo, da prostovoljno 
uskladi zahteve iz Pogodbe, tudi glede na člen 169 Pogodbe o Evropskih skupnostih. 
1071 Naslednje zaprosilo je družba na Komisijo naslovila 5. decembra 2003, to je v času, ko sta že pričeli veljati 
Uredba (EC/1049/200) in (EC/45/2001)! 
1072 Glej člen 8(b) Uredbe (EC/45/2001). 
 252
tem bi lahko posredovanje osebnih podatkov prosilcu pomenilo zakonit dostop do 
želenega dokumenta glede na Uredbo (EC/1049/2001). V nadaljevanju je preučilo tudi 
razmerja med uredbama in ugotovilo, da imata različne cilje. Prva zagotavlja preglednost 
procesa odločanja evropskih javnih organov in podatkov, na katerih temeljijo njihove 
odločbe, druga pa varstvo svoboščin in temeljnih pravic fizičnih oseb, zlasti varstvo 
njihove zasebnosti pri obdelavi osebnih podatkov1073. Tu spozna, da se je Splošno sodišče 
glede posega v zasebnost posameznika omejilo le na uporabo izjem, kot izhaja iz 8. člena 
EKČP in sodne prakse ESČP1074, vendar je pri tem pozabilo upoštevati zakonodajo Unije o 
varstvu osebnih podatkov1075 in tako napačno razlagalo člen 4(1)(b) iz Uredbe 
(EC/1049/2001)1076 oziroma po nepotrebnem izključilo uporabo člena 8(b) in 18 iz Uredbe 
(EC/45/2001), med tem ko sta obe uredbi enako uporabljivi.  
 
Kot je ugotovilo Sodišče EU, Komisija Evropske skupnosti, ki je poslala prosilcu dokument 
z izbrisanimi petimi imeni udeležencev sestanka, ni kršila določb Uredbe (EC/1049/2001). 
Ker na njeno prošnjo (člen 8(b) Uredbe (EC/45/2001)) družba ni mogla dokazati izrecnega 
in zakonitega namena in potrebe po pridobitvi dokumenta z osebnimi podatki petih oseb, 
je po presoji Sodišča EU Komisija evropske skupnosti prošnjo za dostop do celotnega 
zapisnika sestanka upravičeno zavrnila. Tako je razveljavilo izpodbijano sodbo v delu, v 
katerem je bila sporna odločba razglašena za nično. 
 
Sodišče EU izpostavlja, da je po vsej Uniji potrebno zagotoviti dosledno in enotno uporabo 
pravil varstva temeljnih pravic in svoboščin posameznikov pri obdelavi osebnih podatkov 
in sprejeti zavezujoče ukrepe tako za institucije kot organe Evropske skupnosti, nad 
katerimi bedi Evropski nadzornik za varstvo podatkov. Tako lahko prosilec po 8. členu  
Uredbe (EC/45/2001) prejme osebne podatke po Direktivi (95/46/EC), če dokaže 
prejemnik upravičen interes in potrebo zanje1077. 2. člen Uredbe (EC/1049/2001) pa 
omogoča vsem državljanom Unije in fizičnim ali pravnim osebam s prebivališčem ali 
sedežem v eni od držav članic pravico dostopa do vseh javnih dokumentov evropskih 
institucij, ob upoštevanju1078. 
 
 
                                          
1073 Tu Sodišče EU ugotovi, da med obema uredbama (EC/1049/2001) in (EC/45/2001) ni določbe, ki bi 
predvidevala prevlado ene nad drugo, zato učinkujeta obe v njuni polni uporabi. 
1074 Ločitev obdelave osebnih podatkov na dve kategoriji (obdelava na podlagi člena 8 EKČP in sodne prakse 
ESČP ter določb Uredbe (EC/45/2001)) po mnenju Sodišča EU ni prava! 
1075 Kot je Uredba (EC/45/2001). 
1076 Poseganje v zasebnost in integriteto posameznika je treba vedno preučiti in presojati v skladu z 
zakonodajo Unije o varstvu osebnih podatkov in Uredbo (EC/45/2001) (točka 59 sodbe C 28/08). 
1077 Posamezniku mora biti na drugi strani zagotovljena pravica, da lahko kadarkoli ugovarja taki obdelavi 
podatkov in da je obveščen o njihovem posredovanju tretji stranki (glej člen 18 Uredbe (EC/45/2001)). 
1078 Dostop do dokumentov lahko evropske institucije zavrnejo, kadar bi razkritje oslabilo varstvo zasebnosti in 
integritete posameznika glede na Direktivo (95/46/EC) in namen inšpekcij, preiskav in revizij, razen, če 
prevlada javni interes za razkritje (glej člena 4(1)(b) in 4(2), tretja alineja Uredbe (EC/1049/2001)). 
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Primer 27: Volker in Markus Schecke GbR (C-92/09) in Hartmut Eifert (C-93/09) vs. Land 
Hessen1079. 
 
Veliki senat Sodišča Evropske unije je v postopku po predhodnem odločanju obravnaval 
pritožbo kmetijskega podjetja Volker in Markuss Schecke GbR ter kmeta Hartmuta Eiferta, 
glede objave njihovih osebnih podatkov na spletni strani Zveznega urada za kmetijstvo in 
prehrano, v nemški deželi Hessen. Vsi so bili namreč upravičenci do sredstev Evropskega 
kmetijskega jamstvenega sklada in Evropskega kmetijskega sklada za razvoj podeželja. 
 
Pritožnika sta na sodišču v Wiesbadnu želela preprečiti objavo njunih osebnih 
podatkov1080, saj sta menila, da objava prejetih zneskov iz obeh evropskih kmetijskih 
skladov glede na člen 7(e) Direktive (95/46/EC) ne upravičuje prevladujočega javnega 
interesa. Podobno je menilo tudi nemško sodišče in obrazložilo, da naj bi obveznost 
objave zahtevanih podatkov1081 pomenilo neupravičeno kršitev pravice do varstva osebnih 
podatkov, saj misli, da objava ne izboljšuje preprečevanja nepravilnosti pri izplačilih, in da 
je bila z Uredbo št. (EC/1290/2005) Evropski komisiji podeljena tako preširoka diskrecijska 
pravica glede opredelitve podatkov, ki naj se objavijo kot tudi glede načina njihove 
objave. Po mnenju sodišča, naj bi objava podatkov o upravičencih, izključno prek 
interneta, kršila pravico do varstva osebnih podatkov, saj Uredba št. (EC/259/2008) 
dostopa do spletnega mesta ne omejuje na IP-naslove na ozemlju Evropske unije, 
podatkov pa po poteku obdobja dveh let, ne bi bilo mogoče umakniti z interneta. Kot tretji 
razlog je izpostavilo tudi možnost diskriminacije, kjer bi do podatkov lahko prišli samo 
tisti, ki imajo dostop do interneta.  
 
Sodišče Evropske unije v postopku ugotovi, da pomeni objava poimenskih podatkov 
fizičnih oseb na internetu kot upravičenih prejemnikov evropskih sredstev, poseg v 
njihovo zasebno življenje na podlagi 7. in 8. člena Listine EU o temeljnih pravicah, saj 
postanejo ti podatki dostopni tretjim osebam1082. Na podlagi pisne privolitve obeh 
upravičencev v obrazcu, kar je pogoj Direktive (95/46/EC) za obdelavo osebnih podatkov, 
spozna, da je prišlo še do kršitve člena 52(1) omenjene listine1083. Ob obravnavi pritožbe, 
Sodišče, evropske institucije celo pobara, da bi bilo zaradi uravnoteženja različnih 
                                          
1079 Glej sodbo Sodišča Evropske unije, v združeni zadevi št. C-92/09, Volker in Markus Schecke GbR in 
Hartmut Eifert vs. Land Hessen, z dne 9. novembra 2010. Dostopno 1. 6. 2012 na: www.curia.europa.eu. 
1080 V skladu z Uredbo Komisije št. (EC/259/2008) o podrobnih pravilih za uporabo Uredbe št. 1290/2005 
glede objavljanja informacij o upravičencih do sredstev iz Evropskega kmetijskega jamstvenega sklada in 
Evropskega kmetijskega sklada za razvoj podeželja, so bili za objavo zahtevani naslednji podatki: ime in 
priimek fizične osebe, celotno ime pravne osebe, ime občine, v kateri upravičenec prebiva, znesek 
neposrednih plačil in nekateri drugi podatki. 
1081 Glej člen 44a Uredbe št. (EC/1290/2005). 
1082 Sporni Uredbi (EC/1290/2005) in (EC/259/2008), Sodišče razglasi za neveljavni, saj pri fizičnih osebah ni 
bilo opravljeno razlikovanje po ustreznih merilih, kot je npr. obdobje prejemanja sredstev, pogostost, vrsta 
in višina prejetih sredstev. 
1083 Obe stranki sta v prijavnih obrazcih za pridobitev sredstev le izjavili, da potrjujeta, da sta seznanjeni s 
tem, da člen 44a Uredbe št. (EC/1290/2005) nalaga objavo informacij o upravičencih do zneskov iz obeh 
evropskih skladov, kar ni bila njuna izrecna in nedvoumna privolitev! 
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interesov, potrebno pred sprejetjem določb vedno preveriti, da objava poimenskih 
podatkov fizičnih oseb1084 kot upravičencev do evropskih sredstev, ne pomeni kršitev 
načela sorazmernosti iz člena 6(1)(c) Direktive (95/46/EC) in pravic 7., 8. in 52. Listine EU 
o temeljnih pravicah, ki ima enako pravno veljavnost kot jo imata PEU in PDEU! Sodišče 
tako razsodi, da so sporne določbe Uredbe (EC/1290/2005) ter Uredbe  (EC/259/2008) 
neveljavne v delu, kjer je določena obveznost objave osebnih podatkov vseh fizičnih oseb 
kot upravičencev do sredstev iz evropskih skladov, ne da bi se ob tem opravilo 
razlikovanje po ustreznih merilih. 
 
Iz sodbe izhaja še eno pomembno spoznanje, in sicer da demokratičen cilj, kot je načelo 
preglednosti1085 Evropske Unije, nima samodejne prednosti pred pravico do varstva 
osebnih podatkov, tudi če gre za njene velike ekonomske interese, saj se je ne sme 
omejiti v nasprotju s pravicami, ki jih določa Listina EU o temeljnih pravicah. 
 
Primer 28: Lindqvist (C-101/01)1086 . 
 
V tej zadevi je Sodišče Evropske unije odločalo o več predhodnih vprašanjih v primeru 
švedske državljanke Bodil Lindqvist, ki je na lastni izdelani spletni strani objavila osebne 
podatke svojih sodelavcev, ki so prostovoljno delali v eni od župnij na Švedskem, in to 
spletno stran povezala s spletiščem švedske protestantske cerkve. Z objavo imen in 
priimkov sodelavcev, njihovega družinskega stanu, telefonskih številk in drugih podatkov, 
naj bi kršila švedsko zakonodajo o varstvu osebnih podatkov. Ker sodelavcev ni obvestila 
o obstoju te spletne strani in pridobila njihovega privoljenja, obdelave podatkov pa ni 
prijavila državnemu organu za varstvo podatkov, je državno tožilstvo zoper njo uvedlo 
kazenski postopek. Po obsodbi, s katero ji je bilo naloženo plačilo globe, se je pritožila na 
sodišče. 
 
Švedsko sodišče je naslovilo na Sodišče EU v predhodno odločanje več vprašanj. Glede 
ustrezne razlage avtomatske obdelave osebnih podatkov so v postopku nekatere vlade 
podale naslednja mnenja: 
− Švedska je menila, da je osebni podatek predmet obdelave vsakič, ko se obdela z 
računalnikom, ne glede na to, ali se obdela s programom za urejanje besedila ali z 
namenom vnosa na spletno stran; 
− Nizozemska navaja, da se vnos osebnega podatka na spletno stran opravi prek 
računalnika in strežnika, kar je pomembna značilnost avtomatizacije; 
− Evropska komisija pa trdi, da se Direktiva (95/46/EC) uporablja za vsako obdelavo 
osebnih podatkov, ne glede na uporabljena tehnična sredstva, zato pomeni dajanje 
osebnih podatkov na splet, obdelavo z avtomatskimi sredstvi. 
 
                                          
1084 Ki mimogrede posega v pravico do spoštovanja njihovega zasebnega življenja. 
1085 Načelo preglednosti (odprtosti in javnosti delovanja) je določeno v členih 1 in 10 PEU in v členu 15 PDEU. 
1086 Glej sodbo Sodišča Evropske unije, v zadevi št. C-101/01, Lindqvist, z dne 6. novembra 2003. Dostopno 1. 
6. 2012 na: www.curia.europa.eu. 
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Sodišče povzame, da se s pojmom obdelave podatkov izvaja postopek ali niz postopkov z 
osebnimi podatki z avtomatskimi sredstvi ali brez njih, postopek, s katerim se na spletno 
stran vnesejo osebni podatki, pa tako šteje za obdelavo podatkov.  
 
V nadaljevanju postopka Sodišče EU ugotovi, da objava osebnih podatkov na spletu ne 
spada pod nobeno od izjem neuporabe Direktive (95/46/EC), saj že 12. točka uvodne 
izjave opredeli, da se obdelava podatkov izključi iz direktive, kadar jo fizična oseba izvaja 
izključno za osebne ali domače potrebe (npr. dopisovanje in beleženje naslovov), kar pa 
ne velja za obdelavo osebnih podatkov, ki vključuje njihovo objavo na spletu, zaradi česar 
postanejo podatki tako dostopni neomejenemu številu oseb. 
 
Sodišče EU na vprašanje, ali je navedba, da si je oseba poškodovala nogo in je zato 
odsotna z dela zaradi bolezni, osebni podatek, in da je potrebno podatke, povezane z 
zdravjem, vedno razlagati široko, ker vključujejo pomembne informacije z vseh vidikov 
fizičnega in psihičnega zdravja konkretne osebe odgovori pritrdilno. 
 
Sodišče EU potrdi tudi, da so določbe Direktive (95/46/EC) nujno razmeroma splošne, saj 
se uporabljajo v različnih okoliščinah, vsebujejo pa nekoliko bolj prožna pravila, kjer je z 
njo državam članicam velikokrat upravičeno prepuščena določitev podrobnosti ali izbira 
med možnostmi. Bistvo ustreznega ravnotežja pravic in interesov je potrebno iskati na 
stopnji izvajanja predpisov, s katerimi je bila direktiva prenesena v nacionalno 
zakonodajo. 
 
Na koncu omenjena sodba potrdi osnovno spoznanje, in sicer da morajo biti ukrepi, ki jih 
države članice sprejmejo za zagotovitev varstva osebnih podatkov, v skladu z določbami 
predmetne direktive, ki temelji na ohranjanju ravnotežja med prostim pretokom osebnih 
podatkov in varstvom zasebnega življenja vsakega posameznika. 
 
Primer 29: Heinz Huber vs. Bundesrepublik Deutschland (C-524/06)1087.  
 
Heinz Huber se je kot avstrijski državljan naselil v Nemčiji in se na podlagi Zakona o 
centralnem registru tujcev vanj vpisal kot tujec, ki na nemškem ozemlju prebiva daljše 
obdobje. Čez čas je pri upravnem organu zahteval izbris podatkov, ker je menil, da je 
zaradi obdelave teh podatkov diskriminiran, saj za nemške državljane taka zbirka 
podatkov ne obstaja, ta pa je njegovo zahtevo zavrnil. Šele upravno sodišče v Kölnu je 
njegovemu zahtevku ugodilo, in menilo, da je shranjevanje in obdelava spornih podatkov 
v neskladju s členoma 12 in 18 iz PES ter členoma 6(1)(b) in 7(e) iz Direktive (95/46/EC). 
 
Sodišče EU je v postopku predhodnega odločanja odgovorilo na nekatera vprašanja1088, ki 
jih je postavilo Višje upravno sodišče dežele Severno Porenje – Vestfalija. 
                                          
1087 Glej sodbo Sodišča Evropske unije, v zadevi št. C-524/06, Heinz Huber vs. Bundesrepublik Deutschland, z 
dne 16. decembra 2008. Dostopno 2. 6. 2012 na: www.eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62006CJ0524:SL:HTML 
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1. Glede vsebine pojma nujnosti Sodišče EU meni, da gre za samostojen pojem prava 
Skupnosti OECD, ki se ga razlaga tako, da popolnoma ustreza namenu Direktive 
(95/46/EC), kjer je ta opredeljen v prvem odstavku člena 1, in sicer da vse države 
članice enakovredno varujejo temeljne pravice in svoboščine fizičnih oseb in predvsem 
njihovo pravico do zasebnosti pri obdelavi osebnih podatkov. 
2. V zvezi s centralnim registrom tujcev opozori, da po veljavnem pravu Evropske 
skupnosti, pravica do prebivanja na ozemlju druge države članice ni brezpogojna, 
ampak je odvisna od omejitev in pogojev, ki jih določa Pogodba in tudi notranje 
pravo1089. To pomeni, da je uporaba registra v smislu prvega odstavka člena 12 iz PES 
načeloma legitimna in združljiva s prepovedjo diskriminacije na podlagi 
državljanstva1090. 
3. Na temo diskriminacije pa države članice opomni, da zaradi interesa boja proti 
kriminalu ne smejo razlikovati med svojimi državljani in položajem drugih državljanov 
Unije, ki prebivajo na njenem ozemlju. V nasprotnem različno obravnavanje teh 
državljanov, čeprav zaradi boja proti kriminalu, pomeni diskriminacijo, ki pa je 
prepovedana že s prvim odstavkom člena 12 iz PES1091.  
 
Primer 30: Rechnungshof vs. Österreichischer Rundfunk, Wirtschaftskammer Steiermark, 
Marktgemeinde Kaltenleutgeben, Land Niederösterreich, Österreichische Nationalbank, 
Stadt Wiener Neustadt, Austrian Airlines, Österreichische Luftverkehrs AG in Christa 
Neukomm ter Joseph Lauermannom vs. Österreichischer Rundfunk (C-465/00, C-138/01 
in C‑139/01)1092.  
 
V tej precedenčni sodbi je Sodišče EU obravnavalo razlago Direktive (95/46/EC) v sporu  
avstrijskega Računskim sodiščem, ki je izvajalo revizijo računovodskih izkazov, z v več 
upravnih organih in javnih podjetjih, in so mu zavezani poročati o preseženem cenzusu 
izplačanih plač in pokojnin, vključno z imeni prejemnikov, ki ga nato pripravi v letnem 
poročilu in avstrijskemu parlamentu, državnemu svetu in deželnim parlamentom predloži v 
                                                                                                                               
1088 Vprašanja so bila: ali je splošna obdelava osebnih podatkov tujcev, ki so državljani Unije, v centralnem 
registru tujcev združljiva z načelom prepovedi vsakršne diskriminacije, povezane z državljanstvom tistih 
državljanov Unije, ki uresničujejo svojo pravico do prostega gibanja in pravico do prebivanja na ozemlju 
držav članic; ali je taka obdelava združljiva s prepovedjo vseh omejitev pravice do bivanja državljanov 
države članice na ozemlju druge države članice; ali je taka obdelava združljiva z zahtevo nujnosti, določeno 
v členu 7(e) Direktive (95/46/EC)? 
1089 Glej npr. sodbi Sodišča EU, št. C‑33/07, Ministerul Administraţiei şi Internelor – Direcţia Generală de 
Paşapoarte Bucureşti vs. Gheorghe Jipa, z dne 10. julija 2008, točko 21 in št. C‑356/98, Arben Kaba vs. 
Secretary of State for the Home Department, dne 11. aprila 2000, točko 30. 
1090 Register ne sme vsebovati informacij, ki za ta namen niso nujne, kar pomeni, da je obdelava osebnih 
podatkov z vidika člena 7(e) Direktive (95/46/EC) nujna za izvajanje predpisov glede pravice do prebivanja 
na drugem ozemlju. 
1091 Država članica zaradi boja proti kriminalu ne sme uvesti obdelave osebnih podatkov, ki velja le za 
državljane Unije, ki niso državljani iste države članice (glej točko 81). 
1092 Glej sodbo Sodišča Evropske unije, v združeni zadevi št. C-465/00, C-138/01 in C‑139/01, Rechnungshof 
vs. Österreichischer Rundfunk in drugi ter med Christo Neukomm in Josephom Lauermannom vs. 
Österreichischer Rundfunk, z dne 20. maja 2003. Dostopno 1. 6. 2012 na: www.curia.europa.eu. 
 257 
obravnavo. Ker zavezanci niso pravočasno sporočili podatkov v zvezi z dohodki zaposlenih, 
je Računsko sodišče pozvalo avstrijsko Ustavno sodišče, naj odloči glede razlage določb 
spornega Zakona o omejitvi plač funkcionarjev, o sporočanju osebnih podatkov v zvezi z 
navedenimi dohodki, imeni in funkcijami oseb. V obrazložitvi je Ustavno sodišče menilo, 
da izčrpno obveščanje javnosti o dohodkih zaposlenih, posega v njihovo zasebnost, zaradi 
obstoja "interesa javnosti, da je obveščena", in meni, da razkritje podatkov o dohodkih ne 
pospešuje ekonomske blaginje države, ki je ena od izjem direktive, zato ugotavlja, da 
predstavlja ta določba zakona nesorazmeren poseg v zasebnost posameznika. 
 
V zadevi Neukomm in Lauermann pa gre za dva uslužbenca, ki sta na avstrijskih sodiščih 
vložila predlog za izdajo začasne odredbe, s katero bi se ÖRF-u prepovedalo nadaljnje 
posredovanje podobnih podatkov Računskemu sodišču. Po zavrnjenih pritožbah sta vložila 
revizijo še na avstrijsko Vrhovno sodišče. 
 
Nekatere vlade so  glede obravnavanega primera Sodišči EU predložile svoja stališča. 
1. Danska meni, da iz direktive ne izhaja nobena pravica tretjih oseb, da lahko na svojo 
zahtevo pridobijo dostop do dokumentov druge osebe. Nad varstvom osebnih 
podatkov neobčutljive narave, naj bi prevladalo načelo preglednosti, ki je bistveno v 
pravnem redu Evropske skupnosti.  
2. Avstrija, Italija, Nizozemska, Finska in Švedska ter Evropska komisija menijo, da so 
nacionalni zakoni v tem postopku združljivi z Direktivo (95/46/EC), saj je državam 
članicam dana široka diskrecija, če gre za zakonske naloge v javnem interesu, kjer se 
upošteva načelo preglednosti in dobrega upravljanja z javnimi sredstvi. 
3. Avstrija dodatno navaja, da morajo biti podatki, ki se navezujejo na človekovo 
intimnost, zdravje, družinsko življenje ali spolnost, močneje varovani kot podatki, ki 
zadevajo dohodke in davčne obveznosti, ki so sicer tudi osebne narave, vendar ne 
vplivajo na posameznikovo identiteto in niso tako občutljivi1093. 
4. Finska meni, da varstvo zasebnosti ni absolutno, zato tudi podatki, ki se nanašajo na 
posameznika, in delujejo v okviru javne funkcije, ne spadajo med varstvo zasebnosti. 
5. Italija potrdi, da so podatki na podlagi zakonov in tudi kolektivnih pogodb dostopni 
javnosti, zato bi njihovo razširjanje pomenilo minimalen ukrep zagotavljanja 
uresničevanja ciljev preglednosti in dobrega upravljanja, kar ni v nasprotju z načelom 
sorazmernosti. 
6. Nizozemska predlaga, da mora nacionalno sodišče za vsako javno ustanovo preveriti, 
ali je mogoče obdelavo osebnih podatkov uresničiti na način, ki najmanj posega v 
zasebnost posameznikov. 
 
Sodišče EU povzame, da dejavnost nadzora, ki ga opravlja avstrijsko Računsko sodišče 
spada na področje uporabe prava Evropske skupnosti1094 in tudi Direktive (95/46/EC), 
                                          
1093 V zvezi s tem glej sodbo ESČP, št. 29183/95, Fressoz in Roire vs. Francija, z dne 21. januarja 1999. 
1094 Glej Direktivo Sveta EU (76/207/EEC) z dne 9. februarja 1976 in Uredbo Sveta (EEC/1408/71) z dne 14. 
junija 1971 ter Uredbo Sveta EU (EC/118/97) z dne 2. decembra 1996. 
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predvsem členov 7(c)(e) ter člena 13(e)(f), ker gre za obdelavo osebnih podatkov 
posameznikov.  
 
Pri tem ugotovi, da shranjevanje podatkov v zvezi z izplačili plač s strani delodajalca ne 
predstavlja formalnega posega v zasebno življenje posameznika (zaposlenega) . To pa ne 
velja za sporočanje teh podatkov tretjim osebam (kot je npr. Računsko sodišče), s čimer 
se že krši pravica do spoštovanja zasebnosti posameznikov1095, kar po mnenju Sodišča EU 
pomeni tudi kršitev 8. člena EKČP. 
 
Ker je cilj spornega avstrijskega zakona izvajati pritisk nad javnimi ustanovami, da bi 
ohranjale višino plač v razumnih mejah, naj bi šlo za zagotavljanje gospodarne in ustrezne 
porabe javnih sredstev, kar zasleduje tudi EKČP. Sodišče EU, ki je presojalo interes 
zagotavljanja najprimernejše porabe javnih sredstev in težo kršitev pravic posameznikov v 
zvezi spoštovanjem njihove zasebnosti, je pritožbeno sodišče pozvalo, da mora samo 
preveriti, ali je objava podatkov nujna in sorazmerna za dosego določenega cilja, ter 
proučiti, ali se takega cilja ne bi dalo doseči na bolj primeren način1096. Sicer meni, da 
določbe Direktive (95/46/EC) ne nasprotujejo nacionalni ureditvi, če se ugotovi, da je 
razkritje imen zaposlenih, vključno z izplačanimi dohodki, nujno in ustrezno zaradi cilja 
dobrega upravljanja javnih sredstev, ki ga zasleduje zakonodajalec. 
 
Sodišče EU ponovno potrdi premiso, da se lahko posameznik v primerih, v katerih se 
določbe direktive z vidika njihove vsebine zdijo brezpogojne in dovolj natančne ter 
izvedbeni ukrepi v nacionalni zakonodaji niso pravočasno sprejeti, lahko pred nacionalnimi 
sodišči vedno sklicuje na direktivo, ki je neposredno uporabljiva,  da bi se izognil uporabi 
predpisov notranjega prava, kadar je v nasprotju z njihovimi določbami1097. 
 
Primer 31: European Parliament vs. Council of the European Union (C-317/04) in 
Commission of the European Communities (C-318/04)1098.  
 
Boj proti terorizmu na ameriških tleh pa tudi v Evropi, je bil povod za sprejem Sporazuma 
o prenosu podatkov, vsebovanih v evidenci imen letalskih potnikov, s strani evropskih 
letalskih prevoznikov, pristojnim organom v ZDA (Kuhelj, 2010, in tudi Kuhelj, 2009). 
 
Združene države Amerike (v nadaljevanju kratica: ZDA) so leta 2001 sprejele zakonodajo, 
kjer so morali letalski prevozniki, ki letijo na ali iz ozemlja ZDA oziroma ga prečkajo, 
                                          
1095 Tu naj ne bi bilo pomembno, ali gre za posredovanje občutljivih osebnih podatkov, in ali so bile osebe 
zaradi tega oškodovane ali ne. Zadostuje ugotovitev, da je delodajalec sporočil take podatke tretjim 
osebam. 
1096 Npr. s posredovanjem poimenskih seznamov brez zneskov, ki so jih osebe prejele ipd. 
1097 Velja za vse nacionalne določbe, ki niso v skladu z direktivo ali opredeljujejo pravice, ki jih lahko 
posamezniki uveljavljajo zoper državo. 
1098 Glej sodbo Sodišča Evropske unije, v združeni zadevi št. C-317/04 in C-318/04, European Parliament vs. 
Council of the European Union in Commission of the European Communities, z dne 30. maja 2006. 
Dostopno 1. 6. 2012 na: www.eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=celex:62004cj0317:sl:html 
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carinskim organom zagotoviti elektronski dostop do podatkov iz svojih avtomatskih 
rezervacijskih sistemov za nadzor letalskih odhodov1099. Evropska komisija je pristojne 
organe ZDA sicer obvestila o možnosti kolizije med veljavno zakonodajo Evropske 
skupnosti in držav članic na področju zaščite podatkov posameznikov in podatkov iz 
računalniških sistemov letalskih rezervacij, zaradi česar so ZDA preložile začetek 
veljavnosti določb zakonodaje in potrdile možnost sankcij za evropske letalske družbe, če 
elektronskega dostopa do podatkov ne omogočijo s 5. marcem 2003. Na podlagi teh 
groženj je več evropskih letalskih družb samih omogočilo dostop do podatkov o letalskih 
potnikih, ki so potovali v ZDA. 
 
Komisija je nato pripravila in predložila osnutek odločbe o ustreznem varstvu osebnih 
podatkov pri organih ZDA in ga s predlogom sklepa za sklenitev sporazuma posredovala 
Evropskemu parlamentu v posvetovanje, kjer je ta navedel nekatere pridržke1100. Po 
molku Parlamenta je Komisija sprejela odločbo o ustreznosti, Svet EU pa sklep za 
sklenitev sporazuma, neposredno sami. 
 
V tožbi C-318/04, Evropski parlament vs. Komisija Evropskih skupnosti, je Parlament 
navedel štiri tožbene razloge za izrek ničnosti sprejete odločbe, in sicer glede prekoračitve 
pooblastil Komisije in kršitve bistvenih načel ter temeljnih pravic Direktive (95/46/EC). 
Sodišče EU v postopku ugotovi, da prenos podatkov o letalskih potnikih v ZDA predstavlja 
obdelavo, katere predmet je javna varnost in področje kazenskega prava1101. Kljub temu 
da podatke zbirajo zasebne gospodarske družbe za ekonomski namen in jih te prenesejo v 
tretjo državo, gre po mnenju Sodišča za prenos, ki ga določijo javni organi, in se nanaša 
na javno varnost. Ker se odločba o ustreznosti nanaša na obdelavo osebnih podatkov iz 
prve alineje člena 3(2) Direktive1102 (95/46/EC), sprejeta odločba ne sodi v področje 
uporabe te direktive. Zato je Sodišče EU Odločbo Komisije o ustreznem varstvu osebnih 
podatkov, vsebovanih v evidenci imen letalskih potnikov, posredovanih uradu za carinsko 
in mejno zaščito Združenih držav Amerike (2004/535/EC), z dne 14. maja 2004, razglasilo 
za nično. 
 
V tožbi C-317/04, Evropski parlament vs. Svet Evropske unije, so bili izpostavljeni 
naslednji razlogi za izrek ničnosti sklepa Sveta EU za sklenitev sporazuma: napačna 
uporaba člena 95 iz ES kot pravne podlage, kršitev drugega pododstavka člena 300(3) iz 
                                          
1099 Tu se uporablja angl. izraz Passenger Name Records (ali PNR). 
1100 Meni, da osnutek odločbe o ustreznosti presega pristojnosti, ki jih Komisiji podeljuje člen 25 Direktive 
(95/46EC) in predlaga sklenitev primernega mednarodnega sporazuma, pred tem pa bi pridobil še mnenje 
Sodišča EU o zakonitosti takega sporazuma in njegove skladnosti zaščite zasebnosti posameznikov. 
1101 Tu povzame, da podatke o potnikih najprej zbirajo letalske družbe, kar sodi v pravo Skupnosti (prodaja 
letalskih vozovnic). Odločba o ustreznosti, pa se ne nanaša na obdelavo podatkov, ampak na zaščito javne 
varnosti in za namene kazenskega pregona. 
1102 Ta določa, da se direktiva ne uporablja za obdelavo osebnih podatkov: med dejavnostjo, ki ne sodi na 
področje uporabe zakonodaje Skupnosti, kot so tiste, opredeljene v naslovih V in VI Pogodbe o Evropski 
uniji, in v vsakem primeru v postopkih obdelave v zvezi z javno varnostjo, obrambo, državno varnostjo 
(vključno z gospodarsko blaginjo države, kadar se postopek obdelave nanaša na zadeve državne varnosti) 
in pri dejavnostih države na področju kazenskega prava. 
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ES, 8. člena EKČP, načela sorazmernosti, obveznosti obrazložitve in načela lojalnega 
sodelovanja. Sodišče EU v razlagi posameznih razlogov najprej ugotovi, da 95. člen ES v 
povezavi s členom 25 iz Direktive (95/46/EC) ne ustvarja pristojnosti, da bi Svet EU lahko 
sklenil sporni Sporazum. Ker se Sporazum nanaša na enak prenos podatkov kot odločba 
Komisije o ustreznosti, tako tudi Sklep Sveta EU o sklenitvi Sporazuma med Evropsko 
skupnostjo in Združenimi državami Amerike o obdelavi in prenosu podatkov PNR s strani 
letalskih prevoznikov uradu za carine in varovanje meja pri ministrstvu Združenih držav za 
domovinsko varnost (2004/496/EC), z dne 17. maja 2004, ni veljaven, kar Sodišče EU 
hkrati razglasi za ničnega. 
 
Kuhljeva (2010) izrazi kritično stališče  do obeh razsodb Sodišča EU, saj meni, da slednje 
na žalost sploh ni obravnavalo spornih vsebinskih vprašanj sporazuma, pri tem pa tudi ni 
zavzelo stališča, ali je sporni sporazum nesorazmerno posegel v pravice državljanov EU, 
katerih podatki so bili posredovani ZDA in preizkusilo skladnosti sporazuma z Direktivo 
(95/46/EC), ampak je najenostavneje sklep Sveta EU in odločbo Komisije zaradi 
nepravilne pravne podlage razglasilo za nična. 
 
Vendar je Evropska komisija leta 2007 pripravila nov predlog dokumenta, s katerim je 
želela vzpostaviti ukrepe za boj proti terorizmu in uporabiti evidenco imen letalskih 
potnikov (PNR), a le za namene kazenskega pregona. Tako je Svet EU 12. februarja 2007 
sprejel poseben program z naslovom "Preprečevanje, pripravljenost in obvladovanje 
posledic v zvezi s terorizmom ter drugimi tveganji, povezanimi z varnostjo (2007/124/ES, 
Euratom)", ki je del Splošnega programa o varnosti in varstvu svoboščin, za obdobje 
2007–2013, Evropski parlament pa Resolucijo o zunanji dimenziji boja proti 
mednarodnemu terorizmu (2006/2032(INI)) (Kuhelj, 2010, str. 390-391) in leta 2010 še 
resolucijo, v kateri je zahteval ponovna pogajanja o sporazumu za prenos podatkov med 
EU in ZDA, katere je Evropska komisija, po pooblastilu Sveta EU, pričela izvajati decembra 
2010. 
 
Sporno glede veljavnega sporazuma na podlagi katerega se trenutno prenašajo v ZDA 
podatki o letalskih potnikih je tudi dejstvo, da se ti hranijo v zbirkah podatkov brez 
časovne omejitve1103, za kar pa evropski državljani nimamo zagotovil, kot niti za to, da 
bodo podatki kasneje popolnoma izbrisani. Saj kot pravi Kuhljeva, potniki nimajo prav 
nobene možnosti, da bi si pridobili zbrane in shranjene podatke o sebi lahko v ZDA, in s 
tem zavarovali pravico do lastne zasebnosti, kar Direktiva (95/46/EC) sicer omogoča v 
evropskem pravnem prostoru. 
 
Vendar pa sta Evropska unija in ZDA novembra 2011 parafirali nov Sporazum o prenosu 
podatkov o potnikih (PNR) iz EU v ZDA, ki pa ga mora sprejeti še Evropski parlament in 
Svet EU. Ta sporazum naj bi tako nadomestil veljavni sporazum iz leta 2007.  
Evropa in ZDA postajata najbolj varovani območji za potovanja na svetu, kjer je najbolj 
pereče ravno vprašanje prenosa osebnih podatkov potnikov, ki se v ZDA in v EU varujejo 
                                          
1103 ZDA navajajo, da se bodo ti podatki izbrisali šele po 15. letih, ko poteče rok hrambe. 
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različno, še posebej pravica do zasebnosti posameznikov. Ravno teroristični napadi v ZDA 
ter v Evropi so namreč pokazali, kako ranljivi smo pri varovanju svojih osebnih podatkov, 
saj smo pripravljeni zaradi potrebe po večji stopnji varnosti, oblasti v zameno ponuditi 
svojo zasebnost (Kuhelj, 2010, str. 434-435). 
 
Primer 32: LSG-Gesellschaft zur Wahrnehmung von Leistungsschutzrechten GmbH vs. 
Tele2 Telecommunication GmbH, (C‑557/07)1104.  
 
V tem sporu je Sodišče EU odločalo med avtorsko organizacijo LSG in podjetjem Tele2, 
kjer je slednje zavrnilo zahtevo za posredovanje imen in naslovov oseb, ki jim zagotavlja 
dostop do spleta. 
 
LSG je avstrijska organizacija, ki varuje pravice proizvajalcev glasbenih plošč na posnetkih 
in pravice izvajalcev do reprodukcije in distribuiranja ter dajanja posnetkov na voljo 
javnosti. Podjetje Tele2 pa strankam ponuja dostop do interneta. Imetniki pravic, ki jih 
zastopa LSG, so zaradi možnosti izmenjave glasbenih in drugih datotek na internetu 
zaznali finančno škodo in želeli v skladu s členom 87b(2)(3) Zakona o avtorskih pravicah 
za knjižna in umetniška dela in o sorodnih pravicah začeti postopek proti kršiteljem 
avtorskih del. Pri tem so od ponudnika spletnih storitev, podjetja Tele2 zahtevali, da jim 
sporoči imena in IP-naslove oseb, ki jim zagotavlja internet ter dan in uro priklopa. To 
zahtevo so v Tele2 zavrnili in menili, da v skladu z evropsko direktivo niso posrednik, zato 
jim ni dovoljeno shranjevanje podatkov glede dostopa strank do interneta. 
 
Trgovsko sodišče je s sodbo ugodilo zahtevi LSG in menilo, da mora Tele2 kot ponudnik 
dostopa do interneta zagotoviti prosilcu zahtevane podatke. Tako odločitev je potrdilo tudi 
Višje sodišče na Dunaju. Zaradi nejasnosti same direktive je dunajsko Vrhovno sodišče 
Sodišču EU v predhodno odločanje predložilo dvoje vprašanj, in sicer: 
− ali pojem "posrednik" zajema tudi ponudnika dostopa do interneta, ki le omogoča 
dostop do omrežja, sam pa mu ne nudi storitev, kot so elektronska pošta, prenos ali 
izmenjava datotek in ne nadzira storitev, ki jih uporablja uporabnik, ter 
− ali se določbe Direktive (EC/2004/48) in Direktive (EC/2002/58) razlaga tako ozko, da 
tretjim osebam, za namen sodnega uveljavljanja kršitev avtorskih pravic v civilnih 
postopkih ne dovoljuje posredovanja osebnih podatkov o takem prometu. 
 
Sodišče EU tu na primeru druge sodbe obrazloži1105, da sodijo med izjeme obeh direktiv 
ukrepi, ki so nujni za varstvo pravic in svoboščin drugih, zato iz tega sklepa, da Direktiva 
(EC/2002/58) ne izključuje možnosti držav članic niti od njih ne zahteva, da morajo 
določiti obveznost razkritja osebnih podatkov v okviru civilnega sodnega postopka. 
                                          
1104 Glej sodbo Sodišča Evropske unije, v združeni zadevi št. C‑557/07, LSG-Gesellschaft zur Wahrnehmung 
von Leistungsschutzrechten GmbH vs. Tele2 Telecommunication GmbH, z dne 19. februarja 2009. 
Dostopno 1. 6. 2012 na: www.curia.europa.eu. 
1105 Glej sodbo Sodišča Evropske unije, v zadevi št. C-275/06, Productores de Música de España (Promusicae) 
vs. Telefónica de España SAU, z dne 29. januarja 2008. 
 262
Pomembno je, da se v zvezi s tem nasloni na dejstvo, da se morajo države članice ob 
prenosu direktiv opreti na tako razlago, ki omogoča zagotovitev pravilnega ravnovesja 
med temeljnimi pravicami, varovanimi s pravnim redom Evropske skupnosti, pri tem pa 
nacionalnega prava v skladu s temi direktivami ne zgolj razlagati, temveč paziti, da se ne 
oprejo na razlago besedil direktiv, ki bi bile v nasprotju s temeljnimi pravicami ali z 
drugimi splošnimi načeli prava Evropske skupnosti (npr. načelom sorazmernosti). 
 
Sodišče opozori (tudi na podlagi sodbe Promusicae), da direktive državam članicam ne 
nalagajo, da same določijo obveznost posredovanja osebnih podatkov, kot jim tudi ne 
narekuje, izključitve možnosti, da lahko države članice same predvidijo dolžnost 
obveščanja ponudnika dostopa do interneta. Ker ponudnik stranki omogoči dostop do 
interneta, ponuja ta po mnenju Sodišča EU storitve, ki jih uporabljajo tretje osebe, ki 
lahko nato kršijo pravice drugih. Iz tega izhaja tudi cilj Direktive (EC/2001/29), katere 
namen je zagotovitev učinkovitega pravnega varstva avtorskih in sorodnih pravic, saj če 
se izključi pojem "posrednik", kot ponudnik dostopa, ki je hkrati edini imetnik podatkov, 
na podlagi katerih je mogoče identificirati uporabnike, to bistveno zmanjša varstvo pravic 
posameznikov za uveljavljanje civilnih zahtevkov zoper kršitelje zakonov. 
 
Primer 33: Scarlet Extended SA vs. Société belge des auteurs, compositeurs et éditeurs 
SCRL (SABAM) (C‑70/10)1106. 
 
Med ponudnikom internetnega dostopa, podjetjem Scarlet Extended SA in podjetjem, ki 
zastopa avtorje, skladatelje in založnike glasbenih del, Société belge des auteurs, 
compositeurs et éditeurs SCRL (SABAM), je nastal spor, ker je podjetje Scarlet zavrnilo 
vzpostavitev sistema filtriranja elektronskih komunikacij za izmenjavo datotek internetnih 
uporabnikov, zaradi katerega se kršijo avtorske pravice glasbenih ustvarjalcev. Podjetje 
SABAM je s tožbo zahtevalo prenehanje kršenja avtorskih pravic na način, da se 
internetnim uporabnikom onemogoči izmenjava datotek na spletu brez njihovega 
dovoljenja. Tako pritrdilno odločitev je na podlagi tožbe sprejelo tudi bruseljsko sodišče 
prve stopnje, na katero pa se je pritožilo podjetje Scarlet, ki je menilo, da vzpostavitev 
takega sistema posega v določbe Direktive (95/46/EC) o varstvu osebnih podatkov in 
tajnosti komunikacij. Pritožbeno sodišče v Bruslju je zato Sodišču EU v predhodno 
odločanje posredovalo dve vprašanji, ki se nanašata na razlago več direktiv glede 
možnosti odreditve filtriranja vseh elektronskih komunikacij in datotek, ki se prenašajo 
"peer-to-peer"1107, s katerimi je mogoče v omrežju ponudnika ugotoviti in blokirati pretok 
datotek, ki vsebujejo glasbena, kinematografska ali avdiovizualna dela. 
Sodišče EU v postopku ponovno opomni, da mora biti nacionalna zakonodaja in njihova 
uporaba s strani nacionalnih sodišč skladna z omejitvami, ki jih določa evropska 
                                          
1106 Glej sodbo Sodišča Evropske unije, v zadevi št. C‑70/10, Scarlet Extended SA vs. Société belge des 
auteurs, compositeurs et éditeurs SCRL (SABAM), z dne 24. novembra 2011. Dostopno 1. 6. 2012 na: 
www.curia.europa.eu. 
1107 Skrajšano P2P, se nanaša na računalniško omrežje, v katerem lahko vsak računalnik deluje kot strežnik za 
druge računalnike v omrežju in omogoča dostop do datotek v skupni rabi brez potrebe po dostopu do 
glavnega strežnika. Glej več na: www.en.wikipedia.org/wiki/peer-to-peer. Dostopno 2. 6. 2012. 
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zakonodaja1108 in povzame, da pravila, ki so jih določile države članice, ne morejo vplivati 
na določbe evropskih direktiv. Tako nacionalnim organom tudi prepoveduje sprejetje 
ukrepov, s katerimi bi izvajali nadzor nad podatki, ki se prenašajo v omrežju. Prav tako 
ugotovi, da ukrepi splošnega nadzora, ki jih določa Direktiva (2004/48/EC), ne bi bili 
pravični in sorazmerni, bili bi pretirano dragi, ker bi terjali dnevno opazovanje vseh 
elektronskih komunikacij v omrežju. Hkrati Direktiva (2000/31/EC) tak splošen nadzor 
opredeli kot prepovedano dejanje. Sodišče EU poudari, da čeprav je varstvo pravic 
intelektualne lastnine določeno v členu 17(2) Listine EU o temeljnih pravicah, iz te določbe 
in iz sodne prakse Sodišča ne izhaja, da bi bila ta pravica nedotakljiva in da mora biti 
njeno varstvo zato absolutno. Tako je potrebno varstvo pravice do intelektualne lastnine, 
uravnotežiti z varstvom drugih temeljnih pravic1109, v tem primeru med varstvom pravice 
intelektualne lastnine in varstvom svobode gospodarske pobude1110. 
 
Tako sodišče potrdi, da vzpostavitev sistema za filtriranje komunikacij ne izpolnjuje 
pravičnega ravnotežja med varstvom obeh pravic, kakor tudi ne pravice do varstva 
osebnih podatkov ter svobode sprejemanja in širjenja vesti1111 in za obravnavane direktive 
odloči, da jih je treba razlagati tako, da nasprotujejo zahtevi, da ponudniki internetnega 
dostopa odrejajo kakršnokoli vzpostavitev sistema za filtriranje elektronskih komunikacij v 
omrežju. 
 
Primer 34: Productores de Musica de España (Promusicae) vs. Telefónica de España SAU 
(C-275/06)1112.  
 
V vsebinsko podobnem sporu med španskim združenjem producentov in založnikov 
glasbenih in avdiovizualnih posnetkov (Promusicae) in podjetjem Telefónica je bilo 
Sodišču EU v predhodno odločanje dano naslednje vprašanje: Ali se pravo Skupnosti in 
Direktive (2000/31/EC), (2001/29/EC) in (2004/48/EC), v povezavi z Listino EU o 
temeljnih pravicah razlaga tako, da nalagajo državam članicam, da za učinkovito varstvo 
avtorskih pravic določijo obveznost posredovanja osebnih podatkov v civilnem sodnem 
postopku? 
 
Tu Sodišče ugotovi, da Direktiva (2002/58/EC) ne izključuje možnosti, da države članice 
ne bi same določile obveznosti razkritja nekaterih osebnih podatkov, vendar mora pri tem 
                                          
1108 V tem smislu glej tudi sodbo sodišča EU, v zadevi št. C‑324/09, L’Oréal in drugi, kjer je v točki 138 
zapisano, da morajo biti predpisi, ki jih uvedejo države članice v notranji pravni red, skladni z omejitvami iz 
direktiv in pravnih virov, na katere se napotuje. 
1109 Glej sodbo Sodišča EU, v zadevi št. C‑275/06, Productores de Musica de España (Promusicae) vs. 
Telefónica de España SAU, 29. januar 2008, točke od 62 do 68. 
1110 Tako bi naložena obveznost vzpostavitve dragega informacijskega sistema, ki bi spremljal komunikacijo 
povzročila hudo kršitev svobode gospodarske pobude, kar bi bilo v nasprotju z Direktivo (2004/48/EC), ki 
zahteva, da ukrepi zagotovitve spoštovanja pravic intelektualne lastnine niso nepotrebno zapleteni in dragi. 
1111 Glej člena 8 in 11 Listine EU o temeljnih pravicah. 
1112 Glej sodbo Sodišča EU, v zadevi št. C‑275/06, Productores de Musica de España (Promusicae) vs. 
Telefónica de España SAU, 29. januar 2008. Dostopno 2. 6. 2012 na: www.curia.europa.eu. 
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zagotavljati tako spoštovanje temeljnih pravic in načel, ki jih priznava Listina EU o 
temeljnih pravicah kot tudi varstvo osebnih podatkov, spoštovanje zasebnega življenja, 
pravico do varstva lastnine in do učinkovitega sodnega varstva. 
 
Tako spozna, da direktive državam članicam ne nalagajo, da bi same določile obveznost 
posredovanja osebnih podatkov za potrebe civilnega sodnega postopka, vendar pa pravo 
Skupnosti OECD zahteva, da se ob prenosu direktiv v notranji pravni red, le-te razlaga 
tako, da omogočajo zagotovitev pravilnega ravnovesja med temeljnimi pravicami, 
varovanimi s pravnim redom Skupnosti OECD. Organi in sodišča držav članic morajo 
razlagati nacionalno pravo v skladu z evropskimi direktivami in pri tem paziti, da ta 
razlaga ni v nasprotju s temeljnimi pravicami ali z drugimi splošnimi načeli prava 
Skupnosti OECD, kot je npr. načelo sorazmernosti. 
 
Primer 35: Bonnier Audio AB, Earbooks AB, Norstedts Förlagsgrupp AB, Piratförlaget AB, 
Storyside AB vs. Perfect Communication Sweden AB, (C‑461/10)1113.  
 
Še en podoben spor, v katerem je odločalo Sodišče EU po postopku predhodnega 
odločanja, se nanaša na švedsko podjetje Bonnier Audio in nekatere druge založbe ter 
podjetje Perfect Communication Sweden, ki je ponudnik internetnih storitev. Tudi tu so 
založniki avtorskih pravi, na sodišče prve stopnje vložili tožbo, ki je predlogu za razkritje 
imen, naslovov in IP-naslovov oseb ugodilo, ker naj bi kršili avtorsko zakonodajo in tako 
nezakonito prenesli sporne zvočne datoteke s spleta. Perfect Communication Sweden se 
je nato pritožil na višje pritožbeno sodišče, ki je razsodilo, da Direktiva (2006/24/EC) nima 
določb, ki bi stranki preprečevalo razkritje podatkov o naročniku, ki ni javni organ v 
civilnopravnem sporu,  in s tem sodbo prvostopenjskega sodišča razveljavilo. 
 
Sodišče EU v tej zadevi ponovno poudari, da so države članice dolžne upoštevati določbe 
prava Unije in razsoditi, da je treba Direktivo (2006/24/EC) razlagati tako, da ne 
nasprotuje nacionalni zakonodaji, če temelji na 8. členu Direktive (2004/48/EC) o 
uveljavljanju pravic intelektualne lastnine, in tako dovoli ponudniku internetnih storitev 
razkritje podatkov identitete naročnika, ki je kršil pravice intelektualne lastnine, ker taka 
zakonodaja ne spada v področje uporabe Direktive (2006/24/EC). Podobno razlago 
sprejme tudi glede Direktiv (2002/58/EC) in (2004/48/EC), s tem da je potrebno pri 
vsakem primeru posebej upoštevati okoliščine primera, načelo sorazmernosti in pretehtati 






                                          
1113 Glej sodbo Sodišča EU, v zadevi št. C‑461/10, Bonnier Audio AB, Earbooks AB, Norstedts Förlagsgrupp AB, 
Piratförlaget AB, Storyside AB vs. Perfect Communication Sweden AB, z dne 19. aprila 2012, dosegljivo 2. 




1. Kaj je osebni podatek1114?  
 
Laični posameznik bi na to vprašanje lahko odgovoril, da je to: ime in priimek, EMŠO 
številka, naslov prebivališča in npr. telefonska številka. Tak praktični odgovor zadošča, saj 
vsi ti atributi komplementarno omogočajo identifikacijo in s tem določljivost neke 
konkretne osebe. Pri samem imenu in priimku je včasih težko ugotoviti, za katero osebo 
točno gre, če je ne povežemo še s kakšnim dodatnim določljivim podatkom. Npr. v 
iskalniku Statističnega urada RS1115 najdemo v kombinaciji imena in priimka Tomaž Lavrič 
skupaj 14 zadetkov. Tako je samo s tem atributom sorazmerno težko določiti npr. 
posameznikovo prebivališče, ali osebo identificirati brez vsaj še enega dodatnega podatka. 
Za tako iskanje in identifikacijo neke osebe bi lahko porabili veliko časa, stroškov ter vložili 
nesorazmerno velik napor. Osebni podatek se vedno nanaša le na posameznika, saj na 
nekem materializiranem sredstvu ni mogoče določiti popolne identifikacije posameznika. 
Kdo je torej posameznik1116? To je oseba, ki se jo da na podlagi nam poznanih njenih 
značilnosti (osebnih, fizičnih, fizioloških itd.) enostavno določiti in prepoznati brez večjega 
napora. 
 
Podrobno obrazložitev, kaj je osebni podatek, je podalo v svoji odločbi tudi Ustavno 
sodišče RS. Po njegovi oceni je za popolno identifikacijo posameznika, poleg imena in 
priimka, potreben vsaj še en dodaten podatek (npr. številka EMŠO ali davčna 
številka1117)1118. V drugi odločbi navede, da sestavljajo osebni podatek le podatki, ki  
skupaj z imenom in priimkom, naslovom in podatkom o EMŠO številki, izkazujejo neko 
stanje določene oziroma določljive osebe. Vendar pri tem opozori, da vsakega podatka o 
posamezniku ni mogoče popolnoma šteti za varovani osebni podatek, saj je ravno pravo 
                                          
1114 ZVOP-1-UPB1 ga opredeli kot katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v 
kateri je izražen. Direktiva (95/46/EC) in Uredba (EC/45/2001) kot katerokoli informacijo, ki se nanaša na 
določeno ali določljivo fizično osebo, KonSEVOP pa kot katerokoli informacijo, ki se nanaša na določenega 
ali določljivega posameznika (nosilec podatkov). 
1115 Glej rubriko Statističnega urada RS, rubrika Baza rojstnih imen in priimkov. Dostopno 5. 4. 2012 na: 
www.stat.si/imena.asp. 
1116 Po ZVOP-1-UPB1 je posameznik določena ali določljiva fizična oseba, na katero se nanaša osebni podatek; 
fizična oseba je določljiva, če se jo lahko neposredno ali posredno identificira, predvsem s sklicevanjem na 
identifikacijsko številko ali na enega ali več dejavnikov, ki so značilni za njeno fizično, fiziološko, duševno, 
ekonomsko, kulturno ali družbeno identiteto, pri čemer način identifikacije ne povzroča velikih stroškov, 
nesorazmerno velikega napora ali ne zahteva veliko časa. Direktiva (95/46/EC), podobno pa tudi Uredba 
(EC/45/2001), jo opredeli kot določljivo osebo, ki se lahko neposredno ali posredno identificira, predvsem s 
sklicevanjem na identifikacijsko številko ali na enega ali več dejavnikov, ki so značilni za njeno fizično, 
fiziološko, duševno, ekonomsko, kulturno ali socialno identiteto. 
1117 Vendar ne obe številki, kot povezovalni znak hkrati, saj omogočata popolno identifikacijo. Določitev kar 
dveh sistemskih osebnih podatkov, ki omogočata popolno identifikacijo posameznika je po mnenju 
Ustavnega sodišča odveč, saj zadostuje ob imenu za identifikacijo le en podatek. Za sam datum in kraj 
rojstva meni, da je nepotreben podatek, ker niti ne omogoča popolne identifikacije posameznika (glej točko 
13. obrazložitve). 
1118 Glej odločbo Ustavnega sodišča RS, št. U-I-229/03 z dne 9. 2. 2006. 
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tisto, ki vzpostavlja razliko med osebnimi podatki, in pri tem upošteva kontekstualnost 
podatkov in življenjskih situacij. Tako je osebni podatek (npr. ime in priimek, spol, starost, 
zdravstveno stanje, izobrazba, zaposlitev, premoženjsko stanje)1119 lahko varovan zato, 
ker je iz njega mogoče razbrati osebne in druge značilnosti določene osebe, kar 
posledično omogoči tudi njegovo identifikacijo1120. Kot nevarovan osebni podatek pa v 
javnem sektorju lahko štejemo ime in priimek osebe ter drug podatek (npr. plača), kadar 
javno objavo teh podatkov ureja poseben zakon, tem podatkom pa 38. člen Ustave RS 
varstva ne zagotavlja. Pri presoji, ali podatki pomenijo varovane ali nevarovane osebne 
podatke, je bistveno to, da se nanašajo na zasebno sfero posameznika1121. 
 
Da je posnetek osebe na fotografiji oziroma njegova podoba prav tako osebni podatek, 
meni v svoji precedenčni sodni praksi tudi Evropsko sodišče za človekove pravice, ko je v 
primeru monaške princese Von Hannover1122 odločilo, da vključuje pojem zasebnosti tudi 
element osebne identitete, kot sta ime in podoba osebe, saj vsebuje podoba atribute, ki 
izkazujejo njeno osebnost in značilnosti, jo razlikujejo od drugih oseb, pri tem pa gre za 
varstvo človekove fizične in psihične integritete ter identitete v skladu z 8. členom  EKČP. 
 
Tudi odločba Informacijskega pooblaščenca1123 prinaša pomembno ugotovitev. Zastavilo 
se je vprašanje o določljivosti osebnega podatka na materialnem opredmetenem sredstvu 
(telefonski številki). Tu ugotovi, da telefonska številka ni osebni podatek, saj se nanaša na 
stvar (telefonski aparat), vendar pa to lahko kaj hitro postane, če je mogoče telefonsko 
številko, ki pripada določenemu telefonskemu aparatu, povezati s posameznikom in ga 
brez večjih stroškov, nesorazmerno velikega napora in porabe časa identificirati. Osebni 
podatek bi telefonska številka predstavljala tudi v primeru, če bi se jo dalo preveriti preko 
javnega telefonskega imenika in s tem ugotoviti ime in priimek njenega uporabnika. 
Podobno je tudi z registrsko številko avtomobila in njegovega lastnika. Osebni podatek 
nastane po mnenju Informacijskega pooblaščenca takrat, ko je mogoče posameznika – 
lastnika vozila identificirati (npr. z vpogledom v prometno dovoljenje, v register vozil, ga 
posneti ipd.1124). 
 
2. Zbiranje, obdelava, uporaba in hranjenje podatkov 
 
Sodna praksa vseh institucij pravosodnega sistema ustvarja podlago za krepitev pravne 
kulture v družbi. Vsi zgoraj navedeni primeri sodb slovenskih sodišč ter sodišč evropskega 
pravosodnega sistema nakazujejo, da gre za posebno sinergijo v odločanju, kadar je v 
ospredju posameznik, njegova človekova pravica ali temeljna svoboščina, ki je prizadeta 
                                          
1119 Enako glej tudi v sodbi Sodišča Evropske unije, št. C-553/07, College van burgemeester en wethouders 
van Rotterdam vs. M. E. E. Rijkeboer, z dne 7. maja 2009. 
1120 Glej točki 18 in 19 odločbe Ustavnega sodišča RS, št. U-I-464/06-13, z dne 5. 7. 2007. 
1121 Glej točki 60 in 61 odločbe Ustavnega sodišča RS, št. U-I-57/06-28, z dne 29. 3. 2007. 
1122 Glej točki 95 in 96 sodbe ESČP, št. 40660/08 and 60641/08, Von Hannover vs. Germany 2, z dne, 7. 2. 
2012. 
1123 Glej odločbo Informacijskega pooblaščenca, št. 0613-303/2009, z dne 27. 5. 2010. 
1124 Glej mnenje Informacijskega pooblaščenca, št. 0712-603/2007/2, z dne 13. 7. 2007. 
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ali omejena zaradi posegov drugih vanjo, naj si bo oblasti ali posameznikov. Najbolj 
nazorni so sodni primeri ESČP, kjer njegovim odločitvam sledijo (jih v svojo pravno prakso 
splošno povzemajo) tudi druga evropska sodišča in nenazadnje uvajajo skozi novelacijo 
zakonodaje v notranje pravne rede tudi države članice. 
 
Varovanje osebnih podatkov in s tem posameznikove zasebnosti je temeljna pravica, ki 
pripada posamezniku v Sloveniji že po Ustavi RS (glej 35. in 38. člen), kar ne velja nujno 
za številne druge zahodne demokracije (v Gutwirth in De Hert, 2009). Slovenska ustava 
prepoveduje zbiranje, obdelavo, uporabo, nadzor in varstvo tajnosti osebnih podatkov, ki 
je v nasprotju z namenom njihovega zbiranja. Tovrstno obdelavo lahko predpiše le zakon. 
 
Slovensko Ustavno sodišče je v svoji odločbi1125 že leta 2002 opozorilo, da prestavlja 
vsako zbiranje in obdelovanje osebnih podatkov poseg v ustavno pravico do varstva 
zasebnosti. Ta pravica pa v pravno reguliranih ureditvah ni absolutno neomejena, saj je, 
kot je poudarilo Sodišče EU1126 (enako tudi naše Ustavno sodišče),  vanjo vedno možno 
poseči, kadar dejavnike eksplicitno določi zakon1127 (ob spoštovanju pravic in svoboščin), 
pri tem pa jo je potrebno obravnavati glede na vlogo, ki jo ima ta pravica v družbi1128, ter 
jo uravnotežiti z drugimi temeljnimi pravicami v skladu z načelom sorazmernosti1129, in 
sicer zaradi nujnosti v demokratični družbi1130 ali zaščite pravic in svoboščin drugih ljudi 
(splošni interes). Podobno razlago podaja Evropsko sodišče za človekove pravice, ki 
razsoja o členu 8 iz EKČP, in nalaga, da mora vmešavanje javnih organov v pravico do 
zasebnosti (tudi osebnih podatkov) ustrezati zahtevam nujnosti in sorazmernosti ter mora 
služiti natančno določenim, izrecnim in zakonitim namenom. Tudi Direktiva (95/46/EC)1131 
državam članicam EU dopušča možnost, da omejijo obseg pravic in obveznosti 
posameznika, vsaka taka omejitev pa mora biti zaradi javnega interesa potrebna, 




                                          
1125 Glej točko 27, odločbe Ustavnega sodišča RS, št. U-I-92/01 z dne 5. 3. 2002. 
1126 Glej točko 65, sodbe Sodba Sodišča EU, št. C-92/09 in C-93/09, Volker in Markus Schecke in Eifert vs. 
Land Hessen, z dne 9. novembra 2010 v združenih zadevah. 
1127 Za zakonito obdelavo osebnih podatkov morata biti izpolnjena dva kumulativna pogoja: da je obdelava 
potrebna zaradi uresničitve zakonitega interesa, in da pri tem ne prevladajo temeljne pravice in svoboščine 
posameznika, na katerega se osebni podatki nanašajo. Glej točko 37 sodbe Sodišča EU, št. C 468/10 in C 
469/10, Asociación Nacional de Establecimientos Financieros de Crédito in Federación de Comercio 
Electrónico y Marketing Directo vs. Administración del Estado, z dne 24. 11. 2011. 
1128 V skladu s prvim odstavkom člena 52 Listine EU o temeljnih pravicah, mora biti kakršnokoli omejevanje 
uresničevanja pravic in svoboščin, ki jih priznava listina, predpisano z zakonom in spoštovati bistveno 
vsebino teh pravic in svoboščin. Ob upoštevanju načela sorazmernosti so omejitve dovoljene samo, če so 
potrebne, in če dejansko ustrezajo ciljem splošnega interesa, ki jih priznava Unija, ali če so potrebne zaradi 
zaščite pravic in svoboščin drugih ljudi. 
1129 Glej točke od 82 do 90 v sodbi Sodišča EU, št. C-101/01, Lindqvist, z dne 6. novembra 2003. 
1130 Kot je npr. varstvo suverenosti in obrambe države, nacionalne varnosti, ustavne ureditve, političnih in 
gospodarskih interesov države, odkrivanja in pregona kaznivih dejanj itd. (glej 36. člen ZVOP-1-UPB1). 
1131 Glej člen 13, omenjene direktive. 
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3. Razlaga sodb Sodišča Evropske unije v povezavi z Direktivo (95/46/EC) 
 
Na podlagi primerjalnega pregleda ureditve zaupnosti v nekaterih evropskih državah 
ugotovimo, da številne države v EU, med njimi tudi starejše demokracije, pravice do 
varstva osebnih podatkov v svojih ustavah ne omenjajo. Najpogosteje je opredeljena le 
pravica do zasebnosti kot (angl.) "Privacy", ne pa kot (angl.)"Data Privacy". Pojma 
zasebnost in varstvo osebnih podatkov sta pogostokrat razdružena (Gutwirth in De Hert, 
2009). Mnogi teoretiki, ki obravnavajo varovanje zasebnosti, priznajo, da je pojem težko 
razložiti, čeprav se zavedajo, da je koncept zasebnosti zelo pomemben, predvsem takrat, 
ko morajo ohraniti nekaj, kar je "zasebno", pred drugimi (Whitman, 2004). Westin (2003) 
preprosto opredeli, da zasebnost zadeva posameznika, ki sam odloči katere osebne 
informacije bo, in katerih ne bo delil z drugimi ljudmi. 
 
Na evropski ravni je koncept varstva osebnih podatkov izveden iz pravice do zasebnosti 
posameznika kot generalizirane človekove pravice. To izhaja že iz uvodnih določb 
Direktive (95/46/EC), ki v prvem členu pravi, da države članice varujejo temeljne pravice 
in svoboščine fizičnih oseb in predvsem njihovo pravico do zasebnosti pri obdelavi osebnih 
podatkov. Smiselno enaka je določba Direktive (2002/58/EC), ki v prvem členu zagotavlja 
enakovredno raven varstva temeljnih pravic in svoboščin ter zlasti pravica do zasebnosti v 
zvezi z obdelavo osebnih podatkov na področju elektronskih komunikacij. 
 
Sodišče Evropske unije, ki zagotavlja enakost spoštovanja prava EU pri razlagi in uporabi 
pogodb in zakonodaje v vseh državah članicah, je pristojno tudi za reševanje pravnih 
sporov med državami članicami in institucijami EU. V svojih sodbah večkrat poudari, da 
morajo biti ukrepi, ki jih države članice sprejmejo za zagotavljanje varstva osebnih 
podatkov, v skladu z določbami Direktive (95/46/EC)1132 in njenim ciljem, ki temelji na 
ohranjanju ravnotežja med prostim pretokom osebnih podatkov in varstvom zasebnosti 
posameznika1133.  
 
Sodišče hkrati z razlago zakonodaje varuje tudi priznane temeljne pravice. Ena takih je 
pravica, ki se nanaša na dostop do informacije o vodenju obdelav podatkov posameznika, 
kjer se lahko oseba, na katero se osebni podatki nanašajo, prepriča, ali je obdelava njenih 
osebnih podatkov pri upravljavcu pravilna in zakonita. Zlasti, ali so podatki, ki se nanjo 
nanašajo, pravilni in posredovani pooblaščenim prejemnikom. Enako pravico ima tudi do 
informacij glede prejemnikov ali vrste prejemnikov osebnih podatkov in da pri upravljavcu 
doseže, da se nepravilne in netočne podatke popravi, izbriše ali blokira ali da se tretje 
stranke uradno obvesti o popravkih, izbrisu ali blokiranju1134. 
                                          
1132 Glej uvodno določbo 10 Direktive (95/46/EC). 
1133 Glej sodbo Sodišča Evropske unije, št. C-101/01, Lindqvist. Glej tudi št. C-275/06, Productores de Música 
de España (Promusicae) vs. Telefónica de España SAU, z dne 29. januarja 2008, točko 63 in št. C-73/07, 
Tietosuojavaltuutettu vs. Satakunnan Markkinapörssi Oy in Satamedia Oy, z dne 16. decembra 2008, točko 
52. 
1134 Glej točke 14, 31, 51 sodbe Sodišča Evropske unije, št. C‑553/07, College van burgemeester en 
wethouders van Rotterdam vs. M. E. E. Rijkeboer. 
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Sodišče EU lahko razsodi splošno prakso, kar pomeni, da se z razglasitvijo uporablja tudi v 
drugih državah članicah. Tako je v sodbi (C-468/10 – Asociación Nacional de 
Establecimientos Financieros de Crédito (ASNEF) in (C-469/10 – Federación de Comercio 
Electrónico y Marketing Directo (FECEMD) vs. Administración del Estado opredelilo, da 
morajo države članice svojo nacionalno zakonodajo prilagoditi določbam Direktive 
(95/46/EC) in drugim zakonodajnim aktom EU, da ne bodo v neskladju z evropskim 
pravom, in da uresničujejo vse določbe, vključno z uvodnimi določili zakonodaje, ki sledi 
spoštovanju pravic in temeljnih svoboščin posameznika. Ob prenosu direktiv v notranji 
pravni red, jih je potrebno razlagati tako, da omogočajo zagotovitev pravilnega ravnovesja 
pravic, to je, da niso v nasprotju s temeljnimi pravicami ali z drugimi splošnimi načeli 
prava Skupnosti OECD (C‑275/06 – Productores de Musica de España (Promusicae) vs. 
Telefónica de España SAU). Ker so določbe Direktive (95/46/EC) razmeroma splošne, 
vsebujejo nekoliko bolj prožna pravila zato, da se uporabljajo v različnih okoliščinah, tu pa 
je državam članicam velikokrat prepuščena odločitev glede podrobnosti njihovega 
izvajanja in izbira med več možnostmi (C-101/01 – Lindqvist). Tako npr. lahko glede na 5. 
člen direktive1135 natančneje določijo načela, ki pa morajo biti zakonita in skladna tudi s 
Pogodbama o EU in o delovanju EU kot tudi z Listino EU o temeljnih pravicah. Ravno 
zaradi tega dejstva Sodišče EU v precedenčni sodbi (C-465/00, C-138/01, C‑139/01 – 
Österreichischer Rundfunk in drugi) potrdi, da se lahko posameznik v vseh primerih, v 
katerih se zdijo določbe Direktive (95/46/EC) z vidika vsebine brezpogojne in dovolj 
natančne, nanjo pred nacionalnimi sodišči vedno sklicuje, da bi se s tem izognil uporabi 
predpisov nacionalnega prava, kadar so ti v nasprotju z določbami direktive. 
 
4.2.4 DRUGI PREDPISI EVROPSKE UNIJE, KI SE NANAŠAJO NA VAROVANJE 
OSEBNIH PODATKOV  
 
Svojo legitimnost pri izvajanju popolne oblasti nad temeljnimi elementi, to je nad 
ozemljem in prebivalstvom, so države pridobile z ustavo, ki je konstitutivni in s tem 
najvišji pravni akt v razmerju do zakonov in drugih splošnih aktov (glej v Kocjančič et al., 
1998). Na podlagi načela pravne države, ki pomeni, da je delovanje vseh državnih 
organov urejeno s pravnimi pravili, ki določajo vsebino in način njihovega odločanja 
(Komisija za preprečevanje korupcije, 20121136), sprejemajo države zakonodajo, katere 
legitimnost izhaja iz temeljev ustave. Zaradi povezovanja v različne mednarodne in 
nadnacionalne organizacije morajo biti sprejeti zakoni in drugi predpisi v skladu s splošno 
veljavnimi načeli mednarodnega prava in mednarodnih pogodb, ki obvezujejo vsako 
državo članico ali podpisnico. V ustavnopravnih sistemih velja, da se ratificirane in 
objavljene mednarodne pogodbe v nacionalnem pravnem redu uporabljajo neposredno. 
 
                                          
1135 Glej točko 35 in 40 sodbe Sodišča Evropske unije, št. C‑468/10 in C‑469/10, Asociación Nacional de 
Establecimientos Financieros de Crédito (ASNEF) in Federación de Comercio Electrónico y Marketing Directo 
(FECEMD) vs. Administración del Estado. 
1136 Glej Komisija za preprečevanje korupcije, rubrika Pravna država in korupcija. Dostopno 31. 3. 2012 na: 
www.kpk-rs.si/sl/korupcija-integriteta-in-etika/pravna-drzava-in-korupcija. 
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Države članice s podpisom in ratifikacijo pogodb k Evropski uniji pristanejo k izvajanju in 
spoštovanju evropskega skupnostnega prava, kar pomeni, da se zavežejo k prenosu 
izvrševanja dela svoje suverenosti1137 tej skupnosti (Podpečan, 2008a, glej tudi Kocjančič, 
2003). Gre za pomembno nacionalno vrednoto, saj se del suverenosti za odločanje nad 
družbenim redom in družbenimi pravili prenese iz obsega notranjega nacionalnega okolja 
na zunanjo nadnacionalno raven upravljanja, ki se izvršuje preko instituta Evropske unije 
(Kuhelj, 2006), ob tem pa država povsem izgubi možnost nacionalne in enostranske 
razveljavitve skupnostnih predpisov in ukrepov. Države članice skupnosti se s pogodbami 
tako zavežejo spoštovati skupne norme v dobro vseh članic, institucije pa skrbijo, da se 
cilji, katerih namen je poenoteno izvajanje obveznosti, dosegajo z aktivnim delovanjem v 
skupno dobro vseh državljanov Evropske unije. 
 
V ta namen institucije in drugi subjekti EU sprejemajo različne izvršljive dokumente, ki 
veljajo na območju Evropske unije kot pravnega subjekta1138 in državah članicah. Trenutni 
najvišji pravni akt Evropske unije sta reformirani Pogodba o Evropski uniji1139 (v 
nadaljevanju kratica: PEU) in Pogodba o delovanju Evropske unije1140 (v nadaljevanju 
kratica: PDEU), ki sta bili leta 2007 podpisani v Lizboni, v Uniji pa sta začeli veljati 1. 
decembra 20091141. Iz tega, skoraj ustavodajnega akta1142 izhaja, da institucije EU za 
izvajanje pristojnosti na področju Evropske unije sprejemajo uredbe, direktive, sklepe, 
priporočila in mnenja. Uredba se uporablja splošno, je zavezujoča v celoti in se uporablja 
neposredno v vseh državah članicah1143. Direktiva je za vsako državo članico, na katero je 
                                          
1137 Slovenija je prenesla to pravico z dodanim 3.a členom k Ustavi RS, leta 2003, kjer se prvi odstavek glasi: 
"(1) Slovenija lahko z mednarodno pogodbo, ki jo ratificira državni zbor z dvotretjinsko večino glasov vseh 
poslancev, prenese izvrševanje dela suverenih pravic na mednarodne organizacije, ki temeljijo na 
spoštovanju človekovih pravic in temeljnih svoboščin, demokracije in načel pravne države, ter vstopi v 
obrambno zvezo z državami, ki temeljijo na spoštovanju teh vrednot.“ (glej Ustavni zakon o spremembah I. 
poglavja ter 47. in 68. člena ustave Republike Slovenije (UZ3a, 47, 68), Ur. list RS, št. 24/03). 
1138 Glej člen 47 PEU, ki je bila podpisana v Lizboni leta 2007. 
1139 Državni zbor RS je PEU ratificiral 29. januarja 2008 (glej Zakon o ratifikaciji Lizbonske pogodbe, ki 
spreminja Pogodbo o Evropski uniji in Pogodbo o ustanovitvi Evropske skupnosti (MLP), Ur. list RS, št. 
20/08. 
1140 Glej prečiščeno verzijo Pogodbe o Evropski uniji in Pogodbe o delovanju Evropske unije v evropskem Ur. 
listu, C 83 z dne 30. 3. 2010. Dostopno na: www.eur-lex.europa.eu/sl/treaties/index.htm. 
1141 Več o tej pogodbi glej na: www.europa.eu/lisbon_treaty/index_sl.htm. Dostopno 30. 3. 2012. 
1142 Ne gre za klasični ustavodajni akt, kot ga poznamo v ureditvah nacionalnih držav, saj nova pogodba nima 
oblike ustavne pogodbe, prav tako ni izrecne omembe evropskih simbolov, kot je himna ali zastava, ne 
sledi pa tudi podobnosti pravnih redov nacionalnih držav. Opomba avtorja T. L.   
1143 Ta prenos dela suverenosti na nadnacionalno organizacijo, so države opredelile v svojih ustavnih 
določbah. Npr. nemška ustava v členu 23 in 24 (glej nem. grundgesetz für die bundesrepublik deutschland, 
dostopno na: www.gesetze-im-internet.de), latvijska ustava v členu 68 (glej lat. Latvijas Republikas 
Satversme dosegljivo na: www.likumi.lv), švedska ustava poglavju 10, ki se nanaša na odnose z drugimi 
državami, v členu 5 (glej šved. Grundlagar, dostopno na: www.servat.unibe.ch/icl/sw00000_.html), irska 
ustava v 29. členu (glej ir. Bunreacht Na hÉireann, dosegljivo na: www.constitution.ie), španska ustava v 
členih od 93 do 96 (glej šp. Constitución de España, dosegljivo na: 
www.servat.unibe.ch/icl/sp00000_.html), francoska ustava pete republike od člena 88-1 do 88-7 (glej fr. 
Constitutions françaises, dostopno na: www.servat.unibe.ch/icl/fr00000_.html), avstrijska ustava v členu 9 
(glej avst. Österreichische Bundesverfassung, dosegljivo na: www.servat.unibe.ch/icl/au00000_.html) itd. 
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naslovljena, zavezujoča glede cilja, ki ga je treba doseči, vendar izbiro oblike in metod za 
njihovo dosego prepušča nacionalnim organom. Sklep je v celoti zavezujoč za vse članice, 
če pa določa le nekatere države ali subjekte, , je zavezujoč samo za tiste, na katere je 
naslovljen. Priporočila in mnenja niso zavezujoča1144.  
 
Postopek sprejemanja uredb, direktiv in sklepov na predlog Evropske komisije poteka po 
zakonodajnem postopku v okviru Evropskega parlamenta in Sveta EU1145. Sprejeti akti so 
zakonodajni akti. Ker so države članice enakopraven partner skupnosti, je glede na 
določila PDEU, člena 289, v posebnih primerih zakonodajni akt mogoče sprejeti tudi na 
pobudo skupine držav članic ali Evropskega parlamenta, na priporočilo Evropske centralne 
banke, Sodišča EU ali Evropske investicijske banke. Države članice so glede na doktrino 
neposrednega učinka prava EU in prevlade supremacije prava EU nad nacionalnim pravom 
(Steiner, Woods, Twigg-Flesner, 2003 v: Bugarič, 2005b) dolžne spoštovati sprejete akte, 
kot del notranjega prava držav članic na način, da se zagotovi pravna legitimnost sprejetih 
in zavezujočih aktov Unije. 
 
Zakonodajne akte, ki so sprejeti po rednem zakonodajnem postopku, podpišeta 
predsednik Evropskega parlamenta in aktualni predsednik Sveta EU. Zakonodajne akte, ki 
so sprejeti po posebnem zakonodajnem postopku pa podpiše predsednik institucije, ki jo 
sprejme. Nezakonodajne akte, ki so sprejeti v obliki uredb, direktiv in sklepov in v njih ni 
določeno, na koga so naslovljeni, podpiše predsednik institucije, ki jih sprejme. 
Zakonodajni in nezakonodajni akti se morajo objaviti v Uradnem listu Evropske unije in 
začnejo veljati z dnem, ki je v njih naveden, sicer pa dvajseti dan po objavi (glej člen 297 
PDEU). 
 
Evropska unija kot nadnacionalna skupnost držav zahodnega dela evropskega kontinenta 
namenja področju varovanja zaupnosti podatkov posebno pozornost. Z varovanjem 
podatkov se Evropska komisija in druge institucije ukvarjajo ves čas svojega delovanja. 
Med prvimi dokumenti Evropskih skupnosti, ki so urejali zaupno varnostno vsebino, je bila 
Pogodba o ustanovitvi Evropske skupnosti za atomsko energijo in Uredba Euratom1146 iz 
leta 1958, drugi dokumenti, ki so nastajali sproti, pa so se nanašali na izmenjavo 
statističnih podatkov1147, varovanje podatkov v informacijskih sistemih ipd. 
 
                                          
1144 Več o tem glej PDEU, podpisano v Lizboni leta 2007, poglavje dva, oddelek 1, člene od 288 do 292. 
1145 V zvezi s tem glej tudi druge postopke sprejemanja zakonodaje v poglavju 2, oddelek 1, od člena 288 do 
vključno 299 PDEU. 
1146 Podrobneje glej Pogodbo o ustanovitvi Evropske skupnosti za atomsko energijo. Dostopno 31. 3. 2012 na: 
www.eur-lex.europa.eu/sl/treaties/dat/12006A/12006A.htm) ter Uredbo Sveta št. 3 o izvajanju člena 24 
Pogodbe o ustanovitvi Evropske skupnosti za atomsko energijo z dne 31. julija 1958, evropski uradni list, 
št. 17, 6. 10. 1958, str. 406. 
1147 Glej npr. Uredbo Sveta (Euratom, EGS) o prenosu podatkov, ob upoštevanju statistične zaupnosti 
Statističnega urada Evropskih skupnosti in Sklep Komisije (EC/1510/95), z dne 11. junija 1990 (EURATOM, 
EEC/1588/90). 
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Evropske skupnosti so tudi ob sodelovanju s Severnoatlantskim zavezništvom (NATO) 
vzpostavile pravni varnostni okvir obravnavanja in varovanja zaupnih podatkov, ki ga 
uporabljajo zaposleni v institucijah, organih in drugih telesih Unije, kot obvezno 
zakonodajo in priporočila pa tudi vse države članice in tretje države, vključno s 
pogodbenimi partnerji, ki sodelujejo v njihovih poslovnih procesih.  
 
Varnostni okvir zaradi svoje nadnacionalnosti tvori sistemsko ureditev, ki je na eni strani 
podlaga državam, da vzpostavijo ustrezne varnostne pogoje zavarovanja podatkov, na 
drugi strani pa zahteva, da članice Unije poenotijo varnostne zahteve in enakovredno 
obravnavajo zaupne podatke različnih subjektov, s katerimi sodelujejo1148. Sistem 
varovanja zaupnosti znotraj sistema Evropske unije kot celote in 27. držav članic temelji 
na več dokumentih, ki predpisujejo sklop minimalnih standardov varovanja zaupnih 
podatkov, in ga mora pri svojem delu spoštovati tako evropski administrativni aparat in 
predstavniki držav članic kot tudi zaposleni v javnih organih in drugih organizacijah držav 
članic.  
 
V nadaljevanju predstavljam sprejeto pomembnejšo zakonodajo Evropske unije, 
razvrščeno po hierarhiji sprejemanja aktov, kot to navaja 288. člen PDEU1149 in po letu 
nastanka vsebinsko istovrstnih dokumentov, ki se nanašajo na obdelavo in varovanje 
osebnih podatkov1150. 
 
Pomembnejši predpisi, ki jih je sprejela Evropska unija1151 in se nanašajo na 
varovanje osebnih podatkov 
 
Glede varstva osebnih podatkov se je zgodil pomemben premik s prvim osnutkom 
Pogodbe o Ustavi za Evropo, kjer se je pojavila ideja o konstitucionalizaciji varstva 
osebnih podatkov1152. Ta predlog v Evropski uniji ni bil uveljavljen, vendar je kasneje to 
                                          
1148 Tu se lahko primerjalno navežem na idejo o interakciji med pravom EU in nacionalnim pravom (več o tem 
glej v Verhoeven, 2000 ter Bernitz, 2001 v: Bugarič, 2003c), ko zahteva posameznik javno informacijo od 
evropske institucije, vir te informacije pa ima država članica (v tem primeru pride do uporabe nacionalnega 
prava). V obrnjenem vrstnem redu pa imamo primer, ko želi država članica dostopati do informacije ali 
podatka, ki se nahaja v instituciji EU, kjer pride ponovno do stika med dvema pravnima redoma, v tem 
primeru se uporabi pravila pravnega reda Evropske unije. 
1149 Pravne akte EU razporejam, kot to določa člen 288 PDEU, in sicer po vrstnem redu sprejetja znotraj 
institucije na: uredbe, direktive, sklepe, odločbe, priporočila in mnenja. 
1150 Ostali dokumenti, ki se nanašajo na varstvo osebnih podatkov, so dosegljivi na spletni strani Evropske 
unije. Dostopno 1. 4. 2012 na: www.eur-lex.europa.eu/sl/dossier/dossier_02.htm#1. 
1151 Sem štejem tudi predhodnico EU, to je Evropske skupnosti. 
1152 Glej prejšnji člen 286 Pogodbe o ustanovitvi Evropske skupnosti, podpisane 26. februarja 2001 v Nici. Prvo 
določbo sistemskega varstva osebnih podatkov v Evropskih skupnostih je mogoče zaslediti že v dopolnitvi 
člena 213.b Amsterdamske pogodbe (podpisana 2. oktobra 1997 v Amsterdamu, začela veljati 1. maja 
1999), ki spreminja Pogodbo o Evropski uniji in Pogodbo o ustanovitvi Evropske skupnosti, nanaša pa se na 
ustanovitev neodvisnega nadzornega organa za varstvo podatkov. Prečiščeno besedilo Amsterdamske 
pogodbe o ustanovitvi Evropske skupnosti, v členu 286 določa naslednje: "Od 1. januarja 1999 se za 
institucije in organe, ustanovljene s to pogodbo ali na njeni podlagi, uporabljajo akti Skupnosti o varstvu 
posameznikov pri obdelavi osebnih podatkov in prostem pretoku takšnih podatkov. Pred tem datumom 
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pravico uredil člen 161153 spremenjene Pogodbe o delovanju Evropske unije, podpisane v 
Lizboni leta 2007, ki velja od 1. decembra 2009 in določa: "Vsakdo ima pravico do varstva 
osebnih podatkov, ki se nanašajo nanj. Evropski parlament in Svet po rednem 
zakonodajnem postopku določata pravila o varstvu fizičnih oseb pri obdelavi osebnih 
podatkov s strani institucij, organov, uradov in agencij Unije ter držav članic v okviru 
dejavnosti s področja uporabe prava Unije in o prostem pretoku takih podatkov. 
Upoštevanje teh pravil nadzirajo neodvisni organi." 
 
Člen 39 iz Pogodbe o Evropski uniji1154 določa, da v skladu z odstopanjem od drugega 
odstavka člena 16 iz Pogodbe o delovanju Evropske unije Svet EU sprejme sklep o 
določitvi posebnih pravil o varstvu fizičnih oseb, kadar države članice obdelujejo osebne 
podatke pri opravljanju dejavnosti s področja, ki se nanaša na skupno zunanjo in 
varnostno politiko in o prostem pretoku takih podatkov. Upoštevanje teh pravil nadzirajo 
nadzorni organi v državah članicah in tudi Evropski varuh človekovih pravic. 
 
Sprejeti akti Evropskega parlamenta in Sveta EU 
 
Predpisi Unije, ki urejajo varstvo osebnih podatkov so: 
 
Uredba Evropskega parlamenta in Sveta EU o varstvu posameznikov pri 
obdelavi osebnih podatkov v institucijah in organih Skupnosti OECD in o 
prostem pretoku takih podatkov z dne 18. decembra 2000, (EC/45/2001)1155. 
Evropski parlament in Svet EU sta v vseh državah članicah v celoti zavezujočo in 
neposredno uporabljivo Uredbo o varstvu posameznikov pri obdelavi osebnih podatkov v 
institucijah in organih Skupnosti OECD in o prostem pretoku takih podatkov (v 
nadaljevanju: Uredba (EC/45/2001)) sprejela na podlagi določb člena 286 iz prejšnje 
Pogodbe o ustanovitvi Evropski skupnosti (podpisane v Nici leta 2001), ki od institucij in 
organov Skupnosti OECD zahteva, da kadar obdelujejo osebne podatke zaposlenih in 
drugih oseb v institucijah ali organih Skupnosti OECD, morajo uporabljati akte Skupnosti 
OECD o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih 
podatkov. Za ta namen ustanovijo tudi neodvisni nadzorni organ oziroma Evropskega 
nadzornika za varstvo podatkov, ki je odgovoren za spremljanje uporabe aktov Skupnosti 
OECD v institucijah in organih Skupnosti OECD na področju varstva temeljnih pravic in 
svoboščin fizičnih oseb in pravice do zasebnosti pri avtomatski ali ročni obdelavi osebnih 
podatkov. 
                                                                                                                               
ustanovi Svet EU, neodvisen nadzorni organ, odgovoren za nadzor uporabe takšnih aktov Skupnosti za 
institucije in organe Skupnosti ter po potrebi sprejema druge ustrezne določbe". 
1153 Glej prejšnji 286. člen v Pogodbi o ustanovitvi Evropske skupnosti, podpisane v Nici leta 2001. 
1154 Lizbonska Pogodba o Evropski uniji. Dostopno 8. 3. 2012 na: www.eur-
lex.europa.eu/JOHtml.do?uri=oj:c:2010:083:som:sl:html. 
1155 Glej Regulation of the European Parliament and of the Council on the protection of individuals with regard 
to the processing of personal data by the Community institutions and bodies and on the free movement of 
such data (EC/45/2001). Dosegljivo v evropskem uradnem listu, št. L 008, z dne 12. 1. 2001. Dostopno 1. 
4. 2012 na: www.eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=celex:32001r0045:sl:html. 
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Uredba določa smiselno enake definicije opredelitve pojma osebnih podatkov kot Direktiva 
(95/46/EC). Tako tudi ta Uredba uporablja načela, ki jih je potrebno zagotavljati glede 
kakovosti podatkov, kot so poštena in zakonita obdelava podatkov ter primernost, 
ustreznost in sorazmernost zbiranja podatkov. Podatke je treba vzdrževati kot točne, 
nepopolne pa izbrisati ali popraviti. Obdelava osebnih podatkov je dovoljena, če je 
potrebna zaradi opravljanja nalog, ki se izvajajo v javnem interesu, na podlagi pogodb o 
ustanovitvi Evropske unije ali drugih pravnih aktov, pri zakonitem izvajanju javnih oblasti, 
institucij, organov ali tretjih strank, zaradi skladnosti s pravno zavezo upravljavca in 
izvajalca pogodb in zaradi varstva življenjskih interesov posameznika. 
 
Prenos osebnih podatkov znotraj institucij ali organov Unije ali med njimi je dovoljen, če 
je to potrebno zaradi zakonitega opravljanja nalog, prenos izven institucij in organov Unije  
pa le, če prejemnik dokaže potrebo po teh podatkih zaradi izvajanja nalog v javnem 
interesu, ali dokaže, da za nezakonite posege v interese posameznika z njegove strani, ni 
razlogov. Pri tem morajo biti subjekti zavezani varstvu, kot ga opredeljuje Direktiva 
(95/46/EC). Tistim, za katere direktiva ne velja1156, se taki podatki posredujejo le, če 
zagotovijo ustrezno raven varstva podatkov in v primeru upravičenega interesa1157.  
 
Uredba obdelavo občutljivih osebnih podatkov prepoveduje1158, vendar pozna nekatere 
splošne izjeme, kar med drugim ureja tudi slovenski ZVOP-1-UPB1. Pravico do 
obveščenosti posameznika o obdelavi njegovih osebnih podatkov urejata 11. in 12. člen 
Uredbe, kjer je upravljavec posamezniku glede obdelave njegovih podatkov dolžan 
zagotoviti informacije, kot so: namen in pravna podlaga obdelave, prejemnike podatkov, 
obstoj vira, pravice dostopa in popravka podatkov, rok shranjevanja podatkov in pravico 
kadarkoli nasloviti zahtevo v zvezi s tem na Evropskega nadzornika za varstvo podatkov.  
 
Uredba (EC/45/2001) od vsake institucije in organa Unije zahteva imenovanje1159 najmanj 
ene strokovno usposobljene osebe, ki skrbi za to, da so upravljavci in posamezniki 
obveščeni o pravicah in dolžnostih iz uredbe, za komunikacijo z Evropskim nadzornikom 
za varstvo podatkov, za izvajanje uredbe na neodvisen način, vodenje kataloga postopkov 
obdelave in druge naloge. Za ta namen ji institucija ali organ zagotovi osebje in potrebna 
sredstva, sprejme pa tudi izvedbena pravila glede nalog, dolžnosti in pooblastil, na podlagi 
katerih poteka vsa nadaljnja komunikacija obdelave podatkov z upravljavci. 
 
                                          
1156 Gre za tretje države ali mednarodne organizacije. Če institucije EU menijo, da prejemnik ne zagotavlja 
ustrezne ravni varstva podatkov, o tem obvestijo Evropsko Komisijo in Evropskega nadzornika za varstvo 
podatkov, Komisija pa države članice. 
1157 Evropski nadzornik lahko dovoli prenos podatkov v tretjo državo ali mednarodno organizacijo, če 
upravljavec navede ustrezne zaščitne ukrepe v zvezi z varstvom zasebnosti in temeljnih pravic 
posameznikov pri uresničevanju ustreznih pravic na podlagi pogodbe. 
1158 Podatki, ki kažejo na rasno ali etnično poreklo, politična prepričanja, verska ali filozofska prepričanja, 
pripadnost sindikatu, zdravstveno stanje ali spolno življenje. 
1159 Tako osebo se lahko iz mandata razreši samo s soglasjem Evropskega nadzornika, in sicer, če ne 
izpolnjuje več pogojev za opravljanje dolžnosti. 
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Z uredbo so predpisani postopki, ki jih mora opraviti Evropski nadzornik za varstvo 
podatkov ter se nanašajo na zagotavljanje varstva pravic in svoboščin 
evrouslužbencev1160, predvsem njihove pravice do zasebnosti. Njegove naloge so tudi 
predhodno preverjanje nekaterih predpisanih tveganj obdelave podatkov, svetovanje pri 
pripravi ukrepov in navodil glede obdelave podatkov v institucijah in organih Unije ter pri 
sprejemu zakonodajnih predlogov s strani Evropske komisije, obravnavanje in 
preiskovanje pritožb evrouslužbencev, sodelovanje z nacionalnimi nadzornimi organi in 
nekatere druge naloge. Vsak evrouslužbenec lahko v primeru kršitev uredbe vloži pri 
Evropskem nadzorniku pritožbo, pri tem pa ne sme utrpeti povračilnih ukrepov in škode. 
Spore proti odločitvam Evropskega nadzornika za varstvo podatkov, vključno z 
odškodninskimi zahtevki, rešuje Sodišče Evropske unije.  
 
Direktiva Evropskega Parlamenta in Sveta EU o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov z dne 24. 
oktobra 1995, (95/46/EC)1161. Osnovni cilj direktive je, da vse države članice zagotovijo 
varovanje temeljnih pravic in svoboščin fizičnih oseb in predvsem njihovo pravico do 
zasebnosti pri ročni in avtomatski obdelavi osebnih podatkov. Sem sodi tudi poenotenje 
varstva pretoka osebnih podatkov zaradi približevanja nacionalnih zakonodaj, 
gospodarskega in socialnega povezovanja, čezmejnega prenosa podatkov ter omejenega 
prenosa teh podatkov v tretje države. Direktiva določa splošna pravila zakonitosti 
obdelave osebnih podatkov, posamezniku, na katerega se nanašajo osebni podatki, 
zagotavlja pravico dostopa do podatkov, določa vlogo nadzornega organa na ravni držav 
članic ter ustanavlja delovno skupino za varstvo posameznikov pri obdelavi osebnih 
podatkov (glej podrobnejšo predstavitev direktive v prejšnjem poglavju). 
 
Direktiva Evropskega parlamenta in Sveta EU o obdelavi osebnih podatkov in 
varstvu zasebnosti na področju elektronskih komunikacij z dne 12. julija 2002, 
(2002/58/EC)1162, uvaja zaradi napredne digitalne tehnologije v javnih komunikacijskih 
omrežjih Unije, potrebo po posebnem varstvu osebnih podatkov in zasebnosti 
uporabnikov v tem okolju. Ker so elektronske storitve omogočile možnost obsežne 
obdelave osebnih podatkov, je postala s tem ogrožena tudi zasebnost posameznika. 
Zaradi tega direktiva zagotavlja varstvo zaupnosti sporočil v okviru elektronskih 




                                          
1160 Razen za sodnika Sodišča Evropske unije. 
1161 Glej Directive of the European Parliament and of the Council on the protection of individuals with regard 
to the processing of personal data and on the free movement of such data (95/46/EC). Dostopno 1. 4. 
2012 na: www.eur-lex.europa.eu. 
1162 Glej Directive of the European Parliament and of the Council concerning the processing of personal data 
and the protection of privacy in the electronic communications sector (2002/58/EC). Dostopno 1. 4. 2012 
na: www.eur-lex.europa.eu. 
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Direktiva Evropskega parlamenta in Sveta EU o hrambi podatkov, pridobljenih 
ali obdelanih v zvezi z zagotavljanjem javno dostopnih 
elektronskih komunikacijskih storitev ali javnih komunikacijskih omrežij, in 
spremembi Direktive (2002/58/EC) z dne 15. marca 2006, (2006/24/EC)1163, se 
nanaša na hrambo obdelanih podatkov o prometu in lokaciji, ki se pridobivajo z uporabo 
elektronskih komunikacijskih storitev, s strani operaterjev omrežij in storitev. Te podatke 
je treba po tem, ko je namen komunikacije dosežen, izbrisati ali anonimizirati, razen če se 
lahko še vedno uveljavlja zahtevek za namen zaračunavanja ali plačila storitve. Številne 
države članice so sprejele zakonodajo, ki določa različne zahteve glede vrst podatkov, ki 
jih je potrebno hraniti, ter pogoje in obdobja hrambe pri ponudnikih storitev. S to 
direktivo se določbe, ki predstavljajo pravne in tehnične razlike med nacionalnimi 
določbami, za namen preprečevanja, preiskovanja, odkrivanja in pregona kaznivih dejanj 
na notranjem trgu elektronskih komunikacij, poenotijo. 
 
Direktiva Evropskega parlamenta in Sveta EU o spremembah Direktive 
(2002/22/EC) o univerzalnih storitvah in pravicah uporabnikov v zvezi z 
elektronskimi komunikacijskimi omrežji in storitvami, Direktive (2002/58/EC) 
o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij in Uredbe (EC/2006/2004) o sodelovanju med nacionalnimi 
organi, odgovornimi za izvrševanje zakonodaje o varstvu potrošnikov z dne 25. 
novembra 2009, (2009/136/EC)1164, opredeli, da priključki v javna telekomunikacijska 
omrežja omogočajo podporo podatkovnim in drugim komunikacijam, ki zagotavljajo 
dostop do različnih storitev po javnem internetu in v komunikacijskih omrežjih, zato se s 
to direktivo zagotavlja jasnost in enostavnost njihove uporabe ter obravnava nekatere 
spremembe Direktive (2002/58/EC) o zasebnosti v elektronskih komunikacijah. Na 
področje elektronskih komunikacij uvaja zahtevo, da morajo podjetja svoje potrošnike 
obveščati o vseh omejitvah, ki jih ponudnik storitve ali omrežja nalaga ob uporabi 
elektronskih komunikacijskih storitev, v nekaterih primerih pa, da se od uporabnika 
pridobi privolitev, kar zagotavlja, da uporabniki ne glede na tehnologijo uživajo enako 
raven varstva zasebnosti in osebnih podatkov. Stranke morajo biti obveščene tudi o 
pravici glede uporabe svojih osebnih podatkov v javnem imeniku naročnikov in o pravici, 
da vanj niso vključene. 
 
 
                                          
1163 Glej Directive (2006/24/EC) of the European Parliament and of the Council of 15 March 2006 on the 
retention of data generated or processed in connection with the provision of publicly available electronic 
communications services or of public communications networks and amending Directive (2002/58/EC). 
Evropski uradni list, št. L 105, 13. 4. 2006, str. 54-63. 
1164 Glej Directive 2009/136/EC of the European Parliament and of the Council of 25 November 2009 
amending Directive 2002/22/EC on universal service and users' rights relating to electronic communications 
networks and services, Directive 2002/58/EC concerning the processing of personal data and the protection 
of privacy in the electronic communications sector and Regulation (EC) No 2006/2004 on cooperation 
between national authorities responsible for the enforcement of consumer protection laws. Evropski uradni 
list, št. OJ L 337, 18. 12. 2009, str. 11-36. 
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Sprejeti akti Sveta EU 
 
Akt Sveta EU o sprejetju pravil za prenos osebnih podatkov s strani Europola 
tretjim državam in tretjim organom z dne 12. 3. 1999, (1999/C 88/01)1165, ureja 
možnost nadaljnjega prenosa osebnih podatkov prejetih od Europola k tretjim organom, 
katerega cilj je prispevati k boju proti organiziranemu kriminalu. Prepoveduje pa nadaljnje 
posredovanje podatkov drugim organom brez dovoljenja države članice.  
 
Akt Sveta EU o spremembi Akta Sveta EU z dne 12. marca 1999 o sprejetju 
pravil za prenos osebnih podatkov s strani Europola tretjim državam in tretjim 
organom z dne 28. februarja 2002, (2002/C76/01)1166, je v manjšem delu 
dopolnjen s spremenjeno organizacijo Europola ter opredeljenimi vlogami pri prenosu 
podatkov v tretje države. 
 
Sklep Sveta EU o varstvu osebnih podatkov, ki se obdelujejo v okviru 
policijskega in pravosodnega sodelovanja v kazenskih zadevah, z dne 27. 
novembra 2008, (2008/977/PNZ)1167, obravnava obdelavo informacij s področja 
policijskega in pravosodnega sodelovanja v kazenskih zadevah ter čezmejno izmenjavo 
informacij o kazenskem pregonu, ob strogem upoštevanju varstva podatkov, za kar se ne 
uporablja določb Direktive (95/46/EC1168) (primeri obdelave podatkov, ki so povezani z 
javno varnostjo, obrambo, državno varnostjo ali dejavnostmi države na področjih 
kazenskega prava). Po tem sklepu lahko pristojni organi zbirajo ali obdelujejo podatke za 
namen preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih dejanj ali izvrševanja 
kazni.  
 
Sklep Sveta EU o uporabi informacijske tehnologije za carinske namene z dne 
30. novembra 2009, (2009/917/PNZ)1169, je namenjen carinskim upravam, da skupaj 
z drugimi pristojnimi organi na zunanjih mejah Unije in na njenem ozemlju preprečujejo, 
odkrivajo in preganjajo kršitve predpisov Unije in nacionalne zakonodaje. Pri 
medsebojnem delovanju, prihaja do izmenjav osebnih in drugih podatkov ter zaradi 
sodelovanja z Europolom in Eurojustom tudi do dostopa do podatkov iz carinskega 
informacijskega sistema. S tem sklepom se želi doseči hitrejši dostop do podatkov in 
posledično povečati učinkovitost sodelovanja v nadzornih postopkih carinskih uprav držav 
članic. 
                                          
1165 Glej Council Act of 12 March 1999 adopting the rules governing the transmission of personal data by 
Europol to third States and third bodies. Evropski uradni list, št. L 88, z dne 30. 3. 1999, str. 1-3. 
1166 Glej Council Act amending the Council Act of 28 February 2002 adopting the rules governing the 
transmission of personal data by Europol to third States and third bodies. Evropski uradni list, št. L 76, z 
dne 27. 3. 2002, str. 1-2. 
1167 Glej Council Framework Decision 2008/977/JHA of 27 November 2008 on the protection of personal data 
processed in the framework of police and judicial cooperation in criminal matters. Dostopno 1. 4. 2012 na: 
www.eur-lex.europa.eu. 
1168 Glej prvo alinejo drugega odstavka člena 2 Direktive (95/46/EC). 
1169 Glej Council Decision 2009/917/JHA of 30 November 2009 on the use of information technology for 
customs purposes. Dostopno 1. 4. 2012 na: www.eur-lex.europa.eu. 
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Sprejete odločbe ter sklepi Evropske komisije1170 
 
Odločba Evropske komisije o standardnih pogodbenih klavzulah za prenos 
osebnih podatkov v tretje države v skladu z Direktivo (95/46/EC) z dne 15. 
junija 2001, (2001/497/EC)1171, konkretizira ravnanje držav članic glede preverjanja in 
zagotovitve prenosa osebnih podatkov posameznikov v tretjo državo le v primerih, ko ta 
zagotavlja primerno raven varstva osebnih podatkov, spoštuje zakone države članice in 
druge določbe direktive. S tem namenom predpisuje odločba standardne pogodbene 
klavzule (gre za vzorec sklopa standardnih pogodbenih klavzul, ki zagotavlja ustrezno 
zaščito prenosa podatkov v tretje države) kot primeren zaščitni ukrep, ki glede 
uveljavljanja pravic, ki se nanašajo na varstvo osebnih podatkov, zagotavlja potrebno 
varstvo zasebnosti in temeljnih pravic in svoboščin posameznikov. Nacionalnim nadzornim 
organom podeljuje pooblastilo, da preverijo, ali izvoznik podatkov ravna v skladu z 
zakonodajo in Direktivo (95/46/EC). 
 
Odločba Evropske komisije o spremembi Odločbe (2001/497/EC) glede uvedbe 
alternativnega sklopa standardnih pogodbenih klavzul za prenos osebnih 
podatkov v tretje države z dne 27. decembra 2004, (2004/915/EC)1172, napotuje 
k pospešitvi prenosa podatkov iz Evropske skupnosti, kjer upravljavcem predlaga, da 
zagotovijo globalen prenos podatkov po enotnem sklopu pravil o varstvu podatkov 
(enakovredna raven varstva podatkov), če teh ni, pa preko standardnih pogodbenih 
klavzul1173. Ta odločba vsebuje režim odgovornosti, ki temelji na obveznostih primerne 
skrbnosti, pri čemer sta tako izvoznik kot uvoznik podatkov odgovorna za svoje kršitve 
pogodbenih obveznosti v razmerju do posameznikov, na katere se osebni podatki 
nanašajo. Izvoznik je dodatno odgovoren še v primeru neprizadevnosti pri ugotavljanju, 
ali je uvoznik podatkov zmožen izpolniti svoje pravne obveznosti po klavzulah, kjer lahko 
prizadeta oseba ukrepa proti izvozniku podatkov. Uvedena pa je še ena novost, in sicer 
možnost, da izvoznik podatkov pregleda prostore uvoznika podatkov, ali da zahteva 




                                          
1170 Odločbe, ki so jih sprejemali Evropski parlament skupaj s Svetom EU ter Svet EU in Evropska komisija 
(glej člen 249 Pogodbe o ustanovitvi Evropske Skupnosti, podpisane v Nici leta 2001) so bile v skladu z 
določilom člena 288 PDEU, podpisanega v Lizboni leta 2007, kot pravni akt preimenovane v sklepe, z isto 
pravno veljavo, in sicer so zavezujoči v celoti, če pa določa posamezne subjekte, zavezujejo samo njih. 
1171 Glej Commission Decision of 15 June 2001 on standard contractual clauses for the transfer of personal 
data to third countries, under Directive 95/46/EC (2001/497/EC). Evropski uradni list, št. L 181, z dne 4. 7. 
2001, str. 19-31. 
1172 Commission Decision of 27 December 2004 amending Decision 2001/497/EC as regards the introduction 
of an alternative set of standard contractual clauses for the transfer of personal data to third countries  
(2004/915/EC). Dostopno 1. 4. 2012 na: www.eur-lex.europa.eu. 
1173 Ker je vzorec vsak sklop kot celota, izvoznikom podatkov tako ni dovoljeno spreminjati teh sklopov ali jih 
popolnoma ali delno združevati na kakršenkoli način. 
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Sklep Evropske komisije o standardnih pogodbenih klavzulah za prenos 
osebnih podatkov obdelovalcem s sedežem v tretjih državah v skladu z 
Direktivo Evropskega parlamenta in Sveta EU (95/46/EC)1174 z dne 5. februarja 
2010, (2010/87/EU)1175, od držav članic zahteva, da v njem določene standardne 
pogodbene klavzule priznajo kot način zagotavljanja ustrezne zaščite pri prenosu osebnih 
podatkov od upravljavca podatkov s sedežem v Evropski uniji k obdelovalcu s sedežem v 
tretji državi, ki ne zagotavlja primerne ravni varstva. Iz tega izhaja, da ta sklep določa tudi 
klavzule nadaljnjih prenosov od obdelovalca podatkov v tretji državi, drugim obdelovalcem 
podatkov (podobdelava), s ciljem upoštevanja poslovnih trendov in praks na področju 
globalizirane obdelave podatkov. 
 
Odločba Evropske komisije o ustreznem varstvu osebnih podatkov v evidenci 
imen letalskih potnikov za potrebe mejne kontrole v Kanadi1176 z dne 6. 
septembra 2005, (2006/253/EC)1177, katere cilj je zagotoviti ustrezno (enakovredno) 
varstvo osebnih podatkov v tretjih državah. Odločba zavezuje države članice, da pred 
prenosom podatkov o evropskih potnikih, ki potujejo v Kanado, pridobijo zagotovila o 
vzpostavitvi ustrezne ravni varstva podatkov glede na njihovo nacionalno zakonodajo in 
evropsko Direktivo (95/46/EC). 
 
Odločba Evropske komisije o izvajanju informacijskega sistema notranjega 
trga (IMI1178) v zvezi z varstvom osebnih podatkov z dne 12. decembra 2007, 
                                          
1174 S tem sklepom, je bila razveljavljena Odločba Komisije o standardnih pogodbenih klavzulah za prenos 
osebnih podatkov obdelovalcem s sedežem v tretjih državah v skladu z Direktivo (95/46/EC) z dne 27. 
decembra 2001, (2002/16/EC). 
1175 Glej Commission Decision of 5 February 2010 on standard contractual clauses for the transfer of personal 
data to processors established in third countries under Directive 95/46/EC of the European Parliament and 
of the Council (2010/87/EU). Dostopno 1. 4. 2012 na: www.eur-lex.europa.eu. 
1176  Odločba Evropske komisije o ustreznem varstvu osebnih podatkov, vsebovanih v evidenci imen letalskih 
potnikov, ki so posredovani uradu za carinsko in mejno zaščito Združenih držav Amerike z dne 14. maja 
2004, (2004/535/EC) je omogočala državam članicam, da preko letalskih družb posredujejo podatke iz 
avtomatskih rezervacijskih sistemov o letalskih potnikih, ki nameravajo potovati v ZDA, ob ustrezni 
zagotovitvi varstva osebnih podatkov, Uradu ZDA za carinsko in mejno zaščito. Na predlog Evropskega 
Parlamenta ter Evropskega nadzornika za varstvo podatkov, je v zadevah C-317/04 in C-318/04, European 
Parliament vs. Council of the European Union, Sodišče Evropskih Skupnosti, maja 2006 za nična razglasilo 
Sklep Sveta EU 2004/496/ES z dne 17. maja 2004 in Odločbo Komisije 2004/535/ES z dne 14. maja 2004 o 
posredovanju podatkov preko avtomatskih rezervacijskih sistemov v ZDA. Zanimivo v tem primeru je, da 
sta si Svet EU in Komisija s sporazumom in svojima dekretoma pravzaprav sama sebi naložila stroške - Uniji 
kot skupnosti, hkrati pa s to sodbo dokazali, da je potrebno v Bruslju ves čas zagotavljati razmerje Checks 
and Balances med institucijami. Čeprav je Parlament političen organ, ima na evropski ravni pomembno 
težo, na katero so tudi v tem primeru najprej odreagirali državljani, Evropski nadzornik za varstvo podatkov 
in Varuh človekovih pravic ter šele nato države članice. 
1177 Glej Commission Decision on the adequate protection of personal data contained in the Passenger Name 
Record of air passengers transferred to the Canada Border Services Agency. Evropski uradni list, št. L 91, z 
dne 29. 3. 2006, str. 49-60. 
1178 Kratica IMI pomeni angl. Internal Market Information System. IMI je namenjen podpiranju zakonodajnih 
aktov na področju notranjega trga, ki določajo izmenjavo informacij med upravnimi organi držav članic. 
 280
(2008/49/EC)1179, opredeljuje ukrepe za zagotavljanje odgovornosti, nadaljnjo 
izmenjavo podatkov med pristojnimi organi držav članic na področju notranjega trga, roke 
hrambe (podatke je treba hraniti šest mesecev po uradnem zaključku izmenjave 
informacij, po tem obdobju pa jih izbrisati), pravice dostopa in varstva osebnih podatkov v 
sistemu IMI v katerega dostopajo države članice. Cilj odločbe je tudi zagotovitev pravnega 
varstva posameznika, za učinkovito uresničevanje svojih pravic glede dostopa, popravka 
in ugovora glede upravljanja njegovih osebnih podatkov. 
 
Sprejeta priporočila Evropske komisije 
 
Priporočilo Evropske komisije v zvezi s Konvencijo Sveta Evrope o varstvu 
posameznikov glede avtomatske obdelave osebnih podatkov z dne 29. julija 
1981 (81/679/EEC)1180, se nanaša na dejstvo, da zaradi elektronskih obdelav podatkov 
lahko prihaja do možnih zlorab podatkov in neupravičnega vdora v zasebnost 
posameznika. Državam članicam, ki še niso podpisale Konvencije Sveta Evrope o varstvu 
posameznikov, glede na avtomatsko obdelavo osebnih podatkov priporoča, da to 
podpišejo in jo čimprej ratificirajo. 
 
Priporočilo Evropske komisije o smernicah v zvezi z varstvom podatkov za 
informacijski sistem za notranji trg (IMI) z dne 26. marca 2009, 
(2009/329/EC)1181, se nanaša na Sklep Evropskega parlamenta in Sveta EU o 
interoperabilnem zagotavljanju vseevropskih e-vladnih storitev javnim upravam, 
podjetjem in državljanom (IDABC) z dne 21. aprila 2004, (2004/387/EC), ki določa, da se 
med javnimi upravami na vseh ustreznih ravneh ter med takšnimi upravami držav članic in 
institucijami Evropske skupnosti ali drugimi subjekti, omogoči smotrna, učinkovita in varna 
izmenjava informacij v informacijskem sistemu notranjega trga, ki mora biti skladna s 
pravili o varstvu osebnih podatkov iz Direktive (95/46/EC) in Uredbo (EC/45/2001). To 
priporočilo dopolnjuje Odločbo Evropske komisije (2008/49/EC). 
 
Priporočilo Evropske komisije o izvajanju načel varstva zasebnosti in varstva 
podatkov v aplikacijah, podprtih z radiofrekvenčno identifikacijo z dne 12. 
maja 2009, (2009/387/ES)1182, opredeli, da radiofrekvenčna identifikacija označuje 
nov razvoj v informacijski tehnologiji, kar omogoča obdelavo osebnih podatkov fizičnih 
oseb na kratke razdalje, brez fizičnega stika ali vidne interakcije med čitalnikom ali 
                                          
1179 Glej Commission Decision concerning the implementation of the Internal Market Information System (IMI) 
as regards the protection of personal data (2008/49/EC). Evropski uradni list, št. L 13, z dne 16. 1. 2008, 
str. 18-23. 
1180 Glej Commission Recommendation of 29 July 1981 relating to the Council of Europe Convention for the 
protection of individuals with regard to automatic processing of personal data. Evropski uradni list, št. L 
246, z dne 29. 8. 1981, str. 31. 
1181 Commission Recommendation of 26 March 2009 on data protection guidelines for the Internal Market 
Information System (IMI) (2009/329/ES). Evropski uradni list, št. L 100, 18. 4. 2009, str. 12-28. 
1182 Commission Recommendation of 12 May 2009 on the implementation of privacy and data protection 
principles in applications supported by radio-frequency identification (2009/387/ES). Evropski uradni list, št. 
L 122, 16. 5. 2009, str. 47-51. 
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pisalnikom in oznako, ne da bi se je posameznik zavedal, kar pomeni, da se lahko fizična 
oseba identificira neposredno ali posredno. S temi priporočili se bo za izvajanje ocen 
učinka varstva zasebnosti in osebnih podatkov na ravni Skupnosti OECD razvil nov okvir, 
ki bo zagotovil, da se bodo določbe upoštevale enotno v vseh državah članicah. 
 
Drugi sprejeti dokumenti Evropske unije 
 
Nekateri drugi dokumenti, ki obravnavajo obdelavo osebnih podatkov znotraj EU so: 
− Uredba Evropskega parlamenta in Sveta EU o vizumskem informacijskem sistemu 
(VIS) in izmenjavi podatkov med državami članicami o vizumih za kratkoročno 
prebivanje z dne 9. julija 2008, (EC/767/2008)1183; 
− Sklep Sveta EU o varnosti informacijskih sistemov z dne 31. marca 19921184; 
− Sklep Sveta EU o začetku avtomatizirane izmenjave podatkov iz registrov vozil v 
Romuniji z dne 12. septembra 2011, (2011/547/EU)1185; 
− Sklep Sveta EU o začetku avtomatizirane izmenjave podatkov o DNK v Latviji z dne 
27. oktobra 2011, (2011/715/EU)1186; 
− Izvedbena uredba Komisije o tehničnih specifikacijah za sisteme spletnega zbiranja v 
skladu z Uredbo (EU/211/2011) Evropskega parlamenta in Sveta EU o državljanski 
pobudi z dne 17. novembra 2011, (EU/1179/2011)1187; 
− Sklep Evropske Komisije o ustreznem varstvu osebnih podatkov, ki ga država Izrael 
zagotavlja pri avtomatizirani obdelavi osebnih podatkov, v skladu z Direktivo 
(95/46/EC) z dne 31. januarja 2011, (2011/61/EU)1188; 
− Priporočilo Komisije o smernicah za izvajanje pravil o varstvu podatkov v sistemu 
sodelovanja na področju varstva potrošnikov z dne 1. marca 2011, (2011/136/EU)1189. 
 
Kratka presoja predloga nove Uredbe Evropskega parlamenta in Sveta EU o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku 
takih podatkov (Splošna uredba o varstvu osebnih podatkov) 
 
Evropska komisija je 25. januarja 2012 predstavila predlog nove Uredbe Evropskega 
parlamenta in Sveta EU o varstvu posameznikov pri obdelavi osebnih podatkov in o 
prostem pretoku takih podatkov1190, ki je nastala kot odgovor na globalizirano 
komunikacijo preko svetovnega spleta, v okviru vse bolj popularnih socialnih omrežij, 
                                          
1183 Glej Evropski uradni list, št. L 218, 13. 8. 2008, str. 60-81. 
1184 Glej Evropski uradni list, št. L 123, 8. 5. 1992, str. 19-25. 
1185 Glej Evropski uradni list, št. L 242, 20. 9. 2011, str. 8. 
1186 Glej Evropski uradni list, št. L 285, 1. 11. 2011, str. 24. 
1187 Glej Evropski uradni list, št. L 301, 18. 11. 2011, str. 3-9. 
1188 Glej Evropski uradni list, št. L 027, 1. 2. 2011, str. 39-42. 
1189 Glej Evropski uradni list, št. L 057, 2. 3. 2011, str. 44-53. 
1190 Poimenovana tudi kot splošna uredba o varstvu osebnih podatkov. V prenovi je tudi Direktiva Evropskega 
parlamenta in Sveta EU o varstvu posameznikov pri obdelavi osebnih podatkov, ki jih pristojni organi 
obdelujejo za namene preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih dejanj ali izvrševanja 
kazenskih sankcij, in o prostem pretoku takih podatkov. 
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"računalništva v oblaku"1191 in zaradi razvoja novih informacijskih tehnologij. Eden od 
razlogov za sprejem nove uredbe je po mnenju Evropske komisije dejstvo, da izvaja vsaka 
država članica EU, skupno zakonodajo na svoj način, ki na ravni varstva osebnih podatkov 
v EU ni poenoten. S tem se po mnenju Komisije vzpostavlja pravna negotovost in neenaka 
zaščita posameznikov v državah EU. Po mnenju Burnikove (2012, str. 10) predlog uredbe 
gradi na temeljih Direktive (95/46/EC), ki hkrati jasneje določa nekatere pojme, prakse, 
pravice posameznikov, obveznosti upravljavcev in pristojnosti nadzornih organov. 
 
Predlog nove Uredbe vsebuje številne novosti pri zagotavljanju varstva pravic in 
svoboščin, predvsem pa zasebnosti pri obdelavi osebnih podatkov posameznikov. Med te 
sodijo1192: 
− ureditev varstva pravic glede osebnih podatkov z enim predpisom, ki v vseh državah 
članicah EU velja enako;  
− varstvo temeljnih pravic in svoboščin pri obdelavi osebnih podatkov otrok; 
− dokazna moč glede privolitve posameznika v obdelavo njegovih osebnih podatkov je 
na strani upravljavca 
− privolitev posameznika ne pomeni avtomatično pravne podlage za obdelavo, če 
obstaja veliko neravnovesje med razumevanjem na strani posameznika in upravljavca, 
− zagotavlja se varstvo podatkov genetskega in biometričnega izvora; 
− upravljavec mora posamezniku v razumljivi obliki zagotoviti vse informacije povezane z 
obdelavo osebnih podatkov (po novem tudi možnost vložitve, poleg pisnega tudi 
elektronskega zahtevka); 
− pri zbiranju osebnih podatkov mora upravljavec posamezniku zagotoviti več informacij, 
kot to določa sedanja direktiva; 
− posameznik lahko po novem od upravljavca kadarkoli zahteva potrditev obdelave 
njegovih podatkov (brez števne omejitve) in predpisane informacije v zvezi s tem; 
− posameznik ima pravico pri upravljavcu doseči izbris podatkov in opustitev nadaljnjega 
širjenja le-teh v nekaterih določenih primerih (gre za novo pravico "biti pozabljen"); 
− osebne podatke, ki se obdelujejo z elektronskimi sredstvi ali v strukturirani obliki, 
lahko posameznik pridobi od upravljavca v obliki kopije, v primeru pogodbenega 
razmerja ali privolitve pa jih lahko v elektronski obliki prenese v sistem drugega 
upravljavca brez obveznosti (nova pravica "do prenosljivosti podatkov");  
− upravljavcem se nalaga obveznost, da v primeru neposrednega trženja, posameznika 
izrecno poučijo o pravici, da lahko brezplačno ugovarja obdelavi osebnih podatkov; 
− v primeru kršitve varovanja zasebnosti in osebnih podatkov, mora upravljavec 
posameznika o tem dogodku nemudoma obvestiti, razen če nadzornemu organu 
dokaže, da je izvedel vse zaščitne ukrepe, potem obveščanje ni potrebno; 
                                          
1191 Pojem računalništvo v oblaku pomeni, da se podatki lahko hranijo namesto na osebnem računalniku, na 
tujih strežnikih, do katerih dostopamo na daljavo. 
1192 Predloga Uredbe Evropskega parlamenta in Sveta EU o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov ne predstavljam v celoti, ker je le predlog in bo v postopku 
sprejemanja zakonodaje lahko spremenjen. Tu podajam le stališča glede na predlog, ki je bil objavljen na 
spletnih straneh Evropske unije. Dostopno 2. 4. 2012 na: www.ec.europa.eu/justice/newsroom/data-
protection/news/120125_en.htm. 
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− možnost, da lahko posameznik na podlagi posebne označbe, ki jo pridobi, hitro oceni 
raven varstva podatkov, ki ga zagotavlja upravljavec ali obdelovalec;;  
− posameznik lahko v primeru kršitve Splošne uredbe o varstvu osebnih podatkov pri 
nadzornem organu katerekoli države članice vloži pritožbo, prav tako pa lahko pravico 
do pritožbe v katerikoli državi članici vloži vsak nacionalni organ, organizacija ali 
združenje, katerega cilj je zaščita pravic in interesov posameznikov, kadar je bila v 
imenu enega ali več posameznikov kršena njihova pravica pri obdelavi osebnih 
podatkov. 
 
Predlog Uredbe je bil posredovan v pregled vsem državam članicam in drugih pristojnim 
telesom Unije. Slovenska vlada je obravnavala predlog Splošne uredbe o varstvu osebnih 
podatkov in v stališčih, ki jih je naslovila na Državni zbor RS1193, pojasnila, da pozdravlja 
prizadevanja Evropske komisije za celovito reformo prava osebnih podatkov, saj so v njem 
določene pomembne in koristne rešitve s področja varstva človekovih pravic in 
informacijske zasebnosti1194, a pri tem ugotavlja številne neprimerne rešitve, ki so pri nas 
lahko urejene drugače in bi bile lahko celo v nasprotju z ustavo. Med bistvena 
nasprotovanja ureditve v predlogu uredbe Vlada RS navaja:  
− način izbire pravnega urejanja tematike, ki naj bi se jo po novem izvrševalo z uredbo, 
ki je v celoti zavezujoča in se neposredno uporablja, kljub temu da je po mnenju 
Ministrstva za pravosodje in javno upravo ustreznejša direktiva1195;  
− pomisleke, izražene na ravni zakonodajnopravne narave1196; 
− pomisleke, izražene na ravni ustavnopravne narave1197; 
− ter druge vsebinske pomisleke in vprašanja k predlogu uredbe1198, ki jih je v svojem 
predhodnem stališču utemeljil tudi Informacijski pooblaščenec1199. 
                                          




1194 Kot npr. obveščanje posameznikov o odkritih kršitvah zavarovanja njihovih osebnih podatkov, uvedba 
zahteve o vgrajenem varstvu osebnih podatkov v sredstva informacijske tehnologije, uvedba obveznosti 
izvedbe ocene vplivov na varstvo osebnih podatkov, uvedba nove pravice "biti pozabljen" itd. 
1195 Glede na to, da se uvaja institut notranjega pooblaščenca za varstvo osebnih podatkov, Vlada RS meni, da 
bi po novem, s pretiranimi sankcijami za prekrške in izrečenimi globami, lahko negativno vplivali na 
posledice v gospodarstvu, hkrati pa se zdi uvedba takega instituta, ki pomeni le finančno obremenitev, 
nesorazmerna s trenutnimi javno finančnimi razmerami v slovenskem javnem in zasebnem sektorju. 
1196 Obrazložitev vladnega pomisleka za parlamentarni pridržek ustavnopravne narave se nanaša na 
onemogočanje izvrševanja zakonodajne oblasti (87. člen in drugi odstavek 38. člena Ustave RS), poseg v 
načelo subsidiarnosti (11.a člen Zakona o sodelovanju med državnim zborom in vlado v zadevah Evropske 
unije in tretji odstavek člena 5 PEU), poseg v načelo suverenosti Republike Slovenije (tretji odstavek 3.a 
člena in prvi stavek prvega odstavka 5. člena Ustave RS), če se Evropski komisiji po tem predlogu Uredbe, 
podeli t.i. "bianco pooblastilo" za izdajanje izvedbenih in delegiranih pravnih aktov (glej dopis Vlade RS 
Državnemu zboru RS, št. 54932-5/2012/5, z dne 8. 3. 2012, str. 6). 
1197 Obrazložitev se nanaša na drugi odstavek 38. člena v povezavi s 15. členom Ustave RS, kjer Slovenija, 
glede na sprejeto Uredbo, ne bi mogla razvijati zakonodaje in prakse, ki se nanaša na informacijsko 
zasebnost, varstvo pred posegi v pravico do verske ali narodne opredelitve (drugi odstavek 41. in 61. člena 
Ustave RS), vprašljiva pa bi bila tudi ustavnosodna presoja Ustavnega sodišča RS. 
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Komisija Državnega sveta RS za mednarodne odnose in evropske zadeve, Odbor 
Državnega zbora RS za pravosodje, javno upravo in lokalno samoupravo1200 in Odbor 
Državnega zbora RS za evropske zadeve1201 so obravnavali predlog Splošne uredbe o 
varstvu osebnih podatkov ter predlog direktive o varstvu osebnih podatkov, ki jih pristojni 
organi obdelujejo za namene preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih 
dejanj ali izvrševanja kazenskih sankcij in o prostem pretoku takih podatkov.  Vsi so 
izhajali iz istih zavrnilnih stališč, kot jih je predlagala že Vlada RS, in sicer proti uvedbi 
notranjega pooblaščenca za varstvo osebnih podatkov, do favoriziranja sprejema direktive 
in ne uredbe ter glob v primeru kršitev uredbe, kar bi obratnosorazmerno finančno 
obremenilo naše gospodarstvo. Omenjeni odbori so predlog obrazložitev in nasprotnih 
stališč, kot ga je predložila Vlada RS, v isti obliki tudi sprejeli. 
 
Informacijski pooblaščenec, ki je neodvisni nadzorni državni organ za varstvo osebnih 
podatkov v Sloveniji, je navedel naslednje pozitivne lastnosti nove Uredbe1202: 
− boljša definicija osebnih podatkov (po novem je osebni podatek tudi internetna IP-
številka); 
− opredeljeno je varstvo zasebnosti v informacijski družbi; 
− uredba jasneje definira privolitev posameznika za obdelavo osebnih podatkov pri 
upravljavcih zbirk podatkov; 
− vzpostavlja se pravica do prenosa istih osebnih podatkov od enega k drugemu 
upravljavcu (angl. t.i. Data Portability Right); 
− dodano je načelo "biti pozabljen" ali angl."Right to be forgotten", kjer mora 
upravljavec vrniti posamezniku podatke v takšni obliki kot jim jih je dal ali jih izbrisati 
iz sistema; 
− jasno so določene tudi obveznosti upravljavca glede obveščanja posameznikov o 
obdelavi osebnih podatkov, in  
− da je uredba boljša rešitev kot direktiva. Direktiva je namreč nezavezujoč pravni akt, 
ki ga je treba implementirati v nacionalno pravo, državam članicam pa dopušča 
različno urejanje pristojnosti Informacijskih pooblaščencev1203, med tem ko je uredba 
                                                                                                                               
1198 Med bistvenimi so: oblika pravnega akta, ki je ta trenutek uredba, in ne direktiva, predpisane visoke 
denarne kazni, ki se gibljejo od 250 tisoč evrov do enega milijona evrov, ne glede na premoženjsko stanje 
kršitelja in uvajanje pooblaščencev v vse subjekte javnega in zasebnega prava, ki se ukvarjajo s podatki 
(glej Magnetogram seje delovnih teles Državnega zbora RS, z dne 20. 3. 2012. Ostale predloge glej v 
dopisu Vlade RS, št. 54932-5/2012/5, z dne 8. 3. 2012. 
1199 Glej Stališče Informacijskega pooblaščenca glede predloga Uredbe o varstvu osebnih podatkov, z dne 24. 
2. 2012. Dostopno 2. 4. 2012 na: www.ip-rs.si. 
1200 Seja Odbora za pravosodje, javno upravo in lokalno samoupravo je potekala 20. in 21. 3. 2012 (glej 
magnetogram Državnega zbora RS s tega dne). 
1201 Seja Odbora Državnega zbora RS za evropske zadeve je potekala 23. 3. 2012 (glej magnetogram s tega 
dne). 
1202 Glej magnetogram s seje Odbora Državnega zbora RS za evropske zadeve, z dne 23. 3. 2012 (govornica 
Nataša Pirc Musar). 
1203 Tu Informacijski pooblaščenec meni, da kar nekaj nadzornih organov za varstvo podatkov po Evropi nima 
praktično nobenih pristojnosti, in funkcionirajo bolj kot varuhi človekovih pravic. 
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zavezujoč pravni akt in predpisuje obvezo izvrševanja ukrepov v vseh državah 
članicah1204. 
 
Med negativne lastnosti pa šteje: 
− novo pristojnost, ki jo daje evropskim nadzornim organom nad upravljavci podatkov 
izven Evropske unije (tu gre predvsem za računalništvo o oblaku in upravljavce zbirk 
podatkov, ki so v glavnem bazirani v Združenih državah Amerike, kot npr. Google, 
Facebook itd.),; 
− starostno mejo, pri kateri se zahteva privolitev staršev, ki je postavljena že pri 
otrokovih 13 letih, kar je prenizko; 
− nepotrebno imenovanje novega Informacijskega pooblaščenca v zvezi z Direktivo o 
varstvu osebnih podatkov za namene preprečevanja, preiskovanja, odkrivanja ali 
pregona kaznivih dejanj ali izvrševanja kazenskih sankcij ter 
− okrepitev pristojnosti državnih nadzornih organov za varstvo podatkov, kjer bo v 
Sloveniji dosežen ravno nasproten efekt, saj je po ZVOP-1 pristojnost Informacijskega 
pooblaščenca zgledno urejena, zato uredba v tem delu po njegovem mnenju ni 
ustrezna. 
 
V nadaljevanju podajam glede novega reguliranja področja varstva zasebnosti in 
predvsem osebnih podatkov v Evropski uniji nekaj mnenj drugih avtorjev. 
 
Kai Rannenberg (2009) z Goethejeve Univerze s Frankfurta na Maini meni, da gre pri 
varstvu pravic posameznika do varovanja osebnih podatkov za največji izziv ravno v 
iskanju ravnotežja med prednostmi1205, ki jih na eni strani prinašajo nove tehnologije, na 
drugi strani pa varovanje pravic posameznika do zasebnosti in zaupnosti. Zaradi tega v 
tem trenutku po njegovem ni potrebna nova uredba, ampak boljše izvajanje obstoječe 
direktive v povezavi z razvojem tehnologije in uvedbo ustreznih ukrepov v posameznih 
panogah, kar naj bi imelo za cilj boljše razumevanje varstva osebnih podatkov in 
zasebnosti.  
 
Benton (2009) je mnenja, da se je v zadnjih 15 letih, odkar je bil vzpostavljen sedanji 
okvir varstva osebnih podatkov, zgodil velik premik naprej pri uporabi spletnih tehnologij 
(t.i. Web 2.0 dvosmerne komunikacijske tehnologije), ki niso zajete v trenutni veljavni 
Direktivi (95/46/EC), delno tudi zaradi geografske lokacije podjetij, ki nudijo te storitve in 
                                          
1204 Med predloge, ki jih Vlada RS po novi Uredbi ne zagovarja, pa so po mnenju Informacijskega 
pooblaščenca dobri, sodijo npr. obveznost imenovanja osebe zadolžene za varstvo osebnih podatkov zgolj v 
podjetjih, ki imajo več kot 250 zaposlenih in pri vseh organih javnega sektorja, saj se s tem zagotavlja 
odgovornost organa in osebe za komunikacijo s Pooblaščencem, zahteva po obveznem poročanju o 
varnostnih incidentih v zvezi z osebnimi podatki, vdori in nepooblaščenimi dostopi posameznikov do zbirk 
podatkov in tudi visoke kazni za prekrške, celo do 2 % od ustvarjenega prometa. Podobno po njenem 
mnenju že omogoča danes tudi slovenski Zakon o prekrških. 
1205 Sodobne tehnologije prinašajo koristi (kot npr. hitrost, dosegljivost, dosegljivost, delo na daljavo in 
priročnost), na drugi strani pa lahko zaradi nepooblaščenega dostopa škodujejo podatkom. 
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delujejo izven EU, zato je mnenja, da je potrebno iz teh razlogov direktivo prenoviti in jo 
okrepiti. 
 
Yasuhidi Yamadi (2010) iz japonskega ministrstva za gospodarstvo, trgovino in industrijo 
se zdi nujno zagotoviti nov pravni okvir varstva osebnih podatkov kot temeljne pravice, 
predvsem z vidika poslovnih in ekonomskih ciljev, saj meni, da mora Unija zmanjšati 
število zahtev organov za varstvo podatkov in različno izvajanje Direktive (95/46/EC) v 27 
državah članicah EU. Meni tudi, da ker je že veliko gospodarskih družb uskladilo svoje 
poslovanje z varnostnimi politikami in standardi informacijske varnosti, kot je ISO/IEC 
27000, bi morali te rešitve ustrezno upoštevati tudi v sistemu varstva podatkov in izdelati 
mednarodne standarde, ki bi veljali za čezmejni prenos podatkov. 
 
Internetna komunikacijska družba Skype je leta 2009 menila, da je zasebnost in varstvo 
osebnih podatkov bistveno za vzpostavitev in vzdrževanje zaupanja potrošnikov v njihove 
storitve. Pri svojem poslovanju so se pogosto srečevali z eno direktivo, a več različnimi 
pristopi varstva osebnih podatkov v državah članicah, kar je oviralo medsebojno 
poslovanje. Tudi zaradi dnevnega iznosa podatkov v tretje države bi morala po mnenju 
družbe Skype EU zagotoviti enotno varstvo osebnih podatkov v svetovnem merilu, prav 
tako pa tudi s spodbujanjem pravil varstva teh podatkov na mednarodni ravni, ob tem da 
bi bila pravila EU bolj prilagodljiva1206, saj kot izpostavljajo, je poslovanje podjetij, ki 
delujejo na evropskem trgu, tudi zaradi neenotnih evropskih predpisov predrago in 
nekonkurenčno. 
 
Slovenska poslanka v Evropskem parlamentu, Tanja Fajon, ima pozitiven odnos do 
predloga Uredbe o varovanju osebnih podatkov, ker meni, da: "Pravni in politični okvir, ki 
ga predstavljata nova direktiva in uredba na ravni EU, sama ne moreta predstavljati 
gradnikov zaupanja v učinkovito varovanje zasebnosti novih tehnologij. Podjetja, kot so 
Microsoft, Nokia, SAP in Apple, morajo dokazati, da so sposobna pridobivati, obdelovati in 
hraniti podatke uporabnikov na različnih lokacijah po svetu in jim pri tem zagotavljati 
enako stopnjo varnosti in zasebnosti, kot če bi bili ti podatki shranjeni na njihovih osebnih 
računalnikih."1207 
 
Ameriška pravnica in svetovalka za varstvo podatkov na področju informacijskih 
tehnologij, Françoise Gilbert (2012), je do predloga nove evropske zakonodaje bolj 
zadržana in meni, da bodo morale države članice zaradi nove Uredbe razveljaviti druge 
zakone, ki so jih sprejele v preteklih letih in urejajo varstvo osebnih podatkov, posebej na 
področju telekomunikacijskih storitev. Zaradi teh novosti, se bodo morala do leta 20151208, 
tudi mnoga ameriška podjetja, ki poslujejo z EU in Evropskim gospodarskim prostorom, 
prilagoditi novim zahtevam glede zagotavljanja varstva osebnih podatkov, predvsem s 
                                          
1206 Menijo, da je aktualna direktiva zelo restriktivna, kar ima škodljive posledice za evropska podjetja v 
primerjavi z državami nečlanicami EU. 
1207 Glej prispevek: "Ali se zavedamo pomena zasebnosti v obdobju računalništva v oblaku?" z dne 22. 3. 
2012. Dostopno 3. 4. 2012 na: www.tanja-fajon.si/?lang=&option=news&news_id=346&page=Blog. 
1208 Okvirno leto, kot naj bi nova zakonodaja EU s področja varovanja osebnih podatkov pričela veljati. 
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pripravo politik zasebnosti, načrtov v primeru varnostnih incidentov in drugih dokumentov, 
kar bo zahtevalo dodatna finančna sredstva in vire1209. Za konec postavlja tudi zanimivo 
vprašanje, in sicer, kako se bodo ostale države Evropskega gospodarskega prostora in 
druge države1210, ki so svojo zakonodajo delno že uskladile z Direktivo (95/46/EC) 
odzvale. 
 
Kot odgovor na reformo urejanja varstva osebnih podatkov v Evropski uniji, v 
nadaljevanju predstavljam rezultate skupne evropske raziskave1211, ki jo je Evropska 
komisija še z nekaterimi generalnimi direktorati izvedla konec leta 2010, in katere namen 
je bil pridobiti mnenje državljanov Unije glede njihovega razumevanja varstva osebnih 
podatkov, hrambe podatkov v zbirkah, njihovo nadaljnjo uporabo, ukrepov za zaščito 
podatkov in pričakovanj glede prihodnje ureditve varstva osebnih podatkov.  
 
V nadaljevanju navajam pomembnejše povzetke odgovorov iz raziskave, ki veljajo za 
celotno Unijo:  
− 70 % anketiranih skrbi, da podatke, ki jih upravljavci zberejo od fizičnih oseb, ti naprej 
uporabijo za druge namene; 
− najpogostejši razlog za razkritje osebnih podatkov pri računalniških uporabnikih je 
pogoj, ki ga za dostop do neke spletne storitve zahteva ponudnik; 
− velika večina vprašanih je zaskrbljena nad beleženjem njihovih življenjskih navad, ki 
jih opravijo preko plačilnih kartic (54 %), mobilnih telefonov (49 %) ali mobilnega 
interneta (40 %); 
− za dostop in vpogled v lastne osebne podatke, shranjene v zbirkah javnega in 
zasebnega sektorja, je pripravljenih tako storitev plačati 28 % anketiranih; 
− glede načela "biti pozabljen" bi skoraj 75 % respondentov želelo izbrisati osebne 
podatke na spletnih straneh, kadarkoli bi se za to odločili; 
− velika večina (90 %) jih je menila, da bi moralo biti v EU zagotovljeno enako varstvo 
pravic posameznikov do osebnih podatkov; 
− za izvrševanje uredbe na evropski ravni je skoraj vsak četrti anketiranec od desetih 
vprašanih (44 %), medtem ko se okrog 40 odstotkom zdi primernejše izvrševanje 
aktov na nacionalni ravni1212; 
− okrog 88 % anketiranih meni, da bi bili njihovi osebni podatki bolje varovani v velikih 
podjetjih, v kolikor bi imeli tam zaposleno osebo za varstvo osebnih podatkov; 
                                          
1209 Dodatne stroške ocenjuje pri zagotavljanju proračunskih sredstev podjetij, pri imenovanju novih 
pooblaščencev, sredstvih za usposabljanja, pripravo politik in tehnoloških uskladitev. 
1210 Kot je npr. Švica, Peru, Urugvaj, Maroko, Tunizija, Združeni arabski emirati. 
1211 Raziskavo Eurobarometer, so izvedli v vseh 27. državah članicah EU, v kateri je sodelovalo 26.574 
anketirancev (glej raziskavo Special Eurobarometer 359, Attitudes on Data Protection and Electronic 
Identity in the European Union, Report, June 2011. Dostopno 2. 4. 2012 na: 
www.ec.europa.eu/public_opinion/archives/eb_special_359_340_en.htm#359. 
1212 Slovenski respondenti se tu približujejo nordijskim državam, kjer menijo, da bi bilo izvrševanje varstva 
osebnih podatkov primernejše na nacionalni ravni (59 % odgovorov) kot pa na evropski ravni (27 % 
odgovorov). 
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− med osebne podatke pa respondenti štejejo: finančne podatke, kot so plača, bančno 
stanje, kreditna sposobnost (75 % odgovorov), zdravstveno stanje, kot so zdravstveni 
karton in druge zdravstvene informacije (74 %), njihove EMŠO številke, številka 
osebne izkaznice ali potnega lista (73 %), nato prstni odtis (64 %), naslov prebivališča 
(57 %) in številka mobilnega telefona (53 %)1213. 
 
V tej raziskavi je bila zaznana še ena pomembna ugotovitev1214. Politiko zasebnosti na 
spletnih straneh na ravni Evropske unije in v Sloveniji prebere okrog 60 % uporabnikov, 
njihove določbe pa pri nas upošteva 87 % uporabnikov1215, kar je veliko. Tisti, ki ne 
preberejo omenjene politike menijo, da jim zadostuje že navedba spletnega ponudnika, 





Moje mnenje glede obstoječe Direktive (95/46/EC) je, da jo je potrebno prenoviti in 
prilagoditi današnjemu času. Varovanje pravice do posameznikove zasebnosti in varstva 
njegovih osebnih podatkov v predlogu predstavljene in komentirane Uredbe predstavlja 
primat. Uredba prihaja ravno ob pravem času. Z njenimi določbami se v popolnosti 
strinjam, še predvsem v dejstvu, da se celovitost te ureditve zagotavlja z uredbo in ne 
direktivo. Razlogov za to je več. Njena izvršljivost, poenotenost poslovanja v okviru 
skupnega evropskega pravnega prostora, enotno izvajanje ukrepov znotraj držav članic 
EU in še bi lahko našteval (glej podobno razmišljanje pri Pirc Musar, 20121216). Med 
drugim se je tudi v raziskavi Eurobarometer1217, več kot 90 % anketiranih evropskih 
državljanov izreklo, da želi enako varstvo pravice do osebnih podatkov v vsej Evropski 
uniji.  
 
Izpostaviti moram tudi vidik moči, ki so si ga danes izborili upravljavci naših podatkov in 
njihovo skoraj minimalno obvezo do nas, kjer bi npr. posameznike poučili o namenu 
zbiranja določenih podatkov, njihovi hrambi, popravkih, prenosih itd. To lahko ugotovim 
tudi v Sloveniji, ko informacije v zvezi z zbiranjem in varovanjem podatkov s strani 
upravljavca največkrat ne preberemo, tudi zaradi minimalne velikosti pisave takega 
obvestila, kjer nato odgovornost visi na nitki vselej, ko nekdo drug prebira naše 
osebnostne navade iz zbranih podatkov1218. 
                                          
1213 Osebni podatek je vsaka informacija, ki se nanaša na posameznika (od imena, fotografije, elektronskega 
naslova, bančnih in zdravstvenih podatkov, objav na socialnih omrežjih, do IP naslova računalnika) (glej 
Why do we need an EU data protection reform?. Dostopno 1. 4. 2012 na: www.ec.europa.eu/justice/data-
protection/index_en.htm). 
1214 Glej Special Eurobarometer 359, junij 2011, str. 297. 
1215 Kjer zasedamo četrto mesto, pred Malto, Ciprom in Avstrijo. 
1216 Glej magnetogram s seje Odbora Državnega zbora RS za evropske zadeve, z dne 23. 3. 2012. 
1217 Glej Special Eurobarometer 359, z junija 2011, str. 2. 
1218 Drugi odstavek člena 19 predloga nove Uredbe je tu jasen. Pri obdelavi osebnih podatkov zaradi 
neposrednega trženja, mora upravljavec posameznika seznaniti s pravico, da lahko brezplačno ugovarja 
obdelavi osebnih podatkov za ta namen, in ga izrecno poučiti na razumljiv način, ki se jasno razlikuje od 
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Zagotovo bo v prihodnjem obdobju podanih kar nekaj predlogov izboljšav predlagane 
Uredbe (temu izhodišču sledita tudi Korff in Brown, 2010), pa vseeno menim, da je 
dolžnost Evropske unije kot skupnosti, da sledi trendom in družbenim dogajanjem znotraj 
Evropskega prostora in na ta način varuje eno najpomembnejših vrednot, ki jo človeštvo 
in z njo posameznik še imata. To je varovanje pravice posameznika do informacijske in 
komunikacijske zasebnosti, ter nenazadnje njegove intimnosti! 
 
                                                                                                                               
drugih informacij. Torej bi morala najmanjša velikost pisave t.i. "drobni tekst" odpasti? Verjetno ne bo! Že 
zaradi velikosti prostora, ki ga tako besedilo zavzema! Zato se tu sprašujem, ali bo ta skrb prenesena na 
notranjega pooblaščenca v organizaciji ali spet samo na Informacijskega pooblaščenca? 
 290
5 PREVERITEV HIPOTEZ 
 
Postavljene hipoteze raziskovanja predstavljajo celovitost disertacije, ki so usmerjene v 
vsebinsko dokazovanje naslednjih vsebin: 
− v razumevanje razlik med izrazi, ki se uporabljajo za označevanje zaupnosti; 
− v pomen zavarovanja ter ohranjanja vseh oblik zaupnosti; 
− v spoznanje, da nobena zaupnost, ki nastane v javnih institucijah ni večna in 
neskončna; 
− v škodljive posledice razkrivanja zaupnosti neupravičenim osebam; 
− v prizadetost posameznika v primeru razkritja podatkov; 
− v materialno pravno varstvo, s katerim se varuje zasebnost posameznika. 
 
Za dokazovanje hipotez sem uporabil v uvodu prestavljene metode in kvalitativne 
indikatorje. Hipoteze dokazujem z viri in literaturo, ki potrjuje ali zavrača trditve s 
strokovnimi mnenji drugih avtorjev, z aktualno zakonodajo, s sodnimi odločitvami 
domačih in tujih sodišč in s proučevanjem različnih praks in z analizo primerov. 
 
Prva hipoteza se glasi: 
"Sinonima SKRIVNOST in TAJNOST prej predstavljata omejevanje dostopa do 
pomembnejših informacij ali podatkov, kot pa konkretizirata opredelitev 
zaupne informacije ali podatka." 
 
Obrazložitev: 
1. Glavni namen prvega dela hipoteze se skriva v razreševanju premise, kaj sploh z 
izrazoma skrivnost ali tajnost varujemo, oziroma kako omejujemo dostop do zaupnih 
podatkov? Pri obravnavi tega vprašanja sem uporabil predvsem aktualno domačo 
pozitivno zakonodajo in domače razpoložljive vire. 
2. Najprej ugotovim, da ima večjo vrednost za varstvo zaupnosti podatek, ki je 
konkretizirano dejstvo, kot pa informacija, ki sicer pove več, je splošna in vsebuje 
širši obseg sporočilnih vrednosti. Slovarji definirajo skrivnost kot "kdor kaj ve in mu je 
zaupano", sicer pa kot nekaj "kar se ne da dojeti, pojasniti in razumeti". Gre za izven 
naravno ali nadnaravno danost, ki preprostemu posamezniku ni vedno enako 
razumljiva ali pa mu je neznana. Za skrivnosti gospodarske, uradne poslovne ali 
osebne narave, katere vsebina nam je znana, razumljiva in doumljiva, vendar le 
nedostopna, oziroma nam je omejena, ne morem uporabiti iste razlage. V tujih 
primerih takega etimološkega razlikovanja besedila nisem uspel zaslediti nikjer, saj se 
npr. angleška beseda Secret le preprosto prevede v Skrivnost, beseda Confidential pa 
v Zaupno (podobno velja tudi za prevode drugih tujih besed, ki označujejo 
zaupnosti). Pri nas zaradi obstoja več zakonov, ki različno urejajo varovanje zaupne 
vsebine, podatkov in informacij, pojmovanje in razumevanje izrazov, kot sta tajnost in 
skrivnost, za potrebe omejevanja dostopa do njih ni ustrezno rešeno (glej tudi v 
Prelesnik, 2008). To lahko potrdim z navedbo nekaterih veljavnih zakonskih določb: 
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Zakon o poštnih storitvah1219 v tretjem odstavku 61. člena določa, da se morajo vsi 
zaprošeni podatki opremiti z oznako zaupnosti ali poslovne tajnosti, agencija pa jih 
mora v skladu z zakonom varovati kot poslovno tajnost in druge poslovno občutljive 
podatke1220. Zakon o šolski inšpekciji1221 določa, da mora inšpektor varovati poslovno, 
uradno ali drugo tajnost, s katero se seznani, dolžnost varovanja uradne ali druge 
tajnosti pa ne preneha niti po prenehanju delovnega razmerja. Zakon o igrah na 
srečo1222 v 87. členu določa, da morajo delavci kot poslovno skrivnost varovati 
podatke o igralcih, v 118. členu pa, da z globo kaznuje osebo, če kot poslovno 
tajnost1223 ne varuje podatkov o igralcih. Zakon o biocidnih proizvodih1224 v 48. členu 
v zvezi s tajnostjo podatkov omenja tako proizvodne1225 kot poslovne skrivnosti. 
3. Kljub številnim novim zakonom pri nas v praksi pogostokrat zasledim, da izrazi še 
vedno niso poenoteni niti usklajeni, nikjer tudi ni predpisanih standardov in postopkov 
varovanja (npr. za proizvodne ali poslovne tajnosti), kot to velja v primeru osebnih 
podatkov v sistemskem Zakonu o varstvu osebnih podatkov (ZVOP-1) ali v primeru 
tajnih podatkov v Zakonu o tajnih podatkih (ZTP-UPB2). Ob tem ugotavljam, da se je 
v slovenski zakonodaji začel postopoma uvajati še en nov pojem, in sicer zaupnost. 
Tu menim, da se s pojavom generičnega izraza, kot je zaupnost ali zaupni podatek 
lahko bolje opredeli predmet varovanja podatkov, kakor s pojmoma skrivnost ali 
tajnost. Uporabo tega izraza lahko v naši zakonodaji že danes zasledimo npr. v 
Zakonu o policiji1226, Kazenskem zakoniku1227, Zakonu o davčnem postopku1228, Zakon 
o kazenskem postopku1229 idr. 
4. Po dokončni opredelitvi predmeta varovanja, sem se usmeril še na zadnjo dilemo, in 
sicer, ali si sinonima v tej hipotezi stojita v diametralnem nasprotju ali ne. Za 
razreševanje tega problema sem uporabil predvsem razpoložljivo domačo literaturo. 
Ugotavljam, da se s težavo pojmovanja prave terminologije v zvezi z varovanjem 
podatkov, srečujejo številni slovenski avtorji1230, ki ugotavljajo predvsem terminološko 
neskladje med pojmoma tajnost in skrivnost v zakonodaji. Ob proučevanju historične 
zakonodaje iz obdobja Avstro-Ogrske monarhije, Kraljevine SHS, Kraljevine 
Jugoslavije in ostalih državnih entitet do danes, sem ugotovil, da slovenski izraz 
skrivnost, v aktualni pozitivni slovenski zakonodaji, nadomešča srbsko-hrvaški izraz 
"tajno/tajna", oziroma gre za njen prevod, ki izhaja predvsem iz vojaškega 
besednjaka (glej v Korošec, 1998, Brejc, 2004, in Žirovnik, 2005). Terminološka 
razlaga pojma tajnost, se pogosto enači s pojmom skrivnost (Anžič, 1997a). To 
                                          
1219 Glej Zakon o poštnih storitvah (ZPSto-2), Ur. list RS, št. 51/09. 
1220 Zanimivo je, da pogoji poslovne tajnosti niso v nobenem zakonu konkretno predpisani! 
1221 Glej Zakon o šolski inšpekciji (ZSoll-UPB1), Ur. list RS, št. 114/05. 
1222 Glej Zakon o igrah na srečo (ZIS-UPB3), Ur. list RS, št. 14/11. 
1223 V istem zakonu sta uporabljeni kar dve oznaki zaupnosti, ki nista nikjer konkretneje opredeljeni! 
1224 Glej Zakon o biocidnih proizvodih (ZBioP), Ur. list RS, št. 61/06. 
1225 Smiselna nedorečenost varovanja podatkov velja tudi za proizvodne skrivnosti! 
1226 Glej npr. člena 2.č in 137, ZPol-UPB7. 
1227 Glej npr. člen 137 in 358, KZ-1. 
1228 Glej npr. člene 15, 38, 192, ZDavP-2-UPB4. 
1229 Glej npr. člena 156 in 236, ZKP-UPB4. 
1230 Kot npr.: Anžič, Majcenovič, Hladin, Komac, Kop, Rozman, Pirc Musar, Bele in drugi. 
 292
ugotovim tudi v Slovarju slovenskega knjižnega jezika, ki ločuje oba izraza, vendar 
glede omejitve dostopa do zaupnih podatkov, dovoljuje enakopravno rabo obeh in ne 
daje prednosti ne enemu in ne drugemu. V aktualni zakonodaji sem ugotovil, da ta 
opredeli podatke, ki se naj bi označili kot npr. poslovna tajnost ali poklicna skrivnost, 
vendar pri tem ni nikjer podane jasne opredelitve glede rabe enega ali drugega 
izraza. Tu se mi zdi, da pripravljavci predpisov in tisti, ki jih sprejemajo, temu 
vprašanju zagotovo ne posvečajo dovolj pozornosti1231, saj se tudi v noveliranih 
predpisih še vedno uporabljata oba izraza, njune razlage pa ni zaslediti nikjer. 
5. Razlago drugega dela hipoteze lahko strnem v ugotovitev, da beseda skrivnost 
pomeni nekaj, kar ni nikomur znano, med tem ko gre pri tajnosti za podatek, ki je 
nekomu znan, drugemu pa ni in mu ne sme biti znan. Žirovnik (2005) to ozko razloži 
tudi kot: "Neznano je tisto, kar je omejeno s človekovimi zaznavnimi sposobnostmi, 
tajno pa tisto, kar se pred posameznikom ali skupino ljudi zavestno skriva. Pri 
neznanem gre za dejstva, ki ljudem sploh niso znana, pri tajnem pa za dejstva, ki se 
posamezniku ali skupini oseb predstavljajo kot neznano zato, da ostanejo pred njimi 
skrita." 
6. Glede na teorijo uporabe predstavljenega izrazja povzemam, da je izraz skrivnost le 
poslovenjen izraz za tajnost. 
7. Ker se oba sinonima uporabljata v pretežni meri za označevanje dokumentov, s 
katerimi se omejuje dostop do pomembnejših podatkov in varovanega gradiva, njuna 
uporaba ne konkretizira in ne opredeljuje same vsebine zaupne informacije ali 
podatka. Tako na podlagi teh obrazložitev potrjujem omenjeno hipotezo. 
 
Druga hipoteza se glasi: 




1. Cilj te hipoteze je ugotoviti prevlado osebnih podatkov nad drugimi zaupnimi 
podatki1232. Pri razreševanju tega problema sem uporabil domače razpoložljive vire, 
študij primera in aktualno domačo zakonodajo. 
2. V Sloveniji je način uresničevanja človekovih pravic in temeljnih svoboščin, kot jih 
zagotavlja Ustava RS, predpisan lahko le z zakonom1233, ta pa zagotavlja tudi pravico 
do varstva osebnih podatkov, način njihovega zbiranja, namen uporabe, obdelave, 
nadzora in varstvo tajnosti osebnih podatkov1234. Iz te ustavne določbe izhaja, da gre 
za varovanje temeljne pravice posameznika do ohranjanja njegove zasebnosti1235. 
Naša pravna ureditev priznava enakopravno veljavo vseh sprejetih zakonskih aktov, ki 
                                          
1231 Na to je opozoril že Informacijski pooblaščenec v dopisu Ministrstvu za pravosodje, Predlogi v zvezi z 
nameravano spremembo Kazenskega zakonika z dne 7. 5. 2007. 
1232 Praviloma so označene kot skrivnost ali tajnost. 
1233 Glej drugi odstavek 15. člena Ustave RS, Ur. list RS, št. 33/91. Druga možnost je uredba zakonske moči. 
Glej 108. člen Ustave RS. 
1234 Glej prvi in drugi odstavek 38. člena Ustave RS. 
1235 Glej 35. člen Ustave RS. 
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jih sprejme Državni zbor RS in ne deli zakonov na višjo ali nižjo raven. Edina izjema so 
tu zakoni in drugi predpisi mednarodnega prava, ki obvezujejo Slovenijo, kjer se 
ratificirane in objavljene mednarodne pogodbe uporabljajo neposredno tudi v našem 
notranjem pravu1236. 
3. Supremacija varstva zaupnosti osebnih podatkov nad drugimi zaupnostmi, kot jo 
izkazujem v hipotezi je torej le navidezna predstavitev prevlade ene vrste zaupnosti 
nad drugo, ki je namenjena strožjemu varovanju pravice do zasebnosti, in iz nje 
izvedenih osebnih podatkov posameznika. Naša pravna ureditev je z ZVOP-om bolje 
uredila in zaščitila individualno zasebnost (Čaleta, 2004), predvsem pa obdelavo 
občutljivih osebnih podatkov od običajnih (neobčutljivih) osebnih podatkov (glej 
Hojnik, 2008 in tudi Anžič in Trbovšek, 2001). Zaradi upravljanja številnih zbirk 
osebnih podatkov so tako institucije kot vsi zaposleni v celoti vezani na spoštovanje 
določb ZVOP (Tajnik, 2000). Z vidika dostopa, distribucije in zaščite pa je praktično 
vsak osebni podatek hkrati tudi tajni podatek, njun skupni imenovalec pa je pravica do 
zasebnosti (Lešnik, 2004). 
4. Na podlagi zakonske ureditve omenjene določbe ugotovim, da se praviloma vsi 
predpisi sklicujejo na ZVOP-1 kot lex generalis, kar pomeni zahtevo po popolnem 
varstvu osebnih podatkov glede na veljavno zakonodajo. Tu navajam nekatere 
primere določb drugih zakonov, ki napotujejo na zahtevo po varovanju osebnih 
podatkov glede na ZVOP-1: Zakon o tajnih podatkih1237 v 24. členu določi, da lahko 
pristojni organi  v skladu z mednarodno pogodbo in s predpisi, ki pri nas urejajo 
varstvo osebnih podatkov, pri varnostnem preverjanju oseb sodelujejo, poleg tega pa 
ima oseba skladno z določili zakona o varstvu osebnih podatkov (glej tretji odstavek 
29. člena) pravico do vpogleda v podatke svojega varnostnega preverjanja, Zakon o 
poštnih storitvah1238 v 32. členu določa zahteve dostopa do delov poštne infrastrukture 
ali storitev, pri katerih mora, poleg ostalih, izvajalec univerzalne storitve skrbeti tudi za 
upoštevanje določb o varovanju zaupnosti poštnih pošiljk in varstva osebnih podatkov 
(glej 53. člen), pri tem pa osebne podatke uporabnikov poštnih storitev zbirati in 
obdelovati v skladu z ZVOP-1 (54. člen), Zakon o detektivski dejavnosti1239 v 33. členu 
določa, da se informacije in podatki, ki jih je detektiv zbral za stranko, štejejo za 
poslovno skrivnost. V zvezi s tem je detektiv zavezan k varovanju poslovne skrivnosti, 
varovanju tajnih in osebnih podatkov v skladu s predpisi, ki urejajo varovanje teh 
podatkov. 
5. Da je varstvo osebnih podatkov v supremaciji nad varstvom ostalih zaupnosti lahko 
potrdim tudi s študijskim primerom Omerza vs. Država in drugimi, kjer je bila 
izpostavljena problematična določba ZVDAGA glede dostopa do osebnih podatkov, saj 
vsebuje gradivo v enem delu najprej osebne podatke, in šele nato tajne podatke. Tu 
je prednostno zaščitno pravico do varstva osebnih podatkov v svoji odločbi potrdilo 
                                          
1236 Glej 8. člen Ustave RS. 
1237 Glej Zakon o tajnih podatkih (ZTP-UPB2), Ur. list RS, št. 50/06. 
1238 Glej Zakon o poštnih storitvah (ZPSto-1), Ur. list RS, št. 51/09. 
1239 Glej Zakon o detektivski dejavnosti, Ur. list RS, št. 17/11. 
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tudi Ustavno sodišče RS1240. V številnih drugih podobnih primerih pa nemalokrat tudi 
Upravno sodišče RS in Informacijski pooblaščenec.  
6. Danes so osebni podatki posebej varovana kategorija zaupnosti posameznika, tudi 
zaradi dejstva, ker varovanje človekovih pravic in svoboščin, posebej zasebnost 
posameznika, varujejo mednarodni dokumenti (kot je EKČP in mednarodni akti OZN – 
varuje jo ESČP) ter implementirana evropska zakonodaja v domačem pravnem redu 
(npr. Direktiva (95/46/EC), (2002/58/EC) in druge – varuje jih Sodišče EU). Dejstvo je, 
da smo take prevlade varstva osebnih nad drugimi zaupnimi podatki v Sloveniji deležni 
tudi zato, ker zakonske določbe ZVOP-a z vso odgovornostjo uspešno uresničuje 
institut Informacijskega pooblaščenca.  
7. Bistvo varovanja v razmerju med osebnimi podatki in drugimi zaupnostmi, je v 
subjektivizaciji in identifikaciji predmeta varovanja – torej v posamezniku, ki ga 
pozitivna mednarodna in domača zakonodaja varuje primarno in strožje. Na podlagi 
teh obrazložitev potrjujem omenjeno hipotezo. 
 
Tretja hipoteza se glasi: 




1. Bistvo te hipoteze je ugotoviti neenakost posledic v primeru razkritja zasebnosti 
posameznika ter organizacije. Pri razreševanju tega problema sem uporabil 
razpoložljive domače in tuje vire in obravnavane primere. 
2. Posameznik ima svojo zasebnost in individualnost. Kot osebnost je največkrat prizadet 
ravno zaradi razkritja njegovih podrobnosti iz zasebnega življenja. Kot subjekt je 
sestavni del skupnosti. V kolikor je njegova identitetna podoba drugačna1241 je lahko 
zanj izredno škodljiva ali celo pogubna. V okviru varstva človekovih pravic,se 
posameznikovo zasebnost varuje z vsemi njegovimi osebnimi atributi vred zato, da se 
mu zaščiti pravna subjektiviteta. 
3. Mišič (2008a) ugotavlja, da se izkušnje tistih, katerih osebni podatki so bili tako ali 
drugače nezakonito obdelani, izkazujejo v izgubi časti, zaposlitve, dobrega imena, v 
finančnih posledicah, identifikaciji in sodnih postopkih, med tem Vuksanović (2010) 
navede negativen vpliv na ugled, čast in dobro ime ter razkritje zasebnosti 
posameznika.  
4. Ameriške študije različnih avtorjev (Rothschilda, Mietheja, Cortinove, Magleyeve, 
Soekenove in drugih) pri organizaciji kažejo, da so tisti, ki informacijo razkrijejo – 
žvižgači, povračilnim ukrepom s strani poslovodstva še posebej izpostavljeni in 
najpogosteje kaznovani z izgubo službe, prisilno upokojitvijo, negativnim 
ocenjevanjem učinkovitosti na delovnem mestu, pogostim nadziranjem dela, 
šikaniranjem s strani sodelavcev in drugimi neželenimi oblikami povezanimi z delom. 
                                          
1240 Glej 13. točko odločbe Ustavnega sodišča RS št. U-II-2/11-11, z dne 14. 4. 2011. 
1241 Ali da mu je bila identiteta ukradena, ali da se ga prikazuje drugačnega kot v resnici je, ali se zlorablja 
njegove podatke za dosego nekega namena. 
 295 
5. Primer potrditve te hipoteze predstavlja objava posnetkov in depeš spletnega glasnika 
Wikileaks, kjer je del javnosti dejanje obsojal, del pa podpiral, s tem da je bilo 
izpostavljenih veliko več škodnih dejavnikov na strani zasebnosti posameznika. Na 
primer, identificiran je bil urednik Julian Assange, njegovi člani družine, člani 
organizacije Wikileaks, identiteta oseb, ki so razkrile zaupnosti (Bradley Manning, 
Rudolf Elmer, Adrian Lamo) in druge osebe. Kot stranska posledica dejanja je sicer 
sledilo priprtje vojaškega analitika B. Manninga1242 ter sodno, spolno in drugo nasilno 
preganjanje urednika Assangea. Kot kažejo predstavljene študije, ob razkritju 
posameznik kot oseba utrpi naslednje sociološke dejavnike: identifikacijo, osebno 
diskreditacijo, stigmatizacijo, posmehovanje in blatenje, opravljanje, žalitev, 
stereotipizacijo, zaničevanje, različne oblike preganjanja ipd. 
6. Organizacija ni posameznik. Njen škodni dogodek je treba presojati predvsem z 
njenega strateškega vidika, ki je izkazan v dobičku. Podjetje, katerega zaupnost je 
razkrita, občuti večjo škodo z vidika upada naročil in manjšega zaupanja v poslovanje. 
Podjetju ni mogoče ukrasti njegove identitete, saj se lahko registrira na novo. 
Posredna škoda, ki lahko nastane, je dejstvo, da si lahko s pomembnim procesnim, 
tehnološkim ali drugim razkritjem pridobi konkurentovo znanje in si s svojimi resursi 
pribori večji delež na trgu. V primeru razkritja, trpi ta le negativno medijsko 
publiciteto, morebiti se zamenja vodstvo uprave, predvsem pa odkrije in zaustavi 
notranji vir odtoka informacij. 
7. Za gospodarske družbe Žirovnik (2005) ugotavlja, da jim lahko razkritje poslovnih 
informacij povzroči denarno škodo, samo razkritje podatka pa nima neposredno velike 
škode. Kop (1995) ugotavlja, da je škoda, ki nastane imetniku poslovne skrivnosti ob 
razkritju lahko le: materialna škoda, upad naročil, zmanjšanje prihodkov, zmanjšanje 
tehnološke prednosti in škoda zaradi izgube ugleda. Škodo, ki z razkritjem nastane 
organizaciji, se da praviloma tudi povrniti1243 (vključno z ugledom, finančnimi učinki, 
negativno publiciteto), saj kot pravi Lennanova (1993) je ravno to prednost 
organizacij, da jo lahko izkoristijo nasproti tistim, ki razkrijejo njihove zaupnosti. 
8. Razkritje zaupnosti v organizaciji delim na ožji in širši vidik. Zaupnost, ki je bila 
razkrita širši javnosti (npr. preko TV ali drugega medija) ni mogoče več povrniti v 
prejšnje stanje in postane ta splošno znana množici ljudi. Zaupnost, ki je razkrita v ožji 
javnosti, znotraj organizacije, pa je načeloma z načinom hermetičnega zapiranja 
nadaljnjega odtoka informacij (suspendiranje zaposlenih ali odvzem tehničnih 
sredstev) ter z omejevanjem širjenja informacij možno vrniti v prejšnje stanje. Za 
organizacijo pomenijo škodljivi dogodki razkritij predvsem omajanje zaupanja 
zaposlenih in poslovnih strank v organizacijo, izgubo verodostojnosti vodstva, izgubo 
ugleda, dohodka, bonitete, profesionalnosti ipd. 
9. Na podlagi predstavljenih analiz, statističnih in drugih primerjav (predstavljene so v 
disertaciji) ugotovim, da je škodni dogodek za posameznika v primeru razkritja 
njegove identitete večji, bolj zapleten in dolgotrajnejši kot v primeru razkritja 
                                          
1242 V primeru Wikileaks lahko ugotovimo, da je B. Manning dokumente "izdal", Wikileaks jih je objavil, 
Manninga pa je zveznim preiskovalcem izdal heker Adrian Lamo. 
1243 "Samo razkritje podatka za gospodarske družbe nima neposredno velike škode" (Žirovnik, 2005).  
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zaupnosti za organizacijo. Specifičnost se kaže predvsem v dejstvu, da je posameznik 
bolj ranljiv in občutljiv in s tem prepoznan, kar vpliva na njegovo psihosocialno 
dimenzijo, zato je v tem primeru v šibkejšem položaju, bolj razgaljen in ogrožen kot 
organizacija, ki se v primeru razkritja zaupnosti skrije za kolektivno odgovornostjo. Na 
podlagi navedenih obrazložitev potrjujem omenjeno hipotezo. 
 
Četrta hipoteza se glasi: 
"Kršenje osebnih podatkov posameznika, ki ga varuje tudi sodobno evropsko 
pravo, predstavlja grob poseg v zasebnost vsakega posameznika in s tem 
priznanih človekovih pravic". 
 
Obrazložitev: 
1. Hipoteza poudarja potrebo po sistemskem in institucionalnem varstvu osebnih 
podatkov posameznika zato, ker kažejo številni primeri iz prakse na pogoste kršitve 
pravice do zasebnosti posameznika pri uporabi osebnih podatkov. Pri obravnavi tega 
vprašanja sem uporabil razpoložljive domače in tuje vire ter zakonodajo. 
2. Ustanovna listina OZN, Splošna deklaracija OZN o človekovih pravicah, mednarodni 
pakti, ESČP, KonSEVOP, Direktivi (95/46/EC) ter (2002/58/EC) in Listina EU o 
temeljnih pravicah omogočajo sistemsko varstvo pravice do zasebnosti in s tem 
osebnih podatkov posameznika na najvišji ravni v mednarodni in nadnacionalni 
skupnosti. Ustave in zakonodaja držav članic teh skupnosti pa morajo za vse 
državljane skupnosti zagotavljati efektivno uresničevanje in varstvo pravice na 
nacionalni ravni. 
3. Človekove pravice, med katere spada tudi pravica do zasebnosti, so najstarejše 
pravice, ki jih država ne more podeljevati in ne pogojevati, ker bi morale človeku 
pripadati zaradi dejstva, da je človek. So torej pravno civilizacijska pridobitev 
(Kocjančič et al., 1998), so absolutne in univerzalne in veljajo v vsakem primeru, za 
vsakega in proti vsem, pri tem pa jo ovira le pravica do zasebnosti drugega 
posameznika (Cerar, 1997, glej tudi Cvetko, 1999). Ker so človekove pravice zelo 
krhke, niso sprejete kot univerzalne (Kovač, 2008). Od tod izhaja, da nobena od 
pravic ni zagotovljena za vselej, saj prihaja do kršitev tudi v družbah z visoko stopnjo 
privrženosti človekovim pravicam (Ambrož et al., 2006 v: Türk, 2006).  
4. Družbe različno obravnavajo in spoštujejo zasebnost, saj ta ni samoumevna, trajna 
vrednota, ki bi jo vsi enako cenili (Brvar, 1997). Države tako vse pogosteje uvajajo 
ukrepe intenzivnega in invazivnega nadzora posameznika s ciljem, delati v dobro 
nacionalne varnosti, tu pa prihaja do številnih zlorab osebnih podatkov (Kuhelj, 2009). 
Pri zagotavljanju posameznikove varnosti sta pomembni tako civilna družba kot 
politična država (Grizold, 1996) pa tudi poudarjena pravica posameznika do 
obveščenosti o pravici do zasebnosti (Anžič in Trbovšek, 2004). Pravica do zasebnosti 
je torej pravica do lastnega življenja s čim manj vmešavanj, vključuje pa svobodo 
posameznika pred neutemeljenimi posegi države v njegovo zasebno sfero (Šelih, 
2003). 
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5. Ustavno sodišče RS je v svoji odločbi pravico do zasebnosti1244 opredelilo kot "bolj ali 
manj sklenjeno celoto človekovih ravnanj in ukvarjanj, občutij1245 in razmerij, za katero 
je značilno in konstitutivno, da si jo človek oblikuje in vzdržuje sam ali sam z 
najbližjimi, s katerimi je v intimni skupnosti, in da v njej biva z občutkom varnosti pred 
vdorom javnosti ali kogarkoli nezaželenega." To definicijo je potrdilo tudi v drugi 
odločbi, ko je zapisalo, da "človekova zasebnost ni pojem, ki bi obstajal neodvisno 
sam zase, temveč je običajno povezan z lastnino ali posestjo neke stvari"1246. 
6. Ustavnopravno zavarovanje človekovih pravic je lahko le normativno, saj država z 
grožnjo represije vpliva na zavest in pripravljenost državljanov, da bodo ravnali v 
skladu s pravno normo, sicer postanejo kršitve pravnega reda izjeme, kršitve 
človekovih pravic pa asocialno dejanje (Anžič et al., v: Bučar, 1997). Sodbe in letna 
poročila Evropskega sodišča za človekove pravice kot najvišjega sodnega telesa za 
varstvo človekovih pravic ob kršitvah EKČP dokazujejo, da število primerov kršitev 
narašča1247. Po statističnih podatkih slovenskega Informacijskega pooblaščenca je 
število zadev, ki jih vodi zaradi suma kršitev določb ZVOP-1-UPB1, najbolj narastlo 
med letoma 2006 in 2008, v zadnjih treh letih (od 2008 do 2010) pa je zaznan trend 
rahlega upadanja suma kršitev določb tega zakona1248. 
7. Slovenski ZVOP-1-UPB1 je izvedbeni akt 38. člena Ustave Republike Slovenije, ki 
skupaj s svojimi podrednimi predpisi vsakomur zagotavlja pravico do varstva osebnih 
podatkov (Bogataj, 2004). Zakon vsebuje tudi vsa veljavna pravna načela in pravice 
varstva osebnih podatkov in informacijske zasebnosti posameznika, kot jih določajo 
veljavni mednarodno pravni akti in evropska zakonodaja. Naša ureditev določa tudi 
vsebine, ki jih večina drugih držav v svoji zakonodaji s področja varstva osebnih 
podatkov niti nima uzakonjenih. ZVOP-1-UPB1, denimo, ureja varstvo biometričnih 
podatkov, postopek ugotavljanja revizijskih sledi, opredeljen je videonadzor in samo 
institucionalno varstvo, ki je pri osebnih podatkih podeljeno dvema nadzornima 
organoma1249, funkcija spremljanja varstva osebnih podatkov in izvrševanja določb 
zakona pa tudi Državnemu zboru RS. 
8. Z novo Splošno uredbo o varovanju osebnih podatkov, ki jo je predlagala Evropska 
komisija v letu 2012, naj bi se varovanje pravice do zasebnosti in obdelave osebnih 
podatkov še okrepilo. Ni mogoče napovedovati, da se bo zaradi tega zakonodajnega 
dokumenta zmanjšalo število kršitev na ravni držav članic EU, zagotovo pa je pravilna 
usmeritev, da se kritične točke neenotnega izvajanja sedanje direktive popravijo in s 
tem bolje zavarujejo pravice posameznika v zvezi z obdelavo podatkov. Tako se bodo 
predpisani ukrepi varstva osebnih podatkov, vključno z načeli in pravicami, v vseh 
članicah EU končno začeli izvajati enotno. S to uredbo, kot zagotavlja Evropska 
                                          
1244 Glej odločbo Ustavnega sodišča RS, št. Up-32/94 z dne 13. 4. 1995. 
1245 Npr. veroizpoved, ki predstavlja človekovo zasebnost (glej odločbo Ustavnega sodišča RS, št. U-I-92/01, z 
dne 5. 3. 2002). 
1246 Glej odločbo Ustavnega sodišča RS, št. Up-157/00-14 z dne 10. 4. 2003 
1247 Glej European Court of Human Rights, Annual Report 2011, str. 152, Annual Report 2010, str. 146 in 
Annual Report 2009, str. 140. 
1248 Glej letno poročilo Informacijskega pooblaščenca za leto 2010, str. 31. 
1249 Informacijskemu pooblaščencu ter Varuhu človekovih pravic. 
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komisija, se posameznikom glede obdelave osebnih podatkov omogoča več pravic (z 
novima pravicama npr. "biti pozabljen" ali glede prenosa podatkov k drugim 
operaterjem). Zato sta tudi sistemsko varstvo pravic in enotno sankcioniranje držav, 
upravljavcev in drugih deležnikov, ki upravljajo s podatki, ključna.  
9. Posameznikovi osebni podatki predstavljajo atribute njegove osebnosti, in je z 
njihovim kršenjem mogoče grobo poseči v zasebnost ter s tem v priznane človekove 
pravice posameznika. Pravico do zasebnosti varujejo ustave in nacionalna zakonodaja, 
na najvišji ravni pa Evropsko sodišče za človekove pravice1250. Tudi njegova sodna 
praksa pogosto poudarja, da pojem zasebnega življenja vključuje elemente osebne 
identitete (kot sta ime, podoba na fotografiji, fizična in moralna integriteta), ki 
predstavljajo človekovo fizično in psihično integriteto, kar mu zagotavlja svobodni 
razvoj osebnosti v odnosih z drugimi ljudmi, to pa varuje tudi 8. člen Evropske 
konvencije o človekovih pravicah. 
10. Ker je potreba po varovanju osebnih podatkov posameznika primarno dejstvo, ki ga 
varuje sodobno evropsko pravo, prestavlja vsaka kršitev te pravice poseg v zasebnost 
slehernega posameznika in s tem priznanih človekovih pravic. Na podlagi navedenih 
obrazložitev potrjujem omenjeno hipotezo. 
                                          
1250 Za države članice Sveta Evrope, ki so ratificirale Konvencijo. 
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6 PRISPEVEK RAZISKOVANJA K ZNANOSTI IN STROKI 
 
6.1 REZULTATI OPRAVLJENEGA RAZISKOVANJA 
 
V doktorski disertaciji sem potrdil vse postavljene hipoteze. Naloga je bila zastavljena tako 
na teoretični kot na empirični ravni, zato sem največji delež potrditev izvêdel ravno pri 
teoretičnem delu, in sicer s primerjavami ugotovitev različnih avtorjev, primerjavo 
aktualne zakonodaje in sodne prakse obravnavanega področja. 
 
V raziskovalnem delu naloge sem veljavnost trditev dokazoval s pomočjo analize besedil iz 
primarnih in sekundarnih virov, s pomočjo komparativne metode in metode kompilacije.  
Z metodo zbiranja in proučevanja številnih virov s področja prava, varstvoslovja, 
upravnega prava in drugih družboslovnih disciplin, sem poskušal iz pridobljene domače in 
tuje literature dostopati do čim širšega kroga strokovnih in znanstvenih ugotovitev, ki so 
potrebne za razumevanje obravnavane tematike. Z metodo analize besedil sem si 
pomagal pri objektivnem proučevanju jezikovnih prvin, ki so potrebne za to, da sem 
opredelil predmet vsebinske obravnave in raziskovanja. Metodo deskripcije sem uporabil v 
začetni fazi priprave znanstvenega dela. V drugem vsebinskem poglavju sem s primeri 
kazensko pravne materije analiziral možne vzroke, odgovornosti in posledice, ki se 
nanašajo na neupravičena razkritja in izdaje. V zadnjem delu naloge sem s primerjalno 
metodo opisal ureditev varstva osebnih podatkov in pravice do zasebnosti posameznika v 
pomembnejših mednarodnih dokumentih, v institucionalnem sistemu Evropske unije, v 
treh izbranih evropskih državah in v Sloveniji. S prikazom nekaterih primerov sodne 
prakse ESČP in Sodišča EU, sem povzel bistvene poudarke ter jih na koncu z lastnim 
mnenjem in spoznanji zaokrožil v zaključno sintezo, zato da bi se nekatere dobre rešitve 
lahko smiselno uveljavilo tudi v Sloveniji.  
 
Rezultati teh proučevanj prinašajo pomembno spoznanje, da bi se morali tudi v Sloveniji 
zgledovati po nekaterih preizkušenih rešitvah in dobrih primerih iz tujine ter jih 
implementirati v našo upravnopravno prakso. Zaradi številnih primerov kršitev zaupnih 
podatkov, ki jih zaznava in obravnava pri nas pristojni državni nadzorni organ, bo 
potrebno predvsem zagotoviti začetno in nadaljevalno izobraževanje ter ozaveščanje ljudi 
o pravicah, ki jim pripadajo glede varstva zasebnosti in osebnih podatkov pa tudi o 
skrbnosti ohranjanja pomembnih informacij in njihovem varovanju pred odtekanjem. Z 
obravnavanimi primeri sem obogatil empirični del naloge, predvsem pa poglobil spoznanje 
in védenje o tej problematiki, kar mi je koristilo pri pripravi disertacije, zagotovo pa tudi 
pri mojem nadaljnjem delu. 
 
V poglavjih sem v okviru izbranih metod izvêdel naslednje raziskave: 
− s komparativno metodo sem med seboj primerjal domačo zakonodajo in sorodno tujo 
zakonodajo, ki se nanaša na varovanje zaupnosti, izsledke pa sem povzel neposredno 
v nalogi; 
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− z isto metodo sem med seboj primerjal tudi ugotovitve domačih in tujih avtorjev, 
njihove navedbe pa sem v nalogi citiral ali povzel; 
− primerjalna metoda je pomagala odgovoriti na številne določbe kazensko pravne in 
mednarodno pravne ureditve, ki je v uporabi v tuji in domači zakonodaji; 
− z metodo analiziranja in študija aktualnega primera sem ugotavljal kolizijo med 
pravico do zaupnosti in pravico do javnosti podatkov v arhivskih dokumentih, 
− na podlagi analize primerov sodb domačih in tujih sodišč sem ugotavljal njihove 
poudarke in jih združil v skupne ugotovitve; 
− na postavljena vprašanja glede posameznih tem sem poiskal odgovore in jih apliciral 
kot rezultate neposredno v nalogo. 
 
V nadaljevanju so predstavljeni povzetki raziskovanj po posameznih področjih. 
 
Bistveni povzetki raziskave sodne in upravne prakse: 
 
− slovenska sodna praksa (enako tudi evropska in ameriška) dokazuje, da je 
komunikacijska zasebnost posameznika enako varovana kot njegova informacijska 
zasebnost ter osebni podatki. Podatki o komunikacijskem prometu med dvema 
osebama (preko telefona ali spleta) imajo enako vrednost. S kršenjem te pravice že 
posegamo v ustavno varovano pravico do zasebnosti posameznika; 
− za obdelavo osebnih podatkov posameznika je potrebno pridobiti njegovo privoljenje, 
razen v primerih, ko zakon določa drugače in je potrebno pridobiti odredbo sodišča; 
− drugemu posamezniku, organizaciji in državi se a priori omejuje poseganje v ustavno 
zavarovane pravice in s tem vpogled v osebne podatke posameznika (npr. tudi iz 
radovednosti); 
− prekomerna obdelava osebnih podatkov, ki ni upravičena in potrebna za namen 
uresničevanja pravic in obveznosti obravnavnega posameznika se šteje, da je v 
nasprotju z načelom sorazmernosti namena obdelave podatkov; 
− upravljavec osebnih podatkov, ki nima nobene pravne podlage za obdelavo in 
posredovanje osebnih podatkov tretjim osebam, teh ne sme obdelovati, saj krši 
določila ZVOP-1. Za tako obdelavo se mora posameznik odločiti sam, podati pa mora 
tudi svoje izrecno privoljenje; 
− navajanje davčne številke za potrebe nagradnih iger ni potrebno, saj je davek povezan 
z nagrado,  dolžan pa ga plačati le nagrajenec in ne ostali sodelujoči, zato tudi ni 
potrebe po vnaprejšnjem dajanju tega podatka upravljavcu; 
− samo poseben zakon lahko da podlago zavrnitve zahteve posameznika za seznanitev z 
lastnimi osebnimi podatki v neki zbirki (npr. v primeru vpogleda v zbirko Sove ali 
Policije), sicer je takšna zavrnitev v nasprotju z ZVOP-1; 
− pravica posameznika do seznanitve z lastnimi osebnimi podatki ne sme biti več 
omejena, ko namen obdelave podatkov s strani pristojnega organa poteče, pri tem pa 
ni mogoče več vplivati na posledice poteka kazenskega postopka; 
− zbirati se smejo le tisti osebni podatki, ki so primerni in nujno potrebni za določitev 
zakonsko opredeljenega namena. Namen uporabe osebnih podatkov mora biti določen 
v zakonu; 
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− grob poseg v posameznikovo zasebnost predstavlja npr. prisluškovanje brez sodne 
odločbe, ki ga tudi kasneje pridobljena odredba sodišča ne more več sanirati, kar je 
npr. večja kršitev kot zbiranje podatkov o prometu telefonskih klicev; 
− kljub temu,da podatek o klicanih telefonskih številkah ni opredeljen izrecno kot osebni 
podatek, je na njegovi podlagi možna identifikacija osebe, s katerimi ta dnevno vstopa 
v stik in razmerja z drugimi; 
− posameznik mora biti predhodno pisno ali na drug ustrezen način seznanjen z 
namenom obdelave osebnih podatkov ter dati za takšno obdelavo svojo osebno 
privolitev (npr. s sklenitvijo pogodbe); 
− posredovanje zasebnih elektronskih sporočil tretjim osebam brez privolitve prvotnega 
pošiljatelja elektronskega sporočila je nedopustno, pravno varstvo pa lahko 
posameznik uveljavlja le s tožbo na sodišču; 
− ključno za nadzor nad komunikacijsko zasebnostjo pri dopisovanju po službeni 
elektronski pošti šteje, ali posameznik sprejme in podpiše poslovna pravila 
delodajalca, kjer je lahko pravica do nadzora posebej opredeljena. Glede na ta razlog 
tako ni mogoče pričakovati popolne zasebnosti po službenih komunikacijskih sredstvih; 
− določbe, ki varujejo človekovo osebno dostojanstvo, osebnostne pravice, njegovo 
zasebnost in varnost, imajo posebno mesto med človekovimi pravicami in temeljnimi 
svoboščinami, ki, prvič državi, drugič posameznikom prepovedujejo, da posegajo 
vanje. Pravica do zasebnosti se za posameznika konča samo takrat in tam, kjer 
kolidira z ustavno varovanim močnejšim interesom drugih;  
− poseg v pravico do zasebnosti posameznika s strani drugega posameznika je 
dopusten, v kolikor ni protipraven. O pogoju protipravnosti je potrebno pretehtati tudi 
javni interes; 
− vsako zbiranje in obdelovanje osebnih podatkov pomeni poseg v ustavno pravico do 
varstva zasebnosti, ker pa ta pravica ni popolnoma neomejena in absolutna, je poseg 
dopusten, če zakon določno opredeli, kateri podatki se smejo zbirati in za kakšen 
namen jih je dovoljeno uporabiti; 
− vsakega podatka o posamezniku ni mogoče šteti za pravno varovani osebni podatek. 
Osebni podatek je lahko varovan zato, ker je iz njega mogoče razbrati značilnosti 
določene osebe (jo identificirati), in katerih posredovanje drugim bi lahko tej osebi 
neupravičeno škodovalo v zasebnem ali javnem življenju; 
− za popolno identifikacijo posameznika je poleg imena in priimka potreben še en 
dodaten podatek (npr. EMŠO, davčna številka, registracijska številka vozila ipd.); 
− pravno podlago za neposredno trženje predstavlja tudi posredovano SMS-sporočilo na 
številko upravljavca, s katerim ta hkrati sprejme tudi Splošne pogoje organizatorja 
nagradne igre;  
− trenutek, v katerem je namen obdelave osebnih podatkov potekel nastopi z dnem, ko 
postopka ni več mogoče izpodbijati z nobenim pravnim sredstvom. 
 
Bistveni povzetki raziskave domače zakonodaje: 
 
− načelo Arcana Imperii je v jugoslovanski zakonodaji prevladovalo vse od leta 1980 pa 
do 1991; 
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− institucionalno varstvo poleg Informacijskega pooblaščenca, čeprav z omejenimi 
pristojnostmi glede kršenja osebnih podatkov in osebne korespondence, zagotavlja 
tudi Varuh človekovih pravic; 
− uradne zaupnosti so pogosteje klasificirane s stopničasto lestvico, kar praviloma ne 
velja za zaupnosti, vezane na posameznika in gospodarske zaupnosti; 
− mednarodne organizacije zahtevajo od vseh držav članic spoštovanje prevzete 
varnostne zakonodaje na enak način, kot to velja za njih same (npr. v NATO); 
− varnostni predpisi NATO, klavzulo "potreba po védenju" (angl. Need to know) 
razumejo in uporabljajo zelo ozko, saj mora biti vezana na funkcijo ali aktualno 
potrebo, povezano z delom; 
− zaupnost, kot je davčna tajnost, ločuje med podatki fizičnih oseb in med podatki 
pravnih oseb. Absolutno varstvo davčnih podatkov je v Sloveniji zagotovljeno le pri 
fizičnih osebah, ki ne opravljajo registrirane pridobitne dejavnosti; 
− v Sloveniji poznamo opredelitev različnih vrst zaupnosti, ki so poimenovane na podlagi 
panoge, kjer se te obravnavajo (npr. bančna, statistična, inšpekcijska, umetniška, 
zdravniška, znanstvena), kljub temu pa jih pozitivna zakonodaja glede na njihovo 
poimenovanje ne opredeljuje konkretneje niti kot take ne varuje; 
− Republika Slovenija je že pred leti z nekaterimi državami podpisala mednarodne 
sporazume o varovanju tajnih podatkov, kjer se je naša ureditev od takrat pa do 
danes spremenila, te dokumente pa bi bilo potrebno novelirati; 
− 3. člen ZTP-UPB1 bi bilo potrebno ponovno pretresti z vidika izjem subjektov, ki lahko 
dostopajo do tajnih podatkov brez varnostnega preverjanja, saj nam primerljive 
ureditve drugih držav tako širokega nabora izjem ne poznajo. Enako velja glede 
časovne veljave trajanja dostopa in vloge odvetnika kot zastopnika posameznika pred 
pristojnim organom, ki lahko brez varnostnega preverjanja dostopa do tajnih 
podatkov; 
− zakonodaja je v Sloveniji spremenila rok nedosegljivosti zaupnega dokumentarnega 
gradiva v pristojnih arhivih. Ukinjeno je bilo tudi t.i. pravilo 30-letnega roka 
nedosegljivosti, ki je veljalo pri nas do leta 2006, z novelo arhivskega zakona pa je bil 
ta povišan na 40-letni rok. Tu bi bilo smiselno to prakso uskladiti s prakso drugih 
evropskih držav; 
− tako razkritje kot izdaja prestavljata negativno valenco v kazenskem pravu; 
− motiva izdaje in zlorabe sta povezana predvsem z etičnimi prepričanji in vzgibi 
posameznika s ciljem, da izvede koristoljubno dejavnost zase in potencialno škodljivo 
ravnanje za tistega, ki nekaj poseduje; 
− pri nas je kazensko preganjana samo neupravičena izdaja poklicne skrivnosti in tajnih 
podatkov; 
− večina zakonodaj in tudi ustav držav omogoča poseg v pravico do zasebnosti 
posameznika, zaradi pravic drugih, preprečitve kaznivega dejanja, da se zavarujejo 
ljudje in premoženje, zaradi izvedbe kazenskega postopka in zaradi varnosti države; 
− zaradi varnosti države imajo nekateri državni organi pravico do vodenja zbirk osebnih 
podatkov, kjer o tem niso dolžni obvestiti posameznika, na katerega se podatki 
nanašajo; 
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− upravljavec zbirke osebnih podatkov (npr. Sova in Policija) seznani osebo, o kateri se 
osebni podatki zbirajo, šele po preteku petih let od posredovanja podatkov; 
− informacijska zasebnost je v Sloveniji ustrezno varovana z Ustavo RS, z ZVOP-1, 
Kazenskim zakonikom in sprejeto Konvencijo o kibernetskem kriminalu, ki obravnava 
kršitve pravic uporabnikov informacijske tehnologije na področju protipravnega 
dostopa, protipravnega prestrezanja, motenja podatkov, motenja sistemov in zlorab 
naprav; 
− Ustava RS je po svoji zasnovi moderna ustava, ki odmerja pomembno mesto 
temeljnim človekovim pravicam in temeljnim svoboščinam; 
− Slovenija je med redkimi državami, katerih ustava vsebuje določbe o varstvu osebnih 
podatkov, med tem ko imajo nekatere druge države to urejeno le z zakonom; 
− slovenski ZVOP-1-UPB1 vsebuje vsa veljavna pravna načela varstva osebnih podatkov 
in informacijske zasebnosti posameznika, ki jih določajo veljavni mednarodno pravni 
akti, kot so KonSEVOP, Direktiva (95/46/EC), Okvirni sklep Sveta EU in drugi; ZVOP-1-
UPB1 vsebuje celo določbe, ki jih v primerjavi z zakoni drugih držav članic ne vsebuje 
niti Direktiva (95/46/EC). 
 
Bistveni povzetki raziskave pravnih podlag: 
 
− pomembna je ugotovitev, da so tako stara in nova jugoslovanska kot tudi slovenska 
kazenskopravna zakonodaja nastali na temeljih pravne ureditve Avstro-Ogrske 
monarhije; 
− kodeksi in drugi dokumenti dobre poslovne prakse so poleg zakonov pogostokrat 
dopolnilna pravila varovanja zaupnosti v določenem sektorju in panogi, ki bi morali 
imeti večjo težo, kot jo imajo sicer; 
− dolžnost varovanja poslovnih informacij in podatkov, s katerimi se uslužbenec seznani 
pri opravljanju svojega dela in velja praviloma tudi po prenehanju delovnega razmerja, 
bi morala biti predpisana v vsakem kodeksu ali drugem organizacijskem aktu, prav 
tako tudi v pogodbi o zaposlitvi; 
− tudi državi in npr. inšpekcijskim službam ter državnemu nadzornemu organu je 
potrebno omejiti možnost, da bi širili izvajanje nadzora izven obsega varstva osebnih 
podatkov, saj morajo tudi sami pridobiti izrecno pisno soglasje posameznikov, razen  
če zakon ne določa drugače; 
− ukrepe, ki jih država z zakonom predpiše za varovanje zaupnih podatkov v javnem 
sektorju, za državljana v njegovem zasebnem stanovanju ali domu pod nobenim 
pogojem ne veljajo enakovredno; 
− dovoljeno razkrivanje zaupnosti zaradi javnega interesa izvedejo osebe, ki so prebrale, 
videle ali slišale informacijo, razglasijo pa jo zaradi splošne koristi, ki ima velik interes 
za javnost; 
− tehtni razlogi za razkritje v interesu javnosti so: nepravilnosti pri delovanju, 
organiziranju in vodenju javnih služb, določitev tajnosti zato, da se prikrije storjeno 
kaznivo dejanje, prekoračitev in zloraba pooblastil, nezakonita dejanja in aktivnosti, ki 
so v nasprotju s slovenskim ustavnim in pravnim redom; 
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− pri nas posebnega zakona, ki bi natančno urejal tematiko razkrivanja zaupnih 
podatkov v širšem javnem interesu, t.i. žvižganje1251, ni. Približek tega je le Zakon o 
integriteti in preprečevanju korupcije; 
− sistem tak, kot je pri nas urejen skozi delovnopravno zakonodajo ter delno skozi zakon 
o preprečevanju korupcije, ni namenjen celovitemu varstvu pravic in zaščite 
prijavitelja (žvižgača), ki razkrije zaupnosti zaradi javnega interesa; 
− organizacija proti prijavitelju, ki razkrije zaupne podatke kot posledico nepravilnega 
dejanja, praviloma vedno uporabi disciplinski ukrep; 
− z javnimi razkritji nepravilnosti je na organizacije mogoče vplivati s tem, da spremenijo 
svoje vedénje, upravljanje in poslovni odnos; 
− zasebnost je kot pravica uveljavljena in poudarjena v številnih mednarodnih 
dokumentih Organizacije združenih narodov, Sveta Evrope in tudi v evropskem 
pravnem redu; 
− instrumentarij varstva človekovih pravic Sveta Evrope je veliko bolj učinkovit od 
globalnega mednarodnopravnega instrumentarija varstva človekovih pravic OZN, ki že 
zdavnaj ni več tako uspešen; 
− evropski dokumenti na najvišji ravni potrjujejo zahtevo po varstvu osebnih podatkov in 
pravici do zasebnosti posameznika. 
 
Bistveni povzetki raziskave sodnih odločb mednarodnih sodišč: 
 
− Slovenija je z ratifikacijo predala konvencije, del svoje suverenosti Evropskemu 
sodišču za človekove pravice, ki je najvišje sodno telo za pritožbe v primeru kršenja 
pravic EKČP; 
− zavezujoča EKČP države sili, da v svoji zakonodaji sprejmejo ukrepe za zaščito 
osnovnih človekovih pravic ter pravice do zasebnosti državljanov in jim nalaga 
negativno obveznost, kjer se same ne smejo vmešavati v izvajanje pravice do 
zasebnosti posameznika in pozitivno obveznost, da morajo varovati pravico do 
zasebnosti posameznika pred lastnimi in posegi drugih posameznikov ter subjektov; 
− načelo nujnosti ukrepa v demokratični družbi je bistven kriterij, ki ga ESČP glede na 
metodologijo kršitev EKČP ugotavlja, kadar gre za vprašanje upravičenosti vmešavanja 
javne oblasti v izvajanje pravice do zasebnosti posameznika; 
− ESČP stalno poudarja, da ima varstvo zasebnosti posameznika, kamor sodijo tudi 
osebni podatki, velik pomen za svobodno življenje vsakega posameznika; 
− do kršitve 8. člena EKČP lahko pride, kadar nacionalni zakon postopka omejevanja 
človekovih pravic ne določi dovolj natančno, na podlagi česar lahko pride do posega v 
pravico do zasebnosti posameznika; 
− do kršitve EKČP pride tudi, če država ne izpelje vseh ukrepov glede načela pozitivne 
obveznosti tako, kot to opredeljujejo sodobni standardi mednarodnega prava (npr. na 
področju kaznovanja delikta posilstva ali spolnih zlorab);  
− ESČP države poziva, da dopolnijo zakonodajo, kjer otrokom in drugim ranljivim 
skupinam posameznikov s strani države zagotovijo več zaščite pred takimi škodljivimi 
                                          
1251 Angl. Whistleblowing. 
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posegi v njihovo zasebno življenje, predvsem z možnostjo kazenskega pregona zoper 
storilce kaznivih dejanj; 
− države pogodbenice spodbuja, da sprejmejo zakonodajo, kjer se bodo učinkovito 
izvajali kaznovalni ukrepi zoper posameznike in ustanove, ki ogrožajo in posegajo v 
človekovo fizično integriteto; 
− država je k izpolnjevanju pozitivne obveznosti obvezana na način, da zaščiti storilčevo 
pravico do življenja in v zakonodaji predpiše potrebne zaščitne ukrepe pri uporabi 
policijske ali druge sile; 
− pravica do življenja, vključno z okoliščinami, ki omogočajo upravičen odvzem življenja, 
velja za eno temeljnih določb EKČP, ki ne dovoljuje nobenih izjem; 
− ukrep odvzema prostosti mora biti skladen s 5. členom EKČP, v smeri zaščite 
posameznika pred samovoljo državnih oblasti in ob izpolnjevanju pogojev 
nacionalnega kazenskega zakonika; 
− sodbe EKČP opozarjajo in napotujejo države članice k ureditvi aktualnih problematik 
(npr. glede transseksualcev, varstva otrok in drugih ranljivih skupin) ter potrebo po 
njihovi pravni ureditvi v nacionalni zakonodaji; 
− EKČP se razlaga in uporablja na način, ki omogoča praktično in učinkovito varstvo 
pravic, ki pa ne sme temeljiti na teoretični in iluzorni ravni; 
− pravica do svobodnega izražanja je eden od predpogojev delovanja demokracije, kjer 
je dolžnost države ne samo, da se sama v to polje ne vmešava, ampak da sprejme 
ukrepe, s katerimi zaščiti razmerja med posamezniki; 
− kadar je ravnotežje med varstvom novinarjevega vira in odkrivanjem storilcev kaznivih 
dejanj preseženo, je treba dati prednost zahtevam demokracije, ki se izkazuje v 
zagotavljanju svobodnega novinarstva; 
− javne osebnosti so osebe, ki zasedajo javne funkcije ali uporabljajo javna sredstva, to 
so vsi, ki imajo pomembno vlogo v javnem življenju, bodisi v politiki, gospodarstvu, 
umetnosti, na socialnem področju, v športu, zato so lahko podvržene večjim posegom 
v zasebnost kot drugi posamezniki; 
− koncept zasebnega življenja je povezan z osebno identiteto posameznika, kot je 
njegovo ime, fotografija, fizična in moralna integriteta; 
− evropska direktiva od držav članic zahteva, da varujejo temeljne pravice in svoboščine 
fizičnih oseb ter pravico do zasebnosti pri obdelavi njihovih osebnih podatkov. Pri tem 
morajo zagotoviti spoštovanje temeljnih načel obdelave podatkov (poštenost, 
zakonitost, primernost, namenskost, točnost), visoko raven varstva pravic, interesov in 
svoboščin posameznikov; 
− nacionalnim zakonodajalcem ni dovoljeno spreminjati obsega načel direktiv EU z 
dodajanjem dodatnih zahtev, kar pa ne velja za določbe, ki vsebujejo zgolj 
natančnejšo določitev z direktivo že opredeljenih načel; 
− posameznik se lahko vedno, kadar so določbe direktive vsebinsko dovolj natančne in 
brezpogojne, sklicuje nanje zoper državo članico pred nacionalnimi sodišči, če ta  
direktive v nacionalno pravo ne prinese v roku ali jo prenese nepravilno; 
− pravica posameznika do obveščenosti o obdelavi, vpogledu v podatke, do popravka ter 
ugovora v primeru nepravilnosti je temeljna pravica spoštovanja zasebnosti, s katero 
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se sam prepriča, da je obdelava pravilna in zakonita, iz te pa izhaja še pravica do 
uveljavljanja pritožbe na sodišču in zahteve do odškodnine v primeru nastale škode; 
− poseganje v zasebnost in integriteto posameznika je potrebno vedno proučiti in 
presojati v skladu z zakonodajo o varstvu osebnih podatkov Evropske unije; 
− za zakonito obdelavo osebnih podatkov morata biti izpolnjena dva kumulativna 
pogoja: da je obdelava potrebna zaradi uresničitve zakonitega interesa, in da pri tem 
ne prevladajo temeljne pravice in svoboščine posameznika, na katerega se osebni 
podatki nanašajo; 
− Sodišče EU na podlagi pooblastil razsodi splošno prakso, ki pomeni, da se z 
razglasitvijo uporablja tudi v drugih državah članicah. 
 
Rezultati študija primera Omerza vs. Država 
 
S študijo primera sem raziskal tiste podrobnosti, ki so bile v javnosti predstavljene 
senzacionalistično in površno, manj pa znanstveno obravnavane. Rezultati študije so 
naslednji: 
− bistvo vsebine zadeve ob splošnem medijskem seznanjanju ni bilo predstavljeno v 
celoti, za razumevanje kolizije med zaupnostjo in javnostjo pa je to izrednega 
pomena. 
− Študija se osredotoča le na vsebino primera kot takega. Z njo sem želel razširiti 
razmišljanje v zvezi z mojo naslovno temo, zato se z legitimnostjo pravilnosti ali 
nepravilnosti odločitev vpletenih subjektov tega primera nisem ukvarjal, saj je šlo več 
kot očitno za določen vpliv in interes političnih akterjev aktualnega časa, s ciljem 
drugačne rešitve tega vprašanja. 
− Primer je pokazal na izredno krhkost institucionalne ureditve procesa odločanja 
državnih organov in funkcionalne oblasti ter nesposobnost razumevanja fenomena, 
zaupno-javno. Uveljavljen koncept reševanja, kot ga uporablja npr. slovenski 
Informacijski pooblaščenec je bil v tem primeru v popolnosti prezrt, čeprav se 
omogoča ravno s tem institutom transparentnost odločitev javnih oblasti, a hkrati ščiti 
tudi zasebnost posameznika v okviru varstva človekovih pravic in osebnih podatkov. 
− Gre za tipičen šolski primer, kjer je bil v relativno kratkem času za ničeln izplen 
uporabljen ves pravni arzenal1252. Šlo je za ekstremno mobilizacijo državnih organov, 
od Arhiva RS, Državnega zbora RS, Sove, Informacijskega pooblaščenca, Varuha 
človekovih pravic, Ustavnega sodišča RS, Ministrstva za kulturo, Vlade RS, pravnih 
institutov (npr. izdana upravna odločba, ustavna odločba, sklepi o glasovanju, 
predlogi, razpis referenduma, zakon ...) do civilne sfere (odločanje ljudi na 
referendumu, razprave in agitacija političnih strank, pisanje in propagiranje v medijih, 
strokovne pravne, upravne, zgodovinske in druge razprave) v izjemno kratkem času, 
to je v šestih mesecih. Z dnevom D1253 je šel ves mobiliziran glas v boju zoper javnost 
in v korist zaupnosti skoraj za večno v pozabo! 
                                          
1252 Angleška fraza se glasi: "This is one thing you shouldn't do!" 
1253 Volivci so o tem zakonu glasovali na referendumu 5. junija 2011. 
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− Primer pokaže na neprimeren pristop reševanja problematike dostopa javnosti do 
"legalnosti", ki je in concreto urejena ex lege, in v njenem tolmačenju, kar je skrb 
zbujajoče dejstvo za našo pravno državo, verodostojnost organov državne uprave in 
še posebej upravno pravo. Dodatno se je pojavila nedefiniranost in neodgovornost 
organov izvršne veje oblasti ter zakonodajalca za pravni spregled sporne določbe, in 
kar je najhuje, dvom v upoštevanje najvišjega demokratično izraženega interesa 
javnosti, kar odločanje državljanov na referendumu nedvomno je. 
− Iz tega sledi, da je javni interes za dostop do dokumentov nacionalne varnosti še 
vedno preveč abstrakten, nedefiniran in nerazlagalen pojem (podobno temu sledi tudi 
izraz "nacionalni interes") kar omogoča, da si lahko vsak sam predstavlja, kaj je v 
interesu javnosti in kaj ne. Test interesa je tu še vedno velika neznanka, ki ga ne 
znamo uporabljati za presojanje dosegljivosti do gradiv, ki nastaja v javnem sektorju. 
Glede na pobude in prakso Informacijskega pooblaščenca z gotovostjo ocenjujem, da 
je podobno stanje tudi na področju dostopa do informacij javnega značaja, tako pri 
številnih državnih organih kot zavezancih. 
− Osebni podatki in podatki o posamezniku so pomembna normativno varovana 
kategorija. Ta trditev zagotavlja državljanom kanček upanja v to, da je vsakomur  v 
primeru neupravičenih posegov v našo zasebnost s strani državnih uradnikov in drugih 
subjektov, ki zbirajo naše podatke, priznana pravica sodnega varstva. Te pravice si ne 
smemo dovoliti odvzeti, ne za ceno javnega interesa ne interesa javnosti, če pa že, pa 
nam mora biti zagotovljeno ustrezno sodno varstvo tistih podatkov, ki so občutljivejši 
in s katerimi se lahko posamezniku povzroči identitetna škoda1254.  
− Potreba po prozornosti posameznika postaja predvsem z dosegljivimi tehnološkimi 
sredstvi (internet, mobilni telefoni, GPS naprave ...) lahko dosegljiva in močno 
zaželena. Tu je potrebno zagotavljati stalno ravnovesje med sorazmerno in dejansko 
zakonito potrebo po "prozornosti". Ta meja je tako krhka kot je krhko razmerje med 
zahtevo po javnosti in varovanju zaupnosti. K njenemu institucionalnemu varovanju so 
poklicani predvsem neodvisni nadzorni organi. Pomemben pa je tudi institut civilne 
družbe, ki je t.i. nadzornik stanja kulture in duha v neki družbi. 
− Legalna in legitimna pravica dostopa do "javnih gradiv" t.i. javnosti sta bili zastavljeni 
za nižje cilje, kot je bila na primer pretirana politična diskusija. 
− Ustavno in zakonsko varstvo pravice do javnosti se je uklonilo premoči zaupnosti, s 
čimer je zaupnost prevladala nad javnostjo. 
− Dostop do vsebine podatkov ni sorazmeren z dostopom do vseh dokumentov, ki 
vsebujejo zaupno informacijo. 
− Osebni podatki so prevladali nad tajnimi. 
− En državni organ je prevladal nad drugim državnim organom, a sta si po ustavi 
enakovredna in oba delujoča v okviru izvršne veje oblasti. 
− Ustavno sodišče je zaščitilo interes posameznika (prosilca in morebitnih razkritih oseb) 
s pomembnim napotilom po varstvu osebnih podatkov. 
− Ustavno sodišče je zaščitilo pravico dostopa do informacij javnega značaja. 
                                          
1254 Neko analogijo v zvezi s tem lahko najdemo tudi v fenomenu in problematiki t.i. "Izbrisanih". 
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− Posredna in neposredna izražena ljudska volja – javnost, je bila v koliziji s tajnostjo – 
zaupnostjo. 
− Demokratičnost odločitve ljudstva (referendum, sprejeti zakon) kolidira s politično 
supremacijo odločanja vladajočih političnih elit (trenutni politični interes). 
− Potencialna ogroženost varnosti informacij se je z zaupnostjo zmanjšala. 
 
6.2 UPORABNOST REZULTATOV RAZISKOVANJA 
 
Doktorska disertacija obravnava aktualno tematiko tako, da predstavi nekatere primere 
slabe prakse in s primerjalno pravno analizo oceni koristi in posledice za njihov kazenski 
pregon. Odpira vrsto pravnih in strokovnih vprašanj ter ponuja številne odgovore, ki lahko 
podajo pomemben prispevek k razvoju upravne, pravne in varstvoslovne znanosti pri nas.  
 
Disertacija temelji na ugotovitvah, dejstvih in analizah rezultatov, ki so bili obravnavani 
skozi teoretično proučevanje in izvedeni v okviru empiričnega raziskovanja s pomočjo 
kvantitativnih in kvalitativnih raziskovalnih metod. S tem namenom prinaša to raziskovalno 
gradivo pomembno spoznanje za razvoj upravnega prava pri nas. Tudi sam kot avtor te 
disertacije poudarjam potrebo po nadaljnjem raziskovanju tega kompleksnega področja, 
ki ureja družbene procese in medčloveške odnose, ter prinaša pomembno pravno, 
upravno, varstvoslovno in kazensko pravno prakso. 
 
Kaj lahko ponudijo izkušnje drugih držav? V tem raziskovanju sem našel več dobrih 
rešitev, tako pri državah kontinentalnega pasu, ki imajo že več desetletij razvit sistem 
varstva zaupnih podatkov in uveljavljen koncept javnega delovanja državnih oblasti1255, 
kot tudi pri precedenčnih odločitvah sodišč, ki s svojimi usmeritvami močno vplivajo na 
zagotavljanje spoštovanja temeljnih človekovih pravic in svoboščin. Družboslovna in 
pravna znanost se že dalj časa ukvarjata z vprašanjem, kako najbolje zaščititi 
posameznika, ko ta vstopa v različne odnose z državo. Nekateri pričakovano rešujejo to 
pragmatično dilemo le z ustavnim varstvom ter s pozitivno zakonodajo. Je samo to dovolj? 
 
Za Slovenijo ugotavljam, da je mogoče podobno kot pri državah, ki imajo urejeno varstvo 
pravic posameznika, tudi pri nas zaslediti relativno zadostno normativno pravno varstvo. 
Ugotavljam pa precejšnjo odsotnost potrebne družbene kulture in ustrezne stopnje 
moralnih vrednot, kar pogojujem z aktualnostjo časa, v katerem živimo. Ker se ta 
izgrajuje skozi daljše časovno obdobje, bomo potrebovali več časa, da bomo razumeli 
bistvo potrebe po zaščiti posameznika pred neupravičenimi posegi v njegovo zasebnost in 
začutili moč učinkovitosti pravnega varstva, ki nam ga priznava zakonodaja in koncepti 
domačega in evropskega pravosodnega sistema. 
                                          
1255 Javna uprava se ne more več skrivati in zadrževati pomembnih informacij le zase, meni Bugarič (2003b, 
str. 192). Tu je govor o prelomu s staro tradicijo skrivnostnosti in nejavnosti dela javne uprave, kar omogoča 




Z ugotovitvami iz disertacije prepoznavamo nekatere dobre rešitve in izkušnje iz 
mednarodnega okolja, kar je lahko odlično sredstvo za odpravljanje problemov v slovenski 
javni upravi. Predstavljene rešitve in rezultati služijo kot pomemben prispevek k razvoju 
stroke, in so uporabni predvsem za: 
− uslužbence v javnem in v zasebnem sektorju, ki se dnevno srečujejo z zaupnimi 
podatki pri svojem delu, 
− predstojnike in poslovodne osebe organizacij, ki so odgovorni za upravljanje 
poslovnega procesa, 
− varnostne inženirje in inženirje korporativne varnosti, ki so zadolženi za izvajanje 
varnostnih politik v organizaciji ter 
− ostale, ki se srečujejo z zaupnimi podatki. 
 
Praktičnost raziskovalnega dela te disertacije omogoča, da bodo zbrani podatki, 
ugotovitve in rezultati lahko bistveno pripomogli k pripravi boljše zakonodaje na tem 
področju. Vemo, da pripravljavci zakonodaje nekako ne posegajo po dokaj kakovostno 
izdelanih raziskovalnih nalogah na fakultetah, ki bi jim lahko služile pri pripravi aktualnih 
predpisov. Tu izpostavljam, da predstavljajo ravno rezultati ugotovitev, ki so opisani v tej 
disertaciji, veliko priložnost in potencial za pripravo tovrstne zakonodaje. 
 
Kot možnost za razvoj raziskovalnega dela na področju upravno pravne znanosti moram 
izpostaviti fakultete, ki jim je to področje bližje. Publicistična dejavnost je namreč tista, ki 
lahko pomembne ugotovitve z obravnavnega področja raziskovanja evropske in druge 
prakse enostavno povzame v znanstvene prispevke ali strokovne članke, in na ta način 
zainteresirani javnosti predstavi pomembne rezultate raziskovanja, ki so opisani v  
disertaciji. 
 
Naslednjo možnost predstavlja oblikovanje samostojne katedre za to področje na 
fakulteti, kot jo imajo nekatere univerze drugod v Evropi, saj je mogoče z nadgradnjo teh 
vsebin enostavno nadaljevati z razvojem upravnopravne znanosti tega področja in graditi 
celo na samostojnem predmetu v okviru univerzitetnega študija. Tako bi v zvezi s tem 
lahko spodbujali vključevanje zainteresiranih študentov v raziskovalne projekte, ki bi lahko 
prinesli veliko dodano vrednost v okviru kasnejšega dela in celo pri udeležbi v političnem 
urejanju družbenih razmerij. 
 
Izpostaviti moram tudi novinarje. Ti predstavljajo prvi stik z medijsko javnostjo. Tu je 
pomembno izpostaviti kritično, a objektivno poročanje o pomembnih informacijah, ki naj 
bi prispevale k dvigu družbene in moralne zavesti, s tem da morajo tudi sami prispevati k 
varovanju zasebnosti posameznika1256. Nevednost in nepoznavanje etike novinarskega 
poklica lahko pri napačnem poročanju povzroči dodatno škodo, ki si jo posameznik le 
                                          
1256 Glej npr. objavo Informacijskega pooblaščenca z naslovom: Zaščitimo zasebnost "koroške deklice"!, z dne 
2. 4. 2012 in točko 2 v Ugotovitve v postopkih, ki jih je Informacijski pooblaščenec uvedel v zvezi s 
predčasnimi volitvami v Državni zbor, z dne 10. 4. 2012, dosegljivo 12. 4. 2012 na: www.ip-rs.si. 
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stežka popravi. Zato vidim pomemben prispevek razvoja te znanosti tudi na področju 
medijev in novinarstva. 
 
6.3 PREDLOGI ZA NADALJNJE RAZISKOVANJE 
 
Na podlagi raziskovanja v nadaljevanju izpostavljam svoj pogled trenutnega stanja 
obravnavanega področja, nekatere slabosti obstoječe ureditve in predloge za nadaljnje 
znanstveno in strokovno raziskovanje. 
− Kritičen sem do dejstva, da vsa zakonodaja, ki nastaja v ministrstvih, in ureja varstvo 
osebnih podatkov ter drugih zaupnosti, v državnih organih, ki upravljajo ali izvajajo 
nadzor nad tem reguliranim področjem, pogosto ni usklajena preden gre v 
parlamentarno proceduro. 
− Ureditev slovenske zakonodaje, ki določa varovanje zaupnosti, je še vedno preveč 
razpršena in nesistematična (razen ZTP in ZVOP). Tu so vidne tudi kritike številnih 
slovenskih avtorjev, ki temeljijo na dejstvu, da se zaupnostim ne namenja velike 
pozornosti, zato so pojmi in izrazi tako različni in med seboj niso poenoteni, hkrati pa 
je s tem nedorečeno tudi njihovo varstvo, obdelava in hramba, saj zanje ni 
predpisanih nobenih postopkov in ukrepov zavarovanja pred neupravičeno uporabo. 
− Povprečen slovenski zakon vsebuje le člen ali dva, ki govorita o zavarovanju zaupnih 
podatkov ali o zasebnosti (pretežno se nanašajo le na varstvo osebnih podatkov), kar 
je, strokovno gledano, premalo in neprimerno. Tako varstvo zbuja resen dvom v 
zavedanje uporabnika podatkov o možnih posledicah in škodi, ki mu lahko nastane 
zaradi protipravnega obravnavanja osebnih in drugih podatkov. Same določbe 
zaupnosti so brez definicij in predvidenih ukrepov varovanja premalo natančne. 
− V domači zakonodaji se uporablja preveč izrazov za opisovanje iste ali podobne 
kategorije zaupnosti (npr. poslovna tajnost in poslovna skrivnost ali poslovna tajnost 
in uradna tajnost). 
− Noben slovenski zakon v uvodnem delu (razen sistemski zakoni) načela zaupnosti kot 
pomembne prvine varstva pravic ne opredeli jasno. Ta prvina se kot potrebna 
maksima ne upošteva niti v Zakonu o splošnem upravnem postopku, ki v uvodnem 
delu našteva nekatera bistvena načela postopka, le varstva zaupnosti ne, čeprav je to 
eno temeljnih načel v razmerju med uradnikom in stranko ter stranko in stranko. 
− Uslužbenci v državnih organih kot pripravljavci predpisov niso seznanjeni in ne 
upoštevajo aktivne sodne prakse, ki nastaja v okviru dela evropskih in slovenskih 
sodišč, niti druge kakovostne strokovne prakse, ki nastaja v okviru fakultet in drugih 
organizacij pri številnih raziskovanjih. 
− V nobenem zakonu (izjema je ZTP) ni opredeljen rok veljavnosti in prenehanje tajnosti 
zaupnosti (izjemo lahko delno najdemo le v poklicni skrivnosti). 
− V medijih novinarji pogosto poročajo o številnih kršitvah različne zakonodaje tudi s 
področja varstva osebnih podatkov, kjer za omenjene kršitve vedno omenijo le znesek 
kazni ali trajanje zagrožene zaporne kazni glede na kazensko zakonodajo. Nikdar ne 
poročajo o možnih razlogih in motivih za razkritja in ne podajo varnostnih napotkov 
zoper take kršitve ostali javnosti. Zato skoraj nikoli ne delujejo v smeri preventive. 
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− Zakonodaja, ki jo sprejme Državni zbor RS, je na področjih, kjer bi morale biti 
upoštevane in varovane človekove pravice in svoboščine, še posebej pravica do 
zasebnosti, relativno slabo pripravljena, saj v številnih primerih kasneje ne vzdrži niti 
naknadne presoje pred domačim Ustavnim sodiščem1257. 
 
Moje ugotovitve in predpostavke za nadgradnjo zakonodaje in ostalih predpisov so 
naslednje: 
− dolžnost varovanja podatkov in informacij, s katerimi se nekdo seznani pri opravljanju 
svojega dela in velja tudi po prenehanju delovnega razmerja, bi morala biti predpisana 
v kodeksih in drugih organizacijskih aktih, prav tako tudi v pogodbi o zaposlitvi. 
− Naš 3. člen ZTP bi bilo potrebno pretresti z vidika izjem dostopa do tajnih podatkov 
brez varnostnega dovoljenja, saj nam primerljive ureditve drugih držav, tako širokega 
nabora izjem, kot velja pri nas, ne poznajo (niti varnostni sporazum Slovenija – NATO, 
niti predpisi EU, z izjemo novejšega Sklepa EU (2011/292/EU). Varnostno bi morali 
preverjati vse javne funkcionarje na uradniških delovnih mestih, vključno z izjemami, 
kot jih danes omogoča 3. člen ZTP-ja. 
− Podobno kot je ameriška Izvršna odredba št. 13526 vzpostavila institut Nacionalnega 
centra za deklasifikacijo tajnosti, bi morali tudi pri nas po določenem času okrepiti 
dejavnost avtomatske deklasifikacije tajnih podatkov na ravni upravnih, državnih in 
lokalnih organov ter pristojnih arhivov.  
− Zaradi interesa varnosti države je nekaterim represivnim državnim organom dana 
pravica, da o zbranih osebnih podatkih v zbirkah niso dolžni obvestiti posameznika, na 
katerega se podatki nanašajo, posameznik pa nima pravice do vpogleda, razen po 
izteku zakonsko določenega roka. Tu bi lahko bila kršena ustavno varovana pravica iz 
tretjega odstavka 38. člena Ustave RS, ki določa, da ima vsakdo pravico seznaniti se z 
zbranimi osebnimi podatki, ki se nanašajo nanj, zaradi načela kakovosti podatkov in 
pravice do sodnega varstva ob njihovi zlorabi1258. 
− Osebno menim, da bi v Sloveniji kot urejeni demokratični državi potrebovali poseben 
zakon o zaščiti oseb, ki razkrivajo zaupne informacije v korist splošnega javnega 
interesa. Ker takega predpisa, kot ga poznajo nekatere države1259 nimamo, pri nas 
neustrezno pristopamo k organiziranemu proučevanju in preprečevanju korupcije, 
zgodnjemu odkrivanju in odpravljanju nezakonitosti na številnih reguliranih področjih 
in pri drugih škodljivih ravnanjih znotraj organizacij v javni upravi in tudi v zasebnem 
sektorju1260. 
                                          
1257 Iz Poročila o delu Ustavnega sodišča RS za leto 2010 izhaja, da je bilo v letu 2010 - 8, 2009 - 5, 2008 - 4, 
2007 - 10, 2006 - 18, 2005 - 17 primerov razveljavitev zakonskih določb. Protiustavnost zakona z ustavo je 
sodišče ugotovilo in določilo rok odprave protiustavnosti leta 2010 v 7, 2009 - 14, 2008 - 18, 2007 - 11, 
2006 - 15, 2005 - 22 primerih zakonov. 
1258 Glej v zvezi s tem tudi sodbo ESČP v zadevi Turek vs. Slovakia, z dne 14. 2. 2006. 
1259 Npr. Jamajka, Indija, Južnoafriška republika, ZDA, Velika Britanija, Kanada, Romunija.  
1260 Zakon o integriteti in preprečevanju korupcije (ZIntPK-UPB2) se nanaša le na splošno zaščito prijaviteljev 
koruptivnih ravnanj, kršitev predpisov o nasprotju interesov ter etike in integritete javnega sektorja. Zaščita 
posameznika je relativna in vezana samo na identiteto prijavitelja, ki poda prijavo in njegove družinske 
člane. Ukrepi ki jih zagotavlja Komisija za preprečevanje korupcije pa so izjemno skromni, bolj kot ne 
pokroviteljski, kar ne predstavljajo celovite zaščite uslužbenca! Tu je potrebno, stopiti korak naprej in 
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− Iz poročil številnih organov javne uprave izhaja, da je usposabljanj na temo varovanja 
vseh vrst zaupnosti premalo, kar zagotovo povzroča nepravilno in nezakonito 
obravnavanje zaupnosti podatkov pri rednem upravnem delu, zato bi bilo potrebno 
predpisati izvajanje notranjih usposabljanj vseh ciljnih skupin na temo varovanja 
zaupnosti. 
− V zakonodaji s področja varstva osebnih podatkov in v drugih predpisih, ki urejajo 
varstvo zaupnosti, bi bilo po vzoru nemškega zakona o varstvu osebnih podatkov 
potrebno določiti sistemizirano delovno mesto svetovalca za varstvo osebnih in drugih 
zaupnih podatkov v organih in v gospodarskih družbah, kar bi prispevalo k 
profesionalnemu in strokovnemu pristopu reševanja te problematike (to sicer 
predvideva tudi nova evropska Uredba o varovanju osebnih podatkov, vendar tega 
predloga slovenska Vlada ni podprla). 
− Krepiti je potrebno zavedanje o varstvu pravice do zasebnosti posameznika na vseh 
področjih, saj gre v primerih razkritja za grob poseg v njegovo individualno zasebnost, 
ob tem pa ima v primerjavi s škodo in posledicami, ki pri tem lahko nastanejo, 
omejeno možnost varstva svojih pravic. 
− Znanstveno in strokovno prakso odločitev slovenskih sodišč in evropskega 
pravosodnega sistema (ESČP, Sodišče EU ipd.) ter ugotovitve in izkušnje bi bilo 
potrebno transformirati v praktično uporabo v okviru sprejemanja novosti v slovenski 
pravni red. Že izoblikovana sodna praksa tako slovenskih kot tujih sodišč je sicer v 
številnih člankih zapisana, a premalokrat uporabljena kot dobra praksa v novelirani 
domači zakonodaji. 
 
Izhajajoč iz teh ugotovitev so moji predlogi za nadaljnje znanstveno raziskovanje tega 
področja predvsem naslednji: 
− Poznavanje varnostnih ukrepov pri posameznikih ni zadostno. Potrebno je raziskati 
ureditev varnostnih pravil v organizacijah kjer delujejo, stopnjo poznavanja varnostnih 
predpisov in s tem tudi osebnostnih pravic s tega področja. 
− Izvedba širše raziskave glede varovanja zaupnih podatkov in glede razkritij bi lahko 
pripomogla k stanju obravnavanja zaupnih podatkov in informacij v družbi. 
Osredotočiti bi se bilo potrebno predvsem na subjektivni vidik posameznika in njegove 
socialne in psihološke dejavnike vključiti v ugotavljanje motivov za razkrivanje 
zaupnosti. 
− Proučiti bi bilo potrebno možnosti za vključitev sodobnih medijev v seznanjanje 
prebivalstva o potrebi po varstvu zasebnih informacij (npr. na spletnih socialnih 
omrežjih, v pogovorih po telefonu itd.), kar bi pripomoglo k dvigu zavesti o tej 
tematiki. 
− Proučevanje vloge žvižgačev je pri nas popolnoma zapostavljeno. S tem fenomenom 
se ukvarjajo le posamezni raziskovalci, kljub temu da je ta koncept na mednarodni 
ravni dodobra razvit. Smiselno bi bilo proučiti vpeljavo tega instituta v naš pravni 
sistem. 
                                                                                                                               
omogočiti, da se nepripravljenost za notranje odkrivanje nepravilnosti spreobrne v zakonsko zaščiteno in 
urejeno razkrivanje, kadar to zagotovo koristi splošnemu interesu in tudi priznanim pravicam drugih ljudi. 
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Del odgovorov na reševanje problematike v zvezi z varstvom zaupnosti lahko v okviru 
nadaljnjega znanstvenega in strokovnega delovanja ponudi ta doktorska disertacija. Iz 
predstavljenega je mogoče ugotoviti, da nudi raziskava številne odgovore in predloge 
rešitev na odprta varnostno-upravno pravna vprašanja. Odgovore, ki jih ta disertacija ne 
ponuja, pa bo potrebno reševati v okviru novih raziskovanj, kar naj bo hkrati izziv za 




Skrivnosti so tisti del mističnega, ki nam, preprostim ljudem, kljub manjšim ali večjim 
sposobnostim nadnaravnega čutenja, ki ga nekateri posedujejo, ne odkrijejo vsega bistva. 
Delček neznanega ostane vedno pred vrati, zaradi tega se z neko neznanko nikoli ni 
mogoče v popolnosti seznaniti. Predmet moje disertacije ni bilo odkrivanje skrivnosti, pač 
pa želja, da bi konkretneje pregledal in razdelal bistvo varovanja vseh vrst zaupnosti. 
Čeprav je v domači literaturi na to temo napisanega sorazmerno veliko gradiva, sem hotel 
v tem raziskovalnem delu odkriti celoten cikel njihovega obstoja, vzroke razkritij, škodljive 
posledice in kazenski pregon pri dejanjih razkritij. To raziskovanje mi je pomagalo razširiti 
obzorje obravnavanega področja, predvsem pa na primerih spoznati pomen varstva 
zaupnosti in posledice njihovih kršitev, tako v Sloveniji kot v drugih državah.  
 
Že historičen pogled v zakonodajo, ki ureja zaupnosti pokaže, da imamo pred seboj paleto 
izrazov, s katerimi označujemo zaupne podatke in informacije. Za veliko večino teh izrazov 
v slovenski zakonodaji in podrednih predpisih ne najdemo ustreznih pravil varovanja, kar 
tvori nekakšno pravno praznino. Tu lahko samo domnevam, da prihaja do kršitev 
gospodarskih in uradnih zaupnosti tudi zaradi nedorečenosti in nepoznavanja pravil ter 
ukrepov njihovega zavarovanja. 
 
Za zaupnosti velja, da se med seboj dopolnjujejo in ne izključujejo, kar pomeni, da je 
njihov pomen,  v primerjavi z drugimi podatki, ki niso zaupni, večji. Zaradi te prednosti je 
mogoče zaupne podatke klasificirati v stopnje, s katerimi se omejuje njihova dosegljivost, 
seznanitev in obseg oseb. Pri nas in v svetu prevladuje v uporabi predvsem štiristopenjska 
lestvica zaupnosti, v katero se razvrščajo podatki in s tem zahtevnost varovanja. Zaupni 
podatek mora biti pravilno označen. Šele ta kriterij zagotavlja formalno zaupnost podatka. 
To je tudi pogoj, ki ga v primeru zahteve za dostop do informacije javnega značaja 
najprej preverja Informacijski pooblaščenec. Ta v postopkih velikokrat ugotavlja, da so 
dokumenti ali nepravilno označeni ali pa ne izpolnjujejo pogojev oblikovnosti glede na 
zakonski predpis. Pomembno je tudi vprašanje, katere so tiste osebe, ki lahko dostopajo 
do zaupnih podatkov. 
 
Tak pregled obravnave zaupnih podatkov je bil za razjasnitev tematike potreben, saj sem 
z njim stopil v področje kazensko pravne ureditve pri razkritjih, izdajah in zlorabah teh 
podatkov. V Sloveniji in v tujini sem zasledil kar nekaj primerov, ki so odmevali v 
javnosti1261, npr.: Udba.net (2003, 2008, 2011), razkritje maturitetnih pol (2004), objava 
zdravstvenih podatkov dveh slovenskih javnih osebnosti (2006), videonadzor v kabinah 
trgovske hiše (2006), tajna lokacija selitve romske družine (2006), prenos depeš MZZ, 
Sova (2007), razkritje davčnih podatkov v zadevi Bavčar (2010) in v zadevi Janković 
(2011, 2012) itd.. V tujini so odmevali primeri: Coca-cola vs. Pepsi (2005), lažniva izjava 
madžarskega premierja Ferenca Gyürcsánya (2006), objava dokumenta Cie glede 
                                          
1261 V oklepaju je navedena letnica dogodka. 
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mučenja zapornikov v Iraku (2007), izguba osebnih podatkov v Veliki Britaniji (2007), 
Wikileaks (2010) itd. 
 
Primeri raznovrstnih razkritij in izdaj se dogajajo dnevno. Na eni strani se s takimi dejanji, 
če so v javnem interesu strinjam, saj spodbujajo odprto družbo, transparentnost 
delovanja oblasti, odpravljajo družbeno nevarne klike in opozarjajo na kršenje zakonitosti. 
Tu ugotavljam, da je t.i svobodna družba, v kateri lahko delujejo tudi tisti, ki opozarjajo 
na napake (npr. žvižgači) izjemnega pomena, zato se tudi sam zavzemam za krepitev 
takega načina opozarjanja, saj se pogostokrat zgodi, da nadzorni oblastni organi svoje 
vloge ne prepoznajo, ali je ne opravijo, in je tako odzivnost posameznika, ki na napake 
opozori, bistvenega pomena. Tudi v Sloveniji potrebujemo celovito zakonsko ureditev 
takega načina opozarjanja na nepravilnosti in kršenje zakonitosti, s katerim bi zagotovo 
posredno vplivali na učinkovitejše delovanje pravne države. Ob tem ne smeta biti 
spregledana dva segmenta. Prvi je, da se osebe, ki razkrije škodljivo ravnanje, ne 
obravnava kot informatorja, ovaduha in drugi, da se taki osebi zagotovi celovito pravno 
varstvo njenih pravic, zaradi katerih lahko v primeru identifikacije utrpi škodljive 
povračilne ukrepe.  
 
Obstaja še en vidik, na katerega moram opozoriti. Gre za škodo, ki je z razkritjem lahko 
povzročena organizaciji ali posamezniku. Tu povzemam, da so škodni dejavniki dvojni. Na 
eni strani pri prijavitelju (tistemu, ki razkrije informacijo) in na drugi strani pri tistemu, ki 
je bil razkrit. Kakšne so tu posledice? Pri posamezniku, ki tako dajanje stori ali je vanj 
posredno vpleten, je njegova največja ovira ravno identifikacija, kjer so posledice kljub 
pozitivnemu zakonskemu varstvu in možnosti sodnega varstva, lahko za posameznika 
izjemno škodljive. Ni pa mogoče škodljivih učinkov in posledic razkritij posameznika 
enačiti s škodnimi vplivi, ki jih ima zaradi razkritja organizacija, katere osnovni cilj je ravno 
maksimiranje ekonomskega učinka, saj si ga ta lahko skozi čas s pravilno kampanjo 
povrne. 
 
Varstvo človekovih pravic in temeljnih svoboščin urejajo mednarodni akti in nacionalno 
kazensko pravo. Kot poudarja ESČP, so države tiste, ki morajo v nacionalni zakonodaji in v 
svojem notranjem pravu predpisati ukrepe za zaščito človekovih pravic in temeljnih 
svoboščin, kjer uživa poseben primat predvsem pravica do zasebnosti posameznika ob 
dejstvu, da javne oblasti vanjo ne smejo posegati brez zakonske podlage, hkrati pa 
morajo varovati to pravico pred lastnimi posegi in posegi drugih. EKČP dovoljuje poseg in 
omejitev človekove pravice do zasebnosti s strani oblasti le v primeru, če gre za zakonit 
ukrep, ki je nujen v demokratični družbi. Evropska sodna praksa dokazuje, da države 
(zakonodajalci) obsega omejitev pravic in posegov vanje v svoji nacionalni zakonodaji 
pogosto ne opredelijo zadovoljivo, kar pomeni, da uslužbenci represivnih organov ob 
izvajanju svojih pooblastil kaj hitro presežejo "nedoločena" pravila in s tem kršijo v 
konvenciji in v ustavi varovane človekove pravice, med katere spada tudi pravica do 
zasebnosti. Iz tega sledi, da postaja sodna praksa domačih in evropskih sodišč, dopolnilno 
sredstvo domači zakonodaji s ciljem, da se bolje varuje priznane človekove pravice in 
svoboščine. 
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Pravica do zasebnosti posameznika je bila močno zlorabljena v vzhodnem delu Evrope. 
Razlog za to je bil predvsem v ohranjanju režimskih političnih elit na oblasti. Še danes, 20 
let po tem, lahko beremo ali slišimo za odpiranje arhivov političnih tajnih služb, kjer je 
mogoče spoznati žalostno resnico, da pravzaprav noben posameznik (niti ožje partijsko 
vodstvo) ni uživalo pravice do zasebnosti. V tej disertaciji sem želel preveriti, ali se je od 
padca Berlinskega zidu pa vse do danes stanje na področju varovanja zasebnosti kaj 
spremenilo in kje je mogoče v prihodnje v evropski družbi pričakovati zlorabe zaupnosti 
podatkov in nezakonito posegati v zasebnost posameznika. 
 
Nedvomno ugotovim, da je danes zaradi razvoja informacijske tehnologije in dosegljivosti 
elektronskih naprav nevarnost, ki grozi posameznikom z vdori v njihovo zasebnost in 
osebne podatke, s strani državnih organov (zaradi odkrivanja in preprečevanja vseh vrst 
kriminala), s strani posameznikov in organiziranih skupin (zaradi izvedbe kriminalnih 
dejanj), upravljavcev zbirk in posameznikov (zaradi tržnih razlogov in radovednosti), 
mnogokrat večja od tiste, iz časa t.i. "totalne prozornosti". Na te posege, poleg domačih 
nadzornih organov (npr. Informacijski pooblaščenec, Varuh človekovih pravic, Policija) vse 
pogosteje opozarja tudi Evropska komisija, ki želi z zakonodajo omejiti vpliv storilcev 
mednarodnega kriminala in drugih, ki jim z novimi tehnologijami pomagajo posegati v 
naša življenja in s tem škodovati našim pravicam, še posebej pravici do zasebnosti.  
 
Kot avtor tega dela ugotavljam, da je vrednoto, kot je zasebnost, potrebno varovati še 
naprej. Zato se moramo tudi v prihodnje boriti in ne smemo dovoliti, da bi inovativne 
ameriške ideje, v smislu ponorelega "Big Brother is watching you", postala stalnica našega 
kontinentalnega življenja, saj se je ravno zaradi takega nadzora večina državljanov 
srednje evropskih držav skušala popolni prozornosti posameznika izogniti, in to za ceno 
nastanka novih državnih ureditev. Res je, da je današnji svet poln informacijske 
tehnologije in skritih kamer, ki nas nadzirajo iz vsemogočih kotov. Res je, da nam 
komercialne televizije zavestno vsiljujejo na ogled nekoristne realistične šove, kjer neuki 
posamezniki, vsi v enem prostoru, razbijajo tabuje, in delajo družbo s tem "bolj odprto". 
Teza vzdrži vse dotlej, dokler ne postane posameznik tarča drugih in občuti prizadetost 
svojih pravic! 
 
Dvajset let po tem se je ponovno razplamtelo stanje, ko smo postali bolj pregledni in 
prozorni, zaradi vsemogočnega interneta, GPS-mobilnikov in druge tehnologije, ki se 
skriva pod imenom interesov: 
− nacionalne varnosti (preverjanje podatkov v zbirkah, pošiljanje podatkov naprej v 
tretje države, omejevanje vsebin itd.);  
− gospodarskih dejavnikov (neposredni marketing, profiliranje kupcev, merjenje stopnje 
potrošništva posameznika, neobveščanje o posredovanju podatkov upravljavcev, 
nesorazmerno, nenamensko in brezčasovno zbiranje podatkov, drobni tisk ipd.);  
− kazenskih deliktov (kraja premoženja preko spleta, identitete, lastnih podatkov, 
pretvarjanje, zlorabe in izsiljevanje za dosego denarnih koristi, pedofilija, druge spolne 
delikvence itd.) in  
− drugih negativnih vplivov družbe. 
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V zvezi s tem se mi zastavlja vprašanje, kaj lahko posameznik sploh stori, da bi zavaroval 
svojo zasebnost. O tem mora vsekakor presoditi vsak sam in si ustvariti lastno mnenje, 
kaj je predmet varovanja, koliko lahko, kdaj, ob kakšnih priložnostih in okoliščinah in 
predvsem komu kaj pove ali sporoči. Zato poudarjam, da se mora vsak naučiti ohraniti in 
varovati lastne zaupnosti in prepoznati pogoje sporočanja takih vsebin drugim, ne glede 
na vrsto medija.  
 
Informacijski pooblaščenec v svojem letnem poročilu ugotavlja, da je raven zavedanja in 
obveščenosti o pomenu človekovih pravic, tudi varstva osebnih podatkov, iz leta v leto 
višja. K temu je veliko pripomogla tudi evropska zakonodaja in pozitivna sodna praksa 
Evropskega sodišča za človekove pravice, ki trdno stoji na stališču, da je varovanje 
življenja posameznika, njegovih človekovih pravic in s tem povezanih atributov, prvo, kar 
ščiti EKČP. Tako so države članice Sveta Evrope in EU, tudi Slovenija, dolžne zaščititi 
pravice posameznikov, kot jih deklarirajo sprejeti mednarodni akti in akti Evropske unije. 
 
Kljub spreminjajočemu se okolju prihajam do spoznanja, da postajajo priznane človekove 
pravice in svoboščine ter človekova zasebnost zaradi novih oblik organiziranega kriminala 
in mednarodnega terorizma vse bolj ogrožene. Ravno na strani oblasti in njenega 
birokratskega aparata namreč obstajajo vzvodi varovanja in kršenja pravic zasebnosti 
posameznika, saj obstaja nevarnost, da zaradi različnih interesov kaj hitro poseže vanje. 
Tu z zaskrbljenostjo ugotavljamo, da v okviru Organizacije združenih narodov, ki je 
sprejela v svoji zgodovini največ mednarodno zavezujočih aktov z različnih področij, 
predvsem varstva človekovih pravic, ni bil nikoli vzpostavljen tak sodno varstveni 
mehanizem, ki bi uspešno posegel v pristojnost držav, ki sistematično kršijo pravice ljudi, 
in bil pri tem dovolj učinkovit!  
 
Vsekakor je mehanizem v okviru Sveta Evrope in Evropske unije veliko bolj uspešen. Ta 
temelji prav na varovanju človekovih pravic, še posebej pravice do zasebnosti in varstva 
osebnih podatkov. Na tem področju je Slovenija uskladila svojo notranjo zakonodajo, v 
katero je uvedla določila Direktive (95/46/EC) o varstvu osebnih podatkov.  
 
Izhajajoč iz predloga nove evropske uredbe o varovanju osebnih podatkov menim, da bo 
ta bolje zaščitila pravice posameznikov v zvezi z obdelavo podatkov na evropski ravni, saj 
bo zavezujoča in neposredno uporabna v vseh državah članicah EU, kar pomeni, da se bo 
s tem poenotil tudi način njenega izvajanja, ki je sedaj v nekaterih določbah, od države do 
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rs.si/wps/portal/Home/deloDZ/seje/evidenca?mandat=VI&type=pmagdt&uid=6AFCC9
EF7D7578B9C12579C800225396. 
− Magnetogram seje delovnih teles Državnega zbora RS, z dne 23. 3. 2012. Dosegljivo 
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− Sodba Sodišča Evropske unije, št. C-553/07, College van burgemeester en wethouders 
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2012 iz: http://www.eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62000CJ0465:SL:HTML. 
− Sodba Sodišča Evropske unije, št. C-275/06, Productores de Música de España 
(Promusicae) vs. Telefónica de España SAU, z dne 29. januarja 2008. Dosegljivo 1. 6. 
2012 iz: http://www.eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62006CJ0275:SL:HTML. 
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Leistungsschutzrechten GmbH vs. Tele2 Telecommunication GmbH, z dne 19. 
februarja 2009. Dosegljivo 1. 6. 2012 iz: http://www.eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62007CO0557:SL:HTML. 
− Sodba Sodišča Evropske unije, št. C‑70/10, Scarlet Extended SA vs. Société belge des 
auteurs, compositeurs et éditeurs SCRL (SABAM), z dne 24. novembra 2011. 
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http://www.curia.europa.eu/juris/document/document.jsf?text=&docid=115202&page
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− Sodba sodišča EU, št. C‑324/09, L’Oréal L’Oréal SA, Lancôme parfums et beauté & Cie 
SNC, Laboratoire Garnier & Cie, L’Oréal (UK) Ltd. vs. eBay International AG, eBay 
Europe SARL, eBay (UK) Ltd., Stephen Potts, Tracy Ratchford, Marie Ormsby, James 




− Glej sodbo Sodišča EU, št. C‑275/06, Productores de Musica de España (Promusicae) 
vs. Telefónica de España SAU, 29. januar 2008. Dosegljivo 2. 6. 2012 iz: 
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lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62006J0275:EN:HTML. 
− Sodba Sodišča EU, št. C‑461/10, Bonnier Audio AB, Earbooks AB, Norstedts 
Förlagsgrupp AB, Piratförlaget AB, Storyside AB vs. Perfect Communication Sweden 
AB, z dne 19. aprila 2012. Dosegljivo 2. 6. 2012 iz: http://www. eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62010CJ0461:SL:HTML. 
− Sodba Sodišča Evropske unije, št. C-524/06, Heinz Huber vs. Bundesrepublik 
Deutschland, z dne 16. decembra 2008. Dosegljivo 2. 6. 2012 iz: http://www.eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:62006CJ0524:SL:HTML. 
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− Sodba Upravnega sodišča RS, št. IV U 85/2010 in IV U 86/2010, z dne 7. 6. 2011. 
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leta 1981, št. 23339 in Sporazum o recipročnem varovanju zaupnih obrambnih 
podatkov med Nizozemsko in Švedsko iz leta 1984, št. 23037. Dosegljivo 26. 5. 2011 
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− Stališče Informacijskega pooblaščenca glede predloga Uredbe o varstvu osebnih 
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http://www.glin.gov, z dne 7. 10. 2010 in iz: 
http://www.govtrack.us/congress/billtext.xpd?bill=h111-553. 
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in pravosodnega sodelovanja v kazenskih zadevah, z dne 27. novembra 2008 
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− Poročilo o delu Policije za leto 2004, Ministrstvo za notranje zadeve RS, Policija. 
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− Priporočilo Evropske komisije o izvajanju načel varstva zasebnosti in varstva podatkov 
v aplikacijah, podprtih z radiofrekvenčno identifikacijo z dne 12. maja 2009, 
(2009/387/ES). 
− Priporočilo Evropske komisije o smernicah v zvezi z varstvom podatkov za 
informacijski sistem za notranji trg (IMI) z dne 26. marca 2009, (2009/329/EC). 
− Resolucija 1165 (1998) Parlamentarne skupščine Sveta Evrope o pravici do zasebnosti. 
− Sklep in sodba Vrhovnega sodišča RS, št. II Ips 473/2005 in II Ips 474/2005, z dne 
10. 10. 2007. 
− Sklep Sveta EU o varnostnih predpisih o varovanju tajnih podatkov EU z dne 31.3. 
2011 (2011/292/EU), Ur. list EU, št. L141/17, z dne 27. 5. 2011 
− Sklep Sveta o spremembah Sklepa 2001/264/ES o sprejetju predpisov Sveta o 
varovanju tajnosti, z dne 12. julija 2005. Ur. list EU, št. L 193/05. 
− Sklep Vrhovnega sodišča RS, št. X Ips 841/2007, z dne 16. 4. 2009. 
− Skype Communications Sarl (2009), Skype response to the European Commission 
Consultation on the legal framework. 
− Sodba Evropskega sodišča za človekove pravice, Airey vs. Ireland, z dne 9. 10. 1979. 
− Sodba Evropskega sodišča za človekove pravice, Amann vs. Switzerland, z dne 16. 2. 
2000. 
− Sodba Evropskega sodišča za človekove pravice, Bouchacourt vs. France, Gardel vs. 
France in M.B. vs. France, z dne 17. 12. 2009. 
− Sodba Evropskega sodišča za človekove pravice, Dudgeon vs. United Kingdom, z dne 
22. oktobra 1981. 
− Sodba Evropskega sodišča za človekove pravice, Hertel vs. Switzerland, z dne 25. 8. 
1998. 
− Sodba Evropskega sodišča za človekove pravice, K.U. vs. Finland, z dne 2. 12. 2008. 
− Sodba Evropskega sodišča za človekove pravice, M.C. vs. Bulgaria, z dne 4. 12. 2003. 
− Sodba Evropskega sodišča za človekove pravice, Moldovan in ostali vs. Romania, z dne 
12. 7. 2005. 
 352
− Sodba Evropskega sodišča za človekove pravice, Salman vs. Turkey, št. 21986/93, z 
dne 27. 6. 2000. 
− Sodba Evropskega sodišča za človekove pravice, Sanoma Uitgevers b.v. vs. the 
Netherlands, z dne 14. 9. 2010. 
− Sodba Evropskega sodišča za človekove pravice, Stummer vs. Austria, št. 37452/02, z 
dne 7. 7. 2011. 
− Sodba Evropskega sodišča za človekove pravice, Turek vs. Slovakia, z dne 14. 2. 2006. 
− Sodba Evropskega sodišča za človekove pravice, Uzun vs. Germany, z dne 2. 9. 2010. 
− Sodba Evropskega sodišča za človekove pravice, Von Hannover vs. Germany I., št. 
59320/00, z dne, 29. 9. 2004. 
− Sodba Evropskega sodišča za človekove pravice, Von Hannover vs. Germany II., št. 
40660/08 in 60641/08, z dne 7. 2. 2012. 
− Sodba Evropskega sodišča za človekove pravice, X in Y vs. Netherlands, št. 8978/80, z 
dne 26. 3. 1985. 
− Sodba Vrhovnega sodišča RS, št. I Ips 237/2008, z dne 11. 12. 2008. 
− Sodba Vrhovnega sodišča RS, št. I Ips 46/2011, z dne 6. 10. 2011. 
− Sodba Vrhovnega sodišča RS, št. I Up 420/2000, z dne 13. 5. 2004. 
− Sodba Vrhovnega sodišča RS, št. II Ips 220/2007, z dne 25. 2. 2010. 
− Spletni slovar slovenskega knjižnega jezika, Inštitut za slovenski jezik Frana Ramovša 
ZRC SAZU, Ljubljana. 
− Svet Evropske Unije (2010). Draft Internal Security Strategy for the European Union: 






Pisni zapis intervjuja s publicistom mag. Igorjem Omerzo, dne 21. 6. 2011. 
 
A: VAŠ PRIMER OBRAVNAVAM KOT EDINSTVEN, KER GRE ZA BOJ "Z LEGALNOSTJO". 
KAJ PRESTAVLJA TU PO VAŠEM MNENJU RESNIČNO MEJO, KI LOČUJE ZAUPNOST OD 
JAVNOSTI? 
 
B: Borim se za to, kar mi zakon omogoča. Nočejo mi predati gradiva, težko rečem, da je 
to Arhiv Slovenije. Arhiv bi dal, ampak Sova ne dovoli. Tudi Vlada se je postavila na stran 
Sove, tako da je Arhiv tu nemočen. To je moja zahteva, da pridem do gradiv, ki mi jih 
zakon omogoča. Mogoče me po vsebini velika večina stvari sploh ne bo zanimala ali pa 
morda celo nič. Samo zahtevam, da se mi omogoči vpogled, ker gre za mojo zakonsko 
pravico. 
 
A: KOT JE RAZVIDNO, SE JE STROKA AKTIVNO ODZVALA NA VAŠ PRIMER. KAJ MENITE, 
DA JIH JE PRITEGNILO? 
 
B: S strani arhivske stroke je nenavadno, ker me ne podpira. Bivši direktor Arhiva je celo 
večkrat izjavil, da je ta člen zakona neustaven. Ne more posameznik reči, kaj je 
neustavno, to mora reči Ustavno sodišče. Drugič, dokler zakon velja, ta velja. Čudim se, 
da je šla stroka zlahka preko tega, da omejuje zakonski dostop. Mislim, da bi prav 
arhivarji in zgodovinarji morali zahtevati, da je čim več odprtega. Po vseh arhivih sveta 
iščejo gradivo. Tu mi niso dali nobene aktivne podpore. Ne vem ali hočejo biti nevtralni, 
ker gre skoraj že za politični spopad. Tudi liberalni komentatorji so se postavili na stališče, 
da gre za borbo med levico in desnico, niso se pa postavili za to, da se upošteva pravni 
red. Kar kaže na to, da jim je politični spopad bolj pri srcu, kot zakonitost, kar je nevarno. 
 
A: DVE MOJI HIPOTEZI SE GLASITA: "ZAUPNOST JE V PREMOČI NAD JAVNOSTJO 
INFORMACIJ" IN "NIČ NI ZAUPNO NESKONČNO DOLGO, DOKLER ZA TO OBSTAJAJO 
DOKUMENTI ALI LJUDJE, KI O TEM KAJ VEDO". KAKŠNO JE VAŠE STALIŠČE V ZVEZI S 
TEM IN KAKO BI TO POVEZALI Z VAŠIM PRIMEROM? 
 
B: Ogromno je predpisov, ki ščitijo zaupnost, kar je v redu. Če pa berete časopise, tukaj 
kakšne posebne zaupnosti ni. Iz svojih virov objavljajo ogromno imen in podatkov. Po eni 
strani je zaupnost zagotovljena, v medijih pa ni prisotna kakšna velika stopnja zaupnosti. 
Na primer Assange, ki je objavil depeše ima podporo s strani novinarjev, sam, ki pa želim 
dostopati do zakonitih stvari, pa nimam podpore. To kar je on dobil, je prejel po 
nezakoniti poti. Sam pa ne morem priti do podatkov po zakoniti poti iz obdobja, ki je daleč 




A: MENITE GLEDE NA VAŠE DOSEDANJE RAZISKOVALNO DELO, DA GRE PRI 
OZNAČEVANJU DOKUMENTOV S TAJNOSTMI (V PREJŠNJEM IN TUDI SEDANJEM ČASU) 
ZA ZLORABO TEGA INSTITUTA? KAJ VSE BI LAHKO BIL PO VAŠEM MNENJU VZROK 
TAKEGA STANJA V DRŽAVNIH ORGANIH? 
 
B: V mojem primeru je Sova naknadno dala stopnjo tajnosti na dokumente, ki sploh niso v 
njeni lasti. To so predali Arhivu Slovenije, samo, da se začasno pri njih skladišči. Oni nad 
tem gradivom nimajo nobene moči, ker je to že prešlo v javni fond. Do teh dokumentov 
pa sem prišel tako, da sem si ogledal popise dokumentov na Arhivu Slovenije. So mi jih 
pokazali in rekli, to je na Sovi. Zanje zaprosite in jih boste tudi dobili. Tu je prišlo do 
zlorabe zaupnosti. 
 
A: DOSTOP DO ZAUPNIH PODATKOV, PREDVSEM DRŽAVNIH TAJNOSTI JE OMEJEN. KAJ 
ZA VAS, KOT PUBLICISTA POMENI OBRAVNAVA AKTUALNEGA PRIMERA RAZKRITJA 
NEKEGA DOGODKA (NPR. SOVA 2007) ALI PA POSTOPNO ODPIRANJE ARHIVOV, PO VEČ 
DESETLETJIH (NPR. J.F. KENNEDY). IMA "TAJNOST" SPLOH KAKŠNO TRAJNOST ALI 
ŽIVLJENJSKO DOBO? 
 
B: To je zelo različno urejeno. V demokratičnih državah so nekatere stvari tudi 100 let 
zaprte. Tudi pri nas so omejitve za določeno gradivo. Vprašanje pa je, če se to lahko 
prebije mimo arhivov. Dokumenti lahko pridejo v javnost tudi na drug način. V glavnem se 
arhivi teh rokov trajanja držijo. 
 
A: SLOVENSKA JAVNOST JE, KOT JE VIDETI IZ ODZIVOV, RELATIVNO ZADRŽANA DO 
RAZKRIVANJA KATERIHKOLI DRŽAVNIH TAJNOSTI. ZAKAJ MENITE DA JE TAKO IN KJE 
JE LAHKO VZROK ZA TAKO STANJE V DRUŽBI? 
  
B: Na referendumu ljudje niso glasovali samo proti temu da se zaprejo arhivi, nekateri so 
glasovali za, ker so mislili da glasujejo za odprtje arhivov, večina je bila proti vladi, tako, 
da to ni pravo razmerje. Nekatere zadeve ni dobro odpirati zaradi političnih razlogov. 
Mislim, da je javnost tu deljena. Ne glede na rezultat referenduma, obstaja nek strah, da 
bi to povzročalo spore, zato bi bilo potrebno zadevo do konca razkriti in tudi obsoditi. 
 
A: KDO JE IMEL VEČJI MOTIV ZA JAVNO OBRAVNAVO VAŠEGA PRIMERA, POLITIKI, 
MEDIJI ALI KDO TRETJI? KAKŠEN BI BIL LAHKO NJIHOV INTERES ZA TO? 
 
B: Mediji so imeli velik vpliv, ker so o tem veliko pisali. Uradna politika ni imela interesa, 
da se o tem veliko razglablja, ker so ujeti v nezakonitem položaju. Zato so šli kar preko 
tega. Sprejeli so nov zakon, da bi to rešili in imajo s tem sedaj težave. Opozicija je vzela 
to kot primer samovolje oblasti in ima žogico v rokah. 
 
A: POGLEJMO NA RAZKRITJA, KI SMO JIM BILI PRIČA V MEDIJIH V ZADNJIH NEKAJ 
LETIH. KAJ PREDSTAVLJA KOLATERALNO ŠKODO V ZVEZI Z RAZKRITJI IN ZA KOGA, V 
VAŠEM PRIMERU IN V PRIMERU SOVE?  
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B: Sova meni, da bi bila škoda, ker še vedno obstajajo sodelavci, ki bi se lahko razkrili in 
še vedno delajo za njih, v zamejstvu in v tujini. Iz tega je sedaj nastal nacionalni interes. 
Težko rečem, kaj je kolateralna škoda ker sumim, da se ščitijo nekateri posamezniki. To je 
moja razlaga. Politično škodo so si naredili drugje. 
 
A: KAJ PREDSTAVLJA VAM NAJBOLJŠI VIR INFORMACIJ PRI PISANJU KNJIGE?  
 
B: Najboljši vir so dokumenti, arhivski ali medijski, objavljeni v knjigah. Osebna pričevanja 
so problematična, ker potem dokumenti kažejo drugače kot kažejo izjave. Dokumenti 
ohranijo absoluten spomin, karkoli že piše. Se pa da stvar kombinirati. Moraš imeti 
osebnega pričevalca, da potrdi dokumente. 
 
A: ALI JE MOGOČE REČI, DA SE JE V VAŠEM PRIMERU, PRI LJUDEH ZAKORENINILA 
ZAVEST PO OHRANITVI ZAUPNOSTI ALI OBSTAJA ŽELJA, DA KAKŠNE SKRIVNOSTI ŠE 
KOMU IZPOVEJO? KAJ PO VAŠEM VODI POSAMEZNIKA, DA ZAUPA SKRIVNOST NEKOMU 
DRUGEMU? 
 
B: Problem pri tistih, ki kaj vedo je v tem, da vsakdo, ki bi iz udbovske strukture kaj 
povedal ali povedal javni vir, bi izgubil svojo edino družbo, ki jo ima. 
 
A: KAKŠNO BO NADALJEVANJE ZGODBE V VAŠEM PRIMERU, GLEDE DOSTOPA DO 
ŽELENIH PODATKOV V ARHIVU RS? 
 
B: Na Arhiv sem vložil novo prošnjo, stara še vedno velja. Sicer so mi sporočili, da naj bi 
omogočili vpogled, kaj se bo zgodilo pa je težko reči. Tu so vprašanja, ki so povezana s 
politiko, ni kriv samo arhiv. Težko je reči kaj bo, glede na to, da je bil referendum. Tudi 
javnost čaka, kaj bo sedaj. In ne bo dobro sprejela, ne mediji in nihče, da bi ignorirali 
ljudsko voljo, ob tem, da je tudi ta zakon rezultat volje prejšnjega parlamenta. Tudi to ni 
zanemarljivo. Zakon so sprejeli večinsko in ni bilo nobenega velikega nasprotovanja. 
Sprejel ga je parlament in še ljudje so ga potrdili na referendumu. 
 
A - intervju vodil: Tomaž Lavrič 














Podlaga za proučevanje 
 
Doktorska disertacija je nastala kot rezultat večletnega spremljanja obravnave različnih 
zaupnosti, ki jih poznamo pri nas, njihovega upravljanja, obravnavanja in zagotavljanja 
varovanja. Pri obravnavi te disertacije so bili upoštevani naslednji pogledi.  
 
1. Domači ustavni in upravnopravni teoretiki obravnavajo posamezne zaupnosti 
konkretneje: kot zasebnost (v ustavi priznana pravica posameznika do neposeganja v 
njegovo osebnost, ki je hkrati človekova pravica), v zvezi z nacionalno varnostjo 
(varovanje interesov in pogojev ohranitve vseh elementov države), kot korporativno 
varnost (varovanje konkurenčnih prednosti pred drugimi gospodarskimi tekmeci), 
informacijsko komunikacijsko varnost (varovanje informacijskih virov v zbirkah 
podatkov s tehničnimi varnostnimi sredstvi ter podatkov v omrežjih in informacijsko 
komunikacijskih sistemih) in dokumentno varnost (varovanje zaupnega arhivskega in 
dokumentarnega gradiva v klasični ali elektronski obliki).  
2. Številni slovenski avtorji v svojih delih, ki so jih pripravili v okviru raziskovanj, 
obravnavajo varstvo zaupnih podatkov kot posamezne enote, ki se nanašajo pretežno 
na: posameznika (tu so mišljeni osebni podatki kot ustavno in zakonsko varovana 
kategorija zaupnosti), državo (tu so mišljeni predvsem tajni podatki, vojaške tajnosti 
in druge uradne tajnosti, ki se uporabljajo za varovanje zaupnih vsebin nacionalne 
narave) in gospodarske družbe (tu se obravnava kot pomembnejša poslovna 
skrivnost, klavzula konkurenčnosti ter upravljanje notranjih informacij).  
3. Tretja veja vključuje tuje strokovnjake, ki so na podlagi opravljenih raziskav in 
spoznanj ter na podlagi zbrane sodne prakse, oblikovali paket varnostnih dilem, ki jih 
kot temeljna spoznanja uspešno uporabljajo pri svetovanju vladam in pomembnejšim 
organizacijam. 
 
Primerjalna sodna praksa je pomemben pokazatelj trenda in aktualnosti spoštovanja 
pravic zasebnosti posameznika, ki jih zagotavljajo Splošna deklaracija o človekovih 
pravicah in svoboščinah, mednarodni pakti OZN, Konvencija Sveta Evrope o varstvu 
človekovih pravic in temeljnih svoboščin, na nacionalni ravni posameznih držav pa ustave 
in zakoni. Pozitivno prakso predstavljajo predvsem rešeni primeri v okviru slovenskega, 
evropskega in mednarodnega pravosodnega sistema ter posamična mnenja pravnih, 
upravnih, varstvoslovnih strokovnjakov in druge strokovne javnosti.  
 
Disertacija želi dokazati, da je za pravilno obravnavanje vsebinskih zaupnosti in varovanje 
zasebnosti posameznika ter njegovih osebnih podatkov, potrebno najprej dvigniti splošno 
raven zavedanja o njihovem varstvu ter usposobiti ciljne udeležence, s čimer se zagotovi 
primarno varovanje informacij, podatkov in tudi pravic posameznika. 
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Problematika obravnavane teme posega tako na pravno, upravno, kazensko kot tudi 




Prvo poglavje omogoča bralcu razlago dveh pojmov, kot ju opredeljuje veljavna slovenska 
zakonodaja, in sicer gre za razlikovanje med izrazoma skrivnost in tajnost, ki se 
uporabljata za neposredno označevanje zaupnosti, npr. poslovne skrivnosti in davčne 
tajnosti. V tem delu predstavi avtor historičen pogled na zakonodajo, ki je zaznamovala 
izrazoslovje vse od ustanovitve prve državne skupnosti po koncu prve svetovne vojne. Na 
podlagi tega pregleda ugotovi, da je značilnost obeh izrazov ta, da ju pri nas kot sinonima 
še vedno ekvivalentno uporabljamo za označevanje zaupnosti tako v normativnem kot v 
pogovornem jeziku. Iz predstavljenih izrazov, ki označujejo zaupnosti v angleškem jeziku, 
spoznamo, da obstaja v angleščini preko 40 izrazov, s katerimi se pojmuje zaupnost. V 
ožjem naboru so bolj znani izrazi npr.: Top Secret, Secret, Confidential in Classified. 
Najpogosteje uporabljeni izrazi in pogoste angleške fraze, s katerimi se označujejo 
zaupnosti, so v disertaciji zbrane in navedene, prav tako pa so navedeni tudi izrazi stopenj 
zaupnosti, ki se uporabljajo v nekaterih drugih državah. 
 
Avtor uspe v tej disertaciji razvrstiti zaupnosti, kot jih poznamo v slovenski zakonodaji, v 
tri kategorije in jih razdeliti na tiste, ki so vezane na posameznika, tiste, ki so v uporabi na 
gospodarskem področju in tiste, ki se nanašajo na uradno poslovanje državnih organov. V 
vsaki od kategorij so navedene zakonske določbe veljavnih opredelitev zaupnosti. Z 
grafičnim prikazom so slikovito ponazorjeni različni nivoji označevanja stopenj zaupnosti 
podatkov, kjer se v mnogih državah še vedno uporablja klasična štiristopenjska lestvica. 
Nekatere države in tudi mednarodne organizacije odstopajo od take ureditve (npr. ZDA, 
Nemčija, NATO), kjer uporabljajo tri- ali več nivojsko lestvico in celo dodatne opisne 
oznake. Kot posebnost je predstavljen bolj pregleden barven model označevanja 
zaupnosti (shema preglednih semaforskih barv), ki ga organi pri izmenjavi informacij 
glede ogrožanja informacijskih sistemov z uporabniki med državami uporabljajo predvsem 
nacionalni certifikacijski. 
 
V disertaciji avtor v okviru kvadranta razmerij med zaupnostmi pojasni pojem generalne 
supremacije, kjer gre za vrsto zaupnosti, ki prevladuje nad drugimi zaupnostmi, kar je tudi 
trditev ene izmed hipotez. S supremacijo zaradi njenega pomena prepozna prevlado 
uporabe ene zaupnosti nad drugo, kjer izkaže, da se zaupnosti med seboj ne izključujejo, 
ampak le koherentno dopolnjujejo. To pomeni, da ena zaupnost lahko prevlada nad 
drugo, ne sme pa ostati zaradi druge neupoštevana.  
                                          
1262 Anžič (et al., 2000) ugotavlja, da se z varnostnimi vprašanji in problemi ukvarjajo predvsem sociološka, 
politološka, pravna, družboslovna, psihološka, kriminološka in druge znanosti, med tem ko Pagon (2000) 
opredeli varstvoslovje kot interdisciplinarno vedo, ki proučuje pojave varnosti in varstva, ki jih družba 
uporablja za zagotavljanje varnosti, uporablja pa spoznanja iz kriminologije, prava, psihologije, 
obramboslovja, sociologije, politologije, kriminalistike, penologije ter organizacijskih in drugih ved. 
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Déležnikov, ki nastopajo pri obravnavanju zaupnosti, je več. V disertaciji je mogoče te 
prepoznati v obliki prve, druge in tretje osebe, kakor so mnogokrat poimenovane v 
zakonodaji. Subjekt upravljanja z zaupnostmi ni ponavadi le tisti, ki tako informacijo 
ustvari (originator), pač pa je lahko to širša množica oseb, ki se ima možnost z njimi 
seznaniti. Z razmerjem med pooblaščenostjo in upravičenostjo so opredeljeni vidiki 
izpostavljanja zaupnih podatkov štirim tipom subjektov. Tudi za druge osebe, ki v izvirniku 
niso lastniki zaupne informacije, velja, da morajo vse sprejete in zaznane informacije 
skrbno varovati (to so npr. zapisnikarji, zastopniki, stranke v postopku, pooblaščenci, 
tolmači, izvedenci in drugi). 
 
Avtor si zastavi pred koncem prvega poglavja nekaj konkretnih in uporabnih vprašanj, na 
katere poda nedvoume odgovore. Gre za vprašanja, kot so: ali je davčna številka osebni 
podatek, ali veljajo predpisani pogoji zavarovanja stopnje Davčna tajnost, ki jo dobimo na 
dom tudi za fizično osebo, ali pomeni kršitev zasebnosti tudi prepošiljanje službene ali 
zasebne elektronske pošte drugi osebi ipd. 
 
Za vsako informacijo ali podatek lahko ugotovimo, da s časom izgubi na svoji veljavi. 
Vendar pa se ohranjeni zaupni podatki lahko ustrezno hranijo v arhivih, kjer veljajo zanje 
posebni predpisi hranjenja in varovanja. V disertaciji so tako v preglednici predstavljeni 
minimalni roki nedosegljivosti zaupnega arhivskega gradiva nekaterih evropskih držav, ki 
nastaja pri delu javnih organov in se hrani v nacionalnih arhivih, dostop pa se javnosti 
omogoči šele po preteku 30, 40, 50, 70, 75 ali večletnega roka. Izjemoma je dostop do 
takega gradiva mogoč, kadar to zakonodaja posebej omogoča, in ko gre za primere 
znanstvenih, zgodovinskih, statističnih ali drugih raziskovanj. Avtor izvede v zvezi s tem 
študijo primera, kjer na aktualnem slovenskem primeru prikaže onemogočanje državnega 
organa dostop do arhivskega gradiva posamezniku, ker naj bi bilo le-to označeno kot 
zaupno. O tem vprašanju glede dostopa javnosti do zaupne vsebine je na referendumu 
odločalo celo slovensko volilno telo, vsebina procesa pa je v podrobnosti izkazana v 
disertaciji. 
 
V drugem poglavju se srečamo s kazensko pravnim vidikom ureditve primera razkritij, 
izdaj in zlorab zaupnih podatkov. Tu se prepletata tako pogled na kaznivost dejanja 
razkritja in izdaje kot iskanje vzrokov za ta dejanja. Razkritje je stanje, ki povzroči, da se 
pravica do zaupnosti razvrednoti zaradi želje po seznanjenosti s strani javnosti. To 
opredeli avtor kot antipod pravici do zaupnosti. V zvezi z razkrivanjem podatkov je v 
disertaciji podana strnjena ugotovitev, da je razkritje samo po sebi negativno dejanje, ki 
prinese predvsem škodljive posledice. To pa je odvisno od vrste, interesa in pomembnosti 
posamezne zaupnosti. 
 
Za izvajanje kaznovalne politike velja, da mora biti uveljavljena vladavina prava, ki temelji 
na načelu zakonitosti. Njen predpogoj je objava zakonov, načelo pristojnosti organa, ki 
sprejme in izda nek predpis in načeli pravičnosti ter racionalnosti. Slovenska 
kazenskopravna zakonodaja je nastala skupaj z aktualnostjo trenutnega časa, 
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mednarodnimi standardi in stopnjo varnostne kulture, zato opredeljuje razkritje, izdajo in 
zlorabo kot kaznivo dejanje. 
 
Avtor obravnava v disertaciji tudi poseg javne oblasti v pravico do zasebnosti 
posameznika, kjer je državnim organom v ustavi ali v zakonu podeljen privilegij, da lahko 
v interesu nacionalne varnosti, preprečevanja terorizma, organiziranega kriminala in 
drugih dovoljenih primerih, kadarkoli izvajajo nadzor nad zasebnostjo posameznika. Vsak 
tak poseg mora biti v demokratični družbi utemeljen ter hkrati nujen. Nad uresničevanjem 
tega dovoljenega varstva, ki spada med izjeme, bedi poleg nacionalnih sodišč še Evropsko 
sodišče za človekove pravice, ki brani drugi odstavek 8. člena Evropske konvencije o 
varstvu človekovih pravic in temeljnih svoboščin. 
 
Kot ugotavlja avtor, imajo v današnjem času državne oblasti na razpolago več vzvodov za 
posege v zasebnost posameznika. Kljub temu, da je tak nadzor reguliran z zakoni, je 
mogoče iz primerov sodb nacionalnih sodišč in tudi Evropskega sodišča za človekove 
pravice zaslediti številne primere kršitev varstva priznanih človekovih pravic, predvsem 
pravice do zasebnosti posameznika. Kot edino tolažbo za primere takih zlorab in kršitev s 
strani državnih oblasti vidi pravico do sodnega varstva, kjer je mogoče takšne kršitve 
izpodbijati pred sodišči nacionalnih organov (to dovoljuje tudi Konvencija), kasneje, ko so 
izčrpana vsa pravna sredstva, pa s tožbo tudi pred Evropskim sodiščem za človekove 
pravice. V nadaljevanju prikazuje nekatere primere odločitev Evropskega sodišča za 
človekove pravice, ki ustvarjajo pomembno sodno prakso, s katero se države članice 
Sveta Evrope napotuje, da jo uveljavijo v svoji zakonodaji in s tem odpravijo anomalije, ki 
nastanejo zaradi nepravilnih ali celo protizakonitih dejanj oblastnih organov, ker so v 
procesu postopka kršile človekove pravice in svoboščine posameznika. 
 
Predstavljeni primeri pokažejo na omejeno vsemogočnost države za vstop v zasebnost 
slehernega posameznika. Tako je mogoče tudi tu prepoznati razmerje zavor in ravnovesij 
v okviru varstva pred zlorabami s strani oblastnih organov ter odkriti pomembna pravna 
sredstva, ki jih lahko posameznik uveljavlja zoper državni organ in državo, ki legitimno, a 
občasno pretirano in nesorazmerno, izvaja posege v zasebnost posameznika. 
 
Na drugi strani je izpostavljena obratna sorazmernost do javne oblasti, in sicer gre za 
možnost formalnega razkrivanja zaupnosti, ki jih posedujejo državni organi ali druge 
organizacije, s strani oseb, ki so tam zaposleni, in za katera dejanja te osebe ne bodo 
kazensko preganjane. Pri tem dejanju gre za visoko moralno obvezo oseb, da ne molčijo o 
nepravilnostih, ampak jih javnosti razkrijejo zato, da bi zaščitili širši javni interes, interes 
države ali celo prebivalstva. V tem delu so predstavljeni nekateri primeri, ki so že upravičili 
interes javnosti glede razkritja zaupnosti in s tem obvarovali številne posameznike pred 
škodljivimi vplivi (primer takega odkritja je npr. preventiva ob širjenju bolezni nove gripe 




Avtor ugotavlja, da imajo nekateri poklici a priori zagotovljeno možnost dovoljenega 
razkrivanja zaupnosti, kot legitimno priznane pravice v svojih materialnih predpisih, za kar 
ne bodo kaznovani (kot velja to npr. za odvetnika, duhovnika, socialnega delavca, 
detektiva idr.). Ugotavlja, da se pogostokrat pojavi kolizija med zahtevo po varstvu 
zaupnosti (zaradi poklicne skrivnosti/tajnosti) in dolžnostjo naznanitve (razkritja) nekega 
škodljivega, nezakonitega ravnanja ali dejanja. Odgovornost za razkritje vedno nosi  
oseba sama. Kazensko procesno pravo priznava nekaznovanje le v primerih, ko osebe, ki 
so "skrivnost" izvedele pri opravljanju svojega poklica, to razkrijejo zaradi splošne koristi 
ali upravičenega interesa javnosti. 
 
V okviru pozitivne pravice po razkrivanju zaupnosti poudari možnost, da se za potrebe 
razkrivanja informacij, kadar bi to zagotovo koristilo splošnemu interesu in tudi priznanim 
pravicam drugih ljudi, uporabi zakonsko urejeno razkrivanje zaupnosti v okviru fenomena 
žvižgačev (t.i. whistleblowerjev), ki  se jih še vedno drži negativna konotacija. Tako osebo 
je mogoče vedno obravnavati kot izdajalca, ovaduha ali informatorja, za kar pa ugotavlja, 
da je največkrat zmotno, saj se družba ne zaveda koristi legalnega prijavljanja kršitev 
zakonodaje in drugih kaznivih dejanj, ki lahko ogrozijo njihovo zdravje, varnost ali 
življenje.  
 
Žvižgače v disertaciji predstavi kot pozitivne subjekte, ki koristijo javnosti s tem, da 
razkrijejo informacije o različnih nezakonitostih in škodljivih poslih. Praksa žvižgačev, kot 
je poznana predvsem v anglosaksonskem svetu (npr. v ZDA, Veliki Britaniji, Kanadi tudi 
Indiji), držav članic Evropske unije, z izjemo Velike Britanije in Romunije, še ni dosegla. Tu 
dokazuje, da pomeni ta institut zagotovo večjo transparentnost delovanja oblasti in 
poslovodstev, z neformalnim nadzorom od spodaj navzgor pa se vzpostavlja dodatna 
odgovornost, s čimer se krepi delovanje nadzornih institucij in s tem tudi pravna država. 
 
Tu ugotavlja, da pa veljavna slovenska zakonodaja (npr. Zakon o integriteti in 
preprečevanju korupcije vsebuje le nekatere izjeme), konkretno ne ureja primerov, v 
katerih bi smeli javni uslužbenci sami od sebe razkriti informacije, ki so povezane s 
kaznivimi dejanji znotraj upravnega organa, prav tako tudi ni celovito opisane poti, kako 
bi to lahko storili, ne da bi bili pri tem kakorkoli izpostavljeni. Ker drugih pravil preprosto 
ni (notranji akti o naznanjanju takih dejanj v upravnih organih le redko obstajajo, z izjemo 
Kodeksa ravnanja javnih uslužbencev), je odgovornost popolnoma preložena na stran 
delavca, ki mora delodajalca obveščati o bistvenih okoliščinah, vezanih na izpolnjevanje 
pogodbene obveznosti, in v primeru nevarnosti za življenje, zdravje ali za nastanek 
materialne škode to sporočiti delodajalcu. Delavec je pri tem dolžan varovati tajne in 
druge podatke, ki jih je izvedel pri opravljanju svojega dela (čeprav so nezakoniti in za 
družbo škodljivi), tudi po prenehanju delovnega razmerja, kar pomeni, da je proti razkritju 
zavezan s poklicno molčečnostjo, za razkritje pa je lahko celo sodno kaznovan! 
 
Disertacija predstavi določbe Zakona o integriteti in preprečevanju korupcije, kjer 
povzame, da se glede kršitev predpisov, ki so v nasprotju z interesi ter etiko in integriteto 
javnega sektorja,  nanašajo le na splošno zaščito prijaviteljev koruptivnih ravnanj. Glede 
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zaščite, ki je v primeru podane prijave nudena posamezniku, pa spozna, da je izjemno 
skromna in pokroviteljska. Za sistem, ki ga poznamo pri nas, potrdi, da je pretežno urejen 
skozi delovnopravno zakonodajo ter delno skozi omenjeni zakon, in ni namenjen 
celovitemu varstvu pravic in zaščiti prijavitelja, ki razkrije zaupnosti zaradi interesa 
javnosti, kot urejajo njihovo varstvo nekatere druge države, kjer imajo sprejet poseben 
materialni predpis o zaščiti prijaviteljev (žvižgačev). Na podlagi tega spoznanja poda avtor 
svoj predlog ukrepov za krepitev in spodbujanje varstva zaščite žvižgačev, ki bi lahko kot 
v nekaterih drugih državah tudi v Sloveniji krepili dejavnike pravne države in opozarjali 
organe pregona na neodkrite primere nezakonitih in škodljivih družbenih ravnanj, pri tem 
pa ne bi tvegali, da bi si z lastno identifikacijo naložili neskončno breme povračilnih 
ukrepov. 
 
Pregled možnih škodljivih učinkov in posledic ob razkritjih zaupnosti je dvoplasten. Avtor 
postavi tu hipotezo, da škoda, ki je z razkritjem zaupnosti povzročena posamezniku, ni 
enaka škodi v gospodarski družbi ali drugi organizaciji. Pri posamezniku, ki tako dejanje 
stori ali je samo posredno vpleten vanj, je njegova največja ovira ravno identifikacija v 
javnosti, zaradi katerega se nato zavrti celotna spirala negativnih učinkov zoper njega. Kot 
ugotavlja iz številnih raziskav, so posledice, kljub pozitivnemu zakonskemu varstvu za 
posameznika največkrat škodljive, saj doživi slednji v skoraj vseh primerih povračilne 
ukrepe, kar izloči osebo iz okolja in skupnosti, vplivi pa posežejo tudi na njegovo osebno 
življenje in razvoj kariere v prihodnosti. 
 
Pri tem, kot ugotavlja v disertaciji, moramo ločiti med škodljivimi učinki in posledicami 
razkritij za posameznika in za organizacijo. Škodo, ki nastane z razkritjem, si organizacija 
razmeroma enostavno povrne (vključno z ugledom, finančnimi učinki, negativno 
publiciteto), saj kot povzema iz tujih spoznanj, je ravno tu njihova moč in prednost, ki jo 
lahko izkoristijo nasproti tistim, ki razkrijejo njihove zaupnosti. Organizacija lahko za svojo 
obrambo kadarkoli in ne glede na čas, uporabi vse svoje notranje vire, s katerimi bo 
dokazala, da sama ni kriva za razkritja, in da je za zaščito storila vse, kar je bilo potrebno. 
Pri tem izpostavi dva vidika. Prvi je finančni vidik, ki se nanaša na izplačila odškodnin ali 
drugih stroškov zaradi storjenih lastnih procesnih napak, drugi pa je vezan na samo 
notranjo kohezivnost organizacije. Kot pomembnejšega izpostavi drugega, ki spodbuja k 
razkrivanju nepravilnosti zato, da se s tem izboljša tudi kakovost organizacije. Na podlagi 
nekaterih spoznanj tujih avtorjev nakaže, da je mogoče samo z ukrepi vitke organizacijske 
hierarhične strukture, ustvarjanjem nebirokratske organizacije, z usklajenimi notranjimi 
akti in s postavljenimi jasnimi navodili ter ustrezno organizacijsko kulturo, zanesljivo in 
celovito odpravljati pojave možnih škodljivih učinkov razkritij v organizacijah.  
 
Disertacija se loti tudi računalniške kriminalitete, ki je postala pomembna zaradi dejstva, 
da velik del prebivalstva živi tudi svoje drugo – egovirtualno življenje. V tej obliki življenja 
smo sicer bolj ranljivi, saj za seboj dnevno puščamo svoje digitalne sledi. Kot ugotavlja iz 
drugih raziskav, pa splošna opredelitev kaznivih dejanj v nacionalnih kazenskih 
zakonodajah na področju računalniškega kriminala zaradi različnih vrst kaznivih dejanj, ki 
so zajeta pod tem pojmom, še vedno ni dovolj ustrezna. Tu predstavi primer kraje 
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identitete v računalniških sistemih, kjer bo v neki državi storilec takega kaznivega dejanja 
običajno sodno preganjan za goljufijo ali drugo možno kaznivo dejanje, ne pa za krajo 
identitete, ki kot taka večinoma ni inkriminirana v kazenskih zakonodajah držav članic EU. 
 
Z namenom poenotenja tovrstnih kaznivih dejanj avtor potrdi, da je Slovenija sprejela vse 
potrebne popravke kazenskopravne zakonodaje in uskladila pravni red tako s Konvencijo 
Sveta Evrope o kibernetski kriminaliteti na področju obravnave podatkov v informacijskih 
sistemih kot tudi z direktivami Evropske unije glede obravnave elektronskih komunikacij, 
kjer se prav tako pretakajo digitalizirani podatki. Tu omeni, da je naša pozitivna kazenska 
zakonodaja ustrezno posodobljena, saj je vanjo vključena tudi nova, trendovska oblika 
komunikacije prek telefonije s pomočjo internetnega protokola (t.i. spletna komunikacija), 
zajeti so tudi anonimni predplačniški sistemi mobilne komunikacije in ne samo naročniški, 
ki jih je mogoče zelo enostavno identificirati iz sklenjenih pogodb operaterjev z naročniki.  
S področja hrambe in dostopa do podatkov v komunikacijskih sistemih operaterjev opozori 
na dopolnitev 149. člena Zakona o kazenskem postopku, ki se nanaša na postopek 
pridobivanja komunikacijskih podatkov pri operaterjih elektronskih komunikacij s strani 
Policije, kjer ugotovi, da je pridobivanje takih podatkov usklajeno tudi z dvema veljavnima 
evropskima Direktivama, (2002/58/EC) in (2006/24/EC). 
 
V tretjem vsebinskem poglavju je predstavljen kratek razvoj človekovih pravic in njihovo 
razmerje do države ter pravice do zasebnosti na način, kot to opredeljuje slovenska 
Ustava. V nadaljevanju so predstavljeni pomembnejši mednarodni pravni akti, ki varujejo 
človekove pravice, še posebej pravico do zasebnosti. Ti dokumenti so: Splošna deklaracija 
o človekovih pravicah, Mednarodni pakt OZN o državljanskih in političnih pravicah, 
Konvencija Sveta Evrope o varstvu človekovih pravic in temeljnih svoboščin in Listina EU o 
temeljnih pravicah. 
 
Tu povzema, da zaradi dejstva, ker smo dnevno izpostavljeni odnosom z različnimi ljudmi, 
ko postajajo družbena razmerja manj pravična, se kot posamezniki občasno srečujemo 
tudi s kolizijo spoštovanja zakonitosti in izvrševanjem nesorazmernih dejanj oblastnih 
organov. Zaradi vseh teh interesov in odnosov postaja sklicevanje na človekove pravice 
vse bolj aktualno, predvsem takrat, ko občutimo, da so naše pravice kršene. Človekove 
pravice in temeljne svoboščine so vse enako pomembne in jih ni mogoče razvrščati po 
prioriteti. Zapisane v številnih mednarodnopravnih aktih veljajo tako za vse državljane, kot 
tudi za države članice – na ravni zakonodajne, izvršne in sodne veje oblasti. Tu spozna 
obvezo vseh držav, da morajo same spodbujati in varovati priznane človekove pravice, ki 
jih je sprejela mednarodna skupnost, tako z vidika humanistike, sociale, kulture, 
državljanstva kot politike. 
 
Ker smo pogostokrat priča nespoštovanju sodobnih pravic, so bile te sprejete ravno z 
namenom, da se zle oblike medčloveškega sovraštva ne bi več ponovile. Vendar opozori, 
da same deklarativne pravice kot take, na kosu papirja, ne morejo zadostovati za 
učinkovito varstvo pravic ljudi, zato je potrebno storiti nekaj več. Izpostavi, da je 
pomembnejši korak v petdesetih letih prejšnjega stoletja storila ravno Evropa, kjer se je 
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med evropskimi državami izoblikovala zavest vladavine prava kot temeljne vladavine za 
razreševanje medčloveških odnosov, predvsem pa želja po enotnem zagotavljanju in 
razvoju človekovih pravic in temeljnih svoboščin, na katerih temeljita pravičnost in mir v 
svetu. Na podlagi teh potreb je tako ob koncu 40. let prejšnjega stoletja nastala Evropska 
konvencija o varstvu človekovih pravic in temeljnih svoboščin, ki je postala do sedaj 
najbolj učinkovit instrumentarij mednarodnopravnega varstva človekovih pravic. Vendar 
pa ta dokument ni edini, saj povzema, da je v povojnem času nastalo še nekaj 
pomembnih dokumentov, ki varujejo človekove pravice na ravni globaliziranega sveta, in 
sicer v okviru organizacije OZN in tudi OECD. Aktualen predpis, ki ga predstavi v tej 
disertaciji je Listina EU o temeljnih pravicah, ki je postala pravno zavezujoča šele leta 
2007 na podlagi podpisane Lizbonske pogodbe, veljati pa je začela decembra 2009. Na 
podlagi tega dokumenta so države članice EU sprejele politično zavezujoč dokument, ki v 
besedilu združuje osebne, državljanske, politične, ekonomske in socialne pravice 
državljanov in drugih posameznikov, ki prebivajo na ozemlju EU, z njo pa se utrjuje 
korpus pravic, ki izhaja že iz ustavnih ureditev, skupnih mednarodnopravnih obveznosti 
držav članic OZN, Pogodb o EU, Evropske konvencije Sveta Evrope in drugih listin. Avtor 
na podlagi pregleda obstoječih ureditev teh dokumentov predlaga, da bi bilo potrebno 
najti za prihodnja desetletja razum in željo po aktualizaciji in novelaciji obstoječe Evropske 
konvencije o varstvu človekovih pravic in temeljnih svoboščin in jo po vzoru Listine EU o 
temeljnih pravicah uskladiti z novimi pravicami. Tu poudarja, bi bil že skrajni čas za nov, 
skupen dokument in tudi poenoten pristop EU h Konvenciji Sveta Evrope, kar bi upravičilo 
dejstvo, da bi se na tej podlagi tudi EU (čeprav jo Sodišče EU kot tako priznava) pravno 
pridružila v zunanji sistem varstva človekovih pravic in svoboščin, kjer bi se vzpostavil 
enoten mehanizem nadzornih sistemov (med članicami EU in članicami Sveta Evrope), to 
pa bi izboljšalo tudi samo varstvo človekovih pravic znotraj širšega Evropskega prostora. 
 
Predstavljene sodbe Evropskega sodišča za človekove pravice kot najvišjega sodnega 
telesa, ki so ga države članice Sveta Evrope potrdile s sprejemom Evropske konvencije o 
varstvu človekovih pravic, v današnjem času še vedno opozarjajo na številne primere 
kršitev človekovih pravic in svoboščin s strani teh držav, a kot ugotovi, so obravnavani 
primeri le manjši del, saj se večina njih, odvija v veliko večjem številu pred številnimi 
sodišči držav članic. 
 
Priznane pravice Evropskega sodišča za človekove pravice niso le dobrina sama zase, 
ampak jih mora država posvojiti v svojem notranjem pravu, pri tem pa v okviru načela 
pozitivne in negativne obveznosti občutneje skrbeti za zaščito življenj vseh ljudi. Taki 
ukrepi učinkujejo tako med ljudmi samimi, kot tudi pred institucionalnimi, arbitrarnimi 
posegi v njihove pravice. Mehanizem odločanja Evropskega sodišča najprej preveri 
izpolnjevanje pogojev za omejevanje pravice in dejstvo, ali so ti ukrepi v demokratični 
družbi predpisani, objavljeni in skladni s standardi, kot jih zagotavlja Konvencija o varstvu 
človekovih pravic in temeljnih svoboščin. Odgovornost tožb je vedno prevešena v škodo 
države, saj mora ta sama zagotavljati tako pozitivno kot negativno obveznost do svojih 
državljanov ter jih zaščititi pred ogrožanjem pravic s strani drugih ljudi. Država mora v 
svoji zakonodaji natančno predpisati dejanja kazenskega pregona, ukrepe preprečevanja 
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kaznivih dejanj in kaznovalno politiko za primere kršitev, v kakor bi lahko prišlo do zlorabe 
teh pravic, kjer je njena odgovornost popolna. 
 
Tu prihaja avtor do spoznanja, da postajajo priznane človekove pravice in svoboščine 
zaradi spreminjajočega se okolja in večjih družbenih sprememb vse bolj ogrožene. Razlog 
za to je v novih oblikah, ki jih prinaša ekspanziven in globaliziran organiziran kriminal, 
sodobni mednarodni terorizem in želja oblasti po zatiranju teh družbeno deviantnih klik. 
Vendar tudi tu, s svojimi odločitvami in judikaturo, Evropsko sodišče za človekove pravice 
poseže vmes, a žal le za sklop držav, ki so Konvencijo Sveta Evrope o varstvu človekovih 
pravic in temeljnih svoboščin s protokoli podpisale in ratificirale.  
 
V predzadnjem delu se avtor usmeri še na varstvo osebnih podatkov kot pomembne 
pravice posameznika, ki jo pri nas na najvišji ravni zagotavlja 38. člen Ustave RS. Pred 
tem predstavi pomembnejše mednarodne in domače dokumente, ki opredeljujejo varstvo 
osebnih podatkov, kjer se vrne 30 let nazaj, v čas, ko sta bili med prvimi uveljavljena dva 
dokumenta s tega področja, in sicer Smernice OECD o varstvu zasebnosti in čezmejnem 
prenosu osebnih podatkov in Konvencija Sveta Evrope o varstvu posameznikov glede 
avtomatske obdelave osebnih podatkov. V disertaciji so podrobneje predstavljeni tudi 
kasneje nastali mednarodni in evropski dokumenti, ki so še vedno v veljavi, med drugim 
tudi Direktiva o varstvu posameznikov v zvezi z obdelavo osebnih podatkov in prostem 
pretoku takšnih podatkov (95/46/EC) in Direktiva o obdelavi osebnih podatkov in varstvu 
zasebnosti na področju elektronskih komunikacij (2002/58/EC). Za njune določbe ugotovi, 
da so prevzete tudi v slovenskem Zakonu o varstvu osebnih podatkov ter Zakonu o 
elektronskih komunikacijah. 
 
Ob koncu tega raziskovanja poda ugotovitev, da je bil v vsem tem času na 
mednarodnopravnem področju v smislu pravnega zagotavljanja urejanja varstva 
zasebnosti in osebnih podatkov posameznika narejen velik napredek, kar velja predvsem 
za Evropsko konvencijo in Direktivo (95/46/EC), kjer je med nastankom enega in drugega 
dokumenta minilo kar 15 let. Kljub temu se je vse do danes izoblikovala samostojna 
pravica do varstva osebnih podatkov, saj jo kot posebno določbo priznava tudi Evropska 
unija v ustanovitveni Pogodbi o delovanju Evropske unije in tudi v Listini EU o temeljnih 
pravicah. 
 
Kot prvi mednarodni pravni dokument navede tu nezavezujoče Smernice OECD, ki se 
uporabljajo le med državami članicami OECD, nanašajo pa se na splošne ukrepe, s 
katerimi se želi omejiti nevarnosti, ki bi lahko posegale v zasebnost in osebne svoboščine 
ter pravice vsakega posameznika pri obdelavi in čezmejnem prenosu osebnih podatkov. 
Dokument najprej opredeli odgovornost upravljavcev podatkov in definira temeljna načela 
obdelave ter prost pretok osebnih podatkov med državami članicami, katerega ni 
dovoljeno omejevati. Prinaša tudi spoznanje, da se v smernicah jasno izraža bistvo 
varovanja, to pa je posameznikova integriteta in njegova zasebnost. Konvencija o varstvu 
posameznikov glede na avtomatsko osebnih podatkov je mednarodno pravni dokument, 
zavezujoč v državah članicah Sveta Evrope, ki so dokument ratificirale. Predstavlja 
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nadgradnjo, saj dodaja nove obveznosti upravljavcem in obdelovalcem podatkov v javnem 
in zasebnem sektorju in od njih zahteva eksplicitno varovanje podatkov s pravilnim in 
zakonitim obdelovanjem, shranjevanjem, razpošiljanjem in kasnejšim uničenjem.  
 
Direktiva Evropskih skupnosti (95/46/EC) po mnenju avtorja prinaša pomembne pravice 
na področju varovanja osebnih podatkov v zbirkah pri različnih upravljavcih le-teh, s 
sedežem v Evropski uniji. Čeprav je od njenega nastanka pa do nastanka te disertacije 
minilo že več kot 18 let, je predpis, ki ureja obdelavo osebnih podatkov, še vedno dovolj 
uporaben. Kot ugotavlja avtor, se posamezniku priznava mnogo več pravic v zvezi z 
zbranimi podatki o njem (kot je pravica do popravka, informacije o zbiranju in 
posredovanju podatkov drugim osebam, do tožbe v primeru nezakonito zbranih podatkov 
in celo uveljavljanja zahtevka za odškodnino v primeru kršitev njenih določb), opredeljuje 
možnost neposrednega trženja s strani upravljavca, omogoča pogodbeno podobdelavo 
podatkov ter opredeli vlogo državnega nadzornega organa kot samostojne in neodvisne 
funkcije v vsaki državi članici EU. 
 
Tu podaja avtor še eno trditev, in sicer da so države članice z vstopom v EU, tudi na 
podlagi njihovih nacionalnih ustav in pogodbenega prava Evropske unije, del svojih 
pristojnosti morale podrediti nadnacionalni skupnosti, kar pomeni, da skupna evropska 
zakonodaja prevlada nad nacionalnim pravom držav članic. Zaradi tega je za razlago 
določb evropske zakonodaje pristojno najvišje sodno telo Evropske unije, in sicer Sodišče 
Evropske unije (prej Sodišče Evropskih skupnosti), ki zagotavlja enakost spoštovanja 
prava EU pri uporabi pogodb in zakonodaje v vseh državah članicah, pristojno pa je tudi 
za reševanje pravnih sporov med državami članicami in institucijami EU. 
 
Avtor ugotovi, da omenjeno sodišče v svojih odločbah večkrat poudari, da morajo biti 
ukrepi, ki jih države članice sprejmejo za zagotavljanje varstva osebnih podatkov, v skladu 
z določbami Direktive (95/46/EC) in njenimi cilji, ki temeljijo na ohranjanju ravnotežja 
med prostim pretokom osebnih podatkov in varstvom zasebnosti posameznika. Tu 
opozarja, da pravo Unije od držav zahteva, da ob prenosu direktiv v notranje pravo pazijo, 
da podajo takšno razlago, ki ni v nasprotju z drugimi temeljnimi pravicami ali splošnimi 
načeli prava Unije. Sodišče EU na podlagi pogodbenih pooblastil razsodi splošno prakso, 
kar pomeni, da se z njihovo razglasitvijo te uporabljajo tudi v ostalih državah članicah.  
 
Za slovenski ZVOP-1-UPB1 kot aktualni zakon o varstvu osebnih podatkov pravi, da 
vsebuje vsa pravna načela, ki se nanašajo na varstvo informacijske zasebnosti 
posameznika, kot jih določajo veljavni mednarodno pravni akti (KonSEVOP, Direktiva 
(95/46/EC) idr.). Tu ugotovi, da naš zakon vsebuje celo nekatere aktualne določbe, ki jih 
v primerjavi z zakoni drugih držav članic ne vsebujeta niti evropska direktiva niti 
KonSEVOP (npr. ko gre za opredelitev biometrijskega razpoznavanja značilnosti 
posameznika, ureditev področja videonadzora v istem zakonu, ki posega na področje 
osebnih podatkov, ugotavljanje revizijske sledi obdelave podatkov ipd.) Ne glede nato pa 
spozna še eno dejstvo, in sicer da je naš Zakon o varstvu osebnih podatkov neposredno 
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konkretiziran (izveden) iz Ustave RS, kar pa ne velja za podobne zakone v nekaterih 
državah zahodne Evrope. 
 
Ker je bil ravno v času nastanka te disertacije v javnosti predstavljen predlog nove 
splošne Uredbe o varstvu osebnih podatkov, ki jo je pripravila Evropska komisija v začetku 
leta 2012, poda avtor v zaključnem delu svoje lastno mnenje, kjer zaključi, da je potrebno 
obstoječo Direktivo o varstvu osebnih podatkov (95/46/EC) prenoviti in prilagoditi 
potrebam današnjega časa. Za Uredbo pravi, da prihaja ravno ob pravem času, in se z 
njenimi določbami strinja, predvsem v dejstvu, da se po novem celovitost ureditve varstva 
osebnih podatkov zagotavlja z uredbo in ne z direktivo, saj se bo s tem v okviru skupnega 
evropskega pravnega prostora zagotovilo poenoteno izvajanje obravnave osebnih 
podatkov posameznikov, saj kot povzema raziskavo Special Eurobarometer 359, na 
podlagi nje izhaja, da se je več kot 90 odstotkov anketiranih državljanov Evropske unije 
izreklo, da želi imeti zagotovljeno enako varstvo pravice do osebnih podatkov v celotni 
Evropski uniji.  
 
Tu zaključi, da bo predlagana Uredba zagotovo sledila zahtevam po boljšem varovanju 
zasebnosti posameznika in njegovih osebnih podatkov, saj je Evropska unija kot 
nadnacionalna skupnost dolžna slediti trendom in družbenim dogajanjem znotraj 
evropskega prostora in na ta način varovati eno glavnih vrednot, ki jih človeštvo in 
posameznik še imata, to pa je pravica posameznika do informacijske in komunikacijske 
zasebnosti, ter nenazadnje njegove intimnosti! 
 
Avtor v zaključku disertacije raziskovalnega dela potrdi vse hipoteze. Pričakovani rezultati 
opravljene raziskave potrjujejo smiselnost in potrebo takega raziskovanja ter uporabnost 
nekaterih rezultatov v praksi (tudi v aplikativni uporabi), sam pričakovani prispevek 
raziskovanja k znanosti in stroki pa nakazuje na nekatere odprte dileme, ki bi jih bilo 
potrebno v zvezi z zaupnostmi (zasebnostjo) v prihodnje še raziskati in razvijati s ciljem, 
da bi se te bolje zaščitilo in zavarovalo. 
 
Oblikovni slog  
 
V disertaciji si avtor poleg opisovanja pri pomembnejših vsebinah zastavlja vprašanja z 
namenom, da jih z odgovorom konkretneje pojasni, bralcu pa omogoči ob tem tudi lastno 
razmišljanje predstavljene teme. Z metodo postavljanja vprašanj sledi pisec potrebi po 
aktualizaciji predstavitve tematike in tako na svoj, dinamičen način predstavi ugotovitve, 
spoznanja in dognanja. 
 
Pomembna osvežitev v disertaciji so nekateri slikovni in grafični vložki, ki dopolnjujejo in 
vizualizirajo predstavljeno vsebino.  
 
Tretja značilnost disertacije je navajanje primerov iz prakse, s čimer avtor pokaže na 
dejanske dogodke iz našega vsakdana. Predstavljena sodna praksa in predstavitev 
odločitev sodišč bralcu omogoči, da konkretneje spozna temeljno premiso njihovega 
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odločanja v primerih kršitev in posegov v človekove pravice, še posebej pravice do 
zasebnosti posameznika in njegovih osebnih podatkov.  
 
Vsi predstavljeni primeri predstavljajo bralcu pripomoček, ki mu omogoča prepoznati 
ukrepe, potrebne za njegovo lastno varstvo pred morebitnimi nesorazmernimi ali 
nezakonitimi posegi drugih v njegovo zasebnost. 
 
