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Abstract 
Kajian penerokaan ini bertujuan untuk mengenalpasti jenis dan tingkahlaku yang berkaitan dengan buli siber dalam kalangan 
pelajar institusi pengajian tinggi. Kajian survei ke atas 134 pelajar Universiti Malaysia Terengganu dijalankan dengan 
menggunakan soal selidik buli siber bagi mendapatkan maklumat berkaitan tingkahlaku buli siber. Kajian mendapati buli siber 
ini berlaku dalam kalangan responden pada tahap yang sederhana. Dapatan kajian juga dapat mengenalpasti samada responden 
merupakan mangsa buli atau pun pembuli siber.   Kajian ini memberi implikasi bahawa buli siber kini merupakan isu global yang 
bukan sahaja berlaku di kebanyakan negara di dunia malah ia turut berlaku di Malaysia khususnya dalam kalangan pelajar 
universiti. Turut dibincangkan juga kaedah pencegahan serta cadangan program intervensi bagi menangani permasalahan buli 
siber dalam kalangan pelajar. 
© 2014 The Authors. Published by Elsevier Ltd. Selection and peer-review under the responsibility of the Organizing Committee 
of ICLALIS 2013. 
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1   Pendahuluan 
     Masyarakat pada hari ini mempunyai akses yang mudah terhadap teknologi komunikasi termasuklah melalui 
emel, blog, telefon selular dan jaringan sosial. Berhadapan dengan perkembangan teknologi tersebut, satu isu yang 
muncul khususnya dalam kalangan remaja ialah wujudnya isu buli siber (cyberbullying), iaitu satu bentuk gangguan 
berteknologi tinggi yang melibatkan penggunaaan kata-kata yang tidak sopan secara berulang. Buli bukanlah 
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merupakan isu baru dalam masyarakat di Malaysia mahupun di peringkat dunia. Namun,  buli siber merupakan satu 
gejala buli yang baru muncul setelah berlakunya ledakan teknologi komunikasi pada hari ini.  
     Kajian-kajian terkini (Cankaya, 2010, Eksi, 2012 & Tpocu, et.al, 2010) menunjukkan buli siber antara bentuk 
gangguan yang paling kerap berlaku khususnya dalam kalangan remaja.  Buli siber kini sudah berada di tahap skala 
global yang mana insiden ini berlaku di kebanyakan negara di dunia seperti United States, Kanada, Jepun, 
Scandinavia, dan United Kingdom, termasuk juga Australia dan New Zealand (Accordino, et al, 2011).  Yang 
membezakan buli secara tradisional dan buli siber ialah buli siber tiada sempadan fizikal. Buli yang berlaku di alam 
siber ini begitu mudah dilakukan tanpa diketahui siapa pelakunya. Tempoh penyebarannya kepada khalayak boleh 
berlaku dalam masa yang singkat serta begitu pantas serta tidak mampu dihapuskan dengan begitu mudah. Namun 
demikian, yang membimbangkan ialah ianya boleh meninggalkan kesan yang begitu mendalam kepada mangsa.   
     Secara khususnya, buli siber didefinisikan sebagai penggunaan komunikasi berasaskan teknologi termasuk 
telefon selular, emel, mesej segera, dan jaringan sosial, yang bertujuan menimbulkan gangguan atau ugutan terhadap 
individu melalui mesej atau ekspresi secara dalam talian (Brady, 2010). Kebiasaannya, pelaku yang tidak dikenali di 
ruang siber menghantar kandungan mesej yang bertujuan melukakan atau bertujuan menghina dan boleh 
menjatuhkan maruah mangsa. Pelaku juga merasa bebas untuk memperkatakan apa sahaja perkataan yang tidak 
boleh diterima dalam interaksi interpersonal biasa. Selain itu juga, jika dibandingkan dengan buli secara bersemuka 
di sekolah, risiko di perhatikan oleh guru dan pelajar lain adalah tinggi namun risiko ini tidak wujud di ruang siber.  
     Kewujudan laman sosial yang begitu menarik perhatian kanak-kanak mendedahkan mereka kepada situasi buli 
siber dalam usia yang sangat mentah.  Menurut Li (2006), perubahan teknologi telah menggalakkan gaya 
tingkahlaku negatif (e-pornografi, kecurian siber, ketagihan internet) yang mempercepatkan lagi penyebaran jenayah 
bentuk baharu. Kajian oleh Global Youth Online Behavior Survey (Microsoft survey) pada Januari 2012 ke atas 
7,600 kanak-kanak berusia lapan hingga tujuh belas tahun menunjukkan satu daripada tiga kanak-kanak di  Malaysia 
adalah mangsa buli siber. Kajian tersebut juga menunjukkan tahap kesedaran ibubapa di Malaysia terhadap buli 
siber  agak rendah di mana hanya 38% responden bimbang dengan isu tersebut dan hanya 27% ibubapa yang 
berbicara dengan anak-anak mereka tentang risiko komunikasi atas talian. Selain itu juga, hanya 13% ibubapa 
bertanyakan anak mereka samada mereka pernah dibuli secara atas talian (berbanding purata global sebanyak 30%). 
      Laporan statistik oleh Cyber Security Malaysia pada tahun 2007 menunjukkan sebanyak 60 kes buli siber telah 
dilaporkan. Walaupun laporan tersebut menggambarkan seolah-olah ianya merupakan kes terpencil, namun 
demikian isu ini sebenarnya telah berlaku dikebanyakan negara di dunia, maka tidak mustahil dalam dunia tanpa 
sempadan kini, perkara yang sama juga boleh berlaku di negara ini. Jika dibandingkan dengan negara maju seperti 
Amerika Syarikat, masalah buli siber sudah dianggap serius di mana hampir 40 peratus pelajar di negara tersebut 
pernah menjadi mangsa buli siber sehingga ada yang sanggup membunuh diri kerana tidak tahan dengan hinaan dan 
fitnah yang disebarkan rakan sekolah menerusi emel, laman web dan sms (Ahmad Zaharuddin, 2012). Masalah yang 
sama juga turut dirasai Britain sehingga memaksa kerajaan negara itu untuk mengenakan denda sehingga STG1,000 
(RM7000) ke atas ibubapa pembuli siber atau pelajar yang terbabit membuat ancaman kepada rakan menerusi 
telefon bimbit, emel, sms dan laman sosial di internet. Sementara itu, laporan tersebut juga menunjukkan 
kebanyakan pembuli siber adalah kenalan rapat mangsa sama ada rakan, bekas pasangan dan juga bekas rakan 
sekerja.  Berdasarkan kepada laporan kajian oleh Norton Online 2010, kanak-kanak di Malaysia telah menghabiskan 
secara purata 19 jam seminggu di internet (Utusan Malaysia, 20/10/2011). Kajian yang sama juga mendapati 
sembilan daripada sepuluh kanak-kanak di Malaysia pernah terdedah kepada pengalaman negatif menerusi 
penggunaan dalam talian.  
     Kajian-kajian di peringkat global menunjukkan buli siber boleh mendatangkan beberapa kesan dan impak 
terhadap mangsa. Kajian menunjukkan buli siber berkaitan dengan penurunan pembelajaran di sekolah serta tekanan 
dan kebimbangan (Bauman, 2012). Kajian berdasarkan gender menunjukkan pelajar perempuan yang menjadi 
mangsa buli akan kehilangan fokus (Goddard, 2008). Kajian-kajian juga menunjukkan bahawa  buli boleh 
menyebabkan kemarahan, kesedihan dan daya tumpuan yang lemah dalam kalangan mangsa (Walker, Sockman, 
Koehn,  2011). Didapati juga, pelajar yang menjadi mangsa buli siber ini menunjukkan simptom depresif yang 
tinggi (Erdur-Baker & Tanrikulu, 2010). Kajian terhadap pembuli siber pula menunjukkan mereka mempamerkan 
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     Kajian dijalankan ke atas 134 pelajar UMT yang terdiri dari 27 orang pelajar lelaki (20%) dan 107 pelajar 
perempuan (80%) yang berumur antara 20 hingga 22 tahun. Kesemua pelajar tersebut dari jurusan sains sosial. 
   
2.2 Instrumen 
 
     Instrumen digunakan untuk mengumpul data berkaitan dengan buli siber adalah berasaskan kepada 
Cyberbullying and Online Aggression Survey Instrument oleh Sameer Hinduja dan Justin Patchin (2009), yang 
mengukur dua bentuk tingkahlaku buli siber iaitu mangsa dan juga pelaku buli siber. 
 
2.3 Analisis data 
 
     Data dianalisis menggunakan perisian SPSS untuk mendapatkan statistik deskriptif bagi setiap dimensi 
pembolehubah kajian yang digunakan. 
 
3.   Dapatan Kajian dan perbincangan 
 
3.1 Pola penggunaan internet 
Jadual 1: Tempoh dan tujuan penggunaan internet 
Variabel  N 
(Total= 134) 
(%) 
Tempoh melayari internet sehari Kurang 1 jam 5 (3.7) 
 1 – 2 jam 33 (24.6) 
 3 – 5 jam 72 (53.7) 
 Lebih 5 jam 24 (17.9) 
Tujuan melayari internet Bermain game 14 (10.4) 
 Mencari maklumat 54 (40.3) 
 Menghilangkan kebosanan 62 (46.3) 
 Mencari kenalan baru 4 (3.0) 
 
     Majoriti responden melayari internet dalam tempoh 3 hingga 5 jam sehari iaitu sebanyak 72 orang (53.7%), 
manakala sebanyak 24 orang (17.9%) melayari internet melebihi 5 jam sehari. Ybarra dan Mitchell (2004) 
mendapati pembuli siber lebih kerap menggunakan internet dalam sehari berbanding dengan yang tidak terlibat 
dengan buli siber, yang mana ini akan lebih mendedahkan mereka dengan situasi buli siber. Cankaya & Tan (2011) 
mendapati faktor ketagihan internet mendorong kepada berlakunya buli siber. Namun demikian,   memandangkan 
responden merupakan pelajar yang perlu melakukan tugasan dan mengulangkaji pelajaran, adalah didapati  
sebanyak 54 orang (40.3%) menggunakan internet untuk mencari maklumat. Justeru itu, tempoh penggunaan 
tersebut adalah bertujuan untuk memenuhi keperluan sebagai pelajar. Walau bagaimana pun, di dapati majoriti 
responden  iaitu sebanyak 62 orang (46.3%) melayari internet untuk menghilangkan kebosanan. Responden 
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3.2  Tingkahlaku buli siber (mangsa) 
 
Jadual 2: Kekerapan mengalami situasi buli siber 
 
Variabel  N 
(Total= 134) 
(%) 
Menerima komen negatif Kerap 4 (3.0) 
 Kadang-kadang 64 (47.8) 
 Tidak Pernah 66 (49.3 
Penyebaran gambar peribadi tanpa kebenaran Kerap 3 (2.2) 
 Kadang-kadang 14 (10.4) 
 Tidak Pernah 117 (87.3) 
Video dimuat naik tanpa kebenaran Kadang-kadang 8 (6.0) 
 Tidak Pernah 126 (94.0) 
Difitnah melalui laman sosial Kerap 1 (0.7) 
 Kadang-kadang 11 (8.2) 
 Tidak Pernah 122 (91.0) 
Menerima komen memalukan Kerap 2 (1.5) 
 Kadang-kadang 17 (12.7) 
 Tidak Pernah 115 (85.8) 
Penyebaran maklumat peribadi tanpa kebenaran Kadang-kadang 12 (9.0) 
 Tidak Pernah 121 (90.3) 
Penyebaran maklumat palsu tentang diri Kadang-kadang 11 (8.2) 
 Tidak Pernah 121 (90.3) 
Menerima kritikan memalukan Kerap 2 (1.5) 
 Kadang-kadang 19 (14.2) 
 Tidak Pernah 112 (83.6) 
Kata laluan diceroboh Kerap 3 (2.2) 
 Kadang-kadang 28 (20.9) 
 Tidak Pernah 103 (76.9) 
Menerima kata-kata kotor dan lucah Kadang-kadang 22 (16.4) 
 Tidak Pernah 112 (83.6) 
Diugut oleh individu tidak dikenali Kadang-kadang 8 (6.0) 
 Tidak Pernah 125 (93.3) 
Dijadikan bahan jenaka oleh rakan laman sosial Kerap 7 (5.2) 
 Kadang-kadang 36 (26.9) 
 Tidak Pernah 91 (67.9) 
Menerima gangguan seksual Kadang-kadang 16 (11.9) 
 Tidak Pernah 118 (88.1) 
     Secara umumnya, kajian ini menunjukkan responden pernah mengalami situasi buli siber. Antara situasi tersebut 
(Jadual 2) ialah menerima komen negatif tentang diri (50.8%), gambar peribadi disebarkan tanpa kebenaran 
(12.6%), video peribadi di muat naik tanpa kebenaran (6%), difitnah melalui laman sosial (8.9%), menerima komen 
memalukan (14.2%), maklumat peribadi disebarkan tanpa kebenaran (9%), maklumat palsu tentang diri disebarkan 
(8.2%), menerima kritikan memalukan (15.7%), pencerobohan kata laluan (23.1%), menerima perkataan yang kotor 
dan lucah (16.4%), menerima ugutan oleh individu yang tidak dikenali (6%), dijadikan bahan jenaka oleh rakan 
laman sosial (32.1%) dan menerima gangguan seksual (11.9%). Berdasarkan kepada nilai min yang ditunjukkan 
dalam jadual 3, didapati nilai min tertinggi adalah menerima komen negatif iaitu 1.54, diikuti dengan dijadikan 
bahan jenaka oleh rakan laman sosial dengan nilai min 1.38 dan pencerobohan kata laluan dengan nilai min 1.25.   
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Jadual 3: Nilai min bagi mangsa buli siber 
Variabel min 
Menerima komen negatif 1.54 
Penyebaran gambar peribadi tanpa kebenaran 1.15 
Video dimuat naik tanpa kebenaran 1.06 
Difitnah melalui laman sosial 1.20 
Menerima komen memalukan 1.16 
Penyebaran maklumat peribadi tanpa kebenaran 1.09 
Penyebaran maklumat palsu tentang diri 1.08 
Menerima kritikan memalukan 1.17 
Kata laluan diceroboh 1.25 
Menerima kata-kata kotor dan lucah 1.16 
Diugut oleh individu tidak dikenali 1.06 
Dijadikan bahan jenaka oleh rakan laman sosial 1.38 
Menerima gangguan seksual 1.12 
3.3 Tingkahlaku buli siber (pelaku) 
Jadual 4: Kekerapan melakukan buli siber 
Variabel  N 
(Total= 134) 
(%) 
Menghantar komen negatif Kerap 1 (0.7) 
 Kadang-kadang 30 (22.4) 
 Tidak Pernah 102 (76.1) 
Menyebar gambar peribadi tanpa kebenaran Kerap 2 (1.5) 
 Kadang-kadang 2 (1.5) 
 Tidak Pernah 129 (96.3) 
Memuat naik video tanpa kebenaran Kadang-kadang 3 (2.2) 
 Tidak Pernah 130 (97.0) 
Memfitnah melalui laman sosial Kadang-kadang 1 (0.7) 
 Tidak Pernah 132 (98.5) 
Menghantar komen memalukan Kadang-kadang 9 (6.7) 
 Tidak Pernah 123 (91.8) 
Menyebar maklumat peribadi tanpa kebenaran Kadang-kadang 3 (2.2) 
 Tidak Pernah 130 (97.0) 
Menyebar maklumat palsu tentang seseorang Kadang-kadang 3 (2.2) 
 Tidak Pernah 130 (97.0) 
Menghantar kritikan memalukan Kadang-kadang 11 (8.2) 
 Tidak Pernah 122 (91.0) 
Menceroboh kata laluan  Kerap 2 (1.5) 
 Kadang-kadang 16 (11.9) 
 Tidak Pernah 115 (85.8) 
Menghantar kata-kata kotor dan lucah Kadang-kadang 3 (2.2) 
 Tidak Pernah 130 (97.0) 
Mengugut dan mengancam seseorang Kadang-kadang 3 (2.2) 
 Tidak Pernah 130 (97.0) 
Menjadikan rakan sebagai bahan jenaka Kerap 6 (4.5) 
 Kadang-kadang 29 (21.6) 
 Tidak Pernah 98 (73.1) 
Menghantar gangguan seksual Kadang-kadang 2 (1.5) 
 Tidak Pernah 131 (97.8) 
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Jadual 5: Nilai min bagi pelaku buli siber 
 
Variabel min 
Menghantar komen negatif 1.24 
Menyebar ambar peribadi tanpa kebenaran 1.04 
Memuat naik video tanpa kebenaran 1.02 
Memfitnah melalui laman sosial  1.01 
Menghantar komen memalukan 1.25 
Menyebar maklumat peribadi tanpa kebenaran 1.02 
Menyebar maklumat palsu tentang seseorang 1.02 
Menghantar kritikan memalukan 1.08 
Menceroboh kata laluan  1.15 
Menghantar kata-kata kotor dan lucah 1.03 
Mengugut dan mengancam seseorang 1.02 
Menjadikan rakan sebagai bahan jenaka 1.31 
Menghantr gangguan seksual 1.01 
 
     Kajian ini juga mendapati, responden bukan sahaja pernah mengalami situasi buli siber, tetapi juga pernah 
melakukan buli siber. Antara situasi tersebut (Jadual 4)  ialah menghantar komen negatif terhadap individu lain 
(23.1%), menyebarkan gambar peribadi individu lain tanpa kebenaran (3%), memuat naik video tanpa kebenaran 
(2.2%), melakukan fitnah melalui laman social (0.7%), menghantar komen memalukan tentang seseorang (6.7%), 
menyebar maklumat peribadi seseorang tanpa kebenaran (2.2%), menyebar maklumat palsu tentang seseorang 
(2.2%), menghantar kritikan memalukan (8.2%), menceroboh kata laluan (13%), menghantar perkataan yang kotor 
dan lucah (2.2%), melakukan ugutan terhadap seseorang (2.2%), menjadikan rakan bahan jenaka di laman sosial 
(26.1%) dan melakukan gangguan seksual (1.5%). Berdasarkan kepada nilai min yang ditunjukkan dalam jadual 5, 
didapati nilai min tertinggi adalah menjadikan rakan sebagai  bahan jenaka di laman sosial iaitu 1.31, diikuti dengan 
menghantar komen memalukan tentang seseorang dengan nilai min 1.25, dan menghantar komen negatif dengan 
nilai min 1.24.  
     Berdasarkan kepada kedua-dua situasi, mangsa buli siber juga merupakan pelaku buli siber. Nilai min tertinggi  
menunjukkan penggunaan perkataan yang bertujuan memalukan atau merendahkan seseorang serta menjadikan 
rakan sebagai bahan jenaka di laman sosial dialami dan dilakukan oleh pembuli siber.  Penggunaan kata-kata yang 
berunsur negatif dan memalukan semakin berleluasa kerana pelaku boleh menyembunyikan identitinya. Menurut 
Rahmat Ghazali (Utusan Online, 18 April 2010) kebebasan dunia siber telah disalah gunakan oleh individu tertentu 
untuk melepaskan perasaan dengan memaki hamun serta menggunakan sumpah seranah. Menurut beliau sehingga 
Mac 2010, kajian yang diperolehi daripada enjin carian Google mendapati bahawa perkataan yang berunsur caci-
cerca dan maki hamun adalah seperti contoh berikut: “melayu+sial”: 139,000 hasil carian, dan 
“melayu+celaka”:108,000 hasil carian. Sementara itu, sehingga tarikh 9 Julai 2013, penulis mendapati enjin carian 
google telah menyenaraikan seperti berikut: “melayu+bodoh”: 6,500,000 hasil carian; “melayu+sial”: 1,220,000 
hasil carian; dan “melayu+celaka”: 833,000 hasil carian. Statistik ini menunjukkan berleluasanya penggunaan 
perkataan yang berunsur negatif di alam siber dan memerlukan satu usaha agar ianya dapat dihentikan daripada terus 
menjadi sesuatu yang ‘biasa’ terutamanya dalam kalangan generasi muda. 
4.  Kesimpulan 
     Dapatan kajian menyokong kajian-kajian di peringkat global yang menunjukkan bahawa buli siber telah mula 
menjadi satu jenayah baru yang bakal mendatangkan implikasi yang negatif sekiranya tidak ditangani secara serius 
oleh semua pihak. Bagi tujuan membentuk kanak-kanak dan remaja yang membangun dengan sihat fizikal, mental, 
rohani dan emosi serta memiliki kecemerlangan akademik, semua pihak termasuk ibubapa, sekolah, masyarakat 
perlu memainkan peranan bagi mewujudkan persekitaran yang mampu mencegah berlakunya gejala buli ini yang 
menjadi punca kepada berlakunya kecederaan samada berbentuk emosi, mental, fizikal serta masalah sosial yang 
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lain. Kesedaran ibubapa amatlah penting untuk memastikan anak-anak mereka berada dalam persekitaran yang 
selamat bukan sahaja di rumah dan di sekolah tetapi juga selamat di alam maya. Tanpa usaha yang berterusan untuk 
mengurangkan dan mencegah berlakunya gejala buli siber ini, ianya bermakna mempertaruhkan soal kesihatan dan 
kebajikan kanak-kanak dan remaja pada hari ini dan esok dalam situasi berisiko. Justeru itu, kajian berterusan perlu 
dilakukan dengan mengenalpasti faktor-faktor pendorong kepada berlakunya gejala buli siber serta implikasi 
terhadap perkembangan anak-anak dan remaja secara keseluruhannya. 
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