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Abstrak 
Dengan mudahnya distribusi media digital, khususnya pada jaringan internet ternyata memberikan 
dampak negatif bagi usaha-usaha perlindungan hak cipta atas media digital khususnya citra digital. 
Pemberian watermark digital merupakan salah satu solusi yang bisa digunakan untuk mengatasi masalah 
ini. Ada beberapa teknik penyisipan watermark digital yang telah dikembangkan, baik itu yang bekerja 
pada domain spasial maupun pada domain frekuensi. Salah satu teknik yang bekerja pada domain spasial 
sebagai teknik pemberian watermark pada citra digital adalah Singular Value Decomposition (SVD), yaitu 
dengan melakukan penyisipan pada matriks singular suatu citra. Pada penulisan ini penulis membahas 
tentang penyisipan watermark pada citra grayscale berbasis SVD. Untuk pembuatan aplikasi penulis 
menggunakan Matlab 7.1.   
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1. Pendahuluan 
 
Teknologi informasi saat ini 
berkembang dengan cepat, seiring dengan 
perkembangan teknologi jaringan komputer 
dan internet yang mencakup berbagai 
bidang informasi yang berkaitan erat 
dengan data digital seperti bisnis, ilmu 
pengetahuan, multimedia, sosial, dan 
pemerintahan. Dibandingkan dengan data 
analog, data digital menawarkan berbagai 
macam keunggulan seperti kualitas data 
yang baik, kemudahan dalam pengubahan, 
dan kemudahan dalam pendistribusian. 
Ironisnya, data digital yang rentan terhadap 
pengubahan dan penyebaran melalui 
internet justru memudahkan pihak-pihak 
yang tidak berkepentingan untuk dapat 
menggandakan atau membuat salinan tanpa 
seizin pemiliknya yang sah, bahkan 
mendistribusikannya untuk tujuan 
komersil. Hal ini menimbulkan persoalan 
hak cipta (copyright) bagi data digital yang 
tersebar. Salah satu cara yang dapat 
digunakan untuk melindungi hak cipta pada 
data digital ini adalah dengan teknik 
watermarking digital.  
Pengertian dari teknik watermarking 
digital adalah teknik penyisipan suatu data 
tertentu ke dalam data digital lain atau 
objek multimedia (seperti citra digital, 
video, atau audio) sedemikian rupa 
sehingga tidak dapat dipersepsikan oleh 
indra manusia tetapi dapat dideteksi oleh 
komputer [6]. Data yang disisipkan selain 
dapat dideteksi oleh komputer harus dapat 
diekstraksi kembali. 
Berdasarkan definisi di atas, secara 
prinsip skema watermarking dapat dibagi 
menjadi dua yaitu embedding (penyisipan) 
dan extracting (ekstraksi) [4]. Penyisipan 
digunakan untuk menyisipkan watermark 
ke dalam media pembawa (host) yang akan 
dilindungi, sedangkan ekstraksi digunakan 
untuk mengambil kembali watermark yang 
telah disisipkan pada media tersebut.  
Skema penyisipan dapat dilihat pada 
Gambar 1. 
     
 
 
Gambar 1. Skema Penyisipan [1] 
 
 Untuk menyisipkan watermark pada 
dokumen digital, dibutuhkan suatu 
algoritma penyisipan. Algoritma penyisipan 
ini dapat dianalogikan dengan 
menggunakan 4 variabel (W, I, K,IW) dan 
setiap variabel merepresentasikan setiap 
komponen pada proses pemberian 
watermark. Dimana I adalah media yang 
belum disisipkan watermark, W adalah 
watermark yang akan disisipkan, dan K 
adalah media kunci. Proses E yaitu 
penyisipan tergantung pada W, media 
pembawa dan kunci sebagai bentuk 
pengamanannya. Fungsi ini akan 
menghasilkan IW yang merupakan media 
yang telah disisipkan dengan watermark. 
Kemudian jika akan dilakukan pengambilan 
kembali watermark tersebut sebagai bentuk 
verifikasi, maka digunakan suatu algoritma 
ekstraksi. Skema ekstraksi dapat dilihat 
pada Gambar 2. 
 
   
 
Gambar 2. Skema Ekstraksi [1] 
 
Pada skema ekstraksi terdapat variabel 
baru yaitu Îw dan W, dimana Îw 
didefinisikan sebagai media yang sudah 
disisipkan watermark dan W didefinisikan 
sebagai watermark hasil ekstraksi. Variabel 
tersebut berbeda dengan variabel pada 
fungsi penyisipan, karena dianalogikan 
bahwa terdapat kemungkinan Îw telah 
dilakukan modifikasi oleh seseorang 
sehingga watermark W tidak secara tepat 
sama.  
Pada penulisan ini, penulis membuat 
aplikasi yang dapat menyisipkan dan 
sekaligus dapat mengekstraksi suatu 
watermark pada citra grayscale dengan 
tujuan agar pengguna dapat memberi 
watermark sebagai hak kepemilikan pada 
file citra hitam putih miliknya seperti file 
citra rontgen, citra denah tanah, dan citra 
pas foto agar tidak disalahgunakan oleh 
pihak lain. Dan sebagai alat bantu penulis 
menggunakan perangkat lunak Matlab 7.1. 
 
2. Singular Value 
Decomposition (SVD) 
 
Singular Value Decomposition (SVD) 
merupakan suatu teknik dalam aljabar 
linear yang memiliki banyak fungsi dalam 
pengolahan citra digital, watermarking, dan 
bidang pemrosesan sinyal [7].  SVD dikenal 
sebagai teknik yang sangat kuat, berkenaan 
dengan penyelesaian masalah persamaan 
atau matriks, baik singular maupun secara 
numerik mendekati singular. Sebuah 
keunggulan pada SVD adalah kemampuan 
untuk digunakan pada semua matriks real 
berukuran (m,n). Jika A adalah matriks real 
m x n, maka terdapat matriks ortogonal U = 
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Penyisipan matriks watermark W ke 
dalam matriks citra A dilakukan dengan 
mendekomposisi citra A menjadi matriks U, 
S dan V, untuk mendapatkan nilai singular 
dari citra A : 
A = USVT                  (1) 
 
Tambahkan nilai singular S dengan 
watermark W dan dekomposisikan kembali 
untuk mendapatkan nilai singular S
t
 yang 
baru : 
 S
t
 = S + aW               (2) 
 
dimana a adalah factor pengali yang 
menentukan kekuatan watermark yang 
akan disisipkan. Selanjutnya lakukan SVD 
pada S
t
 : 
  S
t
 = U
w
S
w
VT
w
            (3) 
 
Langkah terakhir. bentuk citra 
terwatermark dari S
w
, bersama-sama dengan 
matriks U dan V dari citra asal : 
 A
w
 = US
w
VT              (4) 
 
2.2. Ekstraksi Watermark 
Proses ekstraksi pada metode ini 
membutuhkan matriks U
w
 dan V
w
 dari S
t
. 
Misalkan matriks citra terwatermark, A*
w
, 
maka langkah ekstraksi adalah : 
 A*
w
 = U*S*
w
(V*)T        (5) 
  S
t
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w
S
w
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  W = S
t
 ² S                 (7) 
            a 
Untuk proses autentikasi dilakukan korelasi 
antara watermark yang diperoleh W*
d
 
={w*
d
(i,j)}
1LM1 dengan watermark asli W = 
={w(i,j)}LM1: 
 
 Ȗ = Ȉ Ȉ w*
d
(i,j) w(i,j)            (8) 
         ŒW*
d
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dimana ŒXŒ adalah norm dari X.Tentukan 
suatu nilai batas ambang T sehingga jika Ȗ 
melewati nilai tersebut, maka watermark 
yang disisipkan milik sah seseorang. 
  
3. Implementasi 
 
Pembuatan aplikasi penyisipan 
watermark pada citra grayscale ini dibagi 
menjadi empat tahap, yaitu pembuatan 
flowchart, struktur aplikasi, perancangan 
input dan output, dan proses pembuatan 
dengan menggunakan Matlab 7.1.   
 
3.1.Proses Penyisipan Watermark 
Algoritma dari proses penyisipan 
watermark pada aplikasi penyisipan 
watermark ini, seperti terlihat pada Gambar 
3, adalah  memasukkan file citra grayscale 
yang akan disisipkan watermark.  File citra 
grayscale yang dibaca Matlab digolongkan 
ke dalam citra uint8 yang merupakan kelas 
unsigned 8-bit integers pada jarak range [0, 
255] (1 bit per elemen). Dan karena dalam 
Matlab, citra digital dibaca sebagai dimensi 
dua maka untuk melakukan perhitungan, 
citra digital harus diubah nilainya menjadi 
bilangan double yaitu kelas double precision 
dengan pendekatan range -10308 sampai 
10308 (8 bit per elemen). Selanjutnya 
dilakukan dekomposisi menggunakan 
fungsi SVD menjadi tiga matriks S,U dan V, 
lalu matriks S dimodifikasi dengan 
menyisipkan watermark yang dikalikan 
suatu nilai konstanta sebagai nilai 
intensitas dengan rentang 0,1 sampai 1 
dengan jarak 0,1. Proses dilanjutkan dengan 
mengkomposisi matriks S hasil modifikasi 
lalu digabungkan dengan matriks U dan V 
dari citra asal. Citra hasil penyisipan 
watermark disimpan ke dalam file baru. 
    
Gambar 3. Flowchart Penyisipan Watermark 
 
3.2. Proses Ekstraksi Watermark 
Teknik pemberian watermark berbasis 
SVD menggunakan transformasi spasial 
non-blind, yaitu pada proses ekstraksi 
membutuhkan komponen dari citra asalnya. 
Proses ekstraksi watermark dapat dilihat 
pada Gambar 4. Langkah pertama adalah 
memasukkan file citra grayscale asal dan 
file citra yang telah disisipkan watermark. 
Selanjutnya ubah bentuk kelas uint8 
menjadi double precision untuk kedua file 
tersebut. Lalu dikomposisi kedua file citra 
menjadi masing-masing tiga buah matriks. 
Proses ekstraksi membutuhkan matriks S 
dari citra asal untuk mendapatkan matriks 
WU  dan WV . Setelah diperoleh matriks WU  
dan WV , kemudian dikalikan dengan 
matriks 
*
WS  yang berasal dari citra yang 
terwatermark untuk mendapatkan matriks 
ǅ*. Langkah terakhir untuk mendapatkan 
watermark yang telah disisipi pada citra 
digital tersebut adalah mengurangi matriks  
ǅ* dengan matriks S pada citra asli, 
kemudian dibagi dengan nilai intensitasnya. 
Citra hasil ekstraksi disimpan ke dalam file 
yang baru. 
  
 
 
Gambar 4. Flowchart Ekstraksi Watermark 
 
3.3. Struktur Aplikasi Penyisipan 
Watermark 
Struktur dari aplikasi ini terdiri empat 
submenu, yakni penyisipan, ekstraksi, 
korelasi dan keluar. Pada submenu 
penyisipan terdapat submenu buka file 
citra, buka watermark, penyisipan, simpan 
file, kembali, dan tutup aplikasi. Pada 
submenu ekstraksi terdiri dari submenu 
buka host citra, buka watermarked citra, 
buka watermark, ekstraksi, simpan 
ekstraksi, kembali, dan tutup aplikasi. 
Sedangkan submenu korelasi terdapat buka 
watermark, buka watermark ekstraksi, 
korelasi, dan kembali. Dan submenu 
terakhir untuk keluar dari aplikasi. Gambar 
struktur aplikasi dapat dilihat pada Gambar 
5. 
 
 
3.4. Perancangan Input dan Output.  
Rancangan ini terdiri dari empat buah 
tampilan, dimana masing-masing tampilan 
saling melengkapi dalam membangun 
aplikasi ini. Tampilan tersebut adalah : 
1. Tampilan Menu Utama 
Tampilan ini yang akan muncul pertama 
kali saat aplikasi dieksekusi, pada tampilan 
muncul judul aplikasi dan tombol pilihan 
untuk ke submenu penyisipan,ekstraksi, 
korelasi dan keluar. Rancangan tampilan 
menu utama dapat dilihat pada Gambar 6.  
 
 
Gambar 6. Rancangan Tampilan Menu Utama 
 
2. Tampilan Submenu Penyisipan 
Pada tampilan ini akan ditampilkan judul 
submenu, tiga gambar yakni gambar citra 
asal, gambar watermark, gambar hasil 
penyisipan watermark dan tiga text box 
berisi keterangan masing-masing gambar. 
Pada tampilan ini ter- sedia tombol untuk 
membuka file citra asal,  membuka 
watermark, menyisipkan  watermark, 
menyimpan file citra hasil penyisipan, 
kembali ke menu utama, dan menutup 
aplikasi. Tampilan submenu penyisipan 
dapat dilihat pada Gambar 7.  
 
 
Gambar 7. Rancangan Tampilan Submenu Penyisipan 
 
3. Tampilan Submenu Ekstraksi 
Pada tampilan ini akan ditampilkan judul 
submenu, empat gambar yakni gambar citra 
asal, gambar citra yang terwatermark, 
gambar watermark, gambar watermark hasil 
ekstraksi dan empat text box berisi 
keterangan masing-masing gambar. Pada 
tampilan ini tersedia tombol untuk 
membuka file citra asal, membuka file citra 
terwatermark, membuka file watermark, 
mengekstraksi watermark, menyimpan file 
watermark hasil ekstraksi, kembali ke menu 
utama, dan menutup aplikasi. Tampilan 
submenu ekstraksi dapat dilihat pada 
Gambar 8. 
  
 
Gambar 8. Rancangan Tampilan Submenu Ekstraksi 
 
4. Tampilan Submenu Korelasi 
Pada tampilan ini akan ditampilkan judul 
submenu, dua gambar yakni gambar 
watermark dan gambar watermark hasil 
ekstraksi. Pada tampilan ini tersedia tombol 
untuk membuka file watermark, membuka 
file watermark hasil ekstraksi, menghitung 
nilai korelasi antara file watermark dan file 
watermark hasil ekstraksi dan kembali ke 
menu utama. Tampilan submenu ekstraksi 
dapat dilihat pada Gambar 9. 
 
 
Gambar 9. Rancangan Tampilan Submenu Korelasi 
 
4. Hasil Rancangan 
Aplikasi 
 
Hasil rancangan aplikasi yang diperoleh 
memberi kemudahan bagi pengguna untuk 
memilih proses  watermarking yang akan 
dilakukan mulai dari penyisipan watermark, 
ekstraksi watermark dan menghitung 
korelasi watermark sebelum disisipkan dan 
setelah diekstraksi. Tampilan-tampilan dari 
aplikasi ini dapat dilihat pada gambar 10 
berikut ini: 
 
  
a. 
 
b. 
 
c. 
 
  d. 
 
Gambar 10.a memperlihatkan tampilan menu 
utama untuk pengguna memilih operasi watermarking 
yang diinginkan. Gambar 10.b. menampilkan menu 
penyisipan untuk pengguna membuka file-file yang 
diperlukan untuk proses penyisipan, melakukan 
proses penyisipan watermark serta menyimpan 
hasilnya. Gambar 10.c. menampilkan menu ekstraksi 
untuk pengguna membuka file-file yang diperlukan 
untuk proses ekstraksi dan melakukan proses 
ekstraksi watermark serta menyimpan hasilnya. 
Gambar 10.d.  menampilkan menu korelasi untuk 
pengguna melihat hasil tampilan watermark sebelum 
disisipkan dan setelah diekstraksi.  
 
5. Kesimpulan dan Saran 
 
Aplikasi penyisipan watermark pada 
citra grayscale ini menggunakan metode 
Singular Singular Value Decomposition 
(SVD) yang merupakan suatu teknik dalam 
aljabar linear yang memiliki banyak fungsi 
dalam pengolahan citra digital, 
watermarking, dan bidang pemrosesan 
sinyal. 
Aplikasi Penyisipan Watermark ini 
dikhususkan bagi pengguna yang 
mempunyai gambar atau citra hitam putih 
yang mau ditandai sebagai tanda 
kepemilikan seperti gambar hasil rontgen, 
denah tanah sertifikat rumah, atau pas foto 
dan lain-lain. Aplikasi ini dibuat 
sesederhana mungkin untuk memudahkan 
pengguna memakainya.  
Saran untuk pengembangan aplikasi ini 
adalah penyisipan pada file citra yang 
berwarna dan penggunaan metode SVD 
pada domain frekuensi.   
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