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       ВВЕДЕНИЕ 
 
Среди многообразия рисков, с которыми сталкиваются коммерческие 
банки, особо выделяется операционный риск, обладающий специфическими 
чертами, требующий обоснования и разработки на системной основе 
методических подходов выявления, уточнения источников локализации и 
наблюдения. Характерными признаками операционного риска в отличие, 
например, от финансовых рисков являются: всеобъемлющий характер, 
трудности установления его локализации, появление все новых источников 
риска, что обуславливает потребность в развитии теоретических и 
методических основ управления данным риском. К сожалению, у 
менеджмента банков нередко формируется ошибочное представление, что 
события операционного риска не несут существенных потерь, что приводит к 
недооценке риска упущенной выгоды, последствий событий репутационного 
характера и т.п. Обозначенные и прочие проблемы повышают уязвимость 
банков к данному риску, отрицательно отражаются на их финансовой 
устойчивости. 
Современная практика свидетельствует о наличии ряда нерешенных 
теоретических и методических проблем, касающихся специфики оценки и 
управления операционным риском, в том числе во взаимосвязи с масштабами 
деятельности кредитных организаций. Очевидно, что крупные банки 
располагают достаточными ресурсами и профессионально подготовленным 
персоналом для создания адекватных современным условиям и рискам 
методиками оценки и управления им. В более сложных условиях находятся 
средние и малые банки, не обладающие достаточным ресурсным 
потенциалом, что в совокупности с несовершенным нормативным 
обеспечением, предъявляет повышенные требования к формированию систем 
управления операционным риском. 
Степень разработанности темы – Исследование выбранной темы 
базируется на основных теоретических и методологических положениях 
современной экономической теории, содержащихся в работах ведущих 
зарубежных и отечественных ученых, специалистов – практиков, 
касающихся мероприятий по управлению операционным риском в 
кредитных организациях. 
Различным аспектам экономических вопросов, связанных с 
управлением операционным риском, посвящены труды следующих 
российских ученых –экономистов: Белоглазовой Г.Н., Бухтина М.А., 
Бондарчук П.К., Валенцевой Н.И., Голубова А.П., Енгалычева О.В., 
Золотаревой Е.Л., Кролевицкой Л.П., Лаврушина О.И., Ларионовой И.В., 
Лобанова А.А., Ольховой Р.Г., Помориной М.А., Сазыкина В.Б. Также 
данный вопрос рассмотрен в нормативно – правовых актах Банка России, 
методологических инструкциях рейтинговых агентств Standard and Poor’s, 
Fitch Ratings. 
Особое внимание вопросам оценки операционного риска уделено в 
работах авторов: Астаховой К.В., Ажгиреевой Р.А., Боронихиной О.В., 
Волобуевой О.П., Гаврилиной В.Ф., Макаровой А.А., Темина Л.В., Куликова 
А.В., Слесаревой М.В. Кроме того, широко известны своими публикациями в 
области управления операционным риском следующие зарубежные 
исследователи: Аллен Д., Кэрол А., Кейнинг Х., Ремпфлер Р., Фрост К. 
Зарубежный опыт управления операционным риском в коммерческих банках 
также систематизирован в документах Швейцарской службы надзора за 
финансовыми рынками, стандартах Базельского комитета по банковскому 
надзору. 
Цель исследования состоит в теоретическом обосновании комплекса 
научно-методических положений, положенных в основу развития системы 
управления операционным риском в российских коммерческих банках, 
разработке методических рекомендаций ее формирования с учетом 
особенностей и масштабов деятельности банков, оценке эффективности 
системы управления. 
В рамках исследования будет введено понятие операционного HR – 
риска, то есть риска, возникшего в области управления человеческими 
ресурсами.  
Для того, чтобы достичь указанной цели, необходимо решить ряд 
последовательных задач: 
- раскрыть теоретические основы управления операционными рисками 
в банковской деятельности; 
- проанализировать особенности системы управления операционными 
HR-рисками  в ПАО «Сбербанк России»; 
- разработать систему организационно-методического обеспечения мер, 
направленных на повышение квалификации персонала и мотивации 
работников банка; 
- оценить экономическую эффективность предложенных мероприятий. 
Объектом исследования является система управления операционным 
HR-риском, особенности ее построения и оценки для ПАО «Сбербанк 
России», а предметом - теоретические и методические вопросы управления 
операционным HR-риском и направления его совершенствования. 
Научная новизна исследования состоит в теоретическом обосновании 
построения системы управления операционным HR-риском, определении ее 
особенностей для ПАО «Сбербанк России», а также разработке методических 





  1  Теоретические основы управления операционным риском в 
банковской деятельности 
         1.1 Содержание операционного риска и формы его реализации 
 
В теории оптимального управления риск является обязательной 
составляющей жизнедеятельности человека, которая происходит в условиях 
ограниченности ресурсов и возможности выбора способа достижения 
поставленных целей в условиях информационной неопределенности. 
На фоне  обострения геополитических и глобальных отношений 
организации сталкиваются с актуальными вызовами сегодняшнего дня: 
снижение темпов роста национальной экономики, повышение требований 
регулятора к кредитным организациям, спад деловой активности субъектов 
рынка. В этих условиях банкам приходится прибегать к стратегии 
агрессивной деловой политики. Это повышает уровень рискованности их 
деятельности, а также обуславливает формирование новых подходов к 
управлению рисками и совершенствование сформировавшихся систем риск - 
менеджмента. Фундаментальной основой построения этих систем является 
риск. 
Подходы в определении данного понятия в современной научной 
литературе рассмотрены достаточно широко. Обобщая их, можно сказать, 
что, с одной стороны, риск представляет собой вероятность наступления 
событий, которые могут привести к нарушению функционирования 
социально – экономических систем. При этом, как отмечет Е.М. Хацкевич,  
«источником риска выступает неопределенность информации, которая 
является непроизводственным и невосполнимым ресурсом, неравномерно 
распределяющимся во времени и пространстве. В рамках данной концепции 
исследованию подлежат основные свойства риска: системность, 
всеобщность, динамическая вероятность наступления, масштабность»1. 
Теории социально – экономической динамики дают возможность 
оценивать и прогнозировать риск в условиях неравномерного распределения 
информации и рассматривать его в динамике. 
В модели финансовых рынков В.И. Ширяева отмечается, что 
«прогнозировать масштаб и динамическую вероятность рисков на основе 
количественных методов становится невозможно тогда, когда степень 
воздействия полисистемных эффектов на процессы экономики во времени 
возрастает. Значительное количество данных эффектов носит 
нестатистический характер. Это объясняется высоким уровнем концентрации 
и ограниченными возможностями выбора развития социально-
экономического поведения, внутренней неоднородностью 
функционирования и развития социально-экономических систем, ростом 
интеграционной взаимозависимости»2. 
В другом подходе риск рассматривается как результат накопления 
регрессивного потенциала. Данная точка зрения основана на теориях 
исторического и технологического прогресса, которые рассматривали 
деструктивные риски, вероятность наступления которых равна единице. 
Данные риски невозможно избежать, но возможно изменить время их 
наступления, что позволяет сконцентрировать необходимое количество 
ресурсов для осуществления жизнедеятельности в новых условиях. 
Следующая группа авторов исследует риск как форму 
неопределенности результата, связанную с осуществлением 
предпринимательской деятельности. «Начало формирования основных 
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 Хацкевич Е.М. Оценка риска в банковской деятельности // РИСК: Ресурсы, Информация, Снабжение, 
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принципов теории риска в предпринимательстве связано с парадигмой 
экономического анализа классической политэкономии, и в первую очередь, с 
работами А. Смита, который предположил, что в основе 
предпринимательского риска лежит как экономическая, так и 
психофизическая природа»3. 
«Экономические стороны риска начали активно анализироваться в 
работах Ф. Найта, теоретические выводы которого позволили четко отделить 
факторы риска от факторов производства в процессе формирования 
предпринимательской прибыли»4. 
Процессы глобализации мировой экономики повлияли на развитие 
оценки методов деятельности хозяйствующих субъектов в условиях риска и 
неопределенности. В первой половине 80-х годов развитие информационных 
систем привело к необходимости пересмотра многих концепций и методов 
расчетов в области принятия решений в условиях риска. Стали 
разрабатываться и применяться более сложные модели учета рисков, 
основанные на технологиях искусственного интеллекта. Параллельно 
возникло понимание необходимости интегрального подхода при 
рассмотрении рисков.  
На основе исследования генезиса категории «риск» можно сделать 
вывод о том, что данное понятие в экономической литературе не является 
установившимся и однозначным.      
 Категория «риск» определяется также в отечественных и зарубежных 
стандартах, разработанных различными профессиональными объединениями 
и ассоциациями, наиболее авторитетными из которых являются стандарты 
США, Великобритании и Австралии/Новой Зеландии. В соответствии с 
Профессиональным стандартом «Управление рисками (риск-менеджмент) 
организации (квалификационный уровень – 6,7,8)», утвержденным 
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11.09.2012 г. решением комиссии Российского союза промышленников и 
предпринимателей по профессиональным стандартам риск определяется как 
«эффект, оказываемый неопределённостью на цели организации. Цели могут 
содержать различные аспекты (финансовые, безопасность, влияние на 
окружающую среду и другие) и различные уровни (стратегические, 
организационные, проектные, процессные и другие)»5. 
Как отмечает Д.Деклерк, «если обратиться к финансовой сфере, то 
можно использовать следующее определение: под риском подразумевают 
«вероятность возникновения прямых или косвенных непредвиденных потерь 
ожидаемой прибыли, дохода или имущества, денежных средств, других 
ресурсов в связи со случайным изменением условий экономической 
деятельности, неблагоприятными обстоятельствам»6. При этом риск 
представляет собой не саму неопределенность, а функционирование 
экономических субъектов в условиях неопределенности. 
«Регулятор рассматривает риск, как «присущую банковской 
деятельности возможность понесения кредитной организацией потерь и (или) 
ухудшения состояния ликвидности вследствие наступления неблагоприятных 
событий, связанных с внутренними факторами (сложность организационной 
структуры, уровень квалификации служащих, организационные изменения, 
текучесть кадров и т.д.) и (или) внешними факторами (изменение 
экономических условий деятельности кредитной организации, применяемые 
технологии и т.д.)»7. 
Анализируя приведенные определения, можно сказать, что в 
дефиниции «риска» выделяется три основных компонента: фиксируется 
потеря дохода и прибыли, уделяется внимание состоянию среды как 
внешнего фактора, рассматриваются внутренние  причины реализации риска. 
Нам представляется, что риск, безусловно, является вероятностным 
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понятием, результат реализации которого может нести под собой как 
негативные последствия – убытки, так и дополнительные возможности – 
получение прибыли, поскольку, чем выше риск, тем более высоким может 
оказаться доход.  
Регуляторы, ответственные за стабильное функционирование 
банковского сектора, в первую очередь рассматривают негативный сценарий 
реализации риска, ввиду чего  предъявляют требования к банкам по 
созданию специальных резервов, которые используются для компенсации 
потерь. Кроме того, они совершенствуют нормативные акты, 
регламентирующие сферу охвата все новых рисков, с которыми 
сталкиваются банки. Наконец, нам кажется важным отметить, что в 
современных условиях, как в России, так и за рубежом, все большее 
внимание уделяется «аппетиту» банков к риску, измерение которого должно 
учитываться при вознаграждении топ-менеджмента и сдерживать 
неоправданный интерес к проведению высоко рискованных операций. 
Одним из важнейших и относительно новых видов риска в банковской 
сфере является операционный риск. Он представляет собой сложную 
экономическую категорию, которая связана с осуществлением деятельности 




































 Рисунок 1 - Основные характеристики категории «операционный риск» 
 
«Операционный риск возникает в процессе формирования прибыли 
хозяйствующего субъекта, который находится в прямой зависимости от 
производительности труда персонала, и характеризуется возможностью 
экономических потерь в процессе его деятельности. Поэтому операционный 
риск определяется как экономическая категория, связанная с осуществлением 
хозяйственной деятельности»8. 
Последствия, обусловленные операционным риском, могут быть как 
реализованы, так и не реализованы при осуществлении хозяйственной 
деятельности, в том числе по операциям с персоналом. Степень этой 
реализации определяется действиями различного рода факторов, которые 
могут иметь как объективную, так и субъективную природу. 
Неопределенность последствий операционного риска определяется не 
предсказуемостью конечных результатов деятельности хозяйствующего 
субъекта, уровня доходности осуществляемых операций. Конечные 
результаты производственной деятельности могут колебаться в большом 
диапазоне, т.е. операционный риск может быть связан как с финансовыми 
потерями, так и формированием доходов в банке. 
«Уровень операционного риска хозяйствующего субъекта не является 
неизменным. Временной фактор оказывает значительное влияние на риск. Он 
зависит от длительности осуществления конкретных операций, набор 
которых определяется спецификой банковской деятельности»9. 
Главным оценочным показателем операционного риска является его 
уровень, который носит сугубо субъективный характер. Эта субъективность 
может быть обусловлена различным уровнем полноты и достоверности 
информации, квалификации управленческого персонала и иных факторов. 
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Система управления рисками представляет собой сложную систему, 
связанную с многообразием трактовок категории «риск», проявлением риска 
и преодолением его последствий. Из теории систем известно, что любая 
сложная система представляет собой совокупность элементов и их связей. 
Следовательно, для эффективного функционирования и развития система 
должна обладать определенными свойствами. В рамках данного 
исследования речь идет о системе управления операционными рисками, и 
знание ее свойств позволит определиться с методологией управления, 
которая включает в себя категории, концепции, инструментарий и принципы 
управления. 
Основные свойства системы управления операционными рисками в 
банковской деятельности можно разделить на три группы: системности, 
сложности структуры, результативности. 
«К свойствам системности отнесем свойства:  
- целостности, которое заключается в том, что в процессе управления 
операционными рисками в банковской деятельности изменение одного 
элемента системы управления рисками может привести к изменению 
системы в целом;  
- комплексности. В системе управления операционными рисками 
необходимо учитывать сложность объекта управления, включая взаимосвязи 
между рисками, последствия проявления рисков и влияние процедур 
управления всеми процессами и операциями в процессе управления на риски. 
Т.е. есть необходимость идентифицировать риски практически всех 
процессов и операций, связанных с операциями в банковской сфере;  
- способность к интеграции новых элементов. В системе управления 
стратегическими операционными рисками необходимо заложить ее 
способность гибко реагировать на появление новых рисков»10. 
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«К свойствам сложности структуры системы управления 
операционными рисками можно отнести свойства:  
- универсальности - способности системы бороться с рисками разной 
природы в системе управления и различными последствиями их реализации; 
 - модульности - возможности использования системой различных 
сочетаний процедур управления риском в разных ситуациях, что позволяет 
учитывать специфику конкретной ситуации и настраивать систему на 
решение индивидуальных потребностей в банковской деятельности;  
- иерархичности - система управления рисками может рассматриваться 
как элемент системы более высокого порядка и включать в себя элементы 
разного уровня иерархии, что хорошо просматривается в Корпоративной 
системе управления рисками в крупных федеральных банках»11. 
«К свойствам результативности системы управления операционными 
рисками можно отнести свойства:  
- гибкости (способности адекватно реагировать на условия внешней и 
внутренней среды без изменения своей структуры);  
- адаптивности (способности приспосабливаться к возмущающим 
воздействиям);  
- адекватности (соответствия процедур управления конкретной 
ситуации);  
- эффективности (способности преодолевать негативные последствия 
рисков при минимальном объеме ресурсов);  
- надежности (способности выполнять заданные функции и достигать 
цели, сохраняя свои характеристики в определенных пределах); 
- маневренности (способности изменять структуру, сохраняя 
целостность);  
- инерционности (предрасположенности к движению по инерции за 
счет массы принимаемых решений, вложений средств и т.д.);  
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- живучести (способности погашать возмущающие воздействия, 
порождаемые операционными рисками)»12. 
Перечисленные свойства системы управления операционными рисками 
хозяйствующих субъектов характеризуют ее отношения с внешней средой. 
Кроме этого, система управления операционными рисками обладает 
свойствами, характеризующими ее личный потенциал: самопознание, 
самоорганизация, саморегулирование и самосохранение. Указанные свойства 
системы управления операционными рисками являются общими, 
универсальными. В свою очередь система управления операционными 
рисками хозяйствующих субъектов имеет свою специфику, которая 
характеризуется особенностями объекта, целей, принципов и методов 
управления. Принципы управления операционными рисками хозяйствующих 
субъектов представлены в таблице 1. 
Система управления операционными рисками предполагает, что у неё 
есть объект и субъект. Объект управления, в нашем случае – это 
потенциальные убытки, связанные с операциями. Эти убытки могут 
компенсироваться, в связи с возникновением дополнительных прочих 
доходов. Эти доходы также входят в объект управления. 
Субъект управления рисками – это структурное подразделение в 
составе банке, например отдел по управлению персоналом, которое 
осуществляет операции по управлению операционными рисками в сфере HR-
менеджмента. 
Система управления операционными HR-рисками обладает процессной 
архитектурой и организационной структурой. Укрупнённая процессная 
архитектура системы приведена на рисунке 2. 
Каждый элемент схемы (рисунок 2) интерпретирован автором 
следующим образом:  
1. На стадии взаимодействия и консультирования потребуется 
взаимодействие с людьми, вовлеченными в создание и внедрение 
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новой системы риск-менеджмента, такими как: сотрудники банка, 
обладающие соответствующими знаниями и опытом; внешние 
консультанты, которые являются профессионалами в данной сфере 
риск-менеджмента. 
2. На стадии определения контекста риск-менеджмента нужно определить 
факторы внешней среды банка, в которых будет реализовываться 
данная система, а также основные критерии риска, структура и методы 
его анализа. Для разрабатываемой системы должен быть 
проанализирован банковский рынок, на котором работают финансово-
кредитные учреждения, и дана общая характеристика операционного 
HR-риска, которому подвержены банки. 
3. «На стадии идентификации рисков необходимо определить основные 
характеристики операционного HR-риска для конкретного банка, в 
которой будет внедряться данная система, то есть определить, какое 
воздействие может оказать операционный HR-риск на банк. 
 






Потери по операционным рискам независимы друга от друга и 




Операционный риск – объективное явление, поэтому 
руководитель должен осознанно идти на риск с целью получения дохода, 
осознанность принятия операционных рисков является важнейшим 
условием нейтрализации их негативных последствий. 
3.Сопоставимости 
уровня принимаемых 
операционных рисков с 
уровнем доходности 
банковских операций 
Банк должен принимать в процессе осуществления хозяйственной 
деятельности только те виды рисков, уровень которых не превышает 




Портфель операционных рисков должен включать только те 





Вероятность количественной или качественной оценки рисков 
является ключевым условием их существования. 
6.Учета возможности Принятие ряда операционных рисков несопоставимо с 
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передачи операционных рисков финансовыми возможностями банка по нейтрализации их негативного 
проявления. В то же время осуществление соответствующей 
производственной или хозяйственной операции может диктоваться 
требованиями стратегии и направленности хозяйственной деятельности. 
7.Учета временного 
фактора 
Чем длительнее период осуществления хозяйственной 
деятельности банка в сфере управления персоналом, тем шире диапазон 
соответствующих им рисков и меньше вероятность обеспечить 
нейтрализацию их негативных финансовых последствий. 
8.Учета 
функциональных стратегий  
Система управления операционными рисками должна 
базироваться на всеобщих критериях избранной банком стратегии и  
1 2 
банка политики в области управления персоналом 
9.Экономичности 
управления 
Основу управления операционными рисками составляет 
нейтрализация их негативных экономических последствий для 
деятельности банка. Затраты по нейтрализации соответствующего 
операционного риска не должны превышать суммы вероятных 
финансовых потерь по нему 
10. Учета внешних и 
внутренних ограничений 
Означает согласование соответствующих специальных 
мероприятий с возможностями и условиями функционирования банка 
11. Динамичности Процесс управления операционными рисками динамичен, что 




Рисунок 2 – Система управления операционными HR-рисками в банке14 
 
Например, выяснить, какую часть доходов банк может недополучить в 
случае реализации операционного HR-риска»15. 
4. В рамках стадии анализа рисков требуется определить вероятность 
возникновения операционного HR-риска, а также основные причины и 
факторы его возникновения. В случае с операционным HR-риском мы имеем 
в виду зависимость банка от действий персонала. 
5. На стадии оценки рисков нужно провести сравнение текущего 
операционного HR-риска компании с заданными критериями. В данном 
случае степень подверженности операционному HR-риску конкретного банка 
можно сравнить, например, со средним уровнем операционного риска по 
рынку среди всех банков в РФ / мире, то есть провести процедуру 
бенчмаркинга (с целью повышения эффективности функционирования банка 
на основе «шпионажа»). 
6. «При принятии и реализации рискового решения как следующей 
стадии риск-менеджмента должны быть реализованы меры по внедрению 
соответствующей стратегии по управлению HR-рисками. В рамках данной 
стадии и будет предложена комплексная система управления операционными 
HR-рисками для банка»16. 
7. На стадии определения степени значимости риска требуется 
провести сравнительный анализ между всеми выявленными рисками для 
определения их важности и приоритетности в управлении банком. 
Операционный риск для банка определен ранее как значимый, 
следовательно, меры по управлению им должны приниматься в банках в 
первую очередь. 
                                                 
14
 Григорьев Н.Ю. Менеджмент по нотам: технология построения эффективных компаний. - М.: Альпина 
Паблишерс, 2014. – С.91. 
15
 Глазьев С.Ю. Стратегия опережающего развития России в условиях глобального кризиса. - М.: 
Эконометрика, 2015. – С.44. 
16
 Домащенко Д.В. Управление рисками в условиях финансовой нестабильности. – М.: Дело, 2013. – С.18. 
8. На стадии мониторинга и анализа нужно проводить процедуры 
анализа (PEST-анализа) результатов внедренной системы, на основе которого 
дорабатывать систему, улучшая ее эффективность, или отказаться от нее, 
если ее результаты неудовлетворительны. 
«В процессе своего функционирования банк сталкивается с 
различными видами операционных рисков, поэтому управление 
операционными рисками должно обеспечивать единую систему 
эффективных мер по преодолению негативных последствий каждого 
операционного риска»17.     Таким образом, 
операционный риск представляет собой сложную экономическую категорию, 
связанную с осуществлением деятельности банка. Эта сложность объясняет 
сложность системы управления операционными рисками, определяет ее 
главные свойства и принципы управления. Характер операционных рисков в 
значительной степени зависит от горизонта деятельности банка. Если речь 
идет об операционных рисках в области управления персоналом по текущей 
деятельности, то оценка достижения результата осуществляется на текущем 
(краткосрочном) горизонте. Если разрабатываются стратегии, то горизонт 
деятельности хозяйствующего субъекта расширяется до долгосрочного 
(стратегического). 
1.2 Развитие подхода к определению операционного риска в 
международной и отечественной практике 
 
Известно, что деятельность коммерческих банков сопряжена с 
принятием и управлением различными видами рисков, разновидности 
которых постоянно расширяются, в то время как среда, в которой 
коммерческие банки реализуют свою деятельность, характеризуется как 
эмерджентная (изменчивая и высокорисковая), требуя выработки новых 
подходов к теоретическим и организационным основам построения систем 
управления. 
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Принимая во внимание недостаточную изученность источников 
операционного риска, находящуюся в стадии становления информационную 
составляющую, как основу оценки, анализа и разработки систем управления 
операционным риском, проблемы управления операционным риском 
нуждаются в глубоком теоретическом обосновании и эмпирическом 
исследовании. 
В литературе можно встретить разнообразные подходы к раскрытию 
содержания данного вида риска. Анализ зарубежных источников позволяет 
выделить несколько точек зрения:  
 первая состоит в том, что к операционному риску 
изначально относили прочие виды финансовых рисков, отличающиеся 
от традиционных (рыночного, кредитного и др.);  
 вторая точка зрения относит к операционным риски, 
возникающие в результате неэффективного функционирования 
системы внутреннего контроля в организации;  
 в соответствии с третьей позицией операционный риск 
трактуется как риск прямых или косвенных убытков в результате 
неверного построения бизнес – процессов, неэффективности процедур 
внутреннего контроля, технологических сбоев, несанкционированных 
действий персонала или внешнего воздействия18. 
Очевидно, что первый подход не отражает специфическое содержание 
операционного риска, поскольку в нем отмечается его связь, прежде всего с 
осуществлением финансовых потерь, в то время как источником 
операционного риска могут быть ошибки, допущенные при обработке 
данных, сбои информационных систем и технологические сбои 
оборудования, некорректное исполнение операций. 
«Одновременно следует заметить, что второе определение 
рассматривает операционный риск лишь со стороны исполнения операций по 
всем процессам без учета внешних факторов возникновения риска, к 
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примеру, внешнего мошенничества, стихийных бедствий и т.п. Третья 
трактовка на наш взгляд наиболее полно характеризует специфику, 
источники возникновения и последствия влияния операционного риска»19. 
Как уже отмечалось, появление новых продуктов, развитие и внедрение 
новых технологий и процессов в банковский бизнес порождают новые 
источники риска, в том числе, операционного, что обусловило появление 
рекомендаций Базельского комитета по банковскому надзору - «Риски в 
компьютерных и телекоммуникационных системах». Позднее, в 1988г. были 
даны рекомендации в связи с появлением электронного банкинга - 
«Управление рисками в электронном банкинге и деятельности, связанной с 
электронными деньгами», четко определившие «риски, возникающие в связи 
со значительными недостатками (дефектами) надежности и целостности 
информационных систем». Затем в сентябре того же года Базельским 
комитетом был выпущен специальный документ «Управление операционным 
риском», который определил принципы управления операционным риском. 
«В данном документе нашли отражение результаты первого масштабного 
исследования (1998 год), которое свидетельствовало о том, что тридцать 
ведущих кредитных организаций из разных стран мира уже так или иначе 
учитывали данные риски, однако подходы к определению и оценке не были 
формализованы. При этом практически ни один банк не производил оценку 
на регулярной основе, оценка производилась преимущественно 
качественным путем. С ростом количества и масштабов банковских 
операций и сделок, потребность в регулировании операционного риска 
возрастала»20. 
Важнейшим документом с точки зрения управления операционными 
рисками стал документ «Обоснованные практики управления и надзора за 
операционными рисками», который был выпущен Базельским комитетом в 
феврале 2003 г. В данном документе не было дано определение 
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операционного риска, однако, было прописано, какого рода риски должны 
пониматься под операционными. Эволюция рекомендаций Комитета привела 
к появлению в 2004 г. официальной трактовки понятия операционный риск, 
под которым понимался «риск убытков, возникающих в результате 
неадекватных или ошибочных внутренних процессов, действий сотрудников 
и систем или внешних событий»21. 
«В рамках, так называемого, «Базель III», важнейшими аспектами 
совершенствования подходов к исследованию операционного риска стали:  
- появление сформулированных принципов управления 
операционным риском, рекомендаций по оптимизации основных 
элементов управления операционным риском;  
- появление рекомендаций по использованию продвинутых 
методик оценки операционного риска;  
- документирование рекомендаций к агрегации данных по 
событиям риска»22. 
«Развитие организованных систем управления операционным риском в 
российской практике стало укрепляться по мере опубликования Банком 
России регулирующих нормативно – правовых актов»23. 
Российский регулятор в письме 76-Т трактует понятие операционного 
риска как «риск возникновения убытков в результате несоответствия 
характеру и масштабам деятельности кредитной организации и (или) 
требованиям действующего законодательства внутренних порядков и 
процедур проведения банковских операций и других сделок, их нарушения 
служащими кредитной организации и (или) иными лицами (вследствие 
непреднамеренных или умышленных действий или бездействия), 
несоразмерности (недостаточности) функциональных возможностей 
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(характеристик) применяемых кредитной организацией информационных, 
технологических и других систем и (или) их отказов (нарушений 
функционирования), а также в результате воздействия внешних событий. На 
наш взгляд, данное определение, с одной стороны, весьма подробно 
раскрывает понятие операционного риска, с другой - является 
перегруженным, что усложняет его восприятие»24. 
Также в рамках данного исследования важно отметить, что в 
нормативно-правовых актах Банка России содержится ряд рекомендательных 
писем по организации управления операционным риском, а система 
управления операционным риском прошла определенную эволюцию:  
- Письмо от 23 июня 2004 г. N 70-Т «О типичных банковских 
рисках»,  
- Письмо от 24 мая 2005 г. N 76-Т «Об организации 
управления операционным риском в кредитных организациях»,  
- Письмо от 29 июня 2011 г. N 96-Т «О методических 
рекомендациях по организации кредитными организациями 
внутренних процедур оценки достаточности капитала»,  
- Письмо 16 мая 2012 г. N 69-Т «О рекомендациях 
Базельского Комитета по банковскому надзору «Принципы 
надлежащего управления операционным риском»,  
В части управления правовым риском и риском потери деловой 
репутации рекомендации содержаться в Письме от 30 июня 2005 г. N 92-Т 
"Об организации управления правовым риском и риском потери деловой 
репутации в кредитных организациях и банковских группах", далее Письмо 
92-Т. 
Письмо 96-Т дает следующее определение операционного риска: 
 «Операционный риск - риск возникновения убытков в результате 
ненадежности внутренних процедур управления кредитной организации, 
недобросовестности сотрудников, отказа информационных систем либо 
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вследствие влияния на деятельность кредитной организации внешних 
событий»25. 
Более того, Письмо 70-Т дает отдельные определения правового риска 
и репутационного риска без указания взаимосвязи с операционным риском.  
Вышеуказанное определение, в свою очередь отличается от 
определения Базельского Комитета: «Под операционным риском понимается 
риск убытков, вызванных неадекватными или неработоспособными 
внутренними процессами и системами, их нарушением персоналом или в 
результате воздействия внешних факторов»26. Данное определение включает 
юридический риск, но исключает стратегический и репутационный риски. 
Базельский комитет включает юридический риск в состав 
операционного риска, тогда как Банк России рассматривает правовой риск 
отдельно, что видно из названий Письма 76-Т и Письма 92-Т. 
Скорректированное решение по этому вопросу зафиксировано во введенном 
в действие с 11 января 2016 года указании Банка России от 3 декабря 2015 
года N 3878-У. 
«Процедуры по управлению риском возникновения убытков в 
результате ненадежности и недостатков внутренних процедур управления 
кредитной организации, отказа информационных и иных систем либо 
вследствие влияния на деятельность кредитной организации внешних 
событий (далее - операционный риск) должны включать методы выявления и 
оценки принятого операционного риска в отношении различных направлений 
деятельности кредитной организации (дочерних организаций), в том числе 
методы оценки и анализа вероятности реализации операционного риска. 
Правовой риск является частью операционного риска»27. 
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Важно также, что Банк России придаёт большое значение полноте и 
связности системы терминов, касающихся операционного риска. Так, 
согласно Письму 69-Т, непоследовательная система использования 
терминологии, относящейся к операционному риску, повышает вероятность 
того, что риски не будут выявлены и классифицированы или не будут 
распределены обязанности по оценке, мониторингу, контролю и снижению 
рисков. 
Отличительной чертой операционного риска является единство 
фактора риска и субъекта управления риском. В отличие от других видов 
рисков, связанных, в основном, с поведением внешних субъектов (например, 
поведением заемщиков в рамках кредитного риска; состоянием рыночной 
среды и эмитентов ценных бумаг в фондовом и процентном рисках; 
состоянием рынка в валютном риске; поведением заемщиков и вкладчиков 
банка в риске потери ликвидности), процесс реализации событий 
операционного риска в большей мере, чем другие риски связан с действиями 
сотрудников кредитной организации. Ошибки, связанные с поведением 
персонала, реализуются в процессе некорректного осуществления операций и 
сделок, механических ошибок, неверно принятых управленческих решений, 
могут носить как преднамеренный, так и непреднамеренный характер и 
являться источниками операционного, и, как следствие, кредитного, 
рыночного и прочих видов рисков. Таким образом, подверженность 
операционному риску возникает с двух сторон – с внешней и внутренней, что 
обуславливает повышенную сложность реализации мероприятий, 
направленных на эффективное управление риском. Вопрос кадрового 
менеджмента должен являться одним из основных аспектов регулирования 
операционного риска. 
«Реализация событий операционного риска под влиянием факторов 
риска оказывает непосредственное влияние на активы, процессы, операции, 
системы, представляющие собой объекты операционного риска, основная 
специфика которых заключается в их неоднородности. Как правило, объекты 
риска группируются исходя из направлений деятельности (бизнес - линий) 
кредитной организации. Каждое такое направление имеет особые 
характеристики и функционирует с учетом индивидуальных параметров. 
Соответственно управление операционным риском, имея единую концепцию 
на уровне всей организации в целом, может иметь индивидуальные 
особенности, исходя из характеристик каждого конкретного направления»28. 
С учетом сделанных выше наблюдений полагаем, что в целом подходы 
к определению операционного риска в Российской и зарубежной практике 
развиваются в едином ключе, и флагманом в этом развитии являются  
рекомендации Базельского комитета. Таким образом, в целях дальнейшего 
исследования мы заключим, что под операционным риском следует 
понимать вероятность наступления неблагоприятных событий, 
произошедших в следствие случайного или намеренного воздействия 
стейкхолдеров банка, обстоятельств непреодолимой силы, выраженных в 
причинении ущерба активам, ошибках деловой практики, мошеннических 
действиях, сбоях систем и оборудования, повлекших прямые и (или) 
косвенные потери. 
1.3 Классификация операционных рисков и методов их оценки 
 
Общепризнанной проблемой отечественного и зарубежного риск- 
менеджмента является классификация рисков. «Эффективность управления 
рисками напрямую зависит от их адекватной идентификации 
(классификации). Адекватная идентификация затрудняется многообразием 
существующих рисков и сферой деятельности банков. Классификация рисков 
тем точнее, чем больше признаков положено в ее основу. 
Классификационные критерии напрямую зависят от цели и процедур 
управления риском»29. 
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На наш взгляд наиболее полная классификация рисков представлена в 
работах Черновой Г.В., Кудревцева А.А. «Они классифицируют риски по 
следующим признакам: характеристике опасности, подверженности риску, 
уязвимости, взаимодействию с другими рисками, имеющейся информации о 
риске, величине риска, характеру расходов (издержек), связанных с  
риском»30. 
«Особенности исследуемого риска определяются степенью опасности, 
связанной с риском, т.е. типом объекта, природой ущерба и спецификой 
негативных последствий. По данному критерию классификацию проводят: по 
типу объекта, по природе ущерба, по типичности отрицательных 
последствий»31. 
Важнейшей характеристикой опасности является подверженность 
риску исследуемого объекта или процесса. При характеристике 
подверженности риску классификация проводится по: специфике исходов, 
месту проявления, степени зависимости ущерба от исходного события, 
характеру распределения бремени риска, уровню возникновения риска, 
уровню проявления негативных последствий.  
Исследование проблемы уязвимости позволяет понять интенсивность 
проявления опасности. Данная проблема непосредственно связана со 
спецификой проявления риска и влияния его факторов. Данный критерий 
предполагает следующую классификацию: степень влияния природной и 
социальной среды на риск, степень учета временного фактора, зависимость 
уязвимости от времени, продолжительность выявления и ликвидации 
отрицательных последствий.  
Деятельность хозяйствующего субъекта связана с возникновением не 
отдельного риска, а их совокупности. Такая взаимосвязь рисков является 
ключевым аспектом управления ими, так как риски могут ослаблять или 
усиливать друг друга. Данный критерий предполагает следующую 
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классификацию: по степени распространенности данного риска, по характеру 
влияния на различные объекты, по степени диверсифицируемости риска. 
«Достоверное информационное обеспечение является 
основополагающим фактором при эффективном управлении риском, так как 
именно оно обеспечивает процесс управления риском. Классификация по 
характеристике имеющейся информации о риске проводится в следующем 
разрезе: по степени предсказуемости риска, по типу информации, по степени 
достоверности информации»32. 
Определение величины риска необходимо для того, чтобы осознанно 
относиться к соответствующему риску. Понятие величины риска 
предполагает согласованный анализ двух характеристик – частоты 
возникновения и размера ущерба. В данном случае классификацию проводят 
по частоте возникновения ущерба, размеру ущерба и по совмещенному 
признаку, т.е. по частоте и размеру ущерба.       
  
Потери в банковской сфере, связанные с рисками, должны выражаться 
в денежной форме или прямо характеризовать финансовые потери. Критерии 
классификации по характеристике расходов предполагают классификацию 
по возможным финансовым потерям, по характеру расходов и характеру 
распределения расходов.  
Приведенные выше классификации рисков не является 
исчерпывающим, так как все они представляют собой наиболее общие 
подходы, присущие всем видам рисков.  
«Классификация операционных рисков осложняется малой степенью 
изученности данного вопроса в теории и практике отечественного и 
зарубежного банковского риск-менеджмента. В рамках данного 
диссертационного исследования важным классификационным признаком 
является горизонт управления банковской деятельностью. В данном случае 
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операционные риски необходимо классифицировать на стратегические и 
тактические»33.  
Обзор отечественного и зарубежного опыта классификации 
операционных рисков позволяет дать некоторую классификацию 
операционных рисков банковской деятельности по источникам их 
возникновения. Классификация операционных рисков по источникам 
возникновения является одной из важных исходных предпосылок теории и 
практики управления рисками. Она включает в себя три важнейшие 
составляющие сферы корпоративного управления: персонал, процессы и 
системы (таблица 2). 
Некоторая классификация операционных рисков хозяйствующих 
субъектов, по различным критериям, представлена в приложении 2. 
Предложенная классификация может изменяться и дополняться в 
соответствии со спецификой деятельности банка.  
По уровню вероятности реализации операционные риски можно 
условно разделить на риски с низким (10%), средним (10-25%) и высоким 
(выше 25%) уровнем вероятности реализации.  
По уровню вероятности реализации операционные риски можно 
условно разделить на риски с низким (10%), средним (10-25%) и высоким 
(выше 25%) уровнем вероятности реализации.  
 







Персонал  Намеренные действия сотрудников, которые могут нанести ущерб деятельности 
банка 
Утечка конфиденциальной информации  
Распространение слухов  
Несоблюдение внутренних норм поведения внутри коллектива Несоблюдение 
внутренних норм поведения с клиентами  
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Невыполнение должностных обязанностей  
Шантаж со стороны ключевых сотрудников  
Невыполнение должностных обязанностей  
Отсутствие текущей замены уволенным сотрудникам  
Использование конфиденциальной информации о компании  
Кража и ограбление  
Использование ресурсов компании в личных целях  
Заключение договоров на невыгодных условиях с контрагентами  
Изменение электронной информации на этапе передачи  
Подделка бумажных документов 
Процессы Ошибки и некорректное исполнение операций в ходе осуществления бизнес – 
процессов либо исполнения должностных обязанностей специалистами 
Технологические 
процессы 
Нарушение профильных технологий 
Нереализация профильных технологий из-за незаключения или срыва договоров с 
поставщиками на поставки оборудования и др.  
Отказ покупателя от полученной и оплаченной услуги (товара)  
Срыв производственных планов или инновационных проектов (недостаток 




Выявление не всех рисков, присущих процессам  
Отсутствие утвержденной методологии оценки рисков  
Отсутствие оценок чувствительности процессов к рискам  
Отсутствие моделей для консолидации и агрегирования оценок 
Осуществление 
сделок 
Неполный или неверный ввод в систему информации о сделках  
Заключение сделки на условиях, отличающихся от согласованных  
Недостаток средств для заключения сделки  
Отсутствие подтверждения сделки от контрагента  
Изменение договора со стороны контрагента  




Неправильное определение финансового результата  
Неправильная модель бухгалтерского учета, реализованная с помощью 
автоматических процедур  
Неправильная консолидация информации о деятельности головной и дочерних 
компаний 






Ненадежность оборудования при перепадах напряжения  
Устаревшее оборудование  
Недостаточность мощностей используемого оборудования для поддержания 
деятельности на текущем уровне  
Неоптимальная архитектура построения информационных систем  
Несовместимость оборудования с новыми видами техники или программного 
обеспечения  
Отсутствие резервных ресурсов оборудования 
 





Вирусная атака  
Некорректные автоматические операции  
Несовместимость различных видов программного обеспечения между собой 
Катастрофы Землетрясение  
Пожар  
Наводнение (затопление)  
Выход из строя энергоснабжения 
Регулирующие Изменение законодательства, изменение распоряжений вышестоящей по иерархии 
органы структуры  




Ошибки при выставлении счетов  
Задержки в реагировании на запросы клиентов  
Предоставление недостоверной информации  
Непредоставление услуг требуемого качества 
Безопасность Нарушения техники безопасности 
 
По возможности предвидения операционные риски банков 
классифицируют на прогнозируемые и непрогнозируемые. Прогнозируемые 
операционные риски связаны с развитием конкурентных преимуществ, 
экономическим и инновационным развитием хозяйствующего субъекта.  
«Непрогнозируемый операционный риск характеризуется полной 
непредсказуемостью проявления. Соответственно этому квалификационному 
признаку операционные риски подразделяются также на регулируемые и 
нерегулируемые»35.  
«Классификация событий операционного риска может быть расширена 
рядом дополнительных критериев классификации, использование которых 
поможет более полно рассмотреть процесс жизненного цикла риска:  
 способ выявления риска (характер мероприятий, позволивших выявить 
событие риска); источник выявленного события (лицо, 
идентифицировавшее событие риска);  
 скорость обнаружения события (поскольку некоторые события 
операционного риска вычисляются с существенным опозданием, 
необходимо учитывать, какой срок прошел с момента реализации 
события до момента его обнаружения);  
 регулярность реализации схожих событий (необходимо определять 
периодичность возникновения схожих событий с целью выявления 
систематических нарушений);  
 скорость исправления последствий события риска (в целях 
определения уровня эффективности мероприятий, связанных с 
контролем и минимизацией операционного риска, необходимо 
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определить срок, прошедший с момента обнаружения события до 
нейтрализации его последствий);  
 стоимость под риском (представляет собой денежную оценку 
суммарной стоимости, подвергнувшейся риску в рамках 
рассматриваемого события ОР); наличие взаимосвязи с другими 
рисками, а также наличие последствий, повлекших дополнительные 
риски»36. 
Не вызывает сомнения, что факторы операционного риска являются 
причиной возникновения случайных, как правило, неблагоприятных 
событий, связанных с объектами риска (бизнес – процессами или 
операциями), которые могут приводить к прямым (денежным), косвенным 
(качественным) потерям. Специфика источников риска состоит в их 
многообразии, неоднородности и как следствие сложности их 
идентификации. В отличие от других видов рисков, характер и 
разновидности их источников операционного риска крайне сложно 
определить и классифицировать. Более того, постоянно формируются новые 
источники риска. Примером может служить развитие способов внешнего 
мошенничества с пластиковыми картами. 
Таким образом, классификацию операционных рисков можно 
проводить по различным критериям: по сферам финансовой деятельности 
банка, по источникам их возникновения, по возможности предвидения и др. 
Каждый предложенный критерий содержит более подробную 
классификацию операционных рисков, что позволяет разрабатывать 
наиболее адекватный инструментарий управления рисками.    
Научно обоснованное управление операционными рисками в 
банковской деятельности невозможно осуществлять без соответствующей 
методики измерения этих рисков. Существующие методы измерения 
операционных рисков в банковской деятельности опираются на теорию 
                                                 
36
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вероятностей, математическую статистику, теорию случайных процессов и 
другие науки. 
Методы оценки операционных рисков представлены двумя группами: 
количественные методы и качественные. Количественные методы 
представляют собой различные подходы к моделированию операционных 









Рисунок 3 - Количественные методы оценки операционных рисков37 
 
Аналитические методы оценки операционных рисков предусматривают 
построение моделей, которые решаются в рамках систем уравнения, 
описывающих банк в контексте его рисков. 
Методы имитационного моделирования оценивают операционные 
риски банковской деятельности на основе проведения большого количества 
статистических испытаний, по результатам которых производится 
аппроксимация искомого параметра. 
Статистические методы оценки операционных рисков 
предусматривают моделирование риска на основе статистических данных о 
результатах наблюдений значений случайных величин без учета причинно – 
следственных взаимосвязей.          
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Структурные методы предполагают моделирование операционных 
рисков на базе учета явных причинно – следственных связей.  
Статистический метод заключается в изучении статистики потерь и 
прибылей банка от операций с персоналом, с целью расчета вероятности 
события, установления величины операционного риска.  
При анализе операционных рисков используют сочетания различных 
методов оценки в целях получения наилучшего результата решения 
поставленной задачи в условиях существующих ограничений.  
В настоящее время при моделировании операционного риска 
используют методы оценки «смешанного типа», к которым относят 
статистико – аналитические и структурно – имитационные (рисунок 4). 
«В статистико – аналитических методах из статистических методов 
был заимствован способ отражения взаимосвязей между переменными 
модели, а из аналитических – метод осуществления вычислений.   
  
Структурно - имитационные методы объединяют в себе подход 
структурных моделей к отражению взаимосвязей в модели и методы 
вычисления, используемые в рамках имитационных методов»38.   
При выборе количественного метода оценки операционного риска 
исходят из целей проводимой оценки и имеющихся ресурсов банка, в том 
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Смешанные методы оценки рисков 








Рисунок 4 - Примеры смешанных методов оценки операционного 
риска39 
 
Признанной мерой количественной оценки операционного риска 
является стоимостная мера риска. Данный показатель позволяет оценить 
размер экономического капитала, необходимого для поддержания 
деятельности банка при допустимом уровне риска. Основные этапы 
определения стоимостной меры риска представлены на рисунке 5.  
Использование данного метода оценки операционного риска позволяет 
улучшить процесс принятия решений, создать взаимосвязь между бизнес-
стратегией и риск-менеджментом. 
«Стоимостная мера риска измеряет потенциальный уровень влияния 
негативных событий на деятельность банка. Метод позволяет провести 
сравнение различных типов риска на совместимой основе, измеряя их в 
различных бизнес-единицах. При этом появляется возможность лучше 
понять не только операционные риски, но и проанализировать ситуацию на 
предмет их аккумулирования и их естественной диверсификации»40. 
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 Покровских А.К. Риск-менеджмент на предприятиях энергетического комплекса. – М.: Дело, 2015. – С.40. 
Анализ чувствительности 
Сценарный анализ 
Стресс - тестирование 
Стоимостная мера риска 
(Value at Risk) 
CF at Risk (Cash Flow at Risk) 
Revenue at Risk 
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Рисунок 5 - Этапы определения корпоративной стоимости 
операционного риска41 
 
Стоимостная мера риска способствует анализу того, как величины 
рисков и ожидаемых доходов могут меняться при реализации различных 
бизнес-стратегий. Этот показатель помогает минимизировать риск 
наступления дефицита финансовых ресурсов и потенциально способствует 
принятиям решений по формированию оптимальной структуры капитала 
банка.   
Данный метод позволяет более точно применять различные нормы 
прибыли к проектам, реализуемым в рамках бизнес-единиц, с учетом 
рассмотрения влияния рисков на реализацию подобных проектов, а также 
увеличивает эффективность процесса распределения капитала.   
 Размер операционного риска можно определить, используя два 
показателя: среднее ожидаемое значение и изменчивость конечного 
результата. 
Ожидаемое среднее значение связано с неопределенностью ситуации и 
выражается средневзвешенной величиной всех возможных результатов С(r), 
где вероятность результата (С) используется для определения веса или 
частоты значения (r). Математическая интерпретация данного предложения 
записывается формулой (1): 
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II этап - Формализация финансовых потоков 
III этап - Формирование прогноза по факторам 
операционного риска 
IV этап - Моделирование сценариев 
C(r) = C1r1 + C2r2 + … + Cnrn    (1) 
 
где r1, r2,… rn – отобранные ключевые коэффициенты, число которых 
достигает n; 
C1, C2…,Cn – показатели, характеризующие величину всех возможных 
результатов  через значимость r1, r2,… rn. 
 
Средняя величина представляет собой общую количественную 
характеристику и не дает возможности принять решение в пользу какого- 
либо варианта принятия решения. Для окончательного принятия решения 
необходимо измерить колебаемость (размах или изменчивость) показателей, 
т.е. исчислить меру колебаемость возможного результата, которая составит 
степень отклонения ожидаемого значения от средней величины. Для ее 
определения обычно вычисляют дисперсию или стандартное отклонение. 
«Исходная информация, которой владеет банк, определяет 
математический аппарат измерения операционных рисков. Наиболее 
распространенными являются три класса математических моделей, 
описывающих неопределенности:    
- игровые (нестохастические) модели;       
 - стохастические модели;         
 - лингвистические модели»42.        
 При построении игровых (нестохастических) моделей достаточно 
задать множество значений простейшего события, которые могут быть 
потенциально реализованы. При использовании стохастических моделей 
необходимо располагать значимой статистической информацией о прошлых 
реализациях неопределенной переменной. В лингвистических моделях 
используют предположения экспертов о степени предрасположенности того 
или иного события к тому, чтобы быть реализованным. 
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Качественные методы оценки операционных рисков применяются при 
отсутствии достаточной информации и невозможности использования 
статистического метода. В таких случаях применяют эвристические методы 
или методы экспертных оценок. Особенность данных методов и моделей 
заключается в отсутствие строгих математических доказательств 
оптимальности получаемых решений. Примерами традиционных 
эвристических процедур выступают экспертизы, совещания, консилиумы, 
результатом которых являются экспертные оценки состояния объекта 
исследования. 
Все разнообразные подходы к идентификации, количественной оценке, 
анализу и управлению операционными рисками также делят на 













Рисунок 6 - Нисходящие модели оценки операционных рисков43 
 
Для оценки операционных рисков можно использовать индикаторы 
деятельности банка, которые представлены тремя основными группами 
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показателей, по которым можно судить о конечных результатах его 









Рисунок 7 – Восходящие модели оценки операционных рисков44 
 
К индикаторам текущей деятельности относятся наиболее значимые 
направления деятельности банка, характеризующие его текущее состояние: 
общее время неработоспособности информационных систем, количество 
неверных операций, текучесть кадров и др. Данные индикаторы позволяют 
осуществлять контроль за эффективностью операций банка.  
Индикаторы эффективности контроля отражают общее количество 
ошибок, которых удалось избежать благодаря системе внутреннего контроля 
банка: количество неподтвержденных данных, количество исправленных 
операций и т.д.  
Индикаторы риска относятся к группе опережающих показателей банка 
и определяются расчетным или аналитическим путем сопоставления 
индикаторов текущей деятельности и индикаторов эффективности контроля. 
Для оценки операционных рисков банка можно использовать 
аудиторские проверки, проведение которых позволит выявить 
несоответствие практики ведения хозяйственной деятельности требованиям 
законодательства.  Применение анализа волатильности доходов банка 
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при оценке операционного риска представляет особый интерес, так как 
изменчивость доходов банка напрямую зависит от уровня риска.   
  Использование причинно – следственных моделей помогает 
понять происхождение операционных рисков и оценить потери при 
осуществлении бизнес-процессов банка. Для оценки потерь применяют 
методы теории вероятностей, так как причины и следствия связаны между 
собой условными вероятностями. Расчет операционных потерь можно 
проводить на основе формулы Байеса.  
Основным органом, генерирующим развитие методологии оценки и 
управления операционным риском в общемировой практике, является 
Базельский Комитет по банковскому надзору.  
«Основными методами оценки, предлагаемыми Комитетом, и широко 
используемыми в западной практике являются: метод внутренней оценки – 
IMA – Internal Measurement Approach; метод, основанный на построении 
распределения вероятности потерь – LDA – Loss Distribution Approach; метод 
оценочных карт - SCA - Scorecard Approach»45. 
Таким образом, для оценки операционных рисков банка применяют как 
количественные, так и качественные методы. Количественную оценку рисков 
проводят при достаточной статистической информации по ним. При 
отсутствии достоверной информации применяют качественные методы. 
Практика управления рисками показывает, что банк при проведении оценки 
операционных рисков использует несколько различных методов для 
получения более точного результата или для обеспечения того, чтобы их 
операционные риски были оценены.  
1.4 Особенности построения системы управления операционным 
риском в банке 
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Прежде чем перейти к выделению особенностей управления 
операционным риском в банке, рассмотрим общий процесс риск-
менеджмента, направленный на достижение нескольких важных целей 
(рисунок 8): 
• Спрогнозировать потенциальные потери, оценить стоит ли понести 
эти потери, передать, смягчить или ликвидировать их, а также предложить 

















Рисунок 8 – Процесс риск-менеджмента в коммерческом банке46 
 
• Способствовать выживанию учреждения в период стрессов благодаря 
обеспечению наличия у него такого количества капитала, которое позволит 
покрыть неожиданные потери, возникающие в ходе осуществления бизнес-
деятельности, а также достаточного количества ликвидности для выполнения 
его контрактных обязательств.  
• Помогать направлять капитал и стимулы на самые рентабельные виды 
деятельности, продукты, организационные подразделения и сотрудников, 
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Удержание рисков в рамках лимитов 
Компенсация рисков через более высокую 
цену Формирование стратегии управления 
рисками: Избегать / передавать / смягчать / 
удерживать 
Оценка результативности управления рисками 
после проведения долгосрочной оценки их рентабельности, 
скорректированной на риск. 
Чтобы обеспечить достижение этих целей, процесс риск-менеджмента 
постоянно проходит цикл, который состоит из идентификации, оценки, 
смягчения/контроля и мониторинга/ отчетности/всех рисков. 
«Идентификация - это первый шаг в процессе риск-менеджмента. Суть 
идентификации состоит в работе по выявлению и категоризации, которая 
проводится на каждом уровне организации, чтобы определить все источники 
и типы риска, характерные для любого продукта или услуги. И хотя, на 
первый взгляд, этот шаг может казаться простым, он требует скрупулезного 
анализа, чтобы избежать достаточно частых ловушек, в частности, того, что:  
a) Риски могут быть “скрыты” бухгалтерскими стандартами (например, 
учет методом начисления может маскировать риск процентной ставки в 
банковской книге).  
b) Риски также могут быть скрыты из-за необходимости обобщать 
информацию в отчетности (а это означает, что основной риск можно 
пропустить в том случае, когда подверженность риску двух тесно связанных 
рынков нивелируется). 
c) Риски обуславливаются другими рисками – например, риск 
ликвидности может возникнуть вследствие кредитного риска (из-за 
проблемных кредитов).  
d) Риски могут игнорировать по причине того, что в прошлом их было 
тяжело представить в количественном выражении, а также/или потому, что 
они составляли неотъемлемую часть бизнеса без всякой оценки и управления 
ими (например, это часто происходит в случае предоплаты, досрочного 
изъятия средств, или риска непредвиденных обязательств, которые 
традиционно присущи многим банковским продуктам)»47. 
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Оценка и измерение. «Количественный анализ (измерение) рисков - это 
один из самых сложных и ресурсоемких видов деятельности в риск-
менеджменте. Значительные методологические и технологические 
достижения последних нескольких десятилетий способствовали не только 
быстрому развитию финансовых продуктов и финансовых рынков, но и 
развитию приемов измерения рисков и риск-менеджмента. Комплексные 
модели и ИТ системы способствовали расширению масштаба и точности 
прогнозирования потенциальных потерь за счет использования моделей, 
управляемых с помощью данных, которые позволяют осуществлять 
перспективную оценку рисков, учитывая при этом корреляции и зависимости 
рисков»48.  
Конечная цель измерения/оценки рисков состоит в получении 
прогнозов потенциальных потерь, которые выражаются в их размере и 
вероятности. В то же время следует отметить, что быстро и точно получить 
такие измерения для всех типов рисков, продуктов и рынков не всегда 
представляется возможным, а иногда и не имеет смысла. Вот почему по- 
прежнему остается необходимость в широком использовании более простых, 
менее точных и менее комплексных моделей. 
Подверженность риску. Сама по себе подверженность риску не 
является прогнозом потерь, она составляет лишь один из компонентов 
расчетов такого прогноза. Часто на практике подверженность риску 
используют как субститут показателя риска. В большинстве случаев 
подверженность является тем компонентом риска, который легче всего 
представить количественно, и именно по этой причине она часто 
используется как наглядный заменитель показателя риска. Полезно 
определять подверженность по отношению к фактору конкретного риска 
(или категории рисков, или определенной совокупности рисков). Например, 
зачастую оценку валютного риска выполняют просто исходя из чистой 
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валютной открытой позиции – подверженности. Фактором риска в таком 
случае является обменный курс или же, в том случае если задействованы 
множественные валютные позиции, несколько обменных курсов. 
«Дополнительные факторы риска включают корреляции между этими 
обменными курсами. Концентрации, также как и измерения процентной 
ставки или разрыва ликвидности, тоже, в сущности, представляют собой 
степени подверженности риску. Их информативную полезность можно 
увеличить, если дополнить их степенью подверженности колебаниям 
(волатильности) или направлением тенденций изменения факторов риска, 
которые на них влияют. Таким образом, высокий уровень концентрации 
кредитного портфеля в строительном секторе, при негативной тенденции 
доходности кредитов в этом секторе, представляет собой показательное 
предупреждение о рисках, требующее принятия соответствующих мер. Это 
делает анализ риска на один шаг ближе к вероятностным измерениям и 
прогнозированию потерь»49. 
«Степени чувствительности важны в тех случаях, когда подсчет 
потенциальных потерь по причине воздействия конкретного фактора риска 
хорошо понятен, но слишком техничен и не очевиден. Две распространенные 
сферы применения – это риск процентной ставки (чувствительность к 
изменениям процентной ставки – такие как дюрация и выпуклость), и риск 
невыполнения опциона (чувствительность к цене базового актива (дельта), 
времени до истечения контракта (тета), и волатильности цены базового 
актива (вега)). Оценка чувствительности в основном сосредотачивается на 
влиянии одного фактора риска. Когда речь идет об одновременном анализе 
влияния нескольких факторов риска, такой процесс уже обычно называют 
анализом сценария»50. 
«Вероятностные измерения, которые обычно называют стоимостью, 
подверженной риску (или другими разновидностями этого термина), 
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представляют собой статистическую оценку величины потенциальных 
потерь для выбранного временного горизонта и уровня доверительной 
вероятности. Вероятностные измерения - это самый амбициозный, сложный 
и многосторонний вид измерения рисков (при условии, что их можно 
просчитать и надлежащим образом понять). В тоже время, подсчет таких 
измерений требует данных, которые зачастую просто отсутствуют, 
передовых моделей, теоретических предположений и – как правило - 
мощных систем, которые могут оказаться слишком дорогостоящими. Кроме 
того, что они “дорогостоящие” (по причине вышеупомянутых факторов), они 
могут оказаться достаточно сложными для понимания, что снижает уровень 
их полезности для высокопоставленных должностных лиц, которые отвечают 
за принятие решений, поскольку уровень их технических знаний может 
оказаться довольно ограниченным»51. 
Сценарный анализ и стресс-тестирование – это оценка потенциального 
влияния серьезных шоков для факторов риска (ставки, цены и т.д.) на 
доходность портфеля и подверженность риску.  
Например, в нормативно-правовых актах Банка России понятие 
сценарного анализа операционного риска раскрывается в Письме 76-Т, при 
этом сценарный анализ рассматривается как элемент оценки операционного 
риска методом моделирования: «В рамках метода моделирования 
(сценарного анализа) на основе экспертного анализа для направлений 
деятельности кредитной организации, отдельных видов банковских операций 
и других сделок определяются возможные сценарии возникновения событий 
или обстоятельств, приводящих к операционным убыткам, и разрабатывается 
модель распределения частоты возникновения и размеров убытков, которая 
затем используется для оценки операционного риска»52. 
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Подходы  и рекомендации Банка России к стресс-тестированию 
операционного риска применительно ко всем основным видам банковских 
рисков, включая операционный риск, отражены в документе «Подходы к 
организации стресс-тестирования в кредитных организациях (на основе 
обзора международной финансовой практики)», а также в Письме 96-Т. 
Рекомендации последнего документа состоят в основном в необходимости 
определения методологии стресс-тестирования: 
«Кредитным организациям рекомендуется разработать процедуры 
проведения стресс-тестирования и определить в них: 
- типы стресс-тестирования и основные задачи, решаемые в процессе 
стресс-тестирования; 
- частоту проведения стресс-тестирования в зависимости от типов 
стресс-тестов и решаемых с их помощью задач; 
- методологию определения актуальных сценариев. Рекомендуется 
применять широкий спектр сценариев, покрывающих различные виды 
рисков, принимаемых кредитной организацией, в том числе и ряд самых 
тяжелых сценариев, включая события, которые могут причинить 
максимальный ущерб кредитной организации или повлечь потерю деловой 
репутации; 
- возможные корректирующие действия в стрессовых ситуациях. 
Правила и процедуры проведения стресс-тестирования рекомендуется 
зафиксировать во внутренних документах кредитной организации и 
периодически пересматривать в зависимости от изменения внешних и 
внутренних факторов ее деятельности»53. 
При этом известный эксперт в области риск- менеджмента И.А. Бланк 
отмечает, что «результаты стресс-тестирования обычно не привязываются ни 
к какой степени вероятности. Таким образом, они являются условными, или 
же полностью зависят от предположения относительно серьезности и 
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длительности воздействия шоков на основные факторы риска. Стресс-
сценарии могут строиться с использованием данных рынка об экстремальных 
сценариях в прошлом (исторические сценарии), или же на основе тенденций 
и прогнозов экспертов о будущих изменениях в факторах риска 
(гипотетические сценарии)»54. 
Модели должны рассматривать риск интегрировано, т.е. с 
максимальным учетом корреляций и взаимозависимостей. Результаты, 
полученные с использованием различных методик или моделей риска, 
следует регулярно сравнивать. Модели необходимо регулярно тестировать, 
проверять их надежность и калибровать. Необходимо четко формулировать 
все предположения, практические и концептуальные ограничения матриц и 
моделей, обсуждать их на надлежащем уровне и периодически обновлять.  
При этом важно учитывать аспекты, описанные экономистом Н.Г. 
Белоглазовой. «Количественные модели должны составлять только одну из 
частей оценки риск-менеджмента. Качественные описания и экспертные 
суждения продолжают оставаться важной составляющей управления 
рисками. Какими бы продвинутыми и изощренными не были эти измерения, 
возможность полного и точного измерения всех рисков, т.е. возможность 
полностью полагаться на количественные методы, пока что даже не 
просматривается (даже в случае самых прогрессивных и передовых банков). 
Необходимость делать предположения, сложность экономических событий и 
их влияние на финансовые переменные, невозможность пронаблюдать все 
задействованные факторы и собрать некоторые необходимые данные делает 
количественный подход недостаточным. В тех случаях, когда или 
невозможно использовать количественный подход, или же результаты его 
использования нельзя назвать надежными, необходимо прибегнуть к 
качественному подходу и/или субъективной оценке»55. 
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Важные неколичественные факторы оценки риска. Следует отметить, 
что успешная оценка рисков, особенно в традиционных банках, зависит не 
столько от уровня технологического совершенства, сколько определяется 
пониманием предположений и ограничений измерений, а также 
интерпретацией и высоким уровнем согласованности и дисциплины в 
коммуникации рисков. Кроме того, более простые измерения рисков 
зачастую могут оказаться полезнее, если их легче объяснить и они проще для 
интуитивного восприятия. Усовершенствование ИТ систем и методик 
управления рисками должно быть постоянной целью каждого банка, но это 
само по себе не гарантирует надежного риск-менеджмента. Глубокое 
понимание факторов риска, значения оценок риска и их ограничений, а также 
предположений, которые использовались для получения этих оценок в 
большей степени повышает вероятность принятия эффективных решений по 
управлению рисками. 
«Соображения затрат-выгод в процессе оценки риска. Качество 
управления рисками в значительной степени зависит от качества и объема 
человеческих и технологических ресурсов, которые выделятся на его 
выполнение. Иными словами, имеет смысл и необходимо сравнивать 
стоимость проведения оценки риска (разной степени сложности) с 
потенциальной выгодой в контексте сохраненной стоимости. Это означает, 
что если для принятия конкретного типа риска, присущего определенному 
продукту или клиенту, может потребоваться слишком много затрат, чтобы 
провести все необходимые измерения и сделать все необходимее выводы, то 
эти затраты следует сравнить с ожидаемыми доходами. В конечном итоге 
может быть принято решение воздержаться от использования этой бизнес-
возможности по причине высокой стоимости оценки риска»56. 
Контроль/смягчение: 
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A. Использование лимитов и других механизмов. Надлежащим образом 
разработанная система лимитов - это один из механизмов контроля и 
смягчения рисков. Лимиты могут устанавливаться на различные показатели 
риска, в том числе на подверженность риску, чувствительность, 
статистические показатели риска, или фактические потери.  
«Другие механизмы контроля и смягчения рисков могут включать 
ценообразование на основе рисков, резерв на возможные потери, залог и 
другие требования по повышения качества кредита, а также и стратегии 
хеджирования»57.  
Смягчение риска могут инициировать как бизнес-подразделения, так и 
функция управления рисками, которая может или принимать участие в 
разработке, или нести основную ответственность за разработку 
соответствующих методик. Деятельность, направленная на смягчение рисков, 
как правило, осуществляется бизнес-подразделениями. 
Б. Утверждение нового продукта. Разработка и введение новых 
продуктов представляет особую сложность для управления рисками как в 
формирующихся, так и в зрелых финансовых учреждениях. В соответствии с 
передовой практикой, необходим такой процесс “утверждения новых 
продуктов”, который охватывает не только абсолютно новые продукты, но 
также и основные изменения в характеристиках существующих продуктов, 
значительные отличия на новых сегментах рынка, куда планируется 
выведение продуктов, а также все процессы, которые могут вызвать 
рисковые последствия. Ответственность за управление данным процессом 
следует возложить на специализированную функцию, которая часто является 
составляющей операционного риска. 
Мониторинг/отчетность/ информирование/ оценка.  
Надежная система мониторинга и отчетности способствуют 
эффективной приоритезации и передаче наиболее актуальной информации 
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тем, кто отвечает за принятие соответствующих решений, а также другим 
пользователям этой информации в банке. «При разработке системы 
отчетности особое внимание следует уделить таким факторам, как: 
• содержание отчетов (охват, матрицы, инструменты визуализации, 
подтверждающая информация и интерпретация);  
• подача содержания (соблюдение баланса между цифрами, графиками 
и текстом) • периодичность подготовки;  
• аудитория (пользователи) / распространение;  
• средства презентации/ путь подачи информации»58. 
Оценку эффективности процесса управления рисками следует 
проводить постоянно в ходе осуществления мониторинга и подготовки 
отчетности. Такая оценка необходима для того, чтобы установить обратную 
связь, постоянно обновлять и совершенствовать все предыдущие шаги 
процесса. 
С точки зрения мониторинга очень важно, чтобы в кредитной 
организации была сформирована контрольная среда и налажен процесс 
самооценки рисков.  
В частности, Регулятор предписывает это в соответствии с Письмом 
69-Т: 
«Оценка риска. В процессе оценки риска, которую часто называют 
Самооценкой риска (СОР), банк оценивает процессы, лежащие в основе его 
операций, путем сопоставления с перечнем потенциальных угроз и 
трудностей и рассматривает их потенциальные последствия. Подобный 
подход используется в процессе Самооценки контроля над рисками (СОКР), 
в рамках которого, как правило, оцениваются внутренний риск, присущий 
деятельности банка (риск до учета средств контроля), эффективность 
системы контроля и остаточный риск (риск после учета средств контроля) 
(рис.9)  
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Рисунок 9 – пример анкеты по самооценке уровня рисков (в данном 
случае операционных). Составлено автором. 
 
Система показателей, основанная на СОКР и учитывающая остаточные 
риски, направлена на использование результатов СОКР для построения 
параметров оценки контрольной среды»59. 
В дополнение к указанному выше рисунку отметим, что целях 
предупреждения возможности превышения уровня операционного риска над 
его предельным уровнем, установленным во внутренних документах 
кредитной организации, кредитной организации рекомендуется осуществлять 
его регулярный мониторинг. Периодичность осуществления мониторинга 
операционного риска определяется кредитной организацией самостоятельно 
исходя из степени его существенности для соответствующего направления 
деятельности, внутренних процедур управления операционным риском или 
возможностей информационно-технологической системы. В целях 
мониторинга операционного риска рекомендуется создание системы 
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индикаторов уровня операционного риска - показателей или параметров, 
которые могут быть связаны с уровнем операционного риска, принимаемого 
кредитной организацией. 
В отношении каждого индикатора уровня операционного риска 
кредитной организации (рис. 10)  рекомендуется установить лимиты 
(пороговые значения), обеспечивающие выявление значимых для кредитной 
организации операционных рисков и своевременное адекватное воздействие 
на них, а также установить периодичность пересмотра системы индикаторов 
уровня операционного риска. 
В качестве индикаторов уровня операционного риска могут быть 
использованы сведения о количестве несостоявшихся или незавершенных 
банковских операций и других сделок, увеличении их частоты и (или) 
объемов, текучести кадров, частоте допускаемых ошибок и нарушений, 
времени (продолжительности) простоя информационно-технологических 
систем и других показателях 
 
 
Рисунок 10– использования KRI и KCI в коммерческом банке.  
 
Рассмотрев общий подход к организации риск – менеджмента в 
кредитной организации перейдем к изучению специфики организации 
управления операционном риском. 
Реализация системного подхода к управлению операционным риском в 
коммерческом банке включает такие мероприятия как:  
 выявление общих тенденций развития кредитной 
организации и анализ ее места на рынке; 
 установление особенностей функционирования банка в 
целом и отдельных структурных подразделений;  
 выявление условий, обуславливающих выполнение 
поставленных задач;  
 сбор и агрегацию данных для проведения последующего 
анализа и выбора путей совершенствования системы управления 
операционным риском;  
 анализ и использование успешного опыта других банков; 
управление риском на консолидированной и т.п.  
В целях мониторинга операционного риска рекомендуется создание и 
анализ системы индикаторов уровня операционного риска. Сбор и обработка 
данных должны осуществляться ответственными сотрудниками банка на 
постоянной основе, предпочтительно ежедневно. При этом важно учитывать 
не только события риска, повлекшие прямые потери, но и события, 
повлиявшие на нематериальные активы, деловую репутацию, 
недополученную выгоду и т.п. База данных по таким событиям должна быть 
защищена от утечки информации, застрахована от потери данных, доступна 
лицам, принимающим управленческие решения в любой момент времени. 
«Результаты процесса мониторинга и агрегации данных по событиям 
риска должны подвергаться анализу и оценке. Оценка операционного риска 
предполагает определение вероятности наступления событий или 
обстоятельств, приводящих к операционным убыткам, в том числе, 
потенциальным. При этом выбор метода оценки должен формироваться 
кредитной организацией исходя из конкретных условий ее 
функционирования»60.  
Для решения проблемы минимизации ОР целесообразна организация 
системы управления им. Элементы системы управления приведены на 
рисунке 11. 
Организационная структура системы управления операционными 
рисками (СУОР) в коммерческом банке может быть централизованной или 
децентрализованной. Централизованная система характеризуется наличием 
единого центра, ответственного за управление риском. Децентрализованная - 
предполагает наличие точек управления на уровне рядовых структурных 
подразделений и является оптимальной для многофилиальных банков (когда 
головной офис обобщает оценки отдельных подразделений для расчета 
единого показателя риска). Выбор системы управления должен зависеть от 
масштабов и специфики кредитной организации.  
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Система управления операционным риском, являясь составной частью 
совокупной системы риск – менеджмента кредитной организации, 
подразумевает наличие интеграции и взаимосвязей операционного риска с 
прочими видами банковских рисков. Определение взаимного влияния и 
зависимости рисков во многом обуславливает успешность процесса риск - 
менеджмента и обеспечения финансовой стабильности банка. 
Особая значимость операционного риска в совокупной системе риск – 
менеджмента банка, обусловлена его влиянием на все без исключения 
банковские риски. Операционный риск, в первую очередь, под влиянием 
человеческого фактора (к примеру: адекватность проводимых сотрудниками 
расчетов; качество управленческих решений, разработанных планов и 
стратегий; безошибочный характер исполнения операций и сделок и т.п), 
способен провоцировать события кредитного и рыночного рисков, риска 






Рисунок 11- Элементы системы управления операционным риском.  
 
определяет необходимость всестороннего контроля и использования 
совокупности регулирующих мероприятий с целью минимизации ОР.  
Помимо негативных последствий взаимосвязи операционного и прочих 
видов риска, наличие указанной корреляции открывает ряд возможностей в 
процессе реализации процедур риск – менеджмента:  
Элементы системы управления операционным риском (СУОР) 
Регулирующий элемент 
- внутренние (документы внутренней нормативно-правовой базы) 
- внешние (информация аудиторских и рейтинговых агентств, клиентов, 
контрагентов и др.) а также нормативно-правовые акты Банка России, 
регулирующих органов. 
Организационный элемент: 
- кадровая структура (Совет директоров, Правление, служба управления 
рисками и др.); 
- информационное обеспечение (внутренняя и внешняя база данных по 
событиям ОР); 
- средства управления (компьютерные системы, вычислительная 
техника, средства связи, автоматизированная система банка). 
Результирующий элемент 
-  минимизация (составление и корректировка планов, методов 
минимизации); 
- контроль; 
- оценка критериев эффективности (оценка соответствия критериям 
принципов управления ОР, эффективности СУОР); 




- идентификация рисков (выявление, формирование, составление реестра 
рисков); 
- мониторинг рисков и управление; 
- оценка рисков (количественная, качественная и др.). 
 
 в первую очередь, анализируя причины возникновения событий 
ОР, можно нивелировать и минимизировать уровень прочих рисков путем 
контроля и ограничения источников ОР; 
  анализ источников ОР, находящихся в корреляции с прочими 
видами риска, поможет определить качество бизнес-процессов в 
подразделениях банка, и разработать оптимальные управленческие планы и 
стратегии;  
 анализ взаимосвязи операционного и прочих видов риска 
поможет оценить уровень квалификации персонала и будет способствовать 
поиску наиболее эффективных методов стимулирования сотрудников, 
повышению их компетенции, производительности труда 
Реализуя построение СУОР в банках необходимо учитывать их 
специфику, обусловленную следующими особенностями функционирования:  
1. Оперативность, гибкость, индивидуальные параметры обслуживая во 
взаимоотношениях с клиентами, дифференциация розничных банковских 
услуг, ориентированных на конкретные сегменты рынка, учет региональных 
особенностей бизнеса клиентов;  
2. Существенная зависимость от одного либо нескольких крупных 
клиентов;  
3. Ограниченное количество материальных, кадровых, технических 
ресурсов;  
4. Низкий уровень корпоративной культуры, в том числе, культуры 
управления риском и отсутствие ресурсов на повышение квалификации 
кадров;  
5. Отсутствие разветвленной сети филиалов и отделений;     
6. Повышенная концентрация власти в руках руководителя банка и его 
топ – менеджеров в виду устоявшейся иерархической структуры управления 
и редких кадровых перестановок. 
«Учитывая специфические характеристики функционирования банков, 
становится возможным выделить особенности построения СУОР, к которым 
необходимо отнести: 
1. Необходимость обеспечения в рамках СУОР двустороннего канала 
коммуникаций с внешними стейкхолдерами банка с целью исключения 
конфликта интересов (в виду особой значимости каждого клиента, 
контрагента и т.п.);  
2. Формирование СУОР с учетом ограниченных ресурсов при 
соблюдении критериев эффективного управления ОР;  
3. Особый контроль за уровнем деловой репутации и необходимость 
поддержания благоприятных взаимоотношений с каждым отдельным 
клиентом, в особенности, с крупными клиентами;  
4. Необходимость формирования должного уровня корпоративной 
культуры управления риском, в первую очередь, Правлением и Советом 
Директоров;  
5. Необходимость повышения осведомленности сотрудников о 
процессе управления операционным риском, внедрение систем 
внутрифирменного обучения и тренингов, формирование памятки по 
управлению ОР;  
6. Необходимость использования централизованной СУОР (в виду 
отсутствия разветвленной сети филиалов) и назначения ответственных 
сотрудников по управлению ОР на местах;  
7. Отказ от стереотипов и шаблонов в процессе реализации 
мероприятий по управлению операционным риском (в виду консервативной 
политики управления), необходимость освоения новых методов выявления и 
оценки риска;  
8. Необходимость актуализации технологических и информационных 
систем, а также обеспечения защиты конфиденциальной информации;  
 9. Необходимость построения системы агрегации данных по событиям 
риска в случае ее отсутствия;  
10. Необходимость формирования внешней базы данных по событиям 
ОР в случае ее отсутствия;  
11. Разработка актуальных в рамках текущей деятельности 
индикаторов риска, системы критериев оценки и допустимых лимитов ОР;  
12. Необходимость детальной проработки условий и документирования 
заключаемых операций и сделок в виду индивидуальных параметров 
обслуживания клиентов»61. 
«С учетом вышеназванных особенностей и основных сложностей, 
возникающих в процессе управления операционным риском в банках, 
система управления операционным риском должна отвечать следующим 
критериям:  
- Формирование высокого уровня корпоративной культуры управления 
операционным риском с учетом ответственности каждого сотрудника банка;  
- Обеспечение высокого уровня значимости процесса управления 
операционным риском среди руководства и топ – менеджмента банка;  
- Обеспечение прозрачной организационной структуры управления 
операционным риском с четкой регламентацией обязанностей и 
ответственности вовлеченных в процесс управления сотрудников;  
- Обеспечение эффективной агрегации данных по событиям 
операционного риска;  
- Высокий уровень защиты информации и конфиденциальных данных;  
- Соответствие принципам управления операционным риском;  
- Регулярная оценка эффективности системы управления 
операционным риском и ее совершенствование;  
- Системный подход к управлению операционным риском;  
- Интеграция процессов управления операционным риском в текущую 
деятельность структурных единиц банка, обеспечение планирования и 
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формирование стратегий с учетом соблюдения допустимого уровня 
операционного риска;  
- Обеспечение качественной и количественной оценки, 
прогнозирование уровня операционного риска с регулярным формированием 
мотивированных суждений;          
  
- Разумное и эффективное использование материальных, кадровых, 
технологических ресурсов банка в процессе управления операционным 
риском;  - Обеспечение регулярного мониторинга правового риска и 
реализация мероприятий по его минимизации;      
   - Дополнительный контроль операций и сделок с крупными 
клиентами банка, обеспечение качественного и своевременного 
обслуживания»62. 
Значимая роль в процессах выявления операционных рисков отводится 
Исполнительному органу Банка. Так, в Письме 96-Т закрепляется принцип, 
согласно которому Исполнительный орган Банка обеспечивает выявление и 
оценку операционного риска, присущего всем существенным продуктам, 
направлениям деятельности, процессам и системам, с целью четкого 
понимания природы этих рисков и стимулов, создающих предпосылки для их 
(рисков) возникновения. 
Важная роль в выявлении операционных рисков также принадлежит 
бизнес-линиям. Согласно Письму 69-Т, «в банковской практике первой 
"линией обороны" является управление направлениями деятельности 
(бизнес-линиями). Это означает, что надлежащая практика управления 
операционным риском исходит из того, что управление по направлениям 
деятельности помогает выявлять и управлять рисками, присущими 
определенным банковским продуктам, процессам и системам, относящимся к 
этим направлениям»63. 
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Особую важность идентификация и оценка рисков имеет для новых 
продуктов и направлений деятельности Банка. Так, согласно Письму 69-Т 
исполнительный орган должен обеспечить наличие процесса одобрения всех 
новых продуктов, направлений деятельности, процедур и систем, который бы 
учитывал подверженность операционному риску. Кроме того, банк должен 
обеспечивать, чтобы инфраструктура управления риском соответствовала 
новшествам и не отставала от темпов роста или изменений продуктов, видов 
деятельности, процессов и систем. 
Следует отметить, что согласно Письму 69-Т документация Системы 
управления «должна описывать выявление и оценку операционных рисков в 
т.ч. в следующей части: 
 предусматривать проведение надлежащего независимого анализа 
и оценки операционного риска  
 содержать описание способов и методов оценки риска;  
 предусматривать единую систему используемой терминологии, 
относящейся к операционному риску, для обеспечения точности при 
выявлении риска, классификации подверженности риску и определении 
целей в области управления риском»64.  
Оценка операционного риска, согласно Письму 76-Т, предполагает 
оценку вероятности наступления событий или обстоятельств, приводящих к 
операционным убыткам, и оценку размера потенциальных убытков. В 
соответствии с Письмом 76-Т, «кредитные организации могут разрабатывать 
методы оценки операционного риска самостоятельно либо использовать 
методы, принятые в международной банковской практике: 
 статистический анализ распределения фактических убытков 
(позволяют сделать прогноз потенциальных операционных убытков); 
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 балльно-весовой метод (метод оценочных карт, сущность метода 
заключается в оценке операционного риска в сопоставлении с мерами по его 
минимизации); 
 моделирование (сценарный анализ)»65. 
Важнейшие составляющие управления операционным риском в 
коммерческом банке представлены на рис. 12. Однако, приведенные в 
систему, они могут давать совершенно разный эффект, в зависимости о того, 
с каким качеством эта система организована.  
 
 
Рисунок 12 – составляющие СУОР в коммерческом банке.  
  
Таким образом, построение систему СУОР является неотъемлемой 
частью риск – менеджмента современной финансовой организации. СУОР – 
это система мер, направленная на выявление, анализ, оценку и снижение 
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уровня операционного риска, а также проведение контрольных мероприятий 
и ведение систем мониторинга. Кроме того, из этой системы невозможно 
исключить комплекс внутрибанковских документов различного уровня, 
разработанных для предупреждения событий ОР и минимизации потерь. 
Важно отметить, что СУОР позволяет не просто понимать сущность и 
особенности операционного риска, но и придерживаться комплексного 
подхода, способно обеспечить наиболее качественный и эффективный 
результат.  
СУОР не является аналогом Базель II. Базель II – это соглашение о 
достаточности капитала, и оно не определяет никаких практических методов, 
связанных непосредственно с управлением операционными рисками. Базель 
II – предписывает, какие резервы нужно формировать, как их рассчитывать, 
как осуществлять легитимный переход на те  или иные методики оценки.  
 
1.5  Современные подходы  к определению величины 
операционного риска в коммерческих банках  
 
Если учитывать, что в условиях глобализации, увеличения 
общественного контроля, с ростом масштабов и разновидностей услуг, банки 
вынуждены всё больше внимания уделять управлению операционным 
риском, то реформирование систем управления операционным риском 
должно быть одной из важнейших задач банковского риск – менеджмента, в 
особенности в средних и малых банках, не обладающих достаточными 
ресурсами для быстрого перехода на новый уровень СУОР. 
«Система управления операционным риском представляет целостную 
совокупность взаимосвязанных элементов (функционального, 
организационного, регулирующего, контрольного, системообразующего), 
организующих и обеспечивающих процесс управления операционным 
риском и имеет следующие свойства: системный характер; сложность; 
результативность СУОР, обуславливающие в многом ее специфику и 
представляющие собой ориентиры, используемые в процессе реализации 
мероприятий по управлению ОР»66.  
При этом эффективность системы управления операционным риском 
может обеспечиваться только на системной основе. В целях определения ее 
уровня были выделены критерии эффективности, пороговые значения 
которых должны устанавливаться, исходя из специфики и размеров 
кредитной организации. 
Особое значение в системе управления операционным риском играет 
элемент оценки, эффективность которого напрямую влияет на качество 
принимаемых управленческих решений руководства банка. Методики оценки 
операционного риска условно можно разделить на два направления: 
оценивающие уровень риска «снизу вверх» (уровень капитала калибруется 
для создания общего резервного требования) и «сверху вниз» (размер 
резервируемого капитала рассчитывается на основании истории фактических 
убытков). 
Методология и практика оценки и управления операционным риском в 
российских коммерческих банках тесно связана с рекомендациями 
Базельского комитета по банковскому надзору.  
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 Рисунок 13 – обзор эволюции подходов к расчету активов, взвешенных 
по риску (RWA) в Базельских соглашениях.  
 
 
Рисунок 14– активы, взвешенные по уровню риска. Подходы в части 
операционного риска.  
 
Базель выделяет 3 основных подхода к оценке операционного риска 
(рис.15): 
 - Базовый подход (BIA, Basic Indicator Approach); 
- Стандартизированный подход (SA, The Standardized Approach) 
-Усовершенствованные подходы (AMA, Advanced Measurement 
Approach) 
Для подходов BIA и SA предполагается наличие линейной зависимости 
между уровнем валового дохода и величиной непредвиденных потерь, но при 
этом не как не учитывается опыт, накопленный банком и оценки различных 
рейтинговых агентств.  
Помимо «стандартных» подходов к оценке операционного риска, 
Базельский комитет предлагает банкам использовать группу «продвинутых» 
методов оценки операционного риска - Advanced Measurement Approach 
(AMA), существенным плюсом которых является возможность сократить 
уровень капитала, резервируемого под операционный риск. 
 
Подходы Базельского комитета к определению величины 
операционного риска. 
Согласно рекомендациям Базельского комитета существуют 3 принципиально разных
подхода к оценке операционного риска:
BIA (Basic Indicator Approach – подход на основе базового индикатора);
SA (Standardized Approach – стандартизированный подход) и ASA (Alternative Standardized Approach –
альтернативный стандартизированный подход), суть которых состоит в выборе набора объясняющих
переменных и оценке (рекомендованной Базельским комитетом) коэффициентов регрессии;
 AMA (Advanced measurement approaches) – продвинутый подход к оценке операционных рисков.
Переход от более простых методов к более сложным и чувствительным


































Рисунок 15 – подходы Базельского комитета к определению величины 
операционного риска.  
 
Наибольший интерес в рамках данного исследования представляет 
подход АMA (метод внутренней оценки), суть которого заключается в 
определении математического ожидания убытков от неблагоприятных 
событий операционного риска за заданный период времени на оцениваемом 
объекте риска.  
При использовании AMA подхода,  для построения модели, 
используется собственный опыт банка и данные о потерях в результате 
реализации операционного риска, публикуемые экспертными агентствами. 
Квалификационные критерии для применения AMA подхода 
представлены ниже на рисунках 16, 17. 
Как  отмечает Н.Ю. Григорьев, «для применения подхода AMA банку 
необходимо убедить надзорный орган в следующем: 
 
 
Рисунок 16 – система управления рисками АМА, рекомендованная 
Базельским комитетом.  
 
1. В банке построена система организации управления операционным 
риском: 
- в контроле политики управления риском участвуют совет директоров 
и правление; 
- в банке имеется взвешенная и детально проработанная система 
управления риском; 
- сопоставление объемов ресурсов, необходимых для реализации 
выбранной методики, по основным бизнес-направлениям (бизнес-линиям), а 
также в сфере контроля и аудита. 
2. Обоснование выбранного метода и выполнение основных 
требований при реализации метода: 
- широкий охват наиболее значимых потерь (99,9 % распределения 
потерь); 
 
Рисунок 17 – система управления рисками  АМА – пример СУОР.  
 - разработка и соблюдение строгих процедур реализации метода на 
практике, независимая проверка созданной модели. 
3. В разработанной и реализуемой на практике системе оценки 
операционного риска должны быть выделены ключевые признаки: 
- ведение внутреннего учета реализации операционного риска и 
отражение величины потерь, применение полученных данных в модели; 
- использование экспертной оценки специалистов в отношении 
вероятности реализации риска и его масштаба; 
- использование статистических данных полученных из внешних 
источников (сводные данные по банковской системе)»67. 
Обращаясь к истории применения подходов Базельского комитета к 
определению величины операционного риска, можно сказать, что  Базовый 
подход (BIA)  используется в отечественной практике с момента вступления 
в силу Положения Банка России от 03.11.2009 №346-П «О порядке расчета 
размера операционного риска». Банк России требует включать размер 
операционного риска, рассчитанный по базовому подходу, в расчет 
норматива достаточности собственных средств банка (H1). Результаты 
оценки операционного риска включались в норматив H1 постепенно, так с 1 
августа 2010 г. в размере 40% от рассчитанного в соответствии с подходом 
объема, с 1 августа 2011 г. в размере 70% и с 1 августа 2012 г. в размере 
100%. Влияние величины операционного риска на величину норматива H1 
обратно пропорционально. 
«В отличие от подхода на основе базового индикатора (BIA), 
стандартный подход (SA) позволяет учитывать особенности возникновения 
операционного риска в различных направлениях деятельности и определяет 
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размер резервируемого капитала от валового дохода в разрезе стандартных 
видов деятельности банка»68. 
Стандартный подход, основанный на выделении в банке нескольких 
типовых направлений деятельности и определении по каждому из них в 
отдельности размера резервируемого капитала, является более точным по 
сравнению с подходом BIA.        
 Банки прибегают к использованию стандартного подхода (SA) к 
расчету капитала, в связи с возможностью уменьшения размера 
резервируемого капитала по сравнению с размером резервируемого капитала 
получаемого при использовании базового подхода (BIA). Также стандартный 
подход позволяет с большей точностью оценить операционные риски, 
связанные с каждым из направлений банковской деятельности. 
Как показала практика, при использовании стандартного подхода и 
базового подходы проявился ряд недостатков. Так, например, не 
представляется возможным применить коэффициенты соответствующие 
определенному направлению банковской деятельности, полученные 
эмпирическим путем, на основании внутренних массивов данных. Для этого 
Базельским комитетом был предложен усовершенствованный подход оценки 
операционных рисков (AMA). Усовершенствованный подход предполагает 
расширенное использование банками собственных моделей анализа 
операционных рисков и мониторинг операционных убытков. Применение 
данных моделей возможно только с разрешения надзорного органа и при 
условии удовлетворения определенным качественным и количественным 
критериям (рис.18). 
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 Рисунок 18  пример продвинутого подхода к расчету капитала 
операционного риска в ПАО «Сбербанк России», порядок процесса.  
 
«К основным подходам в рамках AMA следует отнести: 
- IMA, Internal Measurement Approach (подход внутреннего измерения). 
- LDA, Loss Distribution Approach (подход на основе распределения 
потерь). 
- SBA, Scenario-based Аpproach (подход на основе моделирования 
сценариев). 
- SCA, Scorecard Approach (подход оценочных карт или балльно-
весовой подход)»69. 
При использовании АМА подхода банка следует учитывать, что ЦБ РФ 
оставляет предписания относительно порядка сбора данных о потерях.  
 В Письме 76-Т в пункте 3.5 идет речь о необходимости ведения 
аналитической базы данных о понесенных операционных убытках: «В целях 
обеспечения условий для эффективного выявления операционного риска, а 
также его оценки рекомендуется создать и вести аналитическую базу данных 
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о понесенных операционных убытках, в которой отражать сведения об их 
видах и размерах в разрезе направлений деятельности, отдельных банковских 
операций и других сделок, обстоятельств их возникновения и выявлении»70. 
 Порядок ведения аналитической базы данных о понесенных 
операционных убытках, форму представления и требования к содержанию 
вводимой информации рекомендуется установить во внутренних документах 
кредитной организации. 
 В пункте 3.6 данного письма идет речь о необходимости ведения 
базы внешних потерь: «Кредитным организациям рекомендуется наряду с 
ведением аналитической базы данных о понесенных операционных убытках 
на постоянной основе с использованием различных источников собирать и 
анализировать информацию о случаях операционных убытков в других 
кредитных и финансовых организациях»71. 
 В Письме 96-Т в пункте 3.6 также отмечены рекомендации 
ведения внутренних и внешних баз понесенных убытков. 
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 Там же  
Рисунок 19- пример продвинутого подхода к расчету капитала 




Рисунок 20- пример продвинутого подхода к расчету капитала 
операционного риска в ПАО «Сбербанк России», этап сценарного анализа.  
 
Кредитным организациям, использующим AMA-подход, при 
возникновении операционных убытков целесообразно производить бэк-
тестинг модели (сопоставление прогнозных оценок с размерами понесенных 
операционных убытков, имевших место за соответствующий период, 
анализировать причины полученных расхождений) и вносить необходимые 
изменения в применяемые методики и математические модели. Кроме того, 
кредитной организации рекомендуется регулярно пересматривать 
существующие внутренние процессы и процедуры, используемые 
информационно-технологические системы с целью выявления не учтенных 
ранее источников операционного риска. Периодичность их пересмотра 
рекомендуется определить во внутренних документах кредитной 
организации. 
Согласно   Указанию Банка России от 15 апреля 2015 г. N 3624-У "О 
требованиях к системе управления рисками и капиталом кредитной 
организации и банковской группы" (с изменениями и дополнениями). 
Приложение «Требования к организации процедур управления отдельными 
видами рисков» В целях минимизации операционного риска кредитной 
организации рекомендуется разработать комплекс мер, направленных на 
снижение вероятности наступления событий или обстоятельств, приводящих 
к операционным убыткам, и (или) на уменьшение (ограничение) размера 
потенциальных операционных убытков. «К числу таких мер могут в том 
числе относиться: 
- разработка организационной структуры, внутренних правил и 
процедур совершения операций (сделок), порядка разделения полномочий и 
подотчетности по проводимым операциям (сделкам), позволяющих 
исключить (минимизировать) возможность возникновения факторов 
операционного риска; 
- контроль за соблюдением установленных правил и процедур в рамках 
системы внутреннего контроля; 
- развитие систем автоматизации банковских технологий и защиты 
информации; 
- страхование, включая как традиционные виды имущественного и 
личного страхования (страхование зданий, иного имущества (в том числе 
валютных ценностей и внутренних ценных бумаг) от разрушений, 
повреждений, утраты в результате стихийных бедствий и других 
аналогичных форс-мажорных обстоятельств, а также в результате действий 
третьих лиц, сотрудников кредитной организации; страхование сотрудников 
от несчастных случаев и причинения вреда здоровью), так и страхование 
специфических банковских рисков как на комплексной основе (полис 
комплексного банковского страхования), так и применительно к отдельным 
видам рисков (например, страхование рисков, связанных с эмиссией и 
обращением платежных карт, страхование профессиональной 
ответственности сотрудников кредитной организации, страхование ущерба 
от преступлений в сфере компьютерной информации); 
- разработка системы мер по обеспечению непрерывности и (или) 
восстановлению финансово-хозяйственной деятельности при совершении 
операций (сделок), включая планы действий на случай непредвиденных 
обстоятельств (планы мероприятий по обеспечению непрерывности и (или) 
восстановления финансово-хозяйственной деятельности). При разработке 
таких планов оценивается возможный ущерб от непредвиденных событий 
(обстоятельств) относительно предполагаемых затрат на подготовку и 
реализацию соответствующих планов с учетом всех возможных 
(предполагаемых) сценариев развития событий, создающих угрозу 
возникновения убытков, особенно для рисков, характеризующихся низкой 
вероятностью, но большими размерами потенциальных убытков, источники 
которых не могут контролироваться кредитной организацией. В указанные 
планы рекомендуется включать следующие элементы: 
- определение защищаемого внутреннего процесса; 
- степень обеспечиваемой защиты (поддержание в течение 
определенного времени нормального режима работы, поддержание в течение 
определенного времени работы на минимально приемлемом уровне, 
продолжение работы в режиме постепенной деградации, наиболее быстрое и 
(или) безопасное прекращение работы или нарушенного процесса, 
обеспечение последующего восстановления нормального режима работы 
прерванного процесса); 
- процедуры перехода в аварийный режим и порядок работы в этом 
режиме; 
- необходимые ресурсы (например, помещения, обеспечение 
квалифицированными сотрудниками, оборудованием и вычислительной 
техникой, программным обеспечением, средствами связи); 
- перераспределение функций, полномочий и обязанностей 
подразделений и сотрудников; 
- порядок восстановления работоспособности нарушенных внутренних 
процессов и систем и возврата к нормальному режиму работы; 
- дополнительные процедуры нормального режима работы, 
направленные на создание условий перехода в аварийный режим и 
возможности работы в нем (например, резервное копирование информации, 
ведение архива автоматизированной системы на бумажных носителях)»72. 
Выявление операционных рисков связывается с выявлением и учетом 
источников операционного риска. Так, согласно Письму 96-Т «кредитным 
организациям, использующим AMA-подход, рекомендуется регулярно 
пересматривать существующие внутренние процессы и процедуры, 
используемые информационно-технологические системы с целью выявления 
не учтенных ранее источников операционного риска. Периодичность их 
пересмотра рекомендуется определить во внутренних документах кредитной 
организации»73. 
Подводя итоги, можно сказать, что любая из перечисленных методик 
оценки риска имеет как свои преимущества, так и недостатки. В зависимости 
от преследуемых целей условия применения данных методик разнятся. При 
недостаточном статистическом поле рекомендуется комбинировать 
различные методики, а итоговую оценку операционных потерь рассчитывать 
как средневзвешенное значение всех оценок операционных потерь 
рассчитанных различными методами. Веса для коэффициентов могут быть 
подобраны с учетом уровня доверия и надежности к используемым 
методикам. 
Для подходов BIA и SA предполагается наличие линейной зависимости 
между уровнем валового дохода и величиной непредвиденных потерь, но при 
этом не как не учитывается опыт, накопленный банком и оценки различных 
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рейтинговых агентств. При использовании AMA подхода,  для построения 
модели, используется собственный опыт банка и данные о потерях в 
результате реализации операционного риска, публикуемые экспертными 
агентствами. 
Для подхода AMA необходимо построить в банке систему организации 
управления операционным риском, а также выделить подразделения 
отвечающие основным требованиям надзорного органа. На практике 
позволить это могут только крупные игроки рынка, т.к. соблюдение 
основных требований влечет за собой достаточно крупные затраты. 
Например, если региональный банк имеет достаточно обширный 
накопленный опыт, связанный с событиями реализации операционных 
рисков и имеет подразделение, и экспертов в данной области, этого не будет 
достаточно для применения подхода AMA. Если бы требования к подходу 
AMA были менее трудо- и капиталозатратными к нему смогли бы прибегать 
и региональные банки, тем самым уменьшая объемы своих затрат и размер 
капитала отвлекаемого на формирование резервов. Но в текущих условиях 
региональным банкам приходится использовать подходы BIA и SA, в 
результате чего банк располагает меньшими ресурсами для совершения 
активных операции (наиболее маржинальных в портфеле оказываемых 
услуг). 
Также в завершение исследования первой главы отметим, что на 
основании рассмотренных теоретических основ управления операционным 
риском в банковской деятельности, можно сделать следующие основные 
выводы: 
Управление операционным риском играет существенную роль в 
деятельности каждой кредитной организации и приобретает с каждым днем 
все большее значение. С ростом масштабов и разновидностей банковских 
услуг, наличием тенденций глобализации и международной интеграции 
возрастает и вероятность событий риска, которыми могут стать результаты 
внутренних или внешних по отношению к кредитной организации процессов, 
происходящих с участием человеческого фактора или без него.  
Сущность и специфику операционного риска необходимо учитывать 
при формировании системы управления, представляющей целостную 
совокупность взаимосвязанных функциональных элементов, организующих 
и обеспечивающих процесс управления операционным риском. Система 
управления должна строиться на основе процессного подхода, т.е. 
управление риском должно рассматривается как непрерывный 
управленческий процесс. СУОР имеет следующие свойства: системный 
характер; сложность; результативность СУОР, обуславливающие ее 
специфику и представляющие ориентиры, используемые в процессе 
реализации мероприятий по управлению ОР. 
Совершенствование системы управления операционным риском 
позволят вывести кредитную организацию на более высококлассный  подход 
к определению величины операционного риска в коммерческих банках, что в 
конечном счете позволяет пересмотреть объемы резервируемого капитала и 
повысить эффективность организации.  
 
